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У статті на основі комплексного аналізу вжитих заходів щодо захисту суверенітету і територіальної цілісності Украї-
ни, забезпечення її економічної та інформаційної безпеки доводиться необхідність розробки сучасної стратегії дер-
жавної інформаційної політики у сфері інформаційної безпеки і захисту національного інформаційного простору в 
умовах інформаційного протиборства, створення єдиного Інформаційного центру протидії ворожій пропаганді. 
Обґрунтована нагальна необхідність формування та активного функціонування єдиного національного регулятора 
в інформаційній сфері держави, діяльність якого була б спрямована на вироблення української національної ін-
формаційної політики, інтелектуально кваліфіковане відбиття маніпуляційно-пропагандистських атак, формування 
у громадян України національно-патріотичних переконань, створення українського національного інформаційного 
простору – основи національної безпеки суспільства і держави.
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IMPROVING STATE POLICY ON INFORMATION SECURITY OF UKRAINE IN THE INFORMATION 
CONFRONTATION 
On the basis of a comprehensive analysis of the measures to protect the sovereignty and territorial integrity of Ukraine, 
ensuring its economic and information security have the need to develop strategies of modern state information policy in 
the field of information security and protection of the national information space in the information confrontation, creating a 
unified information center countering enemy propaganda.
The urgent need for the formation and active functioning of a unified national regulator in the information sphere of the 
state are justified, His activities should be aimed at developing the Ukrainian national information policy, intellectually 
qualified reflecting of manipulation and propaganda attacks, forming of national-patriotic beliefs among Ukrainian citizens 
and shaping of the Ukrainian national information space.
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СОВЕРШЕНСТВОВАНИЕ ГОСУДАРСТВЕННОЙ ПОЛИТИКИ В СФЕРЕ ИНФОРМАЦИОННОЙ 
БЕЗОПАСНОСТИ УКРАИНЫ В УСЛОВИЯХ ИНФОРМАЦИОННОГО ПРОТИВОСТОЯНИЯ
В статье на основе комплексного анализа проведенных мероприятий по защите суверенитета и территориальной 
целостности Украины, обеспечения ее экономической и информационной безопасности обосновывается необхо-
димость разработки современной стратегии государственной информационной политики в сфере информацион-
ной безопасности и защиты национального информационного пространства в условиях информационного проти-
востояния, создания единого Информационного центра противодействия вражеской пропаганде.
Обоснована неотложная необходимость формирования и активного функционирования единого национального 
регулятора в информационной сфере государства, деятельность которого была бы направлена на выработку укра-
инской национальной информационной политики, интеллектуально квалифицированное отражение манипуляци-
онно-пропагандистских атак, формирование у граждан Украины национально-патриотических убеждений, созда-
ние украинского национального информационного пространства – основы национальной безопасности общества 
и государства. 
Ключевые слова: информационная безопасность, информационное противостояние, информационные угрозы, ма-
нипулирование информацией.
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Постановка проблеми в загальному вигляді 
та її зв’язок із важливими науковими і прак-
тичними завданнями полягає у необхідності 
комплексного аналізу заходів щодо захисту су-
веренітету і територіальної цілісності України, 
забезпечення її економічної та інформаційної 
безпеки з метою визначення базових принципів 
проведення державної інформаційної політики в 
умовах інформаційної агресії. У контексті еска-
лації загроз, що постали перед Україною в інфор-
маційній сфері, актуалізується проблема забезпе-
чення проведення єдиної інформаційної політики 
та формування єдиного інформаційного простору 
на території держави.
Аналіз досліджень і публікацій із зазначеної 
проблеми підтверджує, що обґрунтуванню необ-
хідності сучасної стратегії державної інформа-
ційної політики у сфері інформаційної безпеки і 
захисту національного інформаційного простору 
в умовах інформаційного протиборства приділя-
ють серйозну увагу відомі вітчизняні науковці, 
дослідники та експерти, зокрема А.Біденко [1], 
В.Гусаров [6], Д.Золотухін [2], М.Княжицький 
[9], О.Кузьмук [12], Р.Марутян [15], Г.Почепцов, 
Ю.Сиротюк [10], І.Стойко [12], В. Шкляр та багато 
інших. Зокрема, експерт з питань інформаційної 
безпеки Центру воєнно-політичних досліджень 
В.Гусаров [6] аналізує інформаційну кампанію 
в російських ЗМК, що супроводжує озброєний 
конфлікт на Сході України. Вітчизняний експерт 
А.Біденко [1] наполягає на необхідності ство-
рення в Україні єдиного Інформаційного центру 
протидії пропаганди тероризму, а медіа-експерт 
з питань інформаційної безпеки Д.Золотухін [2] 
пропонує створити громадську організацію “Гро-
мадський координаційний центр інформаційної 
безпеки України”. Заслуговують на увагу ґрун-
товні рекомендації щодо вдосконалення політики 
забезпечення інформаційної безпеки України віт-
чизняного дослідника Р.Марутяна [15] та ін.
Метою статті є наукове обґрунтування необ-
хідності розробки сучасної стратегії державної 
інформаційної політики у сфері інформаційної 
безпеки і захисту національного інформаційного 
простору.
Виклад основного матеріалу дослідження. 
Захист суверенітету і територіальної цілісності 
України, забезпечення її економічної та інфор-
маційної безпеки згідно з ч. 1 ст. 17 Конститу-
ції України є найважливішими функціями дер-
жави. Для гарантування інформаційної безпеки 
в Україні розроблено нормативно-правову базу, 
на якій і ґрунтується державна політика в цій 
сфері.
Ступінь критичності стану інформаційного 
простору держави, на переконання В.Гусарова, 
слід пов’язувати: 
– із кількістю іноземних інформаційних 
суб’єктів; 
– із потенціалом впливу інформаційного про-
дукту того чи іншого суб’єкта; 
– зі здатністю впливати на свідомість громад-
ськості групою інформаційних суб’єктів [6].
Відповідно до Рішення РНБО України “Про 
невідкладні заходи щодо забезпечення націо-
нальної безпеки, суверенітету і територіальної 
цілісності України” [14] і звернення Ради націо-
нальної безпеки і оборони України № 242/2-5-1 
Національна рада України з питань телебачення 
та радіомовлення звернулася до об’єднань про-
вайдерів програмної послуги: Спілки кабельного 
телебачення, Всеукраїнської асоціації операторів 
кабельного телебачення і телеінформаційних ме-
реж, Асоціації “Укртелемережа”, Телекомуніка-
ційної палати України, Асоціації “Західноукраїн-
ська гільдія операторів кабельного телебачення”, 
Асоціації правовласників та постачальників кон-
тенту, Асоціації телевізійно-інформаційних ме-
реж Криму та керівництва кабельних операторів, 
таких як “Воля”, Укртелеком, “Тріолан”, “Дата-
груп”, “Фарлеп Інвест”, “Інформаційні техноло-
гії”, “Віасат” та інших з вимогою припинити ре-
трансляцію у своїх мережах передач російських 
телеканалів “Россия 24”, ОРТ (Первый канал 
всемирная сеть), “РТР Планета”, “НТВ-Мир” [5].
Проте, на думку А.Біденка, закриття телевізій-
них ефірів не дасть ефекту без сучасної стратегії 
та доктрини інформаційної безпеки [1]. Відсут-
ність в Україні єдиного Інформаційного центру 
протидії пропаганди тероризму за прикладом 
британського Центрального офісу інформації, 
який існував до 2011 р., не дає змоги створити ді-
єву блокаду для терористичної інформації. “Сама 
тільки підтримка Європи не значить нічого, якщо 
ми не готові системно захищати свій інформацій-
ний простір. Відповідний інститут мав би першо-
чергово розробити нову доктрину інформаційної 
безпеки із залученням експертів та разом зі ЗМІ 
реалізувати її в найкоротші терміни”.
Цей центр, в ідеалі – на базі РНБО, мав би ви-
конувати такі завдання:
– збирати інформацію та аналізувати пропа-
ганду терористів із виробленням відповідних ар-
гументованих відповідей;
– працювати з громадським сектором, форму-
вати експертний пул, у тому числі з експертів зі 
Сходу України;
– піарити роботу державних органів;
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– організувати централізовану роботу зі ЗМК, 
зокрема має бути повний доступ до всіх публіч-
них очільників контртерористичних операцій;
– контролювати закриття ефірів для терорис-
тів, не допускати їх до ЗМІ;
– розробляти соціальну рекламу, спрямовану 
на підтримку населення і патріотизму;
– виконувати інші функції, спрямовані на 
ефективну протидію пропаганді терористів [1].
Необхідно розробити концепцію протистояння 
пропаганді відповідно до існуючих загроз, а саме:
а) чітко вказувати винуватих у подіях;
б) апелювати до законодавства;
в) заспокоювати населення і пропонувати ефек-
тивні шляхи захисту;
г) поширювати інформацію про злочини те-
рористів проти мирного населення і про захист з 
боку державних органів;
д) забезпечувати діалог із владою, демонстру-
вати впевненість і успішність операцій тощо [1].
Принципи ведення державної інформаційної 
політики в умовах агресії свого часу запропо-
нував відомий російський вчений А.Манойло у 
своїй монографії “Державна інформаційна по-
літика в особливих умовах”, стверджуючи, що 
“інформаційно-психологічна війна – це і є бойові 
дії, сплановані відповідно до піар-сценаріїв, мета 
яких – не знищення живої сили і техніки супро-
тивника, а досягнення бажаного піар-ефекту” [8, 
с. 159]. На думку В.Гусарова, Російська Феде-
рація взяла цю теорію на озброєння і з успіхом 
для себе використовує її у своїй агресивній зо-
внішній політиці щодо України, Грузії та ін. [6]. 
Інформаційна кампанія в російських ЗМК, що 
супроводжує озброєний конфлікт на Сході Укра-
їни, слідуючи цій теорії, спрямована не тільки на 
свідомість росіян і українців, а й на громадян тих 
країн, які тією чи іншою мірою негативно став-
ляться до політичного курсу Кремля. Як резуль-
тат, інформаційна складова агресії йде попереду, 
а військова або силова складова виходить на пер-
ший план тільки наприкінці. Саме така ситуація 
спостерігалася в Криму і на Донбасі.
Аналізуючи та оцінюючи контрпропагандист-
ські зусилля України, фахівці Національного 
інституту стратегічних досліджень при Прези-
дентові України констатують їх відносну ефек-
тивність у площині більш-менш своєчасного де-
завуювання негативного контенту, відзначаючи, 
що реагування мало несистемний, переважно си-
туативний характер, яке пояснюється відсутніс-
тю в Україні цілісної загальнодержавної стратегії 
зовнішньополітичного інформування та проти-
борства, майже повною відсутністю необхідних 
засобів і фахівців відповідного рівня, якими опе-
рує, наприклад, створена ще наприкінці 2005 р. 
російська корпорація Russia today [18].
Найбільш ефективним, на думку експертів, 
механізмом, що стримував агресивну кампанію 
(як на інформаційному, так і реальному рівні), 
стало використання громадської журналістики 
та максимально широке висвітлення того, що 
відбувається в режимі он-лайн. “В умовах, коли 
російська сторона намагалася створити виключ-
но прийнятне для неї “постановочне” тло подій, 
онлайнові трансляції з місця подій із використан-
ням інструментів типу “Stream-ТВ” дало змогу 
дезавуювати більшість провокаційних заяв, а в 
окремих випадках – запобігти провокаціям з боку 
озброєних людей” [18].
У зв’язку з поширенням Російською Феде-
рацією недостовірної, неповної, упередженої 
інформації про Україну та намаганнями мані-
пулювати суспільною свідомістю в Україні й за 
її межами виконуючий обов’язки Президента 
України О.Турчинов підписав Указ “Про рішен-
ня Ради національної безпеки і оборони України 
“Про заходи щодо вдосконалення формування та 
реалізації державної політики у сфері інформа-
ційної безпеки України” № 449/2014 [13].
 РНБО доручила Кабінету Міністрів України 
розробити законопроект щодо протидії інформа-
ційній агресії іноземних держав, передбачивши, 
зокрема, визначення механізму протидії негатив-
ному інформаційно-психологічному впливу, у 
тому числі шляхом заборони ретрансляції телеві-
зійних каналів, а також щодо запровадження для 
іноземних засобів масової інформації системи 
інформування та захисту журналістів, які пра-
цюють у місцях збройних конфліктів, вчинення 
терористичних актів, під час ліквідації небез-
печних злочинних груп [17]. Крім того, Кабінет 
Міністрів України має опрацювати питання щодо 
створення національної захищеної операційної 
системи, національного антивірусного програм-
ного забезпечення, спеціальних програмних і 
технічних засобів захисту державних інформа-
ційних ресурсів, інформаційно-комунікаційної 
мережі та медіа-холдингу для поширення у світі 
об’єктивних відомостей про суспільно-політичну 
ситуацію в Україні.
Також за участю Національного інституту 
стратегічних досліджень, Служби безпеки Украї-
ни, інших державних органів має бути розробле-
но проект нової Доктрини інформаційної безпеки 
України та окремий законопроект про кібернетич-
ну безпеку України, а також удосконалено систе-
му формування та реалізації державної політики 
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у сфері інформаційної безпеки України шляхом 
внесення змін до законів України “Про основи на-
ціональної безпеки України”, “Про інформацію”, 
“Про захист інформації в інформаційно-телеко-
мунікаційних системах”, “Про Службу безпеки 
України”, “Про Державну службу спеціального 
зв’язку та захисту інформації України” та ін. [16]. 
Міністерству закордонних справ України до-
ручено розробити порядок аналізу інформацій-
них матеріалів іноземних ЗМК, що мають пред-
ставництва в Україні, з метою впровадження 
дієвого механізму акредитації журналістів, пра-
цівників ЗМК; ужити заходів для активізації між-
народного співробітництва з питань протидії не-
гативним інформаційно-психологічним впливам 
та кібернетичній злочинності. СБУ, Держприкор-
донслужбі, Держміграційній службі необхідно 
вживати заходів у межах своєї компетенції під час 
вирішення питань, пов’язаних із перебуванням на 
території України іноземців та осіб без громадян-
ства, зокрема журналістів, телеоператорів, інших 
працівників ЗМК, а також заходів щодо захисту 
національної безпеки в інформаційній сфері, охо-
рони громадського порядку [16].
Народними депутатами України І.Стойком, 
О.Кузьмуком та Ю.Сиротюком розроблено та за-
реєстровано проект Закону України “Про засади 
інформаційної безпеки України” № 4949 [12]. 
Основною метою державної політики з питань 
інформаційної безпеки, на переконання авто-
рів законопроекту, є захист інформаційного су-
веренітету, збереження духовних і культурних 
цінностей українського народу, розвиток його 
національної самоідентичності та цивілізацій-
ної єдності, створення в Україні розвиненого 
інформаційного суспільства, національного ін-
формаційного простору, перетворення України 
в інформаційно розвинену державу і повноправ-
ного учасника життєдіяльності європейської та 
міжнародної спільноти.
У Пояснювальній записці до законопроекту 
його автори стверджують, що актуальність при-
йняття спеціального закону, спрямованого на 
врегулювання засад державної політики та сис-
теми забезпечення інформаційної безпеки Укра-
їни зумовлена тим, що в 2014 р. на території 
Автономної Республіки Крим, крім перебування 
військового контингенту Російської Федерації, 
здійснювався інформаційно-психологічний тиск 
на населення України з боку засобів масової ін-
формації вказаної іноземної держави, спостері-
галася інформаційна експансія в національний 
інформаційний простір України, захоплювалися 
стратегічні об’єкти української телекомуніка-
ційної інфраструктури. Усе це відбувалося на тлі 
масованого і агресивного інформаційного насту-
пу російської пропаганди, яка всупереч європей-
ським стандартам у сфері засобів масової інфор-
мації намагалася розпалювати в Україні, зокрема 
в Криму, міжнаціональну ворожнечу та сепара-
тистські настрої, посягала на державний сувере-
нітет і територіальну цілісність України [10].
Основними принципами забезпечення інфор-
маційної безпеки України згідно з проектом За-
кону, зокрема, є:
– пріоритетність захисту прав і свобод людини 
і громадянина в інформаційній сфері;
– своєчасність і адекватність заходів захисту 
життєво важливих національних інтересів Украї-
ни від реальних і потенційних загроз інформацій-
ній безпеці;
– достовірність, повнота та неупередженість 
інформації; 
– обмеження доступу до інформації виключно 
на підставі закону;
– гармонізація особистих, суспільних і дер-
жавних інтересів, відповідальність усього укра-
їнського народу за забезпечення інформаційної 
безпеки;
– розмежування повноважень, взаємодія 
та відповідальність державних і недержавних 
суб’єктів забезпечення інформаційної безпеки;
– пріоритетність розвитку національних ін-
формаційних технологій, ресурсів, продукції та 
послуг;
– можливість задіяння в інтересах забезпечен-
ня інформаційної безпеки України систем і меха-
нізмів міжнародної та колективної безпеки [12]. 
Законопроектом пропонується створити цен-
тральний орган виконавчої влади зі спеціальним 
статусом у сфері інформаційної безпеки – На-
ціональну комісію, що здійснює державне регу-
лювання з питань інформаційної безпеки (далі – 
Нацкомісія інформбезпеки), яка підпорядкову-
ється Кабінету Міністрів України та підконт-
рольна Президентові України [12].
До основних завдань Нацкомісії інформбезпе-
ки належать: 
– участь у розробленні та забезпечення реалі-
зації державної політики з питань інформаційної 
безпеки; 
– моніторинг стану забезпечення інформацій-
ної безпеки України та здійснення державного 
регулювання у цій сфері; 
– координація діяльності державних органів з 
питань інформаційної безпеки [12].
Проте згідно з Висновком Головного науково-
експертного управління Верховної Ради України 
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до законопроекту є чимало зауважень [3]. Зокре-
ма, Конституція України не передбачає створен-
ня центральних органів виконавчої влади із спе-
ціальним статусом за рішеннями Верховної Ради 
Украйни, як це передбачено в законопроекті. Та-
кий орган може бути створений лише Кабінетом 
Міністрів України. Отже, чимало положень за-
конопроекту потребують доопрацювання і уточ-
нення з метою їх узгодження з іншими законо-
давчими актами з питань інформаційної безпеки 
і боротьби з комп’ютерною злочинністю та напо-
внення конкретним нормативним змістом.
Поки доопрацьовується цей законопроект, 
Д.Золотухін вважає, що необхідно вже сьогодні 
робити серйозні кроки із просування українських 
ідей в інформаційному просторі, пропонуючи 
створити громадську організацію – “Громадський 
координаційний центр інформаційної безпеки 
України”, який вибудовуватиме “певну платфор-
му для систематизації і координації роботи в ін-
формаційному просторі з відстоювання інтересів 
України”. Ключовим напрямом роботи Громад-
ського координаційного центру, на його думку, 
має стати “трансляція нашої позиції, пояснення, 
що насправді відбувається”, для, зокрема, грома-
дян Росії, “які більш-менш нейтрально ставлять-
ся до України і готові отримувати об’єктивну ін-
формацію” [2].
Серед основних напрямів діяльності Громад-
ського координаційного центру – робота в східних 
регіонах України. Важливою у цьому напрямі ви-
дається реалізація Фондом “Демократичні ініціа-
тиви” імені Ілька Кучеріва проекту “Інформаційна 
безпека в контексті українсько-російської кризи: 
технології, інструменти, можливості протидії”, 
який передбачав низку заходів у різних регіонах 
України. Зокрема, зустрічі та обговорення на цю 
тему були проведені з представниками громад-
ського сектору, місцевих органів влади, виклада-
чів, студентів і ЗМК в Харкові, Одесі, Луганську, 
Донецьку, Херсоні, Миколаєві та Києві [7].
Народний депутат України М.Княжицький, 
будучи переконаним, що “саме на приховану про-
паганду ворожих Україні ідей припадає значна 
частка відповідальності за те, що ряд громадян 
України готові підтримувати тероризм, чинять 
перешкоди антитерористичним заходам, паплю-
жать українські державні символи тощо”, заре-
єстрував законопроект № 4443а “Про внесення 
змін до деяких законів України щодо захисту ін-
формаційного телерадіопростору України” [11], 
пропонуючи на законодавчому рівні заборонити 
розповсюдження фільмів і серіалів, у яких міс-
титься популяризація російських правоохорон-
них органів і військ та популяризуються цінності 
кримінальної субкультури [9]. 
Законопроект передбачає додати до Закону 
України “Про кінематографію” ст. 15-1, яка за-
бороняє розповсюдження таких фільмів і вста-
новлює штраф за кожен випадок такого розпо-
всюдження в розмірі від 10 до 50 мінімальних 
заробітних плат [11]. Зазначені в цій статті об-
ставини стають однією з підстав для відмови у 
видачі державного посвідчення на право розпов-
сюдження і демонстрування фільмів (прокатного 
посвідчення). 
Водночас М.Княжицький пропонує вказати в 
Законі України “Про телебачення і радіомовлен-
ня” про недопущення використання телерадіо-
організацій для розповсюдження заборонених 
фільмів і серіалів, а також покласти контроль за 
цим на Національну раду України з питань теле-
бачення і радіомовлення [9]. У разі виявлення 
ознак порушень, Нацрада застосовує до мовників 
санкції, а також складає про це відповідний акт 
та передає його центральному органу виконавчої 
влади, що реалізує державну політику у сфері кі-
нематографії для вжиття заходів, передбачених 
законодавством.
Варто погодитися з рекомендаціями Р.Марутяна 
щодо вдосконалення політики забезпечення ін-
формаційної безпеки України, який, зокрема, 
пропонує доручити:
– Кабінету Міністрів України створити єди-
ний державний орган для контролю та державно-
го регулювання сфери інформаційної безпеки;
– Службі безпеки України провести оцінку 
вразливості об’єктів можливих терористичних 
посягань щодо кіберзагроз;
– Міністерству внутрішніх справ України 
посилити охорону обласних державних теле-
радіокомпаній, особливо у Миколаївській, Хер-
сонській, Одеській, Донецькій, Луганській, Хар-
ківській областях та м. Києві;
– Міністерству оборони України організувати 
медіа-супровід проведення АТО, забезпечивши 
журналістам (насамперед іноземним) їх постійне 
перебування на місці бойових дій;
– Міністерству закордонних справ України по-
силити роботу з представниками української діа-
спори та об’єднань українців за кордоном з метою 
поширення об’єктивної інформації та спросту-
вання дезінформації про ситуацію в Україні;
– Державному комітету телебачення і ра-
діомовлення України забезпечити контроль за 
об’єктивним та своєчасним висвітленням по-
дій, що відбуваються в нашій державі, усіма 
підприємствами, установами та організаціями, 
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що належать до сфери його управління (зокре-
ма “Всесвітня служба “Українське телебачення 
і радіомовлення”, “Перший ukraine” та “Укрін-
форм”) [15].
В умовах ескалації загроз, що постали пе-
ред Україною в інформаційній сфері, на погляд 
Р.Марутяна, актуалізується проблема забезпечен-
ня проведення єдиної інформаційної політики та 
формування єдиного інформаційного простору 
на території держави [15]. Інформаційні месиджі 
від представників органів державної влади мають 
сприйматися як офіційна позиція України щодо 
всіх подій, які відбуваються в контексті російсько-
українського протистояння. Ця позиція має бути 
лаконічно сформульованою, чіткою і зрозумілою.
У сучасних умовах антиукраїнської інформа-
ційної агресії існує нагальна необхідність у фор-
муванні та активному функціонуванні єдиного 
національного регулятора в інформаційній сфері 
держави, діяльність якого була б спрямована на 
вироблення української національної інформа-
ційної політики, інтелектуально кваліфіковане 
відбиття маніпуляційно-пропагандистських атак, 
формування у громадян України національно-па-
тріотичних переконань, створення українського 
національного інформаційного простору – осно-
ви національної безпеки суспільства і держави.
Висновки та перспективи подальших роз-
відок у цьому напрямі. Найважливіше завдання 
на етапі інформаційного протиборства є викорис-
тання можливостей засобів масової комунікації з 
метою введення в оману потенційного супротив-
ника, дискредитації його військово-політичного 
керівництва та лідерів, обмеження інформацій-
но-пропагандистської діяльності супротивника 
аж до організації інформаційної блокади.
Стратегія державної інформаційної політики у 
сфері інформаційної безпеки і захисту національ-
ного інформаційного простору в умовах інфор-
маційного протиборства, на наше переконання, 
повинна включати в себе: 
– захист національних інформаційних ресур-
сів та інформаційного суверенітету;
– спроможність держави нейтралізувати чи 
послабити дію внутрішніх і зовнішніх інформа-
ційних загроз;
– захист від маніпулювання інформацією та 
протидію негативним інформаційним впливам на 
індивідуальну і суспільну свідомість;
– формування у громадян України національ-
но-патріотичних переконань.
Темою подальших досліджень може стати 
аналіз пріоритетних напрямів удосконалення 
формування та реалізації державної політики у 
сфері інформаційної безпеки, інформаційного 
суверенітету та протидії сучасним негативним 
інформаційним впливам на індивідуальну і су-
спільну свідомість.
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