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対外諜報目的での電子的監視
─アメリカ合衆国の FISA を題材として─
The Electronic Surveillance for the Foreign Intelligence Purpose :  
Putting the Focus on the FISA in the United States of America
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I．は じ め に
　2001年 ₉ 月11日以降，世界はテロ戦争の時代に突入し，現在でも世界規
模でのテロが相次いで発生している。このような情勢の中，各国はテロ対
策が喫緊の課題となっているが，特に，アメリカ合衆国においては様々な
テロ対策の手法が採用されている。中でも，通信傍受をはじめとする電子
的監視はテロの情報を収集するのに非常に効果的であり，通常の犯罪捜査
目的での通信傍受とは異なった要件を法律で規律し実施されている。しか
し，他方で通信傍受は市民のプライヴァシーに対する侵害の度合いは強
く，その運用にあたっては慎重かつ適切な方法を用いられなくてはならな
＊　中央大学大学院法学研究科博士課程後期課程在学中
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いことも事実である。このような衝突する要請について適切な法的枠組を
設定し，効果的な通信傍受等の電子的監視を実施することを検討すること
は我が国にとっても有益であると思われる。この点，アメリカ合衆国にお
いて実施されるテロや外敵に対抗するための対外諜報目的での通信傍受を
規律する対外諜報活動監視法（Foreign Intelligence Surveillance Act of 
1978, FISA1）以下，FISA という）は1978年に制定され，その後，同時多発
テロを経て，2001年の米国愛国者法（USA PATRIOT Act）2），2007年には
米国保護法（Protect America Act，PAA3）以下 PAA という）による改正が
なされ，2008年に対外諜報活動監視法改正法（Foreign Intelligence Sur-
veillance Act Amendments Act of 2008, FAA4）以下，FAA という）が制定さ
れている。本稿では，このような，FISA の最新の電子的監視と関連する
重要な規定を紹介，検討を行うこととし，今後の我が国における議論の足
掛かりとなることを目指すものである。また，昨年制定された米国自由法
（USA FREEDOM Act）5）による改正についても必要に応じて，関連する部
分につき触れることとする。
II．FISA 制定までの流れ
　1978年に制定された FISA 及びその改正法として2008年に制定された
FAA の法律の内容に入る前に FISA 制定までの過程を確認しておくことが
重要である。FISA 制定以前は対外諜報目的での電子的監視を規律する法
はなく，この法の制定のきっかけとなったとされる事件がいくつかある。
1）　Foreign Intelligence Surveillance Act of 1978 Pub. L. No. 95─511, 92 Stat. 1783 
(1978). FISA 及びその後の改正法，関連法の紹介・解説として岡本篤尚『《₉・11》
の衝
インパクト
撃とアメリカの「対テロ戦争」法制』（法律文化社　2009年）がある。
2）　USA PATRIOT Act of 2001, Pub. L. No. 107─56, 115 Stat. 272 (2001).
3）　Protect America Act of 2007, Pub. L. No. 110─55, 121 Stat. 552 (2007).
4）　Foreign Intelligence Surveillance Act of 1978 Amendments Act of 2008 Pub. L. 
No. 110─261, 122 Stat. 2463 (2008).
5）　USA FREEDOM Act of 2015, Pub. L. No. 114─23, 129 Stat. 268 (2015).
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　まず，1972年，CIA オフィス爆破を巡り，国内のテロ組織に対し裁判所
による令状（命令）なく，通信傍受がなされた United States v. U.S. Dis-
trict Court (Keith)6）において合衆国最高裁判所は国内の国家安全保障目的
での通信傍受は特別の緩和された要件を設定して実施する余地は残しつつ
も， 本件においては通常の犯罪捜査目的での連邦の通信傍受法である
Omnibus Crime Control and Safe Street Act of 1968, Title III (Wiretap Act)
（以下，Wiretap Act という）に従い，裁判官の命令を得て通信傍受を行わ
なければならない旨判示されたことが挙げられる。本件では，国内の国家
安全保障目的での通信傍受については別の要件を設定することが明示的に
示唆されたが，その後も合衆国議会が国内の国家安全保障目的での通信傍
受等に対する別枠の基準は設けることはなかった。したがって国内の国家
安全保障目的での通信傍受は依然として Wiretap Act に従ってなされなく
てはならないが，対外諜報収集という解決されていない問題に対応する必
要があったことが FISA を制定する第一の要因となったといわれる7）。ま
た，ニクソン大統領による，政敵に対する傍受行為が公となったウォータ
ーゲート事件やこの事件を公にした上院戧設のチャーチ委員会が行政府の
無令状（命令）電子的監視及び物理的捜索が個人の自由を侵害しているこ
とを明らかにしたことも FISA 制定に大きな影響を与えているといわれ
る8）。このような一連の事件から合衆国議会は中立的な監視のために1978
6）　United States v. U.S. District Court (Keith), 407 U.S. 297 (1972).
7）　Stephanie Cooper Blum, WHAT REALLY IS AT STAKE WITH THE FISA 
AMENDMENTS ACT OF 2008 AND IDEAS FOR FUTURE SURVEILLANCE 
REFORM 18 B.U. Intʼl L.J. 269, 275 (2009).
8）　Id. この指摘されるチャーチ委員会の報告書によれば，CIA や FBI が20年以
上も無差別に手紙を開封し，その写真を撮っていたこと，CIA が CHAOS と呼
ばれるプログラムを運用し，多くのアメリカ人のファイルを作成していたこ
と，NSA が電信会社と秘密裏の取り決めを行い，電子的監視を行っていたこ
と，多くのアメリカ人が1960年代半ばから1971年にかけて陸軍の諜報の対象と
されていたことなどが明らかとされている。Select Comm. To Study Govern-
mental Operations with Respect to Intelligence Activities (Church Comm.), Intel-
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年になり FISA を制定した9）。FISA はその後も改正がなされ，現在では対
外諜報目的での電子的監視，物理的捜索，ペンレジスター・トラップトレ
ース装置の設置，商業記録の入手につき包括的に規律する法律であるが，
以下では本稿の目的から通信傍受をはじめとする電子的監視の規定につい
てのみ扱うこととする。
III．最新の FISA の紹介
　FISA は1978年に制定されたが，特に2001年 ₉ 月11日の同時多発テロ以
降に大きな改正がなされており，現状は2008年の FAA での改正が特に大
きなものといえる。以下では，FAA 及び2015年の米国自由法等により改
正された最新の FISA について紹介し，検討する。
1 ．従来からの FISA の現状の手続
⑴　電子的監視10）の承認命令発令までの手続
　まず，電子的監視の承認命令を得るためには，連邦政府の職員が書面に
て宣誓または確言をなした上で対外諜報活動監視裁判所（Foreign Intelli-
ligence Activities and the Rights of Americans, Book II, S. REP. No. 94─755, at 6 
(1976). available at http://www.intelligence.senate.gov/sites/default/
files/94755_II.pdf (visited Aug 15, 2016)
9）　Blum, supra note 7, at 275.
10）　本法律における電子的監視の一般的な定義は，⑴電子的装置，機械的装置，
もしくは他の監視装置を用いて合衆国内にいる特定の，既知の（known）合衆
国人が送信する，もしくは受信すると意図されているあらゆる有線ないし無線
の通信の内容を傍受することであり，個人がプライヴァシーの合理的な期待を
有し，その内容が法執行目的で傍受されるなら令状が必要とされる状況下で意
図的に当該合衆国人を監視対象とすることで当該通信の内容を傍受する場合，
⑵電子的装置，機械的装置，もしくは他の監視装置を用いて合衆国内にいる者
へもしくは合衆国内にいる者からのあらゆる有線の通信の内容を当該通信の当
事者の同意なく傍受することで，そのような傍受が合衆国内で行われる場合，
⑶電子的装置，機械的装置，もしくは他の監視装置を用いてあらゆる無線通信
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gence Surveillance Court, FISC11）以下，FISC という）に対し監視命令発
令の申請を行うが，その際には司法長官から，申請に当たっての要件を充
足しているとして監視命令発令の申請を行う承認を得ていることが求めら
れる12）。FISC への申請の際に求められる内容は⑴申請を行う連邦政府職
員の身元（identity），⑵可能であれば，電子的監視の対象者の身元，⑶①
電子的監視の対象者が外国勢力13）（Foreign power）ないし外国勢力のエー
を傍受することであり，個人がプライヴァシーの合理的な期待を有し，その内
容が法執行目的で傍受されるなら令状が必要とされる状況下で，当該通信の両
当事者が合衆国内に所在する場合，⑷有線ないし無線の通信以外から情報を収
集する目的で監視を行うために合衆国内で電子的装置，機械的装置，もしくは
他の監視装置を設置し，個人がプライヴァシーの合理的な期待を有し，法執行
目的でなされたならば令状が必要とされる場合をいう。50 U.S.C. §1801(f) 参照。
11）　FISC に関する規定は第1803条にあり，FISC の裁判官は合衆国最高裁判所主
席裁判官が少なくとも ₇ つの巡回区から11人の District Court の裁判官を任命
することとなっており，その内，少なくとも ₃ 人はコロンビア特別区から20マ
イル内に居住していなくてはならないということ（50 U.S.C. §1803(a) 参照），
FISC が裁定した内容に対する異議申立ての審査のために上訴裁判所である
（Foreign Intelligence Surveillance Court of Review, FISCR，以下 FISCR という）
を設け，FISCR の裁判官は District Court，Court of Appeals の裁判官から ₃ 人
が合衆国最高裁判所主席裁判官によって任命されること，FISCR の裁定に対
しさらに異議申立てがある場合には，申請者側である政府のサーシオレイライ
の申立てにより，合衆国最高裁判所が当該裁定内容を審査する権限を有するこ
と（50 U.S.C. §1803(b) 参照），FISC 及び FISCR の裁判官は最大 ₇ 年の任期で
あること（50 U.S.C. §1803(d) 参照），米国自由法により，「裁判所の友」（Am-
icus curiae）の制度が導入され，FISC 及び FISCR はセキュリティクリアラン
スを有する者から ₅ 人の者を「裁判所の友」として任命し，新規かつ重要な法
解釈，市民の自由，諜報収集，通信技術等の面で意見を聴取することができる
等（50 U.S.C. §1803(i) 参照）が規定されている。
12）　50 U.S.C. §1804(a).
13）　外国勢力についての定義は⑴外国政府やその構成部分，⑵合衆国人によって
相当程度構成されていない外国の派閥組織，⑶外国政府によって指示され，管
理される当該外国政府によって公に認められる存在，⑷国際テロもしくは国際
テロを行うための活動に従事している集団，⑸合衆国人によって相当程度構成
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ジェント14）（Agent of foreign power）であると申請者が思料することを正
当化するのに依拠した事実または状況，②電子的監視が向けられる各施設
や場所が外国勢力ないし外国勢力のエージェントによって使用されてい
る，もしくは使用されようとしていると申請者が思料することを正当化す
されていない外国に基礎を置く政治組織，⑹外国政府によって指示され，管理
される存在，⑺合衆国人によって相当程度構成されていない存在であり，大量
破壊兵器を国際的に使用することに従事している存在と規定される。50 U.S.C. 
§1801(a).
14）　外国勢力のエージェントについては合衆国人か否かで異なった定義が与えら
れている。まず，合衆国人には適用されない定義は，⑴外国勢力の役人もしく
は外国勢力によって雇用されている者で合衆国内で活動している者，もしくは
国内外を問わず，上述の国際テロ集団の定義に当てはまる外国勢力の一員とし
て活動している者，⑵合衆国の国益に反して合衆国内で秘密諜報活動に従事す
る外国勢力のためにまたはその利益のために活動している者で，そのような活
動に従事していると認められる状況がある場合，あるいは同様の活動に従事す
る者を意図的に支持，幇助し，あるいはその者と共謀している場合，⑶国際テ
ロもしくは国際テロを行うための活動に従事している者，⑷大量破壊兵器を国
際的に使用すること，もしくは使用するための活動に従事している者，⑸外国
勢力のために，またはその利益のために大量破壊兵器を国際的に使用するこ
と，もしくは使用するための活動に従事している者，または大量破壊兵器の使
用，もしくは使用するための活動を行っている者を意図的に支持，幇助し，あ
るいはその者と共謀する者と定義される。50 U.S.C. §1801(b)(1).
　　これに対し，合衆国人を含めたすべての者に適用される定義は，⑴外国勢力
のため，もしくはその利益のために秘密諜報収集活動に意図的に従事している
者で，当該活動が合衆国の刑事法に違反する場合，⑵外国勢力の諜報機関や諜
報ネットワークの指示に従って，外国勢力のため，またはその利益のために何
らかの他の秘密諜報活動に意図的に従事している者で，当該活動が合衆国の刑
事法に違反する場合，⑶外国勢力のため，もしくはその利益のために破壊活
動，国際テロ，もしくはそれらを行うための活動に意図的に従事している者，
⑷外国勢力のため，もしくはその利益のために虚偽のまたは不正な身分で意図
的に合衆国に入国する者，または外国勢力のため，もしくはその利益のために
合衆国に所在する間に虚偽のまたは不正な身分を意図的に装う者，⑸上記⑴，
⑵，⑶で示した活動を行っている者を意図的に支持，幇助し，あるいはその者
と共謀している者と定義される。50 U.S.C. §1801(b)(2).
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るのに依拠した事実または状況についての説明，⑷提案する最小化手続15）
についての説明，⑸求められる情報の性質と電子的監視の対象者の通信や
活動の形態についての説明，⑹一定の連邦政府の職員16）による①求められ
ている情報が対外諜報情報17）（Foreign intelligence information）であるこ
と，②電子的監視の目的が対外諜報情報を収集することに関連があること
（significant purpose），③当該情報は合理的に考えて通常の捜査手法では
15）　この最小化手続についての一般的な定義は第1801条⒣項⑴～⑷号に規定され
ており，⑴合衆国の必要性に反しない形で同意のない合衆国人に関する公にで
きない情報の取得，保管を最小のものとし，それらの情報を広めること（dis-
semination）のないように特定の監視の目的と技術に照らして司法長官により
合理的に設計された具体的な手続，⑵対外諜報情報を理解し，その重要性を評
価するのに必要な場合を除いては，ある公にできない情報が対外諜報情報では
ない時には合衆国人を特定することができないように当該情報を広めないよう
にする手続，⑶犯罪の証拠である場合には当該証拠を法執行目的で証拠を保管
して広めることを認める手続，⑷ FISC の命令が発せられない場合や一定の生
命や身体に対する重大な危険が関わると司法長官が判断する緊急事態を除い
て，第1802条で認められる電子的監視に関して72時間を超えて合衆国人が当事
者である通信の内容が開示され，広められ，何らかの目的で保管されないよう
にする手続をいう。50 U.S.C. §1801(h) 参照。ここで説明している電子的監視
の実施の際に特に直接的に関わってくるのは⑴の内容であると思われる。
16）　ここでいう一定の職員とは国家安全保障問題大統領顧問，国家安全保障もし
くは国防の領域の職員であり，大統領により指名を受け，上院の助言と同意に
よって任命された職員，または大統領によって指名された FBI 副長官とされ
ている。
17）　この対外諜報情報は，合衆国人が関係する場合は必要的に，⑴ ①外国勢力
ないし外国勢力のエージェントの実際の，もしくはその可能性のある攻撃，ま
たは他の重大な敵対行為から合衆国を守る能力に関する情報，②外国勢力ない
し外国勢力のエージェントによる破壊活動，国際テロ，もしくは大量破壊兵器
の国際的な使用から合衆国を守る能力に関する情報，③外国勢力ないし外国勢
力のエージェントの諜報機関やネットワークによる秘密諜報活動から合衆国を
守る能力に関する情報，⑵ ①合衆国の国防や安全保障に関する外国勢力もし
くは外国の領土に関しての情報，②合衆国の外政行為に関する外国勢力もしく
は外国の領土に関しての情報と規定される。50 U.S.C. §1801(e).
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入手できないこと，④その対外諜報情報が第1801条⒠項で規定される類型
であること，⑤上記③及び④の内容であると証明できる根拠についての説
明を含んだ証明，⑺電子的監視を実施するにあたっての方法及び物理的侵
入が要されるかの説明，⑻以前の申請と，それらの申請につき取られた行
動についての説明，⑼電子的監視が要される期間及びここで説明される情
報を収集した際に自動的に電子的監視の承認命令が失効すべきではない場
合には，さらに同種の情報が得られると思料することを支える事実につい
ての説明が，その内容として求められる18）。これが基本的な電子的監視の
承認の申請内容である19）。
　これに対して，FISC は以下の内容につき判断した上で要件が充足され
ていると認めた場合には電子的監視承認命令を発する。
　FISC は⑴申請が連邦政府の職員によってなされており，司法長官によ
って承認されていること，⑵申請者が提出した事実の根拠について①電子
的監視の対象者が外国勢力ないし外国勢力のエージェントであると思料す
る相当理由が存在すること20），②電子的監視が向けられる各施設や場所が
外国勢力ないし外国勢力のエージェントによって使用されている，もしく
は使用されようとしていると思料する相当理由が存在すること，⑶政府が
提案する最小化手続が第1801条⒣項に規定されるものと合致するものであ
ること，⑷なされる申請には第1804条で求められる要件の下ですべての証
明がなされていること，また，合衆国人21）（United States persons）が監視
18）　50 U.S.C. §1804(a).
19）　この他にも，司法長官は追加で宣誓供述書や証明書の提出を求めることがで
きること（50 U.S.C. §1804(b)）や，FBI 長官，国防長官，国家諜報長官，CIA
長官の書面による要求があった場合，司法長官は合衆国人が対象となる監視に
ついては申請が適法になされているかを審査することとされるなどの補完的な
規定がある（50 U.S.C. §1804(d) 参照）。
20）　ただし，合衆国人は合衆国憲法第 ₁ 修正によって保障される活動を行ってい
ることのみを根拠としては外国勢力ないし外国勢力のエージェントとはみなさ
れないことが規定されている。50 U.S.C. §1805(a).
21）　合衆国人という類型については合衆国市民，適法に永住権を有する外国人，
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の対象となる場合には求められる情報が対外諜報情報の類型であり，か
つ，当該情報が通常の捜査手法では合理的に見て収集できないこと及び，
裁判官が判断に必要なために追加で提出させた他の情報の下で明白な誤り
がないかということにつき審査する22）。また，FISC は相当理由の有無の
判断の際には監視対象者の過去の活動や近時や将来の活動に関する事実や
事情についても考慮に入れることができる23）他，申請の判断に必要な情報
を提出させることができる24）。
　FISC は電子的監視承認の命令を発するにあたり，⑴可能であれば，申
請にある電子的監視の具体的な対象者の身元ないしその説明，⑵可能であ
れば，電子的監視が向けられる各施設や場所の性質と位置，⑶収集される
情報の形態及び電子的監視の対象となる通信や活動の形態，⑷電子的監視
が行われる方法及び当該電子的監視が行われる際に物理的侵入を要するか
否か，⑸電子的監視が承認される期間について具体的に特定しなければな
らない25）。また，FISC は最小化手続がなされているか否かも判断し，申
請者の要請があった場合や申請書の具体的事実から電子的監視対象者が具
体的な個人の身元を明らかにすることをできなくすると判断する場合，個
別具体的な通信事業者や管理者等の関係者に対し，電子的監視対象者へ提
供しているサーヴィスに最小限度の干渉で，電子的監視を行うのに必要な
すべての情報，施設，もしくは援助を迅速に提供すること，及び電子通信
サーヴィスプロヴァイダーが保持することを望む電子的監視に関する記
録，並びに，行った援助について，司法長官と国家諜報長官により承認さ
れた安全が保障された手続の下で，保持することを指示することができ，
合衆国市民もしくは適法に永住権を有する外国人によって相当程度の人数が構
成される法人化されていない団体，または合衆国で法人化された団体であると
定義される。50 U.S.C. §1801(i).
22）　50 U.S.C. §1805(a).
23）　50 U.S.C. §1805(b).
24）　50 U.S.C. §1804(c).
25）　50 U.S.C. §1805(c)(1).
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それらの援助に対しては政府が補償をすることが規定されている26）。尚，
監視が向けられる各施設や場所が監視命令発令時において不明であった場
合，申請者に対して新たな施設や場所に対して電子的監視がなされてから
原則として10日以内に，また，FISC が正当な理由があると判断した場合
には60日以内に，新たな監視によって変化することとなるであろう最小化
手続についての説明やそれまでに行われた電子的監視の総計数を含み，電
子的監視が向けられる各施設や場所の性質，当該施設や場所が監視対象者
によって使用されようとしていた，使用されていると思料することを正当
化するのに依拠した事実と状況を説明しなければならない27）。監視の期間
については原則として最大90日間であり，一定の外国勢力28）に対しては最
大 ₁ 年間，合衆国人ではない外国勢力のエージェントに対しては最大120
日間となっている29）。傍受命令の延長については原則として当初と同様の
申請を行うことによってなされるが，一定の外国勢力30）に対する傍受で，
合衆国人の通信が傍受されない相当な理由があると FISC の裁判官が認定
する場合，または，合衆国人ではない外国勢力のエージェントに対する傍
受の場合は最大 ₁ 年間の傍受命令が延長される31）。尚，FISC が申請は要
件を満たしていないと判断した場合，申請は却下されることとなるが，政
府は FISCR に当該審査を上訴することができ，さらに審査に異議申立て
26）　50 U.S.C. §1805(c)(2).
27）　50 U.S.C. §1805(c)(3).
28）　ここでは，⑴外国政府やその構成部分，⑵合衆国人によって相当程度構成さ
れていない外国の派閥組織，⑶外国政府によって指示され，管理される当該外
国政府によって公に認められる存在を指す。
29）　50 U.S.C. §1805(d)(1).
30）　ここでは，⑴合衆国人によって相当程度構成されていない外国に基礎を置く
政治組織，⑵外国政府によって指示され，管理される存在，⑶合衆国人によっ
て相当程度構成されていない存在であり，大量破壊兵器を国際的に使用するこ
とに従事している存在，⑷合衆国人ではない国際テロもしくは国際テロを行う
ための活動に従事している集団を指す。
31）　50 U.S.C. §1805(d)(2).
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がある場合には，サーシオレイライの申立てにより，合衆国最高裁判所が
当該裁定内容を審査する権限を有することとされている32）。また，裁判官
は合衆国人に関する情報が傍受され，保管される等の状況を審査すること
で最小化手続の遵守についても評価することができる33）。
　電子的監視を行う命令の発令の手続は原則として以上の通りであるが，
例外的に緊急電子的監視命令が存在し，司法長官は⑴電子的監視を行う手
続を履践する前に対外諜報情報を入手するため電子的監視を行う緊急事態
が存すると合理的に判断できる場合，⑵電子的監視を承認する命令が発せ
られるための事実となる根拠が存在すると合理的に判断できる場合，⑶電
子的監視が行われる判断がなされたと監視承認時に FISC の裁判官に直接
的に，または代理の者を通じて報告する場合，⑷申請ができる状況になり
次第，ただし当該電子的監視の承認から ₇ 日を超えない期間に，FISC の
裁判官に対し，法律に従い，監視の承認命令の申請ができる場合に，事前
の FISC の監視承認の命令によらず，緊急電子的監視を承認することがで
きる34）。この場合でも，当該電子的監視には最小化手続がなされていなけ
ればならないこととされている35）他，FISC による監視の承認命令がない
状態では，必要とされる情報が入手された時点，もしくは司法長官による
電子的監視の承認から ₇ 日が過ぎた時点，いずれか早い時点で電子的監視
を終了しなければならない36）。
32）　50 U.S.C. §1803(b). この点について，米国自由法により，第1803条⒥項が追
加され，FISC は一貫性の必要性から，または正義の利益に適う場合に，審査
が妥当であると判断される，問題となっている争点の解決に影響を及ぼす法的
問題につき， 上訴審による審査を行うことを認めることが規定された（50 
U.S.C. §1803(j) 参照）。
33）　50 U.S.C. §1805(d)(3).
34）　50 U.S.C. §1805(e)(1).
35）　50 U.S.C. §1805(e)(2).
36）　50 U.S.C. §1805(e)(3). 緊急電子的監視の承認命令が FISC により発せられな
かった場合には司法長官が生命や身体に対する重大な危険が存すると判断する
場合を除いて，原則として入手された情報はあらゆる裁判所での手続で証拠と
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　以上が FISA の FISC による事前の命令とその例外的な緊急命令の規定
等の紹介であるが，FISA はこのような監視の承認命令を規定する一方，
第1802条においては，司法長官による証明の下で一定の外国勢力間37）によ
って排他的になされる通信で合衆国人の通信が傍受される蓋然性がない場
合には最小化手続についても確認をした上で，FISC による監視の承認命
令を得ずに電子的監視を行うことを認めている38）。
⑵　事後的な手続
　このような電子的監視に基づいて収集された合衆国人に関する情報は第
1806条の情報利用の規定に従って利用されることとなる39）。電子的監視に
よって収集された情報は最小化手続に従って利用されるが，秘匿特権が認
められた通信内容は適法に収集されてもその特性を失わないこととされて
おり，適法な目的以外では収集された情報は利用され，開示されないこと
とされている40）。また，刑事訴追との関係では，収集された情報が司法長
官によって事前に，当該情報もしくはそれに由来する情報が刑事手続で利
用されると明らかにされていない限りは刑事訴追目的で利用できないこと
が規定されている41）他，政府や州等が裁判所や聴聞機関等に証拠を提出，
して採用または開示されず，立法府及び行政府内部等でも同様に利用できない
こととされている（50 U.S.C. §1805(e)(5) 参照）。
37）　ここでは⑴外国政府やその構成部分，⑵合衆国人によって相当程度構成され
ていない外国の派閥組織，⑶外国政府によって指示され，管理される当該外国
政府によって公に認められる存在を指す。
38）　50 U.S.C. §1802. この監視の場合には，司法長官は最小化手続の遵守につき
評価し，当該評価について下院常設諜報特別委員会及び上院諜報特別委員会に
対して報告をすることとなっている（50 U.S.C. §1802(1), (2) 参照）他，当該
監視証明書の複製を FISC に対し封印した形で送達し，当該証明書は国家諜報
長官と協議の上，司法長官による同意を得て，合衆国最高裁判所主席裁判官に
よって取られる安全が保障された方策の下で保管されること等が規定されてい
る（50 U.S.C. §1802(3) 参照）。
39）　50 U.S.C. §1806.
40）　50 U.S.C. §1806(a).
41）　50 U.S.C. §1806(b).
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開示する際には予め当事者及び提出先，開示先の機関に通知しなければな
らない42）。このような証拠や電子的監視に由来する証拠の提出等を受ける
者は当該証拠が違法に収集されたこと，監視が承認や承認命令に従ってな
されていなかったことを根拠に証拠排除の申立てができる43）。これらの場
合に，District Court もしくは他の機関が所在する地域を管轄する District 
Court が管轄権を有することとなるが，司法長官が情報を公にして，論
争・当事者主義的な審理を行うことが国家安全保障を害すると宣誓供述書
で宣誓する場合には，関係する申請，承認命令等につき，インカメラで審
理を行うこととされており，監視の適法性につき判断するのに必要がある
と判断する場合には，適切な安全が保障された手続の下で関係する申請，
承認命令につき当事者に対して開示することができるとされている44）。当
該電子的監視が違法になされたものであると判断された場合，当該証拠は
排除される45）。尚，対外諜報情報を収集する目的で電子的監視を行う政府
官憲は一定の場合46）に連邦及び州の法執行機関の官憲等と協議することが
できることが規定されている47）。
　また，司法長官は毎年 ₄ 月に電子的監視を承認する命令及び承認延長命
令に対する申請の総計と認められた，修正を受けた，または却下された命
令及び延長命令の総計を合衆国最高裁判所管理運営部（Administrative Of-
fice of the United States Court）と合衆国議会に報告することとなってい
42）　50 U.S.C. §1806(c),(d).
43）　50 U.S.C. §1806(e).
44）　50 U.S.C. §1806(f).
45）　50 U.S.C. §1806(g).
46）　ここでは，⑴外国勢力ないし外国勢力のエージェントによる実際のもしくは
その可能性がある攻撃，もしくは重大な敵対行為，⑵外国勢力もしくは外国勢
力のエージェントによる破壊活動，国際テロ，もしくは大量破壊兵器の国際的
な使用，③外国勢力ないし外国勢力のエージェントの諜報機関や諜報ネットワ
ークによる秘密諜報活動を捜査する場合，もしくはそれらから合衆国を保護す
る場合が規定される。
47）　50 U.S.C. §1806(k).
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る48）他，半年毎に下院諜報常設特別委員会，下院司法委員会，上院諜報特
別委員会及び上院司法委員会に対し，⑴電子的監視が向けられた各施設や
場所が不明な場合には，電子的監視が承認される命令及び延長命令の申請
の総計，⑵収集された情報が刑事公判審理で使用されることが認められた
各刑事事件，⑶緊急電子的監視がなされた総計及びその後の当該緊急電子
的監視の承認ないし却下の総計，⑷国外にいる合衆国人でない者が合衆国
内にいると判明してから引き続いて行われた傍受及びその後の緊急電子的
監視の総計につき報告することとなっており， ₄ 年に一度，下院諜報常設
特別委員会及び上院諜報特別委員会はそれぞれ下院及び上院に対し電子的
監視の実施につき報告を行い，修正すべき内容，廃止すべき内容，修正せ
ずに運用すべき内容を報告することとなっている49）。
　また，これとは別に，司法長官は半年毎に下院諜報常設特別委員会，上
院諜報特別委員会，下院司法委員会及び上院司法委員会に対し，⑴電子的
監視の対象とされた総計，⑵国際テロもしくはその準備のために国際テロ
活動に従事しているとして電子的監視の命令が発せられた者の数，⑶司法
長官が刑事手続で利用することを承認した情報もしくはそこから派生し，
刑事手続で利用される情報，⑷司法省によって FISC もしくは FISCR にな
された申請書等にある法的解釈を含む FISC もしくは FISCR での重要な法
的解釈の要約， ⑸本法律の規定についての解釈を含む FISC もしくは
FISCR による判断，命令，もしくは意見の複製を提出する他，米国自由
法により，この FISC もしくは FISCR の重要な法的解釈についての判断等
は合衆国議会にも提出することとされている50）。また，同様に，米国自由
法により，重要な法的解釈については国家安全保障を害する場合や機密諜
報情報原ないし機密諜報手法を保護する場合を除いて，国家諜報長官は司
法長官と協議の上，できる限り，広く一般に開示することとされている51）。
48）　50 U.S.C. §1807.
49）　50 U.S.C. §1808.
50）　50 U.S.C. §1871.
51）　50 U.S.C. §1872.
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さらには，合衆国最高裁判所管理運営部長官も下院諜報常設特別委員会，
下院司法委員会，上院諜報特別委員会及び上院司法委員会に対し，電子的
監視の総計等を報告し，原則的にインターネット上で公開することとされ
ている52）他，命令に従うことを求められた者による報告要件についても規
定されている53）。
　尚，違法な電子的監視には刑事制裁が科される54）ことがある他，一定の
場合，非刑事の損害賠償責任も科されることがある55）。最後に合衆国議会
による戦争宣言により，大統領は司法長官を通じて対外諜報情報を収集す
る目的で15日を超えない限り FISC による命令なく電子的監視を承認する
ことができる56）。
　以上が1978年に制定された FISA の原則的な FISC による事前の監視承
認命令を要する監視類型の手続とその事後的な手続規定の最新の状態の概
略である。このような FISA の規定はさらに2008年に FAA により新設，
拡張され，新たな監視類規が戧設された。以下では，新設された条項につ
き紹介し，従来からの条項と比較検討する。
2 ．FAAによる新設条項
⑴　合衆国外にいる合衆国人でない者に対する監視57）
　FAA は国外にいる合衆国人でない者に対する監視についても新設条項
として規定を設けており，合衆国外に所在すると合理的に思料される者が
52）　50 U.S.C. §1873.
53）　50 U.S.C. §1874.
54）　50 U.S.C. §1809.
55）　50 U.S.C. §1810.
56）　50 U.S.C. §1811.
57）　ここでいう監視には最小化手続についての条文の中で第1821条⑷項という物
理的捜索における最小化手続の規定も含まれていることから，通信傍受等の電
子的監視だけでなく，物理的捜索まで含むものと解されるが，本稿の目的から
当該監視は通信傍受等の電子的監視を指すものとして扱い，ここから，acqui-
sition は電子的監視を指す場合は傍受と訳す。
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行う通信について，対外諜報収集目的による最大 ₁ 年間の傍受を，一定の
条件の下で司法長官及び国家諜報長官による共同の授権の下で許してい
る58）。その際には⑴傍受時に合衆国内にいると知られている個人を意図的
に対象とすること，⑵合衆国内にいると合理的に思料される特定の既知の
個人を対象とすることを傍受の目的として，合衆国外にいると合理的に思
料される個人を意図的に対象とすること，⑶合衆国外にいると合理的に思
料される合衆国人を意図的に対象とすること，⑷送信者と受信者が傍受時
に合衆国内にいると判明しているあらゆる通信を意図的に傍受することが
禁じられており，⑸合衆国憲法第 ₄ 修正に反しない方法で傍受が行われな
ければならないと規定される59）。
　傍受に当たっては，FISC による監視承認命令を受ける場合60）と司法長
官と国家諜報長官が緊急に傍受を行わないと合衆国の国家安全保障に必要
な諜報情報が失われ，FISC による判断を待つ余裕がないと判断する場
合61）の二通りがある。まず，前者については，司法長官と国家諜報長官は
傍受が合衆国外にいると合理的に思料される個人を対象としており，送信
者と受信者が傍受時に合衆国内にいると判明しているあらゆる通信を意図
的に傍受しないように合理的に企図されている手続を採用し62），同様に第
1801条⒣項に合致するように最小化手続を採用する63）。また，司法長官は
国家諜報長官と協議の上で，先に述べた傍受の際の禁止事項を遵守し，
FISC への傍受命令の申請が法の要件の下でなされることを確保するため
のガイドラインを採用しなければならない64）。これに基づいて，司法長官
と国家諜報長官は以下の内容につき，宣誓の下，書面で証明を行い，宣誓
58）　50 U.S.C. §1881a(a).
59）　50 U.S.C. §1881a(b).
60）　50 U.S.C. §1881a(i)(3).
61）　50 U.S.C. §1881a(c)(2).
62）　50 U.S.C. §1881a(d)(1).
63）　50 U.S.C. §1881a(e)(1).
64）　50 U.S.C. §1881a(f).
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供述書と共に FISC に提出する。証明書は⑴傍受は合衆国外にいると合理
的に思料される個人を対象としており，送信者と受信者が傍受時に，合衆
国内にいると判明しているあらゆる通信を意図的に傍受しないように合理
的に企図されている手続があり，当該手続は FISC により承認された，承
認のために提出された，もしくは提出されることとなっていること，⑵取
られる最小化手続は第1801条⒣項の最小化手続の定義に採用される最小化
手続に合致しており，FISC により承認された，もしくは承認のために提
出された，もしくは提出されることとなっていること，⑶禁止事項の遵守
及び傍受命令申請手続の遵守のためのガイドラインが採用されているこ
と，⑷当該手続及びガイドラインが第 ₄ 修正と合致していること，⑸傍受
の目的が対外諜報情報を収集することに関係があること，⑹傍受が電子通
信サーヴィスプロヴァイダーから，もしくはその援助により対外諜報情報
を収集するものであること，⑺傍受が冒頭に述べた禁止事項を遵守してい
ることを証明しなければならない65）。このような証明の際には，傍受が向
けられる具体的な施設，場所，建物，または財産を特定することは求めら
れない66）。
　このような証明に基づき，FISC は証明が要件とされる要素をすべて包
含するものであるか判断し，傍受が合衆国外にいると合理的に思料される
者を対象とすることに限定されており，送信者と受信者が傍受時に合衆国
内にいると判明しているあらゆる通信を意図的に傍受することを禁ずるよ
うに手続が企図されており，かつ，最小化手続が第1801条⒣項の下での最
小化手続の定義に合致するものであることについて判断し，証明が要件と
される内容をすべて充足していると判断した場合に傍受を行うことを承認
する命令を発するが，内容が要件を充足しないと判断された場合には，政
府に対し30日以内に問題とされた箇所の訂正を指示する命令を発するか，
傍受を行わないよう命じる旨の命令を発する67）。傍受命令の却下に対して
65）　50 U.S.C. §1881a(g)(2).
66）　50 U.S.C. §1881a(g)(4).
67）　50 U.S.C. §1881a(i)(1)─(3). 尚，米国自由法により，このように瑕疵がある証
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は FISCR へ異議申立てすることができ，FISCR は当該異議申立てを審査
し68），さらに合衆国最高裁判所に対し，サーシオレイライの申立てをする
ことができる69）。以上が FISC による傍受の承認命令を得た上での監視で
ある。
　これに対し，司法長官と国家諜報長官が緊急に傍受を行わないと合衆国
の国家安全保障に必要な諜報情報が失われ，FISC による判断を待つ余裕
がないと判断する場合には，当該傍受から ₇ 日以内に FISC に対し傍受の
承認の証明書を提出可能となり次第，提出し70），FISC は当該証明が要件
を充足していると判断する場合には，当該傍受の継続を承認する命令を発
する71）。
明や手続に基づく傍受によって得られた合衆国人についての情報は司法長官が
生命や身体に対する重大な危険が存すると判断する場合を除いて，原則として
入手された情報はあらゆる裁判所での手続で証拠として採用または開示され
ず，立法府及び行政府内部も同様に利用できない旨の規定が追加されている
（50 U.S.C. §1881a(i)(3)(D) 参照）。
68）　50 U.S.C. §1881a(i)(4)(A).
69）　50 U.S.C. §1881a(i)(4)(D).
70）　50 U.S.C. §1881a(g)(1)(B).
71）　50 U.S.C. §1881a(i)(3)(A). このような監視に関連すると思われるのが，米国
自由法により追加された第1805条⒡項の規定である。同規定は，対外諜報情報
を収集することを目的として，国外にいると合理的に思料される合衆国人でな
い者に対する適法に承認された監視は当該人物が合衆国内にいると合理的に思
料される時から72時間を超えない範囲で継続することができるが，その際イン
テリジェンスコミュニティの局の長が，傍受を終了することがあらゆる個人の
生命または身体に重大な危険を及ぼすと合理的に判断し，その旨を司法長官に
速やかに通知する場合，通常の電子的監視の緊急電子的監視承認の規定に従っ
て可能となり次第，監視の申請がなされる場合にはその後も継続して傍受する
ことができ，緊急電子的監視が用いられた場合，司法長官が傍受を終了すべき
と判断した場合，インテリジェンスコミュニティの局の長が緊急電子的監視の
申請が認められないとした場合，もはや個人の生命または身体の危険が存しな
い場合には72時間経過前に傍受は終了しなければならないと規定する（50 
U.S.C. §1805(f)(1),(2) 参照）。さらに，このような状況で得た傍受対象者の情
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　傍受期間満了後の再傍受についても政府側は原則として，当初の傍受承
認命令の申請と同様の手続を傍受期間満了の30日前までに取った上で行う
ことができる72）。
　また，政府はこれまでと同様に FISC による裁定に異議申立てがあれば
FISCR に上訴でき，さらに合衆国最高裁判所にサーシオレイライの申立
てができる73）。
　このような傍受に際しては，司法長官及び国家諜報長官は書面にて，電
子通信サーヴィスプロヴァイダーに対し，傍受の秘匿性を確保しつつ，傍
受対象者へ提供しているサーヴィスに最小限度の干渉で，傍受を行うのに
必要なすべての情報，施設，もしくは援助を迅速に提供すること，及び電
子通信サーヴィスプロヴァイダーが保持することを望む傍受に関する記録
及び行った援助について，司法長官と国家諜報長官により承認された安全
が保障された手続の下で，保持することを指示することができる74）。ま
た，情報，施設または援助の提供については政府が補償をすることが規定
されており75），当該情報等を提供することで援助を行った電子通信サーヴ
ィスプロヴァイダーは何ら損害賠償等の訴訟原因を負わないことが規定さ
れている76）。電子通信サーヴィスプロヴァイダーはこれらの指示に対して
FISC に異議申立てができる77）。この他にも，司法長官と国家諜報長官は
報は個人の生命または身体への重大な危険について捜査する必要がない場合に
は，72時間内では広められることはなく，司法長官が緊急電子的監視の承認を
認めない場合，傍受命令が発せられない場合，当該情報はその後も同様の個人
の身体または生命への重大な危険がない限りは保管されず，緊急電子的監視の
承認命令が発せられない場合には当該情報はあらゆる裁判所や立法府及び行政
府内部等でも利用できないとする第1805条⒠項⑸号，及び関連する⑹号の規定
が適用される（50 U.S.C. §1805(f)(3),(4),(5) 参照）。
72）　50 U.S.C. §1881a(i)(5).
73）　50 U.S.C. §1881a(i)(4).
74）　50 U.S.C. §1881a(h)(1).
75）　50 U.S.C. §1881a(h)(2).
76）　50 U.S.C. §1881a(h)(3).
77）　50 U.S.C. §1881a(h)(4).
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最低でも半年に一度，対象化手続，最小化手続及びガイドラインの遵守に
つき評価し，FISC と上院諜報特別委員会，下院諜報常設特別委員会，下
院司法委員会及び上院司法委員会に報告書を提出することとなってお
り78），司法省及び本法律で対外諜報情報を収集することが認められている
インテリジェンスコミュニティ79）の各総括監察官も対象化手続，最小化手
続及びガイドラインの遵守につき同様に評価し，合衆国人の情報等が内部
で広められた総数や傍受対象者が後になって合衆国内にいたと判明した数
等についても審査した上で，司法長官，国家諜報長官及び上院諜報特別委
員会，下院諜報常設特別委員会，下院司法委員会及び上院司法委員会に報
告書を提出することとなっている80）。また，インテリジェンスコミュニテ
ィの各局の長は対外諜報情報が傍受から得られた，または得られると思料
する理由が存在するかを判断する年次審査を行い，合衆国人の身元の情報
等が含まれる広められた諜報報告の総数，傍受対象者が後になって合衆国
にいたと判明した数，各局で発展させた手続，傍受により合衆国人の通信
を収集した程度及び当該評価の結果等についても説明する81）。年次審査の
結果は最小化手続の十分性の評価に利用し，FISC，司法長官，国家諜報
長官，上院諜報特別委員会，下院諜報常設特別委員会，下院司法委員会及
び上院司法委員会に提出することとなっている82）。
78）　50 U.S.C. §1881a(l)(1).
79）　インテリジェンスコミュニティとは国家諜報長官府（ODNI），中央情報局
（CIA）， 国家安全保障局（NSA）， 国防情報局（DIA）， 国家地球空間情報局
（NGIA）， 国家偵察局（NRO）， 及び合衆国陸軍（U.S. Army）， 海軍（U.S. 
Navy），空軍（U.S. Air Force），海兵隊（U.S. Marine Corps），沿岸警備隊（U.S. 
Coast Guard），連邦捜査局（FBI），薬物取締局（DEA），エネルギー省（DOE），
国務省（DOS），財務省（DOT），国土安全保障省（DOH）の諜報部門と大統
領，もしくは国家諜報長官及び関係する省庁の長によって共同で指定された省
庁を指す。50 U.S.C. 3003(4).
80）　50 U.S.C. §1881a(l)(2).
81）　50 U.S.C. §1881a(l)(3)(A).
82）　50 U.S.C. §1881a(l)(3)(B), (C).
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⑵　合衆国外にいる合衆国人に対する合衆国内での傍受
　FAA はさらに合衆国外にいる合衆国人に対する合衆国内での傍受につ
いての規定を新設しており，FISC は対外諜報情報を収集する目的で，合
衆国外にいると合理的に思料される合衆国人を電子的監視等83）により監視
対象とする申請を審査し，承認する命令を発することができると規定され
ている84）。傍受承認命令の申請に当たっての手続は基本的に第1804条の内
容と同じである85）。
　このような政府側の申請に対して，FISC は以下のような内容を審査し，
傍受承認命令を発する86）。FISC はまず，⑴申請が連邦政府の職員によっ
てなされ，司法長官によって承認されていること，⑵①申請者によって提
出される事実の根拠について，傍受の対象となる合衆国人が合衆国外にい
ると合理的思料される個人であり，②外国勢力，外国勢力のエージェン
ト，もしくは外国勢力の役人ないし外国勢力によって雇用されている者で
あると思料する相当理由が存在すること，⑶政府側が提案する最小化手続
が第1801条⒣項の下での最小化手続の定義に合致するものであること，⑷
申請の内容が法律で求められる要件をすべて充足しており，証明には，当
該情報は合理的に考えて通常の捜査手法では入手できないこと，その対外
諜報情報が第1801条⒠項で規定される類型であること，さらには，司法長
官に求められる追加の宣誓供述書や証明の説明の根拠からして，明らかに
瑕疵がないことを審査する87）。また，FISC は相当理由の有無の判断の際
には監視対象者の過去の活動や近時や将来の活動に関する事実や事情につ
83）　ここでは通信傍受等の電子的監視だけではなく，保管された電子通信や電子
データの収集まで含むものとされている。50 U.S.C. §1881b(a)(1) 参照。
84）　50 U.S.C. §1881b(a)(1).
85）　50 U.S.C. §1881b(b). ただし，本条の下で承認される傍受が向けられる，も
しくは行われることとなる具体的な施設，場所，建物，もしくは財産を特定す
ることが求められない場合，傍受を実施するために必要なあらゆる電子通信サ
ーヴィスプロヴァイダーの特定が求められる。50 U.S.C. §1881b(b)(H).
86）　50 U.S.C. §1881b(c)(1).
87）　50 U.S.C. §1881b(c)(1).
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いても考慮に入れることができるが，合衆国人は第 ₁ 修正によって保障さ
れる活動を行っていることのみを根拠としては外国勢力，外国勢力のエー
ジェントまたは外国勢力によって雇用されている者とはみなされないこと
となっている88）。これらの内容につき FISC は審査するが，その審査して
なされた各判断についてはその理由を書面にて記すこととなっている89）。
さらに傍受を承認する命令を発するに当たり，FISC は⑴可能であれば，
傍受の対象となる合衆国人の身元ないし説明，⑵申請で特定されていれ
ば，傍受が向けられる各施設や場所の性質と位置，⑶求められる情報の性
質と傍受の対象者の通信や活動の形態，⑷傍受を実施するにあたっての方
法及び物理的侵入が要されるかの説明，⑸傍受が承認される期間について
特定していなければならない90）他，傍受承認命令は，⑴ここで審査した最
小化手続が承認された内容であるように，修正があった場合，修正されて
いるように，⑵該当する場合は，電子通信サーヴィスプロヴァイダーに対
し，傍受対象者へ提供しているサーヴィスに最小限度の干渉で，傍受を行
うのに必要なすべての情報，施設，もしくは援助を迅速に提供すること，
⑶該当する場合は，電子通信サーヴィスプロヴァイダーに対し司法長官に
よって承認される安全な手続の下で傍受に関する記録ないし電子通信サー
ヴィスプロヴァイダーが保持しておきたいと望む，行った援助についての
内容の保持，⑷該当する場合は，電子通信サーヴィスプロヴァイダーに対
し，情報，施設，援助の提供に対する補償を指示する91）。傍受承認命令は
最大90日間の効力を有するが，同様の要件を満たした上で申請を行えば，
さらに90日間延長することが可能となっており92），裁判官はさらに，合衆
国人に関する情報が傍受され，保管される等の状況を審査することで最小
88）　50 U.S.C. §1881b(c)(2).
89）　50 U.S.C. §1881b(c)(3).
90）　50 U.S.C. §1881b(c)(4).
91）　50 U.S.C. §1881b(c)(5).
92）　50 U.S.C. §1881b(c)(6).
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化手続の遵守についても評価することができ93），申請の判断について必要
な情報を提出させることができる94）。尚，合衆国人が合衆国内にいると合
理的に思料される場合，当該傍受は合衆国人が再び国外に出ない限りは終
了しなくてはならない95）。また，本規定においても，緊急傍受の承認の規
定がある96）が，本規定の内容としては先に紹介した第1805条⒠項 ₁ 号の規
定の内容と基本的に同様であり，このような緊急傍受の援助を行った電子
通信サーヴィスプロヴァイダーは免責される97）。
　最後に政府はこれまでと同様に，FISC の裁定に関しては FISCR に上訴
することができ，さらに合衆国最高裁判所にサーシオレイライの申立てを
することができる98）。
⑶合衆国外にいる合衆国人を対象とする他の情報収集行為99）
　FAA は監視類型の最後に，合衆国外にいる合衆国人を対象とする他の
情報収集行為についても規定している。ここでは，合衆国内にいると合理
的に思料される合衆国人がプライヴァシーの合理的な期待を有しており，
法執行目的で当該合衆国人を国内で監視の対象とする場合に令状が必要と
される状況下においては，情報収集行為はできず，FISC による命令また
は緊急事態に限って合衆国外にいる合衆国人に対し情報収集を実施するこ
とができると規定されている100）。ここでの規定の内容は第1881b 条の合
衆国外にいる合衆国人に対する合衆国内での傍受の規定と同様のものが多
93）　50 U.S.C. §1881b(c)(7).
94）　50 U.S.C. §1881b(b)(3).
95）　50 U.S.C. §1881b(a)(2).
96）　50 U.S.C. §1881b(d).
97）　50 U.S.C. §1881b(e).
98）　50 U.S.C. §1881b(f).
99）　ここでの情報収集行為には acquisitions という文言が当てられており，本条
文でも最小化手続に物理的捜索を規定する第1821条上の最小化手続も規定され
ていることから，電子的監視及び物理的捜索双方を含むものであると解され
る。
100）　50 U.S.C. §1881c(a).
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いため，必要に応じて補足して説明することとする。
　まず，監視に当たっての FISC への申請であるが，この申請の要件や内
容はいくつかの点で第1881b 条で規定される要件を規定していない101）が，
申請者についての記述，最小化手続の要件等の基本的内容は変わらず，監
視の申請期間も最大90日間と同様である102）。
　FISC による監視の承認命令，相当理由の有無の判断，書面にて一連の
判断を記すこと，再度の監視承認命令については上述した第1881b 条と同
様の規定がなされている103）。また，緊急事態での監視の承認の規定があ
る104）が，ここでも第1881b 条と同様の規定である。尚，電子通信サーヴ
ィスプロヴァイダーの免責についての規定はない。
　最後に政府は上述の各監視の類型と同様に，FISC の裁定に関しては
FISCR に上訴することができ，さらに合衆国最高裁判所にサーシオレイ
ライの申立てをすることができる105）。
　以上が FAA による新設の各監視についての類型と手続の概略である。
FAA においても，収集された情報についての利用は第1881a 条と第1881b
条については上述した第1806条の規定に従うこととされている他106），第
1881a 条では，第1881a 条の下で提出した証明，FISC の命令によらず行っ
た傍受とその理由，電子通信サーヴィスプロヴァイダーへの指示等の数，
101）　例えば，第1881b 条で要件とされていた求められる情報の性質と傍受される
通信や監視の対象とされる活動の形態の説明や，合理的に考えて通常の捜査手
法では情報が入手できないことの説明，求められる対外諜報情報が第1801条⒣
項で定義されるものと合致すること等の要件が含まれていない（50 U.S.C. §
1881c(b) 参照）。
102）　50 U.S.C. §1881c(b).
103）　50 U.S.C. §1881c(c). ただし，ここでも上述の第1881b 条で規定されていた，
対象となる合衆国人の身元の特定や傍受に当たっての施設や場所の特定等の要
件は規定されていない他，電子通信サーヴィスプロヴァイダーに対しての指示
や援助に対する補償等の規定が存在しない。
104）　50 U.S.C. §1881c(d).
105）　50 U.S.C. §1881c(e).
106）　50 U.S.C. §1881e.
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対象化手続と最小化手続の審査についての説明で，第1881a 条の重要な解
釈を含む対象化手続と最小化手続に関係する命令等の複製を含んだ説明，
電子通信サーヴィスプロヴァイダーに対する指示への異議申立てに取った
行動，もしくは，その指示の執行，第1881a 条の下で承認される傍受に対
する司法長官ないし国家諜報長官による遵守事項の審査，電子通信サーヴ
ィスプロヴァイダーへの指示に関する不遵守事項の説明で，電子通信サー
ヴィスプロヴァイダーの具体的な個人に対して発したが，遵守されなかっ
た指示を含む説明，対象化手続，最小化手続及びガイドラインの採用に関
するインテリジェンスコミュニティの局による不遵守事項の説明， 第
1881a 条上のあらゆる手続につき報告し，第1881b 条と第1881c 条は申請
の総計と命令が認められた総計，修正された総計，却下された総計及び緊
急でなされた傍受や情報収集行為の総計とその後の認められた，または却
下された命令の総計を最低半年に一度は，上院諜報特別委員会，下院諜報
常設特別委員会，下院司法委員会及び上院司法委員会に報告することにつ
いても規定されている107）。また，監視を援助する電子通信サーヴィスプ
ロヴァイダーへの非刑事での損害賠償訴訟に対する法律で定められた抗弁
の手続や ₆ か月ごとの司法長官による当該手続の上院諜報特別委員会，下
院諜報常設特別委員会，下院司法委員会への報告等につき，各規定が置か
れている108）。
IV．検　　　討
1 ．FISA と FAAの関係
　まず，検討のはじめに FISA と FAA の関係性について確認することと
する。FISA は，監視対象者の類型ごとに異なった要件を課しているが，
その監視の規律の射程についても複雑であり，通信に用いられる技術によ
107）　50 U.S.C. §1881f. また第1881a，b，c 条は上述第1873条が，第1881b，c 条は第
1871条が適用されると規定されている（50 U.S.C. §1871, §1873参照）。
108）　50 U.S.C. §1885～1885c.
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って FISA の規律が及ぶか否かが分かれる。例えば，国外にいる合衆国人
でない者（以下，便宜的に外国人と呼ぶ）が国内にいる合衆国人と有線で
の通信をしており，その有線通信に対して国内で物理的に介入がなされ，
傍受が行われれば，FISC による命令が必要とされるが，大洋横断ケーブ
ルのような合衆国を経由しない有線に対する通信の傍受は，合衆国内にい
ると判明している者を意図的に監視対象としない限りは，FISC による命
令を得ずに監視することができるということや，同様に外国人と合衆国人
が無線により通信を行っていた場合でも，合衆国内にいると判明している
者を意図的に監視対象としない限りはここでも，FISC による命令を得ず
に監視することができ，用いられる技術による恣意的な区別がなされてい
ると指摘される109）。これは，FISA 制定当時は国内の通信はほとんどが有
線通信である一方で国際通信はほぼ無線により行われていたことを反映し
ているものであると言われ，この有線・無線の状況は，近時では，反対に
多くの国際通信が有線で行われていることから，FISA 制定当時とは正反
対の状況となっており，国外にいる外国人に対しての監視も当該有線が合
衆国を経由していれば，FISC による相当理由に基づいた命令を得なけれ
ばならないこととなる110）。したがって，当初意図していた監視承認命令
を得ることなくなし得た一定の類型も科学技術の発展に伴い，FISC によ
る命令を必要とする結果となった。このような状況の中，2001年の同時多
発テロに端を発するテロ戦争の中でテロリスト監視プログラム（Terrorist 
Surveillance Program, TSP111），以下 TSP という）という FISA に反する監
109）　Blum, supra note 7 at 279. 50 U.S.C. §1801(h)(1),(2) 参照。
110）　Strengthening FISA: Does the Protect America Act Protect Americanʼs Civil 
Liberties and Enhance Security?: Hearing on FISA and Implementation of the 
PAA, Before S. Judiciary Comm. 110th Cong. 8 (2007) (statement of Michael Mc-
Connell, Director of National Intelligence) available at https://fas.org/irp/con-
gress/2007_hr/strengthen.pdf (visited Aug 15, 2016).
111）　TSP は通信の一方当事者が国外におり，かつ，通信の一方当事者がアル・
カーイダの構成員，関係者，もしくはアル・カーイダと関係のあるもしくはア
ル・ カーイダを支援している組織の構成員であると結論づける合理的根拠
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視プログラムが実施された結果， 市民の自由への侵害が問題となり，
PAA112）による改正を経て，最終的に2008年に FAA により改正がなされた。
FAA では，明示的に⑴合衆国外にいる外国人に対する通信の傍受，⑵合
衆国外にいる合衆国人に対する国内での傍受，そして⑶合衆国外にいる合
衆国人に対する他の情報収集行為についての規律が新設され，同新設条項
は有線・無線といった通信手段の区別の規定をしていない。したがって，
現在では，国内にいる合衆国人と外国人に対する監視は従来からの FISA
で規律され， 国外にいる外国人及び合衆国人に対する監視はそれぞれ
FAA 第1881a 条及び第1881b, c 条で規律されると考えられよう。
2 ．監視類型と関連する内容
　まず，従来からの FISA は国内にいる者に対する監視のみ規律しており，
監視対象者の類型によって要件や監視期間を異なって設定しているが，こ
の類型における監視に当たっては，外国勢力ないし外国勢力のエージェン
トであるとの相当理由があることが要件とされており，原則として事前の
FISC による審査を経て監視承認命令によることで電子的監視を認めてい
る。この「相当理由」という言葉の意味であるが，これは刑事手続と同じ
probable cause と表記されているが，その内容については必ずしも明らか
ではないように思える。もっとも，合衆国人は刑事法に違反していること
が一定の場合に要件とされていることから，この点は通常の刑事手続と同
様か，類似した要件まで高められていると推測することができる。このこ
（reasonable basis）があることという要件で事前の裁判所による命令等がなく
とも通信傍受を認めていた政府の秘密監視プログラムである。Press Briefing 
by Attorney General Alberto Gonzales and General Michael Hayden, Principal 
Deputy Director for National Intelligence available at http://georgewbush-
whitehouse.archives.gov/news/releases/2005/12/20051219-1.html (visited Aug 
15, 2016).
112）　PAA では，外国人同士の有線通信が合衆国を経由していた場合や監視対象
者が国外にいる場合に FISC の命令によらず通信傍受を認めていた。Protect 
America Act of 2007, Pub. L. No. 110─55, 121 Stat. 552 (2007).
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とに関連して，現在の FISA は愛国者法の改正により電子規的監視の目的
が対外諜報情報を収集することに関係があることへと変更されており113），
この文言についても監視の主要な目的が刑事訴追目的で証拠を発見する場
合にも FISA を利用することを認めることになり，FISA の中心的な前提
を骨抜きにするものであると批判がなされることがある114）。
　FAA では，第1881a 条でさらに合衆国外にいる外国人に対する監視類型
を，第1881b, c 条で国外にいる合衆国人に対する監視類型を設定している。
まず，第1881a 条についてであるが，ここでは，傍受対象者が外国勢力も
しくは外国勢力のエージェントであるとの相当理由を要件としておらず，
傍受の目的が対外諜報情報を収集することに関係があることなっており，
FISC による審査も傍受の承認命令という形は取るが，相当に緩やかな要
件で傍受が認められる115）。この傍受は従来から傍受命令を得るために求
められてきた情報の性質と傍受対象者と場所の説明のような詳細の情報を
要件としていないことが指摘され116），大規模な監視を認めるものである
113）　愛国者法制定以前は purpose の内容は対外諜報情報を収集することが主眼
（primary purpose）であると政府が証明しなければならなかったと考えられて
いたと指摘される。Walter F. Mondale, Robert A. Stein & Caitlinrose Fisher, No 
Longer a Neutral Magistrate: The Foreign Intelligence Surveillance Court in the 
Wake of the War on Terror 100 Minn. L. Rev. 2251 2265─2266 (2016).
114）　Williams C. Banks, The Death of FISA, 91 MINN. L. REV. 1209, 1213 (2007).
　　尚，このような対外諜報情報を収集することに関係があることへの変更につい
て FISCR は刑事訴追と対外諜報の収集はしばしば結びついており，政府の「唯
一の目的」が過去の犯罪の証拠を入手することでない限りは，FISA 令状（命
令）は発付されるべきであると判示している。In re Sealed Case, 310 F.3d 717 
(FISA Ct. 2002).
115）　第1881a 条における通信の傍受は無令状監視（warrantless surveillance）で
あると言われることがある。Blum, supra note 7 at 299.
116）　Jonathan D. Forgang, Note, “The Right of the People”: The NSA, the FISA 
Amendments Act of 2008, and Foreign Intelligence Surveillance of Americans Over-
seas, 78 Fordham L. Rev. 217 238 (2009).
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と言われる117）。このような第1881a 条の類型が緩やかな要件で監視を認
めていることに対しては，第 ₄ 修正違反であるとの批判も多い118）が，肯
定的に捉えられることもある。その理由としては，新設条項の規定は一見
したところ対象者が外国勢力もしくは外国勢力のエージェントの相当理由
があるということを要件としておらず，その監視が対外諜報情報を収集す
ることに関係がある場合に，国外にいると合理的に思料される外国人の無
令状（命令）傍受を本質的に認める点で行政府の能力を大幅に拡張したよ
うに見えるが，元々の FISA の目的，すなわちそれが国外の有線，もしく
は無線で通信が行われる場合，国内の合衆国人を対象としない限り，外国
人の監視を一切規律していなかったということに鑑みれば FAA は科学技
術的に中立であり，FAA による改正は FISA の根底にある目的からあまり
117）　Anthony M. Shults, THE “SURVEIL OR KILL” DILEMMA: SEPARATION OF 
POWERS AND THE FISA AMENDMENTS ACTʼS WARRANT REQUIREMENT 
FOR SURVEILLANCE OF U.S. CITIZENS ABROAD 86 N.Y.U.L. Rev 1590, 1603 
(2011).
118）　例えば，第1881a 条は外国人との会話で合衆国市民の会話も同時に傍受する
ことになるから将来的に第 ₄ 修正違反であると判示される可能性があるとの主
張がある。Patrick Walsh, Stepping on (or over) the Constitution’s Line: Evaluat-
ing FISA Section 702 In a World of Changing “Reasonableness Under the Fourth 
Amendment 18 N.Y.U. J. Legis. & Pub. Polʼy 741 774─775 (2015). この点について
詳細に検討することは本稿の射程から外れるため，今後改めて検討することと
する。尚，国外の外国人に対する傍受であっても，合衆国人の会話もそれに伴
って傍受されることがあるから，第1881a 条が合衆国憲法第 ₄ 修正，第 ₁ 修正
及び合衆国憲法第 ₃ 編に違反するとの宣言判決，及び同条項の恒久的な差止め
が求められた事案があるが，合衆国人である原告には原告適格が認められない
として訴えが退けられている。Clapper v. Amnesty International USA,568 U.S. 
___, 133 S.Ct. 1138 (2013). Clapper の紹介・解説として，米国刑事法研究会（代
表　椎橋隆幸）・アメリカ刑事法の調査研究（148）「Clapper v. Amnesty Interna-
tional USA, 568 U.S. ___, 133 S.Ct. 1138 (2013)」比較法雑誌50巻 ₂ 号408頁（2016
年）〔担当　川澄真樹〕，宮原均「法令の憲法判断を求める当事者適格─アメリ
カにおける宣言判決と憲法三条の要件を中心に─」 東洋法学57巻 ₃ 号 ₁ 頁
（2014年）がある。
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逸脱しているようには思えないと言われる119）。さらには，むしろ，第
1881a 条は第 ₄ 修正に違反するのではなく，合衆国憲法第 ₂ 編の下で認め
られる大統領の国外で対外諜報監視を行う固有の権限を侵害する可能性が
あるとの主張もある120）。その主張は前述 Keith において合衆国最高裁判
所が国家安全保障目的での電子的監視に従事する大統領権限は合衆国憲法
第 ₂ 編の下で確立される行政府の就任宣誓で黙示的に表されていると認め
ており，合衆国最高裁判所が純粋な国内の脅威とは対照的に「外国」に対
する無令状（命令）監視を行う固有の大統領の権限の範囲の問題について
は判断を留保していることをその理由として挙げている121）。
　第1881a 条が合衆国憲法第 ₂ 編の下での大統領権限を侵害するものであ
るか，第 ₄ 修正に違反するものであるかについては議論があるところであ
るが，従来の FISA の目的と個人の自由との間での限界的な極めて難しい
衡量の結果であるといえる。
　一方で国外にいる合衆国人に対する監視を規律する第1881b, c 条はその
重要な部分で従来の国内での合衆国人に対する監視の規定と同様である。
このような規定について Shults は重要な市民の権利を反映させたもので
あると評価している122）。FAA は先に述べた TSP や PAA による過剰な監
視プログラムと法の結果として，一定程度，権利保障に厚い規定を置くこ
とになったといえよう。
3 ．FISCの手続
　FISC による事前の審査については，多くの批判があり，当事者・論争
主義的な手続が設けられていないこと，透明性が担保されていないこと，
119）　Blum, supra note 7 at 299.
120）　Shults, supra note 117 at 1615.
121）　Id. at 1616; William C. Banks & M.E. Bowman, Executive Authority for National 
Security Surveillance, 50 AM. U. L. REV. 1, 51 (2000).
122）　Id. at 1603─1604.
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裁判官の選任方法，判断に必要な情報の欠如が多く挙げられるという123）。
また，これまで政府側の監視の申請はほぼすべてが承認され，命令が発せ
られていることから実質的には「ラバースタンプ」としてしか機能してい
ないと言われることがある124）。さらには，国家安全保障の領域における
令状（命令）は通常の刑事事件と比較して緩やかな役割しか演じないもの
であると指摘されており，令状（命令）要件を国家安全保障の法に取り入
れることは裁判官が答えることができない問題を提起することとなると指
摘される125）。この理由の一つとしては，裁判所には国家安全保障の専門
知識がなく，専門知識を有する裁判官が任命されてもその人選は裁判所が
コントロールすることができることではないことが挙げられている126）。
このような状況の中で，昨年の米国自由法が「裁判所の友」の制度を導入
し，一定の場合に科学技術や専門的技能等についての意見を専門家から聴
取することとしたことは大きな変革であり，意義があることであろう。こ
の制度の導入については，「裁判所の友」の任命が「適切」であると FISC
が判断する場合や法の解釈が新規かつ重要であると FISC が判断する場合
に限られており，限定的な運用しかできないとの批判127）や当事者・論争
主義的審理を経ることで裁判官は政府の監視能力に関する科学技術の発展
を正しく理解できるのであるから，「裁判所の友」よりも特別弁護人（spe-
cial advocate）を付すべきであるとの主張がある128）。しかしながら，今回，
123）　Emily Berman, The Two Faces of the Foreign Intelligence Surveillance Court 91 
Ind. L.J. 1191 1202 (2016).
124）　Note, Shifting the FISA Paradigm: Protecting Civil Liberties by Eliminating Ex 
Ante Judicial Approval 121 Harv. L. Rev. 2200, 2210 (2008); Bob Barr, A Tyrantʼs 
Toolbox: Technology and Privacy in America 26 J. Legis. 71, 78 (2000).
125）　Orin S. Kerr, The Modest Role of the Warrant Clause in National Security Inves-
tigations 88 Tex. L. Rev. 1669, 1669─1670 (2010).
126）　Id. at 1679─1680.
127）　Allison E. Persinger, Reforming the Foreign Intelligence Surveillance Court to 
Curb Executive Branch Abuse of Surveillance Techniques 37 Campbell L. Rev. 519, 
537─538 (2015).
128）　Chad Squitieri, The Limits of the Freedom Actʼs Amicus Curiae 11 Wash. J. L. 
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米国自由法が「裁判所の友」の制度を認めたことについては一定の評価が
されるべき変化であろう。
　また，事後の審査や報告についても詳細に規定されており，第1871条や
第1872条等において，米国自由法が重要な法的解釈の合衆国議会への報告
や一般への公開等を追加したことは，対外諜報という極めて難しい場面に
おいても，合衆国議会や広く一般へのフィードバックを担保し，個人の権
利と自由を確保しようとの努力が見られ，この点も，一定程度評価される
べきであろう129）。
V．お わ り に
　以上がアメリカにおける対外諜報目的での電子的監視についての法律で
ある FISA についての紹介と概説である。アメリカではこのように国家安
全保障や国防が関係する領域での電子的監視についても，その監視の類型
で異なった監視の要件を設ける法律の枠組みを作り，それに基づき電子的
監視等を実施している。しかし，その一方で，FISA 自体も多くの論点や
議論を抱えており，問題が山積していることも事実である。今後は，これ
らの多くの関連する個別の問題点につき，包括的に研究を深めていくこと
が求められる。我が国においても，テロ対策をはじめとする国家安全保障
が関係する通信傍受をはじめとする電子的監視等を検討する際には，この
ような法制度を参考にして議論を進めていくことが有益であると考えられ
る。
Tech. & Arts 197 202─203 (2015).
129）　この点については，何が重要な法的解釈なのかを決定するのは依然として政
府側の判断であることや「できる限り」という譲歩つきであること，また，国
家安全保障を害する場合や機密諜報情報原ないし機密諜報手法を保護する場合
には，公開義務が課せられないことから，原則を例外が飲み込むこととなりか
ねないとの批判がある。Berman, supra note 123 at 1247─1248.
