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El presente trabajo de investigación tiene como objetivo realizar una propuesta de 
implementación de un sistema integrado para alertar incidentes al Serenazgo del Cercado de 
Lima, que contribuirá al mejoramiento de registro de incidentes que realiza el ciudadano al 
serenazgo y ayudará a tener una mejor calidad de vida, usando el aplicativo móvil como 
ayuda para la solución del incidente. 
Para ello, se propondrá un alcance de nueve módulos: módulo de reportes de incidentes, 
módulo de registro de usuario, módulo de login, módulo de administración, módulo de 
visualización de incidentes, módulo de dashboard, módulo de seguimiento de incidentes, 
módulo de mantenimiento de incidentes y módulo de reportería, que tiene como finalidad 
obtener un sistema integrado de los registros de incidentes que reporta el ciudadano por medio 
del aplicativo móvil, en el cual estará operativo las veinticuatro horas del día y de manera 
automática se obtiene la ubicación del incidente, y éste reporte será recepcionado por el 
Centro de control de Operaciones, el cual trabaja en equipo con el Serenazgo del Cercado de 
Lima, y con la Policía Nacional del Perú, teniendo como resultado, atender todos los 
incidentes reportados, tener un mejor tiempo de llegada por parte del serenazgo y/o la PNP al 
lugar de los hechos, tener evidencias para generar denuncias y tener una mejor calidad de vida 
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1. Capítulo 1: Antecedentes de la Investigación 
En esta etapa se comenzará a describir el problema actual de nuestra investigación, junto 
con el objetivo principal, que irá acompañado de la justificación, y los alcances de la 
investigación, para lo cual se describirá de una manera legible y permitirá abordar los 
demás puntos con coherencia y tomando como punto de partida el capítulo 1. 
1.1. Planteamiento del problema 
Los municipios de todos los distritos de la provincia de Lima tuvieron que instaurar el 
concepto de seguridad ciudadana en sus jurisdicciones, ya que dentro de ellas se 
llevaban a suscitar algunos incidentes que dichas entidades no sabían cómo lidiar con 
ellos. A mediados del año 1996, en la alcaldía de Alberto Andrade Carmona, surge el 
Serenazgo. El concepto europeo de Serenazgo fue implementado con mucha 
expectativa. Básicamente el Serenazgo, en el distrito que fuera instaurado, se encargó 
principalmente de brindar seguridad a su población. Cada distrito tuvo que instalar 
uno propio para que sus ciudadanos puedan tener una mejor calidad de vida y la 
sensación de seguridad fuese la apropiada. Sin embargo, a pesar de ser una entidad 
que resolvía muchos casos simples y medianamente complejos, de manera unitaria 
como entidad no ha podido enfrentar los incidentes más complicados por su limitada 
cantidad de recursos logísticos, ya que es una entidad disuasiva - preventiva y porque 
para un sector de la ciudadanía ellos no representan una autoridad que brinda 
seguridad. Es por ello que se firmó convenios con la PNP para que pudiesen trabajar 
en conjunto con ellos. Este convenio significó un gran avance para frenar gran parte 
de muchos incidentes delictivos. No obstante, por desacuerdos entre ambas entidades, 
dicho acuerdo se canceló. Asimismo, con la instauración del Plan Local de Seguridad 
Ciudadana y el plan Lima 360° todos juntos por la ciudadanía, ambos otorgados por 
el Gerente de Seguridad Ciudadana, tiene como premisa que la seguridad ciudadana 
es tarea de todos y toda la población debe apoyar, desde un incidente muy pequeño 
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hasta uno que represente un grado de complejidad enorme. Por lo que trajo consigo 
que las juntas vecinales, el serenazgo y la PNP trabajen en conjunto con muchas más 
entidades del estado, como los bomberos, fiscalizadores y la propia ciudadanía. Sin 
embargo, se observa que la población que participa de alertar no lo toma con la 
seriedad del caso para frenar estos actos, ya que el Serenazgo del cercado de Lima es 
visto como una entidad de soporte, es decir, reciben llamadas de todo tipo, para lo 
cual no hay un filtro para disminuir la entrada de este tipo de llamadas y una cultura 
por parte de la ciudadanía. La ciudadanía espera que ellos tomen cartas en el asunto, a 
pesar de que muchas veces el incidente reportado no es de la competencia de ellos, tal 
como lo indica el Gerente de Seguridad Ciudadana, Augusto Vela García, en una 
entrevista realizada el viernes 24 de mayo del 2019. 
 
En la actualidad podemos observar y constatar a diario que la Policía Nacional del 
Perú y el Serenazgo del cercado de Lima no trabajan en sincronía, a pesar de que en 
este año la Policía Nacional del Perú tiene interconectada en su central las cámaras de 
vigilancia que la Gerencia de Seguridad Ciudadana del cercado de Lima le comparte. 
Además, a pesar de que dicha entidad instaló e intenta que su personal pueda 
aprovechar los recursos de Tecnología e Información, por un uso indebido de ellos, 
podemos constatar que la población no confía en la efectividad de dicha entidad, ya 
que sienten que no llegan a tiempo a los lugares a donde se les llama o donde se les 
reporta alguna actividad de inseguridad ciudadana. A pesar de que esta entidad instaló 
un servicio de mensajería instantánea como lo es el Whatsapp, dentro de su centro de 
control de operaciones, donde está alojado su servicio de videovigilancia. Esto con la 
finalidad de que la población o los ciudadanos que trabajan por los alrededores 
pudiesen enviar pruebas fidedignas sobre algún incidente del que sean testigos. Sin 
embargo, el uso de un servicio de Whatsapp para informar al Serenazgo no garantiza 
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que los operadores de dicha entidad puedan ver todas las pruebas, ya que es un 
servicio muy general y en la mayoría de los casos enviados, el patrón de alertar no es 
el indicado, ya que la información a enviar está incompleta. Además, que la PNP no 
puede enterarse inmediatamente sobre algún incidente, ya que este proceso sería 
manual y muy engorroso, y en algunos casos por un mal aprovechamiento de los 
recursos de Tecnología de Información y una mala gestión de estas alertas, nunca 
lleguen a enterarse. Adicionalmente, es evidente que el Serenazgo del Cercado de 
Lima carece de orden al evaluar y activar sus protocolos de seguridad frente a una 
alerta hecha por un ciudadano de dicho distrito al presenciar un incidente delictivo. 
Todo esto genera que el interés por querer apoyar de alguna forma a la labor que 
realiza el Serenazgo del cercado de Lima, por parte de la gente que resida o trabaje en 
este distrito no sea la esperada, ya que sienten que esta entidad no optimiza el tiempo 
de atención ante una alerta reportada. 
 
De la misma manera, instalar cámaras de videovigilancia en absolutamente todas las 
calles del distrito de Lima sería demasiado costoso. Tan sólo se instaló en avenidas 
que representan un alto riesgo y en total suma 196 cámaras, tal como lo señala el 
supervisor de la central de control de operaciones en una entrevista realizada el 
viernes 24 de mayo del 2019. Y la información que se basan para poder determinar 
cuál es una zona de alto riesgo, es la cantidad de denuncias que día a día la población 
realiza o alerta a esta entidad. Adicionalmente, con ayuda de estas cámaras es que 
podemos llegar a ese resultado. Sin embargo, hay zonas que también son críticas pero 
que no tienen una forma de evidenciar un incidente por el alto costo que significa 
tener más cámaras de las previstas. De esta forma el mapa de zonas peligrosas está 
actualizado, pero no de la forma como se espera, ya que este proceso es manual, lo 
que genera que los planes preventivos en una zona determinado no sean del todo 
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exactos, ya que no se tiene una dirección exacta de donde ocurre un incidente 
delictivo. 
 
Adicionalmente, podemos constatar que el actuar del Serenazgo del cercado de Lima 
se ve mermado por una falta de compromiso por parte de algunos actores que no 
reciben una capacitación u orientación constante o adecuada. Tal es el caso que la 
población prefiere ser tan sólo un simple espectador ante algún evento delictivo que 
requiera la participación de esta entidad, porque ellos sienten que el Serenazgo del 
cercado de Lima no gestiona adecuadamente los reportes que llegan a su central o al 
centro de operaciones. Es por eso por lo que la imagen del Serenazgo del cercado de 
Lima está dañada, porque presenta desorganización al actuar frente a una actividad 
delictiva reportada en ese momento. No obstante, los pobladores sienten también que 
tanto el Serenazgo del cercado de Lima en conjunto con la PNP en sus actividades, no 
tienen un compromiso hacia ellos por frenar las actividades delincuenciales que se 
suscitan en ese distrito. 
 
Por lo mencionado anteriormente, podemos concluir que tanto el Serenazgo del 
cercado de Lima como la Policía Nacional del Perú presentan procesos manuales en 
cuanto al intercambio de información concerniente a algún hecho delictivo 
previamente reportado por un poblador de dicho distrito, tal como lo demuestra el 
hecho de depender exclusivamente del servicio de mensajería instantánea WhatsApp. 
Es por ello por lo que se demuestra que existe una carencia de medios automatizados 
para alertar un incidente delictivo a las autoridades pertinentes del distrito del 





1.2. Definición de objetivos 
Implementar un sistema integrado para reportar incidentes al Serenazgo el Cercado de 
Lima. 
 
Al implementar este sistema integrado se verán muchos beneficios, entre los que 
destaca el incremento de la confianza de las entidades por velar por la seguridad 
ciudadana, ya que verían un compromiso para con la comunidad. Esto se evidenciará 
porque la comunicación entre la ciudadanía y el Serenazgo será más simple. También 
se almacenará las evidencias delictivas multimedia en la nube, con el propósito que 
los ciudadanos realicen sus denuncias, esto actualizará el mapa de zonas peligrosas e 
incorporará planes de accionar actualizados y adecuados a la realidad del distrito.  
Además, logrará que se automatice la coordinación entre el Serenazgo de este distrito 
y la PNP, lo que optimizará el tiempo de llegada del Serenazgo y/o la PNP al lugar de 
los hechos. Todo eso mitigará el riesgo de una gestión deficiente al incidente, lo que 
incrementará la confianza de seguridad en la calidad de vida de los ciudadanos. 
También estará presente la interoperabilidad de este Sistema con el que ya se viene 
trabajando en centro de control de operaciones, con el fin de disminuir el tiempo del 
proceso de registro de incidentes reportados por un medio alterno y mantener el mapa 
de zonas peligrosas al día en el momento de la alerta. 
Por último, el sistema será amigable con el usuario, lo que ayudará mucho en la 








1.3. Alcance de la investigación 
Este plan de investigación consta en implementar un sistema integrado, que operará 
de forma móvil y web en conjunto, para alertar sobre incidentes al Centro de control 
de operaciones del Cercado de Lima que posteriormente alertará al serenazgo, 
logrando un mejor orden en el manejo de los incidentes y optimización de recursos. 
Estos incidentes podrán ser reportados por personas que vivan o laboren dentro del 
Cercado de Lima o por el mismo personal del Serenazgo, mediante el envío de 
evidencias digitales, fotos o videos, en conjunto con datos relevantes que servirán 
para el análisis y la activación de los protocolos de rutina que ejecuta el Serenazgo 
del cercado de Lima. Asimismo, el sistema mostrará mediante un dashboard los tipos 
de incidentes, las zonas recurrentes y los horarios en que se suscitan ellos. Por ende, 
mapas con zonas peligrosas en vivo que permitan tomar decisiones asertivas. A 
continuación, se detallará los módulos que tendrá el sistema integrado para el reporte 
de incidentes. 
1.3.1. Módulo de reporte de incidentes 
En este módulo permitirá alertar al centro de control de operaciones sobre un 
incidente con los datos necesarios para una rápida identificación de lugar de los 
hechos, además de una evidencia digital, ya sea foto o video de lo ocurrido. 
Cabe resaltar que sólo podrá ser accedido desde un Smartphone que cuente con 
el aplicativo móvil previamente instalado. 
1.3.2. Módulo de registro de usuario 
En este módulo se permitirá crear una cuenta de usuario con el que accederá a 
la plataforma de acuerdo a su rol, ya sea para un usuario de tipo ciudadano o 
gerente de seguridad ciudadana. Cabe resaltar que para añadir uno el usuario 
deberá ingresar sus datos personales, dependiendo desde donde acceda, ya que 
desde un aplicativo móvil deberá ser de tipo ciudadano o serenazgo y desde el 
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sistema web de tipo operador del centro de control de operaciones, serenazgo o 
el antes mencionado. 
1.3.3. Módulo de login 
En este módulo se permitirá acceder al sistema web o al aplicativo móvil según 
el rol que tenga el usuario ingresante y le llevará al dashboard correspondiente 
de acuerdo al tipo de usuario para poder realizar la funcionalidad que se le ha 
reservado al rol del usuario. 
1.3.4. Módulo de administración 
En este módulo se permitirá añadir comisarías o editarlas según sea el caso, 
con el fin de mantener la jurisdicción de cada una de ellas mediante las 
coordenadas que alberguen. Además, se podrá dar de baja a un usuario en 
general, según sea el caso ingresando los detalles del porque se ejecutó dicha 
opción. 
1.3.5. Módulo de visualización de incidentes 
En este módulo se permitirá visualizar las alertas que se vayan acumulando y 
se irán atendiendo una por una. Permitirá ver una vista rápida de la evidencia, 
seguido de la geolocalización generada por las coordenadas que envie desde el 
reporte de incidentes y podrá comunicar a los miembros del serenazgo que 
encuentre disponibles y cerca al lugar de los hechos, de acuerdo a sus 
coordenadas y en caso de que sea necesario a la comisaría más cercana a la 
comisaría cuya jurisdicción albergue el lugar de los hechos, también tomando 
como referencia las coordenadas que él usuario ciudadano haya reportado 
cuando registró el incidente, enviándoles la información concerniente a la 





1.3.6. Módulo de dashboard 
En este módulo servirá para analizar los datos en tiempo real acerca de 
cualquier incidente que se alerte al Serenazgo, separado por tipo de incidente, 
horario, zona, jurisdicción, y tiempo de atención. Además, es personalizable de 
acuerdo a la comodidad del usuario. Cabe resaltar que aquí se podrá ver la 
cantidad de incidentes que fueron atendidos y los que están en proceso de serlo. 
Este módulo sólo podrá ser accedido desde un navegador con cualquier sistema 
operativo. 
1.3.7. Módulo de seguimiento de incidentes 
En este módulo se hará un seguimiento acerca del proceso de atención del 
incidente alertado previamente, generando una gestión adecuada para una 
atención eficaz. Es por este medio que los usuarios serenazgo y PNP 
actualizarán el estado del incidente cuando este se encuentre atendido. Cabe 
resaltar que sólo podrá ser accedido desde un Smartphone que cuente con el 
aplicativo móvil previamente instalado. 
1.3.8. Módulo de mantenimiento de incidentes 
En este módulo se podrá dar por finalizada la atención del incidente, enviando 
automáticamente un correo electrónico al usuario que registró el incidente. 
Asimismo, el incidente atendido también se replicará en el sistema con el que 
operan en la central de control de operaciones mediante la interoperabilidad. 
1.3.9. Módulo de reportería 
En este módulo se podrá generar reportes con la información que se vaya 
almacenando en la base de datos del sistema, como mapa de riesgos, zonas 
peligrosas, entre otros. Este módulo sólo podrá ser accedido desde un 




2. Capítulo 2: Marco teórico 
En esta etapa, después de haber planteado la problemática y de haber dado una breve 
descripción de la solución, daremos a conocer algunos problemas similares y sus 
soluciones, el marco teórico donde definiremos gran parte de las herramientas 
tecnológicas que usaremos y el campo de aplicación al que se enfoca nuestra 
investigación. 
2.1. Problemas similares y análisis de soluciones empleadas 
a. Pontificia Universidad Católica del Perú, “Domolab: Sistema de monitoreo y 
control remoto de viviendas”. (Juan Culquichicón Valentín, 2015) 
En su presente investigación, el autor alcanzó a diseñar e implementar un sistema 
de seguridad teniendo como base principal las tecnologías de la información y 
comunicaciones, que servirá para monitorear desde un celular la vivienda de la 
persona que lo use. Para ello, planteó lo siguiente: Se implementará un sistema de 
seguridad, que estará a la disposición factible de la persona, fundamentado en las 
tecnologías de la información y comunicaciones (celulares, redes de 
comunicación inalámbrica, redes e Internet). El patrón posibilitará la supervisión, 
seguimiento y control remoto de los hogares de Lima Metropolitana, a través de 
un dispositivo móvil o Tablet de la persona. Asimismo, tendrá la habilidad de 
tener una respuesta en tiempo real, a través del intercambio de mensajes, para 
poder tomar acciones apropiadas ante escenarios de alta magnitud de 
emergencia.(Culquichicón, 2015, pág. 9). Uno de los elementos de la arquitectura 
que el autor uso para lograrlo fue tomar como referencia el modelo Software 
como un servicio y modificarlo para usar Domótica como un servicio, que se ve 
reflejado al usar sensores, actuadores, framework y un servicio del sistema web. 
Cabe resaltar que la solución planteada por el autor está adaptada a la realidad de 
ambientes hogareños, sin embargo, el usar la domótica para realizar acciones 
desde un celular y que el dueño del hogar siempre este alertado y pueda realizar 
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alguna acción ante cualquier incidente que se suscite en su casa lo hace un 
resultado muy positivo si es llevado a gran escala. 
b. Pontificia Universidad Católica del Perú, “Sistema integrado de 
radiocomunicación TETRA para gestión de emergencias ante la seguridad 
ciudadana”. (Carlos Herrera Luna, 2016) 
En su trabajo de investigación, el autor logró diseñar la integración de los 
sistemas TETRA con los que trabaja la PNP y las entidades del estado, con la 
finalidad de que la PNP deje de operar en solitario ante temas para los que fue 
creado y pueda ser alertada por estos mecanismos que son rápidos de usar, 
optimizando y reduciendo costos en los tiempos de respuesta ante un incidente de 
seguridad ciudadana. El sistema TETRA es un estándar digital acerca de telefonía 
IP, con la que la calidad de voz y disponibilidad mejoraría. Además, que este 
servicio es mucho más veloz que los tradicionales. En conclusión, esta solución 
permite que tanto la PNP y las entidades del estado puedan trabajar en conjunto y 
las alertas de incidentes sean más eficientes. 
c. Pontificia Universidad Católica del Perú, “Implementación de una aplicación 
móvil para el monitoreo de contenido y disponibilidad de servicios web, 
servicios ftp y páginas web”. (César Otoya Florián, 2015) 
En su trabajo de investigación logró desarrollar un aplicativo móvil que permita el 
monitoreo automatizado de la disponibilidad de servicios virtuales que requieren 
el uso de internet, como páginas web y servicios FTP, que podrá ser instalado en 
dispositivos móviles con diferentes sistemas operativos. La forma como alerta el 
sistema de un incidente que se haya detectado es, tal como lo menciona, de 
manera automática mediante notificaciones al administrador. La metodología que 
se usó en esta investigación para el desarrollo del mismo fue de un IDE que 
soporta .Net, como lo es Visual Studio 2013 y del motor de base de datos SQL 
Server 2014. Para concluir, el uso de alertas automatizadas en dispositivos 
móviles es una forma resumida de ver ordenar datos y estructurarlos y en nuestro 
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proyecto, la forma de ordenarlos y recibir notificaciones sobre un incidente y el 
lugar de los hechos es bastante práctica, ya que este caso es una evidencia a tomar 
en cuenta. 
d. Pontificia Universidad Católica del Perú, “Diseño e implementación de un 
sistema para la gestión de indicadores de calidad en telefonía móvil”. (Carlos 
Balcazar Wong, 2015) 
En su trabajo de investigación logró diseñar un sistema que permite saber el 
estado de las redes de telefonía, la cobertura y la intensidad de la señal de la 
misma, mediante indicadores y señalando zonas geográficas cercanas a su 
ubicación, con el envío de las coordenadas de geolocalización, con la finalidad de 
que las personas puedan elegir un proveedor de telefonía móvil que les convenga 
de acuerdo a la zona donde residan. La metodología que se eligió fue desarrollarla 
con un IDE como NetBeans y un gestor de base de datos como MySQL. Para 
tomar en cuenta, el hecho de consultar zonas geográficas mediante la 
geolocalización es bastante provechoso, ya que en nuestro proyecto, con el uso de 
las coordenadas se podrán derivar la atención hacia otra entidad y al sector 
correcto, y asimismo alertar a los serenos más cercanos al lugar de los hechos 
mediante las coordenadas para una rápida acción. 
e. Pontificia Universidad Católica del Perú, “La importancia de la coordinación 
para la prevención del delito y faltas: el caso de la Comisaría de Santa Anita 
y el Serenazgo (2015 – 2016)”. (Vicente Tiburcio Orbezo, 2017) 
El autor brinda soluciones para generar una coordinación efectiva entre la 
Comisaría y el Serenazgo, y que puedan lograr el objetivo principal que es 
preservar el control de la seguridad ciudadana. Para ello, nos demuestra que, en 
un pequeño tiempo, se debe diseñar y establecer herramientas de organización 
entre la Policía Nacional del Perú y el Municipio; fundamentalmente por medio 
de asambleas indefinidas que involucren a grados directivos y agentes 
intermedios, otorgando una buena gestión de programas que están orientados a las 
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faltas y prevención de los incidentes, se debe profundizar la concientización hacia 
el personal policial y al Serenazgo. Adicionalmente, perfeccionar las gestiones a 
nivel de prevención es muy importante el monitoreo diario que es llevado 
automáticamente desde el módulo de Observatorio del Delito. De lo mencionado, 
el autor sostiene que es necesario una comunicación radial y celular entre la 
Comisaría y el Serenazgo de Santa Anita respectivamente, para que puedan 
reportar de manera correcta y eficaz el incidente delictivo. 
f. Universidad San Martín de Porres, “Aplicación móvil para información y 
ubicación del turista perdido”. (Piero D’Angelo Romero y Marcel Rodríguez 
Delgado, 2015) 
Los autores realizaron una brillante idea para poder localizar y dar ayuda al turista 
para que pueda regresar a su hotel, mediante una aplicación móvil en donde se 
basa bajo la metodología ágil de Scrum, que es muy usada para la gestión de 
proyectos y a su vez, el uso del lenguaje unificado de modelamiento (UML) para 
generar la interacción con el usuario y el sistema de la base de datos del hotel. 
Para ello, se realizaron una serie de pasos específicos, en el cual también se hace 
uso del GPS que está conectado netamente con el Google Maps para poder 
geolocalizar la ubicación del turista en ese momento. 
2.2. Tecnologías / técnicas de sustento 
A continuación, detallaremos las tecnologías y técnicas de sustento con que 
desarrollaremos la solución de esta investigación. 
2.2.1. Scrum (como Marco de trabajo) 
Es una estructura para desarrollar requerimientos de problemas con alto nivel 
de dificultad, caracterizado por ser productivos y creativos para entregar 
productos finales de gran valor. Scrum también agrega varios elementos, 
siendo ágil y fácil de entender. 
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Scrum es usado para la gestión del desarrollo de productos complejos, diversos 
procesos y técnicas garantizan que esto ocurra. Scrum puede ayudarte mejorar 
la dirección y aclarar el desarrollo del funcionamiento de la gestión de tus 
productos. 
Por lo tanto, este marco de trabajo busca cómo optimizar el control ya la 
predicción del riesgo utilizando un método incremental e iterativo. Para hacer 
posible esta gestión, existen algunos pilares que deben implementarse. Los 
pilares mencionados son la inspección, la transparencia y la adaptación. 
Scrum está determinado por un grupo de trabajo de tres miembros: el product 
owner, el equipo de desarrollo y el scrum master. La expectativa de estos 
equipos debe ser auto-organizativos y multifuncionales. Cuando se auto-
organizan, eligen el mejor camino de finalizar el trabajo sin tener que tomar en 
cuenta los consejos de las personas que no son parte del equipo. Entre los 
objetivos del equipo destaca optimizar tanto la creatividad, la flexibilidad y la 
productividad. Además, la entrega de los productos lo realizan los equipos 
Scrum de manera incremental e iterativa, aprovechando el feedback que les 
llega. El equipo Scrum se define de la siguiente forma: (Goncalves, 2019) 
a. Product owner 
Es el responsable de maximizar el valor del producto y el trabajo del 
Equipo de Desarrollo. Puede variar dependiendo de las personas del 
equipo y de los equipos Scrum que lo conforman. Este personaje tiene 
como función primordial la de administrar y controlar el Backlog del 
Producto. 
Esta función incluye lo siguiente: 




•Acomodar los elementos del Backlog de Producto, con el fin de 
alcanzar las misiones y los objetivos. 
•Perfeccionar el valor del trabajo realizado por el Equipo de 
Desarrollo. 
•Garantizar que el Backlog de Producto sea transparente, claro y 
visible.  
El Product Owner es una persona y no un comité. Si en caso existiera 
un comité, puede manifestar sus ideas al Backlog de Producto. 
Cualquiera que quiera realizar alguna modificación, ajuste, necesitan 
consultar al Product Owner. (Goncalves, 2019) 
b. Equipo de desarrollo 
Este equipo está formado por personas completamente capacitadas que 
se desempeñan para realizar la entrega de un Incremento de producto 
“Finalizado” que pueda ser lanzado cuando un sprint este por culminar. 
Este incremento puede ser desarrollado por los miembros del equipo. 
La organización asegura que el Equipo de Desarrollo tiene la autoridad 
para organizar y gestionar su trabajo. 
Estos equipos cuentan con las características siguientes: 
•Se auto-organizan. No reciben orientación alguna acerca de 
cómo deben volver el Backlog de Producto en Incrementos de 
funcionalidades. 
• Presentan todas las virtudes necesarias para generar un 
Incremento de producto, dado que son multifuncionales. 
•Scrum no brinda título alguno al Equipo de Desarrollo. El 
equipo cumple la función de un desarrollador en todas sus 
funciones sin excepción alguna. 
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•Dentro del Equipo de Desarrollo, Scrum afirma que no hay sub-
equipos. Todos trabajan como una misma orientación. 
•Cada miembro del Equipo de Desarrollo presentaría una 
habilidad o función especial. El equipo tiene la responsabilidad 
de entregar en su debido tiempo el requerimiento asignado. 
El Equipo de Desarrollo está conformado por muchas personas, siendo 
tres el número ideal. Se garantiza ser ágiles y eficientes para finalizar 
todo el trabajo en un Sprint. (Goncalves, 2019) 
c. Scrum master 
Su función principal es garantizar que se ha entendido y aprobado el 
método Scrum. Trabajan con el Equipo Scrum, donde se unen a las 
teorías, prácticas y reglas de Scrum. El Scrum Master es principalmente 
el líder-ayudante del Equipo Scrum. El Scrum Master ayuda a las 
personas que no son parte del Equipo Scrum a validar las utilidades de 
sus interacciones. 
Las funciones principales del Scrum Master para el Product Owner son 
las siguientes: 
•Conseguir técnicas para gestionar de manera eficaz el Backlog 
de Producto. 
•Asesorar al Equipo Scrum a comprender la necesidad de tener 
elementos claros y concreto en el backlog de Producto. 
•Comprensión del planteamiento de producto en un ambiente 
experimental. 
•Garantizar que el Product Owner domina la mejor manera de 
organizar el backlog de Producto para maximizar el valor. 
•Comprensión y práctica de la rapidez del cumplimiento. 
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•Proporcionar eventos de Scrum según sea apropiado. 
(Goncalves, 2019) 
Las funciones principales del Scrum Master para el Equipo de 
Desarrollo son las siguientes: 
•Desenvolverse de coach en temas de auto-organización y 
multifuncionalidad. 
•Apoyar al Equipo de Desarrollo a crear productos de alto valor. 
•Eliminar los obstáculos del progreso del Equipo de Desarrollo. 
•Proporcionar eventos de Scrum según sea necesario. 
•Desenvolverse como coach en escenarios de organización 
donde el método Scrum no ha sido totalmente gestionado. 
•Desenvolverse liderando el equipo adoptando del método 
Scrum. 
•Planear la implementación del método Scrum en la empresa. 
•Colaborar con los empleados y skateholders a comprender el 
desarrollo de Scrum y el desarrollo empírico de productos. 
•Originar modificaciones que lleven al incremento de la 
productividad. 
•Trabajar a la par con otros Scrum Masters para aumentar la 
credibilidad eficiente de la implementación de Scrum en la 







Scrum tiene elementos físicos que son producidos de su aplicación, los 
cuales son denominados artefactos y detallamos a continuación: 
a. Product backlog 
El Product Backlog es una descripción que puede contener 
trabajos de cualquier tipo que se realizará en el producto: 
dependencias, casos de uso, requerimientos y tareas. Es la fuente 
número uno de información sobre el producto en Scrum, una 
lista en cualquier tipo de formato, la cual alberga todos los 
requerimientos que se necesita para poder implementar en el 
producto. Este producto es el resultado que se obtiene del 
trabajo entre el Product Owner con el cliente, stakeholders, 
sponsors, comités, etc., y que refleja el estado real del trabajo 
que está pendiente a implantarse en el producto, así también 
como el ya realizado.  
También debe ser gestionado principalmente por el product 
owner, priorizando elementos que presentan mayor valor en los 
requerimientos de este proyecto. 
Contiene elementos como funcionalidades, bugs, user stories 
que son formas de expresar elementos de un product backlog, 
tareas técnicas y trabajos de investigación. (Roche, 2019) 
b. Sprint backlog 
Es una lista extensa de elementos que se va a trabajar durante 
todo el ciclo de cada Sprint. Estos elementos frecuentemente 
están compuestos de tareas técnicas más pequeñas que permiten 
conseguir un incremento de software culminado. 
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En cada sprint, el sprint backlog permite ver aquellos 
componentes que hasta el momento no han comenzado a 
generarse, aquellos que ya lo están y quienes están trabajando en 
los mismos, así como los que están en la espera de desplegarse 
o, en el mejor de los casos, están completamente instalados. Lo 
mencionado permite verificar la forma como el trabajo ha 
evolucionado durante cada Sprint, así como hacer un análisis de 
riesgos. (Roche, 2019) 
Cómo cada Sprint tiene una meta indicada con componentes 
seleccionados del Product Backlog que tienen más o menos 
valor, el Sprint Backlog permite realizar un “feed back” del 
desarrollo de cada Sprint, evaluando el cumplimiento de los 
objetivos y los que posiblemente se pueda eliminar. Obteniendo 
como resultado una inversión en desarrollo con su respectivo 
entregable del producto. (Roche, 2019) 
c. Incremento 
Un Incremento es lo que se obtiene al final de un Sprint, es 
decir, es la suma de todos los casos de uso, las tareas, las 
historias de usuario y cualquier elemento que se haya 
desarrollado durante el Sprint y que estará a la medida del 
usuario final en forma de software, como resultado el valor de 






2.2.2. RUP (como Metodología de Desarrollo de Software) 
Es un marco de trabajo, caracterizado por ser conceptual, ya que dentro de la 
ingeniería de software promueve iteraciones en el transcurso del desarrollo del 
producto en el proyecto. 
Además, el Proceso Unificado de Rational es una metodología dentro de la 
ingeniería de software, por el cual se le otorga distintas asignaciones de 
responsabilidades, tareas y/o actividades en una corporación de desarrollo. El 
principal objetivo es garantizar el continuo desarrollo de software con 
excelente calidad y ágil para los requerimientos de distintos usuarios finales, 
con calendario y presupuestos ideales. En síntesis, el marco de trabajo 
conceptual RUP es una metodología idónea para el desarrollo de software que 
está orientado a unir todos insumos necesarios que podrán contribuir a 
culminar una excelente etapa de vida del software, con el primordial propósito 
de producir diferentes tamaños proyectos de software de gran envergadura. (La 
Cueva de la Sabiduría, 2014) 
Las características principales de RUP son: 
•Instruido por casos de uso 
•Orientado mayormente en arquitectura 
•Incremental e Iterativo 
•Proceso Integrado 
•Uso de un único lenguaje de modelado (UML) 
•Elaboración en base a componentes 
 




Sus objetivos son los siguientes: 
•Definir el rubro del proyecto y sus límites respectivos. 
•Descubrir los casos de uso del sistema que son críticos. 
•Evidenciar como mínimo una arquitectura que esté a la altura 
de los principales escenarios. 
•Aproximar el presupuesto del proyecto bajo el tiempo y 
recursos definidos. 
•Estimar las fuentes y los riesgos de incertidumbre. (La Cueva 
de la Sabiduría, 2014) 
ii. Elaboración 
Sus objetivos son los siguientes: 
•Corroborar, definir y estructurar la arquitectura. 
•Completar definitivamente la visión. 
•Diseñar un método confiable para la siguiente fase. Esta 
estrategia puede trascender en constantes iteraciones. Debe 
incluir el presupuesto si procede el método. 
•Evidenciar que la propuesta arquitectura soportará la visión 
prevista a razón de un coste apropiado y en un tiempo adecuado. 
(La Cueva de la Sabiduría, 2014) 
iii. Construcción 
Sus objetivos son los siguientes: 
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•Minimizar lo más que se pueda el presupuesto de desarrollo a 
través de la optimización de recursos y evitando el proceso de 
rehacer un trabajo o, en el peor de los casos, desecharlo. 
•Lograr una calidad apropiada eficazmente de manera 
pragmática. 
•Encontrar versiones funcionales (alfa, beta, y otras versiones de 
prueba) de manera rápida. 
 
iv. Transición 
Sus objetivos son los siguientes: 
•Encontrar la manera de que el usuario sea eficiente y no 
necesite la ayuda de terceros para sus funciones. 
•Garantizar que el producto final satisfaga las espectativas del 
cliente y esté en optimas condiciones para su funcionamiento. 
Existen nueve flujos de trabajo en RUP y están divididos en dos grupos. 
Los flujos de trabajo de ingeniería son los siguientes: 
•Modelado del negocio 
•Requisitos 






Los flujos de trabajo de apoyo son: 
•Administración del proyecto. 
•Configuración y control de cambios. 




2.2.3. UML (como Lenguaje de diagramación de RUP) 
Es el estilo por el cual se puede documentar, modelar y construir los elementos 
que son parte del sistema de software orientado a objetos. Este lenguaje en la 
actualidad se convirtió en el estándar más sofisticado en el desarrollo de 
software en la industria, toda vez que fue producto del ingenio de los métodos 
de la orientación hacia los objetos, cuyos autores fueron el señor Jim 
Rumbaugh, el señor Ivar Jacobson y el señor Grady Booch. Dichos autores en 
su época llegaron a un acuerdo con Rational Softare Co., empresa dedicada al 
diseño de software y posteriormente fueron contratados. Juntos crearon una 
notación integrada para basar el desarrollo de las herramientas CASE de su 
propiedad. Durante el proceso de producción del lenguaje UML participaron 
otras grandes de gran envergadura edentro de la industria de TI como lo son 
Hewlett-packard, Oracle, Microsoft o IBM, así como otros grupos de 
desarrolladores y analistas. (Ferré & Sánchez, 2011, pág. 1) 
UML tiene diagramas que permiten la correcta estructura y mejor forma de 
entender las funcionalidades, funcionamiento, entre otros, por lo que a 
continuación se detallarán los más usados. 
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A continuación, se detallará todos los diagramas que usa UML: 
a. Diagrama de casos de uso del negocio 
“Describe los sucesos del negocio, asociados al campo de acción, y 
describe la interacción entre los clientes y socios del negocio del 
proceso.” (Slideshare, 2013) 
b. Diagrama de casos de uso del sistema 
Nos presenta una relación que hay entre los casos de uso del sistema y 
actores. Asimismo, muestra la funcionalidad que ofrece el sistema 
correspondiente a su relación externa. (Ferré & Sánchez, 2011, pág. 9). 
c. Diagrama de clases 
Estos diagramas describen los distintos tipos de objetos de un sistema, 
así como también los diferentes tipos de interacciones que pueden 
existir entre ellos. Los diagramas de clase se transforman en un 
impetuoso modelado conceptual del sistema para la interpretación del 
escenario del caso. Por lo general, se recopila los conceptos clave del 
modelo de objetos que están latentes a la técnica que está orientado a 
objetos. (García & Pardo, 1998, pág. 1) 
d. Diagrama de objetos 
Están compuestos por instancias de elementos que se encuentran 
localizados en los diferentes diagramas de clases. Este tipo de diagrama 
presenta una gran infinidad de objetos y sus conexiones en momentos 
determinados. En UML, los diagramas de clase se usan para verificar el 
lado estáticos del sistema y los diagramas de interacción se utilizan para 
visualizar las características dinámicas del sistema, y conforman 
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instancias de herramientas de los diagramas de clase y mensajes 
enviados entre ellos. (Universidad Nacional Abierta y a Distancia) 
e. Diagrama de secuencia 
Se caracteriza por evidenciar una relación claramente ordenada según la 
secuencia temporal de sucesos que transcurren. Por ello, muestra los 
objetos activos en la interacción y los mensajes que se envían 
ordenadamente según su secuencia en el tiempo. (Ferré & Sánchez, 
2011, pág. 16) 
f. Diagrama de estados 
Nos permite visualizar el proceso que sigue la secuencia de estados por 
donde transita un caso de uso o un objeto durante el ciclo de vida, 
señalando los eventos que están pasando de un estado a otro y 
visualizando sus respuestas y acciones transcurridas. (Ferré & Sánchez, 
2011, pág. 18) 
g. Diagrama de actividades 
Es un caso bastante particular del diagrama de estados, ya que puede 
ser todos o la mayoría de los estados, son acciones que asimismo son 
ejecutadas por la culminación de las acciones que se abastecen. 
 Está relacionado a la implementación de un caso de uso. El objetivo 
principal de este diagrama es apuntar a los flujos manejados por el 
procesamiento de eventos internos (en oposición con eventos externos). 
Se debe aplicar este diagrama en escenarios donde en general los 
eventos representan la culminación de acciones generadas 
internamente. No deberían usarse para escenarios que no existe una 
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relación de similitud o coincidencia. (Universidad de Buenos Aires, 
1998, pág. 1) 
h. Diagrama de componentes 
Permite visualizar a la organización, las dependencias que existe en el 
grupo de componentes y las conexiones gráficas cuando se apliquen 
arcos y nodos entre sí. En general, todo sistema Orientado a Objetos se 
realiza diversos diagramas que modelan tanto la parte estática 
(diagrama de clases), como dinámica (diagramas de secuencia, 
colaboración, estados y de actividades), posteriormente se procede a 
maquetar un sistema ejecutado que usará elementos ya implementados 
de otros sistemas para realizar el modelamiento correspondiente. (Ferré 
& Sánchez, 2011, pág. 21) 
2.2.4. PAAS (como tipo de alojamiento en cloud) 
Para conocer PAAS primero debemos conocer el término de cloud, la cual nos 
dice que son parte de TI que se le habilita al usuario final el consumo de 
servicios, facturando y cancelando solamente por lo que se va a consumir, de 
una forma flexible, elástica, escalable y a través de un portal de auto 
aprovisionamiento. Elasticidad y escalabilidad hace referencia a la cabida de 
hacer decrecer o, en el mejor de los casos, crecer las cualidades físicas. La 
flexibilidad se refiere a la suficiencia de desplegar y ajustar velozmente 
soluciones flexibles a las necesidades particulares de una determinada 
organización.  (Hostingred, 2015) 
PaaS (Platform as a Service) o su traducción literal, plataforma como un 
servicio, es un entorno para el desarrollo y, posteriormente, la implementación 
completa en la nube, con recursos suficientes que permiten a los usuarios poder 
39 
 
entregar todo, desde aplicaciones básicas basadas en la nube hasta aplicaciones 
empresariales de envergadura, disponibles para la nube. Adicionalmente se 
puede adquirir los recursos que sean necesarios a algún proveedor de servicios 
en la nube, a los cuales se puede acceder a través de una conexión segura a 
Internet, sin embargo, absolutamente deber realizar un pago cuando usa el 
servicio de ellos. (Microsoft, 2019) 
De la misma forma que IaaS (Infraestructura como un servicio), PaaS incluye 
dentro de su servicio una infraestructura propia y lo que destaca de ello es su 
almacenamiento, servidores y redes, no obstante, también incluye un 
middleware, diversas herramientas de desarrollo, servicios de inteligencia 
empresarial (Bussiness Inteligence) o inteligencia de negocios, sistemas de 
administración de bases de datos, etc. PaaS ha sido diseñado con la finalidad de 
poder mantener todo el ciclo de vida de todas y cada una de las aplicaciones 
web, y esta etapa de vida se compone de lo siguiente: administración, 
compilación, actualización, implementación y pruebas. (Microsoft, 2019) 
Este servicio permite disminuir la complejidad y el gasto que conjetura la 
adquisición y la gestión de licencias de software, el middleware subyacente y 
la infraestructura de aplicaciones, las herramientas de desarrollo y otros 
recursos. Se puede administrar los servicios y las aplicaciones que se desarrolla 
y, habitualmente, quien administra todo lo que está detrás de la nube es el 
propio administrador de servicios. (Microsoft, 2019) 
PaaS ofrece las siguientes ventajas: 
 Disminuir lo máximo posible el tiempo de programación. 
 Añadir más funcionalidad de desarrollo para simplificar la mano de 
obra en la operatividad. 
40 
 
 Desarrollo multiplataforma con simplicidad. 
 Utilizar mayor cantidad de herramientas potentes a un precio razonable. 
 Colaboración en equipos de desarrollo derivados al alrededor del 
mundo. 
 Gestionar el ciclo de vida de las aplicaciones con eficacia. (Microsoft, 
2019) 
2.2.5. Aplicación móvil 
Es una aplicación software e informática que son instalados en dispositivos 
móviles o tablets  que son ejecutados para satisfacer la necesidad del usuario 
para alguna función en específica, particularmente para línea profesional, 
educación, entretenimiento, vida social, entre otros, que a comparación de una 
aplicación web que no puede ser instalado. 
El objetivo de una aplicación es agilizar el cumplimiento de obtención de un 
requerimiento determinado, facilitar las gestiones y operaciones de cada día. 
La denominación App es la abreviatura de Application, que actualmente es 
usando de manera universal para denominar a la aplicación móvil. 
Este término estuvo presente desde el año 2008, en la obtención de estos tres 
puntos históricos se menciona al lanzamiento del App Store de Apple, el 
entregable del primer SDK para Android y luego inmediatamente la 
inauguración del Android Market. (Qodeblog, 2012) 
2.2.6. Aplicación web 
Es el acceso de los usuarios a los servidores web por medio del Internet, ya que 
en la actualidad es muy usado para el despliegue de información desde 
cualquier punto de ubicación, habiendo bastantes posibilidades de ingresar a 
las informaciones. Generalmente se conoce como World Wide Web (WWW). 
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Una de las formas de acceder a las páginas web es por medio de un browser o 
navegador, donde genera solicitudes por medio del protocolo HTTP 
(HyperText Transfer Protocol). Asimismo, la dirección que ubica las diversas 
cantidades de información en el Internet se llama URL. (Uniform Resource 
Locator). (Universidad Nacional de educación a distancia) 
 
2.2.7. MVC (como arquitectura de software) 
Una de las arquitecturas de desarrollo más usadas en la actualidad es de tres 
capas, con la que se puede separar la lógica de negocios de la presentación, tal 
como lo menciona Balcazar en su tesis de ingeniería: 
El patrón MVC es una técnica usada para el desarrollo de software teniendo 
como principal característica desglosar el funcionamiento de la lógica de la 
capa visual de la aplicación, obteniendo una ejecución por patrones. Esta 
división entrega una alta adaptabilidad al desarrollo del programa debido a que 
la capa visual grafica pueda ser alterada independientemente de la lógica, ya 
que el panorama se trata de manera exclusiva con mostrar la información. 
(Balcazar, 2015, pág. 23) 
Este modelo lo usan la gran mayoría de sistemas por su gran versatilidad al 
momento de separar los componentes principales y así poder dar un mejor 
mantenimiento del código desarrollado o en proceso y sobre tener una mejor 
estructura al desarrollar, permitiendo que varias personas a la vez puedan 
generar código. 
Los puntos clave de este modelo se van a presentar a continuación: 
a. Modelo 




Muestra la información que será controlada por la aplicación, 
libremente de la manera como pueda ser interpretada, ni la lógica que 
desarrollará la información en el interior de la aplicación. Como 
consecuencia será representado por toda la información que está 
contenida en la base de datos que es requerida para la eficaz operación 
del total de sus funciones de la aplicación. (Balcazar, 2015, pág. 24) 
b. Vista 
La Vista es la representación de la interfaz visual de la aplicación; es 
decir, la manera de mostrar los datos del Modelo y presentarlos al 
usuario. Existen probables vistas que aluden a la misma cantidad de 
información, ya que su relación es de muchas a una con el Modelo. 
(Balcazar, 2015, pág. 24) 
c. Controlador 
Otoya menciona en su tesis que el controlador es la capa donde está 
alojada la lógica del negocio y actúa como un intermediario entre el 
modelo y la vista, en pocas palabras, envía las solicitudes de la capa 
vista al modelo y viceversa. (Otoya, 2015, pág. 52) 
2.3. Campo de aplicación 
Ya habiendo explicado las técnicas y tecnologías de sustento, explicaremos a 
continuación algunos conceptos que son necesarios para entender el campo de 
aplicación de esta investigación. 
2.3.1. Video vigilancia 
“Es la representación de imágenes de video de manera simultánea real o en 
presentación de grabaciones, con la finalidad de preservar la seguridad de la 
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entidad y/o persona en relación con la vigilancia de incidentes ante posibles 
riesgos y amenazas de la vida cotidiana”. (Fundación ESYS, 2006, pág. 10). 
2.3.2. Seguridad ciudadana 
Se entiende por el estado actual personal del ciudadano que preserva su 
integridad libre de violencia, ante amenazas o atentado causado por un tercero, 
asimismo denominamos violencia al uso directo de la fuerza física y/o 
psicológica con la finalidad de originar daño o de someter la voluntad del 
ciudadano, y usurpar una pertinencia propia del ciudadano por parte de un 
tercero. Ejemplos de incidentes delictivos: homicidio, robo, hurto, estafa, 
soborno y cohecho. (López 2014: pág. 8) 
Seguridad ciudadana es la convivencia pacífica que siempre busca el bien 
común entre los ciudadanos sin importar la condición de vida, estado, sexo, 
entre otros. 
2.3.3. Gerencia de seguridad ciudadana 
Es la entidad rectora de Lima Metropolitana que genera una contundente 
integración entre las distintas instituciones que están vinculadas a una relación 
con la convivencia y seguridad ciudadana. (Municipalidad de Lima). 
 
También, la GSC tiene como visión, establecer estándares altos en convivencia 
y seguridad ciudadana con la finalidad de cooperar a construir un patrón de 
convivencia democrática de igualdad, libre, honesta, solidaria y justa de la 
violencia usada por patrones estatales o no estatales, mediante la preservación 
y amparo de los derechos humanos con relación de la convivencia y seguridad 
ciudadana a partir del proyecto e implementación de políticas públicas, que 
expandan, de manera conjunta, acciones definidas y métodos estratégicos en el 




El Serenazgo de Lima tiene la responsabilidad de brindar un auxilio, velar por 
la vida del ciudadano, preservar la seguridad, mantener el orden, y mantener la 
vida pacífica de la ciudad. Teniendo el apoyo de la Policía Nacional del Perú se 
obtendrá resultados favorables en la planificación y ejecución de la operación 
en patrullaje. 
Tiene la visión de: "Edificar un Serenazgo que sea reconocido como una 
institución integrada por personal debidamente equipado, entrenado y 
capacitado, preservando los principios éticos y morales de nivel alto, con la 
finalidad de garantizar una excelente convivencia pacífica social y la Seguridad 
Ciudadana en Lima Metropolitana". 
 
El Serenazgo lleva a cabo su servicio de distintas maneras, como por ejemplo 
caminando, en moto, en bicicleta o en carro de patrulla. Para una mejor 
amplitud y al alcance de todos, se ha dividido a Cercado de Lima en seis 
sectores, donde se localizarán por módulos y puestos de auxilio rápido (PAR). 
El Serenazgo de Lima cuenta con 1172 serenos, de ambos géneros. 
(Municipalidad de Lima) 
2.3.5. Centro de Control de Operaciones 
Es el ente encargado de monitorear constantemente las 196 cámaras 
implementadas en todo el distrito del Cercado de Lima y de recepcionar 
cualquier incidente para después derivarlo al Serenazgo del distrito. 
2.3.6. Policía Nacional del Perú 
Es una institución del Estado que tiene por misión preservar, asegurar y 
restaurar el orden interno del país, salvaguardar y ayudar a los ciudadanos, 
garantizando el respeto de cumplir las leyes, investigar, prevenir y luchar con 
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la delincuencia; monitorear, cuidar y controlar las fronteras; con el objetivo de 
defender a la ciudadanía general, con la finalidad de desarrollar un entorno de 
paz, haciendo respetar los derechos humanos de la persona. (PNP) 
3. Capítulo 3: Planteamiento de la solución 
En esta etapa, después de haber definido varios conceptos y de dejar en claro las 
herramientas tecnológicas que se usarán para esta investigación, procederemos a plasmar 
la solución en sí, por lo que necesitaremos evaluar soluciones bajo criterios, detallar que 
soluciones tecnológicas se usarán, junto a metodologías y el cronograma de actividades en 
conjunto con el presupuesto. No obstante, definir si es viable o no la solución planteada 
mediante el análisis de viabilidad. 
3.1. Soluciones a evaluar 
Para este plan de investigación se evaluaron diferentes tecnologías, marcos de trabajo, 
entre otros y asimismo se explicarán los motivos por el cual hemos escogido estas 
alternativas de solución. 
3.1.1. Evaluación de marco de trabajo para gestión de proyecto 
Escogimos como marco de trabajo para gestión de proyecto a SCRUM porque 
cumple con los siguientes criterios: es ideal para realizar trabajos en un tiempo 
menor a lo esperado, el equipo de proyecto debe hacer un seguimiento a cada 
fase del proyecto, las iteraciones pueden realizarse en el tiempo que pueda ser 
estimado, el equipo de proyecto debe planificar un inicio y fin del proyecto, 
realizando un monitoreo, el equipo de proyecto puede tomar decisiones para 
beneficiar la entrega del producto, la municipalidad necesita de una buena 
planificación para el cronograma del proyecto, de preferencia, cada integrante 
del equipo de proyecto, debe trabajar de acuerdo a su función, permite 
modificar el orden del desarrollo de tareas, el equipo de proyecto debe ser auto-
organizativo, multifuncional, no depender de terceros y el proyecto debe estar 
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enfocado a una buena administración de seguridad ciudadana. A continuación, 
se mostrará las evaluaciones que consideramos para tomar una decisión. 
 
Figura 1.- Evaluación para elección de marco de trabajo 
Como hemos podido apreciar, para la evaluación de gestión de proyectos 
hemos elegido trabajar bajo el marco de trabajo SCRUM, porque se adecúa a la 
realidad de nuestra investigación y dado que se requieren soluciones 
inmediatas, SCRUM se acopla muy bien a ellas. 
3.1.2. Evaluación de sistema operativo 
En cuanto a sistema operativo hemos elegido desarrollar para android y IOS 
porque cumplen con los siguientes criterios: Debe tener código abierto, para 
realizar alguna modificación si es necesaria, adaptable para cualquier 
resolución de pantalla, debe tener multitareas para las aplicaciones, los 
ciudadanos usan mayormente un sistema Android en la actualidad, debe tener 
cada cierto tiempo una actualización para mejorar las versiones de las 
aplicaciones, debe complementarse con una geolocalización para las 
ubicaciones de los ciudadanos, para nuestra seguridad, las aplicaciones deben 
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estar aisladas del resto de los recursos del sistema, la aplicación debe tener la 
opción de realizar una privacidad de datos al usuario, el sistema debe ser 
amigable con el usuario, y fácil de acceder para una descarga segura. A 
continuación, se mostrará las evaluaciones que consideramos para tomar una 
decisión. 
Figura 2.- Evaluación para elección de sistema operativo 
En esta elección, para la evaluación de sistemas operativos móviles, hemos 
elegido desarrollar para android y IOS, porque son 2 de los sistemas operativos 
más usados actualmente y la gran mayoría de ciudadanos del Cercado de Lima 
lo usan y porque es más factible desarrollar en ambos sistemas operativos que 
en el casi desaparecido Windows phone. 
3.1.3. Evaluación de diseño y desarrollo de software 
En cuanto a metodología de diseño y desarrollo de software hemos elegido 
realizarlo con RUP y su lenguaje UML porque cumple con los siguientes 
criterios: el proyecto deberá presentar un equipo de trabajo para el desarrollo, 
debe asegurar que se apliquen buenas prácticas durante el transcurso del 
diseño, se puede realizar la modificación de la iteración, siempre y cuando sea 
de emergencia., debe desarrollar una arquitectura basada en componentes, debe 
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ser iterativo e incremental durante el desarrollo, asignar tareas y 
responsabilidades de manera clara, ordenada y sencilla de explicar, debe existir 
un control de cambios, debe explicar de una manera clara mediante gráficos 
como serán las funcionalidades del sistema, debe explicar el rol que tendrá una 
persona en un determinado momento del proyecto, el proyecto deberá ser 
ajustado a las necesidades que se soliciten al iniciar la planificación. A 
continuación, se mostrará las evaluaciones que consideramos para tomar una 
decisión. 
Figura 3.- Evaluación para elección de metodologías en diseño y desarrollo 
Como hemos podido apreciar, para la evaluación de metodologías para 
desarrollo, hemos elegido usar RUP, ya que permite desarrollar una 
arquitectura basada en componentes y es iterativo e incremental. Además que 
sus entregables son bastante entendibles y permite dar una visión mayor de los 




3.1.4. Evaluación de IDE para desarrollo de sistema web 
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En cuanto a IDE a usar para el desarrollo del sistema web hemos elegido hacer 
uso de netbeans porque cumple con los siguientes criterios: el proyecto 
requiere que el IDE a elegir sea gratuito, de código abierto y multiplataforma, 
debe tener soporte con java 8, para el control de versiones debe presentar 
compatibilidad con Git, debe tener una GUI interactiva que permita arrastrar y 
soltar elementos, mostrar una interfaz  de usuario amigable para el 
desarrollador, contar con capacidades de depuración, prueba y creación de 
perfiles, autocompletado presente en el IDE para una codificación más 
eficiente, el IDE a elegir debe tener mejor compatibilidad con Java Enterprise, 
el IDE a escoger debe ser conocido por la gran mayoría de desarrolladores para 
ofrecer un abanico extenso de posibilidades. A continuación, se mostrará las 
evaluaciones que consideramos para tomar una decisión. 
Figura 4.- Evaluación para la elección de ide web de desarrollo 
Como hemos podido apreciar, para la evaluación de IDE web de desarrollo, 
hemos elegido usar Netbeans, porque posee una gran cantidad de 
funcionalidades y para el desarrollador avanzado, este IDE, le es muy confiable 
para el desarrollo. 
3.1.5. Evaluación de IDE para desarrollo de aplicativo móvil 
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En cuanto al IDE a usar para el desarrollo del aplicativo móvil hemos elegido 
hacer uso de android studio y xcode porque cumplen con los siguientes 
criterios: el proyecto requiere que el IDE a elegir sea gratuito, de código 
abierto y multiplataforma , debe tener soporte con java 8 o swift, para el 
control de versiones debe presentar compatibilidad con Git, debe tener una 
GUI interactiva que permite arrastrar y soltar elementos, mostrar una interfaz  
de usuario amigable para el desarrollador, construcción de herramientas debe 
ser más ágil para el proyecto, organización del proyecto mucho más ordenada 
en cuanto a proyectos de media complejidad, herramientas de diseño de 
interfaz debe ser robusta. A continuación, se mostrará las evaluaciones que 
consideramos para tomar una decisión. 
Figura 5.- Evaluación para la elección de ide móvil de desarrollo 
En esta elección, para la evaluación de IDE móvil de desarrollo, hemos elegido 
usar Android Studio, ya que usar un IDE nativo para aplicaciones móviles es 
mucho más estable que usar un IDE con un “parche”. 
 
3.1.6. Evaluación de base de datos 
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En cuanto a gestor de base de datos hemos elegido hacer uso de postgresql 
porque cumple con los siguientes criterios: el gestor de base de datos a elegir 
debe hacer uso del lenguaje SQL, debe tener ser de código abierto y licencia 
gratuita, para el uso constante del proyecto debe presentar alta disponibilidad, 
debe ser muy rápido ante consultas muy complejas, debe presentar consultas 
optimizadas para requerimientos grandes, ofrece un gran abanico de 
herramientas, debe presentar un buen soporte ante grandes procedimientos 
almacenados, ofrece un modelado avanzado de datos, ofrece una escalabilidad 
muy grande. A continuación, se mostrará las evaluaciones que consideramos 
para tomar una decisión. 
Figura 6.- Evaluación para la elección de gestor de base de datos 
En esta elección, para la evaluación de gestor de base de datos, hemos elegido 
usar PostgreSQL, ya que su uso es gratuito y ofrece una gran adaptabilidad 






3.1.7. Evaluación de lenguaje de programación 
En cuanto al lenguaje de programación hemos elegido hacer uso de Java  y 
swift porque cumple con los siguientes criterios: el lenguaje a elegir deber 
permitir a una aplicación web compleja y altamente concurrente, el lenguaje a 
elegir debe soportar proyectos de concurrencia compleja web, debe interactuar 
rápidamente del lado del servidor, debe contar con un ecosistema más grande y 
mejor, la comunidad de desarrolladores debe estar en constante evolución, 
nuevas bibliotecas para importar en requerimientos grandes, debe estar 
orientado a objetos. A continuación, se mostrará las evaluaciones que 
consideramos para tomar una decisión. 
Figura 7.- Evaluación para la elección de lenguaje de programación 
Como hemos podido apreciar, para la evaluación de lenguaje de programación 
hemos elegido usar java y swift, porque en el caso de java es el más robusto 







3.1.8. Evaluación de modelo de servicio cloud 
En cuanto al uso del modelo de servicio Cloud hemos elegido hacer uso de 
PAAS porque cumple con los siguientes criterios: el proyecto requiere que 
tanto en el desarrollo y en el despliegue de las aplicaciones sea simple y 
rentable , necesita que soporte escalabilidad, es necesario que sea 
económicamente factible, debe ofrecer alta disponibilidad como 24/7, que 
ofrezca a los desarrolladores la capacidad de crear aplicaciones tanto web y 
como móviles, debe ofrecer reducción de la cantidad de codificación, debe 
proporcionar una variedad de servicios para ayudar con el desarrollo, prueba y 
despliegue de aplicaciones, permite integración entre servicios web y base de 
datos. A continuación, se mostrará las evaluaciones que consideramos para 
tomar una decisión. 
Figura 8.- Evaluación para la elección de cloud a usar 
En esta elección, para la evaluación de tipo de cloud a usar hemos elegido 
PAAS, ya que se adapta a la gran cantidad de transacciones que realice el 





3.1.9. Evaluación de arquitectura de software 
En cuanto a la arquitectura de software elegida, hemos escogido hacer uso del 
modelo de 3 capas MVC porque cumple con lo siguientes criterios: El modelo 
notifica a la vista cualquier cambio que sufra el estado de modelo, se debe 
hacer referencia a los datos en el modelo, el controlador debe representar la 
lógica del negocio, debe representar claramente la interfaz con el usuario. A 
continuación, se mostrará las evaluaciones que consideramos para tomar una 
decisión. 
Figura 9.- Evaluación para la elección de arquitectura de software 
Como hemos podido apreciar, para la evaluación de tipos de arquitectura de 
software hemos elegido MVC, ya que es el más conocido y robusto. 
3.2. Recursos necesarios 
Los recursos necesarios para el presente plan de investigación los detallamos a 
continuación: 
3.2.1. IDE de desarrollo web 
NetBeans (Ver figura 4) 
Es un framework de código abierto (open source) multiplataforma para 
desarrollo de software a través del lenguaje Java, que fue creado por la empresa 
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Oracle. Tiene compatibilidad con una diversidad cantidades de base de datos y 
librerías JavaScript. También otorga un soporte para las actuales tecnologías 
Java y presenta un apoyo en línea por medio de su comunidad. 
3.2.2. IDE de desarrollo móvil en Android 
Android Studio (Ver figura 5) 
Es un entorno de desarrollo integrado (IDE) enfocado solo para el desarrollo de 
aplicaciones en Android y tiene como base al IDE creado por jetbrains, IntelliJ 
IDEA. Asimismo, contiene un alto nivel de editor de códigos y presenta las 
diversas herramientas para desarrolladores de IntelliJ. 
3.2.3. IDE de desarrollo móvil en IOS 
Xcode (Ver figura 5) 
Xcode se introdujo en el 2003, es un entorno de desarrollo integrado (IDE) 
creado por Apple que opera en conjunto con Interface Builder (herramienta 
gráfica para crear interfaces de usuario), que es fácil descargar de manera 
gratuita desde la Mac App Store. Estas herramientas en conjunto además 
incluyen un conjunto de compiladores del proyecto GNU (GCC) y puede 
compilar como el código Objective-C++, Objective-C, C++, C, AppleScript y 
Java, gracias a una gran calidad de modelos de programación. 
3.2.4. Lenguaje de programación web y móvil en Android 
Java (Ver figura 7) 
Java es el lenguaje estrella de programación (actualmente pertenece a la 
empresa Oracle) que puede operar en muchos y diferentes tipos de 
procesadores. Su lógica y sintaxis es muy similar al lenguaje C o C++, e 
incluye como suyas ciertas características que en otros lenguajes son 
extensiones: ejecución remota, gestión de hilos, etc. 
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Además de ellos, java es un lenguaje orientado a objetos, ello involucra que su 
concepto natural es muy semejante a la manera de pensar del ser humano. Y no 
menos importante, también presenta otras características muy fundamentales: 
 Es un lenguaje netamente compilado, que generan ficheros de clases, 
pero estas clases compiladas realmente son analizadas por la máquina 
virtual java la cual sostiene el control sobre las clases que se estén 
ejecutando en el momento. 
 Es un lenguaje multiplataforma: Debido a que el código java se 
encuentra presente en cualquier otro sistema operativo que presente 
instalado la máquina virtual java. 
 Es un lenguaje seguro: Debido a que la máquina virtual al dar ejecución 
del código java realiza validaciones de seguridad. 
 Una ventaja del API de java podemos expander el lenguaje para que 
pueda acceder a diferentes funcionalidades, por ejemplo, acceso a base 
de datos, comunicación de equipos mediante red, crear aplicaciones 
visuales al estilo Windows, crear páginas HTML sofisticadas. (Java) 
3.2.5. Lenguaje de programación móvil IOS 
Swift (Ver figura 7) 
Es un lenguaje de programación fundamentalmente para el desarrollo de 
aplicaciones, fue creado por la empresa Apple, y pueden desarrollarse en OS 
X, iOS, Watch OS y Apple TV. 
Es un excelente lenguaje de programación que nos permite acceder a una 
amplia comunidad de desarrolladores, en donde puede cooperar sin poseer 




Es un lenguaje ágil y eficiente que otorga información de manera simultánea y 
se une rápidamente con código escrito en Objective-C. Siendo así, los 
programadores de desarrollo pueden ofrecer más protección de seguridad, 
optimizar el tiempo y crear aplicaciones de gran envergadura. 
Ofrece los siguientes beneficios: 
 Código más limpio, claro y exacto que ayuda a la comprensión y 
redacción. 
 Beneficia mayormente a la depuración. 
 Ofrece deducción de tipos, tipado fuerte de datos, abundancia de 
operadores. 
 Genéricos. 
 Estructuras con protocolos, métodos y extensiones. 
 Borra los punteros, maneja el exceso de variables. 
 Gestión automática de la memoria. 
 Otorga el uso de modelos de programación funcional. (Apple) 
3.2.6. Repositorio 
Git 
Es un software de control de versiones. Definiendo al control de versiones 
como la gestión de los distintos cambios que se realizan sobre los elementos 
del producto o una configuración del mismo, es decir a la gestión de los 
distintos cambios que se efectúa sobre los elementos del producto o 
configuración, en pocas palabras es lo que realiza al momento de estar 
desarrollando un software o una aplicación web. Precisamente, cuando llegas a 
subir y actualizar tu código en la nube, o le agregas, editas cosas que no es lo 
que tus expectativas anhelaban. 
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Resumiendo, son generalmente las herramientas que nos conceden realizar 
todas esas modificaciones sobre nuestro código mencionado y nos permite que 
la administración de las diversas versiones del producto sea fácil de manipular. 
(Git) 
3.2.7. Herramienta de diagramación 
Lucidchart 
Es un instrumento que crea diagramas y gráficos al gusto del usuario. Cuando 
se genera diagramas de flujo nos permite dar origen a un mapa mental o la 
representación de un organigrama. 
Es un plataforma de trabajo en conjunto en donde nos facilita diseñar 
diagramas de diferentes clases. El software presenta la versión gratuita y nos 
permite realizar diferentes modelamientos de manera libre con tan solo 
registrarte y automáticamente se guardan los cambios. 
Entre sus funciones destacados son arrastrar y soltar los componentes 
directamente en el panel de trabajo, generando a crear diagramas versátiles y 
de buena calidad. 
Tiene como base al HTML5, evita el flash de compatibilidad para distintos 
dispositivos móviles, tablets. 
Presenta un historial de revisiones para que podamos verificar la consecución 
de modificaciones que se han realizado como distintos procesos de creación de 
un nuevo documento, indicando al usuario quién modifico el modelado, similar 
a un feed back, en cualquier circunstancia se puede visualizar el previo proceso 
de modificación. 
Tiene la cualidad de realizar comentarios en los modelamientos de los 
archivos, con la finalidad de interactuar con tu equipo de trabajo, entre si, por 
medio del chat que se les otorga. 
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Posibilita establecer el diagrama creado en cualquier página web, supervisando 
las actualizaciones que se realizan en cada momento dado. (Lucidchart) 
3.2.8. Gestor de base de datos 
PostgreSQL (Ver figura 6) 
Es una base de datos relacional de licencia libre, con el objetivo de promover 
soluciones ante los problemas existentes y mejorar el control de los datos de 
los usuarios. En comparación con sus competidores, sigue siendo libre. 
Asimismo, tiene muchas ventajas como: 
 Control de concurrencias multiversión. 
 Transacciones eventualmente consistentes. 
 Rendimiento eficiente. 
 Mayor escalabilidad. (PostgreSQL) 
3.2.9. Servicio cloud 
PaaS (Ver figura 8) 
Es una plataforma como servicio, está dirigido a las aplicaciones 
multimodulares o hacia el desglosamiento de soluciones de arquitecturas más 
complejas. Se garantiza la integración, interacción del medio para conectar los 
componentes de hardware y software que busca brindar soluciones completas 
al cliente para los largos procesos que se ejecuta. Ejemplo: Sistemas Crm, 
SharePoint, Exchange etc. El usuario usa la estrategia de servicio, paga por el 
uso y el proveedor procede con automatizar los requerimientos y la extensión 
de dichas aplicaciones. (Hostingred, 2015) 
3.2.10. Metodología de la Investigación 
Para el desarrollo de esto se usará el marco de trabajo SCRUM en conjunto con 
la metodología RUP para el desarrollo de software. 
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3.2.10.1. Sprint 1 – Inicio 
Este primer sprint se realiza con la fase inicial de RUP, la cual nos da a 
entender que debemos recabar toda clase de información para comenzar 
a construir entregables. A continuación, se detallarán las actividades de 
esta fase. 
3.2.10.1.1. Actividad 1 – Levantamiento de información mediante 
encuestas a ciudadanos 
Durante las fases principales de este proyecto realizamos una 
encuesta dirigida a los ciudadanos del distrito del Cercado de 
Lima, con el fin de saber la percepción de la seguridad 
ciudadana en ellos y también para medir la sensación que el 
serenazgo del Cercado de Lima les deja cuando realizan sus 
labores diarias. Las evidencias de esta actividad se encuentran 
en el folder 1, desde la página 1 y la página 22. Los resultados 
de esta encuesta se pueden apreciar con mayor detalle en el 
folder 2 en la sección explicación de resultados de las encuestas. 
3.2.10.1.2. Actividad 2 – Levantamiento de información mediante 
entrevista al Gerente de Seguridad Ciudadana 
Después de desarrollar la actividad 1 y con el fin de seguir 
recabando información separamos una entrevista en la Gerencia 
de Seguridad Ciudadana, la cual fue aceptada, así que el viernes 
24 de mayo del 2019 entrevistamos al Gerente de Seguridad 
Ciudadana con el fin de recabar información de como manejan 
el tema de seguridad desde allá y poder comparar con la 
información obtenida a través de las encuestas realizadas con 
anterioridad. El resultado fue preocupante porque esta entidad 
está tomando cartas en el asunto, pero la desinformación de la 
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ciudadanía es grande en cuanto a los planes que se vienen 
implementando. Las evidencias de esta entrevista se pueden 
encontrar en el folder 1, desde la página 23 hasta la página 27 y 
en el DVD adjunto con el rotulado de Evidencias Melgarejo 
Murillo 2019. Los resultados, en el folder 2 en la página 5. 
3.2.10.1.3. Actividad 3 – Levantamiento de información mediante 
entrevista al Supervisor del centro de control de operaciones 
Después de la actividad 3, se nos dio la autorización para poder 
para poder observar cómo tratan los incidentes en el centro de 
control de operaciones y entrevistar a un superior que se encarga 
de supervisar el trabajo de los operarios. Las evidencias de esta 
entrevista y el interior del centro de control de operaciones se 
podrán encontrar dentro del folder 1, desde la página 28 hasta la 
página 37 y en el DVD adjunto con el rotulado de Evidencias 
Melgarejo Murillo 2019. Los resultados, en el folder 2 en la 
página 6. 
3.2.10.1.4. Actividad 4 – Búsqueda de información 
Durante esta actividad se consultó diferentes fuentes 
bibliográficas para comprender mejor el tema de la seguridad 
ciudadana y sus elementos. Asimismo, las que ayudaron para 
desarrollar el marco teórico y definir las soluciones tecnológicas 
que se usaron. También para definir algunos conceptos dentro 
del glosario. Se puede apreciar con mayor énfasis en la sección 
Bibliografía. 




Esta actividad permite analizar el proceso que ha sido recopilado 
en las entrevistas realizadas a la Gerencia de Seguridad 
Ciudadana del Cercado de Lima, para darnos una idea de cómo 
el Serenazgo de ese distrito interactúa con un incidente que le es 
alertado. 
Entregable: proceso actual de alerta de incidentes. (Referencia 
pág. 70) 
3.2.10.1.6. Actividad 6 – Elaboración del proceso propuesto de alerta de 
incidentes 
Esta actividad permite mostrar el proceso que nosotros hemos 
planteado para la alera de incidentes, que parte desde el accionar 
del ciudadano, hasta la propia gestión del Serenazgo del Cercado 
de Lima, con previa evaluación de la gestión previamente dicha. 
Entregable: proceso propuesto de alerta de incidentes. 
(Referencia pág. 72) 
3.2.10.1.7. Actividad 7 – Elaboración del flujo del proceso propuesto de 
alerta de incidentes 
Esta actividad permite describir el flujo normal del proceso 
propuesto anteriormente, con la finalidad de que se pueda tener 
en un resumen todas las actividades de dicho proceso. 
Entregable: flujo de proceso propuesto de alerta de incidentes. 
(Referencia pág. 74) 
 
3.2.10.1.8. Actividad 8 – Elaboración de subprocesos propuestos de 
alerta de incidentes 
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Esta actividad permite analizar con mayor detalle cada 
subproceso del proceso propuesto, identificando entradas y 
salidas con sus respectivas características. 
Entregable: subprocesos propuestos de alerta de incidentes. 
(Referencia pág. 75) 
3.2.10.1.9. Actividad 9 – Elaboración del product backlog 
Esta actividad permitirá describir todas las tareas pretendidas 
durante todo el desarrollo del proyecto, considerando que todo el 
equipo de trabajo debe comprender cada una de las actividades a 
realizar. 
Entregable: product backlog. (Referencia pág. 83) 
3.2.10.1.10. Actividad 10 – Elaboración de requerimientos funcionales 
Esta actividad servirá para identificar cuáles son los servicios 
que brindará el sistema y como interactuará con los usuarios que 
lo utilizarán. 
Entregable: tabla con requerimientos funcionales. (Referencia 
pág. 87) 
3.2.10.1.11. Actividad 11 – Elaboración de requerimientos no 
funcionales 
Esta actividad permitirá detallar cuáles son las funcionalidades 
que no son prioridad y que son vistas como un recordatorio de 
cómo debe ser el sistema que se está proponiendo. 
Entregable: tabla con requerimientos no funcionales. 
(Referencia pág. 89) 




Esta actividad consiste en analizar e identificar cuáles son los 
macroprocesos que tiene actualmente la entidad para realizar sus 
labores y poder plasmarla vinculando a los respectivos actores, 
con el fin de ampliar nuestra visión sobre cómo se encuentra 
actualmente la entidad. 
Entregable: diagrama de casos de uso del negocio. (Referencia 
pág. 91) 
3.2.10.1.13. Actividad 13 – Elaboración de diagrama de casos de uso del 
sistema 
Esta actividad consiste en plasmar toda la funcionalidad que se 
tiene pensado realizar para cumplir con las expectativas que se 
identificó en el diagrama de casos de uso del negocio, enlazando 
cada una al actor que se verá involucrado. Adicionalmente, se 
permite el uso de comentarios para un mejor entendimiento del 
diagrama por parte de los stakeholders. 
Entregable: diagrama de casos de uso del sistema. (Referencia 
pág. 92) 
3.2.10.2. Sprint 2 – Elaboración 
En este sprint 2 comenzaremos a desarrollar diagramas para poder 
realizar entregables bajo la segunda etapa de la metodología de 
desarrollo de software. A continuación, detallaremos las actividades de 
esta etapa. 
3.2.10.2.1. Actividad 14 – Elaboración de arquitectura propuesta 
Esta actividad nos enseña cómo es que hemos planteado la 
solución de arquitectura propuesta mediante un solo gráfico en 
65 
 
general y detallando como quedará la comunicación desde el 
usuario hasta donde este alojado la base de datos. 
Entregable: arquitectura propuesta. (Referencia pág. 94) 
3.2.10.2.2. Actividad 15 – Elaboración de diagrama de clases 
Esta actividad permite diseñar cómo será construido el sistema, 
en base al modelo de tres capas y los componentes. Cada clase 
independiente tendrá características que lo harán único y se 
diferenciará de las demás. Además que, para poder funcionar 
adecuadamente, estarán relacionadas con otras y sus 
interacciones. 
Entregable: diagrama de clases. (Referencia pág. 95) 
3.2.10.2.3. Actividad 16 – Elaboración de diagrama de objetos 
Esta actividad permite analizar cada instancia de una clase, que 
será vista como un objeto y cada una estará compuesta de 
nombre y atributos respectivos. Cabe indicar que este diagrama 
describe la estructura estática de un sistema en un momento 
particular para probar la precisión de los diagramas de clases. 
Entregable: diagrama de objetos. (Referencia pág. 96) 
3.2.10.2.4. Actividad 17 – Elaboración de diagrama de secuencia 
Nos permite analizar el ciclo de vida en la interacción de 
usuarios, entidades y objetos del sistema, mostrando los 
mensajes intercambiados antes la línea de vida culmine. 
Entregable: diagrama de secuencia. (Referencia pág. 96) 
3.2.10.2.5. Actividad 18– Elaboración de diagrama de estados 
Esta actividad permite analizar un momento particular de un 
objeto, como por ejemplo cuando una alerta es activada, cuáles 
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son las situaciones durante su ciclo de vida. De esa forma 
describir estos estados, con un inicio y un fin. 
Entregable: diagrama de estados. (Referencia pág.99) 
3.2.10.2.6. Actividad 19 – Elaboración de diagrama de actividades 
Esta actividad permite visualizar la naturaleza y dinámica del 
sistema por medio del modelo de flujo que se evidencia de 
actividad en actividad, es decir, modelaremos el flujo de trabajo 
interno de una operación en específica. 
Entregable: diagrama de actividades. (Referencia pág.100) 
3.2.10.2.7. Actividad 20 – Elaboración de diagrama de componentes 
Esta actividad permite describir la forma en que organizaron los 
componentes físicos del sistema. Cabe resaltar que un 
componente es una construcción física de un sistema. Además, 
un componente puede tener un determinado número de 
dependencias que el diagramador crea conveniente plasmar en 
este diagrama. 
Entregable: diagrama de componentes. (Referencia pág. 103) 
3.2.10.2.8. Actividad 21 – Elaboración de interfaces gráficas de sistema 
web 
Esta actividad permitirá hacernos una idea de cómo va a quedar 
el sistema, desde como interactuará el personal que brinda 
seguridad y propone estrategias contra los incidentes que 
competen con sus funciones con el proyecto hasta como estará 
estilizada. Además, se verá plasmado todo lo solicitado, 
permitiendo corregir errores y nuevos requerimientos con 
respecto a los gráficos. 
67 
 
Entregable: interfaces gráficas del sistema web. (Referencia pág. 
104) 
3.2.10.2.9. Actividad 22 – Elaboración de interfaces gráficas de 
aplicación móvil 
Esta actividad permitirá hacernos una idea de cómo va a quedar 
el sistema, desde como interactuará el usuario con el proyecto 
hasta como estará estilizada. Además, el usuario verá plasmada 
todo lo solicitado, permitiendo corregir errores y nuevos 
requerimientos con respecto a los gráficos. 
Entregable: interfaces gráficas del aplicativo móvil. (Referencia 
pág. 107) 
3.2.10.3. Sprint 3 – Construcción 
3.2.10.3.1. Actividad 23 – Elaboración de modelamiento lógico de la 
base de datos 
Esta actividad permitirá describir datos con un detalle mayor sin 
llegar a tener todo, ya que solo muestra la relación entre las 
entidades, llaves primarias y foráneas y atributos. 
Entregable: modelamiento lógico de la base de datos. 
(Referencia pág. 111) 
3.2.10.3.2. Actividad 24 – Elaboración de modelamiento físico de la 
base de datos 
Esta actividad mostrará datos más cercanos a una estructura de 
base de datos, porque las estructuras de la tabla, el nombre de la 
columna, el tipo de datos, restricciones, llave principal, llave 
foránea y relaciones son visibles. 




3.2.10.3.3. Actividad 25 – Elaboración de diccionario de base de datos 
Esta actividad permitirá conocer todos los atributos de las tablas 
de la base de datos con mayor precisión, ya que se conocerá su 
función exacta, evitando así una malinterpretación por parte de 
los desarrolladores hacia los stakeholders. 
Entregable: diccionario de base de datos. (Referencia pág. 113) 
3.2.10.4. Sprint 4 – Transición 
3.2.10.4.1. Actividad 26 – Elaboración de pruebas de caja negra 
Esta actividad permitirá analizar y visualizar si la funcionalidad 
que se espera del sistema es la adecuada y para ello se procede a 
observar todo el funcionamiento del sistema, sin importar el 
código. Para este caso, se escogerá algunas funcionalidad 
propuesta y evidenciada en las interfaces gráficas, tanto del 
sistema web como del sistema móvil. 






3.2.11. Cronograma de actividades y presupuesto 
Actividades 
CRONOGRAMA DE ACTIVIDADES 
2019 
Marzo Abril Mayo Junio 
1. Desarrollo S4 S1 S2 S3 S4 S1 S2 S3 S4 S1 S2 S3 S4 
Encuestas a ciudadanos X X X X X X X X X         
Entrevista a gerente de seguridad ciudadana                 X         
Entrevista a supervisor de centro de control de operaciones                 X         
Revisión de fuentes bibliográficas X X X X X X X X X X X X   
Fases de RUP                           
Sprint 1 - Inicio                           
Desarrollo de proceso actual de alerta de incidentes                 X         
Desarrollo de proceso propuesto de alerta de incidentes                 X         
Desarrollo de flujo de proceso propuesto de alerta de incidentes                 X         
Desarrollo de subprocesos propuesto de alerta de incidentes                 X         
Elaboración de product backlog                 X         
Elaboración de requerimientos funcionales                 X         
Elaboración de requerimientos no funcionales                 X         
Elaboración de diagramas de casos de uso del negocio                 X         
Elaboración de diagramas de casos de uso del sistema                 X         
Sprint 2 - Elaboración                           
Elaboración de arquitectura propuesta                   X       
Elaboración de diagrama de clases                   X       
Elaboración de diagrama de objetos                   X       
Elaboración de diagrama de secuencia                   X       
Elaboración de diagrama de colaboración                     X     
Elaboración de diagrama de estados                     X     
Elaboración de diagrama de actividades                     X     
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Elaboración de diagrama de componentes                     X X   
Elaboración de interfaces gráficas del sistema web                       X   
Elaboración de interfaces gráficas del aplicativo móvil                       X   
Sprint 3 - Construcción                           
Modelamiento lógico de la base de datos                       X   
Modelamiento físico de la base de datos                       X   
Elaboración de diccionario de base de datos                       X   
Sprint 4 - Transición                           
Elaboración de pruebas de caja negra                       X X 
2. Sustentación                           
Sustentación de la investigación                         X 
 























Recursos Humanos         
Honorarios de Investigadores (2) Pago por mes 3 S/. 1,000.00 S/. 3,000.00 
Equipos         
Laptop Toshiba Computador portatil 1 S/. 0.00 S/. 0.00 
Laptop Asus Computador portatil 1 S/. 0.00 S/. 0.00 
Impresora multifuncional Epson L220 Impresora 1 S/. 542.00 S/. 542.00 
Internet Claro de 20 Mbps Pago por mes 3 S/. 65.00 S/. 195.00 
Software         
Lucidchart con licencia básica Suscripción por mes 3 S/. 19.87 S/. 59.61 
Google drive Suscripción ilimitada 2 S/. 0.00 S/. 0.00 
Netbeans Suscripción ilimitada 2 S/. 0.00 S/. 0.00 
Android Studio Suscripción ilimitada 2 S/. 0.00 S/. 0.00 
Xcode Suscripción ilimitada 2 S/. 0.00 S/. 0.00 
PostgreSQL Suscripción ilimitada 2 S/. 0.00 S/. 0.00 
Git Suscripción ilimitada 2 S/. 0.00 S/. 0.00 
PAAS de Azure* Suscripción por mes 12 S/. 968.13 
S/. 
11,617.56 
Materiales         
Papel bond A4 75 gr Xerox Paquete de 1/2 millar 1 S/. 10.90 S/. 10.90 
Lapicero azul tinta seca Pilot unidad 2 S/. 3.00 S/. 6.00 
Lápiz grafito f con borrador Faber Castell unidad 2 S/. 1.60 S/. 3.20 
Borrador blanco grande Faber Castell unidad 2 S/. 0.90 S/. 1.80 
Tinta de color negro Epson 70ml  botella de 195 ml 2 S/. 32.00 S/. 64.00 
Tinta de color cyan Epson 70ml  botella de 195 ml 1 S/. 32.00 S/. 32.00 
Tinta de color magenta Epson 70ml  botella de 195 ml 1 S/. 32.00 S/. 32.00 
Tinta de color amarillo Epson 70ml  botella de 195 ml 1 S/. 32.00 S/. 32.00 
Servicios         
Refrigerio (2 investigadores * 10 soles * 
20 días) Pago por mes 3 S/. 400.00 S/. 1,200.00 
Agua Pago por mes 3 S/. 20.00 S/. 60.00 
Luz Pago por mes 3 S/. 20.00 S/. 60.00 
Transporte Público (2 investigadores * 6 
soles * 20 días) Pago por mes 3 S/. 240.00 S/. 720.00 
   Total 
S/. 
17,636.07 
*PAAS de azure como es un servicio que 
se mantendrá operativo durante todo el 
día, se ha cotizado para 1 año, es decir 
que al siguiente año el costo anual será de 
S/. 11,617.56     
 




3.3. Estudio de viabilidad técnica 
Para el presente plan de investigación se ha evaluado la parte tecnológica del 
proyecto, visualizando tecnologías que ya está en el mercado y que tan solo nos 
puede servir de un inicio para este capítulo 
Partiendo de los marcos de trabajo existentes, SCRUM es uno de ellos y en el 
mercado actual es bastante utilizado por la gran mayoría de grupos de proyectos, sin 
embargo, no solo equipos de software, sino que SCRUM es tan dinámico que puede 
ser usado hasta en proyectos hogareños por sus famosas reuniones diarias. Lo bueno 
de SCRUM es que no tiene ningún costo usarlo, pero si conocimiento previo. 
Continuando, en lo concerniente a sistemas operativos móviles, tanto Android y IOS 
son dos de las arquitecturas que tienen la gran mayoría de personas en sus 
dispositivos móviles, porque al adquirir uno de estos equipos, ya vienen instalado con 
alguno de ellos. En el caso de Android, en la gran mayoría de equipos móviles y en el 
caso de IOS, sólo en los dispositivos de la marca Apple. El único costo para esto 
correría por parte del cliente al adquirir uno de estos equipos, y en el caso de la 
Gerencia de Seguridad Ciudadana, por parte de la municipalidad del cercado de Lima. 
En el caso de herramienta de diseño de software, RUP es una excelente herramienta, 
porque a pesar de tener tantos años ayudando a los grupos de proyectos no pierde 
vigencia, ya que permite dar una visión más amplia de la solución que se planteó, no 
sólo para el equipo, sino para los stakeholders y personas con poco conocimiento de 
software. Se hace mención a su lenguaje de modelado y es UML, que es gracias a este 
componente que es posible los diseños se planteen. Utilizar RUP no tiene costo 
alguno, pero sí es necesario una plataforma que permita el modelado de estos y para 
esta ocasión se eligió Lucidchart, toda vez que permite modelar estos diagramas 
desde una cuenta sin costo alguno y con varias restricciones. Cabe mencionar que es 
necesario contar con conocimientos previos de diseño con RUP. 
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Para continuar, en el caso de IDE para el desarrollo de sistemas web, se ha elegido 
Netbeans, y es que este IDE es muy potente y permite una gran variedad de 
herramientas que para el desarrollador lo hace indispensable usarlo. Además, en 
cualquier centro universitario se dicta clase a los alumnos partiendo de Netbeans, y no 
solo esto, este IDE tiene una gran comunidad de personas que lo usan, por lo que ante 
cualquier dificultad presentada en el camino, ello estarán dispuestos a ayudar. Y en el 
ámbito web es un IDE dinámico ya que permite reutilizar código y buscarlo sin 
mucho esfuerzo. Usar Netbeans no tiene costo alguno, pero si es necesario contar con 
especialistas para un proyecto de gran magnitud. 
Continuando, en lo concerniente a IDE para el desarrollo de sistemas móviles se 
escogió a Android Studio y Xcode, porque ambos son IDE nativos para el desarrollo 
de aplicaciones móviles y no depende de parches o actualizaciones para el desarrollo 
de estas aplicaciones en muchos IDE diferente que este orientado a otros tipos de 
sistemas. Además, tienen una gran aprobación por la comunidad, así que no será tan 
dificultoso desarrollar en estos IDE. El uso de ambos es gratuito, pero, como en el 
caso anterior, es necesario contar con especialistas para un proyecto de gran 
magnitud. 
En el caso del lenguaje de programación, tanto para desarrollo web y móvil en 
Android se escogió Java, por su forma de trabajar con objetos que lo hace ideal para 
el modelo de tres capas y por su compatibilidad con el IDE Netbeans y Android 
Studio, ya que ambos fueron creados para funcionar con este lenguaje. Y así como 
estos IDE que mencionamos hace un momento, Java también tiene una gran 
comunidad y es avalada por la FSF. Además, este lenguaje de programación sirve 
para sistemas con licencia abierta. Usar Java no tiene costo alguno, pero en caso de 
un proyecto grande es necesario contar con especialistas. 
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Para continuar, en el caso del lenguaje de programación para el desarrollo de sistema 
móvil en IOS se escogió Swift, porque permite un código más simplificado y no tanto 
conocimiento de este lenguaje para desarrollar código complejo. Además, es el 
lenguaje con el que Xcode puede realizar un determinado sistema móvil para IOS. A 
pesar de ser un lenguaje nuevo cuenta con una gran comunidad de desarrolladores 
dispuestos a ayudar ante cualquier dificultad. Su uso es gratuito, pero con las 
condiciones que hemos visto en casos pasados. 
En el caso de gestor de base de datos elegimos postgreSQL porque tiene un buen 
soporte para proyectos grandes y hace uso del lenguaje SQL por lo que una persona 
que conozca SQL Server no le sería complicado adaptarse a este gestor. Además de 
que cuenta con una gran cantidad de personas interesadas en postgreSQL en 
diferentes comunidades. Su uso es gratuito y basta con conocer otros gestores de base 
de datos que usen el lenguaje SQL para comprenderlo. 
En el caso de los servicios cloud elegimos implementarlo en una Plataforma como un 
Servicio (PaaS), porque nos permite modificar el código a cada momento, una gran 
capacidad de almacenamiento y procesamiento, disponibilidad todo el día durante 
todos los años y permite realizar pruebas de despliegue. Todo ello bajo un servicio 
que se paga mensualmente. 
Por todo ello analizamos y vemos que la tecnología que vamos a usar es factible 
porque sólo usaremos una herramienta de paga y lo demás se ahorrará para poder 
contactar con personas que estarán totalmente involucradas con el proyecto. 
4. Capítulo 4: Análisis de los resultados de la investigación 
En esta etapa, después de haber planteado la solución, tomado decisiones sobre las 
herramientas utilizadas, presentamos los entregables que en conjunto constituyen el 
software y lo que es nuestra solución. Asimismo, los resultados obtenidos se encuentran 
en 22 entregables que pasamos a describir a continuación. 
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Figura 11.- Proceso actual de alerta de incidentes, Parte 2 
 
Este primer entregable refleja el estado actual de cómo está la situación entre la coordinación por parte del ciudadano, hasta llegar al 
Gerente de Seguridad Ciudadana y así como se puede observar, hay muchas falencias ya que se registran los incidentes en una 
computadora con Excel y no en un sistema centralizado donde pueda ser visto en línea por todos actores de esta investigación y registrado 
de la misma forma. 
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4.3. Actividad 7 – Flujo de proceso propuesto de alerta de incidentes 
Proceso Alerta de incidentes. 
Actor(es) Ciudadano, Operador de Centro de Control de 
Operaciones, Serenazgo, Policía Nacional del Perú, 
Gerente de Seguridad Ciudadana. 
Objetivo(s) Brindar una excelente alerta de incidentes para el 
ciudadano. 
Proceso General: Gestionar Alerta de Incidentes. 
Flujo Normal: 
1. Ciudadano: Observa un incidente que requiere intervención del Serenazgo. 
2. Ciudadano: Registra incidente ingresando datos relevantes y evidencias. 
3. Operador: Recepciona incidente registrado. 
4. Operador: Evalúa datos del incidente antes de ejecutar la acción. 
4.1. Si es netamente de seguridad. 
Operador: Observa que personal del serenazgo está disponible para ir al 
lugar de los hechos. 
4.2. No es netamente de seguridad. 
Operador: Deriva la atención a la entidad que corresponda / Fin del 
proceso. 
5. Operador: Observa que personal del serenazgo está disponible para ir al lugar 
de los hechos. 
5.1. Si es necesaria la intervención de la PNP. 
Operador: Alerta a serenazgos disponibles y a la PNP con datos 
relevantes. 
5.1.1. PNP: Recepciona alerta. 
5.1.2. PNP: Envía efectivos policiales al lugar de los hechos 
5.1.3. Serenazgo: Atenderá el incidente en conjunto con el serenazgo. 
5.2. No es necesaria la intervención de la PNP. 
Operador: Alerta a serenazgos disponibles con datos relevantes. 
5.2.1. Serenazgo: Recepciona alerta. 
6. Serenazgo: Recepciona alerta. 
6.1. Si se solicitó apoyo de la PNP. 
Serenazgo: Atenderá el incidente en conjunto con la PNP. 
6.2. No se solicitó apoyo de la PNP 
Serenazgo: Atenderá el incidente sólo con su personal. 
7. Serenazgo: Atenderá el incidente en conjunto con la PNP. 
7.1. Si es necesario dar aviso a otra entidad. 
Serenazgo: Avisar oportunamente a otra entidad para su rápida 
intervención. 
7.2. No es necesario dar aviso a otra entidad. 
Serenazgo: Continuará con la atención del incidente. 
7.2.1. Si se llegó a solucionar el incidente. 
Serenazgo: Actualiza estado del incidente. 
7.2.2. No se llegó a solucionar el incidente. 
Serenazgo: Continuará con la atención del incidente. 
8. Serenazgo: Avisar oportunamente a otra entidad para su rápida intervención. 
8.1. Si se llegó a solucionar el incidente. 
Serenazgo: Actualiza estado del incidente. 
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8.2. No se llegó a solucionar el incidente. 
Serenazgo: Continuará con la atención del incidente. 
9. Serenazgo: Actualiza estado del incidente. 
10. Operador: Visualiza nuevo estado del incidente. 
11. Operador: Finaliza atención del incidente. 
12. Gerente de Seguridad Ciudadana: Visualiza estados de los incidentes. 
13. Fin del proceso. 
 
Tabla 3.- Flujo del proceso propuesto de alerta de incidentes 
4.4. Actividad 8 – Subprocesos propuestos de alerta de incidentes 
4.4.1. Subproceso Observa un incidente 
Nombre Proceso Observa un incidente 
Entradas 
Responsable Ciudadano 
Descripción El ciudadano es testigo de un 
incidente en materia de seguridad 
en un determinado lugar del 




Grabación de vídeo, captura de 
fotos del incidente delictivo 
respectivamente. 
Receptor Ciudadano 
Proceso 1. El ciudadano observa un incidente en el Cercado de 
Lima. 
Salidas Obtención de evidencia necesaria para alertar al Serenazgo 
del Cercado de Lima. 
Tabla 4.- Subproceso Observa un incidente 
4.4.2. Subproceso Registra incidente 
Nombre Proceso Registra incidente 
Entradas 
Responsable Ciudadano 
Descripción El ciudadano reporta el incidente 




Registro de datos personales, 




Receptor Operador de centro de control de 
operaciones 
Proceso 1. El ciudadano abre la aplicación móvil. 
2. Registra los datos personales, adjunta las evidencias y 
describe el incidente delictivo. 
Salidas Registro del incidente por medio del aplicativo móvil. 
Tabla 5.- Subproceso Registra incidente 
4.4.3. Subproceso Recepciona incidente 
Nombre Proceso Recepciona incidente 
Entradas 
Responsable Operador de centro de control de 
operaciones 




Registro del incidente en el 
aplicativo móvil. 
Receptor Operador de centro de control de 
operaciones 
Proceso 1. El operador recepciona el incidente por medio del 
sistema web de su Central de Operaciones. 
Salidas Obtener el incidente del ciudadano que fue registrado. 
Tabla 6.- Subproceso Recepciona incidente 
4.4.4. Subproceso Evalúa datos del incidente 
Nombre Proceso Evalúa datos del incidente 
Entradas 
Responsable Operador de centro de control de 
operaciones 
Descripción Verificar y evaluar los datos del 




Registro del incidente en el 
aplicativo móvil. 
Receptor Operador de centro de control de 
operaciones 
Proceso 1. El operador verifica y evalúa el incidente registrado. 
2. El operador toma una adecuada decisión, dependiendo 
de la magnitud del incidente. 
82 
 
3. Si el incidente es grave, se verificará a los serenos 
disponibles para acudir al lugar de los hechos, caso 
contrario se derivará a la entidad que corresponda. 
Salidas Tomar una decisión con respecto al incidente registrado. 
Tabla 7.- Subproceso Evalúa datos del incidente 
4.4.5. Subproceso Observa serenos disponibles 
Nombre Proceso Observa serenos disponibles 
Entradas 
Responsable Operador de centro de control de 
operaciones 
Descripción El operador verificará a los serenos 
disponibles para acudir al lugar de 




Registro de un incidente netamente 
delictivo. 
Receptor Operador de centro de control de 
operaciones 
Proceso 1. El operador verifica en su mapa de GPS a los serenos 
disponibles. 
Salidas Visualizar a los serenos disponibles para que acudan al 
lugar del hecho delictivo. 
Tabla 8.- Subproceso Observa serenos disponibles 
4.4.6. Subproceso Deriva a entidad que corresponda 
Nombre Proceso Deriva a entidad que corresponda 
Entradas 
Responsable Operador de centro de control de 
operaciones 
Descripción El operador envía el incidente a la 




Registro de un incidente que no es 
delictivo. 
Receptor Operador de centro de control de 
operaciones 
Proceso 1. El operador al verificar que el incidente no es delictivo 
procede a derivar a la entidad correspondiente. 
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Salidas El incidente no delictivo se deriva a la entidad 
correspondiente. 
Tabla 9.- Subproceso Deriva a entidad que corresponda 
4.4.7. Subproceso Alerta a serenazgos y PNP 
Nombre Proceso Alerta a serenazgos y PNP 
Entradas 
Responsable Operador de centro de control de 
operaciones 
Descripción El operador evalúa si el incidente 
delictivo debe ser también alertado 





Registro del incidente delictivo. 
Receptor Serenazgo o en conjunto con la 
PNP. 
Proceso 1. El operador evalúa si el incidente delictivo debe ser 
también alertado a la PNP o caso contrario, sólo alertar 
al serenazgo. 
Salidas Alertar el incidente delictivo a la PNP para trabajar en 
conjunto con el serenazgo, o sólo alertar al serenazgo. 
Tabla 10.- Subproceso Alerta a serenazgos y PNP 
4.4.8. Subproceso Recepciona alerta Serenazgo 
Nombre Proceso Recepciona alerta Serenazgo 
Entradas 
Responsable Serenazgo 
Descripción El serenazgo recepciona el 
incidente delictivo por parte de la 




Registro del incidente delictivo. 
Receptor Serenazgo 
Proceso 1. El serenazgo recepciona la alerta del incidente delictivo 
por parte del operador. 
Salidas Recepción de alerta del incidente delictivo. 
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Tabla 11.- Subproceso Recepciona alerta Serenazgo 
4.4.9. Subproceso Recepciona alerta PNP 
Nombre Proceso Recepciona alerta PNP 
Entradas 
Responsable PNP 
Descripción La PNP recepciona el incidente 





Registro del incidente delictivo. 
Receptor PNP 
Proceso 1. La PNP recepciona la alerta del incidente delictivo por 
parte del operador. 
Salidas Recepción de alerta del incidente delictivo. 
Tabla 12.- Subproceso Recepciona alerta PNP 
4.4.10. Subproceso Envía efectivos policiales 
Nombre Proceso Envía efectivos policiales 
Entradas 
Responsable PNP 
Descripción La PNP ordena enviar efectivos 





Registro del incidente delictivo 
Receptor PNP 
Proceso 1. La PNP recepciona el incidente delictivo. 
2. La PNP ordena enviar efectivos policiales al lugar de los 
hechos delictivos para trabajar en conjunto con el 
serenazgo. 
Salidas La PNP ordena enviar efectivos policiales al lugar de los 
hechos delictivos. 
Tabla 13.- Subproceso Envía efectivos policiales 
4.4.11. Subproceso Atención en conjunto 




Responsable Serenazgo y PNP 
Descripción El serenazgo y la PNP trabajan en 





Registro del incidente delictivo. 
Receptor Serenazgo 
Proceso 1. Los efectivos policiales llegan al lugar de los hechos 
delictivos para apoyar al serenazgo. 
Salidas El serenazgo y la PNP trabajan en conjunto para solucionar 
el incidente delictivo. 
Tabla 14.- Subproceso Atención en conjunto 
4.4.12. Subproceso Atiende el incidente 
Nombre Proceso Atiene el incidente 
Entradas 
Responsable Serenazgo 





Registro del incidente delictivo. 
Receptor Serenazgo 
Proceso 1. El personal del serenazgo llega al lugar de los hechos 
2. El serenazgo atiende el incidente delictivo, sin la 
necesidad del apoyo de la PNP. 
Salidas El serenazgo atiende el incidente delictivo. 
Tabla 15.- Subproceso Atiende el incidente 
4.4.13. Subproceso Avisa oportunamente 
Nombre Proceso Avisa oportunamente 
Entradas 
Responsable Serenazgo 
Descripción El serenazgo avisa a otra entidad 







Registro del incidente delictivo es 
una amenaza. 
Receptor Serenazgo 
Proceso 1. El serenazgo evalúa si es necesario avisar a alguna otra 
entidad. 
2. El serenazgo al evaluar que el incidente delictivo tiene 
un grado de amenaza avisa oportunamente a dicha 
entidad para recibir su apoyo. 
Salidas El serenazgo avisa oportunamente a otra entidad para 
recibir su apoyo. 
Tabla 16.- Subproceso Avisa oportunamente 
4.4.14. Subproceso Actualiza el estado del incidente 
Nombre Proceso Actualiza el estado del incidente 
Entradas 
Responsable Serenazgo 
Descripción El serenazgo ingresa al aplicativo 
móvil y actualiza el estado del 




Registro del incidente delictivo. 
Receptor Operador de centro de control de 
operaciones 
Proceso 1. El serenazgo ingresa al aplicativo móvil. 
2. El serenazgo actualiza el estado del incidente. 
Salidas Actualización del estado del incidente. 
Tabla 17.- Subproceso Actualiza el estado del incidente 
4.4.15. Subproceso Analiza y evalúa la solución del incidente 
Nombre Proceso Analiza y evalúa la solución del incidente 
Entradas 
Responsable Serenazgo 
Descripción El serenazgo analiza y evalúa la 








Proceso 1. El serenazgo no pudo solucionar el incidente delictivo. 
2. El serenazgo analiza y evalúa la solución del incidente 
delictivo y solicita más tiempo. 
Salidas Analizar y evaluar una solución para el incidente delictivo. 
Tabla 18.- Subproceso Analiza y evalúa la solución del incidente 
4.4.16. Subproceso Visualiza nuevo estado del incidente 
Nombre Proceso Visualiza nuevo estado del incidente 
Entradas 
Responsable Operador de centro de control de 
operaciones 
Descripción El operador verifica en el sistema 





Actualización del registro de estado 
del incidente. 
Receptor Operador de centro de control de 
operaciones 
Proceso 1. El operador ingresa al sistema web. 
2. El operador verifica y visualiza el nuevo estado del 
incidente. 
Salidas Visualizar el nuevo estado del incidente. 
Tabla 19.- Subproceso Visualiza nuevo estado del incidente 
4.4.17. Subproceso Finaliza atención del incidente 
Nombre Proceso Finaliza atención del incidente 
Entradas 
Responsable Operador de centro de control de 
operaciones 
Descripción El operador en su sistema web, 




Registro de actualización del estado 
del incidente. 
Receptor Ciudadano 
Proceso 1. El operador ingresa al sistema web. 
2. El operador ingresa datos para finalizar la atención. 
3. El operador finaliza la atención del incidente e 




Salidas Finalizar la atención del incidente. 
Tabla 20.- Subproceso Finaliza atención del incidente 
4.4.18. Subproceso Visualiza estados de incidentes 
Nombre Proceso Visualiza estado de incidentes 
Entradas 
Responsable Gerente de la seguridad ciudadana 
Descripción El gerente visualiza el estado del 





Registro de incidente finalizado. 
Receptor Ciudadano 
Proceso 1. El gerente ingresa al sistema web. 
2. El gerente verifica y visualiza el estado del incidente 
como concluido. 
3. Además, puede observar los incidentes que no han sido 
resueltos o en camino de serlo. 
Salidas Visualizar el estado del incidente por parte del gerente. 
Tabla 21.- Subproceso Visualiza estado de incidentes 
4.5. Actividad 9 – Product backlog 
PRODUCT BACKLOG 
Sprint Categoria 
Enunciado de la 
Historia 






necesito registrarme a 
la aplicación móvil, 
ingresando datos 
pertinentes y que 
pueda quedar 
constancia mediante el 
envio correo al que yo 
proporcione.> 
Registro <1> 
< - Mostrar los campos para ingresar los datos 
requeridos. 
  - Ingreso de mi nombre y apellidos, nombre 
de usuario, teléfono, fecha de nacimiento, 
correos necesarios y contraseña. 
  - Validar datos automáticamente antes de 
procesar el registro. 
  - Envio de constancia al correo 
proporcionado, informando que la cuenta ha 







<Como operador de 
centro de control de 
operaciones, usuario 
de PNP o gerente de 
seguridad ciudadana 
necesito registrarme a 
la aplicación web, 
ingresando datos 
pertinentes y que 
pueda quedar 
constancia mediante el 
envio correo al que yo 
proporcione.> 
Registro <1> 
< - Mostrar los campos para ingresar los datos 
requeridos. 
  - Ingreso de mi nombre y apellidos, nombre 
de usuario, teléfono, dni, dirección de 
domicilio, distrito de residencia, fecha de 
nacimiento, correos necesarios y contraseña. 
(en caso de ser de PNP deberá ingresar a que 
comisaría labora.) 
  - Validar datos automáticamente antes de 
procesar el registro. 
  - Envio de constancia al correo 
proporcionado, informando que la cuenta ha 





<Como personal de 
serenazgo necesito 
registrarme a la 
aplicación móvil, 
ingresando datos 
pertinentes y que 
pueda quedar 
constancia mediante el 
envio correo al que yo 
proporcione.> 
Registro <1> 
< - Mostrar los campos para ingresar los datos 
requeridos. 
  - Ingreso de mi nombre y apellidos, nombre 
de usuario, teléfono, dni, dirección de 
domicilio, distrito de residencia, fecha de 
nacimiento, correos necesarios y contraseña. 
  - Validar datos automáticamente antes de 
procesar el registro. 
  - Envio de constancia al correo 
proporcionado, informando que la cuenta ha 






necesito poder ingresar 
a la plataforma realizar 
mis actividades diarias> 
Login <1> 
< - Mostrar los campos para ingresar los datos 
requeridos. 
  - Ingreso de usuario y contraseña. El usuario 
es el que nombre de usuario que se 
proporcionó en el registro. 
  - Validar datos automáticamente antes de 
procesar el acceso. 
  - Envio de constancia al correo 
proporcionado, informando que el inicio de 











< - Acceso a la plataforma con mi usuario y 
contraseña. 
  - Modificar contraseña. 
  - Validar datos automáticamente antes de 
procesar el registro. 
  - Envio de constancia al correo 
proporcionado informando que el 






necesito modificar mi 





< - Acceso a la plataforma con mi usuario y 
contraseña. 
  - Modificar datos personales y/o correo. 
  - Validar datos automáticamente antes de 
procesar el registro. 
  - Envio de constancia al correo 
proporcionado informando que el 








operador de centro de 







< - Mostrar los campos para ingresar los datos 
requeridos. 
  - Ingreso de mi nombre, dirección, teléfono, 
latitud, longitud, geolocalización de 
jurisdicción y comisario a cargo. 
  - Validar datos automáticamente antes de 
procesar el registro. 
  - Envio de constancia al correo 
proporcionado, informando que la cuenta ha 






operador de centro de 
control de operaciones 







< - Acceso a la plataforma con mi usuario y 
contraseña. 
  - Modificar datos de la comisaría. 
  - Validar datos automáticamente antes de 
procesar el registro. 
  - Envio de constancia al correo 
proporcionado informando que el 






operador de centro de 
control de operaciones 
necesito dar 
mantenimiento general 





< - Acceso a la plataforma con mi usuario y 
contraseña. 
  - Seleccionar un usuario en específico. 
  - Editar o eliminar dicho usuario indicando 
motivo de la elección escogida. 
  - Envio de constancia al correo 
proporcionado informando que el 













< - Mostrar los campos para ingresar los datos 
requeridos. 
  - Ingreso de tipo de incidente, pequeña 
descripción, evidencia digital y de manera 
opcional un detalle completo de lo 
acontecido. 
  - Validar datos automáticamente antes de 
procesar el registro. 
  - Envio de constancia al correo 
proporcionado, informando que la cuenta ha 






operador de centro de 
control de operaciones 
necesito visualizar los 
incidentes registrados 





< - Acceso a la plataforma con mi usuario y 
contraseña. 
  - Observar los incidentes por atender y 
escoger el que tenga mayor prioridad. 
   - Dar aviso a los serenazgos más cercanos al 
lugar de los hechos. 
   - De manera opcional se dará aviso a la 
comisaría que dentro de su jurisdicción 







recibir las alertas que el 
usuario operador de 
centro de control de 
operaciones me envíe 





< - Acceso a la plataforma con mi usuario y 
contraseña. 
  - Observar el incidente que se me asignó 
para atender e ir al lugar de los hechos. 
   - Una vez atendido por mi parte dar una 








<Como usuario de PNP 
necesitaré recibir las 
alertas que el usuario 
operador de centro de 
control de operaciones 





< - Acceso a la plataforma con mi usuario y 
contraseña. 
  - Observar el incidente que se me asignó 
para atender y mandar efectivos policiales al 
lugar de los hechos. 
   - Una vez atendido por mi personal policial, 
se dará una alerta con datos y evidencia de 






operador de centro de 
control de operaciones 
necesito dar por 




< - Acceso a la plataforma con mi usuario y 
contraseña. 
  - Observar las alertas que el serenazgo, y si lo 
hubiese también de la PNP, de la atención por 
parte de ellos. 
  - Finalizar atención del incidente y actualizar 
estado. 
  - Enviar al correo del ciudadano de que su 






operador de centro de 
control de operaciones 
podré ver a través de 
un dashboard los tipos 







< - Acceso a la plataforma con mi usuario y 
contraseña. 
  - Observa los datos relevantes en directo con 





<Como usuario gerente 
de seguridad ciudadana 
podré obtener reportes 
actualizados del flujo 
de atención, incidentes 
atendidos o en proceso 
y otros. 
Reportes <4> 
< - Acceso a la plataforma con mi usuario y 
contraseña. 







ciudadano necesito dar 
un punto de vista de 
cómo me beneficia o 
me perjudica usar este 
aplicativo.> 
Sugerencias <4> 
< - Mostrar los campos para ingresar los datos 
requeridos. 
  - Ingreso de usuario y contraseña. Sólo para 
usuarios registrados en la plataforma. 
  - Ingresar al campo de Sugerencias. 
  - Envio de manera anónima alguna 
sugerencia.> 
 











































Módulo a nivel de usuarios para su 
registro. 










Módulo a nivel de usuarios para acceder al 
aplicativo web o móvil (de acuerdo al rol 
del usuario). 










Módulo a nivel de usuario operador de 
central de operaciones de control donde 

















Módulo a nivel de usuario ciudadano de 
reporte de incidentes. 










Módulo a nivel de usuario operador de 
central de operaciones de control donde 
visualizará los incidentes reportados para 














Módulo a nivel de usuario Serenazgo para 
realizar un seguimiento de la alerta que 















Módulo a nivel de usuario PNP para 
realizar un seguimiento de la alerta que 















Módulo a nivel de usuario operador de 
central de operaciones donde podrá 
finalizar atención de incidente. 
Mediu
m 












Módulo a nivel de usuario operador de 
central de operaciones para poder ver todos 
los incidentes resueltos y por resolver, 
junto con data relevante. 
Mediu
m 










Módulo a nivel de usuario gerente de 
seguridad ciudadana para poder generar 














Módulo a nivel de ciudadano para poder 
generar una sugerencia anónima con el fin 




















































El sistema web debe ser confiable realizando procesos ágiles y 












El aplicativo móvil debe ser confiable realizando procesos 












Se deben tener en cuenta la capacitación para el buen 
funcionamiento del sistema web y el aplicativo móvil. 










El sistema y el aplicativo deben ser simples y dinámicos para 





















La información proporcionada sobre el uso del software debe 












La interfaz de usuario (GUI) debe adecuarse a los 
requerimientos de los usuarios, mostrando gráficos en los 














El sistema y el aplicativo deben soportar la cantidad de usuarios 















El sistema y el aplicativo deben ser accesibles a posibles 

















El tiempo de respuesta a una consulta y reporte no se debe de 

































4.8. Actividad 12 – Diagrama de casos de uso del negocio 
 
 














4.9. Actividad 13 – Diagrama de casos de uso del sistema 
 





























4.11. Actividad 15 – Diagrama de clases 
 












4.12. Actividad 16 – Diagrama de objetos 
 
 
Figura 19.- Diagrama de objetos 
 
4.13. Actividad 17 – Diagrama de secuencia 
Para la siguiente actividad, consideraremos dos casos de uso, los cuales pasaremos a 
diseñar la secuencia que tendrán cada uno de ellos. Estos casos de uso son los 






4.13.1.  Diagrama de secuencia del caso de uso generar alerta incidente 
 










4.13.2.  Diagrama de secuencia del caso de uso recepción alerta 




















4.15. Actividad 19 – Diagrama de actividades 
Para la siguiente actividad, consideraremos dos casos de uso, los cuales pasaremos a 
diseñar la secuencia que tendrán cada uno de ellos. Estos casos de uso son los 
denominados “CUS_Generar_Alerta_Incidente” y “CUS_Recepcion_alerta”. 
 
4.15.1. Diagrama de actividades para el caso de uso generar alerta 
 
Figura 23.- Diagrama de actividades para caso de uso generar alerta 
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4.15.2. Diagrama de actividades para el caso de uso recepcionar alerta 
 

























4.16. Actividad 20 – Diagrama de componentes 
 




4.17. Actividad 21 – Interfaces gráficas del sistema web 
Para esta actividad, mostraremos los prototipos de todos los login, registros y cambios 































































































































































































































































































































































Figura 37.- Modelamiento físico de la base de datos 
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4.21. Actividad 25 – Diccionario de base de datos 
Nombre de Archivo: BDIncidentes   Fecha de creación: 23/06/2019 
Descripción: Base de datos que los registros de incidentes al personal del centro de control de operaciones 
      






idConexión 10 Conexión Primary key numérico Identificador de la tabla conexión 
idUsuario 10 Conexión Foreign key numérico Identificador del usuario que registra la conexión 
fechoraIni   Conexión Atributo fecha y hora Fecha y hora del inicio de sesión 
fechoraCier   Conexión Atributo fecha y hora Fecha y hora del cierre de sesión 
idPersona 10 Persona Primary key numérico Identificador de la tabla persona 
idUsuario 10 Persona Foreign key numérico Identificador del usuario ciudadano que tiene datos personales 
nombre 20 Persona Atributo cadena Nombre de la persona 
apellidos 40 Persona Atributo cadena Apellidos de la persona 
correo 40 Persona Atributo cadena Correo de la persona 
fecNac   Persona Atributo fecha Fecha de nacimiento de la persona 
telef 10 Persona Atributo cadena Teléfono de la persona 
observaciones 50 Persona Atributo cadena Atributo a rellenar en caso sea un comisario 
idEstado 10 Estado Primary key numérico Identificador de la tabla estado 
tipoEstado 1 Estado Atributo carácter Tipo de estado de un usuario 
idSeguridad 10 Seguridad Primary key numérico Identificador de la tabla seguridad 
idUsuario 10 Seguridad Foreign key numérico 
Identificador de un usuario encargado de la seguridad que tiene 
datos personales 
nombre 20 Seguridad Atributo cadena Nombre de la persona 
apellidos 40 Seguridad Atributo cadena Apellidos de la persona 
dni 8 Seguridad Atributo carácter DNI de la persona 
telefono 10 Seguridad Atributo carácter Teléfono de la persona 
direccionRes 40 Seguridad Atributo cadena Dirección de residencia de la persona 
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distritRes 40 Seguridad Atributo cadena Distrito de residencia de la persona 
fecNac   Seguridad Atributo fecha Fecha de nacimiento de la persona 
correo 40 Seguridad Atributo cadena Correo de la persona 
cargo 40 Seguridad Atributo cadena Cargo de la persona 
idEvenUsuxIncid 10 eventoUsuxIncid Primary key numérico Identificador de la tabla Evento de Usuario por Incidente 
idUsuario 10 eventoUsuxIncid Foreign key numérico 
Identificador de un usuario que registra eventos de un incidente 
en atención 
idIncidente 10 eventoUsuxIncid Foreign key numérico 
Identificador de un incidente abierto a quien haga referencia un 
registro de esta tabla 
detalle 20 eventoUsuxIncid Atributo cadena Breve concepto de el porque de este evento 
fechoraEvento   eventoUsuxIncid Atributo fecha y hora Fecha y hora del registro de este evento 
observaciones 40 eventoUsuxIncid Atributo cadena Detalle completo en un máximo de 40 palabras del evento 
idEvidencia 10 Evidencia Primary key numérico Identificador de la tabla Evidencia 
idEvenUsuxIncid 10 Evidencia Foreign key numérico Identificador de un evento que ha adjuntado una evidencia digital 
nombreEvidencia 40 Evidencia Atributo cadena Nombre automático de la evidencia 
detalle 50 Evidencia Atributo cadena Detalle breve de la evidencia 
idIncidente 10 Incidente Primary key numérico Identificador de la tabla incidente 
idUsuario 10 Incidente Foreign key numérico Identificador del usuario ciudadano que registra un incidente 
idComisaría 10 Incidente Foreign key numérico 
Identificador de la comisaría a la cual pertenece la jurisdicción del 
incidente 
idTipo 10 Incidente Foreign key numérico Identificador del tipo de incidente registrado 
idEvidencia 10 Incidente Foreign key numérico Identificador de la evidencia digital adjuntada 
detalle 50 Incidente Atributo numérico Breve concepto del incidente registrado 
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fechoraIncid   Incidente Atributo fecha y hora Fecha y hora del incidente registrado 
latitdCoor 30 Incidente Atributo cadena Latitud de Coordenadas del lugar de los hechos el incidente 
longCoor 30 Incidente Atributo cadena Longitud de Coordenadas del lugar de los hechos el incidente 
observaciones 50 Incidente Atributo cadena Detalle completo en un máximo de 50 palabras del evento 
idComisaría 10 Comisaría Primary key numérico Identificador de la tabla comisaría 
idPersona 10 Comisaría Foreign key numérico Identificador de la persona a cargo de esta comisaría 
nombre 40 Comisaría Atributo cadena Nombre de la comisaría 
direccion 40 Comisaría Atributo cadena Dirección de la comisaría 
latitdCoor 30 Comisaría Atributo cadena Latitud de Coordenadas de la ubicación de esta comisaría 
longCoor 30 Comisaría Atributo cadena Longitud de Coordenadas de la ubicación de esta comisaría 
latitdJuris 80 Comisaría Atributo cadena Latitudes que abarcan la jurisdicción de esta comisaría 
longJuris 80 Comisaría Atributo cadena Longitudes que abarcan la jurisdicción de esta comisaría 
idTipo 10 tipoIncidente Primary key numérico Identificador de la tabla tipo de incidente 
detalle 40 tipoIncidente Atributo cadena Detalle del tipo de incidente 
 













4.22. Actividad 26 – Pruebas de caja negra 
Para esta actividad hemos escogido poner a prueba el login al sistema web, para lo 








































Datos de entrada Resultado 
Usuario – Password Logueo de usuario 
Tipo de flujo 
 Archivo Pantalla  Informe         Formulario          x 
La estructura de datos que viaja con el flujo   
 Usuario - Password   
Comentarios 
El usuario ingresa sus credenciales de acceso para 






















Figura 39.- Formulario de login a la plataforma web puesto a prueba 
Como se pudo apreciar, el formulario de login tiene un validador que detectará si es 
que no ingresamos dato alguno y queremos iniciar sesión. El código de este 
























Conclusiones y recomendaciones 
Para este trabajo de investigación, se utilizó Scrum como marco de trabajo para la gestión de 
proyecto, RUP como metodología para el desarrollo de software y usaremos los sistemas 
operativos android y IOS para el sistema móvil, se realizaron encuestas y entrevistas para 
poder tener una idea de propuesta de solución frente a la problemática que se está viviendo en 
la actualidad en el distrito del Cercado de Lima. 
Se obtuvieron los siguientes resultados: 
 El sistema se encuentra operando las veinticuatro horas del día, para que el ciudadano 
pueda realizar sus registros de reporte de incidencias, éste es recepcionado por el 
operador del Centro de control y comunica inmediatamente al serenazgo disponible 
más cercano al lugar del hecho. 
 Las evidencias están guardadas en la base de datos del sistema y en la nube, para que 
las denuncias puedan ser efectivas y tengan credibilidad para que no vuelva a ocurrir 
el incidente y le caiga el peso de la justicia para la persona que cometió el agravio. 
 El uso del aplicativo móvil es amigable con el usuario, fácil de realizar el registro de 
reportes de incidentes, automáticamente se obtiene la ubicación, y está a la disposición 
del ciudadano. 
 La seguridad en la calidad de vida de los ciudadanos se incrementará, ya que 
actualmente todos cuentan a su disposición con un celular y/o un iPhone, y esto 
demostrará que, gracias a la coordinación entre el operador, el serenazgo y la PNP se 
puede dar solución a los incidentes que se presentan el día a día en el distrito. 
Es recomendable usar el aplicativo móvil, se obtendrá muchos más beneficios de los 
esperados, las pruebas de software son eficientes, cada iteración, cada sprint del proyecto fue 
realizado exitosamente, y el mantenimiento se realizará de manera constante para mejorar el 
servicio al ciudadano, y las alertas de incidentes al serenazgo sean más rápidas, queda 
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demostrado que se está mejorando el presupuesto del plan que maneja actualmente la 
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Anexo 1: Glosario 
Whatsapp: Aplicación que permite enviar y recibir mensajes instantáneos a través de un 
teléfono móvil. Adicionalmente permite intercambiar audios, fotos y videos. 
 
Geolocalización: Es la capacidad de conocer la posición geográfica (coordenadas) o ubicación 
de un objeto. 
 
FSF: Free Software Fundation es una fundación que apoya todo software o herramienta de 
licencia libre. 
 
Coordenadas: Es un concepto que se utiliza en la geometría y que permite nombrar a las 
líneas que se emplean para establecer la posición de un punto y de los planos o ejes 
vinculados a ellas. 
 
Plan Local de Seguridad Ciudadana: Es un plan de seguridad planteado y en ejecución por 
parte de la Gerencia de Seguridad Ciudadana con miras hacia el 2023. 
 
Stakeholder: Son los interesados del proyecto y velan por su culminación y su desarrollo 
según los parámetros acordados. 
 
Servicio FTP: Es un servicio de intercambio de datos dentro de las redes. 
 
IDE: Es un entorno de desarrollo integrado. 
 
MySQL: Es un gestor de base de datos sin licencia. 
 
SQL: Gestor de base de datos de propiedad de Microsoft. 
 
Feedback: Es una retroalimentación de cualquier proceso. 
 
Hewlett Packard: Empresa dedicada a desarrollar tecnología. 
 
IBM: Empresa dedicada a desarrollar tecnología. 
 
Oracle: Empresa creadora del gestor de base de datos que lleva su nombre. 
 
Middleware: Software que da diferentes servicios a diversas aplicaciones. 
 
BI: Inteligencia de Negocios. 
 
Middleware subyacente: Característica propia del middleware. 
 
Browser: Navegador web. 
 
HTTP: Servicio de internet. 
 




Intellij IDEA: IDE de desarrollo. 
 
Repositorio: Alojamiento de código fuera del ordenador. 
 
Multimodulares: Que contiene muchos módulos. 
 


















Anexo 2: Ficha de tarea de investigación 
 













































































































Nombre del Proyecto Implementación de 
un Sistema 
Integrado para la 
alerta de incidentes 
al Serenazgo del 
Cercado de Lima 
Fecha de Preparación 26/03/2019 
Preparado Por Murillo Valera 
Anthony Joel 
 
Aprobado Por Oficina de Proyectos 
(PMO) 
 
II.Necesidad del Negocio 
 Disponer de alerta de un incidente en cualquier momento del día dentro del 
centro de control de operaciones.  
III.Objetivos del Proyecto 
 Implementar un sistema integrado para reportar incidentes al Serenazgo el 
Cercado de Lima. 
IV.Alcance del Proyecto 
 Registro de incidentes por medio del aplicativo móvil. 
 Optimizar el tiempo de llegada por parte del Serenazgo del Cercado de Lima 
al lugar de los hechos. 
 Incremento de confianza en los ciudadanos al realizar sus reportes delictivos 
por medio del aplicativo móvil. 
 Recepción de evidencias delictivas en la nube para realizar denuncias. 
 Interoperabilidad en el sistema del Centro de control de operaciones. 
 Facilidad en el manejo y control del aplicativo móvil. 
 Efectividad en la comunicación, reportes y coordinación entre el Centro de 
control de operaciones, Serenazgo y la PNP. 
 
V.Descripción del Producto (Requerimientos del Producto) 
El Sistema integrado consistirá de los siguientes módulos: 
 Módulo de reporte de incidentes.  
 Módulo de registro de usuario. 
 Módulo de login. 
 Módulo de administración. 
 Módulo de visualización de incidentes. 
 Módulo de dashboard. 
 Módulo de seguimiento de incidentes. 
 Módulo de mantenimiento de incidentes. 
 Módulo de reportería. 
               El producto consistirá de los siguientes contenidos: 
 El aplicativo móvil debe tener un sistema operativo android y/o IOS. 
 Tener una operatividad 24x7. 
 Disponer de una ubicación exacta para la llegada del Serenazgo. 
 Realizar mantenimiento de manera constante al aplicativo. 
 Disponer de un sistema amigable con el usuario. 
VI.Participantes del Proyecto 
142 
 
 Gerente del 
Proyecto 
Murillo Valera Anthony Joel 
 Miembros del Proyecto Murillo Valera Anthony Joel 
Melgarejo Narcizo Luis Antonio 
 Involucrados  
 
VII.Fechas del Proyecto 
 Fecha de Inicio:26/03/2019 
 Fecha Fin: 27 Junio 2019 – Por definir. 
VIII.Otras Restricciones del Proyecto 
 Presupuesto: No gastar más de $25000 en su implementación  
 La aplicación será desarrollada con tecnología web y móvil. 
IX.Supuestos del Proyecto 
 El Centro de operaciones de control cuenta con una conectividad de alta 
disponibilidad. 
 
Tabla 27.- Project charter 
