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ABSTRAKT 
Výsledkem diplomové práce je návrh architektury pro softwarově definované rádio, 
která slouží k analýze signálu vysílaného RFID tagem v reálném čase. Cílem této 
analýzy je detekování a změření odpovědi RFID tagu v kmitočtové oblasti. Hlavním 
prostředkem pro dosažení cíle je implementace algoritmu rychlé Fourierovy 
transformace přímo na čip FPGA a snížení časové náročnosti oproti klasické koncepci 
SW radia USRP, tedy přenos IQ dat do PC a následné počítáni spektra v PC. Jsou zde 
popsány, podpůrné funkce v jazyku C++, pro nastavení parametrů FPGA, zobrazení 
digitálně vzorkovaných signálů pomocí grafického programovacího jazyka LabVIEW. 
Dále je popsána kostra navrženého řešení a implementace v univerzálním softwarovém 
rádiu. 
KLÍČOVÁ SLOVA 
RFID, UHD, UHF, LabVIEW, Visual Studio, MATLAB, USRP, N210, C++, Verilog, 
VHDL 
ABSTRACT 
The result of this thesis is to design architectures for software-defined radio, which is 
used to analyze the signal emitted by RFID tags in real time. The aim of this analysis is 
to detect and measure the response of the RFID tag in the frequency domain. The main 
means for achieving the goal is to implement an algorithm fast Fourier transform 
directly to the FPGA chip and reduce the time consumption compared to conventional 
concept of SW radio USRP, thus transferring IQ data to a PC and then counted 
spectrum in the PC. Described herein support functions in C ++, for setting parameters 
of FPGA, view digitally sampled signals using LabVIEW graphical programming 
language. There is described design and implementation of design in universal software 
radio. 
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Vzhledem k neustálému rozvoji bezdrátových technologií se s technologií RFID 
(z anglického Radio Frequency Identification) setkáváme čím dál častěji. Existuje velké 
množství odvětví, kde se RFID technologie využívají popřípadě, kde se počítá s jejich 
využitím do budoucna. V dnešní době se s RFID můžeme nejčastěji setkat v obchodech, 
kde jsou touto technologií označovány dražší kusy zboží, ve skladech (databáze 
materiálů), na dálnicích (mýtný systém KAPSCH) i ve sportovních odvětvích, běh 
(detekce hromadných startů), lyžování (turnikety)… Vzhledem k rostoucí poptávce po 
této technologii dochází k postupnému snižování cen RFID tagů a tudíž postupnému 
nahrazování identifikačních metod založených na optickém rozpoznání informace např.: 
čárové a QR kódy. 
Cílem této diplomové práce je navrhnout architekturu pro softwarově definované 
rádio USRP 2920 firmy National Instruments, která bude sloužit k analýze signálu 
vysílaného RFID tagem v UHF pásmu. Architektura je navržena tak, aby byla schopna 
pracovat v reálném čase. Signál tagu je analyzován ve spektrální oblasti za použití 
rychlé Fourierovy transformace. V první části dokumentu je stručně popsán historický 
vývoj technologie, základní princip RFID systému, frekvenční pásma, ve kterých tyto 
systémy pracují. Dále je zde uveden stručný přehled čteček, tagů, jejich antén a 
používaných komunikačních protokolů. Jsou zde uvedeny protokoly popsané normami 
ISO/IEC 14443 a EPC  Class-1 Generation-2. 
 Další část je věnována softwarově definovanému rádiu USRP firmy National 
Instruments, které je využito k vysílání příkazů a nosné vlny, která je modulována 
tagem a následnému vzorkování signálu odpovědi tagu. Je zde popsána základní 
architektura SDR a možnosti jeho rozšíření pomocí různých frontendů. Dále je zde 
stručně pospán grafický programovací jazyk LabVIEW, pomocí kterého je USRP rádio 
řízeno, a který zprostředkovává přenos vzorkovaných dat do PC. 
Následující část dokumentu je věnována především zpracování vzorkovaného 
signálu a samotnému návrhu architektury pro zpracování signálu v USRP – na čipu 
FPGA Spartan XC3SD3400A. Dále jsou zde popsány jednotlivé IP bloky a vyjádření 
číselné reprezentace mezi nimi. 
V další části je popsán způsob komunikace mezi FPGA a hostitelským PC, jsou 
zde popsány funkce pro zápis nastavovacích registrů a čtení a registrů s výsledky, 
pomocí funkcí programovaných v jazyku C++. Tyto výsledky jsou pak prezentovány 
v prostředí LabVIEW. 
Poslední část tohoto dokumentu se věnuje porovnání výsledků měření mezi 
metodou, kdy výpočet probíhá na FPGA a metodou, kde jsou data, I a Q složka signálu, 
streamovaná do PC a veškerý výpočet probíhá v prostředí LabVIEW. Na závěr jsou 
zmíněny i návrhy pro případné zlepšení a vývoj projektu. 
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1 RFID 
Historie RFID – Radio Frequency Identification sahá do 40. let minulého století, do 
období 2. Světové války, kdy nastal problém, jak identifikovat letadlo bez přímé 
viditelnosti. První odpovídače byly pouze jedno bitové, tudíž zde nastával problém se 
zabezpečením. Situace byla zlepšena v 50. letech, kdy byly vynalezeny první 12 bitové 
odpovídače. Nicméně zkratka RFID se poprvé objevuje v roce 1983. K výraznému 
snížení nákladů na odpovídače (tagy) došlo v 90. letech. 
 Vzhledem k tomu, aby technologie RFID mohla být co nejvíce rozšířenou, 
předpokládá se cena jednoho tagu co nejnižší. Tudíž tag jako takový je jednoduché 
zařízení. O komunikaci se pak především stará sofistikovanější přístroj – čtečka. 
Schéma jednoduchého RFID systému je zobrazeno na obrázku 1.1 
 Aplikace, kde se nejčastěji setkáváme s touto technologií, jsou například tyto: 
 Označování zboží v obchodech 
 Platby bezkontaktními kartami 
 Kontrola pohybu osob (lyžařské turnikety, školní systém, kontrola 
docházky) 
 Identifikace sportovců při hromadném startu 
 Transpondéry letadel. 
 Systém dálničního mýtného (KAPSCH) 
 
 
Obrázek 1.1 Schéma jednoduchého RFID systému [1] 
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Protože existuje mnoho způsobů využití této technologie a podmínek, ve kterých 
jsou využívány, liší se i frekvence, na kterých tyto systémy pracují. Tyto frekvence 
rozdělujeme do několika základních pásem, viz tabulka 1.1. 




125– 135 kHz LF 
malý dosah, 10 - 50 cm 
Pomalá přenosová rychlost 
Kov a kapalina nemají vliv na signál 
Neexistují antikolizní mechanizmy 
13,56 MHz HF 
čtecí dosah do 1 metru 
nízká cena tagu 
signál se odráží od kovů a obtížně 
prochází kapalinou 
dostatečná přenosová rychlost 
860– 930 MHz UHF 
čtecí dosah max. do 7 (Evropa) nebo 
13 metrů 
nejnižší cena tagu 
signál značně odráží kovy a zcela 
absorbují kapaliny 
vysoká přenosová rychlost 
antikolizní mechanismy, lze číst a 
zapisovat stovky tagů zároveň 




čtecí dosah až 20 metrů 
vysoká cena tagu 
signál extrémně absorbují kapaliny 
5,8 GHz 
možnost kolize s některými typy 
bezdrátových počítačových sítí a 
jiných zařízení 
nejvyšší přenosová rychlost 
 
 4 
 Pro používání technologie RFID je maximální vyzářený výkon (čtečky nebo 
aktivního tagu) limitován danými telekomunikačními úřady. Hodnoty maximálních 
povolených výkonu jsou uvedeny v tabulce 1.2. 
Tabulka 1.2 Maximální povolený vyzářený výkon RFID systému [2]. 
Frekvenční pásmo Oblast Maximální povolený výkon 
125– 135 kHz Celosvětově 72 dBµA/m 
3,155 – 3,400 MHz Celosvětově 13,5 dBµA/m 
7,400 - 8,800 MHz Celosvětově 9 dBµA/m 
13,56 MHz Celosvětově 60 dBµA/m 
865 – 870 MHz Evropa 2 W ERP 
902– 928 MHz Severní a Jižní Amerika 4 W EIRP 
917– 922 MHz Čína 2 W EIRP 
918– 926 MHz Austrálie 1 W EIRP 
865 – 867 MHz Indie 4 W EIRP 
2,400 – 2,483 GHz celosvětově, venkovní prostory 0,5 W EIRP 
2,446 – 2,454 GHz celosvětově, uvnitř budov 4 W EIRP 
5,725 – 5,875 GHz Evropa 0,5 W EIRP 
5,725 – 5,875 GHz  Severní Amerika 4 W EIRP 
 
1.1 Čtečky 
RFID čtečka je nejsložitější zařízení systému. V podstatě slouží jako rozhraní mezi 
tagem a PC. Příklad čtečky pracující v NFC a UHF pásmu je na obrázku 1.2. Jejím 
úkolem je dodávat energii pasivním tagům, čtení a popřípadě zápis dat do tagu, 
provádění antikolizních protokolů, šifrování a ochranu integrity dat. V případě UHF a 
NFC pasivních tagů zahajuje a řídí komunikaci vždy čtečka. Čtečku lze obecně rozdělit 
do tří hlavních částí: 
 Anténa - jedna nebo více antén (integrované nebo externí provedení antén) 
 Radiové rozhraní - slouží k modulaci a demodulaci signálu. Vzhledem 
k vysokým nárokům citlivost přístroje bývá cesta pro vysílání a pro příjem 
oddělená. 
 Řídící jednotka - zajišťuje zpracování dat ze čtecího zařízení, případně jsou 
k řídící jednotce připojeny periferie pro komunikaci s PC. 
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Obrázek 1.2 Vlevo Čtečka NFC karet [2], vpravo RFID UHF mobilní čtečka systému [3]  
1.2 Tagy 
Tagy jsou nosičem informací, jejich základní funkcí je odvysílání specifické informace 
UID na základě požadavku čtečky. Každý tag se skládá z mikročipu a antény. 
Všeobecně lze tagy rozdělit do tří velkých skupin a to podle způsobu napájení:  
 Pasivní – tag neobsahuje vlastní zdroj energie. Veškerou energii tag získává 
z nosné, kterou vysílá čtečka. Používá se tzv.: backscattering, kdy čtečka 
vysílá kontinuální konstantní vlnu (CW) a tag tuto vlnu moduluje změnou 
přizpůsobení své antény. Tento fakt nejvíce ovlivňuje na jakou maximální 
vzdálenost je tag schopen odpovídat. 
 Semi-pasivní – mají interní napájecí zdroj, který slouží k napájení 
integrovaných obvodů tagu. Hlavní výhodou je zvýšení citlivosti tagu, tudíž 
vzdálenost tagu od čtečky může být delší. Na druhou stranu čtečka musí být 
citlivější, protože odpověď tagu není nijak zesílena. 
 Aktivní – tento typ obsahuje napájecí zdroj, který napájí jak integrovaný 
obvod tagu, tak i jeho anténu. Tagy jsou schopny komunikovat na velkou 
vzdálenost a jsou efektivnější při vysílání ve ztížených podmínkách. 
V oblasti frekvenčního pásma UHF a NFC se nejčastěji používají pasivní a semi-
pasivní tagy. Tato práce se zabývá především měřením vlastností signálu vysílaných 
pasivními tagy, viz obrázek 1.3. 
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Obrázek 1.3 Pasivní tagy pracující v různých frekvenčních pásmech [1] 
1.3 Antény 
Z hlediska konstrukce mohou být čtečky integrované do jednoho přístroje nebo mohou 
mít oddělený anténní a řídicí systém. Velikost antény se liší v závislosti na typu použité 
antény (dipól, smyčka) a frekvenci na jaké čtečka pracuje. Podle provedení čtečky 
rozdělujeme: 
 Stacionární – nepřenosné, pevně vestavěné mají externí anténu – 
poduškovou nebo bránovou. 
 Mobilní – všechny komponenty ve společném pouzdře 
V pásmu UHF, kde délka vlny vychází přibližně λ ≈ 34,5 cm pro evropské pásmo, je 
délka vlny srovnatelná s délkou fyzického rozměru antény, tudíž lze použít jak antény 
flíčkové, tak dipólové. V Případě frekvenčního pásma NFC se nejčastěji používají 
antény smyčkové. 
 V reálném použití však vyvstává problém, kdy rovina polarizace tagu může být 
natočena jinak k rovině polarizace antény čtečky (například jiné pootočení označené 
součástky na výrobním páse), tudíž je nevýhodné používat soustavu lineárně 
polarizovaných dipólů. Z tohoto důvodu se používá levotočivá nebo pravotočivá 
kruhová polarizace antény čtečky, kde natočení tagu pak nemá vliv na velikost úrovně 
signálu. Nevýhodou kruhové polarizace je, že úroveň signálu bude o 3 dB menší než 
úroveň signálu u souběžně orientovaných dipólů. Vliv natočení polarizací antény a tagu 
je přehledně zpracován v tabulce 1.3. 
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Tabulka 1.3 Vliv natočení polarizací antény a tagu [4]. 
 
Reader Antenna Polarization 













 vertical 3 dB 0 dB ∞ dB 
horizontal 3 dB ∞ dB 0 dB 
slant 3 dB 3 dB 3 dB 
parallel to antenna beam ∞ dB ∞ dB ∞ dB 
1.4 Protokoly 
1.4.1 NFC - ISO/IEC 14443 
NFC – Near field communication, jak již z názvu vyplývá, jedná se o komunikaci mezi 
dvěma elektronickými zařízeními na krátkou vzdálenost. K přenosu informací dochází 
induktivní vazbou. Systém pracuje na frekvenci 13,56 MHz ± 7 kHz (komunikace 
v pásmu 13,56 MHz je popsána normou ISO/IEC 18000-3), vychází ze standardů pro 
komunikaci RFID, tyto standardy jsou definovány organizací NFC Forum, což je 
nezisková organizace založená firmami Nokia, Philips a Sony.  
 NFC je popsáno především standardem ISO/IEC 14443, pro komunikaci na 
krátkou vzdálenost (do 15 cm) a ISO/IEC 15693 pro komunikaci na vzdálenost kolem 
1,5 m. Dále existují i vzájemně kompatibilní standardy, ze kterých jsou nejznámější 
MIFARE, Calypso a FeliCa. NFCIP je rozšířením normy ISO/IEC 14443, které 
umožňuje kontinuální vysílaní dat. Zároveň je ekvivalentní protokolům TCP/IP. Dnes 
existuje již druhá verze tohoto standardu NFCIP-2. Norma ISO/IEC 14443 se dělí na 4 
hlavní části: 
 ISO/IEC 14443-1: zde jsou popsány základní charakteristiky a čipových 
karet a požadavky na ně 
 ISO/IEC 14443-2: zde je popsán způsob napájení čipu a způsoby modulace 
signálu 
 ISO/IEC 14443-3: zde je popsáno časování rámců, jednotlivé příkazy ke 
komunikaci mezi zařízeními a antikolizní protokoly 
 ISO/IEC 14443-4: zde jsou popsány protokoly pro vysokoúrovňový přenos 
dat 
1.4.1.1 Modulace kódování 
V každé části standardu ISO/IEC 14443 jsou dále popsány dva komunikační protokoly 
Typ A a Typ B. 
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 Komunikační protokol Typ A používá ASK modulaci s hloubkou modulace 
100% ve směru komunikace od PCD (čtečka) k PICC (tag). Data jsou kódována 
modifikovaným Millerovým kódem, viz obrázek 1.4 vlevo. Ve směru komunikace od 
PICC ke PCD je používána OOK modulace spomocnou nosnou 13,56 MHz/16 = 
847,5kHz, kde jsou data kódována Manchester kódem, viz obrázek 1.4 vpravo.  
 
Obrázek 1.4 Kódovací metody protokolu Typ A, vlevo modifikované Millerovo 
kódování, vpravo Manchester kódování [7] 
 Komunikační protokol Typ B používá opět ASK modulaci s hloubkou modulace 
10%. Data jsou kódována pomocí NRZ-L kódu, viz obrázek 1.5. Toto kódování je 
společné pro oba směry. Ve směru od PICC do PCD  je použita BPSK modulace. 
 
Obrázek 1.5 Kódovací metody protokolu Typ B NRZ – L [8] 
1.4.1.2 Inicializace karty a antikolizní procedura 
Po vložení PICC do pole PCD vyšle PCD příkaz REQ (0x26 = REQ, 0x52 WAKE), viz 
obrázek 1.6, na který odpoví PICC ATQ sekvencí. Tímto je karta inicializována ke 
komunikaci.  
 
Obrázek 1.6 Krátký rámec pro příkaz REQA [11] 
PCD ví, že je v dosahu alespoň jedna karta a tudíž je spuštěna antikolizní procedura. 
PCD vyšle příkaz SELECT s parametrem NVB = 0x20. Na tento příkaz odpoví všechny 
PICC v okolí svým UID. Pakliže je v poli dosahu PCD více PICC, musí nastat kolize. 
PCD tuto kolizi zaznamená a v dalším kroku PICC nastaví hodnotu NVB na pozici bitu, 
kde nastala první kolize a vyšle povel SELECT. V příkazu SELECT je obsažena i část 
UID, která byla zachycena než došlo ke kolizi. PICC pak porovná přijatou část UID 
s vlastním UID a pokud najde shodu, odpoví zbytkem UID, viz obrázek 1.7. Pokud i 
v tomto případě nastane kolize, celá procedura se opakuje, dokud PCD nedetekuje 
pouze jedinou odpověď. Maximum opakování antikolizní smyčky je 32 [11]. Poté co 
PCD detekuje pouze jedinou odpověď, vyšle příkaz s parametrem NVB = 0x70, to 
0    1   0    1    1    0    0 
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znamená, že následuje vyslání UID s CRC. Na toto PICC odpoví příkazem SAK a 
přejde do aktivního stavu. Většina PICC má UID o velikosti 4 byty, ale standard 14443 
povoluje UID o velikosti 7 nebo 10 bytů. Pakliže má karta delší UID jak 4 byty oznámí 
toto v příkazu SAK a tím dojde k restartování antikolizního protokolu, za účelem 
zjištění zbytku UID. Aby nedošlo k záměně fragmentu dlouhého UID s krátkým 
vkládají se do přenosových rámců na stanovená místa speciální bity tzv. kaskádní tagy. 
Ty mají pevně definovanou hodnotu 0x88 jež se nesmí vyskytovat na odpovídající 
pozici žádného krátkého UID. Po této proceduře již dochází k výměně dat pomocí 
standardního rámce, viz obrázek 1.8. 
 
Obrázek 1.7 Antikolizní procedura - případ kolize 5. bitu 1. bytu UID [11] 
 
 
Obrázek 1.8 Standardní rámec pro přenos dat [11] 
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1.4.2 UHF Class 1 Generation 2 
UHF – Ultra high frequency. Jak již z názvu vyplývá, tento protokol popisuje 
komunikaci RFID systémů na vysokých frekvencích a to v pásmu 860 – 960 MHz. 
V důsledku regulací daných organizací ETSI, je pro Evropu vyhrazeno pásmo pro RFID 
komunikaci v rozsahu 865,7 MHz až 867,5 MHz. Protože cílem této práce není popsání 
celé normy EPC Class-1 Gen-2, jsou následující řádky věnovány především těm částem 
dané normy, které jsou důležité pro pochopení problematiky projektu a následný návrh 
struktury v USRP. Toto jsou především komunikační rychlosti, časování komunikace 
(doba mezi vysláním signálu čtečkou a následnou odpovědí tagu) a druhy kódování 
odpovědí tagu. 
1.4.2.1 Modulace a kódování 
Pro směr komunikace od čtečky k tagu se používají v zásadě tři modulační techniky a to 
DSB-ASK, SSB-ASK nebo PR-ASK. Tyto modulační techniky jsou používány 
především pro nenáročnou demodulaci, která může být provedena na jednoduchém 
zařízení (tagu). Data jsou dále kódována pomocí PIE (obrázek 1.9), kde hlavním 
parametrem ovlivňujícím délku trvaní pulzu je hodnota Tari, která zároveň ovlivňuje 
využívanou šířku pásma. 
 
Obrázek 1.9 Datové symboly kódované pomocí PIE [13] 
 Pro směr komunikace od tagu ke čtečce jsou využity nejjednodušší typy 
digitálních modulačních technik a to ASK nebo PSK modulace. Pro kódování jsou pak 
využity dvě kódovací techniky a to FM0 (obrázek 1.10) nebo Millerovo kódování 
s volitelným počtem sekvencí (obrázek 1.11). Dále čtečka může zvolit, zdali tag odpoví 
nebo neodpoví s pilotním signálem obsahujícím 12 za sebou jdoucích symbolů 
s hodnotou 0. Způsob modulační techniky, kódování tagu a volbu pilotu určuje svým 
příkazem (SELECT) čtečka. 
 
Obrázek 1.10 FM0 kódování [13] 
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Obrázek 1.11 Millerovo kódování pro počet sekvencí M=2,4,8 [13] 
1.4.2.2 Časování komunikace čtečky a tagu 
Protože ne vždy se podaří zachytit odpověď tagu, případně tag nemá dostatečný výkon 
k vyslání odpovědi, musí čtečka vědět, kdy má odpověď očekávat. Komunikační 
schéma dob trvání intervalů příkazů a pomlk mezi nimi jsou uvedeny na obrázku 1.12. 
Jsou zde uvedeny základní příkazy, které jsou potřebné k následnému zachycení 
odpovědi tagu do USRP. 
 
Obrázek 1.12 Časové prodlevy příkazy čtečky a odpověďmi tagu [13] 
Jednotlivé časové intervaly jsou přehledně uvedeny v tabulce 1.4. 
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Tabulka 1.4 Možná zpoždění mezi vysláním příkazu čtečky a odpovědí tagu [13] 
Parametr Minimum Nominální Maximum Popis 
T1 
MAX(RTcal, 10Tpri) 
x (1-|FT| -2µs ) 
MAX(RTcal, 10Tpri) 
MAX(RTcal, 10Tpri) 
x (1+|FT| +2µs ) 
Čas od vyslání příkazu 
čtečky po odpověď 
tagu (od poslední 
nástupné hrany 
posledního bitu příkazu 
čtečky po první 
nástupnou hranu 
odpovědi tagu) 
T2 3.0 Tpri  20 Tpri 
Doba mezi poslední 
sestupnou hranou 
odpovědi tagu a první 
sestupnou hranou 
dalšího příkazu čtečky 
T3 0.0 Tpri   
Čas, po který čtečka 
čeká na další odpověď 
(následuje po T1) 
T4 2.0 RTcal   
Minimální čas mezi 
příkazy čtečky 
 
1.4.2.3 Komunikační rychlosti 
Pro přesné určení doby trvání odpovědi tagu je také nutné znát dané komunikační 
rychlosti. Protože norma udává, kolik bitů mají jednotlivé příkazy čtečky, popřípadě 
odpovědi tagu, můžeme na základě těchto dvou údajů vypočíst předpokládanou délku 
odpovědi tagu. Hodnoty datových rychlostí ve směru komunikace od tagu ke čtečce 
jsou uvedeny v tabulce 1.5. 
Tabulka 1.5 Datové rychlosti ve směru od tagu ke čtečce [13] 
M: počet cyklů podnosné na jeden symbol Modulační typ Datová rychlost [kbps] 
1 FM0 baseband BLF 
2 Miller BLF/2 
4 Miller BLF/4 
8 Miller BLF/8 
2 USRP 
Universal Software Radio Peripheral je koncepce softwarově definovaného rádia, 
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v němž dochází ke zpracování signálu softwarově programovatelnými obvody. Ideální 
softwarové rádio by se skládalo pouze z antény, D/A převodníku pro vysílací část a A/D 
převodníku pro část přijímací. V praxi jsou právě D/A a A/D převodníky největší 
slabinou SDR. Nejlepší převodníky dosahují vzorkovací frekvence kolem několika 
stovek MHz (pozn.: 12 bitový převodník ADC12D1800 firmy Texas Instrument má 
maximální samplovací rychlost 3,6 GS/s, většímu rozšíření do SDR zatím brání jeho 
vysoká cena), z tohoto důvodu je většina SDR vybavena směšovačem, díky kterému 
můžeme přijímaný signál zpracovávat na mezi-frekvenci, viz obrázek 2.1. Velkou 
výhodou softwarových rádií obecně, je možnost změny přenosových parametrů pouze 
pomocí nového softwaru například staženého z internetu. 
 
Obrázek 2.1 Zjednodušené schéma SDR 
2.1 NI USRP 2920 
Zařízení USRP umožňuje vyvíjet SDR vysokofrekvenční aplikace s poměrně velkou 
šířkou pásma. USRP 2920, případně totožná zařízení firmy Ettus N200/N210 jsou 
modulární zařízení skládající se ze dvou základních částí, hlavní desky a přídavných 
„daughterboard” desek. Hlavní deska obsahuje A/D a D/A převodníky, FPGA, periferie 
pro připojení k PC, rozšiřující periferie, atd. Přídavné desky jsou taktéž důležitou 
součástí systému, neboť umožňují směšovaní signálu do nižších (příjem) nebo vyšších 
(vysílání) frekvenčních pásem. Přehled dostupných přídavných desek je uveden 




























Tabulka 2.1 Přehled přídavných desek k USRP [6]. 
Daughterboard Frequency Coverage Analog Bandwidth 
WBX-120 50 MHz – 2.2 GHz 120 MHz 
SBX-120 400 MHz – 4.4 GHz 120 MHz 
CBX-120 1.2 GHz – 6 GHz 120 MHz 
WBX 50 MHz – 2.2 GHz 40 MHz 
SBX 400 MHz – 4.4 GHz 40 MHz 
CBX 1.2 GHz – 6 GHz 40 MHz 
TVRX2 50 MHz – 860 MHz Configurable – 1.7 to 10 MHz 
DBSRX2 800 MHz – 2.3 GHz Configurable – 8 to 80 MHz 
BasicRX/BasicTX 1 – 250 MHz 
*Determined by ADC/DAC sample rates.  
External filter required. 
LFRX/LFTX DC-30 MHz 30 MHz 
 
 Tento projekt je vyvíjen na desce 2920/N210, s přídavnou RFID deskou na bázi 
modulu WBX. Základní parametry jsou uvedeny v tabulce 2.2. Princip funkce přídavné 
desky je patrný z obrázku 2.2 (pouze přijímací část). Na obrázku je vidět přepínač mezi 
přijímací a vysílací částí. Po přepnutí přepínače a aktivování přijímací části je signál 
zesílen dvojicí nízko-šumových zesilovačů a poté směšovačem konvertován na nižší 
frekvenci. V závislosti na tom, jak naladíme lokální oscilátor, může přídavná deska 
pracovat jako homodynní nebo superheterodynní přijímač. Signál je dále vyfiltrován 
dolními propustmi a přiveden na A/D převodník základní desky. Princip hlavní desky je 
popsán na obrázku 2.3. 
Z blokového schématu je patrné, že výstupní signál přídavné desky je přiveden 
na A/D (cesta příjmu) převodník, kde je navzorkován. Poté je provedena přímá 
downkonverze do základního pásma. Signál je dále filtrován a případně zdecimován na 
určenou vzorkovací rychlost. Data mohou být následně odeslána do PC, přes rozhraní 
1Gb Ethernet nebo dále zpracována v FPGA. 
USRP je míněno především jako rozšiřující periferie pro PC, díky tomuto nese 
tato koncepce s sebou nevýhodu v podobě nutného přenosu vzorkovaných dat do PC, 
což způsobuje zpoždění při přenosu a při zpracování dat, které je také následně 
prováděno na PC. Úkolem tohoto projektu je výpočetně náročné operace (FFT) 
provádět přímo v FPGA a do počítače přenést pouze výsledky. 
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Tabulka 2.2 Přehled přídavných desek k USRP 
Use with GNU Radio, LabVIEW™ and Simulink™ Gigabit Ethernet Interface to Host 
 Modular Architecture: DC-6 GHz 2 Gbps Expansion Interface 
Dual 100 MS/s, 14-bit ADC Spartan 3A-DSP 1800 FPGA (N200) 
Dual 400 MS/s, 16-bit DAC 1 MB High-Speed SRAM 
DDC/DUC with 25 mHz Resolution Auxiliary Analog and Digital I/O 
Up to 50 MS/s Gigabit Ethernet Streaming 2.5 ppm TCXO Frequency Reference 
Fully-Coherent MIMO Capability 0.01 ppm w/ GPSDO Option 
 
 
Obrázek 2.2 Blokové schéma přídavné desky WBX [5] 
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Obrázek 2.3 Blokové schéma hlavní desky USRP N200 [6]. 
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3 Návrh systému 
 Celkový systém se skládá ze tří hlavních částí, viz obrázek 3.1. Obslužného 
programu v PC, programovaném v grafickém programovacím jazyku LabVIEW, 
knihovny programované v jazyku C++, který slouží pro přenos informací do FPGA a 
koncového stupně zařízení USRP, které zprostředkovává komunikaci s tagem a 
obsahuje modul pro detekci odpovědi tagu ve spektru. 
 Většina DSP, včetně čipu FPGA v USRP jsou zařízení, které pracují 
s reprezentací čísel v pevné řádové čárce. To do výpočtů vnáší určitou chybu, se kterou 
je nutno počítat již při návrhu algoritmů. Porovnání chybovosti výpočtu spektra je 
uvedeno v jedné z následujících kapitol.  
 Dalším důležitým aspektem pro správnou detekci odpovědi tagu ve spektru je 
volba vzorkovací frekvence. Tomuto je opět věnována jedná následující kapitola. 
Poslední podkapitola je věnována detekci odpovědi tagu. Jsou zde uvedeny 
nejdůležitější časové parametry, pro správnou detekci odpovědi tagu v časové oblasti. 
 
<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 3.1 Blokové schéma systému 
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3.1 Porovnání fixed point a floating point aritmetiky 
Aby bylo možné porovnat přesnost floating point a fixed point aritmetiky, bylo nejprve 
nutné získat data odpovědi tagu. Pro získání dat odpovědi tagu byl vytvořen virtuální 
instrument (VI) naprogramovaný v grafickém programovacím jazyku LabVIEW. 
Tento VI přímo v sobě zahrnuje knihovny firmy National Instruments, které 
umožňují snadnou komunikaci s USRP zařízením. Funkce získání dat je vidět na 
obrázku 3.2. Je třeba si všimnout bloku SEND AND RECEIVE, tímto blokem je vyslán 
příkaz QUERY, na který tag odpoví. Data jsou následně také tímto blokem přijata a 
rozdělena na I a Q složku. Pak jsou data převedena do polárního tvaru a dále je vybrán 
úsek s odpovědí tagu. Časový průběh vyslání příkazu QUERY a následnou odpověď 
tagu je možno vidět na obrázku 3.3. Poté je z dat odpovědi tagu spočítáno spektrum, viz 
obrázek 3.4. 
<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 3.2 Blokové schéma virtuálního instrumentu pro zachycení odpovědi z tagu1 
  
                                                 
1
 Obrázek v plné velikosti přiložen v příloze A.3 
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Obrázek 3.3 Příkaz QUERY a následná odpověď tagu 
 
Obrázek 3.4 Jednostranné spektrum (upper side band) odpovědi tagu fvz = 2 MHz 
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Vzhledem k tomu, že se signálem bude potřeba provádět různé matematické 
operace s využitím různých matematických funkcí, je nevýhodnější využít 
programovacího prostředí MATLAB a to především pro snadnou práci s vektory. 
Pro import dat z programovacího prostředí LabVIEW do prostředí MATLAB  je 
možno využít plugin, který je nutno nainstalovat do LabVIEW nebo lze využít 
tabulkového procesoru Excel. Zde byl pro jednoduchost využit Excel, kde byla vybrána 
data odpovědi tagu (vzorky 3000 až 4000, viz obrázek 3.3).  
Po importování jsou IQ data rozdělena na složku I a Q. Na obrázku 3.5 jsou 
zobrazeny IQ data odpovědi tagu v konstelačním diagramu. Hodnoty se mění mezi 
dvěma body, což v tomto případě odpovídá ASK modulaci. 
 
 
Obrázek 3.5 Konstelační diagram odpovědi tagu MATLAB, fvz = 2 MHz měřítko [V] 
Z importovaných dat byla opět provedena rychlá Fourierova transformace. 
Porovnáním obrázku 3.6 a obrázku 3.4 lze informativně ověřit validitu dat, zde je nutno 
podotknout, že na obrázku 3.6 je proveden výpočet Fourierovy transformace z 512 
vzorků, což odpovídá reálné implementaci v FPGA. Na obrázku je také patrná špička 
v okolí kmitočtu 300 kHz. Toto odpovídá rychlosti odpovědi tagu BLF – Backscatter 
link frequency 320 kHz ± 12%. BLF je dána na počátku komunikace čtečkou. V tabulce 
3.1 jsou uvedeny typické rychlosti komunikace tagu pro protokol EPC Class-1 
Generation-2 UHF. 

















64/3 33,3 640 ± 15% ± 15% ± 2.5% 













33,3 <TRcal< 66,7 320 < BLF < 640 ± 22% ± 22% ± 2.5% 
66,7 320 ± 10% ± 10% ± 2.5% 
66,7 <TRcal< 83,3 256 < BLF < 320 ± 12% ± 12% ± 2.5% 
83,3 256 ± 10% ± 10% ± 2.5% 
83,3 <TRcal≤ 133,3 160 ≤ BLF < 256 ± 10% ± 10% ± 2.5% 
133,3 <TRcal≤ 200 107 ≤ BLF < 160  ± 7%  ± 7% ± 2.5% 
200 <TRcal≤ 225 95 ≤ BLF <107 ± 5% ± 5% ± 2.5% 
8 
17,2 ≤ TRcal< 25 320 < BLF ≤ 465 ± 19% ± 19% ± 2.5% 
25 320 ± 10% ± 10% ± 2.5% 
25 <TRcal< 31,25 256 ≤ BLF < 320 ± 12% ± 15% ± 2.5% 
31,25 256 ± 10% ± 10% ± 2.5% 
31,25 <TRcal< 50 160 < BLF < 256 ± 10% ± 10% ± 2.5% 
50 160  ± 7%  ± 7% ± 2.5% 
50 <TRcal≤ 75 107 ≤ BLF < 160  ± 7%  ± 7% ± 2.5% 





Obrázek 3.6 Jednostranné spektrum odpovědi tagu, floating point, fvz = 2 MHz 
Protože výsledná implementace v USRP bude pracovat s formátem čísel ve fixed 
point aritmetice, je nutno převést importovaná z LabVIEW, která jsou ve formátu 
floating point – double precision na formát fixed point. Toto je provedeno pomocnou 
funkcí v MATLABu data_write, kterou bylo potřeba naprogramovat. Funkce data_write 
má čtyři vstupní parametry a to název souboru do kterého mají být hodnoty uloženy, 
parametr sig udává vstupní signál ve floating point, který má být převeden. Parametry 
Nbit a Nint udávají počet bitů celkem a počet bitů části celých čísel.  
Simulace výpočtu rychlé Fourierovy transformace je provedena na výsledné 
struktuře, jež bude implementována do čipu a to pomocí programu ISE Xilinx ISIM. 
K tomuto bylo potřeba naprogramovat test-bench soubor v jazyce VHDL, který 
umožňuje načítat z textového souboru data jedniček a nul a nahrává je postupně do 
bloku provádějícího Fourierovu transformaci. Test-bench také provádí zápis výsledných 
dat do textového souboru po provedení simulace.  
Pro porovnání výsledku fixed a floating point aritmetiky je nutno importovat data 
opět do prostředí MATLAB ve formátu floating point. K tomuto slouží funkce 
data_read jejíž vstupní parametr filename určuje, z jakého souboru jsou data načítána. 
Parametry Nbit a Nint jsou popsány výše. Výstupem této funkce je pole hodnot ve 
formátu floating point. Délka pole je totožná s počtem řádků vstupního souboru.  
Importovaná data výpočtu rychlé Fourierovy transformace pomocí aritmetiky 
fixed point je možno vidět na obrázku 3.7. 




























Obrázek 3.7 Jednostranné spektrum odpovědi tagu fixed point, fvz = 2 MHz 
 Vzhledem k tomu, že floating point aritmetika má mnohem vyšší rozsah hodnot 
a tudíž vyšší přesnost, je výsledek Fourierovy transformace počítaný floating point 
aritmetikou brán jako referenční. Nejlépe je chyba znázorněna po odečtení obou spekter 
na obrázku 3.8. Fourierova transformace je počítána z 512 vzorků, tudíž amplitudová 
frekvenční charakteristika je dlouhá 256 vzorků. Při vzorkovací frekvenci 2 MHz, tak 
dostaneme frekvenční rozlišení 3906,25 kHz. Dále je nutno podotknout, že spektrální 
analýza odpovědi tagu je uvažována pouze v pravé části spektra, protože norma EPC 
Class-1 Generation-2 předpokládá reálný signál a tudíž symetrické spektrum. 
 
Obrázek 3.8 Rozdíl výsledků vypočtených fixed point a floating point aritmetikou 
















































Na obrázku 3.8 je vidět, že chyba fixed point aritmetiky je místy až 6 dB. 
V tomto případě je potřeba si všimnout, že je tato chyba nejvyšší mezi frekvencemi 500 
kHz až 800 kHz, kde se nenachází v podstatě žádný užitečný signál. Jedná se tedy o 
chybu šumu, která je zde nejvýraznější, což je dáno právě konečným dynamickým 
rozsahem fixed point aritmetiky (obrázek  3.9) a to především omezením daným při 
výpočtu Fourierovy transformace, konkrétně implementací IP bloku pro výpočet FFT. 
Chyba je způsobena tím, že v každém motýlku výpočtu FFT jsou násobeny dvě 
komplexní čísla, která jsou načítána z paměti blok RAM, kterou blok obsahuje (obrázek 
3.10). Rozsah těchto čísel je po vynásobení dvojnásobný. Data jsou následně zapsána do 
původní paměti a tímto dochází ke ztrátě informace. Tento problém se nejvíce projeví 
při větším přijímacím výkonu a situaci, kdy je tag dále od antény a úroveň signálu 
odpovědi je na hranici šumu. Tímto jevem je způsoben i nárust šumu při velkém 
odstupu ACPR. Tento nárust je nutno kompenzovat. 
  
Obrázek 3.9 Charakteristika dynamického rozsahu výstupu FFT pro 16 bitové 
vstupní slova složky I a Q – slot noise test [14] 
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Obrázek 3.10 Radix 2 algoritmus pro výpočet FFT [14] 
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3.2 Vzorkovací frekvence 
Pro zpracování signálu v FPGA je důležité určit minimální požadavky na vzorkovací 
frekvenci. Tu je nutno volit tak, aby zpracování signálu nebylo zbytečně náročné, ale 
zároveň tak, aby nedošlo ke ztrátě informace. Protokol EPC Class 1 Gen 2 dovoluje 
různé nastavení komunikačních rychlostí. Tyto rychlosti jsou určené hodnotami 
preambule vysílané čtečkou. Nastavení komunikační rychlosti má vliv na zabranou 
šířku pásma. 
 Evropským standardizačním institutem jsou definovány čtyři frekvenční kanály, 
v nichž může čtečka vysílat signál a to 865,7 MHz, 866,3 MHz, 866,9 MHz, 867,5 MHz. 
Pokud bychom chtěli analyzovat celé pásmo, musela by vzorkovací frekvence být rovna 
rozdílu nejvyšší a nejnižší frekvence tedy 867,5 MHz – 865,7 MHz = 1,8 MHz + 640 
kHz, což je maximální rychlost odpovědi tagu + 22% tolerance, viz tabulka 3.1. To 
znamená, že výsledná minimální vzorkovací frekvence by měla být 2,581 MHz. V praxi 
bude měření probíhat tak, že se oscilátor směšovače naladí na jednu frekvenci, na které 
se provede měření a poté se oscilátor přeladí na frekvenci další. Frekvence nejvyšší 
harmonické je tedy 640 kHz Po konverzi do základního pásma. Z Shannon – 
Kotelnikova teorému pak plyne, že vzorkovací frekvence musí být minimálně 1280 
kHz. Zařízení, pracuje se dvěma vzorkovacími frekvencemi.  
<Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
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3.3 Detekce odpovědi tagu v časové oblasti 
Důležité pro správnou analýzu odpovědi tagu je výběr okna, kde se tato odpověď 
nachází. V použitém testovacím programu v grafickém programovacím prostředí 
LabVIEW, je okno vybráno až po zachycení a zastavení komunikace a to tak, že se 
ručně zadá rozsah vzorků, ve kterém se nachází odpověď tagu. Z obrázku 3.3, je zřejmé, 
že odpověď tagu se nachází mezi vzorky 3500 až 4500. 
V FPGA výběr dat takovýmto způsobem samozřejmě fungovat nemůže, proto je 
nutné znát dobu po vyslání příkazu čtečky, kdy bude následovat odpověď tagu. Naštěstí 
je tato doba pevně určená normou EPC (doba odpovědi tagu liší pro každé nastavení 
komunikační rychlosti), viz obrázek 1.12. 
Měření bude probíhat po odpovědi tagu na příkaz QUERY, proto je pro určení 
okna nejdůležitější doba T1 a délka odpovědi tagu RN16. Rozsah hodnot T1 je uveden 
v tabulce 1.4, kde RTcal je součet délky symbolu 1 a 0, což odpovídá rozmezí hodnot 
2,5 < 3,0 Tari. Tpri je rovna 1/BLF a FT je frekvenční tolerance. Jako start okna je 
nejlépe považovat uplynutí nominální hodnoty. Délka odpovědi tagu RN16 má délku 16 
bitů a doba trvání odpovědi je rovna podílu počtů bitů a datové rychlostí přenosu dat. 
Jednotlivé datové rychlosti jsou pak uvedeny v tabulce 1.5. 
Spektrum šumu je nejvhodnější změřit v místě, kde víme se 100% přesností, že 
nevysílá tag ani čtečka po co nejdelší dobu. Nejlepší je tedy měřit šum před začátkem 
vysílání příkazu, kde je požadován klid 1,5 ms a tudíž je zde dost času změřit spektrum 
šumu, viz doba Ts na obrázku 3.11. 
 





<Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
Je zde modulárně popsán softwarový open-source projekt, modul pro detekci tagu 
ve spektru a jednotlivé IP bloky, které bylo nutno použít v tomto modulu. Je zde 
principiálně vysvětlen behaviorální popis výsledného modulu a jeho umístění v FPGA 
projektu. 
Dále jsou zde popsány knihovny, které jsou důležité pro komunikaci s modulem a 
pro měření odpovědi tagu ve spektru a to především knihovna UHD. Jsou zde také 
zmíněny nutné programy ke generování výsledného dll souboru. 
 V neposlední řadě jsou popsány také virtuální instrumenty LabVIEW, které jsou 
důležité pro správné nastavení modulu v FPGA a správnou interpretaci výsledků 




4.1 ISE projekt 
Pro vývoj programu v FPGA je nejvhodnější programovací prostředí ISE Design 
Suite firmy Xilinx, protože podporuje programovací jazyk verilog a VHDL, ve kterém 
bude výsledná struktura naprogramována. ISE dále obsahuje předpřipravené bloky – IP 
Core, pro zpracování signálu např. FFT, CIC filtry, násobičky, sčítačky, děličky, 
CORDIC bloky, atd. Pro simulace a testování struktur je také možno využít simulační 
prostředí ISIM, které je součástí programovacího prostředí ISE Design Suite. Aby bylo 
možné spustit projekt v ISE, je nutno vygenerovat soubor s příponou .xise.  
Vzhledem k tomu, že je projekt vyvíjen v Linuxovém prostředí na školním serveru, 
je nutno provést generaci spustitelného projektového souboru s příponou .xise přes X 
server terminál (vzdálenou plochu), který podporuje SSH šifrování. Zde je zvolen 
freeware program MobaXterm. Po připojení na server je nutno zadat příkaz ke spuštění 
prostředí ISE. V případě školního serveru jsou to příkazy: . setise, dále je nutno 
vybrat verzi prostředí a posledním příkazem: make -f Makefile.Nxxx, kde Nxxx 
představuje verzi HW (v tomto případě N210). Poté se spustí generování .xise souboru. 
Po úspěšném vygenerování tohoto souboru je nyní možné spustit prostředí ISE a otevřít 
projekt se zdrojovými soubory. 
FPGA projekt se skládá z mnoha modulů, nachází se zde moduly pro komunikaci 
například I2C, Wishbone, UART, dále jsou zde moduly pro filtraci, přímou down a up 
konverzi, paměti RAM a spousty dalších, které jsou nutné pro funkčnost USRP. 
Nachází se zde i softwarový procesor ZPU.  





Obrázek 4.1 Architektura modulů v FPGA projektu s vybranými signály 
<Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
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<Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
obrázku 4.2 a obrázku 4.3.  
 
















Obrázek 4.3 Spektrum šumu 
4.2 FFT_module 
Výsledná struktura, je navržena tak, aby byla schopna detekovat tag s velice slabou 
úrovní signálu odpovědi.  
Vzhledem k tomu, že se délka odpovědi tagu liší na základě nastavených parametrů 
komunikace, je nutné zvolit optimální velikost okna, ze které bude počítána Fourierova 
transformace. Správně zvolená délka Fourierovy transformace je důležitá k tomu, aby 
bylo možné tag detekovat přesto, že v časové oblasti je nemožné správně dekódovat 
tagem vyslaná data. 
Dále je nutné zvolit délku tak, aby výkon počítaný ze spektra odpovídal s co 
největší přesností skutečnému výkonu odpovědi tagu. Pro dané vzorkovací frekvence 
(6,25 MHz pro BLF < 340 kHz a 12,5 MHz pro BLF > 340 kHz) a s uvážením 
submodulu decimátoru, je nejvhodnější výpočet Fourierovy transformace z 512 vzorků. 
Na obrázku 4.4 až 4.6 získaných z Mixed Signal osciloskopu Tektonix MSO 72004C, 
lze vidět, z jaké části odpovědi tagu jsou vzorkovány data pro výpočet spektra odpovědi 
tagu. Žlutý průběh je zachycená komunikace mezi čtečkou a tagem. Odpověď tagu se 
nachází v oblasti signálu s největší maximální hodnotou amplitudy. Dále jsou zde vidět 
signály vyvedené pomocí debugovacího konektoru IQ_ld_s a IQ_ld. Tyto signály 
označují, kdy začne nahrávání dat, ze kterých bude provedena Fourierova transformace, 
respektive signál IQ_ld označuje, z jakého časového intervalu jsou data nahrávána. 
Signál wr_en udává přesný časový okamžik nahrání konkrétního vzorku IQ dat do 
paměti FIFO. Na obrázcích se tento signál jeví jako jednolitá bílá plocha, ve skutečnosti 
se jedná o signál strobe impulzů. Signál fft_st udává čas, kdy je zahájen výpočet FFT. 
Na obrázku 4.4, lze vidět, že odpověď tagu končí dříve, než je načteno všech 512 
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Při měření výkonu se do výpočtu zanese odchylka o velikosti řádově desetin dBm.  
 
Obrázek 4.4 Zobrazení úseku vzorkovaných dat pro FFT blok, BLF 320 kHz, kódování  M00 
 
Obrázek 4.5 Zobrazení úseku vzorkovaných dat pro FFT blok, BLF 320 kHz, kódování  M01 
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Obrázek 4.6 Zobrazení úseku vzorkovaných dat pro FFT blok, BLF 640 kHz, kódování  M10 
V případě, že je délka odpovědi tagu delší než je okno, kde jsou vzorkována data 
do Fourierovy transformace, je výsledný výkon spočten s minimální chybou opět 
v řádech desetin dBm, tento případ lze vidět na obrázku 4.6. 
Zapojení FFT_modulu se skládá z několika bloků. Tyto moduly jsou popsány 
v následujících podkapitolách. 
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4.2.1 FFT IP blok 
Pro výpočet Fourierovy transformace je použit IP blok FFT v7.1. V průvodci 
konfigurace je třeba nastavit parametry IP bloku. Tyto parametry jsou uvedeny 
v tabulce 4.1:  
Tabulka 4.1 Parametry IP bloku 
Parametr Hodnota Popis 
Channels 1 Počet kanálů pro výpočet FFT 
Transform Length 512 Počet vzorků, ze kterých má být spočítána FFT 
Implementation 
Options – Target 
Clock Frequency 





Typ algoritmu pro výpočet FFT 
Transform Length 
Options 
NO Konfigurovatelná délka FFT 
Data format Fixed Point Formát vstupních a výstupních dat z bloku 
Scaling Options Unscaled Použití měřítka pro výstupní data – bez měřítka 
Rounding Modes Truncation Typ zaokrouhlování – oříznutí 
Optional Pins SCLR Volitelné Piny – vyčištění registrů 
Output Ordering Natural Order Výčet výsledků FFT – postupně 
Input Data Timing No offset Časování vstupů - bez zpoždění 
Data Block RAM Volba paměti pro ukládání mezivýsledků 
Phase Factors Block RAM Volba paměti pro ukládání mezivýsledků 




Volba CLB logiky nebo XtremeDSP bloků pro provedení FFT 
motýlku 
Z  uvedených parametrů má největší vliv na rychlost a velikost plochy výsledné 
struktury na čipu parametr s volbou architektury výpočtu Fourierovy transformace. Blok 
FFT může být implementován pomocí následujících čtyř architektur: 
 Pipelined, Streaming I/O: umožňuje plynulé zpracování dat 
 Radix-4, Burst I/O: umožňuje nahrát a zpracovat data samostatně, 
s využitím iterativního přístupu. Implementace je méně náročná na zdroje 
než u Pipelined architektury, ale čas výpočtu FFT je větší 
 Radix-2, Burst I/O: používá stejný iterativní přístup jako architektura 
Radix-4, ale čas výpočtu transformace je delší. Naopak požadavky na 
zdroje v FPGA jsou menší 
 36 
 Radix-2 Lite, Burst I/O : Založeno na Radix-2 architektuře, motýlek (hlavní 
část algoritmu pro výpočet FFT) využívá časově multiplexovaného 
přístupu. Zpracování je nejpomalejší, za účelem co největší úspory 
prostředků. 
Porovnání poměru náročnosti na využití zdrojů vůči datové propustnosti je uvedeno na 
obrázku 4.7. 
 
Obrázek 4.7 poměru náročnosti na využití zdrojů vůči datové propustnosti [14] 
Pro výpočet FFT je zvolena architektura Radix-2, Burst I/O, protože nezabírá mnoho 
místa v FPGA a datová propustnost a latence je vyhovující danému úkolu. 
4.2.2 FIFO IP blok 
<Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
tabulce 4.2:  
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Tabulka 4.2 Parametry IP bloků FIFO 
Parametr Hodnota Popis 
Parametry vstupní paměť: FIFO_01 
FIFO Implementation Common Clock  Volba hodinových signálů vstupních a výstupních portů 
Read Mode Standard FIFO Mód paměti standardní FIFO 
Data Port Parameters – 
Write Width 
32 Šířka vstupního slova 
Data Port Parameters – 
Write Depth 
1024 Počet vstupních slov* 
Initialization – Reset Pin Reset pin 
Inicializace výstupních portů při nastavení resetovacího 
vstupu 
Initialization – Reset type 
Synchronous 
Reset 
Nastavení, synchronního resetování hodin 
Initialization – Use Dout 
reset 
0 
Nastavení hodnoty při resetování výstupního portu na 
hodnotu 0 
Programmable Flags – 
Empty Type 
512, 513 
Nastavení volitelné úrovně vyprázdnění zásobníku. 
Nastavení při vyprázdnění 512 vzorků negace příznaku při 
513 vzorku. 
Parametry výstupní paměť: FIFO_02 
FIFO Implementation Common Clock  Volba hodinových signálů vstupních a výstupních portů 
Read Mode Standard FIFO Mód paměti standardní FIFO 
Data Port Parameters – 
Write Width 
26 Šířka vstupního slova 
Data Port Parameters – 
Write Depth 
1024 Počet vstupních slov* 
Initialization – Reset Pin Reset pin 
Inicializace výstupních portů při nastavení resetovacího 
vstupu 
Initialization – Reset type 
Synchronous 
Reset 
Nastavení, synchronního resetování hodin 
Initialization – Use Dout 
reset 
0 
Nastavení hodnoty při resetování výstupního portu na 
hodnotu 0 
Programmable Flags – 
Empty Type 
255, 254 
Nastavení volitelné úrovně naplnění zásobníku. Nastavení 
při naplnění 255 vzorků negace příznaku při 254 vzorku. 
Programmable Flags – 
Empty Type 
253, 254 
Nastavení volitelné úrovně vyprázdnění zásobníku. 
Nastavení při vyprázdnění 253 vzorků negace příznaku při 
254 vzorku. 
* počet vstupních slov volen s rezervou 512 vzorků pro případnou úpravu délky Fourierovy transformace 
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4.2.3 CORDIC IP blok 
Výstup z bloku FFT je v podobě 52 bitového komplexního čísla, 26 bitů pro reálnou a 
26 bitů pro imaginární složku, (formát s pevnou řádovou čárkou). Pro zobrazení 
kmitočtové modulové charakteristiky, je nutno spočítat z tohoto čísla absolutní hodnotu. 
K tomuto nejlépe poslouží blok CORDIC v4.0, který v sobě, mimo jiné, zahrnuje i 
funkci pro převod komplexního čísla v algebraickém tvaru do tvaru polárního tzv.: 
Vector Translation, viz obrázek 4.8. Tento blok tedy provede výpočet absolutní hodnoty 
z vektoru daného souřadnicemi x a y., v tomto případě reálné a imaginární složky 
výstupních dat FFT bloku. 
 
Obrázek 4.8 Vektorový převod algebraického komplexního čísla na polární tvar [14] 
 U výpočtu absolutní hodnoty je však dát si pozor na to, že vstupní data bloku 
CORDIC jsou prezentována v rozsahu velikostí <-1, 1) a to ve formátu Fix_N_N-2, kde 
N označuje zvolenou šířku slova. Pokud uvažujeme výstupní hodnotu z bloku FFT ve 
formátu např. Fix_26_15 neboli Q10.15 bude v bloku CORDIC namapována jako 
hodnota Fix_26_24 neboli Q1.24. Na výstupu tohoto bloku dojde k normalizaci hodnoty 
magnitudy (hodnota magnitudy bude v rozsahu 0 až √2). Při mapování v podstatě 
dochází pouze ke změně měřítka čísla. Tyto změny je třeba registrovat a konečný 
výsledek aritmetických operací pak vynásobit, případně vydělit takovým číslem, 
abychom dostali zpět původního formátu čísla. Příklad mapování hodnot v bloku 
CORDIC je zobrazen na obrázku 4.9. 
 
Obrázek 4.9 Příklad mapování vstupních dat bloku CORDIC [14] 
Nastavení parametrů bloku CORDIC je uvedeno tabulce 4.3: 
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Tabulka 4.3 Parametry IP bloku CORDIC  
Parametr Hodnota Popis 
Functional Selection Translate 
Výběr funkce bloku CORDIC pro převod kartézských souřadnic 
na polární 
Architectural Parallel Nastavení paralelní architektury 
Pipelining Mode Maximum Zvolení maximálního zřetězení pro implementaci algoritmu. 
Phase Format Radian Formát výsledků fáze 
Input Options - width 26 Nastavení bitové šířky vstupního formátu 
Input Options – register 
Inputs 
Yes Nastavení registrového vstupu 
Output Options – width 26 Nastavení bitové šířky výstupního formátu 
Output Options – register 
Output 
Yes Nastavení registrového výstupu 
Advanced Configuration 
Parameters – Coarse 
station 









4.2.4 Multiplier IP blok 
Výstupem bloku CORDIC je amplitudové spektrum. To znamená funkce napětí 
jednotlivých harmonických v závislosti na frekvenci. Chceme-li měřit výkon ve spektru, 
je třeba vypočítat druhou mocninu každé harmonické složky. Toto je dáno vztahem 4.1. 
      
  
   
 (4.1) 
K tomuto účelu je nejvýhodnější použít IP blok násobičky – Multiplier v11.2. 
Operace mocnění se pomocí násobičky provede tak, že na porty obou činitelů jsou 
přivedena stejná data. Při operaci násobení je pak nutno počítat s faktem, že formát čísla 
výsledku bude dán součtem počtu bitů obou činitelů. V případě násobení dvou čísel ve 
formátu FIX_26_14 neboli Q11.14 je výstupem číslo ve formátu FIX_52_28 neboli 
Q23.28. Parametry nastavení IP Bloku násobičky jsou uvedeny v tabulce 4.4.  
Tabulka 4.4 Parametry IP bloku Multiplier  
Parametr Hodnota Popis 
Multiplier Type Parallel Multiplier Nastavení násobičky pro dva signálové vstupy 
Input Options Port A – 
Data Type, Width 
Signed, 26 Nastavení formátu 1. součinitele 
Input Options Port B – 
Data Type, Width 
Signed, 26 Nastavení formátu 2. součinitele 
Multiplier Construction Use Mults Výběr způsobu implementace násobičky 
Optimization Options Speed Optimized Nastavení výkonu násobičky na maximální rychlost 
Pipelining and Control 
Signals – Pipeline Stages 
8 
Nastavení optimálního zřetězení pro danou pracovní 
frekvenci 
Pipelining and Control 
Signals – Synchronous 
Clear 
Yes 




4.2.5 Submodul rx_sample_decimator 
<Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
 (obrázek 4.10) 
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Obrázek 4.10 Výsledná struktura FFT_modulu a jeho důležité signály 
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4.3 UHD DLL 
 




4.4 Ovládací prostředí LabVIEW 
<Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
 
příloze A.5. 
Důležitá z hlediska FFT_modulu je zde část označená červeně. V levé části jsou 
vidět čtyři funkce PEEK, které slouží ke čtení dat paměti RAM v FPGA. Protože 
výsledky měření výkonu odpovědi tagu a šumu jsou 64 bitová čísla, je nutno spojit 
spodní a horní část slova. Obě 64 bitové čísla ve formátu unsigned integer jsou poté 
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 převedena na formát double. Při přenosu z FFT_modulu je ztraceno měřítko 
(pozice desetinné čárky), proto je potřeba číslo vydělit hodnotou 227 (134217728), což 
v praxi znamená posun desetinné čárky o 27 pozic doleva. Tímto dostaneme výsledek 
ve správném tvaru. Protože výsledkem je výkon, musíme ještě předchozí výsledek 
podělit impedancí. Impedance vstupu je 50 Ω. Chceme-li dosáhnout skutečně správné 
hodnoty, je nutné výsledek dělit 100 to je dáno vztahem 4.9.  
   
     
    
     [15](4.9) 
Další početní operace souvisí pouze s převedením jednotek ve Wattech na 
jednotky dBm. V části označené modře jsou pomocné grafy pro zobrazení spektra 
v reálném čase. Toto je umožněno, pokud je přerušen tok IQ dat vzorkovaných A/D 
převodníkem a nahrazen výstupem z bloku CORDIC. Pomocných grafů bylo využito 
při testování a pro ilustraci detekce tagu ve spektru. 
<Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
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5 NAMĚŘENÉ VÝSLEDKY 
 <Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
obrázcích 5.1 až 5.4  
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<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 5.1 Závislost změřeného výkonu odpovědi tagu na BLF, kódování Miller 0 
<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 5.2 Závislost změřeného výkonu odpovědi tagu na BLF, kódování Miller 2 
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<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 5.3 Závislost změřeného výkonu odpovědi tagu na BLF, kódování Miller 4 
<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 5.4 Závislost změřeného výkonu odpovědi tagu na BLF, kódování Miller 8 
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<Část následujícího textu je z důvodu ochrany vlastnických práv vynechána. > 
 obrázcích 5.5 až 5.8  
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<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 5.5 Závislost změřeného výkonu odpovědi tagu na výkonu nosné, kódování 
Miller 8, BLF = 80 kHz 
<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 5.6 Závislost změřeného výkonu odpovědi tagu na výkonu nosné, kódování 
Miller 8, BLF = 160 kHz 
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<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 5.7 Závislost změřeného výkonu odpovědi tagu na výkonu nosné, kódování 
Miller 8, BLF = 320 kHz 
<Obrázek odstraněn z důvodu ochrany vlastnických práv. > 
Obrázek 5.8 Závislost změřeného výkonu odpovědi tagu na výkonu nosné, kódování 
Miller 8, BLF = 640 kHz  
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ZÁVĚR 
Cílem diplomové práce byl návrh a realizace struktury pro detekci odpovědi tagu ve 
spektru a měření jeho výkonu v reálném čase na FPGA.  
Pro dosažení tohoto cíle bylo nutné realizovat komunikaci obslužného programu 
s modulem pro analýzu odpovědi tagu v kmitočtové oblasti, který je implementován na 
platformě SDR USRP 2920. Tohoto bylo dosaženo upravením knihovny UHD a 
virtuálních instrumentů. Dále bylo nutno analyzovat stávající strukturu FPGA projektu, 
upravit ji a vhodně ji doplnit o modul pro analýzu odpovědi tagu. K provedení těchto 
dílčích kroků bylo nutno disponovat znalostmi programovacích jazyků Verilog, VHDL, 
C++, LabVIEW, MATLAB a práce s prostředím Linux. 
Cíl byl splněn, dle naměřených výsledků lze konstatovat, že implementace 
modulu pro analýzu tagu proběhla úspěšně. Měřený výkon se od výkonu referenčního 
liší minimálně, toto platí také pro měření výkonu signálů s vysokým ACPR. Díky 
možnosti paralelizmu, kterou umožňuje FPGA probíhá analýza tagu v reálném čase. 
Další zpracování dat probíhá na PC.  
Pro další vývoj zařízení jako měřicí a testovací platformy pro RFID, by bylo 
vhodné pro maximální využití potenciálu zařízení, minimalizovat komunikaci PC se 
zařízením a některé dílčí části obslužného programu implementovat přímo v ZPU 
procesoru na FPGA.  
Výsledek této diplomové práce lze dále využít k realizaci jednoduchého 
spektrálního analyzátoru implementovaného v USRP jako samostatného zařízení 
v rámci výuky některých laboratorních cvičení.  
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SEZNAM SYMBOLŮ, VELIČIN A ZKRATEK 
ACPR Adjacent channel power ratio, poměr mezi výkonem sousedního a 
hlavního kanálu 
ASK Amplitude Shift Keying, amplitudově posunuté klíčování 
BLF Backscatter Link Frequency, odražená spojovací frekvence 
BPSK Binary Phase Shift Keying, binárně fázové klíčování 
CORDIC Coordinate rotational digital computer, koordinovaně rotačně číslicový 
počítač 
DDC Digital Down Converter, číslicový převaděč do nižšího pásma 
DSB Double Side Band, dvě postranní pásma 
DSP Digital Signal Processor, číslicově signálový procesor 
DUC Digital Up Converter, číslicový převaděč do vyššího pásma 
FFT Fast Fourier Transformation, rychlá Fourierova transformace 
FPGA Field Programmable Gate Array, programovatelné hradlové pole 
HF High Frequency, vysoká frekvence 
IEC International Electro-technical Commission 
ISO International Organization for Standardization 
LF Low Frequency, nízká frekvence 
MW Micro Wave, mikro vlny 
NRZ-L Non Return to Zero Level, kódování bez návratu do nulové hladiny 
OOK On Off Keying, vypnuto zapnuto klíčování 
PCD Proximity Coupling device, zařízení pro blízké spojení 
PICC Proximity Inductive Coupling Card, karta s blízkou indukční vazbou 
PR Phase Reversal, fázově opačná 
QR Quick response, rychlá odezva 
RFID Radio Frequency Identification, radiofrekvenční identifikace. 
RTcal Reader to Tag Calibration, kalibrace směr čtečka - tag 
SDR Software Defined Radio, softwarově definované rádio 
SSB Single Side Band, jedno postranní pásmo 
UHD USRP Hardware Driver, USRP hardwarový ovladač 
UHF Ultra High Frequency, velmi vysoká frekvence 
UID Unique Identification, jednoznačná identifikace 
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USRP Universal Software Radio Peripheral, univerzální periférie SDR 
VHDL VHSIC Hardware Description Language, jazyk pro popis hardware 




A LabVIEW VI a MATLAB skripty 58 
A.1 Virtuální instrumenty pro zachycení IQ dat a nastavení FFT_module v 
USRP 58 
A.2 Zachycená data a skripty pro jejich analýzu ........................................... 58 
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B.3 Upravená funkce knihovny UHD pro komunikaci s RAM pamětí FPGA
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A LABVIEW VI A MATLAB SKRIPTY 
A.1 Virtuální instrumenty pro zachycení IQ dat a nastavení 
FFT_module v USRP 
Virtuální instrument pro zachycení dat přijímaných zařízením USRP přiložen na DVD 
v souboru *\priloha_a \labview\Data_Capture.vi
2
 
Virtuální instrument pro zachycení dat přijímaných zařízením USRP přiložen na DVD 
v souboru *\priloha_a \labview\RT Send and Receive.vi
2
 
Virtuální instrument pro zachycení dat přijímaných zařízením USRP přiložen na DVD 




A.2 Zachycená data a skripty pro jejich analýzu 
IQ data odpovědi tagu ve formátu .mat pro zpracování v MATLABu přiložen na DVD 
v souboru *\ priloha_a\matlab\iqdata3.mat 
Vzorky modulového frekvenčního spektra  (napětí) vypočteného pomocí ISIM 
simulator ve formátu .txt pro zpracování v MATLABu přiložen na DVD v souboru 
*\priloha_a\ matlab\modul_out_FM.txt 
Vzorky modulového frekvenčního spektra  (výkon) vypočteného pomocí ISIM 
simulator ve formátu .txt pro zpracování v MATLABu přiložen na DVD v souboru 
*\priloha_a\ matlab\modul_out_power.txt 
Výsledek vypočteného spektrálního výkonu z modulového frekvenčního spektra  
(výkon) vypočteného pomocí ISIM simulator ve formátu .txt pro zpracování 
v MATLABu přiložen na DVD v souboru *\priloha_a\ matlab\sum_out_FM.txt 





                                                 
2
 Diplomová práce byla podpořena firmou CISC Semiconductor GmbH, která poskytla zdrojový 
kód svého produktu jako základ pro vývoj algoritmu. Vzhledem k ochraně vlastnických práv firmy CISC 
nelze zveřejnit některé části zdrojového kódu. V příloze jsou zveřejněny pouze ty části, na které se 
nevztahují omezeni na základě vlastnických práv. 
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A.3 Vi pro zachycení dat a jejich analýzu 
<Příloha odstraněna z důvodu ochrany vlastnických práv. > 
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A.4 RT send gen2 time poked.vi 
<Příloha odstraněna z důvodu ochrany vlastnických práv. > 
  
 61 
A.5 RT Send and Receive.vi 
<Příloha odstraněna z důvodu ochrany vlastnických práv. > 
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B VHDL, VERILOG, C++ ZDROJOVÉ KÓDY 
B.1 Zdrojové kódy VHDL 
Zdrojové kódy přiloženy na DVD v souboru *\ priloha_b\hdl\usrp_sources\vhdl\*.*2 
B.2 Zdrojové kódy verilog 
Zdrojové kódy přiloženy na DVD v souboru *\ priloha_b\hdl\usrp_sources\verilog\*.*2 
B.3 Upravená funkce knihovny UHD pro komunikaci 
s RAM pamětí FPGA 




B.4 Simulace FFT_module 
Test-benche pro jednotlivé vhdl moduly a části kódu přiloženy na DVD v souboru * 
\priloha_b\hdl\simulation\
2
 
 
