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Señores miembros del jurado: 
En cumplimiento de las normas establecidas en el Reglamento de Grados y 
Títulos de la Universidad César Vallejo presento ante ustedes la tesis titulada 
“SISTEMA DE SEGURIDAD INFORMÁTICA PARA LOS RIESGOS EN LA 
RED DE DATOS DE LA EMPRESA GRUPO PALOMARES SAC” la misma que 
someto a vuestra consideración y espero que cumpla con todos los requisitos 
de aprobación para obtener el título profesional de Ingeniero de Sistemas. 
Esta investigación tiene como objetivo, determinar el efecto de la 
implementación  de un sistema de seguridad informática para los riesgos en la 
red de datos de la empresa Grupo Palomares SAC basado en la norma ISO 
27005:2011, la cual consta de siete capítulos; el capítulo I plantea una 
introducción describiendo la realidad problemática trabajos previos, teorías 
relacionadas al tema formulación del problema, justificación del estudio, 
hipótesis y los objetivos que lo guían, el capítulo II describe y explica el diseño 
de investigación, las variables de estudio y su Operacionalización. 
Adicionalmente se explica la población, la muestra y se detalla las técnicas e 
instrumentos para la recogida y procesamiento de la información, la validación 
y confiabilidad del instrumento, los métodos de análisis de los datos y aspectos 
éticos de la investigación, el capítulo III se refiere a los resultados de la 
investigación así como a la comprobación de las hipótesis, en el capítulo IV se 
presenta y se discuten los resultados de la investigación, en el capítulo V se 
presentan las conclusiones, en el capítulo VI se presentan las 
recomendaciones, en el capítulo VII se detallan las referencias bibliográficas 
utilizadas y finalmente se completa con los anexos. 
Esperamos señores miembros del jurado que la presente investigación se 
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La presente investigación tuvo como objetivo determinar el efecto de la 
implementación de un sistema de seguridad informática para los riesgos en la 
red de datos de la empresa Grupo Palomares sac, basado en la norma 
ISO/IEC 27005. 
La investigación realizada fue de tipo aplicada, con un diseño experimental de 
tipo pre experimental. La población estuvo formada por 30 estaciones de 
trabajo y el muestreo fue no probabilístico, intencional. Se usó como técnica 
recopilación de datos la observación que hizo uso como instrumento una ficha 
de observación. El instrumento de recolección de datos fue validado por medio 
del juicio de expertos con un resultado de opinión de aplicabilidad y la 
confiabilidad se realizó mediante la prueba de t student. 
Los resultados de esta investigación confirman que la implementación del 
sistema de seguridad informática tuvo un efecto  significativo para los riesgos 
en la red de datos de la empresa; en cuanto al nivel de amenazas detectadas 















The present investigation had as objective to determine the effect of the 
implementation of a system of computer security for the risks in the data 
network of the company Group Palomares sac, based on the ISO/IEC 27005. 
The investigation was of type applied, with an experimental design of type pre 
experimental. The population was made up of 30 workstations and the sampling 
was non probabilistic, intentional. It was used as a data collection technique the 
observation made use as a tool in a tab of observation. The data collection 
instrument was validated by means of the judgment of experts with a result of 
the opinion of applicability and reliability was performed using Student's t test. 
The results of this research confirm that the implementation of the system of 
computer security had a significant effect for the risks in the data network of the 
company; in terms of the level of threats detected was achieved a reduction of 8 
per cent and at the level of severity of impact is reduced to 4%. 
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