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Inleiding 
 
Netneutraliteit geldt in Nederland sinds 1 januari 2013. De wet, vastgelegd in artikel 7.4a van 
de Telecommunicatiewet, bepaalt kort gezegd dat internetproviders geen diensten of 
toepassingen op het internet mogen blokkeren. Nederland is daarmee een van de weinige 
landen in de wereld waar netneutraliteit bij wet is vastgelegd. Inmiddels is de discussie over 
het wettelijk vastleggen van netneutraliteit ook in de rest van de wereld opgelaaid. De vele 
nieuwsberichten getuigen hiervan.1 In Europa is flink gedebatteerd over een plan van 
Europees Commissaris, Neelie Kroes, om netneutraliteit ook op Europees niveau in de wet te 
verankeren. Haar voorstel2 bevat een minder streng regime dat ruimte open laat om 
gespecialiseerde diensten voorrang te geven. Een meerderheid van het Europees Parlement 
vindt dat plan echter te breed en stemde in april 2015 voor een engere versie van 
netneutraliteit. Deze engere versie3 ligt nu voor bij de Raad van Ministers.  
Vanwege het technisch karakter van het begrip netneutraliteit lijkt de discussie zich in een 
beperkte kring van ICT-geïnteresseerden af te spelen. En dat doet de discussie geen recht, 
netneutraliteit heeft namelijk een directe relatie met de discussie over een vrij toegankelijk 
internet en dat vrij toegankelijke internet wordt op haar beurt genoemd als een mensenrecht of 
een digitaal burgerrecht. Bits of Freedom, een invloedrijke burgerrechtenbeweging stelt het 
als volgt: “Vrijheid en privacy op internet zijn onmisbaar voor je ontwikkeling, voor 
technologische innovatie en voor de rechtstaat.”4  
Een recht dus, en ook de Verenigde Naties (VN) heeft zich op het standpunt gesteld dat 
toegang tot het internet een ‘basic human right’ is. Frank la Rue, VN-rapporteur over 
bevordering en bescherming van het recht op vrije meningsuiting, stelt in zijn rapport: 
“Disconnecting individuals from the Internet is a violation of human rights and goes against 
international law.”5 Het rapport doet ook een beroep op staten om beleid te ontwikkelen om 
het recht op toegang te garanderen. Zonder beleid zal het internet verworden tot een tool voor 
de elite. “Given that the Internet has become an indispensable tool for realizing a range of 
human rights, combating inequality, and accelerating development and human progress, 
                                                          
1
 Zie voor een actueel nieuwsoverzicht http://www.nu.nl/tag/Netneutraliteit 
2
 COM(2013) 627 
3
 COM(2015) 489 
4
 https://www.bof.nl 
5
 UN Human Rights Council 2011, p. 3. 
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ensuring Universal access should be a priority for all States. Each State should thus develop 
a concrete and effective policy, in consultation with individuals from all sections of society, 
including the private sector and relevant Government ministries, to make the Internet widely 
available, accessible and affordable to all segments of population.”6 
De VN doet een beroep op de nationale regeringen om maatregelen te treffen om voor haar 
inwoners betaalbaar en vrij toegankelijk internet te garanderen. Netneutraliteit is in Nederland 
in de wet opgenomen om “de keuze- en uitingsvrijheid van eindgebruikers op het internet te 
maximaliseren en om de open en onbelemmerde toegang tot internet voor zowel (online) 
dienstenaanbieders als burgers en ondernemingen te waarborgen.”7  
In dit bredere perspectief van het vrij toegankelijke internet roept netneutraliteit vele 
onderzoeksvragen op. Welke maatregelen zijn er om betaalbaar en vrij toegankelijk internet te 
garanderen? Wat is betaalbaar internet? Wat is de relatie met andere grondrechten zoals 
vrijheid van meningsuiting? In dit onderzoek echter staat de toepassing van het 
netneutraliteitsprincipe in de Nederlandse rechtspraktijk centraal.   
Onderzoeksvragen en deelvragen 
Per 1 januari 2013 is netneutraliteit in de Nederlandse wet opgenomen. Hoofddoel van dit 
onderzoek is te achterhalen hoe dit wetsartikel in de praktijk wordt toegepast. De volgende 
onderzoeksvragen komen aan de orde: 
• Wat heeft de Nederlandse wetgever beoogd met het opnemen van netneutraliteit in de 
Telecommunicatiewet? 
• Wordt dit doel bereikt in de rechtspraktijk? 
• Zijn er alternatieven om hetzelfde doel te bereiken? 
Methodologie, opbouw en afbakening 
Het eerste hoofdstuk betreft een achtergrondhoofdstuk.Het heeft een meer sociologische dan 
juridische aard. Om het belang van netneutraliteit te kunnen duiden is een goed begrip van de 
werking van het internet noodzakelijk. Daarom zal in dit hoofdstuk eerst het begrip internet 
nauwkeurig worden gedefinieerd en vervolgens worden uitgelegd hoe dit medium precies 
werkt. Van belang is ook hoe de moderne maatschappij zich verhoudt tot het internet. Daarom 
                                                          
6
 UN Human Rights Council 2011, p. 17. 
7
 Kamerstukken II 2010/11, 32 549, nr. 29, p. 2. (Amendement Verhoeven c.s.) 
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wordt in dit hoofdstuk tevens aandacht besteed aan de vraag of het internet een soort 
grondrecht 2.0 is of slechts infrastructuur?  
Het tweede hoofdstuk gaat nader in op het begrip netneutraliteit. Het begrip zal nauwkeurig 
worden uitgewerkt. Daarbij wordt de nadruk gelegd op het juridisch kader en minder op de 
techniek. In dit hoofdstuk wordt tevens uitgelegd waarom netneutraliteit niet vanzelfsprekend 
is. Als laatste komt de visie van de Nederlandse wetgever aan de orde. Nederland is het eerste 
Europese land dat ervoor heeft gekozen netneutraliteit wettelijk te verankeren.  
Het derde hoofdstuk gaat in op de toepassing van art. 7.4a van de Telecommunicatiewet (Tw) 
in de rechtspraktijk. Eerst wordt geschetst hoe dit artikel wordt gehandhaafd, vervolgens 
worden uitspraken van de toezichthoudende instantie de Autoriteit Consument & Markt 
(ACM) besproken. Aan de hand van de analyse wordt besproken of de ACM zich in 
voldoende mate aan de algemene beginselen van behoorlijk bestuur houdt en wordt ingegaan 
op de effectiviteit van het toezicht. Er zal blijken dat die effectiviteit niet optimaal is en 
daarom wordt in dit hoofdstuk ook ingegaan op alternatieve mogelijkheden om netneutraliteit 
zeker te stellen. Ik geef tevens mijn eigen opvatting over de huidige wettelijke regeling van 
netneutraliteit. 
In de conclusie, tenslotte, zullen de onderzoeksvragen worden beantwoord.   
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1 Het recht op een vrij toegankelijk internet 
 
1.1 Inleiding 
Het internet is niet meer weg te denken uit onze maatschappij. Wereldwijd kent het internet 
inmiddels meer dan drie biljoen gebruikers. Het is een bron van informatie en een zeer 
krachtig communicatiemiddel. Telefonie, tekstberichten, muziek, films, games: 
internettechnologie verzendt alles de wereld rond in pakketjes van “nullen” en “enen”, 
ongeacht over welk netwerk. Economie en maatschappij zijn sterk afhankelijk geworden van 
elektronische communicatie. Veel mensen dichten het internet een beslissende rol toe in de 
ontwikkeling van de moderne maatschappij. Zo vragen velen zich af of de Arabische Lente er 
ook geweest zou zijn zonder internet. De Arabische Lente begon in 2010 in Tunesië, met de 
zichzelf als protest in brand stekende fruitverkoper in het stadje Sidi Bouzid als iconische 
held. Dit beeld zette aan tot grote volkswoede en leidde uiteindelijk tot regimewisselingen in 
Tunesië, Egypte en Libië en tot grote druk op de leiders van onder andere Jemen, Bahrein en 
Syrië. Velen claimen dat de rol van sociale media en dan met name Facebook, Twitter, 
Youtube en de blogs van jonge activisten en opposanten, doorslaggevend is geweest bij de 
mobilisatie van het volksprotest.8 
Het huidige internet is een wijdverspreide informatie-infrastructuur. Het internet is complex 
en omvat technologische, organisatorische en maatschappelijke aspecten. Dit hoofdstuk zal 
zich concentreren op de hoofdlijnen en op die aspecten die van belang zijn voor een goed 
begrip van het netneutraliteitsprincipe. Dit hoofdstuk begint met een overzicht van de 
ontstaansgeschiedenis van het internet. Vervolgens wordt aandacht besteed aan de rol van de 
internetproviders. Ook zal ik trachten een definitie van het internet te geven. Als laatste komt 
de vraag aan de orde hoe de moderne mens zich verhoudt tot het internet. Volgens velen is het 
internet dermate onmisbaar dat het recht op internet een mensenrecht is en dat het als zodanig 
beschermd moet worden.  
1.2 Ontstaansgeschiedenis van het internet 
Om de werking van internet te begrijpen, maak ik een kort uitstapje naar de 
ontstaansgeschiedenis van het internet.9  Deze is, opvallend genoeg, rechtstreeks te herleiden 
tot de lancering van de Spoetnik I door Rusland in 1957. De Amerikanen staan versteld van 
                                                          
8
 Zie bijvoorbeeld Abbink e.a. 2012. Abbink geeft overigens aan dat internet alleen niet beslissend is geweest, 
het was een combinatie van factoren. 
9
 Zie ook Leiner e.a, 2009.  
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het feit dat de Russen hen voor zijn. Gebrand als de Amerikanen zijn op een nieuwe 
technologische voorsprong, is een van hun eerste reacties het opzetten van het Advanced 
Research Projects Agency (ARPA) als onderdeel van het ministerie van defensie. ARPA  
krijgt de taak om nieuwe technologie te ontwikkelen en toe te passen op Amerikaanse 
defensie. In eerste instantie richt ARPA zich op ballistische raketten en nucleair onderzoek. 
Een van de projecten waaraan ARPA werkte was het ontwikkelen van een methode om te 
communiceren met de vele universitaire instellingen die voor ARPA onderzoek deden. De 
communicatie zou moeten gebeuren via een netwerk van computers. Een netwerk dat én 
stabiel én  niet afluisterbaar zou zijn. De basis voor dit netwerk is het werk van Leonard 
Kleinrock over packed-switching.10 Hierbij gaat het, populair gezegd, om het verdelen van 
berichten in pakketten. Deze pakketten worden vervolgens apart verstuurd. De ontvangende 
computer stelt het originele bericht samen uit de verschillende pakketten. Door die opsplitsing 
in pakketten was het netwerk onafhankelijk van onderbrekingen in het netwerk en tevens niet 
afluisterbaar. Een aantal jaar later zullen Bob Kahn en Vincent Cerf 11 deze techniek 
uitwerken tot het TCP/IP-protocol. Dit biedt verschillende netwerken de mogelijkheid om met 
elkaar te communiceren. In 1982 wordt het TCP/IP-protocol geaccepteerd als het standaard 
protocol en daarmee is de basis van het moderne internet gelegd. 
De splitsing van het ARPA-netwerk maakte het internet bovendien voor meer gebruikers 
toegankelijk. Bij die splitsing ontstond een netwerk voor militaire doeleinden (ARPANET)  
en een netwerk met name bedoeld voor educatieve doeleinden. Dit educatieve netwerk 
(National Science Foundation Netwerk (NSFnet)) werd opgezet om onderzoekers en 
wetenschappers een snelle en directe manier van communiceren te verschaffen. Zo ontstonden 
steeds meer netwerken met een bedoeld doel en vaak afgeschermd. In 1991 besluit het NSF 
zijn netwerk (backbone) vrij te geven voor commercieel gebruik en het jaar erop start Al Gore 
het vierjarig information superhighway project om onderzoek naar computers en de 
uitbreiding van de infrastructuur van het internet te bekostigen.12 
De ontwikkeling van een moderne webbrowser, gebaseerd op onderzoek van Tim Berners-
Lee13, maakt het mogelijk om links toe te voegen (HTML) en maakt het makkelijk een 
document te bekijken. Hiermee neemt het internet een ongebreidelde vlucht. In 1994 
verschijnen de eerste webwinkels en komt Hotmail online, in 1995 bieden de eerste internet 
                                                          
10
 Kleinrock, 1961. 
11
 Cerf & Kahn, 1974. 
12
 Al Gore, 1994. 
13
 Berners-Lee, 1990. Tim Bernes-Lee wordt gezien als de grondlegger van het internet. 
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providers hun diensten aan, in 1999 beidt de eerste full service bank zijn diensten online aan 
(First Internet Bank of India). In 2015 kent het internet meer dan 3 biljoen gebruikers en dit 
aantal stijgt nog iedere dag (zie figuur 1). 
Figuur 1: aantal internetgebruikers wereldwijd 
 
Bron: http://www.open.edu/openlearn/money-management/management/business-studies/history-online-retail 
En de ontwikkeling van het internet is nog lang niet gestopt. De nieuwste ontwikkeling is het 
Internet of Things dat uit gaat van de gedachte dat apparaten rechtstreeks met elkaar kunnen 
communiceren in hun eigen omgeving. Wanneer apparaten in toenemende mate onderling 
gaan communiceren, ontstaat er een groot netwerk dat na verloop van tijd dezelfde 
eigenschappen gaat krijgen als een neuraal netwerk, waarbinnen apparaten niet alleen 
communiceren maar ook van elkaar leren.14 Het Internet of Things staat nog in de 
kinderschoenen, maar gaat de komende jaren de wereld veranderen. Denk aan zelfrijdende 
auto’s, robotica, zelfregulerende systemen in huis (licht, vochtigheid), koelkasten die met 
supermarkten communiceren. De mogelijkheden zijn eindeloos. 
Nu we een beeld hebben van het internet, zal ik in de volgende paragraaf het internet in een 
definitie trachten te vangen. 
                                                          
14
 Vrij vertaald van Mattern & Floerkemeier, 2010, p. 242-259. 
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1.3 Internet: een definitie 
Het is lastig het internet in een definitie te vangen. Een eenvoudige zoekopdracht op internet15 
levert 40 verschillende definities op. VanDale16 definieert het internet in 2015 als volgt: 
“Wereldwijd computernetwerk dat het mogelijk maakt informatie te verspreiden of te zoeken 
en te e-mailen”. Deze definitie doet het internet bepaald geen recht. Zoals we in de vorige 
paragraaf hebben gezien, is op het internet veel meer mogelijk dan informatiedeling en e-mail. 
Het internet maakt bijna alles mogelijk en een uitputtende toepassingsgerichte definitie lijkt 
mij dan ook onmogelijk en weinig zinvol.  
Meer kans hebben definities die het accent leggen op de infrastructuur. In 1994 definieert Van 
Heste17 het internet als volgt: “Het Internet is de wereldwijde verzameling van netwerken die 
met elkaar verbonden zijn via de TCP/IP-techniek”. Wikipedia18 geeft de volgende definitie: 
“Het internet is de benaming voor een zeer groot, de hele aarde omspannend openbaar 
netwerk van computernetwerken, waarvan de afspraken worden beschreven in de Requests 
For Comments die worden beheerd door de Internet Engineering Task Force . Wikipedia 
noemt als één van de succesfactoren van het internet het feit dat het volledige internet van 
niemand eigendom is, terwijl de fysieke onderdelen wel degelijk een eigenaar hebben. 
Het internet in zijn totaliteit is dus van niemand. De kabels waarover de informatie loopt, zijn 
over het algemeen eigendom van internetproviders. En deze bedrijven zijn cruciaal in het 
verlenen van toegang tot internet aan particulieren en andere bedrijven. De volgende 
paragraaf gaat dieper in op deze poortwachters van het internet. 
1.4 Internet: toegang 
Zoals gezegd kunnen particulieren en bedrijven zichzelf geen toegang tot het internet 
verschaffen. Daartoe is een internetprovider nodig. Internetproviders doen dienst als een 
commerciële poortwachter voor het internet. Er zijn drie soorten providers:19 
• Een Internet Access Provider (IAP)  is een organisatie of persoon die aan particulieren 
en/of bedrijven faciliteiten biedt om een vaste computer of een mobiel apparaat 
verbinding te laten maken met het internet. Dit kan op verschillende manieren: 
                                                          
15
 www.betekenis-definitie.nl/internet 
16
 www.vandale.nl 
17
 Van Heste, 2004, p. 5. 
18
 www.wikipedia.org  
19
 www.wikipedia.org 
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bijvoorbeeld via inbellen of ADSL (beide via het telefonienetwerk), kabelinternet (via 
het kabeltelevisienetwerk), via mobiel internet of wifi. 
• Een Internet Service Provider (ISP) is een bedrijf dat via het internet aan klanten een 
eigen e-mailadres aanbiedt, de mogelijkheid geeft een eigen site op het World Wide 
Web te maken, en vaak om daar gegevens via FTP toegankelijk te maken. 
• Een Internet Hosting Provider (IHP) is een ISP die diensten levert voor het 
toegankelijk maken van een internetdomeinnaam en webhosting (het maken van een 
eigen website). 
Voor het onderzoek naar netneutraliteit is vooral de dienstverlening van de IAP van belang. 
Accessproviders bieden vaak ook allerlei diensten aan die hen tot ISP maken. In het vervolg 
zal ik het onderscheid niet meer maken en praten over ISP’s. In Nederland heeft KPN het 
complete telefoonnet naar alle huizen in beheer. Om te zorgen dat er toch een concurrerende 
markt mogelijk is moet KPN van de Autoriteit Consument en Markt (ACM) ook andere 
internetproviders de mogelijkheid aanbieden van deze kabels gebruik te maken om internet 
over de telefoonlijn aan te bieden. 
Internet via de kabel is ook mogelijk. Aanbieders van internet via de kabel kunnen 
abonnementen leveren met hogere internetsnelheden. In Nederland is het kabelnetwerk in 
handen van UPC en Ziggo. Ook hier geldt dat vanaf 2013 in de Telecommunicatiewet is 
opgenomen dat deze bedrijven ook andere aanbieders toegang moeten geven tot hun analoge 
kabelnetwerk. Consumenten kunnen hierdoor kiezen uit meerdere providers en dat moet meer 
concurrentie en lagere tarieven worden geboden. In de praktijk is echter nog steeds sprake van 
een monopoliepositie van de kabeleigenaren. 
Via glasvezel is nog sneller internet mogelijk. Internet via glasvezel is dan ook in opkomst.  
De belangrijkste eigenschappen van een glasvezelverbinding zijn de grote bandbreedte en de 
grote afstand waarover deze snelheid gerealiseerd kan worden. Daarnaast is de snelheid van 
het plaatsen van bestanden op internet (uploaden) even snel als die waarmee bestanden van 
internet af kunnen worden gehaald. Glasvezel is nog lang niet in heel Nederland beschikbaar. 
Iedere provider mag op het glasvezelnetwerk internet, telefonie en televisie aanbieden. Dit is 
mogelijk, omdat in tegenstelling tot de kabeleigenaren, de glasvezelaanbieders het netwerk 
niet beheren. Op deze markt is meer concurrentie en dus keuzevrijheid voor de consument. 
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De ISP is dus een cruciale schakel in de bewaking van een vrij toegankelijk internet. Hier zal 
ik in hoofdstuk 2 dieper op ingaan. Eerst laat ik in de volgende paragraaf de techniek van het 
internet los en ga ik in op de vraag welke waarde de moderne mens toekent aan het internet. 
1.5 Internet: een mensenrecht?  
We hebben gezien dat het internet de motor is van ontwikkeling en de transformator van onze 
maatschappij. Het internet heeft van oudsher een open en vrij karakter en kent in zijn geheel 
geen eigenaar. Een samenleving zonder internet is voor de moderne mens ondenkbaar. Maar 
het zorgt ook voor een tweedeling in de maatschappij: zij die geen toegang tot internet hebben 
lopen op zijn minst een informatieachterstand op. De Verenigde Naties (VN) gebruikt de term 
‘digital divide’20 om dit gat te duiden. De term is zowel van toepassing op maatschappelijk 
vlak tussen individuen als op wereldschaal tussen technologisch meer en minder ontwikkelde 
landen. DiMaggio en Hargittai21 beamen het belang van internettoegang en voegen daaraan 
toe dat in moderne landen internettoegang over het algemeen niet het obstakel is, maar wel 
het gebruik van de moderne communicatietechnieken. Zij spreken dan ook van een 
verschuiving van de “digital divide” naar “digital inequality”. Met dit laatste begrip betogen 
ze dat er niet alleen verschil is tussen mensen met en zonder toegang tot internet, maar ook 
tussen mensen met toegang tot internet.   
Gezien het belang van het internet heeft de VN zich, bij monde van VN-rapporteur voor de 
bevordering en bescherming van het recht op vrije meningsuiting Frank La Rue, op het 
standpunt gesteld dat toegang tot het internet een ‘basic human right’ is.  “Disconnecting 
individuals from the Internet is a violation of human rights and goes against international 
law.”22 Verderop in zijn rapport doet La Rue een beroep op staten om beleid te ontwikkelen 
om het recht op toegang te garanderen. Zonder beleid zal het internet verworden tot een tool 
voor de elite. “Given that the Internet has become an indispensable tool for realizing a range 
of human rights, combating inequality, and accelerating development and human progress, 
ensuring Universal access should be a priority for all States. Each State should thus develop 
a concrete and effective policy, in consultation with individuals from all sections of society, 
including the private sector and relevant Government ministries, to make the Internet widely 
available, accessible and affordable to all segments of population.” 23 
                                                          
20
 Un Human Rights Council 2011. 
21
 DiMaggio & Hargittai 2011. 
22
 Un Human Rights Council 2011. 
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La Rue benadrukt dat er zo weinig mogelijk beperkingen gesteld moeten worden aan de 
informatiestroom via internet en dat toegang tot het internet voor een ieder gewaarborgd moet 
zijn.   
1.5.1 Argumenten voor het internet als grondrecht 
La Rue krijgt veel steun bij zijn oproep om internet als een mensenrecht te kwalificeren. Een 
van de oprichters van het internet, Tim Berners-Lee toont zich een fervent aanhanger van het 
idee van het internet als mensenrecht. Hij gelooft dat het open internet continu in gevaar is, 
omdat overheden en bedrijven macht willen uitoefenen over het internet. In een interview met 
de BBC vraagt Berners-Lee “Are we going to continue on the road and just allow the 
governments to do more and more control-more and more surveillance? Or are we going to 
set up a bunch of values? Are we going to set up something like a Magna Carta for the world 
wide web and say, now it’s so important, so much part of our lives, that it becomes on a level 
with human rights”.24 
Het idee van een Magna Carta voor het internet is door verschillende landen verder 
ontwikkelt. Italië loopt voorop als het gaat om internetrecht en publiceert als eerste Europees 
land A Bill of Rights for the Internet Universe.25 Dit is een soort Magna Carta voor het 
internet. De tekst is open voor consultatie en zal nog veranderen. Op dit moment bestaat de 
Bill of Rights uit 14 artikelen. Onderwerpen variëren van fundamental rights to Internet 
access en netneutrality tot de notie informational self-determination waaronder ook het recht 
om vergeten te worden valt. Dit vergeetrecht is voortgekomen uit het zogenaamde Costeja-
arrest van het Europese Hof van Justitie op 13 mei 2014.26 De aanleiding was een zaak 
aangespannen door een Spanjaard. Via zoekgigant Google was een krantenartikel te vinden 
uit 1998 waarin de gedwongen verkoop van bezittingen van de Spanjaard werd aangekondigd. 
Omdat de man vond dat de informatie zijn relevantie intussen had verloren, en daarom alleen 
nog maar zijn reputatie schaadde, begon hij een proces tegen de krant en Google. Het hof 
oordeelde dat burgers van de Europese Unie het recht hebben om bepaalde verouderde of 
onjuiste privacygevoelige informatie te laten verwijderen uit de zoekresultaten van 
zoekopdrachten op een persoonsnaam bij een internetzoekmachine. Google biedt inmiddels 
een online formulier waarmee gebruikers een dergelijk verzoek in kunnen dienen. 
                                                                                                                                                                                     
 
24
 www.bbc.com/news/uk-26540635 
25
 Declaration of Internet Rights (te vinden www.camera.it). 
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In Brazilië is de Marco Civil da Brasil27 in 2014 bij wet aangenomen. De Marco Civil heeft 
een soortgelijke inhoud als de Italiaanse Bill of Rights. Ook andere landen kennen 
soortgelijke initiatieven.28  
1.5.2 Argumenten tegen het internet als grondrecht 
Tegenstanders zijn er ook. Eén van de tegenstanders tegen het idee van het internet als 
mensenrecht is de uitvinder van het TCP-IP-protocol, Vincent Cerf (zie p. 8). Cerf stelt:                   
“Internet access is always just a tool for obtaining something else more important. There is a 
high bar for something to be considered a human right. Loosely put, it must be among the 
things we as humans need in order to lead healthy, meaningful lives, like freedom from 
torture of freedom of conscience. It is a mistake to place any particular technology in this 
exalted category, since over time we will end up valuing the wrong things.”29  
Het internet is slechts een technologie, een enabler van rechten maar niet een recht op 
zichzelf. De vraag is ook of het bestaande mensenrechtenframework niet al voldoende 
bescherming biedt.  Het recht op vrije meningsuiting zoals verwoord in zowel art. 19 ICCPR 
als in art. 19 UDHR gaat uit van bescherming ‘through any media’. Op Europees niveau 
wordt dit niet zo expliciet gesteld in art. 10 ECHR, maar de rechtspraak bevestigt ook hier dat 
het gaat om bescherming via elk communicatiemiddel.30 Het probleem is dat vrijheid van 
meningsuiting geen absoluut recht is. La Rue31 stelt dat op internet in slechts enkele gevallen 
de meningsvrijheid beperkt mag worden; kinderpornografie, aanzetten tot haat, laster en 
aanzetten tot genocide, discriminatie, racisme, vijandigheid of geweld zijn over het algemeen 
bij wet verboden en zulke informatie mag dus niet vrijelijk worden verspreid. 
Naast de vrije meningsuiting bieden ook andere mensenrechten een vorm van bescherming, 
zoals het recht op privacy (art. 8), vrijheid van gedachte, geweten en geloof (art. 9) en de 
vrijheid van vergadering (art. 11). Het voert voor dit onderzoek te ver om uitgebreid in te 
gaan op het verschil in bescherming van de verschillende mensenrechten. Ik voel veel voor de 
conclusie die De Hert en Kloza32 trekken, na uitgebreide analyse van de verschillen: 
“Freedom of expression (and perhaps a numer of other rights) protects both the Internet 
                                                          
27
 http://culturadigital.br/marcocivil 
28
 Bijvoorbeeld de Franse “Digital affairs and fundamental rights”. 
29
 Cerf 2014. 
30
 Zie bijvoorbeeld Jersild v. Denmark (1994), De Haes and Gijsels v. Belgium (1997). 
31
 UN Human Right Council 2014, p. 8. 
32
 De Hert & Kloza, 2012, p. 8. 
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content and connectivity against unlawful interference. But in order to fully enjoy the use of 
internet, a maximum level of connectivity must be ensured”. 
Het bestaande mensenrechtenframework voorziet in grote mate in de bescherming van de 
vrije meningsuiting, dus over datgeen wat op internet staat en mag staan. Het voorziet echter 
niet in bescherming van de onbelemmerde toegang tot internet (met andere woorden, kan je 
toegang tot internet krijgen en heb je dan de beschikking over alle diensten en informatie die 
het internet biedt). 
Gezien het belang van die onbelemmerde toegang tot internet is er naar mijn mening op dat 
vlak ruimte voor aanvullende wetgeving. 
1.5.3 Aanvullende wetgeving 
Veel auteurs zijn het er dus over eens dat vrije toegang tot internet beschermd moet worden 
en dat daar een taak voor de overheid is weggelegd. Grondrechten zijn rechten die de mens 
van nature toekomen. Van oudsher worden ze verdeeld in klassieke vrijheidsrechten en 
sociale grondrechten.33 De klassieke vrijheidsrechten verplichten tot overheidsonthouding. 
Veelal waarborgen ze de vrijheid van individuen en groepen om bepaalde activiteiten vrijelijk 
te ontplooien. Te denken valt hierbij onder meer aan de vrijheid van godsdienst en van 
meningsuiting. De sociale grondrechten doen een fundamentele aanspraak op actief 
overheidsoptreden. Zo bepaalt art. 19 van de Grondwet dat bevordering van voldoende 
werkgelegenheid voorwerp van zorg van de overheid is. Terwijl de klassieke grondrechten in 
rechte afdwingbare waarborgnormen zijn, zijn de sociale grondrechten in het algemeen niet in 
rechte afdwingbare instructienormen. 
Het recht op vrije meningsuiting op internet heeft het karakter van een klassiek recht; 
overheidsbemoeienis is ongewenst. Het recht op onbelemmerde toegang tot internet heeft 
vooral het karakter van een sociaal recht. De overheid moet actief optreden om obstakels tot 
het internet te verwijderen. Een aantal landen heeft dit inmiddels gedaan. Zo is vanaf 2010 in 
de Finse wet opgenomen dat alle Finnen recht hebben op een internetverbinding van 1Mbps. 
Vanaf 2015 is dat zelfs 100Mbps. In Brazilië stemde het Lagerhuis in 2014 met een nieuwe 
internetwet waar de rechten en plichten van zowel providers als gebruikers zijn opgenomen.34   
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 Burkens e.a. 2006, p. 139. 
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 Brazilian Civil Rights Framework for the Internet (te vinden via www.publicknowledge.org). 
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Eén van de plichten van de internetproviders die in de verschillende wetgeving genoemd 
wordt is de plicht om alle data gelijk te behandelen. Dit principe wordt netneutraliteit 
genoemd. Het volgende hoofdstuk gaat over netneutraliteit.    
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2 Netneutraliteit 
 
2.1 Inleiding 
Nederland heeft in 2013 het netneutraliteitsprincipe verankerd in de Telecommunicatiewet. 
Het is daarmee het eerste Europese land dat netneutraliteit wettelijk verankerd heeft. 
Inmiddels heeft ook Slovenië netneutraliteit wettelijk verankerd in de artikel 203 van de Wet 
Elektronische Communicatie die op 20 december 2012 door het Sloveense Parlement is 
goedgekeurd.35 In dit hoofdstuk wordt eerst een definitie van netneutraliteit gegeven. 
Vervolgens wordt ingegaan op de achtergrond van netneutraliteit. Aangegeven wordt dat 
netneutraliteit niet vanzelfsprekend is, omdat er grote economische belangen mee gepaard 
gaan. Als laatste wordt meer uitgebreid ingegaan op de bepaling die netneutraliteit in 
Nederland wettelijk verankert en de parlementaire geschiedenis daarvan. 
2.2 Definitie netneutraliteit 
Het concept netneutraliteit werd geïntroduceerd in de Verenigde Staten in het begin van de 
jaren 2000. Een eenduidige definitie is niet te vinden. In de van Dale komt het begrip niet 
voor, Wikipedia kent het uiteraard wel en omschrijft het als volgt: “Netneutraliteit is het 
trefwoord waaronder de discussie over de openheid van het internet plaatsvindt. Het gaat 
daarbij om de vraag of providers bepaalde soorten internetverkeer met voorrang dan wel met 
vertraging mogen behandelen”.36 In de Verenigde Staten was Tim Wu de eerste die 
netneutraliteit meer precies omkaderde. Hij definieert netwerkneutraliteit als volgt: “Network 
neutrality is best defined as a network design principle. The idea is that a maximally useful 
public information network aspires to treat all content, sites, and platforms equally”.37 
Volgens Wu is het bevorderen van netneutraliteit niets anders dan de uitdaging om in een 
private omgeving eerlijke marktwerking te bewerkstelligen. In een dergelijke omgeving is 
overheidsregulering erop gericht om zeker te stellen dat de kortetermijnbelangen van de 
ondernemer niet ten koste gaan van het belang van de consument om de beste producten of 
toepassingen beschikbaar te krijgen. Of, zoals Wu het stelt: “Preserving a Darwinian 
competition among every conceivable use of the internet so that only the best survive.”38 Ook 
in Europa wordt veelvuldig gediscussieerd over netneutraliteit. De Europese Commissie geeft 
echter geen eenduidige definitie van het begrip, dit laat zij over aan de nationale wetgevers: 
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 Zie voor Engelse vertaling https://wlan-si.net/en/blog/2013/06/16/net-neutrality-in-slovenia/ 
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 Wu 2003, p. 142. 
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 Wu 2003, p. 145. 
17 
 
“Hoewel er geen vaste definitie van 'netneutraliteit' bestaat, zijn nationale regelgevende 
instanties overeenkomstig artikel 8, lid 4, onder g, van de kaderrichtlijn39verplicht de 
belangen van de burgers van de Europese Unie te bevorderen, door het vermogen van de 
eindgebruikers te bevorderen om toegang te krijgen tot informatie en deze te verspreiden of 
om gebruik te maken van toepassingen en diensten van hun keuze”.40 
Wel geeft de Europese Commissie een omschrijving van de essentie van netneutraliteit. Zij 
geeft aan dat begripsafbakening eerst en vooral betrekking heeft op de vraag hoe het open 
karakter van dit platform het best gevrijwaard kan worden en hoe het internet in staat kan 
blijven diensten van hoge kwaliteit aan iedereen te leveren en open kan blijven staan voor 
innovatie, terwijl ook het genot van en het respect voor grondrechten zoals de vrijheid van 
meningsuiting en de vrijheid van ondernemerschap worden gestimuleerd.  
Van belang is ook het werk van het Orgaan van Europese regelgevende instanties voor 
elektronische communicatie (BEREC). Deze instelling heeft netneutraliteit als een van haar 
prioriteiten benoemd. Haar eerste publicatie in 2010 biedt dan ook een overzicht van het 
onderwerp netneutraliteit.41 In dit document wordt tevens een werkdefinitie voorgesteld voor 
netneutraliteit: “A literal interpretation of Network Neutrality, for working purposes, is the 
principle that all electronic communication passing through a network is treaded equally. 
That all communication is treaded equally means that is is treated independent of (i) content, 
(ii) application, (iii) service, (iv) device, (v) sender address, and (iv) receiver address. Sender 
and receiver address implies that the treatment is independent of end-user and 
content/application/service provider”.  
In hetzelfde document laat BEREC regelruimte voor nationale toezichthouders door te stellen 
dat: “There have been and will continue to be deviations from this strict principle. Some of 
these deviations may well be justified and in the end-user’s interest but other forms cause 
concern for competition and society. To assess this, NRA’s will need to consider a wider set of 
principles and regulatory objectives.” 
We kunnen concluderen dat netneutraliteit veel meer een principe is dan een nauwkeurig af te 
bakenen begrip. Netneutraliteit is een doel en geen middel. Het doel van netneutraliteit is erop 
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gericht het vrije en neutrale karakter van het internet te waarborgen waarbij de ene toepassing 
niet bevoordeeld mag worden boven de andere.  
2.3 Achtergrond netneutraliteit 
De discussie over netneutraliteit is zeer actueel, omdat op Europees niveau al een tijd gewerkt 
wordt aan netneutraliteitsregels. Onlangs (juni 2015) zijn deze regels, als onderdeel van het 
nieuwe Telecompakket, aangeboden aan de Raad van Ministers. Ik kom hier in paragraaf 2.6 
op terug.  
Alhoewel de actuele discussie rondom netneutraliteit vooral gerelateerd wordt aan een 
toegankelijk internet, is de oorsprong van het begrip netneutraliteit economisch van aard en 
heeft het te maken met het meest efficiënt inrichten van netwerken en informatiediensten. 
Netwerken en diensten voor de elektromechanische transmissie van signalen (digitale 
technologie) vormen de ruggengraat van de informatiemaatschappij en vormen dus een 
essentieel instrument voor de economie en de burgers. Een studie van de Conference Board42 
gericht op de vraag of en hoe ICT maatschappij, cultuur en economie bepaalt en verandert 
komt tot de conclusie dat: “Information and communications technology (ICT) is a dominant 
and pervasive part of modern life. It’s a true game changer”. Moderne ICT applicaties dragen 
significant bij aan economische groei en innovatie. Digitale technologie heeft gezorgd voor 
een economische omwenteling. Een goed voorbeeld is de opkomst van online verkoop en het 
digitale boek en dat de boekenmarkt compleet op zijn kop heeft gezet. Dit leidde in 2014 tot 
het faillissement van de keten van boekhandels Polare. Investeerder Paul Dumas zegt 
hierover: “De sector had een wake-up call nodig.”43 
De digitale mogelijkheden zorgen bovendien voor een omwenteling in de manier waarop 
mensen met elkaar omgaan. De opkomst van sociale netwerken maakt het mogelijk om 
nieuwe mensen te leren kennen, kennis en interesses te delen en creativiteit te stimuleren.  
Omdat de digitale technologie dusdanig dominant is als motor van economische en 
maatschappelijke groei, is het van groot belang om zorgvuldig om te gaan met de 
ontwikkeling en kwalitatieve verbetering van deze digitale netwerken, alsook uitbreiding van 
de dekking en het gebruik van de online diensten.  
Het benutten van de digitale mogelijkheden is zeer bepalend voor de mate van economische 
groei. Niet voor niks dus dat de Europese Commissie in 2015 de Digitale Agenda 
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presenteerde.44 De Digitale Agenda vormt een van de zeven pijlers van de Europa 2020 
strategie. In deze strategie worden doelen gesteld voor de groei van de Europese Unie (EU) 
tot in 2020. De Digitale Agenda wil het potentieel van de Informatie en Communicatie 
Technologie (ICT) beter benutten om de motor te zijn van innovatie, economische groei en 
vooruitgang. De Digitale Agenda is gebouwd op zeven pijlers: 
(1) Hoge en eenduidige digitale service in alle landen van de EU (digital single market). De 
EU constateert dat er op dit moment nog blokkades zijn die het vrije verkeer van online 
diensten en vermaak tegenhouden. De EU beoogt een eenduidige digitale markt om de 
muziek download industrie te versterken, om eenduidige betalingsmogelijkheden te 
realiseren en om de online EU-consument te beschermen. 
(2) Bevorderen interoperabiliteit en standaarden. Via het internet werken allerlei toestellen en 
applicaties samen. Europa wil zeker stellen dat deze samenwerking naadloos blijft 
verlopen. Zij stelt (bindende) standaarden, procedures en protocollen vast. 
(3) Versterken van het online vertrouwen en veiligheid. Op dit moment voelt zich 12% van de 
Europese online klanten zich veilig als ze online transacties doen. Deze pijler wil dit 
verhogen door praktische oplossingen te bieden zoals een Europese aanpak voor cyber 
aanvallen en regels rondom persoonlijke databeveiliging. 
(4) Bevorderen van snel en ultrasnel internettoegang voor een ieder. Nieuwe diensten zoals 
videoconferencing of digitale televisie hebben sneller internet nodig dan nu beschikbaar is 
in Europa. In 2020 dienen alle burgers download snelheden van 30 Mbps te hebben en 
moet 50% van de Europese huishoudens een internet toegang van boven de 100 Mbps 
hebben. 
(5) Investeren in onderzoek en innovatie om groei te stimuleren. De beste innovatieve 
toepassingen moeten sneller op de markt worden gezet om concurrentie voor te blijven. 
(6) Bevorderen van digitaal alfabetisme en digitale vaardigheden. Meer dan 50% van de 
Europeanen gebruikt het internet dagelijks. Echter, 30% van de Europeanen heeft het 
internet nog nooit gebruikt. De EU wil deze digital kloof (zie ook hoofdstuk 1) verkleinen. 
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(7)  Het potentieel van ICT benutten voor ontwikkeling om het dagelijks leven aangenamer te 
maken en sociale uitdagingen te verkleinen. Denk hierbij aan ondersteuning van 
bejaarden, vermindering van energiegebruik en betere publieke diensten.  
Over de toegang tot het internet zegt het rapport het volgende: “Every home, every business 
should have fast, reliable broadband services. This would help us all be better connected, 
while boosting productivity and performance for every business”.45  Netneutraliteit dient in 
deze context geplaatst te worden en is een manier om de vrije ontwikkeling van de digitale 
markt te beschermen en de keuzevrijheid van de eindgebruiker te maximaliseren. Hoe komt 
het dan dat dit vrije karakter overheidsingrijpen nodig heeft? Dit is het onderwerp van de 
volgende paragraaf. 
2.4 Netneutraliteit niet vanzelfsprekend 
Zoals gesteld in paragraaf 1.4 is de toegang tot het internet in handen van acces en 
serviceproviders (ISP’s). Dit zijn commerciële bedrijven die een deel van de 
internetinfrastructuur in eigendom hebben en exploiteren. Zij zijn verantwoordelijk voor een 
optimaal functionerend internet. Waarom zouden zij de ene applicatie bevoordelen boven de 
andere? Het antwoord heeft te maken met optimale inzet van bandbreedte aan de ene kant en 
winstmaximalisatie aan de andere kant. De internetproviders zijn verantwoordelijk voor een 
optimale prestatie van het onderliggende netwerk. Zij gebruiken daartoe bepaalde Internet 
Traffic Management (ITM) technieken. Deze maken het mogelijk om specifieke data te 
blokkeren, te prioriteren of te downgraden. Op deze manier kan de ISP bepaalde online 
applicaties of diensten anders behandelen dan andere en dit is in principe in strijd met het 
netneutraliteitsprincipe. ITM-maatregelen kunnen zowel voor legale als illegale doelen 
worden gebruikt. Volstrekt legaal is het als de ITM-maatregelen worden ingezet om de 
integriteit en de veiligheid van het netwerk te beschermen. Op deze manier wordt de 
eindgebruiker behoed voor bijvoorbeeld (D)Dos-aanvallen en andere softwarevirussen 
(malware).  
Echter, als de ITM-technieken worden ingezet om de online concurrentie te verminderen is er 
sprake van een illegaal doel. Een voorbeeld hiervan is het blokkeren van Voice over Internet 
Protocol (VoIP) diensten, zoals Skype, om de concurrentie tussen traditionele 
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telefoniediensten die ook worden aangeboden door ISP’s, te verminderen.46 Zoals uit het 
onderstaande nieuwsbericht blijkt, wilde KPN dit gaan doen in 2011.47 
 
KPN blokkeert Skype en andere VoIP-diensten ook voor huidige abonnees 
Door Erik Molkenboer, 23 april 2011 om 17:25 - 2 reacties  
Vanaf deze zomer zullen KPN-abonnees extra moeten gaan betalen voor VoIP-diensten als Skype. Dit geldt niet 
alleen voor nieuwe abonnementen, maar ook voor de lopende. 
In de huidige Algemene Voorwaarden (PDF) is namelijk al opgenomen dat klanten met mobiel internet bij KPN 
geen gebruik mogen maken van VoIP-diensten. Deze richtlijn wordt nu nog niet gehandhaafd, maar vanaf de 
zomer zal KPN Skype en andere programma's waarmee 'gratis' gebeld kan worden blokkeren, tenzij er extra 
voor wordt betaald. Omdat het dus al in de huidige contracten staat, kan KPN dit zonder problemen 
doorvoeren. 
In nieuwe abonnementen wordt uiteraard dezelfde richtlijn opgenomen en gehandhaafd, maar er komt nog 
meer slecht nieuws bij voor de klant. Ook online berichtendiensten, zoals Ping en WhatsApp, zijn vanaf de 
zomer niet meer gratis bij KPN. KPN loopt door dit soort diensten inkomsten mis, omdat mensen minder bellen 
en sms'en - zaken waar wel direct voor betaald moet worden. Gister verscheen op GSMinfo.nl een 
achtergrondartikel met meer informatie over de situatie. 
Buiten deze VoIP- en SMSoIP-diensten, zal ook extra betaald moet worden voor dataslurpende activiteiten, 
zoals het streamen van video's. Klanten bij KPN betalen dus voor de zomer voor een normale bel- en 
smsbundel, een databundel en eventuele extra diensten, zoals WhatsApp of Skype. De provider ziet in het 
nieuwe beleid meer keuzes voor de klant weggelegd, maar er lijkt vooral op het extra binnen halen van geld. Het 
is nog niet bekend wat KPN-dochters Hi en Telfort van plan zijn. 
 
In een ideale transparante situatie zou marktwerking het illegaal gebruik van ITM-technieken 
eruit kunnen filteren. In een vrije markt kunnen consumenten immers naar een andere 
provider over stappen als het netneutraliteitsprincipe wordt geschonden. In de praktijk gebeurt 
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dit echter niet. Dit heeft onder andere te maken met het feit dat de markt voor ISP’s over het 
algemeen oligopolistisch (de dienst wordt slechts door een paar grote aanbieders aangeboden) 
en bijzonder complex is.48 Deze complexiteit is terug te vinden in het aanbod naar de klant 
waarin verschillende diensten gestapeld worden in bundels. Deze stapeling maakt het voor de 
consument lastig te bepalen wat een individuele dienst inhoudt en wat een individuele dienst 
kost.  
Uit een studie van de Body of European Regulators of Electronic Communications (BEREC) 
in 201249 blijkt dat in de praktijk veel en vaak datarestricties in verschillende vormen worden 
toegepast door de Europese ISP’s. Zo blijkt dat 20% van de internetgebruikers en bijna de 
helft van de mobiele internetgebruikers contracten zijn aangegaan die het ISP’s mogelijk 
maken het gebruik van internet te beperken, door bepaalde diensten of applicaties uit te 
sluiten.  
Figuur 2: diversiteit van maatregelen gerapporteerd door ISP’s 
 
Bron: BoR (12) 30, p. 13. 
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Een van die technieken om datarestricties toe te kunnen passen is Deep Packet Inspection 
(DPI). Bij deze techniek wordt elektronisch dataverkeer tussen zender en ontvanger 
inhoudelijk geanalyseerd. Op basis van die inhoud kunnen pakketjes verschillend worden 
behandeld: geweigerd, gekopieerd naar een andere ontvanger of met een andere prioriteit 
doorgestuurd. De gebruikers hebben dit vaak niet in de gaten, beperkingen worden onder 
water technisch mogelijk gemaakt. Het gebruik van DPI is lucratief voor de ISP. Zij 
gebruiken de techniek onder andere om storingen op te lossen en dataverkeersstromen te 
monitoren. Echter, voor de gebruiker kan DPI problematisch zijn. Met behulp van DPI kan 
precies gemeten worden wat mobiele internetters doen en kunnen bepaalde diensten (zoals 
bijvoorbeeld chatapplicaties) worden geblokkeerd. In Nederland geeft KPN in mei 2011 toe 
dat het DPI techniek toepast. KPN-CEO Eelco Blok liet in een sessie met investeerders50 
weten dat KPN de omstreden afluistertechnologie wil inzetten om VoIP- verkeer op zijn 
mobiele netwerk te herkennen, zodat het dergelijke toepassingen voortaan apart in rekening 
kan brengen (zie ook nieuwsbericht p. 21). Het recht op privacy en vrijheid van meningsuiting 
komt in het gedrang zonder dat de gebruiker het door heeft. Het is immers mogelijk dat de 
ISP de inhoud van de verstuurde berichten bekijkt en eventueel blokkeert. De Onafhankelijke 
Post en Telecommunicatie Autoriteit (OPTA), heeft in 2011 onderzoek gedaan naar deze DPI-
praktijken omdat ze inbreuk kunnen maken op de persoonlijke levenssfeer van gebruikers (art. 
18.13 Tw Privacy en communicatiegeheim, art. 11.2 Tw Zorgplicht en art.11.3 Tw 
beveiligingsplicht). De OPTA concludeert dat er geen aanwijzingen zijn gevonden dat mails 
van de abonnees worden gelezen, verstuurde foto’s worden bekeken of bijdragen op sociale 
media worden gelezen.51 
Een netneutraal internet is dus niet vanzelfsprekend, economische belangen krijgen vaak de 
overhand. Veel overheden laten netneutraliteit daarom niet over aan de marktwerking, maar 
grijpen actief in door wettelijke grenzen te stellen. Ook de Nederlandse overheid heeft ervoor 
gekozen om wettelijke maatregelen te nemen. Deze maatregelen zijn het onderwerp van de 
volgende paragraaf.  
2.5 Netneutraliteit in Nederland 
Op 8 mei 2012 stemde de Eerste Kamer in met het wetsvoorstel voor de nieuwe Nederlandse 
Telecommunicatiewet. Daarmee werd ook het principe van netneutraliteit in de wet 
vastgelegd. We hebben gezien dat dit principe niet onomstreden is. Ook binnen de Europese 
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Unie zijn de nodige discussies gevoerd. In Europa komen voor het eerst in 2009 een aantal 
wettelijke maatregelen die rechtstreeks betrekking hebben op netneutraliteit (of het concept 
daarvan) terug in de Europese regelgeving inzake elektronische communicatie die in 2009 
werd goedgekeurd.52 In haar verklaring inzake netneutraliteit van 2009 onderschreef de 
Commissie het grote belang dat ze hecht aan het behoud van het open en neutraal karakter van 
het internet en wees ze erop dat netneutraliteit vanaf nu gold als een “beleidsdoelstelling en 
regelgevingsprincipe dat door nationale regelgevingsinstanties moet worden bevorderd”.53 
Nederland is de eerste EU-lidstaat die netneutraliteit in de wet heeft verankerd. Wereldwijd 
heeft alleen Chili een vergelijkbare wet. Volgens een van de initiatiefnemers van die 
Chileense wet, Gonzalo Arenas, komt het geregeld voor dat providers de verbinding afknijpen 
van gebruikers die veel films of muziek downloaden. Providers doen dat soms, omdat zware 
downloaders het netwerk relatief veel belasten. In Chili is netneutraliteit in augustus 2010 
opgenomen in de Ley General de Telecomunicaciones.54 De wet verbiedt ISP’s zich te 
bemoeien met wat voor data door hun netwerken gaan. 
2.6  Parlementaire geschiedenis netneutraliteit 
In de Nederlandse parlementaire geschiedenis wordt voor het eerste melding gemaakt van het 
vraagstuk omtrent netneutraliteit in een beleidsbrief uit juni 2008 van de toenmalige 
staatssecretaris van Economische Zaken over convergentie in de markten voor ICT, 
telecommunicatie en audiovisuele media en de gevolgen daarvan voor de consument.55 De 
staatsecretaris stelt nader onderzoek voor: “Het huidige beleid voor de sector elektronische 
communicatie houdt al langere tijd rekening met de effecten van convergentie. Zo is in de 
Telecommunicatiewet de open toegang tot fysieke infrastructuren geregeld zodat nieuwe 
partijen kunnen toetreden en uitsluiting door infrastructuurbezitters wordt ingeperkt. Door 
convergentie is nu een nieuw vraagstuk ontstaan omtrent de positie van aanbieders van 
toegang. Deze partijen zouden hun positie kunnen gebruiken om content en diensten van 
concurrenten te blokkeren of discrimineren. De vrees is dat hierdoor ´netneutraliteit´ in het 
geding komt, waardoor open toegang tot diensten en content wordt belemmerd. Dit hoeft 
vanuit marktwerkingsperspectief niet direct een reden te zijn tot ingrijpen zolang 
toegangsverleners transparant zijn over het beleid dat zij voeren op dit punt, en zolang 
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consumenten gemakkelijk kunnen overstappen naar concurrenten. Het Kabinet start een 
onderzoek naar de transparantie inzake het al dan niet blokkeren of discrimineren van 
content en diensten. Tevens onderzoekt het Kabinet of en welke verdere maatregelen 
nodig zijn, in het geval netneutraliteit ernstig wordt geschaad.” 
Deze afwachtende houding verandert in 2011. KPN maakte bekend van plan te zijn als 
aanbieder van mobiel internet, VoIP en online chatdiensten Skype en WhatsApp te blokkeren 
op smartphones (zie paragraaf 2.4), tenzij consumenten bereid zouden zijn hiervoor extra te 
betalen. De heffing zou dienen om de dalende bel- en sms-inkomsten als gevolg van het 
gebruik van deze concurrerende diensten te compenseren. Naar aanleiding van de plannen van 
KPN diende een aantal leden van de Tweede Kamer een motie in. In deze motie wordt de 
regering verzocht “in de telecommunicatiewet op te nemen dat telecomaanbieders niet op 
basis van het soort gebruik van dataverkeer mogen differentiëren en daarmee netneutraliteit 
te garanderen.”56 
Als antwoord op Kamervragen geeft de minister aan dat hij is overgegaan tot het opnemen 
van netneutraliteit in wetgeving, omdat hij door de aankondigingen van verschillende mobiele 
providers onvoldoende vertrouwen had dat marktwerking de grote belangen die op het spel 
staan zou waarborgen: “Ik heb daarom onvoldoende vertrouwen dat marktwerking de grote 
belangen die op het spel staan borgt. En die belangen zijn te groot om daar een risico te 
lopen. In de eerste plaats denk ik aan de vrijheid van meningsuiting en de ontvangstvrijheid: 
burgers mogen op internet in hun uitingsvrijheid en toegang tot informatie niet worden 
beperkt door keuzes van hun internetprovider. Ten tweede aan keuzevrijheid: consumenten 
moeten zelf kunnen bepalen welke diensten ze gebruiken via hun internetverbinding. Ten 
derde zorgt een open internet voor een platform waarover aanbieders van toepassingen en 
applicaties zonder belemmering hun diensten kunnen aanbieden, zonder daarbij afhankelijk te 
zijn van de toestemming van een aanbieder van internettoegang. De laagdrempeligheid om 
diensten te ontwikkelen en het (daardoor) grote aantal potentiële aanbieders zorgt ervoor dat 
elke klant een toepassing kan vinden die bij hem of haar past. Niet alleen de internettoegang 
als zodanig, maar met name ook de algemene beschikbaarheid van diensten en toepassingen 
vormen een meerwaarde voor economie en maatschappij.”57 
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2.7 Artikel 7.4a Telecommunicatiewet 
De Nederlandse wetgever heeft ervoor gekozen om netneutraliteit in de Telecommunicatiewet 
(Tw) op te nemen. Artikel 7.4a Tw is per 1 januari 2013 in werking getreden58 en luidt als 
volgt:  
(1) Aanbieders van openbare elektronische communicatienetwerken waarover 
internettoegangsdiensten worden geleverd en aanbieders van internettoegangsdiensten 
belemmeren of vertragen geen diensten of toepassingen op het internet, tenzij en voor zover de 
betreffende maatregel waarmee diensten of toepassingen worden belemmerd of vertraagd 
noodzakelijk is: 
 
a. om de gevolgen van congestie te beperken, waarbij gelijke soorten verkeer gelijk worden 
behandeld 
 
b. ten behoeve van de integriteit en de veiligheid van het netwerk en de dienst van de betrokken 
aanbieder of het randapparaat van de eindgebruiker; 
 
c. om de doorgifte van ongevraagde communicatie als bedoeld in artikel 11.7, eerste lid, aan een 
eindgebruiker te beperken, mits de eindgebruiker daarvoor voorafgaand toestemming heeft 
verleend, of 
 
d. ter uitvoering van een wettelijk voorschrift of rechterlijk bevel 
(2) Indien een inbreuk op de integriteit of veiligheid van het netwerk of de dienst of een 
randapparaat van een eindgebruiker, bedoeld in het eerste lid, onderdeel b, wordt veroorzaakt 
door verkeer afkomstig van een randapparaat van een eindgebruiker, doet de aanbieder 
voorafgaand aan het nemen van een maatregel waarmee het verkeer wordt belemmerd of 
vertraagd, melding aan de betrokken eindgebruiker, zodat de eindgebruiker de gelegenheid heeft 
de inbreuk te staken. Wanneer dit wegens de vereiste spoed niet voorafgaand aan het nemen van 
de maatregel mogelijk is, doet de aanbieder zo snel mogelijk melding van de maatregel. Wanneer 
het een eindgebruiker van een andere aanbieder betreft is de eerste volzin niet van toepassing.  
(3) Aanbieders van internettoegangsdiensten stellen de hoogte van tarieven voor 
internettoegangsdiensten niet afhankelijk van de diensten en toepassingen die via deze diensten 
worden aangeboden of gebruikt.  
(4) Bij of krachtens algemene maatregel van bestuur kunnen nadere regels worden gesteld met 
betrekking tot het bepaalde in het eerste tot en met derde lid. De voordracht voor een krachtens 
dit lid vast te stellen algemene maatregel van bestuur wordt niet eerder gedaan dan vier weken 
nadat het ontwerp aan beide kamers der Staten-Generaal is overgelegd.  
(5) Bij of krachtens algemene maatregel van bestuur kunnen ter voorkoming van een achteruitgang 
van de dienstverlening en een belemmering of vertraging van het verkeer over openbare 
elektronische communicatienetwerken, nadere minimumvoorschriften inzake de kwaliteit van 
openbare elektronische communicatiediensten worden gesteld aan aanbieders van openbare 
elektronische communicatienetwerken.  
Nederland heeft ervoor gekozen om netneutraliteit via de Telecommunicatiewet te 
waarborgen. Dat lijkt een logische keuze immers, de ISP’s vallen onder het regime van die 
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wet en zijn gebonden aan het netneutraliteitsprincipe. Er kunnen echter ook vraagtekens bij 
gezet worden. Veel activiteiten die te maken hebben met internet vallen onder de 
Telecommunicatiewet en het lijkt alsof in deze wet de oude wereld van de telefoonbieders 
opgelegd wordt aan de nieuwe wereld van de internettechnologie. Michiel Steltman, directeur 
Dutch Hosting Provider Association (DHPA) stelt dat “de internetwereld en de online-
industrie heel anders in elkaar steken dan de telecommunicatie-industrie. De telecomsector is 
verticaal geïntegreerd en bestaat voornamelijk uit bedrijven die de gehele dienstverlening 
voor hun rekening nemen. De internetwereld is echter horizontaal geïntegreerd en bestaat uit 
veel verschillende specifieke rollen en functies met een totaal verschillende dynamiek.”59  Hij 
pleit voor een internetwet analoog aan de Elektriciteitswet en de Wegenverkeerswet. In deze 
wetten worden alle aspecten, dus ook de rechten en plichten van burgers, van de betreffende 
nutsvoorziening geregeld en dat moet er ook voor internet komen. Ook PvdA-Kamerleden 
Astrid Oosenbrug en Jeroen Recourt pleiten voor een dergelijke wet. Zij stellen dat de 
Nederlandse wetgever met een postkoets op de digitale snelweg rijdt. Met de huidige 
Telecommunicatiewet is de privacy van burgers niet gegarandeerd ook de bescherming tegen 
cybercriminaliteit is onvoldoende gegarandeerd.60 Deze gedachte sluit aan bij de initiatieven 
die een Magna Carta voor het internet beogen (zie paragraaf 1.5.1).  
Ook vanuit een andere hoek werd gevreesd dat art. 7.4a Tw geen lang leven beschoren zou 
zijn. De Europese Commissie presenteerde in 2013 namelijk een nieuwe telecomverordening. 
Het Europese voorstel staat meer uitzonderingen toe op het beginsel van netneutraliteit dan de 
Nederlandse wet. Zo moet het op grond van artikel 23 tweede lid van het voorstel mogelijk 
zijn om door middel van premiumdiensten (specialised services) verbeterde kwaliteit aan te 
bieden door voorrang te bieden op het internetverkeer (priority lanes). Daarnaast is er een 
uitzondering opgenomen in artikel 23, vijfde lid, sub a voor ISP’s om ernstige misdrijven 
(serious crimes) te verhinderen door het nemen van dataverkeersmaatregelen. Tegenstanders 
claimen namelijk dat strikte netneutraliteit de levens van mensen in gevaar brengt. Günther 
Oettinger, Eurocommissaris voor digizaken, stelt dat gebruik van populaire diensten die veel 
dataverkeer generen in de weg kan zitten van data die een verkeersongeluk moet 
voorkomen.61 Artikel 23 van de nieuwe telecomverordening luidt als volgt:62 
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Article 23 - Freedom to provide and avail of open internet access, and reasonable traffic management  
1. End-users shall be free to access and distribute information and content, run applications and use 
services of their choice via their internet access service. 
End-users shall be free to enter into agreements on data volumes and speeds with providers of 
internet access services and, in accordance with any such agreements relative to data volumes, to 
avail of any offers by providers of internet content, applications and services.  
2. End-users shall also be free to agree with either providers of electronic communications to the 
public or with providers of content, applications and services on the provision of specialised services 
with an enhanced quality of service.  
In order to enable the provision of specialised services to end-users, providers of content, applications 
and services and providers of electronic communications to the public shall be free to enter into 
agreements with each other to transmit the related data volumes or traffic as specialised services 
with a defined quality of service or dedicated capacity. The provision of specialised services shall not 
impair in a recurring or continuous manner the general quality of internet access services. 
3. This Article is without prejudice to Union or national legislation related to the lawfulness of the 
information, content, application or services transmitted. 
4. The exercise of the freedoms provided for in paragraphs 1 and 2 shall be facilitated by the provision 
of complete information in accordance with Article 25(1), Article 26 (2), and Article 27 (1) and (2). 
5. Within the limits of any contractually agreed data volumes or speeds for internet access services, 
providers of internet access services shall not restrict the freedoms provided for in paragraph 1 by 
blocking, slowing down, degrading or discriminating against specific content, applications or services, 
or specific classes thereof, except in cases where it is necessary to apply reasonable traffic 
management measures. Reasonable traffic management measures shall be transparent, non-
discriminatory, proportionate and necessary to: 
a) implement a legislative provision or a court order, or prevent or impede serious crimes; 
b) preserve the integrity and security of the network, services provided via this network, and the end-
users' terminals; 
c) prevent the transmission of unsolicited communications to end-users who have given their prior 
consent to such restrictive measures;  
d) minimise the effects of temporary or exceptional network congestion provided that equivalent 
types of traffic are treated equally. 
Reasonable traffic management shall only entail processing of data that is necessary and 
proportionate to achieve the purposes set out in this paragraph. 
Omdat verordeningen rechtstreekse werking hebben en daarmee voorrang boven nationale 
wetgeving, vreesde men dat de strikte versie van de Nederlandse wetgever het onderspit zou 
delven. Het Europese voorstel is fors bekritiseerd en inmiddels ligt er een andere versie63 op 
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tafel, die de regels rondom netneutraliteit behoorlijk aanscherpt. Zo is de art. 23 lid 5 sub a 
inmiddels verandert in a) implement a court order. 64 
Formeel gezien is er nog geen akkoord, omdat het Europees Parlement en de Raad nog 
moeten stemmen, maar de kans dat er nog iets gaat veranderen lijkt klein. De Nederlandse 
netneutraliteitswet lijkt (voorlopig) veiliggesteld. 
Art. 7.4a is een veel bediscussieerde, bekritiseerde en toegejuichte uitbreiding op de 
Telecommunicatiewet. De effectiviteit van deze netneutraliteitswet valt en staat met het 
toezicht op en de  handhaving ervan door de autoriteiten. In het volgend hoofdstuk wordt 
geanalyseerd hoe naleving en handhaving van art. 7.4a in de praktijk uitvalt. Daarin is een 
hoofdrol weggelegd voor de Autoriteit Consument en Markt (ACM). 
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3 Netneutraliteit in de rechtspraktijk 
 
3.1 Inleiding 
De nieuwe Telecommunicatiewet is op 1 januari 2013 ingegaan. We hebben gezien dat art. 
7.4a Tw beoogt het vrije en neutrale karakter van het internet te waarborgen. Ook hebben we 
gezien hoe belangrijk dat vrije internet is voor de ontwikkeling van de mens, de economie en 
de maatschappij. Eén van de onderzoeksvragen van dit onderzoek is of dit wetsartikel 
inderdaad bijdraagt aan dat vrije internet. De effectiviteit van art. 7.4a zal in hoge mate 
afhankelijk zijn van de mate van handhaving in de rechtspraktijk. In dit hoofdstuk staat 
naleving, toezicht en handhaving dan ook centraal. Eerst wordt ingegaan op de taken van de 
toezichthouder en vervolgens wordt de rechtspraak van de afgelopen twee jaar geanalyseerd. 
Vervolgens wordt de rode draad in die rechtspraak besproken en als laatste komt de 
effectiviteit van art. 7.4a Tw aan de orde. 
3.2 Wettelijk kader toezicht en handhaving 
De Telecommunicatiewet kan zowel strafrechtelijk als bestuursrechtelijk worden 
gehandhaafd. Bestuursrechtelijke en strafrechtelijke handhaving vullen elkaar aan en zijn op 
elkaar afgestemd. Als een bestuurlijke boete is opgelegd, vervalt de bevoegdheid tot 
strafvervolging. Andersom vervalt de bevoegdheid tot het opleggen van een bestuurlijke 
boete, wanneer strafvervolging is ingesteld en het onderzoek ter terechtzitting is begonnen. 
Dit sluit een samenloop van sancties niet geheel uit. Een bestuurlijke last onder dwangsom 
kan, anders dan een bestuurlijke boete, wel in combinatie met een strafrechtelijke boete 
worden opgelegd. In de praktijk ligt het accent op de bestuursrechtelijke aanpak. 
Strafrechtelijke middelen worden ingezet als het bestuursrechtelijk instrumentarium 
ontoereikend is of als de overtreding zeer ernstig is. Het gaat in ieder geval om de volgende 
gevallen: 65 
a) Inbeslagneming. Radioapparatuur waarvoor gelet op de aard ervan geen vergunning 
kan worden verleend, is vatbaar voor onttrekking aan het verkeer. Denk hierbij 
bijvoorbeeld aan blokkeerzenders bestemd om mobiele telefonie in een bepaalde straal 
onmogelijk te maken. Dit soort radiozendapparatuur dient te allen tijde strafrechtelijk 
in beslag genomen te worden.   
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b) Binnentreding in een woning. Wanneer een illegale uitzending vanuit een woning 
wordt gepleegd, kan binnentreding in een woning noodzakelijk zijn. Dit is aan de orde 
als sprake is van gevaarzetting, bijvoorbeeld als de uitzending stoort op vitaal 
frequentieverkeer, zoals op een frequentie bedoeld voor de communicatie van lucht- 
en scheepvaart, voor hulpdiensten en defensie.  
c) Recidive. Als de overtreder keer op keer in de fout gaat, ondanks bestuursrechtelijke 
sancties, is bestuursrechtelijk optreden kennelijk niet effectief en strafrechtelijk 
optreden meer zinvol. 
d) Ernst overtreding. De ernst van de overtreding is afhankelijk van het soort 
radiozendapparatuur en de daarop geprogrammeerde frequenties. Als de frequenties 
van vitaal belang zijn of sprake is van concreet gevaar, is strafrechtelijk optreden 
geoorloofd. 
Wanneer de politie een overtreding van de Tw constateert, zendt de opsporingsambtenaar een 
afschrift van het proces-verbaal naar het Agentschap Telecom. Op grond hiervan kan het 
agentschap een last onder dwangsom opleggen om eenzelfde overtreding in de toekomst te 
voorkomen. In zaken die niet (verder) worden vervolgd wordt binnen drie maanden na 
inschrijving van de zaak op het parket, door of namens de officier van justitie een 
gemotiveerde kennisgeving van deze beslissing aan Agentschap Telecom verzonden. Het 
agentschap beoordeelt vervolgens of bestuursrechtelijke sanctionering nog opportuun is. 
Zoals bepaald in art. 15.1 lid 2 Tw is de Autoriteit Consument en Markt (ACM) belast met het 
toezicht op de Telecommunicatiewet en dus ook met toezicht op artikel 7.4a Tw. Tegen 
besluiten van de ACM kan een beroepschrift worden ingediend bij de bevoegde rechtbank, 
sector bestuursrecht conform de Algemene Wet Bestuursrecht (Awb).  
De taken en bevoegdheden van de ACM zijn wettelijk bepaald in de Instellingswet Autoriteit 
Consument en Markt. Artikel2 lid 5 van de Instellingswet ACM stelt: “De werkzaamheden 
van de Autoriteit Consument en Markt hebben tot doel het bevorderen van goed 
functionerende markten, van ordelijke en transparante marktprocessen en van een 
zorgvuldige behandeling van consumenten. Zij bewaakt, bevordert en beschermt daartoe een 
effectieve concurrentie en een gelijk speelveld op markten en neemt belemmeringen daarvoor 
weg.”  
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Zoals gezegd ligt in de praktijk de nadruk op bestuursrechtelijke handhaving. Art. 7.4 a Tw is 
tot op heden niet strafrechtelijk gehandhaafd. In het vervolg zal ik daarom nader ingaan op de 
bestuursrechtelijke handhaving.  
3.3 Eisen aan toezichthouder 
De ACM is een bestuursorgaan conform art. 1.1 Awb. Dat wil zeggen dat de besluiten van de 
ACM vallen onder hoofdstuk 3 Awb. Dat een bestuursorgaan bij de uitoefening van 
bestuursrechtelijke bevoegdheden en rechten ook normen van ongeschreven recht in acht 
moet nemen wordt algemeen aanvaard. Ongeschreven rechtsregels kunnen ‘harde eisen’ 
inhouden, die altijd in acht moeten worden genomen. Normen kunnen voortvloeien uit 
algemene rechtsbeginselen en uit de (meer specifieke) algemene beginselen van behoorlijk 
bestuur.66 Tot de algemene rechtsregels die bestuursorganen in acht moeten nemen, behoren 
in ieder geval: 
 Het legaliteitsbeginsel. Het overheidsoptreden behoeft een grondslag in de wet voor 
zover een bestuursorgaan de burger gebieden of verbiedend in hun vrijheid of 
eigendom beperkt. 
 Het rechtszekerheidsbeginsel. Het formele rechtzekerheidsbeginsel zit op een 
duidelijke begrenzing van de bestuursbevoegdheid en op ondubbelzinnigheid in de 
bepaling van de rechtspositie van de burger. Het materiële rechtzekerheidsbeginsel 
houdt in dat het geldende recht ook werkelijk toepassing vindt en voorts dat besluiten 
in beginsel niet met terugwerkende kracht aan de burgers mogen worden 
tegengeworpen. 
 Het gelijkheidsbeginsel. Alle gelijke gevallen dienen gelijk behandeld te worden en 
ongelijke gevallen dienen ongelijk behandeld te worden. 
De algemene beginselen van behoorlijk bestuur die bij de bevoegdheidsuitoefening in acht 
moeten worden genomen, worden in jurisprudentie en literatuur onderscheiden in de volgende 
beginselen:67 
 Zorgvuldigheidsbeginsel. Dit eist dat een besluit met de nodige zorgvuldigheid wordt 
voorbereid en herbergt eisen aan zorgvuldig onderzoek van feiten, een zorgvuldige 
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beslissingsprocedure en eisen betreffende deugdelijke besluitvorming (onderzoek naar 
minst bewarende oplossing, nagaan wettelijke oplossingen etc.) 
 Beginsel van draagkrachtige motivering. Hieruit vloeien voort eisen met betrekking 
tot de begrijpelijkheid van de argumentatie, eisen met betrekking tot de 
aanvaardbaarheid van de motieven. 
 Het vertrouwensbeginsel. Gerechtvaardigde verwachtingen moeten worden 
gehonoreerd. 
 Het beginsel van evenwichtige belangenafweging. Dit vereist dat besluitvorming 
voldoet aan eisen van evenredigheid en redelijkheid. 
 Het beginsel van kenbare motivering. Hieruit vloeien eisen voort met betrekking tot de 
wijze van kennisgeving van de motivering van het besluit. 
 Zorgvuldige kennisgeving. 
In de volgende paragraaf staat de toezichthoudende functie van de met betrekking tot art. 7.4a 
Tw centraal. Eerst beschrijf ik hoe de ACM haar taak met betrekking tot art. 7.4a Tw in de 
praktijk heeft aangepakt. Haar besluiten worden geanalyseerd en toegelicht. Vervolgens wordt 
deze taak getoetst aan de eisen van behoorlijk bestuur en ook op effectiviteit. Als laatste 
wordt ingegaan op alternatieve toetsingsmogelijkheden.  
3.4 Toezicht van de ACM  in de praktijk 
De Autoriteit Consument & Markt (toen nog OPTA) heeft zich in het wetgevingstraject 
kritisch uitgelaten over de strikte Nederlandse bepalingen rondom netneutraliteit. Zij had 
liever gezien dat Nederland de EU-methode had gehanteerd: transparantie verplichten en 
concurrentie mogelijk maken. “In Nederland is netneutraliteit nou eenmaal in de wet 
vastgeklonken, terwijl wij Europees gezien de consument juist de middelen willen geven om 
zelf een keuze te maken in hetgeen hij van de operator wil ontvangen”, aldus Remko Bos, 
directeur klantenzaken bij de OPTA.68   
Ondanks deze kritiek heeft de ACM vanaf 1 januari 2013 haar toezichthoudende taken op het 
netneutraliteitsvraagstuk opgepakt. In het jaarverslag van de ACM over 201369 constateert de 
ACM dat het afgelopen jaar de netneutraliteitswetgeving over het algemeen goed is nageleefd. 
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Wel is door de ACM bij een tweetal diensten onderzocht of deze op een netneutrale manier 
werden aangeboden. Het betreft de Sizz-app van Vodafone en het wifi-netwerk in NS-treinen 
van T-Mobile. Beide zaken zullen hieronder worden besproken. 
De eerste dienst die de ACM heeft onderzocht, is de Sizz-app van Vodafone en RTL. 
Daarmee konden RTL-streams gratis worden bekeken zonder dat dit ten koste ging van de 
databundel. De ACM oordeelde dat het buiten de databundel plaatsen van deze dienst niet in 
lijn is met de netneutraliteitswetgeving. Vodafone heeft het aanbod van haar provider Sizz 
aangepast na gesprekken met de ACM. Met de aanpassing worden de RTL-streams ook 
beschikbaar gemaakt voor abonnementen zonder databundel. Volgens de ACM is er met deze 
aanpassing sprake van een losse IP-dienst en is het aanbod niet meer in strijd met art. 7.4a 
Tw. Zie ter verduidelijking onderstaand nieuwsbericht: 70 
 
Vodafone past niet-netneutraal aanbod aan 
Sizz, een samenwerking tussen Vodafone en RTL, biedt gratis RTL-streams nu als losse service aan. 
Dat is wel netneutraal, vindt toezichthouder OPTA, nu ACM. 
Andreas Udo de Haes  
20 september 2013  
Vodafone heeft het aanbod van zijn provider Sizz aangepast na gesprekken met marktwaakhond 
ACM. In juni berichtte Webwereld dat Vodafone met Sizz de netneutraliteit schond door RTL streams 
datavrij te maken, als onderdeel van een internettoegangsdienst. 
Nu ook gratis streams zonder databundel 
Het afhankelijk maken van het tarief van een internettoegangsdienst van de gebruikte of 
aangeboden diensten en toepassingen via het internet mag namelijk niet. “Het buiten de databundel 
plaatsen van een bepaalde dienst mag niet”, stelde ACM destijds. 
Vodafone en RTL, die samen Sizz runnen, hebben dit nu omzeilt door de Sizz-app met gratis RTL 
streams ook beschikbaar te maken voor het Bel & SMS Sim Only abonnement dat geen databundel 
heeft. De abonnee kan overigens wel internetten, maar betaalt dan los per MB. 
Losse IP-dienst mag wel 
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Door deze constructie is de Sizz-app met gratis RTL streams nu volgens ACM aan te merken als losse 
IP-dienst, iets dat de wet netneutraliteit wel toelaat. “We hebben het aanbod van Sizz kritisch 
bekeken en geconstateerd dat er geen sprake was van het blokkeren van diensten, of van het 
voorrang verlenen aan bepaald internetverkeer. Vodafone schaadt dus niet de vrije toegang tot het 
internet. Wel was er sprake van het aanbieden van gratis content die alleen bij een databundel af te 
nemen was. Dit heeft Vodafone nu aangepast”, meldt de woordvoerster van ACM. De 
toezichthouder wijst er nog op dat telecomklanten met klachten over schending van de 
netneutraliteit terecht kunnen bij de Consuwijzer. 
Vodafone bevestigt de aanpassing in het aanbod van Sizz, maar wil verder geen commentaar op de 
kwestie geven. 
Heet hangijzer in Europa 
Het voortrekken of anders tariferen van bepaalde sites en diensten door providers is ook in het 
Europese telecomplan van Neelie Kroes een heet hangijzer. De EC vindt dat exclusieve 
overeenkomsten tussen provider en contentpartijen over datadoorgifte moeten kunnen. Critici 
noemen dit nepneutraliteit. 
Uit het voorbeeld van Sizz blijkt dat in Nederland vergelijkbare deals in principe ook kunnen, zolang 
die als losse IP-dienst worden aangeboden. 
 
De ACM heeft ook onderzoek gedaan naar gratis internet in de trein dat door T-Mobile wordt 
aangeboden. De ACM heeft geconcludeerd dat T-Mobile op het gratis wifi-netwerk in NS-
treinen diensten zoals Youtube en Spotify mag blokkeren. De gratis internetverbinding in de 
trein heeft een beperkte capaciteit die ook nog eens sterk wisselt. Als reizigers bijvoorbeeld 
filmpjes kijken op hun laptop, tablet of mobiele telefoon, dan hebben andere reizigers daar 
last van, omdat er minder capaciteit beschikbaar is voor hun verbinding. Door het blokkeren 
van dit soort ‘datavretende’ diensten kunnen zo veel mogelijk reizigers gebruik maken van de 
internetverbinding. Voorwaarde bij het blokkeren is wel dat dit niet selectief gedaan wordt: 
gelijke diensten moeten gelijk worden behandeld. In haar brief aan T-Mobile71 stelt de ACM: 
Door de beperkte en sterk fluctuerende beschikbare capaciteit voor internetdiensten op de 
mobiele dataverbinding heeft T-Mobile ervoor gekozen om het internetverkeer via 
Hotspot/Wifi in de trein te filteren op dataprotocollen die kenmerkend zijn voor 
internetdiensten die grote capaciteit van de aanwezige mobiele verbinding. Deze diensten 
worden vertraagd of geblokkeerd. Indien gebruikers onbelemmerde toegang zouden hebben 
tot internetdiensten die grote capaciteit vergen, zal vanwege de beperkte en sterk wisselende 
capaciteit van de mobiele verbinding congestie optreden”.   
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Daarmee doet de ACM kennelijk een beroep op de uitzondering van art. 7.4a lid 1, sub a, 
waar datavertraging is toegestaan om congestie te beperken. 
Na deze uitspraak ontdekte technologiewebsite PCM dat de NS (die inmiddels het beheer van 
het gratis wifi-netwerk in NS-treinen van T-mobile heeft overgenomen) bepaalde websites, 
zoals pornowebsites, blokkeert. Desgevraagd laat de ACM weten dat het tegen de wet is om 
complete websites te blokkeren. Er is geen officieel document te vinden van deze uitspraak. 
Zie ter verduidelijking onderstaand nieuwsbericht:72  
'Blokkeren van pornosites in NS-trein mag niet' 
25-07-14   20:29 uur  - Bron: ANP/BuzzT  
 
© ANP  
De NS houdt zich niet aan de wet op netneutraliteit, schrijft PCMweb. Volgens de technologiesite 
blokkeert het vervoersbedrijf bepaalde sites in de trein zonder dat daar een wettelijke basis voor is. 
De NS biedt in steeds meer intercitytreinen draadloos internet aan. Streamingdiensten als YouTube 
en Spotify worden geblokkeerd omdat het netwerk daardoor trager wordt voor anderen. 
 
De YouTube-site kan bijvoorbeeld wel worden geladen, maar het afspelen van video's lukt niet 
omdat anderen daar last van zouden kunnen hebben. Dit beleid is gewoon toegestaan. 
 
PCMweb heeft echter ontdekt dat pornosites als Pornhub helemaal niet toegankelijk zijn. Dat zou 
ook gelden voor een aantal andere sites, zoals filesharingsite The Pirate Bay en downloadnieuwssite 
TorrentFreak. 
 
De Autoriteit Consument en Markt (ACM) laat weten dat het tegen de wet is om complete websites 
te blokkeren. Ook Bits of Freedom komt tot deze conclusie. 
 
Reactie NS 
De NS blokkeert alle websites die verboden zijn of die te veel van het netwerk vragen, zegt een 
woordvoerster, maar dat werd tot voor kort niet door het bedrijf zelf gedaan. 
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'Tot april van dit jaar was het aanbieden van draadloos internet in de trein uitbesteed aan T-Mobile', 
legt ze uit. 'Sindsdien is het nog wel onze provider, maar dan in een andere rol.' 
 
Het is niet de bedoeling van de NS dat er nu sites op de zwarte lijst staan die gewoon legaal zijn. 'Er is 
ons alles aan gelegen om ons netjes aan de wet te houden, dus we hebben hier uitgebreid contact 
over met de ACM.' Binnenkort hoopt het bedrijf uitsluitsel te kunnen geven over eventuele 
vervolgstappen. 
 
Na deze eerste, wat aarzelende acties van de ACM omtrent netneutraliteit blijft het in 2014 
lang stil. In het jaarverslag over 2014 wordt in het geheel geen melding gemaakt van 
handhavend optreden bij netneutraliteitschendingen. Toch volgt eind 2014 een tweetal  
opzienbarende besluiten; zowel Vodafone als KPN worden beboet voor het overtreden van de 
netneutraliteitsregels. Ik ga eerst in op het boetebesluit voor KPN73. In dit besluit gaat de 
ACM voor het eerst ook in op de achtergrond van de bepaling inzake netneutraliteit, het 
verloop van de procedure, de zienswijze van KPN en legt tenslotte uit waarom zij vindt dat 
KPN een overtreding heeft begaan. Dit is interessant, vooral omdat in de acties van de ACM 
in 2013, een nadere onderbouwing ontbrak.  
In het besluit licht de ACM de achtergrond van de netneutraliteitsbepaling nog eens toe. Zij 
vindt dat de “macht” van de internetprovider om internetverkeer op eigen initiatief of onder 
druk van derden te belemmeren of te vertragen op gespannen voet staat met de keuze- en 
uitingsvrijheid van eindgebruikers. Om die reden verbiedt artikel 7.4a Tw in beginsel iedere 
belemmering of vertraging van diensten of toepassingen op internet door aanbieders van 
openbare elektronische communicatienetwerken waarover internettoegangsdiensten worden 
geleverd. Aanleiding voor het onderzoek naar KPN was een binnengekomen klacht. De 
gegevens van die aangever zijn vertrouwelijk. Nu de feiten. KPN heeft via wifi-hotspots op 
verschillende locaties in Nederland internet aangeboden. Consumenten die gebruik maakten 
van deze hotspots hadden geen toegang tot bepaalde diensten en applicaties, omdat KPN deze 
had geblokkeerd. KPN verklaart dat op 176 wifi-hotspots in het land binnen de dienst Gratis 
Basis Internet, in het algemeen bepaalde datastromen worden geblokkeerd. Voorbeelden 
hiervan zijn Bittorent, FTP (File Transfer Protocol), SSH, Telnet en VoIP. Indien 
eindgebruikers toegang willen krijgen tot deze toepassingen, moeten zij op de wifi-hotspots 
kiezen voor de betaalde Premium Internet-variant van KPN. KPN beëindigt na communicatie 
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met de ACM deze situatie vrijwillig. Binnen de gratis variant kunnen de andere diensten nu 
ook worden gebruikt. Het verschil met de betaalde variant is snelheid van het internet en de 
beperkte duur van het gebruik.  
KPN geeft in haar zienswijze aan dat zij zich herkent in het feitencomplex, maar dat zij niet 
vindt dat er sprake is van een ernstige overtreding. Zij stelt ten eerste dat de wet zich richt tot 
alle aanbieders van internettoegang, maar dat ten tijde van de invoering van de bepaling geen 
duidelijkheid bestond over afbakening. In dat verband merkt KPN op dat onduidelijk was hoe 
de norm zou worden toegepast op (gratis) vormen van dienstverlening gebaseerd op wifi-
technologie die voor invoering van de wet, 1 januari 2013 al bestonden. Volgens KPN 
concentreerde de parlementaire discussie zich op internetdienstverlening van aanbieders van 
openbare, vaste en mobiele netwerken. De ACM verwerpt deze zienswijze, omdat volgens 
haar het begrip aanbieder van een internettoegangsdienst niet is gedefinieerd in de 
Telecommunicatiewet. Echter, het begrip dient in de ruimste zin van het woord te worden 
uitgelegd, om te voorkomen dat de bepaling inzake netneutralititeit wordt omzeild. De ACM 
gaat ook in op de definitie van de internettoegangsdienst. Dit is een dienst waarmee toegang 
tot het internet wordt geboden. Zodra men een dienst aanbiedt waarmee toegang wordt 
verleend tot websites en andere diensten of toepassingen op internet, zoals e-mail of VoIP, 
dan is er sprake van een toegangsdienst. Ik kom hier in paragraaf 3.4.2 op terug. 
Ten tweede stelt KPN dat de eindgebruikers geen schade hebben geleden. De gebruikers 
hadden immers ook de betaalde dienst kunnen kiezen. Daarnaast stelt zij dat bijna alle KPN-
klanten gratis toegang hebben tot de dienst Gratis Basis Internet.  Het waren vooral 
buitenlanders die van de wifi-hotspots gebruik maakten en die, zo stelt KPN, waren in hun 
eigen land gewend geblokkeerde internetdiensten aan te treffen. De ACM verwerpt ook deze 
zienswijze. Zij stelt dat er geen sprake was van een vrij toegankelijk internet dat 
eindgebruikers de mogelijkheid biedt om alle websites te bezoeken en alle diensten te 
gebruiken. Eindgebruikers zijn dan ook benadeeld, doordat zij beperkt zijn in hun keuze- en 
uitingsvrijheid. 
De overtreding heeft geduurd van 1 januari tot en met 4 juli 2013. De ACM legt door middel 
van een openbaar besluit74 een boete op van € 250.000. De overtreding van artikel 7.4a, eerste 
lid Tw is ingedeeld in boetecategorie IV, waarvoor een boetebandbreedte is vastgesteld tussen 
€ 150.000 en € 450.000 (art. 15.4 derde lid Boetebeleidsregel ACM). De daadwerkelijke 
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boete is afhankelijk van de ernst van de overtreding, de omstandigheden waaronder de 
overtreding is gepleegd, en de duur van de overtreding. In de uitspraak wordt niet 
gemotiveerd waarom in dit geval voor € 250.000 is gekozen. 
In 2014 wordt ook Vodafone een boete opgelegd. Het betreft een boete van  € 200.00075. 
Aanleiding voor het onderzoek door de ACM is een persbericht dat Vodafone heeft verstrekt 
aan de ACM. In dat persbericht werd de introductie van een abonnement met  de gratis HBO 
GO-app aangekondigd. De HBO GO-app is een dienst van de commerciële digitale tv-zender 
HBO, waarmee een abonnee op drie apparaten tv-series, films en documentaires kan bekijken. 
Het gratis gebruik van de app hield in dat het gebruik van de app niet ten koste ging van de 
databundel van Vodafone en dat tevens het content abonnement gratis was. Om de gratis 
HBO GO-app te kunnen gebruiken moest de abonnee een voucher activeren met een door 
Vodafone verstrekte code. Centraal in dit besluit staat de vraag of de propositie die Vodafone 
aanbiedt een losse dienst in de zin van art. 7.4a Tw is. Indien het geen losse dienst betreft, is 
sprake van een overtreding van art. 7.4a Tw.  De ACM trekt de analogie met de Sizz-app (zie 
hierboven) en stelt dat ook de HBO GO-app niet als losse dienst is aan te merken. Vodafone 
geeft in haar zienswijze de volgende punten aan: 
“Vodafone meent, onder verwijzing naar artikel 6 EVRM en het lex-certa beginsel, dat het 
onzorgvuldig is om, zonder eerste duidelijkheid te scheppen over de uitleg van de 
netneutraliteitsbepaling, een sanctie op te leggen. Zij vindt een sanctie in dit geval 
onevenredig en onzorgvuldig. Zij geeft tevens aan dat de grenzen van wat wel en wat niet is 
toegestaan rondom netneutraliteit moeilijk zijn te trekken. De ACM vindt deze argumenten 
niet overtuigend en stelt dat reeds bij introductie van de vergelijkbare dienst Sizz-app 
Vodafone erop is gewezen dat die dienst niet in overeenstemming met art. 7.4a, derde lid Tw 
werd aangeboden. Dit, omdat door het datavrij beschikbaar stellen van de Sizz-app het 
gemiddelde tarief dat een abonnee per afgenomen MB betaalt voor zijn 
internettoegangsdienst bij gebruik van de Sizz-app anders wordt dan als hij er geen gebruik 
van maakt. Er kon bij Vodafone daarom geen misverstand bestaan over het feit dat de 
vergelijkbare HBO GO-app ook in strijd is met art. 7.4a Tw.” 
Beide beboete partijen hebben geen bezwaar aangetekend tegen de ACM-besluiten. Wel heeft 
het bedrijf RBN B.V. een bezwaarschrift ingediend. Zij stelt dat ze een directe concurrent is 
van KPN en dat de door RBN aangeboden VoIP-applicatie Ringcredible niet werkt op het 3G-
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netwerk van KPN. Zij stelt klanten te hebben misgelopen. RBN is van mening dat KPN de 
overtreding bewust heeft begaan en daaruit wederrechtelijk voordeel heeft genoten. Bij besluit 
van 7 april 201576 laat de ACM weten RBN niet als belanghebbende aan te merken bij het 
bestreden besluit en dat haar bezwaar aldus ingevolge artikel 6.6, onderdeel a, Awb als niet-
ontvankelijk moet worden aangemerkt. 
3.5 Kwaliteit van toezicht en handhaving 
De netneutraliteitswet is nog maar pril. In de twee jaar dat de wet is ingevoerd is een aantal 
keer opgetreden en is er in twee gevallen een bestuurlijke boete uitgedeeld. Die partijen zijn 
niet in bewaar of beroep gegaan waardoor we geen beeld hebben of de besluiten ook overeind 
zouden blijven bij rechterlijke toetsing. Met enige voorzichtigheid is wel een aantal 
kanttekeningen te zetten bij de kwaliteit van het toezichthoudende werk van de ACM. De 
vraag is of de hierboven genoemde vereisten van behoorlijk bestuur voldoende in acht zijn 
genomen. Bits of Freedom heeft hierbij haar vraagtekens gezet en heeft op 9 juli 2014 op 
grond van de Wet openbaarheid van bestuur (Wob) een verzoek77 ingediend tot 
openbaarmaking van alle documenten die iets zeggen over de invulling van het toezicht van 
de ACM op artikel 7.4a Tw. Dit verzoek is gehonoreerd en de ACM heeft twee brieven 
openbaar gemaakt. De brief van de ACM van 30 december 2013 in de zaak betreffende de T-
Mobile Hotspot in de trein en de brief van de ACM van 8 juli 2013 in de zaak betreffende de 
Sizz-app van Vodafone. Beide brieven bevatten zeer summiere informatie en geven geen 
beeld van de invulling van het toezicht van de ACM. Bits of Freedom heeft dan ook bezwaar 
gemaakt en stelt zich op het standpunt dat de inventarisatie van documenten die voor haar 
relevant zijn onvolledig is uitgevoerd door de ACM. Volgens Bits of Freedom is het 
aannemelijk dat de volgende stukken, die onder haar verzoek tot openbaarmaking vallen, 
bestaan: 
a) Beleidsregels over de wijze waarop art. 7.4a van de Tw door de ACM wordt 
geïnterpreteerd en op basis waarvan de ACM de zaak beoordeelt en eventuele 
communicatie met derden over beleidsregels 
b) Documenten die iets zeggen over hoe de ACM de verschillende zaken prioriteert, 
onderling en in verhouding tot de overige handhavingsactiviteiten van de ACM. 
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c) Documenten die betrekking hebben op de zaken Vodafone SiZZ en Internet in de trein 
en die niet eerder openbaar zijn gemaakt (te denken valt onder andere aan zienswijzen 
en verweerschriften). 
d) Documenten die betrekking hebben op een drietal zaken78 op het gebied van 
netneutraliteit die momenteel bij de ACM in behandeling zijn. 
De ACM geeft in haar reactie aan dat er geen beleidsregels zijn opgesteld die iets zeggen over 
de wijze waarop de ACM artikel 7.4a van de Tw interpreteert en dat zij geen specifiek 
prioriteringsbeleid voor de handhaving van netneutraliteit hanteert. Voor de overige 
onderzoeksdocumenten beroept zij zich op artikel 7 Instellingswet ACM. Hierin staat dat de 
ACM de door haar verkregen informatie geheim houdt. Hierop bestaan drie uitzonderingen: 
(1) het geval waarin voor de gegevens een andere wettelijk voorschrift of een bijzondere 
regeling geldt, (2) het geval waarin de gegevens voor een andere toezichthouder, 
bestuursorgaan of dienst noodzakelijk zijn voor de uitvoering van zijn wettelijke taak, en (3) 
het geval waarin gegevens van betekenis zijn voor een buitenlandse instelling voor de 
uitoefening van haar taak, voor zover deze taak overeenkomt met de taak van ACM. 
Daarnaast verwijst de ACM naar de inmiddels publiek gemaakt besluiten inzake de wifi- 
Hotspots van KPN en de HBO GO app van Vodafone.  
3.5.1 Kiezen en motiveren 
De publieke informatie inzake toezicht en handhaving van artikel 7.4a Tw door de ACM 
bestaat dus uit twee brieven en twee besluiten in twee jaar tijd. Bits of Freedom heeft dus wel 
een punt: er is weinig documentatie beschikbaar. Het blijft gissen waarom juist deze zaken 
zijn onderzocht en (wellicht) andere niet. Uit het besluit in de KPN-zaak blijkt dat de ACM 
reageert op een (vertrouwelijke) klacht en in het geval van de Vodafone HBO GO-app 
reageert de ACM op een publicatiebericht.  
De inspanningsverplichting tot openbaarmaking van overheidshandelen is vastgesteld in de 
Grondwet. Artikel 110 van de Grondwet geldt voor de hele overheid, dus ook de lagere 
overheden. De reden hiervoor is dat Nederland een democratie is, waarbij het bestuur is 
aangesteld door de burgers. Hierdoor is publieke verantwoording een must. Handelen in 
openbaarheid is het middel bij uitstek om controle mogelijk te maken en aldus 
verantwoording af te leggen. De algemene regels daarvoor zijn neergelegd in de Wet 
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openbaarheid van bestuur (Wob). Daarnaast zijn er nog specifieke regels vastgelegd in de 
Grondwet. 
In artikel 8 van de Wob is neergelegd dat de overheid informatie die gaat over (de 
voorbereiding en uitvoering van) het beleid, uit eigen beweging openbaar moet maken zodra 
dit in het belang is van een goede en democratische bestuursvoering. Dit is gewenst in het 
kader van publieksvoorlichting bij beleidsvoorbereiding. De samenleving kan dan zo goed 
mogelijk participeren in de besluitvorming, aldus de Memorie van Toelichting.79 Daarnaast 
moet de informatieverstrekking gericht zijn op dienstverlening, zodat het beleid en de 
achtergronden daarvan duidelijk is voor burgers en dit meteen helpt bij het tot uitvoer brengen 
van het beleid. In de Memorie van Toelichting van het wetsvoorstel tot wijziging van de Wob 
wordt tevens uitgegaan van het doel van controle op de bestuursvoering.80 Het belang van de 
Wob is dus gelegen in al deze doelen, wat samengevat het algemene belang van openbaarheid 
behelst. 
Openbaarheid is de regel, geheimhouding de uitzondering. De ACM is weinig transparant en 
dat maakt het moeilijk besluitvorming te toetsen aan algemene regels van behoorlijk bestuur. 
De ACM beroept zich op de geheimhoudingsplicht van art. 7 Instellingswet ACM, waarin 
staat dat de ACM de verkregen gegevens geheim houdt. Naar mijn mening is dit een te strikte 
opvatting van art. 7 Instellingswet ACM. In algemene termen kan de ACM best veel zeggen 
over de manier van onderzoeken, de conclusies, de aannames, de hoeveelheid onderhanden 
onderzoeken, de hoeveelheid klachten enzovoort. Daarbij dient voorzichtig om te worden 
gegaan met informatie die de onderzochte partij een nadelige concurrentiepositie kan 
bezorgen. Het gaat om grote economische belangen, waardoor transparantie in besluitvorming 
des te belangrijker is. 
Ottow, Koner, van Eijk en Schueler81 komen tot een soortgelijke conclusie in hun uitgebreide 
onderzoek naar de handhaving van de Telecommunicatiewet. Het onderzoek richt zich op een 
analyse van de handhaving in de periode 1999-2004. Uiteraard was er toen nog geen sprake 
van de bepaling rondom netneutraliteit. Zij concluderen onder andere dat: “Er door de OPTA 
[nu de ACM] beperkt gebruik is gemaakt van haar bevoegdheid tot het opleggen van een last 
onder dwangsom of boete. Uit nadere analyse blijkt dat een coherente toepassing bij de 
handhaving ontbreekt er worden meerdere knelpunten gesignaleerd. Er is een onduidelijkheid 
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over de vraag wanneer tot handhaving wordt overgegaan, doorlooptijden van 
handhavingsprocedures zijn lang, er ligt een sterk accent op geschilbeslechting en 
ambtshalve handhaving is slechts van ondergeschikt belang. Transparantiegebreken zijn 
voorts te constateren bij de bekendmaking van onderliggend beleid en genomen besluiten. 
Motiveringen van besluiten zijn in voorkomende gevallen voor verbetering vatbaar.”82 
3.5.2 Rechtszekerheid 
Ook wordt de ACM verweten dat een aantal bepalingen in het wetsartikel onvoldoende is 
uitgelegd. Het gaat dan vooral om het begrip  internettoegangsdienst (in tegenstelling tot losse 
toegangsdienst). Deze kritiek lijkt de ACM zich aan te trekken, op 2 mei 2014 wordt de 
beleidsregel netneutraliteit83 ter consultatie aangeboden. Doel van de beleidsregel is meer 
duidelijkheid te geven over de reikwijdte van het begrip internettoegangsdienst in de bepaling 
over netneutraliteit om zo het omzeilen van de netneutraliteitsregels met betrekking tot 
tarifering te voorkomen. Op die consultatie wordt door twaalf partijen gereageerd (waaronder 
Vodafone, Netflix, Tele2 en Eurofiber). Op 11 mei wordt de beleidsregel inzake de toepassing 
door de ACM van artikel 7.4a van de Telecommunicatiewet vastgesteld.84 De beleidsregel 
geeft naar mijn mening duidelijk aan wanneer sprake is van een losse dienst. De beleidsregel 
stelt in artikel 1: 
“Uitsluitend het via de internetverbinding leveren van toegang tot één enkele losse 
inhoudsdienst of toepassing is van artikel 7.4a uitgesloten. Zodra aan een eindgebruiker via 
de internetverbinding meer dan één losse dienst wordt geleverd is sprake van het aanbieden 
van een internettoegangsdienst in de zin van artikel 7.4a. Dit betekent dat bij een combinatie 
van internettoegang met een losse dienst (dus toegang tot één inhoudsdienst of toepassing) de 
netneutraliteitsregels van toepassing zijn op deze combinatie.” 
En in artikel 2 wordt duidelijk gemaakt wanneer sprake is van een internettoegangsdienst. De 
beleidsregel stelt: 
“De internettoegangsdienst, bedoeld in artikel 7.4a van de Telecommunicatiewet is een 
openbare elektronische communicatiedienst als bedoeld in artikel 1.1. onder g van de 
Telecommunicatiewet. Van een internettoegangsdienst is geen sprake als deze niet voor het 
publiek beschikbaar is.” 
                                                          
82
 Ottow ea. 2004, p.5.  
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Omdat  deze beleidsregel helderheid verschaft inzake de begrippen “losse dienst” en 
“internettoegangsdienst” wordt tegemoet gekomen aan het rechtszekerheidsbeginsel. Immers, 
het rechtszekerheidsbeginsel vereist dat de overheid haar besluiten zó formuleert dat de 
burger precies weet waar hij aan toe is of wat de overheid van hem verlangt. Bovendien moet 
de overheid de geldende rechtsregels juist en consequent toepassen. Damen stelt dat: 
“Rechtszekerheid vormt in het publiekrecht een effectief ‘wapen’ tegen overheidswillekeur en 
een onmisbaar instrument ten behoeve van de afbakening van de ‘overheidsvrije’ sfeer.”85  
Een wetsbepaling dient zo duidelijk en ondubbelzinnig te zijn dat de burger kan bepalen 
welke consequenties aan overtreding van de rechtsregel is gebonden. De beleidsregel van de 
ACM schept duidelijkheid. De praktijk zal uitwijzen of de bepalingen “losse dienst” en 
“internettoegangsdienst” nu voldoende duidelijk en ondubbelzinnig zijn.   
3.6 Effectiviteit toezicht en handhaving 
De betrokken partijen die hun visie hebben gegeven in de consultatieronde voor de 
beleidsregel geven over het algemeen aan dat zij zich scharen achter het streven naar een vrij 
internet waar de gebruiker kan bepalen welke website hij bezoekt en welke diensten en 
toepassingen hij gebruikt. Een aantal geeft aan dat een wettelijke bepaling niet nodig is, 
omdat de marktwerking blokkades eruit zal filteren. Dat is echter twijfelachtig. ISP’s zijn 
commerciële bedrijven en bepalingen rondom netneutraliteit kosten hen geld. Zij kunnen 
immers geen extra geld vragen voor diensten die veel netwerkverkeer generen (zoals Netflix 
en Youtube).  De belangen zijn groot, zowel vanuit economisch als vanuit maatschappelijk 
oogpunt.  
De vraag is of art. 7.4a Tw en de handhaving van de ACM daadwerkelijk bijdragen aan het 
vrije en open internet. Ja, is het antwoord op het eerste gezicht. De besluiten van de ACM 
hebben er immers in een aantal gevallen aan bijgedragen dat bepaalde ISP’s hun 
dienstverlening aan heeft moeten passen. En zeker nu de beleidsregel is vastgesteld zullen 
veel ISP’s de gok niet meer wagen. Zo biedt KPN het onbeperkt Spotify luisteren vanaf 1 mei 
2015 niet meer aan aan nieuwe abonnees. Zij heeft zelf geconcludeerd dat dit in strijd is met 
de nieuwe beleidsregel. Zie ter verduidelijking onderstaand nieuwsbericht:86   
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KPN mag bestaande klanten Spotify-abonnement blijven aanbieden  
Gepubliceerd: 22 juli 2015 11:3222-07-15 11:32 
KPN mag bestaande klanten de speciale Spotifybundel waarbij het datagebruik niet in rekening wordt 
gebracht, blijven aanbieden.   
Dat maakt toezichthouder Autoriteit Consument & Markt (ACM) woensdag bekend.  
Sinds 15 mei is het niet meer toegestaan diensten aan te bieden waarvan het tarief per MB afwijkt 
van het overige internetverkeer.  
Desondanks mogen bestaande klanten van het abonnement Eindeloos Spotify gewoon gebruik 
blijven maken van het aanbod. KPN biedt het abonnement sinds 1 mei al niet meer aan. De laatste 
contracten, die oorspronkelijk bij jongerenprovider Hi zijn afgesloten, lopen in april 2017 af. 
Bij Eindeloos Spotify betalen klanten wel voor hun normale dataverkeer, maar worden de kosten van 
MB's voor het beluisteren van de muziekdienst niet in rekening gebracht.  
Dat valt nu onder prijsdiscriminatie en is door de Nederlandse overheid verboden. 
Er wordt momenteel gewerkt aan nieuwe Europese netneutralisteitsregels die een abonnement als 
Eindeloos Spotify wel weer mogelijk maken. Er is al overeenstemming over deze nieuwe regels, maar 
het is nog niet bekend wanneer die precies ingevoerd zullen worden. 
Er is ook plaats voor een wat pessimistischer insteek. Alhoewel de ACM zeker met haar 
laatste besluiten, waarin ook daadwerkelijk boetes op zijn gelegd, haar tanden heeft laten zien, 
lijkt de oogst van twee jaar toezicht wat mager. Zeker als we de bevindingen van BEREC nog 
even in herinnering nemen. Uit onderzoek van BEREC blijkt dat 20% van de 
internetgebruikers en bijna de helft van de mobiele internetgebruikers contracten zijn 
aangegaan die het ISP’s mogelijk maken het gebruik van internet te beperken, door bepaalde 
diensten of applicaties uit te sluiten (zie p. 22). Zijn de bevindingen en uitspraken van de 
ACM het topje van de ijsberg?  
Het is in ieder geval duidelijk geworden dat art. 7.4a Tw geen tandeloze tijger is. Er is wel 
degelijk sprake van toezicht en bestuurlijke handhaving. Dit toezicht is wat aarzelend van 
start gegaan, is weinig transparant en kan beter op het vlak van motivering en verantwoording 
van het keuzeproces. Dit om de schijn van willekeur te voorkomen. In de volgende paragraaf 
wordt onderzocht of er alternatieve of aanvullende mogelijkheden zijn om de verankering van 
netneutraliteit zeker te stellen. 
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3.7 Alternatieve mogelijkheden 
In het voorgaande hebben we gezien dat de ACM haar toezichthoudende rol nog wat 
aarzelend oppakt. In deze paragraaf bekijk ik alternatieve en aanvullende mogelijkheden om 
netneutraliteit te waarborgen. 
Tijdens het schrijven van dit onderzoek heb ik met veel mensen gesproken over 
netneutraliteit. Het begrip doet bij sommigen wel een bel rinkelen, maar ik ben weinig 
mensen tegengekomen die ook daadwerkelijk weten wat netneutraliteit voor hen betekent en 
welke rol de ISP’s daarin hebben. Ook het belang van het vrij toegankelijke internet wordt 
niet door een ieder direct gezien. De Nederlandse overheid heeft onvoldoende vertrouwen in 
marktwerking als het gaat om netneutraliteit en heeft ervoor gekozen om netneutraliteit via 
ISP’s te bewerkstelligen. Daarmee grijpt zij in op de vrije marktwerking en gaat voor de 
consument beslissen. Met de intentie om consumentenbelangen te beschermen. Het effect is 
dat de consument achterover kan leunen, zijn belangen worden immers door de overheid 
behartigd. 
De vraag is of de consument niet veel actiever zijn eigen belangen moet gaan bevechten. Ik 
denk dat de ISP’s veel waarde hechten aan een constant groeiend klantenbestand. Op het 
moment dat de consument in staat wordt gesteld de markt te overzien en zelf te beslissen over 
de door hem gewenste ISP-dienstverlening, komt de markt echt in beweging. Voor een goed 
geïnformeerde en actief kiezende consument zijn in ieder geval twee maatregelen van belang. 
Ten eerste dient de consument goed voorgelicht te worden. Op dit moment wordt de 
consument geïnformeerd via Consuwijzer. Consuwijzer is het overheidsloket voor 
consumenten van de ACM. Op Consuwijzer worden de regels rondom netneutraliteit 
uitgelegd en is er ook de mogelijkheid om een klacht in te dienen over een ISP bij de ACM.  
De site vermeldt het volgende87: “Houdt uw internetaanbieder zich mogelijk niet aan de 
regels? Meld dan uw klacht bij ConsuWijzer. ConsuWijzer zal uw klacht registreren en 
doorgeven aan de toezichthouder ACM (Autoriteit Consument & Markt). Uw klacht wordt 
niet individueel behandeld. Maar ACM gebruikt uw klacht voor onderzoek naar mogelijke 
overtredingen. ACM kan in het belang van eventueel onderzoek geen uitspraken doen over op 
te starten of lopende onderzoeken.”   
De consument kan een klacht indienen, maar de ACM kan niks zeggen over het verloop van 
die klacht. Al eerder stuitten we op de weinig transparante besluitvorming van de ACM.   
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Het is van belang de consument actiever te benaderen en beter te informeren. Dit is mogelijk 
door bijvoorbeeld een gebruikerspanel of internetforum te starten. Ten tweede moet de 
dienstverlening van de ISP’s transparanter, bijvoorbeeld door in de algemene voorwaarden op 
te nemen hoe netneutraliteit gewaarborgd wordt en welke maatregelen genomen worden om 
de snelheid van het internet constant te houden zonder bepaalde diensten te knijpen. Dat 
neemt niet weg dat wettelijke verankering van strikte netneutraliteit zoals Nederland dat 
hanteert voorlopig nog broodnodig zal zijn. 
We moeten de ogen echter ook niet sluiten voor de negatieve consequenties van een strikte 
netneutraliteit. Het ontneemt de ISP’s de mogelijkheid om extra te laten betalen voor zwaar 
datagebruik of extra te laten betalen voor een snellere internetverbinding. De kosten van 
netneutraliteit worden afgewenteld op de ISP’s en kan mogelijk tot gevolg hebben dat zij 
onvoldoende commerciële prikkels ervaren om te investeren in de infrastructuur. In die 
infrastructuur is van wezenlijk belang voor de ontwikkeling van de moderne maatschappij 
zoals we gezien hebben in paragraaf 2.3. Er gaan dan ook stemmen op88 om die infrastructuur 
te zien als nutsvoorziening waarbij de overheid de aanleg van open en neutrale digitale 
snelwegen naar zich toe trekt. Netneutraliteit kan dan rechtsreeks door de overheid worden 
gewaarborgd. 
Door netneutraliteit via de Telecommunicatiewet te regelen, wordt weliswaar een specifiek 
principe (een vrij toegankelijk internet) geregeld, maar worden een hoop andere 
internetgerelateerde aspecten niet geregeld. In dit onderzoek heb ik betoogd dat het internet 
van het grootste belang is voor de ontwikkeling van de moderne maatschappij. Op en via dat 
internet hebben burgers, overheid en bedrijven allerlei belangen te behartigen. Het idee van 
Magna Carta van het internet spreekt mij dan ook zeer aan. Voor allerlei grote 
maatschappelijke thema’s (telefonie, verkeer, elektriciteit) hebben we een wettelijk kader, 
maar voor de grootste innovatie aller tijden, het internet, hebben we niets. Het internet is meer 
dan telecommunicatie. Er is behoefte aan een kader dat beschrijft hoe de wereld van internet 
in elkaar zit en wat de uitgangspunten moeten zijn voor verschillende rollen en functies. Dat 
doet recht aan de plek die het internet inneemt in onze maatschappij.  
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4 Conclusie 
De moderne mens kan niet meer zonder internet. Het is met recht een ‘game changer’ te 
noemen en dan te bedenken dat we nog maar aan de vooravond van een nieuwe grote 
ontwikkeling, het Internet of Things, staan. Met de komst van het internet staan we ook voor 
nieuwe juridische vraagstukken. Zo beschouwen veel auteurs het recht op toegang tot het 
internet als een mensenrecht en stellen dat dit recht door de overheid gegarandeerd dient te 
worden. Het recht op onbelemmerde toegang tot internet heeft vooral het karakter van een 
sociaal recht. De overheid moet actief optreden om obstakels tot het internet te verwijderen. 
Eén van die obstakels heeft te maken met het feit dat internetproviders bepaalde soorten 
internetverkeer met voorrang dan wel met vertraging behandelen. Daarmee blokkeren zij het 
open karakter van het internet. De Nederlandse overheid vindt dat internetproviders 
netneutraliteit moeten nastreven. Zij moeten alle internetdata gelijk behandelen. Op 1 januari 
is art. 7.4a van de Telecommunicatiewet in werking getreden, dit artikel beoogt netneutraliteit 
in de wet te verankeren. In dit onderzoek heeft de toepassing van dit artikel in de 
rechtspraktijk centraal gestaan aan de hand van de volgende drie onderzoeksvragen: 
1) Wat heeft de Nederlandse wetgever beoogd met het opnemen van netneutraliteit in de 
Telecommunicatiewet? 
2) Wordt dit doel bereikt in de rechtspraktijk? 
3) Zijn er alternatieven om hetzelfde doel te bereiken? 
De eerste vraag is beantwoord aan de hand van een analyse van de parlementaire geschiedenis 
art 7.4a Tw. De Nederlandse wetgever heeft als eerste in Europa het netneutraliteitsprincipe 
wettelijk verankerd in de Telecommunicatiewet. Zij beoogt daarmee, een vrij toegankelijk 
internet te realiseren dat iedereen de mogelijkheid biedt om alle websites te bezoeken en alle 
diensten te gebruiken, voor welk gebruik internet noodzakelijk is. Daarnaast wordt hiermee 
gerealiseerd dat iedereen de mogelijkheid heeft om nieuwe innovatieve diensten en websites 
aan te bieden. Met andere woorden, de bepaling is erop gericht om de keuze- en 
uitingsvrijheid van eindgebruikers op het internet te maximaliseren, zonder dat de aanbieder 
van internettoegang hieraan sturing geeft. 
Het wettelijk vastleggen van netneutraliteit is niet onomstreden. Een vrij toegankelijk internet 
wordt over het algemeen gezien als een soort grondrecht 2.0 en is onmisbaar geworden bij de 
ontwikkeling van mens, maatschappij en economie. Echter, het doorvoeren van netneutraliteit  
belemmert de aanbieders van internet om datastromen te belasten naar rato van verbruik. Er 
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zijn als het ware twee kanten van de medaille: de economische belangen van de 
internetproviders en de mensenrechtenbelangen van de burger.   
De tweede onderzoeksvraag is beantwoord aan de hand van de analyse van de uitspraken van 
de toezichthouder op de Telecommunicatiewet, de Autoriteit Consument & Markt (ACM). 
Alhoewel de Telecommunicatiewet zowel strafrechtelijk als bestuursrechtelijk gehandhaafd 
kan worden, heeft de ACM tot op heden alleen gebruik gemaakt van de bestuursrechtelijke 
mogelijkheden. Art. 7.4a Tw is op 1 januari 2013 in werking getreden en in die periode heeft 
de ACM een aantal keer van zich laten spreken. Het meest vergaand in 2014 toen ze zowel 
KPN als Vodafone heeft beboet voor het overtreden van de netneutraliteitswet. Is het toezicht 
van de ACM voldoende om een netneutraal internet te waarborgen? Ten dele is het antwoord. 
Er zijn internetproviders die inmiddels vrijwillig de  niet-netneutrale dienstverlening hebben 
beëindigend. Het betreft hier de meest zichtbare vormen van het blokkeren van bepaalde 
diensten. Tegelijkertijd is uit dit onderzoek gebleken dat de ACM niet veelvuldig optreedt en 
weinig transparant is in de prioritering van zaken en de motivering van haar uitspraken. Als 
uit onderzoek (BEREC) blijkt dat 20% van de internetgebruikers en bijna de helft van de 
mobiele internetgebruikers contracten zijn aangegaan die het ISP’s mogelijk maken het 
gebruik van internet te beperken, door bepaalde diensten of applicaties uit te sluiten, is het de 
vraag of de zaken die de ACM heeft onderzocht niet het topje van de ijsberg zijn. Wie kan 
controleren of de providers onder water gebruik maken van Traffic Management Technieken? 
Omdat ik heb betoogd dat het vrij toegankelijke internet met art. 7.4a Tw slechts ten dele 
wordt gewaarborgd, ben ik op zoek gegaan naar alternatieve mogelijkheden om hetzelfde doel 
te bereiken en daarmee heb ik aanvulling gegeven aan de derde onderzoeksvraag. Er zijn wel 
degelijk alternatieve of aanvullende maatregelen te bedenken. Ik heb betoogd dat meer effect 
te verwachten valt van een (goed) geïnformeerde en actief kiezende consument die zelf op 
zoek gaat naar een netneutrale internetprovider. Daarnaast is effect te verwachten van een 
overheid die de kosten van netneutraliteit niet afwentelt op de internetprovider, maar het 
eigenaarschap en de exploitatie van de infrastructuur in eigen hand neemt. Er valt veel te 
zeggen voor de digitale snelweg als nutsvoorziening. 
Het wettelijk vastleggen van netneutraliteit is een begin, maar er is behoefte aan een kader dat 
beschrijft hoe de wereld van internet in elkaar zit en wat de uitgangspunten moeten zijn voor 
verschillende rollen en functies. In de wereld van internet is het bijvoorbeeld van groot belang 
dat de persoonlijke gegevens veilig zijn en bescherming tegen cybercriminaliteit geregeld is. 
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De huidige Telecommunicatiewet lijkt hiertoe niet geschikt. Het zou goed zijn als de 
Nederlandse wetgever na gaat denken over een Magna Carta van het internet. Dit doet recht 
aan de bijzondere plek die het internet inneemt in onze maatschappij.  
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