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ABSTRAKT
Práca sa zaoberá použitím technológie MPLS v energetickej kritickej informačnej infra-
štruktúre a jej porovnaním s iným moderným prístupom v oblasti spravovania WAN sietí.
Pre tento účel bola vybraná SD-WAN technológia. Daná práca obsahuje teoretický popis
a praktické testovanie jednotlivých MPLS technológií na WAN topológii, ktorá pripomína
reálnu topológiu spoločnosti EG.D. Testy boli prevedené v emulátore GNS3 pomocou
Cisco smerovačov. Praktické testovanie bolo primárne zamerané na testy dostupnosti
pri výpadku liniek alebo zariadení a na výpadky route-reflectora. Záver práce obsahuje
zhodnotenie vhodného prístupu pre datové prenosy v kritickej informačnej infraštruktúre,
ktoré je založené na informáciách alebo praktických testoch obsiahnutých v tejto práci.
KĽÚČOVÉ SLOVÁ
kritická informačná infraštruktúra, MPLS, SD-WAN, WAN, GNS3, Cisco, dostupnosť
ABSTRACT
Thesis deals by using MPLS technology in energy critical information infrastructure and
its comparison with another modern approach in the area of the WAN management. For
this purpose was chosen a Software-defined Wide Area Network technology. This thesis
contains theoretical description and practical tests of particular MPLS technologies on
the WAN topology, which is considered as a virtual real topology of the EG.D’s company.
Test were simulated in GNS3 emulator, using Cisco routers. Practical test were firstly
focused on availability test when link or node failure occurs and secondly on route-
reflector failures. Conclusion sums up appropriate approach for data transmissions in
critical information infrastructure based on informations or practical test in this thesis.
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