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 要  旨 
ディジタルコンテンツに副情報を埋め込む技術として電子透かし技術が挙げられる．従来，電
子透かし技術は著作権保護のために研究が行われてきたが，近年では「ディジタルデータに情報
を埋め込む技術」と捉え直す動きがある．実際，著作権保護以外にも，コピーコントロールや QR
コードの代替として利用されており，今後も更なる応用例が期待される．また，電子透かし技術
は，コンテンツに微細な変化を加えることで副情報の埋め込みを行っており，さまざまな実現方
法がある． 
 本論文では，この実現方法の一手法として，実数型 QIM（Quantization Index Modulation）
に基づく相関型電子透かし方式を提案する．QIM 方式とは量子化演算を利用した透かし方式であ
り，相関型電子透かし方式とは相関演算を利用した透かし方式である．初期の QIM に対する研
究では，攻撃はすべて白色雑音付加攻撃であると仮定して検討が行われていたが，JPEG 圧縮や
振幅スケーリング（輝度補正）などの基本攻撃は白色雑音付加とは大きく異なる特徴を持つこと
から，これらの基本攻撃に対する耐性が相対的に低いという問題点が指摘されていた． 
 そこで，本論文では，まず実数型 QIM をベクトル信号に拡張した実数型 STDM（Spread 
Transform Dither Modulation）検出器を利用して，上記の基本攻撃に耐性を有する「適応的
STDM 手法」を提案する．提案手法では，透かしビットを表すエネルギー分布のメディアン（中
央値）をしきい値に使用して，透かしビットを適応的に検出する．提案手法に対する計算機シミ
ュレーションの結果から，512 ビットの透かし情報を埋め込んだ場合，従来手法に比べて検出率
が JPEG 圧縮[1/8]では約 30%，振幅スケーリング[1.6]では約 40%向上することを確認した． 
次に，攻撃耐性を更に高めるために，適応的 STDM 手法を利用した相関型電子透かし方式を提
案する．そして，提案方式に対する計算機シミュレーションの結果から，128 ビットの透かし情
報を埋め込んだ場合，JPEG 圧縮[1/8]で BER=0，振幅スケーリング攻撃[1.6]で BER=0 となるこ
とを確認した． 
 
