











































resultados  individuales y  permitan construir en  forma colectiva y concurrente  los  resultados del 















Desde   el   punto   de   vista   de   la   seguridad   se   deben   considerar   los   modelos   de   identificación, 
autorización, certificación y control de acceso que soportará la arquitectura. El avance masivo de los 





















Lo  que  se   plantea  como  trabajo de   investigación  es   la   generación  de   un   espacio de  prueba y 
experimentación mediante la implementación de una HoneyNet[3], y el uso de un IDS dentro de ella, 
de esta manera se pueden estudiar aspectos de seguridad en una red organizacional o corporativa 







ejecución de algunas tareas puede afectar  la performance del  sistema.  Debido a que no hay una 
manera efectiva de limitar el uso de los recursos no es posible garantizar un entorno adecuado para 
ejecuciones de altas prestaciones o aplicaciones críticas.










































solución  en   varios   casos   de   uso   como   por   ejemplo   distintos   entornos  de   altas   prestaciones  y 
laboratorios  virtuales   de   redes.  Actualmente  se   están   desarrollando módulos   de   administración 
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