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BAB VI 
KESIMPULAN DAN SARAN 
6.1. Kesimpulan 
Kesimpulan yang dapat diambil dari penetration testing website iRaise UIN 
Suska Riau menggunakan metode Penetration Testing Execution Standard (PTES) 
adalah sebagai berikut : 
1. Website iRaise UIN Suska Riau masih memiliki celah yang dapat digunakan 
untuk mengubah data dan informasi yang dapat disalahgunakan oleh pihak 
yang tidak bertanggung jawab untuk keuntungan diri sendiri. 
2. Website iRaise UIN Suska Riau masih menampilkan password yang membuat 
peretas bisa melakukan decrypt menggunakan tools atau bahkan website yang 
menyediakan layanan Encrypt – Decrypt MD5. 
3. Website iRaise UIN Suska Riau masih rentan terhadap serangan dari dalam 
lingkungan atau jaringan UIN Suska Riau.  
4. Website iRaise UIN Suska Riau cukup aman dikarenakan cukup sulit untuk 
menembus dari luar lingkungan jaringan UIN Suska. 
6.2. Saran 
Berdasarkan kesimpulan yang telah diperoleh maka terdapat beberapa saran 
agar evaluasi ini dapat lebih baik lagi dan juga dapat dilakukan oleh peneliti 
selanjutnya jika ingin melakukan penelitian dengan kriteria yang sama : 
1. Melakukan penetration testing dengan jenis ancaman selain OWASP Top 10 
terhadap website iRaise UIN Suska Riau. 
2. Melakukan penetration testing dengan PTES terhapad server iRaise. 
