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Elektronska komunikacija v plačilnem prometu se je v Sloveniji začela s 
standardom TKDIS in Službo družbenega knjigovodstva, kasneje Agencijo za 
plačilni promet. Sprva je bila komunikacija omejena na plačilne naloge in izpisek 
prometa na računu, pozneje se je razširila še na posebne položnice s pomočjo 
zbirnega centra Bankart. S časom se je področje uporabe komunikacije širilo in 
standardi so se spreminjali: sprva z uvedbo slovenskega standarda ZBSxml, pozneje 
s posvojitvijo bolj naprednega mednarodnega standarda ISO 20022. 
Temelj standarda ISO 20022 je njegov metamodel, ki postavlja pravila za 
modeliranje poslovnih procesov, vrhnjega izmed treh slojev standarda. Na podlagi 
modelov poslovnih procesov se po pravilih določijo še logična sporočila (srednji 
sloj) in sintaksa sporočil (nižji sloj). Sporočila so večinoma v obliki XML, njihovo 
sintakso narekujejo sheme XML. 
Podrobneje obravnavam sporočili pain.001 in camt.053, ki predstavljata 
plačilne naloge in izpisek prometa na računu. Cilj je prikazati celotni življenjski krog 
plačilnega naloga, od posredovanja naročila na banko, do prejema povratne 
informacije v obliki izpiska prometa na računu. 
Prikažem načrt za dve aplikaciji, Banka in Komitent, ki sem jih naredil s 
pomočjo vseh treh slojev standarda ISO 20022. Komponente poslovnega modela sem 
preslikal v tabele v podatkovni bazi Oracle. Prikažem tudi, kako podatke iz baze 
podatkov zajamemo v sporočilo XML, in obratno, kako iz sporočila izluščimo 
podatke in jih zapišemo v bazo. Nazadnje predstavim, kako sem z uporabo 









The use of electronic communication in payment transactions made its first 
appearance in Slovenia with the introduction of the TKDIS standard and the Social 
Accounting Service, which later became known as the Agency for Payments. 
Initially, communication was limited to credit transfers and account statements, but 
this was later extended to payment orders with the help of the Bankart processing 
centre. Over time, the scope of electronic communication has spread, changing its 
standards: the Slovenian Standard ZBSxml which was first used was later succeeded 
by the more sophisticated international standard ISO 20022. 
The foundation of ISO 20022 is found in its metamodel, which sets the rules 
for modelling business processes – the top of the three layers that form the standard. 
Based on business processes models and following precise rules, we obtain logical 
messages (middle layer) and the syntax of these messages (lower layer). The 
messages are mainly in XML form, while their syntax is dictated by XML schemes. 
This paper focuses on messages pain.001 and camt.053, which are used in 
credit transfers and account statements. The aim is to show the entire life cycle of a 
credit transfer: from transmitting the order to the bank to receiving feedback in the 
form of an account statement. 
Through the use of all three layers of the ISO 20022 standard I develop a 
blueprint for two applications – Bank and Client. I present the components of this 
business model in table format using the Oracle database. Through these I show how 
information from a database is converted into XML messages and vice versa, i.e. 
how to extract information from XML messages and insert it into a database. Finally, 
through the use of the Oracle Application Express development tool, I create a user 
interface for both applications. 
 





1  Uvod 
Pred desetletji so podjetja poslovala izključno z uporabo papirja, ki se je 
uporabljal tako za vodenje notranje dokumentacije, kot za komunikacijo z zunanjim 
svetom. Uvedbi računalniške obdelave podatkov in kasneje elektronske 
komunikacije je botrovala potreba po poenostavitvi in pohitritvi poslovanja. O 
doseženi poenostavitvi si lahko nismo enotni, verjetno pa ni dvoma, da je hitrost 
poslovanja v zadnjih desetletjih izjemno napredovala. Globalizacija je s seboj 
prinesla lažje premagovanje fizičnih razdalj, s tem se je še povečala konkurenca in z 
njo potrebe po hitrejšem in enostavnejšem poslovanju. Vsi ti vzgibi so nenehno 
pritiskali na tehnološki razvoj na področju poslovne komunikacije. 
Pomemben del v poslovnem svetu je denarni promet, saj pri večini poslov 
pride do pretoka denarnih sredstev, kar navadno poteka preko bančnega sistema. 
Ključnega pomena postane komunikacija v plačilnem prometu med banko in njenim 
komitentom, kar bom obravnaval v svojem delu. Predstavil bom del razvoja 
komunikacije, kako je potekal v Sloveniji in kakšna ozadja so ga gnala naprej. 
Razvoj je trenutno prišel do točke, ko je prevladujoča uporaba sporočil po standardu 
ISO 20022, katerega bom natančneje predstavil. Poudarek bo predvsem na 
posredovanju nalogov za plačila in izmenjavi informacij o prometu na računu med 
banko in pravno osebo. Pridobljeno znanje o standardu ISO 20022 bo temelj za 
praktično izvedbo komunikacije med banko in komitentom, kar bom naredil na 
podlagi Oracle podatkovne baze, ki je pogosto uporabljana tehnologija v poslovnem 
svetu, tako na strani banke kot večjih pravnih oseb. 
Cilj moje naloge je prikaz celotnega življenjskega kroga naloga za plačilo, od 
njegovega nastanka v zalednem informacijskem sistemu komitenta, preko 
posredovanja naloga banki, kjer se bo tudi obdelal, do zaključka s prevzemom 




2  Zgodovinski pregled razvoja elektronske komunikacije v 
plačilnem prometu v Sloveniji 
2.1. Agencija za plačilni promet, nadziranje in informiranje ter 
TKDIS standard 
Začetki elektronske komunikacije v plačilnem prometu v Sloveniji segajo v 
obdobje začetka samostojnosti države. V začetku devetdesetih let 20. stoletja se je 
Republika Slovenija osamosvojila in se s tem podala na pot preoblikovanja 
obstoječih državnih institucij. Med ustanove, ki so bile prenesene iz nekdanje 
Jugoslavije, je sodila tudi Služba družbenega knjigovodstva, ki jo je Državni zbor 
Republike Slovenije avgusta leta 1994 preoblikoval v Agencijo za plačilni promet, 
nadziranje in informiranje (v nadaljevanju Agencija) z Zakonom o Agenciji za 
plačilni promet, nadziranje in informiranje (ZAPPNI) [1]. 
Med nalogami Agencije je v skladu s 4. členom ZAPPNI tudi plačilni promet v 
državi. V skladu z 9. členom istega zakona je dolžnost Agencije, da predpiše enotni 
način in postopek opravljanja plačilnega prometa ter enotno metodologijo dela 
nosilcev plačilnega prometa v soglasju z Banko Slovenije. 
V skladu s svojim poslanstvom in nalogami, je februarja 1995 Agencija izdala 
»Navodilo za predložitev in prevzem podatkov s plačilnih nalogov v računalniški 
obliki« [2] (v nadaljevanju Navodilo). 4. odstavek 6. člena ZAPPNI predpisuje, da je 
Navodilo veljavno tudi za prenos podatkov med pravnimi osebami in ostalimi 
izvajalci plačilnega prometa, poleg Agencije so to še banke, Banka Slovenije, 
hranilnice in takratno javno PTT podjetje, ki se je kmalu za tem preoblikovalo v 
Pošto Slovenije. Navodilo je v veliki meri povzeto po predhodno veljavnem navodilu 
Službe družbenega knjigovodstva, katere vlogo je prevzela Agencija. 
Navodilo predpisuje postopek komunikacije med pravnimi osebami in 
Agencijo, kot možna načina predvideva predložitev in prevzem podatkov z uporabo 
magnetnih medijev ali z neposredno računalniško komunikacijo, ta pa je bila urejana 
individualno preko pogodbe med pravno osebo in agencijo. Ne pozabimo, ob 
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nastanku navodila leta 1995 je bila razširjenost interneta v Sloveniji še dokaj nizka, 
zato je bil poudarek predvsem na komunikaciji preko magnetnih medijev. Ob vsaki 
predaji podatkov preko magnetnega medija, je bilo predvideno tudi spremno pismo 
in zbirni nalog za prenos na predpisanih obrazcih. Na ta način se je zagotovila 
možnost preverbe verodostojnosti vira podatkov. 
Navodilo predvideva uporabo 9-slednega magnetnega traku ali PC diskete 
velikost 5,25" ali 3,5", formatirane v PC DOS formatu. V nadaljnji obravnavi bom 
predvideval uporabo diskete in zanemaril specifike magnetnega traku. 
Pravila za vsebino zapisano na disketi: 
• ime datoteke s podatki mora biti TKDIS.TXT, 
• stavki (vrstice) morajo biti zapisani po standardu JUS.I.B1.002 (poimenovan 
tudi SLOSCII, ki predstavlja standard ASCII z zamenjanimi redkeje 
rabljenimi znaki s šumniki), 
• stavki morajo biti ločeni med seboj z znakoma CR (13dec) in LF (10dec), 
• datoteka mora biti zaključena z znakom SUB (26dec), 
• uporabljene smejo biti le velike črke. 
2.1.1  Predaja podatkov s strani pravne osebe Agenciji – plačilni nalogi 
V tem poglavju bom obravnaval tok podatkov v smeri od pravne osebe do 
Agencije. Na ta način je pravna oseba podala navodila Agenciji kakšne transakcije 
naj izvrši iz računa pravne osebe. 
Datoteka predložena na magnetnem mediju vsebuje tri vrste stavkov: 
naslovnega, zbirnega in individualnega. Naslovni stavek je vedno samo eden, sledijo 
mu skupine, sestavljene iz enega zbirnega stavka in enega ali več individualnih 
stavkov. Zbirni stavek in sledeči individualni stavki tvorijo logično celoto podatkov. 
Vsak zbirni stavek mora imeti tudi priloženi zbirni nalog za prenos v papirni obliki. 
Število zbirnih nalogov je omejeno na 999, število individualnih nalogov znotraj 
skupine sme biti največ 99.999. 
Omejen je tudi skupni znesek nalogov na 11 desetiških mest, čeprav je za ta 
podatek predvidenih 15 mest. Vsi številčni podatki morajo biti zapisani z vodilnimi 
ničlami, prazna polja se zapolnijo s presledki. Ob pregledu strukture podatkov velja 
upoštevati, da je bila takrat veljavna valuta Slovenski tolar ter da so pravne osebe 
imele odprte žiro račune pri Agenciji, kar se je kasneje ukinilo. 
Struktura naslovnega stavka [2]: 
- številka računa predlagatelja 18 znakov – identifikator predlagatelja 
številka organizacijske enote agencije 5 znakov 
številka osnovnega računa 3 znaki 
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številka namena sredstev ali občine 3 znaki 
številka individualne partije računa 7 znakov 
- ime predlagatelja 35 znakov 
- kraj predlagatelja 10 znakov 
- datum obdelave (ddmmll) 6 znakov – datum pod katerim mora Agencija 
obdelati podatke 
- številka magnetnega medija 3 znaki – določeno s strani Agencije 
- vrsta posla 3 znaki – s fiksno vrednostjo 16 
- prazno 104 znakov 
- tip stavka 1 znak – s fiksno vrednostjo 0 
SKUPAJ 180 znakov 
 
Glavni namen naslovnega stavka je identifikacija predlagatelja ter datum za 
obdelavo naročila, kar tudi pomeni, da imajo vsi vsebujoči nalogi isti datum 
obdelave. 
Struktura zbirnega stavka [2]: 
- številka računa nalogodajalca 18 znakov 
številka organizacijske enote agencije 5 znakov 
številka osnovnega računa 3 znaki 
številka namena sredstev ali občine 3 znaki 
številka individualne partije računa 7 znakov 
- ime nalogodajalca 35 znakov 
- kraj nalogodajalca 10 znakov 
- skupni znesek (s stotini) vseh individualnih nalogov znotraj logične celote 
15 znakov 
- število plačilnih nalogov znotraj logične celote 5 znakov 
- vrsta logične celote 1 znak – 1, če nalogi vsebujejo vse zahtevane podatke, 
drugače 0 
- karakter logične celote 1 znak – za obremenitve 1, za odobritve 2 
- prazno 94 znakov 
- tip stavka 1 znak – s fiksno vrednostjo 9 
SKUPAJ 180 znakov 
 
Podatek o računu predlagatelja se ponovi, ta je lahko enak kot v naslovni 
vrstici, vendar je mogoče na istem mediju oziroma datoteki posredovati naloge za 
več računov istega nalogodajalca. 
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Struktura individualnega stavka [2]: 
- številka računa prejemnika plačila/plačnika 18 znakov 
številka organizacijske enote agencije 5 znakov 
številka osnovnega računa 3 znaki 
številka namena sredstev ali občine 3 znaki 
številka individualne partije računa 7 znakov 
- ime prejemnika plačila/plačnika 35 znakov 
- kraj prejemnika plačila/plačnika 10 znakov 
- prazno 1 znak 
- sklicevanje na številko (obremenitev) 24 znakov 
- namen nakazila 36 znakov 
- prazno 5 znakov 
- šifra razčlenjenega prometa 6 znakov 
- znesek (s stotini) 13 znakov 
- sklicevanje na številko (odobritev) 24 znakov 
- prazno 7 znakov 
- tip stavka 1 znak – s fiksno vrednostjo 1 
SKUPAJ 180 znakov 
 
Individualni stavek nosi informacije o posamezni transakciji, predvsem 
identifikacijo nasprotne strani v transakciji, opisni namen nakazila, znesek nakazila, 
sklic in šifro prometa, ki je bila predpisana s šifrantom [2, stran 921]. 
 
Najbolj očitna razlika med naborom podatkov v TKDIS formatu in sodobnimi 
standardi, ki bodo predstavljeni v razdelkih 2.3 in 2.4, je prisotnost identifikatorjev 
samo enega partnerja v transakciji ter omejenost na nakazila znotraj države.  
Pri standardu TKDIS opazimo lahko prisotnost podatka za potrebe statistične 
obravnave, to je šifro razčlenjenega prometa, ki pove za kakšen tip prometa gre. V 
kasnejši obravnavi bomo videli, da so se podatki za namene statistike izdatno 
spreminjali z razvojem standardov. 
2.1.2  Prevzem podatkov s strani pravne osebe od Agencije – promet na računu 
Drugi del komunikacije predstavlja tok podatkov v smeri od Agencije do 
pravne osebe. Na ta način je Agencija podala informacije o transakcijah na njenem 
računu. Pravne osebe so od Agencije prejele magnetni medij in pisno dokumentacijo 
o prometu in stanju denarnih sredstev na računu. 
Strukturo podatkov v datoteki najdemo v tabeli 2.1. 




št. Pozicija Dolžina Tip Opis polja 
1 1 - 5 5 Š številka organizacijske enote agencije nalogodajalca 
2 6 - 8 3 Š osnovni račun nalogodajalca 
3 9 - 11 3 Š namen/občina 
4 12 - 18 7 Š individualna partija računa nalogodajalca 
5 19 - 20 2 Š vir informacije (1x = obremenitev, 2x = odobritev) 
6 21 - 28 8 D datum obdelave v agenciji (DD.MM.LL) 
7 29 - 30 2 K prazno 
8 31 - 65 35 K ime prejemnika magnetnega medija 
9 66 1 Š način izvršitve plačilnega naloga 
10 67 - 72 6 D datum plačila v banki/pošti (DDMMLL) 
11 73 - 77 5 Š 
številka organizacijske enote agencije prejemnika 
magnetnega medija 
12 78 - 80 3 Š osnovni račun prejemnika magnetnega medija 
13 81 - 83 3 Š namen/občina 
14 84 - 90 7 Š 
individualna partija računa prejemnika magnetnega 
medija 
15 91 - 105 15 Š znesek 
16 106 - 107 2 Š oznaka za zvezo 
17 108 - 109 2 Š šifra razčlenjenega prometa obremenitve 
18 110 - 111 2 Š šifra razčlenjenega prometa odobritve 
19 112 - 135 24 K sklicevanje na številko obremenitve 
20 136 - 159 24 K sklicevanje na številko odobritve 
21 160 - 195 36 K namen nakazila 
22 196 - 205 10 K kraj nalogodajalca 
23 206 - 240 35 K ime nalogodajalca 
24 241 - 252 12 Š številka za reklamacijo 
Tabela 2.1:  Struktura podatkov prometa na računu v formatu TKDIS 
Podatki so nam znani že iz nalogov za plačilo, nov je vir informacije, ki nam 
pove ali gre za transakcijo v breme (odliv) ali dobro (priliv) računa prejemnika 
medija ter način izvršitve plačilnega naloga. 
2.1.3  Kontrola podatkov na magnetnem mediju 
Predvidene so bile kontrole podatkov na magnetnem mediju: računi udeleženih 
pravnih oseb so morali biti pravilni, podatki vezani na šifrante so morali imeti 
vrednosti, ki so bile predvidene v ustreznih šifrantih, predvidena je bila tudi logična 
kontrola pri sklicevanju na številko, ki je odvisna od modela sklica. 
Seznam modelov sklicev in pripadajočih oblik sklicev se je z leti širil, zadnji 
veljavni seznam ob trenutku pisanja tega dela se nahaja v tabeli 2.2, ki je povzeta po 
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podatkih v Pravilniku o plačilnih navodilih, SEPA direktnih obremenitvah, izpiskih o 
prometu in stanju, delnih izpisih ter obrestnih listih v papirni in elektronski obliki [3, 
Priloga 1, poglavje 1.3.]. Podatki P1, P2 in P3 so vsebinski del sklica, K je kontrolna 
številka, ki se izračunava po modulu 11 na podlagi podatkov v oklepaju, navodila za 
njen izračun se nahajajo v pravilniku [3, Priloga 1, poglavje 1.3.]. 
Omeniti velja le izjemi: model 00 predvideva sklic brez kontrolne številke; 
model 99 pa sklica nima. Prvi je uporaben, ko bi bilo izračunavanje kontrolne 
številke težko izvedljivo. Primer je izdani račun kupcu, kjer navedemo naj se le-ta ob 
plačilu sklicuje na številko računa. Drugi je uporaben, ko želimo izvesti plačilo brez 
sklica, ker ga morda ne poznamo, nam ga prejemnik ni sporočil ali ta prejemniku ni v 




(razdelitev polja in pozicija kontrolnih številk v modelu) 
00 P1 - P2 - P3 
01 (P1 - P2 - P3) K 
02 P1 - (P2) K - (P3) K 
03 (P1) K - (P2) K - (P3) K 
04 (P1) K - P2 - (P3) K 
05 (P1) K - P2 - P3 
06 P1 - (P2 - P3) K 
07 P1 - (P2) K - P3 
08 (P1 - P2) K - (P3) K 
09 (P1 - P2) K - P3 
10 (P1) K - (P2 - P3) K 
11 (P1) K - (P2) K - P3 
12 (P1) K     
18 (P1) K - (P2) K - P3 
19 (P1) K - (P2) K - P3 
21 (P1) K - P2   
28 (P1) K - (P2) K - P3 
31 (P1) K - P2   
38 (P1) K - (P2) K - P3 
40 (P1) K - (P2) K - P3 
41 (P1) K - (P2) K - P3 
48 (P1) K - (P2) K - P3 
49 (P1) K - (P2) K - P3 
51 (P1) K - (P2) K - P3 
55 (P1) K - P2 - P3 
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58 (P1) K - (P2) K - P3 
99      
Tabela 2.2:  Modeli za sklicevanje na številko 
2.1.4  Spremembe standarda v nadaljnjem obdobju 
Navodilo za predložitev in prevzem podatkov s plačilnih nalogov v 
računalniški obliki se je od uveljavitve leta 1995 v kasnejšem obdobju spreminjalo, 
povzemam samo spremembe v vsebini podatkov: 
 31. 1. 1997 se je datoteki prometa na računu povečalo polje za reklamacijo 
iz 12 na 22 znakov, za njim se je dodalo polje s praznimi znaki od znaka 
263 do znaka 280. Število nalogov v datoteki plačilnih nalogo se je 
zmanjšalo na 9.999 za posamezno logično celoto [4, str. 437]. 
 28. 3. 1997 se je v individualnem stavku prazno polje v četrti alineji 
nadomestilo s poljem »zakonska prioriteta«, ki je določala vrstni red plačila 
obveznosti. Spremenili so se tudi podatki v datoteki prometa - na 29. mestu 
je prazni znak nadomeščen z virom informacije, ki predvideva možnost 
oznak S (storno nalog) in T (telefonski nalog). Prazna polja v isti datoteki 
od znaka 263 do znaka 280 se nadomestijo s številko računa [5, str. 1422]. 
 19. 12. 1997 se je v zbirnem stavku plačilnih nalogov skrajšalo prazno 
polje z 94 znakov na 89 znakov, novo pridobljenih 5 znakov na koncu se je 
izkoristilo za specifikacijo (3 številke) in vir informacije (2 številki). V 
polju vir informacije je možno podati informacijo ali gre za polog gotovine 
ali nujne naloge, v prvem primeru služi polje specifikacija za podajo 
zaporedne številke dneva v letu [6, str. 6985]. 
 23. 2. 2000 se zaradi uvedbe transakcijskih računov predvidi možnost 
zapisa številke računa v novi 15 mestni obliki. Ker so obstoječa polja 18 
mestna, se številka transakcijskega računa zapiše z levo poravnavo [7, str. 
2017]. 
Kljub ukinitvi Agencije za plačilni promet in prenos poslovanja pravnih oseb 
na banke, so le-te prevzele standard TKDIS. Sprememba z dne 23. 2. 2000 [7] 
predstavlja zadnjo obliko navodila, ki je ostalo v veljavi vse do ukinitve uporabe 
TKDIS standarda 1. 2. 2014 [8]. Za potrebe podpore starim programom, je ZBS dalo 
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2.2. Zbirni center Bankart 
 Leta 1997 se je večina slovenskih bank odločila ustanoviti družbo za 
procesiranje plačilnih instrumentov - nastala je družba Bankart. Družba je bila 
ustanovljena zaradi zniževanja operativnih in razvojnih stroškov ter poenotenja na 
področju samopostrežnega in kartičnega poslovanja [9]. 
Družba Bankart je postopoma prevzemala obdelavo različnih transakcij, kot so 
storitve na bankomatih, plačevanje posebnih položnic, obdelava trajnih nalogov, 
direktnih odobritev, direktnih obremenitev in drugih. Ne bom obravnaval vseh 
transakcij, ker presegajo temo tega dela, kot zanimivost bom detajlneje prikazal 
delovanje sistema za posebne položnice, s katerimi smo se vsi srečali v preteklosti. 
Posebne položnice so zanimive predvsem zato, ker se denarni in podatkovni tok 
razlikujeta. 
Pri navadnem bančnem nakazilu se izvede ena transakcija iz računa 
nalogodajalca na račun prejemnika, informacija o transakciji potuje preko klirinškega 
centra od banke nalogodajalca do banke prejemnika. Ta vidi priliv v izpisu prometa. 
Prejemke preko posebne položnice lahko dobivajo samo pravne osebe, ki so 
pogodbeni partnerji zbirnega centra (to vlogo je prevzela družba Bankart), saj 
zahteva dodatno komunikacijo z zbirnim centrom. Iz enakega razloga so potrebna 
pogodbena razmerja in vzpostavljene komunikacijske poti tudi med izvajalci 
plačilnega prometa – bankami in zbirnim centrom. 
Plačnik (fizična oseba) izvede pri banki, ki ima podpisano pogodbo z zbirnim 
centrom, plačilo posebne položnice, banka ima vlogo iniciatorja transakcije. Zbirni 
center vsak dan zbere informacije o vseh transakcijah za določenega poslovnega 
partnerja, ki je prejemnik sredstev in jih posreduje bankam, udeleženkam v 
transakcijah, ter prejemniku plačil. Prejemnik dobi datoteko z zbranimi vsemi 
transakcijami na določeni dan, banke pa izvedejo nakazila na račun prejemnika v 
skupnem znesku vseh transakcij tistega dne, za katere so bile one iniciatorke [10], 
[11]. 
Primer bi bil plačevanje računov za električno energijo Elektro podjetju s strani 
gospodinjstev. Elektro podjetje ima množico manjših odjemalcev, od katerih večina 
plačuje račune z uporabo posebne položnice. Na določeni dan večje število ljudi na 
bankah in poštah poravna svoje račune Elektro podjetju. Osebe dobijo kot potrdilo o 
plačilu potrjeni talon posebne položnice. Če so plačali iz sredstev na svojem računu, 
se zabeleži tudi transakcija v breme njihovega računa. Izvajalci plačilnega prometa, 
kjer so osebe plačevale preko posebne položnice, pošljejo informacije o posameznih 
transakcijah Zbirnemu centru. Ta podatke obdela enkrat dnevno in posreduje zbrane 
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informacije vsem iniciatorjem prenosa, ter prejemniku plačil, Elektro podjetju. 
Banke in Pošta prenesejo zbrana sredstva na račun Elektro podjetja v skupnem 
znesku za vsa plačila, ki jih je posamezni iniciator prejel. Elektro podjetje dobi na 
svoj račun po eno nakazilo od vsake banke iniciatorke, od Zbirnega centra pa prejme 
informacije o posameznih transakcijah v eni datoteki. Transakcije so združene v 
logične celote po iniciatorjih prenosa. 
Primerjavo procesov plačilnega naloga in posebne položnice lahko vidimo na 
sliki 2.1: 
 
Slika 2.1:  Primerjava denarnih in podatkovnih tokov pri plačilnem nalogu in posebni položnici 
Pregledali bomo samo del podatkovnega toka od zbirnega centra do prejemnika 
denarnih sredstev. Datoteka, ki jo prejme končni uporabnik je sestavljena iz [10]: 
• vodilnega zapisa, 
• osnovnih zapisov za posebne položnice iz banke iniciatorke Bi, 
• delnega zbirnega zapisa za posebne položnice iz banke iniciatorke Bi, 
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Strukturo posameznih zapisov najdemo v tabelah 2.3 do 2.6. Skupne 
značilnosti so dolžina zapisa 193 znakov, kodna stran CP1250 in uporaba znakov 
CRLF za prehod v novo vrstico. Pri posebni položnici se formira sklic po modelu 12 
iz tabele 2.2, njegova dolžina je vedno 13 znakov, kar vključuje kontrolno številko. 
Model sklica 12 ni eksplicitno zapisan, kot pri plačilnem nalogu. 
 
Polje Tip Zač. Dolžina Obveznost 
Opis polja - 
vsebina Nabor vrednosti - format 
vrsta zapisa K 1 2 DA 
oznaka vodilnega 




Š 3 18 DA številka paketa 
99999999LLMMDDSSPP, 
kjer je LLMMDD datum, 






















prazno K 42 152 NE   
Tabela 2.3:  Struktura vodilnega zapisa za posebne položnice 
 
Polje Obveznost Tip Zač. Dolžina 
Opis polja - 
vsebina 
Nabor vrednosti – 
format 
vrsta zapisa DA K 1 2 oznaka za PP »01« 






oznaka knjiženja DA Š 27 1 oznaka vknjižbe »0«, »1« = storno 








oznaka valute DA Š 51 3 konstanta »978« 







DA K 72 20 (13) 
13 mestni sklic 
iz PP 
 
namen NE K 92 35 
poljubno 
besedilo iz 
namena na PP 
 





poravnalni račun DA K 130 15 
račun banke pri 
BS, ki je 
sprejela vplačilo 
 
enota DA Š 145 3 enota banke, ki  




vrsta posla DA Š 148 2 za PP fiksno »80« 
prazno NE K 150 34   
zaporedna št. 
vplačilnega dnevnika 
NE Š 184 5   
operater/blagajnik NE K 189 5   
Tabela 2.4:  Struktura osnovnega zapisa za posebne položnice 
 
Polje Tip Zač. Dolž. Obveznost 
Opis polja - 
vsebina Nabor vrednost – format 
vrsta zapisa K 1 2 DA oznaka za PP »91« 
številka 
paketa 
Š 3 18 DA številka paketa 99999999LLMMDDSSPP 
število 
transakcij 
Š 21 6 DA 
skupno število 
transakcij v okviru 
enega iniciatorja 





Š 27 1 DA oznaka vknjižbe 
»0«, »1« = negativna 
vsota 
datum Š 28 8 DA datum vplačila PP LLLLMMDD 
znesek Š 36 15 DA 
absolutna vrednost 
vseh transakcij v 




oznaka valute Š 51 3 DA konstanta »978« 
račun 
komitenta ZC 
K 54 18 DA 
račun komitenta ZC 




K 72 20 DA 












šifra nakazila Š 127 3 NE konstanta »000« 
poravnalni 
račun 
K 130 15 DA 
račun banke pri BS, 
ki je sprejela 
vplačilo 
 
prazno K 145 49 NE   
Tabela 2.5:  Struktura delnega zbirnega zapisa za posebne položnice 
 
Polje Tip Zač. Dolž. Obveznost Opis polja - vsebina Nabor vrednost – format 
vrsta 
zapisa 
K 1 2 DA oznaka zbirnega zapisa »99« 
št. paketa Š 3 18 DA številka paketa 99999999LLMMDDSSPP 
št. 
transakcij 
Š 21 6 DA 
št. transakcij znotraj 
enega paketa (brez 
delnih zbirnih zapisov) 
 
oznaka Š 27 1 DA konstanta »0« 








znesek Š 36 15 DA 
skupni znesek vseh 
transakcij znotraj 
paketa, ne glede na 
oznako knjiženja (brez 




Š 51 3 DA uporabi se konstanta »978« 
prazno K 54 140 NE   
Tabela 2.6:  Struktura zbirnega zapisa za posebne položnice 
Posebna položnica se je uporabljala vse do uvedbe univerzalnega plačilnega 
naloga (UPN) 1. 11. 2010, ki je nadomestil še bančni nalog BN02 in regulirano 
plačilo RP01 [12]. 
2.3. ZBSxml standard Združenja bank Slovenije 
Združenje bank Slovenije je zaradi napredovanja tehnologije, pridružitve 
Slovenije Evropski uniji, prihajajočega prevzema evra, pretvorbe številk računov v 
IBAN obliko in obilice različnih podatkovnih standardov za komunikacijo med 
udeleženci plačilnega prometa, uvidelo potrebo po novem, enotnem standardu, ki bi 
poenotil in posodobil vso komunikacijo. Nastal je koncept standarda ZBSxml, ki 
temelji na uporabi XML strukture podatkov. Prva delovna različica je bila razvita 
leta 2006, prva javna objava sheme z navodili pa je bila marca 2008 [13]. 
Prednosti uporabe XML oblike zapisa podatkov pred tekstovno so očitne: 
• hierarhična struktura podatkov, 
• možnost podajanja metapodatkov, 
• možnost ponavljanja podrejenih elementov, 
• validacija strukture podatkov z uporabo XML shem, 
• enostavna nadgradljivost in povratna združljivost s sledenjem različicam 
dokumentov. 
Oblika XML ima tudi nekaj slabosti, vendar jih prednosti zasenčijo: 
• večja prostorska potratnost, 
• zahtevnejša obdelava. 
 
Podatkovni standard ZBSxml je bil namenjen izmenjavi podatkov o plačilnem 
prometu med komitenti in bankami. Združenje bank Slovenije je poleg objave 
standarda dalo na razpolago še [14]: 
• Priročnik podatkovnega standarda ZBSxml, 
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• XML sheme, ki določajo sintakso dokumentov, 
• primere XML datotek, 
• podporne šifrante, 
• navodila za oblikovanje in uporabo modelov za sklicevanje na številko 
obremenitve in odobritve v plačilnem prometu, 
• podporni forum na spletnih straneh ZBS. 
 
Podatkovni standard vsebuje naslednja vsebinska sporočila (elektronske 
dokumente): standardni nalog v evrih (opredeljen v elementu 
StandardniNalogVEvrih), nakazilo v tujino (NalogTujina), nalog za menjavo 
(NalogMenjava), obvestilo o odlivu (ObvestiloOdliv), obvestilo o prilivu 
(ObvestiloPriliv), podatek za statistiko (PodatekZaStatistiko), stanje (Stanje), izpisek 
(Izpisek), promet (Promet), poizvedba za nalog (PoizvedbaNalog), poizvedba za 
stanje (PoizvedbaStanje), poizvedba za promet (PoizvedbaPromet), poizvedba za 
izpisek (PoizvedbaIzpisek), naročilo statistike nalogov (NarociloStatistikeNalogov) 
in statistika nalogov (StatistikaNalogov) [13]. 
Standard ZBSxml je predvideval tudi možnost elektronskega podpisovanja 
podatkov in njihovo šifriranje. Za podpisovanje je bila predvidena uporaba 
algoritmov C14N (kanonizacija), SHA1 (zgoščevanje) in RSA (šifriranje). Šifriranje 
podatkov naj bi potekalo v skladu s standardom W3C Xml Encryption, za šifriranje 
se uporablja kombinacija asimetričnega (na simetričnem ključu) in simetričnega (na 
podatkih) šifriranja. Za šifriranje s simetričnim ključem je bila predvidena uporaba 
algoritma 3DES/CBC, za šifriranje simetričnega ključa pa RSA. Predvidene so bile 
namenske značke za podpis, šifrirano vsebino in digitalno potrdilo [13]. V praksi se 
je varnost komunikacije zagotavljala na nižjem nivoju in so bili podatki v XML 
datoteki v nešifrirani obliki. 
 
Splošno veljavna pravila za vse datoteke v obliki ZBSxml so: 
• za zapis števil in datumov se uporabijo standardni podatkovni tipi XSD; 
števila nimajo vodilnih ničel in so nenegativna razen, kjer je izrecno 
specificirano drugače; decimalno ločilo je pika; datum je zapisan v obliki ISO 
8601, 
• za kodiranje se uporabi poljubno kodno tabelo, 
• datoteka vsebuje ovojnico, znotraj katere se nahajajo ključni elementi, kot so: 
vsebinski podatki, šifrirani vsebinski podatki, podpis, digitalno potrdilo in 
podatki za vizualizacijo. 
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Strukturo vrhnjih elementov XML datoteke vidimo na sliki 2.2. 
 
Slika 2.2:  Struktura vrhnjih elementov ZBSxml datoteke 
V elementu Paket se nahajajo vsebinska sporočila, ki nas zanimajo, struktura je 
razvidna na sliki 2.3. Vsak paket ima poleg enega ali več vsebinskih sporočil istega 
tipa še element VodilniZapis, v kateremu se nahajajo splošne informacije paketa, te 
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Slika 2.3:  Struktura podatkov v znački Dokument 
Na sliki 2.3 sta izpostavljena elementa, ki ju bom podrobneje predstavil v 
nadaljevanju, to sta StandardniNalogVEvrih in Izpisek, saj nadomeščata sporočila 
predstavljena v preteklih poglavjih. S prvim elementom komitent posreduje banki 
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2.3.1  Standardni nalog v evrih 
To vsebinsko sporočilo je bilo predvideno, da nadomesti posredovanje 
plačilnih nalogov banki v TKDIS obliki. V tabeli 2.7 si lahko ogledamo strukturo 
podatkov standardnega naloga v evrih in primerjavo s podatki TKDIS formata. 
 














za nujne naloge 
vrednost 0 








34 ZS(1) 18 
Nalogodajalec   -  
+ Naziv naziv 70 -  
+ Naslov naslov 70 -  
+ Naslov1 naslov 70 -  








Prejemnik     
+ Naziv naziv 70 ime prejemnika 35 
+ Naslov naslov 70 -  
+ Naslov1 naslov 70 kraj prejemnika 10 
+ Drzava oznaka države 2 -  
+ KodaSWIFT BIC koda 8 ali 11 -  
VrstaPlacilnegaInstrumenta fiksno SEPA 4 -  
PodatkiONakazilu     
+ StrukturiranaReferenca     
++ Referenca sklic odobritve 35 sklic odobritve 24 




140 -  
ZnesekPlacila     




3 -  
StatisticnoPorocanje (2)     












10 NS(3) 6 













10 -  
VrstaSporocila 
0 navadno, 1 
storno 
1 oznaka za storno 1 
(1) Podatek se nahaja v zbirnem stavku za vse podrejene naloge. 
(2) Ni bilo v uporabi. 
(3) Podatek se nahaja v naslovnem stavku za vse podrejene naloge. 
(4) Od verzije 2.2 dalje 
Tabela 2.7:  Struktura podatkov standardnega naloga v evrih v ZBSxml formatu 
Poleg naštetih podatkov je standard ZBSxml predvidel še dodatne podatke za 
identifikacijo plačnika in prejemnika plačila v smislu osebnih podatkov fizične osebe 
ali identifikacijske podatke pravne osebe. Predvidena je bila tudi možnost podajanja 
referenčnih strank pri nalogodajalcu in prejemniku ter statusni podatki za 
posredovanje nalogov v medbančnem prometu [13]. V praksi se ti podatki niso 
uporabljali, zato sem jih iz tabele 2.7 izpustil. 
Iz primerjave med podatki v TKDIS in ZBSxml standardu lahko vidimo, da so 
določeni podatki preseljeni iz višjega nivoja zbirnega stavka na posamični nivo 
naloga, dodani so podatki nalogodajalca in izčrpnejši podatki o prejemniku. Dodatno 
se pojavijo podatki kot so BIC koda banke prejemnika, nestrukturirana referenca, 
oznaka valute, ki ima sicer fiksno vrednost EUR, koda namena SEPA in datum 
predložitve plačilnega naloga. Vidimo lahko tudi, da se je spremenil nabor podatkov 
za statistiko. Pri kodi namena SEPA je vredno opomniti, da se je ta podatek uvedel z 
verzijo standarda 2.2, ki je izšla januarja 2011. Univerzalni plačilni nalog (UPN), ki 
je ta podatek zahteval, je bil uveden že 1. 11. 2010 in je s 1. 1. 2011 postal obvezen. 
Zamuda ZBSxml standarda je bila sicer samo nekajmesečna, ampak dovolj da ga 
izvajalci plačilnega prometa niso mogli uporabljati za komunikacijo, kar je tudi 
prispevalo k njegovemu odmiranju. 
2.3.2  Izpisek 
Drugo vsebinsko sporočilo, ki  ga bom predstavil, je Izpisek. Ta vsebuje izpis 
prometa na računu komitenta v izbranem obdobju, ponavadi je to en dan in prav tako 
nadomešča predhodno komunikacijo po TKDIS standardu. 
Element Izpisek vsebuje dva podrejena elementa: GlavaIzpiska in Promet. V 
prvem elementu so podatki o računu, obdobju in sumarni podatki transakcij za 
izbrano obdobje. Vsebina je prikazana v tabeli 2.8. 
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Značka elementa Opis podatka Dolžina 
StevilkaIzpiska številka izpiska, običajno dan v letu 5 
KodaSWIFT BIC koda banke računa 8 ali 11 
StevilkaRacunaNalogodajalca številka računa komitenta 34 
OznakaValute oznaka valute 3 
ZnesekZacetnoStanje začetno stanje na računu 18 
ZnesekKoncnoStanje končno stanje na računu 18 
SkupajVBreme   
+ Znesek skupni znesek v breme 18 
+ SteviloTransakcij število transakcij v breme 6 
SkupajVDobro   
+ Znesek skupni znesek v dobro 18 
+ SteviloTransakcij število transakcij v dobro 6 
DatumZacetkaObdobja datum začetka obdobja 10 
DatumKoncaObdobja datum konca obdobja 10 
DatumPredhodnegaIzpiska datum predhodnega izpiska 10 
Tabela 2.8:  Struktura podatkov glave izpiska v ZBSxml formatu 
Ker izpisek v TKDIS formatu ne pozna naslovne vrstice, primerjava podatkov 
med formatoma ni neposredno izvedljiva. V praksi so banke podatek o računu, 
številki izpiska in datumu pogosto zapisale v ime datoteke, podatkov o začetnem in 
končnem stanju ni bilo, komitent je stanje moral sam izračunati na podlagi 
predhodnega stanja in prometa, kar je lahko vodilo do napak. V pomoč so bili tudi 
podatki o skupnem prometu v breme in dobro ter številu transakcij, kar se je lahko 
uporabilo za dodatno preverjanje. 
 
Drugi podelement elementa Izpisek je Promet, ki vsebuje množico elementov 
PostavkaPrometa, ki predstavljajo posamezne transakcije na računu, sestavo si lahko 
ogledamo v tabeli 2.9. 
 

















PodatkiONalogodajalcu   -  
+ Nalogodajalec plačnik    
++ Naziv naziv 70 -  
++ Naslov naslov 70 -  
++ Naslov1 naslov 70 -  
++ Drzava oznaka države 2 -  
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++ KodaSwift BIC koda 8 ali 11 -  
PodatkiOPrejemniku     
+ Prejemnik prejemnik plačila    
+ Naziv naziv 70 ime prejemnika 35 
+ Naslov naslov 70 -  
+ Naslov1 naslov 70 kraj prejemnika 10 
+ Drzava oznaka države 2 -  
+ KodaSWIFT bic koda 8 ali 11 -  
PodatkiONakazilu     
+ StrukturiranaReferenca     
++ Referenca sklic odobritve 35 sklic odobritve 24 




140 -  
ZnesekPlacila     
+ Znesek znesek 11 znesek plačila 13 
+ OznakaValute oznaka valute, EUR 3 -  
IndikatorKnjizbe 
1 = breme, 2 = dobro, 3 
= breme storno, 4 = 
dobro storno 
1 vir informacije 2+1 
VrstaPrometa vrsta prometa 4 -  
KodaEksterna koda namena 35 -  
KategorijaNamena kategorija namena 4 -  
DatumValute datum valute 10 datum plačila 6 
DatumKnjizenja datum knjiženja 10 datum obdelave 6 
Tabela 2.9:  Struktura podatkov postavke izpiska v ZBSxml formatu 
Poleg naštetih elementov so bili predvideni še elementi za identifikacijo strank 
in navajanje referenčnih oseb pri strankah, kot pri standardnem nalogu v evrih, 
podatkov zaradi neuporabe nisem izrecno navajal. Element Vrsta prometa je 
vseboval kodo, ki je določala vrsto transakcije po šifrantu. Podatka o nalogodajalcu 
in prejemniku predstavljata partnerja komitenta, v kateri vlogi ta nastopa je odvisno 
od smeri transakcije in zato sta elementa medsebojno izključujoča, podan je vedno le 
en izmed njiju. 
 
Standard ZBSxml je bil zasnovan, da bi bil združljiv z Enotnim območjem 
plačil v evrih SEPA in da bi prevzel vodilno vlogo v komunikaciji med bankami in 
komitenti. Vendar standard ni bil najbolje podprt (primer je manjkajoči podatek 
Koda namena ob uvedbi UPN) in med bankami najbolje sprejet. Ker je bil že na 
vidiku nov, enotni evropski standard ISO 20022, ki ga bom obravnaval v 
nadaljevanju, nekatere banke standarda ZBSxml  pravzaprav niso nikoli podprle. 
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2.4. SEPA in standard ISO 20022 
SEPA ali enotno območje plačil v evrih ima začetke v uvedbi evra leta 1999, 
za tem so si politične gonilne sile, Evropski parlament, Evropska komisija, Evropska 
centralna banka in vlade držav članic, prizadevale za integracijo evropskega trga 
plačil. Cilji SEPA so poenotenje množice državnih plačilnih shem v skupno 
evropsko shemo, poenotenje plačevanja s plačilnimi karticami in vzpodbujanje 
uporabe elektronskih plačilnih instrumentov. 
Sprva je razvoj potekal v okviru Evropskega sveta za plačila, katerega člani so 
izvajalci plačilnega prometa v evro območju, s podporo institucij Evropske unije. 
Evropska komisija in Evropska centralna banka sta 4. maja 2006 izdala skupno 
izjavo o razvoju SEPA [16], v kateri so predstavili vizijo o poenotenju plačilnega 
prometa znotraj euroobmočja, kjer za uporabnike plačilnih storitev ne bi bilo več 
razlike med prometom znotraj države in čezmejnimi plačili. S tem bi povečali 
učinkovitost plačilnega sektorja in zmanjšali stroške uporabnikom. Projekt SEPA naj 
se ne bi nikoli končal. Kot se tehnologija nikoli ne neha razvijati, bi ji projekt moral 
slediti in zasledovati svoje cilje na novih področjih. Evropska komisija in Evropska 
centralna banka sta izrazila podporo Evropskemu svetu za plačila, kateri si je zadal 
nalogo vzpostaviti tehnične standarde, ki bi omogočili cilje SEPA. Ker sta Komisija 
in ECB videla pomen projekta, sta podprla samoregulacijo sektorja, vendar si je 
Komisija pridržala pravico predlaganja in uvedbe zakonodaje, ki bi prispevala k 
uresničitvi enotnega območja plačil. 
Evropski svet za plačila je kot standard za izmenjavo podatkov izbral ISO 
20022 - UNIversal Financial Industry message standard (UNIFI) in njegov razvoj z 
medsebojnim sporazumom prepustil organizaciji SWIFT, ki finančnim institucijam 
nudi omrežje za varno, zanesljivo in standardizirano medsebojno komunikacijo [17]. 
Prvi dokument, ki daje pravno podlago enotnemu območju plačil, je Direktiva 
o plačilnih storitvah [18], ki jo je 24. 4. 2007 sprejel Evropski parlament. Direktivo 
so morale države članice prenesti v notranje pravo čim prej, najkasneje do 1. 11. 
2009. Slovenija jo je prenesla s sprejetjem Zakona o plačilnih storitvah in sistemih 
[19] 27. 7. 2009. Zakon ne vsebuje tehničnih navodil za izvajanje plačilnega 
prometa, temveč le predpisuje način vzpostavitve plačilnega sistema in regulira 
deležnike v njem. 
Januarja 2008 je 4.300 bank v 31 državah uvedlo shemo SEPA za kreditna 
plačila verzije 1.1, ki jo je sprejel Evropski svet za plačila. Shema predvideva 
uporabo standarda ISO 20022. Za komunikacijo med bankami je ta obvezen, medtem 
ko lahko banke s komitenti uporabljajo tudi druge standarde, čeprav Evropski svet za 
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plačila vzpodbuja uporabo ISO 20022. Del standardizacije so tudi številke računov v 
IBAN obliki in oznake bank v BIC obliki. Te so se ponekod uporabljale le za 
čezmejni promet, z uporabo SEPA kreditnih plačil je uporaba teh oblik obvezna tudi 
za domači promet. Novost na slovenskem trgu plačil so množična plačila, to je oblika 
prenosa sredstev, kjer se račun nalogodajalca bremeni samo enkrat, sredstva pa se 
razporedijo v dobro več računov različnih upravičencev, vsak za točno določen 
znesek. Zaradi standardizacije je poenostavljena komunikacija med bankami tudi pri 
čezmejnih plačilih, zato je prišlo do napredka pri največjem dovoljenem času za 
izvedbo prenosa sredstev, ki je bil januarja 2008 omejen na 3 bančne delovne dni. 
Kasneje se je ta 1. 11. 2009 zmanjšal na dva dni in nazadnje 1. 1. 2012 na en bančni 
delovni dan [20]. 
Kakor smo lahko videli v poglavju o ZBSxml standardu, je Združenje bank 
Slovenije razvijalo vzporedni standard za uporabo med komitenti in bankami v 
Sloveniji, vendar je na koncu prevladalo priporočilo Evropskega sveta za plačila in 
uporaba standarda ISO 20022. 
Priporočilo o uporabi standarda ISO 20022 za komunikacijo med banko in 
komitentom je postalo obveza za komitente, ki niso potrošniki (fizične osebe in 
mikro podjetja), z Uredbo (EU) št. 260/2012 Evropskega parlamenta in sveta z dne 
14. marca 2012 o uvajanju tehničnih in poslovnih zahtev za kreditne prenose in 
direktne bremenitve v evrih in o spremembi Uredbe (ES) št. 924/2009 [21]. 
V okviru kreditnih plačil in direktnih bremenitev sta v Sloveniji pomembna še 
dva mejnika in sicer 31. 12. 2011, ko je bila zaključen prehod vseh kreditnih plačil 
na kreditna plačila SEPA in 31. 12. 2012, ko je bila ukinjena nacionalna shema 
direktnih obremenitev in s tem zaključen prehod na direktne obremenitve SEPA [22]. 
Po celotni Evropski uniji se je prehod kreditnih plačil in direktnih bremenitev 
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3.1. Metamodel in sloji standarda 
Temelj standarda ISO 20022 je njegov metamodel, t.j. model modelov, ki 
postavlja pravila za modeliranje poslovnih procesov v UML jeziku [24]. Standard 
opisuje tudi način razvoja standarda, postopke za vlaganje predlogov za spremembe 
in njihovo sprejetje ter organe, ki za vse to skrbijo. Standard je zasnovan v treh 
slojih, kot je prikazano na sliki 3.1. Vrhnji sloj predstavljajo modeli poslovnih 
procesov, na podlagi katerih so definirana logična sporočila, ki predstavljajo srednji 
sloj. Spodnji sloj predstavlja definicija sintakse XML sporočil v obliki XSD shem 
[25]. Gradniki vseh treh slojev so popisani v podatkovnem slovarju, ki je shranjen v 
javno dostopnem repozitoriju standarda [26]. 
3.1.1  Poslovni model 
Poslovni model je opis dogajanja v poslovnem procesu, deležnikov in vlog, ki 
jih ti igrajo, informacij, ki so za proces potrebne ter sam potek procesa. Informacije 
so organizirane v poslovne komponente, ki vsebujejo poslovne elemente, primer so 
plačnik, prejemnik, banka plačnika, banka prejemnika in plačilo. Vsako od teh 
komponent dodatno opisujejo njeni elementi, ki so lahko prav tako komponente s 
svojimi podrejenimi elementi [25]. Primer take hierarhične ureditve komponent je 
banka plačnika. Med drugimi to dodatno opisujejo elementi naziv, BIC in naslov. 
Naslov ima svoje podrejene elemente, ki ga dodatno opisujejo. To so med drugimi 
ulica, hišna številka, naselje, pošta itd. V poslovnem modelu so opisane povezave 
med posameznimi komponentami. Komponenta ima lahko tudi hčerinsko 









Slika 3.1:  Sloji standarda ISO 20022 
Komponente poslovnega procesa so tako zasnovane, da jih lahko uporabimo 
večkrat v različnih procesih, na primer banka je definirana samo enkrat, ampak se 
lahko uporabi ista definicija v množici procesov, kot so plačilo, direktna bremenitev, 
odpiranje računa itd. Na ta način lahko tvorimo veliko število poslovnih procesov z 
obvladljivo velikim naborom različnih komponent. To se je izkazalo kot velika 
prednost standarda. Ko so bile poglavitne komponente poslovnih procesov v 
bančništvu definirane, je bilo enostavno razširiti standard še na kartično poslovanje, 
saj v procesih nastopajo v veliki meri iste komponente. 
 
 
3.1. Metamodel in sloji standarda 31 
 
3.1.2  Logično sporočilo 
Na podlagi poslovnega modela lahko naredimo model sporočila ali logično 
sporočilo, ki opisuje vse potrebne informacije za izvedbo poslovnega procesa. 
Komponente sporočila so med seboj hierarhično povezane, vsaka komponenta 
sporočila izhaja iz komponente poslovnega modela in vsebuje nekatere ali vse njene 
elemente [25]. Enako kot pri komponentah poslovnega modela so tudi komponente 
logičnih sporočil zasnovane tako, da jih lahko uporabimo v različnih sporočilih in kot 
podrejene elemente različnih komponent - na primer številko računa lahko 
uporabimo kot element plačnika in prejemnika plačila. 
3.1.3  Sintaksa 
V logičnem sporočilu so definirani vsi potrebni podatki in njihova hierarhija, 
sam format zapisa podatkov pa nam določa sintaksa, zato standard vsebuje orodja za 
pretvorbo logičnih sporočil v predvidene formate sporočil. Standard ISO 20022 daje 
največji poudarek na formatu zapisa XML, manj pa formatu ASN.1 [25]. 
V informatiki je standard XML izredno razširjen zaradi svoje prilagodljivosti, 
enostavnosti obdelave in podprtosti; prednost je tudi sorazmerno enostavno 
razbiranje vsebine za ljudi, za razliko od drugih standardov, kot je SWIFT-ov MT 
103, ki je močno razširjen v finančni industriji. 
Standard ASN.1 ločuje sintakso sporočila od kodiranja podatkov. Kot XML 
predvideva sheme, ki določajo sintakso in po katerih lahko preverimo pravilno 
strukturo sporočila, za kodiranje pa predvideva različne načine, od dokaj berljivih, 
podobnih XML-u do zelo zgoščenih, ki so namenjeni izključno strojni obdelavi, 
imajo pa prednost visoke gostote podatkov, posledično manjše latence pri obdelavi, 
manjše pasovne širine pri prenosu podatkov in manj potrebnega prostora za hrambo. 
Standard je razširjen med drugim tudi v telekomunikacijah - uporablja se v mobilni 
telefoniji UMTS in LTE [27]. Pri uporabi ASN.1 standarda ISO 20022 priporoča 
uporabo kodiranja PER (Packed Encoding Rules), ki je najbolj zgoščen in tako 
najbolj primeren za časovno kritične operacije, kot je na primer področje visoko 
frekvenčnega trgovanja. Testi podjetja OSS Nokalva, Inc., ki je izdelalo orodje za 
pretvorbo logičnih sporočil v ASN.1 sheme [28], so pokazali, da je v primerjavi s 
standardom XML, za ASN.1 PER značilno 10-krat hitrejše kodiranje, 30-krat hitrejše 
dekodiranje in10-krat krajša sporočila [29]. 
Standard ISO 20022 vsebuje orodja za pretvorbo logičnih sporočil v sheme 
XML. Vse tako pridobljene sheme so tudi objavljene. Sheme XML so pravila tvorbe 
XML datotek in vsebujejo definicije elementov, atributov in tipov podatkov ter 
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povezave med gradniki, njihov vrstni red in ali so obvezni ali ne. Poleg navodil za 
tvorbo XML datotek se sheme XML uporabljajo tudi v programskih orodjih za 
preverjanje pravilnosti datotek. 
Sporočila standarda se delijo v skupine glede na področje uporabe. Vsako 
področje ima štiri črkovno oznako, nazivi sporočil enega področja se začnejo z 
oznako področja. Standard trenutno vsebuje sporočila za naslednja področja: 
 acmt – Account Management 
 admi – Administration 
 auth – Authorities 
 caaa – Acceptor to Acquirer Card Transactions 
 camt – Cash Management  
 catm – Terminal Management 
 colr – Collateral Management 
 pacs – Payments Clearing and Settlement 
 pain – Payments Initiation 
 reda – Reference Data 
 remt – Payments Remittance Advice 
 secl – Securities Clearing 
 seev – Securities Events 
 semt – Securities Management 
 sese – Securities Settlement 
 setr – Securities Trade 
 trea – Treasury 
 tsin – Trade Services Initiation 
 tsmt – Trade Services Management 
 tsrv – Trade Services 
V bodoče bom detajlneje obravnaval predvsem sporočila s področij camt in 
pain, ki omogočajo komunikacijo med komitentom in banko v plačilnem prometu. 
3.2. Interoperabilnost 
V finančni industriji je pred uvedbo standarda ISO 20022 obstajalo že veliko 
uveljavljenih standardov, ki so preizkušeni, dobro služijo svojemu namenu in v 
katere se je ogromno investiralo. Pri vsaki migraciji na nov standard je potrebno 
upoštevati stroške migracije in koristi, ki bi jih taka migracija prinesla. Ker so 
predelave obstoječih sistemov za podporo novih standardov navadno zelo drage, se 
posledično novi standardi uveljavljajo postopoma. Različni standardi pogosto 
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sobivajo, saj bi bilo nerealno pričakovati, da bi en standard hipoma izpodrinil vse 
ostale. 
Ponavadi komuniciramo z več udeleženci, ki lahko podpirajo različne 
standarde. Zato je pomembno, da znamo komunikacijo v enem standardu prevesti v 
drugi standard. Standard ISO 20022 ima zelo širok nabor gradnikov, ki so dobro 
opisani in se nenehno dograjujejo, zato je lahko dobra lingua franca, t.j. nevtralni 
jezik, ki ga poznajo vsi udeleženci komunikacije in ga uporabijo, kadar ne morejo 
med seboj komunicirati v svojih jezikih. 
3.2.1  SWIFT MT sporočila 
Sporočila tipa MT so izredno razširjena v bančništvu. Gre  za lastna sporočila 
organizacije SWIFT, katere omrežje povezuje 10.900 finančnih institucij v več kot 
200 državah. Po omrežju se v povprečju dnevno izmenja preko 24 milijonov 
sporočil, pri čem malo manj kot polovico prometa predstavlja plačilni promet [30]. 
Znotraj Evropske unije je projekt SEPA dal zagon uporabi standarda ISO 20022, 
vendar to ne pomeni konca MT sporočil. Tudi v primeru komunikacije v ISO 20022 
standardu lahko organizacije ugotovijo, da je zanje ceneje, če navznoter ohranijo 
uporabo drugih standardov in da sporočila preslikajo v ISO 20022 le za zunanjo 
komunikacijo. Ker so tako MT sporočila kot ISO 20022 jasno definirana, je 
sorazmerno enostavno vzpostaviti pravila za preslikavo sporočil med standardoma. 
Preslikava poleg pravil in primerne programske opreme zahteva tudi dovolj 
zmogljivo strojno opremo, vendar to danes ne predstavlja večje ovire. 
Pogledali si bomo primer sporočila za kreditni prenos, ki si ga izmenjata 
finančni instituciji plačnika in prejemnika v ISO 20022 in MT obliki. V ISO 20022 
standardu je za kreditni prenos predvideno sporočilo pacs.008, enakovredno 
sporočilo je MT 103, preslikava podatkov med polji sporočil je razvidna v tabeli 3.1. 
 
Podatek MT 103 pacs.008 
Banka plačnika :52A:BAKOSI2X 
<DbtrAgt> 
  <FinInstnId> 
    <BIC>BAKOSI2X</BIC> 
  </FinInstnId> 
</DbtrAgt> 
Račun plačnika 
(v MT sporočilu 




ZAVITA ULICA 6 
1000 LJUBLJANA, 
<DbtrAcct> 
  <Id> 
    <IBAN>SI56101000001234567</IBAN> 
  </Id> 
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plačnika) SLOVENIA </DbtrAcct> 
Naslov plačnika 
<Dbtr> 
  <Nm>PODJETJE D.O.O.</Nm> 
  <PstlAdr> 
    <AdrLine> ZAVITA ULICA 6</AdrLine> 
    <AdrLine>1000 LJUBLJANA</AdrLine> 
    <Cntry>SI</Cntry> 
  </PstlAdr> 
</Dbtr> 
Tabela 3.1:  Preslikava podatkov med MT 103 in pacs.008 sporočiloma 
Na primeru iz tabele 3.1 je razvidno, da je preslikava BIC kode banke plačnika 
v elementu :52A: MT 103 sporočila enostavna - obstaja natanko en enakovredni 
element v pacs.008 sporočilu. Drugi primer podatka :50K: je bolj zahteven, saj 
vsebuje tako številko računa kot kontaktne podatke plačnika, ki so v pacs.008 
sporočilu v ločenih elementih. Preslikava podatkov je razvidna iz tabele, omeniti 
velja še pretvorbo podatka države v ISO 3166 Alpha-2 oznako. 
3.2.2  ZBSxml in TKDIS 
Ob uvedbi standarda ISO 20022 za komunikacijo med komitenti in bankami je 
tudi v Sloveniji prišlo do težav, saj niso bili vsi komitenti pripravljeni na prehod na 
nov standard. Da bi prehod olajšali, je Združenje bank Slovenije izdalo orodje za 
pretvorbo sporočil med formati ISO 20022 in starimi TKDIS ter ZBSxml [31]. 
Orodja pretvarjata izpiske camt.053 iz ISO 20022 formata v starejša formata ter 
naloge za plačilo v obratni smeri, iz starih formatov v ISO 20022 sporočilo pain.001 
[32][33], kot je prikazano na sliki 3.2.  
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Standard ZBSxml je od verzije 2.1 dalje, ko se je začel uporabljati, že bil 
prilagojen zahtevam SEPA. Ker vsebuje enake podatke kot sporočila v ISO 20022 
formatu, je pretvorba enostavna. 
Pri pretvorbi izpiska v standard TKDIS se določena mera podatkov izgubi, saj 
jih ta standard ne pozna, primer sta številka računa, ki ni v IBAN formatu in 
pomanjkanje podatka o valuti, zato je pretvornik omejen zgolj na transakcije v evrih 
znotraj Slovenije. Tudi pri konverziji plačilnih nalogov iz TKDIS oblike v ISO 
20022 velja enaka omejitev, dodatno je potrebno še vpisati kodo namena, ki je 
TKDIS ne pozna, ISO 20022 pa zahteva. Program omogoča množično ali posamično 
vpisovanje kode namena za plačilne naloge, prav tako prepozna vpisovanje naslova 
partnerja pri posameznem nalogu in ga prenese na vse naloge istega partnerja [32]. 
Tako pridobimo datoteko pain.001 v ISO 20022 obliki, z vsemi potrebnimi podatki. 
3.2.3  ISO 15022 
Standard ISO 15022 je namenjen elektronski komunikaciji za trgovanje z 
vrednostnimi papirji. Leta 2004 so deležniki v trgovanju z vrednostnimi papirji prešli 
iz standarda ISO 7775 na ISO 15022, ki je sodobno zasnovan standard s slovarjem 
komponent, podoben standardu ISO 20022. Standard ISO 15022 je izpolnil 
pričakovanja industrije in povečal delež transakcij, pri katerih ni potrebno 
posredovanje oseb iz 60 do 70 odstotkov na 95 odstotkov, zato trenutno ni večje 
potrebe po prehodu na standard ISO 20022 [25]. 
Na področjih finančne industrije, kjer še vedno poteka pomemben del 
komunikacije preko faksov ali telefonskih naročil, bo standard ISO 20022 prinesel 
velike koristi nad obstoječim načinom dela, zato bo toliko večji interes za njegovo 
sprejetje. 
3.2.4  TARGET2-Securities (T2S) in TARGET2 
TARGET2-Securities (T2S) je poravnalni sistem pri trgovanju z vrednostnimi 
papirji, skrbnik sistema je Evropska centralna banka, ki se je za uporabo standarda 
odločila ISO 20022 že od samega začetka v luči projekta SEPA, kjer igra standard 
pomembno vlogo. Upravitelji in razvijalci sistema so štiri centralne banke - 
francoska, španska, italijanska in nemška, ki so za potrebe sistema uporabili 
obstoječa sporočila ISO 20022 in mu dodali nova, s čem so obogatili standard tudi za 
druge uporabnike. Sistem je začel z delovanjem 20. 6. 2015, s prvim valom migracije 
uporabnikov. Predvideni so štirje valovi migracije, zadnji naj bi bil februarja 2017 
[34]. 
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TARGET2 je druga generacija bruto poravnalnega sistema v realnem času 
(RTGS) v lasti Eurosistema. Njegovi upravljavci so centralne banke Francije, Italije 
in Nemčije. Udeleženci do sistema dostopajo preko omrežja SWIFTNet ali interneta. 
Leta 2010 se je Eurosistem odločil, da bodo vsa obstoječa sporočila tipa MT 
nadomestili s sporočili v ISO 20022 formatu in sicer vsa sporočila naenkrat brez 
možnosti nadaljnje uporabe MT sporočil. Za prelomni datum so določili november 
2017, s tem da so marca 2015 pojasnili, da bo sistem TARGET2 navznoter še vedno 
uporabljal MT sporočila. Vsa komunikacija z zunanjim svetom pa bo potekala z MX 
(ISO 20022) sporočili preko prevajalnika. 
3.3. Varnost 
Standard ISO 20022 ne predvideva mehanizmov za overitev in šifriranje in je 
to prepuščeno nižjemu sloju na komunikacijski poti. Komunikacija med finančnimi 
ustanovami večinoma poteka po namenskih omrežjih, ki jih ponujajo in vzdržujejo 
pooblaščeni operaterji, primer je SWIFTNet. Med komitenti in bankami navadno ne 
bomo našli namenskih povezav, ampak bo komunikacija potekala po ustrezno 
zaščitenih kanalih preko javnega internetnega omrežja. 
3.3.1  SWIFTNet 
SWIFTNet je namensko omrežje družbe SWIFT, ki povezuje tisoče finančnih 
institucij po celem svetu. Družba ponuja različne nivoje povezljivosti, 
najenostavnejša rešitev je storitev v oblaku Alliance Lite2, katera ne potrebuje 
namenske infrastrukture in je namenjena manjšim finančnim družbam. Višja stopnja 
je povezanost v omrežje preko storitve Alliance Connect, ki je VPN povezava po 
IPSec protokolu v SWIFTNet omrežje. V vseh oblikah predvideva dva VPN 
vmesnika, ki jih dobavi SWIFT in povezljivost v omrežje preko dveh kanalov, ki 
lahko predstavljata poljubnega ponudnika internetnega dostopa v najcenejši opciji, 
do dveh namenskih linij, ki ju vzpostavi pooblaščeni partner organizacije SWIFT, ki 
za storitev tudi jamči [35][36]. 
3.3.2  ZBS_B2B 
V Sloveniji je Združenje bank Slovenije izdelalo rešitev za varno in zanesljivo 
komunikacijo med komitenti in bankami ZBS_B2B, ki je javen, brezplačen in odprt 
standard, podprt s strani vseh bank v Sloveniji. ZBS_B2B ne določa kakšna sporočila 
se prenašajo, ta so lahko kakršnakoli glede na dogovor med banko in partnerjem, 
ampak določa le pravila za njihov varen in zanesljiv prenos. Standard temelji na 
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uveljavljenih priporočilih in standardih, kot so uporaba PKI infrastrukture, TLS 
šifriranje podatkov in uporaba spletnih storitev. Vsi udeleženci v komunikaciji 
morajo za potrebe preverjanja istovetnosti imeti veljavna digitalna potrdila izdana s 
strani zaupanja vrednih overiteljev. 
Tipična postavitev sistema zajema namestitev ZBS_B2B vmesnika na strani 
ponudnika in odjemalca, ki sta nato povezana na zaledne informacijske sisteme obeh 
strani. Zaledni sistemi skrbijo za vsebinsko plat komunikacije, tvorijo sporočila, 
katera posredujejo vmesniku ZBS_B2B, ki poskrbi za varen in zanesljiv prenos 
sporočil k partnerju. Skrb za overitev deležnikov v komunikaciji in šifriranje vsebine 
komunikacije je tako v celoti na plečih vmesnika ZBS_B2B. 
Za varnost komunikacijske poti je obvezna uporaba protokola HTTPS s 
šifriranjem TLS in obveznim vzajemnim preverjanjem istovetnosti strežnika ter 
odjemalca preko javnih ključev. Za neobvezno zagotavljanje pristnosti sporočila je 
predvideno digitalno podpisovanje z uporabo SHA1 zgoščevalne funkcije in RSA 
šifriranja na podlagi javnega ključa pošiljatelja. Prejemnik mora podpisano sporočilo 
obvezno preveriti in v primeru neujemanja podpisa sporočilo zavrniti [37]. 
3.3.3  Portali bank 
Večina bank ponuja svojim komitentom tudi možnost upravljanja s storitvami 
banke preko lastnih spletnih portalov. Za varnost portalov je poskrbljeno s 
šifriranjem podatkov s TLS protokolom in različnimi načini overjanja identitete 
uporabnika, navadno z digitalnim spletnim potrdilom. V tabeli 3.2 lahko vidimo 
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(1) programska rešitev Halcom E-bank 
Viri: [38][39][40][41][42] 
Tabela 3.2:  Pregled spletnih portalov bank in njihovih varnostnih rešitev 
Iz tabele 3.2 je razvidno, da večina bank ponuja dostop do svojih storitev tudi 
preko spletnih portalov. Večina jih ponuja tudi možnost uporabe rešitve Halcom E-
bank, ki omogoča dostop do bančnih storitev neposredno iz programske opreme 
komitenta. Različice za zahtevnejše uporabnike omogočajo tudi povezavo z 
uporabnikovim zalednim informacijskih sistemom. 
Vidimo lahko tudi, da večina bank uporablja digitalna spletna potrdila 
priznanih overiteljev, z izjemo NLB-ja, ki izdaja lastna potrdila. Glede na to, da 
predvideva tudi uporabo namenske programske opreme namesto brskalnika, to ne 
predstavlja večje nevšečnosti za uporabnike. 
Vse obravnavane banke uporabljajo šifriranje po TLS protokolu od verzije 1.0 
do trenutno najnovejše 1.2 in so opustile protokol SSL verzije 3 in starejše, katere 
imajo znane pomanjkljivosti [43]. Vsi sodobni brskalniki podpirajo protokol TLS, le 
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uporabniki že zelo zastarelega brskalnika Internet Explorer 6, bodo morali tega 
posodobiti. 
Opazoval sem tudi velikost števil, uporabljenih pri Diffie-Hellman izmenjavi 
šifrirnih ključev, saj je bila maja 2015 ugotovljena šibkost tega izredno razširjenega 
protokola. Raziskovalci so ugotovili, da obstaja slaba praksa uporabe praštevil iz 
točno določenega nabora, zato je možno za ta nabor s pomočjo vnaprej preračunanih 
vrednosti razbiti šifriranje v sorazmerno kratkem času. Raziskovalci so v nekaj 
tednih pripravili nabor podatkov za hitro razbijanje ključev, ki uporabljajo 512 bitna 
praštevila. Ocenili so, da lahko večje ustanove razbijejo ključe s 768 bitnimi 
praštevili, varnostne službe držav pa tudi ključe s 1024 bitnimi števili. Priporoča se 
uporaba 2048 bitnih praštevil ali drugih načinov izračunavanja ključev, kot je 
uporaba eliptičnih krivulj [44]. Trenutno sta na napad z razbijanjem izmenjave 
ključev občutljivi le NLB in UniCredit, pa še to moramo jemati z rezervo, saj so 
raziskovalci predpostavljali, da je tak napad zmožna izvesti le državna agencija z 
ustrezno velikimi resursi. 
Določeni strežniki se ob neuspešno vzpostavljeni povezavi poslužujejo nižanja 
nivoja varnosti v protokolu, da bi se prilagodili starejšim odjemalcem, na primer ob 
neuspešni povezavi s TLS 1.2 protokolom poizkusijo vzpostaviti povezavo z uporabo 
TLS 1.1 protokola in tako naprej, v skrajnih primerih do SSL 3 protokola. Tako 
nižanje varnosti je možno izkoristiti za prisluškovanje, pri čem napadalec moti 
komunikacijo in s tem sproži opisano nižanje varnostih protokolov, dokler se ne 
vzpostavi povezava s protokolom, ki je ranljiv za napad s strani prisluškovalca. Da bi 
to preprečili, je bilo uvedeno sporočilo TLS_FALLBACK_SCSV, katerega 
odjemalec uporabi v primeru, da je za komunikacijo uporabil nižjo verzijo protokola, 
kot bi jo lahko in tako sporoči strežniku, da poizkusita vzpostaviti povezavo z višjo 
verzijo protokola. V primeru obravnavanih bank te možnosti ne podpira le SKB, kar 
pa trenutno ni problematično, saj je najnižja podprta verzija protokola TLS 1.0, za 
katero trenutno ni znane praktično izvedljive metode za razbijanje šifriranja. 
Zadnja opazovana lastnost šifriranja je popolna prihodnja tajnost (perfect 
forward secrecy), kar pomeni, da v primeru razbitja enega ključa ali sporočila, ni 
možno razbiti drugih. Vse obravnavane banke podpirajo to lastnost. 
Za analizo varnosti povezav sem uporabil orodje SSL Server Test podjetja 
Qualis, Inc. [45]. 
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baze Oracle 
Na začetku sem predstavil zgodovinski razvoj elektronske komunikacije v 
plačilnem prometu s poudarkom na izpisku prometa na računu in plačilnem nalogu.  
Kot logično nadaljevanje bom iz množice sporočil standarda ISO 20022 predstavil 
sporočili camt.053 in pain.001, ki sta trenutno aktualni za prej omenjene namene. 
Predstavil bom celotni potek procesa, od poslovnega modela ISO 20022 preko 
projektiranja baznih objektov, do izdelave informacijskega sistema s prikazom uvoza 
in izvoza podatkov med podatkovno bazo in XML datoteko sporočila v sledečem 
poglavju. Končni produkt bosta dve aplikaciji, Banka in Komitent, ki bosta narejeni 
na skupni zasnovi. Na nivoju baze bo velik del elementov skupen. V določeni meri 
pa bom upošteval specifične namene posamezne aplikacije in izpostavil razlike. Na 
aplikacijskem nivoju bo skupen le manjši kos, predvsem administrativni del, kot so 
uporabniške pravice in varnost osebnih podatkov. 
4.1. Poslovni modeli in njihove komponente 
Kot smo videli v poglavju »3.1.1  Poslovni model«, je temelj vsakega procesa 
poslovni model. Pregledali bomo poslovne modele izpiska in plačil ter njihove 
komponente, ki so uporabne za potrebe sporočil. Poslovni modeli so dosegljivi na 
spletni strani ISO 20022 [46], pomagal si bom tudi s finančnim repozitorijem [26], 
kjer najdemo podrobne opise in povezave med komponentami. 
4.1.1  Skupne komponente 
Ena izmed ključnih prednosti standarda ISO 20022 je večkratna uporaba 
komponent v različnih poslovnih modelih, zato bo velik del komponent, ki jih bom 
uporabil za obravnavo izpiska in plačilnih nalogov skupnih, nekaj pa specifičnih za 
vsako sporočilo. Aplikaciji bosta služili različnim namenom. Medtem ko bo 
aplikacija Komitent služila izdelavi plačilnih nalogov, jih bo aplikacija Banka 
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uvozila in obdelala, pri izpisku bo proces potekal v obratnem vrstnem redu. Tudi 
zaradi teh razlik v namenu uporabe bo prišlo do manjših razlik v baznih objektih. 
Za osnovo bom vzel splošni poslovni model, kjer bom začel s komponento 
Party (deležnik). Iz modela na sliki 4.1 je razvidno, da ima komponenta Party dve 
hčerinski komponenti, ki podedujeta vse njene lastnosti, to sta Organisation (pravna 
oseba) in Person (fizična oseba) ter da je povezana s komponento Location (naslov). 
 
Slika 4.1:  Splošni poslovni model – deležnik [46] 
Iz slike 4.2 vidimo, da komponenta Party vsebuje tudi komponento 
PartyIdentificationInformation, ki vsebuje komponento PartyName. Vsaka od 
zadnjih dveh komponent ima tudi hčerinski komponenti, ki sta ločeni glede na to ali 
opisujemo pravno ali fizično osebo in vsebujeta dodatne elemente, specifične za 
njihov tip osebe. Komponenta PartyIdentificationInformation ima hčerinsko 
komponento PersonIdentification, namenjeno opisu fizične osebe, ki vsebuje 
komponento PersonName, kjer se nahajajo podatki o nazivu fizične osebe. Podobno 
velja za komponente specifične za pravno osebo. 
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Slika 4.2:  Splošni poslovni model - podatki osebe [46] 
S temi komponentami in elementi, ki jih vsebujejo, bom lahko na izpisku in 
plačilnem nalogu opisal vse sodelujoče osebe, kot so plačnik, prejemnik plačila, 
lastnik računa, skrbnik računa, banka in vse podatke vezane na njihovo identiteto, kot 
so naziv in naslov. 
Naslednji osnovni gradnik je komponenta Account (račun). S povezanimi 
komponentami jo vidimo na sliki 4.3. Iz te je razvidno, da ima račun dve hčerinski 
komponenti, CashAccount (transakcijski račun) in SecuritiesAccount (trgovalni 
račun). Zame bo zanimiv samo del modela, ki se nanaša na transakcijski račun. 
Druga komponenta, ki bo uporabna za obe sporočili, je AccountIdentification in 
zajema podatke o računu. 
 
Slika 4.3:  Splošni poslovni model - račun [46] 
Povezavo med računom in različnimi osebami, vezanimi nanj, predstavljajo 
komponenta AccountPartyRole in njene hčerinske komponente, ki opisujejo različne 
vloge povezanih oseb, npr. lastnik in skrbnik računa, kot je prikazano na sliki 4.4. 
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Slika 4.4:  Splošni poslovni model - vloge oseb [46] 
4.1.2  Komponente za izpisek 
Za izpisek bom poleg že omenjenih komponent potreboval še komponento 
Entry s hčerinsko komponento CashEntry, ki predstavlja transakcijo na računu z 
vsemi njenimi podatki, ter komponento Balance oziroma hčerinsko komponento 
CashBalance, ki nosita podatke o stanju na računu. Vse omenjene komponente so 
prikazane na sliki 4.3. 
4.1.3  Komponente za plačilni nalog 
Glavna komponenta poslovnega modela plačila je Payment (plačilo), ki je 
lahko posamično ali množično (skupek posamičnih plačil). Med petimi različnimi 
plačili je za plačilni nalog uporabna hčerinska komponenta CreditTransfer. Na sliki 
4.5 so poleg omenjenih komponent prikazane še druge, ki opisujejo proces plačila in 
plačilne instrumente. 
Slika 4.5:  Poslovni model plačil [prilagojeno po 46] 
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4.2. Preslikava komponent poslovnega modela v bazne tabele 
Načeloma naj bi se dalo preslikati komponente poslovnega modela (vrhnji sloj 
standarda) v bazne tabele tako, da vsaka komponenta predstavlja eno tabelo in 
povezave med komponentami postanejo povezave med tabelami. V praksi se lahko 
odločimo za odklon od tega principa zaradi poenostavitve dizajna ali združljivosti z 
obstoječim informacijskim sistemom. Pri projektiranju baznih objektov se bom 
poizkušal držati tega principa preslikave, s tem da bom upošteval, da prikazujem le 
delček vseh možnosti standarda ISO 20022 in ustrezno poenostavil dizajn, kjer bo to 
smiselno. Za pomoč pri projektiranju baznih objektov bom uporabil tudi logična 
sporočila (srednji sloj standarda), ki izvirajo iz poslovnih procesov in služijo kot 
osnova za sheme sporočil (spodnji sloj standarda). 
4.2.1  Skupne tabele 
Prva komponenta iz poglavja »4.1.1  Skupne komponente« je Party, ki s 
hčerinskima komponentama Person in Organisation ter povezano komponento 
PartyIdentificationInformation predstavlja osebo in vsebuje vse njene podatke. V 
poslovnem modelu sta fizična in pravna oseba ločeni, jaz sem uporabil skupno 
entiteto OSEBA, kjer bodo ustrezno uporabljeni podatki glede na tip osebe. Podatke 
iz komponente PartyIdentificationInformation sem prav tako premaknil v isto 
entiteto. Tako so vsi podatki osebe združeni v skupni entiteti. Struktura tabele 
OSEBA je prikazana v tabeli 4.1. Zaradi poenostavitve sem uporabil samo podatke, ki 
so potrebni za tvorbo želenih sporočil. Osebi sem dodal podatek šifra, kjer bo 
generirana šifra osebe, ki bo služila kot enolični identifikator. Za pravne osebe bi 
lahko za ta namen uporabil davčno številko, saj je to javni podatek. Za fizične osebe 
pa tega ne bi mogel, ker lahko ista oseba nastopa tudi kot samostojni podjetnik, ki 
ima enako davčno številko in sem se zato odločil za generirano šifro. 
 
OSEBA 
Stolpec Tip podatka Opis 
sifra varchar2(10) generirana šifra osebe 
tip_osebe varchar2(1) določa ali je pravna ali fizična oseba 
tip_fizicne_osebe varchar2(1) fizična oseba ali s.p. 
ime varchar2(35) ime osebe 
priimek varchar2(35) priimek osebe 
naziv varchar2(140) naziv oz. polno ime osebe 
davcna_stevilka varchar2(10) davčna številka 
maticna_stevilka varchar2(10) matična številka pravne osebe 
emso varchar2(13) EMŠO 
datum_rojstva date datum rojstva 
datum_smrti date datum smrti 
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spol varchar2(1) spol osebe 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.1:  Struktura tabele OSEBA 
Komponenta Location predstavlja naslov osebe, to komponento sem preslikal v 
entiteto NASLOV, saj ima lahko oseba več naslovov, ki so lahko različnih tipov, npr. 
stalni in začasni naslov, prav tako je potrebno voditi njihovo časovno veljavnost. 
Struktura tabele NASLOV je prikazana v tabeli 4.2. 
 
NASLOV 
Stolpec Tip podatka Opis 
tip_naslova varchar2(1) tip naslova: stalni, začasni, za pošto… 
ulica varchar2(50) ulica 
hisna_stevilka varchar2(10) hišna številka 
dodatek_hs varchar2(3) dodatek k hišni številki 
naselje varchar2(30) naselje 
postna_stevilka varchar2(10) poštna številka 
posta varchar2(80) pošta 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.2:  Struktura tabele NASLOV 
Posebna tabela DRZAVA je potrebna za šifrant držav, ki ga uporabljam pri 
naslovu in vsebuje dodatne podatke o državi, kot je oznaka države ISO 3166 Alpha-




Stolpec Tip podatka Opis 
naziv varchar2(80) naziv države 
kratki_naziv varchar2(30) kratki naziv države 
iso_3166_a2 varchar2(2) ISO 3166 Alpha-2 koda države 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.3:  Struktura tabele DRZAVA 
Ključna komponenta je seveda Account, ki se preslika v entiteto RACUN, kjer 
bodo shranjeni vsi podatki računa, njena struktura je prikazana v tabeli 4.4. Banko, 
kjer je odprt račun, vodim preko povezave do tabele BANKA. Podatek o lastniku 
računa vodim različno, v aplikaciji Komitent je to neposredna povezava do tabele 
OSEBA, v aplikaciji Banka pa temu služi namenska tabela. Podatke računa, katerih 
ne potrebujem za tvorbo sporočil, sem zaradi preglednosti izpustil, primer je tip 
računa (transakcijski, poravnalni, nerezidenčni…). 
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RACUN 
Stolpec Tip podatka Opis 
stevilka_racuna varchar2(34) številka računa v IBAN formatu 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.4:  Struktura tabele RACUN 
V aplikaciji Banka poleg lastnika računa nastopa še skrbnik računa, ki določa 
kateri uporabnik ima pravico do vpogleda v račun, zato sem na podlagi komponente 
AccountPartyRole uvedel namensko tabelo RACUN_OSEBA_VLOGA za povezavo 
med računom, osebo in šifrantom vlog oseb. Poleg datumskih pogojev so ključnega 
pomena povezave do tabel RACUN, OSEBA in VLOGA_OSEBE. Tipično bo račun, 
odprt pri banki uporabnici aplikacije Banka, imel dva zapisa v tej tabeli - enega za 
povezavo do lastnika računa in enega za povezavo do skrbnika. 
 
RACUN_OSEBA_VLOGA 
Stolpec Tip podatka Opis 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
 
Tabela 4.5:  Struktura tabele RACUN_OSEBA_VLOGA 
Šifrant vlog oseb se nahaja v tabeli VLOGA_OSEBE, možne vrednosti so 
LASTNIK in SKRBNIK. Tudi ta tabela je prisotna samo v aplikaciji Banka. Šifra je 
govoreča zaradi enostavnejšega vzdrževanja. 
 
VLOGA_OSEBE 
Stolpec Tip podatka Opis 
sifra varchar2(10) šifra vloge osebe 
naziv varchar2(50) naziv vloge osebe 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.6:  Struktura tabele VLOGA_OSEBE 
Za šifrant bank sem predvidel tabelo BANKA, ki poleg povezave do pripadajoče 




Stolpec Tip podatka Opis 
sifra varchar2(2) šifra banke 
naziv varchar2(80) naziv banke 
bic varchar2(11) BIC koda po ISO 9362 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.7:  Struktura tabele BANKA 
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Posebna tabela je DATOTEKA, ki jo bom uporabil pri uvozu in izvozu datotek 
plačilnih nalogov in izpiskov. Stolpci te tabele se nanašajo na podatke o datoteki ter 
njeno vsebino. V stolpcu vsebina_blob se nahaja datoteka v binarni obliki, 
stolpec vsebina_xml je tipa xmltype in vsebuje vsebino prevedeno v XML 
obliko, kar omogoča lažje branje oziroma polnjenje vsebine. Ker se podatek o tipu 
datoteke napolni vedno v procedurah za uvoz in izdelavo datotek, ne z vnosom preko 
uporabniškega vmesnika, zanj nisem predvidel šifranta. 
 
DATOTEKA 
Stolpec Tip podatka Opis 
naziv_datoteke varchar2(200) naziv datoteke 
tip_datoteke varchar2(20) tip datoteke (camt.053 ali pain.001) 
mime varchar2(100) tip vsebine datoteke 
datspr date datum spremembe datoteke 
vsebina_blob blob binarna vsebina datoteke 
vsebina_xml xmltype XML vsebina datoteke 
Tabela 4.8:  Struktura tabele DATOTEKA 
4.2.2  Tabeli za uvoz izpiska – aplikacija Komitent 
Komitent od banke prejme izpisek o prometu na računu, ki ima glavo in 
postavke. Smiselno je imeti tudi bazne objekte v taki obliki, zato sem predvidel dve 
tabeli za uvoz podatkov izpiska, tabelo IZPISEK in TRANSAKCIJA. V prvi se 
bodo nahajali vsi podatki iz glave izpiska, kot so povezava do računa, stanje na njem 
(komponenta Balance), številka izpiska itd. Strukturo lahko vidimo v tabeli 4.9. 
Druga tabela bo vsebovala postavke izpiska, ki predstavljajo posamezne transakcije 
na računu (komponenta Entry) in vse pripadajoče podatke kot so znesek, račun 
plačnika itd., kot razvidno iz tabele 4.10, ter povezavo do prve tabele. 
 
IZPISEK 
Stolpec Tip podatka Opis 
datum_izpiska date datum izpiska 
stevilka_izpiska varchar2(6) številka izpiska 
stevilka_racuna varchar2(34) IBAN številka računa 
valuta varchar2(3) valuta izpiska 
prejsnje_stanje number(18,2) prejšnje stanje na računu 
novo_stanje number(18,2) novo stanje na računu 
st_tran_breme number(8) število transakcij v breme 
st_tran_dobro number(8) število transakcij v dobro 
promet_breme number(18,2) promet v breme 
promet_dobro number(18,2) promet v dobro 
bic_banke varchar2(11) BIC banke pošiljateljice 
Tabela 4.9:  Struktura tabele IZPISEK 
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TRANSAKCIJA 
Stolpec Tip podatka Opis 
zst number(10) zaporedna številka postavke 
stran_knjizenja varchar2(1) 
stran knjiženja transakcije 
(B)reme ali (D)obro 
racun_nalogodajalca varchar2(34) 
IBAN številka računa 
nalogodajalca 
racun_prejemnika varchar2(34) IBAN številka računa prejemnika 
znesek number(18,2) znesek 
datum_knjizenja date datum knjiženja 
datum_placila date datum plačila 
reklamacija varchar2(35) 
referenčna št. transakcije za 
reklamacijo 
id_transakcije varchar2(35) enolični identifikator transakcije 
sklic_odobritve varchar2(35) sklic odobritve 
sklic_obremenitve varchar2(35) sklic obremenitve 
nalogodajalec_naziv varchar2(70) naziv nalogodajalca 
nalogodajalec_naslov varchar2(70) naslov nalogodajalca 
nalogodajalec_kraj varchar2(70) kraj nalogodajalca 
nalogodajalec_drzava varchar2(2) 
ISO 3166 Alpha-2 koda države 
nalogodajalca 
nalogodajalec_banka varchar2(11) BIC banke nalogodajalca 
prejemnik_naziv varchar2(70) naziv prejemnika 
prejemnik_naslov varchar2(70) naslov prejemnika 
prejemnik_kraj varchar2(70) kraj prejemnika 
prejemnik_drzava varchar2(2) 
ISO 3166 Alpha-2 koda države 
prejemnika 
prejemnik_banka varchar2(11) BIC banke prejemnika 
namen varchar2(140) namen plačila 
koda_namena varchar2(4) koda namena 
prejsnje_stanje (1) number(18,2) stanje pred transakcijo 
novo_stanje (1) number(18,2) stanje po transakciji 
(1) samo v aplikaciji Banka, glej poglavje »4.2.4  Tabele za vodenje računa« 
Tabela 4.10:  Struktura tabele TRANSAKCIJA 
4.2.3  Tabeli za plačilni nalog 
Plačilne naloge komitenti banki posredujejo v paketih, podatki so tako 
ponovno v dveh nivojih. Banka pakete uvozi in obdela, zato lahko uporabim enake 
objekte za obe aplikaciji. Naloge, ki izvirajo iz komponent Payment oziroma 
CreditTransfer, bom hranil v tabeli PLACILNI_NALOG, v paketih jih bom 
združeval v nadrejeni tabeli PLACILNI_NALOG_PAKET. Potrebne stolpce tabel 
sem, kot v predhodnih primerih, dobil na podlagi elementov izvornih komponent 
poslovnega modela oziroma logičnega sporočila. 
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PLACILNI_NALOG_PAKET 
Stolpec Tip podatka Opis 
datum_paketa date datum paketa 
zst number(3) zaporedna št. paketa v dnevu 
zakljucen(1) varchar2(1) 
paket zaključen, nanj ni možno dodajati 
nalogov 
obdelan varchar2(1) 
paket obdelan (Banka)  
datoteka izdelana (Komitent) 
stevilka_racuna(2) varchar2(34) številka računa 
(1) samo v aplikaciji Komitent, (2) samo v aplikaciji Banka 
Tabela 4.11:  Struktura tabele PLACILNI_NALOG_PAKET 
 
PLACILNI_NALOG 
Stolpec Tip podatka Opis 
zst number(5) zaporedna št. naloga v paketu 
znesek number(18,2) znesek plačila 
valuta varchar2(3) valuta 
racun_prejemnika varchar2(34) številka računa prejemnika 
sklic_obremenitve varchar2(35) sklic obremenitve 
sklic_odobritve varchar2(35) sklic odobritve 
banka_prejemnika varchar2(11) BIC banke prejemnika 
prejemnik_naziv varchar2(140) naziv prejemnika 
prejemnik_naslov varchar2(70) naslov prejemnika 
prejemnik_kraj varchar2(70) kraj prejemnika 
prejemnik_drzava varchar2(2) ISO 3166 Alpha-2 koda države prejemnika 
koda_namena varchar2(4) koda namena 
namen varchar2(140) namen plačila 
obdelan(1) Varchar2(1) nalog obdelan 
(1) samo v aplikaciji Banka 
Tabela 4.12:  Struktura tabele PLACILNI_NALOG 
Podatki o plačniku se ne hranijo v tabelah, saj je plačnik znan in so podatki 
vedno enaki, podatke o prejemniku bi se lahko hranilo v obliki povezave do tabele 
RACUN, ki ima znanega lastnika in bi s tem dobili tudi podatke osebe, vendar bi to 
prineslo več slabosti kot prednosti. Slabosti so, da bi morali imeti vse prejemnike 
plačil v šifrantu in ročni vnos podatkov v plačilni nalog ne bi bil možen. Podatke bi 
sicer lahko dobili iz javnih registrov, vendar to velja samo za domače pravne osebe. 
Obstajala bi nevarnost naknadne spremembe podatkov osebe, kar bi spremenilo tudi 
podatke na nalogih za nazaj. Zagato s pomanjkanjem podatkov bi lahko rešili s 
samodejnim vnosom podatkov v šifrant ob vnosu naloga, vendar bi s tem uvedli 
točko, kjer je velika nevarnost vnosa podatkov nizke kakovosti, vnos osebnih 
podatkov načeloma poteka na točno določenih mestih, kjer je povečana pozornost do 
kakovosti podatkov. Edina prednost bi bila manjša količina podatkov, kar ne odtehta 
slabosti. Iz navedenih razlogov sem se odločil za shranjevanje posameznih podatkov 
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v tabeli plačilnih nalogov. Podobno velja za podatek koda_namena. V aplikaciji 
Komitent bi lahko uporabili povezavo do namenskega šifranta, v aplikaciji Banka pa 
to ne bi bilo pametno, saj ne bi mogli sprejeti naloga, ki ima kodo namena, ki je ni v 
šifrantu, zaradi neažurnega šifranta ali napake. 
4.2.4  Tabele za vodenje računa – aplikacija Banka 
Da bi lahko v aplikaciji Banka izdelal sporočilo camt.053 oziroma izpisek 
prometa na računu, bom moral tudi voditi transakcije na računu, ker je osnova za to 
komponenta Entry, tako kot za postavko izpiska, lahko uporabim kar predhodno 
predstavljeno tabelo TRANSAKCIJA iz aplikacije Komitent, ki vsebuje vse potrebne 
elemente. Za banko je pomemben tudi podatek o stanju na računu ob vsaki 
transakciji, zato bi lahko za potrebe vodenja stanja uvedel dodatno tabelo na podlagi 
komponente Balance, ampak sem zaradi enostavnosti dodal podatke o stanju pred in 
po transakciji kar v tabelo TRANSAKCIJA, ki sem ji dodal dve polji: 
prejsnje_stanje in novo_stanje. Polji bosta v aplikaciji Komitent ob 
uvozu izpiska vedno prazni, saj banka teh podatkov ne posreduje na nivoju 
transakcije. Tabela služi evidenci transakcij na računu v obeh aplikacijah, polnila pa 
se bo na različne načine. V aplikaciji Komitent bo polnjenje tabele potekalo na 
podlagi prejetih bančnih izpiskov, v aplikaciji Banka pa bodo transakcije rezultat 
prejetih plačilnih nalogov komitenta. 
4.2.5  Uporabniške pravice in varnost osebnih podatkov 
Orodje Oracle APEX podpira dva tipa uporabnikov: aplikacijske ali bazne 
uporabnike [49]. V prvem primeru se z uporabniki upravlja preko aplikacije: tam se 
jih ustvarja, jim spreminja geslo in upravlja z njihovimi pravicami. V primeru baznih 
uporabnikov pa je potrebno te ustvariti na bazi, kar premakne tudi skrb za pravice do 
podatkov na bazni nivo. V svojem primeru sem se odločil uporabiti aplikacijske 
uporabnike, saj je za osnovne operacije, kot je ustvarjanje uporabnikov in 
spreminjanje gesel že poskrbljeno v orodju APEX, medtem ko bi za upravljanje z 
baznimi uporabniki moral narediti svoj uporabniški vmesnik. V primeru aplikacijskih 
uporabnikov aplikacija do podatkov v bazi dostopa preko lastnega internega baznega 
uporabnika. Za varnost podatkov poskrbimo tako, da uporabnikom ne omogočimo 
neposrednega dostopa do baznega strežnika, prav tako uporabniki nimajo baznih 
uporabniških imen in gesel, ampak samo aplikacijske, s katerimi se neposredno v 
bazo podatkov ne morejo prijaviti. 
Za lažje upravljanje s pravicami uporabnikov je smiselno te združevati v 
uporabniške skupine. Za vodenje uporabnikov, uporabniških skupin in povezav med 
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njimi sem naredil tri tabele: UPORABNIK, SKUPINA_UPORABNIKOV in 
UPORABNIK_V_SKUPINI. Prvi dve služita za evidenco uporabnikov in 
uporabniških skupin, zadnja pa za vodenje pripadnosti uporabnikov skupinam preko 
povezav do prvih dveh tabel. Struktura tabel je v tabelah 4.13 do 4.15. Kot v primeru 
vloge osebe je tudi šifra uporabniške skupine govoreča. 
 
UPORABNIK 
Stolpec Tip podatka Opis 
uporabnisko_ime varchar2(30) uporabniško ime 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.13:  Struktura tabele UPORABNIK 
 
SKUPINA_UPORABNIKOV 
Stolpec Tip podatka Opis 
sifra varchar2(20) šifra uporabniške skupine 
naziv varchar2(200) naziv uporabniške skupine 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.14:  Struktura tabele SKUPINA_UPORABNIKOV 
 
UPORABNIK_V_SKUPINI 
Stolpec Tip podatka Opis 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.15:  Struktura tabele UPORABNIK_V_SKUPINI 
Uporabnikom sem želel omejevati dostop do podatkov na nivoju posamezne 
strani aplikacije, zato sem naredil tabelo PAGE, kjer so vnesene vse strani aplikacije. 
Za vodenje pravic sem naredil tabelo UPORABNIK_PAGE, kjer omogočam izbor, 
kakšne pravice ima uporabnik na izbrani strani: pravico do branja, spreminjanja, 
dodajanja in brisanja podatkov. Preko povezav do ustreznih tabel sem omogočil 
vodenje pravic tako na nivoju uporabnika kot na nivoju uporabniške skupine, kar 
zelo poenostavi administracijo za večje število uporabnikov. 
 
PAGE 
Stolpec Tip podatka Opis 
page_id number(10) ID strani aplikacije 
opis varchar2(200) opis strani 
Tabela 4.16:  Struktura tabele PAGE 
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UPORABNIK_PAGE 
Stolpec Tip podatka Opis 
r_select varchar2(1) pravica do branja podatkov 
r_insert varchar2(1) pravica do dodajanja podatkov 
r_update varchar2(1) pravica do spremembe podatkov 
r_delete varchar2(1) pravica do brisanja podatkov 
veljavnost_od date veljavnost od 
veljavnost_do date veljavnost do 
Tabela 4.17:  Struktura tabele UPORABNIK_PAGE 
Naslednji varnostni ukrep je vodenje zgodovine sprememb osebnih podatkov.  
Za ta namen sem naredil tabelo ARH_OSEBA, ki je kopija tabele OSEBA, z dodano 
povezavo do nje. Ob vsaki spremembi na tabeli OSEBA se preko prožilca na tabeli 
shrani stanje pred spremembo v tabelo zgodovine. Evidenco o tem, kdo je 
spremembo naredil, imamo preko revizijskih stolpcev, o katerih bom več napisal v 
poglavju »5.1. Izdelava tabel in povezav«. 
Dodal sem tudi vodenje evidence vpogledov v osebne podatke, za to sem 
ustvaril tabelo OSEBA_VPOGLED, kjer se ob vsakem vpogledu zapiše kateri 
uporabnik je dostopal do podatkov katere osebe in preko katere strani v aplikaciji. 
Odločil sem se, da ne uporabim povezav do tabel UPORABNIK in PAGE, da je 
pokrita tudi malo verjetna možnost, da uporabnik ali stran nista vnesena v evidenco, 
v tem primeru ne bi mogel narediti zapisa, saj ga ne bi mogel povezati z ustreznimi 
tabelami, tako pa vedno zabeležim uporabniško ime in ID strani. Poleg omenjenih 
podatkov je prisotna tudi povezava do tabele OSEBA. 
 
OSEBA_VPOGLED 
Stolpec Tip podatka Opis 
modul varchar2(30) stran, iz katere uporabnik dostopa do podatkov 
upovno varchar2(30) uporabnik 
Tabela 4.18:  Struktura tabele OSEBA_VPOGLED 
4.3. Povezave med baznimi tabelami 
Temelj vsake relacijske baze podatkov so poleg tabel tudi povezave med njimi. 
V prejšnjem poglavju sem pri projektiranju baznih objektov večkrat omenil, da je 
določeni podatek shranjen v obliki povezave do druge tabele, to je prikazano v 
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Slika 4.6:  Entitetno-relacijski diagram ključnih baznih tabel 
V črni barvi so tabele in povezave, ki so enake v obeh aplikacijah, elementi 
lastni aplikaciji Komitent so v rdeči barvi, aplikaciji Banka pa v modri. Vse 
povezave med tabelami so narejene z uporabo stolpca v podrejeni tabeli oblike 
OSA_ID, kjer prve tri črke predstavljajo okrajšavo nadrejene tabele. Vrednost v 
stolpcu podrejene tabele je enaka vrednosti v stolpcu ID nadrejene tabele. Za 
pravilnost podatkov skrbi baza z mehanizmom zunanjih ključev. 
Tabeli DRZAVA in KODA_NAMENA sta šifranta držav in kod namena, 
definiranih v ISO 20022 standardu. Med tabelama OSEBA in NASLOV sta dve 
povezavi, to je zato, ker ima lahko oseba več naslovov, le en pa je stalni naslov 
oziroma sedež podjetja. Povezava od tabele NASLOV do tabele OSEBA pomeni, 
kateri osebi pripada določeni naslov, v obratni smeri pa v tabeli OSEBA kaže 
povezava na tisti zapis v tabeli NASLOV izmed več pripadajočih, ki je stalni naslov 
osebe oziroma sedež podjetja. Temu bi se lahko izognili z dosledno uporabo podatka 
o tipu naslova, vendar je tako lažje za vse bodoče poizvedbe podatkov. 
Tudi banka je oseba, kar zahteva povezavo med tabelama. Tako lahko podatke 
specifične za banko vpišemo v tabelo BANKA, vse ostale pa v tabelo OSEBA. 
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Tabela RACUN je v aplikaciji Komitent povezana neposredno na tabelo OSEBA 
in sicer na osebo, ki predstavlja lastnika računa. V aplikaciji Banka pa je povezava 
posredna, prek vmesne tabele RACUN_OSEBA_VLOGA, kjer se nahajajo osebe, 
povezane z računom, to sta lastnik in skrbnik računa. Vloga posamezne osebe je 
določena preko povezave do šifranta vlog v tabeli VLOGA_OSEBE. Druga povezava 
računa je do tabele BANKA, na zapis banke, kjer je račun odprt. 
IZPISEK je v aplikaciji Komitent povezan na RACUN, ker bo vsak izpisek 
pripadal točno določenemu računu. Postavke izpiska pa so shranjene v tabeli 
TRANSAKCIJA in zato obstaja tudi povezava med tabelama. Tabela 
TRANSAKCIJA obstaja tudi v aplikaciji Banka, vanjo se bodo zapisovale vse 
transakcije na računu, zato je v tej aplikaciji povezava do tabele RACUN. V aplikaciji 
Banka bodo objekti služili za tvorbo XML datoteke izpiskov, v aplikaciji Komitent 
pa za uvoz in obdelavo te datoteke. 
Ker so plačilni nalogi združeni v pakete, obstaja povezava med tabelama 
PLACILNI_NALOG in PLACILNI_NALOG_PAKET. V aplikaciji Komitent bodo 
objekti služili za tvorbo XML datoteke plačilnih nalogov, v aplikaciji Banka pa za 
uvoz in obdelavo te datoteke. 
Poleg tabel, ki predstavljajo jedro aplikacij, sem uporabil še tabele za 
uporabniške pravice, njihov diagram je na sliki 4.7. 
Slika 4.7:  Entitetno-relacijski diagram tabel za uporabniške pravice 
Tabela UPORABNIK_V_SKUPINI služi vključevanju uporabnikov v 
uporabniške skupine, zato ima povezavi do tabel UPORABNIK in 
SKUPINA_UPORABNIKOV. Pravice dostopa do strani in podatkov na njej se vodijo 
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v tabeli UPORABNIK_PAGE, ki je poleg na tabelo PAGE, ki vsebuje seznam vseh 
strani aplikacije, povezana tudi na tabeli za skupine uporabnikov in uporabnike. S 
tem dobimo možnost določanja pravic na nivoju skupine ali posameznih 
uporabnikov. 
Beleženju dostopov do osebnih podatkov in hranjenju zgodovine sprememb 
osebnih podatkov sta namenjeni posebni tabeli na sliki 4.8. 
Slika 4.8:  Entitetno-relacijski diagram tabel osebnih podatkov 
V tabelo ARH_OSEBA se ob vsaki spremembi podatkov osebe shranijo stare 
vrednosti, tako imamo pregled nad zgodovino sprememb. V tabelo 
OSEBA_VPOGLED se ob vsakem dostopu do podatkov osebe zabeleži, kdo je do 
podatkov dostopal. Obe tabeli sta povezani na tabelo OSEBA. 
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5  Izdelava informacijskega sistema na podlagi podatkovne 
baze Oracle 
Pri izdelavi informacijskega sistema sem se odločil za uporabo podatkovne 
baze Oracle Database 11g Express Edition [47] na operacijskem sistemu Oracle 
Linux 6 [48] in z razvojnim orodjem, ki služi tudi kot aplikacijski strežnik, Oracle 
Application Express 5 [49], kjer je možno poganjati aplikacije preko spletnega 
brskalnika brez dodatne programske opreme. Razlog za izbiro je ta, da so vsi našteti 
produkti brezplačni (z omejitvami pri uporabi prostora in izrabi sistemskih sredstev 
strežnika). Namestitve operacijskega sistema in baze podatkov ne bom opisoval, saj 
so izdatno dokumentirani s strani ponudnika. Navodila za delo z bazo podatkov kjer 
so vsi v nadaljevanju uporabljeni ukazi, se prav tako nahajajo na spletni strani 
podjetja Oracle [50]. Prikazal bom proces plačila nekaj plačilnih nalogov in 
pridobivanja povratne informacije iz banke. V aplikaciji Komitent bom tvoril in 
poslal pain.001 sporočilo, v aplikaciji Banka ga bom sprejel in obdelal, posledica 
bosta dve transakciji na računu komitenta. Aplikacija Banka bo tvorila in 
posredovala izpisek – sporočilo camt.053, ki ga bom uvozil nazaj v aplikacijo 
Komitent in obdelal. 
5.1. Izdelava tabel in povezav 
Na vzpostavljeni bazi podatkov je potrebno najprej narediti bazne tabele, ki 
sem jih opisal v poglavju »4.2. Preslikava komponent poslovnega modela v 
bazne tabele«, kar naredim z ukazom create table, kot na primeru tabele 
RACUN: 
create table racun (id number(15) not null 
                   ,stevilka_racuna varchar2(34) not null 
                   ,osa_id number(15) not null 
                   ,veljavnost_od date not null 
                   ,veljavnost_do date 
                   ); 
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Polja tabele sem opisal že v predhodnem poglavju, omeniti velja polje 
osa_id, ki služi za zunanji ključ do tabele OSEBA in polje id, katerega bo imela 
vsaka tabela in je njen primarni ključ. Vse ostale tabele naredim po enakem 
postopku, česar ne bom izrecno opisoval. 
Primarne ključe na tabelah naredim z ukazom alter table <ime 
tabele> add constraint <ime ključa> primary key (id), na 
primeru tabele racun: 
alter table racun add constraint rcn_pk primary key 
(id); 
Primarne ključe polnim iz sekvence, lastne vsaki tabeli, z uporabo baznega 
prožilca na tabeli: 
create sequence osa_seq1; 
 
create or replace trigger osa_bri_id 
before insert 
on oseba 
referencing new as new old as old 
for each row 
begin 
if :new.id is null then 
    :new.id := osa_seq1.nextval; 
end if; 
end; 
Zunanje ključe do tabel naredim s podobnim ukazom, s tem da moram podati 
še na kateri stolpec v ciljni tabeli se navezujem, zopet primer povezave med 
tabelama RACUN in OSEBA: 
alter table racun add constraint rcn_osa_fk1 foreign 
key (osa_id) references oseba(id); 
Po enakem principu naredim povezave med vsemi tabelami, kot jih vidimo na 
slikah 4. do 4.8. 
Struktura baze je postavljena in skorajda pripravljena na uporabo, za normalno 
delovanje pa potrebujem še indeksacijo ključnih stolpcev, to so tisti, ki se uporabljajo 
za primarne in zunanje ključe. Ukaz za primer tabele RACUN, ki ga ponovim za vse 
tabele: 
create unique index rcn_pk on racun(id); 
create index rcn_osa_fk1 on racun(osa_id); 
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Zaradi sledljivosti spremembam podatkov sem vsem tabelam dodal revizijske 
stolpce, v katerih se beležijo uporabnik in čas nastanka oziroma spremembe zapisa. 
Podatki se polnijo preko baznega prožilca ob vnosu ali spremembi zapisa v tabeli. 
 
alter table oseba 
add (upovno varchar2(30) not null 
        ,datvno date not null 
        ,upospr varchar2(30) not null 
        ,datspr date not null 
        ); 
 
create or replace trigger osa_briu_audit 
before insert or update 
on oseba 
referencing new as new old as old 
for each row 
begin 
if inserting then 
    :new.datvno := sysdate; 
    :new.datspr := sysdate; 
    :new.upovno := nvl(v('app_user'),user); 
    :new.upospr := nvl(v('app_user'),user); 
elsif updating then 
    :new.upospr := nvl(v('app_user'),user); 




Funkcija v('app_user') vrača aplikacijskega uporabnika, tako lahko tudi 
na baznem nivoju vem, kateri uporabnik spreminja podatke in tega zabeležim. 
5.2. Zajem podatkov in izvoz v XML sporočilo 
Podatkovna baza Oracle ponuja zmogljiv skupek tehnologij za obravnavo 
XML dokumentov pod imenom XML DB [51]. Za hrambo podatkov v XML obliki 
predvideva namenski podatkovni tip xmltype, polnjenje podatkov pa lahko poteka 
na različne načine. En način je z uporabo orodij v sklopu paketa dbms_xmldom, s 
katerimi lahko obdelujemo vsebino XML dokumenta po principu W3C DOM 
(Document Object Model) [52]. Ta način je zelo zmogljiv, žal pa tudi zamuden za 
vzpostavitev in vzdrževanje, saj je potrebno eksplicitno definirati vse hierarhične 
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povezave med posameznimi elementi. Drugi način, precej enostavnejši, je z uporabo 
ukazov xmlagg in xmlelement, s katerimi lahko tvorimo celotni XML dokument 
z enim samim ukazom. V nadaljevanju bom ponazoril razliko na enostavnem 
primeru, ko iz tabele z enim zapisom želimo tvoriti XML dokument z elementi v 
dveh nivojih. 
 
Podatki  Datoteka 
ime_osebe  <Document> 
Janez Novak želimo dobiti   <ImeOsebe>Janez Novak</ImeOsebe> 
  </Document> 
 












l_document := dbms_xmldom.newdocument; 
l_elem_document := dbms_xmldom.createelement(l_document, 
'Document'); 
l_main_node := dbms_xmldom.makenode(l_elem_document); 
l_node_document := dbms_xmldom.appendchild(l_main_node, 
l_node_document); 
l_elem_ime_osebe := dbms_xmldom.createelement(l_document, 
'ImeOsebe'); 
l_node_ime_osebe := dbms_xmldom.makenode(l_elem_ime_osebe); 
l_text_ime_osebe := dbms_xmldom.createtextnode(l_document, 'Janez 
Novak'); 
l_tnode_ime_osebe := dbms_xmldom.makenode(l_text_ime_osebe); 
l_tnode_ime_osebe := dbms_xmldom.appendchild(l_node_ime_osebe, 
l_tnode_ime_osebe); 
l_node_ime_osebe := dbms_xmldom.appendchild(l_node_document, 
l_node_ime_osebe); 
l_xml := dbms_xmldom.getxmltype(l_document); 
end; 
Sintaksa je zapletena in zamudna, saj je za vsak element dokumenta potrebno 
definirati njegovo mesto v hierarhiji, značko in vsebino. Že tako je v zgornjem 
primeru  izpuščen zajem podatkov iz tabele, kar bi dodalo še en kurzor in pripadajoče 
spremenljivke. Enostavneje je uporabiti sledeči način: 
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select xmlelement("Document" 
                 ,(select xmlagg(xmlelement("ImeOsebe", ime_osebe)) 
                   from OSEBA 
                  ) 
                 ) 
    from dual; 
Rezultat poizvedbe je tipa xmltype z enako vsebino kot v primeru zgornje 
procedure. Če bi bilo v tabeli OSEBA več zapisov, bi ukaz xmlagg poskrbel za 
ustrezno število elementov v XML dokumentu, medtem ko bi v zgornji proceduri 
morali narediti namensko proceduro za formiranje elementov, katero bi pozvali za 
vsako posamezno vrednost. Paket dbms_xmldom ponuja še bistveno več 
zmogljivosti, kot sem jih predstavil, za moje potrebe pa popolnoma zadostuje drugi 
način, zato sem se odločil zanj. 
5.2.1  Izvoz podatkov v sporočilo pain.001 
Prvi korak v procesu, ki ga želim predstaviti, je tvorba sporočila z nalogi za 
plačilo v aplikaciji Komitent, to je sporočilo pain.001. Struktura sporočila je javno 
objavljena [56] in obsega množico podatkov, ki pa niso vsi potrebni za izdelavo 
sporočila. V skladu z navodili Združenja bank Slovenije [31] prikazuje tabela 5.1 
potrebne elemente ter mesto v bazi podatkov, od koder jih zajemam. 
 
Značka 
elementa Opis podatka Vir podatka TABELA.stolpec 
Koren sporočila je Document/CstmrCdtTrfInitn 
GrpHdr glava  
+ MsgId ID sporočila enolični identifikator 
+ CreDtTm 
datum in čas 
nastanka sporočila 
trenutni datum in čas 
+ NbOfTxs število transakcij število nalogov v paketu 
+ InitgPty 
nalogodajalec 
podrejeni elementi predstavljajo splošno strukturo informacij o osebi 
++ Nm naziv OSEBA.naziv 
++ PstlAdr poštni naslov  
+++ Ctry 
država (ISO 3166 
Alpha-2) 
DRZAVA.iso_3166_a2 
+++ AdrLine (2x) 




PmtInf informacije o plačilih  
+ PmtInfId ID paketa plačil PLACILNI_NALOG_PAKET.id 
+ PmtMtd način plačila TRF = prenos sredstev 
+ ReqdExctnDt datum izvedbe plačil PLACILNI_NALOG_PAKET.datum 
+ Dbtr plačnik  
++ (podrejeni  podatki enaki kot za značko GrpHdr / InitgPty 




+ DbtrAcct račun plačnika  
++ Id / IBAN številka računa RACUN.stevilka_racuna 
++ Ccy valuta EUR 
+ DbtrAgt banka plačnika  
++ FinInstnId / 
BICFI 
BIC banke BANKA.bic 
+ CdtTrfTxInf plačilni nalog en zapis v PLACILNI_NALOG 
++ PmtId / 
EndToEndId 
sklic obremenitve PLACILNI_NALOG.sklic_obremenitve 
++ Amt / InstdAmt znesek PLACILNI_NALOG.znesek 
++ Amt@Ccy valuta EUR 
++ ChrgBr nosilec stroškov SLEV = v skladu s pogodbo 
++ CdtrAgt banka prejemnika  
+++ FinInstnId / 
BICFI 
BIC banke PLACILNI_NALOG.banka_prejemnika 








++ CdtrAcct račun prejemnika  
+++ Id / IBAN številka računa PLACILNI_NALOG.racun_prejemnika 
++ Purp / Cd koda namena PLACILNI_NALOG.koda_namena 
++ RmtInf   
+++ Strd   
++++ CdtrRefInf   
+++++ Tp / 
CdOrPrtry / Cd 
 SCOR = strukturirana referenca 
+++++ Ref sklic odobritve PLACILNI_NALOG.sklic_odobritve 
++++ AddtlRmtInf namen PLACILNI_NALOG.namen 
Tabela 5.1:  Struktura sporočila pain.001 
Iz tabele 5.1 je razvidno, da večina podatkov za glavo sporočila izhaja iz tabele 
PLACILNI_NALOG_PAKET in nadrejenih šifrantov, ki se nanašajo na komitenta. 
Ponavljajoči se element CdtTrfTxInf predstavlja posamezni nalog, ena ponovitev 
elementa predstavlja podatke enega zapisa v tabeli PLACILNI_NALOG, kjer so 
shranjeni posamezni nalogi. Za potrebe tega dela sem predpostavil, da je valuta 
vedno EUR. Če bi želel izvajati nakazila v več valutah, bi moral spremeniti zasnovo 
celotnega sistema, saj bi bilo potrebno voditi tudi več valut na računih, izdelovati 
izpiske po valutah itd., kar presega namen tega dela. Sporočilo ima enolični 
identifikator, katerega preverja banka in v primeru dvakrat posredovanega sporočila 
z istim identifikatorjem uporabnika navadno na napako opozori. Pri tvorbi sporočila 
sem za enolični identifikator uporabil ID paketa v kombinaciji s trenutnim časom ob 
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tvorbi datoteke, tako je možno večkrat posredovati določeni paket (kar se lahko 
zgodi v primeru napake v podatkih, ko popravimo določeni nalog in ponovno 
posredujemo paket), ni pa možno večkrat poslati iste datoteke. 
Zajem podatkov in zapis v tabelo DATOTEKA poteka z uporabo že 
predstavljenih ukazov xmlelement in xmlagg. Rezultat je XML dokument v 
stolpcu vsebina_xml podatkovnega tipa xmltype, katerega z ukazom 
getblobval pretvorim v BLOB, binarni objekt oziroma datoteko shranjeno v 
stolpcu vsebina_blob, ki jo je možno odpreti preko aplikacije in shraniti na 
disk. 
5.2.2  Izvoz podatkov v sporočilo camt.053 
Z enakimi ukazi kot v aplikaciji Komitent tvorim sporočilo s paketom plačilnih 
nalogov, tvorim v aplikaciji Banka sporočilo izpiska prometa na računu. Podajam le 
tabelo 5.2 z elementi in viri zanje. 
 
Značka 
elementa Opis podatka Vir podatka TABELA.stolpec 
Koren sporočila je Document/BkToCstmrStmt 
GrpHdr glava  
+ MsgId ID sporočila enolični identifikator 
+ CreDtTm 
datum in čas 
nastanka sporočila 
trenutni datum in čas 
Stmt izpisek  




zaporedna številka izpiska, navadno dan v letu, 
če so izpiski dnevni 
+ CreDtTm 
datum in čas 
nastanka izpiska 
trenutni datum in čas 
+ FrToDt obdobje od/do obdobje zajeto v izpisku 
++ FrDtTm obdobje od 00:00:00 na dan izpiska 
++ ToDtTm obdobje do 23:59:59 na dan izpiska 
+ Acct račun  
++ Id / IBAN številka računa RACUN.stevilka_racuna 
++ Ownr lastnik računa komitent 
+++ Nm naziv OSEBA.naziv 
+++ PstlAdr naslov  
++++ Ctry 
država (ISO 3166 
Alpha-2) 
DRZAVA.iso_3166_a2 
++++ AdrLine (2x) 




++ Svcr / FinInstnId podatki banke BIC koda banke, kjer je odprt račun 
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/ BICFI 
+ Bal stanje podatki o stanju na računu 
++ Tp / CdOrPrtry / 
Cd 
tip stanja začetno (OPBD) ali končno (CLBD) stanje 
++ Amt / InstdAmt stanje izračunano začetno/končno stanje 




znesek je negativen (DBIT) ali pozitiven 
(CRDT) 
++ Dt / DtTm datum in čas stanja datum in čas začetnega/končnega stanja 
+ TxsSummry zbirni podatki  
++ TtlCdtNtries prilivi  
+++ NbOfNtries število transakcij število prilivov v obdobju 
+++ Sum seštevek transakcij skupni znesek prilivov v obdobju 
++ TtlDbtNtries odlivi  
+++ NbOfNtries število transakcij število odlivov v obdobju 




en zapis v tabeli TRANSAKCIJA 
++ Amt znesek TRANSAKCIJA.znesek 
++ Amt@Ccy valuta EUR 
++ CdtDbtInd stran knjiženja TRANSAKCIJA.stran_knjizenja 
++ RvslInd indikator storna true v primeru negativnega zneska 
++ Sts status BOOK - knjiženo 
++ BookgDt / Dt datum knjiženja TRANSAKCIJA.datum_knjizenja 
++ ValDt / Dt datum plačila TRANSAKCIJA.datum_placila 
++ AcctSvcrRef reklamacija TRANSAKCIJA.reklamacija 
++ NtryDtls podrobni podatki  
+++ TxDtls   
++++ Refs   
+++++ EndToEndId sklic obremenitve TRANSAKCIJA.sklic_obremenitve 
+++++ TxId ID transakcije TRANSAKCIJA.id_transakcije 
++++ Amt znesek TRANSAKCIJA.znesek 
++++ Amt@Ccy valuta EUR 
++++ CdtDbtInd stran knjiženja TRANSAKCIJA.stran_knjizenja 
++++ RltdPties   
+++++ Dbtr nalogodajalec  
++++++ Nm naziv TRANSAKCIJA.nalogodajalec_naziv 
++++++ PstlAdr naslov  
+++++++ Ctry 














+++++ Cdtr prejemnik  
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++++++ (podrejeni 






+++++ CdtrAcct / Id 
/ IBAN 
 TRANSAKCIJA.racun_prejemnika 
++++ RltdAgts   
+++++ DbtrAgt / 




+++++ CdtrAgt / 
FinInstnId / BICFI 
banka prejemnika TRANSAKCIJA.prejemnik_banka 
++++ Purp / Cd koda namena TRANSAKCIJA.koda_namena 
++++ RmtInf   
+++++ Strd   
++++++ CdtrRefInf / 
Ref 
sklic odobritve TRANSAKCIJA.sklic_odobritve 
++++++ AddtlRmtInf namen TRANSAKCIJA.namen 
Tabela 5.2:  Struktura sporočila camt.053 
Enolični identifikator sem tvoril s kombinacijo polja DATOTEKA.id in 
trenutnim časom. Vsi podatki glave izpiska izvirajo iz računa in komitenta, vsi 
podatki elementa Ntry, ki predstavlja posamezno transakcijo na računu, pa iz tabele 
TRANSAKCIJA. Začetno stanje sem dobil iz stanja na najstarejši zajeti transakciji, 
zbirne podatke sem dobil s seštevkom vseh zajetih transakcij, medtem ko je končno 
stanje seštevek začetnega stanja in zajetega prometa. 
5.3. Uvoz sporočila in obdelava podatkov 
Tako kot sem v prejšnjem poglavju opisal več načinov za tvorbo XML 
dokumenta, ponujajo XML DB tehnologije tudi več načinov za branje vsebine 
dokumenta in njegovo hrambo. 
V tabeli se XML dokument shranjuje v stolpcu tipa xmltype, ki pa ima lahko 
različne načine shranjevanja podatkov: nestrukturirano v binarni ali znakovni obliki, 
ter strukturirano, kar pomeni, da imamo v bazi registrirano XML shemo, kateri mora 
dokument ustrezati, da ga lahko shranimo v polje. Ker je možno, da dobimo 
datoteko, ki ne ustreza povsem XML shemi, je boljša izbira shranjevanje 
dokumentov v nestrukturirani obliki, za kar sem se tudi odločil. 
Za branje vsebine uvoženega dokumenta imamo zopet več možnosti, ena 
izmed katerih je uporaba procedur vgrajenih v xmltype tip podatkov in uporabe 
XPath [53] načina podajanja poti do želenega podatka. Če uporabim datoteko iz 
primera v poglavju »5.2. Zajem podatkov in izvoz v XML sporočilo«, bi za 
zajem podatka ImeOsebe uporabili ukaz: 
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l_ime_osebe := l_xml.extract('/Document/ImeOsebe[i]/text()'); 
 
kjer je l_ime_osebe spremenljivka, kateri želimo prirediti vsebino elementa 
ImeOsebe, l_xml spremenljivka tipa xmltype, kjer se nahaja XML dokument in 
i števec, ki pove da želimo vsebino i-te ponovitve elementa ImeOsebe. V danem 
primeru bi bila to vrednost 1 za prvo ponovitev. Ta način ni tako zamuden za 
uporabo kot dmbs_xmldom način tvorbe dokumenta, vseeno pa ima svoje slabosti, 
kot je branje vsake posamezne ponovitve elementa in ustrezno vodenje števcev. 
Druga slabost je tudi počasnost, naslednji predstavljeni način je precej hitrejši pri 
branju podatkov. 
Priporočljivi način za branje podatkov iz XML dokumenta je z uporabo 
SQL/XML funkcije xmltable, ki pretvori XML dokument v tabelo, po kateri 
lahko izvajamo SQL poizvedbe na način, kot smo ga vajeni iz navadnih tabel baze 




              passing (select dat.vsebina_xml 
                       from datoteka dat 
                      ) 
              columns ime_osebe varchar2(30) path '/' 
             ) x 
 
Ukaz xmltable pretvori XML dokument v tabelo, kjer ena vrstica 
predstavlja eno ponovitev elementa /Document/ImeOsebe. Ukaz passing 
uporabimo za podajanje XML dokumenta za zajem podatkov, medtem ko z ukazom 
columns preslikamo podrejene elemente v posamezne stolpce. V zgornjem primeru 
bi dobili tabelo s toliko vrsticami, koliko je ponovitev elementa ImeOsebe. Vsebino 
elementa preslikamo v stolpec z imenom ime_osebe. Na ta način lahko poizvedbo 
uporabimo v kurzorju ali kar neposredno v insert stavku, oboje sem uporabil pri 
branju XML dokumentov. Ta način je bolj enostaven za tiste, ki smo vajeni SQL 
poizvedb, prav tako je občutno hitrejši in pri večjih obsegih podatkov zato bolj 
priporočljiv. 
Kot zanimivost naj omenim, da prihaja zaradi hrošča 12824731 [54] v 
podatkovni bazi Oracle verzije 11.2.0.3 in starejših do velikih težav pri obdelavi 
XML dokumentov z večjim številom zapisov. Ob branju podatkov iz dokumentov se 
začne nesorazmerno povečevati poraba pomnilnika na strežniku, kadar prekoračimo 
približno 65.000 ponovitev iskanega elementa. Za potrebe te naloge je to 
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nepomembno (čeprav uporabljam verzijo baze, ki to napako vsebuje), ker nikoli ne 
bom imel tako velikega števila zapisov. V praksi smo načrtovalci večjih 
informacijskih sistemov decembra 2012 zaradi omenjenega hrošča imeli 
nezanemarljive težave. Ob prehodu na standard ISO 20022 in SEPA direktne 
bremenitve se je marsikomu zgodilo, da datotek enostavno ni mogel obdelati na 
opisani način, saj strežniki niso zmogli bremena. Problem je bil tako na strani bank, 
ki so sprejemale velike datoteke (med drugim) direktnih bremenitev, kot na strani 
komitentov, ki so morali obdelati izpiske z velikim številom transakcij. Začasno 
rešitev smo našli tako, da smo XML datoteke iz podatkovne baze Oracle posredovali 
zunanji Java proceduri, ki je z uporabo SAX (Simple API for XML) [55] iz 
dokumenta izluščila posamezne ponovitve zapisov (element Ntry v primeru izpiska 
camt.053) in jih posredovala nazaj v bazo kot samostojne dokumente, katere smo 
posamično obdelali. Po prijavi napake na Oracle podporo smo dobili popravek, ki je 
napako odpravil. Dokončno pa je bil problem rešen z verzijo baze 11.2.0.4. 
5.3.1  Uvoz podatkov iz sporočila pain.001 
Datoteko se preko uporabniškega vmesnika aplikacije Banka najprej uvozi v 
tabelo datoteka in zapiše v polje vsebina_blob, ki je namenjeno uvažanju in 
izvažanju podatkov, nato se pretvori v podatkovni tip xmltype v stolpcu 
vsebina_xml. Branje podatkov poteka s prej predstavljeno SQL/XML funkcijo 
xmltable. 
Strukturo sporočila pain.001 sem predstavil že v poglavju »5.2.1  Izvoz 
podatkov v sporočilo pain.001«. Pri uvozu sporočila v aplikacijo Banka sem uporabil 
enake preslikave podatkov v bazne tabele pri čem je edina razlika v uvozu številke 
računa v glavi paketa. Ko sem paket tvoril v aplikaciji Komitent, sem uporabil 
številko računa iz povezave na šifrant RACUN. Pri uvozu v aplikacijo Banka pa sem 
vrednost uvozil v polje stevilka_racuna in naknadno poiskal račun in 
komitenta v šifrantu. Tak način uvoza sem naredil, ker lahko dobim dokument z 
napačno številko računa, ki ga moram vseeno uvoziti in uporabniku javiti napako. Če 
bi pri uvozu uporabljal izključno šifrant, ne bi mogel uvoziti napačne številke računa 
in bi ta podatek izgubil. 
V prvem koraku iz dokumenta preberem vse podatke glave iz elementa 
/Document/CstmrCdtTrfInitn in na njihovi osnovi naredim zapis v tabeli 
PLACILNI_NALOG_PAKET. V drugem koraku preberem podatke posameznih 
nalogov, ki se nahajajo v ponovitvah elementa 
/Document/CstmrCdtTrfInitn/PmtInf/CdtTrfTxInf in jih napolnim v tabelo 
PLACILNI_NALOG. Kolikor je ponovitev elementa CdtTrfTxInf toliko zapisov v 
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tabeli naredim. Podatki so sedaj uvoženi, ampak niso še obdelani, v tej fazi banka 
izvaja določene kontrole pravilnosti podatkov in dopušča komitentu možnost 
sprememb podatkov. Ko se uporabnik odloči, da naloge potrdi, uvoženi paket 
obdelam v ločeni proceduri, ki ima za posledico transakcije na računu komitenta. V 
proceduri obdelujem naloge po vrsti kot so bili uvoženi in preverjam stanje na 
računu, če je zadostno, nalog obdelam. Procedura se zaključi, ko so obdelani vsi 
nalogi, ali ko stanje na računu ni več zadostno za nadaljnjo obdelavo nalogov. 
5.3.2  Uvoz podatkov iz sporočila camt.053 
Datoteko se uvozi v aplikacijo Komitent na enak način kot opisano v 
predhodnem poglavju, struktura sporočila camt.053 in uporabljene preslikave v 
bazne objekte so opisane v poglavju »5.2.2  Izvoz podatkov v sporočilo camt.053«, 
ob uvozu potekajo v obratni smeri. 
Pri tvorbi izpiska v aplikaciji Banka naredim glavo izpiska na podlagi zajetih 
transakcij določenega dne in ostalih podatkov o računu in komitentu, ob uvozu v 
aplikacijo Komitent pa podatke iz glave izpiska zapišem v namensko tabelo 
IZPISEK. Struktura tabele je opisana v tabeli 4.9, preslikava podatkov je logična, 
zato je ne bom izrecno opisoval. Posamezne transakcije v izpisku zapišem v tabelo 
TRANSAKCIJA, ki je povezana s tabelo IZPISEK. 
S prejetjem informacije o izvedenih transakcijah na računu se zaključi krog, ki 
se je začel s posredovanjem plačilnih nalogov banki.  
5.3.3  Preverjanje ustreznosti XML datoteke s shemo 
Ena izmed prednosti prenosa podatkov v formatu XML je možnost preverjanja 
ustreznosti strukture datoteke s pomočjo XML sheme. S shemami sem si pomagal pri 
tvorbi sporočil, prav tako jih lahko uporabim pri uvažanju datotek v bazo. 
Podatkovna baza Oracle omogoča registracijo XML shem, s katerimi lahko 
preverjamo ustreznost podatkov tipa xmltype. Datoteko tipa XSD, ki vsebuje shemo 
uvozimo v bazo preko baznega direktorija, od koder jo registriramo v bazo z ukazom 
dbms_xmlschema.registerSchema. Vsaki registrirani shemi moramo 
določiti enolični URL, ki ga bomo uporabili ob preverjanju ustreznosti XML 
dokumentov. Preverjanje izvajamo tako, da najprej spremenljivki tipa xmltype 
priredimo shemo z ukazom l_xml.createSchemaBasedXML('URL 
sheme'), kjer je l_xml spremenljivka tipa xmltype, nato poženemo preverjanje z 
ukazom l_xml.schemaValidate(). 
V aplikacijah Banka in Komitent bi prišlo preverjanje po shemi v poštev ob uvozu 
datoteke pain.001 v aplikacijo Banka in datoteke camt.053 v aplikacijo Komitent. 
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Preverjanje sem naredil za prvi primer, za uvoz datoteke plačilnih nalogov. To je 
običajna praksa pri bankah: če datoteka ne ustreza shemi, jo banka zavrne. Ob uvozu 
datoteke camt.053 v aplikacijo Komitent pa preverjanja po shemi nisem dodal, ker se 
v praksi dogaja, da banke občasno pošljejo datoteko, ki shemi ne ustreza popolnoma. 
Komitent bi sicer lahko tako datoteko zavrnil in zahteval od banke pravilno 
formirano datoteko. Izkušnje žal kažejo, da je možnost za uspeh ob takih pritožbah 
pičla in je bolje datoteko uvoziti z napakami vred. Do sedaj so edine napake bank, ki 
sem jih zasledil, bile v preveliki dolžini podatkov sklica ali namena plačila, kar lahko 
enostavno rešimo z rezanjem vsebine na predpisano dolžino. Da le ne bi dovolil 
uvažanja kakršnekoli datoteke, sem ob uvozu datoteke izpiska v aplikacijo Komitent 
vgradil preverjanje, da gre za tip datoteke camt.053, brez preverjanja ustreznosti 
strukture. 
5.4. Uporabniški vmesnik 
Vsi opisani procesi v poglavjih »5.2. Zajem podatkov in izvoz v XML 
sporočilo« in »5.3. Uvoz sporočila in obdelava podatkov« bi bili neuporabni brez 
uporabniškega vmesnika. Vzpostavil sem dva bazna in aplikacijska strežnika za 
aplikaciji Komitent in Banka, ki sem ju nato naredil z uporabo razvojnega okolja 
Oracle Application Express. Aplikaciji služita za prikaz opisanega življenjskega 
kroga pošiljanja in obdelave plačilnih nalogov ter povratne informacije v obliki 
izpiska, temu cilju sem sledil pri njenem načrtovanju, zato sem sprejel določene 
kompromise, ki v primeru aplikacije za realno uporabo ne bi bili ustrezni. Določeni 
deli obeh aplikacij so identični, to so predvsem šifranti, administracija uporabniških 
pravic in upravljanje z osebnimi podatki, glavni del pa je namensko razvit za vsako 
aplikacijo ločeno. 
Za potrebe aplikacij sem naredil preproste šifrante nad tabelama DRZAVA in 
KODA_NAMENA ter ju napolnil, preko aplikacije sem vnesel nekaj držav, kode 
namena sem uvozil iz šifranta, ki je del standarda ISO 20022. Naredil sem tudi formo 
za vnos osebe ter podrejene forme za vnos računov in naslovov osebe. Vnesel sem 
nekaj vzorčnih oseb, njihove naslove in račune. Banke so ravno tako osebe, zato 
morajo biti vnesene v sistem enako kot vse druge, s tem da imajo še dodatne podatke 
zapisane v tabeli BANKA, za kar sem naredil namensko formo, kjer je možno te 
podatke vnesti. Specifika aplikacije Banka je vnos računa komitenta, kjer je potrebno 
poleg ostalih podatkov določiti tudi skrbnika računa zaradi omejitve dostopa do 
podatkov. Z računom komitenta lahko upravlja le uporabnik, ki je določen za 
skrbnika računa. 
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S formami za polnjenje šifrantov in vnosom vseh potrebnih podatkov je 
postavljen temelj za prikaz življenjskega kroga plačilnega naloga, od prvega koraka, 
ko komitent tvori paket nalogov in ga posreduje banki, preko obdelave paketa na 
banki do povratne informacije komitentu v obliki izpiska. 
5.4.1  Komitent: tvorba datoteke plačilnih nalogov 
V aplikaciji Komitent sem naredil formo, preko katere je možno vnesti paket 
plačilnih nalogov in znotraj paketa posamezne naloge. Formo vidimo na sliki 5.1, v 
zgornjem delu so podatki paketa nalogov, v spodnjem pa posamezni nalogi. Vnesel 
sem dva plačilna naloga in paket zaključil. Ob pritisku na gumb »Izdelaj datoteko« 
se požene procedura opisana v poglavju »5.2.1  Izvoz podatkov v sporočilo 
pain.001«. Za pregled in shranjevanje datotek sem naredil namensko formo, preko 
katere sem datoteko shranil na krajevni disk uporabnika – komitenta. 
Slika 5.1:  Forma za vnos plačilnih nalogov 
5.4.2  Banka: uvoz datoteke plačilnih nalogov 
V aplikaciji Banka ima uporabnik na razpolago osnovo formo komitenta, preko 
katere ima vpogled v vse račune komitenta, kjer je on skrbnik. Ob prehodu na formo 
za pregled posameznega računa, se uporabniku ponudijo akcije, ki so možne na 
računu. Forme so vidne na slikah 5.2 in 5.3. 
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Slika 5.2:  Forma za pregled izbranega komitenta 
Slika 5.3: Forma za pregled izbranega računa 
Prva izmed možnih akcij, je uvoz datoteke plačilnih nalogov, s katero je moč 
uvoziti datoteko, ki se zapiše v tabelo DATOTEKA in z ustrezno proceduro obdela, 
rezultat je uvoženi paket plačilnih nalogov. Na slikah 5. do 5. so prikazane omenjene 
forme. 
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Slika 5.5:  Forma za pregled uvoženega paketa plačilnih nalogov 
Vidimo lahko, da je forma za pregled paketa plačilnih nalogov v aplikaciji 
Banka zelo podobna sorodni formi v aplikaciji Komitent, razlikujeta se po prikazu 
naziva komitenta in akcijah, ki jih je možno na formah izvesti. Na formi v aplikaciji 
Banka seveda ni možen ročni vnos nalogov, kot v aplikaciji Komitent, edini vir 
podatkov je uvožena datoteka. Ob uvozu datoteke sistem preveri pravilnost sporočila 
po shemi pain.001 in ali je datoteka narejena za račun, s katerim upravljamo. 
Uporabnik ima sedaj možnost preveriti pravilnost nalogov, če so podatki ustrezni, 
sproži obdelavo paketa s pritiskom na gumb »Obdelaj paket«, kar sproži proceduro, 
ki naloge obdela, kot posledica nastanejo odlivi na računu komitenta.Za pregled 
prometa na računu komitenta sem v aplikaciji Banka naredil namensko formo, da bi 
bilo plačilne naloge možno sprovesti, sem ročno vnesel priliv na račun in s tem 
zagotovil potrebno pozitivno stanje. Na sliki 5. je razvidno stanje pred obdelavo 
paketa plačilnih nalogov, obstaja ena transakcija, stanje na računu je 1.000,00 EUR. 
Slika 5.6:  Pregled prometa na računu pred obdelavo plačilnih nalogov 
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Po obdelavi nalogov lahko na isti formi vidimo dve novi transakciji, ki 
pripadata dvema uvoženima plačilnima nalogoma. Stanje na računu se je ustrezno 
znižalo, vidimo lahko podatke o plačniku, prejemniku in ostale podatke plačila, na 
sliki niso vsi razvidni, saj je potrebno zaradi količine podatkov do njih priti z 
uporabo drsnika. 
 
Slika 5.7:  Pregled prometa na računu po obdelavi plačilnih nalogov 
5.4.3  Banka: tvorba datoteke izpiska 
Na sliki 5. vidimo, da je na formi za pregled prometa na računu komitenta 
možnost izdelati izpisek prometa s klikom na gumb »Izdelaj izpisek«. Odpre se nam 
nova forma (slika 5.8), kjer izberemo datum, za katerega želimo zajeti promet in s 
klikom na gumb »Izdelaj datoteko« poženemo proceduro za izvoz podatkov v 
datoteko. 
Slika 5.8:  Forma za izdelavo izpiska 
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Izdelano datoteko shranimo na krajevni disk uporabnika – banke in jo 
posredujemo komitentu, ta komunikacija navadno poteka preko ustrezno zaščitenih 
portalov ali namenskih programov. Na sliki 5.9 je viden pregled vseh datotek banke, 
vidna je uvožena datoteka plačilnih nalogov in ustvarjena datoteka izpiska. 
Slika 5.9:  Pregled datotek 
5.4.4  Komitent: uvoz datoteke izpiska 
Ko komitent prejme datoteko izpiska, jo uvozi v aplikacijo Komitent z uporabo 
namenske forme, ki datoteko uvozi v tabelo DATOTEKA in požene proceduro za 
uvoz podatkov v tabele IZPISEK in TRANSAKCIJA. Uporabnik lahko na formi 
pregleda izpiska (slika 5.10) vidi podatke iz glave izpiska, kot so številka računa, 
datum izpiska, podatki o prometu in drugi, na spodnjem delu pa so prikazane 
posamezne transakcije.  
Slika 5.10:  Forma za pregled izpiska 
V prikazanem primeru sta to dva odliva, ki pripadata dvema plačilnima 
nalogoma z začetka poglavja. S tem je zaključen življenjski cikel nalogov, komitent 




6  Zaključek 
Na poti raziskovanja razvoja komunikacij v plačilnem prometu sem spoznal 
katere so njegove glavne gonilne sile - gre predvsem za željo po zmanjšanju stroškov 
poslovanja in vpliva človeka, v korist hitrosti zaradi strojne obdelave podatkov. V 
Evropski uniji je težnja po poenotenju standardov dobila veliko podpornico, saj se s 
tem premostijo razlike med posameznimi državami članicami in dosega večja 
enotnost notranjega trga. 
Standard ISO 20022 je po mojem mnenju zelo dobro zasnovan, je izrazito 
odprt za prihodnji razvoj, ki poteka glede na potrebe finančne industrije. Njegova 
prilagodljivost omogoča sledenje novim potrebam na področjih, ki jih že pokriva. 
Večja bo njegova uporaba, lažja bo širitev. Standard omogoča ponovno uporabo 
poslovnih komponent na več področjih, zato je potrebno ob širitvi standarda dodati le 
manjkajoče komponente. Potreba po novih bo z bogatenjem baze vedno manjša in s 
tem širitev področja uporabe toliko enostavnejša. Zaradi definicije standarda v slojih, 
bo v primeru razvoja boljše sintakse kot je XML, to možno enostavno zamenjati, saj 
se bo spremenil le najnižji sloj – sintaksa, vrhnji sloji bodo lahko ostali enaki. 
Možnost ponovne uporabe poslovnih komponent v različne namene mi je 
omogočila v veliki meri skupno strukturo baznih objektov. Zato je bil razvoj ločenih 
aplikacij za komitenta in banko lažji. Principu preslikave poslovnih komponent v 
bazne tabele sem poskušal slediti kolikor je bilo to smiselno. Zaradi enostavnosti 
dizajna je bilo potrebno sprejeti nekaj kompromisov. Glavni izziv pri načrtovanju 
programske rešitve je bil v čim večji meri upoštevati uporabo enakih poslovnih 
komponent za različne namene in jih preslikati v bazne objekte, pri tem pa ohraniti 
enostaven dizajn. Če bi se strogo držal teh principov, bi lahko naredil res široko 
uporabno rešitev, vendar bi to zaradi večje normalizacije baze prineslo občutno 
povečanje števila baznih tabel, s tem pa tudi zahtevnejši razvoj in vzdrževanje. Z 
enakimi dilemami se srečujemo pri vsakodnevnem razvoju programskih rešitev, kjer 
moramo vedno imeti v mislih področje njene uporabe in sprejemati ustrezne 
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