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OSPF: Open Shortest Path First (OSPF) es un protocolo de direccionamiento de 
tipo enlace-estado, desarrollado para las redes IP y basado en el algoritmo de 
primera vía más corta (SPF). OSPF es un protocolo de pasarela interior (IGP). 
En una red OSPF, los direccionadores o sistemas de la misma área mantienen 
una base de datos de enlace-estado idéntica que describe la topología del área. 
Cada direccionador o sistema del área genera su propia base de datos de enlace-
estado a partir de los anuncios de enlace-estado (LSA) 
SWITCHING:  El switching se utiliza para conectar varios dispositivos a 
través de la misma red dentro de una misma oficina o edificio. Se utiliza el 
switching cuando queremos transportar datos de un sitio a otro con la 
capacidad de tener menos colisiones posibles dentro de la misma red. Esto es lo 
hace que aumente la efectividad de transferencia de datos. 
  Spanning Tree Protocol: Spanning Tree Protocol (STP) es un protocolo 
de capa 2 que se ejecuta en bridges y switches. La especificación para 
STP es IEEE 802.1D. El propósito principal de STP es garantizar que no 
cree loops cuando tenga trayectorias redundantes en su red, estos loops 
generan que los datos sean redundantes y se envuelvan sobre si mismos 
generando una gran lentitud en los datos. 
Vlan: Una Virtual Local Area Network (VLAN) o red de área local virtual es 
un grupo flexible de dispositivos que se encuentran en cualquier ubicación 
de una red de área local pero que se comunican como si estuvieran en el 
mismo segmento físico. Con las VLANs se puede segmentar la red sin 


















En el presente trabajo vamos a realizar una configuración predefinida en 2 
escenarios que realizaron los procesos aprendidos en el transcurso del curso, 
buscando la aplicación correcta de los códigos y procesos relacionados para que la 
configuración sea correcta, esta configuración nos va a ayudar para poder 
comprender y analizar los diferentes procesos en cuestión. 
 
 
A través de cisco por medio del curso CCNP buscamos una manera de aprender 
las mejores maneras de conmutar y enrutar diferentes Redes que aumenten la 
calidad, la electrónica es fundamental en este proceso ya que buscamos que tanto 
la conmutación y el enrutamiento sea de calidad y correcto. 
 
 









In the present work, we are going to make a predefined configuration in two scenarios 
that carried out the processes learned in the course, looking for the correct application 
of the codes and related processes so that the configuration is correct, this 




Using cisco through the CCNP course we look for a way to learn the best ways to 
switch and route different Networks that increase quality, electronics is fundamental 











En el desarrollo de las redes actuales y todo el organismo actual de los switch y 
Reuters del proceso, y todo el organismo actual permite que todo se pueda mejorar 
y trabajar de manera fluida y organizada, que permite que todo fluya de manera 
orgánica y trabajada, se plantean 2 escenarios para poder efectuar correctamente 
toda la aplicación. 
 
Vamos a efectuar correctamente las 2 simulaciones y programaciones para cumplir 
a cabalidad todos los retos planteados en el desarrollo de las actividades que nos 
permite actuar y generar un gran nivel de concentración y de versatilidad en el 
desarrollo de nuestras actividades generales. Uno en el cual buscamos un ambiente 
para generar 2 redes diferentes, y el otro para poder ver un efecto aplicado 
 
Lo que buscamos es afianzar nuestros conocimientos para poderlos efectuar en el 
mundo laboral actual, buscando así fiabilidad, trazabilidad y control de datos a 




















Figura 2. Simulación de escenario 1 
 
 
1.1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 
topología de red. 
 
Se procede a configurar cada uno de los enrutadores. 1, 2, 3, 4, 5 
Se asignan nombre y protocolos de comunicación mediante EIGRP que fueron 
asignados. 
 





Router>enable Ingreso a modo privilegiado 
Router#configure terminal Ingreso a modo de configuración 
Router(config)#hostname R1 Asigno nombre al router  
R1 
R1(config)#interface s0/0/0                                     Seleccionamos la interface serial 
R1(config-if)#bandwidth 128000                             programamos el ancho de banda 
R1(config-if)#ip address 10.103.12.10 255.255.255.0 configuramos la ip y la mascara 
R1(config-if)#no shutdown                                       
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#network 10.103.12.0 0.0.0.255 area 5 configuramos la ip y la mascara de                       











Router>enable Ingreso a modo privilegiado 
Router#configure terminal Ingreso a modo de configuración 
Router(config)#hostname R2 Asigno nombre al router  
R2 
R2(config)#interface s0/0/0                                     ingresamos a la interface serial 0 
R2(config-if)#ip address 10.103.12.20 255.255.255.0 asignamos la ip y la mascara 
R2(config-if)#no shutdown                                       abrimos el puerto 
R2(config-if)#interface s0/0/1                                   ingresamos a la interface serial 1 
R2(config-if)#ip address 10.103.23.20 255.255.255.0 asignamos la ip y la mascara 
R2(config-if)#no shutdown                                       abrimos el puerto 
R2(config-if)#exit 
R2(config)#router ospf 1 
R2(config-router)#network 10.103.12.0 0.0.0.255 area 5 asignamos ip y mascara de la net 
R2(config-router)# 


























Router>enable Ingreso a modo privilegiado 
Router#configure terminal Ingreso a modo de configuración 
Router(config)#hostname R3 Asigno nombre al router  
R3 
R3(config)#interface s0/0/1                                      seleccionamos la interfaz serial 1 
R3(config-if)#bandwidth 128000                               aplicamos el ancho de banda  
R3(config-if)#ip address 10.103.23.10 255.255.255.0 seleccionamos la ip y la mascara 
R3(config-if)#no shutdown                                        mantenemos activo el puerto 
R3(config-if)#int s0/0/0                                             seleccionamos la inferfaz serial 0 
R3(config-if)#ip address 172.29.34.10 255.255.255.0 seleccionamos la ip y la mascara 
R3(config-if)#no shutdown                                        mantenemos activo el puerto 
R3(config-if)#exit 
R3(config)#router ospf 1                                           entramos al router a configurar 
R3(config-router)#network 10.103.23.0 0.0.0.255 area 5 aplicamos la ip y mascara de la net 
R3(config-router)# 
00:20:03: %OSPF-5-ADJCHG: Process 1, Nbr 10.103.23.20 on Serial0/0/1 from 
LOADING to FULL, Loading Done 
R3(config-router)#exit 
R3(config)#router eigrp 15                                      entramos al Segundo grupo de net 
















Router>enable Ingreso a modo privilegiado 
Router#configure terminal Ingreso a modo de configuración 
Router(config)#hostname R4 Asigno nombre al router  
R4 
R4(config)#interface s0/0/0                                     seleccionamos la interfaz 0 
R4(config-if)#ip address 172.29.34.20 255.255.255.0 aplicamos la ip y la mascara 
R4(config-if)#no shutdown                                        mantenemos la interfaz abierta 
R4(config-if)#interface s0/0/1                                   seleccionamos la interfaz 1 
R4(config-if)#ip address 172.29.45.20 255.255.255.0 aplicamos la ip y la mascara 
R4(config-if)#no shutdown                                       mantenemos la inferfaz abierta 
R4(config-if)#exit                    
R4(config)#router eigrp 15                                      seleciconamos el router 
R4(config-router)#network 172.29.34.0 0.0.0.255   aplicamos la ip y mascara del router 
R4(config-if)# 
























Router>enable Ingreso a modo privilegiado 
Router#configure terminal Ingreso a modo de configuración 
Router(config)#hostname R4 Asigno nombre al router  
R5 
R5(config)#interface s0/0/1                                     seleccionamos el interfaz 1 
R5(config-if)#bandwidth 128000                              programamos el ancho de banda 
R5(config-if)#ip address 172.29.45.10 255.255.255.0 aplicamos la ip y la mascara 
R5(config-if)#no shutdown                                       mantenemos la interfaz abierta 
R5(config-if)#exit 
R5(config)#router eigrp 15                                       configuramos el router eigp 
R5(config-router)#network 172.29.45.0 0.0.0.255   configuramos la ip y la mascara de la net 
R5(config-router)# 























2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 




Inicialmente generamos una tabla con el listado de las  subredes 
 
Tabla 1. Interfaces loopback para crear R1 
RED RANGO DE REDES BROADCAST 
10.1.0.0/24 10.1.0.0-10.1.0.254 10.1.0.255 
10.1.1.0/24 10.1.1.0-10.1.1.254 10.1.1.255 
10.1.2.0/24 10.1.2.0-10.1.2.254 10.1.2.255 
10.1.3.0/24 10.1.3.0-10.1.3.254 10.1.3.255 
 
Programamos en R1.  
R1(config)#interface loopback 0                              configuramos el loopback 0 
R1(config-if)#ip address 10.1.0.10 255.255.255.0  configuramos la ip y la dns 
R1(config-if)#interface loopback 1                           configuramos el loopback 1 
R1(config-if)#ip address 10.1.1.10 255.255.255.0   configuramos la ip y la dns 
R1(config-if)#interface loopback 2                           configuramos el loopback 2 
R1(config-if)#ip address 10.1.2.10 255.255.255.0   configuramos la ip y la dns 
R1(config-if)#interface loopback 3                           configuramos el loopback 3 
R1(config-if)#ip address 10.1.3.10 255.255.255.0   configuramos la ip y la dns 
R1(config-if)#exit 
R1(config)#router ospf 1                                          configuramos el router 
R1(config-router)#network 10.1.0.0 0.0.0.255 area 5   configuramos la ip y la dns 
R1(config-router)#network 10.1.1.0 0.0.0.255 area 5 
R1(config-router)#network 10.1.2.0 0.0.0.255 area 5 










3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 15. 
 
Tabla 2. Interfaces loopback para crear R2 
 
RED RANGO DE REDES BROADCAST 
172.5.0.0/22 172.5.0.1-172.5.0.254 172.5.0.255 
172.5.1.0/22 172.5.1.1-172.5.1.254 172.5.1.255 
172.5.2.0/22 172.5.2.1-172.5.2.254 172.5.2.255 
172.5.3.0/22 172.5.3.1-172.5.3.254 172.5.3.255 
 
Procedemos a configurar el R5 
R5 
R5(config)#interface loopback 0                              configuramos el loopback 0  
R5(config-if)#ip address 10.5.0.10 255.255.255.0   configuramos la ip y la mascara 
R5(config-if)#interface loopback 1                            configuramos el loopback 1 
R5(config-if)#ip address 10.5.1.10 255.255.255.0   configuramos la ip y la mascara 
R5(config-if)#interface loopback 2                            configuramos el loopback 2 
R5(config-if)#ip address 10.5.2.10 255.255.255.0    configuramos la ip y la mascara 
R5(config-if)#interface loopback 3                            configuramos el loopback 3 






R5(config)#router eigrp 15                                   configuramos el router y las ips respectivas 
R5(config-router)#network 10.5.0.0 0.0.0.255 
R5(config-router)#network 10.5.1.0 0.0.0.255 
R5(config-router)#network 10.5.2.0 0.0.0.255 
R5(config-router)#network 10.5.3.0 0.0.0.255 
R3(config)#exit 
 
Figura 9. Interfaces de Loopback en R5 
 
 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 
nuevas interfaces de Loopback mediante el comando show ip route. 
 






R3 no ha aprendido las redes especificadas. No se actualiza correctamente las 
entradas. 
5.  Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 50000 
y luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda T1 y 
20,000 microsegundos de retardo.  
 
R3 
R3(config)#router ospf 1                         entramos a la configuracion del router 
R3(config-router)#redistribute eigrp 10 metric 50000 subnets 
R3(config)#exit 
R3(config)#router eigrp 15                      entramos a l aconfiguracion de la eigrp 
R3(config-router)#redistribute ospf 1 metric 1544 20000 255 1 1500 
 
Figura 11. Configuracion de R3 
 
 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su 
tabla de enrutamiento mediante el comando show ip route. 
 
 






































Segundo escenario  
 
Una empresa de comunicaciones presenta una estructura Core acorde a la topología de red, en 
donde el estudiante será el administrador de la red, el cual deberá configurar e interconectar 
entre sí cada uno de los dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, etherchannels, VLANs y demás aspectos que forman 
parte del escenario propuesto. 
 
Figura 14. ESCENARIO 2 
 
 











a. Apagar todas las interfaces en cada switch. 







Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#hostname DSL1         configuramos el dsl y le asignamos el nombre 
DSL1(config)# 
DSL1(config)#int ran f0/1-24, g0/1-2  configuramos los rangos totales de salida del router 
DSL1(config-if-range)#shutdown        los apagamos 
 
%LINK-5-CHANGED: Interface FastEthernet0/1, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/2, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/3, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/4, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/5, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/13, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/14, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/15, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/16, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/17, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/18, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/19, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/20, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/21, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/22, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/23, changed state to administratively down 
 





%LINK-5-CHANGED: Interface GigabitEthernet0/1, changed state to administratively down 
 
%LINK-5-CHANGED: Interface GigabitEthernet0/2, changed state to administratively down 
DSL1(config-if-range)# 
%LINK-5-CHANGED: Interface FastEthernet0/6, changed state to administratively down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/6, changed state to down 
 
%LINK-5-CHANGED: Interface FastEthernet0/7, changed state to administratively down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/7, changed state to down 
 
%LINK-5-CHANGED: Interface FastEthernet0/8, changed state to administratively down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/8, changed state to down 
 
%LINK-5-CHANGED: Interface FastEthernet0/9, changed state to administratively down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/9, changed state to down 
 
%LINK-5-CHANGED: Interface FastEthernet0/10, changed state to administratively down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/10, changed state to down 
%LINK-5-CHANGED: Interface FastEthernet0/11, changed state to administratively down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/11, changed state to down 
%LINK-5-CHANGED: Interface FastEthernet0/12, changed state to administratively down 


































Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#hostname DLS2 nombramos el switch 
DLS2(config)# 
%LINK-3-UPDOWN: Interface FastEthernet0/11, changed state to down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/11, changed state to down 
 
%LINK-3-UPDOWN: Interface FastEthernet0/12, changed state to down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/12, changed state to down 
 
DLS2(config)#int ran f0/1-24, g0/1-2 seleccionamos todos los puertos 
DLS2(config-if-range)#shutdown       los apagamos 
 
%LINK-5-CHANGED: Interface FastEthernet0/1, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/2, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/3, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/4, changed state to administratively down 
 








%LINK-5-CHANGED: Interface FastEthernet0/9, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/10, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/11, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/12, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/13, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/14, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/15, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/16, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/17, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/18, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/19, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/20, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/21, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/22, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/23, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/24, changed state to administratively down 
 
%LINK-5-CHANGED: Interface GigabitEthernet0/1, changed state to administratively down 
 
%LINK-5-CHANGED: Interface GigabitEthernet0/2, changed state to administratively down 
DLS2(config-if-range)# 
%LINK-5-CHANGED: Interface FastEthernet0/6, changed state to administratively down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/6, changed state to down 
 
%LINK-5-CHANGED: Interface FastEthernet0/7, changed state to administratively down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/7, changed state to down 
 





%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/8, changed state to down 
 
DLS2# 
%SYS-5-CONFIG_I: Configured from console by console 









Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#hostname ASL1 configuramos el nombre de R3 
ASL1>ENABLE 
ASL1#config 
Configuring from terminal, memory, or network [terminal]?  
Enter configuration commands, one per line. End with CNTL/Z. 
ASL1(config)#int ran f0/1-24, g0/1-2 seleccionamos todos los puertos 
ASL1(config-if-range)#shutdown los apagamos 
 
%LINK-5-CHANGED: Interface FastEthernet0/1, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/2, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/3, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/4, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/5, changed state to administratively down 
 
 
%LINK-5-CHANGED: Interface FastEthernet0/7, changed state to administratively down 
 





%LINK-5-CHANGED: Interface FastEthernet0/9, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/10, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/11, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/12, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/13, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/14, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/15, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/16, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/17, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/18, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/19, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/20, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/21, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/22, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/23, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/24, changed state to administratively down 
 
%LINK-5-CHANGED: Interface GigabitEthernet0/1, changed state to administratively down 
 
%LINK-5-CHANGED: Interface GigabitEthernet0/2, changed state to administratively down 
ASL1(config-if-range)# 
%LINK-5-CHANGED: Interface FastEthernet0/6, changed state to administratively down 
 






















Enter configuration commands, one per line. End with CNTL/Z. 




Configuring from terminal, memory, or network [terminal]?  
Enter configuration commands, one per line. End with CNTL/Z. 
ASL2(config)#int ran f0/1-24, g0/1-2 seleccionamos todos los puertos 
ASL2(config-if-range)#shutdown    apagamos todos los puertos 
 
%LINK-5-CHANGED: Interface FastEthernet0/1, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/2, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/3, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/4, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/5, changed state to administratively down 
 
 
%LINK-5-CHANGED: Interface FastEthernet0/7, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/8, changed state to administratively down 
 





%LINK-5-CHANGED: Interface FastEthernet0/10, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/11, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/12, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/13, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/14, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/15, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/16, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/17, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/18, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/19, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/20, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/21, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/22, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/23, changed state to administratively down 
 
%LINK-5-CHANGED: Interface FastEthernet0/24, changed state to administratively down 
 
%LINK-5-CHANGED: Interface GigabitEthernet0/1, changed state to administratively down 
 
%LINK-5-CHANGED: Interface GigabitEthernet0/2, changed state to administratively down 
ASL2(config-if-range)# 
%LINK-5-CHANGED: Interface FastEthernet0/6, changed state to administratively down 
 




















Figura 20. Red de conexiones todo apagado 
 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra en el diagrama. 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. Para DLS1 se 
utilizará la dirección IP 10.12.12.1/30 y para DLS2 utilizará 10.12.12.2/30.  
DSL1#conf ter                                                       entramos a la configuracion del terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
DSL1(config)#interface port-channel 12              configuramos el Puerto de canal 12 
DSL1(config-if)#no switchport                             
DSL1(config-if)#ip address 10.12.12.1 255.255.255.252     configuramos ip y mascara 
DSL1(config-if)#exit 
DSL1(config)#interface range fa0/11-12   selecionamos el rango de puertos 
DSL1(config-if-range)#no switchport 







Figura 21. CONFIGURACION DLS1 
 
DLS2(config)#int range f0/11-12 
DLS2(config-if-range)#channel-group 12 mode active 
DLS2(config-if-range)# 
Creating a port-channel interface Port-channel 12 
 
%EC-5-CANNOT_BUNDLE2: Fa0/11 is not compatible with Po12 and will be suspended (native 
vlan of Fa0/11 is 500, Po12 id 1) 
 
%EC-5-CANNOT_BUNDLE2: Fa0/12 is not compatible with Fa0/11 and will be suspended 
(trunk encap of Fa0/12 is auto, Fa0/11 is dot1q) 
 
DLS2(config-if-range)#no sh 







2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
DSL1(config)#int range f0/7-8 
DSL1(config-if-range)#channel-group 1 mode active 
DSL1(config-if-range)# 
Creating a port-channel interface Port-channel 1 
DSL1(config-if-range)#no sh 




Configuring from terminal, memory, or network [terminal]?  
Enter configuration commands, one per line. End with CNTL/Z. 
ASL1(config)#int range f0/7-8 
ASL1(config-if-range)#channel-group 1 mode active 
ASL1(config-if-range)# 







Figura 24. Configuracion de R3 
 
3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
DSL1#conf term 
Enter configuration commands, one per line. End with CNTL/Z. 
DSL1(config)#int ran fa0/9-10 
DSL1(config-if-range)#switchport trunk encapsulation dot1q 
DSL1(config-if-range)# 
 
DSL1(config-if-range)#switchport mode trunk 
DSL1(config-if-range)# 
























Figura 27. configuracion de ASL1 
 
Figura 28. Simulación de las conexión entre routers 
 















DLS2(config-if)#switchport trunk native vlan 500 




DLS2(config-if)#switchport trunk native vlan 500 




DLS2(config-if)#switchport trunk native vlan 500 




DLS2(config-if)#switchport trunk native vlan 500 




DLS2(config-if)#switchport trunk native vlan 500 




























DSL1(config-if)#switchport trunk native vlan 500 




DSL1(config-if)#switchport trunk native vlan 500 




DSL1(config-if)#switchport trunk native vlan 500 




DSL1(config-if)#switchport trunk native vlan 500 




DSL1(config-if)#switchport trunk native vlan 500 








%SYS-5-CONFIG_I: Configured from console by console 
Figura 30. Configuracion de DSL1 
 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
DLS1(config)#vtp domain CISCO 
Domain name already set to CISCO. 
DLS1(config)#vtp pass ccnp321 
Setting device VLAN database password to ccnp321 


















Figura 31. Configuracion de claves DSL1  
 
2) Configurar DLS1 como servidor principal para las VLAN. 
DSL1#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
DSL1(config)#vtp mode server 
Figura 32. Vtp principal  
 
3) Configurar ALS1 y ALS2 como clientes VTP. 
 
DSL1#conf t 
Enter configuration commands, one per line. End with CNTL/Z. 
DSL1(config)#vtp mode client 







e. Configurar en el servidor principal las siguientes VLAN: 
 
 



















Figura 34. Configuración de vlan
 
f. En DLS1, suspender la VLAN 434. 
 
No vlan 434 











g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y configurar en 
DLS2 las mismas VLAN que en DLS1 
 
DLS2#conf t 
DLS2(config)# vtp mode transparent  






























 DLS2(vlan)#no vlan 434 










i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de PRODUCCION no 
podrá estar disponible en cualquier otro Switch de la red. 
 
DLS2#conf t 
DSL2(config)#INTERFACE PORT-CHANNEL 2 
DSL2(config)#SWITCHPORT TRUNK ALLOWED VLAN EXCEPT 567 
DSL2(config)#EXIT 
DSL2(config)#INT PORT-CHANNEL 3 












j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 1010, 1111 y 3456 y 
como raíz secundaria para las VLAN 123 y 234. 
 
 
DSL1(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root primary 
DSL1(config)#spanning-tree vlan 123,234 root secondary} 













k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como una raíz 
secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
 
DSL2(config)#spanning-tree vlan 123,234 root primary 
DSL2(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root secondary 
Figura 40. Configuración de spanning-tree en R2 
 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las VLAN que se han 
creado se les permitirá circular a través de éstos puertos 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las VLAN de la 
siguiente manera: 































DSL2(config-if)#switchport access vlan 12 
DSL2(config-if)#spanning-tree portfast 




































ALS1 (config)#INTERFACE fa0/6 
ALS1 (config-if)#switchport access vlan 123 
ALS1 (config-if)#spanning-tree portfast 
ALS1 (config-if)#no sh 
ALS1 (config-if)#switchport access vlan 1010 
ALS1 (config-if) #spanning-tree portfast 
ALS1 (config-if) #no shy 
ALS1 (config) #INTERFACE fa0/15 
ASL1 (config-if) #switch port access plan 1111 
ASL1 (config-if) #spanning-tree port fast 



















Figura 43. Configuration de interfaces R3 
 
ALS2#conf 
ALS2 (config) #INTERFACE fa0/6 
ALS2 (config-if) #switch port access plan 234 
ALS2 (config-if) #spanning-tree port fast 
ALS2 (config-if) #no shy 
ALS2 (config) #INTERFACE fa0/15 
ASL2 (config-if) #switch port access plan 1111 
ASL2 (config-if) #spanning-tree port fast 
ASL2 (config-if) #no shy  








Parte 2: conectividad de red de prueba y las opciones configuradas.  
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la asignación de 
puertos troncales y de acceso 
Figura 45.verificacion de las interfaces R1 
 














Figura 47. Verificacion VLAN R2 
 
b. . Verificar que el EtherChannel entre DLS1 y ALS1 está configurado correctamente 
 
Usamos los comandos show etherchannel summary 










c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN. 
 
Usamos el código show spanning-tree 















La programación de un router por medio de cualquier software de gestión de redes 
o similitudes tiene que ser preciso ya que esto nos va a ayudar a que todo trabaje 
correctamente, el modelo del router a elegir tiene que ser el ideal a su vez que la 
versión del software utilizado ya que algunos comandos no funcionan con modelos 
o versiones obsoletas. 
Algunas configuraciones no funcionan, aunque el código sea correctamente 
utilizado y se requiere reiniciar el proceso o efectuar nuevamente el código para 
que funcione la codificación de manera adecuada ya que aveces tienden a fallar los 
progresos. 
La importancia de las configuraciones CCNP es que permite reducir los loops que 
se generan permitiendo que la red funcione de manera fluida y sin mucho problema. 
Buscamos la manera de que todo el sistema funcione de manera rápida y 
adecuada. 
Los desarrollos de estas simulaciones están enfocados para el proceso de las redes 
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