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Ilmailuala on yksi turvallisuuskeskeisimmistä toimialoista. Ilmailualan turvallisuus koostuu mo-
nesta erilaisesta tekijästä, joita jokaista säätelevät erilaiset lait, asetukset sekä ilmailujärjes-
töjen vaatimukset. Tarkoilla turvallisuusmääräyksillä pyritään minimoimaan kaikki lentotur-
vallisuutta uhkaavat tekijät, kuten inhimilliset tekijät. Myös Suomessa lentoturvallisuus on hy-
vin korkealla tasolla kansainvälisesti tarkasteltuna. Opinnäytetyön toimeksiantajana toimi yksi 
maailman turvallisimmista reittilentoyhtiöistä, Finnair Oyj. 
 
Tämän opinnäytetyön tarkoituksena oli vastata tutkimuskysymykseen: millä tavoin lentoyhtiön 
turvallisuuden hallintaohjelmistoa (Q-Pulse) voidaan kehittää? Tavoitteena oli luoda kohdeor-
ganisaation käyttöön kehitysideoita, jotka parantaisivat käytössä olevan ohjelmiston käytettä-
vyyttä organisaatiossa. Opinnäytetyön tutkimus rajattiin koskemaan turvallisuuden hallintaoh-
jelmistoa, joten kohdeorganisaation muut turvallisuustoiminnot on rajattu tästä työstä pois.  
 
Opinnäytetyön tietoperusta pohjautuu erinäisiin kirjallisuus- ja sähköisiin lähteisiin, jotka kos-
kevat turvallisuusalan teoriaa. Lisäksi työssä on käsitelty turvallisuutta ilmailualan ja erityi-
sesti kohdeorganisaation näkökulmasta. Opinnäytetyö on näkökulmaltaan laadullinen sekä toi-
minnallinen opinnäytetyö. Tutkimusprosessin aikana suoritettiin haastatteluja kohdeorgani-
saation sisällä sekä yksi vertaisarviointi organisaation ulkopuoleiselle toimijalle. 
 
Opinnäytetyön aikana suoritetun tutkimuksen pohjalta voidaan todeta, että Q-Pulsen lähettä-
mää sisäistä viestintää oli syytä kehittää käyttäjien käyttökokemuksen parantamiseksi. Opin-
näytetyön lopputuloksena kehitettiin tavoitteiden mukaisesti kehitysideoita kohdeorganisaa-
tion käyttöön. Lopulliset kehitysideat olivat uudet ohjelmiston lähettämien sähköpostiviestien 
pohjat sekä uudet sähköpostien jakeluryhmät ohjelmistoon. Näiden lisäksi ohjelmiston käytön 
tueksi kehitettiin ns. pikaopas, joka ohjeistaa ohjelmiston käytössä. Opinnäytetyön aikana 
luodut kehitysideat implementointiin kohdeorganisaation käyttöön tutkimuksen aikana. Kehi-
tysideoiden lisäksi opinnäytetyöprosessin aikana kohdeorganisaatiolle luovutettiin jatkokehi-
tysehdotukset Q-Pulsen verkkomateriaalista sekä jakeluryhmien uudenlaisesta käytöstä ohjel-
mistosta. 
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Aviation industry is one of the industries where safety is a key issue. Safety in aviation indus-
try consists of many different factors, which different laws and regulations monitor. Different 
hazards in aviation safety, like human factors, are minimized with these exact safety regula-
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 1 Johdanto  
Turvallisuus on keskeinen osa nykypäivän organisaatioiden toiminnoissa. Turvallisuutta ei pi-
detä enää omana irtonaisena toimintonaan, vaan se on osana organisaation kaikkia jokapäi-
väisiä toimia. Ilmailualalla vallitsee yleisesti ottaen korkea turvallisuuskulttuuri ja lentotur-
vallisuus on myös kohdeorganisaatio Finnairin tärkein prioriteetti.  
1.1 Työn kuvaus, rajaus ja tavoite 
Kohdeorganisaation käytössä oleva turvallisuuden hallintaohjelmistoa (Q-Pulse) käytetään len-
toturvallisuuteen liittyvän tiedon käsittelemiseen ja analysointiin. Ohjelmistossa käsitellään 
mm. turvallisuus- ja auditointiraportteja sekä vaarojen tunnistamiseen ja riskien arviointiin 
liittyviä tietoja. Ohjelmiston kautta suoritetaan yksittäisten turvallisuuteen vaikuttavien ta-
pausten tutkintaa sekä auditointeja. Lisäksi Q-Pulsea käytetään vaarojen tunnistamisen sekä 
riskien arvioinnin yhtenä työskentely-ympäristönä. Lentoturvallisuuteen vaikuttavien tapaus-
ten tiedottaminen tapahtuu lähes täysin ohjelmiston kautta. Esimerkiksi uusien tutkintojen 
avaamisesta sekä vastuiden ja tehtävien osoituksista ilmoittaminen tapahtuu Q-Pulsen kautta. 
 
Q-Pulsen aktiivinen käyttäjäkunta on organisaation kokoon nähden rajattu ja varsin suppea. 
Käyttäjäkunta muodostuu eri liiketoiminta-osastojen edustajista, jotka käsittelevät hyvin eri-
laisia tapauksia. Q-Pulsen käyttäjät ovat poikkiorganisaatiollisuuden lisäksi hyvin sidonnaisia 
tiettyihin työtehtäviin. Näissä työtehtävissä esiintyy luonnollista vaihtelevuutta. Tämä tarkoi-
tanee, että käyttäjäkuntaan sisältyy vaihtelevan Q-Pulsen käyttökokemuksen omaavia henki-
löitä. Ohjelmiston pääkäyttäjyys on Safety and Compliance (SCM) osaston henkilöstöllä, jol-
loin he työskentelevät Q-Pulsen kanssa päivittäin työssään. Kohdeorganisaatio toivoi kehitys-
ideoita ohjelmiston lähettämään sisäiseen viestintään, käyttäjähallintaan sekä käyttäjäystä-
vällisyyteen.  
 
Opinnäytetyö pyrkii vastaamaan tutkimuskysymykseen: millä tavoin lentoyhtiön turvallisuuden 
hallintaohjelmistoa voidaan kehittää? Opinnäytetyön tavoitteena on luoda kohdeorganisaation 
käyttöön kehitysideoita, jotka parantaisivat ohjelmiston käytettävyyttä organisaatiossa. Ta-
voitteena on, että suunnitellut kehitysideat voidaan implementoida käytössä olevaan järjes-
telmään ja koetaan organisaation puolesta tarvittaessa. Opinnäytetyössä keskitytään turvalli-
suuden hallintaohjelmistoon, joten näin ollen tässä työssä ei oteta kantaa muihin organisaa-
tion turvallisuustoimintoihin. Q-pulse sijoittuu kohdeorganisaation turvallisuuskentässä lento-
turvallisuuteen, joten muut yritysturvallisuuden osa-alueet jätetään tämän työn rajauksen ul-
kopuolelle. 
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Opinnäytetyön alussa esitellään työn teoreettinen viitekehys.  Työssä käydään läpi ensin yri-
tysturvallisuuden eri osa-alueet sekä turvallisuusjohtamisen teoria. Tämän jälkeen käsitellään 
turvallisuusjohtamisjärjestelmän yleistä rakennetta sekä organisaation sisäisen viestinnän 
teoriaa. Neljännessä kappaleessa esitellään riskienhallinnan periaatteet, puitteet sekä itse 
prosessi. Teoreettiseen viitekehykseen sisältyy myös ilmailualan ja kohdeorganisaatio Finnai-
rin määräysten ja toimintojen kuvaukset. Työssä käydään läpi Kansainvälisen siviili-ilmailujär-
jestön (ICAO) turvallisuudenhallintajärjestelmä, jonka vaatimuksia kohdeorganisaatio noudat-
taa toiminnassaan. Tämän jälkeen esitellään kohdeorganisaatio Finnair Oyj sekä sen turvalli-
suustoiminnot.  Lisäksi työssä käsitellään opinnäytetyön kehitystehtävän prosessikuvaukset. 
Opinnäytetyössä käytetyt tutkimusmenetelmät, saadut tulokset ja niiden pohjalta tehdyt joh-
topäätökset esitellään ennen varsinaisten kehitysideoiden kuvailua. Kehitysideoiden lisäksi 
opinnäytetyön lopussa esitellään toimenpide-ehdotukset sekä lopullinen arvio työstä. 
 
1.2 Keskeiset käsitteet 
Lentoturvallisuudella tarkoitetaan ilmailun turvallisuuden kokonaisuutta, jonka tarkoituksena 
on ennaltaehkäistä onnettomuuksia sekä vaara- ja poikkeustilanteiden syntyminen. Ilmailuala 
on hyvin valvottu ja tarkkaan standardoitu toimiala, jossa kansainväliset järjestöt yhdessä eri 
maiden viranomaisten ja muiden toimijoiden kanssa jatkuvasti valvovat ja kehittävät ilmailun 
kokonaisvaltaista turvallisuutta. Lentoturvallisuuden määräykset ja säädökset määritellään 
yhteistyössä kansainvälisten järjestöjen, viranomaisten sekä alan toimijoiden yhteistyössä. 
(Trafi 2017a, 6-9.) 
 
Riskienhallinnalla tarkoitetaan systemaattista ja kokonaisvaltaista prosessia, jolla yrityksen 
tavoitteita ja toimintoja uhkaavat merkittävimmät riskit kartoitetaan. Riskienhallinnan avulla 
yritykseen kohdistuvat vaarat pyritään torjumaan ja niistä aiheutuvat seuraukset minimoida. 
Riskienhallintaprosessiin sisältyy riskien tunnistaminen, riskien arviointi ja analysointi, riskien 
käsittely sekä riskienhallintaprosessin kehittäminen ja seuranta. (Ilmonen ym. 2013, 86; SFS-
ISO 31000 2011, 14; Suominen 2003, 27.) 
 
Turvallisuudenhallintajärjestelmä tarkoittaa systemaattista ja dokumentoitua yleisjärjestel-
mää, jossa tietty perustoiminta palvelee kaikkia turvallisuuden osa-alueita. Järjestelmä toimii 
lähestymistapana turvallisuuden hallintaan, jonka avulla tunnistetaan, arvioidaan ja hallitaan 
yrityksen toimintaan liittyviä vaaroja. Turvallisuudenhallintajärjestelmään sisältyy mm. tur-
vallisuustoiminnan organisointi, yrityksen turvallisuuskulttuuri, turvallisuuden dokumentointi, 
mittaaminen sekä seuranta. Lisäksi turvallisuudenhallintajärjestelmään tulisi sisällyttää toi-
minnan jatkuva kehittäminen. (Kerko 2001, 22; Reiman & Oedewald 2008, 64-68.) 
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2 Yritysturvallisuus  
Miettisen (2002, 11) mukaan yritysturvallisuudella tarkoitetaan turvallisuuden eri osa-alueiden 
kokonaisvaltaista hallintaa, jonka tarkoituksena on taata liiketoiminnan häiriötön toiminta 
suojaamalla yrityksen tärkeitä arvoja. Elinkeinoelämän keskusliitto (EK) kuvailee (2017i) yri-
tysturvallisuuden keskeisimpänä tehtävänä olevan parantaa yrityksen kilpailukykyä sekä tuot-
tavuutta. Yritysturvallisuus on kiinteä osa yrityksen toimintaa, eikä sen ole tarkoitus olla eril-
linen turvallisuustoiminto. Hyvin toteutettu, kokonaisvaltainen yritysturvallisuus varmistaa 
yrityksen toiminnan jatkuvuuden, vaatimustenmukaisuuden sekä turvallisuuden kaikille sidos-
ryhmille (Miettinen 2002, 11; EK 2017i) 
 
Yritysturvallisuus muodostuu monesta eri osa-alueesta. Kullakin osa-alueella on keskeinen 
merkitys kokonaisvaltaisessa yritysturvallisuudessa, eivätkä ne ole toisistaan täysin erillään 
olevia toimintoja. Yrityksen toimiala ja liiketoiminta vaikuttavat aina organisaation yritystur-
vallisuuteen, jolloin tiettyjen osa-alueiden merkitys yrityksessä voi vaihdella. Yrityksen kan-
nalta oleellisinta on tunnistaa yritysturvallisuutensa kannalta keskeisimmät osa-alueet ja toi-
menpiteet. (Miettinen 2002, 14; EK 2017i) 
 
EK:n luoma yritysturvallisuuden malli (Kuvio 1) havainnollistaa yritysturvallisuuden kokonais-
valtaisuuden. Kaiken pohjana on yrityksen strategia, joka ohjaa yrityksen riskienhallintaa ja 
sen tavoitteita. Riskienhallintaan sisältyy oleellisesti turvallisuusjohtaminen, joka hallinnoi 
kaikkia yritysturvallisuuden eri osa-alueita. Turvallisuusjohtamisen lisäksi yrityksessä vallitse-
valla turvallisuuskulttuurilla on suuri merkitys osa-alueiden hallinnassa. Kaiken tämän keski-
össä on yrityksen liiketoiminnan jatkuvuus, turvallisuus ja vaatimustenmukaisuus. Nämä teki-
jät muodostavat yritysturvallisuuden kokonaisuuden. Yrityksen tulee soveltaa yritysturvalli-
suutensa hallintaan Suunnittele-Toteuta-Arvioi-Toimi (PDCA) -menettelyä. SFS-ISO 9001 stan-
dardin (2015, 10) mukaan menettelyn ensimmäisessä vaiheessa yrityksen tulee suunnitella ja 
asettaa toiminnalleen tavoitteet, joita varten suunnitellaan tarvittavat prosessit. Toteutus-
vaiheessa nämä suunnitellut prosessit toteutetaan, jotta asiakkaiden vaatimusten ja organi-
saation oman toimintapolitiikan mukaiset tulokset voidaan saavuttaa. Tämän jälkeen tehdyt 
toimenpiteet ja niiden tulokset tulee arvioida ja mitata sekä niitä tulee vertailla yrityksen 
toimintapolitiikkaan, tavoitteisiin ja vaatimuksiin. Arviointivaiheeseen sisältyy myös tulosten 
ja niiden analysoinnin lopputulosten dokumentointi, kuten esimerkiksi raportointi. Lopuksi 
saatujen tulosten pohjalta päätetään tulevat toimenpiteet, joilla parannetaan yrityksen toi-
mintoja jatkuvan parantamisen periaatteen mukaisesti.   
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Kuvio 1 Kokonaisvaltaisen yritysturvallisuuden malli (EK 2017i) 
 
2.1 Yritysturvallisuuden osa-alueet  
Kiinteistö- ja toimitilaturvallisuuden turvallisuus käsittelee yrityksen käytössä olevien kiinteis-
töjen fyysiseen turvallisuuteen liittyviä asioita. Miettisen (2002, 14) mukaan kiinteistö- ja toi-
mitilaturvallisuus voidaan jakaa rakenteelliseen suojaukseen sekä turvallisuusvalvontaan. 
Kiinteistöjen suojaus muodostaa pohjan useimpien yritysten muiden toimintojen turvallisuu-
delle, ja onkin näin ollen keskeinen osa yritysturvallisuutta. Kiinteistöjen ja toimitilojen suo-
jaus noudattaa aina kerroksittaisen suojaamisen periaatetta, jolloin kyseiset tilat tärkeys-
luokitellaan suojauksen tarpeen kriittisyyden mukaan. Kerroksittaisen suojauksen kaavio kä-
sittää aluesuojauksen (esim. tontti), kuorisuojauksen (kiinteistö), tilasuojauksen (huone) ja 
kohdesuojauksen (kassakaappi). Rakenteellisen suojauksen lisäksi yritysten tulee huolehtia 
kiinteistöjensä turvallisuusvalvonnasta. Turvallisuusvalvonta tarkoittaa kokonaisuutta, joka 
muodostuu erilaisista kiinteistöissä käytössä olevista rikosilmaisin- ja kulunvalvontajärjestel-
mistä sekä vartioinnista. Turvallisuusvalvonnan eri menetelmät valitaan myös tilojen tärkeys-
luokittelun perusteella. Fyysisen turvallisuuden lisäksi kiinteistö- ja toimitilaturvallisuuden 
varmistamiseen sisältyy mm. energiansaannin varmistaminen. (Miettinen 2002, 91–95.) 
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Pelastusturvallisuus liittyy oleellisesti kiinteistöjen turvallisuuteen, mutta on kuitenkin oma 
erillinen toiminto. Pelastusturvallisuuteen sisältyy tulipaloihin ja muihin onnettomuuksiin va-
rautuminen sekä niiden ennaltaehkäisy. Mikäli onnettomuus on jo tapahtunut, palo- ja pelas-
tustoiminnan avulla rajataan onnettomuuden vahingot mahdollisimman pieniksi. (EK 2017e; 
Miettinen 2002, 197.) Miettisen (2002, 210) mukaan pelastustoiminta muodostuu monista toi-
siaan tukevista osa-alueista, jotka ovat väestönsuojelu, evakuointi ja ensiapu. EK (2017c) ku-
vailee pelastusturvallisuuteen sisältyvän edellä mainittujen lisäksi myös koulutus, rakenteelli-
set toimenpiteet sekä lakisääteiset ja määräystenmukaiset dokumentit. Paloturvallisuus on 
tärkeä osa pelastusturvallisuutta, joka käsittää rakenteellisen paloturvallisuuden, paloilmoi-
tin- ja sammutusjärjestelmät sekä muut suojautumistoimenpiteet. (Miettinen 2002, 200–209.) 
 
Henkilöstöturvallisuuden ytimessä ovat yrityksen liiketoimintaan kuuluvat ihmiset ja heidän 
toimintansa. Henkilöstöturvallisuuden avulla pyritään suojaamaan ihmisten turvallisuus ja toi-
mintakyky rikoksilta ja onnettomuuksilta. Henkilöstöturvallisuuden tehtävänä on myös turvata 
organisaation toiminnan kannalta kriittiset henkilöresurssit. Työntekijöiden, asiakkaiden ja 
avainhenkilöiden suojaaminen käsittää mm. matkustusturvallisuuden sekä turvallisuusohjeis-
tuksen, koulutuksen ja toimintojen takaamisen työpaikalla. Kriittisten henkilöstöresurssien 
varmistamiseen sisältyy varahenkilöstö- sekä tavoitettavuusjärjestelyt. Henkilöstön taustatie-
tojen tarkistuksilla pyritään estämään toimintaa haittaavien henkilöiden pääsy yritykseen. 
Turvallisuusselvitykset eivät ole käytössä kaikissa yrityksissä, vaan yrityksen tulee kuulua tar-
kastusmenettelyn piiriin. (EK 2017a; Miettinen 2002, 104–105.) 
 
Työturvallisuustoiminnan tarkoituksena on taata yrityksen henkilöstölle turvallinen työympä-
ristö, tukea työntekijöiden hyvinvointia ja luoda vastuullinen yrityskuva. Toiminnan keskeinen 
tavoite on luoda työolosuhteet, joissa työntekijä kokee olevan turvallista työskennellä. Työta-
paturmien välttäminen sekä hyväksyvän ja mukavan työilmapiirin luominen ovat konkreettisia 
esimerkkejä työturvallisuustoiminnan tavoitteista. Työturvallisuustoimintaa säätelee Suo-
messa Työturvallisuuslaki 23.8.2002/738, jonka mukaan työnantajalla on velvollisuus taata 
työntekijöidensä turvallisuus ja terveys kaikissa työoloissa (Finlex 2017). Työnantajan tulee 
näin ollen tunnistaa toimintansa mahdolliset vaarat ja uhat, jotka voivat vaikuttaa henkilös-
tön terveyteen ja turvallisuuteen. Työturvallisuustoiminta muodostuu työturvallisuuden lisäksi 
työsuojelusta ja työterveyshuollosta. Miettinen (2002, 263) kuvaa työsuojelun olevan jatkuva, 
koko henkilöstön kattava prosessi, joka edellyttää yritykseltä säännöllistä seurantaa ja toimi-
vaa yhteistyötä. Työsuojelusta vastaa viimekädessä yrityksen johto, joiden tehtävänä on val-
tuuttaa erilliset työsuojeluvaltuutetut ja – päälliköt sekä ylläpitää työsuojelutoimikuntaa yri-
tyksessä. Työterveyshuolto on ennalta ehkäisevää toimintaa, jonka tavoitteena henkilöstön 
työ- ja toimintakyvyn ylläpitäminen ja työyhteisön terveysriskien hallinta. (EK 2017d; Mietti-
nen 2002, 269–272.) 
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Tietoturvallisuuden merkitys nykypäivän yritysturvallisuudessa on korostunut huomattavasti. 
EK:n (2017b) mukaan perinteisellä tietoturvallisuuden määritelmällä tarkoitetaan organisaa-
tion tietojen suojaamista sekä tietojen käytettävyyden ja eheyden takaamista. Kokonaisval-
tainen tietoturvallisuus on hyvin laaja ja monimuotoinen kokonaisuus. Tietoturvallisuustoi-
mien perustana on tietojen kriittisyyden arviointi, jonka pohjalta tietojen luokittelutavat ja 
käsittelysäännöt määritellään. Tietojen turvaluokituksen avulla yritys osoittaa tiedon arvon 
itselleen ja ulkopuolisille (Miettinen 2002, 133). Tietoturvallisuuden hallinnolliseen toimin-
taan sisältyy mm. salassapitosopimukset sekä käyttö- ja pääsyoikeuksien hallinta. Myös tieto- 
ja yksityisyydensuoja tulee ottaa huomioon varsinkin henkilötietoja käsiteltäessä. Tietoturval-
lisuuteen sisältyy myös tekninen tietoturvallisuus kuten palomuurit haittaohjelmien varalle. 
Niin kuin muuta yritysturvallisuustoimintoja, myös tietoturvallisuuteen liittyviä järjestelmiä 
ja prosesseja tulee kehittää ja arvioida jatkuvasti. (EK 2017b; Miettinen 2002, 133; 144.) 
 
Ympäristöturvallisuus koostuu kokonaisvaltaisesta ympäristönsuojelusta, jonka avulla yritys 
takaa ekologisen kestävän kehityksen sekä vastaa ja ennakoi asiakkaiden sekä yhteiskunnan 
ympäristöodotuksiin (EK 2017h). Ympäristöturvallisuuteen sisältyy paljon erilaisia toimintoja, 
kuten ilmoitus- ja lupamenettelyt, energiatehokkuus, vaarallisten aineiden käsittely sekä jä-
tehuolto ja ilmastonsuojelu ja päästöjen hallinta. Miettinen (2002, 219) puhuu ympäristönsuo-
jelusta, joka tarkoittaa samaa asiaa ympäristöturvallisuuden kanssa. Hyvin oleellinen osa yri-
tysten ympäristöturvallisuutta on ympäristösuojelun hallintajärjestelmä. ISO 14000 – ympäris-
töstandardisarjan ISO 140001 – standardi määrittelee ympäristön hallintajärjestelmän raken-
teen. Kyseisen standardin keskeisimmät osa-alueet ovat ympäristöpolitiikka, suunnittelu, to-
teutus ja ylläpito, toiminnan tarkastelu ja poikkeaminen korjaaminen, johdon katselmukset 
sekä toiminnan jatkuva parantaminen. (Miettinen 2002, 225-226.) 
 
Organisaatiossa toteutettavan poikkeamien hallinnan tavoitteena on ennaltaehkäistä ja selvit-
tää haitallisia tapahtumia, rikoksia tai muita poikkeamia, jotka vaikuttavat yrityksen toimin-
taan. (EK 2017g.) Poikkeamien hallinnalla suojataan organisaation toiminnan lisäksi sen henki-
löstöä ja omaisuutta. Poikkeamien hallintaa toteutetaan mm. sisäisten tarkastusten ja rapor-
toinnin avulla. Rikosriskien hallinnan toimenpiteet voidaan Miettisen (2002, 258) mukaan ja-
kaa ennalta estäviin, rajoittaviin ja korjaaviin toimenpiteisiin. Kaikessa poikkeamien hallin-
nassa, mutta erityisesti rikosriskien hallinnassa yhteistyö viranomaisten kanssa korostuu. Li-
säksi yrityksen tulee suunnitella strategiansa mahdollisten rikosriskien varalle sekä tehdä tar-
vittavat tekniset ratkaisut. (EK 2017g.) 
 
Varautuminen ja kriisinhallinta sisältävät hyvin samanlaisia elementtejä kuin poikkeamien ha-
vainnoinnissa. EK:n (2017f) mukaan varautumisen avulla organisaatio pyrkii tunnistamaan ja 
ennakoimaan kriisitilanteita ja suojautumaan niiden aiheuttamilta vahingoilta. Kriisinhallinta 
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on läheisessä vuorovaikutuksessa jatkuvuussuunnittelun, eli tuotannon ja toiminnan turvalli-
suustoimintojen kanssa. Organisaation varautumiseen ja kriisienhallintaan sisältyy jatkuvuus-
suunnittelu, kriisinhallinnan eri toiminnot (esimerkiksi toiminta- ja toipumissuunnitelmat) 
sekä poikkeusolojen valmiussuunnitelma, johon sisältyy esimerkiksi tuotannon ja velvoitteiden 
suunnittelu. 
 
Tuotannon ja toiminnan turvallisuuteen voidaan sisäistää kaikki yritysturvallisuuden elemen-
tit. Miettisen (2002, 273) mukaan tuotannon ja toiminnan turvallisuudella tarkoitetaan erityi-
sesti liiketoiminnan jatkuvuuden hallintaa, johon sisältyy jatkuvuuden varmistaminen ja suun-
nittelu. EK (2017b) kuvailee tuotannon ja toiminnan turvallisuustoiminnan tavoitteen olevan 
taata turvalliset tuotteet ja palvelut. Tuotannon ja toiminnan turvallisuuteen sisältyy sekä 
Miettisen (2002, 273-286) että EK:n (2017c) mukaan tuotevastuu, palveluiden ja maksuliiken-
teen turvallisuus, logistiikkaturvallisuus, sopimusriskien hallinta sekä vakuuttaminen.  
 
2.2 Turvallisuusjohtaminen 
Johtaminen on organisaation olemassaolon kannalta keskeisimpiä ydintoimintoja. Levän 
(2003, 26) mukaan organisaation johtamisen avulla taataan toiminnan tarkoituksen toteutumi-
nen sekä päämäärän saavuttaminen. Johtaminen voi painottua joko ihmisten tai asioiden joh-
tamiseen, mutta Levä (2003, 67) korostaa tilannejohtamisen mallia. Tilannejohtamisessa joh-
tamiskäyttäytymistä ja tekoja sovitetaan aina työntekijöiden ja sen hetkisen tilanteen mu-
kaan. 
 
Itse turvallisuusjohtamisella voidaan tarkoittaa organisaatiossa tapahtuvaa ennaltaehkäisevää 
järjestelmällistä toimintaa onnettomuus- ja vaaratilanteiden torjumiseksi ja näiden toiminto-
jen luomista (Lanne 2016, 7; Kerko 2001, 21). Kerko (2001, 38) toteaa yrityksen turvallisuus-
johtamisen olevan selkeää ja johdonmukaista yhteistyötä, jossa liiketoimintaprosessin eri vai-
heet erottuvat selkeästi toisistaan, kaikki toimintaan osallistuvat tietävät velvollisuutensa ja 
tavoitteellista toimintaa ohjaa johdonmukainen päätöksenteko. Turvallisuusjohtaminen on 
osa normaalia yrityksen johtamista, eikä se poikkea käytännössä muusta organisaation johta-
misesta (Kerko 2001, 23). Miettinen (2002, 14) kuvailee yrityksen turvallisuuden johtamisen 
kokoavan kaikki yritysturvallisuuden osa-alueet yhtenäiseksi hallittavaksi kokonaisuudeksi, 
olevan näin keskeinen osa yritysturvallisuutta. 
 
Kokonaisvaltaisen turvallisuusjohtamisen tavoitteena on edistää yrityksen kilpailukykyä ja pa-
rantaa tuottavuutta sekä ennaltaehkäistä ympäristöä, omaisuutta, tietoa ja yrityksen mai-
netta vahingoittavia tapahtumia (EK 2017; Lanne 2016, 7). Kerkon (2001, 21) mukaan turvalli-
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suusjohtamisen tavoitteena on taata yrityksen häiriötön tuotanto ja toiminta, lailliset toimin-
taedellytykset sekä suojata yrityksen henkilöstöä, omaisuutta, tietoa ja ympäristöä erilaisten 
vahinkojen välttämiseksi.  
 
Lanteen (2016, 9) mukaan turvallisuusjohtamisen päävaiheet ovat puitteiden luominen, kausi-
tavoitteiden asettaminen, toiminnan arviointi ja kehittäminen sekä päivittäinen toimintojen 
toteuttaminen. Johtoryhmällä on keskeisin rooli puitteiden, kuten turvallisuuspolitiikan, ta-
voitetason ja ylläpitosuunnitelman luomisessa. Puitteiden luomisen pohjana toimii yrityksen 
näkemys turvallisuuden merkityksestä omassa toiminnassaan. Johtoryhmän vastuulla on yh-
dessä asiantuntijoiden kanssa kehittää omia turvallisuusjohtamismenetelmiään. Arviointiin si-
sältyy turvallisuuskulttuurin ja -tavoitteiden analysointia sekä turvallisuusjohtamisen koko-
naiskuvan tarkastelua. Yritys saa mm. riskienarviointi- sekä poikkeamaraportointien kautta 
käyttöönsä tietoa, jota analysoituna voidaan käyttää hyödyksi toimintaa arvioidessa ja kehit-
tämistoimenpiteitä suunniteltaessa.  Kausitavoitteiden asettamiseen osallistuu johtoryhmän 
lisäksi toimintojen esimiehet ja erilaiset asiantuntijat. Heidän tehtävänään on tarkastella eri 
osa-alueiden turvallisuuden kehittämistarpeista sekä luoda mittarit toimintojen kehittämi-
selle. Päivittäisten turvallisuustoimintojen toteuttaminen on koko henkilöstön vastuulla, jo-
hon sisältyy laadittujen suunnitelmien ja tavoitteiden noudattaminen sekä ennakoiminen 
mahdollisiin turvallisuusongelmiin. (Lanne 2016, 10-13.) 
 
3 Turvallisuusjohtamisjärjestelmä 
Kerkon (2001, 22) mukaan turvallisuusjohtamisjärjestelmällä tarkoitetaan yhtenäistä yleisjär-
jestelmää, jossa tietty perustoiminta palvelee kaikkia turvallisuuden osa-alueita. Reiman ja 
Oedewald (2008, 64) toteavat turvallisuusjohtamisjärjestelmän tarkoittavan systemaattista ja 
dokumentoitua lähestymistapaa turvallisuuden hallintaan, jonka tarkoituksena on tunnistaa, 
arvioida ja hallita yrityksen toimintaan liittyviä vaaroja. Turvallisuusjohtamisjärjestelmästä 
voidaan käyttää myös termejä turvallisuudenhallintajärjestelmä tai turvallisuuslaatujärjes-
telmä, mutta nämä termit ovat toistensa synonyymejä.  
 
Reiman ja Oedewald (2008, 66) kuvaavat turvallisuusjohtamisen sekä turvallisuudenhallinta-
järjestelmän pohjautuvan laatujohtamistoimintaan. Suomessa laatujärjestelmien kehittämi-
nen alkoi 1980-luvulla, jonka pohjalta ympäristö- ja työturvallisuusjohtamisjärjestelmät hy-
väksyttiin käyttöön 1990-luvun lopulla. Nykypäivänäkin turvallisuus- ja laadunhallintajärjes-
telmillä on samoja ominaisuuksia ja toimintoja. Reiman ja Oedewald (2008, 66) toteavat Rea-
sonia ja Hobbsia (2003, 162) mukaillen turvallisuus- ja laatujärjestelmien yhteisiksi piirteiksi: 
 
• Toiminnan suunnitelmallisuuden ja johdattelevuuden, 
• Mittaamisen, seurannan ja dokumentoinnin korostaminen toiminnassa, 
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• Toiminnan kattavuus (koko henkilöstö ja kaikki toiminnot), 
• Jatkuvan kehittämisen periaate. 
 
Kerkon (2001, 22) mukaan turvallisuusjohtamisjärjestelmässä tulee yhdistyä tarvittavat johta-
mis-, järjestelmä- ja laatujärjestelmäpiirteet. Reimanin ja Oedewaldin (2008, 64-65; Booth & 
Lee 1995, 395 mukaillen) mukaan turvallisuudenhallintajärjestelmässä on neljä erillistä pää-
toimintoa. Ensimmäinen toiminto on turvallisuuspolitiikka ja toiminnan suunnittelu, johon si-
sältyy turvallisuustavoitteiden asettaminen ja priorisointi sekä turvallisuusohjelmien kehittä-
minen. Toinen päätoiminto on turvallisuustoiminnan organisointi, johon sisältyy turvallisuus-
vastuiden määrittely sekä turvallisuusviestinnän suunnittelu. Kolmantena osana on vaarojen 
hallinta ja riskien arviointi sekä hallintakeinojen määrittely. Viimeisenä toimintoja mainitaan 
toiminnan tarkastelu ja arviointi. Näiden lisäksi turvallisuusjohtamisjärjestelmässä tulisi käsi-
tellä yleisen johtamisjärjestelmän toimintoja, kuten organisaatiorakennetta, toimintatapoja 
ja resursseja (Reiman & Oedewald 2008, 65). Levä (2003, 35-36) mainitsee onnistuneen tur-
vallisuudenhallintajärjestelmän piirteiksi mm. henkilöstön koulutuksen ja perehdyttämisen, 
johdon sitoutumisen ja katselmuksen, sisäiset auditoinnit ja turvallisuuskulttuurin kehittämi-
sen. Lisäksi Kerko (2001, 23) painottaa dokumentoinnin ja ohjeistuksen merkitystä turvalli-
suusjohtamisjärjestelmässä.  
 
3.1 Turvallisuuden organisointi 
Kerkon (2001, 48) mukaan yrityksen turvallisuustoimintojen organisointi on johdon vastuulla. 
Turvallisuustoimintojen organisointiin sisältyy strategisten toimintojen organisointi ja suunnit-
telu, käytännön turvallisuustoimien hallinta, yrityksen omavalvonnan organisointi, riskienhal-
linnan suunnittelu ja toteuttaminen sekä muiden turvallisuusvastuiden ja – velvoitteiden mää-
rittely. 
 
Turvallisuuteen liittyvien strategisten toimintojen organisoinnin keskiössä on yrityksen ylin 
johto. Ylimmän johdon tulee luotava selkeä turvallisuusasioita koskeva päätöksentekojärjes-
telmä, joka mukailee perusrakenteeltaan yrityksen strategista suunnittelujärjestelmää. Joh-
don tulee käsitellä turvallisuusasioita säännöllisesti sekä suorittaa katselmuksia yrityksensä 
turvallisuustoimintoihin. Vastuu turvallisuudesta ei rajoitu ainoastaan ylimmälle johdolle, 
vaan turvallisuutta tulee organisoida myös muilla tasoilla. Käytännön turvallisuustoimintojen 
organisointi tapahtuu eri linjaorganisaatioissa, joille johto on määritellyt selkeät vastuut. Lin-
jaorganisaation vastuulla on taata toiminnan virheettömyys sekä jatkuva parantaminen ja sen 
edellytykset toiminnassaan. (Kerko 2001, 48-49.) 
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Omavalvonnalla on merkittävä rooli yrityksen turvallisuustoimintojen jatkuvan parantamisen 
toteuttamisessa, ja omavalvonnan organisointi on otettava huomioon turvallisuuden organi-
soinnissa. Kerkon (2001, 56) mukaan yrityksen omavalvonta on ennaltaehkäisevä tapa valvoa 
yritysturvallisuuden eri toimintoja. Toiminnan tarkoituksena on valvoa toimintojen laatua ja 
etsiä korjaavia toimenpiteitä, eikä hakea epäkohtia ja niihin syyllisiä. Henkilöstön suorittama 
tehokas omavalvonta on jatkuvan parantamisen tärkein osatekijä. Omavalvonta ei ole kuiten-
kaan tuotannollisen toiminnan työntekijöiden vastuulla, vaan omavalvontaa tulee soveltaa 
kaikilla osastoilla ja henkilöstöryhmissä. (Kerko 2001, 55-56.) 
 
3.2 Turvallisuuskulttuuri, -politiikka, -visio ja -strategia 
Turvallisuuskulttuuri on syntynyt organisaatiotutkimuksen pohjalta 1980-luvulla. Ruuhilehto ja 
Vilppola (2000, 6-8) mukaan syitä organisaation muutoksille ovat olleet tahto ymmärtää orga-
nisaation toimintaa uudella tavalla, yrityksen inhimillisten voimavarojen parempi hyödyntämi-
nen sekä kyky vastata yhteiskunnan yleiseen kehitykseen. Myös muutokset onnettomuustut-
kinnassa vaikuttivat turvallisuuskulttuurin kehittymiseen. 
 
Ruuhilehdon ja Vilppolan (2000, 15) mukaan turvallisuuskulttuurilla tarkoitetaan organisaation 
tapaa suhtautua turvallisuuden johtamiseen sekä turvallisuuden toteuttamista. Reiman ja 
Oedewald (2008, 124) kuvailevat hyvän turvallisuuskulttuurin piirteiksi mm. kattavan turvalli-
suuspolitiikan, organisaation turvallisuusmyönteiset arvot ja asenteet, oikeudenmukaisuus ja 
luottamus henkilöstön ja johdon keskuudessa, jatkuva toiminnan ja turvallisuuden parantami-
nen sekä muiden turvallisuudenhallintajärjestelmien osa-alueiden vaatimustenmukainen suo-
rittaminen. Ruuhilehto ja Vilppola (2000, 23; Ernest 1997 mukaillen) esittelevät reagoivan ja 
kehittyneemmän, ennakoivan turvallisuuskulttuurin. Keskeisin ero näiden kahden kulttuurin 
välillä on toimintojen kohdentaminen. Reagoivassa kulttuurissa toimet ovat korjaavia, ja 
vasta poikkeava tilanne saa järjestelmän ryhtymään toimenpiteisiin. Ennakoivassa kulttuurissa 
on olennaisempaa keskittyä prosessiin, jotta korkea turvallisuustaso saavutetaan. 
 
Levän (2003, 8) mukaan turvallisuuspolitiikalla tarkoitetaan organisaation julkaisemia si-
toumuksia ja periaatteita, jonka avulla yritys hallinnoi kokonaisvaltaista turvallisuutta ja 
määrittelee turvallisuustoimintansa päämäärät ja tavoitteet. Turvallisuuspolitiikan avulla yh-
tiö sitoutuu määrittelemiinsä turvallisuustoiminnan periaatteiden toteuttamiseen, valvontaan 
ja jatkuvaan kehittämiseen. Yrityksen turvallisuuspolitiikka on yksi osa kyseisen organisaation 
turvallisuudenhallintajärjestelmää. Kerkon (2001, 45) mukaan turvallisuuspolitiikalla tarkoite-
taan koko strategista ohjelmaa, joka toimii liiketoiminnan perustana yhdessä toimintaperiaat-
teiden kanssa. Sen avulla organisaation johto haluaa: 
 
• Tehdä tiettäväksi, että turvallisuutta pidetään tärkeänä osana liiketoimintaa, 
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• Luoda ja ylläpitää laadukasta turvallisuudenhallintajärjestelmää, jota jatkuvasti pa-
rannetaan mm. laatujohtamisen keinoin, 
• Määrittää tavoitteiden toteuttamisen varmistamiseksi vastuut, 
• Sitouttaa koko henkilöstö politiikkaan ja sen toteuttamiseen, 
• Varmistaa henkilöstön tarkoituksenmukainen ja ajantasainen koulutus, 
• Seurata turvallisuuspolitiikan ja turvallisuusjohtamisjärjestelmän toteutumista. 
 
Turvallisuusvisioilla tarkoitetaan päämääriä, jotka kuvaavat yrityksen turvallisuusasioiden tah-
totilaa tulevaisuudessa. Nämä turvallisuuspäämäärät pohjautuvat turvallisuusperiaatteisiin. 
Kerkon (2001, 47) mukaan ylin johto vastaa turvallisuuspäämäärien asettamisesta sekä saavut-
tamisesta. Koko organisaation tulee olla tietoisia turvallisuuspäämääristä ja sitoutua noudat-
tamaan niitä. Yrityksen tulee kartoittaa omaa toimintaansa, ja konkretisoida havaitsemansa 
puutteet ja kehittämiskohteet päämääriksi ja tavoitteiksi. Kartoitetut päämäärät tulee tär-
keysluokitella, jotta toimenpiteiden suunnittelu olisi tehokasta. (Kerko 2001, 66-67.) 
 
Turvallisuusvisiot eivät käsittele päämäärien konkreettista saavuttamista, vaan siitä vastaa 
erillinen turvallisuusstrategia. Kerkon (2001, 47) mukaan turvallisuusstrategian tarkoituksena 
on konkretisoida turvallisuuspäämäärien saavuttaminen. Toiminnan suunnittelu on keskeisessä 
roolissa strategiaprosessissa, sillä suunnittelu koskee koko organisaatiota. Onnistuneen suun-
nittelun avulla turvallisuuspäämäärät onnistutaan integroimaan pysyvästi koko yrityksen päi-
vittäiseen toimintaan. Johdon vastuulla on suunnitteluprosessin aikana varmistaa, että yrityk-
sen henkilöstö sisäistää asetetut turvallisuuspäämäärät mahdollisimman helposti. (Kerko 
2001, 62–63.) 
 
3.3 Turvallisuuden mittaaminen ja dokumentointi 
Kerko (2001, 52) mukaan yritysten toimintojen mittaaminen on nykyaikaisen laatujohtamisen 
keskeisimpiä perustoimintoja. Turvallisuuden mittaamista voidaan suorittaa kahdesta näkö-
kulmasta; toiminnan ennakoivaa seurantaa tai toiminnan seurausten mittaamista. Kerkon 
(2001, 52) kuvauksen mukaan ennakoivalla mittaamisella voidaan varmistaa suunniteltujen 
turvallisuustoimintojen määräystenmukaisuus. Ennakoivalla mittaamisella ei pystytä näyttä-
mään toteen, millä toiminnoilla on todellista merkitystä. Seurausten mittaamisen avulla pys-
tytään todentamaan toimenpiteiden tehokkuus sekä edistämään jatkuvaa parantamista. Yri-
tyksessä mitattavia turvallisuustoimintoja ovat mm. turvallisuudenhallintajärjestelmän perus-
toimintojen toteutuminen kaikilla yritysturvallisuuden osa-alueilla, turvatekniset järjestelmät 
sekä sattuneet tapaturmat ja onnettomuudet. 
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Turvallisuudenhallintajärjestelmän dokumentointi on osa järjestelmän toteuttamista ja toi-
mintaa (Levä 2003, 40). Kerkon (2001, 85-86) mukaan turvallisuudenhallintajärjestelmän ra-
kennetta ja sisältöä kuvaavat asiakirjat määritellään dokumenteiksi. Dokumentoinnin tarkoi-
tuksena on ylläpitää ja edistää turvallisuudenhallintajärjestelmää, todentaa järjestelmän toi-
mivuus sekä hyödyttää yritystä myös muilla osa-alueilla. Reimanin ja Oedewaldin (2008, 370) 
mukaan dokumentoinnin ja raportoinnin avulla pyritään oppimaan läheltä piti -tilanteista ja 
estämään samankaltaiset tapahtumat tulevaisuudessa.  Dokumentoitua tietoa analysoimalla 
voidaan ehdottaa toimintaa parantavia toimenpiteitä, jotka edistävät omalta osaltaan jatku-
vaa parantamista. Turvallisuudenhallintajärjestelmän toimivuutta todentavia dokumentteja 
ovat mm. riskienarvioinnit, erilaiset toimintahäiriöraportit, mittaustiedot sekä koulutustie-
dot. Todentavien dokumenttien lisäksi yrityksen tulee dokumentoida yrityksen turvallisuuspo-
litiikka, turvallisuuskoulutus ja -ohjeistusmateriaalit sekä turvallisuus- ja pelastussuunni-
telma. (Kerko 2001, 85-86.) 
 
3.4 Henkilöstön koulutus 
Henkilöstön koulutus on keskeisimpiä tekijöitä turvallisuuden varmistamisessa ja koulutustoi-
minta vaikuttaa muihin yrityksen turvallisuustoimintoihin. Turvallisuuskoulutukset tulisi integ-
roida yleiseen koulutukseen ja ottaa osaksi eri työtehtävien perehdyttämisohjelmiin, jotta 
koulutus kattaisi koko yrityksen henkilöstön. Kokonaisvaltaisemman turvallisuuskoulutuksen 
lisäksi yrityksen on hyvä järjestää esimerkiksi turvallisuusajattelua ja erityistilanteita koskeva 
erilliskoulutuksia, jotta turvallisuusosaaminen olisi mahdollisimman monimuotoista. Turvalli-
suuskoulutuksen päämäärien asettaminen, vastuiden ja velvoitteiden määrittämine, mittaa-
misen suunnittelu sekä osaamistason seuranta ovat yrityksen johdon vastuulla. Turvallisuus-
koulutukset tulee nähdä osana laajempaa henkilöstön kehittämistä, mikä on suorassa yhtey-
dessä liiketoiminnan kehittämisen kanssa. (Kerko 2001, 51; Reiman & Oedewald 2008, 76-77.) 
 
Turvallisuuskoulutukseen sisältyy vahvasti ohjeistus. Reiman ja Oedewald (2008, 77) kuvaile-
vat ohjeistuksien olevan yksi keskeisimmistä organisaation toimintaa ohjaavista rakenteista. 
Ohjeistuksen tarkoituksena on kontrolloida yrityksen toimintoja ja varmistaa työsuorituksen 
laatu. Ohjeistukseen tukeudutaan myös erilaisissa ongelmanratkaisu- ja päätöksentekotilan-
teissa. Tällöin ohjeistuksen tehtävänä on toimia työntekijän tukena varmistamalla hänen työ-
suorituksensa ja sitä kautta työn laadun. (Reiman & Oedewald 2008, 77-78.)  
 
3.5 Sisäinen viestintä organisaatiossa 
Juholinin (1999, 13) mukaan sisäisellä viestinnällä tarkoitetaan organisaation sisäistä tiedon-
kulkua ja vuorovaikutusta. Sisäisessä viestinnässä on kyse tiedon ja informaation vaihdosta, 
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yhteisyydestä sekä kokemusten jakamisesta. Organisaation sisäinen tiedonkulku on laaja il-
miö, joka vaikuttaa kaikkiin organisaation toimintoihin. Sen tehtävänä on informoinnin lisäksi 
tukea yhtiön strategiaa ja visiota sekö luoda avoimuutta organisaatiossa (Juholin 1999, 108). 
Sisäisellä viestinnällä on myös keskeinen rooli organisaation johtamis- ja esimiestoiminnassa, 
joka puolestaan vaikuttaa henkilöstön motivoimiseen ja sitoutumiseen. Yhteisössä tapahtuva 
viestintä pohjautuu vallitsevaan kulttuuriin ja muokkautuu jatkuvasti eri tekijöiden vaikutuk-
sesta. (Juholin 1999, 13-15.) 
 
Juholinin (1999, 109) mukaan sisäisen viestinnän tavoitteena on olla ennakoivaa, avoin ja vuo-
rovaikutteista kommunikointia. Ennakoivan viestinnän kautta organisaation henkilöstö saa 
omaa organisaatiotaan koskevista asioista tiedon ennen muita sidosryhmiä. Viestinnän tulee 
olla totuudenmukaista ja kaunistelematonta. Lisäksi tavoiteltavaa on, että eri asioita voitai-
siin käsitellä koko henkilöstön kesken. Sisäisen viestinnän tulee huomioida kaikki osapuolet ja 
olla mahdollisimman läpinäkyvää johdolta henkilöstötasolle asti. Näin ollen toimiva viestintä 
vaatii vastaanottajaryhmien ja -verkostojen analysointia. Analysoinnin avulla saadaan selville 
vastaanottajien odotukset, tarpeet sekä toiveet heihin kohdistuvan viestinnän suhteen. (Juho-
lin 1999, 109-111.) 
 
Sisäisen viestinnän suunnittelun (Kuvio 2) lähtökohtana on organisaation strategia viestinnän 
suhteen, eli mitä organisaatio haluaa viestiä, kenelle halutaan viestiä ja mitä kanavia viestin-
nässä tullaan käyttämään. Juholin (1999, 106) erottelee viestinnän suunnittelusta kaksi ydin-
osaa; strategisen ja operatiivisen suunnittelun. Strategiseen suunnitteluun sisältyy viestinnän 
tarkoituksien ja vastuiden määrittely sekä viestintästrategian suunnittelu. Operatiiviseen 
suunnitteluun taas sisältyy viestinnän painopisteiden määrittely sekä viestintätoimien valinta 
ja jaksotus. Edellä mainittujen lisäksi viestintää suunniteltaessa organisaation tulee analy-
soida käytössä olevat resurssit sekä viestintänsä kohderyhmät. (Juholin 1999, 106; 112.) 
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Kuvio 2 Viestintäsuunnittelun komponentit (Juholin 1999, 106) 
 
Minkäänlaista valmista viestintärakennemallia ei ole olemassa. Juholin (1999, 159) kuvailee 
sisäisen viestinnän rakenteen suunnittelulla tarkoitettavan kunkin asiasisällön viestintäka-
navien määrittämistä. Kanavien runsaus ei ole hyväksi, sillä keskenään kilpailevat viestintäka-
navat aiheuttavat viestinnän ns. ylikuormitusta. Tällöin olennaisen tiedon löytäminen voi olla 
hankalaa ja työlästä. Viestintäkanavia suunniteltaessa tulee huomioida kohderyhmä sekä hei-
dän tarvitsemansa informaatio. Esimerkiksi omaan työhön liittyvien asioiden ensisijainen vies-
tintäkanava poikkeaa koko organisaatiota koskevan tiedon viestintäkanavasta. Sisäisen vies-
tinnän rakenteen tulee olla mahdollisimman selkeä, jotta jokainen viestinnän vastaanottaja 
tietää mitä kanavaa käyttäen hänelle viestitään ja mistä kanavasta tietoa voi mahdollisesti 
etsiä. Erilaisista viestintäkanavista (esimerkiksi henkilöstön intranet, sähköposti, säännölliset 
tapaamiset sekä printtimedia) organisaatio muodostaa kullekin ryhmälle toimivimman koko-
naisuuden. Sisäistä viestinnän toimivuutta tulee mitata säännöllisin väliajoin, ja saatuja tu-
loksia hyödyntää toiminnan kehittämiseen. (Juholin 1999, 159-162.) 
 
4 Riskienhallinta 
Riskienhallinnalla on oleellinen merkitys yritysten liiketoiminnan jatkuvuuden, kannattavuu-
den sekä turvallisuuden luomisessa. Hyvin suunniteltu ja toteutettu riskienhallinta luo vankan 
pohjan yrityksen turvallisuusjohtamiselle ja näin ollen tehokkaalle turvallisuusjohtamisjärjes-
telmälle. 
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4.1 Riskienhallinnan periaatteet 
Suomisen (2003, 27) mukaan riskienhallinta tarkoittaa prosessia, jonka avulla yritystä uhkaa-
via vaaroja voidaan torjua ja niistä aiheutuvia menetyksiä minimoida. Modernin määrittelyn 
mukaan kokonaisvaltainen riskienhallinta nähdään kattavan yrityksen kaikkien riskien suojaa-
misen. Kuuselan ja Ollikaisen (2005, 126–127) mukaan kokonaisvaltainen riskienhallinta tar-
koittaa sellaisten tekijöiden tunnistamista, jotka voivat vaikuttaa yhtiöön sekä hallitsemaan 
riskejä määritellyn riskinottohalun piirissä. SFS-ISO 31000 standardi (2011, 14) määrittelee ris-
kienhallinnan tarkoitettavan järjestelmällistä, jäsenneltyä ja ajantasaista toimintaa, joka 
edesauttaa tavoitteiden saavuttamista ja organisaation toiminnan tason havaittavaa kehitty-
mistä esimerkiksi lakien ja viranomaisten vaatimusten noudattamisen osalta. Toiminnan läh-
tökohtana on huomioida epävarmuustekijät, niiden luonteet sekä käsittelymahdollisuudet. 
 
Riskienhallinta ei ole organisaation muusta toiminnasta poikkeava erillinen toiminto, vaan 
olennainen osa kaikkien organisaation eri toimintojen prosesseja. Riskienhallinta on osa orga-
nisaation avointa ja kattavaa päätöksentekoa, joka toteutetaan aina organisaation tarpeiden 
mukaan (SFS-ISO 31000 2011, 14). Ilmonen, Kallio, Koskinen ja Rajamäki (2013, 30) kuvailevat 
yrityksen riskienhallinnan linkittyvän suoraan yrityksen arvioihin sekä strategiaan, jota muok-
kaavat myös yhteiskunnan asettavat arvot. Suomisen (2003, 31) mukaan riskienhallinta palve-
lee koko yritystoimintaa ja riskienhallinnan liittymistä yrityksen tavoitteisiin tulee korostaa 
yrityksen koosta riippumatta. Riskienhallinnan periaatteisiin kuuluu osallistuttaa organisaation 
eri tasoilla olevia päätöksentekijöitä, jotta riskienhallinta pysyy tarkoituksenmukaisena, ajan-
tasaisena sekä muutoksiin reagoivana. Riskienhallinta toimii tehokkaimmin silloin, kun sen toi-
mintamallit ja ajattelu on implementoitu kaikille organisaatiotasoille. (SFS-ISO 31000 2011, 
14-15; Suominen 2003, 31.)  
4.2 Riskienhallinnan puitteet 
SFS-ISO 31000 standardin mukaan riskienhallinnan puitteet (Kuvio 3) muodostuvat organisaa-
tion tarpeisiin sovitelluista osista, jotka muodostavat yhdessä jatkuvan riskienhallinnan pro-
sessin. Puitteiden tarkoitus on auttaa organisaatiota sisällyttämään riskienhallinta osaksi orga-
nisaation olemassa olevaa johtamisjärjestelmää. (SFS-ISO 31000 2011, 15.) 
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Kuvio 3 Riskienhallinnan puitteet ja niiden väliset suhteet (SFS-ISO 31000 2011, 15) 
 
Riskienhallinnan puitteiden suunnittelu käynnistyy organisaation toimintaympäristön ymmär-
tämisestä. Puitteita suunniteltaessa on oleellista ottaa huomioon ja arvioida sekä organisaa-
tion sisäinen, että ulkoinen toimintaympäristö. Ulkoista toimintaympäristöä arvioitaessa tulee 
ottaa huomioon mm. viranomaismääräykset, lainsäädännölliset ja yrityksen kilpailukykyyn vai-
kuttavat tekijät sekä ulkoisten sidosryhmien näkemykset ja arvot. Sisäisen toimintaympäristön 
arviointiin taas sisältyy mm. organisaatiokulttuuri, sisäiset sidosryhmät ja niiden näkemykset 
sekä yleiset toimintaperiaatteet, tavoitteet ja strategiat. Toimintaympäristöjen arvioinnin li-
säksi riskienhallinnan suunnittelussa tulee määrittää organisaation riskienhallintapolitiikka. 
Riskienhallintapolitiikan tarkoituksena on ilmaista selkeästi organisaation asettamat tavoit-
teet riskienhallinnalle sekä sitouttaa organisaatio näihin asetettuihin tavoitteisiin. Riskienhal-
lintapolitiikka kattaa mm. organisaation riskienhallinnan perusteet, tavoitteet sekä riskienhal-
linnan tason mittaus- ja raportointikeinot. (SFS-ISO 31000 2011, 17-18.) 
 
Riskienhallinnan puitteita suunniteltaessa organisaation tulee varmistaa, että riskienhallinta-
prosessin toteuttamiseen ja ylläpitämiseen on tarvittavat resurssit sekä prosessiin liittyvät 
vastuut, velvollisuudet ja valtuudet on määritelty. Organisaation tuleekin määrä jokaiselle lii-
ketoimintansa riskeille omistajat, joilla on vastuu kyseisen riskin hallinnasta. Lisäksi riskien-
hallinnan puitteiden toteuttamiselle, kehittämiselle sekä ylläpidolle tulee määritellä vastuu-
henkilöt.  Vastuita määriteltäessä organisaation tulee huomioida henkilöiden kokemus, päte-
vyys ja tietotaito, organisaation riskienhallinnan kaikki toimintaprosessit, menetelmät sekä 
työkalut. Vastuuttamisen ja riskien omistajuuden vahvistamiseksi organisaation tulee luoda 
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sekä sisäiset että ulkoiset viestintä- ja raportointimallit. Sisäisten viestintä- ja raportointimal-
lien avulla organisaatio varmistaa asianmukaisen tiedottamisen, puitteiden vaikuttavuuksien 
riittävän raportoinnin, riskienhallinnan soveltamisesta saadun tiedon saatavuuden sekä sisäis-
ten sidosryhmien tiedonvaihdon. Ulkoisista viestintä- ja raportointimalleista organisaation tu-
lee luoda suunnitelma, jossa ilmenee kuinka organisaatio aikoo viestiä ulkoisten sidosryhmien 
kanssa ja miten tämä tullaan toteuttamaan. Suunnitelmassa tulee huomioida lakien ja viran-
omaisten vaatimukset riittävästä tiedonvaihdosta, viestinnän hyödyntäminen organisaatiossa 
sekä kriisiviestintäprosessi sidosryhmien kanssa poikkeustilanteissa. (SFS-SIO 31000 2011, 17-
19.) 
 
Riskienhallinnan toteuttamisella tarkoitetaan organisaation suunnittelemien puitteiden käy-
tännön toteuttamista. Tällöin organisaation on määriteltävä puitteiden toteuttamisen aika-
taulu ja strategia. Toiminnassaan organisaation tulee soveltaa suunnittelemaansa riskienhal-
lintapolitiikkaa toimintansa eri prosesseihin. Organisaation tulee varmistaa, että sen päätök-
senteko on samansuuntainen riskienhallintaprosessien tulosten kanssa. Lisäksi organisaation 
on viestittävä ja vaihdettava tietoa sidosryhmiensä kanssa varmistaakseen riskienhallinnan 
puitteidensa tarkoituksenmukaisuuden. (SFS-ISO 31000 2011, 18-19.) 
 
Riskienhallinnan keskeisimpiä tehtäviä organisaatiossa on tukea sen suorituskykyä. Tämän var-
mistaakseen riskienhallinnan puitteita tulee seurata ja kehittää jatkuvasti. Riskienhallinnan 
tasoa tulee mitata säännöllisin väliajoin ja tuloksia verrattava turvallisuusindikaattoreihin. 
Riskienhallinnan puitteiden vaikuttavuutta sekä ajantasaisuutta on katselmoitava, kuin ris-
kienhallintasuunnitelmaa ja – politiikkaa. Riskienhallintapolitiikan arvioinnissa katselmoidaan 
politiikan asianmukaisuutta sekä, kuinka politiikkaa noudatetaan organisaatiossa.  Seurannan 
ja katselmointien avulla saatavien tulosten perusteella organisaatio voi toteuttaa jatkuvaa 
parantamista, joka kehittää riskienhallintakulttuuria ja – prosesseja. (SFS-ISO 31000 2011, 
19.) 
4.3 Riskienhallintaprosessi 
Riskienhallintaprosessi (Kuvio 4) koostuu monista elementeistä, jotka kaikki tukevat toisiaan 
tehokkaan kokonaisuuden saavuttamiseksi. Ilmosen ym. (2013, 84) mukaan riskienhallinta-
prossilla tarkoitetaan systemaattista tapaa, jolla riskejä arvioidaan, hallitaan ja raportoidaan. 
Riskienhallintaprosessin tulee olla keskeinen osa organisaation johtamismallia ja riskienhallin-
tatoimet tulee olla implementoitu yrityksen muihin toimintoihin (SFS-ISO 31000 2011, 20; Il-
monen ym. 2013, 84). Suominen (2003, 98) korostaa riskien käsittelyn prosessin mukaisen ete-
nemisen tärkeyttä. Hänen mukaansa yksittäisenä projektina riskienhallintaa ei voi hoitaa, 
koska menettely ei johda hyvään lopputulokseen.  
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Kuvio 4 Riskienhallinnan prosessikaavio (SFS-ISO 31000 2011, 34) 
  
Kaikkien riskienhallintaprosessin vaiheiden aikana organisaation tulee viestiä sisäisille ja ul-
koisille sidosryhmilleen. Viestinnän tarkoituksena on edistää todenmukaista ja luottamuksel-
lista tiedonvaihtoa, jonka avulla organisaatio ottaa huomioon sidosryhmiensä näkemykset pro-
sesseissaan. Organisaation tulee koota viestintäsuunnitelma, joka käsittää riskiin liittyviä ky-
symyksiä, syitä ja seurauksia sekä käsittelytoimenpiteitä. Sidosryhmiin kohdistettavalla tie-
donvaihdolla varmistetaan, että riskienhallintaprosessin toteuttamisesta vastaavat tahot ja 
sidosryhmät saavat tiedon tehdyistä päätöksistä, niiden perusteluista sekä tarvittavista toi-
menpiteistä. (SFS-ISO 31000 2011, 20-21.) 
 
Toimintaympäristön määrittelyn avulla organisaatio ilmaisee tavoitteensa, ottaa huomioon 
riskienhallintaan vaikuttavat muuttujat, riskikriteerit sekä prosessien laajuuden. SFS-ISO 
31000 standardin (2011, 22) mukaan riskienhallinnan toimintaympäristö vaihtelee organisaa-
tion tarpeiden ja eri tekijöiden mukaan. Määrittelyn avulla organisaatio varmistaa riskienhal-
linnan toimintamallin soveltuvuuden olosuhteisiin, organisaatioon ja sen tavoitteiden saavut-
tamiseen vaikuttaviin riskeihin.  
 
Toimintaympäristön määrittelyn aikana yrityksen tulee arvioida sen ulkoinen ja sisäinen toi-
mintaympäristö. Ulkoisella toimintaympäristöllä tarkoitetaan ympäristöä, jossa organisaatio 
pyrkii saavuttamaan asettamansa tavoitteet. Tähän toimintaympäristöön sisältyy esimerkiksi 
kansainvälinen, kansallinen, poliittinen, kulttuurillinen ja kilpailukykyyn liittyvät toimintaym-
päristöt. Ulkoisen toimintaympäristön ymmärtämisen avulla organisaatio varmistaa ulkoisten 
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sidosryhmien tavoitteiden ja näkökulmien huomioimisen riskikriteeriensä laatimisessa esimer-
kiksi huomioimalla viranomaisten vaatimukset ja määräykset prosesseissaan. Myös sisäisellä 
toimintaympäristöllä tarkoitetaan ympäristöä, jossa organisaatio pyrkii saavuttamaan tavoit-
teensa. Sisäinen toimintaympäristö eroaa kuitenkin ulkoisesta toimintaympäristöstä lähes ko-
konaan. Sisäiseen toimintaympäristöön sisältyy kaikki organisaation riskienhallintaan vaikutta-
vat sisäiset tekijät, kuten mm. hallintotapa, organisaatiorakenne ja -kulttuuri, toimintaperi-
aatteet ja –tavoitteet, tiedonkulku sekä suhteet sisäisiin sidosryhmiin. Määrittelemällä sisäi-
sen toimintaympäristönsä organisaatio vahvistaa liiketoimintansa tavoitteita, organisaatioon 
sitoutumista, sen uskottavuutta sekä luottamusta. (SFS-ISO 31000 2011, 21-23.) 
 
Toimintaympäristön konkreettisen määrittelyn lisäksi tähän prosessivaiheeseen tulisi sisällyt-
tää yrityksen riskienhallinnan tavoitteiden määrittely ja niiden kohdentaminen. Ilmosen ym. 
(2013, 86) mukaan riskienhallinnan realististen ja konkreettisten tavoitteiden määrittely, ku-
ten riskienhallinnan integroiminen osaksi yrityksen liiketoimintaa, tehostaa tämä riskienhallin-
tatoimien tehokasta kohdentamista. Kokonaisuudessaan toimintaympäristön määrittely, yri-
tyksen nykytilan ymmärtäminen sekä tulevaisuuden tavoitteiden määrittely luo pohjan syste-
maattiselle riskienhallintaprosessille. 
 
Riskien arvioinnilla tarkoitetaan kokonaisvaltaista prosessia, jonka aikana tunnistetaan riskit 
ja analysoidaan niiden merkityksellisyys, todennäköisyys sekä vakavuus (Ilmonen ym. 2013, 
88; SFS-ISO 31000 2011, 23). Riskienarvioinnin tarkoituksena on, että organisaatio tunnistaa 
sen toimintaan vaikuttavat riskit sekä niiden juurisyyt ja seuraukset, jotta organisaatio osaisi 
varautua kyseisiin riskeihin mahdollisimman tehokkaasti. 
 
Ilmosen ym. (2013, 98) mukaan riskien tunnistamisen aikana organisaatio tunnistaa kaikki toi-
mintaansa vaikuttavien riskien lähteet, vaikutusalueet sekä mahdolliset seuraukset. Tunnis-
tusprosessi käynnistyy uhkien ja vaarojen tunnistamisella. Uhasta muodostuu riski vasta siinä 
vaiheessa, kun se todetaan olevan relevantti yrityksen toiminnan kannalta. Riskien tunnista-
misessa tulee arvioida myös sellaisia syitä ja ennusteita, joita toiminnassa mahdollisesti voi 
esiintyä.  Tämän lisäksi riskien tunnistamiseen tulee sisällyttää erityisseurausten kerrannais-
vaikutusten tarkastelu, jossa huomioidaan seurannais- ja kumulatiiviset vaikutukset. Riskien 
tunnistamisessa tulee käyttää toimintaan soveltuvia työkaluja ja menetelmiä, jotka ovat tar-
koituksenmukaisia organisaation tavoitteisiin, kykyihin ja sen kohtaamiin riskeihin nähden.  
(SFS-ISO 31000 2011, 23.) 
 
Tunnisteluille riskeille suoritetaan riskianalyysi, jonka aikana muodostetaan kokonaisvaltainen 
käsitys jokaisesta riskistä. SFS-ISO 31000 standardin (2011, 23) mukaan analysoinnin tarkoituk-
sena on arvioida tarvitseeko kyseinen riski käsittelyä, mikä olisi sopivin strategia sekä mitä 
menetelmiä käsittelyssä tulisi käyttää. Ilmonen ym. (2013, 100) kuvailevat riskiarvioinnin taas 
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tarkoittavan arvojen märittämistä havaittujen riskien vaikutuksille ja todennäköisyydelle. 
Analysoinnissa tulee seurausten ja todennäköisyyden lisäksi huomioida organisaation käytössä 
olevat hallintakeinot ja niiden tehokkuus. Riskianalyysin tulosten pohjalta suoritetaan riskien 
merkityksen arviointi, joka määrittelee käsiteltävien riskien tärkeysjärjestyksen. Prosessin ai-
kana tunnistetut ja analysoidut riskit suhteutetaan toimintaympäristön määrittelemisen yh-
teydessä luotuihin riskikriteereihin, jolloin saadaan käsitys riskin käsittelyn tarpeesta. Merki-
tyksen arvioinnin aikana organisaation tulee huomioida päätöksenteossaan lakien ja viran-
omaisten vaatimukset. Prosessin lopputuloksena voi syntyä tärkeysjärjestyksen lisäksi lisäana-
lyysin tarve tai päätös olla käsittelemättä riskiä millään muulla tavoin kuin säilyttämällä ny-
kyiset hallintakeinot. (SFS-ISO 3100 2011, 24.) 
 
SFS-ISO 31000 -standardin (2011, 24) mukaan riskien käsittelyllä tarkoitetaan toistuvaa pro-
sessia, jossa organisaatio valitsee yhden tai useamman käsittelytavan ja toteuttaa ne. Käsit-
telyprosessin vaiheisiin sisältyy käsittelyn arviointi, jäännösriskin tason määrittely, uuden ris-
kien käsittelyn aloittaminen, mikäli jäännösriski ei ole siedettävä sekä käsittelyn vaikuttavuu-
den arviointi. Ilmosen ym. (2013, 117) mukaan riskien käsittelytavan valintaan vaikuttaa mo-
net tekijät, kuten yrityksen käytössä olevat resurssit, riskiarvioinnin tulokset yleinen kilpailu-
tilanne sekä yrityksen asettamat tavoitteet. Lisäksi käsittelytapaa valittaessa tulee huomioida 
sidosryhmien arvot, näkemykset sekä tiedonvälitystavat. Mikäli käsittelystä aiheutuvat riskit 
vaikuttavat organisaation muihin osiin tai sidosryhmiin, tulee heidät osallistuttaa päätöksen-
tekoon. (SFS-ISO 31000 2011, 25.) 
 
Riskin käsittelymenetelmiä on olemassa erilaisia. Suomisen (2003, 100) mukaan riskien välttä-
minen sekä riskin poistaminen on riskien käsittelyn käytetyin ja tavanomaisin menetelmä. 
Tällöin riski torjutaan poistamalla sen syy kokonaan, eli esimerkiksi lopettamalla riskialtis toi-
minta. Riskin poistaminen vaikuttaa kuitenkin muiden riskien kasvamiseen tai voi synnyttää 
jopa uusia riskejä. Suominen (2003, 102-103) kuvailee riskien pienentämisen olevan käsittely-
menetelmä, jossa tavoitteena on seurausten tai tapahtuman todennäköisyyden pienentämi-
nen. Teoreettisena käsittelymenetelmänä käytetään riskien jakamista, jolloin lisätään itse-
näisten riskikohteiden määrää. Näiden lisäksi riskien käsittelykeinoina tunnetaan riskin otta-
minen tai lisääminen mahdollisen hyödyn vuoksi sekä riskin säilyttäminen tietoon perustuvalla 
päätöksellä (SFS-ISO 31000 2011, 25). 
 
Seurannan ja katselmoinnin avulla organisaatio saa arvokasta tietoa sen riskienhallintaproses-
sista, jonka avulla organisaatio voi oppia toiminnastaan. SFS-ISO 31000 -standardin (2011, 26) 
mukaan säännöllisten tarkastuksen ja valvonnan suorittaminen tulisi olla suunniteltu osa orga-
nisaation riskienhallintaprosessissa. Kokonaisvaltainen toiminnan seuranta kattaa kaikki ris-
kienhallintaprosessin osa-alueet, jolloin voidaan varmistaa hallintakeinojen vaikuttavuus ja 
tehokkuus. Seurannan tarkoituksena on lisäksi kerätä lisätietoa mahdollisia parannustoimia 
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varten analysoimalla tapahtumia, onnistumisia ja epäonnistumisia sekä havainnoimalla ulkoi-
sia ja sisäisiä muutoksia toimintaympäristössä. Kaikki seurantatoimet tulee dokumentoitava 
tai muuten tallennettava, jotta niitä voitaisiin käyttää riskienhallinnan puitteiden katselmoin-
nin lähtötietona. Ilmonen ym. (2013, 176-177) esittelevät riskiraportoinnin yhtenä riskienhal-
linnan seurannan esimerkkinä. Riskien ja riskienhallinnan raportointi liittyy oleellisesti ris-
kienhallinnan johtamiseen, joka kytkee riskienhallinnan tehokkaammin osaksi yrityksen liike-
toimintaa ja johtamista. Riskienhallinnan säännöllisellä seuraamisella saadaan tietoa, jota 
voidaan hyödyntää päätöstenteon tukena. 
 
Toiminnan jatkuva parantaminen on oleellinen osa riskienhallintaprosessia, mutta sen merki-
tys korostuu erityisesti toiminnan katselmoinnin aikana. SFS-ISO 31000 (2011, 27) kuvailee jat-
kuvan parantamisen periaatteen korostavan organisaation toiminnan kehittämistä esimerkiksi 
mittausten ja katselmusten suorittamisen avulla eri prosesseihin. Ilmosen ym. (2013, 94-95) 
mukaan jatkuvan parantamisen tavoite riippuu tapauskohtaisesti yrityksen asettamista tavoit-
teista. Jatkuvan parantamisen avulla voidaan kuitenkin todentaa yrityksen yhteisten ja sisäis-
ten ohjeiden noudattamista, varmistaa toimintojen suoritustaso ja yhdenmukaisuus sekä var-
mistaa riskienhallinnan kattavuus yrityksessä.  
5 Ilmailualan turvallisuutta koskevat toimijat ja säädökset 
Ilmailuala on kansainvälistä toimintaa, joten turvallisuuden ja koko lentotoiminnan edistä-
miseksi on luotu kansainvälisesti käytössä olevat säännöt ja sopimukset. Valtioiden lisäksi il-
mailualan turvallisuustoiminnan edistämisessä on mukana kansainvälisiä järjestöjä, jotka toi-
mivat tiiviissä yhteistyössä keskenään. Kuviossa 5 on kuvattu ilmailun turvallisuuden kansain-
välinen toimintaketju Suomen näkökulmasta. 
 
Kuvio 5 Ilmailun turvallisuuden kansainvälinen toimintaketju Suomen näkökulmasta (Trafi 
2017a, 8) 
ICAO
•Global Aviation Safety Plan 
•ICAO Safety Management System 
EASA
•European Aviation Safety Programme
•EU:n lait ja asetukset
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•Suomen ilmailun turvallisuusohjelma
•Suomen ilmailun turvallisuussuunnitelma
YKSITTÄISET TOIMIJAT
• Toimijoiden omat turvallisuusjohtamisjärjestelmät
 29 
 
Vuonna 1944 perustettu Kansainvälinen siviili-ilmailujärjestö ICAO on ehkä tunnetuimpia il-
mailualan toimijoita kansainvälisesti. Järjestö hallinnoi ns. Chicagon yleissopimusta, joka on 
kansainvälinen siviili-ilmailun yleissopimus. ICAO:n julkaisut asettavat kansainväliselle lento-
liikenteelle minimivaatimukset sekä antavat suosituksia, jotka koskevat järjestön sopimuksiin 
sitoutunutta 191 jäsenvaltiota. Esimerkkinä tämänlaisesta julkaisusta on ICAO:n Global 
Aviation Safety Plan (GASP). GASP -sopimuksen avulla ICAO vahvistaa siviili-ilmailun turvalli-
suuden priorisoinnin sekä turvallisuuden jatkuvan parantamisen jäsenmaissaan. Sopimus tar-
joaa puitteet alueellisten, paikallisten sekä kansallisten suunnitelmien kehittämiselle sekä to-
teuttamiselle. Tämän GASP -sopimuksen avulla ICAO edistää kansainvälisen siviili-ilmailun tur-
vallisuuden parantamista tähtäävien toimien yhdenmukaisuutta ja sopimuksessa mainittavien 
tavoitteiden priorisointia. (ICAO 2017a; ICAO 2017b.) 
 
Euroopan tasolla ilmailualan turvallisuuden keskeisimmät toimijat ovat Euroopan unioni (EU) 
sekä vuonna 2002 perustettu Euroopan lentoturvallisuusvirasto EASA, joka on EU alueella toi-
miva ilmailuviranomainen. EASA:n tehtävänä on varmistaa Euroopan alueella korkein turvalli-
suustaso sekä korkein ympäristösuojelun taso sekä varmistaa näiden ylläpito. Lisäksi EASA var-
mistaa jäsenvaltioiden yhtenäiset sääntely- ja sertifiointiprosessit, edistää sisäisiä ilmailu-
markkinoita luomalla tasapuoliset toimintaedellytykset. EASA noudattaa kansainvälisiä sopi-
muksia ja työskentelee yhteistyössä kansainvälisten ilmailujärjestöjen kanssa. (EASA 2017.) 
 
Suomessa ilmailualan valvovana viranomaisena toimii Liikenteen turvallisuusvirasto Trafi. Tra-
fin tehtävänä on valvoa Suomen lentoturvallisuutta varmistamalla, että ilmailun perussään-
nöksiä noudatetaan. Suomessa noudatettavat perussäännökset muodostuvat ilmailulaista 
864/2014 sekä EU:n asetuksista. (Trafi 2017b.) Trafi tarkentaa EU:n lainsäädäntöä omilla tar-
kemmilla, lakia täydentävillä kansallisilla ilmailumääräyksillä uusimpien kansainvälisten stan-
dardien ja suositusten mukaisesti. Tästä esimerkkinä Trafin julkaisema Suomen ilmailun tur-
vallisuusohjelma (Trafi 2017a), jossa määritellään Suomen ilmailun turvallisuuspolitiikka, ta-
voitteet ja resurssit.  Lisäksi FASP:iin on kirjattu Trafin linjaukset turvallisuuden hallinnan 
keinoista (mm. turvallisuustutkinta sekä lupakirja-asiat), turvallisuuden varmistamisen ja 
edistämisen vaatimukset (mm. koulutus ja turvallisuusviestintä).  
 
6 Turvallisuudenhallintajärjestelmä (SMS) ilmailussa 
Ilmailualalla käytössä oleva turvallisuudenhallintajärjestelmä (SMS) on järjestelmällinen ja 
jäsennelty toimintamalli, jolla pyritään lentoturvallisuuden parantamiseen. Järjestelmän 
avulla organisaation tunnistavat ja hallitsevat vaaratekijöitä ja niistä mahdollisesti aiheutuvia 
riskejä (Järveläinen 2014, 5). Turvallisuudenhallintajärjestelmän puitteet koostuvat neljästä 
kattavammasta osasta, joihin sisältyy 12 elementtiä (Kuvio 6). 
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Kuvio 6 ICAO SMS puitteet (ICAO 2013, 160-161; Järveläinen 2014, 6) 
ICAO on julkaissut turvallisuudenhallintajärjestelmän vaatimuksia käsittelevän Safety Manage-
ment Manualin (SMM). ICAO:n laatiman SMM:n (2013, 159) mukaan turvallisuudenhallintajär-
jestelmällä varmistetaan ilma-alusten turvallinen toiminta lentoturvallisuusriskien hallinnan 
avulla.  Järjestelmän tarkoituksena on jatkuvasti kehittää turvallisuutta tunnistamalla vaa-
roja, keräämällä sekä analysoimalla tietoa sekä arvioimalla turvallisuusriskejä jatkuvasti. 
SMS:n avulla pyritään ennaltaehkäisemään tai lieventämään riskejä ennen kuin ne aiheuttavat 
ilmailuonnettomuuksia ja -vaaratilanteita. Turvallisuudenhallintajärjestelmässä määritellyt 
vaatimukset koskevat niitä ilmailualan palveluntarjoajia, joiden toimintaan liittyy ilma-alus-
ten turvallisuus. Turvallisuudenhallintajärjestelmä voi vaikuttaa epäsuorasti myös muihin or-
ganisaation toimintoihin, esimerkiksi henkilöstöresursointiin (ICAO 2013, 159-160.) 
 
6.1 Turvallisuuspolitiikka ja tavoitteet 
ICAO:n mukaan (2013, 161-164) turvallisuuspolitiikka määrittelee organisaation turvallisuu-
denhallintajärjestelmän periaatteet, prosessit ja menetelmät tavoitellun turvallisuustason 
saavuttamiseksi. Turvallisuuspolitiikan on vastattava kansainvälisiä ja kansallisia vaatimuksia. 
Vastuullinen johdon sitouttaminen on sisällytettävä turvallisuuspolitiikkaan, jolloin johto si-
toutuu edistämään jatkuvan parantamisen periaatteen mukaisesti toimintaansa kaikilla toi-
minnan osa-alueilla. Järveläisen mukaan (2014, 7) turvallisuuspolitiikan on oltava organisaa-
tion tarpeiden mukaan räätälöity ja osoittaa sitoutumista riittävien resurssien määrittämisellä 
• Johdon sitouttaminen ja tehtävät
• Turvallisuuden vastuualueet
• Avainhenkilöiden nimeäminen
• Varautumissuunnittelu hätätilanteisiin
• SMS dokumentointi
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turvallisuudenhallintajärjestelmään ja sen käyttöön. Turvallisuuspolitiikan tulee Järveläisen 
mukaan rohkaista kaikkia työntekijöitä osallistumaan aktiivisesti kaikkien turvallisuudenhallin-
tajärjestelmän osatekijöiden toteuttamiseen sekä kannustaa organisaatiota toteuttamaan 
Just Culture – periaatetta. 
 
Turvallisuuden vastuualueet, niistä vastaavat avainhenkilöt sekä heidän tehtävänsä tulee olla 
määritelty selkeästi organisaatiossa (Järveläinen 2014, 8). Organisaation on yksilöitävä SMS-
vastuuhenkilö, joka on lopullisessa vastuussa turvallisuudenhallintajärjestelmän toteuttami-
sesta sekä ylläpidosta. Lisäksi organisaation tulee määritellä alemmat hallintotasot ja niiden 
avainhenkilöt, joilla on valtuudet tehdä turvallisuusriskien sietokykyä koskevista päätöksistä. 
Avainhenkilöiden lisäksi organisaatiossa on määriteltävä turvallisuuskomitea (SRB), joka voi 
koostua organisaation koosta riippuen muutamassa avainhenkilöstä tai muista edustajista. 
Kaikkien turvallisuudenhallintajärjestelmää käsittelevien asianomaisten on käsiteltävä turval-
lisuusasioita säännöllisesti. (Järveläinen 2014, 8-9; ICAO 2013, 165.) 
 
Järveläinen kuvailee (2014, 10) hätätilannesuunnitelman sisältävän kuvauksen työntekijöiden 
tehtävistä hätätilanteen sattuessa. Organisaation on varmistettava, että hätätilannesuunni-
telma on sisällytetty asianmukaisesti organisaation valmiussuunnitelmiin (ICAO 2013, 170). 
Hätätilannesuunnitelman vähimmäisvaatimuksena on määrittää siirtyminen normaalitilasta 
hätätilannetoimintaan, hätätilanteen johtovastuiden ja tehtävien nimeäminen, prosessikuvaus 
toimenpiteiden koordinointi hätätilanteessa, sekä prosessikuvaus toiminnan turvallisesta jat-
kamisesta tilanteen jälkeen (Järveläinen 2014, 10.) 
 
Turvallisuudenhallintajärjestelmään sisältyy oleellisesti myös dokumentointi. Organisaation 
on kehitettävä ja hyväksyttävä turvallisuudenhallintajärjestelmän käyttöönottosuunnitelma, 
joka määrittelee organisaation lähestymistavan turvallisuuden hallintaan siten, että turvalli-
suustavoitteet täyttyvät. Turvallisuudenhallintajärjestelmän dokumentoinnin on sisällettävä 
organisaation turvallisuuspolitiikka ja -tavoitteet, vastuullisen johtajan ja muiden avainhenki-
löiden vastuiden ja tehtävien määritelmät, turvallisuuteen liittyvien prosessien, menettelyi-
den ja tarkistuslistojen kuvaukset, auditointien tulokset ja niihin pohjautuneet toimenpiteet, 
riskiarvioinnin ja riskien vähentämistoimenpiteiden tulokset sekä vaaratekijöiden seurannan 
(ICAO 2013, 170-171; Järveläinen 2014, 12.) 
 
6.2 Turvallisuusriskien hallinta 
ICAO:n määritelmän (2013, 172) mukaan turvallisuusriskien hallintaprosessin (Kuvio 7) avulla 
pyritään tunnistamaan organisaation ilmailutoimintoihin kohdistuvat vaaratekijät ja ennalta-
ehkäisemään näistä vaaratekijöistä muodostuvia riskejä määritellyn turvallisuustason saavut-
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tamiseksi. Hallintaprosessi käynnistyy organisaation toimintoihin kohdistuvien vaarojen tun-
nistamisella. Vaarojen tunnistaminen on jatkuva ja olennainen osa organisaation turvallisuus-
johtamista ja -prosesseja. Organisaation on suoritettava vaarojen tunnistamista aina, kun or-
ganisaatiossa tapahtuu merkittäviä muutoksia kalustossa, organisaatiorakenteessa tai käytet-
tävissä menetelmissä tai kun tiedostetaan uuden riskin mahdollisuus. Osana vaarojen tunnis-
tamisprosessia organisaatiolla tulee olla käytössä raportointi- sekä ilmoitusjärjestelmät, joi-
den avulla organisaation työntekijät voivat ilmoittaa havaitsemistaan vaaratekijöistä. Järjes-
telmien avulla organisaatio pystyy tuottamaan tietoa turvallisuuden parantamiseksi toimin-
noissaan. Organisaatio voi harjoittaa vaarojen tunnistamista erilaisin menetelmin, esimerkiksi 
sisäisten ja ulkoisten turvallisuusarvioiden ja -auditointien avulla. (ICAO 2013, 173–174; Järve-
läinen 2014, 16-18.) 
 
 
Kuvio 7 Turvallisuusriskien hallintaprosessi (ICAO 2013, 173 mukaillen) 
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Vaarojen tunnistamisen jälkeen organisaation tulee suorittaa riskien arviointi, johon sisältyy 
havaittujen riskien todennäköisyyden ja vakavuuden arviointi. Turvallisuusriskien levennyk-
seen yleisimmin käytetyt menetelmät ovat ICAO:n (2013, 178) mukaan riskien välttäminen, 
vähentäminen ja eristäminen. Riskin välttämistä käytetään tilanteissa, jos turvallisuusriski on 
suurempi kuin toiminnan jatkamisesta koituva hyöty. Riskin pienentämisellä tarkoitetaan ti-
lannetta, jolloin riskin aiheuttamaa toimintaa tehdään harvemmin tai vastaavasti ryhdytään 
toimenpiteisiin riskin toteutumisen seurausten lieventämiseksi. Riskiä eristettäessä organisaa-
tio toteuttaa toimenpiteitä riskin toteutumisen seurausten eristämiseksi. (ICAO 2013, 178; 
Järveläinen 2014, 24.) 
 
6.3 Turvallisuuden varmistaminen 
Turvallisuuden varmistaminen koostuu organisaation eri toiminnoista ja prosesseista, jotka 
määrittelevät SMS:n toimivuuden tavoitteiden ja vaatimusten mukaisesti. Keskeisimmät pro-
sessit ovat turvallisuustason valvonta ja arviointi, muutosjohtaminen sekä toiminnan jatkuva 
parantaminen. Turvallisuuden varmistamisprosessi täydentää organisaation laadunvarmistusta 
ja tarkkailee erityisesti turvallisuusriskien hallinnan tehokkuutta. Organisaation tulee valvoa 
jatkuvasti sen sisäisiä prosesseja sekä toimintaympäristöään mahdollisten muutosten sekä tur-
vallisuusriskien havaitsemiseksi. Turvallisuuden varmistamiseen sisältyy oleellisesti korjaavien 
toimenpiteiden kehittäminen ja implementointi. (ICAO 2013, 179.) 
 
Turvallisuustason valvonta ja sen arviointi ovat ensimmäinen osa turvallisuuden varmistamis-
prosessia. Järveläisen (2014, 26) mukaan turvallisuustason hallinta voi perustua vain turvalli-
suuden tason mittaamiseen, joka toteutetaan turvallisuustietojen avulla. ICAO:n mukaan 
(2013, 180) nämä kyseiset turvallisuustason mittaamiseen käytettävät tiedot tuotetaan turval-
lisuusraportointijärjestelmän kautta. Turvallisuustietoja voidaan tuottaa joko pakollisten- tai 
vapaaehtoisten tapahtumailmoitusjärjestelmistä saatavien dokumenttien kautta, esimerkiksi 
vaaratilanneraporttien tai asiakasvalitusten avulla. Organisaation on myös kannattavaa hyö-
dyntää muista lähteistä saatavia dokumentteja (esimerkiksi onnettomuustutkinnan dokumen-
tointi) tukemaan omaa arviointiaan. (ICAO 2013, 180-181; Järveläinen 2014, 26; 28.) 
 
Muutosjohtaminen kuuluu oleellisena osana turvallisuuden varmistamisprosessia. Organisaa-
tion tulee kehittää ja ylläpitää prosessia, jonka avulla tunnistetaan turvallisuustasoon vaikut-
tavat muutokset. Organisaatiorakenteen muutokset, muutokset sisäisissä toiminnoissa ja pro-
sesseissa sekä toimintaympäristön muutokset ovat kaikki tapahtumia, johon organisaation tu-
lee osata vastata toiminnallaan. Nämä muutokset voivat vaikuttaa organisaation turvallisuus-
riskien lieventämisprosessin asianmukaisuuteen ja tehokkuuteen, jonka vuoksi vaaratekijät 
voivat lisääntyä. Organisaation tulee ottaa muutosjohtamisessaan huomioon kolme näkökul-
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maa; kriittisyys, järjestelmien ja toimintaympäristön vakauttaminen sekä aiemman suoritus-
kyvyn arviointi. Kriittisyyden arvioinnin avulla organisaatio määrittelee järjestelmät sekä toi-
minnot, jotka ovat välttämättömiä ilma-aluksen turvallisuudelle. Kriittisyyden avulla korjaa-
vat toimenpiteet varmistetaan mahdollisten riskien varalle. Kunnollisella suunnittelulla on 
oleellinen vaikutus myös organisaation järjestelmien ja toimintaympäristön vakauttamisessa. 
Organisaation olisi hyödynnettävä aiempia suorituksiaan turvallisuuden edistämiseksi muutos-
tilanteissa. Aiempien toimien seuranta varmentaa korjaavien toimien tehokkuuden. Muutosti-
lanteessa organisaation tulee myös huolehtia vaarojen analysointinsa sekä muiden oleellisten 
prosessien pätevyys, ja tehdä näihin tarvittavat päivitykset. (ICAO 2013, 181-182.) 
 
ICAO kuvailee (2013, 182-183) jatkuvan parantamisen prosessina, jonka tehokkuutta organi-
saation tulee seurata ja arvioida saavuttaakseen jatkuvan turvallisuustason parantamisen. 
Jatkuvaa parantamista mitataan organisaation toiminnoissa turvallisuusindikaattoreiden (SPI) 
avulla. Jatkuvaa parantamista tukevat organisaation turvallisuuden varmistusprosessit, kuten 
sisäiset arvioinnot ja riippumattomat auditoinnit. ICAO:n määrittelyn (2013, 184) mukaan or-
ganisaation sisäiset arvioinnit tulee suorittaa henkilö, joka on riippumaton arvioitavasta toi-
minnasta. Ulkoiset auditoinnit jatkuvasta parantamisesta voidaan suorittaa viranomaisten, 
alan järjestöjen tai kolmannen osapuolen toimesta, jotka organisaatio itse valitsee. 
 
6.4 Turvallisuuden edistäminen 
Turvallisuuden edistämisellä pyritään organisaatiossa luomaan myönteisen turvallisuuskulttuu-
rin sekä ympäristön, joka samalla edistää organisaation turvallisuustavoitteiden saavutta-
mista. Positiivisen turvallisuuskulttuurin pohjana toimivat arvot, asenteet sekä yhtenäinen si-
toutuminen näihin turvallisuustavoitteisiin. Turvallisuuden edistäminen vaikuttaa niin organi-
saation kuin siihen kuuluvan yksilön toimintaan, täydentää toiminta- ja menettelytapoja sekä 
luo turvallisuutta tukevan arvojärjestelmän. Organisaation johdolla on merkittävä rooli tur-
vallisuuskulttuurin edistämisessä. Lisäksi henkilöstöön kohdistuvalla koulutuksella ja ohjeis-
tuksella, avoimella tiedon jakamisella sekä tehokkaalla turvallisuusviestinnällä edistetään tur-
vallisuutta organisaatiossa. (ICAO 2013, 183.) 
 
ICAO:n määrittelemien (2013, 183-184) vaatimusten mukaan organisaation tulee kehittää sekä 
ylläpitää turvallisuuskoulutusohjelmaa, jolla varmistetaan henkilöstön koulutus ja pätevyys 
SMS-velvollisuutensa suorittamista varten. Koulutuksen järjestäminen henkilöstölle osoittaa 
johdon sitoutumista tehokkaaseen SMS-järjestelmään. Turvallisuuskoulutuksen tulee sisältää 
tietyt käsiteltävät teemat, jotka koskevat mm. organisaation turvallisuuspolitiikkaa, turvalli-
suusriskien hallintaa sekä turvallisuusraportointia. Organisaation tulee määritellä ja dokumen-
toida turvallisuuskoulutusta koskevat standardit, jotka eritellään koskemaan koko henkilöstä. 
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Lisäksi organisaation tulee määritellä turvallisuuskoulutuksen sisältö, vastuu ja rekisterinpito. 
(ICAO 2013, 183-184.) 
 
Organisaatiossa tapahtuvan monitasoisen turvallisuusviestinnän tarkoituksena on välittää tur-
vallisuuskriittisiä tietoja, lisätä tietoisuutta korjaavista toimista sekä selittää turvallisuustoi-
mien ja -menetelmien tarpeellisuus. Organisaatio voi hyödyntää turvallisuusviestinnässä eri-
laisia kanavia, kuten sähköisiä palvelimia tai painettuja julkaisuja. Turvallisuusviestintä kos-
kee koko henkilöstöä, mutta sen koordinointi ja päävastuu on organisaation johdossa. Turval-
lisuusjohtajan tehtävänä on tiedottaa säännöllisesti organisaation turvallisuustason kehitys-
suuntauksista ja esillä olevista turvallisuuskysymyksistä.  Turvallisuusviestinnän tehosta-
miseksi positiivinen viestintäkulttuuri tulee jalkauttaa myös henkilöstöön. Organisaation tulee 
näin ollen kannustaa henkilöstöä raportoimaan aktiivisesti ja ilmoittamaan havaitsemistaan 
turvallisuusvaaroista ilman syyllistämisen pelkoa. (ICAO 2013, 185.) 
 
7 Kohdeorganisaatio Finnair Oyj 
7.1 Organisaation kuvaus 
Finnair Oyj on vuonna 1923 perustettu, Aasian ja Euroopan väliseen matkustaja- ja rahtilii-
kenteeseen erikoistunut suomalainen lentoyhtiö. Finnair Oyj on osittain valtio-omisteinen, 
sillä valtio omistaa Finnairin osakkeista 55,8 prosenttia. Muut osakkeet on jaettu julkisyhtei-
söjen, rahoitus- ja vakuutuslaitosten, yksityisten yritysten sekä kotitalouksien kesken. Yhtiön 
liikevaihto oli vuonna 2016 2 317 miljoonaa euroa, ja työntekijöitä oli vuoden lopussa lähes 5 
000 henkilöä. Yhtiön liikevaihto koostui suurimmaksi osin matkustajaliikennepalveluista sekä 
lisäksi matka-, matkatoimisto-, rahti- ja lisäpalveluista. (Finnair 2017; 2017d, 8.) 
 
Finnairin organisaatio ja eri liiketoimintaosastot on kuvattu organisaatiokaaviossa (Kuvio 8). 
Yhtiön toimitusjohtajana on toiminut vuodesta 2013 alkaen Pekka Vauramo. Finnairin liiketoi-
minta on jaettu useisiin eri liiketoimintaosastoihin, joihin sisältyy omat alaosastonsa. Kaupal-
liseen liiketoimintaosastoon sisältyy brändin, markkinoinnin ja myynnin lisäksi matkatoimisto- 
(Aurinkomatkat), rahti- (Cargo) ja lisäpalvelut (mm. Amadeus Finland). Asiakaskokemuksen 
alle sisältyy mm. matkustamo- ja lentoasemapalvelut, catering ja logistiikka sekä asiakasko-
kemuksen kehittäminen. Strategia ja resursointi -osastoon kuuluu mm. analysointi- ja resur-
sointitoiminnot sekä liiketoiminnan kehittämisosasto. Operatiivisiin toimintoihin sisältyy 
lento-, maaliikenne-, tekniikka- ja turvallisuustoiminnot.  
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Kuvio 8 Finnair Oyj:n organisaatiokaavio 
 
7.2 Strategia, missio ja visio 
Finnairin (2017d, 12-14) mukaan yhtiö on strategiassaan sitoutunut lisäarvon tuottamiseen asi-
akkailleen ja osakkeenomistajilleen. Arvonluonti perustuu kasvavaan reittioperointiin, asiak-
kaiden, työntekijöiden ja muiden sidosryhmiensä sitouttamiseen sekä toimintansa ulkoisten 
vaikutusten, kuten ympäristövaikutusten huomioimiseen. Arvonluonnin perustana toimii Finn-
airin turvallinen, täsmällinen ja tehokas operointi. Toiminnan voimakas kasvu näkyy yhtiön 
operoinnissa, ja Finnairin tavoitteena on kaksinkertaistaa Aasian-liikenne vuoteen 2018 men-
nessä. Helsingin maantieteellinen sijainti antaa yhtiölle merkittävän kilpailuedun, sillä useat 
Euroopan ja Aasian väliset reitit kulkevat nykyisin Helsingin kautta. Edellä kuvattu liittyy vah-
vasti Finnairin missioon tarjota Helsingin kautta pohjoisen pallonpuoliskon sujuvimmat ja no-
peimmat lentoyhteydet sekä kotimarkkinoidensa paras lentoverkosto maailmalle. Kasvun li-
säksi Finnairin strategiset painopistealueet ovat asiakas- ja henkilöstökokemus sekä digitaali-
nen transformaatio. 
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Strategiset painopistealueet tukevat Finnairin visiota tarjota asiakkailleen ainutlaatuinen poh-
joismainen kokemus. Niin kuin yhtiön strategian, Finnair perustaa visionsa toimintansa korke-
aan laatuun, luotettavuuteen ja turvallisuuteen sekä lisäksi pohjoismaiseen muotoiluun. Yh-
tiön visio korostuu monenlaisessa toiminnassa, kuten helppokäyttöisissä digitaalisissa palve-
luissa ja business-luokan palveluiden jatkuvassa kehittämisessä. Yhtiön tavoitteena on, että 
palvelu lentoasemalla, loungeissa ja lentokoneessa erottuu edukseen. Finnairin visio antaa 
suunnan kaikille Finnairin työntekijöille ja yhtiön yhteistyökumppaneille asiakaspalvelussa, 
operaatioissa sekä toiminnan ja palveluiden kehittämisessä. (Finnair 2017d, 14.) 
 
7.3 Turvallisuus kohdeorganisaatiossa 
Turvallisuus on Finnarin toiminnan pääprioriteetti. Yhtiö on sitoutunut toteuttamaan, ylläpi-
tämään sekä jatkuvasti tarkastelemaan sekä kehittämään strategiaansa sekä prosessejaan var-
mistaakseen ilmailutoimintojensa asianmukaisen resursoinnin ja jatkuvan kehityksen. Näiden 
toimien avulla yhtiö varmistaa korkean turvallisuustason sekä määräystenmukaiset toiminnot 
ja palvelut. Kaikki yhtiön työntekijät ovat yhdessä varmistamassa yhtiön korkean turvallisuus-
tason. (Finnair 2017a.) 
 
Finnair noudattaa toiminnassaan lentotoimintaa sääteleviä lakeja ja asetuksia (EU), standar-
deja (IOSA) sekä muita toimintaa sääteleviä määräyksiä. Nämä lentotoimintaa koskevat mää-
räykset määrittelevät vaatimukset turvallisuusjohtamisjärjestelmän (SMS) rakenteesta sekä 
toteuttamisesta. Finnairin turvallisuusjohtamisjärjestelmä on rakennettu kappaleessa 5 esi-
tellyn mallin mukaisesti ja kattaa Operations -liiketoimintaosaston toiminnot. 
 
7.4 Turvallisuuden periaatteet: turvallisuuspolitiikka ja Just Culture  
Finnairin turvallisuuspolitiikka kattaa sen koko toiminnan eri osa-alueet, ja on oleellinen osa 
yhtiön yritysturvallisuutta. Yhtiö on turvallisuuspolitiikassaan sitoutunut kehittämään positii-
vista turvallisuuskulttuuria ja jalkauttamaan sen kaikkiin toimintoihinsa. Finnair on sitoutunut 
tarjoamaan henkilöstölleen turvallisen työympäristön, tarvittavat välineet sekä riittävän kou-
lutuksen turvallisen työskentelyn takaamiseksi. (Finnair 2017b, 9.) 
 
Turvallisuuspolitiikassaan Finnair (2017b, 10) on ilmoittanut erilaisia tavoitteita turvallisuus-
toimintoihinsa liittyen, joita yhtiö on sitoutunut noudattamaan. Tavoitteet ylätasolla ovat: 
 
• Turvallisuusraportointi- ja viestintäjärjestelmän vahvistaminen, 
• Työntekijää kannustavan raportointikulttuurin edistäminen asianmukaisten toimenpi-
teiden aloittamiseksi, 
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• Just Culture -toiminnan kehittäminen, 
• Vaarojen tunnistamisen sekä riskienhallintaprosessin vahvistaminen jatkuvan paran-
tamisen mahdollistamiseksi, 
• Henkilökunnan asianmukaisen ilmailun turvallisuutta koskevan tietoisuuden ja koulu-
tuksen varmistaminen,  
• Asianmukaisten turvallisuustavoitteiden ja indikaattorien määrittäminen sekä turval-
lisuustoiminnan jatkuva parantaminen seurannan ja tarkastelun avulla, 
• Ilmailutoimintaa koskevan lainsäädännön sekä muiden sääntelyvaatimusten ja stan-
dardien noudattaminen (EASA, IOSA, EU), 
• Varmistaa, että ulkoisesti tuotettujen toiminnot ja järjestelmät ovat linjassa yhtiön 
turvallisuusstandardien kanssa. 
 
Just Culture on tärkeä osa toimivaa turvallisuusjärjestelmää ja -kulttuuria. Just Culturella 
tarkoitetaan oikeudenmukaisuuden kulttuuria, jossa kaikki ei-toivottuihin tapahtumiin vaikut-
tavat tekijät huomioidaan syyllistämättä. Toimintakulttuuri ei kuitenkaan hyväksy törkeää 
huolimattomuutta tai tahallisia toimia, jotka vaarantavat ilmailun turvallisuutta. Euroopan 
unionin ilmailualaa käsittelevässä asetuksessa N:o 376/2014 on määritelty ilmailualan organi-
saatioiden toiminnan vaatimukset Just Culturen osalta, kuten esimerkiksi raportoijan suojan 
sekä turvallisuusraporttien analysoinnin toteuttamisesta (Kaakinen 2015, 6; EASA 2014). Li-
säksi ICAO on määritellyt Just Culture -kulttuurin suuntaviivat omissa julkaisuissaan (ICAO 
2016). Finnarin lisäksi mm. Finavia kertoo (2016, 28) soveltavansa Just Culture -toimintatapaa 
poikkeamaraportointiin ja raportoijan suojaan. 
 
Just Culture – toiminnan avulla yhtiö pyrkii löytämään toimintojen ja järjestelmien heikot 
kohdat ja haavoittuvuudet sekä kehittää luottamuksellista ilmapiiriä yrityksessä. Toiminnan 
tavoitteena on kannustaa työntekijöitä raportoimaan ja keskustelemaan vapaasti ja avoimesti 
havaitsemistaan turvallisuustapahtumista ilman rangaistuksen pelkoa. Finnair ei hyväksy sään-
töjen vastaista toimintaa, välinpitämättömyyttä tai tekemättä jättämistä missään tilanteessa. 
Samat velvoitteet ja rajat koskevat kaikkia henkilöstön jäseniä positiosta riippumatta. Tahal-
lisesta tai välinpitämättömästä rikkomuksesta on oikeudenmukaista saada kurinpidollinen pa-
laute. (Finnair 2017b, 11.) 
 
Kun tapauksessa epäillään tapahtuneen välinpitämättömyyttä, tahallista sääntöjen noudatta-
mattomuutta tai tekemättä jättämistä, tutkinnan suorittaa sitoutumaton ERG–ryhmä oikeu-
denmukaisuuden takaamiseksi. ERG-ryhmän toiminnan tavoitteena on varmistaa tapauksen 
täydellinen ja oikeudenmukainen tutkinta, jossa tunnistetaan tapahtumaa edesauttaneet 
taustatekijät ja juurisyyt sekä varmistaa määrättyjen toimenpiteiden tehokkuus. (Finnair 
2017b, 11.) 
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7.5 ARMS -riskienhallintaprosessi 
Finnair käyttää operatiivisten riskien arvioinnissa ARMS -metodologiaa (Airline Risk Manage-
ment Solutions).  Metodologia tarkoittaa kokonaisvaltaista riskienhallintaprosessia aina vaaro-
jen tunnistamisesta turvallisuutta koskeviin toimenpiteisiin ja niiden seurantaan. Metodologia 
on kehitetty nimenomaan operatiivisten lentoturvallisuusriskien käsittelyä varten, ja on ylei-
sessä käytössä ilmailualan erilaisissa organisaatioissa. (ARMS Working Group 2010, 11) 
 
ARMS -metodologia pohjautuu ICAO:n Safety Management Systemsin (SMS) ja Safety Manege-
ment Manualin (SMM) määritelmiin menetelmistä, joilla riskejä tulee arvioida ja käsitellä. Me-
todologian lähestymistapa riskien arviointiin poikkeaa perinteisestä toimintamallista. ARMS:n 
tavoitteena on tehdä riskienarvioinnista vähemmän subjektiivista tunnistamalla yksittäisen 
tapahtuman todennäköisin lopputulema ja arvioimalla kyseisen tapahtuman estäneiden suoja-
muurien vahvuudet. Riskien arviointia tehdessä tapahtuman tiedostetut olosuhteet otetaan 
huomioon sellaisenaan, jolloin tapahtuman todennäköisyyteen liittyvä subjektiivisuus vähen-
tyy. (ARMS Working Group 2010, 12) 
 
ARMS -prosessin perustana toimii turvallisuusdata ja niiden perusteella suoritettu vaarojen 
tunnistus. Vaaroja tunnistetaan kolmeen metodiin perustuen, joissa jokaisessa on keskeistä 
turvallisuusdatan käyttö ja analysointi. Reaktiivisessa (Reactive) menetelmässä analysoidaan 
menneitä tapahtumia ja tutkintoja, joista pystytään selkeästi löytämään järjestelmien tai 
prosessien puutoksia. Turvallisuusdataa tähän menetelmään saadaan esimerkiksi henkilökun-
nan tekemistä turvallisuusraporteista, trendianalyyseistä sekä aiemmista tutkimuksista ja ris-
kianalyyseistä. Ennakoivalla (Proactive) menetelmällä tarkoitetaan olemassa olevien tai reaa-
liaikaisten tilanteiden analysointia, joista pyritään tunnistamaan ns. "heikkoja signaaleita" tai 
mahdollisia toiminnassa olevia trendejä. Tietolähteinä käytetään käynnissä olevia tutkintoja, 
auditointeja sekä turvallisuusraportteja. Ennustava (Predictive) menetelmä mukailee ennakoi-
van menetelmän tavoitetta, mutta keskittyy enemmän tulevien vaarojen tai tapahtumien tun-
nistamiseen ja niiden lieventämistoimien luomiseen. Käytettävää turvallisuustietoa saadaan 
esimerkiksi trendianalyyseista, tuotannonhallintaohjelmista sekä koulutus- ja arviointitie-
doista. (Finnair 2017b, 26-27.) 
 
Operatiivista riskien arviointia tarvitaan kolmessa eri asiayhteydessä: 
• Yksittäiset turvallisuustapaukset (raportit / events / ERC), joihin saattaa liittyä kor-
keita riskejä ja vaaditaan välittömiä toimenpiteitä 
• Vaarojen tunnistamisessa (HIT) voidaan löytää Safety Issue   
• Muutosten yhteydessä tehtävät turvallisuustarkastelut (MOC/Safety Assessments) 
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Lentoturvallisuutta koskevan tapauksen (event) käsittelyprosessin ensimmäinen vaihe on 
Event Risk Classification (ERC). ERC:n tarkoitus on suorittaa ensimmäinen riskiarvio tapauk-
sesta. Riskiarvio pyrkii tunnistamaan tapauksen todennäköisimmän lopputuleman, sekä arvioi-
maan tapauksen jäljellä olleiden suojamuurien tehokkuuden. Riskiarvion tuloksena syntyy ky-
seisen tapauksen riskiluokka, numeraalinen riskiarvo sekä toimenpide-ehdotukset. ERC:n jäl-
keen suoritettava tutkinta pyrkii saamaan lisätietoa tapahtumasta, kuten sen juurisyistä ja 
siihen myötävaikuttaneista tekijöistä. Tutkintataso valitaan tapauksen vakavuuden mukaan.  
(ARMS Working Group 2010, 18-19; 21.) Finnairilla ERC -prosessin suorittaa Event Review 
Group (ERG). Tapauksen ja siihen liittyvän raportin käsittelyn lisäksi ERG arvioi liittyykö ta-
paukseen mahdollisesti välinpitämättömyyttä tai tahallisuutta. ERG vastuuttaa ja aikataulut-
taa tapauksen tutkinnan, ja arvioi lopuksi annettujen selvitysten ja tietojen riittävyyden.  
 
Riskien arvioinnin jälkeen organisaation tulee suorittaa toimet riskien pienentämiseksi. Konk-
reettisten toimien tehokkuuden varmentamista varten Finnarin organisaatioon on luotu Safety 
Action Group (SAG) jokaiselle lentotoiminnan osastolle (flight, ground handling,maintenance). 
SAG:n tehtävänä on tunnistaa välittömät toimenpiteet, seurata niiden suorittamista ja tehok-
kuutta toiminnoissa sekä määrittää korjaavat toimenpiteet. Tämän lisäksi ryhmä tarkkailee 
SPI-mittareita kuukausittain, ja reagoi tarvittaessa ennalta määrättyjen hälytysrajojen ylityk-
siin.  SAG:n lisäksi kohdeorganisaatio on nimennyt Safety Review Boardin (SRB), joka tarkaste-
lee kokonaisuudessaan riskitasoa sekä koko turvallisuusjohtamisjärjestelmän (SMS) tehok-
kuutta. 
 
Turvallisuustason seuraaminen on yksi keskeisimmistä vaiheista ARMS-prosessissa ja osa tur-
vallisuuden varmistamista. Seuraamisen avulla on tarkoitus varmistaa, että organisaation eri 
toimintojen hyväksyttävät turvallisuustasot on saavutettu. Seurannassa käytetään samaa da-
taa kuin vaarojen tunnistamisessa sekä riskien arvioinnissa, kuten esimerkiksi lennon aikana 
saatua dataa ja turvallisuusraportteja. Tähän dataan pohjautuen Finnair on määrittänyt Sa-
fety Performance Indikaattorit (SPI:t), joiden avulla yhtiö mittaa ja valvoo toimintansa turval-
lisuuden tasoa sekä suojamuurien tehokkuutta. Finnairin käyttämät SPI:t perustuvat TraFin 
julkaisemaan Suomen ilmailun turvallisuusohjelmaan FASP:iin (Trafi 2017a). Turvallisuusta-
voitteiden saavuttaminen on kunkin linjaorganisaation vastuuhenkilöiden vastuulla.  Indikaat-
toreiden lisäksi turvallisuuden varmistamiseksi yhtiössä suoritetaan auditointeja. Turvallisuus-
auditoinnit suoritetaan turvallisuus ja vaatimustenmukaisuuden seurantaohjelman mukaisesti.  
Auditointien avulla varmistetaan Finnairin eri toimintojen vaatimustenmukaisuus sekä turval-
lisuus. Mahdollisten poikkeamien ja muiden löydösten pohjalta suoritetaan juurisyyanalyysit 
ja korjaavat toimenpiteet. (Finnair 2017b, 40-41.) 
 
Yksittäisten tapausten perusteella organisaation on hyvä suorittaa tietojen keräämisen ja kä-
sittelyn lisäksi tämän datan analysointia. Analysoinnin tarkoituksena on tunnistaa erinäisiä 
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trendejä ja toimenpiteitä vaativia poikkeamia. Analysoinnin avulla voidaan muodostaa koko-
naiskuvia, jolloin yksittäisten tapausten väliset linkit ja yhtäläisyydet huomataan ja niihin voi-
daan puuttua. Tällöin yksittäisistä tapauksista voi muodostua Safety Issue, joka tarkoittaa tur-
vallisuuteen vaikuttavaa yksittäistä vaaraa tai vaarojen yhdistelmää. Näille Safety Issue:lle 
suoritetaan riskiarvio SIRA-mallin mukaisesti (Safety Issue Risk Assessment). SIRA:n avulla ar-
vioidaan ja tunnistetaan kyseisen Safety Issuen myötävaikuttavat tekijät, olemassa olevien 
suojamuurien tehokkuudet sekä Safety Issuen todennäköisten lopputulemien vakavuudet ja 
todennäköisyydet. Finnairin Risk Manager on vastuussa SIRA-prosessista yrityksessä. Finnair 
käyttää Q-Pulsea ARMS-prosessin riskirekisterinä, johon kirjataan mm. Safety Issuet, riskiar-
vioit, toimenpiteet ja niiden vastuuhenkilöt. (ARMS Working Group 2010, 27-28.) 
 
ARMS -prosessiin sisältyy myös Safety Assessment, joka tarkoittaa tietyn toiminnon riskien ar-
viointia. Safety Assessment on keskeinen osa Finnarin muutoksenhallinnan johtamisohjelmaa 
(Management of Change) joka keskittyy tulevaisuuden turvallisten toimintojen takaamiseen. 
Useimmin arviointi suoritetaan muuttuvalle tai kokonaan uudelle prosessille, jolloin varmiste-
taan riittävä turvallisuustaso sekä hyväksyttävä riskitaso. Tarkoituksena on arvioida, onko uu-
teen tai muuttuvaan toimintaan liittyvät riskit hyväksyttäviä. Mikäli näin ei ole, tulee suorit-
taa riskiarviointi riskien pienentämiseksi. (ARMS Working Group 2010, 29.) 
 
7.6 Muita turvallisuustoimintoja 
Safety Review eli turvallisuuskatsaukset ovat suorin ja näkyvin yrityksessä oleva käytäntö tur-
vallisuuden edistämisessä. Safety and Compliance Management (SCM) osasto julkaisee sään-
nöllisesti Safety Review:t kullekin toiminnan osa-alueelle (cabin, flight, ground ja mainte-
nance). Julkaisuvälit voivat vaihdella, mutta useimmat katsaukset julkaistaan neljännesvuo-
sittain. Turvallisuuskatsauksissa käsitellään ajankohtaisia turvallisuuskysymyksiä, uusimmat 
turvallisuusmittarit, tietoja liiketoiminta-alueen ulkoisista tapauksista sekä koosteet turvalli-
suusraporteista. (Finnair 2017a.) 
 
Finnair suorittaa operatiiviselle henkilöstölleen kerran kahdessa vuodessa turvallisuuskyselyn 
(Safety Survey). Kyselyn avulla on tarkoitus selvittää, miten työntekijät näkevät yrityksen tur-
vallisuuskulttuurin ja siihen liittyvät toiminnot ja prosessit. Palaute työntekijöiltä on osa tur-
vallisuuden varmentamista. Kyselyn analyysin keskeisiä tuloksia tarkastellaan johdon katsel-
muksissa (SRB) ja viestitään asianomaisille linjaorganisaatioille. Saatuja vastauksia käytetään 
myös turvallisuusriskien ja -vaarojen tunnistamiseen (HIT).  
 
Koulutuksella ja ohjeistuksella on hyvin suuri merkitys yhtiön turvallisuustason varmistami-
sessa ja kehittämisessä. Säännölliset henkilöstön koulutukset, jatkuvasti kaikkien saatavilla 
olevat ajantasaiset ohjeistukset sekä tehokas ja monitasoinen turvallisuusviestintä tukevat 
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yrityksen kriittisiä toimintoja tehokkaasti. Näillä toimilla yhtiö varmistaa jatkuvan turvalli-
suuskulttuurin kehittymisen. 
 
8 Kehitystehtävän prosessikuvaukset 
8.1 Lentoturvallisuusraportointi 
Lentoturvallisuusraportointi on monivaiheinen prosessi. Prosessiin linkittyy monia henkilöitä 
eri toiminnan osastoilta. Prosessin ensimmäinen vaihe on itse tapahtuma ja siitä raportointi. 
Ilmoittaja kirjaa lentoturvallisuusraportin, jonka tyyppi valitaan tapahtuman kohdealueen 
mukaan. Tässä prosessikuvauksessa keskitytään kolmeen lentoturvallisuusraporttiin. Aircraft 
Safety Report (ASR) luodaan tapauksista, jotka tapahtuvat ilma-aluksessa lennon aikana. 
Ground Safety Report (GSR) koskee maapalveluiden ja -huolinnan toimintoja. Kolmas raportti-
muoto on Maintenance Safety Report (MSR), johon kirjataan ilma-aluksen teknisiin toimintoi-
hin liittyvät poikkeamat. Sekä raportointi- että tutkintaprosessi ovat samanlaisia raporttityy-
pistä riippumatta. 
 
Finnarin periaatteisiin kuuluu, että jokainen tapaus tai onnettomuus tutkitaan perusteellisesti 
(2017b, 35). Jokainen raportti käsitellään luottamuksellisesti sekä määräystenmukaisesti.  
Kun ilmoittaja on lähettänyt valmiin raportin, se siirtyy Q-Pulse hallintajärjestelmään, josta 
SCM:n Safety Advisor ottaa raportin käsittelyyn. Safety Advisor tarkastelee raportin ja tutkin-
nan ja määrää omistajan. Raportin omistaja määräytyy raportointityypin mukaan sille henki-
lölle, kenen vastuualueeseen tapaus sijoittuu. Tämän lisäksi Safety Advisor suorittaa riskien 
arvioinnin sekä tapauksen luokittelun. Riskiarvio vaikuttaa tutkinnan laajuuteen sekä mahdol-
lisiin jatkotoimenpiteisiin. Luokittelu on tapausten indeksointia ja mahdollistaa turvallisuus-
mittarien (SPI) luomisen. 
 
Safety Advisorin käsittelyn jälkeen raportti etenee Event Review Groupin (ERG) käsittelyyn. 
ERG muodostuu erikseen nimitetyistä henkilöistä. ERG käsittelee raportin ja päättää tapauk-
sen tutkintatason. Lisäksi ERG arvioi, liittyykö tapaukseen mahdollisesti välinpitämättömyyttä 
tai tahallisuutta. Tutkintaa varten ERG luo, aikatauluttaa ja vastuuttaa tarvittavat tehtävät 
mahdolliselle lisätiedon antamiselle, juurisyiden selvittämiselle ja korjaavien toimenpiteiden 
suorittamiselle. Kun tarvittavat lisätiedot on annettu ja kaikki tutkintavaiheet ovat valmiit, 
ERG arvioi annettujen tietojen riittävyyden. Mikäli lisätietoa ei tarvita, tutkinta voidaan sul-
kea ja raportti on näin ollen käsitelty. Mikäli tapausta tulee käsitellä Just Culture -asiana, Sa-
fety Manager kutsuu kokoon puolueettoman tutkintaryhmän, jota vetää Safety and Compli-
ance Management -osasto. 
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Safety Action Group (SAG) sekä Hazard Identification Group (HIT) eivät osallistu varsinaisesti 
raportoinnin käsittelyprosessiin, mutta seuraavat tapahtumia. SAG:n tehtävänä on varmistaa, 
että tutkinta pysyy asetetussa aikataulussa. HIT tarkastelee raportteja myös säännöllisin vä-
liajoin. Ryhmän tehtävänä on tunnistaa, mikäli raporteista löytyy toistuva trendi tai tapaus on 
vakava ja vaatii johdon välittömän huomion. Toistuvan trendin tai vakavan tapahtuman sattu-
essa HIT:n tehtävänä on määritellä, vaatiiko kyseinen tapahtuma systemaattisen riskienarvi-
oinnin vaarojen tunnistamiseksi sekä niiden ehkäisemiseksi. 
 
8.2 Auditointiraportointi 
Auditointiprosessi käynnistyy auditoijan suorittaessa auditoinnin. Auditoinneista saadut ha-
vainnot kirjataan Q-Pulseen joko auditoijan itsensä tai Safety Advisorin toimesta riippuen 
siitä, onko kyseessä sisäinen vai ulkoinen auditointi. Auditoinnin havainnoille nimetään omis-
tajat, jotka ovat vastuussa havaintojen määräyksenmukaisesta käsittelystä sekä aikataulutuk-
sesta. Lisäksi havainnoille suoritetaan riskiarviointi sekä -luokittelu. Kunkin havainnon omis-
taja määrää omien havaintojensa tutkintavaiheet ja niiden vastuuhenkilöt. 
 
Tutkintavaiheiden vastuuhenkilöt vastaavat heille osoitettuihin tehtäviin ja määräävät tarvit-
taessa lisätietoja antavia toimenpiteitä tutkintavaiheiden valmiiksi saamista varten. Tutkinta-
vaiheiden vastuuhenkilöiden tulee varmistaa, että kaikki korjaavat sekä ennaltaehkäisevät 
toimenpiteet on kirjattu asianmukaisesti. Suoritettujen toimenpiteiden oikeellisuuden varmis-
taa SCM -osaston edustaja. Mikäli tiedot ja selvitykset tulkitaan riittäviksi ja lisätietoa ei tar-
vita, tutkinta voidaan sulkea ja raportti on näin ollen käsitelty. 
 
SAG:n ja HIT:n roolit ovat auditointihavainnoiden käsittelyssä vastaavanlaiset kuin lentotur-
vallisuusraportoinnissa. Ryhmät eivät osallistu varsinaisesti raportoinnin käsittelyprosessiin, 
mutta valvovat kokonaisprosessia. SAG:n tehtävänä on varmistaa, että auditointiprosessi nou-
dattaa määräyksiä ja määräysten mukaista aikataulua. HIT tarkastelee raportteja ja reagoi 
niihin, mikäli auditointiraporteista pystyy tunnistamaan toistuvan trendin. Tällöin HIT:n teh-
tävänä on suorittaa oma tutkintansa vaarojen tunnistamiseksi ja prosessien parantamiseksi. 
 
9 Viestintäprosessin nykytilanne raportoinnissa 
Lentoturvallisuus- ja auditointiraportointien viestintä tapahtuu suurimmassa osin Q-Pulse -jär-
jestelmän kautta. Järjestelmään on luotu viestipohjia, jotka on ohjelmoitu lähtemään tie-
tyissä käsittelyvaiheissa tietyille henkilöille. Q-Pulsen lähettämä sisäinen viestintä kohdistuu 
tutkintaa toteuttaviin, siihen osallistuviin sekä tapauskohtaisille linjaorganisaation henkilöille. 
Ulkoinen viestintä kohdistuu tapauksesta riippuen esimerkiksi viranomaisiin tai ulkopuolisiin 
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alihankkijoihin. Molemmista raportointiprosesseista voidaan erottaa kaksi viestityyppiä; ns. 
informatiiviset muistutus- ja tiedotusviestit sekä mahdollisia toimenpiteitä pyytävät viestit.  
 
9.1 Lentoturvallisuusraportointi 
Lentoturvallisuusraportoinnin viestintäprosessi (Kuvio 9) käynnistyy, kun raportoijan luoma ra-
portti siirtyy Q-Pulse -ohjelmistoon. Ohjelmistoon tulleesta raportista lähtee ilmoitus SCM yk-
sikön edustajalle (Safety Advisor) lentoturvallisuusraportin tyypin mukaan (ASR, GSR, MSR). 
Safety Advisor aloittaa tapauksen käsittelyn, jolloin hän luo tutkinnan ja määrittää siitä vas-
taavat henkilöt. Kun raportti on käsitelty, Q-Pulse lähettää sähköpostiviestin kyseisen tapauk-
sen raportoijalle. Tämän lisäksi, ohjelmisto lähettää ilmoitukset tutkinnan avaamisesta tut-
kinnan omistajalle ja muille siihen osallistuville heille kohdistetuista vastuista. Tutkinnan 
aloittamisesta lähtee tarpeen mukaan tieto Q-Pulsen kautta myös viranomaiselle (TraFi) sekä 
tapauksen omaavalle linjaorganisaatiolle. 
 
 
Kuvio 9 Viestintäprosessikaavio lentoturvallisuusraportoinnissa 
 
Tutkinnan aikana Q-Pulse lähettää sisäistä viestintää kunkin tutkintavaiheen valmiiksi saami-
sen yhteydessä kyseisen tutkintavaiheen vastaavalle. Lisäksi ohjelmisto lähettää viestintää 
tutkinnan aikana tapahtuneista muutoksista tutkintaan osallistuville, esimerkiksi tutkintavai-
heen omistajan vaihtumisesta. Kun kaikki tutkintavaiheet ovat valmiita, tutkinta palaa hyväk-
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syttäväksi SCM -yksikköön. Tällä hetkellä lentoturvallisuusraportin tutkintavaiheiden valmistu-
misesta (kaikkiin asetettuihin tehtäviin on vastattu) ei lähde järjestelmän lähettämää viestiä 
SCM:lle. 
 
Tutkinnan arvioiva ERG pyytää tarvittaessa lisäselvityksiä tutkintavaiheisiin ja niiden toimen-
piteisiin. Mikäli kaikki on kunnossa, tutkinta voidaan hyväksyä ja sulkea. Tutkinnan hyväksymi-
sestä lähtee järjestelmän Final Feedback Letter -yhteenvetoviesti tutkinnan omistajalle sekä 
tutkinnan pohjana toimineen lentoturvallisuusraportin alkuperäiselle laatijalle. 
 
9.2 Auditointiraportointi 
Auditointiraportoinnin viestintäprosessi (Kuvio 10) mukailee lentoturvallisuusraportoinnin pro-
sessimallia. Auditointiprosessissa Q-Pulsen lähettämä sisäinen viestintä kohdistuu SCM -yksi-
kön auditoijaan ja laatupäällikköön sekä tutkintaan osallistuviin linjaorganisaation edustajiin. 
Sisäisen auditoinnin suorittanut SCM –yksikön auditoijia kirjaa auditointiraportin Q-Pulseen, 
johon liitetään myös auditoinnin aikana tehdyt havainnot. Ensimmäinen sähköpostiviesti jär-
jestelmästä lähtee laatupäällikölle, joka hyväksyy auditointiraportin ja siihen kirjatut havain-
not. Tämän jälkeen jokaiselle havainnolle määrätään omistaja, josta lähtee tieto Q-Pulsen lä-
hettämän sähköpostiviestin kautta. 
 
 
Kuvio 10 Viestintäprosessikaavio auditointiraportoinnissa 
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Havaintojen vastaamisen aikana järjestelmä lähettää tarpeen mukaan erilaisia sähköpostivies-
tejä havaintojen omistajille ja niihin vastaajille. Nämä muistutus-, tiedotus- sekä toimenpide-
viestit ovat lähes identtisiä lentoturvallisuusprosessin viestien kanssa.  Kun havaintoon on an-
nettu vastaus, järjestelmä lähettää tiedon havainnon tarkastajalle, joka hyväksyy vastauksen. 
Q-Pulse lähettää tarpeen mukaan myös muistutusviestejä, mikäli käsittelyaika on menossa 
umpeen. Järjestelmään on ohjelmoitu viestikomennot, jotka lähtevät havainnon käsittelyyn 
osallistuville kaikista oleellisista muutoksista (kuten lisäselvityspyynnöistä). Kun kaikkiin ha-
vaintoihin on hyväksytysti vastattu, Q-Pulse lähettää tiedon laatupäällikölle, joka tarkastaa 
auditin. Kun kaikki on kunnossa, laatupäällikkö sulkee auditin, josta lähtee tieto auditoijalle 
sekä auditoiduille. 
 
10 Tutkimusmenetelmät 
Opinnäytetyö on näkökulmaltaan laadullinen sekä toiminnallinen opinnäytetyö. Tutkimuspro-
sessin aikana suoritettiin haastatteluja kohdeorganisaation sisällä sekä yksi vertaisarviointi or-
ganisaation ulkopuoleiselle toimijalle. Laadullisten menetelmien tavoitteena oli saada mah-
dollisimman kattavaa ja monipuolista dataa, joista saataisiin analysoitua tarkoituksenmukaisia 
tuloksia.  
 
10.1 Toiminnallinen opinnäytetyö  
Toiminnallisella opinnäytetyöllä voidaan kuvata toimeksiantajalle tehtyä kehittämistyötä, 
jonka tavoitteena on ammatillisessa kentässä käytännön toiminnan kehittämistä, ohjeista-
mista tai järjestämistä.  Toiminnallisessa opinnäytetyössä yhdistyy käytännön toteutus sekä 
tutkimusviestinnän keinoin toteutettu raportointi. Opinnäytetyön tulee olla käytännönlähei-
nen ja työelämälähtöinen, joka osoittaa lisäksi riittävällä tasolla alan tietojen ja taitojen hal-
lintaa.  Tuotoksena voi syntyä opinnäytetyön prosessista riippuen esimerkiksi käytännönohje 
tai prosessiohjeistus. Lopputuloksena voi olla myös jonkin tapahtuman, kuten konferenssin 
tuottaminen. (Airaksinen & Vilkka 2004, 9-10.) 
 
Airaksinen ja Vilkka (2004, 65) kuvailevat toiminnallisen opinnäytetyöprosessin sisältävän ra-
portin sekä produktin. Raportista tulee käydä ilmi miksi ja miten opinnäytetyö on tehty, mil-
lainen prosessi on ollut sekä koko opinnäytetyön tulokset ja johtopäätökset. Opinnäytetyön 
raportointiin sisältyy myös oman työn ja ammatillisen oppimisen kuvaus ja arviointi. Airaksi-
sen ja Vilkan (2004, 79) mukaan toiminnallisen opinnäytetyön raportti oleellinen on osa tutki-
musprosessin dokumentointia. Raportissa viitattujen lähteiden avulla on tarkoitus löytää uusia 
näkemyksiä tutkittavasta asiasta ja perustella opinnäytetyössä syntyneet valinnat. Raportin 
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rakenteeseen vaikuttaa itse työprosessin rakenne. Raportissa tulee käyttää täsmällistä ja pe-
rusteltavaa tekstiä, joka pohjustaa lopullisen produktin eli tuotteen kuvaukselle. (Airaksinen 
& Vilkka 2004, 82–83.) 
 
Toiminnallinen opinnäytetyö katsottiin olevan tarkoituksenmukainen lähestymistapa tämän 
opinnäytetyön eri tekijöiden vuoksi. Opinnäytetyö on kehittämistehtävä, joka tehdään yhteis-
työssä toimeksiantajaorganisaation kanssa. Kehittämistehtävä on työelämälähtöinen ja käy-
tännönläheinen. Opinnäytetyön produktina syntynyt prosessikuvaus sopii myös toiminnallinen 
opinnäytetyön määritelmään. 
 
10.2 Tiedonkeruumenetelmät  
Opinnäytetyössä päädyttiin käyttämään laadullisia tiedonkeruumenetelmiä. Opinnäytetyössä 
käytetyt tiedonkeruumenetelmät valittiin opinnäytetyön luonteen sekä tavoitteen mukaan, 
sillä jo prosessin alkuvaiheessa oli selvää, että opinnäytetyö tulee olemaan kehittämisteh-
tävä. Näin ollen myös laadullisten menetelmien valinta varmistui hyvin aikaisessa vaiheessa. 
Tässä opinnäytetyössä tiedonkeruussa käytettiin benchmarkingia sekä puolistrukturoituja tee-
mahaastatteluja. 
 
Kehittämistehtävän kohteena oleva Q-Pulse -ohjelmisto käsittää hyvin selkeän ja rajatun jou-
kon organisaation sisällä toimivia henkilöitä. Laadullisten menetelmien avulla haluttiin var-
mistaa laadukas sekä kattava tieto rajatulta kohderyhmältä. Vaikka tutkimuksen kohderyhmä 
oli hyvin rajattu, laadullisilla menetelmillä oli mahdollista saada esiin arvokasta tietoa. Tekijä 
koki, että määrällisten menetelmien avulla ei olisi mahdollista saada tarpeeksi kattavaa ja 
tarpeenmukaista tietoa, jonka vuoksi ne jätettiin tämän opinnäytetyöprosessin ulkopuolelle.  
 
Benchmarkingilla eli vertaisarvioinnilla tarkoitetaan toimintaa, jossa kehitettävää toimintaa 
verrataan vastaavanlaiseen, toisen osapuolen tuottamaan toimintaan. Vertailutoiminnan tar-
koituksena on muodostaa näkemys, mikä on vertailtavan toiminnan nykytila ja kuinka sitä voi-
taisiin kehittää. Benchmarkingin avulla saatu aineistolla on suuri arvo kehittämistyötä teh-
dessä, joten vertaisarviointi on syytä valmistella hyvin. Vertailtavat kohteet on osattava va-
lita järkevästi niin, että kohteet ovat ominaisuuksiltaan mahdollisimman lähellä toisiaan. Li-
säksi tulee varmistaa, että tulokset johtavat todellisiin toimenpiteisiin ja ovat tarkoituksen-
mukaisia. (Miettinen 2002, 76-77.) 
 
Miettisen (2002, 76) mukaan yritysturvallisuutta kehittäessä yritys voi vertailla toimintaansa 
kolmella eri tavalla: sisäisesti, ulkoisesti tai suhteessa parhaiten tunnettuihin vertailukohtei-
siin. Sisäisessä vertailussa yritys vertailee oman organisaationsa sisällä olevia toimintoja toi-
siinsa. Ulkoisessa vertailussa yritys taas vertailee valitsemaansa toimintoa ulkopuolisen tahon 
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vastaavaan toimintoon. Miettisen kuvaamassa kolmannessa vertailutavassa yritys vertaa toi-
mintaansa kansainvälisesti arvostettuihin vertailukohteisiin, kuten palkittuihin yrityksiin. 
Erona tässä menetelmässä muihin vertailutapoihin on, että vertailtava yritys voi olla täysin 
toiselta toimialalta.  
 
Haastattelu on laajalti käytetty kvalitatiivisen tutkimuksen päämenetelmä, jonka käyttö on 
yleistä erityisesti kehittämistyössä (Ojasalo, Moilanen & Ritalahti 2014, 106; Hirsjärvi, Remes 
& Sajavaara 2009, 205). Ojasalon ym. (2014, 106) mukaan haastatteluiden avulla saadaan ke-
rättyä syvällistä tietoa kehittämisen kohteesta. Haastattelut korostavat haastateltavan henki-
lön merkityksellisyyttä sekä subjektiivisuutta tutkimustilanteessa, jolloin hänellä on mahdolli-
suus tuoda esille itseään koskevia asioita mahdollisimman vapaasti. (Ojasalo ym. 2014, 106; 
Hirsjärvi ym. 2009, 205.) Haastattelun lajit vaihtelevat täysin järjestelmällisestä struktu-
roidusta haastattelusta aina täydellisen vapaaseen strukturoimattomaan haastatteluun. (Hirs-
järvi ym. 2009, 208). 
 
Opinnäytetyön aikana suoritettiin puolistrukturoidut teemahaastattelut. Hirsjärven ja Hur-
meen (2006, 47) mukaan puolistrukturoiduille haastatteluille ominaista on kysymysten yhte-
näinen muoto kaikille haastateltaville, mutta samalla haastattelijalle jäävä mahdollisuus 
vaihdella kysymysten järjestystä haastattelutilanteen mukaan. Teemahaastattelu on yksi puo-
listrukturoitujen haastattelujen yleisimmistä menetelmistä. Tämä menetelmä poikkeaa hie-
man muista puolistrukturoiduista menetelmistä, sillä teemahaastatteluista puuttuu kysymys-
ten tarkka muoto ja järjestys. Teemahaastattelu on kuvattu olevan lomake- ja avoimen haas-
tattelun välimuoto, jossa haastattelu kohdennetaan ennalta määriteltyihin teemoihin ja aihe-
piireihin. Haastattelumuoto korostaa haastateltavan elämysmaailmaa, kuten tunteita, koke-
muksia ja ajatuksia. Teemahaastattelussa ei käsitellä yksityiskohtia, vaan tarkoituksena on 
saada kokonaisvaltainen näkemys käsiteltävästä teemasta. Haastattelumenetelmä ottaa huo-
mioon yksilöiden erilaiset tulkinnat ja heidän asioille antamat merkitykset. Teemahaastattelu 
korostaa vuorovaikutuksen merkitystä, joka tuo näin ollen haastateltavan äänen kuuluviin. 
(Hirsjärvi ym. 2009, 208; Hirsjärvi & Hurme 2006, 47-48.) 
 
Teemahaastattelut katsottiin olevan tarkoituksenmukainen haastattelumuoto, jotta käsiteltä-
västä teemasta saataisiin mahdollisimman monipuolista tietoa. Haastatteluiden tarkoituksena 
oli kartoittaa turvallisuuden hallintaohjelmiston käyttäjien kokemuksia ja ajatuksia, joten 
puolistrukturoitu menetelmä koettiin parhaimmaksi. Opinnäytetyön kannalta oli oleellista ke-
rätä mahdollisimman laajaa tietoa käyttäjiltä, sillä lopputuotosten kehittely pohjautui hyvin 
vahvasti haastatteluiden kautta saatuihin tietoihin. Pelkällä lomakehaastattelulla ei olisi 
saatu tarpeeksi kattavaa tietoa viestintäprosessin valmistelua varten.  
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10.3 Analysointimenetelmät 
Tässä opinnäytetyössä saatuja tuloksia käsiteltiin sisällönanalyysin avulla. Tuomen ja Sarajär-
ven (2002, 105) mukaan sisällönanalyysin avulla pyritään saamaan tutkittavasta tapauksesta 
tiivistetty ja yleinen kuvaus. Sisällönanalyysi on tekstianalyysia, jonka tarkoituksena on ku-
vata tutkimuksen aineistoa ja luoda siitä sanallinen ja selkeä kuvaus.  Sen lopputuotoksena 
kerättyä aineistoa hyödynnetään johtopäätösten tekoa varten. 
 
Tähän opinnäytetyöhön valittiin sisällönanalyysi analysointimenetelmäksi, koska se katsottiin 
tarkoituksenmukaisimmaksi tutkimuksen laadullisen aineiston vuoksi.  Tuomen ja Sarajärven 
(2002, 110) mukaan laadullisen aineiston analysoinnin tarkoituksena on lisätä aineiston infor-
maatioarvoa, sillä hajanaisesta aineistosta pyritään luomaan selkeä kokonaisuus. Sisällönana-
lyysi tuo selkeyttä laadulliseen aineistoon, joka mahdollistaa luotettavien johtopäätösten te-
kemisen tutkittavasta asiasta. Laadullinen sisällönanalyysi pohjautuu loogiseen päättelyyn ja 
tulkintaan. Aineisto hajotetaan aluksi osiin, käsitteellistetään ja kootaan uudella tavalla loo-
giseksi kokonaisuudeksi. Laadullista analyysiä toteutetaan tutkimusprosessin jokaisessa vai-
heessa. 
 
11 Opinnäytetyön prosessikuvaus 
Opinnäytetyön suunnittelu aloitettiin helmikuussa 2017. Yhteistyöorganisaatio tunnisti nykyi-
sessä raportointijärjestelmässään ongelman, josta organisaatio muokkasi yhdessä tekijän 
kanssa opinnäytetyön tulevan aiheen. Heti aiheen saamisen jälkeen alkoi opinnäytetyön alus-
tavan suunnitelman teko. Finnairin edustaja hyväksyi opinnäytetyösuunnitelman huhti-touko-
kuussa 2017, jonka jälkeen suunnitelma opponoitiin esitysseminaarissa toukokuun alkupuo-
lella. Opinnäytetyönprosessi käynnistyi huhti-toukokuun vaihteessa. Toukokuun ajan suoritet-
tiin havainnointia Q-Pulse – ohjelmiston testiympäristössä, jonka tarkoituksena oli oppia ym-
märtämään Q-Pulsen raportointi- ja tutkintaprosesseja.  
 
Kesäkuussa suoritettiin vertaisarviointi ilmailualan koulutusorganisaation raportointijärjestel-
mään sekä tutustuttiin organisaation toimintaan. Heinäkuussa suoritettiin kaikki tutkimus-
haastattelut. Vastausten analysointi suoritettiin haastattelujen jälkeen. Analysoinnin avulla 
muodostettiin kokonaisuuksia ja haettiin yhtäläisyyksiä, joiden pohjalta kehitysideoiden suun-
nittelu aloitettiin.  Kesälomakauden hiljentynyttä toimistoaikaa käytettiin mahdollisimman 
paljon hyödyksi kirjoittamalla opinnäytetyön teoriaosioita. Tutustuminen Q-Pulseen jatkui 
myös kesän ajan, ja heinäkuussa raportoinnin nykytilan prosessikuvaukset saatiin valmiiksi.  
 
Elokuun aikana kehitysideoiden suunnittelu jatkui. Viestintäprosessin muutokset ideoitiin 
kuun alkupuolella, ja viestiryhmien ideointi ajoittui kuun puoleen väliin. Elo-syyskuun aikana 
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kehitysideoiden lopullisia versioita alettiin kasata. Viestipohjien suunnittelun ja hyväksymisen 
jälkeen suunniteltiin uusia sisäisten jakelutyhmiä (distribution). Pikaopas kehiteltiin kehitys-
ideoista viimeisimpänä. Toimenpide-ehdotukset suunniteltiin ja valmisteltiin opinnäytetyön 
loppupuolella syyskuussa. 
 
Opinnäytetyö hyväksytettiin kohdeorganisaation edustajalle syyskuun 2017 lopussa ennen har-
joittelujakson ja toimeksiannon loppua. Tämän jälkeen opinnäytetyö lähetettiin oppilaitoksen 
ohjaajalle arviointiin. 
 
12 Tulokset 
12.1 Benchmarkingin tulokset 
Benchmarking suoritettiin nimettömänä pysyvässä, keskisuuressa ilmailualan koulutusorgani-
saatiossa Yritys X:ssä kesäkuun puolivälissä. Tarkoituksena oli suorittaa vertaisarviointi organi-
saation käytössä olevaa raportointiohjelmistoon. Käsitellyt teemat koskivat raportointiohjel-
miston käyttöä ja raportointiprosessia. Benchmarkingin aikana haastateltiin Yritys X:n laatu- 
ja turvallisuusjohtajaa.  
 
Yritys X:ssä on käytössä raportointiohjelmisto, joka on luotu juuri kyseisen yrityksen tarpeen 
mukaan. Raportointiohjelmistossa hallinnoidaan kaikki organisaatiossa tapahtuvat lentoturval-
lisuusilmoitukset sekä häiriöilmoitukset. Lentoturvallisuusilmoituksiin kuuluvat esimerkiksi 
lennon aikana tapahtuvat poikkeamat, kun taas häiriöilmoitukset voivat koskea esimerkiksi 
koulutusrakennuksen siisteyttä. Lentoturvallisuusilmoitusten raportointiin osallistuu yrityksen 
henkilökunta sekä oppilaat. Organisaation sisäiseltä Intra – verkkosivuilta löytyy suora linkki 
sekä ohjeistus lentoturvallisuusilmoituksen tekoon. Lomake pohjautuu Trafin vastaavaan len-
toturvallisuusilmoituslomakkeeseen LU3626.  
 
Raportointiprosessin ensimmäinen vaihe on raportin luominen verkossa. Kun lentoturvallisuus-
ilmoitus on luotu, siitä lähtee ilmoitus laatu- ja turvallisuusjohtajan sähköpostiin. Ilmoitus lä-
hetetään eteenpäin myös viranomaiselle. Ilmoituksen lähettämisestä lähtee myös tieto ilmoi-
tuksen laatijalle, mikäli hän on ilmoitusta laatiessa ilmoittanut haluavansa kopion raportista. 
 
Raportoinnin jälkeen tapauksesta aloitetaan tutkinta, joka noudattaa valvovan viranomaisen 
laatimia vaatimuksia. Itse tutkintaprosessista vastaa lähes kokonaisuudessaan laatu- ja turval-
lisuusjohtaja, mutta tutkintaan osallistuu myös muita henkilöitä. Laatu- ja turvallisuusjohtaja 
vastuuttaa kunkin ilmoituksen tutkinnan aina kyseisen ilmoituksen aihealueen vastuuhenki-
lölle (esimerkiksi kyseisen lennonopettajalle). Ilmoituksen raportointivaiheessa itse ilmoittaja 
jo täyttää tapauksen yksityiskohdat sekä omat arvionsa tapahtumaan vaikuttaneista syistä. 
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Laatu- ja turvallisuusjohtaja suorittaa ensimmäiset riskiarvioinnit tapauksesta. Lisäksi laatu- 
ja turvallisuusjohtaja täyttää muut tarvittavat lisätiedot raporttiin (esimerkiksi poikkea-
maluokituksen sekä -kuvauksen). Kaikilla tapaukseen osallistuneilla henkilöillä on mahdolli-
suus osallistua tapauksen juurisyyn määrittämiseen. Vastuutettu henkilö suorittaa mm. kor-
jaavien toimenpiteiden analysoinnin. Vastuuhenkilöillä on kaksi viikkoa eli 14 päivää aikaa 
vastata hänelle määrättyyn tehtävään. Henkilöllä on mahdollisuus anoa lisäaikaa, kunhan tar-
peellinen selvitys lisäajan tarpeesta annetaan. Juurisyy – analyysin lisäksi jokaisesta tapauk-
sesta suoritetaan riskianalyysi, joiden tulosten pohjalta tarvittavat toimenpiteet vaatimusten 
mukaisesti. Kun raportti on kokonaisuudessaan valmis, laatu- ja turvallisuusjohtaja hyväksyy 
tutkintaraportin ja sulkee kyseisen tapauksen tutkinnan. 
 
Lentoturvallisuusraportoinnin lisäksi ohjelmistoa käytetään sisäisten poikkeamaraporttien kä-
sittelyyn (esimerkiksi laatutarkastusraportit). Prosessi mukailee pitkälti lentoturvallisuusra-
portoinnin tutkintaprosessia. Laatu- ja turvallisuusjohtaja vastuuttaa käsittelyyn henkilön, 
joka kirjaa tapauksen juurisyyt sekä korjaavat toimenpiteet. Tämän jälkeen laatu- ja turvalli-
suusjohtaja hyväksyy vastaukset. Sisäisiä poikkeamia käsitellään Safety Review Boardissa, 
jossa tapauksen kaikki käsittelyvaiheet käydään lävitse ja arvioidaan mm. jälkiauditoinnin tar-
peellisuutta. Johdon katselmuksen ja hyväksynnän jälkeen sisäinen poikkeama voidaan sul-
kea.  
 
12.2 Haastatteluiden tulokset 
Haastatteluita suoritettiin yhteensä neljä kappaletta Finnair Oyj:n eri osastojen henkilöstön 
edustajille. Kaikki haastattelut suoritettiin nimettöminä ja haastatteluissa käytettiin samaa 
haastattelulomaketta (Liite 1). 
 
Ensimmäinen haastattelu suoritettiin lentotoiminnan eräälle ryhmäpäällikölle. Q-Pulse on hä-
nelle tuttu ohjelmisto, jota hän on käyttänyt työssään säännöllisesti jo pitkään. Haastatelta-
valla oli pieni tauko ohjelmiston käytössä, mutta on taas nykyisten työtehtäviensä vuoksi alka-
nut käyttää Q-Pulsea säännöllisemmin. Työssään haastateltava käsittelee ASR-raportteja, joi-
hin hän vastaa hänelle osoitettuihin tehtäviin. Turvallisuusraporttien lisäksi hän vastaa tarvit-
taessa hänelle osoitettuihin auditointihavaintoihin. 
 
Haastateltava kokee osaavansa käyttää Q-Pulsea hyvin. Ohjelman käyttö on hänelle rutiinin-
omaista, sillä hänelle osoitetut tehtävät ovat yleensä keskenään hyvin samanlaisia. Haastatel-
tava kuitenkin kokee Q-Pulsen olevan ohjelmistona "kankea ja kömpelö". Ohjelmiston kömpe-
lyyttä lisää haastateltavan mukaan liiallinen oikeuksien määrä, jota on huomattu silloin täl-
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löin. Ryhmäpäällikön mielestä Q-Pulsea voisi hyödyntää kuitenkin nykyistä paremmin, esimer-
kiksi ohjelman analysointimoduulia, mikäli osaamista löytyisi. Varsinaista ohjeistusta hän ei 
koe itselleen tarpeelliseksi, mutta uskoo sen voivan hyödyttää harvemmin Q-Pulsea käyttäviä. 
 
Viestinnällisesti Q-Pulse toimii haastateltavan mukaan hyvin. Hänelle tulevat ensimmäiset 
viestit uusien raporttien osoituksista ovat haastateltavan mukaan riittävän informatiivisia. 
Haastateltava ei koe, että tarvitsisi viikoittaista yhteenvetoviestiä järjestelmässä auki ole-
vista tutkinnoista ja niiden tilanteista. Q-Pulsen lähettämät muistutusviestit ruuhkauttavat 
haastateltavan mukaan sähköpostia ja jäävät helposti lukematta. Yhteenvetoviesti kohta sul-
keutuvista tutkintojen tehtävistä olisi haastateltavan mukaan toimiva parannusehdotus. 
 
Toinen haastattelu suoritettiin nimettömänä pysyvälle tekniikan linjaorganisaation edusta-
jalle. Hän on käyttänyt nykyisessä työtehtävässään Q-Pulsea noin vuoden ajan. Q-Pulsessa hän 
käsittelee MSR-raportteja, joissa hänelle useimmiten määrätään tutkintataso eli stage. Tut-
kintatason jokaiselle toimenpiteelle hän määrää aina oman vastuuhenkilön, mutta tutkintata-
son päävastuu on haastateltavalla. Haastateltava kokee ohjelmiston työlääksi ja hieman tön-
köksi. Lisäksi ohjelma toimii välillä huonosti, eikä ohjelma meinaa käynnistyä. 
 
Haastateltava ei ole käyttänyt Q-Pulsea paljon, ja kokee ohjelman sekavaksi. Hänen mu-
kaansa yleiset ohjeistukset olisivat hyvä parannus. Tälläkin hetkellä haastateltavalla ei ole 
täysin selvää, mitä kaikkea hän pystyisi Q-Pulsella tekemään. Haastateltavalla näkyy oikeuksia 
Q-Pulsessa, jonka tarkkaa käyttötarkoitusta hän ei tiedä, mikä sekoittaa järjestelmän ymmär-
rystä. Haastateltava kokee turvallisuusraporttien käsittelyn olevan auditointiraportteja selke-
ämpää. Q-Pulsen heikkoudeksi hän nostaa ohjelmiston ehdottomuuden, esimerkiksi päivämää-
rien suhteen. 
 
Ohjelmiston lähettämä viestintä on haastateltavan mielestä liiallista. Hänen mukaansa joka 
aamuiset muistutusviestit ovat turhia. Haastateltava kertoo saavansa tutkintatason toimenpi-
teistä myös viestejä, joilla hän ei koe olevan tarvetta. Hänen mukaansa Q-Pulsen tulisi lähet-
tää viestintää vain silloin, kun tutkinnassa tapahtuu oikeasti jotain. Tämä lisäisi ohjelmiston 
käyttömukavuutta ja helpottaisi samalla tutkintojen hallintaa omalta osaltaan. Q-Pulsen vies-
tit ovat selkeitä ja niistä saa tarvittavan tiedon helposti, mutta viestien otsikoinnit ovat liian 
samanlaisia keskenään. Näin ollen "turhien" viestien sekaan saattaa hukkua tärkeät viestit. 
 
Kolmas haastattelu suoritettiin matkustamohenkilökunnan turvallisuudesta ja koulutuksesta 
vastaavalle henkilölle. Hän on käyttänyt Q-Pulsea vasta noin puoli vuotta, eli on varsin uusi 
käyttäjä järjestelmässä. Haastateltava määrätään matkustamon turvallisuutta koskevien ra-
porttien tutkintatasojen omistajiksi. Lisäksi hän vastaa tarvittaessa auditointihavaintoihin.  
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Haastateltava ei koe Q-Pulse ohjelmistoa sujuvaksi. Hänen mukaansa ohjelmisto ei ole lain-
kaan käyttäjäystävällinen. Hän kuvailee ohjelmiston olevan erittäin vaativa, ja käyttäjän tu-
lee osata käyttää järjestelmää perusteellisesti, jotta sen käyttö olisi sujuvaa. Selkeimmät toi-
minnallisuuteen liittyvät ongelmat koskevat järjestelmän sekavuutta. Haastateltava kokee, 
että hänellä on nykyisiin työtehtäviinsä nähden liikaa oikeuksia, ja aktiiviset kuvakkeet häm-
mentävät häntä. Tämä lisää haastateltavan mukaan epävarmuutta järjestelmän käytössä. 
Haastateltava ei ole kokenut tilannetta, jossa käyttäjäoikeudet eivät olisi olleet riittävät.  
 
Q-Pulsen lähettämää viestinnän haastateltava kokee liialliseksi. Hän kuvailee "joka aamuisen 
rimpsun" olevan massaltaan suuri. Viestit ovat keskenään jokseenkin samannäköiset, vaikka ne 
koskisivat eri asiaa. Haastateltavan mukaan järjestelmä lähettää suuria määriä muistutusvies-
tejä, joiden merkitys katoaa suuren massan seassa täysin. Sähköpostiviesteissä oleva ohjeistus 
on haastateltavan mukaan tarpeeksi informatiivinen. 
 
Neljäs haastattelu suoritettiin logistiikkaosastolla työskentelevälle managerille. Hän on käyt-
tänyt Q-Pulsea useita vuosia työssään. Haastateltava vastaa hänelle osoitettuhiin auditoin-
neista ilmenneisiin poikkeamiin. Haastateltava kokee järjestelmän toimivan vaihtelevasti, ja 
kuvailee järjestelmää sellaiseksi "että sen kanssa pystyy elämään". Suurimmat hankaluudet 
järjestelmän käytössä liittyvät ohjelman käynnistymiseen sekä tiettyihin ominaisuuksiin. 
 
Haastateltava ei ole kokenut käyttäjäoikeuksiensa olleen liian rajattuja tai vastaavasti liian 
laajat. Hän ei kuitenkaan osaa varmaksi sanoa, onko hänellä liikaa oikeuksia käytössä, sillä 
hän ei käytä Q-Pulsea ns. ohi omien tehtäviensä. Haastateltavan mukaan järjestelmästä on 
hyvin työlästä hakea tai etsiä tiettyjä raportteja. Myös ohjelmiston suoraan antavat tietyt ha-
kukriteerit tekevät järjestelmän käytöstä välillä työlästä. 
 
Viestinnän määrä ei ole haastateltavan kokemuksen mukaan liiallinen. Sähköpostiin tulevat 
viestit ovat tarpeeksi informatiivisia, eikä viestien otsikoinnissa ole haastateltavan mukaan 
moittimista. Sähköpostiviestiin olisi hyvä saada suora linkki kyseiseen raporttiin, josta sähkö-
postiviesti on lähetetty. Suurin puute tämän hetkisessä järjestelmässä sekä viestinnässä on 
kunnollisen ohjeistuksen sekä koulutuksen puute. Ohjelmiston käytöstä on olemassa ohjeistus, 
mutta se ei opasta tarpeeksi esimerkiksi tiettyjen toimintojen suorittamista. Esimerkkinä 
haastateltava kuvaa juurisyyanalyysin teon. 
 
12.3 Benchmarkingin ja haastatteluiden yhteenvedot 
Vertaisarviointi suoritettiin samalla toimialalla toimivaan yritykseen, jonka liiketoiminta itses-
sään eroaa hyvinkin paljon kohdeorganisaation liiketoiminnasta. Lentoyhtiön ja koulutusorga-
nisaation eroavaisuudet otettiin huomioon benchmarkingia tehdessä, ja tarkoituksena olikin 
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keskittyä raportointiohjelmistoon. Vaikka liiketoiminnat poikkeavat yritysten välillä toisis-
taan, molempien yritysten toimintaa valvoo ja säätelee sekä Suomessa että kansainvälisellä 
tasolla samat viranomaiset.  
 
Benchmarkingin avulla huomattiin raportointiperiaatteiden, käytänteiden ja muiden toiminto-
jen yhtäläisyydet. Yritys X:n organisaation liiketoiminta on paljon pienimuotoisempaa kuin 
kohdeorganisaation, mikä näkyi myös raportointiprosessissa. Yritys X:ssä yksi henkilö vastasi 
koko prosessin omistajuudesta, kun taas kohdeorganisaatiossa jokaiselle prosessivaiheelle ja -
tyypille on määritelty omat vastuuhenkilöt. Itse prosessit eivät poikenneet paljon toisistaan, 
sillä niin kuin edellä on jo mainittu, molempien toimintaa säätelee samat määräykset ja vaa-
timukset. Itse raportointiohjelmistot poikkesivat hieman toisistaan. Yritys X:ssä on täysin hei-
dän toimintaansa varten räätälöity ohjelmisto käytössä, kun taas kohdeorganisaatiossa on käy-
tössä ulkoisen palveluntarjoajan kehittämä ohjelmisto. Suurin ero on ohjelmiston käyttäjä-
kuntien suuruudessa. Yritys X:llä ohjelmistoa käyttää huomattavasti pienempi määrä henki-
öitä kuin kohdeorganisaatiossa.  
 
Viestinnällisessä näkökulmassa suurin ero ohjelmistojen välillä oli jakelukanavien välillä. Niin 
kuin edellä on mainittu, ohjelmistojen käyttäjäryhmissä on määrällisesti hyvin selkeä ero. 
Näin ollen Yritys X:n turvallisuuden hallintaohjelmisto lähettää viestintää suppeammalle mää-
rälle henkilöitä. Viestien idea on sama kuin kohdeorganisaatiossa; kertoa tapauksista, mitä on 
tapahtunut ja mitä toimenpiteitä viestin vastaanottajalta odotetaan tapaukseen liittyen. 
 
Kaiken kaikkiaan vertaisarviointi selkeytti lentoturvallisuusraportointiprosessin ymmärrystä, 
sekä avasi ilmailualan määräystenmukaisuuden hahmottamista. Oli erittäin mielenkiintoista 
huomata, miten loppujen lopuksi hyvin erilaiset yritykset sisältävät lähes identtiset toiminta-
prosessit, vaikka yritysten välinen kokoero on huomattava.  
 
Haastatteluiden avulla selvisi, että kaikki neljä haastateltavaa kokivat Q-Pulse ohjelmiston 
hyvin samanlaisesti. Haastateltavien mielestä ohjelmiston käyttö on suhteellisen kankeaa ja 
harvemmin käyttäville erityisen haasteellista. Kaikkien haastateltavien vastauksista pystyi 
tunnistamaan selkeitä käytettävyyteen liittyviä ongelmia, ja lähes jokainen haastateltava 
osasi nostaa haastattelussaan esille käytännön esimerkin, jolloin kokee ohjelmiston käytön 
haasteelliseksi. Haastattelujen aikana Q-Pulsea kuvattiin haastavaksi, sekavaksi ja kömpe-
löksi. Jokainen kertoi pystyvänsä käyttämään ohjelmistoa ja suoriutumaan annetuista tehtä-
vistä, mutta toive käyttäjäystävällisyyden parannuksesta nousi esille. 
 
Q-Pulsen lähettämän viestinnän kokivat lähes kaikki haastateltavat liialliseksi. Ohjelmiston 
lähettämän sähköpostiviestinnän kerrottiin olevan liiallista, jolloin viestien merkitys katoaa. 
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Varsinkin muistutusviestejä tulee kaikkien haastateltavien mukaan paljon. Kaikki haastatelta-
vat kokivat sähköpostiviestien sisällön olevan tarpeeksi informatiivisia ja selkeitä. Kuitenkin 
sähköpostiviestien otsikointiin toivottiin muutosta, sillä suuressa viestimäärässä tärkeät viestit 
voivat kadota massan sekaan, kun ne eivät erotu tarpeeksi hyvin toisistaan. Yhteenvetoviestit 
eivät saaneet ideana kannatusta.   
 
Viestinnän lisäksi osasta haastatteluista korostettiin kunnollisen ohjeistuksen tärkeyttä. 
Vaikka sähköpostiviestit koettiin riittävän informatiivisiksi, Q-Pulsen käyttöön toivottiin oh-
jeistusta. Lähes kaikkien haastateltavien kanssa käydyissä keskusteluissa todettiin sama lause 
"tiedän mitä minun pitäisi tehdä, mutta en ole varma osaanko tehdä sitä oikein Q-Pulsessa". 
 
13 Lopulliset kehitysideat 
Opinnäytetyöprosessin aikana syntyi kolme ohjelmiston viestintään liittyvää kehitysideaa.  Ke-
hitysideat on suunniteltu suoritettujen haastattelujen pohjalta. Haastattelujen lisäksi opin-
näytetyöprosessin aikana kehitysideoiden eri versioita esiteltiin kohdeorganisaation edusta-
jille heidän mielipiteidensä saamiseksi. Tavoitteena oli muodostaa kokonaisuus, joka ottaa 
huomioon koko ohjelmiston sisäisen sidosryhmän ja näin ollen palvelee Finnairin henkilöstöä 
mahdollisimman kattavasti. 
 
13.1 Sähköpostiviestien uudelleen ryhmittely ja otsikointi 
Ensimmäinen kehitysidea koski Q-Pulsen lähettämiä sähköpostiviestejä. Tehtyjen haastatte-
luiden perusteella sähköpostiviestit pyrittiin saamaan erottumaan toisistaan ilman, että vies-
tien informatiivisuus kärsisi. Viestien ollessa sähköpostiviestejä, ensimmäisellä lauseella on 
suuri merkitys koko viestin kannalta. Kun ohjelmisto saattaa lähettää kerrallaan suuren mää-
rän viestejä, niistä ei välttämättä ehdi heti lukea kuin heti näkyville tulevan ensimmäisen 
tekstirivin.  
 
Q-Pulsen lähettämät sähköpostiviestit voidaan jakaa kolmeen kategoriaan: informatiivisiin-, 
toimenpidettä pyytäviin- sekä muistutusviesteihin. Lähtötilanteessa sähköpostien otsikointi oli 
viestin tyypistä riippumatta hyvin saman näköinen, eikä selkeää erottavaa tekijää pystynyt 
osoittamaan. Otsikoista pystyi tunnistamaan liittyikö kyseinen viesti lentoturvallisuus- vai au-
ditointiraportointiin. Kuitenkaan viestien otsikoista ei käynyt korostetusti ilmi, oliko kyseessä 
informatiivinen viesti vai pyydettiinkö viestissä vastaanottajalta jonkinlaisia toimia raportin 
suhteen. 
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Ohjelmiston lähettämät nykyiset sähköpostiviestit koettiin tarpeellisiksi, joten viestejä ei tä-
män vuoksi päädytty karsimaan. Kaikki Q-Pulsen lähettämät sähköpostiviestit lentoturvalli-
suus- ja auditointiprosesseissa päädyttiin luokittelemaan kolmeen uuteen ryhmään: FYI, TASK 
ja ACTION viesteihin. FYI-viesteihin sisältyy ne viestit, jotka lähetetään vastaanottajalle in-
formoinnin vuoksi, mutta eivät sisällä suoria kehotuksia tai pyyntöjä vastaanottajalta. TASK -
viesteihin taas kuuluvat ne sähköpostiviestit, jotka ilmoittavat vastaanottajalle hänelle osoi-
tetusta tehtävästä. ACTION -viestit tarkoittavat ohjelmiston nykyisiä muistutusviestejä, jotka 
pyytävät nopeita tai välittömiä toimia vastaanottajalta (Kuvio 11). 
 
 
Kuvio 11 Viestien uusi ryhmittely 
 
Sähköpostiviestien uudelleen ryhmittelyn pohjalta suunniteltiin uudet otsikoinnit sähköpostei-
hin. Tämän lisäksi sähköpostien viestipohjia muokattiin ja selkeytettiin hieman. Viestipohjia 
muutettiin niin, että keskeisin informaatio olisi heti viestin alussa. Tavoitteena oli, että vas-
taanottaja ymmärtäisi nopealla vilkaisulla, minkälaisesta tapauksesta on kyse ja mitä viesti 
odottaa hänen tekevän. Yhä useampi kohdeorganisaation eri osastoissa tablettitietokoneiden 
ja muiden mobiililaitteiden käyttö on yleistymässä. Mobiililaitteita käytettäessä sähköposti-
viestien näkymä on tavallista tietokonenäkymää kapeampi, joka on pyritty huomioimaan säh-
köpostiviestejä suunniteltaessa (Kuvio 12). 
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Kuvio 12 Esimerkki uudesta viestipohjasta ja otsikoinnista 
 
13.2 Ohjelmiston pikaopas 
Toisena kehitysideana luotiin Q-Pulsen käyttöä koskeva ohjeistus (Liite 2). Ohjeistus koskee 
lentoturvallisuusraportointia ja opastaa tutkintaan kuuluvien vastausten antamisessa. Lisäksi 
ohjeistuksessa kuvaillaan, miten tutkintaan osallistuva henkilö voi paikantaa järjestelmästä hä-
nelle osoitetut tehtävät. Organisaatiolla on olemassa Q-Pulsea koskeva manuaali, mutta se on 
enemmän suunnattu admin-tasoisille käyttäjille. Tavoitteena oli luoda käyttäjiä palveleva ja 
tiivis ohjeistus, joka havainnollistaisi mahdollisimman selkeästi vaiheittain kuvailtavat proses-
sit. 
 
Haastatteluissa nousi ilmi haastateltavien epävarmuuden ja haastavuuden tuntemukset Q-Pul-
sen käytössä. Nämä tuntemukset korostuivat erityisesti niiden haastateltavien puheista, jotka 
eivät olleet ohjelmistoa työssään kuin vähän aikaa. Lähes kaikkien haastateltavien kanssa 
nousi esille omien tehtävien ja suoritteiden haku järjestelmästä. Ohjeistuksessa on kuvattu 
hakuohjeet lentoturvallisuusraporttien käsittelyyn osallistuville tutkinnan, tutkintavaiheiden 
sekä toimenpiteiden omistajille (Kuvio 13). Tutkintavaiheisiin ja niihin liitettyihin toimenpi-
teisiin liittyvässä ohjeistuksessa on käsitelty mahdollisimman selkeästi molemmat prosessit ja 
niiden vaiheet. Prosessit eivät ole monivaiheisia, mutta Q-Pulsen antama näkymä on koettu 
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haastatteluiden perusteella hankalaksi. Tämän vuoksi ohjeistuksessa on pyritty havainnollista-
maan, miten ja missä järjestyksessä käyttäjän tulee edetä vastatessaan häneltä pyydettyyn 
tehtävään (Kuvio 14). 
 
 
Kuvio 13 Kuvakaappaus ohjeistuksesta: hakukriteerit 
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Kuvio 14 Kuvakaappaus ohjeistuksesta: tehtävään vastaaminen 
 
13.3 Uudet jakeluryhmät 
Q-Pulseen luodut nykyiset jakeluryhmät koskevat pääsääntöisesti kohdeorganisaation sisäistä 
viestintää. Muutamat jakeluryhmät käsittävät joko osittain tai kokonaan organisaation ulko-
puolisia henkilöitä. Näiden viestiryhmien avulla meneillään olevista tutkinnoista ja auditoin-
tien käsittelystä tiedotetaan sidosryhmiä, jotka eivät varsinaisesti osallistu itse käsittelypro-
sessiin. Esimerkiksi lintutörmäystä käsittelevän raportin tutkinnasta tiedotetaan niin lentotoi-
minnan kuin tekniikan osastojen edustajia, vaikka he eivät osallistuisi tapauksen käsittelyyn. 
 
Nykyisten jakeluryhmien ongelmana on ryhmiin kuuluvien käyttäjäprofiilien hallinnointi. Ryh-
mät luodaan ohjelmistoon manuaalisesti ja kuhunkin ryhmään lisätään yksitellen sen jäsenet. 
Tämä kaikki tapahtuu järjestelmän pääkäyttäjien toimesta, jotka kokevat  prosessin ja hallin-
noinnin työlääksi. Henkilöiden vaihtuessa kyseinen henkilö tulee manuaalisesti poistaa jokai-
sesta ryhmästä, jossa hän on ollut liitettynä. Jakeluryhmien selkeyttäminen oli ensimmäisiä 
opinnäytetyön toimeksiantajan esittämistä toiveista, johon kaivattiin ratkaisua. 
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Jakeluryhmien kartoituksen aikana selvisi, että samat henkilöt kuuluvat hyvinkin moneen ja-
keluryhmään. Jakeluryhmät ovat kuitenkin hyvin poikkiorganisaatiollisia, joten niiden uudel-
leen muodostaminen ei ollut kovinkaan helppoa. Tavoitteena oli huomioida jokaisen osaston 
tarpeet, joten jakeluryhmiä ei voitu karsia liikaa. Lopullinen jakeluryhmiä koskeva ehdotelma 
on havainnollistettu kuviossa 15. 
 
 
Kuvio 15 Ehdotelma uusista jakeluryhmistä 
 
14 Toimenpide-ehdotukset 
14.1  Q-Pulsen verkkomateriaali 
Kaikissa kohdeorganisaatiossa suoritetuista haastatteluista nousi esille epävarmuus Q-Pulsen 
käytöstä. Useat haastateltavat kuvailevansa tilanteen niin, että he tietävät mitä heidän tulisi 
tehdä, mutta eivät olleet täysin varmoja, miten tämä toiminto tulee suorittaa Q-Pulsessa oi-
kein.  Q-Pulsen käyttö on sidottuna tiettyihin työrooleihin, mutta vaihtuvuuden vuoksi pereh-
dytyksen tarve on selvä. Varsinainen koulutustilaisuus voi olla hankala järjestää, sillä tarve 
mahdolliselle perehdytykselle ei ilmaannu säännöllisesti tietyille ryhmille. Tämän vuoksi verk-
komateriaalin luonti olisi toimiva ratkaisu. 
 
Verkkomateriaalin avulla Q-Pulsen käyttäjäystävällisyys kasvaisi, mikä vaikuttaisi positiivisesti 
mm. raporttien käsittelyprosessiin ja -aikoihin. Materiaalin ollessa henkilöstön saatavilla ver-
kossa, siihen olisi pieni kynnys tukeutua ongelman ilmaantuessa. Verkossa olevan materiaalin 
avulla tiedot ovat jatkuvasti saatavilla, ja tuoreimmat tiedot ja muutokset olisi helposti päivi-
tettävissä. Verkkomateriaalin yhteyteen olisi mahdollista yhdistää tietyin väliajoin suoritet-
tava käyttötesti, joka kartoittaisi henkilöstön osaamista. Tätä voitaisiin hyödyntää esimerkiksi 
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uusien toimintatapojen implementoinnin yhteydessä, jolloin varmistettaisiin uusien käytäntei-
den ymmärtäminen. 
 
Itse materiaali keskittyisi erityisesti ohjelmiston ominaisuuksiin ja sen ympäristön käyttämi-
seen. Mahdollisimman yksityiskohtaisten esimerkkitapausten avulla henkilölle jäisi selkeästi 
mieleen, miten ohjelmistossa tulee toimia ja mitä eri toimintoja ohjelmistossa on mahdollista 
käyttää. Verkkomateriaalia tuli luoda vähintään kahteen tarkoitukseen. Ensimmäinen materi-
aali koskisi Q-Pulsen peruskäyttöä ja kuinka ohjelmisto toimii. Step-by-step -materiaali toi-
misi ohjelmiston käyttöä aloittelevan henkilön tukena, mutta sen avulla voisi myös koke-
neempi käyttäjä palauttaa mieliin ohjelmiston toimintoja.  Toinen materiaali koskisi Q-Pulsen 
käyttöä oman työnsä tukena, kuten esimerkiksi analysointitilastojen sekä valmiiden hakukri-
teerien luomista.  Verkkomateriaalit yhdessä tässä opinnäytetyössä esitellyn toimintaohjeis-
tuksen kanssa muodostaisivat kokonaisuuden, joka palvelisi ohjelmiston eritasoisia käyttäjiä 
mahdollisimman kattavasti. 
 
14.2 Jakeluryhmien uudenlainen käyttö 
Q-Pulsen raportoinnissa on tällä hetkellä käytössä jo kappaleessa 12.3 kuvaillut poikkiorgani-
saatiolliset jakeluryhmät (distribution). Ohjelmistossa olisi mahdollista käyttää distribution -
valikon ryhmien lisäksi organisaatiokaavioon pohjautuvia jakeluryhmiä (department). Tällä 
hetkellä useista raporteista viestitään enenevässä määrin poikkiorganisaatiollisten kuin orga-
nisaatiokaavioon pohjautuvien jakeluryhmien kautta. Distribution ja department -ryhmien yh-
distelmällä raporteista ja niiden tutkinnoista olisi mahdollisuus viestiä laajemmin organisaa-
tion sisällä. 
 
Department –kenttien käytön avulla Q-Pulsessa käsiteltävät raportit voitaisiin kohdentaa tiet-
tyihin organisaation osastoihin. Tämän kohdentamisen avulla ohjelmistoon kirjattuja raport-
teja ja tutkintoja voisi hakea organisaation mukaan. Hakutoimintoa voitaisiin hyödyntää mm. 
sisäisessä auditoinnissa; kun auditointia valmistellaan tiettyyn organisaation osastoon, voitai-
siin osastoon kohdistetut raportit rajata ja niistä saatua tietoa analysoida. 
 
Department ja distribution -kenttien käyttö mahdollistaisi uudenlaisen viestintätavan imple-
mentoimisen lentoturvallisuusraportointien tutkintaan. Tällä hetkellä raportin hyväksynnästä 
sekä tutkinnan aloittamisesta lähtee ohjelmiston kautta sähköposti-ilmoitus osittain samoille 
henkilöille, sillä henkilöt saattavat kuulua useisiin distribution -kentän jakeluryhmiin. Depart-
ment -kenttien käytön avulla distribution -jakeluryhmien henkilömäärää voitaisiin supistaa 
siirtämällä osa henkilöistä organisaatiokaavioon pohjautuviin jakeluryhmiin, mikä helpottaisi 
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huomattavasti käyttäjähallintaa. Tämä vaikuttaisi myös tapauksesta tiedottamiseen, sillä ta-
pauksesta voitaisiin ilmoittaa sekä organisaatiokohtaisesti että tarvittaessa tapauskohtaisesti, 
joka vähentäisi ns. tuplailmoitusten määrää.  
 
15 Arviointi 
15.1 Opinnäytetyöprosessin arviointi 
Opinnäytetyön tarkoituksena oli kehittää Finnair Oyj:n turvallisuuden hallintaohjelmiston si-
säistä viestintää. Toimeksiantajan toiveena oli saada ratkaisuja, jotka parantaisivat viestin-
nän hallintaa, selkeyttäisivät järjestelmän lähettämää viestintää sekä parantaisivat ohjelmis-
ton käyttäjäystävällisyyttä. Opinnäytetyöprosessi oli tarkoitus saada valmiiksi syyskuun 2017 
loppuun mennessä, ja prosessin lopputuloksista toivottiin konkreettisia ja heti käyttöön otet-
tavia ehdotuksia. 
 
Opinnäytetyön teoreettisen viitekehyksen muodostaminen onnistui tavoitteiden mukaisesti.  
Prosessin alussa oli vaikea hahmottaa, mitä kaikkea teoreettiseen viitekehykseen olisi oleel-
lista sisällyttää. Jo prosessin alussa oli selvää, että teoreettinen viitekehys tulee muodostu-
maan turvallisuudenhallintajärjestelmän, sisäisen viestinnän sekä riskienhallinnan teoriasta. 
Näiden lisäksi viitekehykseen oli oleellista liittää osaksi turvallisuuden hallintaohjelmiston 
keskeisimmät prosessikuvaukset sekä ilmailualan teoriaa. Teoreettisen viitekehyksen hahmot-
tumisen jälkeen itse teorian kirjoittaminen sujui tavoitteiden mukaisesti. Oleellinen osa teo-
rian kirjoittamisen lisäksi oli perehtyminen turvallisuuden hallintaohjelmisto Q-Pulseen, joka 
otti enemmän aikaa kuin alun perin oli suunniteltu. Kokonaisuudessaan opinnäytetyön kirjoit-
taminen eteni ennalta suunnitellussa aikataulussa. 
 
Opinnäytetyön aineiston keruu sujui aikataulutavoitteen mukaisesti. Benchmarking saatiin so-
vittua kesäkuulle ja kaikki haastattelut saatiin suoritettua kesän aikana. Kesälomakausi muo-
dosti omat hankaluutensa aikataulujen suhteen, mutta loppujen lopuksi kaikki saatiin toteu-
tettua aikataulussa. Haastatteluiden avulla saatujen tulosten analysointi kesti hieman kauem-
min kuin alun perin oli suunniteltu, mutta ei myöhästynyt kovinkaan pahasti. Analysoinnin val-
mistuttua kehitysideoiden suunnittelu vauhdittui. Kehitysideoiden kehittelemistä avusti käy-
tössä ollut Q-Pulsen testiympäristö, jossa tulleita ideoita pääsi kokeilemaan turvallisesti käy-
tännössä. 
 
Kokonaisuudessaan opinnäytetyöprosessi sujui odotusten ja suunnitelmien mukaan. Prosessin 
työvaihe kesti kaikkiaan puoli vuotta suunnittelusta opinnäytetyön hyväksyttämiseen toimek-
siantajalla. Opinnäytetyön työstäminen sujui suhteellisen kivuttomasti, mutta luonnollisesti 
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puoli vuotta kestäneeseen prosessiin mahtui vaikeampiakin hetkiä.  Kokonaisuudessaan opin-
näytetyö valmistui suunnitellussa aikataulussa. 
 
15.2 Tulosten arviointi 
Benchmarking onnistui täysin alkuperäisen suunnitelman mukaisesti. Vertaisarviointi suoritet-
tiin nimettömänä pysyttelevään yritykseen kesän alussa, joka toimi hyvänä aloituksena opin-
näytetyön aineiston keruuseen. Vertaisarvioinnin suurin hyöty oli itse ilmailualan turvallisuu-
denhallintajärjestelmän ymmärtäminen. Vertaisarvioinnin analysointi oli hieman haasteel-
lista, mutta onnistui lopulta hyvin. Kaiken kaikkiaan benchmarking -kokonaisuuteen voi olla 
tyytyväinen. 
 
Alkuperäinen tavoite haastattelujen suhteen oli suorittaa viidestä kahdeksaan kappaletta 
haastatteluita. Haastattelut suoritettiin kesän aikana, jolloin meneillään ollut kesälomakausi 
hankaloitti haastateltavien saamista. Haastattelupyyntöjä lähetettiin yhteensä kahdeksan 
kappaletta, joista neljä saatiin suoritettua. Kaikki haastattelupyynnön saaneet olivat suostu-
vaisia haastatteluun, mutta kesälomat hankaloittivat sopivan ajankohdan löytämisessä. Kui-
tenkin kaikki neljä haastateltavaa edustivat eri liiketoimintaosastoja, omasivat erilaisen taus-
tan ja kokemuksen ohjelmiston parissa ja kävivät hyvää keskustelua haastattelun aikana. 
Vaikka haastattelujen määrällinen tavoite ei toteutunut, laadullisesti ja erityisesti kehitysteh-
tävien suunnittelun kannalta haastattelut onnistuivat odotusten mukaan. Analysointi sujui 
jouhevasti ja yhteenvedon kasaaminen sujui ongelmitta.  
 
Opinnäytetyön kehitysideat ovat tekijän mielestä onnistuneet. Haasteellisinta oli luoda rat-
kaisut, jotka olisi realistista toteuttaa annetun ajan ja ohjelmiston ketteryyden puitteissa. 
Kehitysideoiden pohjana toimineet haastatteluiden tulokset olivat ensisijaisen tärkeitä kehi-
tysideoita luodessa. Tässä opinnäytetyössä esitellyt kolme kehitysideaa muodostavat kokonai-
suuden, joiden avulla parannetaan Q-Pulsen lähettämää sisäistä viestintää, helpotetaan käyt-
täjänhallintaa sekä parannetaan Q-Pulsen toiminnallisuutta. Kehitysideat pyrittiin rakenta-
maan niin, että ne tarjoavat ratkaisuja mahdollisimman laajalle osalle kohdeorganisaation 
henkilöstöä, ja tässä tavoitteessa koetaan onnistuttu. Toimenpide-ehdotuksien suunnittelu oli 
kehitysideoiden suunnittelua haastavampaa. Opinnäytetyön alussa ei asetettu määrällisiä ta-
voitteita toimenpide-ehdotusten suhteen, joten kahteen suunniteltuun ehdotukseen voi olla 
tyytyväinen. Toimenpide-ehdotukset tarjoavat parannusehdotuksia niin käyttäjänhallintaan 
kuin myös käyttäjäystävällisyyden parantamiseen. Kokonaisuudessaan sekä kehitysideoihin 
että toimenpide-ehdotuksiin tekijä on tyytyväinen, ja niiden voidaan kuvailla onnistuneen al-
kuperäisten tavoitteiden mukaisesti. 
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15.3 Oman oppimisen arviointi 
Opinnäytetyöprosessi on opettanut tekijälle paljon niin tutkitun aiheen kuin itse tutkimuspro-
sessin kannalta. Opinnäytetyöprosessin aikana tietotaito ja ymmärrys riskienhallinnasta sekä 
turvallisuusjohtamisjärjestelmästä kasvoi selkeästi. Lisäksi tuntemus ilmailualan ja lentotur-
vallisuuden eri osa-alueista kasvoi, vaikka se vaati paljon aiheeseen perehtymistä ja tutustu-
mista. Tutkimusprosessin näkökulmasta opinnäytetyön aikana tuli opittua hurjasti. Oikeiden 
ja tarkoitustenmukaisten tutkimusmenetelmien valinta oli yllättävän haastavaa, mutta jälki-
käteen ymmärsi oikeiden menetelmien tärkeyden. Saatujen tulosten analysointi oli uutta, 
mutta sujui tästä huolimatta hyvin. 
 
Opinnäytetyön alkuvaiheessa oli jo selvää, että työstä tulee toiminnallinen. Tämä tarkoitti jo 
varsin varhaisessa vaiheessa sitä, että prosessin aikana tulee ideoita uusia ja käyttöön tulevia 
ehdotelmia ja ideoita. Toimeksiantaja ilmoitti toivovansa, että ideoidut toimet implementoi-
taisiin yrityksen käyttöön jo opinnäytetyöprosessin aikana. Tämä luonnollisesti kasvatti työn 
vaatimustasoa, ja tavoitteena olikin ideoida yrityksen käyttöön mahdollisimman valmiit ja 
huolitellut ehdotukset. Itse innovointityöskentely ja uusien ideoiden kehittely suoraan yrityk-
selle oli prosessina uudenlainen kokemus. Vaikka ilmailuala ja itse organisaatio oli ennestään 
tuttu, osaston prosessit ja itse opinnäytetyön pohjana toiminut ohjelmiston opettelu tuntui 
aluksi sekavalta kokonaisuudelta ensikertalaiselle. Ajatusten ja ideoiden selkeydyttyä kehitys-
ideoiden kehittäminen alkoi sujua omalla painollaan, ja prosessin edetessä itsevarmuus omien 
ideoiden ja osaamisen suhteen kasvoi. Kokonaisuudessaan voidaan todeta, että opinnäytetyö-
prosessi opetti paljon erityisesti innovaatio-osaamista ja auttoi soveltamaan jo ennestään 
opittua turvallisuus- ja ilmailualan osaamista. 
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