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Resumen
Uno de los principales desaf´ıos en el disen˜o e implementacio´n de sistemas que involucran
co´digo mo´vil es garantizar la seguridad del receptor frente a la ejecucio´n del co´digo fora´neo.
La te´cnica de Proof-Carrying Code (PCC) establece una infraestructura que permite garan-
tizar que los programas se ejecutara´n de manera segura. En esta alternativa, el productor de
co´digo adjunta al co´digo mo´vil una demostracio´n, mediante la cual el consumidor del co´digo
puede verificar su seguridad antes de la ejecucio´n del programa. Esto elimina la necesidad de
validaciones en tiempo de ejecucio´n y de identificacio´n del emisor. Los esfuerzos de distintos
grupos de investigacio´n han logrado grandes avances en el tema y existen varias l´ıneas de inves-
tigacio´n tendientes a desarrollar una infraestructura flexible, escalable y confiable, quedando
au´n muchos problemas por resolver. Partiendo del ana´lisis de los resultados obtenidos y de los
enfoques actuales se pretende disen˜ar e implementar una arquitectura PCC que permita su
uso en el “mundo real”.
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