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บทคดัย่อ 
 งานวจิยัชิ้นน้ีเป็นการสํารวจถึงปจัจยัในการออกแบบรหสัผ่านรูปภาพแบบกรดิ  เน่ืองจากมปีจัจยัที่สําคญัหลาย
ปจัจยัมไิดถู้กกล่าวหรอืไดอ้ธบิายไวถ้ึงในงานวจิยัทีผ่่านมาว่า ปรมิาณหรอืรูปแบบทีเ่หมาะสมของตวัแปรสาํหรบัการ
สรา้งรหสัผ่านรปูภาพแบบกรดิ  งานวจิยัน้ีจงึไดท้าํการออกแบบขอ้คาํถามเพื่อทาํการสาํรวจความคดิเหน็เกีย่วกบัปจัจยั
ทีส่าํคญัในการออกแบบรหสัผ่านรูปภาพแบบกรดิ โดยผลการสาํรวจจากจํานวนผูต้อบแบบสอบถามออนไลน์ทัง้หมด 
423 คน พบว่า ผูต้อบแบบสอบถามเหน็ดว้ยกบัตารางกรดิขนาด 4x4 รูปแบบจตุัรสั รูปภาพสาํหรบัสรา้งรหสัผ่านนัน้
ควรเป็นรูปภาพประเภทรูปธรรม ซึง่คะแนนเฉลีย่ 2 อนัดบัแรกไดแ้ก่ รูปภาพสิง่มชีวีติและรูปภาพเหมอืนจรงิ จํานวน
ไอคอนรปูภาพสาํหรบัสรา้งรหสัผ่านมทีัง้หมด 30 รูป และในขัน้ตอนการสรา้งรหสัผ่านสามารถเลอืกไอคอนรูปภาพซํ้า
ได้ ผู้ตอบแบบสอบถามเห็นด้วยกับรูปแบบการสร้างรหัสผ่านแบบผู้ใช้งานสร้างเองทัง้หมดมากกว่ารูปแบบที่
คอมพวิเตอรท์าํการสรา้งรหสัผ่านเริม่ตน้ให ้ผูต้อบแบบสอบถามเหน็ดว้ยกบัรปูแบบปฏสิมัพนัธใ์นการสรา้งรหสัผ่านเป็น
แบบการคลกิเลอืกมากกว่าแบบการลากและวาง  
 นอกจากน้ีไดม้กีารวเิคราะหข์อ้มลูเพิม่เตมิระหว่างขอ้มลูทัว่ไปของผูต้อบแบบสอบถามกบัปจัจยัทีท่ําการสาํรวจซึง่มี
ความสมัพันธ์กันหลายปจัจยั โดยจะนําข้อมูลที่ได้จากการสํารวจมาทําการออกแบบงานวิจยัเชิงทดลองเกี่ยวกับ
รหสัผ่านรปูภาพแบบกรดิ ทีม่กีารทดสอบความสมดุลยก์นัระหว่างระดบัความปลอดภยักบัความง่ายในการจดจาํต่อไป 
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Important Factors for Grid-based Graphical Passwords 
 
Nuttanont  Hongwarittorn1* and Dhanuphat  Kotchadapaphada2  
 
Abstract 
 This research surveys the factors in designing a grid-based graphical password since the previous 
research on this topic has not been explained or given any reasons why the quantity or form of several 
important factors are used in much research of grid-based graphical passwords.  This study was therefore 
designed to survey user opinions of important factors in creating grid-based graphical passwords. The survey 
results showed that respondents agreed that a 4*4 grid should be used to form a password.  Images which 
should be used as passwords were concrete icons. The icons scored in the first two highest were 
photographs and images respectively.  The number of image icons used as password choices were about 30 
icons in a grid size of 5*6.  Any Icon could be used as passwords repeatedly. Respondents preferred creating 
passwords by themselves to being generated by a machine; however, Surprisingly, respondents preferred the 
point and click to the drag and drop interaction style.  
 In addition to the survey results, the preliminary relations between the factors and user’s demographic 
data were further analyzed. Several significant relations were found. Those survey factors would be further 
examined in experiments to check how usable and secured. 
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1.  บทนํา 
 ปจัจุบนัการจะเขา้ถงึขอ้มลู ทีจ่ดัเกบ็ไวใ้นคอมพวิเตอร ์
จําเป็นต้องมีการกําหนดสิทธิในการเข้าใช้ระบบ เพื่อ
ป้องกันการเข้าถึงข้อมูลส่วนตัวที่สําคัญและอาจสร้าง
ความเสยีหายใหก้บัเจา้ของขอ้มูลได ้ตวัอย่างเช่นการเขา้
ใชง้านอเีมล (E-mail) โซเชยีลเน็ตเวริค์ (Social Network) 
หรอืการเขา้ใชง้านคอมพวิเตอรส์่วนบุคคล ดงันัน้การทีจ่ะ
เขา้ถงึขอ้มลู จาํเป็นตอ้งผ่านวธิกีารพสิจูน์ตวัตน เพื่อเป็น
การยืนยนัตัวตนและป้องกันปญัหาเกี่ยวกบัการละเมิด
ขอ้มูลส่วนบุคคล ซึง่วธิกีารพสิจูน์ตวัตนทีเ่ป็นทีนิ่ยมและ
มกีารใชง้านอย่างแพร่หลายคอืวธิกีารพสิจูน์ตวัตนโดยใช้
ตัวอกัษรแทนชื่อผู้ใช้งาน (Username) และรหัสผ่าน 
(Password) เพื่อเป็นการยนืยนัว่าบุคคลต้องการเขา้ถึง
ขอ้มลูเป็นผูม้สีทิธเิขา้ถงึขอ้มลู อย่างไรกต็ามกย็งัมบีุคคล
บางกลุ่มที่เป็น นักเลงคอมพวิเตอร์ (Hacker) ที่มคีวาม
ชาํนาญทางดา้นคอมพวิเตอร ์พยายามทําการเขา้ถงึขอ้มูล
ของบุคคลอื่น ดงันัน้จงึมีงานวิจยัเกี่ยวกบัวธิีการพสิูจน์
ตวัตนทีม่กีารพฒันาออกมาอย่างต่อเน่ือง เพื่อใหส้ามารถ
ใช้งานได้ง่าย (Usability) และมีความปลอดภัยสูง 
(Security) โดยงานวจิยัเกีย่วกบัการพสิจูน์ตวัตน ทีม่กีาร
วิจัยกันอย่างแพร่หลาย คืองานวิจยัเกี่ยวกับรหัสผ่าน
รปูภาพ (Graphical Password) 
 
รปูที ่1 ตวัอย่างขนาดรปูภาพจากงานวจิยั [1], [2] 
 จากรูปที ่1 เป็นตวัอย่างรหสัผ่านรูปภาพทีม่ปีรมิาณ
รปูภาพมากมาย ถงึแมว้่าจาํนวนของภาพทีจ่ะถูกเลอืกมา
เป็นรหัสผ่านจะขึ้นอยู่กับรูปแบบการสร้างรหัสผ่าน
รูปภาพ แต่การสร้างรหัสผ่านรูปภาพหลายชิ้น ที่มี
ลักษณะที่ผู้ ใช้ต้องเลือกรูปภาพมาใส่ในตารางกริด 
จํานวนของรูปภาพที่จะเป็นตัวเลือกให้กับผู้ใช้สร้าง
รหสัผ่าน จงึเป็นปจัจยัสาํคญัต่อผูใ้ชท้ีต่้องจดจําและระดบั
ความปลอดภัยของรหัสผ่านด้วย อย่างไรก็ตามปจัจัย
ทางด้านน้ียังไม่ได้ถูกอธิบายไว้ในงานวิจัยรหัสผ่าน
รปูภาพอย่างชดัเจน  
 
รปูที ่2 ตวัอย่างการตัง้รหสัผ่านรปูภาพทีเ่ลอืกภาพ 
         ตดิกนั 
 ในการตัง้รหัสผ่านแบบตัวอักษร ผู้ใช้งานมักตัง้
รหัสผ่านที่ง่ายต่อการจดจํา ทําให้รหัสผ่านนัน้ไม่ผ่าน
กฎเกณฑ์การสร้างรหสัผ่าน เพื่อใหไ้ดร้หสัผ่านทีม่คีวาม
ปลอดภัยสูง ระบบคอมพิวเตอร์หลายระบบจึงมีการ
แนะนําวิธีการตัง้รหัสผ่านเพื่อให้ได้รหัสผ่านที่มีความ
ปลอดภยัทีส่งูขึน้เช่น มกีารระบุจาํนวนของตวัอกัษรต้องมี
ขนาด 8 ตวัอกัษร รหสัผ่านต้องผสมกนัระหว่าง ตวัเลข 
ตัวอักษรและสัญลักษณ์ หรือในบางระบบมีการตัง้
รหสัผ่านให้กบัผูใ้ชซ้ึง่โดยปกตแิล้วรหสัผ่านที่สรา้งขึน้จะ
มรีูปแบบที่ยากต่อการจดจํา แต่ผู้ใช้กส็ามารถปรบัแกใ้ห้
ง่ายขึน้ได้ภายหลงั เป้าหมายสําคญัของงานวจิยัในด้าน
รหสัผ่านคือต้องการได้รหัสผ่านที่ง่ายต่อการจดจํา แต่
ยากต่อผู้ที่ไม่หวังดีที่พยายามจะลักลอบขโมยจดจํา
รหัสผ่าน จึงเป็นเรื่องที่ควรทําการศึกษาต่อไปที่ระบบ
คอมพิวเตอร์ในการสร้างรหัสผ่านรูปภาพ ควรที่ต้อง
ตรวจสอบรหสัผ่านรูปภาพที่ผู้ใช้สร้างขึ้นมีระดบัความ
ปลอดภัยมากน้อยเพียงใด และเมื่อระบบตรวจสอบ
รหสัผ่านรูปภาพแล้วว่า รหสัผ่านรูปภาพที่ผู้ใช้สร้างดงั
ตัวอย่างเช่นการสร้างรหัสผ่านในรูปที่ 2 มีการสร้าง
รหสัผ่านตดิกนัทัง้หมด 5 ตําแหน่งซึง่จะมคีวามปลอดภยั
ตํ่า ระบบควรจะสรา้งหรอืมสี่วนร่วมในการสรา้งรหสัผ่าน
รปูภาพใหผู้ใ้ชห้รอืไม่ ระบบควรมกีลไกเพื่อช่วยในการตัง้
รหัสผ่านรูปภาพ เพื่อให้เกิดรหัสผ่านที่มีระดับความ
ปลอดภัยที่สูงขึ้นเหมือนอย่างกับการตัง้รหัสผ่านแบบ
ตวัอกัษร โดยอาจอยู่ในรูปแบบที่คอมพวิเตอร์ทําการตัง้
รหสัผ่านใหท้ัง้หมดหรอือาจผสมกนัระหว่างคอมพวิเตอร์
ตัง้ให้บางส่วนและผู้ใช้งานตัง้เองบางส่วน ผู้ใช้จะมี
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ความคดิเหน็อย่างไรต่อรหสัผ่านทีถู่กสรา้งขึน้ในลกัษณะ
น้ี งานวจิยัจงึไดส้าํรวจความคดิของผูใ้ชใ้นประเดน็น้ีดว้ย 
 ในกระบวนการพสิจูน์ตวัตนดว้ยรหสัผ่านรูปภาพ การ
ออกแบบส่วนต่อประสาน (User Interface) ในการสรา้ง
และใช้รหสัผ่านรูปภาพ เป็นประเด็นสําคัญอีกประเด็น
หน่ึง เพราะวธิทีีผู่ใ้ชส้รา้งรหสัผ่านและใชร้หสัผ่านเพื่อเขา้
สู่ระบบ มีความสมัพันธ์กับการจดจํารหัสผ่านของผู้ใช ้
และความปลอดภยัดว้ย เช่นระหว่างส่วนต่อประสานแบบ
การกดเลอืกกบัการกดลากภาพทีต่อ้งการใชเ้ป็นรหสัผ่าน 
สว่นต่อประสานในการสรา้งและใชร้หสัผ่านน่าจะส่งผลต่อ
ผูใ้ช้ทีแ่ตกต่างกนั เช่นผู้ใช้ทีเ่ป็นเดก็ ผูใ้ชท้ี่เป็นผู้สงูอายุ 
รูปแบบการปฏิสัมพันธ์ในการสร้างและใช้รหัสผ่าน
รปูภาพ ไดส้าํรวจในงานวจิยัน้ีดว้ย 
 เน่ืองจากในการทําการวจิยัเชงิการทดลอง ผูว้จิยัต้อง
เลอืกศึกษาปจัจยัหรอืตวัแปรบางตวั และต้องให้ตวัแปร
บางตวัแปรคงที่เอาไว้ จึงเป็นเรื่องยากและจะทําให้การ
ทดลองมรีะดบัความซบัซอ้น งานวจิยัจงึเริม่ศกึษาสาํรวจ
ปจัจยัทีผู่ใ้ชเ้หน็ดว้ยมากน้อย เพื่อนําเอาไปเป็นจุดเริม่ต้น
ในการสร้างรหสัผ่านรูปภาพได้ ประเดน็หลกัสําคญัที่จะ
ได้ถูกสํารวจได้แก่ ขนาดและรูปแบบของตารางกริด 
ประเภทของรูปภาพ ขนาดและจํานวนของรูปภาพ 
รูปแบบการได้มาของรหัสผ่านรูปภาพ และรูปแบบ
ปฏสิมัพนัธใ์นขัน้ตอนการสรา้งรหสัผ่าน โดยรายละเอยีด
ของงานวจิยัในส่วนถดัไปจะกล่าวถงึส่วนที ่2 ระเบยีบวธิี
วจิยั สว่นที ่3 ผลการสาํรวจ สว่นที ่4 สรุปและอภปิรายผล 
 
2.  ระเบียบวิธีการศึกษาวิจยั 
 การวิจัยในครัง้ น้ี ใช้รูปแบบการวิจัยเชิงสํารวจ 
(Survey Research) โดยการใช้แบบสอบถามออนไลน์
เป็นเครื่องมอืช่วยในการทําวจิยั เพื่อสาํรวจถงึปจัจยัทีใ่ช้
ในการออกแบบรหสัผ่านรูปภาพแบบกรดิทีผู่้ใชเ้หน็ด้วย
มากทีส่ดุ 
 2.1  ปัจจยัในการสาํรวจ 
 การวจิยัในครัง้น้ีเป็นงานวจิยัทีต่อ้งการศกึษาถงึปจัจยั
ทีส่าํคญัต่อการออกแบบรหสัผ่านรูปภาพแบบกรดิโดยใช้
วธิวีจิยัเชงิสาํรวจ (Survey Research) ดว้ยแบบสอบถาม
ออนไลน์ เพื่อประมวลขอ้คดิเหน็จากผูใ้ชท้ีม่ปีจัจยัตามที่
ได้อธิบายไปแล้วนัน้ มาเป็นพื้นฐานในการออกแบบ
รหสัผ่านรูปภาพแบบกริด ที่น่าจะตรงกบัความต้องการ
ของผูใ้ชไ้ดม้ากทีส่ดุ 
 ในการออกแบบรหสัผ่านรูปภาพแบบกรดิ ในงานวจิยั
ทีผ่่านมาไม่พบงานวจิยัใดทีไ่ดร้ะบุไวอ้ย่างชดัเจนในส่วน
ของปจัจยัต่าง ๆ ที่นํามาออกแบบรหสัผ่านรูปภาพแบบ 
กรดิ ดงันัน้งานวจิยัชิน้น้ีโดยแบ่งตามปจัจยัดงัต่อไปน้ี 
 
รูปที่ 3 แสดงขนาดและรูปแบบของตารางกรดิสาํหรบั 
         นํามาใชส้รา้งรหสัผ่านรปูภาพแบบกรดิ 
 ปจัจยัทีห่น่ึง งานวจิยัทีผ่่านมาไดม้กีารกําหนดขนาด
ของกรดิทีแ่ตกต่างกนั เช่น ขนาด 3*5 [3], ขนาด 6*6 [4], 
[5], ขนาด 3*3 [1], [6] และขนาด 5*5 [7] เป็นต้น แต่ไม่
พบงานวจิยัใดทีไ่ดร้ะบุชดัเจนว่าทาํไม่ถงึใชข้นาดดงักล่าว 
ดงันัน้งานวจิยัชิน้น้ีจงึทาํการสาํรวจขนาดและรูปแบบของ
ตารางกริดที่เหมาะสมสําหรับการนํามาสร้างรหัสผ่าน
รูปภาพแบบกรดิ โดยขนาดของตารางกรดิทีม่ขีนาดใหญ่
หรอืจํานวนช่องที่มาก ซึง่ทําใหไ้ดร้หสัผ่านที่หลากหลาย
เพิม่มากขึน้และช่วยให้รหสัผ่านมคีวามปลอดภยัเพิม่ขึน้ 
แต่ผู้ใช้งานอาจไม่สะดวกในการจดจํา และหากมขีนาดที่
กว้างหรอืลกึมาก กอ็าจส่งผลต่อความยากง่ายในการใช้
งานของผู้ใช้งาน เน่ืองจากผูใ้ช้งานอาจต้องทําการกวาด
สายตาในการใช้งาน ดังนัน้ ในงานวิจัยชิ้นน้ีได้สํารวจ
ตารางกรดิที่มขีนาดและรูปแบบที่แตกต่างกนั 4 ขนาด
ได้แก่ ตารางขนาด 4*4 รูปแบบจตุัรสั เป็นรูปแบบที่
ผูใ้ช้งานไม่จําเป็นต้องกวาดสายตาในการมองและตาราง
ขนาด 2*7, 7*2 และ 1*12 รปูแบบผนืผา้ เป็นรูปแบบแนว
กว้างหรือแนวยาวที่ ผู้ใช้ต้องทําการกวาดสายตาไป
ทางดา้นใดดา้นหน่ึง ดงัรูปที ่ 3 ซึ่งเป็นตวัอย่างทีไ่ดท้ํา
การออกแบบสําหรับเป็นตัวเลือกในแบบสอบถามซึ่ง
เป้าหมายของตวัเลอืกเพื่อต้องการใหผู้ต้อบแบบสอบถาม
เห็นลักษณะของรูปทรงของตารางกริด มิได้ต้องการ
เปรยีบเทยีบจํานวนของเซลล ์(Cell) โดยตรงเน่ืองจากมี
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ความหลากหลาย โดยกําหนดให้ขนาดของตวัเลอืกทัง้ 4 
ขนาด มีขนาดใกล้เคียงกันมากที่สุด ซึ่งหากผู้ตอบ
แบบสอบถามเห็นว่ามขีนาดอื่นที่เหมาะสมกส็ามารถทํา
การระบุเพิม่เติมได ้ซึ่งงานวจิยัที่ผ่านมาส่วนมากใช้เป็น
รูปแบบจตุัรสัมากกว่ารูปแบบผนืผ้า นอกเหนือจากการ
กวาดสายตาอาจมขีอ้จํากดัในเรื่องของหน้าจอทีใ่ชใ้นการ
สรา้งรหสัผ่านรูปภาพทีม่ขีนาดทีจ่ํากดัหรอืต้องการจํากดั
เน้ือทีใ่หอ้ยู่ในบรเิวณทีไ่ม่ควรจะใหญ่เกนิไปหรอืใชเ้น้ือที่
มากเกนิไป ตารางกริดรูปแบบจตุัรสัน่าจะเป็นรูปแบบที่
ผู้ตอบแบบสอบถามเหน็ด้วยหากนํามาใช้สร้างรหสัผ่าน
รปูภาพ  
 
รูปที ่4 แสดงประเภทของรูปภาพสาํหรบันํามาใชส้รา้ง 
         รหสัผ่านรปูภาพ 
 ปจัจัยที่สอง จากงานวิจัยที่ผ่านมาได้ใช้รูปภาพ
ประเภทที่แตกต่างกนัเช่น ภาพหน้าคน [1], [5] ภาพ
ประเภทนามธรรม [3], [8] และใช้ภาพที่ผสมกนัระหว่าง
สญัลกัษณ์และรปูสตัว ์[2] ภาพทีนํ่ามาใชม้หีลายชนิดและ
หลายประเภท จงึอาจส่งผลต่อความรู้สกึของผู้ใช้งานใน
การจดจาํ งานวจิยัน้ีจงึสาํรวจประเภทของรูปภาพสาํหรบั
เป็นตัวเลือกในการสร้างรหสัผ่านรูปภาพ (Graphical 
Password) เพื่อสาํรวจว่ารูปภาพประเภทใดอาจช่วยเพิม่
ความรู้สึกที่ง่ายต่อการจดจําของผู้ใช้งาน ประเภทของ
รูปภาพถูกแบ่งออกเป็น 2 ประเภทใหญ่ ดงัต่อไปน้ี 1) 
รูปภาพประเภทรูปธรรม ได้แก่ รูปภาพวตัถุ รูปวาด
เหมอืนจรงิ เช่นรูปบา้น รูปรถ รูปการต์ูน รูปวาด เป็นต้น 
2) รูปภาพประเภทนามธรรม ได้แก่รูปภาพทีไ่ม่สามารถ
บอกความหมายของรูปดงักล่าวได้เช่น รูปลายเสน้ส ีดงั
รปูที ่4 จากงานวจิยัรหสัผ่านรปูภาพทีผ่่านมาจะเหน็ไดว้่า 
ใชร้ปูภาพทีเ่ป็นประเภทรูปธรรมเป็นส่วนใหญ่ ซึง่อาจเป็น
ความจรงิทีว่่ารปูภาพประเภทนามธรรมเป็นรูปภาพทีย่าก
ต่อการจดจํา เน่ืองจากเป็นรูปภาพที่มรีายละเอียดมาก
และผู้ใช้อาจไม่สามารถให้ชื่อกบัรูปภาพนัน้ได้เมื่อเทยีบ
กับรูปภาพวัตถุที่ผู้ใช้สามารถเรียกภาพนัน้ได้ จึงอาจ
สันนิษฐานได้ว่าผู้ใช้น่าจะเห็นด้วยที่รูปภาพประเภท
รูปธรรมจะถูกนํามาใชส้รา้งเป็นรหสัผ่านมากกว่ารูปภาพ
ประเภทนามธรรม ในการสํารวจครัง้น้ีได้ทําการแบ่ง
รูปภาพประเภทรปูธรรมออกเป็น 5 ชนิด 1) รูปภาพวตัถุ
เช่น รปูบา้น, รปูรถ 2) รปูภาพเหมอืนจรงิเช่น รูปการต์ูน, 
รูปวาด 3) รูปภาพถ่ายที่ไม่ใช้วัตถุเช่น รูปสถานที่
ท่องเทีย่ว, รูปววิทวิทศัน์ 4) รูปภาพสิง่มชีวีติเช่น รูปคน, 
รูปสตัว์ 5) รูปภาพบุคคลทีม่ชีื่อเสยีงเช่น รูปดารา, รูป
นักร้อง รูปภาพเหมือนจริงและรูปภาพวัตถุน่าจะเป็น
ประเภททีม่ผีูต้อบแบบสอบถามเลอืกมากทีสุ่ดจาก 5 ชนิด
เน่ืองจากเป็นประเภทของรูปภาพที่ผู้ตอบแบบสอบถาม
เจอในชวีติประจาํวนั 
 
รปูที ่5 แสดงจาํนวนภาพสาํหรบัสรา้งรหสัผ่านรปูภาพ 
 ปจัจัยที่สาม งานวิจัยเลือกใช้จํานวนรูปภาพเป็น
รหสัผ่านทีม่จีํานวนมากน้อยทีแ่ตกต่างกนั เช่น มกีารสุ่ม
จํานวนภาพมาใหเ้ลอืกเป็นรหสัผ่าน 100 ภาพ  [2], ใช้
ภาพ 15 ภาพ [3] และทีใ่ชภ้าพครัง้ละ 9 ภาพ [1] โดย
จํานวนภาพไอคอนย่อมส่งผลต่อการจดจําของผู้ใช้งาน 
หากมจีาํนวนรปูภาพมากผูใ้ชง้านอาจเกดิความสบัสนและ
อาจทําให้ผู้ใช้งานรู้สกึยากในการจดจํา แต่น่าส่งผลดใีน
เรื่องของความปลอดภยัทีสู่งขึน้ ในทํานองกลบักนัหากมี
จํานวนรูปภาพน้อยเกินไปน่าส่งผลในเรื่องของความ
หลากหลายของรหัสผ่านทําให้ได้รหัสผ่านที่มีความ
ปลอดภยัที่ตํ่าลง แต่ผูใ้ช้งานสามารถใช้งานได้ง่าย เพื่อ
ต้องการทราบจํานวนที่เหมาะสมของรูปภาพที่จะใช้เป็น
ตวัเลอืกสาํหรบัสรา้งรหสัผ่าน การสํารวจครัง้น้ีจงึทําการ
สาํรวจจาํนวนภาพทีเ่หมาะสมในการนํามาใชเ้ป็นตวัเลอืก
สําหรับสร้างรหัสผ่าน จํานวนของไอคอนรูปภาพแบ่ง
ออกเป็น 3 ระดบั 1) จํานวน 30 รูป โดยใชรู้ปภาพทีเ่ป็น
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ภาพวตัถุ ผสมกนัระหว่างรูปบา้นและรูปรถ โดยมจีํานวน
ภาพทีน้่อยซึ่งช่วยผูใ้ชง้านในเรื่องของการจดจําทีง่่ายขึน้
แต่ส่งผลต่อความหลากหลายของรหัสผ่านที่มีความ
ปลอดภยัตํ่าลง 2) จํานวน 64 รูป และ 3) จํานวน 100 รูป 
โดยใช้รูปวาดเหมือนจริง ที่เป็นรูปภาพแสดงอารมณ์ 
(Emoticon)  และรูปการ์ตูน ตามลําดบั ทัง้ 2 แบบมี
จํานวนรูปภาพที่เพิม่ขึน้จากแบบที ่1 ซึ่งช่วยเพิม่ความ
หลากหลายของรหสัผ่าน ทําให้มีความปลอดภยัเพิม่ขึ้น 
แต่ผู้ใช้งานต้องจดจํามากขึ้นเช่นกนั ดังรูปที่ 5 เป็น
รูปแบบตวัอย่างของจํานวนรูปภาพทีไ่ด้ทําการออกแบบ
เป็นรปูแบบจตุัรสัเพื่อใหผู้ต้อบแบบสอบถามสามารถมอง
และทราบถงึจํานวนของรูปภาพทีจ่ะนําใชเ้ป็นตวัเลอืกใน
การสร้างรหสัผ่านได้ง่ายขึน้ว่าจะใช้จํานวนเท่าไร ซึ่งใน
การออกแบบคาดว่าผู้ใช้งานเลือกรูปแบบของขนาดที่มี
จํานวนน้อยที่สุดคอืขนาด 5x6 เน่ืองจากผูใ้ชง้านอาจไม่
อยากจดจาํภาพจาํนวนมาก 
 ปจัจัยที่สี่ จากงานวิจัยที่ผ่านมาพบว่าในการตัง้
รหัสผ่านแบบตัวอักษร (Text-Password) ผู้ใช้งานตัง้
รหัสผ่านที่ง่ายและใช้รหัสผ่านเดียวกันในหลายระบบ 
เพื่อให้ง่ายขึ้นในการจดจํา แต่วิธีการดังกล่าวมิได้เป็น
วธิกีารที่ดแีละมคีวามเสีย่งสูง โดยเฉพาะถ้ารหสัผ่านได้
ถูกโจรกรรมไปได ้เพื่อเพิม่ความปลอดภยัทีส่งูขึน้ ระบบ
จึงมีกฎเกณฑ์ที่ช่วยให้ผู้ใช้งานตัง้รหัสผ่านที่มีความ
ปลอดภยัทีส่งูขึน้ เช่นมกีารระบุจาํนวนของตวัอกัษรต้องมี
ขนาด 8 ตวัอกัษร รหสัผ่านต้องผสมกนัระหว่างตวัเลข
ตวัอกัษรและสญัลกัษณ์ หรอืระบบอาจสร้างรหสัผ่านให้
ผู้ใช้  ซึ่งน่าจะยากต่อการจดจํา ดงันัน้ ในการสร้างรหสั 
ผ่านรูปภาพระบบควรกําหนดกฎเกณฑท์ีช่่วยผู้ใชใ้นการ
ตัง้รหสัผ่านรูปภาพเพื่อให้ได้รหสัผ่านรูปภาพที่มีความ
ปลอดภยัทีสู่งขึน้ ซึง่อาจใช้วธิกีารสรา้งรหสัผ่านรูปภาพ
แบบคอมพิวเตอร์สร้างรหัสผ่านรูปภาพให้ทัง้หมดหรือ
สร้างบางส่วน ผู้ใช้จะมีความคิดเห็นต่อรหสัผ่านแบบน้ี
อย่างไร ในการสาํรวจจงึไดแ้บ่งการไดร้หสัผ่านเป็น 3 วธิ ี
1) คอมพิวเตอร์สร้างรหัสผ่านรูปภาพให้ทัง้หมด 2) 
คอมพิวเตอร์สร้างให้บางส่วนและผู้ใช้งานสร้างเอง
บางสว่นและ 3) ผูใ้ชง้านสรา้งรหสัผา่นเองทัง้หมด 
 ปจัจยัที่หา้ ในการสร้างรหสัผ่านรูปภาพ รูปแบบของ
ส่วนต่อประสานย่อมส่งผลต่อผู้ใช้ในการสร้างและใช้งาน
รหสัผ่านทัง้ในแง่ความสะดวกและความปลอดภยั ตลอดจน
ความแตกต่างของกลุ่มผูใ้ชง้าน ไม่ว่าจะเป็นความแตกต่าง
ในอายุ เพศ หรือในด้านอื่นด้วย ดงันัน้งานวิจยัชิ้นน้ีได้
สํารวจรูปแบบปฏิสมัพนัธ์ในขัน้ตอนการสร้างรหัสผ่าน
รปูภาพหรอืการพสิจูน์ตวัตน ควรมรีูปแบบอย่างไร ทีผู่ใ้ช้
คดิว่ามคีวามสะดวกในการใชง้านและอาจช่วยป้องกนัการ
ถูกโจรกรรม โดยแบ่งออกเป็น 2 รูปแบบดงัน้ี 1) แบบ 
Drag and Drop คอืการคลกิไอคอนรูปภาพคา้งไวแ้ละทํา
การลากไปยงัจุดที่ต้องการในตารางกรดิรหสัผ่านและทํา
การปล่อยเมาส ์(Mouse) เป็นรปูแบบทีช่่วยใหผู้ใ้ชม้คีวาม
สะดวกขึน้ในการใชง้านเพราะมกีารคลกิเพยีงครัง้เดยีว 2) 
แบบ Point and Click คอืการคลกิเลอืกไอคอนรูปภาพที่
ต้องการ 1 ครัง้ และทําการคลิกเลือกจุดที่ต้องการใน
ตารางกรดิรหสัผ่านเพื่อวางไอคอนรูปภาพอกี 1 ครัง้ เป็น
วิธีที่อาจช่วยป้องกันความปลอดภัยจากการโจรกรรม 
เน่ืองจากขณะทาํการคลกิผูท้ีต่้องการโจรกรรมอาจมองไม่
ทนัว่าคลกิเลอืกทีภ่าพใด และนอกจากนัน้ยงัสาํรวจถงึวธิี
เลือกรูปภาพในตอนสร้างรหัสผ่าน ซึ่งแบ่งออกเป็น 2 
วธิกีารคอื 1) รูปภาพสามารถถูกเลอืกซํ้าได ้ซึง่วธิกีารน้ี
ช่วยเพิม่ตวัเลอืกของรหสัผ่านทีเ่พิม่ขึน้ แต่กอ็าจส่งผลต่อ
ความปลอดภยัทีต่ํ่าลง หากผูใ้ชง้านเลอืกใชร้ปูเดมิหรอื 2) 
รปูภาพหา้มถูกใชซ้ํ้าเป็นวธิกีารทีจ่ะไดร้หสัผ่านรูปภาพที่
มรีูปภาพที่แตกต่างกนัจงึทําให้มคีวามปลอดภยัเพิม่ขึ้น 
แต่ผูใ้ชง้านตอ้งจดจาํรปูภาพเพิม่ขึน้เช่นกนั 
 2.2  ประชากรกลุ่มตวัอย่าง 
 งานวจิยัน้ีเป็นการสาํรวจเพื่อหาปจัจยัในการออกแบบ
รหสัผ่านรูปภาพแบบกริด โดยได้ทําการสํารวจกบักลุ่ม
ผู้ใช้งานอินเทอร์เน็ตทัว่ไป โดยได้ทําการโพสแบบ
สอบถามออนไลน์ผ่านช่องทางเว็บไซต์ดังต่อไปน้ี 
www.facebook.com, www.pantip.com, www.mthai.com 
และ www.blognone.com โดยเป็นการเชญิชวนใหม้าร่วม
ทาํแบบสอบถาม 
 2.3  เครือ่งมือท่ีใช้ในงานวิจยั 
 เครื่องมือที่ใช้ในงานวิจัยคือแบบสอบถามออนไลน์ 
โดยต้องทําการระบุทุกขอ้คําถามของแบบสอบถาม เพื่อ
เป็นการป้องกันข้อมูลที่ไม่สมบูรณ์ ซึ่งเ น้ือหาของ
แบบสอบถามแยกออกเป็น 3 ส่วนดงัน้ี 1) เป็นขอ้คําถาม
เกีย่วกบั ขอ้มูลทัว่ไปของผูต้อบแบบสอบถาม 2) เป็นขอ้
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คําถามเกี่ยวกับความคิดเห็นที่มีต่อการสร้างรหัสผ่าน 
(Password)  3) เป็นขอ้คําถามเกีย่วกบัความคดิเหน็ทีม่ี
ต่อรหสัผ่านรปูภาพ (Graphical Password)  
 2.4  ผลการวิเคราะหข์้อมูล 
 การวเิคราะห์ขอ้มูลในงานวจิยัครัง้น้ี ผู้วจิยัได้ทําการ
แบ่งการวเิคราะห์ขอ้มูลออกเป็น 3 ส่วน ส่วนที่หน่ึงเป็น
การสรุปผลขอ้มูลทัว่ไปของผูต้อบแบบสอบถาม ส่วนที่
สองเป็นการสรุปผลตามปจัจัยหรือตัวแปรสําคัญที่
ต้องการสํารวจและส่วนสุดท้ายเป็นการสรุป วเิคราะห์
เพิม่เตมิ 
 
3.  ผลการสาํรวจ 
 3.1  ข้อมูลทัว่ไป 
 โดยจากการสาํรวจช่วงเวลาตัง้แต่วนัที ่19 กรกฎาคม 
2556 ถงึวนัที ่10 สงิหาคม 2556 พบว่า ขอ้มูลทัว่ไปของ
ผูต้อบแบบสอบถามทีต่อบแบบสอบถามทัง้หมด 423 คน 
เป็นเพศชายรอ้ยละ 58.63 และเพศหญงิรอ้ยละ 41.37 มี
ผูต้อบแบบสอบถามจาํนวน 280 คน รูจ้กัรหสัผ่านรูปภาพ 
อายุส่วนใหญ่ของผูต้อบแบบสอบถามอยู่ในช่วง 21-30 ปี 
ระดบัการศกึษาสว่นใหญ่เป็นระดบัปรญิญาตร ีกลุ่มอาชพี
ที่ตอบแบบสอบถามมากที่สุดคอืพนักงานบรษิัทเอกชน
และในจาํนวนนัน้มผีูต้อบแบบสอบถามอยู่ 188 คนทีเ่คย
ใช้งานรหัสผ่ านรูปภาพมาแล้ว โดยทัว่ไปผู้ตอบ
แบบสอบถามร้อยละ 38 ระบุว่าไม่ค่อยลมืรหสัผ่านและ
ผูต้อบแบบสอบถามรอ้ยละ 11 ไม่เคยลมืรหสัผ่าน 
 3.2. สรปุผลตามปัจจยัของงานวิจยั  
 
รปูที ่6 ความถีข่องผูต้อบแบบ สอบถามเกีย่วกบัขนาด 
      ของตารางกรดิ (Grid) สาํหรบัการสรา้งรหสัผ่าน 
   รปูภาพ 
 จากรูปที่ 6 ชี้ให้เห็นว่า 77.54% ของผู้ตอบ
แบบสอบถาม เหน็ด้วยที่จะใช้ตารางกรดิขนาด 4x4 ซึ่ง
เป็นรูปแบบจตุัรสั ในการสร้างรหสัผ่านรูปภาพ 8.51% 
ของผูต้อบแบบสอบถามกบัเหน็ด้วยกบัตารางกรดิขนาด 
1*12 และตารางกริดขนาด 7*2 เป็นตารางขนาดที่มี
จํานวนผู้ตอบแบบสอบถามเห็นด้วยน้อยที่สุดในการใช้
สรา้งรหสัผ่านรปูภาพ  
 
รูปที ่ 7 ความถี่ของประเภทของรูปภาพที่จะนํามาใช ้
          เป็นตวัเลอืกในการสรา้งรหสัผ่าน  
 รูปที่ 7 เป็นการแสดงให้เห็นผลสํารวจประเภทของ
รปูภาพทีนํ่ามาใชเ้ป็นตวัเลอืกในการสรา้งรหสัผ่าน ผูต้อบ
แบบสอบถาม 41.13% เห็นด้วยที่จะนําเอารูปภาพ
ประเภทรูปธรรมมาใช้สร้างเป็นรหัสผ่าน รองลงมาคือ 
36.41% ผสมกนัระหว่างรปูธรรมและนามธรรม 
 
รปูที ่8 ค่าเฉลีย่ในการสาํรวจชนิดของรปูภาพที ่
 นํามาใชเ้ป็นตวัเลอืกสาํหรบัสรา้งรหสัผ่าน การสํารวจ
เกี่ยวกบัชนิดของรูปภาพรูปธรรมทีค่วรนํามาใช้เป็นรหสั 
ผ่าน รปูที ่8 แสดงใหเ้หน็ว่า รูปภาพทีผู่ต้อบแบบสอบถาม
เลอืกมากที่สุด 2 อนัดบัแรกคอื ภาพสิง่มชีวีติและภาพ 
เหมอืนจรงิ มคี่าเฉลี่ยเท่ากนัทัง้ 2 ประเภทคอืเท่ากบั 
3.27 ซึง่ภาพรปูธรรมทีผู่ต้อบแบบสอบถามเลอืกมคี่าทีไ่ม่
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แตกต่างกนั อาจจะเกดิจากทีผู่้ตอบแบบสอบถามไม่ได้มี
ความชอบรูปภาพประเภทดังกล่าวอย่างชัดเจน แต่ที่
น่าจะเหน็ความแตกต่างที่ชดัเจนคอืผู้ตอบแบบสอบถาม
น่าจะชอบภาพทีแ่บบรปูธรรมมากกว่าภาพแบบนามธรรม 
 
 
รปูที ่9 ความถีข่องผูต้อบแบบสอบถามเกีย่วกบัจาํนวน 
  ไอคอนรปูภาพ 
 รูปที ่9 แสดงถงึผลการสาํรวจในปจัจยัจํานวนไอคอน
รปูภาพทีค่วรใชเ้ป็นตวัเลอืกในตอนสรา้งรหสัผ่านรูปภาพ 
47.75% ของผูต้อบแบบสอบถามเหน็ดว้ยกบัตารางขนาด 
5*6 (จํานวน 30 รูปภาพ) และ อกี 29.79% ของผูต้อบ
แบบสอบถามเหน็ด้วยกบัตารางขนาด 8*8 (จํานวน 64 
ภาพ) และมีจํานวนผู้ตอบแบบสอบถามน้อยลงที่เห็นว่า
ควรใชต้ารางขนาดใหญ่ขนาด 10*10 (จํานวน 100 ภาพ) 
หรอื ตารางขนาดอื่น ๆ ทีม่ขีนาดเลก็เช่น ตาราง 4*3 และ 
4*5 ที่มจีํานวนภาพเพยีง 12 และ 20 ภาพตามลําดบั
เท่านัน้ 
 
 
รปูที ่10 ความถีข่องผูต้อบแบบสอบถามเกีย่วกบั 
    วธิกีารสรา้งรหสัผ่านรปูภาพ 
 รูปที่ 10 แสดงผลการสํารวจปจัจยัพฤติกรรมในการ
สรา้งรหสัผ่านรปูภาพ 47% ของผูต้อบแบบสอบถาม เหน็
ดว้ยที่ให้ผู้ใช้งานสรา้งรหสัผ่านเองทัง้หมดและรองลงมา
คือ 45.4% ของผู้ตอบแบบสอบถามเห็นว่าควรให ้
คอมพิวเตอร์ทําการสร้างรหัสผ่านรูปภาพเริ่มต้นให้
บางสว่นและผูใ้ชง้านสรา้งเองบางสว่น 
 
 
รปูที ่11 ค่าเฉลีย่ของขอ้คดิเหน็ทีม่ต่ีอรหสัผ่านทีส่รา้ง 
            โดยคอมพวิเตอรท์ัง้หมด 
 
 การสํารวจครัง้น้ียังได้มีข้อคําถามที่จะให้ผู้ตอบ
แบบสอบถามไดข้อ้คดิเหน็ทีม่ต่ีอรหสัผ่านทีค่อมพวิเตอร์
เป็นผูส้รา้งรหสัผ่านใหท้ัง้หมดดงัรปูที ่11 ผูต้อบแบบสอบถาม
ไม่คดิว่าการใหค้อมพวิเตอรส์รา้งรหสัผ่านใหท้ัง้หมดเป็น
การช่วยสรา้งรหสัผ่าน (xˉ = 3.13, S.D. = 1.089) และไม่
แน่ใจว่าเป็นวธิทีีส่ามารถป้องกนัการโจรกรรมได้ด ี (  xˉ = 
3.14, S.D. = 1.046) แต่แน่ใจว่ารหสัผ่านทีค่อมพวิเตอร์
สรา้งใหจ้ะยากต่อการจดจํา (xˉ = 3.93, S.D. = 1.091) 
 
รปูที ่12 ขอ้มลูผูต้อบแบบสอบถามเกีย่วกบัรปูแบบ 
             ปฏสิมัพนัธใ์นขัน้ตอนการสรา้งรหสัผ่านและ             
   พสิจูน์ตวัตน 
  รูปที่  12 แสดงผลการสํารวจปจัจัยรูปแบบของ
ปฏิสมัพนัธ์ในขัน้ตอนการสร้างรหสัผ่านหรอืการพิสูจน์
ตวัตน ผูต้อบแบบสอบถามเหน็ดว้ยกบัรูปแบบปฏสิมัพนัธ์
แบบ Point and Click มากกว่า แบบ Drag-Drop และใน
การสํารวจขอ้คดิเห็นว่ารูปภาพทีเ่ป็นตวัเลอืกควรจะถูก
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นํามาใช้ซํ้าเป็นรหสัผ่านรูปภาพหรอืไม่ มจีํานวนผู้ตอบ
แบบสอบถามถึง 75.4% เหน็ว่า สามารถรหสัผ่านที่มี
รปูภาพซํ้ากนัได ้ 
 3.3.  วิเคราะหเ์พ่ิมเติม 
 ข้อมูลจากการสํารวจครัง้น้ี ได้ถูกนํามาวิเคราะห์
เพิม่เตมิเพื่อศกึษาถงึความสมัพนัธข์องขอ้มูลส่วนตวัของ
ผูต้อบแบบสอบถามกบัปจัจยัสําคญัต่อการออกแบบและ
สรา้งรหสัผ่าน จากการวเิคราะหค์วามสมัพนัธ ์โดยใชก้าร
ทดสอบไคสแควร์ (Chi-square Test) พบว่ามีความ 
สมัพนัธก์นัดงัต่อไปน้ี 
(1) เพศและรหสัผ่านแบบคอมพวิเตอรส์ร้างให้
จะช่วยป้องกนัการโจรกรรมไดด้ ีมคีวามสมัพนัธก์นัอย่าง
มนีัยสําคญัทางสถิติ ผลการวเิคราะห์ (Pearson Chi-
Square มคี่าเท่ากบั 14.667 df = 4 Sig = .005) ชีใ้หเ้หน็
ว่า เพศหญงิและเพศชายมคีวามคดิเหน็ต่อรหสัผ่านแบบ
คอมพิวเตอร์สร้างให้จะช่วยป้องกันการโจรกรรมได้ด ี
แตกต่างกัน ผู้ตอบแบบสอบถามเพศชายเห็นด้วยว่า
รหสัผ่านทีค่อมพวิเตอรส์รา้งใหส้ามารถป้องการโจรกรรม
ไดด้ ีมากกว่าผูต้อบแบบสอบถามเพศหญงิ 
(2) เพศและรหสัผ่านทีค่อมพวิเตอร์สร้างให้จะ
ยากต่อการจดจาํ มคีวามสมัพนัธก์นัอย่างมนีัยสาํคญัทาง
สถติ ิผลการวเิคราะห ์(Person Chi-Square มคี่าเท่ากบั 
14.667
 df = 4 Sig = .005) ชีใ้หเ้หน็ว่าเพศชายและเพศ
หญงิมคีวามคดิเหน็ต่อรหสัผ่านทีค่อมพวิเตอรส์รา้งใหจ้ะ
ยากต่อการจดจํา แตกต่างกนั ผู้ตอบแบบสอบถามเพศ
ชายเหน็ด้วยมากกว่าว่าหากคอมพวิเตอร์สร้างรหสัผ่าน
ใหท้ัง้หมดจะยากต่อการจดจาํมากกว่าผูต้อบแบบสอบถาม
เพศหญงิ 
(3) อายุและรูปภาพทีจ่ะนํามาใชส้ร้างรหสัผ่าน
ประเภทภาพบุคคลทีม่ชีื่อเสยีง มคีวามสมัพนัธก์นัอย่างมี
นยัสาํคญัทางสถติ ิผลการวเิคราะห ์(Person Chi-Square 
มคี่าเท่ากบั 27.438
 df = 16 Sig = .037) ชีใ้หเ้หน็ว่าอายุ
ทีแ่ตกต่างกนั มคีวามคดิเหน็ต่อรปูภาพทีจ่ะนํามาใชส้รา้ง
รหัสผ่านประเภทภาพบุคคลที่มีชื่อเสียง แตกต่างกัน 
ผู้ตอบแบบสอบถามอายุ 21-30 ปี เหน็ด้วยมากกว่าว่า
ควรนํารูปภาพบุคคลที่มีชื่อเสียงมาใช้ในการสร้าง
รหสัผ่านมากกว่าผูต้อบแบบสอบถามทุกช่วงอายุ 
 
(4) ระดบัการศกึษาและรหสัผ่านทีค่อมพวิเตอร์
สร้างให้จะยากต่อการจดจํา มีความสมัพนัธ์กันอย่างมี
นยัสาํคญัทางสถติ ิผลการวเิคราะห ์(Person Chi-Square 
มคี่าเท่ากบั 26.179
 df = 8 Sig = .001) ชีใ้หเ้หน็ว่าระดบั
การศกึษามคีวามคดิเหน็ต่อรหสัผ่านที่คอมพวิเตอรส์รา้ง
ให้จะยากต่อการจดจํา แตกต่างกนั ผู้ตอบแบบสอบถาม
ระดบัปรญิญาตรแีละสงูกว่าปรญิญาตร ีเหน็ดว้ยมากกว่า
ว่าหากคอมพิวเตอร์สร้างรหสัผ่านให้ทัง้หมดจะยากต่อ
การจดจาํมากกว่าผูต้อบแบบสอบถาม 
(5) อาชพีและรหสัผ่านทีค่อมพวิเตอรส์รา้งใหจ้ะ
ช่วยเป็นแนวทางในการสรา้งรหสัผ่าน มคีวามสมัพนัธก์นั
อย่างมนีัยสาํคญัทางสถติ ิผลการวเิคราะห ์(Person Chi-
Square มคี่าเท่ากบั 26.179 df = 8 Sig = .001) ชีใ้หเ้หน็
ว่าอาชพีมคีวามคดิเหน็ต่อรหสัผ่านทีค่อมพวิเตอรส์รา้งให้
จะช่วยเป็นแนวทางในการสร้างรหัสผ่าน แตกต่างกัน 
ผู้ตอบแบบสอบถามอาชีพพนักงานบริษัทเอกชนและ
นักเรยีน/นักศกึษา เหน็ดว้ยมากกว่าว่าหากคอมพวิเตอร์
สร้างรหสัผ่านให้ทัง้หมดจะช่วยเป็นแนวทางในการสร้าง
รหสัผ่าน มากกว่าผูต้อบแบบสอบถามอาชพีอื่น 
(6) อาชพีและรปูภาพทีจ่ะนํามาใชส้รา้งรหสัผ่าน
ประเภทภาพสิ่งมีชีวิต มีความสัมพันธ์กันอย่างมี
นยัสาํคญัทางสถติ ิผลการวเิคราะห ์(Person Chi-Square 
มคี่าเท่ากบั 26.510 df = 16 Sig = .047) ชี้ใหเ้หน็ว่า
อาชีพที่แตกต่างกัน มีความคิดเห็นต่อรูปภาพที่จะ
นํามาใชส้รา้งรหสัผ่านประเภทภาพสิง่มชีวีติ แตกต่างกนั 
ผู้ตอบแบบสอบถามอาชีพพนักงานบริษัทเอกชนและ
นักเรียน/นักศึกษา เห็นด้วยมากกว่าว่าควรนํารูปภาพ
ประเภทภาพสิง่มชีวีติ มาใชใ้นการสรา้งรหสัผ่านมากกว่า
ผูต้อบแบบสอบถามอาชพีอื่น 
 ไม่พบความสัมพันธ์อื่นระหว่างข้อมูลส่วนตัวของ
ผู้ตอบแบบสอบถามกับปจัจัยที่มีต่อการสร้างรหสัผ่าน
รูปภาพ นอกจากน้ียังมีคําถามอื่นอีกมากมายที่ไม่
สามารถทําการสํารวจได้ เน่ืองจากรูปแบบของปจัจยัที่
นํามาสาํรวจทีไ่ม่สามารถทาํการสาํรวจไดใ้นทุกกรณี  
 การสาํรวจครัง้น้ีใชว้ธิกีารโพสตแ์บบสอบถามออนไลน์
จงึไม่สามารถควบคุมกลุ่มผู้ตอบแบบสอบถามได ้อาจทํา
ใหผ้ลการวเิคราะหเ์พิม่เตมิเกดิความคลาดเคลื่อน ซึง่หาก
ต้องการนําปจัจยัดงักล่าวไปใช้จรงิ ต้องมกีารนําผลที่ได้
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จากการสํารวจทบทวนเพื่อสํารวจกับกลุ่มอื่นต่อไป 
นอกจากนัน้การใช้วธิกีารที่เป็นการสํารวจแบบสอบถาม
ออนไลน์ กเ็ป็นลกัษณะการสาํรวจทีจ่ะไดข้อ้มูลออกมาอกี
ลกัษณะหน่ึง ซึง่เป็นวธิกีารสาํรวจทีร่ะเบยีบวธิวีจิยัไดเ้ริม่
ใชก้นัมากขึน้ เขา้ถงึกลุ่มของผูใ้ชห้รอืกลุ่มตวัอย่างอกีวธิี
หน่ึง และวธิีการสํารวจด้วยวธิแีบบสอบถามออนไลน์ ก็
น่าจะเป็นวิธีที่เหมาะสมกับการทําวิจัยของเราที่น่าจะ
เขา้ถึงกลุ่มเป้าหมายของผู้ใช้อนิเทอร์เน็ตและต้องใช้ชื่อ
ผูใ้ชง้าน (Username) และรหสัผ่าน (Password) มากกว่า
การสาํรวจดว้ยตนเองแบบสมัภาษณ์หรอืทางไปรษณีย ์
 
4.  สรปุผล 
 งานวจิยัชิ้นน้ีเป็นการวจิยัเชิงสํารวจถึงปจัจยัในการ
ออกแบบรหัสผ่านรูปภาพแบบกริด และจากการเก็บ
ขอ้มลูโดยใชแ้บบสอบถามออนไลน์กบักลุ่มตวัอย่างทีเ่ป็น
ผู้ตอบแบบสอบถามจํานวน 423 คน พบว่า ผู้ตอบ
แบบสอบถามเหน็ควรที่ใช้ตารางกริดขนาด 4*4 ที่เป็น
รูปแบบจตุัรสั และรูปภาพทีค่วรนํามาสรา้งเป็นรหสัผ่าน
ควรเป็นรปูภาพแบบรปูธรรม ซึง่ควรเป็นรูปภาพสิง่มชีวีติ
และรูปภาพเหมือนจริง ซึ่งจะเห็นได้ว่าสอดคล้องกับ
งานวจิยัที่ผ่านมาในแง่ของการนํารูปภาพที่เป็นรูปธรรม
มาใชใ้นการสรา้งรหสัผ่านรูปภาพ (Graphical Password)  
จํานวนไอคอนรูปภาพที่จะใช้เป็นตวัเลอืกสร้างรหสัผ่าน
รูปภาพควรมีจํานวน 30 รูปภาพและรูปแบบการได้มา
ของรหสัผ่านที่มคีะแนนเฉลี่ยที่ใกล้เคยีงกนัมากระหว่าง
คอมพิวเตอร์สร้างให้บางส่วนและผู้ใช้งานสร้างเพิ่มเอง
บางส่วนกับผู้ใช้งานสร้างรหัสผ่านเองทัง้หมดจึงเป็น
ประเด็นที่น่าสนใจที่จะนํามาทําการวิจยัเชิงทดลอง ซึ่ง
น่าจะทําให้ได้รหสัผ่านทีด่เีพราะสอดคล้องกบังานวจิยัที่
ผ่านมาเกี่ยวกับการสร้างรหัสผ่านแบบตัวอักษร (Text 
Password) และปจัจยัสาํคญัสุดทา้ยในการสํารวจครัง้น้ี
คอื รูปแบบของปฏสิมัพนัธ์ในการสร้างรหสัผ่านรูปภาพ
ควรเป็นแบบ Point and Click โดยรหสัผ่านรูปภาพ
สามารถมีรูปภาพที่ซํ้ากนัได้ เพื่อความหลากหลายของ
รหสัผ่านรปูภาพมากขึน้ 
 
 
 
5.  ข้อเสนอแนะ 
 จากการสาํรวจครัง้น้ีสามารถนําผลทีไ่ดจ้ากการสาํรวจ
ทําการศกึษาเพิม่เตมิ ไม่ว่าจะเป็นพฤตกิรรมในการสรา้ง
รหสัผ่าน รูปแบบการป้องกนัการโจรกรรม ขนาด (กวา้ง*
ยาว) ของรูปภาพหรือจํานวนภาพที่เหมาะสมสําหรบัใช้
เป็นมาตรฐานในการสรา้งรหสัผ่าน โดยดูจากความจําของ
มนุษย์ว่าสามารถที่จํารูปภาพได้จํานวนเท่าไร จึงจะ
เหมาะสมเมื่อเปรียบเทียบกับการสร้างรหัสผ่านที่เป็น
ตวัอกัษร และนําผลทีไ่ดจ้ากการสาํรวจปจัจยัครัง้น้ีพฒันา
และออกแบบการวิจยัเชิงการทดลองเกี่ยวกบัรหัสผ่าน
รูปภาพแบบกริด ที่มีการทดสอบความสมดุลย์ระหว่าง
ระดบัความปลอดภยักบัความง่ายในการจดจําและความ
สะดวกในการใชข้องผูใ้ชต่้อไป  
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