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1. Premessa
Il fine di conservare e sviluppare uno spazio di libertà, sicurezza e giustizia (art. 
2 TUE) è stato perseguito dall’Unione europea anche attraverso la creazione di di-
versi sistemi informativi centralizzati. Tra questi, vanno annoverati sistemi che 
rispondono a diverse finalità. Anzitutto, si contano diverse banche dati costituite 
specificamente per finalità di cooperazione di polizia e giudiziaria, quali il TECS 
di Europol o EPOC-III di Eurojust; in secondo luogo, vi sono sistemi dotati di una 
finalità mista, come il SIS o il SID; infine, si segnalano banche dati pensate per 
garantire la libera circolazione delle persone o i controlli alle frontiere oppure 
per assicurare la corretta applicazione delle norme in materia di asilo. Tra queste, 
vanno menzionate una banca dati già operativa, qual è Eurodac, e una banca dati 
in costruzione, quale il sistema di informazione visti (VIS).
Sotto il profilo della collocazione nel sistema istituzionale, i primi due sistemi 
informativi si situano in tutto e per tutto nel “terzo pilastro”, mentre i secondi si 
trovano a cavallo tra il primo e il terzo pilastro, tanto che è stata per essi adottata 
la tecnica del “doppio binario”1. L’Eurodac e il VIS, invece, possono essere qualifi-
cati come sistemi di “primo pilastro”. È ben vero che la distinzione tra i pilastri 
è già in via di superamento ed è destinata a essere superata completamente con 
l’entrata in vigore del Trattato di Lisbona2, ma essa non può comunque essere 
sottovalutata, viste le differenze tuttora esistenti sul terreno dei processi decisio-
nali, delle garanzie di protezione dei dati e dell’accesso alla Corte di giustizia. 
Di più: nel caso specifico, la separazione tra i pilastri dovrebbe consentire di 
marcare una differenza assai più importante, che andrà tenuta ferma anche dopo 
il superamento dell’attuale architettura istituzionale dell’Unione. Si tratta della 
distinzione tra le tematiche relative alla cooperazione di polizia e giudiziaria in 
materia penale, da un lato, e quelle relative all’immigrazione, all’asilo e alla liber-
tà di circolazione, dall’altro3.
1  Cfr. supra, F. deCli - G. Marando, “Le banche dati dell’Unione europea istituite per finalità di 
sicurezza e giustizia”, § 2.
2  Sul ruolo della Corte di giustizia nel superamento dei pilastri, cfr. e. SanFrutoS Cano, “The 
Third Pillar and the Court of Justice: A ‘Praetorian Communitarization’ of Police and Judicial 
Cooperation in Criminal Matters?”, in Security versus Justice? Police and Judicial Cooperation in the 
European Union, a cura di E. Guild e F. Geyer, Ashgate, Aldershot, 2008, pp. 51 sgg. Sulle prospet-
tive future, tra i tanti, B. Carrera - F. Geyer, “The Reform Treaty and Justice and Home Affairs – 
Implications for the common Area of Freedom, Security and Justice”, in Security versus Justice?, cit., 
pp. 289 sgg.; F. CleMenti, “Lo spazio di libertà, sicurezza e giustizia”, in Le nuove istituzioni europee. 
Commento al Trattato di Lisbona, a cura di F. Bassanini e G. Tiberi, Bologna, il Mulino, 2008, pp. 185 
sgg.; S. PeerS, EU Criminal Law and the Treaty of Lisbon, in “European Law Review”, 2008, p. 507.
3  Sulla necessaria distinzione tra questi issues insiste F. Geyer, Taking Stock: Databases and 
Systems of Information Exchange in the Area of Freedom, Security and Justice, <http://www.libertyse-
curity.org/IMG/pdf_Databases_and_Systems_of_Information_Exchange_in_the_
Area_of_Freedom_Security_and_Justice.pdf>, p. 4.  
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Com’è noto, si registra una tendenza a sfumare i confini tra questi ambiti. Una 
tendenza giustificata dall’esigenza di promuovere la sicurezza, che ha via via as-
sunto un ruolo predominante nella stessa agenda politica dell’Unione europea, sia 
per ragioni “strutturali”, che per ragioni contingenti4. In particolare dopo gli atten-
tati terroristici di New York, Madrid e Londra, l’Unione europea si è preoccupata 
soprattutto di implementare la sicurezza, ponendo in secondo piano i valori con-
correnti della libertà e giustizia5. Nel rafforzamento della sicurezza, un ruolo fon-
damentale ha assunto proprio lo scambio di informazioni: non a caso, il Program-
ma dell’Aia ha riconosciuto che il rafforzamento della libertà, della sicurezza e della 
giustizia passa soprattutto attraverso «un approccio innovativo nei confronti dello 
scambio transfrontaliero di informazioni in materia di applicazione della legge»6. 
A tal fine, il Consiglio europeo ha individuato tre direttrici fondamentali. 
Anzitutto, nella parte dedicata al rafforzamento della sicurezza, il Consiglio 
europeo ha coniato espressamente il canone di disponibilità, per garantire un’ef-
ficace circolazione “orizzontale” delle sole law enforcement informations7. 
In secondo luogo, ha posto le basi per il riconoscimento di quello che si è 
definito “principio di accessibilità”, che si affianca al canone di disponibilità. Se 
quest’ultimo si riferisce espressamente allo scambio tra autorità di law enforce-
ment, il canone di accessibilità va inteso come quello in forza del quale le stesse 
autorità nazionali e quelle europee (in particolare Europol ed Eurojust) debbo-
no, entro certi limiti, poter accedere alle informazioni rilevanti per l’applicazio-
ne della legge contenute nei sistemi di informazione europei. Nel Programma 
dell’Aia siffatta prospettiva è ancora solo abbozzata: nella parte relativa al raffor-
zamento della sicurezza, infatti, si auspica l’«accesso diretto (on-line), anche per 
l’Europol, alle basi di dati centrali dell’UE già esistenti quali il SIS».
4  Cfr. supra, M. Gialuz, “La cooperazione informativa quale motore del sistema europeo di si-
curezza”, § 1.
5  Secondo D. BiGo, “EU Police Cooperation: National Sovereignity Framed by European Security”, 
in Security versus Justice?, cit., p. 93, «the development of the European Union in the area of free-
dom, security and justice can be seen as a pilgrimage from one European city to another, with 
different ‘stations’ in which devoted civil servants execute rituals in the name of a new god: 
security». Sulla priorità che la sicurezza ha assunto rispetto alla libertà nel Programma dell’Aia, 
cfr. T. BalzaCq - S. Carrera, “The Hague Programme: the Long Road to Freedom, Security and 
Justice”, in Security Versus Freedom? A Challenge for Europe’s Future, a cura di T. Balzacq e S. Carrera, 
Ashgate, Aldershot, 2006, p. 18; D. BiGo, “Liberty, whose Liberty? The Hague Programme and the 
Conception of Freedom”, ivi, pp. 36 sgg., il quale peraltro ritiene che la ridefinizione dello stesso 
concetto di libertà come «tool for maximising security» abbia radici più risalenti rispetto alla 
recrudescenza del terrorismo internazionale degli inizi del 2000.
6  Testualmente, Programma dell’Aia: rafforzamento della libertà, della sicurezza e della giustizia 
nell’Unione europea, in GUUE, C 53, 3 marzo 2005, p. 7.
7  Cfr. supra, S. CiaMPi, “Principio di disponibilità e protezione dei dati personali nel ‘terzo pila-
stro’ dell’Unione europea”, § 2.
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Infine, nella sezione dedicata alla gestione dei flussi migratori, il Consiglio 
europeo ha tratteggiato la prospettiva dell’interoperabilità tra i diversi sistemi 
informativi europei di larga scala, già esistenti o in via di costituzione8. Invero, 
ha incaricato il Consiglio «di valutare la possibilità di massimizzare l’efficacia 
e l’interoperabilità dei sistemi d’informazione dell’UE nella lotta contro l’immi-
grazione clandestina e di migliorare i controlli alle frontiere e la gestione di tali 
sistemi, sulla scorta di una comunicazione della Commissione sull’interopera-
bilità tra il Sistema d’informazione Schengen (SIS II), il Sistema d’informazione 
visti (VIS) ed EURODAC»9.
Queste prospettive sono state ulteriormente specificate in atti successivi del-
le istituzioni dell’Unione, soprattutto nell’ottica della lotta al terrorismo inter-
nazionale. Significativa, in tal senso, appare la dichiarazione del Consiglio euro-
peo sul terrorismo del 25 marzo 2004, nella quale si auspicava la realizzazione di 
«sinergie fra i sistemi d’informazione attuali e futuri (SIS II, VIS ed EURODAC) 
per sfruttarne il valore aggiunto, nel rispettivo ambito giuridico e tecnico, ai fini 
della prevenzione e del contrasto del terrorismo»10. Assai simile il senso della 
dichiarazione del Consiglio GAI resa all’indomani degli attentati terroristici di 
Londra, nella quale si enunciava l’intenzione del Consiglio di sviluppare «siste-
mi d’informazione più validi e flessibili ai fini della protezione delle nostre fron-
tiere esterne e della nostra sicurezza interna»11.
A un anno di distanza dall’adozione del Programma dell’Aia, la Commissione 
ha presentato al Consiglio e al Parlamento europeo una comunicazione concer-
nente il miglioramento dell’efficienza e l’incremento dell’interoperabilità e delle 
sinergie tra le banche dati europee nel settore della giustizia e degli affari interni 
(COM(2005)597 def.)12. In tale importante documento di carattere politico e stra-
8  Sull’importanza di tenere distinti il principio di disponibilità («focussed on the exchange of 
available information between different National authorities and agencies for law enforcement 
purposes only») rispetto all’interoperabilità dei sistemi informativi (che si riferisce all’«effective 
interlinking of different databases»), cfr. E. BrouWer, “Data Surveillance and Border Control in 
the EU: Balancing Efficiency and Legal Protection”, in Security Versus Freedom?, cit., pp. 137-138.
9  Così, Programma dell’Aia, cit., p. 7. 
10  Cfr. la Dichiarazione del Consiglio dell’Unione europea sulla lotta al terrorismo. Documento del 
Consiglio n. 79/06, 29 marzo 2004, <http://register.consilium.europa.eu/pdf/it/04/st07/
st07906.it04.pdf>, p. 8.
11  Cfr. la Dichiarazione del Consiglio sulla risposta dell’UE agli attentati di Londra, in Documento 
del Consiglio n. 11158/05, 13 luglio 2005, <http://register.consilium.europa.eu/pdf/it/05/st11/
st11158.it05.pdf>, p. 3.
12  Il documento è pubblicato in <http://register.consilium.europa.eu/pdf/it/05/st15/st15122.
it05.pdf>. Sui pericoli per il diritto all’autodeterminazione informativa che potrebbero derivare 
dall’interoperabilità tra i diversi sistemi informativi, cfr. V. MitSileGaS, “Border Security in the 
European Union: Towards Centralised Controls and Maximum Surveillance”, in Whose Freedom, 
Security and Justice? EU Immigration and Asylum Law and Policy, a cura di A. Baldaccini, E. Guild, H. 
Toner, Oxford e Portland, Hart Publishing, 2007, p. 391, il quale pone in rilievo soprattutto il 
profilo legato all’elusione del canone di finalità limitata.
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tegico – volto a illustrare come i sistemi informatici nel settore della giustizia e 
affari interni, «al di là della loro attuale finalità, possano sostenere efficacemente 
le politiche connesse alla libera circolazione delle persone e servire nella lotta 
contro il terrorismo e le forme gravi di criminalità» –, la Commissione fornisce 
una definizione dell’interoperabilità quale «concetto tecnico più che giuridico o 
politico»: essa va intesa come la «capacità dei sistemi informatici, e dei processi 
operativi da questi supportati, di scambiare dati e di condividere informazioni e 
conoscenze».
Siffatta impostazione lascia perplessi. Anzitutto, è stato giustamente rileva-
to che l’interoperabilità non può essere un problema meramente tecnico13: al di 
là del fatto che gli sviluppi tecnologici non sono mai in sé neutrali dal punto di 
vista politico, non lo può essere a maggior ragione la scelta di collegare archivi 
informatici per ragioni di law enforcement14. È evidente, infatti, che la possibilità 
di scambiare dati inseriti in archivi diversi genera il rischio di un’elusione dei 
principi fondamentali in materia di protezione dei dati e, in particolare, del ca-
none di finalità limitata15: la separazione tra le banche dati e l’utilizzo di standard 
tecnologici differenti è uno degli strumenti più efficaci per garantire il rispetto 
del canone di finalità limitata e impedire la «funzione di scorrimento» (function 
creep)16. Pertanto, lo stesso Parlamento europeo ha auspicato un dibattito politico 
sullo sviluppo dell’interoperabilità e ha collegato la tematica dell’interoperabilità 
a quella dell’adozione di una rigorosa normativa in materia di tutela dei dati nel 
“terzo pilastro”17.
In secondo luogo, la nozione tecnica di interoperabilità è assai generica e fi-
nisce per ricomprendere potenzialmente, sia quella prospettiva che si è definita 
come accessibilità, sia una prospettiva di interazione tra i grandi sistemi infor-
mativi (ossia quella che sembrava essere il cuore della direttiva contenuta nel 
Programma dell’Aia), sia un’ipotetica prospettiva più stringente, quale potrebbe 
essere quella dell’interconnessione tra diverse banche dati. 
13  Cfr. V. MitSileGaS, “Databases in the area of freedom, security and justice: Lessons for the 
centralisation of records and their maximum exchange”, in Towards a European Criminal Record, 
a cura di C. Stefanou ed H. Xanthaki, Cambridge, Cambridge University Press, 2008, p. 324.
14  P. de Hert - S. GutWirtH, Interoperability of police databases within the EU: an accountable political 
choice?, <http://papers.ssrn.com/sol3/papers.cfm?abstract_id=971855>, pp. 3, 10.
15  V. Comments on the Communication of the Commission on interoperability of European data-
bases, 10 marzo 2006, <http://www.edps.europa.eu/EDPSWEB/webdav/shared/Documents/
Consultation/Comments/2006/06-03-10_Interoperability_EN.pdf>, p. 3.
16  V. Parere del garante europeo della protezione dei dati sulla proposta di regolamento del Parlamento eu-
ropeo e del Consiglio concernente il sistema di informazione visti (VIS) e lo scambio di dati tra Stati membri 
sui visti per soggiorni di breve durata (COM (2004) 835 def.), in GUUE, C 181, 23 luglio 2005, p. 27. 
17  Cfr. Raccomandazione del Parlamento europeo destinata al Consiglio su interoperabilità e sinergie tra 
banche dati europee nel settore giustizia e affari interni, B6-0336/2006, <http://www.europarl.europa.
eu/sides/getDoc.do?pubRef=-//EP//NONSGML+MOTION+B6-2006-0336+0+DOC+PDF+V0//
IT>, p. 2.
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In realtà, nel documento viene sviluppato soprattutto il profilo legato al ca-
none di accessibilità, in quanto viene riconosciuto come un limite proprio l’im-
possibilità per le autorità incaricate dell’applicazione della legge di accedere 
al VIS, ai dati relativi all’immigrazione contenuti nel SIS II e ai dati conservati 
nell’Eurodac18. In tal senso, la Commissione ha auspicato l’estensione dell’accesso 
a tali sistemi di informazione per finalità di law enforcement. Ciò che si spiega 
anche perché già oggi Eurodac contiene e, in prospettiva, SIS II e VIS conterranno 
dati biometrici, che possono risultare assai utili per l’identificazione degli autori 
di reati gravi19. Da questo punto di vista, nella parte dedicata al miglioramento 
dell’efficienza dei sistemi esistenti, la Commissione ha insistito soprattutto sulla 
possibilità di effettuare interrogazioni con parametri biometrici, come previsto 
per Eurodac e VIS, ma non per il SIS di seconda generazione20.  
Per quel che riguarda le possibili interazioni tra tali sistemi, la Commissione 
ha prospettato l’opportunità di garantire un accesso più ampio delle autorità com-
petenti in materia di asilo e di immigrazione ai dati contenuti in Eurodac, VIS e 
SIS II; ha poi insistito soprattutto sulla necessità di razionalizzare l’architettura 
dei sistemi – introducendo la possibilità di condividere alcune funzioni, come la 
componente AFIS del VIS per interrogazioni sulla base di parametri biometrici – e 
l’assetto organizzativo, accentrando la gestione dei sistemi in un’unica autorità.
Ora, considerato che il SIS II è stato oggetto di approfondimento in altro con-
tributo di questo volume21, merita svolgere una breve analisi delle due principali 
banche dati di “primo pilastro”, per verificare, in primo luogo, se e in quale mi-
sura esse abbiano anche finalità di sicurezza e, in secondo luogo, se e in quale 
misura i propositi relativi all’accessibilità fissati dal documento del 2005 abbiano 
trovato effettivamente attuazione.  
18  Su tale approccio non può non infl uire l’idea che vi sia una «close association between the 
movement of third country nationals to and within the European Union (EU) and criminality 
and law enforcement»: a tale riguardo, R. CHoleWinSki, “The Criminalisation of Migration in EU 
Law and Policy”, in Whose Freedom, Security and Justice?, cit., pp. 301, 315.
19  Sulla biometria quale «key element of new EU policies aimed at increasing safety, interop-
erability, availability and efficient border control», cfr., per tutti, A. SProkkereeF, “Data Protection 
and the Use of Biometric Data in the EU”, in The Future of Identity in the Information Society, 
Boston, Publisher Springer, 2008, p. 277. 
20  In effetti, la decisione 2007/533/GAI (pubblicata in GUUE, L 205, 7 agosto 2007, p. 63) ha 
disatteso l’auspicio espresso dalla Commissione e ha confermato l’impostazione iniziale volta 
a consentire l’utilizzo del dato biometrico solo per confermare l’identificazione: al riguardo, si 
legga V. CHriStou, Legislative development: the Council Decision of 12 june 2007 on the establishment, 
operation and use of the second generation Schengen Information System (SIS II), in “Columbia Journal 
of European Law”, 2008, p. 654.
21  Cfr. supra, F. deCli - G. Marando, op. cit., § 2.
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2. Il sistema Eurodac
Eurodac (acronimo di “European dactylographic system”) è il primo sistema di 
identificazione delle impronte digitali costituito in ambito comunitario22. È stato 
previsto dal regolamento (CE) n. 2725/200023, con lo scopo specifico di concorrere 
alla determinazione dello Stato membro competente, ai sensi della convenzione 
di Dublino e del successivo regolamento (CE) n. 343/200324, per l’esame di una do-
manda di asilo presentata in uno Stato membro e di facilitare l’applicazione di tale 
disciplina. Questa, infatti, richiede che si determini l’identità dei richiedenti asilo 
e delle persone fermate in relazione all’attraversamento irregolare delle frontiere 
esterne della Comunità. Siccome si tratta di soggetti spesso privi di documento di 
identità, il legislatore comunitario ha ritenuto di istituire un apposito sistema in 
grado di immagazzinare e confrontare i dati biometrici di tali persone. 
Secondo il regolamento (CE) 2725/2000, peraltro, la banca dati di Eurodac non 
comprende solo le informazioni relative alle impronte digitali di ogni richieden-
te asilo di età non inferiore ai quattordici anni (artt. 4 e 5 regolamento (CE) n. 
2725/2000: si parla di “operazioni di categoria 1”). Accanto a questi, vengono in-
seriti anche i dati relativi agli immigrati illegali25. Infatti, vengono acquisite le 
impronte agli «stranieri di età non inferiore a quattordici anni, che siano fermati 
dalle competenti autorità di controllo in relazione all’attraversamento irregola-
re via terra, mare o aria della propria frontiera in provenienza da un paese ter-
zo e che non siano stati respinti» (art. 8: “operazioni di categoria 2”). E, ancora, 
possono essere trasmessi all’unità centrale i dati relativi alle impronte digitali di 
22  Su tale sistema informativo, che, nonostante la sua grande rilevanza, non è stato oggetto 
di particolare attenzione da parte della dottrina, si leggano J.P. auS, Supranational Governance 
in an “Area of Freedom, Security and Justice”: Eurodac and the Politics of Biometric Control, University 
of Sussex, Working Paper n. 72, <http://www.sussex.ac.uk/sei/documents/wp72.pdf>; Id., 
Eurodac: A Solution Looking for a Problem?, in “European Integration online Papers”, 2006, <http://
eiop.or.at/eiop/texte/2006-006a.htm>; E.R. BrouWer, Eurodac: Its Limitations and Temptations, in 
“European Journal of Migration and Law”, 2002, p. 231; ead., Digital borders and real rights: effective 
remedies for third-country nationals in the Schengen Information System, Leiden Boston, Martinus 
Nijhoff Publishers, 2008, pp. 118 sgg.; G. CaleSini, Diritto europeo di polizia, Roma, Laurus Robuffo, 
2007, pp. 111 sgg.; O. FerGuSon Sidorenko, The Common European Asylum System, The Hague, T.M.C. 
Asser Press, 2007, p. 57; E. Guild, “The Bitter Fruits of a Common Asylum Policy”, in Security 
Versus Freedom?, cit., pp. 66 sgg.; P. Pallaro, Libertà della persona e trattamento dei dati personali 
nell’Unione europea, Milano, Giuffré, 2002, pp. 314 sgg.; S. PeerS, Key Legislative Developments on 
Migration in the European Union, in “European Journal of Migration and Law”, 2001, p. 231; I. 
van der PloeG, The illegal body: ‘Eurodac’ and the politics of biometric identification, in “Ethics and 
Information Technology”, 1999, p. 37. 
23  In GUCE, L 316, 15 dicembre 2000, p. 1. La disciplina di dettaglio dell’Eurodac è posta dal 
Regolamento (CE) n. 407/2002 (in GUCE, L 62, 5 marzo 2002, p. 1).
24  In GUUE, L 50, 25 febbraio 2003, p. 1.
25  Sull’estensione del sistema Eurodac all’immigrazione illegale, si legga E.R. BrouWer, Digital 
borders and real rights, cit., pp. 123 sg. 
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«stranieri illegalmente presenti in uno Stato membro» esclusivamente al fine di 
accertare la previa presentazione di una domanda d’asilo in altro Stato membro 
(art. 11: “operazioni di categoria 3”). 
Per le prime due categorie di soggetti vengono registrati: lo Stato membro 
d’origine, luogo e data del fermo; i dati relativi alle impronte digitali; il sesso; il 
numero di riferimento assegnato dallo Stato membro d’origine; la data di rileva-
mento delle impronte digitali e la data della trasmissione dei dati all’unità centra-
le (art. 8, par. 2); nonché, solo per i richiedenti asilo, anche la data di inserimento 
dei dati nella banca dati centrale e i particolari relativi ai destinatari ai quali sono 
stati trasmessi i dati e data/date della/delle trasmissioni (art. 5). Non vengono, 
invece, inserite le informazioni relative al nome e alla nazionalità dei soggetti, al 
fine evidente di escludere alla radice i possibili abusi del database26. Inoltre, per 
quel che riguarda i dati relativi ai soggetti che hanno irregolarmente attraversato 
i confini, si prevede espressamente che possano essere conservati «all’unico sco-
po di confrontarli con i dati relativi ai richiedenti asilo trasmessi successivamen-
te alla stessa unità centrale» (art. 9, par. 1). Per gli stranieri illegalmente presenti 
in uno Stato membro, invece, si esclude alla radice la possibilità di registrazione 
nella banca dati delle impronte digitali (art. 11, par. 3): le impronte possono essere 
trasmesse all’unità centrale «esclusivamente ai fini del confronto con i dati sulle 
impronte digitali dei richiedenti asilo trasmessi da altri Stati membri e già regi-
strati nella banca dati centrale».
Vi sono pertanto significative garanzie a tutela del rispetto del canone di fi-
nalità limitata. Ciò nondimeno, è stato rilevato che Eurodac, proprio in quanto 
contiene informazioni relative agli stranieri che abbiano attraversato irregolar-
mente le frontiere dell’Unione, «de facto also functions as a – potentially deter-
ring – instrument of immigration control and for the maintenance of ‘law and 
order’ within the AFSJ»27. 
Il sistema Eurodac è entrato in funzione a partire dal gennaio 2003 in tutti 
gli Stati membri (esclusa la Danimarca), in Norvegia e in Islanda28. Nel maggio 
2004, i dieci nuovi Stati membri si sono aggiunti al gruppo iniziale, seguiti dalla 
Danimarca e, successivamente, da Romania e Bulgaria. In seguito, sono stati si-
glati accordi con la Svizzera e il Liechtenstein al fine di consentire a tali paesi di 
utilizzare il sistema.
Esso comprende un’unità centrale, che opera presso la Commissione e gesti-
sce un archivio centrale informatizzato di dati sulle impronte digitali, nonché 
26  In tal senso, E. Guild, op. cit., p. 66.
27  Così, in termini critici, J.P. auS, Supranational Governance, cit., p. 12.
28  Va segnalato, peraltro, che successivamente questi Paesi hanno accettato la disciplina po-
sta dal regolamento c.d. Dublino II e dal regolamento Eurodac e così oggi vengono trattati allo 
stesso modo degli Stati membri (cfr. A. niCol, “From Dublin Convention to Dublin Regulation: 
a Progressive Move?”, in Whose Freedom, Security and Justice?, cit., p. 274).
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l’infrastruttura telematica necessaria per le trasmissioni tra gli Stati membri e la 
banca dati centrale29. 
Per quel che concerne il profilo relativo alla protezione dei dati trattati 
nell’ambito di Eurodac, occorre rilevare, da un lato, come si applichi la disciplina 
generale posta dalla direttiva 95/46/CE30, e, dall’altro, come il regolamento (CE) 
n. 2725/2000 ponga una disciplina speciale agli artt. 15 ss. In estrema sintesi, sul 
piano oggettivo, il regolamento riafferma chiaramente i canoni di legalità e fi-
nalità limitata (artt. 1, 13, par. 1, lett. e, par. 4) e prevede alcune restrizioni sull’ac-
cesso ai dati registrati nell’Eurodac: l’art. 15 del regolamento stabilisce, anzitut-
to, che ciascuno Stato membro può accedere soltanto ai dati da esso trasmessi 
– ad eccezione di quelli relativi alla presenza di precedenti domande di asilo – e, 
in secondo luogo, che le autorità degli Stati membri che hanno accesso ai dati 
registrati nella banca dati centrale sono designate da ciascuno Stato membro e 
vengono comunicate alla Commissione. Sono inoltre previsti precisi termini di 
conservazione – pari a dieci anni per i richiedenti asilo (art. 6) e a due anni per 
gli stranieri fermati in relazione all’attraversamento irregolare di una frontiera 
esterna (art. 10, par. 1) –, nonché la cancellazione anticipata dopo il conseguimen-
to della cittadinanza (art. 7) oppure a seguito del rilascio di permesso di soggior-
no o dell’abbandono del territorio dello Stato (art. 10, par. 2). Sul piano soggettivo, 
il regolamento riconosce alle persone interessate il diritto a essere informate sul 
responsabile del trattamento e sulle finalità dello stesso (art. 18, par. 1), nonché i 
diritti di chiedere la rettifica e la cancellazione dei dati (art. 18, par. 2 e 3).
Al fine di garantire l’effettività di tali garanzie, il regolamento aveva previsto 
che il controllo su Eurodac venisse svolto inizialmente da un’autorità comune di 
controllo, alla quale è subentrato nel 2004 il Garante europeo per la protezione 
dei dati personali. Questi è competente per il monitoraggio delle attività svolte 
dall’autorità centrale, mentre per quel che riguarda il livello nazionale la super-
visione è affidata alle autorità nazionali. I due livelli operano in stretta collabora-
zione, tanto che è stato costituito un Eurodac Supervision Coordination Group, for-
mato da rappresentanti delle autorità nazionali e del Garante europeo, il quale ha 
pubblicato una prima relazione sull’attività di supervisione nel 200731.
Sul piano operativo, si è notato come il sistema abbia funzionato in modo am-
bivalente. Nel periodo 2003-2005, infatti, sono stati trasmessi con successo i dati 
29  Evidentemente, la banca dati centrale è equipaggiata con un sistema AFIS (Automated 
Fingerprint Information System), che consente di effettuare il confronto dei dati inviati dagli Stati 
membri con quelli già inviati da altri Stati e memorizzati nella banca dati. Quanto al collega-
mento tra la banca dati centrale e quelle periferiche, esso è garantito dall’infrastruttura TESTA 
(Trans-European Services for Telematics between Administrations).  
30  In GUCE, L 281, 23 novembre 1995, p. 31.
31  Si tratta di EURODAC Supervision Coordination Group. Report of the first coordinated inspection, 
<http://www.edps.europa.eu/EDPSWEB/webdav/shared/Documents/Supervision/Eurodac/ 
07-07-17_Eurodac_report_EN.pdf>. 
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relativi a 657.753 richiedenti asilo e sono stati registrati nella banca dati centra-
le i dati relativi a 48.657 cittadini di paesi terzi fermati mentre attraversavano 
clandestinamente una frontiera esterna. Nello stesso arco temporale, sono stati 
registrati i dati relativi a 101.884 cittadini di paesi terzi in posizione irregolare 
nel territorio di uno Stato membro32. Nei due anni successivi, sono aumentate 
significativamente le registrazioni con riguardo ai richiedenti asilo e ai soggetti 
fermati in occasione dell’attraversamento dei confini esterni33
Peraltro, la Commissione ha registrato che il dato relativo agli stranieri entra-
ti illegalmente nel territorio dell’Unione, pur aumentando di anno in anno – ciò 
che dimostra il crescente interesse degli Stati membri per questo tipo di control-
lo – è ancora assai basso, se si considera la forte pressione migratoria irregolare 
alle frontiere esterne dell’Unione europea. Per altro verso, la Commissione ha 
rilevato come gli Stati membri siano chiaramente interessati a usare i dati rela-
tivi ai cittadini di paesi terzi in posizione irregolare nel loro territorio: su questa 
base, anche considerando l’utilità dei dati relativi agli stranieri irregolari ai fini 
dell’applicazione del sistema di Dublino, la Commissione ha espresso la volontà 
di proporne la conservazione, come avviene per i dati relativi agli stranieri che 
attraversano illegalmente una frontiera, per un periodo iniziale di due anni34.
Significativi profili problematici si sono riscontrati proprio con riferimento 
alla tutela dei dati personali. Anzitutto, è la stessa Commissione ad aver verificato 
le difficoltà per quanto riguarda l’obbligo di cancellare alcuni dati (articoli 7 e 10, 
paragrafo 2 del regolamento Eurodac), per esempio nei casi in cui un richiedente 
asilo ottenga la cittadinanza. Per ammissione della stessa Commissione, «la can-
cellazione non è effettuata sistematicamente, soprattutto perché lo Stato membro 
che ha inserito i dati non è informato della nuova posizione dell’interessato»35.
Ancor più rilevante, nella nostra ottica, è il secondo risvolto problematico se-
gnalato dall’Eurodac Supervision Coordination Group, in relazione alle autorità che 
gestiscono l’unità nazionale Eurodac. L’ispezione di questa autorità è stata moti-
vata proprio con il fatto che, nonostante la normativa Eurodac preveda l’uso dei 
dati ai soli fini del diritto d’asilo, «in some Member States, the national unit is 
operated by police forces, which may raise some questions as to a strict use limita-
32  I dati si rinvengono nella Relazione della Commissione al Parlamento europeo e al Consiglio sulla 
valutazione del sistema di Dublino (COM (2007) 299 def.), <http://eur-lex.europa.eu/LexUriServ/
LexUriServ.do?uri=COM:2007:0299:FIN:IT:PDF>, p. 5. Secondo S. PeerS, EU Justice and Home 
Affairs Law, Oxford, Oxford University Press, 20062, p. 324, la pratica ha confermato le perples-
sità manifestate al momento dell’istituzione dell’Eurodac «about the willingness of border of-
ficials to take fingerprints of all persons who cross the border irregularly».
33  Cfr. Communication from the Commission to the European Parliament and the Council. Annual re-
port to the Council and the European Parliament on the activities of the EURODAC Central Unit in 2007, 
<http://www.statewatch.org/news/2009/jan/eu-com-eurodac-annual-report.pdf>, p. 5.
34  Cfr., ancora, Relazione della Commissione, cit., p. 11.
35  Testualmente, Relazione della Commissione, cit., p. 10. 
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tion of the system. In others, there seems to be a very strict limitation of the use of 
category 3 searches about undocumented aliens, for fear of abuse by law enforce-
ment or immigration services»36. Sebbene il gruppo non abbia accertato abusi e 
abbia riscontrato la predisposizione di specifiche garanzie a tutela del canone di 
finalità limitata, residuano non poche perplessità sull’effettivo rispetto del divie-
to di utilizzare i dati trattati dall’Eurodac per finalità di law enforcement37.
D’altra parte, come si è notato, nella comunicazione relativa all’interoperabili-
tà delle banche dati, la Commissione aveva rimarcato l’utilità delle informazioni 
contenute nei sistemi informativi di “primo pilastro”. Con riferimento a Eurodac, 
in particolare, aveva sostenuto che «è possibile che le informazioni biometriche 
contenute in tale sistema siano le sole disponibili per l’identificazione di una 
persona sospettata di aver commesso un reato o un atto di terrorismo, qualora 
questa sia stata registrata come richiedente d’asilo, ma non figuri in nessun’altra 
banca dati o vi sia registrata solo con dati alfanumerici non esatti (nel caso, ad 
esempio, abbia fornito un’identità falsa o usato documenti contraffatti)»; proprio 
con riguardo a tali evenienze, la Commissione aveva prospettato la possibilità di 
sviluppi della disciplina di Eurodac volti a consentire alle autorità incaricate della 
sicurezza interna di «accedere a Eurodac in casi ben definiti, qualora vi sia il fon-
dato sospetto che l’autore di un reato grave abbia presentato domanda d’asilo»38. 
Successivamente, il Consiglio ha invitato la Commissione a presentare una 
proposta intesa a modificare il regolamento (CE) n. 2725/2000 proprio al fine di 
attuare il canone di accessibilità, consentendo «ai servizi di polizia e di contra-
sto degli Stati membri e all’Europol di avere accesso a determinate condizioni 
all’Eurodac a fini di consultazione nel quadro dell’esercizio delle loro competenze 
nel settore della prevenzione, dell’individuazione e dell’investigazione di reati 
36  Così, EURODAC Supervision Coordination Group. Report, cit., p. 12. D’altra parte, si è notato che, 
«from the start, the police had a vested interest in using such a database beyond the area of 
asylum» (così, H. BuSCH, The dream of total data collection - status quo and future plans for EU infor-
mation systems, <http://www.statewatch.org/analyses/no-61-eu-databases.pdf>, p. 3).  
37  Cfr. l’Interrogazione scritta P-1344/03 di Charles Tannock al Consiglio, nella quale si ri-
chiedeva al Consiglio di «indicare se dispone di informazioni sullo status di immigrati degli 
attentatori di Madrid o su loro eventuali spostamenti verso altri Stati membri», di «far sapere 
se in futuro i dati Eurodac saranno messi a disposizione di Europol, del coordinatore antiterro-
rismo presso il Consiglio, signor Gijs de Vries, o delle autorità di sicurezza e di polizia degli Stati 
membri, dietro loro richiesta, ai fini della lotta contro il terrorismo»; si legga anche la risposta 
del commissario Vitorino (<http://www.europarl.europa.eu/sides/getDoc.do?pubRef=-//EP//
TEXT+WQ+E-2004-1744+0+DOC+XML+V0//IT&language=IT>) e del Segretariato generale del 
Consiglio (Documento del Consiglio n. 12697/04, 23 settembre 2004, <http://register.consilium.
europa.eu/pdf/it/04/st12/st12697.it04.pdf>, p. 3).  
38  Così, la Comunicazione della Commissione al Consiglio e al Parlamento europeo, cit., p. 9. In pre-
cedenza, è significativa la proposta di utilizzare i dati inseriti nell’Eurodac per fini di polizia, 
avanzata dalla delegazione tedesca al Consiglio “Giustizia e affari interni” del 27 settembre 2001 
(Documento del Consiglio n. 13176/01, 24 ottobre 2001, < http://register.consilium.europa.eu/pdf/
it/01/st13/13176i1.pdf>, p. 2). 
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terroristici e di altri reati gravi»39. Tale sollecitazione non sembra peraltro esse-
re stata ancora recepita dalla Commissione: questa ha avviato una consultazione 
sull’opportunità di operare una tale riforma, ma sembra aver ottenuto reazioni 
negative40. Ad ogni modo, la Commissione ha nel frattempo elaborato un proget-
to vòlto alla modifica del regolamento che disciplina l’Eurodac41. 
Si tratta di una proposta che si inserisce in un pacchetto di iniziative intese a 
garantire un livello superiore di armonizzazione e norme migliori di protezione 
nel contesto del sistema europeo comune di asilo. In questo quadro, il progetto 
è diretto specificamente a migliorare il funzionamento di Eurodac, ma non con-
templa l’ampliamento del campo di applicazione della banca dati, né l’estensio-
ne dell’accesso alle autorità di law enforcement. Da un lato, prevede l’affidamento 
dell’Eurodac a un’autorità di gestione, che è la medesima fissata dal regolamento 
SIS II e dal regolamento VIS (art. 4, par. 7). Dall’altro, il progetto apporta alcu-
ne modifiche al regolamento proprio in risposta alle preoccupazioni connesse 
alla protezione dei dati, in ordine all’individuazione della specifica unità respon-
sabile a livello nazionale, alla precisazione della misura in cui il suo operato è 
connesso alle finalità dell’Eurodac e alla migliore definizione delle diverse fasi di 
gestione della banca dati (Commissione, Autorità di gestione, sistema centrale)42. 
In prospettiva futura, invece, si prevede che il sistema di confronto biometrico 
(BMS) sia condiviso tra SIS II, VIS e Eurodac43. 
39  Testualmente, il Progetto di conclusioni del Consiglio sull’accesso dei servizi di polizia e di contrasto 
degli Stati membri e dell’Europol all’Eurodac. Documento del Consiglio n. 10002/07, 25 maggio 2007, 
<http://register.consilium.europa.eu/pdf/it/07/st10/st10002.it07.pdf>, p. 3.
40  Cfr. F. Panzetti, “Le politiche di sicurezza interna alla vigilia della comunitarizzazione”, in 
L’Unione europea e il governo della globalizzazione, a cura di R. Gualtieri e F. Pastore, Bologna, il 
Mulino, 2008, p. 263.
41  Si tratta della Proposta di un regolamento del Parlamento europeo e del Consiglio che istituisce 
l’ “Eurodac” per il confronto delle impronte digitali per l’efficace applicazione del regolamento (CE) n. 
[.../...] [che stabilisce i criteri e i meccanismi di determinazione dello Stato membro competente per l’esa-
me di una domanda di protezione internazionale presentata in uno degli Stati membri da un cittadino di 
un paese terzo o da un apolide] (COM(2008)825 def.), 3 dicembre 2008, <http://register.consilium.
europa.eu/pdf/it/08/st16/st16934.it08.pdf>. 
42  Proprio l’attenzione alla protezione dei dati ha portato il Garante europeo a esprimere 
un’opinione favorevole sulla proposta: cfr. Opinion of the European Data Protection Supervisor on 
the Proposal for a Regulation of the European Parliament and the Council concerning the establishment 
of ‘Eurodac’ for the comparison of fingerprints for the effective application of Regulation (EC) No [.../...]
[establishing the criteria and mechanisms for determining the Member State responsible for examin-
ing an application for international protection lodged in one of the Member States by a third-country 
national or a stateless person] (COM(2008)825), <http://www.statewatch.org/news/2009/feb/eu-
edps-eurodac-opinion.pdf>, pp. 8-9.
43  Cfr. la Proposta di un regolamento del Parlamento europeo e del Consiglio che istituisce l’ “Eurodac”, 
cit., p. 7. 
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3. Il sistema di informazione visti (VIS)
Se Eurodac rappresenta una realtà, il sistema di informazione visti (Visa Informa-
tion System - VIS) è ancora in fase di costruzione. Si tratta di una banca dati che do-
vrebbe rappresentare un tassello fondamentale della politica comune dell’Unio-
ne europea in materia di visti e costituire una delle iniziative chiave per garantire 
la libera circolazione delle persone in uno spazio di libertà, sicurezza e giustizia 
(art. 61 TCE). L’idea trova una prima autorevole esplicitazione nel Consiglio euro-
peo di Laeken. Nelle conclusioni, infatti, i Capi di Stato e di Governo invitavano il 
Consiglio e gli Stati membri ad adottare le disposizioni necessarie per l’attuazio-
ne di un sistema comune di identificazione dei visti (punto 42)44. 
Il Consiglio raccolse la sollecitazione e, nel piano globale per la lotta all’immigra-
zione clandestina e alla tratta degli esseri umani nell’Unione europea, approvato il 
28 febbraio 2002, tra le misure e azioni concernenti la politica in materia di visti, 
inserì proprio la creazione di un sistema europeo di identificazione dei visti (punti 
da 34 a 40). A tal fine, adottò un documento sugli “Orientamenti per la creazione di 
un sistema comune di scambio di dati in materia di visti”, secondo il quale il VIS do-
veva essere istituito per rispondere a diversi obiettivi: quello di semplificare la lot-
ta contro la frode, migliorando l’informazione reciproca degli Stati membri (negli 
uffici consolari e ai valichi di frontiera) in merito alle domande di visto e al relativo 
trattamento; quello di migliorare la cooperazione consolare e lo scambio di infor-
mazioni tra le autorità consolari centrali; quello di agevolare la verifica dell’identità 
tra il detentore del visto e il titolare dello stesso, sia al posto di controllo della fron-
tiera esterna che in occasione dei controlli dell’immigrazione e di polizia; quello di 
contribuire a prevenire il “visa shopping” e di agevolare l’applicazione della conven-
zione di Dublino, sulla determinazione dello Stato competente per l’esame di una 
domanda di asilo; quello di contribuire all’identificazione e alla documentazione 
di clandestini privi di documenti e, infine, al «miglioramento della gestione della 
politica comune in materia di visti, nonché alla sicurezza interna e alla lotta contro 
il terrorismo»45. Il Consiglio invitò, inoltre, la Commissione a preparare uno studio 
di fattibilità sulla creazione del VIS, indicando alcune direttive circa le caratteristi-
che del sistema, che avrebbe dovuto ricalcare, quanto a struttura, il SIS46.
La Commissione, per parte sua, a neanche un anno dalla presentazione dello 
studio di fattibilità sul VIS, ha avanzato una proposta di decisione del Consiglio 
che istituisce il Sistema di informazione visti (COM (2004) 99 def.), la quale è 
44  V. Conclusioni della Presidenza, <http://www.consilium.europa.eu/ueDocs/cms_Data/
docs/pressData/it/ec/68836.pdf>, p. 13.
45  Così, Documento del Consiglio n. 9615/02, 5 giugno 2002, <http://register.consilium.europa.
eu/pdf/it/02/st09/09615i2.pdf>, p. 4. Cfr. anche il Documento del Consiglio n. 6535/04, 20 febbra-
io 2004, <http://register.consilium.europa.eu/pdf/it/04/st06/st06535.it04.pdf>, p. 4.
46  V. Documento del Consiglio n. 9615/02, cit., p. 6.
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stata concepita, sin dall’origine, con un obiettivo limitato: quello di permettere 
lo sviluppo del VIS tramite il finanziamento comunitario, nella piena consape-
volezza che una «proposta esaustiva di atto normativo che istituisce il VIS sarà 
presentata in una fase successiva»47.
La proposta è stata approvata dal Consiglio nel giugno del 2004 e la decisione 
2004/512/CE ha avviato il processo istitutivo del sistema di informazione visti, 
fornendo la base giuridica per la sua iscrizione nel bilancio dell’Unione (consi-
derando n. 4)48. La decisione ha previsto l’istituzione di un sistema di scambio 
tra gli Stati membri di informazioni riguardanti i visti, che permette alle auto-
rità nazionali autorizzate di inserire e aggiornare dati relativi ai visti, nonché di 
consultare tali dati per via elettronica (art. 1, par. 1). Si tratta di un sistema basa-
to su un’architettura centralizzata ed è costituito da un sistema d’informazione 
centrale (denominato “sistema centrale d’informazione visti” o “CS-VIS”), con 
un’interfaccia in ciascuno Stato membro (denominata “interfaccia nazionale” o 
“NI-VIS”) e dall’infrastruttura di comunicazione tra il sistema centrale d’infor-
mazione visti e le interfacce nazionali (art. 1, par. 2).
Si prevedeva, inoltre, il ricorso alla procedura di «comitologia» per gestire gli 
sviluppi tecnici del VIS e la presentazione, da parte della Commissione, di una rela-
zione annuale sulla situazione relativa allo sviluppo del sistema di informazione49.
Al fine di dare esecuzione a tale decisione, la Commissione si è tempestiva-
mente attivata lungo due direttrici parallele. 
Da un lato, nel dicembre del 2004 ha presentato una proposta di regolamento 
concernente il VIS e lo scambio di dati tra Stati membri sui visti per soggiorni di 
breve durata (COM (2004) 835 def.), avente come base giuridica gli artt. 62, par. 
2, lett. b, punto ii) e 66 TCE, e volta «a definire lo scopo, le funzionalità e le com-
petenze del VIS, a conferire alla Commissione il mandato di istituire e gestire il 
VIS nonché a stabilire le procedure e le condizioni per lo scambio di dati tra Stati 
membri in merito alle domande di visto per soggiorni di breve durata, onde age-
volare l’esame di tali richieste e le relative decisioni»50. 
47  Testualmente, la Relazione alla proposta di decisione del Consiglio che istituisce il Sistema di infor-
mazione visti (VIS), <http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=COM:2004:0099:F
IN:IT:PDF>, p. 2, secondo la quale solo «tale atto normativo futuro definirà in particolare il siste-
ma e le sue modalità di funzionamento, ivi comprese le categorie di dati che vi saranno registra-
te, le finalità ed i criteri di inserimento, le norme relative al contenuto delle schede VIS, i diritti 
d’accesso delle autorità ai fini di inserimento, aggiornamento e consultazione dei dati, nonché 
le norme relative alla protezione dei dati di carattere personale ed al relativo controllo».
48  In GUUE, L 213, 15 giugno 2004, p. 5.
49  Cfr. l’ultima Relazione della Commissione al Consiglio e al Parlamento Europeo sullo stato di avan-
zamento del sistema di informazione visti (VIS) nel 2007 (COM (2008) 714 def.), <http://eur-lex.euro-
pa.eu/LexUriServ/LexUriServ.do?uri=COM:2008:0714:FIN:IT:PDF>.
50  Così la Relazione alla proposta di regolamento concernente il VIS e lo scambio di dati tra Stati 
membri sui visti per soggiorni di breve durata (COM (2004) 835 def.), <http://eur-lex.europa.eu/
LexUriServ/LexUriServ.do?uri=COM:2004:0835:FIN:IT:PDF>, p. 2.
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Dall’altro lato, la Commissione ha preso atto che lo sviluppo del VIS nell’am-
bito del settore della sicurezza interna e della lotta al terrorismo richiedeva l’ela-
borazione di uno specifico strumento giuridico di “terzo pilastro”. A più riprese il 
Consiglio aveva rilevato l’utilità di garantire alle autorità degli Stati membri com-
petenti in materia di sicurezza interna l’accesso al VIS, in quanto i dati relativi ai 
visti sono necessari all’assolvimento dei loro compiti in relazione alla prevenzio-
ne, all’individuazione e all’investigazione dei reati di terrorismo e di altri gravi 
reati51. È così che è nata la Proposta di decisione del Consiglio relativa all’accesso 
per la consultazione al sistema di informazione visti (VIS) da parte delle autorità 
degli Stati membri competenti in materia di sicurezza interna e di Europol ai fini 
della prevenzione, dell’individuazione e dell’investigazione di atti terroristici e 
di altre gravi forme di criminalità (COM (2005) 600 def.)52.
Nonostante la differente natura del processo decisionale, i due progetti han-
no seguito un iter parallelo e, data la stretta correlazione, i lavori sul “pacchetto 
legislativo VIS” si sono spesso sovrapposti. Dopo che, nel 2005 e nel 2006, il Ga-
rante europeo aveva espresso il parere rispettivamente sulla proposta di regola-
mento53 e sulla proposta di decisione54, nel giugno 2007, il Parlamento europeo 
e il Consiglio hanno raggiunto un accordo politico sui due strumenti55. È assai 
significativo notare che le due proposte sono state valutate congiuntamente. Ciò 
51  Cfr. Documento del Consiglio n. 6899/05, 1° marzo 2005, <http://register.consilium.europa.
eu/pdf/it/05/st06/st06899.it05.pdf>, p. 3. In termini generali, sull’opportunità di accordare 
alle autorità di law enforcement l’accesso a sistemi di informazione e di identificazione su vasta 
scala, cfr. supra, § 1.
52  Cfr. <http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=COM:2005:0600:FIN:IT:PDF>, p. 2.
53  Cfr. Parere del garante europeo della protezione dei dati sulla proposta di regolamento del Parlamento 
europeo, cit., p. 13.
54  V. Parere del garante europeo della protezione dei dati (GEPD) sulla proposta di decisone del Consiglio 
relativa all’accesso per la consultazione del sistema d’informazione visti (VIS) da parte delle autorità degli 
Stati membri competenti in materia di sicurezza interna e di Europol ai fini della prevenzione, dell’indi-
viduazione e dell’investigazione di atti terroristici e di altre grave forme di criminalità (COM (2005) 600 
def.), in GUUE, C 97, 25 aprile 2006, p. 6.
55  Cfr. la Relazione sulla proposta di regolamento del Parlamento europeo e del Consiglio concernente 
il sistema di informazione visti (VIS) e lo scambio di dati tra Stati membri sui visti per soggiorni di breve 
durata (COM(2004)0835 – C6-0004/2005 – 2004/0287(COD)), <http://www.europarl.europa.eu/
sides/getDoc.do?pubRef=-//EP//NONSGML+REPORT+A6-2007-0194+0+DOC+PDF+V0//IT>. 
I principali gruppi parlamentari si sono espressi positivamente (cfr. <http://www.europarl.
europa.eu/sides/getDoc.do?pubRef=-//EP//TEXT+TA+P6-TA-2007-0227+0+DOC+XML+V0//
IT>). In termini critici si è espresso il deputato Athanasios Pafilis (GUE/NGL), secondo il quale 
il VIS, «che legalizza la raccolta, l’elaborazione e lo scambio di dati personali e biometrici su 
ogni cittadino straniero che richiede un visto per tutti i paesi dell’UE, al quale hanno accesso 
tutte le autorità istruttorie e i servizi segreti di ciascuno Stato membro, non fa altro che aggiun-
gere un altro anello alla catena che l’UE usa per soffocare i diritti individuali». Con riguardo al 
Consiglio, cfr. Documento del Consiglio n. 13607/07, 9 ottobre 2007, <http://register.consilium.
europa.eu/pdf/it/07/st13/st13607.it07.pdf>.
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emerge in modo innegabile, sia dai lavori del Consiglio56, sia da quelli dell’assem-
blea parlamentare, ove i due progetti sono stati affrontati «come un pacchetto 
unico, raggiungendo così una sorta di codecisione anche sulla misura relativa al 
terzo pilastro»57.
A seguito di un lavoro durato circa tre anni, nella Gazzetta ufficiale del 13 ago-
sto 2008 sono stati dunque pubblicati il regolamento (CE) n. 767/2008, concer-
nente il sistema di informazione visti e lo scambio di dati tra Stati membri sui 
visti per soggiorni di breve durata e la decisione 2008/633/GAI relativa all’acces-
so per la consultazione al VIS da parte delle autorità designate degli Stati membri 
e di Europol ai fini della prevenzione, dell’individuazione e dell’investigazione 
di reati di terrorismo e altri reati gravi. Il sistema dovrebbe essere operativo a 
partire dalla fine del 2009.
4. (Segue): il regolamento VIS
Il regolamento (CE) n. 767/2008 (cosiddetto regolamento VIS) disciplina quella 
che è destinata a divenire «la più ampia banca dati biometrica al mondo», dal 
momento che «conterrà informazioni relative a circa 20 milioni di richiedenti e 
conserverà le impronte digitali di 70 milioni di persone alla volta»58. 
Una delle novità più significative è costituita proprio dalla previsione dell’in-
serimento dei dati biometrici nel VIS. Considerata la delicatezza di tali dati59, si 
sono approfonditi i benefici e le controindicazioni della loro raccolta60, e, infine, 
56  Cfr. il Documento del Consiglio n. 8185/07, 12 aprile 2007, <http://register.consilium.europa.
eu/pdf/it/07/st08/st08185.it07.pdf>.
57  Sono le parole di Sarah Ludford, relatore nella Commissione per le libertà civili, la giu-
stizia e gli affari interni, pronunciate nella seduta del 7 giugno 2007 (cfr. <http://www.
europarl.europa.eu/sides/getDoc.do?type=CRE&reference=20070606&secondRef=ITEM-
018&language=IT&ring=A6-2007-0194>). Secondo la relatrice, proprio tale processo decisio-
nale starebbe a dimostrare che «la separazione tra il primo e il terzo pilastro è semplicemente 
inefficiente e assurda».
58  Così, Sarah Ludford, nell’intervento indicato nella nota precedente. D’altronde, il dato re-
lativo al numero dei richiedenti il visto è riportato nell’importante ricerca effettuata dall’Eu-
ropean Policy Evaluation Consortium (EPEC), intitolata Study for the Extended Impact assessment of 
the Visa Information System. Final Report, dicembre 2004, <http://ec.europa.eu/justice_home/
doc_centre/freetravel/visa/doc/study_eia_epec_en.pdf>, p. 4.
59  Come ha rilevato il Garante europeo per la protezione dei dati, «la biometria non costitui-
sce solo un’altra tecnologia dell’informazione: essa modifica in maniera irrevocabile la relazio-
ne tra corpo e identità, in quanto le caratteristiche del corpo umano possono essere ‘lette’ da 
una macchina e sottoposte a un successivo trattamento» (Parere del garante europeo della prote-
zione dei dati sulla proposta di regolamento del Parlamento europeo, cit., p. 19). 
60  Cfr., in particolare, Study for the Extended Impact, cit., pp. 51 sgg. V. anche il documento 
prodotto dal Working Party on the protection of individuals with regard to the processing of per-
sonal data (“Gruppo Articolo 29”) (Opinion No 7/2004 on the inclusion of biometric elements in 
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si è deciso di includerli nella banca dati. Tanto che il regolamento prevede la regi-
strazione nel VIS, non solo dei dati alfanumerici sul richiedente e sui visti richie-
sti, rilasciati, rifiutati, annullati, revocati o prorogati (art. 5, par. 1, lett. a, art. 9, 
parr. 1-4 e artt. 10-14)61, ma anche della fotografia del richiedente (art. 5, par. 1, lett. 
b e art. 9, par. 5) e delle impronte digitali (art. 5, par. 1, lett. c e art. 9, par. 6)62.
Per quel che riguarda la finalità del VIS, l’art. 2 del regolamento individua an-
zitutto una finalità “generica”, consistente nel «migliorare l’attuazione della po-
litica comune in materia di visti, la cooperazione consolare e la consultazione tra 
le autorità centrali competenti per i visti, agevolando lo scambio di dati tra Stati 
membri in ordine alle domande di visto e alle relative decisioni». Segnala inol-
tre diverse finalità “immediate”, quali quelle di: agevolare la procedura relativa 
alla domanda di visto; evitare l’elusione dei criteri di determinazione dello Stato 
membro competente per l’esame della domanda; agevolare la lotta contro la frode; 
agevolare i controlli ai valichi di frontiera esterni e all’interno del territorio degli 
Stati membri; contribuire all’identificazione di qualsiasi persona che non soddisfi 
o non soddisfi più le condizioni d’ingresso, soggiorno o residenza nel territorio 
degli Stati membri; agevolare l’applicazione del regolamento (CE) n. 343/2003; 
contribuire a prevenire minacce alla sicurezza interna degli Stati membri.
Siffatta configurazione ha suscitato qualche perplessità. Il Garante europeo 
per la protezione dei dati personali aveva, infatti, raccomandato al legislatore 
europeo di distinguere chiaramente tra finalità del VIS e vantaggi derivanti del 
sistema. L’unica finalità effettiva avrebbe dovuto essere quella “generica”, mentre 
la prevenzione delle frodi e del «visa shopping» avrebbero dovuto essere con-
figurati come vantaggi. Inoltre, secondo il Garante, si sarebbe dovuto espunge-
re il riferimento esplicito alla prevenzione delle minacce alla sicurezza interna 
degli Stati membri, che andrebbe considerata come un «vantaggio ‘secondario’» 
(ancorché assai significativo) del sistema informativo63. La preoccupazione del 
residence permits and visas taking account of the establishment of the European information system on visas 
(VIS), <http://europa.eu.int/comm/justice_home/fsj/privacy/docs/wpdocs/2004/wp96_en.pdf>).
61  Va segnalato che il regolamento prevede che si istituiscano dei collegamenti tra i diversi 
fascicoli relativi allo stesso soggetto (art. 5, par. 1, lett. d e art. 8, parr. 3-4).
62  Si badi che l’art. 9, par. 6, prevede che l’autorità competente per il rilascio dei visti inserisca 
le impronte digitali, «conformemente alle pertinenti disposizioni dell’Istruzione consolare co-
mune». Al fine di adeguare l’Istruzione consolare comune alla prevista introduzione di elemen-
ti biometrici, la Commissione ha presentato una proposta di regolamento del parlamento euro-
peo e del consiglio (COM (2006) 269 def., <http://eur-lex.europa.eu/LexUriServ/LexUriServ.do
?uri=COM:2006:0269:FIN:IT:PDF>): essa prescrive alle autorità competenti degli Stati membri 
di rilevare «gli identificatori biometrici del richiedente comprendenti l’immagine del volto e 
le impronte delle dieci dita, nel rispetto delle norme di garanzia previste dalla Convenzione 
per la salvaguardia dei diritti dell’uomo e delle libertà fondamentali e dalla Convenzione delle 
Nazioni Unite sui diritti del fanciullo» (art. 1, par. 2).
63  Così, Parere del garante europeo della protezione dei dati sulla proposta di regolamento del 
Parlamento europeo, cit., pp. 17, 27.
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Garante era evidentemente quella di precisare la natura del VIS, escludendo chia-
ramente che si tratti di un sistema istituito per finalità di sicurezza: ove si ri-
conosca anche la finalità di sicurezza – per quanto accessoria – argomentava il 
Garante – sarebbe naturale concedere alle autorità di law enforcement un accesso 
sistematico e generalizzato alla banca dati.
Il rilievo pare del tutto condivisibile. È ben vero che, come si vedrà, nella deci-
sione 2008/633/GAI l’accesso alle autorità di law enforcement è stato circondato di 
significative garanzie; nondimeno, è possibile che il legislatore europeo modifi-
chi in futuro tale bilanciamento e ampli i varchi di accesso al VIS, proprio facendo 
leva sul fatto che tale sistema è stato istituito anche per finalità di sicurezza.
In relazione all’accesso, va rilevato che il regolamento ne contempla uno dif-
ferenziato (ossia a dati diversi), a seconda dello scopo dello stesso. Vengono di-
sciplinate quattro diverse fattispecie di accesso ai dati: a fini di verifica ai valichi 
di frontiera esterni (art. 18); a fini di verifica all’interno del territorio degli Stati 
membri dell’identità del titolare del visto, dell’autenticità del visto o della sussi-
stenza delle condizioni d’ingresso, di soggiorno o di residenza (art. 19); a fini di 
identificazione delle persone che non soddisfano le condizioni per l’ingresso, il 
soggiorno o la residenza nel territorio degli Stati (art. 20); per la determinazione 
della competenza per le domande di asilo (art. 21); per l’esame della domanda di 
asilo, da parte delle autorità competenti in materia di asilo (art. 22).
Per quanto attiene ai termini di conservazione, il regolamento prevede un 
periodo massimo di cinque anni, che decorrono dalla data di scadenza del visto, 
qualora sia stato rilasciato; dalla nuova data di scadenza del visto, qualora un vi-
sto sia stato prorogato; dalla data della creazione del fascicolo nel VIS, qualora la 
domanda sia stata ritirata, chiusa o interrotta; dalla data della decisione delle au-
torità competenti per i visti, qualora un visto sia stato rifiutato, annullato, ridotto 
o revocato (art. 23, par. 1). Alla scadenza del termine, si prevede la cancellazione 
automatica del fascicolo e dei collegamenti fatti verso il medesimo (art. 23, par. 2). 
È prevista, inoltre, la cancellazione anticipata dei dati, qualora il richiedente ab-
bia acquisito la cittadinanza di uno Stato membro (art. 25). Va segnalato che tale 
disciplina è stata valutata positivamente, sia dal Garante europeo, che dal Gruppo 
di lavoro “articolo 29”64.
La gestione operativa del VIS centrale e delle interfacce nazionali viene affi-
data – dopo un periodo transitorio – a un organo di gestione (l’Autorità di gestio-
ne), che dovrebbe essere il medesimo previsto dall’art. 15 del regolamento (CE) n. 
1987/2006. Infatti, nelle dichiarazioni comuni che accompagnano il regolamen-
to SIS II e il regolamento VIS, il Consiglio e il Parlamento europeo hanno con-
64  Cfr. rispettivamente Parere del garante europeo della protezione dei dati sulla proposta di regola-
mento del Parlamento europeo, cit., p. 22, e Parere 2/2005 sulla proposta di regolamento del Parlamento 
europeo e del Consiglio concernente il sistema di informazione visti (VIS) e lo scambio di dati tra Stati 
membri sui visti per soggiorni di breve durata, <http://ec.europa.eu/justice_home/fsj/privacy/
docs/wpdocs/2005/wp110_it.pdf>, p. 25.
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venuto che la succitata autorità assuma la forma di un’agenzia e hanno invitato 
la Commissione a compiere una valutazione di impatto65. Nello studio eseguito 
proprio in vista dell’istituzione di tale agenzia, la possibilità che tutti i sistemi 
informatici su larga scala siano riuniti in un’unica sede, sotto una gestione unica 
e girino sulla stessa piattaforma viene ritenuta tale da consentire di potenziare la 
produttività e ridurre i costi operativi nel lungo periodo. La valutazione d’impat-
to considera pertanto che una nuova agenzia di regolamentazione sia in realtà la 
migliore opzione per lo svolgimento dei compiti dell’ “Autorità di gestione” del 
SIS II, del VIS e anche – come si è visto66 – dell’Eurodac67. Nel periodo transitorio 
viene affidata alla Commissione la responsabilità della gestione del VIS. 
Per quel che riguarda la tutela dei dati, sotto il profilo oggettivo, il regolamen-
to si preoccupa di garantirne la sicurezza, prescrivendo che ciascuno Stato mem-
bro adotti un articolato piano a tal fine (art. 32). Inoltre, esso affida alle autorità 
di controllo nazionali la verifica del trattamento eseguito a livello locale (art. 41), 
mentre attribuisce al Garante europeo della protezione dei dati la vigilanza sul 
trattamento effettuato dall’Autorità di gestione (art. 42).
Sul piano soggettivo, invece, il regolamento VIS riconosce agli interessati il 
diritto a essere informati, non solo sull’autorità di controllo nazionale competen-
te e sullo scopo del trattamento, ma anche sulle categorie di destinatari dei dati, 
sul periodo di conservazione e sul diritto di accesso, di rettifica e di cancellazione 
(art. 37, par. 1)68. Viene, infatti, garantito un ampio diritto di accesso, di rettifica e 
di cancellazione (art. 38): particolarmente significative appaiono le disposizioni 
che obbligano lo Stato membro che non riconosca l’inesattezza o l’illegittimità 
dei dati registrati nel VIS, anzitutto, a fornire «senza indugio all’interessato una 
giustificazione scritta della ragione per cui non intende correggere o cancellare 
i dati che lo riguardano» (art. 38, par. 5) e, in secondo luogo, a trasmettere le «in-
65  V. Dichiarazione comune del Parlamento europeo, del Consiglio e della Commissione sull’articolo 
26 relativo alla gestione operativa, <http://www.europarl.europa.eu/sides/getDoc.do?pubRef=-//
EP//TEXT+TA+P6-TA-2007-0227+0+DOC+XML+V0//IT#top>. Sull’unicità delle agenzie, si veda 
la valutazione espressa dall’allora Vicepresidente della Commissione Franco Frattini nella seduta 
del Parlamento europeo del 7 giugno 2007 (<http://www.europarl.europa.eu/sides/getDoc.do?
type=CRE&reference=20070606&secondRef=ITEM-016&language=IT&ring=A6-2007-0194>): 
«se vi dovrà essere un organismo di gestione operativa, esso non potrà essere limitato solamen-
te a VIS, dovrà essere un unico strumento operativo di gestione di SIS II e di VIS insieme».  
66  V. supra, § 2.
67  Cfr. la Relazione alla proposta di un regolamento del Parlamento europeo e del Consiglio che istitui-
sce l’ “Eurodac” per il confronto delle impronte digitali per l’efficace applicazione del regolamento (CE) n. 
[.../...] [che stabilisce i criteri e i meccanismi di determinazione dello Stato membro competente per l’esame 
di una domanda di protezione internazionale presentata in uno degli Stati membri da un cittadino di 
un paese terzo o da un apolide] (COM (2008) 825 def.), <http://register.consilium.europa.eu/pdf/
it/08/st16/st16934.it08.pdf>, p. 4.
68  In tal modo, è stata accolta una raccomandazione del Garante europeo: cfr. Parere del garante 
europeo della protezione dei dati sulla proposta di regolamento del Parlamento europeo, cit., p. 25.
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formazioni in merito alla procedura da seguire qualora non accetti la giustifica-
zione fornita» (art. 38, par. 6). 
5. (Segue): l’accesso al VIS delle autorità di law enforcement
Il secondo strumento normativo del “pacchetto VIS” è costituito dalla decisione 
2008/633/GAI, volta a disciplinare l’accesso delle autorità di law enforcement al 
sistema di informazione visti.
Come si è notato, essa trae origine dalle posizioni espresse dal Consiglio, il 
quale, nel marzo del 2005, aveva rilevato la grande utilità dei dati contenuti nel 
VIS ai fini della prevenzione e repressione del terrorismo e di altri gravi reati, 
e aveva pertanto invitato la Commissione ad avanzare una proposta basata sul 
titolo VI del TUE. 
La Commissione ha valutato diverse opzioni. Scartata l’ipotesi di non intra-
prendere alcuna azione69, ha esaminato l’idea di creare una base giuridica che 
consentisse un accesso illimitato al VIS alle autorità degli Stati membri competen-
ti in materia di sicurezza interna e a Europol. Anche tale soluzione è stata esclusa: 
la previsione di un accesso diretto e in relazione a qualsiasi reato avrebbe, infatti, 
trasformato il VIS in una normale banca dati per la lotta contro la criminalità. Ciò 
che è apparso, da un lato, non conforme con «l’obiettivo fondamentale del siste-
ma VIS originario» e, dall’altro, sproporzionato, in quanto «avrebbe un’inciden-
za ingiustificata sui diritti fondamentali delle persone i cui dati sono registrati 
nel VIS, che devono essere presunte innocenti e non essere trattate come sospetti 
nell’ambito di un’inchiesta penale»70.
È per queste ragioni che la Commissione ha deciso di proporre una base giu-
ridica che riconosce alle autorità degli Stati membri competenti in materia di 
sicurezza interna e a Europol soltanto un accesso limitato al VIS. 
Questo approccio è stato particolarmente apprezzato dal Garante europeo per 
la protezione dei dati. Nel parere sulla proposta di regolamento, il Garante ave-
va manifestato una riserva di fondo sulla previsione di un’interoperabilità, ossia 
di un accesso generalizzato delle autorità di law enforcement al VIS, che avrebbe 
69  La Commissione ha ritenuto che, essendo lo scambio dei dati VIS escluso dall’ambito di 
applicazione della proposta di decisione quadro del Consiglio sullo scambio di informazioni 
a norma del principio di disponibilità (posto che questa riguarda la cooperazione di polizia: 
cfr. supra, S. CiaMPi, op. cit., § 9), gli Stati membri avrebbero prima o poi rinnovato la richiesta di 
uno specifico strumento normativo in tale settore (cfr. la Relazione alla Proposta di decisione del 
Consiglio relativa all’accesso per la consultazione al sistema di informazione visti (VIS) da parte delle au-
torità degli Stati membri competenti in materia di sicurezza interna e di Europol ai fini della prevenzione, 
dell’individuazione e dell’investigazione di atti terroristici e di altre gravi forme di criminalità, (COM 
(2005) 600 def.), <http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=COM:2005:0600:FI
N:IT:PDF>, p. 4).
70  Così, Relazione alla Proposta di decisione del Consiglio relativa all’accesso, cit., p. 5.
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violato il principio di finalità71. Nel successivo parere sulla proposta di decisione, 
il Garante, ribadito che il VIS è un sistema di informazione sviluppato in vista 
dell’attuazione della politica europea in materia di visti e non uno strumento per 
l’applicazione della legge, ha riconosciuto che il bilanciamento tra i diversi valori 
in gioco – l’attività di prevenzione e repressione dei reati, da un lato, e il diritto 
alla protezione dei dati, dall’altro – raggiunto nella proposta era «globalmente 
soddisfacente»72. 
Ulteriore rifinitura di quel bilanciamento è venuta dal Parlamento, che, gra-
zie alla trattazione congiunta dello strumento di terzo e di “primo pilastro”, ha 
potuto giocare un ruolo fondamentale nell’iter di approvazione della decisione.
Il carattere “limitato” dell’accesso deriva da una serie articolata di vincoli e 
garanzie.
Anzitutto, sotto il profilo oggettivo, si deve notare come la disponibilità dei 
dati contenuti nel VIS non sia estesa all’attività di prevenzione e repressione 
di qualsiasi reato, ma sia circoscritta a quella relativa a taluni reati. Si tratta dei 
«reati di terrorismo», individuati mercé il richiamo agli artt. 1-4 della decisione 
quadro 2002/475/GAI73, nonché dei «reati gravi», identificati in quelli previsti 
dall’art. 2, par. 2, della decisione quadro sul mandato d’arresto europeo74. La de-
cisione specifica, inoltre, che l’autorità designata può ottenere l’informazione a 
due condizioni: da un lato, la consultazione deve risultare necessaria in un «caso 
specifico»75; dall’altro, debbono sussistere «fondati motivi per ritenere che la 
consultazione dei dati VIS contribuisca in misura sostanziale alla prevenzione, 
all’individuazione o all’investigazione di qualsiasi dei reati in questione»76. In 
71  Cfr. Parere del garante europeo della protezione dei dati sulla proposta di regolamento del Parlamento 
europeo, cit., p. 27. Analogamente, E. de BuSSer, The architecture of data exchange, in “International 
Review of Penal Law”, 2007, p. 53.
72  In tal senso, Parere del garante europeo della protezione dei dati (GEPD) sulla proposta di decisione 
del Consiglio relativa all’accesso per la consultazione del sistema d’informazione visti (VIS), cit., p. 10.  
73  In GUCE, L 164, 22 giugno 2002, p. 3. Dopo la sostituzione degli artt. 3 e 4 della decisione 
quadro 2002/475/GAI, operata dalla decisione quadro 2008/919/GAI (GUUE, L 330, 9 dicembre 
2008, p. 21), sembra che il richiamo vada inteso alle nuove disposizioni.
74  Si tratta, come noto, della decisione quadro 2002/584/GAI (GUCE, L 190, 18 luglio 2002, p. 1). 
75  La proposta della Commissione (COM (2005) 600 def.) definiva in modo molto stringente 
tale presupposto, precisando che un «caso particolare» sussiste «quando l’accesso per la con-
sultazione è connesso a un evento specifico, delimitato geograficamente e cronologicamente, 
o ad un pericolo imminente associato con attività criminali, ovvero ad una persona specifica 
relativamente alla quale esistono fondati motivi per ritenere che commetterà reati terroristici 
o altre gravi forme di criminalità o che ha un vincolo rilevante con una tale persona» (art. 5, par. 
1, lett. c). La precisazione è stata successivamente abbandonata.     
76  Si noti che l’inciso “in misura sostanziale” è stato inserito accogliendo una precisa richiesta 
del Garante europeo (cfr. Parere del garante europeo della protezione dei dati (GEPD) sulla proposta 
di decisione del Consiglio relativa all’accesso per la consultazione del sistema d’informazione visti (VIS), 
cit., p. 10). 
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parte diversa la disciplina che riguarda l’Europol. Si consente infatti l’accesso, 
da un canto, quando è necessario per l’adempimento delle sue funzioni ai sensi 
dell’art. 3, par. 1, punto 2, della convenzione Europol o ai fini di attività specifi-
che di analisi di cui all’art. 10; dall’altro, «quando è necessario per l’adempimento 
delle sue funzioni ai sensi dell’art. 3, par. 1, punto 2, della convenzione Europol e 
per la realizzazione di analisi generali di tipo strategico ai sensi dell’art. 10 della 
convenzione Europol, a condizione che i dati VIS siano resi anonimi dall’Europol 
prima di tale trattamento e siano conservati in una forma che non consenta più 
di identificare la persona interessata» (art. 7).  
In secondo luogo, sotto il profilo soggettivo, la decisione riconosce la legitti-
mazione alle sole autorità designate, ossia alle autorità competenti in materia di 
prevenzione, individuazione e investigazione di reati di terrorismo e altri reati 
gravi, che siano state designate da ciascuno Stato membro (artt. 2, par. 1, lett. e, e 3, 
par. 1). In seno a tali autorità, vengono individuate le unità operative legittimate 
all’accesso77, o meglio, a richiedere i dati al punto di accesso.   
È prevista, infatti, una garanzia procedurale per cui l’ingresso nella banca dati 
non avviene direttamente, ma attraverso uno o più punti di accesso78. Le unità 
operative interessate a un dato contenuto nel sistema debbono presentare una 
richiesta motivata (scritta o elettronica) al punto di accesso centrale, il quale è 
chiamato a compiere una verifica preliminare sulla sussistenza effettiva delle 
condizioni per l’accesso al sistema VIS. Solo se tutte le condizioni di accesso sono 
soddisfatte, il personale debitamente autorizzato del punto di accesso centrale 
tratta le richieste e i dati VIS consultati vengono trasmessi all’unità richiedente, 
con modalità tali da non comprometterne la sicurezza (art. 4, par. 1). In caso ecce-
zionale d’urgenza, però, si prevede che il punto di accesso tratti immediatamente 
le richieste e verifichi solo a posteriori se tutte le condizioni di cui all’art. 5 sono 
soddisfatte (art. 4, par. 2)79.
77  L’elenco delle unità operative viene conservato a livello nazionale da ciascuno Stato mem-
bro (art. 3, par. 5).
78  Il carattere indiretto dell’accesso è stato difeso dal Parlamento. Nel corso dei lavori prepara-
tori, si è insistito sulla necessità che vi fosse un’autorità diversa da quella richiedente che veri-
fichi in via preliminare la sussistenza delle condizioni di accesso. Ciò, in quanto, ad avviso dei 
parlamentari, «il VIS è essenzialmente una base di dati del primo pilastro il cui fine principale 
non è la prevenzione, individuazione e investigazione di reati terroristici e di altre gravi forme 
di criminalità» (Cfr. il Documento del Consiglio n. 8185/07, cit., p. 6). Nella proposta originaria 
della Commissione era prevista la designazione di un’unica autorità nazionale quale punto di 
accesso centrale al VIS (art. 4, par. 1), mentre nella versione definitiva della decisione si è prefe-
rito consentire agli Stati membri di indicare uno o più punti di accesso centrali (art. 3, par. 3).
79  Anche il Parlamento europeo ha condiviso la previsione di una procedura d’urgenza: cfr. 
l’intervento dell’on. Sarah Ludford nella seduta del 7 giugno 2007, nel quale ha riconosciuto che 
«dopo trattative alquanto difficili, gli Stati membri hanno infine riconosciuto che questo sistema 
non è in prima istanza uno strumento di applicazione della legge e che pertanto qualsiasi accesso 
da parte dei servizi di polizia o intelligence non può essere diretto e immediato, bensì sarà indi-
retto, controllato e filtrato attraverso punti di accesso centrali, dove sarà verificata la legittimità di 
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Infine, va notato che la consultazione avviene in due fasi. Nella prima è con-
sentita la ricerca sulla base di alcuni dati, tra i quali rientrano le generalità del 
soggetto, le impronte digitali e altri dati relativi (tra gli altri) al tipo di visto, al 
viaggio o alla residenza (art. 5, par. 2). Solo in caso di risposta positiva è previsto 
l’accesso a qualsiasi dato figurante nel modulo di domanda, alle fotografie e ai 
dati registrati in relazione ai visti rilasciati, rifiutati, annullati, revocati o progati 
(art. 5, par. 2)80.
Oltre a queste specifiche garanzie che concorrono a delimitare l’accesso delle 
autorità di law enforcement al sistema di informazione visti, la decisione è assai ri-
gorosa sotto il profilo della tutela del diritto alla protezione dei dati. Inizialmente, 
era previsto un richiamo esplicito alla decisione quadro sulla protezione dei dati 
personali elaborati nel quadro della cooperazione giudiziaria e di polizia in mate-
ria penale e il Parlamento aveva insistito sul collegamento tra la proposta relativa 
all’accesso al VIS e quella relativa alla protezione dei dati personali. Il Consiglio 
ha, invece, preferito escludere un rinvio espresso alla decisione 2008/977/GAI81 
e prevedere una disciplina specifica nella decisione VIS. 
Anzitutto, sono state inserite tutta una serie di disposizioni – in materia di 
sicurezza dei dati (art. 9), di responsabilità (art. 10), di autocontrollo (art. 11), di 
sanzioni (art. 12) – che ricalcano quelle previste nel regolamento VIS82. Accanto a 
queste, si è posta una norma per regolare il profilo essenziale del trasferimento 
dei dati ottenuti attraverso l’accesso al VIS a paesi terzi o a organizzazioni inter-
nazionali: l’art. 8, par. 4, consente tale trasmissione soltanto in casi eccezionali 
d’urgenza e previa autorizzazione dello Stato membro che ha inserito i dati. Da 
questo punto di vista, quindi, la disciplina appare più rigorosa di quella prevista 
dalla normativa generale posta dall’art. 13 della decisione 2008/977/GAI. 
Al contrario, con riferimento all’informazione del trattamento alla persona 
interessata, la scelta effettuata dalla decisione VIS appare meno garantista rispet-
to a quella cristallizzata nella decisione quadro: se questa prevede che gli Stati 
membri «provvedono affinché la persona interessata sia informata della raccolta 
o del trattamento di dati personali da parte delle rispettive autorità competenti, 
ogni richiesta. Tuttavia, poiché anche al Parlamento, al pari degli Stati membri, preme che siano 
predisposti strumenti idonei a contrastare la criminalità e il terrorismo, abbiamo concordato una 
procedura d’urgenza per i casi di emergenza che può essere sintetizzata come ‘prima chiedi, poi 
giustifica’, da applicarsi in situazioni eccezionali di minacce incombenti».
80  Si noti che, nel progetto iniziale, era consentita anche la ricerca immediata sulla base delle 
fotografie. È stato il Garante europeo a mettere in guardia dai rischi di una ricerca in un archivio 
molto ampio sulla base delle fotografie (v. Parere del garante europeo della protezione dei dati (GEPD) 
sulla proposta di decisione del Consiglio relativa all’accesso per la consultazione del sistema d’informa-
zione visti (VIS), cit., p. 8): la sua richiesta di inserire le fotografie tra le informazioni supplemen-
tari è stata recepita dal Consiglio.
81  In GUUE, L 350, 30 dicembre 2008, p. 60.
82  Rispettivamente, gli artt. 32, 33, 35 e 36 regolamento (CE) n. 767/2008.
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conformemente alla legislazione nazionale» (art. 16), la decisione VIS rinvia alla 
disciplina nazionale ed esclude alla radice la comunicazione delle informazioni lad-
dove ciò sia «indispensabile per l’esecuzione di un compito legale» (art. 14, par. 4).
6. Considerazioni conclusive
L’analisi degli sviluppi relativi ai sistemi di informazione che, con un margine 
accettabile di approssimazione, si sono definiti di “primo pilastro” e del loro rap-
porto con l’attività di law enforcement induce a due conclusioni.
La prima è legata alla stessa natura di Eurodac e VIS. È ben vero che tali ban-
che dati sono pensate per garantire la migliore applicazione della disciplina in 
materia di asilo e per assicurare la libertà di movimento, ma a questa finalità se 
ne affianca una (esplicita o implicita) di law enforcement. Tale natura composita 
emerge già sul piano normativo. Nel caso del VIS risulta già dalla definizione del-
le finalità del sistema informativo. Come si è detto, lo stesso strumento di “primo 
pilastro” che disciplina in termini generali il VIS riconosce chiaramente tra le sue 
finalità quella di agevolare la lotta contro la frode e di contribuire a prevenire le 
minacce alla sicurezza interna agli Stati membri (considerando n. 5 e art. 2 del re-
golamento (CE) n. 767/2008)83. Essa è, invece, meno chiara nel caso dell’Eurodac 
e si può desumere indirettamente dall’estensione oggettiva dei dati che possono 
essere raccolti: vengono, infatti, immagazzinate anche le informazioni relative ai 
soggetti che hanno attraversato in modo irregolare le frontiere. Sembra di poter 
affermare, quindi, che, anche al fondo di queste banche dati di “primo pilastro” 
vi è in realtà un intreccio molto stretto tra finalità di libertà e di sicurezza. Non-
dimeno, solo per il VIS – in relazione al quale la finalità “mista” è esplicita – il 
legislatore europeo ha attuato puntualmente il canone di accessibilità, così come 
aveva fatto – sia pure in termini meno equilibrati – in relazione al SIS84.
La seconda considerazione riguarda proprio il bilanciamento tra il valore del-
la sicurezza e il diritto alla protezione dei dati. A fronte delle ripetute sollecitazio-
ni nel senso di allargare le vie di accesso alle banche dati di “primo pilastro” per 
finalità di law enforcement, sembra che le soluzioni accolte dal legislatore europeo 
siano sinora improntate a un certo equilibrio. Con riferimento a Eurodac, non è 
stata presentata una proposta per disciplinare l’accesso e si sta invece lavorando 
a un testo che risponda alle preoccupazioni legate all’affidamento della gestione 
delle unità nazionali alle autorità di law enforcement. Con riguardo al VIS, inve-
ce, pare che la disciplina accolta dalla recente decisione 2008/633/GAI offra un 
83  In effetti, anche secondo E. BrouWer, “Data Surveillance and Border Control in the EU”, cit., 
p. 147, «from the start, VIS is planned as a multipurpose tool».
84  Con la decisione 2005/211/GAI (GUUE, L 68, 15 marzo 2005, p. 44). 
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bilanciamento ragionevole tra i diversi valori in gioco, nella parte in cui prevede 
un accesso limitato e circondato da una serie di garanzie effettive.
Non vi è dubbio che un tale approccio più attento agli equilibri tra efficiency 
e accountability nelle politiche di creazione di uno spazio di libertà, sicurezza e 
giustizia sia la conseguenza di due fattori istituzionali, che dipendono proprio 
dalla collocazione delle banche dati in esame nel “primo pilastro”: da una parte, la 
procedura decisionale, che attribuisce un ruolo decisivo al Parlamento europeo; 
dall’altra, il coinvolgimento diretto in materia del Garante europeo per la prote-
zione dei diritti dell’uomo.  
