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Информация 
о решении
Защита данных ваших сотрудников  
№ 1 для защиты данных персональных 
ноутбуков, компьютеров и удаленно 
работающих устройств
В современном мире все чаще используется модель распределенного рабочего 
пространства, и все больше людей работают удаленно. За последние 12 лет 
количество удаленно работающих сотрудников только в США выросло на 159 % 
и превысило 4,3 млн человек1. Благодаря современным технологиям удаленно 
работающие сотрудники могут эффективно выполнять свои обязанности. 
Однако при этом на их рабочих станциях, ноутбуках, ПК и планшетах может 
храниться очень ценная информация. Необходимо обеспечить ее резервное 
копирование на случай потери, повреждения или аварии. Есть ли у вашей 
компании стратегия резервного копирования для таких удаленных устройств? 
Veeam® предлагает различные инструменты, которые помогут защитить 
удаленно работающих сотрудников и оптимизировать их работу, обеспечив вам 
необходимый уровень контроля.
Более 80 % удаленно работающих 
сотрудников используют Microsoft 
Windows
Microsoft Windows — лидер в сфере операционных систем для ноутбуков 
и настольных компьютеров, поэтому защита машин под управлением этой ОС 
имеет важнейшее значение. У Veeam есть решение для защиты ноутбуков, 
настольных компьютеров и других устройств ваших сотрудников, работающих 
под управлением ОС Microsoft Windows. Veeam Backup & Replication™ предлагает 
возможности защиты не только виртуализованных сред, но также физических 
устройств и облачных приложений. Обеспечивая защиту данных и непрерывную 
работу вашей компании, Veeam Backup & Replication представляет собой 
идеальное решение для удобного резервного копирования и восстановления 
данных устройств под управлением Windows. И самое главное — компании могут 
централизованно управлять этой защитой. Эту возможность предоставляет 
Veeam Agent for Microsoft Windows, который полностью интегрирован с Veeam 
Backup & Replication. Заказчики могут приобрести Veeam Backup & Replication 
с универсальной лицензией Veeam (VUL), которая продается пакетами по 10 штук. 
Каждая лицензия позволяет защитить до трех компьютеров.
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Некоторые сотрудники могут использовать устройства под управлением ОС Linux 
в качестве домашней лаборатории или самостоятельно организованного хранилища. 
Для них Veeam Backup & Replication обеспечивает точно такую же комплексную защиту. 
В составе решения находится Veeam Agent for Linux, который поддерживает самые 
свежие дистрибутивы этого семейства ОС.
Защита данных Office 365 удаленно 
работающих сотрудников
Microsoft Office 365 позволяет удаленно работающим сотрудникам работать из дома 
или других мест так же продуктивно, как и в офисе, постоянно оставаясь на связи. 
Поскольку все больше людей работают удаленно, компании стали чаще использовать 
Microsoft Teams и OneDrive для бизнеса, а также Exchange и SharePoint Online для 
хранения данных и доступа к ним. Кроме того, компаниям необходимо обеспечить 
защиту критически важных данных от безвозвратного удаления или повреждения. 
Veeam Backup для Microsoft Office 365 устраняет риск потери доступа к данным Office 
365, с которыми работают удаленные пользователи, и обеспечивает контроль над ними. 
Таким образом, данные всегда защищены и доступны.
Надежное сетевое соединение
Удаленно работающим сотрудникам для успешного выполнения своих обязанностей 
необходима стабильная связь. Даже используя современное высокоскоростное 
соединение, компании должны обеспечить безопасность удаленных подключений. 
Деятельность компании должна быть конфиденциальной, и ее необходимо защитить 
от взломщиков. Veeam поможет обеспечить защиту интернет-соединений при 
повседневной работе и передаче данных резервных копий. Veeam PN — бесплатный 
продукт с веб-интерфейсом, который предназначен для максимально простой защиты 
интернет-соединений и настройки виртуальных частных сетей (VPN).
Поставщики услуг готовы прийти 
на помощь
Внедрение стратегии и/или решения может вызвать сложности, потребовать 
значительных затрат сил и даже навыков, которыми ваши сотрудники не обладают. 
К счастью, в экосистему Veeam входят надежные поставщики облачных и управляемых 
услуг, которые готовы предоставить комплексные решения и профессиональные услуги, 
необходимые вашему бизнесу. Где бы ни находились ваши данные и приложения, мы 
поможем вам найти лучших в отрасли специалистов по управлению данными, чтобы вы 
могли сосредоточиться на развитии своей компании.
Начните работу с Veeam
Даже если многие ваши сотрудники работают удаленно, решения Veeam помогут 
вам обеспечить высокую производительность и контроль. Обеспечьте резервное 
копирование всех пользовательских устройств и защиту соединений, чтобы 
гарантировать восстановление данных даже в случае аварии. Многие продукты 
полностью интегрированы с нашими флагманскими решениями Veeam Backup & 
Replication и Veeam Availability Suite™: это позволяет дополнительно сократить затраты 
времени и сил на развертывание новых решений. Большинство продуктов Veeam 
используют портативную лицензию VUL и позволяют защитить именно те системы, 
которые нуждаются в этом в конкретный момент. VUL обеспечивает удобную защиту 
виртуальных машин, облачных приложений, локальных систем и даже физических 
устройств удаленно работающих сотрудников под управлением ОС Windows и Linux.
Veeam Backup for Microsoft 
Office 365
Veeam PN
BaaS и DRaaS
Профессиональные услуги
