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Resumo 
A Gestão da Segurança do Processo consiste na implementação de procedimentos para 
controlar os perigos resultantes de fabrico, manuseamento e utilização de substâncias 
perigosas e da utilização de sistemas sob pressão em instalações industriais, pelo que se 
torna numa ferramenta de Gestão muito importante na indústria. Pela pesquisa realizada, a 
Gestão da Segurança do Processo é um tema pouco desenvolvido no nosso país, embora 
esteja diretamente relacionada com a Diretivas Seveso.  
Como colaborador da Central de Ciclo Combinado da Tapada do Outeiro, propus-me a 
avaliar a Gestão da Segurança do Processo na Central. A Direção da Central apoiou o 
tema, reservando a confidencialidade do trabalho final devido a assuntos sensíveis do 
negócio. 
Como resultado final do Projeto temos a avaliação da Gestão da Segurança do Processo na 
Central de Ciclo Combinado da Tapada do Outeiro, permitindo à gestão da Central 
identificar oportunidades para melhorar a efetividade do cumprimento deste objetivo. 
Palavras-Chave 
Acidente Industrial, Segurança do Processo, Sistemas de Gestão, OSHA 3132, Diretiva 
Seveso. 
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Abstract 
Process Safety Management is based on the procedures implementation to control the 
hazards rising from the manufacturing, handling and use of dangerous substances and from 
the operation of pressurized systems in industrial facilities, becoming a very important 
management tool in the industry. The Process Safety is not a very developed theme in 
Portugal, although it is strictly related with the Seveso Directive.  
As an employee in the Tapada do Outeiro Combined Cycle Power Plant, I offered to 
evaluate the Process Safety Management in the power plant, The Management of the 
power plant supported the project and reserved the confidentiality due to some business 
sensible issues.  
As final result of this project we have an evaluation of  the Process Safety Management 
System in the Tapada do Outeiro Combined Cycle Power Plant and the identification of 
improvements for the  Management Board to apply in order to increase the effectiveness 
on the achievement of this goal. 
Keywords 
Industrial Accident, Process Safety, Management Systems, OSHA 3132, Seveso Directive. 
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1. INTRODUÇÃO 
1.1. CONTEXTUALIZAÇÃO 
Este Projeto surge da iniciativa de avaliar os procedimentos de Gestão da Segurança do 
Processo na Central de Ciclo Combinado da Tapada do Outeiro (TdO), daqui para a frente 
designada como Central, devido ao compromisso histórico com a segurança na Central, à 
necessidade de garantir a segurança do ativo por parte do acionista e também devido ao seu 
interesse nacional estratégico.  
A diretiva Seveso, atualmente na versão II, com a versão III aprovada para entrada em 
vigor, é a principal orientação para a Segurança do Processo na União Europeia (EU). Em 
Portugal o tema “Gestão de Segurança do Processo” está pouco explorado, sendo aplicado 
principalmente na indústria petroquímica, pelo que encarei esta oportunidade como uma 
forma de desenvolvimento pessoal, na elaboração do Projeto de Mestrado, associado a uma 
necessidade da empresa, avaliando a Gestão de Segurança do Processo na Central e 
identificando oportunidades de melhoria. 
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1.2. OBJETIVOS 
Os objetivos principais deste Projeto são a exploração e desenvolvimento do tema “Gestão 
da Segurança do Processo” e a avaliação da Gestão da Segurança do Processo na Central 
identificando oportunidades de melhoria que permitam reforçar o desempenho de 
segurança na Central. 
1.3. METODOLOGIA 
Para o desenvolvimento deste Projeto, toda a informação utilizada resultou de pesquisa 
realizada nas livrarias académicas online, jornais da especialidade online, publicações 
online das entidades especializadas no tema e em informação interna da Central. Devido a 
grande parte das publicações sobre este tema serem exclusivas de associações, apenas os 
membros têm à totalidade da informação, pelo que a pesquisa foi limitada pelas 
publicações disponibilizadas ao público em geral. 
Toda esta informação foi enquadrada com a necessidade de avaliar a Gestão de Segurança 
do Processo na Central e os procedimentos internos considerados relevantes para esta 
matéria. 
1.4. CALENDARIZAÇÃO 
O desenvolvimento do Projeto iniciou-se em novembro de 2013, com a aprovação do tema 
pela Direção da Central, seguindo para o enquadramento do tema com as necessidades da 
Central, tendo sido submetido para aprovação pela Direção do Mestrado em fevereiro de 
2014, após alguma pesquisa bibliográfica de preparação. 
O desenvolvimento do Projeto ocorreu entre abril e setembro de 2014 tendo sido realizada 
a revisão final em outubro do mesmo ano. 
1.5. CONTRIBUTOS 
Este Projeto promove a divulgação do tema Gestão da Segurança do Processo no meio 
académico e a sensibilização da indústria para este tema, principalmente a indústria de 
produção elétrica em centrais de ciclo combinado. 
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Especificamente à Central, proporciona melhorar a Gestão da Segurança do Processo na 
Central, permitindo implementar melhorias na para manter o processo controlado e seguro. 
1.6. ORGANIZAÇÃO DO RELATÓRIO 
Este Projeto inicia-se com a exploração do Tema “Segurança do Processo”, onde é 
realizada uma abordagem histórica da sua origem, evolução, referências e normas. 
O Projeto evolui de seguida para a avaliação da Gestão da Segurança do Processo na 
Central. 
Como conclusão do Projeto são apresentados o resultado final da avaliação da Segurança 
do Processo na Central. 
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2. A SEGURANÇA DO 
PROCESSO 
Existem várias definições de Segurança do Processo, de seguida são apresentadas duas 
definições que clarificam o objetivo do tema: 
“The application of management principles and systems to the identification, 
understanding and control of process hazards in order to prevent process related 
injuries and incidents.” 
Center for Chemical Process Safety 
“Keeping the process inside the equipment.” 
Det Norske Veritas 
De acordo com estas definições torna-se claro que a Segurança do Processo tem como 
objetivo prevenir todos os acidentes e incidentes provocados por falhas em processos 
industriais, recorrendo à aplicação de princípios e sistemas de gestão que permitam 
identificar, compreender e controlar os perigos inerentes aos processos industriais, sendo 
uma ferramenta de gestão corporativa de ativos. 
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2.1. ENQUADRAMENTO 
A evolução da segurança ao longo do tempo foi um processo que passou por várias etapas, 
como ilustrado na Figura 1, segundo Visser: 
• Na década de 60 o desafio era atingir a segurança técnica através do projeto e das 
melhores tecnologias disponíveis (BAT - Best Available Techniques).  
• Na década de 70 evolui-se para a identificação dos fatores e erros humanos. 
• Na década de 80 identifica-se a importância da gestão nos aspetos de segurança. 
• Na década de 90 inicia-se a implementação do Sistema de Gestão da Segurança 
(SMS – Safety Management System). 
• A meio da década de 90, já com os processos anteriores implementados e 
estabilizados, a atenção voltou-se para a cultura de segurança, em que se inclui a 
segurança comportamental, que deve ser uma preocupação transversal a todas as 
organizações. 
 
Figura 1 – A evolução da Segurança (Visser, 1995) [1] 
O tema Segurança do Processo tem origem na década de 60, quando algumas empresas 
começaram a analisar as causas dos acidentes que ocorriam nas suas instalações, 
verificando que os processos eram responsáveis por uma quota significativa dos acidentes. 
A importância atribuída a esta questão foi aumentando ao longo do tempo como 
consequência do aumento do número de acidentes graves, que podemos verificar na Figura 
2, e dos respetivos impactos sociais, apresentados na Tabela 1, económicos, apresentados 
na Tabela 2, e ambientais, que serão sempre difíceis de quantificar com exatidão. 
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Figura 2 – Acidentes registados entre 1974 e 2000 [2] 
 
Tabela 1 – Acidentes registados entre 1974 e 2000 com mais de 100 mortes [2] 
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Tabela 2 – Custos de alguns acidentes ocorridos entre 1974 e 1996 (preços de 1996) [3] 
 
Outra das preocupações que surge na evolução histórica do tema é a relação entre o estado 
de desenvolvimento dos países e as fatalidades nos acidentes ocorridos pois, como se pode 
verificar na Tabela 3, relativa a dados de 2000, esta relação é menor nos países 
desenvolvidos. Nos países menos desenvolvidos os acidentes normalmente tomam 
proporções mais graves. 
Tabela 3 – Rácio de mortalidade por acidente em função do estado de desenvolvimento [2] 
 
Adicionalmente, a ocorrência de acidentes graves retira a confiança do público tornando-se 
numa desvantagem competitiva, pelo que o benchmarking nesta área tornou-se numa 
prática normal entre os players da indústria.  
A indústria de processo é hoje em dia a atividade que produz maior valor acrescentado na 
nossa sociedade, pelo que é fundamental que a segurança desta indústria seja garantida e 
que todas as pessoas tenham a perceção dos riscos que apresenta para o ambiente, para a 
sociedade em geral e para a economia.  
A consciência para os fatos apresentados resultou em algumas iniciativas, entre as quais, a 
formação de organizações focadas em manter e melhorar continuamente uma cultura de 
segurança do processo, sendo os principais impulsionadores destas iniciativas os países 
onde a indústria de processo tem uma importância económica significativa.  
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Por ordem cronológica, as iniciativas mais marcantes nesta área foram: 
• 1982 - Diretiva de Seveso, Comunidade Europeia 
• 1992 - Process Safety Management, Estados Unidos da América (EUA) 
• 1993 - Convenção 174, Organização Internacional do Trabalho (OIT) 
• 1996 - Diretiva Seveso II, Comunidade Europeia 
• 2012 - Diretiva Seveso III, Comunidade Europeia 
A Comissão Europeia, na sequência de acidentes graves (Seveso, Flixborough, Bhopal), 
elaborou em 1982 a Diretiva Seveso, inicialmente direcionada para a indústria química e 
posteriormente alargado a toda a indústria, ao mesmo tempo que criou o Major Accident 
Hazards Bureau (MAHAB) que dá suporte técnico e científico às Diretivas Seveso e 
controla a base de dados do Major Accident Reporting System (MARS) da Comunidade 
Europeia e a Community Documentation Centre on Industrial Risk (CDCIR). Outras 
grandes iniciativas industriais foram a criação do European Process Safety Centre (EPSC), 
a comissão de prevenção da European Federation of Chemical Engineering (EFCE), o 
Center for Chemical Process Safety (CCPS), pelo American Institute of Chemical 
Engineers, e o Design Institute for Emergency Relief Systems (DIERS). Ao nível 
académico, a Segurança do Processo foi incluída no plano de estudos de engenharia 
química em muitas universidades. 
Toda esta evolução revolucionou a legislação que regula a indústria de processo, tendo 
mesmo impacto ao nível do ordenamento do território. 
Mesmo com toda a evolução, a criação de todas estas entidades e a sensibilização para a 
cultura de melhoria contínua da segurança do processo, devemos ter a consciência que os 
acidentes continuarão a acontecer, no entanto é expectável que a sua magnitude e 
consequências sejam minimizados e que seja possível aprender com a análise das causas 
dos acidentes, e dos quase – incidentes, passados. 
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2.2. BREVE DEFINIÇÃO DE SEGURANÇA DO PROCESSO 
Segurança do Processo é diferente de Segurança Ocupacional. Na Figura 3 podemos 
observar a Taxa de Acidentes Fatais (FAR – Fatal Accident Rate) entre 1960 e 1982 na 
Imperial Chemical Industries (ICI), onde se distingue a contribuição da FAR derivada dos 
riscos do processo da FAR total. Também podemos observar que a FAR inverte a sua 
tendência na ICI a partir do momento em que, no final da década de 60, se encara a 
Segurança do Processo como uma prioridade e se inicia o trabalho de desenvolvimento da 
melhoria contínua na Segurança do Processo, sendo Trevor Kletz o seu principal 
impulsionador no papel de Safety Advisor da ICI. 
 
Figura 3 – Taxa de Acidentes Fatais na ICI entre 1960 e 1982 [4] 
Verifica-se que em termos históricos os incidentes relacionados com Segurança 
Ocupacional são mais frequentes mas provocam, geralmente, menores danos que os 
incidentes relacionados com Segurança do Processo, com uma menor frequência mas com 
danos consideravelmente mais severos. 
Enquanto a Segurança Ocupacional tem como objetivo garantir as condições de trabalho 
das pessoas, a Segurança do Processo tem como objetivo garantir as condições de operação 
de processos industriais, numa base de avaliação de riscos de ativos suportada por uma 
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política de Gestão de Segurança do Processo (PSM – Process Safety Management), que 
inclui o projeto, a operação e a manutenção dos equipamentos agregados ao processo, 
conforme ilustrado na Figura 4. 
. 
Figura 4 - Principais impulsionadores da Gestão de Risco de Ativos [5] 
Apenas é possível implementar uma PSM se forem garantidas as seguintes condições nas 
organizações: 
• Compromisso com a Segurança; 
• Compreensão dos perigos e dos riscos; 
• Gestão dos riscos; 
• Aprendizagem com as experiências. 
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2.3. OS ACIDENTES INDUSTRIAIS 
2.3.1. PRINCIPAIS TIPOS DE ACIDENTES INDUSTRIAIS 
Na Comunidade Europeia, de acordo com as estatísticas da MARS apresentadas na Figura 
5, podemos verificar que a maioria dos acidentes industriais está relacionada com a 
libertação de substâncias perigosas, com fogo e com explosões, e que apenas uma pequena 
quantidade está relacionada com transportes. 
 
Figura 5 – Número Eventos por Tipo de Evento [6] 
Podemos também verificar pela análise do gráfico, que o número total de eventos tem 
vindo a baixar desde 2007, o que pode estar relacionado com a evolução da implementação 
da diretiva Seveso. Devemos também ter em consideração a desaceleração da economia 
europeia a partir de 2008, refletido na evolução do Produto Interno Bruto (PIB) dos 28 
países membros da União Europeia (EU) apresentado na Figura 6. Esta análise não será 
desenvolvida pois não se enquadra no objetivo do tema. 
  13 
 
Figura 6 – Evolução do PIB dos 28 países membro da EU [7] 
Os estudos [2] concluem que os acidentes que resultam em explosões são os têm 
consequências mais graves, seguidos dos que resultam em fogo e em libertação de 
produtos tóxicos. 
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2.3.2. INDUSTRIAS AFETADAS PELOS ACIDENTES  
Na Comunidade Europeia, de acordo com as estatísticas da MARS, apresentadas na Figura 
7, podemos verificar que a maioria dos acidentes industriais ocorre na indústria química 
seguida da indústria petroquímica. 
 
Figura 7 – Estatística de Eventos por tipo de Indústria [6] 
Pela análise do gráfico verifica-se que o caso específico em estudo, o das centrais de ciclo 
combinado, incluído no campo fornecimento elétrico e distribuição, tem um pequeno 
número de ocorrências, não sendo no entanto motivo para desprezar o seu potencial de 
risco. 
Este reduzido número de ocorrências deve-se principalmente à cultura de segurança e 
maturidade existentes neste tipo de negócio, com muitos anos de experiência, conjugado 
com o rigor de projeto e com os avançados sistemas de controlo. 
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2.3.3. PRINCIPAIS CAUSAS DOS ACIDENTES INDUSTRIAIS [8] 
Uma análise geral aos acidentes reportados à MARS revela que apenas um número 
relativamente pequeno de produtos perigosos está na origem de uma grande quantidade de 
acidentes graves, pelo que o risco aumenta com a quantidade de produtos perigosos 
existentes nas instalações industriais. Os principais tipos de produtos perigosos são os 
líquidos inflamáveis, os gases inflamáveis, os sólidos e poeiras inflamáveis e as 
substâncias com reações químicas exotérmicas. Os principais riscos, mas não exclusivos, 
ocorrem no seu manuseamento, transporte e em trabalhos com libertação de calor na sua 
proximidade. 
Também se verifica que os acidentes provocados por erros de operação e de reações em 
cadeia inesperadas, resultam maioritariamente de falta de informação nas atividades de 
manutenção, frequentemente realizadas por terceiros, de regras e procedimentos errados ou 
desatualizados e de falta de formação e conhecimento técnico específico. A origem destas 
causas está frequentemente relacionada com falhas no SMS nas instalações. 
A falta de formação adequada para operadores e equipas de manutenção, a cultura e 
consciência de segurança e a manutenção preventiva podem ser corrigidos pela 
implementação de um SMS eficaz, em que a sua aplicação sistemática promove a redução 
dos acidentes graves. 
Para a aplicação de um SMS devem ser desenvolvidas medidas práticas simples de 
implementar para avaliação de perigos, análise de riscos e formação de operadores. 
A recolha e análise de dados relevantes na área de riscos industriais deve ser intensificada 
para identificar os drivers para a minimização da probabilidade da ocorrência de acidentes 
graves. 
O papel desempenhado pela gestão da segurança para atingir um elevado nível de 
segurança está comprovado pela experiência de países onde a indústria de processo tem 
importância económica significativa. 
Normalmente um acidente não tem origem apenas numa causa, mas na falha de várias 
barreiras que servem de prevenção para os acidentes, conforme o modelo do queijo suíço 
apresentado na Figura 8. 
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Figura 8 - Modelo do Queijo Suíço das barreiras de prevenção de acidentes [1] 
Como todas as orientações e regulamentos em matéria de segurança são genéricos e não 
apresentam a solução exata para todos os problemas, estes mecanismos devem ser sujeitos 
a revisões periódicas e auditorias para validar a sua eficácia. 
A importância dos quase-incidentes (near hits) também não deve ser descurada, visto que 
está provado que estas ocorrências antecipam o acontecimento de acidentes, e têm 
influência tanto na segurança do processo como na segurança ocupacional, conforme 
demonstrado na Figura 9. A sensibilização para este aspeto é importante para aumentar a 
cultura de alerta e a comunicação destas ocorrências para que seja possível a redução 
significativa de acidentes graves nas instalações. 
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Figura 9 – Pirâmides de Segurança [9] 
2.4. ACIDENTES INDUSTRIAIS NO SETOR DA ENERGIA 
Com base em informação internacional de origem reservada, alguns exemplos de acidentes 
industriais no setor da energia são: 
• Explosão em disjuntores; 
• Explosões de gás; 
• Incêndios com substâncias inflamáveis; 
• Explosão de hidrogénio em geradores; 
• Falhas em pás de turbinas a gás e a vapor; 
• Rutura de tubagens de vapor; 
• Sobre velocidade em turbinas; 
• Deficiências nos sistemas de controlo. 
Algumas das causas apuradas para esses acidentes foram: 
• Manutenção deficiente; 
• Falha no projeto das proteções; 
• Desrespeito pelos procedimentos ou pelas regras de segurança; 
• Procedimentos e/ou práticas de trabalho desadequados; 
• Avaliação de riscos inadequada; 
• Falhas de comunicação e de relato de problemas; 
• Formação insuficiente; 
• Ineficácia na resposta em emergências; 
• Negligência.  
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2.5. FATORES QUE INFLUENCIAM A SEGURANÇA DO PROCESSO 
A segurança do processo deve estar presente em todo o ciclo de vida das instalações 
industriais, conforme ilustrado na Figura 10, desde a ideia inicial de negócio, passando 
pelo projeto, a adjudicação da construção que deve refletir todas as considerações do 
projeto nos cadernos de encargos, a construção que deve ser fiscalizada para cumprir os 
requisitos projetados, o comissionamento onde se verifica e afina o funcionamento de todo 
o processo, a operação que deve ser realizada de acordo com os procedimentos definidos, a 
manutenção que deve ser realizada de acordo com estratégias adequadas, e a desativação e 
desmantelamento que devem ser realizadas para controlar os perigos latentes derivados do 
funcionamento da instalação. Para que todas estas etapas sejam garantidas é necessário 
existirem competências adequadas para cada fase e para cada tarefa.  
 
Figura 10 - A Segurança do Processo no Ciclo de Vida das Instalações [10] 
De seguida são abordados com maior detalhe os principais fatores que influenciam a 
segurança do processo.  
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2.5.1. PROJETO E CONSTRUÇÃO 
O projeto de qualquer instalação deve ser realizado de acordo com toda a legislação em 
vigor utilizando as BAT. O projeto das instalações industriais deve seguir o princípio do 
Inherently Safe Design (ISD) [11] que consiste em simplificar o processo eliminando o 
armazenamento de substâncias que não acrescentam valor, utilizando substâncias menos 
perigosas e equipando o processo com todos os dispositivos de proteção necessários. 
Também é necessário dotar o processo de sistemas de controlo user-friendly, para tornar a 
sua operação mais eficaz e eficiente, e de sistemas redundantes de monitorização, controlo 
e segurança para assegurar a operacionalidade de acordo com os possíveis cenários de 
falha. O próprio layout da instalação é um fator a considerar em projeto para minimizar o 
efeito dominó, dentro e fora da instalação, em potenciais acidentes. 
Na construção é necessário que seja garantido o controlo de qualidade de todos os 
equipamentos para cumprir todos os requisitos do projeto e assim atingir o nível de 
segurança determinado. 
A fase de comissionamento também deve ser cuidada pois é a fase em que é possível 
detetar e corrigir desvios entre o projeto e o processo na prática. 
2.5.2. OPERAÇÃO E MANUTENÇÃO (O&M) 
A operação e manutenção dos processos devem ser realizadas de acordo com 
procedimentos bem definidos, testados e comprovados, que devem seguir as instruções do 
fabricante dos equipamentos. A formação é um fator primordial para garantir a O&M 
segura para garantir a integridade mecânica do processo. 
2.5.3. PLANO DE CONTINGÊNCIA 
Os planos de contingência devem ser o último recurso para evitar acidentes industriais, ou 
minimizar as suas consequências, no entanto todas as pessoas devem conhecer estes planos 
para agirem com eficácia caso tenham que os por em prática. Esta eficácia passa sempre 
pela realização de simulacros.  
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2.5.4. ENVELHECIMENTO DA INSTALAÇÃO 
Todos os equipamentos envelhecem com o tempo de serviço devido a corrosão e desgaste, 
entre outros fenómenos. Este envelhecimento deve ser avaliado em contínuo, ou 
periodicamente, para estimar o tempo de vida restante dos equipamentos e assim 
salvaguardar a sua integridade.  
A evolução tecnológica ao nível da avaliação da integridade tem permitido aplicar novos 
métodos de análise, mais rápidos, económicos e eficazes. 
2.5.5. COMPORTAMENTO HUMANO 
Conforme indicado em estatísticas de investigação de acidentes de aviação pela Boeing 
[12], apresentadas na Figura 11, nos primórdios da aviação 80% dos acidentes eram 
provocados por falhas nos equipamento e 20% por falha humana. Atualmente a proporção 
inverteu, cerca de 80% dos acidentes são causados por falha humana e 20% por falha dos 
equipamentos. Esta inversão deve-se principalmente aos avanços tecnológicos que 
aumentaram a fiabilidade dos equipamentos minimizando a probabilidade de falha.  
 
Figura 11 – Causas de acidentes aéreos [12] 
A falha humana pode ser derivada de erros ou violações, conforme ilustrado na Figura 12. 
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Figura 12 – Tipos de falhas humanas [13] 
Estas falhas podem estar associados a vários fatores que influenciam o comportamento 
humano, conforme ilustrado da Figura 13, pelo que quanto mais dependente de fatores 
humanos for o processo, maior deve ser o investimento da organização no capital humano 
para minimizar a probabilidade da ocorrência desses erros e/ou violações. 
 
Figura 13 – Fatores que influenciam o comportamento [14] 
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Mesmo garantido esse investimento no capital humano existem outros fatores que podem 
contribuir para a ocorrência de erros. A fadiga, particularmente nos processos de laboração 
contínua que exigem trabalho em turnos rotativos, além de ter implicações na saúde que 
podem aumentar o absentismo, contribuindo para o aumento dos custos, afeta também a 
performance das pessoas o que pode levar à ocorrência de erros e/ou acidentes. A fadiga 
também pode ter outras causas, conforme ilustrado na Figura 14. 
 
Figura 14 – Causas e consequências da fadiga [15] 
É importante que qualquer organização possua mecanismos para identificar e corrigir estas 
as causas para minimizar os seus efeitos.  
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2.6. ENTIDADES RELEVANTES 
Ao longo da evolução histórica do tema Segurança do Processo foram fundadas entidades 
com o objetivo de desenvolver a segurança das instalações industriais. Neste ponto são 
apresentadas algumas das entidades mais relevantes nesta matéria, nas quais assentou 
também grande parte da pesquisa para o desenvolvimento deste trabalho. 
2.6.1. EUROPEAN PROCESS SAFETY CENTRE (EPSC) [16] 
A EPSC foi fundada em 1992 pela European Federation of Chemical Engineering (EFCE) 
com o apoio do Conseil Européen des Fédérations de l'Industrie Chimique (CEFIC) e 
consiste numa rede de empresas industriais, fabricantes de equipamentos, consultores e 
instituições académicas que participam num fórum independente que fornece orientações e 
apoio à segurança do processo na Europa, com o objetivo de promover as melhores 
práticas na prevenção e mitigação de perigos de acidentes químicos. 
A EPSC funciona na Institution of Chemical Engineers (IChemE), uma instituição sem fins 
lucrativos no Reino Unido.  
O trabalho desta entidade é divulgado em folhetos informativos, relatórios internos, 
publicações e conferências internacionais. Uma das publicações de referência desta 
entidade foi a Safety Management Systems em 1996. 
Ao nível da legislação e regulamentos, a EPSC apoiou a Comissão Europeia na elaboração 
das Diretivas Seveso. 
A EPSC dirige a Steering Group of European Technology Platform for Industrial Safety 
(ETPIS), que arrancou em 2005, que é um fórum onde participam várias indústrias e 
stakeholders com o objetivo de definir ações estratégicas de investigação na área da 
Segurança do Processo. 
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2.6.2. OCCUPATIONAL SAFETY AND HEALTH ADMINISTRATION (OSHA) [17] 
A OSHA foi criada pelo Congresso dos Estado Unidos da América (EUA) em 1970 para 
assegurar as condições de saúde e segurança no trabalho para todos os trabalhadores 
através da criação de regulamentos e da disponibilização de formação, apoio, pesquisa e 
assistência às empresas do setor privado e público sob autoridade federal. A OSHA faz 
parte do United States Department of Labor.  
2.6.3. ORGANIZAÇÃO INTERNACIONAL DO TRABALHO (OIT) [18] 
Fundada em 1919 pela Conferência de Paz após a I Guerra Mundial, a Organização 
Internacional do Trabalho (OIT) é uma agência multilateral da Organização das Nações 
Unidas (ONU) especializada nas questões do trabalho. Com sede em Genebra, na Suíça, a 
OIT tem representação paritária de governos de 182 Estados-Membros e de organizações 
de empregadores e de trabalhadores.” [14]. Para prevenir os acidentes graves e reduzir ao 
mínimo os riscos de acidentes graves, a OIT redigiu a Convenção 174, Aprovada na 
Conferência Geral de 1993 tendo sido ratificada por alguns Estados-Membros. 
2.6.4. HEALTH AND SAFETY EXECUTIVE (HSE) [19] 
O HSE é o organismo independente que monitoriza todas as questões relacionadas com 
saúde e segurança no trabalho no Reino Unido. Foi formada em 1975 e assumiu a 
responsabilidade por todos os regulamentos e legislação relacionada com Saúde e 
Segurança no Trabalho, incluindo também as responsabilidades de algumas entidades já 
existentes, como as Factory Inspectorate, Explosives Inspectorate, Employment Medical 
Advisory Service, Nuclear Installations Inspectorate, Safety and Health Division from the 
Department of Energy, Mines Inspectorate, Safety in Mines Research Establishment, 
British Approvals Service for Electrical Equipment in Flammable Atmospheres e Alkali 
and Clean Air Inspectorate.  
O trabalho do HSE cobre muitas atividades, como a elaboração e revisão de regulamentos 
e legislação, a pesquisa e tratamento de dados estatísticos e a fiscalização.  
Especificamente para este tema, o HSE definiu requisitos legais para a prevenção de 
acidentes graves na regulamentação designada Control of major accident hazards 
(COMAH).    
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Também definiu que é expectável que as Empresas do Sector Energético demonstrem a 
efetividade da Gestão da Segurança do Processo através da implementação de alguns 
mecanismos de prevenção, mais concretamente:  
• Identificando as áreas e processos críticos; 
• Criando um sistema de monitorização designado por Key Process Safety Indicator;  
• Avaliando periodicamente os conhecimentos e competências dos operadores. 
2.6.5. CENTER FOR CHEMICAL PROCESS SAFETY (CCPS) [20] 
A CCPS é uma comunidade fundada pela American Institute of Chemical Engineers 
(AIChE), que agrupa empresas industriais, fabricantes, agências governamentais, 
consultores, instituições académicas e seguradoras com o objetivo de orientar as ações para 
melhorar a segurança de processos industriais, ao formarem comités para trabalharem em 
projetos que definem as linhas de orientação para aplicação na indústria. 
AIChE é a maior organização de profissionais de engenharia química com mais de 45000 
membros de mais de 100 países, e dá apoio tanto à indústria tradicional como às indústrias 
emergentes, como a nanotecnologia. 
2.6.6. DESIGN INSTITUTE FOR EMERGENCY RELIEF SYSTEMS (DIERS) [21] 
O DIERS foi formado em 1976 por um consórcio de 29 empresas, com o objetivo de 
desenvolver métodos para o projeto de sistemas de alívio de pressão para reações 
descontroladas, para reduzir a frequência, severidade e consequências de acidentes com 
equipamentos sob pressão. Em 1985 a DIERS tornou-se num users group que atualmente 
conta com mais de 300 empresas que cooperam para implementar, manter e melhorar a 
metodologia da DIERS. 
2.6.7. AMERICAN PETROLEUM INSTITUTE (API) [22] 
O API é uma associação que representa toda a indústria petrolífera e de gás natural da 
América. Tem a sua origem na Primeira Guerra Mundial quando o Congresso e as 
indústrias de petróleo e de gás natural trabalharam em conjunto para apoiar as forças de 
guerra.  
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O API dedica-se ao desenvolvimento contínuo de ações para compatibilizar as suas 
operações com o ambiente na exploração de recursos energéticos, onde se enquadra 
também a segurança do processo. 
2.6.8. EUROPEAN FEDERATION OF CHEMICAL ENGINEERING (EFCE) [23] 
A EFCE é uma associação sem fins lucrativos fundada em 1953 com o objetivo de 
promover a cooperação entre profissionais da área científica e entidades técnicas para o 
desenvolvimento da engenharia química. Atualmente inclui 39 sociedades em 30 países 
europeus e trabalha com outras sociedades correspondentes em todo o mundo. As suas 
equipas de trabalho ligam cerca de 1000 especialistas da indústria e de instituições 
académicas. 
Atualmente a EFCE tem uma equipa de trabalho em Loss Prevention and Safety Promotion 
in the Process Industries que tem como objetivo a promoção da segurança e a prevenção 
de perdas em indústrias de processo ao nível europeu, através da partilha e disseminação 
de informação relativos ao desenvolvimento de novos métodos que podem reduzir o risco 
de fogo, explosão e libertação de substâncias na indústria de processo. 
2.6.9. CONCAWE [24]  
A CONCAWE foi fundada em 1963 por um pequeno grupo de grandes companhias 
petrolíferas europeias. O seu objetivo é o desenvolvimento de questões relacionadas com a 
segurança e o ambiente. 
2.6.10. OUTRAS ENTIDADES 
Além das entidades referidas, existem outras que também contribuem para o tema 
Segurança do Processo, a referir: 
• Energy Institute, Reino Unido [25]; 
• Journal of Loss Prevention, in the Process Industries, Elsevier Ltd. All rights 
reserved, Reino Unido [26]; 
• DNV GL, Dinamarca [27].  
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3. A GESTÃO DA 
SEGURANÇA DO 
PROCESSO 
Na base da Segurança de qualquer Processo estão uma licença para operar, o que deve 
garantir o cumprimento de todos os requisitos legais, e a operação e manutenção aplicando 
sempre as melhores práticas disponíveis. A máxima performance da Segurança do 
Processo apenas é atingida se for compreendido o ambiente operacional, se existe uma 
equipa competente para suportar o sistema, se é comunicado o que foi atingido e se é 
mantido o foco no objetivo.  
Durante a fase de exploração das instalações, que é a fase para a qual o presente trabalho 
está direcionado, a Gestão da Segurança do Processo não é mais do que compreender o 
processo e criar barreiras para a minimização da probabilidade de ocorrência de acidentes 
ou incidentes baseadas num modelo de controlo de risco. Estas barreiras, conforme 
ilustrado na Figura 15, podem ser criadas pela proatividade das práticas de gestão 
implementadas, por informação externa, com base na experiência e nas boas práticas, e por 
medidas reativas derivadas de acidentes ou de potenciais incidentes. Todas estas barreiras 
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dependem da instalação, do processo e das pessoas, pelo que é sobre estes aspetos que se 
deve atuar para maximizar a segurança do processo. 
Os procedimentos de emergência funcionam também como uma última barreira, não para a 
minimização do risco de acontecimento, mas para a minimização das suas consequências, 
pelo que são também fundamentais em qualquer Sistema de Gestão de Segurança do 
Processo. 
 
Figura 15 - Modelo do Queijo Suíço para Criação de Barreiras (adaptado [28]) 
Todas estas condições só poderão ser garantidas se existir um sistema de Gestão de 
Segurança do Processo (Process Safety Management - PSM) nas instalações industriais, 
com as competências adequadas em toda a estrutura, desde a gestão de topo que define a 
estratégia e política de segurança, passando pelo departamento de compras que especifica 
os requisitos para aquisição dos equipamentos e produtos, até às equipas de O&M nas suas 
atividades de supervisão e/ou execução das tarefas específicas.  
Neste capítulo são apresentadas as principais referências e requisitos para os sistemas de 
Gestão de Segurança do Processo.  
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3.1. REQUISITOS SEVESO PARA GESTÃO DA SEGURANÇA DO PROCESSO [29] 
A Comissão Europeia, na sequência de acidentes graves (Seveso, Flixborough, Bhopal…), 
elaborou as Diretivas Seveso, inicialmente direcionadas para a indústria química e 
posteriormente alargadas a toda a indústria. A Diretiva Seveso, está atualmente na versão 
III [29] desde 2012, com a designação oficial de Diretiva 2012/18/EU do Parlamento 
Europeu e do Conselho, e tem como objetivo a prevenção de acidentes graves que 
envolvem substâncias perigosas e a limitação das suas consequências para a saúde humana 
e para o ambiente, em toda a União.  
A Diretiva Seveso estabelece alguns princípios comuns ao Sistema de Gestão da Segurança 
do Processo, conforme ilustrado na Figura 16, embora seja mais abrangente, passando pelo 
sistema de gestão da segurança para Prevenção de Acidentes graves (PAG), que inclui o 
Plano de Emergência Interno (PEI), pelo ordenamento do território e pelos planos de 
emergência externos (PEE). 
 
Figura 16 – Filosofia de aplicação da Diretiva Seveso [30] 
A Diretiva Seveso III ainda não foi transposta para a legislação nacional, atualmente 
encontra-se em vigor a Diretiva Seveso II (Diretiva 96/82/CE alterada pela Diretiva 
2003/105/CE), transposta pelo Decreto-Lei n.º 254/2007, de 12 de Julho, que alterou a 
diretiva Seveso I (Diretiva 82/501/CE) 
O processo de transposição desta Diretiva foi já iniciado, entra em vigor a nível 
comunitário a 1 de junho de 2015, pelo que, no presente trabalho, são considerados já os 
requisitos da Seveso III. 
As principais alterações na Diretiva Seveso II em relação à Seveso I dizem respeito ao 
alargamento do âmbito de aplicação e ao regime de prevenção e controlo de acidentes 
graves que envolvam substâncias perigosas. 
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As principais alterações introduzidas pela Diretiva Seveso III em relação à Seveso II são: 
• Alinhar o anexo de definição de substâncias perigosas com a alteração da 
classificação da EU; 
• Incluir mecanismos de correção futuros, para adaptar o anexo de definição de 
substâncias perigosas, para permitir a inclusão/exclusão de substâncias que 
representam, ou não, perigo de acidentes perigosos; 
• Reforçar o acesso público à informação e a sua participação no processo de decisão 
e de acesso à justiça, melhorando a forma como a informação é recolhida, gerida e 
tornada pública; 
• Introduzir padrões mais rigorosos para a inspeção a instalações para assegurar a 
implementação eficaz das medidas de proteção. 
Na versão III, a diretiva destaca-se das anteriores principalmente pelo seguinte: 
 “Justifica-se, por conseguinte, que a Diretiva 96/82/CE seja alterada para assegurar 
que o atual nível de proteção se mantenha e seja aumentado, tornando as 
disposições mais eficazes e reduzindo, sempre que possível, os encargos 
administrativos desnecessários, através da sua racionalização ou simplificação, 
desde que nem a segurança nem a proteção do ambiente e da saúde humana fiquem 
comprometidas. Por outro lado, as novas disposições deverão ser claras, coerentes e 
fáceis de compreender, a fim de ajudar a melhorar a sua aplicação e exequibilidade, 
enquanto se mantém pelo menos invariável ou aumenta o nível de proteção da 
saúde humana e do meio ambiente.” [29]. 
O Anexo I da Diretiva enuncia as substâncias perigosas abrangidas pelo seu âmbito de 
aplicação. 
3.1.1. ÂMBITO DE APLICAÇÃO 
A diretiva aplica-se a todos os estabelecimentos, incluindo a totalidade da área sob 
controlo de um operador, onde substâncias perigosas estejam presentes numa ou mais 
instalações, incluindo as infraestruturas ou atividades comuns ou conexas. 
Os estabelecimentos podem ser de nível superior ou de nível inferior: 
• "Estabelecimento de nível inferior, um estabelecimento em que as substâncias 
perigosas estejam presentes em quantidades iguais ou superiores às enumeradas na 
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coluna 2 da parte 1 ou na coluna 2 da parte 2 do Anexo I, mas inferiores às 
quantidades indicadas na coluna 3 da parte 1 ou na coluna 2 da parte 2 do Anexo I, 
usando, se aplicável, a regra da adição prevista na nota 4 do Anexo I” [29]; 
• "Estabelecimento de nível superior, um estabelecimento em que as substâncias 
perigosas estejam presentes em quantidades iguais ou superiores às quantidades 
enumeradas na coluna 3 da parte 1 ou na coluna 3 da parte 2 do Anexo I, usando, se 
aplicável, a regra da adição prevista na nota 4 do Anexo I” [29]. 
A diretiva define que os estabelecimentos são de nível superior, quando, pela regra da 
adição: 
  
   
 
  
   
 
  
   
 
  
   
 
  
   
   
for igual ou maior que 1, 
A diretiva define que os estabelecimentos são de nível inferior, quando, pela regra da 
adição: 
  
   
 
  
   
 
  
   
 
  
   
 
  
   
   
for igual ou maior que 1, 
com: 
•       quantidade da substância perigosa x (ou categoria de substâncias perigosas) 
constante das partes 1 ou 2 do presente anexo; 
•     a quantidade-limiar pertinente da substância perigosa ou categoria x constante 
da coluna 3 da parte 1 ou da coluna 3 da parte 2 do anexo I da diretiva; 
•     a quantidade-limiar pertinente da substância perigosa ou categoria x constante 
da coluna 2 da parte 1 ou da coluna 2 da parte 2 do anexo I da diretiva. 
A regra da adição deve ser aplicada para 3 situações distintas, sendo o resultado mais 
elevado que deve ser considerado: 
• Na adição de substâncias perigosas que sejam incluídas nas categorias de 
toxicidade aguda por inalação ou toxicidade para órgãos-alvo específicos; 
• Na adição de substâncias perigosas que sejam explosivos, gases inflamáveis, 
aerossóis inflamáveis, gases comburentes, líquidos inflamáveis, substâncias e 
misturas auto reativas, peróxidos orgânicos, líquidos pirofóricos, líquidos e sólidos 
comburentes; 
• Na adição de substâncias perigosas para o ambiente aquático. 
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A diretiva não se aplica [29]: 
• A estabelecimentos, instalações ou zonas de armazenagem militares; 
• Aos perigos associados às radiações ionizantes emitidas por substâncias;  
• Ao transporte de substâncias perigosas, e à armazenagem temporária intermédia 
que lhe está diretamente associada, por via rodoviária, ferroviária, aérea, vias 
navegáveis interiores e marítimas, incluindo as atividades de carga e descarga e a 
transferência para e a partir de outro meio de transporte nas docas, cais e estações 
ferroviárias de triagem, no exterior dos estabelecimentos abrangidos pela presente 
diretiva; 
• Ao transporte de substâncias perigosas em condutas, incluindo as estações de 
bombagem, no exterior dos estabelecimentos abrangidos pela presente diretiva; 
• À prospeção, a extração e o processamento, de minerais em minas e pedreiras, 
nomeadamente por meio de furos de sondagem; 
• À exploração e prospeção offshore de minerais, incluindo hidrocarbonetos; 
• À armazenagem offshore de gás no subsolo quer em locais destinados 
exclusivamente à armazenagem quer em locais em que a exploração e a prospeção 
de minerais, incluindo hidrocarbonetos, também seja levada a cabo; 
• A locais de descarga de resíduos, incluindo a armazenagem de resíduos no subsolo. 
A armazenagem de gás no subsolo em estratos naturais, em cavidades salinas e em minas 
desafetadas, bem como as operações de processamento químico e térmico e correspondente 
armazenagem que envolvam substâncias perigosas, bem como instalações operacionais de 
eliminação de estéreis, incluindo bacias e represas de decantação que contenham 
substâncias perigosas, devem ser incluídas no âmbito de aplicação da presente diretiva. 
3.1.2. OBRIGAÇÕES DO OPERADOR 
O operador é obrigado a tomar todas as medidas necessárias para prevenir acidentes graves 
e limitar as suas consequências para a saúde humana e para o ambiente. 
O operador é obrigado a provar à autoridade competente que tomou todas as medidas 
necessárias previstas na diretiva. 
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3.1.3. NOTIFICAÇÃO 
O operador deve enviar uma notificação à autoridade competente, em Portugal a Agência 
Portuguesa do Ambiente (APA),com as seguintes informações: 
• Nome e/ou designação comercial do operador e endereço completo do 
estabelecimento; 
• Sede social do operador e seu endereço completo; 
• Nome e função do responsável do estabelecimento alínea 
• Informação que permitam identificar as substâncias perigosas e a categoria de 
substâncias em causa ou suscetíveis de estarem presentes; 
• Quantidade e forma física da ou das substâncias perigosas em causa; 
• Atividade exercida ou prevista nas instalações ou no local de armazenagem; 
• Área circundante do estabelecimento e os fatores suscetíveis de causarem um 
acidente grave ou de agravarem as suas consequências, incluindo, se estiverem 
disponíveis, dados respeitantes a estabelecimentos vizinhos, a locais não abrangidos 
pelo âmbito de aplicação da presente diretiva, zonas e construções que possam estar 
na origem do acidente grave ou aumentar o risco da sua ocorrência, agravar as suas 
consequências ou causar um efeito dominó. 
A notificação, ou versão atualizada da mesma, deve ser enviada à autoridade competente 
nos seguintes prazos: 
• No caso de novos estabelecimentos, num prazo razoável antes do início da 
construção ou da entrada em funcionamento, ou antes das modificações que 
impliquem uma alteração no inventário das substâncias perigosas; 
• Nos demais casos, no prazo de um ano a contar da data em que a presente diretiva é 
aplicável ao estabelecimento em causa. 
O operador deve informar previamente a autoridade competente dos seguintes 
acontecimentos: 
• Aumento ou decréscimo significativo da quantidade, ou alteração significativa da 
natureza, ou do estado físico das substâncias perigosas presentes, ou alteração 
significativa dos processos utilizados; 
• Modificação de um estabelecimento ou instalação que possam ter consequências 
significativas em termos de perigos de acidentes graves; 
• Encerramento definitivo ou desativação do estabelecimento  
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3.1.4. POLÍTICA DE PREVENÇÃO DE ACIDENTES GRAVES (PPAG) 
O operador deve redigir um documento por escrito que defina a sua política de prevenção 
de acidentes graves e a zelar pela sua aplicação correta. A PPAG destina-se a assegurar um 
elevado nível de proteção da saúde humana e do ambiente. Deve ser proporcional ao 
perigo de acidentes graves em causa. Deve incluir os objetivos e princípios de ação gerais 
fixados pelo operador, o papel e a responsabilidade da administração, bem como o 
empenho na melhoria contínua do controlo dos perigos de acidentes graves, e assegurar um 
nível de proteção elevado. 
A PPAG deve ser elaborada e, caso a legislação nacional o exija, enviada à autoridade ou 
autoridades competentes de acordo com os prazos definidos na diretiva. 
O operador deve rever periodicamente a PPAG, atualizando-a sempre que necessário, pelo 
menos de cinco em cinco anos. Caso a legislação nacional o exija, o documento que define 
a PPAG atualizada deve ser enviado sem demora à autoridade competente. 
A PPAG deve ser aplicada por meios e estruturas adequadas e por um sistema de gestão da 
segurança, de acordo com o Anexo III da diretiva, proporcional aos perigos de acidente 
grave e à complexidade da organização ou das atividades do respetivo estabelecimento. 
Para os estabelecimentos de nível inferior, a obrigação de aplicação da PPAG pode ser 
respeitada por outros meios, estruturas e sistemas de gestão adequados, proporcionais aos 
perigos de acidente grave, tendo em conta os princípios enunciados no Anexo III da 
diretiva. 
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3.1.5. EFEITO DOMINÓ 
A autoridade competente, baseando-se nas informações transmitidas pelos operadores, ou 
na sequência de um pedido de informações adicionais por parte da autoridade competente, 
ou por intermédio de inspeções realizadas, deve identificar todos os estabelecimentos de 
nível inferior e de nível superior, ou grupos de estabelecimentos, em que o risco ou as 
consequências de um acidente grave possam ser maiores, devido à posição geográfica e à 
proximidade destes estabelecimentos bem como aos seus inventários de substâncias 
perigosas. 
Os operadores dos estabelecimentos identificados devem: 
• Realizar um intercâmbio das informações adequadas para que estes 
estabelecimentos possam ter em conta a natureza e extensão do perigo global de 
acidente grave nas suas PPAG, nos seus sistemas de gestão da segurança, nos seus 
relatórios de segurança e nos seus planos de emergência internos, consoante o caso; 
• Cooperar na informação do público e dos locais vizinhos não abrangidos pelo 
âmbito de aplicação da presente diretiva, bem como na transmissão de informações 
à autoridade responsável pela elaboração dos planos de emergência externos. 
3.1.6. RELATÓRIO DE SEGURANÇA 
O operador de um estabelecimento de nível superior deve apresentar um relatório de 
segurança com os seguintes objetivos: 
• Demonstrar que são aplicados, de acordo com os elementos referidos no Anexo III, 
uma PPAG e um sistema de gestão da segurança para a sua aplicação; 
• Demonstrar que foram identificados os perigos de acidentes graves e os possíveis 
cenários de acidentes graves, e que foram tomadas as medidas necessárias para os 
prevenir e para limitar as suas consequências para a saúde humana e para o 
ambiente; 
• Demonstrar que na conceção, na construção, na exploração e na manutenção das 
instalações, locais de armazenagem, equipamentos e infraestruturas relativos ao seu 
funcionamento, e que estejam relacionados com os perigos de acidente grave no 
estabelecimento, se tomou em conta a segurança e a fiabilidade adequadas; 
• Demonstrar que foram definidos planos de emergência internos e apresentar os 
elementos que permitam a elaboração do plano de emergência externo; 
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• Assegurar que a autoridade competente é suficientemente informada para poder 
tomar decisões sobre a implantação de novas atividades, ou sobre o ordenamento 
do espaço, na vizinhança dos estabelecimentos existentes. 
O relatório de segurança deve conter pelo menos os elementos e informações enumerados 
no Anexo II. Deve designar as organizações relevantes implicadas na elaboração do 
relatório. 
O operador deve rever periodicamente o relatório de segurança, atualizando-o sempre que 
necessário, pelo menos de cinco em cinco anos. O operador deve igualmente rever o 
relatório de segurança, atualizando-o sempre que necessário, na sequência de um acidente 
grave no seu estabelecimento, e em qualquer momento por sua iniciativa ou a pedido da 
autoridade competente, sempre que tal seja justificado por factos ou conhecimentos 
tecnológicos novos em matéria de segurança, resultantes, nomeadamente, da análise dos 
acidentes e dos quase-acidentes, ou pela evolução dos conhecimentos no domínio da 
avaliação dos perigos. 
O relatório de segurança atualizado ou partes atualizadas do mesmo devem ser enviados 
sem demora à autoridade competente. 
Antes de o operador dar início à construção, ou ao funcionamento, a autoridade 
competente deve, num prazo razoável após receção do relatório, comunicar ao operador as 
suas conclusões sobre a análise do relatório de segurança e, sempre que adequado, proibir 
que o estabelecimento em questão entre, ou continue, em funcionamento. 
3.1.7. ALTERAÇÃO DE UMA INSTALAÇÃO, DE UM ESTABELECIMENTO OU DE UM 
LOCAL DE ARMAZENAGEM 
Em caso de alteração de uma instalação, de um estabelecimento, de um local de 
armazenagem, de um processo ou da natureza ou forma física ou das quantidades de 
substâncias perigosas, que possa ter sérias consequências para os perigos de acidente 
grave, ou que possa levar a que um estabelecimento de nível inferior passe a ser um 
estabelecimento de nível superior ou vice-versa, os Estados-Membros asseguram que o 
operador reveja, atualizando sempre que necessário, a notificação, a PPAG, o sistema de 
gestão da segurança e o relatório de segurança e forneça à autoridade competente todos os 
elementos relativos a tais atualizações antes de efetuar essa alteração.  
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3.1.8. PLANOS DE EMERGÊNCIA 
Todos os operadores de estabelecimentos de nível superior devem: 
• Elaborar um plano de emergência interno relativo às medidas a aplicar no interior 
do estabelecimento; 
• Transmitir à autoridade competente as informações necessárias, para lhes permitir 
elaborar os planos de emergência externos. 
As autoridades designadas para o efeito, no prazo de dois anos após terem recebido do 
operador as informações necessárias, um plano de emergência externo relativo às medidas 
a aplicar no exterior do estabelecimento. 
Os planos de emergência devem ser elaborados com os seguintes objetivos: 
• Circunscrever e controlar os incidentes de modo a minimizar os seus efeitos e a 
limitar os danos ocasionados na saúde humana, no ambiente e nos bens; 
• Aplicar as medidas necessárias à proteção da saúde humana e do ambiente contra 
os efeitos de acidentes graves; 
• Comunicar as informações necessárias ao público e aos serviços ou autoridades 
relevantes da região; 
• Prever disposições para a reabilitação e o saneamento do ambiente na sequência de 
um acidente grave. 
Os planos de emergência devem incluir as informações enumeradas no Anexo IV da 
diretiva. 
A elaboração dos planos de emergência internos previstos na presente diretiva deve incluir 
a consulta do pessoal que trabalha no estabelecimento, nomeadamente o pessoal relevante 
subcontratado a longo prazo. 
Sempre que os planos de emergência externos sejam substancialmente modificados, o 
público interessado deve ter a oportunidade de emitir a sua opinião durante a sua 
elaboração ou sempre que sejam substancialmente modificados. 
Os planos de emergência internos e externos devem ser revistos e testados, sendo 
atualizados sempre que necessário, respetivamente, pelos operadores e pelas autoridades 
designadas, com uma periodicidade adequada, que não deve exceder três anos. Essa 
revisão tem em conta as alterações ocorridas nos estabelecimentos em causa e nos serviços 
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de emergência relevantes, bem como os novos conhecimentos técnicos e os conhecimentos 
em matéria de medidas a adotar em caso de acidentes graves.  
No que se refere aos planos de emergência externos, deve-se ter em conta a necessidade de 
facilitar a cooperação reforçada na assistência da proteção civil em grandes emergências. 
Os planos de emergência devem ser aplicados sem demora pelo operador e, se for caso 
disso, pela autoridade competente designada para o efeito, sempre que ocorra um acidente 
grave ou quando se verifique um incidente não controlado do qual, pela sua natureza, seja 
razoável prever que conduza a um acidente grave. 
A autoridade competente pode decidir, indicando as razões para a sua posição e tendo em 
conta as informações incluídas no relatório de segurança, que não se aplica a obrigação de 
estabelecer um plano de emergência externo. 
3.1.9. ORDENAMENTO DO TERRITÓRIO 
Os Estados-Membros devem assegurar que os objetivos de prevenção de acidentes graves e 
de limitação das suas consequências para a saúde humana e para o ambiente são tidos em 
conta nas suas políticas de afetação ou utilização dos solos e/ou noutras políticas 
pertinentes.  
Prosseguem esses objetivos através do controlo: 
• Da implantação dos novos estabelecimentos; 
• Das alterações dos estabelecimentos; 
• Do novo ordenamento da área, como vias de circulação, locais de utilização pública 
e zonas residenciais nas imediações de estabelecimentos, sempre que o local de 
implantação ou o ordenamento da área possam estar na origem de um acidente 
grave ou aumentar o risco da sua ocorrência ou de agravar as suas consequências. 
Os Estados-Membros devem assegurar que a sua política de afetação ou de utilização do 
solo ou outras políticas pertinentes, bem como os procedimentos de execução dessas 
políticas, têm em conta a necessidade, a longo prazo, de: 
• Manter distâncias de segurança adequadas entre, por um lado, os estabelecimentos 
abrangidos pela presente diretiva e, por outro, as zonas residenciais, os edifícios e 
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as zonas de utilização pública, as zonas de recreio e lazer e, na medida do possível, 
as principais vias de circulação; 
• Proteger as zonas naturais de interesse particular, ou com características 
particularmente sensíveis, situadas nas imediações dos estabelecimentos, se for 
caso disso, através do estabelecimento de distâncias de segurança adequadas ou de 
outras medidas adequadas; 
• No caso dos estabelecimentos existentes, tomar medidas técnicas complementares, 
de modo a não aumentar os riscos para a saúde humana e para o ambiente. 
Os Estados-Membros devem assegurar que todas as autoridades competentes e todos os 
serviços de ordenamento habilitados a tomar decisões neste domínio criam procedimentos 
de consulta adequados a fim de facilitar a aplicação das políticas adotadas. 
Esses procedimentos devem ser concebidos para que, no momento em que são tomadas 
decisões, os operadores facultem informações suficientes sobre os riscos associados ao 
estabelecimento e se disponha de um parecer técnico sobre esses riscos, com base na 
análise de um caso concreto ou em critérios gerais.  
Os Estados-Membros devem assegurar também que os operadores dos estabelecimentos de 
nível inferior fornecem, a pedido da autoridade competente, informações suficientes sobre 
os riscos associados ao estabelecimento, necessárias para efeitos de ordenamento do 
território. 
3.1.10. INFORMAÇÃO AO PÚBLICO 
As informações a que se refere o Anexo V devem estar à disposição do público de forma 
permanente, nomeadamente por via eletrónica. Essas informações são objeto de 
atualização, sempre que necessário, nomeadamente aquando da introdução de alterações. 
No caso dos estabelecimentos de nível superior, os Estados-Membros também devem 
assegurar que: 
• Todas as pessoas suscetíveis de serem afetadas por um acidente grave recebem 
regularmente e na forma mais adequada, sem terem de as solicitar, informações 
claras e inteligíveis sobre as medidas de segurança a tomar e a conduta a adotar em 
caso de acidente grave; 
  40 
• O relatório de segurança é disponibilizado ao público mediante pedido, deve 
disponibilizar-se um relatório alterado, por exemplo, na forma de um resumo não 
técnico, que inclua, pelo menos, informações gerais sobre os perigos de acidente 
grave e os seus efeitos potenciais na saúde humana e no ambiente em caso de 
acidente grave; 
• O inventário das substâncias perigosas é disponibilizado ao público, mediante 
pedido. 
As informações a fornecer, incluem, no mínimo os elementos a que se refere o Anexo V da 
diretiva. Essas informações são igualmente fornecidas a todos os edifícios e zonas de 
utilização pública, incluindo escolas e hospitais, e a todos os estabelecimentos vizinhos,  
Os Estados-Membros devem facultar aos restantes Estados-Membros, passíveis de serem 
afetados pelos efeitos transfronteiriços de um acidente grave com origem num 
estabelecimento de nível superior, informações suficientes sobre a possibilidade de um tal 
acidente para que esses Estados-Membros possam aplicar, se necessário, as disposições 
pertinentes. 
3.1.11. CONSULTA PÚBLICA E PARTICIPAÇÃO NO PROCESSO DE DECISÃO 
Os Estados-Membros devem assegurar que o público interessado possa atempadamente dar 
a sua opinião sobre projetos individuais específicos nos seguintes casos: 
• Elaboração dos projetos de novos estabelecimentos; 
• Alteração significativa de estabelecimentos; 
• Novo ordenamento nas imediações de estabelecimentos, sempre que o local de 
implantação ou o ordenamento da zona sejam passíveis de aumentar o risco de um 
acidente grave ou de agravar as suas consequências. 
No que se refere aos projetos individuais específicos, o público deve ser informado, através 
de avisos públicos ou por outros meios adequados, sempre que isso seja viável, por meios 
eletrónicos, dos elementos a seguir referidos, no início do processo de tomada de decisão 
ou, o mais tardar, logo que seja razoavelmente possível disponibilizar a informação: 
• O objeto do projeto específico; 
• Se for caso disso, o facto de um projeto estar sujeito a uma avaliação de impacto 
ambiental nacional ou transfronteiriço ou a consultas entre Estados-Membros; 
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• Os dados pormenorizados relativos à autoridade competente responsável pela 
tomada de decisões, junto de quem pode fornecer informações pertinentes e a quem 
podem ser apresentadas observações ou questões, bem como dos pormenores do 
calendário para o envio de observações ou questões; 
• A natureza de eventuais decisões ou do projeto de decisão, caso exista; 
• A data e dos locais em que a informação pertinente será disponibilizada, bem como 
dos respetivos meios de disponibilização; 
• As modalidades de consulta e participação do público. 
Os Estados-Membros identificam o público que tem o direito de, incluindo as organizações 
não-governamentais relevantes que cumpram os requisitos aplicáveis impostos pela 
legislação nacional, como as que promovem a proteção do ambiente. 
3.1.12. INFORMAÇÕES A PRESTAR PELO OPERADOR E MEDIDAS A TOMAR APÓS UM 
ACIDENTE GRAVE 
O operador é obrigado, o mais rapidamente possível após um acidente grave, a:  
• Comunicar à autoridade competente, logo que sejam conhecidas, as circunstâncias 
do acidente, substâncias perigosas implicadas, dados disponíveis para avaliar os 
efeitos do acidente na saúde humana, no ambiente e na propriedade, medidas de 
emergência tomadas; 
• Informar a autoridade competente das medidas previstas para atenuar os efeitos a 
médio e longo prazo do acidente, evitar que o acidente se repita; atualizar as 
informações fornecidas, se um inquérito mais aprofundado revelar novos elementos 
que alterem essas informações ou as conclusões delas tiradas. 
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3.1.13. MEDIDAS A TOMAR PELA AUTORIDADE COMPETENTE APÓS UM ACIDENTE 
GRAVE 
Após um acidente grave, os Estados-Membros devem incumbir a autoridade competente 
de: 
• Se certificar de que são tomadas as medidas de emergência e as medidas a médio e 
longo prazo que se revelarem necessárias; 
• Recolher, por meio de uma inspeção, de um inquérito ou de qualquer outro meio 
adequado, as informações necessárias para uma análise completa do acidente aos 
níveis técnico, organizacional e de gestão; 
• Tomar as disposições adequadas para que o operador tome as medidas paliativas 
necessárias; 
• Formular recomendações relativas a futuras medidas de prevenção;  
• Informar as pessoas suscetíveis de serem afetadas sobre o acidente ocorrido e, se 
for caso disso, sobre as medidas tomadas para atenuar as suas consequências. 
3.1.14. INFORMAÇÕES A PRESTAR PELOS ESTADOS-MEMBROS APÓS UM ACIDENTE 
GRAVE 
Para efeitos de prevenção e de atenuação das consequências dos acidentes graves, os 
Estados-Membros devem informar a Comissão dos acidentes graves que ocorram no 
respetivo território. 
Os Estados-Membros devem fornecer as seguintes indicações: 
• Estado-Membro, nome e endereço da autoridade responsável pela elaboração do 
relatório; 
• Data, hora e local do acidente, incluindo o nome completo do operador e o 
endereço do estabelecimento em causa; 
• Descrição sucinta das circunstâncias do acidente, incluindo as substâncias perigosas 
implicadas e os efeitos imediatos na saúde humana e no ambiente; 
• Descrição sucinta das medidas de emergência adotadas e das precauções imediatas 
necessárias para evitar que o acidente se repita; 
• O resultado da sua análise e as suas recomendações. 
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Os Estados-Membros devem comunicar à Comissão o nome e o endereço de qualquer 
organismo suscetível de possuir informações sobre acidentes graves e que se encontre em 
condições de aconselhar as autoridades competentes de outros Estados-Membros que 
necessitem de intervir em caso de ocorrência de um acidente dessa natureza. 
3.1.15. PROIBIÇÃO DE FUNCIONAMENTO 
Os Estados-Membros proíbem o funcionamento ou a entrada em serviço de um 
estabelecimento, instalação ou local de armazenagem, ou de qualquer parte dos mesmos, se 
as medidas adotadas pelo operador para a prevenção e a redução de acidentes graves forem 
manifestamente insuficientes. Para o efeito, os Estados-Membros têm nomeadamente em 
conta as falhas graves na tomada das medidas necessárias identificadas no relatório de 
inspeção. 
Os Estados-Membros podem proibir o funcionamento ou a entrada em serviço de um 
estabelecimento, instalação ou local de armazenagem, ou de qualquer parte dos mesmos, se 
o operador não tiver apresentado, no prazo fixado, a notificação, os relatórios ou outras 
informações previstas pela presente diretiva. 
3.1.16. INSPEÇÕES 
Os Estados-Membros asseguram que as autoridades competentes organizem um sistema de 
inspeções adequadas ao tipo de estabelecimento em causa. Devem ser concebidas para 
permitir uma análise planificada e sistemática dos sistemas técnicos, de organização e de 
gestão utilizados pelo estabelecimento em causa, tendo em vista assegurar, nomeadamente, 
que: 
• O operador possa provar que tomou as medidas adequadas, tendo em conta as 
diversas atividades do estabelecimento, para prevenir acidentes graves; 
• O operador possa provar que previu os meios adequados para limitar as 
consequências dos acidentes graves in situ e no exterior; 
• Os dados e informações incluídos no relatório de segurança ou noutros relatórios 
apresentados refletem com fidelidade a situação do estabelecimento; 
• As informações previstas foram facultadas ao público. 
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Um plano de inspeção inclui os seguintes elementos: 
• Avaliação geral das questões de segurança relevantes; 
• Zona geográfica abrangida pelo plano de inspeção; 
• Lista dos estabelecimentos abrangidos pelo plano; 
• Lista dos grupos de estabelecimentos que possam estar sujeitos a um efeito dominó  
•  Lista dos estabelecimentos em que a existência de riscos ou fontes de perigo 
externos específicos possa aumentar o risco ou as consequências de um acidente 
grave; 
• Procedimentos para a realização das inspeções de rotina, incluindo os programas 
dessas inspeção; 
• Procedimentos para a realização das inspeções extraordinárias; 
• Disposições relativas à cooperação entre as diferentes autoridades de inspeção. 
O intervalo entre duas visitas consecutivas ao local não deve ser superior a um ano, no 
caso dos estabelecimentos de nível superior, e a três anos, no caso dos estabelecimentos de 
nível inferior, exceto se a autoridade competente tiver elaborado um programa de inspeção 
baseado numa apreciação sistemática dos perigos de acidente grave dos estabelecimentos 
em causa. 
A apreciação sistemática da perigosidade dos estabelecimentos em causa baseia-se, pelo 
menos, nos seguintes critérios: 
• Impacto potencial dos estabelecimentos em causa na saúde humana e no ambiente; 
• Historial de cumprimento dos requisitos da presente diretiva; 
• Se for caso disso, devem também ser tidas em conta as conclusões pertinentes das 
inspeções realizadas por força de outra legislação da União. 
Devem ser realizadas inspeções extraordinárias para investigar, tão rapidamente quanto 
possível, as queixas graves, os acidentes graves e "quase-acidentes", os incidentes e a 
ocorrência de incumprimentos. 
No prazo de quatro meses após cada inspeção, a autoridade competente deve comunicar ao 
operador as conclusões da inspeção e todas as medidas cuja necessidade foi identificada. A 
autoridade competente deve assegurar que o operador toma todas as medidas necessárias 
num prazo razoável após a receção da dita comunicação. 
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Se uma inspeção tiver detetado um incumprimento importante da presente diretiva, é 
realizada uma inspeção complementar no prazo de seis meses. 
Os operadores devem prestar às autoridades competentes toda a assistência necessária que 
lhes permita realizar as inspeções e recolher as informações necessárias ao exercício das 
suas atribuições para efeitos da presente diretiva, em particular para lhes permitir avaliar 
cabalmente a possibilidade de ocorrência de um acidente grave, determinar o eventual 
aumento das probabilidades e/ou o possível agravamento das consequências de acidentes 
graves, bem como elaborar um plano de emergência externo e ter em conta as substâncias 
que podem exigir uma atenção especial devido ao seu estado físico, a certas condições 
específicas ou à sua localização. 
3.1.17. INTERCÂMBIO E SISTEMA DE INFORMAÇÕES 
Os Estados-Membros e a Comissão transmitem mutuamente informações sobre a 
experiência adquirida em matéria de prevenção de acidentes graves e de limitação das suas 
consequências. As referidas informações dizem respeito, nomeadamente, à aplicação das 
disposições previstas na presente diretiva. 
Para os estabelecimentos abrangidos pela presente diretiva, os Estados-Membros devem 
facultar à Comissão, pelo menos, as seguintes informações: 
• Nome ou designação comercial do operador e endereço completo do 
estabelecimento em questão; 
• A atividade ou atividades do estabelecimento. 
A Comissão elabora e mantém atualizada uma base de dados que contenha as informações 
facultadas pelos Estados-Membros. O acesso à base de dados é limitado às pessoas 
autorizadas pela Comissão ou pelas autoridades competentes dos Estados-Membros. 
A Comissão elabora e mantém à disposição dos Estados-Membros uma base de dados que 
reúna, em particular, os dados relativos aos acidentes graves ocorridos no território dos 
Estados-Membros, com os seguintes objetivos: 
• Divulgar rapidamente a todas as autoridades competentes as informações 
fornecidas pelos Estados-Membros; 
• Comunicar às autoridades competentes a análise das causas dos acidentes, bem 
como as lições aprendidas; 
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• Informar as autoridades competentes das medidas preventivas tomadas; 
• Fornecer informações sobre os organismos que se encontrem em condições de 
aconselhar ou prestar informações sobre a ocorrência, a prevenção e a atenuação 
das consequências dos acidentes graves. 
A base de dados da Comissão deve compreender, no mínimo: 
• As informações fornecidas pelos Estados-Membros  
• Uma análise das causas dos acidentes; 
• As lições aprendidas com os acidentes; 
• As medidas preventivas necessárias para evitar a repetição de um dado acidente. 
A Comissão deve disponibilizar ao público a parte não confidencial dos dados. 
3.1.18. ACESSO À INFORMAÇÃO E CONFIDENCIALIDADE 
Os Estados-Membros asseguram, por razões de transparência, que a autoridade competente 
seja obrigada a disponibilizar quaisquer informações que obtenha por força da presente 
diretiva a qualquer pessoa singular ou coletiva que as solicite nos termos da Diretiva 
2003/4/CE. 
A divulgação de quaisquer informações exigidas ao abrigo da presente diretiva pode ser 
recusada ou restringida pela autoridade competente, caso sejam preenchidas as condições 
previstas no artigo 4.º da Diretiva 2003/4/CE. 
A autoridade competente pode também decidir, pelos mesmos motivos, que certas matérias 
do relatório ou inventário não podem ser divulgadas. Em tais casos, após a referida 
autoridade ter dado o seu acordo, o operador apresenta à autoridade competente um 
relatório ou inventário alterado que exclui tais matérias. 
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3.2. REQUISITOS OSHA PARA GESTÃO DA SEGURANÇA DO PROCESSO  
A OSHA publicou em 2000 a Norma OSHA 3132 Process Safety Management [17] que 
define os requisitos se um sistema de Gestão de Segurança do Processo. Esses requisitos 
são tratados neste subcapítulo. 
3.2.1. RESPONSABILIDADES 
De acordo com a Norma OSHA 3132, as empresas de O&M de processos industriais são 
responsáveis por, resumidamente: 
• Desenvolver e manter informações de segurança por escrito, identificando os 
produtos químicos, equipamentos e riscos associados ao processo; 
• Realizar uma avaliação dos riscos da instalação, identificando potenciais fontes de 
emissões acidentais, e estimar os seus efeitos sobre a saúde e segurança dos 
trabalhadores; 
• Envolver os funcionários e os seus representantes no desenvolvimento e condução 
de avaliações de risco e elaboração de planos de prevenção de acidentes; 
• Estabelecer um sistema para responder à avaliação de riscos no local de trabalho, 
que devem abordar a prevenção, investigação e atuação em caso de emergência; 
• Rever periodicamente a avaliação dos riscos no local de trabalho e o plano de 
atuação em caso de emergência; 
• Desenvolver e implementar procedimentos operacionais escritos para os processos, 
considerando limitações operacionais e precauções de segurança; 
• Disponibilizar aos funcionários informações operacionais e de segurança escritas e 
a formação relacionada; 
• Assegurar que empreiteiros e funcionários contratados têm a formação adequada à 
função a desempenhar; 
• Treinar e educar os funcionários e prestadores de serviços em situações de 
emergência, como exigido pela regulamentação vigente; 
• Estabelecer um programa de garantia de qualidade para os equipamentos 
relacionados com o processo, materiais de manutenção e peças de reposição, 
salvaguardando que são fornecidos e instalados de acordo com as especificações de 
projeto;  
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• Estabelecer sistemas de manutenção dos equipamentos críticos para o processo, 
incluindo formação e procedimentos escritos para inspeções e testes desses 
equipamentos, para garantir a sua integridade mecânica; 
• Estabelecer e implementar procedimentos escritos para modificação ou substituição 
de equipamentos; 
• Estabelecer e implementar procedimentos escritos para alteração de produtos 
químicos, tecnologia, equipamentos e instalações; 
• Investigar cada incidente que resulte em, ou poderia ter resultado, num acidente 
grave no local de trabalho, com as conclusões revistas pelo staff, implementando as 
modificações necessárias, se for o caso. 
3.2.2. DISPOSIÇÃO 
A disposição chave do PSM é a análise de riscos do processo (PHA – Process Hazards 
Analysis), que inclui a revisão cuidadosa dos incidentes e quais alterações devem ser 
implementadas para evitar incidentes. As empresas de O&M de processos industriais 
devem identificar os processos que apresentam os maiores riscos e analisá-los, tendo que 
ser avaliados todos os processos. O PSM clarifica as responsabilidades das empresas de 
O&M de processos industriais, e prestadores de serviços envolvidos, para garantir a 
segurança de todos. A norma também exige procedimentos operacionais escritos, formação 
de funcionários, segurança no arranque da instalação, avaliação de integridade mecânica de 
equipamentos críticos e procedimentos escritos para a gestão de modificações. O PSM 
especifica a necessidade de existir um sistema de autorização para trabalhos com libertação 
de calor, investigação de incidentes ou quase-incidentes envolvendo libertação de produtos 
químicos, emergências e planos de ação, com auditorias de conformidade pelo menos a 
cada três anos. A OSHA usa o termo "processo" como sendo qualquer atividade que 
envolva um produto químico altamente perigoso incluindo o uso, armazenamento, 
produção, manuseamento e transporte de produtos químicos, ou qualquer combinação 
destas atividades. Qualquer grupo de recipientes que estão interligados e recipientes 
separados, localizados de uma forma que podem oferecer potencial de perigo, são 
considerados um processo único. 
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3.2.3. INFORMAÇÃO 
As empresas de O&M de processos industriais devem elaborar documentos sobre 
segurança do processo antes de realizar qualquer análise de riscos do processo. Esses 
documentos servirão de guia para a identificação e compreensão dos riscos do processo e 
devem incluir informação sobre os produtos perigosos utilizados, ou produzidos, sobre a 
tecnologia e sobre os equipamentos do processo. 
As informações sobre os produtos perigosos devem incluir, no mínimo: 
• Toxicidade; 
• Limites de exposição permitidos; 
• Dados físicos; 
• Dados de reatividade; 
• Dados de corrosividade; 
• Dados de estabilidade térmica e química e os efeitos perigosos de mistura acidental 
de produtos diferentes. 
Esta informação deve ser baseada nas Fichas de Dados de Segurança do material (FDS). 
As informações sobre a tecnologia devem incluir, no mínimo: 
• Um diagrama de fluxo de blocos ou de processo simplificado; 
• Processos químicos; 
• Limites superiores e inferiores seguros para variáveis como temperaturas, pressões, 
fluxos ou composições; 
• Uma avaliação das consequências de desvios, incluindo aquelas que afetam a 
segurança e a saúde dos trabalhadores.  
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As informações sobre o equipamento devem incluir, no mínimo: 
• Os materiais de construção; 
• Tubagens e diagramas de instrumento (P&IDs); 
• Classificação Elétrica; 
• Projeto do sistema de emergência e base do projeto; 
• Projeto do sistema de ventilação; 
• Códigos de projeto e normas utilizadas; 
• Balanços energéticos dos processos; 
• Sistemas de segurança (por exemplo, encravamentos, deteção…). 
A empresa de O&M de processos industriais deve documentar que o equipamento está em 
conformidade e aceite de acordo com as boas práticas de engenharia. Para equipamento 
existente, projetado e construído de acordo com códigos, normas ou práticas obsoletos, a 
empresa de O&M de processos industriais deve determinar e documentar que o 
equipamento está concebido, mantido, inspecionado, testado e operado adequadamente. A 
compilação das informações de segurança de processo descrito acima fornece a base para 
identificar e compreender os perigos de um processo e é necessário para o 
desenvolvimento de análise de riscos, podendo ser necessário para o cumprimento de 
outras disposições do PSM, como a gestão de modificações e investigações de incidentes. 
3.2.4. ANÁLISE DE RISCOS DO PROCESSO 
A análise de riscos é um processo de abordagem minuciosa, metódica e sistemática para 
identificar, avaliar e controlar os riscos de processos. A empresa de O&M de processos 
industriais deve realizar uma análise inicial de riscos do processo em todos os processos. A 
metodologia selecionada para a análise de riscos do processo deve ser adequada à 
complexidade do processo. 
Primeiro, as empresas de O&M de processos industriais devem determinar e documentar a 
ordem de prioridade para a realização de análise de riscos do processo baseadas numa 
lógica que inclui considerações tais como a extensão dos riscos do processo, o número de 
funcionários potencialmente afetados, a idade do processo e a história de funcionamento 
do processo.   
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Todas as análises de riscos de processo devem ser atualizadas e reavaliadas, com base na 
data de conclusão, pelo menos a cada cinco anos. 
A empresa de O&M de processos industriais deve usar um ou mais dos seguintes métodos, 
conforme o caso, para determinar e avaliar os riscos do processo: 
• What-if; 
• Checklist; 
• What-if/Checklist; 
• Hazard and operability study (HAZOP); 
• Failure mode and effects analysis (FMEA); 
• Diagrama causa-efeito; 
• Ou outra metodologia adequada e equivalente. 
Uma reflexão sobre estes métodos de análise é realizada na OSHA 3133, Compliance 
Guidelines and Recommendations for Process Safety Management [17]. Qualquer que seja 
o método(s) utilizado(s) a análise de riscos do processo deve abordar o seguinte : 
• Os perigos do processo; 
• A identificação de qualquer incidente anterior que tinha um potencial para 
consequências catastróficas no local de trabalho; 
• Engenharia e controlos administrativos aplicáveis a perigos e suas inter-relações, 
como a aplicação adequada de metodologias de deteção para fornecer aviso 
atempado de fugas; 
• Consequências da falha no controlo de engenharia ou operacional; 
• Facilidade de localização; 
•  Fatores humanos; 
•  A avaliação qualitativa dos possíveis efeitos na saúde dos trabalhadores no local de 
trabalho se houver uma falha dos controlos. 
O processo de análise de risco deve ser realizado por uma equipa com experiência em 
operações de engenharia e de processo e deve incluir pelo menos um funcionário que tenha 
experiência e conhecimento do processo que está a ser avaliado. Além disso, um membro 
da equipa deve ter conhecimento específico dos métodos de análise que estão a ser 
utilizados.  
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A empresa de O&M de processos industriais deve estabelecer um sistema que garanta que 
as recomendações são resolvidas em tempo útil e que são documentadas. Pelo menos a 
cada cinco anos após a conclusão do processo inicial, a análise de risco de processo deve 
ser atualizado e reavaliada. 
As empresas de O&M de processos industriais devem manter as análises de riscos em 
arquivo. 
3.2.5. PROCEDIMENTOS OPERACIONAIS 
A empresa de O&M de processos industriais deve desenvolver e implementar 
procedimentos operacionais escritos, de acordo com as informações de segurança do 
processo, que forneçam instruções claras para a realização de atividades de cada processo. 
Os procedimentos relacionados com o processo devem ser adequados, claros, consistentes, 
e o mais importante, bem comunicados aos funcionários.  
Os procedimentos devem abordar pelo menos os seguintes elementos: 
• Passos para cada fase de operação: arranque do processo, operações de rotina, 
operações temporárias, operações de emergência, paragem manual, re-arranque 
após paragem normal ou de emergência; 
• Limites de funcionamento: consequências do desvio e passos necessários para 
corrigir ou minimizar desvios, considerações para a saúde e segurança, 
propriedades e perigos apresentados dos produtos químicos utilizados no processo, 
Precauções necessárias para evitar a exposição, incluindo controlo e equipamento 
de proteção individual, adoção de medidas de controlo, se a exposição é por 
contacto ou pelo ar, controlo de qualidade de matérias-primas e controlo de 
resíduos perigosos, níveis de inventário de produtos químicos e quaisquer perigos 
especiais, os sistemas de segurança e suas funções. 
Para garantir que a resposta dos funcionários é rápida e eficaz, a informação deve estar 
disponível e ser de fácil acesso e deve existir formação sobre estes procedimentos. 
Os procedimentos operacionais devem ser revistos sempre que necessário para garantir que 
refletem as práticas operacionais atualizadas, incluindo alterações em processos, tecnologia 
e equipamentos. Para precaver desatualizações ou imprecisões nos procedimentos 
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operacionais, a empresa de O&M de processos industriais deve garantir que anualmente 
estes procedimentos operacionais são revistos. 
A empresa de O&M de processos industriais deve desenvolver e implementar práticas de 
trabalho seguro para prever o controlo dos perigos durante as atividades de trabalho, como 
etiquetagem, bloqueios na entrada em espaços confinados, controlo sobre a entrada nas 
unidades em manutenção. Estas práticas de trabalho seguro devem ser aplicadas tanto para 
os funcionários como para prestadores de serviços. 
3.2.6. PARTICIPAÇÃO DOS COLABORADORES 
As empresas de O&M de processos industriais devem desenvolver um plano de ação 
escrito para implementar a participação dos trabalhadores. Sob o PSM, as empresas de 
O&M de processos industriais devem consultar os trabalhadores e os seus representantes 
sobre o processo de desenvolvimento das análises de riscos do processo e do 
desenvolvimento dos outros elementos de Gestão da Segurança do Processo. 
3.2.7. FORMAÇÃO 
A implementação de um programa de formação eficaz é um dos passos mais importantes 
que um proprietário da instalação pode tomar para melhorar a segurança dos funcionários. 
Cada funcionário envolvido na operação de um processo deve ser formado e treinado sobre 
o processo e os seus procedimentos operacionais. A formação deve incluir riscos de saúde 
e segurança específicos do processo e operações de emergência. 
A cada 3 anos, ou mais frequentemente se necessário, deve ser realizada formação de 
reciclagem. A empresa de O&M de processos industriais, em consulta aos funcionários 
envolvidos na operação do processo, deve determinar a frequência adequada de cursos de 
reciclagem. 
A empresa de O&M de processos industriais deve determinar se cada operador de processo 
recebeu e compreendeu a formação exigida pelo PSM. Deve ser mantido um registo 
contendo a identidade do funcionário, a data de formação e como a empresa verificou que 
o funcionário compreendeu a formação. 
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3.2.8. PRESTADORES DE SERVIÇOS 
Existem prestadores de serviços em contínuo nas instalações industriais ou podem ser 
contratados apenas para trabalhos pontuais como manutenções gerais. O PSM inclui 
exigências para os empreiteiros e seus funcionários para enfatizar a importância da 
precaução que todos devem ter para não colocarem em perigo quem trabalha na 
proximidade. O PSM aplica-se aos contratantes que realizam atividades diretamente 
relacionadas com o processo ou os seus equipamentos. O PSM não se aplica, porém, aos 
prestadores de serviços que não influenciam a segurança do processo, tais como limpeza, 
alimentação, lavandaria, entregas, ou outra oferta de serviços semelhante. 
Responsabilidades do proprietário da instalação: 
• Informar o empreiteiro do potencial de fogo, explosão ou liberação de produtos 
tóxicos; 
• Fornecer informação sobre práticas de trabalho seguro e controlo sobre a entrada e 
saída de áreas de processos abrangidos; 
• Avaliar periodicamente o desempenho das empresas no cumprimento das suas 
obrigações; 
• Manter uma ficha de medicina no trabalho para cada funcionário. 
Responsabilidades da empresa contratada: 
• Garantir que os funcionários contratados são treinados nas práticas de trabalho 
necessárias para realizar o seu trabalho com segurança; 
• Garantir que os funcionários contratados são informados sobre o potencial de 
incêndio, explosão ou liberação de produtos tóxicos relacionados com o seu 
trabalho, e nas disposições aplicáveis do plano de emergência; 
• Documentar que cada funcionário contratado recebeu e compreendeu a formação 
exigida, mantendo um registo que contém a identidade do funcionário contratado, a 
data de formação e os meios utilizados para verificar que o funcionário 
compreendeu a formação; 
• Certificar-se que cada funcionário contratado segue as normas de segurança da 
instalação, incluindo as práticas de trabalho seguro necessárias; 
• Aconselhar a empresa de O&M de eventuais riscos apresentados pelo contrato de 
trabalho.  
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3.2.9. IMPLEMENTAÇÃO DA GESTÃO DA SEGURANÇA DO PROCESSO 
É importante que uma revisão de segurança ocorra antes da introdução de qualquer produto 
no processo, pelo que o PSM requer que a empresa de O&M de processos industriais 
realize uma revisão de segurança de pré-arranque para novas instalações e/ou para 
modificações ao processo, quando a modificação é significativa. 
Antes da introdução de uma substância perigosa num processo, a revisão de segurança pré-
arranque deve garantir que:  
• A construção e os equipamentos estão de acordo com o projeto e as especificações;  
• Os procedimentos operacionais, de segurança, de manutenção e de emergência 
estão implementados e são adequados; 
• A análise de riscos processo foi realizado e as recomendações foram 
implementadas; 
• Foi realizada formação para cada funcionário envolvido na operação do processo. 
3.2.10. INTEGRIDADE MECÂNICA 
Para manter a integridade mecânica de equipamentos críticos do processo é essencial 
garantir que são projetados, instalados e testados corretamente.  
Num PSM os requisitos de integridade mecânica aplicam-se aos seguintes equipamentos: 
• Recipientes sob pressão e tanques de armazenamento; 
• Tubagens (incluindo componentes de tubagens, tais como válvulas); 
• Sistemas de ventilação e dispositivos de socorro; 
• Sistemas de paragem de emergência; 
• Sistemas de controlo (incluindo dispositivos de monitorização, instrumentos e 
alarmes); 
• Bombas. 
A empresa de O&M de processos industriais deve definir e implementar procedimentos 
escritos para manter a integridade contínua dos equipamentos de processo. Os funcionários 
envolvidos na manutenção da integridade do equipamento de processo devem ter formação 
para terem uma visão geral desse processo e dos seus perigos, e para os procedimentos 
aplicáveis às tarefas. Devem ser realizadas inspeções e testes, utilizando os procedimentos 
reconhecidos pelas melhores práticas de engenharia. A frequência das inspeções e ensaios 
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de equipamentos de processo devem estar em conformidade com as recomendações dos 
fabricantes e as boas práticas de engenharia, ou mais frequentemente se determinado 
necessário pela experiência operacional prévia. Cada inspeção e teste de equipamentos de 
processo deve ser documentado, identificando a data da inspeção ou de teste, o nome da 
pessoa que executou a inspeção ou teste, o número de série ou outro identificador do 
equipamento em que foi realizada a inspeção ou teste, uma descrição da inspeção ou teste 
realizado e os resultados da inspeção ou testes. Deficiências de equipamento fora dos 
limites aceitáveis devem ser corrigidas antes de nova utilização. Em alguns casos, pode 
não ser necessário corrigir as deficiências antes da utilização, caso não seja possível a sua 
execução dentro dos prazos, mas devem ser tomadas as medidas necessárias garantir a 
segurança da sua operação. 
Na construção de novas instalações e equipamentos, a empresa de O&M de processos 
industriais deve assegurar que o equipamento é fabricado adequadamente para o processo 
onde vai ser utilizado. Devem ser realizados controlos e inspeções adequados para garantir 
que o equipamento está instalado corretamente e é consistente com as especificações do 
projeto e do fabricante. A empresa de O&M de processos industriais também deve 
assegurar que os materiais de manutenção são adequados. 
3.2.11. TRABALHOS COM LIBERTAÇÃO DE CALOR 
Para realizar trabalhos com libertação de calor (soldadura, rebarbagem, corte com chama 
ou plasma ou qualquer outra fonte de faísca ou calor) na proximidade do processo deve ser 
emitida uma autorização considerando precauções específicas, descritas em detalhe no 
regulamento OSHA 1910.252(a) [31], que especifica, resumidamente: 
• Se o objeto onde se vai realizar o trabalho não pode ser facilmente movido, devem 
ser considerados todos os riscos de incêndio na vizinhança. Se os riscos de incêndio 
não poderem ser eliminados devem ser utilizadas barreiras para confinar o calor, 
fagulhas e escória, caso contrário o trabalho não pode ser realizado; 
• Onde existirem aberturas devem ser tomadas precauções para que nenhum material 
facilmente combustível seja exposto a faíscas que possam passar pelas aberturas. 
As mesmas precauções devem ser tomadas quando existirem aberturas nas paredes, 
portas abertas e janelas abertas ou danificadas; 
• Devem estar disponíveis no local equipamentos extintores de incêndio para o uso 
imediato. Os equipamentos extintores podem ser baldes de água, baldes de areia, 
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mangueiras ou extintores portáteis, dependendo da natureza e quantidade do 
material combustível exposto; 
• Devem existir pessoas em vigilância sempre que o trabalho é realizado em locais 
onde exista material combustível a menos de 11m. Deve-se considerar que 
materiais combustíveis adjacentes, separados por paredes, tetos ou telhados são 
suscetíveis de serem inflamados por condução ou por radiação; 
• As pessoas em vigilância devem ter equipamentos de extinção de incêndio 
prontamente disponíveis e devem ter formação sobre o seu uso. Eles devem estar 
familiarizados com as instalações para atuarem o alarme em caso de incêndio. 
Devem ter em atenção todas as áreas expostas, tentando extinguir o incêndio 
somente se for de proporções ajustadas ao equipamento de extinção disponível. A 
vigilância deve ser mantida por pelo menos meia hora após a conclusão do trabalho 
para detetar e extinguir possíveis incêndios de combustão; 
• Antes de trabalhar com libertação de calor, a área deve ser inspecionada pelo 
indivíduo responsável por autorizar o trabalho. Ele deve designar as precauções a 
serem seguidas na autorização, de preferência na forma de uma autorização por 
escrito; 
•  Quando os materiais combustíveis, tais como papel, aparas de madeira ou fibras 
têxteis estão no chão, o piso deve ser varrido num raio de 11m. Pisos combustíveis 
devem ser mantidos húmidos, cobertos com areia húmida ou protegidos por 
escudos resistentes ao fogo. Onde os pisos estão molhados, as pessoas que realizam 
trabalhos com ferramentas elétricas devem ser protegidas contra possíveis choques; 
• Trabalhos a quente não são permitidos: em edifícios com sprinklers se a proteção 
não estiver disponível, na presença de atmosferas explosivas (misturas de gases, 
vapores, líquidos ou poeiras com o ar), atmosferas explosivas que se podem 
desenvolver dentro de tanques ou equipamentos contaminadas ou preparados de 
forma inadequada que já tenham contido tais materiais ou que se podem 
desenvolver em áreas com a acumulação de poeiras combustíveis e nas zonas 
próximas da armazenagem de grandes quantidades de materiais facilmente 
inflamáveis; 
• Sempre que possível, todos os combustíveis devem ser afastados pelo menos 11m 
do local de trabalho. Onde for impraticável, os combustíveis devem ser protegidos 
com capas ignífugas ou com guardas ou cortinas não metálicas; 
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• Tubagens que podem ser atingidas por faíscas devem estar devidamente protegidas 
ou desligadas; 
• Onde o corte ou soldadura é feito perto das paredes, divisórias, tetos ou telhados de 
matérias combustíveis devem ser colocados escudos ou protetores resistentes ao 
fogo para evitar a ignição; 
• Se o trabalho é realizado próximo de uma parede ou divisória de metal, teto ou 
telhado, devem ser tomadas precauções para evitar a ignição de combustíveis no 
outro lado, devido à condução ou radiação, de preferência afastando os 
combustíveis. Onde não é possível afastar os combustíveis deve ser colocada uma 
pessoa em vigilância no lado oposto ao do trabalho; 
• Não devem ser realizados trabalhos com libertação de calor em paredes, tetos ou 
telhados de material combustível nem de painéis tipo sandwich; 
• Trabalhos a quente em tubagens em contato com paredes, divisórias, tetos ou 
telhados de matérias combustíveis não devem ser realizados se o trabalho é perto o 
suficiente para causar ignição por condução; 
• A gestão deve reconhecer sua responsabilidade para a realização de trabalhos com 
libertação de calor em segurança, designando áreas específicas para a realização de 
trabalhos com libertação de calor, e estabelecer procedimentos para realização do 
trabalho nas outras áreas. Deve ser designada uma pessoa responsável por autorizar 
esses trabalhos. Deve garantir que os trabalhadores são devidamente treinados na 
operação e utilização seguras do seu equipamento. Deve informar todos os 
executantes sobre materiais inflamáveis ou condições perigosas; 
• Um supervisor será responsável pelo manuseamento e utilização seguros do 
equipamento de trabalho, determinando as áreas perigosas e os materiais 
combustíveis que possam estar presentes no local de trabalho; 
• Devem ser prevenidas libertações de materiais inflamáveis do processo próximo de 
locais onde decorrem trabalhos com libertação de calor; 
• Para realizar soldadura, corte ou outro trabalho a quente em tambores usados, 
tanques ou outros recipientes, deve ser garantido que foram completamente limpos 
de materiais inflamáveis ou quaisquer substâncias como massas, alcatrões, ácidos 
ou outros materiais que, quando submetidos ao calor, podem produzir vapores 
tóxicos ou inflamáveis. Todas as tubagens ou conexões com o recipiente devem ser 
desligadas; 
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• Todos os espaços ocos, cavidades ou recipientes devem ser seccionados antes de 
realizar o trabalho, preferencialmente devem ser inertizados; 
• Em espaços confinados, quando o trabalho é interrompido, como durante o almoço 
ou durante a noite, todos os eletródos devem ser removidos das pinças, as quais 
devem ser cuidadosamente arrumadas para prevenir contatos acidentais, e as 
máquinas devem ser desligadas da fonte de alimentação. Para evitar fugas de gases, 
as garrafas de gases utilizadas devem ser localizadas fora dos espaços confinados e 
sempre que não estejam a ser utilizadas devem ser fechadas as válvulas de corte. 
Sempre que não forem usados por um período substancial de tempo, tal como 
durante a hora de almoço ou durante a noite, tochas e mangueiras devem ser 
removidos do espaço confinado. 
3.2.12. GESTÃO DE MODIFICAÇÕES 
As modificações num processo devem ser cuidadosamente estudadas para avaliar 
plenamente o seu impacto sobre a segurança e saúde dos funcionários e para determinar as 
mudanças necessárias nos procedimentos operacionais. Devem ser estabelecidos 
procedimentos escritos para gestão de modificações. Estes procedimentos escritos devem 
assegurar que as seguintes considerações são tomadas antes de qualquer modificação: 
• Justificação técnica para a alteração proposta; 
• Impacto da modificação na saúde e segurança dos funcionários; 
• Impacto nos procedimentos operacionais; 
• Período de tempo necessário para a alteração; 
• Requisitos de autorização para a modificação proposta. 
Os funcionários de operação e manutenção do processo afetado pela modificação devem 
ser informados, e formados, antes do arranque do processo modificado. A informação deve 
ser atualizada e os procedimentos respetivos também.  
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3.2.13. ANÁLISE DE INCIDENTES 
Uma parte crucial do sistema de Gestão de Segurança do Processo é a investigação 
completa de incidentes para identificar a cadeia de eventos e as suas causas, para 
identificar que medidas corretivas podem ser desenvolvidos e implementadas. Cada 
incidente que resultou, ou poderia ter resultado, em gravidade deve ser investigado. Tal 
investigação deve ser iniciada logo que possível o mais tardar até 48 horas após o 
incidente. A investigação deve ser feita por uma equipa composta por pelo menos uma 
pessoa com conhecimento do processo, incluindo um funcionário contratado se o incidente 
envolveu o trabalho de um empreiteiro, e outras pessoas com conhecimento e experiência 
para investigar e analisar o incidente em profundidade. 
Deve ser elaborado um relatório de investigação incluindo, pelo menos: 
• Data de incidente; 
• Data de início da investigação; 
• Descrição do incidente; 
• Os fatores que contribuíram para o incidente; 
• Recomendações resultantes da investigação. 
Deve ser estabelecido um sistema para implementar prontamente as conclusões e 
recomendações do relatório de incidentes. As resoluções e ações corretivas devem ser 
documentadas e o relatório revisto por todo o pessoal afetado, cujas tarefas são relevantes 
para o incidente (incluindo funcionários contratados, quando aplicável). O proprietário da 
instalação deve manter esses relatórios de investigação de incidentes por 5 anos. 
3.2.14. PLANO DE EMERGÊNCIA 
Se, apesar do melhor planeamento, ocorrer um incidente, é essencial que existam 
procedimentos e formação em emergências para os trabalhadores serem capazes de 
executar ações apropriadas. Deve ser desenvolvido e implementado um plano de 
emergência, em conformidade com as disposições legais. Além disso, o plano de 
emergência deverá incluir procedimentos para atuação em caso de pequenas libertações de 
produtos químicos perigosos.  
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3.2.15. AUDITORIAS 
Para garantir que a gestão de segurança de processo é eficaz, as empresas de O&M de 
processos industriais devem comprovar que têm avaliado o cumprimento das disposições 
do PSM, pelo menos a cada três anos, verificando se os procedimentos e as práticas 
desenvolvidas no âmbito da norma são adequados e são seguidos. As auditorias de 
conformidade devem ser realizadas por pelo menos uma pessoa com conhecimento do 
processo e deve ser desenvolvido um relatório dos resultados da auditoria anotando 
deficiências. As duas auditorias de conformidade mais recentes devem ser mantidas em 
arquivo. 
3.2.16. CONFIDENCIALIDADE 
As empresas de O&M de processos industriais devem disponibilizar todas as informações 
necessárias para cumprir o PSM às pessoas responsáveis pela organização de um sistema 
de Gestão de Segurança do Processo, aqueles que desenvolvem o processo de análise de 
riscos, os responsáveis pelo desenvolvimento dos procedimentos operacionais, aqueles que 
realizam investigações de incidentes, planeamento de emergência e auditorias de 
conformidade. Nada no PSM impede no entanto a empresa de O&M de processos 
industriais de exigir às pessoas que façam acordos de confidencialidade para não revelar a 
informação. 
3.2.17. LEGISLAÇÃO 
Devem ser cumpridos todos os requisitos legais aplicáveis de acordo com a licença de 
exploração e as substâncias utilizadas. 
3.3. EXCELÊNCIA NA GESTÃO DA SEGURANÇA DO PROCESSO 
Na base do todo o sistema de Gestão de Segurança do Processo devem estar as normas e os 
requisitos legais aplicáveis. Pela análise da Diretiva Seveso III e da OSHA 3132 verifica-se 
que, embora determinando alguns requisitos idênticos, ambas se complementam, pelo que 
aplicação conjunta de ambas permitirá alcançar melhores resultados do que aplicando 
apenas uma delas. 
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Adicionalmente às normas e requisitos legais, são necessárias competências adequadas 
para garantir a eficácia do sistema, com competências individuais em toda a hierarquia que 
combinadas devem resultar numa competência organizacional adequada à implementação 
e manutenção do Sistema de Gestão de Segurança do Processo. 
A excelência ao nível da segurança só é possível se, adicionalmente às competências, 
existir uma cultura de compromisso com a segurança.  
Para alcançar a excelência, além do cumprimento dos requisitos legais e normas existentes, 
é necessário suportar todo o sistema com informação adicional, principalmente com base 
em históricos e em experiência. Essa experiência pode ser encontrada em fóruns, users 
groups e em publicações de associações e autoridades competentes de outros países. 
Como qualquer outro sistema de gestão, a Gestão da Segurança do Processo só será eficaz 
se seguir um ciclo de melhoria contínua, apresentado na Figura 17, que se inicia com a 
definição da Política e Estratégia, passando para o Planeamento e Implementação. Após 
este percurso é necessário a avaliação para definição de Ações Corretivas e finalmente 
realizar a Revisão pela Gestão.  
 
Figura 17 - Ciclo de Gestão de Segurança do Processo [32] 
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4. FERRAMENTAS DE APOIO 
À AVALIAÇÃO DA 
SEGURANÇA DO 
PROCESSO 
Um dos requisitos mais importantes, de elaboração mais difícil e trabalhosa, é a avaliação 
da segurança do processo. Neste subcapítulo é feita uma aproximação a algumas 
metodologias e as ferramentas mais aplicadas nesta avaliação. 
É realizada apenas uma breve abordagem a essas metodologias visto não serem o objetivo 
concreto deste projeto. 
4.1. METODOLOGIAS DE AVALIAÇÃO DE RISCOS 
Um dos requisitos da segurança do processo é a avaliação de riscos. Esta avaliação deve 
obedecer a critérios bem definidos e consistentes. Para garantir a consistência deste 
trabalho de avaliação pode ser utilizada a norma ISO 31000:2009 Risk management - 
Principles and guidelines, que define os princípios e fornece orientações para a gestão de 
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riscos e a ISO/TR 31004:2013 Risk management - Guidance for the implementation of ISO 
31000, que fornece informação sobre a aplicação da ISO 31000. 
Na Figura 18 é apresentado, resumidamente, a relação entre os princípios, a estrutura e o 
processo de avaliação de riscos conforme a ISO31000. 
 
Figura 18 – Relação entre princípios estrutura e processo de avaliação de riscos conforme a 
ISO31000 [33] 
Para a avaliação de riscos, conforme o objetivo, existem ferramentas adequadas a cada 
processo, a norma IEC 31010:2009 Risk management - Risk assessment techniques define 
a correta utilização das ferramentas de avaliação de riscos adequadas a cada fase, conforme 
apresentado na Tabela 4. 
Ambas as normas referidas são apoiadas pela ISO Guide 73:2009 Risk management - 
Vocabulary, que uniformiza o vocabulário utilizado na gestão de riscos. 
As normas referidas foram desenvolvidas sem o objetivo de certificação. 
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Tabela 4 – Aplicabilidade das ferramentas usadas na avaliação de riscos [34] 
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A avaliação de riscos é realizada por fases, mais concretamente 
• Identificação dos riscos; 
• Análise de riscos – análise de consequências; 
• Análise de riscos – estimação da probabilidade; 
• Análise de riscos – avaliação da efetividade dos controlos existentes; 
• Análise de riscos – estimação do nível de risco; 
• Avaliação final do risco.  
Na fase de identificação dos riscos, as ferramentas mais utilizadas são: 
• Brainstorming; 
• Checklists; 
• What-if; 
• Hazard and operability study (HAZOP); 
• Failure mode and effects analysis (FMEA); 
• Análise causa-efeito. 
Na fase de análise dos riscos, as ferramentas mais utilizadas são: 
• What-if; 
• Hazard and operability study (HAZOP); 
• Layer protection analysis (LOPA); 
• Root cause analysis; 
• Event tree analysis; 
• Failure mode and effects analysis (FMEA). 
Na fase de avaliação dos riscos, as ferramentas mais utilizadas são: 
• Análise causa-efeito; 
• What-if; 
• Hazard and operability study (HAZOP); 
• Root cause analysis; 
• Failure mode and effects analysis (FMEA). 
Muitos destes métodos são do conhecimento geral na área de gestão, no subcapítulo 
seguinte é realizada uma breve explicação dos métodos mais utilizados em avaliação da 
segurança do processo e que são menos divulgados, o HAZOP, o LOPA e o RCM.  
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4.1.1. HAZARD AND OPERABILITY STUDY  (HAZOP)  
A análise HAZOP é um processo de identificação de riscos que permite identificar desvios 
do desempenho desejado e avalia a criticidade dos desvios de processos e/ou operações. 
É um processo com ocupação média de recursos de competências multidisciplinares, de 
elevada complexidade, elevada incerteza e que não permite obter resultados quantitativos, 
apenas qualitativos. 
A análise HAZOP é idêntica à análise FMEA no sentido que identifica modos de falha, 
causas e consequências de um processo, sistema ou procedimento. Difere do FMEA no 
sentido em que a análise é iniciada identificando resultados indesejados e desvios dos 
resultados desejados enquanto o FMEA inicia a análise pela identificação dos modos de 
falha. 
Inicialmente a análise HAZOP foi desenvolvida para processos químicos mas foi estendida 
a outros processos complexos como sistemas mecânicos e eletrónicos, a software onde é 
conhecida por Control Hazard and Operability (CHAZOP), e até a mudanças 
organizacionais. 
A análise HAZOP inicia-se na fase de projeto quando fica disponível o diagrama de 
processo, enquanto ainda é possível realizar alterações. Também pode ser utilizada na fase 
de operação mas os custos de alterações, caso identificada a sua necessidade,  são mais 
elevados. 
Para realizar a análise de um processo industrial é necessário ter disponíveis desenhos, 
especificações técnicas, diagramas de processo, lógica de controlo, procedimentos de 
O&M e procedimentos de emergência. 
Com essa informação a análise segue para a identificação dos desvios que podem ocorrer, 
quais as causas prováveis e quais as consequências do desvio. 
Esta análise de desvios das variáveis é baseada em palavras-chave. A utilização das 
palavras-chave tem como objetivo estimular o brainstorming, por exemplo para erros 
humanos são consideradas as palavras-chave “demasiado cedo”, “demasiado tarde”, 
“muito”, “pouco”, “muito longo”, “muito curto”, “direção errada”, “objeto errado”, “ação 
errada” para identificar os modos de falha. 
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Após definir o objetivo do estudo, é definida a equipa, definidas as palavras-chave e 
reunida a documentação necessária. A equipa inicia o estudo dividindo o sistema em 
pequenos subsistemas para tornar a análise possível. A análise incide então sobre cada 
subsistema, onde são identificados os desvios possíveis, as suas causas e potenciais 
consequências. Qualquer desvio que não possa ser corrigido deve ser avaliado. 
O diagrama apresentado na Figura 19 representa as fases da análise utilizando a 
metodologia HAZOP. 
 
Figura 19 – Fases da aplicação da metodologia HAZOP [35] 
A Tabela 5 apresenta um exemplo do resultado obtido na aplicação da metodologia de 
análise HAZOP. 
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Tabela 5 – Exemplo de resultado de aplicação da análise HAZOP [35] 
 
As vantagens identificadas na análise HAZOP são as seguintes: 
• Permite analisar um processo exaustivamente e de forma sistemática, sem 
necessidade de quantificação; 
• Análise intuitiva; 
• É realizada por pessoas com conhecimento real do processo, numa base de 
brainstorming; 
• Gera soluções e ações para minimização dos riscos; 
• A sua aplicação é possível em vários processos, sistemas e procedimentos; 
• Considera explicitamente a existência de erro humano. 
As desvantagens identificadas são as seguintes: 
• A análise requer muito tempo, logo é dispendiosa; 
• Requer a disponibilização e análise de muita documentação; 
• É muito direcionada para o detalhe, embora possa ser iniciada de uma forma mais 
abrangente, o que torna difícil analisar a interação entre sistemas vizinhos; 
• É condicionada pelo detalhe de projeto e pelos objetivos definidos; 
• Não define um ranking de riscos, dificultando a definição de prioridades; 
• Como é difícil identificar os próprios erros, a participação dos projetistas na análise 
torna difícil a identificação de problemas na fase de projeto. 
A norma IEC 61882, Hazard and operability studies (HAZOP studies) – Application guide 
define em pormenor a aplicação desta ferramenta. 
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4.1.2. LAYER PROTECTION ANALYSIS (LOPA) 
A análise LOPA, também chamada análise de barreiras, consiste em analisar a efetividade 
dos controlos existentes, baseada num modelo semi-quantitativo. 
É um processo com ocupação média de recursos, de média complexidade, média incerteza 
e que permite obter resultados quantitativos. 
Para realizar a análise são selecionados pares causa-consequência e são identificadas as 
barreiras que previnem o acontecimento que provoca a consequência indesejada. É 
estimada a magnitude da consequência e definido se o risco é considerado aceitável. 
Esta análise permite definir formas de redução de risco através da implementação de 
barreiras que minimizam o risco. 
Para realizar a análise é necessário ter informação sobre os perigos existentes, sobre os 
controlos existentes, sobre a frequência de eventos e a probabilidade de falhas e sobre a 
definição da aceitabilidade do risco. 
A análise deve ser realizada por uma equipa de especialistas, que aplicarão o seguinte 
procedimento, esquematicamente representado na Figura 20: 
• Identificação de causas para um resultado indesejado e pesquisa de dados sobre 
frequência de acontecimento e consequências; 
• Seleção de um par causa-consequência; 
• Identificação e análise da efetividade das barreiras que previnem o acontecimento 
da consequência indesejada; 
• Identificação das barreiras independentes (independent protection layers - IPL’s) e 
estimação da probabilidade de falha de cada uma (na Figura 21 estão representados 
exemplos de barreiras independentes); 
• Combinação da frequência de acontecimento com a probabilidade de falha de cada 
barreira e com a probabilidade de acontecimentos adicionais, como por exemplo da 
presença de uma pessoa no local; 
• Comparação do risco obtido com a tolerância de risco para determinar se as 
barreiras são suficientes ou se é necessário acrescentar barreiras. 
Como resultado da análise surgem normalmente recomendações sobre a necessidade de 
criar barreiras adicionais e qual a sua efetividade na redução do risco. 
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Figura 20 – O método LOPA [36] 
 
 
Figura 21 – Exemplos de barreiras independentes [37] 
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As vantagens identificadas na análise LOPA são as seguintes: 
• Exige menos tempo e recursos que os métodos quantitativos; 
• É mais rigoroso que os métodos qualitativos; 
• Identifica as barreiras críticas de proteção; 
• Identifica os processos/sistemas com barreiras de proteção insuficientes; 
• É direcionado para as consequências graves; 
As desvantagens identificadas são as seguintes: 
• Não analisa interações entre riscos ou entre controlos; 
• Não é aplicável a cenários de falha complexos. 
4.1.3. RELIABILITY CENTERED MAINTENANCE (RCM) 
RCM é um método para identificar as políticas que devem ser implementadas para gerir as 
falhas para atingir com eficácia, e de forma eficiente, a segurança, disponibilidade e 
economia na operação de todos os equipamentos, aplicável em vários tipos de indústrias. 
Esta metodologia proporciona um processo de decisão para identificar requisitos de 
aplicabilidade e efetividade de estratégias de manutenção, de acordo com as falhas e os 
processos degradação responsáveis pelas falhas. O resultado final da sua aplicação é a 
definição de rotinas de manutenção, ou mesmo alterações operacionais. 
Todas as ações são baseadas na segurança das pessoas e na proteção ambiental 
considerando também em aspetos económicos e operacionais. Estes critérios devem ser 
definidos de acordo com a natureza dos produtos envolvidos e da sua aplicação. 
Este método é, normalmente, aplicado na fase de projeto e implementado durante a 
operação e manutenção dos processos. 
Para a correta aplicação do RCM é necessário conhecer os equipamentos, o processo e os 
sistemas associados, identificando as falhas possíveis e as consequências dessas falhas. 
Os passos de um programa RCM são os seguintes: 
• Planeamento; 
• Análise de falhas; 
• Implementação; 
• Melhoria contínua. 
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Este método é equiparado ao método Failure Mode, Effects and Criticality Analysis 
(FMECA) que requer uma aproximação específica à análise quando usado neste contexto. 
A identificação dos riscos foca-se em situações em que as possíveis falhas podem ser 
eliminadas, ou reduzidas, no aspeto da frequência e/ou das consequências através de 
tarefas de manutenção. 
O resultado desta análise permite definir tarefas como controlo de condição, revisões 
periódicas, substituição planeada, ou até mesmo alterações aos procedimentos de 
manutenção e operação. 
A norma IEC 60300-3-11, Dependability management – Part 3-11: Application guide – 
Reliability centered maintenance define em pormenor a aplicação desta ferramenta. 
4.1.4. CRITÉRIOS PARA ACEITAÇÃO DO RISCO 
Apenas é possível retirar conclusões concretas de uma avaliação de risco se for possível 
definir qual o limite considerado como aceitável para o risco. 
A definição deste limite inclui considerações éticas, legais e financeiras, bem como de 
perceção de riscos. 
A forma mais simples de definir o critério de aceitação de risco é dividindo os riscos em 2 
grupos, os que necessitam de tratamento e os que não necessitam, ou como Peter Drucker 
afirmou “Existem dois tipos de riscos: aqueles que não nos podemos dar ao luxo de correr 
e aqueles que não nos podemos dar ao luxo de não correr”. Esta forma de divisão dos 
riscos é simples mas não reflete a incerteza associada a esta divisão. 
Um dos procedimentos adotados para lidar com a incerteza, conforme recomendação da 
HSE, é apresentado na Figura 22. O eixo vertical representa o aumento da incerteza sobre a 
probabilidade de concretização das consequências de um evento, enquanto o eixo 
horizontal representa o aumento da incerteza sobre as consequências desse evento. 
Na zona situada no canto superior esquerdo, a avaliação de riscos pode ser realizada com 
argumentos cuja robustez pode ser demonstrada por vários métodos. À medida que nos 
afastamos desta zona, em qualquer direção dos eixos, a incerteza cresce sobre os 
argumentos usados devido à sua robustez não poder ser demonstrada. No limite, com a 
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máxima incerteza sobre a probabilidade de concretização das consequências de um evento 
e a máxima incerteza sobre as consequências desse evento, deixa de ser possível 
demonstrar a robustez dos argumentos e entramos no campo do desconhecimento. 
Normalmente evita-se esta situação pois é possível basear a incerteza em experiências 
passadas sobre perigos genéricos. 
 
Figura 22 – A incerteza dos riscos conforme HSE [38] 
A forma mais generalizada decisão sobre a aceitação dos riscos é a divisão dos riscos em 3 
grupos, conforme ilustrado na Figura 23: 
• Risco intolerável, em que é necessário aplicar ações independentemente do seu 
custo; 
• Risco tolerável, em que é realizada uma análise custo/benefício, de acordo com as 
possíveis consequências; 
• Risco baixo, em que não é necessário tomar qualquer ação. 
Normalmente, para realizar esta divisão são utilizadas matrizes de decisão sobre riscos. É 
apresentado um exemplo destas matrizes na Figura 24. 
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Figura 23 – Critérios de aceitação de riscos da HSE [38] 
 
Figura 24 – Matriz de decisão sobre riscos da HSE [38] 
Para o grupo de riscos aceitáveis é habitual usar o conceito As Low As Reasonably 
Practicable (ALARP), semelhante ao conceito So Far As Is Reasonably Practicable 
(SFAIRP) [39] que permite considerar a relação custo/benefício, chamada Cost Benefit 
Analysis (CBA), para decisão sobre a aceitação do risco. O conceito ALARP é amplamente 
utilizado na maior parte das situações, conforme ilustrado na Figura 25. 
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Para realizar a CBA, o HSE tem um guia para a sua aplicação no suporte ao conceito 
ALARP [40]. 
Existem no entanto situações em que não é permitida a CBA devido à certeza sobre o 
acontecimento de consequências graves, é o caso da utilização de radiação ionizante. Neste 
caso é utilizado o conceito As Low As (is) Reasonably Achievable (ALARA) [41], que 
significa que devem ser realizados todos os esforços razoáveis para reduzir a exposição ao 
perigo ao mínimo, considerando a tecnologia disponível e os benefícios atingidos para a 
segurança e saúde públicas. 
 
Figura 25 – O conceito ALARP [34] 
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4.2. INDICADORES DE DESEMPENHO DA GESTÃO DA SEGURANÇA DO 
PROCESSO 
Em qualquer área de gestão, conforme uma frase associada geralmente a Peter Drucker, 
“não se pode gerir aquilo que não se consegue medir”. Na segurança do processo esta 
máxima da gestão também é válida, além disso, essencial, pois não se pode melhorar 
aquilo que não se mede. 
Apenas é possível conhecer o desempenho do sistema de gestão de segurança do processo 
se existirem indicadores que permitam acompanhar a sua evolução. 
Estes indicadores devem estar bem definidos e devem ser consistentes para traduzirem o 
real desempenho do sistema. A definição dos indicadores pode ser feita pelas empresas a 
nível individual, sendo apenas possível avaliar a sua tendência, por um grupo de empresas 
do mesmo grupo económico ou empresas independentes associadas, com o objetivo de 
realizar benchmarking, ou pela legislação específica de cada país.  
Os indicadores usados normalmente são do tipo Leading Indicators e Lagging Indicators. 
Enquanto os Leading Indicators nos permitem prever a evolução futura do sistema em 
análise, tomando ações que permitem corrigir a situação e evitar/minimizar consequências, 
os Lagging Indicators apenas nos permitem medir situações já próximas de gravidade, pelo 
que nos devemos manter atentos a ambos mas uma estratégia de monitorização de Leading 
Indicators tem normalmente mais sucesso nos sistemas de gestão de segurança do 
processo. 
Na Figura 26 á apresentada a pirâmide dos indicadores recomendados pela API, para a 
indústria petroquímica, que divide os indicadores em 4 níveis (Tiers): 
• Tier 1: indicador mais lagging, representa os acidentes graves; 
• Tier 2: representa os acidentes de menor gravidade; 
• Tier 3: representa desvios no controlo do processo e nos órgãos de segurança; 
• Tier 4: indicador mais leading, representa a disciplina operacional e de gestão. 
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Figura 26 – Pirâmide de indicadores de segurança do processo da API conforme Recommended 
Practice  RP 754 [42] 
Os indicadores Tier 1 e 2, sendo os mais lagging, são normalmente os que necessitam ser 
comunicados às autoridades competentes, enquanto os 3 e 4 são usados internamente para 
identificar oportunidades de melhorias, sendo portanto mais leading.  
Esta pirâmide baseia-se na pirâmide de acidentes de Heinrich que representa dois conceitos 
básicos [42]: 
• Os acidentes de segurança podem ser distribuídos por uma escala representativa do 
nível de consequências; 
• Acontecem muitos acidentes de pequenas consequências que estão 
proporcionalmente na origem de cada acidente de graves consequências. 
Esta abordagem alerta-nos para a importância de pequenos acontecimentos, que se 
traduzem em Leading Indicators, os quais podem parecer insignificantes, mas que nos dão 
indicações de extrema importância para a previsão e controlo de acontecimentos com grau 
de gravidade superior.  
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5. A SEGURANÇA DO 
PROCESSO NA CENTRAL 
DE CICLO COMBINADO DA 
TAPADA DO OUTEIRO 
Este capítulo incide sobre o estudo das práticas existentes na gestão de segurança do 
processo na Central, passando por uma breve descrição do processo, das práticas e dos 
requisitos legais aplicáveis. 
Por motivos de confidencialidade, alguma da informação sensível ao negócio não pode ser 
apresentada. 
5.1. A CENTRAL 
A Central situa-se em Medas, 20 Km a sudeste do Porto na margem direita do Rio Douro, 
é propriedade da Turbogás, Produtora Elétrica S.A. estando a O&M a cargo da Portugen 
Energia S.A. A localização foi escolhida estrategicamente para satisfazer as necessidades 
de consumo da zona norte do país. 
  80 
A instalação entrou em exploração comercial em 1999 e é a única Central térmica do país 
com capacidade de arranque sem rede (black start). 
A Central foi projetada para funcionamento em carga base, no entanto com a alteração da 
infraestrutura elétrica nacional, nomeadamente com a introdução de novas centrais 
térmicas e o aumento da capacidade instalada de energia renovável, com o funcionamento 
do Mercado Ibérico de Eletricidade (MIBEL) e, mais recentemente com a crise económica, 
o regime de funcionamento da Central alterou-se. Na Figura 27 apresenta-se a evolução do 
fator de utilização desde o início da exploração comercial da Central. 
 
Figura 27 – Evolução do fator de utilização da Central [43] 
O organigrama da Central é apresentado na Figura 28. 
  
  81 
 
Figura 28 – Organigrama da Central [43] 
A operação da Central funciona em regime de laboração contínua com turnos rotativos 
compostos por equipas multidisplinares. Estas equipas asseguram também o Planeamento e 
Manutenção da Central por um período de 6 meses, em ciclos com rotatividade de 3 anos. 
A duração destes ciclos foi ajustada ao longo da vida da Central para atingir o melhor 
compromisso entre descanso da rotina de turnos e eficiência da manutenção. Além desta 
rotatividade, as pessoas são também alocadas, em ciclos de rotatividade de 1 a 3 anos, a 
atividades como o Apoio à Produção e à Engenharia. Esta rotatividade proporciona o 
desenvolvimento de competências técnicas das pessoas, contribuindo para a polivalência 
que foi desde sempre incentivada e valorizada na Central. Esta polivalência permite que as 
equipas de turno realizem intervenções de 1ª linha, que permitem solucionar rapidamente 
problemas que condicionam a disponibilidade da Central, contribuindo para que a Central 
mantenha excelentes resultados ao nível da disponibilidade.  
A execução da manutenção da Central é gerida pela equipa de Planeamento e Manutenção 
e executada em regime de outsourcing através de contratos de manutenção. 
A Central herdou do primeiro acionista, a empresa inglesa Powergen, uma forte cultura de 
segurança e de ambiente que, mesmo após a saída desse acionista, se mantém ao longo da 
vida da Central, pelo que se trabalha sempre com o objetivo de alcançar a excelência ao 
nível de segurança e de proteção ambiental. 
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5.2. O PROCESSO E A TECNOLOGIA 
A Central é composta por 3 grupos de produção de energia elétrica de capacidade de 
330MW cada.  
O processo de produção, de cada grupo, representado esquematicamente na Figura 29, 
consiste num sistema de veio único com uma turbina a gás (GT) de 220MW e uma turbina 
a vapor (ST) de 110MW alimentada por um gerador de vapor de recuperação de calor 
(HRSG). A energia é gerada num alternador (G), à tensão de 21kV, sendo elevada para 
220kV no transformador principal do grupo antes de ser distribuída pela rede elétrica 
nacional através da subestação. 
 
 Figura 29 – Representação esquemática do processo de produção da Central [43] 
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A GT tem capacidade dual fire pois pode ser alimentada a gás natural ou a gasóleo, sendo 
o gasóleo utilizado apenas em caso de emergência da rede, com a alimentação de gás 
natural indisponível. 
O HRSG funciona com 3 níveis de pressão: 
• Alta pressão (HP) a 100 bar; 
• Média pressão (IP) a 30 bar; 
• Baixa pressão (LP) a 4,5 bar. 
A ST, alimentada pelo HRSG, também funciona com 3 níveis de pressão de vapor 
sobreaquecido: 
• HP a 100 bar/556ºC; 
• IP a 30 bar/555ºC; 
• LP a 4,5 bar/230ºC. 
O alternador é arrefecido diretamente a hidrogénio a uma pressão de 4 bar. 
Cada grupo tem ainda sistemas auxiliares de lubrificação e de refrigeração. 
Como sistemas auxiliares gerais, comuns aos 3 grupos de produção, existe a captação de 
água de arrefecimento no rio Douro, a estação de tratamento de água para o processo e os 
sistemas auxiliares elétricos, que incluem 2 geradores diesel de 4MW cada, um gerador de 
vapor auxiliar do tipo pirotubular, tanques de armazenamento de gasóleo e o sistema de 
alimentação de gás natural.  
A Central é controlada por um sistema de comando Central Siemens TXP e T3000 com 
estrutura descentralizada por níveis de controlo, conforme apresentado na Figura 30. 
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Figura 30 – Estrutura do Sistema de controlo Siemens T3000 [44] 
As substâncias utilizadas no processo de produção, classificadas como perigosas de acordo 
com a diretiva Seveso são: 
• Hidrogénio; 
• Gás natural; 
• Gás propano; 
• Gasóleo; 
• Hidrazina; 
• Amónia. 
Desde a construção foram realizadas algumas alterações ao processo, à tecnologia e às 
práticas associadas, para tornar o processo mais seguro, limpo e fiável, por exemplo: 
• Alteração do sistema de tratamento de água para redução de consumo de 
substâncias químicas; 
• Centralização do sistema de fornecimento de hidrogénio para minimizar riscos de 
manuseamento; 
• Upgrade do sistema de controlo Siemens TXP para T3000 (ainda em curso); 
• Upgrade do sistema de deteção de incêndio; 
  85 
• Montagem de um sistema autónomo de armazenamento e bombagem de água para 
o sistema de combate a incêndios; 
• Montagem de sistemas de extinção de incêndio adicionais em salas de quadros 
elétricos e bastidores de sistemas de controlo; 
• Alteração do sistema de queima da turbina a gás para redução de emissões 
atmosféricas; 
• Introdução de práticas e equipamentos para racionalização de consumos de energia 
elétrica e térmica; 
• Criação de alimentações elétricas redundantes para os sistemas de controlo e 
iluminação da sala de comando; 
• Melhoria das condições de estanquicidade e de climatização das salas de quadros 
de alta tensão, média tensão e controlo (ainda em curso); 
• Redução de stocks de segurança de gases e químicos. 
Todas estas alterações foram realizadas com base em recomendações de seguradoras e na 
experiência da utilização da instalação, sempre com o objetivo de minimização de riscos. 
5.3. REQUISITOS LEGAIS E CERTIFICAÇÕES 
5.3.1. LICENÇA AMBIENTAL 
A Central tem uma Licença Ambiental para “Produção de Energia Elétrica” incluída na 
categoria 1.1 do Anexo I do Decreto-Lei nº 173/2008, de 26 de Agosto. A Licença 
Ambiental, renovada em 2010, é válida até 2017. 
A Licença Ambiental, de acordo com a atividade exercida, define os regimes jurídicos 
aplicáveis, apresentados na Tabela 6. 
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Tabela 6 – Regimes jurídicos aplicáveis à atividade exercida na Central [45] 
 
De acordo com o Decreto-Lei nº 178/2003 a Central é classificada como uma Grande 
Instalação de Combustão e de acordo com o Decreto-Lei nº 254/2007, que transpõe 
Diretiva 96/82/CE (Seveso II), a Central encontra-se no Nível inferior de perigosidade 
devido à baixa quantidade de substâncias perigosas existente. 
Também estão referidas na Licença Ambiental as Melhores Técnicas Disponíveis (MTD), 
também conhecidas como Best Available Techniques (BAT), aplicáveis à instalação, 
apresentadas na Tabela 7, estabelecidas no Documento de Referência no âmbito da 
Prevenção e Controlo Integrados da Poluição (PCIP) para aplicação sectorial, Reference 
Document on Best Available Techniques for Large Combustion Plants (BREF LCP) e 
Reference Document on Best Available Techniques for Industrial Cooling Systems (BREF 
CV). 
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Tabela 7 – MTD aplicáveis à instalação [45]  
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Relativamente a prevenção e controlo de acidentes/gestão de situações de emergência, a 
Central deve declarar uma situação de (potencial) emergência, e comunicá-la sempre que 
ocorra uma das seguintes situações: 
• Qualquer falha técnica detetada nos equipamentos de produção ou nos sistemas de 
redução da poluição, passível de se traduzir numa potencial emergência; 
• Qualquer disfunção ou avaria dos equipamentos de controlo ou de monitorização, 
passíveis de conduzir a perdas de controlo dos sistemas de redução da poluição; 
• Qualquer falha técnica detetada nos sistemas de impermeabilização, drenagem, 
retenção ou redução/tratamento de emissões existentes na instalação; 
• Qualquer outra libertação não programada para a atmosfera, água, solo ou coletor 
de terceiros, por outras causas, nomeadamente falha humana e/ou causas externas à 
instalação (de origem natural ou humana); 
• Qualquer registo de emissão que não cumpra com os requisitos da licença 
ambiental. 
A Central tem que reportar à APA qualquer das situações descritas, com a seguinte 
informação: 
• Factos que determinaram as razões da ocorrência da emergência (causas iniciadoras 
e mecanismos de afetação); 
• Caracterização (qualitativa e quantitativa) do risco associado à situação de 
emergência; 
• Plano de ações para corrigir a não conformidade com requisito específico; 
• Ações preventivas implementadas de imediato e outras ações previstas. 
5.3.2. REQUISITOS DA DIRETIVA SEVESO 
Devido à capacidade de armazenamento de Gasóleo a Central esteve sempre a abrangida 
pela Diretiva Seveso desde a versão I até à atual, tendo sido classificada no Nível Inferior, 
tendo que cumprir os seguintes requisitos, resumidamente: 
• Definição da PPAG; 
• Implementação de um Plano de Emergência Interno (PEI) com realização de 
exercícios de simulação; 
• Articulação com Planos de Emergência Externos (PEE); 
• Requisitos de notificação e informação. 
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Com a entrada em vigor da Diretiva Seveso III, a Central irá ser classificada como 
“Estabelecimento de Nível Inferior”, o que não trará alterações significativas às práticas 
existentes. 
5.3.3. CERTIFICAÇÕES 
Na Central existe um sistema de gestão ambiental certificado pela Lloyd’s Register no 
âmbito da ISO 14001 que garante: 
• Redução de custos pela melhoria da eficiência dos processos e, consequentemente, 
redução de consumos, minimização do tratamento de resíduos e efluentes, 
diminuição dos prémios de seguros e minimização de multas e coimas; 
• Redução de riscos, tais como emissões, derrames e acidentes; 
• Vantagens competitivas com a melhoria da imagem da empresa e a sua aceitação 
pela sociedade e pelo mercado; minimização dos riscos dos investidores; 
• Evidência, de uma forma credível, da qualidade dos processos tecnológicos da 
organização, de um ponto de vista de proteção ambiental e de prevenção da 
poluição; 
Existe um sistema de trabalho seguro certificado também pela Lloyd’s Register no âmbito 
da OHSAS 18001, que garante: 
• Minimização do risco para colaboradores e outras partes interessadas; 
• Melhoria do desempenho da organização; 
• Suporte e consolidação de uma imagem de responsabilidade social da organização. 
5.3.4. OUTROS REQUISITOS 
Além dos requisitos legais impostos pela Licença Ambiental, devido à constante 
atualização da legislação, a Central contratou um serviço de suporte para a avaliação da 
aplicabilidade de toda a legislação à atividade exercida, para manter um bom desempenho 
ao nível da conformidade para com os requisitos legais. 
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5.4. PPAG E GESTÃO DE INCIDENTES E CONTINGÊNCIAS 
Na Central é reconhecida a possibilidade da ocorrência de eventos anormais com o 
potencial de influenciar a rotina normal, além de estar também contratualmente obrigada a 
tomar todas as ações razoáveis para garantir que, se a produção for interrompida, ela será 
restabelecida no mais curto espaço de tempo possível. 
Foi estabelecido, portanto, um sistema de gestão de incidentes e contingências cobrindo 
todos os eventos previsíveis para garantir a segurança do pessoal, público e dos 
equipamentos. Este sistema garante que: 
• São tomadas ações apropriadas para proteger os interesses da Turbogás, da 
Portugen e dos acionistas; 
• Os procedimentos adequados existem e são seguidos no caso de um incidente que 
ameace a operação normal da Central; 
• Todo o staff está consciente das suas responsabilidades de acordo com esta Política 
e do seu papel na implementação das Instruções Práticas associadas; 
• Quando a operação normal da Central é interrompida, todos os esforços são 
canalizados para garantir um tempo de interrupção mínimo, mas garantindo sempre 
o cumprimento de todos os requisitos legais e de segurança. 
As Instruções Práticas garantem: 
• As responsabilidades e os canais de comunicação tanto internos como externos são 
claramente identificados; 
• As ações a tomar na Central são geridas para que as atividades comerciais sejam 
protegidas; 
• Todas as ações tomadas são registadas; 
• Toda a documentação relacionada com a gestão de incidentes é arquivada 
adequadamente. 
Adicionalmente, são auditadas as Instruções Práticas e o seu cumprimento incluindo a 
realização periódica de exercícios e testes para confirmar a efetividade de todo o sistema. 
Na Tabela 8 são apresentados alguns dos procedimentos de suporte a Emergências na 
Central. 
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Tabela 8 – Procedimentos de suporte à gestão de incidentes e contingências na Central [43] 
Tipo/Área Título 
P/07 Política de Contingências 
PG/07 Gestão de Incidentes 
IP/07 Plano de Evacuação 
IP/07 Fogo e Explosão 
IP/07 Fatalidade, Ferimentos Graves ou Doença 
IP/07 Grande Derrame de Óleo ou Destilado Leve 
IP/07 Derrame Grave de Produtos Químicos 
IP/07 Fuga de Gases 
IP/07 Comunicação de Incidentes 
Na Central existe um Plano de Segurança Interno para Medidas de Autoproteção de 
Segurança Contra Incêndios em Edifícios conforme a Lei n.º 102/2009, de 10 de setembro. 
Para suportar a atuação em caso de emergência foram criadas Rapid Action Cards onde são 
apresentados, de forma intuitiva e clara, os passos a seguir de acordo com cada situação. 
Existem Rapid Action Cards para cada cenário de emergência, por exemplo: 
• Fogo e explosão; 
• Derrame de substância perigosa; 
• Fuga de substância perigosa; 
• Atos de terrorismo. 
Complementarmente a estes procedimentos existe um PEE, coordenado pela Autoridade 
Nacional de Proteção Civil (ANPC). Na Figura 31 está representado o organigrama do 
PEE. 
Também está em desenvolvimento um Plano de Segurança de Operador de Infraestrutura 
Crítica (PSOIC) pois, devido à importância estratégica da instalação, é considerada uma 
infraestrutura crítica conforme o Decreto-Lei 62/2011, o qual transpôs para o quadro 
jurídico nacional a Diretiva 2008/114/CE. O diploma define procedimentos relativos à 
identificação e designação de infraestruturas críticas europeias, estabelece a 
obrigatoriedade de elaboração de planos de segurança por parte dos operadores e determina 
a existência de planos de segurança externos, da responsabilidade das forças de segurança 
e da proteção civil. Embora vocacionado para as infraestruturas críticas europeias dos 
sectores do transporte e da energia, o Decreto-Lei 62/2011 prevê igualmente a aplicação 
dos mesmos procedimentos às infraestruturas críticas nacionais. 
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Os objetivos gerais do PSOIC são: 
• Assegurar a integridade das operações e a segurança dos ativos da infraestrutura 
crítica, diminuindo os danos e prejuízos; 
• Assegurar que as estruturas organizacionais, processos e procedimentos apoiam a 
direção de um incidente de forma efetiva, permitindo unidade de propósito através 
da coordenação e integração dos procedimentos através dos vários níveis 
intervenientes; 
• Melhorar a eficiência e a rapidez de atuação, diminuindo o tempo necessário para 
controlar um incidente e para retomar as condições normais de exploração, em 
condições seguras; 
• Dispor, para uma fácil e rápida consulta, de toda a documentação útil e necessária, 
incluindo a relação de meios humanos, físicos e outros, que sejam necessários para 
lidar com um incidente. 
Os objetivos específicos do PSOIC são: 
• Identificar os riscos potenciais e as ameaças prováveis de ocorrerem; 
• Estabelecer o enquadramento de funções e responsabilidades para lidar com um 
incidente;  
• Determinar as capacidades e os equipamentos necessários para lidar com os 
incidentes definidos; 
• Definir os procedimentos a manter antes, durante e após a ocorrência de um 
incidente; 
• Listar as entidades externas de apoio; 
• Aumentar a eficácia e eficiência da sensibilização, da formação e do treino. 
Estes objetivos são aplicados a duas componentes, Safety e Security. 
Na Central existe também um sistema de controlo de acessos para em qualquer momento 
ser possível identificar quantas pessoas estão presentes na instalação. O acesso à Central é 
controlado de forma automática após validação da portaria principal, com funcionamento 
permanente.  
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Figura 31 – Organigrama de emergências da Central [43]  
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5.5. SEGURANÇA 
Todos os trabalhos realizados na Central são alvo de uma avaliação de risco, após 
definição do método de trabalho, e autorizados de acordo com as regras de segurança 
elétricas e mecânicas da Central 
Todos os trabalhos com libertação de calor estão sujeitos a uma avaliação específica onde 
são considerados os riscos associados a essa atividade. 
O processo de nomeação de pessoas, de acordo com as responsabilidades a assumirem, é 
formal e realizado pelo Diretor da Central. 
Para trabalhar na Central é exigida, a todas as pessoas que prestam serviço, a formação em 
Passaporte de Segurança, ou equivalente, cujos conteúdos programáticos são apresentados 
na Tabela 9. 
O objetivo deste requisito é garantir que as pessoas que trabalham na Central valorizam a 
adoção de atitudes pró-ativas de segurança que permitam a melhoria da qualidade do 
trabalho e a diminuição de acidentes nos estaleiros ou instalações, identifiquem situações 
de risco relativas às características dos equipamentos, substâncias e operações / tarefas 
profissionais a desenvolver e aplicam os princípios gerais de segurança, de prevenção e de 
proteção, respeitando as sinalizações e procedimentos de segurança, bem como, as regras 
de utilização dos equipamentos de trabalho, de proteção e de acesso/permanência nos 
estaleiros e instalações. 
Todas as práticas de segurança, para operação e manutenção, são suportadas por 
Procedimentos de Gestão e por Instruções Práticas, apresentados na Tabela 10. 
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 Tabela 9 – Conteúdos programáticos da formação em Passaporte de Segurança [46] 
 
 
  
  96 
Tabela 10 – Procedimentos de suporte à Segurança na Central [43] 
Tipo/Área Título 
P/05 Política de Saúde e Segurança 
P/05 Estratégia de gestão Saúde e segurança 
PG/05 Sistema de Trabalho em Segurança 
PG/05 Saúde Ocupacional 
IP/05 Regras de Segurança (Radiológica) 
IP/05 Comutação em Alta Tensão 
IP/05 Ligação à Terra dos Aparelhos de AT 
IP/05 Sistemas de Cabos 
IP/05 Demarcação das Áreas Nas Subestações 
IP/05 Acesso a Compartimentos e Estruturas de AT 
IP/05 Equipamentos de Acesso, Gruas e Objetos Longos nas Subestações 
IP/05 Testes de Aparelhos de Alta Tensão 
IP/05 Aparelhos Baixa tensão 
IP/05 Sistema de escovas de máquinas rotativas AT 
IP/05 Componentes da Caldeira sob Pressão, Recipientes e Tubagem sob Pressão 
IP/05 Passagens de Gases da Caldeira, Chaminés, Câmaras de Combustão e Condutas de Gás 
IP/05 Máquinas contendo Hidrogénio 
IP/05 Trabalho em ou nas Proximidades Imediatas de Sistemas de Gás Natural 
IP/05 Sistemas de Proteção contra Incêndios 
IP/05 Espaços Confinados Gerais 
IP/05 Tuneis de Cabos e Galerias 
IP/05 Gestão de Riscos não Especificados nas Normas de segurança 
IP/05 Escavações na Central e Sistemas Subterrâneos 
IP/05 Trabalhos em baterias e sistemas de baterias 
IP/05 Guia para Aplicação das Normas de Segurança da Portugen 
IP/05 Implementação das Normas de Segurança 
IP/05 Nomeação de Pessoas 
IP/05 Inclusão ou Remoção de Equipamento e Aparelhos do Sistema 
IP/05 Precauções no uso de gases 
IP/05 Trabalho em ou perto da Agua 
IP/05 Despressurização, Inertização, Enchimento e Pressurização do Sistema Gás Natural 
IP/05 Trabalhos Aprovados em Áreas Classificadas - ATEX 
IP/05 Gestão de Áreas Classificadas ATEX 
IP/05 Sistemas de Água e Controlo de Riscos para a Saúde 
  
  97 
Mensalmente é realizada a análise dos indicadores de segurança para monitorizar o 
desempenho a este nível. 
Para discussão de questões relacionadas com Segurança e Ambiente existe um Fórum que 
reúne pessoas de várias áreas da Central. 
5.6. OPERAÇÃO 
A Central é operada para maximizar o benefício comercial definido no plano de negócios: 
• Tendo em conta a segurança; 
• Com o devido respeito pelo meio ambiente; 
• Dentro das limitações técnicas; 
• Protegendo a integridade a curto e longo prazo; 
• Dentro dos requisitos da lei. 
Além disso, a Central é operada, de acordo com as boas práticas da indústria, tendo em 
vista: 
• Minimização de manutenção não programada; 
• Maximizar a disponibilidade; 
• Maximizar a fiabilidade e a vida da Central. 
Na Tabela 11 são apresentados alguns dos procedimentos operacionais existentes na 
Central. 
Além da operação remota dos equipamentos, o estado da instalação é acompanhado por 
rondas. As anomalias detetadas durante as rondas, caso seja possível, serão corrigidas 
imediatamente após avaliação de segurança. As anomalias que não sejam de resolução 
imediata serão tratadas pela equipa de Planeamento/Manutenção.  
Toda a informação relacionada com aspetos operacionais é registada na aplicação chamada 
Operations Shift Log (OSL), cujo aspeto pode ser observado na Figura 32. Neste registo 
existe informação de aquisição automática, como o arranque e paragem dos grupos de 
produção, e informação de introdução manual, como falhas, anomalias ou outros aspetos 
relevantes para a operação. Toda esta informação é passada entre equipas durante a 
“passagem de turno” para que todas as pessoas saibam exatamente qual o estado da 
instalação. 
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Existe também um registo de limitações operacionais onde são inseridas precauções 
extraordinárias para operar os equipamentos, devido a qualquer anomalia temporária, para 
garantir a operação em segurança. Estas limitações operacionais normalmente são 
suportadas por Instruções Operacionais com detalhes sobre as ações a implementar em 
cada caso. 
Para discussão de questões relacionadas com a Operação existe um Fórum que reúne os 
responsáveis pela supervisão de Operação. 
Tabela 11 – Procedimentos operacionais na Central [43] 
Tipo/Área Título 
P/10 Política de Operação e Manutenção 
IP/10 Operação do Desgaseificador LCA 
IP/10 Verificação dos Sistemas QCA e QCD 
IP/10 Comutação de Alimentação ao Barramento 00BCC 
IP/10 Arrefecimento Forçado da Turbina a Vapor 
IP/10 Medidas de Proteção aos Filtros PAA 
IP/10 Arranque e Paragem da Caldeira Auxiliar 
IP/10 Drenagem dos Sistemas Água Vapor 
IP/10 Arrefecimento da turbina a vapor à carga máxima 
IP/10 Despressurização da Caldeira 
IP/10 Despressurização e Inertização do Gerador 
IP/10 Enchimento e Pressurização do Gerador 
IP/10 Descarga de Acido Clorídrico 
IP/10 Descarga de Soda Caustica 
IP/10 Enchimento TQ Soda Caustica Diluída 
IP/10 Enchimento TQ Hidrazina Diluída 
IP/10 Enchimento TQ Amónia Diluída 
IP/10 Descarga de Gasóleo 
IP/10 Teste às Válvulas TV (TAT) 
IP/10 Testes dos díeses de Arranque de Emergência 
IP/10 Teste das Bombas de Espumífero 
IP/10 Teste das Bombas de Incêndio 
IP/10 Teste das Válvulas do Separador de Óleo 
IP/10 Arranque de Equipamentos em standby 
IP/10 Teste aos Chuveiros e Lava-Olhos 
IP/10 Teste dos Alarmes e Telefones de Emergência 
IP/10 Inspeção e Verificação Diária das Condições de Funcionamento dos Equipamentos 
IP/10 Controlo de Acessos a Áreas Classificadas ATEX 
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Figura 32 – Aspeto da aplicação de registo de informação operacional [43] 
5.7. MANUTENÇÃO 
A manutenção dos ativos da Central tem como objetivo: 
• Assegurar que a Central está numa condição segura para a operação; 
• Assegurar a proteção necessária do meio ambiente; 
• Garantir que a Central está numa condição satisfatória para as necessidades 
operacionais de curto prazo (disponibilidade imediata, fiabilidade e eficiência). 
As atividades de manutenção são realizadas: 
• De forma segura e com o devido respeito pelo meio ambiente; 
• Com os padrões de qualidade adequados; 
• Minimizando o impacto comercial através da indisponibilidade da Central (duração 
da manutenção). 
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Na Central, a integridade dos equipamentos é gerida da seguinte forma: 
• Avaliação: 
o Baseada no Plant Status Review; 
o Requisitos legais; 
o Requisitos de engenharia do acionista; 
o Baseada nas recomendações dos fabricantes; 
o Tabela de riscos de Engenharia, baseada na integridade, fiabilidade, 
eficiência, segurança, impacto ambiental e longevidade dos equipamentos 
o Informação da condição de equipamentos. 
• Planeamento do programa de trabalhos: 
o Revisão do programa de manutenção de rotina (executada com os grupos 
em serviço); 
o Revisão do programa de trabalhos em paragens (executados com os grupos 
fora de serviço); 
o Revisão das necessidades orçamentais, recursos e aprovisionamentos. 
 
• Implementação: 
o Atribuição de responsabilidades e recursos; 
o Execução da manutenção de rotina; 
o Execução de manutenção corretiva; 
o Execução de manutenção em paragens; 
o Formação de competências; 
o Comunicação; 
o Documentação. 
• Verificações e correções diárias; 
• Controlo de alterações e modificações; 
• Auditoria; 
• Revisão de Gestão. 
Todo o sistema de gestão de Manutenção na Central é gerido pelo software Maximo, 
ilustrado na Figura 33, cuja base de dados tem o inventário de equipamentos da Central, 
bem como todas as peças necessárias para a manutenção, e gere todas as atividades de 
manutenção de rotina de acordo com o fluxograma apresentado na Figura 34. 
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A manutenção dos principais equipamentos da Central, o turbo-grupo e os sistemas de alta 
tensão, são assegurados por um contrato de manutenção de longo termo com o fabricante 
que realiza a manutenção planeada de acordo com os parâmetros recomendados. 
 
Figura 33 – Aspeto do software de gestão da manutenção “Maximo” [43] 
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Figura 34 – Fluxograma de funcionamento da gestão da manutenção “Maximo” [43] 
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5.8. ENGENHARIA E INTEGRIDADE MECÂNICA 
A Engenharia suporta as práticas de operação e manutenção, aplicando conhecimentos 
técnicos adicionais para assegurar a integridade dos equipamentos, garantindo que o 
equipamento e controlo do processo estão em condições satisfatórias de modo a cumprir 
parâmetros operacionais expectáveis e que estão adequadamente protegidos contra 
condições operacionais anormais, com o objetivo de: 
• Garantir a segurança das pessoas; 
• Prevenir impactos ambientais; 
• Evitar danos nos equipamentos; 
• Minimizar as perdas de produção; 
• Assegurar que, no longo prazo, a Central cumpre os objetivos de disponibilidade, 
fiabilidade e eficiência; 
• Assegurar a integridade comercial e técnica de modificações ao equipamento; 
• Minimizar os custos de manutenção, mantendo os requisitos operacionais e de vida 
do equipamento; 
• Cumprir todos os requisitos legais destinados a manter uma adequada integridade 
dos equipamentos; 
• Gerir riscos de danos significativos para os bens da empresa ou interesses 
comerciais; 
• Manter registos e relatórios apropriados de engenharia; 
Na Tabela 12 são apresentados alguns dos procedimentos de suporte à gestão da 
Integridade dos Equipamentos na Central. 
As estratégias de manutenção, de garantia da integridade do equipamento e de aquisição de 
peças de reserva críticas são baseadas numa análise de riscos técnicos da Central que faz 
parte do Plant Status Review, que também é utilizada para analisar o risco da continuidade 
do negócio e para decidir sobre o Capital Expediture (CAPEX) definido no Plano de 
Negócio.  
Essa análise é realizada com base em: 
• Disponibilidade; 
• Eficiência; 
• Vida restante; 
• Segurança e Ambiente; 
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• Requisitos legais; 
• Experiência. 
Os riscos técnicos estão divididos nas seguintes áreas: 
• Caldeiras e seus componentes; 
• Turbinas e sistemas auxiliares; 
• Aparelhos elétricos; 
• Sistemas de controlo e instrumentação; 
• Estruturas de civil; 
• Ambiente. 
Tabela 12 – Procedimentos de suporte à Integridade dos Equipamentos na Central [43] 
Tipo/Área Título do Procedimento 
IP/02 Manutenção e Teste de Equipamento de Proteção Contra Sobre Velocidade de Turbinas 
IP/02 Gestão de Parafusos de Alta Temperatura 
IP/02 Gestão de Testes Não Destrutivos 
IP/02 Teste de proteção da Turbina a Vapor contra ingresso de água e refluxo de vapor 
IP/02 Monitorização de vibrações em grupos Turbo Geradores 
IP/02 Vida Restante de Componentes de Alta Temperatura 
IP/02 Controlo Químico de Água e Caldeiras 
IP/02 Integridade de Tubagem e Soldaduras de Alta Temperatura 
IP/02 Integridade de Corpos de Turbinas de Alta e Média Pressão 
IP/02 Manutenção dos Óleos de Lubrificação e Controle das TG e TV 
IP/02 Integridade de Rotores de Turbinas a Vapor 
IP/02 Manutenção de Sistemas de Deteção de gás 
IP/02 Gestão de Equipamentos sob Pressão 
IP/02 Testes de Válvulas de Segurança 
IP/02 Selagem de Fugas em Carga 
IP/02 Intervenção em Instrumentação com Grupos em carga 
IP/02 Preparação e Inspeção para Testes Hidráulicos 
IP/02 Procedimento teste hidráulico caldeira auxiliar 
IP/02 Manutenção dos Sistemas e Aparelhos Elétricos 
IP/02 Integridade de Engenharia Civil 
IP/02 Integridade de Tanques de Armazenagem 
PG/02 Gestão de Modificações de Equipamento e “Software” de Controlo 
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5.9. GESTÃO DAS MODIFICAÇÕES 
Qualquer alteração ao processo ou à tecnologia usados, está sujeita a um procedimento 
específico que define todos os passos de aprovação, implementação e comissionamento 
para garantir que a alteração é realizada em conformidade e que todas as pessoas 
envolvidas na operação e manutenção conhecem a alteração e têm a formação necessária, 
caso aplicável. 
Existe um formulário de comunicação de não conformidades de equipamentos e sistemas 
elétricos e de controlo, chamado Registo de Não Conformidade Técnica (RNCT), que é 
usado para comunicar inconsistências entre a instalação e a documentação existente, ao 
nível de características, diagramas ou identificação.  
As modificações temporárias ao nível do controlo do processo estão também sujeitas a um 
processo formal de aprovação, com o objetivo de avaliar o seu impacto e de serem 
rastreáveis. 
5.10. ESTRUTURA E GESTÃO DOCUMENTAL 
Na Central todas as práticas e princípios aplicáveis à atividade estão descritas em 
documentos internos. Todos os documentos estão agrupados por áreas, conforme ilustrado 
na Figura 35.  
 
Figura 35 – Áreas de agrupamento de documentação [43] 
  
  106 
Cada área é suportada por uma Política (P) que origina os Procedimentos de Gestão (PG) 
que definem as orientações gerais para aplicação. Com base nos PG s são elaboradas as 
Instruções Práticas (IP) que operacionalizam todo o funcionamento da área. Esta estrutura 
está ilustrada na Figura 36, com o exemplo da organização de alguma documentação da 
área 07, relativa a Gestão de Incidentes. 
 
Figura 36 – Estrutura de documentação em cada área [43] 
No apoio a qualquer sistema de gestão deve estar um sistema de controlo de documentação 
que garanta a eficácia da consulta da informação, permitindo o fácil acesso à 
documentação e a utilização da documentação atualizada. Para garantir essa eficácia, a 
Central utiliza a aplicação Archiever da IBM integrada no software Lotus Notes, ilustrado 
na Figura 37. Nesta aplicação todos os procedimentos são apresentados na sua versão mais 
recente e permite a inserção de notas para alterar o procedimento na sua próxima revisão. 
O fluxograma de gestão dos procedimentos está representado na Figura 38. Também os 
processos de auditorias são geridos por esta aplicação. 
 
Figura 37 – Aspeto do software de gestão da documental “Archiever” [43] 
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Figura 38 – Fluxograma de gestão de documentos [43] 
5.11. AUDITORIAS INTERNAS 
Na Central existe um sistema de auditorias internas na área de segurança e ambiente. Estas 
auditorias são periódicas e visam identificar aspetos de melhoria nos sistemas de gestão da 
segurança e de ambiente. O fluxograma do sistema de auditorias está representado na 
Figura 39. 
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Figura 39 – Fluxograma de gestão de auditorias internas [43] 
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6. AVALIAÇÃO DA GESTÃO 
DA SEGURANÇA DO 
PROCESSO NA CENTRAL 
DE CICLO COMBINADO DA 
TAPADA DO OUTEIRO 
Após apresentação de várias orientações para sistemas de gestão de segurança do processo 
e descrição resumida do funcionamento organizacional da Central, neste capítulo será 
efetuada a avaliação da gestão da segurança do processo da Central. A avaliação será 
realizada apenas aos requisitos aplicáveis à instalação, sem entrar em requisitos aplicáveis 
a entidades externas com responsabilidades sobre este tema. 
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6.1. AVALIAÇÃO DA GESTÃO DA SEGURANÇA DO PROCESSO NA CENTRAL 
Antes de iniciar a avaliação conforme os requisitos legais, realiza-se uma aproximação à 
análise de barreiras básicas existentes para a prevenção de acidentes graves. 
As barreiras existentes são as seguintes: 
• Desenho do processo: executado conforme códigos e normas aplicáveis, BAT’s e 
tecnologia state of the art; 
• Fiscalização da construção: realizada por empresa com experiência na atividade; 
• Controlo automático: garantido pelo sistema de controlo e todas as proteções dos 
sistemas; 
• Supervisão do processo: executado conforme procedimentos e práticas 
operacionais; 
• Dispositivos de alívio de segurança: operados e mantidos conforme recomendação 
dos fabricantes e requisitos legais de Equipamento Sob Pressão (ESP’s); 
• PEI: garantido pelos procedimentos internos de emergência; 
• PEE: garantido pela ANPC em articulação com a Central. 
Após a breve avaliação das barreiras básicas existentes para a prevenção de acidentes 
graves, apresenta-se a avaliação da Gestão da Segurança do Processo na Central em 
detalhe. Para esta avaliação serão utilizados os requisitos da Diretiva Seveso III, de 
aplicação obrigatória a partir de 1 de Julho de 2015, e da Norma OSHA3132, de aplicação 
opcional não obrigatória. A avaliação é realizada com o conhecimento dos processos 
internos, baseado na experiência do autor, e em entrevistas aos responsáveis de área da 
Central. 
A avaliação, com as respetivas evidências, é apresentada na Tabela 13. 
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Tabela 13 – Avaliação da Gestão da Segurança do Processo na Central  
Requisito Referência Evidência 
PPAG Seveso III 
 
 Política de segurança 
 
Política de Prevenção de Acidentes Graves 
 Objetivos específicos 
 
Objetivos Ambientais Anuais 
 Sensibilização 
 
Passaporte de Segurança 
Indução de segurança 
Fórum de Segurança e Ambiente 
Relatório de Segurança Seveso III 
OHA3132 N/A 
Organização e pessoal Seveso III 
OSHA 3132  
 Funções e responsabilidades 
 
IP/ Nomeação de Pessoas 
 Formação 
 
Plano de formação anual 
 Participação dos colaboradores 
e subcontratados 
 
Reuniões de segurança  
Simulacros 
Identificação e avaliação dos 
perigos de acidentes graves 
Seveso III 
OSHA3132  
 Identificação dos perigos de 
acidentes graves 
 Procedimentos da área 07 
 Avaliação da probabilidade de 
ocorrência dos acidentes e sua 
gravidade 
 
Procedimentos da área 07 
Controlo da exploração Seveso III 
OSHA3132  
 Procedimentos para 
funcionamento em condições de 
segurança 
 
Regras de Segurança 
Procedimentos da área 05 e área 10 
 Gestão e controlo dos riscos 
associados ao envelhecimento 
da instalação e corrosão 
 
Plant Status Review 
Rotinas de manutenção 
Procedimentos da área 02 
 Inventário do equipamento 
 
Sistema de Gestão de Manutenção Maximo 
Manuais dos equipamentos 
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Requisito Referência Evidência 
 Estratégia e metodologia para 
controlo de estado do 
equipamento 
 
Procedimentos da área 02 
Rotinas de manutenção 
Plant Status Review 
 Rastreio de contramedidas 
 
Software de manutenção Maximo 
Gestão das modificações Seveso III 
OSHA3132  
 Procedimentos para 
planeamento de modificações 
ou introdução de novo 
equipamento 
 
PG/ Gestão das Modificações 
Planeamento de emergências Seveso III 
OSHA3132  
 Procedimentos para identificar 
emergências previsíveis 
 Procedimentos da área 07 
 Procedimentos para preparar, 
testar e rever planos de 
emergência 
 
Procedimentos da área 07 
 Formação específica a todo 
pessoal, incluindo 
subcontratados 
Seveso III 
OSHA3132 
Plano de formação 
IP/ Nomeação de Pessoas 
Monitorização do desempenho Seveso III 
 
 Procedimentos para avaliação 
contínua dos objetivos fixados 
na PPAG e correção do não 
cumprimento 
 
Objetivos Ambientais Anuais 
 Indicadores de desempenho 
 
Indicadores de segurança ocupacional 
Auditoria e revisão 
Seveso III 
OSHA3132  
 Procedimentos de avaliação 
periódica da PPAG e da 
eficácia do SGS 
 
Objetivos Ambientais Anuais 
 Revisão documentada do 
desempenho da PPAG e o SGS 
 Objetivos Ambientais Anuais 
Procedimento de trabalhos com 
libertação de calor 
OSHA 3132 IP/ Trabalhos a Quente 
Investigação de acidentes 
OSHA 3132 
 Relatórios de incidente 
  
  113 
6.2. CONCLUSÕES DA AVALIAÇÃO E OPORTUNIDADES DE MELHORIA  
Da avaliação da Gestão da Segurança do Processo na Central conclui-se que existe um 
sistema consistente que assegura o cumprimento dos requisitos legais, suportado pelas boas 
práticas existentes, conforme a transcrição da mensagem do Presidente do Conselho de 
Administração da Turbogás, no Relatório e Contas 2013: 
“Mais uma vez, esta meta só foi alcançada devido ao compromisso de toda a 
organização e das entidades que nos prestam os seus serviços. 
Vivemos tempos de mudança e apraz-me ver que os colaboradores da Turbogás e 
da Portugen têm sempre conseguido enfrentar essas mudanças e adaptar-se por 
forma a fazer com que estas empresas tenham um elevado nível de desempenho. 
Estou confiante que estamos preparados para enfrentar os próximos anos e 
continuar a manter o mesmo nível de desempenho como até aqui.” 
6.2.1. PONTOS FORTES 
Na organização identificam-se os seguintes pontos fortes: 
• Procedimentos bem definidos para a gestão da segurança e ambiente; 
• Compromisso com as práticas de segurança e de proteção do ambiente; 
• Cultura de segurança; 
• Sistema de trabalho seguro; 
• Controlo documental robusto; 
• Requisitos de contratação de serviços adequados aos requisitos legais e melhores 
práticas.  
Estes pontos fortes garantem, conforme os resultados comprovam, o funcionamento de um 
Sistema de Gestão de Segurança do Processo robusto e eficaz. 
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6.2.2. OPORTUNIDADES DE MELHORIA 
Como em qualquer outro sistema de gestão, existem algumas oportunidades de melhoria. 
De seguida são apresentados as oportunidades de melhoria identificadas. 
6.2.2.1. ESTRUTURA DOCUMENTAL 
Na estrutura documental da Central deveria existir uma área específica relacionada com a 
Segurança do Processo, para tornar mais evidente a sua aplicação, visto que os 
procedimentos estão muito direcionados para Segurança Ocupacional e Ambiente, por 
outras palavras, é necessário tornar a Segurança do Processo num assunto evidente. 
Um dos pontos que também pode ser melhorado é a gestão de informação técnica que se 
encontra dispersa pela rede informática. Esta melhoria está já em curso com o 
desenvolvimento de uma plataforma de gestão documental, ilustrada na Figura 40.  
 
 
Figura 40 – Ilustração do sistema de gestão documental em desenvolvimento [43] 
Para melhorar a organização e pesquisa da informação também poderia ser revista a 
estrutura dos Procedimento de Gestão e das Instruções Práticas, pois existem situações em 
que é encontrada informação duplicada em procedimentos, não acrescentando valor ao 
conteúdo. 
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6.2.2.2. PRÁTICAS OPERACIONAIS 
Para agilizar a atuação em caso de emergência sugere-se o desenvolvimento de 
procedimentos operacionais de emergência para sistemas críticos. 
Foi já realizada uma primeira abordagem a este trabalho, seria importante garantir a sua 
realização que trará informação essencial para a atuação em caso de emergência. 
O desenvolvimento destes procedimentos operacionais, ao ser realizado pelas pessoas que 
operam a Central, permite também a reciclagem e atualização do conhecimento, 
funcionando de forma eficaz como um processo de auto-formação e de dinamização da 
discussão dos aspetos operacionais, para manter a excelência operacional que se tem 
praticado ao longo da vida da Central. 
6.2.2.3. INSTRUÇÕES PRÁTICAS OPERACIONAIS E DE CONTINGÊNCIAS 
As Instruções Práticas que suportam tanto a Operação como a Segurança deveriam ser 
revistas para a sua consulta ser simplificada, visto atualmente serem muito descritivas em 
vez de intuitivas, além de conterem informação considerada relevante apenas para os 
Procedimentos de Gestão. 
6.2.2.4. SISTEMAS DE CONTROLO 
Relativamente aos sistemas de controlo, seria relevante desativar alguns alarmes 
“parasitas” que não acrescentam valor à operação, com o objetivo de credibilizar 
efetivamente os alarmes sinalizados. 
6.2.2.5. INTEGRIDADE DOS EQUIPAMENTOS 
Devido à idade da instalação, bem como à alteração do fator de utilização, devem ser 
revistos os procedimentos de avaliação de integridade mecânica da instalação, incluindo, 
por exemplo, a introdução da verificação de tubagens em aço ao carbono sujeitas ao 
fenómeno de corrosão sob o isolamento (CUI) e a avaliação da fadiga dos sistemas sob 
pressão. 
Atualmente já estão a ser utilizadas algumas técnicas avançadas de controlo de integridade 
mecânica como o Guided Wave Testing (GWT) e as Emissões Acústicas para avaliação da 
integridade dos equipamentos. 
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Também deveria ser ponderada a subscrição de artigos técnicos da especialidade que 
transmitem informação extremamente importante baseada em estudos e na experiência de 
outras instalações. Esta informação permite agir antecipando potenciais problemas de 
integridade dos equipamentos. 
Com as ferramentas de manutenção preditiva existentes poderiam ser criadas rotinas de 
análise térmica a equipamentos que, com a formação adequada, poderiam ser executados 
com recursos internos. 
Outra das melhorias ao nível da manutenção preditiva seria o aumento da frequência de 
análises aos sistemas de óleo essenciais, incidindo principalmente sobre a presença de 
partículas, que forneceriam dados sobre a evolução do desgaste dos equipamentos. 
6.2.2.6. GESTÃO DAS MODIFICAÇÕES 
Para controlar o sistema de gestão de modificações poderiam ser implementadas auditorias 
ao sistema de gestão de modificações. 
Também poderia ser aumentada a frequência de verificação das simulações temporárias 
existentes para manter maior controlo sobre estas. 
6.2.2.7. FORMAÇÃO 
Devido à alteração do fator de utilização da Central poderia ser adaptado o plano de 
formação, proporcionando formação de reciclagem em operação e em atividades 
relacionadas, como por exemplo em simulador de manobras em alta tensão. 
É também importante dinamizar a auto-formação para que as pessoas se mantenham 
atualizadas. Também existe a oportunidade de realizar formação interna utilizando o 
conhecimento específico e especialização das pessoas. 
Também pode ser melhorada a monitorização contínua da condição dos equipamentos 
formando as pessoas para a aplicação de técnicas como a termografia 
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6.2.2.8. FATORES HUMANOS 
Devido à alteração do fator de utilização da Central e ao envelhecimento das pessoas, é 
essencial minimizar o impacto do regime de turnos nas pessoas, para que sejam garantidas 
as suas condições física e psicológica, essenciais para o desempenho da sua função, 
exigente por natureza. 
Atualmente está a ser planeado um período experimental de trabalho por turnos com uma 
sequência de rotação diferente, para testar se tem menor impacto na alteração do ciclo 
circadiano que a atual. 
Uma das alternativas que poderá ser também testada é a distribuição equitativa dos 
períodos de turno, que atualmente sobrecarrega o horário noturno que, de acordo com a 
experiência pessoal, é o mais cansativo e, muitas vezes, o mais exigente ao nível de 
volume de trabalho e de concentração. 
Também é possível alterar a rotina normal de execução de tarefas operacionais, para 
reduzir a carga de trabalho do turno noturno. O tempo de trabalho do turno noturno poderá 
ser direcionado para a realização de intervenções essenciais ao bom funcionamento da 
instalação. 
É fundamental minimizar o impacto do trabalho por turnos rotativos para que seja 
maximizado o estado de vigília e concentração das pessoas em qualquer ocasião do dia, 
pois a Central tem laboração contínua. 
6.2.2.9. FERRAMENTAS E EQUIPAMENTOS 
Para garantir que os trabalhos são realizados sempre de acordo com os procedimentos 
internos e com as melhores práticas, é necessário realizar algum investimento em 
ferramentas especiais para trabalhos em zonas potencialmente explosivas. Na sequência 
deste projeto está a ser já realizado um levantamento das ferramentas necessárias para 
submeter o investimento a aprovação. 
Também pode ser realizado algum investimento em ferramentas de controlo de condição 
de equipamentos, como por exemplo em aparelhos de termografia, que poderiam ser 
utilizados pelas pessoas da Central com formação adequada.  
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6.2.2.10. APROVISIONAMENTOS 
Ao nível dos aprovisionamentos, deveria ser melhorado o controlo de qualidade na 
aquisição de peças de substituição e deveria ser aumentado o nível de exigência na 
apresentação dos certificados de qualidade/conformidade no momento da consulta ao 
mercado. Ao nível dos inventários, poderia ser feita uma revisão à especificação do 
material, principalmente aos utilizados nos sistemas críticos, pois, em alguns casos, é 
ambígua, existindo o risco de ser fornecido material que não corresponda às exigências da 
aplicação. 
Também poderia ser realizada uma revisão aos materiais utilizados na manutenção devido 
ao aparecimento de novos materiais no mercado, alguns com melhor desempenho que os 
tradicionais. 
6.2.2.11. ANÁLISE DE CRITICIDADE ONLINE 
Para identificar os sistemas críticos poderia ser realizada uma análise HAZOP ao processo 
da Central para identificar possíveis melhorias a implementar. 
Os principais sistemas a analisar, considerando o desenho, a instrumentação crítica, o 
sistema de controlo, os dispositivos de proteção e os sistemas de alarme, seriam: 
• Alimentações de emergência; 
• Sistemas de combate a incêndio; 
• Sistemas elétricos de alta tensão; 
• Sistemas de vapor de alta pressão; 
• Turbinas; 
• Geradores; 
• Sistema de lubrificação vitais; 
• Sistemas de proteção ambiental. 
Após identificação dos sistemas e componentes críticos, recorrendo ao software de Gestão 
da Manutenção Maximo, ou até do sistema de controlo do processo, poderiam ser 
desenvolvidos estados de referência para os principais equipamentos, calculados em 
função da quantidade e tipo de anomalias existentes, que permitiriam definir o estado de 
segurança a todo o momento, suportando as prioridades de intervenção. A classificação de 
cada tipo de anomalia poder-se-ia basear nos critérios apresentados em 6.2.2.13. 
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6.2.2.12. COMUNICAÇÃO E SENSIBILIZAÇÃO 
Para melhorar a comunicação poderia ser melhorada a aplicação de classificação dos 
eventos operacionais no OSL, conforme a sua importância, para aumentar a eficácia da 
passagem de informação entre turnos, quer diariamente, quer após o período de folgas. 
Para melhorar a sensibilização para os aspetos operacionais e de emergência o Fórum de 
Operação poderia ser realizado com maior frequência, para discussão das dificuldades 
operacionais associadas ao regime operacional atual. 
6.2.2.13. INDICADORES 
Para ser possível avaliar a tendência da evolução dos acontecimentos importantes para a 
Segurança do Processo podem ser adotados indicadores, que devem ser analisados numa 
base temporal. 
Com base na API RP 754, os indicadores podem ser agrupados por níveis de criticidade, 
conforme descrito de seguida. 
Os dados para os indicadores de Nível 4 podem ser os seguintes: 
• Falhas de instrumentos; 
• Falsos alarmes; 
• RNCT’s não concluídos. 
. Os dados para os indicadores de Nível 3 podem ser os seguintes: 
• Falhas de redundância, agrupados por tipo de causa; 
• Disparos, agrupados por tipo de causa; 
• Processos de modificação não concluídos; 
• Simulações temporárias; 
• Alarmes inibidos; 
• Falhas em sistemas de deteção e combate a incêndio; 
• Falhas em detetores de fugas de gases. 
. Os dados para os indicadores de Nível 2 podem ser os seguintes: 
• Fugas controladas de produtos perigosos; 
• Princípio de incêndio.  
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. Os dados para os indicadores de Nível 1 podem ser os seguintes: 
• Fugas descontroladas de produtos perigosos; 
• Incêndio descontrolado; 
• Explosão. 
A frequência de análise deve ser adaptada à frequência que seja considerada suficiente para 
acompanhar a evolução dos acontecimentos, de acordo com a experiência. 
Com uma frequência semanal podem ser analisados os seguintes indicadores:  
• Nível 4; 
• Nível 3. 
Com uma frequência mensal podem ser analisados os seguintes indicadores:  
• Nível 2; 
• Nível 1. 
Para gerir estes indicadores foi desenvolvida, na sequência deste projeto, uma folha de 
cálculo em MSExcel, com os indicadores ilustrados nas Tabelas 14, 15 e 16, onde são 
introduzidos os dados com a frequência recomendada. Esses indicadores podem ser usados 
para gerar gráficos de apoio à análise, tanto de tendência como de causas, conforme 
exemplificado nas Figura 41 e Figura 42. Os indicadores apresentados podem ainda ser 
desdobrados, caso se entenda necessário dispor de informação mais detalhada. 
Os níveis de criticidade foram baseados na API RP 754. 
Por motivos de confidencialidade os valores apresentados são meramente ilustrativos. 
Tabela 14 – Exemplos de dados para indicadores de segurança do processo de análise semanal  
 
15-07-2014 0 0 1 0 0
22-07-2014 2 1 0 0 1
29-07-2014 1 3 2 1 0
05-08-2014 0 1 0 0 1
12-08-2014 2 1 2 0 1
19-08-2014 0 0 1 1 0
26-08-2014 1 2 2 1 0
Nível 4 Nível 3
Alarmes 
Inibidos
Análise 
Semanal
Simulações 
Temporárias
Falhas 
Instrumentos
Falhas Sistema 
Deteção 
Falsos Alarmes
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Tabela 15 – Exemplos de dados para indicadores de segurança do processo de análise mensal 
 
 
 
Figura 41 – Gráficos de tendência para análise dos indicadores 
  
Análise 
Mensal
Gás Natural Hidrogénio Gasóleo
Produtos 
Químicos
Total Fugas
15-03-2014 0 0 0 0 0
14-04-2014 0 1 0 0 1
14-05-2014 0 0 0 0 0
13-06-2014 1 0 0 0 1
13-07-2014 0 0 1 0 1
12-08-2014 0 1 0 0 1
11-09-2014 0 0 0 0 0
Nível 2
Tipos de Fugas Controladas
Análise 
Mensal
Gás Natural Hidrogénio Gasóleo
Produtos 
Químicos
Total Fugas
15-03-2014 0 0 0 0 0
14-04-2014 0 0 0 0 0
14-05-2014 0 0 0 0 0
13-06-2014 1 0 0 0 1
13-07-2014 0 0 0 0 0
12-08-2014 0 0 0 0 0
11-09-2014 0 0 0 0 0
Nível 1
Tipos de Fugas Descontroladas
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Figura 42 – Gráficos de identificação de causas das fugas 
O balanço global da Gestão da Segurança do Processo pode ser consolidado numa matriz 
de estado com a ponderação de cada tipo de indicador, gerada automaticamente na análise 
dos indicadores referidos, de acordo com o nível de criticidade, para obter um “número” 
final capaz de traduzir o estado do Sistema de Gestão da Segurança do Processo. Os 
critérios para definição desta matriz podem ser definidos internamente mas seria muito 
mais interessante, além de conclusivo, se fossem definidos corporativamente dentro do 
grupo, ou mesmo do setor, para ser possível a sua comparação e análise em benchmarking.  
Na Tabela 16 é apresentada uma possível matriz de estado com a sua evolução ao longo do 
tempo representada na Figura 44. Os níveis de criticidade são baseados na API RP 754. 
Por motivos de confidencialidade os valores apresentados são meramente ilustrativos. 
Os fatores de ponderação usados no caso apresentado foram: 
• Nível 1: 50; 
• Nível 2: 20; 
• Nível 3: 5; 
• Nível 4: 1. 
As escalas de avaliação para os níveis 1, 2 e 4 e Total foram baseadas na proporção 
apresentada na pirâmide da Segurança do Processo da Scotish Power, apresentada na 
Figura 43. 
  123 
 
Figura 43 – Modelo de definição de criticidade da Scotish Power [47] 
A escala de avaliação para o Nível 4 foi definida com base na experiência e histórico de 
avarias interno, onde se incluem apenas avarias que não colocam em causa a integridade 
dos equipamentos. 
Os limites definidos para o Nível 1 foram: 
• Aceitável: 0; 
• Crítico: igual ou superior a 1. 
Os limites definidos para o Nível 2 foram: 
• Aceitável: 0; 
• Alerta: entre 1 e 3; 
• Crítico: igual ou superior a 3. 
Os limites definidos para o Nível 3 foram: 
• Aceitável: abaixo de 3; 
• Alerta: entre 3 e 5; 
• Crítico: igual ou superior a 5. 
Os limites definidos para o Nível 4 foram: 
• Aceitável: abaixo de 5; 
• Alerta: entre 5 e 10; 
• Crítico: igual ou superior a 10.  
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Os limites definidos para o Total foram: 
• Aceitável: abaixo de 20; 
• Alerta: entre 20 e 50; 
• Crítico: igual ou superior a 50. 
Tabela 16 – Matriz de estado da Segurança do Processo 
 
 
 
 
Figura 44 – Evolução do estado de criticidade da Segurança do Processo 
 
Data Nível 4 Nível 3 Nível 2 Nível 1 Total
15-07-2014 4 3 0 0 19
22-07-2014 7 3 1 0 42
29-07-2014 6 6 0 0 36
05-08-2014 9 4 1 0 49
12-08-2014 11 5 1 0 56
19-08-2014 6 3 1 1 91
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7. CONCLUSÕES 
A produção elétrica está a viver a mais profunda mudança dos últimos tempos, 
principalmente devido à introdução das energias renováveis e do aumento da sua 
capacidade instalada. A redução do fator de utilização das centrais térmicas, bem como a 
intermitência e imprevisibilidade do seu funcionamento, provocam, além dos óbvios 
desafios financeiros, desafios de segurança do processo, tanto a nível operacional como ao 
nível da integridade dos equipamentos. 
Com estes desafios é necessário particular empenho nas atividades de operação e de 
manutenção das instalações para ser possível responder às solicitações do mercado e a 
manter o desempenho em termos de segurança do processo que, muito para além dos 
requisitos legais, depende da atualização da competência das equipas e da sua motivação. 
Para ultrapassar este desafio é necessário, para além de cumprir com os requisitos legais, 
complementar a gestão da segurança do processo com outras fontes de informação, como 
fóruns de especialidade, users groups, publicações da especialidade e linhas de orientação 
fornecidos por entidades competentes de outros países. As organizações relacionadas com 
a indústria petroquímica possuem informação de referência na área da Segurança do 
Processo. 
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Todo o conhecimento é importante e contribui de forma decisiva para a prevenção dos 
acidentes industriais graves, e até mesmo dos menores. 
A gestão eficaz da Segurança do Processo, que tem como principais objetivos a proteção 
da vida humana e do meio ambiente, permite obter benefícios através da redução de custos 
de manutenção e da diminuição das paragens forçadas, com consequente aumento da 
disponibilidade, além do reforço de argumentos para negociação de prémios de seguros 
com vista á sua redução de custos.  
Todos estes benefícios, para além de serem financeiramente atrativos, sustentam a imagem 
e reputação das empresas perante as autoridades competentes e a sociedade em geral. 
Este projeto avaliou de forma profunda a Gestão da Segurança do Processo na Central de 
Ciclo Combinado da Tapada do Outeiro, permitindo à gestão da Central identificar 
oportunidades de melhoria, para garantir que este objetivo seja mantido de forma eficaz. 
Para que seja possível introduzir qualquer melhoria é necessário o compromisso de todas 
as pessoas, pelo que a segurança do processo inicia-se pela sensibilização para esta 
questão, que foi também um dos objetivos deste projeto. 
Pessoalmente, com o desenvolvimento deste projeto, estou mais sensibilizado para 
questões relacionadas com a minha atividade, permitindo-me sustentar devidamente os 
assuntos com conhecimento específico. 
Este projeto abre a possibilidade de ser desenvolvido trabalho no âmbito da análise da 
Gestão da Segurança do Processo em outras Centrais e em outras indústrias, criando a 
oportunidade da realização de benchmarking ao nível nacional e até mesmo internacional. 
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