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Résumé – Cet article se focalise sur les communications aléatoires en lien montant d’un sous-ensemble de noeuds disséminés dans une cellule.
Sous les contraintes de communications massives pour machines dans les réseaux sans fil à faible consommation énergétique ainsi que les
communications ultra fiables et à faible latence, nous supposons une coordination hautement restreinte avec le récepteur et un accès multiple
non-orthogonal. Nous proposons ensuite un détecteur optimal des utilisateurs actifs dans le cadre de transmissions de données avec, à la réception,
une connaissance du canal limitée à sa statistique. Cet algorithme implémente un détecteur à maximum de vraisemblance. Sa formulation et ses
performances sont données pour différents nombres d’antennes à la station de base et longueurs de codes.
Abstract – This paper focuses on random uplink transmissions of a subset of nodes disseminated in a cell. Under the constraints of massive
Machine Type Communication (mMTC) in cellular Low Power Wide Area Networks (LPWAN) and Ultra Reliable Low Latency Communica-
tions (URLLC), we assume a highly restricted coordination with the receiver and the usage of coded Non Orthogonal Multiple Access (NOMA).
We then target direct data transmission and propose an optimal detector of the active users with channel state information at the receiver limited
to statistical knowledge. This algorithm implements a Maximum Likelihood (ML) detector. We give the formulation of the optimal detector and
we evaluate its performance, with different codelengths and for various number of base station antennas.
1 Introduction
L’attrait récent pour les communications de l’Internet des
Objets (IoT) a amené la communauté de chercheurs à s’inté-
resser à des compromis et des objectifs qui diffèrent de ceux
des communications dans les réseaux cellulaires classiques [1,
2]. Par exemple, l’amélioration de l’efficacité énergétique ainsi
que l’impact des accès massifs ou des petits paquets et l’éva-
luation de la capacité en régime non-asymptotique font partie
des sujets de prédilections [3, 4, 5].
Dans cet article, nous nous focalisons (concentrons) sur la
détection de transmissions simultanées de paquets courts, dans
le contexte d’accès aléatoire massif. L’objectif est principale-
ment de réduire la latence des communications concurrentes et
de faible durée du lien ascendant entre un point d’accès et un
ensemble de noeuds (ces communications prenant la forme soit
de transmission de quelques données soit de demande d’accès
au réseau). De plus, nous voulons faire en sorte que les paquets
soient transmis sans mécanisme de d’accord des 2 parties, qui
serait long et trop coûteux en termes d’utilisation de ressources
spectrales, énergétiques et temporelles –et ce d’autant plus que
la communication souhaitée est courte et rapide– tout en as-
surant une fiabilité de détection élevée. Plus précisément, nous
ciblons la détection d’utilisateur(s) unique et multiples, dans un
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modèle de coordination restreinte, avec accès aléatoire direct et
massif, sans connaissance explicite du canal de transmission.
Nos travaux se situent dans la lignée de ceux de Bockel-
mann et al. [4], et du 3GPP avec le mode de transmission "pré-
coce" de données dans [6]. Les premiers portent notamment
sur la transmission directe avec les accès dits "one-stage" et
"two-stages" tandis que la transmissions précoce des données
est proposé pour les standards Cat-M et NB-IoT de la ver-
sion 15. Cette dernière permet d’encapsuler une information
à transmettre pendant la procédure d’accès aléatoire, c’est-à-
dire que la donnée est envoyée dès le troisième message au lieu
du cinquième. Cependant, comme nous ne considérons pas la
possibilité de transmettre une séquence pilote pour l’estima-
tion du canal, nous faisons l’hypothèse que les accès au ré-
seau ont lieu sous coordination restreinte. En effet, toute com-
munication précédant la transmission d’information ou la de-
mande d’accès introduirait une surcharge protocolaire et ne se-
rait par ailleurs pas pertinente dans les cas de demande d’ac-
cès au réseau puisque les utilisateurs devraient être préalable-
ment identifiés pour permettre l’estimation de leurs canaux,
avant même l’envoi de leur requête. Du fait que les accès si-
multanés puissent être particulièrement nombreux, nous sup-
posons l’emploi de codage pour accès multiples non orthogo-
naux (NOMA) pour permettre le partage des ressources, par
le biais de codes Gaussiens [7]. Cependant, la non coordina-
tion –en termes de connaissance du canal, comme discuté en
section 2– n’est en général pas considéré dans les modèles de
codage NOMA. Dans [8, 9, 10], le canal est considéré comme
un paramètre connu du récepteur.
Dans cet article, nous proposons un détecteur d’utilisateurs
multiples pour le codage NOMA, avec au récepteur une connais-
sance du canal limitée à sa statistique. Dans la section 2, nous
décrivons la modélisation employée et en déduisons la règle de
détection optimale associée dans la section 3. Les résultats nu-
mériques sont présentés dans la section 4. La section 5 conclue
l’article.
2 Description du Modèle
La Table 1 liste les notations mathématiques ainsi que les
principales variables qui seront utilisées tout du long de cet ar-
ticle.




s Scalaire complexe quelconque
v Vecteur complexe quelconque
M Matrix complexe quelconque
.t Transposée
.H Transposée hermitienne
Φ Ensemble de tous les nœuds
φ Cardinal de Φ
Ω Sous-ensemble de nœuds
Ω Sous-ensemble quelconque de Φ
N Cardinal de Ω
A Nombre d’antennes de la station de base
M Longueur de code
y Vecteur du signal reçu
z Vecteur de bruit
cn Vecteur du code de l’utilisateur n
xn Vecteur du message de l’utilisateur n
ha Vecteur du canal pour l’antenne a
Le cadre général est le suivant : un ensemble de noeud Φ
est déployer dans la cellule couverte par un point d’accès au-
quel nous nous référerons par la suite par le terme «station de
base». Nous considérons que le traffic est sporadique en lien
montant i.e. qu’un sous-ensemble de nœuds Ω ⊂ Φ est actif
à un temps donné. De plus, une transmission intervient sous
les hypothèses d’une coordination restreinte entre les noeuds et
la station de base et l’absence de coordination entre les noeuds.
Une coordination limitée autorise d’une part la synchronisation
du dictionnaire de codes entre les noeuds et la station de base,
et d’autre part, un contrôle de puissance tel que, en moyenne, la
puissance reçue de tous les noeuds est identique. Par exemple,
un signal balise peut être utilisé par les noeuds actifs pour se
synchroniser et déterminer leur perte de propagation relative
afin qu’ils transmettent leurs messages en conséquence. Dans
la suite, le terme "non-coordonné" fera référence à la connais-
sance du canal.
2.1 Connaissance parfaite du canal
Commençons par considérer le cas d’un canal à accès aléa-
toire où les noeuds souhaitent seulement demander des res-
sources. Chaque noeud n ∈ Φ peut transmettre son propre
code cn (préalablement alloué ou aléatoirement sélectionné se-
lon une procédure particulière connue de la station de base et
des noeuds). En reprenant [9, 10], l’expression du signal reçu à
la station de base est :
Y =












n + Z (1)
où Y ∈ CA×M est le signal reçu de longueur M sur les A an-
tennes, ρ est la puissance du signal reçu, Ω ⊂ Φ est le sous-
ensemble de nœuds actifs. Pour chaque noeud actif n, cn ∈ CM
est son code et, supposant un évanouissement plat par bloc
de Rayleigh, indépendemment et identiquement distribué sur
chaque antenne, hn ∈ CA est le réponse impulsionnelle du ca-
nal associée au noeud n. Z ∈ CA×M représente un bruit blanc





ρ Hn · cn + z (2)
où Hn = IM ⊗ hn, avec IM étant la matrice identité de taille
M×M et ⊗ le produit de Kronecker. Nous avons alors y ∈ CAM
et z ∈ CAM .
2.2 Connaissance statistique du canal
Pour définir un détecteur adapté aux communications non-
coordonnées, nous modifions le modèle précédent en considé-
rant que le canal n’est plus connu à la station de base. En effet,
cette hypothèse n’est pas pertinente en l’absence de coordina-
tion puisqu’elle requerrait une phase antérieure durant laquelle
les noeuds seraient identifiés afin d’en déduire leur réponse im-
pulsionnelle de canal. Par conséquent, la statistique du canal, et
non ses réalisations, sera la seule connaissance préalable que la
station de base possédera. Les codes restent donc connus. Dans
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ρ(IA ⊗ cn)hn + z (4)
Dans cette nouvelle expression, les éléments de y sont réor-




avons vectorisé la transposée de la matrice Y présentées dans
(1)). Les vecteurs cn and z conservent leur forme : cn ∈ CM est
l’un des codes, z ∼ NC(0, IAM) et hn ∼ NC(0, IA) ∀n ∈ Ω.
3 Détecteur optimal
Nous voulons minimiser l’erreur de détection i.e. P[Ω ,
Ω̂] où Ω̂ est le sous-ensemble détecté et Ω est le vrai sous-
ensemble de noeuds actifs. Ainsi, avec Ψ l’ensemble de tous
les sous-ensembles de noeuds possibles Ω, nous avons :







où (i) est valide sous l’hypothèse d’une distribution uniforme
des sous-ensembles sur Ψ.
Soit CΩ, la matrice des codes des utilisateurs de Ω :
CΩ = [c1; · · · ; cn; · · · cN] (6)
avec n ∈ Ω. Sa décomposition en valeur singulière (SVD) est
donnée par CΩ = V ΛU , où V ∈ CM×M U ∈ CN×N sont des
matrices unitaires, et Λ ∈ CM×N est la matrice contenant les
valeurs singulières notées λi. Notez que i ∈ [1; M] et λi = 0 est
possible dans le cas M > N. Soit ya ∈ CM le signal reçu sur
l’antenne a et σ ∈ CM×M la matrice définie par :
σ = ρCΩC
H
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V Hya (8)
Proposition 1. Sous les hypothèses formulées précédemment,
le détecteur optimal multi-utilisateurs avec connaissance sta-
tistique du canal est donné par :
















Démonstration. Omise étant donnée la place limitée.

Ce résultat montre que le détecteur optimal consiste à trou-
ver l’ensemble de codes minimisant la distance cordale quadra-
tique ‖ya‖22−‖ỹa‖
2
2 entre le sous espace couvert par les colonnes
de CΩ le signal observé Y (voir [11] pour de plus amples dé-
tails). En effet, lorsqu’on regarde (8), il apparait que ỹa est la
projection de ya sur le sous-espace couvert par les lignes de V ,
qui ne sont rien de plus que les vecteurs singuliers associés au
sous-espace du sous-ensemble de codes considéré.
4 Résultats numériques
4.1 Cadre de simulation
Dans cette section, nous présentons des résultats numériques
pour la détection multi-utilisateurs. Ces résultats ont été obte-
nus à partir de l’implémentation du détecteur (9) et sont évalués
en termes de taux d’erreur de sous-ensemble de codes (en an-
glais Codeset Error Rate – CER), i.e. le taux de sous-ensemble
détectés tels que Ω̂ , Ω.
Les résultats sont produits à l’aide de simulations de Monte-
Carlo. Elles ont été réalisées pour les paramètres suivants :
φ =∈ {10, 20}, M ∈ {4, 8, 16} et A ∈ {4, 8}. La taille du sous-
ensemble de noeuds actifs est distribué uniformément sur [1, φ].
Deux versions du détecteur sont utilisées. La première est l’im-
plémentation exacte du ML (9), réalisant la recherche exhaus-
tive du sous-ensemble. La deuxième considère N comme connu
et réalise une recherche ciblée basée sur le cardinal du sous-
ensemble actif. Le détecteur It-ML est également considéré
avec les mêmes caractéristiques de décodage. Pour chaque couple
de longueur de code possible M et de nombre d’antennes A, un
nouveau dictionnaire est généré.
Le CER de l’algorithme Itératif-ML (It-ML) [10] est éga-
lement donné comme référence puisqu’il prend en compte une
connaissance parfaite du canal. Cet algorithme est une approxi-
mation du maximum de vraisemblance du fait d’une détection
itérative réalisée par accumulation de la détection des noeuds
(un de plus à chaque itération). Il considère les noeuds détectés
à l’itération précédente comme étant connus pour la prochaine
itération.
L’identification des noeuds est réalisée, quelle que soit la
stratégie de détection adoptée, avec des codes Gaussiens dont
voici une brève description de leur génération. Pour chaque
noeud, son code d’identification est un vecteur aléatoire com-
plexe tiré suivant une loi Gaussienne centrée de matrice de co-
variance IM .
4.2 Analyse des résultats
Les résultats de la détection multi-utilisateurs sont donnés
dans la Fig. 1.
Les courbes en trait plein (resp. en tiret) représentent les cas
où N = 10 (resp. N = 20). Comme attendu, l’augmentation du
rapport signal bruit (RSB), du nombre d’antennes A et/ou de
la longueur de code M améliore la fiabilité. Cependant, aug-
menter le nombre de degrés de liberté via M a un effet plus
important sur les performances que A. La comparaison avec le
décodage It-ML et le ML pour une stratégie de recherche ci-
blée démontre le coût de la coordination fortement restreinte
des noeuds avec la station de base, via la perte significative en
terme de CER.
Nous comparons maintenant l’effet d’une recherche exhaus-
tive à une recherche ciblée. Nous observons que pour une lon-
gueur de code faible M ∈ {4, 8}, l’information du nombre d’uti-
lisateur actifs aide peu à la détection du bon sous-ensemble
actif. À l’inverse, pour M = 16 un réduction considérable du
CER est obtenue. Par conséquent, la connaissance de N n’est
pas compensée par l’augmentation de la longueur de code. De
plus, en prenant en compte la complexité du détecteur optimal
(9) et la latence introduite par la longueur de code, l’estimation
du nombre de noeuds actifs apporterait un gain de performance
notable tout en réduisant les besoins en puissance de calcul.
Figure 1 – CER avec détection multi-utilisateurs ( =ML avec 10 noeuds et recherche exhaustive, =ML avec 10 noeuds et
recherche ciblée, =ML avec 20 noeuds et recherche ciblée, =It-ML avec 10 noeuds recherche ciblée, =It-ML avec 20
noeuds recherche ciblée).
5 Conclusion
Cet article propose un détecteur optimal multi-utilisateurs
pour accès aléatoire avec codage NOMA, dans le cadre d’une
connaissance statistique du canal à la réception. La définition
du détecteur optimal et les résultats de ses performances sont
donnés pour le cas général avec de multiples utilisateurs et une
station de base à antennes multiples. Par ailleurs, le détecteur
développé montre que la distance cordale est une métrique va-
lable pour la détection d’ensembles de codes. L’article four-
nit de plus une vision globale aussi bien de l’impact des diffé-
rents paramètres du système (par exemple : RSB, longueur des
codes, nombre d’antennes) et leurs compromis pertinents pour
l’URLLC, que des différentes stratégies de détection (ciblée /
exhaustive). Du fait de la perte de performance due à la res-
triction de la connaissance du canal à sa seule statistique, phé-
nomène inhérent à notre cas d’étude, il semble intéressant de
développer de nouveaux algorithmes, éventuellement sous op-
timaux, et permettant par exemple de combiner une diminution
de la complexité du calcul de détection avec une estimation du
nombre d’utilisateurs actifs. De plus, élargir le modèle et le dé-
tecteur en intégrer une transmission de données est crucial pour
répondre aux besoins du contexte de communications massives
entre machines.
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