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helena.wyligala@dsw.edu.plKSZTAŁTOWANIE I MONITOROWANIE  STRATEGII BEZPIECZEŃSTWA WEWNĘTRZNEGO UNII EUROPEJSKIEJStreszczenie: Celem niniejszego artykułu jest zaprezentowanie wniosków płynących z prze-glądów Strategii Bezpieczeństwa Wewnętrznego Unii Europejskiej dokonanych w 2011 i 2013r. W badaniu wykorzystano przede wszystkim metodę krytycznej analizy dokumentów źródło-wych wydanych przez instytucje unijne. W opracowaniu przedstawione zostały metody i środki unijne, za pomocą których dokonuje się pogłębienia kooperacji w przestrzeni wolności, bez-pieczeństwa i sprawiedliwości, jak też obszary, w których jest ona planowana. Wiedza uzyska-na z niniejszej analizy pozwala ocenić, iż w dziedzinie spraw wewnętrznych zachodzi od kilku lat intensywny proces uwspólnotowania, w którym czołową rolę odgrywają unijne instytucje. Mimo faktu, iż proces implementacji Strategii po stronie państw członkowskich jest częściowo opóźniony, to nowa perspektywa finansowa na lata 2014-2020 pozwala mieć nadzieję na kon-tynuację dynamiki rozwoju polityki wewnętrznej UE. Słowa kluczowe: Europejska Strategia Bezpieczeństwa Wewnętrznego, Unia Europejska, bez-pieczeństwo wewnętrzne, monitoring, obszar Wolności, Bezpieczeństwa i Sprawiedliwości UE.Kształtowanie przestrzeni bezpieczeństwa wewnętrznego UE
Sposób pojmowania unijnego bezpieczeństwa wewnętrznego w XXI wieku zdecy-
dowanie różni się od jego postrzegania w fazie konsolidacji funkcjonowania Wspólnot 
Europejskich w latach 60. i 70, integrowania ich działań w latach 80., czy pogłębiania Unii 
Europejskiej w latach 90. XX wieku, kiedy było ono zbiorem mało skoordynowanych 
i odrębnych polityk wewnętrznych państw członkowskich. Do zmiany definiowania 
bezpieczeństwa wewnętrznego przyczyniło się wiele czynników zarówno o charakterze 
wewnątrzpaństwowym, jak również międzynarodowym (Marczuk, 2013). Wytwarzanie 
się sfery bezpieczeństwa wewnętrznego w Unii Europejskiej nie byłoby możliwe bez fun-
damentów stanowiących podstawę budowy tożsamości unijnej. Obejmuje ona wspólnie 
uznawane wartości i prawa podstawowe, podobieństwo kultur politycznych oraz tworze-
nie się form kooperacji zarówno między państwami członkowskimi, jak i instytucjami 
Unii, ale także więzi między obywatelami państw członkowskich a wartościami promo-
wanymi przez Wspólnotę (obywatelstwo unijne). 
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Co ważniejsze, równolegle w ramach tworzenia się „wspólnoty bezpieczeństwa”, za-
chodził proces włączania dotychczasowych struktur kooperacji rządowej w sprawach 
wewnętrznych i dedykowanych im reżimów prawnych do polityki unijnej. Przykładem 
są choćby przejęte przez Unię aktywności grupy TREVI, czy włączone w 1997r. do do-
robku prawnego Unii przepisy schengenowskie. Proces tworzenia obszaru wolności, 
bezpieczeństwa i sprawiedliwości (dalej: WBS) paradoksalnie obejmował także powolną 
emancypację niektórych sfer bezpieczeństwa wewnętrznego, rozumianą jako stopniowe 
uwspólnotowianie i pogłębianie polityk szczegółowych: celnej, azylowej, imigracyjnej, 
ochrony granic i współpracy sądowej w sprawach cywilnych, zachodzącą w okresie przej-
ściowym, tj. od Traktatu Amsterdamskiego do Traktatu Nicejskiego. Ostatecznie zaczę-
ły one podlegać procedurom głosowania większościowego w Radzie Unii, w odróżnie-
niu od międzyrządowej metody podejmowania decyzji, mającej nadal zastosowanie do 
współpracy policyjnej i sądowej w sprawach karnych. 
Skomplikowany model decyzyjny utrudniał kompleksowe zarządzanie bezpieczeń-
stwem Unii, w tym skuteczne zwalczanie zagrożeń transsektorowych. Warunkowanie i 
przenikanie się czynników wewnętrznych (III filar) i zewnętrznych (II filar) w polityce 
bezpieczeństwa (Marczuk, 2009, s. 76) deprecjonowało także utrzymywanie sztywnego 
podziału zadań i kompetencji. Dlatego fakt zniesienia struktury filarowej w Unii Euro-
pejskiej przełożył się na wzrost aktywności politycznej w sprawach wewnętrznych mię-
dzy państwami członkowskimi i Unią.
Strategiczne planowanie rozwoju przestrzeni wolności, bezpieczeństwa i sprawie-
dliwości w postaci programów z Tampere (1999), Haskiego (2004) i Sztokholmskiego 
(2009), jak też poważne zagrożenia ze strony terroryzmu, przestępczości zorganizowanej 
oraz postęp technologiczny, pozwoliły utrzymać dynamikę tego rozwoju w aspekcie po-
litycznym, formalno-prawnym, technicznym i operacyjnym. Świadczyć mogą o tym nie 
tylko przyrost wspólnotowych regulacji i europejskich instrumentów prawnych w zakre-
sie np. spraw sądowych, ale także powoływanie i zwiększanie kompetencji oraz budżetów 
specjalistycznych agencji. 
Uzyskana przez Unię Europejską wraz z Traktatem Lizbońskim formalna podmio-
towość prawno-międzynarodowa ułatwia wdrażanie szerokiego podejścia do zwalczania 
zagrożeń bezpieczeństwa, zaś planowane zmiany w systemie głosowania w Radzie Unii 
Europejskiej począwszy od jesieni 2014r. mogą wpłynąć jeszcze bardziej dynamizująco 
na rozwój tej polityki. Specyfika bezpieczeństwa wewnętrznego Unii
Należy poddać dalszym, pogłębionym studiom kwestię specyfiki powstawania polity-
ki bezpieczeństwa wewnętrznego Unii Europejskiej i jej europeizacji. Jest ona „tworzona 
systemem odgórnym, czyli przez polityków wyznaczających cele i terminy jej realizacji” 
(Grzelak, 2009), i poddana konieczności systemowego reagowania na zagrożenia global-
ne. Państwa włączone w proces integracji, z racji swojego członkostwa w Unii, przyjęły na 
siebie zobowiązania do indywidualnego wdrażania instrumentów w sferze bezpieczeń-
stwa wewnętrznego i ich ujednolicania na poziomie wspólnotowym. 
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W ramach oddolnego procesu budowania polityki wewnętrznej Unii szczególną rolę 
odgrywały narodowe uwarunkowania polityk wewnętrznych jej państw członkowskich. 
Determinanty, takie jak: historia, tradycja, system polityczny i prawny czy własne inte-
resy narodowe, wpływały na charakter rozwiązań przyjmowanych w ramach kooperacji 
międzypaństwowej. Te początkowo pozawspólnotowe inicjatywy stały się z czasem pod-
stawą współpracy w ramach Unii.
Ważną okolicznością, która dziś wpływa na zmianę postrzegania bezpieczeństwa 
wewnętrznego, jest rozkwit alternatywnych koncepcji bezpieczeństwa, które odchodzą 
od tradycyjnego, państwowocentrycznego paradygmatu bezpieczeństwa na rzecz uczy-
nienia jego podmiotem człowieka (human security – bezpieczeństwo jednostki ludzkiej, 
ludzi), grup społecznych (bezpieczeństwo kulturowe) czy ekosystemu (bezpieczeństwo 
ekologiczne). Cechą kształtującego się obecnie modelu bezpieczeństwa unijnego jest więc 
łącznie podejścia państwowocentrycznego z ponowoczesnymi formami i instrumentami 
jego zapewniania (Gruszczak, 2010, s. 206). Zorientowanie bezpieczeństwa wewnętrz-
nego na optykę human security, rozumianej jako ochrona przestrzeni życiowej ludzi 
i prewencja wobec zagrożeń (Dalby, 2013, s. 122), staje się, zdaniem K. Marczuk (2013), 
podstawowym punktem odniesienia dla decydentów kreujących przepisy i realizujących 
politykę oraz zarządzających instytucjami UE. 
Warto jednakże pamiętać, że zapewnienie bezpieczeństwa wewnętrznego w ramach 
unijnych możliwe jest także dzięki eksternalizacji działań, tj. zwalczania zagrożeń także 
poza granicami Unii (np. terroryzm, przestępcze grupy narkotykowe) i kooperacji z pod-
miotami pozaunijnymi (organy ścigania innych państw bądź organizacji międzynarodo-
wych). Amerykański badacz V. D. Cha (2000, s. 397), wskazuje, iż uwzględnianie stycz-
ności dwóch wymiarów bezpieczeństwa: wewnętrznego i zewnętrznego, nieodzowne 
w obliczu procesu globalizacji, prowadzi do tworzenia sfery tzw. intermestic security, któ-
ra może być rozumiana jako międzynarodowy wymiar bezpieczeństwa wewnętrznego.
Biorąc pod uwagę powyżej nakreślony zarys genezy i krótką charakterystykę specy-
fiki bezpieczeństwa wewnętrznego Unii oraz wykorzystując definicję E. i M. Nowaków 
(2011, s.168), można stwierdzić, iż bezpieczeństwo wewnętrzne Unii to „stan osiągnię-
ty w rezultacie działania jej organów, państw członkowskich oraz podmiotów z nimi 
współpracujących, zmierzających do zapewnienia stabilności (wewnętrznej) na obszarze 
wyznaczonym granicami zewnętrznymi Unii oraz ochrony przed możliwymi zagroże-
niami wywołanymi przez czynniki zarówno wewnętrzne, jak też zewnętrzne”. Definicja 
ta uwzględnia procesy bottom-up i top-down, a więc wpływ ciał unijnych na rozwój ob-
szaru wolności, bezpieczeństwa i sprawiedliwości, tworzenie specjalistycznych agencji 
(Szymańska, 2013) wspomagających realizację polityki, wpływ Unii Europejskiej na roz-
wiązania przyjmowane w tym zakresie przez państwa członkowskie (Marczuk, 2013), ale 
także proces odwrotny, tzn. wpływ państw członkowskich na kreowanie narzędzi oraz 
polityki przez Unię, zwłaszcza w zakresie współpracy policyjnej i sądowej w sprawach 
karnych. 
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Nie jest możliwe wyznaczenie jednoznacznych granic, w których przedmiotowo i 
funkcjonalnie mieści się polityka bezpieczeństwa wewnętrznego UE. Procesy, takie jak 
globalizacja, sieciowość i rozwój współzależności międzynarodowych, skłaniają państwa 
i inne podmioty do szerszego rozpatrywania zagrożeń o charakterze transnarodowym. 
Dlatego w dużej mierze polityka wewnętrzna UE obejmuje nie tylko działania instytucji 
unijnych skierowane na obszar zawarty w granicach zewnętrznych państw członkow-
skich, lecz także kooperację z państwami niebędącymi członkami Unii oraz organizacja-
mi międzynarodowymi. Z tego powodu zdaniem A. Gruszczaka, istnieje „potrzeba rede-
finicji pojęcia bezpieczeństwa w odniesieniu do zasady terytorialności oraz tradycyjnego, 
„westfalskiego” pojmowania suwerenności państwa” (Gruszczak, 2011, s. 391),. 
Istotnym problemem w definiowaniu unijnego bezpieczeństwa wewnętrznego jest 
kwestia podmiotowości. O ile w XX wieku w studiach politologicznych koncentrowa-
no się przede wszystkim na analizie stanu bezpieczeństwa wewnętrznego suwerennych 
państw (Fehler, 2012, s. 29), ewentualnie ich kooperacji międzynarodowej w tym zakre-
sie, o tyle w przypadku Unii mamy do czynienia z organizacją międzynarodową, któ-
ra nie jest kojarzona z państwowocentryczną kategorią suwerenności. Nie można Unii 
przypisać wszystkich atrybutów państwa, lecz nie ulega wątpliwości, że jako podmiot o 
hybrydowym ustroju (Grosse, 2008, s. 2) prowadzi własne (wspólnotowe, unijne), legity-
mizowane polityki szczegółowe i posiada w tym zakresie kompetencje, a jako organizacja 
międzynarodowa spełnia określone funkcje (Łoś-Nowak, 2009, s. 37-40), zbliżone do 
funkcji państwa (Sobkowiak, 2003, s. 330)1. 
W zależności od orientacji teoretyczno-metodologicznej przez politykę rozumie się: 
działalność instytucji państwowych, przy czym w przypadku Unii – podmiotów ją kon-
stytuujących (podejście formalno-prawne); układ stosunków społecznych determino-
wanych przez władzę, wpływ, kontrolę, konflikty itp. (podejście behawioralne); funkcję 
systemu społecznego, obejmującą formy takie jak rozwiązywanie konfliktów, artykulację 
interesów, wytwarzanie decyzji czy komunikację polityczną (ujęcie funkcjonalne); po-
dejmowanie decyzji w ramach sprawowania władzy (podejście racjonalne); rozwiązy-
wanie problemów społecznych (podejście postbehawioralne) (Sobkowiak, 2003, s. 329). 
W rozważaniach dotyczących definicji polityki bezpieczeństwa państwa W. Fehler 
akcentuje znaczenie jej dwóch elementów: zewnętrznego i wewnętrznego. Zapropono-
wana przez niego definicja polityki wewnętrznej państwa łączy różne perspektywy ba-
dawcze i jest „ukierunkowana na tworzenie bezpiecznych warunków egzystencji i rozwo-
ju poprzez działania koncentrujące się na stabilizowaniu i harmonizacji wewnętrznych 
procesów i mechanizmów decydujących o sprawnym funkcjonowaniu danego państwa 
(Unii – przyp. HW) i zamieszkującego go społeczeństwa (obywateli UE – przyp. HW)” 
(Fehler, 2012, s. 156-157). Z kolei, adaptując wskazówki S. Bielenia (2010, s. 155-156) 
dotyczące polityki bezpieczeństwa państw, można przyjąć, iż polityka bezpieczeństwa 
1  Do funkcji państwa należą funkcje: dystrybucyjna, innowacyjna, integracyjna, komunikacyjna, kon-
fliktotwórcza, regulacji otoczenia i regulacji pola, socjalizacyjna. 
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wewnętrznego Unii będzie definiowana jako celowa i zorganizowana działalność or-
ganów Unii, mającą na celu zaspokojenie wszystkich wartości i celów, składających się 
na jej treść. Mankamentem powyższych definicji wydaje się brak wyeksponowania roli 
państw członkowskich Unii w zakresie kształtowania jej bezpieczeństwa wewnętrznego. 
Bowiem zgodnie z Tytułem V Traktatu o Funkcjonowaniu UE, to państwa członkowskie, 
a nie instytucje unijne, wykonują obowiązki dotyczące utrzymania porządku publicz-
nego i ochrony bezpieczeństwa wewnętrznego, zaś „Unia dokłada starań, aby zapewnić 
wysoki poziom bezpieczeństwa” i stanowi przestrzeń WBS w poszanowaniu różnych sys-
temów i tradycji państw członkowskich (TFUE, art. 67 i 72). P. Wawrzyk proponuje więc 
definiować „kompetencję Unii w ramach bezpieczeństwa wewnętrznego jako działania 
podejmowane przez instytucje UE na rzecz tworzenia struktur, jak też mechanizmów 
współpracy państw członkowskich, w zakresie zapewniania bezpieczeństwa i porządku 
publicznego na terytorium państw członkowskich, jak i w relacjach z innymi państwami 
czy organizacjami, o ile może to mieć wpływ na sytuację wewnątrz Unii” (Wawrzyk, 
2009, s. 24; 2012, s. 22).
W aspekcie przedmiotowym autorki E. Borawska-Kędzierska i K. Strąk (Borawska-
-Kędzierska, Strąk, 2011, s. 18-19) redukują pojęcie unijnej przestrzeni bezpieczeństwa 
do współpracy policyjnej oraz sądowej w sprawach karnych. Podkreślają, iż przestrzeni 
tej nie należy rozumieć jako wspólnego terytorium powiązanego jednolitymi procedu-
rami, lecz bardziej jako jurysdykcję, w ramach której zapewnia się obywatelom UE – 
oprócz bezpieczeństwa – także wolność i przestrzeń sądową. 
Środki umożliwiające budowę przestrzeni wolności, bezpieczeństwa i sprawiedliwo-
ści, w ramach której mieści się polityka wewnętrzna Unii, mają nie tylko charakter praw-
ny, instytucjonalno-organizacyjny, informacyjny, materialny, ale także koncepcyjno-pla-
nistyczny (Fehler, 2012). Kluczową rolę w realizacji tego ostatniego aspektu odgrywają 
dokumenty o charakterze strategicznym: 5-letnie programy ramowe UE uchwalane przez 
Radę Europejską oraz Strategia Bezpieczeństwa Wewnętrznego UE. Europejska Strategia Bezpieczeństwa Wewnętrznego –  – cele, zasady i priorytety
Strategia Bezpieczeństwa Wewnętrznego Unii Europejskiej (dalej: SBW) zatytułowa-
na „Dążąc do europejskiego modelu bezpieczeństwa” (SBW, 2010) jest częścią Europej-
skiej Strategii Bezpieczeństwa z 2003r. (pt. Bezpieczna Europa w lepszym świecie) (ESB, 
2003) i uzupełnia ją o wymiar wewnętrzny. Dokument SBW został przyjęty w lutym 
2010r. przez Radę UE ds. sprawiedliwości i wewnętrznych oraz przez Radę Europejską w 
dniach 24-25 marca 2010r.
Potrzeba jej uchwalenia wynikała nie tylko z całościowego myślenia o bezpieczeń-
stwie i planowaniu strategicznym w wymiarze zewnętrznym i wewnętrznym. Jedno-
znacznie na potrzebę stworzenia Strategii wskazywał Program Sztokholmski (punkt 4.1), 
którego przyjęcie na początku grudnia 2009r. zbiegło się w czasie w wejściem w życie 
Traktatu Lizbońskiego. Nowe zaś podstawy formalno-prawne do pogłębiania integracji 
europejskiej pozwalały na intensyfikację działań w zakresie spraw wewnętrznych. 
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W Programie Sztokholmskim (2010) Rada Europejska zaznaczyła, że działania Unii 
powinny wzmocnić wysiłki organów państw członkowskich podejmowane w walce 
z przestępczością zorganizowaną, dlatego zaapelowała do Rady UE oraz Komisji Euro-
pejskiej „o określenie kompleksowej strategii Unii w zakresie bezpieczeństwa wewnętrz-
nego”. Strategia miała być oparta na zasadach: jasnego podziału zadań między UE a jej 
członkami, poszanowania praw podstawowych, solidarności, podejścia horyzontalnego 
i proaktywnego, współpracy i wymiany informacji między agencjami Unii, koncentra-
cji na zapobieganiu niekorzystnym zjawiskom i wykorzystaniu inicjatyw regionalnych. 
W swoich dalszych wskazówkach Rada zaznaczyła, że istotne jest uwzględnienie strategii 
bezpieczeństwa zewnętrznego, celów funkcjonowania gospodarczego rynku wewnętrz-
nego i stosunków sąsiedzkich Unii, „ponieważ bezpieczeństwo wewnętrzne jest powią-
zane z zewnętrznym wymiarem zagrożeń” (Program Sztokholmski, 2010), zaś polityki 
wdrażane w ramach przestrzeni wolności, bezpieczeństwa i sprawiedliwości powinny być 
w przyszłości lepiej zharmonizowane z innymi politykami unijnymi. 
Celem Strategii jest więc reprezentowanie wspólnego rozumienia zagrożeń bezpie-
czeństwa przez państwa członkowskie, ale także zobowiązanie ich do stosowania wszyst-
kich środków, które pomogą sprostać wspólnym wyzwaniom, w tym do kooperacji 
z agencjami i instytucjami unijnymi.
Treść dokumentu podzielona została na trzy główne części:
 – pierwszą, dotyczącą ochrony obywateli Unii oraz poświęconą zdefiniowaniu 
wspólnych zagrożeń, traktowanych jako wyzwania dla bezpieczeństwa UE i reago-
waniu na nie, 
 –  drugą, dotyczącą budowy europejskiego modelu bezpieczeństwa, ze zdefiniowa-
nymi zasadami oraz strategicznymi wytycznymi działań,
 – trzecią, dotyczącą odpowiedzialności za realizację strategii i przyszły jej rozwój.
Zadanie ochrony Europejczyków wynika z konieczności zabezpieczenia rozwoju gos- 
podarczego, swobody wolnego rynku i zasad demokratycznych, stanowiących podstawę 
ich dobrobytu. W obliczu zwiększonej mobilności, jak też przepływów transgranicznych 
utrzymanie wysokiego poziomu ochrony stało się głównym celem Unii. W Traktacie 
o Unii Europejskiej w Tytule I art. 3 wskazuje się, iż „Unia zapewnia swoim obywate-
lom przestrzeń wolności, bezpieczeństwa i sprawiedliwości bez granic wewnętrznych, 
w której zagwarantowana jest swoboda przepływu osób, w powiązaniu z właściwymi 
środkami w odniesieniu do kontroli granic zewnętrznych, azylu, imigracji, jak również 
zapobiegania i zwalczania przestępczości”. To w jej ramach wyznacza się wspólne zagro-
żenia i wyzwania, wspólną, unijną politykę bezpieczeństwa wewnętrznego oraz określa 
europejski model bezpieczeństwa. Budowa „wspólnoty interesów” w zakresie zapewnia-
nia bezpieczeństwa wymaga wykształcenia poczucia wspólnoty problemów i zagrożeń, 
wynikającego z jednolitego ich postrzegania oraz oparcia się na wspólnie przyjętych 
i akceptowanych wartościach oraz zasadach (przepisach).
Katalog najważniejszych wspólnych zagrożeń dla europejskiego bezpieczeństwa we-
wnętrznego otwiera terroryzm, uznany za stale ewoluujące niebezpieczeństwo dla życia 
ludzkiego i wartości demokratycznych. Transgraniczna przestępczość zorganizowana 
w formach, takich jak: nielegalny handel narkotykami, bronią, ludźmi, przestępczość 
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gospodarcza, w tym korupcja, pranie pieniędzy i fałszowanie dokumentów, cyberprze-
stępczość, przemyt, przemoc (np. chuligaństwo) i przestępstwa agresywne, a także por-
nografia dziecięca, zaliczane są do zjawisk zagrażających fundamentom praworządno-
ści państw członkowskich, zaburzających interakcje między ich podmiotami. Również 
klęski żywiołowe i niebezpieczeństwa wywołane przez działalność człowieka (antropo-
geniczne), np. awarie systemów informacyjno-komunikacyjnych oraz energetycznych, 
powodzie, wichury, itp., powodują, iż zachwiana zostaje równowaga w ochronie ludności 
i w rozwoju gospodarczym. 
W świetle Strategii Bezpieczeństwa Wewnętrznego reakcja na powyższe wyzwania 
powinna zostać oparta w ramach tzw. „podejścia wspólnego” (Drugie sprawozdanie – 
komunikat, 2013, s. 2) na trzech płaszczyznach: 
a. indywidualnych działaniach państw członkowskich i ich strategiach, 
b. regionalnych formach współpracy między nimi, 
c. podejściu ogólnounijnym. 
Realizacji tego ostatniego sprzyjać ma:
 – tworzenie analiz i ocen zagrożeń przez agencje unijne,
 – opracowywanie programów, planów prac i strategii dla zwalczania poszczególnych 
zjawisk i patologii oraz mechanizmów oceniających skuteczność działań,
 – wdrożenie i korzystanie ze wspólnotowego mechanizmu ochrony ludności w razie 
klęsk żywiołowych i katastrof,
 – funkcjonowanie wyspecjalizowanych unijnych instytucji dedykowanych walce 
z przestępczością i terroryzmem (Europol; koordynator ds. zwalczania terrory-
zmu), kooperacji wymiarów sprawiedliwości (Eurojust), współpracy na granicach 
zewnętrznych (Frontex), a także zajmujących się szkoleniami, prewencją krymi-
nalną i narkotykową,
 – ułatwianie współpracy operacyjnej i wymiany informacji w oparciu o narzędzia 
prawne, m.in.: europejski nakaz aresztowania, system informacyjny Schengen, 
tworzenie zespołów dochodzeniowo-śledczych. 
Opis sposobu budowy i wypełniania treścią europejskiego modelu bezpieczeństwa 
jest najobszerniejszą częścią Strategii. Jego istotą jest stosowanie zintegrowanego po-
dejścia w zakresie ochrony i wykrywania zagrożeń, w skład którego zalicza się zarówno 
zapewnianie porządku publicznego, jak też współpracę organów wymiaru sprawiedli-
wości, zarządzanie granicami i ochronę ludności. Celem podejścia zintegrowanego jest 
wypracowanie wspólnych narzędzi działania, interdyscyplinarność i rozwijanie metod 
likwidowania niebezpieczeństw w oparciu o zasady traktatowe Unii Europejskiej, tj.: po-
szanowania praw człowieka, praworządności, ochrony najbardziej zagrożonych i ofiar 
przestępstw, przejrzystości, braku dyskryminacji, solidarności i wzajemnego zaufania. 
W Strategii przyjęto, iż zagwarantowanie obywatelom UE bezpieczeństwa wewnętrz-
nego wymaga realizacji 10 strategicznych wytycznych:
1. szerokiego i kompleksowego podejścia w wymiarze horyzontalnym (współpraca 
organów porządku publicznego, ochrony granic, wymiaru sprawiedliwości, sektorów go-
spodarczego, NGOs i socjalnego) i wertykalnym (współpraca na szczeblu międzynaro-
dowym, unijnym, regionalnym, wewnątrzkrajowym i lokalnym);
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2. skutecznego nadzoru demokratycznego i sądowego nad działaniami z zakresu 
bezpieczeństwa, np. poprzez udział parlamentów krajowych w kształtowaniu i konsulto-
waniu polityki sprawiedliwości, bezpieczeństwa i wolności, czy też poprzez zwiększenie 
kompetencji Europejskiego Trybunału Sprawiedliwości w tym obszarze;
3. koncentracji na działaniach prewencyjnych i profilaktyce, w których kluczową 
rolę odgrywa wczesna analiza wywiadowcza i wymiana informacji wśród członków UE 
(np. w zakresie danych o pasażerach statków lotniczych), a także postępowania dowodo-
we przed sądami, systemy wczesnego ostrzegania, profilaktyka kryminologiczna;
4. opracowania modelu kompleksowej wymiany informacji, np. poprzez zintegro-
wanie unijnych baz danych i możliwość interakcji między nimi;
5. rozwijania współpracy operacyjnej, z wykorzystaniem koordynacyjnej funkcji 
Stałego Komitetu Współpracy Operacyjnej (dalej: COSI) dla organów państw członkow-
skich, instytucji i agencji unijnych, np. poprzez zwiększanie zdolności operacyjnych Eu-
ropolu podczas ochrony dużych imprez masowych;
6. pogłębiania współpracy organów sądowych w sprawach karnych, co zwłaszcza 
dotyczy działalności Eurojustu;
7. zintegrowanego zarządzania granicami, tj. wzmocnienia nadzoru granic (system 
EUROSUR) i jego automatyzacji, rozwoju schengenowskiego systemu informacji, wpro-
wadzania kodeksu wizowego oraz prowadzenia dialogu z państwami trzecimi;
8. przeprowadzaniu szkoleń sprzyjających zwiększeniu wydajności i zmniejszeniu 
kosztów prowadzenia polityki oraz stworzeniu wspólnej kultury pracy służb, ale także 
wdrażaniu innowacji, w tym interoperacyjności systemów technicznych, jako podstawy 
dobrej współpracy państw członkowskich;
9. rozwijaniu współpracy z państwami trzecimi w wymiarze wielo- i dwustronnym 
oraz w ramach globalnego podejścia do bezpieczeństwa (np. kooperacja z Interpolem, 
zwiększanie uczestnictwa służb ochrony porządku publicznego w misjach zagranicznych 
UE);
10. elastyczności w odniesieniu do nowych wyzwań, polegającej na szerokim ujmo-
waniu zjawisk w zakresie bezpieczeństwa i umiejętności dostosowania się do okoliczności.
Strategię zamyka dział III o nazwie „Kolejne kroki”. Przyjęto w nim, iż organami 
odpowiedzialnymi za realizację Strategii będą Komisja Europejska – w zakresie koor-
dynacji i wzmocnienia współpracy operacyjnej między kompetentnymi instytucjami 
państw członkowskich oraz Stały Komitet Współpracy Operacyjnej ds. Bezpieczeństwa 
Wewnętrznego (COSI) – w zakresie opracowania, rozwijania i implementacji oraz mo-
nitoringu zadań strategicznych, co zostało wpisane do Programu Sztokhomskiego (pkt 
4.1). Przewidziano również możliwość utworzenia specjalnego funduszu bezpieczeństwa 
wewnętrznego, który wspomagałby realizację Strategii. 
Jak wynika z powyższego opisu założeń, wytycznych i priorytetów dziedzina bezpie-
czeństwa wewnętrznego UE posiada ogromny potencjał rozwojowy, zarówno pod kątem 
politycznym, jak też organizacyjnym czy technicznym. Warto jednakże przypomnieć, 
iż kompetencje w zakresie kształtowania obszaru WBS podzielone są między państwa 
członkowskie, instytucje unijne oraz agencje. Z jednej strony wyzwala to nową jakość 
w kształtowaniu europejskiej wspólnoty, ale też może być zarzewiem konfliktów lub 
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przyczyną paraliżu decyzyjnego, a w konsekwencji spowolnienia rozwoju (politycznej) 
współpracy policyjnej i sądowej w sprawach karnych. Należy mieć jednak nadzieję, iż 
nowy sposób podejmowania decyzji w UE, ustanowiony Traktatem z Lizbony (podwójna 
większość obowiązująca od 2014r.), a także motywujący do działania charakter Strategii 
zapobiegną ewentualnym negatywnym skutkom długotrwałych negocjacji poszczegól-
nych rozwiązań w obszarze WBS. Przeglądy Europejskiej Strategii Bezpieczeństwa Wewnętrznego –  – główne wnioski
Monitoring i wdrażanie Strategii Bezpieczeństwa Wewnętrznego Unii Europejskiej 
są procesami wskazanym w jej treści, niezbędnymi do zapewnienia prawidłowości i sku-
teczności jej realizacji. W świetle dokumentu Komisji Europejskiej z 2006r. „monito-
rowanie wdrażania polega na obserwacji postępów w realizacji polityki” (Ocena poli-
tyki – komunikat, 2013, s. 3). Jest ono procesem niezbędnym w dokonywaniu bieżącej 
oceny zakładanych rezultatów cząstkowych i w dostarczaniu decydentom informacji o 
postępie i problemach wdrażanych działań. Polega przede wszystkim na sprawdzeniu czy 
w ramach procesu decyzyjnego przyjęto planowany instrument (mechanizm, środek) 
oraz czy został on wdrożony przez państwa członkowskie do prawa krajowego lub prak-
tyki administracyjnej (Ocena polityki – komunikat, 2013, s. 4).
Doświadczenie nabyte w ramach wdrażania 5-letnich, strategicznych programów 
ramowych w obszarze WBS: z Tampere (1999), Haskiego (2004) i Sztokholmskiego 
(2009) wskazuje, iż nie wszystkie planowane w nich inicjatywy udało się urzeczywistnić. 
Klasycznym przykładem potwierdzającym powyższe twierdzenie jest choćby problem 
z realizacją postulatu stworzenia Wspólnego Europejskiego Systemu Azylowego, którego 
budowę zainicjowano w programie z Tampere, jednakże do dziś nie działa on systemo-
wo. Zdaniem A. Grzelak (2009, s. 36-38), przyczyny problemów z wdrażaniem inicjatyw 
mają charakter techniczny i polityczny. Z jednej strony leżą po stronie państw człon-
kowskich, które spóźniają się z transpozycją przepisów unijnych do prawa krajowego 
(problem techniczny), lecz z drugiej strony zdarza się, iż w instytucjach UE i gremiach 
eksperckich brakuje woli porozumienia co do sposobu wdrożenia zapisu strategicznego 
(problem polityczny). W konsekwencji skutkuje to brakiem powołania do życia konkret-
nego instrumentu lub znaczącym opóźnieniem we wdrożeniu. 
Dotychczas w UE odbyły się dwa przeglądy wdrażania Strategii Bezpieczeństwa We-
wnętrznego UE: w 2011 i 2013r., za których przeprowadzenie odpowiedzialny jest COSI, 
zgodnie z zaleceniami Rady Europejskiej zawartymi w Programie Sztokholmskim oraz w 
samej treści strategii. Struktura przeglądów oparta została na weryfikacji implementacji 
mierzalnych środków, przypisanych do 5 celów strategicznych strategii, tj.: zwalczaniu 
i rozbijaniu międzynarodowych sieci przestępczych, zwalczaniu terroryzmu i radykali-
zacji postaw, podnoszeniu poziomu ochrony obywateli UE i biznesu w cyberprzestrzeni, 
wzmocnienia bezpieczeństwa poprzez zarządzanie granicami oraz zwiększaniu odpor-
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ności Unii na kryzysy i katastrofy naturalne oraz antropogeniczne (Strategia bezpieczeń-
stwa wewnętrznego UE w działaniu: pięć kroków – komunikat, 2010).
Tabela 1 Zestawienie najważniejszych rezultatów przeglądów Strategii Bezpieczeństwa Wewnętrznego  
w 2011 i 2013r.
Przegląd 2011 Przegląd 2013 1. Cel strategiczny:Rozbijanie międzynarodowych siatek przestępczych
I.  Wniosek legislacyjny w sprawie gromadzenia w 
państwach członkowskich danych dotyczących 
przelotu pasażera w ramach lotów do lub z tery-
torium UE (PNR):
 – negocjacje nowych porozumień z USA i Kana-
dą,
 – zawarcie porozumienia z Australią.
II.  Wspieranie tworzenia wspólnych zespołów do-
chodzeniowo-śledczych w ramach Eurojustu. 
Funkcjonowanie od lutego 2011r. sekretariatu 
sieci wspólnych zespołów śledczych w celu wy-
miany dobrych praktyk.
III.  Działania antykorupcyjne:
 – przyjęcie pakietu antykorupcyjnego w czerwcu 
2011r. i ustanowienie mechanizmu sprawoz-
dawczego nt. zwalczania korupcji w UE do ce-
lów okresowej (co 2 lata od 2013r.) oceny walki 
państw członkowskich z korupcją,
 – wniosek o członkostwo UE w Grupie Państw 
Przeciwko Korupcji Rady Europy (GRECO).
IV.  Rozpoczęcie prac nad poprawą i unowocześnie-
niem legislacji dot. konfiskaty i odzyskiwania 
mienia pochodzącego z działalności przestęp-
czej w stosunku do decyzji ramowych z okresu 
2001-2006.
I.  Pakiet wniosków w sprawie wdrożenia następu-
jących przepisów:
 – czwarta dyrektywa w sprawie przeciwdziałania 
praniu pieniędzy,
 – rozporządzenie w sprawie transferów środków 
pieniężnych,
 – dyrektywa w sprawie karalności prania pienię-
dzy, 
 – dyrektywa w sprawie fałszowania walut,
 – dyrektywa w sprawie zwalczania nadużyć finan-
sowych na szkodę interesów finansowych Unii 
za pośrednictwem prawa karnego,
 – dyrektywa w sprawie sankcji karnych za wyko-
rzystywanie informacji poufnych i manipulacje 
na rynku,
 – dyrektywa w sprawie zamrożenia i konfiskaty 
dochodów pochodzących z działalności prze-
stępczej w Unii Europejskiej (m.in. extender 
confiscation – minimalny standard UE; kon-
fiskata mienia u osób trzecich, prewencyjne 
zamrożenie majątku za zgodą sądu, skuteczne 
zarządzanie aktywami „przestępczymi” przed 
konfiskatą, by nie traciły one wartości) (Confi-
scation and asset recovery – informacja, 2012, 
s. 3).
II.  Przygotowanie w 2013r. „Sprawozdania o zwal-
czaniu korupcji w UE” na podstawie projektu 
Transparency International pt. ENIS (European 
National Integrity Systems/ Europejskie Krajo-
we Systemy Uczciwości). 
III.  Zawarte nowe umowy UE ze Stanami Zjedno-
czonymi i Australią o przekazywaniu i wyko-
rzystywaniu danych dotyczących przelotu pasa-
żera (PNR).
IV.  Operacyjny plan działania w sprawie handlu 
ludźmi w ramach przyjętej w czerwcu 2012r. 
Strategii UE na rzecz wyeliminowania handlu 
ludźmi na lata 2012–2016.
V.  Plan działania w sprawie EXIM (europejski mo-
del wymiany informacji) – komunikat Komisji 
w sprawie ulepszenia transgranicznej wymiany 
informacji w obrębie UE.
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VI.  Przyjęcie nowej Strategii Antynarkotykowej UE 
na lata 2013–2020 i sprawozdanie z rozwoju 
rynków narkotykowych w UE ze stycznia 2013r.2. Cel strategiczny:Zwalczanie terroryzmu i walka z radykalizacją postaw oraz werbowaniem terrorystów
   I.  Utworzenie we wrześniu 2011r. unijna sieci 
upowszechniania wiedzy o radykalizacji postaw 
(RAN). W skład sieci wchodzą praktycy i funk-
cjonariusze służb zajmujący się brutalnym eks-
tremizmem, przedstawiciele władz lokalnych, 
środowisk akademickich, eksperci i organizacje 
społeczeństwa obywatelskiego, w tym grupy 
ofiar. Celem sieci jest gromadzenie doświadcze-
nia, wiedzy i najlepszych praktyk.
II.  Wydobywanie i analiza danych z komunikatów 
finansowych:
 – podpisanie porozumienia UE–USA o progra-
mie śledzenia środków finansowych (TFTP 
US). Zapewnia ramy prawne dla przekazywa-
nia danych z komunikatów finansowych UE do 
USA w celu walki z terroryzmem,
 – przyjęcie w lipcu 2011r. komunikatu na temat 
wariantów utworzenia unijnego systemu śle-
dzenia środków finansowych (TFTS UE),
 – zapoczątkowanie debaty pomiędzy Komisją, 
Parlamentem Europejskim i Radą.
III.  Bezpieczeństwo transportu:
 – opracowanie komunikatu dot. transportu lą-
dowego na podobieństwo zeuropeizowanych 
przepisów w lotnictwie i transporcie morskim,
 – zapowiedź utworzenia w 2012r. grupy dorad-
czej ds. bezpieczeństwa transportu lądowego 
zajmującej się priorytetowo wprowadzeniem 
unijnych norm bezpieczeństwa dla sieci kolei 
dużych prędkości.
I.  Europol: wsparcie operacyjne (sieć AirPol – or-
gany policji odpowiedzialne za bezpieczeństwo 
w portach lotniczych)  i finansowe (program 
finansowania zapobiegania przestępczości – 
ISEC) w zakresie zwalczania terorryzmu.
II.  Eurojust: rozwój koncepcji TCM, tj. monitora 
wyroków za przestępstwa związane z terrory-
zmem (TCM), zawierającego przegląd praktyki 
sądowniczej związanej z terroryzmem w kra-
jach członkowskich.
III.  Unijna sieć upowszechniania wiedzy o radyka-
lizacji postaw (RAN) ds. przeciwdziałania rady-
kalizacji postaw i brutalnemu ekstremizmowi 
w Europie (konferencja – styczeń 2013r.).
IV.  Rozporządzenie w sprawie stosowania i ob-




V.  Propozycje dot. bezpieczeństwa chemiczne-
go, biologicznego, radiologicznego i jądrowe-
go oraz w zakresie materiałów wybuchowych 
(CBRN-E) na poziomie UE (sprawozdania 
z postępu prac z 2012r.).
VI.  Rozpoczęcie prac nad przeglądem dyrektywy 
w sprawie ochrony infrastruktury krytycznej 
(Dyrektywa Rady 2008/114/WE).
VII. Dokument Komisji (SWD(2012) 143 final) nt. 
bezpieczeństwa transportu w kontekście ogra-
niczania zagrożeń terrorystycznych (technika 
wykrywania; próby operacyjne).3. Cel strategiczny:Podniesienie poziomu ochrony obywateli i przedsiębiorstw w internecie/cyberprzestrzeni
I.  Wykonanie studium wykonalności w zakresie 
stworzenia i strukturalnego umiejscowienia 
Europejskiego Centrum ds. walki z cyberprze-
stępczością (ECC), dedykowanego walce z tym 
zjawiskiem na szczeblu europejskim.
II.  Zespoły ds. reagowania kryzysowego w dziedzi-
nie informatycznej (CERT):
 – przyjęcie komunikatu w sprawie ochrony 
krytycznej infrastruktury teleinformatycznej 
(COM(2011) 163),
I.  Przyjęcie w lutym 2013r. strategii Unii Europej-
skiej w zakresie bezpieczeństwa cybernetycznego.
II.  Propozycja przyjęcia:
 – dyrektywy w sprawie bezpieczeństwa sieci i in-
formacji (COM(2013) 48 final),
 – dyrektywy w sprawie ataków na systemy infor-
matyczne (COM(2010) 517 final).
III.  Utworzenie przez Europol Europejskiego Cen-
trum ds. Walki z Cyberprzestępczością (EC3) 
z początkiem 2013r. (IP/13/13 i MEMO/13/6).
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 – wzmocnienie krajowych zdolności w zakresie 
bezpieczeństwa cybernetycznego, obejmują-
ce tworzenie krajowych/rządowych zespołów 
CERT oraz sieci krajowych/rządowych zespo-
łów CERT w Europie do 2012r.,
 – utworzenie w czerwcu 2011r. zespołu ds. wstęp-
nej konfiguracji CERT w instytucjach unijnych,
 – współpraca strategiczna w ramach grupy robo-
czej UE-USA w zakresie bezpieczeństwa cyber-
netycznego i cyberprzestępczości.
IV.  Inicjatywa z 2012r. pomiędzy UE a USA na 
rzecz światowego sojuszu 48 krajów przeciw-
ko niegodziwemu traktowaniu dzieci w in-
ternecie w celach seksualnych (IP/12/1308 
i MEMO/12/937).4. Cel strategiczny:Poprawa bezpieczeństwa poprzez zarządzanie granicami
I.  Utworzenie EUROSUR
 – 16 państw południowej granicy morskiej UE i 
wschodniej lądowej UE utworzyło w 2011r. kra-
jowe ośrodki koordynacyjne
 – działania Frontex w kierunku stworzenia sieci 
wymiany informacji EUROSUR
 – wskazanie ram technicznych i operacyjnych dla 
EUROSUR w celu uzyskania pełnej operacyj-
ności w 2013r.
II.  Utworzenie wizowego systemu informacyjnego 
(VIS)
 – zakończenie w 2011r. testów operacyjnych VIS 
oraz procedury tymczasowej akceptacji syste-
mu przez państwa członkowskie.
 – pierwsze wdrożenie VIS w regionie Afryki Pół-
nocnej od października 2011r. 
 – zarządzanie operacyjne VIS w gestii C-SIS.
III.  Wspólne zarządzanie ryzykiem przepływu to-
warów przez granice:
 – styczeń 2011 zakończenie wdrożenia zmiany do 
kodeksu celnego dot. bezpieczeństwa i ramo-
wego systemu zarządzania ryzykiem celnym w 
całej UE (przekazywanie zgłoszeń poprzedzają-
cych wysyłkę i przybycie towarów w podziale na 
sektory, elektroniczna analiza ryzyka wykony-
wana przez służby celne, wymiana komunika-
tów za pośrednictwem wspólnego systemu za-
rządzania ryzykiem celnym (CRMS), program 
upoważnionego przedsiębiorcy). 
I.  Ustanowienie Europejskiego Systemu Nadzoru 
Granic (EUROSUR).
II.  Propozycje przyjęcia tzw. pakietu inteligent-
nych granic (IP/13/162 i MEMO/13/141), skła-
dającego się z modułów:
 – EES, tj. systemu wjazdu/wyjazdu
 – RTP, tj. programu rejestrowania podróżnych.
Konieczność stworzenia w państwach członkow-
skich krajowych ośrodków koordynacyjnych ds. 
kontroli granic. 
III.  Komunikat Komisji w sprawie wspólnego za-
rządzania ryzykiem i bezpieczeństwa łańcucha 
dostaw dot. obszaru celnego UE (COM(2012) 
793 final).
IV.  Frontex: formalizacja współpracy zgodnie 
z rozporządzeniem w spr. EUROSUR; przeka-
zywanie danych osobowych Europol-Frontex, 
rozwój internetowego instrumentu FADO do 
wymiany informacji nt. wykrytych przypadków 
fałszywych dokumentów oraz systemu wyko-
rzystywania graficznych obrazów sytuacyjnych 
(dane wywiadowcze, zdjęcia satelitarne) i infor-
macji z systemów zgłaszanai statków.5. Cel strategiczny:Zwiększenie odporności Europy na kryzysy i katastrofy
I.  Rozpoczęcie prac nad wdrożeniem klauzuli so-
lidarności (art. 222 TFUE).
II.  Opracowanie przez Komisję i państwa człon-
kowskie wytycznych dot. oceny ryzyka i jego 
mapowania w ramach zarządzania w przypad-
ku klęsk i katastrof. 
I.  Przyjęcie w grudniu 2012r. wspólnego wniosku 
Komisji i Wysokiego Przedstawiciela Unii do 
Spraw Zagranicznych i Polityki Bezpieczeństwa 
w sprawie stosowania klauzuli solidarności (art. 
222 TFUE), która wskazuje ramy zachowań w 
sytuacjach szkód lub nadzwyczajnych zagro-
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 – opracowanie do końca 2011r. krajowych po-
dejść do zarządzania ryzykiem i analizy ryzyka 
przez państwa członkowskie.
II.  Zagrożenia dla zdrowia:
 – wdrożenie ustawodawstwa w zakresie zagrożeń 
dla zdrowia ze strony substancji chemicznych i 
biologicznych innych niż choroby zakaźne lub 
zdarzenia środowiskowe, na podobieństwo roz-
wiązań z 1998r. dot. chorób zakaźnych, nadzoru 
epidemiologicznego i koordynacji działań w sy-
tuacjach kryzysowych,
 – konsultacje Komisji z przedstawicielami sektora 
zdrowia publicznego państw członkowskich w 
celu przygotowania inicjatywy ustawodawczej z 
końcem 2011r.
III.  Ochrona informacji niejawnych:
 – celem Komisji jest opracowanie zintegrowane-
go podejścia opartego na wspólnej analizie sy-
tuacji kryzysowych, jako warunku koniecznego 
dla lepszej wymiany informacji oraz przygoto-
wania wspólnych unijnych sprawozdań w za-
kresie oceny zagrożeń i ryzyka,
 – prace Komisji nad spójnymi ramami wymiany 
informacji niejawnych pomiędzy agencjami 
UE.
IV.  Europejski Potencjał Reagowania Kryzysowego:
 – wniosek Komisji dot. ustanowienia Europej-
skiego Potencjału Reagowania Kryzysowego 
(COM(2010) 600 final),
 – przejście z systemu działań ad hoc na system 
przewidywalny oparty na regularnych ocenach 
ryzyka, scenariuszach referencyjnych, mapowa-
niu aktywów i planowaniu awaryjnym, 
 – utworzenie Europejskiego Potencjału Reago-
wania Kryzysowego w formie dobrowolnej puli 
środków państw uczestniczących, zadeklarowa-
nych na rzecz operacji UE,
 – odnowienie z końcem 2011r. prawodawstwa 
UE w zakresie ochrony cywilnej.
    żeń przekraczających zdolności reagowania 
dotkniętego państwa członkowskiego i tworzy 
podstawę do uruchomiania pomocy w ramach 
UE między państwami członkowskimi.
II.  Przygotowywanie pierwszego międzysektoro-
wego przeglądu zagrożeń naturalnych i antro-
pogenicznych na podstawie krajowych ocen 
ryzyka wg. wytycznych Komisji (raporty prze-
kazało 12 państw raportów uczestniczących 
w mechanizmie ochrony ludności UE – w tym 
Polska).
III. Wdrażanie procedury „wzajemnych ocen” 
(3 państwa oceniają procedury 1) w zakresie za-
rządzania ryzykiem dotyczącego katastrof natu-
ralnych. W planach Komisji jest przygotowanie 
wytycznych opartych na dobrych praktykach w 
w/w zakresie.
IV. Uruchomienie w 2013r. Centrum Reagowania 
Kryzysowego, wzmacniającego zdolności UE 
do reagowania w przypadku katastrof.
V.  Utworzenie w 2012r. Centrum Analizy Strate-
gicznej i Reagowania w Dyrekcji Generalnej do 
Spraw Wewnętrznych Komisji w celu wzmoc-
nienia współpracy sieciowej różnych ośrodków.
VI.  Ustanowienie ram prawnych do wymiany in-
formacji niejawnych pomiędzy agencjami UE.
Źródło: opracowanie własne na podstawie: Komunikatu Komisji do Parlamentu Europejskiego i Rady 
pt. Drugie sprawozdanie na temat realizacji strategii bezpieczeństwa wewnętrznego UE, Bruksela, 
dnia 10.04.2013 (COM(2013) 179 final), Komunikatu Komisji do Parlamentu Europejskiego i Rady 
pt. Pierwsze sprawozdanie roczne w sprawie wykonania strategii bezpieczeństwa wewnętrznego UE, 
Bruksela, dnia 25.11.2011 (KOM(2011) 790 wersja ostateczna) oraz Internal security: What progress has been made?, Informacja prasowa Komisji Europejskiej z 10.04.2013r. (IP/13/317).
Przyglądając się bliżej zaprezentowanemu zestawieniu dwóch przeglądów omawianej 
Strategii, można stwierdzić, iż większość zadań, planowanych w ramach pięciu celów 
strategicznych (Strategia bezpieczeństwa wewnętrznego UE w działaniu, 2010), udało się 
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zrealizować. Jednakże monitoring ten przedstawia przede wszystkim procesy zachodzące 
po stronie instytucji unijnych. Na plan pierwszy wysuwają się więc działanie i rola Komi-
sji Europejskiej, posiadającej inicjatywę prawodawczą i pełniącej funkcję koordynacyjną 
wobec planowanych działań. Z analizowanego monitoringu nie wynika jednak, na jakim 
etapie wdrażania znajduje się ESBW w państwach członkowskich, a więc czy przyjęte 
rozporządzenia i zalecenia zostały właściwie transponowane do praktyki politycznej 
i porządków prawnych krajów UE. Dopiero na podstawie końcowej części raportu z 2013r. 
(opracowanie graficzne, według stanu z kwietnia 2013r.) można wnioskować, w jakich 
obszarach występowały opóźnienia implementacji zaleceń Strategii po stronie państw 
członkowskich, w stosunku do planów przewidzianych do realizacji w latach 2011-2012.
Tabela 2. Działania państw członkowskich UE z lat 2011-2012 znajdujące się nadal w realizacji (wg przeglą-
du ESBW z kwietnia 2013r.)
Przegląd wszystkich działań przewidzianych na lata 2011-2014Cel 1: Rozbicie międzynarodowych sieci przestępczych 
1. Identyfikacja i demontaż sieci przestępczych:
 – brak dyrektywy PNR UE i nowego porozumienia PNR z Kanadą,
 – brak sprawozdania z badania nt. scentralizowanych rejestrów bankowych,
 – transpozycja przez państwa członkowskie dyrektywy w sprawie handlu ludźmi,
 – większe zaangażowanie JIT.
2. Ochrona gospodarki przed infiltracją:
 – wdrożenie działań w ramach cyklu politycznego,
 – budowa sieci nieformalnych punktów kontaktowych w zakresie podejścia administracyjnego,
3. Konfiskata majątku pochodzącego z przestępstwa:
 – utworzenie biur ds. odzyskiwania mienia,
 – ustanowienie wspólnych wskaźników oceny skuteczności biur ds. odzyskiwania mienia,
4. Zadania przekrojowe:
 – ratyfikacja i wdrążanie instrumentów współpracy sądowniczej i prawnej.Cel 2: Zapobieganie terroryzmowi i przeciwdziałanie radykalizacji
1. Prawa społeczności w zapobieganiu radykalizacji postawi i werbunkowi terrorystów:
 – unijna sieć świadomości radykalizacji (konferencje i inne działania).
2. Odcięcie terrorystom dostępu do funduszy i śledzenie ich transakcji:
 – plany działania dot. zapobiegania dostępowi do materiałów wybuchowych i innych substancji,
 – wdrażanie przepisów dot. administracyjnego zamrażania funduszy osób podejrzanych o działalność 
terrorystyczną w UE.
3. Ochrona infrastruktury krytycznej i transportu:
 – wdrożenie planu działania w zakresie bezpieczeństwa ładunków przewożonych drogą lotniczą.Cel 3: Podniesienie poziomu bezpieczeństwa obywateli i podmiotów gospodarczych w cyberprzestrzeni
1. Zdolność w zakresie egzekwowania prawa i praktyki sądowniczej;
 – wykorzystanie wyników prac grupy UE–USA ds. bezpieczeństwa internetowego oraz inicjowanie 
współpracy z innymi podmiotami,
 – ratyfikacja konwencji Rady Europy o cyberprzestępczości,
 – wdrożenie działań w ramach unijnego cyklu politycznego (Council conclusions, 2010),
 – budowanie krajowej świadomości zagrożenia cyberprzestępczością i utworzenie centrów doskonałości.
2. Współpraca sektorowa w celu wzmocnienia praw i ochrony obywateli:
 – zasady sprawozdawczości w zakresie komputerowych incydentów przestępczych,
3. Zwiększenie zdolności reagowania na ataki cybernetyczne:
 – utworzenie krajowych/rządowych zespołów reagowania na incydenty komputerowe (CERT) i stwo-
rzenie ich sieci.
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1. Pełne wykorzystanie potencjału Eurosur i większe zaangażowanie Frontexu – w trakcie realizacji.
2. Wspólne zarządzanie ryzykiem w obrocie towarowym na graniach UE:
 – poprawa zdolności analiz ryzyka.
3. Poprawa współpracy międzyinstytucjonalnej na poziomie krajowym:
 – poprawa koordynacji kontroli granicznych różnych organów,
 – opracowanie krajowych analiz ryzyka w celu identyfikacji punktów newralgicznych.
4. Zagadnienia przekrojowe:
 – wdrożenie działań w ramach unijnego cyklu politycznego,
 – aktywne zaangażowanie w dialog nt. migracji, mobilności i bezpieczeństwa z rządami krajów Afryki 
Północnej i Bliskiego Wschodu. Cel 5: Zwiększenie odporności Europy na sytuacje kryzysowe i katastrofy
1. Uniwersalne podejście do oceny zagrożeń i ryzyka:
 – krajowe podejścia do zarządzania ryzykiem,
 – międzysektorowy przegląd możliwych w przyszłości zagrożeń naturalnych i antropogenicznych.
2. Powiązania między ośrodkami kontroli różnych zagrożeń:
 – wzmocnienie więzi między sektorowymi funkcjami wczesnego ostrzegania i organami współpracy 
w warunkach kryzysowych.
Źródło: Komunikatu Komisji do Parlamentu Europejskiego i Rady pt. Drugie sprawozdanie na temat real-izacji strategii bezpieczeństwa wewnętrznego UE, Bruksela, dnia 10.04.2013 (COM(2013) 179 final).Finansowanie polityki bezpieczeństwa wewnętrznego Unii  w latach 2014-2020
Dalsze powodzenie integracji państw członkowskich w dziedzinie spraw wewnętrz-
nych zależy nie tylko od woli politycznej państw i dobrej koordynacji ich współpracy, 
lecz związane jest bardzo mocno z finansowaniem polityki wewnętrznej UE. W latach 
2014-2020 Unia zamierza wydać na nią 10,9 mld euro, przy czym budżet Home Affairs 
z okresu 2007-2013 wynosił 6,4 mld euro (0,77% całego budżetu UE) (Funding home affairs beyond, 2013)2. Oznacza to, iż w nowej perspektywie finansowej wartość budżetu 
wzrośnie aż o 70% w porównaniu do poprzedniego okresu. 
Nowy budżet spraw wewnętrznych UE obejmuje trzy zasadnicze pozycje, wynika-
jące zarówno z programowania zawartego w Programie Sztokholmskim, jak planu re-
alizacji Strategii Bezpieczeństwa Wewnętrznego. Należą do nich: Fundusz Migracji 
i Azylu – 3,8 mld euro, Fundusz Bezpieczeństwa Wewnętrznego – 4,6 mld euro, wyspe-
cjalizowane agencje (m.in. Europol, Frontex, Cepol) i systemy informatyczne – 2,3 mld 
euro (Funding home affairs beyond, 2013). Liczba kompleksowych ram finansowania 
została zredukowana z sześciu do dwóch3, przy czym fundusz migracyjny dedykowa-
2 Strona internetowa Dyrekcji Generalnej ds. Wewnętrznych Komisji Europejskiej, http://ec.europa.eu/
dgs/home-affairs/financing/index_en.htm. Statystyka ta nie uwzględnia budżetu dotyczącego unijnej prze-
strzeni sprawiedliwości, obejmującej ochronę praw człowieka oraz współpracę wymiaru sprawiedliwości w 
sprawach karnych i cywilnych.
3 Budżet 2007-2013 obejmował: Europejski Fundusz na rzecz Uchodźców, Fundusz Granic Zewnętrz-
nych, Europejski Fundusz Powrotu Imigrantów, Europejski Fundusz na Recz Integracji Obywateli Państw 
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ny jest zintegrowanemu zarządzaniu migracjami, finansowaniu przesiedleń migrantów 
(relokacja, powroty, readmisje) i Europejskiej Sieci Migracyjnej, a Fundusz Bezpieczeń-
stwa Wewnętrznego przeznaczony do implementowania Strategii Bezpieczeństwa We-
wnętrznego, wzmocnienia zarządzania bezpieczeństwem granic zewnętrznych oraz do 
finansowania nowych systemów informatycznych (system entry/exit, program rejestra-
cji podróżnych). Postulat założenia nowego funduszu zgłosiła Komisji Rada Europejska 
w Programie Sztokholmskim, troszcząc się o promocję realizacji SBW. Jego architektura 
z uwagi na odmienny zakres udziału Wielkiej Brytanii, Irlandii i Danii w obszarze spraw 
wewnętrznych składać się będzie z dwóch odrębnie ustanowionych instrumentów finan-
sowych: na rzecz wspierania współpracy policyjnej, zapobiegania i zwalczania przestęp-
czości oraz zarządzania kryzysowego oraz wspierania w zakresie granic zewnętrznych 
i wiz (Budowanie otwartej i bezpiecznej przestrzeni – komunikat, 2011). Zarówno fun-
dusz migracyjny, jak i ds. wewnętrznych, posiadają wymiar zewnętrzny do wspierania 
państw trzecich oraz działań UE na ich terenie, a ich projektowanie i wdrażanie zostało 
zintegrowane z polityką zagraniczną oraz strategią Europa 2020, odnoszącą się do prze-
zwyciężania kryzysu i inteligentnego wzrostu. 
Większość środków przeznaczonych na sprawy wewnętrzne rozdysponowywana bę-
dzie według metody zarządzania dzielonego, oznaczającego partnerstwo z państwami 
członkowskimi w zakresie wszystkich polityk szczegółowych. Uproszczenie w stosunku 
do poprzedniej perspektywy finansowej polegać ma na większej orientacji na rezultaty 
oraz przejściu z obowiązującego w latach 2007-2013 systemu rocznego programowania 
w ramach wieloletnich (zgodnie z ogólnie określonymi priorytetami politycznymi) na 
wieloletnie programowanie poprzedzone „dialogiem politycznym” na wysokim szcze-
blu z poszczególnymi państwami członkowskimi. Państwo członkowskie Unii może więc 
spodziewać się, iż otrzyma kwotę podstawową na początku wieloletnich ram finansowa-
nia, gwarantującą kontynuację działań i możliwość planowania programów krajowych. 
Część elastyczna finansowania uzależniona będzie od gotowości państwa członkowskie-
go do realizacji działań priorytetowych UE w ramach programów krajowych, zaś ich 
przydzielenie będzie dwuetapowe: na początku obowiązywania wieloletnich ram finan-
sowych oraz po przeglądzie w 2017r. Kwoty z Funduszu Migracji i Azylu będą rozdy-
sponowane do państw członkowskich na podstawie procedury zaciągania zobowiązań 
(co dwa lata). Finansowanie bezpośrednie utrzymane będzie dla pomocy technicznej, 
projektów innowacyjnych oraz w ramach wspierania działań w państwach trzecich, ini-
cjatyw podmiotów niepaństwowych i procedur uwalniania środków w sytuacjach nad-
zwyczajnych.
Komisja Europejska podkreśla, że z uwagi na trudność monitorowania czynników 
zewnętrznych obszaru bezpieczeństwa i migracji nie można mierzyć według precy-
zyjnych wskaźników i danych liczbowych. Dlatego ocena i monitoring wydatkowania 
Trzecich. Więcej informacji o tych funduszach zob.: Borawska-Kędzierska, E., Strąk, K. (2011, s. 187-192). 
Ponadto centralnie zarządzanymi przez Komisję Europejską programami szczegółowymi były: „Zapobie-
ganie i walka z przestępczością” (ISEC) oraz „Zapobieganie, środki gotowości i usuwanie następstw aktów 
terroryzmu oraz innych zagrożeń dla bezpieczeństwa” (CIPS).
Artykuły 211
funduszy na bezpieczństwo wewnętrze oparte będą na ocenie ilościowej i jakościowej 
(w tym na ocenach ryzyka). Podsumowanie
Zaprezentowane w niniejszym materiale informacje i analizy wskazują na pojawienie 
się w okresie 2011-2013 szeregu nowych rozwiązań formalnych w zakresie spraw we-
wnętrznych w Unii Europejskiej, które powinny być wdrażane do porządków prawnych i 
organizacyjnych państw członkowskich. 
Wspólnie definiowanym celem – przez UE i jej członków – jest uzyskiwanie większej 
skuteczności służb w walce z przestępczością zorganizowaną, ochroną granic oraz zarzą-
dzaniem ryzykiem. Mnogość proponowanych instrumentów i każdorazowo konieczność 
ich wielopoziomowej implementacji pokazują, jak dynamicznie rozwija się ten obszar 
polityki w Unii Europejskiej i jak dużą rolę odgrywa w nim Komisja Europejska. Stanowi 
ona bowiem nie tylko ośrodek koordynujący i monitorujący implementację politycznych 
zobowiązań państw, lecz w wielu przypadkach jest też kreatorem rozwiązań legislacyj-
nych. Wydaje się, że wraz z Traktatem Lizbońskim oraz reformą systemu głosowania w 
Radzie Unii Europejskiej po 2014r. przestrzeń wolności, bezpieczeństwa i sprawiedli-
wości zyskała oczekiwaną od wielu lat dynamikę rozwoju, hamowaną przez przyjętą w 
nieistniejącym III filarze Unii i nadal obowiązującą w niektórych aspektach, międzyrzą-
dową metodę podejmowania decyzji. 
Przeglądy SBW pokazują także, iż intensywny rozwój obszaru bezpieczeństwa we-
wnętrznego, mimo iż kluczowy dla wzmacniania dobrobytu w UE, wciąż obciążony jest 
tradycyjnymi problemami braku gotowości państw do współpracy w niektórych dziedzi-
nach, np. polityce azylowej, lub czasochłonnymi i wielostopniowymi procesami uzgod-
nień sektorowo-rządowych, np. w zakresie oceny ryzyka zarządzania kryzysami. Z tego 
właśnie powodu największy postęp odnotowywany jest w obszarach, które obecnie uzna-
wane są za wyrządzające największe szkody dla bezpieczeństwa unijnego (terroryzm, 
przestępczość finansowa i radykalizm, ochrona granic zewnętrznych) oraz które wspo-
magane są przez wyspecjalizowane agencje unijne i odpowiednie środki. 
Proces monitoringu Europejskiej Strategii Bezpieczeństwa Wewnętrznego pozwala 
na dokonanie przeglądu realizacji planowanych w niej działań. Poważnym mankamen-
tem jest jednak brak krajowych odniesień do wdrażania strategii po stronie każdego z 
państw członkowskich. Bardziej precyzyjny i całościowy monitoring wpływałby na więk-
szą skuteczność kontroli realizacji strategii. Obecnie jest on tylko wstępem do zakładanej 
w drugiej połowie 2014r. całościowej oceny wdrażania strategii. Dopiero ona ma stać się 
podstawą do sformułowania konkretnych wniosków politycznych dla decydentów. 
Nowa perspektywa finansowa i zmiany w zakresie przydzielania środków pozwalają 
mieć nadzieję na większą skuteczność ich wydatkowania, lepsze dostosowanie działań 
do priorytetów strategicznych UE oraz potrzeb państw członkowskich. Ona same okre-
ślą nie tylko stopień politycznego zaangażowania w politykę spraw wewnętrznych Unii, 
ale także poziom uzyskiwanych środków finansowych w części elastycznej. Należy mieć 
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nadzieję, że nowy sposób przydzielania środków poprawi również krajową sprawozdaw-
czość na temat implementacji narzędzi Strategii Bezpieczeństwa Wewnętrznego. Bibliografia
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