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Quem ouviu falar ou sabe o 
que é a desmaterialização?
Quem ouviu falar ou sabe o 
que é a desmaterialização?
Quem ouviu falar ou sabe o 
que é a preservação digital?
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• Gestão de Metainformação (baseada em EAD)	

• Gestão de Objectos Digitais (...)	

• Políticas e protocolos de Preservação Digital	

• Projecto nacional (Direcção Geral de Arquivos)
CRiB: Serviços de Preservação para Repositórios Digitais (2005-2008)	

• Serviço de Migração Distribuído	

• Serviço de Aconselhamento e Suporte à Migração	
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• Tese de Doutoramento / U. Minho (Miguel Ferreira)
RODA: Motivação
• A História de hoje “é construída” no Digital: a 
desmaterialização, …;!
• A produção de objectos digitais é exponencial;!
• Não existe qualquer estrutura capaz de suportar a 
incorporação, a gestão e a preservação a longo prazo 
dos objectos digitais; !
• Há necessidade de preservar a memória a herança e 
o testemunho  digitais das organizações públicas.!
§ Exemplos: SGU, processos judiciais, processos das 
bolsas dos estudantes, ...
Requesitos/Questões?
• Como garantir a autenticidade?!
• Como garantir níveis de confiança ao longo do 
tempo?!
• Como descrever e classificar ODs?!
• Como implementar a Preservação Digital?
Autenticidade
“O Codex 632” de 	

José Rodrigues dos Santos
Assunto: Quem realmente foi 
Cristophoros Colombus?	

Seria italiano? Espanhol? 	

Ou um português oriundo de uma 
família judia?
Autenticidade
Temos de confiar nas nossas fontes: na História 




Temos de confiar nas nossas fontes: na História 
não há discurso direto ou prova.	

EX: a Bíblia
Como nos tornamos “alguém de confiança”?
Autenticidade
Temos de confiar nas nossas fontes: na História 
não há discurso direto ou prova.	

EX: a Bíblia
Como nos tornamos “alguém de confiança”?
• Reputação;	

• Documentando toda e qualquer acção realizada 
sobre os ODs;	

• Certificando os nossos sistemas.
Digital Object Classes


















































Se um destes níveis se 
tornar obsoleto deixamos de 
ter acesso ao OD
Estratégias de Preservação
• Focando o objecto físico/lógico!
o Centrada na preservação da informação no seu 
formato lógico e/ou suporte físico!
o Usa a tecnologia original associada aos ODs para 
garantir o acesso aos mesmos!
o Preservação da Tecnologia!
• Focando o objecto conceptual!
o Centrada na preservação das propriedades 
significativas do objecto de forma independente do 
hardware e do software!
o Preservação do Objecto Conceptual
Preservação do Objecto Conceptual
Migração: transformação periódica do OD de uma configuração de hw/
sw para outra actualizada (preservando as propriedades significativas em 
vez de preservar o formato binário original).	

 Vantagens 
– os ODs são disseminados em formatos conhecidos dos utilizadores 
– Não há necessidade de preservar a configuração original de hw/sw 
– A estratégia mais usada e a única que funcionou até agora 
!
 Desvantagens 
– Possível perda de informação durante a conversão 
– É necessária uma manutenção constante  
– A longo prazo os custos não são de desprezar
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Open Archival Information System - OAIS	

ISO 14721:2003
OAIS (Pacotes de Informação)
• Submission Information Package (SIP)!
✴ Objecto Digital!
✴ Metainformação criada pelo produtor!
‣ demasiado indefinida...!
• Archival Information Package (AIP)!
✴ Objecto Digital armazenado!
✴ Metainformação: suficiente para assegurar a preservação e o 
acesso aos ODs!
‣ modelo definido por: PREMIS!
• Dissemination Information Package (DIP)!




‣ Contrato pré-ingestão 
- Arquivo e o produtor acordam o formato do SIP (informação 
de depósito) 
- O processo de ingestão é completamente descrito e 
acordado entre ambas as partes
Pré-Ingestão
‣ Contrato pré-ingestão 
- Arquivo e o produtor acordam o formato do SIP (informação 
de depósito) 
- O processo de ingestão é completamente descrito e 
acordado entre ambas as partes
Exemplos: a realidade portuguesa e a realidade nórdica
Pré-Ingestão
• Produtor regista-se no RODA!
• Faz download do RODA-in (instalador pré-
preparado durante o registo)!
• Produtor cria SIPs com o RODA-in e envia ao 



































• Pacote recebido via HTTP, FTP ou suporte físico;	

• Descompressão do pacote;	















• Aceitação pelo arquivista
Workflow de Ingestão
SIP AIP
• Pacote recebido via HTTP, FTP ou suporte físico;	

• Descompressão do pacote;	















• Aceitação pelo arquivista
Workflow de Ingestão
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Breve apresentação da norma ISO 16363
Processo de auditoria aos repositórios científicos
Requisitos normativos e estratégias para 
aumentar a conformidade dos repositórios
Porquê certificar um repositório digital?
Estabelecer um clima de confiança em torno do 
repositório e da informação que nele se encontra 
custodiada
‣ Produtores, Consumidores, Gestores, Operadores, Financiadores, 
etc.
Capacidade de demonstrar de forma objetiva quanto 
confiável é o nosso repositório 
Postura de transparência perante todos os intervenientes
Demonstrando que existem processos e procedimentos e 
que estes são seguidos 
‣ com base em evidências

Quantos de vocês confiam nos sistemas de informação da 
Segurança Social?
Serão estes sistemas capazes de preservar os vossos 
registos durante 20, 30 ou 40 anos?
Já imaginaram quantos governos, políticas e sistemas de 
governação estes registos terão de atravessar?
Já imaginaram quantos sistemas de informação, 
tecnologias, arquiteturas de hardware, etc., os vossos 
registos irão encontrar?
A derradeira questão é
Quantas pessoas terá a Segurança Social a pensar 
nestas questões?
A derradeira questão é
Quantas pessoas terá a Segurança Social a pensar 
nestas questões?
Mas há muitos outros…
A derradeira questão é
Quantas pessoas terá a Segurança Social a pensar 
nestas questões?
Mas há muitos outros…
Saúde: processos clínicos
A derradeira questão é
Quantas pessoas terá a Segurança Social a pensar 
nestas questões?
Mas há muitos outros…
Saúde: processos clínicos
Tribunais: processos judiciais
A derradeira questão é
Quantas pessoas terá a Segurança Social a pensar 
nestas questões?
Mas há muitos outros…
Saúde: processos clínicos
Tribunais: processos judiciais
Finanças: IRS, IRC, …
ISO 16363 
Audit and Certification of Trustworthy Digital 
Repositories
O ISO 16363 deriva do TRAC, documento publicado em 2007 
pela
‣ RLG (Research Library Group) 
‣ NARA (National Archives and Records Administration) 
Enumera um conjunto de requisitos que vão desde a gestão 
organizacional às infraestruturas 
visam aferir a confiabilidade de um repositório
O TRAC tornou-se uma norma ISO em 2012
‣ ISO/DIS 16363  – Audit and certification of trustworthy digital repositories = 
TRAC
‣ ISO/DIS 16919  – Requirements for bodies providing audit and certification 
of candidate trustworthy digital repositories
Os objetivos da norma são:
‣ Fornecer uma ferramenta que permita auditar, avaliar, e potencialmente 
certificar repositórios digitais
‣ Estabelecer a documentação necessária para realizar uma auditoria
‣ Delinear o processo de certificação
‣ Estabelecer metodologias apropriadas para determinar a robustez e a 
sustentabilidade de um repositório digital
A aplicação da norma potencia a confiança junto dos 
utilizadores do repositório pois
‣ Estabelece um clima de transparência relativamente aos processos 
implementados
‣ Auxilia na realização de auditorias internas e externas
Partes da norma
Estrutura organizacional (25 requisitos)
‣ Estrutura governativa e viabilidade organizacional (5 requisitos)
‣ Estrutura organizacional e recursos humanos (4 requisitos)
‣ Documentação de processos e políticas de preservação (7 requisitos)
‣ Sustentabilidade financeira (3 requisitos)
‣ Contratos, licenças e responsabilidades (6 requisitos)
Gestão de objetos digitais (42 requisitos)
‣ Ingestão: incorporação de informação digital (10 requisitos)
‣ Ingestão: criação do Pacote de Informação de Arquivo (AIP) (12 requisitos)
‣ Planeamento de preservação (6 requisitos)
‣ Preservação do AIP (6 requisitos)
‣ Gestão de informação (4 requisitos)
‣ Gestão de acessos (4 requisitos)
Infraestrutura e gestão da segurança (23 requisitos)
‣ Gestão de riscos inerentes à infraestrutura (20 requisitos)
‣ Gestão da segurança (3 requisitos)






Processo de análise de evidências
1. Autoavaliação
Os responsáveis foram convidados a realizar uma autoavaliação para cada um dos 
requisitos do referencial normativo 
2. Apresentação de evidências
Estes deveriam apresentar evidências do cumprimento dos vários requisitos normativos
3. Análise e avaliação
Após a receção da autoavaliação e respetivos materiais associados, a equipa auditoria 
analisou todas as evidências fornecidas e efetuou a sua própria avaliação
4. Plano de ações
Para cada requisito cuja avaliação se situou abaixo do nível 4 (operacional), foram 
fornecidas sugestões de melhoria
Para as avaliações que divergiram da autoavaliação foram também providenciados 
comentários que visavam explicar o motivo da divergência.
Os relatórios de auditoria foram enviados aos responsáveis pelos repositórios
5. Relatório final
Foi elaborado um relatório onde se resumiam as principais constatações detetadas ao 
longo do processo de auditoria nos vários repositórios e infraestrutura
Principais conclusões
Foram consultados 26 repositórios
2 repositórios não responderam à chamada
Cada repositório respondeu à 1ª secção da norma
As partes 2 e 3 foram respondidas pela FCCN e SDUM
Nível médio de maturidade dos 24 repositórios foi de 2.0
O nível de maturidade menos elevado foi de 1.1
O nível de maturidade mais elevado foi de 2.8 (2 repositórios)
4.0 
é a nossa meta
Há um conjunto de requisitos para o qual nenhum repositório 
foi capaz demonstrar o seu cumprimento 
Para estes requisitos sugerimos uma abordagem centralizada, 
com a coordenação da FCCN, que vise colmatar as lacunas 
apresentadas de uma forma transversal a todos os repositórios
Requisitos que nenhum repositório 
cumpriu
3.1.2.1 - O repositório deve possuir um plano de sucessão, um 
plano de contingência e/ou acordos judiciais ou de outra 
natureza que assegurem o acesso continuado à informação 
digital em caso de cessação de operações do repositório.
3.1.2.2 - O repositório deve monitorizar o seu meio 
organizacional para determinar quando deverá acionar o plano 
de sucessão, plano de contingência e/ou acordos judiciais.
Recomenda-se a elaboração de um plano de sucessão que abranja a cessação de 
operações das várias instituições envolvidas e que defina objetivamente quais os 
eventos a monitorizar e em que circunstâncias é que estes deverão ativar o plano 
de sucessão. As responsabilidades pela ativação do plano de sucessão deverão 
também ser definidas.
3.3.2 - O repositório deve possuir uma Política de preservação 
que assegure o cumprimento do seu Plano estratégico para a 
preservação.
Não foram apresentadas evidências por parte de nenhum repositório de existir 
uma política de preservação formal.
3.3.2.1 - O repositório deve possuir procedimentos definidos 
para a revisão, atualização e desenvolvimento continuado da 
sua Política de preservação.
A política de preservação a definir deve apresentar de forma clara como e quando 
deverão ser realizadas revisões do mesma. Sugere-se a definição de uma política 
de preservação de acordo com o ponto anterior onde se clarificam as 
responsabilidades, periodicidade e modo de agir no que toca a revisões do 
documento de política.
!
3.3.6 - O repositório deve comprometer-se com a realização 
regular de auditorias internas e auditorias de certificação 
realizadas por entidades externas.
3.5.2 - O repositório deve garantir o cumprimento dos direitos 
de propriedade intelectual e restantes restrições aplicáveis ao 
uso da informação digital gerida pelo repositório de acordo com 
o contrato de depósito estabelecido com o produtor.
Recomenda-se que o repositório implemente um procedimento capaz de verificar 
que os contratos de cedência de direitos assinados com os depositantes estão a 
ser cumpridos pelo repositório. O repositório deverá verificar por sondagem ou 
através de qualquer outro mecanismo que as restrições de acesso à informação 
solicitadas pelo depositante estão a ser devidamente implementadas pelo 
repositório.
O requisitos relacionados com a sustentabilidade financeira 
apresentaram também um reduzido nível de maturidade
Devido ao facto das unidades orgânicas que geralmente 
assumem responsabilidade pelo repositório não possuírem 
autonomia financeira.
O risco de ruptura financeira das instituições e das unidades 
responsáveis pelo repositório pode ser mitigado através da 
elaboração de um plano de sucessão
Análise dos requisitos da norma
Estrutura governativa e viabilidade 
organizacional
3.1.1 - O repositório deve possuir uma declaração de missão que 
reflete o compromisso para com a preservação, retenção, gestão e 
acesso continuado à informação digital.
Exemplo: 
O SAPIENTIA reúne o conjunto das publicações científicas produzidas 
pelos docentes e investigadores da Universidade do Algarve (UAlg) e 
pretende maximizar a sua visibilidade, garantir o acesso fácil a esse 
acervo, melhorar o impacto público da actividade científica da 
Universidade e assegurar a preservação da sua memória.
No caso da UALG, esta declaração de missão encontrava-se emanada 
num conjunto de despachos reitorais que visam inclusive a avaliação 
dos docentes.
‣ Regulamento orgânico da Biblioteca da UALg, Artigo 6.º, ponto 4
‣ Despacho RT.020/2012 – Depósito de documentos no Sapientia
‣ Despacho RT.059/2012 – Avaliação do Pessoal Docente da Universidade do Algarve!
3.1.2 - O repositório deve possuir um Plano estratégico que define as 
abordagens seguidas pelo repositório na prossecução da sua missão.
Um plano estratégico deve possuir os seguintes elementos:
Quem somos?
Missão, visão e valores da organização
Onde estamos?
Análise das condições ambientais (internas e externas), e.g. análise SWOT
Para onde vamos?
Quais os objetivos a atingir (devidamente enquadrados com a visão)
Como medir - Indicadores
O que pretendemos alcançar - Metas
Como chegaremos lá?
Planeamento estratégico. 
Como iremos alcançar os objetivos
Como saber se estamos a percorrer o caminho corretamente?
Acompanhamento dos indicadores
Definição de ações corretivas
3.1.2.1 - O repositório deve possuir um plano de sucessão, um 
plano de contingência e/ou acordos judiciais ou de outra 
natureza que assegurem o acesso continuado à informação 
digital em caso de cessação de operações do repositório.
O que fazer caso as instituições que gerem os dados deixarem 
de o fazer?
Algumas ideias:
‣ Devolver dados à procedência
‣ Transferir a informação para outro repositório do SARI (e.g. Comum)
‣ Transferir a informação para a Torre do Tombo ou a Biblioteca Nacional
A Constituição da República Federativa do Brasil, em seu artigo 23o define que é 
competência comum da União, dos Estados, do Distrito Federal e dos Municípios, 
“proteger os documentos, as obras e outros bens de valor histórico, artístico e cultural, os 
monumentos, as paisagens naturais notáveis e o sítios arqueológicos.”
A Lei no 8.159, de 8 de janeiro de 1991, que dispõe sobre a política nacional de arquivos 
públicos e privados, estabelece em seu artigo 18o que “compete ao Arquivo Nacional a 
gestão e o recolhimento dos documentos produzidos e recebidos pelo Poder Executivo 
Federal, bem como preservar e facultar o acesso aos documentos sob sua guarda, e 
acompanhar e implementar a política nacional de arquivos.”
Esse contexto jurídico, estabelece claramente a competência e o dever do Arquivo 
Nacional para com a preservação e o acesso do patrimônio documental de valor 
permanente produzido pelo Poder Executivo Federal, inclusive dos documentos em 
formato digital. Uma vez que a Constituição em vigor define como competência da União, 
e demais instâncias do poder público, a proteção aos documentos de valor histórico, 
entende-se que, no caso da eventual extinção do Arquivo Nacional, deverá ser previsto 
um sucessor apto a cumprir com suas competências, nos termos da Lei no 8.159.
Por outro lado, no caso de não haver condições de manutenção do AN Digital por parte do 
Arquivo Nacional, devido a insuficiência de dotação orçamentária ou outro tipo de 
dificuldade administrativa, caberá à instância superior que o subordina definir quem 
deverá fazê-lo em seu lugar.
3.1.2.2 - O repositório deve monitorizar o seu meio 
organizacional para determinar quando deverá acionar o plano 
de sucessão, plano de contingência e/ou acordos judiciais.
Quais as condições que nos levam a accionar o plano de 
sucessão e quem terá autorização para o fazer?
A ideia é que o plano seja ativado enquanto as instituições 
ainda estão minimamente operacionais
Exemplos:
‣ Pré-insolvência
‣ Número de FTE se situar abaixo de um valor predefinido
‣ O nº de depósitos anual descer abaixo de um determinado nível
‣ Quando uma alteração da missão da organização deixe de se centrar na preservação da 
informação
3.1.3 - O repositório deve possuir uma política de ingestão que 
especifique o tipo de informação que este se compromete 
preservar, reter, gerir e garantir o acesso.
3.1.3 - O repositório deve possuir uma política de ingestão que 
especifique o tipo de informação que este se compromete 
preservar, reter, gerir e garantir o acesso.
Depacho 95/R/2013
Dra. Madalena Carvalho, Universidade Aberta
!
Estrutura organizacional e recursos 
humanos
3.2.1 - O repositório deve determinar as competências 
necessárias dos recursos humanos que desempenham funções 
relacionadas com a operação do repositório e simultaneamente 
assegurar que estes possuem as habilitações e experiência 
necessárias à realização dessas funções.
Possíveis evidências:
‣ Manual de funções
‣ Certificados de formação e acreditação
!
3.2.1.1 - O repositório deve identificar e definir formalmente 
todas as atividades que se propõe realizar.
O repositório deve possuir procedimentos formais para a 
realização das suas principais atividades
‣ (Auto) depósito 
‣ Validação de depósitos
‣ Evangelização e formação de utilizadores
‣ Helpdesk
3.2.1.2 - O repositório deve possuir um número apropriado de 
recursos humanos para suportar todas as suas funções e 
serviços.
Um plano estratégico/atividades com indicadores, e metas bem 
definidas que tenham que ver com a missão do repositório, e.g. 
nº de downloads, nº de documentos ingeridos, etc., ajuda a 
aferir se o número de recursos humanos é suficiente.
Exemplos:
!
0,2 FTE são suficientes para carregar 8 documentos por mês
6 FTE são suficientes para validar 100 registos por mês
!
Porém, depende efetivamente dos objetivos traçados para o 
repositório
3.2.1.3 - O repositório deve possuir e executar um plano de 
formação profissional capaz de capacitar os seus recursos 
humanos quanto às competências e conhecimentos necessários 
à sua função.
É indiscutível que praticamente todos os repositórios possuem 
quadros com a formação necessária, porém o foco está 
efetivamente no planeamento dessas formações.
!
!
Documentação de processos e 
políticas de preservação
3.3.1 - O repositório deve identificar a sua comunidade de 
interesse e qual a sua base de conhecimento. O repositório deve 
também possuir estas definições devidamente acessíveis.
De um modo geral todos os repositórios identificaram a sua 
comunidade de interesse em algum tipo de regulamentação/
documentação interna. 
Sugere-se apenas, nos casos omissos, que esta informação seja 
também publicada na página de rosto do repositório, e.g. junto 
da missão.
3.3.2 - O repositório deve possuir uma Política de preservação 
que assegure o cumprimento do seu Plano estratégico para a 
preservação.
Nenhum repositório apresentou uma política de preservação.
!
Quais as classes de objetos que o repositório aceita e sobre as 
quais este assume responsabilidade?
Teses, dissertações, artigos científicos, relatórios técnicos, etc. 
Quais as classes de objetos que o repositório rejeita, e porquê?
Documentos cifrados, audio com DRM, documentos com vírus, documentos mal 
formados/corrompidos, etc. 
Durante quanto tempo o repositório irá assegurar o acesso aos 
objetos?
Eternamente, durante 20 anos, durante 100 anos
Quais os critérios de sucesso no que toca à acessibilidade dos 
objetos, i.e. propriedades significativas a preservar?
Que propriedades do objeto original é que nos propomos preservar?
‣ Texto, fórmulas e apresentação gráfica, nº de páginas, margens, cor de fundo, etc.
‣ Audio e vídeo perfeitamente sincronizados e com uma resolução e frame rate nunca inferior 
ao original
Qual o conjunto mínimo de metadados que poderão assegurar a 
presunção de autenticidade dos objetos?
Autor, data,  título, data de depósito, contrato assinado pelo autor
Análise de riscos inerentes à operação do repositório?
Recursos humanos insuficientes, sustentabilidade financeira, problemas técnicos ao nível 
da aplicação das estratégias de preservação, etc.
Quais os procedimentos para a revisão periódica das políticas de 
preservação?
Que estratégias de preservação serão suportadas pelo 
repositório (nível físico, lógico e semântico)?
‣ Normalização, migração de formatos, emulação, encapsulamento
‣ Backups, verificação de integridade dos ficheiros
‣ Refrescamento de suportes, adequado acondicionamento dos suportes e servidores, 
segurança
3.3.2.1 - O repositório deve possuir procedimentos definidos 
para a revisão, atualização e desenvolvimento continuado da 
sua Política de preservação.
Será uma secção da política a definir
3.3.3 - O repositório deve possuir registos sobre todas as 
alterações realizadas aos seus processos, atividades, software, 
hardware, etc.
Os documentos procedimentais existentes deverão possuir um 
registo de alterações, data de publicação e informação sobre 
quem aprovou as alterações.
3.3.4 - O repositório deve demonstrar comprometimento para 
com a transparência e a responsabilização em todas as 
atividades que suportam a operação e gestão do repositório e 
que possam ter influência na preservação da informação digital.
Exemplos:
!
Canais de apoio aos utilizadores
Procedimentos e políticas disponíveis ao público
Informações sobre certificações
A ideia é possuir uma postura de transparência relativamente às 
atividades do repositório de modo a assegurar os potenciais 
utilizadores de que o repositório é confiável

3.3.5 - O repositório deve definir, colecionar, registar e facultar 




3.3.6 - O repositório deve comprometer-se com a realização 
regular de auditorias internas e auditorias de certificação 
realizadas por entidades externas.
Trata-se de uma obrigatoriedade de todas as normas ISO. 
Demonstra comprometimento em manter, validar e melhorar o 
sistema de gestão implementado.
!
Sustentabilidade financeira
3.4.1 - O repositório deve possuir planos de financiamento a 
curto e a longo prazo que assegurem a sua sustentabilidade 
financeira ao longo do tempo.
Praticamente nenhum repositório foi capaz de apresentar este 
tipo de evidências.
Pode ser resolvido com um bom plano de sucessão
3.4.2 - O repositório deve praticar uma gestão financeira e 
contabilística transparente e compatível com a legislação 
aplicável.
3.4.3  - O repositório deve evidenciar o comprometimento para 
com a análise e relato de riscos financeiros, receitas, 
investimentos e gastos (incluindo ativos, licenças e passivos).
Implica a realização de gestão financeira.
O risco de rutura financeira pode ser mitigado com um bom 
plano de sucessão.
Contratos, licenças e 
responsabilidades 
3.5.1 - O repositório deve possuir contratos ou acordos de 





3.5.1.1 - O repositório deve possuir contratos ou acordos de 
depósito que mencionem explicitamente a transferência de 
direitos do produtor para o repositório.
3.5.1.2 - O repositório deve manter acordos estabelecidos com 
os seus depositantes e terceiras partes onde figuram todos os 
aspetos relacionados com a incorporação, manutenção, acesso e 
eliminação de informação digital
3.5.1.3 - O repositório deve possuir diretivas estabelecidas que 
indiquem claramente quando é que este assume 
responsabilidade pela preservação dos materiais depositados.
Sugestão:
Na política de preservação mencionar quando é que o 
repositório assume responsabilidade pela informação
No acordo de depósito deve haver uma menção a este momento
O momento é quando o utilizador recebe o email a dizer que o 
depósito foi aprovado
3.5.1.4 - O repositório deve possuir políticas estabelecidas que 
o protejam contra potenciais litígios ou contestação de direitos 
de propriedade intelectual.
As políticas deverão assegurar que existem efetivamente 
contratos estabelecidos com todos os depositantes
Estes contratos deverão ser revistos por juristas para garantir 
que cobrem todas as situações de litígio previsíveis.
3.5.2 - O repositório deve garantir o cumprimento dos direitos 
de propriedade intelectual e restantes restrições aplicáveis ao 
uso da informação digital gerida pelo repositório de acordo com 
o contrato de depósito estabelecido com o produtor.
Isto significa que se temos um contrato com um depositante 
que restringe o acesso à obra por um período de 3 anos, esse 
período deve ser efetivamente respeitado.
 A Preservação Digital vai ser um problema do futuro 
próximo;
 Em Portugal, ainda não entrou na agenda política;
 Tem custos, financeiros, materiais e humanos;
 É um tema complexo politicamente, legalmente e 
tecnicamente;
 Legalmente, há todo um fluxo de atividades a implementar;
 A sua utilidade é no futuro e não no presente…
Conclusões
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