





















































































































































































































































































� 送信者がMAILER-DAEMON (Mail Delivery System)
� 件名がUndelivered Mail Returned to Sender
そして本文中に，












































































































� POP（Post Office Protocol）サーバ

















































































































Received: from ???.hogehoge.ac.jp ... by ???.pikopiko.ac.jp ... for xyz@pikopiko.ac.jp ...
Received: from localhost ... by ???.hogehoge.ac.jp ...
To: xyz@pikopiko.ac.jp
From: abc@hogehoge.ac.jp
というような形式になっているはずです。
Received: 以下はメールがとおってきた経路で，後に付いている日付を見ればわかるように，上
にあるほど新しい経路情報です。また，From: は送信者のアドレス，To: は受信者のアドレスで
す。
他にもいくつかの情報が出ています。ヘッダーの読み方に関する詳細は，Yahoo Japanなどで
キーワードに｢メールヘッダー｣と入れて検索すればいくらでも出てきますので，そちらを参照し
てください。はじめは読みにくいと思いますが，決まりきった書式なのですぐに慣れるはずです。
Ⅳ．ウィルスとspam
Windowsには，OEのセキュリティホールを突き，メールを悪用して蔓延するコンピュータウィ
ルスやワームが存在することは読者の皆さんもよくご存知かと思います。そういったウィルスの
蔓延を防ぐために，Windows Update（参考文献（１））を適切に行い，ウィルス対策ソフトを導
入する（参考文献（２））のは当然のシステム的な対策ですが，その他にも簡単にできることがあ
ります。
メールで蔓延するウィルスは，ほとんどの場合，得体の知れない添付ファイルという形で回っ
てきます。システム的対策をせず防衛力の弱いPCを使っているユーザが，出所が明確でないにも
かかわらず，単に「なんだろう」というような気持ちで安易に妙な添付ファイルを開くと，その
時点で感染・発病します。
たとえ親しい友人からのメールであっても，疑わしき添付ファイルが付いて来ている場合には
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それを開かずに削除するとともに，知らない相手から突然送られてきた添付ファイルについては
即刻削除しましょう。もちろんウィルス対策ソフトが適切に搭載され機能していれば，そのソフ
トがそれなりに対処してくれます。
また，ウィルスとは違い，最近はspamメールが蔓延しています。これはいわゆる，不特定多数
向けの宣伝メールの類です。近年，このメールの送信者アドレスを偽造するか，あるいは誰かの
メールアドレスを騙って，そのアドレスから送信されたかのように見せかけるspamが多く出てい
ます。メールの送信者アドレスは比較的簡単にいろいろと付けることができてしまうので，この
ようなspamが多発するのですが，もし読者ご自身のメールアドレスが悪用された場合は，その
spamメールを受け取った人から苦情のメールが届くことがあります。そんなときは慌てず冷静に，
悪用された旨，返信しましょう。そうしないと，ご自分のアドレスがspam発信源としてインター
ネット上のブラックリストに載ったり，また，別の意外なところでspam発信者として有名になっ
たりしますので，注意が必要です。
Ⅴ．第２話終演
今回は一連のWindowsネットワークトラブル話の第２話として，電子メールに関する困りごと
について紹介をしてまいりました。第１話でも書きましたように，この文章のみでメールトラブ
ルとその解決法のすべてを解説するのは不可能ですが，インターネットに多量に流れている関連
情報とともに，この第２話が，読者の皆様にとって有益な情報源の一つになれば幸いです。
次回は第３話として，Windowsシステムのネットワーク関連の基礎的な話題や，ウィルス対策
ソフトの実際などについて触れる予定です。
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