Communication security with quantum key distribution has been one of the important features of quantum information theory. A novel concept of secured direct communication with no need of establishing any shared secret key has been the next step forward. The present paper presents a secured communication scheme with three particle GHZ state as the initial state where the receiver can simultaneously receive information from two parties. Possible eavesdropping has been examined.
Introduction
The security of the quantum cryptographic protocols is based on the establishment of a secret key shared by the legitimate remote communicators prior to the transmission of any confidential message. The key is then used for encryption and decryption of message. It cannot although prevent eavesdropping but can check any tampering on the grounds of unusual error rate. Origin of quantum key distribution in its oldest form is accredited to Bennett and Brassard [1] in 1984. This pioneering work was named as BB84 protocol. Since its inception, there has been constant advancement in this area. Bennett [2] again proposed another quantum cryptographic protocol using any A. Chamoli (B) · C. M. Bhandari Indian Institute of Information Technology, Allahabad, Deoghat, Jhalwa, Allahabad 211012, India e-mail: arti.chamoli@gmail.com C. M. Bhandari e-mail: bhandari.cm@gmail.com two non-orthogonal states where the two parties share no secret initially. Ekert [3] reported a secret key generation scheme based on generalized Bell's theorem. This was further modified [4] describing a simpler EPR scheme for quantum cryptography without invoking Bell's theorem. Generalization of BB84 quantum cryptographic protocol using three conjugate bases [5] , quantum key distribution in the holevo limit [6] and extension of BB84 protocol in terms of encoding in N-dimensional Hilbert space [7] are some of the developments in the context of quantum key distribution. A detailed review of the various quantum secret sharing protocols is given in [8] .
A new direction to the study of quantum cryptography was given by Biege et al.
[9] who proposed the novel concept of secure direct communication without establishing any shared secret key. Sometime later a protocol was described by Bostrom et al. . In addition, two way communication using EPR pairs was presented by Nguyen [20] and recently a scheme based on entanglement swapping for transmission of information from many parties to a common party was presented by Gao et al. [21] . Simultaneous quantum secure direct communication among three parties was proposed by Xing-Ri Jin et al.
[22] using three particle GHZ states. Another secure direct quantum communication scheme with EPR pairs was presented by Deng et al. [23] .
The original quantum cryptographic protocols used for protecting the confidential data were based on quantum key distribution or secret sharing. In quantum key distribution, the cryptosystem works by establishing a secret key between the legitimate receiver and sender. The security is further strengthened by sharing the secret key among a group of receivers rather than a single receiver. The confidential data can then be recovered by the cooperation of all the authorized receivers. Any receiver cannot have access to the secret information single handedly. The secured direct communication scheme using entanglement on the other hand is basically revisiting quantum dense-coding [24] with multipartite entanglement [25] in reference to quantum cryptography. In this case the need to establish the secret key is substituted by sharing of entanglement among the legitimate users. Quantum dense-coding essentially makes use of shared entanglement to communicate classical information. It was shown by Bennett and Wiesner [24] that if Alice and Bob share a two qubit singlet state such
