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บทคัดย่อ 
ระเบียบว่าด้วยการคุ้มครองข้อมูลทั่วไปของสหภาพยุโรป หรือ General Data Protection 
Regulation: GDPR ได้ก าหนดหลักการพ้ืนฐานในการคุ้มครองข้อมูลส่วนบุคคลซึ่งเป็นสิทธิมนุษยชนขั้น
พ้ืนฐานของประชาชน ทุกคน หนึ่งในหลักการส าคัญคือการให้สิทธิแก่เจ้าของข้อมูลส่วนบุคคลในการที่
จะแก้ไขข้อมูลให้มีความทันสมัยและเป็นปัจจุบัน หรือการลบหรือการน าข้อมูลออกจากระบบ หากข้อมูล
นั้นอาจเป็นการก่อให้เกิดความเสียหายหรือกระทบต่อชื่อเสียงของเจ้าของข้อมูลส่วนบุคคลนั้น ซ่ึง GDPR 
ก าหนดให้เป็นภาระของตัวกลาง หรือผู้ให้บริการเว็บไซต์ที่จะต้องมีภาระในการด าเนินการ แก้ไข 
เปลี่ยนแปลง หรือน าข้อมูลส่วนบุคคลออกจากเว็บไซต์ของตนตามหลักการในเรื่องสิทธิที่ จะถูกลืม มิ
เช่นนั้นจะถือว่าไม่กระท าตามข้อก าหนดภายใต้ GDPR และจะต้องมีความรับผิดตามกฎหมาย  
ค าส าคัญ: ความรับผิดตัวกลาง, คุ้มครองข้อมูลส่วนบุคคล, สหภาพยุโรป 
 
Abstract 
 General Data Protection Regulation has imposed a principle to protect personal 
data which is the fundamental right of a human.  One of the basic principles is to allow 
owner of personal data to correct, update or remove their data from the website, 
especially data that may cause defamation of the owner.  GDPR imposes the obligation 
to online service providers to process in correcting or removing personal data out of their 
websites under the Right to be forgotten principle.   
Keywords: Intermediary Liability, Data Protection, European Union  
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1. บทน า 
 
ในปัจจุบัน Online Service Provider (OSP) หรือ ผู้ให้บริการเว็บไซต์ออนไลน์บนอินเทอร์เนต 
มีบทบาทมากขึ้นในการเสนอบริการในรูปแบบที่หลากหลาย จากแต่เดิมที่เคยเป็นลักษณะของการ
ให้บริการเพียงการให้บริการที่อนุญาตให้ผู้ใช้บริการสามารถน าเว็บเพจของตนเองเพ่ือออนไลน์บน
อินเตอร์เน็ต (web hosting)1 และอาจมีการน ารูปภาพเพียงเล็กน้อยขึ้นออนไลน์บนอินเทอร์เนต ส่งผล
ให้ในขณะนั้น OSP จึงยังไม่ถูกมุ่งประเด็นในเรื่องของการคุ้มครองข้อมูลส่วนบุคคลมากนัก แต่ในปัจจุบัน
การเสนอรูปแบบของการให้บริการของ OSP มีรูปแบบที่หลากหลายมากยิ่งขึ้นในการที่จะให้ผู้ใช้บริการ
สามารถน าข้อมูลของตนเองขึ้นสู่โลกออนไลน์ OSP หลายรายได้พัฒนารูปแบบธุรกิจของตนเองเพ่ือ
ตอบสนองความต้องการของผู้บริโภคในหลายๆรูปแบบ เช่น การให้บริการโปรแกรมค้นหา (Google, 
Yahoo) การให้บริการแพลตฟอร์มเพ่ือการติดต่อสื่อสาร (Facebook, Twitter) การให้บริการการ
จัดเก็บข้อมูลบนระบบคลาวน์ (Dropbox, Google Drive) การท าพาณิชยกรรมอิเล็กทรอนิกส์ (e-Bay, 
Amazon) การช าระเงินทางอินเทอร์เนต (Paypal) ซึ่งการให้บริการในรูปแบบที่มีความทันสมัยเหล่านี้
ล้วนแล้วแต่เป็นการขับเคลื่อนธุรกิจโดยใช้ข้อมูลเป็นหลัก ซึ่งเจ้าของข้อมูล (Data Subject) เป็น
ผู้ใช้บริการของ OSP โดยระบบปฏิบัติงานของผู้ให้บริการจะท าการประมวลผลข้อมูลต่างๆของเจ้าของ
ข้อมูล กรณีนีจ้ึงควรพิจารณาถึงขอบเขตการให้บริการของ OSP และอ านาจในการประมวลผลข้อมูลส่วน
บุคคลของ OSP ว่ามีขอบเขตเพียงใด หรือการกระท าในลักษณะใดของ OSP ในการประมวลผลข้อมูล
ส่วนบุคคลของผู้ใช้บริการที่เป็นเจ้าของข้อมูลส่วนบุคคลจะต้องมีความรับผิดตามกฎหมาย2 โดยเฉพาะ
อย่างยิ่งภายใต้กฎหมายฉบับใหม่ของสหภาพยุโรป General Data Protection Regulation : GDPR ที่
มีผลใช้บังคับ โดยมีหลักการพ้ืนฐานที่ต้องการคุ้มครองข้อมูลส่วนบุคคล ซึ่งเป็นสิทธิมนุษยชนขั้นพ้ืนฐาน
ของประชาชนชาวยุโรปและทั่วโลก ซึ่งถ้าหากผู้ให้บริการ OSP ได้ด าเนินการในฐานะเป็นผู้ควบคุมข้อมูล
ส่วนบุคคล (Data Controller) ก็จะต้องมีภาระในการปฏิบัติการประมวลผลข้อมูลของเจ้าของข้อมูล






                                                          
1 เว็บโฮสติ้ง (Web Hosting) คืออะไร, https://www.ic-myhost.com/web-hosting-articles/ 
web-hosting-%E0%B8%84%E0%B8%B7%E0%B8%AD.html. (เข้าถึงเมื่อ 11 มกราคม 2563). 
2  Giovanni De Gregorio, European University Institute Working Papers. The E-
Commerce Directive and GDPR Convergence of Legal Regimes in the Algorithmic Society?. 
https://cadmus.eui.eu/bitstream/handle/1814/63044/RSCAS%202019_36.pdf?sequence=
1&isAllowed=y. (last visited 11 January 11, 2020). 
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2. เนื้อหา 
 
2.1 General Data Protection Regulation (GDPR): หลักการทั่วไป 
 สหภาพยุโรปได้ออกกฎหมายเกี่ยวกับการคุ้มครองข้อมูลส่วนบุคคลที่เรียกว่าระเบียบว่าด้วย
การคุ้มครองข้อมูลทั่วไปของสหภาพยุโรป  (General Data Protection Regulation : GDPR) ซึ่ ง




Digital Single Market โดยการก าหนดเงื่อนไขต่างๆ ให้ผู้ประกอบการและภาคส่วนต่างๆ ต้องปฏิบัติ
ตาม โดย GDPR จะมีสถานะเป็นกฎหมายฉบับเดียวที่ประเทศสมาชิกสหภาพยุโรปจะต้องปฏิบัติตามโดย
ปราศจากข้อขัดแย้งในเรื่องระบบกฎหมายภายในประเทศสมาชิกที่มีความแตกต่างกัน หรือภาระ
ทางด้านการด าเนินการเพ่ือให้เป็นไปตามกฎหมาย GDPR ซึ่งมีผลบังคับใช้แก่ประเทศสมาชิกเมื่อวันที่ 




วัตถุประสงค์ของการจัดเก็บ และน าข้อมูลส่วนบุคคลไปใช้ภายใต้วัตถุประสงค์ อีกท้ังต้องสร้างระบบของ
การให้ความยินยอม และมีภาระในการจัดหาบุคลากรมาท าหน้าที่ตามกฎหมายในฐานะ data 
protection officer (DPO)4 หากผู้ที่มีส่วนเกี่ยวข้องไม่ปฏิบัติตามกฎหมายฉบับนี้จะต้องรับบทลงโทษที่
ร้ายแรง โดยคิดเป็นค่าปรับจ านวนร้อยละ 4 ของผลประกอบการทั่วโลกในปีนั้นๆหรือเป็นจ านวนเงิน  
20 ล้านยูโร5 
                                                          
3 European Commission, Data Protection in the EU. https://ec.europa.eu/info/ 
law/law-topic/data-protection/data-protection-eu_en#fundamental-rights. Last visited 11 
January 11, 2020. 
4 Data Protection Officer หรือเจ้าหน้าที่คุ้มครองข้อมูลประจ าองค์กร ท าหน้าที่ในการบริหาร
จัดการการประมวลผลข้อมูลของพนักงานประจ าองค์กร ข้อมูลลูกค้า ผู้ให้บริการ หรือปัจเจกชนใดที่มี
สถานะเป็นเจ้าของข้อมูลส่วนบุคคลให้เป็นไปตามหลักการของการคุ้มครองข้อมูลส่วนบุคคล ซึ่ง GDPR 
ได้ก าหนดให้องค์กรตามที่กฎหมายก าหนด จะต้องแต่งตั้งเจ้าหน้าที่คุ้มครองข้อมูลประจ าองค์กร ที่มา 
Data Protection Officer (DPO) https://edps.europa.eu/data-protection/data-protection/ 
reference-library/data-protection-officer-dpo_en 
5 Daphne Keller, “The Right Tools: Europe’s Intermediary Liability Laws and the EU 
2016 General Data Protection”. Berkeley Technology Law Journal Vol.33:287. (2018). 318. 
https://btlj.org/data/articles2018/vol33/33_1/Keller_Web.pdf. Last visited 11 January 11, 2020. 
72 
Assumption University Law Journal                  วารสารนติิศาสตร์ มหาวิทยาลยัอัสสัมชัญ 
Vol. 11 No. 2 (July – December 2020)  ปีท่ี 11 ฉบับท่ี 2 (กรกฎาคม – ธันวาคม 2563) 
 หลักการต่างๆใน GDPR ประกอบด้วยหลักการพ้ืนฐานในเรื่องสิทธิความเป็นส่วนตัวของ
มนุษยใ์นการรักษาไว้ซึ่งข้อมูลส่วนบุคคล ซึ่งประกอบด้วย  




3) การก าหนดให้มีภาระในการคุ้มครองข้อมูลของเจ้าของข้อมูลไม่ให้มีการรั่วไหล เสียหาย
หรือสูญหายของข้อมูล ประกอบด้วยกระบวนการในประประมวลผลข้อมูลที่มีความปลอดภัยและมี
มาตรการทางเทคนิคที่มีความเหมาะสม การป้องกันการเข้าถึงข้อมูลจากผู้ที่ไม่มีอ านาจ  




6) การแก้ไขข้อมูลให้มีความทันสมัยและเป็นปัจจุบัน หรือการลบหรือการน าข้อมูลออกจาก
ระบบหรือการแก้ไขข้อมูลให้ถูกต้อง ภายใต้เงื่อนไขที่ก าหนดตามกฎหมายฉบับนี้6  
 
 2.2 การก าหนดสถานะทางกฎหมายของตัวกลาง หรือ ผู้ให้บริการ OSP ภายใต้ GDPR  
  ความหมายของค าว่าตัวกลาง (intermediary) จะอาศัยหลักการตามที่ปรากฏใน E-
Commerce Directive 2000/31/EC ซ่ึงได้นิยามความหมายของตัวกลางว่าเป็นตัวกลางระหว่างเจ้าของ
สิทธิกับบุคคลที่สามหรือกล่าวอีกนัยหนึ่งตัวกลางจะท าหน้าที่ในการเข้าถึงเนื้อหาหรือข้อมูลในอินเทอร์
เนต ตัวกลางจะถูกนิยามว่าเป็นผู้ให้บริการในการจัดการ แก้ไข โฆษณา ตรวจสอบ เนื้อหาที่จะถูกบรรจุ
ขึ้นหรือถูกส่งผ่านโดยบริการของตัวกลาง7 โดยหลักการในเรื่องความรับผิดตัวกลางต้องการที่จะจ ากัด
ความรับผิดของ Online Service Provider (OSP) ซึ่งได้แก่ ผู้ให้บริการ web hosting เช่นเว็บไซต์ที่
ให้บริการเครือข่ายสังคมต่างๆที่รวบรวมข้อมูลของผู้ใช้บริการไว้เป็นจ านวนมาก8 การให้บริการโปรแกรม
ค้นหา (Google, Yahoo) การให้บริการแพลตฟอร์มเพ่ือการติดต่อสื่อสาร (Facebook, Twitter) การ
                                                          
6 Guide to the General Data Protection Regulation (GDPR)The principles.  https:// 
ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-
protection-regulation-gdpr/principles/ last visited 11 January 11, 2020. 
7 Antti Lankinen, Intermediary Liability for Copyright Infringements: Striking a Fair 
Balance the Right to Intellectual Property and Other Fundamental Rights of the Charter 
of Fundamental Rights of the European Union, (Master of Laws, School of Law, Orebro 
Universitet), http://www.diva-portal.org/smash/get/diva2:1233315/FULLTEXT01.pdf. last 
visited 11 January 11, 2020. 
8 Ibid. p.17. 
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ให้บริการการจัดเก็บข้อมูลบนระบบคลาวน์ (Dropbox, Google Drive) การท าพาณิชยกรรม
อิเล็กทรอนิกส์ (e-Bay, Amazon) การช าระเงินทางอินเทอร์เนต (Paypal) เป็นต้น9  
  การก าหนดความรับผิดตามกฎหมายของตัวกลางปรากฎอยู่ใน  E-Commerce Directive10 
ของสหภาพยุโรป โดยได้จ ากัดความรับผิดของตัวกลาง ซึ่งประกอบด้วยผู้ให้บริการเคเบิ้ล ผู้ให้บริการการ
                                                          
9  Giovanni De Gregorio, European University Institute Working Papers. The E-
Commerce Directive and GDPR Convergence of Legal Regimes in the Algorithmic Society?. 
https://cadmus.eui.eu/bitstream/handle/1814/63044/RSCAS%202019_36.pdf?sequence=
1&isAllowed=y.  
last visited 11 January 11, 2020. 
10 Article 12 of DIRECTIVE 2000/31/EC OF THE EUROPEAN PARLIAMENT AND OF 
THE COUNCIL 
“Mere conduit" 
1. Where an information society service is provided that consists of the 
transmission in a communication network of information provided by a recipient of the 
service, or the provision of access to a communication network, Member States shall 
ensure that the service provider is not liable for the information transmitted, on condition 
that the provider: 
(a) does not initiate the transmission; 
(b) does not select the receiver of the transmission; and 
(c) does not select or modify the information contained in the transmission. 
Article 13 of DIRECTIVE 2000/31/EC OF THE EUROPEAN PARLIAMENT AND OF THE 
COUNCIL 
"Caching" 
1. Where an information society service is provided that consists of the 
transmission in a communication network of information provided by a recipient of the 
service, Member States shall ensure that the service provider is not liable for the 
automatic, intermediate and temporary storage of that information, performed for the 
sole purpose of making more efficient the information's onward transmission to other 
recipients of the service upon their request, on condition that: 
(a) the provider does not modify the information; 
(b) the provider complies with conditions on access to the information; 
(c) the provider complies with rules regarding the updating of the information, 
specified in a manner widely recognised and used by industry; 
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เข้าถึงอินเทอร์เนตเคลื่อนที่ ผู้ให้บริการที่มีระบบของการเก็บข้อมูลที่ถูกเก็บซ้ าไว้ในคอมพิวเตอร์  ผู้
ให้บริการจัดเก็บข้อมูล ไม่ให้ต้องรับผิดส าหรับเนื้อหาต่างๆที่ เกิดจากการที่ผู้บริโภคหรือลูกค้า
กลุ่มเป้าหมายผลิตเนื้อหาด้วยตัวเอง กฎหมายฉบับดังกล่าวให้ความคุ้มครอง OSP ที่ได้ท าตามมาตรฐาน
ทางเทคนิคในฐานะผู้ให้บริการ โดยอาจมีบางกรณีที่ OSP จะต้องรับผิดตามกฎหมายหากเจตนาที่จะเข้า
ไปมีส่วนเกี่ยวข้องกับเนื้อหา หรือในกรณีที่ OSP เป็นผู้ผลิตเนื้อหาด้วยตนเอง หรือในกรณีที่มีส่วนรู้เห็น
หรือควรจะรู้เห็นเกี่ยวกับเนื้อหาที่ผิดกฎหมาย11 อย่างไรก็ดี E-commerce directive มิได้พิจารณาใน
เรื่องของการคุ้มครองข้อมูลส่วนบุคคล  
  ดังนั้นการพิจารณาความรับผิดของผู้ให้บริการ OSP ตามหลักการของการคุ้มครองข้อมูลส่วน
บุคคล ภายใต้ GDPR จึงมีความจ าเป็นต้องก าหนดสถานะของ OSP ให้ชัดเจน ซึ่งหากการพิจารณา
สถานะของผู้ให้บริการ OSP ถูกจัดให้อยู่ ในฐานะของการเป็นผู้ควบคุมข้อมูลส่วนบุคคล (Data 
Controller) หรือผู้ประมวลข้อมูล (Data Processor) ตามนิยามที่ก าหนดใน GDPR จะท าให้ผู้ให้บริการ 
OSP ต้องมีภาระที่จะต้องด าเนินภายใต้ GDPR ซึ่งผู้ให้บริการ OSP อาจอยู่ในสถานะของ Data 
Controller หรือ Data Processor หรืออยู่ในทั้งสองสถานะก็ได้ โดยผู้ให้บริการ OSP จะถูกจัดอยู่ใน
สถานะของ Data Controller ก็ต่อเมื่อมีความรับผิดชอบในการก าหนดวัตถุประสงค์และวิธีการในการ
จัดเก็บข้อมูลส่วนบุคคล โดย Data Controller จะต้องปฏิบัติตามมาตรการในการจัดเก็บและรักษา
ข้อมูล ก าหนดวัตถุประสงค์ของการน าข้อมูลนั้นไปใช้ และก าหนดระยะเวลาในการจัดเก็บตามความ
จ าเป็น และจะต้องมีวิธีการในการให้ประชาชนสามารถเข้าถึงข้อมูลส่วนตัวของเขา นอกจากนั้นผู้
ให้บริการ OSP ในฐานะของการเป็น Data Controller จะต้องท าสัญญากับ Data Processor ในการที่
จะท าให้เป็นที่มั่นใจได้ว่า Data Processor มีมาตรการในการประมวลผลข้อมูลที่มีความปลอดภัยและ
ถูกต้องตามกฎหมาย ในส่วนของการพิจารณาว่าผู้ให้บริการ OSP มีสถานะเป็น Data Processor หรือไม่
จะพิจารณาจากการท าหน้าที่ในการประมวลผลข้อมูลแทน Data Controller ซึ่งภายใต้ GDPR Data 
Processor จะต้องมีภาระในการประมวลผลข้อมูลด้วยมาตรการที่มีความปลอดภัยและถูกต้องตาม
กฎหมาย กรณีศึกษา Facebook ท าหน้าที่ในฐานะผู้ประมวลข้อมูล ในกรณีดังต่อไปนี้ 
                                                          
(d) the provider does not interfere with the lawful use of technology, widely 
recognised and used by industry, to obtain data on the use of the information; and 
(e) the provider acts expeditiously to remove or to disable access to the 
information it has stored upon obtaining actual knowledge of the fact that the 
information at the initial source of the transmission has been removed from the network, 
or access to it has been disabled, or that a court or an administrative authority has 
ordered such removal or disablement. 
11 Daphne Keller, “The Right Tools: Europe’s Intermediary Liability Laws and the EU 
2016 General Data Protection”. Berkeley Technology Law Journal Vol.33:287. (2018). 295. 
https://btlj.org/data/articles2018/vol33/33_1/Keller_Web.pdf.  Last visited 11 January 11, 2020. 
75 
Assumption University Law Journal                  วารสารนติิศาสตร์ มหาวิทยาลยัอัสสัมชัญ 
Vol. 11 No. 2 (July – December 2020)  ปีท่ี 11 ฉบับท่ี 2 (กรกฎาคม – ธันวาคม 2563) 
- Facebook ใช้ข้อมูลของระบบลูกค้าสัมพันธ์ในการหาความสัมพันธ์ของบุคคลกับการท า
การตลาดในการโฆษณา12 
- Facebook ประมวลผลข้อมูลในนามของผู้โฆษณา เพ่ือที่จะวัดพฤติการณ์ของประชาชน
และรายงานกลับไปยังผู้โฆษณาว่าประชาชนให้ความสนใจและปฏิกิริยาต่อโฆษณาหรือไม่13 
อย่างไรก็ดี เงื่อนไขของการประมวลผลข้อมูลส่วนบุคคลภายใต้ GDPR ถูกก าหนดภายใต้ 
Article 614 ที่ได้ก าหนดให้การประมวลผลข้อมูลส่วนบุคคลต้องกระท าภายใต้ความยินยอม (consent) 
ของเจ้าของข้อมูล (Data Subject) โดยมีการก าหนดข้อยกเว้นในกรณีที่การประมวลผลข้อมูลไม่จ าต้อง
ขอความยินยอมจากเจ้าของข้อมูลในกรณีดังต่อไปนี้ คือ  
- การประมวลผลข้อมูลกระท าไปเพ่ือการปฏิบัติตามสัญญา เช่น การประมวลผลข้อมูล
ธุรกรรมเพ่ือค านวณดอกเบี้ยธนาคาร หรือ เว็บไซต์ขายของออนไลน์ เก็บรวบรวมข้อมูลที่อยู่ของลูกค้า





14 Article 6 of General Data Protection Regulation Lawfulness of processing 
1. Processing shall be lawful only if and to the extent that at least one of the 
following applies:  
(a)  the data subject has given consent to the processing of his or her personal 
data for one or more specific purposes;  
(b)  processing is necessary for the performance of a contract to which the data 
subject is party or in order to take steps at the request of the data subject prior to 
entering into a contract;  
(c)  processing is necessary for compliance with a legal obligation to which the 
controller is subject;  
(d)  processing is necessary in order to protect the vital interests of the data 
subject or of another natural person;  
(e)  processing is necessary for the performance of a task carried out in the public 
interest or in the exercise of official authority vested in the controller;  
(f)  processing is necessary for the purposes of the legitimate interests pursued by 
the controller or by a third party, except where such interests are overridden by the 
interests or fundamental rights and freedoms of the data subject which require protection 
of personal data, in particular where the data subject is a child.  
Point (f) of the first subparagraph shall not apply to processing carried out by 
public authorities in the performance of their tasks 
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เพ่ือส่งต่อให้ร้านค้าส าหรับการจัดส่งสินค้าให้แก่ลูกค้า อย่างไรก็ดีควรระมัดระวังให้การประมวลผลข้อมูล
ตามความจ าเป็นเพ่ือการปฏิบัติตามสัญญาเท่านั้น เช่น ไม่น าข้อมูลเกี่ยวกับพฤติกรรมของลูกค้าที่ได้จาก
เว็บไซต์ขายของออนไลน์ไปท าการประมวลผลเพ่ือประโยชน์ในการโฆษณาเสนอขายสินค้า 
- การประมวลผลข้อมูลส าหรับการปฏิบัติเพ่ือให้เป็นไปตามกฎหมาย โดยผู้ควบคุมข้อมูล
จะต้องระบุให้ชัดเจนว่าปฏิบัติตามกฎหมายฉบับใด หรือตามค าสั่งของหน่วยงานรัฐที่มีอ านาจ เช่น การ
ด าเนินการประมวลผลข้อมูลตามค าสั่งศาล 
- การประมวลผลข้อมูลเนื่องจากความจ าเป็นต่อชีวิตของบุคคลผู้เป็นเจ้าของข้อมูลหรือ
บุคคลที่เกี่ยวข้อง ซึ่งอาจเกิดขึ้นในกรณีที่เจ้าของข้อมูลไม่อยู่สภาวะที่สามารถให้ความยินยอมได้ เช่น 
โรงพยาบาลเปิดเผยข้อมูลการรักษาพยาบาลที่ผู้ป่วยเคยรักษาที่โรงพยาบาลนั้นแก่อีกโรงพยาบาลหนึ่งที่
ผู้ป่วยเข้ารับการรักษาในกรณีฉุกเฉิน  
- การประมวลผลข้อมูลที่จ าเป็นต่อการด าเนินการตามภารกิจของรัฐเพ่ือประโยชน์
สาธารณะ โดยผู้ประมวลผลข้อมูลในกรณีนี้จะเป็นเจ้าหน้าที่หรือองค์กรของรัฐ เช่น ส านักงานศาล
ยุติธรรม หรือเจ้าหน้าที่ของกระทรวงต่างๆที่ปฏิบัติตตามกฎหมาย เช่น การให้บริการการสอบใบอนุญาต
ขับข่ีรถยนต์  
- การประมวลผลข้อมูลเพ่ือประโยชน์โดยชอบธรรมของผู้ควบคุมข้อมูล โดยไม่เกินขอบเขต




เหมาะสม และจะถูกลบออก 30 วัน ข้อมูลนี้อาจน าไปใช้เพ่ือปรับปรุงการให้บริการในอนาคต15 
 







                                                          
15 ศูนย์วิจัยกฎหมายและการพัฒนา คณะนิติศาสตร์ จุฬาลงกรณ์มหาวิทยาลัย Thailand Data 
Protection Guidelines 2.0 แนวปฏิบัติเกี่ยวกับการคุ้มครองข้อมูลส่วนบุคคล  
16 Giovanni De Gregorio, European University Institute Working Papers. The E-
Commerce Directive and GDPR Convergence of Legal Regimes in the Algorithmic Society?. p.1 
https://cadmus.eui.eu/bitstream/handle/1814/63044/RSCAS%202019_36.pdf?sequence=1
&isAllowed=y. (last visited 11 January 11, 2020). 
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 ประเด็นในเรื่องการพิจารณาเรื่องความรับผิดตัวกลาง (intermediary liability) ได้ถูกหยิบ
ยกขึ้นสืบเนื่องจากการเข้าถึงข้อมูลส่วนบุคคลส่วนใหญ่ในโลกยุคปัจจุบันเกิดขึ้นผ่านช่องทางของการใช้
อินเทอร์เนตที่มีการแสดงความคิดเห็นได้อย่างเสรี ในขณะเดียวกันก็อาจก่อให้เกิดภัยคุกคามต่อความ
เป็นส่วนตัวของปัจเจกชน กรณีศึกษาที่ส าคัญได้แก่ คดีข้ึนสู่ศาลยุติธรรมสหภาพยุโรป โดยชายชาวสเปน
ได้ท าการฟ้องร้องต่อบริษัท Google ของ Google Spain โดยมีชายชาวสเปนรายหนึ่ง (Mario Costeja 
Gonzalez) แพ้คดีที่ศาลได้ท าการตัดสิน และบ้านของเขาได้ถูกประกาศขายทอดตลาดเพ่ือน าเงินมา
ช าระหนี้แล้วในปี 1998 และได้มีการประกาศการขายทอดตลาดในหนังสือพิมพ์โดยมีชื่อของ Mr. 
Costeja ในหนังสือพิมพ์ เป็นผลให้คดีเป็นที่ยุติ อย่างไรก็ดี สิบปีต่อมาหนังสือพิมพ์ฉบับดังกล่าวได้ถูกท า
ออกในรูปแบบดิจิทัลเพ่ือเผยแพร่ทางออนไลน์ ประชาชนทั่วไปสามารถค้นหาชื่อของ Mr. Costeja และ
พบว่าเขาเคยมีคดีความที่เกี่ยวกับสภาพทางการเงิน ท าให้เขาได้รับความเสียหาย Mr. Costeja จึงได้ร้อง
ไปที่ Data Protection Authority ในประเทศสเปนเพ่ือให้บริษัท Google น าผลของการค้นหาชื่อของ
เขาใน google ออกจากโปรแกรมการค้นหา (search engine) ของ Google ซึ่งศาลยุติธรรมสหภาพ
ยุโรป Court of Justice of the European Union (CJEU) ได้ตัดสินให้บริษัท Google ด าเนินการลบ
ข้อมูลของผู้ร้องออกจากโปรแกรมค้นหา โดยพิจารณาบนพ้ืนฐานที่ว่า Google อยู่ในฐานะของการเป็นผู้
ควบคุมข้อมูล (data controller) ศาล CJEU ยังได้ให้เหตุผลเพ่ิมเติมว่าข้อมูลที่ถูกน าออกจากระบบเป็น
ข้อมูลที่ไม่ถูกต้อง หรือ ไม่มีความเกี่ยวข้อง หรือเกินความจ าเป็นกับวัตถุประสงค์ของการประมวลผล
ข้อมูล17 อย่างไรก็ดีการพิจารณาการลบข้อมูลออกจากโปรแกรมค้นหาตามค าขอของผู้ร้องจะต้อง
พิจารณาถึงการค้นหาข้อมูลทั่วๆไปที่อยู่บนโลกออนไลน์ จึงต้องท าการพิจารณาเป็นกรณีๆไป ซึ่งศาล
ยุติธรรมสหภาพยุโรปได้บัญญัติหลักการดังกล่าวว่า สิทธิที่จะถูกลืม หรือ “Right to be forgotten”18  
 ค าตัดสินของศาลยุติธรรมสหภาพยุโรปในกรณีของ Google Spain ถือได้ว่าเป็นจุดเริ่มต้น
ของความเชื่อมโยงกันระหว่างการคุ้มครองข้อมูลส่วนบุคคลและความรับผิดของตัวกลาง ซึ่งความรับผิด




โปรแกรมค้นหา (google) ท าหน้าที่เป็นผู้ควบคุมข้อมูลส่วนบุคคล (Data Controller) ตามหลักการของ 
GDPR ซึ่งได้ก าหนดหน้าที่และความรับผิดไว้ในกรณีที่ ไม่ปฏิบัติตามหลักการต่างๆที่ได้ก าหนดไว้ใน 
GDPR ซึ่งรวมถึงสิทธิในการที่จะต้องแก้ไขข้อมูลให้มีความทันสมัยและเป็นปัจจุบัน หรือการลบหรือการ
น าข้อมูลออกจากระบบหรือการแก้ไขข้อมูลให้ถูกต้อง (Right to be forgotten) ภายใต้เงื่อนไขที่ก าหนด
                                                          
17 Daphne Keller, “The Right Tools: Europe’s Intermediary Liability Laws and the 
EU 2016 General Data Protection”. Berkeley Technology Law Journal Vol.33:287. (2018). 
313-314. https://btlj.org/data/articles2018/vol33/33_1/Keller_Web.pdf. (Last visited 11 
January 11, 2020). 
18 Ibid. p. 290. 
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ตามกฎหมายฉบับนี้ ผลของการก าหนดหลักการ Right to be forgotten ภายใต ้GDPR ซ่ึงมีผลใช้บังคับ
เมื่อพฤษภาคม 2018 ส่งผลให้ OSP จะต้องมีภาระหน้าที่ในการน าผลการค้นหาออกจากโปรแกรมค้นหา
เมื่อมีเงื่อนไขที่กระทบต่อความเป็นส่วนตัวของบุคคลนอกเหนือจากภาระหน้าที่ที่จะต้องท าการเฝ้าระวัง
ข้อมูลที่มีลักษณะขัดต่อกฎหมายไม่ให้มีการเผยแพร่บนเว็บไซต์ของ OSP จึงถือได้ว่า GDPR ได้ท าการ
ยกระดับในการคุ้มครองของการคุ้มครองสิทธิขั้นพื้นฐานของบุคคลให้เพ่ิมมากยิ่งขึ้น19  
 อย่างไรก็ดีในบางกรณีเจ้าของข้อมูลอาจไม่สามารถขอลบข้อมูลส่วนบุคคลของตนได้ เช่น 
กรณทีี่มกีารด าเนินการประมวลข้อมูลบนการด าเนินการของรัฐ ซึ่งจะต้องมีการระบุไว้โดยชัดแจ้ง และไม่
สามารถน าข้อมูลส่วนบุคคลของเจ้าของข้อมูลไปด าเนินการประมวลผลโดยอาศัยข้อยกเว้นในกรณีอ่ืน 
เช่น การด าเนินการเพ่ือเก็บข้อมูลจราจร (traffic data) จะต้องท าการเก็บข้อมูลตามระยะเวลาที่
กฎหมาย (พระราชบัญญัติ คอมพิวเตอร์) ก าหนด  หรือกรณีของการด าเนินประมวลผลข้อมูลเพ่ือปฏิบัติ
ตามสัญญา ผู้เป็นเจ้าของข้อมูลส่วนบุคคล (Data Subject) จะด าเนินการขอลบข้อมูลส่วนบุคคลได้ใน
กรณีมีเงื่อนไขตามสัญญาให้ลบได้เท่านั้น  
 กล่าวโดยสรุปคือ หลักการในเรื่อง Right to be forgotten ได้ถูกก าหนดเป็นภาระหน้าที่ของ 
OSP ที่จะต้องมีหน้าที่ในการด าเนินการตามที่ก าหนดไว้ภายใต้ GDPR ซึ่งถ้าหาก OSP ถูกพิจารณาว่า
เป็น Data Controller ที่มีวัตถุประสงค์ในการรวบรวมข้อมูลส่วนบุคคลและน าข้อมูลนั้นไปประมวลผล 
แต่หากการประมวลผลข้อมูลนั้นเกินไปจากขอบวัตถุประสงค์ที่ได้แจ้งไว้ในการให้บริการ และไม่เข้ากรณี
ข้อยกเว้นตามที่ก าหนดไว้ใน Article 6 ของ GDPR ผู้ให้บริการ OSP ก็จะต้องมีภาระในการน าข้อมูลนั้น




 นับตั้งแต่ค าตัดสินของศาลยุติธรรมสหภาพยุโรปในคดี Google Spain ถือได้ว่าเป็นจุดเริ่มต้น
ของความเชื่อมโยงระหว่างหลักการของการคุ้มครองข้อมูลส่วนบุคคลกับความรับผิดของตัวกลาง  โดย
หลักการ Right to be forgotten ที่ศาลยุติธรรมสหภาพยุโรปได้ใช้เป็นหลักในการตัดสินคดีดังกล่าว ได้
ถูกน ามาบัญญัติเป็นหลักการส าคัญของการคุ้มครองข้อมูลภายใต้ GDPR เนื่องด้วยเหตุผลที่ว่าในอนาคต
พัฒนาการของเทคโนโลยีจะก่อให้เกิดการประมวลผลข้อมูลส่วนบุคคลโดยระบบอัตโนมัติ โดยเฉพาะ
อย่างยิ่งผู้ให้บริการเว็บไซต์ต่างๆ ที่มีการเก็บรวมรวมและประมวลผลข้อมูลส่วนบุคคลของผู้ใช้บริการ 
(OSP) ซึ่งจะก่อให้เกิดประเด็นโต้แย้งขึ้นว่าระบบที่ท าการประมวลผลดังกล่าวมีขอบเขต หน้าที่ เพียงใด 
และระบบอัตโนมัติที่ประมวลผลข้อมูลดังกล่าวจะถูกพิจารณาว่าเป็น Data Controller ตาม GDPR ซึ่ง
จะต้องมีหน้าที่ในการจัดการข้อมูลส่วนบุคคลภายใต้ข้อก าหนดที่บัญญัติไว้ตาม GDPR  
                                                          
19 Giovanni De Gregorio, European University Institute Working Papers. The E-Commerce 
Directive and GDPR Convergence of Legal Regimes in the Algorithmic Society?. P. 7-9. https:// 
cadmus.eui.eu/bitstream/handle/1814/63044/RSCAS%202019_36.pdf?sequence=1&isAll
owed=y. (last visited 11 January 11, 2020). 
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