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ABSTRAK 
 
 Steganografi merupakan ilmu dan seni yang mempelajari cara penyembunyian 
informasi rahasia ke dalam suatu media sehingga manusia tidak dapat menyadari keberadaan 
pesan tersebut. Data yang akan dikirimkan dapat disisipkan melalui media pembawa berupa 
image, audio files, video files, atau text. Pada penelitian ini media pembawa yang digunakan 
berupa image berdimensi 512 x 512, sedangkan pesan yang disisipkan adalah file notepad. 
Media pembawa yang digunakan sebanyak delapan buah image yang masing-masing mempunyai 
karakteristik berbeda dan menggunakan metode Pixel Value Differencing Diagonal. Metode 
tersebut dibagi menjadi dua proses utama, yaitu proses embed dan extract. Gambar yang baik 
adalah gambar yang memiliki kemiripan tinggi antara sebelum dan sesudah dilakukan 
penyisipan. Hasil dari penilitian ini adalah dapat mengetahui karakteristik pixel dengan nilai 
Peak Signal to Noise Ratio (PSNR) yang tinggi, kapasitas menampung yang banyak, waktu 
proses embed dan extract. Namun gambar sebelum dan sesudah disisipkan pesan yang mirip 
sekali belum tentu merupakan gambar bernilai PSNR tinggi.(YB) 
 

















 Steganography is the art and science which studies how the concealment of 
confidential information to the media so that a man can not realize the existence of the message. 
Data to be transmitted can be inserted through the carrier like image, audio files, video files, or 
text. In this study, the carrier used in the form of image dimensions of 512 x 512, while the 
hidden message is notepad file. Carrier used eight image pieces that each have different 
characteristics and uses Pixel Value differencing Diagonal method. The method is divided into 
two main processes, namely the process of embed and extract. Good image is an image that has 
a high similarity between the before and after insertion. Results of this research was to 
investigate the characteristics of pixels with a value of Peak Signal to Noise Ratio (PSNR) is 
high, the capacity to accommodate that many, time to embed and extract process. But before and 
after pictures pasted the message is not necessarily a very similar picture is worth a high 
PSNR.(YB) 
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