Circuit for wireless testing of the emergency light by ZORAN, ALEŠ
Univerza v Ljubljani 
Fakulteta za elektrotehniko 
Aleš Zoran 
Vezje za testiranje zasilne svetilke preko 
brezžičnega omrežja 
Magistrsko delo 
Mentor: doc. dr. Janez Puhan 
  
Ljubljana, 2018 
 
 
 
Zahvala 
Zahvaljujem se podjetju L-Tek za sodelovanje in dodelitev primernega projekta 
za magistrsko nalogo. Zahvaljujem se kolektivu razvoja za pomoč in usmerjanje pri 
izdelavi magistrske naloge. Zahvala gre tudi mentorju doc. dr. Janezu Puhanu za 
pomoč pri izdelavi magistrske naloge. 
 
Zahvala gre prijateljem, ki so mi v času študija stali ob strani in pripomogli k 
nepozabno preživetemu študentskemu življenju. 
 
Največja zahvala pa gre moji družini, ki so me podpirali in spodbujali v celotnem 
času mojega študija. Najlepša hvala tudi za vso finančno podporo. 
  
 
 
 
 
I 
Vsebina 
1  Uvod 5 
2  Brezžično omrežje WiFi 7 
2.1  IEEE 802.11 ......................................................................................... 7 
3  Protokol MQTT 9 
3.1  Arhitektura MQTT ............................................................................. 10 
3.1.1  Odjemalec ................................................................................ 10 
3.1.2  Posrednik ................................................................................. 10 
3.2  Delovanje MQTT ............................................................................... 11 
3.3  Sporočilo MQTT ................................................................................ 11 
3.3.1  Vrste kontrolnih sporočil ......................................................... 13 
3.3.2  Vzpostavljanje povezave MQTT ............................................. 14 
3.3.3  Objavljanje (ang. Publish) ....................................................... 16 
3.3.4  Naročanje (ang. Subscribe) ...................................................... 17 
3.3.5  Zanesljivost komunikacije - QoS ............................................. 18 
4  NiCd-baterija 21 
4.1  Merjenje stanja baterije ...................................................................... 22 
4.1.1  Metoda napetosti ...................................................................... 22 
4.1.2  Metoda štetja naboja ................................................................ 23 
4.1.3  Merjenje kapacitete .................................................................. 23 
4.1.4  C-stopnje .................................................................................. 24 
4.1.5  Polnjenje baterije ..................................................................... 24 
4.1.6  Praznjenje baterije .................................................................... 25 
4.1.7  Obnova baterije ........................................................................ 25 
II Vsebina 
 
4.2  Primerjava z ostalimi .......................................................................... 26 
5  Izdelava sistema za testiranje 27 
5.1  Opis sistema ........................................................................................ 27 
5.2  Uporaba tehnologij ............................................................................. 28 
5.2.1  Zasilna svetilka ........................................................................ 28 
5.2.2  ESP8266 NodeMCU ................................................................ 29 
5.2.3  Integrirano vezje LTC4150 ...................................................... 29 
5.3  Načrtovanje vezja ............................................................................... 31 
5.4  Izdelava vezja ..................................................................................... 36 
5.4.1  Testno vezje ............................................................................. 36 
5.4.2  Končno vezje ........................................................................... 37 
5.4.3  Vgradnja vezja ......................................................................... 40 
5.5  Programski del .................................................................................... 41 
5.6  Rezultati in testiranje .......................................................................... 47 
5.6.1  Meritev zaznavanja delovanja sijalke ...................................... 50 
5.6.2  Meritev napetosti ..................................................................... 51 
5.6.3  Meritev kapacitete .................................................................... 52 
Zaključek 55 
Literatura 57 
 
  
 
III 
Seznam slik 
Slika 2.1:  Struktura omrežja WiFi .............................................................................. 8 
Slika 3.1:  Arhitektura MQTT .................................................................................... 10 
Slika 3.2:  Standardna paketna struktura MQTT ....................................................... 12 
Slika 3.3:  Nadzorno polje strukture MQTT .............................................................. 12 
Slika 3.4:  Nadzorna sporočila med odjemalcem in posrednikom ............................. 14 
Slika 3.5:  Paket CONNECT, ki ga pošlje odjemalec ................................................ 15 
Slika 3.6:  Paket CONNACK, ki ga pošlje posrednik ............................................... 16 
Slika 3.7:  Paket PUBLISH ........................................................................................ 16 
Slika 3.8:  Paket SUBSCRIBE ................................................................................... 18 
Slika 3.9:  QoS nivo 0 ................................................................................................ 18 
Slika 3.10:  QoS nivo 1 .............................................................................................. 18 
Slika 3.11:  QoS nivo 2 .............................................................................................. 19 
Slika 4.1:  Karakteristike praznjenja različnih vrst baterije ....................................... 23 
Slika 4.2:  Polnilna karakteristika NiCd-baterije ....................................................... 25 
Slika 5.1:  Blokovna shema testirnega vezja .............................................................. 27 
Slika 5.2:  Zasilna svetilka Beghelli, model Aestetica ............................................... 28 
Slika 5.3:  Definicija pinov ESP8266 NodeMCU ...................................................... 29 
Slika 5.4:  Tipično aplikacijsko vezje ........................................................................ 30 
Slika 5.5:  Specifikacije in konfiguracija pinov LTC4150 ........................................ 30 
Slika 5.6:  Blok shema celotnega vezja ...................................................................... 31 
Slika 5.7:  ESP8266 NodeMCU ................................................................................. 31 
Slika 5.8:  Napajalni del testirnega vezja ................................................................... 32 
Slika 5.9:  Del vezja, ki omogoča sijalki napetost in vklaplja/izklaplja baterijo ....... 33 
Slika 5.10:  Merjenje kapacitete baterije z LTC4150 ................................................ 34 
Slika 5.11:  Serijsko vezani upori namenjeni za izpraznitev baterije ........................ 35 
IV Seznam slik 
 
Slika 5.12:  Napetostni delilnik za detekcijo delovanja sijalke in merjenja napetosti 
baterije ........................................................................................................................ 36 
Slika 5.13:  Adapter iz MSOP v DIP ......................................................................... 36 
Slika 5.14:  Povezave testnega vezja .......................................................................... 37 
Slika 5.15:  Testno vezje ............................................................................................ 37 
Slika 5.16:  Namenski kalkulator za izračun ustreznih razdalj .................................. 38 
Slika 5.17:  Zgornja (rdeča) in spodnja (modra) stran testirnega tiskanega vezja ..... 38 
Slika 5.18:  Tiskano vezje z upori, zgornja stran in 3D-model .................................. 39 
Slika 5.19:  3D-model testirnega vezja ...................................................................... 39 
Slika 5.20:  Končno testirno vezje ............................................................................. 39 
Slika 5.21:  Vgradnja vezja v ohišje zasilne svetilke ................................................. 40 
Slika 5.22:  Namestitev foto senzorja ......................................................................... 40 
Slika 5.23:  Diagram setup() funkcije ........................................................................ 42 
Slika 5.24:  Diagram callback() funkcije ................................................................... 43 
Slika 5.25:  Diagram poteka kratkega testa. ............................................................... 44 
Slika 5.26:  Diagram poteka daljšega testa. ............................................................... 46 
Slika 5.27:  Konfiguracija omrežja WiFi ................................................................... 47 
Slika 5.28:  Podatki, namenjeni povezavi WiFi in MQTT ......................................... 48 
Slika 5.29:  Nadzorna plošča namenjena objavljanju (rdeča) in pregledovanju (modra) 
tem .............................................................................................................................. 48 
Slika 5.30:  Shema povezave ...................................................................................... 49 
Slika 5.31:  Kratek test ............................................................................................... 49 
Slika 5.32:  Dolg test .................................................................................................. 50 
  
 
V 
Seznam tabel 
Tabela 1:  Nadzorna sporočila.................................................................................... 13 
Tabela 2:  Test fotosenzorja ....................................................................................... 50 
Tabela 3:  Primerjava meritev pri vrednosti 4V ......................................................... 51 
Tabela 4:  Primerjava meritev poljubnih vrednosti .................................................... 52 
Tabela 5:  Meritev kapacitete baterije ........................................................................ 52 
Tabela 6:  Rezultati meritev s testerjem Keenstone ................................................... 53 
 
  
 
 
  
 
VII 
Seznam uporabljenih simbolov 
V magistrskem delu so bile uporabljene naslednje veličine in simboli:  
 
Oznaka/Veličina Enota 
Ime Simbol Ime Simbol 
frekvenca f Hertz Hz 
napetost U Volt V 
tok I Amper A 
čas t sekunda s 
moč P Watt W 
elektrina Q Coulomb C 
temperatura T stopinja celzija °C 
električna upornost R Ohm Ω 
  
 
 
 
 
IX 
Seznam uporabljenih okrajšav 
WiFi  –  oznaka za objekt, ki omogoča napravam  
povezovanje z internetom ali brezžično 
komuniciranje na določenem območju 
WLAN (Wireless Local Area Network)  – brezžično lokalno omrežje 
UHF (Ultra High Frequency)  –  ultra visoke frekvence (to so frekvence 
med 300 MHz in 3 GHz) 
SHF (Super High Frequency)  –  super visoke frekvence (to so frekvence 
med 3 in 30 GHz) 
ISM (Industrial, Scientific, –  industrijski, znanstveni in medicinski 
Medical radio bands)    radiofrekvenčni pasovi 
Protokol MQTT (Message Queue  – komunikacijski protokol   
Telemetry Transport) 
M2M (Machine To Machine)  –  povezava med napravami 
IoT (Internet of Things)  –  internet stvari (povezava različnih 
naprav z internetom) 
konzorcij OASIS (Organisation for  –  organizacija za napredek na strukturnih 
the Advancement of Structed   informacijskih standardih          
Information Standards)  
ISO (International Organization  – mednarodna organizacija za   
for Standardization)   standardizacijo 
IEC (International Electrotechnical  – mednarodna elektrotehniška komisija 
Commission) 
TCP/IP (Transmission Control  – protokol za nadzor prenosa/internetni   
Protocol/Internet Protocol)  protokol 
X Seznam uporabljenih okrajšav 
 
 
SSL/TLS (Secure Sockets  – kriptografska protokola, ki omogočata 
Layer/Transport Layer Security)   varno komunikacijo na medmrežju 
UTF-8   – eden izmed načinov kodiranja 
NAT (Network Address Translation)  – prehod iz zasebnega omrežnega naslova 
na javni naslov 
PING   – orodje za nadzorovanje kakovosti 
računalniškega omrežja 
QoS (Quality of Service)  –  kvaliteta komunikacije 
SoH (State of Health)  –  stanje, oziroma »zdravje« baterije  
SoC (State of Charge)  –  stanje napolnjenosti baterije 
USB (Universal Serial Bus)  –  univerzalno serijsko vodilo  
naslov IP (Internet Protocol address)  –  naslov dodeljen vsaki napravi, ki 
uporablja internetni protokol za 
komunikacijo 
LDR (Light Dependent Resistor)  –  svetlobno občutljivi upor 
THT (Through Hole Technology) – montaža elementov skozi tiskano vezje 
SMT (Surface Mount Technology)  – površinska montaža elementov na 
tiskanem vezju 
DIP (Dual In-line Package)  – vrsta podnožja THT komponent 
MOSFET (Metal Oxide  – unipolarni tranzistor (tranzistor s 
Semiconductor Field Effect Transistor)  poljskim pojavom) 
MSOP (Mini Small-Outline Package)  – vrsta podnožja SMT komponent  
kontakt NC (Normally Closed)  – kontakt releja, ki je v začetnem stanju 
povezan  
DNS (Domain Name System) – sistem domenskih imen, ki skrbi za 
pretvorbo IP zapisa v spletni naslov in 
komunikacijo med strežniki 
SSID (Service Set Identifier) – ime omrežja WiFi 
 
  
 
1 
Povzetek 
Cilj magistrskega dela je izdelava testirnega vezja, ki lahko preko spleta opravi 
potrebne teste na zasilni svetilki. To vezje služi za test funkcionalnosti in test baterije 
zasilne svetilke, kar narekuje zakon. Poda nam rezultate, s katerimi lahko ob njenem 
nedelovanju ocenimo, za kakšno vrsto napake gre. Pri nalogi smo uporabili zasilno 
svetilko podjetja Beghelli, model Aestetica, ki uporablja NiCd-baterijo. 
Testirno vezje je prototipne narave in je namenjeno vgradnji v ohišje zasilne 
svetilke. Napaja se iz električnega omrežja in sodeluje z glavnim vezjem, ki je že 
prisotno v zasilni svetilki. Namen glavnega vezja je polnjenje baterije in pretvorba 
napetosti na ustrezno napetost za vklop sijalke. Glavni del testirnega vezja sestavlja 
platforma ESP8266 NodeMCU, ki je namenjena krmiljenju komponent pri samem 
testu in povezovanju vezja v brezžično omrežje. Naprava je preko omrežja WiFi v 
komunikaciji s posrednikom preko protokola MQTT. Testiranje je razdeljeno na 
kratek in dolg test. Kratki test traja nekaj sekund in vrne rezultate o funkcionalnosti 
svetilke, delovanju sijalke in napetosti baterije, katero primerja z njeno minimalno 
potrebno napetostjo. S tem oceni njeno trenutno stanje. Daljši test nam poda rezultat o 
delovanju sijalke in največjo možno kapaciteto baterije, s katero določimo vrednost 
SoH. Napetost baterije se izmeri s pomočjo napetostnega delilnika in analognega 
vhoda platforme. Za meritev kapacitete baterije pa uporabimo integrirano vezje 
LTC4150, ki meri količino pretečenega naboja. LTC4150 količino pretečenega naboja 
pretvori v impulze. Ko je baterija popolnoma napolnjena, lahko z njeno popolno 
izpraznitvijo določimo njeno kapaciteto. Baterijo izpraznimo skozi uporovno breme in 
merimo naboj, ki priteče iz nje. S tem dobimo njeno največjo kapaciteto in vrednost 
SoH. Zaradi ustreznega toka praznjenja se čas daljšega testiranja močno podaljša.  
 
Ključne besede: zasilna svetilka, ESP8266, protokol MQTT, NiCd-baterija 
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Abstract 
The aim of the Master's thesis is to make a test circuit, which can carry out the 
necessary emergency light tests via the Internet. The circuit can perform the functional 
and battery tests of the emergency light – both required by law. With the obtained 
results, one can find out the type of error in case of the emergency light failure. For 
the thesis, the Beghelli's emergency light, model Aestetica, was used. The light uses 
NiCd battery. 
The developed test circuit prototype is meant to be installed inside the housing 
of the emergency light. It is powered from the emergency light power supply, i.e.: the 
mains. The test circuit cooperates with the emergency light circuitry that charges the 
battery and converts the voltage for the light bulb. The main part of the test circuit is 
the ESP8266 NodeMCU platform. It is designed to control the components during the 
test and to connect the circuit to the wireless network. Using WiFi, the device is 
connected to the broker via the MQTT protocol. The test circuit can perform a short 
or long test. The short test lasts only for a few seconds. The functional test of the 
emergency light is performed, that is the light bulb and battery voltage are tested. Thus, 
the basic assessment of the emergency light state can be quickly obtained. The battery 
voltage is measured using a voltage divider and the analog input of the ESP8266 
NodeMCU platform. Besides the basics, the long test also measures battery capacity 
and determines its SoH value. The integrated circuit LTC4150 is used. Fully charged 
battery is discharged while the LTC4150 measures the amount of elapsed charge and 
converts it into pulses. A chain of resistors is used for that purpose. The measurement 
yields an accurate value of the current battery capacity and consequently its SoH value. 
Since the discharging current must not be too large, the duration of the long test can 
be considerable.  
 
Key words: emergency light, ESP8266, MQTT protocol, NiCd battery 
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1  Uvod 
V prostorih, kjer se giblje večje število ljudi, mora biti po predpisih prisotna 
varnostna razsvetljava, ki ob prekinitvi električne energije omogoča orientacijo v 
prostoru in prikazuje evakuacijsko pot iz prostora. Za ta namen so uporabljene 
takoimenovane zasilne svetilke, ki imajo lasten vir električne energije. Skladno s 
predpisi mora uporabnik vzdrževati varnostno razsvetljavo v brezhibnem stanju in 
zagotoviti njeno redno testiranje. Testiranje se izvaja fizično na napravi in je 
razdeljeno na funkcionalni test in test avtonomije naprav. S funkcionalnim testom, ki 
ga je potrebno opraviti enkrat mesečno, se preveri glavno funkcionalnost svetilke, 
medtem ko je test avtonomije naprav pravzaprav test baterije, ki pa mora biti opravljen 
na največ šest mesecev. V ta namen se je pojavila ideja po testiranju zasilnih svetilk 
preko brezžičnega omrežja. Ideja je v tem, da bi napravi preko spleta poslali ukaz, ki 
bi ji sporočil, naj opravi bodisi funkcionalni test bodisi test baterije, po končanem 
testiranju pa bi rezultate dobili v pregled nazaj na splet [1]. 
Magistrska naloga predstavlja razvoj vezja, ki na napravi omogoča oba testa in 
jo poveže v brezžično omrežje. Za povezavo v brezžično omrežje in potrebno 
krmiljenje je uporabljena platforma ESP8266 NodeMCU. Za izvedbo te naloge je 
najprimernejša uporaba protokola MQTT. Ob zahtevku za funkcionalni test modul 
odklopi omrežno napetost, preveri stanje sijalke s pomočjo fotosenzorja in zunanjega 
napajanja ter izmeri napetost baterije. Pri testu avtonomije naprav pa poleg preverjanja 
sijalke izmeri še kapaciteto baterije z načinom štetja naboja. Polno baterijo izprazne 
skozi uporovno breme in izmeri, koliko naboja priteče iz nje.  
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2  Brezžično omrežje WiFi 
Brezžično omrežje je omrežje, ki se nastavi z uporabo frekvence radijskega 
signala za komunikacijo med računalniki in ostalimi napravami, ki so v omrežje 
povezani.  Brezžično omrežje imenujemo tudi WiFi ali WLAN in je zelo priljubljeno  
zaradi preproste namestitve in uporabe, ki ne vključuje kablov. Omrežje temelji na 
standardu IEEE 802.11 [2]. Stuktura omrežja je predstavljena na sliki 2.1. WiFi 
najpogosteje uporablja radiofrekvenčne pasove 2.4 GHz UHF in 5.8 GHz SHF ISM. 
Vsakdo, ki je v bližini vmesnika brezžičnega omrežja, lahko dostopa do omrežja, kar 
pa pomeni, da je posledično WiFi bolj ranljiv za »napade« kot žična omrežja. 
Varnostne funkcije omrežja WiFi se nenehno izboljšujejo, zato tudi zaščita 
brezžičnega omrežja ne predstavlja več večje težave. Dobra lastnost omrežja WiFi je 
vse boljša pokritost, zato je primeren tako za uporabo pri raznih aplikacijah, kakor tudi 
pri povezavi zasilne svetilke. 
2.1  IEEE 802.11 
Standardi IEEE 802.11 so niz specifikacij za nadzor dostopa do medija in 
fizičnega sloja za izvajanje komunikacije brezžičnega lokalnega omrežja. To so v 
svetu najbolj razširjeni standardi brezžičnega računalniškega omrežja, ki je v uporabi 
v večini domačih omrežji. Standardi IEEE 802.11 določajo dva načina delovanja [3]. 
To sta infrastrukturni način in ad hoc način. Infrastrukturni način se uporablja za 
povezovanje računalnikov z brezžičnimi omrežnimi adapterji v obstoječe žično 
omrežje s pomočjo brezžičnega usmerjevalnika ali dostopne točke. Ad hoc način pa se 
uporablja za neposredno povezovanje brezžičnih naprav brez potrebe po brezžičnem 
usmerjevalniku ali dostopni točki. Povečanje števila dostopnih točk WiFi z uporabo 
večjega števila kanalov zagotavlja omrežno redundanco, poveča območje in skupno 
zmogljivost omrežja.  
Standardi tudi določajo, da je v glavo paketov, ki se pošiljajo preko brezžičnega 
omrežja, vključen SSID. To pomaga zagotoviti, da se podatki prenašajo iz, oziroma v 
8 2  Brezžično omrežje WiFi 
 
pravilno omrežje. SSID se razlikuje za vsako omrežje, zato morajo vse dostopne točke 
in naprave, ki se želijo povezati v isto omrežje, uporabljati isti SSID. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Slika 2.1:  Struktura omrežja WiFi [4] 
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3  Protokol MQTT  
Protokol MQTT je komunikacijski protokol, ki izhaja iz M2M in sveta IoT. Svet 
IoT predstavlja povezavo med različnimi predmeti ter spletom in bo v prihodnosti 
predstavljal pomembno vlogo [5]. MQTT je kratica za Message Queue Telemetry 
Transport, kar pomeni nadziranje na daljavo. Naprave, katere se poslužujejo take 
komunikacije, so naprimer kakršnikoli senzorji z mikrokrmilniki, ki so povezani v 
brezžično omrežje. Protokol MQTT ne obremenjuje omrežja, ima možnost 
spreminjanja zanesljivosti komunikacije in je kodno enostaven.  
MQTT sta prvotno ustvarila Andy Stanford-Clark in Arlen Nipper iz IBMa 
(kasneje ga je prevzel Eurotech) in je služil kot dopolnitev komunikacijskim sistemom 
v podjetjih. To je omogočilo varen in enostaven prenos večje količine podatkov iz, 
oziroma v podjetje. Standard MQTT IoT, ki ga je razvil konzorcij OASIS, je odobren 
s strani ISO in IEC [6]. Protokol MQTT je komunikacijski sistem za 
sporočanje/naročanje (ang. Publish/Subscribe), ki omogoča napravam, da objavljajo 
sporočila, ne da bi jih skrbel njihov končni cilj. Sporočila pošiljajo posredniku MQTT 
(ang. broker), kjer jih je mogoče tudi obdržati. Vsebina sporočila je zaporedje bajtov 
velikosti do 256 MB. Druge naprave se lahko naročajo na ta sporočila, ki so od 
posrednika posodobljena ob prejetju novih sporočil. Da bi omogočili različne možne 
situacije, kjer je MQTT možno uporabiti, protokol omogoča napravam in posrednikom 
nastavljanje kvalitete sporočanja na različne nivoje. MQTT določa izjemno lahek 
komunikacijski protokol za sporočanje/naročanje, ki zahteva malo pasovne širine. 
Zaradi svoje enostavnosti in učinkovitosti je uporaba protokola MQTT pri aplikacijah 
eksponentno narasla. Uporablja se ga pri raznih aplikacijah IoT, senzorskih aplikacijah 
itd. Razpon aplikacij z uporabo protokola MQTT iz dneva v dan narašča. 
Na zdravstvenem področju se protokol MQTT uporablja za komuniciranje z 
medicinskimi napravami, kot so naprimer monitorji krvnega tlaka. Naftna in plinska 
podjetja ga uporabljajo za spremljanje na tisoče kilometrov dolgih cevovodov. MQTT 
postaja vse bolj priljubljen tudi za interaktivne mobilne aplikacije.   
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3.1  Arhitektura MQTT 
Tipično arhitekturo MQTT lahko razdelimo na dve glavni komponenti, kot je to 
prikazano na sliki 3.1. To sta odjemalec (ang. client) in posrednik (ang. broker). 
Protokol MQTT temelji na več osnovnih konceptih, katerih namen je pošiljanje 
sporočil in zagotavljanje njihove dostave. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Slika 3.1:  Arhitektura MQTT [6] 
3.1.1  Odjemalec 
Odjemalec MQTT je lahko sporočevalec ali naročnik, ki objavlja ali se naroča 
na temo. To je lahko katarikoli naprava z mikrokrmilnikom, ki ima nameščeno 
knjižnico MQTT in se povezuje s posrednikom MQTT preko kakršnekoli povezave. 
Kot primer je lahko naprava z omejenim virom (baterija), ki je povezana preko 
brezžičnega omrežja. 
3.1.2  Posrednik 
Nasproti odjemalca MQTT je posrednik MQTT, ki je srce vsakega 
sporočevalnega/naročevalnega (ang. Publish/Subscribe) protokola. Odvisno od 
konkretnega izvajanja lahko posrednik upravlja do tisoč hkrati povezanih               
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odjemalcev MQTT. Posrednik je primarno odgovoren za sprejemanje vseh sporočil, 
njihovo filtriranje, odločanje o tem,  kdo se za kaj zanima in za pošiljanje sporočil 
vsem naročnikom. Druga odgovornost posrednika je preverjanje pristnosti, in 
pooblastil odjemalcev. V večini primerov je tudi posrednik razširljiv, kar omogoča 
enostavno integracijo v sisteme. Zlasti integracija je pomemben vidik, saj je posrednik 
pogosto komponenta, ki je neposredno izpostavljena na spletu in ki obravnava veliko 
odjemalcev. V vsem tem je posrednik centralno središče, ki mora prenašati vsako 
sporočilo. 
3.2  Delovanje MQTT 
Seja MQTT je razdeljena na štiri faze: povezava, preverjenje prisotnosti, 
komunikacija in zaključek [7]. Naprava začne z ustvarjanjem povezave TCP/IP s 
posrednikom, tako da uporabi standardna ali prilagojena vrata, ki jih določijo 
operaterji posrednika. Pri ustvarjanju povezave je pomembno, da se naprava in 
posrednik prepoznata, in da lahko posrednik v primeru ponovno uporabljene identitete 
naprave nadaljuje staro sejo. 
Standardna vrata, ki se jih uporablja, so 1883 za nešifrirano komunikacijo in 
8883 za šifrirano komunikacijo s pomočjo SSL/TLS. Med potekom SSL/TLS 
odjemalec potrdi certifikat posrednika za njegovo prepoznavanje. Odjemalec lahko 
med posredovanjem posredniku zagotovi tudi svoj certifikat, ki ga lahko posrednik 
uporabi za njegovo prepoznavanje. Čeprav ni del specifikacij MQTT, je postalo 
običajno, da posredniki podpirajo prepoznavanje s certifikati SSL/TLS odjemalcev.  
Ker je protokol MQTT namenjen za odjemalce IoT in odjemalce z omejenimi 
viri (baterije), SSL/TLS morda ni vedno mogoč in v nekaterih primerih tudi  
nezaželjen. V takih primerih je prepoznavanje predstavljeno kot uporabniško ime in 
geslo, ki jih odjemalec pošlje posredniku kot del zaporedja paketov 
CONNECT/CONNACK. Nekateri posredniki, zlasti odprtokodni, sprejemajo 
anonimne stranke. V tem primeru uporabniška imena in gesla ostanejo prazna. 
3.3  Sporočilo MQTT 
Sporočila MQTT vsebujejo poleg koristne vsebine tudi določene nadzorne 
podatke, ki jih določa protokol MQTT. MQTT je binarni protokol, pri katerem so 
nadzorni podatki binarni bajti in ne besedni nizi. Uporabljamo ukaze in njihove 
potrditve, kar pomeni, da ima vsak ukaz svojo potrditev. Imena teme, identifikator 
odjemalca, uporabniško ime in geslo so kodirani kot znaki UTF-8. Izjemoma je lahko 
12 3  Protokol MQTT 
 
identifikator odjemalca binarni ali besedni niz. Sporočilo je sestavljeno iz fiksne 
dolžine glave (navadno 2 bajta), spremenljive dolžine glave in same vsebine           
(Slika 3.2). Poljubna polja ponavadi otežijo delovanje protokola. MQTT je optimiziran 
za omejeno pasovno širino in za omrežja, katerih povezava je nezanesljiva (običajno 
so to brezžična omrežja) [8]. 
 
 
 
 
 
 
 
Slika 3.2:  Standardna paketna struktura MQTT [9] 
Fiksno polje glave je sestavljeno iz nadzornega polja in polja, katerega vsebina 
je odvisna od dolžine celotnega paketa. Najmanjša velikost polja z dolžino paketa je  
1 bajt. Ta bajt je namenjen za sporočila s skupno dolžino manjšo od 127 bajtov (brez 
polja za nadzor in dolžino). Na primer za pakete s skupno dolžino 127 in manjšo od 
16383 bajtov, je polje z dolžino paketa veliko 2 bajta. Največja velikost paketa znaša 
256 MB. Najmanjša možna velikost paketa je le 2 bajta z enim samim nadzornim 
poljem in enim poljem dolžine paketa. Primer je sporočilo o prekinitvi. 
Prvi bajt 2-bajtne fiksne glave sestavlja 8-bitno nadzorno polje, ki je razdeljeno 
na dve 4-bitni polji, in ki vsebuje vse ukaze in odzive protokola. Prvi štirje 
najpomembnejši biti (MSB) predstavljajo polje ukaza ali vrsto sporočila, ostali štirje 
biti pa se uporabljajo kot nadzorne zastavice (Slika 3.3). 
 
 
 
 
 
 
Slika 3.3:  Nadzorno polje strukture MQTT [9] 
Kot že povedano, se polje spremenljive dolžine glave v sporočilu MQTT ne 
uporablja vedno. Nekateri tipi ali ukazi sporočil zahtevajo uporabo tega polja za 
izvajanje dodatnih nadzornih informacij. Polje spremenljive dolžine glave je podobno, 
vendar ni enako za vse vrste sporočil MQTT. Vsebuje ime protokola, različico 
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protokola, podatke o povezavi in druge podatke, ki so potrebni za uspešno delovanje 
[9]. 
3.3.1  Vrste kontrolnih sporočil 
Protokol MQTT vsebuje štirinajst vrst nadzornih sporočil (Tabela 1). Od 
posrednika oziroma od predhodnega opravila odjemalca je odvisna vrsta poslanega 
sporočila. Primer je vzpostavitev povezave med odjemalcem in posrednikom         
(Slika 3.4). Odjemalec pošlje nadzorno sporočilo CONNECT in čaka na odgovor 
posrednika, ki se odzove z nadzornim sporočilom CONNACK. Šele ko odjemalec 
prejme ta odgovor, lahko s posrednikom nadaljujeta z objavo in naročanjem na 
sporočila. 
 
CONNECT zahteva za povezavo med odjemalcem in posrednikom 
CONNACK potrditev zahteve za povezavo 
PUBLISH objava sporočila 
PUBACK potrditev sprejema objave sporočil 
PUBREC sprejem objavljenega sporočila 
PUBREL izbris objavljenega sporočila 
PUBCOMP objava zaključena 
SUBSCRIBE zahteva za naročanje 
SUBACK potrditev zahteve za naročanje 
UNSUBSCRIBE zahteva za preklic naročanja 
UNSUBACK potrditev zahteve za prekinitev naročanja 
PINGREQ PING-sporočilo 
PINGRESP odgovor na PING-sporočilo 
DISCONNECT prekinitev povezave med odjemalcem in posrednikom 
Tabela 1:  Nadzorna sporočila [7] 
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Slika 3.4:  Nadzorna sporočila med odjemalcem in posrednikom [6] 
3.3.2  Vzpostavljanje povezave MQTT 
Povezava MQTT je vedno povezava med odjemalcem in posrednikom. Noben 
odjemalec ni neposredno povezan z drugim odjemalcem. Vzpostavitev povezave se 
začne z odjemalcem, ki pošlje posredniku CONNECT sporočilo. Posrednik po 
prejetem sporočilu odgovori odjemalcu s CONNACK sporočilom in statusno kodo. 
Ko je povezava vzpostavljena, jo posrednik obdrži odprto toliko časa, dokler 
odjemalec ne pošlje ukaza za prekinitev povezave ali se povezava zaradi 
nepričakovanih razlogov izgubi. 
Pogost primer uporabe je povezava MQTT preko NAT (ang. Network Address 
Translation). To pomeni, da so odjemalci MQTT za usmerjevalniki, kateri uporabljajo 
NAT za prehod iz zasebnega omrežnega naslova na javni naslov. Kot že omenjeno, 
odjemalec MQTT naredi prvi korak s pošiljanjem CONNECT sporočila, tako ni 
nobenih težav z odjemalci za NAT. Ker ima posrednik javni naslov, bo povezava 
ostala odprta za omogočanje pošiljanja in prejemanja sporočila. 
Ukazno sporočilo CONNECT, katerega pošlje odjemalec posredniku, mora biti 
oblikovano, kot narekujejo specifikacije protokola MQTT. Ob nepravilnosti ali 
predolgem času med vzpostavitvijo in pošiljanjem posrednik povezavo zapre. To 
naredi za izognitev zlonamernih strank, ki posrednika upočasnjujejo. Dober paket 
sporočila, ki ga odjemalec pošlje posredniku, je prikazan na sliki 3.5. Poleg teh stvari 
so v sporočilu vključene tudi druge informacije, ki bolj zadevajo implementacijo 
knjižnice [10]: 
 
 
 
3.3  Sporočilo MQTT 15 
 
 
 
 
 
 
 
Slika 3.5: Paket CONNECT, ki ga pošlje odjemalec [10] 
ClientID - ClientID je identifikator vsakega odjemalca MQTT, ki se poveže s 
posrednikom. Kot pove že sama beseda, je namenjen prepoznavanju stranke in njenega 
trenutnega stanja.  
 
Clean session – Zastavica Clean session označuje posrednika, s katerim želi odjemalec 
vzpostaviti povezavo. Ta povezava je lahko stalna ali ne, kar je odvisno od nastavitve 
kvalitete komunikacije (QoS). Ta zastavica določa, ali posrednik shrani ali izbriše 
podatke sporočanja. Ob vrednosti zastavice true posrednik ne shranjuje ničesar in tudi 
izbriše vse informacije iz prejšnje stalne seje.  
 
Username/Password - MQTT omogoča pošiljanje uporabniškega imena in gesla za 
preverjenje odjemalca in avtorizacije. Nekateri posredniki preverjajo odjemalce s                
certifikatom SSL, zato tam uporabniško ime in geslo nista potrebna. 
 
Will message - Will message omogoča obveščanje drugih odjemalcev ob nenadni 
prekinitvi povezave. Povezan odjemalec to določi v sporočilu CONNECT. Če 
odjemalec nenadno prekine povezavo s posrednikom, posrednik pošlje to sporočilo 
ostalim odjemalcem, ki so naročeni na to temo. 
 
Keep alive - Keep alive je časovni interval, ki zavezuje odjemalce k pošiljanju rednih 
zahtev PING posredniku. Posrednik odgovori z response PING, kar omogoča 
ugotavljanje stanja odjemalca oziroma posrednika. 
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Slika 3.6: Paket CONNACK, ki ga pošlje posrednik [10] 
Ko posrednik pridobi sporočilo CONNECT, se mora odzvati s sporočilom 
CONNACK (Slika 3.6). Sporočilo CONNACK vsebuje samo dva podatka: 
 
Session present flag - Session present flag ali zastavica prisotnosti seje označuje, ali 
ima posrednik že obstoječe seje z odjemalcem iz prejšnjih interakcij. Če se odjemalec 
poveže in ima zastavico Clean Session nastavljeno na true, je zastavica prisotnosti 
vedno false, ker nima na voljo nobene seje. Če ima odjemalec zastavico Clean Session 
nastavljeno na false, je zastavica prisotnosti odvisna od tega, ali ima na voljo 
informacije o seji z odjemalcem.   
 
Connect return code - Druga zastavica v sporočilu CONNACK je zastavica potrditve 
povezave. Odjemalcem sporoča, ali je poskus povezave uspešen, oziroma v 
nasprotnem primeru sporoči težavo vzpostavitve. 
3.3.3  Objavljanje (ang. Publish) 
Ko je odjemalec MQTT povezan s posrednikom, lahko objavlja sporočila. To 
naredi s pošiljanjem paketa PUBLISH posredniku (Slika 3.7). Naloga posrednika je 
filtriranje sporočil glede na teme, zato mora vsako sporočilo vsebovati temo, ki jo bo 
posrednik uporabil za posredovanje sporočila naročenim odjemalcem. Vsako 
sporočilo ima ponavadi vsebino, ki vsebuje dejanske podatke za prenos v obliki bajta. 
Vsebina je v celoti odvisna od pošiljatelja:  
 
 
 
 
 
 
Slika 3.7:  Paket PUBLISH [11] 
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Topic name - Preprost niz, ki je hierarhično strukturiran s poševnimi črtami kot 
razmejitvami. Primer bi bil »home/livingroom/temperature«. 
 
QoS - Zanesljivost komunikacije za to sporočilo. Nivo določa, kako posrednik obdela 
sporočilo. 
 
Retain-Flag - Ta zastavica določa, ali bo posrednik shranil sporočilo za specifično 
temo kot zadnjo znano uporabno vrednost. Novi odjemalci, ki se naročijo na to temo, 
bodo po predpisu prejeli zadnjo shranjeno sporočilo te teme. 
 
Payload - To je dejanska vsebina sporočila. Omogoča pošiljanje slike, besedila, 
šifrirane podatke in praktično vse podatke v binarni obliki. 
 
Packer Identifier - Identifikator paketa je unikaten identifikator med odjemalcem in 
posrednikom za identifikacijo sporočila. To velja samo za QoS večje od nič.  
 
DUP flag - Podvojena zastavica označuje, ali je sporočilo dvojnik in ali se ponavlja, 
ker drugi konec ni potrdil izvirnega sporočila. To je pomembno samo za QoS večje od 
nič. 
 
Po objavi odjemalca posredniku bo posrednik prebral objavo, po potrebi potrdil 
objavo in jo nato obdelal. Obdelava vključuje pregled odjemalcev, ki so se naročili na 
to temo, in pošiljanje sporočila vsem naročenim odjemalcem. Odjemalca, ki je objavil 
sporočilo, zanima le, ali je bilo uspešno posredovano posredniku. Pošiljanje sporočila 
vsem naročnikom je odgovornost posrednika. Odjemalca ta zadeva ne zanima [11]. 
3.3.4  Naročanje (ang. Subscribe) 
Objava sporočila ni smiselna, če sporočila nihče nikoli ne prejme oziroma če ni 
naročnikov na določeno temo. Odjemalec, ki ga zanima določena tema, mora 
posredniku poslati sporočilo SUBSCRIBE (Slika 3.8) za prejemanje ustreznih 
sporočil. Sporočilo naročanja je precej preprosto, saj vsebuje le unikaten identifikator 
paketa in seznam naročnin [11]. 
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Slika 3.8: Paket SUBSCRIBE [11] 
3.3.5  Zanesljivost komunikacije - QoS 
Raven kvalitete storitev QoS lahko v protokolu MQTT nastavimo na tri načine:  
 QoS 0 (Slika 3.9) – največ enkrat (ang. at most once) 
Najnižja raven je nič in zagotavlja najhitrejše rezultate. Sprejemnik sporočila 
ne potrdi, ne shrani in ne odgovori pošiljatelju [12]. 
 
Slika 3.9:  QoS nivo 0 [12] 
 QoS 1 (Slika 3.10) – vsaj enkrat (ang. at least once) 
Pri uporabi nivoja QoS 1 je zagotovljeno, da bo sporočilo vsaj enkrat 
dostavljeno prejemniku. Toda sporočilo je mogoče dostaviti več kot enkrat. 
Pošiljatelj bo shranil sporočilo, dokler ne prejme potrditve od prejemnika v 
obliki ukaznega sporočila PUBACK. Če PUBACK ni prejet v razumnem 
času, bo pošiljatelj ponovno poslal sporočilo PUBLISH [12]. 
 
Slika 3.10:  QoS nivo 1 [12] 
 QoS 2 (Slika 3.11) – natančno enkrat (ang. exactly once) 
Najvišji nivo je QoS 2 in zagotavlja, da je vsako sporočilo prejeto natančno 
enkrat. To je najvarnejša storitev. Garancija je zagotovljena z dvojnim 
sporočanjem med pošiljateljem in prejemnikom. Če prejemnik dobi sporočilo 
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s QoS 2, bo ustrezno obdeloval prejeto sporočilo in ga potrdil pošiljatelju s 
sporočilom PUBREC. Prejemnik bo shranil sklic na identifikator paketa, 
dokler ne bo poslal PUBCOMP. To je pomembno, da se izognemo dvakratni 
obdelavi sporočila. Ko pošiljatelj prejme PUBREC, lahko varno zavrže 
začetno informacijo, ker ve, da je prejemnik uspešno prejel sporočilo. Shranil 
bo PUBREC in se odzval z ukazom PUBREL. Ko prejemnik dobi PUBREL, 
lahko zavrže vsa shranjena stanja in odgovori s PUBCOMP. Enako velja, ko 
pošiljatelj prejme PUBCOMP. Ko je komunikacija končana, sta tako 
pošiljatelj kot prejemnik prepričana, da je bilo sporočilo dostavljeno [12]. 
 
Slika 3.11:  QoS nivo 2 [12] 
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4  NiCd-baterija 
Nikelj kadmijeva baterija je tip polnilne baterije, ki uporablja elektrode iz nikelj 
hidroksida (katoda) in kovinskega kadmija (anoda). Okrajšava NiCd izhaja iz 
kemijskih simbolov niklja (Ni) in kadmija (Cd). NiCd-baterije so bile izumljene leta 
1899 in so se uporabljale pri skoraj vsaki električni napravi približno 50 let.  
NiCd-baterija se od tipičnih alkalnih in svinčenih baterij razlikuje na več 
načinov. Ena od ključnih razlik je v celični napetosti. Tipične alkalne oziroma svinčene 
baterije imajo celično napetost približno 2 V, ki se ob praznjenju počasi zmanjšuje. 
Razlika NiCd-baterije je v tem, da vzdržuje stabilno napetost 1,2 V na celico, dokler 
ta ni skoraj popolnoma izpraznjena. To daje NiCd-baterijam možnost, da lahko iz njih 
prejemamo maksimalno moč v celotnem ciklu praznjenja. Kljub nižji napetosti glede 
na ostale vrste baterij, tako nudi večjo moč skozi celoten cikel praznjenja. Nekateri 
proizvajalci tvorijo višjo napetostno razliko z dodajanjem celic v baterijski paket. To 
omogoča, da napetost NiCd-baterije konkurira napetostim običajnih baterij, hkrati pa 
ohranja konstantno napetost skozi celotno aplikacijo. Druga lastnost, ki omogoča 
NiCd-baterijam, da nudijo tako visoko izhodno moč, je tudi v tem, da imajo zelo nizko 
notranjo upornost. Nizka notranja upornost omogoča zelo hitro oddajanje in 
prejemanje energije. To pomeni, da ohranja notranjo temperaturo baterije nizko, kar 
omogoča hitro polnjenje in praznjenje. Nizka notranja upornost v kombinaciji s 
konstantno napetostjo celic omogoča oddajanje višje količine energije pri stalni višji 
napetosti, kot to zmorejo primerljive alkalne baterije [13]. 
Ena izmed najbolj uporabnih in praktičnih aplikacij NiCd-baterije je bila 
uporaba baterije pri brezžičnih električnih orodjih. Električna orodja v celotnem času 
uporabe zahtevajo veliko količino moči in ne delujejo s padajočimi napetostmi, kar bi 
pri uporabi običajnih baterij bilo prisotno. Zaradi svoje zmogljivosti, podobnimi 
specifikacijami NiCd, in v zadnjih časih nižjih stroškov, je NiMH (nikelj kovinski 
hidrid) nadomestil uporabo NiCd pri tehnologijah polnilnih baterij. Poleg tega je zelo 
zmanjšal uporabo NiCd-baterij tudi vpliv toksičnega kadmija na okolje. NiCd-baterije 
se sedaj uporabljajo pri zasilni razsvetljavi in še nekaterih drugih aplikacijah. 
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4.1  Merjenje stanja baterije 
Zdravje oziroma stanje kvalitete baterije SoH je razmerje trenutne vrednosti 
kapacitete baterije proti njeni idealni vrednosti kapacitete, katera je podana v 
specifikacijah – to tudi prikazuje enačba (4.1). Podaja se jo v odstotkih in je tipično v 
času izdelave enaka 100 %, kasneje pa se s časom in uporabo zmanjšuje [14].  
 
 𝑆𝑜𝐻 =  
𝑄𝑡𝑟𝑒𝑛𝑢𝑡𝑛𝑎
𝑄𝑠𝑝𝑒𝑐𝑖𝑓𝑖𝑘𝑎𝑐𝑖𝑗𝑒
 × 100%  (4.1) 
 
SoH ni mogoče točno izmeriti, lahko pa jo ocenimo na različne stopnje 
natančnosti z upoštevanjem različnih simptomov. To lahko določimo naprimer takrat, 
ko je baterija popolnoma izpraznjena ali popolnoma napolnjena. Baterija je popolnoma 
izpraznjena takrat, ko je njena vrednost napetosti med praznjenjem manjša od napetosti 
spodnje meje, ki je različna za različne vrste baterij. V tem primeru je baterija 
neuporabna in zahteva ponovno polnjenje. Novi SoH je tako enak vsoti celotnega 
naboja, ki ga porabimo pri popolnem polnjenju oziroma praznjenju, in je enak 
vrednosti SoC. Ker je določitev vrednosti SoC zahtevna naloga, ki je odvisna od vrste 
baterije in uporabe v aplikaciji, je bilo opravljenega veliko razvojnega in 
raziskovalnega dela za natančnejše meritve. Vendar je polnjenje in praznjenje zapleten 
kemični in fizikalni proces, zato SoC ni mogoče natančno določiti v različnih pogojih 
delovanja [15]. 
4.1.1  Metoda napetosti 
Merjenje stanja baterije z metodo napetosti je preprosto, vendar je zaradi vpliva 
materiala celice in temperature lahko napačno. Najočitnejša napaka metode napetosti 
in iskane vrednosti SoC nastane zaradi motnje s polnjenjem ali praznjenjem baterije. 
Za natančne odčitke mora biti baterija v stanju odprtih sponk vsaj nekaj ur. To naredi 
metodo napetosti nepraktično za uporabo pri baterijah, ki so pogosto v delovanju. 
Različne vrste baterij imajo različen odziv na napetostno metodo. Medtem ko 
napetostna metoda dobro deluje za svinčene baterije, ki so počivale, metoda postane 
neizvedljiva pri baterijah, ki temeljijo na osnovi niklja in litija. Njihove karakteristike 
so zelo ravne in 80 % njihove energije ostane v intervalu, kjer je napetost konstantna. 
Čeprav je ta lastnost zaželena pri viru energije, pa predstavlja izziv pri merjenju stanja 
z uporabo napetostne metode. Primer karakteristike baterije na osnovi niklja prikazuje 
slika 4.1. Karakteristika kaže le napolnjenost ali ne napolnjenost baterije, iz osrednjega 
dela karakteristike pa stanja ni mogoče natančno določiti. 
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Slika 4.1:  Karakteristike praznjenja različnih vrst baterije [16] 
Svinčene baterije vsebujejo različne sestave plošč, ki jih je potrebno upoštevati 
pri merjenju z napetostno metodo. Kalcij, ki je prisoten za vzdrževanje baterije, dvigne 
napetost 5–8 %, poleg tega visoka temperatura dvigne napetost, medtem ko nizka 
povzroči padec napetosti. Kljub vsem tem in drugim raznim nepričakovanim 
dejavnikom večina uporablja metodo napetosti zaradi njene preprostosti. Napetostna 
metoda je priljubljena pri invalidskih vozičkih, električnih skuterjih in golf 
avtomobilih [17]. 
4.1.2  Metoda štetja naboja 
Prenosni računalniki, medicinska oprema in druge profesionalne prenosne 
naprave uporabljajo za določanje vrednosti SoC metodo štetja naboja. Ta metoda 
temelji na osnovi merjenja toka in njegove integracije po času. Tok merijo s pomočjo 
Coulombovega štetja. Enota, ki se uporablja za prikaz naboja pri polnjenju in 
praznjenju, je amper sekunda (As). Ime »Coulomb« je bilo podano v čast Charlesu-
Augustinu de Coulombu, ki je najbolj znan po Coulombovem zakonu. 
Čeprav je to elegantna rešitev, izgube povzročijo zmanjšanje skupne energije, 
kar se na koncu pokaže ob dobljeni manjši vrednosti energije od vnesene energije. 
Kljub temu metoda štetja naboja deluje dobro, sploh pri Li-ionskih baterijah, ki imajo 
nizko samopraznjenje. Meritev lahko izboljšamo tako, da upoštevamo staranje in 
samopraznjenje zaradi temperature, vendar pa je redno kalibriranje še vedno 
dobrodošlo [17]. 
4.1.3  Merjenje kapacitete 
Kapaciteta je glavni indikator zdravja oziroma stanja baterije, vendar je njena 
določitev med delovanjem zapletena. Tradicionalna metoda 
polnjenja/praznjenja/polnjenja je še vedno najzanesljivejša metoda za merjenje 
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kapacitete baterije. Medtem ko se prenosne baterije relativno hitro polnijo/praznijo, pa 
ta metoda ni praktična pri velikih svinčenih baterijah. Domneva, da je merjenje 
kapacitete s praznjenjem najnatančnejša metoda, ni vedno pravilna, zlasti pri svinčenih 
baterijah. Kljub uporabi zelo natančne opreme, temperaturno nadzorovanega okolja in 
po ustaljenih standardih polnjenja in praznjenja se med meritvami pojavijo razlike. 
Baterije, ki temeljijo na osnovi litija in niklja, imajo natančnejše rezultate od svinčenih 
baterij [18]. 
4.1.4  C-stopnje 
Hitrost polnjenja in praznjenja baterije določamo s C-stopnjami. Kapaciteta 
baterije je pogosto označena kot 1 C, kar pomeni, da mora popolnoma napolnjena 
baterija, označena z 1 Ah, zagotoviti tok 1 A v času ene ure [19]. Enaka baterija s 
tokom praznjenja 0,5 C mora zagotavljati 500 mA toka v času dveh ur. Pri praznjenju 
baterije z namenom meritve kapacitete bo pri različnih C-stopnjah kapaciteta različna. 
Višja C-stopnja bo izmerila manjšo kapaciteto in obratno. Z izpraznitvijo baterije 
kapacitete 1 Ah, s tokom 2 A v tridesetih minutah ali s tokom 500 mA v dveh urah bi 
morala meritev pokazati enako kapaciteto, vendar to v praksi ni tako. V praksi se pri 
večjem toku pojavi večja notranja izguba, ki pretvori nekaj energije v toploto in ki tako 
zmanjša končno izmerjeno kapaciteto. 
4.1.5  Polnjenje baterije 
Baterije na osnovi niklja so bolj zapletene za polnjenje kot Li-ionske ali svinčene 
baterije. Sistemi na osnovi litija in svinca se polnijo s konstantnim tokom, kar 
posledično povečuje napetost do meje nasičenosti, ki predstavlja polno baterijo [20]. 
Baterije na osnovi niklja se prav tako polnijo s konstantnim tokom, vendar se pri njih 
napetost prosto zvišuje. Po stalnem zviševanju napetosti se pojavi rahel padec 
napetosti, ki detektira polno baterijo (Slika 4.2). Ta metoda je primerna za baterije, ki 
se polnijo s tokom 0,3 C ali več. Z manjšim polnilnim tokom je padec napetosti baterije 
premajhen za detekcijo. Detekcijo napolnjenosti baterije je mogoče določiti tudi glede 
na spremembo temperature baterije, vendar je lahko takšna detekcija netočna. Jedro 
celice je nekaj stopinj toplejše od površine baterije, kjer se izvaja meritev. Zamuda 
povzroči prekomerno napetost. Tako metodo zaznavanja uporabljajo nizko cenovni 
polnilniki baterij.   
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Slika 4.2:  Polnilna karakteristika NiCd-baterije [20] 
4.1.6  Praznjenje baterije 
Namen baterije je shranjevanje energije in njene sprostitve v želenem času. 
Njeno praznjenje je pomembno, saj baterija ne sme preseči meje, do katere se lahko 
varno izprazne. NiCd-baterija ima prednost pred drugimi, saj energija ostane visoko 
večino časa uporabe, ob izpraznjenju pa ta hitro upade. Večino baterij lahko 
preobremenimo, vendar mora biti to le za kratek čas. Življenska doba baterije je 
odvisna od pogojev v katerih obratuje, od polnjenja, praznjenja in temperature. 
Meja praznjenja pri baterijah na osnovi je niklja je do 1,0 V/celico [21]. Do te 
meje praznjenja porabi baterija 95 % svoje energije, napetost pa bi hitro padla, če bi 
se praznjenje nadaljevalo. Po koncu praznjenja se napetost dobre baterije postopoma 
zvišuje (okrevanje) do nominalne vrednosti (pri NiCd do 1,2 V/celico). Parazitna 
obremenitev ali visoka samopraznitev preprečuje zviševanje napetosti. Pri velikih 
tokovnih obremenitvah in nizkih temperaturah je meja praznjenja nižja, saj se notranja 
upornost zviša in napetost baterije malce pade. Pri NiCd-baterijah je ta meja do            
0,9 V/celico. 
4.1.7  Obnova baterije 
V času prevlade NiCd-baterij se jih je zaradi njihovih težav prijela beseda 
»spomin«. Danes se beseda uporablja zgolj za oglaševanje novih baterij (»baterija brez 
spomina«). Spominski efekt se pojavi, ko je NiCd-baterija prekomerno polnjena. Ta 
pojav se lahko prepreči z impulznim polnjenjem, vendar je učinkoviteje uporabiti cikel 
popolnega praznjenja [22]. Spominski efekt pomeni, da si NiCd-baterija lahko 
zapomni, koliko energije je porabila v preteklih praznjenjih in zato ji ob potrebi po 
večji energiji  napetost nenadoma pade. Današnje NiCd-baterije nimajo več 
spominskega efekta, ampak imajo problem formacije kristalov. Aktivni kadmijev 
material se prime na negativno ploščo in s časom se kristali formirajo, kar zmanjša 
aktivno površino in s tem učinkovitost baterije. To privede do visokega 
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samopraznjenja in lahko povzroči kratki stik. Formacija kristalov se pojavi, ko se 
NiCd-baterija polni več dni ali takrat, ko je večkrat ponovno polnjena brez popolnega 
praznjenja. Uporaba NiCd-baterije zahteva periodično praznjenje do 1 V/celico, da s 
tem podaljša njeno življensko dobo. Cikel praznjenja/polnjenja je kot del vzdrževanja 
potrebno opraviti na vsake 1–3 mesece. Če v roku 6 mesecov ta cikel ni opravljen, je 
možnost, da ponovna obnova s tem ciklom ni več mogoča. Mogoče je le popravilo z 
izpraznitvijo posamezne celice s počasnim tokom na napetost pod 0,4 V. 
4.2  Primerjava z ostalimi 
Ob primerjavi NiCd-baterije z ostalimi polnilnimi baterijami, ugotovimo, da ima 
NiCd-baterija tako prednosti kot slabosti [23]. 
Prednosti:  
 NiCd-baterije je težje poškodovati kot druge baterije. 
 Pri dolgoročnem shranjevanju se jih shranjuje v izpraznjenem stanju. To je 
povsem drugače kot pri Li-ionskih baterijah, ki so trajno poškodovane, če 
se izpraznijo pod najmanjšo napetostjo. 
 Baterije NiCd imajo ob ustreznem vzdrževanju dolgo življensko dobo glede 
na število ciklov polnjenja/praznjenja. 
 V primerjavi s svinčenimi baterijami imajo NiCd-baterije veliko večjo 
energijsko gostoto. NiCd-baterija je manjša in lažja od primerljive svinčene 
baterije.  
 Dobra lastnost obremenitve. 
 Dobre nizke temperaturne lastnosti. 
 Ekonomska cena: NiCd je najcenejši v smislu stroškov na cikel. 
 Na voljo v številnih velikostih in izvedbah. 
Slabosti: 
 Spominski efekt - potrebuje občasno popolno izpraznjenje. 
 Kadmij je strupena kovina. 
 Visoko samopraznjenje - potrebuje ponovno polnjenje po skladiščenju. 
 Nizka celična napetost 1,2 V zahteva veliko celic za dosego visoke 
napetosti. 
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5  Izdelava sistema za testiranje 
5.1  Opis sistema 
Iz pregleda področja o testiranju zasilnih svetilk smo določili cilje, ki jih želimo 
doseči v magistrski nalogi. Glavni cilj je izdelava sistema oziroma vezja, ki opravi 
potrebno testiranje zasilne svetilke in omogoča komunikacijo MQTT s posrednikom. 
Vezje mora biti primerno za vgradnjo v ohišje zasilne svetilke. Testirno vezje sodeluje 
z že obstoječim glavnim vezjem v zasilni svetilki. Obstoječe vezje je namenjeno za 
polnjenje baterije in pretvorbo njene napetosti na ustrezno napetost za vklop sijalke. 
Celoten sistem smo razdelili na dva dela, in sicer na napajalni in krmilni del             
(Slika 5.1). Napajalni del je namenjen za napajanje platforme, sijalke in relejev. 
Naloga napajalnega dela je pretvorba omrežne napetosti na primerno enosmerno 
napetost 5 V. Napajanje sijalke je potrebno zaradi testiranja le-te, v primeru odpovedi 
baterije. Krmilni del je namenjen za omogočanje obeh testov, tako funkcionalnega kot 
testa baterije. Za krmiljenje in povezavo v brezžično omrežje smo uporabili platformo 
ESP8266 NodeMCU.   
 
 
 
 
 
 
 
 
 
 
Slika 5.1:  Blokovna shema testirnega vezja 
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Funkcionalni test zasilne svetilke je v skladu s predpisi potrebno opravljati 
enkrat mesečno. S funkcionalnim testom se preveri delovanje glavnega namena zasilne 
svetilke. Ob prejetem ustreznem ukazu ESP8266 NodeMCU od vezja zasilne svetilke 
odklopi omrežno napetost in preveri delovanje sijalke. Sijalko preveri z ustreznim 
fotosenzorjem. Ob ugotovitvi nedelovanja sijalke prvotni test funkcionalnosti pade. 
Testirno vezje nudi sijalki napajanje pretvorjeno iz omrežja, s katerim preveri, ali 
sijalka deluje ali ne. Ob koncu funkcionalnega testa vezje še izmeri napetost baterije 
in ga primerja z minimalno potrebno napetostjo baterije. To na hitro oceni stanje 
baterije. Daljši test prav tako preveri delovanje sijalke, vendar bolje opiše stanje 
baterije. Izvajati ga je potrebno na največ šest mesecev. Daljši test od glavnega vezja 
odklopi omrežno napetost in baterijo. Sijalki nudi napajanje pretvorjeno iz omrežja, 
da preveri njeno delovanje. Po končanem testu sijalke vezje izmeri še kapaciteto 
baterije. To stori z metodo štetja naboja. Polno baterijo izprazne skozi uporovno breme 
in izmeri, koliko naboja priteče iz baterije. Pretečen naboj meri s pomočjo 
integriranega vezja LTC4150. Zasilna svetilka uporablja 0,75 Ah NiCd-baterijo. 
Zaradi ustreznega ravnanja z baterijo in želje natančnejše meritve je čas testa močno 
podaljšan.  
5.2  Uporaba tehnologij 
5.2.1  Zasilna svetilka 
Pri nalogi smo uporabili zasilno svetilko podjetja Beghelli, model Aestetica 
(Slika 5.2). Dostopna je v različnih močeh. Pri projektu smo uporabili 8 W različico. 
Zasilna svetilka uporablja NiCd-baterijo kapacitete 0,75 Ah. Baterija vsebuje štiri 
celice, zato je njena nominalna vrednost 4,8 V, njena meja izpraznjenja pa 4 V.  
 
 
 
 
 
 
 
 
Slika 5.2:  Zasilna svetilka Beghelli, model Aestetica 
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5.2.2  ESP8266 NodeMCU 
ESP8266 NodeMCU je odprtokodna platforma iz sveta IoT. ESP8266 je ime 
mikrokrmilnika, ki ga je oblikovalo podjetje Espressif Systems. Sam ESP8266 je 
cenovno ugoden in je samostojna rešitev za brezžično povezavo, ki temelji na modulu 
ESP-12. Ponuja most iz obstoječega mikrokrmilnika v brezžično omrežje in je 
sposoben izvajanja samostojnih aplikacij. Omogoča le povezavo WiFi, medtem ko 
njegov naslednik ESP32 omogoča tudi povezavo bluetooth. ESP8266 ima trinajst 
digitalnih vhodov/izhodov (Slika 5.3), njegova najslabša lastnost pa je, da ima le en 
analogni vhod v intervalu od 0 do 1 V. Vsebuje analogno digitalni pretvornik 
ločljivosti 10-bitov. Platforma ESP8266 NodeMCU ima poleg modula ESP8266 
vgrajen tudi priključek USB, napetostni delilnik analognega vhoda in 3,3 V regulator, 
ki nam omogoča priključitev 5 V enosmerne napetosti. Na platformi sta tudi dve tipki. 
Ena izmed njih povzroči resetiranje platforme, druga pa omogoča zapis podatkov na 
flash pomnilnik [24]. 
 
 
 
 
 
 
 
Slika 5.3:  Definicija pinov ESP8266 NodeMCU [24] 
5.2.3  Integrirano vezje LTC4150 
LTC4150 je integrirano vezje podjetja Linear Technology, ki meri praznjenje 
oziroma polnjenje baterije v prenosnih računalnikih in prenosnih izdelkih. Tipično 
aplikacijsko vezje z uporabo ene celice Li-ionske baterije predstavlja slika 5.4. Vezje 
nadzira tok skozi zunanji Rsense upor, ki je vezan med pozitivnim priključkom baterije 
in bremenom oziroma polnilnikom. Takoimenovani napetostno frekvenčni pretvornik 
pretvori trenutno napetost na Rsense uporu v vrsto izhodnih impulzov. Ti impulzi 
ustrezajo fiksni količina naboja, ki teče iz, oziroma v baterijo. LTC4150 detektira tudi 
smer toka skozi upor in s tem določi polnjenje ali praznjenje baterije. Integrirano vezje 
je namenjeno 1- ali 2- celični Li-ionski bateriji in 3- do 6- celični NiCd- ali             
NiMH-bateriji. Specifikacije in konfiguracijo pinov prikazuje slika 5.5. Ko na 
LTC4150 priključimo napajanje, se vse notranje nastavitve resetirajo. Dolžina 
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inicializacijskega intervala je odvisna od napajalne napetosti. Po končani inicializaciji 
notranjih parametrov se začne štetje naboja. 
 
 
 
 
 
 
 
 
 
 
 
 
 
Slika 5.4:  Tipično aplikacijsko vezje [25] 
LTC4150 ima izhodni pin, ki se imenuje INT. Na njemu se pojavi impulz ob pretoku 
določene količine naboja skozi Rsense. Impulze lahko štejemo s prekinitvami ali s 
konstantnim preverjanjem (ang. polling). Če uporabljamo prekinitveni način, je pin 
CLR neuporabljen. Ob uporabi načina s konstantnim preverjanjem pa je pin CLR 
namenjem za resetiranje LTC4150. Resetiranje se izvede tako, da se na pin CLR 
poveže nizko stanje, ki mora biti prisotno vsaj 20 µs. Potem je pin INT spet pripravljen 
za sprejem novega impulza. LTC4150 ima tudi možnost stanja pripravljenosti in s tem 
nižje porabe. To dobimo z nizkim stanjem na pinu SHDN. Takrat se tudi resetirajo vse 
notranje nastavitve. LTC4150 omogoča merjenje naboja pri baterijah med 2,5 V in       
9 V [25]. 
 
Slika 5.5:  Specifikacije in konfiguracija pinov LTC4150 [25] 
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5.3  Načrtovanje vezja 
Slika 5.6:  Blok shema celotnega vezja 
Celotna blok shema vezja je prikazana na sliki 5.6. Pri vezju smo uporabili 
platformo ESP8266 NodeMCU (Slika 5.7). Modul ESP8266 je razširjen zaradi ugodne 
cene in podpore knjižnjic, ki so objavljene na spletu. Obstajajo tudi alternative s 
podobno ceno, vendar nimajo ustrezne programske podpore. Izbira katerega drugega 
modula bi tako podaljšala čas izdelave. Modul ESP8266 uporablja 3,3 V napajalno 
napetost, zato napetost 3,3 V na kateremkoli pinu predstavlja visoko stanje. Uporabili 
smo pet digitalnih vhodov, pet digitalnih izhodov in en analogni vhod. Na digitalni 
vhod GPIO10 smo dodali dvopolno letvico, ki s prisotnostjo kratkostičnika na sponki 
X3 omogoča spreminjanje načina WiFi. V programu določimo, v katerem primeru se 
ob izklopu modula zapomni, oziroma pozabi nastavitve brezžičnega omrežja. Ob 
prisotnosti kratkostičnika je na pinu WIFI visoko stanje, ob njegovi odsotnosti pa 
nizko stanje. 
 
 
 
 
 
 
 
Slika 5.7:  ESP8266 NodeMCU 
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Napajalni del je namenjen napajanju platforme in preklapljanju omrežne 
napetosti glavnega vezja (Slika 5.8). Na priključne sponke X1 pripeljemo izmenično 
omrežno napetost 230 V. Omrežno napetost potrebuje tudi glavno vezje zasilne 
svetilke, ki ga tudi priklopimo na sponke X1, vendar mora ta imeti možnost 
vklopa/izklopa. Zato med vhodnimi sponkami in sponkami, ki povezujejo glavno 
vezje, dodamo rele. Zaradi varnosti odklapljamo fazno in ničelno linijo, saj pri 
priključitvi obstaja možnost zamenjave linij. Uporabimo dvopolni rele z »non-
latching« načinom, takoimenovan rele brez zapaha, kar pomeni, da se rele ob 
prekinitvi napajanja vrne v začetno stanje. Linijo faze in ničle priključimo na kontakte 
NC (ang. normally closed), da je ob času netestiranja omrežna napetost na glavno vezje 
povezana in s tem ne troši dodatne električne energije. Vzporedno z navitjem releja 
vežemo diodo, ki ob preklopih uravnava inducirane napetostne špice, ki se ustvarijo v 
navitju releja. Preklapljanje releja izvajamo z N-kanalnim MOSFET tranzistorjem, ki 
preklaplja ob ustrezni napetosti na pinu vrat. Ob potrebi izklopa izmenične napetosti 
glavnega vezja na platformi ESP8266 NodeMCU nastavimo izhodni pin         
SWITCH-AC na visoko stanje. Napetost pina tako znaša 3,3 V, kar je več od pragovne 
napetosti tranzistorja, zato tranzistor začne prevajati. S prevajanjem tranzistorja skozi 
navitje releja steče tok, ki preklopi rele. Ob preklopu je omrežna napetost glavnega 
vezja izklopljena. V primeru nizkega ali nedefiniranega stanja, tranzistor ne prevaja. 
To posledično drži rele v začetnem stanju in s tem omrežno napetost povezano z 
glavnim vezjem. Ker je nominalna vrednost napetosti baterije približno 5 V in 
platforma ESP8266 NodeMCU vključuje 3,3 V regulator, izberemo tudi 5 V releje. 
Vezje, poleg omrežne napetosti, tako vključuje le 5 V enosmerno napetost, ki jo 
dobimo s pomočjo stikalnega pretvornika (IC1). Uporabili smo stikalni pretvornik 
IRM-10-5, ki omogoča dovolj moči za pravilno delovanje vezja. 
 
Slika 5.8:  Napajalni del testirnega vezja 
5.3  Načrtovanje vezja 33 
 
Z uporabo priključnih sponk X2 priključimo baterijo in povežemo testirno vezje 
z glavnim vezjem (Slika 5.9). Glavno vezje omogoča polnjenje baterije in pretvorbo 
njene napetosti na napetost ustrezno za vklop sijalke. Ker je napetost baterije 
enosmerna, je potrebno pri priključitvi paziti na polariteto priklopa, saj bi v 
nasprotnem primeru prišlo do uničenja naprave. Baterijo je potrebno v času testiranja 
preklopiti iz glavnega vezja na vezje uporov. Vezje za preklapljanje releja je izvedeno 
na isti način kot pri preklapljanju omrežne napetosti, le da je tukaj uporabljen le 
enopolni »non-latching« rele. Naloga releja je, da v času testiranja preklopi baterijo, v 
kakršnemkoli drugem primeru pa mora povezovati baterijo k glavnemu vezju. Zato 
povežemo baterijo na kontakt releja NC (ang. normally closed). Baterija se v času 
netestiranja polni oziroma zagotavlja električno energijo sijalki. Preklop naredimo z 
visokim stanjem na platformi na pinu SWITCH-BAT. Visoko stanje povzroči 
prevajanje tranzistorja Q2, ki omogoči tok skozi navitje releja in s tem njegov preklop. 
Za testiranje delovanja sijalke je dodano tudi vezje, ki ob testiranju sijalki zagotovi 
ustrezno pretvorjeno napetost iz omrežja. To je narejeno z N- in P-kanalnima 
MOSFET tranzistorjema. Testiranje sijalke se zgodi v času, ko je baterija odklopljena 
od glavnega vezja. Visoko stanje pina SWITCH-DC povzroči prevajanje N-kanalnega 
tranzistorja Q4 in s tem nizko stanje na vratih P-kanalnega tranzistorja Q3. Razlika 
napetosti med vrati in izvorom tranzistorja Q3 je 5 V, kar je več od njegove pragovne 
napetosti, zato tranzistor začne prevajati. S tem nudi 5 V enosmerne napetosti 
glavnemu vezju oziroma sijalki. 
 
 
 
 
 
 
 
 
 
 
 
 
 
Slika 5.9:  Del vezja, ki omogoča sijalki napetost in vklaplja/izklaplja baterijo 
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Pomemben del vezja sestavlja integrirano vezje LTC4150 (Slika 5.10). Med pina 
SENSE+ in SENSE- povežemo Rsense upor, skozi katerega merimo pretečen naboj. 
SENSE+ pin gre na stran bremena, SENSE- pin pa na pozitivno stran baterije. Največji 
padec napetosti na Rsense bremenu ne sme presegati 50 mV, zato je upornost potrebno 
izbrati glede na največji tok skozi upor. Ker je za pravilno delovanje LTC4150 
potrebno, da je razlika napetosti med napajalnim pinom in sense pinoma manjša od   
60 mV, povežemo enega od pinov na napajalni pin. Običajno se poveže SENSE+, saj 
tako LTC4150 zajame tudi energijo, ki jo porabi samo integrirano vezje. Med pinoma 
CF
+ in CF
- povežemo kondenzator, ki filtrira motnje in povpreči tok baterije. Zaradi 
tokovnega nihanja je prav tako potreben blokirni kondenzator med pinoma Vdd in 
GND.  Med ta dva pina je dodatno potreben tudi ustrezno velik kondenzator, saj se pri 
preklopu popolnoma polne baterije pojavi prevelika napetostna špica, ki lahko uniči 
integrirano vezje. Zaradi večje občutljivosti pinov SHDN in CLR morata imeti ta dva 
pina dodatni napetostni delilnik. To je nujno v primeru, ko je napajanje mikrokrmilnika 
večje od napetosti baterije. Ker pini INT, SHDN in POL delujejo z obratno logiko, 
morajo biti preko pull-up upora povezani na 3,3 V napajanje platforme ESP8266 
NodeMCU. Ob prisotnem impulzu gre pin INT v nizko stanje. Ker uporabljamo način 
konstantnega pregledovanja, imamo pina CLR in INT ločena. V primeru programa s 
prekinitvijo lahko ta pina združimo. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Slika 5.10:  Merjenje kapacitete baterije z LTC4150 
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Pri merjenju kapacitete baterije se potrebuje tudi uporovno breme, preko 
katerega izpraznimo baterijo. Uporovno breme zagotovimo z zaporedno vezavo štirih 
uporov (Slika 5.11). Zaradi omejenega prostora v ohišju so upori na posebnem 
tiskanem vezju in so povezani s testirnim vezjem preko standardnih priključnih sponk 
X4 in X6. Uporabljeni so 5 W upori upornosti 4,7 Ω, kar skozi njih prinaša približno 
250 mA toka. To za spraznitev celotne baterije zahteva približno tri ure. Merjenje 
kapacitete začnemo z visokim stanjem na pinu SWITCH-BAT. To preklopi rele, kar 
poveže baterijo na vezje z upori in integriranim vezjem LTC4150. Baterija nudi 
integriranemu vezju napajanje. Ob prisotnem napajanju se vezje LTC4150 inicializira 
in je pripravljeno na merjenje. Z visokim stanjem pina SWITCH-R začnemo 
praznjenje baterije skozi upore. Po določeni količini pretečenega naboja skozi upor 
R11, gre pin INT v nizko stanje. Ta količina naboja je določena z uporom R11 oziroma 
takoimenovanim uporom RSENSE, kar podaja enačba (5.1). GVF je ojačanje 
integriranega vezja, katerega vrednost je podana v njegovih specifikacijah              
(32,55 Hz/V). V našem primeru upor R11 znaša 50 mΩ in s tem interval impulzov po 
vsaki pretečeni količini naboja 0,1707 mAh. 
 
 𝑜𝑛𝑒 𝐼𝑁𝑇̅̅ ̅̅ ̅ =  
1
3600 × 𝐺𝑉𝐹 × 𝑅𝑆𝐸𝑁𝑆𝐸
 [𝐴ℎ]  (5.1) 
 
To detektiramo s platformo ESP8266 NodeMCU. Z nizkim stanjem na pinu 
SWITCH-R ustavimo praznjenje baterije. Z analognim vhodom in napetostnim 
delilnikom izmerimo napetost baterije (Slika 5.12). ESP8266 modul ima analogni 
vhod od 0 do 1 V, vendar platforma ESP8266 NodeMCU že vsebuje napetostni 
delilnik, ki omogoča vhode do 3,3 V.  Ker je napetost baterije višja od 3,3 V, je 
potreben dodatni napetostni delilnik. Uporabljeni upori imajo toleranco upornosti         
± 1 %. Po končani napetostni meritvi na pin CLR za 20 µs vsilimo nizko stanje. To 
resetira vezje LTC4150 in s tem vrne pin INT v visoko stanje. Znova zaženemo 
praznjenje baterije in cikel ponavljamo, dokler napetost baterije ne pade pod napetost, 
ki označuje prazno baterijo. 
 
 
 
Slika 5.11:  Serijsko vezani upori, namenjeni za izpraznitev baterije 
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Za detekcijo delovanja žarnice smo uporabili fotosenzor LDR nazivne upornosti 
20 MΩ, ki se mu ob osvetlitvi upornost zmanjšuje. Priklopimo ga na sponke X5. 
Fotosenzor je nameščen direktno pod žarnico. Ker nas zanima le, ali sijalka deluje ali 
ne, in ima modul ESP8266 samo en analogni vhod, smo za detekcijo uporabili digitalni 
vhod. Napetostni delilnik je nastavljen tako, da zazna le delovanje sijalke (Slika 5.12). 
Ob nedelovanju sijalke je upornost fotosenzorja proti uporu R13 mnogo večja, zato je 
na njemu tudi večino padca napetosti. Takrat je skoraj celoten padec napetosti na uporu 
R13 in s tem na pinu READ-LDR skoraj nič, kar predstavlja nizko stanje. Ob 
delovanju sijalke se upornost fotosenzorja močno zmanjša in je proti uporu R13 mnogo 
manjša. Večina padca napetosti je tako na uporu R13, kar pomeni na pinu READ-LDR 
visoko stanje.  
 
 
 
 
 
 
 
Slika 5.12:  Napetostni delilnik za detekcijo delovanja sijalke in merjenja napetosti baterije 
5.4  Izdelava vezja 
5.4.1  Testno vezje 
Po prvotno zastavljeni shemi smo vezje sestavili na eksperimentalni ploščici 
(Slika 5.14 in Slika 5.15). Cilj testnega vezja ni bilo testiranje celotnega testa 
funkcionalnosti, ampak testiranje posameznih sklopov vezja. Testirali smo delovanje 
relejev, merjenje napetosti z analognim vhodom, zaznavanje delovanja sijalke z LDR 
senzorjem in merjenje kapacitete baterije. Pri testnem vezju smo uporabili komponente 
THT. Integrirano vezje LTC4150 ne obstaja v različici THT, ampak samo v SMT z 
10-pinskim podnožjem MSOP. Uporabili smo 10-pinski DIP adapter (Slika 5.13), na 
katerega smo naspajkali LTC4150. 
 
 
 
Slika 5.13:  Adapter iz MSOP v DIP [26] 
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Ker se bateriji z delnim in večkratnim praznjenjem zmanjšuje življenska doba, 
smo pri testiranju namesto baterije uporabljali stabiliziran laboratorijski usmernik 
Wentronic DF 17132 SB-3A LED. 
   
 
 
 
 
 
 
 
 
 
 
Slika 5.14:  Povezave testnega vezja [27] 
 
 
 
 
 
 
 
 
Slika 5.15:  Testno vezje 
5.4.2  Končno vezje 
Zaradi zadovoljivega rezultata testnega vezja smo končno vezje izdelali v 
programu Altium Designer. Izdelati je bilo potrebno dve tiskani vezji, saj je prostor v 
ohišju zasilne svetilke omejen (Slika 5.18 in Slika 5.19). Dimenzije tiskanih vezji smo 
določili glede na postavitev in vgradnje v ohišje. Zelo pomembna je bila tudi 
razporeditev in postavitev komponent na vezju. Stikalni pretvornik je zaradi svoje 
višine predstavljal največji problem. Za 5 W upore smo izdelali posebno tiskano vezje. 
Ker v času delovanja dosežejo kar visoko temperaturo, je bila postavitev tiskanega 
vezja z upori takšna, da so bili deli plastičnega ohišja čimbolj oddaljeni. Pri izbiri 
namenskih priključnih sponk, ki preprečujejo priklop napačne polaritete, so problem 
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predstavljale njihove dimenzije, zato smo uporabili manjše navadne priključne sponke. 
Pri risanju povezav je bilo potrebno pozornost usmeriti na razdaljo povezav omrežne 
napetosti. Ob neustreznem dimenzioniranju lahko pride do preboja preko zraka ali 
preko tiskanega vezja. Za izračun ustreznih razdalj obstajajo na spletu namenski 
kalkulatorji (Slika 5.16). Ker je verjetnost preboja preko tiskanega vezja večja, morajo 
biti razdalje med linijami večje. Ker so v našem primeru dimenzije tiskanega vezja 
majhne, smo problem rešili z rezanjem tiskanega vezja (označuje rdeč okvir na spodnji 
strani tiskanega vezja na sliki 5.17). Zaradi večjega toka skozi tranzistor, ki vklaplja 
in izklaplja breme, smo mu dodali bakreno površino za boljše odvajanje toplote 
(označuje moder okvir na zgornji strani tiskanega vezja na sliki 5.17). Končni izgled 
izdelanega vezja prikazuje slika 5.20. 
 
 
 
 
 
 
 
Slika 5.16:  Namenski kalkulator za izračun ustreznih razdalj [28] 
 
Slika 5.17:  Zgornja (rdeča) in spodnja (modra) stran testirnega tiskanega vezja 
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Slika 5.18:  Tiskano vezje z upori, zgornja stran in 3D-model 
 
 
 
 
 
 
 
 
 
 
Slika 5.19:  3D-model testirnega vezja 
 
Slika 5.20:  Končno testirno vezje 
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5.4.3  Vgradnja vezja 
Vezje smo vgradili v ohišje zasilne svetilke in ga ustrezno povezali (Slika 5.21). 
Fotosenzor smo namestili direktno pod sijalko, z razlogom, da ima na zaznavanje 
delovanja sijalke ostala svetloba čim manj vpliva (Slika 5.22).  
 
 
Slika 5.21:  Vgradnja vezja v ohišje zasilne svetilke 
 
 
Slika 5.22:  Namestitev fotosenzorja 
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5.5  Programski del 
Programski del je napisan v programskem okolju ArduinoIDE. To okolje je 
primerno zaradi dobre podpore knjižnic in enostavne uporabe. Za povezavo v omrežje 
WiFi in povezavo MQTT smo uporabili že obstoječi knjižnici WiFiManager [29] in 
PubSubClient [30]. 
Funkcijo setup() prikazuje slika 5.23. V funkciji se inicializirajo potrebni 
vhodni/izhodni pini, serijska povezava, podatki baterije (nazivna kapaciteta in 
najmanjša napetost, ki označuje prazno baterijo), omrežje WiFi in povezava MQTT. 
Program preveri stanje na pinu GPIO10. To stanje določamo s prisotnostjo oziroma 
neprisotnostjo kratkostičnika. Če je prisotno visoko stanje, se predhodne nastavitve 
omrežja WiFi izbrišejo in gre vezje v način dostopne točke. To pomeni, da se lahko 
brez uporabe usmerjevalnika preko brezžičnega omrežja neposredno povežemo z 
vezjem. Na vezju se vrti DNS in spletni strežnik s privzetim naslovom IP 192.168.4.1. 
DNS skrbi za pretvorbo IP-zapisa v spletni naslov in komunikacijo med strežniki. 
Spletni strežnik pa je program, ki uporablja HTTP protokol za oblikovanje spletne 
strani uporabnikom, odvisne glede na dohodne zahteve, ki pridejo iz njihovih 
računalnikov. Z uporabo katerekoli naprave, ki podpira WiFi in vsebuje brskalnik 
(računalnik, mobilni telefon, tablica), se lahko povežemo z vezjem in konfiguriramo 
povezavo z novim omrežjem. Ob prisotnem nizkem stanju se vezje poveže v 
predhodno nastavljeno omrežje WiFi. Če v času desetih minut omrežje ni na voljo, gre 
vezje ponovno v način dostopne točke. To je namenjeno v primeru izgube električne 
energije, saj omrežje WiFi potrebuje dalj časa, da se vzpostavi nazaj. Ko se vezje 
poveže v omrežje WiFi, se nastavijo tudi parametri povezave MQTT. Nastavita se 
naslov strežnika in vrata komunikacije za določenega posrednika. Določi se tudi 
kazalec na funkcijo, ki je klicana ob prejetju sporočila preko povezave MQTT.  
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Slika 5.23:  Diagram setup() funkcije 
Za primer spletnega posrednika Adafruit se nastavijo vrata za nešifrirano 
komunikacijo. Potrebna sta tudi uporabniško ime in geslo za prepoznavanje odjemalca. 
Za povezavo z drugim posrednikom je potrebno ponovno programiranje vezja. V 
funkciji loop() se vzpostavi povezava MQTT in se v primeru nenadne prekinitve 
poskuša ponovno vzpostaviti. V funkciji nastavimo tudi temo, na katero se naročimo, 
in preverjamo, ali je prisotno kakšno sporočilo. Ob prisotnem sporočilu oziroma ukazu 
program skoči v funkcijo callback(), ki jo prikazuje slika 5.24. Ta funkcija najprej 
preveri ali je tema ustrezna. Preveri sporočilo, ki ga sprejme, in mu nastavi ustrezen 
ukaz. Ukaz S je namenjen kratkemu testu, ukaz L testu baterije, v ostalih primerih pa 
sporoči, da ukaz ni pravilen. 
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Slika 5.24:  Diagram callback() funkcije 
Ob prejetem ukazu S, vezje začne z izvajanjem kratkega testa, kar prikazuje   
slika 5.25. Najprej od glavnega vezja odklopi omrežno napetost in preveri delovanje 
sijalke. Ob delovanju sijalke dobimo potrditev o pravilnem delovanju svetilke in 
dobremu stanju sijalke. V primeru nedelovanja na sijalko priključimo napajanje, 
pretvorjeno iz omrežne napetosti. S tem ugotovimo stanje sijalke. Ob koncu testa od 
baterije odklopimo vsa bremena in izvedemo meritev napetosti odprtih sponk. Meritev 
napetosti izvedemo z branjem vrednosti na analognem pinu. Prebrano vrednost 
pomnožimo z najmanjšim korakom napetosti. Najmanši korak dobimo z razmerjem 
znane napetosti na pinu in prebrane vrednosti analognega pina. Za natančnejšo meritev 
izmerimo deset vrednosti in rezultat povprečimo. Izmerjeno napetost primerjamo z 
minimalno potrebno napetostjo baterije, kar nam poda stanje baterije. Rezultati testa 
se pošiljajo tako posredniku kot na serijsko povezavo. 
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Slika 5.25:  Diagram poteka kratkega testa 
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V primeru prejetega ukaza L se začne izvajanje dolgega testa. Diagram poteka 
prikazuje slika 5.26. Skozi celoten čas delovanja vezja vezje meri čas polnjenja 
baterije. Ker glavno vezje polni baterijo s tokom približno 50 mA, je za popolnoma 
napolnjeno baterijo potreben čas polnjenja 15 ur. V primeru prejetega ukaza L pred 
iztekom tega časa dolgi test počaka z izvajanjem na popolnoma napolnjeno baterijo. 
Čas polnjenja baterije se resetira ob izgubi električne energije ali ob izteku daljšega 
testa. Dolgi test baterijo odklopi od sijalke oziroma polnilca baterije in jo poveže z 
bremenskimi upori, skozi katere izpraznimo baterijo. Odklopi se tudi omrežna napetost 
na glavnem vezju. Na sijalko za kratek čas priklopimo primerno napetost, pretvorjeno 
iz omrežne napetosti, s katero preverimo stanje sijalke. Izmerimo napetost baterije in 
v primeru manjše napetosti od potrebne minimalne napetosti zaključimo test. Če je 
napetost večja od minimalne potrebne napetosti, se začne praznjenje oziroma meritev 
kapacitete baterije. Resetiramo integrirano vezje LTC4150 in z visokim stanjem na 
vratih tranzistorja Q5 (Slika 5.10) povzročimo prevajanje in s tem tok skozi bremenske 
upore. Preverjamo pin INT integriranega vezja LTC4150, na katerem se po določeni 
količini pretečenega naboja pojavi impulz. Če impulz ni prisoten v času 10 s, pomeni 
da je prišlo do nepričakovane napake in meritev ni pravilna. Ob impulzu prekinemo 
prevajanje tranzistorja Q5, prištejemo pretečen naboj k prejšnji vrednosti naboja in 
ustrezno povečamo tudi SoH-odstotek. Ponovno izmerimo napetost baterije in ob 
vrednosti večji od minimalne potrebne napetosti postopek ponovimo. Pred ponovno 
ponovitvijo postopka znova resetiramo LTC4150. Na določen interval javimo 
posredniku, da se testiranje izvaja. Postopek ponavljamo do minimalne vrednosti 
napetosti baterije, ki označuje prazno baterijo. Naboj, ki priteče v tem času iz baterije, 
predstavlja največjo kapaciteto baterije. Rezultate o sijalki, kapaciteti in SoH odstotku 
pošljemo posredniku in na serijsko povezavo. Če v tem času zaradi kakršnih koli 
razlogov vezje ni povezano s posrednikom, vezje stalno poskuša s ponovno 
vzpostavitvijo povezave. Po uspešni vzpostavitvi vezje pošlje posredniku rezultate. Po 
koncu testa na glavno vezje ponovno priključimo omrežno napetost in baterijo. 
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Slika 5.26:  Diagram poteka daljšega testa 
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5.6  Rezultati in testiranje 
Ob prvem vklopu vezja so nastavitve omrežja WiFi izbrisane. Vezje začne 
delovati v načinu dostopne točke. Ob skeniranju omrežji WiFi s telefonom oziroma 
računalnikom se pojavi tudi dostopna točka z imenom E-LIGHT-ID, kjer ID 
predstavlja identifikator posamezne zasilne svetilke. Povezava z zasilno svetilko 
zahteva tudi geslo, ki je privzeto nastavljeno na »svetilka«.  Po uspešni povezavi 
zasilne svetilke in računalnika v brskalniku odpremo naslov IP 192.168.4.1, ki 
predstavlja privzeti naslov IP za konfiguracijski portal. Na njem lahko skeniramo 
omrežja, ki so prisotna v okolici, in na eno izmed njih povežemo zasilno svetilko. Ob 
želji menjave brezžičnega omrežja s prisotnostjo kratkostičnika in resetiranja vezja 
izbrišemo nastavitve omrežja, da lahko konfiguriramo novo omrežje (Slika 5.27). 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Slika 5.27:  Konfiguracija omrežja WiFi 
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Povezavo z omrežjem smo testirali s povezavo vezja na različna omrežja, z 
izklapljanjem omrežja in resetiranjem vezja v različnih časovnih trenutkih pa smo 
simulirali možne napake, ki bi lahko bile prisotne. Sistem se odziva tako, kot je bilo 
sprva načrtovano in je opisano v poglavju Programski del. 
Po uspešni povezavi v omrežje se vezje poveže s posrednikom MQTT, ki ga 
določimo znotraj programa. Ob menjavi posrednika je potrebna sprememba podatkov  
v programu, zato je potrebno program ponovno naložiti na vezje. Vezje se ob 
neprisotnosti posrednika ali kakršnikoli prekinitvi povezave s posrednikom vedno 
znova poskuša povezati z njim. Za testiranje smo uporabili spletni posrednik Adafruit 
[31], ki je ob registraciji do nekih omejitev brezplačen. Po registraciji ima na voljo 
podatke za povezavo s posrednikom, ki se nanašajo na uporabniško ime (Slika 5.28). 
Spletni posrednik omogoča določitev tem, na katere smo naročeni in na katere bomo 
objavljali. To lahko spremljamo na nadzorni plošči oziroma takoimenovanem 
»Dashboardu« (Slika 5.29). 
 
 
 
 
 
 
 
 
 
Slika 5.28:  Podatki, namenjeni povezavi WiFi in MQTT 
 
 
 
 
 
 
Slika 5.29:  Nadzorna plošča, namenjena objavljanju (rdeča) in pregledovanju (modra) tem 
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Slika 5.30:  Shema povezave 
Shemo povezave prikazuje slika 5.30. Uporabnik preko računalnika in 
brskalnika dostopa do posrednika. S pomočjo nadzorne plošče na temo 
zoran93/feeds/command objavimo sporočilo, ki predstavlja ukaz za izvajanje testa. Vsi 
odjemalci na tej naročeni temi preko omrežja WiFi prejmejo ukaz in začnejo z 
izvajanjem zahtevanega testa. Po končanem testu vsak na svoji določeni temi objavi 
svoj rezultat. Ta rezultat je prikazan na nadzorni plošči.  
Ob poslanem ukazu S se izvede kratek test, ki vrne podatke o funkcionalnosti 
svetilke, delovanju sijalke, napetosti in stanju baterije (Slika 5.31). Test traja nekaj 
sekund. 
 
 
 
 
 
 
 
 
 
 
Slika 5.31:  Kratek test 
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Ob ukazu L se izvede daljši test, ki vrne podatke o stanju sijalke in kapacitete 
baterije (Slika 5.32). Interval trajanja daljšega testa je od 3 do 18 ur, kar je odvisno od 
predhodnega časa polnjenja in stanja baterije. V primeru polnjenja baterije že vsaj      
15 ur se test izvede v največ treh urah. Ta čas je odvisen le od stanja baterije. V primeru 
nove baterije test traja tri ure, z njeno uporabo pa se ta čas manjša. Test traja 18 ur le 
v primeru nove baterije in ponovni zahtevi testa takoj po končanem daljšem testu 
oziroma izgubi električne energije. V času izvajanja se, v primeru izgube povezave 
MQTT med daljšim testom, naprava poskuša ponovno povezati s posrednikom, kar pa 
ne vpliva na meritev. Če se ji do konca testa ne uspe povezati, naprava vztraja toliko 
časa, dokler se ne poveže in pošlje rezultat. V primeru izgube električne energije v tem 
času so podatki meritve izgubljeni. 
 
 
 
 
 
 
 
 
 
 
Slika 5.32:  Dolg test 
5.6.1  Meritev zaznavanja delovanja sijalke 
 Meritve smo opravili tako, da smo izklopili sijalko in izvedli kratek test, ki med 
drugim vrne tudi digitalno vrednost pina, na katerem je priključen fotosenzor LDR. 
Meritve smo izvajali pri sobni svetlobi, obsvetlitvi s soncem in obsvetlitvi z lučjo. V 
idealnem primeru fotosenzor ne sme zaznati ostale svetlobe in mora vračati vrednost 
false. True vrednost pomeni, da sijalka sveti, kar bi v primeru testiranja pomenilo 
napačno detekcijo. 
Tabela 2:  Test fotosenzorja 
 VREDNOST LDR [TRUE/FALSE] 
Sobna svetloba FALSE 
Obsvetlitev z LED-svetilko FALSE 
Obsvetlitev s soncem TRUE 
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Rezultate meritve zaznavanja delovanja sijalke prikazuje tabela 2. V prostoru, 
kjer je prisotna običajna sobna svetloba, meritev ne predstavlja nobene težave. Prav 
tako ni težav pri obsvetlitvi z LED svetilko iz mobilnega telefona. Težava nastane pri 
zaznavanju, ko je zasilna svetilka obsvetljena z močno svetilko ali z močnimi sončnimi 
žarki usmerjenimi direktno na fotosenzor. V tem primeru fotosenzor vrne vrednost 
true. To je pričakovano, saj je takrat osvetljenost enaka oziroma večja od osvetljenosti 
sijalke. Upornost R13 (Slika 5.12) je nastavljena na minimalno vrednost, da fotosenzor 
še zazna delovanje sijalke.  
5.6.2  Meritev napetosti 
Merjenje napetosti smo izvedli z napetostnim delilnikom z uporabo uporov s 
toleranco ±1 %. Modul prikazuje meritev kot povprečje desetih izmerjenih vrednosti. 
Kalibracijo delilnika smo naredili tako, da smo nanj priklopili enosmerno napetost         
4 V, ki smo jo izmerili z voltmetrom. To vrednost smo delili z vrednostjo, ki jo dobimo 
iz analognega vhoda (5.2). Tako smo dobili ločjivost meritve, ki jo določa LSB.  
 
 𝐿𝑜č𝑙𝑗𝑖𝑣𝑜𝑠𝑡 =
4.000 𝑉
495
= 0.00808 𝑉 = 8.08 𝑚𝑉  (5.2) 
 
Ker modul ESP8266 vsebuje 10-bitni analogno-digitalni pretvornik, je največja 
možna prebrana vrednost 1023, kar pomeni največjo izmerjeno vrednost 8,266 V. 
Testiranje smo izvedli tako, da smo primerjali izmerjene vrednosti modula in 
voltmetra. Pri merjenju smo uporabljali voltmeter FLUKE 175 TRUE RMS 
MULTIMETER. Naredili smo meritve pri vrednosti napetosti 4 V, saj ta vrednost 
označuje minimalno napetost baterije in je v našem primeru najpomembnejša. Ostale 
meritve so narejene pri poljubnih vrednostih. Rezultati so prikazani v tabeli 3 in      
tabeli 4. 
 
# 1 2 3 4 5 6 7 8 9 10 
MERITEV 
MODUL 
[V] 
4.000 3.995 3.998 3.998 4.000 3.997 3.999 3.996 3.998 3.999 
MERITEV 
V-METER 
[V] 
4.000 3.999 3.999 3.999 3.999 3.999 3.999 3.999 3.999 3.999 
Tabela 3:  Primerjava meritev pri vrednosti 4V 
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Tabela 4:  Primerjava meritev poljubnih vrednosti. 
Rezultati prikazujejo, da se pri napetosti 4 V vrednosti modula in voltmetra 
razlikujejo do 4 mV, kar je za naš primer zadovoljivo. Ta vrednost je manjša od 
ločljivosti meritve analognega vhoda. Razlog je v tem, da izmerimo deset različnih 
vrednosti napetosti in jih povprečimo. Meritve pri poljubnih vrednostih se razlikujejo 
do 40 mV,  kar  v našem primeru ne predstavlja nobene težave. Majhno nihanje meritev 
nastane zaradi sočasne povezave platforme z brezžičnim omrežjem, kar povzroča 
motnje. Za natančnejše rezultate bi tako morali prekiniti brezžično povezavo in nato 
izmeriti napetost. Za potrebe natančnosti naših meritev to nihanje ne predstavlja večjih 
problemov. 
5.6.3  Meritev kapacitete 
Meritev kapacitete smo izvedli s priklopom bremena vrednosti 18,8 Ω. Test smo 
začeli z napolnjeno baterijo, zato čas prikazuje čas popolne izpraznitve baterije. 
Rezultati dveh meritev so prikazani v tabeli 5. 
 
Upornost [Ω] Kapaciteta [mAh] SoH [%] Čas [min] 
18.8 698.01 93.07 164 
18.8 698.18 93.09 164 
Tabela 5:  Meritev kapacitete baterije 
Kapaciteto baterije smo izmerili tudi s testerjem baterij Keenstone Ultra Power 
UP100AC Plus [32]. Ker tester omogoča program popolne izpraznitve,  smo 
kapaciteto izmerili s ciklom praznjenja. Ta način merjenja je enak načinu merjenja pri 
našem vezju. Izračunamo lahko tudi SoH, ki predstavlja razmerje med največjo možno 
in nazivno kapaciteto (750 mAh). Tok praznjenja je nastavljen na 300 mA in 
minimalna napetost, ki določa prazno baterijo je 4 V. Izmerjeno kapaciteto s testerjem 
prikazuje tabela 6. 
 
# 1 2 3 4 5 6 7 
MERITEV 
MODUL [V] 
1.044 2.068 3.023 3.993 4.996 6.014 6.387 
MERITEV V-
METER [V] 
1.031 2.049 3.022 3.994 5.028 6.041 6.427 
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Tok 
praznjenja/polnjenja 
[mA] 
Kapaciteta 
[mAh] 
SoH [%] Čas [min] 
Meritev 1 300 678 90.4 135 
Tabela 6:  Rezultati meritev s testerjem Keenstone 
Rezultati merjenja kapacitete baterije z vezjem se za približno 3 % razlikujejo 
od rezultatov izmerjenih s testerjem. Pričakovano je, da je izmerjena kapaciteta z 
vezjem večja, saj je tok praznjenja baterije nekoliko manjši kot pri meritvi kapacitete 
s testerjem. Z manjšim tokom so prisotne manjše notranje izgube, manj energije se 
pretvori v toploto, kar pomeni večjo izmerjeno kapaciteto. 
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Zaključek 
V prvem delu magistrske naloge je opisana teorija uporabljenih tehnologij, v 
drugem delu pa je predstavljeno načrtovanje in izdelava testirnega vezja. Cilj 
magistrske naloge je bil izdelava testirnega vezja, ki preko brezžičnega omrežja 
omogoča tako funkcionalni test kot test baterije. Zastavljeni cilj je bil dosežen. 
Testirno vezje se uspešno poveže na omrežje WiFi in komunicira s spletnim 
posrednikom preko protokola MQTT. Prav tako uspešno opravi funkcionalni test in 
test baterije. Test baterije nam je povzročal največ težav. Najprej se je pojavila težava 
pri izdelavi testnega vezja, saj se je integrirano vezje LTC4150 nepričakovano močno 
grelo ob priklopu baterije. Izkazalo se je, da so problem predstavljale slabe žične 
povezave na eksperimentalni ploščici in neuporabe ustreznega kondenzatorja med 
pinoma Vdd in GND. Pri testu baterije so nastale težave tudi med testiranjem, saj se je 
povezava s posrednikom MQTT izgubljala. Težava je bila programska in smo jo 
uspešno rešili z dodajanjem funkcije client.loop(), ki je poleg obdelave dohodnih 
sporočil namenjena tudi ohranjanju povezave s posrednikom. Pri praznjenju baterije 
skozi upore problem predstavlja njihovo gretje, zato smo uporabili višjo upornost. To 
je zmanjšalo tok, zato se je s tem podaljšal tudi čas testa. Natančnost merjenja napetosti 
in kapacitete baterije sta za naš primer zadovoljivi. Vsekakor pa je prisoten prostor za 
izboljšave. Takšna vrsta testiranja bi prihranila ogromno časa. V primeru nepravilnega 
delovanja zasilne svetilke bi serviserju že v naprej podala napako, ki bi lahko bila 
prisotna.  
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