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1 Einleitung
1.1 Motivation
Der internationale Seegüterverkehr ist mit einem Containeraufkommen von 10,7 Milliarden
Tonnen im Jahre 2017 eine der wichtigsten Transportarten und somit integraler Bestandteil der
Supply Chain einer jeden internationalen Unternehmung. Im selben Jahr erfuhr der maritime
Handel mit 4% den größten Aufschwung seit fünf Jahren, was mit dem generellen Wachstum der
Weltwirtschaft einherging (UNCTAD, 2018). Für Seehäfen und Containerterminals bedeuten
diese Zahlen eine sich jährlich erhöhende Auftragslage und Umschlagsmenge. Somit stellen sich
fortwährend neue Anforderungen für dessen Bewältigung und es bedarf neuartiger Maßnahmen
und Lösungen dazu, die wiederum neue Chancen und Risiken bergen. Diese Erkenntnis fordert
nicht nur einen effizienteren Umgang mit den eigentlichen Güterflüssen, sondern auch mit den
umfangreicheren Informationsflüssen internationaler Korrespondenz. Der Fokus dieser Ausarbei-
tung liegt folglich auf dem Umschlag und der Informationsverarbeitung an Containerterminals
und den damit unmittelbar in Kontakt stehenden Akteuren der Lieferkette.
Abbildung 1: Globaler Containerhandel 1996-2018 (UNCTAD, 2018)
Weitere Beachtung erfährt die fortbeständige und nachhaltige Entwicklung der Wettbewerbstaug-
lichkeit deutscher Seehäfen und somit auch des gesamtenWirtschaftsstandortes Deutschland. Vor
dem Hintergrund des rapide wachsenden internationalen Wettbewerbs kommt dessen Zukunft als
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vergangener Exportweltmeister und viertstärkster Volkswirtschaft der Welt (World Bank, 2018)
eine besondere Rolle zu, sich auch weiterhin im Außenhandel stabil zu positionieren. Gerade
in Anbetracht etwaiger Vorhaben wie beispielweise der Belt and Road-Initiative der Volksre-
publik China, welche mit einem Etat von über einer Billion US-Dollar dotiert ist und auf den
globalen Ausbau von Handelsrouten und Verkehrsknotenpunkten abzielt (Kuo und Kommenda,
2018), steigt die Relevanz, mit eben jenen Partnern auch fortan effizienten Handel betreiben zu
können. Hinzu kommt, dass die Häfen Rotterdam und Antwerpen jährlich mehr Anteile des in
Nordeuropa umgeschlagenen Containeraufkommens übernehmen (NDR, 2018). Gleichermaßen
sollte es das Ziel einer hochentwickelten Informationsgesellschaft bleiben, sich auch zukünftig
innovationstechnisch von konkurrierenden Nationen abzuheben.
1.2 Zielsetzung und Forschungsfragen
Das Schlagwort Industrie 4.0, die jedwede Digitalisierungs- und Vernetzungsmaßnahme im
Rahmen unternehmerischer Tätigkeiten umfasst, wird derzeit als nächste Stufe in der Reihe der
industriellen Revolution gehandhabt (Bundesverband der deutschen Industrie, 2018). Hauptziel
dieser Ausarbeitung ist die Bestandsaufnahme aktueller Zustände und die Entwicklung zukunfts-
orientierter Lösungsansätze zur effizienteren Organisation und prozessoptimierten Abwicklung
des Umschlags an deutschen Seehäfen im Rahmen des Oberthemas Intelligent Transporta-
tion Systems. Die vorgestellten technologischen Konzepte sollen Zeitersparnisse in Bezug auf
Korrespondenz, Auftragsabwicklung, Informationsübertragung und Be- und Entladezeiten von
Containerschiffen durch Optimierung der Auslastung jeglicher beteiligter Maschinen und Förder-
mittel bewirken und somit zur insgesamten Produktivitätssteigerung eines Containerterminals
beitragen. Abstrahiert ergeben sich folgende Forschungsfragen:
• Was bedeutet autonome Selbstorganisation der Hafenlogistik und wird sie bereits
angewandt?
• Welche neuartigen Digitalisierungsmaßnahmen kommen für die Hafenlogistik in Be-
tracht und besteht die Anwendungsmöglichkeit an deutschen Seehäfen?
1.3 Aufbau
Das nachfolgende Kapitel 2 beginnt mit der Auseinandersetzung mit den theoretischen Grund-
lagen zur autonomen Selbstorganisation, um ein solches Vorhaben bewerkstelligen zu können.
In Kapitel 3 und 4 erfolgt der methodische Zugang zur Entwicklung von Lösungsansätzen
unter Einbezug der Ergebnisse eines studentischen Workshops über die Digitalisierungsthematik.
Kapitel 5 beschäftigt sich mit der Diskussion der Ergebnisse darüber, ob und wie genau die
entwickelten Szenarien und Lösungsansätze an deutschen Seehäfen umgesetzt werden könnten
und welche konkreten lokalen Beschränkungen diesem Vorhaben entgegengestellt sind. Die
Schlussfolgerungen und das Fazit in Kapitel 6 runden diese Arbeit ab.
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2 Theoretische Grundlagen
2.1 Grundsätzliches über ein Containerterminal
Bis in die 60er Jahre des 20. Jahrhunderts erforderte die Heterogenität von Transportladungen
bzw. Gütern individuelle Verpackungen und Zusammenfassungen von Ladungen. Der Großteil
der für das Verfrachten von Gütern über den Seeweg veranschlagten Zeit musste für Beladung,
Umschlag und Löschen der Ladung einkalkuliert werden. Durch die Verwendung von Contai-
nern im zweiten Weltkrieg erkannte der amerikanische Unternehmer Malcom McLean dessen
Potenzial für die zivile Logistik (Meier, 2009). McLeans Idee vom Standardcontainer setzte
sich über die letzten 50 Jahre global durch, sodass im Jahre 2009 90% aller maritim bewegten
Güter, ausgenommen der Transport von Massengütern durch sogenannte Bulker, in Containern
verschifft wurden (Suárez-Alemán et al., 2016). Nähere Betrachtung erfährt hier das Container-
terminal als Knotenpunkt der Maritimen- und Hinterlandlogistik. Containerterminals werden,
im Sinne der logistischen Systemtheorie, als ein System mit zwei Schnittstellen beschrieben.
Offensichtlich ist die maritime Schnittstelle, die Beladung und Löschung von Containerschiffen.
Die zweite Schnittstelle stellt der hauptsächlich landgebundende Güteran- und Abtransport dar
(Meier, 2009). Des Weiteren ist ein Abgleich mit den in der Literatur beschriebenen Grundfunk-
tion eines Containerterminals möglich, um es als solches zu klassifizieren. Als entsprechende
Grundfunktionen nennt die Literatur drei Hauptfunktionen, welche sich aufschlüsseln lassen zur
Transportfunktion (der Transport von Containern innerhalb des Terminals), Transferfunktion
(Weiterverschiffung von Containern) und der Speicherfunktion (Einlagerung von Containern für
verschiedene Zeiträume). Bei jedem Containerterminal spielen diese Funktionen zusammen, die
Art des Zusammenwirkens kann jedoch variieren (Kim und Günther, 2007). Ziel ist es, verfügbare
Ressourcen während der Liegezeit eines Schiffes möglichst effizient einzusetzen, die Kosten
pro abgefertigter TEU (Twenty-foot Equivalent Unit) gering zu halten und nach Möglichkeit zu
reduzieren (Henesey et al., 2003).
Neue Technologien dienen der stärkerenVernetzung mehrerer Seehäfen und derenVerknüpfungen
mit dem Hinterland. Sie stellen nicht nur einen zentralen Knotenpunkt für den Güterumschlag,
sondern auch für den Logistikdatenfluss dar (Klein, 2007). Herausforderungen aus logistischer
Sicht liegen bisweilen in der Integration von ganzheitlichen Hafenlogistiksystemen, da die
wenigen verfügbaren Standardprogramme lediglich für einzelne Funktionen konzipiert sind. Pro-
gramme zur ganzheitlichen Steuerung, wie beispielsweise sogenannteMulti-Agenten-Systeme,
existieren als Individuallösung jeweils für einzelne Häfen (Henesey et al., 2003) und werden im
weiteren Verlauf noch behandelt.
Ein potentieller Hafenstandort definiert sich durch verschiedene Eigenschaften, in die Planung
werden sowohl positive als auch negative Faktoren einbezogen. Positive Standortfaktoren sind
beispielsweise bebaubarer Boden und gute Infrastrukturanbindung. Als negativ kann sich unter
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anderem eine hohe Flutgefahr oder vorhandener Morast erweisen. Da die Nordostpassage, die
über die Beringstraße nach Südostasien führt, noch nicht durchgängig befahrbar ist, liegen die
großen deutschen Häfen an der sogenannten Nordrange (Göpfert und Braun, 2013). In Deutsch-
land übernimmt der Bund die Verantwortung für Seewege, Vertiefungen und deren Sicherung.
Die Bereitstellung von Infrastruktur ist Länderaufgabe, dazu zählt auch die Unterhaltung des
eigentlichen Hafenbeckens (Wowries, 2008). DerAusbau von Containerhubs erfordert meist auch
sekundäre Investitionen in die Infrastruktur beziehungsweise Hinterlandanbindung, so mussten
beispielsweise beim Bau des Wilhelmshavener JadeWeserPorts Fahrrinnenanpassungen in Weser
und Elbe getätigt werden. Der Stellenwert guter Infrastrukturanbindung endet nicht bei der
unmittelbaren lokalen Wirtschaft der deutschen Tiefseehäfen, sondern ist als Drehscheibe auch
für Ost- und Südosteuropa relevant. Herausforderungen stellen in Deutschland beispielsweise
Planfeststellungsverfahren dar, die mehrere Jahrzehnte andauern können. Dem schnellen Wandel
und Wachstum der maritimen Logistik hin zur massiven computergestützten Steuerung und bes-
seren strategischen Koordination der deutschen Tiefseehäfen geschuldet, hat die Bundesrepublik
Deutschland die Förderprogramme ISETEC I und II (Innovative Seehafentechnologien) initiiert
(Baumgarten, 2008).
2.2 Autonomie und fahrerlose Transportsysteme
Was bedeutet Autonomie im technologischen Kontext? Der aus demAltgriechischen stammende
Begriff „Autonomie“ (griech. autonomia, lat. autonomia) setzt sich aus den Begriffsteilen autós
(selbst) und nomós (Gesetz) zusammen. Ins Deutsche ist der Begriff mit Selbstbestimmung,
Selbstgesetzgebung sowie Eigengesetzlichkeit übersetzbar (Pohlmann, 1971). George A. Bakey
(2005) attestiert, dass technologische Autonomie sich auf Systeme bezieht, die in Umgebungen
der realen Welt ohne externe Kontrolle für einen längeren Zeitraum operieren können.
Die ersten fahrerlosen Transportsysteme (FTS) wurden bereits in den 1950er Jahren in den
USA entwickelt. Bei dem dort eingesetzten FTS handelte es sich um einen Schleppzug, dessen
Anwendungsbereich in der innerbetrieblichen Logistik lag. Die zu der Zeit üblichen Schlepp-
züge wurden über Schienen geführt. Hierbei kam jedoch die damals neuartige Technologie der
induktiven Spurführung zum Einsatz. Bei induktiver Spurführung wird das FTS mit Sensoren
ausgestattet, die sich an im Boden eingelassenen Magneten orientieren (Ullrich, 2014). Die
Entwicklung der Automatisierung von Transportsystemen wird in vier Epochen unterteilt. Um
die Jahrtausendwende, zur Zeit der dritten Periode, setzten viele Containerterminals bereits auf
einen gewissen Grad an Automatisierung. Bei den verwendeten Gerätschaften gibt es weitere
Unterteilungen. Die erste Unterteilung erfolgt in Transport- und Stapelgeräte. Bei Stapelgeräten
handelt es sich zunächst um so genannte Kaikräne (quay cranes, QC) bzw. Containerbrücken.
Die Aufgabe der Kaikräne ist das Beladen und Löschen der Schiffe. Sie operieren auf Schienen
und bewegen sich langsam entlang der Kaimauer. Zudem verfügen sie über eine sogenannte
Laufkatze, welche über die gesamte Schiffsbreite reichen. Des Weiteren gibt es Kräne mit einer
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Zweischienenkatze. Diese Technik bewirkt jedoch nur eine Teilautomatisierung. Während die
Hauptkatze, die das Schiff be- und entlädt, manuell von einemKranführer gesteuert wird, kann die
Portalkatze vollständig automatisiert werden. Diese hat die Aufgabe, die Transportfahrzeuge zu
beladen (Speer, 2017). Aufgabe des Lagerkrans ist die Beförderung der Container zum Lagerort
am Terminal. Seine Prozesse unterteilen sich in Einlagerung, Auslagerung, Umstapelung und
Umlagerung.
Lagerkräne gibt es in verschiedenen Ausführungen. Hier wird zwischen Rail Mounted Gan-
try Cranes (RMG) unterschieden, welche schienengeführt sind und den Rubber Tired Gantry
Cranes (RTG), welche bereift sind. Beide Versionen existieren in vollautomatisierten Ausfüh-
rungen (Speer, 2017). Als letztes werden die Flurfördergeräte genannt, die zwischen aktiven
und passiven Geräten zu unterscheiden sind. Aktiv sind die sogenannten Automated Lifting
Vehicle (ALV), bei denen es sich um Van Carrier oder auch Straddle Carrier handelt. Sie können
aufgrund ihrer Konzeption selbstständig Container aufnehmen und diese transportieren. Die
Automated Guided Vehicle (AGV) hingegen sind passive Flurfördergeräte. Es kann hier zwischen
Single Load Carriern (SLC) und Dual Load Carriern (DLC) bzw. Multi Load Carriern (MLC)
unterschieden werden. Sie sind darauf angewiesen, dass ein Kran ihnen den Container aufsetzt
bzw. abnimmt (Lehmann, 2007). Zusammenfassend wird durch die eben genannten Gerätschaften
nur ein gewisser Grad an Automatisierung ermöglicht. In den folgenden Unterkapiteln werden
also Überlegungen aufgeführt, diese in ein autonom agierendes Umfeld zu integrieren.
Abbildung 2: Container Terminal System (Steenken et al., 2004)
2.3 Intelligent Transportation Systems (ITS)
Der Begriff Intelligent Transport Systems (ITS) ist mit dem deutschen Begriff Verkehrstelematik
gleichzusetzen. Er wird verwendet, um den Einsatz von Informations- und Kommunikationstech-
nologien im Verkehrsbereich zu definieren, welche einen Echtzeitfluss von Informationen und
Daten schaffen, eine intelligentere Nutzung von Infrastrukturen und Fahrzeugen ermöglichen
5
und das Verkehrs- und Mobilitätsmanagement verbessern (Giannopoulos, 2004). ITS imAllge-
meinen zielen auf die Optimierung und sinnvollen Gestaltung der Infrastruktur für Verkehrsmittel
und der Verkehrsfläche ab. Ursprüngliche Ziele sind beispielsweise vorhandene Ressourcen
und Energie einzusparen beziehungsweise möglichst effizient einzusetzen, Verkehrswege und
Parkraum zu optimieren, die Verkehrssicherheit zu erhöhen, die Straßen- und Umweltbelastung
zu senken sowie die Mobilität zu sichern (Moerke and Walke, 2007). Die Entwicklungsarbeit
an ITS begann in Japan und den USA in den späten 1980er Jahren mit dem Ziel, nationale
intelligente Straßenverkehrssysteme aufzubauen. Das Hauptaugenmerk lag hierbei zunächst auf
der Erhöhung der Sicherheit des Straßenverkehrs (Pietrzykowski, 2010). In Europa ist insbeson-
dere die 1991 gegründete European Road Transport Telematics Implementation Coordination
Organisation-Intelligent Transport Systems & Services Europe (ERTICO) für Forschung- und
Entwicklungsarbeit in diesem Segment verantwortlich (ERTICO, 2018). ERTICO hat die Vision,
mit Hilfe von ITS eine intelligente Mobilität mit voll informierten Menschen ohne Unfälle, Verzö-
gerungen und mit geringerenAuswirkungen auf die Umwelt zu schaffen. Dabei sollen die Dienste
erschwinglich und nahtlos, der Datenschutz respektiert und die Sicherheit gewährleistet sein.
ITS wird als Forschungsgebiet mit hohem Potenzial gesehen, welches Lösungsmöglichkeiten für
viele Herausforderungen bietet, mit denen der Verkehrssektor konfrontiert ist. Diese bestehen kei-
nesfalls nur innerhalb der einzelnen Verkehrsträger, sondern insbesondere bei der Schaffung von
Schnittstellen zwischen denVerkehrsträgern beziehungsweise bei der Integration innerhalb dieser.
Neben der Infrastruktur gilt ITS als der wichtigste Faktor, mit dem die Zusammenarbeit zwi-
schen den verschiedenen Verkehrsträgern und die Schaffung eines nahtlosen Verkehrssystems,
anhand der Ziele von ERTICO, in ganz Europa erreicht werden kann. Die einzelnen Subsysteme
werden von ERTICO unterteilt in Verkehrs- und Reiseinformationen, Verkehrs- und ÖPNV-
Management, Navigationsdienste, Smart Ticketing und Gebühreneinzug, Transportsicherheit
und -sicherung, Güterverkehr und Logistik (einschließlich Stadtlogistik), intelligente Mobilität
und Co-Modalitätsdienste, Umwelt- und Energieeffizienz (einschließlich Elektromobilität). Der
Bereich Schifffahrt wird hauptsächlich unter dem Aspekt Verkehrs- und ÖPNV-Management
betrachtet. Dementsprechend gibt es in fast allen wichtigen maritimen Regionen der EU, insbe-
sondere in der Nähe großer Häfen, beispielsweise Vessel Traffic Management Systems (VTMS),
die den Schiffsverkehr koordinieren. Andere Konzeptionen zum Management und zur Kontrolle
des Seeverkehrs werden bezeichnet als Maritime Operational Systems (MOS), Integrated Ship
Control (ISC), Electronic Chart Display & Information System (ECDIS) und River Information
Systems (RIS) (Giannopoulos, 2012). Die aufgeführten Systeme dienen beispielsweise dem
Fracht- und Flottenmanagement, dem Schiffsverkehrsmanagement, dem Sicherheits- und Scha-
denskontrollmanagement sowie der Verwaltung von Informationen für Reeder, Schiffsagenten
und Schiffskommandanten, Reisenden, Verwaltungsbehörden und anderen Interessengruppen.
Eine Besonderheit bei der Etablierung solcher Systeme ist der spezifische und internationale
Charakter des Seeverkehrs. So müssen, anders als beispielsweise bei Einrichtung neuer Lösungen
im Straßengüterverkehr, hier die geltenden rechtlichen Rahmenbedingungen vieler beteilig-
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ter Staaten berücksichtigt und die Genehmigungen internationaler Gremien eingeholt werden
(Pietrzykowski, 2010).
2.4 Informationstechnologien und Digitalisierungsmaßnahmen
2.4.1 Internet of Things
Ein Containerumschlag ist mit der Verarbeitung erheblicher Informationsmengen verbunden. Die
zuständige Behörde erhält Daten darüber, wann Schiffe und Ladeeinheiten antreffen, in welchem
Zeitfenster sie abgefertigt werden sollen und welche Gegebenheiten dabei berücksichtigt werden
müssen. Um den Informationsaustausch innerhalb der Terminalaktivitäten sowie zwischen den
unmittelbar vor und nachgelarten Akteuren der Lieferkette zu erleichtern, existieren neuartige
Informationstechnologien.Als Grundbaustein der Überlegungen dient die Begrifflichkeit Internet
of Things (IoT), im Deutschen auch direkt als Internet der Dinge bezeichnet. Im Mittelpunkt
des IoT steht die umfassende Vernetzung von Geräten, Systemen und Diensten innerhalb der
bestehenden Internetinfrastruktur. Der Wert des IoT liegt darin, dass es dazu in der Lage ist, die
von den Sensoren an den Endpunkten der angeschlossenen Geräte erhaltenen Daten zu erfassen
und zu analysieren (Nguyen und De Cramer, 2016). Für Unternehmen erweist sich das IoT in
vielen verschiedenen Kategorien als nützlich, darunter Asset-Tracking und Bestandskontrolle,
Sicherheit, individuelle Verfolgung, Versand und Standort sowie Energieeinsparung (Nguyen
und De Cramer, 2016). Der Kern des IoT ist die Idee, internetfähige Gegenstände miteinander zu
verbinden, um eine direktere Integration zwischen der physischen Welt und computergestützten
Systemen zu schaffen (De Cramer et al, 2017). Mitarbeiter, Sensoren und Anwendungen kom-
munizieren und kooperieren in Echtzeit in zukünftigen Logistiksystemen über das Internet der
Dinge. Digitale Cloud-Plattformen ermöglichen es den Nutzern, Vorteile wie schnellere Verarbei-
tungsgeschwindigkeiten, Zugänglichkeit, unbegrenzte Speicherkapazitäten und geringere Kosten
als bei der Verwendung eigener Systeme zu nutzen (Jahn und Saxe, 2017).
Schätzungen der NCTA zufolge sollen bis zum Jahre 2020 über 50 Milliarden Geräte Bestand-
teil des IoT sein, da neben Endgeräten wie Tablets und Smartphones immer mehr alltägliche
Gegenstände wie elektrische Zahnbürsten über eine eigene IP-Adresse verfügen (NCTA, 2015).
Die dabei entstehenden hohen Datenmengen und deren Vielfalt werden gemeinhin als Big Data
betitelt (Müller et al., 2018).
Das IoT stellt für sich betrachtet jedoch nur einen Sammelbegriff vieler interoperabler Techno-
logien dar. Tabelle 1 listet die nach Jahn und Saxe (2017) für die digitalisierte Hafenlogistik
relevanten Subsysteme des IoT auf.
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Tabelle 1: Informatiostechnologien als Enabler für Digitalisierung (Jahn und Saxe, 2017)
Available Internet of Things solutions founding technologies for the Internet of Things
RFID platforms
RFID tags and readers
EPC global networks
Sensor networks Sensors
Pervasive computer platforms
Cloud-computing
Cloud of Things
Cyber-physical systems
Embedded systems
Automated and autonomous systems
Machine-to-Machine systems
Wireless communication protocols
Fog computing
2.4.2 RFID-Plattformen
RFID (radio-frequency identification)-Plattformen spielten eine eine zentrale Rolle bei der Ent-
stehung des IoT. Sie ermöglichen den kontaktlosen Austausch von Informationen zur Steuerung
und Verfolgung von den zu identifizierenden Objekten. Heutzutage werden sie beispielsweise
flächendeckend in EC-Karten zur bargeldlosen Zahlung eingesetzt. Grundsätzlich besteht ein
RFID-System aus einem Transponder, einem Lesegerät und einem Informationssystem, das das
Auslesen und Beschreiben der Transponder steuert (TammundTribowski, 2010). Der Transponder
(Tag) wird am Zielobjekt befestigt. Das Lesegerät (Reader) kann mittels eines Radiofrequenzmo-
duls, einer Speichereinheit und einer Antenne die jeweilige Kennung des Transponders auslesen.
Je nach Bauart und Klassifizierung ist das Tag selbst mit einer integrierten Batterie ausgestattet
oder wird vom Reader über dessen Antenne mit Energie versorgt. Die batterielosen (passiven)
Tags überliefern ausschließlich dann Informationen, wenn sie vom Reader erfasst werden. Neue
objektrelevante Informationen können auch direkt auf befähigte Transponder geschrieben werden
(Tamm und Tribowski, 2010). In Verbindung mit den Electronic Product Code Information
Services (EPCIS) werden die Limitierungen konventioneller Kennzeichnungsmethoden über-
wunden. Hierzu dient der Electronic Product Code (EPC), womit jedem Objekt eine weltweit
einzigartige Kennung mit Informationen wie Hersteller und Seriennummer zugewiesen wird
und diese dann im EPCglobal-Netzwerk gelistet werden, auf das von unternehmensspezifischen
Verwaltungsanwendungen zugegriffen werden kann (Tamm und Tribowski, 2010). Aufgrund
der Kompaktheit und des geringen Kostenrahmens für Transponder im Centbereich bieten sich
RFID-Plattformen bestens zur Kennzeichnung von Containern und untergeordneten Ladeein-
heiten von Gütern an. Die Signalreichweite von RFID-Plattformen kann im sogenannten Super
High Frequency-Frequenzband bis zu 10 Meter erreichen (Tamm und Tribowski, 2010).
2.4.3 Sensornetzwerke
Sensoren messen physische, chemische, biologische, elektrische, magnetische, optische, radiolo-
gische oder thermische Signale der Zielobjekte. Die Vernetzung einer hohen Anzahl an Sensoren
zu sogenannten Sensornetzwerken ermöglichen die Anfertigung umfassender Messergebnisse,
8
die über ein CPS weitergeleitet werden und somit die Kontrolle über den adäquaten Umgang mit
beispielsweise zerbrechlichen oder Gefahrgütern erleichtern (Jahn und Saxe, 2017).
2.4.4 CPS und M2M
Hellinger und DeutscheAkademie der Technikwissenschaften (2011) beschreibenCyber-Physical
Systems (CPS) als Systeme mit eingebetteter Software als Teil von Geräten, Gebäuden, Verkehrs-
wegen, Verkehrsmitteln, Produktionsanlagen, medizinischen Prozessen, Logistik-, Koordinations-
und Managementprozessen. Über die oben beschriebenen Sensornetzwerke sind CPS dazu in der
Lage,
• unmittelbare physikalische Daten zu erfassen und durch Aktoren auf physikalische Vor-
gänge einzuwirken
• erfasste Daten auszuwerten und zu speichern und aktiv oder reaktiv mit der physikalischen
sowie der digitalen Welt zu interagieren
• über digitale Kommunikationseinrichtungen untereinander sowie in globalen Netzen ver-
bunden zu sein (drahtlos/kabelgebunden, lokal/global)
• weltweit verfügbare Dienste zu nutzen
• über eine Reihe dezidierter, multimodaler Mensch-Maschine-Schnittstellen zu verfügen.
Somit besetzt das CPS eine zentrale Position in einem Feld mit nahezu unbegrenzter Einsatzbreite
für vernetzte Mobilität, automatisierter und ressourceneffizienterer Produktion. Einer der größten
Vorteile von CPS liegt in der Virtualität dieser Systeme, weshalb deren Funktionen in weiten
Bereichen unabhängig vonMaterialien, Orten und Geräten sind und trotzdem ein Bild der Realität
schaffen (Hellinger und Deutsche Akademie der Technikwissenschaften, 2011). Während das
IoT ein eher abstrakter Begriff für die ubiquitäre globale Vernetzung aller befähigten Geräte und
Dienstleistungen ist, operieren CPS in gezielteren Anwendungsfeldern und müssen nicht zwangs-
läufig mit dem globalen Internet verbunden sein. Aufgrund der vielfältigen Anwendungsbereiche
bestehen deshalb Schnittmengen der Definitionen.
Wan et al. (2013) betrachten CPS als eine Evolutionsstufe derMachine-to-Machine communi-
cation (M2M), das dessen einseitigen Fokus von der reinen Kommunikation zwischen zwei
Maschinen überholt und zusätzliche Parameter aus mehrdimensionalen Netzwerken sensorischer
Daten berücksichtigt.
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Abbildung 3: Cyber-Physical-Systems für vernetzte Mobilität durch verteiltes
Verkehrsmanagement (Hellinger und Deutsche Akademie für Technikwissenschaften, 2011)
2.4.5 Kommunikationstechnologien
Um die Funktionalität der oben genannten Technolgien zu gewährleisten, bedarf es einer gut
ausgebauten und stabilen Netzwerkinfrastruktur. Neben konventionellen kabelgebundenen Breit-
bandanschlüssen werden für die weitläufigen Flächen eines Containerterminals verlässliche
mobile Kommunikationssysteme benötigt. Der chinesische Telekommunikationsausrüster Hua-
wei nimmt als wichtiger Beitragender zur Spezifikation des 5G (fifth generation)-Standards
hierbei eine Pionierposition ein. Huawei berichtet, dass eine Latenz von 50 ms, wie sie momentan
im 4G Long Term Evolution (LTE)-Standard dotiert ist, nicht ausreichend für geschwindigkeits-
kritische Operationen wie beispielsweise die Fernsteuerung von selbstfahrenden Kraftfahrzeugen
sei. Im 4G-Netz müsste ein Auto bei einer Geschwindigkeit von 100 km/h noch 1,4 Meter zu-
rücklegen, bis ein Bremssignal verarbeitet würde. Selbiges gelte folglich auch für die Operation
von AGVs und anderen Fördermitteln bei Fernsteuerung, was gleichzeitig die Notwendigkeit
schnellerer Netze für den Verkehr der Zukunft belegt. Bei einer Latenz von nur 1 ms und einer
möglichen Bandbreite von 10 Gigabit/s im 5G-Netz würde ein Auto in diesem Falle nur 2,8 cm
zusätzliche Strecke benötigen (Huawei, 2018). Insbesondere anzumerken sind aktuelle Bestre-
bungen der Hamburg Port Authority in Kooperation mit Huawei, der deutschen Telekom, Nokia
und anderen, auf dem Hafengebiet Hamburg bereits jetzt den 5G-Standard zu testen. In ganz
Europa soll der Standard ab dem Jahre 2020 eingeführt werden (Hamburg Port Authority, 2018).
2.4.6 Multi-Agent-System
Logistische und andere betriebliche Entscheidungen sind heute oft mit einer hohen Komplexität
verbunden. Zudem nimmt das allgemeine Planungsaufkommen zu. Dies hat zur Folge, dass der
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Prozess der Alternativenauswahl anhand manueller Vorgehensweise durch einen menschlichen
Agenten allein nicht mehr effizient genug umgesetzt werden kann. Folglich werden bei der
Entscheidungsfindung inzwischen vermehrt computergestützte Systeme herangezogen (Fischer,
2004). Der ursprünglichen Übersetzung aus dem Lateinischen nach, versteht man unter einem
Agenten einen „Handelnden“ (lateinisch: agens). Brenner et al. (1998) und Klusch (1999) haben
die Unterscheidung von Nissen (1995) zwischen Agenten und Softwareagenten aufgegriffen und
eine Aufgliederung in menschliche Agenten, Hardwareagenten und Softwareagenten vorgenom-
men (Fischer, 2004). Unter dem menschlichen Agenten versteht man also eine Person, die einen
Vergleich mehrerer Alternativen vorzunehmen hat. Als Hardwareagent wird eine kombinierte
Hard- und Softwareeinheit beschrieben, beispielsweise ein programmierbarer Industrieroboter.
Der Softwareagent hingegen ist ein Computerprogramm, das über wesentliche menschliche Ei-
genschaften verfügt, also eine Form künstlicher Intelligenz (Nissen, 1995). Um diese Intelligenz
nachzuweisen, müssen Agenten nach Wooldridge et al. (1995) über folgende Eigenschaften
verfügen:
• Reaktivität: Warnehmung der Umgebung und Reaktion auf diese
• Proaktivität: Ergreifen einer Initiative mit dem Zweck, ihre Ziele zu erreichen
• Sozialfähigkeit: Interaktion untereinander.
In einem Multi-Agent-System (MAS) tauschen sich mehrere Softwareagenten untereinander
aus, um verschiedenste Aufgabenstellungen zu lösen (Beckmann, 2013). Ein MAS weist, im
Vergleich zu traditionellen Computersystemen, die Besonderheit auf, dass Agenten hierbei
von unterschiedlichen Unternehmen stammen können und somit individuelle Ziele verfolgen
(Wooldridge, 2002).
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3 Methodischer Zutritt
3.1 Übersicht und Vorgehensweise
Der ersten beiden Kapitel dieser Ausarbeitung boten eine Übersicht über das Thema und präsen-
tierten einige state-of-the-art-Technologien, die mittlerweile oft im Kontext digitaler Logistikver-
änderungen diskutiert werden. Die hohe Veränderungsrate und Entwicklungsgeschwindigkeit in
Hinsicht auf digitale Entwicklungen und technische Maßnahmen stehen der oftmals mehrjährigen
Umsetzung in konkrete Anwendungssysteme gegenüber. Somit existiert stets eine asynchrones
Verhältnis zwischen dem aktuellen Stand der Technik und dem, was im aktuellen Moment um-
gesetzt wurde beziehungsweise umsetzbar ist. Vereinfachend betrachtet verhält es sich wie mit
dem Kauf eines Elektronikgegenstandes bei Privatkonsumenten. Direkt nach dem Kauf besitzt
der Kunde bereits ein Produkt mit veralteter Technik, was freilich in der Natur technischer Dinge
liegt. Von daher können auch die in Kapitel 2 erwähnten Technologien bereits am morgigen
Tage veraltet sein. Auch bestehende Digitalisierungsmaßnahmen der im Folgenden behandel-
ten Seehäfen unterliegen dieser natürlichen Gegebenheit. Daher rührt auch die Tragweite der
gesamten Thematik, speziell aus Unternehmenssicht, da ein Großteil dieser Maßnahmen zwar in
den meisten Fällen erst in diesem Jahrzehnt eingeführt wurden, jedoch bereits ab Fertigstellung
das eben genannte Missverhältnis besteht. Die zumeist millionenschweren Investitionsprojekte
entstehen oftmals aus geschlossenen Kooperationen mit wenigen IT-Dienstleistern, aus denen in
sich geschlossene Plattformen hervorgehen. Dies wirft gleichzeitig die Frage nach der Modula-
rität und Erweiterbarkeit dieser Systeme für zukünftige Technologien auf. Mit dem Vorwissen
des aktuell theoretisch Möglichen ist ein Abgleich mit bestehenden neuartigen Hafensystemen
naheliegend. Dieser soll jeweils eine Auswahl aktueller Digitalisierungstechnologien interna-
tionaler Seehäfen aufzeigen. Die Methode gliedert sich also in die genannte Bestandsaufnahme
bestehender Digitalisierungsmaßnahmen und der Ergebnisdarstellung eines Workshops.
3.2 Workshop
Zur Generierung von Ergebnissen wurde ein studentischer Workshop im Rahmen des ITS-
Projektes durchgeführt. Die hierfür relevanten Kernkomponenten des Workshops bestanden aus
der kollaborativen Erstellung einer Cognitive Map sowie eines Brainstormings und einer Negativ-
konferenz, deren Ergebnisse daraufhin in eine SWOT-Analyse überführt wurden. Die Cognitive
Map diente der Identifikation und grafischen Darstellung der für die Hafenlogistik relevanten
Subsysteme und demAufzeigen etwaiger Digitalisierungspotenziale. Beim Brainstorming bzw.
der Negativkonferenz arbeiteten die Teilnehmer verschiedene positive und negative Aspekte
speziell der Hafendigitalisierung und der Digitalisierung im Allgemeinen heraus. Dabei betrach-
teten sie die relevanten Gesichtspunkte sowohl aus Unternehmensperspektive, als auch aus der
verschiedener Anspruchsgruppen. Bezugnehmend zur Forschungsfrage, inwiefern sich neuartige
Digitalisierungsmaßnahmen an deutschen Seehäfen umsetzen ließen, wurden die Ergebnisse zu-
letzt in eine SWOT-Analyse aus Sicht der betroffenen Hafenunternehmen amWirtschaftsstandort
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Deutschland übertragen. Der Workshop diente in erster Linie dazu, eine Sicht aus naiver Perspek-
tive zu erfahren und einordnen zu können, da diese als Stichprobe betrachtet in gewisser Weise
die Auffassung der Allgemeinheit zur gesamten Digitalisierungsthematik widerspiegelt. Daher
lag die Zielsetzung nicht ausschließlich in der Erhebung qualitativer Daten, sondern in weiten
Teilen auch zur Validierung bereits gewonnener Erkenntnisse. Aufgrund der Aktualität, Schnell-
lebigkeit und Entwicklungsgeschwindigkeit digitaler Innovationen, speziell im Hinblick auf die
Anwendung in der Hafenlogistik, existiert vergleichsweise wenig wissenschaftliche Primärlitera-
tur. Der Großteil der verfügbaren Informationen zu aktuellen Digitalisierungsmaßnahmen wird
gängigerweise direkt von den jeweiligen Behörden und Dienstleistern im Internet zur Verfügung
gestellt. Besonderes Augenmerk liegt auch auf einer möglichst wertneutralen Darstellung der
Ergebnisse, da die diesbezügliche Diskussion in Kapitel 5 stattfindet. Im Folgenden werden die
genannten Methoden näher beleuchtet.
3.3 Erläuterung der Methoden
3.3.1 Cognitive Mapping
Im Bereich der Psychologie wird eine cognitive map nach Tolman (1948) als die interne men-
tale Repräsentation von Konzepten und deren Beziehungen untereinander eines Individuums
beschrieben. Diese wird dazu genutzt, die Umwelt besser zu verstehen und dementsprechende
Entscheidungen treffen zu können. Bei der Technik des cognitive mapping wird der Versuch
unternommen, subjektive Vorstellungen zunächst zu identifizieren, um diese daraufhin extern
darzustellen (Fiol und Huff, 1992). Dazu werden Individuen zu spezifischen Problemstellungen
befragt und ihre beschriebenen Konzepte und Beziehungen innerhalb einer grafischen Darstellung
angeordnet (Swan, 1997).
3.3.2 SWOT-Analyse
Die SWOT-Analyse ist ein unternehmensbezogenes Instrument zur langfristigen Strategiepla-
nung. Das Akronym SWOT setzt sich aus den englischen Begriffen strengths (Stärken), weak-
nesses (Schwächen), opportunities (Chancen) und threats (Gefahren) zusammen. Mittels einer
Vier-Felder-Matrix dient sie zur umfassenden Identifikation nachhaltiger Verbesserungsansätze,
der Marktpositionierung und einer gezielten Analyse der genannten Komponenten in Hinblick
auf eine geplante Unternehmensstrategie (Wildemann, 2018). Unterteilt wird die SWOT-Analyse
in eine interne sowie externe Analyse. Die externe Analyse behandelt die Umweltanalyse, wo
exogene Kräfte vorherrschen (Chancen und Gefahren), beispielsweise technologische, soziale,
politische oder ökologische Einflussfaktoren (MTEC-Akademie, 2018). Die interne Analyse ist
eine introspektive Betrachtung der Stärken und Schwächen des jeweiligen Unternehmens (CIO,
2018). Dazu gehören die finanzielle Situation des Unternehmens, Qualifikation und Fähigkeiten
der Mitarbeiter, aber auch die Unternehmenskultur (MTEC-Akademie, 2018).
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4 Ergebnisse
4.1 Cognitive Map über die Subsysteme der Hafenlogistik
Abbildung 4 zeigt die Visualisierungsleistung der Workshopteilnehmer zur Identifizierung der
Subsysteme eines Containerterminals sowie weitere eigene Ergänzungen in Form einer Cognitive
Map. Sie gehen vom Mittelpunkt des Containerhafens aus und kennzeichnen als Kernkompo-
nenten die Subsysteme Transport, Umschlag, Lagerung, Informationsflüsse und Sicherheit und
Kontrolle.
Abbildung 4: Subsysteme eines Containerterminals (eigene Darstellung)
Während Transport, Umschlag und Lagerung ohnehin als die Kernprozesse der allgemeinen Lo-
gistik gelten (Pfohl, 2010), erachten die Teilnehmer die Informationsabwicklung und Sicherheit
eines Containerhafens als gleichermaßen relevant. Sie erlangten schnell die Erkenntnis, dass
die umfassende Vernetzung aller Kernkomponenten Vorteile und Prozessoptimierungen in allen
genannten Bereichen ermöglichen könne. Mit den aus den theoretischen Grundlagen vorgestellten
Informationstechnologien erörterten sie simplifizierte Vernetzungsmöglichkeiten und stellten die
These auf, dass die Informationsflüsse entlang der Hauptknoten derart eng miteinander verbunden
seien, dass ein effizienteres System zur Informationsübertragung hohe Kosten- und Zeiterspar-
nisse ermögliche. Angemerkt wurde ebenso, dass der Informationfluss nicht nur innerhalb des
geschlossenen Hafensystems stattfinde, sondern ein direktes Zusammenspiel zwischen allen be-
teiligten Akteuren des Logistikprozesses wie Auftraggeber, Reedereien oder Sicherheitsbehörden
darstelle. Unterschieden wurde speziell in den internen sowie externen Informationsfluss. Die
blauen Linien inAbbildung 4 repräsentieren die externen Informationsflüsse, die das System
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betreten und von da aus jeden weiteren Hauptknoten mit gegenseitigen Wechselwirkungen beein-
flussen, was durch die roten Verbindungslinien gekennzeichnet ist. Gleichzeitig signalisieren sie
jeweils die potenziellen Schnittstellen eines ubiquitären Informationsverteilungssystems. In die-
sem können zum Beispiel Ladeeinheiten mit einem RFID-Transponder zur Kennung ausgestattet
werden, die handelnden Gerätschaften mit den dazugehörigen Lesegeräten und diese zudem über
eineAnbindung zur unmittelbaren Übertragung an das übergeordnete drahtlose Hafennetzwerk in
Form eines Cyber-Physical-Systems (CPS) verfügen, auf das alle beteiligten Akteure zugreifen
können. Gerade die Gerätschaften des innerbetrieblichen Transports mit ihren individuellen
Standort- und Kapazitätsinformationen unterlägen der notwendigen Gewissheit, bei der Ankunft
von Ladungen zur rechten Zeit vor Ort zu sein, um den Auftrag weiterzuverarbeiten. Externe
Informationsflüsse wie Ankunftsdaten von Verkehrsträgern oder Aktivitäten externer Dienst-
leister auf dem Hafengelände müssten strikt mit der Planung der innerbetrieblichen Logistik
einhergehen. Im Zuge dessen werden im Folgenden reale Anwendungsfälle näher betrachtet.
4.2 Fallbeispiele der Hafendigitalisierung
Tabelle 2 vergleicht das Umschlagsvolumen der dargestellten Seehäfen für das Jahr 2017. Um
ein besseres Bild davon zu erlangen, wie die Seehäfen Digitalisierungsmaßnahmen einsetzen, um
jährlich diese enormen Umschlagsmengen effizient verarbeiten zu können, werden nun einige
konkrete Fallbeispiele aufgeführt.
Tabelle 2: Umschlagsvolumen Seehäfen 2017 (Lloyd’s List, 2018; Stadt Wilhelmshaven, 2018)
Hamburg Bremerhaven Wilhelmshaven Rotterdam Antwerpen Shanghai
TEU (2017) 8.860.000 5.510.000 554.449 13.734.334 10.450.897 40.233.000
Veränderung ggü. Vorjahr -0,56% -0,45% +15,10% +10,89% +4,12% +8,35%
4.2.1 Hyperkonvergente Infrastruktur
In der Informationsverarbeitung liegt bekanntermaßen eines der geeignetestenAnwendungsfelder
für Digitalisierungsmaßnahmen. Auffällig ist beim hochautomatisierten Hafen von Shanghai,
dass sie in diesem Bereich mit individualisierten Lösungen des US-amerikanischen Telekom-
munikationsunternehmens CISCO operieren (Cisco, 2018a). Dabei kommt eine sogenannte
Hyperkonvergente Infrastrukur (HCI) zum Einsatz. Die von Cisco bereitgestellte Lösung trägt
den Namen Cisco Hyperflex Multicloud Platform und besteht aus einem zentralen Manage-
mentsystem, das verschiedene Computing-, Netzwerk-, Storage- und Virtualisierungressourcen
vereint. Zuvor lag diesen Unterkomponenten meist eine eigene und von den anderen entkoppelte
Infrastruktur zugrunde, im HCI bilden sie einen zentral verwalteten Cluster. Cisco führt als
Vorteile unter anderem den geringen Bedarf an Speicherplatz, die Multi-Cloud-Unterstützung
sowie die flexible Skalierung der HCI auf. Letztere ist besonders für den Umfang komplexer lo-
gistischer Hafensysteme relevant und ermöglicht eine kürzere Adaption an sich schnell ändernde
Umfeldbedingungen (Cisco, 2018b).
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4.2.2 Virtuelles Replikat und Ankunftsheuristiken des Hafens Rotterdam
Der Seehafen Rotterdam kooperiert derzeit mit den Unternehmen IBM, Cisco, Tele2 and Axians,
um das langfristige Ziel zu erreichen, dass Schiffe bereits im Jahre 2030 den Hafen vollständig
autonom betreten und verlassen können (Axians, 2018). Auf dem insgesamt 42 Kilometer langen
Hafengebiet, das vom Stadtgebiet Rotterdam bis zur eigentlichen Nordsee reicht, stattet IBM
das Areal mit Sensoren für ihre IoT und Cloud-Technologien aus. Primärziel ist die Erstellung
eines exakten digitalen Replikats der physischen Hafenaktivitäten, wobei eine hundertprozentige
Messgenauigkeit bezüglich der Verfolgung von Schiffsbewegungen, Infrastruktur, Wetterdaten,
geographischen Daten und Wassertiefe angestrebt wird (IBM, 2018). Mit einem zentralisierten
digitalen Dashboard soll es zukünftig möglich sein, die Operationen aller beteiligten Subjekte
in Echtzeit analysieren und betrachten zu können. In der Vergangenheit erfolgte die Kommu-
nikation mittels traditioneller Radio- und Radarkommunikation zwischen Kapitänen, Piloten
und der Terminalbelegschaft, um diesbezügliche Entscheidungen zu treffen (Port of Rotterdam,
2018a). Mittels augmented intelligence (AI) können die von den Sensoren erfassten Wetter- und
Wasserdaten akkurat den Zeitpunkt mit den bestmöglichen Konditionen für die Ankunft eines
Containerschiffs vorhersagen. Die Erhebung von Daten wie Lufttemperatur, Windgeschwindig-
keit und Richtung, Luftfeuchtigkeit und Wasserstromgeschwindigkeit (IBM, 2018) resultiere
nicht nur in einer sichereren Ankunft, sondern auch in einem niedrigeren Kraftstoffverbrauch.
Durch die Auswertung dieser Daten durch IBM’s Cloudplattformen kann die Hafenbehörde
wichtige Schlüsselentscheidungen zur Vermeidung von Wartezeiten, optimalen Anlegezeiten
oder Be- und Entladungszeiträumen leichter treffen und den verfügbaren Platz des gesamten
Areals effizienter nutzen.
4.2.3 Hyperloop-Projekt im Hamburger Hafen
Nach einer Pressemitteilung vom 05.12.2018 hat die Hamburger Hafen und LogistikAG (HHLA)
ein Joint-Venture mit dem US-amerikanischen Forschungs- und Entwicklungsunternehmen
Hyperloop Transportation Technologies (HTT) gegründet. Ziel dieser Unternehmung ist die
Realisierung der Idee, Container mit Hochgeschwindigkeit durch eine Röhre vom und zum
Hamburger Hafen zu befördern (HHLA, 2018a). Der Hyperloop ist ursprünglich eine Vision von
Elon Musk, CEO des US-amerikanischen Elektroautoherstellers Tesla, aus dem Jahr 2013. Es
handelt sich hierbei um ein Röhrensystem, in dem ein Vakuum erzeugt wird, wodurch es praktisch
weder Luftwiderstand noch Reibung gibt. Durch die Röhren sollen dann Transportkapseln mit
einer Geschwindigkeit von bis zu 1200 Kilometern pro Stunde befördert werden können (Spiegel
Online, 2018). Mit der Errichtung eines Hyperloop-Terminals im Hamburger Hafen und dem
Bau von Streckenverbindungen soll in Zukunft eine Hinterlandanbindung ins Umland ermöglicht
werden. Gemäß der Zielvorstellung von HHLA undHTT könnten hierbei etwa 4100 Container pro
Tag abgefertigt werden. Dadurch würden täglich tausende Lkw-Fahrten eingespart und dieAbgas-
und Verkehrsbelastung somit verringert werden. Anfängliche Ziele sind die Entwicklung einer
Transportkapsel für den Gütertransport, der Bau einer Übergabestation und die Errichtung einer
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100 Meter langen Teststrecke. Diese könnte voraussichtlich am Containerterminal Altenwerder
entstehen, welches bereits hochautomatisiert betrieben wird. Mit einer erfolgreichen Umsetzung
des Konzepts sieht die Hamburger Hafengesellschaft zudem die Option, dieses weiterzuverkaufen
(Slavik, 2018).
4.2.4 Hamburg smartPORT
Schon seit Jahrhunderten ist der Hamburger Hafen überregionaler Handelsschwerpunkt und
insbesondere ab dem 14. Jahrhundert strategischer Knotenpunkt der Hanse (Handelskammer
Hamburg, 2018). Als fünfzehntgrößter Hafen der Welt und wichtiger Bestandteil der Nordrange
ist der Hamburger Hafen nicht nur ein lokal bedeutsamer Wirtschaftsfaktor. Nach den Häfen
Rotterdam undAntwerpen rangiert er auf dem dritten Platz der Häfen an der Nordrange, gemessen
an den umgeschlagenen TEU (siehe Tabelle 2). Anders als viele asiatische Tiefseehäfen ist der
Hamburger Hafen über Jahrzehnte hinweg gewachsen. Neue Technologien müssen also oft in
die bereits bestehende Infrastruktur integriert werden. Im Gegensatz zu beispielsweise Contai-
nerhäfen an der Mittelmeerküste sind die Nordrangehäfen hauptsächlich Tore ins Inland bzw.
Hinterland (Biermann und Wedemeier, 2016). Hinsichtlich der Prognose des weiteren Anstiegs
der weltweit transportierten und umgeschlagenen Container und einer Weiterentwicklung des
Geschäftsmodells heraus, wurde 2012 das Projekt smartPORT initiiert. Nicht nur Kostenopti-
mierung, sondern auch Punkte wie eine verbesserte Nachhaltigkeit werden durch strategische
Digitalisierungsmaßnahmen vorangetrieben (Saxe und Baumöl, 2018). Dabei wird großteils auf
Innovationen gesetzt, weniger auf das Integrieren von konventionellen, auf dem Markt etablier-
ten Technologien. Um die Komplexität möglichst gering zu halten, konzentriert sich Hamburg
insbesondere auf die digital vernetzte Logistik und den Bereich Energie (Fernuniversität Hagen,
2017).
Eine Vielzahl diverser Projekte stützen die Entwicklung zum intelligenten Hafen, mit dem
Hauptziel, die Gesamteffizienz stetig zu erhöhen. Um auch die Verbindung ins Hinterland intelli-
genter zu steuern, setzt Hamburg unter anderem auf die digital vernetzte Straße. Zum Einsatz
kommt dies aktuell bei der Verbindung über die Kattwykbrücke. Hier steht insbesondere die
rechtzeitigeWartung imVordergrund, durch sensorbasierte Überwachung sollen mögliche Funkti-
onseinschränkungen erkannt werden, um die Logistikprozesse fortlaufend durchführen zu können.
Zur Datenerhebung werden Sensoren sowohl in die Straße eingelassen, z.B. zur Messung des
Verkehrsflusses, als auch Kameras und andere Sensoren eingesetzt (Schmid, 2016). Auch bei der
für die Hafenstruktur kritische Köhlbrandbrücke wird mit Hilfe klassischer Induktionsschleifen,
aber auch Technologien wie Bluetooth, die aktuelle Verkehrslage ermittelt und den Autos und
LKWs mittels Displays am Straßenrand mitgeteilt. Ziel ist eine Reduktion der Standzeiten und
dadurch bedingte Einsparungen an Emissionsausstößen (Cisco, 2012).
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Das Containerterminal Altenwerder (CTA) wird bereits durch ein von der HHLA entwickeltes
komplexes System gesteuert. An der maritimen Schnittstelle des Terminalsystems überneh-
men halbautomatische Containerbrücken das Löschen der Frachter. Das Zusammenspiel der
autonomen und teilautonomen Subsysteme überwacht und kontrolliert das Steuerungssystem
Terminal-Logistik und Steuerung (TLS). Um den schnellsten Weg im Terminal zu garantieren,
sind 19.000 Transponder ins AGV-System eingebaut, was nicht nur eine autonome Verteilung
von Containern ermöglicht, sondern auch die eigenständige Betankung steuert. Um den Hinter-
landtransport zu optimieren, initialisierte die HPA die Applikation smartPORT Logistics (SPL).
Spediteure, Hafenverwaltung und einzelne Frachtführer/-innen sind über die App vernetzt und
die Positionen der LKWs sind dem Disponenten zugänglich. Auf Basis dessen werden den
Fahrer/-innen Touren zugewiesen. Auch aktuelle Informationen über das Staugeschehen im
und um den Hafenbereich werden so direkt im LKW zur Verfügung gestellt (HHLA, 2018b).
Zielvorgabe der App war die Ermöglichung der just in time-Beladung an der Kaikante. Auch
die Baustellenkoordination zählt zu den zentralen Punkten, die durch die Applikation optimiert
werden. Durch eine Verbindung zum Leitstand der Hamburger Verkehrsbehörde können die
aktuellsten Daten in Echtzeit zum Betroffenen übermittelt werden (Fernuniversität Hagen, 2017).
4.3 SWOT-Analyse zur Einführung von Digitalisierungsmaßnahmen
Im angesprochenen Bezug zur Forschungsfrage stellen deutsche Seehäfen den Gegenstand der
SWOT-Analyse (sieheTabelle 3) dar, die vor der langfristigen strategischen Entscheidung stehen,
Digitalisierungsmaßnahmen einzuführen. In der internen Analyse werden daher die Stärken und
Schwächen anhand der relevanten Merkmale des Standortes Deutschland betrachtet. In der
anschließenden externen Analyse werden die Chancen und Risiken unter Berücksichtigung des
Umfelds und der äußerlichen Einflussfaktoren ermittelt.
Tabelle 3: SWOT-Analyse zur Einführung von Digitalisierungsmaßnahmen
Stärken Schwächen
· Know-How
· Gute Infrastruktur
· Politische Stabilität und Sicherheit
· Kompetente Partner
· langwierige Bürokratie
· Mindestlohn
· Viele unterschiedliche Interessengruppen
· Hohe Konkurrenz
Chancen Gefahren
· Kostenreduzierung
· Höherer Informationsgehalt
· Schnellere Abläufe
· Höhere Effizienz
· Betriebs- und Planungssicherheit
· Reduzierung der Mitarbeiterbelastung
· Rechtliche Absicherung
· Schaffung neuer Arbeitsplätze
· Umweltschutz
· Vereinfachung von Zollabwicklungen
· Hohes Investitionsvolumen
· Hohe Abhängigkeit von geschlossenen Systemen
· Wegfall konventioneller Arbeitsplätze
· mögliche Imageschäden durch Arbeitsplatzabbau
· Festlegung auf Investitionsobjekte
· Minderung der Anpassungsfähigkeit
· Möglichkeit des Datenverlusts
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4.3.1 Stärken
Als primärer Bestandteil wurde die bereits gut ausgebaute Infrastruktur Deutschlands als Stärke
von den Workshop-Teilnehmern bestimmt. Eine Hinterlandanbindung in den jeweiligen Häfen
wird bereits durch weit vernetzte Schienen- und Straßenverkehrswege sowie viele schiffbare
Binnengewässer geboten. Die Umsetzung neuer Konzepte macht es meist erforderlich, Investoren
für das Projekt zu gewinnen. Der Standort Deutschland bietet hierbei wesentliche Performanzen
hinsichtlich der Gewährleistung einer gewissen politischen und wirtschaftlichen Stabilität. Fälle
des Einbruchs der hiesigen Wirtschaft oder politische Interessenkonflikte, die eine Umsetzung
gefährden, wurden von den Beteiligten des Workshops daher als unwahrscheinlich eingeschätzt.
Ein weiterer Vorteil wurde in den bereits vorhandenen Kompetenzen der deutschen Hafenbetreiber
gesehen. Der Seefrachtverkehr ist ein traditionsreiches Gewerbe in Deutschland. Die beteiligten
Akteure haben daher bereits eine Vielzahl von Innovationen erlebt und gemeistert. Doch nicht
nur das Wissen der unmittelbar involvierten Institutionen wurde als Qualität gesehen, sondern
auch jenes der externen Personen und Unternehmen, die Möglichmacher und Unterstützer bei
der Einführung neuer Systeme sein können, da einige der erfolgreichsten Unternehmen, wie
beispielsweise Siemens, in Sachen Automatisierung- und Systemtechnik in Deutschland ansässig
sind (Control Global, 2017).
4.3.2 Schwächen
Nachdem die Stärken der deutschen Hafenstandorte dargelegt wurden, folgen nun die im Work-
shop identifizierten Schwächen. Ein zentraler Punkt ist hierbei die Konkurrenzsituation. Die
stärksten Mitbewerber hat man in Europa mit den Häfen in Rotterdam und Antwerpen. Der
Hafen in Rotterdam allein kommt nahezu an den summierten jährlichen Containerumschlag von
Bremerhaven und Hamburg heran (siehe Tabelle 2). Ein entscheidender Vorteil des Rotterdamer
und großer Nachteil des Hamburger Hafens ist der Tiefgang. Während Rotterdam mit einem
Tiefgang von 24 Metern (Port of Rotterdam, 2018b) zukunftssicher aufgestellt ist, herrschen
in Hamburg, aufgrund der maximalen Zufahrtstiefe von 15,1 Metern (Hafen Hamburg, 2018),
bereits heute enorme Schwierigkeiten. Viele Containerschiffe können nur auf der Flutwelle durch
die Elbe in den Hafen einfahren, wenngleich die größten Schiffe wie die „OOOCL Hong Kong“
mit einem Tiefgang von 16 Metern den Hafen bereits nicht mehr ansteuern können (MarineTraf-
fic, 2018). Eine Vertiefung der Elbe wird daher seit Jahren in der Politik diskutiert, während in
Wilhelmshaven der einzige deutsche Tiefseehafen weit unter der möglichen Kapazitätsauslastung
arbeitet. Dieses Beispiel zeigt eine weitere Schwäche, das Spannungsverhältnis zwischen den
vielen Interessensgruppen. Während in den Niederlanden und Belgien der Fokus klar auf dem
jeweils größten inländischen Hafen liegt, herrscht in Deutschland weitgehend Uneinigkeit. Ein
weiterer Nachteil ist die inländische Bürokratie und die damit verbundene Trägheit des Verwal-
tungsapparates, die eine Entscheidung zur Beteiligung von Investoren hemmen, da dadurch eine
Amortisation dieser nach hinten verschoben wird.
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4.3.3 Chancen
Nach der internenAnalyse wurden im weiteren Verlauf der SWOT-Analyse die externen Einflüsse
auf die Etablierung neuartiger Digitalisierungskonzepte erörtert. Der wohl bedeutendste Aspekt
ist die Möglichkeit zur Kostenreduzierung. Der höhere Automatisierungsgrad verspricht eine
Einsparung von Personal- und Betriebskosten auf lange Sicht. Die Reduzierung der Kosten geht
mit einer höheren Effizienz einher, welche beispielsweise durch eine höhere Auslastung der
Terminalfläche durch präzise gesteuerte autonome Transporteinheiten erreicht wird. Auch erzielt
wird dies durch eine mögliche Beschleunigung der Abläufe, die letztendlich aber vor allem auch
eine Verkürzung der Transportzeit erwirken können und somit einen größeren Kundennutzen
schaffen. Ebenso in dessen Interesse steht der höhere Informationsgehalt. So können mitunter
durch RFID und GPS-Komponenten benötigte Echtzeitdaten abgerufen werden.
Für den Betreiber des Hafens sind weiterhin die Faktoren Betriebssicherheit und Planungssicher-
heit erkannt worden. Eine höhere Verlässlichkeit des laufenden Betriebes soll durch den Wegfall
des menschlichen Faktors erwirkt werden. Bei der Substitution von Mensch durch Maschine
spielen krankheitsbedingte Ausfälle keine Rolle mehr und es gibt geringere Leistungsschwankun-
gen in der Produktivität, sodass auch eine genauere Planung der benötigten Kapazitäten erfolgen
kann. Zwangsläufig bedeutet dies einenWegfall, aber auch eine Schaffung von anspruchsvolleren
Arbeitsplätzen an anderer Stelle. Zudem können Mitarbeiter, die körperlich belastende oder
unergonomische Arbeit verrichten, entlastet werden. In diesem Zusammenhang wurde weiter-
führend der Vorteil der rechtlichen Sicherheit genannt. Wird der Mensch als Arbeitskraft durch
Maschinen ersetzt, können Faktoren wie Arbeits- und Ruhezeiten, Arbeitsschutzmaßnahmen,
Gleichbehandlungspflicht und Kündigungsfristen durch den Betrieb weitgehend unberücksichtigt
bleiben. Die Tatsache, dass Menschen amAnleger oder Containerterminal arbeiten, minimiert
zudem das Unfallrisiko.
Der Schutz des Menschen wird jedoch auch durch ein höheres Maß an Überwachung ermöglicht.
Durch entsprechende Technologien kann erreicht werden, dass Container generell, und nicht nur
wie derzeit stichprobenartig, auf Waffen oder Gefahrstoffe kontrolliert werden. Ein solches Ver-
fahren würde zudem die Zollabwicklung vereinfachen. Zuletzt wurde noch eine Verbesserung des
Umweltschutzes als Opportunität angeführt. Dies kann durch wie soeben genannte Kontrollmaß-
nahmen von Ladeeinheiten, aber auch durch einen effizienteren Einsatz der innerbetrieblichen
Transporteinheiten wie zum Beispiel durch Optimierung der Fahrtstrecken im Terminal erreicht
werden.
4.3.4 Gefahren
Den zuvor genannten Chancen der Hafendigitalisierung und Automatisierung stehen gleichwohl
einige Risiken gegenüber, die im Verlauf des Workshops ebenso identifiziert wurden. So ist
eine Umsetzung neuartiger Systeme allen voran zunächst mit einem hohen Investitionsvolumen
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verbunden, bei dem die Amortisation dieser nicht gewährleistet ist. Unter Berücksichtigung der
bereits angeführten Schwächen der deutschen Hafenstandorte ist ein Rückgang der Umschlags-
menge in Betracht zu ziehen. Die Entscheidungsträger stehen zudem vor einer Alternativenaus-
wahl und damit verbunden mit der Festlegung für ein System innerhalb des Investitionszeitraumes.
Es besteht also die Gefahr, dass ein neues System bereits kurz nach Einführung veraltet oder
weniger produktiv als veranschlagt ist. In diesem Zusammenhang wurde mitunter auch eine
Minderung der Anpassungsfähigkeit genannt. Auf kurzfristige Änderungen der Kapazität kann
nicht so schnell reagiert werden, wie dies beispielsweise bei Einstellung oder Entlassung von
Zeitarbeitspersonal möglich wäre.
Weiterhin sind Computersysteme, im Vergleich zum Menschen, nur beschränkt dazu in der
Lage, auf unvorhergesehene Ereignisse zu reagieren und eine Entscheidung in einer Notfallsi-
tuation, außerhalb der gewöhnlichen Entscheidungsprozesse, zu treffen. Des weiteren wurde
eine erhöhte Interdependenz vom System erkannt, die mit einer progressiven Vernetzung der
einzelnen Komponenten einhergeht. Kommt es zu einemAusfall einer Einheit, besteht die erhöhte
Gefahr, dass sich dieses auf das Gesamtsystem auswirkt und alle Prozesse im Hafen zum Erliegen
kommen, wodurch Folgekosten entstehen. Die Abhängigkeit reicht weiter vom System an sich,
bis hin zur Stromversorgung, Internetverbindung, dem Funknetzwerk und weiteren Netzwerken
und Versorgungsquellen. Ein zusätzliches Risiko ist das Erleiden eines Imageschadens, bedingt
durch den Abbau konventioneller Arbeitsplätze. Dies kann einen Rückgang der Auftragslage,
Konfliktpotential für Politik und Gesellschaft oder eine Senkung der Kooperationsbereitschaft
anderer Unternehmen bedeuten. Eine letzte Gefahr wurde in der Möglichkeit des Datenverlusts
beziehungsweise imAngriffspotential für Missbrauch gesehen. Sollte sich externe Personen oder
Personengruppe Zugang zum System verschaffen, können sämtliche Daten über betriebliche
Abläufe an Unberechtigte gelangen. Zudem existiert damit verbunden die Bedrohung, dass das
gesamte System außer Funktion gesetzt oder einzelne Prozesse manipuliert werden, um dem
Unternehmen oder einzelnen Personen Schaden zuzuführen.
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5 Diskussion der Ergebnisse
Die Diskussionen der Teilnehmerrunde des Workshops brachte eine Vielzahl interessanter Ge-
sichtspunkte hervor. Da laut Definition die Punkte einer SWOT-Analyse eigentlich keiner Prio-
risierung untergeordnet werden, konnte trotzdem ein deutliches Interesse der Teilnehmer an
bestimmten Tatbeständen festgestellt werden. Die Diskussion vertiefte sich dahingehend beson-
ders in diese Richtungen.Am prominentesten bewiesen sich die sozioökonomischen Faktoren und
der gesellschaftliche Diskurs über die Digitalisierungsthematik im Allgemeinen. Im konkreten
Bezug zu wirtschaftlicher Tätigkeit wurde intensiv über potenzielle Sicherheitsrisiken diskutiert.
Doch auch das beste Digitalisierungskonzept funktioniere nicht ohne die notwendige Netzwerkin-
frastruktur, womit auf den schwerfälligen Netzwerkausbau der Bundesrepublik angespielt wurde.
Zuletzt betrachteten die Teilnehmer noch die Rolle Deutschlands im unmittelbaren europäischen
Konkurrenzumfeld. Nachfolgend werden eben genannte Themen ausführlicher diskutiert. Die
Diskussion konzentrierte sich jedoch sehr auf die negativen Aspekte der SWOT-Analyse, da
viele der positiven Punkte (wie z.B. politische Stabilität) kein Novum bzw. künftig aufkommen-
de Eventualitäten im Digitalisierungskontext darstellen, sondern schon seit vielen Jahren die
typisch angeführten Standortvorteile Deutschlands sind und bereits in vergangenen Epochen eine
tragende Rolle spielten. Die negativen Punkte bestehen jedoch aus bis dato vernachlässigten bezie-
hungsweise irrelevanten, aber auch neuen Faktoren, die im Digitalisierungszeitalter zunehmend
an Bedeutung gewinnen. Das beweisen beispielsweise neuartige Bedrohungen durch ferngelenkte
Netzwerkangriffe und die damit real existierenden wirtschaftlichen Sicherheitsrisiken.
5.1 Sozioökonomische Faktoren
Bei der Substitution von Menschen durch Automaten findet zurzeit ein großer gesellschaftlicher
Diskurs etwaiger Vor- und Nachteile statt. Der Strukturwandel von der auf Produktion und
Landwirtschaft fußenden Wirtschaft hin zur Informations- und Dienstleistungsindustrie wurde in
den letzten Jahrzehnten immer prägnanter. Auf der Suche nach einer optimalen Chancen/Risi-
koabwägung stehen fast immer Fragen von Moral und Ethik im Mittelpunkt. Neben der Frage,
wie weit wir Menschenleben in die Hand eines Automaten legen wollen, z.B. durch den Einsatz
von teilautonomen Operationsrobotersystemen, steht die Frage nach den soziökonomischen
Herausforderungen mit an erster Stelle (Stettes, 2017). Eine präzise Vorhersage zur zukünftigen
Entwicklung der Arbeit lässt sich nur schwer tätigen, sicher ist nur, dass die Arbeitswelt sich
sich in erheblichem Maße ändern wird. Debatten und Sorgen um den Verlust des Arbeitsplatzes
sind zwar nicht neu und reichen bis ins 19. Jahrhundert zurück, dennoch hat sich die öffentliche
Debatte über das Thema in letzter Zeit auffallend negativ gefärbt (Eichhorst et al., 2016). Der
Furcht vor Massenarbeitslosigkeit steht der gegenläufig prognostizierte demographische Wandel
gegenüber.
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Abbildung 5: Altersaufbau der Bevölkerung in Deutschland am 31.12.2013 und am 31.12.2060
(Statistisches Bundesamt, 2015)
Abbildung 5 zeigt die Prognosen des Statistischen Bundesamtes für die Anzahl an Mitbürgern
in bestimmten Altersklassen im Jahre 2060 im Vergleich zum Jahre 2013 in Deutschland. Staaten
wie beispielsweise Japan nutzen bereits jetzt die voranschreitende Automatisierung der Arbeit,
um Probleme des demographischen Wandels zu lösen. Das betrifft nicht nur den simplen Ersatz
von in Pension gehenden Arbeitskräften, auch Probleme einer alternden Gesellschaft wird mit
Robotern entgegengewirkt, zum Beispiel durch den Einsatz in der Altenpflege (Südekum, 2018).
Neben der Arbeitsmenge werden auch die Arten von Beschäftigung Veränderungen erfahren. Der
klassische Arbeitsplatz mit einem unbefristeten Vollzeitvertrag wird zunehmend Projektarbeiten
mit Gleitzeit- und Home-Office-Arbeitsregelungen weichen. Somit wird auch die Trennung
von Beruf und Privatleben in den nächsten Jahren weiter aufweichen (Eichhorst et al., 2016).
Besonders innerhalb Containerterminals und anderen maritimen Logistikumschlagsplätzen fallen
eine Vielzahl von Arbeitsplätzen in die Bereiche Fahrzeug- und Maschinenführung und sind
damit leichter durchAutomaten substituierbar bzw. werden schon durch Maschinen ersetzt (siehe
Kapitel 4.2.4). Die stärksten Effekte vonArbeitsplatzvernichtung werden bei mittlerer Qualifika-
tionsstufe erwartet und auch die Arbeitskraft von Niedrigqualifizierten wird weniger nachgefragt
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werden. Akademische Bildung hingegen wird wohl eine steigende Nachfrage erfahren. Dies kann
unter Umständen zu einer Bereinigung der aktuellen Arbeitsmarktsituation führen, denn auch die
Entwicklung des Arbeitskräfteangebots muss mit einbezogen werden, insbesondere in einer Zeit,
in der Ausbildungsstellen an Popularität verlieren und überproportional viele Plätze unbesetzt
bleiben. Um einem signifikanten Anstieg von struktureller Arbeitslosigkeit entgegenzuwirken,
werden zukünftig Weiterbildungen und lebenslanges Lernen essentieller Bestandteil der Arbeits-
marktpolitik sein (Weber, 2015). Diese Erkenntnis birgt auch eine nicht zu unterschätzende
Relevanz für die Entwicklung vonArbeitsplätzen innerhalb Containerterminals und der gesamten
anhängenden deutschen Logistikbranche. Überdurchschnittlich viele Arbeitsplätze im Logistik-
sektor liegen im Bereich von Helfertätigkeiten (22%), auf der anderen Seite fällt der geringe
Anteil vonAkademikern (4%) auf, die in wenigen Führungs- und Schlüsselpositionen beschäftigt
werden. Inwieweit niedrigqualifizierte Arbeitnehmer/-innen zukünftig in anderen Branchen neue
Perspektiven erlangen, lässt sich ungenau vorhersagen (Zanker, 2018). Bei nahezu vollständig
autonomen Terminals bleiben in Zukunft primärArbeitsplätze in Steuerung undWartung erhalten.
Inwieweit sich die diametral gegenüberstehenden Effekte des demographischen Wandels und
die Substitution von Menschen durch Maschinen gegenseitig aufheben, scheint aber selbst in
Staaten wie Deutschland noch schwer abschätzbar.
Um solche disruptiven Effekte auszugleichen wird über diverse Ideen zum Ausgleich eben
jener nachgedacht. Prominenteste Lösungsansätze sind das bedingungslose Grundeinkommen
oder die Einführung einer sogenanntenMaschinen- oder Robotersteuer. So sprechen sich verschie-
dene Politiker und Parteien, aber auch Unternehmer wie Bill Gates für die explizite Besteuerung
von Maschinen in derWertschöpfungskette aus. Konkret könnte z.B. eine Steuer auf dieAbschrei-
bung von Maschinen vorgenommen werden, menschliche Arbeit würde wieder an Attraktivität
gewinnen und Investitionen in die Technologien senken. Letztendlich aber bremsen solche Um-
verteilungswerkzeuge das Wirtschaftswachstum und führen langfristig zu gegenteiligen Effekten
(Glasfort, 2018). Projekte wie der Hamburger smartPORT, die mit hohem Innovationsgrad eine
Art Petrischale für die zukünftige Industrie- und Arbeitswelt sein wollen, helfen empirische
Daten zu sammeln und sozioökonomische Umbrüche besser vorhersagen und steuern zu können.
5.2 Konkurrenzsituation deutscher Seehäfen
Abweichend der eingangs gestellten Forschungsfragen werden im Folgenden weniger die An-
wendung, sondern vorrangig die Einflussfaktoren für eine erfolgreiche Umsetzung neuartiger
Digitalisierungsmaßnahmen diskutiert. Die Etablierung neuer Systeme ist zunächst einmal mit
hohen Investitionskosten verbunden. Der notwendigeAusbau der Infrastruktur wird hierbei meist
mit staatlichen Mitteln vollzogen, die Suprastruktur hingegen primär durch private Investoren.
Für Geldgeber beider Schwerpunkte stellt sich folglich die Frage nach der Rentabilität ihrer
Einlage in Hinblick auf die Zukunftsträchtigkeit des Investitionsobjektes, was eine Betrachtung
der Konkurrenz, sowohl in Form von anderen europäischen Häfen als auch in Form von an-
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deren Verkehrsträgern, notwendig macht. Die unmittelbaren Konkurrenten für die deutschen
Hochseehäfen Hamburg, Bremerhaven und Wilhelmshaven stellen die Häfen in Rotterdam und
Antwerpen dar. Aufgrund der geographischen Lage haben die deutschen Häfen keinerlei Stand-
ortvorteile gegenüber diesen beiden Konkurrenten, da die Distanz zur verladenden Wirtschaft in
Mitteleuropa in etwa gleichzusetzen ist. Infolgedessen müssen sich die deutschen Häfen stetig
mit dieser Konkurrenz messen. Der Rotterdamer Hafen besitzt neben der bereits in der SWOT-
Analyse thematisierten Zufahrtstiefe einen weiteren nennenswerten Vorteil: Der Hafen ist über
den Rhein direkt mit einer bedeutenden deutschen Metropolregion verbunden – dem Ruhrgebiet.
Welche Mengen mit dem Binnenschiff über diesen Verkehrsweg transportiert werden, zeigt der
jährliche Umschlag des Duisburger Hafens von etwa 4,1 Millionen TEU (Duisburger Hafen AG,
2019). Eine Nutzung der Wasserwege Elbe, Weser und Jade sowie weiterführende Wasserstraßen
zwecks Containertransport von den deutschen Häfen ist hingegen aufgrund von Restriktionen
wie dem Tiefgang in diesemAusmaß nicht möglich. Eine Konkurrenzsituation der deutschen
Hochseehäfen besteht jedoch nicht nur auf internationaler Ebene, sondern auch untereinander. In
den Niederlanden und Belgien ist jeweils eindeutig, welcher der nationale Top-Hafen ist, der
somit die volle Aufmerksamkeit und Förderung erhält.
Unterdessen verfolgen in Deutschland verschiedenste Interessensgruppen wie Hafenbetreiber,
Reeder, Industrieunternehmen, Spediteure oder staatliche Institutionen ihre Ziele, um einen
Standort mit dem Angebot aller Leistungen optimal für die Zukunft aufzustellen. Symptoma-
tisch hierfür ist das Beispiel der ebenfalls in der SWOT-Analyse bereits thematisierten und in
der Politik vieldiskutierten Elbvertiefung. Die Maßnahme soll eine Zufahrt zum Hamburger
Hafen für größere Containerschiffe ermöglichen, ungeachtet der Tatsache, dass diese auch den
hierfür geeigneten und bisher nicht ausgelasteten einzigen deutschen Tiefseehafen in Wilhelms-
haven anlaufen könnten. Die bereits angespannte Konkurrenzsituation zwischen den Häfen der
Nordrange könnte jedoch in den kommenden Jahren durch weitere Herausforderer verstärkt
werden. Mittelmeerhäfen wie Triest (Italien), Koper (Slowenien), Rijeka (Kroatien) oder Pirä-
us (Griechenland) haben das Potential, eine größere Rolle für Im- und Exporte, insbesondere
im südosteuropäischen Raum, zu spielen (Ulatowski und Timm, 2014). Containerschiffe aus
Ostasien, die diese Häfen ansteuern, müssten künftig nicht mehr den Weg über die Straße von
Gibraltar, demAtlantik bis hin zur Nordsee nehmen, um Europa zu erreichen. Dadurch könnte
die Transitzeit um bis zu eine Woche verkürzt, Kraftstoffressourcen eingespart und somit die Um-
weltbelastung reduziert werden. Aus diesen Gründen wecken die Mittelmeerhäfen das Interesse
von Investoren, insbesondere aus China. Allen voran ist hierzu der Hafen in Piräus zu nennen, wo
der chinesische Staatskonzern „Cosco Shipping“ im Zuge der „One Belt, One Road“-Initiative,
demAusbau Chinas neuer Seidenstraße, daran arbeitet, den Standort zur „Drehscheibe für den
Containerverkehr nach Europa“ zu machen (Höhler, 2018). Es besteht also die Gefahr, dass sich
Transporte zwischen Asien und Europa, zumindest teilweise, zu den Südhäfen verlagern und
damit verbunden das Hemmnis für wichtige Kooperationspartner, insbesondere aus China, einen
Strukturausbau in den Nordrangehäfen voranzutreiben.
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Neben demWettbewerb mit anderen europäischen Standorten müssen sich die deutschen See-
häfen jedoch auch mit der Konkurrenz durch ein anderes Verkehrsmittel auseinandersetzen -
dem Schienengüterverkehr. Ein wesentlicher Vorteil des Transports über die Schiene ist die
kürzere Transportdauer. So dauert der Transport per Bahn von China nach Deutschland nur
knapp zwei Wochen, wogegen das Seeschiff etwa 5 Wochen benötigt (Doll, 2016). Die chine-
sische Regierung forciert unter anderem aufgrund dessen einen Ausbau der Seidenstraße über
die Schiene (Eberl, 2018). Bei Betrachtung der Umweltaspekte der Verkehrsmittel bietet der
Schienenverkehr zudem die Aussicht auf einen emissionsfreien Transport, sofern die Loks rein
elektrisch betrieben und die Ressourcen dafür aus nachhaltigen Quellen erwirtschaftet werden.
Ein umweltfreundlicher Antrieb für Containerschiffe ist dagegen bisher nicht absehbar. Bei
Betrachtung des CO2-Ausstoßes pro transportierte Tonne sind Containerschiffe aufgrund der
enormen Transportkapazitäten derzeit das umweltfreundlichste Verkehrsmittel, in Hinblick auf
die insgesamt ausgestoßenen Luftschadstoffe schneidet die weltweite Schifffahrt jedoch weitaus
schlechter ab (Balz et al., 2014). Um Containertransporte künftig über die Schiene abzuwickeln
besteht allerdings ein hoher Investitionsbedarf in das Schienennetz. Es besteht beispielsweise die
Herausforderung der unterschiedlichen Spurweiten auf dem Transportweg. Zwar haben China
und Deutschland mit einer Weite von 1,435 Metern den gleichen Standard, das Transitland
Russland jedoch ein Maß von 1,52 Metern, was eine Umladung der Transporteinheiten notwen-
dig macht (Central Intelligence Agency, 2019). Darüber hinaus scheint der enorme Vorteil der
Größendegression für den Bahntransport unerreichbar. Während die „OOCL Hong Kong“, das
derzeit größte Containerschiff der Welt, eine Kapazität von 21.423 TEU aufwarten kann (OOCL,
2019), transportiert ein Güterzug nur etwa 120 TEU (Eberl, 2018). Anhand dieser Gesichts-
punkte kann man also davon ausgehen, dass die Containerschifffahrt nur geringe Einbußen des
Transportvolumens zugunsten des Bahntransportes hinnehmen muss.
5.3 Breitband- und Mobilfunknetzausbau in Deutschland
Trotz seines Rufes als Technologiestandort und Stammsitz namhafter Softwareunternehmen
wie SAP rangiert Deutschland im globalen Vergleich der OECD-Staaten des Breitbandsausbaus
und dessen Geschwindigkeit stets auf den hintersten Plätzen (sieheAbbildung 6). Insbesondere
den Verantwortlichen des Verkehrsministerium sind Versäumnisse innerhalb der letzten Dekade
einzuräumen. Dessen Repräsentanten führen laufend Marketingkampagnen für das Schlagwort
Digitalisierung, tatsächlich wurde unter anderem das Ziel der Großen Koalition im Jahre 2014,
bis 2018 eine flächendeckende Versorgung mit einer Geschwindigkeit von mindestens 50 Mbit/s
zu erreichen, weit verfehlt (Stand Mitte 2017: 76,9%). Daraufhin wurde das Jahr 2025 als neues
Ziel ausgerufen. Die Europäische Kommission klassifizierte Deutschland 2016 als eines der
am schlechtesten versorgten Länder Europas, es belegte Platz 28 von 32 (Skala, 2018). Im
Bereich der Glasfaseranschlüsse lässt sich AnhandAbbildung 6 ein noch betrüblicheres Bild
feststellen. Im Vergleich zu Japan, wo fast 76,2 % aller stationären Breitbandanschlüsse über
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einen Glasfaseranschluss verfügen, der Geschwindigkeiten im Gigabit-Bereich ermöglicht, kann
Deutschland in dieser Hinsicht lediglich 2,1% aufweisen.
Abbildung 6: Anteil von Glasfaseranschlüssen an allen stationären Breitbandanschlüssen in
ausgewählten Ländern der OECD im Juni 2017 (Skala, 2018)
Im Mobilfunkbereich herrschen ähnliche Verhältnisse. Das britische Unternehmen OpenSignal,
welches die unabhängige Messung undAuswertung von Signalqualitäten und Geschwindigkeiten
mit Hilfe eines Crowd-Sourcing-Ansatzes vornimmt, platziert Deutschland im europäischen
Vergleich auf Platz 32 von 36, sowohl bei der Geschwindigkeit, als auch der Verfügbarkeit
des 4G-Netzwerkes. Mit einer durchschnittlichen Download-Geschwindigkeit von 22,7 Mbit/s
und einer Verfügbarkeit von 65,7% landet Deutschland damit hinter Länder wie Albanien oder
Rumänien (OpenSignal, 2018). Derzeit stellen sich weitere bürokratische Hürden wie z.B. in
der Auktion um die Lizenzvergabe für 5G-Frequenzen, aber auch die Wettbewerbssituation der
wenigen Mobilfunkanbieter bremsen denAusbau des 5G-Netzwerkes in Deutschland (Balser und
Martin-Jung, 2019), welches eingangs erwähnt kritischer Bestandteil künftiger Telematiksysteme
darstellt. Durch das existierendeAngebotsoligopol aus den drei Telekommunikationsunternehmen
Telekom, Vodafone und Telefónica besteht eine hohe Abhängigkeit von deren angebotenen
Leistungen, aber keine wahre Alternativenauswahl (Tagesschau, 2018).
5.4 Digitale Sicherheitsrisiken
Während durch den Ersatz von menschlichenArbeitskräften durchMaschinen die leibliche Sicher-
heit selbstredend stark erhöht würde, entstehen wiederrum an anderen Stellen neue potenzielle
Sicherheitsrisiken. Diese müssten auch nicht zwangsläufig nur wirtschaftlicher Natur sein. Was
Cyberangriffe aber für eine wirtschaftliche Relevanz aufweisen können, beweist vorallem das
kürzliche Aufkommen eines neuen Typus von Computerschadprogrammen namens Ransomware.
Unter dem Titel WannaCry deaktivierte ein Ableger davon im Jahre 2017 zahlreiche Computer
von Banken, Universitäten, Krankenhäusern, staatlichen Behörden und anderen Unternehmen
weltweit (BBC, 2017). Über das Öffnen einer infizierten JPEG- oder PDF-Datei verbreitete sich
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dieser spezielle Computerwurm über eine lange Zeit unbemerkte Schwachstelle in Windows
Netzwerkübertragungsprotokoll über die gesamte Netzwerkumgebung. Ein Hintergrundprozess
verschlüsselt alle sich auf dem Computer befindlichen Dateien, verhindert dadurch den Datei-
zugriff und macht ihn folglich unbrauchbar (Symantec, 2017). Das notorische Hinweisfenster
mit einer Lösegeldforderung zur Entschlüsselung der Dateien war so unter anderem an zahlrei-
chen Informationstafeln deutscher Bahnhöfe zu sehen (Süddeutsche Zeitung, 2017). Allein der
finanzielle Schaden des britischen National Health Service (NHS) betrug 92 Millionen Pfund
(Field, 2018), die Risikoanalysten der Firma Cyence prognostizierten einen weltweit gesamten
potenziellen Schaden von bis zu 4 Milliarden US-Dollar (Berr, 2017). Besonders kritisch erwies
sich auch der Computerwurm Stuxnet, der im Jahre 2010 die Kontrolle über die von Siemens be-
reitgestellte Steuersoftware und somit die Leittechnik von Urananreicherungsanlagen iranischer
Atomkraftwerke manipulierte (Gaycken, 2010).
Bei solchen Angriffen wird also ersichtlich, dass lediglich eine einzelne menschliche Person
dazu nötig ist, um verheerende wirtschaftliche Schäden anzurichten. Doch neben der Gefahr
menschlichen Versagens kann auch die Wahl der Betriebsplattform an sich schon ein Sicherheits-
risiko darstellen. Während sicherheits- und geschwindigkeitskritische Webserver und Netzwerke
vieler multinationaler Unternehmen schon seit langem auf Linux/BSD-Plattformen basieren,
greift die andere Hälfte der Gesamtheit und insbesondere kleine und mittelständische Unter-
nehmen immer noch auf Microsoft Windows Server für ihre Netzwerkstruktur zurück (Red
Hat, 2018). Für Windows ist Stand 2017 99,1% Prozent aller Schadprogramme programmiert
(Benzmüller, 2017). Es existiert mittlerweile ein regelrechter Schwarzmarkt für unentdeckte
Schwachstellen des Betriebssystems; so nutzte WannaCry eine Lücke, die bereits 5 Jahre zu-
vor von der US-amerikanischen National Security Agency (NSA) entdeckt und seither für ihre
Überwachungsmaßnahmen genutzt wurde. Erst nachdem bekannt wurde, dass andere Hacker
und damit auch WannaCry dieselbe Schwachstelle nutzen, hat die NSA Microsoft Hinweise über
dessen Existenz mitgeteilt (Süddeutsche Zeitung, 2017). Natürlich sind andere Betriebssysteme
nicht von der Anfälligkeit gegenüber bösartiger Software ausgeschlossen, doch verfügen diese
über grundverschiedene Sicherheitskonzepte und aufgrund des im Vergleich verschwindend
geringem Marktanteil bei Privatanwendern existiert vergleichsweise wenig Malware für diese
Plattformen. Aufgrund der Quelloffenheit von Linuxplattformen, d.h. dass jeglicher Quellcode
im Gegensatz zu proprietärer Software wie Windows offen einsehbar für die Allgemeinheit
ist, schrumpft das Risiko unentdeckter Schwachstellen und fördert die kollaborative Weiter-
entwicklung dieses Systems. Der größte Nachteil besteht in der hohen Komplexität und dem
kompliziertenWartungsaufwand (1&1 IONOS, 2019). Während Ransomware als nur ein Beispiel
über ungerichtete generische Malware dient, besteht unterdessen die existenzielle Gefahr von
gezieltenNetzwerkpenetrationen durch geschulte Individuen oder Schadprogramme wie Stuxnet
auf Steuerungsprozesse und Informationsströme, sodass z.B. in unvorhersehbaremUmfang Stand-
ortkoordinaten oder Verkehrssignale manipuliert werden könnten und somit auch unmittelbare
Gefahr für den Menschen bestünde.
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6 Fazit
6.1 Beantwortung der Forschungsfragen
Abschließend soll natürlich noch die bestmögliche Beantwortung der eingangs gestellten For-
schungsfragen erfolgen. Die erste Forschungsfrage lautete:
• Was bedeuetet autonome Selbstorganisation der Hafenlogistik und wird sie bereits
angewandt?
Kapitel 2.2 erörtere den philosophischenAutonomiebegriff in Zusammenkunft mit dessen techni-
scher Auffassung. An den Fallbeispielen der Hafendigitalisierung in Kapitel 4.2 wird ersichtlich,
dass in unteschiedlichem Umfang diesbezügliche Lösungen entwickelt und eingesetzt werden.
Des Weiteren lautete die etwas spezifischere Forschungsfrage mit konkreten Bezug auf den
Industriestandort Deutschland:
• Welche neuartigen Digitalisierungsmaßnahmen kommen für die Hafenlogistik in Be-
tracht und besteht die Anwendungsmöglichkeit an deutschen Seehäfen?
Die theoretischen Grundlagen inKapitel 2.4 führten mit dem Internet of Things, Cyber-Physical-
Systems, Sensornetzwerken und Multi-Agent-Systems einige der aktuell häufig diskutierten
Digitalisierungslösungen für die Logistik an. Die Cognitive Map in Kapitel 4.1 erörterte die
zugrundliegende Basis für den Einsatz von Digitalisierungsmaßnahmen. Bezugnehmend auf
die Frage der Anwendbarkeit wurde im studentischen Workshop die SWOT-Analyse mit den
jeweiligen Chancen und Risiken der Digitalisierung sowie den unternehmensspezifischen Stär-
ken und Schwächen im Umgang mit eben jenen am Standort Deutschland erarbeitet und in
Kapitel 4.3 dargelegt. Den Ergebnissen des Workhops und der intensiven Diskussion geschuldet
fand eine Verlagerung des Forschungsschwerpunktes von der zielgerichteten Anwendbarkeit
bestimmter Maßnahmen zur generellen Umsetzbarkeit von Digitalisierungsmaßnahmen im
übergeordneten Rahmen in Deutschland statt. Dies liegt auch der Annahme zugrunde, dass die
Hafendigitalisierung schlussendlich auch nur einen Teil der gesamten Digitalisierungsthematik
darstellt. Die Diskussion in Kapitel 5 behandelte die hinsichtlich der Umsetzbarkeit besonders
relevanten Punkte, wie beispielsweise der Netzwerksausbau oder die digitalen Sicherheitsrisiken.
6.2 Schlussfolgerungen und Ausblick
Die kritischen Schnittstellen der Informationsverarbeitung, aber auch die Operation der beteilig-
ten Gerätschaften sowie andere unterstützenden Tätigkeiten an Containerterminals werden in
den meisten Fällen immer noch vom Menschen besetzt. Aus rein ökonomischen Gesichtspunk-
ten ist es deshalb mehr als einleuchtend, eben jene im größtmöglichen Maße durch autonom
agierende Systeme und Gerätschaften zu ersetzen. Daraus resultiert die im oberen Teil disku-
tierte Ethikfrage. Um jedoch die Zielsetzung der autonomen Selbstorganisation zu erreichen,
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ist eine allumfassende Integration jedweder Teilbereiche in digitale Informationsverarbeitungs-
und Steuersysteme unumgänglich. In der realen Welt existieren autonome Systeme bis dato nur
in verschiedenen Abstufungen in einzelnen Teilbereichen. Die Diskussion beleuchtete einige
der zahlreichen bürokratischen, technischen sowie gesellschaftlichen Hürden, die sich diesem
Vorhaben entgegenstellen. In Anbetracht der Vielzahl an Herausforderungen ließe sich daher
allenfalls eine ungenaue Prognose der Zukunft herleiten. Heutzutage herrschen mitunter große
Entwicklungsasymmetrien zwischen urbanen und ländlichen Regionen. Während äußerst risiko-
trächtige und hochambitionierte Projekte wie der Hyperloop (siehe Kapitel 4.2.3) Geldgeber
finden und öffentliche Aufmerksamkeit erregen, fehlt es abseits urbaner Ballungsräume oft an
grundlegenden Komponenten wie beispielsweise ausreichend schneller Breitbandversorgung und
Mobilfunknetzabdeckung. Daher sei eine Priorisierung der Investitionsvorhaben an dieser Stelle
angebracht, um etwaige Strukturunterschiede auszugleichen und somit auch die dort ansässige
Wirtschaft nicht weiter zu benachteiligen.
Oftmals wird Digitalisierung als schwammiger Modebegriff für eine derart große Anzahl an
verschiedenen und für viele Menschen unbekannten Maßnahmen verwendet. Die Verfügbarkeit
von kompetenten Fachpersonal ist in Deutschland zwar gegeben, da die Entscheidungsträger
jedoch hauptsächlich aus Politik und Wirtschaft stammen, zeigt sich oftmals ein Informations-
missverhältnis zwischen diesen Personen, der allgemeinen Gesellschaft und den Personen, die
das eigentliche Know-How in diesem Gebiet besitzen und letztendlich an der direkten Umsetzung
beteiligt sind, wie z.B. Programmierer, Ingenieure oder Systemadministratoren. Demzufolge ist
eine Risikoaversion gegenüber hoher Investitionsvolumen in diesem unvorhersehbaren Gebiet
zwar verständlich, im Hinblick auf die internationale Konkurrenz aber nicht unbedingt förder-
lich. Schlussfolgernd sind viele der verpassten Chancen auf das zögerliche Naturell hierzulande
zurückzuführen, während sich in China beispielsweise der Innovationsmut und die Risikobe-
reitschaft als um ein Vielfaches höher erweisen. Viele High-Potentials aus Deutschland und
anderen westlichen Industrienationen werden auch aus genannten Gründen von diesen Ländern
abgeworben.
Unternehmen, Hafenbetreiber und sonstige Partner der Supply Chain verfolgen vorrangig in-
dividuelle Interessen, obwohl es zum größeren Vorteil aller Beteiligten wäre, eine homogene
Integration jeglicherAkteure in das Hafennetz bzw. in das übergeordnete Supply Chain-Netzwerk
zu ermöglichen, um latenzfreie Kommunikation und die Vermeidung von Fehl- und redundanten
Informationen zu garantieren. Wie schon vor über 50 Jahren der Standardcontainer am Hafen
bewies, ist Standardisierung eines der effektivsten Mittel, um Zeit und Kostenersparnisse zu
erzielen. Die Anwendung von geschlossenen, individualisierten IT-Systemen anhand des besten
Angebots mag sich im ersten Moment als wirtschaftlich erweisen, könnte sich aber im Falle eines
hohen Fragmentierungsgrades aufgrund einer Vielzahl verschiedener Informationsverarbeitungs-
systeme entlang der Supply Chain als langfristig ineffizient herausstellen, da die Interoperabilität
verschiedener Systeme nicht zwangsläufig gewährleistet ist. Zukunftsträchtigere Aussichten bie-
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ten da kooperative quelloffene Alternativen wie z.B. eine Blockchain. Die Zukunft liegt nämlich
in der Kooperation auf einer gemeinsamen technischen Basis anstatt in der Abschottung und
Vertiefung in einzelne Individuallösungen. Hierbei hat Deutschland immer noch die reale Chance,
eine Vorreiterrolle, insbesondere im Logistiksektor, einzunehmen.Abbildung 7 verdeutlicht die
zunehmende Bedeutung logistischer Softwareanwendungen in Deutschland.
Abbildung 7: Geplante Investitionen in der deutschen Logistik-Branche im Jahr 2018 (SCI
Verkehr, 2018)
Da das gesamte Feld der Informationstechnik erst wenige Jahrzehnte alt ist und bis dato immer
wieder unvorhergesehene Möglichkeiten eröffnet hat, lässt sich abschließend festhalten, dass
erneut ausschließlich die Zukunft selbst in diesen Zeiten des Umbruchs zeigen kann, wie sich
die gesamte Digitalisierungsthematik und dahingehend auch der digitale Hafen entwickelt. Ganz
besonders sei an dieser Stelle nochmal auf den bedenklichen Fortschritt imAusbau der Kommuni-
kationsnetze hingewiesen, denn ohne eine baldige, ausnahmslos flächendeckende Verfügbarkeit
von 5G und Glasfaseranschlüssen wären weiterführende Diskussionen über die allumfassende
Digitalisierung und Industrie 4.0 weitestgehend hinfällig. Abseits der in den theoretischen Grund-
lagen erläuterten Technologien existiert noch eine Vielzahl weiterer Konzepte für das digitale
Containerterminal, von Machine learning über Blockchain bis Smart factories, die allesamt die
Gemeinsamkeit aufweisen, dass sie ohne ausreichende Verbindungsgeschwindigkeit und Stabili-
tät impraktikabel sind. Als oberstes Ziel sollte es jedoch gelten, einen immer noch menschlich-
und vorallem sicherheitsorientierten Umgang mit den neuen Technologien anzustreben und keine
Ethik- oder Sicherheitsrichtlinien im Zuge der reinen Profitmaximierung zu missachten. Denn
ein Transport kann nur dann auch intelligent sein, wenn er eben nicht nur ökonomisch denkt.
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