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Abstrakt 
Práce se zabývá problematikou e-governmentu v rámci České republiky a jeho 
vlivem na podnikatelskou sféru. Popisuje aktuální situaci a hledá nové možnosti 
rozšíření a úprav stávajícího systému. Na základě provedených analýz je navrhnuto 
vhodné využití elektronizace státní správy ve prospěch podniku. 
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Abstract 
The goal of the thesis is to analyse the issue of e-government in the Czech 
Republic and its impact on private sector. It both describes the current situation 
and searches for new opportunities to enhance and modify the system. Based on 
the performed analyses the thesis designs a suitable way to benefit from  
e-goverment utilization within the company. 
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1 Úvod  
Komunikace se státní správou, je nedílnou součástí životů všech občanů, 
podnikatelů i podniků již po dlouhá desetiletí či dokonce staletí. V zásadě se 
němění ani tak obsahová náplň a principy, jako spíše samotný způsob komunikace, 
který je velkou měrou ovlivňován technologickým vývojem. Zejména pak 
v posledních letech můžeme slýchávat nespokojené hlasy, stěžující si na 
přebyrokratizovanou státní správu, které se ovšem ozívají zcela právem. Existuje 
tedy řešení, které by dokázalo pomoci? 
 
„One of the greatest threats to mankind today is that the world may be choked by 
an explosively pervading but well camouflaged bureaucracy.“ 
 
Norman Ernest Borlaug 
 
Dnešní situaci ve státní správě dobře ilustruje výše uvedený citát amerického 
nositele Nobelovy ceny míru Normana Ernesta Borlauga. Ve volném překladu 
tento citát znamená: „Jednou z největších hrozeb pro lidstvo teď je, že svět udusí 
explozivně se šířící, ale zato dobře maskovaná byrokracie.“. Zpětně musím tuto 
myšlenku hodnotit jako zcela pravdivou, neboť se ukazuje, že neustále bobtnající 
státní správa nejen že znepříjemňuje život všem zúčastněným, ale ohrožuje přímo 
jejich ekonomickou výkonnost. Naštěstí se zdá, že závažnost tohoto problému si 
uvědomují již státní orgány samotné a snaží se nalézt cestu, která by tyto problémy 
řešila. 
Jistou možností, ale zdaleka ne jedinou, je využití tzv. elektronizace státní správy, 
pro kterou se celosvětově vžil zkrácený název e-government. Díky moderním 
technologiím se nám nabízí rozsáhlé možnosti, které pakliže jsou dobře uchopeny, 
nám mohou nabídnout nejen výrazné zjednodušení, zabezpečení a zvýšení 
efektivnosti, ale v důsledku i jistou formu povzbuzení tržní ekonomiky, což je 
zejména s ohledem na vývoj v posledních letech (globální ekonomická krize), 
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rovněž velmi pádný důvod k nasazení e-governmentu v co nejširším záběru a 
pokud možno v co nejkratším časovém období.  
V České republice dochází k postupnému nasazování e-governmentu teprve 
v posledních několika letech, což může u řadu osob klást otázky „Proč tak 
pozdě?“ nebo v případě opačného názoru „Proč vůbec?“. Ať už se však kloníte 
k jakémukoliv táboru, je jasné, že elektronizace státní správy je z dlouhodobého 
hlediska nevyhnutelná a je jen otázkou kdy a v jaké formě, bude celý tento proces 
proveden. Pokud se budeme držet osvědčených zkušeností ze zahraničí, pak je 
velká naděje, že kompletní elektronizace státní správy bude k užitku všem 
zúčastněným subjektům i u nás. 
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2 Vymezení problému a cíle práce  
E-government je velice mocnou technologií, která plně odpovídá vizím 21. století. 
Dokáže všem zúčastněným subjektům nabídnout velmi učinné nástroje, 
prostřednictvím kterých se stane komunikace mezi státem a podniky či občany, 
výrazně jednodušší a efektivnější. 
2.1 Cíl práce 
Cílem práce je na základě analýz navrhnout vhodné využití elektronizace státní a 
veřejné správy (e-government) ve prospěch podniku (e-commerce). 
2.2 Vymezení problému 
Komplexnost, kterou e-government disponuje, přináší na druhou stranu i mnoho 
hrozeb. Platí totiž nepsané pravidlo, že čím více je nějaký systém mocnější, tím 
může být v důsledku nebezpečnější. Není si tak těžké představit situaci, kdy díky 
špatnému zabezpečení může dojít k úniku citlivých informací a následně k jejich 
zneužití. Ostatně minimálně únik citlivých dat byl již prokázan1 a to teprve 
s elektronizací u nás začínáme. Druhým, neméně závažným problémem je rovněž 
samotná přístupnost celého systému. Stále žijeme v době, kdy ještě není 
samozřejmostí, že každá domácnost nebo firma je vybavena internetovým 
připojením a počítačem a ačkoliv se situace rychle lepší, musíme i tak hledat 
způsoby, jak zpřístupnit tyto systémy těmto dotčeným skupinám. Rovněž volba 
technologií není vždy úplně ideální a měla by více odpovídat celosvětovým 
trendům, které bohužel nejsou v současné době zcela následovány. Třetím, a 
posledním problémem, který by měla táto práce pokrýt, je nedostatečná znalost 
současných možností, které e-government nabízí, ze stran firem a občanů. 
Jak již bylo řečeno, téma e-governmentu je velmi rozsáhlé a z tohoto důvodu se 
v práci budu zabývat pouze komunikací podnikatelských subjektů se státem (B2G) 
a naopak (G2B). Pokusím se nabídnout řešení, které by pokud možno eliminovalo 
                                                 
1 V mediích bylo zveřejněno již několik případů, kdy byla datová zpráva doručena zcela jinému 
příjemci, než bylo zamýšleno. 
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možná rizika, která se zaváděním podobných systémů mohou vzniknout. 
Výsledkem by měl být návrh systému, který bude zejména pro podnikatele a firmy 
snadno přístupný, bezpečný a efektivní. V práci bude rovněž zmíněno o: 
• Návrzích nových možností rozšíření stávajícího systému elektronizace 
státní správy s ohledem na aktuální trendy 
• Zvýšení informovanosti dotčených subjektů o možnostech, které  
e-government v Česku nabízí 
• Zhodnocení e-governmentu z věcného a ekonomického hlediska s ohledem 
na zájmy dotčených subjektů 
Při psaní této práce vycházím zejména ze svých osobních zkušeností, které jsem 
nabyl během svého tří letého působení ve firmě provozující elektronický obchod 
s hardwarem a softwarem a následně pak od roku 2007 podnikáním jako 
konzultant v oboru informačních technologií a správy počítačových sítí. Za 
uvedenou dobu jsem získal celou řadu poznatků v komunikaci se státem a to nejen 
za sebe samého, ale i za některé mé zákazníky, kdy jsem jako konzultant musel 
některé s tím spojené problémy řešit. 
Pro teoretickou část práce byla neméně důležitým zdrojem literatura uvedená v 
seznamu a rovněž další internetové zdroje, které jsou uvedeny na stejném místě. 
V části „Analýza problému“ byly použity průzkumy trhu, založené na dotaznících, 
které byly poskytnuty vybrané skupině subjektů – podnikatelům a firmám. 
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3 Teoretická východiska práce 
3.1 Státní moc v České republice 
Vznik České republiky se datuje ke dni 1. 1. 1993 rozdělením bývalého 
Československa. Rozkládá se na ploše přibližně 78 867 km2 a ke dni 31. 12. 2009 
měla dle České statistického úřadu 10 506 813 obyvatel. Hlavní město je Praha. (1) 
V Česku je uplatňována parlamentní demokracie na principu dvoukomorového 
systému – poslanecká sněmovna a senát, a to relativně centralizovaným způsobem 
(řízení země z jednoho hlavního města). Státní moc je rozdělena celkem na tři 
podskupiny: 
• Moc zákonodárná – zde se řadí již zmiňovaný parlament 
• Moc výkonná – prezident a vláda 
• Moc soudní – výkon nezávyslých a nestranných soudů (Nejvyšši soud, 
Nejvyšši správní soud, vrchní soudy, krajské a okresní soudy) 
Od roku 2000 je ČR rozdělena na 14 samosprávných celků – krajů (Obrázek 1). 
V čele každého kraje, kromě kraje Hlavního města Praha, stojí hejtman. Díky této 
změně došlo k jistému stupni decentralizace moci. 
 
 
Obrázek 1 – Rozdělení České republiky podle krajů – Zdroj: (1) 
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V posledních několika letech existovalo mnoho pokusů o modernizaci, 
zefektivnění či restrukturalizaci státní správy. Bohužel díky špatnému přístupu, 
kdy vždy byla restrukturalizována pouze jedna z jejích částí, se tyto kroky 
nesetkaly s příliš pozitivní odezvou. Z tohoto důvodu byla v roce 2005 přijata 
iniciativa e-Česko 2006, která zcela mění pohled na státní správu. 
Hexagon veřejné správy 
Hexagonem veřejné správy je chápán zcela nový pohled na státní správu jako 
celek, což je zásadní změnou oproti předchozím pokusům o změny v této oblasti. 
Má odrážet vládní vizi: „Veřejná správa je synonymem pro poskytování kvalitní a 
efektivní veřejné služby.“. 
 
 
Obrázek 2 – Hexagon veřejné správy – Zdroj: (2) 
 
Nový pohled na veřejnou správu je založen na představě, že celý veřejný systém je 
brán jako šestiúhelník, kde každý vrchol zastupuje jednu část státní správy. (2) 
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1. Legislativa 
Základem kvalitní veřejné správy je kvalitní legislativa. Jedná se o hlavní 
nástroj pro ochranu hodnot. Zákony a vyhlášky by měly být co nejvíce 
srozumitelné, jednoduché a vydávané jen v nezbytně nutných případech. 
2. Místo 
Upravuje místo výkonu veřejné správy. Platí, že decentralizace ano, ale jen 
do takové míry, aby bylo zaručeno efektivní vynakládání veřejných 
prostředků a rovněž patřičná garance kvality. Rovněž je vysoce žádoucí, 
aby bylo možné zálěžitosti vyřizovat na jednom kontaktním místě. V tomto 
směru má mít velký podíl nasazení patřičných informačních technologií.  
3. Občan/Firma 
Jedná se o jeden z nejdůležitějších prvků celé šestice. Státní správa musí na 
občana, respektive firmu, pohlížet jako na klienta a tomu přizpůsobovat 
veškeré dění. 
4. Úředník 
Jedná se defacto o zástupce státu. Je velmi důležité klást vysoký důraz na 
jeho odbornost, protože je to právě on, s kým probíhá komunikace a kdo 
poskytuje potřebné informace. 
5. Technologie 
Využívání efektivních technologií, které podpoří ostatní části tohoto 
šestiúhelníku. Patří sem například i využití e-governmentu. 
6. Finance 
Zvyšování efektivity státní správy nemusí mít nutně za následek zvyšování 
finanční náročnosti, ale právě naopak. Díky promyšlenému investování, 
zjednodušování postupů a rovněž omezování byrokracie by mělo dojít 
k úspoře nemalé části těchto finančních prostředků 
3.2 eGON, symbol eGovernmentu 
Symbolem elektronizace státní správy v ČR je eGON. „V přeneseném 
významu živý organismus, ve kterém vše souvisí se vším a fungování jednotlivých 
částí se navzájem podmiňuje.“. Jednolivé funkce tohoto organismu zajišťují (3) : 
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• Prsty – Czech POINT 
Zahrnuje síť kontaktních míst, prostřednictvím kterých jsou klientům 
zprostředkovány služby e-governmentu. 
• Oběhová soustava – Komunikační infrastruktura veřejné správy  
Jejim úkolem je sjednocení různých datových linek subjektů veřejné správy 
do jedné společné sítě a zajistit bezpečnou výměnu dat. Zkráceně se 
označuje KIVS. 
• Srdce – Zákon o eGovernmentu 
Upravuje legislativní podmínky takovým způsobem, aby byly zajištěny 
optimální podmínky pro elektronickou komunikaci mezi občany, 
podnikateli, firmami a orgány státní moci. 
• Mozek – Základní registry veřejné správy 
Jedná se o centrální registry, celkem čtyři, které mají zajistit jednotnost, 
aktuálnost a zabránit multiplicitě údajů. Tyto registry je možné považovat 
za základní kámen e-Governmentu v Česku. Je složen z Registru obyvatel, 
Registru práv a povinností, Registru osob a Registr územní identifikace, 
adres a nemovitostí. 
 
Obrázek 3 – eGon, symbol eGovernmentu – Zdroj: (3) 
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E-government lze definovat mnoha způsoby. Mezi nejčastější však patří obecná 
definice OECD, která ve volném překladu znamená využití informačních a 
komunikačních technologií, především internetu, jako prostředku k dosažení lepší 
správy. (4)  
V našich podmínkách byla definice mírně upravena a upřesněna. V rámci projektu 
eČesko 2006 byla definována následovně: „Transformace vnitřních a vnějších 
vztahů veřejné správy pomocí moderních informačních a komunikačních 
technologií s cílem optimalizovat interní procesy. Jejím cílem je pak rychlejší, 
spolehlivější a levnější poskytování služeb veřejné správy nejširší veřejnosti a 
zajištění větší otevřenosti veřejné správy ve vztahu ke svým zákazníkům. Totéž se 
očekává i od samosprávy.“. (5) 
Cílem e-governmentu je tedy zejména usnadnění a zefektivnění komunikace se 
státními orgány, která probíhá zejména prostřednictvím sítě Internet. V druhé řadě 
by úspěšné nasazení e-governmentu mělo rovněž zajistit nižší požadavky na 
personalistiku ve státním aparátu, což teoreticky znamená úsporu finančních 
nákladů. 
3.2.1 Historie 
Samotný e-government je již z podstaty věci přímo závislý na rozvoji 
informačních technologií a sítě Internet. Bez těchto dvou stavebních kamenů by 
byla celá tato oblast pouhou teorií. Vzhledem k tomuto faktu, se počátky 
elektronizace státní správy datují k devadesátým létům minulého století. 
Důležitost tohoto odvětví byla v rámci Evropské unie zmíněna již v roce 1993 
v tzv. Bílé knize s podtitulem Employment: The Challenges and Ways Forward 
into the 21st Century. Ačkoliv, jak již z názvu plyne, zabývá se tato publikace 
především problematikou zaměstnanosti, zmiňuje se již o nutnosti podpory 
informačních technologií, a to jak v sektoru soukromém, tak státním. (6 stránky 
61-67) Další aktivity orgánů EU byly zaměřeny především na posílení úlohy ICT 
nejdříve v souvislosti s podporou hospodářských a ekonomických aktivit, později 
pak i aktivit politických (komunikace státu s občanem). Nutno podotknout, že 
veškeré doposavadní výsledky byly spíše charakteru jednosměrné komunikace, 
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tedy od státu k občanovi či podniku, nikoliv však již naopak. To se změnilo v roce 
1997, kdy byla v rámci závěrečné zprávy EU z téhož roku2 zmíněna potřeba  
e-governmentu jako takového. Ná základě této zprávy došlo později k založení 
iniciativy s názvem eEurope: Informační společnost pro všechny, která byla 
schválena na zasedání v Lisabonu v březnu 2000. Mezi hlavní cíle této iniciativy 
se řadí (7): 
• přivést každého občana, každou domácnost, školu, podnik a úřad do 
digitálního věku on-line 
• vytvořit Evropu s digitální gramotností a s podporou podnikatelské kultury 
otevřené pro moderní informační technologie 
• zajistit, aby informační společnost byla sociálně inkluzivní, tj. „pro 
všechny“ 
Na tuto iniciativu navazují další akční plán eEurope+ a dále pak dílčí plány 
v rámci každého roku. 
Na základě těchto akčních plánů a v nich uváděných doporučeních, je následně 
prováděna postupná implementace e-governmentu do všech zemí v rámci EU. 
Nejdále je v tomto ohledu Velká Británie, kde začal být e-government zaváděn do 
praktického užití již v roce 1999 a lze ji tak považovat za vzor ostatním zemím. 
V rámci České republiky se první fragmenty elektronizace objevily rovněž v roce 
1999, kdy bylo možné prostřednictvím emailu podat žádost o informace, na 
základě zákona o svobodném přístupu k informacím. Tyto možnosti byly však 
spíše teoretického a nekoncepčního charakteru. Reálné nasazení plnohodnotného  
e-governmentu začalo až od roku 2005 v rámci iniciativy e-Česko 2006. 
 
                                                 
2 Závěrečná zpráva Evropské komise 1997, stránky 65-67 
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3.2.2 Členění systémů dle zúčastněných stran 
Na základě zúčastněných subjektů v komunikaci členíme e-government do třech 
základních skupin: 
• G2B (Government to Business) 
Veškeré systémy sloužící pro komunikaci mezi státními institucemi a 
podnikatelskými subjekty. Patří sem například i zadávání státních zakázek, 
informace o dotacích, daně apd. 
• G2C (Government to Citizen) 
Zahrnuje systémy pro komunikaci mezi státními subjekty a běžnými 
občany. Patří sem například služby jako řešení životních situací, daně atd. 
• G2G (Government to Government) 
Zahrnuje systémy komunikace v rámci státních potřeb. Rozdělujeme je dle 
užití na dvě podskupiny: 
a) Interní – používané v rámci jednoho státu, jedná se tedy především o 
komunikaci jednotlivých státních institucí (úřady, soudy atd.) 
b) Externí – používané v rámci zahraničního styku, zde jsou typickým 
příkladem různé registry, například Schengenský systém 
Ve všech případech existují i obsahově shodné ekvivalenty, jen s obrácenými 
stranami, tedy B2G, C2G. 
3.3 Bezpečnost komunikace 
Zajištění bezpečnostních prvků při komunikaci s úřady elektronickou formou je 
provedeno pomocí tzv. kvalifikovaného elektronického podpisu (kvalifikovaný 
certifikát) a kvalifikovaného časového razítka. Oba tyto bezpečnostní prvky jsou 
zakotveny v legislativě České republiky, která je přímo odvozena od příslušných 
směrnic Evropské unie. 
3.3.1 Elektronický podpis 
Z nejobecnějšího hlediska lze elektronický podpis definovat jako jednoznačný 
identifikační údaj v digitální podobě, který zaručuje identifikaci dané osoby či 
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subjektu, ale nikoliv již samotnou integritu dokumentu nebo autentizaci 
podepsaného. 
Definice a použití elektronického podpisu u nás je stanoveno příslušnou 
legislativou, kterou upravuje zákon č. 227/2000 Sb., o elektronickém podpisu. 
Účelem této právní úpravy je především stanovení přesných pravidel pro použití 
elektronického podpisu při komunikaci elektronickou cestou a to takovým 
způsobem, aby mohl plně nahrazovat vlastnoruční podpis používaný při listinné 
formě komunikace. Uvedený zákon zavádí termín tzv. zaručený (kvalifikovaný) 
elektronický podpis, který musí oproti všeobecné definici splňovat navíc 
následující požadavky (8) : 
1. Autenticita – zajišťuje, že je zaručený elektronický podpis jednoznačně 
spojen s podepisující osobou 
2. Nepopiratelnost – umožňuje identifikaci podepisující osoby ve vztahu k 
datové zprávě a byl vytvořen a připojen k datové zprávě pomocí prostředků, 
které podepisující osoba může udržet pod svou výhradní kontrolou 
3. Integrita – k datové zprávě je připojen takovým způsobem, že lze následně 
zjistit jakokouliv pozdější úpravu obsahu zprávy 
3.3.1.1 Princip funkce elektronického podpisu 
Elektronický podpis je založen na principu aplikace asymetrické kryptografie 
(např. RSA), výjimečně symetrické, kdy je datová zpráva, respektive její hash 
(jednoznačný digitální otisk), podepsána pomocí privátního klíče. Tuto 
podepsanou datovou zprávu lze následně ověřit pomocí veřejného klíče. Z hlediska 
zjednodušení si lze představit tyto klíče jako velmi vysoká čísla. Z důvodu 
použitelnosti tohoto principu je nutné zaručit, že: 
• z veřejného klíče není možné žádnými dostupnými technologiemi vypočítat 
privátní klíč 
• bez privátního klíče není možné zašifrovat datovou zprávu takovým 
způsobem, aby ji bylo možné otevřít veřejným klíčem 
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• privátní klíč nesmí znát (vlastnit) nikdo jiný, než autor datové zprávy 
Mezi hlavní bezpečnostní rizika můžeme zařadit (9 str. 142): 
• odcizení privátního klíče 
• vydavatel certifikátu poskytne privátní klíč jiné osobě 
• padělání veřejného klíče odesilatele 
• rozbití kryptoalgoritmu 
Autenticitu zaručeného elektronického podpisu zajišťují certifikační autority 
akreditované Ministerstvem vnitra (Kapitola 3.3.3). Vzhledem k faktu, že 
elektronický podpis má omezenou dobu platnosti, většinou 1 až 2 roky, není příliš 
vhodný pro podepisování datových zpráv, u kterých je pravděpodobné, že bude 
třeba jejich platnost ověřit i po delší době, než je platnost certifikátu. 
 
Obrázek 4 – Princip funkce elektronického podpisu – Zdroj: (10) 
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3.3.2 Časové razítko 
Časové razítko vzniklo za účelem dokázání skutečnosti, že daná datová zpráva 
existovala před daným časovým okamžikem. Dle zákona č. 440/2004 Sb.,  
o elektronickém podpisu je pak kvalifikované časové razítko definováno jako 
„datová zpráva, kterou vydal kvalifikovaný poskytovatel certifikačních služeb a 
která důvěryhodným způsobem spojuje data v elektronické podobě s časovým 
okamžikem, a zaručuje, že uvedená data v elektronické podobě existovala před 
daným časovým okamžikem“. (11) S ohledem na tuto definici je patrné, že časové 
razítko lze používat nejen samostatně, ale i současně s elektronickým podpisem, 
což řeší výše zmíněný problém s dobou platnosti certifikátu a následného 
prokázání platnosti podepsané datové zprávy v budoucnu. 
Aby bylo možné považovat kvalifikované časové razítko na základě zákona  
č. 440/2004 Sb., o elektronickém podpisu, za platné, je nezbytně nutné, aby 
obsahovalo (11): 
1. Číslo kvalifikovaného časového razítka unikátní u daného kvalifikovaného 
poskytovatele certifikačních služeb 
2. Označení pravidel, podle kterých kvalifikovaný poskytovatel certifikačních 
služeb kvalifikované časové razítko vydal 
3. V případě právnické osoby obchodní firmu nebo název a stát, ve kterém je 
kvalifikovaný poskytovatel usazen; v případě fyzické osoby jméno, 
popřípadě jména, příjmení, případně dodatek, a stát, ve kterém je 
kvalifikovaný poskytovatel usazen 
4. Hodnotu času, která odpovídá koordinovanému světovému času při 
vatváření kvalifikovaného časového razítka 
5. Data ve elektronické podobě, pro která bylo kvalifikované časové razítko 
vydáno 
6. Elektronickou značku kvalifikovaného poskytovatele certifikačních služeb, 
který kvalifikované časové razítko vydal 
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3.3.2.1 Princip funkce časového razítka 
Z dokumentu (elektronické zprávy) se vytvoří kontrolní hash, který je 
prostřednictvím sítě Internet zaslán poskytovateli certifikačních služeb. Ten doplní 
zaslaný hash o přesnou3 časovou značku a následně celý tento řetězec podepíše 
svým privátním klíčem autority časové značky. Celý tento podepsaný řetězec pak 
zašle žadateli zpět, který jej přidá k danému dokumentu. Tento proces je prováděn 
online. 
 
Obrázek 5 – Princip funkce časového razítka – Zdroj: (12) 
 
3.3.3 Kvalifikovaní poskytovatelé certifikačních služeb v ČR 
Za kvalifikovaného poskytovatele certifikačních služeb se označuje subjekt, který 
získal akreditaci od Ministerstva vnitra ČR. Podmínky, které musí subjekt – 
právnická osoba, splnit, upravuje již dříve zmiňovaný zákon č. 227/2000 Sb., o 
elektronickém podpisu. Seznam všech akreditovaných poskytovatelů certifikačních 
služeb je veřejně dostupný na webových stránkách Ministerstva vnitra ČR. 
                                                 
3 Přesný čas je získáván z tzv. atomových hodin, GPS nebo DCF přijímače 
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V současné době si může zájemce o kvalifikovaný elektronický podpis, či 
kvalifikované časové razítko, požádat u některého z níže uvedených poskytovatelů 
(13). 
3.3.3.1 První certifikační autorita 
Patří mezi první subjekt (První certifikační autorita, a.s., déle též I.CA), který 
vyhověl náročným podmínkám pro akreditaci a to již od března roku 2002. 
V současné době nabízí všechny podporované typy služeb.  
 
Vzhledem k neexistenci objektivních a nezávislých statistik o podílech na trhu 
držených jednotlivými certifikačními autoritami, lze vycházet pouze z odhadu, 
který mi poskytlo4 přímo vedení společnosti (Příloha 2). Na základě těchto odhadů 
má I.CA na trhu stále téměř dominantní podíl, tedy přibližně 50% v případě 
kvalifikovaných certifikátů a kolem 75% v případě komerčních certifikátů. 
Jako menší nevýhodu lze vnímat vyšší cenu kvalifikovaných certifikátů, které jsou 
v základu nabízeny za 495Kč s DPH, což je oproti konkurenčnímu poskytovali 
PostSignum více jak 2,5x dražší.  
3.3.3.2 PostSignum 
V poslední třetině roku 2005 přibyla první konkurence, provozovaná Českou 
poštou, s. p. Jako nezanedbatelnou výhodu můžeme v tomto případě jmenovat 
zejména vysokou dostupnost kontaktních míst, kterých v současné době mají 
zákazníci k dispozici více jak 930 po celé zemi.  
Druhou výraznou výhodou je nízká cena za vydání certifikátu oproti konkurenci, 
kdy základní kvalifikovaný certifikát je poskytován za cenu 190Kč s DPH. Tento 
                                                 
4 Vzhledem k faktu, že I.CA byla jediná společnost, která v dané lhůtě dodala potřebné údaje, 
nelze je žádným způsobem konfrontovat s údaji konkurence. 
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cenový směr tak zcela naplňuje vizi tehdejšího5 Ministerstva informatiky, kdy 
ministryně Dana Bérová prohlásila: „Díky tomu si jej bude moci dovolit mnohem 
více lidí, podnikatelů a firem, kterým se jeho pořízení z důvodu současné vysoké 
ceny zatím nevyplatilo.“. (14) 
 
3.3.3.3 ACAeID 
Ve stejném období, jako konkurenční PostSignum, vznikla certifikační autorita 
ACAeID. Provozuje ji společnost eIdentity a.s., která vznikla v roce 2004 a řadí se 
tak, co se historie týče, mezi nejmladší poskytovatele z uvedené trojice.  
 
Jako jediná certifikační autorita z dané trojice, neposkytuje v době psaní této 
práce, službu kvalifikovaného časového razítka, což může být pro některé podniky 
omezujícím faktorem. 
3.4 Portál veřejné správy (PVS) 
Portál veřejné správy vznikl v roce 2004 na základě zákona č. 365/2000 Sb., o 
informačních systémech veřejné správy. Poslání portálu je celkem jasně 
definováno v rámci informací, které poskytuje Ministerstvo vnitra ČR. „Hlavním 
smyslem portálu je usnadnit občanům a firmám orientaci (informační část) a 
komunikaci (transakční část) s úřady veřejné správy.“. (15) Dále jej lze definovat 
jako systém, který má za úkol integrovat a zpřístupňovat zveřejňované a veřejně 
přístupné informace veřejné správy a to včetně možné komunikace s úřady. 
                                                 
5 Ministerstvo informatiky vzniklo v roce 2003 a zaniklo v roce 2007, kdy jeho kompetence 
převzalo Ministerstvo vnitra ČR. 
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Samotný informační portál je dostupný na adrese http://portal.gov.cz 
prostřednictvím libovolného internetového prohlížeče bez dalších speciálních 
požadavků. Rozdělen je na dva souvislé celky, z nichž každý zastupuje jinou 
úlohu. (15) 
1. Informační část – úkolem je poskytovat státem garantované informace. 
Jedná se především o: 
• Adresář úřadů ČR 
• Postupy pro řešení různých životních situací 
• Mapové služby 
• Zákony 
• Obchodní věstník 
• Evidence elektronických podatelen 
• Další doplňkové druhy informací (neziskové organizace, informace 
pro cizince, slovník nejpoužívanějších výrazů ve státní správě aj.) 
 
2. Transakční část – umožňuje zprostředkování komunikace s úřady. 
V současné době jsou připojené tyto instituce: 
• Česká správa sociálního zabezpečení 
• Ministerstvo dopravy ČR 
• Generální ředitelství cel 
• Ministerstvo financí – daňová správa 
• Ministerstvo životního prostředí 
Podstata celého portálu je založena na podávání garantovaných informací, kdy je 
zaručeno, že klient vždy obdrží ověřené a platné informace. Do povědomí 
veřejnosti nejvíce vstoupila služba „Postupy při řešení životních situací“, která je 
v posledních letech hojně využívána i na jednotlivých stránkách krajů a obcí. Pro 
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každého klienta jsou, dle jeho zařazení občan, podnikatel nebo cizinec, definovány 
různé životní situace, kdy se klient postupným upřesňováním svého požadavku 
dostane až k podrobnému popisu, jak tuto vzniklou situaci řešit. 
Transakční část portálu je možné vnímat jako jistý druh datového můstku mezi 
samotným portálem a cílovou institucí. Klient nemusí sám vyhledávat jednotlivé 
aplikace a způsoby komunikace s jednotlivými státními institucemi, ale je mu na 
jednom místě nabídnut souhrnný přehled. Vzhledem k otevřenému a rovněž 
zdokumentovanému způsobu komunikace portálu je možné s výhodou provést 
implementaci komunikace s portálem přímo do podnikového informačního 
systému. Na samotný portál se tak stačí pouze zaregistrovat prostřednictvím 
kvalifikovaného certifikátu případně pomocí uživatelského identifikátoru, kde 
není6 zaručený certifikát potřeba. 
V současné době nenabízí portál prostředky, pro přímé vyplňování formulářů a 
komunikaci, ale je nutné využívat softwarových doplňků třetích stran, které 
komunikují s transportní částí portálu. 
3.5 Czech POINT 
„Cílem projektu Czech POINT je vytvořit garantovanou službu pro komunikaci se 
státem prostřednictvím jednoho universálního místa, kde je možné získat a ověřit 
data z veřejných i neveřejných informačních systémů, úředně ověřit dokumenty a 
listiny, převést písemné dokumenty do elektronické podoby a naopak, získat 
informace o průběhu správních řízení ve vztahu k občanovi a podat podání pro 
zahájení řízení správních orgánů. Jde tedy o maximální využití údajů ve vlastnictví 
státu tak, aby byly minimalizovány požadavky na občany.“. (16) 
Z legislativního hlediska je jeho fungování zakotveno novelou zákona č. 365/2000 
Sb., o informačních systémech veřejné správy, v § 8a a následujících. 
                                                 
6 Platí pouze pro samotnou registraci na portal.gov.cz. Pro konkrétní komunikaci s úřady je 
kvalifikovaný certifikát zapotřebí, pokud není výslovně uvedeno jinak. 
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Počátky projektu Czech Point spadají do roku 2007, kdy bylo v rámci zkušebního 
provozu do systému zapojeno 37 obcí. Krátce na to následovala Česká pošta, která 
na 74 vybraných pracovištích otevřela kontaktní místa. Třetím subjektem, který se 
zúčastnil zkušebního provozu, byla Hospodářská komora České republiky. Ačkoliv 
samotné ostré spuštění systému bylo stanoveno na 1. října 2007, celá síť byla 
naplno zprovozněna až koncem ledna roku 2008. 
Samotný název projektu byl zvolen jako sousloví spojené ze slov „Czech“, což 
v překladu znamená „Český“ a „POINT“, což je zkratka pro „podací ověřovací 
informační národní terminál“. Rovněž bylo šikovně využito podobnosti celého 
názvu s anglickým výrazem „check point“, neboli v překladu „kontrolní 
stanoviště“. (17) 
Z pohledu využití místa rozdělujeme Czech POINT na tři místa: 
1. Kontaktní místo veřejné správy – Poskytuje přístup klientů ke službám  
e-Governmentu prostřednictvím kontaktních míst. 
2. Interní Czech POINT – Určen výhradně pro potřeby orgánů veřejné moci 
k výkonu jejich působnosti. 
3. Czech POINT na internetu – jedná se o asistované místo přístupné 
prostřednictvím internetu pro všechny klienty s aktivní datovou schránkou. 
3.5.1 Poskytované služby 
Jednotlivá kontaktní místa projektu Czech POINT nabízí kompletní portfolio 
služeb. Mezi hlavní služby, které jsou nabízeny, patří univerzální podatelna, 
ověřené výpisy z různých druhů veřejně přístupných databází spravované státem, 
typickým příkladem je Obchodní nebo Živnostenský rejstřík, ale rovněž i výpisy 
z neveřejných registrů, jako je například Rejstřík trestů. K dispozici je rovněž 
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převod dokumentů z listinné podoby do digitální a naopak, úřední ověřování 
podpisů a kopií. Kompletní výpis dostupných služeb je vyjmenován dále (17) : 
• Výpis z Katastru nemovitostí 
• Výpis z Obchodního rejstříku 
• Výpis z Živnostenského rejstříku 
• Výpis z Rejstříku trestů 
• Přijetí podání podle 
živnostenského zákona (§72) 
• Žádost o výpis nebo opis z 
Rejstříku trestů podle zákona č. 
124/2008 Sb. 
• Výpis z bodového hodnocení 
řidiče 
• Vydání ověřeného výstupu ze 
Seznamu kvalifikovaných 
dodavatelů 
• Podání do registru účastníků 
provozu modulu autovraků 
ISOH 
• Výpis z insolvenčního rejstříku 
• Datové schránky 
• Autorizovaná konverze 
dokumentů 
• Centrální úložiště ověřovacích 
doložek 
• Úschovna systému Czech 
POINT 
• Czech POINT@office 
• Czech POINT E-SHOP - výpisy 
poštou 
 
 
Graf 1 – Struktura vydaných výstupů v projektu Czech POINT k 13. 05. 2010 – Zdroj: (18) 
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Z grafu výše, který zobrazuje podíl jednotlivých typů výstupů od spuštění služby, 
lze vyvodit, že největší podíl výstupů zastupují výpisy z Rejstříku trestů, Katastru 
nemovitostí a Obchodního rejstříku. 
3.5.2 Struktura pracovišť 
Síť Czech POINT je postavena na kontaktních místech, které jsou klientům 
k dispozici zejména na určených obecních úřadech, magistrátech, úřadech měst a 
městských částí, krajských úřadech. Do projektu jsou rovněž zapojeny pracoviště 
České pošty, kanceláře notářů, zastupitelství v zahraničí a některé kanceláře 
Hospodářské komory. Celkem je k datu 13. 5. 2010 dostupných 5921 pracovišť. 
(18) 
 
Graf 2 – Struktura pracovišť Czech POINT k 13. 05. 2010 – Zdroj: (18) 
 
Téměř polovina všech výstupů (45,67%) je uskutečněno prostřednictvím poboček 
České pošty, necelých 19% na úřadech statutárních měst, 15% na obecních 
úřadech s rozšířenou působností a 11% na obecních úřadech. Zbývajících 10% se 
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dělí mezi notáře, obecní úřady II. stupně, Hospodářskou komoru a zahraniční 
zastupitelství. 
3.6 Informační systém datových schránek 
Informačním systémem datových schránek, dále jen ISDS, se dle zákona č. 
365/2000 Sb., o informačních systémech veřejné správy, rozumí informační systém 
veřejné správy, jehož úkolem je zajistit bezpečnou a průkaznou elektronickou 
komunikaci mezi orgány veřejné moci na straně jedné a fyzickými či právnickými 
osobami na straně druhé, jakož i mezi orgány veřejné moci navzájem. (19) 
Správcem ISDS je Ministerstvo vnitra ČR a jeho provozovatelem držitel poštovní 
licence, tedy Česká pošta, s. p. 
Mezi hlavní úkoly ISDS v rámci komunikace pomocí datových schránek patří: 
• Zajistí připojení kvalifikovaného časové razítka k datové zprávě 
• Dodá odesílanou datovou zprávu do datové schránky adresáta 
• Vyrozumí adresáta o nově příchozí datové zprávě 
• Oznámí odesilateli, zda byla zpráva úspěšně doručena, popřípadě nemohla 
být doručena z důvodu blokace či neexistence datové schránky 
• O veškerých událostech vede spolehlivou a bezpečnou evidenci 
Veškeré datové zprávy jsou v systému uchovávány po dobu 90-ti dnů, poté jsou 
automaticky smazány. Ze strany vlastníka datové schránky je tedy nutné si 
v případě potřeby zajistit vhodný způsob offline elektronické archivace. 
V případě ISDS jsou kladeny velké nároky na bezpečnost a dostupnost, proto byly 
při samotném návrhu a následně při jeho implementaci, respektovány standardy 
dané normou ISO/IEC řady 27001:2006 – Systémy řízení bezpečnosti informací 
ISMS. 
3.6.1 Datová schránka 
Datovou schránku lze definovat jako elektronické úložiště, které je vyhrazeno pro 
orgán veřejné moci, právnickou osobu nebo pro podnikající či nepodnikající 
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fyzickou osobu. Datová schránka, někdy též zkráceně označována DS, je součástí 
ISDS. 
Slouží pro komunikaci mezi subjekty v rámci veřejné správy. Prostřednictvím 
datových schránek může fyzická či právnická osoba činit elektronická podání 
jakémukoliv úřadu. Orgány státní moci mohou taktéž doručovat fyzickým či 
právnickým osobám, ale i jiným státním orgánům, písemnosti. Tato komunikace 
není žádným způsobem zpoplatněna. Veškeré takto činěné úkony jsou 
z legislativního pohledu zcela rovnocenné s písemnou formou. 
Rozdělujeme celkem čtyři druhy datových schránek dle druhu subjektu, jemuž 
datová schránka náleží. (20) 
1. Nepodnikající fyzická osoba 
Každý občan má nárok na datovou schránku, která mu bude zřízena do třech 
pracovních dnů od podání žádosti. Žádost o zřízení DS, musí obsahovat: 
• jméno a příjmení žadatele 
• rodné příjmení 
• datum a místo narození 
• státní občanství 
 
2. Podnikající fyzická osoba (živnostník) 
Každá podnikající fyzická osoba, včetně advokátů, daňových poradců a 
insolvenčních správců má nárok na jednu datovou schránku, která je zřízena 
na základě žádosti, v případě živnostníků do třech pracovních dnů, jinak 
bezodkladně. Žádost je obsahově téměř shodná s žádostí pro 
„nepodnikatele“, navíc je doplněna o tyto údaje: 
• Identifikační číslo ekonomického subjektu (IČ), pokud bylo 
přiděleno 
• Místo, popřípadě sídlo, podnikání 
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3. Právnická osoba 
Všechny právnické osoby evidované v Obchodním rejstříku, mají nárok na 
jednu datovou schránku. Tato datová schránka je zřízena automaticky a od 
1. 1. 2009 byly všechny schránky automaticky aktivovány. V opačném 
případě může právnická osoba požádat o její zřízení. Nutné náležitosti 
žádosti v tomto případě jsou: 
• Název nebo obchodní firma 
• Identifikační číslo ekonomického subjektu, popřípadě jiný obdobný 
údaj, byl-li přidělen 
• Adresa sídla 
• Jméno, příjmení, datum narození a adresa oprávněné osoby, 
popřípadě oprávněných osob 
• Stát, ve kterém je právnická osoba registrována nebo evidována 
 
4. Orgán veřejné moci 
Všem orgánům veřejné moci je zřizována automaticky jedna datová 
schránka. V případě potřeby může orgán požádat o zřízení dalších datových 
schránek, které jsou zřizovány zejména pro potřeby vnitřních organizačních 
jednotek. Žádost o zřízení dodatečné datové schránky musí obsahovat: 
• Název orgánu veřejné moci včetně uvedení organizační jednotky 
• Identifikační číslo ekonomického subjektu, pokud bylo přiděleno 
• Adresa 
• Jméno, příjmení, datum narození a adresa oprávněné osoby, 
popřípadě oprávněných osob 
Ve všech případech je datová schránka zřízena bezplatně a bezodkladně, pokud 
není uvedeno jinak. V případě, že datová schránka není na základě platné 
legislativy zřízena automaticky, může subjekt požádat o její zřízení 
prostřednictvím žádosti, kterou je možné podat následujícími způsoby. 
• Písemnou žádostí doručenou osobně či poštou na Ministerstvo vnitra 
a opatřenou úředně ověřeným podpisem  
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• Elektronickou žádostí doručenou na podatelnu Ministerstva vnitra a 
opatřenou zaručeným elektronickým podpisem 
• Na kontaktním místě Czech POINT  
3.6.2 Datová zpráva 
Za datovou zprávu lze z legislativního hlediska označit dokument, který byl 
prostřednictvím datové schránky přijatý od orgánu veřejné moci nebo dokument, 
určený k zaslání do datové schránky orgánu veřejné moci. 
Z technického hlediska je datová zpráva složená z pomyslné obálky a samotného 
obsahu. Obsahem může být jedna nebo více příloh v podporovaném elektronickém 
formátu. Stejně jako v běžné písemné korespondenci, jsou údaje obálky (odesilatel, 
příjemce, datum odeslání atd.) přístupné v rámci ISDS. Samotný obsah je pak 
šifrován a přečíst jej může pouze odesilatel, respektive příjemce. Maximální 
velikost datové zprávy je omezena na 10MB a je možné ji zaslat najednou až 50-ti 
různým příjemcům. (19) 
3.6.3 Poštovní datová zpráva 
S platností od 1. 1. 2010 je umožněna, prostřednictvím poštovní datové zprávy, 
omezená komunikace rovněž mezi právnickými osobami, živnostníky a fyzickými 
osobami navzájem. V současné době je možné zasílat výhradně faktury či jiné 
podobné výzvy k úhradě. Od 1. 7. 2010 bude uvedené omezení zrušeno a bude 
možné zasílat poštovní datové zprávy s libovolným obsahem – ve formátech 
povolených vyhláškou. Pro využívání této placené služby je nutné se registrovat u 
České pošty, s. p. 
3.6.4 Metody přístupu do ISDS 
Pro práci s datovou schránkou je v současné době možné využít čtyři různé 
způsoby přístupu. (21) O určení nejvhodnějšího způsobu je nutné rozhodnout 
zejména s ohledem na kladené nároky na systém, druh subjektu a objem 
přijímaných, respektive odesílaných datových zpráv. 
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1. Jednoduchý webový klient 
Jedná se o základní metodu přímého přístupu uživatele k ISDS. Využívá 
běžného internetového prohlížeče a nabízí zákonem stanovenou 
funkcionalitu. Prostřednictvím tohoto rozhraní je možné číst obsah přijatých 
datových zpráv, odesílat datové zprávy včetně příloh a přistupovat 
k adresáři subjektů. Svou povahou je tato metoda určena pro nenáročné 
uživatele, kteří potřebují číst přijaté datové zprávy a občas DS odeslat. 
 
2. Czech POINT@home 
Jedná se o prostředí, které umožňuje uživatelům (občanům, živnostníkům a 
právnickým osobám) sestavit podání k orgánům veřejné moci. Uživatel si 
vybere z nabídky odpovídající formulář životní situaci, který pak přímo 
adresuje dotčené instituci. Hlavním úkolem tohoto systému je zvýšení 
komfortu při obsluze datové schránky. 
 
3. Czech POINT@office 
Prostředí určené pro uživatele – výhradně úředníky – které přináší 
alternativní možnost obsluhy datové schránky. Komfort obsluhy je vyšší, 
než v případě jednoduchého webového klienta, ale zároveň nedosahuje 
komfortu integrované spisové služby (aplikace třetích stran). 
 
4. Aplikace třetích stran 
V případě vysokých nároků na obsluhu datových schránek je vhodné využít 
aplikací třetích stran. Jedná se zejména o různé druhy elektronických 
spisových služeb, systémy na správu dokumentů apd. Tyto aplikace, bez 
ohledu na dodavatele, využívají jednotný formát výměny písemností a 
komunikují prostřednictvím webové služby přímo s ISDS, který zajišťuje 
samotný transport datových zpráv mezi uživateli. 
3.7 Specializované informační systémy 
Téměř každá ze státních institucí disponuje vlastním systémem pro elektronické 
zpracování písemností a vývoj těchto systému mají ve vlastní režii. 
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3.7.1 Aplikace EPO 
Aplikace Elektronických podání, zkráceně EPO, je provozována Českou daňovou 
správou, která přímo spadá pod Ministerstvo financí ČR a to již od roku 2003. 
Jedná se tak o jednu z prvních praktických ukázek elektronizace státní správy 
v praxi. 
Hlavním úkolem aplikace EPO je umožnit veřejnosti podávat daňová přiznání a 
jiné písemnosti v elektronické podobě a to jak přímo přes webové rozhraní, tak 
strojově prostřednictvím firemního informačního systému. V současné době je 
možné elektronicky podat následující dokumenty a formuláře7: 
• Daň z nemovitosti 
• Daň z přidané hodnoty 
• Souhrnné hlášení VIES 
• Daň silniční 
• Daň z příjmů fyzických osob 
• Daň z příjmů právnických osob 
• Oznámení podle § 34 zákona 
č.337/1992 Sb. 
• Hlášení platebního 
zprostředkovatele 
• Vyúčtování daně z příjmů 
fyzických osob 
• Daň vybíraná srážkou 
• Žádost o zřízení/zrušení DIS 
• Přihlášení ke službám daňového 
portálu 
• Obecná písemnost určená pro 
FÚ, FŘ nebo MF 
• Obecná písemnost určená pro 
podání státních orgánů a bank 
• Žádost o přidělení přístupu do 
Aplikace pro vrácení DPH 
plátcům v jiných členských 
státech 
• Žádost o vrácení DPH do jiných 
zemí EU 
• Žádost o vrácení DPH z jiných 
zemí EU 
 
 
Ve všech případech nabízí aplikace kromě samotných možností odeslání 
dokumentu i jeho vyplnění prostřednictvím webového formuláře, kdy jsou navíc 
                                                 
7 Seznam převzat z webu Ministerstva vnitra ČR 
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veškerá zadaná data kontrolována. V případě chyby je pak uživatel ihned 
upozorněn na tyto nedostatky a může tak vzniklou chybu ihned opravit. 
Samotná aplikace je přístupná prostřednictvím libovolného internetového 
prohlížeče na adrese http://eds.mfcr.cz. V současné době se přechází kompletně na 
novější verzi aplikace EPO2, která minimalizuje technické nároky ze strany 
uživatele a zpřístupňuje ji tak širšímu spektru veřejnosti. Míru využívání této 
aplikace ilustruje následující graf (Graf 3). 
 
Graf 3 – Počty všech podání prostřednictvím aplikace EPO8  
 
Zkratka ZAREP označuje elektronicky podané dokumenty opatřené zaručeným 
elektronickým podpisem. Ostatní označuje dokumenty, které byly elektronicky 
podány avšak bez zaručeného elektronického podpisu. 
                                                 
8 Graf byl sestaven na základě statistických údajů zveřejňovaných pravidelně na webu 
Ministerstva vnitra ČR. Data jsou počítány k 31.12.2009. (Příloha 5) 
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Graf na předchozí straně (Graf 3) ukazuje vývoj, postupný nárůst, počtu podání za 
léta 2003 až 2009. Data za aktuální rok (2010) nejsou ze samozřejmých důvodů 
dostupná kompletně, proto není tento rok v grafu uveden. Za první tři měsíce roku 
2010 bylo však podáno již téměř 115 tisíc podání, je tedy velmi pravděpodobné, že 
do konce roku bude pokořena hranice 300 tisíc podání. Stoupající tendence je 
zapříčiněna zejména z důvodů: 
a. Rostoucího počtu dokumentů, které lze prostřednictvím aplikace EPO 
podávat online 
b. Zvyšujícího se povědomí o možnostech elektronického podání dokumentů 
mezi zákazníky (občané a podnikatelské subjekty) 
Aplikace EPO disponuje oproti jiným podobným systémům státní správy i dalšími 
výhodami. Mezi hlavní se řadí široké spektrum možností finálního odeslání 
samotného dokumentu. 
1. Dokument bude podepsán zaručeným elektronickým podpisem 
Uživatel vyplní příslušný dokument na webu, případně načte data 
z předpřipraveného souboru. Následně tento dokument podepíše svým 
zaručeným elektronickým podpisem a elektronicky jej odešle. 
 
2. Dokument nebude podepsán zaručeným elektronickým podpisem 
V tomto scénáři opět uživatel vyplní formulář příslušného dokumentu, 
případně načte data z předpřipraveného souboru. Jelikož uživatel 
nedisponuje zaručeným elektronickým podpisem, bude mu dovoleno 
dokument elektronicky odeslat, ale zároveň musí být splněna podmínka 
dodatečné autorizace. Tu lze provést následovně: 
a. Pokud to daný konkrétní dokument umožňuje, typickým příkladem 
jsou daňové formuláře, pak okamžitým uhrazením vlastní daňové 
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povinnosti9 se bere daný dokument za autorizovaný a není třeba jej 
žádnými dalšími prostředky potvrzovat. 
b. Pokud z nějakého důvodu nelze aplikovat předchozí bod, musí 
uživatel v aplikaci EPO vytisknout potvrzení o elektronickém 
odeslání, podepsat vlastnoručním podpisem a následně zaslat 
příslušné instituci do lhůty třech pracovních dnů. 
 
3. Dokument bude odeslán alternativní metodou 
V tomto případě se aplikace EPO využije pouze k vyplnění příslušného 
formuláře, případně jeho kontroly. Následně je možné tento formulář: 
a. Uložit vyplněný formulář pomocí aplikace EPO do XML formátu a 
takto zformovaný soubor následně odeslat prostřednictvím Datové 
schránky (Kapitola 3.6.1). 
b. Vytisknout v kompletním znění a odeslat jej poštou, případně zanést 
osobně na podatelnu příslušné instituce. 
Na základě výše uvedených bodů je zřejmé, že aplikace EPO lze použít i v případě, 
že podnikatelský subjekt nedisponuje zaručeným elektronickým podpisem, což je 
možné považovat za určitou výhodu. Zmiňovaná aplikace je tak vhodná i pro 
uživatele, kteří chtějí mít strojově vyplněné formuláře a uložené v elektronické 
podobě, přitom však stále upřednostňují běžnou formu komunikace s úřady. 
Prostřednictvím aplikace EPO je rovněž možné, pod podmínkou vlastnictví 
zaručeného elektronického podpisu, nahlížet do skutečností, které o daném 
subjektu eviduje daný finanční úřad, jako jsou například nedoplatky na daních, 
informace o odeslaných písemnostech aj. 
3.7.2 Aplikace e-Podání 
Jedná se o obdobnou aplikaci, jako je výše zmiňovaná aplikace EPO. V tomto 
případě je však provozována Českou správou sociálního zabezpečení, dále jen 
                                                 
9 Z popis vyplývá, že tento princip potvrzení nelze uplatnit v případě, že je vlastní daňová 
povinnost nulová, či pokud vznikl ze strany poplatníka přeplatek. 
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ČSSZ, a slouží výhradně pro elektronické podání dokumentů, pro tuto instituci 
určených. V provozu je tato služba od roku 2004. 
V současné době je elektronicky umožněno podávat následující dokumenty. 
• Evidenční listy důchodového pojištění 
• Potvrzení o studiu či o jiné přípravě 
• Oznámení do nástupu do zaměstnání 
• Přehledy o příjmech a výdajích osob samostatně výdělečně činných (OSVČ) 
• Přehled o výši pojistného 
Samotné elektronické doručení daných písemností je možné třemi způsoby a na 
rozdíl od aplikace EPO není elektronické podání v tomto případě natolik 
přímočaré. 
1. Prostřednictvím Portálu veřejné správy (PVS) 
Slouží jako „zastřešující“ systém, kdy dokumenty v předepsaném formátu a 
podepsané zaručeným elektronickým podpisem, je možné zaslat přes 
webovou službu (SW třetích stran). Dokument bude následně doručen do 
systému ČSSZ. 
 
2. Odesláním emailové zprávy na elektronickou podatelnu 
Každé z celkem 92 pracovišť ČSSZ disponuje elektronickou podatelnou, 
což je de facto emailová adresa, na kterou je možné písemnosti zasílat. 
Přijímány jsou výhradně zprávy podepsané zaručeným elektronickým 
podpisem. 
 
3. Osobním doručení dokumentů na elektronickém médiu 
Podle informací na webových stránkách ČSSZ jsou akceptovány diskety a 
CD nebo DVD média. Soubory musejí být v kompatibilním formátu a 
musejí být podepsány zaručeným elektronickým podpisem. 
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V některých specifických případech, jako je například zasílání Evidenčních listů, 
je situace mírně zkomplikovaná. Tyto dokumenty totiž nelze podávat elektronicky 
bez předchozí registrace na dané pobočce ČSSZ. Samotná registrace obnáší 
následující kroky. 
1. Vyplnit tiskopis ČSSZ „Oznámení o pověření k zajištění všech úkonů 
souvisejících s předkládáním evidenčních listů důchodového pojištění“. 
2. Vytvořit žádost o podpisový klíč ČSSZ10, respektive připravit veřejnou část 
kvalifikovaného certifikátu. 
3. Osobně navštívit příslušnou OSSZ, kam žadatel přinese Oznámení o 
pověření, veřejnou část svého kvalifikovaného certifikátu a občanský 
průkaz, případně pas. 
4. Zaregistrovat se na PVS 
Tyto kroky je nutné absolvovat zejména z důvodu případných právních důsledků 
těchto dokumentů. Navíc jsou veškerá data při komunikaci šifrovaná. 
I v případě systému e-Podání je formát datových souborů, do kterých jsou 
vyplněné formuláře konvertovány, přesně stanoven a specifikace jsou veřejně 
dostupné na webových stránkách ČSSZ. Patřičné formuláře si musí každý klient 
zajistit svými prostředky a to buď využitím specializovaného jednoúčelového 
programu (např. 602XML Filler), nebo přímou implementací do podnikového 
informačního systému. Každá datová zpráva je odesilateli obratem potvrzena, 
případně zamítnuta. 
602XML Filler – jedná se o softwarový produkt společnosti Software602 a.s. 
Umožňuje elektronické vyplňování formulářů s okamžitou kontrolou zadávaných 
údajů. Tento nástroj je relativně často používán právě ve veřejném sektoru a do 
podvědomí veřejnosti se dostal zejména díky jeho nutné přítomnosti na počítačích 
v případě, že chce uživatel využívat systému ČSSZ, Datové schránky a další. 
                                                 
10 Podpisový klíč ČSSZ byl alternativou ke kvalifikovanému certifikátu a byl vydáván do 1.2.2006 
s platností 3 roky. Aktuálně se již nepoužívá. 
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3.7.3 eJustice – ePodatelna 
ePodatelna je pouze dílčí částí projektu nazvaného eJustice, který má za úkol 
prostřednictvím elektronických prostředků zajistit přístup ke spravedlnosti v rámci 
celé Evropské unie. Celý projekt je veden v duchu vize „Rychlejší, levnější a 
přívětivější soudnictví“, kterou propaguje Ministerstvo spravedlnosti. Dělí se na 
několik části, z nichž každá zahrnuje jiné typy informací. 
 
Obrázek 6 – Jednotlivé součástí projektu eJustice11  
 
Vzhledem k zaměření této práce je pro nás nejvíce zajímavý systém nazvaný 
ePodatelna. Jedná se o vůbec první součást eJustice, která byla spuštěna již v říjnu 
roku 2007. Zaměřuje se na komunikaci klientů se soudními institucemi. Umožňuje 
vyřídit následující agendy. 
1. Podání občanskoprávní, obchodní či správní žaloby 
2. Záležitosti týkající se nezletilých osob 
3. Výkon rozhodnutí, například exekuce 
4. Obchodní rejstřík 
5. Elektronický platební rozkaz 
6. Jiné podání 
                                                 
11 Převzato z http://obcanskyzakonik.justice.cz/ejustice/ 
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Dále je možné podávat žádosti týkající se správy soudy, tedy žádosti o poskytnutí 
informací týkajících se správy soudu, stížnosti týkající se práce soudů, osob a 
samozřejmě i jiné, blíže nespecifikované, žádosti. 
Pro komunikaci prostřednictvím ePodatelny je rovněž nutné disponovat 
kvalifikovaným certifikátem, aby bylo možné žádost elektronicky podepsat. 
V případě Elektronického platebního rozkazu či záležitosti týkající se Obchodního 
rejstříku je nutné mít na počítači nainstalovaný software 602XML Filler. 
V případě, že se klient nerozhodne využít předpřipravených formulářů na 
webových stránkách, je rovněž možné dokumenty zasílat prostřednictvím emailu 
(opět musí být podepsána zaručeným elektronickým podpisem) či donést osobně 
na akceptovaném datovém nosiči. Soubory nesmějí být šifrované, mohou být 
archivované ve formátu RAR nebo ZIP. 
3.8 M-government 
V posledních několika letech dochází téměř na celém světě k rozvoji elektronizace 
státní správy, v různém tempu ovlivněném zejména hospodářským rozvojem dané 
země. Nutno říci, že v mnoha případech se primárně sází na komunikaci 
prostřednictvím osobních počítačů a internetu. Tyto prostředky komunikace však 
nemusí být vždy klientům dostupné. (22) 
 
Graf 4 – Vývoj počtu uživatelů mobilních telefonů a internetu ve světě  
Zdroj: vlastní, data převzata z (23) 
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Podle grafu (Graf 4) je zřejmé, že počet uživatelů internetu je s porovnáním 
s uživateli mobilních zařízení výrazně nižší a nižší je i tempo růstu počtu těchto 
uživatelů. Mimo jiné z tohoto důvodu vznikl m-government, jako součást  
e-governmentu, který má za úkol zajistit efektivní komunikaci s klienty v poslední 
míli. Prostřednictvím mobilních zařízení lze velmi efektivně, například pomocí 
(SMS, MMS), řešit šíření informací. 
Mobilní komunikace se státní správou, především pak využíváním SMS a MMS 
zpráv, je v České republice prozatím spíše okrajovou záležitostí. Lokálně některé 
státní instituce, například Správa sociálního zabezpečení v Děčíně, informují své 
klienty především o různých povinnostech. (24) Nicméně tato komunikace je 
prozatím pouze jednosměrná. 
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4 Analýza problému 
V této kapitole bude provedena analýza aktuální situace v oblasti e-governmentu 
v podnikatelském sektoru, která vychází z teoretických poznatků (Kapitola 3). 
Potřebná data pro tuto analýzu byla získána z veřejného průzkumu mezi 
podnikatelskými subjekty, v rámci otevřené diskuze prostřednictvím emailové 
komunikace s vybranými respondenty, rozpravy v rámci odborných internetových 
diskuzí a rovněž z mých osobních zkušeností, které jsem nabyl za posledních 7 let, 
jakožto podnikající fyzická osoba. 
Vzhledem k faktu, že komunikace se státní správou je pro všechny podnikatelské 
subjekty společná a liší se pouze v dílčích záležitostech, zejména na základě 
velikosti subjektu a oboru jeho podnikání, není tato analýza založena na konkrétní 
firmě, ale vychází hlavně z obecné situace v podnikatelském sektoru v Česku. 
4.1 Podnikatelská struktura v ČR 
V České republice bylo ke konci roku 2009 evidováno celkem 955 700 samostatně 
výdělečných osob (25) a 343 718 právnických subjektů (26), jejichž největší podíl 
představují společnosti s ručením omezeným, dále akciové společnosti, veřejně 
obchodní a komanditní společnosti a družstva. Omezíme-li se pouze na právnické 
osoby, pak největší část tvoří malé a střední podniky, konkrétně 99,8%. Svou 
podnikatelskou aktivitou se podílí téměř celou třetinou na HDP a zaměstnávají 
více jak 60% ekonomicky aktivních osob. (27) Z těchto čísel plyne důležité zjištění 
– drobné, malé a střední podniky mají pro českou ekonomiku strategický význam. 
Česko patří mezi země Evropy, kde velmi výraznou úlohu plní průmyslová výroba. 
Zatímco ve státech západní Evropy je více jak 70% občanů zaměstnáno 
v terciárním sektoru, u nás je to pouze něco málo přes 40%. Nadpoloviční většina 
obyvatel pracuje tedy právě v průmyslu. Z pohledu podnikatelského zaměření 
firem je však situace mírně odlišná, neboť, stejně jako v případě vyspělých 
západních ekonomik, Česko neustále zvyšuje podíl služeb na celkovém HDP a 
v současné době je již tento podíl nadpoloviční. Tento trend posledních let, mají na 
svědomí právě živnostníci, drobné a malé firmy, které ve většině operují právě ve 
službách. Je to zapříčiněno hlavně nižší finanční náročnosti na investice a velmi 
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často znatelně menším množstvím vázaných peněžních prostředků, než 
v průmyslovém sektoru. Zemědělství, ač má jistě také svůj důležitý význam, není 
z tohoto globálního pohledu pro ČR příliš významné, proto jej zde podrobněji 
nezmiňuji. 
4.2 Zhodnocení současné situace 
Jak již bylo řečeno, komunikaci podnikatelských subjektů s orgány státní moci, lze 
označit za společného jmenovatele prakticky ve všech případech. Pro podniky, ale 
i pro zemi samotnou, hraje velmi důležitou roli.  
Přebujelost byrokracie u nás je již po dlouhou dobu kritizována doslova ze všech 
stran a to jak z tuzemska, tak ze zahraničí. Doplácí na ni nejen běžní občané, ale 
zejména drobní živnostníci a firmy. Pro podnikatelské subjekty tato vizitka působí 
neblahým dojmem, který je nutí velice vážně uvažovat nad tím, jak se této 
zbytečné zátěže zbavit. V případě velkých firem je na místě úvaha, zda není lepší 
část, nebo dokonce celou firmu, přesunout do jiné země, kde je administrativní 
zátěž menší. Toto kritérium se tak stává po velikosti daňové zátěže, výrobních či 
jiných nákladech, jedno z nejdůležitějších. V případě drobných a malých firem je 
situace podstatně složitější, neboť se jejich aktivity soustředí převážně na určitý 
region a případný odchod do jiného státu tak nepřipadá v úvahu. Hledají tedy, 
stejně jako živnostníci, způsoby, jak si administrativní zátěž co nejvíce usnadnit, 
což může narážet na povinnosti, které jsou ukládány zákonem. Jejich neplnění tak 
může následně vytvářet podnikatelům a firmám nemalé konflikty s platnou 
legislativou. 
V některých případech dochází k situaci, že je na podnikatelské subjekty ze strany 
administrativy vynakládán takový tlak na plnění povinností, že se rozhodnou svou 
podnikatelskou činnost zcela ukončit. Zejména je-li tato administrativní zátěž 
podpořena vysokým daňovým zatížením, nepříznivou legislativou a dalšími 
kritérii, vůči kterým jsou sensitivnější hlavně menší subjekty. Velké firmy jsou 
v tomto případě odolnější, zejména díky větším finančním a personálním 
možnostem. 
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Podíváme-li se na celou věc z pohledu běžného občana, který uvažuje o startu 
podnikání, jsou tyto hrozby ještě mnohem významnějši. Nerozhoduje se totiž jen 
ve smyslu, zda začít podnikat nebo ne, ale na protivážné misce je ve většině 
případů přítomné dilema, zda opustit svoje stávající pracovní místo jako 
zaměstnanec. Přece jenom jistota práce je pro mnoho občanů velmi silným 
argumentem a životní hodnotou, a velmi těžce se jí vzdávají. 
Stát si samozřejmě veškerá tato rizika uvědomuje a bez ohledu na aktuální 
politickou situaci se snaží občanům, živnostníkům i firmám v tomto ohledu 
ulehčit. Ostatně jeho motivace je relativně silná. Odstraněním každé možné bariery 
získává stát hodnoty ve smyslu nízké nezaměstnanosti, zvyšování ekonomické 
výkonnosti a s tím souvisejícího hospodářského růstu. Česká republika proto 
následuje celosvětový trend a zavádí do státní správy prvky e-governmentu, který 
by měl velkou měrou napomoci ke snížení byrokratické zátěže na podniky. 
4.2.1 Vnímání e-governmentu ze strany podnikatelů a firem 
Pro konkrétní zhodnocení vnímání e-governmentu mezi podnikatelskými subjekty 
v České republice byly použity následující metody: 
• Průzkum prostřednictvím dotazníku 
• Otevřené dotazy položené vybraným firmám 
• Diskuze v odborných komunitních skupinách 
4.2.1.1 Průzkum prostřednictvím dotazníku 
Průzkum byl proveden prostřednictvím dotazníků, který bylo možné v období  
od 15. 4. do 15. 5. 2010 vyplnit v elektronické formě na internetu. Dotazník byl 
zaměřen výhradně na podnikatelské subjekty, respektive byl určen pro 
zaměstnance daných firem, kteří pracují na dostatečně významné pozici, aby mohli 
zodpovědně dotazník vyplnit. V praxi se tedy jedná o vedoucí účetní, manažery a 
jednatele, eventuálně vlastníky firem. 
Vzhledem k faktu, že podnikatelské subjekty nepatří mezi typy respondentů, kteří 
by aktivně podobné průzkumy vyhledávali, musel jsem přistoupit k jejich přímému 
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oslovení prostřednictvím emailu. Na základě stanovených kritérií bylo z veřejně 
dostupných zdrojů osloveno celkem 150 podnikatelů a firem. V případě, že byly 
dostupné přímé kontakty na odpovědné osoby, byla žádost o vyplnění dotazníku 
adresována převážně právě jim. Tímto postupem jsem chtěl docílit vyšší 
návratnosti vyplněných dotazníků. Při volbě struktury oslovených potencionálních 
respondentů byl kladen důraz zejména na: 
• Rovnoměrné zastoupení různých právních forem podnikání 
• Rovnoměrné zastoupení subjektů dle sektoru jejich podnikatelské činnosti 
• Rovnoměrné zastoupení dle místa sídla subjektu 
Z celkového počtu 150-ti oslovených podnikatelských subjektů jich úplně vyplnilo 
dotazník celkem 59, což ukazuje na přibližně 40% návratnost. Vzhledem ke 
zvolené formě průzkumu – oslovení prostřednictvím elektronické pošty – byla 
míra návratnosti relativně dobrá. Díky způsobu, jakým byl statistický vzorek 
vybrán a vzhledem k neveřejné povaze dotazníku, lze považovat vypovídací 
hodnotu průzkumu pro dané účely za dostačující. 
Dotazník se skládal z celkem 18 dotazů, z nichž některé byly podmíněné jistou 
odpovědí v předchozím dotazu. První část měla za úkol zjistit základní povědomí 
subjektů o obsahu e-governmentu, jeho významu a rovněž byly kladeny dotazy na 
jisté klíčové prvky elektronizace státní správy u nás, například zda slyšeli pojem 
datová schránka apod. Další část dotazníku byla věnována převážně k zjištění 
postoje, jaký podnikatelé a firmy k elektronizaci státní správy mají, jaké metody 
komunikace aktivně používají a rovněž se kterými orgány státní moci komunikují 
nejčastěji. Závěrečná část byla orientována na zjištění základních údajů o subjektu, 
jako jsou právní forma, velikost, typ sektoru ve kterém se pohybují a další. 
Kompletní dotazník včetně přesných dotazů je uveden v příloze. (Příloha 1) 
Po vyhodnocení výsledků průzkumu jsem došel k několika souvislostem, které lze 
považovat pro účely této práce za přínosné. 
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Graf 5 – Dotaz: Setkal(a) jste se již s pojmem e-government? – Zdroj: vlastní 
 
 
Graf 6 – Dotaz: Využíváte prostředků el. komunikace při jednání se státními orgány? – Zdroj: vlastní 
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Hned v první části dotazu nastal mezi respondenty rozpor. Ačkoliv 38% 
dotázaných se nikdy nesetkalo, nebo si nepamatuje, s e-governmentem, přesto 
celých 81% přiznává, že využívají elektronické komunikace s orgány státní správy 
a to především prostřednictvím datových schránek nebo elektronické pošty. 
Z těchto výsledků si můžeme vyvodit, že podnikatelské subjekty si téměř v pětině 
případů nespojují pojem e-government s elektronickou komunikací, ačkoliv ji 
reálně používají.  
V dalším dotazu, kde byl zjišťován subjektivní názor dotázaných na podporu 
elektronické komunikace ze strany státu, ji přibližně ve čtvrtině případů hodnotili 
jako výbornou až chvalitebnou. Ve 40% případů ji označili za dobrou, v 17% za 
dostatečnou a jen 12% respondentů ji označilo za nedostatečnou. 
Další dotaz nám ukázal opět jistou zajímavost. Ačkoliv v 80% případů komunikují 
subjekty s orgány pomocí elektronické pošty, pouze 35% z nich aktivně používá 
zaručený elektronický podpis, což naznačuje, že tento komunikační kanál není ve 
většině případů chápan jako rovnocenný s listinnou formou nebo datovou 
schránkou. 
 
Graf 7 – Dotaz: Používáte aktivně elektronický podpis? – Zdroj: vlastní 
64%
36%
ne ano
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Jen pro zajímavost uvádím, že více jak 60% subjektů využívajících aktivně 
elektronický podpis, jej má od poskytovatele PostSignum, zatímco o I.CA se jedná 
jen v třetině případů. 
 
Graf 8 – Dotaz: Slyšel(a) jste někdy pojem "Datová schránka"? – Zdroj: vlastní 
 
Údaje o informovanosti podnikatelských subjektů o datových schránkách v tomto 
průzkumu příliš nepřekvapily. Vzhledem k současné právní úpravě, kdy každá 
právnická osoba musí mít svou vlastní datovou schránku, a proběhlé informační 
kampani, je zjištěný výsledek odpovídající. Navíc v druhém dotazu se téměř 95% 
respondentů přiznalo, že datovou schránku má přidělenou, pouze však 78% z nich 
ji někdy použilo. Z těchto čísel lze vyvodit, že existuje stále velká část subjektů, 
které datovou schránku jako prostředek komunikace odmítají a vlastní ji jen z toho 
důvodu, že jim byla povinně přidělena. 
Tuto domněnku podporuje rovněž rozložení odpovědí na další dotaz, který 
zjišťoval postoj firem k datovým schránkám. Téměř třicet procent z nich zaujímá 
spíše až velmi negativní stanovisko, 28% neutrální stanovisko, 35% spíše pozitivní 
a pouze 7% dotázaných považuje datové schránky za velmi pozitivní. 
96%
2%2%
ano ne nevím
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Dotazy v poslední části dotazníku měly za úkol zjistit profil subjektů, které 
dotazník ve výsledku vyplňovaly. Téměř v polovině případů se jednalo o 
společnosti s ručením omezeným, v 17% akciové společnosti, v 27% případů 
OSVČ a zbývajících 8% jiné právní formy. 
 
Graf 9 – Dotaz: Jaká je právní forma vašeho podnikání? – Zdroj: vlastní 
 
V 53% případů se jednalo o drobné firmy s méně jak 10 zaměstnanci, druhá 
nejvíce zastoupená skupina byly firmy s 51-250 zaměstnanci (20%). Třetí místo 
obsadily malé firmy (10-50 zaměstnanců) s necelými 17-ti procenty a poslední 
zastoupenou skupinou byly velké podniky s více jak 250 zaměstnanci (10%). 
Osoby, které dotazník za firmu vyplňovaly, pracovaly ve 44% případů ve vedení 
společnosti, ve čtvrtině případů na finančním odboru. Zbývající část (přibližně 
30%) zahrnují osoby pracující na jiné, blíže neupřesněné pozici. Téměř 80% 
zástupců těchto firem je přímo zodpovědná za komunikaci s institucemi státní 
správy. 
 
47%
27%
17%
9%
Společnost s ručením omezeným OSVČ Akciová společnost Jiná
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4.2.1.2 Otevřené dotazy položené vybraným firmám 
Další informace potřebné pro analýzu současného stavu byly získány 
prostřednictvím otevřených dotazů položených pěti vybraným firmám z mého 
pracovního okolí. Tyto firmy rovněž vyplňovaly předchozí dotazník, otázky jsou 
tedy doplňujícího charakteru. Ačkoliv se nejedná o citlivé údaje, byla v dotazníku 
dotazovaným subjektům zaručena anonymita. 
1. Vzhledem k vaší právní formě musíte vlastnit svou datovou schránku. 
Aktivovali jste ji ze své vlastní vůle ještě před 1. 11. 2009 nebo vám byla 
„nuceně“ zaktivována státem? Uveďte důvod. 
2. Jaký je váš názor na datové schránky? Jaké vidíte jejich hlavní výhody a 
nevýhody? 
3. Co byste vytkl(a) směru, jakým se v ČR ubírá elektronizace státní správy? 
Změnil(a) byste něco? 
4. Který ze systémů elektronické komunikace považujete za nejpropracovanější 
a proč? Který nejméně? Opět uveďte důvod. 
5. Jak vnímáte e-government z pohledu výhod a nevýhod, které Vám přináší, 
respektive by Vám mohl přinášet? 
K prvnímu dotazu se vyjádřily tři dotazované subjekty ve smyslu, že datovou 
schránku aktivoval automaticky teprve stát ke dni 1. 11. 2009. Jako hlavní důvod, 
proč tak neučinily samy a dříve byl ten, že danému systému nedůvěřovaly. Vadily 
jim zejména negativní reakce z bezprostředního okolí. Ve zbývajících dvou 
případech provedly firmy aktivaci samy a v rámci základní funkčnosti nemají  
k datovým schránkám výhrad. 
Druhý dotaz navazuje na první a vesměs zazněly negativní argumenty. Nejvíce 
byly zastoupeny: 
• „Nedůvěryhodný a drahý státní projekt, bez záruky dlouhodobé 
spolehlivosti.“ 
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• „To, že jsou pro určité subjekty povinné. Každý by si měl sám zvolit, jak 
bude komunikovat s úřady.“ 
• Problémy technického charakteru (nefunkční certifikáty, špatná funkčnost 
v různých prohlížečích, nutnost instalovat doplněk 602XML Filler) 
• Špatná informovanost a to jak firem, tak samotných úředníků, kteří by měli 
být schopni informace poskytnout 
• Špatná počítačová gramotnost „oprávněných osob“, často dochází k situaci, 
že například jednatelé neumí s počítačem dostatečně dobře pracovat a dají 
tedy obsluhu datové schránky raději na starost asistence, účetní. 
Další dotaz, zabývající se směrem, jakým se e-government v ČR ubírá, 
zodpověděly pouze dvě firmy. Zbývající tři nebyly schopny na otázku jednoznačně 
odpovědět. V jednom případě zazněl názor, že je e-government ze strany státu, 
hlavně v oblasti podnikatelských subjektů, příliš vynucován „silou“. Firmy by 
spíše uvítaly delší adaptační období a vyšší informovanost. Ve druhém případě si 
jedna z firem myslí, že elektronizace státní správy není bezprostředně nutná a 
investované finanční prostředky by se měly využít jiným způsobem. 
Ve čtvrté části firmy celkem jednomyslně (kromě jedné) uvedly jako 
nejpropracovanější systém elektronické komunikace aplikaci EPO, provozovanou 
Ministerstvem financí. K jejímu provozu nejsou zapotřebí žádné speciální doplňky, 
které by bylo nutné instalovat, je přehledná, snadná na obsluhu, nabízí velké 
množství formulářů, které je možné podat. Navíc oceňují možnost podat některé 
formuláře i bez nutnosti vlastnit elektronický podpis. Naopak na opačném pólu se 
umístila ČSSZ se svými elektronickými podatelnami. Z funkčního hlediska jim 
nelze rovněž příliš vytknout, nicméně respondentům vadí zejména: 
• Nejednoznačný způsob podání elektronický písemností (některé se podávají 
přes email jiné přes specializované systémy) 
• Formuláře pro vyplnění jsou dostupné pouze ve formátu 602XML Filler 
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V posledním dotazu firmy, respektive jejich zástupci, vyjádřily tyto očekávání, 
které si od systému slibují: 
• Zjednodušení byrokracie a snížení nákladů na její provoz 
• Snížení správních poplatků a rovněž celkové daňové zátěže 
• V dlouhodobém horizontu prakticky úplnou automatizaci činností, zejména 
ve spojení s podnikovým ERP systémem 
4.2.1.3 Diskuze v odborných komunitních skupinách 
Poslední z průzkumů byl proveden mezi odbornou komunitou skládající se 
zejména z profesních řad účetních a informatiků. Jeho hlavním úkolem bylo 
v rámci odborné rozpravy zjistit názory zainteresovaných osob na e-government 
v podání České republiky. Ačkoliv se ve většině případů opakovaly názory, ke 
kterým se již dospělo díky předešlým dvěma průzkumům, přesto měla tato 
rozprava z hlediska této práce nezanedbatelný význam. Díky volné diskuzi bylo 
možné narazit na problematické části elektronizace státní správy, na které by se 
v klasickém dotazníku, ať už s otevřenými nebo uzavřenými otázkami, přicházelo 
obtížně. 
1. Uznávání zaručeného elektronického podpisu v rámci EU 
Ačkoliv dne 16. 10. 2009 bylo přijato rozhodnutí Komise 2009/767/ES (s 
účinností od 28. 12. 2009), které upravuje uznávání kvalifikovaného 
certifikátu vydaného poskytovali usazenými v jiných státech EU navzájem 
mezi jednotlivými státy, praktické provádění tohoto nařízení vázne. Pro 
správnou funkci tohoto systému musí jednotlivé státy uveřejnit seznam TSL  
akreditovaných poskytovatelů certifikačních služeb v jednotném evropském 
registru. V případě užití zahraničního zaručeného elektronického podpisu, 
musí orgány veřejné moci platnost tohoto podpisu ověřovat právě oproti 
této společné databázi. Vzhledem ke krátké době, po kterou se mohly 
jednotlivé státy na tento systém připravit, však stále mnoho z nich tuto svou 
povinnost nesplnilo a díky absenci potřebných údajů v této databázi tak 
není možné zahraniční kvalifikované certifikáty vždy uznávat. Podle 
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praktických zkušeností s tím ovšem mají problémy i orgány státní moci 
v ČR, kdy úředníci ne vždy toto ověření provádí a vznikají tak různé 
komplikace.  
 
2. V některých případech omezená přístupnost 
Některé systémy e-governmentu a instituce v ČR (ČSSZ, datové schránky, 
e-Podatelna) využívají ke svému provozu softwarový doplněk 602XML 
Filler. Tento doplněk byl do nedávné doby12 obtížně použitelný na jiných 
systémech než OS Windows. Mnoho subjektů, užívající jiný operační 
systém, tak mělo s užíváním těchto služeb nemalé problémy. Druhým 
zásadním nedostatkem je použitelnost těchto systémů na veřejných 
počítačích, nemluvě o počítačích v zahraničí. Je to způsobeno zejména 
jednostranným zaměřením této aplikace, a tak nemají provozovatelé veřejně 
dostupných počítačů příliš motivaci, podobný program na své zařízení 
instalovat. V zahraničí je důvod stejný, umocněný navíc o fakt, že téměř 
vůbec program 602XML Filler neznají. Díky tomu je tak ohrožena jedna 
z hlavních výhod e-governmentu, tedy přístupnost odkudkoliv. 
 
3. Příliš rychlé změny prováděny v rámci e-governmentu 
Stát v některých případech přistupuje k problematice zavádění a užívání 
prostředků e-governmentu příliš zbrkle. V prvním případě se jedná o 
zavádění již dříve zmiňovaných datových schránek, kdy podnikatelské 
subjekty měly čas pouze v řádu měsíců se na nové podmínky adaptovat. 
Což přináší nejen vlnu nevole, ale i různé jiné problémy technického 
charakteru. Velmi k podobné situaci došlo nyní znovu, kdy všechny 
akreditované certifikační autority přecházejí na modernější šifrování 
certifikátu metodou SHA-2. Tato novější šifra přitom není a nebude 
podporována na starších operačních systémech (příkladem budiž například 
systém Windows 2000 Server, který ještě doteď některé firmy užívají na 
                                                 
12 Plná podpora pro operační systém MacOS byla zavedena až v 10/2009, pro Linux 12/2009. 
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svých serverech). Jednotlivé firmy jsou tak opět nuceny provádět relativně 
rychlé změny a hlavně modernizaci svého IT vybavení. 
4.2.2 Vyčlenění hlavních problémů 
Na základě provedených průzkumů byla identifikována celá řada problematických 
částí zavádění a provozu elektronizace státní správy u nás. Níže uvedený seznam 
vyjmenovává klíčové identifikované problémy v jednotlivých šetřeních, které 
budou v rámci této práce řešeny. 
• Nedostatečná informovanost firem o možnostech, které e-government 
v České republice nabízí, a rovněž nedostatek informací související 
se zaváděním jednotlivých prvků e-governmentu. 
• Malá motivace podnikatelských subjektů k efektivnímu využívání 
prostředků elektronické komunikace s orgány veřejné správy. 
• Systémy elektronizace státní správy jsou v některých případech 
provozovány nekoncepčním způsobem. 
4.3 Analýza prostředí subjektu 
4.3.1 SWOT analýza 
Pomocí SWOT analýzy zhodnotíme silné a slabé stránky, příležitosti a hrozby 
podnikatelského subjektu v souvislosti využívání prostředků elektronické 
komunikace se státními orgány. 
Silné stránky (S) 
• S1: Drtivá většina podnikatelů a firem má k dispozici potřebné vybavení 
pro plnohodnotné využívání služeb e-governmentu. 
• S2: Ekonomické informační systémy jsou již v dnešní době přizpůsobeny 
k elektronickému podávání písemností. 
• S3: Podnik hledá způsoby, jak ušetřit náklady a rovněž hledá způsoby, jak 
si usnadnit komunikaci s úřady. 
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• S4: Zejména ve větších firmách je e-government již velkou měrou 
využíván, což přispívá k jeho rozšíření 
Slabé stránky (W) 
• W1: Odpovědné osoby v podniku mohou mít averzi vůči elektronické 
komunikaci s orgány státní správy 
• W2: V některých případech odpovědné osoby v podniku neberou v potaz 
váhu právních úkonů provedených elektronickou cestou  
• W3: Špatná ochrana bezpečnostních prvků (volně dostupný kvalifikovaný 
certifikát v podnikové sítí včetně hesla, vyzrazení přístupových údajů) 
Příležitosti (O) 
• O1: Zvýšení ekonomické výkonnosti v důsledku nižší byrokratické zátěže 
podnikatelů a firem. 
• O2: Snížení nákladů spojených s tvorbou dokumentů a jejich skladováním. 
• O3: Včasným využitím výhod elektronizace může subjekt získat 
konkurenční výhodu, kterou může využít ve svůj prospěch. 
Hrozby (T) 
• T1: Podcenění srovnatelnosti právních důsledků elektronické komunikace 
ve srovnání s ne-elektronickými formami. 
• T2: Lepší využití výhod e-governmentu ze strany konkurence může přinést 
pro náš podnik konkurenční nevýhodu. 
• T3: E-government není všemocný, přecenění jeho možností může 
podnikatelskému subjektu řadu problémů. 
• T4: Elektronická archivace dokumentů je z právního hlediska náročnější, 
než si subjekty mnohdy připouští. 
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4.3.2 SLEPTE analýza 
Pomocí analýzy SLEPTE, provedeme analýzu širšího okolí firem v zájmovém 
segmentu. Jedná se o faktory, které firmy nemohou ve většině případů ovlivnit, 
nicméně při vytváření strategických plánů je zohledňují. V analýze jsou brány  
v úvahu pouze části přímo související s elektronizací státní správy, respektive její 
vliv na podnikatelské subjekty. 
• Sociální faktory 
Vzhledem k neustálému zvyšujícímu se podílu starších osob – stárnutí 
populace, mohou nastat jisté problémy v přístupu těchto osob k moderním 
technologiím a následně tak mohou vznikat různé bariéry, které přímo brání 
efektivní elektronické komunikaci. Tyto problémy mohou mít různé 
důvody, zejména pak díky malé důvěře k těmto novým technologiím či 
nedostatečným znalostem v obsluze. Další problémy mohou nastat 
s ohledem na druhotný důsledek elektronizace, neboť v tomto případě 
dochází teoreticky k úbytku práce, kterou musí vykonávat pracovník 
manuálně. Se zvyšujícím se podílem e-governmentu, tedy automatizace, 
může dojít k propouštění zejména v sektoru státní správy.  
• Legislativní faktory 
Stejně jako v celé Evropě, tak i v České republice, existuje dostatečná 
legislativní opora pro nasazení a užívání elektronických prostředků 
komunikace s orgány státní správy. V Česku tuto právní oporu zajišťují 
zejména zákony č. 365/2000 Sb., o informačních systémech veřejné správy 
a rovněž zákon č. 227/2000 Sb., o elektronickém podpisu. Veškeré 
právnické osoby rovněž musejí mít na vědomí, že současná právní úprava 
přikazuje, aby každá právnická osoba uvedená v Obchodním rejstříku 
vlastnila datovou schránku. 
• Ekonomické - hospodářské faktory 
Díky zavádění prvků e-governmentu dochází k omezování byrokracie 
v dané zemi, což je jedno z kritérií, které hodnotí zahraniční firmy při vstup 
na tuzemský trh, respektive je toto kritérium hodnoceno i ze strany 
nepodnikatelů, kteří se rozhodují o vybudování firmy. Zvyšující se podíl 
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podnikatelských subjektů na trhu přináší větší nabídku pracovních míst, což 
vede k menší míře nezaměstnanosti. Rovněž zjednodušená byrokracie 
neklade na subjekty tak vysoké nároky na čas, který musí věnovat při 
komunikaci se státními orgány.  
• Politické faktory 
Ačkoliv politické faktory přímo ovlivňují legislativu v daném státě, rozvoj  
e-governmentu by neměl být v tomto smyslu žádným způsobem dotčen. 
Jeho rozvoj patří mezi typ globálního cíle, který je spíše otázkou 
technologického vývoje, nežli politických rozhodnutí. V současné době, 
není v naši zemi demokratická politická strana, která by mohla rozhodnutí 
zásadním způsobem ovlivnit a zároveň byla proti elektronizaci státní 
správy. 
• Technologické faktory 
Česká republika, stejně jako ostatní státy EU, patří mezi země, které nemají 
žádné problémy s přístupem k technologiím, které jsou zapotřebí pro vývoj 
a následný provoz infrastruktury e-governmentu. Rovněž je zajištěno 
dostatečné finanční krytí zejména ze zdrojů evropských fondů. Ze strany 
podnikatelských subjektů, které by měly o využívání e-governmentu, 
rovněž prakticky neexistují bariéry. Podle průzkum ČSÚ z roku 2009 
disponuje 95% podnikatelských subjektů připojením k internetu. 
• Ekologické faktory 
Z dlouhodobého hlediska převládá celosvětově povědomí o tom, že by se 
měly přírodní zdroje využívat co nejefektivněji. Všeobecně využívání 
elektronické komunikace v praxi přináší v tomto ohledu velké úspory, které 
mají za následek šetření přírodních zdrojů, zejména díky odpadající 
nutnosti veškeré informace tisknout na papír.  
4.4 Analýza vývoje e-governmentu v ČR 
Organizace spojených národů (OSN) provádí každým druhým rokem výzkum 
rozvoje e-governmentu ve všech zemích světa. Následně získaná data analyzuje a 
vytváří žebříček zemí dle pokroků v rozvoji a rovněž využívání elektronizace 
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státní správy, které učinily. Pořadí je sestaveno na základě dosaženého indexu, 
který může nabývat hodnot 0 – 1. Čím vyšší, tím je úroveň e-governmentu 
v daném regionu nebo zemi lepší. V roce 2010 se na prvních třech místech umístila 
Korea, USA a Kanada. Vytlačily tak oproti roku 2008 Švédsko, Dánsko a Norsko. 
Tabulka 1 – Žebříček nejvyspělějších zemí světa v oblasti e-governmentu 
 
Zdroj: (28) 
Dle získaných dat za několik posledních let patří Evropa, co se rozvoje 
e-governmentu týče, mezi nejpokrokovější a dlouhodobě se udržuje vysoko nad 
celosvětovým průměrem (leaderem je Velká Británie). Tento trend je zapříčiněn 
zejména rozvinutou infrastrukturou a dostatkem lidských zdrojů. (28) Vývoj 
v jednotlivých regionech znázorňuje následující graf. 
 
Graf 10 – Úroveň vývoje e-governmentu v Evropě dle regionů – Zdroj: (28) 
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Dle metodiky OSN, je Evropa rozdělena dle světových stran na severní, východní, 
jižní a západní část. Česká republika je v tomto případě zařazena mezi východní 
státy. Podle grafu (Graf 10) je index úrovně e-governmentu ve východní (0.5449) a 
jižní (0,5566) části Evropy na přibližně stejné úrovni a oproti zbytku je znatelně 
pozadu. V porovnání celosvětovým průměrem však mají i tyto regiony dostatečný 
náskok. Na dalším obrázku (Tabulka 2) se můžeme podívat na vývoj ve východní 
Evropě podle jednotlivých zemí. 
Tabulka 2 – Úroveň vývoje e-governmentu ve východní Evropě dle jednotlivých zemí 
 
Zdroj: (28) 
Můžeme si všimnout, že oproti roku 2008 zaznamenal index hodnocení České 
republiky menší pokles. Tento jev je však společný pro drtivou většinu zemí světa 
a je způsoben hlavně hospodářskými problémy, které měly všechny ekonomiky 
světa díky globální ekonomické krizi. Zatímco v roce 2008 byla Česká republika 
leaderem východního regionu, o dva roky později klesla o jednu příčku za 
Maďarsko. Porovnáme-li index ČR (0,6060) s průměrem v Evropě (0,6227), 
držíme se nepatrně pod tímto průměrem. Z celosvětového hlediska jsme klesli 
v žebříčku oproti roku 2008 z 25 na 33. místo ze 189 hodnocených zemí. (28) 
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Ačkoliv je vývoj e-governmentu podle provedených šetření (dle OSN) na relativně 
vysoké úrovni, bohužel se to neodráží v míře byrokracie, která by měla se 
vzrůstajícím významem elektronizace státní správy, klesat. Tak se však bohužel 
neděje. Vezmeme-li v úvahu například daňový systém v ČR v porovnání se světem 
a srovnáme-li jej, co se časové náročnosti týče, dospějeme k dosti nelichotivému 
zjištění. Dle studie Světové banky a PricewaterhouseCoopers (PwC), hodnotící 
náročnost placení daní a celkového daňového zatížení (Paying Taxes 2010), 
obsadila Česká republika 171. místo ze 183 hodnocených zemí. 
„Podniky v tuzemsku totiž vyplňováním daňových přiznání a plněním všech 
daňových předpisů stráví 613 hodin ročně.“. Nutno podotknout, že v hodnocení 
Česka nepomohlo ani zavedení elektronických daňových přiznání v roce 2008, 
které by měly snížit časovou náročnost spojenou s daňovými přiznáními. 
S porovnáním se státy EU dosáhlo horších výsledků už pouze jen Bulharsko. (29) 
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5 Návrh řešení 
Na základě provedených analýz z předchozí kapitoly, byly identifikovány 
nejzávažnější problémy (Kapitola 4.2.2), které podnikatelským subjektům, dle 
jejich názoru, na stávajícím systému e-governmentu nejvíce vadí a brání tak jeho 
efektivnímu využívání v praxi. Cílem je navrhnout úpravy stávajícího řešení 
e-governmentu a to v takové podobě, která eliminuje nejčastěji vytýkané 
prohřešky. 
5.1 Navrhované úpravy 
Následující uvedené návrhy jsou vytvořeny nejen s ohledem na řešení stávajících 
problematických částí e-governmentu, ale rovněž s ohledem na provedené analýzy 
prostředí dotčených subjektů (Kapitola 4.3). 
5.1.1 Zvýšení míry informovanosti dotčených subjektů 
Pro zvýšení informovanosti dotčených subjektů by měl stát začít využívat běžně 
dostupné marketingové strategie a propagační kanály, aby jejich prostřednictvím 
lépe informoval podnikatelské subjekty a elektronizaci státní správy jako celku. 
Mezi dílčí cíle patří informovat subjekty o: 
• Základních informacích o e-governmentu 
• Nabízených službách v rámci elektronizace státní správy a předat 
informace o tom, jak je efektivně využívat 
• Nástrojích a prostředcích potřebných k využívání těchto služeb 
Obsahová náplň této informační a propagační kampaně by měla rovněž zahrnovat 
prvky, které by dále posílily silné stránky a příležitosti, identifikované v rámci 
předešlé SWOT analýzy (Kapitola 4.3.1). Naopak v případě slabých stránek a 
hrozeb, by měly být ukázány způsoby, jak tyto negativní faktory minimalizovat. 
Ačkoliv se na první pohled může jednat o věc samozřejmou, je nutné neustále o 
těchto, ať už pozitivních či negativních, faktorech mluvit a těmto dotčeným 
subjektům dávat návod, jak příležitostí využít, respektive minimalizovat přítomné 
hrozby. Jedině tak lze totiž zajistit, že celá informační kampaň bude úspěšná a 
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hlavně, že bude ze strany podnikatelských subjektů považována za přínosnou  
s ohledem na využívání e-governmentu v praxi. 
S ohledem na existenci různých marketingových strategií je pro tyto účely vhodné 
zvolit postup, kdy bude v první fázi aplikován tzv. stimulující marketing. Jeho 
úkolem je vyvolat zvýšenou poptávku po výrobku či službě, v tomto případě tedy 
po službách e-governmentu ze strany podnikatelských subjektů. Pro tuto fázi je 
nutné zajistit dostatek finančních zdrojů, neboť z pohledu nákladů patří mezi 
náročnější. Rovněž je nezbytné zajistit dokonalou připravenost všech systémových 
složek e-governmentu, neboť technické, legislativní či jiné problémy mohou mít 
v této fázi fatální následky, zejména ve smyslu vytvoření negativního povědomí 
mezi jednotlivými subjekty. 
Následně, po vytvoření dostatečné poptávky, můžeme přistoupit k druhé fázi, 
jejímž úkolem je již pouze udržovat povědomí klientů o nabízených službách. 
Pokud nedošlo v předchozí fázi k chybám závažnějšího charakteru, pak by tato 
fáze marketingové strategie měla pouze udržovat pozitivní povědomí o  
e-governmentu mezi podnikatelskými subjekty. Finančně se již nejedná o tak 
náročnou část, neboť jsou finanční prostředky uvolňovány postupně v delším 
časovém horizontu. 
Následující tabulka (Tabulka 3) nám ukazuje využití jednotlivých forem reklam 
během první a druhé fáze. V první fázi dochází k relativně krátkodobé (v řádu 
měsíců), ale velmi intenzivní stimulaci. Druhá fáze má již pouze udržující 
charakter v dlouhodobém časovém horizontu a využívá z finančního hlediska méně 
náročné způsoby propagace. V případě potřeby je možné první fázi po určité době 
opakovat. 
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Tabulka 3 – Využívané formy reklam v rámci navrhované marketingové kampaně 
 První fáze  
(stimulující) 
Druhá fáze  
(udržovací) 
Televizní a radiová 
reklama •   
Reklama v novinách a 
odborných časopisech •   
Velkoplošné reklamní 
plochy •   
Internetová reklama •  •  
Přímé oslovení subjektů •   
Lokální reklamy na 
úřadech, poštách •  •  
Virální marketing •  •  
 
Zdroj: vlastní 
Ačkoliv životní cyklus e-governmentu, jako služby, je velmi dlouhý a na inovace 
v tomto smyslu nejsou kladeny natolik velké nároky (oproti komerčním 
produktům), je přesto vhodné rozvoj provádět a to zejména s ohledem na další 
zvyšování afektivnosti a tedy i jeho atraktivnosti z pohledu koncových uživatelů. 
5.1.2 Zavedení motivačních prostředků 
Pro podporu rozvoje e-governmentu můžeme aplikovat několik motivačních 
prostředků, které mají za úkol především přesvědčit podnikatelské subjekty k 
dobrovolnému užívání prostředků elektronické komunikace. Veškeré návrhy mají 
za úkol působit na subjekty takovou formou, aby byla zachována volná volba 
jejich rozhodnutí, zda budou prostředky e-governmentu využívat, na druhou stranu 
je však směrovaly k jejich využívání. 
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1. Zavedení administrativních poplatků pro běžnou formu komunikace 
(papírovou), respektive osvobození subjektů od poplatků v případě 
elektronických podání 
Jedná se o klasickou metodu „cukru a biče“, kdy podnikatelské subjekty 
jsou v případě využívání elektronických prostředků komunikace s orgány 
státní správy odměňovány formou osvobození od administrativních 
poplatků (cukr). Naopak pokud chtějí komunikovat běžnou cestou, tedy buď 
listinnou formou, popřípadě osobní návštěvou, pak je jim to umožněno, 
nicméně za cenu nutnosti hradit různé typy manipulačních poplatků (bič). 
Čím více je podnikatelský subjekt nucen se státem komunikovat, tím je tato 
metoda, v tomto konkrétním případě, efektivnější.  
 
2. Úprava současné legislativy v oblasti volného přechodu mezi 
poskytovateli certifikačních služeb 
Zavedení právní úpravy, která by umožňovala volný přechod mezi 
akreditovanými poskytovateli certifikačních služeb. Ten je sice možný i 
nyní, nicméně je zde přítomna bariéra, která neumožňuje tento přechod 
provést čistě elektronickou cestou. Díky této úpravě by bylo možné potvrdit 
žádost o přechod k novému poskytovateli prostřednictvím zaručeného 
elektronického podpisu od stávajícího poskytovatele a zvýšit tak konkurenci 
mezi jednotlivými poskytovateli. 
 
3. Zajistit bezchybnou, nepřetržitou a spolehlivou funkci jednotlivých 
složek e-governmentu 
Jelikož se již v dnešní době na budování jednotlivých podsystému  
e-governmentu v ČR podílí několik firem (IBM, Microsoft aj.), je nutné 
zlepšit jejich vzájemnou kooperaci, aby se co největší měrou omezily jak 
výpadky systémového charakteru, tak dílčí problémy jednotlivých 
uživatelů. Eliminace těchto technických problémů zajistí spokojeného 
koncového uživatele, který nebude muset řešit problémy nad rámec svých, 
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5.1.3 Integrace jednotlivých systémů 
Vzhledem k roztříštěnosti stávajících systémů z pohledu konečných uživatelů je 
vhodné zajistit sjednocení pod jeden kompaktní celek, který by nabízel klientům 
jedno místo, kde mohou vyřídit své záležitosti, aniž by museli dále pátrat, jaký 
daný konkrétní státní orgán používá elektronické komunikační kanály. Tento 
systém by měl být dostupný prostřednictvím jakéhokoliv počítače připojeného 
k síti Internet a to bez požadavků na další doplňkové softwarové vybavení. Celý 
systém by měl být rovněž přístupný na vybrané internetové doméně, která je pro 
koncové uživatele dobře zapamatovatelná, a jejíž název je již dobře marketingově 
propagován. 
Následující návrh počítá s naprostou integraci všech stávajících dílčích částí 
stávajícího systému e-governmentu a to takovým způsobem, aby byl celý výsledný 
systém pro koncového uživatele snadno dostupný, disponoval intuitivním 
ovládáním a samozřejmě byl bezpečný. 
5.1.3.1 Snadná dostupnost 
Zde řadíme především technické požadavky na vybavenost klientského počítače. 
K obsluze musí postačovat běžný počítač vybavený libovolným běžně užívaným 
operačním systémem, libovolným internetovým prohlížečem a samozřejmě 
připojením k internetu běžně obvyklou rychlostí. Přístup k rozhraní tohoto systému 
musí být dostupný prostřednictvím jedné webové stránky (včetně rozhraní pro SW 
třetích stran) a to takovým způsobem, aby na této doméně byly k dispozici veškeré 
formuláře v elektronické podobě pro všechny dotčené instituce, které zde bude 
moct koncový uživatel ihned vyplnit a odeslat. (Nesmí se tedy jednat o pouhé 
odkazování na weby dalších institucí.) Jak již bylo řečeno výše, měla by být tato 
doména, kde je rozhraní umístěno, dobře propagovaná a známá, aby koncoví 
uživatelé nemuseli složitě vyhledávat adresu. Typickým příkladem dnes již 
existující aplikace splňující požadavky na přístupnost z technického hlediska je 
Elektronické podání (EPO). Nejsou zde zapotřebí žádné programové doplňky, 
které by bylo nutné na klientský počítač instalovat (například doteď hojně užívaný 
602XML Filler). (Obrázek 7) 
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Obrázek 7 – Ukázka rozhraní aplikace EPO – Zdroj: vlastní, http://eds.mfcr.cz 
 
5.1.3.2 Intuitivní ovládání 
Základní předpoklad pro splnění této podmínky je vytvořit v rámci možností co 
nejvíce jednoduchý systém, kdy je s výhodou možné využít i průvodců krok po 
kroku. Rovněž je nutné zajistit, aby se veškeré úkony od počátečního vyhledání 
vhodného formuláře, jeho vyplnění, kontrolu až po následné odeslání, vždy 
prováděly naprosto shodným způsobem bez ohledu na to, pro který orgán státní 
moci je tento elektronický dokument určen. Během všech kroků by měl mít 
uživatel k dispozici interaktivní formu nápovědy, kterou může v případě nutnosti 
využít (zde můžeme kromě klasické textové nápovědy zahrnout i video ukázky 
jednotlivých postupů, které mají neopomenutelnou výhodu z pohledu názornosti 
celého postupu). 
5.1.3.3 Bezpečnost 
S ohledem na právní závažnost důsledků, které mohou při komunikaci s orgány 
státní moci nastat, je nutné zajistit rovněž vysokou míru bezpečnosti celé aplikace. 
Přitom však nesmí uživatele nadměrně zatěžovat, či dokonce stresovat. V první 
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řadě musíme ošetřit samotnou autentifikaci uživatele při přihlášení do systému. Na 
základě trendů z oblasti bezpečnosti informačních technologií a rovněž s ohledem 
na jednoduchost ověřovacího mechanismu se jeví jako nejvýhodnější ověřovat 
uživatele pomocí kvalifikovaného certifikátu (Kapitola 3.3.1) a k němu 
přidruženého hesla, který by každý uživatel povinně vlastnil. Možnost využít 
certifikát i k tomuto účelu potvrzuje citace z (30): „Certifikáty je v praxi možné 
používat i k jiným účelům, než jen k elektronickému podpisu. Pomocí certifikátu a 
s nimi spojené technologie je možné se bezpečným způsobem přihlaovat…“. Jedna 
z dalších nezanedbatelných výhod tohoto způsobu je i možnost zvýšit ochranu 
pomocí čipových karet či USB tokenů, na které lze certifikát umístit. 
Jedna z dalších záležitostí z oblasti bezpečnosti, na kterou je nutné pamatovat, je i 
autorizace odesílaných dokumentů. Ta by měla být provedena kromě podepsání 
dokumentu zaručeným elektronickým podpisem i o doplnění o kvalifikované 
časové razítko (Kapitola 3.3.2), které potvrdí existenci dokumentu v daném čase a 
rovněž umožní uživateli jeho následnou archivaci v offline elektronickém archivu.  
V případě dokumentů závažnějšího charakteru je rovněž vhodné vytvořit 
doplňkovou formu autorizace, například prostřednictvím generováním 
jednorázového kódu zaslaného na mobilní telefon uživatele, který by následně 
musel tento autorizační kód zadat do daného systému. Tento dodatečný ověřovací 
mechanismus, který je součástí m-governmentu (Kapitola 3.8), dále zvýší důvěru 
v bezpečnost tohoto systému mezi subjekty. 
5.1.3.4 Model integrovaného systému 
Pohled na model nového systému, který by integroval dle výše uvedených 
požadavků stávající složky, je znázorněn na obrázku (Obrázek 8). 
Na straně jedné vystupuje klient (podnikatelský subjekt), který prostřednictvím 
webového rozhraní, popřípadě softwarového vybavení od třetích stran, komunikuje 
elektronicky s veškerými orgány státní správy, zastoupenými úředníky na straně 
druhé. 
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Obrázek 8 – Zjednodušený model navrhovaného systému e-governmentu – Zdroj: vlastní 
 
Pro náš konkrétní model byla vybrána doména www.czechpoint.cz, která by 
sloužila jako hlavní komunikační kanál v rámci e-governmentu s orgány státní 
správy a nahradila tak stávající doménu portal.gov.cz. Tato doména je volena zcela 
záměrně, neboť zejména díky široké síti poboček Czech POINT je tento název již 
relativně rozšířen a je tak vysoce vhodné jej využít. Výsledný efekt by měl u 
koncových uživatelů navodit podvědomé spojení tohoto názvu s e-governmentem, 
elektronickou komunikační cestou se státními orgány. Aktuálně používané 
zbývající domény by se přesměrovaly na tento nový systém. Pro obsluhu tohoto 
systému by bylo možno využívat jakýkoliv počítač, případně u služeb, jejichž 
charakter to umožňuje, mobilní zařízení. 
Po přihlášení uživatele pomocí svého kvalifikovaného certifikátu a hesla, 
respektive pomocí čipové karty a PINu, by se uživateli zpřístupnily veškeré 
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komunikační prostředky se státními orgány. Od datových schránek, pomocí 
kterých by probíhala běžná komunikace s orgány státní správy až po možnost 
vyplňovat a elektronicky podávat formuláře jednotlivým institucím – elektronická 
podatelna. K dispozici by zde byly rovněž služby v rámci projektu Czech POINT.  
Po autorizaci dokumentu či zprávy, by došlo prostřednictvím společné transportní 
vrstvy k doručení na určené místo k úředníkovi. Na těchto cílových úřadech by již 
využívali dle zaměření specializovaný software třetích stran, především pak 
elektronické spisové služby, různé druhy evidence aj, což je ve většině případů 
realizováno již nyní. 
V rámci celého navrhovaného systému by měl uživatel samozřejmě neustálý 
přehled o veškerých podaných dokumentech a odeslaných / přijatých zprávách. To 
vše bez ohledu na fakt, zda byly tyto záležitosti řešeny čistě elektronickou cestou, 
popřípadě osobní návštěvou či běžnou poštou. Ve výsledku by byl výsledný efekt 
takový, že: 
a. Uživatel, který dříve nevyužíval elektronických prostředků komunikace, by 
měl ihned po prvním přihlášení k dispozici ucelenou historii komunikace 
s jednotlivými státními orgány z minulosti. 
b. Uživatel, který sice využívá prostředky elektronické komunikace, ale občas 
zvolí formu osobní návštěvy na úřadě či zaslání určitých dokumentů poštou, 
by měl opět k dispozici ucelený přehled, neboť by v tomto případě úřad 
provedl záznam do této elektronické agendy o tom, co a kdy se řešilo. 
Díky této elektronické evidenci vedenou ze strany státu, by měli uživatelé vždy 
absolutní přehled, což by v druhotném efektu mělo rovněž za následek zvýšenou 
motivaci uživatelů prostředky e-governmentu využívat. 
5.2 Časový harmonogram 
Aby bylo možné celý balík navrhovaných změň uvést úspěšně do praxe, je nutné 
správně načasovat spuštění jednotlivých změn. Časový harmonogram je uváděn 
pouze ve zjednodušené formě, založené na odhadech. Pro určení přesného 
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harmonogramu by bylo nutné provést podrobnou právní, tak i technickou analýzu, 
což je mimo obsahový rozsah této práce. 
V první řádě je nutné začít vytvářet integrovaný systém (Kapitola 5.1.3.4), který je 
základním stavebním kamenem veškerých navrhovaných změn. Z časového 
hlediska se jedná o náročnou část, jejíž trvání lze rámcově odhadnout na dobu  
9 až 18 měsíců (uvedení do ostrého provozu). Velmi v tomto případě záleží 
především na stávajícím stavu nyní využívané infrastruktury e-governmentu. 
Souběžně s výše uvedeným bodem je rovněž nutné zajistit provedení případných 
legislativních úprav a vyhlášek, aby bylo možné nově upravený systém řádně 
využívat. Rovněž se zde počítá se zavedením různých druhu poplatků, aby se 
zvýšila motivace subjektů e-government používat. Dle rozsahu potřebných změn 
lze trvání této fáze odhadnout na dobu tří až 12 měsíců. 
Poslední fáze, marketingová propagace (Kapitola 5.1.1) celého projektu, by 
následovala až po úplném dokončení předchozích dvou fází. Je rozdělena na dvě 
části, kdy by se dobu 3 až 6 měsíců aplikovala stimulující marketingová kampaň. 
Následně by se plynule přešlo do udržující fáze, která by zajišťovala, aby uživatelé 
„nezapomněli“. Délku trvání této následující části je odhadovaná v horizontu 
měsíců až let. 
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6 Přínos návrhu řešení 
Navrhované řešení (Kapitola 5) aktuálně přítomných problémů v oblasti 
elektronizace státní správy by měla přinést změny, které můžeme rozdělit do dvou 
skupin. 
6.1 Globální přínosy řešení 
Mezi hlavní přednosti kvalitně vybudovaného systému elektronizace státní správy 
je především snížení míry byrokracie, což v důsledku vede i k nemalé úspoře 
finančních nákladu na provoz státního aparátu. Díky výraznému zjednodušení 
administrativy spojené s výkonem státní moci je veškeré počínání mnohem 
transparentnější a díky zvýšené míře automatizace dochází rovněž k výraznému 
poklesu rizika vzniku chyb, ať už úmyslných či neúmyslných. 
Veškeré tyto zmíněné argumenty přináší z makroekonomického hlediska různé 
důsledky, které mohou být v závislosti na straně zájmů vnímány pozitivně, tak i 
negativně. Při praktické implementaci zmíněného návrhu (Kapitola 5) je nutné brát 
veškeré tyto aspekty v úvahu. 
Tabulka 4 - Srovnání pozitívních a negativních přínosů navrhovaného řešení 
+ – 
Zvýšení míry automatizace umožňuje 
propuštění nadbytečných úředníků a tím ušetřit 
část mzdových nákladů. 
Propouštěním těchto zaměstnanců dojde 
k dočasnému navýšení míry nezaměstnanosti 
v zemi. 
Integrování všech podsystémů do jednoho 
celku přinese koncovým uživatelům vyšší 
komfort a zvýšenou efektivitu užívání. 
Stávající dílčí systémy budou z části, či zcela 
odstaveny z provozu. Finanční prostředky 
vložené do jejich vývoje jsou prakticky 
ztracené a bez dalšího užitku. Navíc je nutné 
zajistit přeškolení úředníků na nově upravený 
systém. 
Zavedení manipulačních poplatků při 
zpracování písemností ne-elektronickou cestou 
zvýší motivaci využívat elektronických 
Pro skupiny klientů, kteří z objektivních 
důvodů nemohou elektronické komunikace 
využívat (např. počítačová negramotnost) 
 76 
 
prostředků komunikace se státem. budou činit tyto poplatky další zátěž. 
Snížení potřeby spotřebního materiálu (tonery, 
kancelářské papíry) přináší nejen další úsporu 
finančních nákladů, ale rovněž působí 
pozitivně i z ekologického hlediska. 
Řada podnikatelských subjektů zajišťující 
zásobování bude muset hledat díky snížené 
poptávce nové klienty či omezit svou stávající 
činnost. 
 
Zdroj: vlastní 
Ačkoliv seznam přínosů by mohl být v tomto případě mnohem delší, zejména díky 
ovlivňování ostatních parametrů změnou jednoho, měl by výčet obsahovat alespoň 
ty nejzásadnější. 
Navrhovaný balík opatření má za úkol nejen vybudovat systém elektronizace státní 
správy, který byl efektivní a spolehlivý, ale rovněž má za úkol vzbudit poptávku a 
vůli subjektů tento systém používat. Jen díky tomu docílíme výše zmíněných 
výhod. Zejména dříve zmiňovaný argument snižování byrokracie působí pozitivně 
na podnikatelský sektor v zemi. Podnikatelské subjekty mají díky tomu více času, 
který mohou upotřebit na samotný výkon své primární obchodní činnosti. Dá se 
předpokládat, že takovéto firmy zvyšují svou ekonomickou výkonnost, což 
v důsledku zvyšuje i hospodářskou výkonnost státu. 
6.2 Reálné dopady na podnikatelské subjekty 
Podnikatelský subjekt je součástí (prvkem) makroekonomického trhu a tak jej 
samozřejmě ovlivňují podmínky, které na tomto trhu panují. Výhodách, které mu 
může efektivní státní správa přinést, byly zmíněny v předchozí kapitole. Existuje 
však i celá řada přínosů, které pocítí podnik interně. Mezi nejhlavnější výhody 
můžeme zařadit následující: 
• Zvýšená míra elektronizace dokumentů a dopisů přináší mnohem větší míru 
přehlednosti, úsporu nákladů na vytváření těchto dokumentů a rovněž jejich 
skladování. 
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• Elektronická komunikace umožní subjektům přímé napojení svých ERP 
systémů se systémy e-governmentu, což minimalizuje riziko vzniku chyb a 
rovněž vytváří úsporu času. 
• Dotčené podnikatelské subjekty budou vnímat celý e-government mnohem 
příznivěji, pokud budou mít pocit, že jeho užívání je věci dobrovolného 
rozhodnutí (zajištěno marketingovou kampaní, úprava legislativy pro 
aplikaci metody „cukru a biče“). 
• Sjednocení systému na jedno místo zajistí, že podnikatelské subjekty 
nebudou muset složitě vyhledávat způsoby, jak lze elektronické podání 
učinit. 
• Zjednodušení obsluhy, zajištění jednotného způsobu podání a bez 
požadavků na softwarové doplňky třetích stran, vytvoří systém, který bude 
přístupný i méně počítačově zdatným uživatelům a hlavně bude použitelný 
prakticky kdekoliv, kde je počítač s připojením na internet. 
Samozřejmě je možné a zřejmě i pravděpodobné, že stále bude existovat část 
subjektů, které nebudou chtít těchto prostředků komunikace využívat. Nicméně je 
právě úkolem těchto opatření zajistit, aby počet těchto subjektů byl co nejvíce 
minimalizován. 
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7 Závěr  
Elektronizace státní správy je velmi progresivním trendem, který působí globálně 
na téměř veškeré země na světě. Ačkoliv myšlenka je zcela bez pochyb správná, 
hůře probíhá již její samotná realizace. Každý stát, včetně České republiky, pojímá 
implementaci e-governmentu svým osobitým způsobem, který však občas 
zapomíná na hlavní podstatu. Tedy zjednodušení komunikace se státními orgány, 
snížení byrokracie a nákladů na provoz státního aparátu. 
Cílem práce bylo především navrhnout vhodné využití elektronizace státní a 
veřejné správy ve prospěch podniku s ohledem na provedené analýzy, které nám 
vytyčily celkem tři nejzásadnější problémy stavajícího pojetí systému  
e-governmentu. (Kapitola 4.2.2) 
Samotný návrh řešení byl vytvořen s ohledem na co nejvyšší efektivitu a 
jednoduchost provozu e-governmentu, zejména s ohledem na koncové uživatele, 
v tomto konkrétním případě na podnikatelské subjekty. Stěžejní částí návrhu řešení 
bylo vytvoření zjednodušeného modelu elektronizace státní správy, který byl 
sestaven na základě předchozích analýz. Součástí návrhu bylo rovněž nastínit 
opatření, která by měla přimět subjekty tento upravený systém využívat, a omezit 
v dnešní době stále majoritní způsoby komunikace prostřednictvím poštovního 
nebo osobního styku. Přitom je však kladen vždy důraz na fakt, aby si dotčený 
subjekt mohl vždy svobodně zvolit způsob komunikace, který mu nejlépe 
vyhovuje. 
Ačkoliv je tato práce koncipována z pohledu podnikatelských subjektů, principy a 
vlastnosti e-governmentu zůstávají vždy téměř stejné. Zde zmiňovaný návrh lze 
tak relativně snadno obohatit o rozšíření, vhodná rovněž pro nepodnikatelský 
sektor. 
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10 Přílohy 
Příloha 1 - Plné znění dotazníků proběhlého průzkumu 
1. Setkal (a) jste se již s pojmem e-government? (povinná, seznam - právě 
jedna - rozdělující) 
Odpověď  Počet  Lokálně  Globálně   
Ano  38  64.41%  64.41%   
Ne  16  27.12%  27.12%   
Nevím  5  8.47%  8.47%  
 
 
 
 
2. Jak byste charakterizoval (a) váš postoj k e-governmentu? (povinná, 
výborný - chvalitebný - dobrý - dostatečný - nedostatečný) 
Odpověď  Počet  Lokálně  Globálně   
dobrý  14  36.84%  23.73%   
dostatečný  8  21.05%  13.56%   
chvalitebný  7  18.42%  11.86%   
nedostatečný  5  13.16%  8.47%   
výborný  4  10.53%  6.78%  
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3. Slyšel (a) jste někdy pojem "Datová schránka"? (povinná, seznam - právě 
jedna - rozdělující) 
Odpověď  Počet  Lokálně  Globálně   
ano  57  96.61%  96.61%   
ne  1  1.69%  1.69%   
nevím  1  1.69%  1.69%  
 
 
 
 
4. Jak byste charakterizoval (a) váš postoj/postoj vaši firmy k Datovým 
schránkám? (povinná, seznam - právě jedna - rozdělující) 
Odpověď  Počet  Lokálně  Globálně   
mírně pozitivní  20  35.09%  33.9%   
neutrální  16  28.07%  27.12%   
spíše negativní  9  15.79%  15.25%   
velmi negativní  8  14.04%  13.56%   
velmi pozitivní  4  7.02%  6.78%  
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5. Popište hlavní aspekty, které vám vadí datových schránkách?  (nepovinná, 
delší text) 
------------------ 
Jelikož jsme malý obecní úřad a zastupitelé včetně starosty jsou důchodového věku, tak 
tímto přibyla další práce účetní, která zpracování dat. schránek dělá ve svém volném 
čase. Pro takto malé obecní úřady se 130 trvale hlášenými obyvateli a neuvolněným 
starostou, jsou to jen další starosti a práce navíc 
------------------  
nedůvěryhodný a drahý státní projekt, bez záruky dlouhodobé spolehlivosti 
------------------  
nefunkční projekt, drahý 
------------------  
nekompatibi l i ta s mým prohlizecem, neprehlednost, chybove hlasky i v kompatibi lnich 
prohlizecich 
------------------  
Nepřehlednost, nedostatečná informovanost. Toto není z mého pohledu, ale z pohledu l idí 
v mém okolí, kteří jsou hlavně ZMATENÍ z toho, jak to všechno funguje. Nejhorší je, že 
pokud se snaží zj isti t nějaké informace, tak je to téměř nemožné, protože sami úředníci 
nevědí o co jde a člověka si přehazují jako horký brambor. 
------------------  
Nesmyslny koncept, evidentni tunelovani statni pokladny, a nejvic povinnost pro f irmy 
tenhle dementni nesystem pouzivat = omezovani svobod. 
------------------  
Obtížná certi f ikace, nutnost používání jednoho PC k vyzvednutí pošty, problémy s FF 
------------------  
Poruchovost 
------------------  
privetivost - resp. absolutni neprivetivost.  
------------------  
Skoro nic nevím o principu datových schránek, pouze to, že jde o elektronickou 
komunikaci mezi podnikatelem a úřadem 
------------------  
SW pro DS - pouze od jednoho soukromého subjektu (602...)Nový SHA-2 algoritmus není 
f inkční na W2000 - z osobní zkušenosti znám několik f irem, kde DS běži na W2K srv - 
lhůta 14 dní k přechodu na SHA-2 je na trestní známení...Celkově: výborný nápad, ale 
totálně "z...."  
------------------  
To, že jsou pro určité subjekty povinné. Každý by s i měl sám zvolit, jak bude komunikovat 
s úřady. 
------------------  
zabezpečení, složitost obsluhy ....  
------------------  
Zbytečná komplikovanost - většina korespondence jsou pitomosti, které by se mohly 
posílat běžnými e-maily.  
  
6. Jak často ještě nuceni komunikovat se státními institucemi? (řadí se zde i 
VZP) (povinná, seznam - právě jedna) 
Odpověď  Počet  Lokálně  Globálně   
častěji  21  35.59%  35.59%   
maximálně 4x do roka  16  27.12%  27.12%   
11 - 25x ročně  12  20.34%  20.34%   
5 - 10x ročně  10  16.95%  16.95%  
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7. Preferujete elektronickou komunikaci na dálku před osobní/písemnou? 
(povinná, seznam - právě jedna - rozdělující) 
Odpověď  Počet  Lokálně  Globálně   
ano  42  71.19%  71.19%   
ne  13  22.03%  22.03%   
nevím  4  6.78%  6.78%  
 
 
 
 
 
8. Používáte aktivně elektronický podpis? (povinná, seznam - právě jedna - 
rozdělující) 
Odpověď  Počet  Lokálně  Globálně   
ne  38  64.41%  64.41%   
ano  21  35.59%  35.59%  
 
 
 87 
 
 
 
 
9. Jaká certifikační autorita vydala váš elektronický podpis?  (povinná, seznam 
- právě jedna) 
Odpověď  Počet  Lokálně  Globálně   
PostSignum - Česká pošta 
(www.postsignum.cz)  
13  61.9%  22.03%   
První certifikační autorita I.CA 
(www.ica.cz)  
7  33.33%  11.86%   
nevím  1  4.76%  1.69%  
 
 
 
 
 
10. Využíváte prostředků elektronické komunikace při jednání se státními 
institucemi? (povinná, seznam - právě jedna - rozdělující) 
Odpověď  Počet  Lokálně  Globálně   
ano  48  81.36%  81.36%   
ne  11  18.64%  18.64%  
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11. Jak byste hodnotil (a) podporu elektronické komunikace ze strany 
státních institucí? (povinná, výborný - chvalitebný - dobrý - dostatečný - 
nedostatečný) 
Odpověď  Počet  Lokálně  Globálně   
dobrý  18  43.9%  30.51%   
chvalitebný  10  24.39%  16.95%   
dostatečný  7  17.07%  11.86%   
nedostatečný  5  12.2%  8.47%   
výborný  1  2.44%  1.69%  
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12. Jaké formy elektronické komunikace se státními institucemi používáte? 
(povinná, seznam - alespoň jedna - polouzavřená) 
Odpověď  Počet  Lokálně  Globálně   
Datová schránka  32  78.05%  54.24%   
Elektronická pošta  31  75.61%  52.54%   
Specializované IS (EPO, 
ePodatelna aj.)  
17  41.46%  28.81%   
Kontaktní místo CZECHPOINT  15  36.59%  25.42%   
Portál  1  2.44%  1.69%  
 
 
 
 
 
13. Seřaďte státní instituce podle četnosti komunikace vaši firmy s danou 
institucí. (nepovinná, seznam - seřazení možností) 
Odpověď  Průměrné pořadí  Rozptyl  
Správa sociálního zabezpečení  1.873  2.075  
Všeobecná zdravotní pojišťovna  2.436  2.319  
Finanční úřad  2.091  1.355  
Obecní úřady  3.291  3.479  
Soudy  3.818  3.603  
Ministerstva  4.491  4.759  
 
14. Jaká je právní forma vašeho podnikání?  (povinná, seznam - právě jedna - 
rozdělující) 
Odpověď  Počet  Lokálně  Globálně   
Společnost s ručením omezeným  28  47.46%  47.46%   
OSVČ  16  27.12%  27.12%   
Akciová společnost  10  16.95%  16.95%   
Jiná  5  8.47%  8.47%  
 
 
 90 
 
 
 
15. Jaké je vaše nejvyšší dosažené vzdělání? (nepovinná, seznam - právě jedna) 
 
Odpověď  Počet  Lokálně  Globálně  
Vysokoškolské  8  53.33%  13.56%  
Střední s maturitou  4  26.67%  6.78%  
Vyučen(á)  2  13.33%  3.39%  
Základní  1  6.67%  1.69%  
 
 
 
 
16. Kolik zaměstnanců má vaše firma? (povinná, seznam - právě jedna) 
 
Odpověď  Počet  Lokálně  Globálně  
méně jak 10  31  52.54%  52.54%  
51 - 250  12  20.34%  20.34%  
více jak 250  6  10.17%  10.17%  
10 - 25  6  10.17%  10.17%  
26 - 50  4  6.78%  6.78%  
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17. Na jaké pozici ve firmě pracujete?  (povinná, seznam - právě jedna) 
Odpověď  Počet  Lokálně  Globálně   
vedení firmy, jednatel  26  44.07%  44.07%   
finanční odbor  15  25.42%  25.42%   
jiné  11  18.64%  18.64%   
IT odbor  6  10.17%  10.17%   
výrobní odbor  1  1.69%  1.69%  
 
 
 
 
 
18. Jste osoba ve firmě, která přímo komunikuje s institucemi státní správy?  
(povinná, ano - nevím - ne) 
Odpověď  Počet  Lokálně  Globálně   
ano  46  77.97%  77.97%   
ne  11  18.64%  18.64%   
nevím  2  3.39%  3.39%  
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Příloha 2 - Úplný opis emailové zprávy s dotazy a odpověďmi od I.CA 
1. Jaký je váš současný počet zákazníků, respektive jaký je váš podíl na trhu s poskytováním 
akreditovaných certifikačních služeb? 
 
Podle odhadu je náš podíl (První certifikační autorita, a.s.,  dále též I.CA) v porovnání s 
dalšími dvěma akreditovanými certifikačními autoritami v ČR následující : 
  
§         kvalifikované certifikáty – podíl I.CA je cca 50% 
§         komerční certifikáty – podíl I.CA je cca 75% 
 
Naše společnost vydá ročně cca 170 – 180.000 certifikátů  všech typů, prvotních i 
obnovených. 
 
Jsme pravděpodobně  jediná akreditované společnost v Evropě, která má akreditaci ve dvou 
zemích Evropské unie –  v ČR (Ministerstvo vnitra ČR) a na Slovensku (NBÚ Bratislava SR) 
 
2. Jaký je současný poměr vydaných kvalifikovaných certifikátů pro bežné občany 
(nepodnikatele) a podnikatelské subjekty (pouze dle IČ, nikoliv jednotlivý zaměstnanci)? 
 
Kvalifikované a kvalifikované systémové certifikáty jsou vydávány převážně (v drtivé 
většině)  jako zaměstnanecké – a nebo si je nechávají vydat fyzické osoby jako OSVČ pro 
další podnikatelskou činnost  
 
příklad – OSVČ = osoba samostatně výdělečně činná, která vede účetnictví řadě lékařů a 
podepisuje jejich dokumenty (např. vyúčtování zdravotní péče vůči zdravotním pojišťovnám) 
v elektronické podobě má certifikát vydán jako fyzická osoba 
 
3. Jelikož působíte na trhu s porovnámím s konkurencí (PostSignum a eIdentity) nejdéle, pocítili 
jste nějakým způsobem (odliv zákazníků) spuštění těchto dvou CA? Narážím zde především na 
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relativně vyšší cenu za vydání kvalifikovaného certifikátu, kdy konkrétně PostSignum je 
výrazně levnější. 
 
Od roku 2002 do dneška je počet certifikátů, vydávaný naší společností, zhruba stále stejný, 
působíme u velkých bank, velkých komerčních společností, ministerstvem, u institucí státní s 
veřejné správy, státních podniků,  
 
účastníme se významných projektů, naší předností je kvalita a také schopnost spolupracovat 
na integraci certifikátů do systémů našich zákazníků,  
 
vliv konkurence se od roku 2005 na naší pozici v zásadě neprojevil. 
4. Vzhledem k výhodné pozici PostSignum na trhu (vysoký počet kontaktních míst, nižší cena 
kvalifikovaných certifikátů), jakým způsobem se snažíte konkurovat, respektive co nabízíte 
navíc oproti konkurenci? Zajímá me především klientela z řad podnikatelů, firem. 
 
Odpověď je už více méně uvedena u Vaší otázky 3. 
Navíc je naší snahou být vždy v předstihu s inovacemi – příkladem byl námi připravený a 
nabídnutý certifikát TWINS jako reakce na vyhlášku z roku 2006 o omezeném používání 
kvalifikovaných certifikátů jen pro zaručený elektronický podpis,  
také přechod na vyšší kryptografii SHA-2 jsme spojili s pomocí našim významným 
zákazníkům při analýze dopadů na jejich systémy apod., dlouhodobě jsem provozovali a 
provozujeme testovací prostředí pro klienty apod. 
5. Ve své nabídce služeb máte rovněž kvalifikovaná časová razítka. Jaký je podíl zákazníků (z 
řad firem) využívající tuto službu? 
 
Časová razítka vydáváme od roku 2004, od roku 2006 pak po získání akreditace vydáváme  
Kvalifikovaná časová razítka. 
Máme v současné době cca 80 – 100 klientů, z toho 30 velkých. 
Počty klientů rostou, vliv na to mají aplikace jako Datové schránky, e-archivy, e-fakturace 
apod. 
Na Slovensku máme rovněž akreditace a také vydáváme kvalifikovaná časová razítka = 
časové pečiatky 
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Příloha 3 - Rozdělení regionů v Evropě dle OSN 
 
Zdroj: (28) 
 
 
Příloha 4 - Hodnocení zemí Evropy v oblasti vývoje e-governmentu dle OSN 
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Tab 4.21, 4.22, 4.23, 4.24 - Zdroj: (28) 
 
 
Příloha 5 - Počty elektronických podání uskutečněných prostřednictvím aplikace EPO 
 Typ písemnosti (Typ podání) 
 Rok 
 2003  2004  2005  2006  2007  2008 
 2009 
(31.12.) 
 Daň z nemovitostí 
 ZAREP 460  396  703  961 1 264 1 813 2 308 
 Ost 325  374  1 070  1 257 1 621 2 332 2 001 
 Daň z přidané 
hodnoty 
 ZAREP 3 353  10 162  26 965  53 122 77 342 102 777 134 256 
 Ost 1 773  3 360  4 742   5 410 7 010 7 777 10 673 
 Souhrnné hlášení 
VIES 
 ZAREP 0  290  1 410   2 931 4 615 6 224 8 246 
 Ost 0  121  325   414 456 498 714 
 Daň silniční 
 ZAREP 14  899  2 185   4 830 7 577 10 123 12 561 
 Ost 789  901  1 077   1 671 1 459 1 634 1 690 
 Daň z příjmů 
fyzických osob 
 ZAREP 0  172  1 495   3 105 5 573 8 217 10 454 
 Ost 0  21  1 009  2 149 3 619 5 628  4 858 
 Daň z příjmů 
právnických osob 
 ZAREP 0  182  1 243   2 613 4 670 6 674 9 314 
 Ost 0  24  260   289 411 554 716 
 Oznámení podle § 
34 zákona 
č.337/1992 Sb. 
 ZAREP 0  4  83  80 158 172 201 
 Ost 71  13  26   40 68 70 85 
 Obecná podání  ZAREP 233  3 286  6 385  12 473 17 196 24 561 34 200 
 Hlášení platebního 
zprostředkovatele 
 ZAREP 0 0 0 50 134 133 106 
 Ost 0 0 0  116 123 59  58 
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 Vyúčtování daně z 
příjmů fyzických 
osob 
 ZAREP 0 0 0  1 158 2 736 4 188 5 755 
 Ost 0 0 0  112 387 530 536 
 Žádost o 
zřízení/zrušení DIS 
 ZAREP 0 0 0 5 243 5 625 6 110 7 034 
 Přihlášení ke 
službám daňového 
portálu 
 ZAREP 0 0 0 4 842  5 225 6 148 7 131 
SOB 0 0 0 0 0  2 740 8 516 
 Celkem 
 ZAREP 4 060   15 391 40 469   91 408 132 115 179 880 240 705 
 Ost 2 958   4 814 8 509   11 458 15 154 19 082   21 331 
 
Zdroj: Česká daňová správa : Počty elektronických podání prostřednictvím aplikace EPO 
           http://cds.mfcr.cz/cps/rde/xchg/SID-3EA9846C-CF7953D3/cds/xsl/dane_elektronicky_416.html?year= 
 
Vysvětlivky: 
Zarep ... S tzv. zaručeným elektronickým podpisem, neboli kvalifikovaným certifikátem obsahujícím informace podle 
podle zákona č. 227/2000 Sb., o elektronickém podpisu, ve znění pozdějších předpisů 
Ost ... Bez tzv. zaručeného elektronického podpisu, viz výše 
Hlášení platebního zprostředkovatele … Hlášení platebního zprostředkovatele podle § 38fa zákona 586/1992 Sb. 
Vyúčtování daně z příjmů fyzických osob … Vyúčtování daně z příjmů fyzických osob ze závislé činnosti a z funkčních 
požitků 
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