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Abstract. In production managers difficult to use methods of risk identification, so the heads of IT-projects 
requires an effective tool that allows you quickly identify the most dangerous and the most favorable risks. 
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Сложность реализации ИТ-проектов формирует не только многочисленные угрозы и 
опасности (негативные риски), но и определенные благоприятные возможности (позитивные 
риски), помогающие менеджерам ИТ-проектов успешно выполнять поставленные проектные 
задачи. В производственных условиях менеджерам затруднительно использовать затратные 
методы идентификации рисков, поэтому руководителям ИТ-проектов требуется эффектив-
ный инструмент, который позволял бы оперативно выявлять как наиболее опасные, так и 
наиболее благоприятные риски. В этой связи целью данной статьи является представление 
результатов, полученных в ходе проведения анкетирования и использования опросных лис-
тов для идентификации негативных и позитивных рисков в тестовом ИТ-проекте [1]. 
Для достижения поставленной цели были решены следующие задачи: 
1) разработаны анкеты позитивных и негативных рисков, типичных для ИТ-проектов; 
2) проведено анкетирование участников ИТ-проекта для выявления негативных и по-
зитивных рисков. 
Идентификация риска − это процесс определения элементов риска, составления их пе-
речня и описания каждого из элементов риска [2]. 
Методы идентификации риска включают: 
• методы оценки риска на основе документальных свидетельств, примерами которых 
являются анализ опросных листов, анализ экспериментальных данных, а также данных и 
событий, произошедших в прошлом [3]; 
• подходы, использующие экспертные мнения [4]. 
После идентификации рисков начинается один из самых важных этапов – анализ рисков. 
Для оценки вероятности проявления и влияния негативных рисков авторы статьи ис-
пользовали следующую классификацию: 
• Tigers – риски, которые могут оказать катастрофическое влияние на проект; 
• Puppies – часто встречаемые риски; 
• Alligators –риски, которые имеет низкую вероятность наступления, но могут ока-
зать катастрофическое влияние на проект; 
• Kittens – незначительные риски [5]. 
 
 
Рис. 1. Пример опросного листа негативных рисков для проекта «Сенсорные сады» 
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Для оценки вероятности проявления и влияния позитивных рисков авторы статьи ис-
пользовали классификацию: 
• Elephants – риски, которые имеют высокую вероятность наступления и оказывают 
самое значительное положительное влияние на ИТ-проект; 
• Dolphins – риски, которые имеют низкую вероятность наступления, но могут ока-
зать значительное положительное влияние на проект, как риски типа Elephants; 
• Rabbits – незначительные позитивные риски, т. е. не оказывающие особого влияния 
на проект; 
• Dogs – риски, которые не оказывают значительного влияния на проект, но имеют 
высокую вероятность наступления. 
 
 
Рис. 2. Пример опросного листа позитивных рисков для проекта «Сенсорные сады» 
В заключение можно сказать, что идентификация и оценка ИТ-проектов посредством 
опросных листов полностью подходят для принятия решений по дальнейшим мероприятиям. 
Также этот способ наиболее оптимален на практике, так как при составлении опросных лис-
тов мы рассматриваем все области риска, ранжируем их по степени значимости и можем 
увидеть, где именно необходимо оперативно принимать какие-либо решения. 
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