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Introducción
La Asociación de Derecho Informático 
de Argentina (ADIAr), creada para aunar a 
todos aquellos profesionales vinculados a 
esta rama del derecho en constante cambio y 
crecimiento, lleva a cabo desde su fundación 
en 2007 eventos tanto para sus asociados 
como para el público interesado.
En conjunto con Informática Legal y la 
Universidad de Belgrano (UB) presentaron el 
“IX Congreso Argentino de Derecho 
Informático 2015”, en la sede de la 
Universidad, y abierto al público general, pero 
destinado principalmente a abogados, 
estudiantes, periodistas, y profesionales 
vinculados a la seguridad de la información, 
con el objetivo, en sus propias palabras, de 
“analizar y debatir los temas de actualidad 
más relevantes del Derecho Informático, con 
un enfoque multidisciplinario que procure 
brindar material de análisis y de estudio a los 
asistentes”.
Contó con la participación de 
destacados profesionales en derecho, 
periodismo, informática, criminología y 
psiquiatría, que disertaron desde su propio 
enfoque de actuación.
Acto de Apertura 
Dio inicio al Congreso Miguel Sumer 
Elías, director y fundador de Informática 
Legal, junto a Guillermo Zamora, actual 
presidente de ADIAr. Ambos presentaron el 
programa de disertaciones, en donde 
aprovecharon a presentar a la Asociación 
detrás del Congreso, e invitando a los 
presentes a asociarse. Inmediatamente, 
Miguel cedió su espacio a la moderadora del 
primer panel para dar comienzo al ciclo de 
conferencias. 
Panel N° 1: “La privacidad frente a los 
nuevos avances tecnológicos”
Moderado por Myriam Agañaraz, 
abogada y docente de la Universidad de 
Belgrano, quien comenzó presentando al 
primer exponente del panel.
1er disertación: “Privacidad y otros 
cuentos de hadas” - Federico Kirschbaum. 
“La privacidad hoy en día está muerta; 
tiene mucho valor, pero nosotros no la 
aprovechamos”.
Un tema que sin duda genera mucha 
polémica es el manejo de la información 
privada por parte de las redes sociales y 
compañías que ofrecen servicios gratuitos a 
través de internet.  Federico es CTO de 
Infobyte Security Research y, a través de sus 
conocimientos en seguridad informática, nos 
explicó cómo funcionan las tecnologías de 
hoy en día, y la forma en que internet controla 
la información personal que voluntariamente 
ceden sus usuarios a cambio de sus 
servicios. Las principales empresas que 
prestan estos servicios de manera gratuita, 
tales como Facebook, Google, WhatsApp, 
etc., son en realidad, compañías publicitarias 
que venden paquetes de información de sus 
usuarios, toda la actividad que realizan y 
cosas que “le gusta”. La telefonía no queda 
exenta de este negocio de venta de 
información de sus clientes, lo cual conlleva 
una invasión de privacidad, y que va más allá 
del rastreo y ubicación de la persona que 
utiliza el dispositivo.
2da disertación: “Bioética, bioderecho 
y protección de datos genéticos” - Paulina 
Casares Subia
Desde una perspectiva estrictamente 
jurídica, abordó la cuestión la abogada 
ecuatoriana Paulina Cásares Subia, miembro 
fundadora de la Sociedad Internacional de 
Derecho Genómico, Bioética y Bioseguridad. 
Destacó cómo los abogados ahora deben ser 
obligatoriamente interdisciplinarios en el 
ejercicio de su profesión, principalmente en 
conocimientos como medicina y tecnología. 
Estableció y definió a la bioética, nacida de 
hechos específicos (experimentación nazi, 
teoría de la evolución de Darwin, etc.) y al 
bioderecho, como límite que se impone a la 
actividad científica y tiene como base la 
bioética. Se refirió a los biobancos, lugares de 
almacenamiento de información genética 
que identifican a una persona con distintos 
propósitos: en civil, para determinaciones de 
paternidad, y en penal, para identificar a 
reincidentes. Retomó el tema de privacidad, 
pero relacionándolo con la intimidad genética 
y cómo las empresas (ej. aseguradoras) 
clasifican a sus clientes en base a su historial 
médico. Explicó la forma en que actúa la 
Justicia desde la legislación presente en 
Argentina, en comparación con otros países 
de Latinoamérica, sobre el acceso a la 
información médica, que etiquetan y 
discriminan a las personas, especialmente, 
los datos genéticos.
3ra disertación: “La protección de 
datos personales: un valor social en 
construcción” - Eduardo Peduto.
 “Somos los esclavos modernos, 
porque somos vendidos como productos; 
jerarquizados según la capacidad de 
consumo”.
Como director del Centro de 
Protección de Datos Personales, analizó lo 
planteado por los conferencistas en la 
cuestión ciencia-poder, y llegó a la conclusión 
de que “van de la mano”. Es tiempo de 
pensar en macrodisciplinas para abordar la 
cuestión, haciendo analogía con los 
requisitos para ingresar a conocimiento 
universitario en la época Medieval. Todos los 
universitarios deben poseer un conocimiento 
que exceda lo específico de su disciplina. 
En un estudio estadístico realizado a 
360 jóvenes, el 50% alegó que no le importa 
su privacidad, y en cuanto a la protección de 
sus datos, demostraron desinterés un 70%. 
Es el resultado de exponerse tanto en las 
redes sociales y el acostumbramiento a las 
mismas. 
Finalmente, realizó comentarios 
acerca del Patriot Act y los pretextos de 
terrorismo utilizados por EE. UU. para demoler 
derechos civiles, y financiado por aquellos 
que pretenden abolirlo. 
Terminada su disertación, la 
moderadora dispuso espacio para preguntas 
de los presentes, dando por finalizado el 
primer panel del Congreso.
Panel N” 2: “Panorama legal del 
e-commerce y los negocios digitales”
Dicho panel fue presentado por 
Andrea Campbell, periodista del Canal 
América.
1er disertación: “Aspectos Legales a 
considerar en un negocio digital”- Miguel 
Sumer Elías. 
“Somos emprendedores, pero nos 
equivocamos con torpezas jurídicas 
rápidamente”. 
Quien organiza brindó en su 
disertación tips y un resumen de tareas que 
uno debe realizar cuando quiere comenzar un 
negocio en la web, denotando los aspectos 
legales y así no tener futuras complicaciones 
de este tipo (prevención de sanciones) y por 
supuesto ejercer mejor nuestros derechos. 
De hecho, debe ser parte de la estrategia de 
marketing cumplir con la Ley, ya que esto da 
buena imagen corporativa e inspira 
confianza. Dio las diferencias entre 
empresario (estado laboral) y emprendedor 
(estado de ánimo), y  aconsejó a estos 
últimos, recomendando un “contrato 
asociativo” y cláusula de salida, a fin de 
cuidar sus intereses.
Chequear nombres a utilizar y armar 
condiciones y políticas de privacidad, deben 
ser objetivos a cumplir en el manejo de la 
seguridad de la información.
2da disertación: “El crecimiento de la 
Economía en Internet y su relación con el 
Derecho”- Carlos Dionisio Aguirre. 
Como Abogado especialista en 
Derecho de los Negocios y Director de AGEIA 
DENSI, consideró que la economía debe 
renovarse y proponer un nuevo proyecto para 
la Informática. Afirmó que el Internet y los 
celulares crearon una tiranía que ha 
generado enfermedades y vicios en la 
sociedad. Reveló algunos datos e hitos acerca 
de cómo la conexión a las redes sociales 
afectan de forma mediata e inmediata las 
psiquis de los usuarios, dándonos un 
panorama de cómo avanza la gobernanza a 
través de internet. 
“El Derecho siempre vino después de 
la Economía, y el Internet es todo Economía”.
Más de 400 nuevos dominios 
genéricos (extensiones) en la ICANN fueron 
aprobados entre las 1900 aplicaciones 
propuestas, destacando el gran negocio 
detrás de sus administraciones.
El gran problema actual es que los 
gigantes de Internet comienzan a privatizar el 
Derecho, como lo es Facebook con sus más 
1.400 millones de usuarios, con reglas 
propias.
3er disertación: “Los impuestos en el 
e-commerce: casos Netflix y MercadoLibre”- 
Ismael Lofeudo.
 Lofeudo es Abogado y Docente en la 
UNLP. Nos comentó que en Argentina el 
comercio electrónico crece a gran escala, 
tanto el indirecto (material) como el directo 
(absolutamente a través de la web con 
productos y servicios digitales). Los principios 
impositivos deben respetarse en estos 
comercios, pero están altamente 
automatizados y generan muchas 
incertidumbres acerca de quiénes proveen 
dichos servicios digitales, siendo complicado 
para los fiscos gravar a estos negocios al no 
poseer Clave Única de Identificación 
Tributaria (CUIT) y ser empresas no radicadas 
en Argentina. Su volatilidad y facilidad de 
esfumarse es otro problema, a la cual se le 
suma la dificultad de rastrear pagos ante 
tantos usos de intermediarios.
Hizo hincapié en el caso Netflix, y de 
cómo operaba con sus usuarios en Argentina, 
especialmente en la Ciudad Autónoma de 
Buenos Aires. También, y para finalizar, se 
refirió al caso MercadoLibre, dejando en 
evidencia cómo el fisco pasa a ser muy 
importante en las operaciones sobre 
e-commerce.
Panel N° 3: “Desafíos jurídicos del 
cloud computing y el teletrabajo”
Bajo la moderación de Guillermo 
Navarro.
1er disertación: “Computación en la 
nube: desafíos jurídicos y profesionales del 
sistema”- José María Lezcano y Ernesto 
Liceda.
Comenzó la exposición el abogado 
Lezcano, investigador de la UNLP, quien 
definió a la computación en la “nube” como 
una evolución del avance tecnológico, un 
nuevo paradigma que conjuga software y 
hardware, y que van más allá de la Internet. 
Luego de clasificar los modelos existentes, 
indicó que el de mayor problema es el de 
acceso público y gratuito, pensado para que 
el usuario pueda utilizar dicha tecnología y 
ampliarla cuando lo desee.
Continuó la disertación Liceda, 
también investigador de la UNLP, quien 
mencionó las conveniencias de adquirir estos 
servicios, siendo una barata inversión para 
quienes recién comienzan con su 
emprendimiento. Pero esto conlleva 
incertidumbre acerca del verdadero control 
que se tiene sobre esos recursos adquiridos, 
y el cliente terminará siendo totalmente 
dependiente del proveedor del servicio. La 
función del Estado en esta cuestión será 
crucial en el tratamiento legislativo, y los 
usuarios que consumen estos servicios 
deberán tener una adecuada capacitación 
profesional.
2da disertación: “Aspectos legales 
relacionados al Teletrabajo Internacional” - 
Corina Andrea Iuale
La abogada y magister en Derecho 
Privado nos contó cómo se encuentra 
legislado el teletrabajo en nuestra ley de 
contrato de trabajo (Arg.). El empleado realiza 
sus tareas laborales en su propio domicilio, o 
en otro pero distinto del empleador. Mencionó 
sus principios, como la voluntariedad, la 
igualdad respecto a los trabajos presenciales, 
la aplicabilidad de la libertad sindical, etc., 
que brindan muchas ventajas tanto para el 
trabajador como el empleador, pero 
asimismo, algunos riesgos como 
sedentarismo y aislamiento.
El teletrabajo posee algunos 
inconvenientes jurídicos no resueltos, por 
ejemplo, la intromisión del empleador en la 
vida privada del trabajador al controlarlo en 
su propia casa, ya que ésto va en contra del 
respeto a la vida privada. 
En el teletrabajo Internacional los 
empleadores se encuentran en distinto país y 
esto no permite establecer qué leyes se 
deben aplicar al no estar definido cuál es el 
lugar de cumplimiento de trabajo, y, por sobre 
todo, cuál jurisdicción y a qué juez debe 
recurrir el empleado ante conflictos de 
derecho laboral.
Panel N° 4: “Delitos, víctimas y vacío 
penal en Internet”
Moderado por Santiago Do Rego, 
periodista de TN y de Canal 13.
Exponentes del panel: María Laura 
Quiñones Urquiza, diplomada en 
Criminología, Criminalística y en Derechos 
Humanos, especialista en perfilación 
Criminal y en Tanatología; la Dra. Soledad 
Álvarez, Médica especialista en Psiquiatría  y 
en Medicina Legal, y  Psiquiatra de la Unidad 
de Criminales  Inimputables del Hospital 
Moyano; y el Abogado Nicolás Tato, 
Presidente de Mensa Argentina, Docente de 
Derecho Informático y Práctica Forense en 
USAL.
Quiñones Urquiza comenzó la 
disertación con el denominado “limbo 
criminológico”, donde están incluidos 
aquellos delitos que no se encuentran 
contemplados en la ley y que no vale la pena 
denunciar. Dentro de esta categoría están las 
estafas (delito de cuello blanco) en internet 
donde hay mentira, engaño, y se caracterizan 
por la ausencia de violencia. Existen diversos 
factores que hacen a la estafa: el principal 
factor es predisponente, siendo además de la 
falta de pena, el anonimato. Por otra parte se 
hallan los factores precipitantes, tales como 
la oportunidad delictiva, la racionalización del 
delito, y la gratificación emocional que éste 
genera. El factor perpetuante es la impunidad 
(escape) y la sofisticación.
Álvarez continuó definiendo a la 
violencia, la cual es una construcción social 
intencional donde siempre hay una parte que 
ejerce poder sobre otra; diferente de la 
agresividad, que por lo general no es 
intencional e innata. Abordó a estos aspectos 
con el fin de diferenciarlos de las estafas. 
Durante su exposición realizó una descripción 
de la estructura psíquica de quienes son 
víctimas de dichas estafas.
Tato estableció que con el internet, 
parte de la vida de las personas pasó al 
ámbito virtual. Incluso afirma que tiene mayor 
importancia que la realidad.
“Cuando la verdad es dura e 
incómoda, la gente prefiere creer las 
falsedades interesantes”. 
Es así como las personas caen ante 
las estafas, cuya falta de legislación, 
anonimato y ausencia de castigo, aumentan 
su frecuencia. Es por ello que el castigo es 
esencial para que la conducta respete las 
leyes.
Quiñones retomó la palabra con otro 
limbo criminológico: ISIS (Estado Islámico en 
Irak y Siria) y las propagandas de violencia a 
través de sus excesos y de los  mensajes que 
dejan en sus videos de ejecución.  Dentro de 
este tema se encuentra la viralización de 
videos “Snuff” como medio para sembrar 
miedo, ya que lo audiovisual genera más 
emociones.
 Realizó una diferencia entre Mirror 
Hungry (personas con trastornos psicopáticos 
y narcisista de la personalidad, que buscan 
ser admirados) de las Ideal Hungry, que son 
aquellas personas “normales”, que pueden 
establecer vínculos con otras, algo que no 
ocurre con los integrantes principales de ISIS, 
pero sí con sus seguidores. Estos van en 
busca de reafirmar su autoestima siendo 
parte de algo revolucionario.
Determinó que ISIS pretende con la 
viralización de estos videos la normalización, 
es decir, el acostumbramiento de la población 
a la violencia.
Hizo analogía al experimento Milgram 
realizado en 1963 en lo referido al respeto a 
las órdenes de autoridad, y cómo pierden el 
juicio moral las personas “normales”. 
Describió un estudio que se realizó sobre la 
influencia que la gente percibe de internet en 
diversos aspectos, dando como resultado que 
el 42% de la población consideran que el 
internet es mala influencia en la moralidad.
Álvarez definió el morbo como la 
atracción de lo mal sano, o sea, por el sexo y 
la muerte, y cómo el hacer sufrir produce  
bienestar en el ser humano.  Estableció que 
las imágenes violentas producen una 
desensibilización progresiva en la sociedad.
Tato habló de la deep web. La misma 
es una red donde no es posible rastrear e 
identificar a los usuarios, es por ello que es 
en donde se cometen la mayoría de los 
delitos.
Quiñones definió a la pedofilia y su 
diferencia con la pederastia. El primero tiene 
atracción sexual hacia niños, no tiene 
contacto sexual y puede llegar a crear 
pornografía infantil sólo a través del 
grooming. El pederasta, en cambio,  es aquel 
que sí consuma el hecho, tiene acceso carnal 
con  menores. 
Mostró foros que contienen reglas 
muy definidas, como por ejemplo, que no se 
permiten en él material pornográfico, sólo 
fotografías limpias, no se coloca el nombre 
real del niño, etc. Las imágenes no son 
lascivas, pero sí lo son los comentarios 
dejados en ellas. También en estos foros se 
colocan fotografías con lo que se conoce 
como parcialismo, que es un modo de 
obtención de placer como por ejemplo 
fetichismo con los pies.
Diferenció clases de pedófilos a partir 
de sus motivaciones, algunos de ellos 
ocasionales, otros que tienen la constante 
necesidad de violar; los que no tienen ningún 
trastorno, etc. Estableció cómo ciertas 
personalidades se relacionan con otras 
personas, y la dificultad que se les presenta 
para tener pareja.
Álvarez describió su experiencia 
atendiendo pederastas y reveló un perfil de 
ellos. También describió las características de 
los relatos de las víctimas de abuso infantil y 
de su impacto a través del tiempo. Tato 
destacó cómo el internet potencia estos 
delitos.
Cerraron el panel con un video NOT 
OFFEND para pedófilos como campaña 
preventiva alemana (www.dont-offend.org).
Panel N° 5: “Procedimientos de 
investigación de la ciberdelincuencia”
Moderaron Abog. Pablo Kesler y 
Maximiliano Macedo.
El Abog. Horacio Azzolin, Fiscal de la 
Procuración General de la Nación en 
Cibercrimen, desde su experiencia estableció 
la diferencia existente entre la evidencia 
física respecto de la recolección de evidencia 
digital; y cómo debe considerarse ésta. El 
problema también radica en la insuficiencia 
de normativas a nivel Nacional en cuanto a su 
recolección, almacenamiento y 
procesamiento. No hay normativa de 
procedimiento que regule el trabajo que se 
realiza en la investigación sobre distintos 
dispositivos en el Ministerio Público Fiscal. 
Otro problema es el “storage” de las copias 
forenses, principalmente.
Ponderó la capacitación en esta 
cuestión, pero para todos los agentes de la 
ley, ya que a futuro será imprescindible este 
conocimiento. Describió los allanamientos en 
casos de pedofilia, buscando un trabajo 
interjurisdiccional y transfronterizo. Se hace 
muchas veces pero no hay normativa que lo 
estimule, y en estos casos (delitos 
informáticos) es muy importante, sobre todo, 
por la agilidad requerida de acción. Sin 
embargo, en otros países hay cooperación 
internacional en cibercrimen (Convención de 
Budapest), ya que una red de trabajo sería lo 
ideal en la investigación.
Gustavo Nicolás Ogawa, especialista 
en Seguridad Informática, habló de la 
cuestión desde un punto de vista técnico, 
haciendo hincapié en el cibergrooming y el 
desafío de cómo descubrir a los autores 
anónimos. A través de un video, de forma 
técnica y sin tener en cuenta el aspecto 
jurídico, mostró cómo obtener la IP del 
atacante con una “trampa” publicada en 
redes sociales; o infectando la computadora 
para extraer su información.
No obstante, Carlos Gabriel Rojas, 
Jefe del Departamento de Investigaciones 
Especiales y Complejas de la Policía 
Metropolitana, Unidad Cibercrimen, comentó 
que hay una legislación en el Código de 
Procedimiento de Neuquén que posibilitaría 
el allanamiento a distancia (Art. 153 del 
Código Procesal Penal de la Provincia de  
Neuquén sobre la información digital).
Federico Pacheco, Director de Entropy 
Security y Vicepresidente de ISSA Argentina, 
definió a partir de este tema a la criptografía y 
cifrado para proteger los datos en Internet. 
Destacó la importancia de tener un buen 
antivirus actualizado y no ingresar 
aleatoriamente a cualquier enlace.  Es muy 
difícil en la práctica romper claves y 
algoritmos criptográficos  o “crackearlos”. 
Sugirió al público que cifre su información 
personal a través de herramientas técnicas.
El Abog. Marcelo Temperini se enfocó 
en el crackeo de servidores y seguridad 
cibernética. Recalcó la sensación de 
impunidad de las conductas referentes a 
delitos informáticos “menores” que el Estado 
no persigue por ser de poca trascendencia. El 
problema es que en Argentina no hay ley para 
obligar a las empresas proveedoras de 
servicios a guardar los datos de sus clientes, 
como podría ser la IP; pero de todos modos 
algunas ISP colaboran en ciertos casos. 
Retomó la palabra Rojas, explicando 
el trabajo de su equipo en el área de 
cibercrimen (Policía Metropolitana), 
mostrando un video de presentación de la 
Unidad de “ciberpolicias”.
Temperini cerró la disertación 
comentando el caso Medina, en donde no se 
llevaron bien a cabo las pericias informáticas. 




Finalizaron el Congreso Miguel y 
Guillermo de ADIAr agradeciendo al público 
presente su participación e invitándolos al 
próximo Congreso a llevarse a cabo en 
Misiones.
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La Asociación de Derecho Informático 
de Argentina (ADIAr), creada para aunar a 
todos aquellos profesionales vinculados a 
esta rama del derecho en constante cambio y 
crecimiento, lleva a cabo desde su fundación 
en 2007 eventos tanto para sus asociados 
como para el público interesado.
En conjunto con Informática Legal y la 
Universidad de Belgrano (UB) presentaron el 
“IX Congreso Argentino de Derecho 
Informático 2015”, en la sede de la 
Universidad, y abierto al público general, pero 
destinado principalmente a abogados, 
estudiantes, periodistas, y profesionales 
vinculados a la seguridad de la información, 
con el objetivo, en sus propias palabras, de 
“analizar y debatir los temas de actualidad 
más relevantes del Derecho Informático, con 
un enfoque multidisciplinario que procure 
brindar material de análisis y de estudio a los 
asistentes”.
Contó con la participación de 
destacados profesionales en derecho, 
periodismo, informática, criminología y 
psiquiatría, que disertaron desde su propio 
enfoque de actuación.
Acto de Apertura 
Dio inicio al Congreso Miguel Sumer 
Elías, director y fundador de Informática 
Legal, junto a Guillermo Zamora, actual 
presidente de ADIAr. Ambos presentaron el 
programa de disertaciones, en donde 
aprovecharon a presentar a la Asociación 
detrás del Congreso, e invitando a los 
presentes a asociarse. Inmediatamente, 
Miguel cedió su espacio a la moderadora del 
primer panel para dar comienzo al ciclo de 
conferencias. 
Panel N° 1: “La privacidad frente a los 
nuevos avances tecnológicos”
Moderado por Myriam Agañaraz, 
abogada y docente de la Universidad de 
Belgrano, quien comenzó presentando al 
primer exponente del panel.
1er disertación: “Privacidad y otros 
cuentos de hadas” - Federico Kirschbaum. 
“La privacidad hoy en día está muerta; 
tiene mucho valor, pero nosotros no la 
aprovechamos”.
Un tema que sin duda genera mucha 
polémica es el manejo de la información 
privada por parte de las redes sociales y 
compañías que ofrecen servicios gratuitos a 
través de internet.  Federico es CTO de 
Infobyte Security Research y, a través de sus 
conocimientos en seguridad informática, nos 
explicó cómo funcionan las tecnologías de 
hoy en día, y la forma en que internet controla 
la información personal que voluntariamente 
ceden sus usuarios a cambio de sus 
servicios. Las principales empresas que 
prestan estos servicios de manera gratuita, 
tales como Facebook, Google, WhatsApp, 
etc., son en realidad, compañías publicitarias 
que venden paquetes de información de sus 
usuarios, toda la actividad que realizan y 
cosas que “le gusta”. La telefonía no queda 
exenta de este negocio de venta de 
información de sus clientes, lo cual conlleva 
una invasión de privacidad, y que va más allá 
del rastreo y ubicación de la persona que 
utiliza el dispositivo.
2da disertación: “Bioética, bioderecho 
y protección de datos genéticos” - Paulina 
Casares Subia
Desde una perspectiva estrictamente 
jurídica, abordó la cuestión la abogada 
ecuatoriana Paulina Cásares Subia, miembro 
fundadora de la Sociedad Internacional de 
Derecho Genómico, Bioética y Bioseguridad. 
Destacó cómo los abogados ahora deben ser 
obligatoriamente interdisciplinarios en el 
ejercicio de su profesión, principalmente en 
conocimientos como medicina y tecnología. 
Estableció y definió a la bioética, nacida de 
hechos específicos (experimentación nazi, 
teoría de la evolución de Darwin, etc.) y al 
bioderecho, como límite que se impone a la 
actividad científica y tiene como base la 
bioética. Se refirió a los biobancos, lugares de 
almacenamiento de información genética 
que identifican a una persona con distintos 
propósitos: en civil, para determinaciones de 
paternidad, y en penal, para identificar a 
reincidentes. Retomó el tema de privacidad, 
pero relacionándolo con la intimidad genética 
y cómo las empresas (ej. aseguradoras) 
clasifican a sus clientes en base a su historial 
médico. Explicó la forma en que actúa la 
Justicia desde la legislación presente en 
Argentina, en comparación con otros países 
de Latinoamérica, sobre el acceso a la 
información médica, que etiquetan y 
discriminan a las personas, especialmente, 
los datos genéticos.
3ra disertación: “La protección de 
datos personales: un valor social en 
construcción” - Eduardo Peduto.
 “Somos los esclavos modernos, 
porque somos vendidos como productos; 
jerarquizados según la capacidad de 
consumo”.
Como director del Centro de 
Protección de Datos Personales, analizó lo 
planteado por los conferencistas en la 
cuestión ciencia-poder, y llegó a la conclusión 
de que “van de la mano”. Es tiempo de 
pensar en macrodisciplinas para abordar la 
cuestión, haciendo analogía con los 
requisitos para ingresar a conocimiento 
universitario en la época Medieval. Todos los 
universitarios deben poseer un conocimiento 
que exceda lo específico de su disciplina. 
En un estudio estadístico realizado a 
360 jóvenes, el 50% alegó que no le importa 
su privacidad, y en cuanto a la protección de 
sus datos, demostraron desinterés un 70%. 
Es el resultado de exponerse tanto en las 
redes sociales y el acostumbramiento a las 
mismas. 
Finalmente, realizó comentarios 
acerca del Patriot Act y los pretextos de 
terrorismo utilizados por EE. UU. para demoler 
derechos civiles, y financiado por aquellos 
que pretenden abolirlo. 
Terminada su disertación, la 
moderadora dispuso espacio para preguntas 
de los presentes, dando por finalizado el 
primer panel del Congreso.
Panel N” 2: “Panorama legal del 
e-commerce y los negocios digitales”
Dicho panel fue presentado por 
Andrea Campbell, periodista del Canal 
América.
1er disertación: “Aspectos Legales a 
considerar en un negocio digital”- Miguel 
Sumer Elías. 
“Somos emprendedores, pero nos 
equivocamos con torpezas jurídicas 
rápidamente”. 
Quien organiza brindó en su 
disertación tips y un resumen de tareas que 
uno debe realizar cuando quiere comenzar un 
negocio en la web, denotando los aspectos 
legales y así no tener futuras complicaciones 
de este tipo (prevención de sanciones) y por 
supuesto ejercer mejor nuestros derechos. 
De hecho, debe ser parte de la estrategia de 
marketing cumplir con la Ley, ya que esto da 
buena imagen corporativa e inspira 
confianza. Dio las diferencias entre 
empresario (estado laboral) y emprendedor 
(estado de ánimo), y  aconsejó a estos 
últimos, recomendando un “contrato 
asociativo” y cláusula de salida, a fin de 
cuidar sus intereses.
Chequear nombres a utilizar y armar 
condiciones y políticas de privacidad, deben 
ser objetivos a cumplir en el manejo de la 
seguridad de la información.
2da disertación: “El crecimiento de la 
Economía en Internet y su relación con el 
Derecho”- Carlos Dionisio Aguirre. 
Como Abogado especialista en 
Derecho de los Negocios y Director de AGEIA 
DENSI, consideró que la economía debe 
renovarse y proponer un nuevo proyecto para 
la Informática. Afirmó que el Internet y los 
celulares crearon una tiranía que ha 
generado enfermedades y vicios en la 
sociedad. Reveló algunos datos e hitos acerca 
de cómo la conexión a las redes sociales 
afectan de forma mediata e inmediata las 
psiquis de los usuarios, dándonos un 
panorama de cómo avanza la gobernanza a 
través de internet. 
“El Derecho siempre vino después de 
la Economía, y el Internet es todo Economía”.
Más de 400 nuevos dominios 
genéricos (extensiones) en la ICANN fueron 
aprobados entre las 1900 aplicaciones 
propuestas, destacando el gran negocio 
detrás de sus administraciones.
El gran problema actual es que los 
gigantes de Internet comienzan a privatizar el 
Derecho, como lo es Facebook con sus más 
1.400 millones de usuarios, con reglas 
propias.
3er disertación: “Los impuestos en el 
e-commerce: casos Netflix y MercadoLibre”- 
Ismael Lofeudo.
 Lofeudo es Abogado y Docente en la 
UNLP. Nos comentó que en Argentina el 
comercio electrónico crece a gran escala, 
tanto el indirecto (material) como el directo 
(absolutamente a través de la web con 
productos y servicios digitales). Los principios 
impositivos deben respetarse en estos 
comercios, pero están altamente 
automatizados y generan muchas 
incertidumbres acerca de quiénes proveen 
dichos servicios digitales, siendo complicado 
para los fiscos gravar a estos negocios al no 
poseer Clave Única de Identificación 
Tributaria (CUIT) y ser empresas no radicadas 
en Argentina. Su volatilidad y facilidad de 
esfumarse es otro problema, a la cual se le 
suma la dificultad de rastrear pagos ante 
tantos usos de intermediarios.
Hizo hincapié en el caso Netflix, y de 
cómo operaba con sus usuarios en Argentina, 
especialmente en la Ciudad Autónoma de 
Buenos Aires. También, y para finalizar, se 
refirió al caso MercadoLibre, dejando en 
evidencia cómo el fisco pasa a ser muy 
importante en las operaciones sobre 
e-commerce.
Panel N° 3: “Desafíos jurídicos del 
cloud computing y el teletrabajo”
Bajo la moderación de Guillermo 
Navarro.
1er disertación: “Computación en la 
nube: desafíos jurídicos y profesionales del 
sistema”- José María Lezcano y Ernesto 
Liceda.
Comenzó la exposición el abogado 
Lezcano, investigador de la UNLP, quien 
definió a la computación en la “nube” como 
una evolución del avance tecnológico, un 
nuevo paradigma que conjuga software y 
hardware, y que van más allá de la Internet. 
Luego de clasificar los modelos existentes, 
indicó que el de mayor problema es el de 
acceso público y gratuito, pensado para que 
el usuario pueda utilizar dicha tecnología y 
ampliarla cuando lo desee.
Continuó la disertación Liceda, 
también investigador de la UNLP, quien 
mencionó las conveniencias de adquirir estos 
servicios, siendo una barata inversión para 
quienes recién comienzan con su 
emprendimiento. Pero esto conlleva 
incertidumbre acerca del verdadero control 
que se tiene sobre esos recursos adquiridos, 
y el cliente terminará siendo totalmente 
dependiente del proveedor del servicio. La 
función del Estado en esta cuestión será 
crucial en el tratamiento legislativo, y los 
usuarios que consumen estos servicios 
deberán tener una adecuada capacitación 
profesional.
2da disertación: “Aspectos legales 
relacionados al Teletrabajo Internacional” - 
Corina Andrea Iuale
La abogada y magister en Derecho 
Privado nos contó cómo se encuentra 
legislado el teletrabajo en nuestra ley de 
contrato de trabajo (Arg.). El empleado realiza 
sus tareas laborales en su propio domicilio, o 
en otro pero distinto del empleador. Mencionó 
sus principios, como la voluntariedad, la 
igualdad respecto a los trabajos presenciales, 
la aplicabilidad de la libertad sindical, etc., 
que brindan muchas ventajas tanto para el 
trabajador como el empleador, pero 
asimismo, algunos riesgos como 
sedentarismo y aislamiento.
El teletrabajo posee algunos 
inconvenientes jurídicos no resueltos, por 
ejemplo, la intromisión del empleador en la 
vida privada del trabajador al controlarlo en 
su propia casa, ya que ésto va en contra del 
respeto a la vida privada. 
En el teletrabajo Internacional los 
empleadores se encuentran en distinto país y 
esto no permite establecer qué leyes se 
deben aplicar al no estar definido cuál es el 
lugar de cumplimiento de trabajo, y, por sobre 
todo, cuál jurisdicción y a qué juez debe 
recurrir el empleado ante conflictos de 
derecho laboral.
Panel N° 4: “Delitos, víctimas y vacío 
penal en Internet”
Moderado por Santiago Do Rego, 
periodista de TN y de Canal 13.
Exponentes del panel: María Laura 
Quiñones Urquiza, diplomada en 
Criminología, Criminalística y en Derechos 
Humanos, especialista en perfilación 
Criminal y en Tanatología; la Dra. Soledad 
Álvarez, Médica especialista en Psiquiatría  y 
en Medicina Legal, y  Psiquiatra de la Unidad 
de Criminales  Inimputables del Hospital 
Moyano; y el Abogado Nicolás Tato, 
Presidente de Mensa Argentina, Docente de 
Derecho Informático y Práctica Forense en 
USAL.
Quiñones Urquiza comenzó la 
disertación con el denominado “limbo 
criminológico”, donde están incluidos 
aquellos delitos que no se encuentran 
contemplados en la ley y que no vale la pena 
denunciar. Dentro de esta categoría están las 
estafas (delito de cuello blanco) en internet 
donde hay mentira, engaño, y se caracterizan 
por la ausencia de violencia. Existen diversos 
factores que hacen a la estafa: el principal 
factor es predisponente, siendo además de la 
falta de pena, el anonimato. Por otra parte se 
hallan los factores precipitantes, tales como 
la oportunidad delictiva, la racionalización del 
delito, y la gratificación emocional que éste 
genera. El factor perpetuante es la impunidad 
(escape) y la sofisticación.
Álvarez continuó definiendo a la 
violencia, la cual es una construcción social 
intencional donde siempre hay una parte que 
ejerce poder sobre otra; diferente de la 
agresividad, que por lo general no es 
intencional e innata. Abordó a estos aspectos 
con el fin de diferenciarlos de las estafas. 
Durante su exposición realizó una descripción 
de la estructura psíquica de quienes son 
víctimas de dichas estafas.
Tato estableció que con el internet, 
parte de la vida de las personas pasó al 
ámbito virtual. Incluso afirma que tiene mayor 
importancia que la realidad.
“Cuando la verdad es dura e 
incómoda, la gente prefiere creer las 
falsedades interesantes”. 
Es así como las personas caen ante 
las estafas, cuya falta de legislación, 
anonimato y ausencia de castigo, aumentan 
su frecuencia. Es por ello que el castigo es 
esencial para que la conducta respete las 
leyes.
Quiñones retomó la palabra con otro 
limbo criminológico: ISIS (Estado Islámico en 
Irak y Siria) y las propagandas de violencia a 
través de sus excesos y de los  mensajes que 
dejan en sus videos de ejecución.  Dentro de 
este tema se encuentra la viralización de 
videos “Snuff” como medio para sembrar 
miedo, ya que lo audiovisual genera más 
emociones.
 Realizó una diferencia entre Mirror 
Hungry (personas con trastornos psicopáticos 
y narcisista de la personalidad, que buscan 
ser admirados) de las Ideal Hungry, que son 
aquellas personas “normales”, que pueden 
establecer vínculos con otras, algo que no 
ocurre con los integrantes principales de ISIS, 
pero sí con sus seguidores. Estos van en 
busca de reafirmar su autoestima siendo 
parte de algo revolucionario.
Determinó que ISIS pretende con la 
viralización de estos videos la normalización, 
es decir, el acostumbramiento de la población 
a la violencia.
Hizo analogía al experimento Milgram 
realizado en 1963 en lo referido al respeto a 
las órdenes de autoridad, y cómo pierden el 
juicio moral las personas “normales”. 
Describió un estudio que se realizó sobre la 
influencia que la gente percibe de internet en 
diversos aspectos, dando como resultado que 
el 42% de la población consideran que el 
internet es mala influencia en la moralidad.
Álvarez definió el morbo como la 
atracción de lo mal sano, o sea, por el sexo y 
la muerte, y cómo el hacer sufrir produce  
bienestar en el ser humano.  Estableció que 
las imágenes violentas producen una 
desensibilización progresiva en la sociedad.
Tato habló de la deep web. La misma 
es una red donde no es posible rastrear e 
identificar a los usuarios, es por ello que es 
en donde se cometen la mayoría de los 
delitos.
Quiñones definió a la pedofilia y su 
diferencia con la pederastia. El primero tiene 
atracción sexual hacia niños, no tiene 
contacto sexual y puede llegar a crear 
pornografía infantil sólo a través del 
grooming. El pederasta, en cambio,  es aquel 
que sí consuma el hecho, tiene acceso carnal 
con  menores. 
Mostró foros que contienen reglas 
muy definidas, como por ejemplo, que no se 
permiten en él material pornográfico, sólo 
fotografías limpias, no se coloca el nombre 
real del niño, etc. Las imágenes no son 
lascivas, pero sí lo son los comentarios 
dejados en ellas. También en estos foros se 
colocan fotografías con lo que se conoce 
como parcialismo, que es un modo de 
obtención de placer como por ejemplo 
fetichismo con los pies.
Diferenció clases de pedófilos a partir 
de sus motivaciones, algunos de ellos 
ocasionales, otros que tienen la constante 
necesidad de violar; los que no tienen ningún 
trastorno, etc. Estableció cómo ciertas 
personalidades se relacionan con otras 
personas, y la dificultad que se les presenta 
para tener pareja.
Álvarez describió su experiencia 
atendiendo pederastas y reveló un perfil de 
ellos. También describió las características de 
los relatos de las víctimas de abuso infantil y 
de su impacto a través del tiempo. Tato 
destacó cómo el internet potencia estos 
delitos.
Cerraron el panel con un video NOT 
OFFEND para pedófilos como campaña 
preventiva alemana (www.dont-offend.org).
Panel N° 5: “Procedimientos de 
investigación de la ciberdelincuencia”
Moderaron Abog. Pablo Kesler y 
Maximiliano Macedo.
El Abog. Horacio Azzolin, Fiscal de la 
Procuración General de la Nación en 
Cibercrimen, desde su experiencia estableció 
la diferencia existente entre la evidencia 
física respecto de la recolección de evidencia 
digital; y cómo debe considerarse ésta. El 
problema también radica en la insuficiencia 
de normativas a nivel Nacional en cuanto a su 
recolección, almacenamiento y 
procesamiento. No hay normativa de 
procedimiento que regule el trabajo que se 
realiza en la investigación sobre distintos 
dispositivos en el Ministerio Público Fiscal. 
Otro problema es el “storage” de las copias 
forenses, principalmente.
Ponderó la capacitación en esta 
cuestión, pero para todos los agentes de la 
ley, ya que a futuro será imprescindible este 
conocimiento. Describió los allanamientos en 
casos de pedofilia, buscando un trabajo 
interjurisdiccional y transfronterizo. Se hace 
muchas veces pero no hay normativa que lo 
estimule, y en estos casos (delitos 
informáticos) es muy importante, sobre todo, 
por la agilidad requerida de acción. Sin 
embargo, en otros países hay cooperación 
internacional en cibercrimen (Convención de 
Budapest), ya que una red de trabajo sería lo 
ideal en la investigación.
Gustavo Nicolás Ogawa, especialista 
en Seguridad Informática, habló de la 
cuestión desde un punto de vista técnico, 
haciendo hincapié en el cibergrooming y el 
desafío de cómo descubrir a los autores 
anónimos. A través de un video, de forma 
técnica y sin tener en cuenta el aspecto 
jurídico, mostró cómo obtener la IP del 
atacante con una “trampa” publicada en 
redes sociales; o infectando la computadora 
para extraer su información.
No obstante, Carlos Gabriel Rojas, 
Jefe del Departamento de Investigaciones 
Especiales y Complejas de la Policía 
Metropolitana, Unidad Cibercrimen, comentó 
que hay una legislación en el Código de 
Procedimiento de Neuquén que posibilitaría 
el allanamiento a distancia (Art. 153 del 
Código Procesal Penal de la Provincia de  
Neuquén sobre la información digital).
Federico Pacheco, Director de Entropy 
Security y Vicepresidente de ISSA Argentina, 
definió a partir de este tema a la criptografía y 
cifrado para proteger los datos en Internet. 
Destacó la importancia de tener un buen 
antivirus actualizado y no ingresar 
aleatoriamente a cualquier enlace.  Es muy 
difícil en la práctica romper claves y 
algoritmos criptográficos  o “crackearlos”. 
Sugirió al público que cifre su información 
personal a través de herramientas técnicas.
El Abog. Marcelo Temperini se enfocó 
en el crackeo de servidores y seguridad 
cibernética. Recalcó la sensación de 
impunidad de las conductas referentes a 
delitos informáticos “menores” que el Estado 
no persigue por ser de poca trascendencia. El 
problema es que en Argentina no hay ley para 
obligar a las empresas proveedoras de 
servicios a guardar los datos de sus clientes, 
como podría ser la IP; pero de todos modos 
algunas ISP colaboran en ciertos casos. 
Retomó la palabra Rojas, explicando 
el trabajo de su equipo en el área de 
cibercrimen (Policía Metropolitana), 
mostrando un video de presentación de la 
Unidad de “ciberpolicias”.
Temperini cerró la disertación 
comentando el caso Medina, en donde no se 
llevaron bien a cabo las pericias informáticas. 




Finalizaron el Congreso Miguel y 
Guillermo de ADIAr agradeciendo al público 
presente su participación e invitándolos al 
próximo Congreso a llevarse a cabo en 
Misiones.
Proviene de las 
raíces griegas “Stereo”, 
que significa sólido, y del 




“Aparato óptico en el que, mirando con ambos ojos, se ven 
dos imágenes de un objeto, que, al fundirse en una, producen 
una sensación de relieve por estar tomadas en un ángulo 
diferente para cada ojo”  - Real Academia Española, 2001
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POSICIONAMIENTO Y DIFUSIÓN 
Diego A. Alvarez 
Patricio M. Doyle
Hemos llegado al mes de junio, y para el hemisferio en el que 
nos encontramos, es el frío el encargado de recordarnos que ya ha 
finalizado la primera mitad del año 2015, sin embargo estamos 
contentos de poder anunciar algunas novedades particulares 
provenientes de quienes hacemos Skopein.
Por un lado, el cuerpo editorial felicita a uno de sus directores, 
Carlos M. Diribarne, por obtener recientemente su título de Lic. en 
Criminalística, al haber aprobado con elogios su tesina; en este 
número hemos incluido la segunda parte resumida del tema 
desarrollado en la misma. 
Por el otro, también queremos felicitar al director Diego A. 
Alvarez, por haber sido distinguido como miembro honorario de la 
Sociedad de Tecnólogos Forenses (SOTEMFOR) del Perú, para lo 
cual agradecemos particularmente al Dr. Angelo Ascarza Gallegos, 
su presidente fundador, por este otorgamiento, y la realización de un 
convenio de mutua colaboración académica entre Revista Skopein y 
SOTEMFOR.
Desde Skopein, también participamos en la 1° Feria de 
Editoriales y Revistas Independientes en la Facultad de 
Humanidades y Ciencias de la Educación, organizada por la 
Universidad Nacional de La Plata.
Pero las novedades de esta primera parte del año no serán 
nada comparado a los proyectos que venimos preparando para la 
segunda mitad del 2015. Uno de ellos será la realización de las 
JACFA,  primeras jornadas organizadas por Skopein, y que habíamos 
adelantado en el número anterior. Estas Jornadas Argentinas de 
Ciencias Forenses Aplicadas, que se llevarán a cabo los días 13 y 14 
de Agosto en CABA, serán de entrada libre y gratuita. Conforme 
pasen las semanas, informaremos el procedimiento de inscripción y 
más novedades mediante las redes sociales. En la página oficial del 
evento podrán encontrar más información: www.skopein.org/jacfa
La segunda novedad es la primer publicación especial de 
Revista Skopein, que será temática sobre Asesinos Seriales 
Históricos, con dos excelentes investigaciones, una sobre Jack el 
Destripador y otra sobre el Petiso Orejudo, y que se publicará a 
principios de Agosto.
En este número podrán apreciar una entrevista a una 
reconocida entomóloga forense, la Dra. Adriana Oliva, a quien 
agradecemos su predisposición e interés en participar en Skopein. 
También hemos llevado la cobertura del “IX Congreso Argentino de 
Derecho Informático” (ADIAr 2015), invitados por cortesía del abog. 
Miguel Summer Elías, director de Informática Legal.
Como ya es costumbre, agradecemos a todos los lectores y 
suscriptos que siguen nuestras publicaciones y dan el apoyo para 
continuar escribiendo con constancia, y esperamos que las distintas 
notas les sean de interés.
NOTA EDITORIAL
La Justicia en Manos de la Ciencia
N°8 Revista Skopein - Criminalística y Ciencias Forenses
Introducción
La Asociación de Derecho Informático 
de Argentina (ADIAr), creada para aunar a 
todos aquellos profesionales vinculados a 
esta rama del derecho en constante cambio y 
crecimiento, lleva a cabo desde su fundación 
en 2007 eventos tanto para sus asociados 
como para el público interesado.
En conjunto con Informática Legal y la 
Universidad de Belgrano (UB) presentaron el 
“IX Congreso Argentino de Derecho 
Informático 2015”, en la sede de la 
Universidad, y abierto al público general, pero 
destinado principalmente a abogados, 
estudiantes, periodistas, y profesionales 
vinculados a la seguridad de la información, 
con el objetivo, en sus propias palabras, de 
“analizar y debatir los temas de actualidad 
más relevantes del Derecho Informático, con 
un enfoque multidisciplinario que procure 
brindar material de análisis y de estudio a los 
asistentes”.
Contó con la participación de 
destacados profesionales en derecho, 
periodismo, informática, criminología y 
psiquiatría, que disertaron desde su propio 
enfoque de actuación.
Acto de Apertura 
Dio inicio al Congreso Miguel Sumer 
Elías, director y fundador de Informática 
Legal, junto a Guillermo Zamora, actual 
presidente de ADIAr. Ambos presentaron el 
programa de disertaciones, en donde 
aprovecharon a presentar a la Asociación 
detrás del Congreso, e invitando a los 
presentes a asociarse. Inmediatamente, 
Miguel cedió su espacio a la moderadora del 
primer panel para dar comienzo al ciclo de 
conferencias. 
Panel N° 1: “La privacidad frente a los 
nuevos avances tecnológicos”
Moderado por Myriam Agañaraz, 
abogada y docente de la Universidad de 
Belgrano, quien comenzó presentando al 
primer exponente del panel.
1er disertación: “Privacidad y otros 
cuentos de hadas” - Federico Kirschbaum. 
“La privacidad hoy en día está muerta; 
tiene mucho valor, pero nosotros no la 
aprovechamos”.
Un tema que sin duda genera mucha 
polémica es el manejo de la información 
privada por parte de las redes sociales y 
compañías que ofrecen servicios gratuitos a 
través de internet.  Federico es CTO de 
Infobyte Security Research y, a través de sus 
conocimientos en seguridad informática, nos 
explicó cómo funcionan las tecnologías de 
hoy en día, y la forma en que internet controla 
la información personal que voluntariamente 
ceden sus usuarios a cambio de sus 
servicios. Las principales empresas que 
prestan estos servicios de manera gratuita, 
tales como Facebook, Google, WhatsApp, 
etc., son en realidad, compañías publicitarias 
que venden paquetes de información de sus 
usuarios, toda la actividad que realizan y 
cosas que “le gusta”. La telefonía no queda 
exenta de este negocio de venta de 
información de sus clientes, lo cual conlleva 
una invasión de privacidad, y que va más allá 
del rastreo y ubicación de la persona que 
utiliza el dispositivo.
2da disertación: “Bioética, bioderecho 
y protección de datos genéticos” - Paulina 
Casares Subia
Desde una perspectiva estrictamente 
jurídica, abordó la cuestión la abogada 
ecuatoriana Paulina Cásares Subia, miembro 
fundadora de la Sociedad Internacional de 
Derecho Genómico, Bioética y Bioseguridad. 
Destacó cómo los abogados ahora deben ser 
obligatoriamente interdisciplinarios en el 
ejercicio de su profesión, principalmente en 
conocimientos como medicina y tecnología. 
Estableció y definió a la bioética, nacida de 
hechos específicos (experimentación nazi, 
teoría de la evolución de Darwin, etc.) y al 
bioderecho, como límite que se impone a la 
actividad científica y tiene como base la 
bioética. Se refirió a los biobancos, lugares de 
almacenamiento de información genética 
que identifican a una persona con distintos 
propósitos: en civil, para determinaciones de 
paternidad, y en penal, para identificar a 
reincidentes. Retomó el tema de privacidad, 
pero relacionándolo con la intimidad genética 
y cómo las empresas (ej. aseguradoras) 
clasifican a sus clientes en base a su historial 
médico. Explicó la forma en que actúa la 
Justicia desde la legislación presente en 
Argentina, en comparación con otros países 
de Latinoamérica, sobre el acceso a la 
información médica, que etiquetan y 
discriminan a las personas, especialmente, 
los datos genéticos.
3ra disertación: “La protección de 
datos personales: un valor social en 
construcción” - Eduardo Peduto.
 “Somos los esclavos modernos, 
porque somos vendidos como productos; 
jerarquizados según la capacidad de 
consumo”.
Como director del Centro de 
Protección de Datos Personales, analizó lo 
planteado por los conferencistas en la 
cuestión ciencia-poder, y llegó a la conclusión 
de que “van de la mano”. Es tiempo de 
pensar en macrodisciplinas para abordar la 
cuestión, haciendo analogía con los 
requisitos para ingresar a conocimiento 
universitario en la época Medieval. Todos los 
universitarios deben poseer un conocimiento 
que exceda lo específico de su disciplina. 
En un estudio estadístico realizado a 
360 jóvenes, el 50% alegó que no le importa 
su privacidad, y en cuanto a la protección de 
sus datos, demostraron desinterés un 70%. 
Es el resultado de exponerse tanto en las 
redes sociales y el acostumbramiento a las 
mismas. 
Finalmente, realizó comentarios 
acerca del Patriot Act y los pretextos de 
terrorismo utilizados por EE. UU. para demoler 
derechos civiles, y financiado por aquellos 
que pretenden abolirlo. 
Terminada su disertación, la 
moderadora dispuso espacio para preguntas 
de los presentes, dando por finalizado el 
primer panel del Congreso.
Panel N” 2: “Panorama legal del 
e-commerce y los negocios digitales”
Dicho panel fue presentado por 
Andrea Campbell, periodista del Canal 
América.
1er disertación: “Aspectos Legales a 
considerar en un negocio digital”- Miguel 
Sumer Elías. 
“Somos emprendedores, pero nos 
equivocamos con torpezas jurídicas 
rápidamente”. 
Quien organiza brindó en su 
disertación tips y un resumen de tareas que 
uno debe realizar cuando quiere comenzar un 
negocio en la web, denotando los aspectos 
legales y así no tener futuras complicaciones 
de este tipo (prevención de sanciones) y por 
supuesto ejercer mejor nuestros derechos. 
De hecho, debe ser parte de la estrategia de 
marketing cumplir con la Ley, ya que esto da 
buena imagen corporativa e inspira 
confianza. Dio las diferencias entre 
empresario (estado laboral) y emprendedor 
(estado de ánimo), y  aconsejó a estos 
últimos, recomendando un “contrato 
asociativo” y cláusula de salida, a fin de 
cuidar sus intereses.
Chequear nombres a utilizar y armar 
condiciones y políticas de privacidad, deben 
ser objetivos a cumplir en el manejo de la 
seguridad de la información.
2da disertación: “El crecimiento de la 
Economía en Internet y su relación con el 
Derecho”- Carlos Dionisio Aguirre. 
Como Abogado especialista en 
Derecho de los Negocios y Director de AGEIA 
DENSI, consideró que la economía debe 
renovarse y proponer un nuevo proyecto para 
la Informática. Afirmó que el Internet y los 
celulares crearon una tiranía que ha 
generado enfermedades y vicios en la 
sociedad. Reveló algunos datos e hitos acerca 
de cómo la conexión a las redes sociales 
afectan de forma mediata e inmediata las 
psiquis de los usuarios, dándonos un 
panorama de cómo avanza la gobernanza a 
través de internet. 
“El Derecho siempre vino después de 
la Economía, y el Internet es todo Economía”.
Más de 400 nuevos dominios 
genéricos (extensiones) en la ICANN fueron 
aprobados entre las 1900 aplicaciones 
propuestas, destacando el gran negocio 
detrás de sus administraciones.
El gran problema actual es que los 
gigantes de Internet comienzan a privatizar el 
Derecho, como lo es Facebook con sus más 
1.400 millones de usuarios, con reglas 
propias.
3er disertación: “Los impuestos en el 
e-commerce: casos Netflix y MercadoLibre”- 
Ismael Lofeudo.
 Lofeudo es Abogado y Docente en la 
UNLP. Nos comentó que en Argentina el 
comercio electrónico crece a gran escala, 
tanto el indirecto (material) como el directo 
(absolutamente a través de la web con 
productos y servicios digitales). Los principios 
impositivos deben respetarse en estos 
comercios, pero están altamente 
automatizados y generan muchas 
incertidumbres acerca de quiénes proveen 
dichos servicios digitales, siendo complicado 
para los fiscos gravar a estos negocios al no 
poseer Clave Única de Identificación 
Tributaria (CUIT) y ser empresas no radicadas 
en Argentina. Su volatilidad y facilidad de 
esfumarse es otro problema, a la cual se le 
suma la dificultad de rastrear pagos ante 
tantos usos de intermediarios.
Hizo hincapié en el caso Netflix, y de 
cómo operaba con sus usuarios en Argentina, 
especialmente en la Ciudad Autónoma de 
Buenos Aires. También, y para finalizar, se 
refirió al caso MercadoLibre, dejando en 
evidencia cómo el fisco pasa a ser muy 
importante en las operaciones sobre 
e-commerce.
Panel N° 3: “Desafíos jurídicos del 
cloud computing y el teletrabajo”
Bajo la moderación de Guillermo 
Navarro.
1er disertación: “Computación en la 
nube: desafíos jurídicos y profesionales del 
sistema”- José María Lezcano y Ernesto 
Liceda.
Comenzó la exposición el abogado 
Lezcano, investigador de la UNLP, quien 
definió a la computación en la “nube” como 
una evolución del avance tecnológico, un 
nuevo paradigma que conjuga software y 
hardware, y que van más allá de la Internet. 
Luego de clasificar los modelos existentes, 
indicó que el de mayor problema es el de 
acceso público y gratuito, pensado para que 
el usuario pueda utilizar dicha tecnología y 
ampliarla cuando lo desee.
Continuó la disertación Liceda, 
también investigador de la UNLP, quien 
mencionó las conveniencias de adquirir estos 
servicios, siendo una barata inversión para 
quienes recién comienzan con su 
emprendimiento. Pero esto conlleva 
incertidumbre acerca del verdadero control 
que se tiene sobre esos recursos adquiridos, 
y el cliente terminará siendo totalmente 
dependiente del proveedor del servicio. La 
función del Estado en esta cuestión será 
crucial en el tratamiento legislativo, y los 
usuarios que consumen estos servicios 
deberán tener una adecuada capacitación 
profesional.
2da disertación: “Aspectos legales 
relacionados al Teletrabajo Internacional” - 
Corina Andrea Iuale
La abogada y magister en Derecho 
Privado nos contó cómo se encuentra 
legislado el teletrabajo en nuestra ley de 
contrato de trabajo (Arg.). El empleado realiza 
sus tareas laborales en su propio domicilio, o 
en otro pero distinto del empleador. Mencionó 
sus principios, como la voluntariedad, la 
igualdad respecto a los trabajos presenciales, 
la aplicabilidad de la libertad sindical, etc., 
que brindan muchas ventajas tanto para el 
trabajador como el empleador, pero 
asimismo, algunos riesgos como 
sedentarismo y aislamiento.
El teletrabajo posee algunos 
inconvenientes jurídicos no resueltos, por 
ejemplo, la intromisión del empleador en la 
vida privada del trabajador al controlarlo en 
su propia casa, ya que ésto va en contra del 
respeto a la vida privada. 
En el teletrabajo Internacional los 
empleadores se encuentran en distinto país y 
esto no permite establecer qué leyes se 
deben aplicar al no estar definido cuál es el 
lugar de cumplimiento de trabajo, y, por sobre 
todo, cuál jurisdicción y a qué juez debe 
recurrir el empleado ante conflictos de 
derecho laboral.
Panel N° 4: “Delitos, víctimas y vacío 
penal en Internet”
Moderado por Santiago Do Rego, 
periodista de TN y de Canal 13.
Exponentes del panel: María Laura 
Quiñones Urquiza, diplomada en 
Criminología, Criminalística y en Derechos 
Humanos, especialista en perfilación 
Criminal y en Tanatología; la Dra. Soledad 
Álvarez, Médica especialista en Psiquiatría  y 
en Medicina Legal, y  Psiquiatra de la Unidad 
de Criminales  Inimputables del Hospital 
Moyano; y el Abogado Nicolás Tato, 
Presidente de Mensa Argentina, Docente de 
Derecho Informático y Práctica Forense en 
USAL.
Quiñones Urquiza comenzó la 
disertación con el denominado “limbo 
criminológico”, donde están incluidos 
aquellos delitos que no se encuentran 
contemplados en la ley y que no vale la pena 
denunciar. Dentro de esta categoría están las 
estafas (delito de cuello blanco) en internet 
donde hay mentira, engaño, y se caracterizan 
por la ausencia de violencia. Existen diversos 
factores que hacen a la estafa: el principal 
factor es predisponente, siendo además de la 
falta de pena, el anonimato. Por otra parte se 
hallan los factores precipitantes, tales como 
la oportunidad delictiva, la racionalización del 
delito, y la gratificación emocional que éste 
genera. El factor perpetuante es la impunidad 
(escape) y la sofisticación.
Álvarez continuó definiendo a la 
violencia, la cual es una construcción social 
intencional donde siempre hay una parte que 
ejerce poder sobre otra; diferente de la 
agresividad, que por lo general no es 
intencional e innata. Abordó a estos aspectos 
con el fin de diferenciarlos de las estafas. 
Durante su exposición realizó una descripción 
de la estructura psíquica de quienes son 
víctimas de dichas estafas.
Tato estableció que con el internet, 
parte de la vida de las personas pasó al 
ámbito virtual. Incluso afirma que tiene mayor 
importancia que la realidad.
“Cuando la verdad es dura e 
incómoda, la gente prefiere creer las 
falsedades interesantes”. 
Es así como las personas caen ante 
las estafas, cuya falta de legislación, 
anonimato y ausencia de castigo, aumentan 
su frecuencia. Es por ello que el castigo es 
esencial para que la conducta respete las 
leyes.
Quiñones retomó la palabra con otro 
limbo criminológico: ISIS (Estado Islámico en 
Irak y Siria) y las propagandas de violencia a 
través de sus excesos y de los  mensajes que 
dejan en sus videos de ejecución.  Dentro de 
este tema se encuentra la viralización de 
videos “Snuff” como medio para sembrar 
miedo, ya que lo audiovisual genera más 
emociones.
 Realizó una diferencia entre Mirror 
Hungry (personas con trastornos psicopáticos 
y narcisista de la personalidad, que buscan 
ser admirados) de las Ideal Hungry, que son 
aquellas personas “normales”, que pueden 
establecer vínculos con otras, algo que no 
ocurre con los integrantes principales de ISIS, 
pero sí con sus seguidores. Estos van en 
busca de reafirmar su autoestima siendo 
parte de algo revolucionario.
Determinó que ISIS pretende con la 
viralización de estos videos la normalización, 
es decir, el acostumbramiento de la población 
a la violencia.
Hizo analogía al experimento Milgram 
realizado en 1963 en lo referido al respeto a 
las órdenes de autoridad, y cómo pierden el 
juicio moral las personas “normales”. 
Describió un estudio que se realizó sobre la 
influencia que la gente percibe de internet en 
diversos aspectos, dando como resultado que 
el 42% de la población consideran que el 
internet es mala influencia en la moralidad.
Álvarez definió el morbo como la 
atracción de lo mal sano, o sea, por el sexo y 
la muerte, y cómo el hacer sufrir produce  
bienestar en el ser humano.  Estableció que 
las imágenes violentas producen una 
desensibilización progresiva en la sociedad.
Tato habló de la deep web. La misma 
es una red donde no es posible rastrear e 
identificar a los usuarios, es por ello que es 
en donde se cometen la mayoría de los 
delitos.
Quiñones definió a la pedofilia y su 
diferencia con la pederastia. El primero tiene 
atracción sexual hacia niños, no tiene 
contacto sexual y puede llegar a crear 
pornografía infantil sólo a través del 
grooming. El pederasta, en cambio,  es aquel 
que sí consuma el hecho, tiene acceso carnal 
con  menores. 
Mostró foros que contienen reglas 
muy definidas, como por ejemplo, que no se 
permiten en él material pornográfico, sólo 
fotografías limpias, no se coloca el nombre 
real del niño, etc. Las imágenes no son 
lascivas, pero sí lo son los comentarios 
dejados en ellas. También en estos foros se 
colocan fotografías con lo que se conoce 
como parcialismo, que es un modo de 
obtención de placer como por ejemplo 
fetichismo con los pies.
Diferenció clases de pedófilos a partir 
de sus motivaciones, algunos de ellos 
ocasionales, otros que tienen la constante 
necesidad de violar; los que no tienen ningún 
trastorno, etc. Estableció cómo ciertas 
personalidades se relacionan con otras 
personas, y la dificultad que se les presenta 
para tener pareja.
Álvarez describió su experiencia 
atendiendo pederastas y reveló un perfil de 
ellos. También describió las características de 
los relatos de las víctimas de abuso infantil y 
de su impacto a través del tiempo. Tato 
destacó cómo el internet potencia estos 
delitos.
Cerraron el panel con un video NOT 
OFFEND para pedófilos como campaña 
preventiva alemana (www.dont-offend.org).
Panel N° 5: “Procedimientos de 
investigación de la ciberdelincuencia”
Moderaron Abog. Pablo Kesler y 
Maximiliano Macedo.
El Abog. Horacio Azzolin, Fiscal de la 
Procuración General de la Nación en 
Cibercrimen, desde su experiencia estableció 
la diferencia existente entre la evidencia 
física respecto de la recolección de evidencia 
digital; y cómo debe considerarse ésta. El 
problema también radica en la insuficiencia 
de normativas a nivel Nacional en cuanto a su 
recolección, almacenamiento y 
procesamiento. No hay normativa de 
procedimiento que regule el trabajo que se 
realiza en la investigación sobre distintos 
dispositivos en el Ministerio Público Fiscal. 
Otro problema es el “storage” de las copias 
forenses, principalmente.
Ponderó la capacitación en esta 
cuestión, pero para todos los agentes de la 
ley, ya que a futuro será imprescindible este 
conocimiento. Describió los allanamientos en 
casos de pedofilia, buscando un trabajo 
interjurisdiccional y transfronterizo. Se hace 
muchas veces pero no hay normativa que lo 
estimule, y en estos casos (delitos 
informáticos) es muy importante, sobre todo, 
por la agilidad requerida de acción. Sin 
embargo, en otros países hay cooperación 
internacional en cibercrimen (Convención de 
Budapest), ya que una red de trabajo sería lo 
ideal en la investigación.
Gustavo Nicolás Ogawa, especialista 
en Seguridad Informática, habló de la 
cuestión desde un punto de vista técnico, 
haciendo hincapié en el cibergrooming y el 
desafío de cómo descubrir a los autores 
anónimos. A través de un video, de forma 
técnica y sin tener en cuenta el aspecto 
jurídico, mostró cómo obtener la IP del 
atacante con una “trampa” publicada en 
redes sociales; o infectando la computadora 
para extraer su información.
No obstante, Carlos Gabriel Rojas, 
Jefe del Departamento de Investigaciones 
Especiales y Complejas de la Policía 
Metropolitana, Unidad Cibercrimen, comentó 
que hay una legislación en el Código de 
Procedimiento de Neuquén que posibilitaría 
el allanamiento a distancia (Art. 153 del 
Código Procesal Penal de la Provincia de  
Neuquén sobre la información digital).
Federico Pacheco, Director de Entropy 
Security y Vicepresidente de ISSA Argentina, 
definió a partir de este tema a la criptografía y 
cifrado para proteger los datos en Internet. 
Destacó la importancia de tener un buen 
antivirus actualizado y no ingresar 
aleatoriamente a cualquier enlace.  Es muy 
difícil en la práctica romper claves y 
algoritmos criptográficos  o “crackearlos”. 
Sugirió al público que cifre su información 
personal a través de herramientas técnicas.
El Abog. Marcelo Temperini se enfocó 
en el crackeo de servidores y seguridad 
cibernética. Recalcó la sensación de 
impunidad de las conductas referentes a 
delitos informáticos “menores” que el Estado 
no persigue por ser de poca trascendencia. El 
problema es que en Argentina no hay ley para 
obligar a las empresas proveedoras de 
servicios a guardar los datos de sus clientes, 
como podría ser la IP; pero de todos modos 
algunas ISP colaboran en ciertos casos. 
Retomó la palabra Rojas, explicando 
el trabajo de su equipo en el área de 
cibercrimen (Policía Metropolitana), 
mostrando un video de presentación de la 
Unidad de “ciberpolicias”.
Temperini cerró la disertación 
comentando el caso Medina, en donde no se 
llevaron bien a cabo las pericias informáticas. 




Finalizaron el Congreso Miguel y 
Guillermo de ADIAr agradeciendo al público 
presente su participación e invitándolos al 
próximo Congreso a llevarse a cabo en 
Misiones.
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La Asociación de Derecho Informático 
de Argentina (ADIAr), creada para aunar a 
todos aquellos profesionales vinculados a 
esta rama del derecho en constante cambio y 
crecimiento, lleva a cabo desde su fundación 
en 2007 eventos tanto para sus asociados 
como para el público interesado.
En conjunto con Informática Legal y la 
Universidad de Belgrano (UB) presentaron el 
“IX Congreso Argentino de Derecho 
Informático 2015”, en la sede de la 
Universidad, y abierto al público general, pero 
destinado principalmente a abogados, 
estudiantes, periodistas, y profesionales 
vinculados a la seguridad de la información, 
con el objetivo, en sus propias palabras, de 
“analizar y debatir los temas de actualidad 
más relevantes del Derecho Informático, con 
un enfoque multidisciplinario que procure 
brindar material de análisis y de estudio a los 
asistentes”.
Contó con la participación de 
destacados profesionales en derecho, 
periodismo, informática, criminología y 
psiquiatría, que disertaron desde su propio 
enfoque de actuación.
Acto de Apertura 
Dio inicio al Congreso Miguel Sumer 
Elías, director y fundador de Informática 
Legal, junto a Guillermo Zamora, actual 
presidente de ADIAr. Ambos presentaron el 
programa de disertaciones, en donde 
aprovecharon a presentar a la Asociación 
detrás del Congreso, e invitando a los 
presentes a asociarse. Inmediatamente, 
Miguel cedió su espacio a la moderadora del 
primer panel para dar comienzo al ciclo de 
conferencias. 
Panel N° 1: “La privacidad frente a los 
nuevos avances tecnológicos”
Moderado por Myriam Agañaraz, 
abogada y docente de la Universidad de 
Belgrano, quien comenzó presentando al 
primer exponente del panel.
1er disertación: “Privacidad y otros 
cuentos de hadas” - Federico Kirschbaum. 
“La privacidad hoy en día está muerta; 
tiene mucho valor, pero nosotros no la 
aprovechamos”.
Un tema que sin duda genera mucha 
polémica es el manejo de la información 
privada por parte de las redes sociales y 
compañías que ofrecen servicios gratuitos a 
través de internet.  Federico es CTO de 
Infobyte Security Research y, a través de sus 
conocimientos en seguridad informática, nos 
explicó cómo funcionan las tecnologías de 
hoy en día, y la forma en que internet controla 
la información personal que voluntariamente 
ceden sus usuarios a cambio de sus 
servicios. Las principales empresas que 
prestan estos servicios de manera gratuita, 
tales como Facebook, Google, WhatsApp, 
etc., son en realidad, compañías publicitarias 
que venden paquetes de información de sus 
usuarios, toda la actividad que realizan y 
cosas que “le gusta”. La telefonía no queda 
exenta de este negocio de venta de 
información de sus clientes, lo cual conlleva 
una invasión de privacidad, y que va más allá 
del rastreo y ubicación de la persona que 
utiliza el dispositivo.
2da disertación: “Bioética, bioderecho 
y protección de datos genéticos” - Paulina 
Casares Subia
Desde una perspectiva estrictamente 
jurídica, abordó la cuestión la abogada 
ecuatoriana Paulina Cásares Subia, miembro 
fundadora de la Sociedad Internacional de 
Derecho Genómico, Bioética y Bioseguridad. 
Destacó cómo los abogados ahora deben ser 
obligatoriamente interdisciplinarios en el 
ejercicio de su profesión, principalmente en 
conocimientos como medicina y tecnología. 
Estableció y definió a la bioética, nacida de 
hechos específicos (experimentación nazi, 
teoría de la evolución de Darwin, etc.) y al 
bioderecho, como límite que se impone a la 
actividad científica y tiene como base la 
bioética. Se refirió a los biobancos, lugares de 
almacenamiento de información genética 
que identifican a una persona con distintos 
propósitos: en civil, para determinaciones de 
paternidad, y en penal, para identificar a 
reincidentes. Retomó el tema de privacidad, 
pero relacionándolo con la intimidad genética 
y cómo las empresas (ej. aseguradoras) 
clasifican a sus clientes en base a su historial 
médico. Explicó la forma en que actúa la 
Justicia desde la legislación presente en 
Argentina, en comparación con otros países 
de Latinoamérica, sobre el acceso a la 
información médica, que etiquetan y 
discriminan a las personas, especialmente, 
los datos genéticos.
3ra disertación: “La protección de 
datos personales: un valor social en 
construcción” - Eduardo Peduto.
 “Somos los esclavos modernos, 
porque somos vendidos como productos; 
jerarquizados según la capacidad de 
consumo”.
Como director del Centro de 
Protección de Datos Personales, analizó lo 
planteado por los conferencistas en la 
cuestión ciencia-poder, y llegó a la conclusión 
de que “van de la mano”. Es tiempo de 
pensar en macrodisciplinas para abordar la 
cuestión, haciendo analogía con los 
requisitos para ingresar a conocimiento 
universitario en la época Medieval. Todos los 
universitarios deben poseer un conocimiento 
que exceda lo específico de su disciplina. 
En un estudio estadístico realizado a 
360 jóvenes, el 50% alegó que no le importa 
su privacidad, y en cuanto a la protección de 
sus datos, demostraron desinterés un 70%. 
Es el resultado de exponerse tanto en las 
redes sociales y el acostumbramiento a las 
mismas. 
Finalmente, realizó comentarios 
acerca del Patriot Act y los pretextos de 
terrorismo utilizados por EE. UU. para demoler 
derechos civiles, y financiado por aquellos 
que pretenden abolirlo. 
Terminada su disertación, la 
moderadora dispuso espacio para preguntas 
de los presentes, dando por finalizado el 
primer panel del Congreso.
Panel N” 2: “Panorama legal del 
e-commerce y los negocios digitales”
Dicho panel fue presentado por 
Andrea Campbell, periodista del Canal 
América.
1er disertación: “Aspectos Legales a 
considerar en un negocio digital”- Miguel 
Sumer Elías. 
“Somos emprendedores, pero nos 
equivocamos con torpezas jurídicas 
rápidamente”. 
Quien organiza brindó en su 
disertación tips y un resumen de tareas que 
uno debe realizar cuando quiere comenzar un 
negocio en la web, denotando los aspectos 
legales y así no tener futuras complicaciones 
de este tipo (prevención de sanciones) y por 
supuesto ejercer mejor nuestros derechos. 
De hecho, debe ser parte de la estrategia de 
marketing cumplir con la Ley, ya que esto da 
buena imagen corporativa e inspira 
confianza. Dio las diferencias entre 
empresario (estado laboral) y emprendedor 
(estado de ánimo), y  aconsejó a estos 
últimos, recomendando un “contrato 
asociativo” y cláusula de salida, a fin de 
cuidar sus intereses.
Chequear nombres a utilizar y armar 
condiciones y políticas de privacidad, deben 
ser objetivos a cumplir en el manejo de la 
seguridad de la información.
2da disertación: “El crecimiento de la 
Economía en Internet y su relación con el 
Derecho”- Carlos Dionisio Aguirre. 
Como Abogado especialista en 
Derecho de los Negocios y Director de AGEIA 
DENSI, consideró que la economía debe 
renovarse y proponer un nuevo proyecto para 
la Informática. Afirmó que el Internet y los 
celulares crearon una tiranía que ha 
generado enfermedades y vicios en la 
sociedad. Reveló algunos datos e hitos acerca 
de cómo la conexión a las redes sociales 
afectan de forma mediata e inmediata las 
psiquis de los usuarios, dándonos un 
panorama de cómo avanza la gobernanza a 
través de internet. 
“El Derecho siempre vino después de 
la Economía, y el Internet es todo Economía”.
Más de 400 nuevos dominios 
genéricos (extensiones) en la ICANN fueron 
aprobados entre las 1900 aplicaciones 
propuestas, destacando el gran negocio 
detrás de sus administraciones.
El gran problema actual es que los 
gigantes de Internet comienzan a privatizar el 
Derecho, como lo es Facebook con sus más 
1.400 millones de usuarios, con reglas 
propias.
3er disertación: “Los impuestos en el 
e-commerce: casos Netflix y MercadoLibre”- 
Ismael Lofeudo.
 Lofeudo es Abogado y Docente en la 
UNLP. Nos comentó que en Argentina el 
comercio electrónico crece a gran escala, 
tanto el indirecto (material) como el directo 
(absolutamente a través de la web con 
productos y servicios digitales). Los principios 
impositivos deben respetarse en estos 
comercios, pero están altamente 
automatizados y generan muchas 
incertidumbres acerca de quiénes proveen 
dichos servicios digitales, siendo complicado 
para los fiscos gravar a estos negocios al no 
poseer Clave Única de Identificación 
Tributaria (CUIT) y ser empresas no radicadas 
en Argentina. Su volatilidad y facilidad de 
esfumarse es otro problema, a la cual se le 
suma la dificultad de rastrear pagos ante 
tantos usos de intermediarios.
Hizo hincapié en el caso Netflix, y de 
cómo operaba con sus usuarios en Argentina, 
especialmente en la Ciudad Autónoma de 
Buenos Aires. También, y para finalizar, se 
refirió al caso MercadoLibre, dejando en 
evidencia cómo el fisco pasa a ser muy 
importante en las operaciones sobre 
e-commerce.
Panel N° 3: “Desafíos jurídicos del 
cloud computing y el teletrabajo”
Bajo la moderación de Guillermo 
Navarro.
1er disertación: “Computación en la 
nube: desafíos jurídicos y profesionales del 
sistema”- José María Lezcano y Ernesto 
Liceda.
Comenzó la exposición el abogado 
Lezcano, investigador de la UNLP, quien 
definió a la computación en la “nube” como 
una evolución del avance tecnológico, un 
nuevo paradigma que conjuga software y 
hardware, y que van más allá de la Internet. 
Luego de clasificar los modelos existentes, 
indicó que el de mayor problema es el de 
acceso público y gratuito, pensado para que 
el usuario pueda utilizar dicha tecnología y 
ampliarla cuando lo desee.
Continuó la disertación Liceda, 
también investigador de la UNLP, quien 
mencionó las conveniencias de adquirir estos 
servicios, siendo una barata inversión para 
quienes recién comienzan con su 
emprendimiento. Pero esto conlleva 
incertidumbre acerca del verdadero control 
que se tiene sobre esos recursos adquiridos, 
y el cliente terminará siendo totalmente 
dependiente del proveedor del servicio. La 
función del Estado en esta cuestión será 
crucial en el tratamiento legislativo, y los 
usuarios que consumen estos servicios 
deberán tener una adecuada capacitación 
profesional.
2da disertación: “Aspectos legales 
relacionados al Teletrabajo Internacional” - 
Corina Andrea Iuale
La abogada y magister en Derecho 
Privado nos contó cómo se encuentra 
legislado el teletrabajo en nuestra ley de 
contrato de trabajo (Arg.). El empleado realiza 
sus tareas laborales en su propio domicilio, o 
en otro pero distinto del empleador. Mencionó 
sus principios, como la voluntariedad, la 
igualdad respecto a los trabajos presenciales, 
la aplicabilidad de la libertad sindical, etc., 
que brindan muchas ventajas tanto para el 
trabajador como el empleador, pero 
asimismo, algunos riesgos como 
sedentarismo y aislamiento.
El teletrabajo posee algunos 
inconvenientes jurídicos no resueltos, por 
ejemplo, la intromisión del empleador en la 
vida privada del trabajador al controlarlo en 
su propia casa, ya que ésto va en contra del 
respeto a la vida privada. 
En el teletrabajo Internacional los 
empleadores se encuentran en distinto país y 
esto no permite establecer qué leyes se 
deben aplicar al no estar definido cuál es el 
lugar de cumplimiento de trabajo, y, por sobre 
todo, cuál jurisdicción y a qué juez debe 
recurrir el empleado ante conflictos de 
derecho laboral.
Panel N° 4: “Delitos, víctimas y vacío 
penal en Internet”
Moderado por Santiago Do Rego, 
periodista de TN y de Canal 13.
Exponentes del panel: María Laura 
Quiñones Urquiza, diplomada en 
Criminología, Criminalística y en Derechos 
Humanos, especialista en perfilación 
Criminal y en Tanatología; la Dra. Soledad 
Álvarez, Médica especialista en Psiquiatría  y 
en Medicina Legal, y  Psiquiatra de la Unidad 
de Criminales  Inimputables del Hospital 
Moyano; y el Abogado Nicolás Tato, 
Presidente de Mensa Argentina, Docente de 
Derecho Informático y Práctica Forense en 
USAL.
Quiñones Urquiza comenzó la 
disertación con el denominado “limbo 
criminológico”, donde están incluidos 
aquellos delitos que no se encuentran 
contemplados en la ley y que no vale la pena 
denunciar. Dentro de esta categoría están las 
estafas (delito de cuello blanco) en internet 
donde hay mentira, engaño, y se caracterizan 
por la ausencia de violencia. Existen diversos 
factores que hacen a la estafa: el principal 
factor es predisponente, siendo además de la 
falta de pena, el anonimato. Por otra parte se 
hallan los factores precipitantes, tales como 
la oportunidad delictiva, la racionalización del 
delito, y la gratificación emocional que éste 
genera. El factor perpetuante es la impunidad 
(escape) y la sofisticación.
Álvarez continuó definiendo a la 
violencia, la cual es una construcción social 
intencional donde siempre hay una parte que 
ejerce poder sobre otra; diferente de la 
agresividad, que por lo general no es 
intencional e innata. Abordó a estos aspectos 
con el fin de diferenciarlos de las estafas. 
Durante su exposición realizó una descripción 
de la estructura psíquica de quienes son 
víctimas de dichas estafas.
Tato estableció que con el internet, 
parte de la vida de las personas pasó al 
ámbito virtual. Incluso afirma que tiene mayor 
importancia que la realidad.
“Cuando la verdad es dura e 
incómoda, la gente prefiere creer las 
falsedades interesantes”. 
Es así como las personas caen ante 
las estafas, cuya falta de legislación, 
anonimato y ausencia de castigo, aumentan 
su frecuencia. Es por ello que el castigo es 
esencial para que la conducta respete las 
leyes.
Quiñones retomó la palabra con otro 
limbo criminológico: ISIS (Estado Islámico en 
Irak y Siria) y las propagandas de violencia a 
través de sus excesos y de los  mensajes que 
dejan en sus videos de ejecución.  Dentro de 
este tema se encuentra la viralización de 
videos “Snuff” como medio para sembrar 
miedo, ya que lo audiovisual genera más 
emociones.
 Realizó una diferencia entre Mirror 
Hungry (personas con trastornos psicopáticos 
y narcisista de la personalidad, que buscan 
ser admirados) de las Ideal Hungry, que son 
aquellas personas “normales”, que pueden 
establecer vínculos con otras, algo que no 
ocurre con los integrantes principales de ISIS, 
pero sí con sus seguidores. Estos van en 
busca de reafirmar su autoestima siendo 
parte de algo revolucionario.
Determinó que ISIS pretende con la 
viralización de estos videos la normalización, 
es decir, el acostumbramiento de la población 
a la violencia.
Hizo analogía al experimento Milgram 
realizado en 1963 en lo referido al respeto a 
las órdenes de autoridad, y cómo pierden el 
juicio moral las personas “normales”. 
Describió un estudio que se realizó sobre la 
influencia que la gente percibe de internet en 
diversos aspectos, dando como resultado que 
el 42% de la población consideran que el 
internet es mala influencia en la moralidad.
Álvarez definió el morbo como la 
atracción de lo mal sano, o sea, por el sexo y 
la muerte, y cómo el hacer sufrir produce  
bienestar en el ser humano.  Estableció que 
las imágenes violentas producen una 
desensibilización progresiva en la sociedad.
Tato habló de la deep web. La misma 
es una red donde no es posible rastrear e 
identificar a los usuarios, es por ello que es 
en donde se cometen la mayoría de los 
delitos.
Quiñones definió a la pedofilia y su 
diferencia con la pederastia. El primero tiene 
atracción sexual hacia niños, no tiene 
contacto sexual y puede llegar a crear 
pornografía infantil sólo a través del 
grooming. El pederasta, en cambio,  es aquel 
que sí consuma el hecho, tiene acceso carnal 
con  menores. 
Mostró foros que contienen reglas 
muy definidas, como por ejemplo, que no se 
permiten en él material pornográfico, sólo 
fotografías limpias, no se coloca el nombre 
real del niño, etc. Las imágenes no son 
lascivas, pero sí lo son los comentarios 
dejados en ellas. También en estos foros se 
colocan fotografías con lo que se conoce 
como parcialismo, que es un modo de 
obtención de placer como por ejemplo 
fetichismo con los pies.
Diferenció clases de pedófilos a partir 
de sus motivaciones, algunos de ellos 
ocasionales, otros que tienen la constante 
necesidad de violar; los que no tienen ningún 
trastorno, etc. Estableció cómo ciertas 
personalidades se relacionan con otras 
personas, y la dificultad que se les presenta 
para tener pareja.
Álvarez describió su experiencia 
atendiendo pederastas y reveló un perfil de 
ellos. También describió las características de 
los relatos de las víctimas de abuso infantil y 
de su impacto a través del tiempo. Tato 
destacó cómo el internet potencia estos 
delitos.
Cerraron el panel con un video NOT 
OFFEND para pedófilos como campaña 
preventiva alemana (www.dont-offend.org).
Panel N° 5: “Procedimientos de 
investigación de la ciberdelincuencia”
Moderaron Abog. Pablo Kesler y 
Maximiliano Macedo.
El Abog. Horacio Azzolin, Fiscal de la 
Procuración General de la Nación en 
Cibercrimen, desde su experiencia estableció 
la diferencia existente entre la evidencia 
física respecto de la recolección de evidencia 
digital; y cómo debe considerarse ésta. El 
problema también radica en la insuficiencia 
de normativas a nivel Nacional en cuanto a su 
recolección, almacenamiento y 
procesamiento. No hay normativa de 
procedimiento que regule el trabajo que se 
realiza en la investigación sobre distintos 
dispositivos en el Ministerio Público Fiscal. 
Otro problema es el “storage” de las copias 
forenses, principalmente.
Ponderó la capacitación en esta 
cuestión, pero para todos los agentes de la 
ley, ya que a futuro será imprescindible este 
conocimiento. Describió los allanamientos en 
casos de pedofilia, buscando un trabajo 
interjurisdiccional y transfronterizo. Se hace 
muchas veces pero no hay normativa que lo 
estimule, y en estos casos (delitos 
informáticos) es muy importante, sobre todo, 
por la agilidad requerida de acción. Sin 
embargo, en otros países hay cooperación 
internacional en cibercrimen (Convención de 
Budapest), ya que una red de trabajo sería lo 
ideal en la investigación.
Gustavo Nicolás Ogawa, especialista 
en Seguridad Informática, habló de la 
cuestión desde un punto de vista técnico, 
haciendo hincapié en el cibergrooming y el 
desafío de cómo descubrir a los autores 
anónimos. A través de un video, de forma 
técnica y sin tener en cuenta el aspecto 
jurídico, mostró cómo obtener la IP del 
atacante con una “trampa” publicada en 
redes sociales; o infectando la computadora 
para extraer su información.
No obstante, Carlos Gabriel Rojas, 
Jefe del Departamento de Investigaciones 
Especiales y Complejas de la Policía 
Metropolitana, Unidad Cibercrimen, comentó 
que hay una legislación en el Código de 
Procedimiento de Neuquén que posibilitaría 
el allanamiento a distancia (Art. 153 del 
Código Procesal Penal de la Provincia de  
Neuquén sobre la información digital).
Federico Pacheco, Director de Entropy 
Security y Vicepresidente de ISSA Argentina, 
definió a partir de este tema a la criptografía y 
cifrado para proteger los datos en Internet. 
Destacó la importancia de tener un buen 
antivirus actualizado y no ingresar 
aleatoriamente a cualquier enlace.  Es muy 
difícil en la práctica romper claves y 
algoritmos criptográficos  o “crackearlos”. 
Sugirió al público que cifre su información 
personal a través de herramientas técnicas.
El Abog. Marcelo Temperini se enfocó 
en el crackeo de servidores y seguridad 
cibernética. Recalcó la sensación de 
impunidad de las conductas referentes a 
delitos informáticos “menores” que el Estado 
no persigue por ser de poca trascendencia. El 
problema es que en Argentina no hay ley para 
obligar a las empresas proveedoras de 
servicios a guardar los datos de sus clientes, 
como podría ser la IP; pero de todos modos 
algunas ISP colaboran en ciertos casos. 
Retomó la palabra Rojas, explicando 
el trabajo de su equipo en el área de 
cibercrimen (Policía Metropolitana), 
mostrando un video de presentación de la 
Unidad de “ciberpolicias”.
Temperini cerró la disertación 
comentando el caso Medina, en donde no se 
llevaron bien a cabo las pericias informáticas. 




Finalizaron el Congreso Miguel y 
Guillermo de ADIAr agradeciendo al público 
presente su participación e invitándolos al 








La Justicia en Manos de la Ciencia
Nuestra normativa vigente en 
Argentina: CÓDIGO ADUANERO. Ley 22.415, 
Cap. 1º - Contrabando, Artículo 866. 
Contrabando de estupefacientes, recita lo 
siguiente:
“Se impondrá prisión de tres (3) a doce 
(12) años en cualquiera de los supuestos 
previstos en los arts. 863 y 864 cuando se 
tratare de estupefacientes en cualquier etapa 
de su elaboración.
Estas penas serán aumentadas en un 
tercio (1/3) del máximo y en la mitad (1/2) del 
mínimo cuando concurriere alguna de las 
circunstancias previstas en los incisos a), b), 
c), d) y e) del artículo 865, o cuando se tratare 
de estupefacientes elaborados o 
semielaborados, que por su cantidad 
estuviesen inequívocamente destinados a ser 
comercializados dentro o fuera del territorio 
nacional.”
LEY 23.737 
“Art. 5º — Será reprimido con reclusión 
o prisión de cuatro a quince años y multa de 
seis mil a quinientos mil australes el que sin 
autorización o con destino ilegítimo:
c) Comercie con estupefacientes o 
materias primas para su producción o 
fabricación o los tenga con fines de 
comercialización, o los distribuya, o dé en 
pago, o almacene o transporte…”
I. El problema y la propuesta
Entiendo que no debería configurar un 
delito cuya pena resulte igual a la aplicada a 
los miembros de una organización criminal, 
para quien haya transportado estupefacientes 
dentro del propio cuerpo, sino que debería ser 
considerado como un delito cuya escala penal 
sea la menos gravosa dentro del delito que se 
le imputa.
El trasporte de estupefacientes llevado 
a cabo, en su gran proporción, por mujeres 
denominadas peyorativamente “mulas”, 
“aguacateras”, camellos" o “burros”, resulta 
alcanzado, en la mayoría de casos, por los 
preceptos del art. 866 del Código Aduanero y 
por el artículo 5to. c) de la ley de 
estupefacientes N° 23.737, propiciándose así 
la revictimización de las imputadas y 
condenadas.
El primero de los delitos mencionados 
posee una escala penal que va desde los 3 
hasta los 12 años de reclusión o prisión, más 
un aumento al tratarse de estupefacientes y; 
el segundo, una escala que oscila entre los 4 y 
los 15 años de prisión.
Debe destacarse que el contrabando o 
transporte de estupefacientes son los delitos 
principales por los que la población femenina 
es privada de su libertad, seguidos por el 
delito de robo y tentativa de robo, en 632 
casos, y homicidio doloso en 358.
Ahora bien, respecto de la 
participación puntual del ingestado, cabe 
señalar que existe una gran desproporción que 
queda demostrada por la incongruencia del 
pago percibido por las personas ingestadas 
respecto del riesgo que asumen (penal y en la 
salud) al transportar los estupefacientes 
dentro de su cuerpo.
Contrariamente a lo que se puede 
creer, los ingestados no desempeñan roles 
empresariales más allá de las funciones de 
traslado que le son asignadas y, en general, no 
tienen mayor injerencia dentro de las redes de 
tráfico, ello por las siguientes razones: 
-manejan poca información;
-transportan cantidades relativamente 
pequeñas de estupefacientes;
-se trata de personas engañadas y/o 
presionadas para llevar a cabo un trabajo 
riesgoso y mal pagado.
En este sentido, me baso en la 
concepción de que la mujer que actúa como 
“mula”, ya es una víctima de la sociedad y es 
especialmente vulnerable, por ello, las 
degradaciones humanas a las que se somete 
como producto de esta actividad, no pueden 
más que ser nuevas victimizaciones.
Las miserias sufridas por parte de la 
red o el cooptor que la contrata, por los 
funcionarios públicos encargados de ejercer 
controles en los puestos fronterizos, más tarde 
por el engranaje judicial y finalmente por la 
hostilidad de la prisión, son una acentuación 
de la situación penosa previa de sus vidas, 
propio de quien pertenece a un sector 
subalterno de la sociedad.
Asimismo, si se desperdician esfuerzos 
en el engranaje judicial en estos eslabones 
vulnerables, se coadyuva a afianzar la mirada 
esquiva a los problemas amplios del 
narcotráfico consistente en el enriquecimiento 
económico, corrupción y lavado de activos, 
entre otros.
No se mira más que el pequeño árbol 
en lugar del bosque.
Es el poder punitivo, que muchas veces 
pretendió resolver problemas complejos a 
través del narcisismo del derecho penal y que, 
en el caso en cuestión, ha olvidado las causas 
psico sociales que permitieron que el castigo 
recayera en el sujeto más débil de la cadena 
del tráfico de drogas.
Aparece así un poder punitivo que 
pretende ilusoriamente resolver complejos 
problemas sociales en torno a los ingestados y 
su problemática social, laboral y familiar. La 
urgencia en la respuesta efectista, como 
señala Zaffaroni, impide analizar estos temas 
con seriedad.
Tal resulta la precariedad de recursos y 
posibilidades personales que, los ingestados 
eligen poner en peligro su propia integridad 
física, introduciendo cantidades enormes, las 
que conducen a una muerte segura, en caso 
de ruptura de cápsulas.
En el mismo sentido, se expresa 
Zaffaroni al referirse a la criminalización 
selectiva y estructural, ya que estas personas 
cumplen con el estereotipo que cuadra 
exactamente con la marginalidad, al estar 
fuera del sistema.
El círculo de la violencia continúa 
rodando para ellas. Esta vez, la injusticia 
proviene del Estado. Como se dijo, en 
Argentina, la mayoría de las mujeres privadas 
de libertad lo están, por la comisión de delitos 
asociados a los estupefacientes y viene 
exhibiendo un ostensible incremento en los 
últimos años. 
“La aplicación de la ley de drogas recae 
principalmente sobre los actores menores y 
más fáciles de capturar, y aparece vinculada al 
incremento de los encarcelamientos de dos 
poblaciones en situación de vulnerabilidad en 
particular: mujeres y extranjeros”, sostiene 
Alejandro Corda, abogado de la Asociación 
Civil Intercambios, en su informe 
“Encarcelamientos por delitos relacionados 
con estupefacientes en Argentina”, publicado 
por la Oficina en Washington para asuntos 
Latinoamericanos (WOLA).
“En la medida en que la actividad de 
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interdicción siga recayendo sobre este tipo de 
actores, sólo va a lograr éxitos momentáneos, 
sin contribuir verdaderamente a la contención 
del tráfico de estupefacientes. Además, al 
producir el encarcelamiento de personas en 
situación de vulnerabilidad por diferentes 
condiciones, se agrava la situación en la que 
ya se encontraban”, concluye Corda.
Por otra parte, las “mulas” suelen 
aceptar someterse a juicios abreviados para 
obtener la pena mínima evitando juicios largos 
y conllevando dos consecuencias negativas:
-la cadena de narcotráfico detrás de 
los actores vulnerables no llega a investigarse 
a posteriori y
- la confesión del imputado es obtenida 
como objetivo para alcanzar una mejor 
situación procesal y no producto de una libre 
elección.
II. Riesgos para la salud que asumen 
los ingestados
El ingreso de estos paquetes se hace 
usualmente vía oral y vaginal, y con menor 
frecuencia, vía rectal, en cantidades que 
oscilan las 170 cápsulas, con un tamaño 
alrededor de 8 cm. cada una y conteniendo 10 
gramos por cápsula, aproximadamente.
El clorhidrato de cocaína se absorbe 
más rápidamente en contacto con las 
mucosas dado que se trata de una sal y es 
fácilmente soluble en agua, por ello los adictos 
la incorporan vía oral, rectal, vaginal, 
intravenosa, intranasal o inhalatoria.
La intoxicación aguda se da por el 
aumento del gasto cardíaco, palpitaciones, 
taquiarritmias, vasoconstricción intensa que 
conduce a hipertensión arterial, infarto agudo 
de miocardio (IAM), miocarditis, endocarditis 
de válvulas aórtica y mitral, ruptura y disección 
aórtica, arritmia fatal, compromiso de vasos 
periféricos, obstrucción en la válvula ileocecal 
o píloro, la cual produce síntomas variables 
como náuseas, epigastralgias, hemorragia 
digestiva alta, dolor abdominal tipo cólico, 
complicándose con íleo mecánico, peritonitis 
necrosis del tejido, shock séptico y muerte. 
Durante la eventual ruptura de los 
paquetes en el interior del tracto 
gastrointestinal, la cocaína es rápidamente 
absorbida y el paciente presenta la 
sintomatología de intoxicación descripta. 
Si el estómago absorbe directamente 
unos 800 miligramos de cocaína (casi un 
gramo), el efecto inmediato es un shock que 
provoca la muerte y si cada cápsula que 
ingieren contiene 10 gramos promedio, el 
riesgo mortal es altísimo en caso de que 
alguna de las cápsulas se rompa.
El promedio de la cantidad de 
estupefacientes transportados por cada 
detenido es de 1.700 gr. aproximadamente de 
cocaína por cada hecho, cifra que se identifica 
con supuestos de contrabando del tipo 
“hormiga”.
La Dra. Graciela Sorrentino, Jefa del 
Servicio de Cuidados Intensivos del de Ezeiza 
afirmó que durante todo 2012 y primeros 
cinco meses de 2013, el quirófano del 
Hospital de Ezeiza atendió a 80 personas 
arrestadas in fraganti en el Aeropuerto 
Internacional de Ezeiza, quienes en total 
expulsaron 6.400 cápsulas (unos 64 kilos de 
cocaína).
III. Victimología de los ingestados
Se parte aquí de la concepción de que 
los ingestados son víctimas de las 
organizaciones delictivas por haber sufrido 
una afrenta de modo directo de tipo físico y 
psíquico, derivado de un hecho delictivo, 
acompañado muchas veces de violencia 
proveniente del autor del delito (cooptor o jefe 
de la banda), cuyos efectos se mantienen en el 
tiempo (físicos, psíquicos, económicos y de 
rechazo social). Queda conformado así el 
proceso de victimización primaria, conforme la 
descripción del proceso dada por Zaffaroni.
Es así como se configura 
consecuentemente la llamada victimización 
secundaria sobre estas personas, ello en 
intersección con el sistema sanitario, policial y 
judicial- penal, aumentándose así su 
victimización.
Giner Alegría menciona distintas 
clasificaciones victimológicas, desde aquí, 
puede incluirse a los encapsulados en las 
siguientes.
a) Clasificación de Gerard Landrove 
Díaz:
Víctimas Especialmente Vulnerables: 
aquellos sujetos que por diversos motivos 
ofrecen una predisposición victimógena 
especifica. Entre esas circunstancias se 
encuentra la edad. También el estado físico o 
psíquico del sujeto, debido a la mayor 
debilidad provocada por ciertas enfermedades 
y minusvalías; la raza, que motiva 
victimización de algunas minorías; y el sexo, 
siendo generalmente mujer la víctima de 
ciertos delitos producidos en el entorno 
familiar, laboral, etc. Asimismo existen 
factores sociales que proporcionan esa mayor 
victimización: la posición económica, el estilo 
de vida, la ubicación de la vivienda, el trato con 
grupos marginales, entre otros.
b) Clasificación de Elías Neuman:
Víctimas de la sociedad: aquellas 
colectividades a las que el propio sistema 
social convierte en víctimas o delincuentes. En 
este grupo entran las minorías étnicas, 
marginados socialmente, entre otros.
IV. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
vulnerabilidad de los ingestados:
- Pobreza
- Falta de acceso a servicios sociales
- Mujeres (70%)
- Edad: 25-44 años
- Extranjeras latinoamericanas (90%): 
colombianas, argentinas (15%), peruanas y 
bolivianas.
- Víctimas de violencia familiar y abuso 
sexual. Sin contención familiar
- Mujeres jefas de hogares mono 
parentales con más de dos hijos
- Hijos y más personas a su cargo
- Procedencia de sectores socio 
económicos marginales
- Bajo nivel educativo formal o 
ausencia del mismo
- Historia de informalidad laboral
V. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
re victimización de los ingestados:
- Humillados en la frontera (a veces 
obligados a desnudarse o defecar)
- Reciben una paga ínfima
- Amenazados por el líder de la banda, 
actúan con miedo continuo 
- Temor a quien las cooptó, dado que 
éste los desvaloriza en cuanto al riesgo 
asumido por no ser parte de la organización 
- El temor a las autoridades lleva a 
algunos a entregarse
- Posibilidad de ser operados de 
urgencia para extraerles las capsulas (5%)
- Muerte por intoxicación en un 2%
- Existen pocos servicios hospitalarios 
especializados para tratamiento de 
ingestados
- La demora, por cuestiones judiciales 
y procesales, en su atención médica conlleva 
la muerte de estas personas
VI. Conclusiones
Por todo lo expuesto, resultaría 
procedente que en los casos de tráfico ilícito 
de estupefacientes bajo la modalidad de 
ingestados, contemplen tres posibilidades:
1) Requerir la escala penal menos 
gravosa para el imputado que presenta este 
delito en relación al contrabando de 
estupefacientes únicamente (art.866 del 
Código Aduanero) esto es de 3 años, o bien,     
2) Se derogue el artículo 5to. Inciso c) 
de la actual ley 23.737 y se lo suplente por el 
siguiente artículo, subdividiéndolo en macro 
(inciso a) y microtráfico (inciso b), resultando 
alcanzados los ingestados en este último:
“El que sin autorización o con destino 
ilegítimo comercie con estupefacientes, los 
tenga con fines de comercialización, los 
almacene, transporte, o distribuya, será 
penado: 
a) Con prisión de OCHO (8) a VEINTE 
(20) años cuando se trate de una actividad 
que, por su magnitud y demás circunstancias, 
se corresponda con el accionar de un grupo 
delictivo organizado nacional o transnacional. 
b) Con prisión de TRES (3) a DIEZ (10) 
años en los restantes casos.” o bien,
3) Se considere el hecho como una 
transgresión y no como un delito. 
Como se dijo, mientras se desvían los 
recursos judiciales e investigativos en causas 
de poca relevancia, se desorienta la 
persecución penal del verdadero eje 
consistente en la prevención y la eliminación 
del tráfico ilícito de estupefacientes.
La norma, tal como está planteada 
actualmente, no satisface la supuesta 
finalidad de tutela, como así tampoco, fija la 
política criminal ni avanza sobre los niveles 
más altos de las organizaciones criminales.
Nuestra normativa vigente en 
Argentina: CÓDIGO ADUANERO. Ley 22.415, 
Cap. 1º - Contrabando, Artículo 866. 
Contrabando de estupefacientes, recita lo 
siguiente:
“Se impondrá prisión de tres (3) a doce 
(12) años en cualquiera de los supuestos 
previstos en los arts. 863 y 864 cuando se 
tratare de estupefacientes en cualquier etapa 
de su elaboración.
Estas penas serán aumentadas en un 
tercio (1/3) del máximo y en la mitad (1/2) del 
mínimo cuando concurriere alguna de las 
circunstancias previstas en los incisos a), b), 
c), d) y e) del artículo 865, o cuando se tratare 
de estupefacientes elaborados o 
semielaborados, que por su cantidad 
estuviesen inequívocamente destinados a ser 
comercializados dentro o fuera del territorio 
nacional.”
LEY 23.737 
“Art. 5º — Será reprimido con reclusión 
o prisión de cuatro a quince años y multa de 
seis mil a quinientos mil australes el que sin 
autorización o con destino ilegítimo:
c) Comercie con estupefacientes o 
materias primas para su producción o 
fabricación o los tenga con fines de 
comercialización, o los distribuya, o dé en 
pago, o almacene o transporte…”
I. El problema y la propuesta
Entiendo que no debería configurar un 
delito cuya pena resulte igual a la aplicada a 
los miembros de una organización criminal, 
para quien haya transportado estupefacientes 
dentro del propio cuerpo, sino que debería ser 
considerado como un delito cuya escala penal 
sea la menos gravosa dentro del delito que se 
le imputa.
El trasporte de estupefacientes llevado 
a cabo, en su gran proporción, por mujeres 
denominadas peyorativamente “mulas”, 
“aguacateras”, camellos" o “burros”, resulta 
alcanzado, en la mayoría de casos, por los 
preceptos del art. 866 del Código Aduanero y 
por el artículo 5to. c) de la ley de 
estupefacientes N° 23.737, propiciándose así 
la revictimización de las imputadas y 
condenadas.
El primero de los delitos mencionados 
posee una escala penal que va desde los 3 
hasta los 12 años de reclusión o prisión, más 
un aumento al tratarse de estupefacientes y; 
el segundo, una escala que oscila entre los 4 y 
los 15 años de prisión.
Debe destacarse que el contrabando o 
transporte de estupefacientes son los delitos 
principales por los que la población femenina 
es privada de su libertad, seguidos por el 
delito de robo y tentativa de robo, en 632 
casos, y homicidio doloso en 358.
Ahora bien, respecto de la 
participación puntual del ingestado, cabe 
señalar que existe una gran desproporción que 
queda demostrada por la incongruencia del 
pago percibido por las personas ingestadas 
respecto del riesgo que asumen (penal y en la 
salud) al transportar los estupefacientes 
dentro de su cuerpo.
Contrariamente a lo que se puede 
creer, los ingestados no desempeñan roles 
empresariales más allá de las funciones de 
traslado que le son asignadas y, en general, no 
tienen mayor injerencia dentro de las redes de 
tráfico, ello por las siguientes razones: 
-manejan poca información;
-transportan cantidades relativamente 
pequeñas de estupefacientes;
-se trata de personas engañadas y/o 
presionadas para llevar a cabo un trabajo 
riesgoso y mal pagado.
En este sentido, me baso en la 
concepción de que la mujer que actúa como 
“mula”, ya es una víctima de la sociedad y es 
especialmente vulnerable, por ello, las 
degradaciones humanas a las que se somete 
como producto de esta actividad, no pueden 
más que ser nuevas victimizaciones.
Las miserias sufridas por parte de la 
red o el cooptor que la contrata, por los 
funcionarios públicos encargados de ejercer 
controles en los puestos fronterizos, más tarde 
por el engranaje judicial y finalmente por la 
hostilidad de la prisión, son una acentuación 
de la situación penosa previa de sus vidas, 
propio de quien pertenece a un sector 
subalterno de la sociedad.
Asimismo, si se desperdician esfuerzos 
en el engranaje judicial en estos eslabones 
vulnerables, se coadyuva a afianzar la mirada 
esquiva a los problemas amplios del 
narcotráfico consistente en el enriquecimiento 
económico, corrupción y lavado de activos, 
entre otros.
No se mira más que el pequeño árbol 
en lugar del bosque.
Es el poder punitivo, que muchas veces 
pretendió resolver problemas complejos a 
través del narcisismo del derecho penal y que, 
en el caso en cuestión, ha olvidado las causas 
psico sociales que permitieron que el castigo 
recayera en el sujeto más débil de la cadena 
del tráfico de drogas.
Aparece así un poder punitivo que 
pretende ilusoriamente resolver complejos 
problemas sociales en torno a los ingestados y 
su problemática social, laboral y familiar. La 
urgencia en la respuesta efectista, como 
señala Zaffaroni, impide analizar estos temas 
con seriedad.
Tal resulta la precariedad de recursos y 
posibilidades personales que, los ingestados 
eligen poner en peligro su propia integridad 
física, introduciendo cantidades enormes, las 
que conducen a una muerte segura, en caso 
de ruptura de cápsulas.
En el mismo sentido, se expresa 
Zaffaroni al referirse a la criminalización 
selectiva y estructural, ya que estas personas 
cumplen con el estereotipo que cuadra 
exactamente con la marginalidad, al estar 
fuera del sistema.
El círculo de la violencia continúa 
rodando para ellas. Esta vez, la injusticia 
proviene del Estado. Como se dijo, en 
Argentina, la mayoría de las mujeres privadas 
de libertad lo están, por la comisión de delitos 
asociados a los estupefacientes y viene 
exhibiendo un ostensible incremento en los 
últimos años. 
“La aplicación de la ley de drogas recae 
principalmente sobre los actores menores y 
más fáciles de capturar, y aparece vinculada al 
incremento de los encarcelamientos de dos 
poblaciones en situación de vulnerabilidad en 
particular: mujeres y extranjeros”, sostiene 
Alejandro Corda, abogado de la Asociación 
Civil Intercambios, en su informe 
“Encarcelamientos por delitos relacionados 
con estupefacientes en Argentina”, publicado 
por la Oficina en Washington para asuntos 
Latinoamericanos (WOLA).
“En la medida en que la actividad de 
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interdicción siga recayendo sobre este tipo de 
actores, sólo va a lograr éxitos momentáneos, 
sin contribuir verdaderamente a la contención 
del tráfico de estupefacientes. Además, al 
producir el encarcelamiento de personas en 
situación de vulnerabilidad por diferentes 
condiciones, se agrava la situación en la que 
ya se encontraban”, concluye Corda.
Por otra parte, las “mulas” suelen 
aceptar someterse a juicios abreviados para 
obtener la pena mínima evitando juicios largos 
y conllevando dos consecuencias negativas:
-la cadena de narcotráfico detrás de 
los actores vulnerables no llega a investigarse 
a posteriori y
- la confesión del imputado es obtenida 
como objetivo para alcanzar una mejor 
situación procesal y no producto de una libre 
elección.
II. Riesgos para la salud que asumen 
los ingestados
El ingreso de estos paquetes se hace 
usualmente vía oral y vaginal, y con menor 
frecuencia, vía rectal, en cantidades que 
oscilan las 170 cápsulas, con un tamaño 
alrededor de 8 cm. cada una y conteniendo 10 
gramos por cápsula, aproximadamente.
El clorhidrato de cocaína se absorbe 
más rápidamente en contacto con las 
mucosas dado que se trata de una sal y es 
fácilmente soluble en agua, por ello los adictos 
la incorporan vía oral, rectal, vaginal, 
intravenosa, intranasal o inhalatoria.
La intoxicación aguda se da por el 
aumento del gasto cardíaco, palpitaciones, 
taquiarritmias, vasoconstricción intensa que 
conduce a hipertensión arterial, infarto agudo 
de miocardio (IAM), miocarditis, endocarditis 
de válvulas aórtica y mitral, ruptura y disección 
aórtica, arritmia fatal, compromiso de vasos 
periféricos, obstrucción en la válvula ileocecal 
o píloro, la cual produce síntomas variables 
como náuseas, epigastralgias, hemorragia 
digestiva alta, dolor abdominal tipo cólico, 
complicándose con íleo mecánico, peritonitis 
necrosis del tejido, shock séptico y muerte. 
Durante la eventual ruptura de los 
paquetes en el interior del tracto 
gastrointestinal, la cocaína es rápidamente 
absorbida y el paciente presenta la 
sintomatología de intoxicación descripta. 
Si el estómago absorbe directamente 
unos 800 miligramos de cocaína (casi un 
gramo), el efecto inmediato es un shock que 
provoca la muerte y si cada cápsula que 
ingieren contiene 10 gramos promedio, el 
riesgo mortal es altísimo en caso de que 
alguna de las cápsulas se rompa.
El promedio de la cantidad de 
estupefacientes transportados por cada 
detenido es de 1.700 gr. aproximadamente de 
cocaína por cada hecho, cifra que se identifica 
con supuestos de contrabando del tipo 
“hormiga”.
La Dra. Graciela Sorrentino, Jefa del 
Servicio de Cuidados Intensivos del de Ezeiza 
afirmó que durante todo 2012 y primeros 
cinco meses de 2013, el quirófano del 
Hospital de Ezeiza atendió a 80 personas 
arrestadas in fraganti en el Aeropuerto 
Internacional de Ezeiza, quienes en total 
expulsaron 6.400 cápsulas (unos 64 kilos de 
cocaína).
III. Victimología de los ingestados
Se parte aquí de la concepción de que 
los ingestados son víctimas de las 
organizaciones delictivas por haber sufrido 
una afrenta de modo directo de tipo físico y 
psíquico, derivado de un hecho delictivo, 
acompañado muchas veces de violencia 
proveniente del autor del delito (cooptor o jefe 
de la banda), cuyos efectos se mantienen en el 
tiempo (físicos, psíquicos, económicos y de 
rechazo social). Queda conformado así el 
proceso de victimización primaria, conforme la 
descripción del proceso dada por Zaffaroni.
Es así como se configura 
consecuentemente la llamada victimización 
secundaria sobre estas personas, ello en 
intersección con el sistema sanitario, policial y 
judicial- penal, aumentándose así su 
victimización.
Giner Alegría menciona distintas 
clasificaciones victimológicas, desde aquí, 
puede incluirse a los encapsulados en las 
siguientes.
a) Clasificación de Gerard Landrove 
Díaz:
Víctimas Especialmente Vulnerables: 
aquellos sujetos que por diversos motivos 
ofrecen una predisposición victimógena 
especifica. Entre esas circunstancias se 
encuentra la edad. También el estado físico o 
psíquico del sujeto, debido a la mayor 
debilidad provocada por ciertas enfermedades 
y minusvalías; la raza, que motiva 
victimización de algunas minorías; y el sexo, 
siendo generalmente mujer la víctima de 
ciertos delitos producidos en el entorno 
familiar, laboral, etc. Asimismo existen 
factores sociales que proporcionan esa mayor 
victimización: la posición económica, el estilo 
de vida, la ubicación de la vivienda, el trato con 
grupos marginales, entre otros.
b) Clasificación de Elías Neuman:
Víctimas de la sociedad: aquellas 
colectividades a las que el propio sistema 
social convierte en víctimas o delincuentes. En 
este grupo entran las minorías étnicas, 
marginados socialmente, entre otros.
IV. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
vulnerabilidad de los ingestados:
- Pobreza
- Falta de acceso a servicios sociales
- Mujeres (70%)
- Edad: 25-44 años
- Extranjeras latinoamericanas (90%): 
colombianas, argentinas (15%), peruanas y 
bolivianas.
- Víctimas de violencia familiar y abuso 
sexual. Sin contención familiar
- Mujeres jefas de hogares mono 
parentales con más de dos hijos
- Hijos y más personas a su cargo
- Procedencia de sectores socio 
económicos marginales
- Bajo nivel educativo formal o 
ausencia del mismo
- Historia de informalidad laboral
V. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
re victimización de los ingestados:
- Humillados en la frontera (a veces 
obligados a desnudarse o defecar)
- Reciben una paga ínfima
- Amenazados por el líder de la banda, 
actúan con miedo continuo 
- Temor a quien las cooptó, dado que 
éste los desvaloriza en cuanto al riesgo 
asumido por no ser parte de la organización 
- El temor a las autoridades lleva a 
algunos a entregarse
- Posibilidad de ser operados de 
urgencia para extraerles las capsulas (5%)
- Muerte por intoxicación en un 2%
- Existen pocos servicios hospitalarios 
especializados para tratamiento de 
ingestados
- La demora, por cuestiones judiciales 
y procesales, en su atención médica conlleva 
la muerte de estas personas
VI. Conclusiones
Por todo lo expuesto, resultaría 
procedente que en los casos de tráfico ilícito 
de estupefacientes bajo la modalidad de 
ingestados, contemplen tres posibilidades:
1) Requerir la escala penal menos 
gravosa para el imputado que presenta este 
delito en relación al contrabando de 
estupefacientes únicamente (art.866 del 
Código Aduanero) esto es de 3 años, o bien,     
2) Se derogue el artículo 5to. Inciso c) 
de la actual ley 23.737 y se lo suplente por el 
siguiente artículo, subdividiéndolo en macro 
(inciso a) y microtráfico (inciso b), resultando 
alcanzados los ingestados en este último:
“El que sin autorización o con destino 
ilegítimo comercie con estupefacientes, los 
tenga con fines de comercialización, los 
almacene, transporte, o distribuya, será 
penado: 
a) Con prisión de OCHO (8) a VEINTE 
(20) años cuando se trate de una actividad 
que, por su magnitud y demás circunstancias, 
se corresponda con el accionar de un grupo 
delictivo organizado nacional o transnacional. 
b) Con prisión de TRES (3) a DIEZ (10) 
años en los restantes casos.” o bien,
3) Se considere el hecho como una 
transgresión y no como un delito. 
Como se dijo, mientras se desvían los 
recursos judiciales e investigativos en causas 
de poca relevancia, se desorienta la 
persecución penal del verdadero eje 
consistente en la prevención y la eliminación 
del tráfico ilícito de estupefacientes.
La norma, tal como está planteada 
actualmente, no satisface la supuesta 
finalidad de tutela, como así tampoco, fija la 
política criminal ni avanza sobre los niveles 
más altos de las organizaciones criminales.
Introducción
La Asociación de Derecho Informático 
de Argentina (ADIAr), creada para aunar a 
todos aquellos profesionales vinculados a 
esta rama del derecho en constante cambio y 
crecimiento, lleva a cabo desde su fundación 
en 2007 eventos tanto para sus asociados 
como para el público interesado.
En conjunto con Informática Legal y la 
Universidad de Belgrano (UB) presentaron el 
“IX Congreso Argentino de Derecho 
Informático 2015”, en la sede de la 
Universidad, y abierto al público general, pero 
destinado principalmente a abogados, 
estudiantes, periodistas, y profesionales 
vinculados a la seguridad de la información, 
con el objetivo, en sus propias palabras, de 
“analizar y debatir los temas de actualidad 
más relevantes del Derecho Informático, con 
un enfoque multidisciplinario que procure 
brindar material de análisis y de estudio a los 
asistentes”.
Contó con la participación de 
destacados profesionales en derecho, 
periodismo, informática, criminología y 
psiquiatría, que disertaron desde su propio 
enfoque de actuación.
Acto de Apertura 
Dio inicio al Congreso Miguel Sumer 
Elías, director y fundador de Informática 
Legal, junto a Guillermo Zamora, actual 
presidente de ADIAr. Ambos presentaron el 
programa de disertaciones, en donde 
aprovecharon a presentar a la Asociación 
detrás del Congreso, e invitando a los 
presentes a asociarse. Inmediatamente, 
Miguel cedió su espacio a la moderadora del 
primer panel para dar comienzo al ciclo de 
conferencias. 
Panel N° 1: “La privacidad frente a los 
nuevos avances tecnológicos”
Moderado por Myriam Agañaraz, 
abogada y docente de la Universidad de 
Belgrano, quien comenzó presentando al 
primer exponente del panel.
1er disertación: “Privacidad y otros 
cuentos de hadas” - Federico Kirschbaum. 
“La privacidad hoy en día está muerta; 
tiene mucho valor, pero nosotros no la 
aprovechamos”.
Un tema que sin duda genera mucha 
polémica es el manejo de la información 
privada por parte de las redes sociales y 
compañías que ofrecen servicios gratuitos a 
través de internet.  Federico es CTO de 
Infobyte Security Research y, a través de sus 
conocimientos en seguridad informática, nos 
explicó cómo funcionan las tecnologías de 
hoy en día, y la forma en que internet controla 
la información personal que voluntariamente 
ceden sus usuarios a cambio de sus 
servicios. Las principales empresas que 
prestan estos servicios de manera gratuita, 
tales como Facebook, Google, WhatsApp, 
etc., son en realidad, compañías publicitarias 
que venden paquetes de información de sus 
usuarios, toda la actividad que realizan y 
cosas que “le gusta”. La telefonía no queda 
exenta de este negocio de venta de 
información de sus clientes, lo cual conlleva 
una invasión de privacidad, y que va más allá 
del rastreo y ubicación de la persona que 
utiliza el dispositivo.
2da disertación: “Bioética, bioderecho 
y protección de datos genéticos” - Paulina 
Casares Subia
Desde una perspectiva estrictamente 
jurídica, abordó la cuestión la abogada 
ecuatoriana Paulina Cásares Subia, miembro 
fundadora de la Sociedad Internacional de 
Derecho Genómico, Bioética y Bioseguridad. 
Destacó cómo los abogados ahora deben ser 
obligatoriamente interdisciplinarios en el 
ejercicio de su profesión, principalmente en 
conocimientos como medicina y tecnología. 
Estableció y definió a la bioética, nacida de 
hechos específicos (experimentación nazi, 
teoría de la evolución de Darwin, etc.) y al 
bioderecho, como límite que se impone a la 
actividad científica y tiene como base la 
bioética. Se refirió a los biobancos, lugares de 
almacenamiento de información genética 
que identifican a una persona con distintos 
propósitos: en civil, para determinaciones de 
paternidad, y en penal, para identificar a 
reincidentes. Retomó el tema de privacidad, 
pero relacionándolo con la intimidad genética 
y cómo las empresas (ej. aseguradoras) 
clasifican a sus clientes en base a su historial 
médico. Explicó la forma en que actúa la 
Justicia desde la legislación presente en 
Argentina, en comparación con otros países 
de Latinoamérica, sobre el acceso a la 
información médica, que etiquetan y 
discriminan a las personas, especialmente, 
los datos genéticos.
3ra disertación: “La protección de 
datos personales: un valor social en 
construcción” - Eduardo Peduto.
 “Somos los esclavos modernos, 
porque somos vendidos como productos; 
jerarquizados según la capacidad de 
consumo”.
Como director del Centro de 
Protección de Datos Personales, analizó lo 
planteado por los conferencistas en la 
cuestión ciencia-poder, y llegó a la conclusión 
de que “van de la mano”. Es tiempo de 
pensar en macrodisciplinas para abordar la 
cuestión, haciendo analogía con los 
requisitos para ingresar a conocimiento 
universitario en la época Medieval. Todos los 
universitarios deben poseer un conocimiento 
que exceda lo específico de su disciplina. 
En un estudio estadístico realizado a 
360 jóvenes, el 50% alegó que no le importa 
su privacidad, y en cuanto a la protección de 
sus datos, demostraron desinterés un 70%. 
Es el resultado de exponerse tanto en las 
redes sociales y el acostumbramiento a las 
mismas. 
Finalmente, realizó comentarios 
acerca del Patriot Act y los pretextos de 
terrorismo utilizados por EE. UU. para demoler 
derechos civiles, y financiado por aquellos 
que pretenden abolirlo. 
Terminada su disertación, la 
moderadora dispuso espacio para preguntas 
de los presentes, dando por finalizado el 
primer panel del Congreso.
Panel N” 2: “Panorama legal del 
e-commerce y los negocios digitales”
Dicho panel fue presentado por 
Andrea Campbell, periodista del Canal 
América.
1er disertación: “Aspectos Legales a 
considerar en un negocio digital”- Miguel 
Sumer Elías. 
“Somos emprendedores, pero nos 
equivocamos con torpezas jurídicas 
rápidamente”. 
Quien organiza brindó en su 
disertación tips y un resumen de tareas que 
uno debe realizar cuando quiere comenzar un 
negocio en la web, denotando los aspectos 
legales y así no tener futuras complicaciones 
de este tipo (prevención de sanciones) y por 
supuesto ejercer mejor nuestros derechos. 
De hecho, debe ser parte de la estrategia de 
marketing cumplir con la Ley, ya que esto da 
buena imagen corporativa e inspira 
confianza. Dio las diferencias entre 
empresario (estado laboral) y emprendedor 
(estado de ánimo), y  aconsejó a estos 
últimos, recomendando un “contrato 
asociativo” y cláusula de salida, a fin de 
cuidar sus intereses.
Chequear nombres a utilizar y armar 
condiciones y políticas de privacidad, deben 
ser objetivos a cumplir en el manejo de la 
seguridad de la información.
2da disertación: “El crecimiento de la 
Economía en Internet y su relación con el 
Derecho”- Carlos Dionisio Aguirre. 
Como Abogado especialista en 
Derecho de los Negocios y Director de AGEIA 
DENSI, consideró que la economía debe 
renovarse y proponer un nuevo proyecto para 
la Informática. Afirmó que el Internet y los 
celulares crearon una tiranía que ha 
generado enfermedades y vicios en la 
sociedad. Reveló algunos datos e hitos acerca 
de cómo la conexión a las redes sociales 
afectan de forma mediata e inmediata las 
psiquis de los usuarios, dándonos un 
panorama de cómo avanza la gobernanza a 
través de internet. 
“El Derecho siempre vino después de 
la Economía, y el Internet es todo Economía”.
Más de 400 nuevos dominios 
genéricos (extensiones) en la ICANN fueron 
aprobados entre las 1900 aplicaciones 
propuestas, destacando el gran negocio 
detrás de sus administraciones.
El gran problema actual es que los 
gigantes de Internet comienzan a privatizar el 
Derecho, como lo es Facebook con sus más 
1.400 millones de usuarios, con reglas 
propias.
3er disertación: “Los impuestos en el 
e-commerce: casos Netflix y MercadoLibre”- 
Ismael Lofeudo.
 Lofeudo es Abogado y Docente en la 
UNLP. Nos comentó que en Argentina el 
comercio electrónico crece a gran escala, 
tanto el indirecto (material) como el directo 
(absolutamente a través de la web con 
productos y servicios digitales). Los principios 
impositivos deben respetarse en estos 
comercios, pero están altamente 
automatizados y generan muchas 
incertidumbres acerca de quiénes proveen 
dichos servicios digitales, siendo complicado 
para los fiscos gravar a estos negocios al no 
poseer Clave Única de Identificación 
Tributaria (CUIT) y ser empresas no radicadas 
en Argentina. Su volatilidad y facilidad de 
esfumarse es otro problema, a la cual se le 
suma la dificultad de rastrear pagos ante 
tantos usos de intermediarios.
Hizo hincapié en el caso Netflix, y de 
cómo operaba con sus usuarios en Argentina, 
especialmente en la Ciudad Autónoma de 
Buenos Aires. También, y para finalizar, se 
refirió al caso MercadoLibre, dejando en 
evidencia cómo el fisco pasa a ser muy 
importante en las operaciones sobre 
e-commerce.
Panel N° 3: “Desafíos jurídicos del 
cloud computing y el teletrabajo”
Bajo la moderación de Guillermo 
Navarro.
1er disertación: “Computación en la 
nube: desafíos jurídicos y profesionales del 
sistema”- José María Lezcano y Ernesto 
Liceda.
Comenzó la exposición el abogado 
Lezcano, investigador de la UNLP, quien 
definió a la computación en la “nube” como 
una evolución del avance tecnológico, un 
nuevo paradigma que conjuga software y 
hardware, y que van más allá de la Internet. 
Luego de clasificar los modelos existentes, 
indicó que el de mayor problema es el de 
acceso público y gratuito, pensado para que 
el usuario pueda utilizar dicha tecnología y 
ampliarla cuando lo desee.
Continuó la disertación Liceda, 
también investigador de la UNLP, quien 
mencionó las conveniencias de adquirir estos 
servicios, siendo una barata inversión para 
quienes recién comienzan con su 
emprendimiento. Pero esto conlleva 
incertidumbre acerca del verdadero control 
que se tiene sobre esos recursos adquiridos, 
y el cliente terminará siendo totalmente 
dependiente del proveedor del servicio. La 
función del Estado en esta cuestión será 
crucial en el tratamiento legislativo, y los 
usuarios que consumen estos servicios 
deberán tener una adecuada capacitación 
profesional.
2da disertación: “Aspectos legales 
relacionados al Teletrabajo Internacional” - 
Corina Andrea Iuale
La abogada y magister en Derecho 
Privado nos contó cómo se encuentra 
legislado el teletrabajo en nuestra ley de 
contrato de trabajo (Arg.). El empleado realiza 
sus tareas laborales en su propio domicilio, o 
en otro pero distinto del empleador. Mencionó 
sus principios, como la voluntariedad, la 
igualdad respecto a los trabajos presenciales, 
la aplicabilidad de la libertad sindical, etc., 
que brindan muchas ventajas tanto para el 
trabajador como el empleador, pero 
asimismo, algunos riesgos como 
sedentarismo y aislamiento.
El teletrabajo posee algunos 
inconvenientes jurídicos no resueltos, por 
ejemplo, la intromisión del empleador en la 
vida privada del trabajador al controlarlo en 
su propia casa, ya que ésto va en contra del 
respeto a la vida privada. 
En el teletrabajo Internacional los 
empleadores se encuentran en distinto país y 
esto no permite establecer qué leyes se 
deben aplicar al no estar definido cuál es el 
lugar de cumplimiento de trabajo, y, por sobre 
todo, cuál jurisdicción y a qué juez debe 
recurrir el empleado ante conflictos de 
derecho laboral.
Panel N° 4: “Delitos, víctimas y vacío 
penal en Internet”
Moderado por Santiago Do Rego, 
periodista de TN y de Canal 13.
Exponentes del panel: María Laura 
Quiñones Urquiza, diplomada en 
Criminología, Criminalística y en Derechos 
Humanos, especialista en perfilación 
Criminal y en Tanatología; la Dra. Soledad 
Álvarez, Médica especialista en Psiquiatría  y 
en Medicina Legal, y  Psiquiatra de la Unidad 
de Criminales  Inimputables del Hospital 
Moyano; y el Abogado Nicolás Tato, 
Presidente de Mensa Argentina, Docente de 
Derecho Informático y Práctica Forense en 
USAL.
Quiñones Urquiza comenzó la 
disertación con el denominado “limbo 
criminológico”, donde están incluidos 
aquellos delitos que no se encuentran 
contemplados en la ley y que no vale la pena 
denunciar. Dentro de esta categoría están las 
estafas (delito de cuello blanco) en internet 
donde hay mentira, engaño, y se caracterizan 
por la ausencia de violencia. Existen diversos 
factores que hacen a la estafa: el principal 
factor es predisponente, siendo además de la 
falta de pena, el anonimato. Por otra parte se 
hallan los factores precipitantes, tales como 
la oportunidad delictiva, la racionalización del 
delito, y la gratificación emocional que éste 
genera. El factor perpetuante es la impunidad 
(escape) y la sofisticación.
Álvarez continuó definiendo a la 
violencia, la cual es una construcción social 
intencional donde siempre hay una parte que 
ejerce poder sobre otra; diferente de la 
agresividad, que por lo general no es 
intencional e innata. Abordó a estos aspectos 
con el fin de diferenciarlos de las estafas. 
Durante su exposición realizó una descripción 
de la estructura psíquica de quienes son 
víctimas de dichas estafas.
Tato estableció que con el internet, 
parte de la vida de las personas pasó al 
ámbito virtual. Incluso afirma que tiene mayor 
importancia que la realidad.
“Cuando la verdad es dura e 
incómoda, la gente prefiere creer las 
falsedades interesantes”. 
Es así como las personas caen ante 
las estafas, cuya falta de legislación, 
anonimato y ausencia de castigo, aumentan 
su frecuencia. Es por ello que el castigo es 
esencial para que la conducta respete las 
leyes.
Quiñones retomó la palabra con otro 
limbo criminológico: ISIS (Estado Islámico en 
Irak y Siria) y las propagandas de violencia a 
través de sus excesos y de los  mensajes que 
dejan en sus videos de ejecución.  Dentro de 
este tema se encuentra la viralización de 
videos “Snuff” como medio para sembrar 
miedo, ya que lo audiovisual genera más 
emociones.
 Realizó una diferencia entre Mirror 
Hungry (personas con trastornos psicopáticos 
y narcisista de la personalidad, que buscan 
ser admirados) de las Ideal Hungry, que son 
aquellas personas “normales”, que pueden 
establecer vínculos con otras, algo que no 
ocurre con los integrantes principales de ISIS, 
pero sí con sus seguidores. Estos van en 
busca de reafirmar su autoestima siendo 
parte de algo revolucionario.
Determinó que ISIS pretende con la 
viralización de estos videos la normalización, 
es decir, el acostumbramiento de la población 
a la violencia.
Hizo analogía al experimento Milgram 
realizado en 1963 en lo referido al respeto a 
las órdenes de autoridad, y cómo pierden el 
juicio moral las personas “normales”. 
Describió un estudio que se realizó sobre la 
influencia que la gente percibe de internet en 
diversos aspectos, dando como resultado que 
el 42% de la población consideran que el 
internet es mala influencia en la moralidad.
Álvarez definió el morbo como la 
atracción de lo mal sano, o sea, por el sexo y 
la muerte, y cómo el hacer sufrir produce  
bienestar en el ser humano.  Estableció que 
las imágenes violentas producen una 
desensibilización progresiva en la sociedad.
Tato habló de la deep web. La misma 
es una red donde no es posible rastrear e 
identificar a los usuarios, es por ello que es 
en donde se cometen la mayoría de los 
delitos.
Quiñones definió a la pedofilia y su 
diferencia con la pederastia. El primero tiene 
atracción sexual hacia niños, no tiene 
contacto sexual y puede llegar a crear 
pornografía infantil sólo a través del 
grooming. El pederasta, en cambio,  es aquel 
que sí consuma el hecho, tiene acceso carnal 
con  menores. 
Mostró foros que contienen reglas 
muy definidas, como por ejemplo, que no se 
permiten en él material pornográfico, sólo 
fotografías limpias, no se coloca el nombre 
real del niño, etc. Las imágenes no son 
lascivas, pero sí lo son los comentarios 
dejados en ellas. También en estos foros se 
colocan fotografías con lo que se conoce 
como parcialismo, que es un modo de 
obtención de placer como por ejemplo 
fetichismo con los pies.
Diferenció clases de pedófilos a partir 
de sus motivaciones, algunos de ellos 
ocasionales, otros que tienen la constante 
necesidad de violar; los que no tienen ningún 
trastorno, etc. Estableció cómo ciertas 
personalidades se relacionan con otras 
personas, y la dificultad que se les presenta 
para tener pareja.
Álvarez describió su experiencia 
atendiendo pederastas y reveló un perfil de 
ellos. También describió las características de 
los relatos de las víctimas de abuso infantil y 
de su impacto a través del tiempo. Tato 
destacó cómo el internet potencia estos 
delitos.
Cerraron el panel con un video NOT 
OFFEND para pedófilos como campaña 
preventiva alemana (www.dont-offend.org).
Panel N° 5: “Procedimientos de 
investigación de la ciberdelincuencia”
Moderaron Abog. Pablo Kesler y 
Maximiliano Macedo.
El Abog. Horacio Azzolin, Fiscal de la 
Procuración General de la Nación en 
Cibercrimen, desde su experiencia estableció 
la diferencia existente entre la evidencia 
física respecto de la recolección de evidencia 
digital; y cómo debe considerarse ésta. El 
problema también radica en la insuficiencia 
de normativas a nivel Nacional en cuanto a su 
recolección, almacenamiento y 
procesamiento. No hay normativa de 
procedimiento que regule el trabajo que se 
realiza en la investigación sobre distintos 
dispositivos en el Ministerio Público Fiscal. 
Otro problema es el “storage” de las copias 
forenses, principalmente.
Ponderó la capacitación en esta 
cuestión, pero para todos los agentes de la 
ley, ya que a futuro será imprescindible este 
conocimiento. Describió los allanamientos en 
casos de pedofilia, buscando un trabajo 
interjurisdiccional y transfronterizo. Se hace 
muchas veces pero no hay normativa que lo 
estimule, y en estos casos (delitos 
informáticos) es muy importante, sobre todo, 
por la agilidad requerida de acción. Sin 
embargo, en otros países hay cooperación 
internacional en cibercrimen (Convención de 
Budapest), ya que una red de trabajo sería lo 
ideal en la investigación.
Gustavo Nicolás Ogawa, especialista 
en Seguridad Informática, habló de la 
cuestión desde un punto de vista técnico, 
haciendo hincapié en el cibergrooming y el 
desafío de cómo descubrir a los autores 
anónimos. A través de un video, de forma 
técnica y sin tener en cuenta el aspecto 
jurídico, mostró cómo obtener la IP del 
atacante con una “trampa” publicada en 
redes sociales; o infectando la computadora 
para extraer su información.
No obstante, Carlos Gabriel Rojas, 
Jefe del Departamento de Investigaciones 
Especiales y Complejas de la Policía 
Metropolitana, Unidad Cibercrimen, comentó 
que hay una legislación en el Código de 
Procedimiento de Neuquén que posibilitaría 
el allanamiento a distancia (Art. 153 del 
Código Procesal Penal de la Provincia de  
Neuquén sobre la información digital).
Federico Pacheco, Director de Entropy 
Security y Vicepresidente de ISSA Argentina, 
definió a partir de este tema a la criptografía y 
cifrado para proteger los datos en Internet. 
Destacó la importancia de tener un buen 
antivirus actualizado y no ingresar 
aleatoriamente a cualquier enlace.  Es muy 
difícil en la práctica romper claves y 
algoritmos criptográficos  o “crackearlos”. 
Sugirió al público que cifre su información 
personal a través de herramientas técnicas.
El Abog. Marcelo Temperini se enfocó 
en el crackeo de servidores y seguridad 
cibernética. Recalcó la sensación de 
impunidad de las conductas referentes a 
delitos informáticos “menores” que el Estado 
no persigue por ser de poca trascendencia. El 
problema es que en Argentina no hay ley para 
obligar a las empresas proveedoras de 
servicios a guardar los datos de sus clientes, 
como podría ser la IP; pero de todos modos 
algunas ISP colaboran en ciertos casos. 
Retomó la palabra Rojas, explicando 
el trabajo de su equipo en el área de 
cibercrimen (Policía Metropolitana), 
mostrando un video de presentación de la 
Unidad de “ciberpolicias”.
Temperini cerró la disertación 
comentando el caso Medina, en donde no se 
llevaron bien a cabo las pericias informáticas. 




Finalizaron el Congreso Miguel y 
Guillermo de ADIAr agradeciendo al público 
presente su participación e invitándolos al 
próximo Congreso a llevarse a cabo en 
Misiones.
Nuestra normativa vigente en 
Argentina: CÓDIGO ADUANERO. Ley 22.415, 
Cap. 1º - Contrabando, Artículo 866. 
Contrabando de estupefacientes, recita lo 
siguiente:
“Se impondrá prisión de tres (3) a doce 
(12) años en cualquiera de los supuestos 
previstos en los arts. 863 y 864 cuando se 
tratare de estupefacientes en cualquier etapa 
de su elaboración.
Estas penas serán aumentadas en un 
tercio (1/3) del máximo y en la mitad (1/2) del 
mínimo cuando concurriere alguna de las 
circunstancias previstas en los incisos a), b), 
c), d) y e) del artículo 865, o cuando se tratare 
de estupefacientes elaborados o 
semielaborados, que por su cantidad 
estuviesen inequívocamente destinados a ser 
comercializados dentro o fuera del territorio 
nacional.”
LEY 23.737 
“Art. 5º — Será reprimido con reclusión 
o prisión de cuatro a quince años y multa de 
seis mil a quinientos mil australes el que sin 
autorización o con destino ilegítimo:
c) Comercie con estupefacientes o 
materias primas para su producción o 
fabricación o los tenga con fines de 
comercialización, o los distribuya, o dé en 
pago, o almacene o transporte…”
I. El problema y la propuesta
Entiendo que no debería configurar un 
delito cuya pena resulte igual a la aplicada a 
los miembros de una organización criminal, 
para quien haya transportado estupefacientes 
dentro del propio cuerpo, sino que debería ser 
considerado como un delito cuya escala penal 
sea la menos gravosa dentro del delito que se 
le imputa.
El trasporte de estupefacientes llevado 
a cabo, en su gran proporción, por mujeres 
denominadas peyorativamente “mulas”, 
“aguacateras”, camellos" o “burros”, resulta 
alcanzado, en la mayoría de casos, por los 
preceptos del art. 866 del Código Aduanero y 
por el artículo 5to. c) de la ley de 
estupefacientes N° 23.737, propiciándose así 
la revictimización de las imputadas y 
condenadas.
El primero de los delitos mencionados 
posee una escala penal que va desde los 3 
hasta los 12 años de reclusión o prisión, más 
un aumento al tratarse de estupefacientes y; 
el segundo, una escala que oscila entre los 4 y 
los 15 años de prisión.
Debe destacarse que el contrabando o 
transporte de estupefacientes son los delitos 
principales por los que la población femenina 
es privada de su libertad, seguidos por el 
delito de robo y tentativa de robo, en 632 
casos, y homicidio doloso en 358.
Ahora bien, respecto de la 
participación puntual del ingestado, cabe 
señalar que existe una gran desproporción que 
queda demostrada por la incongruencia del 
pago percibido por las personas ingestadas 
respecto del riesgo que asumen (penal y en la 
salud) al transportar los estupefacientes 
dentro de su cuerpo.
Contrariamente a lo que se puede 
creer, los ingestados no desempeñan roles 
empresariales más allá de las funciones de 
traslado que le son asignadas y, en general, no 
tienen mayor injerencia dentro de las redes de 
tráfico, ello por las siguientes razones: 
-manejan poca información;
-transportan cantidades relativamente 
pequeñas de estupefacientes;
-se trata de personas engañadas y/o 
presionadas para llevar a cabo un trabajo 
riesgoso y mal pagado.
En este sentido, me baso en la 
concepción de que la mujer que actúa como 
“mula”, ya es una víctima de la sociedad y es 
especialmente vulnerable, por ello, las 
degradaciones humanas a las que se somete 
como producto de esta actividad, no pueden 
más que ser nuevas victimizaciones.
Las miserias sufridas por parte de la 
red o el cooptor que la contrata, por los 
funcionarios públicos encargados de ejercer 
controles en los puestos fronterizos, más tarde 
por el engranaje judicial y finalmente por la 
hostilidad de la prisión, son una acentuación 
de la situación penosa previa de sus vidas, 
propio de quien pertenece a un sector 
subalterno de la sociedad.
Asimismo, si se desperdician esfuerzos 
en el engranaje judicial en estos eslabones 
vulnerables, se coadyuva a afianzar la mirada 
esquiva a los problemas amplios del 
narcotráfico consistente en el enriquecimiento 
económico, corrupción y lavado de activos, 
entre otros.
No se mira más que el pequeño árbol 
en lugar del bosque.
Es el poder punitivo, que muchas veces 
pretendió resolver problemas complejos a 
través del narcisismo del derecho penal y que, 
en el caso en cuestión, ha olvidado las causas 
psico sociales que permitieron que el castigo 
recayera en el sujeto más débil de la cadena 
del tráfico de drogas.
Aparece así un poder punitivo que 
pretende ilusoriamente resolver complejos 
problemas sociales en torno a los ingestados y 
su problemática social, laboral y familiar. La 
urgencia en la respuesta efectista, como 
señala Zaffaroni, impide analizar estos temas 
con seriedad.
Tal resulta la precariedad de recursos y 
posibilidades personales que, los ingestados 
eligen poner en peligro su propia integridad 
física, introduciendo cantidades enormes, las 
que conducen a una muerte segura, en caso 
de ruptura de cápsulas.
En el mismo sentido, se expresa 
Zaffaroni al referirse a la criminalización 
selectiva y estructural, ya que estas personas 
cumplen con el estereotipo que cuadra 
exactamente con la marginalidad, al estar 
fuera del sistema.
El círculo de la violencia continúa 
rodando para ellas. Esta vez, la injusticia 
proviene del Estado. Como se dijo, en 
Argentina, la mayoría de las mujeres privadas 
de libertad lo están, por la comisión de delitos 
asociados a los estupefacientes y viene 
exhibiendo un ostensible incremento en los 
últimos años. 
“La aplicación de la ley de drogas recae 
principalmente sobre los actores menores y 
más fáciles de capturar, y aparece vinculada al 
incremento de los encarcelamientos de dos 
poblaciones en situación de vulnerabilidad en 
particular: mujeres y extranjeros”, sostiene 
Alejandro Corda, abogado de la Asociación 
Civil Intercambios, en su informe 
“Encarcelamientos por delitos relacionados 
con estupefacientes en Argentina”, publicado 
por la Oficina en Washington para asuntos 
Latinoamericanos (WOLA).
“En la medida en que la actividad de 
La Justicia en Manos de la Ciencia
interdicción siga recayendo sobre este tipo de 
actores, sólo va a lograr éxitos momentáneos, 
sin contribuir verdaderamente a la contención 
del tráfico de estupefacientes. Además, al 
producir el encarcelamiento de personas en 
situación de vulnerabilidad por diferentes 
condiciones, se agrava la situación en la que 
ya se encontraban”, concluye Corda.
Por otra parte, las “mulas” suelen 
aceptar someterse a juicios abreviados para 
obtener la pena mínima evitando juicios largos 
y conllevando dos consecuencias negativas:
-la cadena de narcotráfico detrás de 
los actores vulnerables no llega a investigarse 
a posteriori y
- la confesión del imputado es obtenida 
como objetivo para alcanzar una mejor 
situación procesal y no producto de una libre 
elección.
II. Riesgos para la salud que asumen 
los ingestados
El ingreso de estos paquetes se hace 
usualmente vía oral y vaginal, y con menor 
frecuencia, vía rectal, en cantidades que 
oscilan las 170 cápsulas, con un tamaño 
alrededor de 8 cm. cada una y conteniendo 10 
gramos por cápsula, aproximadamente.
El clorhidrato de cocaína se absorbe 
más rápidamente en contacto con las 
mucosas dado que se trata de una sal y es 
fácilmente soluble en agua, por ello los adictos 
la incorporan vía oral, rectal, vaginal, 
intravenosa, intranasal o inhalatoria.
La intoxicación aguda se da por el 
aumento del gasto cardíaco, palpitaciones, 
taquiarritmias, vasoconstricción intensa que 
conduce a hipertensión arterial, infarto agudo 
de miocardio (IAM), miocarditis, endocarditis 
de válvulas aórtica y mitral, ruptura y disección 
aórtica, arritmia fatal, compromiso de vasos 
periféricos, obstrucción en la válvula ileocecal 
o píloro, la cual produce síntomas variables 
como náuseas, epigastralgias, hemorragia 
digestiva alta, dolor abdominal tipo cólico, 
complicándose con íleo mecánico, peritonitis 
necrosis del tejido, shock séptico y muerte. 
Durante la eventual ruptura de los 
paquetes en el interior del tracto 
gastrointestinal, la cocaína es rápidamente 
absorbida y el paciente presenta la 
sintomatología de intoxicación descripta. 
Si el estómago absorbe directamente 
unos 800 miligramos de cocaína (casi un 
gramo), el efecto inmediato es un shock que 
provoca la muerte y si cada cápsula que 
ingieren contiene 10 gramos promedio, el 
riesgo mortal es altísimo en caso de que 
alguna de las cápsulas se rompa.
El promedio de la cantidad de 
estupefacientes transportados por cada 
detenido es de 1.700 gr. aproximadamente de 
cocaína por cada hecho, cifra que se identifica 
con supuestos de contrabando del tipo 
“hormiga”.
La Dra. Graciela Sorrentino, Jefa del 
Servicio de Cuidados Intensivos del de Ezeiza 
afirmó que durante todo 2012 y primeros 
cinco meses de 2013, el quirófano del 
Hospital de Ezeiza atendió a 80 personas 
arrestadas in fraganti en el Aeropuerto 
Internacional de Ezeiza, quienes en total 
expulsaron 6.400 cápsulas (unos 64 kilos de 
cocaína).
III. Victimología de los ingestados
Se parte aquí de la concepción de que 
los ingestados son víctimas de las 
organizaciones delictivas por haber sufrido 
una afrenta de modo directo de tipo físico y 
psíquico, derivado de un hecho delictivo, 
acompañado muchas veces de violencia 
proveniente del autor del delito (cooptor o jefe 
de la banda), cuyos efectos se mantienen en el 
tiempo (físicos, psíquicos, económicos y de 
rechazo social). Queda conformado así el 
proceso de victimización primaria, conforme la 
descripción del proceso dada por Zaffaroni.
Es así como se configura 
consecuentemente la llamada victimización 
secundaria sobre estas personas, ello en 
intersección con el sistema sanitario, policial y 
judicial- penal, aumentándose así su 
victimización.
Giner Alegría menciona distintas 
clasificaciones victimológicas, desde aquí, 
puede incluirse a los encapsulados en las 
siguientes.
a) Clasificación de Gerard Landrove 
Díaz:
Víctimas Especialmente Vulnerables: 
aquellos sujetos que por diversos motivos 
ofrecen una predisposición victimógena 
especifica. Entre esas circunstancias se 
encuentra la edad. También el estado físico o 
psíquico del sujeto, debido a la mayor 
debilidad provocada por ciertas enfermedades 
y minusvalías; la raza, que motiva 
victimización de algunas minorías; y el sexo, 
siendo generalmente mujer la víctima de 
ciertos delitos producidos en el entorno 
familiar, laboral, etc. Asimismo existen 
factores sociales que proporcionan esa mayor 
victimización: la posición económica, el estilo 
de vida, la ubicación de la vivienda, el trato con 
grupos marginales, entre otros.
b) Clasificación de Elías Neuman:
Víctimas de la sociedad: aquellas 
colectividades a las que el propio sistema 
social convierte en víctimas o delincuentes. En 
este grupo entran las minorías étnicas, 
marginados socialmente, entre otros.
IV. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
vulnerabilidad de los ingestados:
- Pobreza
- Falta de acceso a servicios sociales
- Mujeres (70%)
- Edad: 25-44 años
- Extranjeras latinoamericanas (90%): 
colombianas, argentinas (15%), peruanas y 
bolivianas.
- Víctimas de violencia familiar y abuso 
sexual. Sin contención familiar
- Mujeres jefas de hogares mono 
parentales con más de dos hijos
- Hijos y más personas a su cargo
- Procedencia de sectores socio 
económicos marginales
- Bajo nivel educativo formal o 
ausencia del mismo
- Historia de informalidad laboral
V. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
re victimización de los ingestados:
- Humillados en la frontera (a veces 
obligados a desnudarse o defecar)
- Reciben una paga ínfima
- Amenazados por el líder de la banda, 
actúan con miedo continuo 
- Temor a quien las cooptó, dado que Autopsia, estómago de un ingestado
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éste los desvaloriza en cuanto al riesgo 
asumido por no ser parte de la organización 
- El temor a las autoridades lleva a 
algunos a entregarse
- Posibilidad de ser operados de 
urgencia para extraerles las capsulas (5%)
- Muerte por intoxicación en un 2%
- Existen pocos servicios hospitalarios 
especializados para tratamiento de 
ingestados
- La demora, por cuestiones judiciales 
y procesales, en su atención médica conlleva 
la muerte de estas personas
VI. Conclusiones
Por todo lo expuesto, resultaría 
procedente que en los casos de tráfico ilícito 
de estupefacientes bajo la modalidad de 
ingestados, contemplen tres posibilidades:
1) Requerir la escala penal menos 
gravosa para el imputado que presenta este 
delito en relación al contrabando de 
estupefacientes únicamente (art.866 del 
Código Aduanero) esto es de 3 años, o bien,     
2) Se derogue el artículo 5to. Inciso c) 
de la actual ley 23.737 y se lo suplente por el 
siguiente artículo, subdividiéndolo en macro 
(inciso a) y microtráfico (inciso b), resultando 
alcanzados los ingestados en este último:
“El que sin autorización o con destino 
ilegítimo comercie con estupefacientes, los 
tenga con fines de comercialización, los 
almacene, transporte, o distribuya, será 
penado: 
a) Con prisión de OCHO (8) a VEINTE 
(20) años cuando se trate de una actividad 
que, por su magnitud y demás circunstancias, 
se corresponda con el accionar de un grupo 
delictivo organizado nacional o transnacional. 
b) Con prisión de TRES (3) a DIEZ (10) 
años en los restantes casos.” o bien,
3) Se considere el hecho como una 
transgresión y no como un delito. 
Como se dijo, mientras se desvían los 
recursos judiciales e investigativos en causas 
de poca relevancia, se desorienta la 
persecución penal del verdadero eje 
consistente en la prevención y la eliminación 
del tráfico ilícito de estupefacientes.
La norma, tal como está planteada 
actualmente, no satisface la supuesta 
finalidad de tutela, como así tampoco, fija la 
política criminal ni avanza sobre los niveles 
más altos de las organizaciones criminales.
Introducción
La Asociación de Derecho Informático 
de Argentina (ADIAr), creada para aunar a 
todos aquellos profesionales vinculados a 
esta rama del derecho en constante cambio y 
crecimiento, lleva a cabo desde su fundación 
en 2007 eventos tanto para sus asociados 
como para el público interesado.
En conjunto con Informática Legal y la 
Universidad de Belgrano (UB) presentaron el 
“IX Congreso Argentino de Derecho 
Informático 2015”, en la sede de la 
Universidad, y abierto al público general, pero 
destinado principalmente a abogados, 
estudiantes, periodistas, y profesionales 
vinculados a la seguridad de la información, 
con el objetivo, en sus propias palabras, de 
“analizar y debatir los temas de actualidad 
más relevantes del Derecho Informático, con 
un enfoque multidisciplinario que procure 
brindar material de análisis y de estudio a los 
asistentes”.
Contó con la participación de 
destacados profesionales en derecho, 
periodismo, informática, criminología y 
psiquiatría, que disertaron desde su propio 
enfoque de actuación.
Acto de Apertura 
Dio inicio al Congreso Miguel Sumer 
Elías, director y fundador de Informática 
Legal, junto a Guillermo Zamora, actual 
presidente de ADIAr. Ambos presentaron el 
programa de disertaciones, en donde 
aprovecharon a presentar a la Asociación 
detrás del Congreso, e invitando a los 
presentes a asociarse. Inmediatamente, 
Miguel cedió su espacio a la moderadora del 
primer panel para dar comienzo al ciclo de 
conferencias. 
Panel N° 1: “La privacidad frente a los 
nuevos avances tecnológicos”
Moderado por Myriam Agañaraz, 
abogada y docente de la Universidad de 
Belgrano, quien comenzó presentando al 
primer exponente del panel.
1er disertación: “Privacidad y otros 
cuentos de hadas” - Federico Kirschbaum. 
“La privacidad hoy en día está muerta; 
tiene mucho valor, pero nosotros no la 
aprovechamos”.
Un tema que sin duda genera mucha 
polémica es el manejo de la información 
privada por parte de las redes sociales y 
compañías que ofrecen servicios gratuitos a 
través de internet.  Federico es CTO de 
Infobyte Security Research y, a través de sus 
conocimientos en seguridad informática, nos 
explicó cómo funcionan las tecnologías de 
hoy en día, y la forma en que internet controla 
la información personal que voluntariamente 
ceden sus usuarios a cambio de sus 
servicios. Las principales empresas que 
prestan estos servicios de manera gratuita, 
tales como Facebook, Google, WhatsApp, 
etc., son en realidad, compañías publicitarias 
que venden paquetes de información de sus 
usuarios, toda la actividad que realizan y 
cosas que “le gusta”. La telefonía no queda 
exenta de este negocio de venta de 
información de sus clientes, lo cual conlleva 
una invasión de privacidad, y que va más allá 
del rastreo y ubicación de la persona que 
utiliza el dispositivo.
2da disertación: “Bioética, bioderecho 
y protección de datos genéticos” - Paulina 
Casares Subia
Desde una perspectiva estrictamente 
jurídica, abordó la cuestión la abogada 
ecuatoriana Paulina Cásares Subia, miembro 
fundadora de la Sociedad Internacional de 
Derecho Genómico, Bioética y Bioseguridad. 
Destacó cómo los abogados ahora deben ser 
obligatoriamente interdisciplinarios en el 
ejercicio de su profesión, principalmente en 
conocimientos como medicina y tecnología. 
Estableció y definió a la bioética, nacida de 
hechos específicos (experimentación nazi, 
teoría de la evolución de Darwin, etc.) y al 
bioderecho, como límite que se impone a la 
actividad científica y tiene como base la 
bioética. Se refirió a los biobancos, lugares de 
almacenamiento de información genética 
que identifican a una persona con distintos 
propósitos: en civil, para determinaciones de 
paternidad, y en penal, para identificar a 
reincidentes. Retomó el tema de privacidad, 
pero relacionándolo con la intimidad genética 
y cómo las empresas (ej. aseguradoras) 
clasifican a sus clientes en base a su historial 
médico. Explicó la forma en que actúa la 
Justicia desde la legislación presente en 
Argentina, en comparación con otros países 
de Latinoamérica, sobre el acceso a la 
información médica, que etiquetan y 
discriminan a las personas, especialmente, 
los datos genéticos.
3ra disertación: “La protección de 
datos personales: un valor social en 
construcción” - Eduardo Peduto.
 “Somos los esclavos modernos, 
porque somos vendidos como productos; 
jerarquizados según la capacidad de 
consumo”.
Como director del Centro de 
Protección de Datos Personales, analizó lo 
planteado por los conferencistas en la 
cuestión ciencia-poder, y llegó a la conclusión 
de que “van de la mano”. Es tiempo de 
pensar en macrodisciplinas para abordar la 
cuestión, haciendo analogía con los 
requisitos para ingresar a conocimiento 
universitario en la época Medieval. Todos los 
universitarios deben poseer un conocimiento 
que exceda lo específico de su disciplina. 
En un estudio estadístico realizado a 
360 jóvenes, el 50% alegó que no le importa 
su privacidad, y en cuanto a la protección de 
sus datos, demostraron desinterés un 70%. 
Es el resultado de exponerse tanto en las 
redes sociales y el acostumbramiento a las 
mismas. 
Finalmente, realizó comentarios 
acerca del Patriot Act y los pretextos de 
terrorismo utilizados por EE. UU. para demoler 
derechos civiles, y financiado por aquellos 
que pretenden abolirlo. 
Terminada su disertación, la 
moderadora dispuso espacio para preguntas 
de los presentes, dando por finalizado el 
primer panel del Congreso.
Panel N” 2: “Panorama legal del 
e-commerce y los negocios digitales”
Dicho panel fue presentado por 
Andrea Campbell, periodista del Canal 
América.
1er disertación: “Aspectos Legales a 
considerar en un negocio digital”- Miguel 
Sumer Elías. 
“Somos emprendedores, pero nos 
equivocamos con torpezas jurídicas 
rápidamente”. 
Quien organiza brindó en su 
disertación tips y un resumen de tareas que 
uno debe realizar cuando quiere comenzar un 
negocio en la web, denotando los aspectos 
legales y así no tener futuras complicaciones 
de este tipo (prevención de sanciones) y por 
supuesto ejercer mejor nuestros derechos. 
De hecho, debe ser parte de la estrategia de 
marketing cumplir con la Ley, ya que esto da 
buena imagen corporativa e inspira 
confianza. Dio las diferencias entre 
empresario (estado laboral) y emprendedor 
(estado de ánimo), y  aconsejó a estos 
últimos, recomendando un “contrato 
asociativo” y cláusula de salida, a fin de 
cuidar sus intereses.
Chequear nombres a utilizar y armar 
condiciones y políticas de privacidad, deben 
ser objetivos a cumplir en el manejo de la 
seguridad de la información.
2da disertación: “El crecimiento de la 
Economía en Internet y su relación con el 
Derecho”- Carlos Dionisio Aguirre. 
Como Abogado especialista en 
Derecho de los Negocios y Director de AGEIA 
DENSI, consideró que la economía debe 
renovarse y proponer un nuevo proyecto para 
la Informática. Afirmó que el Internet y los 
celulares crearon una tiranía que ha 
generado enfermedades y vicios en la 
sociedad. Reveló algunos datos e hitos acerca 
de cómo la conexión a las redes sociales 
afectan de forma mediata e inmediata las 
psiquis de los usuarios, dándonos un 
panorama de cómo avanza la gobernanza a 
través de internet. 
“El Derecho siempre vino después de 
la Economía, y el Internet es todo Economía”.
Más de 400 nuevos dominios 
genéricos (extensiones) en la ICANN fueron 
aprobados entre las 1900 aplicaciones 
propuestas, destacando el gran negocio 
detrás de sus administraciones.
El gran problema actual es que los 
gigantes de Internet comienzan a privatizar el 
Derecho, como lo es Facebook con sus más 
1.400 millones de usuarios, con reglas 
propias.
3er disertación: “Los impuestos en el 
e-commerce: casos Netflix y MercadoLibre”- 
Ismael Lofeudo.
 Lofeudo es Abogado y Docente en la 
UNLP. Nos comentó que en Argentina el 
comercio electrónico crece a gran escala, 
tanto el indirecto (material) como el directo 
(absolutamente a través de la web con 
productos y servicios digitales). Los principios 
impositivos deben respetarse en estos 
comercios, pero están altamente 
automatizados y generan muchas 
incertidumbres acerca de quiénes proveen 
dichos servicios digitales, siendo complicado 
para los fiscos gravar a estos negocios al no 
poseer Clave Única de Identificación 
Tributaria (CUIT) y ser empresas no radicadas 
en Argentina. Su volatilidad y facilidad de 
esfumarse es otro problema, a la cual se le 
suma la dificultad de rastrear pagos ante 
tantos usos de intermediarios.
Hizo hincapié en el caso Netflix, y de 
cómo operaba con sus usuarios en Argentina, 
especialmente en la Ciudad Autónoma de 
Buenos Aires. También, y para finalizar, se 
refirió al caso MercadoLibre, dejando en 
evidencia cómo el fisco pasa a ser muy 
importante en las operaciones sobre 
e-commerce.
Panel N° 3: “Desafíos jurídicos del 
cloud computing y el teletrabajo”
Bajo la moderación de Guillermo 
Navarro.
1er disertación: “Computación en la 
nube: desafíos jurídicos y profesionales del 
sistema”- José María Lezcano y Ernesto 
Liceda.
Comenzó la exposición el abogado 
Lezcano, investigador de la UNLP, quien 
definió a la computación en la “nube” como 
una evolución del avance tecnológico, un 
nuevo paradigma que conjuga software y 
hardware, y que van más allá de la Internet. 
Luego de clasificar los modelos existentes, 
indicó que el de mayor problema es el de 
acceso público y gratuito, pensado para que 
el usuario pueda utilizar dicha tecnología y 
ampliarla cuando lo desee.
Continuó la disertación Liceda, 
también investigador de la UNLP, quien 
mencionó las conveniencias de adquirir estos 
servicios, siendo una barata inversión para 
quienes recién comienzan con su 
emprendimiento. Pero esto conlleva 
incertidumbre acerca del verdadero control 
que se tiene sobre esos recursos adquiridos, 
y el cliente terminará siendo totalmente 
dependiente del proveedor del servicio. La 
función del Estado en esta cuestión será 
crucial en el tratamiento legislativo, y los 
usuarios que consumen estos servicios 
deberán tener una adecuada capacitación 
profesional.
2da disertación: “Aspectos legales 
relacionados al Teletrabajo Internacional” - 
Corina Andrea Iuale
La abogada y magister en Derecho 
Privado nos contó cómo se encuentra 
legislado el teletrabajo en nuestra ley de 
contrato de trabajo (Arg.). El empleado realiza 
sus tareas laborales en su propio domicilio, o 
en otro pero distinto del empleador. Mencionó 
sus principios, como la voluntariedad, la 
igualdad respecto a los trabajos presenciales, 
la aplicabilidad de la libertad sindical, etc., 
que brindan muchas ventajas tanto para el 
trabajador como el empleador, pero 
asimismo, algunos riesgos como 
sedentarismo y aislamiento.
El teletrabajo posee algunos 
inconvenientes jurídicos no resueltos, por 
ejemplo, la intromisión del empleador en la 
vida privada del trabajador al controlarlo en 
su propia casa, ya que ésto va en contra del 
respeto a la vida privada. 
En el teletrabajo Internacional los 
empleadores se encuentran en distinto país y 
esto no permite establecer qué leyes se 
deben aplicar al no estar definido cuál es el 
lugar de cumplimiento de trabajo, y, por sobre 
todo, cuál jurisdicción y a qué juez debe 
recurrir el empleado ante conflictos de 
derecho laboral.
Panel N° 4: “Delitos, víctimas y vacío 
penal en Internet”
Moderado por Santiago Do Rego, 
periodista de TN y de Canal 13.
Exponentes del panel: María Laura 
Quiñones Urquiza, diplomada en 
Criminología, Criminalística y en Derechos 
Humanos, especialista en perfilación 
Criminal y en Tanatología; la Dra. Soledad 
Álvarez, Médica especialista en Psiquiatría  y 
en Medicina Legal, y  Psiquiatra de la Unidad 
de Criminales  Inimputables del Hospital 
Moyano; y el Abogado Nicolás Tato, 
Presidente de Mensa Argentina, Docente de 
Derecho Informático y Práctica Forense en 
USAL.
Quiñones Urquiza comenzó la 
disertación con el denominado “limbo 
criminológico”, donde están incluidos 
aquellos delitos que no se encuentran 
contemplados en la ley y que no vale la pena 
denunciar. Dentro de esta categoría están las 
estafas (delito de cuello blanco) en internet 
donde hay mentira, engaño, y se caracterizan 
por la ausencia de violencia. Existen diversos 
factores que hacen a la estafa: el principal 
factor es predisponente, siendo además de la 
falta de pena, el anonimato. Por otra parte se 
hallan los factores precipitantes, tales como 
la oportunidad delictiva, la racionalización del 
delito, y la gratificación emocional que éste 
genera. El factor perpetuante es la impunidad 
(escape) y la sofisticación.
Álvarez continuó definiendo a la 
violencia, la cual es una construcción social 
intencional donde siempre hay una parte que 
ejerce poder sobre otra; diferente de la 
agresividad, que por lo general no es 
intencional e innata. Abordó a estos aspectos 
con el fin de diferenciarlos de las estafas. 
Durante su exposición realizó una descripción 
de la estructura psíquica de quienes son 
víctimas de dichas estafas.
Tato estableció que con el internet, 
parte de la vida de las personas pasó al 
ámbito virtual. Incluso afirma que tiene mayor 
importancia que la realidad.
“Cuando la verdad es dura e 
incómoda, la gente prefiere creer las 
falsedades interesantes”. 
Es así como las personas caen ante 
las estafas, cuya falta de legislación, 
anonimato y ausencia de castigo, aumentan 
su frecuencia. Es por ello que el castigo es 
esencial para que la conducta respete las 
leyes.
Quiñones retomó la palabra con otro 
limbo criminológico: ISIS (Estado Islámico en 
Irak y Siria) y las propagandas de violencia a 
través de sus excesos y de los  mensajes que 
dejan en sus videos de ejecución.  Dentro de 
este tema se encuentra la viralización de 
videos “Snuff” como medio para sembrar 
miedo, ya que lo audiovisual genera más 
emociones.
 Realizó una diferencia entre Mirror 
Hungry (personas con trastornos psicopáticos 
y narcisista de la personalidad, que buscan 
ser admirados) de las Ideal Hungry, que son 
aquellas personas “normales”, que pueden 
establecer vínculos con otras, algo que no 
ocurre con los integrantes principales de ISIS, 
pero sí con sus seguidores. Estos van en 
busca de reafirmar su autoestima siendo 
parte de algo revolucionario.
Determinó que ISIS pretende con la 
viralización de estos videos la normalización, 
es decir, el acostumbramiento de la población 
a la violencia.
Hizo analogía al experimento Milgram 
realizado en 1963 en lo referido al respeto a 
las órdenes de autoridad, y cómo pierden el 
juicio moral las personas “normales”. 
Describió un estudio que se realizó sobre la 
influencia que la gente percibe de internet en 
diversos aspectos, dando como resultado que 
el 42% de la población consideran que el 
internet es mala influencia en la moralidad.
Álvarez definió el morbo como la 
atracción de lo mal sano, o sea, por el sexo y 
la muerte, y cómo el hacer sufrir produce  
bienestar en el ser humano.  Estableció que 
las imágenes violentas producen una 
desensibilización progresiva en la sociedad.
Tato habló de la deep web. La misma 
es una red donde no es posible rastrear e 
identificar a los usuarios, es por ello que es 
en donde se cometen la mayoría de los 
delitos.
Quiñones definió a la pedofilia y su 
diferencia con la pederastia. El primero tiene 
atracción sexual hacia niños, no tiene 
contacto sexual y puede llegar a crear 
pornografía infantil sólo a través del 
grooming. El pederasta, en cambio,  es aquel 
que sí consuma el hecho, tiene acceso carnal 
con  menores. 
Mostró foros que contienen reglas 
muy definidas, como por ejemplo, que no se 
permiten en él material pornográfico, sólo 
fotografías limpias, no se coloca el nombre 
real del niño, etc. Las imágenes no son 
lascivas, pero sí lo son los comentarios 
dejados en ellas. También en estos foros se 
colocan fotografías con lo que se conoce 
como parcialismo, que es un modo de 
obtención de placer como por ejemplo 
fetichismo con los pies.
Diferenció clases de pedófilos a partir 
de sus motivaciones, algunos de ellos 
ocasionales, otros que tienen la constante 
necesidad de violar; los que no tienen ningún 
trastorno, etc. Estableció cómo ciertas 
personalidades se relacionan con otras 
personas, y la dificultad que se les presenta 
para tener pareja.
Álvarez describió su experiencia 
atendiendo pederastas y reveló un perfil de 
ellos. También describió las características de 
los relatos de las víctimas de abuso infantil y 
de su impacto a través del tiempo. Tato 
destacó cómo el internet potencia estos 
delitos.
Cerraron el panel con un video NOT 
OFFEND para pedófilos como campaña 
preventiva alemana (www.dont-offend.org).
Panel N° 5: “Procedimientos de 
investigación de la ciberdelincuencia”
Moderaron Abog. Pablo Kesler y 
Maximiliano Macedo.
El Abog. Horacio Azzolin, Fiscal de la 
Procuración General de la Nación en 
Cibercrimen, desde su experiencia estableció 
la diferencia existente entre la evidencia 
física respecto de la recolección de evidencia 
digital; y cómo debe considerarse ésta. El 
problema también radica en la insuficiencia 
de normativas a nivel Nacional en cuanto a su 
recolección, almacenamiento y 
procesamiento. No hay normativa de 
procedimiento que regule el trabajo que se 
realiza en la investigación sobre distintos 
dispositivos en el Ministerio Público Fiscal. 
Otro problema es el “storage” de las copias 
forenses, principalmente.
Ponderó la capacitación en esta 
cuestión, pero para todos los agentes de la 
ley, ya que a futuro será imprescindible este 
conocimiento. Describió los allanamientos en 
casos de pedofilia, buscando un trabajo 
interjurisdiccional y transfronterizo. Se hace 
muchas veces pero no hay normativa que lo 
estimule, y en estos casos (delitos 
informáticos) es muy importante, sobre todo, 
por la agilidad requerida de acción. Sin 
embargo, en otros países hay cooperación 
internacional en cibercrimen (Convención de 
Budapest), ya que una red de trabajo sería lo 
ideal en la investigación.
Gustavo Nicolás Ogawa, especialista 
en Seguridad Informática, habló de la 
cuestión desde un punto de vista técnico, 
haciendo hincapié en el cibergrooming y el 
desafío de cómo descubrir a los autores 
anónimos. A través de un video, de forma 
técnica y sin tener en cuenta el aspecto 
jurídico, mostró cómo obtener la IP del 
atacante con una “trampa” publicada en 
redes sociales; o infectando la computadora 
para extraer su información.
No obstante, Carlos Gabriel Rojas, 
Jefe del Departamento de Investigaciones 
Especiales y Complejas de la Policía 
Metropolitana, Unidad Cibercrimen, comentó 
que hay una legislación en el Código de 
Procedimiento de Neuquén que posibilitaría 
el allanamiento a distancia (Art. 153 del 
Código Procesal Penal de la Provincia de  
Neuquén sobre la información digital).
Federico Pacheco, Director de Entropy 
Security y Vicepresidente de ISSA Argentina, 
definió a partir de este tema a la criptografía y 
cifrado para proteger los datos en Internet. 
Destacó la importancia de tener un buen 
antivirus actualizado y no ingresar 
aleatoriamente a cualquier enlace.  Es muy 
difícil en la práctica romper claves y 
algoritmos criptográficos  o “crackearlos”. 
Sugirió al público que cifre su información 
personal a través de herramientas técnicas.
El Abog. Marcelo Temperini se enfocó 
en el crackeo de servidores y seguridad 
cibernética. Recalcó la sensación de 
impunidad de las conductas referentes a 
delitos informáticos “menores” que el Estado 
no persigue por ser de poca trascendencia. El 
problema es que en Argentina no hay ley para 
obligar a las empresas proveedoras de 
servicios a guardar los datos de sus clientes, 
como podría ser la IP; pero de todos modos 
algunas ISP colaboran en ciertos casos. 
Retomó la palabra Rojas, explicando 
el trabajo de su equipo en el área de 
cibercrimen (Policía Metropolitana), 
mostrando un video de presentación de la 
Unidad de “ciberpolicias”.
Temperini cerró la disertación 
comentando el caso Medina, en donde no se 
llevaron bien a cabo las pericias informáticas. 




Finalizaron el Congreso Miguel y 
Guillermo de ADIAr agradeciendo al público 
presente su participación e invitándolos al 
próximo Congreso a llevarse a cabo en 
Misiones.
Nuestra normativa vigente en 
Argentina: CÓDIGO ADUANERO. Ley 22.415, 
Cap. 1º - Contrabando, Artículo 866. 
Contrabando de estupefacientes, recita lo 
siguiente:
“Se impondrá prisión de tres (3) a doce 
(12) años en cualquiera de los supuestos 
previstos en los arts. 863 y 864 cuando se 
tratare de estupefacientes en cualquier etapa 
de su elaboración.
Estas penas serán aumentadas en un 
tercio (1/3) del máximo y en la mitad (1/2) del 
mínimo cuando concurriere alguna de las 
circunstancias previstas en los incisos a), b), 
c), d) y e) del artículo 865, o cuando se tratare 
de estupefacientes elaborados o 
semielaborados, que por su cantidad 
estuviesen inequívocamente destinados a ser 
comercializados dentro o fuera del territorio 
nacional.”
LEY 23.737 
“Art. 5º — Será reprimido con reclusión 
o prisión de cuatro a quince años y multa de 
seis mil a quinientos mil australes el que sin 
autorización o con destino ilegítimo:
c) Comercie con estupefacientes o 
materias primas para su producción o 
fabricación o los tenga con fines de 
comercialización, o los distribuya, o dé en 
pago, o almacene o transporte…”
I. El problema y la propuesta
Entiendo que no debería configurar un 
delito cuya pena resulte igual a la aplicada a 
los miembros de una organización criminal, 
para quien haya transportado estupefacientes 
dentro del propio cuerpo, sino que debería ser 
considerado como un delito cuya escala penal 
sea la menos gravosa dentro del delito que se 
le imputa.
El trasporte de estupefacientes llevado 
a cabo, en su gran proporción, por mujeres 
denominadas peyorativamente “mulas”, 
“aguacateras”, camellos" o “burros”, resulta 
alcanzado, en la mayoría de casos, por los 
preceptos del art. 866 del Código Aduanero y 
por el artículo 5to. c) de la ley de 
estupefacientes N° 23.737, propiciándose así 
la revictimización de las imputadas y 
condenadas.
El primero de los delitos mencionados 
posee una escala penal que va desde los 3 
hasta los 12 años de reclusión o prisión, más 
un aumento al tratarse de estupefacientes y; 
el segundo, una escala que oscila entre los 4 y 
los 15 años de prisión.
Debe destacarse que el contrabando o 
transporte de estupefacientes son los delitos 
principales por los que la población femenina 
es privada de su libertad, seguidos por el 
delito de robo y tentativa de robo, en 632 
casos, y homicidio doloso en 358.
Ahora bien, respecto de la 
participación puntual del ingestado, cabe 
señalar que existe una gran desproporción que 
queda demostrada por la incongruencia del 
pago percibido por las personas ingestadas 
respecto del riesgo que asumen (penal y en la 
salud) al transportar los estupefacientes 
dentro de su cuerpo.
Contrariamente a lo que se puede 
creer, los ingestados no desempeñan roles 
empresariales más allá de las funciones de 
traslado que le son asignadas y, en general, no 
tienen mayor injerencia dentro de las redes de 
tráfico, ello por las siguientes razones: 
-manejan poca información;
-transportan cantidades relativamente 
pequeñas de estupefacientes;
-se trata de personas engañadas y/o 
presionadas para llevar a cabo un trabajo 
riesgoso y mal pagado.
En este sentido, me baso en la 
concepción de que la mujer que actúa como 
“mula”, ya es una víctima de la sociedad y es 
especialmente vulnerable, por ello, las 
degradaciones humanas a las que se somete 
como producto de esta actividad, no pueden 
más que ser nuevas victimizaciones.
Las miserias sufridas por parte de la 
red o el cooptor que la contrata, por los 
funcionarios públicos encargados de ejercer 
controles en los puestos fronterizos, más tarde 
por el engranaje judicial y finalmente por la 
hostilidad de la prisión, son una acentuación 
de la situación penosa previa de sus vidas, 
propio de quien pertenece a un sector 
subalterno de la sociedad.
Asimismo, si se desperdician esfuerzos 
en el engranaje judicial en estos eslabones 
vulnerables, se coadyuva a afianzar la mirada 
esquiva a los problemas amplios del 
narcotráfico consistente en el enriquecimiento 
económico, corrupción y lavado de activos, 
entre otros.
No se mira más que el pequeño árbol 
en lugar del bosque.
Es el poder punitivo, que muchas veces 
pretendió resolver problemas complejos a 
través del narcisismo del derecho penal y que, 
en el caso en cuestión, ha olvidado las causas 
psico sociales que permitieron que el castigo 
recayera en el sujeto más débil de la cadena 
del tráfico de drogas.
Aparece así un poder punitivo que 
pretende ilusoriamente resolver complejos 
problemas sociales en torno a los ingestados y 
su problemática social, laboral y familiar. La 
urgencia en la respuesta efectista, como 
señala Zaffaroni, impide analizar estos temas 
con seriedad.
Tal resulta la precariedad de recursos y 
posibilidades personales que, los ingestados 
eligen poner en peligro su propia integridad 
física, introduciendo cantidades enormes, las 
que conducen a una muerte segura, en caso 
de ruptura de cápsulas.
En el mismo sentido, se expresa 
Zaffaroni al referirse a la criminalización 
selectiva y estructural, ya que estas personas 
cumplen con el estereotipo que cuadra 
exactamente con la marginalidad, al estar 
fuera del sistema.
El círculo de la violencia continúa 
rodando para ellas. Esta vez, la injusticia 
proviene del Estado. Como se dijo, en 
Argentina, la mayoría de las mujeres privadas 
de libertad lo están, por la comisión de delitos 
asociados a los estupefacientes y viene 
exhibiendo un ostensible incremento en los 
últimos años. 
“La aplicación de la ley de drogas recae 
principalmente sobre los actores menores y 
más fáciles de capturar, y aparece vinculada al 
incremento de los encarcelamientos de dos 
poblaciones en situación de vulnerabilidad en 
particular: mujeres y extranjeros”, sostiene 
Alejandro Corda, abogado de la Asociación 
Civil Intercambios, en su informe 
“Encarcelamientos por delitos relacionados 
con estupefacientes en Argentina”, publicado 
por la Oficina en Washington para asuntos 
Latinoamericanos (WOLA).
“En la medida en que la actividad de 
interdicción siga recayendo sobre este tipo de 
actores, sólo va a lograr éxitos momentáneos, 
sin contribuir verdaderamente a la contención 
del tráfico de estupefacientes. Además, al 
producir el encarcelamiento de personas en 
situación de vulnerabilidad por diferentes 
condiciones, se agrava la situación en la que 
ya se encontraban”, concluye Corda.
Por otra parte, las “mulas” suelen 
aceptar someterse a juicios abreviados para 
obtener la pena mínima evitando juicios largos 
y conllevando dos consecuencias negativas:
-la cadena de narcotráfico detrás de 
los actores vulnerables no llega a investigarse 
a posteriori y
- la confesión del imputado es obtenida 
como objetivo para alcanzar una mejor 
situación procesal y no producto de una libre 
elección.
II. Riesgos para la salud que asumen 
los ingestados
El ingreso de estos paquetes se hace 
usualmente vía oral y vaginal, y con menor 
frecuencia, vía rectal, en cantidades que 
oscilan las 170 cápsulas, con un tamaño 
alrededor de 8 cm. cada una y conteniendo 10 
gramos por cápsula, aproximadamente.
El clorhidrato de cocaína se absorbe 
más rápidamente en contacto con las 
mucosas dado que se trata de una sal y es 
fácilmente soluble en agua, por ello los adictos 
la incorporan vía oral, rectal, vaginal, 
intravenosa, intranasal o inhalatoria.
La intoxicación aguda se da por el 
aumento del gasto cardíaco, palpitaciones, 
taquiarritmias, vasoconstricción intensa que 
conduce a hipertensión arterial, infarto agudo 
de miocardio (IAM), miocarditis, endocarditis 
de válvulas aórtica y mitral, ruptura y disección 
aórtica, arritmia fatal, compromiso de vasos 
periféricos, obstrucción en la válvula ileocecal 
o píloro, la cual produce síntomas variables 
como náuseas, epigastralgias, hemorragia 
digestiva alta, dolor abdominal tipo cólico, 
complicándose con íleo mecánico, peritonitis 
necrosis del tejido, shock séptico y muerte. 
Durante la eventual ruptura de los 
paquetes en el interior del tracto 
gastrointestinal, la cocaína es rápidamente 
absorbida y el paciente presenta la 
sintomatología de intoxicación descripta. 
Si el estómago absorbe directamente 
unos 800 miligramos de cocaína (casi un 
gramo), el efecto inmediato es un shock que 
provoca la muerte y si cada cápsula que 
ingieren contiene 10 gramos promedio, el 
riesgo mortal es altísimo en caso de que 
alguna de las cápsulas se rompa.
El promedio de la cantidad de 
estupefacientes transportados por cada 
detenido es de 1.700 gr. aproximadamente de 
cocaína por cada hecho, cifra que se identifica 
con supuestos de contrabando del tipo 
“hormiga”.
La Dra. Graciela Sorrentino, Jefa del 
Servicio de Cuidados Intensivos del de Ezeiza 
afirmó que durante todo 2012 y primeros 
cinco meses de 2013, el quirófano del 
Hospital de Ezeiza atendió a 80 personas 
arrestadas in fraganti en el Aeropuerto 
Internacional de Ezeiza, quienes en total 
expulsaron 6.400 cápsulas (unos 64 kilos de 
cocaína).
III. Victimología de los ingestados
Se parte aquí de la concepción de que 
los ingestados son víctimas de las 
organizaciones delictivas por haber sufrido 
una afrenta de modo directo de tipo físico y 
psíquico, derivado de un hecho delictivo, 
acompañado muchas veces de violencia 
proveniente del autor del delito (cooptor o jefe 
de la banda), cuyos efectos se mantienen en el 
tiempo (físicos, psíquicos, económicos y de 
rechazo social). Queda conformado así el 
proceso de victimización primaria, conforme la 
descripción del proceso dada por Zaffaroni.
Es así como se configura 
consecuentemente la llamada victimización 
secundaria sobre estas personas, ello en 
intersección con el sistema sanitario, policial y 
judicial- penal, aumentándose así su 
victimización.
Giner Alegría menciona distintas 
clasificaciones victimológicas, desde aquí, 
puede incluirse a los encapsulados en las 
siguientes.
a) Clasificación de Gerard Landrove 
Díaz:
Víctimas Especialmente Vulnerables: 
aquellos sujetos que por diversos motivos 
ofrecen una predisposición victimógena 
especifica. Entre esas circunstancias se 
encuentra la edad. También el estado físico o 
psíquico del sujeto, debido a la mayor 
debilidad provocada por ciertas enfermedades 
y minusvalías; la raza, que motiva 
victimización de algunas minorías; y el sexo, 
siendo generalmente mujer la víctima de 
ciertos delitos producidos en el entorno 
familiar, laboral, etc. Asimismo existen 
factores sociales que proporcionan esa mayor 
victimización: la posición económica, el estilo 
de vida, la ubicación de la vivienda, el trato con 
grupos marginales, entre otros.
b) Clasificación de Elías Neuman:
Víctimas de la sociedad: aquellas 
colectividades a las que el propio sistema 
social convierte en víctimas o delincuentes. En 
este grupo entran las minorías étnicas, 
marginados socialmente, entre otros.
IV. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
vulnerabilidad de los ingestados:
- Pobreza
- Falta de acceso a servicios sociales
- Mujeres (70%)
- Edad: 25-44 años
- Extranjeras latinoamericanas (90%): 
colombianas, argentinas (15%), peruanas y 
bolivianas.
- Víctimas de violencia familiar y abuso 
sexual. Sin contención familiar
- Mujeres jefas de hogares mono 
parentales con más de dos hijos
- Hijos y más personas a su cargo
- Procedencia de sectores socio 
económicos marginales
- Bajo nivel educativo formal o 
ausencia del mismo
- Historia de informalidad laboral
V. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
re victimización de los ingestados:
- Humillados en la frontera (a veces 
obligados a desnudarse o defecar)
- Reciben una paga ínfima
- Amenazados por el líder de la banda, 
actúan con miedo continuo 
- Temor a quien las cooptó, dado que 
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éste los desvaloriza en cuanto al riesgo 
asumido por no ser parte de la organización 
- El temor a las autoridades lleva a 
algunos a entregarse
- Posibilidad de ser operados de 
urgencia para extraerles las capsulas (5%)
- Muerte por intoxicación en un 2%
- Existen pocos servicios hospitalarios 
especializados para tratamiento de 
ingestados
- La demora, por cuestiones judiciales 
y procesales, en su atención médica conlleva 
la muerte de estas personas
VI. Conclusiones
Por todo lo expuesto, resultaría 
procedente que en los casos de tráfico ilícito 
de estupefacientes bajo la modalidad de 
ingestados, contemplen tres posibilidades:
1) Requerir la escala penal menos 
gravosa para el imputado que presenta este 
delito en relación al contrabando de 
estupefacientes únicamente (art.866 del 
Código Aduanero) esto es de 3 años, o bien,     
2) Se derogue el artículo 5to. Inciso c) 
de la actual ley 23.737 y se lo suplente por el 
siguiente artículo, subdividiéndolo en macro 
(inciso a) y microtráfico (inciso b), resultando 
alcanzados los ingestados en este último:
“El que sin autorización o con destino 
ilegítimo comercie con estupefacientes, los 
tenga con fines de comercialización, los 
almacene, transporte, o distribuya, será 
penado: 
a) Con prisión de OCHO (8) a VEINTE 
(20) años cuando se trate de una actividad 
que, por su magnitud y demás circunstancias, 
se corresponda con el accionar de un grupo 
delictivo organizado nacional o transnacional. 
b) Con prisión de TRES (3) a DIEZ (10) 
años en los restantes casos.” o bien,
3) Se considere el hecho como una 
transgresión y no como un delito. 
Como se dijo, mientras se desvían los 
recursos judiciales e investigativos en causas 
de poca relevancia, se desorienta la 
persecución penal del verdadero eje 
consistente en la prevención y la eliminación 
del tráfico ilícito de estupefacientes.
La norma, tal como está planteada 
actualmente, no satisface la supuesta 
finalidad de tutela, como así tampoco, fija la 
política criminal ni avanza sobre los niveles 
más altos de las organizaciones criminales.
Introducción
La Asociación de Derecho Informático 
de Argentina (ADIAr), creada para aunar a 
todos aquellos profesionales vinculados a 
esta rama del derecho en constante cambio y 
crecimiento, lleva a cabo desde su fundación 
en 2007 eventos tanto para sus asociados 
como para el público interesado.
En conjunto con Informática Legal y la 
Universidad de Belgrano (UB) presentaron el 
“IX Congreso Argentino de Derecho 
Informático 2015”, en la sede de la 
Universidad, y abierto al público general, pero 
destinado principalmente a abogados, 
estudiantes, periodistas, y profesionales 
vinculados a la seguridad de la información, 
con el objetivo, en sus propias palabras, de 
“analizar y debatir los temas de actualidad 
más relevantes del Derecho Informático, con 
un enfoque multidisciplinario que procure 
brindar material de análisis y de estudio a los 
asistentes”.
Contó con la participación de 
destacados profesionales en derecho, 
periodismo, informática, criminología y 
psiquiatría, que disertaron desde su propio 
enfoque de actuación.
Acto de Apertura 
Dio inicio al Congreso Miguel Sumer 
Elías, director y fundador de Informática 
Legal, junto a Guillermo Zamora, actual 
presidente de ADIAr. Ambos presentaron el 
programa de disertaciones, en donde 
aprovecharon a presentar a la Asociación 
detrás del Congreso, e invitando a los 
presentes a asociarse. Inmediatamente, 
Miguel cedió su espacio a la moderadora del 
primer panel para dar comienzo al ciclo de 
conferencias. 
Panel N° 1: “La privacidad frente a los 
nuevos avances tecnológicos”
Moderado por Myriam Agañaraz, 
abogada y docente de la Universidad de 
Belgrano, quien comenzó presentando al 
primer exponente del panel.
1er disertación: “Privacidad y otros 
cuentos de hadas” - Federico Kirschbaum. 
“La privacidad hoy en día está muerta; 
tiene mucho valor, pero nosotros no la 
aprovechamos”.
Un tema que sin duda genera mucha 
polémica es el manejo de la información 
privada por parte de las redes sociales y 
compañías que ofrecen servicios gratuitos a 
través de internet.  Federico es CTO de 
Infobyte Security Research y, a través de sus 
conocimientos en seguridad informática, nos 
explicó cómo funcionan las tecnologías de 
hoy en día, y la forma en que internet controla 
la información personal que voluntariamente 
ceden sus usuarios a cambio de sus 
servicios. Las principales empresas que 
prestan estos servicios de manera gratuita, 
tales como Facebook, Google, WhatsApp, 
etc., son en realidad, compañías publicitarias 
que venden paquetes de información de sus 
usuarios, toda la actividad que realizan y 
cosas que “le gusta”. La telefonía no queda 
exenta de este negocio de venta de 
información de sus clientes, lo cual conlleva 
una invasión de privacidad, y que va más allá 
del rastreo y ubicación de la persona que 
utiliza el dispositivo.
2da disertación: “Bioética, bioderecho 
y protección de datos genéticos” - Paulina 
Casares Subia
Desde una perspectiva estrictamente 
jurídica, abordó la cuestión la abogada 
ecuatoriana Paulina Cásares Subia, miembro 
fundadora de la Sociedad Internacional de 
Derecho Genómico, Bioética y Bioseguridad. 
Destacó cómo los abogados ahora deben ser 
obligatoriamente interdisciplinarios en el 
ejercicio de su profesión, principalmente en 
conocimientos como medicina y tecnología. 
Estableció y definió a la bioética, nacida de 
hechos específicos (experimentación nazi, 
teoría de la evolución de Darwin, etc.) y al 
bioderecho, como límite que se impone a la 
actividad científica y tiene como base la 
bioética. Se refirió a los biobancos, lugares de 
almacenamiento de información genética 
que identifican a una persona con distintos 
propósitos: en civil, para determinaciones de 
paternidad, y en penal, para identificar a 
reincidentes. Retomó el tema de privacidad, 
pero relacionándolo con la intimidad genética 
y cómo las empresas (ej. aseguradoras) 
clasifican a sus clientes en base a su historial 
médico. Explicó la forma en que actúa la 
Justicia desde la legislación presente en 
Argentina, en comparación con otros países 
de Latinoamérica, sobre el acceso a la 
información médica, que etiquetan y 
discriminan a las personas, especialmente, 
los datos genéticos.
3ra disertación: “La protección de 
datos personales: un valor social en 
construcción” - Eduardo Peduto.
 “Somos los esclavos modernos, 
porque somos vendidos como productos; 
jerarquizados según la capacidad de 
consumo”.
Como director del Centro de 
Protección de Datos Personales, analizó lo 
planteado por los conferencistas en la 
cuestión ciencia-poder, y llegó a la conclusión 
de que “van de la mano”. Es tiempo de 
pensar en macrodisciplinas para abordar la 
cuestión, haciendo analogía con los 
requisitos para ingresar a conocimiento 
universitario en la época Medieval. Todos los 
universitarios deben poseer un conocimiento 
que exceda lo específico de su disciplina. 
En un estudio estadístico realizado a 
360 jóvenes, el 50% alegó que no le importa 
su privacidad, y en cuanto a la protección de 
sus datos, demostraron desinterés un 70%. 
Es el resultado de exponerse tanto en las 
redes sociales y el acostumbramiento a las 
mismas. 
Finalmente, realizó comentarios 
acerca del Patriot Act y los pretextos de 
terrorismo utilizados por EE. UU. para demoler 
derechos civiles, y financiado por aquellos 
que pretenden abolirlo. 
Terminada su disertación, la 
moderadora dispuso espacio para preguntas 
de los presentes, dando por finalizado el 
primer panel del Congreso.
Panel N” 2: “Panorama legal del 
e-commerce y los negocios digitales”
Dicho panel fue presentado por 
Andrea Campbell, periodista del Canal 
América.
1er disertación: “Aspectos Legales a 
considerar en un negocio digital”- Miguel 
Sumer Elías. 
“Somos emprendedores, pero nos 
equivocamos con torpezas jurídicas 
rápidamente”. 
Quien organiza brindó en su 
disertación tips y un resumen de tareas que 
uno debe realizar cuando quiere comenzar un 
negocio en la web, denotando los aspectos 
legales y así no tener futuras complicaciones 
de este tipo (prevención de sanciones) y por 
supuesto ejercer mejor nuestros derechos. 
De hecho, debe ser parte de la estrategia de 
marketing cumplir con la Ley, ya que esto da 
buena imagen corporativa e inspira 
confianza. Dio las diferencias entre 
empresario (estado laboral) y emprendedor 
(estado de ánimo), y  aconsejó a estos 
últimos, recomendando un “contrato 
asociativo” y cláusula de salida, a fin de 
cuidar sus intereses.
Chequear nombres a utilizar y armar 
condiciones y políticas de privacidad, deben 
ser objetivos a cumplir en el manejo de la 
seguridad de la información.
2da disertación: “El crecimiento de la 
Economía en Internet y su relación con el 
Derecho”- Carlos Dionisio Aguirre. 
Como Abogado especialista en 
Derecho de los Negocios y Director de AGEIA 
DENSI, consideró que la economía debe 
renovarse y proponer un nuevo proyecto para 
la Informática. Afirmó que el Internet y los 
celulares crearon una tiranía que ha 
generado enfermedades y vicios en la 
sociedad. Reveló algunos datos e hitos acerca 
de cómo la conexión a las redes sociales 
afectan de forma mediata e inmediata las 
psiquis de los usuarios, dándonos un 
panorama de cómo avanza la gobernanza a 
través de internet. 
“El Derecho siempre vino después de 
la Economía, y el Internet es todo Economía”.
Más de 400 nuevos dominios 
genéricos (extensiones) en la ICANN fueron 
aprobados entre las 1900 aplicaciones 
propuestas, destacando el gran negocio 
detrás de sus administraciones.
El gran problema actual es que los 
gigantes de Internet comienzan a privatizar el 
Derecho, como lo es Facebook con sus más 
1.400 millones de usuarios, con reglas 
propias.
3er disertación: “Los impuestos en el 
e-commerce: casos Netflix y MercadoLibre”- 
Ismael Lofeudo.
 Lofeudo es Abogado y Docente en la 
UNLP. Nos comentó que en Argentina el 
comercio electrónico crece a gran escala, 
tanto el indirecto (material) como el directo 
(absolutamente a través de la web con 
productos y servicios digitales). Los principios 
impositivos deben respetarse en estos 
comercios, pero están altamente 
automatizados y generan muchas 
incertidumbres acerca de quiénes proveen 
dichos servicios digitales, siendo complicado 
para los fiscos gravar a estos negocios al no 
poseer Clave Única de Identificación 
Tributaria (CUIT) y ser empresas no radicadas 
en Argentina. Su volatilidad y facilidad de 
esfumarse es otro problema, a la cual se le 
suma la dificultad de rastrear pagos ante 
tantos usos de intermediarios.
Hizo hincapié en el caso Netflix, y de 
cómo operaba con sus usuarios en Argentina, 
especialmente en la Ciudad Autónoma de 
Buenos Aires. También, y para finalizar, se 
refirió al caso MercadoLibre, dejando en 
evidencia cómo el fisco pasa a ser muy 
importante en las operaciones sobre 
e-commerce.
Panel N° 3: “Desafíos jurídicos del 
cloud computing y el teletrabajo”
Bajo la moderación de Guillermo 
Navarro.
1er disertación: “Computación en la 
nube: desafíos jurídicos y profesionales del 
sistema”- José María Lezcano y Ernesto 
Liceda.
Comenzó la exposición el abogado 
Lezcano, investigador de la UNLP, quien 
definió a la computación en la “nube” como 
una evolución del avance tecnológico, un 
nuevo paradigma que conjuga software y 
hardware, y que van más allá de la Internet. 
Luego de clasificar los modelos existentes, 
indicó que el de mayor problema es el de 
acceso público y gratuito, pensado para que 
el usuario pueda utilizar dicha tecnología y 
ampliarla cuando lo desee.
Continuó la disertación Liceda, 
también investigador de la UNLP, quien 
mencionó las conveniencias de adquirir estos 
servicios, siendo una barata inversión para 
quienes recién comienzan con su 
emprendimiento. Pero esto conlleva 
incertidumbre acerca del verdadero control 
que se tiene sobre esos recursos adquiridos, 
y el cliente terminará siendo totalmente 
dependiente del proveedor del servicio. La 
función del Estado en esta cuestión será 
crucial en el tratamiento legislativo, y los 
usuarios que consumen estos servicios 
deberán tener una adecuada capacitación 
profesional.
2da disertación: “Aspectos legales 
relacionados al Teletrabajo Internacional” - 
Corina Andrea Iuale
La abogada y magister en Derecho 
Privado nos contó cómo se encuentra 
legislado el teletrabajo en nuestra ley de 
contrato de trabajo (Arg.). El empleado realiza 
sus tareas laborales en su propio domicilio, o 
en otro pero distinto del empleador. Mencionó 
sus principios, como la voluntariedad, la 
igualdad respecto a los trabajos presenciales, 
la aplicabilidad de la libertad sindical, etc., 
que brindan muchas ventajas tanto para el 
trabajador como el empleador, pero 
asimismo, algunos riesgos como 
sedentarismo y aislamiento.
El teletrabajo posee algunos 
inconvenientes jurídicos no resueltos, por 
ejemplo, la intromisión del empleador en la 
vida privada del trabajador al controlarlo en 
su propia casa, ya que ésto va en contra del 
respeto a la vida privada. 
En el teletrabajo Internacional los 
empleadores se encuentran en distinto país y 
esto no permite establecer qué leyes se 
deben aplicar al no estar definido cuál es el 
lugar de cumplimiento de trabajo, y, por sobre 
todo, cuál jurisdicción y a qué juez debe 
recurrir el empleado ante conflictos de 
derecho laboral.
Panel N° 4: “Delitos, víctimas y vacío 
penal en Internet”
Moderado por Santiago Do Rego, 
periodista de TN y de Canal 13.
Exponentes del panel: María Laura 
Quiñones Urquiza, diplomada en 
Criminología, Criminalística y en Derechos 
Humanos, especialista en perfilación 
Criminal y en Tanatología; la Dra. Soledad 
Álvarez, Médica especialista en Psiquiatría  y 
en Medicina Legal, y  Psiquiatra de la Unidad 
de Criminales  Inimputables del Hospital 
Moyano; y el Abogado Nicolás Tato, 
Presidente de Mensa Argentina, Docente de 
Derecho Informático y Práctica Forense en 
USAL.
Quiñones Urquiza comenzó la 
disertación con el denominado “limbo 
criminológico”, donde están incluidos 
aquellos delitos que no se encuentran 
contemplados en la ley y que no vale la pena 
denunciar. Dentro de esta categoría están las 
estafas (delito de cuello blanco) en internet 
donde hay mentira, engaño, y se caracterizan 
por la ausencia de violencia. Existen diversos 
factores que hacen a la estafa: el principal 
factor es predisponente, siendo además de la 
falta de pena, el anonimato. Por otra parte se 
hallan los factores precipitantes, tales como 
la oportunidad delictiva, la racionalización del 
delito, y la gratificación emocional que éste 
genera. El factor perpetuante es la impunidad 
(escape) y la sofisticación.
Álvarez continuó definiendo a la 
violencia, la cual es una construcción social 
intencional donde siempre hay una parte que 
ejerce poder sobre otra; diferente de la 
agresividad, que por lo general no es 
intencional e innata. Abordó a estos aspectos 
con el fin de diferenciarlos de las estafas. 
Durante su exposición realizó una descripción 
de la estructura psíquica de quienes son 
víctimas de dichas estafas.
Tato estableció que con el internet, 
parte de la vida de las personas pasó al 
ámbito virtual. Incluso afirma que tiene mayor 
importancia que la realidad.
“Cuando la verdad es dura e 
incómoda, la gente prefiere creer las 
falsedades interesantes”. 
Es así como las personas caen ante 
las estafas, cuya falta de legislación, 
anonimato y ausencia de castigo, aumentan 
su frecuencia. Es por ello que el castigo es 
esencial para que la conducta respete las 
leyes.
Quiñones retomó la palabra con otro 
limbo criminológico: ISIS (Estado Islámico en 
Irak y Siria) y las propagandas de violencia a 
través de sus excesos y de los  mensajes que 
dejan en sus videos de ejecución.  Dentro de 
este tema se encuentra la viralización de 
videos “Snuff” como medio para sembrar 
miedo, ya que lo audiovisual genera más 
emociones.
 Realizó una diferencia entre Mirror 
Hungry (personas con trastornos psicopáticos 
y narcisista de la personalidad, que buscan 
ser admirados) de las Ideal Hungry, que son 
aquellas personas “normales”, que pueden 
establecer vínculos con otras, algo que no 
ocurre con los integrantes principales de ISIS, 
pero sí con sus seguidores. Estos van en 
busca de reafirmar su autoestima siendo 
parte de algo revolucionario.
Determinó que ISIS pretende con la 
viralización de estos videos la normalización, 
es decir, el acostumbramiento de la población 
a la violencia.
Hizo analogía al experimento Milgram 
realizado en 1963 en lo referido al respeto a 
las órdenes de autoridad, y cómo pierden el 
juicio moral las personas “normales”. 
Describió un estudio que se realizó sobre la 
influencia que la gente percibe de internet en 
diversos aspectos, dando como resultado que 
el 42% de la población consideran que el 
internet es mala influencia en la moralidad.
Álvarez definió el morbo como la 
atracción de lo mal sano, o sea, por el sexo y 
la muerte, y cómo el hacer sufrir produce  
bienestar en el ser humano.  Estableció que 
las imágenes violentas producen una 
desensibilización progresiva en la sociedad.
Tato habló de la deep web. La misma 
es una red donde no es posible rastrear e 
identificar a los usuarios, es por ello que es 
en donde se cometen la mayoría de los 
delitos.
Quiñones definió a la pedofilia y su 
diferencia con la pederastia. El primero tiene 
atracción sexual hacia niños, no tiene 
contacto sexual y puede llegar a crear 
pornografía infantil sólo a través del 
grooming. El pederasta, en cambio,  es aquel 
que sí consuma el hecho, tiene acceso carnal 
con  menores. 
Mostró foros que contienen reglas 
muy definidas, como por ejemplo, que no se 
permiten en él material pornográfico, sólo 
fotografías limpias, no se coloca el nombre 
real del niño, etc. Las imágenes no son 
lascivas, pero sí lo son los comentarios 
dejados en ellas. También en estos foros se 
colocan fotografías con lo que se conoce 
como parcialismo, que es un modo de 
obtención de placer como por ejemplo 
fetichismo con los pies.
Diferenció clases de pedófilos a partir 
de sus motivaciones, algunos de ellos 
ocasionales, otros que tienen la constante 
necesidad de violar; los que no tienen ningún 
trastorno, etc. Estableció cómo ciertas 
personalidades se relacionan con otras 
personas, y la dificultad que se les presenta 
para tener pareja.
Álvarez describió su experiencia 
atendiendo pederastas y reveló un perfil de 
ellos. También describió las características de 
los relatos de las víctimas de abuso infantil y 
de su impacto a través del tiempo. Tato 
destacó cómo el internet potencia estos 
delitos.
Cerraron el panel con un video NOT 
OFFEND para pedófilos como campaña 
preventiva alemana (www.dont-offend.org).
Panel N° 5: “Procedimientos de 
investigación de la ciberdelincuencia”
Moderaron Abog. Pablo Kesler y 
Maximiliano Macedo.
El Abog. Horacio Azzolin, Fiscal de la 
Procuración General de la Nación en 
Cibercrimen, desde su experiencia estableció 
la diferencia existente entre la evidencia 
física respecto de la recolección de evidencia 
digital; y cómo debe considerarse ésta. El 
problema también radica en la insuficiencia 
de normativas a nivel Nacional en cuanto a su 
recolección, almacenamiento y 
procesamiento. No hay normativa de 
procedimiento que regule el trabajo que se 
realiza en la investigación sobre distintos 
dispositivos en el Ministerio Público Fiscal. 
Otro problema es el “storage” de las copias 
forenses, principalmente.
Ponderó la capacitación en esta 
cuestión, pero para todos los agentes de la 
ley, ya que a futuro será imprescindible este 
conocimiento. Describió los allanamientos en 
casos de pedofilia, buscando un trabajo 
interjurisdiccional y transfronterizo. Se hace 
muchas veces pero no hay normativa que lo 
estimule, y en estos casos (delitos 
informáticos) es muy importante, sobre todo, 
por la agilidad requerida de acción. Sin 
embargo, en otros países hay cooperación 
internacional en cibercrimen (Convención de 
Budapest), ya que una red de trabajo sería lo 
ideal en la investigación.
Gustavo Nicolás Ogawa, especialista 
en Seguridad Informática, habló de la 
cuestión desde un punto de vista técnico, 
haciendo hincapié en el cibergrooming y el 
desafío de cómo descubrir a los autores 
anónimos. A través de un video, de forma 
técnica y sin tener en cuenta el aspecto 
jurídico, mostró cómo obtener la IP del 
atacante con una “trampa” publicada en 
redes sociales; o infectando la computadora 
para extraer su información.
No obstante, Carlos Gabriel Rojas, 
Jefe del Departamento de Investigaciones 
Especiales y Complejas de la Policía 
Metropolitana, Unidad Cibercrimen, comentó 
que hay una legislación en el Código de 
Procedimiento de Neuquén que posibilitaría 
el allanamiento a distancia (Art. 153 del 
Código Procesal Penal de la Provincia de  
Neuquén sobre la información digital).
Federico Pacheco, Director de Entropy 
Security y Vicepresidente de ISSA Argentina, 
definió a partir de este tema a la criptografía y 
cifrado para proteger los datos en Internet. 
Destacó la importancia de tener un buen 
antivirus actualizado y no ingresar 
aleatoriamente a cualquier enlace.  Es muy 
difícil en la práctica romper claves y 
algoritmos criptográficos  o “crackearlos”. 
Sugirió al público que cifre su información 
personal a través de herramientas técnicas.
El Abog. Marcelo Temperini se enfocó 
en el crackeo de servidores y seguridad 
cibernética. Recalcó la sensación de 
impunidad de las conductas referentes a 
delitos informáticos “menores” que el Estado 
no persigue por ser de poca trascendencia. El 
problema es que en Argentina no hay ley para 
obligar a las empresas proveedoras de 
servicios a guardar los datos de sus clientes, 
como podría ser la IP; pero de todos modos 
algunas ISP colaboran en ciertos casos. 
Retomó la palabra Rojas, explicando 
el trabajo de su equipo en el área de 
cibercrimen (Policía Metropolitana), 
mostrando un video de presentación de la 
Unidad de “ciberpolicias”.
Temperini cerró la disertación 
comentando el caso Medina, en donde no se 
llevaron bien a cabo las pericias informáticas. 




Finalizaron el Congreso Miguel y 
Guillermo de ADIAr agradeciendo al público 
presente su participación e invitándolos al 
próximo Congreso a llevarse a cabo en 
Misiones.
Nuestra normativa vigente en 
Argentina: CÓDIGO ADUANERO. Ley 22.415, 
Cap. 1º - Contrabando, Artículo 866. 
Contrabando de estupefacientes, recita lo 
siguiente:
“Se impondrá prisión de tres (3) a doce 
(12) años en cualquiera de los supuestos 
previstos en los arts. 863 y 864 cuando se 
tratare de estupefacientes en cualquier etapa 
de su elaboración.
Estas penas serán aumentadas en un 
tercio (1/3) del máximo y en la mitad (1/2) del 
mínimo cuando concurriere alguna de las 
circunstancias previstas en los incisos a), b), 
c), d) y e) del artículo 865, o cuando se tratare 
de estupefacientes elaborados o 
semielaborados, que por su cantidad 
estuviesen inequívocamente destinados a ser 
comercializados dentro o fuera del territorio 
nacional.”
LEY 23.737 
“Art. 5º — Será reprimido con reclusión 
o prisión de cuatro a quince años y multa de 
seis mil a quinientos mil australes el que sin 
autorización o con destino ilegítimo:
c) Comercie con estupefacientes o 
materias primas para su producción o 
fabricación o los tenga con fines de 
comercialización, o los distribuya, o dé en 
pago, o almacene o transporte…”
I. El problema y la propuesta
Entiendo que no debería configurar un 
delito cuya pena resulte igual a la aplicada a 
los miembros de una organización criminal, 
para quien haya transportado estupefacientes 
dentro del propio cuerpo, sino que debería ser 
considerado como un delito cuya escala penal 
sea la menos gravosa dentro del delito que se 
le imputa.
El trasporte de estupefacientes llevado 
a cabo, en su gran proporción, por mujeres 
denominadas peyorativamente “mulas”, 
“aguacateras”, camellos" o “burros”, resulta 
alcanzado, en la mayoría de casos, por los 
preceptos del art. 866 del Código Aduanero y 
por el artículo 5to. c) de la ley de 
estupefacientes N° 23.737, propiciándose así 
la revictimización de las imputadas y 
condenadas.
El primero de los delitos mencionados 
posee una escala penal que va desde los 3 
hasta los 12 años de reclusión o prisión, más 
un aumento al tratarse de estupefacientes y; 
el segundo, una escala que oscila entre los 4 y 
los 15 años de prisión.
Debe destacarse que el contrabando o 
transporte de estupefacientes son los delitos 
principales por los que la población femenina 
es privada de su libertad, seguidos por el 
delito de robo y tentativa de robo, en 632 
casos, y homicidio doloso en 358.
Ahora bien, respecto de la 
participación puntual del ingestado, cabe 
señalar que existe una gran desproporción que 
queda demostrada por la incongruencia del 
pago percibido por las personas ingestadas 
respecto del riesgo que asumen (penal y en la 
salud) al transportar los estupefacientes 
dentro de su cuerpo.
Contrariamente a lo que se puede 
creer, los ingestados no desempeñan roles 
empresariales más allá de las funciones de 
traslado que le son asignadas y, en general, no 
tienen mayor injerencia dentro de las redes de 
tráfico, ello por las siguientes razones: 
-manejan poca información;
-transportan cantidades relativamente 
pequeñas de estupefacientes;
-se trata de personas engañadas y/o 
presionadas para llevar a cabo un trabajo 
riesgoso y mal pagado.
En este sentido, me baso en la 
concepción de que la mujer que actúa como 
“mula”, ya es una víctima de la sociedad y es 
especialmente vulnerable, por ello, las 
degradaciones humanas a las que se somete 
como producto de esta actividad, no pueden 
más que ser nuevas victimizaciones.
Las miserias sufridas por parte de la 
red o el cooptor que la contrata, por los 
funcionarios públicos encargados de ejercer 
controles en los puestos fronterizos, más tarde 
por el engranaje judicial y finalmente por la 
hostilidad de la prisión, son una acentuación 
de la situación penosa previa de sus vidas, 
propio de quien pertenece a un sector 
subalterno de la sociedad.
Asimismo, si se desperdician esfuerzos 
en el engranaje judicial en estos eslabones 
vulnerables, se coadyuva a afianzar la mirada 
esquiva a los problemas amplios del 
narcotráfico consistente en el enriquecimiento 
económico, corrupción y lavado de activos, 
entre otros.
No se mira más que el pequeño árbol 
en lugar del bosque.
Es el poder punitivo, que muchas veces 
pretendió resolver problemas complejos a 
través del narcisismo del derecho penal y que, 
en el caso en cuestión, ha olvidado las causas 
psico sociales que permitieron que el castigo 
recayera en el sujeto más débil de la cadena 
del tráfico de drogas.
Aparece así un poder punitivo que 
pretende ilusoriamente resolver complejos 
problemas sociales en torno a los ingestados y 
su problemática social, laboral y familiar. La 
urgencia en la respuesta efectista, como 
señala Zaffaroni, impide analizar estos temas 
con seriedad.
Tal resulta la precariedad de recursos y 
posibilidades personales que, los ingestados 
eligen poner en peligro su propia integridad 
física, introduciendo cantidades enormes, las 
que conducen a una muerte segura, en caso 
de ruptura de cápsulas.
En el mismo sentido, se expresa 
Zaffaroni al referirse a la criminalización 
selectiva y estructural, ya que estas personas 
cumplen con el estereotipo que cuadra 
exactamente con la marginalidad, al estar 
fuera del sistema.
El círculo de la violencia continúa 
rodando para ellas. Esta vez, la injusticia 
proviene del Estado. Como se dijo, en 
Argentina, la mayoría de las mujeres privadas 
de libertad lo están, por la comisión de delitos 
asociados a los estupefacientes y viene 
exhibiendo un ostensible incremento en los 
últimos años. 
“La aplicación de la ley de drogas recae 
principalmente sobre los actores menores y 
más fáciles de capturar, y aparece vinculada al 
incremento de los encarcelamientos de dos 
poblaciones en situación de vulnerabilidad en 
particular: mujeres y extranjeros”, sostiene 
Alejandro Corda, abogado de la Asociación 
Civil Intercambios, en su informe 
“Encarcelamientos por delitos relacionados 
con estupefacientes en Argentina”, publicado 
por la Oficina en Washington para asuntos 
Latinoamericanos (WOLA).
“En la medida en que la actividad de 
interdicción siga recayendo sobre este tipo de 
actores, sólo va a lograr éxitos momentáneos, 
sin contribuir verdaderamente a la contención 
del tráfico de estupefacientes. Además, al 
producir el encarcelamiento de personas en 
situación de vulnerabilidad por diferentes 
condiciones, se agrava la situación en la que 
ya se encontraban”, concluye Corda.
Por otra parte, las “mulas” suelen 
aceptar someterse a juicios abreviados para 
obtener la pena mínima evitando juicios largos 
y conllevando dos consecuencias negativas:
-la cadena de narcotráfico detrás de 
los actores vulnerables no llega a investigarse 
a posteriori y
- la confesión del imputado es obtenida 
como objetivo para alcanzar una mejor 
situación procesal y no producto de una libre 
elección.
II. Riesgos para la salud que asumen 
los ingestados
El ingreso de estos paquetes se hace 
usualmente vía oral y vaginal, y con menor 
frecuencia, vía rectal, en cantidades que 
oscilan las 170 cápsulas, con un tamaño 
alrededor de 8 cm. cada una y conteniendo 10 
gramos por cápsula, aproximadamente.
El clorhidrato de cocaína se absorbe 
más rápidamente en contacto con las 
mucosas dado que se trata de una sal y es 
fácilmente soluble en agua, por ello los adictos 
la incorporan vía oral, rectal, vaginal, 
intravenosa, intranasal o inhalatoria.
La intoxicación aguda se da por el 
aumento del gasto cardíaco, palpitaciones, 
taquiarritmias, vasoconstricción intensa que 
conduce a hipertensión arterial, infarto agudo 
de miocardio (IAM), miocarditis, endocarditis 
de válvulas aórtica y mitral, ruptura y disección 
aórtica, arritmia fatal, compromiso de vasos 
periféricos, obstrucción en la válvula ileocecal 
o píloro, la cual produce síntomas variables 
como náuseas, epigastralgias, hemorragia 
digestiva alta, dolor abdominal tipo cólico, 
complicándose con íleo mecánico, peritonitis 
necrosis del tejido, shock séptico y muerte. 
Durante la eventual ruptura de los 
paquetes en el interior del tracto 
gastrointestinal, la cocaína es rápidamente 
absorbida y el paciente presenta la 
sintomatología de intoxicación descripta. 
Si el estómago absorbe directamente 
unos 800 miligramos de cocaína (casi un 
gramo), el efecto inmediato es un shock que 
provoca la muerte y si cada cápsula que 
ingieren contiene 10 gramos promedio, el 
riesgo mortal es altísimo en caso de que 
alguna de las cápsulas se rompa.
El promedio de la cantidad de 
estupefacientes transportados por cada 
detenido es de 1.700 gr. aproximadamente de 
cocaína por cada hecho, cifra que se identifica 
con supuestos de contrabando del tipo 
“hormiga”.
La Dra. Graciela Sorrentino, Jefa del 
Servicio de Cuidados Intensivos del de Ezeiza 
afirmó que durante todo 2012 y primeros 
cinco meses de 2013, el quirófano del 
Hospital de Ezeiza atendió a 80 personas 
arrestadas in fraganti en el Aeropuerto 
Internacional de Ezeiza, quienes en total 
expulsaron 6.400 cápsulas (unos 64 kilos de 
cocaína).
III. Victimología de los ingestados
Se parte aquí de la concepción de que 
los ingestados son víctimas de las 
organizaciones delictivas por haber sufrido 
una afrenta de modo directo de tipo físico y 
psíquico, derivado de un hecho delictivo, 
acompañado muchas veces de violencia 
proveniente del autor del delito (cooptor o jefe 
de la banda), cuyos efectos se mantienen en el 
tiempo (físicos, psíquicos, económicos y de 
rechazo social). Queda conformado así el 
proceso de victimización primaria, conforme la 
descripción del proceso dada por Zaffaroni.
Es así como se configura 
consecuentemente la llamada victimización 
secundaria sobre estas personas, ello en 
intersección con el sistema sanitario, policial y 
judicial- penal, aumentándose así su 
victimización.
Giner Alegría menciona distintas 
clasificaciones victimológicas, desde aquí, 
puede incluirse a los encapsulados en las 
siguientes.
a) Clasificación de Gerard Landrove 
Díaz:
Víctimas Especialmente Vulnerables: 
aquellos sujetos que por diversos motivos 
ofrecen una predisposición victimógena 
especifica. Entre esas circunstancias se 
encuentra la edad. También el estado físico o 
psíquico del sujeto, debido a la mayor 
debilidad provocada por ciertas enfermedades 
y minusvalías; la raza, que motiva 
victimización de algunas minorías; y el sexo, 
siendo generalmente mujer la víctima de 
ciertos delitos producidos en el entorno 
familiar, laboral, etc. Asimismo existen 
factores sociales que proporcionan esa mayor 
victimización: la posición económica, el estilo 
de vida, la ubicación de la vivienda, el trato con 
grupos marginales, entre otros.
b) Clasificación de Elías Neuman:
Víctimas de la sociedad: aquellas 
colectividades a las que el propio sistema 
social convierte en víctimas o delincuentes. En 
este grupo entran las minorías étnicas, 
marginados socialmente, entre otros.
IV. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
vulnerabilidad de los ingestados:
- Pobreza
- Falta de acceso a servicios sociales
- Mujeres (70%)
- Edad: 25-44 años
- Extranjeras latinoamericanas (90%): 
colombianas, argentinas (15%), peruanas y 
bolivianas.
- Víctimas de violencia familiar y abuso 
sexual. Sin contención familiar
- Mujeres jefas de hogares mono 
parentales con más de dos hijos
- Hijos y más personas a su cargo
- Procedencia de sectores socio 
económicos marginales
- Bajo nivel educativo formal o 
ausencia del mismo
- Historia de informalidad laboral
V. De acuerdo a información 
suministrada por el Ministerio Público Fiscal, 
se puede hablar de una pluricausalidad de la 
re victimización de los ingestados:
- Humillados en la frontera (a veces 
obligados a desnudarse o defecar)
- Reciben una paga ínfima
- Amenazados por el líder de la banda, 
actúan con miedo continuo 
- Temor a quien las cooptó, dado que 
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éste los desvaloriza en cuanto al riesgo 
asumido por no ser parte de la organización 
- El temor a las autoridades lleva a 
algunos a entregarse
- Posibilidad de ser operados de 
urgencia para extraerles las capsulas (5%)
- Muerte por intoxicación en un 2%
- Existen pocos servicios hospitalarios 
especializados para tratamiento de 
ingestados
- La demora, por cuestiones judiciales 
y procesales, en su atención médica conlleva 
la muerte de estas personas
VI. Conclusiones
Por todo lo expuesto, resultaría 
procedente que en los casos de tráfico ilícito 
de estupefacientes bajo la modalidad de 
ingestados, contemplen tres posibilidades:
1) Requerir la escala penal menos 
gravosa para el imputado que presenta este 
delito en relación al contrabando de 
estupefacientes únicamente (art.866 del 
Código Aduanero) esto es de 3 años, o bien,     
2) Se derogue el artículo 5to. Inciso c) 
de la actual ley 23.737 y se lo suplente por el 
siguiente artículo, subdividiéndolo en macro 
(inciso a) y microtráfico (inciso b), resultando 
alcanzados los ingestados en este último:
“El que sin autorización o con destino 
ilegítimo comercie con estupefacientes, los 
tenga con fines de comercialización, los 
almacene, transporte, o distribuya, será 
penado: 
a) Con prisión de OCHO (8) a VEINTE 
(20) años cuando se trate de una actividad 
que, por su magnitud y demás circunstancias, 
se corresponda con el accionar de un grupo 
delictivo organizado nacional o transnacional. 
b) Con prisión de TRES (3) a DIEZ (10) 
años en los restantes casos.” o bien,
3) Se considere el hecho como una 
transgresión y no como un delito. 
Como se dijo, mientras se desvían los 
recursos judiciales e investigativos en causas 
de poca relevancia, se desorienta la 
persecución penal del verdadero eje 
consistente en la prevención y la eliminación 
del tráfico ilícito de estupefacientes.
La norma, tal como está planteada 
actualmente, no satisface la supuesta 
finalidad de tutela, como así tampoco, fija la 
política criminal ni avanza sobre los niveles 
más altos de las organizaciones criminales.
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Introducción 
Uno de los grandes problemas que 
traen los Juicios Orales es tratar de recrear la 
Acción Crimino-Dinámica de un hecho 
determinado de manera detallada y clara 
para los Jueces, quienes ponderan las 
pruebas.
En juicio, al enfrentar casos muy 
complicados, el método común de 
investigación criminalística no es suficiente y 
se necesita el apoyo de nuevas tecnologías 
para llegar a la verdad de lo ocurrido.
Al añadir la Animación 
Crimino-Dinámica en 3D, el criminalista, el 
juez y los abogados, tanto el defensor como 
el querellante, obtienen un punto de vista 
distinto y más fehaciente de lo sucedido, y 
logran llegar a la hipótesis que más se  
acerque a lo ocurrido.
Mediante animaciones, podemos 
recrear: atropellos, choques, colisiones, 
presuntos abusos sexuales, ataques con 
arma blanca, dinámica balística, cartografía 
forense, ubicación espacial de testigos, 
imputados y víctimas.
Metodología de Trabajo
Todas las animaciones tienen como 
respaldo el respectivo Análisis Forense de los 
antecedentes, los cuales van detallados en 
un informe pericial, con el que se acompaña 
la animación 3D, para ser aportado en la 
audiencia de Juicio.
Cada animación se comienza a 
trabajar cuando me traslado al sitio del 
suceso o la escena del crimen, fotografiando 
cada detalle que pueda ser importante, y así 
plasmar de la forma más fehaciente lo 
ocurrido en la Reconstrucción  3D. Luego de 
eso, hay un estudio a la par con el equipo que 
investiga cada caso de los informes 
periciales que el investigador criminalístico, 
perito forense, médico forense o abogados 
penalistas facilitan.
Tomaremos el caso “Rudecinda 
Gonzalez Flor, Tarapoto – Perú” para analizar 
punto por punto cómo se realiza una 
Animación Crimino-Dinámica en 3D.
Caso Rudecinda Gonzalez Flor, 
Tarapoto - Perú:
27–03–2014, Tarapoto – Perú, La 
paciente de nombre Rudecinda Gonzalez 
Flor, se dirige a la Clínica San Camilo, con el 
fin de realizarse una Liposucción con el Dr. 
Carlos Enrique Larios Villasis. Por negligencia 
médica del Dr., la cánula penetra en un 
ángulo superior a 45°, perforando Diafragma 
e Hígado, causando muerte por shock 
hipovolémico.
Proceso de Modelado 3D
Una vez que se cuenta con las 
fotografías del sitio del suceso o escena del 
crimen, se comienza con el Modelado 3D. 
Para este proceso se trabajó con el programa 
3D Max, de la firma Autodesk. 
El modelado 3D (imputado, víctima, 
locación, vehículos, armas utilizadas) se 
realiza teniendo como referencia imágenes o 
fotografías de las personas, vehículos, 
locaciones, y armas implicadas en el caso 
puntual. Además, se realiza bajo unidades de 
medidas reales, por ejemplo en metros (Ver 
fig. N° 1).
Proceso de texturización
Cuando contamos con el modelo 3D 
completo, se inicia el proceso de 
texturización; este paso se trabaja con el 
programa Adobe Photoshop, de la firma 
Adobe. Este quizás sea el paso más 
importante, ya que se crean texturas a partir 
de fotografías de los imputados y víctimas, 
con el fin de que los personajes en las 
Recreaciones 3D, tengan texturas de rostro, 
tez, ropa, heridas causadas por arma blanca, 
bala, ahorcamiento, penetración de algún 
objeto contundente, entre otros, como así 
también las locaciones, cuenten con sus 
respectivas texturas lo más reales posibles 
(ver fig. N° 2).
Proceso de Iluminación
Con el  modelado 3D y la texturización 
completa, el siguiente paso es la iluminación, 
dependerá de que hora del día se recrea y se 
comienza con la iluminación.
Los distintos tipos van de la mano con 
diferentes “motores de render”1, se utiliza el 
sistema de iluminación global (Fotométrica) 
y, cuando se recrea de día, "Day Light" y 
motor de render "Mental Ray"; Cuando se 
recrea de noche, se utiliza el sistema de 
iluminación "Spot Light” o “Direct Light” en 
conjunto con el motor de render “Scanline”.
Asimismo, las texturas deberán ser 
trabajadas con “Mental Ray” para que logre 
rebote de luz y una iluminación pareja.
En las imágenes de la figura N° 3 se 
logra apreciar el sistema de iluminación “Day 
light” (Ver fig. N° 3)
Proceso de Animación
El proceso de animación comienza 
una vez terminados los procesos de 
modelado, texturizado e iluminado. A los 
personajes que se requieren animar en la 
recreación, se les ponen huesos y un 
modificador “Physique”2; el nombre técnico 
que se le da es “rigging”. El rigging es el 
proceso mediante el cual se prepara a un 
personaje para que sea animado, y 
básicamente consiste en poner huesos 
debajo de la malla, para que al moverlos, 
ésta se deforme (Ver fig. N° 4). Mediante 
este proceso, los personajes obtienen 
expresiones para posteriormente ser 
animadas.
En este punto es muy importante 
trabajar en todo momento con el investigador 
encargado del caso, para saber cómo 
ocurrieron los hechos de acuerdo a su 
investigación; y a la vez ir corrigiendo 
posibles fallas durante la animación (ver fig. 
N° 5). 
Composición y exportación Final de la 
Animación
Una vez que el investigador 
encargado del caso da el visto bueno y no 
existen correcciones que realizar, se genera 
la composición y se agregan efectos. Para 
ello se utiliza el programa After Effects, de la 
firma Adobe, y se entrega la animación final 
en el formato que el investigador requiera 
(Avi, Mp4, Mov).
En la actualidad, algunas 
Animaciones Crimino-Dinámicas en 3D, ya 
han sido utilizadas con éxito en Juicio Oral y 
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