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      El mundo global ha generado diversos impactos en las sociedades, razón por la cual 
se han tenido que crear herramientas y estrategias claves para poder suplir todas las 
necesidades, en especial para todos los aspectos que se encuentran inmersos en el 
ciberespacio. Lo anterior se debe a que existe mucha información que necesita ser 
almacenada y regulada idóneamente con el fin esencial de proteger siempre al titular de 
esos datos personales. Razón por la cual, en Colombia existe la Ley estatutaria 1581 del 
año 2012, en donde se derivan diversas disposiciones en materia de datos personales. 
Además de ello, que a través de la misma se desarrolla toda la gestión y función del Estado 
que es la cabeza protectora de esta figura. Sin embargo, existen diferentes hipotesis que 
manifiestan el poco cumplimiento a la garantía de los principios que consagra la Ley en 
mención. En consecuencia, la presente investigación se encuentra enfocada a resolver el 
problema jurídico basado fundamentalmente en si: ¿Con la Ley estatutaria 1581 del año 
2012 realmente garantiza el uso a la protección de datos personales en Colombia?. Razón 
por la cual, se debe determinar la función que cumplen los conceptos de ciberseguridad, 
ciberespacio y la internet, para así llegar a una posible conclusión fundada en la 
comparación y consecuencias que acarrean la legislación colombiana con la Europea en 
materia de datos personales. 
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Abstract 
      The global world has generated various impacts on societies, which is why key tools 
and strategies have had to be created to be able to meet all needs, especially for all aspects 
that are immersed in cyberspace. The foregoing is due to the fact that there is a lot of 
information that needs to be stored and properly regulated in order to always protect the 
owner of that personal data. Reason why, in Colombia, there is Statutory Law 1581 of 
2012, where various provisions regarding personal data are derived. In addition to this, 
that through it the entire management and function of the State that is the protective head 
of this figure is developed. However, there are different hypotheses that show little 
compliance with the guarantee of the principles enshrined in the Law in question. 
Consequently, this research is focused on solving the legal problem based fundamentally 
on whether: Does Statutory Law 1581 of 2012 really guarantee the use of personal data 
protection in Colombia? Reason for which, the function that the concepts of 
cybersecurity, cyberspace and the internet fulfill must be determined, in order to reach a 
possible conclusion based on the comparison and consequences that Colombian 
legislation entails with the European one in terms of personal data. 
 
      Keywords: Colombia, Europe, Cyberspace, Cybersecurity, implementation, Public 
data, Private data, Semi-private data, Personal data protection. 
 
Introducción 
      El presente artículo de investigación tiene la finalidad de obtener un análisis 
específico de los elementos indispensables que configuran la regulación de datos 
personales en Colombia, y las consecuencias tanto positivas como negativas que se 
suscitan dentro del marco de las Nuevas Tecnologías de la Información. De tal manera 
que, se pretende describir con amplio detalle toda la importancia que contienen los 
requisitos indispensables que caracterizan la figura anteriormente mencionada, 
enmarcándose en el procedimiento como tal y el importante papel que juega en el sistema 
jurídico del país. Por tal motivo, a lo largo del texto se esbozaran diferentes herramientas 
indispensables que ayudarán a comprender más a fondo toda la efectividad que se 
requiere, la regulación e importancia que genera.  
      Con lo anteriormente relacionado, se describirán los argumentos críticos aportados 
por los estudiosos de la materia e importantes análisis para lograr un entendimiento más 
acorde de toda la conceptualización necesaria y establecer las características necesarias 
de dicha figura. En consecuencia, es pertinente manifestar que la explotación de datos 
cuenta con un diverso número de conceptos dentro de los cuales se derivan diferentes 
definiciones y que componen desde luego una era digital específica que permite 
desarrollar y evolucionar idóneamente cada vez más las tecnologías de la información, lo 
cual conlleva a la cuarta Revolución Industrial, en donde aparecen nuevas figuras que 
buscan evolucionar de manera progresiva todos los métodos o sistemas tradicionalistas.  
 En la actualidad la Unión Europea implementa es el pilar en la protección de los Datos 
Personales. No obstante, Colombia reúne esfuerzos para desarrollar cada vez más el 
concepto en concordancia con la Ley 1581 del año 2012 que destaca fundamentalmente 
los principios esenciales de todos los individuos sujetos al tratamiento responsable y 
autorizado de dichos datos personales.  
      En suma, se quiere destacar la naturaleza jurídica de los datos personales en Colombia 
y su regulación para posteriormente lograr describir una comparación detallada con la 
implementación y regulación establecida por Unión Europea. De tal manera que, se torne 
indispensable analizar la clasificación de datos, elementos, herramientas, características, 
aspectos positivos y negativos de esta importante figura; estudiando pronunciamientos 
importantes de los estudiosos en la materia, de la jurisprudencia nacional y solucionar 
todos los posibles vacíos que se puedan suscitar. 
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1. Antecedentes de los Datos Personales en Colombia 
      Debido a todas las exigencias derivadas de las magnitudes de información que se 
encontraban en el ciberespacio; Colombia tuvo que adaptarse promulgando la Ley 
estatutaria 1581 del año 2012 que regula todo lo referente a la protección de datos 
personales, con el fin esencial de lograr una organización informática en la población del 
país. No obstante, el tema se ha ido globalizando más y no siempre se han cubierto todas 
las necesidades internacionales que surgen, incluso se ha llegado a pensar que Colombia 
aún no se encuentra preparada para garantizar un nivel adecuado de protección de datos 
personales en comparación con la regulación e implementación de la legislación Europea, 
que se considera como pionera en materia de protección y tratamiento de datos 
personales. Es por esta razón, que se torna bastante imprescindible estudiar y analizar 
toda la conceptualización referente a los datos personales con el fin esencial de erradicar 
toda duda que se pueda suscitar. 
      Para comenzar, es importante tener en cuenta que en Colombia la protección de datos 
personales se encuentra regulada con la Ley 1581 del año 2012, en donde además se 
estableció que; existen diversos tipos de datos. Por un lado, se encuentran los datos 
sensibles que se caracterizan por reservar ciertas intimidades del titular, tales como la 
religión, el movimiento político, entre otros. Por otro lado, se encuentra el dato personal 
que es toda información vinculada a personas naturales determinadas o indeterminadas. 
Además, se encuentran los datos públicos que son por esencia los relativos al estado civil 
de las personas y que pueden estar dentro de los registros públicos. Se encuentra el dato 
semiprivado, que no son por esencia ni públicos ni privados, simplemente son datos que 
le pueden interesar al titular y a un sector determinado. Por último, se encuentran los datos 
privados que son reservados y dicha información le concierne únicamente al titular 
(Morales, 2015). 
      Ahora bien, es importante hacer alusión a la Ley 1712 del año 2012 por medio de la 
cual se expide la Ley de Transparencia y del Derecho de Acceso a la Información Pública 
Nacional, ya que es esencial y complementaria para comprender más a fondo todo el tema 
de la protección de datos. En efecto, todos los principios allí consignados garantizan un 
adecuado uso de la información y su almacenamiento. Sin embargo, se establece que 
todas las personas pueden acceder de manera fácil a la información que se encuentre 
categorizada como pública.  
      
       Por esta razón, es importante resaltar que los datos personales se definen 
principalmente como toda forma de identificar a una persona y que se encuentran 
altamente ligados con el titular. La Comisión Europea, es la máxima pionera en 
protección y tratamiento de datos personales. De tal manera que: “Los datos personales 
son cualquier información relativa a una persona física viva identificada o identificable. 
Las distintas informaciones, que recopiladas pueden llevar a la identificación de una 
determinada persona, también constituyen datos de carácter personal ” (Ducuara, 2018. 
pág. 11). 
      Mientras que la Ley 1581 de 2012 ha definido que los datos personales son: 
“Cualquier información vinculada o que pueda asociarse a una o varias personas naturales 
determinadas o determinables”. (Ley 1581, 2012, art.3) 
      Asimismo, la figura de protección de datos personales se torna bastante indispensable 
ya que tienen como objetivo primordial el proteger la intimidad personal que se tiene 
como un derecho fundamental amparado a nivel constitucional y que, además sirve para 
garantizar que todas las entidades y organizaciones que se encuentren interesadas en 
utilizar información de los ciudadanos; lo hagan con el debido cuidado y la debida 
autorización que se requiere para ello (Álvarez, 2015). 
      En consecuencia, en el artículo 15 de la Norma Superior del año 1991 se ha plasmado 
el precepto del habeas data en donde absolutamente todas las personas ostentan el derecho 
tanto a la intimidad personal como a la familiar y el Estado mismo es el responsable de 
garantizar dicho mandamiento. Lo anterior quiere decir que se hace una relación;   
Al derecho que tiene toda persona de conocer, actualizar, modificar o 
rectificar la información que se consigne en bases de datos. De ahí que los 
datos que se recolecten de cada titular, deben gozar de total veracidad y 
exactitud, en pro de respetar dicha Garantía Constitucional, la cual, 
consagra además derechos fundamentales como al buen nombre y la 
intimidad personal (Bautista, 2015, p, 49).  
      Lo anterior indica que debido a la evolución tecnológica, el uso diario de ciertas 
herramientas ha generado que las personas se encuentren inmersas en el suministro de 
datos personales que por su naturaleza incluso pueden llegar a ser de carácter privado o 
sensible. En efecto, dichas tecnologías de la información debido a sus avances, han 
recolectado todo tipo de información de las personas y de manera ilimitada. Sin embargo, 
es pertinente mencionar que el tratamiento a estos datos personales debe darse de una 
manera especial y preferente precisamente por tratarse de la calidad de los datos (Aguilar, 
2018). 
      Por otra parte, la Ley estatutaria 1581 del año 2012 acarrea unos fundamentos y 
lineamientos que proponen condiciones de seguridad para los individuos sujetos a la 
protección y tratamiento de los datos personales. De esta manera, se permite que se les 
respete el buen nombre de las personas a las que se les trata dicha información y además, 
se siga un correcto uso y destinación de los datos con el fin esencial de prevenir todos los 
daños y perjuicios que sean posibles. 
      Aunque, es importante aclarar que dicha Ley estatutaria “no regula de manera directa 
los aspectos relacionados a la reparación del perjuicio causado” (Conde, 2006, p, 29). Y 
de igual forma, el ordenamiento jurídico colombiano a través de la misma normatividad 
“estructuró políticas efectivas en pro de velar por el respeto y la protección a los datos 
personales, empero dejó de lado regular un tema relevante como lo es la Responsabilidad 
Civil y la reparación de daños” (Rojas, 2014, p, 109).  
      En efecto, lo anterior lleva a indicar que toda la normatividad protege los datos 
personales a través de preceptos constitucionales para que se les otorgue un uso adecuado 
y que no se viole en ninguna circunstancia con un derecho fundamental de los individuos 
que componen una sociedad. 
 
1.2. Naturaleza jurídica de los datos personales en Colombia. 
Por esencia, es necesario establecer que la naturaleza jurídica de los datos personales es 
principalmente la protección de la intimidad personal de las personas y de la prevalencia 
de la dignidad humana. Para este caso en concreto con la Ley 1581 del año 2012 existen 
unas categorías concernientes a los datos personales que de cierta manera demandan una 
protección especial, tales como; los datos sensibles ya que allí se interviene directamente 
la intimidad de las personas o que el uso indebido puede causar ciertas connotaciones de 
discriminación por referirse a los datos sobre creencias religiosas, preferencias políticas, 
raza, sexo, historiales médicos y demás datos que pueden prestarse para interpretaciones 
erróneas. Por otro lado, es necesario comprender que dentro de la protección de la 
intimidad personal se encuentra el amparo a la información de los niños, niñas y 
adolescentes. (Woolcott, 2020, pág. 83) 
Otro de los aspectos más relevantes en cuanto al tema del tratamiento de los datos 
personales se enfoca en el responsable de dicho tratamiento y todas las obligaciones que 
fungen los sujetos relacionados con el titular de los datos personales. Por tal motivo, es 
de suma importancia analizar detalladamente todo el tema de circulación, manipulación, 
tratamiento y administración de los datos mismos. Por esta razón, se tiene que la 
autorización del tratamiento de los datos personales, forman el mero consentimiento y de 
igual manera, complementa toda la importancia clave del procedimiento. El artículo 9 de 
la Ley 1581 del año 2012 manifiesta que: 
Los Titulares podrán en todo momento solicitar al Responsable o 
Encargado la supresión de sus datos personales y/o revocar la autorización 
otorgada para el Tratamiento de los mismos, mediante la presentación de 
un reclamo, de acuerdo con lo establecido en el artículo 15 de la Ley 1581 
de 2012 (Ley 1581, art 9). 
      En efecto, existe una solicitud que permite la supresión de la información o la 
revocatoria de la autorización que se otorgó. Esto quiere decir que el encargado del 
tratamiento de los datos personales cuando diere lugar, tendría que eliminar los datos 
personales de determinada persona que realizo la solicitud anteriormente manifestada y 
que de no hacerlo se puede acudir a la Superintendencia de Industria y Comercio para 
poner la queja e inmediatamente ordenar una revocatoria sobre la autorización o supresión 
de dichos datos personales (Álvarez, 2015). 
      Por ese motivo, la autorización del tratamiento de los datos personales debe ser 
completamente expresa y voluntaria por parte del titular de dichos datos. De lo contrario, 
se le estarían vulnerando los derechos a los interesados de la información o no se estarían 
siendo efectivos. De tal manera que: 
      El tratamiento de datos sin autorización constituye un riesgo frente al derecho de 
autodeterminación, el cual le permite al titular ejercer un control sobre su información 
personal y con ello representa “un límite para el acopio, procesamiento y transmisión de 
la información. (Woolcott, 2020, pág. 84) 
      Igualmente, el Decreto 1377 del año 2013 por medio del cual se reglamenta 
parcialmente la Ley 1581 del año 2012, manifiesta en su artículo 7 que: 
Para efectos de dar cumplimiento a lo dispuesto en el artículo 9° de la Ley 
1581 de 2012, los Responsables del Tratamiento de datos personales 
establecerán mecanismos para obtener la autorización de los titulares o de 
quien se encuentre legitimado de conformidad con lo establecido en el 
artículo 20 del presente decreto, que garanticen su consulta. Estos 
mecanismos podrán ser predeterminados a través de medios técnicos que 
faciliten al Titular su manifestación automatizada. Se entenderá que la 
autorización cumple con estos requisitos cuando se manifieste (i) por 
escrito, (ii) de forma oral o (iii) mediante conductas inequívocas del titular 
que permitan concluir de forma razonable que otorgó la autorización. En 
ningún caso el silencio podrá asimilarse a una conducta inequívoca (Ley 
1581, art 7). 
      En consecuencia, la Ley citada anteriormente indica que a través del artículo 7 se 
definió todo lo concerniente al contenido y autorización de los datos personales; 
específicamente en lo que tiene que ver con el procedimiento de las preguntas y quejas 
de los titulares de dichos datos. Además que se entabla esencialmente un canal viable de 
acceso a la información, a rectificarla, actualizarla o en su defecto modificarla. Debido a 
que estos elementos son indispensables y se encuentran completamente regulados en 
materia de Habeas Data. Y quien funge como el responsable principal de castigar el mal 
uso del tratamiento de los datos personales (Aguilar, 2018).  
      Estas reglas de protección y medidas de control para la regulación específica tanto del 
manejo como del tratamiento de los datos personales en las distintas bases de datos bien 
sean de carácter público o privado se implementó principalmente para reconocer la 
relevancia que ostentas los derechos fundamentales del habeas data y toda la autonomía 
que este concepto implica. 
 
2. Principios generales de la Ley de Protección de Datos Colombiana.  
      Existen unos principios rectores que consagra la Ley 1581 del año 2012 y son 
precisamente para comprender un poco más a fondo toda la esencia y desarrollo que 
ostentan los datos personales en Colombia. Por esta razón es necesario hablar del 
principio de legalidad; que le aporta principalmente una condición normativa y reglada al 
tratamiento de los ya mencionados datos. Por otro lado, se encuentra el principio de 
finalidad que se caracteriza principalmente por la legitimidad que ostenta el tratamiento 
y que además se encuentra completamente acorde a la Constitución. Además, se 
encuentran los principios de libertad y veracidad o calidad, en donde el primero se 
caracteriza por la autorización o consentimiento previo, expreso e informado por parte 
del titular de los datos personales, esto significa que dicha información en ningún caso 
puede circular sin autorización de la persona interesada. No obstante, de ser divulgada sin 
la autorización se podrá poner la queja ante la autoridad respectiva que es la 
Superintendencia de Industria y comercio. Por otro lado, el principio de veracidad 
significa que existe una garantía viable que le otorga veracidad a la información, en donde 
se prohíbe la información poco exacta, incompleta, desactualizada o simplemente que 
induzca a error (Mendoza, J, 2015). 
      También se encuentra el principio de transparencia, en donde se indica que en todo 
momento y circunstancia se le debe proporcionar la información al titular de los datos 
personales. Existe el principio de acceso y circulación restringida que se caracteriza 
principalmente en la limitación de la información de los datos personales, es decir, se 
podrá circular información que sea previamente autorizada por el titular en donde se 
exprese la voluntad del interesado y que de no existir dicha autorización entonces la 
información será limitada. Adicionalmente a ello; 
      Los datos personales, excepto la información que sea de carácter pública, no podrá 
verse disponible en Internet u otros medios de divulgación o comunicación masiva, salvo 
que el acceso sea técnicamente controlable para brindar un conocimiento restringido sólo 
a los Titulares o terceros autorizados conforme a la presente Ley. (Ley 1581, art 4). 
      Por otro lado, se encuentran los principios de seguridad y confidencialidad en donde 
el primero se traduce en la garantía de administrar adecuadamente los datos personales, 
evitando siempre alteraciones, perdidas, uso inadecuado, acceso no verificado y 
autorizado o ilegal. En cuanto al principio de confidencialidad este se creó principalmente 
para establecer que toda la información que no sea pública debe mantenerse de carácter 
privada (Castro, 2014). 
      Para complementar y estudiar un poco más a fondo lo anteriormente mencionado es 
indispensable observar la figura anexada a continuación: 
 
 
           Fuente: Creación propia, inspirada en la Ley 1581 del año 2012, Artículo 4. 
 
      Para comprender un poco más a fondo lo estipulado anteriormente, es pertinente decir 
que fundamentalmente el principio de legalidad al hablarse de datos personales se 
materializa en todas las leyes que se encuentran completamente subordinadas y acordes 
a la Constitución Política. Por otro lado, el principio de finalidad se traduce en la 
manifestación que se le debe hacer al titular del tratamiento de los datos personales para 
expresarle la razón del por qué fueron obtenidos y suministrados. En cuanto al principio 
de libertad, se trata del consentimiento informado que se le debe dar al titular (Rojas, 
2014). 
      También se encuentra el principio de calidad o veracidad, el cuál trata de que toda 
información debe ser completa, actualizada, exacta, veraz, que se torne comprensible para 
todos. Es decir, que por ninguna circunstancia la información se encuentre incompleta. 
En cuanto al principio de transparencia el cual por esencia es necesario garantizarle al 
titular, de tal manera que ostente el derecho de acceder a información acerca de los datos. 
Sin duda alguna, el principio anteriormente relacionado se encuentra completamente 
ligado al principio de acceso y circulación restringida de los datos personales, esto quiere 
decir que se encuentra restringido el acceso a la información para las terceras personas 
ajenas, también aplica para los medios de divulgación o comunicación masiva.  
La Ley 1581 de 2012 señala que los datos personales, salvo la información 
pública, no podrán ser accesibles por Internet o por otros medios de 
divulgación o comunicación masiva, salvo que el acceso sea técnicamente 
controlable para brindar un conocimiento restringido sólo a los titulares o 
los usuarios autorizados conforme a la presente ley; tema que no había sido 
contemplado en la Ley 1266 de 2008.32 (Rojas, 2014).  
      En consecuencia, se encuentran los principios de seguridad y confidencialidad. El 
primero, aduce que el responsable del tratamiento de los datos personales y de toda la 
información, tendrá que ajustarse a unas medidas humanas, técnicas y administrativas que 
son completamente indispensables para garantizar la seguridad de todos los registros para 
evitar cualquier acción de carácter fraudulento. Y en cuanto al último principio de 
confidencialidad; este radica en las personas que se encuentren en el sector privado o 
público e intervengan en todo el tratamiento deberán garantizar la información reservada 
(León, 2011).   
 3. Evolución de la Ley 1581 del año 2012 
      Para nadie es un secreto que la evolución tecnológica ha generado grandes impactos 
en las sociedades del mundo y Colombia no es la excepción. En las últimas décadas se 
han implementado leyes para regular concretamente la materia y así mismo, garantizar 
todo el tema de la protección de datos personales de acuerdo a sus requisitos, elementos, 
condiciones y garantías que representa para las entidades públicas y privadas a la hora de 
realizar todo el tratamiento de datos o de almacenar la información respectiva. Por esta 
razón, se debe aducir que dichas entidades están en la obligación de proteger los datos 
personales de cualquier uso indebido que se le quiera dar ya que de esta manera se 
respetan los derechos de las personas sujetas a esta situación. No obstante, la protección 
de los datos personales también se encuentra amparada por la Constitución Política de 
Colombia del año 1991. 
       En principio, se podría manifestar que con la llegada del siglo XVIII surgieron los 
derechos humanos que sin duda alguna marcaron un precedente bastante relevante en toda 
la historia. A raíz de esta situación, se comenzaron a reconocer los derechos de las 
personas a la intimidad personal y se comenzaron a plasmar en las constituciones del 
mundo. Uno de los derechos más importantes de primera generación se derivan de la 
libertad personal; en Colombia concretamente se reconoció el derecho fundamental de 
habeas data, manifestando así este derecho como autónomo y completamente 
independiente. Lo anteriormente señalado significa que estos derechos pueden estar 
sujetos a tutela. 
      En consecuencia, con la Declaración Universal de los Derechos Humanos dada en el 
año 1948, específicamente en el artículo 12 se regula todo lo referente al derecho a la 
intimidad personal, es decir, que se convertiría en completa protección su vida privada, 
la de su familia, cualquier ataque en contra de su nombre y reputación. Además de ello, 
es pertinente resaltar que este derecho fue idóneamente ratificado por el Pacto 
Internacional de los Derechos Civiles y Políticos que se celebró en la Asamblea General 
de las Naciones Unidad en el año 1966 (Manjarrez, 2016). 
      Es importante manifestar que como tal en América Latina aún no existe un tratado de 
carácter internacional que regule todo el asunto de la protección de datos personales. Sin 
embargo, existe en la Declaración de Santa Cruz de la Sierra en su numeral 45, se 
encuentra el fundamento para la regulación ya que 21 países reunidos en la XIII Cumbre 
Iberoamericana de Jefes de Estado y Gobierno, expresaron preocupación en cuanto al 
tema de la protección de los datos personales como un derecho meramente fundamental. 
Por tal motivo, adujeron la importancia de una buena implementación sobre la materia. 
Posteriormente a ello, en la Asamblea General de la OEA, se expresó que era bastante 
importante la privacidad en los datos personales y la protección del tratamiento. De tal 
manera que: 
El papel de la OEA es determinante en la protección de datos en la región, 
puesto que los países que la conforman deben adoptar sus disposiciones 
sobre la materia en un escenario un poco más global, dado su ámbito de 
aplicación (Rojas, 2014. Pág, 12). 
      Ahora bien, en Colombia el derecho a la privacidad e intimidad personal se encuentra 
plasmado en el artículo 15 de la Constitución Política de Colombia, en donde: 
Todas las personas tienen derecho a su intimidad personal y familiar y a 
su buen nombre, y el Estado debe respetarlos y hacerlos respetar. De igual 
modo, tienen derecho a conocer, actualizar y rectificar las informaciones 
que se hayan recogido sobre ellas en bancos de datos y en archivos de 
entidades públicas y privadas (Constitución, 1991. Art 15). 
      A partir de que emergió el artículo anteriormente expresado, se comenzaron a 
evidenciar una serie de preceptos y derechos claves para la configuración del concepto 
datos personales y su protección. De tal manera que, la responsabilidad de garantizar el 
tratamiento de toda esta información se encuentra en cabeza del Estado. Sin embargo, en 
el año 2006, se expidió la Ley 1266 del año 2008; más conocida como la de Habeas Data, 
en donde se regula principalmente todo el manejo de la información introducida en los 
datos personales, concernientes a los datos financieros o crediticios, comerciales o de 
terceros países. 
Al analizar el contenido de la norma se observa que se encuentra orientada 
a la protección de los datos comerciales y financieros y deja vacíos 
normativos en orden a garantizar su completa protección en Colombia. 
Esta Ley cuenta con dos decretos reglamentarios, a saber, el Decreto 1727 
de 200917 y el Decreto 2952 de 201018. En la actualidad, el habeas data 
es un derecho autónomo y los mecanismos que garanticen su aplicación no 
dependen solo de los jueces, sino de la institución administrativa facultada 
o designada para ejercer eficiente control y vigilancia a los sujetos de 
derecho público y privado encargados del manejo de datos personales 
(Rojas, 2014. Pág 21). 
      Es importante expresar que la Ley 1581 del año 2012 le otorgó competencia a la 
Superintendencia de Industria y Comercio más conocida como la SIC, en donde se creó 
una delegatura, con la función principal de amparar el correcto cumplimiento de todas las 
disposiciones normativas referentes al tema de la protección de los datos personales. 
Asimismo, se agregó el Registro Nacional de bases de datos también administrado en 
cabeza de la SIC. De tal manera que es esta misma entidad quien puede imponer sanciones 
de carácter pecuniario a los responsables del tratamiento que incumplan las políticas de 
protección de datos personales que establece la Ley 1581. Dichas sanciones se 
caracterizan por ser multas, suspensiones definitivas de las actividades de tratamiento o 
simplemente suspensión de actividades (Mendoza, 2017)  
      Para el año 2012, Colombia se logró unir al grupo de los países que se centran en la 
regulación general e integral sobre la protección de datos personales y el tratamiento de 
toda la información otorgada para tal fin, en donde se garantiza por esencia la relación 
estrecha con los preceptos constitucionales como lo son la intimidad, el derecho a la 
información que tienen las personas de conocer, rectificar información, actualizarla. Por 
otro lado, mediante la misma Ley 1581 del año 2012 se reglamenta de forma parcial el 
Decreto 1377 del año 2013 en donde se regulan principalmente los aspectos que tengan 
relación con la autorización del titular de la información y el tratamiento de los datos 
personales, como también; las políticas necesarias que se implementan en dicho 
tratamiento y que se encuentran dirigidas a las personas responsables o encargadas de tal 
tarea. 
      La jurisprudencia colombiana ostenta preceptos bastante interesantes en relación con 
el tratamiento y protección de los datos personales. Es por esta razón, que se torna 
indispensable manifestar que en la Sentencia T- 729 de año 2002, la Corte Constitucional 
realizó un análisis concreto respecto a las diferencias del derecho de Habeas Data en 
comparación con el derecho a la intimidad, al buen nombre. De tal manera que existe: 
La posibilidad de obtener su protección judicial por vía de tutela 
de manera independiente; (ii) la delimitación de los contextos 
materiales que comprenden sus ámbitos jurídicos de protección; y 
(iii) las particularidades del régimen jurídico aplicable y las 
diferentes reglas para resolver la eventual colisión con el derecho 
a la información (Rojas, 2014. Pág. 22). 
      Por otro lado, en la Sentencia C-1011 de 2008, la Corte reafirmó que existe una  
autonomía del derecho al habeas data, en donde principalmente se indican las facultades 
a la persona encargada para que controle toda información propia que ha sido 
idóneamente recopilada por una entidad respectiva de información. De tal modo que, se 
protejan los intereses del titular de la información para así evitar cualquier abuso de poder 
o malversación de la información correctamente obtenida. En consecuencia, el proceso y 
evolución de los datos personales en Colombia respecto a su protección, tuvo su inicio 
con la Ley 1266 del 2008 pero se complementó y reemplazó con la Ley 1581 del año 
2012, en donde además se evidencia una regulación al derecho fundamental de habeas 
data que es precisamente el idóneo para garantizar la protección de los datos personales 
que se encuentran registrados concretamente en las bases de datos de las entidades 
públicas y privadas. Sin embargo, es indispensable tener en cuenta que: “esta Ley fue 
parcialmente reglamentada por Decreto Reglamentario parcial 1377 de 2013” (Ortiz, 
2020. Pág,22)  
      La protección de los datos personales en Colombia se ha ido desarrollando en pro de 
garantizar los derechos fundamentales amparados por la Carta Política y amparar los 
datos personales de los titulares del tratamiento de dichos datos. Aunque: “con el Decreto 
1377 de 2013 (vigente a partir del 28 de junio de 2013) se alteró el precepto del 
consentimiento expreso, ya que se abrió la puerta al consentimiento tácito de los titulares 
para el uso de los datos” (Barturen, 2015). 
      Lo anterior significa que toda la información recolectada idóneamente se utiliza 
principalmente para los fines inicialmente estipulados. So pena de sanciones respectivas, 
de las cuales se aplicarán a las empresas o entidades cuando realicen un uso no adecuado 
de la información que le suministran las personas o los clientes, de tal manera que no 
pueden vender las bases de datos y tampoco se le pueden negar el derecho a actualizar la 
información personal en cualquier momento. En efecto, con la Ley 1581 se pretende 
garantizar o cubrir una mayor protección de los datos personales en cumplimiento con lo 
estipulado en el artículo 15 de la Carta Política, en donde también se pretende la garantía 
total al debido tratamiento en cabeza de las entidades y derechos que no habían sido 
incluidos con la Ley 1266 del año 2008 (Conde, 2008). 
      La Corte Constitucional habla sobre el derecho del habeas data en la Sentencia T-414 
de 1992, en donde se manifiesta que es un derecho fundamental: 
Que otorga la facultad al titular de datos personales, de exigir a las 
administradoras de datos personales el acceso, inclusión, exclusión, 
corrección, adición, actualización y certificación de los datos, así como la 
limitación en las posibilidades de divulgación, publicación o cesión de los 
mismos, conforme a los principios que informan el proceso de 
administración de bases de datos personales. De acuerdo con el concepto 
de la Corte Constitucional, el derecho fundamental de habeas data es el 
recurso legal idóneo que posibilita a los titulares de datos personales 
acceder a un banco de información o registro de datos que almacene 
referencias informativas sobre sí mismo, además del derecho a exigir a los 
encargados del tratamiento que se corrija parte o la totalidad de los datos, 
en caso de que estos le generen algún tipo de perjuicio o que sean erróneos 
(Rojas, 2014. Pág, 25). 
      Finalmente, se puede manifestar que en Colombia la evolución y el desarrollo 
respecto de la protección de los datos personales y su tratamiento con la Ley 1581 de año 
2012 se ha tornado bastante progresiva y que realmente ha permitido la garantía y 
efectividad en la protección de dichos datos, en donde además se protegen mediante los 
derechos fundamentales amparados por la Constitución Nacional, esto con el fin esencial 
de evitar cualquier vulneración a los derechos. 
 
      Por otro lado, se encuentra el Decreto 1377 del año 2013 que reglamenta parcialmente 
la Ley 1581 del año 2012, en donde se explica un procedimiento para consultas de la 
siguiente manera:  
 
Figura N. 2. 
Fuente: Creación propia, inspirada en la Cartilla de la SIC.  
      En consecuencia, se tiene que el titular de los datos personales que serán sujetos al 
tratamiento en cabeza de las entidades públicas o privadas, podrá corregir, suprimir o 
actualizar dicha información, específicamente cuando se presuma la existencia del 
incumplimiento por parte de los responsables y además de ello, los titulares tienen el 
derecho de presentar un reclamo al competente, aportando la identificación, hechos, 
dirección y pruebas. De tal manera que si no llega a aportar toda la documentación 
entonces tiene 5 días hábiles para subsanar y anexar los documentos faltantes. Sin 
embargo si no aporta la documentación en los dos meses siguientes se tiene por 
desistimiento implícito (Guzmán, 2016) 
      Otro de los aspectos más importantes es que el titular de la información únicamente 
podrá interponer una queja ante la Superintendencia de Industria y Comercio cuando se 
haya agotado respectivamente el trámite de la consulta o reclamo ante el encargado y 
responsable del tratamiento de los datos personales (Morales, 2015).  
 
 
       
3.1. Protección de datos personales en la SIC 
      La Superintendencia de Industria y Comercio manifiesta que para el tratamiento de 
los datos personales en Colombia debe existir una autorización previa e informada por 
parte del titular. En donde básicamente las personas que deben dar su consentimiento 
expreso para que las empresas privadas o entidades públicas al ser las responsables de 
todo el tratamiento de la información, puedan utilizar los datos personales. Sin embargo, 
es indispensable que los responsables de la información recolectada debe acatar unos 
procedimientos internos para que sea posible la solicitud respecto a la autorización del 
titular. En pocas palabras, se tiene que el dueño o titular de la información que 
posteriormente se va a recolectar, debe saber a ciencia cierta que se hará con la 
información y como se va a utilizar, en donde también se tenga la facultad de consultar 
la disponibilidad de dicha autorización en cualquier momento (Águilar.2018).  
      En consecuencia, la autorización del titular podrá ser obtenida a través de cualquier 
medio que pueda servir para una consulta posterior o el cualquier tiempo. Sin embargo, 
es importante tener en cuenta que no es indispensable o necesaria la autorización en 
ciertos casos que determina Ley. No obstante, es pertinente observar la ilustración que a 




Fuente: Creación propia, inspirado de Cartilla de la SIC protección de datos personales 
en Colombia.  
Datos de naturaleza pública Casos de urgencia médica o sanitaria
Datos relacionados con el 
Registro Civil de las Personas.
Tratamiento de información para 
fines históricos, estadísticos o 
científicos.
Información 
requerida por una 
entidad pública
      Para comprender un poco más a fondo la figura anteriormente planteada, se debe tener 
en cuenta que las entidades públicas o empresas privadas que deseen acceder al 
tratamiento y protección de los datos personales y no cuenten con una autorización de 
manera previa, deberá siempre cumplir con los requisitos indispensables que emana la 
Ley 1581 del año 2012 (Bautista, 2015). 
            Ahora bien, para poder acceder a dicha autorización sobre el tratamiento y 
protección de los datos se puede realizar una solicitud de manera escrita, verbal, o 
simplemente a través de conductas inequívocas del titular de dicha información, en donde 
se puede intuir que la persona cedió la autorización a los entes encargados y responsables 
de todo el procedimiento; simplemente existen algunas entidades que para acceder a ellas 
se necesita llenar una serie de información que sin la cual no se podría avanzar en la 
consulta o trámite, entonces la persona automáticamente se encuentra dispuesta en 
autorizar todos los términos y condiciones referentes al tratamiento de los datos 
personales. 
      No obstante, independientemente del medio en que se obtenga la autorización para el 
tratamiento de la información, es indispensable conservar todas las pruebas que se 
necesiten para una posible comprobación. La Ley 1581 del año 2012 aduce que se debe 
solicitar y así mismo conservar una copia de la autorización que otorga el titular de la 
información suministrada, en el cumplimiento de las condiciones señaladas por la ya 
mencionada Ley (Ducuara, 2018). 
      Además, existe también una autorización para la recolección de los datos personales 
que sean de carácter sensible. Principalmente, es importante decir que dichos datos 
personales son los que tienden a afectar la intimidad del titular en razón a que pueden 
llegar a ser de carácter discriminatorio ya que son los que evidencian su origen racial, 
étnico, su postulación política, el gusto por los sindicatos u organizaciones sociales y de 
derechos humanos, también son los datos que evidencian su estado de salud, orientación 
y vida sexual o en diversos casos, los datos biométricos. En otras palabras: 
Este tipo de datos constituyen una categoría especial de 
datos personales y por ello, requieren una protección reforzada y 
algunas consideraciones especiales a la hora de solicitar 
autorización para su tratamiento (Cuartas, 2014. Pág 8). 
      Para el tratamiento de los datos sensibles, el titular de la información no se encuentra 
en la obligación de otorgar la autorización previa y además, los responsables de la 
recolección de los datos deben necesariamente informar a las personas cuáles son los 
datos sensibles y por qué son de especial protección.  
      En consecuencia, la recolección, tratamiento y protección de los datos personales en 
Colombia, por esencia deben contener una finalidad que sea idóneamente cierta y 
completamente legítima. Esto significa que los datos reunidos deben ser pertinentes y 
adecuados para dicha finalidad, además que se deben recolectar únicamente los que se 
consideren necesarios sin exceder los limites que expone la Ley (Becerra, 2015). 
      Como se mencionó anteriormente, la SIC es competente para imponer multas y 
sanciones a los responsables del tratamiento de datos personales que no cumplan con la 
Constitución y las leyes. De tal manera que una de las multas más importantes es la de 
carácter personal e institucional que se traduce en un equivalente de dos mil (2.000) 
salarios mínimos mensuales legales vigentes al momento de la sanción, a favor de la SIC, 
en donde dichas multas solo podrán ser sucesivas cuando permanezca el incumplimiento 
que las originó (Cartilla, SIC) 
      Otra de las sanciones radica en la suspensión de actividades relacionadas con la 
recolección y tratamiento de los datos personales por un tiempo de 6 meses. También se 
encuentra la del cierre temporal de las actividades y operaciones relacionadas con el 
tratamiento y el cierre definitivo que involucre el tratamiento de los datos sensibles.  
      En la actualidad, la Superintendencia de Industria y Comercio se propuso realizar 
diversas observaciones concernientes al proyecto de resolución referente a la aplicación 
de mecanismos alternativos de regulación llamado Sandbox regulatorio, en donde se 
destaca principalmente:  
El diseño por la Comisión de Regulación de Comunicaciones de 
Colombia – CRC-, como mecanismo que permitirá a los 
proveedores autorizados por la CRC: i) probar productos, servicios 
y soluciones con un marco regulatorio flexible; o ii) Lograr un 
conjunto de exenciones regulatorias por un periodo de tiempo y 
geografía limitados (Mahecha, 2020. pág., 15). 
      En otras palabras, el Sandbox regulatorio tiende a ser un mecanismo alternativo de 
regulación que se basa principalmente en la experimentación supervisada y que además:  
Tiene el objetivo de generar innovación en cualquier aspecto de la 
prestación de redes y servicios de telecomunicaciones dentro del 
territorio colombiano y ampliar la oferta de servicios en pro del 
bienestar de los consumidores colombianos. Su estructuración, la 
primera en el país en temas de telecomunicaciones, resulta ser una 
gran estrategia para impulsar la transformación digital y promueve 
el acceso eficiente de todos los ciudadanos, en igualdad de 
oportunidades, a las Tecnologías de la Información y las 
Comunicaciones (Barrera, 2020. Pág., 11). 
 
3.2. Tipos de datos personales en Colombia  
      Los datos personales en Colombia por esencia se traducen en toda la información que 
de cierta manera determina a una persona y que se encuentra completamente ligado a ella, 
en donde la puede describir como su nombre, apellido, número de documento, 
información bancaría, correo electrónico, una foto, un vídeo, y demás elementos que 
constituyen información personal de un sujeto determinado.  
      A raíz de esta situación, existen diversas clases de datos personales que determina y 
ampara la Ley 1581 del año 2012 y así mismo en cumplimiento a los principios y derechos 
fundamentales consagrados en la Constitución Nacional. Dicha clasificación de los datos 
de cierta forma determina el nivel de protección de los mismos (Cartilla SIC). 









SemiprivadosÍntimos o privados 
Fuente: Creación propia, inspirado de la Cartilla de la SIC. Página 10. 
https://www.sic.gov.co/sites/default/files/files/Nuestra_Entidad/Publicaciones/Aspectos
_Derecho_de_Habeas_Data.pdf 
     
      Los datos privados se caracterizan principalmente porque son de interés del titular, es 
decir, no le deben interesar a terceras personas y únicamente pueden ser obtenidos con el 
consentimiento del titular de la información, por orden de una autoridad judicial 
competente que requiera información para fines específicos y que exprese la Ley, para 
proteger la vida de una persona cuando se encuentre en peligro jurídico o físico o cuando 
los datos personales tengan una finalidad científica, histórica o estadística. La Cartilla de 
la SIC da los ejemplos de las ideas y creencias religiosas, las afectaciones a la salud y la 
orientación sexual.  
      Por otro lado se encuentran los datos semiprivados, que son de interés 
específicamente para el titular de la información pero que también le interesan a un grupo 
determinado de personas para unos fines específicos, en donde estos pueden solicitar la 
información previa autorización para dicho fin, la SIC da el ejemplo de la historia 
crediticia en las centrales de riesgo. Por último, se encuentran los datos de carácter 
público que son los de interés general, como los documentos de índole pública y las 
sentencias judiciales. La SIC da el ejemplo del número de cédula (Cartilla SIC). 
 
3.3. Protección de datos personales en DNP 
      El Departamento Nacional de Planeación clasifica la normatividad que explica todo 
lo referente a la regulación de los datos personales en Colombia, iniciando con el artículo 
15 de la Constitución Política de 1991, que como ya se vio anteriormente ampara los 
derechos fundamentales, como la intimidad y buen nombre. Además, habla acerca de la 
Ley 1266 del año 2008 que fue reemplazada por la Ley 1581 del año 2012 en donde se 
implementó el tema del habeas data.  
      Sin embargo, la Ley 1266 aduce que las bases de datos con la finalidad de generar 
inteligencia por parte del Estado o para el Estado que emane del Departamento 
Administrativo de Seguridad, DAS y/o de la fuerza pública en aras de garantizar la 
seguridad nacional externa e interna; son de seguridad y plena confidencialidad en donde 
además se exceptúan de dicha Ley.                                                                                                                      
 
 
3.4. Protección de datos personales en el Ministerio de Justicia   
      El Ministerio de Justicia aporta unas definiciones que ayudan a la comprensión y 
composición de los datos personales, su protección y tratamiento. De tal manera que hace 
referencia a la autorización como un consentimiento previo e informado que otorga el 
titular al responsable respectivo para llevar a cabo todo lo concerniente con el tratamiento 
de los datos personales. Por otro lado, la base de datos es el medio en que almacenan o 
recolectan toda la información que será objeto del tratamiento.  
      Además, el Ministerio expresa que es indispensable asegurar y garantizar la 
confidencialidad de los datos personales de las personas que se acerquen al Ministerio 
mismo, ya que dichas personas generalmente se acercan para interponer una denuncia o 
realizar algún tramite ante la administración de justicia. De tal manera que todos los 
funcionarios que cuenten con un acceso indirecto o directo a la información recolectada 
y tratada; deberá garantizar la transparencia, respeto y responsabilidad. En efecto, los 
funcionarios públicos deben salvaguardar la confidencialidad y reserva de la información 
personal del sujeto que esta realizando la denuncia y en ningún caso podrá divulgar la 
información. No obstante, de acuerdo con el desarrollo y distribución de las labores de 
cada uno de los funcionarios de la entidad; serán los responsables de velar por la 
confidencialidad, es decir, que entre ellos deben evitar cualquier comentario acerca del 
denunciante y cualquier tipo de divulgación so pena de sanciones según sea el caso 
(García, 2010). 
      De igual forma, es indispensable mantener reservada la identidad de la persona que 
realizó la denuncia o el trámite respectivo y se debe informar concretamente la finalidad 
de la recolección de los datos personales. En donde se puede conservar la información 
recolectada únicamente si se cumplen con los requisitos y normas de seguridad necesarias 
para impedir cualquier pérdida, alteración o acceso que no se encuentre previamente 
autorizado por los responsables del tratamiento de los datos personales.  
      Por otro lado, es pertinente explicar que el titular de los datos personales que serán 
sometidos a tratamiento por parte del Ministerio de Justicia, tienen derecho de acceder 
gratuitamente a los datos allí consignados, también a actualizar la información, 
rectificarla y en cualquier momento conocerla. Esto con el fin de evitar cualquier error, 
datos incompletos, prohibidos o fraccionados. Asimismo, tienen la facultad de solicitar la 
suspensión del tratamiento cuando no se respeten los principios y demás preceptos 
emanados a nivel legal y constitucional (Minjusticia, 2018). 
 
4. Principios generales del Reglamento Europeo de Protección de Datos 
      La Unión Europea tiene seis principios indispensables que ayudan a comprender un 
poco más a fondo todo el tema de la protección y tratamiento de los datos personales. El 
primer principio se basa en la limitación del fin que es cuando el tratamiento de los datos 
se encuentra completamente limitado a diversos fines legítimos, es decir, necesariamente 
el tratamiento se encuentra limitado exclusivamente al uso de los datos inicialmente 
recolectados, no se puede realizar un uso inapropiado de los mismos (Manjarrez, 2016). 
      En cuanto al segundo principio, este se encuentra expresado en la minimización de 
los datos, del cual se evidencia que al momento de recolectar los datos personales, 
únicamente se deberán solicitar los que sean explícitamente necesarios para la finalidad. 
De tal manera que, cualquier dato que sea innecesario no podrá ser guardado ni solicitado 
ya que esto afectaría y vulneraria los derechos fundamentales amparados 
internacionalmente. En consecuencia, “será fundamental limitar el análisis de datos a un 
conjunto de datos anonimizados, o a un conjunto de datos para los cuales se ha obtenido 
el consentimiento o existe un fin claro de tratamiento legítimo” (EUGDPR). 
      El tercer principio es el de exactitud, que se basa en la precisión que deben ostentar 
los datos personales y en donde dicha información debe estar completamente actualizada, 
en donde los responsables tienen la obligación de amparar unos datos personales 
concretos, precisos y con la oportunidad de ser actualizados cuando el titular los solicite. 
Por otro lado, se encuentra el principio de integridad y confidencialidad de los datos 
personales que se traduce en la seguridad y protección en contra del tratamiento previo 
no autorizado o ilegal que se pueda presentar en diversas situaciones. Esto significa que 
las entidades públicas y privadas son las responsables de proteger los datos personales 
que de cierta manera puedan ser alterados por terceras personas que no se encuentren 
autorizadas.  
      En consecuencia, se encuentra el principio de limitación de almacenamiento de los 
datos personales, en donde deben ser conservados durante el tiempo que se necesite para 
el tratamiento. Lo anterior significa que los datos personales deberán ser eliminados 
inmediatamente se cumpla la finalidad de los mismos porque ya se ha cumplido el fin 
legítimo que inicialmente se pactó en su recolección. Sin embargo, ”conforme a las leyes 
de aplicación que pueden requerir en ocasiones que los datos personales sean conservados 
por un periodo más largo del previsto originalmente para el fin del tratamiento” (Ruiz, 
2016. Pág., 12) 
 
      Por último se encuentra el principio leal y transparente de los datos personales, en 
donde se manifiesta que todas las empresas deberán realizar el tratamiento de la 
información de manera idónea lo legítima. De igual manera, deben ser completamente 
transparentes a la hora de realizar dicho tratamiento, esto quiere decir que los datos deben 
y pueden ser tratados si existe una finalidad legítima para ello. En la Unión Europea, es 
común que las entidades realicen una práctica de transparencia para que las personas 
interesadas se encuentren completamente informadas sobre el tema.  
 
Conclusiones 
      Se debe tener en cuenta que la protección de los Datos Personales en Colombia se 
encuentra regulara en la Ley 1581 del año 2012 y que le brinda cumplimiento a lo 
estipulado en el artículo 15 de la Constitución Política de Colombia. En efecto, la figura 
del Habeas Data básicamente funge como una herramienta indispensable para la 
recolección y tratamiento de información que debe estar previamente autorizada por el 
titular de dicha información. Además, es importante tener en cuenta que las entidades 
públicas o empresas privadas que se dediquen a recolectar y tratar datos deben estar en 
completa armonía con los principios establecidos y planteados en el presente escrito.  
      En consecuencia, la Superintendencia de Industria y Comercio o mas conocida como 
la SIC, es la entidad encargada de sancionar las infracciones relativas al tratamiento y 
recolección de los datos personales. Puesto que, es indispensable comprender que al 
momento de recolectar y tratar cierta información obligatoriamente se necesita de una 
finalidad para ejecutar dicha actividad. Esto quiere decir, que además del consentimiento 
previo e informado que debe otorgar el titular de los datos también debe existir una 
finalidad o razón para ser responsable por esa información puesto que se quiere evitar al 
máximo una alteración o destinación errónea de la información.  
      Como se pudo observar, la Unión Europea cuenta con los mas altos estándares de 
protección en cuanto a los datos personales se refiere, debido a que ejercen políticas 
públicas bastante rigurosas para que la información de los titulares de los datos, no sea 
alterada por ningún motivo. Esto quiere decir que, son los pilares de la protección de datos 
personales y realmente garantizan la intimidad individual de la persona humana y el 
fortalecimiento del interés general dentro de la sociedad.  
      Por último, se pueden evidenciar una diferenciación en la clasificación de los datos 
personales que se traducen básicamente en, datos públicos, semiprivados y privados. No 
obstante, también se encuentran los datos sensibles. Dicha clasificación es importante a 
la hora de recolectar y tratar los datos personales ya que se deben tener en cuenta ciertas 
especificaciones dependiendo su clasificación.  
      
 
Método 
      La presente investigación tiene un fin metodológico hermenéutico, puesto que cuenta 
con un alcance gramatical de los textos normativos y de la jurisprudencia, contiene 
además un método de investigación meramente analítico porque si bien es cierto, el 
problema jurídico no es el significado atribuible a una norma jurídica, aunque su solución 
y contenido si se le atribuye a una norma jurídica. Por tanto, se esbozarán estrategias de 
interpretación legal, interpretación, argumentos idóneos para poder investigar y aportar 
un significado a la norma; específicamente la Ley 1581 del año 2012 que es por esencia 
el objeto de estudio. Además, se quieren analizar todos los componentes estructurados en 
el presente escrito para lograr una mejor comprensión en este campo. De tal manera que 
se esbozarán todas las criticas constructivas que aportan los grandes doctrinantes en el 
área y se interpretará de manera idónea los aportes jurisprudenciales y normativos para 
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