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はじめに 
2011 年 2 ⽉ 3 ⽇、IPv4 アドレスを管理している IANA から新規割当て可能な IPv4 アド
レスがなくなり、事実上枯渇した。続いて 2011 年 4 ⽉ 15 ⽇には、APNIC でも通常申請に
よるアドレスの新規割当てができなくなり、⽇本を含むアジア太平洋地域は、IPv4 アドレ
スが枯渇状態となった。 
このようなネットワークの⼤きな転換期に直⾯し、福井⾼専は IPv6 アドレスを取得し、
外部接続ルーターを IPv6 に対応した。しかし、外部公開サーバー・校内 LAN は対応してい
ない。 
そこで、今後の本格的 IPv6 導⼊を⾒据え、スムーズに IPv6 に対応できるように検証環境
を構築し実験を⾏った。 
 
IPv6 検証ネットワーク構築 
現在本校のネットワーク構成は、外部に公開されているサーバーsv1・sv2 がウェブリバ
ースプロキシ、メールサーバーへのリレー、DNS を⾏っている。これらサーバーを IPv6 に
対応させれば、外部からのアクセスについては IPv6 対応になる。（図 1） 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
図 1：通信経路と IPv6対応必要箇所 図 2：IPv6検証ネットワーク構成図 
そこで、図 2 のように検証サーバーとして sv3 を構築し、この sv3 が外部の IPv6 通信と
内部の IPv4 通信の中継サーバーとなるように動作させる。こうすることにより、現状のネ
ットワーク構成を変えることなく、外部に対して IPv6 対応となる。また、校内 LAN を IPv6
対応にしなくてもよいので、ルーティング等⼤きな設定変更を必要としない。 
今回、検証⽤ IPv6 ドメインとして、v6.fukui-nct.ac.jp を新たに⽤意し、sv3 を表 1：sv3
の構成のように、Juniper SSG5 を表 2：Juniper SSG5 の構成のようにそれぞれ構成し、
ネットワークを構築する。 
表 1：sv3の構成 
OS CentOS 6.2 x86_64 
各種サーバーソフト 
DNS：bind（9.7.3-P3） 
ウェブ：apache（2.2.15） 
メール：postfix（2.6.6） 
IP アドレス 
2001:2f8:1003:1::2/64 
2001:2f8:1003:1::80/64（ウェブプロキシー⽤） 
10.10.21.53/24 
 
表 2：Juniper SSG5の構成 
IP アドレス 2001:2f8:1003::2/64（外部） 
2001:2f8:1003:1::1/64（内部） 
 
 検証のために必要な外部からの IPv6 アクセスには、Teredo を利⽤した。Teredo とは、
IPv4 ネットワークを経由し IPv6 通信を⾏う IPv6 over IPv4 の⼀種であり、NAT 環境下でも
動作する。Windows ならば簡単に利⽤可能であり、Windows7 では標準で Teredo が有効
になっている。ipconfig で以下のような表⽰があれば利⽤可能である。 
 
リスト 1：Teredoが有効の場合 
通信には Teredo リレールーターというものを経由するので、外部から IPv6 アクセスを
していることとなる。 
Tunnel adapter Teredo Tunneling Pseudo-Interface: 
 
   接続固有の DNS サフィックス . . . : 
   IPv6 ア ド レ ス  . . . . . . . . . . . : 
2001:0:4137:9e76:18b5:5f4f:3f63:6e95 
   リ ン ク ロ ー カ ル  IPv6 ア ド レ ス . . . . : 
fe80::18b5:5f4f:3f63:6e95%21 
   デフォルト ゲートウェイ . . . . . : :: 
基本設定 
 まず、sv3 に IPv6 アドレスを設定する。「システム」→「設定」→「ネットワーク接続」
から、System eth1 を「IPv6 のセッティング」タブにより、図 3：IPv6 アドレスの設定の
ように設定する。System eth0 には IPv4 アドレスを設定する。 
 
図 3：IPv6アドレスの設定 
 Juniper SSG5 にもアドレスを設定し、デフォルトゲートウェイを 2001:2f8:1003::1 にす
る。必要な通信は通過できるようにポリシーを修正しておく。 
 
検証項⽬ 
外部 IPv6 ネットワークから以下のことができるか検証を⾏った。 
1. DNS サーバーがうまく動作するか？ 
2. ホームページが⾒られるか？ 
3. 外部からのメールが届くか？ 
 
検証１：DNS サーバーがうまく動作するか？ 
まずは、DNS サーバーである bind の設定を⾏う。設定ファイル named.conf をリスト 2
のように設定した。listen-on-v6 に any を設定し、IPv6 アドレス全てでサービスを受け付
けるようにし、allow-query にて、クエリーを受け付ける相⼿を指定した。またゾーンファ
イルとして v6.fukui-nct.ac.jp.zone を⽤意し、リスト 3 のように設定した。ゾーンファイ
ルには、IPv4 の A レコードの代わりに、AAAA レコードを使⽤する。ここでは、次に検証
を⾏うウェブサーバーのために、www.v6.fukui-nct.ac.jp の AAAA レコードも追加してい
る。 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
bind を起動し、Windows 端末から nslookup コマンドにより Teredo 経由で名前解決が
できることを確認した。（リスト 4）  
named.conf 
acl “teredo” { 
 2001:0:4137:9e76::/64; 
} 
options{ 
〜省略〜 
 listen-on-v6 port 53 { any; }; 
 allow-query{localhost; ::1; teredo;}; 
〜省略〜 
} 
zone "v6.fukui-nct.ac.jp" IN { 
        type master; 
        file "v6.fukui-nct.ac.jp.zone"; 
〜省略〜 
}; 
$TTL    10800 
v6.fukui-nct.ac.jp. IN SOA sv3.v6.fukui-nct.ac.jp.  
root.v6.fukui-nct.ac.jp.( 
                                        2012020900 
                                        43200 
                                        5400 
                                        3600000 
                                        10800 ) 
 
v6.fukui-nct.ac.jp.     IN      NS      sv3.v6.fukui-nct.ac.jp. 
v6.fukui-nct.ac.jp.     IN      MX 10  
sv3.v6.fukui-nct.ac.jp. 
sv3.v6.fukui-nct.ac.jp.  IN      AAAA    2001:2f8:1003:1::2 
www.v6.fukui-nct.ac.jp. IN      AAAA    2001:2f8:1003:1::80 
リスト 2：/etc/named.conf リスト 3：v6.fukui-nct.ac.jp.zone 
C:¥Users¥naito>nslookup 
 
> server 2001:2f8:1003:1::2  …サーバーの変更 
既定のサーバー:  [2001:2f8:1003:1::2] 
Address:  2001:2f8:1003:1::2 
 
> sv3.v6.fukui-nct.ac.jp 
サーバー:  [2001:2f8:1003:1::2] 
Address:  2001:2f8:1003:1::2 
 
名前:    sv3.v6.fukui-nct.ac.jp 
Address:  2001:2f8:1003:1::2 
リスト 4：nslookupの実⾏結果 
検証２：ホームページが⾒られるか？ 
現在 IPv4 アクセスでは、apache のバーチャルホスト機能によって、アクセス先の IP
アドレスをもとに内部ウェブサーバーに振分けている。これを IPv6 に対応させるには、
VirtualHost ディレクティブの IP アドレス部分を、対応する IPv6 アドレスに置換し、アク
セスされるアドレスをインタフェースに割り当てる必要がある。今回はそのアドレスを
2001:2f8:1003:1::80/64 とする。 
まず、httpd.conf 等で mod_proxy が有効になっていることを確認し、リスト 5 のよう
に、VirtualHost ProxyPass、ProxyPassReverse を設定した vhost.conf ファイルを作成す
る。 
次にアドレス 2001:2f8:1003:1::80 を追加割当てする。（図 4） 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
先 ほ ど の 検 証 １ に て 、 www.v6.fukui-nct.ac.jp の AAAA レ コ ー ド を
2001:2f8:1003:2f8:1::80 に設定してあるので、www.v6.fukui-nct.ac.jp にアクセスされる
と、福井⾼専のホームページが⾒られるようになったはずである。 
しかし、DNS サーバーを sv3 に設定し、Windows 端末で確認すると、IP アドレスではア
クセスできるが、「http://www.v6.fukui-nct.ac.jp」ではアクセスできない。これは、
Windows が DNS にて AAAA レコードを引いてくれないためで、OS の仕様のためである。 
そこで、Linux 端末の Firefox にて動作確認を⾏う。DNS サーバーを sv3 に指定するため、
resolv.conf をリスト 6 のように記述する。 
 
<VirtualHost [2001:2f8:1003:1::80]:80> 
ServerAdmin     root@himawari.fukui-nct.ac.jp 
ServerName      himawari.ip.fukui-nct.ac.jp 
ErrorLog        /var/log/httpd/www-ipv6-error_log 
TransferLog     /var/log/httpd/www-ipv6-access_log 
HostnameLookups Off 
UseCanonicalName Off 
ServerSignature On 
ProxyPass       /       http://www.fukui-nct.ac.jp/ 
ProxyPassReverse / http://www.fukui-nct.ac.jp/ 
</VirtualHost> 
図 4：アドレスの追加割当 リスト 5：/etc/httpd/conf.d/vhost.conf 
nameserver 2001:2f8:1003:1::2 
リスト 6：/etc/resolv.conf 
そして、Firefox のアドレス欄に「http://www.v6.fukui-nct.ac.jp」と⼊⼒すると、無事
福井⾼専のホームページにアクセスすることができた。（図 5） 
 
 
 
 
 
 
 
 
 
 
 
検証３：外部からのメールが届くか？ 
現在 IPv4 でのメール配送は、sv1・sv2→ウィルス・スパムチェック装置（McAfee EWS）
→学内メールサーバー（acacia）という流れになっている。そこで、 IPv6 ドメイン
@v6.fukui-nct.ac.jp 宛のメールに対しては、sv3 で受付け、その後は IPv4 と同じように、
McAfee EWS に配送、最後に acacia という流れにする。今回は、@v6.fukui-nct.ac.jp の
アドレスに対して送られたメールを、現在使⽤している@fukui-nct.ac.jp のアドレスに配
送するようにし検証する。 
まず、sv3 のメールサーバーpostfix の設定ファイル main.cf にてリスト 7 のように 
trasport_maps パラメータを追加し、transport ファイルをリスト 8 のように記述し
postmap コマンドを実⾏しておく。 
 
 
 
 
 
次に、McAfee EWS に、ドメイン中継の設定を追加する。@v6.fukui-nct.ac.jp のアドレ
ス宛に送られたメールを、学内メールサーバーacacia に転送するためである。 
最後に、acacia では postfix のバーチャルドメイン機能を利⽤し、@v6.fukui-nct.ac.jp
宛に送られたメールを、最終的に@fukui-nct.ac.jp アカウントに配送されるようする。リ
スト 9 のように virtual_alias_domains、virtual_alias_maps パラメータを追加し、virtual
ファイルをリスト 10 のように記述し、@v6.fukui-nct.ac.jp 宛のメールは、検証のため
naitou@fukui-nct.ac.jp に届くようにする。virtual ファイルに対しても忘れずに postmap
図 5：IPv6アクセスで⾒たホームページ 
transport_maps = hash:/etc/postfix/transport 
リスト 7：sv3の/etc/postfix/main.cf 
v6.fukui-nct.ac.jp relay:[10.10.21.55] 
リスト 8：sv3の/etc/postfix/transport 
コマンドを実⾏しておく。 
 
 
 
 
 
 
 
以上で設定は完了したので、 telnet を使って SMTP コマンドを直接⼊⼒し、
naitou@v6.fukui-nct.ac.jp 宛にメールを送信した。リスト 11 がサーバーとの対話の内容
である。 
すると、メーラーにて無事メールが配送されたことが確認できた。（図 6） 
 
 
  
virtual_alias_domains = v6.fukui-nct.ac.jp 
virtual_alias_maps = /etc/postfix/virtual 
@v6.fukui-nct.ac.jp  naitou 
リスト 9：acaciaの/etc/postfix/main.cf リスト 10：acaciaの/etc/postfix/virtual 
telnet 2001:2f8:1003:1::2 25 
220 sv3.v6.fukui-nct.ac.jp ESMTP Postfix 
HELO naitou.fukui-nct.ac.jp 
250 sv3.v6.fukui-nct.ac.jp 
MAIL FROM:<naitou@fukui-nct.ac.jp> 
250 2.1.0 Ok 
RCPT TO:<naitou@v6.fukui-nct.ac.jp> 
250 2.1.5 Ok 
DATA 
354 End data with <CR><LF>.<CR><LF> 
To:<naitou@v6.fukui-nct.ac.jp> 
From:<naitou@fukui-nct.ac.jp> 
Subject:test 
 
Test Mail 
. 
250 2.0.0 Ok: queued as 7A12220027 
リスト 11：SMTPコマンドの実⾏結果 
図 6：受信したメール 
検証を終えて 
 今回、実験的に検証してみて、外部には IPv6 通信、内部には IPv4 での通信がうまく動作
することを確認できた。アプリケーションは標準で IPv6 に対応しており、思った以上にす
んなりと構築できた。 
ping6・ip6tables 等 IPv6 ⽤のコマンドが存在するので、基本的なところでつまづいたり
もした。 
 校内 LAN の完全 IPv6 対応はまだまだ先になると思うが、アドレスの割り当て、ネットワ
ークの設計等考えていきたいと思う。 
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