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Amb   la   regulació  de   les   telecomunicacions  es  pretén  garantir  un  servei  públic  
essencial  per  a  totes  les  societats.  I   Internet,  com  a  part   important  de  les  tele-­
comunicacions,  no  se  n’escapa.  La  lluita  contra  la  posició  dominant  dels  proveï-­
dors,  vetllar  per  la  lliure  competència,  garantir  els  drets  dels  usuaris  o  promoure  
la  innovació  son  objectius  que  es  busquen  a  l’hora  de  regular  l’àmbit  de  les  te-­
lecomunicacions.  
  
Hem  volgut  estudiar  alguns  dels  aspectes  més  rellevants,  amb  informació  i  da-­
des  per  ser  aplicades  a  docència.    
  
Comencem  el  document  amb  les  diferents  fonts  del  dret  que  els  legisladors  po-­
den  utilitzar  per  regular  una  matèria  en  abstracte,  atenent  als  principis  de  com-­
petència  legislativa  i  la  jerarquia  normativa.  
  
La  norma  genèrica  d’aquest  àmbit  és  la  Llei  General  de  Telecomunicacions,  de  
la   que   es   pretén   realitzar   un   anàlisi   des   de   el   punt   de   vista   de   les   empreses  
proveïdores  de  serveis  d’Internet.  Aquesta  llei  ha  estat  modificada  el  passat  any  
2014.  
  
Però   els   operadors   tenen   altres   obligacions,   com   les   establertes   a   la   Llei   de  
conservació  de  dades  que,  fora  del  que  és  estrictament  el  negoci  de  les  teleco-­
municacions,   els   obliga   a   fer   fortes   inversions   per   emmagatzemar   les   dades  
dels  usuaris,  durant  un  període  de   temps  regulat,  per  si   les  autoritats   judicials  
han   de   fer-­ne   ús   en   cas   de   delictes   de   terrorisme   o   delictes   greus.   Aquesta  
obligació  nascuda  a  ran  dels  atemptats  terroristes,  i  amb  l’objectiu  de  garantir  la  
seguretat   i  evitar  que  es   tornin  a   repetir,  ha   topat  amb   l’escull  del  Tribunal  de  
Justícia  de  la  Unió  Europea.  
  
Una  altra  necessitat  que  mereix   la  seva   regulació,  és   la  de  preservar   Internet  
com  una  xarxa  neutre,  on   tots  els  serveis  puguin  arribar  als  usuaris  per   igual.  
Són  noves  normatives  que  en  la  majoria  de  casos  estan  en  fase  de  discussió,  
com  és  el   cas  de   la  Unió  Europea,  mentre  que  en  altres  parts  del  món   ja  es  
plantegen  problemes  jurídics,  com  és  el  cas  dels  Estats  Units.  
  
     
 
Noves   normatives,   recentment   aparegudes,   neixen   encaminades   a   preservar  
els   continguts  digitals   de   forma  més  efectiva.  Els   delictes  de   “pirateria”   digital  
han   estat   revisats   en   el   Codi   Penal,   i   actituds   que   fins   ara   s’escapaven   de  
l’àmbit   penal,   com  ara   les   pàgines   recopilatòries   d’enllaços,   són   punibles   des  
d’aquest  mateix  estiu.  
  
Finalment,  cal  donar  una  ullada  a  les  modificacions  normatives  que  es  planegen  
en  un  futur  proper  a   la  Unió  Europea.  Vindran  a  ran  de  la   iniciativa  de  creació  
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The  regulation  of  telecommunications  is  intended  to  guarantee  essential  public  
service   for   all   societies.   And   the   Internet,   as   a   significant   part   of  
telecommunications,   does   not   escape   from   this   need.   The   fight   against  
dominant  suppliers,  ensuring  fair  competition,  guaranteeing  the  rights  of  users  
and  promoting   innovation,   are   objectives   that   are   sought  when   regulating   the  
telecommunications  sector.  
  
We  wanted  to  study  some  relevant  aspects,  with  information  and  facts,  in  order  
to  be  used  in  teaching.  
  
We  start  with  the  different  sources  of  law  that  legislators  can  use  to  regulate  a  
matter   abstractly,   according   to   the   principle   of   legislative   and   normative  
hierarchy.  
  
The   general   rule   in   Spais   is   the   General   Telecommunications   Law,   and   this  
document   aims   to   make   an   analysis   from   the   perspective   of   suppliers   of  
Internet  services.  This  law  was  amended  in  2014.  
  
But  operators  have  other  obligations,  as  stipulated  in  the  law  of  conservation  of  
data,   beyond   what   is   strictly   the   business   of   telecommunications.   They   are  
forced   to  make  heavy   investments   to  store  user’s  data   for  a  certain  period  of  
time  as  regulated,  in  order  to  provide  judicial  authorities  with  them  if  they  have  
to  use  them  to  prevent  or   investigate  cases  of  terrorism  or  serious  crime.  This  
obligation,  that  was  born  following  the  terrorist  attacks  of  2001,  and  in  order  to  
ensure   safety   and  prevent   it   from  happening  again,   has  been   stumbled  upon  
the  reef  of  the  Court  of  Justice  of  the  European  Union.  
  
Another   need   that   deserves   its   regulation,   is   to   preserve   the   Internet   as   a  
neutral   network   where   all   services   can   reach   users   alike.   These   new  
regulations  in  most  cases  are  under  discussion,  such  as  in  the  European  Union,  
while  in  other  parts  of  the  world  already  raised  legal  issues,  such  as  the  United  




New   regulations,   which   appeared   recently,   aimed   at   preserving   copyrighted  
digital   content   more   effectively.   The   crimes   of   digital   "piracy"   have   been  
reviewed  in  the  Spanish  Penal  Code,  and  new  attitudes,  that  so  far  escaped  the  
criminal  action  such  as   links  compilation  webs,  are  now  punishable  since   this  
summer.  
  
Finally,   the  document   takes  a   look  at   the   legislative  changes  that  are  planned  
for  the  near  future  in  the  European  Union.  They  will  come  by  the  hand  of  the  to  
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L’any  1992  va  ser  un  any  ple  d’esdeveniments.  En  pensar  en  aquest  any  el  que  
a   molts   ve   a   la   memòria   és   la   cerimònia   inaugural   dels   Jocs   de   la   XXV  
Olimpíada,   més   coneguts   com   els   Jocs   Olímpics   de   Barcelona.   Altres   el  
recordaran  per   ser   l’any  en  que  Bill  Clinton  va  ser  escollit   42è   president  dels  
Estats   Units   d’Amèrica,   o   l’any   en   que   en   una   petita   ciutat   Holandesa  
anomenada  Maastricht  es  signava  el  Tractat  de  la  Unió  Europea.  
  
Si  algú  em  pregunta  què  significa  per  a  mi   l’any  1992  li  contestaré  que  va  ser  
l’any   que   vaig   col·legiar-­me   a   l’Il·lustre   Col·legi   d’Advocats   de   Barcelona.  
Començava  la  meva  carrera  professional  com  advocat,  que  a  l’hora  m’ha  portat  
a  formar  part  de  petites  efemèrides  històriques,  com  la  de  ser  el  primer  advocat  
defensor   en   un   procediment   de   Jurat   a   l’Audiència   Provincial   de   Barcelona,  
l’any   1996   després   de   la   reinstauració   d’aquests   tipus   de   procediment   per   la  
Llei  Orgànica  5/1995.    
  
Però   la  meva   afició   per   la   informàtica   (els  meus   avis   em   van   regalar   el  meu  
primer  PC  mentre  estudiava  B.U.P.)  i  de  com  em  podia  comunicar  amb  un  altre  
ordinador  a  través  d’un,  ara  rudimentari,  mòdem  a  través  de  la  línia  telefònica,  
va   poder   fer   que   a   l’any   2004,   amb   38   anys,   comencés   una   nova   carrera:  
l’Enginyeria   Tècnica   de   Telecomunicacions,   especialitat   en   Telemàtica.   Una  
cosa  va  portar  a   l’altre,   i  amb  la  Fundació  Ciutat  de  Viladecans  vaig  descobrir  
una  altra  realitat:  la  fractura  digital  de  la  societat.  Així  que  em  vaig  incorporar  a  
la   Fundació   a   ensenyar   a   la   nostra   gent   gran   com   utilitzar   els   ordinadors,  
tauletes   i   mòbils   i   navegar   per   Internet   de   la   forma   més   segura   possible.  
L’Advocacia,      l’ensenyament,  el   fill  que  es  va  anar   fent  gran,  un  càncer  de   la  
dona...  Em  faltava  temps,  pel  que  aquest  treball  va  quedar  penjat...  fins  ara.  
  
En  David  Rincón,  el  meu  director,  em  va  proposar  un  repte  com  a  treball   final  
de   carrera.   El   nou   Grau   en   Enginyeria   Telemàtica   té   una   assignatura  
anomenada  Infraestructures  i  Operació  de  Telecomunicacions  (IOT)  [1],  on  una  
de  les  competències  a  adquirir  pels  alumnes  és  la  de  conèixer  la  normativa  y  la  
regulació   de   les   telecomunicacions   en   els   àmbits   nacional,   europeu   i  
internacional.   El   repte,   doncs,   és   fer   un   treball   que   pugui   servir   d’ajuda   als  
estudiants   d’aquesta   assignatura   però,   alhora,   que  pugui   ser   interessant   pels  
operadors   jurídics  que  han  de  prendre  decisions  sobre  aspectes   tècnics,  com  
quan  s’ordena  el  tancament  d’un  servei  d’Internet.  
  
Regular   generalment   s’associa   amb   limitar   o   prohibir   facultats   o   accions   que  
qualsevol   tindria   la   llibertat   de   realitzar.   Però   cal   entendre   que   regular   una  
activitat   és   una   acció   legal   que   suposa   garantir   i   assegurar   drets   generals  
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inalienables.   I   les   telecomunicacions   són   una   activitat   estratègica   de   tota  
societat  que  cal  preservar  i  evitar-­ne  els  abusos  als  que  es  pot  estar  temptat.  
  
Amb  aquest  document  pretenc  donar  una  visió  de  l’estat  de  la  regulació  de  les  
telecomunicacions,   centrant-­me   principalment   en   la   que   ha   estat   la   gran  
revolució  dels  últims  anys  en  els  serveis  de  telecomunicacions:  Internet.  
  
Internet  ha  suposat  un  canvi  radical  en  la  forma  de  comunicar-­nos.  Ens  ofereix  
transparència  i  informació  de  forma  gairebé  il·limitada,  encara  que  cal  contras-­
tar-­la  donat  que  és  fàcil  publicar  incerteses.  Avui  dia,   la  major  part  de  la  infor-­
mació  s’obté  d’Internet,   i  aquest   treball  n’és  una  mostra.  Tota   la   legislació,   ju-­
risprudència,   articles   d’informació,   o   llibres   utilitzats   s’han   buscat   a   través  
d’Internet.  També  podem  observar  com  utilitzem  els  telèfons  mòbils:  per  exem-­
ple,  una  bona  part  de  les  comunicacions  les  realitzem  a  través  d’una  aplicació  
que  utilitza  la  xarxa  IP,  anomenada  Whatsapp.  
  
Tornant  a  l’objecte  del  treball,  alhora  que  Internet  ens  permet  tenir  tota  la  legis-­
lació  a   l’abast,  no  és   fàcil   comprendre  un   text  articulat,   sigui   llei,   reglament  o  
decret.  Donat  que  sol  haver-­hi  confusió  entre   la  prevalença  d’un  text   legal  so-­
bre  un  altre,  el  primer  capítol     descriu  el  sistema  de   fonts  del  dret  aplicable  a  
l’Estat  Espanyol,   com  cal  diferenciar   l’àmbit   competencial   dels  diferents  orga-­
nismes  legisladors,  bàsicament  Parlaments,  i  com  hi  ha  una  jerarquia  dins  de  la  
normativa  on  la  de  nivell  inferior  no  pot  modificar  les  superiors.  
  
En  l’àmbit  de  les  telecomunicacions  ens  trobem,  a  més,  uns  organismes  regu-­
ladors,   BEREC  o  CNMC,   les   funcions   de   les   quals   les   expliquem  al   final   del  
capítol  primer.  
  
La  legislació  canvia  constantment,  gairebé  tan  ràpid  com  evolucionen  o  aparei-­
xen  les  noves  tecnologies.  Bé,  això  no  és  del  tot  cert.  La  regulació  sempre  va  
per  darrera  de  la  innovació.  Però  la  innovació  pot  ser  a  fi  de  bé  o  utilitzar-­se  per  
conculcar  drets  fonamentals.  En  els  capítols  següents  ens  centrem  en  les  últi-­
mes  novetats  legislatives.  
  
El  capítol  segon  es  centra  en  un  anàlisi  de  la  nova  Llei  General  de  Telecomuni-­
cacions,  amb  els  objectius  que  es  pretén  aconseguir  i  les  implicacions  que,  so-­
bre  tot,  suposa  per  a  les  empreses  proveïdores  de  serveis  d’Internet.  
  
El   capítol   tercer  analitza   l’anomenada  Llei  de  Serveis  de   la  Societat  de   la   In-­
formació   i   del   Comerç   Electrònic.   A   la   UE   hi   ha   tantes   legislacions   diferents  
com   Estats   membres,   i   aquests   podrien   donar   competència   als   seus   Parla-­
ments   regionals,   Landers   o   Autonomies   per   regular   part   dels   aspectes   que  
afecten  a  Internet  i  les  telecomunicacions  en  general.  La  UE  ho  ha  harmonitzat  
i  establert  nous  principis  per  afavorir  el  comerç  electrònic  dins  la  Unió.    
  
El  quart  tracta  la  Llei  de  conservació  de  dades  i  el  conflicte  que  suposa  que  la  
directiva  de  la  que  deriva  hagi  estat  recentment  declarada  nul·la  pel  Tribunal  de  
Justícia  de  la  Unió  Europea.  
  
A   continuació,   el   capítol   cinquè   discerneix   sobre   el   principi   de   neutralitat   de  
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xarxa,  on  des  de  fa  poc  els  Estats  i  les  Institucions  han  pres  consciència  de  la  
importància  que  tenen  aquestes  “autopistes”  de  la  informació  i  de  serveis,  que  
cal  conservar  i  preservar.  Veurem  els  mecanismes  de  connexió  de  les  diferents  
xarxes,  o  sistemes  autònoms,  per  aconseguir  que  ens  puguem  connectar  amb  
l’altra   punta   del  món.  Analitzarem   l’estat   de   la   regulació   a   la  Unió  Europea,   i  
des  dels  Estats  Units  d’Amèrica   veurem   la  primera   reclamació  per   vulneració  
d’aquest  principi.  Realitzarem  un  petit  experiment,  on  descobrirem  com  un  pa-­
ràmetre,  el   “delay”   (retard  de  xarxa),  pot  afectar  a   la     velocitat  de  navegació   i  
als  serveis  als  que  poden  tenir  accés  els  usuaris.  
  
Com  s’ha  dit   abans,   les  noves   tecnologies  es  poden  utilitzar  a   fi   de  bé  o  per  
conculcar   drets   fonamentals.  Un   dels   aspectes  més   criticats   d’Internet   en   els  
últims  temps  és  la  facilitat  en  que  ha  evolucionat  la  pirateria  de  continguts  digi-­
tals.  En  el  capítol  sisè  s’analitza  les  noves  fórmules  jurídiques  que  s’han  adop-­
tat  per  barrar  l’accés  a  la  xarxa  dels  serveis  i  pàgines  d’intercanvi  d’arxius  amb  
copyright.  Veurem  com  l’anomenada  llei  Sinde,  de  protecció  administrativa  dels  
continguts  digitals  sembla  ser  no  tan  efectiva  com  es  pretenia,  des  del  punt  de  
vista  de  la  rapidesa  per  retirar  els  continguts  il·legals  de  la  xarxa.  També  acaba  
d’entrar   en   vigor   la   modificació   del   Codi   Penal   que   introdueix   nous   delictes,  
com  la  publicació  d’enllaços  a  continguts  protegits  pel  copyright,  i  estableix  me-­
sures  cautelars  de  protecció.  El  capítol  acaba  analitzant  les  mesures  tècniques  
que  les  operadores  poden  utilitzar  per  al  tancament  de  serveis  a  Internet.  I  com  
no,  esmentaré  els  aspectes  legals  i  tècnics  del  tancament  de  la  pàgina  “thepira-­
tebay”  [29].  
  
Aquests  són  els  punts  “més  calents”  de  l’actual  legislació.  Però  des  de  la  Unió  
Europea   s’estan   adoptant   mesures   que   comportaran   en   els   propers   mesos  
canvis   legislatius   significatius.  Dins   l’estratègia   digital   europea,   la  Comissió   a  
presentat  recentment  les  directrius  per  crear  un  mercat  digital  únic  dins  la  Unió.  
Es  pretén  trencar  les  barreres  tecnològiques  com  el  bloqueig  d’accés  a  serveis  
o  béns  dins  la  mateixa  Unió  per  motius  regionals.  Haurem  d’estar  a  l’aguait  de  
les  noves   iniciatives   legislatives  que  es  desprenguin  com  a  conseqüència  del  
nou   impuls   de   la   Comissió   i   veure   si   s’aconsegueix,   si   més   no   dins   l’àmbit  
digital,   que   la   Unió   Europea   sigui   un   sol   mercat   i   no   només   una   unió   de  
mercats  territorials  tancats  en  ells  mateixos  que  parlen  encara  d’importacions  i  
exportacions  al  país  veí.  
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CAPÍTOL  1.  LES  FONTS  DEL  DRET  
  
Tots   els   ordenaments   jurídics   tenen   unes   fonts   d’on   provenen   les   diverses  
normes.   Aquestes   fonts   s’ordenen   a   través   dels   principis   de   jerarquia   i  
competència.   En   aquest   capítol   descriurem   els   conceptes   bàsics   més  
importants,  que  ens  permetran  conèixer  la  prevalença  d’una  norma.  
  
  
1.1.   Estructura  de  l’ordenament  jurídic  
  
  
1.1.1.   Principi  de  jerarquia  i  principi  de  competència  
  
Les  normes  tenen  una  jerarquia  que  han  de  respectar,  és  a  dir  que  una  norma  
inferior   no   pot  modificar   o   contradir   una   altra   d’un   nivell   superior.   Però en   el  
nostre   sistema   jurídic   el   poder   legislatiu   està repartit   entre   diferents   cossos  
legislatius,  entre  diferents  parlaments  o  congressos.  Amb  el  sistema  autonòmic  
es   va   introduir   el   principi   de   competència   legislativa   que   assigna   a   quin  
parlament   correspon   legislar   sobre   determinades   matèries.   El   sistema   de  
competència  legislativa  es  va  complicar  quan  l’1  de  gener  de  1986  va  entrar  en  
vigor  el  Tractat  d’Adhesió de  l’Estat  Espanyol  a  la  Unió Europea.  
  
Aquesta   adhesió va   ser   possible   gràcies   a   la   previsió que   van   tenir   els  
redactors  de  la  Constitució Espanyola  (CE)  [2]  al  incloure  l’article  93,  segons  el  
qual   mitjançà llei   orgànica   es   podrà autoritzar   la   celebració de   tractats   pels  
quals   s’atribueixi   a   una   organització o   institució internacional   l’exercici   de  
competències   derivades  de   la  Constitució.  Aquesta   autorització es   va  produir  
mitjançà la  Llei  Orgànica  10/1985.  
  
  
1.1.2.   Reserva  de  llei  
  
Mitjançà el  que  s’anomena  reserva  de  llei  es  vol  protegir  determinades  matèries  
que,  per  la  seva  importància,  cal  que  es  regulin  mitjançà l’òrgan  legislatiu  d’un  
Estat,   sense   possibilitat   de   ser   delegada   aquesta   regulació a   cap   organisme  
administratiu.  Fins   i   tot,  aquesta   reserva  de   llei  pot   ser  qualificada,  demanant  
per  a  la  seva  aprovació una  majoria  qualificada1  dels  parlamentaris,  com  és  el  
cas  de  les  lleis  orgàniques  a  l’Estat  Espanyol.  
  
  
1.1.3.   Jerarquia  de  les  normes  
  
Dins  de   la  competència  que  cada  cos   legislatiu   té  assignada  per   la   legislació  
que   li  atorga,   i  que  a   l’Estat  Espanyol  s’estableix  bàsicament  a   la  Constitució,  
                                                                                         
1  L’article  81  de   la  CE  exigeix  aprovar  per  majoria  absoluta   (la  meitat  més  un  
del  número  de  parlamentaris)  les  lleis  orgàniques  en  una  votació  final  sobre  la  
totalitat  del  projecte,  mentre  que  les  lleis  ordinàries  tant  sols  requereixen  d’una  
majoria  simple.  
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s’estableix  una  jerarquia  dins  l’ordenament  jurídic,  on  una  norma  d’inferior  rang  
no  pot  modificar  o  contradir  una  de  rang  superior.  
  
Dins   de   l’àmbit   de   les   telecomunicacions,   la   Constitució   especifica   a   l’article  
149.1.21ª  que  és  l’Estat  qui  té  competència  exclusiva  sobre  telecomunicacions.  
Això  vol  dir  que  no  trobarem  cap  norma  de  cap  Comunitat  Autònoma  que  pugui  
afectar  aquest  àmbit,  doncs  ha  estat  reservada  la  seva  regulació  en  exclusiva  
per  a   l’Estat.  Però  des  de  l’Acta  Única  de  1986,   les  telecomunicacions  es  van  
incloure  entre  els  objectius  del  Mercat  Únic  europeu.    
  
Així   són   dos   els   Parlaments   que   poden   legislar   per   regular   les  
telecomunicacions.   Un   és   el   Congrés   de   l’Estat   que   dicta   les   normes   que  
anomenem   Dret   intern,   i   l’altre   el   Parlament   Europeu,   del   qual   emana   la  
legislació  de  la  Unió  Europea.  
  
  
1.1.3.1.  Jerarquia  del  Dret  intern  
  
1r   nivell:   La  Constitució   Espanyola   és   la   norma   bàsica   de   la   qual   deriva   tot  
l’ordenament   intern.   Regula   certes   matèries   indirectament   o   determinant   a  
quina   administració   u   òrgan   correspon   la   competència   i   mitjançà   quin  
procediment  es  crearà  la  norma  jurídica.  
  
2n  nivell:  Els  Tractats  internacionals  vinculen  a  l’estat  des  de  que  són  ratificats,  
però   només   formaran   part   de   l’ordenament   jurídic,   és   a   dir,   són   d’aplicació  
directa,  quan  siguin  publicats  íntegrament  al  Butlletí  Oficial  de  l’Estat.  
  
3r  nivell:   La  Llei  Orgànica.   L’Article  81  de   la  CE  estableix  una   reserva  de   llei  
qualificada   per   unes   matèries   concretes.   Ho   són   les   relatives   al  
desenvolupament   dels   drets   fonamentals   i   de   les   llibertats   públiques,   les  que  
aprovin  els  Estatuts  d’Autonomia,  el  règim  electoral  general   i   les  previstes  per  
la   Constitució.   La   seva   aprovació,   modificació   o   derogació   exigeix   la  majoria  
absoluta  del  Congrés  en  una  votació  final  sobre  el  conjunt  del  projecte.  
  
4t  nivell:  La  Llei,  el  Decret  Legislatiu  i  el  Decret-­Llei.  L’Article  66.2  de  la  CE  ens  
diu   que   són   les   Corts   Generals   les   que   exerceixen   la   potestat   legislativa   de  
l’Estat.   La   Llei   és   un   acte   formal   que   segueix   el   procediment   legislatiu.  
S’estableix  doncs  un  monopoli  legislatiu  en  favor  de  les  Corts  Generals.  Però  la  
CE  també  afegeix  excepcions  a  aquest  monopoli,  facultant  al  Govern  a  legislar  
a  través  de  dos  instruments:  el  Decret  Legislatiu  i  el  Decret-­Llei.  
  
El  Decret   Legislatiu  es   troba   regulat   en  els  Art.   82  a  85  de   la  CE.     Es   tracta  
d’una  delegació  al  Govern  de  la  facultat  de  dictar  disposicions  amb  força  de  llei.  
Primer  ha  d’haver  una   llei  de  delegació  emesa  pel  Parlament,  mitjançant  una  
llei  anomenada  de  bases  quan  es   tracti  de   fer   textos  articulats,  o  per  una   llei  
ordinària   quan   es   tracti   de   formular   textos   refosos.   En   compliment   d’aquest  
mandat  del  Congrés  el  Govern  realitzarà  l’acte  legislatiu  o  legislació  delegada.  
És   important   destacar   que   el   Govern   no   pot   subdelegar   en   un   organisme  
aquest  mandat.  
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El  Decret-­Llei,  regulat  a  l’Art.  86  de  la  CE,  és  una  norma  amb  força  de  llei  que  
produeix   directament   el   Govern,   sobre   la   que   el   Parlament   es   pronuncia   a  
posteriori.   Té   caràcter   provisional   i   requereix   una   situació   prèvia  
d’extraordinària   i   urgent   necessitat 2 ,   i   versa   sobre   matèries   no   excloses  
expressament  per   la  Constitució  per  a  ser   regulades  per  aquest  procediment.  
Així   els   Decrets-­Llei   no   podran   afectar   l’ordenament   de   les   institucions  
bàsiques  de   l’Estat,   els  drets,   deures   i   llibertats  dels   ciutadans   regulats  en  el  
Títol  I,  el  règim  de  les  Comunitats  Autònomes  o  el  dret  electoral  general.  
  
5è   nivell:   El  Reglament.   L’article   97   de   la   CE   estableix   que   és   una   potestat  
atribuïda   al   Govern.   Es   tracta   d’una   font   secundària   no   autònoma,   és   a   dir,  
subordinada  a  una   llei   prèvia.  El  Tribunal  Constitucional  ha  arribat  a  admetre  
els  reglaments  independents  en  matèries  no  reservades  a  la  llei.  El  reglament  
també  s’utilitza  com  a  norma  interna  purament  organitzativa.    
  
6è  nivell:  El  costum   i  els  principis  general  del  dret.  Aquestes   fonts  no  queden  
recollides  per   la  Constitució,  sinó  per   l’art.  1  del  Codi  Civil.  La  costum  només  
regirà  en  defecte  de  llei  aplicable,  sempre  que  no  sigui  contrària  a  la  moral  o  a  
l’ordre   públic   i   sempre   que   resulti   provada   la   seva   existència.   Els   principis  
generals  del  dret  s’aplicaran  en  defecte  de  llei  o  costum,  sens  perjudici  del  seu  
caràcter  informador  de  l’ordenament  jurídic.  
  
7è   nivell:   La   Jurisprudència.   També   és   en   el  Codi  Civil,   a   l’article   1.6,   on   es  
regula   la   jurisprudència   com   a   font   del   dret.   Es   composa   de   les   sentències  
dictades   pel   Tribunal   Suprem,   o   pels   Tribunals   Superiors   de   Justícia   de   les  
comunitats  autònomes  en  aquelles  matèries  que  els  són  pròpies.  
  
  
1.1.3.2.  Dret  de  la  Unió  Europea  
  
Dins  de  les  fonts  de  la  Unió  Europea  distingim  entre  el  Dret  comunitari  primari  i  
el  Dret  comunitari  derivat.  
  
a)   Dret   comunitari   primari   és   el   constituït   pels   tractats   constitutius   de   les  
Comunitats,   amb   les   seves  modificacions,   complements   i   adaptacions.  És  
un  dret  convencional  entre  els  Estats  Membres,  i  dins  la  jerarquia  interna  de  
l’Estat  Espanyol  es  trobaria  en  el  segon  nivell.  
  
b)   Dret   comunitari   derivat   és   el   dret   legislat,   que   emana   de   les   institucions  
legislatives  de  la  Unió  Europea.  
  
Les  fonts  de  dret  comunitari  derivat  amb  caràcter  vinculant  són:  
  
                                                                                         
2  Molts  governs  abusen  d’aquesta  excepcionalitat,  pervertint  el  seu  ús  amb  una  
simple  declaració  d’urgència,  amb  la  que  eviten  el  tràmit  parlamentari  per  a   la  
seva  aprovació  com  a  llei  ordinària.    
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1r   Reglaments:   són   normes   de   caràcter   general,   immediatament  
obligatòries   sense   haver-­se   d’incorporar   a   l’ordenament   intern   dels   estats.  
Uniformen   la   regulació   d’una   matèria   a   tots   els   països.   Dins   de   la   jerarquia  
interna  de  l’Estat,  estarien  per  damunt  de  les  Lleis  Orgàniques.  
  
2n   Directives:   es   tracta   d’un   sistema   de   legislació   en   dues   etapes.   Són  
normes  de  caràcter  general  que  han  de  ser  transposades  a  l’ordenament  jurídic  
de   cada   estat   per   poder   ser   obligatòries.   Tenen   per   objectiu   harmonitzar   la  
regulació   d’una   determinada   matèria   a   tots   els   països,   però   sense   arribar   a  
uniformar-­la.  
  
3r   Decisions:   són   disposicions   de   caràcter   immediatament   obligatori  
dirigides  a  Estats  o  individus  concrets,  sense  caràcter  general.  
  
També  trobem  les  fonts  no  vinculants  que  són  les  Recomanacions  i  Dictàmens.  
No   son   fonts   del   dret   en   el   sentit   complert   del   terme,   doncs   no   tenen   força  
obligatòria.   Són   instruments   útils   per   orientar   els   comportaments   i   les  
legislacions.   Segons   el   Tribunal   de   Justícia   de   la   Unió   Europea   (TJUE)   els  
Jutges   nacionals   estan   obligats   a   tenir-­los   en   compte   quan   aclareixen   la  
interpretació  de  les  disposicions  nacionals  o  completen  les  disposicions  de  dret  
comunitari  que  tenen  caràcter  obligatori.  
  
  
1.1.4.   Principi  de  l’ordre  cronològic  normatiu  
  
Tenint   en   compte   la   competència   legislativa   i   la   jerarquia   de   les   normes,   el  
principi  de  l’ordre  cronològic  estableix  que  la  norma  posterior  deroga  o  modifica  
l’anterior.   La   norma   més   recent   dins   del   mateix   nivell   jeràrquic   o   superior,  
deroga  o  modifica  la  més  antiga.  
  
  
1.2.   Els  Reguladors  de  les  comunicacions  electròniques  
  
  
1.2.1.   Organisme  de  Reguladors  Europeus  de  les  Comunicacions  
Electròniques  
  
Conegut  per   les  sigles  ORECE,   i   també  com  BEREC  [5]   (de   l’acrònim  anglès  
Body   of   European   Regulators   for   Electronic   Communications),   es   va   crear  
mitjançà el  Reglament  1211/2009  del  Parlament  Europeu  del  25  de  novembre  
del  2009   [6],   i   va  començar   les  seves  activitats  al  gener  del  2010.  Les  seves  
principals  tasques  son:  
  
•   fomentar   una   aplicació   coherent   de   la   normativa   de   la   UE   y   millorar   el  
funcionament  del  mercat  únic  
  
•   substituir  al  Grup  d’Entitats  Reguladores  Europees,  a   través  del  qual   les  
Autoritats  Nacionals  de  Reglamentació  (ANR)  intercanviaven  coneixement  
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i  bones  pràctiques  i  emetien  dictàmens  sobre  el  funcionament  del  mercat  
de  telecomunicacions  a  la  UE  
  
•   ajudar  a   la  Comissió  Europea   i   les  ANR  a  aplicar   la  normativa  de   la  UE  
sobre  comunicacions  electròniques  
  
•   assessorar  al  Parlament  Europeu  i  al  Consell  de  la  UE  
  
•   complementar   a   escala   europea   la   labor   reguladora   desenvolupada   per  
les  ANR.  
  
L’ORECE  està  constituït  per  un  Consell  de  Reguladors  —integrat  pels  directors  
de   les   28   ANR—   i   una   oficina   de   recolzament.   De   la   gestió   de   l’oficina,  
organisme   oficial   de   la   UE,   s’encarrega   un   comitè   en   el   que   estan  
representades  totes  les  ANR  y  la  Comissió.  
  
Entre  las  tasques  de  l’oficina  de  l’ORECE  s’inclouen:  
  
•   prestar  serveis  d’assistència  administrativa  y  professional  a  l’ORECE  
•   recollir,  intercanviar  i  transmetre  informació  de  las  ANR  
  
•   difondre   bones   pràctiques   reguladores   entre   las   ANR   (plantejaments   i  
metodologies  comunes,  directrius  per  aplicar  la  normativa  de  la  UE,  etc.)  
•   ajudar  al  president  a  preparar  el  treball  del  Consell  de  Reguladors  
•   crear  grups  de  treball  d’experts  i  proporcionar-­los  recolzament.  
  
  
1.2.2.   Autoritats  Nacionals  de  Reglamentació  
  
Les   Autoritats   nacionals   de   reglamentació (ANR)   es   regulen   a   través   de   la  
Directiva  2002/21/CE,  Directiva  marc,  modificada  per  la  Directiva  2009/140/CE.  
Amb  aquestes  directives  s’estableixen  els  principis  sobre  els  que  es  sustenten  
les  operacions  de  les  ANR:  
  
•   independència:  les  ANR  han  de  ser  jurídicament  diferents  i  independents  
de   totes   les   entitats   subministradores   de   xarxes,   equips   o   serveis   de  
comunicacions  electròniques.  
  
•   dret  de  recurs:  han  d’existir  mecanismes  nacionals  eficaços  que  permetin  
a   qualsevol   usuari   o   empresa   subministradora   de   xarxes   o   serveis   de  
comunicacions   electròniques   recórrer   davant   d’un   organisme  
independent  quan  estigui  afectat  per  una  decisió d’una  ANR.  
  
•   imparcialitat   i   transparència:   les   ANR   han   d’exercir   les   seves  
competències   de  manera   imparcial   i   transparent,   i   també han   d’aplicar  
mecanismes  de  consulta  de  les  parts  interessades  quan  les  ANR  tinguin  
intenció d’adoptar  mesures  que  incideixin  significativament  en  el  mercat.  
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Les  principals  funcions  de  les  ANR  són:  
  
•   fomentar   la  competència  en  el  subministrament  de  xarxes   i   serveis  
de  comunicacions  electròniques.  
  
5.3.1.   contribuir   al   desenvolupament   del  mercat   interior   de   les   comunicacions  
electròniques,  en  cooperació amb  la  Comissió Europea  i  l’ORECE.  
  
•   promoure  els  interessos  dels  ciutadans  europeus,  vetllant  per  a  que  tots  
disposin  d’accés  a  un  servei  universal,  garantint  als  consumidors  un  alt  
nivell  de  protecció en  la  seva  relació amb  els  subministradors,  contribuint  
a   garantir   un   alt   nivell   de   protecció de   les   dades   personals   i   de   la  
intimitat,   fomentant  que  es  faciliti   informació clara  en  tarifes   i  condicions  
d’ús  dels  serveis,  responent  a  les  necessitats  de  grups  socials  específics  
com   els   discapacitats,   i   garantint   la   seguretat   de   les   xarxes   de  
comunicacions.  
  
El  7  d’octubre  de  2013  la  Comissió del  Mercat  de  les  Telecomunicacions  (CMT)  
es  va  integrar  a  la  Comissió Nacional  dels  Mercats  i   la  Competència  (CNMC),  
passant   a   ser   aquesta   última   l’Autoritat   Nacional   de   Reglamentació (ANR)   a  
l’Estat  Espanyol.  Dins  de   la  CNMC  és   la  Direcció de  Telecomunicacions   i  del  
Sector   Audiovisual   qui   s’encarrega   de   les   funciones   d’instrucció   d’expedients  
en   matèria   de   comunicacions   electròniques,   amb   l’objectiu   de   regular,  
supervisar  i  controlar  el  correcte  funcionament  dels  mercats  de  comunicacions  
electròniques,   la   resolució   dels   conflictes   entre   els   operadors   i   l’exercici   com  
òrgan  arbitral  de  les  controvèrsies  entre  aquests.  Exerceix  les  seves  funcions  a  
l’empara  de   la  Llei  3/2013,  de  4  de   juny,  de  creació de   la  Comissió  Nacional  
dels   Mercats   i   la   Competència   i   la   Llei   9/2014,   de   9   de   maig,   de  
Telecomunicacions  [5].  
  
Les  funcions  de  la  CNMC  en  l’àmbit  de  les  telecomunicacions  venen  definides  
per  la  Llei  General  de  Telecomunicacions  [7],  en  concret  per  l’article  70,  de  les  
que  podem  destacar  les  següents:  
  
•   Definir  i  analitzar  els  mercats  de  referència  relatius  a  xarxes  i  serveis  de  
comunicacions  electròniques,  tant  al  major  com  al  detall.  
  
•   Identificar   els   operadors   amb   poder   significatiu   quan   els   mercats   de  
referència  no  es  desenvolupin  en  un  entorn  de  competència  efectiva.  A  
l’annex  2  hi  trobarem  un  exemple.  
  
•   Establir  obligacions  específiques  als  operadors  significatius.  
  
•   Resoldre  conflictes  en  els  mercats  de  comunicacions  electròniques  entre  
operadors,   sobre   utilització compartida   del   domini   públic   o   la   propietat  
privada,   infraestructures   compartides,   o   l’accés   a   xarxes   d’entitats  
gestores  de  titularitat  estatal.  
  
•   Imposar   la   separació funcional   a   operadors   significatius   integrats  
verticalment.  
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•   Garantir   l’adequació de  l’accés,  la  interconnexió i   la  interoperabilitat  dels  
serveis.  
  
•   Determinar   la  metodologia   i   la  quantia  del  cost  net  del  servei  universal   i  
quantificar  els  beneficis  no  monetaris  dels  prestadors  del  servei  universal.  
  
•   Ser   consultada   pel   Govern   i   Ministeri   d’Indústria,   Energia   i   Turisme,  
comunitats  autònomes  i  corporacions  locals.  
  
•   Participar,   mitjançà informes,   en   l’elaboració de   normes   en   matèria   de  
comunicacions  electròniques.  
  
•   Realitzar   funcions   d’arbitratge   entre   operadors   de   comunicacions  
electròniques.  
  
A  més  se  li  encomana  genèricament  realitzar  totes  les  funciones  atribuïdes  de  
forma  expressa  per  la  normativa  comunitària  o  altres  normes  estatals.    
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Encara  que  el  treball  pretén  centrar-­se  en  la  legislació  que  afecta  a  les  xarxes  
IP,  aquestes  s’engloben  dins  de  les  telecomunicacions  en  general,  pel  que  cal  
tenir  en  compte  els  principis  d’aquests  serveis,  i  quines  són  les  obligacions  i  els  
deures  dels  operadors.  
  
  
2.1.   Origen  de  la  Llei  General  de  Telecomunicacions  (LGT)  
  
Publicada  al  BOE  núm.  114  de  10  de  maig  de  2014  [8],  va  entrar  en  vigor  al  dia  
següent,   substituint   la   llei   32/2003   que   transposava   a   l’ordenament   jurídic  
espanyol   el   marc   regulador   de   les   comunicacions   electròniques   que   la   Unió 
Europea   havia   aprovat   l’any   2002.   Aquesta   normativa   europea   sobre   les  
telecomunicacions  electròniques  va  ser  modificada  a  l’any  2009  a  través  de  les  
Directives  2009/136/CE  sobre  els  Drets  dels  usuaris  [9],  i  la  2009/140/CE  sobre  
Millor  regulació [10].  
  
La  Directiva  2009/136/CE  modifica  la  2002/22/CE,  relativa  al  servei  universal   i  
els  drets  dels  usuaris  en   relació amb   les  xarxes   i   els   serveis  de  comunicació 
electròniques,   més   coneguda   con   a   Directiva   Servei   Universal   [11].   Aquesta  
defineix  un  conjunt  mínim  de  serveis  de  qualitat  especificada,  als  que   tots  els  
usuaris   finals   han   de   tenir-­hi   accés,   a   un   preu   assequible   en   funció de   les  
condicions   nacionals   de   cada   Estat   membre,   i   sense   distorsió de   la  
competència.   Els   Estats   membres   hauran   de   garantir-­hi   l’accés   a   tots   els  
usuaris  del  seu  territori,  independentment  de  la  seva  localització geogràfica.  
  
Una   d’aquestes   exigències   bàsiques   del   servei   universal   consisteix   en  
proporcionar   als   usuaris   que   ho   sol·licitin   una   connexió a   la   xarxa   telefònica  
pública  des  d’una  ubicació fixa.  La  connexió proporcionada  ha  de  permetre  les  
comunicacions  de  veu,  per  fax  i  la  transmissió de  dades  a  velocitats  suficients  
per  accedir  de  forma  funcional  a  Internet.  L’Estat  membre    podrà limitar  aquesta  
garantia  de  subministrament  a  la  residència  o  ubicació principal  de  l’usuari  final,  
però  no  podrà  imposar  restriccions  en  quant  als  mitjans  tècnics  utilitzats  per  al  
subministrament.  
  
També s’estableix   una   sèrie   de   drets   que   els   usuaris   de   serveis   de  
telecomunicacions  gaudiran,  entre  els  quals  destaquen:  
  
•   el  dret  a  celebrar  un  contracte  amb  una  o  vàries  empreses  a  l’abonar-­se  a  
serveis  que  facilitin  la  connexió o  l’accés  a  la  xarxa  de  telefonia.  
  
•   la   posada   a   disposició,   per   part   dels   operadors,   d’una   informació 
transparent  i  actualitzada  sobre  els  preus  i  tarifes  aplicables.  
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•   la  publicació per  part  dels  operadors  d’informació comparable,  pertinent   i  
actualitzada  sobre  la  qualitat  dels  seus  serveis.  
  
•   l’establiment  d’exigències  mínimes  en  matèria  de  qualitat  dels  serveis,  per  
evitar-­ne  l’empitjorament  i  l’obstrucció o  alentiment del  tràfic  a  les  xarxes.  
  
Per   altra   banda,   la   Directiva   2009/140/CE   modifica   la   Directiva   2002/21/CE  
relativa  a  un  marc  regulador  comú de  les  xarxes  i  els  serveis  de  comunicacions  
electròniques,  anomenada  Directiva  Marc  [12].  Amb  aquesta  es  pretén  establir  
un   marc   harmonitzat   per   a   la   regulació de   les   xarxes   de   comunicacions  
electròniques,  es  a  dir,  els  sistemes  de  transmissió que  permeten  el   transport  
de   senyals   mitjançà cables,   ones   hertzianes,   mitjans   òptics   o   altres   mitjans  
electromagnètics,  incloses  les  xarxes  per  satèl·lit,  les  xarxes  terrestres  de  fixes  
i   mòbils,   els   sistemes   de   cables   elèctrics,   les   xarxes   utilitzades   per   la  
radiodifusió sonora   i   televisiva   i   les   xarxes   de   televisió per   cable,   amb  
independència  del  tipus  d’informació transportada.    
  
  
2.2.   Impacte  de  la  LGT  
  
Tal   com   reconeix   el   legislador   espanyol   al   preàmbul   de   la   llei,   les  
telecomunicacions  constitueixen  un  dels  sectors  més  dinàmics  de  l’economia  i  
que,  per   tant,  pot  contribuir  significativament  al  creixement  econòmic  millorant  
la   productivitat   de   les   empreses   en   general   i   l’ocupació,   afectant   directament  
als  interessos  generals.  Davant  l’evolució tecnològica  actual,  hi  ha  la  necessitat  
de  fomentar  la  inversió i  impulsar  la  competència  efectiva  dins  del  sector  de  les  
telecomunicacions.  Aquest  és  el  principal  objectiu  d’aquesta  llei.  
  
La   llei   introdueix   reformes   estructurals   en   el   règim   jurídic   de   les  
telecomunicacions,  dirigides  a  facilitar  el  desplegament  de  xarxes  i  la  prestació 
de  serveis  per  part  dels  operadors.  Es  vol  que  s’ofereixi  als  usuaris  serveis  més  
innovadors,  de  millor  qualitat  i  cobertura,  a  preus  més  competitius  i  amb  millors  
condicions.   Per   fer-­ho   estableix   mesures   que   eliminen   les   barreres   que   han  
dificultat   el   desplegament   de   xarxes   mitjançà la   simplificació administrativa,  
eliminant   llicències   i   autoritzacions   per   part   de   l’administració de   les  
telecomunicacions.  
  
Una   altra   finalitat   és   afavorir   la   seguretat   jurídica,   establint   obligacions   als  
operadors  amb  poder  significatiu  en  el  mercat   i  establint   la  Comissió Nacional  
dels   Mercats   i   la   Competència   com   a   organisme   regulador   independent  
encarregat  de  perseguir   les  pràctiques   restrictives  de   la  competència,   tant  de  
conductes  col·lusòries,  com  d’abusos  de  posició dominant.  
  
El   Real   Decret   424/2005,   de   15   d’abril,   [13]   conté   el   reglament   que  
desenvolupa   les   condicions   per   a   la   prestació   de   serveis   de   comunicacions  
electròniques,  el  servei  universal  i  la  protecció  dels  usuaris.  Encara  que  la  data  
d’aprovació  és  anterior  a   l’actual   LGT   i   de   la  Directiva  del   2009,  aquest  Real  
Decret  ha  estat  modificat  en  diverses  ocasions,  essent  la  última  pel  Real  Decret  
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2.3.   Estructura  de  la  Llei  General  de  Telecomunicacions  
  
La   llei   conté 84   articles   agrupats   en   8   títols,   19   disposicions   addicionals,   12  
disposicions   transitòries,   1   disposició derogatòria,   11   disposicions   finals   i   dos  
annexos.  
  
El  títol  1r  conté les  disposicions  generals.  És  en  els  4  primers  articles  de  la  llei  
on   trobem   l’àmbit   de   la   llei,   que   no   és   més   que   la   regulació de   les  
telecomunicacions,   i   que   comprèn   tant   l’explotació de   les   xarxes   com   la  
prestació dels  serveis  de  comunicacions  electròniques  i  els  recursos  associats,  
tal  com  es  refereix  l’article  149.1.21a.  de  la  Constitució Espanyola.    
  
El   títol   2n   reflexa   la   plena   liberalització del   sector,   però amb   restriccions   per  
evitar   distorsions   i   garantir   que   hi   hagi   una   competència   efectiva.   El   títol   3r  
inclou   els   preceptes   relatius   al   servei   universal,   les   obligacions   d’integritat   i  
seguretat  de  les  xarxes  i  l’ampliació dels  drets  dels  usuaris  finals,  així com  els  
drets  dels  operadors  a  ocupar  el  domini  públic   i  privat  en  el  desplegament  de  
les  xarxes  i  l’accés  a  infraestructures  d’altres  sectors.    
  
En  els  títols  següents  es  regulen  l’avaluació de  conformitat  d’equips  i  aparells,  
les   competències   atribuïdes   a   les   Autoritats   Nacionals   de   Reglamentació,  
analitzades  al   capítol   anterior,   les   taxes  en  matèria  de   telecomunicacions   i   la  
inspecció i  el  règim  sancionador.    
  
A   continuació es   presenta   un   anàlisis   del   que   la   llei   afecta   a   l’operativa   dels  
prestadors  de  serveis.  
  
  
2.3.1.   Objectius  de  la  Llei  
  
El  principal  objectiu  que  pretén  la  Comissió  Europea  i  que  es  recull  a  l’article  3  
de   la   LGT   és   fomentar   la   competència   efectiva   en   els   mercats   de  
telecomunicacions.  La  competència  suposa  obtenir  beneficis  com  la  baixada  de  
preus,  que  repercuteix  alhora  en  un  més  fàcil  accés  als  usuaris,  l’increment  de  
la  qualitat  dels  serveis  i  de  la  innovació en les telecomunicacions.  Les  ANR  han  
de  vetllar  per  a  que  no  hi  hagi  restriccions  de  la  lliure  competència.  
  
La  LGT  pretén  ser  el  marc  per  desenvolupar  l’economia  i  l’ocupació del  sector  
digital.  Les  seves  normes  estan  encaminades  a  promoure  el  desenvolupament  
del   sector   de   les   telecomunicacions,   i   impulsar   la   cohesió social   i   territorial  
mitjançà la   millora   i   extensió de   les   xarxes   i   de   la   prestació dels   serveis   de  
comunicacions  electròniques  i  serveis  associats.  
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Es   vol   promoure   el   desplegament   de   xarxes   i   la   prestació de   serveis   de  
comunicacions   electròniques,   fomentant   la   connectivitat   i   la   interoperabilitat  
extrem  a  extrem  i  l’accés  en  condicions  d’igualtat  i  no  discriminació.  
  
Altres   objectius   són   la   promoció   del   desenvolupament   de   la   indústria   de  
productes  i  equips  de  telecomunicacions,  la  contribució  al  desenvolupament  del  
mercat   interior   de   serveis   de   comunicacions   electròniques   dins   la   Unió 
Europea,   i   la   promoció   de   la   inversió eficient   en   matèria   d’infraestructures,  
incloent   la   competència   basada   en   infraestructures,   fomentant   la   innovació i  
tenint  en  compte  els  riscos  en  que  concorren  les  empreses  innovadores.  
  
Per   altra   banda   es   vol   fer   possible   l’ús   eficaç dels   recursos   limitats   de   les  
telecomunicacions,   com   la   numeració i   l’espectre   radioelèctric,   protegint  
adequadament  aquest  últim.  Es  regula  l’accés  al  dret  d’ocupació de  la  propietat  
tant  pública  com  privada  dels  prestadors.  
  
Un  altre  punt   fonamental  és  que   la   regulació   de   les   telecomunicacions  ha  de  
basar-­se   en   la   neutralitat   tecnològica,   garantint   el   compliment   de   les  
obligacions  de  servei  públic  en   l’explotació de  xarxes   i   la  prestació de  serveis  
de  comunicacions  electròniques,  sobretot  en  les  de  servei  universal.  
  
També   es   pretén  defensar   els   interessos   dels   usuaris,   assegurant   l’accés   en  
condicions  adequades  d’elecció,  preu  i  bona  qualitat,  a  través  d’un  accés  obert  
a  Internet,  salvaguardant  la  no  discriminació,  el  respecte  als  drets  a  l’honor  i  la  
intimitat,   la   protecció a   la   joventut   i   a   la   infància,   la   protecció de   les   dades  
personals   i   el   secret   de   les   comunicacions.   Es   pren   especial   interès   en  
salvaguardar   i   protegir   les   necessitats   de   grups   socials   específics,   com   les  
persones   amb   discapacitat,   les   persones   grans,   les   persones   en   situació de  
dependència   i  usuaris  amb  necessitats  socials  especials,  atenent  als  principis  
d’igualtat   d’oportunitats   i   no   discriminació,   facilitant   l’accés   dels   usuaris   amb  




2.3.2.   Requisits   per   a   l’explotació de   xarxes   i   la   prestació de  
serveis  de  comunicacions  electròniques  
  
Els  subjectes  interessats  a  dur  a  terme  l’explotació de  xarxes  i   la  prestació de  
serveis   de   comunicacions   electròniques   estan   subjectes   a   les   següents    
condicions:  
  
§   Han  de  ser  persones  físiques  o  jurídiques  nacionals  d’un  Estat  membre  de  
la   Unió Europea   o   d’una   altra   nacionalitat,   sempre   que   hi   hagi   acords  
internacionals  entre  Espanya  i  l’Estat  de  l’empresa  o  bé  el  Govern  espanyol  
autoritzi  excepcions  generals  o  particulars  al  requeriment  anterior.    
  
§   Han   de   registrar-­se   al   Registre   d’operadors,   depenent   del   Ministeri  
d’Indústria,  Energia  i  Turisme.  
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§   Els   prestadors   tenen   l’obligació de   subministrar   informació a   l’Autoritat  
Nacional   de  Reglamentació de  Telecomunicacions,  és   a   dir   a   la  Comissió 
Nacional   dels   Mercats   i   la   Competència,   quan   aquesta   els   requereixi,   a  
efectes  de:    
  
o   realitzar  estadístiques  o  anàlisis  per  a  informes  de  seguiment  sectorials,  
  
o   comprovar    el  compliment  de  les  condicions  establertes  per  a  la  prestació 
dels  serveis,  o    
  
  
o   per   posar   a   disposició dels   ciutadans   informació que   permeti   comparar  
preus,  cobertura  i  qualitat  dels  serveis.  
  
Les  normes  tècniques  utilitzades  son  les  elaborades  per  la  Comissió Europea,  
amb   les   que   es   garanteix   l’harmonització del   subministrament   de   xarxes   de  
comunicacions   electròniques,   la   interoperabilitat   dels   serveis   i   la   llibertat  
d’elecció dels   usuaris.   En   defecte   d’aquestes   i   amb   les   mateixes   finalitats,  
seran  d’aplicació les  normes  o  recomanacions  internacionals  aprovades  per  la  
Unió Internacional   de   Telecomunicacions   (UIT),   la   Conferència   Europea  
d’Administracions   de   Correus   i   Telecomunicacions   (CEPT),   la   Comissió 




2.3.3.   Obligacions   específiques   dels   operadors   declarats   amb  
poder  significatiu  en  mercats  de  referència  
  
La  Comissió Nacional  dels  Mercats  i  la  Competència  pot  imposar  als  operadors  
declarats   amb   poder   significatiu   en   el   mercat   unes   obligacions   específiques,  
que  podem  resumir-­les  en:  
  
a)   Transparència   en   relació amb   la   interconnexió i   l’accés.   Hauran   de   fer  
pública   la   informació relativa   a   comptabilitat,   especificacions   tècniques,  
característiques   de   les   xarxes,   condicions   de   subministrament   i   utilització,  
incloent   les   condicions   que   puguin   limitar   l’accés   o   la   utilització de   serveis   o  
aplicacions,  i  els  preus.  
  
b)  No  discriminació,  que  garanteix  que  l’operador  amb  poder  significatiu  apliqui  
condicions   equivalents   en   circumstàncies   similars   als   altres   operadors   que  
prestin   serveis  equivalents,   proporcionant  a  aquests   tercers  els   serveis,   o  els  
de  les  seves  filials  o  associats,  en  les  mateixes  condicions.  
  
c)  Control  de  preus,  com  ara  la  fixació de  preus  per  la  CNMC,  o  l’orientació de  
preus   en   funció dels   costos,   o   obligar   a   l’establiment   d’una   comptabilitat   de  
costos  amb   l’objecte  de  garantir   la   formació de  preus   competitius  en  benefici  
dels  usuaris  finals.      
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d)  L’accés  a  elements  o  a  recursos  específics  de  les  xarxes  i  la  seva  utilització,  
així com  a  recursos  i  serveis  associats,  com  ara  serveis  d’identitat,  localització i  
presència.  
  
En  aquest  últim  cas  s’haurà de  considerar:  
  
•   la   viabilitat   tècnica   i   econòmica   d’utilitzar   o   instal·lar   recursos   que  
competeixin   entre   sí,   segons   el   ritme   de   desenvolupament   del   mercat   i  
tenint  en  compte  la  naturalesa  i  tipus  d’interconnexió o  accés,  
  
•   la  possibilitat  de  proporcionar  l’accés  proposat,  en  relació amb  la  capacitat  
disponible,  
  
•   la   inversió inicial  del  propietari  dels  recursos,  sense  oblidar   les   inversions  
públiques  realitzades  ni  els  riscos  inherents  a  les  inversions,  
  
•   la  necessitat  de  salvaguardar  la  competència  a  llarg  termini,  amb  especial  
atenció a   la   competència   econòmicament   eficient   basada   en   les  
infraestructures,  
  
•   els  drets  pertinents  en  matèria  de  propietat  intel·lectual,  si  és  el  cas,  
  
•   i  el  subministrament  de  serveis  paneuropeus.    
  
També,   quan   la   CNMC   imposi   obligacions   específiques   a   un   operador   per  
facilitar   l’accés,  pot  establir  determinades  condicions   tècniques  o  operatives  a  
l’operador  o  als  beneficiaris  de  l’accés  sempre  que  sigui  necessari  per  garantir  
el  funcionament  normal  de  la  xarxa.  
  
Si   la   CNMC   arriba   a   la   conclusió   de   que   tot   i   les   obligacions   específiques  
imposades   a   l’operador   amb   poder   significatiu   en   el   mercat   no   han   estat  
suficients   per   aconseguir   una   competència   efectiva   i   que   continua   havent  
problemes  en  relació  al  mercat  majorista  de  productes  d’accés,  podrà  decidir  la  
imposició,  com  a  mesura  excepcional,  als  operadors  amb  poder  significatiu  en  
el   mercat   integrats   verticalment,   de   la   obligació   de   traspassar   les   activitats  
relacionades   amb   el   subministrament   a   l’engròs   de   productes   d’accés   a   una  
unitat  empresarial  que  actuï  independentment  (art.  16).  Això  podria  suposar  per  
Telefònica   la   divisió   de   l’empresa   per   trencar   la   situació   de   monopoli.   Una  
situació  semblant  va  viure   la  americana  AT&T  que,  el  8  de  gener  de  1982,   la  
entitat   reguladora   dels   EE.UU.   va   dictaminar   que   es   trobava   en   situació   de  
monopoli   i   va   ordenar   la   divisió   de   l’empresa.   L’1   de   gener   de   1984  a  AT&T  
només   li   quedava   el   negoci   de   trucades   de   llarga   distància   i   el   permís   per  
entrar   en   el   negoci   d’Internet,   mentre   que   el   negoci   del   servei   de   trucades  
locals  es  va  haver  de  dividir  en  7  companyies  petites.  La  paradoxa  és  que  dues  
dècades   després   les   petites   empreses   es   van   anar   fusionant   i   finalment   van  
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2.3.4.   Obligacions  de  servei  públic  
  
Amb   les  obligacions  de  servei  públic  es  pretén  garantir   l’existència  de  serveis  
de  comunicacions  electròniques  disponibles  al  públic,  d’adequada  qualitat,  en  
tot  el  territori  nacional,  a  través  d’una  competència  i  una  llibertat  d’elecció reals.  
Per  això els  operadors  es  subjectaran  al   règim  d’obligacions  de  servei  públic,  
compliment  que  hauran  d’efectuar  seguint  els  principis  d’igualtat,  transparència,  
no  discriminació,  continuïtat,  adaptabilitat,  disponibilitat  i  permanència.  
  
Si  el  Ministeri  d’Indústria  Energia  i  Turisme  constata  que  qualsevol  dels  serveis  
de  explotació de  xarxes  o  prestació de  serveis  de  comunicacions  es  presta  en  
competència,   en   condicions   de   preu,   cobertura   i   qualitat   de   servei   similars   a  
aquelles  en  que  els  operadors  designats  han  de  prestar-­les,  podrà determinar  
el  cessament  de  la  seva  prestació com  obligació de  servei  públic.  
  
  
2.3.4.1.  Servei  Universal:  
  
S’entén  per  servei  universal  el  conjunt  definit  de  serveis  que  la  seva  prestació 
es   garanteix   per   a   tots   els   usuaris   finals   amb   independència   de   la   seva  
localització geogràfica,  amb  una  qualitat  determinada  i  a  un  preu  assequible.  
  
Pretén   garantir   que   tots   els   usuaris   finals   puguin   obtenir   una   connexió a   la  
xarxa  pública  de  comunicacions  electròniques  des  d’una  ubicació fixa.  Aquesta  
connexió ha   de   permetre   realitzar   comunicacions   de   veu,   fax   i   dades   a   una  
velocitat  suficient  per  accedir  de  forma  funcional  a  Internet.  La  velocitat  mínima  
que   fixa  es  d’1  Mbit   per   segon  en   sentit   descendent,   velocitat  mínima  que  el  
Govern   podrà actualitzar   d’acord   amb   l’evolució social,   econòmica   i  
tecnològica.  El  servei  serà  ofert  a  través  d’uns  plans  de  preus  que  garanteixin  
que   les   persones   amb   necessitats   socials   especials   puguin   tenir   accés   a   la  
xarxa  i  als  serveis  que  composen  el  concepte  de  servei  universal.  
  
El  cost  net  de  l’obligació de  prestació del  servei  universal  serà finançat  per  un  
mecanisme   de   repartiment   entre   els   operadors   que   obtinguin   uns   ingressos  
bruts   d’explotació anuals   superior   a   100   milions   d’euros   per   l’explotació de  
xarxes  o  per  la  prestació de  serveis  de  comunicacions  electròniques.  El  21  de  
maig  del  2015   la  CNMC  va  aprovar  el   cost  net  del   servei  universal  presentat  
per  Telefónica  de  España  S.A.U.  corresponent  a  l’exercici  2012  [15].    
  
  
2.3.4.2.  Altres  obligacions  de  servei  públic:  
  
Es  podran  imposar  als  operadors  obligacions  diferents  a  la  del  servei  universal  
per  necessitats  de  la  defensa  nacional,  la  seguretat  pública,  la  seguretat  vial  o  
dels  serveis  que  afectin  a   la  seguretat  de   les  persones  o   la  protecció civil.  En  
qualsevol   cas,   s’estableix   l’obligació d’encaminar   les   trucades   als   serveis  
d’emergència   sense   dret   a   contraprestació econòmica   de   cap   tipus,   als  
operadors   que   prestin   serveis   de   comunicacions   electròniques   al   públic   per  
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2.3.5.   Drets  dels  operadors  
  
Una  de  les  novetats  destacables  és  que  els  operadors  tenen  dret  a  l’ocupació 
de   la  propietat  privada  quan  resulti  estrictament  necessari  per  a   la   instal·lació  
de  la  xarxa,  segons  el  projecte  tècnic  que  hagin  presentat.  També tindran  dret  
a   la   ocupació del   domini   públic   en   la   mesura   que   sigui   necessari   per   a  
l’establiment   de   la   xarxa   pública   de   comunicacions   electròniques   de   que   es  
tracti.  
  
Es   tracta   d’una   mesura   que   prioritza   el   desenvolupament   de   les  
telecomunicacions  front  a  les  disputes,  generalment  veïnals  i  d’administracions  
locals,   front   la   instal·lació  de   les   infraestructures  que  ampliïn   la  cobertura  dels  
serveis.   Tots   tenim  presents   les  mobilitzacions  en   contra   de   les   instal·lacions  
d’antenes  o  la  denegació  de  permisos  per  part  d’alguns  Ajuntaments.    
  
Però,  per  fer  us  d’aquest  dret  d’ocupació   i  per  afavorir  el  desplegament  de  les  
xarxes  ràpides  i  ultra  ràpides  de  comunicacions  electròniques,  els  operadors  de  
comunicacions   electròniques   podran   celebrar   de   manera   voluntària   acords  
entre  sí per  determinar   les  condicions  per  a  la  ubicació o  l’ús  compartit  de  les  
seves   infraestructures.   Fins   i   tot   hi   ha   la   voluntat   de   que   les   administracions  
públiques  fomentin  la  celebració d’aquests  acords.  
  
Les  administracions  públiques  garantiran  una  oferta  suficient  de   llocs   i  espais  
físics  en  els  que  els  operadors  puguin  decidir  ubicar  les  seves  infraestructures,  
amb  l’objectiu  de  tenir  un  desplegament  de  les  xarxes  ordenat  des  del  punt  de  
vista   territorial.   Però   no   podran   imposar-­los,   doncs   seran   les   condicions  
tècniques  de   la  prestació  del  servei   les  que  determinaran   l’elecció  de   la  millor  
ubicació.  Les  decisions  tècniques  prevaldran  front  les  decisions  polítiques.  
  
Els  operadors  hauran  de  fer  ús  de  les  canalitzacions  subterrànies  o  a  l’interior  
de   les   edificacions   que   permetin   el   desplegament   i   explotació de   les   xarxes  
públiques  de  comunicacions  electròniques.  En  els  casos  en  que  no  existeixin  
canalitzacions  o  no  es  puguin  utilitzar  per  raons  tècniques  o  econòmiques,  els  
operadors   podran   efectuar   desplegaments   aeris   seguint   els   prèviament  
existents.  En  aquest  últim  cas,  els  operadors  podran  desplegar  el  cablejat  i  els  
equips,  que  constitueixin  xarxes  públiques  de  comunicacions  electròniques  i  els  
recursos  associats,  per  les  façanes  de  les  edificacions.  L’única  limitació és  que  
no  podrà utilitzar-­se   les   façanes  d’edificis  del  patrimoni  històric-­artístic  o  quan  
puguin  afectar  la  seguretat  pública.  
  
Per   a   la   instal·lació de   xarxes   públiques   de   comunicacions   electròniques   o  
d’estacions  radioelèctriques  en  dominis  privats,  no  podrà exigir-­se  per  part  de  
les   administracions   públiques   l’obtenció de   llicència   o   autorització prèvia  
d’instal·lacions,  de  funcionament  o  d’activitat,  de  caràcter  mediambiental,  ni  cap  
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altre   llicència   o   aprovació de   caràcter   similar   que   pugui   condicionar   a   una  
prèvia  autorització la  instal·lació.  Es  pretén  facilitar  el  desplegament  de  xarxes  
amb   l’eliminació de   les   barreres   administratives   i   les   decisions   polítiques  
d’administracions  locals  contraries  a  les  instal·lacions  de  telecomunicacions.  
  
Les  llicències,  que  en  qualsevol  altre  activitat  son  preceptives,  són  substituïdes  
per   declaracions   responsables,   que   hauran   de   recollir   una   manifestació 
explícita   del   compliment   dels   requisits   que   resultin   exigibles   d’acord   amb   la  
normativa  vigent.  
  
La   norma   afegeix   que   les   actuacions   d’innovació tecnològica   o   adaptació 
tècnica   que   suposin   la   incorporació de   nou   equipament   o   la   realització 
d’emissions   radioelèctriques   en   noves   bandes   de   freqüències   o   amb   altres  
tecnologies,   que   no   necessitin   variar   els   elements   d’obra   civil   ni   el   pal   on   es  
troben   ubicades,   no   necessitaran   cap   tipus   de   concessió,   autorització o  
llicència   nova   ni   modificació de   l’existent   o   declaració responsable,   ni  
comunicació prèvia  a  les  administracions  públiques  competents.    
  
  
2.3.6.   Secret   de   les   comunicacions   i   protecció de   dades  
personals  
  
Els   operadors   han   de   garantir   el   secret   de   les   comunicacions,   tal   i   com  
estableix  els  articles  18.3  i  55.2  de  la  Constitució,  i  han  d’adoptar  les  mesures  
tècniques  que  siguin  necessàries.  
  
Però estan   obligats   a   realitzar   les   intercepcions   que   hagin   estat   autoritzades  
judicialment  per  a  la  investigació d’actes  delictius,  segons  el  que  estableix  l’art.  
579   de   la   Llei   d’Enjudiciament   Criminal,   o   segons   el   que   estableix   la   Llei  
Orgànica  2/2002,  de  6  de  maig,  que  regula  el  control   judicial  previ  del  Centre  
Nacional  d’Intel·ligència,  o  qualsevol  altre  norma  de   rang  de   llei  orgànica  que  
limiti   aquest   dret   fonamental.   Els   operadors   facilitaran   l’accés   a   tot   tipus   de  
comunicació electrònica   i   la   transmetran   als   centres   de   recepció dels   agents  
autoritzats,   amb   una   qualitat   igual   a   la   percebuda   pel   receptor   de   la  
comunicació.  
  
Per  altra  banda,   les  operadores  hauran  d’adoptar   les  mesures   tècniques   i   de  
gestió adequades  per  preservar  la  seguretat  en  l’explotació de  la  xarxa  o  servei  
amb   la   finalitat   de   garantir   la   protecció de   les   dades   de   caràcter   personal.    
Només   el   personal   autoritzat   de   la   operadora   pot   tenir-­hi   accés   per   a   fins  
autoritzats.  Una  de  les  mesures  que  la  llei  suggereix  és  el  xifratge  de  les  dades  
emmagatzemades  per  l’operador.    
  
En  cas  de  que  hi  hagés  una  violació de  les  dades  personals  que  l’operador  té  
en   la  seva  possessió,  aquest  està obligat  a  comunicar-­ho  sense  cap  dilació a  
l’Agència  Espanyola  de  Protecció de  Dades  i  als  abonats  o  particulars  afectats.  
Aquesta   última   comunicació no   serà necessària   si   així   ho   estableix   l’Agència  
Espanyola   de   Protecció de   Dades,   en   el   supòsit   de   que   les   dades  
emmagatzemades  haguessin  estat  xifrades.  
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CAPÍTOL  3.   LA  LLEI  34/2002  DE  SERVEIS  DE  LA  




La  Llei  34/2002,  d’11  de   juliol,  de  serveis  de   la  Societat  de   la   Informació   i  de  
comerç  electrònic  (LSSICE)  [16],  coneguda  com  Llei  de  Serveis,  estableix  una  
sèrie   de   regles   que   afecten   als   prestadors   del   serveis,   com   qui   pot   ser  
prestador   de   serveis,   la   responsabilitat   que   se’ls   pot   demanar,   les   seves  
obligacions  o  clarificar  les  regles  de  dret  internacional  privat  en  cas  de  produir-­
se  un  conflicte.  
  
  
3.1.   Què  és  la  Societat  de  la  Informació  
  
De  vegades  el  llenguatge  ens  aporta  nous  conceptes,  com  el  que  recull  el  títol  
d’aquesta  llei:  “la  societat  de  la  informació”.  Si  demanem  ajuda  al  lingüistes  i  els  
demanem   què   és   aquest   concepte,   per   exemple   La   Gran   Enciclopèdia  
Catalana,   ens   defineixen   el   concepte   com   “Societat   estructurada   a   partir   del  
desenvolupament   i   la   implantació   de   les   tecnologies   de   la   informació   i   la  
comunicació”  [17].  Aquest  concepte  és  sinònim  de  societat  del  coneixement,  on  
es   fa   més   referència   als   continguts,   mentre   que   en   el   primer   es   fa   més  
referència   a   la   tecnologia   emprada.   La   mateixa   LSSICE   ens   proporciona   la  
definició   legal   d’una   sèrie   de   conceptes,   com   quins   són   els   serveis   de   la  
Societat  de  la  Informació,  que  reprodueixo  a  l’annex  1.  
  
Però  encara  que  aquesta   llei  és  coneguda  com  la   llei  de  serveis,  el  que  fa  és  
regular   determinats   aspectes   de   l’activitat   realitzada   per   Internet   atenent   a   la  
finalitat   perseguida   d’afavorir   el   desenvolupament   del   comerç   electrònic   i  
l’activitat   a   través   d’Internet,   establint   una   sèrie   d’obligacions   i   delimitant   les  
responsabilitats   d’aquelles   empreses   o   particulars   que   desenvolupen   alguna  
activitat  econòmica  dins  l’àmbit  electrònic.    
  
L’origen   d’aquesta   llei   el   tornem   a   trobar   en   una   Directiva,   en   concret   la  
2000/31/CE,  coneguda  com  a  Directiva  sobre  el  comerç  electrònic.  
  
  
3.2.   Principi  de  país  d’origen  
  
La  Directiva  2000/31/CE  crea  un  mecanisme  nou  denominat   “principi  del  país  
d’origen”   amb   la   finalitat   de   garantir   la   llibertat   de   prestació   de   serveis   de   la  
Sociedad  de  la  Informació  en  el  mercat  interior  de  la  UE.  
  
Amb   aquest   principi,   el   legislador   comunitari   va   optar   per   imposar   als   Estats  
membres  el  reconeixement  de  la  legislació  interna  dels  altres  Estats  membres,  
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encara   que   les   regulacions   siguin   diferents   entre   sí.   Aquest   reconeixement  
mutu  és  per  tenir  com  a  referència,  en  el  problema  de  discernir  quin  és  el  Dret  
aplicable,  el  del  “país  d’origen”  on  està  establert  el  prestador  dels  serveis.  Així  
un  proveïdor   italià  ha  de  complir   la  normativa   italiana  per  donar-­se  d’alta  com  
activitat   econòmica   i   complir   les   obligacions   que   li   imposi,   podent   vendre   els  
seus   béns   o   serveis   a   la   resta   d’Estats   membres   de   la   UE   sense   haver   de  
complir  cada  un  dels  requisits  específics  que  imposi  l’altra  Estat.    
  
La   novetat   del   principi   és   que   la   seva   aplicació   transcendeix   a   les   Lleis  
nacionals  de  transposició  de  la  Directiva,  afectant  a  un  conjunt  molt  més  ampli  
de  normes  internes,  englobades  dins  de  l’anomenat  “àmbit  normatiu  coordinat”.  
Aquest   concepte   designa   les   obligacions   relacionades   amb   la   prestació   de  
serveis   de   la   Sociedad   de   la   Informació,   como   son   les   autoritzacions  
administratives,   les   titulacions   professionals,   el   règim   contractual,   les   normes  
sobre   publicitat,   la   responsabilitat   dels   prestadors   de   serveis,   els   requisits   de  
qualitat  i  contingut  dels  serveis,  entre  d’altres  aspectes.  
  
  
3.3.   Persones  a  les  que  afecta  la  Llei  
  
La   llei  distingeix  tres  tipus  de  prestadors  de  serveis,  caracteritzats  per   la  seva  
localització  geogràfica,  als  que  estableix  quina  legislació  els  és  d’aplicació:  
  
  
3.3.1.   Prestadors  de  serveis  establerts  a  Espanya  
  
Aquests   només   hauran   de   complir   la   Llei   de   Serveis   i   les   demés   normes  
espanyoles   que   els   afectin,   amb   independència   del   país   on   resideixin   els  
destinataris  dels  seus  serveis,  sens  perjudici  del  que  es  disposi  a   la   legislació  
de  països  que  no  pertanyin  a  l’Espai  Econòmic  Europeu  o  Unió  Europea,  o  en  
els  tractats  internacionals  que  siguin  aplicables.  
  
S’estableix   el   concepte   comunitari   d’establiment   que   implica   la   realització  
efectiva   d’una   activitat   econòmica,   a   través   d’una   instal·lació   estable   i   per  
temps   indefinit,   essent   indiferent   el   lloc   on   estiguin   situats   els   mitjans  
tecnològics  que  permeten  mantenir   o   accedir   al   recurs  d’Internet   que  ofereix.  
Amb  aquesta  mesura  es  limita  els  efectes  de  la  deslocalització  d’empreses  en  
paradisos  fiscals  o  en  territoris  amb  una  legislació  més  laxa  que  l’europea.  
  
  
3.3.2.   Prestadors   de   serveis   a   l’Espai   Econòmic  Europeu   o  Unió  
Europea  
  
Les  autoritats  espanyoles  han  d’acceptar  la  prestació  de  serveis  a  destinataris  
residents  a  Espanya  per  part  de  prestadors  establerts  en  un  altre  Estat  de   la  
Unió  Europea,  sense  que  se  li  pugui  exigir  el  compliment  d’aquesta  Llei  ni  de  la  
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resta  de  la  normativa  espanyola,  a  excepció  dels  supòsits  previstos  a  l’article  3  
de   la   Llei   de   Serveis.   Entre   els   supòsits   on   s’ha   de   respectar   la   normativa  
espanyola   estan   els   serveis   que   afectin   els   drets   de   propietat   intel·lectual   i  
industrial  o  la  activitat  d’assegurança  directe,  matèries  que  es  van  excloure  del    
principi   de   país   d’origen   per   ser   insuficient   l’harmonització   aconseguida   o  
perquè   les  Directives  que   les   regulen   reconeixen  a   l’Estat  de  destí   la   facultat  
d’exigir  el  compliment  de  la  seva  pròpia  normativa.  
  
  
3.3.3.   Prestadors   de   serveis   fora   de   la   Unió   Europea   o   l’Espai  
Econòmic  Europeu  
  
La  Llei  distingeix  dos  supòsits:  el  dels  prestadors  de  serveis  que  dirigeixen  les  
seves  activitats  específicament  cap  a  Espanya  i  el  dels  que  dirigeixen  els  seus  
serveis   indistintament   cap   a   qualsevol   país.   La   norma   pretén   anul·lar   els  
efectes  de   la  deslocalització  sometent  als  primers  prestadors  de  serveis  a   les  
obligacions   establertes   en   ella,   sempre   que   no   sigui   contrari   als   tractats   i  
convenis  internacionals  aplicables.  
  
  
3.4.   Àmbit  objectiu  d’aplicació  de  la  Llei  
  
La  llei  s’aplica  als  “serveis  de  la  Societat  de  la  Informació”,  concepte  ampli  amb    
el   que   es   fa   referència   a   tota   activitat   econòmica   realitzada   per   mitjans  
electrònics,   però   dels   que   s’exclou   aquells   serveis   que   no   es   presten   prèvia  
petició   individual,   com   els   serveis   de   radiodifusió   sonora   i   televisiva.   La  
regulació   inclou   la   contractació   electrònica   i   els   serveis   organitzats   en   torn   a  
aquesta  (subhastes  electròniques,  mercats  virtuals…),  els  serveis  característics  
d’Internet  d’intermediació,  o  els  serveis  que  es  presten  de   forma  gratuïta  pels  
destinataris  com  ara  els  buscadors,  publicacions  electròniques  o  l’enviament  de  
comunicacions  comercials  por  correu  electrònic.  
  
Tots  els  serveis  objecte  de  regulació  es  troben  caracteritzats  pel  fet  de  que  la  
seva  prestació  suposa  algun  tipus  d’activitat  econòmica  pel  seu  promotor,  que  
realitza   la   prestació   amb   ànim   de   lucre   i   finançant-­se   amb   els   ingressos  
generats  tant  de  forma  directa  amb  el  comerç  electrònic,  o  indirecta  per  mitjà  de  
publicitat  o  patrocini.  
  
  
3.5.   Obligacions  dels  prestadors  de  serveis  de  la  societat  de  
la  informació  
  
Prestadors  de  serveis  d’intermediació  són  els  operadors  de  telecomunicacions,  
els   proveïdors   d’accés   i,   en   general,   totes   les   empreses   que   presten   serveis  
propis   d’Internet,   com   l’allotjament   de   pàgines   (webhosting),   l’oferiment   de  
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directoris  o  instruments  de  busca,  i  qualsevol  titular  d’una  pàgina  d’Internet  en  
la  que  hi  hagin  enllaços  a  continguts  aliens.  
  
Dins  de  les  obligacions  que  es  disposen  a  la  llei,  es  destaquen  les  obligacions  
de   transparència.   Aquestes   tenen   per   finalitat   fomentar   la   confiança   dels  
usuaris   en   els   serveis   d’Internet,   obligant   als   prestadors   a   donar   les   seves  
dades   per   a   que   els   usuaris   puguin   saber   amb   qui   estan   contractant,   a   què  
s’obliguen  i  quins  mitjans  de  reclamació  tenen  a  la  seva  disposició.  
  
Un   altre   grup   d’obligacions   que   cal   destacar   és   el   de   col·laboració   amb   els  
poders  públics.   La  Llei   de  Serveis   imposa  als  prestadors  algunes  obligacions  
de  col·laboració  amb  les  administracions  públiques  per  esbrinar  i  col·laborar  en  
la   persecució   dels   delictes   o   altres   il·lícits   comesos   per   Internet.  No   atribueix  
cap  facultat  d’actuació  nova  a  les  autoritats  administratives  o  judicials,  sinó  que  
apodera   a   aquestes   a   requerir   dels   prestadors   de   serveis   d’intermediació   la  
seva   col·laboració,   com   per   exemple   en   l’execució   de   les   resolucions  
d’interrupció   de   la   prestació   de   serveis,   doncs   justament   són   els   prestadors    
que  faciliten  la  difusió  de  continguts  a  la  xarxa.    
  
  
3.6.   La  responsabilitat  dels  prestadors  de  serveis  
  
La   LSSICE   estableix   una   sèrie   de   normes   per   determinar   fins   on   arriba   la  
responsabilitat   dels   prestadors   de   serveis   de   la   societat   d’informació.   La   Llei  
diferencia   segons   es   tracta   d’operadors   de   xarxes   i   ISPs,   prestadors   que  
efectuen   una   copia   temporal   de   les   dades   (caches),   serveis   d’allotjament   o  
hosting   i   emmagatzematge   de   dades,   i   serveis   que   facilitin   enllaços   a  
continguts  o  instruments  de  cerca.    
  
Tot  i  la  separació  que  fa  en  quant  a  la  responsabilitat  de  cadascun  d’ells  en  els  
articles   del   14   al   17,   podem   generalitzar   que   els   prestadors   de   serveis  
d’intermediació   que   es   limiten   a   la   realització   de   les   labors   tècniques,  
automàtiques  i  passives  que  comporta  la  seva  activitat  i  no  tinguin  coneixement  
de   la   il·licitud   dels   continguts   que   manipulen,   no   seran   responsables   per   la  
il·legalitat  d’aquests.  Només  seran   responsables  quan   tinguin  coneixement  de  
la   seva   il·licitud,   sempre   que   el   coneixement   vingui   per   la   comunicació   d’una  
resolució  dictada  per  una  autoritat  competent  o  si  hi  ha  acords  privats  per  a  la  
detecció  i  retirada  dels  continguts  entre  les  parts  implicades.  
  
En   aquest   sentit   cal   destacar   l’extensió   de   les   normes   relatives   a   la  
responsabilitat   dels   prestadors   de   servies   d’allotjament   als   prestadors   que  
faciliten   enllaços   o   instruments   de   busca,   per   la   similitud   existent   entre   les  
activitats  d’intermediació  que  ambdós  realitzen.  
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Un  dels  casos  coneguts  a  l’Estat  espanyol  és  la  demanda  de  Telecinco  contra  
YouTube,   reclamant   la   responsabilitat   d’aquesta   última   per   tenir   allotjats  
continguts  dels  programes  de  la  primera  penjats  per  usuaris  de  la  plataforma  de  
vídeos  de  Google.  Les  pretensions  de  Telecinco  van  ser  desestimades,  doncs  
segons   les   conclusions   a   les   que   van   arribar   tant   el   Jutjat   Mercantil   com  
l’Audiència   provincial   de   Madrid   van   ser   que   YouTube   és   un   prestador   de  
serveis   d’intrmediació   i,   com   a   tal,   està   exempt   de   responsabilitat   pels  
continguts  penjats  a  la  seva  plataforma.  YouTube  actua  de  forma  ràpida  retirant  
els   continguts   il·legals   quan   el   legítim   propietari   ho   reclama   i   no   se   li   pot  
imposar  una  obligació  de  vigilància  ex  ante.  Una  anàlisi  de  les  resolucions,  tant  
del   Jutjat  Mercantil   7   de  Madrid   [18]   com  de   l’Audiència  provincial   de  Madrid  
[19],  el  podeu  veure  a  l’annex  3.  
  
  
3.7.   Les  comunicacions  comercials  per  via  electrònica  
  
La  LSSICE  regula  les  comunicacions  comercials,  que  quan  no  són  requerides  
per  l’usuari  es  sol  anomenar  spam.  La  llei  requereix  que  per  a  que  l’enviament  
per  correu  electrònic,  o  mitjà  equivalent,  de  comunicacions  comercials  i  ofertes  
promocionals  siguin  vàlides  i  no  impliquin  una  sanció  a  qui  les  enviï,  cal  que  hi  
hagi  un  consentiment  previ  del  destinatari.  En  aquestes  comunicacions  cal  que  
s’identifiqui  clarament  que  es  tracta  d’un  missatge  comercial  i  la  persona,  física  
o  jurídica,  en  nom  de  la  qual  es  realitza.  
  
  
3.8.   Contractació  per  via  electrònica  
  
La   LSSICE   declara   la   validesa   i   eficàcia   jurídica   dels   contractes   electrònics,  
conforme  amb  el  principio  de  llibertat  de  forma  que  regeix  en  el  nostre  sistema  
jurídic   (recollit   als   articles   1278   del   Codi   Civil   i   51   del   Codi   de   Comerç).   Si  
alguna  llei  demana  que  per  a  la  validesa  del  contracte  aquest  ha  de  constar  per  
escrit,  qualsevol  suport  electrònic  complimenta  aquest  requisit.  Així  s’atorga  al  
suport   electrònic   el   reconeixement   com   a   mitjà   de   prova   dels   documents  
privats,  reforçant-­ne  la  seva  eficàcia  com  a  prova  en  un  judici.  
  
Tan  sols  s’exclou  de  forma  absoluta  de   la  contractació  electrònica  els  acords,  
pactes  o  contractes  de  l’àmbit  del  Dret  de  família  i  successions.  
  
Els  contractes  en  que  es  requereixi  per  a   la  seva  validesa  o  per  tenir  efectes,  
una   forma   documental   pública,   o   la   intervenció   d’organismes   jurisdiccionals,  
notaris,   registradors   o   autoritats   públiques,   es   regiran   per   la   seva   legislació  
específica.  
  
Cal  assenyalar  que,  de  forma  congruent  amb  l’obligació  d’eliminar  obstacles  en  
la  celebració  per  via  electrònica  dels  contractes,  no  s’estableixi  com  a  requisit  
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per  a  la  seva  conclusió   la  firma  electrònica  avançada.  Aquesta,  segons  la  que  
va   ser   Secretària   d’Estat   de   Telecomunicacions   i   per   a   la   Societat   de   la  
Informació  Gema  Campillos,  només  és   “un  mitjà   indicat,  però  no  obligatori,  ni  
per  a  l’autentificació  de  les  comunicacions  ni  per  a  la  validesa  del  consentiment  
prestat  per  via  electrònica”  [20].    
  
En  la  meva  opinió,   la  firma  electrònica  avançada  pot  constituir  un  avanç  en  la  
seguretat  jurídica  de  la  contractació.  I  relegar-­la  a  un  mitjà  “indicat  no  obligatori”  
contribuirà  a  la  no  utilització  d’aquesta  eina  de  seguretat.  Si  comptem  que  per  a  
provar  en  un   tribunal   l’existència  d’un  contracte  escrit   entre  dues  parts,   hi   ha  
d’haver   estampat   la   signatura   de   totes   les   parts   implicades,   en   un   contracte  
electrònic   caldria   que   hi   hagués   la   signatura   indiscutible   de   les   parts.   No   és  
vàlida   una   signatura   escanejada,   doncs   no   dona   cap   tipus   de   seguretat   de  
quina  persona  l’ha  introduït  en  el  document.    
  
La  firma  electrònica  avançada  no  ha  de  ser  un  mitjà  universal  i  obligatori  per  a  
tot  tipus  de  contractes.  En  un  contracte  de  compra-­venda  de  bens  o  serveis  no  
és   necessari.  Però   podria   ser   perfectament   un  mitjà   necessari   d’autenticació,  
validesa  o  perfeccionament  de  contractes  privats,  com  ara  en  les  matèries  que  
la  LSSICE  exclou  a  l’actualitat  (successions  i  família).  Es  podria  donar  validesa  
a  unes  últimes  voluntats  o  a  certs  convenis  de  divorci  donant  agilitat  a  alguns  
d’aquests  tipus  de  processos  judicials.    
  
Però  per  a  que  la  firma  electrònica  tingui  èxit,  és  necessari  un  impuls  per  part  
d’administracions  i  empreses,  i  que  els  equips  informàtics  tinguin  instal·lats  de  
sèrie   lectors  d’smart   cards  compatibles,  amb   les  seves   firmes  arrel,  de   forma  
que  sigui  fàcil  pels  usuaris  la  seva  utilització.  Caldrà  veure  en  el  futur  quin  és  el  
paper  se  li  reserva.  
  
  
3.8.1.   Moment  i  lloc  de  celebració  del  contracte  
  
A   la   disposició   addicional   quarta   es   reformen   els   Codis   Civil   i   de   Comerç,  
donant   una   solució   a   la   determinació   del   moment   en   que   es   celebra   el  
contracte   de   forma   vàlida,   per   a   totes   les   classes   de   contractes   a   distància  
moment  únic  tant  pels  contractes  de  naturalesa  civil  com  mercantil.  Segons  la  
modificació  que  introdueix  la  LSSICE,  podem  diferenciar  dos  moments  diferents  
de  perfeccionament  del  contracte  dins   l’àmbit  de   la  contractació  electrònica  si  
aquesta  es  fa  per  mitjà  del  correu  electrònic  o  per  mitjans  automàtics.    
  
Com  a  norma  general,  en  tots  els  contractes    celebrats  a  distància,  el  moment  
en  que  es  presta  el  consentiment  és  aquell  en  el  que  l’oferent  rep  l’acceptació.  
Però  quan  s’utilitzen  dispositius  automàtics  en   la  contractació,   s’entendrà  que  
el   contracte   s’ha   perfeccionat   des   del   moment   d’emissió   de   l’acceptació.   La  
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primera  regla  s’aplica  als  contractes  celebrats  per  correu  electrònic  o  mitjans  de  
comunicació   electrònica   equivalents,   mentre   que   la   segona   fa   referència   als  
contractes   celebrats   a   través   d’una   pàgina   d’Internet,   com  ara   una   compra   a  
Amazon.  
  
En  quant  al  lloc  de  celebració  del  contracte,  l’article  29  diferencia  si  intervé  com  
a  part  un  consumidor.  En  aquest  cas  es  presumirà  realitzat  en  el  lloc  on  aquest  
té   la   seva   residència  habitual.  En   canvi   en  els   contractes  entre   empresaris   o  
professionals,  s’estarà  al  lloc  pactat  per  les  parts  i  en  defecte  de  pacte  serà  el  
lloc  on  estigui  establert  el  prestador  dels  serveis.  
  
On  s’entengui  realitzat  el  contracte  no  és  una  dada  banal,  doncs  és   important  
per  determinar  quina  és  la  llei  aplicable  al  contracte.  
  
  
3.8.2.   Llei  aplicable  als  contractes  electrònics  
  
Hem  comentat  a   l’inici   del   capítol   que   la  LSSICE   introdueix   com  a  novetat  el  
principi   de   país   d’origen.   Aquest   no   és   una   nova   regla   de   conflicte   per  
determinar  quina  és   la   llei  aplicable,  si  no  que  es  tracta  d’un  límit  a   l’aplicació  
de  les  normes  substantives  determinades  per  l’aplicació  de  les  normes  de  dret  
internacional  privat.  Aquest  límit  s’ha  d’entendre  que  ha  de  moderar  l’aplicació  
de  la  llei  nacional  resultant  de  les  normes  de  conflicte  i  que  sigui  diferent  de  la  
llei  aplicable  a  l’Estat  de  l’establiment  del  prestador  de  serveis.  En  el  supòsit  de  
que  les  normes  aplicables  resultin  més  estrictes  en  quant  a  les  obligacions  o  la  
responsabilitat   del   prestador   que   la   del   país   d’establiment   d’aquest   últim,  
s’haurà  d’estar  als  límits  establerts  per  les  normes  del  país  d’origen.  D’aquesta  
manera   es   pretén   salvaguardar   el   principi   de   lliure   prestació   de   serveis  
transfronterers  contemplat  a  la  Directiva  2000/31/CE.  
  
Però  com  veurem  a  l’últim  capítol,  ni  aquesta  directiva,  ni  les  que  s’han  publicat  
amb   posterioritat   introduint   modificacions   per   promoure   la   lliure   prestació   de  
serveis  transfronterers,  han  donat  com  a  resultat  un  major  intercanvi  comercial  
entre   els   Estats  membres.   Per   això   veurem   quins   són   els   canvis   que   es   vol  
promoure  des  de  la  Comissió  Europea  i  el  Parlament.  
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CAPÍTOL  4.     LA  LLEI  25/2007  DE  CONSERVACIÓ DE  
DADES  
  
Una   de   les   principals   preocupacions   que   té   tota   societat  és   la   seguretat,   i   a  
través  de   les  xarxes  de  comunicacions  es  poden  cometre   infinitat  de  delictes.  
La   llei   25/2007,   de   18   d’octubre,   de   conservació   de   dades   relatives   a   les  
comunicacions   electròniques   i   a   les   xarxes   públiques   de   comunicacions   [21],  
imposa  una  sèrie  d’obligacions  als  prestadors  de  serveis,  que  els  suposa  uns  
costos  afegits  fora  dels  propis  del  negoci,  i  està  en  afectada  per  la  polèmica  de  
la  seva  legitimació.  
  
  
4.1.   Origen  de  la  Llei  25/2007  de  conservació de  dades  
  
L’11  de  setembre  de  2001  terroristes  suïcides  van  segrestar  avions  comercials  i  
els  van  estavellar  contra  edificis  emblemàtics  dels  Estats  Units,  com  les  torres  
bessones  de  Nova  York  o  el  mateix  Pentàgon.  Aquests   atemptats   coordinats  
van   precedir   els   atemptats   de   l’11   de   Març del 2014 a   Madrid,   on   van   fer  
esclatar  bombes  dins  de  trens  de  rodalies,  i  el  del  7  de  juliol  de  2005  a  Londres  
van   fer  explotar  bombes  al  Metro   i  a  un  autobús  d’aquesta  ciutat.  L’ús  de   les  
telecomunicacions   va   ser   clau   per   a   la   preparació   i   realització   d’aquests  
atemptats,  motiu  pel  que  el  Parlament  i  el  Consell  varen  aprovar  el  15  de  març 
del  2006   la  Directiva  2006/24/CE  sobre   la  conservació ́ de  dades  generades  o  
tractades   en   relació ́ amb   la   prestació ́ de   serveis   de   comunicacions  
electròniques  d’accés  públic  o  de  xarxes  públiques  de  comunicacions.  
  
L’objectiu  de  la  Directiva  era  harmonitzar  les  disposicions  dels  Estats  membres  
sobre   la   conservació de   determinades   dades   generades   o   tractades   pels  
proveïdors   de   serveis   de   comunicacions   electròniques   d’accés   públic   o   de  
xarxes  públiques  de  comunicacions,  garantint  la  disponibilitat  d’aquestes  dades  
amb  la  finalitat  de  prevenció,   investigació,  detecció i  enjudiciament  de  delictes    
greus,   com   la   delinqüència   organitzada   i   el   terrorisme.   Per   aconseguir-­ho,  
s’imposava  a  les  operadores  de  telecomunicacions  d’accés  públic  o  de  xarxes  
públiques  l’obligació de  conservar  les  dades  de  tràfic  i  de  localització junt  amb  
les   dades   necessàries   per   poder   identificar   l’usuari,   però sense   que  
s’emmagatzemi  el  contingut  de  la  comunicació ni  de  la  informació consultada.  
  
La   Llei   25/2007   no   és   rés   més   que   la   transposició d’aquesta   directiva   a  
l’ordenament  jurídic  espanyol.  
  
  
4.2.   Nul·litat  de  la  Directiva  2006/24/CE  
  
Recentment   el   Tribunal   de   Justícia   de   la  Unió Europea   (TJUE),   a   petició   del  
Tribunal   Superior   d’Irlanda   i   el   Tribunal   Constitucional   d’Àustria   en   els  
assumptes   acumulats   C-­293/12   i   C-­594/112,   ha   declarat   la   nul·litat   de   la  
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directiva  des  de   la  seva  entrada  en  vigor  a   la  Sentència  de  8  d’abril  de  2014  
[22].    
  
Els   motius   en   que   es   basa   el   Tribunal   de   Justícia   per   declarar   la   seva  
invalidesa      són:    
  
a)   que  les  dades  que  han  de  conservar-­se  permeten  saber  amb  quina  persona  
i  de  quina  manera  s’ha  comunicat  un  abonat  o  usuari  registrat  
  
b)   que   es   pot   determinar   el  moment   de   la   comunicació i   el   lloc   des   del   que  
aquesta  s’ha  produït  
  
c)   i  que  es  pot  conèixer   la   freqüència  de   les  comunicacions  de   l’abonat  o  de  
l’usuari  registrat  amb  determinades  persones  durant  un  període  concret.  
  
Aquestes   dades   poden   proporcionar   indicacions   molt   precises   sobre   la   vida  
privada   de   les   persones   de   qui   es   conserven   les   dades:   hàbits   de   vida  
quotidiana,   llocs  de  residència  permanents  o  temporals,  desplaçaments  diaris,  
activitats  realitzades,  les  relacions  socials  i  mitjans  socials  freqüentats.  
  
En   imposar   la   conservació d’aquestes   dades   i   permetre-­hi   l’accés   de   les  
autoritats   nacionals   competents,   la   Directiva   s’immisceix   de   manera  
especialment  greu  en  els  drets  fonamentals  al  respecte  de  la  vida  privada  i  a  la  
protecció de  dades  de   caràcter   personal.  A  més  pot   generar   el   sentiment   de  
que  la  vida  privada  és  objecte  d’una  vigilància  constant.  
  
Encara  que  la  directiva  respon  a  un  objectiu  d’interès  general,  com  és  la  lluita  
contra   la   delinqüència   greu   i,   per   tant,   la   seguretat   pública,   el   Tribunal   de  
Justícia   estima   que   el   legislador   de   la   Unió ha   sobrepassat   els   límits   que  
exigeix  el  respecte  al  principi  de  proporcionalitat.  Encara  que  la  conservació de  
dades   que   imposa   la   Directiva   pot   considerar-­se   adequada   per   aconseguir  
l’objectiu  que  persegueix,  la  ingerència  àmplia  i  greu  de  la  Directiva  en  els  drets  
fonamentals   no   està suficientment   regulada   per   garantir   que   es   limiti  
efectivament  a  l’estrictament  necessari.  Les  justificacions  del  Tribunal  són:  
  
a)   La  Directiva  abasta  de  manera  generalitzada  a   totes   les  persones,  mitjans  
de  comunicació electrònica  i  dades  relatives  al  tràfic  sense  establir  ninguna  
diferenciació,  limitació o  excepció en  funció de  l’objectiu  de  lluita  contra  els  
delictes  greus.  
  
b)   No  fixa  cap  criteri  objectiu  que  permeti  garantir  que  les  autoritats  nacionals  
competents  únicament   tinguin  accés  a   les  dades   i   les  utilitzin  per  prevenir,  
detectar   o   reprimir   penalment   delictes   que   puguin   considerar-­se  
suficientment  greus  per  justificar   la  magnitud  i  gravetat  de  la  ingerència.  Al  
contrari,  només  es   limita  a   remetre  de  manera  general  als   “delictes  greus” 
definits   per   cada   Estat   membre   en   el   seu   ordenament   intern.   Tampoc  
defineix  en  quines  condicions  materials  i  processals  les  autoritats  nacionals  
podent  tenir  accés  a  les  dades.  
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c)   En   referència  al  període  de  conservació de   les  dades   la  Directiva  prescriu  
un  període  mínim  de  sis   i  un  màxim  de  vint-­i-­quatre  mesos,  sense  establir  
cap  distinció entre   les  categories  de  dades,  persones  afectades  o  possible  
utilitat  de   les  dades   respecte  a   l’objectiu  perseguit,  ni   criteris  objectius  per  
determinar  el  període  de  conservació.  
  
A  més,   el   Tribunal   de   Justícia   considera   que   la   Directiva   no   conté garanties  
suficients  que  permetin  assegurar  una  protecció eficaç de  les  dades  contra  els  
riscos   d’abús   i   contra   qualsevol   accés   i   utilització il·lícits,   doncs   autoritza   als  
proveïdors   de   serveis   a   tenir   en   compte   consideracions   econòmiques   al  
determinar  el  nivell  de  les  mesures  de  seguretat  que  apliquin  i  no  garanteix  la  
destrucció definitiva  de  les  dades  al  termini  del  període  de  conservació.  
  
La  Directiva  tampoc  obliga  a  conservar  les  dades  dins  el  territori  de  la  Unió,  pel  
que   no   es   garanteix   el   control   del   compliment   dels   requisits   de   protecció i  
seguretat  per  una  autoritat  independent.  
  
    
4.3.   La  Llei  espanyola  de  conservació de  dades  
  
  
4.3.1.   La  modificació  de  la  Llei  25/2007  
  
Tot   i   la   nul·litat   decretada   sobre   la   directiva   origen  de   la   Llei   25/2007,   l’Estat  
Espanyol  ha  modificat  la  mencionada  llei  mitjançà la  Llei  9/2014,  de  9  de  maig,  
General  de  Telecomunicacions   [8],  esmenant-­la  a   través  de   la  disposició final  
quarta,  però  lluny  del  que  disposa  la  sentència  del  TJUE.  
  
Fins   a   aquesta   reforma,   la   Llei   de   conservació de   dades   (LCD)   establia   un  
termini   de   72   hores   per   entregar   la   informació que   sol·licités   un   Jutge.   Un  
termini  que,  donat  el  volum  de  dades  que  han  d’emmagatzemar   i  que  només  
s’han   de   presentar   aquelles   dades   imprescindibles   sol·licitades,   és   bastant  
difícil  de  complir.  Per  això es  modifica  el  termini  ampliant-­lo  a  set  dies  naturals.  
  
La  cessió de  la  informació només  es  podrà fer  als  agents  facultats,  que  són:  
  
a)   Els   membres   de   les   Forces   i   Cossos   de   Seguretat,   quan   desenvolupin  
funcions  de  policia  judicial.  
  
b)   Els   funcionaris   de   la   Direcció Adjunta   de   Vigilància   Duanera,   en   el  
desenvolupament  de  les  seves  competències  com  policia  judicial.  
  
c)   El   personal   del   Centre   Nacional   d’Intel·ligència   en   el   curs   de   les  
investigacions  de  seguretat  sobre  persones  o  entitats.  
  
Finalment,   la   modificació acaba   per   eliminar   la   antiga   referència   a   les  
responsabilitat   penals   que  podria   comportar   l’incompliment   de   les  obligacions  
que  estableix  la  llei,  substituint-­la  per  un  sistema  amb  un  catàleg  d’infraccions,  
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diferenciant-­les   en  molt   greus,   greus   i   lleus,   alhora   que   estableix   l’organisme  
administratiu  sancionador  i  el  procediment  a  seguir.  
  
  
4.3.2.   Efectes  de  la  Llei  25/2007  
  
A   part   de   les  modificacions   comentades,   la   Llei   de   conservació de   dades   té 
unes  implicacions  i  efectes  importants.  
  
En  primer   lloc,   obliga  als   operadors  a   realitzar   unes   inversions   considerables  
per   poder   emmagatzemar   una   enorme   quantitat   d’informació en   format  
electrònic   durant   un   mínim   de   12   mesos.   No   tan   sols   la   IP   o   el   número   de  
telèfon  des  de  el   que   truca   l’usuari,   sinó   també la   identificació de   l’usuari   del  
destí de  la  comunicació.  Així,  en  una  comunicació per  email  s’ha  de  conservar  
l’adreça  email  del  destinatari.  
  
La  cessió de  les  dades  es  troba  limitada  a  una  autorització judicial  prèvia  i  una  
finalitat  de  detecció,  investigació i  enjudiciament  de  delictes  greus  contemplats  
en  el  Codi  Penal  o  en  les  lleis  penals  especials.  
  
En  segon  lloc,  no  es  tracta  d’una  intervenció de  les  comunicacions.  El  contingut  
de  les  comunicacions  no  pot  estar  emmagatzemat.  És  una  mesura  diferent  a  la  
intervenció i  escolta  de  les  comunicacions  i  cal  separar-­la  d’aquesta  última.  
  
El  secret  de  les  comunicacions  és  un  dret  fonamental,  recollit  a  l’article  18.3  de  
la  Constitució.  Perquè un  Jutge  pugui  restringir  aquest  dret   fonamental,  ho  ha  
d’autoritzar   de   forma  motivada   en   base   a   uns   indicis   de   criminalitat   aportats  
prèviament   per   part   de   les   autoritats   policials   i   ha   d’ajustar-­se   al   principi   de  
proporcionalitat.   No   es   pot   considerar   com   una  mesura   prospectiva   genèrica  
per  a  la  investigació delictiva,  si  no  que  s’ha  de  relacionar  amb  persones  i  fets  
delictius   determinats,   respecte   de   línies   telefòniques   concretes   o   serveis   de  
comunicació electrònica   concrets   i   individualitzats,   dins   d’uns   terminis  
temporals  concrets.  Així ho  ha  manifestat  el  Tribunal  Constitucional  en  diverses  
sentències,  entre  les  que  cal  mencionar  la  sentència  104/2006  de  3  d’abril.  
  
  
4.3.3.   Dades  objecte  de  conservació  
  
L’article  3  de  la  llei  estableix  una  llista  tancada  de  les  dades  que  les  operadores  
estan  obligades  a  conservar,  establint  les  dades  per  a  cada  funció i  distingint  a  
cadascuna   si   és   un   servei   de   telefonia   (tant   de   xarxa   fixa   com   mòbil)   dels  
serveis  d’accés  a   Internet,  email   i   telefonia  per   Internet.  Esquemàticament   les  
dades  a  conservar  segons  la  funció que  es  persegueix  son:  
  
  
4.3.3.1.  per  rastrejar  e  identificar  l’origen  d’una  comunicació:  
  
1.   telefonia:  número  de  telèfon  de  la  trucada  i  nom  i  adreça  de  l’abonat  
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2.   internet:  identificació assignada  a  l’usuari,  identificació d’usuari  i  número  
de  telèfon  assignat  quan  accedeixi  a  la  xarxa  pública  de  telefonia.  Nom  i  
adreça   del   abonat   al   que   se   li   ha   assignat   una   adreça   IP,   una  
identificació d’usuari  o  número  de  telèfon.  
  
  
4.3.3.2.  per  identificar  el  destí d’una  comunicació:  
  
1.   telefonia:   números   de   destí,   i   si   hi   ha   desviament   o   transferència   el  
número  al  que  s’ha  transferit.  Els  noms  i  adreces  dels  abonats  registrats.  
  
2.   internet:   identificació d’usuari   o   número   de   telèfon   del   destinatari   en  
trucades  VoIP.  Noms   i   adreces   dels   usuaris   registrats   i   la   identificació 
d’usuari  del  destí.  
  
  
4.3.3.3.  per  determinar  la  data,  hora  i  duració d’una  comunicació:  
  
1.   telefonia:   data   i   hora   del   començament   i   finalització de   la   trucada   o  
servei  SMS  o  MMS.  
  
2.   internet:  data  i  hora  de  connexió i  desconnexió,  adreça  IP  assignada  pel  
ISP,  identificació de  l’usuari  registrat.  
  
  
4.3.3.4.  per  identificar  el  tipus  de  comunicació:  
  
1.   telefonia:  tipus  de  trucada,  serveis  suplementaris  o  missatgeria  utilitzats.  
  
2.   internet:  servei  utilitzat.  
  
  
4.3.3.5.  per  identificar  l’equip  de  comunicació dels  usuaris:  
  
1.   telefonia:   números   de   telèfon   origen   i   de   destí,   i   IMSI   i   IMEI   del   que  
efectua   la   trucada   i   del   que   la   rep   des   de  mòbil.  En   servei   anònim  de  
prepagament,  data  i  hora  de  la  primera  activació i   identificació de  cel·la  
des  d’on  s’ha  activat  el  servei.  
  
2.   internet:  número   telèfon  d’origen  si   l’accés  és  per  marcació (mòdem),   i  




4.3.3.6.  per  identificar  la  localització de  l’equip  de  comunicació:  
  
1.   etiqueta  de  localització (identificador  de  cel·la)  a  l’inici  de  la  comunicació 
i  les  dades  que  permeten  fixar  la  localització geogràfica  de  la  cel·la.  
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4.3.4.   Conflicte  amb  la  Llei  Orgànica  de  Protecció  de  Dades  
  
Un  dels  aspectes  a  valorar  és  si  els  fitxers  que  contenen  les  dades  estan  dins  
de   l’àmbit   d’aplicació material   de   la   Llei   Orgànica   15/1999   de   Protecció de  
Dades  (LOPD).  L’article  2.2  apartat  c  d’aquesta  Llei  Orgànica  estableix  que  “el  
règim   de   protecció de   les   dades   de   caràcter   personal   que   s’estableix   a   la  
present  Llei  Orgànica  no  serà  d’aplicació:   […]  c)  als   fitxers  establerts  per  a   la  
investigació del   terrorisme   i  de   formes  greus  de  delinqüència  organitzada.  No  
obstant,   en  aquests   supòsits   el   responsable  del   fitxer   comunicarà  prèviament  
l’existència  del  mateix,   les  seves  característiques  generals   i   la  seva   finalitat  a  
l’Agència  de  Protecció de  Dades.”  
  
Per  una  banda  la  Llei  de  conservació  de  dades  estableix  que  la  cessió és  per  la  
detecció,   investigació i   enjudiciament   de   delictes   greus,  mentre   que   la   LOPD  
exclou  d’aquesta   llei  els   fitxers  establerts  per  a   la   investigació del   terrorisme   i  
de   formes   greus   de   delinqüència   organitzada.   Atenent   al   caràcter   jeràrquic  
superior   de   la   LOPD,   s’hauria   d’interpretar   que   els   delictes   greus   als   que   fa  
referència  la  Lei  de  conservació  de  dades  són  els  enumerats  en  la  llei  orgànica.  
Si   es   segeuix   un   altre   criteri   més   ampli   al   del   terrorisme   i   delinqüència  
organitzada,   les   bases   de   dades   haurien   de   complir   amb   els   requisits   de   la  
LOPD,  constituint  més  complexitat  a  la  feina  de  les  operadores.  
  
  
4.3.5.   Conseqüències  de  la  sentència  del  Tribunal  de  Justícia  
  
La   sentència   del   Tribunal   de   Justícia   de   la   Unió Europea   declara   invàlida   la  
Directiva   2006/24,   però no   afecta   a   les   normatives   internes   dels   Estats  
Membres   que   van   transposar-­la.   Són   els   Tribunals   de   cadascun   dels   Estats  
Membres  els  que  tenen  les  competències  per  declarar  nul·les  les  normatives  en  
base  a  la  sentència  del  TJUE.  Mentre  no  hi  hagi  cap  autoritat  o  afectat  que  les  
qüestioni  davant  dels  tribunals,  les  legislacions  continuaran  vigents.  
  
Però  aquestes  discordances  legislatives  hauran  de  ser  corregides  tard  o  d’hora.  
Pot  ser  que  es  reformi  la  Directiva  corregint  les  deficiències  tal  com  apuntava  el  
TJUE   a   la   sentència   de   8   d’abril   de   2014.   O   podria   ser   que   el   Congrés  
espanyol  modifiqués   en   el  mateix   sentit   la   llei.   Caldrà   estar   atents   a   com   es  
soluciona  aquest  conflicte  jurídic.  
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CAPÍTOL  5.     LA  NEUTRALITAT  DE  XARXA  
  
  
Internet  s’ha  desenvolupat  aparentment  d’una  forma  lliure.  Les  xarxes  s’anaven  
connectant   entre   elles   per   a   benefici   dels   usuaris.   Però   si   les   empreses   que  
proporcionen   els   serveis   de   i   a   Internet   tenen   com   a   principi   maximitzar   la  
obtenció   de   beneficis,   qui   no   ens   pot   afirmar   que   duran   a   terme   pràctiques  
abusives  per  quedar-­se  amb  el  màxim  del  pastís  dels  beneficis?  El  concepte  de  
neutralitat   de   xarxa   s’ha   estat   i   s’està   discutint   en   cada   cop   més   òrgans  
legislatius  de  tot  el  món.  Veurem  perquè  s’estan  produint  iniciatives  legislatives  
que  volen  garantir  la  neutralitat  de  xarxa.  
  
  
5.1.   Què és  la  neutralitat  de  xarxa  
  
Es  pot  definir   Internet  com  la  xarxa  de  xarxes,  doncs  no  només   interconnecta  
ordinadors,   sinó que   interconnecta   xarxes   d’ordinadors   entre   sí.   La   mateixa  
paraula  Internet  no  deixa  de  ser  un  acrònim  de  INTERconected  NETworks,  és  a  
dir  xarxes  interconnectades.  
  
Quan   un   usuari   contracta   un   servei   d’accés   a   un   operador   de   xarxes   o   de  
serveis  d’Internet  està integrant  el  seu  ordinador,  o  xarxa  privada,  a  la  xarxa  del  
seu   operador.   Aquest,   per   donar   cobertura   als   seus   clients   a   ordinadors  
connectats   a   través   d’altres   operadors,   ha   d’interconnectar-­se   amb   les   altres  
xarxes.  
  
El  problema  pot  sorgir quan  un  operador  té una  posició dominant  en  el  mercat,  i  
es   pot   veure   temptat   a   realitzar   pràctiques   discriminatòries,   afavorint   a   les  
empreses   del   grup   o   als   partners   amb   qui   té signats   acords   comercials,  
establint  prioritats  a   favor  d’aquestes  o  barreres  d’accés  a   les  altres.  La   lliure  
competència  exigeix  que  els  usuaris  puguin  accedir  a  serveis  similars  de  forma  
lliure  i  en  les  mateixes  condicions,  sense  penalitzacions  en  el  servei  ni  a  través  
de  tarifes  extraordinàries.  
  
Amb  aquesta  finalitat  s’ha  concebut  el  principi  de  “neutralitat  de  xarxa”,  o  “open  
internet”,  per  garantir  que  els  usuaris  puguin  anar  on  vulguin   i  quan  vulguin  a  
través   de   la   xarxa.   Significa   que   tot   el   tràfic   d’Internet   ha   de   rebre   el  mateix  
tracte,  sense  discriminació,  restricció o  interferència,   independentment  del  seu  
emissor,  receptor,  tipus,  contingut,  dispositiu,  servei  o  aplicació,  amb  l’objectiu  
de  protegir  la  lliure  expressió i  la  innovació a  Internet  i  promoure  la  inversió en  
les  xarxes  de  banda  ampla.    
  
  
5.2.   Moviments  legislatius  en  favor  de  la  neutralitat  de  xarxa  
  
Diversos   Estats   en   el   món   han   començat   a   legislar   per  mantenir   el   caràcter  
neutre   de   la   xarxa.   El   18   d’agost   del   2010,   el   Congrés   Nacional   de   Xile   va  
promulgar  la  Llei  que  com  diu  el  seu  títol  “consagra  el  principi  de  neutralitat  a  la  
34      La  regulació  de  les  telecomunicacions  
 
xarxa  per  als  consumidors  i  usuaris  d’Internet”,  convertint-­se  en  el  primer  Estat  
del  món  en  regular  la  neutralitat  d’Internet  [24].    
  
Des   del   juny   del   2012,   Holanda   s’ha   convertit   en   el   primer   país   europeu,   i  
segon  en  el  món,  en  legislar  en  suport  de  la  neutralitat  de  xarxa  [25].  Entre  les  
mesures  establertes  ha  prohibit  als  ISPs  la  inspecció  profunda  dels  paquets3  si  
no  tenen  el  consentiment  dels  clients,  o  que  la  desconnexió  dels  clients  només  
es  pot  efectuar  en  excepcionals   i   limitades  circumstàncies,  com  l’expiració  del  
contracte,   l’acabament   de   la   relació   contractual   a   requeriment   del   client,  
l’impagament  del  subscriptor,  per  força  major  o  per  requeriment  judicial.  
  
A  nivell  de  la  Unió  Europea,  el  17  de  novembre  del  2011,  el  Parlament  Europeu  
va   aprovar   la  Resolució   sobre   la   Internet   oberta   i   la   neutralitat   de   la   xarxa   a  
Europa   [26].   Amb   aquesta   el   Parlament   diu   que   és   necessari   preservar   el  
caràcter  obert  i  neutral  d’Internet  com  a  motor  essencial  de  la  innovació  i  de  la  
demanda   dels   consumidors,   garantint   a   l’hora   que   Internet   pot   seguir   oferint  
serveis  d’alta  qualitat  en  un  marc  que  promou  i  respecta  els  drets  fonamentals.  
A  l’hora  fa  l’observació  de  que  en  les  circumstàncies  de  finals  del  2011  no  hi  ha  
una  necessitat  d’intervenció  reguladora  addicional  en  matèria  de  neutralitat  de  
xarxa  a  escala  europea,  però  cal  que  la  Comissió  junt  amb  l’ORECE  (BEREC)  
vigilin   el   desenvolupament   de   les   pràctiques   de   gestió   de   tràfic   i   els   acords  
d’interconnexió.  
  
El  18  de  març  del  2014,  la  Comissió  d’Indústria  del  Parlament  Europeu  va  votar  
a  favor  de  prohibir  les  pràctiques  que  violen  el  principi  de  neutralitat  de  la  xarxa  
[27],  text  que  va  passar  el  3  d’abril  del  2014  al  Ple  del  Parlament  Europeu,  on  
es  va  aprovar  la  primera  lectura  de  la  Resolució  legislativa  sobre  la  proposta  de  
Reglament   del   Parlament   Europeu   pel   que   s’estableixen   mesures   en   relació  
amb  el  mercat  únic  europeu  de  les  comunicacions  electròniques  i  per    crear  un  
continent  connectat   [28],  que  dona  origen  al  Mercat  únic  digital  que  veurem  a  
l’annex  9.    
  
El   26   de   febrer   del   2015,   els   Estats  Units   d’Amèrica   es   van   afegir   a   la   llista  
d’Estats  amb  una  normativa  protegint  la  neutralitat  de  xarxa,  o  com  l’anomenen  
“Open  Internet”  [29]  [30].  Al  cap  de  poc  temps  d’entrar  en  vigor,  es  va  produir  la  
primera   reclamació   contra   Time   Warner   Cable   per   vulneració   d’aquesta  






                                                                                         
3  La   Inspecció  profunda  de  paquets   (deep  paket   inspection)  és  un  conjunt  de  
tècniques  per  examinar  i  categoritzar  els  paquets  d’informació  que  s’envien  per  
la  xarxa,  realitzada  per  equips  diferents  del  del  destinatari.  S’examina  el  contin-­
gut  de  les  dades  enviades,  constituint  una  violació  de  la  privacitat  de  les  comu-­
nicacions.  Els   routers   tan  sols  han  d’inspeccionar   les  capçaleres,  on  entre  al-­
tres  es  troben  les  adreces  d’origen  i  destinatari,  per  poder  dirigir  el  paquet  cap  
al  seu  destí.  
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5.3.   Tipus  d’interconnexions  IP  
  
Els   proveïdors   de   serveis   d’Internet   (ISP)   tenen   diverses   formes   legals  
d’interconnectar-­se  entre  ells,  per  així donar  accés  als  seus  clients  als  recursos  
allotjats  per  clients  d’altres  ISPs.  Entre  les  formes  d’interconnexió  trobem:  
  
1.   Acords  de  Trànsit  
  
2.   Acords  de  Peering  (a  través  de  punts  d’intercanvi  d’internet  IXPs)  
  
3.   Interconnexions  QoS,  definint  factors  de  qualitat.  
  
Els  dos  primers  estan  basats  en  el  principi  best-­effort,  és  a  dir  sense  prioritats.  
  
La   tecnologia   d’interconnexió IP   es   basa   en   l’anomenada   packet-­switched  
network,  o  xarxa  d’intercanvi  de  paquets,  on  no  hi  ha  establert  un  circuit  físic  o  
virtual  entre  els  dos  punts  de  comunicació,  si  no  que  la   informació és  dividida  
en  paquets  o  peces  independents  i  separades,  que  es  dirigeixen  cap  al  destí,  a  
través  de   la  xarxa,  de   forma  autònoma.  La  xarxa  de   transport  no   té cap   tipus  
d’informació sobre  la  relació dels  paquets  transportats  entre  els  dos  punts  de  la  
comunicació.  
  
El  protocol  d’internet  (IP)  és  un  protocol  sense  connexió,  és  a  dir,  que  a  la  capa  
IP  no  hi  ha  informació sobre  la  relació del  flux  de  paquets.  Com  a  conseqüència  
d’això,  els  nodes  de   les  xarxes   IP  no  poden   interferir  amb   les   funcions  de   les  
aplicacions,   com   ara   identificar   i   processar   trucades   de   veu.   Per   poder  
identificar   i   processar   els   paquets   IP   caldria   implementar   en   els   nodes  
d’interconnexió funcions  d’inspecció dels  paquets  que  afegirien  una  complexitat  
aliena  al  sistema  i  que  dificultaria  l’efectivitat    de  les  comunicacions  IP.  
  
Però veiem  en  que  consisteixen  aquests  diferents  acords  als  que  poden  arribar  
les  ISPs  entre  elles.  
  
  
5.3.1.   Acords  de  Trànsit  
  
Són  acords  bilaterals  on  els  proveïdors  de  serveis  d’internet  (ISP)  proporcionen  
als  seus  clients  una  completa  connectivitat  a  internet,  tant  per  transmetre  tràfic  
de  pujada   com  de  baixada   cap  a  un  altre   ISP  o  a  un  usuari   final,   incloent   la  
obligació de  transportar  el  tràfic  generat  per  parts  alienes  al  contracte.  
  
En  aquest  context  els  ISP  venen  a  altres  ISPs  l’accés  a  totes  les  destinacions  
de  la  seva  taula  d’enrutament.  Recordem  que  l’usuari  final  paga  al  seu  ISP  per  
la  connectivitat  a  Internet,  tant  als  ordinadors  connectats  directament  al  mateix  
ISP  com  als  de  la  resta  d’ISPs.  Generalment  aquests  acords  proporcionen  una  
completa  connectivitat  a  internet,  mentre  que  en  altres  casos  es  pot  acordar  un  
“trànsit  parcial” cap  a  només  una  part  de  l’internet  global,  com  per  exemple  la  
connexió només  a  una   regió o   zona,   o   bé a  un  grup  determinat   de   sistemes  
autònoms  (AS).  
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El  criteri  per  facturar  a  les  interconnexions  IP  és,  principalment,  la  capacitat  en  
el  punt  d’interconnexió,  pel  que  els  contractes  d’interconnexió només  contenen  
condicions  per  accedir-­hi  i  la  capacitat  del  punt  d’interconnexió.  
  
  
5.3.2.   Acords  de  Peering  
  
També són  acords  bilaterals  entre  ISPs,  per  dirigir  el  tràfic  l’un  cap  a  l’altre  i  cap  
als   seus   respectius   clients.   No   inclou   la   obligació de   portar   el   tràfic   cap   a  
terceres   parts.   Generalment   aquests   acords   d’intercanvi   de   tràfic   són   sense  
contraprestacions  econòmiques.  
  
El  peering  és  una  relació de  negocis  on  les  companyies  proporcionen  accés  a  
cadascun  dels  seus  clients  de  forma  recíproca,  de  forma  que  els  clients  d’una  
companyia   tenen  accés  als  clients  de   l’altre  companyia.  Però si  una  d’elles   té 
un  acord  de  peering  amb  una   tercera  companyia,  els  clients  d’aquesta  última  
podrien  no  tenir  accés  als  de  la  companyia  on  no  hi  ha  acord  i  viceversa.  
  
Podem  classificar  els  acords  de  peering  segons  el  grau  d’obertura  [33]:  
  
•   open  peering,  on  es  permet  el  peering  amb  qualsevol  
  
•   peering  selectiu,  on  s’estableixen  alguns  requeriments  per  proporcionar  el  
peering  
  
•   peering   restrictiu,  on  no  s’està interessat  en  el  peering  amb  altres  parts  
més  enllà de  les  relacions  de  peering  acordades  
  
•   no-­peering,  on  no  es  permet  el  peering.  
  
  
5.3.2.1.  Pactes  als  que  es  poden  arribar  en  els  acords  de  peering  
  
Les   ISPs   poden   acordar   diversos   aspectes   tècnics   en   els   seus   acords   de  
peering,  entre  els  que  podem  trobar  els  següents:  
  
•   L’especificació d’una  ràtio  entre  el  trafic  entrant  i  sortint.  Aquesta  ràtio  a  la  
pràctica   és   un   dels   factors   que   porten   als   ISP   a   decidir   on   acorden   el  
peering  amb  altres  operadors.  
  
•   Un  cert  volum  de  tràfic  que  ve  donat  per  la  mida  de  la  xarxa  de  l’ISP  i/o  la  
capacitat  mínima  per  als  enllaços  que  hauran  de  dur  a  terme  l’intercanvi  
de  tràfic.  
  
•   Que   es   pugui   arribar   a   un   determinat   àmbit   geogràfic.   Al   peering   entre  
dos  ISPs  s’aplica  el  principi  de  “patata  calenta”:  s’ha  d’entregar  el  tràfic  el  
més  ràpid  possible,  és  a  dir,  a  través  de  l’enllaç  de  peering  més  proper  a  
l’usuari,   de  manera  que  el   següent  operador   sigui  el   que  ha  de  dedicar  
més  recursos  per  transportar  la  informació.  Quan  una  xarxa  petita  entrega  
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el  seu  tràfic  a  una  molt  més  gran,  aquesta  haurà de  fer  una  inversió més  
gran  que  la  petita  per  dur  a  terme  l’intercanvi  igualment  de  forma  ràpida.  
Aquesta  sol  ser  la  raó perquè xarxes  grans  s’inclinen  a  no  fer  intercanvis  
de   tràfic   amb   xarxes   petites,   o   bé que   requereixin   als   seus   partners   a  




Fig.  5.1  Diagrama  del  principi  de  “patata  calenta”  
  
  
•   Requeriments  geogràfics,  exigint  que  hi  hagin  múltiples  punts  d’intercanvi  
al   llarg   del   país,   establint   el   número   i   la   localització dels   punts,   amb   la  
finalitat  de  que  el  tràfic  d’una  zona  es  quedi  a  la  zona.  
  
•   Anuncis  consistents  del  Border  Gateway  Protocol  a   través  dels  enllaços  
de  peering.  
  
•   Consideracions  de  màrqueting:  un   ISP  no   tindrà interès  amb  establir  un  
acord   de   peering   amb   un   altre   ISP   si   aquest   últim   pot   ser   un   potencial  
client  de  trànsit  del  primer.  Si  dos  ISPs  competeixen  pel  mateixos  clients  
en  el  mercat  dels  usuaris  de  continguts  i  aplicacions,  un  no  voldrà establir  
acords   de   peering   si   el   segon   treu   una   gran   avantatge   de   l’acord   de  
peering.  
  
•   Altres   aspectes   com   el   nombre   de   clients,   específics   requeriments   del  
nivell   de  servei,   o  el   nombre  de  direccions   IP  servides  poden  ser  punts  
rellevants   per   l’acord   de   peering,   encara   que   no   estiguin   directament  
relacionats  amb  els  costos  de  desenvolupar  la  infraestructura  de  xarxa,  si  
no  que  apunten  cap  a  assegurar  que  hi  haurà un   intercanvi  suficient  de  
tràfic  per  garantir  els  costos  que  impliqui  la  transacció.  
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5.3.2.2.  Motius  per  aconseguir  acords  de  peering  
  
Si   dos   operadors   acorden   l’intercanvi   de   tràfic   sobre   una   base   d’intercanvi  
gratuït,  es  pot  interpretar  que  l’acord  pretén  estalviar  els  costos  que  suposaria  
un  sistema  per  mesurar  i  facturar  de  forma  exacta  els  fluxos  del  tràfic  generat.  
Un   ISP   tindrà un   incentiu  per   realitzar  acords  de  peering  amb  un  altre   ISP  si  
amb  aquest  redueix  els  costos  per  haver  de  comprar  trànsit  a  un  altre  ISP.  
  
El   peering   també contribueix   a   millorar   el   rendiment,   doncs   introdueix   una  
latència  més  baixa  que  no  pas  un  contracte  de  transit,  on  el  flux  hauria  de  ser  
enrutat  a  través  d’un  proveïdor  de  trànsit  abans  de  ser  transportat  per  la  xarxa  
contractada.  
  
El   peering   permet   als   ISPs   tenir   un   control   més   gran   sobre   els   camins  
d’enrutament   i   el   rendiment   del   tràfic.   Així si   els   protocols   d’enrutament  
estableixen   la  prioritat   sobre  un   camí que  experimenta  un   rendiment   baix,   es  
pot  configurar  un  camí alternatiu.  
  
Mentre  que  en  els  acords  de  transit  s’estableix  una  relació client-­proveïdor,  el  
peering   estableix   una   relació simètrica.   Les   dues   parts   establirant   acords   de  
peering   si   ambdós   empreses   tenen   expectatives   de   millorar   respecte   a   la  
situació sense  l’acord,  és  a  dir  que  els  reporta  a  ambdós  un  benefici  mutu.  
  
  
5.3.2.3.  Què convé més,  els  acords  de  peering  o  comprar  trànsit  
  
Els   ISPs   que   compleixen   els   requeriments   per   poder   efectuar   acords   de  
peering  poden  triar  entre  realitzar  un  acord  de  peering  o  comprar  transit  a  l’altre  
companyia.  D’aquesta  manera  poden  intercanviar  entre  aquestes  dues  formes  
d’interconnexió.   La  decisió d’escollir   una  o  altra  alternativa   vindrà donada  pel  
planejament  de  la  xarxa  i  els  costos  d’optimització.  El  trànsit  origina  costos  de  
transport   del   tràfic,   però estalvia   els   costos   de   les   inversions   en   la   pròpia  
infraestructura  de  xarxa,  estalviant  costos  operatius  i  assegura,  alhora,  un  nivell  
apropiat  del  rendiment  de  la  xarxa.  
  
Moltes   sol·lucions   emprades   per   les   ISPs   inclouen   ambdues   opcions  
combinades  i  utilitzades  com  a  complementàries  una  de  l’altra.  
  
  
5.3.2.4.  Els  Internet  Exchange  Points  (IXPs)  
  
També son   anomenats   Network   Access   Point   (NAPs),   i   són   els   punts  
institucionals  o  públics  on  múltiples  ISPs  realitzen  la  interconnexió de  les  seves  
respectives   xarxes.   Constitueixen   un   altre   escenari,   institucional,   per   a  
l’intercanvi   de   tràfic,   on   les   ISPs   participen   voluntàriament   i   acorden   la  
interconnexió multilateral   de   les   seves   xarxes   en   un   punt   de   peering,   sense  
necessitat  de  comprar  trànsit  a  un  proveïdor  i  reduint  els  costos  al  no  produir-­se  
cap  pagament  per  l’intercanvi  de  tràfic.  
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Els   operadors   d’internet   han   adoptat   des   de   fa   temps   aquest   model  
d’interconnexió pel  que  diverses   ISPs  es   troben  per   intercanviar  el   tràfic  amb  
altres  proveïdors,  on  cadascun  assumeix  els  costos  de  transmetre  el  tràfic  IP  al  
IXP/NAP.  
  
En  aquests  punts  es  pot  dur  a  terme  un  peering  públic  o  privat  
  
En   el   peering   públic   Una   estructura   compartida   de   peering   (un   switch  
d’ethernet)  s’encarrega  d’interconnectar  els  respectius  routers  fronterers  (edge  
routers).   Quant   hi   ha   més   operadors   connectats   i   quant   més   tràfic   és  
intercanviat   en   el   IXP,   més   atractiu   es   torna   aquest   IXP   per   a   que   altres  
operadors  vulguin  connectar  els  seus  routers  a  aquest  IXP  concret.  
  
En   canvi   en   el   peering   privat   no   utilitzen   la   infraestructura   compartida   de  
peering,  si  no  que  en  aquest  cas  dos  operadors  intercanvien  el  tràfic  en  el  punt  
IXP  a  través  d’una  interconnexió dedicada  entre  ells  dos.  
  
Segons   un   informe   del   BEREC   [36],   aquest   model   ha   experimentat   un   gran  
creixement  a  Europa,  arribant  a  haver-­hi  144  punts  IXP  operatius  al  2011.  Això 
permet   un  més   gran   intercanvi   de   tràfic   dins   de   la   zona,  millora   la   latència   i  
estalvia  en  costos  de  proveïdors  upstream  i  sobretot  evita  que  el  tràfic  travessi  
múltiples  cops  un  mateix  punt  d’interconnexió (l’anomenat  tromboning).  
  
Però   tot   peering   té   uns   costos.   En   el   peering   privat   entre   dos   companyies   o  
més   tenen   que   acordar   on   s’establirà   el   punt   IXP,   el   lloguer   de   les  
instal·lacions,  el  cost  de  l’equip  a  instal·lar,  el  seu  manteniment,  etc.    
  
Un  dels   IXP  neutres  que  hi  ha  a   l’Estat  Espanyol  és  ESpanix4.  Es   tracta  d’un  
node   neutre   d’interconnexió   i   una   plataforma   de   peering,   constituït   per   una  
associació   d’operadores   de   xarxes   IP,   sense   ànim   de   lucre.   Cada   associat  
paga   la   tarifa   segons   les  necessitats  de  connexió  que  cadascun   té  per  dur  a  
terme   el   seu   respectius   negoci   d’intercanvi   de   tràfic.   Segons   les   tarifes   pel  
2015,  el  cost  de  connexió  a  ESpanix  està  constituït  per  una  quota  d’inscripció  
de   1.500€   i   una   quota   anual   composada   per   una   part   fixa   de   500€,   i   d’una  
variable  que  dependrà  del  número  de  ports  que  es  vol  contractar  i  del  seu  tipus,  
essent  la  quota  per  port  de  2.700€  per  una  connexió  FE  o  megabit,  3.100€  per  
una  GE  o  gigabit,  i  de  9.600€  per  un  port  10G  de  10  gigabits.    
  
  
5.3.3.   Interconnexions  QoS  
  
El   protocol   d’internet   ve   donat   per   una   manca   de   connexió entre   dos   punts  
finals,  on  els  paquets  IP  són  dirigits  de  manera  independent  a  través  de  la  capa  
IP  de  les  xarxes.  Això implica  que  el  disseny  de  les  xarxes,  i  de  les  funcions  de  
transferència,   es   centri   en   la   capacitat   d’utilització més   eficient   de   la  
infraestructura   de   la   xarxa,   evitant   punts   crítics   ocasionals   d’excés   de   tràfic  
                                                                                         
4  www.espanix.net.  Alguns  dels   seus   socis   són  Vodafone,  Telefónica,  Twitter,  
RedIRIS,  Orange,  Ono,  NTT  Communications,  Microsoft,  Amazon,  Jazztel,  Go-­
ogle,  Facebook,  AT&T,  Adamo,  etc.    
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(traffic  peaks).  L’estratègia  de  la  gestió del  tràfic  es  basa  en  transferir  i  agregar  
tràfic   de   tal   manera   que   els   punts   d’excés   de   tràfic   en   llocs   concrets   d’una  
xarxa  siguin  evitats,   i   en  que  els  paquets  agregats  al   flux  siguin   intercanviats  
utilitzant  les  rutes  d’encaminament  més  efectives.  
  
Cada   ISP   gestiona   la   transferència   de   tràfic   dins   la   seva   xarxa   de   forma  
autònoma.   Els   AS   de   trànsit,   que   no   tenen   connexions   directes   d’usuaris,  
transfereixen  el  tràfic  agregat  rebut  des  de  les  altres  xarxes  autònomes,  sense  
tenir  en  compte  ni   l’origen  ni  el  destinatari  del  paquet,  ni   tampoc  a  quin   tipus  
d’aplicació pertanyen  les  dades  rebudes.  
  
Però hi  ha  diverses  estratègies  per  gestionar  el  tràfic  de  paquets  segons  hagin  
estat  etiquetats,   i  poder  discriminar-­los  dels  altres   i  ser   intercanviats  de   forma  
fiable  en  els  extrems  de  les  xarxes  autònomes.  
  
Amb  les  connexios  QoS,  o  de  qualitat  del  servei  (Quality  of  Service),  es  pretén  
l’establiment  garantit  de  serveis  IP  extrem  a  extrem.  Bàsicament  es  diferencien  
els   paquets   que   circulen   per   la   xarxa   amb  unes   etiquetes   que   estableixen   la  
classe   a   la   que   pertanyen.   Les   classes   expressen   els   objectius   de  
comportament  de  la  xarxa  sobre  el  paquet  concret.  Per  exemple,  es  pot  definir  
un   paquet   en   una   classe   prioritària   per   a   que   no   es   perdi   o   no   excedeixi   el  
retard  en  la  entrega  d’uns  determinats  paràmetres.    
  
Segons  un  informe  del  BEREC  [36],  mentre  la  creació  de  classes  de  tràfic  dins  
d’un  AS  és  comú,  els  acords  sobre  classes  de  tràfic  a  través  de  diferents  AS  és  
difícil   que   es   puguin   dur   a   la   pràctica,   doncs   cal   que   arribin   a   acords   per  
harmonitzar   les   diferents   classes   i   la   implementació   dels   protocols,   com   on  
situar  els  controladors  de  rendiment  i  els  per  a  la  ubicació  dels  pressupostos  de  




5.4.   El  control  de  qualitat  dels  serveis  d’accés  a   Internet  en  
el  context  de  la  neutralitat  de  xarxa  
  
El  regulador  europeu,  BEREC,  ha  elaborat  recomanacions  per  a  la  creació de  
sistemes  de  control  de  qualitat  de  la  neutralitat  de  xarxa  [35].  
  
Per   mesurar   la   qualitat   dels   serveis   d’accés   a   internet   (IAS)   es   recomana  
mesurar  el  rendiment  actual  del  servei,  tenint  en  consideració com  a  mínim  els  
següents   paràmetres   de   la   capa   IP:   la   velocitat   de   pujada   i   de   baixada,   el  
“delay"  o   retard  dels  paquets,  el   jitter   i   la   ràtio  de  paquets  perduts.  El   jitter  és  
especialment   problemàtic   a   les   transmissions   en   temps   real   o   en   fluxos  
multimèdia.  Consisteix  en   la  variabilitat   temporal  d’arribada  dels  paquets,  que  
provoca   que   puguin   arribar   al   destí   abans   o  més   tard   del   seu   temps   concret  
d’execució.   Si   un   paquet   arriba   abans   del   temps   en   la   seqüència   de  
reproducció,  el  sistema  l’emmagatzema  i  el  reprodueix  en  el  seu  moment,  però  
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si  arriba  més   tard  es  pot  produir  una  aturada  de   la   imatge  en  un  vídeo,  o  un  
silenci  en  un  àudio.  
  
Segons   el   BEREC,   és   necessari   que   hi   hagi   un   desenvolupament   de   les  
metodologies  per  mesurar  les  comunicacions  basades  en  IP,  i  conseqüentment  
desenvolupar  especificacions  tècniques,  que  hauria  d’estar  liderat  per  l’Internet  
Engineering   Task   Force   (IETF).   Com   que   la   connectivitat   a   altres   xarxes  
(sistemes  autònoms)  és  part  essencial  de  l’oferta  dels  IAS  proporcionada  pels  
proveïdors   d’accés   a   internet   (ISP),   ha   de   ser   controlada   per   aquesta  
metodologia  de  mesurament.  
  
Es  recomana  que,  més  enllà  de  mesurar  únicament  la  branca  que  ofereix  l’ISP,  
en   aquestes   mesures   s’inclogui   la   interconnexió   dels   ISP,   i   els   resultats  
s’haurien   d’utilitzar   per   donar   comptes   de   la   connectivitat   dels   ISP   cap   a  
Internet.  
  
També  es  recomana  tenir  en  consideració  altres  paràmetres  mesurables,  com  
ara  els  aspectes  de  cobertura  de  les  xarxes  mòbils  i  wireless.  
  
Al   2012   la  Comissió   Europea   va   encarregar   a   la   companyia   SamKnows   que  
realitzes  un  estudi  durant  3  anys  sobre  la  qualitat  dels  serveis  de  banda  ampla  
a  Europa.  L’estudi  el  desenvolupen  amb  més  de  10.000  dispositius  distribuïts  
pels  països  de  la  Unió  Europea  i  els  publica  la  Comissió  a  través  del  seu  web  
[37].  En  el  mercat  existeixen  diverses  eines  per  mesurar  les  xarxes,  i  a  l’annex  
6  en  veurem  algunes,  examinant  especialment  Netflow  de  Cisco.  
  
El  BEREC  estableix   les   recomanacions  del  control  de   la  qualitat  sobre  el  que  
anomena  dos  “casos”  principals,  que  són:  
  
1.   Proporcionar   transparència   en   la   informació   de   la   qualitat   del   servei  
d’accés  a  internet  als  usuaris  finals.  
  
2.   La  supervisió  per  part  dels   reguladors  del   control  de  qualitat  del   servei  
d’accés   a   internet,   fixant-­se   especialment   en   la   detecció   de   la   potencial  
degradació del  servei.  
  
  
5.4.1.   La  transparència  de  la  informació  de  la  qualitat  dels  IAS  
  
Les  dades  obtingudes  de  les  mesures,  tant  de  les  mesures  efectuades  a  cada  
IAS,   com   la   mitjana   dels   resultats   obtinguts,   s’haurien   de   fer   arribar   d’una  
manera  amigable  a  l’usuari  final.  Seria  suficient  que  aquest  pogués  descarregar  
en  el  seu  equip  eines  de  mesurament  (software),  que  permetin  que  els  resultats  
siguin   validats   i   recopilats,   per   a   calcular   les   mitjanes   amb   les   dades  
proporcionades   per   altres   usuaris.   Finalment,   aquestes   dades,   (resultats  
individuals   de   la   mesura   i   la   mitjana   de   totes   les   mesures)   siguin  
proporcionades   a   l’usuari.   Aquest   sistema   de   generació   de   la   informació   per  
part  dels  mateixos  usuaris   i   la  seva  disposició  a  tots  ells  és  el  que  anomenen  
crowd-­sourcing.  
  
42      La  regulació  de  les  telecomunicacions  
 
  
5.4.2.   La   supervisió   per   part   dels  Reguladors   de   la   qualitat   dels  
IAS  
  
Les  mesures  per  supervisar  la  qualitat  dels  IAS  poden  ser  dutes  a  terme  en  una  
o  en  totes  dues  de  les  següents  formes:   les  Autoritats  Reguladores  Nacionals  
(NRA)   poden   utilitzar   sistemes   físics   (hardware)   per   sondejar   els   IAS,   en   un  
sistema  controlat,  o  bé utilitzar  un  sistema  menys  controlat  basat  en  software  i  
en   la   recopilació de   les   dades   proporcionades   pels   usuaris   en   un   sistema  
crowd-­sourcing.  
  
Per  avaluar  la  potencial  degradació dels  IAS  com  una  unitat,  els  mesuraments  
s’haurien   de   realitzar   periòdicament   per   proporcionar   una   anàlisi   de   la  
tendència  que  segueix  el  servei.    
  
Respecte  a  la  monitorització de  les  aplicacions  que  utilitzen  els  serveis  d’accés  
a   internet,   es   recomana   la   utilització d’eines  per  mesurar  el   rendiment  de   les  
aplicacions   individuals,   que   també podrien   utilitzar-­se   per   proporcionar  
transparència,   i  explorar   la  utilització de  mesuraments  passius.  També es  pot  
considerar   tenir   en   compte   la   informació proporcionada   pels   sistemes   de  
mesura   del   proveïdors   d’aplicacions   i   de   continguts   (CAP)   així com   d’altres  
mètodes  complementaris.    
  
Els   resultats  obtinguts  pels  diferents  mètodes  de  mesura  han  de  ser  avaluats  
per  experts,  que  buscaran  tant  les  dades  raonables  de  la  gestió del  tràfic  com  
aquelles  que  no  ho  son,  amb   la   finalitat  de  detectar   la  degradació de   l’ús  del  
IAS  per  part  de  les  aplicacions  individuals.  
  
En  quant  a  les  metodologies  per  mesurar  las  qualitat  dels  IAS,  per  a  la  garantia  
de   la  qualitat  dels   resultats  dels  mesuraments   i  de   l’avaluació dels   reguladors  
d’aquests  resultats,  es  requereix  una  profunda  comprensió de  les  complexitats  
subjacents  de  les  comunicacions  per  internet  i  de  les  metodologies  per  la  seva  
monitorització.   S’espera   que   aquesta   comprensió necessiti   d’un  
desenvolupament  profund  en  el  temps  i  que  l’intercanvi  d’experiències  entre  les  
Autoritats   Reguladores   Nacionals   (NRA)   promogui   la   convergència   de  
pràctiques,   i   que   la   participació i   contribució en   activitats   d’estandardització 
seran  bones  estratègies  per  convergir  en  aquesta  àrea.  
  
  
5.5.   Qualitat  de  servei  o  Neutralitat  de  xarxa  
  
Cada  cop  són  més  els  serveis  que  s’ofereixen  de  televisió  a   la  carta,  televisió  
sobre   IP   o   telefonia   sobre   IP.  Per   a   oferir   uns   serveis   de   qualitat,   el   sistema  
“best   effort”   que   ofereix   una   neutralitat   de   xarxa   estricta   no   garanteix   que  
aquests  serveis  no  pateixin  interrupcions.  Per  això  els  proveïdors  d’aquest  tipus  
de  servei  estan  reclamant  que  es  garanteixi  la  correcta  prestació  d’aquests  ser-­
veis  amb  un  sistema  QoS  que  els  prioritzi  en  cas  de  congestió  a  la  xarxa.  
  
Però  per  a  que  es  pugui  donar  una  diferenciació  en  el  tràfic,  cal  un  alt  grau  de  
transparència,  doncs  es  podria  realitzar  pràctiques  discriminatòries  per  afavorir  
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uns  clients  que  paguen  més  respecte  dels  que  tenen  tarifes  més  econòmiques,  
o  simplement  per  perjudicar  els  clients  d’altres  proveïdors.  
  
La  Unió  Europea  encara  es  troba  dilucidant  sobre  el  model  d’Internet.  En  la  re-­
solució  del  Parlament  Europeu  del  17  de  novembre  de  2011   [26],     s’estableix  
que  en  las  circumstàncies  del  2011  no  hi  ha  una  necessitat  d’intervenció  regu-­
ladora  addicional  en  matèria  de  neutralitat  de  xarxa  a  escala  europea,  però  en-­
carrega  una  actitud  de  vigilància  a  l’entitat  reguladora.  En  la  votació  més  recent  
del  2014  [27]  a  favor  de  protegir  la  neutralitat  d’Internet,  però  també  es  perme-­
ten   els   serveis   especialitzats,   com   la   televisió   d’alta   definició   via   Internet,   les  
videoconferències  i  la  telemedicina  interactiva,  sempre  que  no  llastrin  o  interfe-­
reixin  amb  altres  usuaris  d’Internet   i   que  els  proveïdors  d’accés  a   Internet  no  
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CAPÍTOL  6.  LA  PROTECCIÓ DELS  CONTINGUTS  
DIGITALS  
  
L’article   27.2   de   la   Declaració Universal   de   Drets   Humans   de   les   Nacions  
Unides  estableix  que  “tota  persona  té  dret  a  la  protecció dels  interessos  morals  
i   materials   que   li   corresponguin   per   raó de   les   produccions   científiques,  
literàries   o   artístiques   de   les   que   sigui   autora”.   Aquesta   declaració   ha   estat  
vulnerada  en  reiterades  ocasions,  pel  que  una  mera  declaració  no  és  efectiva  si  
no   va   acompanyada   de   mesures   coercitives   encaminades   a   vetllar   pels  
beneficiaris  dels  drets.  A  continuació  presento  les  últimes  novetats  legislatives  
dirigides  a  la  protecció  dels  continguts  digitals.  
  
  
6.1.   Els  delictes  contra  la  propietat  intel·lectual  
  
El   nostre   ordenament   jurídic   ha   protegit   el   dret   a   la   propietat   i   ha   castigat  
aquelles   conductes   que   han   anat   dirigides   a   conculcar   aquest   dret   o   obtenir  
benefici  de  la  propietat  de  tercers.  En  aquest  sentit,  l’article  270  del  Codi  Penal  
(CP)   tipifica   unes   determinades   conductes   en   contra   de   la   propietat  
intel·lectual,  castigant  als  qui  en  treuen  benefici  sense  autorització.  
  
Per   cometre   la   infracció ha   d’haver   un   ànim   d’obtenir   un   benefici   econòmic  
directe  o  indirecte  i  en  perjudici  d’un  tercer.  A  més  s’ha  de  produir  alguna  de  les  
conductes   següents:   la   reproducció,   el   plagi,   la   distribució,   la   comunicació 
pública   o   l’explotació econòmica   de   qualsevol   altre   manera,   d’una   obra   o  
prestació literària,  artística  o  científica  en  la  seva  totalitat  o  en  part;;  però també 
la  transformació,  interpretació o  execució artística  fixada  en  qualsevol  tipus  de  
suport   o   comunicada   a   través   de   qualsevol   mitjà,   sense   la   autorització dels  
titulars  dels  drets  de  propietat  intel·lectual  o  dels  seus  cessionaris.    
  
Però calia   anar   un   punt   més   enllà,   doncs   l’evolució d’Internet   i   de   les  
tecnologies  d’intercanvi  d’arxius  “peer  to  peer”  quedaven  fora  de  la  protecció de  
l’article  270  del  CP.  L’última  reforma  d’aquest  article  es  va  produir  a  través  de  la  
Llei  Orgànica  1/2015,  de  30  de  març,  per   la  que  es  modifica   la  Llei  Orgànica  
10/1995,  de  23  de  novembre,  del  Codi  Penal  [39].  L’article  únic.151  d’aquesta  
llei  orgànica  dona  una  nova  redacció a   l’article  270,  que  ha  entrat  en  vigor   l’1  
de  juliol  d’aquest  any.  
  
Si  bé,  el  primer  apartat  d’aquest  article  270  CP  recull  la  conducta  tipificada    que  
podem   dir   tradicional   que   s’ha   comentat,   la   novetat   la   trobem   al   paràgraf  
segon.  Aquest  estableix  que  dins  de  la  prestació de  serveis  de  la  societat  de  la  
informació,  qui  amb  ànim  d’obtenir  un  benefici  econòmic  directe  o  indirecte  i  en  
perjudici   d’un   tercer   incorrerà en   el   delicte   qui   “faciliti   de   modus   actiu   i   no  
neutral   i   sense   limitar-­se   a   un   tractament   merament   tècnic,   l’accés   o   la  
localització a   internet   d’obres   o   prestacions   objecte   de   propietat   intel·lectual  
sense   l’autorització dels   titulars   dels   corresponents   drets   o   dels   seus  
cessionaris,   en  particular  oferint   llistats  ordenats   i   classificats  d’enllaços  a   les  
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obres   i   continguts   referits   anteriorment,   encara   que   els   mencionats   enllaços  
hagin  estat  facilitats  inicialment  pels  destinataris  dels  seus  serveis.”  
  
Així,  no   tan  sols  estan   realitzant  una  activitat  punible  aquells  serveis  que  ens  
ofereixen  continguts  audiovisuals,  per  veure’ls  en  streaming  o  per  descarregar  
directament   del   seu   servidor,   sense   l’autorització del   propietari   dels   drets   de  
propietat,  si  no  que  s’inclouen,  i  aquí rau  la  novetat,  els  llistats  d’enllaços  com  
ara   pordescargadirecta.com,   thepiratebay.se,   etc.   Aquests   son   serveis   que  
obtenen  un  benefici  econòmic  de   forma   indirecta  a   través  de   la  publicitat  que  
allotgen,   i   creen   un   perjudici   en   els   autors   en   tant   que   deixen   de   percebre  
ingressos  pels  visionat,  audició o  utilització del  contingut  audiovisual.  
  
En   el   paràgraf   tercer   es   dóna   la   potestat   al   Jutge   o   Tribunal   d’ordenar   la  
retirada   de   les   obres   o   prestacions   objecte   de   la   infracció.   Però també se   li  
dóna  la  potestat  d’ordenar  la  interrupció de  portals  d’accés  a  internet  o  serveis  
de  la  societat  de  la  informació que  difonguin  exclusiva  o  preponderantment  els  
continguts   objecte   de   la   propietat   intel·lectual   al   que   es   fa   referència   en   els  
apartats  anteriors.  A  més,  el  Jutge  pot  acordar  qualsevol  mesura  cautelar  que  
tingui  per  objecte  la  protecció dels  drets  de  propietat  intel·lectual.  És  a  dir  que  
des  de  la  denúncia  pot  ordenar  el  tancament  de  portals,  pàgines  o  serveis.  
  
En   el   cas   que   hi   hagi   una   reiteració de   conductes   i   quan   resulti   una  mesura  
proporcionada,  eficient   i  eficaç,  podrà ordenar  excepcionalment  el  bloqueig  de  
l’accés  corresponent.  Aquesta  és  una  mesura  que  afecta  a   tercers,  doncs  qui  
ha  d’aplicar  el  bloqueig  pot  ser  des  de  l’empresa  d’allotjament  del  servei,  en  el  
cas   de   que   estigui   situada   a   l’estat,   o   les   empreses   proveïdores   d’accés   a  
Internet  (ISPs).  Aquestes  últimes  seran  les  més  afectades  per  aquesta  ordre  de  
bloqueig,   en   tant   que   la   majoria   dels   serveis   estan   allotjats   en   servidors   de  
tercers  estats  on  la  legislació penal  només  es  aplicable  si  hi  ha  acords  signats  
de  reciprocitat  entre  tots  dos  estats.  
  
No   estableix   l’articulat   com   s’ha   de   produir   el   bloqueig.   Aquest   ha   de   ser  
proporcionat,   eficient   i   efectiu.   Els   paràmetres   tècnics   difícilment   els   establirà 
un  Jutge,  quedant  per  tant  en  les  mans  de  les  ISPs  com  realitzar  el  bloqueig.    
  
Però és   una   mesura   eficient?   Per   a   que   el   Jutge   ordeni   el   bloqueig   hi   ha  
d’haver  reiteració de  les  conductes.  En  aquest  cas  quan  s’està donant  accés  a  
múltiples  obres  de   tercers  podria   interpretar   un   Jutge  que  es  dona   reiteració.  
Front   a   serveis   ubicats   en   tercers   països,   el   jutge   podrà   acordar   qualsevol  
mesura   cautelar   que   tingui   per   objecte   la   protecció dels   drets   de   propietat  
intel·lectual,  inclòs  ordenar  el  bloqueig  del  servei  per  part  dels  operadors  ISP.  
  
La  via  penal  pretén  poder  garantir  els  drets  de  propietat  intel·lectual  de  manera  
més  ràpida  i  eficient.  
  
  
6.2.   La  protecció  administrativa  a  la  propietat  intel·lectual  
  
Fina  ara  el  sistema  fixat  és  el  recollit  per  l’anomenada  llei  Sinde-­Wert.  Aquesta  
llei,  oficialment  denominada  Llei  2/2011,  de  4  de  març,  d’Economia  Sostenible  
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[40],  mitjançà la  Disposició final  quadragèsima  tercera  introdueix  modificacions  
a  la  Llei  34/2002,  de  11  de  juliol,  de  Serveis  de  la  Societat  de  la  Informació i  de  
Comerç   Electrònic,   al   Reial   Decret   legislatiu   1/1996,   de   12   d’abril,   pel   que  
s’aprova   el   Text   Refós   de   la   Llei   de   Propietat   Intel·lectual   (LPI)   i   a   la   Llei  
29/1998,  de  13  de  juliol,  reguladora  de  la  Jurisdicció Contenciós-­administrativa,  
per   a   la   protecció de   la   propietat   intel·lectual   a   l’àmbit   de   la   societat   de   la  
informació  i  de  comerç  electrònic.  
  
El   procediment   per   demanar   la   protecció dels   drets   de   propietat   intel·lectual  
s’inicia  davant   la  Secció Segona  de  la  Comissió de  Propietat  Intel·lectual,  que  
és  l’organisme  administratiu  encarregat  de  gestionar  els  procediments  relatius  a  
les   infraccions   dels   drets   d’autor.   Aquesta  Comissió de  Propietat   Intel·lectual  
queda   recollida   a   l’article   158   del   Text   Refós   de   la   LPI,   i   les   funcions   de   la  
Secció Segona  a  l’article  158  ter.  
  
El  procediment  administratiu  que  s’estableix  amb  la   llei  Sinde,   i  que  és  el  que  
fins   ara   ha   estat   efectiu   pel   tancament   dels   serveis   que   oferien   enllaços,  
requereix   una   sèrie   d’actuacions   per   part   de   qui   ostenta   el   dret   de   propietat  
intel·lectual  que  necessita  protecció.  
  
1r.   Intent  de  contacte  per  part  del  titular  dels  drets  d’autor,  o  de  les  entitats  
que  el  tinguin  cedit,  amb  l’infractor  demanant-­li  que  retiri  els  continguts  que  els  
afecten.  Aquest  contacte  pot  fer-­se  per  correu  a  l’adreça  de  contacte  publicada  
a  la  web  que  es  vol  denunciar.  
  
2n.   Si  no  contesten  o  no  retiren  el  contingut  en  tres  dies  o  no  hi  ha  adreça  
de   contacte,   s’avisa   a   la   Secció Segona   de   la   Comissió de   Propietat  
Intel·lectual.   Aquesta   actuarà a   partir   d’ara,   requerint   al   prestador   de   serveis  
denunciat   per   a   que   en   un   termini   de   48   hores   procedeixi   a   retirar   els  
continguts  que  vulneren  el  dret  de  propietat,  o  be  presenti  les  al·legacions  que  
estimi   oportunes.  En  el   cas  que   retiri   els   continguts   denunciats   es   finalitza  el  
procediment  i  es  produeix  el  reconeixement  implícit  de  la  vulneració de  drets  de  
propietat  intel·lectual.    
  
3r.   Si   no   es   retira   el   contingut   o   no   accepta   les   al·legacions   que   hagi  
presentat,   la   Secció Segona   emet   una   resolució per   la   que   requereix   la  
suspensió de   serveis   de   tercers,   com   ara   la   publicitat,   els   pagaments  
electrònics   o   el   hosting   entre   altres.   Sempre   ha   de   ser   una   suspensió de  
serveis  proporcional  a  cada  cas,   i   tenint  en  compte   la  possible  eficàcia  de   les  
mesures  adoptades.  Així es  pot  resoldre  suspendre  el  domini  .es  i  el  bloqueig  
de   les  operadores   ISP.  És   la  secció segona  qui   resol  però no   té autoritat  per  
dur-­lo  a  terme.  
  
4t.   Per  dur  a  terme  el  bloqueig  o  la  suspensió fa  falta  la  autorització judicial.  
La  Secció Segona  eleva  la  seva  resolució al  Jutge,  que  només  pot  autoritzar-­la  
o  denegar-­la  en  funció de  si  es  vulnera  o  no  la  llibertat  d’expressió.  
  
5è.   Un   cop   el   jutge   autoritza   el   bloqueig   o   la   suspensió d’un   servei,   els  
prestadors  de  serveis   intermediaris   tenen  que  complir   l’ordre  dins  del  període  
de   temps   que   estableixi   la   resolució,   i   en   cas   d’incompliment   cometrien   una  
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infracció administrativa   molt   greu   que   podria   comportar   sancions   des   de  
150.001  a  600.000  euros.  
  
Des   del   passat   1   de   juliol   conviuen   tots   dos   sistemes   de   protecció de   la  
propietat   intel·lectual,   la  via  penal   i   la  via  administrativa.  La  via  administrativa  
quedarà en   desús   i   serà la   via   penal   la   via   utilitzada?   Això dependrà de   la  
velocitat  amb  la  que  els  jutges  accedeixin  a  utilitzar  les  mesures  cautelars.  Si  hi  
ha  una  actuació  ràpida  en  la  jurisdicció  penal,  sembla  que  sigui  aquesta  la  via  
escollida  pels  qui  demanen  protecció  dels  seus  drets.  
  
  
6.3.   Tècniques  de  bloqueig  
  
Ni  el   legislador  ni  els   tribunals  estableixen  o   imposen  una  solució   tècnica  per  
bloquejar  un  servei  de   la  societat  de   la   informació.  Això pot  derivar  en  que   la  
solució  tècnica  recaigui  en  els  operadors  tercers,  decisió  que  pot  provocar  que  
l’ordre   judicial  quedi  en  un  no  res  o  es  produeixi  un  bloqueig  d’altres  serveis   i  
un  perjudici  per  a  tercers  o  pel  propi  usuari.    
  
Per  efectuar  un  bloqueig  cal   tenir  en  compte  com  es  produeix   la  comunicació 
entre   els   dispositius   a   Internet.   Tota   la   comunicació a   Internet   es   realitza   a  
través  de  la  unitat  bàsica  de  transferència  d’informació,  que  no  és  altra  que  el  
paquet  del  protocol  d’Internet  (paquet  IP).  Aquest  paquet  es  dirigeix  cap  al  seu  
destí a   través   d’enrutadors   (routers)   que   estan   comunicats   entre   sí   a   través  
d’enllaços  de  comunicació (cables  elèctrics,  de  fibra  òptica,  per  radio  freqüència    
o  fins  i  tot  per  satèl·lit).  Quan  un  router  rep  un  paquet,  pren  la  decisió de  quin  
enllaç és  el  més  apropiat   per   dirigir-­lo   cap  a   la   seva  destinació final.   Internet  
encapsula  totes  les  comunicacions  a  través  del  protocol  IP,  fet  que  fa  que  ens  
pugui   arribar   qualsevol   format   de   dades,   establert   per   l’aplicació que   les  
genera,   i  reproduir-­les  en  un  altre  lloc.  El  protocol  IP  és  el  nostre  transportista  
que  fa  que  ens  arribi  el  nostre  arxiu  digital  de  dades.  
  
Els  ordinadors  que  estan  connectats  a  internet  tenen  la  seva  adreça  IP  única,  
adreça  amb  la  que  els  routers  identifiquen  els  dispositius  (hosts)  que  es  troben  
a  Internet.  Per  exemple  la  IP  74.125.196.105 és  una  de  les  que  ens  identifica  a  
www.google.es.   Però si   bé les   màquines   es   comuniquen   a   través   de  
seqüències  numèriques,  als  humans  ens  és  més  fàcil  recordar  noms.  Per  això 
existeix  el  DNS   (domain  name  system)  que  associa  els  noms  de  domini   com  
www.google.es   amb   la   seva   adreça   IP.   És   en   el   procés   d’establiment   de  
connexió on   es   poden   implementar   sistemes   de   filtratge   per   evitar   que   la  
connexió es  dugui  a  terme.  Hi  ha  diversos  sistemes  de  filtratge  i  cadascun  d’ells  
té efectes   diferents,   que   seran   adequats   o   no   depenent   de   l’objectiu   que   es  
busqui  en  la  resolució judicial  [46].      
  
  
6.3.1.   Filtratge  per  la  capçalera  TCP/IP  
  
Un  paquet  IP  consisteix  en  una  capçalera  seguida  de  les  dades  que  transporta,  
anomenades  “payload”.  Els  routers  han  d’inspeccionar  la  capçalera  del  paquet  
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per  poder  saber  a  quina  adreça  IP  s’ha  d’enviar,  doncs  aquesta  és  la  que  conté 
les  adreces  de  destí i  del  remitent.  D’aquesta  manera  quan  es  vol  accedir  a  una  
adreça   bloquejada   per   ordre   judicial,   el   router   és   programat   per   a   que   els  
paquets  dirigits  a  aquesta  adreça  no  s’enviïn   i  es  perdin.  Es  crea  en  el   router  
una   llista   negra   amb   les   adreces   IP   bloquejades.   El   problema   és   que   una  
adreça   IP   no   només   té serveis   web,   i   per   tant   bloquejar   una   IP   també pot  
bloquejar   els   altres   serveis   que   hostatgi,   com   ara   un   servidor   de   correu  
electrònic.  Per   evitar   aquest   problema,   les   capçaleres  dels   paquets   IP   també 
inclouen  a  quin  port  van  dirigides.  Així si  es  vol  evitar  l’accés  als  serveis  d’una  
pàgina  web,  sense  afectar  altres  serveis  associats  a  l’adreça  IP,  es  pot  afegir  el  
port  que  es  vol   filtrar  a   la   llista  negra  del   router.  Per  exemple,  si  es  vol  evitar  
l’accés  a  una  pàgina  web  que  utilitza  el  protocol  HTTP,  bloquejant  els  ports  80,  
8080,   o   el   443  pel  HTTPS.  Si   el   servei  web  que  es   vol   bloquejar   utilitza   uns  
altres  ports,  és  fàcil  esbrinar  quins  utilitza  i  ordenar  el  seu  bloqueig.    
  
  
6.3.2.   Filtratge  del  contingut  del  paquet  TCP/IP  
  
Quan  es  vol  filtrar  contingut  prohibit,  però es  impossible  obtenir  la  llista  sencera  
d’adreces   IP   que   el   serveixen,   o   bé perquè algunes   de   les   adreces   també 
tenen   serveis   que   no   infringeixen   la   legalitat,   fet   que   faria   injustificable   el  
bloqueig   de   l’adreça   infractora,   es   podria   examinar   el   contingut   que   porta   el  
paquet  al  payload.  Però els   routers  normalment  no  examinen  el  contingut  del  
paquet,  si  no  només   les  capçaleres,  pel  que   faria  necessari   la   implementació 
de   nous   equips   extres   per   dur   a   terme   el   “deep   packet   inspection”.   Això 
provoca   una   penalització als   tercers:   als   ISPs   un   cost   que   no   tenen   perquè 
suportar,   i   als   usuaris   perquè un   filtratge   del   contingut   podria   fer  més   lent   el  
transport   dels   paquets.   Els   paquets   tenen   una   longitud   màxima,   pel   que   el  
contingut   que   excedeix   aquesta   mida   s’hauria   de   repartir   entre   diferents  
paquets  que  viatgen  de   forma  autònoma,   i   les  paraules  clau  que  es  busquen  
podrien   estar   fraccionades   en   diferents   paquets.   Per   poder-­ho   filtra   s’ha   de  
recomposar  el  flux  enviat  en  diferents  paquets  per  poder-­lo  examinar.  Però  un  
inconvenient  d’aquest  sistema  és  quan  el  contingut  del  payload  es  troba  xifrat,  
impedint  examinar  el  contingut  que  transporta  el  paquet.  A  més  a  més,  tampoc  
és  un  sistema  escalable,   i  no  permetria   realitzar  un   filtrat  de   tots  els  paquets.  
Per  aquests  motius,  aquest  sistema  de   filtratge  no  és  eficient   i  es  sol  utilitzar  
sistemes  alternatius  com  el  filtratge  a  través  d’un  proxy  d’HTTP.  
  
  
6.3.3.   Filtratge  per  manipulació del  DNS  
  
La   majoria   de   les   comunicacions   a   Internet,   sobretot   en   la   navegació Web,  
s’utilitzen   els   noms   de   domini   en   comptes   de   les   adreces   IP.   I   això té una  
justificació:  ens  és  més  fàcil  recordar  textos  que  descriuen  el  que  cerquem  que  
no  pas  associar  números  als  recursos  que  podem  trobar  a  Internet.  En  canvi  la  
comunicació   entre   ordinadors   es   produeix   amb   la   combinació   de   d’1   i   de   0.  
Quan   establim   una   comunicació escrivint   una   URL   en   el   navegador,   aquest  
realitza  una  etapa  prèvia  que  és   la  de   resoldre   la   IP  associada  a   la  URL  que  
s’ha  escrit.  Si  es  filtra  les  comunicacions  en  aquesta  etapa  de  resolució del  nom  
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del  domini  es  pot  bloquejar  de  forma  efectiva  l’accés  a  la  pàgina  infractora.  Els  
servidors  DNS   que   consulten   els   usuaris,   i   que   generalment   són   els   del   ISP  
amb  el  que   té contractat  el   servei  d’accés  a   Internet,   incorporen  una   llista  de  
noms  de  domini  prohibits.  Quan  un  usuari  demana  la  adreça  IP  d’un  d’aquests  
noms   de   domini   bloquejats,   els   servidors   poden   o   no   donar   resposta   o   bé 
donar-­ne  una  errònia.  Sense   l’adreça   IP,  el  navegador  no  pot   trobar  el   recurs  
web  que  es  busca  i  donarà un  missatge  d’error.  
  
  
6.3.4.   Filtratge  HTTP  a  través  d’un  Proxy  
  
Una   alternativa   per   configurar   una   xarxa   és   la   de   no   permetre   la   connexió 
directa   a   la  Web,   obligant   als   usuaris   a   accedir   als   llocs  Web   a   través   d’un  
servidor  proxy.  Aquest  servidor  emmagatzema   temporalment   les  pàgines  web  
visitades   a   la  memòria   cau,   que   proporciona   rapidesa   a   l’hora   de  mostrar   la  
pàgina  cercada  a  altres  usuaris,  doncs  ja  es  troba  al  servidor  proxy  i  no  s’ha  de  
tornar   a   buscar   un   segon   cop   a   la  web.   També beneficia   al   ISP   en   tant   que  
connectar-­se   al   servidor   web   consumiria   ample   de   banda,   i   en   comptes   de  
transferir  pàgines  web  des  de  llocs  populars  centenars  de  vegades,  només  ho  
ha  de  fer  un  cop.  Però també es  pot  utilitzar  aquest  sistema  per  bloquejar  llocs  
web.  El   servidor  proxy  decideix  quines  peticions  per  pàgines  web  han  de  ser  
permeses.  Des  de  el  moment  en  que  el  servidor  obté la   totalitat  de   la  pàgina  
web  demanada,  es  pot   filtrar  pàgines   individuals   i  no   tan  sols  el  servidor  web  
sencer  o  el  domini.  
  
Aquest   filtratge   es   pot   fer   a   través   d’un   proxy   no   transparent,   que   obliga   als  
usuaris   clients   del   ISP   a   modificar   paràmetres   de   connexió dels   seus  
dispositius,  per  dirigir  tots  els  seus  accessos  a  Internet  a  través  del  proxy.  Si  no  
ho  fan  no  tenen  accés  a  Internet  doncs  l’ISP  estaria  blocant  tot  el  tràfic  normal  
filtrant   les   capçaleres   TCP/IP.   O   a   través   d’un   proxy   transparent   que  
interceptaria  el   tràfic   sortint   i   l’enviaria  a   través  d’aquest.  Aquesta  opció evita  
que  els  usuaris  hagin  de  realitzar  canvis  de  configuració en  els  seus  equips.  
  
  
6.3.5.   Filtratge  híbrid  TCP/IP  i  HTTP  a  través  de  Proxy  
  
Amb  aquest  sistema  es  creen   llistes  d’adreces   IP  de   llocs  web  amb  contingut  
prohibit  que  s’ha  de  filtrar  però,  en  comptes  de  blocar  totes  les  dades  dirigides  
a   aquests   servidors,   el   tràfic   és   redireccionat   cap   al   proxy   transparent.   En  
aquest   l’adreça   complerta   és   inspeccionada   i   si   fa   referència   a   un   contingut  
prohibit   és   bloquejat;;   en   cas   contrari   es   deixa   passar   la   demanda   cap   al  
servidor  dels  continguts.  
  
  
6.3.6.   Eliminació del  registre  del  domini  
  
En   la   primera   fase   d’una   connexió a   Internet   es   contacta   amb  el   servidor   de  
DNS   local  perquè ens   faciliti   l’adreça   IP  del   lloc  desitjat.  Però emmagatzemar  
tots   els   noms   de   domini   que   existeixen   és   inviable,   fet   pel   que   els   servidors  
locals  de  DNS  tenen  adreces  de  servidors  recursius  que  podrien  tenir  l’adreça  
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buscada,   als   que   els   demanen   l’adreça   IP   que   busca   el   seu   usuari.   Aquests  
servidors  recursius  aniran  buscant  a  altres  servidors  de  DNS  fins  que  trobin  el  
servidor  “autoritat” que  té registrat  el  domini  que  es  busca.  
  
El  sistema  de  noms  de  domini  està organitzat  de  forma  jeràrquica,  amb  dominis  
que  pertanyen  a  estats  com  ara  ”.es” o  “.uk”,  junt  amb  els  dominis  no  geogràfics  
com  ara   “.edu” o   “.com” al   cap   d’amunt.  Els   servidors   responsables   d’aquest  
dominis  deleguen  la  responsabilitat  per  subdominis,  com  ara  “upc.edu”,  a  altres  
servidors  DNS,  redirigint  cap  a  aquests  les  peticions  que  reben.  Per  això,  si  un  
servidor  DNS  del  més  alt  nivell  jeràrquic  elimina  del  registre  un  nom  de  domini,  




6.3.7.   Retirada  dels  continguts  dels  servidor  
  
Si  els  servidors  que  contenen  estan  situats   físicament  sota  el  control   legal  de  
l’autoritat   que   ordena   la   retirada   del   contingut,   o   bé els   administradors  
resideixen   sota   la   seva   autoritat,   el   Tribunal   pot   ordenar   la   desconnexió del  
servidor  o  requerir  als  operadors  per  a  que  el  deshabilitin.  
  
  
6.3.8.   Denegació de  servei  
  
Quan  la  organització que  estableix  el  filtratge  no  te  autoritat  per  implementar  un  
mecanisme   de   bloqueig   convencional,   es   pot   fer   inaccessible   un   lloc   Web  
saturant  el  servidor  o  la  connexió de  xarxa.  Aquesta  tècnica  és  coneguda  com  
atac  de  denegació  de  servei  (Denial-­of-­Service,  DoS).  Depenent  de  com  estigui  
muntat  el  servidor  que  rep  l’atac,  pot  deixar  de  funcionar  i  faria  falta  reiniciar  el  
sistema.  L’accés  a  la  web  atacada  no  estarà  disponible  fins  que  finalitzi   l’atac.  
Aquest  sistema  es  relaciona  amb  atacs   il·legítims  portats  a  terme  per  hackers  
informàtics  i  que  satura  les  connexions.  No  és  un  sistema  que  arribi  a  imposar  
o  legitimar  un  jutge.  
  
  
6.4.   Efectivitat  del  bloqueig  
  
Tot  i  que  es  pot  implementar  una  combinació de  les  tècniques  de  bloqueig,  des  
de  les  autoritats  que  governen  els  servidors  DNS  d’alt  nivell  als  proveïdors  de  
serveis  d’Internet   (ISP)  principals  que  operen  en  el  país,  els  serveis   infractors  
tenen  vies  per  saltar-­se  els  bloquejos.  
  
Les   mesures   de   filtratge   descrites   fan   gairebé inaccessibles   als   serveis   a   la  
majoria  d’usuaris  d’internet,  però  quan  els  ISP  filtren  llocs  Web  no  resolvent  els  
noms  de  domini  a  través  dels  seus  servidors  de  DNS,  els  usuaris  poden  canviar  
fàcilment   les   adreces   IP   dels   servidors   DNS   que   utilitzen   els   seus   equips,  
substituint-­les  per   les  adreces  de   serveis   com  google  o  opendns,   no  afectats  
per  les  ordres  judicials  al  trobar-­se  en  tercers  països.  
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Contra   els   altres   sistemes   de   filtratge   també   hi   han   mètodes   per   evadir-­los,  
anomenats  work-­arounds,  com  tunels  o  la  descàrrega  i  utilització de  complexos  
programes   informàtics.   Bàsicament,   aquests   mètodes   proporcionen   als  
navegadors  utilitzar  camins  alternatius  a   través  d’ordinadors   intermediaris,  els  
anomenats   proxys,   que   no   estan   bloquejats,   es   troben   fora   de   l’abast   de  
l’organisme  que   tracta  de   fer   el   bloqueig,   tenen   connexió al   servei   censurat   i  
ofereixen  el  contingut  d’aquests  serveis  a  l’usuari  que  els  busca.  
  
Entre  els  camins  més  senzills  per  als  usuaris,  es  pot  utilitzar  webs  proxy  sense  
haver  d’instal·lar  cap  programa  a   l’ordinador.  En  aquest  supòsit  veiem  com  hi  
ha  una  proliferació de  pàgines  mirall  de  l’original  thepiratebay.  Fins  i  tot  podem  
trobar   directoris   d’aquests   miralls,   com   per   exemple   https://thepiratebay-­
proxylist.org.  
  
Un  mètode  més  complex  és  la  utilització de  les  xarxes  privades  virtuals  (VPN).  
Una  VPN  encriptarà i  crearà un  túnel  per  tot  el  tràfic  a  Internet  entre  l’ordinador  
de  l’usuari  darrere  del  filtratge  i  un  altre  ordinador.  Tot  el  tràfic  semblarà igual  i  
a  més  a  l’estar  encriptat  resultarà impossible  d’examinar.  Només  es  veurà que  
hi  ha  un  tràfic  per  una  VPN,  però com  que  hi  ha  tantes  empreses  que  utilitzen  
aquesta  tecnologia  per  mantenir  connectades  de  forma  segura  totes  les  seves  
seus,  és  impossible  que  es  prohibeixi  l’ús  de  les  VPN.  
  
Un  altre  sistema  que  a  més  proporciona  anonimat  per  a  l’usuari  és  The  Onion  
Router,  més  conegut  com  TOR   [47].  Es   tracta  d’una  xarxa  de  comunicacions  
distribuïda  de  baixa  latència  i  sobreposada  a  Internet,  on  l’encaminament  dels  
missatges   intercanviats  entre  els  usuaris  no   revela   la  seva  adreça   IP   i  a  més  
manté la   integritat   i   el   secret   de   la   informació que   viatja   per   ella.   Per   poder  
navegar  per  aquesta  xarxa  s’ha  desenvolupat  un  software   lliure  específic  que  
s’instal·la   a   l’ordinador   de   l’usuari   de   la   xarxa,   anomenat   “Onion   Proxy”.   La  
seva   funció és   obtenir   informació del   servei   de   directori,   establir   circuits  
aleatoris  a  través  de  la  xarxa  i  utilitzar  les  connexions  d’aplicacions  de  l’usuari.  
Aquest   fa  que  els  paquets  arribin  al  seu  destí a  través  d’una  sèrie  de  routers,  
anomenats  “onion  routers” que  també fan  la  funció de  servei  de  directori.  
  
  
6.5.   La  solució  a  la  “pirateria”  
  
Cada   cop   que   s’estableix   una   limitació tècnica   per   evitar   la   pirateria,   apareix  
una  contra-­solució tecnològica  per  permetre  la  continuació de  l’activitat  il·legal.  
La   solució no   és   fàcil,   però en   tot   cas   ha   de   passar   per   tècniques   socio-­
educatives   efectives   per   eradicar   comportaments   incívics.   Gaudir   d’una   obra  
cultural  sense  el  permís  de  l’autor  o  el  propietari  dels  drets  és  un  comportament  
incívic,  equiparable  al  que  s’emporta  el  vehicle  d’un  tercer  sense  quedar-­se’l.    
  
Per  altra  banda,  el  canvi  en  les  formes  de  distribució de  continguts  digitals  amb  
drets  d’autor  pot  contribuir  en  gran  mesura  a  la  disminució,  o  eradicació,  de  la  
pirateria.   La   proliferació de   serveis   en   la   música   com   ara      Spotify,   Google  
Music,   Deezer   o   el   més   recent   Apple   Music,   on   els   usuaris   per   una   quota  
mensual   tenen  accés   il·limitat  a  un  ampli  catàleg  de  discos  que  poden  gaudir  
sense   haver   d’estar   connectats   a   Internet   per   escoltar-­los,   fa   que   sigui  
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innecessari   descarregar-­se   il·legalment   el   disc.   En   el   mateix   sentit,   en   la  
industria   audiovisual   estan   apareixent   plataformes   com   ara   filmin.es,   Yomvi,  
Voddler  o  pròximament  Netflix,  que  ofereixen  amplis  catàlegs  de  pel·lícules  per  
una  tarifa  mensual,  encara  que,  a  diferència  dels  serveis  de  música,  per  poder  
veure  les  novetats  cal  pagar  una  quantitat  extra.  





Hem  vist  part  de  la  legislació  que  afecta  a  les  Telecomunicacions  en  general  i  
en  especial  de  les  realitzades  a  través  de  les  xarxes  IP.  No  és  pas  tota  la  legis-­
lació.  El  propòsit  d’aquest  treball  no  és  fer  un  compendi  de  tota  la  legislació  vi-­
gent,  sinó  veure,  en  especial  les  últimes  novetats  legislatives.  
  
Com  hem  vist,   la  majoria  dels  canvis  legislatius  provenen  del  Parlament  Euro-­
peu,  però  en  forma  de  directives  per  arribar  a  una  harmonització  de  la  normati-­
va,   i   no   una  uniformitat.  Així   queden   certs   aspectes  de   la   regulació   en  mans  
dels  Estats  membres,  que  coneixen  les  particularitats  de  cada  cas.  
  
El   principal   objectiu   de   les   normes   analitzades   és   garantir   la   protecció   dels  
usuaris  a  través  de  la  competència  entre  proveïdors  de  serveis.  Però  per  a  que  
la  competència  es  pugui  donar  cal  sortir  del  monopoli  que  havia  tingut  Telefóni-­
ca.  Encara  dic  “cal  sortir”  en  temps  verbal  present,  perquè  és  aquesta  compa-­
nyia  el  principal  operador  amb  poder  significatiu.  Encara  que  el  procés  liberalit-­
zador  de  les  telecomunicacions  es  va  produir  a  partir  del  1996  i  durant  els  anys  
següents,  el   cert  és  que  Telefónica  va   “heretar”   tota   la   infraestructura  creada  
durant  molts  anys  per  l’Estat.  D’aquí  les  correccions  que  la  legislació  va  establir  
en   forma  d’obligacions  específiques  pels  operadors  amb  poder   significatiu  en  
els  mercats.  
  
Una  altra  solució  podia  haver  estat  la  disgregació  de  Telefónica,  de  forma  simi-­
lar  a  la  separació  dels  negocis  d’AT&T  als  Estats  Units  d’Amèrica  l’1  de  gener  
de  1984.  Però  en  aquest  cas  les  noves  companyies  sorgides  de  la  disgregació  
van  obtenir  beneficis  des  de  el  primer  moment,  doncs  es  van  repartir  la  infraes-­
tructura  existent,  pel  que   la  despesa  va  ser  pràcticament  nul·la,  posant-­les  en  
una  situació  preferent  front  a  l’entrada  de  noves  companyies.  
  
Però  ens  trobem,  com  he  dit,  dins  de  la  Unió  Europea,  i  des  de  els  organismes  
Europeus  es  veuen  les  Telecomunicacions,  i  Internet  en  particular,  com  la  gran  
eina  que  pot  fer  créixer  l’economia.  D’aquí  que  s’hagin  iniciat  procediments  per  
estudiar   i   analitzar   en   quins   termes   ha   de   ser   Internet.   Una   Internet   oberta   i  
neutral  per  a  tothom,  usuaris  i  desenvolupadors  de  continguts,  o  una  Internet  a  
dos  o  més  velocitats  per  poder  garantir  la  funcionalitat  de  nous  serveis,  com  la  
televisió  a  través  de  les  xarxes  IP?.  La  discussió  està  servida.    
  
Com  hem  vist,  el  Parlament  Europeu  està  apostant  per  una  Internet  neutra,  en-­
cara   que   amb  matisos.  En   una   xarxa   neutra   s’obliga   als   ISP   a  mantenir   una  
inversió  en   infraestructures  que  permeti  al  usuari   (entès  tant   l’usuari   final  com  
als  desenvolupadors  de  continguts)  obtenir  un  grau  de  satisfacció  suficient  per  
voler  continuar  amb  el  seu  ISP.  Si  un  proveïdor  d’accés  a   Internet   té   la  xarxa  
saturada  per  un  alt  número  d’abonats  que  l’utilitzen  intensivament,  o  bé  perquè  
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reserva  part  dels  seus  recursos  per  a  nous  serveis  de  valor  afegit  (TVoIP,  VoIP,  
Teleassistència)   i   no   inverteix   en   l’ampliació   de   la   xarxa,   acabarà   per   perdre  
abonats  en   favor  d’altres   ISP  que  ofereixin  una  millor  qualitat   d’experiència  a  
l’usuari.  Recordem  que  estem  en  un  escenari  de  lliure  competència  on  els  ISP  
continuen  invertint,  i  si  el  client  no  està  satisfet  té  l’opció  de  canviar  d’ISP.  
  
Però  també,  molts  cops  la  saturació  de  la  xarxa  es  produeix  per  la  utilització  per  
part  dels  usuaris  de  les  xarxes  P2P  (bittorrent,  emule,  ares),  utilitzant   la  xarxa  
per  a  la  descàrrega  de  continguts  il·legals  propietat  de  tercers.  La  pirateria.  
  
S’està   prenent   consciència   del   mal   que   fa   la   pirateria   a   la   indústria   cultural,  
però   cal   actuar   de   forma   efectiva   per   evitar   la   degradació   de   la   qualitat  
d’aquesta,  o   fins   i   tot   la  seva   “desaparició”   (terme  molt  dramàtic).  Per  això  en  
els  últims  anys  s’han  dut  a  terme  modificacions  legislatives  importants,  des  de  
l’anomenada  Llei  “Sinde”,  fins  a  la  recent  modificació  del  Codi  Penal.  
  
A  diferència  d’altres  països  veïns  on  es  criminalitza  a  l’usuari,  castigant-­lo  amb  
sancions  i  fins  i  tot   la  desconnexió  d’Internet,  mesura  que  entraria  en  conflicte  
amb  el  principi  de  xarxa  neutre  i  sense  inspeccions  ex  ante  dels  fluxos  que  es  
generen,   a   l’Estat   Espanyol   s’ha   optat   per   tipificar   com   a   delicte   facilitar  
l’intercanvi  d’arxius  digitals  protegits  pel  dret  a  la  propietat  intel·lectual.  Ja  no  és  
excusa  argumentar   que  en  el   servidor   no   s’emmagatzema  cap  arxiu   protegit.  
Però  serà  una  mesura  suficient?  En  els  últims  anys  s’han  tipificat  com  a  delicte  
noves  conductes,  com  l’ocupació  d’immobles   la  conducció  sota  els  efectes  de  
begudes  alcohòliques.  Que  es  persegueixi  criminalment  aquestes  conductes  no  
ha  persuadit  als   infractors.  Veurem  en  el   futur  proper  quin  efecte   tenen  sobre  
les  pàgines  que  comparteixen  enllaços.  De  moment,  els  propietaris  espanyols  
de   pàgines  web   amb   serveis   per   a   que   els   usuaris   comparteixin   enllaços   de  
continguts  protegits,   saben  que  s’enfronten  a  penes  de   fins  a  quatre  anys  de  
presó.  
  
Però   la  mesura  que  crec  serà  més  eficient,  és   la  possibilitat  d’ordenar  caute-­
larment  el  bloqueig  a  l’accés  a  les  pàgines  web  infractores  als  ISP,  amb  la  fina-­
litat  de  garantir  que  no  es  continuï  produint  la  infracció.  Les  eines  hi  són,  ara  cal  
que  els   jutges   les   interpretin  correctament,  amb   la   intenció  que  el   legislador   li  
ha  donat:   la  protecció   de   la  propietat   intel·lectual   de   forma   ràpida.  Pels   crea-­
dors   de   continguts   aquesta   protecció   cautelar   és   més   important   que   la   con-­
demna  a  l’infractor.  
  
La   innovació   i   la   inversió   semblen   garantides   tant   en   les   xarxes   com   en   els  
desenvolupadors   de   continguts.   En   propers   treballs   es   podria   analitzar  
l’efectivitat  de  les  mesures  adoptades  i  les  noves  reglamentacions  que  sembla  
que  la  Unió  Europea  té  intenció  de  tirar  endavant  en  els  propers  mesos.  
  
El  futur  és  digital.  
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ANR   Autoritats  Nacionals  de  Reglamentació  
AS   Sistema  Autònom  (Autonomous  System)  
BEREC   Body   of   European   Regulators   for   Electronic   Communications  
(també  anomenat  ORECE)  
BOE   Butlletí  Oficial  de  l’Estat  
CAP   Proveïdor   de  Continguts   i   Aplicacions   (Content   and   Applications  
Provider)  
CE   Constitució   Espanyola   (no   confondre   amb   CE   de   la   numeració  
d’una  directiva,  en  aquest  cas  és  indicatiu  de  Comunitat  Europea)  
CMT   Comissió   del   Mercat   de   les   Telecomunicacions   (integrat   a   la  
CNMC)  
CNMC   Comissió  Nacional  dels  Mercats  i  la  Competència  
CNS   Comercial   Network   Services,   companyia   americana   de   serveis  
d’Internet  
CP   Codi  Penal  
DNS   Sistema  de  Noms  de  Domini  (Domain  Name  System)  
DSL   Línia  Digital  d’Abonament  (Digital  Subscriber  Line)  
FCC   Federal  Communications  Commission    
HTTP   Protocol   de   Transferència   d’Hipertext   (Hypertext   Transfer  
Protocol)  
HTTPS   Protocol   de   Transferència   d’Hipertext   Segur   (HTTP   over   Secure  
Socket  Layer)  
IMEI   Identitat   Internacional   d'Equip   Mòbil   (International   Mobile  
Equipment  Identity)  
IMSI   Identitat  Internacional  de  l’Abonat  a  un  Mòbil  (International  Mobile  
Subscriber  Identity)  
IAS   Servei  d’Accés  a  Internet  (Internet  Access  Service)  
IP   Protocol  d’Internet  (Internet  Protocol)  
ISP   Proveïdors  de  serveis  d’Internet  (Internet  Service  Provider)  
IXP   Punt   d’Intercanvi   d’Internet   (Internet   Exchange   Point,   també  
anomenat  NAP)  
LCD   Llei  de  Conservació  de  Dades  
LGT   Llei  General  de  Telecomunicacions  
LOPD   Llei  Orgànica  de  Protecció  de  Dades  
LPI   Llei  de  Propietat  Intel·lectual  
LSSICE   Llei  de  Serveis  de  la  Societat  de  la  Informació  i  Comerç  Electrònic  
MMS   Sistema   de   Missatgeria   Multimèdia   (Multimedia   Messaging  
System)  
NAP   Punt  d’Accés  a  la  Xarxa  (Network  Access  Point,  també  anomenat  
IXP)  
NRA   Autoritat  Reguladora  Nacional  (National  Regulatory  Authority)  
62      La  regulació  de  les  telecomunicacions  
 
ORECE   Organisme   de   Reguladors   Europeus   de   les   Comunicacions  
Electròniques  (també  anomenat  BEREC)  
QoS   Qualitat  de  Servei  (Quality  of  Service)  
SMS   Servei  de  Missatges  Curts  (Short  Message  Service)  
TCP   Protocol   de   Control   de   Transmissió   (Transmission   Control  
Protocol)  
TJUE   Tribunal  de  Justícia  de  la  Unió  Europea  
TWC   Time  Warner  Cable,  companyia  americana  de  serveis  d’Internet  
UE   Unió  Europea  
URL   Localitzador  Uniforme  de  Recursos  (Uniform  Resource  Locator)  
VoIP   Veu  sobre  el  Protocol  d’Internet  (Voice  over  Internet  Protocol)  
VPN      Xarxa  Privada  Virtual  (Virtual  Private  Network)  





A.1.   Definicions  de  la  LSSICE  
  
A  l’annex  de  la  LSSICE  es  defineix  que  s’ha  d’entendre  “legalment”  per  deter-­
minats  conceptes  als  que  es  fa  referència  a  la  llei.  Aquests  conceptes  i  definici-­
ons  són  els  següents:  
  
a)   “Serveis   de   la   societat   de   la   informació”́   o   “serveis”:   tot   servei   prestat   nor-­
malment  a  títol  onerós,  a  distància,  per  via  electrònica  i  a  petició ́  individual  del  
destinatari.    
  
El  concepte  de  servei  de  la  societat  de  la  informació ́ també ́ comprèn  els  serveis  
no  remunerats  pels  seus  destinataris,  en  la  mesura  que  constitueixin  una  activi-­
tat  econòmica  per  al  prestador  de  serveis.    
Són  serveis  de  la  societat  de  la  informació,́  entre  altres  i  sempre  que  represen-­
tin  una  activitat  econòmica,  els  següents:    
    
1r  La  contractació ́ de  béns  o  serveis  per  via  electrònica.  
  
2n  L’organització ́ i  la  gestió ́ de  subhastes  per  mitjans  electrònics  o  de  mercats  i  
centres  comercials  virtuals.    
  
3r  La  gestió ́ de  compres  a  la  xarxa  per  grups  de  persones.    
  
4t  La  tramesa  de  comunicacions  comercials.  
  
5è  El  subministrament  d’informació ́ per  via  telemàtica.    
  
6è  El  vídeo  sota  demanda,  com  a  servei  en  el  qual   l’usuari  pot  seleccionar  a  
través  de  la  xarxa,  tant  el  programa  desitjat  com  el  moment  del  seu  subminis-­
trament  i  recepció,́  i,  en  general,  la  distribució ́ de  continguts  prèvia  petició ́  indi-­
vidual.    
  
No  tenen  la  consideració ́ de  serveis  de  la  societat  de  la  informació ́ els  que  no  
compleixin   les   característiques   assenyalades   en   el   primer   paràgraf   d’aquest  
apartat  i,  en  particular,  els  següents:    
  
1r  Els  serveis  prestats  per  mitjà  de  telefonia  vocal,  fax  o  tèlex.    
  
2n   L’intercanvi   d’informació ́  per  mitjà   de   correu   electrònic   o   un   altre  mitjà   de  
comunicació ́ electrònica  equivalent  per  a  finalitats  alienes  a  l’activitat  econòmi-­
ca  dels  qui  l’utilitzen.    
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3r  Els  serveis  de  radiodifusió ́  televisiva  (inclosos  els  serveis  de  vídeo  a  la  car-­
ta),   que   preveu   l’article   3.a)   de   la   Llei   25/1994,   de   12   de   juliol,   per   la   qual  
s’incorpora  a   l’ordenament   jurídic  espanyol   la  Directiva  89/552/CEE,  del  Con-­
sell,  de  3  d’octubre,  sobre  la  coordinació ́ de  determinades  disposicions  legals,  
reglamentàries   i   administratives   dels   estats   membres   relatives   a   l’exercici  
d’activitats  de  radiodifusió ́ televisiva,  o  qualsevol  altra  que  la  substitueixi.    
  
4t  Els  serveis  de  radiodifusió ́ sonora,  i    
  
5è  El   teletext   televisiu   i  altres  serveis  equivalents  com  les  guies  electròniques  
de  programes  ofertes  a  través  de  les  plataformes  televisives.    
  
b)   “Servei   d’intermediació”́:   servei   de   la   societat   de   la   informació ́  pel   qual   es  
facilita  la  prestació ́ o  la  utilització ́ d’altres  serveis  de  la  societat  de  la  informació ́ 
o  l’accés  a  la  informació.́    
  
Són  serveis  d’intermediació ́  la  provisió ́  de  serveis  d’accés  a   Internet,   la   trans-­
missió ́ de  dades  per  xarxes  de  telecomunicacions,  la  realització ́ de  còpia  tem-­
poral   de   les   pàgines   d’Internet   sol·licitades   pels   usuaris,   l’allotjament   en   els  
propis   servidors   de   dades,   aplicacions   o   serveis   subministrats   per   altres   i   la  
provisió ́  d’instruments  de   recerca,  accés   i   recopilació ́  de  dades  o  d’enllaços  a  
altres  llocs  d’Internet.    
  
c)  “Prestador  de  serveis”  o  “prestador”:  persona  física  o  jurídica  que  proporcio-­
na  un  servei  de  la  societat  de  la  informació.́    
  
d)   “Destinatari  del   servei”   o   “destinatari”:   persona   física  o   jurídica  que  utilitza,  
sigui  o  no  per  motius  professionals,  un  servei  de  la  societat  de  la  informació.́    
  
e)  “Consumidor”:  persona  física  o  jurídica  en  els  termes  que  estableix  l’article  1  
de  la  Llei  26/1984,  de  19  de  juliol,  general  per  a  la  defensa  dels  consumidors  i  
usuaris.    
  
f)   “Comunicació ́  comercial”:   tota   forma  de  comunicació ́  dirigida  a   la  promoció,́  
directa  o  indirecta,  de  la  imatge  o  dels  béns  o  serveis  d’una  empresa,  organit-­
zació ́ o  persona  que  realitzi  una  activitat  comercial,   industrial,  artesanal  o  pro-­
fessional.    
  
A  efectes  d’aquesta  Llei,  no  tenen  la  consideració ́ de  comunicació ́ comercial  les  
dades  que  permetin  accedir  directament  a  l’activitat  d’una  persona,  empresa  o  
organització,́  com  ara  el  nom  de  domini  o  l’adreça  electrònica,  ni  les  comunica-­
cions  relatives  als  béns,  els  serveis  o  la  imatge  que  s’ofereixi  quan  siguin  elabo-­
rades  per  un  tercer  i  sense  contraprestació ́ econòmica.    
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g)   “Professió ́  regulada”:   tota   activitat   professional   que   requereixi   per   al   seu  
exercici  l’obtenció ́ d’un  títol,  en  virtut  de  disposicions  legals  o  reglamentàries.    
  
h)   “Contracte   formalitzat   per   via   electrònica”   o   “contracte   electrònic”:   tot   con-­
tracte  en  què  l’oferta  i  l’acceptació ́ es  transmeten  per  mitjà  d’equipaments  elec-­
trònics  de   tractament   i  emmagatzemament  de  dades,  connectats  a  una  xarxa  
de  telecomunicacions.    
  
i)  “Àmbit  normatiu  coordinat”:  tots  els  requisits  aplicables  als  prestadors  de  ser-­
veis  de  la  societat  de  la  informació,́  siguin  exigits  per  aquesta  Llei  o  altres  nor-­
mes  que  regulin  l’exercici  d’activitats  econòmiques  per  via  electrònica,  o  per  les  
lleis   generals   que   els   siguin   aplicables,   i   que   es   refereixin   als   aspectes   se-­
güents:    
  
1r   Inici  de   l’activitat,   com   les   titulacions  professionals  o  qualificacions   requeri-­
des,  la  publicitat  registral,  les  autoritzacions  administratives  o  col·legials  neces-­
sàries,  els  règims  de  notificació ́ a  qualsevol  òrgan  o  organisme  públic  o  privat,  i    
  
2n  Posterior   exercici   de   l’activitat,   com   els   requisits   referents   a   l’actuació ́  del  
prestador  de  serveis,  a   la  qualitat,   la   seguretat   i   el   contingut  del   servei,  o  els  
que  afecten  la  publicitat   i   la  contractació ́ per  via  electrònica  i   la  responsabilitat  
del  prestador  de  serveis.    
  
No  queden  incloses  en  aquest  àmbit  les  condicions  relatives  a  les  mercaderies  i  
béns  tangibles,  al  seu  lliurament  ni  als  serveis  no  prestats  per  mitjans  electrò-
nics.    
  
j)   “Òrgan   competent”:   tot   òrgan   jurisdiccional   o   administratiu,   ja   sigui   de  
l’Administració ́ General  de  l’Estat,  de  les  administracions  autonòmiques,  de  les  
entitats   locals   o   dels   seus   respectius   organismes   o   ens   públics   dependents,  
que  actuï̈  en  l’exercici  de  competències  legalment  atribuïdes.    
     




A.2.   Operadors  amb  poder  significatiu  en  els  mercats  
  
Com  s’ha  dit  en  el  capítol  1,   la  CNMC  és   la  encarregada  de  definir   i  analitzar  
els   mercats   de   referència   relatius   a   xarxes   i   serveis   de   comunicacions  
electròniques,   tant  al  major  com  al  detall,   identificar  els  operadors  amb  poder  
significatiu   i,   si   calgués,   establir   obligacions   específiques   als   operadors  
significatius.    
  
La   Comissió   Europea   ha   recomanat   la   reducció   del   número   de   mercats  
rellevants   de   productes   i   serveis   del   sector   de   comunicacions   electròniques,  
susceptibles  d’una  regulació  ex-­ante  d’acord  amb  la  Directiva  2002/21/CE  [53],    
a   un   total   de   4   mercats.   Sens   dubte   és   una   mesura   encaminada   a   la  
liberalització  del  sector  i  l’evitació  de  barreres  nacionals  per  a  que  les  empreses  
situades  a  la  Unió  puguin  invertir  lliurement  en  un  sistema  de  competència  real,  
encara  que  es  realitza  mitjançà  la  forma  jurídica  de  recomanació  amb  la  que  els  
Estats   continuen   sent   sobirans   per   fer   el   que   vulguin.   Els   mercats   que  
recomana  són:  
  
1.   Mercat   de   terminació   de   trucades   a   l’engròs   en   xarxes   telefòniques  
públiques  individual  facilitada  des  de  una  ubicació  fixa  
  




3.   A)   Mercat   d’accés   local   majorista   facilitada   en   una   ubicació   fixa   i   B)  
Mercat   d’accés   central  majorista   facilitada   en   una   ubicació   fixa   per   als  
productes  de  consum  
  
4.   Mercat  d’accés  a  l’engròs  d’alta  qualitat  en  una  ubicació  fixa  
  
Si   observem   quins   son   els   mercats   de   telecomunicacions   que   la   CNMC  
identifica  i  revisa  durant  el  2013,  ens  trobem:  
  
1.   El   mercat   minorista   d’accés   a   la   xarxa   telefònica   pública   des   de   una  
ubicació  fixa  
  
2.   El  mercat  de  línies  llogades  terminals  majoristes  
  
3.   El  mercat  de  línies  troncals  majoristes  
  
4.   El  mercat  de  terminació  de  trucades  vocals  en  xarxes  mòbils  individuals  
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5.   El  mercat  de  terminació  de  trucades  en  les  xarxes  públiques  individuals  
de  cada  operador  de  telefonia  fixa  
  
Aquests  mercats  encara  segueixen  la  recomanació  de  la  Comissió  Europea  del  
2007.    
  
Fixem-­nos  en  un  cas  especial,  en  l’últim  dels  anàlisis  de  mercat  realitzats  per  la  
CNMC   [54],   corresponent   al   5è   mercat   anterior.   En   aquest   cas   trobem   la  
resolució  del  23  de  setembre  del  2014,  per  la  que  defineix  i  analitza  els  mercats  
majoristes  de  terminació  de  trucades  en  xarxes  fixes,  designant  els  operadors  
amb  poder  significatiu,  imposant-­los  obligacions  específiques.  
  
En   definir   aquest   mercat   rellevant,   la   CNMC   ens   diu   que   els   mercats   de  
terminació  de  trucades  en  les  xarxes  públiques  individuals  de  telefonia  fixa  per  
a   cada   operador   inclouen,   per   a   cada  mercat,   els   serveix  mitjançà   els   quals  
cada  operador  finalitza  a   la  seva  xarxa  fixa  una  trucada  de  veu  originada  a   la  
xarxa  d’un  altre  operador.  En  aquest  servei  s’inclouen  els  números  geogràfics  
amb   independència  de   la   tecnologia  de  xarxa  d’accés  (parell  de  coure,  cable,  
fibra,  accés  sense  fil,  etc.),  com  els  serveis  “Vodafone  en  tu  Casa”  o  “Mi  Fijo”  
d’Orange,   on   les   trucades   rebudes   en   el   número   geogràfic   son   desviades   al  
número   mòbil   de   l’usuari   abonat   a   aquest   servei.   També   és   indiferent   la  
tecnologia  emprada  per  a   la  prestació  del  servei  de  veu,   ja  sigui  un  servei  de  
veu  commutada  o  de  veu  sobre  IP,  si  els  serveis  son  prestats  mitjançà  rangs  de  
numeració   fixa.  Com  a   característica   d’aquest  mercat,   s’utilitza   el   sistema   de  
pagament   per   part   del   trucant,   conegut   com   “calling   party   pays”,   on   el   client  
trucat  no  abona  quantitat  alguna  per  rebre  trucades.  
  
Finalment   la   CNMC   defineix   els   mercats   de   terminació   de   trucades   en   les  
xarxes   públiques   individuals   de   telefonia   fixa   de   cada   operador   com   aquells  
que   inclouen,   en   cada   mercat,   els   serveis   mitjançà   els   que   cada   operador  
finalitza   en   la   seva   xarxa   fixa   una   trucada   originada   en   la   xarxa   d’un   altre  
operador.   Considera,   tant   mateix,   que   la   dimensió   geogràfica   del   mercat   és  
aquella  que  coincideix  amb  la  cobertura  de  xarxa  de  l’operador  considerat.  
  
La  CNMC  conclou  que  els  operadors  prestadors  de  serveis  de  terminació  en  la  
seva  pròpia  xarxa  amb  poder  significatiu  en  el  mercat,  són  tots  i  cadascun  dels  
operadors,   doncs   la   terminació   de   trucades   és   100%   exclusiva   de   cada  
operador.  Així  un  operador  fix  ha  de  negociar  amb  altres  operadors  fix  i  mòbils  
les  condicions  tècniques  i  econòmiques  del  servei  de  terminació  a  la  seva  xarxa  
fixa.  Si  bé  aquest  operador  fix  té  una  posició  de  monopolista  a  la  prestació  del  
servei  de  referència,   també  és  demandant  del  servei  equivalent  de  terminació  
que   presten   els   altres   operadors   fixes   i  mòbils.   Per   tant   les   negociacions   es  
produeixen  en  un  entorn  de  monopolis  bilaterals.  
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Telefònica   és   l’operador   que   compta   amb   el   número   més   gran   de   clients  
d’accés   directe.   La   seva   quota   de  mercat   d’accessos  minoristes   fixes  és   del  
60%,   molt   per   sobre   de   qualsevol   altre   operador.   Com   a   conseqüència   un  
percentatge   molt   elevat   dels   minuts   que   un   altre   operador   de   telefonia   fixa  
acaba  en  altres  xarxes  fixes,  ho  fan  a  Telefònica.  Per  això  la  CNMC  determina  
que  Telefònica,  com  operador  incumbent,  estarà  subjecte  a  obligacions  ex  ante  
que   limitaran   el   seu   poder   de   negociació.   Però   amb   aquesta   obligació,   els  
operadors  alternatius  podrien   incrementar  els  seus  preus  de  terminació  sense  
possibilitat  de  reacció  per  part  de  l’operador  incumbent  fix.    
  
A  més  a  més,   la  CNMC  conclou  que  existeixen  barreres  absolutes  a  l’entrada  
en   el   mercat   i   no   hi   ha   competència   potencial   que   pugui   disciplinar   el  
comportament  de  cadascun  dels  operadors  en  el  seu  propi  mercat.  
  
D’aquesta  manera  la  CNMC  identifica  com  operadors  amb  poder  significatiu  a  
tots  els  operadors   i   els  grups  d’empreses  als  que  pertanyen.   I   amb  aquestes  
giravoltes  podem  concloure  que  s’està  normativitzant  una  activitat  regulada,  on  
tots   els   prestadors   estan   subjectes   a   una   sèrie   d’obligacions,   que   es   poden  
resumir  en:  
  
1.   Obligació   d’accés   als   recursos   específics   de   les   xarxes   i   a   la   seva  
utilització.  
  
2.   Obligació  de  control  dels  preus  de  terminació  en  funció  dels  costos.  Per  
això   la   CNMC   fixa   un   preu   resultant   per   la   terminació   fixa   de   les  
trucades,  quedant  establert   en  0,0817  c€/min,  eliminant   l’asimetria  que  
es  venia  donant  en  les  preus  en  els  anys  anteriors.  
  
3.   Obligació  de  no  discriminació.  
  
4.   Obligacions   de   comptabilitat   de   costos   i   de   separació   de   comptes,  
específica  per  a  Telefònica.  
  
5.   Obligació  de   transparència,  només  a  Telefònica,  de  publicar  una  oferta  
de   referència   per   a   què   no   s’exigeixi   a   altres   operadors   pagar   per  




     




A.3.   El  cas  Telecinco  contra  YouTube  
  
El  21  de  febrer  del  2008  el  grup  de  comunicació  Telecinco,  a  través  de  les  se-­
ves  societats  Gestevisión  Telecinco,  S.A.  i  Telecinco  Cinema  S.A.U.,  van  inter-­
posar  una  demanda  contra  YouTube  LLC   reclamant  que  aquesta  última  utilit-­
zava  a   la  seva  web  emissions   i  gravacions  audiovisuals  dels  que  els  drets  de  
propietat   intel·lectual   pertanyien   a   la   primera,   i   que   no   disposaven   de  
l’autorització   de   Telecinco.   Pel   cas   que   el   jutge   estimés   que   YouTube   actua  
com   a   prestador   de   serveis   d’intermediació,   de   forma   subsidiària   es   demana  
que  es  declari  que  ha  infringit  el  deure  d’actuació  diligent  de  la  LSSICE.  I  final-­
ment,  en  el  cas  que  desestimi  les  dues  peticions  anteriors,  i  estimi  que  YouTu-­
be  és   un   prestador   de   serveis   d’intermediació   que   no   ha   tingut   coneixement  
efectiu  del  caràcter  il·lícit  de  les  emissions  i  gravacions,  subsidiàriament  dema-­
nen  que  es  declari  que  el  lloc  web  de  YouTube  infringeix  els  drets  de  propietat  
intel·lectual  de  Telecinco.  
  
Es  tracta  d’una  demanda  en  cascada  amb  peticions  subsidiàries  de  les  prime-­
res.  Una  demanda  que,  en  reclamació  dels  drets  de  propietat  intel·lectual,  con-­
flueix  amb  el  règim  de  responsabilitat  establert  per  la  LSSICE.  
  
Com   acostuma   a   passar,   la   resposta   de   l’administració   de   justícia   no   va   ser  
ràpida.   El   20   de   setembre   del   2010,   2   anys   i   7  mesos   després,   el   Jutjat   del  
Mercantil   7   de   Madrid   va   dictar   sentència   [18].   Els   raonaments   jurídics  
d’aquesta  estan  estructurats  segons  el  triple  plantejament  de  la  demanda.    
  
  
A.3.1.   YouTube:  prestació  de  serveis  d’intermediació  o  provisió  de  
continguts    
  
En  la  primera  de  les  accions  plantejades  per  Telecinco  contra  YouTube,  la  pri-­
mera  plantejava  si  l’activitat  real  de  YouTube  era  la  provisió  de  continguts  i  per  
tant  quedaria  exclosa  de  la  exempció  de  responsabilitat  que  la  LSSICE  propor-­
ciona  als  prestadors  de  serveis  d’intermediació.  
  
En  un  anàlisis   inicial  de   la  seva  activitat,  podem  concloure  que,  per  utilitzar  el  
servei   de   YouTube,   l’usuari   s’ha   de   registrar   i   tenir   un   compte   obert.   Quan  
l’usuari  penja  un  vídeo  a   la  plataforma,  és  aquests  qui  assigna  un   títol   i  unes  
paraules  clau,  denominades  tags,  que  permeten  la  localització  del  vídeo.  
  
És  l’usuari  qui  pren  la  decisió  de  penjar  el  vídeo  i  de  l’ús  que  li  vol  donar  (privat  
o   públic)   i   qui   té   la   responsabilitat   sobre  el   seu   contingut.  YouTube  no  penja  
vídeos  ni  els  edita.  Aquestes  són  funcions  dels  usuaris.  Els  usuaris  tenen  clar  
que   YouTube   realitza   una   funció   d’intermediació,   proveint-­los   d’un   espai   per  
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emmagatzemar  els  seus  vídeos   i  que  puguin  ser  accessibles,  o  no,  a   la  resta  
d’internautes.    
  
Els   responsables   de   Telecinco   no   opinaven   el   mateix.   Aquests   afirmen   a   la  
demanda  que  YouTube  explota  els  vídeos  en  benefici  propi  com  a  llicenciatària  
dels   usuaris,   doncs   sol·licita   als   seus   usuaris   la   llicència   dels   continguts   que  
pengin  dins  del  Termes  d’Us.  Però  el  Jutge  determina  que  exigir  una   llicència  
als  usuaris  que  incorporen  continguts  no  és  incompatible  amb  l’existència  d’un  
servei  d’intermediació.  
  
Respecte  a  l’afirmació  de  Telecinco  de  que  YouTube  realitza  “labors  editorials”,  
la   sentència   recull   que  és   impossible   portar   a   terme   un   control   de   la   totalitat  
dels  vídeos  que  es  posen  a  disposició   dels  usuaris,  doncs  hi  ha  més  de  500  
milions  de  vídeos  penjats  (en  el  moment  de  la  celebració  del  judici).  Tampoc  es  
realitza   una   labor   editorial   quan   es   seleccionen   determinats   vídeos   per   a   la  
secció   “vídeos  destacats”,  doncs  aquests  s’identifiquen  a  partir  d’una  sèrie  de  
paràmetres  com  la  popularitat  del  vídeo  entre  els  usuaris.  
  
També   argumenta   Telecinco   que   YouTube   realitza   una   explotació   lucrativa   i  
comercial   del   seu   lloc  web.   Però   la   pròpia   LSSICE   estableix   que   els   serveis  
d’intermediació   ho   seran   normalment   a   títol   onerós,   obtenint   un   benefici   eco-­
nòmic.    
  
A  més  a  més,  YouTube  ha  instal·lat  procediments  per  a  la  notificació  i  retirada  
de  continguts  il·lícits,  que  requereix  la  cooperació  del  titular  del  dret  identificant  
la  URL  complerta  de  la  pàgina  de  reproducció  del  vídeo,  i  facilitant  a  YouTube  
els  anomenats  arxius  de  referència  de  cada  vídeo  del  que  és  titular  i  que  desitja  
retirar.  Un  cop  identificat  es  pot  optar  per  bloquejar  automàticament  la  gravació,  
fer-­ne  un  seguiment  o  obtenir  un  benefici  econòmic  amb  la  inserció  de  publicitat  
associada  al  vídeo.  Telecinco  ha  utilitzat  el  sistema  en  múltiples  ocasions,  es-­
sent  efectiu  per  a  la  retirada  dels  continguts.  
  
El  Jutge  conclou  que  YouTube  no  és  un  proveïdor  de  continguts  i,  per  tant,  no  
té  l’obligació  de  controlar  ex  ante  la  il·licitud  dels  que  s’allotgen  a  la  seva  web.  
Continua  dient  que   la  seva  única  obligació  és  col·laborar  amb  els   titulars  dels  




A.3.2.   La   responsabilitat   dels   prestadors   de   serveis:   el   coneixe-­
ment  efectiu  
  
En  el  segon  grup  d’accions  que  esgrimeix  Telecinco,  subsidiari  a  la  qualificació  
de   l’activitat,  pretén  atribuir  a  YouTube  una   responsabilitat  contreta  segons  el  
règim  general   de   la   LSSICE.  Els   prestadors   de   serveis   d’intermediació   tenen  
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una   exempció   en   la   responsabilitat   configurada   en   torn   del   concepte   jurídic  
“coneixement  efectiu”.  Proposa  a   la  demanda  que  aquest  coneixement  efectiu  
de  la  il·licitud  dels  continguts  pot  obtenir-­se  d’un  òrgan  no  jurisdiccional  o  a  tra-­
vés  d’altres  fonts  de  coneixement.  
  
Però   les  pretensions  de   l’actora   tornen  a  estavellar-­se  contra   la   legalitat  esta-­
blerta  per   la   llei.  Es  podria  entendre  aquest   concepte  en  un  sentit   ampli   com  
pretén   la  demandant,  però   la  LSSICE  ha  optat  per   restringir   i   limitar  el  conei-­
xement  efectiu  de  la  il·licitud,  exigint  que  aquesta  sigui  declarada  per  un  òrgan  
competent  que  hagi  ordenat  la  retirada  de  les  dades  o  la  impossibilitat  d’accés  
als   mateixos.   Per   a   que   YouTube   tingués   “coneixement   efectiu”   del   caràcter  
il·lícit  dels  continguts  allotjats  a  la  seva  web  i  pogués  ser  considerat  responsa-­
ble  respecte  dels  mateixos,  un  òrgan  jurisdiccional  hauria  d’haver  declarat  prè-
viament  la  seva  il·licitud.  
  
Aquest  concepte  restrictiu  de  coneixement  efectiu  té  l’origen  en  els  principis  de  
la  directiva  i  que  recull  la  LSSICE,  que  clarament  prohibeixen  establir  una  obli-­
gació  de  control  amb  caràcter  general  al  qui  presten  els  serveis  d’intermediació.  
El  coneixement  efectiu  s’ha  d’acreditar  de  forma  detallada,  no  essent  suficient  
la  sospita  o  l’indici  racional.  D’aquesta  manera  correspon  a  Telecinco  posar  en  
el   coneixement   efectiu   de   YouTube   dels   continguts   que   puguin   lesionar   els  
seus  drets  de  propietat  intel·lectual,  i  ho  ha  de  fer  de  forma  concreta  i  individua-­
litzada  per  cadascun  d’ells.  
  
Vull  destacar  una  valoració  que  realitza  el  Jutge  per  tancar  els  arguments  jurí-
dics.  Assevera  que,  en  aquests  nous   temps,   la   informació  s’ha  convertit  en   la  
mercaderia  més  valuosa  del  món  digital,  i  que  el  repte  que  tenen  els  nous  em-­
prenedors  en  la  nova  economia  no  consisteix  tant  en  protegir  els  drets  adquirits  
sinó   en   crear   valor  en   la  difusió   dels   continguts,   perquè   la  marxa  dels   temps  
evidencia  l’esterilitat  de  tota  frontera  artificial.    
  
  
A.3.3.   Infracció  de  la  Llei  de  propietat  intel·lectual  
  
Com   a   tercera   acció,   subsidiària   de   les   dues   anteriors,   Telecinco   argumenta  
que,  amb  la  nova  redacció  de  l’article  138  de  la  Llei  de  propietat  intel·lectual,  es  
pot  articular  contra  YouTube  una  acció  de  cessació  del  servei,  encara  que  els  
actes  dels  prestadors  de  serveis  d’intermediació  no  constitueixi  per  sí  mateixos  
una  infracció.  
  
El  Jutge  no  hi  dedica  gaires  explicacions,  doncs   les  normes  no   les  podem  fer  
servir   en   aquelles   parts   que   ens   són   favorables   i   ometre   les   que   no   ho   són.  
L’ordenament  jurídic  s’ha  d’observar  en  el  seu  conjunt.  I  el  que  fa  Telecinco  és  
ometre   l’excepció   que   estableix   l’article   139   del   mateix   text,   on   s’especifica  
clarament   que  és   “sens  perjudici”   del   que  disposa   la   LSSICE.   I   aquest   “sens  
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perjudici”  elimina  d’arrel   la  possibilitat  de  l’exercici  de  l’acció  en  front  del   inter-­
mediaris  de  serveis.  
  
A.3.4.   Resolució  judicial    
  
Per  descomptat  que  el  Jutjat  del  Mercantil  7  de  Madrid  va  desestimar  totes  les  
pretensions  de  Telecinco,  condemnant-­la  a  pagar   les  costes  causades  al  veu-­
re’s  totalment  vençut.  
  
Però  Telecinco,  disconforme  amb  la  resolució,  va  apel·lar  la  sentència.  La  cau-­
sa  va  recaure  sobre  la  secció  28a  de  l’Audiència  Provincial  Civil  de  Madrid  [19].  
De     nou,  aquesta  va   fallar  en  contra  dels  pediments  de  Telecinco,  amb  argu-­
ments  molt  similars  a  les  de  la  primera  instància.  On  canvia  l’argumentació  és  a  
la   tercera   pretensió   de   Telecinco   (subsidiària   de   les   dues   anteriors),   on  
l’Audiència  bé   a  dir  que  ordenar  a  YouTube  que  de   forma  preventiva   filtri   els  
continguts   que   podrien   ser   de   Telecinco,   suposa   a   aquesta   una   obligació   de  
supervisió   general   i   activa   sobre   els   continguts   pujats   a   la   seva   plataforma.  
Precisament   una   obligació   que   no   es   pot   imposar   segons   la   Directiva   i   la  
LSSICE.  
  
El   que   si   que   fa   l’Audiència  és   aplicar   una   excepció   al   principi   de   venciment  
objectiu  per  condemnar  a  les  costes  a  Telecinco.  I  ho  argumenta  dient  que  les  
dificultats  existents  a  priori  per  la  delimitació  precisa  del  conjunt  dels  elements  
definidors  del  negoci  desenvolupat  per  YouTube  amb  la  seva  plataforma,  per  la  
novetat  del   tema  en  el  seu  plantejament  davant  dels   tribunals   i  pel   fet  de  que  
els  pronunciaments  del  Tribunal  Suprem  i  del  Tribunal  de  Justícia  de  la  UE,  que  
conformen  el  nucli  argumental  per  resoldre  la  qüestió  plantejada,  són  posteriors  
a   la   data   d’iniciació   del   litigi.   La   llei   preveu   l’excepció   esmentada,   però   no   hi  
estic  d’acord  en   la  seva  aplicació,  doncs   l’Audiència  ve  a  dir  que  com  és  una  
matèria   (els  negocis  de  prestació  de  serveis  a   Internet)  que  els   jutges  desco-­
neixen,  encara  que  hi  ha  una   legislació  aplicable   i  clara,   li  perdonen  haver  de  
pagar  les  costes  causades  al  perjudicat  pel  litigi,  que  és  YouTube.  
       




A.4.   El  cas  The  Pirate  Bay  
  
El  25  de  març de  2015,  el  Jutjat  Central  del  Contenciós  Administratiu  núm.  5  va  
dictar   la   Interlocutòria   per   la   que   resol   autoritzar,   de   conformitat   amb   el  
sol·licitat   per   la   Secció Segona   de   la   Comissió de   Propietat   Intel·lectual,   la  
suspensió i   bloqueig   a   Espanya   de   tots   els   dominis   identificats   del   grup   The  
Pirate  Bay.  
  
Segons   La   Coalición   de   Creadores   e   Industrias   de   Contenidos   [41],   que  
representa   a   la  major   part   del   sector   cultural   i   d’entreteniment   a  Espanya,   la  
Asociación   de   gestión   de   derechos   intelectuales   (AGEDI)   va   presentar   dos  
anys   i   quatre   mesos   abans   de   la   mencionada   resolució,   una   sol·licitud  
d’iniciació del  procediment  de  salvaguarda  de  drets  de  propietat   intel·lectual  a  
la  Secció Segona  de   la  Comissió de   la  Propietat   Intel·lectual.  Aquesta  anava  
dirigida  contra  el  responsables  de  la  societat  Neij  Holdings  LMT,  els  propietaris  
del  grup  The  Pirate  Bay  i  dels  dominis  thepiratebay.se,  .com,  .org  i  .net.  
  
La  Secció Segona  no  va  acordar   l’inici   del  procediment   fins  al   juny  del  2014,  
atorgant  un   termini  de  48  hores  per  a   la   retirada  dels  continguts   il·legals  o   la  
inhabilitació de  l’accés  als  mateixos.  Davant  l’incompliment  d’aquest  acord  per  
part   de   Neij   Holdings   LMT,   al   setembre   de   2014   es   va   dictar   per   part   de   la  
Secció Segona   la   resolució final  per   la  que  es  considerava  necessari  que  els  
operadors  de  serveis  d’accés  a  internet  suspenguin  l’accés  als  dominis  del  grup  
The  Pirate  Bay,  mesura  que  també afectava  als  motors  de  busca.  
  
Per  poder  dur  a  terme  el  bloqueig,  es  va  demanar  al  Jutjat,  que  per  repartiment  
va   correspondre   al   Jutjat   Central   del   Contenciós   Administratiu   núm.   5,   la  
corresponent  autorització judicial.  Mitjançà la   interlocutòria  de  25  de  març del  
2015,  el  Jutge  es  limita  a  analitzar  si  la  mesura  afecta  o  no  els  drets  de  l’article  
20  de   la  Constitució,   referent  a   la   llibertat  d’informació,   “anàlisi  o  examen  que  
es   circumscriu   bàsicament   a   determinar   si   amb   la   mesura   acordada   per   la  
Secció Segona  de   la  Comissió,  poden  quedar  afectats  els  drets  a  expressar   i  
difondre  lliurement  els  pensaments,  idees  i  opinions  mitjançà la  paraula,  l’escrit  
o  qualsevol  altre  mitjà de  reproducció;;  a  la  producció i  creació literària,  artística,  
científica   i   tècnica.   A   la   llibertat   de   càtedra.   A   comunicar   o   rebre   lliurement  
informació verídica  per  qualsevol  mitjà de  difusió” segons  explicita   la  mateixa  
interlocutòria.  
  
Respecte   a   com   fer   el   bloqueig,   quines  mesures   tècniques   s’han   adoptar,   la  
interlocutòria  afegeix  que  “les  qüestions  tècniques  relatives  a  com  dur  a  terme  
les   mesures   acordades   per   la   citada   Comissió de   Propietat   Intel·lectual  
escapen  del  camp  d’examen  d’aquest  procediment.” És  a  dir,  la  Secció Segona  
és  qui  decideix  com  s’ha  de  fer  el  bloqueig.  
  
Les  operadores  que  van  comparèixer  al  procediment,  van  demanar  concreció 
de  quines  eren  les  URLs  a  bloquejar,  així com  la  duració de  la  mesura,  però el  
Jutge  estableix   que   “procedeix   accedir   a   la   autorització sol·licitada,   sense   fer  
expressa   indicació als   extrems   interessats   pels   diferents   compareixents   en  
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ordre  a  la  indicació de  les  URLs,  el  temps  de  duració de  la  mesura  o  la  carència  
de  mitjans  per  dur  a  terme  la  col·laboració requerida  per  l’Administració.” Tot  i  
així,   sembla   que   la   forma   de   bloqueig   que   planteja   la   Secció Segona   és   el  
bloqueig  de  DNS,  doncs  en  un  paràgraf  de   la   interlocutòria  diu  que  es   tracta  
d’una   “mesura   proporcionada   al   ser   la   suspensió del   servei   en   forma   del  
bloqueig   dels   noms  de   dominis   corresponents   la   única   que   cal   exigir   als   dits  
operadors  de  serveis  d’accés  a  Internet.”  
  
Aquest   ha   estat   el   primer   bloqueig   que   es   dóna   a   terme   a   l’Estat   Espanyol  
d’una  pàgina  web  que  conté enllaços  a  creacions  de   tercers  que  demanen   la  
protecció a   través  del   sistema  administratiu   recollit   a   la   reforma  de   la   Llei   de  
propietat   intel·lectual.   Però un   dels   elements   bàsics   que   es   pretenia   amb   la  
reforma   introduïda   per   la   denominada   “llei   Sinde” no   s’ha   aconseguit:   la  
rapidesa  en  protegir  el  dret  a  la  propietat.  Tot  plegat,  des  de  la  denúncia  inicial,  
s’ha  trigat  dos  anys  i  quatre  mesos  en  bloquejar  l’accés.  
  
Per  aquest  motiu,  perquè l’interès  dels  creadors  és  la  rapidesa  en  la  protecció 
de   les   seves   creacions,   la   nova   via   penal   ofereix   la   possibilitat   d’actuar   de  
forma  més  ràpida  a  l’hora  de  bloquejar   l’accés  als  continguts   il·legals  a  través  
de  l’adopció de  mesures  provisionals  des  de  l’inici  del  procediment.  Ara  bé,  el  
dret  penal  és  restrictiu  i  el  criteri  d’intervenció per  part  dels  tribunals  penals  és  
que  només  actuen  si  hi  ha  una  clara  vulneració del  dret  protegit.  Per  exemple,  
en  el  delicte  d’ocupació d’immoble  (protecció del  dret  a  la  propietat  que  ha  estat  
usurpat),  els  Jutges  un  cop  comproven  la  titularitat  de  la  propietat  i  que  no  hi  ha  
cap   contracte   que   vinculi   al   propietari   amb   el   suposat   ocupant   il·legítim,  
requereixen  que  abandoni  l’immoble  en  un  termini  curt.  Si  l’abandona  arxiven  la  
causa,  en  cas  contrari  es  procedeix  contra  l’ocupant.  
  
Veurem  en  els  propers  mesos  la  proliferació de  denúncies  contra  serveis  de  la  
societat   de   la   informació que   es   dediquen   principalment   a   publicar   llistats  
d’enllaços   a   continguts   protegits   pel   dret   a   la   propietat   intel·lectual.   Per  
exemple   pàgines   com   pordescargadirecta.com   o   exvagos.com   entre  
moltíssimes  més  que  podem  trobar  fàcilment  navegant  per  Internet.  
     




A.5.   La  neutralitat  de  xarxa  als  EE.UU.  
  
Els  EE.UU.  van  intentar  regular  la  neutralitat  de  xarxa  l’any  2010  però,  el  gener  
del  2014,  la  justícia  va  revocar  les  normes  sobre  l’anomenat  Open  Internet.  Tot  
i   revocar   l’intent   regulador,   la   mateixa   Cort   d’Apel·lacions   del   Districte   de  
Columbia   dels   EE.UU.   reconeixia   que   els   proveïdors   de   serveis   de   banda  
ample   tenen   incentius   econòmics   que   "representen   una   amenaça   per   a   una  
Internet  oberta  i  podrien  actuar  a  la  llarga  de  manera  que  inhibissin  la  velocitat  i  
l’extenssió  d'un  desplegament  de  banda  ampla  futura”.  
  
El   tribunal   va   confirmar   la   constatació   de   la   Comissió   de   Comunicacions  
Federal  (FCC)  de  que  l'obertura  d'Internet  condueix  a  un  "cercle  virtuós",  on  les  
innovacions  als  extrems  de  la  xarxa  augmenten  la  demanda  dels  consumidors,  
el  que  porta  a  ampliar  les  inversions  en  infraestructures  de  banda  ampla  que,  al  
seu  torn,  incentiven  noves  innovacions  en  aquests  extrems.  
  
Arran   d’aquesta   sentència   l’organisme   regulador   dels   EE.UU.,   la   Federal  
Communications  Commission  (FCC)  va  regular  noves  normes  guiades  per  tres  
principis:  les  xarxes  de  banda  ample  americanes  han  de  ser    ràpides,  neutres  i  
obertes.  
  
La   nova   legislació   estatunidenca   sobre   neutralitat   de   xarxa   (open   Internet)  
restaura   l’autoritat   legal   a   l’FCC   com   a   regulador   amb   poder   per   corregir   les  
amenaces  a  la  neutralitat  a  les  actuals  xarxes,  doncs  estava  limitat  pel  tipus  de  
xarxa  en  el  que  podia  regular.  Els  nord-­americans  són  molt   lliberals   i  quan  es  
tracta  de  regular  acoten  molt  la  intervenció  de  les  administracions.  
  
La   nova  normativa   reguladora   va   ser   aprovada  el   26   de   febrer   del   2015   i   va  
entrar   en   vigor   el   16   de   juny   [29][30].   Estableix   tres   regles   bàsiques  
anomenades   “bright   Line   Rules”   que   prohibeixen   pràctiques   conegudes  
contraries  a  un  Internet  obert:  
  
•   Prohibeix  el  bloqueig  per  part  dels  operadors  a  contingut   legal,  aplicacions,  
serveis  i  a  dispositius  que  no  siguin  perniciosos.  
  
•   Prohibició   de   disminuir   la   velocitat,   degradant   el   tràfic   d’Internet   lícit  
perjudicant   contingut,   aplicacions,   serveis   o   dispositius   que   no   siguin  
perjudicials.  
  
•   Prohibició   de   la   priorització   segons   la   quota   cobrada.   Els   operadors   no  
poden  afavorir  un  determinat  tràfic   legal  sobre  la  resta  de  tràfic   legal  com  a  
contraprestació   o   servei.   No   es   pot   comercialitzar   les   “línies   ràpides”.  
Aquesta  regla  també  prohibeix  als  ISPs  de  prioritzar  contingut  i  serveis  dels  
seus  afiliats.  
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Amb   aquestes   regles   es   vol   establir   un   estàndard   per   futurs   comportaments,  
doncs   Internet   sempre   està   creixent   i   canviant   i   pot   donar   lloc   a   noves  
pràctiques  que  poden  donar-­se  amb  les  noves  tecnologies.  
  
La   normativa   reconeix   el   paper   fonamental   de   la   transparència   en   el   bon  
funcionament   de   l’ecosistema   de   la   banda   ampla.   Així   es   requereix   als  
proveïdors  que  anunciïn  de  forma  consistent  les  promocions  de  velocitat,  preus  
i   recàrrecs,   i  mesures   del   rendiment   de   la   xarxa   com   la   pèrdua  de  paquets   i  
notificar  les  pràctiques  de  gestió  de  la  xarxa  que  puguin  afectar  al  servei.  
  
Respecte  a  com  els  operadors  han  de  gestionar  les  seves  xarxes,  la  normativa  
estableix,   a   part   de   la   prohibició   de   la   priorització   pagada,   que   hauran   de  
gestionar-­les   de   forma   raonable   des   dels   aspectes   tècnics   i   d’enginyeria  
aplicables   en   el   moment.   Aquesta   gestió   ha   de   perseguir   el   propòsit  
d’aconseguir  una  gestió  legitima  i  no  de  negoci.  
  
Però  reconeix  que  hi  ha  uns  serveis  de  dades  que  no  són  accessos  a  l’Internet  
de   banda   ampla,   com   el   servei   de   VoIP.   Aquest   últim   és   un   servei   dedicat  
principal.  La  nova  legislació  americana  estableix  que  aquests  tipus  de  servei  no  
poden  soscavar  l’efectivitat  de  les  normes  de  l’Open  Internet.    
  
Per  primer  cop  es  regula  que  la  FCC  pot  actuar  com  a  autoritat  per  dirimir  els  
conflictes  en  l’intercanvi  del  tràfic  entre  els  proveïdors  majoristes  del  servei  de  
banda   ampla   i   altres   serveis   de   xarxa,   on   la   Comissió   (FCC)   escoltarà   les  
queixes   i   podrà   resoldre   els   conflictes   imposant   les   seves   decisions,   si  
determina  que  les  activitats  d’interconnexió  de  l’ISP  no  són  justes  i  raonables.  
  
És  precisament  als  EE.UU.  on  s’ha  produït  la  primera  reclamació  per  pràctiques  
contraries  a  la  neutralitat  de  xarxa  [31].    
  
  
A.5.1.   La  primera  reclamació  per  pràctiques  contraries  a  la  Neutra-­
litat  de  xarxa  als  Estats  Units  
  
El   22   de   juny   del   2015   la   companyia   Comercial   Network   Services   (CNS)   va  
presentar  la  primera  queixa  que  es  registra  davant  la  FCC  contra  Time  Warner  
Cable   (TWC)  per  pràctiques  contraries  a   la  nova   regulació  de   l’Open   Internet  
[32].  
  
CNS   té   com   a   host   una   WebCam   molt   popular   de   San   Diego,   a   la   URL  
www.SunDiegoLive.com,  des  de  fa  més  de  15  anys.  Aquesta  WebCam  utilitza  
una   tecnologia   de   streaming   que   requereix   un   accés   a   internet   per   banda  
ampla  (que  anomenen  Broadband  Internet  Access  Service,  BIAS).  Es  a  dir  que  
qualsevol  usuari  que  contracti  al  seu   ISP  el  servei  de  banda  ampla  pot  veure  
les  imatges  que  ofereix  en  temps  real  i  en  alta  resolució.  
  
El   problema   amb   el   que   es   troba   aquest   servei   d’streaming   és   que   TWC  ha  
decidit  que  no  vol   realitzar  un  acord  de  peering   i  ofereix  a  CNS  que   li  compri  
trànsit.    
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Fig.  A.5.1  Pantalla  de  SunDiegoLive  advertint  la  inexistència  de  peering  
  
  
CNS  no  vol  utilitzar  la  xarxa  de  TWC  per  dirigir  el  seu  tràfic  per  ella,  si  no  que  
es  queixa  de  que  TWC  dirigeix  els  seus  propis  clients  de  banda  ampla  a  través  
de  xarxes  col·lapsades  i  de  gran  latència.  Clients  que  paguen  per  un  servei  de  
banda  ampla  i  en  canvi  TWC  no  utilitza  els  mitjans  tècnics  suficients  per  a  que  
puguin   gaudir   d’aquesta   banda   ampla   per   accedir   a   tot   l’Internet.   La   solució  
tècnica  és  senzilla  segons  CNS,  doncs  aquesta  i  TWC  es  troben  en  tres  punts  
d’intercanvi  públics  (Internet  peering  excahnges,  IX).    
  
La  latència  i  la  congestió  afecten  al  possible  màxim  rendiment,  troughput,  entre  
el  client  o  subscriptor  de  banda  ampla  i  el  proveïdor  de  serveis  amb  el  que  es  
vol  comunicar.  L’impacte  a  la  qualitat  de  servei  pot  arribar  a  ser  substancial.  El  
troughput  en  una  connexió  TCP  està  limitat  per  la  mida  de  la  finestra  del  paquet  
de  dades  dividit  per  la  latència.  Si  en  una  circuit  de  banda  ampla  de  50Mb  per  
segon   si   afegeix   un   innecessari   increment   en   la   latència   de   només   14   ms,  
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Per   contra,   TWC   s’ha   defensat   de   la   denúncia   al·legant   que   té   acords   de  
peering  amb  operadors  amb  els  que  hi  ha  un  alt  volum  d’intercanvi  de  tràfic  en  
múltiples  interconnexions,  i  on  hi  ha  un  mutu  intercanvi  de  valor.  Però  en  el  cas  
de   CNS,   aquesta   no   és   una   companyia   que   tingui   la   mateixa   qualitat   per  
obtenir  els  mateixos  acords.  Asseguren  que   les  pràctiques  d’interconnexió  de  
TWC  són   justes   i   raonables   tal  com  demana   la  FCC,  però  que  a  més  a  més,  
segueixen  les  pràctiques  de  totes  les  grans  companyies  d’ISP  i  els  estàndards  
del  la  indústria.  
  
El   mateix   Sr.   Bahrami,   cap   executiu   de   la   demandant   CNS,   proposa   a   la  
reclamació  un  exemple  de  com  la  latència  afecta  a  l’usuari  del  servei.  A  l’annex  
7  realitzo  un  petit  experiment  basat  en  les  explicacions  del  Sr.  Bahrami,  amb  el  
que   veurem   com   ens   pot   afectar   la   latència   afegida   per   alguns   punts  
d’interconnexió  entre  Sistemes  Autònoms.      
     




A.6.   Eines  per  mesurar  les  xarxes  IP:  Netflow  
  
Entendre  més  al  detall  com  l’ample  de  banda  és  utilitzat  a  les  xarxes  IP  és  ex-­
tremadament  important  a  dia  d’avui.  Els  comptadors  de  paquets  i  de  bytes  són  
útils,  però  saber  quines  adreces  IP  són  l’origen  i  el  destí  del  tràfic  i  quines  apli-­
cacions  generen  el  tràfic  és  indispensable.  
  
És   fàcil   comprovar   l’ample   de   banda,   però  és  més   complicat   fer  mesures   de  
retard  per  detectar  des-­priorització  de  certs  fluxos.    Per  mesurar  el  retard  (de-­
lay)  hauríem  de  tenir  dos  mesuradors,  un  situat  a  l’entrada  i  un  altre  a  la  sortida  
de  l’ISP  estudiat,  que  haurien  de  detectar  i  analitzar  el  temps  transcorregut  en  
l’enviament   d’uns   paquets   específics.   Això   suposa   tenir   els   dos   mesuradors  
amb  els  rellotges  sincronitzats  al  nanosegon  o,  fins  i  tot,  amb  més  precisió.  
  
És  difícil  implementar-­ho,  com  no  sigui  una  mesura  institucional  de  la  CNMC,  o  
a  nivell  europeu  del  BEREC.  Tot  i  així  trobem  diverses  aplicacions  o  arquitectu-­
res  diferents  per  poder  caracteritzar  el  tràfic  IP  i  entendre  des  de  i  cap  a  on  flu-­
eix.  Aquest  coneixement  és  crític  per  analitzar  la  capacitat,  el  rendiment  i  la  re-­
solució  de  problemes  de  les  xarxes.  Encara  que  hi  ha  altres  companyies  amb  
productes  similar,  ens  fixarem  en  una  eina  que  ha  desenvolupat  Cisco,  anome-­
nada  Netflow  [38],  que  permet  als  professionals  de  les  Tecnologies  de  la  Infor-­
mació  trobar  solucions.  
  
Netflow  podria  ser  una  de  les  eines  que  el  BEREC  recomana  utilitzar  per  analit-­
zar  i  caracteritzar  el  tràfic  pels  diferents  nodes  de  les  xarxes.  
  
  
A.6.1.   Funcionament  de  Netflow:  
  
A  cada  paquet  que  circula  per  un  router  o  un  switch  se   li  examina  un  conjunt  
d’atributs   que   estan   emmagatzemats   a   la   capçalera.   Aquests   atributs   són   la  
identitat  del  paquet   IP   i  determinen  si  el  paquet  és  únic  o  similar  a  altres  pa-­
quets.  Quan  hi  han  paquets  similars  diem  que  configuren  un  flux.  Els  routers  de  
Cisco  poden  realitzar  aquest  anàlisi  activant  en  ells  la  funcionalitat  Netflow.  
  
Netflow   utilitza   els   atributs   dels   paquets   IP   per   realitzar   l’anàlisi,   i   en   concret  
analitza  els  següents  aspectes:  
§   l’adreça  IP  d’origen:  per  saber  qui  origina  el  tràfic  
§   l’adreça  IP  de  destí:  diu  qui  rep  el  tràfic  
§   el  port  d’origen:  caracteritza  l’aplicació  que  origina  el  tràfic  
§   el  port  de  destí:  caracteritza  l’aplicació  que  rep  el  tràfic  
§   el  tipus  de  protocol  de  la  capa  3  
§   la  classe  de  servei:  examina  la  prioritat  del  tràfic  
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§   la  interfície  del  router  o  switch:  informa  de  per  on  entra  i  surt  el  flux  de  
l’equip  
§   els  timestamps  permeten  veure  la  vida  del  flux  i  també  li  permet  calcu-­
lar  els  paquets  i  bytes  per  segon  
§   el  next  hope  o  el  següent  router  al  que  un  paquet  és  dirigit  
§   la  màscara  de  xarxa  de  les  adreces  d’origen  i  destí  permeten  calcular  el  
prefixes  
§   els  TCP  flags  li  permeten  examinar  els  TCP  handshakes  
  
Les  dades  corresponents  a  un  flux  que  passa  per  un  router  amb  el  Netflow  ac-­
tivat   s’exporten   a   un   servidor   col·lector   quan   es   produeix   alguna   d’aquestes  
circumstàncies:  si  es  rep  un  paquet  amb  un  flag  TCP  que  indica  que  el  flux  s’ha  
acabat,  o  si  el  flux  ha  estat  inactiu  durant  un  cert  temps  (en  concret  quan  ja  no  
rep  nous  paquets  en  15  segons),  o  quan  expira  un   temporitzador,  en  principi  
programat  per  30  minuts,  si  el  flux  encara  és  viu.  
  
A.6.2.   Altres  eines  per  detectar  violacions  de  la  neutralitat  
  
Hi  ha  moltíssimes  aplicacions  que  ens  permeten  obtenir   informacions  sobre  si  
s’està  produint  una  violació  de  la  neutralitat  de  xarxa.  Dähn  i  Mundt  ens  propo-­
sen  algunes  d’aquestes  solucions  [17]:    
  
  
A.6.2.1      Glasnost:  
  
Es   tracta   d’una   aplicació   Java   continguda   en   una   pàgina   web,   amb   la   que  
l’usuari  activa  el   test  que  consisteix  en  diversos   intercanvis  de  dades  que  són  
monitoritzats  pel  servidor  i   la  aplicació  client.  Un  cop  les  transferències  de  da-­
des  són  analitzades,  presenta  un  informe  sobre  la  neutralitat.    
  
L’aplicació   tracta   de   detectar   si   l’ISP   de   l’usuari   està   escanyant   o   bloquejant  
tràfic  específic  corresponent  a  algun  tipus  d’aplicació  concreta,  com  ara  el  cor-­
reu  electrònic,  aplicacions  P2P,  vídeo  Flash,  etc.  
  




A.6.2.2      NANO:  
  
És  una  altra  aplicació  que  mira  de  discernir  si  s’està  produint  una  diferenciació  
en  el  tràfic,  prioritzant-­ne  un  tipus  respecta  de  la  resta.  Només  està  desenvolu-­
pada  pel  sistema  operatiu  Linux,   i  bàsicament  es  tracta  de   l’enviament  de  da-­
des  a   través  d’una  connexió  segura   fins  a  un  servidor.  Les  dades  obtingudes  
s’emmagatzemen  al  Georgia  Institute  of  Technology.  
  




A.6.2.3      N00ter:  
  
Amb  aquest  test,  l’usuari  es  connecta  a  través  d’un  túnel  encriptat,  o  VPN,  amb  
un  Proxy  que  és  el  propi  N00ter.  El  N00ter  a  través  del  túnel  rep  les  peticions  
de   l’ordinador   i   les  encamina  cap  al  destí.  Quan   rep   la   resposta   la  envia  dos  
cops,  una  a  través  del  túnel  i  l’altra  a  través  de  la  xarxa,  cap  al  PC  de  l’usuari.  
Les   respostes   són   comparades   elaborant   un   informe   segons   la   configuració  
prèvia  que  havia  fet  l’usuari  per  analitzar  diversos  tipus  de  tràfic.  
  
  
A.6.2.4      ShaperProbe:  
  
Utilitza  els  efectes  elementals  de   la  modulació   del   tràfic.  En  el   típic  escenari,  
l’activació  d’algoritmes  per  modular  el  tràfic  es  poden  detectar  fàcilment  obser-­
vant  el  temps  dels  paquets  entrants.  Els  algoritmes  de  modulació  per  limitar  la  
velocitat  de  la  connexió  a  un  valor  específic,  necessiten  quantificar  el  seu  valor  
del  moment.  Per   fer  el   càlcul   necessita  un  determinat   temps,  pel   que  els  pa-­
quets  pateixen  un  retard.  ShaperProbe  utilitza  servidors  perfectament  coneguts  
per  fer  el  càlcul,  per  evitar  la  introducció  d’arbitrarietats.  
  
  
A.6.2.5      Herdict    
  
En  aquesta  aplicació,  l’usuari  anuncia  si  una  determinada  web  és  accessible  o  
inaccessible,   que   queda   emmagatzemada   a   la   base   de   dades   associada   al  
proveïdor  de  l’usuari  que  és  detectat  automàticament.  Es  tracta  d’un  sistema  de  
crowdfunding,  on  els  usuaris  van  identificant  els  ISP  que  tenen  filtres  a  pàgines  
web.  
     




A.7.   Un  petit  experiment:  el  problema  de  la  latència  
  
Com  ens  pot  afectar   la   latència  en   la  navegació  per   Internet?  L’experiment  el  
realitzem  a  través  del  WiFi  sobre  una  línia  ADSL  d’Orange,  a  1211  metres  de  la  
central,  amb  una  velocitat  de  connexió  de  baixada  d’11  Mbps   i  uns  800  Kbps  
de   pujada.   Cal   tenir   en   compte   que   els   rellotges   dels   equips   no   estan  
sincronitzats,  pel  que  l’estudi  és  només  orientatiu.    
  
  
A.7.1.   La  utilitat  ping  
  
Utilitzem   la   utilitat   ping   sobre   unes   adreces   conegudes   situades   a   diferents  
punts   d’Internet   per   esbrinar   quina   és   la   latència   entre   el   servei   i   el   nostre  
ordinador.      
  
Començarem  fent  ping  al   router  dins   la  mateixa  xarxa  d’àrea   local.  El   resultat  
obtingut  és  el  següent:  
  
PING  192.168.1.1  (192.168.1.1):  56  data  bytes  
64  bytes  from  192.168.1.1:  icmp_seq=0  ttl=64  time=3.711  ms  
64  bytes  from  192.168.1.1:  icmp_seq=1  ttl=64  time=8.123  ms  
64  bytes  from  192.168.1.1:  icmp_seq=2  ttl=64  time=3.452  ms  
64  bytes  from  192.168.1.1:  icmp_seq=3  ttl=64  time=4.067  ms  
64  bytes  from  192.168.1.1:  icmp_seq=4  ttl=64  time=5.664  ms  
64  bytes  from  192.168.1.1:  icmp_seq=5  ttl=64  time=3.499  ms  
64  bytes  from  192.168.1.1:  icmp_seq=6  ttl=64  time=5.055  ms  
64  bytes  from  192.168.1.1:  icmp_seq=7  ttl=64  time=3.945  ms  
64  bytes  from  192.168.1.1:  icmp_seq=8  ttl=64  time=3.441  ms  
64  bytes  from  192.168.1.1:  icmp_seq=9  ttl=64  time=3.601  ms  
  
-­-­-­  192.168.1.1  ping  statistics  -­-­-­  
10  packets  transmitted,  10  packets  received,  0.0%  packet  loss  
round-­trip  min/avg/max/stddev  =  3.441/4.456/8.123/1.411  ms  
  
Fixem-­nos   en   la   mitjana   calculada   per   la   utilitat   després   d’haver   enviat   10  
paquets.  Com  veiem  la  latència  mitja  a  través  de  la  xarxa  WiFi  és  d’uns  4,5  ms.  
  
En  el  segon  pas  comprovem  la  latència  existent  a  una  adreça  que  suposem  es  
troba   dins   del   mateix   sistema   autònom   del   nostre   proveïdor   ISP,   que   en   el  
present  cas  és  Orange.  L’adreça  és  ben  senzilla  www.orange.es:  
  
PING  www.orange.es  (62.36.20.46):  56  data  bytes  
64  bytes  from  62.36.20.46:  icmp_seq=0  ttl=245  time=35.071  ms  
64  bytes  from  62.36.20.46:  icmp_seq=1  ttl=245  time=35.172  ms  
64  bytes  from  62.36.20.46:  icmp_seq=2  ttl=245  time=37.133  ms  
64  bytes  from  62.36.20.46:  icmp_seq=3  ttl=245  time=35.171  ms  
64  bytes  from  62.36.20.46:  icmp_seq=4  ttl=245  time=37.386  ms  
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64  bytes  from  62.36.20.46:  icmp_seq=5  ttl=245  time=35.513  ms  
64  bytes  from  62.36.20.46:  icmp_seq=6  ttl=245  time=35.755  ms  
64  bytes  from  62.36.20.46:  icmp_seq=7  ttl=245  time=35.458  ms  
64  bytes  from  62.36.20.46:  icmp_seq=8  ttl=245  time=35.052  ms  
64  bytes  from  62.36.20.46:  icmp_seq=9  ttl=245  time=34.813  ms  
  
-­-­-­  www.orange.es  ping  statistics  -­-­-­  
10  packets  transmitted,  10  packets  received,  0.0%  packet  loss  
round-­trip  min/avg/max/stddev  =  34.813/35.652/37.386/0.844  ms  
  
Veiem  que  la  mitjana  obtinguda  és  de  35,7  ms.  
  
Comprovem  ara   les  dades  obtingudes  al   fer  ping  a  un  altre  sistema  autònom,  
fora   del   AS   d’Orange.   Escollim   l’adreça   del   mitjà   de   comunicació   britànic  
www.bbc.com  i  obtenim  els  següents  resultats:  
  
PING  www.bbc.com  (212.58.244.68):  56  data  bytes  
64  bytes  from  212.58.244.68:  icmp_seq=0  ttl=47  time=53.401  ms  
64  bytes  from  212.58.244.68:  icmp_seq=1  ttl=47  time=53.008  ms  
64  bytes  from  212.58.244.68:  icmp_seq=2  ttl=47  time=53.425  ms  
64  bytes  from  212.58.244.68:  icmp_seq=3  ttl=47  time=52.851  ms  
64  bytes  from  212.58.244.68:  icmp_seq=4  ttl=47  time=52.592  ms  
64  bytes  from  212.58.244.68:  icmp_seq=5  ttl=47  time=53.304  ms  
64  bytes  from  212.58.244.68:  icmp_seq=6  ttl=47  time=53.290  ms  
64  bytes  from  212.58.244.68:  icmp_seq=7  ttl=47  time=81.647  ms  
64  bytes  from  212.58.244.68:  icmp_seq=8  ttl=47  time=53.233  ms  
64  bytes  from  212.58.244.68:  icmp_seq=9  ttl=47  time=52.860  ms  
  
-­-­-­  www.bbc.com  ping  statistics  -­-­-­  
10  packets  transmitted,  10  packets  received,  0.0%  packet  loss  
round-­trip  min/avg/max/stddev  =  52.592/55.961/81.647/8.566  ms  
  
La  mitjana  s’està  incrementant  a  uns  56  ms.  
  
Però  si  volem  comprovar   la  velocitat  de  connexió  a  la  URL  de  la  WebCam  de  
San  Diego,  
  
PING  sundiegolive.com  (170.75.194.7):  56  data  bytes  
64  bytes  from  170.75.194.7:  icmp_seq=0  ttl=110  time=195.512  ms  
64  bytes  from  170.75.194.7:  icmp_seq=1  ttl=110  time=194.674  ms  
64  bytes  from  170.75.194.7:  icmp_seq=2  ttl=110  time=195.452  ms  
64  bytes  from  170.75.194.7:  icmp_seq=3  ttl=110  time=195.748  ms  
64  bytes  from  170.75.194.7:  icmp_seq=4  ttl=110  time=199.265  ms  
64  bytes  from  170.75.194.7:  icmp_seq=5  ttl=110  time=197.327  ms  
64  bytes  from  170.75.194.7:  icmp_seq=6  ttl=110  time=224.910  ms  
64  bytes  from  170.75.194.7:  icmp_seq=7  ttl=110  time=197.082  ms  
64  bytes  from  170.75.194.7:  icmp_seq=8  ttl=110  time=194.540  ms  
64  bytes  from  170.75.194.7:  icmp_seq=9  ttl=110  time=212.260  ms  
  
-­-­-­  sundiegolive.com  ping  statistics  -­-­-­  
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10  packets  transmitted,  10  packets  received,  0.0%  packet  loss  
round-­trip  min/avg/max/stddev  =  194.540/200.677/224.910/9.484  ms  
  
El  resultat  obtingut  és  veritablement  escandalós:  200,7  ms  de  mitjana.  
  
Traduïm  els  resultats  a  velocitats:  
  
Em   de   partir   de   la   base   que   el   temps   obtingut   amb   la   utilitat   ping   és   el   de  
l’anomenat   “round   trip”,  és   a   dir,   del   viatge   d’anada   i   tornada,   comparant   els  
temps   des   de   la   petició   fins   a   l’obtenció   de   la   resposta.   Suposarem   que   el  
temps  d’anada  i  el  de  tornada  són  iguals,  cosa  que  en  realitat  no  és  així.  
  
Dins  la  xarxa  d’àrea  local  tenim  una  velocitat  màxima  per  una  finestra  TCP  de  
65.535  bytes:  
  
65.535  bytes  /  (4,5  ms  /  2)  =  29.127  Kbytes/s  que  equival  a  227,5  Mb/s    
  
Dins   del   que   suposem   és   el   mateix   sistema   autònom,   al   connectar-­nos   a   la  
URL  www.orange.es  la  velocitat  que  obtenim  és:  
  
65.535  bytes  /  (35,7  ms  /  2)  =  3.671,4  Kbytes/s  que  equival  a  28,7  Mb/s,  encara  
que  tenim  la  limitació  efectiva  dels  11  Mb/s  que  ens  dona  la  línia  ADSL  a  una  
distància  de  1211  metres  de  la  central.  
  
Fora  del  sistema  autònom  d’Orange,  al  connectar-­nos  a   la  URL  de   la  BBC  el  
resultat  és  el  següent:  
  
65535  bytes  /  (56  ms  /  2)  =  2.340,5  Kbytes/s  que  equival  a  18,3  Mb/s  
  
Mentre  que  si  volem  gaudir  de   les   imatges  de  San  Diego  a   través  de   la  seva  
WebCam,  la  velocitat  de  connexió  ens  cau  a  uns  dramàtics:  
  
65535  bytes  /  (200,7  ms  /  2)  =  653,06  Kbytes/s  que  equival  a  5,1  Mb/s  
  
Si   ho  comparem  amb   les   velocitats   recomanades  per  Netflix  per  poder   veure  
fluxos  de  vídeo,  un  flux  en  qualitat  SD  necessita  de  3  Mb/s,  en  HD  720p  és  de  
5  Mb/s   i   en   Ultra   HD   (l’anomenat   4K)   és   de   25  Mb/s,   és   fàcil   veure   que   no  
podem  accedir  al  servei  gratuït  de  la  WebCam  de  San  Diego  d’alta  qualitat  en  
HD.  Com  es  pot  solucionar?  Tal  com  recomanen  des  de  San  Diego,  caldria  que  
hi  hagés  un  acord  de  peering  entre  Orange  i  el  seu  ISP.  
  
  
A.7.2.   La  utilitat  Traceroute  
  
Un  cop  identificat  un  problema  que  podria  ser  de  latència  amb  l’aplicació  ping,  
podem  observar  quines  son   les  rutes  que  han  pres  els  paquets  amb   la  utilitat  
Traceroute.  
  
Per  exemple,  la  ruta  seguida  fins  a  la  pàgina  web  d’Orange  www.orange.es  és:  
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traceroute  to  www.orange.es  (62.36.20.46),  64  hops  max,  52  byte  packets  
  1    livebox  (192.168.1.1)    2.623  ms    2.311  ms    2.225  ms  
  2    84.77.96.62  (84.77.96.62)    24.534  ms    24.734  ms    24.486  ms  
  3    10.254.25.41  (10.254.25.41)    26.360  ms    25.742  ms    37.557  ms  
  4    10.254.25.25  (10.254.25.25)    27.474  ms    26.632  ms    26.673  ms  
  5    10.34.201.137  (10.34.201.137)    27.787  ms    27.026  ms    26.663  ms  
  6    *  *  *  
  7    *  *  *  
  8    10.34.42.5  (10.34.42.5)    52.658  ms    38.238  ms    40.065  ms  
  9    10.34.42.74  (10.34.42.74)    37.261  ms    36.504  ms    36.916  ms  
10    www.orange.es  (62.36.20.46)    37.365  ms    36.858  ms    37.903  ms  
  
Observem  que  ha  necessitat  10  salts  per  arribar  al  destí.  Observem  com  en  els  
salts  6è  i  7è  no  ens  han  respost  les  màquines  on  el  paquet  havia  de  “morir”.  
  
Però  si  anteriorment  fèiem  una  presumpció  de  que  la  pàgina  es  troba  dins  del  
mateix  AS  que  el  nostre  router  (recordem  que  ens  trobem  fent  la  prova  des  de  
una   línia   ADSL   domèstica   contractada   a   Orange),   demanem   a   la   aplicació  
Traceroute  que  ens  identifiqui  el  número  d’AS  on  es  troba  la  màquina  que  ens  
contesta,  afegint   la  opció   “-­a”  en  el   terminal   (la  prova  és  realitzada  des  de  un  
Mac  i  “terminal”  és  el  nom  que  se  li  dona  a  la  “consola”).  
  
traceroute  -­a  www.orange.es  
traceroute  to  www.orange.es  (62.36.20.46),  64  hops  max,  52  byte  packets  
  1    [AS62904]  livebox  (192.168.1.1)    2.944  ms    2.559  ms    6.932  ms  
  2    [AS20838]  84.77.96.62  (84.77.96.62)    25.346  ms    27.621  ms    25.038  ms  
  3    [AS0]  10.254.25.41  (10.254.25.41)    25.084  ms    24.973  ms    25.381  ms  
  4    [AS0]  10.254.25.25  (10.254.25.25)    27.094  ms    28.075  ms    31.848  ms  
  5    [AS0]  10.34.201.137  (10.34.201.137)    28.664  ms    30.388  ms    30.995  ms  
  6    *  *  *  
  7    *  *  *  
  8    [AS0]  10.34.42.5  (10.34.42.5)    37.883  ms    36.263  ms    39.144  ms  
  9    [AS0]  10.34.42.74  (10.34.42.74)    37.462  ms    37.285  ms    36.676  ms  
10      [AS12479]  www.orange.es   (62.36.20.46)      35.880  ms     36.745  ms     37.157  
ms  
    
Veiem  com  el  nostre   router  es   troba  connectat  a   la  AS20838.  Si   introduïm  el  
número   d’AS   a   l’aplicació   de   la   pàgina   del   CIDR   http://www.cidr-­
report.org/as2.0/  podem  comprovar  com  aquest  AS  és  designat  “YIF-­AS  France  
Telecom  Espana  S.A,ES”    i  pertany  al  grup  del  nostre  ISP,  Orange.  Aquest  AS  
té  una  única  sortida  upstream:   l’AS12479,  que  podem  veure  com  és  el  AS  on  
es  troba  el  recurs  que  estem  buscant.    
  
L’AS12479   pertany   al   mateix   grup   empresarial.   Aquest   AS   té   els   següents  
sistemes  adjacents:  
  
AS  Adjacency  Report  
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12479  UNI2-­AS  France  Telecom  Espana  SA,ES  
  
Adjacency:        17    Upstream:          2    Downstream:        15  
Upstream  Adjacent  AS  list  
  
AS3356                    LEVEL3  -­  Level  3  Communications,  Inc.,US  
AS5511                    OPENTRANSIT  Orange  S.A.,FR  
      
Downstream  Adjacent  AS  list  
  
AS202005       ASBONAREA  Corporacion  Alimentaria  Guissona,  S.A,ES  
AS49576            REE-­AS  RED  ELECTRICA  DE  ESPANA  S.A.U.,ES  
AS56571       CABLEX   EXTREMEnA   DE   COMUNICACIONES   POR   CABLE  
SL,ES  
AS25285       BOE-­AS  Boletin  Oficial  del  Estado,ES  
AS60551             ANT-­AS  D.P.S.  Giro-­consulting  S.L.,ES  
AS13287         NIXVAL  SERVICLEOP  SL,ES  
AS201105         INTERSUR  WIFI  INTERSUR  S.L.,ES  
AS15450           Alhambra  Systems  SA,ES  
AS20838           YIF-­AS  France  Telecom  Espana  S.A,ES  
AS12386         ASALPI  Orange  Catalunya  Xarxes  de  Telecomunicacions  S.A.,ES  
AS41397   REDESTEL-­AS  Redes  Digitales  de  Telecomunicacion  en  Internet  
SL,ES  
AS50715         SERVIABERTIS-­AS  Abertis  Infraestructuras,  S.A.,ES  
AS20921             AMENA-­AS  France  Telecom  Espana  SA,ES  
AS8311                 REDESTEL  Redestel  Networks  S.L.,ES  
AS60203             INNOVASUR-­AS  Innovaciones  Tecnlogicas  del  Sur  S.L.,ES  
  
  
Veiem  la  relació  existent  entre  ambdues  AS  que,  com  és  fàcil  endevinar  pel  seu  
nom,  pertanyen  al  mateix  grup.    
  
Però   el   problema   d’un   temps   excessiu   el   trobem   quan   accedim   a   la   web   de  
www.sundiegolive.com.   Veiem   amb   el   Traceroute   si   podem   identificar   on  
trobem  el  principal  problema:  
  
traceroute  to  170.75.194.7  (170.75.194.7),  64  hops  max,  72  byte  packets  
  1     livebox  (192.168.1.1)    3.188  ms    2.163  ms    6.055  ms  
  2       84.77.96.62  (84.77.96.62)    24.722  ms    25.115  ms    27.740  ms  
  3       10.254.25.41  (10.254.25.41)    30.488  ms    31.575  ms    28.676  ms  
  4       10.254.25.25  (10.254.25.25)    30.972  ms    31.886  ms    33.151  ms  
  5       10.34.201.137  (10.34.201.137)    27.256  ms    28.672  ms    30.032  ms  
  6       10.34.201.133  (10.34.201.133)    30.878  ms    28.348  ms    28.282  ms  
  7       *  *  81.52.188.113  (81.52.188.113)    45.626  ms  
  8       tengige0-­6-­0-­0.barcr4.barcelona.opentransit.net  (193.251.242.154)    34.609  
ms    34.513  ms    27.866  ms  
  9       tengige0-­3-­0-­5.madtr2.madrid.opentransit.net  (193.251.128.46)    46.613  ms    
40.168  ms    38.580  ms  
10      81.52.200.204  (81.52.200.204)    40.822  ms    39.055  ms    39.934  ms  
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11   gigabitethernet2-­0-­0.madcr3.madrid.opentransit.net   (193.251.129.157)    
36.030  ms    35.938  ms    45.074  ms  
12     tiscali-­3.gw.opentransit.net   (193.251.150.74)      75.076   ms      43.260   ms    
41.081  ms  
13     et-­8-­1-­0.lax22.ip4.gtt.net  (89.149.130.9)    210.975  ms    200.559  ms    199.430  
ms  
14     69.31.114.186  (69.31.114.186)    199.703  ms    198.840  ms    201.697  ms  
15   coresite-­la2.la.commercialnetworkservices.net   (66.128.156.158)      205.025  
ms    1629.003  ms    204.265  ms  
16     sundiegolive.com  (170.75.194.7)    203.916  ms    1560.281  ms    202.523  ms  
  
De  la  taula  anterior  veiem  com  el  temps  que  triga  l’enviament  i  la  resposta  del  
Traceroute  s’incrementa  a  partir  del  salt  13,  a   la   IP  89.149.130.9.  Veiem  quin  
resultat  ens  dona  l’aplicació  amb  la  opció  d’identificació  de  l’AS  activada:  
  
traceroute  -­a  www.sundiegolive.com  
traceroute  to  sundiegolive.com  (170.75.194.7),  64  hops  max,  52  byte  packets  
  1     [AS62904]  livebox  (192.168.1.1)    2.892  ms    5.072  ms    2.552  ms  
  2       [AS20838]  84.77.96.62  (84.77.96.62)    24.513  ms    32.368  ms    27.792  ms  
  3       [AS0]  10.254.25.41  (10.254.25.41)    25.110  ms    25.663  ms    24.559  ms  
  4       [AS0]  10.254.25.25  (10.254.25.25)    27.382  ms    27.175  ms    33.377  ms  
  5       [AS0]  10.34.201.137  (10.34.201.137)    26.896  ms    27.641  ms    27.319  ms  
  6       [AS0]  10.34.201.133  (10.34.201.133)    26.862  ms    28.142  ms    26.643  ms  
  7       [AS0]  81.52.188.113  (81.52.188.113)    27.596  ms  *    28.759  ms  
  8     [AS5511]   tengige0-­6-­0-­1.barcr4.barcelona.opentransit.net  
(193.251.132.122)    29.291  ms  
              [AS5511]   tengige0-­0-­0-­8.barcr4.barcelona.opentransit.net  
(193.251.242.24)    28.009  ms    27.577  ms  
  9     [AS5511]   tengige0-­3-­0-­5.madtr2.madrid.opentransit.net   (193.251.128.46)    
36.848  ms    38.230  ms    37.049  ms  
10     [AS0]  81.52.200.204  (81.52.200.204)    39.205  ms    35.303  ms    35.854  ms  
11   [AS5511]   gigabitethernet2-­0-­0.madcr3.madrid.opentransit.net  
(193.251.129.157)    35.677  ms    41.285  ms    34.872  ms  
12    [AS5511]  tiscali-­3.gw.opentransit.net  (193.251.150.74)    36.703  ms    35.016  
ms    35.343  ms  
13     [AS3257]   et-­8-­1-­0.lax22.ip4.gtt.net   (89.149.130.9)      195.824   ms      195.790  
ms    195.136  ms  
14   [AS26627]   69.31.114.186   (69.31.114.186)      194.510   ms      194.947   ms    
195.490  ms  
15   [AS2734]   coresite-­la2.la.commercialnetworkservices.net   (66.128.156.158)    
202.163  ms    202.172  ms    201.234  ms  
16     *  *  *  
17     *  *  *  
18     *  *  *  
  
A  partir  del  salt  16  ja  no  tenim  resposta.  Com  hem  vist  a  l’anterior  taula,  el  salt  
16   pertany   a   la   web   de   sundiegolive.com,   el   destí   que   busquem.   Tornem   a  
comprovar   que   dels   36ms   que   triga   el   “round   trip”   del   paquet   enviat   per  
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l’aplicació  fins  al  salt  12,  passa  a  ser  de  196ms  en  el  salt  13.  És  precisament  en  
el  salt  entre  el  AS5511  i  l’AS3257  on  trobem  un  problema.  
  
De   nou   ens   podem   ajudar   de   la   web   del   CIDR,   www.cidr-­report.org,   per  
esbrinar  detalls  d’aquests  dos  Sistemes  Autònoms:  
  
L’AS5511  pertany  a  OPENTRANSIT  Orange  S.A.,FR.      
  
L’AS3257  pertany  a  TINET-­BACKBONE  Tinet  SpA,DE  
  
La   primera   és   francesa,   mentre   que   la   segona   és   alemanya.   Però   segons  
BGPMon   .net   l’adreça   IP   utilitzada   es   troba   a   França,   igual   que   la   d’  
OPENTRANSIT  Orange  S.A.,FR.  
  
Podríem  arribar  a   la  conclusió  de  que  no  hi  ha  un  acord  de  peering  entre   les  
dues   AS,   o   que   per   poder   anar   als   EE.UU   Orange   utilitza   un   punt  
d’interconnexió  saturat.    
  
Per   comprovar-­ho   podem   fer   un   Traceroute   a   una   pàgina   web   ubicada   als  
EE.UU.   En   aquest   punt   permeteu-­me   una   llicència   i   aprofitar-­me   de   la  meva  
afició  pel   tir  amb  arc.  Una  de   les  webs  que  visito  és  www.3riversarchery.com,  
on   es   pot   trobar   equipament   per   fer   aquest   esport,   i   que   certament   es   troba  
ubicada  als  EE.UU.  
  
Fent  ping  a  www.3riversarchery.com  identifiquem    
  
ping  -­c  10  www.3riversarchery.com  
PING   d3b1f020e57f0130133a1231381401ec.yottaa.net   (176.34.134.41):   56  
data  bytes  
64  bytes  from  176.34.134.41:  icmp_seq=0  ttl=43  time=97.370  ms  
64  bytes  from  176.34.134.41:  icmp_seq=1  ttl=43  time=88.326  ms  
64  bytes  from  176.34.134.41:  icmp_seq=2  ttl=43  time=89.788  ms  
64  bytes  from  176.34.134.41:  icmp_seq=3  ttl=43  time=90.092  ms  
64  bytes  from  176.34.134.41:  icmp_seq=4  ttl=43  time=92.370  ms  
64  bytes  from  176.34.134.41:  icmp_seq=5  ttl=43  time=104.787  ms  
64  bytes  from  176.34.134.41:  icmp_seq=6  ttl=43  time=89.742  ms  
64  bytes  from  176.34.134.41:  icmp_seq=7  ttl=43  time=88.577  ms  
64  bytes  from  176.34.134.41:  icmp_seq=8  ttl=43  time=90.481  ms  
64  bytes  from  176.34.134.41:  icmp_seq=9  ttl=43  time=89.679  ms  
  
-­-­-­  d3b1f020e57f0130133a1231381401ec.yottaa.net  ping  statistics  -­-­-­  
10  packets  transmitted,  10  packets  received,  0.0%  packet  loss  
round-­trip  min/avg/max/stddev  =  88.326/92.121/104.787/4.887  ms  
  
Veiem   com   arribar   a   aquesta   web   dels   EE.UU.   no   es   triga   tant   com   la   del  
SunDiegoLive.com.      
Si  utilitzem  l’aplicació  Traceroute  per  veure  els  salts  per  on  passa  el  paquet  fins  
arribar  a  3riversarchery  veiem  com  arribem  en  22  salts:  
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traceroute:   Warning:   www.3riversarchery.com   has   multiple   addresses;;   using  
176.34.134.41  
traceroute  to  d3b1f020e57f0130133a1231381401ec.yottaa.net  (176.34.134.41),  
64  hops  max,  72  byte  packets  
  1   livebox  (192.168.1.1)    3.143  ms    11.695  ms    4.270  ms  
  2       84.77.96.62  (84.77.96.62)    28.306  ms    29.953  ms    29.807  ms  
  3       10.254.25.41  (10.254.25.41)    29.324  ms    30.188  ms    24.761  ms  
  4       10.254.25.25  (10.254.25.25)    28.389  ms    30.337  ms    27.120  ms  
  5       10.34.201.137  (10.34.201.137)    26.964  ms    34.565  ms    32.887  ms  
  6       10.34.201.133  (10.34.201.133)    49.008  ms    58.308  ms    34.435  ms  
  7       81.52.188.113  (81.52.188.113)    29.045  ms    29.006  ms    27.446  ms  
  8       tengige0-­0-­0-­0.barcr4.barcelona.opentransit.net  (193.251.129.165)    28.886  
ms    36.307  ms    32.007  ms  
  9       tengige0-­2-­0-­0.madtr2.madrid.opentransit.net  (193.251.242.89)    38.269  ms    
39.234  ms    36.088  ms  
10      81.52.200.230  (81.52.200.230)    58.287  ms    43.412  ms    40.066  ms  
11   gigabitethernet12-­1-­4.madcr3.madrid.opentransit.net   (193.251.132.168)    
99.240  ms    39.854  ms    40.966  ms  
12      81.52.188.30  (81.52.188.30)    35.292  ms    43.797  ms    38.993  ms  
13      ae-­7.r22.londen03.uk.bb.gin.ntt.net  (129.250.4.137)    85.403  ms    82.739  ms    
87.581  ms  
14     ae-­1.r02.londen03.uk.bb.gin.ntt.net   (129.250.5.25)     89.194  ms     84.886  ms    
85.562  ms  
15   ae-­3.r02.londen05.uk.bb.gin.ntt.net  (129.250.2.119)    87.822  ms    90.944  ms    
78.174  ms  
16   82.112.115.162  (82.112.115.162)    76.649  ms    92.348  ms    79.504  ms  
17   178.236.3.53  (178.236.3.53)    93.832  ms    92.434  ms    90.589  ms  
18   176.32.106.34  (176.32.106.34)    94.284  ms    92.879  ms    95.455  ms  
19      178.236.0.225  (178.236.0.225)    94.862  ms    92.854  ms    101.015  ms  
20      178.236.0.194  (178.236.0.194)    96.639  ms    101.892  ms    93.307  ms  
21      178.236.0.68  (178.236.0.68)    92.481  ms    94.713  ms    96.466  ms  
22   ec2-­176-­34-­134-­41.eu-­west-­1.compute.amazonaws.com   (176.34.134.41)    
90.062  ms    89.349  ms    94.311  ms  
  
Però   quan   tornem   a   utilitzar   la   opció   d’identificació   de   l’AS   per   on   passa   el  
paquet,   la   configuració   del   servei   d’allotjament   on   es   troba   la   pàgina   no   ens  
respon:  
  
traceroute  -­a  www.3riversarchery.com  
traceroute:   Warning:   www.3riversarchery.com   has   multiple   addresses;;   using  
176.34.134.41  
traceroute  to  d3b1f020e57f0130133a1231381401ec.yottaa.net  (176.34.134.41),  
64  hops  max,  52  byte  packets  
  1     [AS62904]  livebox  (192.168.1.1)    2.619  ms    2.323  ms    2.374  ms  
  2       [AS20838]  84.77.96.62  (84.77.96.62)    27.835  ms    24.583  ms    24.930  ms  
  3       [AS0]  10.254.25.41  (10.254.25.41)    25.312  ms    24.824  ms    24.955  ms  
  4       [AS0]  10.254.25.25  (10.254.25.25)    30.150  ms    31.946  ms    25.812  ms  
  5       [AS0]  10.34.201.137  (10.34.201.137)    26.657  ms    34.965  ms    36.076  ms  
  6       [AS0]  10.34.201.133  (10.34.201.133)    26.672  ms    27.312  ms    30.734  ms  
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  7       [AS0]  81.52.188.113  (81.52.188.113)    27.063  ms    26.751  ms    28.529  ms  
  8       [AS5511]  tengige0-­4-­5-­0.barcr4.barcelona.opentransit.net  (193.251.242.28)    
48.334  ms  
           [AS5511]   tengige0-­7-­0-­10.barcr4.barcelona.opentransit.net    
(193.251.242.30)    29.919  ms  
           [AS5511]  tengige0-­0-­0-­9.barcr4.barcelona.opentransit.net  (193.251.242.26)    
30.245  ms  
  9   [AS5511]   tengige0-­2-­0-­0.madtr2.madrid.opentransit.net   (193.251.242.89)    
35.888  ms    39.104  ms    35.924  ms  
10     [AS0]  81.52.200.230  (81.52.200.230)    37.130  ms    35.076  ms    36.172  ms  
11   [AS5511]   gigabitethernet12-­1-­4.madcr3.madrid.opentransit.net  
(193.251.132.168)    35.302  ms    36.554  ms    36.399  ms  
12     [AS0]  81.52.188.30  (81.52.188.30)    35.197  ms    39.717  ms    35.750  ms  
13   [AS2914]   ae-­7.r22.londen03.uk.bb.gin.ntt.net   (129.250.4.137)      77.584   ms    
74.837  ms    78.000  ms  
14   [AS2914]   ae-­1.r02.londen03.uk.bb.gin.ntt.net   (129.250.5.25)      80.463   ms    
76.764  ms    82.063  ms  
15   [AS2914]   ae-­3.r02.londen05.uk.bb.gin.ntt.net   (129.250.2.119)      83.462   ms    
78.873  ms    76.735  ms  
16   [AS2914]  82.112.115.162  (82.112.115.162)    84.083  ms    84.483  ms    79.134  
ms  
17     *  *  *  
18     [AS16509]  176.32.106.36  (176.32.106.36)    89.463  ms  *  *  
19     [AS39111]  178.236.0.171  (178.236.0.171)    93.782  ms  
         [AS16509]  176.32.106.27  (176.32.106.27)    95.097  ms  
           [AS39111]  178.236.0.225  (178.236.0.225)    94.561  ms  
20     [AS39111]  178.236.0.187  (178.236.0.187)    89.150  ms  
           [AS39111]  178.236.0.171  (178.236.0.171)    93.444  ms  
           [AS39111]  178.236.0.196  (178.236.0.196)    90.320  ms  
21      [AS39111]  178.236.0.198  (178.236.0.198)    87.201  ms  
           [AS39111]  178.236.0.194  (178.236.0.194)    92.611  ms    92.636  ms  
22      [AS39111]  178.236.1.17  (178.236.1.17)    88.789  ms    93.705  ms  *  
23      *  *  *  
24      *  *  *  
25      *  *  *  
  
I  successivament  fins  arribar  al  salt  64  ens  apareixen  els  asteriscs  en  senyal  de  
que  no  s’ha  rebut  cap  resposta,  suposadament  per  la  configuració  del  servidor  
que  deu  descartar  les  peticions  enviades  pel  Traceroute.  
  
En  aquest  cas,  des  de  l’AS5511  es  surt  cap  a  un  altre  punt  d’intercanvi  i  cap  a  
un  altre  AS  diferent  del  cas  de  SunDiegoLive.com.  En  el  present  cas  la  ruta  és  
a  través  de  l’AS2914,  situada  a  Londres,  i  a  pesar  que  arribem  amb  uns  quants  
salts  més,  el  temps  obtingut  és  més  acceptable.    
  
Podem  afirmar  que   la   falta  d’acords  de  peering  amb  sistemes  autònoms  més  
petits  ens  perjudica  a  tots  els  usuaris  d’Internet.  
  
  




A.8.   Requeriments  d’emmagatzematge  de  la  Llei  de  conser-­
vació  de  dades  
  
Tal  com  s’ha  comentat  al  capítol  4,  els  proveïdors  de  serveis  d’Internet  estan  
obligats  a  emmagatzemar  una  sèrie  de  dades  i  tenir-­les  a  disposició  de  les  au-­
toritats  durant  un  període  de  12  mesos.  
  
Anem  a   fer  un  petit  càlcul  de   l’espai  que  necessitarien  habilitar  per  emmagat-­
zemar  tan  sols  unes  petites  dades.  
  
Quin  espai  pot  ocupar  una  base  de  dades  que  guardi  les  relatives  a  una  comu-­
nicació  per  correu  electrònic,  només  emmagatzemant  el  dia,  l’hora  de  la  comu-­
nicació  i  l’adreça  d’origen  i  de  destí  durant  12  mesos?  
  
Cada  caràcter,  emmagatzemat  com  a   “char”,  ocupa  un  byte   (8  bits)  però  ens  
trobem  dos  tipus  de  dades  depenent  del  espai  que  necessiten.  Un  seria  les  da-­
des  d’hora   i  dia  de   la  comunicació,  que  tenen  un  format   fix,  com  per  exemple  
28/08/15,09:12:00,  que  tindrien  un  total  de  17  caràcters.  Podem  variar  el  dia  i  la  
hora  però,  sempre  que  no  variem  el  format,  seran  17  caràcters.    
  
Per  l’altra  banda,  no  totes  les  adreces  electròniques  tenen  el  mateix  número  de  
caràcters.  Podem   tenir   adreces   curtes,   com   “carles@me.com”,   o   tan   llargues  
com  doni  de  sí   la  imaginació  i  el  sistema  de  correu  que  utilitzem,  com  la  utilit-­
zada   fa   anys   per   un   company   “judiasverdesconpatatas@hotmail.com”.   Per   la  
primera  utilitzem  13  caràcters,  mentre  que  per  la  segona  fan  falta  34  caràcters.  
  
Si   suposem  que   la   arquitectura   utilitzada  de   la   base  de  dades  hagi   estat   im-­
plementada  amb  un  sistema  d’un  byte  separador  de  registre,  no  caldrà  reservar  
un  espai   fixe  per  a  cada  entrada.  Però  caldrà  afegir  un  byte  més  per  separar  
entre  les  dues  adreces  de  correu.  Amb  aquesta  arquitectura  podríem  tenir  una  




on  s’utilitzen  les  “,”  com  a  separadors  i  el  “#”  com  indicador  de  final  d’entrada.  
Hi  ha  20  caràcters  fixes  i  47  de  variables,  fent  un  total  de  67  bytes  d’informació.  
  
Suposem  que  la  longitud  mitjana  de  caràcters  de  les  adreces  de  correu  sigui  de  
30  caràcters.  Per  emmagatzemar  cada  entrada  faria  falta  80  bytes.  
  
Suposem  que  el  número  de  clients  del  proveïdor  de  comunicacions  per  correu  
electrònic  és  de  10  milions,   i  que   la  mitjana  de  correus  diaris  que  envia   i   rep  
cada   cada   un   d’ells   és   de   100   (penseu   en   els   correu   que   s’envien   a   grups  
d’amistats  o  multiples  usuaris,  on  es  comptabilitza  cada  correu  individual).  Ca-­
da  dia  el  proveïdor  ha  d’emmagatzemar:  
  
80  bytes  x  10.000.000  x  100  =  80.000.000.000  bytes  diaris,  o  el  que  és  equiva-­
lent  en  sistema  internacional  80  GB  (gigabyte)  d’informació  diaris.  
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Si  han  de  conservar   les  dades  durant  12  mesos,  és  a  dir,  durant  365  dies,   la  
quantitat  d’espai  necessari  és:  
  
80  GB  x  365  =  29.200  GB  per  any.  
  
I  tot  només  per  emmagatzemar  el  dia,  hora  i  les  adreces  d’origen  i  destí.  Però  
si   la  empresa  vol  continuar  creixent  en  número  de  clients,  haurà  de  preveure  
incrementar  l’espai  per  emmagatzemar  les  dades  a  la  que  està  obligada  per  la  
Llei  de  conservació  de  dades.      
  
     




A.9.   EL  MERCAT  DIGITAL  ÚNIC  A  LA  UE  
  
La   Unió   Europea   encara   es   troba   en   fase   de   creació,   i   un   punt   que   podria  
afavorir  el  creixement  de   la  Unió  com  a  tal  és  precisament  el  món  digital   i   les  
noves   tecnologies.   En   els   serveis   d’Internet   no   pot   passar   que   es   tingui  




A.9.1.   Necessitat  d’un  Mercat  Digital  Únic  
  
El   6   de   maig   de   2015   la   Comissió Europea   feia   pública   l’adopció d’una  
estratègia   de   mercat   digital   únic   [33],   amb   la   intenció d’incrementar   les  
oportunitats   a   persones   i   empreses   i   afavorir   la   posició Europea   com   a   líder  
mundial  en  l’economia  digital.  Aquesta  és  una  de  les  prioritats  polítiques  de  la  
Comissió i  té la  intenció de  que  totes  les  iniciatives  que  s’han  tingut  en  compte  
estiguin  implementades  pel  final  del  2016.  
  
La  oferta  actual   de   serveis  online  està dominada  pel   serveis  Nord-­Americans  
amb  un  54%,  el  42%  són  serveis  dins  de  cadascun  dels  estats  membres  de  la  
UE,  mentre  que  tan  sols  el  4%  són  serveis  interestatals  dins  de  la  Unió.  
  
Per   potenciar   el   mercat   digital   intern,   la   Comissió ha   establert   tres   pilars,   o  
àrees  bàsiques,  sobre  les  que  portar  a  terme  les  diferents  iniciatives  [35]  [36]:  
  
•   Millorar  l’accés  al  mercat  digital  únic  de  consumidors  i  empreses  
•   Establir   un   entorn   on   puguin   prosperar   les   xarxes   digitals   i   els  
serveis  




A.9.2.   Accés  al  mercat  digital  únic  
  
Proporcionar  un  millor  accés  pels  consumidors  i  les  empreses  als  bens  i  serveis  
digitals  de   tot  Europa.  Es  vol  desbloquejar  el  potencial  que  suposa  el  comerç 
electrònic.  
  
Segons   les  estadístiques  proporcionades  per   la  Comissió [34],  en  el  2014  tan  
sols  el  15%  dels  consumidors  han  comprat  serveis  o  productes  a  altres  països  
de  la  Unió,  mentre  que  el  44%  només  ho  han  fet  en  serveis  del  seu  Estat.  Per  
altra  banda,   tan  sols  el  7%  de   les  petites   i  mitjanes  empreses  venen  a  clients  
d’altres   països   de   la   UE.   La   frenada   a   vendre   fora   del   seu   país   d’aquestes  
empreses   ve   donada   pel   cost   extra   que   els   suposa   haver-­se   d’adaptar   a   les  
legislacions   nacionals.   Si   s’apliquessin   les   mateixes   normes   per   al   comerç 
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electrònic  podria  elevar-­se   fins  al  57%  de   les  petites   i  mitjanes  empreses  que  
accedissin  a  vendre  als  clients  d’altres  estats  membres.  
  
Per  trencar  les  barreres  i  obrir   l’activitat  del  comerç digital  (e-­comerç)  a  través  
dels   Estats   Membres   es   proposa   actuar   en   les   diferències   en   legislació 
contractual  i  de  copyright  i  reduir  les  càrregues  relatives  a  l’IVA.    
  
Hi  ha  regulacions  que  han  estat  harmonitzades,  com  les  de   la   informació que  
s’ha  de  proveir  als  consumidors  abans  de  concloure  un  contracte  o   les  regles  
per   poder   desestimar   la   compra,   però cal   actuar   en   l’harmonització d’altres  
aspectes,  com    en  les  solucions  disponibles  si  els  bens  no  es  reben  en  l’estat  
corresponent   segons   el   contracte   de   venda.   Però també cal   revisar   la  
Cooperació de  les  autoritats  en  la  protecció del  consumidor.  
  
És   necessari   que   hi   hagi   serveis   de   transport   de   paqueteria   entre   els   Estats  
Membres  que  siguin  de  qualitat  i  econòmics.  Fins  ara,  la  indústria  del  lliurament  
de   paqueteria   s’ha   autoregulat   en   aspectes   com   el   seguiment   del   transport   i  
l’entrega  ràpida  del  paquets,  però no  en  la  regulació dels  preus  o  la  supervisió.  
La  Comissió vol  actuar  en  la  transparència  dels  preus  de  les  entregues  dins  la  
UE,   incloent   els   preus   de   petits   enviaments,   i   la   supervisió regulatòria   dels  
mercats   interestatals   per   assegurar   un   bon   funcionament   de   l’entrega   entre  
Estats  Membres.    
  
L’estratègia   també passa   per   crear   una   infraestructura   per   al   e-­comerç i  
prevenir   la      discriminació de   consumidors   i   empreses   que   intenten   comprar  
bens  i  serveis  online  dins  la  UE,  però que  topen  amb  restriccions  nacionals,  de  
residència  o  de   localització geogràfica,  que  són  contràries  als  principis  bàsics  
de  la  UE.  
  
El  geo-­blocking,  o  bloqueig  per  la  situació geogràfica,  son  pràctiques  utilitzades  
pels  venedors  online  que  deneguen  l’accés  a  pàgines  web  establertes  a  altres  
Estats  Membres   [37].  De  vegades  els  consumidors  poden  accedir  a   la  pàgina  
web,   però no   poden   comprar   productes   o   serveis   que   s’hi   ofereixen.   En  
ocasions   l’usuari  és   redirigit  a  pàgines   locals  de   la  mateixa  companyia  on  els  
productes   tenen   diferents   preus   o   s’ofereixen   diferents   serveis.   En   altres  
ocasions   la   geolocalització provoca   l’aplicació automàtica   de   preus   diferents.  
És  una  eina  de  segmentació de  mercats  basada  en  les  fronteres  nacionals.  El  
geo-­blocking   generalment   es   produeix   quan   s’identifica   la   IP   de   l’usuari,   que    
pertany   a   un   AS   determinat   fora   de   la   zona   geogràfica.   Però   també   es   pot  
produir  quan  s’introdueix  l’adreça  d’enviament  del  producte  que  es  vol  adquirir.  
  
Però també afecta   als   continguts   protegits   pel   copyright.   Molts   cops   els  
consumidors  es  troben  en  la  impossibilitat  d’accedir  al  contingut  protegit  per  les  
normes  territorials  del  copyright  d’un  altre  Estat  Membre.  En  altres  ocasions  la  
falta  de  disponibilitat  o  d’accés  ve  donada  per  les  restriccions  contractuals  entre  
els  propietaris  dels  drets  i  els  distribuïdors,  sobre  tot  quan  es  tracta  de  serveis  
audiovisuals.  Per  això es  proposa  des  de  la  Comissió harmonitzar  el  règim  del  
copyright  de  manera  que  proporcioni   incentius  per  crear   i   invertir  permetent   la  
transmissió i   el   consum   de   contingut   més   enllà de   les   fronteres   nacionals,  
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contribuint   al   creixement   de   la   rica   diversitat   cultural   europea.   A   més   es  
proposa   la   revisió de   la   directiva   93/83/EEC   sobre   el   satèl·lit   i   el   cable,      per  
evaluar   la   necessitat   d’encabir-­hi   les   transmissions   online   i   la   necessitat  
d'abordar  noves  mesures  per  garantir  un  major  accés  transfronterer  als  serveis  
de  radiodifusió a  Europa.  
  
Cal   reduir   les   càrregues   relatives   a   l’IVA   i   els   obstacles   en   la   venda  
transfronterera.  Un  problema  que  afronten   les  companyies  que  comercialitzen  
bens  i  serveis    és  haver  de  tractar  amb  diferents  sistemes  nacionals.  Des  de  l’1  
de   gener   del   2015   l’IVA   dels   serveis   de   telecomunicacions,   emissions   de  
continguts  i  electrònics  s’aplica  a  l’Estat  del  consumidor,  en  comptes  de  l’Estat  
on   resideix   el   proveïdor.  En   comptes  de  declarar   i   pagar   l’IVA  en   cada  Estat  
Membre  de  residència  dels  seus  clients,  les  empreses  haurien  de  poder  fer  una  
sola   declaració i   pagament   en   el   seu   propi   Estat   Membre.   A   més   a   més,  
actualment  es  poden  demanar  bens  a  proveïdors  de   tercers  països   fora  de   la  
UE   que   es   beneficien   de   l’exempció de   l’IVA   en   enviaments   de   ports   petits,  
suposant  un  desavantatge  competitiu  pels  comerciants  dins  la  UE.    
  
  
A.9.3.   Entorn  
  
El  mercat  digital  únic  s’ha  de  construir  en  les  correctes  condicions  i  amb  unes  
infraestructures  al  nivell  per  a  xarxes  digitals  avançades   i   serveis   innovadors.  
S’ha  de  basar  en  xarxes  assequibles,  d’alta  velocitat  i  fiables,  junt  amb  serveis  
que   protegeixin   els   drets   fonamentals   dels   consumidors   a   la   privacitat   i   la  
protecció de  les  dades  personals,  i  al  mateix  temps  fomentar  la  innovació.  
  
La   Comissió presentarà propostes   per   millorar   l’estructura   normativa   de   les  
telecomunicacions   amb   la   finalitat   de  millorar   la   coordinació i   l’assignació de  
l’espectre   radioelèctric   a   nivell   nacional.   S’han   de   crear   incentius   per   a   la  
inversió en   xarxes   d’alta   velocitat   i   assegurar   que   tots   els   subjectes   que  
intervenen  en  el  mercat  tinguin  un  marc  d’alta  qualitat.  També es  vol  crear  una  
estructura  institucional  que  sigui  efectiva.  
  
Es   proposa   la   revisió de   la   normativa   dels   mitjans   audiovisuals   europea   per  
adaptar-­la  a   les  necessitats  del  segle  XXI,  en  concret  s’ha  de  revisar  el  paper  
que   desenvolupen   els   diferents   operadors   del  mercat   per   a   promocionar      les  
obres  audiovisuals  Europees,  i  veure  com  adaptar  la  directiva    2010/13/EU  de  
serveis   de   comunicació audiovisual   als   nous   models   de   distribució de  
continguts.  
  
S’ha  d’analitzar  exhaustivament  el  paper  de  les  plataformes  online,  que  s’estan  
mostrant  com  una  eina  central  de  distribució en  el  mercat.  Es  vol  centrar  en  les  
qüestions   de   transparència,   l’ús   de   la   informació,   les   relacions   entre  
plataformes   i  proveïdors  de  continguts   i  com  acabar  amb   l’oferta  de  contingut  
il·legal  a  Internet.  
  
També cal   reforçar   la   confiança   i   la   seguretat   en   els   serveis   digitals   i   en   el  
tractament  de  les  dades  personals.  Al  final  del  2015  està previst  que  s’adoptin  
les  noves  normatives  Europees  sobre  protecció de  dades  i  que  hauran  de  ser  
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la  base  per   la  revisió de   la  directiva  2002/58/EC  de  privacitat   i  comunicacions  
electròniques.  
  
En  el  referent  a  la  seguretat  a  la  xarxa  (anomenada  cybersecurity)  es  proposa  
l’associació de   les   entitats   públiques   amb   la   indústria   per   centrar-­se   en   el  
desenvolupament  de  tecnologies  i  solucions  per  a  la  seguretat  a  la  xarxa.  
  
  
A.9.4.   Economia  i  societat  
  
El  Mercat  Únic  Digital  ha  de  permetre  maximitzar  el  potencial  de  creixement  de  
l’economia  digital    Europea  i  la  seva  societat,  de  manera  que  tots  els  europeus  
puguin   gaudir   dels   seus   beneficis.   El   47%   de   la   població europea   no   té les  
suficients  competències  en   les  eines  digitals,  mentre  que  en  el   futur  proper  el  
90%  de  treballs  necessitaran  de  que  es  tingui  algun  nivell  de  competència.  
    
Per   afavorir   l’increment   de   competències   en   el   món   digital,   es   proposa   una  
iniciativa  per  promoure  el  moviment  de  dades  gratuït  dins  la  Unió.  Es  vol  acabar  
amb  les  restriccions  d’accés  i  localització de  dades  per  incentivar  la  innovació.  
Des  de  la  Comissió es  vol  llançar  la  iniciativa  de  l’European  Cloud,  que  cobreixi  
la  certificació,  la  connexió entre  el  proveïdors  de  serveis  d’emmagatzematge  al  
núvol,  i  la  recerca  dins  d’aquesta  àrea.  
  
La  Comissió es  vol  concentrar  en  els  estàndards  i   la   interoperabilitat,  que  són  
àrees   crítiques   en   el   Mercat   Únic   Digital   com   ara   la   salud,   el   transport,    
l’urbanisme  i  l’energia.  
  
Però   tot   això   no   tendria   sentit   si   no   es   dona   suport   a   una   societat   digital  
inclusiva,  on  els  ciutadans  tenen  el  suficient  nivell  per  aprofitat  el  món  digital   i  
incrementar   les   seves   possibilitats   de   tenir   treball.   Amb   un   nou   pla   que  
denomina  “e-­government”  es  vol  connectar  tots  els  registres  d’oferta  i  demanda  
de   feina   a   tot   Europa,   per   tal   que   els   diferents   serveis   d’ocupació   nacionals  
puguin  treballar  plegats,  i  les  empreses  i  ciutadans  hagin  d  ‘inscriure  les  seves  
dades  tan  sols  un  cop  a  les  administracions  públiques.  Amb  aquesta  mesura  la  
Comissió  estima  que  es  podria  estalviar  a   l’economia    uns  5  bilions  d’Euros  a  
l’any  al  2017.  
  
Cal,   doncs,   estar   atents   als   nous   canvis   legislatius   que,   segons   el   calendari  
establert   per   la   Comissió,   es   preveu   que   es   vagin   coneixent   les   noves  
propostes   des   dels   propers   mesos   i   fins   a   finals   del   2016.   A   partir   d’aquest  
moment,   veurem   com   es   dona   cos   a   la   nova   legislació,   si   és   a   través   de  
directives  o  de   reglaments,  amb   la  diferència  de   temps  que  comporta   la  seva  
transposició   a   les   normatives   internes   dels   Estats   membres   de   les   primeres  
respecte  dels  segons.  
  
Però   la   Unió   Europea   s’enfronta   encara   a   grans   esculls,   com   la   divisió  
idiomàtica  dels  estats,  que  fa  que  un  usuari  tingui  preferències  pels  serveis  que  
pugui  entendre.  Per  tant  si  un  venedor  de  béns  o  serveis  només  vol  cobrir  amb  
la  seva  activitat  la  regió  de  la  seva  zona  idiomàtica,  només  cal  que  publiqui  la  
informació   en   la   seva   llengua.   Per   contra,   si   una   empresa   vol   arribar   a  
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potencials   clients   més   enllà   de   la   seva   zona,   haurà   de   proporcionar   la  
informació  en  totes  les  llengües  possibles.  
  
Un  altre  punt  feble  que  té   la  UE  és  que  les  fronteres  dels  Estats  membres  no  
han   desaparegut.   El   tractat   de   Schengen   només   preveu   la   supressió   dels  
controls   fronteres,   però   els   Estats   membres   poden   suspendre   l’aplicació   del  
tractat  en  qualsevol  moment  i  amb  qualsevol  excusa.  
  
La  Unió  Europea,  entesa  com  els  Estats  Units  d’Europa   (versió  europea  dels  
Estats  Units  d’Amèrica),  es  troba  encara  en  una  fase  embrionària.  Pot  ser  que  
la   iniciativa   del   mercat   digital   únic   sigui   un   element   més   pel   naixement   d’un  
gran  Estat  d’Estats.  Però  també  podria  passar  que  les  curtes  mires  dels  Estats  
membres,  que  són  qui  prenen  actualment  les  decisions  a  la  UE,  facin  que  acabi  
en  un  avortament  i  mai  arribi  a  veure  la  llum.  
