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Sammanfattning:  
Med en ökad användning av molntjänster inom små till medelstora företag så finns det en risk 
för att råka ut för vendor lock-in. Vendor lock-in är en term som beskriver hur kunder som 
använder sig av en molntjänst blir låsta till en specifik leverantör. Tidigare forskning har i 
stor utsträckning fokuserat på vendor lock-in ur en teknisk aspekt. Denna undersökning syftar 
till att undersöka problematiken ur ett organisatoriskt och strategiskt perspektiv. Vi anser att 
kunskap, krav och standarder är viktiga faktorer som påverkar kundens möjlighet till att 
minska risken att bli låst. Genom att utföra semi-strukturerade intervjuer, har vi samlat in data 
från fem olika små till medelstora företag inom IT-branschen. Resultatet visar att 
kunskapsnivån kring vendor lock-in är låg och bör öka. Utformandet av standarder är något 
som de empiriska resultaten ställer sig mot men allt större vikt läggs vid en brist av krav 
gentemot vendor lock-in.  
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Vanligt förekommande termer 
Nedan presenteras en tabell med några vanligt förekommande termer i denna undersökning. 
Dessa kan för vissa vara klara men vi anser att det krävs ett kortare förtydligande för hur 
dessa bör tolkas inom denna undersökning.  
  
Term Förklaring 
API 
Application programming interface är ett gränssnitt mellan en applikation 
och funktioner denna kan anropa. 
Explicit 
Kunskap 
Kunskap som kan formaliseras, t.ex. rapporter, biblioteksmaterial, databaser, 
guider. (Nonaka, 1994) 
ICT 
ICT står för Information Communication Technology och är en utökad term 
av IT där ICT lägger stor vikt vid kommunikationen mellan system 
Implicit 
Kunskap 
Är den tysta och personliga kunskapen. Kunskap som förmedlas genom 
kommunikation mellan två individer. Erfarenhet är även en implicit kunskap.  
(Nonaka, 1994) 
Kund 
Företag som valt att lägga något av sina system i molnet eller integrerat 
existerande interna system med en extern molntjänst. 
Leverantör 
Ett företag som bistår med en molntjänst av något slag. Detta kan vara rena 
tjänster så väl som infrastruktur, lagring och plattformar. 
On-demand 
On-demand är ett begrepp som används vid beskrivandet av tjänster eller 
applikationer som görs tillgängliga när användaren än vill (Prasad et al, 
2014).  
Outsourcing 
Outsourcing är en term och koncept där användaren får en tjänst eller 
produkt hanterad av en extern tredje part (Zhong & Myers, 2016). 
Provbarhet 
En av fem delar i Rogers (1983) “The five properties of innovation are: 
relative advantage, compatibility, complexity, trialability, and observability.” 
-Understanding the determinants of cloud computing adoption 
SOA 
Service-Oriented Architecture är en typ av design inom mjukvaruarkitektur 
där applikationer är nåbara över nätverk och kommunikationsprotokoll 
Små och 
medelstora 
företag 
(SMF) 
Små företag: <50 anställda och <10 milj. € i omsättning. 
Medelstora företag: <250 anställda och <50 milj. € i omsättning 
(European Commission, 2009) 
SWOT 
Är en modell för omvärldsanalys och står för Strengths, Weaknesses, 
Opportunities, Threat (Marston et al, 2010).  
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TOE 
TOE står för Technology, Organisation, Environment och är en teori och 
ramverk och utvecklades 1990 av Rocco DePietro, Edith Wiarda och 
Mitchell Fleischer. I kort så beskriver ramverket vad som krävs för att ta sig 
an och integrera olika IT-implementationer. 
TAM 
Technology acceptance model är en teori utformad för att påvisa och mäta 
faktorer som påverkar användare vid övergång till nya system och 
teknologier (Schlagwein & Thorogood, 2011) 
DOI 
Diffusion of Innovation theory undersöker hur nya teknologier sprider sig 
samt vilka faktorer som påverkar spridningen. (Rogers, 2010)  
QoS 
Quality of Service innebär två olika saker beroende på typ av nätverk. I 
kretsnätverk är det sannolikheten att koppla sig till en annan källa medan i 
paketnätverk så behandlar det kvaliteten för en uppkoppling. 
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1. Inledning 
1.1 Bakgrund 
Svenska företag använder sig i större utsträckning av molnbaserade system. Från 2014 till 
2016 har användningen av molnbaserade tjänster ökat från 40 % till 50 % (SCB, 2016). 
Enligt Gartner (2017) kommer denna trend att fortsätta öka och 2017 förväntas den globala 
publika cloud-marknaden öka med 18 %. Det skulle innebära en ökning av omsättning från 
209 miljarder dollar till 246 miljarder för den globala marknaden (Gartner 2017).  
En bransch som tydligt visar en mer omfattande användning av molntjänster är informations- 
och kommunikationsbranschen där 80 % av företagen använder sig av molnbaserade tjänster i 
någon form (SCB, 2016).  
  
Molnbaserade system innefattar både mjukvara och hårdvara, där en kund tillhandahålls en 
tjänst av en extern part. Denna tjänst kan användas vid behov av slutanvändaren och är inte 
bunden till plattform eller enhet. Inom molntjänster kan vi hitta olika typer av tjänster: 
Software as a Service (SaaS), Platform as a Service (PaaS) och Infrastructure as a Service 
(IaaS)(Senarathna et al, 2014). En molntjänst ska vara dynamiskt skalbar, virtuell och ha en 
minimal interaktion med leverantören av tjänsten (Marston, s. et al. 2011). 
Företagen vill släppa ansvaret att förvalta hårdvaran och det administrativa arbetet av att 
driva ett system inom organisationen (Garfinkel, S. 2011). Kostnaderna kan snabbt skena när 
hårdvara går sönder eller när mjukvaruproblem uppstår så att personal måste sätta tid åt sidan 
för att lösa problemet (Al Isma'ili et al, 2016). Därför blir det mer attraktivt att låta drift och 
förvaltning av system skötas av externa molntjänstleverantörer (Garfinkel, S. 2011). 
 
Ett fenomen som har blivit allt mer problematiskt när det kommer till molntjänster är vendor 
lock-in (eg. Abu-Libdeh et al, 2010; Kratzke, 2014;Opara-Martins et al, 2014). Vendor lock-
in karaktäriseras av låsningar till en specifik leverantör genom t.ex. höga kostnader gör att 
migrering inte blir lönsam, leverantörsspecifik integration hindrar förflyttning och bindande 
kontrakt under längre perioder (Opara-Martins et al, 2014). Det finns flera olika sätt för 
leverantörerna att låsa sina kunder till sin tjänst. Ett av de vanligare sätten är att låsa kunder 
med ett lågt initialt pris som periodvis ökar med flera tillkommande kostnader (Farrell & 
Klemperer, 2007). Detta tillvägagångssätt är inte nytt eller specifikt för molntjänster och 
kallas “bargain-then-ripoff” (Farrell & Klemperer, 2007). Då cloud computing är ett relativt 
nytt område saknas konkreta standardiseringar för teknisk implementation (Opara-Martins et 
al, 2014) vilket gör att det inte heller existerar någon standard för att tackla problematiken 
med vendor lock-in. 
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1.2 Problemformulering 
Organisationernas IT-avdelningar står inför ett skifte när det kommer till Cloud Computing, 
från att ha varit en administrativ, utvecklande och underhållande roll så skiftar det mer till att 
övervaka, styra och se till att organisationens mål uppfylls (Starkar & Young, 2011). Detta 
medför ett större krav på kunskap kring organisationens policys, riktlinjer kring säkerhet, 
immateriella rättigheter och integritet för att lyckas utforma kontrakt med företag som 
tillhandahåller en molntjänst (Starkar & Young, 2011). Krav kan ses som en 
försvarsmekanism för att skydda organisationen mot att bli negativt låsta till en leverantör. 
Utan ett solitt kontrakt som skyddar kunden under en längre period, så riskerar organisationen 
t.ex. ökade och undangömda kostnader (Opara-Martins et al, 2014). Detta kan vara en av de 
vanligaste faktorerna som bidrar till problematiken kring vendor locked-in (eg. Opara-
Martins et al, 2014; Prasad et al, 2014; Schlagwein & Thorogood, 2014;). Molntjänsterna 
används inom olika branscher och kraven som ställs gentemot leverantörer kan se annorlunda 
ut (Bogataj & Pucihar, 2013). Detta blir problematiskt om det inte finns en tydlig eller 
gemensam syn på hur olika krav bör tolkas eller definieras (Martson et al, 2011). 
 
Molntjänster är i stora drag ett positivt tillskott till företag men medför en rad utmaningar och 
risker för organisationen. Dessa risker kan leda till omfattande kostnader om inte 
uppmärksammade eller behandlade på något vis (Keller & König, 2014). Det finns idag inga 
standardiserade tillvägagångssätt för att motverka risken att låsas till en leverantör så kallat 
vendor lock-in (Kratzke, 2014). Vendor lock-in kan uppstå då kostnader att migrera till en ny 
molntjänstleverantör blir för stora (Abu-Libdeh, et al. 2010), då organisationers system är 
integrerade med leverantörens specifika underliggande infrastruktur (Keller & König, 2014) 
eller avsaknad av skydd i Service Level Agreement (SLA)(Cullen et al, 2017). Genom att 
tidigt blivit låst till en leverantör och dess tjänst så minskar friheten till val av system 
(Schlagwein & Thorogood, 2014). Det skapas en ensidig beroenderelation där de finansiella 
konsekvenserna av att byta leverantör kan överstiga de positiva faktorerna (Blumenberg et al, 
2008). Konsekvenserna av vendor lock-in kan bli omfattande och resultera i stora oförutsedda 
kostnader, därför bör små- till medelstora-företag (SMF) arbeta med denna risk mer noggrant 
(Kratzke, 2014). 
 
Det saknas många gånger standarder för SMF som relaterar till portabilitet, flexibilitet och 
anpassningsbarhet när det kommer till molntjänster (Opara-Martins et al, 2014). Standarder 
som sätts mot leverantören av molntjänster kan minska de negativa aspekterna av låsningar 
för kunden (eg. Schlagwein & Thorogood, 2014; Borenstein & Blake, 2011). Borenstein & 
Blake (2011) skriver att de standarder, gällande molntjänstadaption, som existerar för SMF 
idag är för vaga och kan då bli ännu ett verktyg för leverantörer att låsa sina kunder. Marston 
et al. (2011) påpekar i deras SWOT-analys av cloud computing-industrin, att denna avsaknad 
av standarder ska ses som ett stort hot för kunder då detta kan leda till en ökad chans att bli 
låst till en leverantör. Detta menar Marston et al (2011), kan resultera i ett bakslag för hela 
industrin.  
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Låsningen till en leverantör kan ske redan vid utformningen av kontrakten där kunden har en 
allt för liten kunskap om konceptet kring vendor lock-in (Starkar & Young, 2011). Detta kan 
leda till ett ofördelaktigt kontrakt som i ett längre perspektiv skadar organisationen (Starkar 
& Young, 2011). Kunskap är en sammansättning av tidigare erfarenheter och utbildning som 
kan påverka individens tillvägagångssätt (Bogataj & Pucihar, 2013). Kunskap är en av de 
faktorer som leder till en minskad risk att utsättas för vendor lock-in (Opara-Martins et al, 
2014). Kunskap kring ämnet cloud computing är bristande hos SMF vilket är ett stort hinder 
vid införandet av molnbaserade tjänster (Trigueros-Preciado et al, 2013). Detta skapar en 
barriär mot införandet av ny innovation och integrering av nya systemlösningar (Chau & 
Tam, 1997). Om kunden i fråga har flera alternativ och kunskap om molntjänstleverantörer så 
måste denne ta risken i åtanke att bli vendor locked-in (Schlagwein & Thorogood, 2014). 
 
Vi tror att det finns en bristande kunskap kring vendor lock-in sett ur ett strategiskt 
perspektiv. När vi pratar om ett strategiskt perspektiv så menar vi kunskapen kring 
organisationens strategi, mål, visioner och policys, som främst riktar sig mot ett långsiktigt 
perspektiv. Stora delar av tidigare forskning som berör vendor lock-in, undersöker problemet 
ut ett mer tekniskt perspektiv (eg. Abu-Libdeh et al, 2010; Aviles & Rutner, 2012; Géczy et 
al, 2011; Kratzke, 2014; Opara-Martins et al, 2014; Satzger, 2010; Shimba, 2010). Vendor 
lock-in är något som påverkar hela organisationen och det krävs därför strategisk likt teknisk 
kunskap för att motverka dess negativa effekter (Alshamaila et al, 2013). Det existerar en 
brist på studier gällande cloud computing ur ett organisatoriskt och strategiskt perspektiv 
(Asatiana, 2015; Bogotaj & Pucihar, 2013; Al Isma’ili et al, 2016).  
1.3 Forskningsfråga 
1. Hur ser kunskapen om vendor lock-in ut i koppling till cloud computing, hos små till 
medelstora IT-företag? 
1.4 Syfte  
Vårt syfte är att identifiera hur små till medelstora företags inställning och kunskap kring 
vendor lock in ser ut.  
Vi vill identifiera vilka krav som företagen tycker bör ställas gentemot leverantörerna av 
molnbaserade mjukvarusystem. 
Denna uppsats syftar till att fungera som en utgångspunkt för vidare forskning inom området 
vendor lock-in och SMF. 
1.5 Avgränsningar 
I denna undersökning kommer vi att avgränsa oss till att undersöka konceptet vendor lock-in 
gällande molntjänster hos SMF. 
Vi kommer undersöka hur kunskapen i företagen ser ut och förhåller sig till vendor lock-in. 
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2. Litteraturgenomgång 
2.1 Molntjänst 
Vi kommer här ge en överskådlig inblick i vad konceptet molntjänst betyder och hur detta 
kan förekomma. Vi väljer att inte gå in djupare i ämnet molntjänster än vad som nedan 
presenteras på grund av vår valda inriktning där vi inte ser på vendor lock-in ur ett tekniskt 
perspektiv. De tekniska aspekterna inom vendor lock-in har en stark koppling till de olika 
modellerna, SaaS, PaaS och IaaS samt andra systemarkitektoniska faktorer. De 
organisatoriska och externa miljöfaktorerna är underrepresenterade i forskning kring 
implementationen av molntjänster (Asatiana, 2015; Bogataj & Pucihar, 2013; Opara-Martins 
et al, 2014). Vi kommer undersöka vendor lock-in utifrån ett strategiskt perspektiv, men vi 
ser att läsaren får en bättre förståelse för cloud computing med en övergripande teori om 
molntjänster.   
 
Molntjänster är en förhållandevis ny term inom IT-världen och pekar till en modell som 
tillgängliggör övergripande, on-demand nätverksåtkomst till en samlad grupp av IT-
komponenter, t.ex. servrar, intranät, lagring, applikationer och andra tjänster som kan göras 
tillgängliga och hanteras med minimalt underhåll. (Mell & Grance, 2011).  
2.1.1 Privat moln 
En privat molntjänst är driven av en organisation för eget användande där flera avdelningar 
kan ha åtkomst. Det privata molnet kan förvaltas, styras och hanterat av organisationen själv. 
Privat molntjänsthosting behöver inte nödvändigtvis vara positionerad på plats utan kan 
drivas off-site. (Mell & Grance, 2011). Fördelarna med att använda ett privat moln är att 
organisationen är själv ansvariga för säkerhet och kontroll över sin tjänst (Jadeja & Modi, 
2012). Organisationen har snabb tillgång till infrastruktur och kan till hög grad vara agila. 
Säkerheten är den stora fördelen, där endast intern tillgång finns till infrastrukturen utan 
extern påverkan (Jadeja & Modi, 2012).  
2.1.2 Publikt moln 
När det kommer till det publika molnet så handlar det om en molntjänst som är öppen för 
allmänheten att bruka. Det publika molnet är drivet av en organisation som kan vara 
akademisk, privat, statlig eller en blandning av dessa. Tjänsten drivs från organisationens 
position. (Mell & Grance, 2011) 
Den stora fördelen med en publik molntjänst är en mer kostnadseffektiv tjänst (Jadeja & 
Modi, 2012). Hårdvara, bakomliggande infrastruktur, och nätverk hanteras av en extern part 
som erbjuder en tjänst där konsumenten betalar för användandet (Jadeja & Modi, 2012). 
Detta är något som är attraktivt för SMF som är mer kostnadskänsliga än stora företag (Al 
Isma’ili et al, 2016). 
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2.1.3 SaaS 
Software as a Service är en tjänst inom cloud computing där leverantören låter konsumenten 
använda leverantörens applikation. Dessa applikationer ska vara tillgängliga från ett flertal 
enheter genom ett gränssnitt, webbaserat eller från ett program. Konsumenten ansvarar inte 
för driften av den underliggande infrastrukturen utan sköter endast den egna applikationen. 
Nätverk, databaser, serverunderhåll, operativsystem, och andra drivande tekniska 
komponenter är helt under leverantörens ansvar. (Mell & Grance, 2011). 
2.1.4 PaaS 
Platform as a Service är en tjänst där konsumenten kan använda sig av leverantörens 
infrastruktur för driften av sina egenutvecklade applikationer. Dessa applikationer ska vara 
utvecklad med programmeringsspråk, bibliotek och verktyg som stöds av leverantörens 
infrastruktur. Konsumenten har kontroll över sina applikationer men ansvarar inte för driften 
och underhållet av den underliggande infrastrukturen som nätverk, servrar, operativsystem, 
lagring. (Mell & Grance, 2011). 
2.1.5 IaaS 
Infrastructure as a Service är en tjänst inom cloud computing där leverantören tillhandahåller 
en underliggande infrastruktur till konsumenten för att lagra och köra mjukvara. Detta då 
konsumenten inte själv har möjlighet eller tillgång in-house till tillräcklig lagring, 
processorkraft, nätverk och andra fundamentala faktorer. Konsumenten har kontroll över 
operativsystemen, lagringen och till viss mån begränsad kontroll över nätverkskomponenter, 
t.ex. brandväggar. Konsumenten har däremot inte kontroll över den underliggande 
infrastrukturen. (Mell & Grance, 2011). 
2.2 Vendor lock-in 
Vendor lock-in är inte ett nytt koncept utan har funnits under en lång tid. Greenstein (1997) 
beskriver hur konceptet år 1970 utvecklades och formade marknaden efter kundernas val av 
IT-system i koppling till låsningar. Det generella begreppet vendor lock-in innebär att en 
kund blir låst i en relation till en leverantör av en tjänst eller vara (eg. Abu-Libdeh et al, 2010; 
Hahn et al, 2013; Kratzke, 2014). Detta kan bero på många olika faktorer men mynnar oftast 
ut i en ekonomisk fråga där kunden står inför ett val huruvida det är lönsamt att byta 
leverantör eller system (eg. Abu-Libdeh et al, 2010; Hahn et al, 2013). Detta skapar ofta 
större problem för mindre företag som är mer känsliga ekonomiskt (Honjo & Harada, 2006).  
 
Problematiken kring vendor lock-in bland molntjänster kan uppstå genom ett flertal olika 
faktorer som listas nedan. Majoriteten av den litteratur som samlats in skildrar problematiken 
kring vendor lock-in ur en teknisk synvinkel (eg. Abu-Libdeh et al, 2010; Aviles & Rutner, 
2012; Géczy et al, 2011; Kratzke, 2014; Opara-Martins et al, 2014; Satzger, 2010; Shimba, 
2010). Denna undersökning ämnar att belysa vendor lock-in, inom cloud computing, ur ett 
strategiskt och organisatoriskt perspektiv då vi menar att låsningar påverkar hela 
organisationen. För att skapa en översikt av problematiken kring leverantörslåsningar har vi 
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valt att presentera några av de vanligaste formerna av låsning inom cloud computing som 
litteraturen nämner. Utöver de olika typerna av låsningar som nämns nedan så finns det en 
låsning som kan uppstå oberoende av de val du gör är; när det endast finns en leverantör som 
kan tillgodose kundens behov vilket skapar en omöjlig situation för kunden att byta 
leverantör (Bryson & Ngwenyama, 2000).   
2.2.1 Infrasturkturslåsning 
IaaS ses ofta som en handelsservice då servicen i sig inte ska skilja sig från leverantör till 
leverantör. Exempelvis skiljer sig inte användandet av en virtuell server mellan olika 
leverantörer. Problemet som leder till att kunder blir låsta uppstår vid kopplingen till den 
underliggande infrastrukturen och inte genom själva servicen. (Kratzke, 2014). 
Leverantörerna av molntjänster kan därför öka chansen för att låsa sina kunder genom att ha 
ett unikt underliggande lager av infrastruktur (Opara-Martins et al, 2014). Leverantören vill 
oftast öka chansen till låsning genom att ha avvikande eller unika API:er och lagringsmetoder 
(Opara-Martins et al, 2014). Alla leverantörer försöker få kunder att använda så olika tjänster 
som möjligt då kompabiliteten med andra system och infrastruktur blir svåranpassad 
(Kratzke, 2014). Detta är ett typiskt sätt att låsa kunden genom infrastruktur, då det både blir 
en inträdesbarriär för att anpassa sig till infrastrukturen och att öka nivån av komplexitet vid 
byte och migration (Kratzke, 2014).  
 
Generellt så har publika molntjänster en hög grad av tillgänglighet men det händer att tjänster 
blir otillgänglig t.ex. på grund av strömavbrott eller hårdvarufel (Satzger et al, 2013). Detta 
sätter kunden i en hjälplös situation där kunden inte har någon kontroll över sin tjänst, data 
eller i värsta fall, sitt företag (Prasad et al, 2014). Kunden blir då låst och måste vänta på att 
leverantören reder ut problemet vilket vid affärskritiska system som t.ex. CRM-system, kan 
orsaka stora konsekvenser för kunden (Satzger et al, 2013).  
 
På grund av bristande standarder inom branschen låses kunder till specifika leverantörer då 
deras system är integrerade med en leverantörs specifika infrastruktur (Opara-Martins et al, 
2014). Portabiliteten blir lidande på grund av underliggande kopplingarna i infrastrukturen 
och inte tjänsten i sig (Opara-Martins et al, 2014).  
2.2.2 Kontraktslåsning (SLA lock-in) 
Ett Service Level Agreement (SLA) är ett vanligt sätt att beskriva specifika villkor för hur en 
tjänst eller produkt ska levereras(Wieder et al, 2011). SLA representerar även graden av 
service och kvalitet som förväntas (Ludwig et al, 2002). Inom cloud computing läggs en stor 
vikt på kunden att identifiera risker och behandla dessa i kontraktet (Sarkar & Young, 2011).  
Låsningar kan ske då priset för en kund att migrera till en annan leverantör kan bli för högt 
eller då det initiala priset stiger efter att tjänsten implementerats (Bryson & Ngwenyama, 
2000). Vi har valt att beskriva två typer av vendor lock-in som kan uppkomma vid 
kontraktformande. 
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Bargain-then-ripoff 
Ett SLA beskriver ofta inte alla långsiktiga och framtida priser vilket gör att relationen mellan 
leverantör och kund styrs av kortsiktiga kontrakt (Farrel & Klemper, 2007). När en kund väl 
implementerat en tjänst eller system uppstår en låsning som gör att leverantören kan öka 
kostnaden retroaktivt eftersom kunden redan är investerad i tjänsten (Satzger et al, 2013). 
Denna typ av låsning kan uppstå då leverantörer sätter ett fördelaktigt lågt initialpris men som 
efter en tid ökar detta till ett överpris för att utnyttja att låsningen är på plats (Farrel & 
Klemper, 2007). Problematiken ligger i att leverantörer kan välja att endast annonsera 
kortsiktiga priser eller delar av deras tjänster (Farrel & Klemper, 2007). Då leverantören inte 
annonserar priset för hela produkten eller tjänsten leder detta till att kunder kan tvingas betala 
för separata “follow-up” tjänster, som service eller extra funktioner, istället för att betala för 
samtliga funktioner från start (Farrel & Klemper, 2007).  
 
Migration 
Vid köp av en tjänst kan inträdesavgifter uppstå under implementationsstadiet t.ex. på grund 
av inlärning, migrering av data eller underliggande tekniska kopplingar (Borenstein & Blake, 
2011). Dessa kan i sin tur leda till låsningar då det blir lättare för en kund att stanna hos en 
specifik leverantör, trots prishöjning, än att flytta till en ny (Farrel & Klemper, 2007).  
 
Då kunden har införskaffat en tjänst eller produkt blir denne beroende av leverantören. Om 
kunden inte är medveten och har kunskap om att detta beroende, skapas en låsning som 
leverantören kan utnyttja genom att exempelvis applicera ytterligare kostnader som vid 
Bargain-then-ripoff. (Clarke, 2010).  
2.3 Kunskap 
The English oxford dictionary definierar kunskap som:  
“Facts, information, and skills acquired through experience or education; the theoretical or 
practical understanding of a subject.” (Oxford Dictionary, 2017) 
 
Denna definition stämmer väl överens med Bogotaj & Puchirs (2013) tolkning av kunskap 
där de menar att kunskap definieras av tidigare erfarenheter och utbildning som kan påverka 
individens tillvägagångssätt. Kunskap är ett mångfacetterat koncept med flerskiktade 
betydelser (Nonaka, 1994). Chau & Tam (1997) skriver att implementationen av system är 
starkt beroende av att minska kunskapsbarriärer, speciellt när det kommer till mer komplexa 
system. När vi pratar om kunskap så menar vi kunskapen kring de faktorer som påverkar 
vendor lock-in, samt begreppet i sig. 
 
Inom informatik så skiljs det ofta på två stycken olika typer av kunskap: Implicit och explicit 
kunskap (eg. Chouikha & Dakhli, 2012; Kulkarni et al, 2006; Nonaka, 1994; Raven & 
Prasser, 1996; Yang & Fang, 2007). Specialistkunskap nämns även som en viktig faktor för 
en lyckad implementation och för att minska eventuella risker kopplade till implementation 
(Chau & Tam, 1997). 
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Explicit kunskap är kunskap som har lagrats för framtida syfte (Kulkarni et al, 2006). Denna 
kunskap är statisk och kan representeras i form av manualer, rapporter, media (bild, video, 
ljudinspelningar) etc. (Kulkarni et al, 2006). Chouikha och Dakhli (2012) beskriver explicit 
kunskap som att veta om något ska göras kontra implicit kunskap som representerar att veta 
hur det ska göras. Den explicita kunskapen har en stor spridningsgrad inom organisationen 
genom muntliga eller skriftliga dokument (Chouikha och Dakhli (2012). 
 
Implicit kunskap pekar mot den personliga kvalitén vilket gör den svår att formalisera eller 
kommunicera vidare (Nonaka, 1994). Implicit kunskap är grundad i handlingar, åtaganden 
och involvering kring specifika kontexter (Nonaka, 1994). En dialog mellan två individer kan 
ses som en form av förmedling av den implicita kunskapen, vilket vidare kan översättas till 
en form av explicit kunskap i t.ex. rapporter (Nonaka, 1994). 
Implicit kunskap kan anses som en av de mest svåra resurserna att isolera men en av de 
viktigaste faktorerna för en framgångsrik organisation (Yang & Fang, 2007). Detta på grund 
av hur det innovativa arbetet är grundat i uppgifts-baserad kunskap som kräver ett gemensamt 
implicit kunskapsdelande (Yang & Fang, 2007).  
 
Alshamaila et al, (2013) inkluderar osäkerhet som en faktor i deras TOE-ramverk för 
undersökningen av molntjänstacceptans. Denna osäkerhet har sitt ursprung i bristande 
kunskap gällande molntjänster (Alshamaila et al., 2013). Al Isma’ili et al, (2016) skriver att 
kunskap kan vara en del av organisation inom TOE. De påpekar även bristen på studier 
gällande cloud computing införande ur ett organisatoriskt perspektiv.  
 
I denna undersökning kommer vi tolka kunskap som en sammansättning av både implicit och 
explicit kunskap. Ikujiro Nonaka (1994) beskriver i sin undersökning, en modell där kunskap 
är en sammanslagning av implicit och explicit kunskap. Eftersom vi undersöker vendor lock-
in utifrån ett strategiskt och organisatoriskt perspektiv så ser vi att faktorn kunskap innefattar 
ett brett spektrum av olika typer av kunskap, t.ex. tidigare erfarenheter inom strategiskt 
arbete, erfarenheter av molntjänster, utsatta strategier och policys inom organisationen. I den 
litteratur vi har undersökt har kunskap beskrivits som en viktig del i det strategiska och 
operativa arbetet kring molntjänstintegrering eller andra systemlösningar (eg. Chau & Tam, 
1997; Al Isma'ili et al, 2016; Opara-Martins et al, 2014; Sarkar & Young, 2011). Vi ser därför 
kunskap som en stor organisatorisk faktor och förutsättning för en mer lyckat integration av 
molnbaserade system.  
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2.4 Krav 
 
Kravdefinition: 
1. Ett tillstånd eller funktion som behövs av en intressent för att lösa ett problem eller 
nå ett mål 
2. Ett tillstånd eller funktion som måste uppfyllas eller besittas av en lösning eller 
lösningskomponent för att tillfredsställa ett kontrakt, standard, specifikation eller 
andra formella ålagda dokument. 
3. En dokumenterad representation av ett tillstånd eller funktioner som i (1) eller (2).   
                                                                                                                            (IIBA, 2017) 
 
SMFs expanderar snabbt och förändringar kan ske gradvis och bör därför se integrationen av 
molntjänster som inkrementell (Prasad et al, 2014). Olika leverantörer erbjuder många gånger 
liknande produkter för olika priser beroende på vilken nivå av QoS som erbjuds (Prasad et al, 
2014). Det är väldigt svårt att beräkna lönsamheten vid användandet av molntjänster i 
förhållande till ett traditionellt IS (Rimal et al, 2011). Detta lägger stor vikt vid de krav som 
kunden ställer för att uppnå den önskade nivån av QoS (Prasad et al, 2014).  
 
När ett system utvecklas, köps och integreras så är det viktigt att utforma generella 
arkitektoniska krav som ett första steg (Rimal et al, 2011). Dessa krav är utformade och 
klassificerade utifrån molntjänstleverantörerna, organisationen och slutanvändaren (Rimal et 
al, 2011). Rimal et al (2011) listar följande som exempel på risker som bör behandlas med 
hjälp av krav vid utformande av ett SLA; Hur mäts prestanda? Vad händer om tjänsten blir 
otillgänglig under en period? Vad händer om leverantören inte kan leverera det som 
kontraktet innefattar? Hur kompenseras en SLA-överträdelse?  
 
Kraven måste utformas på ett sådant sätt att de ser till organisationens utveckling i helhet 
(Prasad et al, 2014). Utvecklingen hos ett SMF kan vara högst svår att förutspå men att anta 
är att utvecklingen ska gå framåt. SMF måste integrera en molntjänst med krav som förhåller 
sig till en de förändringar som kan ske inom en organisation under utveckling (Prasad et al, 
2014). 
2.5 Standarder 
Områden som karaktäriseras av nya tekniker har oftast inte en utvecklad samling standarder. 
Aktörer inom sådana marknader kan ha egenutvecklade standarder som används internt, i 
syfte att skapa en konkurrenskraftighet, cloud computing är en sådan marknad. (Fischer & 
Janiesch, 2014). 
 
Borenstein & Blake (2011) delar in standarder, inom cloud computing, i två kategorier; 
normativa och utvärderande. Med normativa menar de standarder som beskriver drift och 
informationsflöden exempelvis TCP/IP-protokoll. Dessa ska beskriva hur något ska gå till 
och vara så fullständiga som möjligt då varje oklarhet ses som en brist i standarden 
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(Borenstein & Blake, 2011). Leavitt (2009) påpekar en brist på standarder gällande API:er, 
importer och exporter av data samt backuphantering. Detta leder till svårigheter att vara 
flexibel som användare av molntjänster (Leavitt, 2009). Leavitt (2009) menar också att en 
svag portabilitet hämmar övergången till cloud computing.  
 
Utvärderande standarder, beskriver Borenstein & Blake (2011) som ett test och certifiering 
för att säkerställa att teknologier eller processer används på rätt sätt eller att de uppnår en 
känd best-practice.  
 
Satzger et al. (2013) skriver “Some of these services are conceptually comparable to each 
other, whereas others are vastly different, but they’re all, ultimately, technically incompatible 
and follow no standards but their own.” när de pratar om svårigheterna att migrera från en 
leverantör till en annan. Det visar på att i dagsläget finns det en problematik vid utformandet 
av Borenstein & Blakes (2011) utvärderande standarder då en väletablerad best-practice 
saknas för många aspekter av cloud computing. Rimal et al. (2011) argumenterar för att en 
skalbar arkitektur tillsammans med fördefinierade standarder, även de facto standarder, är 
kritiska för ett fungerande cloud system då det direkt påverkar kommunikationen mellan 
kund och leverantör.  
 
Opara-Martins et al (2014) belyser en brist på standarder inom cloud computing och menar 
att denna avsaknad leder till svårigheter gällande datamigration, integration eller resursutbyte 
vilket kan leda till låsningar för kunder. Schlagwein & Thorogood (2014) argumenterar att 
trots att leverantörer kan bli påtvingade standarder kommer kunden i praktiken, ändå vara låst 
till någon grad. Nya standarder kan utvecklas från grunden eller anpassas från redan 
existerande standarder inom liknande område, till det nya områdets behov (teknik, 
affärsaspekt samt juridiska regelverk)(Fischer & Janiesch, 2014). 
2.6 Service Level Agreement 
Cloud computing ingår i ett koncept som kallas Service-Oriented Architecture där kvaliteten 
och pålitligheten spelar en stor roll (Patel et al, 2009). Detta område pekar mot en dynamisk 
och flexibel tjänst. Kunderna har många krav och önskemål som är svåra att uppnå och kräver 
att parterna förhandlar sig fram till något som fungerar för båda (Ludwig et al, 2002). När 
parterna har kommit överens så översätts dessa till en Service Level Agreement (SLA). SLA 
är i sig ett kontrakt mellan två parter men kan kräva en övervakande tredje part (Ludwig et al, 
2002). Denna tredje part kan tas in vid tillfällen då ingen av de två ursprungliga parterna inte 
kan tillgodose en tjänst eller service utan utomståendes hjälp (Ludwig et al, 2002). Den tredje 
parten fungerar då som en stöttande roll inom SLA:t (Ludwig et al, 2002). Ett SLA kan även 
användas internt inom större företag där avdelningar agerar individuellt och oberoende från 
varandra (Ludwig et al, 2002). 
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Det är SLA:n som ska representera den förväntade graden av service och kvalité, Quality of 
Service (QoS) och detta representeras oftast separat i SLA:n. QoS, kan representera faktorer 
som responstid och tillgänglighet vilket är attribut som kan ändras vartefter produkten 
utvecklas. Detta resulterar i att QoS inom ett SLA är högst relativt och är svår att fästa vid 
specifika attribut. (Patel et al, 2009).  
 
Kontraktsskrivning inom cloud är något som idag saknar standarder och kan därför skilja sig 
mycket mellan olika typer av tjänster (Patel et al, 2009). Detta beror mycket på att det inte 
finns något standardmätvärde när flera olika molnplattformar behandlas, vilket kräver 
skräddarsydda SLA:s (Patel et al, 2009). Detta resulterar i en resurskrävande process där 
omförhandlingar kan krävas genomgående samt en problematik där ena parten är missnöjd 
med en tjänst (Patel et al, 2009). Exempelvis sätter Amazons cloud service (EC2) ansvaret på 
konsumenten att bevisa att ett SLA har brutits (Patel et al, 2009), vilket kan vara enormt 
resurskrävande för ett litet till medelstort företag.  
2.7 Litteraturtabell 
Vi har skapat en tabell med den litteratur som vi tycker är mest relevant för denna 
undersökning. Denna tabell har tagits fram för att belysa den litteratur som vi har valt att 
framhäva som huvudsakligt stöd för vår undersökning. Webster och Watson skriver (2002), 
att en lyckad litteraturstudie är när författarna får läsaren att förstå den insamlade litteraturens 
innebörd för undersökningen. Denna tabell ska ge läsaren en översikt av den litteratur som vi 
använder för att ta fram och utveckla vårt teoretiska ramverk.   
Genom att rangordna 65 stycken olika artiklar och böcker så har vi kunnat få ut en samling på 
19 stycken artiklar (Tabell 1.0) som ska hjälpa oss stödja vår slutsats och diskussion. Artiklar 
ska representera det spektrum som vår problematisering beskriver. Den litteratursamling som 
har sammanställs återfinns som en bilaga (bilaga 1). 
 
Rangordningen kan ses som relevans till vårt problemområde där tre färger representerar 
graden av relevans. Färgerna som vi valt att använda är: grönt, gult, rött.  
Den grönmarkerade litteraturen är de som sammanställts till en egen litteraturtabell (tabell 
1.0) som visas här nedan och anses vara högst relevant för vår diskussion. Ett exempel på en 
grönmarkerad artikel är: Critical review of Vendor Lock-in and Its Impact on Adoption of 
Cloud Computing, Opara-Martins et al, 2014. Denna artikel ger en god insyn i problematiken 
kring vendor lock-in och är högst aktuell. Artikeln ansågs vara viktig för vår frågeställning 
och låter läsaren förstå vad som leder till vendor lock-in inom cloud computing.  
 
Vidare så har vi markerat en stor majoritet av litteraturen med en gul färg. Denna litteratur 
används för vår undersökning men tillför en lägre grad av information. Dessa artiklar har 
även svårt att skapa en djupare förståelse för problematiseringen när vi slutligen ska skapa 
och förankra vårt teoretiska ramverk. Slutligen så finns det några artiklar som är 
rödmarkerade. Dessa artiklar ses som antingen överflödiga eller svåra att koppla till vår 
frågeställning. Vi anser dock att det är viktig att visa dessa som en del av vår sammanställda 
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litteratursamling för att hjälpa möjlig framtida forskning inom ämnet vendor lock-in. Med 
vårt perspektiv på problemet så tillför de inte tillräckligt i dagsläget. Ett exempel på detta är 
artikeln: Introduction: Cloud Computing: Today and Tomorrow, Won, K. (2009). Denna 
artikel ansågs vara svår att använda. Författaren går in mycket på hur cloud computing kan se 
ut i framtiden. Denna artikel skrevs år 2009 och vi ansåg att den inte var tillräckligt relevant 
längre. Vi anser att det har hänt så pass mycket under dessa åtta år sedan den skrevs att 
artikeln blir för oss överflödig.  
 
Författare Titel Teori 
Al Isma'ili, S. Li, M. 
Shen, J. He, Q. (2016) 
Cloud computing adoption determinants: an 
analysis of Australian SMEs 
N/A 
Asatiani, A.(2015) Why Cloud? - A review of cloud adoption determinants 
in organizations 
TOE 
Baker, J (2012)  
The Technology–Organization–Environment 
Framework 
TOE 
Bogataj, K. Pucihar, A. 
(2013) 
Business Model Factors Influencing Cloud Computing 
Adoption: Differences in Opinion 
N/A 
Borenstein, N. Blacke, J. 
(2011) 
Cloud computing Standards: Where's the Beef? N/A 
Chau, P.Y.K. Tam, K.Y. 
(1997) 
Factors Affecting the Adoption of Open Systems: An 
Exploratory Study 
TOE 
Chouikha, M. Dakhli, S. 
(2012) 
The Dimensions of Knowledge Sharing N/A 
Kratzke, N. (2012) Lightweight Virtualization Cluster How to Overcome 
Cloud Vendor Lock-In 
N/A 
Kulkarni, U. Ravindran, 
S. Freeze, R. (2006) 
A Knowledge Management Success Model: 
Theoretical Development and Empirical Validation 
N/A 
Ludwig, H. Keller, A. 
Dan, A, King, R. (2002) 
A Service Level Agreement Language for Dynamic 
Electronic Services 
N/A 
Nikoma, M. Dang, D. 
(2013) 
Contributing factors of cloud computing adoption: a 
technology-organisation-environment framework 
approach 
N/A 
Nonaka, I. (1994) A Dynamic Theory of Organizational 
Knowledge Creation 
N/A 
Opara-Martins, J. 
Sahandi, R. Tian, F. 
(2014) 
Critical review of Vendor Lock-in and Its Impact on 
Adoption of Cloud Computing 
N/A 
Patel, P. Ranabahu, A. 
Sheth, A. (2009) 
Service Level Agreement in Cloud Computing WSLA framework 
Prasad, A. Green, P. 
Heales, J. Finau, G. 
(2014) 
On cloud computing Service Considerations for the 
Small and Medium Enterprises 
TOE, DOE, ANT 
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Ramdani, B. (2017) SMEs’ adoption of enterprise 
applications A technology-organisation-environment 
model 
N/A 
Rimal, B. Jukan, A. 
Katsaros, D. Goeleven, Y. 
(2011) 
Architectural Requirements for Cloud Computing 
Systems: An Enterprise Cloud Approach 
N/A 
Sarkar, P. Young, L. 
(2011) 
Sailing the Cloud : A Case Study of Perceptions and 
Changing Roles 
TCE, the Political 
Power Model, and 
RBV, 
Zardari, S. bahsoon, R. 
(2011) 
Cloud Adoption: A Goal-Oriented Requirements 
Engineering Approach 
N/A 
 
Tabell 1.0 Litteratur tabell 
2.8 Teorier 
2.8.1 TOE 
Technology Organization Environment framework (TOE), utvecklades 1990 av Rocco 
DePietro, Edith Wiarda och Mitchell Fleischer. Ramverket utvecklades ursprungligen för att 
koppla samman besluten kring utvecklandet av informationssystem till kontextuellt 
förankrade faktorer (Nikhoma et al, 2013). TOE är ett ramverk som på organisationsnivå 
beskriver tre stycken element kopplade till en kontextuell beslutsfattande faktor (Baker, J. 
2012). Dessa tre element är: Technology (Teknologi), Organization (Organisation) och 
Environment (Miljö). TOE ser till ett holistiskt perspektiv utifrån organisationen istället för 
att anta ett mer individperspektiv, som den besläktade modellen Technology Acceptance 
Model (TAM) gör (Nikhoma et al, 2013). En annan teori är DOI (Diffusion of Innovation 
theory) (Rogers, 2010), som beskriver spridning av nya teknologier (Pudjianto et al, 2011). 
TOE kan till skillnad från DOI användas för att beskriva faktorer som påverkar 
organisationers beslut gällande implementation av dessa nya teknologier (Pudjianto et al, 
2011). Alshamaila et al, (2013) menar att DOI är att föredra vid undersökningar som endast 
belyser interna organisatoriska faktorer vid implementation. TOE ger även en översikt av 
vilka externa faktorer som kan komma att påverka implementation eftersom den inkluderar 
miljökontexten (Alshamaila et al, 2013).  
 
TOE har inte utvecklats vidare sen dess uppkomst (Baker, J. 2012). Detta då teorin beskrivs 
som generisk och tillåter eget utvecklande av ramverket, både tillägg och avsmalningar 
(Baker, J. 2012). Baker (2012) skriver att medans forskare är överens om att teknologi, 
organisation och miljö alla påverkar åtagandet av nya system, så existerar det inte fasta 
faktorer inom dessa områden utan det har att göra med vilken kontext de ska användas inom. 
De tre elementen av teorin agerar som grupperingar där olika faktorer kan placeras beroende 
på vad som ska undersökas (Baker, J. 2012). Vi ser detta som fördelaktigt då vi kan skala av 
teorin till att behandla de faktorer vi identifierat i existerande litteratur kring vendor lock-in 
inom cloud computing.  
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De teknologiska aspekterna behandlar alla de tekniska faktorerna som berör organisationen 
(Baker, J. 2012). Det kan vara den teknologi och system som organisationen använder sig av 
innan valet att ta sig an en möjlig molnintegration (Baker, J. 2012). Organisationen måste 
även se till de teknologier som finns tillgängliga på marknaden för att utvärdera sin möjliga 
potential (Baker, J. 2012). Den teknik som existerar inom organisationen sätter tillsammans 
med den ekonomiska faktorn, förutsättningar att ta sig an en ny implementation  
 
Organisationella kontexten ser till de interna förutsättningarna hos företaget och 
organisationens karaktär. Konceptet behandlar t.ex. hur företagskulturen ser ut, 
kommunikationsmöjligheter, storlek på firma m.m. (Baker, J. 2012). Förutsättningarna som 
spelar in på den organisatoriska nivån är många, där några av de mer betydande är; storlek på 
organisationen, erfarenheter inom ICT, organisatorisk beredskapsnivå och ledningsstöd 
(Ramdani et al, 2013). Erfarenhet inom ICT är en av de faktorer som implementerats i 
ramverket för att se skillnader mellan olika branscher där olika nivå på kunskap inom ICT 
existerar (Ramdani et al, 2013). Vidare så spelar den organisatoriska strukturen in på 
möjligheten att integrera ICT. Här har studier visat att en decentraliserad 
organisationsstruktur är förknippad med ICT-integration (Baker, J. 2012). 
 
 
Figur 1.0 - Technology Organization Environment model (Ramdani et al, 2013) 
 
Miljöaspekterna berör den externa påverkan på organisationen (Baker, J. 2012). Dessa kan 
vara konkurrenter, bransch, reglerande processer, marknadsomfång m.m. Beroende på vilken 
bransch som organisationen agerar inom så påverkas förmågan och till vilken grad nya ICT-
initiativ tas (Ramdani et al, 2013). Konkurrens inom en bransch har visat ge en positiv trend 
genom att driva utvecklingen framåt (Baker, J. 2012). Konkurrens har även visat sig vara en 
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av de största faktorerna kring en högre grad av implementering av ICT (Ramdani et al, 2013). 
En liknande positiv trend kan ses i en yngre bransch, t.ex. cloud computing, där det finns 
mycket rum för utveckling, i kontrast till en mer mogen bransch där utvecklingen kan ha 
stannat av (Baker, J. 2012). Marknadsomfånget är den marknad som organisationen agerar 
inom, det kan vara internationellt eller lokalt. Desto större organisationen är och huruvida de 
arbetar på en global och internationell nivå ökar graden av komplexitet (Ramdani et al, 2013). 
De reglerande faktorerna är de som kan styra många processer inom branschen. Dessa kan 
t.ex. vara standarder som både kan vara generella och specifika för branschen. Ett exempel på 
standarder som kan kopplas till cloud computing är ISO 27017/27002 som ställer krav på 
säkerheten inom molntjänster (ISO 27001, 2017). 
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3. Metod 
3.1 Insamling av Empiri 
Enligt Jacobsen (2002) fokuserar en kvalitativ metod på detaljer och öppenhet till skillnad 
från den kvantitativa metodiken som istället fokuserar på struktur och objektivitet. Den 
forskningsfråga vi valt att undersöka kräver ett öppet och flexibelt tillvägagångssätt, vilket 
gjort att vi valt en kvalitativ ansats med semistrukturerade intervjuer som primär 
datainsamlingsmetod. Denna ansats leder ofta till högre grad av intern validitet (Jacobsen 
2002) vilket vi ser som en stor fördel vid denna typ av deskriptiva undersökning. Ansatsen 
valdes även för att, med den givna tidsram, skapa en så djup förståelse av området som 
möjligt.   
 
Vid insamlandet av empirisk data har vi valt att utföra semistrukturerade intervjuer. Detta gör 
att vi kan vara flexibla nog att tillåta oförutsedd information att samlas in genom följdfrågor 
(Seaman, 1999). Vi vill även kunna analysera data allt eftersom vi får in den och då kunna 
revidera våra intervjufrågor samt intervjuupplägg för senare datainsamling. För detta uppnå 
detta, menar Jacobsen (2002) att en kvalitativ metodik är att föredra. Genom denna iterativa 
förbättringsprocess av datainsamlingen, vill vi nå en så hög intern validitet som möjligt av 
den analyserade data.  
3.2 Litteratursamling 
Webster & Watson (2002) menar att en väl grundad litteraturgenomgång bör göras för att 
kunna motivera det valda problemområde samt definiera viktiga aspekter och koncept som 
faller innanför dess ramar. Därför skapades en sammanställning av existerande litteratur och 
artiklar som rangordnats i enlighet med relevans till problemområdet och frågeställningen för 
undersökningen. Vidare skapade även denna sammanställning en god grund för utformande 
av teoretiska ramverk som skulle användas vid framtagningen av intervjuformulär samt 
analys och diskussion gällande den insamlade empiriska data. 
 
Vid insamlingen av relevant litteratur till det område vi valt att belysa utgick vi från vad 
Rienecker & Jørgensen (2002) kallar en systematisk litteratursökning. Den litteratur som 
hittades och rankades som lämplig ledde även till att en kedjesökning gjordes då en bra 
referens kan leda till en annan (Rienecker & Jørgensen, 2002). På samma sätt identifierades 
artiklar genom att kartlägga vilken litteratur som citerat de relevanta artiklarna. Webster & 
Watson (2002) kallar denna metod för go forward.  
 
Vom Brocke et al. (2009) instämmer med Webster & Watson (2002) om att dokumentation 
inom litteraturgenomgång är viktig. Författarna påpekar även vikten av att skapa transparens i 
valet av att sökkällor. Detta genom att dokumentera söktermer och använda databaser vid 
litteraturinsamlingen. Vi listar de termer vi använt i sökmotorerna i en tabell nedan (tabell 
2.0). 
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Cloud Cloud computing 
Molntjänster Technology Organization Environment 
Vendor Lock-in TOE 
Requirements Krav 
Demands Standards 
ISO Lock-in 
SME Knowledge 
Implicit and explicit knowledge Tacit Knowledge 
Tabell 2.0 Sökord 
 
Litteraturen sammanställdes i en litteratur samling (bilaga 1) där läsaren kan få en överblick 
av den insamlade teorin. De källorna som vi använt oss av är: Google Scholar, Association 
for Information Systems electronic library (AISel), Lovisa (Biblioteket vid lunds universitet). 
Nedan följer en tabell (3.0) som visar vilken källa litteraturen i kapitel 2 är hämtad från. 
 
Google Scholar 35 
AISel 30 
LOVISA 0 
Totalt: 65 
Tabell 3.0 Databaskällor 
3.3 Val av företag för empiriundersökning 
Företagen kommer tillhöra IT-branschen eftersom vi tror att det kommer ge ett mer givande 
resultat då kunskapen och användandet av molntjänster är större i denna bransch (SCB, 
2016). Vi kommer främst att inrikta oss mot utvecklande konsultbyråer inom IT-branschen. 
Vi tror att dessa kommer ha en större kunskap kring vendor lock-in och samtidigt en god 
insikt i hur deras kunder ser på problematiken. Dessa företag representerar många gånger sina 
kunder gentemot molntjänstleverantörerna.  
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Vi skapade en email-mall som skulle användas vid första kontakt med företag för att 
presentera vår forskningsfråga, syfte och varför vi tror att företaget i fråga skulle utgöra ett 
viktigt tillskott till undersökningen. En av de viktigaste tillgångarna var företag 4 som tipsade 
oss om några fler företag som arbetade kring molntjänster.  
Initialt så tog vi alltid första kontakten via email för att sedan ringa och presentera oss mer 
personligt. Företagen kommer generellt ha en liten geografisk spridning. Företagen återfinns i 
Lund, Malmö. 
3.4 Intervjuer 
Alla intervjuer inleddes med att respondenten blev frågad om det gick bra att spela in 
samtalet samt om de önskade att vara avidentifierade. Därefter följde allmänna frågor om 
personens roll, hur länge denna har varit anställd och erfarenhet av molntjänster. Dessa frågor 
är dels viktiga för att fastställa vem personen är för att öka validiteten (Jacobsen, 2002), men 
även för att få den intervjuade en avslappnad inledning. Efter de allmänna frågorna ställdes 
de frågor som tagits fram och formats utifrån vårt teoretiska ramverk.  
 
För att komma åt de kvalitativa och detaljerade svar som vår undersökning kräver har vi valt 
att utgå ifrån en semi-strukturerad intervjuform. En mer öppen struktur ger insikt i 
intervjuobjektets subjektiva uppfattningar (Jacobsen, 2002). Genom denna struktur kunde vi 
även anpassa intervjuerna under genomförandet, för att kunna låta respondenten prata fritt om 
sina egna erfarenheter och därmed fånga aspekter som kan ha förbisetts vid 
litteraturgenomgången och utformandet av intervjuguiden. Då vi vid enstaka fall var tvungna 
att förklara begrepp som respondenten inte stött på ansågs den semistrukturerade 
uppbyggnaden fördelaktig. Detta för att strukturen tillåter oss att kunna förtydliga frågorna 
under intervjuernas gång.   
 
Då Jacobsen (2002) menar att en intervju med flertalet öppna frågor gynnas av att 
genomföras ansikte mot ansikte så prioriterades besök framför telefonintervjuer. Jacobsen 
(2002) påpekar att miljö kan vara en faktor som påverkar reliabiliteten av svaren som erhålls. 
En onaturlig miljö eller kontext kan leda till att respondenten svarar annorlunda än om 
intervjun utförs i en familjär miljö (Jacobsen, 2002).  
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I tabell 4.0 syns en överblick av samtliga intervjuer.  
 
Företag Roll Intervju 
Tidsåtgång (min) Datum Typ 
Företag 1 Regionsansvarig 48 2017-05-08 Personlig 
Företag 2 Team leader 36 2017-05-02 Personlig 
Företag 3 VD 46 2017-05-02 Personlig 
Företag 4 VD 54 2017-04-27 Personlig 
Företag 5 Ansvarig för support och 
förvaltningsorganisation 
41 2017-05-04 Personlig 
Tabell 4.0 Intervjuöversikt 
3.5 Intervjuguide 
Frågorna i intervjuguiden ska generera svar som kan kopplas till vårt teoretiska ramverk. 
Faktorerna som återfinns i intervjuguiden är: Kunskap, Krav, Standard, SLA. Dessa faktorer 
är kopplade till vår teori och det teoretiska ramverket. Frågorna ska vara utformade så att 
intervjuobjektet lätt ska kunna skapa en diskussion kring faktorn/faktorerna som frågan 
representerar. Vi har även tagit fram ett antal följdfrågor för att belysa ett visst djup inom 
faktorn/faktorerna. 
Frågan som är markerad med blå är en fråga som lades till efter första intervjun. Frågan kom 
upp under den första intervjun och vi ansåg att det är något som bör ställas till resterande 
företag. Intervjuguiden är utformad efter en beräknad intervjutid på 45-60 minuter. 
 
Forskningsfr
åga 
Faktor Fråga Följdfråga 
Hur ser 
kunskapen 
om vendor 
lock-in inom 
cloud 
computing 
ut hos små 
till 
medelstora 
IT-företag? 
Övriga frågor Får vi lov att spela in denna 
intervju  
Önskar du eller ert företag att 
vara anonyma  
Ditt namn  
Vilken roll har du inom företag 
X  
Hur länge har du varit anställd 
hos Företag X  
 The Prison in the Cloud Gustav Hedin, Richard Nordlund 
20 
 
Kunskap 
(Bogotaj & Puchirs, 
2013; Chau & Tam, 
1997; Chouikha & 
Dakhli, 2012; Al Isma’ili 
et al, 2016; Kulkarni et 
al, 2006; Nonaka, 1994; 
Opara-Martins et al, 
2014; Raven & Prasser, 
1996; Sarkar & Young, 
2011; Yang & Fang, 
2007) 
Hur lång erfarenhet har du att 
arbeta med molntjänster  
Stöter du på några vanliga 
problem kring molntjänster?  
Har du stött på begreppet Vendor 
lock-in i ditt arbete?  
Anser du att det finns några 
problem kring vendor lock-in?  
Finns det några positiva aspekter 
kring vendor lock-in?  
Skulle du säga att vendor lock in 
är ett problem?  
Krav 
Kunskap 
Vad tror du krävs från kundens 
sida för att minska chansen att bli 
låst? 
, 
Kunskap Vilken är det vanligaste sättet att 
bli låst till en 
molntjänstleverantör tror du?  
Standard 
Kunskap 
Känner du till någon form av 
branschstandard för att motverka 
problem som vendor lock-in 
Om ja: 
1. Vilka? 
2. Problem med dessa? 
Standard 
(Borenstein & Blake, 
2011; Fischer & Janiesch, 
2014; Keller & König, 
2014; Leavitt, 2009; 
Opara-Martins et al, 
2014; Rimal et al, 2011; 
Satzger et al., 2013; 
Schlagwein & 
Thorogood, 2014; ) 
Tror du att standarder är något 
som behövs för att motverka 
vendor lock-in? 
Tror du att det finns en 
risk att standarder kan 
försvåra arbetet? 
Kunskap Är vendor lock-in något som du 
tycker har blivit mer 
uppmärksammat på senare år?  
Hur anser du kunskapen om 
vendor lock-in är i företagen?  
Hur anser du kunskapen om 
vendor lock-in är hos era kunder?  
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Har ni några internationella 
kunder? 
Om ja: 
Hur ser kunskapsnivån 
ut hos dem och 
upplever du att det är 
någon skillnad på 
kunskapen i jämförelse 
med svenska företag? 
Tror du att det är någon skillnad 
på kunskapsnivån kring vendor 
lock-in beroende på bransch?  
Tror du att det är någon skillnad 
på kunskapsnivån kring vendor 
lock-in beroende på 
Företagsstorlek?  
Kunskap 
Krav 
Arbetar ni med att informera era 
kunder om vendor lock-in och 
dess problematik? 
Arbetar ni med frågan 
internt? 
Vart tycker du ansvaret ligger för 
att informera och hantera 
utmaningarna kring vendor lock-
in. Ligger det hos kunden, 
utvecklarna eller leverantörerna 
av molntjänster?  
Krav Vad är ett bra krav för dig/er?  
Krav 
SLA 
(Ludwig et al, 2002; 
Patel et al, 2009;) 
Tror ni att kunderna/företagen 
skulle kunna gynnas av att ställa 
högre krav just kring vendor 
lock-in?  
Krav Hur ser er kravhantering ut?  
Krav 
SLA 
Har ni någonsin fått krav som 
specifikt rör molntjänster och hur 
hanterade ni dessa?  
Kunskap 
Krav 
SLA 
Vilka krav tror du är viktigt för 
kunden att ställa för att motverka 
att bli låst till en leverantör  
 Tabell 5.0 Intervjuguide 
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3.6 Teoretiskt Ramverk 
För att kunna besvara vår frågeställning togs ett teoretiskt ramverk fram för att beskriva de 
kringliggande faktorer som kan komma att påverka kravformuleringar gentemot molntjänster. 
Ramverket är även utformat för att påvisa relationerna mellan de faktorer vi valt att 
undersöka (Webster & Watson, 2002). Ramverket utgår ifrån DePietro, Wiarda och 
Fleischers (1990) TOE-ramverk med mindre anpassningar för att kunna appliceras till 
molntjänst och kravkontexten. TOE-ramverket valdes då det var det mest frekvent 
återkommande i den litteraturundersökning som gjordes och ansågs lämplig för att beskriva 
faktorer kring problematiken som vendor lock-in skapar. 
 
Ramverket beskrivs som generisk och tillåter eget utvecklande av ramverket, både tillägg och 
avsmalningar (Baker, J. 2012). Vi har valt att vidare utveckla ramverket för att fokusera på 
faktorer inom organisation och miljö. Inom organisation och miljö så har vi identifierat två 
faktorer, kunskap och standarder, som vi vill undersöka närmare.  
 
Chau & Tam beskriver att kunskap är en viktig och drivande faktor inom nya åtaganden av 
IT-system. Kunskap representeras av en stor del påtaglig kunskap där individens egna 
samlade kunskap spelar en stor roll (Chau & Tam, 1997). Alshamaila et al, (2013) nämner att 
förkunskap är kopplat till förståelse för kontext eller situation och menar att detta är en faktor 
som bör belysas i den organisatoriska grupperingen i TOE ramverket. Tidigare erfarenheter 
kan underlätta vid beslutsfattande (Alshamaila et al, 2013). Enligt Nikhoma et al. (2013) så är 
teknisk förkunskap en av de drivande faktorerna till om nya IT-åtagande ska ske samt hur 
lyckat resultatet blir. Kunskap beskrivits som en viktig del i det strategiska och operativa 
arbetet kring molntjänstintegrering eller andra systemlösningar (eg. Chau & Tam, 1997; Al 
Isma'ili et al, 2016; Opara-Martins et al, 2014; Sarkar & Young, 2011). Vi ser därför att 
kunskap är en naturlig och viktig faktor inom organisationsgrupperingen för att styrka vårt 
teoretiska ramverk. 
 
I kapitel 2 så belyser vi hur tidigare undersökningar ser en brist på standarder inom cloud 
computing och hur detta kan leda till stora konsekvenser för kunderna (eg. Borenstein & 
Blake, 2011; Opara-Martins et al, 2014;). Opara-Martins et al, (2014) skriver att leverantörer 
kan utnyttja bristen på standarder för att exploatera kunder genom att erbjuda proprietära 
lösningar som har portabilitetsproblematik och kan därmed leda till låsningar. Inom 
organisationen beskrivs kunskap som en viktig faktor för att ta sig an nya tekniska och 
organisatoriska åtaganden (eg. Al Isma’ili et al, 2016; Sarkar & Young, 2011). Chau & Tam 
(1997) beskriver kunskapsbarriärer som en av de hindrande faktorerna till att ta sig an nya 
systemlösningar, vilket påverkar organisationen negativt. Inom den litteratur som vi 
undersökt nämns kunskap som en påverkande faktor vid utveckling, implementation och 
inköp av nya systemlösningar, samt att ha en påverkan på organisationen i helhet (Chouikha 
& Dakhli, 2012; Kulkarni et al, 2006; Nonaka, 1994; 1996; Yang & Fang, 2007).  
 
Vi har valt att låta teknologi vara kvar i ramverket då många undersökningar är eniga om att 
alla tre grupperingar (teknologi, organisation och miljö) påverkar implementationen av nya 
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system (eg. Alshamaila et al, 2013; Bogataj & Pucihar, 2013; Ramdani et al, 2013). Dock så 
kommer vi inte att undersöka någon faktor inom detta område. Asatiani (2015) påpekar att 
trots att organisations- och miljögrupperingen benämns som väsentliga, så är de 
underrepresenterade bland existerande litteratur.  
 
Vi ser att kunskap tillsammans med standarder skapar förutsättningar att ställa välutformade 
och välriktade krav gentemot leverantören för att möjligt minska risken av en negativ låsning. 
Krav beskrivs som en viktig del för kunden i säkerställandet av en hög grad av QoS (Prasad 
et al, 2014). 
 
 
Figur 2.0 Teoretiskt Ramverk 
3.7 Etik 
Företagen och intervjuobjekten i denna studie är avidentifierade och kommer benämnas som 
Företag 1 (F1), Företag 2 (F2) osv. Denna numrering kommer inte vara kopplad till någon 
sorts ordning intervjuerna utfördes, utan är slumpvis tilldelade. Personerna som vi har 
intervjuat markeras som Respondent 1-5 (R1-R5) beroende på vilket företag transkriberingen 
tillhör. Företag F1 har R1 (respondent transkriberingen, se bilaga 2).  
 
Företagen som vi valt att undersöka i vår empiri är baserade Lund och Malmö, men vi 
kommer inte att koppla något företag till en specifik stad i företagsbeskrivningarna i kapitel 
4. Detta för att en beskrivning av företag tillsammans med geografisk position, kan göra det 
möjligt att identifiera ett specifikt företag (Jacobsen, 2002). Vi kommer av samma princip att 
avidentifiera vissa specifika molntjänster och leverantörer som nämns under intervjuerna med 
“Tjänst X” “och Leverantör X”. 
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Det är viktigt att intervjuobjekten ger sitt samtycke till att vara en del av undersökningen 
(Jacobsen, 2002). Ett samtycke ska vara individuellt, frivilligt och särskilt (Datainspektionen, 
2017).  Deltagarna måste frivilligt delta och kan när som helst dra tillbaka  
samtycke till att använda den givna data (Jacobsen, 2002).  
3.8 Validitet & Reliabilitet 
Att vara kritisk till insamlad data innebär inte att underkasta validitet och reliabilitet utan det 
betyder bara att vi förhåller oss kritisk till kvaliteten på den data som samlats in (Jacobsen, 
2002). Validitet och reliabilitet menar till att det som mäts i en undersökning är tillförlitligt 
och applicerbart för andra undersökningar att efterlikna (Jacobsen, 2002). Det material som 
ska ligga som grund för denna undersökning måste hålla en hög nivå av validitet och 
reliabilitet. Desto större tillförlitlighet i den data som samlats in desto större trovärdighet och 
försvarbarhet (Golafshani, 2003). Att vidare kunna generalisera undersökningen med 
testbarheten av validiteten och reliabiliteten, så ökar resultatets kvalité (Golafshani, 2003). 
 
Jacobsen (2002) beskriver vikten av att ha ett resultat som går att generalisera för att uppnå 
en hög grad av validitet. I vår undersökning ser vi till hur företagen förhåller sig till vårt 
problemområde och där validiteten och reliabiliteten är beroende av hur applicerbart 
resultatet är på andra företag under liknande omständigheter.  
 
Den empiriska data vi har samlat in bygger på vårt teoretiska ramverk. Detta teoretiska 
ramverk är byggt av tidigare undersökningar och en väl accepterad teori, vilket kan ses som 
en valid grund. Inga frågor skickades ut till respondenterna i förväg då Jacobsen (2002) 
menar att det kan leda till oärliga svar och därmed påverka reliabiliteten. Vi har valt att 
använda oss i stor utsträckning av källor (AISels databas) som är erkänt grundade inom 
informatiken för att öka validiteten i vår litteraturgenomgång samt slutsats (Jacobsen, 2002). 
Vi kommer även att kritiskt granska vårt resultat i diskussionen. Valideringen kommer även 
ske genom att utföra en opponering där vårt resultat ifrågasätts för att bevisa dess validitet 
(Jacobsen, 2002).  
3.9 Transkribering & Kodning 
Intervjuerna spelades in och rådata transkriberades sedan för att underlätta processen av att 
använda data i undersökningen. Det är viktigt att ge en sådan korrekt bild av data som möjligt 
går (Jacobsen, 2002). Data blir mer överskådlig, tydlig och flexibel i textformat i jämförelse 
med rådata i detta sammanhang (Jacobsen, 2002). Efter renskrivning till textformat 
kommenterades och kodades denna efter de faktorer vårt ramverk belyser. Slutligen 
sammanfattades dessa kodningar för att läsaren ska få en bättre översikt av vårt data. En följd 
av valet att använda oss av semi-strukturerade intervjuer, med öppna frågor som ger plats åt 
följdfrågor, blir att en del frågor besvarade utanför den uppsatta ordningsföljden.  
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I de transkript som gjorts benämns Gustav Hedin som “G”, Richard Nordlund som “R” och 
respondenterna som “R1-R5”. För att skapa ett lättläslig transkript, gjordes en färgkodning. 
Faktorer från vårt ramverk samt indikation på att en fråga ställs kodades med följande färger: 
frågor från intervjuguiden markerades med gul färg, faktorn vendor lock-in som grå, kunskap 
som grön, faktorn standarder med röd färg, krav markerades med blå färg och SLA markeras 
med orange färg.  
 
Frågor  
Övrig intressant information  
Vendor Lock-In  
Kunskap  
Standard  
Krav  
SLA  
Tabell 6.0 Färgmall för kodning 
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4. Empiri 
I det här kapitlet kommer vi beskriva och gå igenom den empiri som samlats in. Empirin 
kommer att kopplas till de faktorerna som berör vårt teoretiska ramverk och vendor lock-in. 
Vi ämnar att dela in empirin efter varje företag enskilt kopplat till faktorerna för att senare i 
diskussionen ställa dessa mot varandra och litteraturen. Tabell 7.0 (se nedan) visar en 
översikt på förkortningar, roll och anställningslängd samt erfarenhet med molntjänster. 
Respondenten är den personen som blev intervjuad hos respektive företag. 
 
Företag Respondent Roll Längd på 
nuvarande 
anställning 
Arbetserfare
nhet med 
molntjänst 
F1 R1 Regionansvarig 5 år 7 år 
F2 R2 Team Leader 2.5 år N/A 
F3 R3 VD <1 år <1 år 
F4 R4 VD 10 år >10 år 
F5 R5 Ansvarig för support och 
förvaltningsorganisation 
3 år 4 år 
Tabell 7.0 Empiriöversikt 
 
Nedan så följer en guide för läsaren att se vilken faktor i det teoretiska ramverket som 
rubrikerna i empirin berör. Vendor lock-in berör inte en specifik del av ramverket utan står 
helt utanför och markeras därför inte i ramverket. Samtliga faktorer i ramverket påverkar 
vendor lock-in. Detta upplägg kommer även användas i kapitel 5 då den insamlade empirin 
diskuteras. 
 
 
Figur.3 - Kunskap 
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Figur.4 - Krav 
 
Figur.5 - Standarder 
 
Figur.6 - Figur SLA 
4.1 Företag 1 
Företag 1 arbetar med utveckling inom IT. Företaget har en bred kundbas med både stora, 
medelstora och stora kunder. De arbetar mycket med molntjänster inom sitt utvecklande och 
anser sig själv har stor kunskap inom detta område. Respondent 1 (R1) har en högre 
ansvarspost där denne är ytterst ansvarig för företagets ekonomi och personal inom en region. 
R1 har lång erfarenhet inom IT-branschen där denne har jobbar en längre tid som konsult.  
 
Vendor lock-in 
Tidigt i intervjun nämner R1 att det finns problem kring molntjänster när det kommer till de 
juridiska landsgränserna. Det blir problematiskt när data inte får lämna landsgränser men att 
kunder använder sig av en molntjänst. R1 berättar även att kunder många gånger väljer att gå 
all-in på en leverantör istället för att använda sig av flera och mindre. Samtidigt menar R1 att 
folk uppfattar det som en självklar låsning: 
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“Då kan man diskutera är det vendor lock-in i samma utsträckning? Jo det är en leverantör 
med en grej men jag får rätt att köra den on prem också så jag låser inte in mig till deras 
moln.” - (R1, 2017) 
 
Med detta menar R1 att de använder sig av en molntjänstleverantör och har valt att köra den 
på egen plats. Där av kan R1 argumentera att de motverkar att bli låst. Vidare fortsätter R1 att 
förklara att det finns olika nivåer på vendor lock-in och att alla är låsta till en viss 
utsträckning. 
 
R1 tar även upp det stora problemet med stora direktiv som förs in, t.ex. EU:s General Data 
Protection Reform. Dessa sätter en stor press på molntjänstleverantörerna. R1 menar att bara 
de större leverantörerna har råd att utveckla sina system i tid och kommer därmed tvinga 
kunder använda dem på grund av de krav som ställs. De blir låsta genom lagar och 
regleringar. R1 är tydlig med förklarandet av vikten att äga sin egen infrastruktur och att det 
är en stor anledning till att många blir låsta. R1 berättar att det är en av de största 
prioriteringarna för dem.  
 
Kunskap 
R1 berättar vikten av att ha god kunskap när det kommer till molntjänster och att det finns 
många fallgropar. Molntjänster är ett väldigt brett område och det finns många aspekter som 
generella lagar, säkerhet, infrastruktur, geografiska faktorer kopplat till lagar. R1 går vidare 
in på att det krävs en stor teknisk kunskap om hur t.ex. data ska lagras, om det ska vara en 
hybridlösning eller om alla tjänster ska vara hos en specifik leverantör.  
R1 är väl bekant med termen vendor lock-in och anser sig själv ha goda kunskaper inom detta 
område. R1 menar också att kunskapen inom företaget är hög och att de aktivt arbetar med att 
utbilda sina egna kunder kring problematiken. R1 vill alltid sätta sig ner med sina kunder och 
ta en diskussion för att se vad de tillsamman kan komma fram till för att undvika fällor och 
onödig låsning. 
 
“vår skyldighet är att ta upp den frågan ganska tidigt och lyfta den så att en kund inte blir 
vilseledd och tror att nej men vi bygger den här mjukvaran som vilken annan som vi kan köra 
on premises och så kan vi ta ner den sen också.”- (R1, 2017) 
 
R1 pekar på att det kanske inte existerar samma kompetens hos mindre företag i jämförelse 
med stora som ofta har en mer tydlig plan och kravställning. Dock berättar R1 att det är 
oavsett storlek och typ av bolag väldigt viktigt att se över och ifrågasätta strategin vid någon 
implementation eller användning av IT. R1 menar att företaget måste behandla frågor kring 
långsiktiga perspektiv innan implementation. 
 
”Jag tror det viktiga är att man tar upp det och pratar om det oavsett vilken typ av bolag 
utan vad har vi för strategi? Var ska vi finnas? Tillåter vi att vi finns i flera olika moln? Ska 
vi vara all in på Microsoft?“ - (R1, 2017) 
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Det som kan skilja mellan storleken på företag är den samlade kompetensen och R1 menar att 
de har ett ansvar att öka kunskapen, oberoende på storlek för att öka beställarkompetensen. 
 
“Vi har en roll att upplysa och prata om det men det ska också finnas en beställarkompetens 
och att man bryr sig om det man ska bygga själv. Att fråga grejer som vad händer om de går 
i konkurs? Vad händer om den här molnleverantören i norra Sverige går i konkurs? Hur 
påverkar det mig? Kommer ni kunna drifta det här då? Det blir ju inte att man tappar 
ansvaret när man går till molnet för sin infrastruktur man får bara en annan roll i det.”- (R1, 
2017) 
 
R1 berättar att vendor lock-in kan bli ett problem om kunskapen och medvetenheten inte 
diskuteras. Detta kopplas åter tillbaka till deras skyldighet att förmedla deras kompetens inom 
området. 
 
“Det kan bli ett problem. Om man inte diskuterar det. Om jag inte tar den diskussionen med 
kund och frågar hur ser du på denna problematiken eller den här utmaningen, har vi några 
constraints på det vi ska bygga?”- (R1, 2017) 
 
I allmänhet ser R1 att kunskapen i andra företag som ganska låg men att det är en skillnad i 
kunskapsnivåerna beroende på storleken på företag. R1 berättar att medelstora företag har en 
godtycklig kunskapsnivå i förhållande till de mindre företagen inte har lyxen att satsa på 
utvecklandet av kunskap och strategi i samma utsträckning. Inom F1 så beskrivs kunskapen 
som hög, både för att detta ämne tas upp mycket som ett problem men även för att de 
anställda ofta har en längre bakgrund inom IT. Tid inom branschen beskriv även som en 
påverkande faktor för att ha mer kunskap inom området.  
 
Krav 
R1 pratar tidigt om att krav är viktigt att se till från både leverantörens och kundens sida. När 
det kommer till kunder som kommer till dem så berättar R1 att de ofta ställer en rad med krav 
men att de inte är väl grundade. De saknar kompetens. Därför utvecklas dessa, tillsammans 
med F1, till något som fungerar. 
 
“Men ofta så, vissa kunder kommer bara och säger vi vill ha. vi vet inte var detta ska driftas.. 
ok hur ser ni på att lägga det i molnet med de här fördelarna om skalbarhet osv? Så det blir 
mycket den typen av diskussion.” - (R1, 2017) 
 
R1 utvecklar senare att kunder kan komma med krav som kräver en diskussion. Kraven kan 
vara grundande och välformulerad som håller i ett utvecklingsperspektiv men ibland så har 
kunden bara fått för sig något och ställt ett krav gentemot det. R1 menar att ett bra krav ska 
vara detaljerat och välutformat. För att komma till punkten då ett krav är bra, krävs en 
diskussion om vad som är möjligt och vad målet är för organisationen menar R1. 
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“Ju mer detaljer desto bättre oftast. Men oftast så kommer inte de detaljerna ut att man läser 
en kravspecifikation utan det gäller att man får sitta ner tillsammans och förstå vad som 
egentligen är utmaningen, problematiken och begränsningarna”- (R1, 2017) 
 
“För det finns inte ett enda fall i historien som någon kunnat skriva ner krav till ett 
mjukvaruprojekt eller en upphandling och sen ska du göra något bra av det utan att prata. 
Det är därför offentliga upphandlingar inte funkar jättebra” - (R1, 2017) 
 
R1 påpekar att krav är något som de vill se mer av och att kraven i sig är beroende av den 
kunskap som återfinns inom en organisation. Ansvaret för att ställa krav ligger både hos 
kunden och leverantören men tas upp i alltför liten utsträckning idag.  
 
Standarder 
R1 känner inte till någon form av existerande branschstandard idag, inom just hantering av 
molntjänster. R1 påpekar att dessa inte nödvändigtvis skulle behövas då mjukvaruutveckling 
är en komplex process och att få projekt ser likadana ut. R1 nämner också att valfriheten, för 
kunders val, kan hämmas vid införandet av en del standarder. Då mjukvaruutvecklingen är 
väldigt komplicerad menar R1 att de tekniska faktorerna inom molntjänstutveckling och 
integrering inte bör ha standarder, däremot ser R1 en vikt vid att inför standarder gällande 
säkerhet och faktorer som berör juridik. Standarder som berör legala och säkerhetsaspekter 
måste ha olika nivåer av reglering menar R1.  
 
“Jag tror att vissa specifika delar av en problemställning tjänar på att ha en standard, inte 
alla, men typ säkerhet och grejer som hör till juridiken nästan, legala krav, där är det super 
superviktigt.” - (R1, 2017) 
 
R1 nämner att vikt borde läggas vid upprättandet av säkerhetsstandarder men även att någon 
form av standard för dokumentation bör införas. R1 ser en positiv sida till att ha en 
gemensam standard för hanterandet av dokumentation för molntjänster då detta kan påverka 
portabilitet. R1 nämner att denna dokumentationshantering blir viktigare idag då många 
plattformar bygger på open source verktyg och detta skulle underlätta översikten av vad dessa 
verktyg ställer för krav.  
 
Vid diskuterandet om R1 ser skillnad på större och mindre företag så påpekar R1 att generellt 
syns en skillnad som kan beskrivas som att större företag har ofta en större erfarenhet av 
systemutveckling och därmed skapat egna interna standarder i form av IT strategi eller rutin. 
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SLA 
Vid utformandet av ett SLA menar R1 att det finns en skillnad gällande hur stor leverantören 
av molntjänsten är. R1 menar att om denne leverantör är mindre bör frågor som berör 
framtida problem ställas och att som kund ha en exit plan. R1 påpekar även att problematik 
gällande portabilitet har generellt luckrats upp då specifika plattformar inte är knutna till 
specifika språk och därför blir inte denna tekniska aspekt lika viktigt vid SLA utformandet 
som förr.  
 
“Jag tror man bör vara mer försiktig givetvis med en liten leverantör precis som när du 
köper en bil eller något. Du får en viss trygghet av att gå till Bilia kontra att du köper bilen 
på blocket.”  
 
R1 menar att mindre leverantörer kan stöta på problem som leder till downtime eller att de 
kan gå i konkurs. I dessa fall bör kunden ha en plan gällande förflyttning och kompetens. 
Kunden bör vara vaksam på att de mindre leverantörerna kan försvinna snabbt och då uppstår 
frågor som; Kan vi drifta detta själva? Kan vi flytta till en annan leverantör? Har vi 
kompetens att göra detta? 
4.2 Företag 2 
Företag 2 är ett utvecklingsbolag som jobbar i stor utsträckning mot molntjänster. Företaget 
är ett medelstort företag. Respondent 2 (R2) har jobbat för företaget i 2,5 år och då som 
projektledare. Nu innehar R2 en tjänst som Team Leader där R2 ansvarar för att 
produktgrupperna har allt de behöver, detta kan vara en klar syn på strategi och moln, 
arbetsverktyg och personal. R2 har en lång erfarenhet av IT och är systemvetare i grunden.  
 
Vendor lock-in 
R2 beskriver tidigt att vendor lock-in är ett begrepp som går att applicera lite hur som och 
menar till att ett intranät kan ses som en låsning för de anställda. R2 berättar att de använder 
sig av Microsoft Azures tjänst men aktivt har valt att låsa sig till dem, R2 argumenterar för att 
de skulle kunna motsvara prestandan själva men att det hade kommit på en häftig nota på 
100.000kr i månaden.  
 
“Vi skulle kunna motsvara den prestandan för 100,000-tals i månaden själva men det har 
varken vi eller kunden råd med” - (R2, 2017) 
 
R2 resonerar vidare att det är en ekonomisk belastning som de inte har råd med, eller deras 
egna kunder. R2 ser inte stora problem med att låsa sig till leverantörer utan att det tidigt är 
ett teknikval de valt att gå och har därmed anpassat sig. Det R2 tror kan vara ett problem är 
om dessa leverantörer börjar höja priserna och eller sänka sin standard av support.  
 
“Hade Azure börjat pressa upp sina priser jättemycket då hade vi ju stått inför ett krav att 
antingen vara kvar i deras molntjänster eller antingen flytta ner i någon datahall någonstans 
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och det hade påverkat oss väldigt mycket i och med att alla våra processer är brygga mot att 
kunna hosta hos dem” - (R2, 2017) 
 
Vendor lock-in är något som ramar in deras arbetsområde och R2 menar att det är deras jobb. 
De har ett visst marknadssegment som de jobbar mot genom sin egen låsning.  
 
Kunskap 
R2 har stött på begreppet vendor lock-in förut men menar att det inte används alls inom 
branschen i den meningen. R2 menar att begreppet inte reflekteras över och att det inte är en 
diskussion om låsningen vid valet av nya tjänster. 
 
“Nej, det finns ingen som använder det uttrycket eller reflekterar över det.” - (R2, 2017) 
 
Respondenten kopplar begreppet vendor lock-in till en abonemangslåsning inom 
telekomindustrin. R2 tycker inte att begreppet har blivit mer uppmärksammat de senaste åren, 
trots den stora ökning molntjänsanvändning. Dock så menar R2 att de har en öppen dialog 
med sina kunder som går ut på att inte låsa dem till sig. R2 pratar om transparens och vikten 
av att öka kundens förståelse om deras rättigheter till sin kod. Vidare så förklarar R2 att de 
vill ge en ökad förståelse för kundens val när de väljer att gå till en viss leverantör  
 
“Vi försöker vara så transparenta som möjligt och köper de tjänster och bygger de så är ni 
väldigt låsta till det, så säger vi det ganska tydligt.” - (R2, 2017) 
 
F2 har många internationella kunder men R2 menar att de inte ser någon skillnad på 
kunskapsnivå beroende på vilken nationalitet de har. R2 berättar att svenskar är väldigt 
erfarna inom IT-branschen och alla har på något sätt varit med om en låsning och därav 
innehar kunskap om problematiken.  
 
“Svenskar är ju väldigt erfarna att bygga, vi är väldigt utvecklade på det sättet och vi har 
upptäckt att i de företagen som vi arbetar med så har alla någon som utvecklat något system 
innan och blivit inlåsta så de har lärt sig någon gång tidigare.” - (R2, 2017) 
 
R2 säger att kunskap har en stor inverkan på de negativa aspekterna kring vendor lock-in. Det 
är noggrant att de bygger i så generella språk som möjligt för att vara skalbara. Att öka 
kunskapsnivån är ett ansvar som ligger hos både kund och leverantör, men i slutändan 
hamnar ansvaret hos kunden. R2 säger att det är viktigt att vara öppen och ärlig med hög 
transparens när det kommer till låsningar.   
 
Krav 
R2 talar om vikten vid att kunna lämna en tjänst är ett kritiskt krav som bör behandlas. R2 
menar att ett krav som bör ställas är att när kunden lämnar en leverantör så måste kod kunna 
fås ut. Kunden ska även kunna kräva att leverantören raderar all information om deras företag 
från deras databas.  
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Vid användandet av en tjänst förklara R2 att de ser transparens som ett viktigt krav att ställa 
mot sin leverantör. De ser en vikt vid att ställa kravet att kunna se vad pengarna som 
faktureras går till. Vidare förklarar R2 att säkerhet är en viktig aspekt vid kravställandet och 
benämner att de ser tvåfaktorsinloggning som ett bra exempel på ett krav att ställa till 
leverantören. 
 
Kunskap och medvetenhet från kundens sida benämner R2 som viktiga faktorer som påverkar 
kravställandet. R2 förklarar att utan kunskap om produkten eller tjänsten kan inte ordentliga 
krav ställas och att det finns en stor risk att missa delar som borde behandlas som krav. 
Vidare menar R2 att en skiljelinje måste göras vid vad företaget vill ha och vad de behöver. 
R2 delar in krav i must haves och sekundära krav där must haves är kritiska och basala 
medan de sekundära kraven ofta kan leda till bortkastade pengar. Detta genomsyrar hela IT-
branschen.  
 
“Det finns alla kunder och de är unika med sådant. De kommer alltid tro att de vill ha en sak 
och så köper de något annat, det har alla kunderna gemensamt för den här branschen.”- (R2, 
2017) 
 
R2 förklarar också att det finns en problematik kring att alla företag inte har råd att ta allt i 
beräkning vid kravställandet. Kravställning kan alltså skilja sig mellan mindre och stora 
etablerade företag.  
 
Standarder 
Då F2 arbetar mycket inom mobil och webbutveckling nämner R2 att det existerar två till tre 
standarder gällande tekniska aspekter och applikationsutveckling. Skillnaden på dessa 
standarder är kodbasen och inkluderar Android, iOS och Windows. R2 påpekar att dessa 
vuxit fram genom att de tre största leverantörerna alla försökt sätta en egen standard och 
därmed låsa kunder. R2 ser inte detta som ett stort problem utan nämner att det kan bli 
tröttsamt att tillgodose samtliga standarder.  
 
“Att de inte kan komma fram till en lösning, det tycker jag är lite tröttsamt, det hade 
underlättat för många. Och där ser man också ett problem i att man ofta är beroende av dem 
har för hårdvara och webbläsare inte alltid beter sig likadant i alla mobiler med olika 
plattformar.” - (R2, 2017) 
 
R2 menar att en del tekniska aspekter kan gynnas av att införa standarder och nämner att en 
gemensam kodbas vore gynnsamt och standardiserade API:er för hostingleverantörer kan 
gynna portabilitet. R2 nämner även att hybridapplikationer existerar och kan tillgodose alla 
tre standarder men att dessa måste göra en prestandakompromiss. 
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Vidare förklarar R2 att standarder inte bör ta för stor plats. Dessa kan då hämma innovation 
för utvecklare och hindra utveckling. 
 
“Man ska inte standardisera för mycket. Genom att komma på innovativa lösningar och 
brygga mellan system så kan man komma på ganska många roliga saker.” - (R2, 2017) 
 
SLA 
Säkerhet är en viktig fråga för R2 vid upprättandet av SLA med både slutleverantörer och 
deras egna kunder. R2 menar att de vill inkludera säkerhetsfaktorer på alla sätt möjliga då de 
vet att deras kunder kommer komma till dem när något går fel samt att de gör samma sak när 
deras system stöter på problem. Vidare förklarar R2 att det är en balans mellan att som 
leverantör inkludera så många faktorer som möjligt i avtal för att undvika framtida 
problematik, eller att kunden går till en annan leverantör, och att kunden har ett ansvar att 
veta vad de beställer och signerar.  
4.3 Företag 3 
Företag 3 är ett litet start-up som precis har börjat ta fart. Företaget består av ett fåtal personer 
och de arbetar kring molntjänster inom organisationen samt i den tjänst de erbjuder sina 
kunder. Respondent 3 (R3) är VD för företaget och har en lång bakgrund på 15 år inom IT- 
och konsultbranschen.  
 
Vendor lock-in 
R3 beskriver den tiden då R3 var anställd på Telia där de medvetet försökte skapa barriärer 
för att låsa kunder till Telia och minska chansen att kunder byter till en annan leverantör. Det 
handlade då om tekniska plattformar som installerats hos kunden. Sedan övergick det mer 
mot att låsa kunder i molntjänster än i fysisk form.  
 
R3 ser dock inga större problem med låsningar idag utifrån ett F3-perspektiv. 
Dock så ser menar R3 att det kan finnas positiva aspekter till vendor lock-in. R3 berättar att 
företag investerar väldigt mycket tid och resurser i en kund- och leverantörsrelation. Denna 
relation menar R3, kan vara extremt viktig och att de hellre låser sig till någon leverantör med 
ett högre pris men med en bättre relation. Detta menar R3 kan vara väldigt gynnsamt i långa 
loppet då företag 3 en dag kanske måste byta leverantör och behöver en högre grad av 
support från leverantören.  
 
“Vi har ju valt liksom en hostingpartner som finns här i Malmö, någon som vi känner sedan 
innan och det gjorde ju vi för att vi ville ha den här personliga relationen och det är ju en 
form av att försätta sig i situationen, man blir jävligt beroende av dem” - (R3, 2017) 
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Kunskap 
R3 berättar att vendor lock-in är ett begrepp som R3 känner igen men inte i koppling till just 
molntjänster. R3 berättar vidare att de medvetet låser sig till en tjänst, i det här fallet 
Lundalogiks Lime-tjänst. Detta är ju ett kritiskt system för företag 3. R3 berättar att de är 
högst medvetna om att de låser sig rejält till Lime men att de positiva aspekterna ändå väger 
över. De gör alltså ett val att låsa sig även fast kunskapen finns kring konsekvenserna.  
 
“Och då är man lite medveten om nackdelarna med tjänsten och man är medveten om att den 
dagen man ska... man vill välja något annat då blir det förmodligen ett helvete att få ut den 
data på något vettigt sätt så att man kan använda den igen, sätta in den i något nytt.”- (R3, 
2017) 
 
R3 berättar vidare att det antagligen är värre för de som inte besitter den kunskapen och där 
det i slutändan kommer som en överraskning. Kunskapen är något som finns inom 
organisationer i lite blandad nivå, beskriver R3. 
 
“Den finns, men det är nog på lite olika nivå som den liksom finns och det är inte alltid man 
utnyttjar den av okunskap” - (R3, 2017) 
 
Kunskapen kan finnas inom organisationen men att den inte utnyttjas fullt ut, vilket R3 blir 
lite förundrad över. R3 menar att det är konstigt att de själv inte använder den stora 
kompetens och kunskapen mer, som de ändå har inom organisationen.  
R3 tror att storleken på organisationen spelar en större roll på kunskapsnivån, än vilken 
bransch som organisationen existerar inom. Mindre företag har inte samma specialkompetens 
i samma utsträckning, de fokuserar helt enkelt inte på det, menar R3.  
R3 fortsätter med att stora företag kan ha en nackdel med den stora mängden kunskap. 
Företagen vet om vad som kan gå fel och att saker tas på för stort allvar.  
 
“Man tror att det kan gå riktigt åt helvete, man förutsätter liksom alltid att det ska gå riktigt 
åt helvete på något sätt. Och inte: Nä det här blir nog OK, denna gången också!”- (R3, 
2017) 
 
Krav 
Vid kravställande menar R3 att specifika krav är att föredra. Detta gynnar både kund och 
leverantör då en dialog öppnas där kraven dissekeras för att antingen tas bort eller utvecklas. 
Ytterligare krav kan även uppstå under denna diskussion. Detta ser R3 som en fördel då de 
kan behandla aspekter som kunden inte haft i åtanke från början av kravställandet. Vidare ser 
R3 detta som en process som även kan påverka tjänsten i sig. R3 påpekar att faktiska 
användare bör involveras för att utvecklandet av en tjänst ska kunna gå framåt. 
 
“Jag tror man kan utveckla något på sin egna lilla karma som är 80 % bra men sen så för att 
få de där sista 20 % så måste man involvera de som faktiskt använder tjänsten varje dag. “- 
(R3, 2017) 
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Ett viktigt krav som R3 nämner är aspekten av att byta leverantör. En plan för hur det ska gå 
till för att förflyttas till en annan leverantör bör diskuteras och has i åtanke vid kravställandet.  
 
R3 påpekar att som start-up kan krav skilja sig en del från andra företag. De menar att de 
gynnas av att välja leverantörer de har haft en tidigare relation till och där kommunikationen 
är bra. Detta gör att de kan få ett billigare pris vilket är av vikt för företag i denna fas.  
 
Standarder 
R3 nämner att de inte känner till någon form av branschstandard idag gällande molntjänster 
men att de kan se en viss fördel med införandet då det finns begränsad erfarenhet inom 
området.  
 
Krav på prövotid för tjänster menar R3 skulle kunna vara en bra standard att låta utvecklas. 
Detta för att kunna se om tjänsten kan tillgodose kundens förväntan. R3 påpekar att detta inte 
gäller för alla typer av molntjänster då en del tjänster går att dra mycket nytta av på kort tid 
och prövotider skulle öppna upp för möjligheten att kunna hoppa mellan leverantörer och 
utnyttja gratisperioder. 
 
SLA 
“Jag är jurist i grunden så att avtalsmässigt så bör man ju tänka sig för, vad är det man 
skriver på för någonting.” - (R3, 2017) 
 
R3 ser en brist i vilka aspekter som bidrar till SLA-utformandet. R3 nämner att det kan vara 
vanligt att endast ställa generella krav om exempelvis IT-säkerhet och då missa saker som 
drifthantering. Detta på grund av godtrogenhet. Kraven kan skilja sig väldigt mycket från 
avtal till avtal men R3 påpekar vikten vid att få dessa i skrift.  
 
“Men många gånger slås man av att de litar på vad man säger. Om jag hade suttit där hade 
jag velat ha något slags intyg på någonting.” - (R3, 2017) 
 
R3 påpekar att en vanlig aspekt som kan leda till låsningar är avtalstid. R3 menar att tiden 
ofta inte ses ur ett låsningsperspektiv där en avtalstid kan vara längre än vad kunden behöver 
produkten.  
 
Vidare förklarar R3 att de kan se en skillnad i hur stora respektive små företag behandlas vid 
avtalsskrivandet. Mindre företag kan ofta inte leva upp till samtliga krav som ställs utifrån 
större företag och detta är något som bör tas i beaktning.  
 
“Jag har fått sådana krav från IKEA att vi skulle ha en företagsförsäkring som motsvarar att 
man skulle kunna betala ut många miljoner, som överträffade vår företagsomsättning med 
flera hundra gånger. Vi kan inte teckna en sådan försäkring, det går inte. Men de kan ändå 
hålla fast vid något sådant.” - (R3, 2017) 
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4.4 Företag 4 
Företag 4 är ett utvecklingsföretag med ett 30-tal anställda. Företaget jobbar mycket med 
stora kunder men har i stora hela en blandad kundbas. Respondent 4 (R4) är VD för företaget  
och har en lång bakgrund inom IT-branschen.  
 
Vendor lock-in 
R4 tycker att vendor lock-in inte bär med sig något positivt alls utan ser bara negativa 
aspekter. För att ens tänka sig att låsa in sig så tycker R4 att det ska finnas en stor ekonomisk 
vinning med detta. R4 menar även att det är svårt för mindre företag att motivera att låsa sig 
då det i slutändan kan bli en stor kostnad när tjänsten inte behövs längre. 
Dock så menar R4 att om det är något som köps privat, så bryr R4 sig inte alls lika mycket i 
jämförelse med om det skulle vara till företaget där stora förändringar kan ske under en kort 
tid.  
 
“Är det något man köper privat då bryr man inte sig lika mycket men som företag kan det 
hända ganska mycket på kort tid som gör att man faktiskt vill byta system eller vad som 
helst” - (R4, 2017) 
 
R4 belyser lönesystem som ett känsligt system för vendor lock-in. Lönesystemet är så pass 
omfattande att det kan ta upp mot 2 år att byta ut allting och få det i drift. Detta gör det svårt 
för kunden att byta system på grund av den långa övergångsperioden.   
R4 betalar gärna för en dyrare tjänst än risken att bli låst. 
 
“Kan jag hitta något som kostar några hundringar mer så spelar det ingen roll om jag 
slipper låsningen” - (R4, 2017) 
 
Kunskap 
R4 har stött på begreppet vendor lock-in och tycker sig själv besitta kunskapen kring 
problematiken. Innan R4 köper in något så tittar R4 just på sådana här saker och ställer frågor 
om det kommer gå att exportera data. I allmänhet så tror R4 att det fortfarande finns en rädsla 
för att lägga upp saker i molntjänster, om det är för vendor lock-in eller annat vet R4 inte. 
Kunskapen kring om det existerar standarder vet R4 inte men skulle kunna tro att det finns.  
 
R4 berättar vidare att det kan vara svårt med tjänster som vill låsa in företaget på ett år och att 
R4 har svårt att ens se om de skulle tjäna något på tjänsten. R4 berättar vidare att det är svårt 
att veta vad som behövs för en tjänst och att kunskapen kan vara en hindrande faktor. 
 
“Och jag har inte som jag sa de musklerna att sitta flera månader och utreda om det funkar 
eller inte. Dessutom är det ingen annan i organisationen som är kapabel att faktiskt kan göra 
det. De vet inte vad som behövs, det finns ingen kravspecifikation och jag vet ju knappt själv 
ibland vad som behövs. Jag vet ju bara vad jag vill åstadkomma.” - (R4, 2017) 
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R4 menar att en individ kan vara medveten om vilket mål de ska uppnå men sakna kunskapen 
om hur det ska utföras. R4 pratar om att kunskapen finns om vendor lock-in och att 
konsumenterna inte alls är nöjda med problematiken. Men oviljan från leverantörernas sida 
att ändra på sig gör det svårt. R4 berättar vidare att kunskapen borde öka mer kring vendor 
lock-in och som resultat borde konsumenter säga nej till låsande tjänster.  
Mellan internationella kunder och svenska marknaden ser R4 ingen större skillnad utan 
menar att bransch spelar mycket större roll på vilken mängd kunskap som existerar inom 
organisationen.  
 
“Det beror lite på vilken typ av organisation det är, normalt så om det är någon som verkar 
på nätet och bara verkar på nätet så är det ju klart att den medvetenheten är förmodligen 
högre där än vad det är för ett byggföretag. Så det är nog ganska branschspecifikt. Hur 
medvetna de är. Men byggbolag har ju säkert låsningar på andra sätt. Kanske inte just i 
molntjänster men i andra saker.” - (R4, 2017) 
 
Vem som har ansvaret för kunskapen kring problematiken tycker R4 att det ligger hos 
individen. Och i vissa fall hamnar det på organisationen i helhet, säger R4. R4 menar även att 
de har ett visst ansvar för sina kunder, att informera. Om de får en kund som vill att de ska 
utveckla något som R4 känner är dåligt och att det finns en problematik kring vendor lock-in 
så informerar R4 kunden om detta.  
 
Krav 
R4 påpekar att då F4 är ett mindre företag har de inte resurserna till att avsätta den tid som 
skulle krävas för att inkludera alla faktorer de skulle vilja i kravformuleringsfasen. Därför ser 
R4 en fördel med tjänster som tillåter provperioder då det gör att företag själva kan se om 
tjänsten möter deras behov och krav. 
 
“Ett litet företag har som sagt inte lika mycket muskler. Så de mindre företagen är ju hårt 
drabbade av att inte kunna ställa riktigt höga krav.”- (R4, 2017) 
 
Som leverantör menar R4 att de inte bör ha för långa kontraktsperioder. Detta för att ställa 
krav mot sig själva genom att låta kunden lämna när som helst och då tvingas att erbjuda hög 
QoS. Längre kontraktsperioder, som 12 månader eller längre, nämns som ålderdomliga och 
bör undvikas.  
 
”Då vet ju dem att de har intäkter på ett år sen kan de ju bara bortse ifrån resten om de vill. 
Man ställer högre krav på leverantören helt enkelt om man inte har låsningar. Men det vill 
de ju gärna undvika.”- (R4, 2017) 
 
R4 nämner att en vinst finns att hämta ifall fler kunder kan ställa högre krav på leverantörer. 
Detta då leverantörer måste se till att prestera istället för att låsa sina kunder.  
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Gällande kravspecifikationer anser R4 att det är väldigt stor spridning då det kan skilja sig 
beroende på typ av system samt att krav kan behandla ett flertal olika aspekter, som säkerhet 
eller användbarhet. R4 menar att det är svårare att ställa höga krav på leverantörer som 
arbetar med affärskritiska system. R4 nämner att de har svårt att ställa krav på exempelvis 
skalbar funktionalitet hos affärskritiska tjänster och system vilket gör att de sänker deras krav 
vid förhandling.  
Vid bemötande av kunder menar R4 att F4 sällan ifrågasätter krav som ligger på en affärsnivå 
utan fokuserar till större del på de tekniska kraven. Detsamma förväntar de sig att deras 
leverantörer gör.  
 
Standarder 
R4 känner inte till någon form av standard inom molntjänster idag. Vid kravställande faser 
menar R4 att F4 kan vara mer kritiska än andra företag generellt och att detta är en form av 
intern standard som levt kvar utifrån att ha arbetat inom andra delar av IT branschen. Vidare 
beskriver R4 att detta inte nödvändigtvis betyder något positivt då dessa äldre tankesätt 
kanske inte är applicerbara på nya tekniker som molntjänster.  
 
“Det är nog bara en kvarleva. Det är lite grann som tradition, alltså tradition behöver inte 
vara bra utan det har bara blivit så.”- (R4, 2017) 
 
R4 talar om att de kan tänka sig att standarder som en form av benchmarking kan vara 
positivt för mindre bolag men påpekar även att det finns få standardsätt som är applicerbara 
på samtliga bolag. Problematiken ligger i att det existerar för många olika typer av arbetssätt.  
 
R4 nämner en teknisk standard som behandlar säkerhet. R4 förklarar att en standard att ha 
separata databaser för var kund skulle kunna skydda läckor vid eventuella intrång. R4 ser 
gärna att detta införs genom certifiering. Vidare nämner R4 att standarder för uptime eller 
import och export av data kan vara positiva. 
 
SLA 
Gällande kontraktsskrivning beskriver R4 att tidsaspekten som kan leda till en negativ låsning 
måste kompenseras med ett lägre pris. Det vill säga att kunder kan förhandla ett förmånligare 
pris beroende på längd av kontrakt.  
 
Vidare nämner R4 att kortare kontraktstider och uppsägningstider kan sätta press på 
leverantörer att t.ex. erbjuda högre QoS. 
 
R4 beskriver att vid eftertanke kan de se en problematik i att de fastnat i gamla hjulspår 
gällande kravställning och synsätt till SLA inom molntjänster då dessa tagits med från äldre 
arbetssätt inom IT-branschen. 
 
R4 påpekar vikten av att transparens vid kontraktsskrivning. R4 nämner ett exempel då de 
införskaffade en tjänst där leverantören exkluderat begränsningar inom tjänsten innan 
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transaktionen skett. Avtalsperioden var för ett år och först efter köpet visade det sig att F4 
inte kunde använda detta system vilket resulterade i bortkastat kapital. 
4.5 Företag 5 
Företag 5 är ett utvecklingsföretag som är mer inriktade på utveckling till en plattform. Detta 
är ett medelstort företag som har sett stort tillväxt de senaste åren. Respondent (R5) har varit 
anställd 3 år på företaget och har totalt 4 års erfarenhet av arbetserfarenhet till molntjänster. 
R5 ansvarar för att teamen arbetar i rätt riktning, men R5 är även involverad i 
utvecklingsarbetet.  
 
Vendor lock-in 
R5 menar att det stora problemet med vendor lock-in är för konsumenten eller kunden att 
hitta sätt att inte bli låst, vilket kan vara en ekonomisk påfrestning då det ofta kräver resurser. 
Samtidigt berättar R5 att från leverantörens sida så underlättar det att låsa kunder då 
planeringsarbetet och det strategiska blir lättare med säkra inkomster och uppdrag.  
 
“Du vet för personalens skull att ni kommer ha jobb ett år framöver och så här kommer det 
att se ut, det är inte så att det händer någonting och morgonen efter behöver man säga upp 
alla anställda” - (R5, 2017) 
 
Vidare tar R5 upp ett nyligen förekommande exempel på osäkerheten kring arbeten där 
företagen inte har säkra uppdrag: 
 
“Se på Öresundsbron när de tog bort kontrollen idag och de som stod och gjorde ID-
kontroller blev uppsagda för att “Det finns inga jobb till er längre”, det finns olika aspekter 
på det” - (R5, 2017) 
 
Utifrån ett leverantörsperspektiv är det positivt men från kundperspektivet är det negativt. 
Även kunden kan ha vissa fördelar med att låsa sig, de kan få ett bra pris för att låsa sig under 
en längre period och om de ändå hade planerat att stanna så är det bra, menar R5.   
 
Kunskap 
R5 har vid intervjuns start inte stött på begreppet men tror sig kunna känna igen konceptet. 
Efter en kortare förklaring vad begreppet innebär så säger R5 att R5 absolut känner till 
konceptet och är väl medveten om innebörden. R5 berättar att det är lätt att förstå och många 
kan koppla det till vardagliga exempel som t.ex. bolån. 
 
R5 tror att vara uppmärksam på vad som händer och riskerna som finns, att lära sig mer om 
det är en nyckelfaktor för att motverka vendor lock-in. R5 tror att det vanligaste sätten att bli 
låst är genom underliggande faktorer som inte är direkt kopplade till ekonomi. R5 menar att 
kunskapen bör öka kring de underliggande faktorerna till vendor lock-in.  
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Vid frågan om kunskapen har ökat kring ämnet eller om det uppmärksammats mer så svarar 
R5 att det antagligen tvärtom har minskat de senaste åren. Detta tror R5 kan bero på att vi 
blivit mer uppmärksamma och har större kunskap kring låsningar genom liknande fall, t.ex. 
abonnemangsfrågor och mobilabonnenter. Internet och den stora informationsspridningen 
som idag sker, ökar kunskapen hos konsumenterna vilket resulterar i ökade krav på 
leverantörerna. R5 tror att kunskapen är hög på företaget både för att de är i en viss bransch 
och att företaget är förhållandevis nytt.  
 
“Jag tror att den är hög. Just för att vi är ett väldigt ungt bolag och det är väldigt IT. Mycket 
kommer från unga och IT-intresserade, som är medvetna om vad som händer och hur det 
fungerar. Jag skulle säga att den är hög“ - (R5, 2017) 
 
Men även kunderna har en hög grad av kunskap, menar R5. Speciellt inom kontrakts-biten 
har de stor kunskap men att de mer tekniska bitarna faller bort. Dock så kan detta bero på att 
när de väl kommit till just F5 så har de redan bestämt sig för leverantör X och därför inte 
behöver kunskapen i samma utsträckning. 
R5 tycker att ansvaret för att öka kunskapen om vendor lock-in ligger hos kunderna mer än 
leverantörerna. R5 tror att kunskapen varier beroende på vilken bransch som belyses, men vet 
inte varför.  
 
Krav 
Enligt R5 är en kravspecifikation så detaljerad som möjligt. Det kan finnas aspekter som 
gynnas av att ställa breda krav. R5 menar att breda krav kan vara ett sätt att förmedla vad de 
vill göra men att de inte nödvändigtvis vet hur det ska gå till. R5 förklarar att en blandning av 
specifika och breda krav kan komma att krävas för att lista ut vad som faktiskt ska göras. 
Vidare förklarar R5 att det känns som att kunder ställer mer samt högre krav idag än för 
exempelvis 30 år sedan. 
 
“Men det har iallafall ökat i antalet krav som man ställer, man ställer högre krav.” - (R5, 
2017)  
 
För att motverka att bli låst menar R5 att kunden bör ha en strategi och exit plan vid 
kravutformningsfasen och innan integrering sker. R5 menar att kravställandet på en exit plan 
ofta förbises. 
 
Standarder 
R5 känner inte till någon form av branschstandard men tillägger att det borde finnas en 
intresseorganisation som behandlar dessa frågor. Vidare förklarar R5 att tekniska standarder 
kan ha en negativ inverkan och att de kan hämma företags möjlighet till att bestämma själva. 
R5 menar att det är företaget själv som ska se efter utvecklandet av sin egen produkt. Lagar 
och regelverk menar R5 är något som är betydelsefullt och företag får leva med. 
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SLA 
R5 nämner i kort att de stött på problematik genom att bli låsta vid upphandlingar. R5 menar 
att detta inte kan förbises då det är så upphandlingslagen fungerar. 
 
Vidare beskriver R5 problem att vid längre kontraktsperioder där en låsning på exempelvis 
ett år eller längre kan skapa problem då oförutsedda kostnader kan dyka upp som inte 
budgeterats för. R5 nämner även att denna typ av låsning är positiv ur ett 
leverantörsperspektiv då de säkerställer en inkomst under denna period och därmed planera 
bättre. 
 
R5 beskriver att deras kunder oftast tagit ett aktivt beslut att låsas, i någon grad, gällande den 
tekniska aspekten och kan därför fokusera mer på kontraktskrivandet. Därför ser R5 att 
kunder som de möter har hög kunskap om kringliggande låsningar och behöver endast 
diskutera kontraktslåsningsaspekten.   
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5. Diskussion 
5.1 Vendor lock in 
Utifrån de empiriska resultaten kan vi tydligt se att det inte existerar en konsensus om att 
vendor lock-in är ett problem. R4 säger att det inte existerar några positiva aspekter och är 
starkt emot all sorts låsning. I kontrast menar R3 att det inte är ett problem idag och pratar om 
att det är ett val alla kunder gör för att senare anpassar sig därefter. Resterande respondenter 
menar att det inte är svart på vitt utan att det finns både positiva och negativa aspekter till 
problematiken. R1 menar att vendor lock-in är något som kan utvecklas till ett problem om 
problematiken inte vid ett tidigt stadie diskuteras.  
 
Hahn et al. (2013) nämner låsningseffekter som en av de bidragandet faktorerna som bör 
behandlas vid utformandet av en molnstrategi. Som R1, menar Hahn et al. (2013) att 
låsningar kan ses som ett en negativ aspekt som leder till icke tillfredsställda kunder med 
höga kostnader för att byta leverantör eller som inte har något annat val än att stanna kvar 
med leverantören. Zhong & Myers (2016) påpekar att molntjänster ska i teorin, låta 
användare investera väldigt lite resurser i leverantören, men i praktiken så kan kunden riskera 
bli fast i en utdragen resurskrävande relation.  
 
R2 och R5 berättar båda att vendor lock-in kan bli ett problem om leverantörerna börjar ta ut 
ett högre pris efter en tids användande. Detta stöds även från litteraturen som beskriver hur 
kunden blir låst i en tjänst som initialt har en hög avkastning men som stegvis höjer 
kostnaden för tjänsten vilket resulterar i en minskad lönsamhet för kunden (Starkar & Young, 
2011). Vi tror att detta är ett av de vanligaste problemen inom molntjänster, extra kostnader 
eller att QoS försämras genom t.ex. sämre support. Vi tror även att support och andra 
underhållande faktorer inom en tjänst är svåra att kvantifiera och mäta, vilket lätt kan leda till 
en minskning från leverantörens sida.  
 
Kostnaden att ta sig ur en låsning kan lätt bli hög då många faktorer som migration av data, 
ägandeskap och kontrakt binder kunden till leverantören (Abu-Libdeh et al, 2010; Opara-
Martins et al, 2014; Prasad et al, 2014). R4 belyser detta med att prata om hur det kan ta två 
år för ett medelstort företag att byta CRM-system, vilket resulterar i höga kostnader. Det är 
viktigt att ha en tydlig strategi över hur detta ska ske och att bereda sig på en hög kostnad. 
Detta kan vara svårt då mindre företag kanske inte har väl utformade långtidsstrategier. F3 är 
ett företag i start-up och använder sig av ett molnbaserat CRM-system. R3 berättar att de är 
medvetna om problematiken om de en dag bestämmer sig för att flytta från den nuvarande 
CRM-tjänsten, men att priset för tjänsten är för bra i nuläget när tillgångarna är så pass små. 
F3 låser sig alltså medvetet i dagsläget då lönsamheten är stor. Honjo & Harada (2006) 
belyser att små företag är i ett känsligt ekonomiskt läge i de tidiga faserna av utvecklingen. 
R4 betalar hellre ett högre pris än att bli låst vilket är en stor kontrast till R3. Vi tror att detta 
beror på den generella inställningen till problematiken samt storleken på företaget vilket stöds 
av både teori och de empiriska resultaten.  
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Flera av respondenterna uttryckte positiva aspekter med låsningar. Främst handlade det om 
att binda sig kan resultera i fördelaktiga priser på de fasta kostnaderna i molntjänster. F3, F4 
tar upp detta som en möjlig fördel med att låsa in sig, men att det då handlar om utformandet 
av kontrakten. Låga fasta kostnader kan vara en taktik från leverantörens sida att locka 
kunden till en låsning, både på en produkt- och kontraktsnivå (Opara-Martins et al, 2014). Vi 
ser låga kostnader som antingen ett sätt att locka till sig kunderna eller som en produkt av 
högre konkurrens från andra leverantörer. 
  
R5 tar upp att det finns positiva aspekter utifrån leverantörens perspektiv där långa avtal och 
låsningar skapar jobbsäkerhet inom organisationen. De kan planera längre framåt och 
strategierna kan bli lättare att grunda. Vi kan argumentera för att detta går att applicera på 
kunden också då fasta utgifter är lättare att planera efter, men det blir av stor vikt att inga 
undangömda kostnader från leverantören tillkommer under perioden.  
 
Längre samarbeten betyder att större vikt hamnar på relationen mellan kund och leverantör. 
R3 belyser vid flera tillfällen att en personlig och nära relation till leverantören är något som 
är värt att betala extra för. R3 menar att det skapar en viss trygghet om de en dag bestämmer 
sig för att byta tjänst och hoppas på en smidigare övergång. Zhong & Myers (2016) skriver 
att en bra kund- och leverantörsrelation är kritisk för implementationen av ett molnsystem. 
Schlagwein & Thorogood (2014) påpekar också att byggandet av en god relation kan ses som 
en konkurrensfördel för leverantörer, istället för prissättning. Vi tror att relationen har en stor 
inverkan på; valet av leverantör samt vid avslutningsfasen. R3 berättar att de hoppas på en 
högre nivå av support från sin leverantör den dagen de byter tjänst som ett resultat av den 
goda relationen. Vi ser en indirekt korrelation mellan relation och låsning, en god relation kan 
ge en högre grad av transparens som i sin tur kan minska de negativa aspekterna av vendor 
lock-in. Keller & König (2014) skriver att en avsaknad av transparens påverkar kundens 
förmåga att identifiera potentiella risker inom cloud computing och tappar därmed kontroll 
till en viss grad. 
 
Vi tror att det är näst intill omöjligt att inte bli låst till en leverantör. F1, F2 och F5 stärker 
även detta när de säger att det inte är ett val utan valet är till vilken leverantör kunden ska bli 
låst till. Opara-Martins et al. (2014) säger att vendor lock-in aldrig kommer försvinna helt 
utan att det handlar om att minska den negativa effekten som följer en låsning. Då en kund 
och leverantör går in i ett samarbete skapas automatiskt olika nivåer av beroende (Schlagwein 
& Thorogood, 2014). Vi håller med litteraturen (eg. Opara-Martins et al, 2014; Schlagwein & 
Thorogood, 2014) och F1,F2,F5 i den meningen att vi inte tror vendor lock-in går att utesluta. 
Fokusen borde istället ligga på att minska de negativa aspekterna och se till vart risken för en 
negativ låsning ligger.  
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5.2 Kunskap 
Empirin visar att en majoritet av respondenterna anser att kunskapsnivån är hög inom 
företagen och hos andra kunder. Dock säger R2 att kunskapen är låg kring vendor lock-in 
eftersom det inte diskuteras, men att det finns anställda inom F2 som har arbetat med 
låsningar på olika sätt och därmed besitter kunskap kring området. Bogotaj & Puchirs (2013) 
definierar kunskap som en samling av tidigare erfarenheter och utbildning. Detta skulle 
betyda att kunskapsnivån inom F2 ändå är hög kring vendor lock-in. R3 berättar även att 
många av F3:s anställda har jobbat inom telekombranschen där de aktivt har arbetat kring 
vendor lock-in. R3 menar att de har stor kunskap kring problematiken men är själv förundrad 
över att de inte använder den mer.  
 
Utifrån empirin har vi sett att en stor del kunskapen kring vendor lock-in kan ses som implicit 
kunskap. Den implicita kunskapen är svår att konkretisera och förmedla vidare och bygger 
mycket på personlig kunskap (Nonaka, 1994). Detta kan resultera i att kunskapen kan förbli 
oanvänd. Nonaka (1994) beskriver implicit kunskap som svårformulerade och att detta kan 
vara problematiskt. R3 förundras över varför de inom F3 inte använder den stora kunskapen 
mer kan vara ett bevis på detta.  
 
Samtliga respondenter tror att storlek på organisationen har inverkan på kunskapsnivån. R1 
menar att de har en större tendens att ha utvecklade strategier och policys. Detta kan ses som 
explicit dokumenterad kunskap (Nonaka, 1994). Pandya (2013) visar i sin studie att mindre 
företag oftast inte har en utvecklad och långsiktig IT strategi. R3 berättade också att i en 
mindre organisation så finns det sälla samma nivå av specialkompetens och ser det som ett 
problem. Vi tror att storleken har en väldigt logiskt koppling till kunskapsnivån där fler 
individer tillsammans utgör en större kunskapsbank. Däremot ser vi ingen direkt korrelation 
mellan anställningslängd och kunskapsnivå. Samtidigt så finns det ett större utrymme på ett 
mindre företag att lyfta sin kunskap och individen kan argumenteras för att ha en större 
inverkan på organisationens utveckling. R2 menade dock att de inte trodde det är någon 
skillnad på kunskapsnivån mellan företag med 24 anställda och ett med 100 anställda. R2 
menar att kunskapen blir mättad, att det finns tillräckligt med kunskap vid en viss mängd 
anställda. Detta är något som vi inte håller med om men har svårt att hitta någon tidigare 
forskning som har gjorts runt detta. Vi tror att tidigare erfarenhet och kunskap kan spela stor 
roll i utformandet av krav som kan skydda organisationen mot negativa låsningar. Ett större 
antal anställda skapar en större kunskapspool för organisationen att använda.  
 
När det kommer till om kunskapsnivån ser annorlunda ut inom olika branscher så har 
respondenterna delade åsikter. R3,R4, R5 säger alla att det är en skillnad, men ingen har en 
djupare förklaring till varför kunskapsnivån ser annorlunda ut i olika branscher. R1 vet inte 
om det är någon skillnad men belyser att de har kunder i IT-säkerhetsbranschen och att det 
ser väldigt annorlunda ut. R1 menar att i IT-säkerhetsbranschen existerar ett kritiskt tänkande 
och att de är längre fram i arbetet kring vendor lock-in. Vi tror, med dessa resultat, att det 
existerar en skillnad i kunskap kring vendor lock-in beroende på bransch. Litteraturen som vi 
undersökt har många exempel på tekniska aspekter som kan leda till att bli låst (Abu-Libdeh 
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et al, 2010; Aviles & Rutner, 2012; Géczy et al, 2011; Kratzke, 2014; Opara-Martins et al, 
2014;). Vi tror att företagen måste ha både en teknisk, strategisk och affärsinriktad kunskap. 
Pandya (2013) visar ett resultat i sin studie som indikerar på att små till medelstora företag 
vill ha större affärs- och organisationskunskap bland deras IT-anställda. Därför tror vi att IT-
branschen har större relevant kunskap för att motverka de negativa aspekterna på vendor 
lock-in.  
 
R4 tycker att kunskapen bör öka inom företagen. Chau & Tam (1997) skriver om hur för låg 
kunskap skapar barriärer inom företagen i koppling till lyckade molnintegrationer. 
Författarna beskriver vidare hur specialister spelar en signifikant roll för dessa barriär. R3 
nämner att större företag ofta har tillgång till specialister som innehar en viss kunskap. 
Utifrån resultaten från undersökningen ser vi att små till medelstora företag innefattas av en 
risk där deras specialkompetens inte används då roller och strategier inte är lika tydligt 
definierade som i ett större företag. Utan denna specialistkompetens kan mindre företag 
riskera att falla i negativa låsningssituationer, i samband med en bristande integration av 
molntjänster (Chau & Tam, 1997). Vi konstaterade tidigare att kunskapsnivån skiljer sig från 
branscher. I branscher utanför IT så tror vi att de till stor del saknar denna 
specialistkompetens. För att öka kunskapen inom företagen så tycker R1 att kunden bör ha en 
tidig diskussion om den möjliga problematiken kring vendor lock-in, detta stödjer även R2 
med att belysa vikten av att ha en öppen dialog med kunden. Det handlar mycket om 
transparens och upplysa kunden om den informationen de behöver. Zhong & Myers (2016) 
benämner kommunikation som en viktig faktor för ett lyckat samarbete vid outsourcing och 
att en positiv kommunikation har en direkt korrelation med förbättrad QoS.  
 
R1, R2, R3 och R5 förklarar att ansvaret gällande förmedlandet av kunskap är delat mellan 
både kund och leverantör. R5 påpekar att detta ansvar lutar mer åt att hamna på kundens sida 
medan R4 förklarar att ansvaret alltid ligger hos kunden i slutändan. R4 menar att det i vissa 
fall kan vara organisationens ansvar men att det är individen som måste lyfta kunskapen om 
problematiken. R3 påpekar även att en leverantör som villigt diskuterar 
låsningsproblematiken och aktivt tar upp denna visar en självsäkerhet i sin tjänst. Detta kan 
då tolkas av kunden som ett starkt argument för att välja dem. Med R3:s syn kan den öppna 
kommunikation som nämns av Zhong & Myers (2016) inte bara gynna QoS i den långvariga 
relationen utan även utgöra en faktor vid leverantörsvalet. Zhong & Myers (2016) skriver 
även att graden av engagemang vid uppstart av en relation indikerar partens grad av 
seriositet. Cloud computing ska göra det enkelt för kunder att införskaffa och avskaffa 
tjänster och därför är det viktigt för leverantörer att skapa och behålla kundernas tillit (Opara-
Martins et al, 2014). I kontrast till R3:s tanke och det litteraturen säger, lyfter R5 att 
leverantören riskerar att förlora kunder då större kunskap kommer fram kring vendor lock-in. 
Vi tror att det till stor grad handlar om tillit mellan leverantör och kund. Relationen mellan 
kunden och leverantören gynnas av en hög grad av tillit (eg. Cullen et al, 2017; Opara-
Martins et al, 2014; Shimba, F. 2010; Zhong & Myers, 2016). 
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Kunskap är ett mångfacetterat fenomen och kan ha flerskiktade betydelse (Nonaka, 1994). 
Kunskap är en problematisk faktor att konkretisera men har onekligen en stor inverkan på 
organisationens förutsättningar. Al Isma’ili et al. (2016) kopplar kunskap till en 
organisatorisk faktor i deras version av TOE-ramverket. Deras resultat visar även att kunskap 
har en avgörande roll vid villigheten och resultatet av en molntjänstintegration. Litteraturen 
och empirin tillsammans stödjer vårt teoretiska ramverk (Figur 2.0). 
R2 och R5 tycker att uppmärksamheten och kunskapen kring vendor lock-in är något som har 
minskat det senaste året vilket vi ser som negativt. Samtidigt berättar R3 att kunskap kring 
låsningsproblematik existerar inom företag 3 men förblir outnyttjad gällande molntjänster, 
vilket vi ser som oroväckande. Kunskapen kring problematiken bör öka om vendor lock-in i 
samma takt som användandet av molntjänster ökar hos små till medelstora företag.  
5.3 Krav 
Vi konstaterade ovan att kunskapsnivån är något som borde öka och med en ökad nivå av 
kunskap så kan kravställandet påverkas positivt. R4 menar att F4 har mera kunskap och kan 
därmed ställa högre krav i kontrast till ett mindre företag som saknar den kompetensen. På 
frågan om det bör ställas mer krav gentemot leverantörerna så svarade respondenterna olika 
och hade meningsskiljaktigheter. R4 och R5 menar på att det bör ställas mer krav än vad det 
gör idag, vilket skulle sätta större press på leverantörerna. R3 tycker inte att det ställs för lite 
krav men att kraven som ställs måste formaliseras och finnas skriftligt.  
 
Vidare utifrån de empiriska resultaten så lyfte R1, R2 och R5 att kravutformandet är något 
som utvecklas under en tid, det är oftast inte absolut. De ser helst att krav är ofullständiga och 
att de med hjälp av kunskap från flera håll kan komma fram till ett slutligt krav gentemot 
leverantören. Diskussionen kan ske med leverantörer, mellan anställda, eller slutanvändaren. 
Dessa tre aktörer nämner Rimal et al. (2011) som viktiga att ta med i beräkningen vid 
utformandet av ett bra krav. Zardari & Bahsoon (2011) menar att ett krav inte bör innehålla 
alla detaljer under första fasen av en molnintegration utan att de ska utvecklas under 
processen. Vi ser att kunder kan ha en uppfattning av vad de vill ha men att de inte har 
kunskapen om hur de ska komma dit. R2 nämner att detta kan påverka kravställandet, 
eftersom det saknas tillräcklig kunskap om de faktorer som leder till vendor lock-in.  
 
Prasad et al, (2014) skriver att små till medelstora företag måste göra en avvägning gällande 
pris och QoS vid val av molnleverantör. För att kunna balansera beslutet bör en molnstrategi 
utvecklas som måste vara grundad i företagets mål samt existerande IT strategi (Prasad et al. 
2014). Zardari & Bahsoon (2011) nämner upprättandet av mål som första steget till 
identifiering av krav. Vi ser att en tydlig grund måste existera för att kravställandet ska ha en 
så stor positiv effekt möjligt.  
 
För att motverka vendor lock-in tror R2 att transparens är en nyckelfaktor. Leverantörerna 
måste vara öppna med att de låser sig för att möjliggöra kravställandet att minska de negativa 
sidorna till låsningen. Transparens kan uppnås genom att leverantören håller en öppen dialog 
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med kunden och informerar om framtida problematik. Ett sätt som leverantören kan öka 
transparensen är genom att ha testversioner eller kortare provperioder av sina tjänster där 
kunden får prova på tjänsten utan en låsning. Alshamaila et al, (2013) menar att provbarhet 
av molntjänster sänker osäkerheten och oron hos kunder vilket vi tror kan kopplas till en form 
av transparens. Provbarhet kan vara svårt att införa vid mer kritiska molnsystem till större 
företag och det finns en viss problematik, som R3 och R5 nämner, att testning kan vara för 
värdefullt. Kunden har inte alltid den kunskap som krävs för att utforma tillräckligt grundade 
krav utan behöver en extern expertis. Alshamaila et al, (2013) påpekar att små till medelstora 
företag kan ha mindre expertkompetens och resurser jämfört med större företag och har 
därför svårare att göra grundade beslut gällande krav. Författarna påpekar även att trots brist 
på expertkompetens, kan mindre företag lättare anpassa sig till förändring till skillnad från 
större företag där processen för beslutsfattande är mer tidskrävande. Ansvaret ligger ytterst på 
kunden men genom att stödja kunden så kan leverantören skapa en bättre relation som 
grundar för ett längre samarbete. Vi tror att det är i både kundens och leverantörens intresse 
att tillsammans utveckla krav.   
 
Ett annat kritiskt krav att ställa, tror R3 och R5, är att det ska finnas tydlig information om 
vad som händer när tjänsten avslutas. Detta genom att med dialog, informera kunden om 
processen. Kunden kan då se över sin strategi och planera för möjliga framtida byten av 
tjänsten. Opara-Martins et al, (2014) nämner att kundernas förtroende för leverantören ökar 
om en utarbetad plan existerar för vad som händer när tjänsten avslutas. Som tidigare nämnt 
anser vi att tillit är något som både kund och leverantör bör sträva efter och därför menar vi 
att diskussionen kring byte av leverantör eller lämnande är kritisk. 
 
Krav är något som är svårt att definiera och är nära kopplat till kunskap. Utan en tillräcklig 
kunskap om vendor lock-in så riskerar kunden att missa eller identifiera felaktiga krav mot 
tjänsten. R4 nämner att undersöka tjänster och strategier är en resurskrävande process vilket 
kan vara svårt för mindre företag, vilket även stödjs av Zardar & Bahsoon (2011). R3 
konfirmerar detta genom sin förklaring att de inte kan se till vad som händer när de byter sitt 
CRM-system men att det antagligen kommer vara svårt och omfattande. Prasad et al, (2014) 
menar att användandet av en molntjänst nästan alltid har fler positiva aspekter än negativa 
men att kunder måste identifiera och vara medvetna om riskerna innan investering görs. 
5.4 Standarder 
Empirin visar att standarder är något som är kontroversiellt. R1,R2 och R5 säger alla att 
standarder är något som inte behövs kring vendor lock-in. De argumenterar för att det 
kommer hämma kreativiteten och valfriheten. Friheten att utveckla tjänster på sitt sätt är av 
stor vikt för R2 och R5. R4 Tror inte att det behövs för mindre och medelstora företag men 
att de större företagen bör ha standarder kring vendor lock-in. Detta kopplas till ett David och 
Goliat-scenario där standarder skyddar de mindre företagen från de stora jättarna.  
R3 tror att kunskap är något som saknas hos de mindre företagen och att standarder kan 
fungera som ett skyddsnät att falla tillbaka på. R5 menar att kunskapsnivån måste öka hos 
företagen och att det är ett bättre skydd mot negativ vendor lock-in än vad standarder är. R5 
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påpekar även att de kan se en skillnad i storlek på företag då större företag ofta har en uppsatt 
struktur att följa vilket kan ses som interna standarder.  
 
I den teori som vi har undersökt så fick vi tidigt en uppfattning om att standarder, som 
motverkar låsningar inom cloud computing, till stor del saknas och är efterfrågade. Flera 
artiklar belyser vikten av väl utformade standarder, både i koppling till de tekniska aspekterna 
men även i utformandet av rättvisa SLA-kontrakt. Enligt Fischer & Janiesch (2014) är 
standarder nödvändiga inom informationssystem, där cloud computing inte är ett undantag, 
då de har en inverkan på aspekter som kompabilitet, portabilitet och säkerhet. Opara-Martins 
et al, (2014) skriver att en av de bidragande faktorerna till leverantörslåsningar inom cloud 
computing är avsaknaden av standarder gällande portabilitet och datamigrering. Keller & 
König (2014) och Kratzke (2014) påpekar också en brist på standarder gällande teknisk 
underliggande infrastruktur vilket påverkar portabiliteten bland system som resulterar i 
vendor lock-in. Hoberg et al, (2012) menar i deras studie att det finns en efterfrågan på 
arkitektoniska standarder, även dessa grundar sig i tekniska aspekter. Borenstein & Blake 
(2011) syftar till att det existerar en brist av vad de kallar utvärderande standarder. Dessa har 
som syfte att ge kunder insikt och en form av transparens av de tekniska drifterna inom 
tjänster i molnet (Borenstein & Blake, 2011).  
 
Som tidigare nämnts så lär teorin oss tidigt att standarder är en stor del av svaret till att 
motverka vendor lock-in. Detta sätts dock på spel efter de empiriska resultaten som vi fått 
fram. Standarder är som R3 säger, något som kan skydda de mindre företagen som saknar 
resurser och kompetens men mer väletablerade företag ser de mer som ett hinder. R5 nämner 
att kunskap kan vara svaret mer än standarder och det är något som vi tror på. Med en högre 
nivå av kunskap så kan många företag minska risken att bli låst på ett negativt sätt. Högre 
nivå av kunskap grundar för bättre utformade krav som kan ersätta standardernas roll i denna 
problematik.  
5.5 TOE och det Teoretiska Ramverket  
I vår utveckling av TOE-ramverket så har vi valt att fokusera på två grupperingar, 
organisation och miljö. Inom dessa har vi vidare identifierat två faktorer kopplade till var sin 
gruppering inom det teoretiska ramverket. I koppling till den teori som vi använde i kapitel 2, 
tillsammans med de empiriska resultaten så kan vi se att det teoretiska ramverket skulle 
kunna utvecklas. Inom grupperingen organisation så har vi valt att placera kunskap som en 
drivande faktor för att motverka vendor lock-in. Empirin och litteratur pekar mot att storlek 
och strategi är två faktorer som har stark påverkan på implementationen av nya IS/ICT. 
Samtliga respondenter menar att organisationers storlek har en inverkan på övergång till 
molntjänster och även låsningar. R1 och R5 påpekar att större företag ofta har egna 
utvecklade interna standarder som ska följas. De menar även att mindre företag inte har 
resurserna till att utveckla dessa eller att de inte har samma behov av dem. Hahn et al, (2015) 
identifierar företagsstorlek som en faktor gällande IT-styrning och drar slutsatsen, precis som 
R1 och R5, att större företag är mer benägna att ha en intern strategi att följa. Asatiani (2015) 
menar att bransch och företagsstorlek är två faktorer som bör tas i beaktande vid vidare 
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forskning då resultat kan skiljas beroende på kontext. Det kan diskuteras att strategi är något 
som är likt krav, en produkt, som påverkas utifrån alla tre grupperingar och därmed borde stå 
utanför.  
 
Inom TOE-ramverket och dess adaptioner så finns det många olika faktorer inom 
grupperingarna men i vår undersökning så syftar vi till att se hur kunskapen kring vendor 
lock-in ser ut och vilka krav som bör ställas utifrån ett kundperspektiv. Vi ansåg då att 
kunskap och standarder var de två faktorerna som har störst påverkan och kan ge ett så tydligt 
resultat som möjligt inom våra avgränsningar. Vi tror inte problematiken kring vendor lock-
in någonsin kommer att försvinna fullt ut, dock så tror vi att kunskap och hårdare krav kan 
sätta större press på leverantörerna att minska inlåsningar i en negativ aspekt. R1 menar att 
kunder inte kan undvika att bli låsta utan de kan endast öka kunskapen och medvetenheten 
kring problematiken för att göra väl grundade beslut, gällande val av leverantör. Opara-
Martins et al, (2014) drar slutsatsen att vendor lock-in är något som inte går att undkomma 
och att företag istället bör försöka mildra dess påverkan genom ökad kunskap och tydliga 
strategier. 
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6. Slutsats 
Denna studie syftar på att besvara vår forskningsfråga som lyder:  
 
- Hur ser kunskapen om vendor lock-in ut i koppling till cloud computing, hos små till 
medelstora IT-företag? 
 
Utifrån vår insamlade empiri ser vi att det finns en bristande kunskap kring vendor lock-in 
hos små till medelstora företag. Tre av fem företag kände inte till begreppet vendor lock-in 
men förstår problematiken kring konceptet. Kunskap är en viktig del och resurs för 
organisationen för att utvecklas och minska riskerna vid implementation av molntjänster. 
Vendor lock-in är något som uppfattas av företagen som ett litet problem i en större kontext 
men att det är något som bör uppmärksammas mer. Undersökningen visar att vendor Lock-in 
ses som ett större problem i teorin än i praktiken. Fyra av fem företag tycker inte att 
standarder är något som behövs inom cloud computing för att skydda kunderna mot vendor 
lock-in utan att det istället kan ge negativa effekter för branschen i helhet. Den litteratur som 
vi undersökt menar, i kontrast till empirin, att cloud computing har en bristande mängd 
standarder för att skydda kunderna från låsningar.  
Empirin visar att krav är mer relevant och är något som borde ställas i större utsträckning 
gentemot leverantörerna för att motverka vendor lock-ins negativa aspekter. Dessa krav kan 
sammanfattas till: 
● Krav på en exitplan vid avslut av tjänst. 
● Krav på transparens. 
● Krav på test eller testversioner av molntjänster. 
● Krav på att äga sin data och kod. 
 
För framtida forskning föreslår vi både ett utökat ramverk utifrån det teoretiska ramverk som 
har presenterats i denna undersökning, samt ett ramverk som innefattar och behandlar alla tre 
grupperingar i TOE. Faktorer som företagsstorlek, strategi, organisationsstruktur och 
konkurrens kan vara intressant för att vidareutveckla vårt teoretiska ramverks påverkande 
faktorer för kravställandet. Vi ser även att framtida forskning bör binda ihop alla tre 
grupperingar då TOE-ramverket ska representera organisationen i helhet. Delar av empirin 
visar att låsningsproblematiken inom cloud computing kan undersökas ur ett 
relationsperspektiv. Vi har valt att bortse ifrån denna aspekt då det faller utanför vårt 
ramverk. 
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Bilaga 2 - Transkribering 
Företag 1  
G: Då slår jag på inspelningen om det är ok? 
R1: Jag brukar inte kunna höra vad jag själv säger men jag hoppas ni kan tolka det. 
G: Det är lugnt, det är ju vi som ska transkribera det sen. 
R1: Exakt! 
R: ehm, Vi kan ju börja med lite allmänna frågor i början. Som ditt namn och din roll? 
R1: Mmm ******* är regionsansvarig för ******* i södra Sverige eller Skania som vi kallar 
det tror jag, Skåne med omnejd! Framförallt är det väl Lund, Helsingborg och Malmö vi har 
affärer. Rollen innebär yttersta ekonomiska ansvaret för bolaget här nere och det yttersta 
personal ansvaret. Men är också väldigt involverad i tekniken, har arbetat som konsult sen 99 
eller något sånt där kanske. Hos oss fungerar rollskap lite olika ibland, jag till exempel är 
väldigt aktiv vid teknik diskussioner med kunder och med våra anställda. Är med i en del 
projekt i början för att dra igång osv. Vara ett bollplank.  
R: Hur länge har du varit anställd här? 
R1: Fem år tror jag, vi är sju år gamla och jag kom in när det var två är gammalt. 
R: Hur lång erfarenhet har du med molntjänster? 
R1: Svårt att säga.. när började det? Hehe. Det är nog jättesvårt att säga men det borde vara 
en sju år kanske, ge och ta lite. Jag minns inte den första grejen när ”nu blir det en grej i 
monlet” utan kanske mer att ok vi lägger detta på en server någonstans. 
R: Vilka vanliga problem skulle du säga att du stöter på i koppling till just molntjänster? 
Generellt men.. 
R1: Generellt så det egentligen, om jag pratar från ett kundperspektiv då så är det nog att vem 
är ansvarig för infrastrukturen. Firstline-support och den saken för det sysslar inte vi med. 
Utan det har vi partners som gör eller så är det våra kunders egna IT-organisationer men det 
brukar alltid komma upp en diskussion. Vi vill att kunden ska äga sin egen infrastruktur 
fastän att vi kör den i Azure eller i Amazon det spelar mindre roll men vi ska inte ha 
kontrollen över deras infrastruktur. Vi ska ha access till den och få sätta upp den så som vi 
vill ha den men det de som ska äga den så att säga. Så det är väl den första biten.. Sen skulle 
jag väl säga att, relaterat till säkerhetsaspekter och då framförallt datafrågor, vart ska data 
lagras?  Får vi lagra det här? Var har vi bolagets huvudkontor? Faller det under PUL eller 
något annat regelverk? Den typen av frågor. Vi hade en del kunder som har säkerhetsobjekt i 
sin data som inte får lämna Sveriges gränser då är det ganska viktigt. Så säkerhetsrelaterade 
aspekter till data skulle man väl kunna säga. Och den tredje är nog diskussionen hur vida, och 
det vill vi ta väldigt tidigt med dem, många av våra kunder använder både privata 
molnleverantörer, alltså mindre varianter eller stora som Amazon eller Microsoft eller 
Google, och då brukar man ofta snabbt komma in på en diskussion att hur mycket av dem 
ska… alltså vad har de för strategi? Ska de gå all in på en? Ska de leva i en hybrid? Många 
stora organisationer lever ju i en hybrid men var checkar vi in? Vad ställer de för krav och 
hur många genvägar kan vi ta när vi börjar projektet genom att välja en viss typ av tjänst som 
kanske bara finns hos en av PaaSarna och så vidare..  Så hur mycket vill de satsa på just den 
PaaSen? Det är väl de generella frågorna vi stöter på oftast. 
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G: Ok, begreppet vendor lock-in.. 
R1: Ja 
G: Har du stött på det tidigare i ditt arbete? 
R1: Ja ganska många gånger. I alla möjliga former men i molnlösningar blir det ganska 
intressant eftersom då investerar du ganska mycket pengar i att du har en förhoppning att 
kunna utveckla mjukvara lite snabbare och lite bättre, slippa pilla med vissa grejer som 
leverantören sköter åt dig, men det kommer med ett pris. Och den hävstången är olika 
beroende på dels vilken plattform du väljer men även vad kunden är villig att satsa. Det är väl 
den.. många av våra kunder, de väljer att gå all-in på en leverantör. De säger att vi vill ha 
eller kanske kommer i samråd med oss, väljer Azure eller Amazon och då är det egentligen 
upp till oss att forma tjänsten efter det. Men ofta så, vissa kunder kommer bara och säger vi 
vill ha.. vi vet inte var detta ska driftas.. ok hur ser ni på att lägga det i molnet med de här 
fördelarna om skalbarhet osv? Så det blir mycket den typen av diskussion. 
R: Ok. En följdfråga på det för det är väldigt få som faktiskt hört begreppet vendor lock-in. 
Är det så att man mer hör det ordet en hel del eller mer låsnings-problematiken men inte den 
specifika termen? 
R1: Inlåsningsproblematiken brukar man kanske benämna det som men de flesta använder 
nog vendor lock-in. Jag tror det blir mer och mer aktuellt för att företag investerar så otroligt 
mycket i sina molnlösningar och de är så progressiva att trycka in nya tjänster som gör det 
enklare att göra utvecklingsprojekt. Sen så finns det ju, jag tycker det också är ett litet skifte. 
Många ser det som att ett vendor lock-in innebär det att vi bara finns i Azure? Att det driftas i 
Azure? Eller kommer vi kunna köra det on prem också? Där har du ganska stora möjligheter 
med stora delar av Azure idag till exempel att köra on prem och det finns vissa möjligheter 
hos Amazon också. Om man nu skulle vilja det. Då kan man diskutera är det vendor lock-in i 
samma utsträckning? Jo det är en leverantör med en grej men jag får rätt att köra den on prem 
också så jag låser inte in mig till deras moln. 
G: Det finns ju många olika typer av låsningar. 
R1: Många olika nivåer på det. Men jag tror att när jag pratar om vendor lock-in så är det från 
ett… Vi bygger ett system säger vi, system X som inte finns idag, vi bygger mjukvara som 
inte går att köpa. Kunden säger att de har en affärsidé om att utveckla det själva och då gör vi 
det åt dem och tillsammans med dem. Då tycker jag det kommer ganska tidigt att man bör ta 
en diskussion om, ok nu innebär det att vi gör detta och då innebär det att vi kommer låsa oss 
i Azure till exempel för vi kommer nyttja vissa tjänster i Azure som bara finns där och bygga 
arkitekturen utefter det, och vår skyldighet är att ta upp den frågan ganska tidigt och lyfta den 
så att en kund inte blir vilseled och tror att nej men vi bygger den här mjukvaran som vilken 
annan som vi kan köra on prem och så kan vi ta ner den sen också. 
G: Vad tror du är den största problematiken med låsningar och vendor lock-in? Stor öppen 
fråga.. 
R1: Jäkligt bred hehe.. Nämen dels är det väl att det är väldigt ofta i stora organisationer 
kanske eller även mindre att man antingen har en strategi som är ett visst sätt men kanske inte 
känner till den i så stor utsträckning och så är det någon liten avdelning som vill ha gjort 
något och så råkar marknadsavdelningen anlita en webbbyrå som lägger det någonstans i 
något moln och sen är det bara spretigt. Även när du har… Jag tror faran är… att utveckla 
mjukvara är dyrt, det kostar väldigt mycket pengar, och att man gör något och sen så tror man 
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att om ett bolagets initiativ är att vi ska bara ha Amazon som leverantör för vi har partnerskap 
med dem osv sen så visar det sig att då har man massa andra system som rullar i andra 
molnlösningar och du inte bara kan flytta över dem utan du får leva med nån hybrid. Det kan 
funka jättebra men du kan också stå där med skägget i brevlådan och inte vetat om det och 
sen så kommer din chef och förklarar att nej nu har vi denna strategin hur ska vi ta oss dit? 
Och så får man betala för saker igen om man inte kan leva sida vid sida. Det är ju såklart den 
stora faran att helt plötsligt står du med en IT infrastruktur som kanske spretar väldigt 
mycket. I vissa fall kanske det är ett medvetet beslut att den får spreta och den ska göra det 
och ska få kunna leva i symbios. Men andra bolag har ju en annan syn på saker och ting. 
G: Så migrationskostnader kan man kanske säga? 
R1: Det kan vara det eller att det inte hänger ihop med bolagets långsiktiga strategi. Att de 
vill någonstans och beslutat om något. Sen kanske beslut har tagits längre ner, tidigare än det 
stora beslutet. Det kan vara en sån enkel sak som, nu är detta inte ett exempel ifrån 
verkligheten men, ponera att det kommer en ny data direktivslag som det gör och ponera att 
det kommer en ny lag om 10 år men det är bara en av leverantörerna som hinner i tid till den. 
Amazon kanske varit jättetidigt ute nu osv men om ett helt bolag står och faller med att all 
vår data måste ligga i Amazon pga det här då kan det bli en viss problematik. 
G: Eller tvärtom också? Att man är låst hos någon som inte hinner? 
R1: Exakt. Det är jättelätt om tittar på de stora drakarna, de kommer alltid ligga så långt före 
och långt fram men när man kollar på mindre leverantörer som också har en plats på 
marknaden, vilket de ska ha och bör ha pga närhet och andra apsketer i det stora hela.. icke 
funktionella krav kanske.. så är det också en risk. Idag när du säger att… Ingen har fått 
sparken för att de anlitat Accenture för de är dyra och kostar mycket pengar och gör 
förmodligen ett bra jobb och det är lite samma; ingen har fått sparken för att man gått till 
Azure eller Amazon men om man går till en liten levenrantör i Blekinge för att man råkar 
hitta det och han råkar drifta det där eller något. Då kanske det är lite känsligare. Det kanske 
de har, det finns många molnleverantörer som har utvecklat.. vad ska man säga.. egna tjänster 
också, som gör att det kanske bara är dem i hela världen som har den. 
G: En speciell nisch? 
R1: En speciell nisch kanske eller något. Det kan vara att de har byggs sin infrastruktur på ex 
antal open source ramverk men byggt på funktionalitet över det som gör något. Då kan man 
ju säga tt då har du ett jäkla beroende mot dem. Då Kanske det inte är, om man kollar på 
Azure och Amazon och de stora, så är det ändå på något sätt ganska så standard tekniker. 
Men den kontrollen kanske du inte har på samma sätt med en liten leverantör. 
G: Ser du någon positiva aspekter med vendor lock-in? 
R1: Ja såklart. Det är ju, alltså låsning och låsning… Jag tror att vissa system, alltså du tjänar 
väldigt mycket tid och pengar ofta om du kan nyttja kraften av en PaaS och slippa bry sig om 
skalning på ett visst sätt eller om man kikar nu med vad som sker med service fabric Azure 
till exempel, då lyfter du ytterligare en nivå från maskinrummet att du behöver inte ens det. 
Du behöver inte sätta upp lastbalanseringar själv på något sätt eller liknande. Då är det 
ytterligare en abstraktion. Det blir en otrolig fördel av det också, att du slipper uppfinna hjulet 
igen. Det är väl lite det som är branschen akilleshäl att vi hela tiden jagar the golden ticket. 
Men så slutar det ofta att vi tyvärr får bygga skiten… igen. Men det är hastigheten som är 
fördelen, att det är väl beprövat. Om jag använder en meddelandebuss eller AWS lambda 
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eller något då vet jag att detta är battleproven. Jag vet att detta är testat i produktion. Jag vet 
att det rullar på ett visst sätt, jag vet hur det beter sig, jag kan få supprt på det och den typen 
av frågor. 
G: Men jag tänker att det gäller de stora ”drakarna” då men känner du samma sak gällande 
mindre leverantörer också? 
R1: Ja såklart eftersom de är mer nischade. Har jag ett specifikt affärsproblem eller om jag 
jobbar i en specifik domän och det visar sig att nej men de har en special version av en 
computation service som i min lilla problematik är jätte jättebra. Det är klart att jag tjänar på 
att använda den då i det korta loppet. Förmodligen i det långa också. Men då kanske man 
borde kika mer på deras licensavtal osv, vad händer om de konkar? Vad händer om de får 
problem? Kan jag drifta den här själv? Då blir de mycket viktiga frågor. Det är därför jag 
menar att det skiljer sig väldigt mycket om det är en liten leverantör eller om det är en stor 
leverantör. Jag tror man bör vara mer försiktig givetvis med en liten leverantör precis som när 
du köper en bil eller något. Du får en viss trygghet av att gå till bilia kontra att du köper bilen 
på blocket. 
G: Skön jämförelse hehe.. Men i det stora hela skulle du säga att vendor lock-in är ett 
problem? 
R1: Det kan bli ett problem. Om man inte diskuterar det. Om jag inte tar den diskussionen 
med kund och frågar hur ser du på denna problematiken eller den här utmaningen, har vi 
några constraints på det vi ska bygga? Då är det egentligen vår skyldighet som leverantör att 
informera dem om det för vi måste ju göra ett väl grundat beslut. Pga deras verksamhet och 
vårat rykte och hur vi vill utveckla mjukvara. Då är det väl extremt viktigt att man lyfter det 
tidigt och pratar om det. Jag menar, det kan vara allt ifrån kostnadsbitar till vad som helst. 
Om man använder olika computation servicear AWS Lambda eller Azure Functions eller vad 
det nu kan vara som inte har någon fysisk server då bygger du ju hela din arkitektur på en 
serverlösarkitektur, vilket är lite av trenden nu i en viss typ av system man bygger, då blir det 
ju ännu ännu viktigare för att visst du kan få fördelar för att det kostar väldigt lite pengar att 
drifta dem men samtidigt så är du ju ganska låst till det. Där får du ju också en sån grej som 
om du kikar på hur man bygger distribuerade system idag, väldigt ofta är det ju, då vill man 
ju nyttja styrkan hos en molnleverantör. Jag vill att när jag lägger in något i den där databasen 
så triggas en grej där som går ut på en meddelande sajt och så händer det och så kikar det här 
igång… och det vill man ju ha det är en fantastisk grej att få men man måste vara medveten 
om var man bygger in sig. 
G: Kan det finnas någon problematik med det som du nämner med trender? Att man kanske 
fastnar för någon trend och den inte var så bra? 
R1: Det tror jag. Givetvis finns det en… Alltså den risken har du med mjukvara generellt. 
G: Ja, sant. 
R1: Jag tror inte det är specifikt, det är precis som att det kommer ett nytt ramverk som ska 
göra det.. låt oss testa det.. Utan det är nog mer som att ett bolag som ska göra något ska se 
tjänsteutvecklingen i olika molnlösningar eller i molnplattformar eller hur man väljer att 
benämna det.. ska se det mer som ett ”ok kan detta vara bra för vår verksamhet?” Kan vi göra 
någon liten prototyp? Kan vi testa på det? Funkar det för oss? Innan man kanske går all in på 
den typen av arkitektur. Det gör de flesta när vi är med och får säga till om något hehe. Det är 
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bättre att testa lite med stödhjul och se om det flyter som man tror. Kan vi tjäna så mycket 
pengar som vi tror på att drifta det på det viset? 
G: Så någon slags trialability skulle underlätta motverkan eller vad man ska säga mot 
låsningar? 
R1: Nej men jag tror kanske inte mot låsningar men iallfall den grejen att man hoppar all in 
direkt på en leverantör. Jag tycker man kan utvärdera små varianter om man tycker att det 
flyter. 
G: Mmm… Vad tror du det krävs ifrån kundens sida för att minska chansen att bli låst? 
R1:  Jag tror inte man kan minska den men jag tror det viktiga är att man tar upp det och 
pratar om det oavsett vilken typ av bolag utan vad har vi för strategi? Var ska vi finnas? 
Tillåter vi att vi finns i flera olika moln? Ska vi vara all in på Microsoft? Många går kanske 
all in på Microsoft för att de använder Office 365 och sådana grejer och då ser en fördel att ha 
en och samma leverantör. I de små bolagen tror jag det bara handlar om att man har 
beställarkompetens lite. Vi har en roll att upplysa och prata om det men det ska också finnas 
en beställarkompetens och att man bryr sig om det man ska bygga själv. Att fråga grejer som 
vad händer om de går i konkurs? Vad händer om den här molnleverantören i norra Sverige 
går i konkurs? Hur påverkar det mig? Kommer ni kunna drifta det här då? Det blir ju inte att 
man tappar ansvaret när man går till molnet för sin infrastruktur man får bara en annan roll i 
det. 
G: Så någonslags kunskap och för-strategi är väl att föredra då? 
R1: Ja, det skulle jag säga. Finns inte det så får man lyfta upp det ju. 
R: Vilket är det vanligaste sättet att bli låst tror du? 
G: Inom molntjänster då. 
R1: Jag tror det är rätt ofta som, grovt generaliserande, om vi stöter på det så är det om man 
går till de stora drakarna så är det lite svårare eller vi kan man bli låst men ofta är det ett 
medvetet beslut. Jag tror att om man använder många många små leverantörer så tror jag man 
riskerar att låsa upp det mer. Man blir ju mer utsatt för den risken, alltså risken är ju en 
hävstång också. Det är nog min personliga erfarenhet att… ju mer pusselbitar du jobbar med 
desto jobbigare blir det. Sen så tror jag att det är också den grejen om att bolaget kanske byter 
strategi, vilket man inte kan förutse, eller att det kommer en ny data direktivslag nu och då 
säger man att vi inte kan ha denna lilla molnleverantör längre för nu måste vi ha det i 
Amazon för de är de enda som hinner i tid. Det är ju extremt svårt att förutse. Då kan man ju 
antingen se det som att antingen tar man kostnaden när den kommer och går migreringen och 
vad det nu innebär eller så säger man att nej allt vi bygger ska kunna flyttas. Det är de två 
ytterligheterna. Många kör ju mittemellan. Att de, vad ska man säga, de är medvetna om 
problematiken och gör ett medvetet beslut. Vi vågar lägga den här för att det inte är så jobbigt 
att flytta den, vi kan alltid säkert hitta en virtualizerad burk eller något. 
G: Ser du någon annan faktor som kan leda till låsning förutom just då extern förändring eller 
risker i den bemärkelsen? 
R1: Det kan ju också vara en sån grej att, detta har jag bara sett någon enstaka gång och det 
håller också på att ändras, tidigare om man kollar på de stora drakarna så kanske du var låst 
till Java och Python på Amazon och C# i Azure men nu börjar det luckras upp och då kanske 
det var så att efter ett tag så kanske man tappade kompentensen inom något du råkar sitta med 
och då snarare så här vem ska ta hand om att utveckla det här? Nu har vi inte ett språk vi 
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använder och vad gör man då? Kan man flytta över något till något annat? Jag vet inte riktigt 
var jag vill komma till men… 
G: Det låter lite som att man kan tappa den tekniska kompetensen? 
R1: Du kan ju tappa den tekniska kompetensen inom ett visst område. Idag så, språkmässigt 
är inte den kompentensen ett problem längre för i stort sätt kan du köra vilket språk du vill 
eller vad du nu vill göra… för de stora drakarna …. Men du tappar ju en viss kompetens 
över.. säg att du bygger en tjänst i Amazon där du använder Dynamo DB och yadda yadda 
yadda, sen så slutar dem, det var bara ett litet projekt, sen visar det sig precis som att du 
investerar i kanske ramverksval eller något som kräver en viss kompetens så är det lite mer 
exponerat här, för då kan ni använda ramverk och paradigm som finns i en infrastruktur 
nästan. Det blir lite knivigare tror jag. 
R: Känner du till någon branschstandard av något slag, som jobbar med att just motverka 
låsningar? 
R1: Ingen aning.. Nej det tror jag inte. Jag känner inte till någon. 
R: Tror du det är något som skulle behövas? 
R1: Nej, utan jag tror att man får nog se det som att om man tar bilanalogin igen, att antingen 
väljer du en volvo för att du har en erfarenhet och vet att den är säker eller så väljer du en 
Peagout för du råkar vara kär i franska bilar. Lite den.. Peagoten är bra för den är billigare i 
drift medan Volvon är dyrare i drift men kanske har högre säkerhet eller något. Den 
valfriheten tror jag alltid kommer behöva finnas. Det man däremot kan se det som är väl mer 
kanske att många av molnplattformarna bygger ju i mångt och mycket på open source 
produkter. Kanske inte Microsoft i så stor utsträckning men de börjar gå mer och mer dit. Då 
är det väl kanske, nu är inte jag jätteinsatt på olika licensmodeller på open source, men jag 
kan tänka mig att där skulle finnas en nytta i att, om inte det redan finns, kika på sånna saker. 
Inte som lock in men snarare mer som att open source X kräver Y och A av leverantören för 
att du ska få kunna använda den i en molntjänst yadda yadda yadda.. Enda jag kan tänka på 
men jag vet inte om det finns eller är på gång. 
G: När vi gjort vår litteraturgenomgång så hittade vi lite forskning som föreslår exempel som 
att standardisera hur man skriver APIer och kopplingar där för att underlätta migrering om 
det ska ske, är det något du kan se som en fördelaktig standard? 
R1: Det finns ju den på ett visst sätt men behöver inte följa den… Nej, alltså 
mjukvaruutveckling är så komplext och så svårt att standardiserings grejer är bökiga när det 
gäller den typen av saker. Däremot vore det ju fint med något som säger att alla tjänster som 
kan nås via http i en molntjänst kommer automatiskt med ett Swagger eller något liknande så 
man kan få ut dokumentationen på ett visst sätt eller vad det nu kan vara. Där vet jag ju till 
exempel att Microsoft är rätt långt fram med Azure. Jag har inte gjort ett sådant här projekt i 
praktiken så jag vet inte om det funkar och det kanske inte funkar lite bra som Microsoft vill 
att det ska flyta när man målar upp en massa lådor och fyller i och så ska det bara flyta men 
de har vad det nu heter Logical Services eller något som egentligen är att man boxar en viss 
typ av tjänst med en API definition vilket gör att det på sikt ska kunna bli lite drag and 
dropaktigt för integration och då tror jag dokumentationsformatet då som heter Swagger. Så 
man proxar. Sånna grejer kanske men det har du redan idag.. 
R: Vi hoppar in lite på kompetens inom företagen. Hur anser du nivån på kunskap om vendor 
lock-in är ute hos företag? 
 The Prison in the Cloud Gustav Hedin, Richard Nordlund 
69 
 
R1: Medel om det är ett bra svar hehe 
G: Lagom hehe 
R1: Ja juste hehe nej men den är för låg tycker jag. Men den är ganska hög ändå. Framförallt 
tror jag i medelstora och stora företag så är den ganska hög. I mindre bolag så tror jag inte de 
har lyxen att ta sig den friheten att medvetet ha en strategi för det alltid. För de kanske 
behöver vara så snabb rörliga at de vill testa sig fram, de vill testa olika grejer så att hade man 
sagt att de skulle behöva bry sig om det så kanske man hade hämmat dem på andra sätt. Men 
generellt blir resultatet av det att de inte har det uppe på agendan, för de tycker inte det är 
viktigt. Sen tror jag säkert att det kan finnas vissa fördelar med att diskutera det tidigt i ett 
bolags utveckling också. Men generellt är kunder ofta intresserande i det. De vet så lite om 
det så de frågar hellre. Då brukar det komma upp och folk är oroliga för typ vad innebär det 
här för oss? Vad innebär det för vår IT organisation? Hur gör man med övervakning? Hur 
mycket kan man automatisera? Så jag tror att generellt så är folk intresserade av det. 
G: Men generellt om man ser till kunder som kommer till er, är det något som kunder tar upp 
och frågar er eller är det något ni känner att ni måste belysa för att de inte berör det? 
R1: Varierar jätte jätte mycket. Återigen storbolag eller större bolag de har troligtvis redan 
tagit det beslutet och sen letar man efter hjälp för att bygga det här i det eller i den 
plattformen. Mindre bolag har väl en större valfrihet och då gör vi det tillsammans och 
diskuterar det. 
R: Du sa ju medel här på företag och kunder, vilken nivå skulle du säga att ni har här? 
R1: På de bitarna hehe? 
R: Ja om du kan sätta ett betyg på er själva hehe om var du tror kunskapen ligger här hos de 
anställda och i företaget. 
R1: Lite över medel skulle jag säga. Många av oss är ju fantastiskt duktiga utvecklare och det 
är deras jobb. De är extremt duktiga på att bygga de här systemen och då är de ofta 
specialiserade på säg några språk och nån plattform. De har gjort mycket i Amazon eller 
mycket i Azure till exempel. De är ju inne ofta så sent och då blir det mer snarare på en 
arkitektuell  nivå. Och då är det mer att deras medvetenhet handlar mer om att prata med 
kunden och lyfta frågan att kan vi använda de här grejerna? Hur ser ni på driften? Har vi 
några constraints? 
R: Så man har passerat det strategiska? 
R1: Exakt och mer på implementations biten. Då kan det ju vara något till exempel som säger 
att nej vi kan inte ha datan så, för det funkar inte så vi kommer ha datan där. Ni får inte ens ha 
read data där tex. Det kan ju bli den mer… Implementations detaljerna som lyfts upp. Men de 
är så sent efter valet skulle jag säga. 
G: Ser du något problem med det, att de kommer in så sent? 
R1: Nej inte så, de är oftast så specialiserade på en leverantör. De kanske är asgrymma på 
Azure och allt de kan göra med Azure eller Amazon. De är nischade i sig och ganska nöjda 
med att vara bra på det de är bra på då. 
G: Ja, det är klart. 
R: Har ni några internationella kunder? 
R1: Yepp 
R: Hur anser du att kunskapen är där? Och ser du någon skillnad… Förlåt, anser du att 
kunskapsskillnaden är större där i jämförelse med svenska företag? 
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R1: För oss är det svårt att säga för oss är alla internationella kunder stor bolag. De har redan 
stenhårda rutiner och strategier för hur de vill att det ska fungera. 
R: Ja, och det är nästa fråga där om du kan se skillnad på storleken och kunskap då men det 
har nämnt.. Branscher då? 
R1: Ingen aning faktiskt. Generellt sett så, vi har en hel del kunder i säkerhetsbranschen, och 
de är naturligt lite mer..vad ska man säga.. längre fram kring de här tankarna. När datan 
lämnar deras fysiska servrar är de automatiskt oroliga. De är ganska långt fram skulle jag 
säga. 
G: Vi har ju varit inne lite på hur ni arbetar kring upplysandet av problematiken men hur, 
också lite större fråga, hur skulle du säga att det går till om en kund kommer till er med en 
kravlista till exempel. 
R1: Eh.. vi arbetar inte riktigt så hehe. Utan vi försöker oftast, när vi startar ett projekt, så har 
vi olika tjänster för att kicka igång. Paketerade tjänster för oss. Där är typiskt en av dem där 
vi diskuterar den har typen av problematik. Någon form av start-up service där man 
diskuterar: scopet, vad finns det för constraints? Vad är kraven? Vad är det som driver 
projektet framåt? Innan man ens börjar fundera över arkitektur eller de bitarna. Ibland har de 
typ ja men vi ska köra de här bitarna i AWS eller allt. Ok då är det valet avklarat. Check. Vad 
kan vi spela med då? Så oftast, om vi gör de projekten, så gör vi de under de tidiga faserna. 
Som är någon form av uppstarts tjänst och feasability kanske. Går det att göra det ni vill 
göra? Ingen aning det får vi se. Det får vi ta reda på tillsammans. 
G: Det låter ändå som att ni har en liten checklista för att kunna checka av sådana här grejer? 
R1: Du kommer automatiskt, för att se vad vi har för spelområde och vad är det för spelplan 
vi har att agera på, då är det en naturlig del. Vissa kommer från början och säger detta får 
absolut inte ligga i molnet. Nehe, varför inte? Därför och därför. Så börjar man rota i det, så 
kanske man… antingen så visar det sig att de har helt rätt eller så hade de kanske fördomar 
vad som faktiskt behövs. 
R: Var tycker du ansvaret ligger att just informera kring problematiken med vendor lock-in? 
Är det hos de stora leverantörerna? Hos er? Hos kunderna själva? 
R1: Jag tycker det är ett delat ansvar och det brukar aldrig vara jättebra. Men man har olika 
ansvar. Jag som köpare av har ett ansvar precis som om du anlitar en snickare. Du kanske tar 
några referenser, du kanske funderar på vad han faktiskt ska göra, låter det vettigt det han 
säger? För du har ingen aning. Fråga nån vän kanske eller något liknande. Men du har ett eget 
ansvar där och leverantören har ju ansvar, tycker jag, att inte spela efter en agenda som 
handlar om att de ska göra ett val. Vi är ju till exempel partner med Microsoft, vi är AWS 
partners också, vi har inte en leverantör som… vi är nischade till. För oss är det ganska enkelt 
att säga att antingen så vill kunden detta och de har bestämt sig eller så tar vi ett gemensamt 
beslut var de ska. Och det gäller inte bara val av moln utan det gäller allt ifrån vilket ramverk 
folk ska använda och etc. Där har vi ett ansvar som leverantör och… vad ska man säga.. det 
finns ju… Jag tycker det finns en fara, om man som beställare och detta säger jag inte bara 
som reklam för oss utan det.. det finns en fara med att gå till en leverantör som bara säljer en 
sak. Han har ju ett incitament att vinna på det. Sälja in det för annars är han inte en attraktiv 
leverantör längre. Det tycker jag man bör vara vaksam på men har man redan bestämt sig så 
kan de vara fantastiska leverantörer för de är skitbra på det. Men om man står för valet får 
man vara medveten som beställare att det kan finnas en viss incitamentsmodell bakom. Till 
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varför de puttar mig i en viss riktning. Men som sagt var har man redan gjort valet så är de 
bolag som är extremt specialiserade på något extremt duktiga. För de är väldigt nischade. Sen 
finns det ju andra grejer också, man kan ju ha, det är inte bara utvecklingsgrejer, man kan ju 
ha alltså operations.. Bolag som man gör partnerskap med som gör övervakning av dina 
molnlösningar. Då är de också väldigt nischade. Då är det något positivt att de är det. Så det 
är väl också precis som allt, när du köper något bör du kolla med mer än en. Det är ju ett 
tjänstefel om du bara kommer hit. 
R: Ja, det kan det kanske vara. Då hoppar vi över lite till krav och första frågan är väldigt 
bred men ska se om vi kan klara av den. Vad är ett bra krav enligt dig och er? Då har vi dragit 
exemplet med en kund kommer med ett krav att ha hög säkerhet och lämnar det där och sen 
kommer det en annan kund och säger att jag vill ha hög säkerhet enligt vår ISO certifiering 
som säger detta och detta och detta, väldigt specifikt. Vad ser du som ett bra krav? 
R1: Ja… det hehe…. Ju mer detaljer desto bättre oftast. Men oftast så kommer inte de 
detaljerna ut att man läser en kravspecifikation utan det gäller att man får sitta ner 
tillsammans och förstå vad som egentligen är utmaningen, problematiken och 
begränsningarna. Alltså spelplanen återigen. Ehm.. Vi är inte ett bolag som tror på att man får 
en kravmassa så slänger man över det till nästa staket och där står någon annan där och ska 
göra det. Det är snarare så att, hur gör vi detta tillsammans? För att.. dokumentation och text 
är nyanser och tolkningar men det är först när man sitter och pratar och jobbar tillsammans 
som man verkligen förstår vad de… vad är orsaken till det här? Är det ett stenhårt krav? Ja 
om det är en lag som säger det här ja då har vi inte så mycket som säger något annat. Är det 
däremot något annat så kanske man kan se hur mycket svängrum det finns så att säga. Om det 
sätter hinder för att göra något i andra änden. 
G: Så diskussionen tillsammans som leder fram till en kravspecifikation är viktigare? 
R1: Ja. För det finns inte ett enda fall i historien som någon kunnat skriva ner krav till ett 
mjukvaruprojekt eller en upphandling och sen ska du göra något bra av det utan att prata. Det 
är därför offentliga upphandlingar inte funkar jättebra hehe. 
R: Nej hehe. Det är väl så. Tror ni att kunder och företag skulle kunna gynnas av att ställa 
högre krav? Just i koppling till då vendor lock-in. 
R1: Extremt svårt att svara på.. Det beror på leverantör och det beror på kund. Jag tycker att 
båda har ett ansvar i det hela. 
G: Ja det är en lite stor fråga kanske. Men tycker du att det saknas någon form av standarder 
gällande vad för basal krav man borde komma med som kund? 
R1: Nej. Det är så olika, det som ska byggas och tas fram. Det är från lågt till högt och brett 
till smalt.. Alltså på säkerhets sidan finns det ganska tydliga.. den är ganska långt framme när 
det gäller certifieringar och så. Då är det ganska enkelt för det är det man har att spela med 
men krav… det är så otroligt brett. Jag tror att vissa specifika delar av en problemställning 
tjänar på att ha en standard, inte alla, men typ säkerhet och grejer som hör till juridiken 
nästan, legala krav, där är det super super viktigt. Där finns det ju olika nivåer av hur mycket 
ska en standard reglera. De bitarna är tror jag…. Där finns ganska mycket standarder redan. 
G: Ja precis, säkerhet som du nämner är väl den aspekten som är mest reglerad. Idag i alla 
fall. Tror du det finns några krav som är viktiga för kunden att ställa för att motverka att bli 
låst till en specifik leverantör? 
R1: Det handlar nog om de går i konkurs.. 
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R: mm.. 
R1: Vi gör ganska många eller mycket tekniska due diligence av olika plattformer åt våra 
kunder. De kan säga att vi har hittat denna leverantör han gör exakt det vi vill göra. Det vi vill 
göra och han är skitbra på det. Då gör vi egentligen en teknisk och kanske mer en 
affärsmässig due diligence på det bolaget och ser ok deras plattform är byggd såhär, vi träffar 
dem och pratar helt öppet och transparant med dem, detta är vår rådgivande roll till denna 
kunden vi behöver veta mer och mer för att de ska kunna ta ett beslut och så jobbar vi med 
den leverantören och ser liksom att ok det är såhär ni funkar och det är så er plattform funkar. 
Är det såhär ni vill växa? Det kommer sånna frågor också, vart är de om fem år? Vad har de 
för planer? Osv… Det är en kul roll att få ha. Väldigt tacksam och roligt. Man träffar många 
små nischade molnlösningsleverantörer. Det är väl en sån grej att liksom.. Undersök det valet 
du gör och ta den tiden, för annars kan det bli dyrt eller vad händer om ditt system går ner för 
att det bolaget stängs ner? Det är inte jätteroligt. 
G: Nej, det har vi stött på lite exempel i litteraturen när det gått väldigt snett. 
R1: Ser man rent på bolag som köper in massa olika SaaS tjänster till exempel. De kanske 
använder massa olika tjänster från olika leverantörer men sen integrerar de de med en 
molnplattform. Då är det en helt annan beställarkompetens som gäller för då är det egentligen 
så du bygger upp din data. Att du köper det från en massa andra tjänster. Kanske väderleks 
eller valuta kurser eller vad det nu kan vara. Då har du ytterligare ett beroende i din 
arkitektur. Men då är det inte så mycket över molnlösningen utan då är det snarare mer ett 
sätt att välja att bygga mjukvara på. 
R: Mmm.. 
R1: Då blir det andra krav man får ställa på det hela. Mer rörliga delar liksom. 
G: Ja precis, men ägandet av data och ägandet av kod, ser du det som…. 
R1: Vi brukar säga såhär att.. när vi gör ett projekt hos en kund så brukar vi säga att de ska 
äga infrastrukturen. De ska ha alla access, de ska ha alla konton, vi ska inte styra den. Det är 
precis samma sak där att.. allt från koden, hur den deployas eller hur den sparas i 
versionshantering, det ska kunden äga och om det ligger i molnet är det ju fantastiskt. Om 
någon kan trycka ut en ny version genom att trycka på en knapp så är det.. Det är de som ska 
äga det och det ska inte sitta här på våra maskiner eller konton. Det är väl också den grejer att 
jag äger accessen till min infrastruktur. Där är det ju så att om man är ett litet bolag så kanske 
du inte har en IT avdelning eller något liknande och då blir det en fråga som de kanske inte 
ställer sig alltid. 
G: Nej precis. 
R: Ja jag tror att vi inte har så mycket. Är det något du vill lägga till som du känner vi missat 
eller som du tänkt på? 
R1: Jag tror att det skiljer sig rätt mycket beroende på vad det är för typ av bolag. Om det är 
stort eller litet.. Då tror jag det skiljer sig jätte jättemycket. Dels på om man behöver göra, för 
storbolagen kanske oftast ha en ganska tydlig strategi vart de vill och ska satsa på osv, medan 
om vi hade tvingat på de tankarna på ett litet start-up så hade det kvävt dem. För de kanske 
bara vill testa snabbt. Hade vi börjat liksom vad är er långsiktiga plan med er strategi vad är 
det liksom? Ska det ligga i molnet? De bygger ju ofta SaaS lösningar, våra kunder, så det har 
de redan som ett constraint. De har oftast också redan gjort ett teknik val för det råkar vara så 
att det är det de kan. Så det jobbiga med att från små start-ups som kanske behöver 
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specialisthjälp på tekniken till stora bolag som behöver en vitamin injektion eller ett projekt 
utvecklat. Deras verklighet och vardag skiljer sig så abnormt. De har inte en IT avdelning, de 
har 5000 man i sin ”IT avdelning” hehe. Det är skillnad liksom. Start-ups måste sätta sin 
affärsmodell och sitt case först och varför ska de investera massor i den här typen av frågor 
när de egentligen inte vet om de kan tjäna pengar på det. 
R: Samtidigt är det kanske de företagen som rör sig snabbast och behöver vara mest flexibla.. 
R1: Ja fast det är också de som kanske kan behöva testa något litet först och behöver bara 
rulla ut och se att oj vi kan tjäna såhär mycket tid eller vi kan tjäna såhär mycket pengar om 
vi bygger en serverlös arkitektur i Amazon. Låt oss testa det då, vi behöver inte bry oss om 
servrar, vi behöver inte bry oss om något utan då är det fantastiskt. 
G: Det är inget du behöver ha i åtanke när man tänker på den där 5 års planen du nämnde? 
R1: Äh vafan du kan aldrig förutse vad som händer om 5 år hehe. Det är… Nej jag tror inte 
det. Men jag tror verkligenheten skiljer sig enormt och det är ganska kul att ta sig en extra 
funderare på. 
G: Ska vi ta och avsluta där då? 
R1: Yepp! 
R: Det kan vi göra så slipper vi transkribera mer. 
G: Det där får vi ju transkribera…  
Företag 2 
G: Namn och roll 
R2: ------------- -------- en så kallad team lead. Vilket går ut på att jag har generellt ansvar för 
team members och de projekten vi tar oss an. Kanske inte så mycket resultaten av projekten 
utan snarare att vi har bemaning och att de förblir intakta och att folk mår bra och vet vad de 
ska göra och så. Så en väldigt diffus roll men lite allt i allo. Löser de problem som finns, 
rekryterar lite, så som du vet (Gustav) och annat. Började som utvecklare här en gång i tiden.  
G: Hur länge har du varit här?  
R2: 3 år. För tre år sedan började jag här som utvecklare.Och sen så blev det projektledning, 
sen blev det 10 projekt och så insåg vi att det blir för många projekt för en person. 12 projekt 
var jag på som mest, som jag hade ansvar för.  
R: Nästan svårt att… 
R2: Det funkade inte. Det var alltid något som krånglade 
R: Som politikerna som sitter i 20 olika styrelser och tycker att det är rimligt 
R2: Ja, det tjänar ju pengar så varför inte hehe 
G: Vi ska prata om lite molntjänster och vendor lock-in. Så bara en allmän fråga: 
Molntjänster, hur länge har du haft erfarenhet med att jobba med det? 
R2: Alltså är det molntjänster som i hosting eller att bygga? 
G: Både och 
R2: Alltså allting vi bygger är mer eller mindre webbaserad och då kan man ju snävt säga att 
det är molnbaserade tjänster. Sen kan man ju säga att de är olika, vissa är ju för en 
arbetsgivare för anställda och då har du ju väldigt mycket vendor lock-in för det är ju ett 
intranät. Så att jag skulle säga att jag 3-4 år där jag haft lite andra uppgifter med molntjänster. 
Både som kund och som leverantör  
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R: Vi har ju en semistrukturerad intervju så vi har ju frågor men sen så flyter samtalen bara 
iväg så om det är något du undrar är det bara att köra. 
R2: Låter livsfarligt för era transkriberingar, men det blir bra. 
G: Typiska problem som du kan stöta på vid arbete kring molntjänst och det gäller både vid 
inköp och vid utvecklande. 
R2:  Det är ju väldigt väldigt stor men som leverantör så är det svåraste i dagsläget att man 
följer de nya GDPR-kraven, dvs de nya kraven i direktiven. Det är det svåraste för det är så 
jäkla stort och fluffigt och visst du kan sätta dig och läsa det i detalj men vilken nivå ska du 
lägga dig eller vilken nivå ska kunderna betala för. Så det är den största utmaning vi har som 
leverantörer och sen så tekniker. Prestanda och sådana saker, välja vilka tekniker som man 
ska jobba med  och det tänket. Hur ofta kan man byta tekniker utan att det blir en för stor 
kostnad för verksamheten. Som köpare är det alltid svårt, just med hosting och så, vi kör 
microsoft azure och det händer väldigt sällan, men när det går ner så går det ner på riktigt och 
då kan...hur planerar man där? Vad ska man lägga för avgränsningar och ska geolocation 
byta. Alla sådana saker, säkerhet och redundans. Och även att det finns en stor...folk är 
skeptiska till den typen av tjänster för de vill inte placera vissa saker utomlands för att de 
kanske inte får vad de tror, och då får man kolla i direktiv och det kanske är OK inom 
Europas ramar. Det finns oändligt med problem.  
G: Börja jättestort, så det är bra. Har du stött på begreppet vendor lock-in någon gång? 
R2: Ja, det har jag stött på någon gång 
G: Har du stött på det i molntjänstsammanhang?  
R2: Nej, absolut inte. Där jag tänker på det mest, om det är det att man låser en användare till 
en leverantör. Mestadels känns det som netflix, HBO, den typen av principen. Där jag 
associerar till det som privatkunder är det ett väldigt bra sätt att låsa in sig. Sen är det 
självklart att vi är extremt låst till azure när vi dem. Vi skulle kunna motsvara den prestandan 
för 100.000-tals i månaden själva men det har varken vi eller kunden råd med. Så att de är ju 
ett bra sätt men det jag brukar diskutera mest med kunderna är ju om de har en tjänst som ska 
betalas för. Hur säkerställer vi att ni får ett säkert flöde av pengar så att ni kan prognostisera 
längre framåt och det är just där vi brukar ´kalla det gymmodellen eller spotifymodellen, att 
man har en summa pengar som dras från kontot, du ser det aldrig och du bryr dig inte riktigt. 
Jag har haft ett kort på fitness 24/7 och det enda jag gör är att jag springer på det ibland men 
jag har fortfarande det där kortet tickandes. Jag orkar inte säga upp det, det tar mer att säga 
upp det än att faktiskt betala skiten. Jag sa upp det i höstas och så vill jag tillbaka till gymmet 
så kostar det 400kr att signa upp igen.  
R: Det var det de hotade mig med också och första gången jag var där så tog det ett halvår till 
innan jag sa upp det. Det är ju en del av vendor-låsning, de har höga kostnader för att gå ut 
och så ska man tillbaka så är det svårt, samma princip.  
R2: De är smarta, de sitter ju där, det är deras kontor.  
G: Nu pratar vi mycket om abonemangslåsning, vad skulle du säga generellt sätt till 
vendorlocking är de största problemen. Det behöver inte bara vara abonemangsgrejen så som 
tekniska aspekter, dataägande, kodägande 
R2: Jag ser inga problem med...vi äger ju vår kod, sen att de hostar den någon annanstans är 
inget problem...jag har ju i och för sig kvar den i annan molntjänst men...det ser jag inget 
problem med men där vi står inför ett teknikval där vi hostar och de inte stödjer den tekniken 
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men vi har liksom inte stått inför de problemen innan. Jag kan ju anse att ett av de största 
problemen vi har i dagsläget är att vi har tre olika standarder på att bygga applikationer till 
mobilappar. Där kan jag tycka att de här tre giganterna på marknaden, eller två giganter och 
en låtsasgigan, dvs windows phone. Att de inte kan komma fram till en lösning, det tycker jag 
är lite tröttsamt, det hade underlättat för många. Och där ser man också ett problem i att man 
ofta är beroende av de har för hårdvara och webbläsare inte alltid beter sig likadant i alla 
mobiler med olika plattformar. Men annars ser jag inte jättestora problem än så länge. Men så 
länge man stöttar och inte börjar låsa in. Hade Azure börjat pressa upp sina priser jättemycket 
då hade vi ju stått inför ett krav att antingen vara kvar i deras molntjänster eller antingen 
flytta ner i någon datahall någonstans och det hade påverkat oss väldigt mycket i och med att 
alla våra processer är brygga mot att kunna hosta hos dem. 
G: Ser du några positiva delar med vendor lock-in? 
R2: Jaa, jag tycker alltid att förutsatt att du är nöjd så är det bra. Så länge du har en, du inte 
tar för givet att du har alla kunder och sumpar supportern eller dra ner på den typen av 
tjänster men där är också en risk att så fort du är fast och de inser det och börjar spara in 
pengar på supporten. Medan fördelarna är ju att man ofta är kvar för att man är nöjd.  
G: Men i stora  hela, skulle du vilja säga att vendor lock-in är ett problem? Du sa ju innan att 
ni kanske inte stått inför de valen eller problemen, men tror du att det är en problematik i 
huvudtaget? 
R2: Alltså där har vi också en problematik att vi bara jobbar med microsoft-tekniker, vi är ju 
extremt microsoftbaserade. Men där håller de på att gå åt andra hållet,t.ex. det nya Core som 
finns för .NET går ju att köra på andra servrar. Men när man väljer...ser inga jättestora 
problem alls. Man får köra på sitt spår helt enkelt och vi kan ju byta men det är klart att det 
kommer påverka våra kunder. Det är inte så mycket leverantören eller där vi köper våra 
tjänsters problem utan snarare att vi inte har kompetensen och tekniken och skulle bli en extra 
upplärningskostnad.  
G: Men det är det som skulle påverka era kunder, er kompetens för att skifta? 
R2: Ja, alltså, förhoppningsvis hamnar man inte i en sådan situation där kunderna skulle 
behöva betala för skiftet men man kanske får ta vissa smällar för kvalité. Det finns alltid för 
och nackdelar. Kolla hur Apple och Google äger allt, all information som flödar någonstans, 
speciellt google. Det finns ju jättestora problem med det men det är så enormt så det har inte 
med oss som företag att göra eller med mig och mitt yrke att göra.  
G: Känner du till någon form av branschstandard gällande motverkande den här 
problematiken? 
R2: Du har ju flera ramverk som utformats för att skapa hybrida appar för att sitta i samma 
kodbas, då har du dock alltid prestanda...göra kompromisser med den typen av teknik även 
fast de blir bättre och bättre. Man tycker att vissa saker jobbar man mot för att förbättra men 
t.ex. när iphone gick till lightning fullt ut, var ju ett steg bakåt på många sätt, speciellt när vi 
inte har 3.5mm...jo, det finns en branschstandard som alla har och det är bluetooth...bluetooth 
och wifi. Bluetooth som dessutom är svenskt. Men nej...det är ingenting som oroar mig 
varken som leverantör eller kund.  
G: Du känner inte att det borde finnas starkare standarder… 
R2: Jo, absolut! För applikationsutveckling ja, det hade jag verkligen tyckt varit positivt om 
det kom bättre standarder där man kör igenom en liknande kodbas så att vi hade kunnat sätta 
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samma folk i liknande syntax och det kommer nog förr eller senare. Framförallt när 
hybridapparna blir så bra att man inte märker någon skillnad, då tror jag att deras egna språk 
är ganska körda...förutsatt att de inte hittar på något annat sätt att låsa in oss i deras. 
G: Om man ser det till Hosting, tror du att man hade kunnat gynnas om det fanns en standard 
hur API:er är skrivna 
R2: Jo, absolut...men samtidigt ska man inte standardisera för mycket, för standardisering kan 
även hämma det man utvecklar. Om allting ser likadant så kommer man inte komma på några 
nya idéer så kommer folk tappa intresse och då kommer det stagnera. Man ska inte 
standardisera för mycket. Genom att komma på innovativa lösningar och brygga mellan 
system så kan man komma på ganska många roliga saker. 
R: Är vendor lock in något som du känner har blivit mer uppmärksammat på senaste år, 
koncept att låsas i och med att molntjänster blir mer och mer vanligt. Något man oroar sig ite 
över och ifrågasätter  
R2: Nej, det tycker jag inte. Klart de som oroar sig är att saker går upp i pris. Om tjänster så 
som spotify går upp i pris...börjar de smyghöja hela tiden då kan vi hamna i en situation där 
folk inte har råd och i absolut värsta fall så hamnar vi i ett utanförskap. Kanske netflix och 
spotify är fel sak men säg att sociala medier skulle börja ta ut pengar och du inte skulle få 
samma service, och bra informationsflöden beroende på vad man betalar så sitter man på en 
risk. 
G: Ja, det är ju en annan form av lock-in att man driver upp priser. 
R2: Ja, att man driver upp priser men även att de stora företagen har väldigt mycket makt. Jag 
kollar ju knappt på svt-play och använder knappt någon media idag som inte är finansierad av 
någonstans ifrån.  
G: Det är svårt att hitta oberoende medier idag. 
R2: Ja, nästan så att Netflix är oberoende...Jag betalar hellre Netflix än radiotjänst, det är till 
och med billigare. 
R: Hur anser du att kunskapen är inom företag, hos er här, hos kunder om just vendor lock-in. 
R2: Nej, det finns ingen som använder det uttrycket eller reflekterar över det. Vi har kunder 
och personer här som har erfarenhet med att skapa tjänster som låser in kunder, behöver inte 
bara vara att man låser de med pengar eller så utan använder ett gränssnitt som är trevligt. 
Men, det är inte en jättestor diskussion utan det är mest en diskussion hur vi ska få folk att 
börja använda det och sen så förutsätter man att folk vill stanna. 
R: Men finns det någon tanke med att man vill informera kunder med att så här beter ni er 
bäst om ni någon gång i framtiden skulle vilja vara så flexibla som möjligt i framtiden. Ökar 
medvetenheten med vad det innebär. 
R2: Ja, mycket av vår dialog går ut på att inte låsa dem. Vi är tydliga med att de äger samtliga 
tecken kod som har skrivits vi kan när som helst lyfta ut det ur vårt system och ge det till 
dem. Sen om de kan hantera det är en annan fråga, de är ju ganska låsta med oss på det sättet. 
Många av våra kunder skulle inte kunna hantera den typen av kod. Vi försöker vara så 
transparenta som möjligt och köper de tjänster och bygger de så är ni väldigt låsta till det, så 
säger vi det ganska tydligt. De har licenskostnader osv. Vi lurar inte in folk i något 
R: Har ni några internationella kunder 
R2: Ja, de flesta är ju svenskbaserade internationella. Vi har ju Ikea och tetrapak, bolag som 
har utlandsverksamhet. 
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R: Frågan är om ni ser någon skillnad på kunskapen kring problematiken i jämförelse med 
svenskbaserade företag.  
R2: Det har vi inte märkt någonting av. Jag kan inte se att jag har exempel från alla delar av 
världen utan det är främst från Europa men jag har inte sett någon skillnad. Svenskar är ju 
väldigt erfarna att bygga, vi är väldigt utvecklade på det sättet och vi har upptäckt att i de 
företagen som vi arbetar med så har alla någon som utvecklat något system innan och blivit 
inlåsta så de har lärt sig någon gång tidigare. För sist var det så att man låste in sina kunder 
direkt, så är det inte nu.  
G: Så du skulle säga att kunskap spelar in på... 
R2: Ja, absolut. Det är framförallt de som haft system byggda i slutet på 90-talet som var 
byggda på tekniker väldigt få kan, det är de väldigt noggranna med att man ska bygga i 
generella språk som .NET så att en utvecklare om 5 år kan utveckla och gå tillbaka och 
förvalta...eller om 10 år. Förut så kanske det var byggt i något obskyrt ramverk.  
R: Tror du att det är skillnad på kunskapen beroende på bransch och storlek på företag?  
R2: Jag skulle säga att ofta, nu gör det inte så stor skillnad på om du är 24 anställda eller 100 
men desto större du blir desto större benägenhet finns det att låsa in dig i CRM system t.ex. 
Episerver eller sharepoint. De större konsultbolagen har en tendens att få större kunder och 
större kunder är mer benägna att ha fast kostnader  och fasta utgifter bundna till någonting. 
Där är skillnaden mot oss som är lite mindre, åtminstone lite mindre kunder, att vi bygger i 
open source. Samtidigt om jag bygger något i open source så väljer jag angular som är en 
google produkt och då är de låsta till Angular, väljer jag wordpress...vilket jag aldrig 
någonsin i mitt liv skulle göra. Men om jag skulle välja Umdacco som är ett bra CMS så är 
du fortfarande knuten dit, du betalar inte ett öre till dem.  
R: Arbetar ni aktivt med att informera kunder om låsning...Vad tycker du ansvaret ligger för 
information om problematiken kring vendor lock-in. Hos er, hos kunden eller leverantören? 
R2: Det är en kombination. Om jag hade varit beställare hade jag aldrig släppt ansvaret till en 
extern firma för de är inte de som ska leva med det för resten av tiden men självklart ser jag 
att det är viktigt att jag informerar mina kunder om det är någonting som är fel. Men man ska 
inte lita på mig alltid, jag försöker ju vara så ärlig och öppen som möjligt men även jag gör ju 
misstag, kanske kan välja en teknik som licensieras om ett år så är det bra att ha delat ansvar. 
Vi friskriver ju oss från den typen av förändringar. Allting är ju delat ansvar. Delat ansvar 
men jag tar inget ansvar. Men det är viktigt att man är öppen och ärligt  så måste man 
meddela óm hur man låser in folk. 
R: Vad är ett bra krav enligt dig? Som en kund skulle kunna ställa? 
R2: Som leverantör eller kund? 
G: Vi kan ta båda aspekterna men kan börja med leverantör 
R2: Kravet är att du alltid ska kunna lämna tjänsten på ett eller annat vis men sen är det ju 
också, vad köper du för tjänst? De köper ju utvecklare här oss och får ju koden och då borde 
kravet vara att de alltid ska få ta på sin kod även om de själv inte lagrar den för det gör vi åt 
dem. Men vi har extremt lätt, jag mot spotify är ju att jag måste kunna lämna tjänsten och de 
ska ta bort all data ur deras databaser. Det ska inte finnas någon information om vad jag har 
lyssnat på och när eller hur.  
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R: Vi hade ett exempel om krav på säkerhet inom molntjänst där en kund kommer med ett 
krav om god säkerhet och lämnar det öppet, en annan med en detaljerad ISO-backad kravlista 
kring säkerhet.   
R2:Som kund och privatperson och köpa en tjänst så har jag alltid som krav att 
tvåfaktorsinloggning finnas som ett alternativ. Det är ett av mina krav, det tycker jag alltid 
man ska ställa. Säkerhetsfrågan är jätteviktigt och om man ska köpa en applikation som i sin 
tur ska ha kunder som jobbar som inte är byggd för att stötta sådana saker så är det ett val du 
gör snarare än...fakturera minimum av säkerhet. För vi vill ju fakturera så stor säkerhet som 
möjligt för en applikation för de kommer alltid komma springande tillbaka till oss om det är 
så att det skitit sig. Samtidigt måste man ha en balans med att kunden måste ju få beställa lite 
och vi kan inte bara trycka ner allt i halsen på dem för då går de till någon annan som är 
mycket billigare för att de inte förstår vad vi säljer. Det handlar mycket om att kunden ska 
veta vad det är de köper, annars kan de inte kravställa det. Det ska vara ett krav, att de alltid 
vet vad de köper, som leverantör är det mitt krav på kunden och vi har tackat nej till kunder 
som inte vet vad de beställer.  
G: Tror du kunder och ni hade gynnats på att högre krav ställs. 
R2: jag vet inte, vissa kunder har ju råd att ta allt i beräkning och andra har inte det. För oss 
kanske det inte hade varit ett problem med vårt kundsegment men för två år sedan kanske det 
absolut hade varit det med att kunderna inte hade haft råd med det och för en applikation som 
inte har så mycket kritisk information i sig så hade de kanske behövt betala en 200.000 kr till 
för att göra den helt säker. Och det är egentligen det de gör nu med GDPR att de ställer 
extrema krav på säkerhet som kommer slå ner som en blixt i den här branschen för det är 
mycket kostnader. 
R: Vi hoppar tillbaka till en liten luddig fråga. Hur hanterar ni krav? Eran kravhantering helt 
enkelt. Får ni in krav från kunden och så kör ni på det eller försöker ni komma fram till 
kraven tillsammans med kunden.  
R2: Det är både och. Vissa kunder vet exakt var de till ha och andra vet inte alls vad de vill 
ha. Det är väldigt olika. Vi har ett sätt att få in kraven rent tekniskt genom en serviceportal för 
att ta in de till systemet. Men just med hur vi arbetar så kan det vara så att jag sitter med ett 
projekt hos en kund och kunden vet inte riktigt vad de vill ha så jag beställer åt dem med koll 
på budget såklart. Det finns alla kunder och de är unika med sådant. De kommer alltid tro att 
de vill ha en sak och så köper de något annat, det har alla kunderna gemensamt för den här 
branschen. 
G: Återkommer vi till lite Needs och Wants 
R2: Ja, frågan är mer om alla vet vad de vill ha...alla sådana här must haves är en sak men 
alla sekundära krav ofta de som kan göra att systemet blir ett roligt systemarbete medans 
vissa är bara bortslängda pengar. En undersökning sa att 75% av all funktionalitet används 
inte. Men jag tror att det försvinner med det här med agil utveckling, man bygger inte för 
framtiden utan man bygger när man kommer på det, man sitter inte med 300 sidor 
kravspecifikation.  
R: Vilka krav tror du är viktiga för kunden att ställa för att minska risken av de negativa delen 
av vendor lock-in 
R2: Jag tycker att alla kunder ska ställa krav om transparens, där de måste se vad som händer, 
oavsett vilken tjänst. “Jag vill veta hur mina pengar används, jag vill veta hur mina pengar 
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går till artisten på spotify på ett ungefär”. På netflix och Spotify kan man ju se att tjänsten 
utvecklas och att det tillkommer nya serier och nytt material, det ser man ju hela tiden. 
Medans hos oss handlar det ju mycket om hur kunden ser på sina fakturor vad vi jobbat på 
och när och hur mycket och vem som har gjort vad. Det handlar rakt igenom om transparens.  
R: Är det något du känner att du skulle vilja lyfta 
R2: Nej, inte direkt.   
Företag 3 
 
G: Ditt namn och din roll bara 
R3: ***** ***** på företag X, roll, på pappret VD. Alltiallo, kokar kaffe till ringa kunder 
och jaga kapital. Just nu är att ringa kunder. 
G: Hur länge har du jobbat med företag X?  
R3: 2,5 år. Har jag jobbat heltid med företag X. Innan dess så kanske ett halvår när vi fick 
idén tills att vi har formerat oss ordentligt. En klassiskt startup 
G: Molntjänster, är det något du jobbat med innan? Om du har en längre erfarenhet av det 
eller om det kommit nu? 
R3: Nej, jag har erfarenhet av det. Jag har bakgrund, en lång bakgrund i, den korta versionen 
är att jag har jobbat i IT- eller internetkonsultvärlden i 15 år eller någonting. Och sen gått 
vidare och ville prova på att vara på kundsidan så att ett tag jobbade jag på 
Nationalencyklopedin som affärsområdeschef för skolan med ansvar för utveckling av NS 
digitala tjänst mot hela utbildningsväsendet i Sverige. Jag har jobbat med att försöka utveckla 
den lite mer från att vara ett uppslagsverk till att va ett digitalt läromedel mot framförallt 
högstadiet och gymnasiet. 
G: Finns det några vanliga typer av problem som n stöter på kring just molntjänsten i sig. 
Kanske, det kan vara allt ifrån tekniska aspekter… 
R: Drift och kanske problematik kring anställda som måste förstå konceptet. Några vanliga 
problem som du stöter på i koppling till just molntjänster.  
R3: Alltså det är ju, det största problemet som vi har stött på, det har ju med säkerhetsfrågor 
att göra. När man utvecklar en sådan tjänst om man är flera utvecklare och sen så har men en 
molntjänst som man ska accessa och uppdatera så här, det kan vara lite trix för att få det att 
fungera helt enkelt. Det är väl det enda som vi har upplevt.  
G: Är det säkerhet som, alltså det utvecklarna gör eller är det kunddata? 
R3: Det är det utvecklarna gör, deras arbete, att hantera det på ett vettigt sätt. Framförallt från 
startup när man sitter på olika ställen, man sitter inte tillsammans. Nu vet jag inte vad de 
verktygen man använder heter men det är det vi har upplevt att ibland kan det vara trixit när 
man ska släppa nya saker som man har utvecklat och få det att fungera med alla verktyg man 
har för övervakning och så på serversidan.  
G: Versionshantering och sådant där 
R3: Ja, ibland så fungerar allting när man testar det lokalt och så tror man att man har en 
identisk miljö i molnet. Och sen så krånglar någon liten jävla övervakningsprogramvara som 
ligger där som man hade deaktiverat och sen plötsligt är den i spel igen så fungerar ingenting.   
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R: Du nämnde lite just när man sitter på olika platser och sådär, det verkar som att ni ibland 
jobbar på olika håll. Kan kommunikationen bli ett problem?  
R3: Ja, det är nog en del av problemet. Nu som mest har vi bara varit tre utvecklare som har 
varit involverade men redan där är det problematiskt, bara man är två. För att man gör olika 
saker och sen så i ett sådant här start-up-läge också, då är det ju så att t.ex. en av våra 
utvecklare, han jobbar med detta, han är anställd på halvtid på en reklambyrå och så jobbar 
han andra halvan plus netto helger med det här. Och då blir det ju lite såhär konstiga tider 
man jobbar på om man kanske gör sitt arbete väldigt intensivt och sen är det någon annan 
som har gjort något som påverkar det man själv har gjort. Och man är inte helt medveten och 
uppdaterad om det, och så skickar man upp sina ändringar och sen så... 
R: Lite osynkroniserade 
R3: Ja, så fungerar inte det för det hänger inte ihop. “Ja, jag trodde att du hade gjort klart det 
andra…” 
R: Om man hoppar in på vendor lock-in lite mera, har du någonsin stött på begreppet vendor 
lock-in   
G: Det gäller, jag tänker att vi kan ta båda aspekterna med era kunder nu eller när ni nu själva 
har upplevt det 
R3: vendor lock-in har jag ju stött på, men inte i detta området. Så begreppet har jag ju stött 
på tidigare men inte när det kommer till hostingtjänster. 
G: Hur har du stött på det?  
R3: För länge sedan, när jag jobbade på Telia, då jobbade man mycket så, Försökte liksom att 
man medvetet sätta upp olika barriärer så att kunderna inte skulle kunna byta så himla lätt till 
någon annan leverantör. Det handlar ju om andra saker liksom, det handlar om en tekniskt 
plattform som man satte på plats hos ett företag eller man började sälja sådana här 
molnbaserade växlar är det väl det närmsta detta området jag varit tidigare. När man började 
göra det i Sverige liksom, inte hårdvara som man skruvade fast i väggarna ute hos kunden, 
utan en tjänst i molnet.  
R: Vad anser du eller vad tror du är de största problemet med vendor lock-in och de 
vanligaste problemen med vendor lock-in. 
R3: Nej, i nuläget ser jag ju inga sådana problem. Om jag tittar utifrån ett Företag 3-
perspektiv. 
R: Om du kan se några mer positiva grejer med Vendor lock-in. För det finns kanske också 
några mer positiva saker. Att man låser en längre tid och får en bättre relation.  
R3: Det är ju alltid så tycker jag, när man som...i kund/leverantörsförhållande så investerar 
man ju en hel del i en kund från leverantörssidan och i en leverantör från kundsidan. Och det 
är ju sådana mjuka faktorer som är svåra att ta på, svåra att jämföra. Jag vet att i början var 
vi...vi har ju valt liksom en hostingpartner som finns här i Malmö, någon som vi känner sedan 
innan och det gjorde ju vi för att vi ville ha den här personliga relationen och det är ju en 
form av att försätta sig i situationen, man blir jävligt beroende av dem. Men i vissa lägen är 
det bra och i ett sådant här startupläge så är det otroligt bra att ha den här personliga 
relationen. Vi hostar en lösning, två servrar lokalt i Malmö och sen så valde vi på av lite olika 
anledningar när det gällde web att lägga den hos Digital Ocean, och där är det fan helt 
omöjligt att kommunicera med dem om det skulle vara någonting. Men då är det web och då 
gör det liksom ingenting. Är det vår aktiva tjänst så är det ju mycket viktigare att man har 
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någon man kan prata med snabbt och få hjälp med. Och som fattar att även fast vi inte betalar 
speciellt mycket så har vi hög prioritet för att vi känner varandra. Det är ju den positiva delen 
av det kanske.  
G: När ni valde leverantör där var det kommunikation och relation som låg i fokus? 
R3: Ja, någon man litar på liksom och någon som kan möta de kraven man har som startup 
där de säger “Ja men vi vill gärna vara med i sådana här utvecklingsprojekt” som detta var 
“Så ni får köpa kapacitet här, skitbilligt egentligen”, deras egna inköpspris + någon liten 
marginal. Om man hade gått till någon annan och inte haft den relationen hade det blivit 
mycket dyrare i början...pengamässigt.  
R: Och frågan är vad du tror krävs från kundens sida för att minska risken att bli låst, och det 
här kan ju då vara att bli låst på ett negativt sätt, t.ex. att man ser över tjänsten noga. Vad tror 
du man kan göra som kund för att bli negativt låst, kan man säga.  
R3: jaa 
R: En bred fråga såklart 
R3: Ni öppnade lite av den gamla människan i mig. Jag är jurist i grunden så att avtalsmässigt 
så bör man ju tänka sig för, vad är det man skriver på för någonting. Det är väl den första 
grejen som jag själv observerar. Det är nog den som jag ser viktigast. Sen så..aeeh ja...det är 
ju en komplex fråga. För oss i nuläget är den inte riktigt tillämplig heller på något sätt...för att 
man gå in med öppna ögon  
R: Jag tänker också så här, när man går in som ett nytt företag vill man också vara ganska 
flexibel. Det rör sig snabbt och man ändrar sig, det som är är att man kan få...vad heter 
det...man kan få goda kontrakt med en partner som man har en god relation med vilket är 
väldigt gynnsamt för er men att det också finns negativa, t.ex. med andra tjänster som vill 
låsa upp en på lång tid och ni inte vet vart ni är kanske om 1 år eller vart ni vill vara och det 
kanske krävs en snabb sväng där. Då finns det ju en risk att man är mindre flexibel på det 
sättet. Och man tänker ju som mindre företag att man kanske vill vara så flexibel som möjligt, 
kanske inte låsa upp sig så mycket. 
R3:  I startup-läge så är man medveten om riskerna liksom, det är värt det av olika 
anledningar. Om vi tar ett annat case: Vi använder ett sådant här...det är inte ett crm..ett 
säljstödsystem från Lundalogik 
G: jaha, Lime?  
R3: Ja, Lime. Där är man ju verkligen inlåst med handbojor och jaa...man är ju fast. Men det 
är ett medvetet val man gör, det kostar ju knappt någonting. Jag tror att vi betalar såhär 125-
200 kr i månaden för 1 licens på den tjänsten. Där får man så jäkla mycket i den liksom, man 
får tillgång till ett verktyg som gör att man kan hitta andra liknande företag, det finns alltså en 
grunddata från BissNode i det systemet och om man bara hade abonnerat från det från 
BissNode så hade man betalat fem gånger så mycket. Och då är man lite medveten om 
nackdelarna med tjänsten och man är medveten om att den dagen man ska...man vill välja 
något annat då blir det förmodligen ett helvete att få ut den datan på något vettigt sätt så att 
man kan använda den igen, sätta in den i något nytt.  
G: Det gäller ju att vara medveten om det från början  
R3: Ja, det är nog värre för dom som inte fattar det. Där det kommer som en överraskning. 
Men i vårt läge så tar vi med det i beräkningen från början...vi fattar att det är så, men det är 
ett bra pris...det är good enough för oss nu och vi får leva med det den dagen det kommer. 
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G: Mmm, det är lite det vi har som utgångsläge i vår hypotes att hitta de har faktorerna som 
leder till att man tar steget och låser sig eller varför man inte gör det och det är jätteintressant 
för er att vara medveten om det men ändå ta steget att låsa sig  
R3: Och då är vi ändå...då gör vi ändå det valet medvetet att vi t.ex. väljer Lime från 
Lundalogik istället för att ta SalesForce för här vet vi, här har vi återigen en personlig relation 
med någon hos leverantören där vi tror och hoppas och tror på att det kan vi använda oss av 
den dagen vi måste ta oss därifrån. På SalesForce hade det varit...ja, det är bara att följ 
mallarna, här får du inget hjälp som ett litet företag.  
R: Då räcker ju inte sådant och vi kommer komma tillbaka till det senare i intervjun också 
just vad vi tror handlar mycket om kunskap och på tidigare erfarenheter och vilka 
förutsättningar detta sätter för låsa på ett negativt sätt. Eeemh, en fråga om du känner till 
något kring branschstandarder, några standarder som företag måste följa för att...för att just 
koppla det till molntjänster och vendor lock-in, och det är ju lite av en ja- och nej-fråga.  
R3: Nej, jag känner inte till några branschstandarder 
G: Nee, det är inget du har stött på alls? Tror du att det skulle kunna behövas? Just i den här 
problematiken att man har någon slags branschstandard att gå efter gällande att hitta 
leverantörer… 
R3: Ja, det hade nog varit bra. För det är nog många som inte...alltså, den här typen av tjänst 
att man kör de på de här sättet, det blir vanligare och vanligare. Men man har väldigt 
begränsad erfarenhet av området. 
R: Det kan ju skydda vissa kan man säga.  
G: Ja, nej men precis. Det är väl lite det vi har hittat att användningen ökar men att man 
behandlar fenomenet molnet precis som ett traditionellt...som en handelsservice och det kan 
finnas en problematik i det, man ser det inte som en ny grej utan det är bara en gammal grej. 
Men, du har ju ändå stött på begreppet någon gång tidigare, ja kanske inte i den kontexten. 
Vad skulle du anse om...dels kunder och dels dina kollegors kunskap just kring 
problematiken kring vendor lock-in. Är den hög, låg? Finns den i huvudtaget?  
R3: Den finns men det är nog på lite olika nivå som den liksom finns och det är inte alltid 
man utnyttjar den av okunskap. I vårt företaget så är vi liksom 7 stycken  som driver detta 
bolag tillsammans och tre av dem kommer från telekombranschen, telekom och drift och 
liksom från så här stora bolag som TDC och liksom, vad heter det...bredband2 och sådana här 
bolag. Och de jobbar ju med det här dagligen utifrån ett leverantörsperspektiv, men sen i vår 
situation...när de sitter från kundsidan kanske då använder man inte den kompetensen riktigt. 
G: Så trots lång erfarenhet så… 
R3: Och jag vet inte, Nu när ni säger det så vet jag inte riktigt vad det beror på att man inte 
utnyttjar den kompetensen, för vi har den ju hos oss. Det slår en nog inte och man tänker inte 
på det. 
R: Skulle du säga att konceptet vendor lockin-in eller låsning i huvudtaget har 
uppmärksammats mer på senare tiden, om en bara för dina kunder. Att man känner en oro 
eller är det något som är OK? Hur länge låser jag upp mig mot det här? Eller när ni pratar om 
Lime eller andra olika tjänster. Känner ni nu på senare år eller senare tid har ökat...man vill 
inte vara låst på ett eller annat sätt. 
R3: Om vi tittar på våra kunder som vi jobbar med då är ju dom...de tittar på det utifrån 
avtalstid enbart, även om man ska ha tillgång till er tjänst, då krävs att man tecknar ett 
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årsabonemang. Och det är inte många som reflekterar över det “Nä men ett år är ju rimligt att 
ha den här tjänsten”. Så får man se vad man gör sen. Och väldigt många gånger handlar det 
bara om det, om avtalstid. Och jag tror man är, med den här typen av tjänster att man är van 
vid det som konsumentsidan då tänker man ju på det hur lång tid...hur länge är jag låste till en 
mobiloperatör? Men man förstår att man är det. “Ja, jag har ju fått en telefon här nu och jag 
får ju betala för den många gånger om” och så tänker man ju inte, “Jag har ju fått en jättefin 
iphone och då är det väl OK att jag är knuten till den här operatören i fyra månader. 
R: Sen ska det ju vara allt ifrån iCloud plötsligt... 
R3: Ja, men man applicerar samma tanke på det. Sparka igång servrar för oss liksom hos en 
hostingleverantör det kräver ju liksom lite arbete förmodligen, sen så är det ju... så har de 
lyckats automatisera det lite och det är ju bra och kan dra nytta av det, men någonstans har de 
ju lagt ner arbete på det  
R: Absolut...Har ni några internationella kunder?  
R3: Nej 
R: Frågan hade varit om du tror att det är skillnad på kunskapsnivån kring molntjänster och 
låsning men vi går vidare.  
R3: Det handlar väl om hur mogna marknaderna är och jag tror att Sverige ändå är en i 
förhållande ganska mogen marknad jämför med andra europeiska länder och sen så tror jag 
man har mycket kompetens USA skulle jag gissa. 
R: Det är lite det vi har fått fram hittills under intervjuer att hos amerikanska kunder så vet 
man mycket men att i Sverige är man också långt fram 
G: Precis som du hoppade in på...Du tror att det är skillnad på bransch till bransch och tror du 
det kan finnas skillnad på storlek på företag också, gällande medvetenhet och kunskap? 
R3: Ja, det tror jag. Men det har med kompetens hos beställaren att göra. Desto större man är 
desto större kompetens har man och så har man specialistkompetenser 
G: Att man har dedikerade resurser  
R3: Men mindre företag har det inte, de fokuserar inte på det.  
G: Men jag tycker det är intressant det du säger att ni kanske kan ha erfarenheten och 
kunskapen men...vad heter det..att större företag kanske har lättare att utnyttja den. Det blir 
ett problem där. 
R3: Där eskalerar problemet och det kan bli så väldigt stort. De har mycket data om vi pratar 
om den typen av tjänster, det kan bli fascinerande stort. På ett litet företag, då blir det inte så 
jävla stort. 
R: Nä, man har längre tid på sig att utveckla det när det finns policys inbyggda  
R3: Sen tror jag att vissa stora företag tar problem på lite för stort allvar. Jag tror att de är lite 
för rädda för att hamna i sådana situationer. 
G: Intressant, man är för passiv?  
R3: Nej, man tror att det kan gå riktigt åt helvete, man förutsätter liksom alltid att det ska gå 
riktigt åt helvete på något sätt. Och inte “Nä det här blir nog OK, denna gången också!” För 
man tar i...det ska vara så här byxhängslen och livrem. Jag har råkat ut för det när jag haft 
IKEA som kund till exempel, även fast jag alltid har representerat mindre och medelstora 
leverantörer så behandlar de alla leverantörer som att de vore jättestora. Alla ä IT “Ja då drar 
vi på samma batteri på dem som IBM. “Ja va fasen, nu är vi ett litet konsultbolag som är 60 
anställda vi kan inte leva upp till de kraven ni ställer på en leverantör som motsvarar IBM. 
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Det är rakt igenom allting. Det är alltifrån hur man...vilken tillgänglighet man lovar på olka 
tjänster, “vilken företagsförsäkring har ni på bolaget om det skulle gå åt helvete och behöver 
ekonomiskt kompensation” då kan man ju inte...ja, jag har fått sådana krav från IKEA att vi 
skulle ha en företagsförsäkring som motsvarar att man skulle kunna betala ut många miljoner, 
som överträffade vår företagsomsättning med flera hundra gånger. Vi kan inte teckna en 
sådan försäkring, det går inte. Men de kan ändå hålla fast vid något sådant. Och det är samma 
sak som kraven på IT och hur det ska fungera. 
R: De offrar flexibilitet rejält. 
R3: Därför gör det också, tror jag, att de väljer fel leverantör för att de har sådan grundkrav 
som är så högt ställda och det har man inte på mindre och medelstora företag. Det är bara de 
däär stora bjässarna  
G: Så det är en intern standard som ställer till det för dem? 
R3: Ja, det gör också att de…det är därför företag som IKEA outsourcar och insourcar 
vartannat så här hela tiden för att de kraven de ställer på leverantören är ingen som kan leva 
upp till. Jag tror att det är det, och så tänk...och de som kan leva upp till kraven, det blir så 
jävla dyrt så då måste de göra de själv istället så tar man hem allting igen. Och så kommer det 
en ny IT-chef  “Nä, nu ska det ut”. Nu blev det ett annat perspektiv än företag X som Startup. 
Men det hänger ihop. 
R: Vi har ju valt att undersöka små och medelstora svenska företag och vi tror att det är en 
helt annat grej om vi skulle titta på t.ex. stora företag men det blev lite för stort för vår scope 
med den tiden vi har. Men jätteintressant.  
En väldigt bred fråga och man får tolka den ganska fritt, Vad är ett bra krav för dig? Vad ska 
en kund ställa för krav mot dig och vad ska du ställa för krav?  
G: Och då kan vi ta det både från hur du skulle ställa det eller hur kunder ställer det 
R3: Ett bra krav på..?  
R: Kan vara i koppling till vendor lock-in men det behöver ju inte vara det heller t.ex. om du 
ställer ett krav på säkerheten vad behöver och känner du att du ska ha gjort innan, bra 
förarbete och så. Hur man ser på ett välutformat krav. Det är en väldigt luddig fråga. 
R3:  Jag vet inte riktigt hur jag ska besvara den… 
R: Det vet inte jag heller riktigt hur du ska göra *skrattar* 
R3: Jag kanske inte förstår frågan, kan du ge något exempel 
R: Som leverantör, att man från kundens sida får ett krav som är välformulerat och grundat i 
något ganska specifikt “Att vi behöver den här säkerheten för att våra kunder säger så här! 
Eller så här säger vår ISO-hantering att vi ska göra, så vårt krav ser ut så här till er”. Och det 
kan ses som ett välutformat krav. Och sen så kan man stöta på krav som är mindre 
välutformade, som är väldigt flyktiga och säger “Vi vill ha god säkerhet”, den i jämförelse 
med den andra är ganska luddig där det är väldigt subjektivt vad ett bra säkerhet är. Men det 
blir ganska intressant hur man hanterar de här kraven, hur du skulle se på ett välutformat krav 
och då vad ett bra krav är? Breda öppna?  
R3: Ja men då förstår jag lite med. Om vi ser det från våra kunders krav på oss så ger vi oss 
på de besvärligaste först att ta tag i de där riktigt jobbiga kraven. Och när vi utformade vår 
tjänst så pratade vi med KPMG som är en av de fyra största revisionsbyråerna i Sverige. Vi 
vill ha tillgång till kunddata från deras sida, alltså detaljerad ekonomiskt information,  
bokföringsinfromation som de sitter på för deras kunders räkning och vi vill ha tillgång till 
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mycket sådan information. Vilket gjorde att vi inte ville att de skulle gå ut och fråga sina 
kunder i vartenda fall om de kunde lämna ut den informationen till oss och lita på oss. Och 
när man ställer sådana krav, ett sådant önskemål på dem, då får man ju verkligen hela 
batterier av detaljerade säkerhetskrav och det var ju helt sjukt vilka krav de hade. Det är ju ett 
amerikanskägt aktiebolag liksom, som har miljontals kunder över hela världen. Då får man ju 
de riktigt besvärliga grejerna. Men det var ju jättebra för vår del när vi fick sådant här väldigt 
specifikt och vi fick det..först så kommer vissa krav och så fick vi hålla en dialog med dem, “ 
då kan man göra så här och har hittat en lösning”. Då har de synpunkter på det också, då 
kommer det ytterligare krav. Jag tycker det var en väldigt bra process att jobba med någon 
som har så väldigt högt ställda krav säkerhetsmässigt. För det gjorde ju att vi fick tänka till 
också. Sen har ju vi tagit hänsyn till väldigt mycket av det när vi ska jobba med andra 
liknande  kunder som kanske inte är KPMG men som är andra lite mindre bolag i den 
branschen. Och vi är förberedda på att ta de här andra diskussionerna med de andra stora 
revisionsbolagen som vill försöka få oss som kund. PwC har samma krav, EY har samma 
krav, Deloitte har samma krav. Det var ju verkligen, först så började de prata generellt sen så 
gick de in på...ni får inte skicka sådana här förfrågningar ens på kryptera internetförbindelser. 
De förfrågningarna måste vi göra internt och det ska vara anonymiserat innn. Ja...det var ju 
tusen saker som man skulle tänka på.  
R: Så man kan säga att...inte ett svårt...men välutvecklat krav. Svårt att säga om det är bra? 
R3: Ja, det var ju bra för oss för att vi får leva upp till dem och hitta lösningar hur man 
kommer runt dem och sen det vi har lärt oss i den diskussionen kan vi applicera hos kundens 
diskussioner och andra aktörer. Då kan vi säga “Ja, detta har vi varit igenom med KPMG och 
då gjorde vi så här: Pang, Pang, Pang, Pang. Och de sa så här, och sen så ställde deras legala 
avdelning de här kraven på oss” 
R: För att komma tillbaka till IKEA såsom ställde nästan orimliga krav på vem än de 
handlade med även om det var ett enormt miljardomsättningsföretag så ställde de för höga 
krav och i det perspektivet så kanske det ses som dåliga krav...det går väl bra för dem men 
kanske inte genom krav på det sättet som ni kan göra genom KPMG, som också är ett av 
världens största företag.  
R3:  Mmm 
G: För att vända på det till...när du prata med kunder, vad kan vara ett typiskt krav som du får 
höra lite återkommande eller med nya kunder? Vad de vill att ni ska leva upp till. 
R3: De ställer bara sådana här generella krav, generell IT-säkerhet. Och det är viktigt 
eftersom vi hanterar känslig information. När vi gör vår analys från får tjänst så utgår vi ju 
från känslig information, uppgifter som vi hämtar direkt från bokföringen och hamnar detta i 
orätta händer så kan det ställa till med ganska mycket oreda. Därför får man sådana här 
generella säkerhets krav, “Hur tänker ni kring detta, hur gör ni kring detta?”. Men många 
gånger slås man av att de litar på vad man säger. Om jag hade suttit där hade jag velat ha 
något slags intyg på någonting. Eller försäkran från någon som sköter driften eller liksom ett 
avtal...ett skriftligt avtal mellan oss och den här kunden. Men det blir det sällan, de är väldigt 
godtrogna på det sättet så egentligen hade vi ju inte behövt ha någon säkerhet, vi hade bara 
behövt veta vad vi ska säga. 
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R: Tror du att de behöver ställa mer krav? Tror du att det hade gynnat dem mer? Du är ju 
kanske väldigt ärlig men om de hade kommit till något annat företag så kanske det inte är så. 
Detta kanske är något man alltid borde göra att ställa högre krav från kundens perspektiv 
R3: Jag skulle inte säga att de skulle ställa mer krav men att få det skriftligt på något sätt. Att 
de har ställt de kraven och att vi försäkrar att vi lever upp till dem. Lägga till ett sådant legalt 
perspektiv på det. Kraven i sig är en sak och sen hur man dokumenterar det, det är en annan 
sak.  
G: Jag tänker på en annan fråga nu men vi har diskuterat det någon gång innan med prövotid 
och sådant här. Är det något som du ser som positivt eller negativt? Att det skulle kunna vara 
någon slags försäkring för att inte riskera att binda upp sig på ett avtal utan man har en 
prövotid först.  
R3: Ja, jag tycker ju det och det tillämpar vi ju själv mot alla våra kunder. Man får testa våran 
tjänst utan att förbinda sig någonting och inledningsvis utan att få betala någonting.  
R: Hur lång tid? 
R3: Vi utgår från 1 månad men sen så gör vi ju avkall på det beroende på vem vi pratar om, 
vissa kanske får testa det en längre tid för att de behöver det av olika anledningar, hur stora 
de är eller hur många kunder de har. Det är ju också ett, som jag tror du är inne på, det är ju 
ett sätt att bevisa vad man går för, “Du får testa…” så här säger jag alltid, “ni får testa detta 
utan att förbinda er till någonting, det enda ni binder er till är att svara på telefon när jag 
ringer vid prövotidens slut så vi får göra en utvärdering tillsammans och du ger mig 10-15 
minuter i telefon där du ger mig feedback oavsett hur vida ni väljer att gå vidare”. Alla kör på 
det och tycker det låter bra.  
R: Är det här något du skulle kunna tänka dig vara inför i en standard att företag ska kunna 
erbjuda en viss tid som en testa-på-produkt. 
R3: Ja, det beror på vad det skulle vara för typ av tjänst.  
R: När skulle det inte vara bra? 
R3: Det kan ju vara att man får väldigt mycket nytta av tjänsten under en kort period. Det är 
många som gör så med olika typer av tjänster. Man hoppar mellan prövotider till en annan av 
de här gratis provperioderna. Så ibland...vissa är lite för generösa, att man får testa för mycket 
och under en för lång tid. Man behöver inte så jäkla lång tid för de allra flesta tjänsterna för 
att utvärdera och känna om det är någonting som funkar och ger den nytta man vill ha.  
R: Sådant där kanske också beror på storlek på företag? Ett företag med 10000 anställda så 
kanske det inte räcker med 15 dagars provperiod för att det tar för lång tid. 
Tillbaka till kravhanteringen, den här frågan är också svår och väldigt allmän: om hur er 
kravhantering ser ut? Så om ni får ett krav, hur behandlar ni det? Är det så att ni sätter er och 
tittar över det eller har ni en öppen dialog med kunden och utvecklar kraven tillsammans 
R3: Ja, vi utvecklar de tillsammans. Vi får väldigt mycket sådana “Skulle ni inte kunna göra 
såhär eller såhär eller såhär”, och det vill vi ha, det uppmuntrar vi. Det är den modellen som 
jag tror att man ska använda för att utveckla en tjänst som är bra som är riktigt bra. Jag tror 
man kan utveckla något på sin egna lilla karma som är 80 % bra men sen så för att få de där 
sista 20 % så måste man involvera de som faktiskt använder tjänsten varje dag. Då får man 
det riktigt skarpt. Och vi gör ju på det sättet att vi samlar ju in, vi uppmanar ju användaren av 
tjänsten att komma med den typen feedback till oss i alla möjliga former. När vi ser att “det 
finns ett mönster här”, inte bara en som har sagt någonting utan det kanske 2, 3 eller 4, desto 
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fler desto bättre då tar vi ju till oss de riktigt och behandlar dem och kommer med förslag och 
checkar av det, “Så här har vi tänkt att vi ska lösa detta som du gav oss input på, är det OK?”, 
“Ja, såhär och så här och så här…”. Så itterar man. 
R: Den sista frågan, som också är ganska allmän. Vilka krav tror du är viktiga för kunden att 
ställa för att minska chansen eller risken att bli låst? Vi var inne på det lite förut men då var 
det mer om vad som krävs från kundens sida i allmänhet men inte just krav.  
R3: Egentligen är det inte ett krav utan redan från början ställa den frågan “Ok, om jag nu 
testar detta och använder den i 1 eller 2 år och sen bestämmer mig för att byta leverantör, hur 
gör jag då?”. Och så får man ett svar och det svaret ska man lyssna på väldigt noga tror jag. 
För beroende på hur de hanterar frågan, det är nog nästan det viktigaste och att det faktiskt 
går, att det finns förutsättningar till det. 
R: Så att de inte försöker snirkla sig runt den och är öppna med den 
R3: Jaa 
G: Det är ju ganska intressant, vilken part tycker du ansvaret ligger hos...ligger ansvaret hos 
kunden att ställa det kravet eller kan det finnas ett ansvar från leverantören att informera sina 
kunder om att…”Ni kan stöta på en viss problematik eftersom vi inte har monopol på detta” 
R3: Och det är ju...det kan vara dubbelt. Jag tycker definitivt att jag ska ställa det kravet och 
den frågan som kund men jag tycker att ju säkrare en leverantör är på att deras tjänst är bra, ju 
tryggare man är med det, då ska de nämna det som ett argument mot kunden också i en 
säljsituation där man är beredd att gå in och använda en tjänst. “Om du inte är nöjd med 
denna här så kan du alltid byta till något annat och då hjälper vi dig på detta sättet och du kan 
få ut data på detta sättet. Det har knappt hänt för att alla är så nöjda med vår tjänst men om” 
Då är det ett ytterligare argument för kunderna att välja dem. Det är otroligt starkt. Jag har 
jobbat med försäljning inom konsultvärlden och att tacka nej till en affär är otroligt starkt i en 
kunds ögon. När kunden frågar “Kan ni hjälpa oss med detta?”, och så ställer man några 
kontrollfrågor “Nej, vi kan inte hjälpa dig med detta, men vi vet andra som är mer lämpliga 
att använda. Vi hade säkert kunna yxa till det men det blir inte bra utan v rekommenderar 
andra leverantörer istället”  
R: Man skapar tillit istället 
R3: Ja, förtroende. Om en leverantör kan säga så “om något skulle hända här och du inte 
skulle vilja använda tjänsten längre så kan du få ut din data på detta sättet . 
R: Och då pratar vi ju om relationerna, vikten av att ha en god relation med sin leverantör och 
partner. Man kanske hellre betalar lite högre pris för någonting för att ha en god relation.  
R3: Har man den relationen redan, då ska man vara jäkligt missnöjd för att byta leverantör. 
Då går man snarare till leverantören och ber dem justera något och så gör de det. Man lämnar 
inte, även om det hade varit lätt för man har andra saker också under ytan. Man investerar tid 
i en leverantör och så ska man byta, ja då ska man börja om och då fungerar inte det exakt 
som den andra. Då går produktiviteten ner till en början tills man har kommit dit till 
förhoppningsvis lite bättre än vad det var innan...men det tar ju lång tid.  
G: Det är ju en övergångsperiod och då händer det lite, produktivitet går ner, kostnader går 
upp och många företag verkar inte ha råd att göra denna ändring. 
R3: Man investerar tid i sin leverantör 
G: Känner du att någonting har dykt upp under tidens gång som du skulle vilja… 
R: Något som du skulle vilja tilläga? Något som vi missat eller sådär kring ämnet?  
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R3: Ni har nog fångat in det och det kanske har dykt upp någon tanke i mitt huvud som jag 
glömt få med och det kanske kommer  
R: Vi är iallafall jättenöjda  
R3: Det är ju ett spännande område. Jag har inte tänkt så mycket på det tidigare.  
 
Företag 4 
 
G: Vi börjar med lite formalia, är det ok att vi spelar in? 
R4: Ja 
G: Önskar ni vara anonyma i rapporten? 
R4: Ja det kan vi gärna vara. 
G: Ok, ditt namn och din roll? 
R4: Ja, ****** jag är VD på ****** 
G: Hur länge har du varit här? 
R4: Min nuvarande roll sen 2015 januari men jag varit inblandad i företaget sen 2007. 
G: Hur lång erfarenhet har du av att jobba med molntjänster? 
R4: Väldigt länge, det var faktiskt 1999 kan man säga. En molntjänst kan ju egentligen vara 
vad som helst, som till exempel vår redovisning. Men ska vi ta det till det som man brukar 
benämna som molntjänster så, vi höll ju på med en plattform som vi hostade, det var ju en 
molntjänst i så fall. 
G: En service alltså? 
R4: Ja. 
G: Ok. Kan du nämna något typiskt problem som du skulle vilja säga att ni stöter på i arbetet 
just kring molntjänster då? 
R4: Jag skulle inte vilja säga att det är några problem rent så, men det man kan uttrycka är väl 
att man inte har någon kontroll över dem och vet egentligen inte vad som händer. Man kan 
inte göra något åt det om tjänster går ner. Det enda man kan göra är att ringa men kan inte 
själva fixa. Det är väl den oron man har egentligen, att man inte har kontroll. 
G: Problem kanske är ett för hårt ord. 
R4: De är sällan nere. 
R: Vad gör man åt det då? Mer än att man ringer upp efteråt och frågar varför det gick ner 
och så? 
R4: De brukar vara ganska duktiga på att berätta. Sen vet man ju inte om det är sanning eller 
något annat. Men jag har inte varit med om att tjänster har varit nere, hur ska man säga, 
random gått ner utan då har det varit någon större händelse. Kan vara att det varit en DDoS 
attack eller om det varit något som Sandy den här stormen. Det kan vara olika grejer, lite 
större, som händer. Det är väldigt sällan som en tjänst går upp och ner, upp och ner. Då skulle 
jag inte använda den. 
R: Har du stött på begreppet vendor lock-in i ditt arbete? 
R4: Du menar som? 
R: Att man blir låst till en leverantör. 
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R4: Du menar att de kanske har ett speciellt filformat eller inte möjlighet att exportera och så 
här? 
G: Ja precis, någon låsning på sånt sätt. 
R4: Det är ju klart, det är något man råkar ut för. Men det tittar jag på om det är så att jag 
behöver det. Typ finns det möjlighet att exportera och så här redan innan. Just för att jag ska 
kunna flytta mina saker. Sen är det ju inte alltid det är så exporterar riktigt strukturerat så man 
kan mappa upp det. Det vet man ju inte heller riktigt. I så fall får man ju testköra innan och 
det är inte alltid så lätt. Vi är ett lite mindre företag så det finns inte riktigt resurser till det, att 
vi kan sitta i två månader med kravanalys. Det är ju lättare för större företag. När man 
kommer upp i lite större företag finns det möjligheten att ha någon som bara sitter och kollar 
krav och så där. 
R: Är det något man ser ofta, alltså en tydligen skillnad mellan små och stora företag? 
R4: Det tror jag, att det är ganska stor skillnad. Det är ju ofta jag som står för den delen och 
det är egentligen inte något jag borde göra, men det blir så. Jag kan inte lämna det här till 
någon annan och säga, sitt med detta i två veckor, det går inte. 
R: Om man pratar om vendor lock-in i det stora hela och låsning till en leverantör, vad är de 
stora problemen som du ser i det här? Och om du kanske ser något positivt med det här att bli 
låst? 
R4: Jag ser inte det som något positivt att bli inlåst. På något sätt. Det är som med nästan alla 
andra tjänster, du kan titta på Telias digital TV eller vad som helst, man skriver på ett 
kontrakt som gäller typ ett år eller så och jag tycker inte det är ok egentligen. Visst om man 
kanske kan få ett billigare pris. Då har man ju möjligheten att välja. Men i många fall så 
binder man kanske upp sig på ett år och inser att man kanske inte vill köra med dem i ett år. 
Jag tycker inte vendor lock-in är speciellt bra. Ska de ha det ska det vara kraftigt rabatterat 
pris. Att man kör relationen på en månadsbasis och sen årsbasis som är mycket billigare. Då 
kan det bli godtagbart. 
R: Tror du det är något som främst är positivt för mindre företag, som kanske har mindre 
resurser, eller tror du man kan bli straffad hur som? 
R4: Jag vet inte, för mig känns det lite dumt när man har sån lock-in för att när jag inte har 
tiden att reda ut exakt allt och exakt hur det fungerar så köper jag en tjänst som är på två år 
och så visar det sig att jag inte alls är nöjd då har jag betalat för två år och då kan jag inte 
göra något. Det var lite grann som, för att dra en parallell till en fotbollsagent i Halmstad, 
som när han pratade om sina spelar så sa att han inte skrev något kontrakt med dem. Vilket 
gör att om han jag inte skriver kontrakt sätter det större press på mig som leverantör. Det vill 
säga att de är fria att lämna när de vill. Om inte jag levererar så går de och hittar någon annan. 
Så han är ganska cool på det sättet och det är lite grann på det sättet jag ser det. Om inte de 
presterar så kommer inte jag vara kvar. Då funkar det inte att skriva så långa avtal. Då blir 
man bara sur istället. Så det sätter lite högre krav på sig själva också. Jag tror det är så att 
detta är ett ganska ålderdomligt sätt att ta betalt på, men skriver på för 12 månader men jag 
kanske bara vill ha 4 av dem. Men visst det kan vara fördelaktigt att betala för ett år för vissa 
av tjänsterna vill man ju ha och då är det trevligt om man kan få ett bättre pris. Det beror lite 
grann på vilken tjänst det är också, är det något man köper privat då bryr man inte sig lika 
mycket men som företag kan det hända ganska mycket på kort tid som gör att man faktiskt 
vill byta system eller vad som helst. 
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R: Ja där har vi sett ett problem att det kan hända saker snabbt och man vill vara flexibel. 
Tillbaka till vendor lock-in som ett problem och utmaning för företag, skulle du vilja säga att 
det är en utmaning för er på ett sätt när ni jobbar med ett företag och utvecklar en tjänst. Det 
kan ju vara ett problem för kunden men är det även ett problem för er då när ni agerar mellan 
aktör mellan kund och slutleverantör? 
R4: Du menar när vi utvecklar något i molnet till en kund? 
G: Exakt. 
R4: Nej det ser inte jag som något så. Det är inget vi ser på dagligen. En server är ju en server 
någonstans och det spelar ingen roll om den är fysisk eller vad som helst. Jag har inte hört att 
folk tycker det är sämre eller så. 
R: Vad tror du krävs från kundens sida för att minska att bli låst? 
R4: Är det jag som är kunden i detta fallet då eller? 
R: Ja eller vad du ser hos era kunder, vad de borde göra för att minska chansen. Eller vad du 
kan göra. 
R4: Det var en jättebra fråga, svår fråga. 
R: Ja, den är öppen så vi kommer komma tillbaka till detta mer sen. 
R4: Vi får ju kravspecifikationer som vi implementerar men det är klart att vi ifrågasätter 
dem ibland. Sen har vi kravspecifikationer på olika nivåer. Det finns kravspecifikationer som 
är mer tekniska det finns kravspecifikationer som är mer usability, det finns de som är mer på 
affärsnivå och så. Affärsnivå är ju inget som vi egentligen ifrågasätter utan vi ifrågasätter ju 
mer de tekniska detaljerna. Hur funkar det här, varför ska det se ut så här? Så det är inte 
egentligen våran uppgift att ifrågasätta deras ändamål eftersom vi är en mer teknisk 
implementation.  
R: Vilket är det vanligaste sätter, tror du, för en kund att bli låst till en molntjänstleverantör 
av något slag? Det kan vara kostandbarriärer, exitbarriärer och så vidare. 
G: Tekniska koppling, avtal som du nämnde eller något annat? 
R4: Det också väldigt svår fråga tror jag att svara på rakt av. Varför blir de låsta? 
G: Ja, öppen fråga bara vad du har för erfarenhet av de vanligaste anledningarna. 
R4: Jag kan inte säga vad som är de vanligaste anledningarna men jag kan tänka mig ett par 
olika scenarion. En är väl, för min del så kan jag byta ganska fort för jag tittar ju på de här 
grejerna, men jag kan tänka mig att storlek är en stor faktor. Att bara byta ut ett lönesystem 
det tar ju ofantligt mycket tid. Jag satt på ESS när de införde aggresso där. Det har ju 
installation lokalt så det är inte riktigt molntjänst i sig men det tar ju flera månader, då var de 
250-300 personer på ESS som man ska stoppa in i dessa systemet. Så inkörningsperioden var 
säkert då två tre år innan man hade kommit igång med det. När man väl gjort en sådan 
investering så är det klart att då är det inte så jäkla roligt att slänga ut det och in med nästa. 
Det finns en tröghet och det finns ett ekonomisk alternativ. Man gör ofta det felet att när man 
ser att något går åt helvete så stoppar man in mer pengar istället för att backa och säga att nej 
det blir inte bättre genom att skjuta in mer pengar, vi kanske ska byta. Då återkommer vi till 
trögheten. Sen är det ju en mognadsfas för de här företagen att börja använda sådana här 
tjänster. De har ju om man ska säga historiskt sätt har de kört väldigt mycket egen hostat man 
har kört mycket själv. Det finns en rädsla fortfarande för att lägga saker i moln. Jag tror 
trögheten i organisationer och den ekonomiska biten och även den tekniska biten kan också 
 The Prison in the Cloud Gustav Hedin, Richard Nordlund 
91 
 
vara, om man gjort massa integrationer och så vidare. Så det är väl de tre bitarna som jag tror 
är störst. 
G: I din erfarenhet, känner du till någon bransch standard eller liknande på något sätt berör 
problematiken och försöker motverka den? 
R4: Nej, det gör det nog faktiskt inte. Det finns det säkert men det är inget som jag vet. Jag 
kan faktiskt tänka mig at det finns det och att man försöker dra någon slags standard tex på 
hur APIer ska fungera och allt sånt där. 
G: Exakt. 
R4: Single sign-on har vi till exempel och det är något som är önskvärt från min sida. Men 
det är inte alltid det funkar så bra. 
G: Nej. Är det något du känner att det behövs? 
R4: För mig standarder nej men för större företag ja. 
G: För större företag? Hur kommer det sig att det inte behövs för små och medelstora 
företag? 
R4: För jag har mycket lättare att flytta mig. Jag har inte den, den trögheten finns inte där. Jag 
har en 500 system som jag integrerar med så det är klart att det hade varit enklare för alla om 
det fanns en standard man kan titta på och följa krav. Det finns ju säkert massa standarder 
man diskuterar, kanske kring säkerhet, kanske kring uptime, det finns ju säkert massa 
standarder kring det och bara vad man ska förvänta sig kring en sådan tjänst. Men jag tittar ju 
bara på det och sen så hugger jag. Kan jag hitta någon testamonial på någon sida eller 
någonstans så kanske jag ringer till dem direkt och bara frågar hur det känns och fungerar. 
G: Den personliga kontakten och den relationen skulle du säga att den är viktig för dig? 
R4: När jag? 
G: När du letar efter en tjänst. 
R4: Nej absolut inte. Om jag hittar en testamonial tjänstens hemsida med något företag kan 
jag ringa rakt in till dem och fråga, alltså hur tycker du det funkar? Det är inte alltid en 
testamonial funkar eller betyder att det funkar som de säger. 
G: Nej det kan ju vara ur saxat ur en kontext. 
R4: Exakt. Så det är väl vad jag brukar göra. Jag ringer bara rakt in med mina frågor. Det 
brukar inte vara svårare för mig. 
G: mm eh, men begreppet med vendor lock-in och låsningar överhuvudtaget, det är ju ett 
gammalt problem, det är ju inte bara molntjänstbaserat men känner du själv att det är något 
som ökat med åren eller det bara hållit sig på samma nivå? Det har alltid funnits där bara? 
R: Med koppling främst till perspektivet molntjänster då. 
R4: Jag skulle faktiskt vilja säga att det har minskat generellt men det är också på olika typer 
av tjänster.. 
När det gäller till exempel CRM och affärskritiska lösningar, det kan vara en.. Det är 
affärkritiska lösningar de har en förmåga att fortfarande ha en bakåtagenda precis som 
skivbolag typ. 
G: Det är en inbiten bransch? 
R4: Ja. Bara för dem att ta steget från en installerad applikation till att komma ut med en 
webapp, det har varit ganska stort för många av dem. Så att consumerbased eller consumer 
grejer där är det sällan det är så stor låsning men när det gäller affärskritiska system, för där 
vill de att om man väl hoppar på då är man där. Men jag tittar ju på, man kan bara titta på 
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spotify och allt sånt, där är ju inga sådana krav på låsningar på det sättet. Men börjar jag titta 
på något annat, jag titta på ett affärsystem som heter upsales 
Det var inget roligt, det kostar 60 tusen om året för att använda. Varför ska jag betala så 
mycket när jag kan hitta en likvärdig tjänst eller om jag kan ta två tjänster och kombinera 
dem och kanske komma ner på 6 och ett halvt tusen per år. Där vill de ju låsa in mig på ett år 
och det tycker inte jag är riktigt roligt när jag inte ens vet om jag vill ha tjänsten. Och jag har 
inte som jag sa de musklerna att sitta flera månader och utreda om det funkar eller inte. 
Dessutom är det ingen annan i organisationen som är kapabel att faktiskt kan göra det. De vet 
inte vad som behövs, det finns ingen kravspecifikation och jag vet ju knappt själv ibland vad 
som behövs. Jag vet ju bara vad jag vill åstadkomma. 
G: Hur du anser kunskapen om den här problematiken, ja dels här eller bland era kunder som 
ni jobbar med, eh 
R: Vilken problematik menar du? 
G: Med låsningsproblematiken. 
R4: Ah men det är ju, folk känner ju till det och folk är inte nöjda. Folk är inte nöjda med 
låsning, särskilt konsumenten. De tycker ju inte alls om låsning. När det gäller företag så 
finns det en viss ovilja där också såklart. 
G: Skulle du vilja säga att kunskapen är tillräckligt hög eller borde den öka? 
R4: Den borde öka. Speciellt medvetenheten borde öka. Vi har ju kontrakt som sträcker sig 
med en månads uppsägning på våra kontrakt så vi har ju inte den låsningen på våra kunder. 
Det hade varit intressant om vi gjort en låsning på ett år, men det hade ingen godtagit. Jag 
förstår inte varför man faktiskt kan godta det i vissa fall men inte andra. Så ja medvetenheten 
om problematiken om låsning bör öka och att folk borde säga nej och inte använda de 
tjänsterna. Jag vill också sätta lite press på dem så de faktiskt tänker på det och inte köper en 
tjänst på ett år. Då vet ju dem att de har intäkter på ett år sen kan de ju bara bortse ifrån resten 
om de vill. Man ställer högre krav på leverantören helt enkelt om man inte har låsningar. Men 
det vill de ju gärna undvika. 
G: Hur känner du, du har ju sagt att det är du som sitter med det här i alla fall, hur känner du 
att din personliga medvetenhet och kunskap är? Hade den kunnat öka eller är den tillräcklig? 
R4: Ja är ganska kritisk när det gäller sådana grejer faktiskt. Jag kollar ju på säkerhets bitar 
också när det gäller grejerna. Single sign-on med google så är inte allting gott heller. Plötsligt 
står det där jag vill ha tillgång till google drive, mail och kalender ja men vad händer med den 
här datan? Jag är ganska kritisk när det gäller sånt, jag brukar älta i början innan jag faktiskt 
väljer något. Kan jag hitta något som kostar några hundringar mer så spelar det ingen roll om 
jag sliper låsningen. Jag kan faktiskt tänka mig att man betalar, tjänsterna brukar ligga mellan 
7 och 20 dollar i månaden per användare för de vanligare lite mindre tjänsterna inte 
affärskritiska med tanke på att det är helt andra priser, och om jag får betala 7 dollar eller 9 
dollar det spelar inte mig någon större roll egentligen jag är inte så känslig för företaget är 
inte så stort. Hade vi varit 5000 anställda och vi ökat med 2 dollar i månaden är det klart det 
hade synts. Men i mitt fall spelar det inte så stor roll. 
R: Har ni några, när vi pratar om internationella kunder som vi nu vet att ni har, ser ni någon 
skillnad i kunskapen om risken att kunna låsas på olika sätt? Ser du att det är en högre eller 
liknande mängd kunskap som existerar hos kunder i jämförelse med till exempel den svenska 
marknaden? 
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R4: Jag har svårt att säga det för jag har inte de diskussionerna med dem på det sättet. Jag 
bara spekulerar i så fall. Jag kan tänka mig att det är teknikföretag som är ganska långt 
framme. Det beror lite på vilken typ av organisation det är, normalt så om det är någon som 
verkar på nätet och bara verkar på nätet så är det ju klart att den medvetenheten är 
förmodligen högre där än vad det är för ett byggföretag. Så det är nog ganska 
branschspecifikt. Hur medvetna de är. Men byggbolag har ju säkert låsningar på andra sätt. 
Kanske inte just i molntjänster men i andra saker. 
G: Nej precis, vi har ju riktat oss just mot molntjänster för ja låsningar i helhet blir lite stort 
för vår c-uppsats hehe. 
R4: Ja jag förstår ju det men det är ju ett generellt problem egentligen. 
R: Absolut, det är inget unikt för molntjänster. 
R4: Nej. Fotbollsspelare blir ju låsta till klubbar och så vidare. 
R: Ja precis, det kan ju vara geografisk låsning eller något annat. 
R4: Jag råkade faktiskt ut för det häromdagen när jag skulle köpa amazon eco. Vet ni vad det 
är? 
R: Ja 
G: Nej. 
R4: Jag fick inte köpa den till Sverige. Då fick jag gå in på en proxyservice, proxydelivery 
och beställa från amazon UK till proxy addressen som i sin tur skickade den till Sverige. Helt 
vansinnigt. Det blir ju en låsning och då tycker jag inte är så kul. Med amazon. De har ju sina 
produkter men de har nog inte clearat Sverige än som ett land där de har någon slags kontroll 
över sina produkter. Men vi är ett teknikföretag och vi måste titta på sånna här prylar. Hur 
ska jag annars få tag i dem? Jag vill ju bara testa dem, jag ska ju inte köra dem sen. 
G: Det blir ju en låsning på grund av lagar och regelverk. Så det.. 
R4: Ja. 
R: Ja det är en juridisk fråga. 
R4: Ja, bara en parantes. 
G: Jadå, väldigt intressant. 
R: När man tittar på till exempel dels er som en kund och företag eller när ni utvecklar åt 
kunder och fått uppdrag.. Och pratar om ansvaret för informationen och ansvaret att 
informera att till exempel det här ser vi som känsligt eller att ni bygger in er själva nu även 
fast det uppfyller era krav. Vart tycker du ansvaret ligger om att informera om låsningar? 
Ligger det hos molnleverantörerna? Ligger det hos er? Eller ligger det mest hos kunden själv 
att utbilda internt eller skapa medvetenheten? 
R4: Alltså molntjänstleverantörer kommer ju inte riktigt uttrycka sig på sånt sätt. De kommer 
inte säga att köp inte den här tjänsten för ni blir låsta. Tänk er för innan ni ger oss pengar. Det 
ligger ju, ansvaret hamnar ju nere på en individ någonstans. Att ha lite koll. Och i vissa fall 
hamnar det på en organisation. Men det är fortfarande individen som måste lyfta ärendet från 
början och förstå att det här kanske inte är så bra. 
R: Om man tar bort molnleverantörerna då och har kvar till exempel bara er och en kund som 
gjort en beställning, vart skulle ansvaret finnas mest då? Det kanske är lika delat ansvar där? 
R4: Ansvaret ligger ju hos kunden men det är ju fortfarande så att vi kan ju va schyssta och 
berätta för dem. Det kan ju vara så att de vill att vi ska köpa en servertjänst till dem, de ska 
lägga något i molnet, då kollar vi på den här tjänsten, en server då till exempel, och säger att 
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ni kan ju testköra denna i 3 månader för att se om det funkar. Det kan ju vara så att det inte 
göra det och vi måste rampa upp allt och då är det dumt om man betalar för lång tid eller att 
man blir tvungen att betala dubbla kostnader. Så där kan vi komma med tips. 
R: Är det något ni har varit med om innan? Informerar ni era kunder om till exempel att nu 
har ni tänkt lite fel här? 
R4: Jaja, absolut. Kan vi det och har kunskapen så gör vi ju det. Vi jobbar ju för kunden. Vi 
har ingen kickback på något sätt och behöver inte låsa in någon. Det är kundens intresse vi 
jobbar efter. 
R: Vi hoppar över till lite mer om kraven. Tycker du att kunderna eller företagen skulle 
kunna gynnas mer av att ställa högre krav mot molnleverantörerna? Just i koppling till då 
vendor lock-in. 
R4: Det hade gynnat alla. Om många protesterar så kommer det bli bättre. 
R: Tycker du att det saknas, att man ställer för lite krav nu för tiden? Du nämnde lite innan att 
man är missnöjd med det här med abonnemangstjänster osv. 
R4: Alltså ja det kan jag tänka mig. Att man godtar det ganska lätt fast man inte borde i alla 
fall för denna typ av tjänster. Jag har ju andra tjänster som jag använder utöver molntjänster, 
där ställer jag ju andra krav. Det har väl blivit något utav man kan väl kalla det för någon 
fulstandard. Att det är såhär det fungerar men det ska inte behöva vara så. Man har kört på i 
gamla hjulspår. Där kan jag tänka mig att om medvetenheten ökar då så… om något företag 
kommer ut med ett alternativ så kan ju många hoppa på det och då måste alla andra förändra 
sig också. Det är lite som Spotify som förändrade marknaden totalt. Efter dem så kom 
streamingtjänster för film och allt. Det har hänt ganska mycket där på den marknaden. Jag 
kan tänka mig att samma sak skulle hända om man ställer krav på leverantörerna… om alla 
hade börjat ställa högre krav. Finns det inga alternativ så är det svårt att ställa krav. Men har 
man alternativ då blir det enklare. De uppstickare som kommer som faktiskt inte har 
låsningar, de har en fördel här egentligen. Men ja jag tror folk skulle behöva ställa högre eller 
mer krav på den här typen av tjänster. Framförallt på sånna här affärskritiska tjänster där de 
vet att det finns ett starkt beroende till hela verksamheten. Jag kan tänka mig som när jag 
hoppar på en redovisningstjänst så kommer jag vara låst där i ett år men det är också en sån 
tjänst som är svår att byta. De säger att det går jättelätt men jag säger alltså handen på hjärtat 
det tar mellan 3-5 månader som inkörningsperiod ni kan inte sitta här och säga att det går lätt 
för det är inte så lätt. Jag behöver informera personalen osv det är massa grejer. Vad händer 
om jag inte är nöjd? Då har jag skrivit på i ett år. Jag kör i fyra månader sen är jag inte nöjd, 
har jag då skrivit upp så jag måste betala i ett helt år… risken är ju alltid att det inte funkar 
som man vill. 
G: Nej.. 
R4: Då är låsningen ganska dålig. Då kan man få dubbla kostnader helt plötsligt. 
R: Sen ska du ta dig ur också vilket tar tid. 
R4: Ja det är energikrävande. Och just en sån här sak som när det gäller affärskritiska 
system.. om inte det funkar så funkar inte hela verksamheten. Bara ta skatten så om jag inte 
betalar skatten så kommer skatteverket och säger att de ska ta hela verksamheten. Då vet ju 
de det, de utnyttjar ju din svaghet. 
G: Hur tror du det kommer sig, du nämnde snabbt att du kanske inte alltid är lika kritisk till 
den här typen av tjänster som du är mot mer traditionella mjukvaror, hur kommer det sig? 
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R4: Det är nog bara en kvarleva. Det är lite grann som tradition, alltså tradition behöver inte 
vara bra utan det har bara blivit så. Jag ställer ganska höga krav på de mindre tjänsterna än 
vad jag gör på de stora tjänsterna, vilket också är konstigt. 
G: Ja, hur kommer det sig? 
R4: Ja men det är lite så som att de är affärskritiskt så känns det inte som att man kan ställa 
hur mycket krav som helst. För då hittar man ingenting som passar en. Det är så många olika 
delar som måste stämma. Medans en liten tjänst kanske man bara behöver några få delar. Om 
man behöver en liten del så kanske man inte ställer lika höga krav på det. 
R: Det är ju väldigt spännande perspektiv på det. 
R4: Men jag tror att affärskritiska system, jag har ju svårt att ställa höga krav. Jag vill ju 
såklart att uptime ska vara bra och säkerhet ska vara bra men nya funktioner och sånt, 
features, jag har egentligen lite svårt att reda ut allt det innan man sätter igång. Då blir det ju 
så att jag sänker kraven medans om det är en mindre tjänst så kan jag fråga, var vill jag göra? 
Då kan jag kolla om de uppfyller mina krav. 
G: Tror du det kan vara en ekonomisk faktor också? 
R4: Ja absolut. Det är ju där det landar i grund och botten. Det är för att jag har inte 
musklerna till att driva en sån utredning. Hade jag varit på ett större företag så hade jag 
kanske kunnat se en vinning i att, alltså mycket större vinning på många olika plan. Som att 
det ska passa ihop med andra externa system och det kan vara hur mycket som helst. 
G: Vi pratade lite snabbt om det i början men just när ni tar emot era kunder och deras 
kravspecifikationer och att de kan skiljas väldigt mycket, har ni något typiskt arbete kring 
deras kravspecifikationer?   
R4: Det skiljer sig väldigt mycket. Det finns mogna och det finns omogna kravställare. Det 
beror lite på vilken bransch de verkar i verkar det som. 
R: mhm.. 
R4: Eftersom vi jobbar med teknik och om de håller på med teknik i framkant då har de ju 
ofta ganska bra krav. Om det inte är ett litet företag. Ett litet företag har som sagt inte lika 
mycket muskler. Så de mindre företagen är ju hårt drabbade av att inte kunna ställa riktigt 
höga krav. Om man nu pratar om standarder och grejer så kan det faktiskt vara något som 
hjälper mindre företag i slutändan. Men sen är det ju.. det finns ju få standardsätt att jobba på 
som funkar i alla organisationer. 
G: Nej, men om man ser standard som en slags benchmarking grej då? Att det är något som 
man kan luta sig på om man har mindre kunskap. 
R4: Ja, jag har bara så svårt att se vad standarder skulle innebära. Vilka delar det ska omfatta 
och sådär. 
G: Vi kan ta ett exempel som skulle kunna vara just kravställandet. Att man inte vill bli låst 
genom alla grejer, att det ska finnas en standard för att leverantörer inte får lov att sätta en 
kund i den låsningssittsen. 
R4: Jag kan ju tänka mig att något väldigt enkelt som skulle kunna göra det bra för mindre 
levenratörer eller egentligen alla det är separata databaser till exempel. Vår databas är 
skyddad bla bla bla. Om det blir intrång hos någon ska inte min data bli drabbad. Det är en 
sån standard som hade varit jättebra om det funnits. 
G: En säkerhetsstandard alltså? 
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R4: Ja, detta måste man uppfylla för att få detta certifikatet. Då ser det ju ltie annorlunda ut. 
Jag vet ju vad det innebär men det vet inte alla, det är inte alla som hade den kunskapen och 
då tjänar det inget till. Men om det finns någon slags, vad ska man säga, checklista för vad 
man ska tänka på. Det kanske är det man ska komma fram till. Att man ska kunna titta efter 
saker som separata databaser eller de har uptime eller de har import/export osv. Det är ju klart 
att om det funnits en sån standard så hade det varit trevligt. Det hade underlättat för min 
kravställning. 
G: Intressant. 
R4: Sen är ju molntjänster så olika. Inget system är likt ett annat och sen är det aspekten med 
är det affärskritiskt eller inte. Faktorerna är ju oändliga egentligen. 
G: Ja.. 
R4: Man kan ju hålla på att gräva hur länge som helst. Jag råkade faktiskt ut för en sån 
låsning när jag köpte en tjänst som heter Followup. Som är en sån uppföljningstjänst, 
remindertjänst som kan hjälpa mig att påminna mig typ every six weeks ja.. så kommer det 
som ett kalender inlägg var sjätte vecka. Då var det så att den kalenderfunktionen fick man 
inte testa i gratisläget. Sen när jag väl körde igång den, jag betala 2 dollar i månaden för ett år 
ungefär så det är inte mycket pengar, men sen när jag väl börja köra den så visade det sig att 
man måste ha en iCalender och iCalander ihop med Google blir inte bra. Det var ju inget de 
ville skylta med innan när man körde gratisversionen. Så det innebar ju att det passa inte mig 
alls. Så jag fick ju bara kasta den tjänsten och köpa en annan tjänst som jag testat också som 
kostade istället för 2 dollar i månaden så kosta den 20 dollar i månaden. Där hade man en 
single signon direkt i Google Apps vilket gör att man kan alltid uppdatera. Där var skillnad 
men de ville ju inte visa det i sin gratisversion så de har ju utelämnat det med vilje. Det var ju 
inte så bra. 
R: Där har vi också läst lite om, när man pratar om SLA och att det kan vara svårt att tyda att 
det finns många fällor i de här.. och då blir man låst på den nivån. De försöker mörka saker.. 
R4: Detta var ju ett typiskt sånt mörkande. Det fanns ingen anledning för dem att tillåta det i 
gratisversionen sen bara stänga av den efter 14 dagar eller något. Nu valde de ju att göra så 
för att den var inte så bra. Då fick jag bara kasta den, nu kosta den bara 2 dollar i månaden, 
men jag har lagt energi på det. Det var mer det. 
R: Det har är en väldigt bred fråga men vilka krav tror du att kunden eller utvecklare som ni, 
bör ställa för att minska risken egentligen? Vad bör man ställa för krav? 
R4: Att man borde får testköra produkterna. Alltså en fullprodukt, den applikationen som är 
tänkt att köra. Jag har råkat ut för liknande på många ställen och de har ingen demo version. 
Vilket gör att det blir svårt att faktiskt kolla hur detta funkar. Det var ett företag som… vi 
skulle köpa en förmånsportal. Vi funderade på om vi skulle köpa in den men de hade ingen 
demo så vi kunde inte test köra vi kunde inte göra något. De var väl rädda för att vi skulle sno 
deras rabatter eller något.. Den relationen blev inte bra. Det hade ju taggarna utåt direkt 
liksom. Min tanke var ju bara att testköra och se om det funkar, då kan vi gå vidare. Sånnahär 
provkörningsperioder med alla funktioner man behöver tycker jag är, det är något man borde 
ställa som krav. Sen får de lösa det tekniskt för jag behöver testköra, jag behöver kladda runt 
i det eller kanske köra det parallellt med ett annat system. Bara för att se vad som faktiskt 
funkar bäst för mig. Där tycker jag vissa leverantörer är skitdåliga rent ut sagt. De vill inte att 
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man ska testa deras grejer innan man köper dem. Det är faktiskt en ganska bra fråga, varför 
de väljer att inte visa en demo? 
G: I den relationen, när du nämner att de börjar med taggarna utåt.. 
R4: Alltså det kändes så för vi frågade efter demo och de var livrädda för att vi skulle komma 
in och ta rabatter från deras kunder. Vi sa också såhär att alla de här som ni har kan vi också 
skriva avtal med så varför ska vi köpa ert system? Det förklarade gång på gång och att ni får 
ju låta oss testa detta. Vi kan ju springa och göra allt detta själva annars. De vill ju också ha 
en låsning. Det tycker inte jag var rimligt så vi tackade ju nej till det. Så de tappar ju affärer 
på grund av att de inte ville demoa. 
R: Om man går vidare på det här så om ni hade fått provköra tillslut, hade du sett förbi den 
här negativa inställningen från början? 
R4: Det var inte så negativt men det kändes så. Det kändes som att de ville inte att vi skulle få 
kontroll på det inne i portalen. De var rädda att vi skulle fixa allt själva. 
R: Det blir alltså tilliten där alltså att det inte finns riktigt och då blir det, om man lämnar den 
tekniska biten, den personliga relationen.. en lite av en dålig relation till en början. Hur det 
påverkar slutresultaten.. 
R4: Det var en dyr tjänst och de ville inte ge oss en provkörning. Dessutom såg UIt ut som 
om det kom från början av 2000-talet, de hade inte hängt med. Det är så många faktorer som 
gör att man bara ska man verkligen betala så här mycket för detta? Det är bara lite rabatter… 
R: Ja… sista är om du har något du vill ta upp? Något vi missade eller något sånt? 
R4: Nej, inte just nu men om ni har frågor sen så får ni höra av er. Jag sitter här och spånar på 
hur låsta vi faktiskt är. 
R: Hehe ja men tack så mycket för intervjun då så sätter vi ett litet stopp där då.   
Företag 5 
R5: Skönt att transkribera sen.  
R: Ja det får G göra så bara prata på.. Intervjun tar ungefär 45 minuter. 
G: Den kan gå kortare eller längre det vet vi inte. 
R5: Det beror väl på hur utförliga svar ni får. 
G: Ja precis, det är ju en semistruktur så det kan vara att vi svävar iväg på något. 
R: Det är bara trevligt och uppmuntras. Men vi kan väl köra igång då med om du kan berätta 
ditt namn och din roll här? 
R5: **** **** och jobbar på ***** som, idag ansvarig för vår support och 
förvaltningsorganisation. Så jag jobbar med SharePoint men är även ansvarig för teamet. Ser 
till att vi gör det vi ska. För tillfället även lite mer ansvar med tanken på att chefen är 
föräldraledig. Så jag gör lite mer övergripande och strategiskt också.. 
R: Hur länge har du varit anställd här? 
R5: I tre år. 
R: Hur mycket erfarenheten har du kopplat till molntjänster? Hur lång arbetserfarenhet har du 
då alltså? 
R5: Ja.. Sen jag började här då så har det varit till och från. Vi jobbar mycket med Tjänst X. 
Sen innan dess har det inte varit så mycket just moln.. man har använt det men inte jobbat 
med det. 
R: Bred fråga men vad ser du för vanliga problem som ni stöter på med molntjänster? Eller 
utmaningar kan man också säga. Just kopplat till molntjänster då. 
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R5: För oss… är det mycket att … leverantören av molntjänsten tar ju alla beslut eller man 
får följa deras, det kanske är det vi kommer in på sen hehe, men att följa vad de säger och vad 
de vill med deras produkt eller tjänst. Men det finns ju även andra aspekter som att… Ska vi 
se hur jag ska förklara det… Vi utvecklar ju mycket på Tjänst X och om de ändrar något, 
Molntjänstleverantör X då, kan det påverka vad vi har gjort. Så på det sättet är det en 
begränsning. Sen finns det säkert fler delar men det var det som dök upp nu. 
G: Det lät ju jättebra. Men vendor lock-in, har du stött på begreppet tidigare? 
R5: Nej inte begreppet. Säkert stött på… på det men det får vi se. 
G: Ja ok.. Vendor lock-in. Har du hunnit kolla på begreppet innan vi kom hit eller ska vi dra 
det lite snabbt? 
R5: Nej ni får gärna dra lite snabbt. 
G: Absolut, vendor lock-in i sig är inget nytt fenomen men vi har valt att kolla på molntjänst 
området. Det är i grund och botten att kunder blir låsta till specifika leverantörer på grund av 
deras val. Det kan vara allt ifrån underliggande infrastruktur som man kopplar sig till och inte 
är medveten om från början, avtal eller.. 
R: Ekonomiska aspekter. 
G: Migrering kan bli för dyr. 
R5: Ja men precis, man låser in sig i ett hörn på något sätt. 
G: Ja precis. 
R: Detta går ju att koppla till allting. Det behöver inte bara vara IT, det kan vara geografiska 
låsningar, så på det sättet så är det inte många som har hört begreppet vendor lock-in men de 
kan ju greppa konceptet ganska väl. Typ hur abonnemangs åsningar fungerar som kan vara 
ett klassiskt exempel. 
R5: Ja precis. Ja det känner jag till, absolut hehe. 
R: Vad anser du vara de stora problemen är med det och då också kan du se några positiva 
delar av detta? 
R5: Problemen blir ju för konsumenten eller kunden att kunna hitta ett bra sätt att ja… Man 
fastnar i vad man kan kalla fällan och det gör ju att… Det kan tillkomma kostnader men 
faktiskt innan jag började studera så jobbade jag på ett annat ställe där vi alltid hade just 12 
månaders avtal som skulle sägas upp 3 månader innan. Där ser man det från företagets håll så 
blir det väldigt positivt, eller från leverantörens håll då, för man kan planera på ett annat sätt. 
Du vet för personalens skull att ni kommer ha jobb ett år framöver och så här kommer det att 
se ut, det är inte så att det händer någonting och morgonen efter behöver man säga upp alla 
anställda. Se på öresundsbron när de tog bort kontrollen idag och de som stod och gjorde ID-
kontroller blev uppsagda för att “Det finns inga jobb till er längre”, det finns olika aspekter på 
det. Så det är väl de...utifrån ett leverantörsperspektiv är det ju positivt och utifrån 
kundperspektivet är det negativt. Det beror på vilket håll man tittar på det.  
R: Man blir ju även låst med långa kontrakt, vilket kan påverkar olika företag på olika sätt 
beroende på hur flexibla de vill vara. Fast det kanske är positivt för kunden också, att få ett 
bättre pris när man skriver ett längre kontrakt? 
R5: Man kan ju se det ur den...vi kan ta att ta lån på huset som exempel, man kan låsa sin 
ränta en visst tid, så absolut! 
R: Skulle du säga att vendor lock-in är ett problem. Och då kan ju få se det utifrån ett 
leverantörsperspektiv och kund.  
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R5: Både ja och Nej. Det är bra att det finns om man vill ha möjligheten att hålla nere 
kostnaden eller ha en bestämd kostnad under en period. Men också om du plötsligt...om något 
händer så plötsligt så ska du flytta till ett annat land och har ett mobilabonnemang kvar, så 
måste du fortsätta betala på det här abonnemanget även fast du inte kan nyttja det. Så det 
finns ju lite olika aspekter på det. Om vi ska ta det ur vårt perspektiv här så...vi är ju beroende 
av ******** och att köpa tjänster av dem. Där låser vi ju också, vi köper *****-tjänst per år. 
Och skulle alla våra kunder säga upp sig från en månad till den nästa så finns det ju också 
problem, vi står med kostnader utan intäkter. Åt andra sidan så har vi ju också avtal med 
kunderna som löper en viss period. I slutändan...är på väg in på upphandlingen här...där är det 
ju ofta att man gör en upphandling och låser sig på en viss period för att det är så 
upphandlingslagen fungerar...det kanske inte handlar specifikt om molntjänster utan mer om 
hur den branschen fungerar. Det går att låsa in sig på många sätt. 
R: Vad tror du krävs från kundens sida att minska risken att bli låst?  
R5: Att vara uppmärksam och göra val utefter det för att minska konsekvenserna. Åt andra 
sidan beror det lite på vad det är för typ av företag och tjänst. Större bolage kanske gärna vill 
veta, de har ju en strategisk plan vad de ska gör om 3,4,5 år och då kanske de behöver låsa in 
sig för att det inte går så fort med förändringar och har de här planerna framöver. 
Uppmärksamhet på att risken finns, och lära sig mer om det.  
R: Vilket sätt tror du är det vanligaste sättet att bli låst  
G: Gällande just molntjänster 
R5: Ja...problemet är...jag vet faktiskt inte vilken som kan vara svåraste eller värst.. 
G: Värst behöver det inte vara, utan vilken som kanske är lättast att falla för? 
R5: Ekonomiska aspekterna har man ganska bra koll på, så det kanske är den andra biten, de 
underliggande anledningarna.  
R: Vi kan ju förtydliga om att uppsatsen kommer att handla om små till medelstora företag.  
R5: Jag är nog inne mer hur som på underliggande där man som ett litet företag kanske har 
dubblat personalstyrkan och så fungerar inte ett system längre och så ska du försöka migrera 
allting du har...vi kör på underliggande faktorer. Det är inte den direkta kostnaden utan den 
långsiktiga kostnaden. 
G: Känner du till några eller någon branschstandard?  
R5: Nej, det känns som att det borde finnas någon intresseorganisation eller så men inget som 
jag känner till 
G: Tror du att det är någonsin som hade behövts? 
R5: Det hade försvårat arbetet...jag vet inte hur en sådan skulle se ut. Du begränsar företagens 
möjlighet till att bestämmma vad de själva vill göra. det är ändå en själv som utvecklar sin 
produkt, det handlar återigen lite om kunskap mer än om att boxa in reglerna kring hur man 
får göra. men man vet ju inte, EU kanske kommer med några direktiv.  
G: Problematiken med låsningar, Tror du det är något som har uppmärksammats mer under 
de senaste åren?  
R5: Nej, jag tror att det har...nästan att det har minskat faktiskt. Men det kanske är mycket 
för...nu går vi tillbaka till mobil för att molntjänster är ganska nya. När man ser på 
mobilabonnemang och sådant så är det lätt...företagen har insett att...om du köpt en monbil så 
kan du låsa upp din mobil för att använda den med ett annat simkort. jag tror att det har 
mjuknat, det är det jag har sett och tänkt på. 
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G: Du menar att låsningsaspekten i ett mer traditionellt perspektiv börjar luktras upp? 
R5: Ja, om man tittar på tjänster så kanske det har varit...du köper något och så har du något 
abonnemang på 12 månader, t.ex. webhotelltjänst, nu är det mycket mer att du kan välja de 
kortsiktiga sakerna.  
G: Tror du det är positivt eller negativt att det löses up? 
R5: Positivt, med möjligheten att välja! 
R: Varför tror du att det luktras upp? 
R5: Folk blir mer medvetna och folk ha...kanske just att informationsspriningen i allmänhet 
blir större, nu har väl internet funnits i några år, men när det dök upp så började man skriva 
till varandra och företagen har på det sättet fått ganska mycket skit om de gjort något dåligt. 
Så nu tänker de att “Vi gör detta för att ha ett bra ryke”, mycket handlar om att ha ett bra 
rykte.  
G: Tror du det kan handla något om erfarenheter från en viss typ av bransch och applicerar 
det på molntjänster? 
R5:  Så kan det absolut vara, vet inte om det är enda anledningen men absolut en faktor.  
G: Kunskapen om vendor lock-in, hur skulle du säga att den är här på företagen? 
R5: Jag tror att den är hög. Just för att vi är ett väldigt ungt bolag och det är väldigt IT. 
Mycket kommer från unga och IT-intresserade, som är medvetna om vad som händer och hur 
det fungerar. Jag skulle säga att den är hög.  
G: har ni något sätt som ni arbetar för att öka kunskapen? 
R5: jag skulle säga att vi inte jobbar någonting med det idag. Sen är det så att de flesta här 
köper inte in någonting till företaget eller det kanske inte är så mycket abonemangstjänster. 
Vi kanske har 2-3 som är ansvariga och får ta den biten.  
G: Om vi vänder på det och ser till kunderna som kommer till er, har de några kunskaper 
kring låsningar? 
R5: Det skulle jag säga att i allra högsta grad att de har. De är ofta väldigt medvetna om 
avtalsbiten och i vissa fall vill ha ett avtal på 3 år som de inte kan säga upp och andra vill 
bara ha det löpande och säga upp det med en månads varsel 
R: Och den underliggande biten med låsningar då? Lyfter de den problematiken också?  
R5: Nej, här har de ofta valt att jobba efter...kunderna är ofta väldigt Leverantörsföretag X-
fokuserade. Och andra sidan jobbar vi väldigt mycket med stora företag som redan har valt att 
låsa sig men även andra som har jobbat med Lotus notes och går över till Leverantörsföretag 
X, det är kanske en bit som är viktig och kommer när företaget byggs upp. Sen är det ett 
väldigt stort arbete att byta ut allting. 
G: Har du stött på kunder som sett beroendet till Leverantörsföretag  X som ett problem. 
R5: Nej, för att kunna använda oss så måste de ha vissa delar av Leverantörsföretag X. På det 
sättet skulle jag inte säga att det är något problem. 
R: Har ni några internationella kunder? 
R5: Ja, rätt många 
R: Ser du någon skillnad i kunskapen kring problematiken vendor lock-in mellan 
internationella och svenska företag? 
R5: Bra fråga, vi jobbar nog mest de svenska parterna av företagen. Det vet jag faktiskt inte. 
Den största delen av kommunikationen är ändå me de svenska bitarna. 
R: Ställer de högre krav för att de är internationella? 
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G: Det är ganska likadant, det handlar mer om att de är stora företag där det ska vara struktur 
och mer by-the-book. Man ska följa deras sätt medans de mindre är lite mer “kom med ett 
förslag så funkar kanske det”. 
G: Tror du bransch spelar någon roll gällande kunskapen?  
R5: Jag tror det spelar roll men jag vet inte varför.  
G: Är låsningsproblematiken något ni informerar era kunder om? 
R5: Nej, det tror jag inte. De har redan valt Leverantörsföretag X och de kommer då till oss. 
och det hade istället kanske kunnat bli så att man förlorat kunder om man skulle ta upp det. 
G: Ägandeskap av datakod. Som jag har förstått det så har ni en ganska transparent modell. 
Ni släpper allt om kunden vill ha det. 
R5: Ja, kunden äger sin kod och kan ta med sig den till en annan leverantör.  
G: Är det ett aktivt val ni har gjort för att inte låsas till er? 
R5: Det har nog med att göra att det har varit krav från vissa kunder att de vill ha den 
möjligheten. Så har vi valt att fortästta med det.  
G: Jag kan tänka mig att det skapar bra relationer 
R5: Ja, precis! Sen finns det lite andra aspekter att man kanske inte får dela med sig av det till 
tredjeparter  
G: Det har visats i tidigare studier att det kan vara ett problem när företagen försvinner som 
har koden. 
R5: Absolut, åt andra sidan så har vi kunden bara hos oss så om vi skulle försvinna så 
försvinner det men kunden äger koden och kan hämta ut det när som helst.  
R: Vart tycker du ansvaret ligger för att informera om problematiken kring vendor lock-in? 
Ligger den hos kunden, utvecklarna eller hos leverantören?  
R5: Hos kunden skulle jag säga, det är ju deras intresse. Det kan ju också vara i leverantörens 
intresse men jag skulle säga att det ligger hos kunden att fråga om detta. Att ta upp ämnet. 
R: Vad är ett bra krav för enligt dig?  
R5: Detaljerat. Så mycket information som möjligt! Åt andra sidan så kanske det finns 
aspekter där det är bra med breda krav. Det kommer en kund som säger “Vi vill att ni ska 
göra det här, och ni ska göra det på de här 3 sätten så det fungerar exakt så här” då får vi ju en 
kunskap om vad de vill göra, vi förstår vad de är ute efter, “vi kan inte göra det så här men 
kan vi göra det så här istället ?”, så det är bra att få det detaljer för att få reda på vad kunden 
är ute efter men åt andra sidan kanske det är lite blandat där. 
G: Kunden kanske säger att de behöver en viss grej medans ni säger att de måste göra så här. 
R5: Ja, precis, det är väldigt vanligt. Att de kommer och säger att “så här vill vi göra”, och vi 
“Ni vill inte göra det på det sättet”. Och det är faktiskt något som vi är väldigt bra på med 
tanke på den kunskapen vi har kring plattformen. Duktiga på att hitta vägar som fungerar. Vi 
jobbar inte mot tjänsten, vi tar inte bort något funktion i tjänsten, och finns någon funktion 
tjänsten så försöker vi använda den så mycket som möjligt. Och et gör att kundens krav inte 
alltid fungerar. Men man kan diskutera om hur det ska vara och fungerar det med 80% istället 
för 100%? 
R: Bör kunder ställa mer krav i allmänhet? Och bör de ställa mer krav gentemot låsning? 
R5: Ja. I allmänhet så har det ökat att man ställer mer krav än vad man gjorde förr för 30 år 
sedan. Det känns så, nu låter det som att jag är jättegammal men...kanske inte 30 år men det 
har iallafall ökat i antalet krav som man ställer, man ställer högre krav. 
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R: Vilka krav tror du kunden bör ställa i koppling till att motverka att bli låst.  
R5: Då är det ju att ställa krav på en exit plan, “hur gör vi när vi ska byta system eller 
leverantör”. Fokusera på den biten. Oftast är fokus på att “nu ska vi har det här systemet och 
vi ska börja nästa vecka och om ett halvår ska alla använda detta”, och “Ja men om 9 
månader så fungerar det inte, hur ska ni göra då?”. Att i förväg tänka mer på en strategi för att 
flytta efteråt.  
R: Något annat du skulle vilja lyfta fram eller något som du känner att vi missat? 
R5: Nej, men intressant ämne! Skulle vara kul att se vad ni kommer fram till och kanske vad 
som kan vara vettigt att tänka på. Vi jobbar ju mycket med stora företag och nu ligger 
fokusen mer på små och medelstora företag 
R: Det är ju där molnintegrationen växer absolut mest.  
R5: jag tror att det är enkelt att införskaffa. Du behöver inte köpa servrar eller liknande. Det 
ser vi också att köpa tjänster blir vanligare och vanligare. Vi säljer vårat som tjänster för det 
är vad kunder efterfrågar.  
R: Det låter ju jättebra. Och då var det stopp på intervjun där, tack! 
 
