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ABSTRAK 
Penelitian ini dilakukan dengan tujuan untuk 
mengetahui bagaimana pandangan hukum 
terhadap alat bukti elektronik dan bagaimana 
alat bukti untuk pemidanaan pelaku Cyber 
crime menurut UU No. 19 Tahun 2016. Dengan 
menggunakan metode penelitian yuridis 
normatif, disimpulkan: 1. Pandangan hukum 
terhadap alat bukti elektronik sebagaimana 
dapat dilihat dalam Pasal 181 KUHAP, dimana 
alat bukti elektronik dianggap sebagai barang 
bukti, Pasal 186 KUHAP, alat bukti elektronik 
diklasifikasikan sebagai keterangan ahli karena 
diberikan  oleh orang yang ahli dalam 
bidangnya yaitu elektronik, Pasal 187 KUHAP, 
alat bukti elektronik digolongkan sebagai alat 
bukti surat yang berbentuk elektronik dan Pasal 
188 KUHAP dimana alat bukti elektronik 
merupakan perluasan dari alat bukti petunjuk. 
2.   Alat bukti untuk pemidanaan terhadap 
pelaku Cyber crime menurut UU No. 19 Tahun 
2016 yang merobah UU No. 11 Tahun 2008 
tentang Informasi dan Transaksi Elektronik 
adalah sebagaimana yang sudah diatur  dalam 
Pasal 44 bahwa alat bukti yang dipakai adalah 
alat bukti seperti yang disebutkan dalam pasal 
184 ayat (1) KUHAP dan alat bukti lain berupa 
Informasi Elektronik dan/atau Dokumen 
Elektronik. Bukti elektronik berupa informasi 
ataupun dokumen dinyatakan sah sebagai alat 
bukti untuk pemidanaan terhadap pelaku cyber 
crime apabila tindak pidana yang dilakukannya 
menggunakan sistem elektronik yang telah 
ditentukan, serta dianggap sah sebagai alat 
bukti untuk pembuktian tindak pidana yang 
dilakukan, sepanjang yang tercantum dalam 
bukti elektronik itu dapat diakses, ditampilkan, 
dijamin keutuhannya dan dapat 
dipertanggungjawabkan.  
Kata kunci: Kajian yuridis, alat bukti, 
pemindanaan, pelaku, cybercrime 
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A.   Latar Belakang Masalah 
Kedudukan hukum dalam ranah telematika, 
jika ditelaah lebih jauh ternyata membawa 
implikasi bagi perubahan yang terjadi dalam 
masyarakat. Perkembangan teknologi informasi 
(telematika) telah melahirkan bias-bias bagi 
lingkungan sekitarnya termasuk didalamnya 
masyarakat.3   
Perkembangan telekomunikasi dan 
informatika telah melahirkan suatu fenomena 
yang telah mengubah konfigurasi model 
komunikasi konvensional dalam dimensi ketiga 
yang berimplikasi pada keterbatasan aturan-
aturan hukum yang ada dalam mengejar 
perubahan yang begitu cepat.4  
Kecanggihan teknologi komputer disadari 
telah memberikan kemudahan, terutama dalam 
membantu pekerjaan manusia, selain itu 
perkembangan teknologi komputer 
menyebabkan munculnya kejahatan-kejahatan 
baru, yaitu dengan memanfaatkan komputer 
sebagai modus operandinya. Penyalahgunaan 
komputer dalam perkembangannya 
menimbulkan persoalan yang sangat rumit, 
terutama kaitannya dengan proses pembuktian 
pidana.5 
Dapat dikatakan bahwa hukum pembuktian 
di Indonesia yang menyangkut pembuktian 
secara elektronik, baik di bidang perdata 
sebagaimana terdapat dalam HIR maupun di 
bidang pidana sebagaimana diatur dalam 
KUHAP, belum banyak berkembang dan belum 
banyak beranjak dari konsep-konsep 
pembuktian yang konvensional, yang sangat 
mengandalkan pembuktian berdasarkan bukti 
surat. Di lain pihak, praktik perkembangan 
transaksi melalui sistem digital/elektronik 
dalam kenyataannya sangat mendapat 
kemajuannya dan sangat pesat berkembang. Di 
samping itu, bantuan dari alat bukti berupa 
saksi ahli dalam menafsirkan makna dari 
pembuktian dengan memakai alat bukti 
elektronik tersebut juga sering dipergunakan di 
pengadilan sehingga dapat membuat duduk 
perkara dan pembuktian menjadi semakin jelas 
bagi hakim. Dengan demikian diharapkan hakim 
                                                 
3
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4
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dapat memutus perkara tersebut secara lebih 
adil dan lebih benar.  
Saksi sebagai ahli dalam penggunaan alat 
telekomunikasi dan informatika, ahli dalam 
ilmu komputer sangatlah dibutuhkan untuk 
dapat menjelaskan hal-hal yang berkaitan 
dengan tindak pidana yang dilakukan dengan 
menggunakan internet sebagai media. Tindak 
pidana yang banyak dilakukan dengan 
menggunakan internet sebagai media adalah 
‘membajak situs web’. Tindak pidana jenis ini 
dilakukan oleh craker dengan mengubah 
halaman web, dan ini dikenal dengan ‘istilah 
deface’ pembajakan dilakukan dengan 
mengeksploitasi lubang keamanan. Hal ini 
pernah dilakukan terhadap statistik di 
Indoensia, data yang ada dibajak dan dilakukan 
setiap harinya.6    
 
B.   Rumusan Masalah 
1. Bagaimanakah pandangan hukum 
terhadap alat bukti elektronik ? 
2. Bagaimana alat bukti untuk 
pemidanaan pelaku Cyber crime 
menurut UU No. 19 Tahun 2016 ? 
 
C.   Metode Penelitian  
Penelitian ini merupakan penelitian jenis 
penelitian hukum normatif, atau dikenal 
sebagai penelitian hukum doktrinal atau 
penelitian hukum kepustakaan, yaitu penelitian 
hukum yang dilakukan dengan cara meneliti 
bahan pustaka atau data sekunder7 yang terdiri 
dari bahan hukum primer, bahan hukum 
sekunder dan bahan hukum tersier. Bahan-
bahan hukum tersebut disusun secara 
sistematis, dikaji, kemudian ditarik suatu 
kesimpulan dalam hubungannya dengan 
masalah yang diteliti.  
 
PEMBAHASAN 
A.  Pandangan Hukum Terhadap Alat Bukti 
Elektronik  
Sebenarnya tidaklah sederhana untuk 
memperlakukan dokumen elektronik sebagai 
barang bukti ataupun alat bukti. Oleh karena 
                                                 
6
 Pengertian, Jenis-Jenis dan Contoh Kasus Cyber Crime, 
diakses pada tanggal 12 Desember 2017 dari 
yuliatwn.wordpress.com   
7
 Soerjono Soekanto, Penelitian Hukum Normatif, Suatu 
Tinjauan Singkat, RajaGrafindo Persada, Jakarta, 2001. 
hlm. 13-14.  
KUHAP memang tidak mencantumkan 
dokumen/bukti elektronik sebagai alat bukti. 
Berdasar Pasal 184 ayat (1) KUHAP disebut 
secara limitatif bahwa alat-alat bukti yang sah 
yaitu : 
1. Keterangan saksi; 
2. Keterangan ahli; 
3. Surat; 
4. Petunjuk; dan 
5. Keterangan terdakwa.8 
      Mengenai bagaimana barang bukti 
elektronik dapat diklasifikasikan sebagai alat 
bukti yang sah menurut Pasal 184 ayat (1), 
kiranya perlu disimak : 
1.  Pasal 181 KUHAP yang menyatakan :9 
(1) Hakim ketua sidang memperlihatkan 
kepada terdakwa segala barang bukti 
dan menanyakan kepadanya apakah 
ia mengenal benda itu. 
(2) Jika perlu benda itu diperlihatkan 
juga oleh hakim ketua sidang kepada 
saksi. 
Mencermati ketentuan ini, apabila 
keterangan berkaitan barang  bukti 
elektronik yang diberikan oleh terdakwa, 
tentunya merupakan keterangan 
terdakwa. Selanjutnya, jika keterangan 
mengenai barang bukti elektronik 
tersebut berasal dari saksi, maka 
merupakan keterangan saksi. 
  
2. Pasal 186 KUHAP yang menyatakan 
bahwa :10 
”keterangan ahli ialah apa yang seorang 
ahli nyatakan di sidang pengadilan.” 
Kebenaran isi barang bukti elektronik 
yang disampaikan seorang ahli, tentu 
saja sebagai alat bukti keterangan ahli. 
Adapun yang dimaksud keterangan ahli 
adalah keterangan yang diberikan oleh 
seorang yang memiliki keahlian khusus 
tentang hal yang diperlukan untuk 
membuat terang suatu perkara pidana 
guna kepentingan pemeriksaan (Pasal 1 
butir 28 KUHAP). Disini seorang ahli akan 
membaca, memberikan penilaian hal-hal 
yang berkaitan isi dokumen elektronik 
dan mengambil kesimpulan sesuai 
keahliannya.  
                                                 
8
 KUHAP dan KUHP, Op-Cit , hlm. 271  
9
 Ibid, hlm. 269   
10
 Ibid, hlm. 273 




3.  Pasal 187 KUHAP 
Apabila dokumen elektronik disalin, 
diterjemahkan, di transfer ke dalam 
bentuk tulisan, apakah dapat disebut 
sebagai alat bukti surat sesuai maksud 
Pasal 184 ayat (1) huruf c KUHAP. Agar 
dapat dikualifikasikan sebagai alat bukti 
surat, harus dipenuhi ketentuan Pasal 
184 ayat (1) huruf c yaitu, dibuat di atas 
sumpah jabatan atau dikuatkan dengan 
sumpah, adalah :11 
a. Berita acara dan surat lain dalam 
bentuk resmi yang dibuat oleh 
pejabat umum yang berwenang atau 
yang dibuat dihadapannya, yang 
memuat keterangan tentang kejadian 
atau keadaan yang didengar, dilihat 
atau yang dialaminya sendiri, disertai 
dengan alasan yang jelas dan tegas 
tentang keterangan itu; 
b. Surat yang dibuat menurut ketentuan 
peraturan perundang-undangan atau 
surat yang dibuat oleh pejabat 
mengenai hal yang termasuk dalam 
tata laksana yang menjadi tanggung 
jawabnya dan yang diperuntukkan 
bagi pembuktian sesuatu hal atau 
sesuatu keadaan; 
c.   Surat keterangan dari seorang ahli 
yang memuat pendapat berdasarkan 
keahliannya mengenai sesuatu hal 
atau sesuatu keadaan yang diminta 
secara resmi dari padanya; 
d. Surat lain yang hanya dapat berlaku 
jika ada hubungannya dengan isi dari 
alat pembuktkian yang lain. 
       
4. Pasal 188 KUHAP12 
Ketentuan Pasal 188 KUHAP ini mengatur 
tentang alat bukti petunjuk. Untuk 
mengetahui apakah barang bukti 
elektronik ada relevansinya, perlu 
dicermati rumusan sebagai berikut : 
(1) Petunjuk adalah perbuatan, kejadian 
atau keadaan, yang karena 
persesuaiannya, baik antara yang 
satu dengan yang lain, maupun 
dengan tindak pidana itu sendiri, 
menandakan bahwa telah terjadi 
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 Ibid,.  
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 KUHAP dan KUHP, Op-Cit, hlm. 273  
suatu tindak pidana dan siapa 
pelakunya. 
(2) Petunjuk sebagaimana dimaksud 
dalam ayat (1) hanya dapat 
diperoleh dari :  
a. keterangan saksi; 
b. surat; 
c. keterangan terdakwa. 
(3) Penilaian atas kekuatan pembuktian 
dari suatu petunjuk dalam setiap 
keadaan tertentu dilakukan oleh 
hakim dengan arif lagi bijaksana, 
setelah ia mengadakan pemeriksaan 
dengan penuh kecermatan dan 
keseksamaan berdasarkan hati 
nuraninya. 
Alat bukti petunjuk di dalam 
penerapannya seperti dalam Undang-
Undang No. 20 Tahun 2001 tentang 
Pemberantasan Tindak Pidana Korupsi, 
dapatlah diperoleh dari dokumen 
elektronik (Pasal 26 A). Sedangkan dalam 
hal rekam medis elektronik, memerlukan 
perhatian serius, misalnya untuk 
membuktikan dapat atau tidaknya 
seorang terdakwa tindak pidana korupsi 
diadili, atau untuk membuktikan seorang 
terdakwa tidak mampu bertanggung 
jawab karena jiwanya cacat dalam 
pertumbuhan atau terganggu karena 
penyakit.13 
        
B. Alat Bukti Untuk Pemidanaan Terhadap 
pelaku Cybercrime Menurut UU No. 19 
Tahun 2016  
Apabila melihat perkembangan yang ada 
saat ini, Cyber Crime terdiri dari dua jenis, yaitu 
kejahatan yang menggunakan teknologi 
informasi sebagai fasilitas; dan kejahatan yang 
menjadikan sistem dan fasilitas  teknologi 
informasi  sebagai sasaran. Berdasarkan UU No. 
11 Tahun 2008 Jo. UU No. 19 Tahun 2016  
tentang Informasi dan Transaksi Elektronik 
(“UU ITE”), hukum Indonesia telah mengakui 
alat bukti elektronik atau digital sebagai alat 
bukti yang sah di pengadilan. Dalam acara 
kasus pidana yang menggunakan Kitab Undang-
Undang Hukum Acara Pidana (KUHAP), maka 
UU ITE ini memperluas dari ketentuan Pasal 
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184 KUHAP mengenai alat bukti yang sah.14 
Ketentuan alat bukti ini diatur dalam Pasal 44 
UU No. 11 Tahun 2008 yang dirobah dengan UU 
No. 19 Tahun 2016 tentang Perobahan atas UU 
No. 11 Tahun 2008 Tentang Informasi dan 
Transaksi Elektronik yang berbunyi:15 
“Alat bukti penyidikan, penuntutan dan 
pemeriksaan di sidang pengadilan menurut 
ketentuan Undang-Undang ini adalah sebagai 
berikut: 
a. alat bukti sebagaimana dimaksud dalam 
ketentuan Perundang-undangan; dan 
b. alat bukti lain berupa Informasi 
Elektronik dan/atau Dokumen Elektronik 
sebagaimana dimaksud dalam Pasal 1 
angka 1 dan angka 4 serta Pasal 5 ayat 
(1), ayat (2) dan ayat (3). 
Dari bunyi ketentuan Pasal 44 ini, jelas 
disebutkan bahwa alat bukti yang dipakai 
dalam pemeriksaan seorang 
tersangka/terdakwa dalam kejahatan cyber 
crime atau juga untuk pemidanaan terhadap 
pelaku cyber crime adalah alat bukti yang 
disebutkan dalam Kitab Undang-undang Hukum 
Acara Pidana (KUHAP) Pasal 184 ayat (1) yakni: 
keterangan saksi, keterangan ahli, surat, 
petunjuk dan keterangan terdakwa, ini 
disebutkan dalam ayat (1) dan juga alat bukti 
lain berupa Informasi Elektronik dan/atau 
Dokumen Elektronik.    
Dengan demikian selain alat bukti yang telah 
diatur dalam Pasal 184 ayat (1) KUHAP juga 
telah ada alat bukti yang baru yang dikenal 
dengan alat bukti elektronik yang berupa 
informasi elektronik dan dokumen elektronik 
sebagai bentuk perkembangan dan perluasan 
alat bukti yang telah ada. Dalam Pasal 44 UU 
No 19 Tahun 2016 yang merobah UU No. 11 
Tahun 2008 tentang ITE disebutkan, selain yang 
telah ada di KUHAP juga dikenal dengan alat 
bukti yang berupa informasi elektronik 
dan/atau dokumen elektronik sebagaimana 
dimaksud dalam Pasal 1 angka (1) dan angka (4) 
                                                 
14
 Cara Pembuktian Cyber Crime Menurut Hukum 




 UURI No. 11 Tahun 2008 Tentang Informasi dan 
Transaksi Elektronik, Kesindo Utama, Surabaya, 2012, hlm. 
25  
serta Pasal 5 ayat (1), ayat (2) dan ayat (3) UU 
ITE.16 
Berdasarkan Pasal 1 angka (1) UU ITE yang 
termasuk ke dalam “informasi elektronik adalah 
satu atau sekumpulan data elektronik, 
termasuk tetapi tidak terbatas pada tulisan, 
suara, gambar, peta, rancangan, foto, 
electronic data interchange (EDI), surat 
elektronik (electronik mail), telegram, teleks, 
telecopy atau sejenisnya, huruf, tanda, angka , 
kode akses, simbol atau perforasi yang telah 
diolah yang memiliki arti atau dapat dipahami 
oleh orang yang mampu memahaminya.”17 
       Sementara itu menurut Pasal 1 angka (4) 
disebutkan yang dimaksud dengan ‘ 
“dokumen elektronik adalah setiap informsi 
elektronik yang dibuat, diteruskan, dikirim, 
diterima atau disimpan dalam bentuk analog, 
digital, elektromagnetik, optikal atau 
sejenisnya, yang dapat dilihat, ditampilkan, 
dan/atau didengar melalui komputer atau 
sistem elektronik, termasuk tetapi tidak 
terbatas pada tulisan, suara, gambar, peta, 
rancangan, foto atau sejenisnya, huruf, tanda, 
angka, kode akses, simbol atau perforasi yang 
memiliki makna atau arti atau dapat dpahami 
oleh orang yang mampu memahaminya.”18 
Di dalam Pasal 5, eksistensi dari alat bukti 
elektronik ini sebagai alat bukti yang sah 
dikuatkan, sebagai berikut:19 
(1)  Informasi elektronik dan/atau dokumen 
elektronik dan/atau hasil cetaknya 
merupakan alat bukti hukum yang sah; 
(2) Informasi elektronik dan/atau dokumen 
elektronik dan/atau hasil cetaknya 
sebagaimana dimaksud pada ayat (1) 
merupakan perluasan dari alat bukti 
yang sah sesuai dengan Hukum Acara 
yang berlaku di Indonesia; 
(3)  Informasi elektronik dan/atau dokumen 
elektronik dinyatakan sah apabila 
menggunakan sistem elektronik sesuai 
dengan ketentuan yang diatur dalam 
Undang-Undang ini.        
                                                 
16
 Muhammad Prima Ersya, Permasalahan Hukum Dalam 
Menanggulangi Cyber Crime di Indonesia, diakses pada 
tanggal 8 desember 2017 dari mprimaersya@gmail.com  
17
  UURI No. 19 Tahun 2016 Tentang Informasi dan 
Transaksi Elektronik, Kesindo Utama, Surabaya, 2016, hlm. 
3. 
18
 Ibid, hlm. 3-4.  
19
 Ibid, hlm. 7. 
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       Dalam penjelasan Pasal 5 ayat (1) 
disebutkan bahwa keberadaan Informasi 
Elketronik dan/atau Dokumen Elektronik 
mengikat dan diakui sebagai alat bukti yang sah 
untuk memberikan kepastian hukum terhadap 
Penyelenggaraan Sistem Elktronik dan 
Transaksi Elektronik, terutama dalam 
pembuktian dan hal yang berkaitan dengan 
perbuatan hukum yang dilakukan melalui 
sistem elektronik. Selanjutnya dalam 
penjelasan untuk ayat (2) disebutkan bahwa 
khusus untuk Informasi Elektronik dan/atau 
Dokumen Elektronik berupa hasil intersepsi 
atau penyadapan atau perekaman yang 
merupakan bagian dari penydapan harus 
dilakukan dalam rangka penegakan hukum atas 
permintaan kepolisian, kejaksaan dan/atau 
institusi lainnya yang kewenagannya ditetapkan 
berdasarkan undang-undang.20  
Sebagai suatu kenyataan bahwa 
perkembangan teknologi, informasi dan 
tentunya perkembangan masyarakat, selalu 
lebih cepat dibanding perkembangan hukum 
beserta perangkatnya. Demikian juga dengan 
perkembangan teknologi elektronik. Dalam 
pandangan hukum acara pidana (Kitab Undang-
Undang Hukum Acara Pidana), dokumen 
elektronik bukan merupakan alat bukti. Pasal 
184 ayat (1) KUHAP menyebutkan bahwa alat-
alat bukti yang sah adalah :21 
1. keterangan saksi; 
2. keterangan ahli; 
3. surat; 
4. petunjuk;  
5. keterangan terdakwa. 
Namun dalam surat Mahkamah Agung 
kepada Menteri Kehakiman tanggal 14 Januari 
1988 No. 39/TU/88/102/Pid disebutkan bahwa 
microfilm atau microfiche dapat dipergunakan 
sebagai alat bukti yang sah dalam perkara 
pidana di pengadilan menggantikan alat bukti 
‘surat’, dengan catatan microfilm itu 
sebelumnya dijamin otentikasinya yang dapat 
ditelusuri kembali dari registrasi maupun berita 
acara.22 Microfilm  atau microfiche merupakan 
salah satu dari sekian banyaknya alat-alat bukti 
                                                 
20
 UURI No. 19 Tahun 2016 Tentang Perubahan Atas UU 
No 11 Tahun 2008 Tentang Informasi dan Elektronik, 
diakses pada tanggal 12 Desember 2017, hlm. 10  
21
 KUHAP dan KUHP, Op-Cit, hlm. 271.   
22
 Hari Sasangka dan Lily Rosita, Hukum Pembuktian 
Dalam perkara Pidana, Mandar Maju, bandung, 2003,  
hlm. 63   
elektronik yang digunakan dalam tindak pidana 
yang menggunakan teknologi. Dengan adanya 
surat dari Mahkamah Agung sebagaimana 
disebutkan di atas, dengan demikian alat bukti 
elektronik lainnya mendapatkan pengakuan 
akan keberadaannya sebagai alat bukti yang 
sah dan bisa dipakai dalam pemeriksaan di 
depan sidang pengadilan untuk menentukan 
salah atau tidaknya tersangka atau terdakwa 
dan di pidana atas tindak pidana yang telah 
dilakukan. 
Surat Mahkamah Agung tentang pengakuan 
terhadap microfilm atau microfiche sebagai alat 
bukti  sah yang statusnya sebagai pengganti 
“alat bukti surat” adalah sesuai dengan 
pendapat Paton yang mengatakan bahwa, alat 
bukti dapat bersifat:23 
a. Oral, yaitu kata-kata yang diucapkan 
dalam persidangan, keterangan saksi, 
keterangan ahli dan keterangan 
terdakwa; 
b. Documentary, yaitu surat; 
c. Demonstrative evidence, yaitu alat bukti 
yang bersifat material adalah barang fisik 
lainnya, misalnya microfilm atau 
microfiche.  
Perubahan pandangan atas dokumen 
elektronik sebagai alat bukti, setidaknya baru 
diatur melalui perundang-undangan tindak 
pidana korupsi dan tindak pidana terorisme.  
Undang-Undang Nomor 20 Tahun 2001 tentang 
Perubahan Atas Undang-Undang Nomor 31 
Tahun 1999 tentang Pemberantasan Tindak 
Pidana Korupsi, dalam Pasal 26 menyebutkan 
bahwa dokumen elektronik merupakan alat 
bukti petunjuk.24 Namun dalam Peraturan 
Pemerintah Pengganti Undang-Undang (PERPU) 
Nomor 1 Tahun 2002 yo. Undang-Undang 
Nomor 15 Tahun 2003 yo UU No. 9 Tahun 2013 
tentang Pemberantasan Tindak Pidana 
Terorisme, tidak menyebut alat bukti petunjuk, 
tetapi penambahan alat bukti Kitab Undang-
Undang Hukum Acara Pidana (KUHAP).25 
                                                 
23
 Ibid.  
24
 Bambang Waluyo, Masalah Tindak Pidana dan Upaya 
Penegakan Hukum, Sumber Ilmu Jaya, Jakarta, 2006, 
hlm.233  
25
 Ibid, hlm. 234.  
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Pasal 26 A Undang-Undang Nomor 20 Tahun 
2001 tentang Pemberantasan Tindak Pidana 
Korupsi menyatakan bahwa :26 
”Alat bukti yang sah dalam bentuk petunjuk 
sebagaimana dimaksud dalam Pasal 188 ayat 
(2) Undang-Undang Nomor 8 Tahun 1981  
tentang Hukum Acara Pidana (KUHAP), khusus 
untuk tindak pidana korupsi juga dapat 
diperoleh dari : 
a. alat bukti lain yang berupa informasi  
yang diucapkan, dikirim, diterima atau 
disimpan secara elektronik dengan alat 
optik atau yang serupa dengan itu; dan 
b. dokumen yakni setiap rekaman data atau 
informasi yang dapat dilihat, dibaca dan 
atau didengar yang dapat dikeluarkan 
dengan atau tanpa bantuan suatu sarana, 
baik yang tertuang di atas kertas, benda 
fisik apapun selain kertas, maupun yang 
terekam secara elektronik, yang berupa 
tulisan, suara, gambar, peta, rancangan, 
foto, huruf, tanda, angka atau perforasi 
yang memiliki makna. 
Penjelasan Pasal 26 A huruf a menyatakan : 
       - ”Yang dimaksud dengan ’disimpan secara 
elektronik’ misalnya data yang 
disimpan dalam mikro film, Compact 
Disc Read Only Memory (CD-ROM) atau 
Write Once Read Many (WORM).” 
       -  “Yang dimaksud dengan ‘alat optic atau 
serupa dengan itu’ dalam ayat ini tidak 
terbatas pada data penghubung 
elektronik (electronic data 
interchange), surat elektronik (e-mail), 
telegram, teleks dan faksimili.”27 
Pasal 27 PERPU Nomor 1 Tahun 2002 yo. 
Undang-Undang Nomor 15 Tahun 2003 yo UU 
No. 9 Tahun 2013 tentang Pemberantasan 
Tindak Pidana Terorisme menyatakan :28 
”Alat bukti pemeriksaan tindak pidana 
terorisme meliputi : 
a. alat bukti sebagaimana dimaksud 
dalam Hukum Acara Pidana; 
b. Alat bukti lain berupa informasi yang 
diucapkan, dikirimkan, diterima atau 
                                                 
26
 Ermansyah Djaja, Memberantas Korupsi Bersama KPK 
(Komisi Pemberantasan Korupsi), Edisi Kedua, Sinar 
Grafika, Jakarta, 2010, hlm. 507.   
27
 Ibid, hlm. 530.  
28
 UURI No. 9 Tahun 2013 Tentang Pemberantasaan 
Tindak Pidana Terorisme  
disimpan secara elektronik dengan alat 
optik atau yang serupa dengan itu, dan 
c. Data, rekaman atau informasi yang 
dapat dilihat, dibaca dan/atau didengar 
yang dapat dikeluarkan dengan atau 
tanpa bantuan suatu sarana, baik yang 
tertuang di atas kertas, benda fisik 
apapun selain kertas, atau yang 
terekam secara elektronik, termasuk 
tetapi tidak terbatas pada : 
1. tulisan, suara atau gambar; 
2. peta, rancangan, foto atau 
sejenisnya; 
3. huruf, tanda, angka, simbol atau 
perforasi yang memiliki makna atau 
dapat dipahami oleh orang yang 




A.   Kesimpulan 
1.   Pandangan hukum terhadap alat bukti 
elektronik sebagaimana dapat dilihat 
dalam Pasal 181 KUHAP, dimana alat 
bukti elektronik dianggap sebagai barang 
bukti, Pasal 186 KUHAP, alat bukti 
elektronik diklasifikasikan sebagai 
keterangan ahli karena diberikan  oleh 
orang yang ahli dalam bidangnya yaitu 
elektronik, Pasal 187 KUHAP, alat bukti 
elektronik digolongkan sebagai alat bukti 
surat yang berbentuk elektronik dan 
Pasal 188 KUHAP dimana alat bukti 
elektronik merupakan perluasan dari alat 
bukti petunjuk. 
2.   Alat bukti untuk pemidanaan terhadap 
pelaku Cyber crime menurut UU No. 19 
Tahun 2016 yang merobah UU No. 11 
Tahun 2008 tentang Informasi dan 
Transaksi Elektronik adalah sebagaimana 
yang sudah diatur  dalam Pasal 44 bahwa 
alat bukti yang dipakai adalah alat bukti 
seperti yang disebutkan dalam pasal 184 
ayat (1) KUHAP dan alat bukti lain berupa 
Informasi Elektronik dan/atau Dokumen 
Elektronik. Bukti elektronik berupa 
informasi ataupun dokumen dinyatakan 
sah sebagai alat bukti untuk pemidanaan 
terhadap pelaku cyber crime apabila 
tindak pidana yang dilakukannya 
menggunakan sistem elektronik yang 
telah ditentukan, serta dianggap sah 
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sebagai alat bukti untuk pembuktian 
tindak pidana yang dilakukan, sepanjang 
yang tercantum dalam bukti elektronik 
itu dapat diakses, ditampilkan, dijamin 
keutuhannya dan dapat 
dipertanggungjawabkan.  
 
B.   Saran 
1. Bahwa sudah seharusnyalah alat bukti 
informasi elektronik dan dokumen 
elektronik diperhatikan dan diberlakukan 
bukan hanya untuk tindak  pidana yang 
pengaturannya terdapat di luar KUHP 
tetapi juga untuk tindak pidana yang 
pengaturannya terdapat dalam KUHP 
karena tidak menutup kemungkinan 
bahwa tindak pidana umum yang 
pengaturannya terdapat dalam KUHP 
dilakukan oleh pelaku dengan 
menggunakan alat teknologi karena 
perkembangan ilmu pengetahuan dan 
teknologi sudah sedemikian maju dan 
kehidupan masyarakat semakin modern 
dan tidak lagi buta terhadap pemakaian 
produk-produk teknologi canggih. 
2. Dalam penanggulangannya dibutuhkan 
pengaturan hukum yang berkaitan 
dengan pemanfaatan teknologi tersebut , 
selain itu juga  diperlukan adanya 
kerjasama dengan lembaga khusus untuk 
memberikan informasi tentang 
cybercrime , melakukan sosialisasi secara 
intensif kepada masyarakat , serta 
melakukan riset-riset khusus dalam 
penanggulangan cybercrime. 
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