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Spletno nadlegovanje kot podaljšek klasičnega medvrstniškega nasilja 
 
V obdobju hitrega razvoja informacijsko-komunikacijskih tehnologij in novih medijev je 
spletno nadlegovanje postalo pomemben del preučevanja medvrstniškega nasilja. 
Vseprisotnost pametnih telefonov in spletnih družbenih omrežij pomembno vpliva na tveganja, 
s katerimi se mladi v digitalnih okoljih srečujejo. Mednje sodi škodljiva spletna vsebina, nova 
okolja pa pomenijo tudi nove navade v medosebni komunikaciji, ki lahko prinesejo negativne 
posledice v obliki slabše samopodobe ter novih ali vsaj predrugačenih oblik psihološkega 
nasilja. Takšno nasilje, ki ga opisuje izraz »spletno nadlegovanje«, je lahko specifično po tem, 
da je storilec anonimen in da omogoča možnost hitrega širjenja vsebin ali govoric. Nastopa 
lahko kot samostojen pojav ali kot pojav, ki se prekriva s klasičnim medvrstniškim nasiljem, 
ki je bilo prisotno že pred razvojem elektronskih medijev. Cilj magistrskega dela je na vzorcu 
slovenskih dijakov in dijakinj preučiti pojav spletnega nadlegovanja ter ugotoviti, v kolikšni 
meri in na kakšen način prihaja do takšnega prekrivanja med obema tipoma nadlegovanj. 
Empirični del je sestavljen iz kvantitativne in kvalitativne metode. Izvedene so tri fokusne 
skupine in anketa (n = 558) na podlagi prilagojenega vprašalnika raziskave »Odklikni!«. 
Rezultati kažejo, da je spletno nadlegovanje deloma samostojen pojav, neodvisen od klasičnega 
nadlegovanja. Pri prekrivanju spletnega nadlegovanja in klasičnega medvrstniškega nasilja pa 
je pomemben dejavnik spol udeležencev, kar lahko predstavlja iztočnico za nadaljnje 
raziskovanje na to temo.  
 
Ključne besede: spletno nadlegovanje, medvrstniško nasilje, novi mediji, IKT.  
 
Cyberbullying as an extension of traditional peer bullying 
 
In the period of rapid development of information-communication technology, cyberbullying 
became an important part of peer bullying research. The ubiquity of smartphones and online 
social networks importantly influences the risks that the youth face in digital environments. 
Among them is harmful online content, while new environments also mean new habits in 
interpersonal communication, which can result in negative consequences, such as lower self-
esteem, and new forms of psychological violence. Cyberbullying, which refers to such violence, 
can mean specific traits, such as potential anonymity of the perpetrators, or ability to quickly 
spread unwanted content. It can be both an independent phenomena, or a phenomena, tightly 
connected to the »traditional« forms of peer bullying. The goal of the thesis was to study the 
phenomena of cyberbullying among secondary school students in Slovenia, and to determine 
to what extent and in what manner the two different forms of bullying (traditional and cyber) 
overlap. For the purpose of the research, three focus groups, and an online survey based on the 
questionnaire of the “Odklikni!” research (n = 558), were performed. It was determined that 
cyberbullying is a more independent phenomena to traditional forms of bullying. On the subject 
of the overlap between forms of bullying, and the different ways that cyberbullying can be 
perceived, gender proved to be an important factor. This can also be the basis for further, more 
extensive research. Similarly, more research should be conducted regarding bullying that 
occurs only in online environments. 
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1 UVOD  
 
Problematika spletnega nadlegovanja postaja v obdobju, ko uporaba spletnih družbenih 
omrežij in pametnih telefonov vse bolj raste, čedalje bolj pereča in zato relevantna tudi 
za proučevanje. Bolj ko se naše vsakdanje življenje giblje v okoljih, ki jih omogočajo mobilne 
naprave in internet, bolj se namreč spreminjajo tudi naši medsebojni odnosi in komunikacija. 
Takšna okolja pa s seboj prinašajo tudi nova tveganja. Nekatera izmed njih so nam že dobro 
znana – večina nas je imela stik z neželeno ali škodljivo vsebino, kot so računalniški virusi ali 
vsiljena elektronska pošta. Manj očitna pa je škoda, ki lahko nastane kot posledica spremenjene 
komunikacije in medosebnih odnosov. V teh primerih lahko nova okolja prinesejo tudi tveganje 
novih ali predrugačenih oblik nadlegovanja, ustrahovanja ali drugega psihološkega nasilja. 
Magistrsko delo preučuje problematiko tovrstnega »novega« nadlegovanja na primeru mladih, 
natančneje dijakov in dijakinj različnih srednješolskih programov v Sloveniji. Okviren cilj dela 
je postaviti nove oblike nadlegovanja v širši kontekst in poiskati odgovore na vprašanja o tem, 
v kolikšni meri predstavljajo nov pojav, v kolikšni meri in na kakšen način pa prihaja 
do prekrivanj z oblikami klasičnega medvrstniškega nasilja in spletnega nadlegovanja. 
Izraz spletno nadlegovanje, ki ga uporabljamo v magistrskem delu, je eden od izrazov za oblike 
nadlegovanj, ki jim je skupno to, da se dogajajo s pomočjo novih tehnologij in medijev. 
V angleščini se najpogosteje uporablja izraz cyberbullying (npr. Slonje, Smith in Frisén 2012; 
Menesini in drugi 2012), ki ga v slovenščini lahko natančneje prevedemo kot kibernetsko 
nadlegovanje. Po nekaterih definicijah (npr. Završnik in Sedej 2012) gre pri kibernetskem 
nadlegovanju za nekoliko širši izraz od spletnega nadlegovanja, saj vključuje tudi nadlegovanje 
s pomočjo mobilne tehnologije, a brez povezave s spletom. V pričujočem delu izraz spletno 
nadlegovanje uporabljamo tudi za te oblike. Kljub temu da pridevnik »spletno« v nekaterih 
primerih ni povsem tehnično pravilen (npr. ko gre za nadlegovanje prek SMS-sporočil), gre 
za uveljavljen izraz (npr. »safe.si«, b.d.; Brečko 2020), ki zajame večino okolij, v katerih se 
oblike takšnega nadlegovanja dogajajo. Poleg tega večina današnjih mobilnih naprav omogoča 
tudi povezavo na splet, kar pomeni, da je meja med spletnimi in izključno mobilnimi oblikami 
nadlegovanja pogosto zabrisana ali pa so razlike minimalne (pošiljanje SMS-sporočil in 






ki v delu niso uporabljeni, sicer uvrščamo tudi spletno nasilje ali spletno ustrahovanje (»safe.si«, 
b.d.).  
Za oblike medvrstniškega nadlegovanja ali nasilja, ki so se pojavljale že pred pojavom interneta 
in mobilnih tehnologij, v delu uporabljamo predvsem izraz klasično medvrstniško 
nadlegovanje. V angleščini se za tovrstne oblike pri nekaterih avtorjih (npr. Sticca in 
Perren 2013; Caravaca Sanchez in drugi 2016) uporablja izraz traditional bullying, kar bi 
v slovenščino lahko prevedli tudi kot tradicionalno nasilje (Završnik 2012). Med drugimi izrazi, 
ki se uporabljajo za namen razlikovanja od novejših, spletnih, oblik nadlegovanja, je tudi 
osebno nadlegovanje oziroma nadlegovanje »iz oči v oči« (face to face bullying) (Dooley, 
Pyzalski in Cross 2009). Med klasične oblike nadlegovanja sodijo fizično in verbalno nasilje, 
pa tudi bolj indirektne oblike (prav tam). Zaradi lažje ponazoritve teh oblik nadlegovanja sta 
bila izraza fizično nadlegovanje in nadlegovanje »iz oči v oči« uporabljena v vprašalniku 
v empiričnem delu pričujočega dela, sicer pa se takega poimenovanja izogibamo. 
V delu obravnavamo predvsem dve razsežnosti spletnega nadlegovanja – po eni strani ga 
obravnavamo kot pojav, ki je tesno povezan s klasičnimi oblikami nadlegovanja, po drugi strani 
kot samostojen pojav, ki nastaja izključno v spletnih okoljih oziroma ločeno od »resničnega 
življenja« oziroma fizične materialnosti.  
V prvem primeru (prva razsežnost) nas je zanimalo, v kakšnem odnosu sta obe obliki 
nadlegovanja in v kolikšni meri lahko trdimo, da gre pri spletnem nadlegovanju za »podaljšek« 
klasičnih oblik medvrstniškega nasilja. V teh primerih bi oblike obeh vrst nadlegovanja 
oziroma nasilja nastopale ena ob drugi, kar bi lahko pomenilo, da storilci nadlegovanja svoje 
ravnanje prenesejo iz enega okolja v drugo (npr. ravnanje v živo prenesejo na splet ali obratno), 
žrtve pa so zato pod neprestanim pritiskom, saj nadlegovanju toliko težje uidejo. Zanimalo nas 
je, na kakšen način prihaja do takšnega »prekrivanja« oblik nadlegovanja, kdo so storilci in 
kakšno vlogo imajo pri tem nove tehnologije in splet.  
V drugem primeru (druga razsežnost) spletno nadlegovanje nastopa kot samostojen pojav, 
oblike nadlegovanja ne nadomeščajo ali dopolnjujejo siceršnjega medvrstniškega nasilja, 
temveč nastajajo ob komunikaciji najstnikov s posamezniki, ki jih v »resničnem« življenju 






V teoretičnem delu magistrskega dela so predstavljeni razvoj udejstvovanja mladih v spletnih 
okoljih ter tudi družbena omrežja oziroma spletna okolja, v katerih se mladi najpogosteje 
udejstvujejo. V nadaljevanju sta opredeljena pojma spletnega in klasičnega nadlegovanja in 
s pomočjo pregleda nedavnih raziskav predstavljene nekatere najpogostejše oblike ene ali 
druge vrste nadlegovanj. V empiričnem delu sta najprej predstavljena metodologija in 
raziskovalni načrt. Izhodiščna točka raziskovalnega načrta so štiri raziskovalna vprašanja, ki 
so bila postavljena ob pregledu obstoječe literature. Prvi dve se ukvarjata s prekrivanjem 
klasičnega medvrstniškega nadlegovanja z oblikami spletnega nadlegovanja. V magistrskem 
delu smo iskali odgovore na vprašanja, v kolikšni meri ter na kakšen način prihaja 
do tovrstnega prekrivanja. Tretje raziskovalno vprašanje se nanaša na percepcijo spletnega 
nadlegovanja v primerjavi s klasičnim nadlegovanjem z vidika žrtev. Četrto vprašanje 
izpostavlja anonimnost storilca kot potencialni dejavnik vpliva na različno percepcijo spletnega 
nadlegovanja. 
Za iskanje odgovorov na raziskovalna vprašanja sta v empiričnem delu uporabljeni tako 
kvantitativna kot kvalitativna metoda. Pri kvantitativni metodi smo se oprli na raziskavo 
projekta »Odklikni!«, ki je v šolskem letu 2018/2019 preučeval pojave spletnega nadlegovanja 
v srednjih in osnovnih šolah, predvsem v širšem kontekstu nasilja nad ženskami. Za potrebe 
magistrskega dela in evalvacije projekta je bil obstoječi vprašalnik dopolnjen in ponovljen 
na manjšem vzorcu srednješolcev. Za kvalitativno metodo smo izbrali fokusne skupine. Namen 
je bil skozi poglobljene pogovore s srednješolci izvedeti več o tem, kako se spletno in klasično 
nadlegovanje prekrivata. Izvedene so bile tri fokusne skupine s po šestimi oziroma sedmimi 
udeleženci. Izvedene so bile na srednjih šolah različnih programov, vsi udeleženci so pred tem 
izpolnjevali tudi anketni vprašalnik. 
Podatki, ki so bili zbrani z obema raziskovalnima metodama, so v poglavju o ugotovitvah 
združeni, rezultati analize pa so predstavljeni v skladu z zastavljenimi raziskovalnimi vprašanji. 
V zaključku navedemo omejitve magistrskega dela, ki so posledica različnih dejavnikov, 
denimo omejenega formata in zasnove magistrskega dela, pa tudi zasnove vprašalnika in 
vzorca. Posebej se je kot pomembna izkazala različna definicija nadlegovanja med mladimi. 








2 MLADI V DIGITALNEM OKOLJU 
 
Za generacijo mladih v Sloveniji, ki danes obiskuje srednje šole, lahko trdimo, da pravzaprav 
ne pozna sveta brez interneta. Po podatkih Statističnega urada (2017) je v Sloveniji v letu 2017 
dostop do interneta denimo že imelo 98 % gospodinjstev z otroki. V raziskavi projekta 
»Odklikni!« (Brečko, 2019) je 99 % sodelujočih srednješolcev odgovorilo, da imajo dostop 
do interneta, 96 % med njimi pa jih uporablja pametni telefon – slednje je sodeč po raziskavi 
centra Pew Research (Anderson in Jiang, 2018) primerljivo s 95 % najstnikov v starosti 13–
17 let v Združenih državah Amerike. Tudi sicer je Slovenija glede rabe interneta primerljiva 
z drugimi evropskimi državami. Leta 2019 je imelo v Sloveniji 89 % gospodinjstev dostop 
do interneta, 74 % ljudi je do interneta dostopalo vsak dan – 3 % manj, kot je bilo povprečje 
držav Evropske unije (77 %) (Eurostat, 2019). 
Povečan dostop do interneta pomeni večji vpliv interneta oziroma 
informacijsko-komunikacijskih tehnologij (IKT) na vsakdanje življenje posameznikov. Pri tem 
seveda o enoviti rabi teh tehnologij ne moremo govoriti. Prakse posameznikov so namreč zelo 
raznolike, razlike pa so vidne tako med različnimi generacijami kot med vrstniki. Ker se IKT 
tehnološko in vsebinsko hitro razvijajo, to pomeni tudi, da raba interneta med mladimi ni 
primerljiva z generacijo deset ali petnajst let pred tem. Pri pregledu raziskav in literature 
na temo mladih v digitalnem okolju se je treba tudi zavedati, da avtorji ne govorijo vedno 
o enaki definiciji »mladih«, zaradi česar lahko prihaja do razlik v izsledkih. Raziskave, ki so 
omenjene v magistrskem delu, tako lahko obravnavajo različne segmente mladih – bodisi se 
ukvarjajo z mlajšimi otroki (npr. EU Kids Online (Smahel in drugi, 2020)) bodisi s starejšimi 
najstniki (slovenska raziskava Odklikni! (Brečko, 2020)). V empiričnem delu magistrskega 
dela, kot rečeno, obravnavamo dijake in dijakinje v Sloveniji, torej starostno skupino 15–19 let.  
2.1 Razvoj novih medijev in platform za komuniciranje 
Če analiziramo katerikoli vidik udejstvovanja mladih na internetu, moramo ob tem poznati 
oblike komuniciranja in platforme, ki jih je omogočil razvoj IKT – torej, računalnikov, 







Mediji, vezani na to tehnologijo, so v javnem diskurzu pridobili oznako »novi mediji« 
(npr. Russell Neuman, 1991; Lister, 2009; Livingstone, 1999; Manovich, 2001), pri čemer se 
»novost« teh medijev definira v odnosu do »klasičnih« množičnih medijev, kot sta radio in 
televizija. Izraz je tako precej obsegajoč, saj zajema obdobje od osemdesetih let prejšnjega 
stoletja dalje, ko je javnost komaj dobro spoznavala prve osebne računalnike, internet pa je bil 
predvsem v domeni znanstvenikov in entuziastov. V sredini osemdesetih let je na primer 
internet predstavljal tehnologijo, ki je bila v podporo različnim skupnostim, razvijalcem 
tehnologije, raziskovalcem, za izmenjavo sporočil (Leiner in drugi, 1997). Ideja svetovnega 
spleta (World Wide Web ali »WWW«), ki bi s pomočjo hiperteksta povezal informacije, 
hranjene na različnih strežnikih, niti še ni obstajala, dokler ni bil v letih 1989 in 1990 
v Evropskem središču za jedrske raziskave CERN pod vodstvom Tima Bernersa - Leeja razvit 
prvi »brskalnik« (ali web browser) (Naughton, 2001, str. 236–237). 
Zaradi dejstva, da govorimo o več desetletjih tehnološkega razvoja, novih medijev ne moremo 
jemati kot zelo enotnih. Nekatere temeljne značilnosti pa so vendarle prisotne med vsemi 
oziroma so se ob razvoju tehnologije še bolj izpostavile. 
Med ključnimi značilnostmi novih medijev več avtorjev prepozna digitalnost oziroma 
digitalizacijo (Lister, 2009, str. 10–12; Manovich, 2001, str. 27–28). Digitalizacija medijske 
objekte – fotografije, video posnetke, pa tudi literaturo ali ostale tiskane medije – loči od svoje 
fizične, analogne oblike. Digitalni medijski objekti postanejo matematični objekti s številčno 
predstavitvijo (Manovich, 2001). V praksi to pomeni, da se lahko ti objekti hitreje in v nedogled 
reproducirajo. Prav tako se hitreje in lažje spreminjajo – to lastnost Manovich (2001) vidi kot 
variabilnost. Tehnologija, ki omogoča ustvarjanje in modificiranje medijskih objektov, ob tem 
postaja čedalje dostopnejša in posledično postaja del vsakdanjega življenja ljudi. 
Sčasoma torej pravzaprav vsak posameznik dobi potencial, da ustvarja medijske vsebine, tudi 
konzumiranje te vsebine je postalo za vse ljudi stvar izbire. Če so klasični množični mediji 
potekali »usmerjeno«, z omejeno proizvodnjo medijskih vsebin k relativno homogenemu 
množičnemu občinstvu (Lister, 2009, str. 31), so novi mediji v svojem bistvu decentralizirani. 
Komunikacija »eden z mnogimi«, ki je značilna za klasične množične medije, se v času novih 
medijev spremeni v komunikacijo »mnogi z mnogimi«. Tudi splošna komunikacija med ljudmi 
se z vzponom računalniške tehnologije in posebej interneta spremeni na podoben način. Če ima 






z napravami drugih posameznikov ne glede na njihovo lokacijo ali časovni pas, v katerem 
živijo – to lastnost novih medijev Lister (2009, str. 13) opiše kot mreženost. Sporočila se lahko 
pošiljajo komurkoli, kadarkoli, prav tako ta komunikacija ni omejena na medsebojno 
komunikacijo dveh posameznikov.  
Lister (2009, str. 13) prepozna še tri ključne elemente novih medijev – hipertekstualnost, 
virtualnost in simuliranost. Platforme, na katerih ta komunikacija poteka, so namreč del novih 
svetov, kamor se lahko posamezniki na različne načine »potopijo«. V nekaterih primerih si 
lahko izberejo novo identiteto, v nekaterih sodelujejo v simuliranih svetovih (npr. računalniške 
igre). Kot piše Manovich (1999, str. 15), si obiskovalci spletnih strani lahko po svoje prikrojijo 
različico informacij, ki jih prebirajo. Lastnost novih medijev, ki tovrstno individualno branje 
omogoči, je hipertekstualnost. Ta omogoči, da posameznik s klikanjem na različne vsebine in 
povezave na spletu ne sledi vnaprej določeni smeri, ki bi jo določili avtorji (kot npr. pri knjigi 
kot primeru klasičnega medija), pač pa si prikaz vsebin vsaj do neke mere prilagodi 
(Lister, 2009, 29–30). 
Tovrstne spremembe imajo seveda tudi širše družbene, kulturne in politične implikacije, a 
za potrebe tega magistrskega dela je pomemben predvsem pomen sprememb v vsakdanjem 
življenju oziroma na osebni ravni. Za primer lahko vzamemo fotografijo. Tehnologija, ki 
omogoča posneti fotografijo, je z leti postala dostopna širši množici, posebej s prihodom 
digitalnih fotoaparatov. Digitalne fotografije pa so obenem hitreje podvržene manipulaciji in 
reprodukciji s pomočjo računalniških programov. Slednje je še hitreje omogočeno z razvojem 
pametnih telefonov, ki možnost snemanja posnetkov visoke ločljivosti pravzaprav postavi 
v žep že skoraj vsakega posameznika. Obenem se razvoj fotografije zbliža z razvojem drugih 
IKT – fotografije imajo pomembno vlogo pri novih komunikacijskih kanalih, družbenih 
omrežjih in ostalih novih medijih. Skratka, na novih platformah se združijo dejavnosti in 
vsebine, ki so bile pred tem ločene. 
Manovich (2001, str. 46) v novih medijih vidi dve osnovni dimenziji – kulturno in računalniško. 
Torej vsebinsko in tehnično plat, ki se med sabo dopolnjujeta in vplivata druga na drugo. 
Računalnik, ki se mu pozneje pridruži, če ga že ne popolnoma nadomesti, pametni telefon, 
opravlja vlogo sredstva za ustvarjanje vsebine, deljenje, shranjevanje, komunikacije ipd. 






oziroma na vsebino, ki s pomočjo nove tehnologije nastaja. Ta je tako »mešanica človeških in 
računalniških pomenov« (prav tam). 
Nove tehnologije prinašajo nove platforme, omogočajo nove načine izražanja in komuniciranja. 
Skladno z novo tehnologijo tako nastajajo tudi nove »kulture«, razvoja obeh pa se med sabo 
dopolnjujeta. V nadaljevanju dela so predstavljene platforme, ki jih pri svojih udejstvovanjih 
na spletu uporabljajo mladi, vključno s konkretnimi primeri. 
2.1.1 »Splet 2.0« in razvoj skupnosti na spletu 
Če sta izum in razvoj interneta postavila tehnološki temelj oziroma infrastrukturo, ki je 
omogočila, da se povežejo ljudje z vsega sveta, je razvoj svetovnega spleta tisti, ki je oblikoval 
kulturno dimenzijo – na spletu so se oblikovale skupnosti, splet je omogočil nove načine 
ustvarjanja, deljenja in branja medijskih vsebin. Za potrebe tega magistrskega dela podrobno 
poznavanje zgodovine razvoja spleta ni pomembno, omenjene so zgolj nekatere prelomnice, 
zgolj za oris obdobja, iz katerega izhaja večina najpopularnejših spletnih platform. 
V primerjavi z nekaterimi prejšnjimi, klasičnimi tehnološkimi pridobitvami se je svetovni splet 
ekspresno hitro razširil. Naughton (2001) za primer navaja, da je svetovni splet potreboval 
zgolj tri leta, da je prišel do številke 50 milijonov uporabnikov – v nekem drugem času je 
televizija do dosega enakega števila ljudi potrebovala 15 let, radio pa 37 let od izuma 
(prav tam). Svetovni splet sicer v prvih letih razvoja še ni imel tako jasno vidnih lastnosti novih 
medijev, kot sta interaktivnost ali možnost ustvarjanja vsebin. Prva prelomnica za to 
spremembo je bila komercializacija interneta v sredini devetdesetih let, s katero postanejo 
dostopne najrazličnejše storitve, od odvetniških do nakupovalnih. Komercializacija je prinesla 
tudi razširitev prvih spletnih klepetalnic, leta 1997 pa s portalom Six Degrees prvo družbeno 
omrežje (Boyd in Ellison, 2008). 
Navdušenje nad internetom je pripeljalo v napihovanje špekulativnega mehurčka, ki 
ob prelomu tisočletja vodi v tako imenovani »dot com zlom«, zaradi katerega propade veliko 
internetnih podjetij in poslov (Allen, 2008). Zlom in zavedanje o trendih in spremembah 
uporabe spleta prineseta tudi spremenjen diskurz okoli svetovnega spleta. Ta naj bi bil sedaj 
bolj vključujoč, bolj interaktiven, ponujal je več možnosti virtualnega udejstvovanja, prinesel 
je obljubljeno demokratizacijo in decentralizacijo. Razprave, med katerimi je morda najbolj 






»splet 2.0«. Pojem je sicer precej izmuzljiv – na primer, ne moremo zares trditi, da obstaja 
točka, po kateri je svetovni splet prešel iz stare v novejšo različico (ne začetek komercializacije, 
niti ne »dot com zlom«), nekatere spletne strani, ki naj bi poosebljale lastnosti spleta 2.0, so 
ne nazadnje obstajale že prej – kot rečeno, so prva družbena omrežja nastajala že ob koncu 
devetdesetih let 20. stoletja (Allen, 2009). So pa tovrstne debate prispevale k ponovni obuditvi 
navdušenja in novih naložb v tovrstna podjetja.  
A vendar so izraz in razprave prišli kot posledica realnih trendov in dejanskega vpliva 
na vsakdanje življenje ljudi. Danah Boyd (2005) pomen spleta 2.0 vidi v tako imenovani 
glokalizaciji – prilagoditvi svetovnega spleta na lokalna okolja. Če je predhodni internetni 
»boom« poskušal spraviti vse ljudi hkrati na internet – in s tem odstranjevati geografske ovire –, 
je drugi val upošteval tudi tako družbene specifike okolja, iz katerega neki posameznik izhaja, 
kot tudi bolj specifične interese posameznikov. Vsaka oseba je lahko rabo spleta prilagodila 
tako, da se je povezala s tistimi, s katerimi želi biti povezana.  
2.1.2 Razvoj mobilne tehnologije in selitev spleta na pametne telefone 
Enega večjih prelomov v razvoju novih medijev prineseta razvoj mobilne tehnologije in prihod 
tako imenovanih pametnih telefonov. V primerjavi z domačimi računalniki, ki so vezani 
na prostor in so bili pogosto v souporabi z ostalimi člani družine, so mobilni telefoni prenosne 
naprave, ki jih posameznik uporablja sam, kar posledično pomeni bolj individualizirano – 
osebno uporabo. Poleg že znanih družbenih kontekstov, kot so šola, domače okolje, javna 
mesta, raba mobilnih naprav ustvari nova polja zasebnosti. Obenem jih lahko posamezniki 
uporabljajo tudi znotraj omenjenih prostorov, zaradi česar se spremeni pojmovanje zasebnosti, 
družabnosti, svobode. V času, ko se je mobilna tehnologija razvila do te mere, da so telefoni 
začeli nuditi možnost povezave z internetom, to pomeni, da je raba interneta sedaj lahko 
mogoča kadarkoli in kjerkoli. Medijska potrošnja je tako še bolj prilagojena posamezniku 
(personalizirana) (Mascheroni in Olafsson, 2013, str. 5).  
Pametni telefoni torej omogočajo možnost povezave v omrežje in uporabo vse številnejših 
funkcij in novih platform za komuniciranje. Prakse, ki jih omogoči internet, se tako združijo 
s praksami, povezanimi z mobilnimi telefoni. Slednji so sicer že pred tem čedalje bolj postajali 
konvergentne multifunkcijske naprave (prav tam), z drugimi besedami povedano, naprave, ki 
omogočajo čedalje več novih funkcij oziroma možnosti, prej vezanih na druge naprave. 






mobilni telefoni pridobijo ne samo možnost povezave z internetom, temveč tudi večjo 
procesorsko zmogljivost, večji zaslon, boljšo resolucijo. S tem začnejo opravljati tudi funkcijo 
digitalnih fotoaparatov, začnejo se uporabljati tudi za gledanje video posnetkov in video klice. 
Tudi sicer se tiste najbolj »klasične« lastnosti telefonov predrugačijo na podoben način – več 
je možnosti izmenjave fotografij, slik, video posnetkov, torej presežejo možnosti samo 
»običajnih« klicev in sporočil.  
2.1.2.1 Razširjenost uporabe in razlike v rabi med najstniki 
Pametni telefoni z dostopom na internet so v zadnjem desetletju v večjem delu sveta, predvsem 
pa gospodarsko razvitih državah, postali vseprisotni. Najvišji delež uporabnikov pametnih 
telefonov je bil leta 2018 denimo v Južni Koreji – kar 95-%, v večini zahodnih držav pa se je 
gibal nad 80 %, pri čemer je med mladimi ta odstotek ponavadi še višji (Silver, 2019). 
V Sloveniji je bil po podatkih raziskave Moss (STA, 2019) dostop do spleta v letu 2018 prvič 
pogostejši s pametnih telefonov kot računalnikov. Med srednješolci ima svoj mobilni telefon 
99 % mladih, ki so bili vključeni v raziskavo projekta »Odklikni!«  (Brečko, 2019), 96 % 
izmed njih pa je odgovorilo, da pametni telefon uporabljajo vsak dan. Ta odstotek je blizu 
podatkom iz drugih zahodnih držav. V ZDA pametni telefon uporablja 95 % mladih od 13. 
do 17. leta starosti (Anderson in Jiang, 2018). Po raziskavi EU Kids Online, ki obravnava 
otroke od 9. do 16. leta starosti (Smahel in drugi, 2020), pa pametne telefone vsak dan uporablja 
od 65 % mladih v Franciji do 89 % v Litvi. V skupini mladih v starosti 15 in 16 let v povprečju 
81 % najstnikov s pametnim telefonom dostopa na internet »večkrat na dan« (prav tam, str. 21). 
Iz omenjenih podatkov lahko sklepamo, da finančni vložek, potreben za to, da imajo mladi 
pametni telefon, ni tako velik dejavnik, kot bi to mogoče lahko bil še pred leti. Prav tako je 
iz raziskave PEW Research med ameriškimi najstniki od 13. do 17. leta starosti razvidno, da je 
ekonomsko stanje v določenem gospodinjstvu večji dejavnik, ko gre za lastništvo osebnega ali 
prenosnega računalnika, medtem ko je pri pametnih telefonih vpliv letnega dohodka 
zanemarljiv (Anderson in Jiang, 2018). Ekonomsko stanje bi sicer vseeno lahko prineslo 
razlike glede kakovosti ali starosti telefona, zaradi česar bi telefon lahko nekateri uporabljali 
manj kot njihovi vrstniki. Še relevantneje pri finančnem vidiku gre za količine mobilnih 
podatkov, ki jih lahko uporabniki telefona koristijo glede na zakupljen naročniški paket 






prenosa mobilnih podatkov. Raba pametnega telefona bi v nekaterih primerih potem bila bolj 
omejena na prostore z brezžičnim omrežjem, ki ni dostopno povsod.  
Finančni dejavnik je sicer eden izmed treh, ki so ga kot morebitne dejavnike razlik v rabi 
pametnih telefonov prepoznali avtorji raziskave Net Children Go Mobile (Mascheroni in 
Olafsson, 2013). Drugi in tretji dejavnik sta časovna in prostorska komponenta, ki sta odvisni 
od načina preživljanja prostega časa mladih. Pametni telefoni vpliv obeh dejavnikov 
v primerjavi z drugimi mediji ali tehnologijo bistveno zmanjšajo – osebni računalnik je npr. bil 
vezan na posamezni prostor v domačem okolju, kar za mobilne telefone ne velja. Različna 
uporaba glede na prostor je v določenih primerih lahko vezana na že omenjen zakup paketa 
mobilnih podatkov, saj je raba bolj povezana s prostori, kjer je možnost brezžične povezave. 
Razlike so lahko tudi glede uporabe v šolah. Omenjena raziskava je ugotovila pomembne 
razlike glede prostora uporabe, saj dostopa na internet med mladimi v šolah ni bilo veliko – 
nekoliko več le v skupini starih od 15 do 16 let (Mascheroni in Cuman, 2014) – nasploh je 
dostop do interneta bil najbolj pogost v domačem okolju. Glede na visok odstotek mladih, ki 
so v raziskavi »Odklikni!« odgovorili, da telefon uporabljajo »ves čas«, bi lahko sklepali, da 
se je ta delež v drugi polovici desetletja bistveno zvišal. Podobno lahko sklepamo iz dveh 
raziskav med ameriškimi najstniki (Lenhart, 2015; Anderson in Jiang, 2018). Odstotek mladih, 
ki so odgovorili, da so »stalno povezani v omrežje« je s 24 % v letu 2015 narastel na 45 % 
v letu 2018. 
2.1.2.2 Pametni telefon in druge naprave 
Pametni telefon je torej postal najpogostejša naprava za povezavo v internetno omrežje, 
posledično so mladi v omrežju povezani čedalje več časa, s čedalje manjšim vplivom prostora, 
v katerem so. Pametni telefoni sicer niso popolnoma nadomestili osebnega ali prenosnega 
računalnika. Raziskava »Odklikni!« med srednješolci je pokazala, da osebni ali prenosni 
računalnik dnevno uporablja 55 % vprašanih. Raziskava EU Kids Online (Smahel in 
drugi, 2020) pa je pokazala, da je v večini držav med mladimi dnevna uporaba osebnega 
računalnika pod 50 % – največ v Litvi, 66 % – ob opombi, da raziskava zajema tudi otroke 
od 9. leta starosti. 
Mladi lahko računalnike uporabljajo v kombinaciji z mobilno tehnologijo ali samostojno 
za delo na stvareh, ki jih pametni telefoni ne omogočajo na zadovoljiv način. Kot primer 






Mobile (Mascheroni in Olafsson, 2013) omenjajo rabo računalnika za prenose slik ali 
posnetkov s telefona ali ogled daljših posnetkov na večjem zaslonu računalnika ali televiziji, 
saj bi bil manjši zaslon telefona moteč (prav tam, str. 22). 
Poleg računalnikov in pametnih telefonov moramo pri tem omeniti še tablične računalnike 
(»tablice«), ki so v vseh evropskih državah pogosto v uporabi, četudi zaostajajo za telefoni ali 
računalniki (Smahel in drugi, 2020). Med srednješolci v Sloveniji (raziskava Odklikni! 
(Brečko, 2019)) je 10 % takih, ki tablice uporabljajo vsak dan, še 10 % pa jih uporablja vsaj 
enkrat na teden. V različnih evropskih državah (Smahel in drugi, 2020) se za dostop 
do interneta uporabljajo tudi »pametne televizije« – v Španiji je celo do 75 % otrok 
od 9. do 16. leta starosti, ki dostopajo do interneta na ta način. 
Vse pogostejša uporaba pametnih telefonov in tabličnih računalnikov nakazuje na to, da ima 
veliko mladih več digitalnih spretnosti in kompetenc kot starejše generacije oziroma več, kot 
so jih imeli mladi v preteklosti (čeprav naj bi otroci, ki menijo, da vedo več o internetu kot 
njihovi starši, predstavljali čedalje manjši delež (Vincent, 2015)). Digitalne spretnosti lahko 
uvrstimo tudi med dejavnike, ki vplivajo na to, na kakšen način bo nekdo uporabljal nove 
tehnologije in medije (npr. igranje iger, izobraževanje, iskanje informacij ipd.). Kljub 
vseprisotnosti pametnih telefonov in digitalne tehnologije so nekateri mladi bolj »poglobljeni« 
v svetove, ki jih ponujajo takšne digitalne platforme, kot drugi, nekateri imajo tako več znanja 
od ostalih in na ta način preživljajo več časa. Več časa na spletu, oziroma z omenjenimi 
napravami, omogoča priložnosti, ki jih prejšnje generacije niso imele, nastajajo pa tudi različna 
tveganja, s katerimi se mladi glede na različen nivo digitalnega znanja tudi različno spopadajo. 
(Smahel in drugi, 2020, str. 34)  
2.2 Priložnosti mladih v digitalnem okolju 
Med najpogostejšimi dejavnostmi mladih v digitalnem okolju so različne komunikacijske 
prakse (družbena omrežja, sporočila z znanci), dejavnosti za zabavo (poslušanje ali gledanje 
medijskih vsebin, igranje iger), dejavnosti v izobraževalne namene oziroma šolsko delo 
(Mascheroni in Cuman, 2014, str. 12). Večina teh priložnosti in dejavnosti je obstajala že 
pred vzponom pametnih telefonov, a jih raba teh naprav predrugači. Avtorji raziskave Net 
Children Go Mobile (prav tam, str. 21) so med pozitivnimi vidiki pametnih telefonov 
prepoznali njihovo priročnost, hitrost, s katero lahko uporabniki pridejo do določenih 






Na podlagi omenjenih evropskih raziskav (EU Kids Online in Net Children Go Mobile) 
Jane Vincent (2015) poskuša definirati značilnosti novih mobilnih digitalnih platform, ki se 
mladim ponujajo z uporabo najnovejše tehnologije.  
Prva taka značilnost je mobilnost – dejstvo, da se prenosne naprave lahko uporabljajo kjerkoli, 
tudi ko so mladi v javnih in drugih nedomačih prostorih. S pomočjo novih platform lahko 
krepijo povezanost med vrstniki – ali po drugi strani z družino, ko niso doma. Ustvarjajo lahko 
tudi nove povezave (Vincent, 2015, str. 4). Ta značilnost se poveže z naslednjo – možnostjo 
biti družaben. Komunikacija z vrstniki je pogostejša in lahko poteka po različnih kanalih. 
Pametni telefoni postanejo za mlade določena nujnost, da so lahko »na tekočem« 
(prav tam, str. 5). 
Med pozitivnimi priložnostmi digitalnih platform Vincent (2015, str. 5) vidi možnost 
izobraževanja. Slednje se izrazi tako v samoiniciativnem iskanju poučnih vsebin 1  kot 
z učenjem v sklopu izobraževalnih institucij. Izobraževalne priložnosti novih medijev se 
pogosto lahko povežejo z zabavo; nekatere vsebine – na primer videoposnetki ali učenje skozi 
igro – so lahko zasnovane tako, da so namenjene tako učenju kot zabavi. Pametni telefoni 
pri tem niso nujno postavili novega mejnika, kar se tiče ustvarjanja vsebin, sta pa njihova 
mobilnost in enostavnost uporabe spremenili način in pogostnost konzumiranja vsebin. 
Določene aplikacije so na primer poenostavile učenje jezikov, lažji so brskanje po spletnih 
enciklopedijah, iskanje specifičnih informacij in podobno.  
Poleg tega, da se dejavnosti, ki jih na digitalnih medijih počnejo za zabavo, lahko kombinirajo 
z izobraževalnimi vsebinami, se nekatere od teh dejavnosti povežejo tudi z družbenimi omrežji 
oziroma druženji z vrstniki (Vincent, 2015, str. 6–7). Posebej to velja za tiste igre, kjer se igralci 
povežejo med sabo. Izjemno popularen je YouTube, platforma za objavljanje video posnetkov. 
Med igralci računalniških iger nekateri svoje znanje v igranju v živo predvajajo širšemu 
občinstvu – taka platforma je lahko poleg YouTuba še Twitch – s tem pa med sabo povezujejo 
tako igralce iger kot tudi zgolj oboževalce te oblike zabave. 
Z izobraževanjem prek digitalnih platform mladi postajajo bolj digitalno pismeni 
(prav tam, str. 6) oziroma pridobivajo spretnosti in znanja, ki jih usposobijo za njihovo 
 
 






odraščanje in participacijo v svetu prek interneta. Bolj se lahko zavedajo priložnosti in tveganj, 
ki nastajajo pri udejstvovanju na spletu oziroma drugih povezanih platformah. Več 
pridobljenih znanj se povezuje tudi s splošnim dobrim razpoloženjem in zdravjem mladih 
(Smahel in drugi, 2020, str. 35). 
2.3 Tveganja mladih v digitalnem okolju 
Bolj ko je internet (in z njim povezani mediji) prisoten v življenjih mladih, več je tudi možnosti, 
da mladi naletijo na neželene ali škodljive vsebine. Zaradi vseprisotnosti interneta in mobilne 
tehnologije nastajajo nove navade pri druženju in komuniciranju med mladimi, ki lahko 
prinesejo tudi negativne posledice v obliki novih oziroma vsaj predrugačenih oblik 
nadlegovanja, ustrahovanja ali nasilja. Podrobneje so opisane v nadaljevanju magistrskega dela, 
na tej točki pa je treba omeniti nekatere dejavnike, ki povečajo ali zmanjšajo tveganje, da se 
mladi soočijo z različnimi vrstami nadlegovanja ali drugimi škodljivimi vsebinami. Nekateri 
dejavniki tveganj so pri tem vezani na posamezne platforme, medtem ko so drugi vezani 
na ravnanje ali digitalno pismenost posameznih uporabnikov. 
Škodljive vsebine so lahko zelo različne narave, v raziskavi EU Kids Online (Smahel in 
drugi, 2020, str. 61) so denimo avtorji v vprašalniku kot primere takšnih vsebin izpostavili: 
vsebino, ki prikazuje načine, kako se samopoškodovati, storiti samomor; sovražni govor, ki 
napada določene skupine ljudi; vsebino, ki eksplicitno prikazuje nasilje; ipd. Posamezne 
spletne platforme lahko poskušajo zagotavljati2, da je vsebina, ki se na njihovih straneh pojavlja, 
primerna in neškodljiva. V marsikaterih primerih lahko tudi uporabniki prijavijo sporno 
vsebino (na primer, ko gre za sovražni govor ali spam), moderatorji spletnih strani pa vsebino 
izbrišejo in kršitelju onemogočijo nadaljnje objavljanje. Večje tveganje lahko v nekaterih 
primerih predstavljajo tudi platforme, ki uporabnikom omogočajo večjo anonimnost, saj ta 
lahko predstavlja povečano možnost, da bodo določeni uporabniki objavljali škodljivo ali 
sovražno vsebino. 
Drug dejavnik tveganja, ki je prisoten ne glede na posameznikovo ravnanje, je dejstvo, da 
množična uporaba novih tehnologij in medijev postavlja mlade v relativno nenadzorovana 
okolja, ki jih njihovi starši (ali druge osebe avtoritete, npr. učitelji) niso vajeni in v mnogih 
 
 
2  S tem, da določene posameznike delegirajo za »moderatorje«, ki so na posameznih straneh odgovorni 






primerih z njimi nimajo dovolj znanj in izkušenj (Haddon in Vincent, 2014, str. 45). Negativna 
posledica je lahko ta, da mladim ne morejo nuditi podpore, ko bi jo ob nadlegovanju ali drugih 
negativnih izkušnjah potrebovali. Vloga nove tehnologije, predvsem pametnih telefonov, 
v odnosih staršev z otroki je lahko tudi povezovalna, kar sicer ni nujno zgolj pozitivna 
posledica (prav tam, str. 42). Med drugim lahko pametni telefon postane tudi novo »orodje 
nadzora« staršev nad mladimi – ker smo prek različnih aplikacij lahko dostopni, kadarkoli in 
kjerkoli se nahajamo, to nekateri starši izkoristijo s tem, da poskušajo ostajati v stiku z otroki, 
kadarkoli niso v domačem okolju. V raziskavi Net Children Go Mobile (prav tam, 2014, 
str. 42–43) so pri konfliktih med starši in njihovimi otroki opažali tudi, da je nekatere starše 
zmotilo, na kakšen način ali kako pogosto so mladi povezani na internet ali uporabljajo 
pametne naprave. Glede na to, da gre za tehnologijo, ki ni bila prisotna v preteklosti in ki 
v določeni meri nadomešča klasične oblike interakcij in načine opravljanja različnih nalog 
(Durkee in drugi, 2016, str. 2), je v primerih konfliktov lahko takšna zgolj percepcija staršev 
(npr. da otrok »zapravlja čas s pametnim telefonom, namesto da bi počel koristne stvari 
za šolo« (Haddon in Vincent, 2014, str. 19)).  
V določenih primerih pa tudi dejansko prihaja do bolj problematične čezmerne rabe interneta, 
ki predstavlja enega od dejavnikov tveganj. Nekateri avtorji jo poimenujejo kompulzivna raba 
interneta, odvisnost od interneta (Wachs, Junger in Sittichai, 2015) ali tudi patološka raba 
interneta (Durkee in drugi, 2016). Zanjo so značilni izguba občutka za čas ali zanemarjanje 
osnovnih potreb, občutki jeze in tesnobe, kadar internet ni dostopen, naraščajoča potreba 
po čedalje večji rabi interneta in druge negativne psihološke in družbene posledice – 
npr. izoliranost od vrstnikov, slabše ocene v šoli (Wachs in drugi, 2015, str. 110). Čezmerna 
raba interneta je podobna ostalim vedenjskim zasvojenostim, kot je patološko hazardiranje 
oziroma igre na srečo (Durkee in drugi, 2016, str. 2). Povezana je lahko tudi s konkretnimi 
oblikami nadlegovanja, kjer se kaže kot posledica – nekatere žrtve nadlegovanja lahko 
v različnih spletnih okoljih iščejo varno zatočišče, posledično pa to lahko vodi v čezmerno rabo 
interneta. Na drugi strani lahko čezmerna raba interneta vpliva na odnose v »resničnem 
življenju« in sproža ali stopnjuje medosebne konflikte (Wachs in drugi, 2015, str. 111).  
Z razširjenostjo družbenih omrežij in aplikacij za sporočanje se je spremenila tudi dinamika 
v odnosih in komunikaciji med mladimi, predvsem so povečana pričakovanja o tem, da morajo 
posamezniki biti vseskozi povezani na internet in biti dosegljivi. V tem kontekstu obstaja 






v spletnih okoljih (Haddon in Vincent, 2014, str. 38). Takšna izključitev se lahko zgodi tudi 
v »obratni« smeri – da se posamezne osebe izključi iz komunikacije prek spleta ali skupine.  
2.3.1 Pomen digitalne pismenosti za zmanjšanje tveganj  
V večji meri lahko tveganja za negativne izkušnje na internetu zmanjšajo uporabniki sami: 
z zavedanjem o pomenu digitalnih spretnosti oziroma izboljšanju digitalne pismenosti, 
s previdnostjo pri komuniciranju z neznanimi osebami in predvsem z izogibanjem deljenja 
osebnih podatkov ali druge vsebine, ki bi jim lahko škodila. 
Digitalna pismenost, oziroma spretnosti in znanja, ki so povezani z rabo IKT, so ključni, da 
uporabniki lahko izkoristijo priložnosti, ki jih nove platforme ponujajo. Več digitalnega znanja 
je povezanega tudi z več in bolj raznolikimi dejavnostmi na spletu (Smahel in drugi, 2020, 
str. 35). Več dejavnosti je sicer razumljivo povezanih tudi z več tveganji (večja vpetost 
v spletne prostore), a se jim lahko tisti uporabniki z več znanja tudi bolje zoperstavijo in 
zmanjšajo neželene posledice (prav tam). 
Pri raziskavi EU Kids Online (Smahel in drugi, 2020, str. 36) so avtorji digitalna znanja 
razvrstili na operativna (znati ustrezno zaščititi zasebnost, spremeniti nastavitve neke spletne 
strani), navigacijska (znati navigirati po omrežju, poiskati informacije), družbena (upravljanje 
s stiki na različnih omrežjih, vedeti, kakšne stvari na spletu lahko delimo z ostalimi), kreativna 
(znati objaviti neko ustvarjeno vsebino) in mobilna (v smislu znanja upravljanja in uporabe 
mobilnih aplikacij). Posebej pomembna so znanja, ki se tičejo upravljanja z osebnimi podatki 
ali drugimi zasebnimi informacijami, za katere uporabniki interneta ne želijo, da bi bile 
dostopne širši javnosti – primer je npr. zasebno geslo, ki bi storilcem omogočilo, da dostopajo 
do žrtvine e-pošte ali profila v družbenem omrežju.  
V raziskavi EU Kids Online (Smahel in drugi, 2020, str. 69) se je mladim od 9. do 16. leta 
starosti najpogosteje zgodilo, da so si nevede naložili virus oziroma vohunsko programsko 
opremo, ki lahko ne nazadnje uporabnike tudi finančno oškoduje. Tovrstna tveganja se najlažje 
zmanjšajo s poznavanjem različnih oblik računalniške zaščite, na primer požarnega zidu, 
protivirusnih programov, programov za blokiranje pojavnih oken itd. (Završnik in Sedej, 2012, 
str. 273). Poleg digitalnih znanj morajo posamezniki tudi dobro vedeti, komu posredujejo 
občutljive informacije (npr. ali res lahko neki osebi zaupajo) in ali je neka spletna stran ali 






Ko govorimo o previdnosti pri deljenju zasebnih informacij, v posebno podvrsto spada tako 
imenovani seksting ali deljenje fotografij in sporočil s spolno eksplicitno vsebino. Razlogi 
za pošiljanje takšnih sporočil so različni; lahko gre za pošiljanje slik med partnerjema 
v obstoječem razmerju ali iz katerega drugega razloga. Ta sporočila so povečini poslana 
prostovoljno, lahko pa se v določenih primerih zlorabijo – iz takšnega ali drugačnega razloga 
pošiljajo komu drugemu (Wachs, Junger in Sittichai, 2015, str. 111). Prav tako je lahko težava, 
ko pošiljatelj slike pošilja nekomu, ki v to ni privolil, ali pa so posledica razmerij, v katerih je 
prisotna spolna zloraba (Smahel in drugi, 2020, str. 82). Če gre za mladoletne osebe, se seksting 
v nekaterih državah lahko šteje kot kršitev zakona oziroma bi take razgaljene fotografije lahko 
spadale pod otroško pornografijo3. 
Tveganje obstaja tudi v tem, da bi mladoletne osebe takšne fotografije pošiljale starejšim, 
povečini neznanim osebam. Praksa, ki predstavlja načrtovan proces in manipulacijo 
mladoletnih oseb s strani starejše osebe, je v angleškem jeziku pridobila izraz grooming; 
pri tem starejša oseba pridobi in nato izkoristi zaupanje mladoletne osebe, da bi pridobila 
razgaljene fotografije (Wachs, Junger in Sittichai, 2015, str. 112). 
2.4 Dejavnosti mladih v digitalnem okolju – platforme in aplikacije 
Platforme, ki omogočajo udejstvovanje na svetovnem spletu ali skozi uporabo aplikacij 
na pametnih telefonih in tablicah, so raznolike in čedalje številnejše. Nekatere izmed njih so 
plačljive, a najpogosteje uporabljene so prosto dostopne. Kot rečeno, so najpogostejše 
dejavnosti na spletu komunikacijske prakse, dejavnosti za zabavo ter dejavnosti 
v izobraževalne namene, ki so včasih povezane s šolskim delom. Aplikacije in spletne 
platforme, ki takšne dejavnosti omogočajo, večinoma niso namenjene zgolj eni izmed njih, pač 
 
 
3 Kot piše Završnik (2013, str. 136), je za seksting prišlo do izjeme: »Kasnejša Konvencija Sveta Evrope o zaščiti 
otrok pred spolnim izkoriščanjem in spolnim zlorabljanjem in Direktiva Evropskega parlamenta in Sveta o boju 
proti spolni zlorabi in spolnemu izkoriščanju otrok ter otroški pornografiji sta za seksting določili izjemo. 
Po direktivi produkcija in posest nista kaznivi, če sta posledica konsenzualnega in prostovoljnega dejanja otrok, 







pa kombinirajo denimo zabavo, povezovanje med uporabniki, včasih so uporabljene tudi 
v namen izobraževanja.  
Raziskave EU Kids Online in Net Children Go Mobile so v minulem desetletju spremljale 
trende v dejavnosti mladih od 9. do 16. leta starosti na spletu v nekaterih evropskih državah. 
Najpogostejše dejavnosti so gledanje videov, poslušanje glasbe, obiskovanje družbenih 
omrežij, komunikacija s prijatelji in družino, igranje iger. Razen pri igranju iger so omenjene 
aktivnosti najpogostejše pri najstarejših anketiranih mladih, starih 15 ali 16 let. Razpon je sicer 
zelo raznolik od države do države. Gledanje video posnetkov je npr. dnevna aktivnost pri 45 % 
mladih v Franciji in kar pri 84 % v Litvi. Prav tako ima obiskovanje družbenih omrežij razpon 
od 38 % do 73 %. V primerjavi z letom 2014 se je v raziskavi EU Kids Online 2020 pokazalo, 
da so mladi čedalje dejavnejši oziroma da odstotek mladih, ki te aktivnosti počne vsak dan, 
počasi narašča. Bistvenih sprememb ni le pri igranju iger in pošiljanju sporočil (Smahel in 
drugi, 2020; Mascheroni in Olafsson, 2014). 
V enakem obdobju je prišlo do večjih sprememb, ko govorimo o popularnosti specifičnih 
platform in aplikacij med mladimi. Obdobje zadnjega desetletja sicer zaznamujejo predvsem 
naslednje spletne strani, družbena omrežja oziroma storitve za klepet in komunikacijo: 
Facebook, Messenger (aplikacija za sporočila, povezana s Facebookom), Instagram, Snapchat, 
in YouTube kot platforma za gledanje in deljenje video posnetkov. Med družbenimi omrežji je 
bil med mladimi dolgo najpopularnejši Facebook, a z vzponom pametnih telefonov primat 
prevzameta Instagram in Snapchat, ki sta oba primarno zasnovana za uporabo na telefonih, 
predvsem ker temeljita na fotografijah. Da sta dandanes med mladimi najbolj priljubljena, 
kažejo tako raziskave med ameriškimi najstniki (Silver, 2015; Anderson in Jiang, 2018) kot 
tudi raziskava »Odklikni!« (Brečko, 2020), izvedena med slovenskimi srednješolci. Snapchat 
na primer večkrat na dan uporablja 69 %, Instagram pa 59 % slovenskih srednješolcev. 
Po drugi strani sta Snapchat in Instagram tudi aplikaciji, ki jih največji delež sploh ne uporablja 
– med slovenskimi najstniki na primer 12 % ne uporablja Snapchata, Instagrama pa 17 % 
(v primerjavi s 6 %, ki ne uporabljajo Facebooka) CIT. Med ostalimi spletnimi stranmi in 
aplikacijami izstopa Youtube, ki ga sodeč po raziskavi PEW uporablja 85 % ameriških 
najstnikov. Primerljiva uporaba je tudi v Sloveniji, kjer YouTube 66 % najstnikov uporablja 
večkrat na dan, še 21 % pa je takih, ki to počnejo skoraj vsak dan ali vsak dan (Brečko, 2019). 






mladih, ki čas na spletu preživljajo z gledanjem videov – in manj z lastnim udejstvovanjem ali 
objavljanjem vsebin. 
Poleg omenjenih omrežij je v času pisanja magistrskega dela na popularnosti pridobila 
aplikacija TikTok, ki v omenjenih raziskavah še ni zajeta. Po podatkih Google Play (2020) je 
bila aplikacija leta 2020 med največkrat prenesenimi aplikacijami v Sloveniji in po svetu, 
uporabniki pa so večinoma mlajši – 41 % je v starosti 16–24 let, uporabljajo pa jo tudi mlajši 
(Beer, 2019). 
2.4.1 Spletna družbena omrežja 
Spletna družbena omrežja torej predstavljajo enega najpogostejših načinov preživljanja 
prostega časa na internetu. Tudi starejše generacije so se do zdaj že dodobra spoznale vsaj 
s Facebookom, v Sloveniji ima po podatkih raziskave Valicona (2020) skoraj milijon 
prebivalcev svoj profil, dnevno pa ga uporablja 800 tisoč ljudi. Obenem starostna struktura 
uporabnikov odraža strukturo prebivalcev Slovenije. 
V dobrih 20 letih, odkar se je na spletu pojavilo prvo tovrstno omrežje, SixDegrees CIT, je to 
področje doživelo izredno hiter razvoj. SixDegrees je v svojih štirih letih obstoja 
med uporabnike privabil največ 3 milijone in pol ljudi, se zaprl že leta 2001, a postal prvi 
v trendu spletnih strani, ki so uporabniku ponujale možnost, da se predstavijo z izgrajenim 
profilom in se prek tega povežejo z drugimi uporabniki oziroma njihovimi profili. 
Nekatera izmed zgodnjih omrežij, ki so nastala po letu 2000, so bila namenjena spletnemu 
povezovanju ljudi, ki v »resničnem svetu« delijo okolje – torej je šlo za povezovanje prijateljev 
in morda še prijateljev teh prijateljev. Pred prihodom Facebooka v drugi polovici desetletja sta 
bila najpomembnejša predvsem dva – Friendster in Myspace. Na drugi strani je čedalje večje 
število družbenih omrežij spodbujalo povezovanje z uporabniki spleta na podlagi skupnih 
interesov in ne glede na geografske ovire. Tako je na primer Couchsurfing povezoval popotnike, 
ki so iskali zastonj prenočišča na svojih destinacijah, last.FM se je osredotočil na povezovanje 
uporabnikov glede na njihov glasbeni okus. V istem času nastane tudi družbeno omrežje 
Linkedin, na katerem je profil uporabnikov vezan na profesionalno življenje in tako namenjen 
mreženju v poslovnem svetu. 
Boyd in Ellison (2008) prepoznavata nekaj glavnih značilnosti družbenih omrežij. Osnova 






lokacija, interesi, opis osebe, fotografija in ostale informacije, ki so odvisne od platforme. 
Uporabniki lahko ponavadi nastavijo zasebnost svojega profila, pri čemer povečini vsaj dostop 
do tega profila ostane javen. Torej, možno je dostopati do spletnega mesta, na katerem se nahaja 
uporabnikov profil, prikazane informacije pa so lahko različne od profila do profila – odvisno, 
koliko so uporabniki pripravljeni deliti z javnostjo. 
Poleg samega profila naj bi družbena omrežja omogočala tudi možnost ogleda seznama stikov, 
ki jih uporabniki ustvarijo. Omrežja te stike poimenujejo kot prijatelje ali sledilce. Boyd in 
Ellison (2008) kot enega ključnih dejavnikov družbenih omrežij vidita možnost, da seznam 
stikov vidijo tudi drugi, s čimer sta omogočena možnost brskanja po drugih profilih in 
posledično širjenje posameznikovih osebnih mrež. Ob analizi posameznih omrežij sicer lahko 
ugotovimo, da je dostop do tovrstnih seznamov tudi lahko omejen z nastavitvami zasebnosti, 
načeloma pa omrežja spodbujajo uporabnike, da poskušajo čim bolj razširiti svoje omrežje.  
Poleg tega omrežja spodbujajo uporabnike k različnim dejavnostim – uporabnike pa zanje 
na različne načine »nagradijo«. Primeri so v obliki točk (npr. Snapchat), odzivov drugih oseb 
v omrežju – komentarjev ali »všečkov« (kar pomeni, da druge osebe s klikom pokažejo, da jim 
je bila neka objava všeč). Več pozitivnega »feedbacka«, kot uporabniki dobijo, večji je lahko 
občutek ugodja in družbene povezanosti (Kircaburun in Griffiths, 2018) ali pridobitve 
»družbenega kapitala«. Iskanje tovrstnih ugodij in občutkov povezanosti lahko vodi 
v povečano rabo družbenih omrežij, kar lahko vodi tudi v čezmerno in problematično rabo ali 
celo obliko odvisnosti (prav tam). 
Spletna družbena omrežja, posebej Facebook kot najbolj razširjeno med njimi, so predmet 
različnih študij, ki so ugotavljale takšno povezavo čezmerne uporabe družbenih omrežij 
z določenimi negativnimi posledicami za psihološko stanje uporabnikov – depresivna, 
anksiozna stanja (Brailovskaia in drugi, 2019). Raziskava CS Andreassna, Torsheima in drugih 
(2012) z Univerze v Bergnu je vpeljala tudi »Facebookovo lestvico odvisnosti«. Facebook 
seveda ni boljši ali slabši od drugih omrežij, je pa med najbolj popularnimi omrežji tisti, ki 
združuje največ zelo različnih funkcij, uporabniki pa se na njem udejstvujejo in iščejo 








2.5 Najstniki in najbolj priljubljena družbena omrežja 
Pred vzponom Facebooka je bilo najbolj priljubljeno družbeno omrežje Myspace. Na primeru 
uporabnikov tega omrežja Boyd (2008) prepoznava različne prakse udejstvovanja mladih 
na spletu. V središču, oziroma na samem začetku, sta ustvarjanje in oblikovanje profila, ki 
uporabnike definira in ga lahko že na neki način razumemo kot izražanje svoje osebnosti, 
raziskovanje identitete in poskus posameznikov, da ustvarjajo in upravljajo z vtisom o sebi. 
Vsaka oseba, ki si odpre profil na takem omrežju, sprva s pregledom profilov drugih 
uporabnikov vidi, kaj se od njih pričakuje oziroma kaj je sprejemljivo (Boyd 2008, str. 127), 
in na podlagi tega izoblikuje profil po svoji meri – predstavi svoje okuse, informacije o sebi, 
izoblikuje identiteto. Na primeru Myspaca Boyd ugotavlja tudi, da so uporabniki spreminjali 
kode strani, ki so omogočale vizualno preoblikovanje (prav tam, str. 128). Kar nekdo predstavi 
na profilu, predstavlja upravljanje z vtisom. Z opazovanjem odzivov na svoj profil ter profile 
drugih uporabnikov oseba tudi prilagaja svoje ravnanje, da bi lahko dajala vtis, ki si ga želi 
(prav tam). 
Na družbenih omrežjih se oblikujejo tudi kolektivne identitete oziroma identitete skupin ljudi, 
ki se ustvarijo in podkrepijo okoli različnih okusov, mnenj ali vedenj. V takšnih primerih lahko 
med ljudmi, ki se počutijo del skupine, hitreje pride do prizadetih čustev, če neka oseba čuti, 
da ji bližnja oseba ne vrača naklonjenosti v enaki meri (Boyd, 2008, str. 131).  
Med druge dejavnike, ki lahko vodijo v tvegano uporabo družbenih omrežij, spada vprašanje 
anonimnosti, izpostavljenost z imenom in priimkom, tudi širši množici. Marsikdo lahko vidi 
naše »interese«, objave itd. Vsa omrežja sicer ponujajo nastavitve zasebnosti, prav tako niti ni 
nujno, da za ustvarjanje profila uporabimo svoje pravo ime – nekatera omrežja tega niti ne 
pričakujejo. Potencialno problematičen vidik pa so lahko prav lažni profili, sploh če tak 
posameznik za odprtje profila uporabi podatke nekoga drugega ali se celo pretvarja za drugo 
osebo. 
Posebej pri udejstvovanju mladih na družbenih omrežjih je treba poudariti, da te platforme 
predstavljajo nove prostore socializacije, ki niso predmet nadzora, kot so to šole (s strani 
učiteljev) ali domače okolje (s strani staršev). Ker pa spletne platforme predstavljajo 
popolnoma drugačne prostore, predstavljajo tudi izpostavljanje tveganju, ki ga morda starejši 






se odzvali. Karkoli na družbenih omrežjih objavimo, je lahko vsaj do neke mere dostopno 
veliki množici ljudi, kjer ni toliko zasebnosti, slike ali video posnetki se lahko reproducirajo, 
kar povečuje možnost zlorabe. 
2.5.1 Facebook in Messenger 
Nekaj let po ustanovitvi leta 2006 je Facebook postal najpopularnejše družbeno omrežje in ima 
še danes v zahodnih državah največje število uporabnikov. Kot rečeno, po nekaterih raziskavah 
v Sloveniji Facebook dnevno uporablja 800 tisoč ljudi, lasten profil pa ima približno polovica 
prebivalstva. Ker so na Facebooku prisotne različne generacije, za mlade niti več ne predstavlja 
prostora, ločenega od staršev. Kot je opisala že Boyd (2008, str. 133) na primeru Myspaca – je 
za mlade postala težava postaviti ravnovesje, kako se predstaviti na zadovoljiv način tako 
staršem kot vrstnikom. S prihodom novih platform, ki so bile v primerjavi s Facebookom 
zasnovane za uporabo na pametnih telefonih, čedalje manj mladih aktivno uporablja Facebook 
(objavljanje), še vedno pa imajo na njem profil in ga uporabljajo.  
Vsak, ki želi na Facebooku odpreti svoj profil, to lahko stori z vpisom elektronske pošte in 
izbiro gesla. Vsak posameznik se predstavi z imenom in priimkom, nekateri uporabniki si 
izberejo lažna, večina pa jih vseeno uporablja prava imena. Vsak posameznik svoj profil 
opremi s profilno in naslovno sliko, po želji tudi z opisom. Na svojem profilu nato lahko 
objavlja poljubno dolge zapise, povezavo do drugih spletnih mest, fotografije in albume. Osebe, 
ki so v posameznikovem omrežju in ki imajo praviloma dostop do teh objav, se imenujejo 
prijatelji. Večinoma gre pri Facebook prijateljih za ljudi, ki jih uporabnik pozna tudi 
v resničnem življenju, lahko pa se ta krog, vsaj pri nekaterih, tudi bistveno razširi. Da osebi 
postaneta Facebook prijatelja ali prijateljici, mora ena oseba poslati »prošnjo« za prijateljstvo, 
druga pa jo sprejme. Potem lahko ti dve osebi druga drugi komentirata, »všečkata« (pritisne 
gumb »všeč mi je«) objave ali vidita drugo dejavnost na Facebooku. Z določenimi nastavitvami 
zasebnosti sicer lahko posameznik omeji dostop do svojih objav tudi med prijatelji. Če si osebi 
zaželita bolj zasebno medsebojno komunikacijo, ki je ne bodo videli drugi Facebook prijatelji, 
lahko svoj klepet opravita na storitvi Messenger, ki je vgrajena in vezana na Facebook račun, 
a obenem tudi samostojna aplikacija (npr. na telefonu imamo lahko naložen samo Messenger 
in ne Facebooka). 
Na Facebooku je odprtih tudi veliko javnih in uradnih profilov – npr. znanih oseb, storitev, 






tudi povsem trivialni temi ali zabavi (npr. satirične, komične strani, strani oboževalcev). 
Vsakdo lahko ustvari tudi svojo skupino, ki je lahko javna ali pa zasebna oziroma namenjena 
samo povabljenim posameznikom. Skupina pomeni, da na Facebooku obstaja specifično mesto, 
namenjeno objavam na določeno temo. Namen skupine je lahko različen, pri študentih je 
na primer pogosto delo za šolo (da se lahko o neki temi vsi člani skupine na enem spletnem 
mestu pogovarjajo in objavljajo relevantne informacije in datoteke). 
Uporabniki Facebooka in Messengerja so vidni ali potencialno v stiku z velikim številom ljudi. 
Tudi zato je Facebook med ostalimi bolj popularnimi družbenimi omrežji verjetno tisto, kjer 
najbolj pride do izraza vprašanje zasebnosti, saj so objave in profil v veliki večini primerov 
vezani na ime in priimek. Profila si uporabniki ne morejo izbrisati, lahko ga zgolj deaktivirajo. 
Uporabniki lahko v določenih primerih naletijo na lažne profile, sovražni govor, »spam« 
sporočila ali druge neželene vsebine, ki jih lahko prijavijo administratorjem. Samo v prvih treh 
mesecih leta 2018 naj bi bilo na podlagi prijav s Facebooka izbrisanih 583 milijonov lažnih 
profilov in 866 milijonov objav (Frenkel, 2018). 
Problematična so lahko tudi sporočila ljudi v uporabnikovem omrežju – tako Facebook kot 
povezana aplikacija Messenger predstavljata komunikacijsko platformo, na kateri so 
uporabniki lahko deležni sovražnih ali drugače neprimernih sporočil. Vprašanje je tudi, ali se 
posamezniki morebiti težje odločijo za prijavo drugih uporabnikov, če obstaja poznanstvo 
v resničnem življenju. 
2.5.2 Instagram 
Instagram je v primerjavi s Facebookom ustvarjen za uporabo na pametnih telefonih. Prav tako 
kot na Facebooku je v središču profil uporabnika, na katerem pa načeloma ni uporabljeno pravo 
ime, temveč uporabniško ime po želji. Uporabniki Instagrama nimajo prijateljev, temveč 
sledilce. Če si izberejo možnost, da je njihov profil zaseben, to pomeni, da morajo ostale osebe 
zaprositi, da bi bili njihovi sledilci, sicer se jim objave tega uporabnika (in druge informacije, 
npr. seznam sledilcev) ne bodo prikazale. Če je profil javen, lahko temu profilu sledi kdorkoli. 
To velja predvsem za znane osebe ali uradne profile ali profile, ki jih uporabniki ustvarijo poleg 
svojega glavnega in so namenjeni specifičnim stvarem (npr. promociji svojega dela). 
Instagram se od Facebooka najbolj razlikuje v tem, da je namenjen predvsem deljenju fotografij 






uporabniki dodajo svoj komentar in oznako – »ključnik« (»hashtag«, da lahko naključni 
uporabniki, ki bi iskali objave s to ključno besedo, tudi naletijo na to objavo). Tudi 
na Instagramu obstaja možnost, da sledilci objave komentirajo ali »všečkajo«. Instagram je 
pozneje uporabnikom ponudil tudi možnost deljenja »zgodb« (story) – ki v primerjavi 
z glavnimi objavami po enem dnevu izginejo (Kircaburun in Griffiths, 2018). Prav tako kot 
Facebook ima tudi Instagram možnost, da se osebi pogovarjata prek zasebnih sporočil. 
Sledilci na Instagramu lahko prihajajo iz kroga znancev v resničnem življenju, a aplikacija 
spodbuja tudi sledenje drugim profilom – javnim osebam, uradnim profilom znanih oseb, 
podjetij. Nasploh lahko uporabniki pridejo v stik z večjim številom neznancev, kot to velja 
za Facebook, sploh, če imajo profil odprt za javnost in si prizadevajo pridobiti čim več sledilcev. 
Omenjene so bile študije, ki se ukvarjajo s čezmernimi rabami družbenih omrežij in negativnim 
vplivom na duševna stanja posameznikov. Instagramov fokus na vizualne podobe tovrstne 
odzive toliko bolj veže na vizualne primerjave z drugimi uporabniki, kar lahko vodi 
v nezadovoljstvo z videzom in nizko samopodobo. V študiji turških najstnikov (Yürdagul in 
ostali, 2019) je bil negativni vpliv čezmerne rabe Instagrama na nizko samopodobo potrjen, 
prav tako se je v študiji potrdila teza, ki je bila postavljena glede na predhodne študije, da je 
psihopatoloških posledic, povezanih s čezmerno rabo Instagrama, več pri dekletih kot pri fantih. 
2.5.3 Snapchat 
Med vsemi omenjenimi omrežji je Snapchat tisti, ki ga pretežno uporablja najmlajša populacija. 
Med uporabniki je 40 % mlajših od 20 let, od tega 19 % do 17 let (Clement, 2020). Aplikacija 
je prvih nekaj let ponujala eno osnovno možnost – pošiljanje slik, ki se izbrišejo po največ 
desetih sekundah, drugim uporabnikom. Tako je bila bližje aplikacijam za sporočila kot 
družbenim omrežjem, kot sta Facebook ali Instagram. Sčasoma so se Snapchatu pridružile 
nekatere znane osebnosti, ki so jim uporabniki lahko sledili. Aplikacija je pozneje dodala več 
elementov, s katerimi se je približala drugim družbenim omrežjem, zato so jo tudi uporabniki 
začeli uporabljati na ta način oziroma bližje omenjenim omrežjem. Omogočena so bila 
tekstovna sporočila, pošiljanje »zgodb« svojim prijateljem po vzoru Instagrama (s to razliko, 
da so tu zgodbe tiste, ki ostanejo objavljene dlje časa). Aplikacija nima »všečkov«, meri pa 
aktivnost uporabnikov s točkovnim sistemom glede na število poslanih sporočil (Handyside in 
Ringrose, 2017, str. 348). Na poslano sliko lahko uporabniki dodajo tudi vrstico besedila ali 






Ključna lastnost Snapchata – sporočila, ki obstajajo samo kratek čas – je prinesla s sabo tako 
drugačno pojmovanje vsebine, ki se sicer deli prek družbenih omrežij, kot tudi določene rizične 
dejavnike pri njegovi rabi. Uporaba aplikacije je denimo bližje Instagramu kot Facebooku 
v smislu, da je namenjena rabi na pametnih telefonih in da so v središču fotografije ali kratki 
video posnetki. Od obeh omrežij pa se razlikuje v tem, da uporabniki s to vsebino ne gradijo 
svojega profila, ampak so objave vezane na namen ujeti in prikazati določen trenutek v svojem 
življenju. Snapchat izbriše mejo med »preživeto izkušnjo in dokumentiranjem te izkušnje« 
(Jurgenson, 2013, v Handyside in Ringrose, 2017, str. 349). Povedano z drugimi besedami, 
Snapchat nima jasne meje med doživetji online« (na spletu) in offline (v resničnem življenju). 
S Snapchatom se pogosto povezuje pojav sporočil s spolno eksplicitno vsebino (ali seksting). 
Minljivost sporočil na aplikaciji v določeni meri spodbudi raziskovanje in preizkušanje norm, 
ki veljajo pri intimnih odnosih, in lahko vodi v različne načine preizkušanja tovrstne, intimne 
komunikacije. V določenih primerih se slednje lahko izkaže tudi kot negativno. Dejstvo je, da 
slike pravzaprav niso nujno takoj izbrisane, saj prejemniki lahko na svojem telefonu ustvarijo 
posnetek zaslona in s tem shranijo fotografijo. Oseba, ki pošilja sporočilo, bo sicer o tem 
obveščena. (Handyside in Ringrose, 2017, str. 348)  
Handyside in Ringrose opozarjata tudi na različno dojemanje udejstvovanja na Snapchatu glede 
na spol uporabnika. Pri ženskah naj bi se sporočila ali zgodbe pogosteje dojemale kot »važenje«, 
vsebina pa naj bi bila pogosteje dojeta kot nepomembna oziroma trivialna (prav tam, str. 352–
353). Ker Snapchat najbolj zaznamuje minljivost vsebine, ki na aplikaciji nastaja, igrajo toliko 
večjo vlogo špekulacije in interpretacije objavljenih vsebin. Slednje seveda lahko vodi 
do opravljanja, širjenja laži ipd. (prav tam, str. 353, 357): »Te številne interpretacije vodijo do 
ljubosumja, ki se samo po sebi izkazuje v nenavadni časovnosti, ki jo Snapchat potencialno še 
poslabša. Če je nek ›snap‹ izginil, je nemogoče dokazati, kaj je tisto, kar se je v resnici zgodilo 
in je zato bolj dovzetno preoblikovanju v prihodnosti« (Handyside in Ringrose, 2017, str. 353). 
Kljub začasnosti vsebin na Snapchatu so predvsem uporabnice izpostavljene opravljanju ali 
zmerjanju – npr. medtem ko se od njih še vedno pričakuje, da bodo na objavljenih slikah 
privlačne, morajo hoditi po tanki meji, da si ne prislužijo označbe, da se obnašajo »cipasto« 








YouTube je sodeč po ugotovitvah različnih raziskav tisto omrežje, ki ga uporablja največ 
mladih. A raba YouTuba je lahko zelo raznolika in samo število uporabnikov ne pove, 
na kakšen način ga uporabljajo. Uporabnikom si na primer ni treba ustvariti ali izdelati profila, 
kot to velja za tipična družbena omrežja, ampak lahko YouTube uporabljajo zgolj za gledanje 
video posnetkov ali poslušanje glasbe. Vsa ta vsebina je dostopna vsem na spletu. Odprt račun 
na YouTubu – ki ga uporabniki lahko povežejo tudi z računom na Googlu – pa omogoči 
določene prednosti. Uporabniki lahko ustvarijo sezname predvajanja, se »naročijo« na tiste 
kanale na YouTubu, ki imajo zanje najzanimivejšo vsebino, beleži se zgodovina dejavnosti, 
YouTubov algoritem pa jim priporoča druge posnetke, ki bi lahko bili glede na to zgodovino 
zanimivejši. Omogočena je tudi možnost komentiranja video posnetkov, aktivnejši uporabniki 
pa lahko tudi sami uporabijo možnost kreiranja vsebine. Na svoj kanal tako lahko naložijo 
posnetke, možnost pa je tudi, da neko aktivnost prek YouTuba prenašajo v živo. 
V raziskavi Transmedia Literacy (Pires in drugi, 2019) so delovanje YouTuba videli kot 
podobno iskalniku (kot je npr. Google), uporabniki pa z iskanjem po vsebinah, ki jih zanimajo, 
uporabo YouTuba v večji meri prilagodijo lastnim interesom (kolikor jim to dopustijo 
algoritmi). V raziskavi so opisali naslednje rabe – poslušanje glasbe, vključno z rabo za prenos 
in shranjevanje glasbe, gledanje posnetkov – po eni strani na enak način, kot bi morda kdo 
gledal televizijo – spremljanje novic, oseb, posnetki z namenom sledenja znanim osebnostim 
– tudi takšnim, ki so znani predvsem zaradi udejstvovanja na YouTubu. Gledanje videov je 
lahko tudi izobraževalno, kar je naslednji vidik YouTuba – veliko posnetkov je namenjenih 
učenju ali navodilom za uporabo najrazličnejših storitev in produktov (t. i. tutorials). Naslednji 
vidik je družbeni – večje ukvarjanje z lastnim profilom, sledenje drugim uporabnikom, tudi 
komunikacija. Najaktivnejši pa so tisti, ki YouTube uporabljajo za deljenje vsebine, ki jo sami 
ustvarijo. Tu je možnost tako zgolj objavljanja video posnetkov kot tudi prenašanja v živo.  
Kar se tiče prenosov v živo, je YouTube podoben nekaterim drugim platformam – omenimo 
lahko Amazonovo podružnico Twitch, ki je specializirana posebej za tiste uporabnike, ki 








2.5.5 Ostale aplikacije 
TikTok je aplikacija, ki je šele v zadnjem letu pridobila na masovni popularnosti, zato ni 
uporabljena v nadaljevanju magistrskega dela ali raziskavah, ki jih navajam. Je pa v letu 2020 
že dlje časa med najpogosteje naloženimi aplikacijami (Google Play, 2020) in jo je treba 
omeniti kot pomembno omrežje za podobne raziskave v bodoče, če bi svojo popularnost 
ohranila. Podobno kot Snapchat je tudi TikTok usmerjen v mlajše, ki sestavljajo velik del 
uporabnikov. Po nekaterih podatkih je v Združenih državah Amerike 37 % uporabnikov 
mlajših od 20 let, še dodatnih 26 % pa je mlajših od 30 let (Clement, 2020). 
Uporabniki TikToka objavljajo krajše, največ minuto dolge video posnetke. Podobno kot 
Instagram imajo uporabniki TikToka svoj profil, ostali ljudje v njihovem omrežju pa se 
imenujejo sledilci, ki jih mora uporabnik najprej potrditi. Profili in objavljeni videoposnetki so 
po privzetih nastavitvah javni. Če posameznik nastavi nastavitve kot zasebne, se ti 
videoposnetki ne bodo pokazali niti sledilcem. Aplikacija omogoča tudi sporočila, ki pa so 
omejena na sledilce (Internet Matters Safety Team, 2020). 
Med omrežji ni bil omenjen zelo popularni Twitter, ki pa ga v primerjavi z ostalimi platformami 
uporablja precej manj mladih. Med slovenskimi srednješolci denimo 76 % še ni uporabljalo 
Twitterja (Brečko, 2019). Glavna značilnost Twitterja je sicer, da so objave omejene glede 
na število znakov, omrežje pa je sestavljeno na precej podoben način kot pri Instagramu – 
uporabniki »sledijo« tistim profilom, ki se jim zdijo zanimivi, vsak posameznik pa ima možnost, 
da profil naredi zasebnega, torej ga lahko vidijo samo tisti uporabniki, ki jih oseba sprejme 
v svoje omrežje.  
Prav tako med najstniki ni zelo popularno bloganje. Npr. znano platformo Tumblr uporablja 
9 % ameriških najstnikov od 13. do 17. leta starosti (Anderson in Jiang, 2018), a manj kot 
odstotek takih, ki ga uporabljajo več od ostalih omrežij. Tumblr je primer omrežja, ki je 
praviloma bolj anonimno, vsebina (najpogosteje fotografije), ki bo prikazana uporabnikom, pa 







3 SPLETNO NADLEGOVANJE 
 
Spletno nadlegovanje je pojem, ki zajema več različnih oblik psihološkega nasilja ali trpinčenja, 
ki jim je skupno to, da se dogajajo s pomočjo novih tehnologij in medijev. V slovenščini 
poznamo tudi druge izraze, na primer kibernetsko nadlegovanje (Završnik, 2013) ali spletno 
nasilje, vsi izrazi pa so bolj kot ne približek bolj široko sprejetega angleškega izraza 
cyberbullying (npr. Slonje, Smith in Frisén, 2012; Menesini in drugi, 2012). Ta izraz je 
sestavljen iz besede cyber, ki se nanaša na kiberprostor oziroma elektronske medije 
(informacijsko-komunikacijsko tehnologijo – IKT), medtem ko se je beseda bullying že 
pred tem uporabljala za oznako predvsem medvrstniškega nasilja med mladimi, lahko pa 
predstavlja tudi nasilje oziroma nadlegovanje v družini, partnerskih odnosih ali na delovnem 
mestu. Natančnega prevoda te besede v slovenščini nimamo, zato se uporabljajo različni izrazi, 
ki opisujejo konkretne oblike nasilij in nadlegovanj (Završnik, 2013, str. 223). V splošnem pa 
gre pri tem za sovražno vedenje posameznika ali skupine (ustrahovanje, psihološko nasilje, 
grožnje, izključitev iz družbe in drugo), ki ima cilj škodovati drugi osebi (Završnik, 2013, 
str. 222). 
Ker je spletno nadlegovanje vezano na rabe nove tehnologije, je razumljivo, da je opredelitev 
lahko zahtevna, saj se te tehnologije spreminjajo, s tem pa nastajajo tudi nove oblike nasilja 
(Brečko, 2020). V določenih primerih, kot je bilo uvodoma že pojasnjeno, izraz spletno 
nadlegovanje tehnično ni povsem pravilen, vseeno pa se zdi smiselno osredotočiti na splet kot 
tisto okolje, ki omogoča največ platform, prek katerih se zgodi večina oblik nadlegovanja. Tu 
so mišljene različne spletne strani, družbena omrežja, blogi. Nekatere oblike nadlegovanja so 
bolj kot na splet specifično vezane na mobilno tehnologijo (npr. tekstovna sporočila, klici), ki 
pa v dobi pametnih telefonov s povezavo na internet prav tako omogoča povezavo s spletom. 
Meje med obema so tako pogosto zabrisane. 
3.1 Značilnosti spletnega nadlegovanja 
Glavne značilnosti spletnega nadlegovanja so tako tiste, ki veljajo tudi za splošno medvrstniško 
nasilje oziroma oblike, ki se opredeljujejo kot »klasično« ali »tradicionalno« nasilje, medtem 
ko so druge značilnosti vezane bolj specifično na IKT in spletna okolja. Med lastnostmi, ki so 






(npr. Menesini in drugi, 2012; Završnik, 2013; Slonje, Smith in Frisén, 2012) najizraziteje 
osredotočajo na dve značilnosti: 
a) Prva je neravnovesje moči med storilcem in žrtvijo oziroma sistematična zloraba položaja 
moči, ki ga ima storilec. Ta položaj je lahko psihološki ali fizični, legitimnost mu lahko daje 
npr. popularnost v neki vrstniški skupini oziroma število »podpornikov« (Slonje in drugi, 
2012, str. 27). Zaradi tega se žrtev ne more zlahka braniti (Završnik, 2013, str. 6). 
b) Druga ključna značilnost nadlegovanja, ki ga oddaljuje od posameznih dejanj agresivnosti 
ali nasilja, je, da gre za ponavljajoče se in dalj časa trajajoče dejanje. Spletno nadlegovanje 
je pri obeh od navedenih značilnosti nekoliko drugačno od klasičnih oblik medvrstniškega 
nasilja in nadlegovanja, saj lastnosti spletnih platform spreminjajo in vplivajo tako 
na razmerja moči kot možnosti ponavljanja dejanj. 
Položaj moči je pri spletnem nadlegovanju vsaj v nekaterih primerih lahko bolj odvisen 
od digitalnih znanj in spretnosti (Erdur-Baker, 2010, str. 111), moč pa na primer storilec lahko 
črpa (tudi) iz svoje nevidnosti ali v določenih primerih tudi popolne anonimnosti (Slonje in 
drugi, 2012, str. 27; Erdur-Baker, 2010, str. 111; Waasdorp in Bradshaw, 2015, str. 484), ki 
pri klasičnih oblikah nadlegovanja ni mogoča. Med žrtvami lahko zaradi anonimnosti storilcev 
pride do povečanega strahu, saj ne morejo oceniti, ali so grožnje izvedljive, niti ne morejo 
oceniti, kdo ali koliko ljudi se skriva za grožnjami (ali podobnimi besedami). V določenih 
primerih gre pri storilcih tudi za osebe, ki jih žrtev sploh ne pozna, spet v drugih primerih pa 
za znance, ki samo izrabljajo možnost anonimnosti. Nevidnost žrtvinega neposrednega odziva 
lahko povzroči tudi, da se nadlegovalci ne zavedajo resnosti svojih dejanj oziroma jih 
stopnjujejo, medtem ko bi po drugi strani lahko ob vidni reakciji s svojimi dejanji prenehali 
(Završnik, 2013, str. 228–229).  
Specifičnost spletnega nadlegovanja je tudi v tem, da storilec ni nujno tisti, ki ponavlja ali 
stopnjuje določeno dejanje. Opazovalci imajo pri tem lahko enako ali celo večjo vlogo, saj 
imajo možnost, da določeno vsebino (npr. fotografije, sporočila z neresničnimi trditvami ali 
govoricami, ipd.) delijo. To jim omogoča dejstvo, da je spletno nadlegovanje precej 
»preprosto«, vsebuje potencialno zelo široko občinstvo, vsebino, ki se znajde na spletnih 
platformah ali med zasebnimi sporočili, pa je praktično nemogoče izbrisati (Završnik, 2013, 
str. 229–230). Možnost, da se zasebne informacije potencialno lahko razkrijejo javnosti, je prav 






bolj izpostavljena kot pri klasičnih oblikah nasilja. Splet omogoča, da se neke informacije, ki 
so sprva posredovane v zasebni komunikaciji, hitreje delijo z velikim številom ljudi. 
Zaradi trajnosti vsebine, objavljene na spletu, je žrtvam tudi težje oceniti, kdaj je določena 
nevarnost »aktualna«. Določena vsebina je na primer na spletnih platformah javno dostopna 
tudi potem, ko se dejansko nadlegovanje umiri. Za spletno nadlegovanje je zato značilno tudi, 
da se mu je težko izogniti in težko ubežati, ko se enkrat začne dogajati (Slonje in Smith, 2008, 
str. 148). 
3.1.1 Posledice spletnega nadlegovanja 
Iz omenjenih razlogov je jasno, da ima spletno nadlegovanje lahko izrazito negativne posledice 
in je nemogoče reči, da bi bilo denimo »manj škodljivo« kot klasično medvrstniško nasilje. 
Kljub temu da se spletno nadlegovanje dogaja »zgolj« prek elektronskih medijev, so posledice 
lahko podobne kot pri klasičnem nasilju. Žrtve spletnega nadlegovanja imajo tako izkazano 
psihosocialno stisko, slabše družinske odnose, slabši šolski uspeh (Sticca in Perren, 2013, 
str. 740). Vsaj pri šolskem uspehu je sicer treba dati opombo, da vzročnost ni vedno jasno 
definirana, saj je bilo ugotovljeno tudi nasprotno, da so že sicer slabši učenci bili pogostejše 
žrtve nadlegovanja (Završnik, 2013, str. 232). Žrtve spletnega nadlegovanja lahko občutijo jezo, 
žalost, osramočenost – predvsem ta je povezana z razkritjem zasebnih informacij javnosti 
(prav tam, str. 230). Spletno nadlegovanje vpliva tudi na nižjo samopodobo in je lahko dejavnik 
tveganja pri razvoju simptomov depresije (prav tam, 2013, str. 230–231). Znaten del žrtev 
spletnega nadlegovanja sicer odgovarja tudi, da jim je za nadlegovanje vseeno oziroma nanje 
nima učinka (Završnik, 2013; Brečko, 2020).  
Iz opisanega je razvidno, da ima težo tudi različna percepcija, ki jo imajo žrtve do dejanj 
nadlegovanja. Ta je odvisna od različnih dejavnikov. Avtorji raziskave med švicarskimi učenci 
7. in 8. razreda (Sticca in Perren, 2013) so denimo ugotavljali vlogo, ki jo igrajo anonimnost 
storilca (in ali je žrtvi sploh poznan), vrsta medija, prek katerega nadlegovanje poteka, ter 
javnost dejanja. Rezultati raziskave so pokazali, da žrtve dejanja nadlegovanja zaznajo resneje, 
če so storilci neznani in anonimni, še posebej pa je bila vidna razlika glede na javnost oziroma 
publiciteto dejanja: bolj ko je neko dejanje javno oziroma dosega širše občinstvo, bolj 






Kot je bilo že omenjeno, je lahko spletno nadlegovanje dejavnik tveganja, ko gre za patološko 
odvisnost od interneta – pri čemer tudi v tem primeru vzročnosti ni vedno enostavno opredeliti. 
Kljub temu da gre pri spletnem nadlegovanju po definiciji za ponavljajoče se in dlje časa 
trajajoče dejanje, je lahko škodljivo tudi posamično dejanje, npr. enkratna grožnja – prav zaradi 
že omenjene nedefiniranosti groženj – žrtev včasih ne bo vedela, kako realna je neka grožnja 
in koliko časa bi lahko trajala. (Završnik, 2013, str. 231) 
3.1.2 Vloga starosti in spola 
Vloga starosti in spola je pri spletnem nadlegovanju nekoliko drugačna kot pri pojavih 
klasičnega nasilja. V nekaterih starejših študijah medvrstniškega nasilja je bila opažena nižja 
pojavnost nasilja po 11. letu starosti (Slonje in Smith, 2008, str. 148), medtem ko je spletno 
nadlegovanje pogostejše pozneje oziroma takrat, ko so mladi že bolj vpeti v različne spletne 
prostore. Sodeč po nekaterih raziskavah, naj bi bilo spletno nadlegovanje najpogostejše 
od 13. do 15. leta starosti (Tokunaga v Slonje in drugi, 2012, str. 28; Wachs, Junger in Sittichai, 
2015, str. 113–114), pojavlja pa se tudi pozneje, tudi v odraslem življenju. V evropski raziskavi 
EU Kids Online (Smahel in drugi, 2020, str. 45–46) je negativne izkušnje na internetu 
(v zadnjem letu, ne glede na vrsto) doživela okoli četrtina otrok od 9. do 16. leta starosti, 
v nekaterih državah tudi blizu 50 %. Pri tem je bila očitna povezava s starostjo, saj je bilo 
najmanj pojavov »negativnih izkušenj« v starostni skupini od 9 do 11 let, največ pa so jih 
poročali mladi v starostni skupini od 15. do 16. leta starosti. Tudi v slovenski raziskavi 
»Odklikni!« (Brečko, 2020), ki je obravnavala učence in dijake v osnovnih in srednjih šolah 
v Sloveniji, je bilo več pojavov nadlegovanja zaznanih med srednješolci kot pa osnovnošolci. 
V raziskavi EU Kids Online (Smahel in drugi, 2020) je bila manj izrazita vloga spola, saj 
v večini držav ni prihajalo do večjih razlik, skupno pa je bilo nekaj več negativnih izkušenj 
pri dekletih kot pri fantih (26 % pri dekletih v primerjavi s 23 % pri fantih). Tudi v drugih 
raziskavah v preteklosti povezava nadlegovanja s spolom ni bila konsistentna, v nekaterih 
izmed njih (med njimi je tudi slovenska raziskava »Odklikni!« (Brečko, 2020)), pa je bilo več 
nadlegovanja med dekleti. Jasno pa je, da je relativno število deklet, ki se pojavijo bodisi kot 
žrtve bodisi storilke, večje, če to število primerjamo s klasičnim medvrstniškim nasiljem, ki je 
pogostejše med fanti (npr. Waasdorp in Bradshaw, 2015, str. 486). 
Vloga spola je lahko ključna tudi, ko govorimo o odnosu in percepciji nadlegovanja – 






(23 %) menilo, da so žrtve same krive, da je prišlo do nadlegovanja, prav tako je več fantov 
(14 % proti 4 %) odgovorilo, da je žaljenje na internetu »zgolj zabava, ki nikomur ne škodi«. 
3.2  Oblike spletnega nadlegovanja 
Dejanja spletnega nadlegovanja avtorji razvrščajo v različne kategorije – glede na naravo 
dejanj, medije, ki jih storilci uporabljajo, ali druge značilnosti. Nekaj oblik spletnega 
nadlegovanja je bilo v magistrskem delu že omenjenih v poglavju o dejavnikih tveganja: 
v nekaterih primerih gre za nove ali pa vsaj predrugačene oblike nasilja oziroma ustrahovanja. 
Pri slednjih gre za oblike, ki so obstajale že pred tem (npr. sovražni govor, žalitve), a so 
z razvojem IKT dobile nove možnosti posredovanja. Ena od osnovnih razdelitev dejanj je prav 
glede na način uporabe IKT. Završnik (2013, str. 9) na primer nadlegovanje deli na: 
nadlegovanje po internetu, nadlegovanje po družbenem omrežju ter nadlegovanje po mobilnem 
telefonu. Ker so z razvojem pametnih telefonov vse oblike prepletene, se lahko zanje uporablja 
tudi enoten izraz spletno nadlegovanje. Druga možna delitev je glede na vrsto dejanja, 
na primer (Slonje in drugi, 2012) – grožnje, podžiganje (ang. flaming), razkritje, izključitev. 
V raziskavi spletnega nadlegovanja v šestih evropskih državah (Menesini in drugi, 2012) so 
avtorji v vprašalniku uporabili 32 različnih scenarijev, ki so sledili okvirni razdelitvi 
na štiri tipe nadlegovanja: 
‒ verbalni ali pisni (npr. klici, sporočila, govorice ...), 
‒ vizualni (npr. pošiljanje fotografij, ki jih prejemnik ne želi, ali digitalno spreminjanje 
fotografij),  
‒ impersonacija oziroma prevzemanje identitete (npr. z ustvarjanjem lažnih profilov 
na družbenih omrežjih), 
‒ izključitev iz družbe (oziroma iz neke skupine na spletu ali družbenih omrežjih). (Menesini 
in drugi, 2012, str. 456) 
V tej raziskavi je pri določanju tipov nadlegovanja šlo za zgledovanje po Willardu (2006, 
v Završnik, 2013, str. 227), ki je opredelil sedem kategorij: podžiganje (ang. flaming), 
nadlegovanje, zaničevanje, lažno predstavljanje, zavajanje, izključevanje in (kibernetsko) 
zalezovanje. Pojav, ki je soroden podžiganju, je na spletu morda pogosteje označen z imenom 






je predvsem spodbuditi čustvene odzive udeležencev ali motiti normalno diskusijo, vzbujati 
pozornost ipd. (Završnik, 2013, str. 227). 
V slovenski raziskavi leta 2012 (Završnik in Sedej, 2012, str. 264) je bilo opredeljenih sedem 
podoblik nadlegovanja; nekatere se z omenjenimi oblikami prekrivajo, nekatere pa so bolj 
specifične: prekomerno pošiljanje SMS- oziroma MMS-sporočil, prekomerno pošiljanje 
e-pošte, vzpostavljanje stikov v spletnih družbenih omrežjih s strani neznancev, vzpostavljanje 
stikov v spletnih družbenih omrežjih s strani neznancev, ki ne uporabljajo pravega imena, 
objavljanje fotografij v družbenih omrežjih brez uporabnikove vednosti ali privolitve, 
označevanje obraza z imenom na fotografijah drugih uporabnikov v družbenih omrežjih 
(ang. tagging) ter objavljanje predelanih fotografij brez dovoljenja posameznika.  
V raziskavi »Odklikni!« (Brečko, 2020) so bili v anketnem vprašalniku uporabljeni različni 
konkretni primeri nadlegovanj, ki so bili v poročilu razvrščeni v štiri kategorije: žaljenje, 
nadlegovanje in trpinčenje, izključevanje, zlorabe zasebnosti (prav tam, 17–18). Tako 
v osnovnih kot srednjih šolah je bila najpogostejša oblika širjenje neresničnih govoric, v obeh 
primerih je bilo med žrtvami več deklet kot fantov (v srednjih šolah 47 % deklet in 32 % fantov, 
v osnovnih šolah pa 28 % deklet in 29 % fantov). 
Avtorji raziskav torej omenjajo številne oblike nadlegovanja, ki jih razvrščajo na različne 
načine. Ena od razdelitev je glede na medij nadlegovanja, ki v obdobju pametnih telefonov ni 
več tako relevantna, saj se te oblike pogosto združijo (npr. »nadlegovanje prek pametnega 
telefona« lahko pomeni zelo različne oblike nadlegovanja). Relevantnejša so razlikovanja 
glede konkretne forme – torej, ali gre za tekstovna sporočila, slikovna sporočila, deljenje 
zasebnih informacij ali drugo. Zadnja vidna razdelitev pa je glede samega načina nadlegovanja 
– npr. kategorije, kot so žaljenje, trpinčenje, grožnje, kršenje zasebnosti (objave brez dovoljenja 
posameznika), ki so v marsičem podobne ali enake prej obstoječim, klasičnim oblikam nasilja, 
spremeni se zgolj medij, prek katerega to nadlegovanje poteka. 
Marsikatere od naštetih oblik nadlegovanja lahko povežemo s tveganim ravnanjem, ki je bilo 
v delu že prej opredeljeno. Posebej je pomembna previdnost pri vzpostavljanju stika z neznanci 








3.3 Spletno nadlegovanje v kontekstu medvrstniškega nasilja 
Ko govorimo o spletnem nadlegovanju med mladimi, gre pri tem v nekaterih primerih za oblike 
nadlegovanja, ki nastajajo pri udejstvovanju na spletu in so ločene od »resničnega« življenja. 
Po drugi strani pa so lahko dejanja spletnega nadlegovanja tesno povezana z oblikami 
medvrstniškega nasilja, ki se dogaja v živo. V magistrskem delu uporabljam izraz »klasične« 
oblike nasilja, uporablja se tudi izraz »tradicionalne« oblike nasilja (ang. traditional violence); 
gre torej za oblike, ki so obstajale že pred razvojem IKT. Takšne oblike seveda s pojavom IKT 
niso izginile, v določenih že omenjenih primerih pa lahko rečemo, da se z novimi primeri 
spletnega nadlegovanja prekrivajo. Koliko in na kakšen način se različne oblike nasilij 
prekrivajo, je predmet različnih raziskav, pa tudi pričujočega magistrskega dela. Pri tem gre 
lahko za vprašanje, ali se takšno klasično nasilje prevesi tudi v spletno nadlegovanje ali obratno 
(torej, ali se s spleta prenese v nasilje v živo – v teh primerih bi storilec bil ista oseba). Drugo 
vprašanje je lahko vezano na konkretne oblike nadlegovanj (npr. grožnje, izsiljevanje in 
drugo): so osebe, ki so žrtve nadlegovanja tako v živo kot prek spleta, deležne enakih oblik 
nadlegovanj? Ali gre pri spletnem nadlegovanju za drugačne ali celo nove oblike? 
3.3.1 Oblike in pojavnost klasičnega medvrstniškega nasilja 
Medvrstniško nasilje je predmet raziskav že dlje časa, in sicer vsaj od 70-ih let prejšnjega 
stoletja dalje (Olweus, Limber in Breivik, 2019, str. 70), ko se je začelo preučevati ta pojav 
predvsem med mladimi, ki so obiskovali osnovne šole. Posebej pomemben je bil program, ki 
ga je razvil Dan Olweus na Norveškem v 80. letih 20. stoletja in je bil denimo prvotno 
namenjen preprečevanju medvrstniškega nasilja šolarjev od 3. do 11. razreda (kar je ekvivalent 
nižjih letnikov srednješolskih programov pri nas) (prav tam, 71). Kot je bilo v magistrskem 
delu že omenjeno, se za tovrstno medvrstniško nasilje v angleščini uporablja beseda bullying, 
katere glavni značilnosti sta ponavljajoče agresivno vedenje z namenom škoditi žrtvi, pri čemer 
med storilcem in žrtvijo obstaja neravnovesje moči. Med te oblike nasilja spadajo verbalno 
nasilje, fizično nasilje in indirektno ali relacijsko nasilje (npr. izključitev iz družbe), zraven pa 
je lahko vključeno tudi spletno nadlegovanje (prav tam).  
Šulc in Bučar Ručman v metaanalizi raziskovanja medvrstniškega nasilja v Sloveniji 
fizičnemu, verbalnemu in kibernetskemu nasilju namesto posrednega dodata še psihično, 
socialno, relacijsko nasilje (manipulacije, izključitev iz družbe), ekonomsko in spolno nasilje 






opredeljene v Olweusovem programu za preprečevanje medvrstniškega nasilja, so lahko še: 
uničenje lastnine, prisila, da žrtev naredi nekaj proti svoji volji, govorice, grožnje z nasiljem, 
izločitev iz dejavnosti (Olweus in drugi, 2019, str. 70–71). 
Študija na reprezentativnem vzorcu ameriških najstnikov od 12. do 18. leta starosti je pokazala, 
da je bilo v letu 2015 21 % anketiranih najstnikov žrtev medvrstniškega nasilja (Olweus in 
drugi, 2019, str. 70–71). Najpogosteje so bili žrtve verbalnega nasilja, fizično nasilje pa je 
doživelo 5 % anketiranih mladih. V Sloveniji je metaanaliza raziskav o medvrstniškem nasilju 
(Šulc in Bučar Ručman, 2019, str. 82) pokazala, da je imela približno tretjina slovenskih otrok 
in mladostnikov že izkušnje z medvrstniškim nasiljem, od tega gre za ponavljajoče se nasilje 
pri dobrih 9 %. Prav tako je analiza pokazala, da se pojavnost skozi čas značilno ne spreminja 
(prav tam). 
3.3.2 Spletno nadlegovanje kot podaljšek klasičnega medvrstniškega nasilja 
Jasno je, da se nekatere od omenjenih oblik medvrstniškega nasilja lahko med sabo prekrivajo. 
Posebej to velja, ko govorimo o spletnem nadlegovanju. Kot je razvidno že iz prej naštetih 
primerov, je lahko spletno nadlegovanje tudi verbalno, pa tudi spolno ali relacijsko nasilje. 
V teh primerih gre predvsem za oblike, ki so obstajale že prej, z razvojem IKT pa so se 
predrugačile, saj storilci uporabljajo mobilne telefone ali internet. 
Primeri, kjer govorimo o tem, da je spletno nadlegovanje »podaljšek« klasičnih oblik 
medvrstniškega nasilja, so primeri, ko storilci medvrstniškega nasilja in nadlegovanja svoja 
dejanja »nadaljujejo« tudi prek spletnih platform. V teh primerih je storilec spletnega 
nadlegovanja najverjetneje poznan žrtvi. Različne raziskave (npr. Ybarra in drugi, 2007; 
Erdur - Baker, 2010; Wachs in drugi, 2015; Randa, Nobles in Reyns, 2015; Caravaca Sanchez 
in drugi, 2016) so v preteklem desetletju in pol ugotovile, da je spletno nadlegovanje vsaj 
do neke mere pojav, ki je povezan tudi z dejanji klasičnega medvrstniškega nasilja, konsistentni 
izsledki raziskav pa so bili tudi, da je spletno nadlegovanje obenem tudi samostojen pojav – 
torej, da posamezniki oba tipa nadlegovanj doživljajo ločeno. 
Razlike v raziskavah so bile predvsem v deležu prekrivanja obeh oblik nadlegovanja. 
V nekoliko starejši raziskavi na vzorcu ameriških otrok, starih od 10 do 15 let (Ybarra in drugi, 
2007), je med mladimi, ki so v zadnjem letu doživeli spletno nadlegovanje, več takšnih 






tako pri otrocih, ki so se šolali doma, kot pri teh, ki so se šolali v javnih šolah (prav tam, str. 47). 
Med tistimi, ki so doživeli obe vrsti nadlegovanja, je manjši delež takšnih, kjer je storilec enak 
kot »v živo« – podobno število mladih je odgovorilo, da storilca sploh ne poznajo ali pa da gre 
za drugo osebo (prav tam, str. 48). 
Večje prekrivanje med oblikami nadlegovanja je ugotovila raziskava na starejših španskih 
adolescentih (Caravaca Sanchez in drugi, 2016). Od vseh udeležencev raziskave je dobrih 40 % 
doživelo obe obliki nadlegovanja. Od teh, ki so doživeli spletno nadlegovanje, jih je večina, 
oziroma skoraj 78 %, doživela tudi oblike klasičnega nasilja. Med tistimi, ki so bili žrtve 
tradicionalnega nasilja, pa je spletno nadlegovanje doživelo slabih 66 %. Klasično nasilje se je 
v tej raziskavi torej izkazalo kot samostojnejši pojav v primerjavi s spletnim nadlegovanjem. 
Dejanja spletnega nadlegovanja so po drugi strani pogosteje nastopala v navezavi z oblikami 
klasičnega nasilja. Pri tem je treba poudariti, da v raziskavi ni bilo zastavljeno vprašanje, ali 
žrtve storilca poznajo oziroma ali gre pri obeh oblikah nasilja za različne storilce. Iz rezultatov 
te raziskave torej ni razvidno, ali je spletno nadlegovanje res predstavljalo »podaljšek« 
tradicionalnega nasilja. 
Z vprašanjem prekrivanja spletnega nadlegovanja in nadlegovanja v živo se je ukvarjala tudi 
raziskava med ameriškimi najstniki v srednjih šolah v zvezni državi Maryland (Waasdorp in 
Bradshaw, 2015), kjer je bilo ugotovljeno, da skoraj vsi primeri spletnega nadlegovanja 
nastopajo v povezavi z oblikami klasičnega nasilja ali nadlegovanja – zgolj slabih 5 % je 
doživelo spletno nadlegovanje, ne pa tudi drugih oblik nadlegovanja. Kljub temu da so 
anketiranci v največji meri doživeli obe obliki nadlegovanja, jih v 71 % teh primerov ni 
nadlegovala ista oseba, skoraj 30 % pa jih sploh ni poznalo osebe, ki jih je nadlegovala 
prek spleta (prav tam, str. 486). Povedano z drugimi besedami, raziskava ni pokazala, da bi 
spletno nadlegovanje nastopalo zgolj kot »podaljšek« klasičnega nadlegovanja – torej, v smislu, 
da bi storilec klasičnega in spletnega nadlegovanja bila ista oseba.  
S podobnimi vprašanji se je ukvarjala tudi druga ameriška raziskava, izvedena na vzorcu 
nacionalne ankete o žrtvah kriminala, ki je ugotavljala prisotnost spletnega nadlegovanja in 
medvrstniškega nasilja med najstniki od 12. do 18. leta starosti (Randa in drugi, 2015). Namen 
raziskave je bil postaviti pojav spletnega nadlegovanja v kontekst obstoječih oblik 
medvrstniškega nasilja. Rezultati so pokazali, da gre pri spletnem nadlegovanju pogosto 






prek novih medijev oziroma IKT. Predvsem gre za pojav tako imenovanega relacijskega nasilja 
(prav tam, str. 181–182), ki nastopa tako v klasični obliki (v živo oziroma »iz oči v oči«) kot 
prek novih medijev.  
Dejanja sama pri tem niso bistveno različna in bi se lahko obravnavala enotno. V raziskavi je 
bila ugotovljena siceršnja povezanost med pojavi klasičnega nasilja in pojavi spletnega 
nadlegovanja. Velika večina žrtev spletnega nadlegovanja je doživela tudi obliko klasičnega 
nasilja, pri čemer so specifični pojavi klasičnega nasilja bili povezani s sorodnimi pojavi 
spletnega nadlegovanja (na primer: anketiranci, ki so odgovorili, da so doživeli specifičen 
pojav tradicionalnega nasilja, npr. izsiljevanje, so v veliki meri odgovorili tudi, da so doživeli 
to obliko nasilja tudi prek elektronskih medijev) (prav tam, str. 178). 
Po drugi strani so v raziskavi kot drugačna izstopala dejanja nadlegovanja v skupnostih, 
osredotočenih okoli igranja računalniških iger (»gaming skupnostih« ali platformah). Prav tako 
je bila pri nadlegovanju na gaming platformah povezanost s klasičnimi oblikami nasilja 
najmanjša (prav tam). Avtorji raziskave so spletno nadlegovanje videli tako kot pojav, povezan 
s siceršnjimi oblikami medvrstniškega nasilja, kot tudi povsem samostojen pojav – a slednje je 
veljalo predvsem za skupnosti, ki so skonstruirane v online svetu (pri raziskavi 
okoli računalniških iger) in za katere veljajo zanje specifične norme in pravila. Slednja so 
v določeni meri sicer lahko tudi preslikave družbenih norm iz »resničnega« sveta (npr. šolsko 
okolje) v online kontekst. Odgovor na vprašanje, kako ločena so tovrstna okolja od okolij, kjer 
se pojavljajo druge oblike spletnega nadlegovanja, je lahko tudi v tem, kakšen pomen imajo 
tovrstne skupnosti v družbenem življenju mladih – so le del njihovega prostega časa ali pa 
morda predstavljajo večji del ali celo večino njihovega družbenega življenja?  
Iz pregleda sorodnih raziskav je razvidno, da prihaja do različnih ugotovitev tako glede načina 
kot količine prekrivanja različnih vrst nadlegovanja. Razlike so lahko posledica različnih 
metodoloških pristopov. Raziskave denimo uporabljajo zelo različne vzorce – razlike 
v rezultatih lahko nastajajo med različnimi državami (kot je bilo pokazano v raziskavi, kjer so 
sodelovali anketiranci iz Nizozemske, Nemčije in Tajske (Wachs in drugi, 2015)), pa tudi 
v segmentu mladih, ki ga raziskave preučujejo. Vzorci so namreč zajemali različne starostne 
skupine, od mlajših najstnikov do študentov višjih šol (Caravaca Sanchez in drugi, 2016). 
Pomembna razlika je bila tudi v obdobju, ki so ga avtorji raziskav uporabili za to, da so 






v zadnjem obdobju doživeli različne oblike nadlegovanja ali nasilja – razpon tega obdobja je 
bil od treh mesecev (npr. Waasdorp in Bradhsaw, 2015) do enega leta (npr. Caravaca Sanchez 
in drugi, 2016). 
Prav tako iz rezultatov omenjenih starejših raziskav ni možno pojavov spletnega nadlegovanja 
enolično umestiti v širši kontekst medvrstniškega nasilja. Na primer, čeprav je dokazano veliko 
prekrivanje obeh vrst nadlegovanja (spletno in klasično), v večini raziskav ni jasno, ali gre 
pri tem za iste storilce in iste incidente ali da bi iz rezultatov kakorkoli drugače lahko pojasnili, 
da je spletno nadlegovanje podaljšek klasičnega nadlegovanja. Pri nekom, ki je bil žrtev 
klasičnega in spletnega nadlegovanja, obstaja pomembna razlika, ali sta se ti dve nasilji pojavili 
povezani pri istem incidentu (določena skupina žrtev nadleguje fizično in po spletu) ali pa so 
se pojavili ločeno (npr. skupina A je najstnika pretepala, neka druga skupina B, ki z A ni 
povezana, pa ga je smešila na spletu). V nekaterih raziskavah tudi ni jasno, na kakšen način 
poteka nadlegovanje – na primer, kako storilci kombinirajo obe vrsti nadlegovanja in kako se 
razlikujejo nadlegovanja ene ali druge vrste. 
Manj raziskane so tudi značilnosti okolij, v katerih poteka spletno nadlegovanje. Ena 
od raziskav (Randa in drugi, 2015) sicer izpostavi skupnosti okoli računalniških iger kot okolja, 
kjer spletno nadlegovanje ni povezano s klasičnim nadlegovanjem, a so tudi v tem primeru 








4 EMPIRIČNI DEL 
 
4.1 Raziskovalna vprašanja 
Prek obstoječe teorije in s pregledom relevantnih starejših raziskav smo za empirični del 
magistrskega dela oblikovali naslednja raziskovalna vprašanja: 
a) V kolikšni meri se klasično medvrstniško nasilje prekriva z oblikami spletnega 
nadlegovanja in v kakšnem obsegu je spletno nadlegovanje samostojen pojav? 
b) Kateri so dejavniki oziroma na kakšen način prihaja do prekrivanja med nadlegovanjem 
v spletnih okoljih ter klasičnim nasiljem? 
Prvi dve vprašanji se ukvarjata s prekrivanjem obeh oblik medvrstniškega nasilja; 
v empiričnem delu je bil tako predvsem namen ugotoviti, v kolikšni meri gre pri eni ali drugi 
obliki za samostojen pojav, v kolikšni meri pa za pojava, ki se prepletata med sabo. 
c) Kakšna je z vidika žrtev percepcija spletnega nadlegovanja v primerjavi s klasičnim 
nadlegovanjem?  
d) Kako se razlikujejo oblike spletnega nadlegovanja, kjer žrtev pozna storilca, v primerjavi 
s spletnim nadlegovanjem, kjer je storilec neznan?  
Tretje in četrto raziskovalno vprašanje sta namenjena ugotavljanju posledic, ki jih lahko 
predstavlja spletno nadlegovanje v primerjavi z oblikami klasičnega nadlegovanja. Za iskanje 
odgovora na tretje vprašanje je treba ugotoviti, kakšen je bil odziv žrtev enega ali drugega tipa 
nadlegovanj. Potencialna anonimnost, ki jo opiše četrto vprašanje, je ena tistih značilnosti, ki 
jih omogoča splet, in lahko predstavlja lastnost tistih pojavov spletnega nadlegovanja, ki so 
povsem ločeni od klasičnih oblik nasilja. V empiričnem delu ugotavljamo, ali anonimnost 
predstavlja pomemben dejavnik, ki vpliva na različno percepcijo obeh tipov nadlegovanj.  
4.2 Metodologija zbiranja podatkov in raziskovalni načrt 
V empiričnem delu naloge smo uporabili tako kvalitativno kot kvantitativno metodo 
raziskovanja. Kvantitativno metodo je predstavljala spletna anketa, ki je bila prvotno izvedena 
v sklopu projekta »Odklikni!«, za potrebe magistrskega dela pa je bila z nekoliko 






smo na vzorcu slovenskih srednješolcev želeli ugotoviti, kako pogosto se pojavljajo različne 
oblike spletnega nadlegovanja ter klasičnega nasilja in v kolikšni meri se oba tipa nadlegovanj 
prekrivata med sabo. Nadalje smo s pomočjo ankete želeli izmeriti odzive mladih glede na 
različne dejavnike oziroma spremenljivke (npr. oblika nadlegovanja, anonimnost storilca). 
Zastavljenih ciljev dela ni mogoče doseči zgolj z uporabo kvantitativnih metod, zato smo 
uporabili tudi kvalitativno metodo fokusnih skupin oziroma uporabo kombinacije obeh metod. 
Takšna komplementarna raba namreč omogoča proučitev različnih vidikov raziskovalnega 
problema (Brannen, 1992a, v Lobe, 2006, str. 64). Podatki ene metode lahko preiskujejo 
(ang. examining), pojasnjujejo (ang. explaining) in/ali obogatijo (ang. enriching) podatke, 
zbrane z drugo metodo (prav tam). 
S fokusnimi skupinami smo lahko globlje preučili, na kakšen način poteka prekrivanje obeh 
tipov medvrstniškega nadlegovanja in nasilja (če sledimo splošni razdelitvi na spletno in 
klasično medvrstniško nadlegovanje). Zbrani podatki pa lahko pripomorejo tudi k boljšemu 
razumevanju tega, kako najstniki dojemajo spletno nadlegovanje ter spletna okolja in platforme, 
v katerih do teh oblik nadlegovanja prihaja.  
Zbiranje podatkov in analiza obeh metod sta potekala ločeno, podatki pa so bili združeni v fazi 
intepretacije, kjer so s pomočjo podanih raziskovalnih vprašanj združene ugotovitve ene in 
druge metode. 
4.2.1  Kvantitativna metoda: anketa  
Osnova kvantitativne metode magistrskega dela je bil anketni vprašalnik, ki je bil v prvotni 
obliki izveden v sklopu projekta »Odklikni!«. Projekt je naslavljal spletno nasilje in 
nadlegovanje kot obliko nasilja nad ženskami, namen pa sta bila med drugim ozaveščanje in 
spreminjanje odnosa do spletnega nasilja in nadlegovanja žensk (Brečko, 2020, str. 11). V 
anketiranje je bilo vključenih 5290 učencev in dijakov od 12. do 18. leta starosti 
(2977 osnovnošolcev in 2290 srednješolcev); od tega 53 % fantov in 47 % deklet (prav tam, 
str. 19).  
Za potrebe pričujočega magistrskega dela pa je bil razvit nov vprašalnik, ki je bil osnovan 
na prvotnem vprašalniku »Odklikni!« in dopolnjen z vprašanji, ki so se navezovala na klasično 
medvrstniško nasilje. Osnovni vprašalnik je bil nekoliko skrajšan, dodana pa so bila vprašanja, 






v nadaljevanju. Ker so bili ciljna populacija magistrskega dela mladi v starosti od 15 do 18 let, 
je bila v sodelovanju s projektom »Odklikni!« anketa z novim vprašalnikom izvedena le 
med srednješolci (N = 558). Obe anketi sta bili izvedeni v šolskem letu 2018/2019. 
Anketa z novim vprašalnikom je bila izvedena na srednjih šolah, ki so sodelovale v projektu 
»Odklikni!« kot prejemnice delavnic za dijake o spletnem nadlegovanju. Izvedena je bila 
ob zaključku delavnice kot del evalvacijske ankete, zato posebna (nova) vabila niso bila 
potrebna. Dijaki in dijakinje so vprašalnik izpolnili v razredu oziroma v prostorih zavoda, kjer 
je potekala delavnica.  
4.2.1.1 Struktura anketnega vprašalnika 
Sestava anketnega vprašalnika4 in zbiranje podatkov sta potekala s pomočjo orodja za spletno 
anketiranje 1KA. Vprašalnik, ki je bil uporabljen za potrebe projekta »Odklikni!«, je bil obširen 
vprašalnik z več kot 30 vprašanji in okvirno tremi sklopi (Brečko, 2020, str. 19). Skupno je 
imel 189 spremenljivk. Za potrebe magistrskega dela je bil uporabljen le del vprašalnika, bolj 
ključna so bila vprašanja, ki so se navezovala na oblike klasičnega nasilja (v vprašalniku 
označeno tudi kot »fizično nasilje«, nasilje »iz oči v oči«) in so bila dodana za drugo izvedbo 
ankete – natančneje, dodanih je bilo 56 spremenljivk, skupaj pa jih je imela ta različica 
vprašalnika 176. V nadaljevanju poglavja je torej opisan drugi, prilagojeni vprašalnik. 
Začetni del vprašalnika je bil sestavljen iz demografskih vprašanj, s pomočjo katerih izvemo 
več o samih respondentih – gre za vprašanja o spolu, letniku, ki ga obiskujejo, vrsti 
srednješolskega programa, velikosti kraja bivanja. Sledila so vprašanja, ki so ugotavljala 
pogostnost uporabe elektronskih naprav, katere različne naprave ter katere aplikacije in spletne 
strani se najpogosteje (in kako pogosto) uporabljajo.   
Nadaljevanje vprašalnika je bilo namenjeno vprašanjem, vezanim na različne oblike 
medvrstniškega nasilja in nadlegovanja. Anketirancem je bila podana tudi natančna definicija 
spletnega nadlegovanja. Sprva so jim bile predstavljene različne trditve v povezavi s spletnim 
nadlegovanjem, do katerih so se sodelujoči opredeljevali na petstopenjski Likertovi lestvici, 
 
 






od »sploh se ne strinjam« do »popolnoma se strinjam«. Dopustil se je tudi nevtralni odgovor 
»niti se strinjam niti se ne strinjam«. S trditvami se je ugotavljalo: 
a) Kakšen odnos imajo anketiranci do spletnega nadlegovanja, na primer, kako resno jemljejo 
spletno nadlegovanje (primer trditev: »mislim, da je oseba pogosto sama kriva, da jo 
nadlegujejo«; »žaljenje in norčevanje iz sošolcev in prijateljev na družbenih omrežjih sta 
vrsta zabave, ki nikomur ne škoduje«). 
b) Kako dojemajo razlike med spoloma (»dekleta, ki objavljajo svoje fotografije na internetu, 
so sama kriva, da jih nadlegujejo«; »nadlegovanje v živo se pogosteje dogaja fantom«). 
c) Kakšen odnos imajo respondenti do nadlegovanja »v živo« (»nadlegovanje v živo je 
škodljivejše kot spletno nadlegovanje«; »če te fant udari, ti v resnici želi povedati, da si mu 
všeč«). 
Nadaljevanje vprašalnika je bilo namenjeno ugotavljanju pogostnosti različnih pojavov 
spletnega nadlegovanja. Vprašanje je bilo sestavljeno tako, da so respondenti z »da« ali »ne« 
odgovarjali, ali so se jim v zadnjem šolskem letu že primerili navedeni primeri nadlegovanja. 
Primerov je bilo 16, med njimi: 
»Dobil/-a sem sporočilo, zaradi katerega me je bilo strah.« 
»Ustvarjen je bil moj lažni profil (npr. na Facebooku).« 
»Nekdo se je delal, da sem jaz, in naokoli pošiljal sporočila, zaradi katerih sem izgubil/-a 
prijateljice in prijatelje ter ugled.« 
»Prejel/-a sem fotografije ali videoposnetke, ki jih nisem želel/-a videti.« 
Za potrebe magistrskega dela so bile v posodobljenem vprašalniku dodane oblike fizičnega 
nadlegovanja; npr. »grozili so mi«, »pretepli so me«, »poniževali so me«, »spolno 
nasilje/otipavanje«. 
Nato so respondenti odgovarjali, na kakšen način oziroma prek katerih medijev so bili deležni 
prej opisanih primerov nadlegovanja. Na to vprašanje je bilo mogoče odgovoriti tudi z »niso 
me nadlegovali« – v primerjavi s prejšnjim vprašanjem, kjer so bile omenjene konkretne oblike 
nadlegovanj, so torej v tem primeru sodelujoči v raziskavi sami določili, če nekaj opredeljujejo 







Tisti, ki so pritrdili, da so bili v zadnjem letu deležni nadlegovanja, so dobili še nadaljnja 
vprašanja v povezavi s tem: 
a) Kako pogosto so bili deležni nadlegovanja? 
b) Kako so se počutili ob nadlegovanju (možni odgovori so bili npr. osamljeno, prestrašeno, 
depresivno, jezno, stresno itd.)? 
c) Kaj so storili ob nadlegovanju? 
č) Kdo je bil storilec nadlegovanja (nepoznana oseba, sošolec, prijatelj?)? 
V vseh primerih so bila v ponovljeni anketi dodana vprašanja, ki so se specifično nanašala 
na fizično nadlegovanje. 
V zadnjem delu vprašalnika so bila zastavljena še vprašanja, ali so bili anketiranci tudi sami 
kdaj storilci spletnega nadlegovanja in zakaj so se za to odločili. Tudi v tem primeru je bilo 
dodano podobno vprašanje, vezano na fizično nadlegovanje. Za magistrsko delo je bil sicer, 
kot je bilo povedano, uporabljen le del anketnega vprašalnika, ki je bil povezan z zastavljenimi 
raziskovalnimi vprašanji. 
4.2.1.2 Struktura respondentov 
Tako pri opisu strukture respondentov kot tudi pozneje pri analizi rezultatov uporabljamo 
izključno podatke ankete, ki je bila ponovljena s prilagojenim vprašalnikom in je vključevala 
vprašanja, ki so se nanašala na temo magistrskega dela. V anketi je sodelovalo 
13 srednješolskih zavodov iz različnih regij Slovenije (med njimi gimnazije, srednje šole, 
šolski centri z različnimi programi, en zavod za dijake s posebnimi potrebami ter dijaški 
domovi), ki so sodelovali z dijaki različnih programov (gimnazija, srednje poklicno 
izobraževanje, poklicno tehniško izobraževanje, srednje strokovno izobraževanje, nižje 
poklicno izobraževanje). Pet od teh zavodov je sodelovalo tudi v prvi anketi projekta 
»Odklikni!«, vendar ni nujno, da so bile v anketiranje vključene iste osebe. V povprečju je 
izpolnjevanje vprašalnika trajalo 10 minut, prekinitev vprašalnika pa je bilo relativno malo – 
10,4 %. 
Med 558 respondenti je bilo 48 % fantov in 52 % deklet. V primerjavi z obširnejšo raziskavo 






drugega letnika – 94 %, sodelovalo je še nekaj dijakov tretjega letnika (dobri 4 %) in 
četrtega letnika (1,6 %). Respondenti so obiskovali različne srednješolske programe – največ 
(39 %) jih je prihajalo iz programa srednjega poklicnega izobraževanja, nekaj manj 
iz gimnazijskih programov (32 %), približno 25 % iz srednjega strokovnega izobraževanja, 
peščica (dobri 3 %) pa še iz programov poklicno-tehniškega izobraževanja. 
4.2.2 Kvalitativna metoda: fokusne skupine 
Za kvalitativno metodo so bile izbrane fokusne skupine. Namen fokusnih skupin je bila pomoč 
pri iskanju bolj vsebinskih odgovorov na raziskovalna vprašanja, kjer anketni vprašalnik ne 
more zadostovati. Skozi poglobljene pogovore s skupinami srednješolcev smo želeli izvedeti 
več o prekrivanju spletnega in »klasičnega« nadlegovanja, predvsem o tem, na kakšen način to 
prekrivanje poteka. Obenem je bil cilj izvedeti več o samem udejstvovanju najstnikov na spletu 
oziroma o platformah, kjer se dogajajo primeri nadlegovanja. 
Izvedene so bile tri fokusne skupine s šestimi oziroma sedmimi udeleženci na srednjih šolah 
različnih programov, vsi udeleženci so pred tem izpolnili tudi anketni vprašalnik. 
4.2.2.1 Struktura fokusnih skupin 
Cilj fokusnih skupin je bil poiskati bolj vsebinske odgovore na zastavljena raziskovalna 
vprašanja. Pred začetkom izvajanja fokusnih skupin smo si zastavili naslednja izhodiščna 
vprašanja, v grobem razdeljena v tri sklope: 
Sklop 1: Uporaba naprav in aplikacij 
‒ Katere aplikacije, spletna omrežja in strani največ uporabljate?  
‒ Na kakšen način jih največ uporabljate? Za deljenje slik? Sporočila? 
‒ S kom ste največ v stikih, ko uporabljate aplikacije oziroma družbena omrežja? So to samo 
prijatelji, sošolci?  
‒ Kako pogosto prek spleta navežete stik tudi z neznanimi osebami oziroma ljudmi, ki jih 
v živo ne poznate? 
Sklop 2: Spletno nadlegovanje in povezava z nadlegovanjem v živo 
‒ Kako pogosto pride do žaljenja? Kaj pa do groženj, izsiljevanja? Še kaj podobnega? Če sami 






‒ Se neko nadlegovanje začne z odnosom v živo? Ali se morda začne s komentarji prek spleta 
ali na omrežjih in potem prenese tudi v živo? Poznate kakšen primer tega? 
‒ Tisti, ki počnejo te stvari prek spleta – je njihov odnos v živo (npr. v šoli) enak? 
‒ Se vam zdi, da je med fanti in dekleti razlika pri tem, do kakšnih oblik nadlegovanja prihaja? 
Konkretni primeri tega? 
‒ Poznate primere, ko je nadlegovanje začela oseba, ki je bila neznana? Kakšne stvari pišejo 
ti ljudje? Kje na spletu se to dogaja? 
Sklop 3: Odziv in ravnanje ob primerih medvrstniškega nadlegovanja in nasilja 
‒ Kakšna je vaša reakcija, ko se zgodijo primeri takšnega nadlegovanja? Ali kaj storite? 
‒ Se vam kdaj zdi, da ni nič takega? Kje je tista meja, kjer stvar postane »resna«? 
‒ Kako ostali gledajo na primere takšnega (spletnega) nadlegovanja? 
‒ Se s starši ali vrstniki kdaj pogovarjate o tem? 
‒ Če so se jim zgodili konkretni primeri: Na kakšen način ste se takrat odzvali? Ste vedeli, 
na koga se obrniti? 
Omenjena vprašanja so bila zgolj izhodišča, potek pogovora pa se je prilagajal in spreminjal 
glede na konkretne izkušnje in primere, ki so jih navedli sodelujoči. Časovna omejitev 
pogovora je bila 45 minut, torej ena šolska ura. 
4.2.2.2 Postopek izvedbe fokusnih skupin  
Vabilo je bilo poslano ravnateljem dveh srednjih šol. V prvem primeru je šlo za šolo 
z različnimi srednješolskimi programi, ki je sodelovala v projektu »Odklikni!«. V tej šoli sta 
bili izvedeni dve fokusni skupini, vsaka na različnem srednješolskem programu (gimnazija, 
srednje poklicno izobraževanje). Tretja skupina je bila izvedena nekoliko pozneje, v šoli, ki 
prvotno ni bila del raziskave »Odklikni!«. Pred izvajanjem te skupine so udeleženci sodelovali 
v anketi, v delavnicah projekta pa ne. 
Skupina 1: 
Datum izvedbe: 13. december 2018. 
Trajanje: 40 minut. 









Datum izvedbe: 13. december 2018. 
Trajanje: 36 minut. 
Udeleženci: 6 udeleženk, dijakinje drugih in tretjih letnikov gimnazije. 
 
Skupina 3: 
Datum izvedbe: 22. maj 2019. 
Trajanje: 40 minut. 
Udeleženci: 6 udeležencev, dijaki in dijakinje prvega letnika gimnazije. 
4.3 Analiza podatkov 
V skladu z raziskovalnim načrtom so bili podatki obeh metod zbrani in analizirani ločeno, 
združili pa smo jih pozneje v interpretaciji. Baza podatkov, ki je bila zbrana z anketnim 
vprašalnikom, je bila izvožena iz spletnega orodja 1KA v program za statistično obdelavo 
podatkov SPSS, različica 25. Fokusne skupine so bile analizirane s pomočjo zvočnih posnetkov. 
4.3.1 Anketni vprašalnik 
Ker je bil anketni vprašalnik zelo obsežen, smo pri odločanju, katere podatke upoštevati in 
katera vprašanja izvzeti iz analize, sledili raziskovalnim vprašanjem. Analizo smo na podlagi 
tega razdelili v naslednje sklope: 
1) Prekrivanje spletnega in klasičnega nadlegovanja. Najprej je treba ugotoviti, kako pogoste 
so ene in druge oblike, nato prekrivanje med enimi in drugimi.  
2) Razlike v percepciji med oblikami spletnega in oblikami klasičnega nadlegovanja 
(v anketnem vprašalniku pogosteje opisanega kot »fizično« nadlegovanje, »iz oči v oči«). 
S tem lahko tudi ocenimo, ali ima en tip nadlegovanj določeno »moč« napram drugemu, ali 
ugotovimo, če velja, da je en tip nadlegovanja bistveno drugačen od drugega. Težje pa 
z anketnim vprašalnikom ocenjujemo, na kakšen način prihaja do prekrivanja med obema 
vrstama nadlegovanj (kar je del drugega raziskovalnega vprašanja) 
3) Faktor anonimnosti in poznavanja storilca. Ali poznavanje storilca spremeni dojemanje 
različnih oblik nadlegovanja? Drugi razlog, zakaj je ta razsežnost relevantna, je v tem, da 






neznane osebe itd.), odgovori tudi na vprašanje o tem, kako zelo samostojen pojav sta lahko 
ena ali druga vrsta nadlegovanja. 
4.3.1.1 Prekrivanje spletnega in klasičnega nadlegovanja 
Prvo raziskovalno vprašanje se nanaša na prekrivanje oblik spletnega in klasičnega 
nadlegovanja. V anketnem vprašalniku sta se pojavnosti ene in druge vrste nadlegovanja 
ugotavljali prek vprašanj, v katerih je bilo naštetih več specifičnih oblik enega in drugega tipa 
nadlegovanj, na katere so nato respondenti odgovorili s pritrdilnim ali nikalnim odgovorom 
(»da« ali »ne«). Za merjenje spletnega nadlegovanja je bilo podanih 16 oblik nadlegovanja (in 
možnost odgovora »drugo«). Pred temi vprašanji je bila respondentom predstavljena tudi 
definicija spletnega nadlegovanja. Posamezna oblika se je razumela kot spletno nadlegovanje 
takrat, ko je storilec uporabil mobilno tehnologijo, internet, ali druge oblike informacijske 
tehnologije (najpogostejše so bile tudi naštete). Najpogosteje so respondenti izbrali odgovor 
»širjenje neresničnih govoric«, za kar je pritrdilni odgovor podalo 208 respondentov ali 41 % 
vseh, ki so odgovorili na to vprašanje. Nad 40 % je prejelo sporočila z neprimerno vsebino, 
nad 30 % je prejelo tudi fotografijo s spolno vsebino in fotografije ali videoposnetke, ki jih 
niso želeli videti. Najmanj, manj kot 4 %, je odgovorilo, da je bila ustvarjena spletna stran 
o njih5. Med oblikami klasičnega nasilja je bilo naštetih 9 oblik, med katerimi se je največ, 
40 % respondentov, odločilo za odgovor »zafrkavali so me«. Pogost je bil tudi odgovor 
»izključitev iz skupine« (25 %), »poniževali so me« (24 %), nekoliko manj (17 %) je prejel 
odgovor »grozili so mi«. Najmanj respondentov je odgovorilo, da se jim je zgodil »prisiljen 
spolni odnos oziroma posilstvo«, a je še vedno dobil 3 % pritrdilnih odgovorov 
(14 respondentov).6  
V vprašalniku so bile oblike klasičnega nadlegovanja za lažjo ponazoritev označene kot 
»fizično« (ali »iz oči v oči«) nadlegovanje. Namen je bil, da respondenti lažje presodijo, kam 
uvrstiti določeno obliko nadlegovanja v primerih, ko bi bilo sicer možno, da se ta oblika pojavi 
tako na spletu kot »v živo«. Denimo odgovora »grozili so mi« in »izsiljevali so me« sta se 




5 Tabela s podatki se nahaja v prilogi B.1. 






Za odgovor na vprašanje o tem, koliko anketirancev je bilo žrtev tako oblik spletnega kot 
klasičnega nadlegovanja, ter o tem, koliko jih je bilo deležnih samo ene vrste nadlegovanja, 
smo v programu SPSS ustvarili novi spremenljivki za spletno ter klasično nadlegovanje. 
Tabela 4.1 prikazuje, koliko anketirancev je vsaj na eno od vprašanj v sklopu odgovorilo 
pritrdilno. Odgovor »ne« pomeni, da respondenti niso dali pritrdilnega odgovora za nobeno 
od naštetih oblik nadlegovanja ter da so vsaj za eno obliko nadlegovanja odgovorili, da se jim 
ni zgodila. Neveljavni odgovori so tisti, kjer respondenti niso prišli do vprašanja ali so ga 
v celoti preskočili (na nobeno vprašanje niso odgovorili ne z »da« in ne z »ne«). Iz rezultatov, 
prikazanih v tabeli, je vidno, da so oblike spletnega nadlegovanja pogostejše, saj se je približno 
70 % respondentov zgodila vsaj ena od naštetih oblik, v primerjavi s slabimi 51 % za oblike 
klasičnega nadlegovanja. 
Tabela 4.1: Pojavnost spletnega in klasičnega nadlegovanja 
 Spletno nadlegovanje Klasično nadlegovanje 
  n % n % 
Da (vsaj ena oblika). 361 70,2 248 50,8 
Ne. 153 29,8 240 49,2 
Skupaj. 514 100 488 100 
Neveljavni. 44  70  
Vsi. 558  558  
Vprašanje: Ali ste doživeli katero od naštetih oblik spletnega nadlegovanja? 
Vprašanje: Ali ste doživeli katero od naštetih oblik klasičnega (»iz oči v oči«) nadlegovanja? 
 
Za ugotavljanje prekrivanja med eno in drugo obliko smo novi spremenljivki postavili 
v navzkrižno tabelo. Med skupaj 485 anketiranimi7, kolikor jih je odgovorilo na ta vprašanja, 
je vsaj eno obliko obeh tipov nadlegovanj doživelo 218 dijakov in dijakinj, to pomeni 45 %, 
vsaj eno od oblik enega ali drugega tipa nadlegovanja pa 75,5 %. V tabeli 4.2 je prikazano 
prekrivanje obeh tipov nadlegovanj. Med dijaki in dijakinjami, ki so doživeli vsaj eno obliko 
spletnega nadlegovanja, je 64,5 % takšnih, ki so ob tem doživeli tudi vsaj eno obliko klasičnega 
nadlegovanja. Po drugi strani je med temi, ki so doživeli obliko klasičnega nadlegovanja, 
88,6 % takih, ki so ob tem doživeli tudi vsaj eno obliko spletnega nadlegovanja.  
 
 
7 Število respondentov je na tej točki manjše kot pri vprašanjih o spletnem nadlegovanju. Razlika je nastala, ker 
so nekateri anketiranci bodisi prekinili izpolnjevanje vprašalnika bodisi niso odgovorili na vprašanja o oblikah 






Tabela 4.2: Prekrivanje obeh tipov nadlegovanj 
    Klasično nadlegovanje 
    Da. (vsaj ena oblika) Ne. Skupaj 





























    100  100  100 
 
Če podatke primerjamo z raziskavo, ki je bila izvedena med španskimi adolescenti 
(Caravaca Sanchez in drugi 2016), so predvsem glede splošne pojavnosti obeh tipov 
nadlegovanja precej primerljivi (45 % v primerjavi s 40 % v španski raziskavi). Pri prekrivanju 
obeh tipov pa je prišlo do obrnjene vloge. Med slovenskimi srednješolci je skoraj 89 % tistih, 
ki so bili deležnih vsaj ene oblike klasičnega nadlegovanja, žrtev tudi vsaj ene oblike spletnega 
nadlegovanja, kar je bistveno več od 66 % v španski raziskavi. Po drugi strani je v raziskavi 
Caravace Sancheza in drugih (2016) od teh, ki so doživeli spletno nadlegovanje, večina, 
oziroma skoraj 78 %, doživela tudi oblike klasičnega nadlegovanja, medtem ko je ta odstotek 
pri slovenskih srednješolcih manjši, dobrih 64 %. Spletno nadlegovanje se torej v slovenskem 
primeru kaže kot samostojnejši pojav.  
Na večjo samostojnost spletnega nadlegovanja kažeta tudi primera odgovorov »grozili so mi« 
in »izsiljevali so me«, ki sta se pojavila tako pri vprašanju o oblikah spletnega nadlegovanja 
kot pri vprašanju o oblikah klasičnega nadlegovanja. Kot je bilo omenjeno, je več respondentov 
odgovorilo, da so bili deležni groženj prek spleta kot pa »v živo« (23,6 % prek spleta 
v primerjavi s 17,5 % v živo). Ob tem je, kot kaže tabela 4.3, 76 % tistih, ki so doživeli grožnje 
v živo, doživelo tudi grožnje prek spleta. Po drugi strani je le dobra polovica, 56,6 % tistih, ki 
so doživeli grožnje prek spleta, doživela tudi grožnje v živo. Podobni izsledki veljajo tudi 











Tabela 4.3: Prekrivanje obeh tipov nadlegovanj: primer odgovora »grozili so mi« 
    »Grozili so mi.« (klasično nadlegovanje) 
    Da. Ne. Skupno 





























    100  100  100 
Pri interpretaciji podatkov je treba razumeti, kako je bil zastavljen vprašalnik oziroma kako se 
je od respondenta poskušalo izvedeti, ali je doživel posamezne oblike nadlegovanja. Dejavnika, 
kjer med vprašalniki lahko nastanejo razlike, sta definicija spletnega nadlegovanja (na primer, 
za kako dolgo obdobje nazaj anketiranci še odgovarjajo) ter kako pogosti morajo biti ti pojavi, 
da se štejejo kot nadlegovanje. V vprašalniku so anketiranci najprej odgovorili, ali se jim je 
katera od oblik nadlegovanja zgodila v zadnjem šolskem letu in na kakšen način se jim je 
zgodilo nadlegovanje, v nadaljevanju pa so odgovarjali, kako pogosto se je nadlegovanje 
dogajalo. Vprašanje so prejeli le respondenti, ki so potrdili, da so bili nadlegovani9. Kot je 
vidno iz tabele 4.4, če bi bila definicija nadlegovanja postavljena kot »dlje časa trajajoče« ali 
»ponavljajoče se« oblike, bi bilo pojavnosti obeh tipov nadlegovanja manj. V večini primerov 
tako spletnega kot klasičnega nadlegovanja so anketiranci dejali, da so bili nadlegovani enkrat 
ali dvakrat v šolskem letu (dobrih 64 % jih je doživelo spletno nadlegovanje, 55 % pa klasično).  






  n % n % 
Enkrat ali dvakrat. 89 64,5 62 55,4 
Trikrat ali petkrat. 25 18,1 20 17,9 
Dogajalo se je približno enkrat 
na teden. 7 5,1 11 9,8 
Večkrat tedensko. 10 7,2 10 8,9 
Vsak dan. 7 5,1 9 8 
Skupaj 138 100 112 100 
Vprašanje (levo): Kako pogosto so te nadlegovali prek interneta ali mobilnega telefona v zadnjem šolskem letu?  
Vprašanje (desno): Kako pogosto so te nadlegovali »iz oči v oči« v zadnjem šolskem letu? 
 
 
9 Pomembna distinkcija – ne le, da so pred tem pritrdili, da se jim je primerila vsaj ena od naštetih oblik 
nadlegovanj, tudi sami so pri vprašanju o mediju nadlegovanja (tabela 4.5) pritrdili, da so bili nadlegovani (in niso 






Tabela 4.5 prikazuje odgovore na vprašanje o mediju nadlegovanja. Anketiranci so lahko 
odgovorili tudi, da so jih nadlegovali v živo, ali da niso bili nadlegovani. Odgovori kažejo, da 
je največ anketirancev odgovorilo, da niso bili nadlegovani – med vsemi, ki so odgovorili na 
to vprašanje, je ta odgovor izbralo 56,4 % dijakov in dijakinj. Odstotek tistih, ki so odgovorili, 
da so bili nadlegovani »v živo«, je 26,2, kar je drugi najpogostejši odgovor. Odstotek je manjši 
od pričakovanega glede na odgovore v prejšnjem sklopu vprašanj oziroma glede na število 
dijakov in dijakinj, ki so pred tem pritrdili, da se jim je primerila vsaj ena od naštetih oblik 
nadlegovanja. Ti odstotki so v širši kontekst postavljeni v nadaljevanju analize. 
Tabela 4.5: Mediji nadlegovanja 
  n % 
Prek programov za sporočanje (Skype, Messenger ...). 80 17 
Prek spletnih strani ali družbenih omrežij (Facebook, 
Twitter ...). 53 11,3 
Prek spletnih strani za izmenjavo fotografij in video 
posnetkov (YouTube, Instagram ...). 29 6,2 
Prek mobilnega telefona (SMS-sporočila, klici). 56 11,9 
V živo (»iz oči v oči«). 123 26,2 
Na drugačen način (prosimo, napiši kako). 17 3,6 
Niso me nadlegovali. 265 56,4 
Vprašanje: Na kakšen način so te nadlegovali? 
(n=470) 
Med drugimi odgovori pa je razvidno, da najpogosteje do nadlegovanja prihaja prek programov 
za sporočanje (17 % teh, ki so odgovorili na to vprašanje), nekaj manj, od 11 in 12 %, še 
prek spletnih strani ali družabnih omrežij ali prek mobilnega telefona (SMS, klici).  
4.3.1.2 Odnos do spletnega in klasičnega nadlegovanja 
Iz tabele 4.5 je torej razvidno, da je število anketirancev, ki so odgovorili, da niso bili 
nadlegovani, bistveno višje od števila anketirancev, ki so pred tem pritrdili, da so bili deležni 
vsaj ene oblike spletnega nadlegovanja. Obenem je razvidno, da je bistveno manj dijakov in 
dijakinj odgovorilo, da so bili nadlegovani v živo, kot pa jih je prej odgovorilo, da so bili 
deležni vsaj ene izmed naštetih oblik klasičnega nadlegovanja. Podrobnejši prikaz teh 
odstotkov (koliko anketiranih je v odgovoru o medijih nadlegovanja »pritrdilo«, da so bili 
nadlegovani, koliko pa jih je menilo, da niso bili nadlegovani) je v tabelah 4.6 in 4.7. Ker je 






nadlegovanj, je namen prikazanih rezultatov ugotoviti, ali je ta odstotek višji pri klasičnem ali 
spletnem nadlegovanju.   
Pri spletnem nadlegovanju to pomeni, da so anketiranci na vprašanje o mediju nadlegovanja 
(tabela 4.5) izbrali vsaj en odgovor, ki opisuje nadlegovanje prek IKT. Konkretno so to 
odgovori: »prek programov za sporočanje«, »prek spletnih strani ali družbenih omrežij«, 
»prek spletnih strani za izmenjavo fotografij ali video posnetkov«, »prek mobilnega telefona«, 
upoštevani pa so tudi odgovori »na drugačen način«. V tabeli 4.6 so ti odgovori prikazani kot 
»nadlegovan prek IKT«.   
 Tabela 4.6: Nadlegovani prek IKT – percepcija  
 
      Nadlegovan prek IKT  
    Izbran. Ni izbran. Skupno 





























    100  100  100 
IKT: »prek programov za sporočanje«, »prek spletnih strani ali družbenih omrežij«, »prek spletnih strani 
za izmenjavo fotografij ali video posnetkov«, »prek mobilnega telefona«, »na drugačen način« 
Najrelevantnejši podatek je odstotek dijakov in dijakinj, ki so bili deležni vsaj ene oblike 
spletnega nadlegovanja, ampak niso izbrali nobene od ponujenih možnosti v anketi. Takšnih je 
bilo 59,3 %. Nekoliko nižji odstotek dobimo, če razčlenimo odgovore »niso me nadlegovali« 
(prikazane v tabeli 4.5). Med anketiranci, ki so odgovorili z »niso me nadlegovali«, je 143 
takšnih, ki so doživeli vsaj eno obliko spletnega nadlegovanja. To predstavlja 43 % med vsemi 
anketiranci, ki so doživeli vsaj eno obliko spletnega nadlegovanja. Razlika v odstotkih nastaja 
pri tem, da so nekateri anketiranci, ki niso izbrali odgovora »niso me nadlegovali«, izbrali samo 
odgovor »nadlegovali so me v živo« ali pa so zavrnili vse ponujene odgovore. Tistim, ki so 
izbrali enega od ponujenih medijev (IKT) nadlegovanja, pa se odgovor »niso me nadlegovali« 
sploh ni ponudil. Tudi zato so relevantnejši odstotki, prikazani v tabeli 4.6. 
Percepcija klasičnega nadlegovanja je za nekaj odstotkov izrazitejša. Kot je prikazano 
v tabeli 4.7, je 46 % anketiranih, ki so doživeli vsaj eno obliko klasičnega nadlegovanja, 






oziroma 54 % anketiranih, ki so v vprašalniku pred tem pritrdili, da se jim je primerila vsaj ena 
oblika klasičnega nadlegovanja ali nasilja, ni menilo, da so bili nadlegovani v živo.  
Tabela 4.7: Nadlegovani v živo – percepcija  
    Odgovor: »Nadlegovali so me v živo« 
(»iz oči v oči«) 
 
    Da. Ne. Skupno 





























    100  100  100 
Če iz rezultatov vprašalnika ni možno ugotoviti večjih razlik v percepciji glede na tip 
nadlegovanj, pa so opaznejše razlike pri nekaterih od posameznih oblik nadlegovanja, ki so 
bile uporabljene v vprašalniku. Pri anketirancih nekatere od teh oblik morda niso bile 
upoštevane oziroma razumljene kot dovolj resne, da bi jih večina anketirancev označila kot 
»nadlegovanje« – do neke mere morda lahko prihaja tudi do normalizacije določenih oblik 
nadlegovanja.  
V tabeli v prilogi B.4 je prikazano, katere od oblik spletnega nadlegovanja so se bolj 
povezovale z odgovorom »niso me nadlegovali«. Na primer, skoraj 74 % teh, ki so doživeli, 
da je nekdo o njih »širil neresnične govorice«, je izbralo odgovor »niso me nadlegovali«. 
Na drugi strani spektra je odgovor »izsiljevali so me«, ki je bil s 44,4 % ena redkih oblik, kjer 
je manj kot polovica anketirancev, ki se jim je to že primerilo, izbrala možnost »niso me 
nadlegovali«. V teh primerih je število respondentov sicer manjše. Respondenti, ki niso pritrdili 
enemu izmed načinov nadlegovanj, ki so prikazani v tabeli 4.5, oziroma so odgovorili, da niso 
bili nadlegovani, so bili v večjem delu preostanka vprašalnika izvzeti iz vprašanj. Število 
respondentov je bilo pri teh vprašanjih bistveno manjše (n = 138). 
Odnos do obeh vrst nadlegovanj se pokaže tudi v odzivu in počutju, ki ga doživijo anketiranci 


























Bilo mi je smešno. 31,2 36,2 20,5 22,0 
Bilo mi je vseeno. 29,7 29,0 29,5 34,0 
Osramočeno. 23,2 34,8 28,6 28,0 
Zaskrbljeno. 29,7 37,7 24,1 28,0 
Razburjeno. 29 36,2 27,7 34,0 
Prestrašeno. 23,9 33,3 24,1 28,0 
Osamljeno. 27,5 37,7 24,1 28,0 
Vedel/-a sem, da gre le za zabavo. 13,8 14,5 13,4 10,0 
Nisem si upal/-a v šolo. 14,5 18,8 16,1 20,0 
Nisem mogla/mogel spati. 20,3 30,4 17 24,0 
Nemočno. 27,5 37,7 29,5 42,0 
Depresivno. 26,5 39,1 30,4 34,0  
Stresno. 38,4 52,2 34,8 38,0  
Jezno. 32,6 39,1 45,5 56,0  
Nisem se mogel/mogla učiti. 15,9 23,2 16,1 22,0  
Ni imelo učinka name. 15,9 20,3 13,4 18,0  
Drugo. 9,4 7,2 9,8 12,0  
 (n = 138) (n = 69) (n = 112) (n = 50)  
Vprašanje (spletno nadlegovanje): Kako si se počutil/-a, ko te je nekdo nadlegoval prek interneta ali mobilnega 
telefona? 
Vprašanje (klasično nadlegovanje): Kako si se počutil, ko te je nekdo nadlegoval v živo? 
Pri počutju (gre za odgovore, kot so »bilo mi je smešno«, »bilo mi je vseeno« ipd.) med obema 
oblikama ni bilo velikih razlik. Največja razlika je bila pri odgovoru »jezno« – tako se je 
počutilo 45,5 % tistih, ki so doživeli obliko nadlegovanja v živo, v primerjavi z 32,6 % teh, ki 
so doživeli obliko spletnega nadlegovanja. Prav tako je pri oblikah klasičnega nadlegovanja 
odstotkovno več odgovorov »osramočeno«, pri spletnem nadlegovanju pa se nekoliko več ljudi 
počuti »osamljeno«, »zaskrbljeno«, »stresno«, precej več ljudem se je zdelo spletno 
nadlegovanje smešno (31,2 % v primerjavi z 20,5 % pri klasičnem nadlegovanju)10.  
V tabeli 4.8 je prikazana tudi primerjava odstotkov pritrdilnih odgovorov, ko so v vzorcu samo 
anketiranci, ki so na eno in drugo vprašanje pritrdili odgovoru »grozili so mi«. Poudariti je 
treba, da so počutja v tabeli odziv na spletno ali klasično nadlegovanje nasploh – ne samo na 
grožnje. Torej, ker so bili anketiranci morda deležni tudi drugih oblik nadlegovanja, opisano 
 
 






počutje ni nujno odziv na grožnje (oziroma vsaj ne samo na grožnje). Vseeno lahko sklepamo, 
da se v nekaterih primerih vidi jasen vpliv, ki ga je na občutja anketirancev imela ta oblika 
nadlegovanj. Vidna je tudi razlika vpliva groženj prek spleta in mobilnih naprav v primerjavi 
z grožnjami v živo. 
Nasploh so namreč pri grožnjah odstotki višji – torej opisano počutje (ob spletnem ali 
klasičnem nadlegovanju) je bilo v povprečju pogostejše, če so anketiranci (prek spleta in 
mobilnih naprav ali v živo) doživeli grožnje. Razlike ni bilo pri odgovorih »bilo mi je vseeno« 
(a le za spletno nadlegovanje, medtem ko se je pri klasičnem nadlegovanju tudi ta odstotek 
zvišal) in »vedel sem, da gre za zabavo«, večina negativnih občutkov pa se občutno poveča. 
Pri spletnem nadlegovanju se najizraziteje poveča občutek stresa, z 38,4 % na 52,2 % 
odgovorov. Razlika je vidna, če to primerjamo s počutjem ob klasičnem nadlegovanju – če je 
oseba doživela grožnje »v živo«, to ni bilo povezano z veliko večjim odstotkom občutja stresa 
kot sicer ob klasičnem nadlegovanju (38 % v primerjavi s 34,8 %). Podoben primer sta 
osramočenost in depresivnost, ki v tem primeru postaneta pogostejša odgovora pri spletnem 
kot pa klasičnem nadlegovanju.  
V obeh primerih (pri grožnjah tako pri spletnem kot klasičnem nadlegovanju) je bilo bistveno 
več občutkov jeze in občutkov nemoči. Pri jezi in nemoči gre tudi za edini negativni čustvi, ki 
sta v primeru groženj pogostejši pri klasičnem kot spletnem nadlegovanju.  
Anketiranci so odgovorili tudi na vprašanje, kaj so storili ob nadlegovanju. Pri oblikah 
klasičnega nadlegovanja sta bila najpogostejša odgovora – »ignoriral/-a sem in čakal/-a, da se 
bo končalo samo od sebe« (34 %) ter »nič« (31,5 %). Tudi pri spletnem nadlegovanju sta bila 
odgovora pogosta, a največ ljudi se odloča za »blokiranje sporočil in klicev«. Pri obeh vrstah 
nadlegovanj je redko prišlo do tega, da bi to prijavili policiji (5 oziroma 6 %) ali učiteljem (5 
ali 7 %).  
4.3.1.3 Anonimnost in poznavanje storilca 
Pri pojavih spletnega nadlegovanja je večina anketirancev (64 %) odgovorila, da pozna osebo, 
ki jih nadleguje, a je vseeno velik delež (36 %) storilcev tudi neznanih oseb. Podatki so 






Tabela 4.9: Poznavanje storilca spletnega nadlegovanja 
  n % 
Da. 88 63,8 
Ne. 50 36,2 
Skupaj 138 100 
Vprašanje: Ali poznaš osebo, ki te je nadlegovala? 
Zanimiv podatek dobimo, ko k temu odgovoru uvedemo novo spremenljivko, in sicer katere 
vrste nadlegovanja so bili deležni anketiranci. Kot je prikazano v tabeli 4.10, so tisti anketiranci, 
ki so bili deležni obeh vrst nadlegovanj, v skoraj 74 % poznali osebo, ki jih je nadlegovala11, 
medtem ko je večina anketirancev (67 %, a gre za razmeroma majhen vzorec), ki niso bili 
deležni klasičnega nadlegovanja, odgovorila, da osebe, ki jih je nadlegovala, niso poznali.  
Tabela 4.10: Poznavanje storilca glede na vrsto nadlegovanja 
  
Pozna osebo, ki je 
nadlegovala. 
Da. Ne. 
n % n % 
Vrsta 
nadlegovanja 
Obe vrsti nadlegovanja. 73 73,7 26 26,3 
Samo spletno nadlegovanje. 10 33,3 20 66,7 
 
Pri vprašanju o tem, kdo je oseba, ki je nadlegovala »v živo«, je 12 %  anketirancev odgovorilo, 
da osebe ne poznajo (torej bistveno manj kot v primerih spletnega nadlegovanja). Preostalih 
88 % se prerazporedi v odgovore, prikazane na desni strani tabele 4.11. V tabeli je vidno, da je 
med obema tipoma nadlegovanj razlika predvsem v tem, da je pri klasičnem nadlegovanju 
bistveno večji delež storilcev sošolcev oziroma sošolk – 57,7 % pri klasičnem v primerjavi 
s 35,7 % pri spletnem nadlegovanju. Nepresenetljivo je delež storilcev, ki obiskuje drugo šolo, 




11 Ker je bilo vprašanje postavljeno v sklopu vprašanj o spletnem nadlegovanju, razumemo, da so tudi tisti 







Tabela 4.11: Storilci spletnega in klasičnega nadlegovanja 
 Spletno nadlegovanje Klasično nadlegovanje 
  n  % n %  
Sošolec/sošolka. 30 35,7 56 57,7  
V drugem razredu moje šole. 9 10,7 14 14,4  
Partner/-ica ali bivši/-a. 
Partner/-ica. 9 10,7 6 6,2  
Ne obiskuje moje šole. 28 33,3 21 21,6  
Drugo. 8 9,5 /   
Skupaj 84 100 97 100  
Vprašanje (spletno): Kdo je oseba, ki te je nadlegovala prek spleta? 
Vprašanje (klasično): Kdo je oseba, ki te je nadlegovala v živo? 
Na vprašanje o počutju ob spletnem nadlegovanju je anonimnost storilca imela nekaj vpliva. 
Vzorec pri tem vprašanju je majhen, a vseeno so vidne nekatere zanimive razlike. Veliko več 
anketirancev je odgovorilo, da se počutijo osramočeno (33 % proti 6 %), depresivno (36,5 % 
proti 10 %), stresno (45 % proti 29 %), če storilca poznajo, kot če je neznan. Po drugi strani jih 
je tudi več odgovorilo, da ustrahovanje nanje ni imelo učinka12. 
4.3.2 Fokusne skupine 
Načrt analize fokusnih skupin je bil, da prek poslušanja zvočnih posnetkov izluščimo 
relevantne izseke, ki bi pomagali odgovoriti na nekatera raziskovalna vprašanja. Predvsem je 
bil namen odkriti čim več o načinu prekrivanja obeh vrst nadlegovanja ter več o specifičnih 
spletnih okoljih in ostalih lastnostih, ki so lahko dejavniki spletnega nadlegovanja kot 
samostojnega pojava. Med analizo smo na podlagi teh izsekov opredelili nekaj ponavljajočih 
se tem oziroma razsežnosti. V analizi smo opredelili te teme in v skladu z njimi navedli 
mišljenja in izjave udeležencev fokusnih skupin13.  
Za potrebe citiranja izjav udeležencev fokusnih skupin so v tem poglavju uporabljena naslednja 
izmišljena imena: 
Skupina 1: Alen, Bor, Cene, Dina, Eva, Filip, Goran. 
Skupina 2: Hana, Ines, Jana, Klara, Lucija, Mateja.  
Skupina 3: Nejc, Oskar, Peter, Rebeka, Sara, Taja.  
 
 
12 Tabela se nahaja v prilogi B.6. 






1. tema: Tehnologija kot komunikacijsko sredstvo. 
Več sodelujočih je poudarilo, da obe obliki nadlegovanj – tako spletno kot »iz oči v oči« – 
potekata hkrati, tehnologija pa predstavlja novo razsežnost ali orodje, da se pritisk ali grožnje 
nadaljujejo prek spleta, s čimer se lahko ohranja ali stopnjuje napetost. Bor iz skupine 1 je 
na primer poudaril, da je do konflikta med njim in vrstniki, ki jih pred tem ni poznal, prišlo 
v živo, družbena omrežja pa so omogočila, da se je ta stik – vključno s konfliktom med njimi – 
ohranil in nadaljeval do naslednjega srečanja v živo: »Men se je v živo [zgodilo] ... smo se 
spoznal, potem prek spleta, pa smo se dobil v živo in smo se ›skačil‹. Na tekmi smo se najprej 
›skačil‹, potem smo na spletu – na Instagramu se mal pogovarjal, pol smo se v živo vidli, neka 
šolska tekmovanja ... Pršu je do mene, govoril, da me bo pretepel, udaril me je enkrat, potem 
sem ga nazaj.« (Bor, 2018a, 13. december)14 
V skupini 1 je bilo izraženo mnenje, da v primerih spletnega nadlegovanja po navadi obstaja 
za to vzrok, ki izvira v »resničnem« življenju, ali obratno – da se neka stvar zgodi prek spleta 
in nato pride do fizičnega nasilja. »Mora bit vzrok, da pride do teh stvari. /.../ Če si mu ti nekaj 
naredil, ti potem on tako vrača – ti neko pizdarijo narediš in on ti pač to vrne« (Goran, 2018a, 
13. december). Drug primer iz iste skupine: »En moj kolega je kupoval igrice, ta se mu ni javil 
in je moj kolega grdo besedo njemu napisal. In pol je on grozil, da bo in njega in mene ubil«. 
(Alen, 2018a, 13. december) Kot drugačen vzrok tega je Nejc (2019, 22. maj)15  navedel 
naslednji primer: »Od sošolke fant ma probleme, če se družim preveč z njo, tko da ... mi je neki 
reku, da je po mojem dobro, da se ne družim več z njo.« Taja (2019, 22. maj): »To je tud moj 
bivši enkrat naredil. Ko se je en sošolec pogovarjal neki z mano in mu je potem grozil, da ga 
bo neki pretepel pa ne vem, kaj še vse.« 
O tem, na kakšen način se lahko spletno in fizično nadlegovanje lahko prepletata, so v drugi 
skupini bila izražena različna mnenja – da je lahko tako med ljudmi, ki se ne poznajo, kot 
med sošolci in znanci. Obenem je bilo poudarjeno, da se na internetu ta komunikacija lahko 
zaostri: »V mojih primerih je bilo najprej v živo, na internetu pa potem ›do konca‹.« 
(Hana, 2018b, 13. december)16 
 
 
14 Zvočni posnetek fokusne skupine je na voljo v obliki surovih podatkov pri avtorju magistrskega dela.  
15 Zvočni posnetek fokusne skupine je na voljo v obliki surovih podatkov pri avtorju magistrskega dela. 






V tretji skupini sta dve dijakinji izrazili mnenje, da je težava s komunikacijo prek sporočil 
v tem, da predstavljajo sporočila nepopolno komunikacijo, kjer lahko pride do nesporazumov, 
s čimer se lahko potencira ali ustvari napetost med vrstnikoma (Sara, 2019, 22. maj; Taja, 2019, 
22. maj). 
Sara: »Sporočila so taka komunikacija, kjer hitro lahko preideš v toksično sporazumevanje, ker 
nikol ne vidiš človeka, kaj točno misli, s kakim glasom, s kakim poudarkom je nekaj rekel.« 
Taja: »Pa tud pr teh sporočilih je tko, da pač vsak ne bo povedal vsega tistga, kar si misli, pač ti če 
si iz oči v oči, lahko vsaj mal prebereš človeka, v sporočilih je pa to bolj težko. Vsak ma 
pri sporočilu neko tako masko ... to ti internet ustvar /…/ boljš je poklicat, vsaj glas slišat, al pa 
iz oči v oči«. 
2. tema: Vloga tehnologije za reprodukcije neželene vsebine 
Dijaki v vseh skupinah so poudarili možnosti nove tehnologije – kot so bile v magistrskem 
delu že opisane – da neko vsebino v nedogled reproducirajo, pa tudi manipulirajo 
(npr. spremenjene slike). Vsebina je zato lahko predmet izsiljevanja. Sara (2019, 22. maj) 
npr. omeni, da »ni potrebno, da je neka ›taka‹ slika, lahko je samo nekaj, kar ljudje mislijo, da 
je neka neprijetna slika, da ne dobr zgledajo na te sliki«. Taja (prav tam) temu pritrdi, saj 
nekateri »blackmailajo že s tem, če si recimo neki grdega rekel, ampak imaš sporočilo in da 
bom to poslal drugi osebi«. Sarino mnenje (prav tam) je bilo tudi, da so ljudje predvsem 
neprevidni pri stvareh, ki jih objavljajo na splet: »Pač ti ljudje ful posebne stvari dajejo gor. 
Na omrežja. Večkrat iz tega pride, če pač maš neko mejo, kar želiš gor dat. Ampak večkrat te 
ljudje imajo preveč svojega življenja tam gor.« 
Kot posebna podvrsta reproduciranja neželenih vsebin so tu razgaljene ali zgolj zasebne 
fotografije, predvsem deklet. V vseh skupinah so udeleženci fokusnih skupin že slišali, da bi 
se v šoli ali njihovem kraju zgodilo nekaj takega. V drugi skupini, v kateri so bila samo dekleta, 
so vsa pritrdila, da poznajo primer, ko sta se fant in dekle razšla in je potem fant naokoli kazal 
ali celo širil fotografije. Podoben primer je navedla tudi Dina (2018a, 13. december) v prvi 
skupini: 
Dina: »Jaz pa poznam situacijo, da je nekdo silil eno punco, da nekaj dela, in to snemal. In 
čez par let je tako s tem njej grozil in ji še zdej grozi.« 
Moderator: »Ona ni nič naredila glede tega?« 
Dina: »Vem, da je poklicala ene, da so ga stepl. Smo ji vsi rekl, da pokliče policijo, ampak ne 







Kot je bilo v magistrskem delu že omenjeno, je velika težava predvsem v tem, da takšne slike 
lahko krožijo med sošolci in vrstniki, s čimer storilec pridobi »moč« za izsiljevanje. Tako je 
v tretji skupini povedala Taja (2019, 22. maj): »Sej ne vem, če lohk [kaj narediš], ker ma to 
tolk ljudi. Če rečeš enemu, ja, dej zbriš, majo še vedno vsi ostali.« 
Ti in podobni primeri so tudi nazoren prikaz, kako se lahko nadlegovanje prek spleta prenese 
v nadlegovanje v živo. Kot razlog, da se take stvari lahko primerijo, so v skupinah navedli, da 
gre lahko za »naivnost deklet« ali da so dekleta »zatrapana«, kar jim daje zaupanje v partnerja, 
ki potem to zaupanje zlorabi. Primer: »Mi smo imeli na šoli, se je dogajalo ful. Ker so bile 
punce žal ful naivne in so krožile naokoli slike in potem se jih je tud ošlatvalo na hodnikih. 
Ampak šola tudi ni nič naredila. Se je pa tud vedelo, tud učitelji so vedeli, pa niso nič naredili.« 
(Klara, 2018b, 13. december) 
3. tema: Možnost anonimnosti in lažni profili 
Ena od unikatnih značilnosti spletnega nadlegovanja je potencialna anonimnost storilcev, tudi 
takih, ki so sicer poznani žrtvam nadlegovanja. Sodelujoči v fokusnih skupinah so opozarjali 
predvsem na pogosto ustvarjanje lažnih profilov. Ti ne predstavljajo nujno impersonacije druge 
osebe – lahko so zgolj anonimni profili – bodisi na Facebooku bodisi na Instagramu, kjer tisti, 
ki so te profile ustvarili, potem objavljajo informacije, izjave ali slike določenih oseb, skratka 
»tarč«, ki si jih izberejo. Namen tega sta po mnenju nekaterih dijakov in dijakinj zabava in 
»zafrkavanje«, ki pa ju lahko žrtve vzamejo tudi resneje. Primer tega opiše Ines (2018b, 
13. december): »Na Facebooku je bila ena taka skupina ›Škoda časa‹. Vsi so bili fejk profili. 
Ti profili so si izbrali eno tarčo in so jo začeli najbolj možno ›roastat‹.« Podobne primere sta 
v isti fokusni skupini predstavili dve dijakinji (Klara, 2018b, 13. december; Ines, 2018b, 
13. december). 
Klara: »Dost primerov je, da osebo poznaš, ampak da je pod skritim profilom. Jaz vem, da smo 
imeli leto ali dve nazaj na šoli skupino in je probala izdajat prav specifične podatke o določenih 
osebah in je potem objavljala na Facebook. Tisto so pol ukinili, je bilo tako resno, prišlo je 
do policije ...« 
Ines: »To smo mi imeli isto, samo da je bila Instagram stran; originalni namen je bil – da če 
vidiš kako osebo, ki ti je všeč, da jo opišeš, komentiraš. Sam na tej šoli so čist drugače dojeli. 
In so začeli pošiljat čist ene xy informacije o tej osebi, ki so bile dost zaupne. In oni so bili lajk, 






Drug način ustvarjanja lažnih profilov so primeri, ko storilec ustvari lažni profil, da se pretvarja, 
da je neka druga oseba. Tudi tega je po mnenju nekaterih udeležencev veliko. Hana: »Ja, mi 
smo imeli takšen primer /…/ Bila je moja sošolka, ki je slike pošiljala okoli. In potem so drugi 
te slike uporabili za njeno naslovnico na Facebook in to ... in potem pisali folku, če grejo skupaj 
in to. Potem se je ukinilo, ker je vmes prišla policija.«17 
4. tema: Razlika med spoloma pri oblikah nadlegovanj in odzivu nanje 
Opisane izkušnje dijakov in dijakinj, ki so sodelovali v fokusnih skupinah, so pokazale, da 
med fanti in dekleti prihaja do razlik tako v oblikah nadlegovanj, ki jih izkusijo, kot v odzivu 
nanje. Omenjene zlorabe zasebnih fotografij so po besedah udeležencev predvsem pogoste 
v obliki zlorabe zaupanja, ki ga dekleta imajo do fantov. Po drugi strani med fanti bolj 
prevladujejo grožnje z nasiljem in prepiranje, kar sicer ni nekaj, kar se dogaja samo fantom: 
»velik punc se krega zarad kakšnega fanta« (Dina, 2018a, 13. december).  
Pri deljenju zasebnih slik je nekaj udeleženk menilo, da imajo pri tem fantje spodbudo 
prijateljev. Ines: »Važi se s tem, kao, glej, kaj men pošiljajo«; Jana: »Se jim zdi fajn«. Zelo 
pogosto opisana izkušnja je, da fantje dekletom prek družbenih omrežij sami pošiljajo 
neprimerna sporočila ali slike s spolno vsebino in obenem želijo prejemati takšne slike 
od deklet. To počnejo tako znanci kot tudi povsem neznani ljudje. Kot pogost odziv na to 
dekleta takšne uporabnike blokirajo ali prijavijo administratorjem tega omrežja: Ines: »Ja, 
blokiraš, kaj«. Jana: »Če rata bolj resno, poveš naprej.« (Ines, 2018b, 13. december; Jana, 
2018b, 13. december) 
Podobno so menila dekleta v tretji skupini: Rebeka: »Jaz sem se tako naučila, da fantov 
na Snapchatu enostavno ne sprejmem več. In na Facebooku.«; Sara: »Pol je vsak ta drug 
›nude‹.«; Taja: »Jaz jih takoj blokiram.« (Rebeka, 2019, 22. maj; Sara, 2019, 22. maj; Taja, 
2019, 22. maj) 
5. tema: Spletna okolja, ločena od nadlegovanja »iz oči v oči« 
Neznanci, ki kontaktirajo predvsem dekleta, ki so nato deležna neželenih sporočil ali 
neprimernih fotografij, so eden od primerov spletnega nadlegovanja, ki obstaja brez poznanstev 
 
 







v živo. Glede na cilje fokusnih skupin pa je bilo ugotovljenih manj primerov tega, kjer bi dijaki 
in dijakinje povedali več o spletnih okoljih, ki obstajajo ločeno oziroma brez »preliva« 
v »resnični svet« (na primer skupnosti, ki so ustvarjene okoli igranja iger). Nekateri dijaki, ki 
so jim takšna okolja bolj znana, verjamejo, da sta zafrkavanje in »trolanje« pogost pojav, a 
izrazito negativnih izkušenj ni bilo opisanih (»eden je enkrat zagrozil z DDOS-attackom, 







5 UGOTOVITVE  
 
Prvo raziskovalno vprašanje magistrskega dela sprašuje, v kolikšni meri se klasično 
medvrstniško nasilje prekriva z oblikami spletnega nadlegovanja. Z raziskavo ugotavljamo, da 
je večina (88,6 %) dijakov in dijakinj, ki so doživeli vsaj eno obliko klasičnega nadlegovanja, 
doživela tudi vsaj eno obliko spletnega nadlegovanja – le 11,4 % anketirancev je doživelo 
obliko nadlegovanja v živo, pri tem pa niso doživeli tudi spletnega nadlegovanja. Hkrati pa 
lahko ugotovimo, da je delež dijakov, ki so doživeli vsaj eno obliko spletnega nadlegovanja in 
obenem tudi klasično nadlegovanje, nekoliko nižji – 64,5  %, kar pomeni, da je med dijaki, ki 
so doživeli spletno nadlegovanje, 35,5 % takih, ki so doživeli le spletno nadlegovanje, ne pa 
tudi klasičnega.  
Lahko rečemo, da gre za relativno visoko prepletenost (povezanost) obeh tipov nadlegovanja 
(r = 0,42), pri čemer pa so dijaki, ki so žrtve klasičnega nadlegovanja, pogosteje hkrati tudi 
žrtve spletnega nadlegovanja kot dijaki, ki so žrtve spletnega nadlegovanja (ti so v nekoliko 
manjši meri hkrati tudi žrtve klasičnega nadlegovanja). Na podlagi anketnega vprašalnika 
ugotavljamo, da je pojav spletnega nadlegovanja med anketiranimi slovenskimi srednješolci 
izrazito samostojnejši pojav, kot je bilo ugotovljeno v raziskavi med starejšimi španskimi 
adolescenti (Caravaca Sanchez in drugi, 2016). 
Drugo raziskovalno vprašanje se osredotoča na način prekrivanja obeh oblik nadlegovanj. 
Na to vprašanje ni bilo mogoče odgovoriti na osnovi anket, saj enota opazovanja ni bil incident 
(pojav oblike nadlegovanja oziroma nasilja), ampak je bila enota opazovana oseba, pri kateri 
se lahko prepletajo različni dogodki nadlegovanja. Načeloma sta mogoča tako popolno 
prekrivanje kot tudi popolna ločenost oblik spletnega in klasičnega nadlegovanja. Iz pogovorov 
z dijaki in dijakinjami v fokusnih skupinah je razvidno, da se ti pojavi pogosto dogajajo 
povezano, pri čemer potekajo v »obe smeri«. V nekaterih primerih se konflikt začne v živo in 
prenese v oblike komunikacije, ki jih omogoča nova tehnologija (družbena omrežja, sporočila, 
telefonski klici), spet v drugih primerih pa je bil začetni stik narejen na spletu. V nekaterih 
primerih je razlog za težave prav v komunikaciji prek spleta, ki je bodisi začela bodisi 
stopnjevala že obstoječe napetosti. V večini primerov gre pri tem za osebe, ki se med seboj 
poznajo. Kot zelo izstopajoč pojav so se ob tem izkazali primeri (pretežno) fantov, ki dekletom 






podobne slike nazaj. Pri tem gre lahko tako za znance kot neznance – v prvem primeru gre 
lahko tudi za partnerje, ki pridobijo zaupanje deklet in ga pozneje (na primer ob razhodu) 
zlorabijo. Posebej v teh primerih se ta pojav lahko prelije tudi v šole, saj fotografije zaradi 
možnosti reproduciranja in pošiljanja vidi veliko ljudi. V nekaterih primerih, kot so bile opisane 
v fokusnih skupinah, naj bi to sledilo tudi v otipavanje.  
Ko govorimo o načinu prekrivanja klasičnega in spletnega nadlegovanja, je torej pomembna 
razsežnost spletnega nadlegovanja med srednješolci delitev po spolu. Magistrsko delo sicer 
zaradi omejitev ni bilo zastavljeno z namenom ugotavljati, kje so razlike med fanti in dekleti, 
ko gre za spletno nadlegovanje, a očitno je, da je glavna tema dela – prekrivanje spletnega in 
klasičnega nadlegovanja – neločljivo povezana z izkušnjami, ki jih imajo srednješolci in 
srednješolke glede na svoj spol. Naknaden pogled na nekatere podatke iz anketnega 
vprašalnika, ki niso bili del analize, to potrdi – več deklet je doživelo oblike enega ali drugega 
(in obeh hkrati), predvsem pogosteje se je zgodilo, da so bila dekleta prejemnice neprimernih 
sporočil ter da so bila deležna neprimernih komentarjev o svojem videzu18. Jasno je, da gre tu 
za oblike nadlegovanja, ki so prisotne tako na spletu kot »v živo«.  
Potrdi se tudi to, kar so v fokusnih skupinah povedala nekatera dekleta – da pogosto blokirajo 
osebe (znane ali neznane), ki jim pošiljajo neprimerna sporočila. V anketnem vprašalniku je 
bilo »blokiranje« najpogostejša oblika odziva na nadlegovanje, a pogled po spolni razdelitvi 
pokaže, da so se v veliki večini za to odločala dekleta (39 od skupno 48 odgovorov ali 81 %).19 
Tretje raziskovalno vprašanje se osredotoča na percepcijo spletnega nadlegovanja v primerjavi 
s klasičnim. Naša raziskava kaže, da velik delež teh, ki so odgovorili, da se jim je primerila 
vsaj ena od navedenih oblik nadlegovanja, pozneje v anketi ni menil (oziroma potrdil), da je 
bil nadlegovan. Pri spletnem nadlegovanju je ta delež 59-%, pri klasičnem pa 54-%. Tudi 
med odgovori »niso me nadlegovali« je dobršen delež takšnih, ki so pred tem dejali, da so bili 
deležni vsaj ene oblike spletnega ali klasičnega nadlegovanja. Možnih razlag za to je več. 
En dejavnik je lahko pogostnost nadlegovanja. Če se jim nadlegovanje ni zgodilo velikokrat, 
se morda zato ne vidijo kot žrtve nadlegovanja. Navsezadnje je več kot polovica anketirancev 
(od teh, ki so pritrdili, da so doživeli eno od oblik nadlegovanja) odgovorila, da se jim je 
 
 
18 Tabela s podatki se nahaja v prilogi B.8. 






nadlegovanje primerilo zgolj enkrat ali dvakrat v zadnjem šolskem letu – tudi po definiciji, ki 
jo postavljajo nekateri avtorji (npr. Menesini in drugi, 2012; Slonje, Smith in Frisén, 2012), to 
ni dovolj, da bi to lahko označili za medvrstniško nasilje (bullying), kamor spada tudi spletno 
nadlegovanje.  
Nekateri dijaki ali dijakinje morda določene oblike nadlegovanja dojemajo bolj kot 
»zafrkancijo«, zabavo ali jih normalizirajo. Manj verjetno pa se zdi, da bi šlo za drugačno 
percepcijo spletnega nadlegovanja oziroma da bi anketiranci spletno nadlegovanje dojemali 
kot manj resno od klasičnega. Razen že omenjenega podatka, da je delež anketiranih, ki so 
doživeli vsaj eno obliko nadlegovanja, a tega niso zaznali kot nadlegovanje, podoben tako 
pri klasičnem kot spletnem nadlegovanju (54 % za klasično in 59 % za spletno), tega ne 
nakazujejo niti odgovori na vprašanje o počutju ob nadlegovanju. Kot so pokazali odgovori 
v anketi, so ob pojavih spletnega nadlegovanja anketiranci negativna čustva (kot so 
»osamljenost«, »zaskrbljenost«, »stres«) doživeli celo pogosteje ali v podobni meri kot 
ob klasičnem nadlegovanju. Opomniti sicer velja, da se je v anketi to vprašanje prikazalo zgolj 
tistim, ki so pritrdili, da so bili nadlegovani prek spleta – ne pa tistim, ki so doživeli obliko 
spletnega nadlegovanja, pa tega niso zaznali kot nadlegovanje. Drugačne percepcije spletnega 
nadlegovanja ne nakazujejo tudi odgovori v fokusnih skupinah.  
Podobna ugotovitev velja, ko odzive na nadlegovanja preučujemo samo na segmentu 
anketirancev, ki so doživeli nadlegovanje v obliki groženj oziroma so pritrdili odgovoru 
»grozili so mi«. Ta oblika nadlegovanja se je v vprašalniku pojavila tako v sklopu, ki je 
obravnaval spletno nadlegovanje, kot tudi v sklopu, ki je obravnaval klasično nadlegovanje. 
Za analizo smo ga izbrali zato, ker odgovor da dodatno dimenzijo, ko primerjamo počutje 
ob eni ali drugi vrsti nadlegovanja. Če so anketiranci doživeli spletno nadlegovanje in je bila 
prisotna (vsaj) ena od oblik »grožnje«, je bilo njihovo počutje praviloma bolj negativno, kot pa 
če so doživeli samo druge oblike spletnega nadlegovanja. Občutili so večjo prestrašenost, 
osramočenost, več stresa, več nemoči ipd. Enako velja za klasično nadlegovanje – če so 
anketiranci doživeli obliko groženj »v živo«, je bil njihov odziv na nadlegovanje bolj negativen. 
Predvsem so se počutili bolj nemočno (42 % v primerjavi z 29,5 %) in jezno (56 % v primerjavi 
s 45,5 %). Vendar pa so bili ti odstotki praviloma vseeno manjši kot pri grožnjah prek spleta – 
torej, spletno nadlegovanje, kjer so bile ena od doživetih oblik tudi grožnje, je imelo bolj 
negativen učinek na počutje anketirancev kot klasično nadlegovanje, kjer so bile vsaj ena 






Seveda ima ta analiza svoje omejitve – kot je bilo povedano že prej, pri odgovorih ne gre 
izključno za čustva ob grožnjah (oziroma ne samo ob grožnjah), zato težko sklenemo, da so 
grožnje prek spleta hujše od groženj v živo. Tudi vzorec v teh primerih ni več tako velik (n = 69 
za grožnje prek spleta, n = 50 za grožnje v živo), da bi dovoljeval enostavno sklepanje 
na populacijo. 
Četrto raziskovalno vprašanje je bilo namenjeno ugotavljanju pomena potencialne anonimnosti 
pri učinku, ki ga imajo določene oblike nadlegovanja. Nedvomno se je dejavnik anonimnosti 
izkazal kot pomemben. Sodeč po povedanem s strani udeležencev fokusnih skupin, je razširjen 
pojav »lažnih profilov«, ki jih ustvarijo pod krinko anonimnosti – pri čemer gre lahko za znance 
oseb, ki jih prek profilov nato nadlegujejo. Pri tem gre lahko po njihovem za obliko zabave 
brez eksplicitne želje škoditi tej osebi, a odziv žrtev seveda ni nujno tak.  
Zanimiva razlika se je pokazala v anketnem vprašalniku, kjer je bistveno več anketirancev 
odgovorilo, da so se počutili stresno, depresivno in osramočeno, če so storilca poznali, po drugi 
strani pa jih je več odgovorilo tudi, da ustrahovanje nanje ni imelo učinka. Morebiten razlog bi 
lahko bil v tem, da je žrtvam pomembnejše to, da storilca poznajo in ta spada v neki krog ljudi, 
ki jih srečujejo tudi v šolah ali kje drugje – tudi če se to nadlegovanje ne nadaljuje v živo (ali 
se še ni nadaljevalo v živo). Ker storilca poznajo, je mogoče to tudi razlog, da je del 
anketirancev tudi lažje prepoznal, da ne gre za tako »resno« zadevo, in nanje nadlegovanje ni 
imelo učinka. Če nadlegovanje izvajajo neznane osebe, se to ni ali se ne bo preneslo v »resnično 
življenje«, zaradi česar se morda nekaterim ne zdi tako resno. Včasih pa takšno nadlegovanje 
lahko žrtvam vseeno predstavlja strah pred »neznanim« in jih zato v manj primerih pusti 
ravnodušne. V vsakem primeru gre tu za vprašanje, ki bi moralo biti predmet nadaljnjih 
raziskav, preden bi lahko potegnili dokončne zaključke.  
Prav tako bi bile nadaljnje raziskave pomembne pri vprašanju spletnih okolij, ki so povsem 
ločena od »resničnega življenja«. Iz ankete je sicer vidno, da je spletno nadlegovanje tudi 
samostojen pojav (brez prekrivanja z nadlegovanjem v živo), a prek pogovorov v fokusnih 
skupinah ni bilo možno dobiti globljega vpogleda v spletna okolja, kjer bi se dogajale 
specifične oblike nadlegovanja. Tisti dijaki in dijakinje, ki so del takšnih spletnih skupnosti, 










Cilj magistrskega dela je bil v prvem delu postaviti teoretski okvir in nadgraditi obstoječe 
znanje o pojavu spletnega nadlegovanja, posebej ko gre za postavitev spletnega nadlegovanja 
v kontekst medvrstniškega nasilja. Konkretneje že naslov magistrskega dela izrecno omenja 
spletno nadlegovanje kot »podaljšek« takšnega medvrstniškega nasilja. Morda je težko govoriti 
o tem, v kolikšni meri in na kakšen način splet oziroma nove tehnologije predstavljajo 
»podaljšek« klasičnega nadlegovanja – predvsem v smislu, da je težko reči, do katere mere in 
na kakšen način klasične oblike obstajajo z roko v roki z oblikami nadlegovanj, ki so se pojavile 
na družbenih omrežjih in mobilnih napravah. Vsekakor pa se je vsaj del klasičnih oblik 
nadlegovanja predrugačil. Oblike, kot so izsiljevanje ali grožnje, potekajo na drugačen, hitrejši 
in »učinkovitejši« način. Psihološki pritisk, ki ga storilci izvajajo nad žrtvami, je potencialno 
lahko še močnejši in dolgotrajnejši. Pomemben je dejavnik anonimnosti, saj lahko storilci 
klasičnega nadlegovanja splet in nove tehnologije izkoristijo za to, da pod krinko anonimnosti 
nadlegovanje opravljajo (ali nadaljujejo) tudi prek spleta (npr. v obliki lažnih profilov). 
Obenem lahko izkoristijo možnost hitrega reproduciranja in širjenja fotografij, videoposnetkov, 
ali druge vsebine, za katero žrtve ne želijo, da se jo razširi. 
V orisanem okvirju smo se v empiričnem delu osredotočili na obravnavo problematike 
med slovenskimi dijaki in dijakinjami. Ugotovljeno je bilo veliko prekrivanje med obema 
tipoma nadlegovanj – večina je izkusila tako spletno kot klasično nadlegovanje, ob tem, da se 
je spletno nadlegovanje izkazalo kot samostojnejši pojav. To pomeni, da je bilo več primerov, 
ko so dijaki ali dijakinje doživeli oblike spletnega, ne pa tudi klasičnega nadlegovanja, kot pa 
obratno. Kljub visokemu odstotku anketiranih, ki so v vprašalniku identificirali vsaj eno obliko 
spletnega (70,2 % vseh anketiranih) ali klasičnega (50,8 %) nadlegovanja, pa jih je nato v 
nadaljevanju, ko se ocenjevali odgovarjajočo subjektivno doživljanje, bistveno manj menilo, 
da so dejansko doživeli (negativno) nadlegovanje (40,7 % za spletno in 46,2 % za klasično 
nadlegovanje). Razlog je lahko v manjši percepciji, normalizaciji določenih oblik nadlegovanj 
ter tudi drugačni definiciji nadlegovanja. Vsekakor pa na podlagi tako rezultatov ankete kot 
tudi izraženih mnenj s strani dijakov in dijakinj v fokusnih skupinah ne moremo trditi, da je 







Ob ugotavljanju, na kakšen način prihaja do prekrivanj spletnega in klasičnega nadlegovanja, 
se je kot pomemben dejavnik izkazal spol anketiranih. Pri tem se posebej vidi pomen možnosti 
hitrega reproduciranja in širjenja fotografij, ki predstavljata sredstvo, s pomočjo katerega 
pogosto moški (bodisi znanci bodisi neznanci) nadlegujejo ženske. Takšno nadlegovanje se je 
potem lahko nadaljevalo tudi v »resničnih« okoljih, npr. v šolah. Dejstvo je, da tako pogosta 
pojavnost kot tudi različna percepcija in v nekaterih primerih normalizacija teh oblik 
nadlegovanja predstavljajo pereč problem, ki je velik izziv tudi za starše in strokovne delavce.  
Magistrsko delo ima svoje omejitve – kljub temu da je bil projekt »Odklikni!« z vprašalnikom 
v veliki meri osredotočen predvsem na nadlegovanje in nasilje nad ženskami, magistrsko delo 
ni bilo zasnovano z mislijo na razlike med spoloma, zato so ugotovitve na tem področju bolj 
skope in bi bile lahko predmet še obširnejšega dela. Nadalje je zasnova vprašalnika pomenila, 
da se je operiralo z različnima definicijama nadlegovanj – število anketirancev, ki so odgovorili, 
da se jim je primerila vsaj ena oblika enega ali drugega tipa nadlegovanja, je bilo bistveno večje 
kot število tistih, ki so se pozneje tudi dejansko opredelili kot »nadlegovani«. Jasno je, da je 
definicija spletnega nadlegovanja, kot jo postavijo avtorji raziskav, lahko zelo različna 
od dojemanja nadlegovanja pri mladih – kar pa lahko tudi zelo spremeni rezultate raziskave. 
Tudi med mladimi seveda dojemanje različnih oblik nadlegovanja ni enotno, kot smo že 
povedali: nekdo lahko doživi negativno izkušnjo, ki jo nekateri, ali pa celo večina vrstnikov, 
ne vidijo kot nadlegovanje. To seveda ne pomeni, da tak pojav ne more biti definiran kot 
nadlegovanje. V magistrskem delu se s tem vprašanjem v manjši meri ukvarjamo v fokusnih 
skupinah (predvsem, ko gre za različno dojemanje določenih oblik nadlegovanja med spoloma), 
sicer pa je tudi to tema, ki bi zahtevala širšo obravnavo. Razlog za drugačno dojemanje 
nadlegovanja med mladimi bi lahko bila tudi starost, kar je navsezadnje naslednja omejitev 
magistrskega dela. Naš predmet preučevanja so dijaki in dijakinje (večinoma prvih dveh 
letnikov), ugotovitve se tako ne morejo posplošiti na učence in učenke osnovnih šol ali pa 
starejše najstnike. Dodatna omejitev je tudi velikost vzorca – posebej v delu vprašalnika, kjer 
so bili izvzeti vsi tisti, ki določenih oblik nadlegovanja, tudi če so jih doživeli, niso razumeli 
kot nadlegovanja. 
Širšo obravnavo bi si zaslužilo še nekaj tem, ki jih v magistrskem delu odpiramo. Z zbranimi 
podatki bi se na primer lahko lotili tudi podrobnejših analiz primerjave spletnega in klasičnega 
nadlegovanja glede na specifične dejavnike (poleg že omenjenega spola še na primer tip šole, 






ali aplikacija). Obenem bi se lahko podrobneje analiziralo posamezne oblike nadlegovanj in ne 
spletnega oziroma klasičnega nadlegovanja na splošno. V tem primeru bi analize določenih 
dejavnikov (npr. anonimnost) ali posledic (npr. počutje ob nadlegovanju) bile bolj razčlenjene. 
Lahko bi se tudi pokazalo, katere so oblike, ki jih mladi jemljejo manj ali bolj »resno«.  
Kot poseben izziv za raziskave na tem področju nedvomno predstavlja nenehen razvoj 
družbenih omrežij in aplikacij. V času zasnove vprašalnika za projekt »Odklikni!« denimo 
družbeno omrežje TikTok še ni bilo tako popularno, da bi bilo vključeno v anketo. TikTok pa 
ima nedvomno določene razlike v primerjavi z Instagramom ali Snapchatom – tako kot sta tudi 
ti dve omrežji prinesli novosti v primerjavi s Facebookom, ki je med mladimi predstavljal 
najpopularnejše družbeno omrežje pred tem. Navsezadnje ne gre zgolj za prihode novih 
aplikacij, tudi obstoječa omrežja se s časom prilagajajo in nekatere ugotovitve iz preteklosti 
zanje danes ne bi več veljale. Z raziskavami sicer lahko definiramo njihove določene skupne 
značilnosti, vendarle pa ima vsako omrežje svoje zakonitosti in specifične načine interakcij 
njihovih uporabnikov. 
Vse to lahko predstavlja nastavke za nadaljnje raziskave na temo spletnega nadlegovanja. 
Glede na izsledke magistrskega dela je v dodatnih raziskavah predvsem možen večji poudarek 
vlogi spola oziroma razlikam, ki med fanti in dekleti nastajajo v oblikah in dojemanju 
nadlegovanja. Dodatne raziskave bi lahko temeljiteje zajele tudi najstnike, ki se udejstvujejo 
v različnih spletnih skupnostih (na primer Twitch ali druge skupnosti, povezane z igranjem 
računalniških iger). Ker je v takšni skupnosti udeležen manjši delež najstnikov, jih z anketami 
ali fokusnimi skupinami v magistrskem delu ni bilo moč zajeti na način, da bi o njih izvedeli 
dovolj. Vsekakor pa gre pri tem za skupnosti, ki obstajajo ločeno od skupin vrstnikov, ki se 
sicer poznajo v »resničnem življenju«. Te raziskave bi zato lahko odkrile dodatno dimenzijo 







7 VIRI  
 
1. Allen, M. (2008). Web 2.0: An Argument against convergence. First Monday, 13 (3). 
2. Allen, M. (2009). Tim O'Reilly and Web 2.0: The economics of memetic liberty and control. 
Communication, Politics and Culture, 42 (2), 6–23. Curtin university. 
3. Anderson, M., Jiang Jingjing. 2018. Teens, Social Media and Technology 2018. PEW 
research center. 
4. Andreassen C.S., Torsheim, T., Brunborg G.S. in Pallesen S. (2012). Development of a 
Facebook Addiction Scale. Psychol Rep. 110 (2), 501–517. 
5. Beer, C. (2019). Is TikTok Setting the Scene for Music on Social Media? GlobalWebIndex. 
Dostopno prek: https://blog.globalwebindex.com/trends/tiktok-music-social-media/ 
6. Boyd, D. (2005). Why web 2.0 matters: preparing for glocalization. Dostopno prek: 
http://www.zephoria.org/thoughts/archives/2005/09/05/why_web20_matte.html 
7. Boyd, D. in Ellison N. (2008). Social Network Sites: Definition, History and Scholarship. 
Journal of Computer-Mediated Communication, 13, 210–230. 
8. Boyd, D. (2008). »Why Youth [heart] Social Network Sites: The Role of Networked Publics 
in Teenage Social Life.« Buckingham, D. (ur.), Youth, Identity, and Digital Media (str. 119–
142). The John D. and Catherine T. MacArthur Foundation Series on Digital Media and 
Learning. Cambridge, MA: The MIT Press. 
9. Brailovskaia, J., Rohmann, E., Bierhoff, H.-W., Margraf, J. in Köllner V. (2019). 
Relationships between addictive Facebook use, depressiveness, insomnia, and positive mental 
health in an inpatient sample: A German longitudinal study. Journal of Behavioural addictions. 
8 (4), 703–713. 
10. Brečko, B. (2019). Odklikni! [Podatkovna datoteka]. Ljubljana: CDI, FDV. 
11. Brečko, B. (2020). Odklikni! Ustavimo spletno nasilje nad ženskami in dekleti. Poročilo 
raziskave o spletnem nadlegovanju med mladimi v Sloveniji. Dostopno prek: 
http://odklikni.enakostspolov.si/wp-content/uploads/2020/02/Odklikni_POROCILO_A4_12_ 
2020web.pdf  
12. Caravaca Sanchez, F., Falcon Romero, M., Navarro-Zaragoza, K., Ruiz-Cabello, A.L., 
Rodrigues Frantzisko, O. in Maldonado. A.L. (2016). Prevalence and patterns of traditional 
bullying victimization and cyber-teasing among college population in Spain. BMC Public 






13. Clement, J. (2020). Snapchat: distribution of global audiences 2020, by age and gender. 
Statista. Dostopno prek: https://www.statista.com/statistics/933948/snapchat-global-user-age-
distribution/  
14. Clement, J. (2020). TikTok user ratio in the U.S. 2020, by age group. Statista. Dostopno 
prek: https://www.statista.com/statistics/1095186/tiktok-us-users-age/  
15. Dooley, J.J., Pyzalski, J. in Cross, D. (2009). Cyberbullying Versus Face-to-Face Bullying: 
A Theoretical and Conceptual Review. Journal of Psychology, 217 (4), 182–188. Hogrefe. 
16. Erdur - Baker, Ö. (2010). Cyberbullying and its correlation to traditional bullying, gender 
and frequent and risky usage of internet-mediated communication tools. New Media & Society 
12 (1), 109–125. Sage. 
17. Eurostat (2019). Digital Economy and society statistics – household and individuals. 
Dostopno prek: https://ec.europa.eu/eurostat/statistics-explained/index.php/Digital 
_economy_and_society_statistics_-_households_and_individuals#Internet_usage 
18. Frenkel S. (2018). Facebook Says It Deleted 865 Million Posts, Mostly Spam. New York 
Times, 15. maj 2018. Dostopno prek: https://www.nytimes.com/2018/05/15/technology/ 
facebook- removal-posts-fake-accounts.html  
19. Google Play (2020). Lestvica najbolj priljubljenih aplikacij. Dostopno prek: 
https://play.google.com/store/apps/top?gl=si 
20. Haddon, L. in Vincent, J. (ur.). (2014). Net Children Go Mobile: European children and 
their carers' understanding of use, risks, and safety issues relating to convergent mobile media. 
Report D4.1. Milano: Unicatt. 
21. Internet Matters Safety Team (2020). TikTok app safety – What parents need to know. 
Dostopno prek: https://www.internetmatters.org/hub/esafety-news/tik-tok-app-safety-what-
parents-need-to-know/ 
22. Kircaburun, K. in Griffiths, M. (2018). Problematic Instagram Use. The Role of Perceived 
Feeling of Presence and Escapism. International Journal of Mental Health and Addiction. 
Springer. 
23. Mascheroni G. in Olafsson, K. (2013). Net Children Go Mobile: Mobile internet access 
and use among European children. Initial findings of the Net Children Go Mobile project. 
Milano: Educatt. 
24. Mascheroni, G. in Cuman, A. (2014). Net Children Go Mobile: Final Report (with country 
fact sheets). Deliverables D6.4 & D5.2. Milano: Educatt. 






26. Pires, F., Masanet, M.J. in Scolari A., C. (2019). What are teens doing with YouTube? 
Practices, uses and metaphors of the most popular audio-visual platform. Povzetek raziskave 
dostopen prek: https://phys.org/news/2019-10-teenagers-youtube.html  
27. Pardes, A. (2018). Stop Calling Snapchat a Social Network. Wired. Dostopno prek: 
https://www.wired.com/story/stop-calling-snapchat-a-social-network/  
28. Poster, M. (1999). Underdetermination. New Media & Society 1 (1). Sage. 
29. Russell Neuman, W. (1991). The future of the mass audience. Cambridge University Press. 
30. Lenhart, A. (2015). Teens, Social Media & Technology Overview 2015. PEW Research 
Center. 
31. Leiner, B.M., Cerf, V.G., Clark, D.D., Kahn, R.E., Kleinrock, L., Lynch, D., (...) in Wolff, 
S. (1997). Brief History of the Internet. Internet Society. Dostopno prek: 
https://www.internetsociety.org/wp-content/uploads/2017/09/ISOC-History-of-the-
Internet_1997.pdf  
32. Lister, M. (2009). New Media: A critical introduction. London ; New York : Routledge. 
33. Livingstone S. (1999). New media, new audiences. New Media & Society. Sage London. 
34. Lobe, B. (2006). Združevanje kvalitativnih in kvantitativnih metod – stara praksa v novi 
preobleki. Družboslovne razprave, XXII. 53: 55–73. 
35. Manovich, L. (2001). The Language of New Media. Cambridge. The MIT Press. 
36. Manovich, L. (1999). New Media: A User's Guide. Dostopno prek: 
http://manovich.net/content/04-projects/026-new-media-a-user-s-guide/23_article_1999.pdf 
37. Menesini, E., Nocentini, A.,  Palladino B.E., Frisén, A., Berne, S., Ortega-Ruiz, R., (...) in 
Smith, P. (2012). Cyberbullying Definition Among Adolescents: A Comparison Across Six 
European Countries. Cyberpsychology, Behavior, And Social Networking, 15(9). 
38. Olweus, D., Limber, S.P., Breivik, K. (2019).  Addressing Specific Forms of Bullying: A 
Large-Scale Evaluation of the Olweus Bullying Prevention Program. International Journal of 
Bullying Prevention. 1, 70–84. Springer. 
39. Randa,  R., Nobles, M. in Reyns, B. (2015). Is Cyberbullying a Stand Alone Construct? 
Using quantitative Analysis to Evaluate a 21st Century Social Question. Societies, 5, 171–186. 
40. Silver, L. (2019). Smartphone Ownership Is Growing Rapidly Around the World, but Not 
Always Equally. PEW Research Center. 
41. Slonje, R. in Smith, P. (2008). Cyberbullying: Another main type of bullying. Personality 






42. Slonje, R., Smith, P. in Frisén, A. (2012). The nature of cyberbullying, and strategies of 
prevention. Computers in Human Behavior, 29, 26–32. Elsevier. 
43. Smahel, D., Machackova, H., Mascheroni, G., Dedkova, L., Staksrud, E., Olafsson, K., (...) 
in Hasebrink, U. (2020). EU Kids Online 2020: Survey results from 19 countries. EU Kids 
Online. Doi: 10.21953/lse.47fdeqj01ofo. 
44. »safe.si« (b.d.). Spletno nasilje. Dostopno prek: https://safe.si/nasveti/spletno-in-mobilno-
trpincenje/spletno-nasilje 
45. STA (2019). Dostop do spleta lani prvič pogostejši s pametnih telefonov. Dnevnik, 
Dostopno prek: https://www.dnevnik.si/1042857343  
46. Statistični urad (2017). Uporaba interneta v gospodinjstvih in pri posameznikih, Slovenija, 
2017. Dostopno prek: https://www.stat.si/StatWeb/News/Index/6998 
47. Sticca, F. in Perren, S. (2013). Is Cyberbullying Worse than Traditional Bullying? 
Examining the Differential Roles of Medium, Publicity, and Anonymity for the Perceived 
Severity of Bullying. J Youth Adolescence, 42: 739–750. 
48. Šulc, A. in Bučar Ručman, A. (2019). Šola in medvrstniško nasilje v Sloveniji: raziskovalni 
pristopi, metode in metaanaliza dosedanjega raziskovanja v Sloveniji. Šolsko polje. XXX (1–
2), 63–88. 
49. Valicon (2020). Uporaba družbenih omrežij in storitev klepeta v Sloveniji 2018–2019. 
Sporočilo za javnost. 
50. Vincent, J. (2015). Mobile Opportunities. Exploring positive mobile media opportunities 
for European children. Polis. London School of Economics and Political Science. 
51. Waasdorp, Tracy E.  in Catherine P. Bradshaw. 2015. The Overlap Between Cyberbullying 
and Traditional Bullying. Journal of Adolescent Health, 56, 483–488. 
52. Wachs, S., Junger, M. in Sittichai, R. (2015). Traditional, Cyber and Combined Bullying 
Roles: Differences in Risky Online and Offline Activities, Societies, 5, 109–135. 
53. Ybarra, M.L., Diener - West, M. in Leaf P. (2007). Examining the Overlap in Internet 
Harassment and School Bullying: Implications for School Intervention. Journal of Adolescent 
Health, 41, 541–550. 
54. Yurdagul, C., Kircaburun, K., Emirtekin, E., Wang, P., in Griffiths, M. (2019). 
Psychopathological Consequences Related to Problematic Instagram Use Among Adolescents: 
The Mediating Role of Body Image Dissatisfaction and Moderating Role of Gender. 






55. Završnik, A. (2013). Spletno in mobilno nadlegovanje: pojem, oblike, posledice in soočanje 
s kazenskim pravom. Zbornik znanstvenih raziskav, LXXIII. 
56. Završnik, A. in Sedej, A. (2012). Spletno in mobilno nadlegovanje v Sloveniji. Revija 











PRILOGA A: Celotni vprašalnik 
Q1 – Najprej te prosimo za nekaj informacij o tebi, ki jih potrebujemo za statistične 
analize. 
Q2 – Si dekle ali fant? 
o Dekle. 
o Fant. 
Q3 – Katero vrsto srednje šole obiskuješ? 
o Gimnazijo. 
o Srednje poklicno izobraževanje. 
o Poklicno-tehniško izobraževanje. 
o Srednje strokovno izobraževanje. 
o Nižje poklicno izobraževanje. 





Q5 – Kako bi opisal/-a kraj, v katerem živiš? 
o Veliko mesto (npr. Ljubljana, Maribor). 
o Manjše mesto. 
o Vas. 
Q6 – Približno koliko knjig (vključno z e-knjigami) imate doma? 
o Nič ali zelo malo (0–10 knjig). 
o Za eno knjižno polico (11–25 knjig). 
o Za eno knjižno omaro (26–100 knjig). 






o Za tri ali več knjižnih omar (več kot 200 knjig). 
Q7 – Koliko elektronskih naprav imate doma? Štej računalnike, tablične računalnike, 
pametne telefone, pametne televizije in e-bralnike (ne štej drugih naprav). 
o Nič. 
o 1–3 naprave. 
o 4–6 naprav. 
o 7–10 naprav. 
o Več kot 10 naprav. 
Nagovor – Nekaj vprašanj o tem, kako pogosto in na kakšen način uporabljaš internet. 
Q8 – Kako pogosto uporabljaš naslednje naprave (upoštevaj uporabo doma ali drugje)? 



























      
Tablični 
računalnik 
      
 
V3 – Kako pogosto obiskuješ naslednje spletne strani in aplikacije? 
 












Facebook       
Messenger       
Skype       
Twitch       
Youtube       
9gag       
Whatsapp       
Instagram       






Snapchat       
Twitter       
Drugo       
 
Nagovor – Naslednji sklop vprašanj se nanaša na spletno nadlegovanje in nadlegovanje 
»iz oči v oči«.  
 
Spletno nadlegovanje je oblika nadlegovanja prek mobilnih telefonov (sporočila, klici, 
videoposnetki, fotografije), interneta (elektronska pošta, sporočila, klepetalnice, spletne strani) 
ali drugih oblik informacijsko-komunikacijske tehnologije, ko te nekdo žali, nadleguje, 
zasmehuje, ogroža ali ustrahuje.  
 
Primeri nadlegovanja prek mobilnega telefona so:  
‒ neprimerni telefonski klici (npr. klici, kjer nekdo žali, izsiljuje, grozi, se posmehuje osebi, 
ki sprejme klic, ipd.); 
‒ pošiljanje ali prejemanje neprijetnih fotografij in/ali videoposnetkov z uporabo mobilnega 
telefona (npr. posnetki pretepanja, klofutanja, norčevanja, zasmehovanja, intimni posnetki, 
neprimernih vsebin itd.);  
‒ pošiljanje ali prejemanje sporočil (SMS, Viber, WhatsApp ...) prek mobilnega telefona, 
ob katerih se nekdo počuti prizadeto, ga/jo je sram.  
 
Primeri nadlegovanja prek interneta so:  
‒ elektronska pošta, s katero nekdo nekoga žali, izsiljuje, ustrahuje, zasmehuje, grozi ...;  
‒ sporočila, slike, posnetki, ki jih nekdo pošlje ali prejme prek različnih spletnih strani;  
‒ ustvarjanje lažnih profilov (npr. Facebook), ki jih nekdo uporabi, da nekoga žali, izsiljuje, 
‒ ustrahuje, zasmehuje, grozi ...  
 
Primeri spletnih mest so:  
‒ spletna družabna omrežja (Facebook, Twitter ...);  
‒ spletne strani za izmenjavo fotografij in video posnetkov (YouTube ...);  
‒ blogi, vlogi; 







 Sploh se ne 
strinjam. 
Ne strinjam se. Niti se strinjam 
niti se ne 
strinjam. 
Strinjam se. Popolnoma se 
strinjam. 






     
Mislim, da je 
oseba pogosto 
sama kriva, da 
jo nadlegujejo. 











     
Če se nekdo 




da mu vrneš v 
enaki meri. 
     
Nadlegovanje 










na internetu, so 
sama kriva, da 
jih nadlegujejo. 
     
Vem, na koga 
se lahko 




     






     
Menim, da se 
nadlegovanje 
»v 









Q10 – Spodaj je navedenih nekaj oblik spletnega nadlegovanja; označi, ali se ti je v tem 
šolskem letu zgodilo kaj od naslednjega. 
 Da Ne 
Grozili so mi.   
Prejel/a sem sporočila 
z neprimerno vsebino. 
  
Širili so neresnične govorice 
o meni. 
  
Delili so moje fotografije ali video 
posnetke, ki niso bili namenjeni 
javnosti. 
  
Ustvarjen je bil moj lažni profil 
(npr. na Facebooku). 
  
Ustvarjena je bila spletna stran 
o meni. 
  
Moje slike so bile spremenjene na 
žaljiv način. 
  
Izsiljevali so me.   
Prejel/-a sem žaljive, nesramne 
komentarje o svojem videzu. 
  
Nekdo je na spletu delil skrivnost, 
ki sem jo zaupal/-a le eni osebi. 
  
Dobil/-a sem sporočilo, zaradi 
katerega me je bilo strah. 
  
Nekdo se je delal, da sem jaz, in 
naokoli pošiljal sporočila, zaradi 
katerih sem izgubil/-a prijateljice 
in prijatelje ter ugled. 
  
Prejel/-a sem fotografije ali 
videoposnetke, ki jih nisem 
želel/-a videti. 
  
Nekdo je na spletu napisal, da spim 
z vsemi fanti/dekleti. 
  
Nekdo je o meni dajal komentarje 
s spolno vsebino. 
  
Prejel/-a sem fotografije s spolno 
vsebino. 
  
Na drugačen način (napiši, kako):   
 
Q11 – Spodaj je navedenih nekaj oblik fizičnega (»iz oči v oči«) nadlegovanja; označi, ali 
se ti je v tem šolskem letu zgodilo kaj od navedenega. 
 Da Ne 
Grozili so mi.   
Izsiljevali so me.   
Pretepli so me.   






Spolno nasilje/otipavanje.   
Prisiljen spolni odnos/posilstvo.   
Ukradli so mi denar ali lastnino.   
Zafrkavali so me.   
Izključitev iz skupine.   
Drugo:   
 
IF (1) Q10a = [1] or Q10b = [1] or Q10c = [1] or Q10d = [1] or Q10e = [1] or Q10f = [1] or Q10g = [1] or 
Q10h = [1] or Q10i = [1] or Q10i = [1] or Q10j = [1] or NOT Q10k = [1] or Q10l = [1] or Q10m = [1] or 
Q10n = [1] or Q10o = [1] or Q10p = [1] or Q10q = [1] or Q11a = [1] or Q11b = [1] or Q11c = [1] or Q11d 
= [1] or Q11e = [1] or Q11f = [1] or Q11g = [1] or Q11h = [1] or Q11i = [1] or Q11j = [1]   
V12a – Označi, na kakšen način so te nadlegovali: Možnih je več odgovorov. 
o Prek programov za sporočanje (Skype, Messenger ...). 
o Prek spletnih strani ali družabnih omrežij (Facebook, Twitter ...).  
o Prek spletnih strani za izmenjavo fotografij in video posnetkov (YouTube, Instagram ...).  
o Prek mobilnega telefona (SMS-sporočila, klici). 
o V živo (»iz oči v oči«). 
o Na drugačen način (prosimo, napiši, kako):  
o Niso me nadlegovali. 
IF (2) V12a = [V12aa] or V12a = [V12ab] or V12a = [V12ac] or V12a = [V12ad] or V12a = [V12af] 
Q12 – Kako pogosto so te nadlegovali prek interneta ali mobilnega telefona v zadnjem 
šolskem letu? 
 
o Enkrat ali dvakrat. 
o Trikrat ali petkrat. 
o Dogajalo se je približno enkrat na teden. 
o Večkrat tedensko. 
o Vsak dan. 
IF (2) V12a = [V12aa] or V12a = [V12ab] or V12a = [V12ac] or V12a = [V12ad] or V12a = [V12af] 
V8b – Kako si se počutil/-a, ko te je nekdo nadlegoval prek interneta ali mobilnega 
telefona? Možnih je več odgovorov. 












o Vedel/-a sem, da gre le za zabavo. 
o Nisem si upal/-a v šolo. 





o Nisem se mogel/-a učiti. 
o Ustrahovanje ni imelo učinka name. 
o Drugo (prosimo, napiši, kako je učinkovalo nate): 
 
IF (2) V12a = [V12aa] or V12a = [V12ab] or V12a = [V12ac] or V12a = [V12ad] or V12a = [V12af] 
Q13 – Kaj si storil/-a, ko te je nekdo nadlegoval prek mobilnega telefona ali interneta? 
Možnih je več odgovorov. 
o Nič. 
o Nič, ker je to le zabava. 
o Ignoriral/-a sem nadlegovanje in čakal/-a, da se bo končalo samo od sebe. 
o Izključil/-a sem telefon. 
o Nehal/-a sem uporabljati družabna omrežja. 
o Nehal/-a sem uporabljati internet. 
o Povedal/-a sem prijatelju/-ici. 
o Povedal/-a sem učitelju/-ici. 
o Povedal/-a sem staršem/skrbnikom. 
o Rekel/-a sem osebi, ki me je nadlegovala, naj tega ne dela. 
o Blokiral/-a sem sporočila in klice. 






o Prijavil/-a sem nadlegovanje mobilnemu operaterju. 
o Nadlegovanje sem prijavil/-a policiji. 
o Poizkusil/-a sem narediti tej osebi to, kar je počela meni. 
o Povedal/-a sem bratu/sestri. 
o Drugo (prosimo, napiši kaj): 
IF (2) V12a = [V12aa] or V12a = [V12ab] or V12a = [V12ac] or V12a = [V12ad] or V12a = [V12af] 
V8c – Ali poznaš osebo, ki te je nadlegovala? 
o Da. 
o Ne. 
IF (3) V8c = [1] 
V8ca – Ali je ta oseba ... 
o Sošolec/sošolka. 
o V drugem razredu moje šole. 
o Partner/-ica ali bivši/-a partner/-ica. 
o Ne obiskuje moje šole. 
o Drugo: 
IF (4) V12a = [V12ae] 
V8 – Kako pogosto so te nadlegovali »iz oči v oči« v zadnjem šolskem letu? 
o Enkrat ali dvakrat. 
o Trikrat ali petkrat. 
o Dogajalo se je približno enkrat na teden. 
o Večkrat tedensko. 
o Vsak dan. 
 
IF (4) V12a = [V12ae] 
Q14 – Kako si se počutil/-a, ko te je nekdo nadlegoval »iz oči v oči«? Možnih je več 
odgovorov. 
o Bilo mi je smešno. 











o Vedel/-a sem, da gre le za zabavo. 
o Nisem si upal/-a v šolo. 





o Nisem se mogel/mogla učiti. 
o Ustrahovanje ni imelo učinka name. 
o Drugo (prosimo, napiši, kako je učinkovalo nate): 
 
Q15 – Kaj si storil/a, ko te je nekdo nadlegoval »iz oči v oči«? Možnih je več odgovorov. 
o Ničesar. 
o Nič, ker je to le zabava. 
o Ignoriral/-a sem nadlegovanje in čakal/-a, da se bo končalo samo od sebe. 
o Povedal/-a sem prijatelju/-ici. 
o Povedal/-a sem učitelju/-ici. 
o Povedal/-a sem staršem/skrbnikom. 
o Rekel/-a sem osebi, ki me je nadlegovala, naj tega ne dela. 
o Poizkusil/-a sem narediti tej osebi to, kar je počela meni. 
o Povedal/-a sem bratu/sestri. 
o Nadlegovanje sem prijavil/-a policiji. 
o Drugo (prosimo, napiši kaj): 
IF (4) V12a = [V12ae] 
 
Q13_ 2 – Ali je oseba, ki te je nadlegovala: 
 
o Sošolec/sošolka. 
o V drugem razredu moje šole. 






o Ne obiskuje moje šole. 
o Osebe ne poznam. 
 
V11 – Ali si ti v zadnjih dveh mesecih koga nadlegoval prek mobilnega telefona ali 
interneta? 
o V zadnjih dveh mesecih nisem nikogar nadlegoval/-a. 
o To se je zgodilo samo enkrat ali dvakrat. 
o To se je zgodilo trikrat do petkrat. 
o Zgodilo se je približno enkrat na teden. 
o Zgodilo se je večkrat tedensko. 
o Dogajalo se je vsak dan. 
IF (5) V11 = [2, 3, 4, 5] 
Q16 – Na kateri način si nadlegoval nekoga? Možnih je več odgovorov. 
o Poslal/-a sem SMS-sporočilo. 
o Poslal/-a neprimerno elektronsko pošto. 
o Naredil/-a sem lažni profil. 
o Prek spletnih strani za izmenjavo fotografij in video posnetkov (npr. Youtube, Instagram). 
o Poslal/-a sem MMS-sporočila (sporočila s slikami, posnetki). 
o Poslal/-a sem sporočilo/posnetek/fotografijo prek aplikacij za sporočanje (Snapchat, Viber, 
WhatsApp, Messenger ...). 
o Prek družabnih omrežij (npr. Facebook, Twitter). 
o Na drugačen način (prosimo, napiši, kako): 
IF (5) V11 = [2, 3, 4, 5] 
V11a – Zakaj si nekoga nadlegoval prek mobilnega telefona ali interneta? Možnih je več 
odgovorov. 
o Zato, ker to počnejo tudi drugi. 
o Zato, da bom bolj priljubljen/-a. 
o Zato, ker me to zabava. 






o S prijatelji se na ta način zabavamo. 
o Zato, ker so mene ustrahovali drugi. 
o Drugo: 
Q17 – Si v zadnjih dveh mesecih koga nadlegoval fizično oziroma »iz oči v oči«? 
o V zadnjih dveh mesecih nisem nikogar fizično nadlegoval. 
o To se je zgodilo enkrat ali dvakrat. 
o To se je zgodilo trikrat do petkrat. 
o Zgodilo se je približno enkrat tedensko. 
o Zgodilo se je večkrat tedensko. 
o Dogajalo se je vsak dan. 
IF (6) Q17 != [1] 
Q18 – Zakaj si nekoga nadlegoval fizično oziroma »iz oči v oči«? 
Možnih je več odgovorov 
o Zato, ker to počnejo tudi drugi. 
o Zato, da bom bolj priljubljen/-a. 
o Zato, ker me to zabava 
o Ker me je bilo strah, kaj bo, če ne sodelujem. 
o S prijatelji se na ta način zabavamo. 









PRILOGA B: Podrobnejši rezultati vprašalnika 
PRILOGA B.1: Najpogostejše oblike spletnega nadlegovanja 
 
  n % 
Širili so neresnične govorice o meni. 208 41,3 
Prejel/-a sem sporočila z neprimerno vsebino. 205 40,6 
Prejel/-a sem fotografije s spolno vsebino. 173 35,5 
Prejel/-a sem fotografije ali videoposnetke, ki jih nisem želel/-a 
videti. 159 32,4 
Prejel/-a sem žaljive, nesramne komentarje o svojem videzu. 135 27,1 
Grozili so mi. 121 23,8 
Dobil/-a sem sporočilo, zaradi katerega me je bilo strah. 88 17,9 
Moje slike so bile spremenjene na žaljiv način. 61 12,1 
Izsiljevali so me. 58 11,6 
Delili so moje fotografije ali video posnetke, ki niso bili namenjeni 
javnosti. 56 11,2 
Nekdo je o meni dajal komentarje s spolno vsebino. 56 11,5 
Nekdo je na spletu delil skrivnost, ki sem jo zaupal/-a le eni osebi. 55 11 
Nekdo se je delal, da sem jaz, in naokoli pošiljal sporočila, zaradi 
katerih sem izgubil/-a prijateljice in prijatelje ter ugled. 50 10,1 
Ustvarjen je bil moj lažni profil (npr. na Facebooku) .  45 9 
Nekdo je na spletu napisal, da spim z vsemi fanti/dekleti.   36 7,3 
Na drugačen način (prosimo, napiši kako):  25 11,5 
Ustvarjena je bila spletna stran o meni. 18 3,6 
Vprašanje: Spodaj je navedenih nekaj oblik spletnega nadlegovanja, označi, ali se ti je v tem 







PRILOGA B.2: Najpogostejše oblike klasičnega nadlegovanja 
                 n    %           
Zafrkavali so me. 188 40,0 
Izključitev iz skupine. 119 25,3 
Poniževali so me. 113 24,0 
Grozili so mi. 84 17,3 
Ukradli so mi denar ali lastnino. 61 12,9 
Spolno nasilje/otipavanje. 46 9,8 
Izsiljevali so me. 38 7,9 
Pretepli so me. 28 5,9 
Prisiljen spolni odnos/posilstvo. 14 3,0 
Drugo. 14 7,9 
Vprašanje: Spodaj je navedenih nekaj oblik fizičnega (»iz oči v oči«) nadlegovanja; označi, ali 
se ti je v tem šolskem letu zgodilo kaj od navedenega. 
 
PRILOGA B.3: Navzkrižna tabela prekrivanja obeh tipov nadlegovanj (spletnega in 
klasičnega) za odgovor »izsiljevali so me« 
 
    »Izsiljevali so me.« (klasično nadlegovanje) 
    Da. Ne. Skupno 





Da. 29 54,7  24 45,3  53 100  
  78,4   5,5   11,3 
 
Ne. 
8 1,9  409 98,1  417 100  
  21,6   94,5   88,7 
 Skupno 37 7,9  433 92,1  470 100  















PRILOGA B.4: Odziv glede na obliko spletnega nadlegovanja 
  »Niso me nadlegovali.« 
  Ni izbran. Izbran. 
 n % n % 
Grozili so mi.    18        41,9   25     58,3 
Prejel/-a sem sporočila z neprimerno vsebino.    31        30,7   70     69,3 
Širili so neresnične govorice o meni.    24        26,4   67     76,3 
Delili so moje fotografije ali videoposnetke, ki niso bili namenjeni 
javnosti.     9         52,9    8      47,1 
Ustvarjena je bila spletna stran o meni.     2         33,3    4     66,7 
Ustvarjen je bil moj lažni profil (npr. na Facebooku) .   5         29,4   12    70,6 
Dobil/-a sem sporočilo, zaradi katerega me je bilo strah.    11        34,4   21    65,6 
Moje slike so bile spremenjene na žaljiv način. 10        50,0    10    50,0 
Izsiljevali so me. 10        55,6    8     44,4 
Prejel/-a sem žaljive komentarje o svojem videzu. 23        43,4   30    56,6 
Nekdo je o meni dajal komentarje s spolno vsebino. 12        48,0   13    52,0 
Nekdo je na spletu delil skrivnost, ki sem jo zaupal/-a le eni osebi.  8        40,0   12    60,0 
Nekdo se je delal, da sem jaz, in naokoli pošiljal sporočila, zaradi 
katerih sem izgubil/-a prijateljice in prijatelje ter ugled.   5        26,3   14    73,7 
Prejel/a sem fotografije s spolno vsebino.  28       31,5   61    68,5 
Nekdo je na spletu napisal, da spim z vsemi fanti/dekleti.   6        40,0   9      60,0 
Prejel/-a sem fotografije ali videoposnetke, ki jih nisem želel/-a 

























PRILOGA B.6: Odziv na oba tipa nadlegovanj glede na poznavanje storilca 
 
 
Ali poznaš osebo, ki te je nadlegovala? 
Da. Ne. 
Število 
% (s tem 
odgovorom) Število 
% (s tem 
odgovorom) 
Bilo mi je smešno.  28 32.9 % 13 27.1 % 
Bilo mi je vseeno.  25 29.4 % 14 29.2 % 
Osramočeno.  28 32.9 % 3 6.3 % 
Zaskrbljeno.  29 34.1 % 11 22.9 % 
Razburjeno.  30 35.3 % 9 18.8 % 
Prestrašeno.  25 29.4 % 7 14.6 % 
Osamljeno.  29 34.1 % 7 14.6 % 
Vedel/-a sem, da gre le za 
zabavo. 
 16 18.8 % 3 6.3 % 
Nisem si upal/-a v šolo.  14 16.5 % 5 10.4 % 
Nisem mogel/-a spati.  23 27.1 % 5 10.4 % 
Nemočno.  30 35.3 % 6 12.5 % 
Depresivno.  31 36.5 % 5 10.4 % 
Stresno.  38 44.7 % 14 29.2 % 
Jezno.  33 38.8 % 11 22.9 % 
Nisem se mogel/-a učiti.  16 18.8 % 5 10.4 % 
Ustrahovanje ni imelo učinka 
name. 




































PRILOGA B.8: Odziv na nadlegovanje – razlika med spoloma 
 
