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 要  旨 
 ネットワーク内部のノードにおいて情報シンボルを中継するだけでなく, 符号
化を行うことで伝送レートの改善が可能であることを2000年にAhlswedeらが示し
た.この問題はネットワーク符号化(Network Coding)と呼ばれる新しい情報理論
分野として広まってきている. 
そのようなネットワーク符号化の研究の中で, 2002年, Caiらはネットワーク上
に盗聴者の存在を仮定し, 盗聴される通信路の本数があるしきい値以下であるな
らば情報理論的に安全であるという, セキュアネットワーク符号の問題を定式化
し, さらにその構成法を示した.2006年, 栗原はこの構成法に対し, 具体的なアル
ゴリズムとその計算量を示した. 
しかし, セキュアネットワーク符号化の構成のためには, ネットワーク内の通
信路からしきい値以下の本数を盗聴される組合せについて考える必要があり, そ
の計算量が大きくなってしまうという問題がある.本論文ではこの問題に焦点を
当て, セキュアネットワーク符号の構成における効率的な手法を提案し, その評
価を行う. 
具体的には, 全空間となるベクトル空間の部分空間に関する半順序関係を全空
間上に導入する.そして, ネットワーク符号により与えられる部分空間の集合に
対し, その極大元を求めるという問題を考える.この問題は, セキュアネットワー
ク符号化構成の前処理の段階で, 盗聴される通信路に割り当てられたリンクベク
トルが構成するベクトル空間の極大元を求める問題に対応し, セキュアネットワ
ーク符号を構成する効率的な手法となる. 
そこで, はじめに, 与えられた部分空間の集合に対する極大元を求める効率的
な手法を提案し, さらにそれをセキュアネットワーク符号構成問題に適用可能と
した. 
提案手法について, プログラミングによるシミュレーション実験をすることで
評価を行った.極大元を求めずにセキュアネットワーク符号化を構成した場合と, 
単純に極大元を求める手法, 提案手法で極大元を求める手法について, それぞれ
についての主要な実行ステップの回数, 計算時間を比較したところ, 例えばネッ
トワークのリンクの本数55本から, 3本までの盗聴を許す場合の26235通りの組合
せに対して実験した場合, 従来の手法で実行時間が3547msかかり, 単純に極大元
を求めた手法で5734msかかったものが, 提案手法による構成法では125msと, 計算
時間において従来の手法よりも大きく短縮されているという結果が得られた. 
これらの実験結果より, 提案手法を用いた場合は, その他の手法と比較して, 
セキュアネットワーク符号化を効率的に構成する手法であることが確認された. 
 
