Abstract-Recently, a new method for achieving improved spectrum reuse in cellular systems, called Capture-Division Packet Access (CDPA), has been introduced. The method uses a single frequency in all cells but, unlike CDMA, it allows each transmitter to exploit the full bandwidth. Practically, the CDPA's way of operation can be seen as a Slotted ALOHA scheme among different cells, in which the Mobile Terminals belonging to the same cell transmit using a collision-free mechanism, which is easily obtained due to the very short intra-cell propagation delay. Parallel transmission in different cells is achieved through the "capture" capability. Packets that are not captured are almost immediately retransmitted, thus assuring that packets are eventually correctly received. In this paper we analyze the performance of the CDPA in the presence of slowly-varying shadowing. The gain offered by power-control techniques is also investigated. Finally, the effect of erroneous signaling information is studied, and a brief delay analysis is presented.
I. INTRODUCTION
Personal Communications Networks (PCNs) are expected to provide integrated broadband radio access to the wireline infrastructure through a system of base stations geographically distributed according to traffic demands of the user population [1; 2; 3; 4] . To avoid the capacity bottleneck at the wireless interface, future PCNs may adopt architectures based on microcells or even picocells [4; 5] . These systems must be easy to deploy, flexibly adapt to changing traffic patterns, and be able to support frequent and seamless cell-to-cell handovers [6; 7; 8] . Code and Time Division Multiple Access protocols are two competing approaches for providing constant bandwidth circuit switched connections in a PCN environment, as needed to maintain a suitably low-bit-error-rate channel for a prolonged connection time [9; 10] . Of the two, CDMA may offer greater capacity and greater flexibility with regard to cell site selection and frequency coordination by virtue of its inherent immunity to co-channel interference and multipath propagation [11; 12] .
Recently, a new method for achieving spectrum reuse in cellular systems, called Capture-Division Packet Access (CDPA), has been introduced [13; 14] , which is intended to provide high spectral efficiency for constant bit rate traffic and variable bandwidthupon-demand, as needed to support integrated multimedia traffic. Unlike CDMA and TDMA, wherein the effective data rate of each connection is typically a small fraction of the total radio channel allocated for PCN, the CDPA approach allows each user to access the entire channel, if necessary, for brief periods of time (packet access). Spectrum sharing is accomplished by exploiting the different path losses suffered by each user's signal as they appear at the various base stations (Capture effect), with This work has been partially supported by MURST 40% [1993] [1994] .
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co-channel interference abated through time diversity (colliding users do not successively retry in the same time interval).
CDPA exploits at three different levels the benefits of packet switching. The first level is the channel reuse technique, which is the method by which the same channel can be reused in different cells. The second level concerns the channel transmission scheme within a cell and the third level is the type of wirelesschannel procedure to connect to the Base Stations.
Two different approaches to channel reuse are currently proposed. The first one is adopted in narrowband systems, e.g., GSM [15] , where the system bandwidth is divided into a number of channels, and the same channel is assigned for use to a fraction of cells in such a way that the distance between cells that use the same channel is maximized and the interference is reduced to a tolerable level. The second solution is CDMA, where interference from adjacent cells is dealt with by SpreadSpectrum techniques. The price to be paid is a bandwidth subdivision in the first case, and the need for a bandwidth spreading in the second.
The CDPA channel reuse technique is based on packet transmission and the receiver capture, which is the ability of the receiver to detect a signal in the presence of interference noise. The same channel is used in all cells and transmissions in each cell occur independently of other cells. Since the interference from other cells changes rapidly with time because of changes in traffic conditions, transmitters and channel attenuation, packet transmission can statistically take advantage of periods in which the interference is low and the capture of packets is possible. When this happens, packets are correctly received, and parallel transmission is achieved. Otherwise, packets are retransmitted. In practice, an ALOHA retransmission scheme is used to solve "contentions" among transmissions of different cells. If the traffic is adequately low, and a retransmission scheme is implemented, a complete reuse of the bandwidth does not inhibit system operation [16] . The advantage of this approach is that bandwidth is used only when necessary (i.e., to retransmit erroneous packets), as opposed to an "a priori" protection strategy, where the waste of bandwidth is always incurred. As a matter of fact, the analytical models presented in [13; 14] show that the throughput presents a potential gain over classic schemes as FDMA with a 7-cell reuse pattern.
The channel transmission scheme used by CDPA within the cell is a hybrid reservation/polling (HRP) mechanism, which is very efficient in the presence of short propagation delays, and can easily integrate different types of traffic. The HRP mechanism, if coupled with a smart scheduling strategy, allows a prompt retransmission of erroneous packets, so that the total packet delay can be kept within acceptable values. This feature makes CDPA an attractive system even for delay-sensitive traffic, such as voice.
Finally, the packet switching technology allows to use connectionless communication between mobiles and base stations. This, combined with the use of the same frequency in all cells, drastically reduces the hand-over traffic on the radio links.
The analyses of CDPA appeared in [13; 14] did not take into account the fact that shadowing is a slowly varying effect. In this paper, we extend the analysis of [13; 14] to include this feature (a more general analysis, which includes best base station assignment, has been presented in [17; 18] ). It is shown that it significantly reduces the system performance, unless appropriate countermeasures are taken. As an example, we consider the use of power control and provide the corresponding throughput performance. In addition, the effect of errors on polling commands and on packet acknowledgements is considered here, and an analytical approach is developed. Finally, an approximate delay analysis is presented.
In Section 2 the CDPA architecture is briefly described, and in Section 3 the throughput analysis is presented. Numerical results are given in Section 4, along with a brief delay analysis. The extension to the case of incorrect signaling information is presented in Section 5, and the Conclusions are drawn in Section 6.
II. CDPA BASICS
The Capture-Division Packet Access is a cellular access architecture that operates on a packet switching basis. Its principles of operation are described in detail in [14] , and are summarized here for the reader's convenience.
Transmissions from Mobile Stations (MT) to Base Stations (BS) use the uplink channel, while transmissions from BSs to MTs use the downlink channel. For sake of simplicity, in the following we assume that two disjoint frequency bands are assigned to these channels for narrowband transmission. The implementation of each channel uses the same frequency in all cells.
The transmissions on both channels are temporally and logically driven by the BS, which periodically releases commands on the downlink channel. The time between consecutive commands is constant and defines the channel slot as a logical entity that can be usefully referred to in the sequel.
Uplink packet transmissions occur as exemplified in Figure  1 , where all signals are observed by three MTs, assumed at the same distance from the BS. Commands are used like in polling systems and trigger the immediate response of the polled station (processing times are ignored). The time between two consecutive commands is set equal to the packet transmission time plus the maximum round trip delay, 2 . The introduction of the guard time is needed to allow the complete reception of uplink packets before a new command is issued. An unsuccessful MT transmission is promptly recognized by the BS (since it does not detect any acceptable transmission), which can then reschedule a new attempt by issuing the appropriate command.
In the downlink channel, packets are transmitted by the BS after the command. This transmission, however, requires an explicit acknowledgment, which is transmitted by the MT starting 2 seconds after the BS packet has been received, to avoid overlapping with the packet transmission from another MT.
The channel organization so far described makes the MT operation very simple as it must only react to received signals. In principle, the introduction of the round-trip guard time could be avoided by synchronizing MT transmission slots to the BS timing, as is the case with the timing advance in GSM [15] . However, the cited synchronization complicates the MT operation and is practically ineffective in microcells and picocells, where the round trip delay is expected to correspond to a few bit times (the propagation delay over 1 km at 1 Mbps, or over 100 meters at 10 Mbps, corresponds to 3 bits).
The above procedure, which manages the packet transmissions on the radio channel, allows the immediate retransmission of corrupted packets. It is used in CDPA, together with a scheduling algorithm, to overcome the packet errors due to collisions among transmissions in different cells. A key role in accomplishing prompt retransmissions is played by the scheduling algorithm, which must be flexible enough to efficiently integrate transmissions and retransmissions, according to the specific needs of each source. In particular, it must be able to support constant rate traffic, such as voice with or without silence suppression, and data traffic with different constraints. We remark that an algorithm with these features will make possible packet voice transmission with retransmission recovery, a technique usually not considered due to delay constraints.
The practical implementation of the HRP mechanism requires that only active MTs be polled. Furthermore, the effective multiplexing of bursty transmissions requires a fast signaling channel able to rapidly set up and tear down the HRP "connection". While the HRP mechanism can be interrupted simply by a flag in the MT packet header, the HRP set up and resume procedures can use the slotted structure of the uplink channel by having some slots dedicated to such transmission requests (TR). These slots, signaling slots, are declared by the BS through appropriate commands in the downlink channel and can be used by all MTs willing to send TRs. A possible implementation of the scheduling mechanism and of the signaling channel, the Centralized PRMA, is described in [19] . In this paper, we focus on the performance evaluation of the CDPA channel reuse technique.
Here, we would like to note that the connection-oriented nature of the uplink HRP mechanism is only used for multipleaccess purposes and does not prevent the connection-less transfer of information at physical, data-link and network levels. In fact, the HRP mechanism does not prevent packets from being received at different BSs and forwarded to suitable entities dealing with multiple packet copies and reordering.
In the description of the HRP mechanism we have ignored that also ACKs and commands can be incorrectly received due to co-channel interference. As these errors significantly reduce the system throughput, transmissions of ACKs and commands must be adequately protected. This task can be effectively accomplished by means of specific transmission techniques, as discussed in Section V, at the expense of further overhead.
The throughput evaluation performed in the rest of the paper assumes that the transmission of commands at different BSs are synchronized, although we expect that CDPA can successfully operate with inexpensive systems that do not require BS synchronization. Nevertheless, some simple form of synchronization can be easily achieved and is expected to enhance the performance with respect to the non-synchronized case. On the other hand, the synchronization assumption makes possible analytical evaluations, which help us in assessing the validity of the approach.
As a final remark, we note that the CDPA operation described above, as well as the results provided in the sequel, do not consider any form of coordination among the HRP mechanisms of different BSs, although, in principle, a collective scheduling mechanism could be envisaged to further improve the throughput. In practice, such effective coordination among different cells is hard to achieve because instantaneous requirements and transmitter-to-receiver propagation conditions, which determine the occurrence of capture, can not be made available instantaneously at the transmitters involved. Nevertheless, some sort of limited coordination (whose analysis is beyond the scope of the present work) could possibly be employed to enhance the performance of particularly disadvantaged users.
III. THROUGHPUT ANALYSIS
In this section, we derive the average throughput on the uplink and downlink channels of a cellular system operating under the CDPA technique with complete frequency reuse. Partial frequency reuse, which allows a reduction of the interference through bandwidth subdivision (as in F/TDMA systems) has been studied in [13; 14] .
To carry out the analysis we make the following assumptions. The base stations are evenly spaced on the plane, at the center of ideal hexagonal cells, and operate with omni-directional antennas. For analytical convenience, the hexagonal cell area will be normalized to , and the cells will be approximated by circles of unit radius. Also, we ignore the signaling slots, and focus on a reserved slot. Each terminal is assumed to talk to the nearest base station, using a common carrier frequency. Terminals use slotted packet transmission and, within a cell, terminal transmissions are scheduled so that only one terminal at a time can transmit, and contention is avoided. Packet transmissions in different cells are also synchronized on a common slotted time basis, so that multiple transmissions overlap completely. Similarly, each base station transmits packets to the terminals within its own cell. A common frequency, on a distinct band from the one used for the uplink transmissions, is used for the downlink communications. For simplicity of presentation, the signaling information (i.e., commands and ACKs) is assumed perfectly reliable in the following discussion. The effect of signaling errors will be considered in Section V.
Due to the polling mechanism, the BS can regulate the traffic in the cell. We assume that, in a cell, a packet transmission occurs in each slot with probability G, which has the meaning of average offered traffic per slot.
The power P R , received from a transmitter located at distance r, is computed assuming a propagation model that takes into account Rayleigh fading, due to multipath, log-normal shadowing, due to the terrain irregularities, and an -th power-loss law. The propagation loss exponent, , typically takes values close to 4 [20] . The received power, P R , is therefore given by [16] P R = 2 10 0:1 Ar ? P T ;
where 2 is an exponentially distributed random variable with unit mean, (the log-normal attenuation expressed in dB) is a Gaussian random variable with zero mean and variance 2 , Ar ? accounts for the power-loss law, and P T is the transmitted power, which may not be the same for all terminals, if power control is used.
In the early analyses of CDPA [13; 14] , for analytical convenience, shadowing was modeled as independent slot-by-slot. However, due to the short time-slot duration and to the nature of the propagation phenomena, the deterministic path loss and the shadowing are to be considered as long-term effects, whereas fading can still be considered as rapidly changing. This means that the factor r ? 10 0:1 in (1) is practically constant for a long run of slots, whereas 2 can be considered independent from slot to slot.
If b denotes the capture ratio, the probability of success of a test user in cell "0" can be written as 
where i is a binary random variable which takes values in f0; 1g and accounts for the fact that an interferer may or may not be present in cell i.
The offered traffic on the channel is composed of new transmissions as well as retransmissions of packets which were not successfully received in the past. This traffic has total intensity G packets per slot per cell, but is not uniformly distributed over the cell, since the probability of success P s = P s (}; ) depends on the intended user's location within the cell, }, and on his shadowing, .
Therefore, we can define the offered traffic and throughput densities as g(r; ; ) and s(r; ; ), respectively. These two quantities are related through the success probability, i.e., s(}; ) = P s (g(:); }; )g(}; ):
The total offered traffic and throughput in a cell can be expressed as respectively, where } has been expressed through the polar coordinates r and .
In order to compute the performance through an analytical approach, the following assumptions were made in [13; 14] : Assumption I allows us to neglect the fact that interfering transmissions occur according to the same offered traffic distribution, g(r; ; ), as the intended one. As a consequence of this assumption, we have P i = 1] = G for any i, and the probability P s becomes function of G only, and not of the function g(} i ; i ). This greatly simplifies the evaluation, and leads to fairly accurate results, as confirmed by the results in [17] .
In the present work, we make the following additional assumption: Assumption IV. The log-normal shadowing values and the locations of the interferers are extracted independently in each slot.
Assumption IV can be justified as follows. Log-normal shadowing is a long-term effect, and therefore a user will experience almost the same shadowing value for a long time (usually longer than the lifetime of a packet, or even than a talkspurt); this is also true for the deterministic path loss. However, interferers are chosen at random, and change from slot to slot. Therefore, in the presence of a large number of users, it is reasonable to assume that the correlation between the interference even in contiguous slots is greatly reduced, and can practically be neglected (hence the memoryless assumption).
Equation (3) admits no general solution. However, for the practical case in which s(}; ) s and S = s, it can be solved as in [13; 14] , to obtain
where the expectation is taken with respect to } and . The throughput S represents the system efficiency, and provides the performance of the system in terms of number of admitted users per cell per slot. The specific expressions for the two directions of communications can be derived following a derivation similar to the one in [13; 14] , and are given below.
A. Mobile-to-base (uplink) channel
In the mobile-to-base (uplink) direction, due to the circular symmetry, the dependence on } is actually reduced to the distance, r. As for interfering transmissions, Assumption I and the independence of the interference from the angular position of the interferer assure that transmissions in cell i can be seen as originated uniformly within the circular ring described by cell i, when it is rotated around base station 0. If we denote by R i1 and R i2 the inner and outer radii of this ring, following the analysis carried out in [16] , we obtain, when N potentially interfering cells are considered,
where J i ( ; r 0 ) = (7), the product represents the joint conditional probability of success. Each term takes into account an interferer, and the product form is assured by Assumptions II and III. The integrals in (8) correspond to averaging the shadowing and the location of the i-th interferer, for which slot-by-slot independence is assumed (see Assumption IV).
B. Base-to-mobile (downlink) channel
In the base-to-mobile direction, the situation is different. The transmitters are fixed and the receiver is randomly located, so taht Assumption I is naturally satisfied. Similar to [13; 14] , we have for the success probability:
(1 ? GJ i ( ; })) ; ; (10) where the interference from the nearest N cochanel cells is considered, and r i , i = 0; 1; : : : ; N, represents the distance between the intended receiver's position }, randomly located, and the ith BS.
C. Power Control
Power control compensates the long-term attenuation (i.e., attenuation due to the path loss law, r ? , and to the shadowing), by different power level transmission. More specifically, the transmitted power for user i, P Ti , is inversely proportional to r ? 0i 10 0:1 0i , where the subscript 0i refers to the attenuations on the path from user i to its own BS, as opposed to the subscript i, which denotes the same quantities with reference to the intended BS. Here we assumed perfect power control, i.e., neither power control error nor a limited range for the transmitted power has been considered. The probability of success (2) can be written as
which has been evaluated via Monte-Carlo simulation.
IV. NUMERICAL RESULTS AND DISCUSSION
The approximate analysis presented in the previous section provides a quantitative evaluation of the average throughput in CDPA. Following the above analysis, some throughput results will be presented, under the assumption of perfect signaling. The effect of signaling errors will be discussed in Section V. Also, an analysis of the delay, which is an important parameter, will be presented in Section IV.C, along with some numerical results.
A. No shadowing
In Figure 2 , the throughput performance of the CDPA technique is shown for both direction of communications and for two different values of the capture ratio, i.e., b = 6 and 10 dB [14] . Shadowing is not considered here. It can be seen that the throughput curves have a maximum for G < 1, although the optimal G tends to increase as the capture ratio is decreased. Note that here G cannot be greater than 1, since it represents the probability that a transmission is performed in a cell (multiple transmissions in the same cell are in fact excluded by the CDPA protocol).
It is clear that the system suffers from congestion, due to cochannel interference. This effect, however, does not result in instability, because of the centralized nature of the CDPA operation. The system can in fact be forced to operate at optimal G, as described in [14] .
The effect of power control is investigated in Figure 3 , which reports results for the same parameters as in Figure 2 , in the presence of power control. A comparison between the two figures clearly shows how power control improves the performance, especially on the downlink channel. Furthermore, the performance of uplink and downlink channels are almost equal, and congestion effects are mitigated.
B. Long-term shadowing
When shadowing is present, the situation is different. Due to the long-term character of this impairment, we assume that the shadowing remains constant throughout a considerable amount of time. With this assumption, a severely shadowed user will remain shadowed, and a completely fair scheduling policy will react by unsuccessfully assigning all slots to him, unless some kind of control is implemented in order to avoid this effect.
More precisely, the requirement that s(}; ) s, i.e., complete fairness, is dangerous in the presence of severe and longlasting impairments, since the most disadvantaged users will make the system operate inefficiently. This is seen in Fig. 4 , where the throughput curves are drawn for some values of the shadowing spread, , for b = 6 and 10 dB, in the absence of power control and under the requirement of absolute fairness. It can be seen how this affects the system performance, which quickly degrades as the shadowing parameter increases.
We would like to stress the fact that the observed behavior is not peculiar of CDPA. Rather, it must be ascribed to the fact that CDPA can enforce absolute fairness, while other systems cannot. For example, in existing systems, which are based on the circuit switching technique, users that do not experience a sufficient connection quality are dropped, giving rise to unfairness. To describe and measure this phenomenon, the outage concept has been introduced, and a small value of outage probability is commonly admitted.
The results of our analysis suggest that also CDPA would benefit by allowing a certain outage probability. In fact, if the C-PRMA scheduling algorithm is used, as in the simulation measures in [14] , the retransmissions of the same packet are performed with an ever decreasing priority until the packet is dropped. Thus, extremely disadvantaged users suffer a packet loss probability beyond the quality of service requirement and their connections can eventually be terminated. The performance of many systems, included CDPA, can be increased by resorting to measures that counteract long term shadowing, as for instance power control and diversity.
The throughput analysis of CDPA, when a certain degree of outage is admitted, requires substantial changes with respect to the one so far presented and will not be considered here (some results can be found in [18] ). Rather, we present throughput results for the case of perfect power control, in which the shadowing is always completely compensated by the power control mechanism and no outage exists (complete fairness). Of course, shadowing is still present in the interferers (and to a greater extent, as discussed in [13; 14] ), but its long term character is broken since the interferers change from slot to slot, and the analysis presented in Section III.C applies.
Results with power control are given in Fig. 5 . It can be seen that shadowing still has the effect of reducing the throughput, but to a more limited extent. Also, note that for simplicity of analysis we neglected the fact that, due to shadowing, a mobile can be assigned to a BS other than the nearest one; when this is taken into account, a further gain can be expected [17; 18] .
C. Delay analysis
The average delay suffered by a packet because of retransmissions is an increasing function of the traffic channel G. Thus, delay constraints may determine a maximum tolerable traffic, G max , as was discussed for ALOHA in [16] , so that the operating point of the system cannot be arbitrarily chosen: this can result in a significant loss in throughput. Therefore, it is very important to be able to characterize the delay performance of the system.
On the other side, the delay performance is strictly related to the mechanism of the specific scheduling algorithm used. We have already cited C-PRMA for being particularly suitable for delay constrained traffic and some simulation results using this technique have appeared in [14] .
It is out of the scope of this paper to provide a detailed delay analysis with practical algorithms. Nevertheless, the limits imposed by the non uniform delay performance suffered by users can be roughly evaluated assuming as a delay estimate the number of transmissions required for a packet to be successfully received. The model adopted is the one described in Section III, which results in a memoryless behavior of the retransmission process, conditioned on the long-term variables of the intended user. With this model the number of transmissions of a packet, for a given location }, a given value of the traffic, G, and without shadowing, is a geometric r.v. with mean N(G; }) = 1 P s (G; }) : (12) Here, we will consider two different quantities: the maximum of N(G; }) over the cell, i.e., N wc = N(G; } 0 );
which gives the worst-case performance (} 0 is located at the cell boundary), and the average of N(G; }) over the cell, i.e., N av = E N(G; })] = G S : (14) N wc must be kept at an acceptable value, so that the delay constraint is satisfied everywhere. Since N wc is an increasing function of G, a delay constraint N max results in a maximum admittable traffic, G max , i.e., the value for which N wc = N max .
An interesting representation can be obtained by looking at the curves of N vs. S . In Fig. 6 , some results are reported, for both average and worst-case delay. Notice that the delay performance is not sensitive to the value of the capture ratio. In fact, the maximum throughputs in the two cases b = 6 and 10 dB correspond to the same value of the delay.
The use of power control, which only moderately increases the throughput performance, is expected to have a much more significant impact on the delay performance: in fact, for ideal power control the P s (G; }) is actually independent of }, and worst-case and average performance coincide. In this case, the worst-case delay curve is much better than before, and the delay constraint is satisfied more easily. This effect can be clearly seen in Fig. 6 .
The above results refer to the case without shadowing, where the assumption of independent fading values in different transmissions can be reasonably assumed. If shadowing is present, power control must be used in order to obtain acceptable results, as discussed in Section IV.B. Some results for this case are reported in Fig. 7 .
V. EFFECT OF SIGNALING ERRORS
So far, perfectly reliable signaling has been assumed. In reality, commands and ACKs are also transmitted on the same radio channels as the information packets, and therefore assuming that they are always correct is a gross approximation, unless some special care is taken for their transmission.
Since the success of a packet transmission requires the successful transmission of the couple command/packet on the uplink channel and the couple packet/ACK on the downlink channel, errors on signaling degrade the overall performance. In this section we extend the analysis to the case in which commands and ACKs are correctly received with probability less than one; also, some means of enhancing this probability are considered. This allows us to gain insight about procedures that reduce the error probability. In the following, to keep the analysis simple, we will not consider shadowing, which on the other hand would not conceptually complicate the analysis.
A. Erroneous commands
With reference to the uplink traffic, a successful transmission requires that both the command (on the downlink) and the information packet (on the uplink) are correctly received. The throughput relationship (3) becomes s(}) = g 1 (})P s1 (G 1 ; })P s2 (G 2 ; }): (15) where P s denotes the probability of success, the subscripts 1 and 2 refer to the downlink and uplink channel respectively, and g 2 (}) = g 1 (})P s1 (G 1 ; }); (16) As in Section III, the uniform throughput requirement leads to
whereas (6), rewritten as
is still valid. Note, from (16) , that the relationship between G 1 and G 2 is not trivial.
Eqs. (17) and (18) form a set of two equations in three unknowns (G 1 ; G 2 and S), that can be numerically solved, to express the throughput, S, vs. the offered load on the command channel, G 1 . In fact, this is the parameter which is controlled by the BS, whereas G 2 is determined by the feedback mechanisms on the two channels.
Note that, if the commands are transmitted without errors, the analysis becomes the one exposed in Section III, since we have P s1 = 1 and G 1 = G 2 = G.
As an example, Fig. 8 shows the effect of signaling errors. In the figure, the same capture ratio (b = 6 dB) is assumed for the downlink command and the uplink packet: in this case a noticeable degradation can be observed (the maximum throughput is almost halved). Of course, there is no need to make this assumption, since the transmission and encoding techniques for commands and packets can be different. This issue will be briefly discussed in the next subsection.
B. Multiple commands
A simple way to increase the command robustness is to encode in each command, still released in each slot, the polling information about the next k transmissions. In this way the polling information relative to the same packet is transmitted in k consecutive slots and the correct information is received if at least one of the k commands is correctly decoded. If we assume that the uncorrect decoding occurs independently from slot to slot, the success probability is P (k) s1 = 1 ? (1 ? P s1 ) k ; (19) which is always larger than P (1) s1 = P s1 . In particular, this technique is very effective even for small k if P s1 is sufficiently large, whereas it gives almost no improvement where P s1 is too small. Fig. 9 shows the performance of the scheme with multiple commands for some values of k. Note that the performance are close to those with ideal channel transmission for moderate values of k (k = 3-5). Other ways of protecting commands can be considered, such as, for example, using PN sequences, as discussed in [14] .
C. Erroneous ACKs
If we exchange the role of indexes 1 and 2, then the above analysis holds for the downlink packet transmission as well. The throughput results are slightly different from those of Figures  8 and 9 because the two channels suffer different interference pattern. However, the effect of errors, with respect to the case in Section III, is very similar to the one observed in the uplink and will not be reported.
In principle, the repetition pattern used for commands could be envisaged for ACKs as well. In practice, ACKs are transmitted by different MT and a multiple access structure is required to implement the repetition strategy. An ACK encoding strategy, perhaps more convenient than the mere repetition, can be attained by using PN sequences. In fact, the information carried by an ACK amounts to one bit and can be easily protected [14] .
VI. CONCLUSIONS
In this paper we have analyzed the performance of the CDPA technique in the presence of slowly varying shadowing. This feature, which was not considered in previous analyses and which corresponds to more realistic propagation conditions, is shown to have a significant impact, so that some countermeasures are needed in order for the system to work. As an example, power control has been considered. Finally, we briefly studied the delay performance and the effect of signaling errors on the system throughput Further directions of research include the study of coding strategies for the signaling information, and the use of diversity as a means to improve the capture performance and to combat the propagation impairments.
Also, in this paper we dealt with the basic principles of operation, and did not include in the analysis other features which might arise when a detailed specification of the system is taken into account (e.g., lack of synchronization, power control errors, limited dynamic range of the power control mechanism, etc.). While the goal of the present work was to find analytical results to give evidence that CDPA can be considered as an interesting channel access technique for personal communications systems, future research is certainly needed in order to specify the details of the protocol and to refine the performance assessment with reference to a real-world environment. 
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