Large scale biological systems often exhibit emergent properties that are attractive in an engineering context. In this paper, the context is a class of wireless sensor networks for emergency environmental monitoring. The attractive properties are simplicity, self-organisation, adaptiveness to scenario change and a lack of scenario-specific parameter tunings. Emergence Medium Access
Introduction
Imagine the scenario where an emergency service, such as Fire and Rescue, is required to monitor a large area of moorland for spontaneous outbreaks of brush fire [1] . Any such monitoring would be required to report on temperature and humidity levels that indicate high risk conditions and, subsequently, 5 the movement of fire fronts. The movement of fire fronts can be highly unpredictable and poses a serious danger to personnel and equipment. This is an ideal opportunity to deploy a wireless sensor network (WSN) over a wide area from a suitable aerial platform. Based on the operational need it is also possible to deploy more of these low-cost nodes.
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This scenario presents a set of significant challenges [2] . Long-term remote operation necessitates low power usage and a very simple MAC protocol in each inexpensive node. In contrast, nodes are required to minimise end-toend delay with no sensor node being dominant (high fairness levels). In the case of these simple nodes, only one communications channel will be available, 15 necessitating an efficient MAC protocol to control the transmissions, ensure correct operation and achieve high throughput. Nodes will be required, at different times, to act purely as relay nodes whilst at other times, they may be additionally required to generate and place data on the network. The protocol must facilitate adaptability. 20 Many protocols have been proposed for WSNs which offer different benefits [3] [4] [5]. Schemes that employ sophisticated synchronisation or significant information exchange to achieve organisation and performance are inappropriate in the context presented here. Yet, as the scale of networks increases, the need for some form of synchronisation and information exchange becomes 25 overwhelming even if only at a local level.
Routing becomes a challenging task in large-scale networks as well. Dissemination of routing information and discovery of routes becomes difficult process. There are, however, many examples and proposals for good routing practices in the scientific community [6] [7] . In this paper we focus on the MAC 30 layer.
Here, we present our proposed solution, Emergence Medium Access Control (E-MAC), and compare its performance to that of a basic implementation of the IEEE 802.11 standard. We choose this latter protocol because it is well understood and well established. Even though it uses some hardware capabili-35 ties such as carrier sensing and additional RTS/CTS messages, the IEEE 802.11 2 protocol itself is very simple and clean. We focus on comparative performances over a multi-hop chain. The contributions of E-MAC are:
• A different approach to MAC. The nodes search for the throughput they are able to achieve and then use this information for data transmissions/generation, 40 regulating traffic flow.
• A very simplistic MAC protocol that allows nodes to achieve high throughput through multi-hop networks under a variety of situations without the need to tune system parameters.
• The proposed protocol also shows several emergent behaviours:
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-self-organisation -flow control on both hop-by-hop and end-to-end basis -indirect synchronisation between the nodes as packets are relayed -minimal latency The structure of this paper is as follows: Section 2 outlines the biological 50 inspiration for the E-MAC protocol. We then describe the protocol itself in Section 3. Section 4 presents the scenario and simulation parameters for the comparative performance. The results are described in Section 5.
Biological Metaphors
The ability of natural systems to self-organise, reorganise and provide fault-55 tolerant operation has inspired a huge diversity of mathematical and engineering solutions [8] [9] [10] . For example, the evolutionary metaphor (e.g. genetic algorithms and genetic programming) has enabled otherwise intractable optimisations and facilitated the discovery of novel processes, algorithms and systems [11] . Similarly, the social metaphor (e.g. particle and robotic swarms and 60 multi-agent systems) has done the same, and contributed to the understanding of the emergent properties of complex systems [12] .
E-MAC was inspired by the social metaphor.
In this case, very simple entities, generally referred to as agents, can offer significant benefits and highly complex behaviours when operating in groups 65 and interacting with each other using simple rules. This swarming offers emergent behaviour on a higher social level [13] . Examples from nature include:
• locust swarms which can fly in perfect synchrony in their billions, efficiently exploiting localised air streams [14] • ant colonies which exhibit complex foraging and task allocation behaviour 70 without central coordination [15] • termite colonies that can build complex structures without a global blueprint [16] All of these are achieved without central control, and only through very simple rules, interactions and reaction to the local agent environment, and without explicit encoding of the emergent behaviours. In each case there are 75 up to millions of very simple entities that are continuously changing without affecting the overall performance. The complex behaviours arise from the interactions between individuals affecting their local environment. Selforganisation, adaptation and fault-tolerance are frequently the emergent properties of these systems. This simplicity and the same emergent properties cor-
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respond to what could be defined as ideal for WSNs.
When monitoring harsh environments over large areas of undulating terrain, we require cheap, simple nodes that can adapt to different communication scenarios without the need to tune specific system parameters. Also, network fault-tolerance is needed where nodes are likely to progressively fail at the on-85 set of a fire front. Furthermore, adding nodes should not trigger wholesale network reconfiguration to accommodate them; only locally-affected regions should adapt without affecting global emergent behaviour.
All of this can be otherwise achieved with precise deployment planning and complex algorithms. Such approaches tend to introduce many tunable 90 parameters which require more operational maintenance. Also, it is not usually possible to anticipate every scenario and its conditions. We assert that it is better exploit biological metaphors that offer appropriate emergent properties through simple rules of interaction.
The E-MAC protocol employs the notion of reaction to the intensity of stim-95 ulus from neighbouring agents. We use a stochastic approximation of the probability of successful message packet transmission as that stimulus.
Task Allocation and Division of Labour in Social Insects
Here we represent an example of stimulus-based self-organising emergent behaviour to illustrate our motivation for the development of the E-MAC scheme.
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It has been observed that many species of social insects exhibit emergent task allocation and division of labour [17] . Without the need for a leader, colonies comprising huge number of individuals are able to organise their various tasks. The process usually arises through emergence from simple actions taken by individuals. In addition, such processes are highly robust and adapt
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to the different needs of the colony.
Bonabeau [18] proposed a model based on a response threshold that models the behaviour of ants and bees and shows emergence behaviour at the colony level for task allocation. The response threshold defines how individuals react to their environment (stimulus). It provides a way to define a probability of 110 taking an action, given certain stimuli from environment and its relationship with the threshold of that stimulus. A threshold can be varied among different individuals -therefore creating specialised workers. For example, in an ant colony we can consider forager and fighter ants. Foragers will have a lower threshold for collecting food and a higher threshold for fighting. Therefore 115 they will more likely take up foraging. Fighter ants with a reversed threshold would show a higher tendency towards fighting. Nevertheless given the lack of foragers, the stimuli for foraging increases, therefore fighter ants would start to get involved into foraging tasks as well. The process also involves a learning process. If an agent is performing a task, the threshold for that task will decrease (increasing the likelihood of performing that task again). This also provides a natural process for specialisation.
For example the probability to take up a task given a certain threshold and stimuli can be expressed as:
where s is the environmental stimuli, θ -the response threshold and n defines the steepness of the curve (see Figure 1 ).
θ essentially defines the tendency to take up action given the environmen-125 tal stimuli, so differently-specialised insects would have different threshold towards certain tasks. For example, when θ is 1 in Figure 1 the stimuli has to be very high to increase the probability of performing the task defined by this threshold. However, when θ is 50, even a small stimuli will have high probability of eliciting a response.
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Another example ( Figure 2 ) of a response curve function is given by Plowright [19] [18]:
Similar trends arise in both functions where the probability of engaging is small for s << θ and is close to 1 for s >> θ [18] . The very simple model presented here can provide very powerful and complex behaviour. Without explicitly specifying a behaviour, it emerges due to so- 
Protocol Design
The goal of E-MAC is to provide good performance with very low complexity. The protocol is based on a simple implementation inspired by the biologi- 
Transmission Delay
Many MAC schemes or protocols employ the concept of back-off to reduce congestion and offered traffic, allowing other transmissions to compete for channel access. Once a packet is either received or dropped, back-off is usually reset. Any information on previous actions and outcomes in the environment is 155 then lost. E-MAC employs a back-off strategy that does not subsequently reset, but either increases or decreases incrementally. We more appropriately use the term transmission delay which is changed after each (un)successful packet transmission. Increasing or decreasing transmission delay controls the overall transmission rate and, in the manner of conventional back-off, allows other nodes 160 to transmit on the channel. However, unlike traditional back-off schemes, it maintains a transmission rate that becomes periodic and predictable. In effect, the transmission delay retains historical information about the environment which helps to prevent nodes from experiencing repeated congestion.
Basic Operation
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E-MAC performs a simple update action which is called when an acknowledgement is received or a time-out occurs. During an update E-MAC simply changes the transmission delay duration depending on the acknowledgement outcomes. The adjustable transmission delay is engaged every time the MAC layer passes a packet to the physical layer for transmission. Therefore once the 170 transmission delay is engaged, the node is not allowed to transmit packets, in the manner of conventional back-off. When the transmission delay expires, the node is again allowed to send a packet. Controlling the transmission delay can effectively allow control of the time period between packet transmissions. The way transmission delay is varied is based on a biological social metaphor. Both 175 the averaged and most recent acknowledgement outcomes are used to define an apppropriate stimulus to modify the transmission delay.
Robbins Monro and Probability of Success
The stimulus used to increase/decrease transmission delay is the average observed probability of successful packet transmission. Here we employ a stochastic approximation, the Robbins Monro algorithm [21] . It offers approximate averaging without the need for significant storage of past values. Additionally, it approaches an average value in a non-linear way, which provides a more realistic stimulus representation and offers the possibility of continuous reaction. The Robbins Monro algorithm is given by Equation (3):
where X i is the approximated mean after iteration i and X new is a new sample.
In E-MAC, X new represents the outcome of the i th transmission (0 or 1 for 180 failure or success respectively). Updating X i at each transmission outcome
gives an approximate average (probability of success). It provides a way to track the current probability of success at each node. This can be then used as the intensity of stimulus for appropriate agent action. α weights current experience against the prior approximation of the mean.
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This forms the response threshold which was discussed in Section 2.1. If we draw a random number between 0 and 1 and take action if the drawn number is larger than X i then the probability of responding is 1 − X i . For a lower X i value the algorithm will be more likely to respond. 
The Basic E-MAC Algorithm
Using the stimulus proposed in Section 3.3 we implement Algorithm 1 that determines the changes to the transmission delay. 
Multiple source operation
The protocol, in the form depicted in Algorithm 1, does not search for a transmission delay that gives fair operation when more than one source node exists in a multi-hop chain. For this, some extra functionality is necessary. In the spirit of the biological social metaphor, the chain continues to use estab-
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lished information and forces nodes that become active to join the flow rather than disrupt it through dissonant transmission delays.
Using a simple extension, if a relay node also starts to function as a source node (or source node also starts to function as a relay), its packets joins the flow by limiting its own transmissions to the incoming receptions. It is only al-220 lowed to send a packet forward once the relay packet is received. This prevents collisions between flows from different sources along the chain.
Fair Queuing
We have adopted a fair queuing strategy in E-MAC. This implies that packets in the queue from different sources are treated fairly to avoid the formation 225 of dominant nodes. The queue prioritises packets from different sources in a round-robin fashion. In addition if there is more than one packet in the queue from a specific source, the most recent one is transmitted and older ones associated with that source are discarded. The use of such queueing is justified by the emergency environmental monitoring scenario which requires up-to-date data. Nevertheless, the queuing itself does not guarantee fair operation as the relayed packets can be lost based on MAC behaviour and collisions further down the chain.
This strategy may seem wasteful as not all packets coming from upstream sources are passed on, but all are acknowledged -despite some later being 235 dropped. However, the pay-off is that the chain can quickly adapt to new sources arising along a chain using one simple protocol. Given the scenario described at the start, the availability of information from all active source nodes at a high and sustainable data rate is important.
We could have taken a more parsimonious approach where new-source 240 nodes inform those upstream to send only every n th packet. However, our experimentation shows that, if a particular node then stops sourcing packets, it takes a lot longer for upstream source nodes to re-adapt and begin appropriately to send data more frequently. 
Overall protocol process
Simulation Parameters and Assumptions
260
The Basic Scenario
We evaluate E-MAC as a 12-node multi-hop chain, indexed from 0 to 11 (0 is the sink). All nodes use the same channel for transmission and reception.
All nodes are identical and can act either as relays, sources, or both. There is no direct synchronisation between the nodes and the inter-hop distance is 200 265 meters. This scenario is shown for clarity in Figure 5 .
Propagation and Radio
A traditional hop based model is used for the communication and interference where nodes are able to transmit their data over 1 hop (nearest neighbours) but interference is experienced over 2 hops (as shown in Figure 5 ). Later,
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we increase the interference range to observe the adaptability and performance of the protocols in different conditions. Packets are only received correctly if no interference and collisions are present. We define propagation delay based on the distance between the nodes. Given that real device hardware can only perform one action, transmit or receive, in simulation nodes are not permitted 275 to transmit if they are in successful reception state. 
Traffic
We use saturated traffic to simulate packet generation. This is to test the stability and maximum performance of the protocol. Also, we want to mimic the behaviour that would be required during critical monitoring situations where 280 as much data as possible needs to be generated and conveyed along the chain.
A new packet is generated as soon as one is successfully transmitted and that node is available to transmit again. The initial packet transmissions start within the first second of simulation according to the uniform random distribution.
The purpose of this is to avoid starting multiple sources at the same time. also show and discuss maximum theoretical bounds when evaluating the performance. Note, the same fair queuing policy is adopted in the CSMA scheme. Table 1 shows the simulation parameters. 
The Comparison Scheme
Simulation Parameters
Results
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Metrics for Analysis
We assume that routing would be pre-initialised using Djikstra's shortest path routing (through a simple pure ALOHA scheme). We plot results as Cumulative Distribution Functions (CDF) over 1000 simulations using different random number seeds. We use CDF because it provides an informative statistical view of protocol operation. Mean and standard deviation tables are additionally provided. Three different performance metrics are evaluated.
Throughput is measured in Erlangs and is calculated based on the number of successful packets received at the sink throughout each simulation. It can be expressed as:
T hroughput = number of packets received at the sink * packet size/bitrate simulation time
End-to-end delay is measured in seconds from packet generation to arrival at the sink. We also establish the throughput fairness for different sources using Jain's Fairness Index [27] which is expressed as:
where, in this case, n is the number of source nodes and x i is the throughput from i th source node. The results range from 1/n (worst case) to 1 (best case). Table 2 show throughput performance of E-MAC and the nificantly better end-to-end delay performance can be seen using the E-MAC protocol. Note, from Table 3 , that end-to-end delay statistics for E-MAC and CSMA delay performance are both fairly consistent over the 1000 simulations.
Performance evaluation
Figures 6 & 7 and
The minimal latency of E-MAC also arises through the same rate interactions.
Once source nodes find a good transmission delay, the packets travels through 355 the route with minimal collision or interference. This ensures that a packet is not held up at any node due to back-off or failure. The outcome is reduced end-to-end delay. Figure 10 and Table 4 show fairness results (Jain's Fairness Index, as described in Section 5.1) for the 2 hop and 3 hop interference models using E-
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MAC and CSMA protocols. The results indicate ideal performance from the E-MAC scheme and near ideal performance from CSMA. Despite both schemes using the same fair queuing mechanism, some packets are lost under the CSMA protocol, due to collisions. This slightly reduces CSMA fairness.
To extend the scope of the results to show the performance of E-MAC with Furthermore, the reduced number of collisions improves overall fairness.
Parameters
Earlier, we stated that a property of biological systems is a lack of scenariospecific parameter tunings. The reader will have noted that two parameters seem to abuse this notion in E-MAC: α and change scale. We have set change scale values to be 10% of packet length, where E-MAC 400 performs well. Greatly increasing the value causes the resolution of Transmission Delay to be too coarse so that E-MAC does not perform well. An excessively low value causes very slow settling and adaptive response.
We also see from Figure 13 It is important to note from the contour plots that, given almost any values for these parameters, in the scenarios presented, E-MAC will perform better 415 than CSMA. 
Conclusion
We have discussed some notions derived from a biological metaphor and applied them to the development of a new type of MAC protocol for WSNs.
E-MAC follows very simple rules based on the reaction of social agents to the 420 intensity of a localised environmental stimulus. Without explicit synchronisation and using very simple hardware it is able to out-perform its comparator, the widely-known IEEE 802.11 CSMA/CA RTS/CTS scheme. Throughput, end-to-end delay and fairness were compared using multi-hop chain networks.
E-MAC exhibits self-organisation, flow control on both hop-by-hop and end-425 to-end basis, indirect synchronisation between the nodes as packets are relayed and minimal latency. Its parameter insensitivity means that it can be adopted in different environmental conditions without the need for specific set-up tuning.
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