Introduction
There are two types of palm print recognition research, high resolution and low resolution approaches. High resolution approach employs high resolution images while low resolution approach employs low resolution images. High resolution approach is suitable for forensic applications such as criminal detection [1] . Low resolution images are more suitable for civil and commercial applications such as access control. Generally speaking, high resolution refers to 400 dpi or more and low resolution refers to 150 dip or less.
In high resolution images, researchers can extract ridges, singular points and minutia points as features while in low resolution images, they generally use principal lines, wrinkles and texture. At the beginning of palm print research, the high-resolution approach was the focus [2] [3] but almost all current research is focused on the low resolution approach because of the potential applications. In this paper, we concentrate only on the low resolution approach since it is the current focus. For civil and commercial applications, low-resolution palm print images are more suitable than highresolution images because of their smaller file sizes, which results in shorter computation times during preprocessing and feature extraction. Therefore, they are useful for many real-time palm print applications [4] .
Palm print Biometric
Palm print is one of the relatively new physiological biometrics due to its stable and unique characteristics. The rich texture information of palm print offers one of the powerful means in personal identification and verification. Biometric palm print recognizes a person based on the principal lines, wrinkles and ridges on the surface of the palm. These line structures are stable and remain unchanged throughout the life of an individual. The inner surface of the normally contains three flexion creases, secondary creases and ridges. The flexion creases are also called principal lines and secondary creases are called wrinkles. The flexion and the major secondary creases are formed between the 3rd and 5th months of pregnancy [5] and superficial lines appear after we born. Although the three major flexions are genetically dependent, most of other creases are not [6] .
Even identical twins have different palm prints. These non-genetically deterministic and complex patterns are very useful in personal identification. Human beings were interested in palm lines for fortune telling long time ago. Scientists know that palm lines are associated with some genetic diseases including Down syndrome, Aarskog syndrome, Cohen syndrome and fetal alcohol syndrome [7] . Scientists and fortunetellers name the lines and regions in palm differently shown in Fig. 2 [8] . 
Face Recongnition
Face recognition is the ability to establish a subject's identity based on facial characteristics. Face recognition has a wide range of applications, including Human-Computer interaction, Driver's license, National ID, Passports, Voter registration, Security system, Personal device logon, Desktop logon, Information security, Database security, Internet access, CCTV control and Suspect tracking and investigation. A face recognition system based on the age prediction is developed in this research. Face recognition is an important field of biometrics which is of great use in our day to day life. Be it the traditional uses in identification documents such as passports, driver's licenses, voter ID, etc., or its uses in recent years, where, face images are being increasingly used as additional means of authentication in applications such as credit/debit cards and in places of high security. But with age progression the facial features changes and the database needs to be updated regularly of the changes which is a tedious task. So we need to address the issue of facial aging and come up with a mechanism that identifies a person in spite of the aging.
Age Dependent Face Recognition
The system consists of two stages; age prediction and face recognition. In age prediction stage, eigenvectors and eigenfaces are calculated from the input image. New faces are projected onto the space expanded by eigenfaces and represented by weighted sum of the eigenfaces. These weights are used to identify the age of the faces. In face recognition stage, the predicted image will be searched to a certain age group of the database and all images within this age group would be considered as potential matches for the final level recognition. The age dependent face recognition system is developed based on 11 individual aging classes, which yields a great reduction time complexity in search space than searching the entire database. The algorithms that have been developed are tested on AT&T, Yale, MORPH and FG-NET Face Databases.
Age Prediction Accuracy Results
In age prediction system, the accuracy rate is about 88 percent. The accuracy of the system can be analysed by the variation on the range of the age groups from the Database Faces of AT&T Laboratories and face images database which are collected from UCSY (University of Computer Studies, Yangon) and the Internet. The larger errors occur at age 21 to 25 aging group and age 41 to 45 aging group. However, the overall prediction rate for all the experimental images is 88% by the proposed system. The results shown in Table I are tested using the database and the accuracy rate of the age prediction. 
Experiment for Age Prediction
In this system, the age groups are divided into 11 classes. The classes are: Class 1 (up to 15 years), Class 2 (16 to 20 years), Class 3 (21 to 25 years), Class 4 (26 to 30 years), Class 5 (31 to 35 years), Class 6 (36 to 40 years), Class 7 (41 to 45 years), Class 8 (46 to 50 years), Class 9 (51 to 55 years), Class 10 (56 to 60 years), Class 11 (more than 60 years).
Step One -Train the system: Twenty (20) images were selected for each class from the face database. The system was trained with these images using eigenface approach described the previous chapter, to derive the Training Feature Vector.
Step Two -Gather the testing images: Ten (10) images were selected for each class from the face database. The images were processed for classification by using the eigenface approach, to derive the Testing Feature Vector.
Step Three -Classification: The PCA (Principle Component Analysis) classifier was used to enhance class separability. The minimum Euclidean distance of the Testing feature vector from the average distance of the three Training feature vectors was computed. The class with the minimum distance was defined as the winner. Thus the image was labelled with the age group of that particular class.
System Performance and Evaluation
The proposed system is evaluated by two values. The false acceptance rate, or FAR, is the measure of the likelihood that the proposed face recognition system will incorrectly accept an access attempt by an unauthorized user. FAR typically is calculated as the ratio of the number of false acceptances divided by the number of identification attempts. The false rejection rate, or FRR, is the measure of the likelihood that the proposed face recognition system will incorrectly reject an access attempt by an authorized user. FRR typically is calculated as the ratio of the number of false rejections divided by the number of identification attempts. The accuracy is the ratio of the number of correct recognition divided by the number of identification attempts.
FAR (False Accept Rate) is defined as follows: FRR (False Reject Rate) is defined as follows:
Accuracy is calculated as:
 The no_test is denoted as the total number of tests.
 no_accept is denoted as the number of false accepted times.
 no_reject is denoted as the number of rejected times.
 no_trueResult is denoted as the total number of genuine matches.
For example, if "Htet Htet" enters "MaMa's" predicted age, presents her recognition data, and successfully matching as MaMa. This is classified as False Acceptance. The probability of this happening is referred to as False Acceptance Rate (FAR) [ stated as: percentage, fraction]. If "Htet Htet" enters her predicted age, presents her data to a face recognition system, and fails to match. This is classified as False Rejection. The probability of this happening is the False Rejection rate (FRR). This is because two people have similar enough biometric characteristics (a face) that the system finds a high degree of correlation between the users' template.
Fusion of Face and Palm print
At the time of fusion stage, face and palm print images will be acquired. Feature vectors are generated for each biometric trait and stored separately in the system database. At the time of identification, when user wants to prove his/her identity faces and palm print image will be captured using web camera. These images again will undergo image pre-processing and feature extraction stage. Euclidean distance formula is used to compute the distance between the eigen palm coefficients of the template and the query palm image. This will generate result 1. Euclidean distance formula is used to compute the distance between the template and query face image. Match result 2 is generated. All these two results will be passed to the fusion stage. Face images are represented using eign-coefficients, and the output of the face matcher is a distance result. Palm print images are represented using eigen palm-coefficients, and the output of the palm print matcher is a distance result. Finally, total result will be compared against the set threshold value. This will decide whether the person is correct or incorrect. 
Conclusions
This system presented the performance evaluation for personal identification that combines age dependent face recognition and palm print biometric. A two steps operation is used for this system, where the first step performs a prediction based on 11 individual aging classes and the second step performs the face recognition based on predicted age. The age prediction errors were due to the poor quality images, the lighting condition, and the large variation of pose and so on. The range of five-year age groups was used for age prediction. The complexity and processing time will be reduced by searching the matched face from predicted age group instead of searching the face from the database which contains 11 age groups. Experimental results show that both face recognition and age range estimation may be effectively performed with low computational effort. The accuracy of eigenface is also satisfactory (over 90 %) with frontal faces. The recognition errors (nearly 10%) were due to the variation of pose, lighting, and so on. But most errors were caused due to the large changes of pose. The advantage of the eigenface method is the system's speed and efficiency. The eigenface approach reduces the amount of data. The personal identification system can achieve good performance in terms of speed and accuracy using palm print and face recognition.
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