Abstract. In the text, A method of image watermarking based on DCT (Discrete Cosine Transform) domain algorithm is proposed and verified in experiment by Matlab. The experimental result shows that the current method can achieve embedding with sound robustness and invisibility. From the experimental results, the quality of the watermarked image is almost no decline relative to the original.
Introduction
Along with the development of technologies about computer, network, and multimedia, the transmission of multimedia information such as music, image and video becomes more and more convenient, whereas the problem of copyright infringement has brought new opportunity for the effective protection of intellectual property. People invented a technique to hide the company logo, specific digital identifier and other information into the multimedia files for the sake of identification of ownership. Such a technique is called Digital Watermarking, which is a branch in the information hiding technology. The basic requirements are: 1) transparency, referring to that a certain amount of digital watermarking information is embedded in a digital media host, with the hidden data being imperceptible and without causing degradation to the original media; 2）robustness, referring to that the digital watermarking must be immune to the transformation applied on host media such as lossy compression, filtering and cropping, that is, the watermark information should not be lost due to some transformation applied to the host media; 3）safety, referring to that the digital watermark can resist all kinds of deliberate attack, and it is difficult to be copied or forged by others, as long as they do not know the secret key control algorithm. This paper focuses on a theme on DCT-based image digital watermark design and implementation. Improve a digital image watermarking algorithm which is based on DCT transform and Arnold scrambling. It is ensure the security of the watermarking by Arnold scrambling the original watermark information. The experimental results show that it is hiding the information of gray image, and make an experimental simulation on some common image attacks.
Dct Transformation
Discrete Cosine Transform is based on orthogonal transform, which is one of the most commonly used linear transform in digital signal processing. It reflects the correlation properties of image signal. DCT algorithm is of moderate complexity, with medium energy consumption and has the good ability to energy compression. Thus, it is widely used in digital signal compression such as image compression and other fields. JPEG compression is a standard established on the basis of the DCT transform. Watermarking algorithm of JPEG compression standard has greatly enhanced the ability to resist JPEG compression based on watermark. So the DCT transform in watermark technology is very important. DCT transform decompose the image into a spectrum of different spatial frequencies ( ) , F u v ,with ( ) , u v known as the frequency domain coordinates. The inverse transform puts different spatial frequency components into the original image synthesis. In digital image processing often a two dimensional DCT transform is used. For a picture with the dimension M N × , the DCT transform is:
The two dimensional inverse DCT transform formula is： Because digital image is always measured by pixels, that is, M=N, in such cases, the two-dimensional DCT transform and inverse transform can be simplified as: 
Discrete Cosine Transform Watermark Extraction AlgorithmIn
Set the image I as the carrier image with embedded watermark. Firstly, it need extract the watermark image from I, and the extraction process is the inverse of the embedded watermarking algorithm.
(1) The image I is decomposed into the size of ( / 8 title('the extracted watermark image');
Experimental Results And Analysis
In this paper, the experimental results are obtained based on MATLAB7.0 simulation. The original image uses the gray image of Lena, the watermark image is the two value image containing the words East University of Heilongjiang.
（a）The original carrier image (b) Two value watermark image (c) The watermarking image after Figure. 1 The watermark embedding test results
We can see from the experimental results, the quality of the watermarked image is almost no decline relative to the original, almost invisible.
Respectively, shear attacks、noise attacks、compression attacks are put on the watermarked image, and carries the watermark detection, get the following figure. (a) gray image after shear 10% (b) 10% shear watermarked image Table 1 normalized different shear ratio similarity coefficient
From Table 1 , we can see that according to the continuous change of different shear ratio, the extracted watermark image whose normalized similarity coefficient （NC）also showed different changes. According to the data in the above table and the extracted watermark image with different shear ratio, we can see that shearing off a portion of the image, but the relevant information from the original color image watermarking is still extracted. Table 2 Different quality factor compression experimen
We conducted various experiments to attack the algorithm, it is concluded that the algorithm can be well applied to copyright protection and authentication. The experiment results prove that the digital watermarking algorithm we used is a good robustness、transparency、low complexity algorithm.
In a word，research on the digital watermarking technique is developed in recent years and more active. The research in this area has achieved some results, but the workload is not enough. More research is needed to obtain greater progress in this field.
