Nowadays, in given network or system we have to share personal specific data. If unauthorized person read our personal data then it is simple break the privacy policy . and any one can read other personal data and its easy to figure out the particular person so indirectly violation in confidentiality also involves . so this paper on the achieving k-anonymity privacy protection using agents. where k-anonymity means given data is more general form so that the identification of particular user not so far easy. Agent technology is newly introduced with existing system. Different agents are used for different task like mining agent, data agent, task agent, user agent etc. and they are communicate with each other and work together. Its provide heuristic solution. The proposed system having several important properties so it can overcome drawback of existing system . like secure computation, confidentiality access, fast access, privacy preservation provide.
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