ABSTRACT With various information sources (e.g., from IoT sensors to social media), it is difficult to provide users with trustworthy services in ambient environment. The aim of this paper is i) to design trust ontology for representing semantics of the ambient services and ii) to compute trust measures among users by using a personalized trust ontology. In particular, given a large amount of data collected from ambient sensors, efficient trust computation and reasoning are required for the stability and reliability. Thereby, we propose trust ontology-based framework for deriving personalized ontologies for individual users according to their preference, perspective, and purpose. To evaluate the proposed model, we have figured out a method how the degree of trust is estimated based on the trust ontology. Furthermore, we have proved that the proposed method is reliable with a case study on a social media (Twitter) for a particular domain (restaurant).
I. INTRODUCTION
Dealing with a massive amount of context information is one of challenging problems for ambient intelligence systems [1] , [2] . In particular, it is much harder when we treat user-sourced and unstructured information like social content [3] , [4] , because of their ambiguity and relativity.
A rapid growth of social media provides availability and usability of massive user-sourced context information to the ambient services. Also, it is required to provide user-intimated ambient services (like ambient recommender systems), since sources of information discovery are rapidly changing online including social media [5] , [6] .
Social media and social network services are run by spontaneous participation of users. They are maintained by users' extensive/unregulated involvement and selfsupervision/censorship [6] . These characteristics are main mechanisms to make a massive amount of the content gathered and propagated through the social media. However, they also bring issues caused by the trust of the content, since the users of social media have to validate and judge confidence of the content propagated by other users who are mostly anonymous or loosely connected with each other [5] .
Dealing with this issue is different from handling malicious users. Since it is not about treating abusive and meaningless comments or spam, however, it is a matter of a quality of content, which is depending on the user's intention (e.g., preference, perspective, and purpose) of information seeking [7] .
Most of the existing studies for the trust-aware services are conducted in Social Network Analysis (SNA) [8] , [9] and recommender systems [10] . To measure the trust/distrust/ reputation, they are mainly applying SNA methods like a trust propagation which are based on graph theory. However, they are not appropriate to measure the trust of information contained in social content, because of their inherent limitations. The limitations can be categorized as follows. Firstly, i) topics of the social content are extremely diverse, however, the graph theory-based approaches can not reflect dynamic changes of the trust which are depending on the users' intention. Also, ii) trust metrics for initial states which are data-source of the graph theory-based approaches are inadequate. It makes results of the measurements have no differences with measurements for the reputation. Additionally, iii) the extant metrics are hard to be applied for measuring the trust of independent content. It is because of that they mostly do not consider semantics of content, but the trust of content-providers.
Therefore we propose a method to measure the trust from semantics of the social content. To extract semantics for the trust of the social content and match them with the users' intentions, we applied a trust ontology. There were a few existing works to build trust ontologies for measuring the degree of trust. However, most of them are domain-specific ontologies and focused on the trust of machine entities, software agents, or services [11] . Thus, we newly define the trust, the degree of trust, and the trust ontology and propose a trust measurement based on the novel definitions.
Contribution of this paper can be categorized as follows.
• We provided novel definitions of trust and degree of trust by considering dynmicity of the users' intention.
• Secondly, we defined trust ontology and personal trust ontology, following our own definitions of the trust and the degree of trust.
• Also, we proposed methods to automatically construct, extend, and personalize the proposed trust ontology based on a corpus of social content.
• Additionally, we introduced a simple method to measure the degree of trust based on the proposed definitions and the personal trust ontology. The rest of this paper comprises as follows. In Sect. II, we describe the raising problem and introduce our own definitions of the trust and the degree of trust. Also, we define the trust ontology and the personal trust ontology. In Sect. III, the proposed method for automatically constructing ontology is depicted with the methods how we extract a topic distribution from the social content. And in Sect. IV, we describe the method how the proposed trust ontology is extended and personalized, automatically. Moreover, we introduce a simple method to measure the degree of trust based on the proposed methods in Sect. V. In Sect. VI, we evaluate a quality of the trust ontology constructed by the proposed method. Finally, we present related works with this study in Sect. VII, and then we conclude our work and present a direction of the future work in Sect. VIII.
II. PROBLEM DESCRIPTION
To deal with overflowing context information, the ambient services require a reliable measurement of trust. Although various studies suggested it, they are mostly focused on trust of entities, agents, objects, or services. Few works treat trust and distrust in social networks among users, however, their definitions have limitations which are hard to make difference between the reputation and the trust. In this section, we newly define the trust, a degree of trust, and a trust ontology which is used to measure the degree of trust. Firstly, we define the trust based on Agichtein et al. [7] , as follows. 
In the real world, since the trust does not have only two states: trust and distrust, we generalize the trust with fuzzy concepts. Based on the Def. 1, a degree of trust can be defined as follows. As shown in the Def. 2, we suppose that the trust is not static, but dynamically changing in accordance with users and their intention.
Therefore to measure the trust in a particular context, we should be aware of it in two aspects: i) what a user is seeking and ii) distributions of information which is scattered across the social contents. These two aspects can be simplified as topics that the user want to find out and that the social contents are containing. To expose the topics which are latent in users' requests (or queries) and the social contents, we have to bring out relationships between the topics and terms used by users; both of content providers and consumers.
To build these relationships automatically, we use ontology construction methods. Also, we apply ontology extension methods, since we should deal with dynamically changing environment of web services. In respect of topical relationships, the ontology is a kind of a topic model. Based on these assumptions, the proposed ontology is defined as follows. 
O. ' and ii) enable users to modify the ontology with their preference and perspective. Accordingly, the personal trust ontologies become to have their own structures and compositions of the concepts and topics which are different from the common trust ontology. In the following sections, we describe how the trust ontology is automatically constructed and how it is extended to the personal trust ontology.
III. TRUST ONTOLOGY CONSTRUCTION
Although the social contents generally comprises of various types of multimedia data (e.g., videos, photos, texts, and so on), in this study we limit categories of data to social texts. To bring out the relationships between the latent topics of the social texts, we apply Bag Of Words (BOW) Model and a topic modeling method based on Dirichlet distribution.
The BOW model is an approach widely used in information retrieval (IR) domain not only for textual data, but also multimedia data. Since the BOW model represent the content as a histogram of term-frequencies contained in it, semantic ambiguity of the terms makes recognizing the latent topics in detail hard. It tends to get worse in the social media, which distribute much shorter content than other media. Because scale of content is smaller, word-frequency matrix of the BOW model is more sparse. We categorized this problem into four issues as follows.
• It is hard to recognize whether a particular term is semantically important or not.
• Semantics and importance of the terms vary with domains, where they are used.
• A word-content matrix for the social content is relatively more sparse than other corpus.
• Both of terms and social content do not correspond with a only single topic.
To solve these issues, we applied TF-IDF (Term FrequencyInverse Document Frequency), LSA (Latent Semantic Analysis), MF (Matrix Factorization), and a hierarchical clustering method, respectively. TF-IDF and LSA are wellknown methods for refining word-document matrices in the IR domain. We slightly modified them suitable for the social media. In the following subsections, we described how we applied these respective methods in detail. To deal with relatively meaningless terms, we use TF-IDF. However it is at risk for making borders between the topics tarnish, since the word-content matrix is highly sparse in the social media (i.e., the number of content is relatively large and the frequencies of words for overall corpus are relatively small). Thus, we modify TF-IDF as a TF-IHF (Term Frequency-Inverse Hashtag Frequency). The IHF is an inverse frequency of a word for a hashtag (e.g., #restaurant, #foodies, and so on) which is used in social media. The hashtags are assigned by publishers of the social content and they select the hashtags related with contexts and topics of their content. However, the publishers sometimes put rhetorical or interjectional expressions with other hashtags. These expressions are hard to contribute for exposing topical distribution of the social content, nevertheless they are effective tools which make users noticed and empathized with. Fig. 2 is an example of rhetorical or interjectional hashtags in a real social content on ''Twitter''. Let a user who are fining reviews of restaurants. Among hashtags shown in Fig. 2 , the user will be interested in #review, #foodblog, and #restaurant. In case of #elegant and #top, they express and emphasize types or moods of the restaurant, however they are less relevant with judging a quality of information for the user.
Therefore in this paper, we used a user survey for composing a set of meaningful and utilizable hashtags. To conduct the user survey, we composed two kinds of questionnaires: i) for discovering possible topics that users will seek and ii) collecting meaningful hashtags in the possible topics.
If
is an o-th hashtag within the overall corpus, a set of meaningful hashtags for t m , H (α) t m is defined as
where α is a minimum threshold and r(u n , t m , h o ) indicates an u n 's rating of h o for t m . 
t m is defined based on its membership function,
By using H (α) a word-content matrix processed by TF-IHF, M W ×C is conducted aṡ
where
| indicates the number of elements in the H (α) and g(v, l) means an indicator function to indicate an occurrence of w v in c l .
Also, we can get a word-content matrix processed by LSA, M W ×C . It is important, since the social content include lots of linguistic playfulness, which is one of the major causes of the semantic ambiguity. Firstly, SVD (Singular Vector Decomposition) is conducted aṡ
where D is latent dimensions ofṀ W ×C . In this context, rows of M W ×D and M C×D are eigen vectors, and M D×D is a diagonal matrix that elements are eigen values. Secondly, we have to sort rows of matrices, M W ×D , M C×D , and M D×D according to an ascending order of eigen values. And then, we should remove the rows without the k largest eigen values. The number of remaining rows, k is an user-defined parameter.
If the modified matrices are denoted as M W ×D , M C×D , and
B. DEALING WITH SPARSITY OF WORD-CONTENT MATRIX
In the IR domain, the word-document matrix is usually sparse. It is the reason why sparse and multi-dimensional stored maps (e.g., HBase, 1 BigTable, 2 and so on) are used. However, this issue is much worse in the social media, since a length of the social content is much shorter on average.
To improve this issue, we referred MF (Matrix Factorization) [12] , which is widely used to solve sparsity issues of rating matrices in recommender systems. We simply modified the MF by replacing a latent factor with a set of meaningful hashtags. We are able to easily extract a word-hashtags matrix,M W ×H and a content-hashtags matrix,M C×H form M W ×C and H . The relationships between these three matrices are obvious asM
By reducing a dimension of H to H (α) , we can have an approximated word-content matrix,M W ×C , which contains 1 https://hbase.apache.org/ 2 https://cloud.google.com/bigtable/ much richer and clearer information. Also, the feature vectors for the hashtags can be learnt by an optimization method. The optimization is conducted by minimizing this sum-of-squareerror objective function,
where · F indicates a Frobenius norm and theM W ×C and g(v, l) are respectively defined aŝ
C. TOPIC MODELING AND ONTOLOGY CONSTRUCTION
In this section, our main purposes are i) making the latent topics exposed and ii) building a relational topic model formed as a tree of the topics, G T T , R . To build a relational topic model, we apply a hierarchical clustering method [13] .
For building topic models, LDA (Latent Dirichlet Allocation) and methods derived form it which are based on Dirichlet model are well-known and shown outstanding performance. However, it is not appropriate to dynamic contexts or environments like the social media, since it require relatively higher computational complexity than other methods. Also, it is hard to incrementally extend and rectify its own model. To expose relationships between the topics, ∀t m and the words, ∀w v , we applied a composition of fuzzy relations. The relation between ∀t m and ∀h o is denoted as R T ×H (α) (t m , h o ). Also, the relation between ∀w v and ∀h o is notated as R W ×H (α) (w v , h o ). In here,M W ×H (α) which can be easily extracted fromM W ×C is a membership matrix of R W ×H (α) . And µ t m (h o ), ∀t m , h o which are collected by the user survey are elements of a membership matrix of R T ×H (α) .
The relation between T and W , R T ×W (t m , w v ) what we want to know is able to discovered by a composition between R T ×H (α) and R W ×H (α) . It can be formulated as
where • denotes a composition operator. Also, we are able to generalize this standard composition with the fuzzy concept as
O.
-J. Lee et al.: Towards Ontological Approach on Trust-Aware Ambient Services
As a next step, we build a hierarchical cluster model by applying an agglomerative hierarchical clustering method [13] - [15] . Although the topics have two feature vectors (i.e., µ t m (w v ) and µ t m (h o )) because of the former step, we only use a histogram of µ t m (h o ) as elements of a feature vector for the topics, t m .
To use the hierarchical clustering method, we should define a dissimilarity measure, which consists of a metric and a linkage criterion. The metric is to measure how distant two elements are. Since it affects on a performance of clustering and shapes of clusters [16] , [17] , we should choose appropriate one for our overall corpus. Therefore we define dissimilarity metric by combining cosine similarity and Euclidean distance, which are widely used within the IR domain [18] . The dissimilarity metric is defined as
where t i − t j 2 denotes Euclidean distance between t i and t j , and · indicates Euclidean norm.
In case of the linkage criterion, it is used to determine the dissimilarity among two sets of elements [19] . However, we do not need it, since we decide which element is representative at every iteration of the clustering; in other words, decide which topic is hypernym of the other. It is because of we apply the hierarchical clustering method for composing the ontology, which relations have only two states: hypernym and hyponym.
The clustering procedure is conducted similarly with other agglomerative hierarchical clustering methods. This method treats each element as a set like T = {{t 1 }, {t 2 }, · · · , {t M }}. And then, it combines the two closest elements in a set. For example, if t i and t j are tied together, it can be represented as
This procedure is iterated, until all the elements are included in a single set.
In this paper, one step is added on the procedure. It is to decide the relationship between the topics. Motivated by a HLDA (Hierarchical Latent Dirichlet Allocation) proposed by Blei et al. [20] , we conduct it by using a conditional probability, P(t i |t j ) between two topics, t i and t j . It is based on a simple assumption as follows.
Assumption 1: If t j is a hyponym of t i , elements (e.g., hashtags and words) included in t j might be also included in t i with a high probability.
Following the assumption, we decide the relationships between the topics into three cases: hypernym, hyponym, or equal abstraction level. It can be formulated as
where P(t i |t j ) is defined as
After the abstraction levels of the topics are decided by the hierarchical clustering, the trust ontology is composed based on the Def. 3. The trust ontology is a light-weight ontology which consists of concepts, relations, and terms [21] . In here, the concepts are the topics and the terms are the hashtags and the words. Also, different from the topics which have crisp relations among them, the terms have memberships and membership degrees for all the topics.
IV. TRUST ONTOLOGY EXTENSION
Context and environment of the online communities and services keep changing over time. And in case of the social media, it is more dynamical. Also, all the users are not sharing a single topic model for the social content. Their reactions including the 'trust' are affected by their preferences, cultural background, and so on. Therefore we have to make the trust ontology enable to i) accept the dynamic changes of context of social media and ii) provide personalized trust model for each individual user.
A. PERSONAL TRUST ONTOLOGY
A personal trust ontology of u n ,G (u n ) T is composed by two methods: i) a hierarchy of the topics biased to u n and ii) a selfmodification of u n . The first method is weighing on the u n 's opinion, when the µ t m (h o ) is estimated by Eq. 5. It is relatively simple, if we have collected r(u n , t m , h o ) for the most of t m and h o from the u n .
However, when we are operative online or social services, new users keep flowing in consistently. Also, users do not enjoy providing information for the services and data sparsity is chronic problem of services which are intimate with users [22] . Therefore, we enable users to actively edit the common trust ontology as their own way.
Users conduct it in three ways: re-labeling, merging, and splitting the concepts. Since the first one is quite obvious, we describe other two ways. When the users make changes on the structure of ontology, alterations on relations can be dealt with Eq. 18. However, membership degree of the terms (i.e., hashtags and words) for the original concepts needs to be updated.
In case of merging two concepts into one, it is same with merging their corresponding topics, t i and t j into a new topic, t k . Therefore, we have to decide a label of t k and estimate membership values of hashtags and words for t k . We decide the label based on P(t i |t j ) and P(t j |t i ). If P(t i |t j ) is bigger than P(t j |t i ), t k is labeled as a label of t i and vice versa. For the membership values, it is similar with union of fuzzy sets in viewpoint of hashtags and words. In this perspective, we estimate the membership of a hashtag, h o for t k as
We use same approach for words, either. When a concept, t k is split into two concepts, t i and t j , they are labeled as hashtags which have the highest membership value for each corresponding topic. However, a problem is the method how we can measure the membership values for the new concepts, since we have no information about the new concepts and their corresponding topics. To solve this problem, we make users provide information for how different t i and t j are based on the major hashtags related with t k , H (α) t k . The information provided by users consists of distances which indicate how semantically distant each hashtag, h o ∈ H (α) t k is from t i and t j . They are denoted
respectively. Based on them, µ t i (h o ) and µ t j (h o ) are estimated as
and vice versa. Then, the membership values of the words, µ t i (w v ) and µ t j (w v ) are estimated by using Eq. 16 based on µ t i (h o ) and µ t j (h o ), respectively. In this case, Eq. 16 can be simplifies as
B. INCREMENTAL EXTENSION OF TRUST ONTOLOGY
To deal with dynamic changes of social media environment, we applied incremental hierarchical clustering algorithm, which is proposed by Sahoo et al. [23] . The cases when we need to extend our ontology can be categorized into three cases: a new word, a new hashtag, and changes on the topic distribution.
In case of the new words, we can easily decide they are meaningful or not, based on their IHF. If they appear allover the corpus (i.e., they have low IHF values), it may not affect on our trust measure. Although they have high IHF values, we can find its relationships for topics with a reasonable time complexity by using Eq. 16, in case of words. For a single word, it is simplified as
Also, for the new hashtags, we are able to apply the similar approach. Firstly, IDF values of the hashtags, we can find out whether they are semantically rich or not. If there are important hashtags in meaning, we can expose their relationships with the topics based on the composition of fuzzy relations like Eq. 16. It can be formulated as
In focus of a single hashtag, it can be simplified as
In terms of changes within the topics, a concept drift of the topic distribution is detected by Fukuyama-Sugeno index [24] . It is formulated as 
If CP k (t m ) is too low, we need to split the t m and its corresponding concept. For splitting, we use same method depicted in Sect. IV-A. The adjacency is measured based on P(t i |t j ) defined in the Eq. 19 and a following assumption.
Assumption 2: For the two topics, t i and t j , if both of P(t i |t j ) and P(t j |t i ) have high value, it means that t i and t j are similar and semantically adjacent.
In accordance with the assumption, an adjacency measure for t i and t j , AD(t i , t j ) is defined as (28) where k, 0 < R < 1 4 is a user-defined variable. If AD(t i , t j ) has a positive value, it indicates that t i and t j are quite adjacent and we should merge them. To merge concepts and topics, we use same method described in Sect. IV-A.
V. MEASURING TRUST BASED ON TRUST ONTOLOGY
In this section, we introduce a simple and obvious method to measure the degree of trust. It is based on the proposed trust ontology and personal trust ontology in Sect. III-C and Sect. IV-A.
To measureT (u n , c l ) based on Eq. 2, we should figure out µ I (u n ) (t m ) and µ t m (c l ). In viewpoint of IR, we can say that I (u n ) and c l are an user query and a document, respectively. Therefore, the user queries and the social content are represented as frequencies of words appeared in them. If we denote feature vectors of I (u n ) and c l as I (u n ) and c l , they can be formulated as
where f * (w v ) indicates a frequency of w v within * . Since I (u n ) and c l reflect relationships of I (u n ) and c l for the words, we can estimate their relationships for topics by combining with
T . It can be formulated as
Finally, the degree of trust between u n and c l ,T (u n , c l ) can be measured based on Eq. 2. This method is a simple example. Also, there are lots of rooms for further improvement. It should be conducted on future research, with considering characteristics of applied domains.
VI. EVALUATION
We conducted an experiment which aims at evaluating a quality of an ontology constructed by the proposed method. In the experiment, members of an user group which is composed for the user survey evaluated the quality of their own personal trust ontology. This evaluation is proceeded based on similarity between a user, u n 's thought and a description inG T (u n ) for relationships, R among the topics, T . To measure the similarity, firstly i) we defuzzifyG T (u n ). The defuzzification is conducted as
Based on the defuzzified ontology, G T (u n ), ii) the users modified it as an optimal ontology they think,Ĝ T (u n ). iii) The similarity between G T (u n ) andĜ T (u n ) is defined as the minimum number of operations which are needed to transform G T (u n ) intoĜ T (u n ). In here, the operations, Op are defined as adding, deleting, merging, and splitting of concepts. The similarity, sim(G T (u n ),Ĝ T (u n )) can be formulated as
A. EXPERIMENTAL ENVIRONMENT Nevertheless many kinds of social content respecting extremely diverse topics and domains are distributed through various social media, we limited boundary of our experiment no more than social content related with 'restaurants' which are distributed on 'Twitter'. It is because of hardness for collecting, managing, and treating overall data propagated through the social media. We collected the social content including a word, 'restaurant' from 'Twitter' based on ''SocioScope'' which is a social network analysis framework developed by the authors. It is a extension of 'Twitscope' developed by Nguyen and Jung [25] . In the ''SocioScope'', we used Json-based NoSQL database, MongoDB 3 to maintain the collected social content. Also, to access the social content though both of the hashtags and the words, we built a tensor which has three dimensions: content, hashtag, and word.
After collecting social data, we conducted an user survey to compose the meaningful hashtags set, as described in Sect. III-A. The first questionnaire for the target domain, 'restaurant' can be depicted as follows.
• Let suppose that you are finding information about 'restaurants'. Please, answer the following questions. 1) List topics that you might be looking for, related with 'restaurants'. The second questionnaire for a topic, 'reviews of restaurants' within a domain, 'restaurant' can be described as follows.
• Let suppose that you are finding information about 'reviews of restaurants'. Please, answer the following questions based on a following example of a real social content.
1) Pick hash tags which affect judging a quality of social content within the above example. 2) Measure a degree of trust as how much each hashtag influences for the quality of social content. 3) Evaluate a quality of the social content. The user group for the user survey and the evaluation comprised to make the age of the members evenly distributed. This group is composed of 50 people between 20 and 60 years of age. And they were randomly selected from students and faculty members of Chung-Ang University. Fig. 3 and Fig. 4 are presenting an automatically generated common trust ontology for the domain 'restaurant' and a personal trust ontology for one of the authors, respectively. Also, a result of the user evaluation of the personal trust ontology is depicted in Table. 1. As shown in the Table. 1, the result of user evaluation was averagely good with low standard deviation and range. It means the proposed methods for the ontology construction and extension are reliable. Also, as comparing Fig. 3 with Fig. 4 , the proposed methods found out most of the latent topics and relationships among them. It says that our methods are able to distinguish the topics with high resolution and reliability. Furthermore, it enables to provide a reliable trust measurement to users and trust-aware services. However, we could not conduct any comparative study with other extant methodologies, because of absence of a comparison group. It will be the most prior work in our future direction.
B. EXPERIMENTAL RESULTS AND DISCUSSION

VII. RELATED WORK
Most of studies related with the trust have been focusing on measuring trust based on social interactions. Also, they usually applied SNA (Social Network Analysis) methods based on the graph theory. Although there have been few studies which have used trust ontologies, they were built within limited domains or distant from automatic or semi-automatic construction and extension. Furthermore, their applicable area has been concentrated on RecSys (Recommender Systems). It makes hard to take advantages of using the trust ontologies, which provide much broader applicable area for methodologies than other approaches.
A. TRUST IN SOCIAL NETWORK ANALYSIS
The existing works for the trust on Social Network Analysis (SNA) have been mostly based on a 'web of trust' and trust propagation [9] . However, these approaches two kinds of limitations as follows. Firstly, they are not able to reflect dynamicity of trust which means the trust can be changed according to the intention of entities. In addition, their definitions of trust and distrust are hard to distinguish from the definitions of reputation and malicious users in social networks [5] , [8] .
A work of Long and Jung [26] is a typical study based on the graph theory. They applied the graph theory-based metrics to match identities among multiple social network services and detect fake identities which are a kind of distrusted entities.
With this viewpoint, Ziegler and Lausen [27] surveyed trust metrics on social network and made a taxonomy of trust metrics. However, the most metrics that they introduced are based on the graph theory. The major limitation of graph theory-based metrics is that their metric to measure initial state of trust is ambiguous. It means that several of them do not include metrics for initial state and some of others use similar ones with reputation metrics. Also, these methods have another problem that there can be multiple paths to trace the trust propagation. Additionally, sometimes the paths may not exist.
In this regard, there was a research tried to combine the various paths on trust network. Liu et al. [28] suggested a novel model of social trust network to incorporate diverse social trust paths. Also, they introduced a new concept, Quality of Trust (QoT) to evaluate the paths. Based on it, an optimal path selection algorithm was proposed. However, this research could not get out from inherent limitations of the graph theory-based trust measures: i) absence of trust metrics for the initial state and ii) ambiguity with the reputation.
As a novel opinion, Huang and Fox [29] criticized the former studies on the trust propagation, since they have no formal proofs and evidences. Then, to solve this issue, they suggested two types of trust: trust in belief and trust in performance. Each of types means trust for what trustee (i.e. an entity which is already trusted) believe and trust for what trustee perform, respectively. Their study was focusing on a logical representation of the trust and its propagation, which is useful for social network-based trust measure. Nevertheless, this work either can not present the absent trust metrics for the initial state.
Also, there was a research which tried to improve confusing definitions related with trust. Kim and Ahmad [5] applied the quality of content to their trust model for social media. However, they used the concept of the quality of content, as different from our study. They assumed it as a value what content-providers have to evaluate and check. And they defined the trust and distrust as a confidence form a user to the content-providers. It means how confidently the content providers make decisions for content which they publish. It enables them to escape conventional graph theorybased approaches like trust propagation, link prediction and so on. However, this method also can not accommodate that the quality of content is depending on users' intention.
In conclusion, the existing studies on trust in SNA area mostly are not able to accommodate the dynamicity of the trust. Although a centrality or a degree on social network can be a measure for an average trust of the content-provider, they are not able to be measurements of trust for information and social content. It is the major reason why we applied a semantic approach based on the trust ontology and the topic model.
B. TRUST IN RECOMMENDER SYSTEM
The most studies for the trust in recommender system have focused on measuring how reliable information and ratings from users are. They used social information of users to build a web of trust. The web of trust is a network representing degree of trust between entities. It is based on a simple concept, trust propagation; if u i trusts u j and u j trusts u k , then u i indirectly trusts u k . As depicted in Sect. VII-A, this approach inherently contains a few limitations. However, it is broadly used specifically in Social CF (Collaborative Filtering)-based recommender systems, because of its efficiency and easiness for applying [10] .
As an emblematic case, Fazeli et al. [30] proposed a novel metric, T-index to enhance efficiency of selecting neighbors for CF based on the web of trust. They used the trust propagation to measure the trust between indirectly connected users. Although it showed improvements on prediction coverage and accuracy, it can not solve the inherent limitations of the trust propagation. Also, on the similar viewpoint, Gao et al. [10] tried to improve performance of inferring the degree of trust. They developed a semiring framework for inferring the trust with considering the trust value on the web of trust and its certainty. The framework is based on the trust propagation and a aggregation method for the propagation. In the aggregation, they give consideration to a novel concept, opinion conflicts between the trust and the distrust. It is a highly delicate and refined method to estimate the degree of trust, and its efficiency and performance are proved on real world datasets. Nevertheless, it also inherently contains limitations of the trust propagation based approaches.
A few works only used the web of trust with typical social CF approaches. To recommend web services, Deng et al. [31] applied the web of trust on a conventional random walkbased social CF method as a replacement of a non-specific social network. Although they proposed a concept of 'trust relevancy', it is just weighting similarities between users based on the degree of trust.
Similar with our proposed approach, Yang et al. [32] tried to improve the problem that the existing studies are not considering the dynamicity of the trust. They introduced a novel concept, domain-specific trust circle based on a simple intuition that ''a user may trust different subset of friends regarding different domains.'' Based on it, the authors tried to discover domain-specific trust circles from ratings and social networks of users. An efficiency of the proposed approach was proved based on a benchmark dataset. However, it is not able to reflect characteristics of the content enough and hard to be used for informal media which do not have formal taxonomies or metadata, since they did not concern much on distinguish domains from each other.
With an analogous approach, Hong and Jung [33] , [34] used dependencies of decision-making for a group recommendation. They estimated which user is dominant to make a decision for choosing item. Moreover, they extend this concept to that a dominant user for a specific category of items will be a trusted user within the category. However, it is also limited to apply on various informal media like social media, new media, and so on, since they either only used metadata to distinguish categories of items and evaluated only on a formal media, movie.
Finally, most of the existing works on trust-aware recommender systems are based on the graph theory-based approaches, particularly on the trust propagation. However, it is hard to be applied for non-CF-based recommender systems (e.g. content-based, rule-based, and so on). Also, it is hard to consider characteristics of content, media, and domain of items, which are important to deal with flooding multimedia and social content on the World Wide Web. Therefore a trust metric for the initial state (which is capable of reflecting users' intention and semantic context of the content) is required, although the trust propagation is a highly compact and efficient tool.
C. TRUST ONTOLOGY
The studies measuring trust based on trust ontology have been continually attempted. However, the existing studies have two major limitations. Firstly, there is no commonly-accepted single definition of trust or trust model. It can be a factor which hinders interoperability among ontology-based trustaware services. Secondly, the most former studies are only focusing on the trust of machine entities, software agents, or services.
To deal with the first issue, Viljanen [11] surveyed and classified the existing computational models by input parameters for judging the trust. Based on the survey, the author proposed a widely-usable and compatible trust ontology. However, the author was only focused on the trust on interactions among business systems. Also, this research did not provide methods for measuring or judging trust based on the proposed ontology. Dokoohaki and Matskin [35] have shown a method to treat this issue with a different approach from Viljanen [11] . They proposed a method to construct trust network (also, called as 'web of trust') based on trust ontology. The authors' major concern was to represent semantics of the trust on the trust network, however, it is also expected to be able to improve interoperability issues, since the trust network is widely used within trust-aware social services.
However, most of the works for trust ontology have used domain-dependent definitions and ontologies of trust.
Galizia et al. [36] suggested their own trust ontology for web services: Web Services Trust Ontology (WSTO). And they suggested a method to judge trust of web services based on a classification method and their trust ontology. Also, Sherchan et al. [37] composed a ontology to model trust between web services. Their ontology contains various concepts related with trust: trust composition, trust propagation, and so on.
Conclusively, there were few studies to improve fore-mentioned two issues. They tried to model and represent a comprehensive ontology for the trust. Also, some works proposed measurements to evaluate or judge trust of entities. However, these studies still are not appropriate for measuring the degree of trust for users based on their demands and requests.
VIII. CONCLUSION AND FUTURE WORK
The ambient services and systems, which are standing against the flooding context information require proper and reliable measurements for the degree of trust. Measuring the trust of machine entities, software agents, or physical objects is much easier than of human-beings, since they have relatively clear limitations and uncertainties for their observations.
However, in case of dealing with social data, we need to judge the trust of the social content which are published and distributed by the users for themselves. It is hard and ambiguous task, since the social content contain not only linguistic playfulness and hyperbole, but also various rhetorical and interjectional expressions.
In this circumstance, we defined the trust as a quality of the content in a viewpoint of users' intention. Also, to estimate the degree of trust, we proposed the automated ontology construction and extension method. Furthermore, since the users' intention is a personal factor which includes preference, perspective, and purpose of each user, we suggested the method to personalize the common trust ontology. Finally, based on the proposed methods, we introduced the simple trust measurement from the users to the content.
Additionally, we presented the brief evaluation for a quality of automatically generated trust ontology based on the user survey. It showed reliability of the proposed methods. However, it is not enough to prove that the proposed method can be applied to trust-aware ambient systems in the real world. A direction of our future work will be to prove efficiency and availability of the proposed methods and present actual case studies. 
