ABSTRACT In this paper, we investigate the reliability and security performance of cooperative multi-relay systems, where both source and relay nodes are energy-constrained nonlinear energy harvesters, scavenging energy from a power beacon nearby. Our analysis is based on practical model since residual hardware impairments (RHIs) and channel estimation errors (CEEs) are considered. Aiming at improving the system efficiency, three representative relay selection strategies are considered: 1) random relay selection (RRS); 2) suboptimal relay selection (SRS); and 3) optimal relay selection (ORS). To characterize the security performance of the considered strategies, we derive closed-form analytical expressions of the reliability and security in terms of outage probability (OP) and intercept probability (IP). We further discuss the asymptotic expressions and scaling laws of OP with the number of relays. The IP is analyzed for non-colluding and colluding scenarios. The numerical results illustrate that: 1) There is a tradeoff between reliability and security, that is when the outage constraint is relaxed, the IP can be enhanced, and vice versa; ii) The outage performance of the ORS and SRS schemes outperform RRS, indicating that relay selection can enhance reliability performance; iii) There are error floors for the OP due to the CEEs; iv) Colluding eavesdroppers can enhance eavesdropping attacks by sharing their intercepted information; and v) Although RHIs and CEEs have deleterious effects on the OP, they can protect the information transmission against eavesdropping attacks.
I. INTRODUCTION
Cooperative wireless communication networks (WCNs) have been widely used in military, agricultural and industrial fields,
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etc [1] - [6] . Authors in [1] introduced the principles of cooperative WCNs and discussed some practical applications in wireless environments, i.e., surveillance video transmission, mine monitoring, wireless telephone applications et al. The authors in [2] studied the secure performance of a direct-sequence code-division multiple access (DS-CDMA) systems and derived the expressions of bit error probability (BEP), outage probability (OP) and channel capacity (CC). The authors obtained the approximate OP and average symbol error rate (SER) for cooperative DS-CDMA systems over asymmetric fading channels [3] . In [4] , the authors studied the outage performance for the classical spatial modulation (SM) system and extended the results to the cooperative scenarios under fixed, selective and incremental relaying techniques. However, due to the broadcast nature of radiated electromagnetic waves, the WCNs are vulnerable to intrusion threats of eavesdroppers attempting to overhear the legitimate communication. Although encryption techniques can solve this problem by using various mathematic based algorithms, it will incur extra overhead and complexity [7] . As an alternative security technology, physical layer security (PLS) has been proposed as an efficient and effective way to ensure the security and reliability of WCNs [8] . Different from the traditional key-based cryptographic techniques, PLS exploits the characteristics of physical wireless channels to guarantee secure communication between source to its intended destination, avoiding complex encryption/decryption algorithms. However, when the quality of the main link between source and destination is worse than that of the wiretap link between source and eavesdropper, the secure communication may not be obtained. To solve this problem, multi-antenna technique has been introduced to strength the PLS of WCNs [9] - [12] . In [9] , the authors characterized the secrecy capacity of the single input multiple output (SIMO) channel under Gaussian noise and studied the impact of slow fading on the secrecy capacity of the systems. The authors of [10] considered that the transmitter communicates with the receiver in the presence of the eavesdropper under the condition of Gaussian multiple input single output (MISO) channel and the optimal beamforming transmission strategy was designed according to the input covariance matrix under different channel fading. In [11] , the authors studied the PLS of multiple input multiple output (MIMO) radio frequency identification (RFID) systems in view of the resource limitation of backscatter systems, and proposed a noise injection precoding strategy to address the maximum secrecy rate (MSR) problem. Besides, the authors of [12] analyzed the PLS in millimeter-wave (mmWave) communications over fluctuating two-ray (FTR) fading channels, and derived the expressions for the average secrecy capacity (ASC), secrecy outage probability (SOP) and the probability of strictly positive secrecy capacity (SPSC).
Cooperative communication has been identified as a promising technology for the future mobile communication because of extending network coverage and reducing transmit power [13] - [15] . To further improve the networks performance, multi-antenna technology can be introduced into cooperative communication [16] - [20] . A review on state-of-the-art PLS aspects of cooperative multi-relay networks was presented in [16] . In [17] , a destinationassisted jamming and beamforming scheme of cooperative amplify-and-forward (AF) relaying systems was proposed, in which the optimal beamformer weights and power allocation were obtained by solving linear programming problem. Moreover, [18] proposed a cooperative scheme by combining transmit antenna selection (TAS) and space shift keying (SSK) for MIMO system. In [19] , the outage performance of AF DS-CDMA systems with best selection over α−η−µ fading channels was analyzed and the expressions of OP and cumulative distribution function (CDF) were derived. The authors in [20] proposed an AF MIMO relaying scheme and derived the error probability for the considered cooperative systems. However, deploying multiple relays may incur extra inter-relay interference and make it more vulnerable to the potential eavesdroppers. To enhance the security, relay selection (RS) has been recognized as an effective solution [21] - [26] . The authors of [21] investigated the PLS in cooperative wireless networks based on optimal RS (ORS) by considering AF and DF protocols, and the diversity order and intercept probability (IP) were derived. In [22] , the ORS and suboptimal RS (SRS) schemes based on global channel state information (CSI) and only source-destination (SD) pairs CSI were proposed, in order to evaluate the performance of system PLS under this scheme, the accurate SOP of SRS scheme under two residual selfinterference models was obtained. [23] investigated the PLS of maximal ratio combining (MRC) strategy in wiretap twowave based on diffuse power fading channels and derived the expressions for the ASC based on two practical scenarios. Furthermore, the authors in [24] proposed an efficient mobile RS scheme for the original combinatorial optimization based on the emerging cooperative non-orthogonal multiple access (NOMA) systems. In [25] , the joint relay station, related sub-channel and power allocation problem was studied underlying cellular networks for relay-aided device-todevice (D2D) communications. In [26] , the authors aimed to optimize system throughput of the hybrid system via joint consideration of mode selection and resource allocation, which includes admission control, power control, channel assignment and RS. Although the performance of WCNs can be improved through the proper RS and eavesdropper connection, in the typical communication scheme, the performance of wireless nodes is constrained by the power shortages due to huge path loss [27] .
Communication systems are generally power limited, especially for the battery powered devices. To solve this problem, it is encouraged to adopt wireless power compensating techniques such as energy harvesting (EH) [28] - [30] . For EH, the energy can be harvested from wind, solar, magnetic induction, etc. Among the various renewable EH, radio frequency (RF)-enabled simultaneous wireless information and power transfer (SWIPT) has been recognized as an effective way to prolong the battery life of wireless devices [31] - [36] . In general, there are two typical protocols for SWIPT systems: time-switching (TS) protocol and power-splitting (PS) protocol [37] - [41] . In [37] , the authors carried out the bit error performance of a power-based cooperative AF relaying system, where PS, TS and ideal operational protocols are taken into account. In [38] , the authors have proposed TS and PS protocols under the communication system to enable EH and information processing at the relay. To improve the security for the source-to-destination link of TS based DF relay networks, a FD jammer protocol and its half-duplex version were proposed [39] . Considering multi-antenna systems, a joint beamforming and time switching scheme was designed to maximize the system secrecy rate of wireless power FD relay networks [40] . Inspired by NOMA systems, outage performance analysis of TS based SWIPT cooperative NOMA networks over Weibull fading channels was carried out [6] . In [41] , the authors studied a multi-relay selection scheme of EH-based bidirectional relay system, where the relay node adopts the PS protocol. The authors investigated the performance for SWIPT cooperative systems in presence of a direct link from source to destination in [42] and [43] .
The aforementioned research works are based on ideal hardware components and ideal CSI, which is not realistic in practical communication systems. In practice, the transmitters and receivers of communication systems may suffer from multiple types of hardware impairments (HIs), such as high-power amplifier non-linearity, phase noise, in-phase/quadrature-phase (I/Q) imbalance and etc [44] , [45] . These impairments can generally be eliminated through some compensation algorithms. However, due to the internal characteristics of RF components, the above impairments cannot be completely removed [14] , [46] , [47] . Furthermore, due to the presence of channel estimation errors (CEEs), imperfect channel state information (ICSI) may occur. Therefore, it is of great practical significance to consider the impact of residual hardware impairments (RHIs) on the security performance of cooperative relay communication networks.
A. MOTIVATION AND CONTRIBUTIONS
Motivated by the above observations, we investigate the secure performance of cooperative multi-relay systems with nonlinear energy harvesters and ICSI, where RHIs at all nodes are taken into account. Considering these imperfections, three RS strategies are proposed, namely RRS, SRS and ORS. Specifically, we focus on the security and reliability in terms of OP and IP. We assume that source and relay nodes equip nonlinear energy harvesters with different saturation thresholds to collect energy from a nearby power beacon. The contributions of this paper are summarized as below:
• Considering RHIs, ICSI and non-linear energy harvesters, we propose three RS strategies, namely RRS, ORS and SRS. RRS is provided as a benchmark for the purpose of comparison, in which the relay is selected randomly. In ORS, the optimal relay is selected according the link quality of both source-to-relay and relay-to-destination. To achieve the tradeoff between performance and complexity, SRS scheme is proposed, that is, an optimal relay is selected between S → R m or R m → D according to the link quality.
• We evaluate the reliability and security performance of cooperative multi-relay systems by deriving the analytical expressions for OP and IP. For eavesdroppers, both non-colluding and colluding eavesdropping scenarios are considered.
• We further analyze the asymptotic behavior of the proposed strategies by studying the scaling laws as the number of relays M approaches infinity for the OP, which provides some useful insights. The results show that RRS is irrelevant to the number of relay, while SRS and ORS can improve the secure performance.
B. ORGANIZATION
The rest of the paper is organized as follows: In Section II, we present the impaired cooperative multi-relay system model with non-linear energy harvesters and ICSI. In Section III, the analytical closed-form expressions for the OP and IP of the proposed schemes are derived and the scaling laws of OP with the number of relay are analyzed. In Section IV, some numerical results and key findings are provided and discussed. Section V summarizes the paper.
C. NOTATION
We use CN µ, σ 2 to denote the complex Gaussian random variable with mean µ and variance σ 2 . Notations |·| and E {·} represent the absolute value and expected operators, respectively. f X (·) and F X (·) are the probability density function (PDF) and the CDF of random variable X , respectively. The vth-order modified Bessel function of the second kind is denoted by K v (·) and Pr {·} is the probability. Finally, the log (·) is the logarithm. 
II. SYSTEM MODEL
As illustrated in Fig. 1 , we consider a power beacon assisted cooperative multi-relay system, which consists of one power beacon B, one source S, M relays R m , m ∈ {1, 2, · · · , M } and
Aiming at improving the secure performance, the optimal relay is selected among M relays by using RRS, SRS and ORS. Source and all relays are energy-constrained which can harvest energy from a nearby power beacon according TS protocol. It is assume that all nodes equip a single antenna. We further assume that the direct links both S → D and S → E k are absent due to heavy shadow fading [28] , [29] . 1 In practice, it is difficult to obtain perfect CSI due to some CEEs. Some channel estimation algorithms are necessary to obtain CSI. To this end, linear minimum mean square error (MMSE) is adopted. Thus, channel can be modeled as
where
,ĥ i is the estimated channel of real channel h i . In this paper, we assume that all links experience Rayleigh fading and path loss [13] . The entire communication process is divided into three time slots: 1) S and relays collect energy from B; 2) S transmits own signal to R m ; 3) R m decodes and forwards the signals to D and E.
The first time slot: In the first phase, S and R m harvest energy from B. The harvested energy at S is
where h BS is the transmission channel from B to S; ζ 1 (0 ≤ ζ 1 ≤ 1) is the energy conversion efficiency at S; α (0 < α < 1) is the time allocation factor; T is the block transmission duration; P B is the transmission power at B; E S is used to transmit information in the second time slot.
In the presence of the nonlinear energy harvester, the output power, P S can be expressed as [49] 
where 1 is the saturated threshold at S of the harvester. Similarly, the harvested energy at R m is
where h BR m is the transmission channel from B to R m ; ζ 2 (0 ≤ ζ 2 ≤ 1) is the energy conversion efficiency at R m . Under the condition of non-linear energy harvesters, the output power at the R m , P R m , is 
we can observe that it only depends on the average signal power P S and the instantaneous channel gain h SR m 2 .
We have the definition that
. Thus, the received signal at R m can be rewritten as:
P S is the aggregate distortion noise at the transmitter and receiver.
The third time slot:
The signals x R m D and x R m E k are transmitted from R m to D and from R m to E k , respectively. Similarly, the received signals at D and E k can be expressed as
where 
. Therefore, the received signal-to-interference-plus-noise ratios (SINRs) at R m , D and E k can be finally obtained as
According to the Shannon's information, we can obtain the channel capacities of
where the factor 1−α 2 can be explained by the fact that the relays operate in half-duplex mode and requires two time slots to complete the transmission of S to D through R m .
According to DF protocol, the effective end-to-end capacity of R m and D can be expressed as
III. RELIABILITY AND SECURITY PERFORMANCE ANALYSIS
To evaluate the reliability and security of the hardware impaired multi-relay network powered through EH, we study the OP and IP performance of RRS, SRS, ORS in the networks. Moreover, the scaling-law for the OP is discussed when the number of relays approaches infinity. For security, both non-colluding and colluding eavesdropping scenarios are considered. 2 
A. OUTAGE PROBABILITY ANALYSIS
In this subsection, we study the OP of the multi-relay networks in presence of RHIs and ICSI for the considered RS strategies.
Outage Probability: Referring to [13] , OP is defined as the probability that the effective channel capacity is below a threshold C th and it can be expressed as
where C R is the effective end-to-end channel capacity.
1) RRS
For RRS scheme, a relay is randomly selected among M relays of S → R m , which formulated as
From (19) and (20), the following theorem is provided about OP for the RRS scheme. (21) and (22), as shown at the bottom of this page. 3 For
Theorem 1: The exact analytical expressions for OP of RRS scheme under non-ideal and ideal conditions are provided in
Non-ideal conditions mean that the system has RHIs or CEEs. The ideal conditions are that the RHIs parameter κ i = 0 and CEEs parameter σ 2 e i = 0. 
P RRS,ni out
where Proof: According to (15) , (16) and (17), the channel capacity of S → R m , R m → D and R m → E k in the high SNR region can be expressed uniformly as
From the definition of OP, the following expression can be obtained as
By utilizing the similar methodology of Appendix A, we can obtain the result of (23) .
To obtain more insights, the asymptotic analysis for RRS scheme is studied as the number of relays approaches infinity. The scaling law with respect to M for the OP is defined in [55] 
where M is the number of relays, P RRS out is the OP for RRS scheme.
Corollary 2: The scaling laws for the RRS scheme under the non-ideal and ideal conditions are given by
• Ideal conditions 
2) SRS
For SRS scheme, we choose a relay to maximize the channel capacity of S → R m , 4 which are formulated as
Utilizing the above definitions, the OP for SRS scheme is presented in the following theorem. (31) and (32) , as shown at the top of the next page,
Theorem 2: The exact analytical expressions for OP of SRS scheme under non-ideal and ideal conditions are provided in
. Proof: See Appendix B. Similar to Corollary 1, the following asymptotic expressions for SRS scheme can be obtained.
Corollary 3: The asymptotic analysis for OP of SRS scheme under non-ideal conditions is given by P SRS,∞ out
where and
Similarly, we analyze the asymptotic behavior for SRS scheme as the number of relays grows into infinity. 4 SRS strategy can select a relay to maximize the SINR between any transmission link of S → R m or R m → D. In this paper, we choose a relay to maximize the SINR from S to R m .
Corollary 4: The scaling laws for SRS scheme under the non-ideal and ideal conditions are given by
• Ideal conditions
2) when Pr
Proof: In this case, substituting (B.3) into (26), we can obtain the following expression is
The (B.3) can be rewritten as
in this case, the dominant terms of (39) is
substituting (40) into (38), we can get the expressions of (34), (35), (36) < C th = 1, the slope is zero, meaning that outage performance is independent of the number of relays.
3) ORS
For ORS scheme, the optimal relay is selected for the largest effective end-to-end channel capacity of communication, and it can be expressed as
Based on the above definitions, for OP of ORS scheme is discussed in the following theorem.
Theorem 3: The exact analytical expressions for OP of ORS scheme under non-ideal and ideal conditions are provided in (43) and (44) , as shown at the top of the next page.
Proof: See Appendix C. Similar to Corollary 1, the following asymptotic expressions for ORS scheme can be obtained. 
P ORS,ni out
Similarly, the asymptotic behavior analysis of ORS scheme is analyzed as follows. 
, the scaling law slope of OP for ORS scheme decreases as the number of relays M increases, for M is a large value, the result is expressed as logarithmic scale; meaning that the outage performance improves as the number of relays increases; 2) when

B. INTERCEPT PROBABILITY ANALYSIS
In this subsection, we investigate the security performance of the multi-relay networks in terms of IP, where two scenarios are considered, i.e., non-colluding and colluding eavesdroppers.
Intercept Probability: IP is defined as the probability that the channel capacity of R m → E k is greater than the threshold C th . Since the relay has been selected, the IP can be expressed as [21] 
where R c is the selected relay, and C R c E k is the intercept capacity of R c → E k .
1) NON-COLLUDING EAVESDROPPERS
For non-colluding scenario, eavesdroppers are worked independently and each eavesdropper tries to decode the legitimate signal transmitted from relay individually. To this end, the eavesdropper that maximizes the eavesdropping capacity is selected. Therefore, the corresponding mathematical VOLUME 7, 2019 expression is
Based on the above definition, the IP expressions of (51) and (52) for non-colluding eavesdroppers scheme are presented in the following theorem. (51) and (52) , as shown at the bottom of this page, where
Theorem 4: The exact analytical expressions for IP of noncolluding eavesdroppers scheme under non-ideal and ideal conditions are provided in
.
2) COLLUDING EAVESDROPPERS
The colluding eavesdroppers scheme is investigated and the eavesdroppers collaborate in order to intercept legitimate information. Using the MRC approach [52] , the SINR of
We assume that the SINR of each intercept channel for collaborative eavesdropper is independent and identical, so we can get the following 5
According to the definition of (49), the IP expressions of (55) and (56) for colluding eavesdroppers scheme are derived in the following theorem.
Theorem 5: The exact analytical expressions for IP of colluding eavesdroppers scheme under non-ideal and ideal conditions are provided in (55) and (56) , as shown at the bottom of this page, where (50) and (53) into (49), respectively. Firstly, it can be seen that the security of colluding scenario outperform that of non-colluding scenario because of sharing information among eavesdroppers. As the number of eavesdroppers increases, more information can be intercepted, and the IP will increase for the two scenarios. In addition, the IP for non-ideal conditions is lower than that 5 In fact, SINRs for all eavesdroppers are different since different eavesdroppers are, in general geographically separated. To maintain mathematical tractability and obtain engineering insights, we have adopted this simplified.
of ideal conditions due to RHIs and CEEs. This means that RHIs and CEEs can improve the security performance of the considered systems.
IV. NUMERICAL RESULTS
In this section, we provide some numerical results to verify the correctness of the theoretical analysis in Section III. Unless otherwise specified, the system parameters considered in our evaluation are set as follows Comparing the OPs of RRS, SRS and ORS schemes, it can be observed that the outage performance of the RRS scheme is lower than that of SRS and ORS. This happens because that in contrast to RRS, SRS and ORS can provided extra diversity gain. Moreover, it can be also seen that there are error floors of OP for the proposed three schemes in the presence of RHIs and ICSI, which implies that RHIs and CEEs have a significant negative impact on system outage performance. Fig. 3 shows the OPs under three RS schemes versus P B for different estimation errors σ 2 e = 0, 0.05, 0.1 . We have set α = 0.5, C th = 0.05, M = 2, κ = 0.1, ζ 1 = 0.5 and ζ 2 = 0.5. It can be seen that the value of OP becomes large as σ 2 e increases, which means that the larger estimation errors result in worse system reliability. We can also see that the OP performance is limited by CEE and there are error floors for the OP in the high SNR region. Moreover, the OP for the three RS schemes decreases linearly as the SNR grows large. This indicates that CEEs have a damaging effect on system outage performance.
As in [47] , it is showed in Fig. 4 that the OPs versus transmit power at B for different levels of impairment (κ = [0, 0.40]). We have set the other parameters as α = 0.5, C th = 0.05, M = 2, σ 2 e = 0.05, ζ 1 = 0.5 and ζ 2 = 0.5. It can be seen from the simulation that the reliability degrades as κ increases because of the impairments, that is, as the level of impairment increases, the OP increases. This means that the RHIs have a negative impact on the system. Fig. 5 presents the OP versus P B for the different time allocation factor (α = 0.4, 0.6, 0.8). In this simulation, we have set C th = 0.05, M = 2, σ 2 e = 0.05, κ = 0.1, ζ 1 = 0.5 and ζ 2 = 0.5. From Fig. 5 , it can be seen that the outage performance gradually deteriorates from ORS, SRS and RRS. It can also be concluded that: 1) in the case of low transmit power, with the increases of α, the outage performance of the system gradually becomes better; 2) in the range of [15dB:20dB], the outage performance at α = 0.4 is worse than that at α = 0.6 and 0.8, and the OP at α = 0.8 is higher than that at α = 0.6. This happens because that when α = 0.4, there is not enough energy from B to support transmission; 3) in the range of [20dB:25dB], the system performance at α = 0.8 is worse than that at α = 0.4 and α = 0.6, while the system performance at α = 0.4 is worse than that at α = 0.6; 4) in the high transmit power, the OP of the system increases with the increases of α. Fig. 6 depicts the OPs under SRS and ORS schemes versus transmit power for different relay number (M = 2, 4). In this simulation, we have set the parameters as α = 0.5, C th = 0.05, M = 2, σ 2 e = 0.05 and κ = 0.1. It shows that the OP decreases as the number of relay increases, that is, as the M increases, the overall performance of the system becomes better. Moreover, deploying multi-relay for ORS scheme can achieve more OP gain than that of SRS scheme.
In Figs. 7 and 8 , we plot the OP versus the energy conversion efficiency for the proposed RS schemes. In the simulation, we have set α = 0.5, C th = 0.05, M = 2, σ 2 e = 0.05, κ = 0.1 and ζ 1 = ζ 2 = 0.5. From Figs. 7 and 8 , we can observe that high energy conversion efficiency factor obtain better system outage performance. This happens because more energy can be harvested by source and relay for the transmission phase. Fig. 9 presents that the IP versus transmit power P B with different eavesdroppers number (K = 2, 4). In this simulation, we have set C th = 0.05, M = 2, σ 2 e = 0.05, κ = 0.1 and ζ 1 = ζ 2 = 0.5. It reveals that the system security performance is gradually improved as the number of eavesdroppers increases. In addition, it is shown that the IP under various eavesdropping connection modes (non-colluding eavesdroppers, colluding eavesdroppers) is proportional to P B . Comparing IP in two cases:1) ideal conditions: σ 2 e = 0 and κ = 0; 2) non-ideal conditions: σ 2 e = 0.05 and κ = 0.1, the IP in the former case is larger than that of latter one. This means that the ideal communication network is more vulnerable to eavesdropping than that of non-ideal communication network. At the same time, the eavesdropping connection cases under different circumstances are compared, and the IP in the case of non-colluding eavesdroppers is lower than that in case of colluding eavesdroppers. These simulation results firmly verify the expressions of (51), (52), (55) and (56).
B. INTERCEPT PROBABILITY
In Fig. 10 , the IP versus eavesdroppers number K for different target rates (C th = 0.1, 0.5) is studied. We have set P B = 5dB, α = 0.5, σ 2 e = 0.05, κ = 0.1, ζ 1 = 0.5 and ζ 2 = 0.5. For the two conditions of non-colluding and colluding eavesdroppers, it can be seen that IP becomes larger with the number of eavesdropper, K . Meanwhile, IP is inversely proportional to the target rate. It can be understood from the simulation that the IP reduces with the rises of C th . When the target rate is higher, the IP difference between colluding and non-colluding eavesdroppers is larger. Fig. 11 plots IP versus transmit power P B for different estimation errors σ 2 e = 0, 0.05, 0.1 . In this simulation, the parameters are set as α = 0.3, C th = 0.05, K = 2, κ = 0.1, ζ 1 = 0.5 and ζ 2 = 0.5. We can observe that when σ 2 e is increased, the IPs of the system under the two eavesdropping connection modes are weakened due to the CEEs. Meanwhile, the simulation also proves that for the different σ 2 e , the IPs of the communication networks under colluding eavesdroppers is larger than that the non-colluding case since the information can be shared under the condition of colluding case. Finally, It is also can be seen that at low SNR, the effects of CEEs on the IP of the two cases can be ignored. Fig. 12 plots the IP versus the levels of impairment for different transmit power: 1) P B = 5dB; 2) P B = 10dB. We have set the other parameters as α = 0.3, C th = 0.05, K = 2, σ 2 e = 0.05 and ζ 2 = 0.5. We take the range of the transceiver impairment level of κ ∈ [0, 0.40]. 6 From Fig. 12 , we can observe that the IP decreases as κ increases. This means that the system's eavesdropping performance is inversely proportional to the levels of impairments and the difference for the IP between colluding and non-colluding eavesdroppers becomes large as κ increases. Comparing the two different transmit power, it is found that for larger transmit SNR, the eavesdroppers can achieve higher IP performance, and the difference for the IP between the two eavesdropping connection modes is small for the large transmit SNR. Fig. 13 shows that the IPs of non-colluding and colluding eavesdroppers increase as ζ 2 grows large. This is because relay nodes can harvest more energy for secure communication under the case of larger energy conversion coefficient. In this simulation, we have set P B = 5dB, α = 0.3, C th = 0.05, K = 2, σ 2 e = 0.05 and κ = 0.1. It is also implied that the value of α is proportional to the IP of the system at P B = 5dB. Fig. 14 plots the IP versus α for different connection strategies. In this simulation, we have set P B = 10dB, 6 For HIs, 3GPP LTE has EVM requirements in the range κ ∈ [0.08, 0.175]. However, here we set κ ∈ [0, 0.40] in order to better understand the impact of changes in RHIs parameters on system security.
C th = 0.05, K = 2, σ 2 e = 0.05, κ = 0.1 and ζ 2 = 0.5. From Fig. 14 , we can observe that the OP for the proposed RS schemes first increases and then decreases when the value of α grows large, while the IPs for the two eavesdropping connection modes always increase across the entire range of α. This means that there is an optimal α to maximize the OP. IPs of non-colluding eavesdroppers and colluding eavesdroppers become large. In addition, it can be further obtained that optimal α to obtain a balanced tradeoff between the reliability and security of the considered system.
V. CONCLUSION
In this paper, we proposed a DF relays network considering HIs, imperfect CSI and nonlinear energy harvester. Based on the model, we firstly derived the closed-form analytical expressions of the OP for RRS, SRS and ORS schemes and IP for non-colluding and colluding eavesdroppers strategies. In order to obtain more insights, we further discussed the asymptotic OP at high SNRs and the scaling laws as the number of relays approaches to infinity. Numerical results illustrated that: 1) under the RRS and SRS schemes, the secure performance of system in the presence of ideal condition is better than the non-ideal condition; comparing the three RS schemes, the system performance under the ORS scheme outperform the other RS strategies, and the performance under the RRS scheme is the worst; 2) although CEEs and distortion noise have negative effects on the reliability of the considered system for the three RS schemes, it can enhance system security for the two eavesdropping connection modes; 3) the outage performance of the system is proportional to the number of relay; when the M value is sufficiently large, the OP under SRS strategy gradually becomes saturated; 4) when the energy conversion efficiencies become larger, the reliability performance of the system is improved; 5) the system's eavesdropping ability is proportional to the number of eavesdropper; 6) the IP of the system degrades as C th becomes larger.
In future work, multi-antenna technique can be introduced into our considered system to further improve the reliability and security performance. In addition, our analysis can be extend to more general fading channels, such as Nakagami-m fading channel and Rician fading channel, which are set as our future work [56] . Firstly, put (15) into (A.1), the mathematical calculation of I 1 as follows:
and
By further calculation, we can get the M 1 and M 2 as following:
plugging in the PDF expressions of Rayleigh distribution into (A.5), we can obtain the following expressions as:
θ 2 can be obtained by the (3.324.1) in [53] and the GaussianChebyshev quadrature [54] . Specifically, the integral in (A.6) is approximated as follows:
according to the equation (A.7), set u = C 1 T 1 − C 2 , we can obtain the θ 2 is:
Substituting the CDF expressions of Rayleigh distribution into (A.9), the M 2 can be expressed as:
Substituting (A.6) and (A.9) into (A.2), and we can get I 1 . Secondly, put (16) into (A.1), the mathematical calculation of I 2 as follows:
(A.11)
Similar to the calculation procedure and method of I 1 , we can obtain M 3 and M 4 as following: 
Substituting (30) into (19), we can obtain the following expression is
Similar to the Appendix A, we calculate I 3 and I 4 in the following calculations.
In the first place, substituting (12) into (B.3), the correlation calculation of I 3 as follows:
and 6) in which,
By further calculation, we can get the M 5 and M 6 as following:
substituting the PDF expression of Rayleigh distribution and (B.2) into (B.5), we can obtain the following expressions as:
Similar to solving I 1 , we can get M 5 and M 6 are
Substituting (B.9) and (B.10) into (B.4), we can obtain I 3 . Then, substitute (16) into (B.3), the correlation calculation of I 4 as follows:
Similar to the calculation procedure and method of I 1 , we can obtain M 7 and M 8 as following:
, (B.14) = 0, we can obtained (32) .
APPENDIX C: PROOF OF THEOREM 3
According to the definition of (42), for ORS strategy, the following expression can be obtained 
APPENDIX D: PROOFS OF THEOREM 4 AND THEOREM 5
A. NON-COLLUDING EAVESDROPPERS SCHEME Putting (50) into (49), we can obtain the following formula is 
