A frequency domain deceptive jamming method is proposed against ISAR based on the electromagnetic property. The RCS of a 3-D vessel model is computed to build up the target template. The template is used to modulate the intercepted radar signal in frequency domain. Containing the electromagnetic scattering property of the target, the ISAR image induced by the jamming signal is similar to a real one. The proposed method reduces the computation load and successively reflects the target information. The correctness and effectiveness of the proposed method is validated by simulation results. The method shows superiority in real-time property and convenience for engineering implementation.
Introduction
Radar jamming and anti-jamming technology have been the hot topics in the field of electronic countermeasure for several decades. The development in jamming technology improves the method of anti-jamming and vice versa [1, 2] . Inverse synthetic aperture radar, a day-and-night, all-weather, powerful coherent radar, is widely applied in many fields. Widely speaking, the jamming method for countering ISAR can be classified into active jamming and passive jamming. According to the jamming effects, active jamming consists of depressing jamming (noise jamming) and deceptive jamming (false target jamming) [3, 4] .
Being able to achieve partial processing gain, the coherent noise jamming method can effectively jam the radar with a lower power [5] . The deceptive jamming aims at creating several false targets to confuse the radar operator. The classical algorithms include the convolution modulation method [6] , digital image synthesizer [7] , etc.
In this paper, we compute the RCS of the 3-D vessel model to build up the template. The RCS template can reflect the variation of the structure, the amplitude of the scattering parts and the shading effect caused by target's movement. The jamming method can induce a false ISAR image .
Theory of Deceptive Jamming Method

Computation of the target's attitude angle
At any time, the target's attitude angle with respect to the light of sight (LOS) of radar signal shall be obtained. As shown in Fig. 1 , the Cartesian coordinate system oxyz , with its origin locating at the location of ISAR, is set up. At time 0, the jammer is located 0 R away from ISAR and moves along the y-axis with a velocity of J V . Suppose that the coordinate of the jammer is
The included angle between LOS and the negative position of z-axis is defined as  . The angle between the projection of LOS onto the xoy plane and the positive position of x-axis is defined as  . According to (1) and (2), the azimuth angle  and pitching angle  , which describe the attitude of the jammer, can be computed. The attitude angle is used to select the corresponding RCS template.
Template of the false target
When computing the RCS, we should consider both the frequency of the radar signal and the attitudes. Normally, the bandwidth of the radar signal is not very large in case that the target will occupy too many range cells. So, during the computation of RCS, the center frequency is 10 GHz and the bandwidth is 300 MHz, which is suitable for creating a false vessel target.
Modulation of electromagnetic scattering property
Suppose that the ISAR transmit an LFM signal with the bandwidth, the pulse width defined as B and T , respectively. The frequency of the carrier wave is c f . The expression of the LFM signal is
where t is time variable and k is chirp rate. When /2 tT  , ( / ) rect t T is 1 and otherwise yields 0. If the jammer directly transmits the intercepted radar signal, the jamming signal can be In the detection stage, the jammer analyzes the frequency, pulse width, bandwidth of the radar signal. After obtaining the radar signal, the jammer turns into the jamming stage. The jamming signal is achieved through the multiplication of the RCS template and the radar signal (in frequency domain), as shown in Fig.2 . Then the jamming signal is transformed into time domain. RCS f  is the extraction result of the whole template.
Characteristic of the jamming signal
The radar echo of the target can be described through a linear system where the input, output signal are the radar signal and the target echo, respectively. 
where () ht is the response function of the system,  is the process of convolution. So (5) 
Simulations
This section presents the jamming effect of the method. The ISAR operates at X band and the carrier frequency is 10 GHz. The transmitted signal is the LFM signal with pulse width of 1 us and 20 us, bandwidth of 100 MHz and 300 MHz. The remaining parameters are listed in Tab.1. The radar signal and the RCS template are shown in Fig. 3 , where we see that the frequency span of the template is 500 MHz. We simulate the jamming signal and use Range-Doppler algorithm to process the imaging procedure.
(a) The transmitted LFM signal in time domain.
(b) The RCS template of the false target. Firstly we analyze the situation of 100 MHz bandwidth and 1 us pulse width. The ISAR image is shown in Fig.4 , where Fig.4(a) presents the 1-D range profile result. The 2-D ISAR image is shown in Fig.4(b) . From the figure we see that the main scatterers locate at the body and the top of the vessel. The scatterers with lower amplitude surround the outline of the vessel. Next we increase the bandwidth and the pulse width of the LFM signal to test the adaptability of the jamming method. An LFM signal with larger bandtime product provides more processing gain and higher resolution. From Fig.5 we see that more details of the vessel are shown and the SNR of the image improves. The jamming method is able to create the jamming signal against different radar signals. When ISAR tracks the false target, the threat to our real target is descended.
Conclusions
This paper proposes a method of creating a 2-D false target in frequency domain. The jamming signal reflects the scattering property of the target. The main procedure of the method contains FFT, multiplication and IFFT. The proposed method is of good adaptability and real time performance, which is suitable for engineering implementation.
