ABSTRACT Co-located mobile users have found several useful and real-world applications in proximity-based services. Aiming at unleashing the potential of these proximity-based services, it is essential to devise robust techniques enabling smart devices to know their proximity close neighbors and be able to communicate with each other. To this end, we propose, design, and evaluate a robust framework capable to successfully co-localize walking groups of mobile users, in real-time and in a centralized manner. It leverages Bluetooth low energy technology to achieve a high degree of co-location accuracy. From the collected radio signals, we construct a graph network in which the distance between pairwise vertices represents the connection strength between mobile users. Then, we propose a modified version of edge betweenness techniques, with an average path length, as a key enabler for a high clustering accuracy. We analyze the performance in terms of clustering accuracy of the proposed scheme. First, we assess its performance numerically. Then, we conduct analysis on the experimental data set to demonstrate the feasibility and the efficiency of our method. Through obtained results, we have shown that our method can be successfully applied to co-localize people walking as part of the same group.
I. INTRODUCTION
The explosive use of the smart devices has given rise to an impulsive and a rapid development of a variety of mobile applications. Consequently, a wide range of services is now available on users' smart devices. Services such as proximitybased services (e.g., mobile social network [1] , mobile healthcare [2] , etc.) have been around for quite a while, and new services are expected to change all user experiences in the near future. Reflecting this trend, worldwide researchers have also shown their interests in this new kind of human mobility-based, and many interesting works have been done in this area in recent years.
These unprecedented, widespread powerful devices have also been explored to their full potentials in a broad variety of contexts, such as in co-location of physically nearby mobile users [3] , [4] , and in co-location of contexts [5] , [6] . The latter aims at providing a rich contextual information for developing context-aware applications in pervasive computing. Whereas, the former is designed for detecting communities in which users have been for a certain time interval. Existing solutions, however, arise the difficult issue of privacy or are not designed for walking groups of mobile users.
The co-location system under concern in this work focuses on detecting and clustering of mobile users who have been walking together for a certain amount of time, and are physically, geographically close to one another. Contrary to the localization systems [7] , [8] , which aim at estimating the position of an individual user in the network and display it on a surface of a map, the co-location systems, on the other hand, seek ways of identifying vicinity users and clustering them into the same group. Therefore, in accordance with the application requirements, one defines how closely users should be regarded as potentially co-located [9] .
Information collected on a tightly connected group of mobile user equipments (UEs) has found several useful and real-world applications. It ranges from authentication scenarios [10] to place recommendations (for people with common interests) and includes information about human social interactions, geosocial networking [11] , opportunistic networks [12] (in which the aim is at delivering data based on pairwise contact opportunities), and many more. It also shows promises in revolutionizing vehicular social networks [13] .
Furthermore, close proximity mobile devices can dynamically build ad-hoc networks in which they can directly route data traffic (e.g., videos, pictures) without the need for a centralized network. Indeed, this is one of the leading techniques proposed by the standardization group of long-term evolution advanced (LTE-Advanced) (i.e., thirdgeneration partnership project (3GPP)) [9] , known as deviceto-device (D2D) communication [14] . In D2D the data do not need to transverse the entire network as long as devices are in close proximity, and it holds great promise such as minimizing power consumption of mobile devices [15] , improving spectrum, throughput, delay, as well as increasing network coverage, etc. It is also beneficial in spreading of information in social-aware mobile networks [16] , in which the interactions among mobile users rely on both their movement as well as their social relationships. In this work, we are mainly interested in clustering physically closely mobile users. However, their social attributes could also be taken into account in the clustering process.
Toward this end, we focus on designing a robust algorithm capable of identifying and clustering, in real-time, co-localized group of people [17] . The proposed scheme exploits environmental radio signals from multiple WiFi access points (APs) when users are in the same place, for instance, in a room, and the radio signals broadcast by nearby Bluetooth low energy (BLE) [18] , [19] devices (e.g., iBeacon devices) when users are walking together.
In [17] , the authors derived and evaluated a framework able to identify clusters 1 of mobile users based on the similarity of their measured WiFi radio signals when people are in the same place. However, the same model can not be adopted when users are walking together using WiFi hotspot radio signals, because the measured radio signals do not fit the same distribution [20] . Moreover, the protocols implemented by APs are conceived for faster access rather than proximitybased services. In contrast, iBeacon is mainly intended for proximity-based services.
Therefore, we extend the work in [17] , and propose a novel method for clustering people walking together as part of the same group in wireless networks. This newly devised method is based on the edge betweenness techniques presented in [21] by Girvan et al., which is a generalization of the centrality betweenness algorithm proposed by Freeman in [22] . It is formalized as a graph network [23] in which each mobile user is represented by a vertex, and the connection strength between pairwise users is expressed by an undirected weighted edge. A graph network is constructed with information collected from all nearby iBeacon [24] devices, and the collected information is fed thereafter into the algorithm. Hence, we demonstrate through numerical and experimental analysis the robustness and effectiveness of this novel proposed scheme.
The advantages of our proposals are manifold. Mobile users who do not capture ambient radio signals from the same APs will never be clustered together, and the same is applicable to the users who do not discover one another through the Bluetooth discovering process; by adopting the edge betweenness techniques in conjunction with the average 1 In this paper, the words cluster and group are used interchangeably. path length, the number of co-located groups of mobile users is automatically inferred from the input data, contrary to the parametric methods [25] that need to be specified how many clusters to find; to get information on walking group of users, we leverage the emerging and increasingly widely available BLE, owing to its very low cost, low power consumption, easy to deploy, and relatively long range; and finally, our algorithm is robust in dealing with the streaming nature of the data set. Indeed, as the number of users and, consequently, the number of clusters in the network may change over time, this technique seems very appealing.
It is worth noting that we do not use any localization algorithm [8] to cluster users into the same group, which prevents them for being tracked, therefore protecting their location privacy. As it is explained in [17] , we only utilize the measured radio signals transmitted to the co-location server to co-localize people into the same group, and then inform them back about their co-existence. In any case we require their current positions.
A. OUR CONTRIBUTIONS
We summarize the contributions of this paper as follows:
• This paper extends our previous work [17] on colocation techniques and brings the following contributions. We particularly design a novel method to cluster, in real-time, users that are walking together for a certain period of time. However, it can also be applied when people remain in the same place as well. The method exploits the period of time that users have been walking as part of a group, the frequency of their meetings, and finally the distance between pairwise users for the same period of time. Furthermore, we propose a modified version of the edge betweenness algorithm with an average path length as a key enabler to a high co-location accuracy. Thus, a robust algorithm is conceived. It colocalizes walking group of people with high accuracy, in accordance with the application requirements.
• We leverage the emerging BLE technologies by taking into account the universally unique identifier (UUID), received signal strength indicator (RSSI), and the arrival time of radio signals transmitted by an iBeacon device. Finally, we analyze our proposals not only numerically but also experimentally to demonstrate its feasibility. Results obtained through simulation and experiment indicate that it is effective in co-localizing walking groups of people, and can even achieve one hundred percent accuracy. The remainder of this paper is organized as follows. In Section II we overview the related works. In Section III we discuss and design our co-location system. Then, we provide a numerical results in Section IV. In Section V we present the experimental results followed by a conclusion in Section VI.
II. RELATED WORKS
The world is becoming mobile and, as such, several important and challenging projects have been undertaken either to take advantage or to improve this mobility [26] . Co-localization systems fall into the former scenario.
Co-location of mobile users plays an important role in mobile computing and many techniques have already been proposed and examined. However, the idea of using BLE technologies in combination with the edge betweenness techniques to specifically co-locate subjects when they are walking together is new. As our main challenge here is to cluster mobile users, an easy way of proceeding is to use an already existing clustering method such as k-means [27] , Gaussian mixture model (GMM) [28] , or hidden Markov model (HMM) [29] . However, due to the changing nature of data set in pervasive applications, they all become unsuitable. Indeed, these algorithms need to be told how many clusters to find in the input data, which is often a cumbersome process, difficult, and computationally inefficient. On the contrary, by using the edge betweenness methods, the number of clusters in the measured data signals is automatically inferred.
Gupta et al. [30] designed an algorithm, called groupplace identification (GPI), that takes advantage of location of users to infer their corresponding groups and associated places. It performs using community mobility traces acquired from a localization system to achieve its goal. The authors in [30] evaluated their proposals and showed that it is accurate and exhibits low false positives. However, it presents some issues: the location of a user is not accurately assessed and its accuracy changes with places; tracking users for a long period of time arises a difficulty problem of privacy; and finally, their approach requires a location engine (e.g., GPS) [8] installed on every user's device, which constrains its usability.
In [31] Vanderhulst et al. built a framework, called CrumblR, that associates places with services. That is, users opportunistically share their locations with a place in order to obtain associated proxemic services. To achieve their objectives, two methods are proposed: a place detection algorithm and a point-in-place algorithm based on co-location. Although such an approach seems interesting, it needs to collect radio frequency (RF) fingerprint at a specific place beforehand, which reduces its practicability.
All these aforementioned frameworks aim at providing valuable information or services to the users. However, both of them present a trade-off between disclosing users' location and the benefit of services they provide to them in return. Our approach, on the other hand, successfully identifies and clusters co-located group of people without asking them to disclose their location. We design our framework in such a way that it allows us to exploit one of the most interesting finds in social networks analysis, i.e., most of real world groups have on average a short distance connecting people within groups.
A more similar approach to ours is presented by Roggen et al. in [32] . The authors in [32] proposed to detect groups of walking people using wearable sensors, such as accelerometers. They formulated the problem as crowd behavior recognition chain and machine learning techniques are used to infer users with similar patterns while they are walking together. Although such an approach is of interest, it fails when it comes to assessing how close people are from one another. In our work, on the other hand, we leverage the emerging and promising BLE technologies by collecting an array of signals broadcast by all nearby iBeacon devices indexed by time. Next, we use the collected information to construct a matrix of interactions, in which each entry is a distance representing a pairwise connection strength among users. Then, the groups of mobile users are inferred based on the analysis of the two key network properties, i.e., the edge betweenness and the average shortest distance among all pairs of users. Finally, we analyze our approach with both computer-generated and experimental data set to demonstrate its feasibility.
III. PROBLEM STATEMENTS
We commence, in this section, with the explanation of our system architecture. Environmental radio signals are extracted and processed to be fed into the proposed algorithm. Then, the basic idea behind our proposals is explicated, following by a full description of our modified version of the edge betweenness techniques for clustering mobile walking groups of users.
A. SYSTEM MODEL
Mobile devices that have been in close proximity to each other, for a certain amount of time, detect one another for several times. They also experience similar radio signals from their environmental WiFi hotspot. Hence, our principal objective is to detect these proximity closely neighboring devices and cluster them into the same group.
In Fig. 1 , we present an example network of our co-located mobile devices. In this figure, there are several mobile user equipments (MUEs) and iBeacons organized in two groups: Group 1 and Group 2. We consider the situation in which a person is equipped with, in addition to a mobile device (e.g., an iPhone), an iBeacon that broadcasts its radio signals. The radio signals broadcast by an iBeacon are received by all nearby mobile devices apart from iBeacons. This is explained by the fact that iBeacons only have the ability to broadcast their radio signals.
The reasons for this architecture are twofold: first, as in [17] , we envisage to exploit the captured ambient radio signals to co-localize users who have been spending time together in the same place (in a room, for instance); and second, we aim at utilizing the emerging BLE technologies to cluster users while they are walking together for the same amount of time. Nevertheless, this latter approach can also be applied to co-localize users that are in the same place. It should be highlighted the fact that an iPhone, for example, can also be used as an iBeacon [33] , therefore no need for an additional device.
Mobile users in the same group are expected to experience similar radio signals from their nearest access points (APs), and the radio signals broadcast by all nearby iBeacon devices. Thus, on a periodical basis, they will report to the nearest base station (BS) their measured radio signals from APs, and a matrix in which each entry is a distance from pair of users computed with the signals detected from iBeacons devices. The distance between pair of users are used as the measure of the strength of the link between them, and it is calculated using the RSSI signals broadcast by each iBeacon. The higher is the connection strength between users, the closer they are to one another. Upon receipt, the BS will in turn transmit the reported information to the co-location server. The co-location server will perform the task of group formation detection from the received data set, and will inform back the mobile users, through an application installed on their devices, about their belonging group.
In the likeness of [17] , we propose to use WiFi radio signals to cluster users that have been together for a certain amount of time in the same place. This is because of their easy deployment and no extra cost, and their ability of working in both indoor and outdoor environments. On the other hand, we exploit the emerging BLE technology to cluster walking groups of users together, because it has some advantages over its counterpart. That is, when a device receives signals from a nearby iBeacon, it knows the sender and can compute the distance from it with high degree of accuracy. Moreover, it offers a lot of more possibilities than existing wireless technologies, and it will be certainly a leading candidate to implement the future Internet of Things (IoT), as IoT requires low power communication to fulfill its potential [34] .
B. INFERRING CO-LOCATED GROUP OF USERS
In this subsection, we will explain our algorithm based on the edge betweenness method to cluster walking groups of users in wireless networks.
As mentioned before, we aim at extending the capabilities of work in [17] by giving it now the ability to cluster groups of users even though they are walking together. With this objective in mind, we provide design feature to enhance that framework. This new feature is based on the method proposed by Girvan et al. in [21] for detecting group of vertices in graph. Therefore, finding a distinct group of vertices within a graph is a key function to identify proximity nodes into the network, and, by extension, finding co-localized groups of people.
Hence, the problem of finding co-located walking groups of people is formulated thereby as a group discovery process in graph, in which each mobile user is represented by a vertex and the connection strengths among them are expressed by weighted edges. As stated before, these weighted edges are computed using the radio signals received from each iBeacon on each mobile users. To find such groups within a network, the algorithm exploits the idea that, edges connecting inter-cluster (different clusters) have the highest betweenness scores than intra-cluster (same cluster) edges. Therefore, proceeding with the removal of these edges, the network will be split into tightly connected subgroups.
In the light of this observation, we design our colocalization system as a network of undirected graph G = (V , E), where V is the set of all vertices corresponding to the mobile users, and E is the set of all weighted edges representing the connection strength between pair of users in the network [23] . The number of vertices and edges in the network are denoted by N and M , respectively.
The central idea of group detection process presented in [21] is based on the vertex betweenness as a measure of the centrality and influence of a vertex, with respect to information flow, within the network, proposed by Freeman in [22] . In [22] , Freeman defines the partial betweenness, σ ij (k), of a vertex k with respect to a pair of vertices, i and j, in graph G as follows. In case when the vertices i and j are not reachable, i.e., k is not between them, σ ij (k) = 0. When the vertices i and j are reachable, using the shortest path length, there may exist multiple paths with the same length connecting these two vertices. Thus, the probability of using one of these paths is
, where p ij is the number of the shortest paths connecting vertices i and j. Therefore, the probability of vertex k falls on any one of the shortest path between vertices i and j is given by
where p ij (k) is the number of shortest path length between vertices i and j containing the vertex k. Hence, the overall measure of betweenness centrality of a vertex k ∈ V is defined in [22] as
Therefore, the Freeman's betweenness centrality is generalized to the edge betweenness as the number of shortest paths between pairs of vertices, i and j, that contain it. It has been shown that by successively removing edges with highest betweenness, the network can be split up into many separate sub-networks [21] . This is explained by the fact that most of real world networks, arising in nature and technology, are characterized by a very short average path length within themselves. Thus, the concept of small-world phenomenon [35] is introduced where people are connected with one another through a very short path. 2 depicts an example graph network where vertices are connected between them through edges to form a population structure. In fact, this figure exhibits two groups of vertices (red and blue) connected between them by two edges: {A, C} and {B, D}. The heart of our aim is to be able to partition this network into distinct sub-networks where each one of them is regarded as a potential co-located group of walking users. In this figure, each round circle (red or blue) designates a mobile user in the wireless network. The black lines between pair of round circles indicate the connection strength between users. That is, these users detect and connect with each other, otherwise no connection between them.
Based on the edge betweenness techniques, the algorithm finds the edge with the highest betweenness score and removes it from the network. As the algorithm repeatedly searches for these edges and removes them from the network, we will end up with the entire network partitioned into several sub-networks.
More specifically, by way of example, let us take Fig. 2 and suppose the following. In the first iteration, the edge {A, C} is found to have the highest betweenness score. Consequently, this edge will be removed from the network. Then, in the next iteration, the edge {B, D} will be found with the maximum betweenness score and will be in turn removed from them network. At this point, we have divided the entire network into two sub-networks. If we keep running the algorithm, we will end up with this entire network split into its number of elements.
C. MODIFIED EDGE BETWEENNESS ALGORITHM
The algorithm presented in the previous subsection actually divided a given network into sub-networks. However, to efficiently apply this algorithm on the issue at hand, i.e., colocation problem, we changed its behavior by introducing a notion of average path length, APL, into it. That is, each time the algorithm finds a new cluster in the network, as explained earlier, we compute the average path length of that cluster. If the computed average path length is less than or equal to a predefined similarity threshold , i.e., APL ≤ , we consider that a new cluster has been discovered and proceed with the output followed by the removal of all the elements of this newly found cluster in the network. The similarity threshold defines how near two or more users should be regarded as potentially co-located. More on this threshold will be explained later.
In this work, we propose to use the average shortest path length to cluster mobile users into the same group because, as highlighted earlier, most real world groups are characterized by the shortest path length. Thus, we define the average path length, APL, [36] in terms of the shortest path lengths as follows
where d G (i, j) is the shortest path length between each pair of vertices, i and j, regarding the communication path separating them physically. N is the number of vertices in graph G. In our implementation, we opt for the simplest, rapid, and efficient way to measure the edge betweenness, which is based on the shortest paths. However, other measures can be adopted which fit well with the application requirements [37] .
It should be noticed that, even though the algorithm presented so far is able to successfully discover potentially colocated group of people in the wireless network, it does not take into account an important characteristic of the colocalization systems, i.e., how long people have to be together in order to cluster them into the same group. This issue is explained in the next subsection.
In the algorithm 1 we show the necessary steps of the modified version of the edge betweenness method to cluster walking groups of users.
D. DURATION AND FREQUENCY OF ENCOUNTERS
The algorithm proposed in this work does effectively detect and cluster co-located group of people in the network. However, as it is mentioned earlier, it does not take into account the time that people spend together, which is an important criterion of the co-location systems. Therefore, we propose to cluster mobile users not only based on the strength of their connections but also on the time duration and frequency of their meetings. In fact, one can use only time duration and frequency of meetings to cluster mobile users into the same group. However, such an approach fails when it comes to assessing how close people are to one another. Toward this end, we proceed as follows, when a device receives a signal from a nearby iBeacon, it registers the time of the reception and sets the frequency of meeting to one. Next time this device receives the signals from the same iBeacon, it just increases the duration and the frequency of meeting, as it has already received the signals from the same iBeacon for that period of time, t. t is defined as the minimum period of time that is required to the users to be together in order to consider them as co-located.
Since we are dealing with walking group of people, certainly, they will encounter many other people during the predefined period of time. Therefore, it is crucial that the time traces of their measurements should be compared to infer the duration of their interaction. Consequently, helping filter out these one-time encounters that will not make part of the same cluster. The analysis carried out on the measured data signals reveals that, when people are walking together for long time, the number of times they detect one another is much longer than when a user just passes by them. Therefore, the values of these two parameters should be tuned in order to achieve a desired accuracy in line with the application requirements.
E. CO-LOCATION SCHEME DETECTION
Aiming at detecting and clustering co-located group of people not only when they are in the same place but also when they are walking together, we propose the following scheme (see Fig. 3 ). Ambient radio signals (from APs and iBeacons) are sensed for a period of time, t. Then, the mobile device computes the distance to each one of the nearby users, the duration, and the frequency of being together, using data signals from iBeacons. If the computed duration and frequency of being together satisfy the predefined criteria, as explained earlier, the collected data signals from both APs and iBeacons are sent to the co-location server to be processed.
Upon receiving the data signals, the co-location server will create distinct lists of users with the data signals from the same APs, and a sparse symmetric matrix in which each entry is a distance between a pair of users. We use this matrix to cluster walking group of users. For each user a σ j is calculated in order to determine whether he or she is walking or remaining in the same place, for the specified period of time, t. To compute the value of σ j , we use radio signals collected from APs. Note also that, to determine whether a user is walking or not, we compare the value of σ j with a threshold denoted by . A more detailed information on this threshold is presented in [17] .
When the proposed model determines that users are staying in the same place, we use the algorithm proposed in [17] to cluster them into the same group. Otherwise, we apply our newly proposed scheme. That is, we apply the edge betweenness-based algorithm on the transmitted data set to cluster group of walking users into the same group. To this end, we start with the computation of the edge betweenness score. Then, we identify the edge with the highest betweenness score and remove it from the network. Next, we calculate the average path length, APL, of each discovered cluster. If the computed APL is less than or equal to a predefined similarity threshold , (APL ≤ ), we consider that a new cluster has been discovered and output its elements followed by the removal of all the elements that belong to it. For the remaining elements in the data set, we recompute the edge betweenness in order to find the edge with the highest score and remove it from the network. This procedure is repeated until the algorithm discovers all the existing groups in the data set.
It should be noticed that the proposed scheme enjoys several advantages. In fact, mobile users who experience different AP radio signals and do not detect each other will never be clustered together. Another one is that by introducing the similarity threshold , in our clustering process, we were able to discover all existing clusters. The proposed approach is also robust in dealing with varying the number of clusters and users over time in the network.
IV. NUMERICAL RESULTS
Our co-localization algorithm is first assessed numerically, and then experimentally. In this section, we will present our numerical results.
A. SETUP
For the purpose of evaluating the performance, in terms of the clustering accuracy of our proposals, a computer-generated graph similar to that one presented in Fig. 2 is fed into the algorithm. The generated graph is a random modular graph with 60 vertices divided into 14 groups of vertices (each vertex represents a mobile user). Each group contains a different number of vertices.
We adopted the following procedures to place edges between vertices. If the distance between pair of vertices is less than or equal to 25 meters, we consider they are detecting each other. Thus, an edge is placed between them. The length of this edge represents the strength of their connection. In the case where the distance is greater than 25 meters, no edge is placed between them, which means no connection between pair of users. With this approach, a graph is generated which simulates the network of mobile users with known groups of vertices but in which its fundamental aspects keep its randomness.
B. SIMILARITY THRESHOLD
In this subsection, we describe the steps undertaken to determine the optimum value of the similarity threshold , to co-localize users.
With the firm purpose to get the best value possible for our threshold , we perform an offline analysis. To do so, we define an interval in which the search will be operated. Thus, we perform a search over this interval with the step size of 0.5 meter. The optimum value of the threshold is computed in function of the number of the users correctly clustered at each step size. Fig. 4 depicts the effect of the similarity threshold on the co-location accuracy over the FIGURE 4. Effect of the similarity threshold on users co-location. The error rate decreases until it attains its lowest level and then increases to its highest level. defined interval. As it can be seen, from this figure, as the value of the threshold increases, the error rate decreases until it attains its minimum percentage value, i.e., zero percent, and after that it increases gradually to its highest level. Therefore, we take the value of the threshold where its effect on co-location accuracy is the best, i.e., where its error rate is of zero percent.
From this analysis, we observed that more than one value of the threshold can be chosen in order to achieve the highest accuracy possible. In fact, this suggestion is in perfect tune with our setup. We want also to emphasize the fact that the value of this threshold is chosen in accordance with the application requirements. Here, we take the one that gives us the higher accuracy possible for our setup, i.e., the one that gets back our co-located group of users.
It is worth noting that when the value of the threshold is chosen to be less than the optimum value, more number of clusters are found in the data set but with scanty number of users. In some cases, even singleton clusters are discovered. On the other hand, when the value of the threshold is set higher than the optimum value, less number of clusters are found in the data set. However, each one of these discovered clusters has an important number of users into it. Therefore, one should set the value of this threshold that best fits the application targeted [9] . C. RESULTS Fig. 5 shows the obtained results in the form of a tree. Each red square dot at the bottom of the tree represents a vertex (a user), and the black rectangles surrounding them indicate detected groups of vertices in the graph. In this evaluation, and in accordance with our offline analysis, the value of the similarity threshold is set to 3.5 meters. That is, each time the algorithm partitions the graph into subgraphs, we test whether or not the newly found subgraphs satisfy our co-location criterion. If so, we output the vertices of these subgraphs as a new co-located group of people and proceed with the removal of its vertices from the network.
As it can be noticed, in this evaluation process, the algorithm correctly clusters all vertices into their respective groups. This result is justified by our earlier analysis on the similarity threshold , in the previous subsection. That is, when the error rate is at its lowest level, the highest accuracy possible is achieved.
V. EXPERIMENTAL SETUP AND RESULTS
In this section, we first describe our experimental setup to co-localize people walking as part of the same group, and then we present and discuss the obtained results.
A. EXPERIMENTAL SETUP
We carried out an experiment on a corridor of our department building, collecting radio signals, to demonstrate the effectiveness of the proposed scheme. Thus, we evaluated the performance in terms of clustering accuracy of the designed framework with data set from this experiment.
To this end, we developed a smartphone application, for both Android and iPhone OS devices, capable of collecting radio signals broadcast by all nearby iBeacon devices. We installed this application on smartphone of 12 students and equipped each one of them with an iBeacon device. Each iBeacon device is associated with a student's smartphone. Then, we demanded these students to walk in the corridor in groups of different sizes, in different directions, in a third floor of our department building during ten minutes. In Fig. 6 , we illustrate our configuration settings. Each red dot, in this figure, corresponds to a walking user, and the arrows indicate the directions in which they were walking in groups. There are five distinct groups of people. People in the same group were walking apart each other at a distance of around 2 meters. During the experiment, each group passed by each one several times. The size of this testing area was a 2.20 × 243.0 m 2 (see Fig. 7 (b) ).
The application installed on students' smartphone collects iBeacon identification (UUID), date and time of received signals, and the received signal strength indicator (RSSI) from each iBeacon device. After that, all information is put together on a computer to be processed. 
B. iBeacons
An iBeacon is a low cost, low power consumption, and a 2.4 GHz radio transmitter using Bluetooth Smart [18] . It is also known as Bluetooth 4.0 low energy (BLE) device with one way transmitter capabilities to the receiver devices. iBeacons neither communicate with each other nor communicate with smartphones. Only a device with an application installed on it and specifically designed to detect the radio signals broadcast by iBeacons can do so. Its transmitted radio signals can be utilized to infer proximity devices as well as in providing context-aware services.
Moreover, the range of an iBeacon depends on manufacturer. For some manufacturers the range can be on the order of 70 meters, which is considered as standard. Whereas, long range iBeacons can reach hundreds of meters. The one we used in this work, its range in line of site is up to 50 meters, but the range decreases if there are some obstacles between an iBeacon and the devices that are supposed to detect it.
In this experiment, we use Gimbal proximity beacons series 10, measuring 40 × 28 × 5.5 millimeter [38] , [39] . Fig. 7 (a) shows an exemplar of them. More information about iBeacons can be found in [24] .
C. EXPERIMENTAL RESULTS
In this subsection, we present and discuss the obtained experimental results.
As mentioned earlier, the proposed scheme, which is based on the edge betweenness techniques, alone is not enough to state whether or not people are co-localized. Therefore, in our evaluation process we further consider that people are colocalized if they spend at least three minutes walking together. In fact, these three minutes are the time required for a person to walk from one end to the other of the corridor where the experiment was conducted (see Fig. 6 ). During this period of time, we noticed that the number of times that people in the same group detect each other is really high, compared with the number of times when a person just passes by, on the one hand. On the other hand, it also depends on the transmission interval of the signals configured in the iBeacon side. Therefore, the frequency of meeting should be set in accordance. From our configuration, we noticed that users in the same group detect one another for more than 200 times. 
1) SIGNAL MEASUREMENTS
As users were walking together at the same speed and keeping the same distance to one another, around two meters, we also observed that, the collected radio signals during this time period (three minutes) do not vary a lot. An illustration of this is given in Fig. 8 . In this figure, we plotted the collected radio signals by user A on two different users, B and C, when they were walking together, in the same group, during the experiment (users A, B, and C were walking in the same group). As can be seen from this figure, the collected radio signals by user A on users B and C do not vary a lot over time. Therefore, we took the average of these measured data signals and computed the distance in signal space to each other. Thus, a sparse matrix of interactions is constructed in which each entry is a distance between pairwise users.
In the ideal case, a sparse symmetric matrix should be obtained from the collected radio signals, as we did in Section IV. However, a such approach here may be incorrect due to the fluctuation of the radio signals. Therefore, we constructed a sparse matrix with the distance computed directly from the data signals obtained from iBeacons on each user.
It should be pointed out that when users do not satisfy the two aforementioned criteria, i.e., the duration and the frequency of meeting, we do not consider a link between them. Thus, there is no connection between them for this predefined period of time. Therefore, they will not be clustered together in the same group. 2) RESULTS Fig. 9 shows the obtained result, after feeding the observed data set into the algorithm, in the form of a tree. Each one of the red circle at the bottom of the tree corresponds to a walking user, and each black rectangle surrounding red circles indicates walking users as part of the same group discovered by the algorithm.
Here also, in the likeness of Section IV, the similarity threshold should be determined in an offline analysis. However, owing to the limited amount of users in this experiment, we proceed by trial-and-error to choose the best value of the threshold . Therefore, we obtained such a result by setting the similarity threshold to 3 meters. Note also that, from this experiment, the proposed algorithm successfully discovered the cluster of all users.
VI. CONCLUSION
Throughout this paper, for the purposes of co-localization systems, we presented and assessed a robust framework that operates in real-time to co-localize mobile walking users. It is conceived upon the idea of the edge betweenness techniques, which we modified in order to fit the requirements of the colocation systems. We exploited the radio signals transmitted by Bluetooth low energy (BLE) devices to cluster walking group of users into the same group. When users remain in the same place, a room for instance, we propose to cluster them based on the similarity of their measured WiFi radio signals. However, BLE technology can also be adopted.
The proposed scheme is designed to function in real-time and in a complete centralized manner that allows the colocation server to control and manage all the aspects of group formation.
We first evaluated our algorithm with computer-generated data set. Then, we carried out experiment to demonstrate its performance in terms of clustering accuracy with data set from real-world settings. In both cases, the proposed algorithm correctly identified and co-localized all groups of mobile walking users. 
