The innovative development of Wearable Electronics (WE) is creating exciting opportunities for application across many industries. Two sectors with high potential are healthcare and childcare. However, it is in these two sectors where the challenges of privacy are presumed to be of the highest. In order to ascertain the personal views of people about potential privacy problems in WE application in these two sectors, interviews with questionnaires were conducted in two different countries: Finland and the United Kingdom (UK). The results indicated that the majority of people in both countries are positive about the use of WE in healthcare and childcare environments. However, when more information is added to be read wirelessly, the attitudes become more negative. In general, the application of WE is more favorable in the UK and the reason as to the difference will make for interesting further research. Several interesting viewpoints and concerns were presented in the interviews. It can be concluded that the implementation of WE in these two sectors will require the collaboration of work on several areas and the development of versatile user studies.
Introduction
Given the importance of addressing ways to provide efficient care for the elderly, children, and people with chronic diseases, researchers have started to explore technological solutions to enhance healthcare and social care provision whilst complementing existing services [1] . Within the childcare sector, there is a need to implement systems that monitor the children and automate the safety and security procedures. However, within the healthcare sector, there is a requirement to develop systems which go beyond the identification and monitoring of patients and also include the collection of important data in order to implement preventive care, allow prompt diagnosis of acute complications, and promote understanding of how (pharmacological) therapy is improving patients' parameters [2] .
To address the growing needs of the healthcare and childcare sectors, a new generation of clothing and other wearables are being developed, which are able to sense, communicate data, and harvest energy in a nonintrusive way [3] [4] . These innovations fall under the area of Wearable Electronics (WE). The characteristic of ubiquitous monitoring and the wide range of versatile manufacturing methods (screen printing [5] [6] , sewing machine and embroidery [7] - [9] , copper meshes, conducting textiles, and ribbons [2] [10]- [13] , and spraying using conductive paint [12] ) has led to high expectations in regard to the potential of WE applications.
Although there are significant benefits in WE applications, the area also has challenges, as illustrated in Table 1 . One area that is not addressed, and is of vast importance, is the perception of the people who the technology will be applied. There have been a lot of concerns from the public in regard to wireless sensor technologies but there has not been an investigation into the perceptions of people in regard to WE, particularly in important sectors such as the healthcare and childcare sectors.
This paper explores the personal perspectives of people in reference to WE application in the healthcare and childcare sectors. The research is conducted in both Finland and the UK in order to explore if there is a difference between the two countries. The paper is set out as follows. In section 2, there is a literature review of WE with a focus of its application in the healthcare and childcare sectors. Section 3 explores the main issue of WE (privacy) by exploring the challenges and concerns. It is asserted that further research is required into the perceptions of individuals in regard to WE in healthcare and childcare, and their views of privacy. Section 4 introduces the methodology to investigate this research problem, which is through questionnaires and interviews. In order to gather versatile data and investigate if there are any differences in views, the interviews are carried out in the UK and Finland. The results are presented and discussed in Section 5 and finally the paper concludes with Section 6, the conclusions.
Wearable Electronics (WE)

The Definition of WE
Wearable electronics and wearable computers appeared in the mid-1990s, when the computer was regarded as Ease of deployment and scalability Mobility the ultimate equipment for information processing and thus before tablet computers and smart phones [14] . The concept of wearables, something you're wearing, e.g., clothing, glasses, or watches, is nothing new. However, today's wearables can sense and communicate. In reference [15] , WE is defined as "apparel with unobtrusively built-in electronic functions" whereas in reference [16] it is defined as "intelligent assistance that augments memory, intellect, creativity, communication and physical senses". WE in this study is defined by adding electronics in anything wearable. Therefore, the focus in this study is on e-clothes, i.e., clothes with added electronics, and more specifically, an exploration of people's perceptions and not so much in the e-cloth technology itself.
WE in Healthcare
The healthcare sector is very large all across the globe and high costs and large quantity of errors make the industry very challenging [17] . Also, population structures are changing and an increase in the aging population creates a higher demand for healthcare services. The increasing number of patients (many elderly) with chronic diseases (such as heart failures, dementia, and strokes) and the healthcare system adjustment required to cope with the changes have been highlighted as one of biggest challenges by the European Union (EU). Therefore, this research focuses on two member states within the EU; Finland and the UK.
Potential healthcare sector applications of WE can be found, e.g., in patient monitoring, positioning, and identification [18] . In addition, a wireless sensor network (WSN)-based indoor location system to support the nursing staff [19] , a radiofrequency identification (RFID) system to track and identify patients in a children's critical care ward [20] , body-worn tags for the continuous tracking of human movements in a conventional room [21] , and a wearable RFID-enabled sensor node for continuous biomedical monitoring [22] have been introduced.
WE can also offer opportunities to help old people live alone in their homes and systems to detect lifethreatening changes of daily activities of older people have been presented [23] . For example, imagine a system installed in footwear for location tracking and in gloves for activity monitoring [24] , as well as an RFID-based fall detection monitoring system, placed into a pair of slippers [25] . WE can monitor the body status by devices that measure heart or brain activity, blood pressure, body temperature, and other body functions [26] . Just to present a couple of examples; the realization of wireless oxygen saturation and heart rate system for patient monitoring [27] , a scheme for monitoring the patient's temperature, heartbeat, and pressure [28] , and a wearable health system for non-invasive and wireless monitoring of physiological signals [29] have been introduced, which opens up a realm of possibilities when addressing the issues within the healthcare sector for coping with chronic diseases and an aging population.
In addition to reducing the cost of the operation by replacing the time being hospitalized for recovery monitoring with WE and home-nursing, it is also possible to increase the patient's physical activity, and thus also speed up recovery. In the future, the importance of home-nursing is expected to grow in general, and the freedom of movement achieved by WE is especially significant in home nursing [30] .
WE in Childcare
In childcare applications, WE could automate the children security and safety and thus provide help to nurses. For example, in emergency situations, use of WE can ensure everyone is safely evacuated and it can provide accurate child and nurse counts for daily management. A single cloth can keep the data of a child (e.g. name of the child and parents, age, kindergarten group, allergies, etc.), allowing the nurses easy access to vital information.
Interesting studies have already been conducted. In one proposed system, RFID tags were embedded in the costumes of the children in order to automate the security supervision and to provide integration with the current security management system for the kindergarten [31] . Another study proposed a system solution based on RFID to be deployed in schools. The system registers arrival and departure times of pupils, and sends that information to parents via mobile phone and/or e-mail [32] . RFID technology was also deployed in a kindergarten environment for indoor positioning to provide a helping hand to nurses [33] . In Finland, all children under seven years old have the right to have daycare organized by municipalities either on a full-time or part-time basis. Compulsory education starts in the year when a child becomes seven years of age and in the previous year the child will participate in pre-primary education in a pre-primary school. In the UK, full-time education is compulsory for all children aged between five and seventeen with a child beginning primary education during the school year he or she turns five.
WE and Privacy
Information privacy is the right of an individual to exercise control over the collection, use, disclosure, and retention of his or her personal information. One of the most important challenges in adopting, and most of all, convincing the actual users to adopt WE in healthcare and childcare environments, is the protection of privacy. The fact that wireless systems can track users' actions, behaviors, and on-going preferences, creates a deterrent to the adoption of a ubiquitous healthcare or childcare system [34] - [37] .
One study asserts that during a test of the iPod jacket, the most important adoption factors were convenience and compatibility, and the least important ones were perceived social prestige and observability [38] . It was mentioned that this finding might not be intuitive considering that potential consumers of this kind of WE are thought to be greatly influenced by external forces, such as peer pressure, trends, and perceived social prestige. When moving in personal spaces, such as at home, the bedroom was found to be the most private place that people would not want to be monitored [39] . Therefore, there is an imaginary line as to what is deemed acceptable and what is not when it comes to privacy, and this can often be ambiguous and challenging to define.
When exploring into privacy issues in the healthcare sector, the willingness of older adults to share health or activity data with their doctor or family members have also been measured [40] and over 72% of participants reported acceptance of in-home and computer monitoring and willingness to share the data with their doctor or family members. However, 60% reported concerns related to privacy or security and these concerns increased after one year of participation. It was concluded that involvement in this in-home monitoring study raised awareness about the potential privacy risks of the technology [40] .
Although the views highlighted some concerns in regard to privacy, independently living elderly individuals were asked to discuss their perceptions and concerns towards the likelihood of using a WSN-based healthcare system in their home [41] . The results in this study indicate that independence is highly valued by elderly people and any technology that can prolong independence, tends to be highly regarded. Thus, for example the privacy of health data might not be as vital as usually considered. Also, according to the participants in a similar study, the results suggested strong acceptance of the concept of home health monitoring and the technology to make the system work [42] . The perspectives for WE in Finland were already collected in a previous study by interviews and an Internet forum survey [43] . Several important points to consider before the implementation of WE for healthcare and childcare environments were found:
• safety of children, • individual privacy of people, • practical issues to consider when embedding electronics to clothes, and • usability of already existing mobile devices for such future applications.
In a study where opinions on individual privacy were collected from China and Finland, the application of Internet of Things to personal health was identified as the least problematic amongst all the applications [44] . It was stated that in the healthcare sector, the most important thing is that all the vital information is available when it is needed. Therefore, it is clear that concerns of privacy within the healthcare sector are very unclear and vary due to age, status (married/single) and potential benefit application (help to improve health or live independently). This requires further investigation and particularly views within the childcare sector where there are no published results of perception within the EU area.
This research develops on the areas addressed in this section and Section 2, filling a gap in the literature in regard to WE application in the healthcare and childcare sectors. The goal is to gather and compare the personal views of people about privacy in WE application from Finland and the UK in order to provide an account of the perceptions and highlight any potential barriers which may arise in regard to further development and application of WE (in healthcare and childcare).
Methodology: Questionnaires and Interviews
In this study, 45 people, 24 from Finland and 21 from the UK, were interviewed. The interview included the questionnaire (shown in Table 2 ) and a chance for free comments. The personal interviews were conducted by an associate of the researcher and they took place either at the interviewees working facility, home, or at a neutral, public place. Some of the interviews were done by private (e-)mails between the researcher and the inter-viewee. All these interviews thus had more flexibility than only a paper survey as both the researcher and the interviewee were able to ask for clarification. The genders and ages of the interviewees from both countries can be seen in Table 3 .
Results and Discussion
The results (proportion of "Yes" and "No" responses) for the questions 1A and 1B are presented in Table 4 . According to our results, 37 out of the total 45 interviewees would be willing to wear hospital clothes that would allow wireless reading of their name and patient number (Situation 1A). The results were similar among people from the UK and Finland and among female and male participants. If, in addition of wireless reading of the name and patient number, the hospital clothes would allow wireless reading of medical and medication records (Situation 1B), 26 out of the total 45 interviewees would be willing to wear the clothes. It can be seen that the Finnish participants are more negative towards wearing these clothes than the participants from the UK. This difference can be clearly seen in Figure 1 , where the percentages of answers are presented to make the results more comparable.
The results for how worried would the interviewees be about the individual privacy in these two situations can be seen in Figure 2 . In this study, the individual privacy refers to the evolving relationship between the technology and the legal right to, or public expectation of, privacy in the gathering and sharing of data about one's self. As can be seen, in both Finland and the UK, the female interviewees are more worried; the average values of results how worried would the interviewees be about the individual privacy (scale 1 -5) are higher in both situations 1A and 1B.
It can also be seen in Figure 2 , that the average values for the worry about individual privacy in situations 1A and 1B were: 2.25 and 3.38 in Finland, respectively, and 2.10 and 2.48 in the UK, respectively. This asserts that as the amount of user information on the clothes increases, the worry about the individual privacy gets stronger. However, in either situation, the worry cannot be considered extremely strong (scale 1 -5). If we compare the results from Finland and the UK, it can be seen that the people in Finland are more worried about their individual privacy than the people in the UK. Unfortunately this questionnaire gives no further information on the possible reasons behind this. This interesting result definitely requires more research in the next study.
In free comments, WE in hospitals were, in general, considered useful, and people were "not too worried about basic information being read". It was, e.g., pointed out that such clothes may prevent mix-ups of patients. Table 2 . Questionnaire of this study.
1. Would you be willing to wear hospital clothes that. However, it was specified that availability of medical records is good but they cannot be available for inappropriate people, not even for those working in the hospital. Some people were also worried about the expenses of adapting such technology and some were not sure how quickly the current staff in hospitals could adapt to such a new technology. Also, in some answers, the use of such technology was strongly objected: "It is unnecessary" and "It is too risky and dangerous". Thus, people seem to have several concerns over adaptation of WE in healthcare environment. These results are in line with the conclusions presented in a literature review [45] , where it was stated that most systems are described in their prototype stages. Deployment issues, such as implications on organization or personnel, privacy concerns, or financial issues are mentioned rarely, though their solution is crucial in transferring promising systems to a stage of actual field operation. Thus, there is definitely a strong need for further research on the deployment of such systems, including clinical studies, economic and social analyses, and user studies. The users should embrace the system for full satisfaction. Table 4 illustrates that 35 out of the total 45 interviewees would be willing to let their child wear clothes in kindergarten that would allow the nurses to wirelessly read the child's name and kindergarten group (Situation 3A). There is no significant difference among people from the UK and Finland and among the female and male interviewees.
1(a)
If, in addition to the child's name and kindergarten group the clothes would allow the nurses to wirelessly read other information, such as age, allergies, legal guardian, contact information of guardians (Situation 3B), only 20 out of the total 45 interviewees would be willing to let their child wear the clothes. In situation 3B, there was a notable difference when the answers of the female interviewees from the UK were compared to other answers; 11/13 answered "Yes" whereas the other "Yes" results were: 1/12 and 6/12 for the Finnish female and male interviewees, respectively, and 2/8 for the UK male answers. These differences can be clearly seen in Figure 1 , where the percentages of answers are presented.
However, as shown in Figure 2 , the UK female interviewees gave the average value of 3.38 (Scale 1 -5) for how worried would they be about the individual privacy in situation 3B. This value is the second highest among all interviewees, right after 3.50 that were given by the male interviewees from Finland. Thus, the female interviewees from the UK are quite worried about the individual privacy of the children but would still allow them to wear wirelessly readable clothes. This is an interesting finding and will be studied further in our next study.
The suitability of WE for children was questioned in many ways in free comments. It was mentioned that if small children are able to rip an electronic component from the clothes, they may eat it, which may cause a serious danger. Also, it was mentioned that the parents need to have the option to make the decision of whether to use such devices in the kindergarten where their children are, stating also that the use of this kind of wirelessly readable clothes has to be voluntary. It was also pointed out that with children it is essential that the caregivers should know all children in person. Some people were not willing to let their children be "wirelessly connected to anything". Thus, as was the case with WE in the healthcare sector, more research on the implications, privacy concerns, and financial issues is needed.
Conclusion
Many innovative applications of WE have appeared recently and expectations about the possibilities are great. WE has an important application area in the healthcare industry and also a great potential for applications in kindergarten and primary school environments. This paper consists of a literature survey and 45 personal interviews that were conducted to study the thoughts related to the privacy of these WE applications. The results indicate that the majority of people would be contented to use WE but the application is more favorable in the UK than in Finland. The achieved results are in line with the earlier studies that have highlighted some concerns in regard to privacy but with a strong acceptance of different welfare and healthcare technologies. However, this study also asserts some interesting new findings and further investigation will be conducted in order to compare the results from other countries to see if and why the personal views differ from country to country. As this paper offers information on the public's perceptions in the UK and Finland, it is useful to those developing wearable electronic applications and those investigating individual's privacy whilst developing the future wireless world.
