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Abstract
Cyberbullying is an emerging problem among youngsters. Although the current body of knowledge about
cyberbullying is expanding rapidly, it lacks a more in-depth research approach honoring adolescents’
perspectives on the problem. Moreover, very few studies have focused on cyberbullying among elementary
school children. The purpose of this study therefore, was to explore children’s perspectives on the problem of
cyberbullying. A participatory research design was used in which 28 children (aged 11–12 from four elementary
schools) actively participated for 6 weeks in weekly scheduled group sessions. In these sessions, different aspects
of cyberbullying were discussed using various enabling techniques. Between sessions, the children were given
preparation assignments. The research revealed several ambiguities that should be addressed in interventions
against cyberbullying. First, it appears difficult for all parties involved to distinguish cyberbullying from
innocent pranks. Frequency and intention are key variables, but these are ambiguous in the context of
cyberbullying. Second, cyberbullies may have very different motives, not all of which have to do with their
relationship with the victim. Third, the expectations children have of the way their parents or teachers will react
to incidents of cyberbullying are an obstacle for seeking help. Children are particularly afraid of overreaction
and the subsequent loss of their Internet privileges. These results confirm earlier insights from research on
cyberbullying, and examine the ambiguities in more detail. In addition, the research demonstrates the usefulness
of participatory research to investigate cyberbullying among younger children and demonstrates that the
research led to mutual learning.
Introduction
Cyberbullying is a relatively new, but emergingphenomenon among youngsters.1,2 It is defined as ‘‘the
use of information and communication technologies to
support deliberate, repeated, and hostile behavior by an
individual or group, that is intended to harm others.’’3 Table 1
summarizes common types of cyberbullying.1 Studies into the
prevalence of cyberbullying show that 30 percent or more
of the adolescents are victimized.1,2 Three characteristics
differentiate (cyber)bullying from innocent pranks: intention,
repetition, and power imbalance.4,5 However, previous
research suggests that these criteria may not be as clear for
cyberbullying as they are for traditional ways of bullying.6
Several studies have focused on differences between
cyberbullying and traditional schoolyard bullying.1,4,7–10 The
main differences ascertained, underline the potential harm-
fulness and threatening nature of cyberbullying, which can be
more anonymous, more pervasive (reaching victims not only
in school, but also at home), has a larger potential audience,
and is less visible for adults in the victims’ environment.
Research shows that cyberbullying may have serious conse-
quences, including sadness, frustration, anger, self-doubting,
self-blaming, and behavioral problems.11–15
Cyberbullying may be part of social positioning processes
in schools.14 It may be proactive—bullying to reach certain
goals (e.g., a struggle for status, power, or friends)—or
reactive—bullying as a reaction to (perceived) provocation or
deviance.5,14 What is more, bullies often seem to choose vic-
tims who are different or deviant in some way.14 In general,
research shows that cyberbullies have less empathic skills
than their peers.16,17
Much of the current knowledge on cyberbullying is based
on quantitative research18 typically obtained by use of ques-
tionnaires.1,7,8,12 Prestructured quantitative research has the
advantage of enabling the experiences of many adolescents to
be studied. However, it is less suitable for the exploration of
more in-depth experiences and when one wishes to consider
the problem from the perspective of adolescents themselves.
Several researchers argue that qualitative research is essential
Departments of 1Communication Studies and 2Psychology, Health & Technology, Faculty of Behavioral Sciences, University of Twente,
Enschede, The Netherlands.
CYBERPSYCHOLOGY, BEHAVIOR, AND SOCIAL NETWORKING
Volume 16, Number 4, 2013
ª Mary Ann Liebert, Inc.
DOI: 10.1089/cyber.2012.0079
248
for truly understanding children’s well-being; furthermore,
they assert the notion that children are perfectly capable
of expressing themselves.19–23 Some studies adopted a qual-
itative approach by conducting focus groups or inter-
views.5,9,10,15,18,23,24 The available qualitative studies rely on
single encounters between a researcher and participating
children. With a topic as complex and personal as cyberbul-
lying, however, it is dubitable whether one encounter would
suffice in getting to the core of the problem. More time and
repeated encounters may be needed to explore all relevant
aspects, in particular, in the case of complex and ambiguous
phenomena. In addition, such an approach may be used
to build a relation of trust between the researcher and
participants.22,25,26
A recommended approach that would enable children
to explore the problem of cyberbullying from their own
perspectives is participatory research.27–30 In participatory
research, participants are treated as experts about their own
lives, capable of defining, exploring, and often solving their
own problems. Participants are enabled to shape the structure
of the discussions, while the researcher acts as a mere facili-
tator.31–33 As such, participatory research aims at mutual
learning and empowerment. The researcher learns about
the participants, at the same time the research itself en-
dows participants with problem-solving strategies (including
empathy).29,31,32
Since the signing of the United Nations Convention on the
Rights of the Child (UNCRC) in1989, a participatory research
approach, focused on children’s participation, has been
developed.19,34 This approach has been used to study chil-
dren’s views on city planning,34 as well as the problems of
street children.35 Several researchers have proposed guide-
lines for participatory research with children:19,20,36
 The research topic must be relevant and understandable
for the children.
 Children must have the continuous opportunity to
prepare their own viewpoints.
 Children’s opinions must be taken seriously and
explicitly acknowledged.
 Participation must be voluntary.
 Children must have the possibility to quit the research
at any time.
In this article, we report on a participatory research-based
study on elementary school children’s perspectives concern-
ing cyberbullying. Our goal was to explore the problem of
cyberbullying and its ambiguities among 11–12-year-old
children. Although this age group already actively uses the
Internet,37,38 their perceptions on and experiences with cy-
berbullying have been largely neglected in the literature.
Specifically, our research focused on four themes regarding
cyberbullying—(a) incidence and impact, (b) differentiating
cyberbullying from innocent pranks, (c) motives of bullies,
and (d) counteracting cyberbullying—and one methodologi-
cal theme, evaluating empowerment of the participants.
Method
Participants
In total, 28 children (aged 11–12) from four elementary
schools participated for 6 weeks. In every school, a group of
seven children was formed with a similar number of boys and
girls (15 vs. 13). The (first) author briefly presented the re-
search to the participating classes; thereafter, children could
express their willingness to participate. In all classes, nearly
all children were enthusiastic. Of those willing to participate,
a random selection of boys and girls was made by the
teachers. An informing letter, asking for the parents’ approval
was sent to the parents. In the first meeting, the children were
given more extensive information about the research, asked
whether they were still willing to participate, and reminded
of the possibility to quit the project at any time. All children
participated enthusiastically until the end of the project. To
make sure that enthusiastic classmates who did not partici-
pate could provide their input, a mailbox was placed in the
classrooms. Many children posted ideas and experiences in it;
these were subsequently discussed in the sessions.
Procedure
To actively engage the participants, we gave them the role
of junior researchers. Six weekly meetings of approximately
1 hour were held in each school. Each session had a specific
topic (see Table 2), but the children were free to decide which
aspects of it would be discussed. The research was framed
as a project aimed at creating an informative poster for peers.
In the last session, the children completed an evaluation
questionnaire.
The researcher’s role was limited to facilitating discussion,
managing group dynamics, and keeping track of time. In the
sessions, several enabling techniques were used: the children
were allowed to do drawings, write and recite stories or
poems, clip examples from magazines, and use a flip-over
chart. Groups also proposed and used other resources to ex-
press their opinions or gather information. For example, one
group used the school’s phone to collect information. All ses-
sions were audio recorded (with the children’s permission).
The schools provided appropriate rooms for the sessions.
Table 1. Types of Cyberbullying1
Category
of cyberbullying Description
Flaming Sending angry, rude, vulgar messages
about a person to an online group
or to that person via e-mail or other text
messaging.
Online
harassment
Repeatedly sending offensive messages
via e-mail or other text messaging
to a person.
Cyberstalking Online harassment that includes threats
of harm or is excessively intimidating.
Denigrations/
put downs
Sending harmful, untrue, or cruel
statements about a person to other people
or posting such material online.
Masquerading Pretending to be someone else and sending
or posting material that makes that
person look bad.
Outing Sending or posting material about a person
that contains sensitive, private, or
embarrassing information, including
forwarding private messages or images.
Excluding Cruelly excluding someone from an online
group.
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In between sessions, the children made preparation
assignments, which were provided in the first session in a
Junior Researcher’s Diary. The assignments provided a basis
for the children to form their opinions about the topics that
would be discussed. Moreover, the children were encouraged
to speak with other children or adults about cyberbullying
and to make their own observations when using the Internet.
These experiences could be recorded in the Diary on Note
Sheets. The children were explicitly told not to seek infor-
mation in online encyclopedias or wikis, as these were
probably created by adults. They were asked not to discuss
their preparation materials with each other outside of the
sessions.
Some procedural measures were taken to ensure the
validity and reliability of the results. During the sessions, the
facilitator made sure that any ambiguities were clarified in
the discussions, and at the end of every session, the group
was asked to summarize the main issues addressed using
a flip-over chart. At the beginning of every new session,
children had the opportunity to revisit previous sessions and
add further context to or adjust earlier statements.
Analysis
All sessions were transcribed. The analysis focused on
five main themes: (a) incidence and impact of cyberbullying,
(b) differentiating cyberbullying from innocent pranks,
(c) motives of bullies, (d) counteracting cyberbullying, and
(e) empowerment. Within themes, the transcripts were ana-
lyzed using the principles of Grounded Theory.39 A coding
scheme, enabling the data to speak, was gradually created
based on the information in the transcripts. The transcripts
were divided into fragments (each addressing one specific
issue). The qualitative analysis program Atlas.ti was used to
connect fragments to the categories in the coding scheme.
Results
Incidence and impact of cyberbullying
Cyberbullying appeared to be a common phenomenon in
all four schools. Almost all participants had been confronted
with cyberbullying, as a witness, victim, or bully. Half of the
children had been victimized, and five reported having
cyberbullied someone else. Although based on a small sam-
ple, our findings indicate that cyberbullying may already be
considered a problem in this young age group. Most of the
incidents that were reported involved name calling, threats,
the sending of sexually explicit or disturbing content, and
hacking each other’s social network or e-mail accounts (see
Table 3).
According to the children, cyberbullying may have a large
impact on victims. Fear was one of the often mentioned
effects. The fear of possible escalations to physical violence
appeared to be even stronger than the fear of cyberbullying
itself. As a result, victims were afraid to go to school. The
anonymity of the bully was one of the most frightening fea-
tures. A loss of trust in friends and classmates was another:
anyone could be the anonymous bully (‘‘I was bullied for a long
time several years ago; online and offline. Eventually I found out
that one of the bullies actually was my best friend, this got me really
upset’’). Other notable effects included sadness, emotional
pain, and a decline of self-confidence.
Cyberbullying incidents may have drastic effects on
children. Two girls actually witnessed this from nearby. Via a
Dutch online community they met a girl who had been
ceaselessly cyberbullied. In a cry for help, the girl had posted
an online message in which she hinted at committing suicide.
The bullies reacted with statements such as ‘‘Finally’’ and
‘‘Please do’’ and posted the cry for help on the Website’s
general message board. The girl eventually committed
suicide.
Table 2. Overview of the Six Research Sessions
Meeting Content discussed Preparation
1 Introduction Introduction of the research. Discussion of
behavioral rules (e.g., no blaming, listening to
each other, not using real names of people
involved in incidents). Instructions for using
the Junior Researcher’s Diary.
—
2 Defining
cyberbullying
Defining cyberbullying and behaviors that can
or cannot be defined as such. The boundary
between cyberbullying and innocent
cyberpranks.
Creating word-webs (cyberbullying
associations):
 What is cyberbullying?
 What is not cyberbullying?
3 Bullies
and victims
Describing characteristics of typical cyberbullies
and victims (without mentioning actual
bullies and victims).
Drawing, collage, or magazine clipping:
 Visualize a typical cyberbully
 Visualize a typical victim
4 Prevention
of cyberbullying
Identifying relevant actors and their roles in
preventing cyberbullying from happening.
Listing actors and roles:
 Assign possible roles to predefined actors
 Identify complementary actors and roles
5 Ceasing
cyberbullying
Identifying relevant actors and their roles in
ceasing cyberbullying.
Top 3 and scenario:
 Top 3 people—to discuss the problem with
 Top 3 people—who can solve the problem
 Scenario: A best friend is cyberbullied. What
would you recommend him/her to make it
stop?
6 Conclusion Creating and presenting an informative poster
for peers.Evaluating the research project
Create a top 10 of topics that should absolutely
be present on the informative poster.
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All of the above-mentioned incidents and effects were
based on own experiences. However, it also became clear that
the children were already aware of a broader spectrum of
cyberbullying activities, such as provoking girls to undress in
front of the webcam, or luring girls to one’s house to rape
them. Although examples like these were often mentioned
and discussed vividly, it appeared that the children had no
direct or indirect experience with them.
Differentiating between cyberbullying
and innocent pranks
A potential problem regarding cyberbullying is that it may
be hard to differentiate between cyberbullying and innocent
pranks. Two important characteristics of cyberbullying
emerged from the discussions, repetition and intention. Ac-
cording to the children, one-time occurrences would be
bearable and not directly a form of cyberbullying (‘‘Just a
couple of pranks is not so bad, it can even be funny. But if it happens
more often, it is not nice anymore.’’). Even more important, ac-
cording to the children, are the presumed bully’s intentions:
they only speak of cyberbullying when the bully has harmful
intentions. The discussions made clear that both characteris-
tics are often ambiguous to children.
Although repetition is quite clear in traditional bullying,
online one-time actions may have repetitive effects. An
example mentioned was that a video is posted on YouTube
and watched by many viewers. Bullies may not be aware of
the lasting consequences of one-time actions.
The problem with intention is that it is a subjective notion,
with potential problems of interpretation for both victims
and bullies. Victims experience difficulties in estimating the
intentions of the presumed bully (‘‘It may be a joke for you, but
how does the other child know it’s a joke? It’s only a nice joke when
he knows it’s one.’’). Presumed bullies do not always seem to
consider the effects of their actions (‘‘I hacked my friend’s MSN
account for fun. He was at home sitting at his computer saying
‘Sh*t, sh*t, sh*t, I can’t log on anymore’. He calls me in panic
saying his computer has been hacked. And then I say: ‘Joke’!’’).
The discussions among children showed that it is harder
for those directly involved than for outsiders to estimate the
intentions of a presumed bully or the possible impact on a
victim. Some children had sent content to others that they had
earlier described as cyberbullying. In their situations, how-
ever, the actions were justified as ‘‘just a joke.’’ Examples
of innocent actions mentioned were calling someone a
ridiculous name (e.g., ‘‘stupid pancake’’), hacking out of
self-interest (e.g., stealing someone’s credits), fake fights,
criticizing someone, name-calling followed by a smiley, death
threats in online shooting games, and continuously sending
invitation messages.
An extra complication, according to the children, is that
parents cannot adequately judge the severity of online actions
(‘‘Sometimes I call my friend funny names on MSN. Names like
stupid, asshole, dumbass. When my mom sees this she punishes me.
That is so annoying because it’s just a joke and she can’t understand
that.’’).
Motives of bullies
According to the children, cyberbullies may have very
different motives, which may further complicate the inter-
pretation of cyberbullying incidents. Three categories of
motives were mentioned; these may be combined. The first is
an internally felt drive to cyberbully. Children may bully
other children out of boredom, for pleasure, to reduce stress,
or to compensate for being (cyber)bullied themselves. Trying
to fit in, or trying to belong was another motive that was often
mentioned (‘‘You have to bully someone to prevent getting picked
on yourself’’). The second category is based on negative
experiences with the victim, such as a row, jealousy, or the
breaking up of a friendship or relationship. The third cate-
gory is based on characteristics of the victim (‘‘He is so ugly. Of
course he gets cyberbullied.’’). This may involve appearance
(e.g., clothes, wearing glasses, acne, skin color, out of the
ordinary); socially related characteristics (name, friends,
presumed sexual orientation, out of the ordinary); and per-
sonality (shy, insecure, kind-hearted, scared, boring). Bullies
seem to prefer harassing children who are different and/or
have less social or physical power.
Thresholds for seeking help
When children are victimized they find it hard to ask for
help. A reason for their reluctance is because they feel
ashamed of being bullied. Two aspects of these feelings of
shame were mentioned. First, it is hard for children to admit
being disliked by their peers, which would harm their self-
image and the image others have of them (‘‘I wouldn’t tell my
mom. I am to ashamed to tell her that I am being bullied’’). Second,
victims may at least feel partially responsible for the bullying
because they were the ones who decided to be online. They
were often discouraged by their parents or caregivers to go
online in the first place and expect reactions like ‘‘I told you so.’’
Another reason for not seeking help is that victims may be
afraid of the consequences. The obstacle to talking to their
teacher involves the fear of group discussions about their
problems, which may have adverse effects (‘‘You’re afraid
Table 3. Most Mentioned Actions Labeled
as Forms of Online Bullying
Threatening Sending threatening mails or text
messages (sometimes death threats)
Hacking Accessing someone’s e-mail, instant
messaging, or social network
profile account
Masquerading Sending messages using someone
else’s identity
Ridiculing Publicly making fun of someone (e.g.,
creating a Facebook account called
‘‘stupid-sarah.com’’ and sharing
it with others)
Scolding Calling someone (funny or offending)
names
Discriminating Slighting or insulting someone
on the basis of ethnicity or
(presumed) sexual orientation
Provoking Encouraging someone to do adverse
things in school (and get punishment)
Stalking Following and harassing someone
constantly and/or everywhere online
Random bullying Bullying random people on the Internet,
for no particular reason, mostly out
of boredom and based on superficial
cues (e.g., a profile picture)
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other children hear about it and start bullying you as well.’’). The
obstacle to going to their parents or caregivers involves
the fear of ill-considered actions like contacting the teacher,
the bully, or the bully’s parents (‘‘My mother will immediately
contact my teacher or the bully’s parents, and that’s something
I really don’t want.’’) or the fear of being called a mummy’s
boy. Moreover, they are afraid of losing their Internet
connection if they tell their parents (‘‘Taking the Internet away
is one of the worst punishments there is. Even a bully would not
deserve that. It is better to take a beating from all of your classmates
than to be isolated from the Internet.’’). Having Internet ac-
cess appears to be a necessity of life (‘‘Losing your Internet
connection is like losing your soul.’’).
Empowerment
During and after the sessions, various aspects of empow-
erment became clear. First, the project created awareness of
the problem of cyberbullying among the participants, not
only regarding its prevalence, but also regarding the impact
(‘‘Cyberbullying is a meaner way of bullying because you can hurt
someone from the inside’’). Children who trivialized the impact
of cyberbullying were confronted with opposite opinions of
their peers, who tried to get them to empathize more
with victims. This approach appeared successful because
eventually all children expressed they were against cyber-
bullying and almost all children (N = 22) stated that they
would intervene if a cyberbullying incident would occur in
their surroundings. All groups felt the urge to create anti-
cyberbullying materials for peers. One group made an edu-
cational video, and the other groups created posters or logos,
including claims like ‘‘Cyberbullying is mean and it is not cool.’’
Several children also suggested that they could give lectures
or create reports for school. So the project made a positive
contribution to the children’s attitude and behavioral inten-
tions. In addition, the questionnaire showed that the children
were very confident about their knowledge of cyberbullying:
25 out of 28 children stated that they would know what to do
if they were cyberbullied— (the other three were hesitant). In
the last session, one girl suggested that it would be a good
idea for the government to hire her in the future as a cyber-
bullying consultant.
Discussion
The results of our study suggest that cyberbullying may
already be a common problem among elementary school
children. All sessions showed that cyberbullying is more than
an incidental phenomenon in this age group. The children
were very aware of the impact cyberbullying may have on
victims. In addition to the incidents that the children experi-
enced or witnessed in their immediate environment, they
appeared to already know a broader gamut of (criminal)
cyberbullying activities from the world of older adolescents
and adults.
The main conclusion that can be drawn from our study is
that there are several ambiguities that need to be addressed in
terms of developing interventions aimed at preventing or
counteracting cyberbullying. First, the results show that there
is no clear line between cyberbullying and innocent pranks.
Presumed bullies tend not to empathize with the victim and
may underestimate the effects of their actions, which they
primarily see as innocent pranks or harmless jokes. Victims
may find it hard to estimate the presumed bully’s intentions,
and therefore are more likely to interpret intended jokes as
forms of cyberbullying. From both perspectives, it appears
that cyberbullying is more ambiguous than offline forms of
bullying. Real cyberbullies, with harmful intentions, may use
this ambiguity to laugh away the seriousness of their actions.
Interventions to prevent cyberbullying should incorporate
teaching children about the limitations of online communi-
cation as well as training them to empathize with the way
their messages may be perceived.
Second, the results also show that cyberbullies may have
very different motives, several of which have nothing to do
with their relationship to the victim. It appears that there are
children who simply feel an urge to cyberbully, for instance,
to feel better or to reduce stress, or who bully to belong to a
group. As an effect, they choose a vulnerable victim, which in
their eyes may be anyone who is weaker or different. It may
be a pitfall to exclusively focus on the relationship between
bully and victim when trying to prevent cyberbullying.
A third ambiguity involves children’s expectations of what
will happen if they seek help from adults (parents, caregivers,
or teachers) when they are victimized. Generally, they are
afraid that the situation may only get worse, mainly because
of adults over-reacting or taking away their online privileges.
Interventions for lowering the threshold should focus on
creating a safe haven in the home and school context. Despite
the potential dangers of children’s use of the Internet, parents,
caregivers, and teachers should be more appreciative and
understanding about the role the Internet plays in the so-
cial life of children. They should make explicit that they are
aware that children may sometimes unintentionally have
negative online experiences, that they are always available for
guidance or support, that they will not take any action
without the children’s consent and, above all, that they will
not take away their online privileges.
Methodologically, our study showed that participatory
research is a feasible and fruitful approach for this particular
age group. Work within all four groups led to detailed and
rich data, which, on the level of the six main findings pre-
sented in this article, clearly converged. Moreover, the project
led to empowerment of the children: they improved their
knowledge and showed preventive attitudes and behaviors.
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