Abstract-
II. PRELIMINARIES
In general, traditional power control mechanism using an exact power level to exchange Data/ACK between the sender and the receiver will result in heavy collisions due to the expansion of the interference range. The collisions resulting from power control is termed the POINT problem in the letter and is identified as follows.
A. Transmission and Interference Ranges in Power Control Model
For completeness, the definitions of the transmission range and the interference range [2] , [3] are restated as follows.
Definition 1 (Transmission Range, TR): is defined as the range within which a packet can be successfully received and correctly identified.
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Definition 2 (Interference Range, IR):
is defined as the range within which the receiving STA will be interfered by other STAs and thus suffer a packet loss.
Obviously, T R and IR will vary according to the transmission power. Thus, let T R(P ) and IR(P ) denote the transmission range and interference range induced by the transmission power level P , respectively.
Without loss of generality, S and R respectively indicate the sender and the receiver. Let P S be the transmission power of S and P R the receiving signal strength of R. Whether a packet can be successfully received or not should satisfy the following two conditions. C1 P R ≥ P thold : the receiving signal strength of R should be greater than or equal to a signal strength threshold, P thold . C2 PR PN ≥ SN R thold : the receiving Signal-Noise Ratio (SNR) should be greater than or equal to an SNR threshold, SN R thold , where P N is the maximum strength of the ambient noise. By the two-ray ground reflection model [6] , P R can be defined as
where D SR is the distance between S and R, and c is the channel gain. For simplicity, c is assumed to be a constant in the letter. To meet C1 and C2, P R ≥ P α , where
. As a result, in power control model, the transmission range of S at power level P S is On the other hand, the interference range of R induced by P S is derived as follows.
Let P CN be the current noise power level and P RN be the remaining noise power level that a STA can tolerate. Thus, P N = P CN + P RN . By condition C2,
Let S be the closest neighbor not to interfere with the reception at R. The worst case is that S uses the maximum power, P max , to transmit. Therefore, by Eq. (1), Eq. (2) can be rewritten as
for some constant c . Thus,
Consequently, in power control model, the interference range of R induced by the sender's power level P S is
We conclude the above inferences as the following theorem. Theorem 1: Suppose the distance between the sender, S, and the receiver, R, is denoted as D SR and S uses the power level P S to transmit. Therefore, the transmission range of S, T R(P S ), and the interference range of R, IR(P S ), are as follows.
T R(P
where P α = max{P thold , P N * SN R thold }, P max is the maximum transmission power, P N is the maximum tolerant noise, P CN is the current noise, P thold and SN R thold are respectively the received signal strength threshold and the SNR threshold such that a STA can successfully receive and identify a packet, and c and c are two constants. 2
B. The POINT Problem
The POINT problem can be viewed as a kind of hidden terminal problem. It causes data collisions and often happens if the power control mechanism is adopted.
Obviously, the lower the power level is, the larger the interference range is. As a result, the POINT problem is resulted from the expansion of the interference range since the reduced power level is used such that the STAs which are out of the interference range originally are covered within the expanded interference range afterwards. Fig. 1 illustrates an example of the POINT problem. Suppose that S would like to transmit data to R. In Fig. 1(a) , S uses the maximum power, P max , to transmit RTS and R replies CTS with the maximum power as well. The shaded region is the interference range induced by P max . S is a hidden STA of S and is not aware of the transmissions of Fig. 1 . If S and R use Pmax to exchange RTS/CTS and use P S to exchange Data/ACK, IR(P S ) will be larger than T R(Pmax), which means that the interference range of R will be larger than the range which CTS can warn.
S and R since S overhears neither S's RTS nor R's CTS. S is also out of the interference range of R. In Fig. 1(b) , S and R use the exact power, P S , to exchange Data/ACK. Since the power is reduced from P max to P S , the interference range of R induced by P S is expanded as well, like the shaded region in Fig. 1(b) shows. Obviously, S is within the expanded interference region. Because S is not aware of the transmissions of S and R, the transmission of S is most likely to collide with the reception at R.
In [2] , [3] , the authors mentioned that if the distance between the sender (S) and the receiver (R) is larger than 0.56 times of the maximum transmission range, the interference range is larger than the maximum transmission range. That is, if D SR > 0.56T R(P max ), IR(P max ) > TR(P max ). It implies that the transmission of a STA which is out of the maximum transmission range of R is possible to collide with the reception at R. In [2] , the authors provide a solution to solve the problem. In [2] , [3] , the authors also show that if D SR ≤ 0.56T R(P max ), IR(P max ) < TR(P max ). The authors conclude that RTS and CTS are sufficient to warn the STAs which may interfere with the reception at R. However, it would be no longer true if power control mechanism is adopted.
If power control mechanism is adopted, S and R use the exact power, P S , to exchange Data/ACK. In case that
IR(P S ) > T R(P max
. Therefore, the POINT problem happens. Due to the space limitation, the detailed verification of the POINT problem is omitted.
III. THE COLLISION AVOIDANCE POWER CONTROL (CAPC) MAC PROTOCOL
The POINT problem is mainly caused by IR(P S ) > T R(P max ) when D SR ≤ 0.56T R(P max ). Consequently, the simplest solution to the POINT problem is to figure out an appropriate power level, P app , to resist the possible interference, rather than the exact power level. Therefore, the main concept of CAPC is to evaluate P app such that IR(P app ) = T R(P max ).
P app can be derived as follows. Since CAPC requires that IR(P app ) = T R(P max ), therefore, by Theorem 1,
For simplicity, we neglect the difference between c and c . Thus, we can obtain
As a result, the sender can use P app to transmit Data/ACK to avoid the POINT problem. The POINT problem happens in the situations where D SR ≤ 0.56T R(P max ) and the sender uses the exact power level (P S ) to transmit Data/ACK. On the other hand, if D SR > 0.56T R(P max ), P app in Eq. (5) will be larger than P max . It means that the sender needs to enlarge the power larger than P max in order to avoid the collision. However, P max is already the maximum transmission power of a STA. Thus, in this situation, collisions are inevitable. As a result, in CAPC, the sender and the receiver will use P max to exchange Data/ACK in the case. Nevertheless, in [2] , a simple MAC scheme is proposed to avoid the collision in this situation. Thus, the proposed MAC protocol, CAPC, is concluded in the following theorem.
Theorem 2 (CAPC protocol): Let S and R be the sender and the receiver, respectively. The distance between S and R is denoted as D SR . S and R use P max to exchange RTS/CTS and use P app to exchange Data/ACK in order to avoid the POINT problem. P app is calculated as follows.
IV. PERFORMANCE EVALUATIONS
In the simulation, CAPC, IEEE 802.11 DCF [1] , and PCM [4] are compared in a random topology. The simulation settings are shown in Table I . The traffic model is a Poisson arrival process and the length of packets is exponentially distributed. Figs. 2 and 3 illustrate the comparisons of CAPC, PCM and IEEE 802.11 DCF in terms of throughput and power throughput to different traffic loads, respectively. In PCM, the transmission pairs use the exact power to exchange Data/ACK. Thus, the POINT problem will get worse with the increasing of traffic load. Consequently, when the traffic load is low, the throughputs of the three schemes are close to each other. However, since PCM saves much powers, thus, the power throughput of PCM performs the best. On the contrary, when the traffic load is high, the collisions of PCM will be much higher than those of CAPC and IEEE 802.11 DCF. As a result, the throughput of PCM is much lower than those of CAPC and IEEE 802.11 DCF. Evidently, the power throughput of PCM is getting down, even lower than that of CAPC, when the traffic load is getting high.
V. CONCLUSIONS
Power control is a common technology in wireless communications. However, it has been shown that collisions may happen if the exact power level is used. The letter identifies the POINT problem and proposes a MAC protocol, CAPC, to prevent the problem. As our best knowledge, this letter is the first one to identify the POINT problem and proposes a method to solve the problem. Simulation results also reveal the POINT problem and verify that CAPC can indeed effectively prevent the POINT problem.
