In this paper, we consider a multi-input multioutput (MIMO) nonorthogonal multiple access (NOMA) network consisting of one source and two legitimate users (LUs), so-called near and far users according to their distances to the source, and one passive eavesdropper, over Nakagami-m fading channels. Specifically, we investigate the cases where the signals of the far user might or might not be successfully decoded at the eavesdropper and the near user. Thus, we aim to design a transmit antenna selection (TAS) secure communication protocol for the network; where, two TAS solutions, namely Solutions I and II, are proposed. Specifically, Solutions I and II focus on maximizing the received signal power between the source and the near user, and between the source and the far user, respectively. Accordingly, exact and asymptotic closed-form expressions for the secrecy outage probability of the LUs and the overall system are derived. Our analytical results corroborated by the Monte Carlo simulation indicate that the secrecy performance could be significantly improved by properly selecting the power allocation coefficients and increasing the number of antennas at the source and the LUs. Interestingly, solution II is shown to provide a better overall secrecy performance over solution I.
I. INTRODUCTION
N ONORTHOGONAL multiple access (NOMA) has been recently considered as a promising solution for the next generation of wireless communication networks (i.e., 5G) to improve the spectral efficiency and user fairness [1] , [2] . The principle of NOMA relies on utilizing the power domain to serve multiple users at the same time/frequency/code [2] . Specifically, in a NOMA network with more than two users, a base station (BS) transmits the superimposed messages with different power levels to the users [3] , [4] . The power allocation is carried out based on the users' channel conditions. At the receiver side, successive interference cancellation (SIC), a multiuser data detection technique, is performed to decode the messages. In principle, first, a user detects the messages of other users having Manuscript weaker channel conditions and then removes them from observation. Second, the user then decodes its own messages by treating the messages of the other users (i.e., the users with stronger channel conditions) as noise. It becomes evident that NOMA can significantly reduce the multiple access interference at an affordable complexity cost [5] . Further, in comparison with conventional multiple access schemes, such as orthogonal frequency-division multiple access [1] , [6] , NOMA can provide better user fairness because the users with weak channel conditions are allocated more power.
With the development of wireless networks, information security is a critical challenge due to the broadcast nature of wireless transmissions [7] , [8] . Recently, physical layer security (PLS) has been emerging as a prominent candidate for improving the secrecy performance of wireless systems [9] - [11] .
The key idea of PLS relies on exploiting the characteristics of wireless channels to guarantee secure communications [8] . This approach is different from traditional security solutions, such as cryptographic protocols in the upper layers [12] . In PLS, it is well known that the perfect secrecy is achieved when the quality of the legitimate channel is higher than that of illegitimate channel [7] - [11] . To obtain further significant improvements, many PLS-based transmission methods have been proposed, based on the applications of multi-input multioutput (MIMO) [13] , artificial noises [14] , jamming [15] , or beamforming techniques [16] .
Nowadays, PLS of NOMA systems is becoming an interesting topic [17] - [21] . In [17] , the secrecy sum rate of a single-input single-output (SISO) NOMA system has been studied and the closed-form optimal solution for the power allocation has been derived, based on the users' quality of service (QoS) requirements. Taking the PLS of large-scale NOMA networks into account, [18] has employed stochastic geometry methods to locate users and eavesdroppers in the system. Furthermore, a protected zone around the source has been introduced to enhance the information security. To characterize the secrecy performance of the proposed system, new exact and asymptotic expressions of the secrecy outage probability (SOP) have been derived. In [19] , the application of multiple antennas, artificial noises (AN) and a protected zone to NOMA in large-scale networks have been studied for the purpose of improving the secrecy performance. The obtained results regarding the secrecy outage probability indicated that a significant secrecy performance gain could be achieved by generating the AN at the BS and invoking the protected zone. In addition, the PLS in a two-user multi-input single-output (MISO) NOMA system was examined in [20] where NOMA is performed based on the users' QoS requirements, instead of their channel conditions. In this context, the authors considered a scenario that the eavesdropper detects two-user data using SIC. Specifically, it first treats the message of the user with low QoS as noise to decode the message of the user with high QoS, and then subtracts this component from its observation before decoding the message of the other user. Moreover, the use of a transmit antenna selection (TAS) scheme for improving secrecy performance was considered. Besides, with a multiantenna source, using TAS can help to improve the power efficiency, which is a critically important issue to reduce the burden of electrical grids in practice [22] . In [21] , a new secrecy beamforming (SBF) scheme for MISO NOMA systems was studied. Specifically, the proposed SBF scheme efficiently exploited AN to protect the confidential information of two NOMA assisted legitimate users (LUs). It is clear that the TAS technique has been demonstrated as a low-complexity and power-efficient solution for secure NOMA networks [20] , [23] . Nevertheless, previous works on PLS in NOMA systems [17] - [21] have not covered the following issues. First, they have considered the scenario of SISO or MISO systems with Rayleigh fading channels. Thus, the applications of MIMO, which can significantly improve the secrecy performance and the consideration of Nakagami-m fading channel, a more general scenario, have not been addressed yet. Second, the works [17] - [19] have been carried out under the ideal assumptions as follows: i) the strong user always successfully decodes the message of the weak user; and ii) the eavesdroppers have powerful detection abilities to distinguish a multiuser data stream without the interference, generated by superposed transmit signals [i.e., worst-case eavesdropping scenario (WcES)]. Unlike these studies, Lei et al. [20] investigated the scenario that the eavesdropper is affected by the interference generated by superposed signals when carrying out a multiuser data detection as discussed above. However, they have assumed that the message of the user with high QoS is already decoded successfully at the eavesdropper when analyzing the secrecy performance of the user with low QoS. Meanwhile, Lv et al. [21] have considered both transmission outage 1 and secrecy outage for analyzing the secrecy performance but only for the WcES scenario. In fact, although the WcES is an effective approach to characterize the secrecy performance, this can overestimate the eavesdropper's mult-user decodability.
Motivated by the aforementioned issues, in this paper, we propose a new TAS-based 2 secrecy communication protocol for two-user 3 MIMO NOMA networks over Nakagami-m fading channels. It is assumed that maximal ratio combining (MRC) is employed at the two LUs and the eavesdropper to maximize the signal quality. On this basis, two solutions of TAS to design a secure communication protocol, namely Solutions I and II, are proposed to maximize the received signal power at the near and far users, respectively. To analyze the secrecy performance of the two solutions, we derived the exact and approximate closed-form expressions of the SOP for the two LUs and the 1 In a two-user NOMA system, the transmission outage occurs at the strong user when it does not successfully decode the message of the weak user or its own message. 2 In our TAS method, only one antenna from multiple transmit antennas is selected for transmissions. Choosing multiple antennas, which is more challenging, will be an interesting problem to consider in future work. 3 In order to focus on designing a new secrecy communication protocol, a two-user NOMA network is studied in this paper. In particular, our obtained results can be easily used for further calculations in downlink NOMA systems with multiple users (more than two users) by applying the hybrid multiple access techniques (i.e., the combination between NOMA and conventional OMA schemes) as studied in [24] and [25] . overall system. Also, we provided the asymptotic expressions for the SOP and investigate the secrecy diversity. Moreover, we compare the secrecy performance in various scenarios adopting the two solutions, such as SISO versus MIMO, and compared our solutions with the previous works [19] - [21] to evaluate the benefits of our proposed protocol. Accordingly, to validate the analytical results, Monte Carlo simulation was employed.
Therefore, the contributions of this paper can be summarized as follows.
1) We analyze the secrecy performance of the NOMA network in which the impact of MIMO transmission, Nakagami-m fading, and the eavesdropper's multiuser decodability on the system performance are addressed. 2) We propose two new TAS protocols to improve the security of the considered MIMO NOMA network. 3) We derive exact closed-form expressions for the SOP of the near user. 4) We derive approximate closed-form expressions for the SOP of the far user as well as for the overall network. 5) We provide asymptotic expressions for the SOPs and a secrecy diversity order analysis. Thus, we evaluate the effects of various system parameters, such as average transmit signal-to-noise ratio (SNR), the number of antennas, power allocation coefficients, and fading parameters, on the secrecy performance. The remainder of the paper is organized as follows. The system model is presented in Section II. The transmit antenna selection scheme is described in Section III. The secrecy performance analysis of the considered system is shown in Section IV. The numerical results and discussions are depicted in Section V. Finally, Section VI shows our conclusion.
II. SYSTEM MODEL
Consider a downlink MIMO NOMA network consisting of a source (the base station) denoted by S, a near user denoted by N , a far (cell edge) user denoted by F , and a passive eavesdropper denoted by E, as depicted in Fig. 1 . In this system, the source S, the near user N , the far user F , and the eavesdropper E are equipped with L S , L N , L F , and L E antennas, respectively.
Let
denotes the channel fading coefficient from antenna i at S to antenna j at E. In this paper, the legitimate and eavesdropping channels are modeled as mutually independent and identically distributed (i.i.d) Nakagamim fading channels with parameters m U and m E , and squared means
and Ω E = E[|h E j S i | 2 ], respectively. In addition, the distance and path loss exponent of the S → U and S → E channels are denoted by d U S and θ U S , and d E S and θ E S , respectively.
Employing NOMA, S simultaneously communicates with two LUs N and F . Further, S selects an antenna among L S antennas to broadcast information to N and F by applying a TAS technique. The antenna selection schemes will be clarified in Section III. At the receiver side, MRC is used at N , F , and E.
Suppose that antenna i at S is selected for transmission, the channel power gain of the S → U link with MRC can be expressed as
Given the above-mentioned discussion, the overall communication process of the system can be mathematically depicted as follows. Following the principle of NOMA, S transmits the superposed message x = √ α N P S x N + √ α F P S x F to N and F , where x N and x F denote the intended messages for N and F , respectively. Also α N and α F denote the power allocation coefficients for N and F , respectively. Thus, the received signal at U (U ∈ {N, F }) is given by
represents the signal processing operation at U with MRC, n U S i ∼ CN (0, N 0 ) stands for an additive white Gaussian noise (AWGN) at user U . According to the principle of NOMA, we assume that h N S i 2 > h F S i 2 , α F > α N > 0 and α F + α N = 1. Therefore, the instantaneous signal-to-interference-and-noise ratio (SINR) at F to detect
where γ 0 = P S N 0 denotes the average transmit SNR associated with the LUs.
At N , a SIC receiver is used to decode x F , which is then removed from the observation before detecting x N . Thus, the instantaneous SINR at N to detect x F can be given by
and the instantaneous SNR at N to detect x N is written as
At E, the signal received from S can be expressed as
represents the signal processing operation at E with MRC, n E S i ∼ CN (0, N E ) stands for the AWGN at E. We assume that SIC receiver is applied at E to decode x F , then subtract this element from the received signal to detect x N . Thus, the instantaneous SINR at E to detect x F can be expressed as
and the instantaneous SNR at E to detect x N is written as
where γ E = P S N E is the average transmit SNR associated with E.
III. PROPOSED TAS PROTOCOL AND PRELIMINARIES
In this section, we propose two solutions, namely Solutions I and II, for designing a TAS-based secure protocol for the considered MIMO NOMA network. To do this, it is assumed that the channel state information (CSI) of the legitimate channels is available at S, whereas the eavesdropper's CSI is unknown at S [26] , [27] . Furthermore, we assume that perfect CSI 4 is considered in this paper, as used in [13] , [17] - [21] .
A. Two Proposed TAS Solutions
For convenience, let
1) Solution I and Formulations of Legitimate Channels:
In solution I, an antenna at S is selected for transmission with the aim of finding the best channel condition of the S → N link.
Given this context, the selected antenna, denoted byî, can be mathematically represented as follows:
With this setting, the CDF of Yˆi has the following form [13] F Yî ,
where a N = m N L N and
With the aid of the binomial expansion given in [29, eq. (1.111)] and using the multinomial theorem, (10) can be rewritten as
Moreover, the CDF of Xˆi is given by [13] F Xî ,
2) Solution II and Formulations of Legitimate Channels:
In contrast to Solution I, in Solution II, an antenna at S is chosen to broadcast information with the purpose of providing the best channel gain of the S → F link. Accordingly, the chosen antenna at S in this case can be expressed aŝ
Thus, the CDF of Xˆi can be given as
and the CDF of Yˆi is
where
3) Formulations of Eavesdropping Channels: For E, the PDF and the CDF of Zˆi in both Solutions I and II are given by [13] f Zî 
B. Preliminary Analysis of SINRs With Solutions I and II
From (12), (14) , and (17) in Solution I has the following form
Proof: With the aid of (3), F γ x F F Sî ,I (x) is given by
By substituting (12) into (19), (18) is obtained.
in Solution II is expressed as
Proof: Similar to the proof of Lemma 1, based on (3),
To this end, by substituting (14) into (21) to obtain (20) .
is given by
Proof: First, we derive the CDF of γ x F E Sî by using (7) as follows:
By substituting (17) into (23),
The PDF of γ x F E Sî is defined as
The (24) with respect to x.
IV. SECRECY PERFORMANCE ANALYSIS
In this section, to validate the two proposed solutions, the secrecy performance regarding the SOP obtained at N and F , and the SOP of the overall system is analyzed.
A. Preliminary
This section presents the definitions of secrecy capacity and SOP for secure communication in the considered MIMO NOMA system.
First, let C U,i and C E U,i (U ∈ {N, F }) denote the capacities of the S → U legitimate channel and the S → E illegitimate channel to detect the signal x U , respectively. Thus, according to [30] , the secrecy capacity achieved at U can be defined as
where C U,i = log 2 1 + γ x U U S i and C E U,i = log 2 1 + γ x U E S i . Second, the SOP obtained at N is defined as
where γ th = 2 R F − 1 denotes the SNR threshold for correctly decoding x F , R F represents the target data rate of F , and R s,N represents the secrecy rate threshold at N . Remark 1: The definition of SOP N ,i , given in (27), is different from the previous works considering the scenario that N and E are always successfully decoding the message of F , i.e., Pr γ x F N S i ≥ γ th = 1 [17] - [20] and Pr γ x F E S i ≥ γ th = 1 [17]- [21] .
To analyze the SOP at user N , its formulation needs to be further expressed for more insights. Thus, according to (27) , SOP N ,i can be expressed as in Proposition 4.
Proposition 4: From (27), the SOP at user N can be further represented as
where Λ 1 , Λ 2 , and Λ 3 are, respectively, given by
Third, the SOP at F has the following form
where g x,F = 2 R s , F x + 2 R s , F − 1 and R s,F represents the secrecy rate threshold at F . Fourth, in the system, we define the overall SOP as the probability that the secrecy outage event occurs at either N or F , i.e.,
B. Secrecy Performance Analysis of Solution I 1) Secrecy Outage Probability Analysis: In this case, the SOP at F and N are derived through Theorem 1 and Theorem 2 as follows.
Theorem 1: Under Nakagami-m fading, the SOP of user F in Solution I is approximately expressed as
where Ψ (1)
and N is a complexity-accuracy tradeoff parameter.
Proof: See Appendix B. Theorem 2: Under Nakagami-m fading, the SOP of user N in Solution I is given by
with F Yî ,I (x) and F Zî (x) are defined in (11) and (17), respectively.
B
(1)
Proof: See Appendix C. From (30) , the overall SOP of the system in Solution I is expressed as
2) Asymptotic Secrecy Outage Probability Analysis: Using the series representation of e x given by [29, eq 
the asymptotic CDF of Xˆi and Yˆi when γ 0 → ∞ are written as
and
respectively. For F , according to Proposition 1, (29) , and (35), after some algebraic manipulations similar to the proof of Theorem 1 in Appendix B, its SOP in Solution I is asymptotically approximated as
The secrecy diversity order at F in Solution I, D F,I , is defined as [19] 
By substituting (37) into (38), we have D F,I = 0. For N , based on (28) and (36), and after some algebraic manipulations similar to the proof of Theorem 2 in Appendix C, the asymptotic SOP in Solution I is expressed as
and b N = a N L S . The secrecy diversity order at N in Solution I, D N ,I , is given by [19] 
Based on (30), the overall SOP in Solution I is asymptotically derived as
and the achieved overall secrecy diversity order is [19] 
From the asymptotic and secrecy diversity order results, we provide some useful insights through the following remarks.
Remark 2: In case of γ th < β, the secrecy diversity order of user N is m N L S L N . This reveals that Solution I can offer the full secrecy diversity order. Moreover, the increase in m N , L S , and L N can help improve the secrecy performance of N . However, for the case of γ th ≥ β, the zero secrecy diversity order for user N is obtained and hence its secrecy performance is saturated as γ 0 → ∞. In other words, the secrecy performance of N does not depend on the system parameters (i.e., L S , L N , and m N ) when γ 0 → ∞.
Remark 3:
The secrecy diversity order is 0 for both user F and the overall system in Solution I. In other words, both user F and the overall system reach a secrecy performance floor in the high γ 0 regime. Similar to Remark 2, this also indicates that the secrecy performance of user F and the overall system are not influenced by L S , L N , L F , m N , and m F in case of γ 0 → ∞. This will be further clarified in Section V.
C. Secrecy Performance Analysis of Solution II
1) Secrecy Outage Probability Analysis: In this case, the SOP at F and N are derived through Theorems 3 and 4 as follows.
Theorem 3: Under Nakagami-m fading, the SOP of F with Solution II is approximately expressed as
F,I I h F,I I
Proof: The proof of this theorem is similar to the proof of Theorem 1 in Appendix B, in which Proposition 2 is used instead of Proposition 1. 
is defined in (15) , and Ψ N ,
Proof: The proof of this theorem is similar to the proof of Theorem 2 in Appendix C, in which F Yî ,I I (x) in (15) is used instead of F Yî ,I (x) in (11) .
Based on (43) and (44), the overall SOP of the system in the case of Solution II is given by
(45)
2) Asymptotic Secrecy Outage Probability Analysis: Following the similar calculation steps as in Section IV-B2, with Solution II, the asymptotic SOP of user F is approximated as
and b F = a F L S . From (46), we conclude that the secrecy diversity order at F in this case is D F,I I = 0.
Next, the asymptotic SOP at N is given by It is shown from (47) that the secrecy diversity order at user N in the case of Solution II is obtained as
From (46) Remark 4: It is worth noting that Solution II provides the secrecy diversity order m N L N (if γ th < β) and 0 (if γ th ≥ β) for N . Thus, in this case, the secrecy performance of N does not depend on L S . Also, it can be improved by increasing m N and L N . Solution II also shows the zero secrecy diversity order for both F and the overall system similar to Solution I.
V. NUMERICAL RESULTS AND DISCUSSIONS
In this section, numerical results, in terms of the SOP, are provided to evaluate the secrecy performance of our solutions for designing a secure MIMO NOMA network.
Specifically, the SOP of F (i.e., SOP F ), N (i.e., SOP N ), and the overall system (i.e., SOP O ) are investigated for two different TAS solutions (i.e., Solutions I and II). Without loss of generality, it is assumed that the distance from S to F is set to unity and N is located in between them. Indeed, this setting has been widely used in the literature [31] , [32] . In more details, the coordinates of S, F , N , and E are (0, 0.5), (1, 0.5), (0.5, 0.5), and (3, 0), respectively. Furthermore, the predetermined simulation parameters are set as follows. The target data rate and the secrecy rate thresholds R F = R s,F = R s,N = 0.5 (bps/Hz), the path-loss exponents θ F S = θ N S = θ E S = 2. For the complexity-accuracy tradeoff parameter N , we can define its specific value to achieve the expected analytical results [19] , [33] . In this paper, we use N = 100 for our analysis. Note that in the legends of all obtained results, we use the following abbreviations: Ana. stands for the analytical results, Asymp. denotes the asymptotic results, and Sim. indicates the simulation results.
In Figs. 2, 3 , and 4, we examine SOP N , SOP F , and SOP O as a function of average transmit SNR for LUs (γ 0 ) with different values of γ E . It is observed that the secrecy performance evaluated at N , F and for the overall system are significantly improved (i.e., SOP N , SOP F , and SOP O decrease) when the higher values of γ 0 and the smaller values of γ E are considered. Particularly, one can see that SOP F and SOP O remain constant in the high γ 0 regime, i.e., γ 0 → ∞. In other words, the secrecy performance obtained at F and the secrecy performance of the overall system are saturated. Then, this phenomenon confirms the calculation of the zero secrecy diversity order for F and the overall system in both Solution I and Solution II, as indicated in Section IV-B2 and IV-C2.
In order to study how using multiple antennas impacts the secrecy performance, we investigate the variations of SOP N , SOP F , and SOP O with respect to the different values of the number of antennas at S, F , N , and E, denoted by (L S , L F , L N , L E ), as illustrated in Figs. 5, 6, and 7, respectively. Particularly, in the case of (L S , L F , L N , L E ) = (1, 1, 1, 1) , Solutions I and II yield the same curves. In general, it is visible that employing MIMO at the LUs improves the secrecy performance significantly. In addition, the more antennas the eavesdropper has, the worse the security performance the system is. More specific discussions regarding these figures are following.
As observed in Fig. 5 , decreasing in L E and increasing in L N and L S positively effect the secrecy performance evaluated at N . Furthermore, as shown in Sections IV-B2 and IV-C2, the In Fig. 6 , the SOP F decreases when L F and L S increase as well as L E decreases. However, as mentioned earlier, in the high γ 0 regime, the secrecy performance at F achieves the saturation, which does not depend on the number of antennas (i.e., L F and L S ). This phenomenon is also observed when considering the effect of (L S , L F , L N , L E ) on SOP O in Fig. 7 . Specifically, the overall secrecy performance can be improved when L S , L F , and L N scale up or L E scales down in the low and medium range of γ 0 . Moreover, in the high γ 0 regime, L S , L F , and L N have no impact on SOP O and then the overall system reaches a secrecy performance floor.
In NOMA systems, the secrecy performance depends on the power allocation coefficients, i.e., α F and α N . Fig. 8 is provided to clarify the effect of α F and α N on the secrecy performance of the overall system, where α F > α N > 0 and α N = 1 − α F . From this figure, one can see that there is a pair of optimal values of α F and α N , denoted by (α * F , α * N ), that maximizes the overall secrecy performance. This can be explained by the fact that when α F increases within α F < α * F , the secrecy performance of user F is improved significantly. This leads to the improvement of the overall secrecy performance. However, when α F increases within α F > α * F , the secrecy performance of user N decreases considerably due to a significant reduction of α N . Hence, the loss of the overall secrecy performance can be observed. Furthermore, this figure shows that Solution II outperforms Solution I in terms of the overall secrecy performance. Therefore, α F in Solution I should be higher than in Solution II to obtain a better secrecy performance. In this figure, (α * F , α * N ) is roughly equal to (0.98, 0.02) for Solution I and (0.92, 0.08) for Solution II.
In Fig. 9 , the effect of the fading parameters, i.e., m N , m F , and m E , on the overall secrecy performance is investigated. It is recalled that Nakagami-m fading corresponds to Rayleigh fading as m = 1, whereas it approximates Rician fading with parameter K as m = (K + 1) 2 / (2K + 1). We can see from this figure that the improvement of the secrecy performance is observed with the increases in m N and m F and the decrease in m E . This can be explained by the fact that a better legitimate channel quality and a worse illegitimate channel quality are obtained when increasing m N and m F and decreasing m E , respectively. In addition, Fig. 9 indicates that m F has a stronger impact on the overall secrecy performance than m N does. In order to clarify the effectiveness of our proposed protocol, the comparison between our protocol and conventional ones given in [19] - [21] , denoted by SOP O , is presented in Fig. 10 . Furthermore, the results regarding the WcES are provided in the figure as a benchmark. It can be observed from Fig. 10 that in our proposed protocol, the WcES yields a significant decrease in the secrecy performance. This is because the eavesdropper has the ability of powerfully detecting multiuser data without the interference in this case. Comparing with the previous works [19] - [21] , we obtain the following different results. 1) Our protocol gives a much better overall secrecy performance, compared to the protocol in [19] . This can be explained by the fact that the solution in [19] overestimates the eavesdropper's multiuser decodability, in which the eavesdropper can decode multiuser data streams without the interference generated by superposed transmit signals. This assumption may be a nontrivial task and hence leads to a significant reduction of the secrecy performance. Furthermore, it can be seen that with WcES, our protocol and the method in [19] can obtain similar results. 2) Fig. 10 shows that nothing of significance has changed in the secrecy performance obtained from our protocol and the method in [20] . However, our protocol brings more practical and general insights. Specifically, the assumption used in [19] and [20] (i.e., the strong user always successfully decodes the message of the weak user) is a strong one and may be difficult to achieve in realistic scenarios. Whereas, our protocol considers the realistic case where the strong user could successfully or unsuccessfully decode the message of the weak user to analyze the secrecy performance. 3) Our protocol achieves better secrecy performance than the protocol in [21] since the solution in [21] still considered the WcES. Note that our protocol can achieve the results similar to the solution in [21] in case of the WcES. Besides, unlike the works [19] - [21] considering MISO systems and Rayleigh fading, our paper investigates the secrecy performance of a more general NOMA system with MIMO and Nakagami-m fading.
It is noteworthy from all results that the secrecy performance at N is much better than that at F (i.e., SOP N is much less than SOP F ). It can be explained by the fact that S → N link has a better channel gain than S → F link does since N is closer to S than F does. In addition, one can see that Solution I brings a better secrecy performance for N over Solution II, whereas Solution II offers a higher secrecy performance for F than Solution I does. This can be explained according to the principle of TAS solutions presented in Section III. Taking the overall secrecy performance into account, it can be evaluated that Solution II outperforms Solution I. This implies guaranteeing the secure performance at F has a stronger impact on the overall secrecy performance than that at N .
VI. CONCLUSION
In this paper, we considered a two-user MIMO NOMA network in the presence of an eavesdropper over Nakagami-m channels. Accordingly, we proposed two TAS solutions to design the secure communication protocol for the network. To validate the solutions, we evaluated the secrecy performance of the system by deriving the exact and asymptotic closed-form expressions of the SOP at the LUs and the SOP of the overall system. Numerical results demonstrated that increasing the number of antennas at the source and the LUs enhances the overall secrecy performance in the low and medium ranges of the average transmit SNR values (γ 0 ), however, this has no impact on the performance when γ 0 → ∞. In addition, properly choosing α F and α N can yield a better overall secrecy performance. Furthermore, our proposed protocol brings not only an improved secrecy performance but also more practical and general insights, compared with previous protocols. Interestingly, Solution II outperforms Solution I regarding the secrecy performance even though they achieve the same zero overall secrecy diversity order.
APPENDIX A PROOF OF EQUATION (28)
We rewrite Θ 1 , Θ 2 , and Θ 3 in (28) as follows:
To calculate Λ 2 , we observe that if 
From (50) to (54), SOP N ,i is obtained as in (28) .
APPENDIX B PROOF OF THEOREM 1
By using Proposition 1, F γ x F F Sî ,I (g x,F ) is expressed as F γ x F F Sî ,I (g x,F ) = 1,
Based on Proposition 3 and (55), SOP of user F in (29) can be rewritten as 
where, (56) is obtained by the fact that u F ≤ β, ∀R s,F ≥ 0 and h F,I (x) = A m g x , F A n −1
Note that it is challenging to resolve the integral in (56), hence an approximation solution is proposed by using the Gaussian-Chebyshev quadrature [34] as follows:
(57) By substituting (57) into (56), SOP F,I is obtained as in (31) . APPENDIX C PROOF OF THEOREM 2 From (28), SOP of user N in Solution I is expressed as in (32), in which Λ 1,I and Λ 2,I is obtained by substituting F Yî ,I (x) in (11) and F Zî (x) in (17) into Λ 1 and Λ 2 in (28). To derive Λ 3,I , we rewrite Λ 3,I by substituting F Yî ,I (x) in (11) and f Zî (x) in (16) into Λ 3 in (28) as follows: 
