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ABSTRACT
Healthcare in the United States is a system that, organizationally speaking, is
fragmented. Each hospital facility is independently operated and is responsible for the
hiring of its own employees. However, corrupt individuals can take advantage of this
fragmentation and move from hospital to hospital, gaining employment while hiding
previous employment history. Traditionally, hospitals have been reluctant to share
information on their previous employees, even with other hospitals, for fear of issues
surrounding defamation, negligent hiring, and violation of the employee’s privacy.
However, growth in healthcare services is expected to rise exponentially in the
near future, increasing the demand for employees. The need, therefore, to exchange
pertinent information regarding employees will become necessary as hospitals seek
qualified employees to fill positions throughout their organizations. One way to promote
this information exchange is to develop trusted information sharing networks among
hospital units.
This study examined the problems surrounding organizational information sharing
as well as the current level of employee information sharing being conducted by hospitals
nationwide. Utilizing a survey of hospital administrators, this study drew upon the
theoretical foundations of the Diffusion of Innovation Theory, the Knowledge
Management Theory, the Social Exchange Theory and the earlier organizational
information sharing frameworks established by Dawes (1996) and Landsbergen and
Wolken (1998; 2001) in order to examine the variables that contribute to propensity of
hospital administrators to engage in the sharing of employee information with other
organizations.
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1. INTRODUCTION
Healthcare in the United States stands as a symbol for public health and safety.
However, in order to efficiently serve the public, healthcare facilities themselves must be
protected against internal threats to their security. Corrupt employees represent such
threats.
In 2003, New Jersey police arrested a male nurse, Charles Cullen, who admitted
to killing forty patients over a period of sixteen years while working in ten different
hospitals in New Jersey and Pennsylvania. Even more startlingly was the fact that, while
working within seven of those hospitals, “he was under investigation, fired, or forced to
resign” (Safer, 2004). Because of the fragmentation and organizational isolation in the
healthcare system, Cullen was able to move from facility to facility without detection of
his criminal activity or without notification of his prior actions within the many hospitals
that he worked. The historical culture of silence in healthcare was blamed for this
egregious oversight. Hospitals are traditionally reluctant to share previous employee
information, even with other hospitals, because they are afraid of being sued if they state
anything negative about a former employee (Safer, 2004). “When employers call
hospitals for references, they are never given any clues about whether someone left under
suspicious circumstances or if they left because of the quality of their work” (Liberman,
2004, p9.). Mr. Cullen was able to use this air of secrecy to move from position to
position and to continue his criminal activity in multiple hospitals over many years.
How, then, given the extreme fragmentation and numerous positions within the
healthcare industry, can hospital facilities be confident that they are hiring qualified
individuals? The answer may lie in the exchanging of employee information between
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healthcare providers who collect employment-based incident records. By establishing
networks of communication throughout healthcare, a more complete picture of an
applicant might be made available before the hiring takes place.
What is needed, then, is a concerted effort to enhance coordination and multiorganizational relations throughout healthcare and to establish communication networks
between facilities for the purposes of exchanging employee information to increase
hospital security. The primary place to start this coordination among hospitals is at the
local level. Within the United States, there are close to 6,000 separate and local hospitals
that employ nearly five million employees in various positions from specialists to service
workers (American Hospital Association, 2006). Hospitals, therefore, offer a primary
source of information, a wellspring of data regarding the people who work within their
establishments.
Research has suggested that organizational information sharing is beneficial on
multiple levels, however little is known about the factors that influence an organization’s
participation in multi-organizational information sharing. The intention of this study was
to examine the willingness of hospitals to share employee information for the purposes of
employee verification and, therefore, increased internal security. Hospitals must be able
to share specific employee information with each other to detect any suspicious and/or
criminal activity. A survey of hospitals nationwide was conducted in an attempt to
determine the dimensions that may be related to this type of information sharing
participation. The purpose of this study was to ultimately predict group membership of
participation or non-participation in information sharing activities between the nation’s
hospitals.

2

Given the problem among hospitals towards information sharing and the
organizational structure influencing participation, this research investigated the following
research question: What is the propensity for hospitals to participate in the sharing of
employee information with other organizations?
The literature and empirical knowledge in the area of hospital decision making
with regards to information sharing is severely lacking and it is even weaker in the area
of information sharing between healthcare organizations for the purposes of exchanging
employee information. The focus of this research was to discover what factors might
influence a hospital’s decision to participate in information sharing with other
organizations. Theoretical foundations of the Diffusion of Innovation Theory (Rogers,
1995), the Knowledge Management Theory, the Social Exchange Theory and the earlier
research frameworks of Dawes (1996), and Landsbergen and Wolken (1998, 2001),
assisted in the development of the organizational, trust, system implementation, financial,
and political factors that were examined to discover their influence on participation in
information sharing. These independent variables were then used to test the research
propositions and to discover what influence they had on the propensity of hospital
organizations to participate in the sharing of employee information with other
organizations.
This study has significant theoretical and practical importance. First, this study
adds to the existing literature on information sharing which is limited in scope, especially
in quantitative research. While the issue of information sharing in hospitals has garnered
much attention and media coverage, especially when it refers to Electronic Medical
Records (EMR) of patients, there were no studies found dedicated to a quantitative
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examination of the specific issue of transferring employee information among healthcare
organizations. Moreover, most research regarding hospital information sharing is
accumulated in trade magazines, newspaper articles, and governmental reports and is
focused generally on information sharing among healthcare components for increased
patient safety, reduced medical errors and lowered cost; there is no specific focus on the
exchange of employee information. This study is unique in that it attempts to examine an
unexplored nexus in healthcare: the exchanging of employee information for reasons of
overall hospital safety. This study, therefore, provides grounded research to add to the
theoretical foundations surrounding information sharing in healthcare and increases the
academic knowledge on this timely issue.
Second, this study has practical importance within the total public safety realm.
This study offers determinants that could possibly aid in the design of information
sharing projects between multiple organizations and for multiple functions, whether for
increased hospital security, heightened public safety, natural disaster recovery, or routine
heath operations. Understanding the factors as to why organizations decide to participate
or to not participate in information sharing projects provides guidance to those who
would develop such projects. Without accurate, timely information, providers can only
serve a limited role in public safety, which is inadequate.
Third, this study has practical applications outside the area of healthcare. The
results of this study can give guidance to leaders and developers in the firefighting field,
the law enforcement field, the education field, and many other areas that can also reap the
benefits of information sharing, whether on a local, state, and/or national level.
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2. LITERATURE REVIEW
2.1. Employment in U.S. Healthcare
Within the realm of health care, there are about 545, 000 establishments that are
separately involved in the industry: over 500,000 office-based physicians; nearly 6,000
hospitals; over 16,000 certified nursing facilities; nearly 3,000 local county, city, and
tribal heath departments; and 59 state and territorial health departments (American
Hospital Association, 2006; Bureau of Labor Statistics, 2006). Fragmentation is a glaring
problem in the healthcare industry. It is no wonder, then, that through this fragmentation
unscrupulous employees are able to move, virtually undetected, throughout the healthcare
environment, causing severe threats to patient safety and to fellow employees within the
facilities that they work. Paradoxically, fragmentation in the healthcare environment also
makes obtaining any critically needed information on potentially threatening employees a
daunting task.
The problem is further exacerbated with the exploding growth in the healthcare
industry and its imperative need for new employees. In 2004, healthcare was the largest
job industry in the United States. Within the nine commonly identified segments of
healthcare (hospitals, nursing and residential care facilities, physician offices, dentist
offices, home health care services, other health practitioner offices, outpatient care
centers, ambulatory health care services, and medical/diagnostic laboratories), the
industry provided nearly 13.5 million jobs (Bureau of Labor Statistics, 2006). The
percentages of workers within these common segments were estimated to include 41
percent in hospitals, 22 percent in nursing and residential care facilities, and 16 percent in
physician offices (Bureau of Labor Statistics, 2006).
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Within the healthcare sector, hospitals alone represent the largest component. “In
2004, hospitals treated 113 million people in their emergency departments, provided care
for 572 million outpatients, performed 27 million surgeries and delivered 4 million
babies” (AMA, 2004). In the job market, hospitals themselves provided 5 million jobs,
supporting one out of every ten jobs in the United States and spending over half of their
expenses in wages, salaries, and benefits (AMA, 2004). In 2001, hospitals defied the last
recession by growing by two percent (AMA, 2004).
Yet, despite its continued growth and its support of a large American workforce,
the healthcare industry is facing a severe shortage of skilled employees while at the same
time confronting increased demand for services. The U.S. Department of Health and
Human Services reported that in 2000 there was an 110,000 (6%) deficit in the registered
nurse workforce and by 2010 the expected deficit will be nearly 808,416, or 29% (Hader,
2005). Further, by 2020, the AMA (2004; 2006) estimates that hospitals will face a
shortfall of nearly one million registered nurses and nearly 84,000 specialists and general
physicians. With this grim prediction, hospitals increasingly find themselves in need of
qualified workers.
The healthcare industry shows no sign of slowing but rather is expected to expand
and, with an aging population, a turnover of older employees, and a high number of
expected new vacancies, healthcare will be searching for many qualified and safe
recruits. Without exchanging information among healthcare facilities, especially among
hospital organizations, it is easy to see how troublesome employees can travel from one
facility to another without detection.
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2.1.1. Employee Malfeasance
“Hospitals, like other organizations that depend on a highly-skilled, stable
workforce, must compete for workers in an environment characterized by employee
mobility, lack of employer loyalty, and shortage of job applicants in certain occupational
categories” (Kinard, 2000, p55.). The burden on the hospital environment, when coupled
with increasing demand and personnel shortages, offers a challenging situation: hospitals
must hire qualified personnel, but are often times forced to quickly fill positions which
may limit the time necessary to adequately screen the applicant. Furthermore, hospitals
often face limitations in their quest for more information regarding the applicant and,
unfortunately, failure of a healthcare facility to adequately know who it is employing can
result in tragedy (Lewis & Gardner, 2000).
•

1991: Jesse Rogers, a nurse hired by Trusted Health Resources in Boston,
Massachusetts, murdered his 32-year-old quadriplegic patient, John Ward,
and Ward’s 77-year-old grandmother. The facility neglected to conduct a
criminal background check. Had the facility investigated, they would have
discovered that Rogers’ had six larceny convictions in his background and
had never attended nursing school (Lewis & Gardner, 2000).

•

1995: A home health agency was found guilty of negligent hiring after a
nurse’s aide, while moonlighting outside of her contract, was involved in a
shaken baby syndrome incident. While the nurse’s aide was found not
guilty on murder charges, the home health agency was still found
negligent in its hiring practices after it failed to conduct a background
check, which the jury contended put the patient at risk. Had the home
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health agency conducted a background check, they would have discovered
the that nurse’s aide was previously involved in prescription fraud due to
her addiction to Vicodin and was also previously involved in credit card
theft (Gorrie & Delany, 2004).
•

1997: The Lingar family hired an attendant to care for Ailon Lingar, a
bedridden patient who required around the clock care. The attendant,
Kenneth Mack, hired through Live-In Companions, Inc, stole the family’s
car, among other valuables, while leaving Ailon unsupervised. The
company was found guilty of negligent hiring after failing to check
Mack’s references, which included multiple convictions such as
distribution of cocaine and trespassing (Lam & Kleiner, 2001).

•

2000: Dr. Michael Swango, sentenced to life imprisonment in New York
for killing three patients, may actually be responsible for killing as many
at 60 patients and several colleagues during his career. Dr. Swango is first
thought to have killed five patients while still a medical student at
Southwestern Illinois University. In 1986, at Ohio State University, he
attempted to poison a colleague; his license was suspended and he went to
prison. Upon release in 1987, he landed a job in internal medicine in South
Dakota and then went on to a psychiatric residency in New York State
before fleeing to Zimbabwe. An author on the case stated that this
example illustrates the fact that US legislation enacted to create a “data
bank to monitor incompetent or criminal physicians has been an abject
failure” (Woods, 2000, p.657).
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•

2003: Mustafa Mohamed was hired by Goodwin House, a nursing home
facility in Alexandria, Virginia. The facility did conduct a criminal
background prior to hiring Mohamed however, by law, the facility was
only able to obtain conviction information. The facility had no way of
knowing that Mohamed had been charged with assaulting a fellow
employee at a CVS drugstore, charges that were later dropped. Mohamed
later maliciously wounded four nursing home residents, an employee, and
a visitor at the Goodwin House when he assaulted them with a knife
(Older Americans Report, 2005).

•

2003: A patient care technician, who had a previous rape conviction, was
hired by a hospital. The technician later sexually assaulted a patient as she
recovered from surgery. While the hospital claims that they never knew of
the previous rape conviction, they were nonetheless found to be 25% at
fault for negligently hiring the perpetrator, who was found to be 75% at
fault in the event (Healthcare Risk Management, 2003).

The above examples help to illustrate the fact that the hiring of qualified
personnel is essential, especially in the healthcare realm. Research conducted in 1993
resulted in the discovery that “healthcare providers paid out over one hundred million
dollars in damages resulting from claims of injury from a hospital or healthcare facility
for hiring someone with a criminal record and the average settlement for such cases was
two hundred thousand dollars. The effect of such damages is not only the cost in material
terms but also the cost in terms of negative publicity and loss of trust, as well as the pain
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and suffering caused to the victims and their families” (Martanegara & Kleiner, 2003, p.
59).
While these criminal events are a direct threat to patient safety, the injured
involved are not always patients. Violence directed towards other employees, as well as
criminal activity such as theft and fraud, can wreak havoc in the working environment
and is an ever-expanding problem in the business arena, including the healthcare industry
(Martanegara & Kleiner, 2003; Clements et al, 2005; Frankenfield & Kleiner, 2000;
Lewis & Gardner, 2000; Paul & Townsend, 1998).
Violence in the workplace has become a leading safety and health issue (McPhaul
& Lipscomb, 2004; Lewis & Gardner, 2000; Paul & Townsend, 1998) and hospitals are
not immune from its effects. While the majority of violence toward hospital staff, in both
physical and non-physical form, comes from patients (McPhaul & Lipscomb, 2004),
those working in the healthcare environment still face the possibility of violence from
their coworkers. A study by Gerberich et al (2006) found that, among nurses in
Minnesota, non-physical violence (threats, sexual harassment, and verbal abuse) came
from a variety of sources. While patients accounted for 67% of the non-physical violence
towards nurses, supervisors (10%), other employees (10%), doctors (12%), and
subordinates (6%) also contributed to violence in the workplace (Gerberich et al, 2006).
Along with acts of violence, hospitals also experience criminal activity from its
employees that involve theft, especially of narcotics, and fraud. “After violence, security
directors identify theft as the major problem faced by healthcare facilities. Because of
access to controlled narcotics, personal belongings, and equipment that have high “street”
value, healthcare facilities are natural magnets that attract criminals” (Lewis & Gardner,
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2000, p15). “Theft is the most widespread form of hospital employee crime. This kind of
crime includes theft in hospital properties and patient’s personal properties, stealing
patient records to fraudulently obtain prescriptions for pain-killing drugs, and also the
theft of time” (Martanegara & Kliener, 2003, p.60).
As mentioned above, criminal activity in the healthcare environment, can range
from violence to theft and can be directed towards patients and coworkers alike. Further,
due to the millions of workers in the healthcare environment, ranging from lower level
employees, such as food service or maintenance workers, to higher-level employees such
as specialists, doctors, and nurses, there is a wide variation in the healthcare workforce
that could pose potential harm. Physicians, while held to a higher standard, can also
involve themselves in unscrupulous activity. “Recent well-publicized examples of
physicians engaged in criminal behavior have shed light on criminal activity by
physicians” (Jung, Lurie, & Wolfe, 2006, p.335). In their current study, Jung, Lurie, and
Wolfe (2006) conducted a nationwide, descriptive work of physicians who were
convicted for various criminal actions between 1990 and 1999 and disciplined by the
state medical boards or the federal government. The researchers examined 31,110
disciplinary entries by 20,125 physicians. Of these entries, 2,903 were deemed as
“criminal convictions” by 2,247 physicians. Their findings indicated that forty-four
percent of the events directly involved patients while thirty-three percent involved the
overall “health care system only” (ie: Medicare fraud) rather than directly with patients;
the entries that involved patients tended to carry stiffer sanctions. Of the highest numbers
of convictions, the researchers found 835 (29%) convictions of prescription violations,
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which involved patients 100% of the time, and 850 (29%) convictions of insurance fraud,
which involved the “health system only” 100% of the time. The researches also found:
•

171 convictions involving rape, sexual assault, sexual misconduct, indecency
with a child, public indecency, or any sex-related convictions. Of these, 69%
involved the patient.

•

29 convictions of murder, manslaughter, or involuntary manslaughter
convictions. Of these, 4 % involved the patient.

•

144 convictions of criminal misconduct such as theft, bribery, forgery,
disorderly conduct, and unspecified fraud. Of these, 9% involved the patient.

•

242 convictions of criminal misconduct related to the practice of medicine
such as assisting an unlicensed person to practice medicine, fraudulent
misrepresentation, conspiracy to receive kickbacks, altering or falsifying
medical records, and failure to report suspected child abuse. Of these, 100%
involved the patient (Jung, Lurie, & Wolfe, 2006, p.350).

A subsequent finding of the researchers (2006) indicated that, of the disciplinary
sanctions given to the those physicians with criminal convictions, most were non-severe
disciplines; meaning that the physicians received either a fine, reprimand, education,
enrollment into a program, cease and desist orders, monitoring, or community service.
According to the data, 67% percent of the fraud convictions and 36% percent of the
prescription convictions resulted in “non-severe” penalties (Jung, Lurie, & Wolfe, 2006;
Public Citizen, 2006). According to researcher Jung et al (2006), data from this study
exemplifies “a system that allows questionable physicians to continue practicing
medicine after exhibiting clearly unprofessional and dangerous behavior” (p.344). Jung
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suggests that an interstate tracking system be established to ensure that a disciplined
doctor cannot set up practice in another state; helping to prevent the movement between
jurisdictions and “under the radar” activity (Jung, Lurie, & Wolfe, 2006; Public Citizen,
2006).
Another study also highlighted the fact that doctors often return to practice after
committing an offense. Dehlendorf and Wolfe (1998) found that, from 1981 to 1996, 761
physicians were disciplined for sex-related offenses, 75% of which were directed against
patients. Of those disciplined for sex-related offenses between the years 1981 and 1996,
39.9% were practicing again by 1997. The authors found that, while few physicians are
disciplined for sex-related offenses, the numbers have been increasing over time. Further,
the authors suggest that many physicians often continue or return to practice after having
been disciplined for sex-related offenses (Dehlendorf & Wolfe, 1998). Additionally, a
study by the federal government that examined 181 disciplined physicians from
Michigan, Ohio, and Pennsylvania between 1977 and 1982, found that 33% of them were
practicing in another state, leading to estimates that, each month, 25 or 30 sanctioned
physicians are “state-hopping” (Rosenfield, 1994). While a small percentage of doctors
commit crimes, their actions have considerable affects on public safety and prolonged
public trust.
A startlingly fact is that crime in hospitals, especially when perpetrated by
employees, is statically under-represented. The Joint Commission on Accreditation in
Healthcare Organizations (JCAHO) collects information on sentinel events in healthcare
facilities; however, this reporting system is voluntary. Hospitals, therefore, may choose
not to report violent or criminal events as the information provided to JCAHO becomes
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public information (Slovenko, 2006). There is no national database or repository that
collects sentinel events in hospitals; while states licensing boards may require some type
of reporting, this varies from state to state (Slovenko, 2006). “Internal incident reporting
is protected from discovery, and therefore does not become public record. To avoid
negative publicity, hospitals often cloak incidents of crime by not reporting it or by using
confidential reporting mechanisms. The result is that the picture of hospital crime is
skewed (Slovenko, 2006, p.250).
While there does exist the federal National Practitioners Data Bank (NPDB), a
national repository for actions taken against negligent practitioners to reduce their
movement from state to state, there are problems with this Data Bank. First, the NPDB
only deals with practitioners in the healthcare field; doctors, dentists, and nurses are all
considered practitioners. However, the NPDB does not collect data on the myriad of nonpractitioners that work throughout the healthcare industry. Second, the NPDB only
collects data on “healthcare” related incidents that have adverse patient outcomes. While
state licensing boards are supposed to report any other types of legal actions that may
affect the practitioner’s licensure, non-healthcare related incidents, which could possibly
shed light on a practitioner’s character, are not routinely reported by hospitals (S. Tart,
personal communication, Dec. 2006).
It is mandated that hospitals both report adverse incidents to the NPDB and also
query the NPDB when they review physicians for clinical privileges, employment, and/or
licensure. Established in 1986 by Congress as part of the Health Care Quality
Improvement Act, the NPDB was designed as an electronic records repository for
incompetent practitioners and as a method to restrict those physicians with damaging
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performance records from moving between states without disclosure (Goodman, 2006;
Health Care Quality Improvement Act, 1986). Mandatory reporting includes occurrences
of incompetence and unprofessional conduct by physicians. This include (1) malpractice
payments, (2) any adverse state licensure actions taken by state licensing boards, (3) any
adverse actions taken to restrict hospital privileges for periods longer than thirty days, (4)
any peer review actions taken, (5) any Medicare and Medicaid actions taken for fraud
and/or abuse, (5) and any adverse actions taken by the Drug Enforcement Agency (DEA)
(Goodman, 2006).
While these incident types must be reported, the majority of NPDB reports
represent medical liability claims. Further, the NPDB does not offer much in the way of
suspicious or criminal activity by the physicians and offers no information on nonpractitioner employees. More interestingly, in a study conducted by Baldwin at el (1999)
over a five year period, the researchers found that 67% of hospitals never reported a
single adverse incident to the NPDB and that reports of incidents have been declining
since the creation of the NPDB (Baldwin at el, 1999; Waters et al, 2006). Waters et al
(2006) also found that 75% of reportable actions and 60% of unquestionably reportable
actions were never reported to the NPDB. Likewise, Scheutzow (1999) found that, during
a three year span, hospitals reported 3,154 adverse incidents to the NPDB but that state
licensing boards took action against nearly 8,000 physicians (Waters et al, 2006). Waters
et al (2006), Baldwin at el (1999), and Scheutzow (1999) provide evidence that reporting
to the NPDB by hospitals regarding adverse incidents by physicians is under-reported.
Federal law also mandates that hospitals utilize the NPDB when they review
physicians for clinical privileges, employment, and/or licensure. However, in a study
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conducted by Waters et al (2006), the researchers found that the NPDB is not being used
to its full potential. From a sample of 1,681 entities (hospitals, MCO’s, physician groups,
state licensing boards, professional societies, and other nonfederal entities) the
researchers found that in 7% of the cases, preliminary decisions on the physicians were
made prior to receiving a report from the NPDB and, in 3% of the cases, final decisions
were reached prior to receiving a report from the NPDB. Further, in 49 of the latter cases,
privileges were granted or reinstated to physicians without the entities ever obtaining any
NPDB information at all (Waters et al, 2006).
Within the healthcare realm, then, there is a critical need to gather information
related to employees, both practitioners and non-practitioners alike. Crime by employees,
often in the form of violence, theft, and fraud, is under-reported among the nation’s
hospitals and, in order to help reduce the numbers of criminal incidents, hospitals must be
able to gather information on their applicants prior to employing them. As mentioned,
there is limited access to incident-based reporting systems that employers can access
prior to hiring an applicant. It is up to the employer, then, to substantiate the information
provided by the applicant and to discover, for themselves, any adverse information that
may exists on that applicant. A place to begin that discovery is with employee references.
2.1.2. Employee References
“Criminal employees are one of the most overlooked and under-prepared-for
business disasters facing today’s workplace. Like a natural disaster, there are rarely
preventable measures and policies in place until after a business has suffered the
devastation of a criminal employee” (Rivera, 2001, p.1). The best way for an
organization to reduce the chances of a criminal incident by an employee is to weed out
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the poor applicants during the hiring process (Bloomquest & Kleiner, 2000; Rivera,
2001). While the use of an application for the potential hire is the first step in the process,
the number of application falsifications are increasing (Lam & Kleiner, 2001) and a large
percentage of physicians that have criminal backgrounds are not likely to acknowledge
them when filling out an application (Medical Ethics Advisor, 2004). In a 1998 survey
conducted by the Society for Human Resource Management, 53% of resource
management respondent indicated that applicants routinely lie about the length of past
employment, 45% stated that applicants are dishonest about criminal records, 35%
indicated that applicants lie about former employers, 33% indicated that applicants falsify
degrees, 22% reported that applicants falsify school attendance, and 14% of respondents
stated that applicants provide incorrect social security numbers (Lewis and Gardner,
2000; SHRM, 1998). According to Bliss (2001), multiple studies indicate that between
25% and 40% of applicants provide falsified, exaggerated, and/or misleading information
to employers.
Applicants can easily falsify information on their applications; likewise, the use of
interviews can also be an ineffective information gathering tool because applicants can
rehearse their answers and can often be well prepared for the interview process (Kinard &
Renas, 1991; Frankenfield & Kleiner, 2000). “Those applicants who are particularly
adept at projecting a favorable impression in an interview, namely job-hoppers and
sociopaths, have an almost uncanny ability to tell interviewers exactly what they want to
hear” (Frankenfield & Kleiner, 2000).
In order to reduce criminal activity by employees and to ensure safety, employers
must be able to get relevant information on their applicants before they are hired.
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Hospitals, especially, must ensure that reliable workers are employed because their
employees have potential contacts with patients; hospitals, clearly, are held to a higher
standard and a higher duty of care then are other organizations (Lewis & Gardner, 2000).
What is needed, then, is a way for employers to get a more accurate picture of
potential employees by gathering better information on their applicants, and the best
place to gather that information is to contact former employers. The greatest predictor of
future job performance is past job performance and the source for information on past job
performance of an applicant is from the former employers (Hader, 2005; Bloomquest &
Kleiner, 2000; Quinones & Schaefer, 1997). To illustrate this point, an interesting study,
conducted by Papadakis et al (2005), found that disciplinary actions taken by medical
boards against practicing physicians was strongly associated by prior unprofessional
behavior displayed by those same physicians in medical school. Through the use of a
case-control study that compared 235 graduates of three medical schools, the researchers
found that the odds of a physician receiving disciplinary action by medical boards while
practicing increased as their frequency of unprofessional behavior in medical school
increased. The odd ratios given were at 8.5 for the predicator of “irresponsibility” and 3.1
for the predicator of “diminished capacity for self-improvement” (Papadakis, 2005). The
researchers indicated the importance of identifying students who display unprofessional
behavior in medical school as being possible predicators of future unprofessional
behavior in their practice (Papadakis, 2005). In comparison, the identification of
previous unprofessional behavior by employees in their past employment may be
beneficial information for a new employer. Utilizing references from previous
employers, therefore, is critical to the hiring process. “Reference checks from past
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employers can substantiate past performance and will be most indicative of the
candidate’s potential for success in a new position (Hader, 2005).
Although reference checking has been supported as a necessary and important
function in the hiring process, most organizations refuse to release any information on a
past employees. In fact, in a well published 1995 study by the Society for Human
Resource Management, nearly 75% of human resource managers responded that
reference checking during the hiring process was more important now than ever before
and that between 65% and 85% of their organizations seek reference information about
employees when hiring. While nearly 50% indicated that the information that they
receive about applicants during reference checking is inadequate, 63 % of the
respondents indicated that they themselves refuse to provide reference information about
former employees to prospective employers (Harshman & Chachere, 2000; Lewis &
Gardner, 2000; Doty-Navarro & Kleiner, 2000; Clay & Stephans, 1996; Long, 1997).
The reason that was most cited by the respondents as to why they would not give
references regarding past employees was the fear of legal action, chiefly the legal issue of
defamation.
2.1.2.1. Defamation
“Perhaps no single issue illuminates the legal culture in the United States
regulating employee privacy and reputation as the recent development of the law on
employee references. Observers have noted a sharp decline in the willingness of prior
employers to provide information about prior employees other than dates of employment
and, perhaps, job classification, largely out of concern for potential liability in defamation
or the transaction cost of defending meritless lawsuits” (Finkin, 2005, p.496).
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Defamation, according to Black’s Law Dictionary (1990) is “an intentional false
communication, either published or publicly spoken, that injures another’s reputation or
good name” (Little & Sipes, 2000; Quinones & Schaefer, 1997). The proving of
defamation must include the following elements: (1) there has to be defamatory words
spoken or written, (2) the defamatory words must be published to a third party, (3) the
statements made must be defamatory, or false, in nature, (4) the defamatory statement
was made about the plaintiff (employee), (4) the defamatory statement must be shown to
have been made with malice, and (5) there must be a resulting injury because of the
defamatory words (Little & Sipes, 2000; Clay & Stephens, 1996; Long, 1997).
Although the proofs vary from state to state, the plaintiff in all cases must
establish, in basic form, that defamation did occur and that it was done in a knowing,
malicious, or careless fashion. For employers, there are defenses from an employees’
defamation claim; these are truth and conditional privilege (Little & Sipes, 2000; Paul
and Townsend, 1998; Quinones & Schaefer, 1997; Long, 1997; Clay & Stephens, 1996).
Truth is an absolute defense in any defamation lawsuit. “A statement that is
injurious to someone’s reputation or good name, which is communicated to a third party,
but nevertheless true, is not actionable since truth is an absolute or complete defense”
(Quinones & Schaefer, 1997, p175). While the burden of proof for the defense of truth
rests with the employer, truth allows the employer to express factual information on an
employee even if those expressions are negative or injurious.
Likewise, conditional (or qualified) privilege allows the employer to freely
exchange information, even if it is defamatory, under certain conditions (Little & Sipes,
2000). Privilege affords the employer freedom from liability so long as the defamatory
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statements are not abused by being (1) malicious or an intentional infliction of harm, (2)
excessive in publication by divulging the information to more than the necessary parties,
and (3) excessive in language by communicating too much information or being abusive
in nature (Paul & Townsend, 1998; Long, 1997). Under the conditional privilege defense,
the burden of proof lies with the plaintiff, the employee. “In business communication, the
qualified privilege exists because a ‘duty to speak and an interest to hear’ are relatively
more important than an individuals reputation” (Little & Sipes, 2000, p2) and, “as a
general rule, statements made in the employer reference context are considered
conditionally privileged due to the important interest at stake (Long, 1997, p.179).
Because of the unique nature of employee references and the need for information
to pass from one party to the next regarding an employee’s past work performance,
multiple courts and legislatures have provided latitude for employers providing
information. By 2005, thirty-five states had “deregulated,” through legislative actions,
what employers may disclose about a former employee without facing liability. While
varying from state to state, the preponderance of legislations allows the employer to
divulge information about an employee’s “ability, job performance or other work related
information unless the disclosure was known to be false, was made with intent to mislead
or was made with reckless disregard of falsity” (Finkin, 2005, p496). States have
increasingly recognized the need for sharing information on past employees and the
protection for employers who provide this type of reference information; this trend is
likely to continue (Long, 1997).
Because statutory protections, as well as the defenses of truth and conditional
privileges, exists for employers who wish to share reference information on past
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employee, the chances of an employer being successfully sued for defamation may be
relatively low (Long, 1997; Quinones & Schaefer, 1997). Quinones & Sachaefer (1997)
reported that Bezanson (1986) found that 10% or less of plaintiff-employees prevail in
defamatory suits. The authors also reported that Paetzold and Willborn (1992) found that
the risks of defamatory suits are low; that the tangible costs in the few cases are minimal
and exaggerated; and that cases are normally settled before trial for relatively little money
(Quinones & Schaefer, 1997). Nonetheless, the fear of lawsuits has cooled employers
from discussing past employees with potential employers. As Quinones and Schaefer
(1997) argue, past studies have failed to take into account the fear of litigation and both
the perceived and actual costs associated with that fear. Organizations fear the chances of
being sued and fear the costs associated with a defense. Hence, many organizations have
taken a “no-comment” policy stance.
The “no-comment” (or “neutral reference”) policy has become the standard for
how organizations deal with the issue of references. Most organizations, fearing a
potential lawsuit of defamation by a previous employee, will only provide limited
information about the employee to other organizations. This “no-comment” policy
involves the organization providing information such as job titles, dates of employment,
and pay rates only, and is less of a reference and more of a verification of the information
provided by the applicant on his/her application (Harshman & Chachere, 2000). In an
early nationwide study of hospital managers conducted by Kindard and Renas (1991), the
researchers found that very few hospitals release any information regarding the
employee’s disciplinary problems or character, and that the information that is needed by
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a potential employer is not provided. The authors suggested that a possibly for this
reluctance can be attributed to the risk of defamatory lawsuits (Kindard & Renas, 1991).
Quinones and Schaefer (1997) argue that the no-comment policy that has been
adopted by organizations, including healthcare organizations, is detrimental for several
reasons. First, the potential employers are unable to get accurate information on their
applicants and may be in danger of negligent hiring. Second, good employees are often
overlooked because prospective employers are unable to establish commendable work
histories. Third, the “no-comment” policy creates internal organizational damage because
the organization’s own employees, who seek advancement within the organization, are
unable to reap the benefits of positive references. Fourth, the denial of critical reference
information by the prior employer may be seen as misrepresentation by omission, a liable
action. Finally, the continued hiring of poor employees causes harm to internal and
external organizational business performance, which is then suffered by the consumers
(Quinones & Schaefer, 1997). However, despite these negative consequences associated
with the policy of “no-comment,” most organizations have embraced it due to the fear of
being sued for defamation, even though employers have protections of truth and privilege
and that, as suggested, the chances of being sued by a former employee is both rare and is
often unsuccessful.
2.1.2.2. Negligent Hiring
In the world of the “no-comment” policy, information from past employers is
hard to obtain on an applicant. Because organizations are hesitant to provide more than
just the basic information on a former employee, the hiring organization is left to discern
if a candidate is worthy based on limited information. Unfortunately, while obtaining
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information from past employers regarding inferior employees is nearly impossible under
the “no-comment” policy, organizations that make a bad hiring decision may find
themselves fighting a different litigation battle under the concept of “negligent hiring.”
Negligent hiring involves the tort theory that “an employer has the duty to
exercise reasonable care in view of all the circumstances in hiring individuals who,
because of the employment, may pose a threat of injury to members of the public” (Long,
1997, p. 179). In short, hiring employers must thoroughly investigate potential employees
or face charges of negligent hiring if that employee harms someone during the course
of his/her duties or, in some cases, outside the scope of his/her employment duties as well
(Little & Sipes, 2000). The 1995 case of a nurse moonlighting outside of her direct
employment duties, led to a home health care agency being found guilty of negligent
hiring after a child in her care was killed from shaken baby syndrome. While the nurse
was found innocent, the courts decided that the agency was negligent in failing to
adequately screen the applicant, which may have revealed her addiction to Vicodin and
her prescription fraud and credit card theft (Gorrie & Delany, 2004).
The basis of negligent hiring rests on the three primary factors: that (1) the
employee was unfit for hiring or retention, (2) the employers hiring of the unfit employee
was the proximate cause of the injury, and (3) the employer knew or should have known
that the employee was unfit (Long, 1999; Paul & Townsend, 1998; Little & Sipes, 2000).
The two primary scenarios of negligent hiring first involve the idea that the employer
knew that the employee was unfit prior to hiring him/her but elected to hire anyway. In
this case, the employer can be charged with negligent hiring if injury results from the
employee’s actions. The second scenario of negligent hiring involves the idea that the
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employer did not know that the employee was unfit prior to hiring him/her, and that
negative information regarding the employee could have been discovered if reasonable
care was used in researching the applicant’s history. In this scenario, even though the
employer conducted a background check which resulted in no negative information, the
employer is still liable based on “reasonableness of care” and “foreseeablity” if (1) they
had a reason to know, (2) they could have reasonably foreseen harm, and (3) the injury
was causally linked to one and two (Little & Sipes, 2000). The requirement for this
second scenario is based on the notion of “reasonableness of care,” meaning that the
organization must meet a certain degree of thoroughness with regards to their
investigation into their applicants. Further, “those employers who invite the public into
their premises, such as hospitals…have been held to a higher standard of care” (Little &
Sipes, 2000, p.4) when determining the reasonableness of scrutiny towards their potential
employees.
The concept of negligent hiring represents the ultimate catch-22 for organizations
since they are required to know, through reasonable investigation, about their applicants
but are often denied this information by former employers (Paul & Townsend, 1998). “It
is not difficult to see the frustration met by employers who try to investigate applicants
but find previous employers who, like themselves, are not willing to provide information
regarding their former employees’ incompetence, misappropriation, or inappropriate
workplace behavior” (Little & Sipes, 2000, p4).
2.1.2.3. Implications
With the fear of defamation suites and the subsequent “no-comment” policy that
can lead to negligent hiring suits, employers face an uphill battle. Even though the courts

25

and legislation have tended to favor employers and their ability to exchange information
on employees, organizations are, nonetheless, hesitant to engage in information sharing
about employees. What is needed then is to develop open and trustworthy
communication networks that allow for the free exchange of employee information.
Healthcare organizations, especially, must be able to exchange information on employees
as they serve the public directly and they are, therefore, held to a high standard of hiring
practices.
2.2. Information Technology and Its Use in Information Sharing
One possible way to facilitate this information exchange is to utilize new
advances in information technology. By engaging in electronic information exchange,
organizations, including hospitals, can quickly and efficiently convey information to one
another about employees and their past employment histories.
Information technology refers, in part, to the capacity to manage and transmit
information, via computer technology, in order to conduct business (Johnson & Rivers,
2001). Information technology in health care, “allows [the] health care providers to
collect, store, retrieve, and transfer information electronically” (Medpac, 2004, p. 159).
By the 1960’s, hospitals were, for the first time, using information technology in the form
of computers for administrative and fiscal functions and, by the 1980’s, hospitals first
began experimenting with the use of electronic medical records (EMR). In the past two
decades, however, hospitals have been relying more heavily on automation; in fact,
today, “the efficiency of health care operations is directly linked with the amount of
automation of the health care information system” (Choi, et al 2006, p59). Information
technology has revolutionized the health care industry by allowing for the electronic
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storage and transmission of data and has begun to make the traditional paper-based
operations obsolete (Choi, 2006). However, while healthcare’s use of information
technology continues to expand, it remains significantly lower than in other industries
(Berner, 2005).
While hospitals have been slow to embrace information technology, its role as a
catalyst in information sharing within and among organizations is paramount. The
importance in the diffusion of information technology throughout the hospital
environment could make possible not only the internal interoperability between hospital
departments but also the external linkage between various outside organizational entities.
Information technology, in the form of hardware, software, and network connections,
allows for the successful transfer of information between participants and provides the
avenue in which successful information sharing, including the sharing of employee
information, can take place between healthcare organizations.
Information sharing involves the intentional and voluntary action of distributing
information to others and “information sharing embeds the notion of ‘willingness to
share.’ Volition distinguishes information sharing from involuntary information
reporting. Information sharing is a voluntary act of making information available to
others…the sharer could pass information on, but does not have to” (Jarvenpaa &
Staples, 2000, p130). Technology has given organizational managers unprecedented
opportunities to engage in information sharing; to access data, to transform that data into
information, and then to create knowledge for problem solving and decision-making
(Safai-Amini, 2000). Electronic information sharing, therefore, involves the transfer of
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that shared information via electronic means. This could include, but is not limited to:
emails, internets, networks, shared databases, and data warehouses (Akbulut, 2003).
The ultimate goal of information sharing, enabled more effectively through the
use of various technologies, is the accumulation of knowledge; knowledge acquisition is
a direct result of exchanging information. “Once information is transferred, it is the
ability to act on it that is referred to as knowledge” (Lim et al, 1999, ps615). Information,
therefore, “is transformed into knowledge when a person reads, interprets, and applies
information to a specific work function” (Marshall, 1997, p92). In the case of employee
information, information sharing by hospitals and other healthcare facilities could help
these organizations to be more knowledgeable about applicants and to reduce the
incursion of substandard employees into their facilities. Furthermore, the use of
information technology as an aid in the sharing process could make the verification of
employees more quick and efficient.
While healthcare has been experimenting with a multiplicity of integrated
information sharing initiatives, the problem is that not all health organizations currently
participate in these projects nor do they reap the benefits that these initiatives seem to
offer. From healthcare and organizational literature, it appears that the lack of
collaboration stems from a “people problem” rather than a “technology problem;”
meaning that the technology is affective and is available to make electronic information
sharing a reality, but decision-makers are often dissuaded to engage their organizations in
the process (Korner, et al, 2003). While there are some hospital organizations that
embrace multi-organizational collaboration through electronic information sharing, others
are either slow to accept such collaboration or they resist it completely. In short, while
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the technology exists to implement electronic information sharing projects, organizational
decisions makers can often be hesitant to participate.
2.3. Chapter Summary
A review of the literature indicates that the healthcare industry, especially among
hospital organizations, is rapidly expanding. With the influx of aging patients, the
increasing demand for health services is projected to grow exponentially in the coming
decades. Juxtaposed with this forecast is the need for qualified and competent employees.
As seen, unscrupulous applicants can often falsify their application information and, as a
result, enter undetected into the unsuspecting healthcare environment. One way to ensure
that hospitals are hiring proficient employees is to engage with other hospitals and
healthcare facilities through a network of open communication and information sharing.
As information is gathered, knowledgeable action can be taken. As such, while hospitals
are currently fearful, perhaps at levels unnecessarily so, of defamation and negligent
hiring litigation, the growing demand for capable employee will make the sharing of
employee information an inevitable necessity. A way to facilitate this information sharing
process is to utilize information technology; allowing the transfer of employee
information via electronic means to a quick and efficient.
However, while information technology has enhanced information sharing
initiatives in other organizational realms, healthcare has been slow to embrace it. The
following chapters will explore the theoretical stimulates and barriers to organizational
information sharing. Further, the results of the research conducted to hospitals nationwide
will be presented and suggestions made as to the factors that may influence a hospital’s
propensity to share employee information.
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3. THEORETICAL FOUNDATIONS
The focus of this research was to discover what factors might influence a
hospital’s decision to participate in the sharing of employee information with other
organizations. The earlier research frameworks of Dawes (1996), and Landsbergen and
Wolken (1998; 2001) were first examined, followed by the theoretical foundations of the
Diffusion of Innovation theory (Rogers, 1995), the Knowledge Management theory, and
the Social Exchange theory. These theories laid the groundwork from which the various
concepts for this research were built.
3.1. Dawes
There has been very little empirical research conducted on health care adoption
and adaptation of information technology, specifically as a catalyst that can lead to
electronic information sharing with external entities. However, the literature suggests that
various organizational factors (Dawes 1996; Landsbergen & Wolken 1998; Barua 1997;
Skekelle 2006; Ash & Bates 2005), cultural factors (Dawes 1996; Korner et al, 2003;
Skekelle 2006), political factors (Dawes 1996; Drake 2004; Landsbergen & Wolken
1998; Skekelle 2006), economic factors (Landsbergen & Wolken 1998; Medpac, 2004;
Skekelle, 2006; Ash & Bates 2005; Hersh 2004), and technical issues (Ash & Bates 2005;
Hersh 2004) may affect a decision maker’s decision to participate in information sharing.
Dawes (1996), one of the most prolific writers regarding information sharing in
public organizations, was the first to develop a theoretical model of interagency
information sharing (Vann, 2005). Dawes’ (1996) examined information sharing from a
public manager’s perspective, and sought to discover the extent to which public
managers' attitudes regarding information sharing reflected certain theoretical benefits
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and barriers. Dawes (1996) suggested that, from a review of the literature, both benefits
and barriers to information sharing can be identified. Further, Dawes (1996) categorized
the benefits and barriers as being technical, organizational, or political in nature
(Landsbergen & Wolken 1998; Landsbergen & Wolken 2001, Akbulut 2003, Drake et el.
2004, Scholl, 2005, Zang et al 2005). Table 3.1 identifies Dawes’ (1996) benefits and
barriers associated interagency information sharing.
Table 3.1: Benefits and Barriers Associated with Interagency Information Sharing (Dawes 1996)

Category
Technical

Benefits

Barriers

*Streamlines data management
*Contributes to information
infrastructure

Organizational *Supports problem solving
*Expands professional networks
Political

*Supports domain-level action
*Improves public accountability
*Fosters program & service
coordination

*Incompatible technologies
*Inconsistent data structures
*Organizational self-interest
*Dominant professional frameworks
*External influences over decisionmaking
*Power of agency discretion
*Primacy of programs

According to Dawes (1996), technology can benefit the data management
processes within an organization by streamlining the collection, storage, and processing
of data. Further, technology can reduce data duplication and decrease operational costs
and, thereby, improve productivity. Technological benefits are also seen in the
development of technological standards that help to promote an informational
infrastructure for operations (Dawes, 1996; Pardo, 2004).
Technology, according to Dawes (1996), can also be a barrier to information
sharing because of differing technological structures and data structures. Technological
structures can often times be incompatible, either through hardware, software, or
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communicational network components, meaning that one system cannot physically “talk”
to another system. Further, the data structures can often be different, meaning that the
data used by one organization may be different from the data used by another
organization. For example, one organization might use the data structure definition of
“LastName” to identify a person’s last name while another organization might use the
data structure definition of “NameLast.” Both the technological structures and data
structures can limit the information sharing capabilities among agencies (Dawes, 1996).
The second concept categorized by Dawes (1996) entails the organizational
benefits and barriers to information sharing. Organizational benefits include problem solving
support in the form of improved data quality, quantity, and availability through information
sharing. Dawes (1996) suggests that sharing information among external organizations
can improve the accuracy and validity of the data from each internal organization. This
can, in turn, improve the problem solving efforts of the organization. Dawes (1996)
further argues that another organizational benefit from information sharing is the
valuable, professional relationships that are encouraged and maintained through sharing
information. By sharing information, the anxiety among organizations is reduced because
collaboration allows for the exchange of information beneficial to improving
organizational functions.
Organizational aspects can also prove to be barriers to information sharing.
Dawes (1996) argues that organizational self-interest and dominant professional
frameworks can hinder successful sharing of information. Through organizational selfinterest, Dawes (1996) suggests, an entity will fail to engage in information sharing
unless there is some beneficial return; suggesting flatly that organizations must believe

32

that information sharing will result in perceived benefits, improve public image, and/or
elevated influence in order for them to participate.
Finally, Dawes (1996) categorized political benefits and barriers to information
sharing. Dawes (1996) argues first that political benefits include a broader economic and
demographic context for programs; arguing that information sharing allows once
insulated organizations to identify trends, policies, and alternatives across a wide
spectrum rather then just through their own internal processes. Secondly, information
sharing provides the political benefits of accountability and use of information by the
public at large. By making available information that is accurate and valid, organizations
can provide information that can aid in private, personal, and/or business decision
making. Further, information that is shared with others, forces the party providing that
information to be held accountable for that information (Dawes 1996). Finally,
information sharing has the political benefit of fostering the coordination for programs
and service delivery. By sharing information, deficiencies in programs or service delivery
initiatives, which a single organization may not see itself, can be more easily identified
by the collaborators. Further, sharing information can advance program needs, plans,
implementation and evaluation (Dawes 1996).
Dawes (1996) argues that political aspects can also inhibit information sharing
through the exertion of external influences over decision-making, the protection of the
organization’s discretionary powers, and the importance placed on program-specific
information. According to Dawes (1996), there is a “complex web of influences” over
decision-making in the public sector. Legislators, interest groups, professionals, and
various other participants, share decision making functions such as resource allocation,
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vested interests, and policy making powers. This, in turn, often affects if, when, and how
information sharing is to take place among organizations. Secondly, from a political
standpoint, many organizations strive to protect their discretionary powers, where
information is seen as a powerful commodity and a symbol of authority that they are
reluctant to share with others. Finally, programs are often created, funded, and managed
for a specific reason and along specific operational guidelines. Dawes (1996) argues that
information gathered from these programs are often seen by the organization as
belonging to the programs themselves rather then to the organization in general;
suggesting that this information is rarely regarded as a sharable asset.
In 1990-1991, Dawes (1996) investigated her claims of the technical,
organizational, and political benefits and barriers to information sharing by surveying
public mangers in New York State who represented seven different types of
organizations, including an Immunization Information System between state-localprivate-non-profit participants. The public managers were directors of various
information technologies, research, planning, and programs, and the study sought to
measure the extent to which their attitudes reflected the proposed benefits and barriers to
information sharing. Information sharing was defined by Dawes (1996) as being both
paper-based, as well as, the electronic transfer of information.
Dawes (1996) found that 86% of respondents felt that the benefits of information
sharing were (1) better and more integrated planning, development, and implementation
of programs; (2) more comprehensive and accurate information for decision making and
problem solving; (3) better use of scarce resources, and (4) more positive interorganizational and professional relationships. Forty-percent of the respondents suggested
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that the risks to information sharing were the (1) limited discretion of policy and program
decision making; (2) misrepresentation or misinterpretation of the organization’s
provided information; and (3) drain on scarce resources. Further, the respondents
suggested that legal frameworks and policies to guide information sharing decisions, as
well as tools for the effective management of data, were essential to information sharing
initiatives.
From this study, Dawes (1996) proposed a theoretical model of interorganizational information sharing (Figure 3.1). Dawes (1996) suggested that there must
first be a pressing problem that is deemed by the organization to be suitable for
information sharing. Further, Dawes (1996) argues that expected benefits and expected
risks regarding information sharing are based on the participant’s past experiences
involving information sharing. The information sharing process can be influenced by a
policy and management framework that may mitigate the expected risks and heighten the
expected benefits. The actual information sharing process, in turn, produces lessons and
guidelines for the process, as well as, proves the actual benefits and risks. Dawes’ (1996)
argument here is that past experience will shape the guidelines of future policy and
management through lessons learned and, if that past experience and, subsequent, policy
refinement is weak, the actual information sharing initiative will be less structured.
Conversely, if the past experience and, subsequent refined policy and management
guidelines through lessons learned is strong, the information sharing initiative will be
more formal and efficient. The paramount suggestion here is that successful information
sharing depends on the strengthening of the policies and management factors (Dawes
1996).
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Promote Benefits
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Actual Risks
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Figure 3.1: Dawes’ (1996) Theoretical Model of Interagency Information Sharing

Dawes’ model is a reciprocal model, showing that a pressing problem initiates the
activity of information sharing. Through information sharing outcomes, the organization
builds a framework that is either positive, which will promote future information sharing
activity, or negative, which will hinder future information sharing activity. While this
model is impossible to test using cross-sectional data (which this current research study
uses), it is beneficial because it first provides foundational research factors of information
sharing, and then it further allows for modifications from which a linear model can be
formulated; allowing for the examination of one-way relationships of expected benefits
and risks to be tested against information sharing participation.
3.2. Landsbergen and Wolken
Building on Dawes’ (1996) framework, Landsbergen and Wolken (2001) sought
to expand the model of information sharing. Dawes’ (1996) study was limited in
timeliness, the study was conducted in 1991, and in the methods of information sharing,
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the study did not differentiate between paper-based or electronic based-sharing (Akbulut,
2003; Landsbergen and Wolken 2001). Landsbergen and Wolken (2001) specifically
examined electronic information sharing, arguing that “interoperability,” which they
defined as information sharing among people and organizations in an informationtechnology driving environment, was difficult and often problematic. Like Dawes (1996),
Landsbergen and Wolken (2001) first developed their own listing of benefits and costs
gathered from the research literature (Table 3.2).
Table 3.2: Benefits and Costs Associated with Interoperability (Landsbergen and Wolken 2001)
Benefits
•
•
•

Effectiveness
Efficiency
Responsiveness

Costs
Political
• Privacy
• Ambiguity about Statutory Authority
• Openness to Public Scrutiny
Organizational
• Trust
• Lack of Experience
• Lack of Awareness of Opportunities to Share
Economic
• Lack of Resources
• “Low-Bid” Procurement Methods
Technical
• Hardware or Software Incompatibility
• Public or Private Property
• Data-Sharing Standards

According to Landsbergen and Wolken (2001), the benefits of electronic
information sharing among organizations include more effective, efficient, and
responsive actions to social problems. Landsbergen and Wolken (2001) stated that social
issues increasingly expand beyond a single organization’s jurisdiction and, therefore,
electronic information sharing allows for the leveraging of information from multiple
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sources and facilitates more effective responses. Electronic information sharing also has
the benefit of increasing efficiency by reducing the paperwork burden, lowing
transactions costs, and increasing organizational participation as all stakeholders can be
included in the processes. Finally, electronic information sharing permits organizations to
identify and respond to problems in a faster and more effective manner (Landsbergen and
Wolken 2001).
Landsbergen and Wolken (1998, 2001) also identified barriers to interoperability
among organizations. The researchers categorized the barriers as being political,
organizational, economical, and technical in nature. According to Landsbergen and
Wolken (2001), political barriers include a lack of privacy standards on the information
that is being shared among organizations, ambiguity in the authority and in the
circumstances in which organizations can share information, and openness of the
organization’s motivations for and methods of information sharing to public scrutiny.
Organizational barriers where classified by Landsbergen and Wolken (2001) as being a
lack of trust between various organizations, a lack of experience in that information
sharing has been an exception and organizations tend to attack problems with well-known
solutions, and a lack of awareness in information sharing resources and in information
inventories both internally and externally. Landsbergen and Wolken (2001) also
categorized lack of resources and low-bid procurement methods as being economical
barriers to electronic information sharing. Finally, incapability in hardware or software
components, inconclusive ownership standards on contractor or commercially developed
mechanisms, and lack of data-sharing standards were identified by Landsbergen and
Wolken (2001) as being technical barriers to electronic information sharing.
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In 2001, Landsbergen and Wolken conducted two case studies, one involved
federal-state cooperative environmental information reporting systems and the other
involved federal and state Government Information Locator Services (GILS). By
conducting interviews and survey research from federal and state officials in Kansas,
Massachusetts, Ohio, Texas, and Washington, the authors concluded that, in order for
electronic interoperability to continue, they must advance beyond Dawes’ (1996) claim of
a pressing problem that leads to sharing and the experiential learning involved in the
sharing process, which is the just the first stage. Rather, in order for electronic
interoperability to be sustainable, there has to be an infrastructure to support the efforts
(stage 2) and harmonized managerial, legal, and policy standards (stage 3). From this,
Landsbergen and Wolken (2001) developed an expanded, stage process model of
interagency information sharing (Figure 3.2).
Theoretical Model of Individual Agency-to-Agency
Information Sharing (Dawes 1996)
Infrastructure to Support Information Sharing
Technical

Interoperability
Policy Architecture

Support for software &
hardware compatibility
(purchase, standards,
research)

Meta-data infrastructure
to increase access to
relevant & useful
information

Greater participation
in standards processes
& integration of best
practices into
standards processes

Planning,
implementation, &
evaluation requirements
move from hierarchical
to hierarchical/lateral
(such as interagency
contracts)

Institutional

Stage 1

Stage 2

Clearinghouse to support formal
and informal networks by
collecting, developing, &
disseminating best practices in
the sharing information &
information technology.
Develop a formbook of contracts
from which agencies can surface
potential problems & choose
how to allocate risk &
responsibilities.

Synthesize legal, managerial, and policy approaches to interoperability sharing

Stage 3

Figure 3.2: Extended Theoretical Model of Interagency Information Sharing (Landsbergen and
Wolken 2001)
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The models offered by Dawes (1996) and by Landsbergen and Wolken (2001),
provide a foundational premise from which to build research regarding information
sharing among organizations. These models were not retested in this study, however,
they were used to provide empirical strength to the research variables and to the research
model developed specifically for this study.
While the models of Dawes (1996) and Landsbergen and Wolken (2001) provided
a conceptual basis for this study, a theoretical basis was drawn from the Diffusion of
Innovation Theory, the Knowledge Management Theory, and the Social Exchange
Theory.
3.3. Diffusion of Innovation Theory
Formalized by Everett Rogers (1962), Diffusion of Innovation theory examines
the potential factors that influence the adoption of an innovation, specifically
technological innovations, within an organization. Rogers (1995) defines an innovation
as “an idea, practice, or object that is perceived as new by an individual or other unit of
adoption” and states that diffusion is “the process by which an innovation is
communicated through certain channels over time among members of a social system.”
The critical component of this theory involves the idea that the values surrounding an
innovation are “exchanged” between various members of system over a span of time.
Rogers (1995) identifies innovation and individual factors that could lead to the adoption
of an innovation. Based on these factors, the attributes of an innovation and the
characteristics of potential adopters will influence the decision to embrace or reject the
new technology or practice. Factors such as innovation factors, individual factors, task
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factors, environmental factors, and organizational factors could lead to the adoption or
rejections of a new innovation (Mustonen-Ollila & Lyytinen, 2003).
Of the innovation attributes, Rogers (1962) asserts that 49% to 87% of the
differences in rates of adoption can be accounted for by five determinants which strongly
correlate with the innovation-decision: relative advantage, compatibility, complexity,
observability, and trialability. Moore and Benbasat (1991) expanded on these variables
and concluded that voluntariness, relative advantage, compatibility, image, ease of use,
demonstrability, visibility, and trialability impact the adoption of technology.
Of the adaptor characteristics, Rogers identifies five types of adopters: innovators, early
adopters, early majority, late majority, and laggards, and places them on a continuum of
innovation acceptance (Buenafe, Brown, & Bass, 2004). From this continuum, Rogers
(2003) theorizes that earlier adopters are those that will seek out and actively engage and
promote innovation acceptance, while late adopters and laggards will be slow to accept,
or might even reject, the innovation (Buenafe, Brown, and Bass, 2004). These
categories of adopters tend to vary on important characteristics. Innovators are described
as “venturesome” and are responsible for “importing” the innovation into a specific social
system. Early adopters are often opinion leaders who command “respect” within the
social system and whose endorsement of the innovation will matter to later adopters.
Early majority adopters tend to be more “deliberate” in their decision-making and will
exercise caution in adoption of an innovation. Late majority adopters hold back until it is
clear that the level of uncertainty associated with an innovation has largely been
eliminated. While late majority adopters could be viewed as “skeptical,” laggards could
be defined as “suspicious.” They are highly retrospective in their decision-making and
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may see their decision to postpone or withhold adoption of an innovation as rational
given their perception of risk (Buenafe, Brown, and Bass, 2004).
Moreover, earlier adopters also differ from later adopters in other meaningful
ways. Earlier adopters tend to be better educated, enjoy higher social status, occupy
positions in organizations of greater size and resources, consume higher levels of
information from mass media communications, and are more cosmopolite than their later
adopting counterparts. An individual or organization that is more cosmopolite is one that
seeks and receives higher levels of exposure and exchange with individuals and
organizations outside of their specific social system. Cosmopolites will travel more and
interact and communicate with individuals and organizations outside of their social
system providing them with the opportunity to return to their social system with new
innovations. Based upon conflicting and inconclusive research, age has not been
confirmed as a variable that strongly correlates with being an earlier adopter (Saviak et
al, 2006).
Diffusion of Innovation Theory (Rogers, 1962) has been employed across
multiple disciplines and in a wide range of settings. According to Rogers (2003), over
5,200 diffusion studies had been conducted by 1995 involving multiple disciplines such
as sociology, education, public health, marketing, and communication. The Diffusion of
Innovation Theory has been used to examine: the process of adoption of information
technology (Fichman, 1999); the spread of total quality management across 2,700 U.S.
hospitals (Westphal, Gulati, & Shortell, 1997); the utilization of new medical units and
services by nursing homes (Castle, 2001); the rise of electronic banking technologies
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(Lee, 2000); the emergence of teleworking (Perez, et al., 2003); and the increased usage
of e-government services by citizens (Dimitrova and Chen, 2006).
3.4. Knowledge Management Theory
Knowledge management, like Diffusion of Innovation Theory, is an area that has
seen an increase in attention over the last decade. Since 1995, there has been a surge of
publications and interest over the topic of knowledge management and its use as an
organizational theory (Lim et al, 1999; Bouthillier & Shearer, 2002; Binney, 2001).
However, knowledge management is not a solitary subject, but rather it stems from many
fields of study (Newman & Conrad, 1999). This varied interest has led to a myriad of
interpretations. According to Bouthillier & Shearer (2002), there are eighteen known
definitions of knowledge management alone that have been established throughout the
literature.
Even with its range of interpretations, the overlying theme of knowledge
management is to increase efficiency within an organization by using information to
develop knowledge that is accurate and actionable. “Knowledge management is a
discipline that seeks to improve the performance of individuals and organizations by
maintaining and leveraging the present and future value of knowledge assets” (Newman
& Conrad, 1999, p.1). Knowledge, therefore, is valued as being the key resource within
the organization (Alavi & Leidner, 2001). Further, Rastogi (2000) defines knowledge
management as “a systematic and integrative process of coordinating organization-wide
activities of acquiring, creating, storing, sharing, diffusing, developing, and deploying of
knowledge by individuals and groups in pursuit of major organizational goals. It is the
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process through which organizations create and use their institutional and collective
knowledge…” (p39).
In a case study conducted by Holowetzki (2002), the author sought to examine the
cultural factors that support knowledge management development within an organization.
After extensively reviewing the literature, the author developed and defined six culturally
based factors associated with knowledge management:
1. Information systems: As stated by the author, information systems were seen
as being technological exchanges as well as involving activities such as
storytelling, knowledge mapping, and interviewing techniques; this includes
people, processes, and technology. “Information systems combine the attributes of
culture, history, business processes, and human memory” (Holowetzki, 2002,
p.38).
2. Organizational structures: According to the author, organizational structures
were seen as being the informal communities of practice, which partnered around
related issues. While not formally recognized, these groups were necessary for
sharing knowledge. Individuals in the organizations would seek out others, either
inside or outside of the organization, who possessed the necessary information
and/or expertise.
3. Reward systems: The author suggested that, due to historical non-sharing
cultures, reward systems needed to be established that encouraged information
sharing across organizations. The rewards included “expressing appreciation for
knowledge sharing, recognizing employees as subject matter experts, and
recognizing peer-to-peer, team-to-team knowledge sharing” (Holowetzki, 2002,
p.44).
4. Process: The author argued that it was necessary to develop “standardized
information systems to capture best practices, lessons learned, process maps, and
other codified information for use and reuse” (Holowetzki, 2002, p.47). The
management process, therefore, should include, connecting people with other
knowledgeable people, connecting people with information, enabling the conversion
of information gained into useable knowledge, encapsulating knowledge for easy
transfer, and then disseminating that knowledge through the organization.
According to the author, it is important to distinct that this is a “people-driven”
process and not a technology driven process.
5. People: The author suggested that people were the driving force behind
knowledge sharing. The author offered the sub-factors of employee competence,
trust, teamwork, and motivation as being necessary for successful information
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exchange. People needed to be persuaded to share information. Further, the author
stated that, through her analysis, the “level of trust that existed within an
organization greatly influenced the amount of knowledge that was shared between
individuals and from individuals into an organization’s knowledge management
initiative” (Holowetzki, 2002, p.50).
6. Leadership: Finally, the author offered leadership as being one of the most
critical factors involved in knowledge sharing. The sharing process must be
driven by someone at or near the top of the organization (Holowetzki, 2002).
From Holowetzki’s (2002) analysis, the factors of information systems,
organizational structures, reward systems, processes, people, and leadership are all
essential factors in an organization’s decision to engage in knowledge sharing. While
Holowetzki (2002) chronicles the “people” aspects involved in information sharing, there
is also a technological component. In today’s high-tech world, technology is also seen as
a motivating factor that drives the theory of knowledge management within an
organization. Technology “enables” the transfer of data and information and, “once [that]
information is transferred, it is the ability to act on it that is referred to as knowledge”
(Lim et al, 1999, p615). Indeed, technology is the major reason that knowledge
management has become a significant organizational theory (Bouthillier & Shearer,
2002).
While the theory of knowledge management is visibly present in the business
world, there is the question of how knowledge management fits into the issue of
electronic information sharing by hospital organizations. Effective electronic information
sharing within a hospital is dependant upon (1) use of technology and (2) open
communication and information transfer between participating parties. Knowledge
management is built upon this premise: that technology enables information transfer,
which further enables knowledge transfer and helps to increase productivity (Lim et al,
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1999). Knowledge management theory, therefore, may be used to explain the need for
hospitals to break down the barriers that have hindered technology acquisition and
electronic information sharing in the past.
Because the healthcare community is now beginning to examine and utilize
technology and is starting to develop various information sharing initiatives, it is essential
to understand the role that knowledge management is playing in these new organizational
structures. Therefore, the theory of knowledge management will be used to guide the
proposed research as the concept of electronic information sharing is explored within
healthcare realms.
3.5. Social Exchange Theory
Directly related to the transfer of information needed to create knowledge and
knowledgeable action, is the theory of social exchange. The focus of the Social Exchange
Theory is the cooperation between various organizations. According to Blau (1964),
Social Exchange Theory involves repeated interactions between parties that foster
continuous relationship growth; a one-time exchange, therefore, does not qualify
(Mirthasnay & White, 2005).
Hall (2002; 2003) articulates that the Social Exchange Theory, developed from
economics’ Rational Choice Theory, is the “study of relationships and exchanges.” Hall
further states that there are multiple variations of the social exchange theory, but that all
encompass the same assumption. That is, they all involve “exchange actors,” “exchange
networks,” “exchange resources,” “exchange structures,” and “exchange processes”
(Hall, 2002). Table 3.3 lists these various assumptions.

46

Table 3.3: Analytical Concepts and Assumptions of Exchange Theories. Source: Hall, p.2.
Concept
Exchange Actors

Exchange Networks

Exchange Resources

Exchange Structures
Exchange Processes

Assumptions
*Individuals or corporate groups such as a company
*Can be particular people, for example a named friend
*Can be an interchangeable holder of a structural position,
for example the chief knowledge officer of a company
*Can be grouped into exchange categories
*Two or more connected dyadic exchange relations (a
connection exists where the frequency and value of
exchange in one relation affects the frequency and value in
another)
*Contains positive connections, where exchange in one
relation increases exchange in another
*Contains negatives connections, where exchange in one
relation decreases exchange in another
*Contains mixed connections, where both positively and
negatively connected relations exist
*Relations are conceived as longitudinal
*The currency of exchange
*May be tangible (e.g. sum of money) or intangible (e.g.
social obligation)
*May be perceived as gifts
when given to another the exchange resource is known as a
cost
*When received, or produced as a result, the exchange
resource is known as an outcome
*Are attributes of relations, rather than actors, in that their
value is determined by those setting up the exchange
*Dependent relationships that support the exchange (social
capital)
*Interactions required to conduct an exchange
*Comprise exchange opportunities followed up by exchange
transactions (negotiated or reciprocal)
*May lead to an exchange relation when there is a series of
exchanges between parties

According to Hall (2002), exchange actors are necessary individuals or groups of
individual that champion for the exchange. Exchange networks are those relationships in
which an action by one party influences the outcome for another party. According to Hall
(2002), for example, a positive relationship from one party can prompt an increase in
exchange from another party; likewise, a negative connection from one actor can
decrease the exchange frequency from another actor. Exchange resource indicates that
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there must be a tangible value in what is being exchanged between parties; this could be a
tangible, such as money, or an intangible, such as information, that has intrinsic value for
the organization. Exchange structure supports the exchange of these resources, allowing
capital to move from one party to another, while exchange process is the actual
interactions needed to conduct the exchange (Hall, 2002).
Like the knowledge management theory, the social exchange theory has been well
developed in the business and organizational realm. However, its established framework
of organizational cooperation and information exchange makes it applicable to the study
of information sharing in healthcare. The exchange assumptions [table 2.1] involved in
the social exchange theory can be applied to hospitals at the local level. Hall (2003)
“discusses the applicability of borrowing theory originally developed from a branch of
economics—social exchange theory—to information science research” (p.2). Hall (2003)
further states that the social exchange theory could provide a useful mechanism to
examine information sharing in “large distributed organizations,” such as hospital
organizations (p.2).
A study conducted by Muthusamy and White (2005) examined learning and
knowledge transfer in strategic alliances using the theoretical framework of the social
exchange theory. A survey of 144 business alliances, concluded that commitment, trust,
and mutual influences were positively related to knowledge transfers. According to the
authors, knowledge transfer depends on “the extent to which partners
share…information” (p.417). While the Muthusamy and White’s (2005) study involved
businesses and focused on knowledge transfer rather then information sharing
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specifically, it provides a relevant basis of theory regarding hospitals and information
sharing.
3.6. Chapter Summary
A review of the literature indicates that the theoretical foundations of the
Diffusion of Innovation Theory (Rogers, 1995), the Knowledge Management Theory, the
Social Exchange Theory and the earlier research frameworks of Dawes (1996), and
Landsbergen and Wolken (1998; 2001), could be suitably and significantly assigned to a
research study designed to investigate the factors that promote information sharing
among healthcare organizations. Because research on information sharing among
hospitals, especially regarding the exchange of employee information, is still very
primitive, it is necessary to draw from multiple areas of theoretical and foundational
works in order to appropriately design a study. Dawes and Landsberbergen and Wolken
provide practical and foundational aspects regarding organizational information sharing;
these seminal works offer guidance in the establishment of viable factors that may
influence an organization’s participation in information sharing. Likewise, the theories of
Diffusion of Innovation, Knowledge Management, and Social Exchange offer direction,
from a theoretical standpoint, as to the influences of organizational information sharing.
When coupled, the practical and theoretical elements help to strengthen this study’s
investigation into the factors that would influence a hospitals propensity to engage in the
sharing of employee information.
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4. RESEARCH FRAMEWORK
4.1. Framework
The purpose of this study was to investigate the propensity that hospitals would
have towards engaging in the sharing of employee information for the reasons of
increased hospital security. From this standpoint, the factors that could possibly influence
a hospitals inclination to share employee information were established and analyzed. The
factors that were developed came from multiple sources. Utilizing the theoretical
foundations of the Diffusion of Innovation Theory, the Knowledge Management Theory,
the Social Exchange Theory, and the earlier research frameworks of Dawes (1996), and
Landsbergen and Wolken (1998, 2001), the factors for this study were produced.
4.1.1. Trust
The first research construct that was established was that of trust. Both Dawes
(1996) and Landsbergen and Wolken (2001) identified trust as being critical in the
establishment of information sharing ideologies. According to Dawes (1996), those who
responded to her research suggested that more positive inter-organizational and
professional relationships were needed in order to promote organizational information
sharing and, conversely, that organizational self-interest and dominant professional
frameworks can hinder successful sharing of information. Landsbergen and Wolken
(2001) also identified trust as being a necessary component to information sharing.
Likewise, the theories of knowledge management and social exchange capitalize on the
factor of trust by arguing that trust is the critical factor in establishing successful
organizational information sharing associations.

50

The factor of trust was examined in this study for is influence on a hospitals
propensity to engage in information sharing for the purposes of exchanging employee
information. Trust, for this study, was separated into external trust and internal trust.
External trust was defined as being the trust that hospitals place in outside organizations
with regards to employee information sharing. These outside organizations included other
hospitals, other healthcare facilities, and law enforcement. Internal trust was defined as
the trust that hospitals placed with their current employees.
4.1.2. Compatibility with Goals
The theoretical aspects surrounding organizational information sharing are
centered on the belief that the sharing of information will help an organization to realize
its goals or objectives of operation. In the business literature, information sharing is seen
as increasing productivity, reducing costs, improving market strategy and stream lining
supply chains (Lee et al, 200; Barrett & Konsynski, 1982). According to Goes and Parks
(1997), most studies on organizational relationships have focused on economic, political,
and/or institutional rationales for their explanation.
Dawes (1996) argues that an entity will fail to engage in information sharing
unless there is some beneficial return; suggesting flatly that organizations must believe
that information sharing will result in perceived benefits, improved public image, and/or
elevated influence in order for them to participate. From a healthcare standpoint, the
goals of hospital organizations revolve around patient care and safety. Due to the fact that
hospitals are business organizations as well, their goals also include cost efficiency in
their operations. For this reason, the concept of compatibility with goals was developed

51

to examine whether a hospital’s operational goals could be met through the sharing of
employee information.
4.1.3. System Implementation
As stated previously, while technology is not embedded in the notion of
information sharing, technology is seen, more and more, as a tool that can aid in the
transfer of information from one organization to another. Information technology in
health care, “allows [the] health care providers to collect, store, retrieve, and transfer
information electronically” (Medpac, 2004, p. 159). While hospitals are beginning to
utilize information technology in their operations, especially with regards to electronic
medical records (EMRs), they have been slow to embrace information technology on a
large scale.
Information technology, though, can aid in the transfer of employee information
among organizations. For this reason, it was decided to investigate the level of priority
that hospitals would place on using some type of an electronic, technologically driven
system for exchanging employee information.
4.1.4. Sharing Culture
Both Dawes (1996) and Landsbergen and Wolken (2001) argued for the
development of a “sharing culture” in order to promote information sharing among
organizations. Historically, many organizations, including healthcare facilities, have been
reluctant to share their information with others. Theoretically and practically speaking,
the idea of developing a culture of sharing is well supported in the literature (Dawes
1996; Landsbergen & Wolken 2001; Hall 2002; Gurteen, 1999). Drake et al (2004)
indicated that cultural differences between organizations and the resulting lack of trust
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are key barriers that prevent information sharing. “Cultural differences between and
within organizations can act as barriers to the effective sharing of information needed for
decision making. If individuals do not understand and trust one another, they are less
inclined to freely share information, even information that may be relevant and necessary
to the successful operation of the organization as a whole” (Drake, 2004, p.69). Creating
a culture of sharing, therefore, is necessary in order to promote information sharing
among organizations. For this reason, the concept of a sharing culture was established as
a variable for this study; seeking to examine if a heighten culture of sharing could lead to
employee information sharing among hospital organizations.
4.1.5. Financial Factors
In their research, both Dawes (1996) and Landsbergen and Wolken (2001) argued
that financial factors can be considered as both benefits and barriers to organizational
information sharing. Dawes (1996) found that organizations believed that information
sharing would help them to better manage scare resources while, at the same time, they
argued that information sharing, especially when technological aspects are involved, can
also be a barrier to information sharing by draining resources. Landsbergen and Wolken
(2001) found that economic factors played a large part in an organization’s decision to
engage in information sharing, noting that lack of resources and low-bid procurement
methods could be economical barriers to information sharing. For this reason, financial
factors were developed and examined to see if they had an effect on a hospital’s
propensity to engage in the sharing of employee information.
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4.1.6. Defamation, Negligence, and Privacy
Finally, various political factors were developed to determine their effects on hospital
information sharing. Again, according to Dawes (1996) and Landsbergen and Wolken
(2001), political aspects can be significantly related to organizational information. The
political aspects surrounding the sharing of employee information are the concepts of
defamation, negligence, and privacy. As indicated previously, hospitals are fearful of
providing information on past employees due to the possibility of litigation. Further, if
hospitals do not share information on past employees, they run the risk of being
prosecuted for negligence if their employee engages in any unscrupulous activity.
Finally, many find that the sharing of employee information may be a violation of that
employee’s privacy. For these reason the variables of defamation, negligence, and
privacy were developed and examined for their influences on a hospital to share
employee information with other organizations.
4.2. Research Propositions
Based on the above research concept, ten propositions were developed for this
study. Propositions, rather than hypotheses, were used for this study due to the fact that
this study is new and exploratory and is based in the social sciences realm. The research
investigation and the research constructs, therefore, were based on theoretical foundations
and less on empirical foundations. According to Whetten (1989), “the primary difference
between propositions and hypotheses is that propositions involve concepts, whereas
hypotheses require measures” (p.491). Whetten (1989) further argues that hypotheses
tend to be less driven by “whys,” or theoretical aspects, which tend to lead them to
implications that are more empirical. With propositions, on the other hand, theory
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supplies the development of the model and “when the purpose of the paper is to present a
new theoretical position…researchable propositions are very useful” (Whetten, 1998,
p.491). Ten propositions were, therefore, created for this study and are detailed below.
Proposition
1

There will be a positive relationship between the factor of external
trust and organizational information sharing.

External trust was defined as the trust that hospitals place in the external
organizations of other hospitals, other types of healthcare facilities, and law enforcement
agencies. As indicated by the literature, trust is a critical factor in establishing
information sharing networks among organizations. It was expected for proposition one,
therefore, that the greater the levels of trust that hospitals place in outside organizations,
the greater their propensity to engage in the sharing of employee information with those
external organizations.
Proposition
2

There will be a negative relationship between the factor of internal
trust and organizational information sharing

Internal trust was also examined for its influence on a hospital’s propensity to
engage in the sharing of employee information. Again, trust has been identified as critical
in information sharing practices. For this reason, the concept of internal trust was
examined. Internal trust was defined as the trust that hospitals place in their own
employees. The expectation for proposition two was that, as trust in employees
diminished, the need for greater amounts of information on future employees would be
seen as critical for hospitals. Essentially, the less that a hospital administrator trusts those
who work in his/her hospital organization, the greater the perception of needing more
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information about employees and, thus, the greater propensity for sharing employee
information.
Proposition
3

There will be a positive relationship between the factor of
compatibility with goals and organizational information sharing

Compatibility with goals was defined as the extent to which hospital’s felt that
information sharing between organizations regarding employee information would
increase their internal goals of patient safety, hospital security, and cost efficiency. It was
expected that the higher the degree of compatibility with their goals that hospitals felt
were achieved through information sharing, the greater their propensity to share with
other organizations.
Proposition
4

There will be a negative relationship between the factor of system
implementation and organizational information sharing

For this research, system implementation was defined as the level of difficulty
with which hospitals thought electronic systems could be established to share employee
information. Systems for information sharing, theoretically, could be established on a
regional, statewide, and/or national level. It was expected that, as the perceived level of
difficulty in establishing these types of systems increased, the propensity of hospitals to
engage in information sharing would decrease; essentially, as it becomes harder to
implement an electronic information sharing system, the less attractive it will become to
the organization.
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Proposition
5

There will be a positive relationship between the factor of sharing
culture and organizational information sharing

Concerning a sharing culture, the literature indicates that a culture of sharing is
very much an essential part of information sharing and lack of a sharing culture is an
obstacle to information sharing. A greater philosophy of sharing within an organization is
theorized to result in greater degrees of information sharing. It was expected, therefore,
that there would be a positive relationship between a sharing culture and a propensity of
sharing employee information; that the stronger the culture of sharing, the greater the
proclivity of information sharing among hospitals.
Proposition
6

There will be a negative relationship between financial factors and
organizational information sharing.

As indicated by the literature, another factor that influences information sharing,
involves financial issues. If an organization feels that there is little or no benefit to the
costs associated with information sharing, the levels of information sharing may be
diminished. It was therefore expected that there would be a negative relationship between
financial factors and a hospital’s propensity to engage in information sharing.
Proposition
7

There will be a negative relationship between the factor of
defamation and organizational information sharing.

The final constructs developed for this study involved three different political
propositions surrounding employee information. According to Landsbergen and Wolken
(2001), political aspects can be significantly related to information sharing and are often
seen as costs involved in the sharing process. The first political issue examined was
that of defamation. Defamation is seen as a serious political issue surrounding the sharing
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of employee information. It was therefore expected that there would be a negative
relationship between the level of defamation and information sharing; essentially, those
respondents who believed that they could be sued for defamation if they exchange
employee information will be less likely to share employee information with other
organizations.
Proposition
8

There will be a positive relationship between the factor of
negligence of sharing and organizational information sharing.

Another political issue surrounding employee information is negligence. Unlike
defamation, negligence involves the idea that an organization can be sued if it fails to
obtain the necessary information on an employee who then performs a criminal act. An
organization can be held liable for failing to take the appropriate measures to adequately
screen their employees. For this reason, it was expected that there would be a positive
relationship between those respondents who were fearful of negligence related lawsuits
and the propensity of those respondents to engage in the sharing of employee
information. Essentially, as their belief that they could be sued if they do not obtain
employee information increases, the propensity of their sharing employee information
increases as well.
Proposition
9

There will be a negative relationship between the factor of privacy
and organizational information sharing.

The final political variable that was examined was that of privacy. Often times,
when information about an individual is shared, there is a belief that it is a violation of
that individual’s privacy. It was expected that as the belief that information sharing is a
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violation of the employee’s privacy increases, the propensity of hospitals to engage in
employee information sharing decreases.
Proposition
10

There will be no relationship between the control variables and
organizational information sharing.

The final proposition in the study stated that there would be no relationship
between the control variables and the dependent variable of organizational information
sharing of employee information. The respondent demographics for this study were: the
respondent’s age, the respondent’s gender, the respondent’s level of education, the
respondent’s current position in the hospital organization, and the respondent’s tenure, or
length of time that the respondent has held his/her current position in the hospital. The
hospital demographics utilized in this study were: the hospital’s size based on the number
of beds in the organization; the hospital’s size based on the number of employees in the
organization; the hospital’s location (urban, suburban, rural); the hospital’s type (general,
specialty, rehabilitation and chronic disease, psychiatric); and the hospital’s ownership
(governmental, non-profit, for profit). It was expected for proposition ten, that these
control variables would have no effect on a hospital’s propensity to engage sharing
employee information with other organizations.
4.3. Research Model
From the nine constructs and the various control variables listed above, the following
model for this study was developed (Figure 4.1).
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Control Variables

Constructs
External Trust
Internal Trust

Age
Compatibility with Goals
Gender
System Implementation
Education
Sharing Culture

Dependent Variable

+ P1
¯ P2
+ P3
¯ P4
+ P5
Organizational
Information Sharing

Tenure
Position

Financial
Overall Cost

¯

P6

Hardware Cost
Hospital Size/Beds
Hospital Location

Personnel Cost
Training Cost

Hospital Type
Defamation
Hospital Ownership
Negligence
Hospital Size/Employees
Privacy

¯ P7
+ P8
¯
±

Figure 4.1: Conceptual Research Model
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P9

P10

4.4. Chapter Summary
From the literature, from both the theoretical and practical standpoints, the
constructs and the research propositions for this study were developed. The construct
variables of external trust, internal trust, compatibility with goals, system
implementation, sharing culture, financial factors, defamation, negligence, and privacy
along with the various control variables were analyzed for any relationships to the
dependent variable: the propensity to engage in organizational information sharing. The
subsequent chapters will detail the study’s methodology, survey administration, data
analysis, and findings.
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5. RESEARCH METHODOLOGY
This chapter will provide a comprehensive explanation of the study’s
methodology including instrument construction, survey distribution, and data collection.
This chapter will also provide a description of the data analyses.
This research included a nationwide survey, conducted between April and July of
2007, which attempted to determine the propensity of hospital administrators to engage in
the sharing of employee information for the purpose of increased hospital security and
safety. Along with this, the study also attempted to capture the current trends in hospital
hiring practices and the factors that could possibly promote the exchange of employee
information among hospital entities.
5.1. Research Justifications
According to the American Hospital Association, there are over 6,000 hospital
facilities in the United States that employ nearly five million employees in various
positions from specialists to service workers (American Hospital Association, 2006). This
large healthcare infrastructure allows for the movement of employees from one
organization to another; unfortunately, however, unscrupulous employees can take
advantage and move, undetected, from hospital to hospital.
This study has important timeliness. With the increasing demand for healthcare
services in the United States, job opportunities in this expanding field are expected to
climb as well. It is necessary, consequently, for hospitals to hire the best-qualified
candidates for the continued security and safety of patients and other hospital personnel.
One way to ensure that capable and authorized personnel are hired is to exchange
information with other hospitals and/or healthcare facilities that employed these
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individuals in the past. Equally, information can be exchanged with law enforcement
agencies to verify backgrounds and to check for records of criminal history before
applicants are hired. The best predictor of future problems is to investigate for
troublesome past actions of the individuals prior to hiring them. Historically, this is a
difficult process as organizations, including hospitals, are fearful of exchanging employee
information due to the possibly of being sued for defamation. However, they can also be
sued for negligent hiring if they fail to perform an exhaustive search of the applicant’s
background; a search that might have presented a “red-flag” prior to hiring. It is,
therefore, in the hospitals best interest to exchange employee information prior to the
hiring process and one way to do that is to establish information sharing networks with
other organizations.
As a result, this study also has important practical applications. This study can aid
in identifying the factors that could promote more information sharing among hospital
facilities. This study, because it was based on a nationwide sample, can allow the results
to be more generalized in nature. Further, this study can be used to aid in the
development of information sharing initiatives in other realms; information sharing is not
just limited to healthcare information sharing, but can be useful to a wide range of
information sharing initiatives.
Finally, this study has important theoretical implications. Within the area of
organizational information sharing, there is a paucity of research. Concerning information
sharing in healthcare, the literature is very limited. Concerning the exchange of
information on employees, the literature is almost non-existent. Healthcare
organizational information sharing, with a specific focus on the sharing of employee
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information, is ripe for investigation and a study of this nature can only help to add to the
literature that appears to be lacking.
5.2. Sampling Frame, Unit of Analysis and Respondents
Fink (1995) suggests that survey research is an effective and beneficial method of
collecting information on attributes, values, beliefs and/or motives of a respondent.
Gable (1994) further states that surveys are useful for collecting data from a large number
of organizations, which can then be analyzed statistically. “By studying a representative
sample of organizations, the survey approach seeks to discover relationships that are
common across organizations and hence to provide generalizable statements about the
object of study” (Gable, 1994, p.2). Surveys are a common method for collecting
information from a wide group of respondents. Further, surveys provide an effective
method for large-scale distribution, such as a nation wide distribution. A surveying
method was thus deemed an appropriate method of collecting information regarding a
hospital’s propensity to engage in organizational information sharing. Guided by
previous foundational and theoretical work, a unique survey was developed for this study.
The universe for this study was all hospitals throughout the United States, including
Alaska, Hawaii, and Washington D.C. Hospitals in Puerto Rico were also included in this
sample. According to the American Hospital Association, there are over 6,000 hospitals
throughout the United States and all hospitals were candidate for inclusion in the study.
The unit of analysis, therefore, was the individual hospital; it is from the individual
hospital that this study sought to draw explanations.
Due to the study’s unique justifications for investigation, it was decided to direct the
survey to the attention of the hospital’s CEOs and CIO’s. The rational for this action was
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that the CEO is the director of the hospital and is in the best-qualified position to answer
a survey of this nature. According to Cycyota and Harrison (2006) the most appropriate
individuals to answer questions about an organization are those that are the most
knowledgeable about the organization; the CEO of the hospital was deemed to be the
most knowledgeable about the overall actions of the organization. The CIO was invited to
respond to the survey because they were deemed the most knowledgeable individual in
the hospital organization dealing with the exchange of information, especially via
electronic means, with other organizations.
5.3. Survey Construction and Administration
The initial step prior to the collection process was the creation of the survey
instrument. While the research variables and the survey items were based on prior
theoretical foundations, there were no prior surveys in the literature from which
similarities or references could be drawn when creating the survey instrument. As such,
this survey was designed independently and specifically for this study. However, to
increase the precision of the instrument’s content and design, multiple subject matter
experts were consulted at numerous intervals during the construction. Further, subject
matter experts analyzed and pre-tested the completed survey to verify its accuracy. No
other large scale pre-testing was done on the survey instrument.
The instrument created and administered for this study was an eleven page, thirtyseven item survey. However, many of the items had multiple questions embedded in
them, which brought the total number of questions on the survey to sixty-five. Of the
sixty-five total items in the survey, forty-three questions were interval and utilized Likert
scales; one question was ratio and utilized a rank ordering option; eleven questions were
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nominal/categorical in nature; three were open-ended questions; and seven were areas for
optional comments.
The sixty-five questions were organized into seven sections. Section one sought to
investigate the hospital’s current hiring practices; section two was designed to discover
the levels of internal trust that hospitals place in their employees; section three was
designed to examine the levels of external trust that hospitals place in outside
organizations; section four sought to examine the extent to which hospitals would utilize
electronic information sharing methods to exchange employee information; section five
was designed to ascertain how compatible the sharing of employee information was to a
hospital’s goals of patient safety, internal security, and cost efficiency; section six sought
to investigate how fearful hospitals were of defamation, negligent, and privacy issues;
and section seven sought demographic information on both the respondents themselves
and the hospitals in which they work. The survey was conducted, primarily, as an online
survey; however a hard copy option was provided and is further detailed below. For the
online survey, respondents were directed to a secure online site that contained the survey.
The online survey was an exact replica of the hard copy version of the survey, with the
same questions and format established.
Once the survey was created, the researcher sought and was granted expedited
review from the University of Central Florida’s Institutional Review Board (IRB). The
expedited review was achieved due to the fact that the survey was confidential and posed
minimal risk to the respondents.
Upon IRB approval, the survey was administered to hospitals throughout the nation.
The sample was obtained through a random sampling design that was complied for this
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study. This study was bi-model in its delivery, meaning that two forms, emailing and
hard mailing, were utilized in the distribution of this survey to the respondents.
The first necessary step was to obtain a listing of email addresses for hospitals.
The American Hospital Association maintains a list of 6,016 hospitals in the United
States and Puerto Rico. However, this list only contains hard mailing addresses for
hospitals; no listing of hospital websites and/or email addresses was available from the
American Hospital Association, the American College of Healthcare Executives, or the
Florida Hospital Association. Because no listing was available that contained contact
email addresses for hospital CEO’s and/or CIO’s, a specific list was established for this
study.
A listing of hospital email addresses was first obtained by manually reviewing the
2006 Directory of Hospital Personnel. From this book, any hospital whose email address
was provided (not all hospitals in the directory had email addresses) was complied in a
specific “email list” that was developed for this study. From this, 1,463 email addresses
from the 6,025 U.S. hospitals listed in the directory, were obtained. To further develop
the “email list” used for this study, the American Hospital Association’s website was
visited and, if a hospital had a website available, the researcher visited that specific
hospital’s website to see if an email address was provided. There were approximately
1,000 websites visited, resulting in 890 more email addresses being obtained for the
“email list.” At the end of this extensive and multifaceted search, the final email list
contained a total of 2,354 email contacts for hospitals.
Because this study was bi-model in its distribution, 260 hospitals were also
randomly selected from the remaining hospitals that had no email addresses associated
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with them; a hard mailing was then performed for these hospitals. To establish the “hard
mailing list” five hospitals were randomly selected from each of the fifty states, from
Washington D.C., and from Puerto Rico, which resulted in the 260 hospitals to which the
surveys were mailed.
This survey was then administered in bi-model fashion. First, the survey was
emailed to the 2,353 hospitals; these hospitals were subsequently emailed five more times
in order to increase the response rate. Next, the survey was mailed, in hard copy form, to
the 250 hospitals. Through both the emailing and the hard mailing, there were a total of
2,603 hospitals contacted during the administration of this survey.
In is noted, however, that while the total emailing contact was to 2,353 hospitals,
multiple emails were returned to the researcher as “undeliverable” during each of the six
emailings that were conducted; on average, 768 emails were returned during each of the
six emailing to the 2,353 hospitals. This means that, during the six different emailing
attempts, only 1,585 of the 2,353 hospitals received the emails. Overall, a total of 154
hospital respondents answered the survey, for a response rate of 6% when utilizing the
overall contact number of 2,603 hospitals. However, due to the voluminous amount of
returned emails, the response rate may be slightly higher than indicated.
The response to the survey was also bi-model. The respondents had the option to
answer the survey by going online to the survey’s website or by returning a hard copy of
the survey to the researcher. In the email that was sent to the hospitals, instructions
indicated that the respondents could answer the survey online; the website’s address,
along with the survey’s password, was provided in the body of the email. The
respondents could also choose to download the survey and return it to the researcher; a
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hard copy of the survey was provided as an attachment to the email that was sent.
Through the hard mailing, the survey was first provided as a hard copy but also
included the instructions to the online option if the respondent chose to answer the survey
in that fashion.
5.4. Chapter Summary
Using a uniquely developed survey, this study sought to collect data on the factors
that would promote organizational information sharing between hospitals for the
purposes of exchanging employee information. Administered to over 2,000 hospitals
nationwide, through the use of a bi-model distribution scheme involving both an email
and a hard mail delivery, this survey collected data on a myriad of factors that were
developed from both practical and theoretical foundations. By also using a bi-model
collection scheme, allowing the respondent to complete a web-based survey option or a
hard copy survey option, this study sought to achieve the highest possible response rate.
From the information provided by the 154 respondents to the survey, data was collected
and analyzed to discover what factors may contribute to a hospital’s propensity to share
employee information. The following chapters will provide a detailed description of the
analyses done on the data.
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6. DATA ANALYSIS—FREQUENCIES
6.1. Frequencies
The following chapters will provide the results of this study; chapter six offers
descriptive analysis on the data while chapter seven details the more advanced statistical
analysis that was conducted.
The first analysis that was completed on the data was descriptive in nature.
Results, from a descriptive standpoint, allowed the researcher to develop a profile about
the respondents and their opinions regarding the topic. Further, the rate of frequencies for
each item in the survey offered preliminary, numerical evidence as to the current
practices regarding the exchange of employee information between hospitals.
6.1.1. Respondent Demographics
Of the 154 respondents to the survey, a majority (46.8%) were between the ages
of 51 and 60 years of age. With regards to the remaining respondents, nearly 3% were
between 20 and 30 years of age; roughly 16% were between 31 and 40 years of age; 26%
were between 41 and 50 years of age; nearly 8% were between 61 and 70 years of age;
and less than 1% were over the age of 70. There was one respondent, less than 1%, which
did not indicate age (Table 6.1).
Table 6.1: Age of Respondents

20-30 years

Number of
Respondents
4

Percent
2.6

31-40 years

24

15.6

41-50 years

40

26.0

51-60 years

72

46.8

61-70 years

12

7.8

over 70 years

1

.6

(Not Indicated)

1

.6

Total

154

100.0
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With regards to gender, as indicated by table 6.2, a majority (53.2%) of the 154
respondents were males. Females represented roughly 42% of the respondents. Four
respondents (2.6%) chose not to indicate their gender (Table 6.2).
Table 6.2: Gender of Respondents

Male

Number of
Respondents
82

Percent
53.2

Female

68

42.2

(Not Indicated)

4

2.6

Total

154

100.0

When asked to specify the highest level of education attained, a large majority of
the 154 respondents (59.1%) indicated that they had a Masters Degree. Of the remaining
respondents, 23.4% indicated that they had a Bachelors Degree; 6.5% had a Doctorate
Degree; 4.5% had an Associate Degree; 4.5% had some college level experienced; and
1.3% (2) of respondents chose not to indicate their educational level (Table 6.3).
Table 6.3: Education of Respondents

High School Diploma

Number of
Respondents
1

Percent
.6

Some College

7

4.5

Associate Degree

7

4.5

Bachelors Degree

36

23.4

Masters Degree

91

59.1

Doctorate Degree

10

6.5

(Not Indicated)

2

1.3

Total

154

100.0

When asked to indicate their position within the hospital setting, 46.1% were the
hospital’s CEO and only 2.6% were the hospital’s CIO. While this survey was designed
and solicited towards hospital CEO’s and CIO’s, it was unrealistic to assume that only
administrators in these two unique positions would complete the survey. It was requested
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in the survey’s cover letter that only CEO’s and CIO’s answer the survey, however, as
Table 6.4 indicates, 50% of respondents were from positions other than CEO’s and
CIO’s.
Table 6.4: Position of Respondents, original data

CEO

Number of
Respondents
71

Percent
46.1

CIO

4

2.6

Other

77

50.0

(Not Indicated)

2

1.3

Total

154

100.0

Of those 77 (50%) respondents who provided “other” as their position, 67 of them
provided their positions on the survey (Table 6.5). These other positions included, among
others, 19 Human Resource Directors, 6 Vice Presidents, 5 Human Resources Managers,
and 5 Human Resources Vice Presidents. Overall, 5 respondents (3.3%) chose not to
indicate their positions in the hospital.
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Table 6.5: “Other” Positions of Respondents
19
6
5
5
4
3
2
2
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
67

HR Directors
Vice President
HR Mangers
HR Vice President
HR
Administrators
CHRO
Recruiters
Administrator & HR Assistant
Business Developer
CFO
COO
COO/CNO
HR and Marketing Director
HR Consultant
IT Director
Manager
Medical Executive Director
Nursing Director
Patient Services Director
Personnel Director
Program Director
Quality Manager
Recruitment & Employee Director
Risk Management Director
Risk/Quality Manger
Safety and Security Vice President
Senior Director
Workforce Strategy Director
Total "Other" Positions

It was decided that, since positions surrounding human resources was represented
at such a high level, a category would be developed to isolate this area; this new category
included all human resources personnel (not just HR administrators) and personnel
associated with recruitment. As this new frequency matrix indicated, the area of HR now
represented 26% of the respondents to the survey (Table 6.6).
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Table 6.6: Position of Respondents, recoded data

CEO

Number of
Respondents
71

Percent
46.1

CIO

4

2.6

HR

40

26.0

Other

37

24.0

(Not Indicated)

2

1.3

Total

154

100.0

Once the respondents provided their position within the hospital setting, the next
item of interest was to see how long they had held tenure in that position. Of the
respondents, a majority (55.2%) indicated that they have been in their current position for
over 5 years. Of the remaining respondents, 9.7% indicated that they have been in their
position for 2 years; 9.7% have been in their position for 3 years, 8.4% have been in their
current position for 4 years; 4.5% have been in their position for only 1 year; and 3.9%
have been in their position for 5 years. One respondent (.6%) chose not to indicate how
long he/she has held tenure in his/her current hospital position (Table 6.7).
Table 6.7: Respondent's Tenure in Years for Their Current Position
Number of
Respondents
12

Percent
7.8

1 year

7

4.5

2 years

15

9.7

3 years

15

9.7

4 years

13

8.4

5 years

6

3.9

over 5 years

85

55.2

(Not Indicated)

1

.6

Total

154

100.0

less than one year
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6.1.2. Hospital Demographics
Along with the personal demographics of the respondents, the survey for this
study also sought to capture the demographics of the hospital settings in which the
respondents work.
This truly was a nationwide study. Along with hospitals in the 50 states, hospitals
in Washington D.C. and in Puerto Rico were included in this study. Responses were
received from respondents in 43 different states. Only representatives from hospitals in
seven states, in Washington D.C., and in Puerto Rico, chose not to respond to this survey.
Texas represented the largest responding state with 13 (8.4%) hospital respondents
answering the survey. Florida and Louisiana were the next largest responding states, with
each representing 4.5% of the responses. Four respondents to the survey chose not to
indicate the state in which their hospital is located. A total list of the responding states is
provided in Table 6.8.
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Table 6.8: State Location of Hospitals
Responding States
Alabama
Alaska
Arizona
California
Colorado
Connecticut
Florida
Georgia
Idaho
Illinois
Indiana
Iowa
Kansas
Kentucky
Louisiana
Maine
Maryland
Massachusetts
Michigan
Minnesota
Mississippi
Missouri
Montana
Nebraska
New Hampshire
New Jersey
New York
North Carolina
North Dakota
Ohio
Oklahoma
Oregon
Pennsylvania
Rhode Island
South Dakota
Tennessee
Texas
Utah
Virginia
Washington
West Virginia
Wisconsin
Wyoming
(Not Indicated)
Total

Number of Respondents
4
1
2
5
4
1
7
2
1
6
3
5
5
5
7
4
2
1
3
5
1
4
2
6
1
4
6
3
6
3
2
1
4
1
1
4
13
1
3
3
2
4
2
4
154
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A further descriptor was the geographic area, or region, in which each hospital
was located. While no questions regarding regional location was specifically asked on the
survey, the respondents were given the opportunity to provide the state in which their
hospital is located. Using the regional areas designated by the United States Census
Bureau, the states from which the respondents identified their hospitals as being located
were grouped into the Pacific, West, Midwest, South, and Northeast regions (Figure 6.1).

Figure 6.1: Regional Breakdown. (Source: US Census Bureau)

Of the 150 respondents who chose to provide the state in which their hospital is
located, it was determined that there were 55 (37%) respondents from the Southern
region; 44 (29%) from the Midwest region; 27 (18%) from the Western region; 23 (15%)
from the Northeastern region; and 1 (0%) from the Pacific region (Table 6.9).
Table 6.9: Region of Hospitals
Pacific
Northeast
West
Midwest
South
Not Reported
Total

1
23
27
44
55
4
154
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0%
15%
18%
29%
36%
2%
100%

According to the American Hospital Association, the classification for a
hospital’s location is specified as “urban,” “suburban,” and “rural.” As offered by the 154
respondents to this survey, it was discovered that 63.0% of the hospitals were located in
rural areas while 20.8% of the hospitals were from urban locals (Table 6.10).
Table 6.10: Hospital Location

Urban

Number of
Respondents
32

Percent
20.8

Suburban

24

15.6

Rural

97

63.0

(Not Indicated)

1

.6

Total

154

100.0

According to the American Hospital Association, the classification for a
hospital’s size is determined by the number of beds that a hospital maintains. From the
AHA standards, the respondents were asked to indicate the size of their hospital. Of the
154 respondents to the survey, the largest group (26.0%) indicated that their hospital size
ranges from 24-49 beds while the smallest groups, each at 5.2%, indicated that their
hospital size is either 400-499 or 500 or more beds (Table 6.11).
Table 6.11: Hospital Size

6-24 beds

Number of
Respondents
29

Percent
18.8

25-49 beds

40

26.0

50-99 beds

22

14.3

100-199 beds

22

14.3

200-299 beds

12

7.8

300-399 beds

10

6.5

400-499 beds

8

5.2

500 or more beds

8

5.2

(Not Indicated)

3

1.9

Total

154

100.0
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While the American Hospital Association classifies hospital size according to the
number of beds, this survey, because of its focus on exchanging information on
employees, asked respondents to indicate the number of total employees currently
working in their hospital. The number of employees indicated by the survey respondents
ranged from 30 to 23,000, with four respondents choosing not to indicate the number of
employees in their hospital.
A hospital administrator, responsible for the hiring practices in a hospital located
in Florida, was contacted and was asked to provide a breakdown of this range of
employees (30-23,000) to help determine a hospital’s size (Large, Medium, or Small)
based on the number of hospital employees. From this range of employees, it was
suggested that “small” sized hospitals employed between 1 to 500 employees; “medium”
sized hospitals employed between 501 to 1,500 employees; and “large” sized hospitals
employed between 1,501 to 6,000 employees. This same hospital administrator
consultant also indicated that anything over 6,001 employees most likely represented the
number of employees in very large, “system wide” hospital groups. As such, those
respondents who indicated that they had over 6,001 employees in their hospitals were
considered as being respondents that were indicating the total employees in their hospital
systems. While it is acknowledged that this is a subjective breakdown, it does provide a
practical, working indication of a hospital’s size as it relates to the number of employees
working in the hospital; offering a perspective on hospital size that is different from what
is offered by solely examining a hospital’s bed number.
As table 6.12 indicates, a majority (58.8%) of the 154 respondents to the survey
were from “small” sized hospitals; 18.8% were from “medium” sized hospitals; and
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18.8% were from “large” sized hospital. Due to the high number of employees that two
respondents provided in their responses (10,000 employees and 23,000 employees), it
was thought that these two respondents (1.3%) were indicating the total number of
employees “system wide.” Four respondents to the survey chose not to indicate the
number of employees in their hospital.
Table 6.12: Hospital Size by Number of Employees

Small

Number of
Respondents
90

Percent
58.4

Medium

29

18.8

Large

29

18.8

System Wide

2

1.3

(Not Indicated)

4

2.6

Total

154

100.0

According to the American Hospital Association, the classification for a
hospital’s type is indicated as “General,” “Specialty,” “Rehabilitation and Chronic
Disease,” and “Psychiatric.”
As offered by the 154 respondents to this survey, it was discovered that a majority
(87.7%) of respondents typed their hospital as being “General” in nature; 4.5% indicated
that their hospital type was “Specialty” in nature; 3.9% indicated that their hospital type
was “Psychiatric” in nature; and 3.2% indicated that their hospital type was
“Rehabilitation and Chronic Disease” in nature. One respondent to the survey chose not
to indicate a hospital type (Table 6.13).
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Table 6.13: Hospital Type

General
Specialty
Rehabilitation and Chronic Disease
Psychiatric
(Not Indicated)
Total

Number of
Respondents
135
7
5
6
1
154

Percent
87.7
4.5
3.2
3.9
.6
100.0

According to the American Hospital Association, the classification for a
hospital’s ownership is indicated as “Government, Federal,” such as military hospitals;
“Government, Nonfederal,” such as state, county, or city hospitals; “Non-Government,
Not-for-Profit,” such as church operated hospitals; and “Investor-Owed, For Profit,” such
as individual, partnership, or corporate hospitals.
As offered by the 154 respondents to this survey, a majority (58.4%) of
respondents indicated that their hospital was “Non-Government, Not-for-Profit” in
nature; 30.5% indicated that their hospital was “Government, Nonfederal” in nature; and
10.4% of respondents indicated that their hospital was “Investor-Owned, For Profit” in
nature. There were no respondents from “Government, Federal” owned hospitals. One
respondent chose not to indicate the ownership of their hospital (Table 6.14).
Table 6.14: Hospital Ownership

Government, federal

Number of
Respondents
0

Percent
0.0

Government, nonfederal

47

30.5

Non-Government, not-for-profit

90

58.4

Investor-owned, for profit

16

10.4

(Not Indicated)

1

.6

Total

154

100.0
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6.1.3. External Trust
Along with descriptively examining the demographics of respondents and
hospitals, descriptive analysis was then conducted on the variables included in the study.
The first variable examined was that of external trust, that is the trust, with regards to
employee information sharing, that hospital’s place in outside organizations. These
organizations include other hospitals, other healthcare facilities, and law enforcement.
Initially, the respondents were asked to rate their opinion on the overall
importance of sharing employee information. The respondents were asked to determine,
on a 5-point Likert scale, their agreement with the statement: “I think it is important to
share employee information with other organizations.” Those that strongly disagreed that
sharing employee information is important, were asked to choose the lowest possible
number (1) on the scale while those that strongly agreed that sharing employee
information is important were asked to choose the highest possible number (5) on the
scale.
A majority of the 154 respondents (39.6%) strongly agreed that the sharing of
employee information was important. Of the remaining respondents, 26.0% thought that
sharing employee information was important at a level slightly above strongly agree and
5.8% strongly disagreed that sharing employee information was important (Table 6.15 &
Figure 6.2).
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Table 6.15: I think it is important to share employee information with other organizations
Number of
Respondents
9

Percent
5.8

2

11

7.1

3 About 50/50

29

18.8

4

40

26.0

5 Strongly Agree

61

39.6

(Not Indicated)

4

2.6

154

100.0

1 Strongly Disagree

Total

61

60
50
40

40
29

30
20
9

11

10
0

4

1
Strongly
Disagree

2

3
About
50/50

4

5
Strongly
Agree

(Not
Indicated)

Figure 6.2: I think it is important to share employee information with other organizations

Respondents were then asked to rate their level of trust in sharing employee
information specifically with other hospitals. The respondents were asked to determine,
on a 7-point Likert scale, their opinion with the statement: “Please rate your level of trust
in sharing your hospital’s employee information with other hospitals.” Those that would
strongly distrust sharing employee information with other hospitals, were asked to choose
the lowest possible number (1) on the scale while those that would strongly trust sharing
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employee information with other hospitals were asked to choose the highest possible
number (7) on the scale.
According to the 154 respondents, the largest percent (22.7%) would strongly
trust sharing employee information with other hospital organizations while 21.4% would
trust sharing employee information with other hospitals at the 50/50 level. Only 9.1%
would strongly distrust sharing their employee information with other hospital
organizations (Table 6.16 & Figure 6.3).
Table 6.16: Please Rate Your Level of Trust in Sharing Your Hospital’s Employee
Information with Other Hospitals

1 Would Strongly Distrust
2

Number of
Respondents
14

Percent
9.1

9

5.8

3

9

5.8

4 Would Trust About 50/50

33

21.4

5

26

16.9

6

25

16.2

7 Would Strongly Trust

35

22.7

(Not Indicate)
Total

84

3

1.9

154

100.0

35
33

35
30

26

25

25
20
15

14
9

9

10

3

5
0
1
Would
Strongly
Distrust

2

3

4
Would
Trust
50/50

5

6

7
Would
Strongly
Trust

(Not
Indicate)

Figure 6.3: Please Rate Your Level of Trust in Sharing Your Hospital’s Employee Information with
Other Hospitals

Respondents were then asked to rate their level of trust in sharing employee
information with other healthcare organizations. The respondents were asked to
determine, on a 7-point Likert scale, their opinion with the statement: “Please rate your
level of trust in sharing your hospital’s employee information with other healthcare
organizations.” Those that would strongly distrust sharing employee information with
other healthcare organizations, were asked to choose the lowest possible number (1) on
the scale while those that would strongly trust sharing employee information with other
healthcare organizations were asked to choose the highest possible number (7) on the
scale.
According to the 154 respondents, the largest percent (24.0%) would trust sharing
employee information with other healthcare facilities at only the 50/50 level. Of the
respondents, 19.5% would strongly trust sharing employee information with other
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healthcare facilities while 9.1% would strongly distrust sharing employee information
with other healthcare facilities (Table 6.17 & Figure 6.4).
Table 6.17: Please Rate Your Level of Trust in Sharing Your Hospital’s Employee Information with
Other Types of Healthcare Facilities
Number of
Respondents
14

1 Would Strongly Distrust

Percent
9.1

2

9

5.8

3

16

10.4

4 Would Trust About 50/50

37

24.0

5

22

14.3

6

22

14.3

7 Would Strongly Trust

30

19.5

4

2.6

154

100.0

(Not Indicated)
Total

40

37

35
30
30
25

22

22

20
16
15

14
9

10

4

5
0
1
Would
Strongly
Distrust

2

3

4
Would
Trust
50/50

5

6

7
Would
Strongly
Trust

(Not
Indicate)

Figure 6.4: Please Rate Your Level of Trust in Sharing Your Hospital’s Employee Information with
Other Types of Healthcare Facilities

Respondents were finally asked to rate their level of trust in sharing employee
information with law enforcement agencies. The respondents were asked to determine, on
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a 7-point Likert scale, their opinion with the statement: “Please rate your level of trust in
sharing your hospital’s employee information with law enforcement.” Those that would
strongly distrust sharing information with law enforcement agencies, were asked to
choose the lowest possible number (1) on the scale while those that would strongly trust
sharing information with law enforcement agencies were asked to choose the highest
possible number (7) on the scale.
According to the 154 respondents, the largest percent (33.8%) would strongly
trust sharing employee information with law enforcement agencies. Of the remaining
respondents, 22.1% would trust sharing employee information with law enforcement
agencies at a level slightly less then strongly trusting while 9.1% would strongly distrust
sharing employee information with law enforcement (Table 6.18 & Figure 6.5).
Table 6.18: Please Rate Your Level of Trust in Sharing Your Hospital’s Employee Information with
Law Enforcement
Number of
Respondents
14

Percent
9.1

2

4

2.6

3

11

7.1

4 Would Trust About 50/50

16

10.4

5

20

13.0

6

34

22.1

7 Would Strongly Trust

52

33.8

(Not Indicated)

3

1.9

154

100.0

1 Would Strongly Distrust

Total

87

60
52
50

40
34
30

20
20

16
14
11

10
4

3

0
1
Would
Strongly
Distrust

2

3

4
Would
Trust
50/50

5

6

7
Would
Strongly
Trust

(Not
Indicated)

Figure 6.5: Please Rate Your Level of Trust in Sharing Your Hospital’s Employee Information with
Law Enforcement

Figure 6.6 visually displays, in one chart, the three levels of trust that were
mentioned above. This figure allows a visual comparison of levels of trust that hospitals
have toward sharing employee information with other hospitals, other healthcare
facilities, and law enforcement.
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60
Hospitals

50

40

Healthcare
Facilities

30

Law
Enforcement

20

10

(Not Indicate)

7 Would
Strongly Trust

6

5

4 Would Trust
About 50/50

3

2

1 Would
Strongly
Distrust

0

Figure 6.6: Comparison of responses regarding the level of trust that hospitals have towards sharing
employee information with hospitals, healthcare facilities, and law enforcement

Respondents were then asked about the confidence in the accuracy that they
would place in employee information that was shared with them by other hospitals. The
respondents were asked to determine, on a 7-point Likert scale, their agreement with the
statement: “Any information that the previous hospital shares will be accurate.” Those
that had no confidence that shared information from other hospitals would be accurate,
were asked to choose the lowest possible number (1) on the scale while those who were
very confident that shared information from other hospitals would be accurate were asked
to choose the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (29.2%) were slightly over
50% confident that other hospital’s employee information would be accurate while 26.6%
were just at a 50% confidence level that other hospital’s employee information would be
accurate. Only 14.3% of the respondents were very confident that other hospital’s
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employee information, if shared with them, would be accurate. Finally, 1.3% had no
confidence that other hospital’s employee information would be accurate (Table 6.19 &
Figure 6.7).
Table 6.19: Any Information that the Previous Hospital Shares will be Accurate

1 No Confidence

Number of
Respondents
2

Percent
1.3

3

1.9

2
3

4

2.6

4 50% Confident

41

26.6

5

45

29.2

6

34

22.1

7 Very Confident

22

14.3

(Not Indicated)
Total

3

1.9

154

100.0

45
45
41
40
34

35
30

22

25
20
15
10
5

4

3

2

3

0
1
No
Confidence

2

3

5
4
50%
Confident

6

(Not
7
Indicated)
Very
Confident

Figure 6.7: Any Information that the Previous Hospital Shares will be Accurate

Respondents were then asked about the confidence in the accuracy that they
would place in employee information that was share with them by other healthcare
facilities. The respondents were asked to determine, on a 7-point Likert scale, their
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agreement with the statement: “Any information that the previous healthcare facility
shares will be accurate.” Those that had no confidence that shared information from
other healthcare facilities would be accurate, were asked to choose the lowest possible
number (1) on the scale while those who were very confident that shared information
from other healthcare facilities would be accurate were asked to choose the highest
possible number (7) on the scale.
According to the 154 respondents, the largest percent (30.5%) were slightly over
50% confident that employee information shared by other healthcare facilities would be
accurate while 26% were just at a 50% confidence level that shared employee
information from other healthcare facilities would be accurate. Only 10.4% of the
respondents were very confident that other healthcare facilities would share accurate
employee information while 1.9% had no confidence (Table 6.20 & Figure 6.8).
Table 6.20: Any Information that the previous healthcare facility shares will be accurate

1 No Confidence

Number of
Respondents
3

Percent
1.9

5

3.2

2
3

8

5.2

4 50% Confident

40

26.0

5

47

30.5

6

33

21.4

7 Very Confident

16

10.4

(Not Indicated)
Total

91

2

1.3

153

100.0

50

47

45
40

40

33

35
30
25
20

16

15
8

10
5
5

3

2

0

1
No
confidence

2

3

4
50%
confident

5

6

7
very
confident

(Not
Indicated)

Figure 6.8: Any Information that the previous healthcare facility shares will be accurate

6.1.4. Internal Trust
The respondents were then asked to respond to a series of questions regarding
internal employee trust. In order to attempt to gauge the levels of trust that the
respondents had in various employees throughout their hospital, the respondents were
asked to determine, on a 7-point Likert scale, their agreement with the statements asking
their levels of trust in: physicians, nurses, administrators, IT staff, pharmacists, laboratory
technicians, housing keeping staff, and maintenance staff. For each of these positions the
respondents that trusted none of their employees, were asked to choose the lowest
possible number (1) on the scale while those who trusted all of their employees were
asked to choose the highest possible number (7) on the scale.
According to the 154 respondents, a majority trusted all of their employees or
trusted their employees at a level that was slightly less than trusting all of their
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employees. Of the employees most trusted, the respondents trusted administrators the
most, with 51.9% of respondents trusting all administrators in their hospital. Of the
remaining respondents, 28.6% trusted all of their physicians; 30.5% trusted all of their
nurses; 48.1% trusted all of their pharmacists; 39.6% trusted all of their laboratory
technicians; 30.5% trusted their entire house keeping staff; 34.4% trusted their entire
maintenance staff; and 44.2% trusted all of their IT staff (Table 6.21 & Figure 6.9).
Table 6.21: Hospital’s Current Level of Trust in Employees

Physicians

Nurses

Administrators

Pharmacists

LabTechs

House Keeping

Maintenance

IT Staff

(Not
Indicated)

1
(.6%)
0
(.0%)
1
(.6%)
8
(5.2%)
23
(14.9%)
75
(48.7%)
44
(28.6%)
2
(1.3%)

1
(.6%)
0
(.0%)
0
(.0%)
6
(3.9%)
20
(13.0%)
79
(51.3%)
47
(30.5)
1
(.6%)

1
(.6%)
0
(.0%)
0
(.0%)
4
(2.6%)
3
(1.9%)
65
(42.2%)
80
(51.9%)
1
(.6%)

1
(.6%)
0
(.0%)
0
(.0%)
3
(1.9%)
10
(6.5%)
60
(39.0)
74
(48.1%)
6
(3.9%)

0
(.0%)
0
(.0%)
1
(.6%)
3
(1.9%)
13
(8.4%)
70
(45.5%)
61
(39.6)
6
(3.9%)

0
(.0%)
1
(.6%)
2
(1.3%)
14
(9.1%)
30
(19.5%)
59
(38.3%)
47
(30.5%)
1
(.6%)

0
(.0%)
1
(.6%)
3
(1.9%)
6
(3.9%)
21
(13.6%)
70
(45.5%)
53
(34.4%)
0
(.0%)

0
(.0%)
2
(1.3%)
1
(.6%)
7
(4.5%)
15
(9.7%)
59
(38.3%)
68
(44.2%)
2
(1.3%)

Total

154

154

154

154

154

154

154

154

1 Trust None
2
3
4 Trust about
50%
5
6
7 Trust All

93

90
80
70

Physicians

60

Nurses
Administration

50

Pharmacists

40

LabTechs
House Keeping

30

Maintenance

20

IT Staff

10

(Not Indicated)

7 Trust All

6

5

4 Trust about
50%

3

2

1 Trust None

0

Figure 6.9: Hospital’s Current Level of Trust in Employees

After the hospitals were asked to respond on their current trust levels of their
employees, a second series of questions were designed to discover the current checks that
hospitals conduct on applicants who are seeking employment in their organizations.
Respondents were first asked how often they conduct background checks on new
applicants. The respondents were asked to determine, on a 7-point Likert scale, their
agreement with the statement: “My hospital conducts background checks on its new
applicants (ie: credit history, educational history).” Those that never conduct background
checks, were asked to choose the lowest possible number (1) on the scale while those
who always conduct background checks were asked to choose the highest possible
number (7) on the scale.
According to the 154 respondents, the largest percent (66.9%) of hospitals
currently conduct background checks on their new applicants while 8.4% of hospitals

94

never conduct background checks on their new applicants. Approximately, 6.5% of
respondents indicated that they conduct background checks on their new applicants about
half of the time (Table 6.22 & Figure 6.10).
Table 6.22: My hospital conducts background checks on its new applicants
(ie: credit history, educational history)
Number of
Respondents
13

Percent
8.4

2

9

5.8

3

5

3.2

4 about 50% of the time

10

6.5

5

3

1.9

6

11

7.1

7 always

103

66.9

Total

154

100.0

1 never

120
103
100

80

60

40

20

0

13

1
never

9

2

5
3

11

10
3
4
about
50% of
the time

5

6

7
always

Figure 6.10: My hospital conducts background checks on its new applicants
(ie: credit history, educational history)

Respondents were then asked how often they conduct criminal checks on new
applicants. The respondents were asked to determine, on a 7-point Likert scale, their
agreement with the statement: “My hospital conducts criminal checks on its new
applicants (ie: criminal history).” Those that never conduct criminal checks, were
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asked to choose the lowest possible number (1) on the scale while those who always
conduct criminal checks were asked to choose the highest possible number (7) on the
scale.
According to the 154 respondents, the largest percent (83.1%) of hospitals
currently conduct criminal checks on their new applicants while 5.2% of hospitals never
conduct criminal checks on their new applicants. Approximately, 4.5% of respondents
indicated that they conduct criminal checks on their new applicants about half of the
time (Table 6.23 & Figure 6.11).
Table 6.23: My hospital conducts criminal checks on its new applicants
(ie: criminal history)
Number of
Respondents
8

Percent
5.2

2

3

1.9

3

4

2.6

4 about 50% of the time

7

4.5

5

1

.6

6

3

1.9

7 always

128

83.1

Total

154

100.0

1 never

96

140

128

120
100
80
60
40
20
0

8
1
never

3
2

7

4
3

4
about
50% of
the time

3

1
5

6

7
always

Figure 6.11: My hospital conducts criminal checks on its new applicants
(ie: criminal history)

Respondents were then asked how often they conduct queries to the National
Practitioners Data Bank (NPDB) on new physician applicants. The respondents were
asked to determine, on a 7-point Likert scale, their agreement with the statement: “My
hospital queries the National Practitioners Data Bank on new physician applicants.”
Those that never query the NPDB, were asked to choose the lowest possible number (1)
on the scale while those who always query the NPDB were asked to choose the highest
possible number (7) on the scale.
According to the 154 respondents, the largest percent (85.7%) of hospitals
currently query the NPDB on their new physician applicants while 5.2% of hospitals
never query the NPDB on their new physician applicants. No respondents indicated that
they query the NPDB for new physician applicants only half of the time. There were 9
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respondents (5.8%) who did not indicate whether their hospital queries the NPDB on new
physician applicants (Table 6.24 & Figure 6.12).
Table 6.24: Frequency of Conducting Queries to the National Practitioner Data Bank of New
Physician Applicants
Number of
Respondents
8

Percent
5.2

2

0

0.0

3

0

0.0

0

0.0

1

.6

1 Never

4 about 50% of
the time
5
6
7 Always

4

2.6

132

85.7

9

5.8

154

100.0

(Not Indicated)
Total

140

132

120
100
80
60
40
20

9

8

0
1
Never

0
2

0
3

4
about
50% of
the time

4

1

0
5

6

(Not
7
Always Indicated)

Figure 6.12: Frequency of Conducting Queries to the National Practitioner Data Bank for New
Physician Applicants
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Figure 6.13 visually displays, into one chart, the three different areas of applicant
reviews mentioned above. This figure allows a visual comparison of three checks,
background check, criminal check, and NPDB queries, which the respondents were asked
of regarding new applicants.
140

120

100

80

60

Background Checks

40

NPDB Queries

Criminal Checks

7 always

6

5

4 about 50% of
the time

3

2

1 never

0

Not Indicated

20

Figure 6.13: Comparison of responses regarding the background checks, criminal checks, and NPDB
queries that hospitals perform

Finally, respondents were asked about the types of employee information that
they currently provide and receive from the past employers of the applicant.
According to the 154 respondents, when ask to respond to the question: “what
type of information on previous employees does your hospital provide to other
employers,” 99% of hospitals indicated that they provide dates of employment to other
employers. The second highest type of information provided to other employers by
hospitals was willingness to rehire, at 59%. Table 6.25 provides a list of the various types
of employee information provided by hospitals to other employers.
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Table 6:25: Types of Information Provided to Other Employers

Dates of Employment
Willingness to Rehire
Reason for Leaving
Rate of Pay
Performance Level
Attendance Record
Disciplinary Problems
Cooperation with Supervisors
Attitude at Work
Overall Weaknesses
Overall Strengths
Character
Garnished Wages
Has Never Provided Any Employee Information to Other Employers

Count
153
91
35
34
16
14
12
9
9
9
8
3
1
0

Percentage
99%
59%
23%
22%
10%
9%
8%
6%
6%
6%
5%
2%
0%
0%

According to the 154 respondents, who were then asked to respond to the question
“what types of information on previous employees does your hospital receive from other
employers,” 97% of hospitals indicated that they receive dates of employment
information from other employers. The second highest type of information received from
other employers by hospitals was willingness to rehire, at 65%. Table 6.26 provides a full
list of the various types of employee information received by hospitals from the
applicants past employers.
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Table 6:26: Types of Information Received from Other Employers

Dates of Employment
Willingness to Rehire
Reason for Leaving
Rate of Pay
Performance Level
Attendance Record
Overall Strengths
Attitude at Work
Overall Weaknesses
Cooperation with Supervisors
Disciplinary Problems
Character
Has Never Provided Any Employee Information to Other Employers

Garnished Wages

Count
150
100
49
35
26
20
20
19
19
18
16
12
1
0

Percentage
97%
65%
32%
23%
17%
13%
13%
12%
12%
12%
10%
8%
0%
0%

6.1.5. Compatibility with Goals
After descriptively examining the current hiring practices of hospitals,
descriptive analysis on the overall opinions on the compatibility that sharing employee
information would have in a hospital setting was conducted.
Initially, the respondents were asked to rate their opinion on the effect that sharing
employee information would have on hospital security. The respondents were asked to
determine, on a 5-point Likert scale, their agreement with the statement: “Sharing
information on employees would enhance our hospital’s goal of internal hospital
security.” Those that strongly disagreed that sharing employee information would be an
enhancement to internal hospital security, were asked to choose the lowest possible
number (1) on the scale while those that strongly agreed that sharing employee
information would be an enhancement to internal hospital security were asked to choose
the highest possible number (5) on the scale.
According to the 154 respondents, a majority (44.2%) strongly agreed that the
sharing of employee information would be an enhancement to their hospital’s internal
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security. Of the remaining respondents, 23.4% thought that sharing employee
information would be an enhancement to internal hospital security at a level slightly
above strongly agree while 4.5% strongly disagreed that sharing employee information
would be an enhancement to internal hospital security (Table 6.27 & Figure 6.14).
Table 6.27: Sharing information on employees would enhance our hospital’s goal of internal hospital
security
Number of
Respondents
7

Percent
4.5

2

10

6.5

3 About 50/50

30

19.5

4

36

23.4

5 Strongly Agree

68

44.2

1 Strongly Disagree

(Not Indicated)
Total

3

1.9

154

100.0

68

70
60
50
36

40
30
30
20
10
0

10

7

3
1
Strongly
Disagree

2

3
About
50/50

4

5
Strongly
Agree

(Not
Indicated)

Figure 6.14: Sharing information on employees would enhance our hospital’s goal of internal
hospital security

The respondents were then asked to rate their opinion on the effect that sharing
employee information would have on patient safety. The respondents were asked to
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determine, on a 5-point Likert scale, their agreement with the statement: “Sharing
information on employees would enhance our hospital’s goal of patient safety.” Those
that strongly disagreed that sharing employee information would be an enhancement to
patient safety, were asked to choose the lowest possible number (1) on the scale while
those that strongly agreed that sharing employee information would be an enhancement
to patient safety were asked to choose the highest possible number (5) on the scale.
According to the 154 respondents, a majority (42.9%) strongly agreed that the
sharing of employee information would be an enhancement to patient safety. Of the
respondents, 24.0% thought that sharing employee information would be an enhancement
to patient safety at a level slightly above strongly agree while 3.2% strongly disagreed
that sharing employee information would be an enhancement to patient safety (Table 6.28
& Figure 6.15).
Table 6.28: Sharing information on employees would enhance our hospital’s goal of patient safety
Number of
Respondents
5

Percent
3.2

2

11

7.1

3 About 50/50

33

21.4

4

37

24.0

5 Strongly Agree

66

42.9

1 Strongly Disagree

(Not Indicated)
Total

103

2

1.3

154

100.0

70

66

60
50
37

40

33

30
20
11
10

5
2

0

1
Strongly
Disagree

2

4

3
About
50/50

5
Strongly
Agree

(Not
Indicated)

Figure 6.15: Sharing information on employees would enhance our hospital’s goal of patient safety

The respondents were then asked to rate their opinion on the effect that sharing
employee information would have on their hospital’s cost efficiency. The respondents
were asked to determine, on a 5-point Likert scale, their agreement with the statement:
“Sharing information on employees would enhance our hospital’s goal of healthcare cost
efficiency.” Those that strongly disagreed that sharing employee information would be an
enhancement to healthcare cost efficiency were asked to choose the lowest possible
number (1) on the scale while those that strongly agreed that sharing employee
information would be an enhancement to healthcare cost efficiency were asked to choose
the highest possible number (5) on the scale.
According to the 154 respondents, a majority (33.1%) strongly agreed that the
sharing of employee information would be an enhancement to healthcare cost efficiency.
Of the remaining respondents, 24.0% thought that sharing employee information would
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be an enhancement to healthcare cost efficiency at a level slightly above strongly agree
while 7.8% strongly disagreed that sharing employee information would be an
enhancement to healthcare cost efficiency (Table 6.29 & Figure 6.16).
Table 6.29: Sharing information on employees would enhance our hospital’s goal of healthcare cost
efficiency
Number of
Respondents
12

Percent
7.8

2

17

11.0

3 About 50/50

34

22.1

4

37

24.0

5 Strongly Agree

51

33.1

1 Strongly Disagree

(Not Indicated)
Total

3

1.9

154

100.0
51

50
45
37

40
34

35
30
25
17

20
15

12

10
3

5
0
1
Strongly
Disagree

2

4

3
About
50/50

5
Strongly
Agree

(Not
Indicated)

Figure 6.16: Sharing information on employees would enhance our hospital’s goal of healthcare cost
efficiency

6.1.6. System Implementation
In a series of questions designed to investigate system implementation,
respondents were initially asked which forms or methods they would prefer using in
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order to exchange employee information with other organizations. Respondents were
asked the question: “If your hospital were to share employee information with another
organization, which methods would your hospital most likely utilize?” Respondents were
given six different exchange methods for sharing employee information with other
organizations: Telephone, Personal Interviews, Written Communication, Fax, Email, or
an Electronic System. Respondents were asked to list each of these items on a scale from
one to six, with one (1) being the least likely method that they would use for exchanging
employee information and six (6) being the most likely method they would use for
sharing employee information.
According to the 154 respondents, the majority (52.6%) would most likely utilize
the telephone to exchange employee information with other organizations while 34.4% of
respondents would be least likely to use an electronic system to exchange employee
information with other organizations (Table 6.30 & Figure 6.17)
Table 6.30: if your hospital were to share employee information with another organization, which
methods would you hospital most likely utilize
Interview

Written
Communi
cation

Fax

Email

Electronic
System

Telephone
Invalid Response

0

47
(30.5%)
20
(13.0%)
14
(9.1%)
11
(7.1%)
25
(16.2%)
25
(16.2%)
11
(7.1%)
1
(.6%)

8
(5.2%)
25
(16.2%)
32
(20.8%)
29
(18.8%)
30
(19.5%)
20
(13.0%)
9
(5.8%)
1
(.6%)

18
(11.7%)
22
(14.3%)
24
(15.6%)
41
(26.6%)
23
(14.9%)
15
(9.7%)
10
(6.5%)
1
(.6%)

20
(13.0%)
34
(22.1%)
33
(21.4%)
29
(18.8%)
22
(14.3%)
7(
4.5%)
8(
5.2%)
1
(.6%)

53
(34.4%)
23
(14.9%)
15
(9.7%)
16
(10.4%)
18
(11.7%)
15
(9.7%)
13
(8.4%)
1
(.6%)

Total

154

154

Least Likely 1
2
3
4
5
Most Likely 6
(Not Indicated)

27
(17.2%)
8
(5.2%)
10
(6.5%)
7
(4.5%)
16
(10.4%)
81
(52.6%)
5
(3.2%)
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154

154

154

154

90
Telephone

80

Interview
Written Communication

70

Fax
Email

60

Electronic System
50
40
30
20
10

(Not Indicated)

Most Likely 6

5

4

3

2

Least Likely 1

0

Figure 6.17: If your hospital were to share employee information with another organization, which
methods would you hospital most likely utilize

Respondents were then asked their opinions on the difficulty of establishing
electronic information sharing systems so that hospital can electronically share employee
information. The respondents were asked to determine, on 5-point Likert scales, their
opinion on the level of difficulty in establishing electronic information sharing systems at
first a regional level, then at a state level, and finally at a national level. Those that felt it
would be not difficult to establish electronic information sharing systems, were asked to
choose the lowest possible number (1) on the scales while those that felt it would be very
difficult to establish electronic information sharing systems, were asked to choose the
highest possible number (5) on the scales.
According to the 154 respondents, a majority (34.4%) felt that it would be
somewhat difficult to establish an electronic information sharing system at the regional
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level. However, 46.1% felt that it would be very difficult to establish an electronic
information sharing network at the statewide level and, likewise, 70.1% felt that it would
be very difficult to establish an electronic information sharing network at the national
level (Tables 6.31-6.33).
Table 6.31: Overall, how difficult do you think it would be to develop a regional electronic
information sharing network among area hospitals for exchanging employee information
Number of
Respondents
9

Percent
5.8

2

6

3.9

3 Somewhat Difficult

53

34.4

4

31

20.1

5 Very Difficult

51

33.1

1 Not Difficult

(Not Indicated)
Total

4

2.6

154

100.0

Table 6.32: Overall, how difficult do you think it would be to develop a statewide electronic
information sharing network among hospitals in your state for exchanging employee information

Number of
Respondents
5

1 Not Difficult

Percent
3.2

2

11

7.1

3 Somewhat Difficult

45

29.2

4

20

13.0

5 Very Difficult

71

46.1

(Not Indicated)

2

1.3

154

100.0

Total

108

Table 6.33: Overall, how difficult do you think it would be to develop a national electronic
information sharing network among hospitals in the nation for exchanging employee information

Number of
Respondents
5

Percent
3.2

2

6

3.9

3 Somewhat Difficult

19

12.3

1 Not Difficult

4

14

9.1

5 Very Difficult

108

70.1

missing
Total

2

1.3

154

100.0

6.1.7. Sharing Culture.
The next series of questions were designed to discover if a culture of sharing
currently exists between hospitals. The purpose of these questions was an attempt to
gauge, in general terms, whether the hospital currently engages in any type of employee
information sharing with other organizations.
Respondents to the survey were first asked whether their hospital currently shares
any employee information with other hospitals. The respondents were asked to
determine, on a 7-point Likert scale, their agreement with the statement: “My hospital
shares information regarding employees with other hospitals.” Those that never share,
were asked to choose the lowest possible number (1) on the scale while those who always
share were asked to choose the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (39.0%) of hospitals
indicated that they always share some type of employee information with other hospitals
while 9.7% of hospitals never share information regarding employees with other
hospitals. Approximately 14.3% of the respondents indicated that they share employee
information with other hospitals half of the time. Three respondents (1.9%) chose not to
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indicate whether their hospital currently shares any employee information with other
hospitals (Table 6.34 & Figure 6.18).
Table 6.34: My Hospital Shares Information Regarding Employees with Other Hospitals

1 never

Number of
Respondents
15

Percent
9.7

20

13.0

2
3

5

3.2

4 about 50% of the time

22

14.3

5

18

11.7

6

11

7.1

7 always

60

39.0

(Not Indicated)
Total

3

1.9

153

100.0

60

60
50

40
30
22

20
20

18

15
11

10
0

5

1
2
never

3

3
4
5
about
50% of
the time

6

7
always

(Not
Indicated)

Figure 6.18: My Hospital Shares Information Regarding Employees with Other Hospitals
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Respondents were then asked whether their hospital currently shares any
employee information with other healthcare facilities. The respondents were asked to
determine, on a 7-point Likert scale, their agreement with the statement: “My hospital
shares information regarding employees with other healthcare facilities.” Those that
never share were asked to choose the lowest possible number (1) on the scale while those
who always share were asked to choose the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (37.0%) of hospitals always
share some type of employee information with other healthcare facilities while 11.0% of
hospitals never share employee information with other healthcare facilities.
Approximately, 12.3% of respondents indicated that they share employee information
with other healthcare facilities about half of the time. Four respondents (2.6%) chose not
to indicate whether their hospital currently shares employee information with other
healthcare facilities (Table 6.35 & Figure 6.19).
Table 6.35: My Hospital Shares Information Regarding Employees with Other Healthcare Facilities

1 never

Number of
Respondents
17

Percent
11.0

21

13.6

2
3

6

3.9

4 about 50% of the time

19

12.3

5

17

11.0

6

13

8.4

7 always

57

37.0

(Not Indicated)
Total

111

4

2.6

154

100.0

60

57

50
40
30
21
20

19

17

17
13

10
0

6

1
never

2

3

4
4
5
about
50% of
the time

6

7
always

(Not
Indicated)

Figure 6.19: My Hospital Shares Information Regarding Employees with Other Healthcare Facilities

Respondents were then asked whether their hospital currently shares any
information regarding employees with law enforcement. The respondents were asked to
determine, on a 7-point Likert scale, their agreement with the statement: “My hospital
shares information regarding employees with other healthcare facilities.” Those that
never share were asked to choose the lowest possible number (1) on the scale while those
who always share were asked to choose the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (26.6%) of hospitals always
share some type of employee information with law enforcement agencies while 21.4% of
hospitals never share information regarding employees with law enforcement agencies.
Approximately, 7.8% of respondents indicated that they share employee information with
law enforcement agencies about half of the time. Seven respondents (4.5%) chose not to
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indicate whether their hospital currently shares employee information with other
healthcare facilities (Table 6.36 & Figure 6.20).
Table 6.36: My Hospital Shares Information Regarding Employees with Law Enforcement

1 never

Number of
Respondents
33

Percent
21.4

2

33

21.4

3

6

3.9

4 about 50% of the time

12

7.8

5

10

6.5

6

12

7.8

7 Always

41

26.6

(Not Indicated)
Total

7

4.5

154

100.0

45

41

40
35

33

33

30
25
20
15

12

12
10

10

7

6

5
0
1
never

2

3

5
4
about
50% of
the time

6

7
(Not
Always Indicated)

Figure 6.20: My Hospital Shares Information Regarding Employees with Law Enforcement
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Figure 6.21 visually displays, into one chart, the three different organizational
information sharing questions mentioned above. This figure allows a visual comparison
of the units of sharing that the respondents were asked regarding the sharing of their
hospital employee information with other hospitals, other healthcare facilities, and
law enforcement.
60

50
40

30

Hospital

Healthcare

20

Law Enforcmenet

7 always

6

5

4 about 50% of
the time

3

2

1 never

0

(Not Indicated)

10

Figure 6.21: Comparison of responses regarding the sharing of hospital employee information with
other hospitals, other healthcare facilities and law enforcement agencies

Next, respondents were asked about the confidence they would place in other
hospitals to share information on their previous employees with them. The respondents
were asked to determine, on a 7-point Likert scale, their agreement with the statement: “If
a new applicant to my hospital has previously worked at another hospital, that previous
hospital will share information regarding that applicant with my hospital.” Those that
had no confidence that other hospitals would share their employee information, were
asked to choose the lowest possible number (1) on the scale while those who were very
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confident that other hospitals would share employee information were asked to choose
the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (32.0%) were slightly over
50% confident that other hospitals would share their employee information with them
while 30.7% were just at a 50% confidence level. Only 11.1% of the respondents were
very confident that other hospitals would share their employee information with them
while 1.3% had no confidence that other hospitals would share their employee
information with them (Table 6.37 & Figure 6.22).
Table 6.37: If a new applicant to my hospital has previously worked at another hospital, that
previous hospital will share information regarding that applicant with my hospital

Number of
Respondents
2

Percent
1.3

2

5

3.2

3

6

3.9

4 50% confident

48

31.2

5

49

31.8

6

25

16.2

7 very confident

17

11.0

(Not Indicated)

2

1.3

154

100.0

1 no confidence

Total

115

50

48

49

45
40
35
30

25

25

17

20
15
10

5

6

2

5

0

1
No
confidence

2

2

3

4
5
50% Confident

6

7
(Not
Very Indicated)
Confident

Figure 6.22: If a new applicant to my hospital has previously worked at another hospital, that
previous hospital will share information regarding that applicant with my hospital

Respondents were asked about the confidence they would place in other healthcare
facilities to share employee information on their previous employees with them. The
respondents were asked to determine, on a 7-point Likert scale, their agreement with the
statement: “If a new applicant to my hospital has previously worked at another
healthcare facility that previous healthcare facility will share information regarding that
applicant with my hospital.” Those that had no confidence that other healthcare facilities
would share their employee information, were asked to choose the lowest possible
number (1) on the scale while those who were very confident that other healthcare
facilities would share their employee information were asked to choose the highest
possible number (7) on the scale.
According to the 154 respondents, the largest percent (32.5%) were just at a 50%
confidence level that other healthcare facilities would share their employee information
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with them while 26.6% were just slightly over a 50% confidence level. Only 7.8% of the
respondents were very confident that other healthcare facilities would share their
employee information while 1.9% had no confidence that other healthcare facilities
would share their employee information with them (Table 6.38 & Figure 6.23).
Table 6.38: If a new applicant to my hospital has previously worked at another healthcare facility,
that previous healthcare facility will share information regarding that applicant with my hospital.

Number of
Respondents
3

Percent
1.9

2

5

3.2

3

12

7.8

4 50% confident

50

32.5

5

41

26.6

6

27

17.5

7 very confident

12

7.8

1 no confidence

(Not Indicated)
Total

4

2.6

154

100.0

50
50
45

41

40
35
30

27

25
20
12

15
10
5

3

12

5

4

0
1
No
confidence

2

3

4
50%
confident

5

6

(Not
7
Indicated)
very
confident

Figure 6.23: If a new applicant to my hospital has previously worked at another healthcare facility,
that previous healthcare facility will share information regarding that applicant with my hospital
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Concerning the sharing culture that hospitals have with other organizations, the
final series of questions sought to discover the approval that hospitals would have
towards providing and receiving employee information from other hospitals, other
healthcare facilities, and law enforcement.
Respondents were first asked to rate their level of approval in providing their
employee information to other hospitals. The respondents were asked to determine, on a
7-point Likert scale, their opinion with the statement: “Please rate your hospitals position
towards providing its employee information to other hospitals.” Those that would be very
disapproving of providing their employee information to other hospitals, were asked to
choose the lowest possible number (1) on the scale while those that would be very
approving towards providing their employee information to other hospitals were asked to
choose the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (25.3%) would be very
approving of providing their employee information to other hospitals. Of the remaining
respondents, 17.5% would approve of providing their employee information to other
hospitals at the 50/50 level while 13.0% would be very disapproving of providing their
employee information to other hospitals (Table 6.39 & Figure 6.24).
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Table 6.39: Please rate your hospitals position towards providing its employee information to other
hospitals
Number of
Respondents
20

Percent
13.0

2

12

7.8

3

7

4.5

4 About 50/50

27

17.5

5

23

14.9

6

25

16.2

7 Very Approving

39

25.3

(Not Indicated)

1

.6

154

100.0

1 Very Disapproving

Total

39

40
35
30

27
25

25

23
20

20
15

12

10

7

5

1

0
1
Very
Disapproving

2

3

4
About
50/50

5

6

7
Very
Approving

(Not
Indicated)

Figure 6.24: Please rate your hospitals position towards providing its employee information to other
hospitals

Respondents were then asked to rate their level of approval of providing
employee information to other healthcare facilities. The respondents were asked to
determine, on a 7-point Likert scale, their opinion with the statement: “Please rate your
hospitals position towards providing its employee information to other types of
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healthcare facilities.” Those that would be very disapproving towards providing their
employee information to other healthcare facilities, were asked to choose the lowest
possible number (1) on the scale while those that would be very approving towards
providing their employee information to other healthcare facilities were asked to choose
the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (24.0%) would be very
approving of providing their employee information to other healthcare facilities. Of the
remaining respondents, 18.8% would approve of providing their employee information to
other healthcare facilities at the 50/50 level while 14.3% would be very disapproving of
providing their employee information to other hospitals (Table 6.40 & Figure 6.25).
Table 6.40: Please rate your hospitals position towards providing its employee information to other
types of healthcare facilities
Number of
Respondents
22

Percent
14.3

2

13

8.4

3

7

4.5

4 About 50/50

29

18.8

5

22

14.3

6

23

14.9

7 Very Approving

37

24.0

(Not Indicated)

1

.6

154

100.0

1 Very Disapproving

Total

120

40

37

35
29

30
25

23

22

22

20
15

13

10

7

5

1

0
1
Very
Disapproving

2

3

4
About
50/50

5

6

(Not
7
Indicated)
Very
Approving

Figure 6.25: Please rate your hospitals position towards providing its employee information to other
types of healthcare facilities

Finally, respondents were then asked to rate their level of approval of providing
employee information to law enforcement. The respondents were asked to determine, on
a 7-point Likert scale, their opinion with the statement: “Please rate your hospitals
position towards providing its employee information to law enforcement.” Those that
would be very disapproving of providing their employee information to law enforcement,
were asked to choose the lowest possible number (1) on the scale while those that would
be very approving towards providing their employee information to law enforcement,
were asked to choose the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (27.9%) would be very
approving of providing their employee information to law enforcement. Of the
respondents, 18.8% would approve of providing their employee information to law
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enforcement at a level slightly below very approving while 8.4% would be very
disapproving of providing their employee information to law enforcement (Table 6.41 &
Figure 6.26).
Table 6.41: Please rate your hospitals position towards providing its employee information to law
enforcement
Number of
Respondents
13

Percent
8.4

2

13

8.4

3

4

2.6

4 About 50/50

24

15.6

5

25

16.2

6

29

18.8

7 Very Approving

43

27.9

(Not Indicated)

3

1.9

154

100.0

1 Very Disapproving

Total

43

45
40
35
29
30
24

25

25
20
15

13

13

10
4

3

5
0
2
1
Very
Disapproving

3

4
About
50/50

5

6

7
(Not
Very
Indicated)
Approving

Figure 6.26: Please rate your hospitals position towards providing its employee information to law
enforcement
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Figure 6.27 visually displays, into one chart, the three levels of approval in
providing employee information to other organization as mentioned above. This figure
allows a visual comparison of the levels of approval that hospitals would have toward
providing their employee information to other hospitals, other healthcare facilities, and
law enforcement.

45
40

To Hospitals

35

To Other Healthcare
Facilities

30

To Law Enforcement

25
20
15
10

(Not Indicated)

7 Very
Approving

6

5

4 About 50/50

3

2

0

1 Very
Disapproving

5

Figure 6.27: Levels of approval that hospitals have toward providing their employee information to
other hospitals, other healthcare facilities, and law enforcement

Respondents were next asked to rate their level of approval in receiving employee
information from other hospitals. The respondents were asked to determine, on a 7-point
Likert scale, their opinion with the statement: “Please rate your hospitals position
towards receiving employee information from other hospitals.” Those that would be very
disapproving of receiving employee information from other hospitals, were asked to
choose the lowest possible number (1) on the scale while those that would be very
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approving of receiving employee information from other hospitals, were asked to choose
the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (29.2%) would be very
approving of receiving employee information from other hospitals. Of the respondents,
24.7% would approve of receiving employee information from other hospitals at a level
slightly above very approving while only 2.6% would be very disapproving of receiving
employee information from other hospitals (Table 6.42 & Figure 6.28)
Table 6.42: Please rate your hospitals position towards receiving employee information from other
hospitals

1 Very Disapproving

Number of
Respondents
4

Percent
2.6

2

1.3

2
3

5

3.2

4 About 50/50

31

20.1

5

26

16.9

6

38

24.7

7 Very Approving

45

29.2

(Not Indicated)
Total

124

3

1.9

154

100.0

45
45
40

38

35

31

30
26
25
20
15
10
5

5

4

3

2

0
1
Very
Disapproving

2

3

4
About
50/50

5

6

7
Very
Approving

(Not
Indicated)

Figure 6.28: Please rate your hospitals position towards receiving employee information from other
hospitals

Respondents were then asked to rate their level of approval in receiving employee
information from other healthcare facilities. The respondents were asked to determine, on
a 7-point Likert scale, their opinion with the statement: “Please rate your hospitals
position towards receiving employee information from other types of healthcare
facilities.” Those that would be very disapproving of receiving employee information
from other types of healthcare facilities, were asked to choose the lowest possible number
(1) on the scale while those that would be very approving of receiving employee
information from other healthcare facilities were asked to choose the highest possible
number (7) on the scale.
According to the 154 respondents, the largest percent (27.9%) would be very
approving of receiving employee information from other healthcare facilities. Of the
respondents, 23.4% would approve of receiving employee information from other
healthcare facilities at a level slightly above very approving while only 2.6% would be
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very disapproving of receiving employee information from other healthcare facilities
(Table 6.43 & Figure 6.29)
Table 6.43: Please rate your hospitals position towards receiving employee information from other
types of healthcare facilities
Number of
Respondents
4

Percent
2.6

2

3

1.9

3

5

3.2

4 About 50/50

30

19.5

5

27

17.5

6

36

23.4

7 Very Approving

43

27.9

(Not Indicated)

6

3.9

154

100.0

1 Very Disapproving

Total

43

45
40

36

35
30
30

27

25
20
15
10
5

6

5

4

3

0
1
Very
Disapproving

2

3

4
About 50/50

5

6

7
(Not
Very
Indicated)
Approving

Figure 6.29: Please rate your hospitals position towards receiving employee information from other
types of healthcare facilities

Finally, respondents were asked to rate their level of approval in receiving
employee information from law enforcement. The respondents were asked to determine,
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on a 7-point Likert scale, their opinion with the statement: “Please rate your hospitals
position towards receiving employee information from law enforcement.” Those that
would be very disapproving of receiving employee information from law enforcement,
were asked to choose the lowest possible number (1) on the scale while those that would
be very approving towards receiving employee information from law enforcement, were
asked to choose the highest possible number (7) on the scale.
According to the 154 respondents, the largest percent (33.1%) would be very
approving of receiving employee information from law enforcement. Of the remaining
respondents, 26.6% would approve of receiving employee information from law
enforcement at a level slightly above very approving while only 2.6% would be very
disapproving of receiving employee information from other law enforcement (Table 6.44
& Figure 6.30)
Table 6.44: Please rate your hospitals position towards receiving employee information from law
enforcement
Number of
Respondents
4

Percent
2.6

2

3

1.9

3

6

3.9

4 About 50/50

26

16.9

5

18

11.7

6

41

26.6

7 Very Approving

51

33.1

(Not Indicated)

5

3.2

154

100.0

1 Very Disapproving

Total

127

60
51
50
41
40

26

30

18

20

10

6
4

5

3

0
1
Very
Disapproving

2

3

4
About 50/50

5

6

7
Very
Approving

(Not
Indicated)

Figure 6.30: Please rate your hospitals position towards receiving employee information from law
enforcement

Figure 6.31 visually displays, into one chart, the three levels of approval in
receiving employee information as mentioned above. This figure allows a visual comparison
of the levels of approval that hospitals would have toward receiving employee information
from other hospitals, other healthcare facilities, and law enforcement.
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60

From Hospitals

50

From
Healthcare
Facilities
From Law
Enforcement

40

30

20

(Not Indicated)

7 Very
Approving

6

5

4 About 50/50

3

2

0

1 Very
Disapproving

10

Figure 6.31: Levels of approval that hospitals have toward receiving employee information from
other hospitals, other healthcare facilities, and law enforcement

6.1.8. Financial Factors
In a series of questions designed to investigate the financial priorities that
hospitals would place on developing an electronic information sharing system to
exchange employee information, respondents were asked gauge their priorities on a 7point Likert scale. The respondents were asked to respond to costs related to overall
costs, hardware costs, personnel costs, and training costs. Those respondents that placed a
low financial priority on developing an electronic information sharing system were asked
to choose the lowest possible number (1) on the scale while those that placed a high
financial priority on developing an electronic information sharing system were asked to
choose the highest possible number (7) on the scale.
According to the 154 respondents, 45.5% placed a low priority on budgeting for
the overall cost of an electronic information sharing system; 43.5% placed a low priority
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on budgeting for the hardware needed for an electronic information sharing system;
47.4% placed a low priority on budgeting for the personnel needed for an electronic
information sharing system; and 42.2% placed a low priority on budgeting for the
training needed for an electronic information system (Tables 6.45-6.48).

Table 6.45: Financially, what priority would your hospital place on budgeting any money towards an
electronic information sharing system to exchange employee information
Number of
Respondents
70

Percent
45.5

2

27

17.5

3

19

12.3

4 About 50/50

23

14.9

5

8

5.2

6

4

2.6

7 High Priority

1

.6

1 Low Priority

(Not Indicated)
Total

2

1.3

154

100.0

Table 6.46: Financially, what priority would your hospital place on budgeting any money towards
the electronic hardware needed for an electronic information sharing system to exchange employee
information
Number of
Respondents
67

Percent
43.5

2

30

19.5

3

18

11.7

4 About 50/50

24

15.6

5

6

3.9

6

3

1.9

7 High Priority

1

.6

(Not Indicated)

5

3.2

154

100.0

1 Low Priority

Total
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Table 6.47: Financially, what priority would your hospital place on budgeting any money towards
the personnel needed for an electronic information sharing system to exchange employee information

Number of
Respondents
73

Percent
47.4

2

32

20.8

3

14

9.1

4 About 50/50

19

12.3

5

5

3.2

6

5

3.2

7 High Priority

1

.6

(Not Indicated)

5

3.2

154

100.0

1 Low Priority

Total

Table 6.48: Financially, what priority would your hospital place on budgeting any money towards
the training needed for an electronic information sharing system to exchange employee information
Number of
Respondents
65

Percent
42.2

2

28

18.2

3

21

13.6

4 About 50/50

19

12.3

5

9

5.8

6

6

3.9

7 High Priority

3

1.9

(Not Indicated)

3

1.9

154

100.0

1 Low Priority

Total

Figure 6.32 visually displays, into one chart, the four areas needed for the
development of an electronic information sharing system and the financial priority levels
that respondents placed on each of these areas. This figure allows a visual comparison of
the financial priorities that hospitals placed in the overall cost, hardware cost, personnel
cost, and training cost involved in an electronic information sharing system.
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80
70

Overall Cost
Hardw are

60

Personnel
Training

50
40
30
20
10

(Not Indicated)

7 High Priority

6

5

4 About 50/50

3

2

1 Low Priority

0

Figure 6.32: Priority levels that hospitals have towards budgeting for an electronic information
system to exchange employee information

6.1.9. Defamation, Negligence and Privacy
Finally, in a series of questions designed to investigate the political issues
surrounding employee information sharing, respondents were asked gauge their opinions
on 5-point Likert scales regarding the issues of defamation, negligent hiring, and
violation of privacy. Those respondents that strongly disagreed with the statement: “I
believe that my hospital could be sued for defamation if it shares its employee
information with other organizations” were asked to choose the lowest possible number
(1) on the scale while those who strongly agreed that their hospital could be sued for
defamation were asked to choose the highest possible number (5) on the scale.
According to the 154 respondents, 29.2% strongly agreed that their hospital could
be sued for defamation for sharing employee information; 24.7% agreed that their
hospital could be sued for defamation at a level slightly above that of strongly agreed;
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and 23.4% believed that their could be sued for defamation at the 50/50 level (Table 6.49
& Figure 6.33).
Table 6.49: I believe that my hospital could be sued for defamation if it shares its employee
information with other organizations
Number of
Respondents
14

Percent
9.1

2

18

11.7

3 About 50/50

36

23.4

4

38

24.7

5 Strongly Agree

45

29.2

(Not Indicated)

3

1.9

154

100.0

1 Strongly Disagree

Total

45
45
38

40

36

35
30
25
18

20
14
15
10

3

5
0

1
Strongly
Disagree

2

3
About
50/50

4

5
Strongly
Agree

(Not
Indicated)

Figure 6.33: I believe that my hospital could be sued for defamation if it shares its employee
information with other organizations

Respondents were then asked to respond to the statement of: “I believe that my
hospital could be sued for negligent hiring if it shares its employee information with
other organizations.” Those respondent who strongly disagreed with the statement were
asked to choose the lowest possible number (1) on the scale while those who strongly
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agreed that their hospital could be sued for negligent hiring were asked to choose the
highest possible number (5) on the scale.
According to the 154 respondents, 31.2% agreed that their hospital could be sued
for negligent hiring at a level slightly above that of strongly agreed; 23.4% strongly
agreed that their hospital could be sued for negligent hiring; and 17.5% believed that their
hospital could be sued for negligent hiring at the 50/50 level (Table 6.50 & Figure 6.34).
Table 6.50: I believe that my hospital could be sued for negligent hiring if it shares its employee
information with other organizations
Number of
Respondents
18

Percent
11.7

2

22

14.3

3 About 50/50

27

17.5

4

48

31.2

5 Strongly Agree

36

23.4

(Not Indicated)

3

1.9

154

100.0

1 Strongly Disagree

Total

48

50
45
40

36

35
27

30
22

25
20

18

15
10
3

5
0

1
Strongly
Disagree

2

3
About
50/50

4

5
Strongly
Agree

(Not
Indicated)

Figure 6.34: I believe that my hospital could be sued for negligent hiring if it shares its employee
information with other organizations.
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Respondents were then asked to respond to the statement of: “The sharing of
employee information is a violation of the employee’s privacy.” Those respondents who
strongly disagreed with the statement were asked to choose the lowest possible number
(1) on the scale while those who strongly agreed that sharing employee information is a
violation of that employee’s privacy were asked to choose the highest possible number (5)
on the scale.
According to the 154 respondents, 26.0% believed that sharing employee
information is a violation of that employee’s privacy at the 50/50 level while 24.0%
strongly disagree that it’s sharing employee information is a violation of privacy (Table
6.51 & Figure 6.35).
Table 6.51: The sharing of employee information is a violation of the employee’s privacy
Number of
Respondents
37

Percent
24.0

2

34

22.1

3 About 50/50

40

26.0

4

27

17.5

5 Strongly Agree

13

8.4

(Not Indicated)

3

1.9

153

100.0

1 Strongly Disagree

Total

135

40
40

37
34

35
30

27

25
20
13

15
10

3

5
0

1
Strongly
Disagree

2

3
About
50/50

4

5
Strongly
Agree

(Not
Indicated)

Figure 6.35: The sharing of employee information is a violation of the employee’s privacy

6.1.10. Defamation, Negligence and Privacy: Comparative Analysis
As chapter three previously mentioned, the political aspects that surround any
information sharing initiative are critical components that, if not taken into account, could
inhibit the success of the information sharing process (Dawes, 1996; Landsbergen &
Wolken 1998 & 2001). Perhaps the three most contentious political issues involved in
employee information sharing, especially from a healthcare standpoint, are defamation,
negligence, and privacy. For this reason, a more in-depth, comparative analysis was
conducted in order to better profile the respondents and their attitudes towards these three
critical areas. Table 6.52 is a comparative analysis of those respondents who agreed, at a
level above 50/50, to the questions that employee information sharing could lead to
defamation lawsuits, could lead to negligent hiring lawsuits, and could involve violations
of privacy for the employee. The responses of those respondents who agreed at the “4”
level or who strongly agreed at the “5” level on the likert scale, were added together to
aid in this analysis.
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Concerning the political issue of defamation, there were 83 respondents out of
151 respondents (55%) who either agreed at the “4” level or strongly agreed at the “5”
level with the question: “I believe that my hospital could be sued for defamation if it
shares its employee information with other organizations.” Of those 83 respondents
supporting this question, respondents between the ages of 51-60 were the majority, with
43 (28%) respondents believing that their hospital could be sued for defamation if they
shared employee information. Likewise, CEO largely agreed with this concept, with 42
(28%) supporting the statement. Those who have been in their current position the
longest, having a tenure over five years, by and large agreed with this statement, with 45
(30%) believing that their hospital could be sued for defamation if they shared employee
information. In reference to gender, male and female respondents were comparatively
supportive of this questions, with 46 males (30%) and 37 females (25%) agreeing to the
statement and believing that they could be sued for defamation if they engage in sharing
employee information.
With regards to the political issue of negligence, there were 84 respondents out of
151 respondents (56%) who either agreed at the “4” level or strongly agreed at the “5”
level with the question: “I believe that my hospital could be sued for negligent hiring if it
shares its employee information with other organizations.” Of those 84 respondents
supporting this question, respondents, again, between the ages of 51-60 were the
majority, with 41 (27%) respondents believing that their hospital could be sued for
negligent hiring if they shared employee information. Likewise, CEO largely agreed with
this concept, with 37 (25%) supporting the statement. Those who have been in their
current position the longest, having a tenure over five years, by and large agreed with this
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statement, with 49 (32%) believing that their hospital could be sued for negligent hiring if
they shared employee information. Again, male and female respondents were both
supportive of this questions, with 44 males (29%) and 40 females (26%) agreeing to the
statement.
Finally, concerning the political issue of privacy, there were 40 respondents out of
151 respondents (26%) who either agreed at the “4” level or strongly agreed at the “5”
level with the question: “The sharing of employee information is a violation of the
employee’s privacy.” This indicated that respondents believed that they could be sued for
defamation or negligent hiring if they engaged in employee information sharing but were
less supportive of the concept that the sharing of that employee information violated the
privacy of the employee. However, of those 40 respondents that did support this question,
those between the ages of 51-60 were the majority, with 23 (15%) respondents believing
that they would be violating the privacy of the employee if they shared employee
information. Again, CEOs largely agreed with this concept, with 23 (15%) supporting the
statement. Those who have been in their current position the longest, having a tenure over
five years, agreed the most with this statement, with 21 (14%) believing that they would
be violating the privacy of the employee if they shared employee information. Finally,
with this question, male respondents were more supportive, with 25 males (17%) and
only 15 females (10%) supporting the argument that sharing employee information is a
violation of privacy. (Table 6.52).
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Table 6.52: Comparative Analysis of Political Factors
(Respondents who supported each political question at a level above 50/50)
Defamation
Age

20-30
31-40
41-50
51-60
61-70
over 70

n=151 (3 not indicated)
Position

CEO
CIO
HR
Other

n=151 (3 not indicated)
Tenure

< 1 year
1 year
2 years
3 years
4 years
5 years
> 5 years

n=151 (3 not indicated)
Gender

Male
Female

n=151 (3 not indicated)

Negligence
%

Privacy

Number

%

Number

3
13
20
43
4
0

2%
7%
13%
28%
3%
0%

3
14
21
41
5
0

2%
9%
14%
27%
3%
0%

Number
2
3
11
23
1
0

%
1%
2%
7%
15%
0%
0%

83

55%

84

56%

40

26%

42
3
20
18

28%
2%
13%
12%

37
3
26
18

25%
2%
17%
12%

23
1
11
5

15%
0%
7%
3%

83

55%

84

56%

40

26%

6
4
6
9
9
4
45

4%
3%
4%
6%
6%
3%
30%

5
4
9
9
5
3
49

3%
3%
6%
6%
3%
2%
32%

3
4
4
4
3
1
21

2%
3%
3%
3%
2%
0%
14%

83

55%

84

56%

40

26%

46
37

30%
25%

44
40

29%
26%

25
15

17%
10%

83

55%

84

56%

40

26%

Table 6.53 continued this comparative analysis and examined the three political
factors by examining their relationship to hospital demographics. Again, this comparative
analysis utilized answers from those respondents who agreed, at a level above 50/50, to
the questions that employee information sharing could lead to defamation lawsuits, could
lead to negligent hiring lawsuits, and could involve violations of privacy for the
employee. The responses of those respondents who agreed at the “4” level or who
strongly agreed at the “5” level on the likert scale, were added together to aid in this
analysis.
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Concerning the political issue of defamation, there were 83 respondents out of
151 respondents (55%) who either agreed at the “4” level or strongly agreed at the “5”
level with the question: “I believe that my hospital could be sued for defamation if it
shares its employee information with other organizations.” A majority of those
respondents represented hospital’s that were located in rural areas (32%); that had
between 25-49 beds (15%); that had a small number of employees (32%); that were
general in nature (48%); that were under non-governmental, not-for-profit ownerships
(35%); and that were located in the southern region (21%).
With regards to the political issue of negligence, there were 84 respondents out of
151 respondents (56%) who either agreed at the “4” level or strongly agreed at the “5”
level with the question: “I believe that my hospital could be sued for negligent hiring if it
shares its employee information with other organizations.” A majority of those
respondents represented hospital’s that were located in rural areas (37%); that had
between 25-49 beds (18%); that had a small number of employees (32%); that were
general in nature (52%); that were under non-governmental, not-for-profit ownerships
(35%); and that were located in the southern region (20%).
Finally, concerning the political issue of privacy, there were 40 respondents out of
151 respondents (26%) who either agreed at the “4” level or strongly agreed at the “5”
level with the question: “The sharing of employee information is a violation of the
employee’s privacy.” A majority of those respondents represented hospital’s that were
located in rural areas (17%); that had between 25-49 beds (8%); that had a small number
of employees (15%); that were general in nature (24%); that were under non-
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governmental, not-for-profit ownerships (17%); and that were located in the southern or
midwest regions (9%). (Table 6.53).
Table 6.53: Comparative Analysis of Political Factors
(Hospital demographics provided by respondent’s who supported each
political question at a level above 50/50)
Defamation
Location:

Negligence

%

Number

Rural
Urban
Suburban
n=151 (3 non-response)

49
18
16
83

32%
12%
11%
55%

56
18
10
84

37%
12%
7%
56%

27
6
7
40

17%
4%
5%
26%

6-24 Beds
25-49 Beds
50-99 Beds
100-199 Beds
200-299 Beds
300-300 Beds
400-499 Beds
500+ Beds
Unknown

15
22
10
14
9
6
4
1
2

10%
15%
7%
9%
6%
4%
3%
0%
1%

15
26
9
12
6
4
5
5
2

10%
18%
6%
8%
4%
3%
3%
3%
1%

6
12
8
5
4
3
0
0
2

4%
8%
5%
3%
3%
2%
0%
0%
1%

Size By Beds:

n=151 (3 non-response)

%

Privacy

Number

Number

%

83

55%

84

56%

40

26%

Small
Medium
Large
System-Wide
Unknown

49
15
15
1
3

32%
10%
10%
1%
2%

48
19
14
1
2

32%
13%
9%
1%
1%

24
9
6
0
1

15%
6%
4%
0%
1%

n=151 (3 non-response)

83

55%

84

56%

40

26%

Type

General
Specialty
Reb/Chronic
Psychiatric
n=151 (3 non-response)

73
4
3
3
83

48%
3%
2%
2%
55%

78
3
1
2
84

52%
2%
1%
1%
56%

38
1
0
1
40

24%
1%
0%
1%
26%

Ownership

Gov, Federal
Gov, NonFederal
Non-Gov,Not
Profit
Investor, For Profit
n=151 (3 non response)

0
23

0%
15%

0
24

0%
16%

0
11

0%
7%

53
7
83

35%
5%
55%

53
7
84

35%
5%
56%

26
3
40

17%
2%
26%

Midwest
Northeast
Pacific
South
West
Unknown
n=151 (3 non response)

23
12
1
31
14
2
83

15%
8%
0%
21%
9%
1%
55%

28
10
1
30
13
2
84

19%
10%
0%
20%
9%
1%
56%

14
6
0
14
6
0
40

9%
4%
0%
9%
4%
0%
26%

Size By Employee

Region
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6.2. Chapter Summary
The frequency analysis to the data provided interesting details regarding the
respondents themselves, the hospitals they represent, and their feelings towards the
sharing of employee information. Specifically, the frequency analysis indicated that
39.6% of respondents highly agreed that it is important to share employee information.
However, when asked about their external trust with other organizations, there were
22.7% who would strongly trust sharing employee information with other hospitals, only
19.5% who would strongly trust sharing employee information with other healthcare
facilities, and 33.8% who would strongly trust sharing employee information with law
enforcement. Further, only 14.3% were very confident that the information that they
would receive from other hospitals would be accurate and, less still, only 10.4% were
very confident that the information that they would receive from other healthcare
facilities would be accurate.
With regards to internal trust, a majority of respondents trusted all or most of the
employees that worked in their hospitals, with 51.9% of respondents trusting all
administrators in their hospital; 28.6% trusting all physicians; 30.5% trusting all nurses;
48.1% trusting all pharmacists; 39.6% trusting all laboratory technicians; 30.5% trusting
all house keeping staff; 34.4% trusting all maintenance staff; and 44.2% trusting their IT
staff. During their hiring practices, 66.9% of respondents indicated that they always
conduct background checks on their applicants, 83.1% always conduct criminal checks,
and 85.5% always conduct queries to the National Practitioner Data Bank.
When asked if the sharing of employee information would be compatible with
their hospital’s specific organizational goals, 44.2% strongly agreed that sharing
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employee information with other organizations would enhance their hospital’s internal
security; 42.9% strongly agreed it would enhance their patient safety; and 33.1% strongly
agree it would enhance their hospital’s cost efficiency.
However, respondents also indicated that establishing an electronic system to
expedite the information sharing process would be quite difficult, with 33.1% feeling that
it would be very difficult to establish a regional electronic information sharing network;
46.1% feeling that it would be very difficult to establish a statewide electronic
information sharing network; and 70.1% feeling that it would be very difficult to
establish a regional electronic information sharing network. Further, 45.5% of
respondents placed a low priority in budgeting any money for the development of an
electronic information sharing system to exchange employee information. In fact, as
indicated by the respondents, an electronic system would be the least likely method they
would use to exchange employee information, with only 9.7% of respondents indicating
that they would most likely use an electronic system to exchange employee information.
Rather, respondents appeared that they would prefer to use the telephone (52.6%),
personnel interviews (16.2%), written communication (13%), and fax (9.7%) to the use of
an electronic system to exchange employee information with other organizations.
It did appear, however, that hospitals were receptive to establishing a culture of
sharing with other organizations as it relates to employee information sharing. According
to the data, hospitals currently always share some type of employee information with
other hospitals (39%), with other healthcare facilities (37%), and with law enforcement
(26.6%). Further, respondents would be very approving of providing their employee
information to other hospitals (24.3%), to other healthcare facilities (24%), and to law
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enforcement (27.9%). Similarly, respondents would be very approving of receiving
employee information from other hospitals (29.2%), from other healthcare facilities
(27.9%), and from law enforcement (33.1%). However, the data did indicate some
suspicion from the respondents that other organizations felt the same way that they did
regarding a culture of sharing; only 11% were very confident that other hospitals would
want to share information on previous employees with them and only 7.8% very confident
that other healthcare facilities would want to share information on previous employees.
Finally, the respondents did indicate some hesitancy with regards to the sharing of
employee information with other organizations, with 29.2% of respondents strongly
agreeing that their hospital could be sued for defamation if it shares its employee
information with other organizations and 23.4% strongly agreeing that their hospital
could be sued for negligent hiring if it shares its employee information with other
organizations. However, 24% of respondents strongly disagree with the notion, if they
did share their employee information with other organizations, that this sharing would
constitute a violation of the employee’s privacy.
The frequency analysis offered a substantial amount of information regarding the
attitudes of hospital respondents towards the sharing of employee information with other
organizations. The following chapter, however, provides the results of the greater
statistical analysis that was used order to test the research propositions involving the
propensity of hospitals to engage in employee information sharing with other
organizations.
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7. DATA ANALYSIS—BIVARIATE AND MULTIVARIATE RELATIONSHIPS
The remaining analysis on the data empirically evaluated the research
propositions regarding the propensity of hospitals to engage in the sharing of employee
information with other organizations. The following analysis was conducted by first
describing each independent variable and aggregated independent variable and their
relationships to the dependent variable of the propensity to share employee information.
The statistical tests that were utilized were correlation on each independent variable and
then regression on the full model.
For this study, there were nine independent variables, along with the control
variables, that were identified from the literature and used to investigate the propensity of
hospitals to engage in employee information sharing with other organizations. Table 7.1
identifies the study’s ten research propositions along with the specific survey questions
(items) that pertained to these variables.
Table 7.1: Study Variables

Independent Variable
Control Variables
(respondent and hospital
demographics)
External Trust
Internal Trust
Compatibility with Goals
System Implementation
Sharing Culture
Financial Issues
Defamation
Negligence
Privacy

Research
Proposition

Number of
Survey Items

#10
#1
#2
#3
#4

12
6
8
3
4

#5
#6
#7
#8
#9

7
4
1
1
1
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Survey Item(s)
20, 21, 22, 23, 24, 25,
26, 26a, 27, 28, 29, 30
18a, 6(a-c), 7(a2 & b2),
5(a-h)
18 (b-d)
10, 11, 12, 13
2 (a-c), 7 (a1 & b1),
19d &19e
14, 15, 16, 17
19b
19c
19a

The dependent variable for this study was the propensity of hospitals to engage in
organizational information sharing by exchanging their employee information with other
organizations. These organizations included other hospitals, other healthcare facilities,
and law enforcement. The dependent variable was computed by aggregating the
individual responses to survey item #8 (a,b,c) and survey item #9 (a,b,c). Survey item #8,
with parts a, b, and c, asked the respondents to rate their hospital’s position towards
providing its employee information to other hospitals, to other types of healthcare
facilities, and to law enforcement. Survey item #9, with parts a, b, and c, asked the
respondents to rate their hospital’s position towards receiving employee information
from other hospitals, from other types of healthcare facilities, and from law enforcement.
This variable was then labeled “propensity to share” and it was used as the dependent
variable in the statistical analysis to determine what, if any, relationships existed between
the dependent variable and the nine independent variables and between the control
variables.
Before analysis could proceed, these six different survey items (8a, 8b, 8c, 9a, 9b,
9c) making up the dependent variable of “propensity to share” were scrutinized using
Cronbach’s coefficient alpha. This measure assesses the reliability of the scale’s internal
consistency. According to Pallant (2005), the Cronbach’s coefficient alpha is one of the
most commonly used indicators of internal consistency and measures the “degree to
which the items that make up the scale hang together” (p.90). In other words, this
measure allows a researcher to aggregate items together if those items are similar in
nature and are accurately measuring the same thing; Cronbach’s alpha allows us to
determine, therefore, if items are similar and can be confidently aggregated. In order for
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Cronbach’s alpha to be significant and valid, the output should be above .7 when all of
the items, in this case six, are analyzed together (Pallant, 2005). When the six items were
analyzed, the Cronbach’s coefficient alpha was .824. This showed that, indeed, the six
items were reliable in terms of internal consistency, meaning that they all measured the
same thing, and that they were significant as the aggregated dependent variable labeled
“propensity to share.” Once the dependent variable, propensity to share, was established,
the statistical tests of correlation and then regression were run in order to empirically
analyze the data.
However, in order to test for any bivariate or multivariate relationships, the ten
research propositions used for this study were first developed. As stated in chapter four,
propositions, rather than hypotheses, were used for this study. The primary justification
for this action is that this study is a new and exploratory study based in the social
sciences realm. The investigation and constructs, therefore, were based on theoretical
foundations. Whetten (1989) adds validity to this decision, arguing that propositions
allow the researcher to build research models through theory and less through the use of
empirical foundations. For this reason, ten propositions were created for this study and
are listed in Table 7.2.
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Table 7.2: Study Propositions

Proposition
1

There will be a positive relationship between the factor of External
Trust and organizational information sharing.

Proposition
2

There will be a negative relationship between the factor of Internal
Trust and organizational information sharing

Proposition
3

There will be a positive relationship between the factor of
Compatibility with Goals and organizational information sharing

Proposition
4
Proposition
5

There will be a negative relationship between the factor of System
Implementation and organizational information sharing
There will be a positive relationship between the factor of Sharing
Culture and organizational information sharing

Proposition
6

There will be a negative relationship between Financial factors and
organizational information sharing.

Proposition
7

There will be a negative relationship between the factor of Defamation
and organizational information sharing.

Proposition
8

There will be a positive relationship between the factor of Negligence
of Sharing and organizational information sharing.

Proposition
9

There will be a negative relationship between the factor of Privacy and
organizational information sharing.

Proposition
10

There will be no relationship between the control variables and
organizational information sharing.
7.1. CORRELATION

The first test that was conducted was that of correlation. The correlation test was
performed on each of the nine independent variables and then on the control variables.
The following sections detail the correlation procedures and the results for each variable.
7.1.1 External Trust
The first proposition that was examined was proposition #1, which stated that
“there will be a positive relationship between the factor of external trust and
organizational information sharing.” Suggesting that, as the level of external trust
increases, the propensity to share employee information will also increase among hospital
organizations. Dawes (1996) and Landsbergen and Wolken (2001) identified the factor
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of trust as being integral in information sharing between organizations. For this study,
trust was expanded into include external trust, which was defined as the trust that
hospitals would have with sharing information with outside (or external) organizations,
including other hospitals, other types of healthcare facilities, and law enforcement, and
internal trust, which was defined as the trust that hospitals would have of their own
employees in their hospital organization.
In order to determine the external trust that hospitals have with outside
organizations, six different survey items were designed:


Question 18a, asked the respondents to indicate, on a 5-point
Likert scale, their agreement to the statement, “I think it is
important to share employee information with other
organizations.”



Question 6a, asked respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “Please rate your level
of trust in sharing your hospital’s employee information with other
hospitals.”



Questions 6b, asked respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “Please rate your level
of trust in sharing your hospital’s employee information with other
types of healthcare facilities.”



Question 6c, asked respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “Please rate your level
of trust in sharing your hospital’s employee information law
enforcement”



Question 7a2, asked respondents to indicate, on a 7-point Likert
scale, their level of confidence with the statement, “Any
information that the previous hospital shares will be accurate.”



Question 7b2, asked respondents to indicate, on a 7-point Likert
scale, their level of confidence with the statement, “Any
information that the previous healthcare facility shares will be
accurate.”
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7.1.1.1. Checking the Reliability of the Scale
The initial step in the analysis of this variable was to check the reliability of the
scale by aggregating all of its six items. The goal here was to determine if the six items
associated with external trust could be successfully aggregated to form a single construct.
The purpose in combining the separate survey items is to check the reliability of the
scale, thereby gauging the internal consistency of the construct. Essentially, checking the
reliability by aggregating the independent survey items, allows a researcher to examine
the degree to which each item in the scale “hangs together” (Pallant, 2005). The common
indicator of reliability (or internal consistency among the variables) is the Cronbach’s
alpha coefficient, with, ideally, the coefficient being above .7 to indicate reliability of the
scale (Pallant, 2005). Once analyzed using all six items, it was concluded that the six
survey items relating to external trust had good internal consistency, with a Cronbach’s
alpha coefficient of .789. This indicated that, indeed, these six items could be aggregated
to form the single construct, which was labeled “external trust.” The variable of external
trust was then added as a construct in the model.
7.1.1.2. Correlation
The next step in the analysis of external trust was to run the test of correlation.
“Correlation analysis is used to describe the strength and direction of the liner
relationship between two variables” (Pallant 2005, 121). Correlation is the initial
statistical step before more sophisticated tests, such as regression, can be conducted.
Using SPSS 15.0, the bivariate relationships, if any, between the independent variables
regarding external trust and the dependent variable, propensity to share, were determined
by obtaining a Pearson’s coefficient of correlation.
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After examining the correlation matrix for each separate item (Table 7.3), it was
determined that all six of the survey items regarding external trust and the construct of
external trust were each significantly related, at the 0.01 level, to the propensity to share
employee information.
Table 7.3: External Trust Correlations

Propensity To Share

Pearson Correlation

Propensity To
Share
1

Sig. (2-tailed)
N
External Trust

145

Pearson Correlation
Sig. (2-tailed)
N

Important To Share

External Trust With Other
Hospitals

External Trust With Other
Healthcare Facilities

External Trust With Law
Enforcement

Information from Other
Hospitals will be Accurate

Information from Other
Healthcare Facilities will
be Accurate

.657(**)
.000
141

Pearson Correlation

.465(**)

Sig. (2-tailed)

.000

N

144

Pearson Correlation

.605(**)

Sig. (2-tailed)

.000

N

143

Pearson Correlation

.541(**)

Sig. (2-tailed)

.000

N

143

Pearson Correlation

.439(**)

Sig. (2-tailed)

.000

N

144

Pearson Correlation

.403(**)

Sig. (2-tailed)

.000

N

143

Pearson Correlation
.407(**)
Sig. (2-tailed)

.000

N

144

** Correlation is significant at the 0.01 level (2-tailed).
* Correlation is significant at the 0.05 level (2-tailed).

The strength of the relationships between each item and the dependant variable of
propensity to share is indicated by the Pearson correlation coefficient. The range of the
Pearson coefficient (r) is 1 to -1, with 1 being a perfect positive relationship and -1 being
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a perfect negative relationship. As indicated by the correlation matrix, all six items had
significant positive relationships to the propensity to share. The most significant
relationship was that of trust in other hospitals, with a Pearson’s value of .605. This
indicates that, as the trust level towards other hospitals increases, the propensity of a
hospital to share information with other hospitals also increases. Likewise, as the trust in
other healthcare facilities (r=.541) and in law enforcement agencies increases (r=.439),
the propensity of hospitals to share information with these organizations also increases.
Significance was also positively seen in the accuracy of the information
exchanged. As hospitals believe that the accuracy of the information provided by other
hospitals (r=.403) and by other types of healthcare facilities (r=.407) increases, so too
does the propensity of hospitals to share information with those types of organizations.
There was a significant positive relationship with regards to the importance
placed on sharing employee information. As shown by the Pearson’s value of .465, as the
importance placed on sharing employee information increases by hospitals, so too does
the propensity of those hospitals to share employee information with other organizations.
Finally, it was determined that the construct of external trust also had a very
significant positive relationship with the propensity to share employee information
(r=.657). Meaning that, overall, as external trust increases so too does the propensity to
share employee information.
7.1.1.3. Checking for Multicollinearity
Further analysis was then conducted on the variables of external trust by checking
for multicollinearity among the independent items. Multicollinearity, also called
collinearity, is an undesirable situation and occurs when two independent variables in the
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model are strongly associated or correlated with one another. In essence, if the items are
closely correlated, it is redundant to have both of them in a research model because they
each share the same attributes; the model, therefore, tries to “split” the effects between
the correlated variable, offering a flawed model.
When checking for multicollinearity, the researcher must be aware that “a precise
definition of collinearity is neither possible nor appropriate, but [that] the concept should
be clear” (Hocking, 2003,p152). Therefore, when analyzing for multicollinearity using
the correlation matrix, the researcher must be aware that there exists different opinions in
the literature as to the correct indices that illustrate the possibility of multicollinearity.
Pallant (2005) and Hocking (2003) suggest that that values greater than .9 show
indications of multicollinearity. However, Tabachnick and Fidell (2001) contend that
values greater than .7 indicate multicollinearity and still Leech at el. (2005) argue that
values correlated at the .5 or .6 and above mark should be considered for
multicollinearity. Obviously, there is a discrepancy as to the threshold to determine
multicollinearity from the correlation matrix. For this study, values that were .9 or greater
in the correlation matrix were considered as being indicative of multicollinearity. Due to
the fact that this is a social science study, which is less rigid then the hard sciences, and
the fact that numerous variables were involved, it was determined to set a higher
threshold, values greater than .9, to check for multicollinearity when examining the
correlation matrix.
After examining the correlation matrix for multicollinearity with regards to
external trust, the output showed that there was one possible instance of multicollinearity;
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“Accuracy of Healthcare Information” appeared to be correlated with “Accuracy of
Hospital Information” at a value of .924 (Table 7.4).
The result for multicollinearity with this bivariate relationship is not surprising
due to the fact that hospital information and healthcare information are closely related
from an informational standpoint. Because multicollinearity was discovered between
these two variables, it was deemed appropriate to eliminate the variables of “Accuracy of
Other Healthcare Facility Information” from the model, with the goal being to eliminate
items that provided no additional measures of variance.
Once this item was excluded, another check on the Reliability of Scale was
conducted to make sure that the remaining variables (5) could be still adequately
aggregated into the external trust; that the construct remained strong. The results of this
new analysis indicated that the Cronbach’s alpha was now at .764. Though there was a
slight reduction in the alpha value when the variable of “Accuracy of Other Healthcare
Facility Information” was removed from the construct (from .789 to .764), the new
Cronbach’s alpha still maintains the assumption of a variable aggregation with a value
greater than .7. The aggregated external trust construct then excluded the variable of
“Accuracy of Other Healthcare Facility Information”
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Table 7.4: External Trust Check for Multicollinearity

External Trust
With Other
Hospitals

External Trust
With Other
Healthcare
Facilities

External Trust
With Law
Enforcement

Information from
Other Hospitals
will be Accurate

other Healthcare
Facilities will be
Accurate

.593

.528

.418

.395

.375

1.000

.424

.892

.811

.710

.655

.662

.424

1.000

.304

.141

.167

.223

.171

.593

.892

.304

1.000

.878

.582

.390

.397

.528

.811

.141

.878

1.000

.513

.262

.348

.418

.710

.167

.582

.513

1.000

.266

.226

.395

.655

.223

.390

.262

.266

1.000

.907

.375

.662

.171

.397

.348

.226

.907

1.000

Important To
Share

Propensity To Share

External Trust

.432

Propensity To
Share

Pearson Correlation

1.000

.657

External Trust

.657

Important To Share

.432

External Trust With Other
Hospitals
External Trust With Other
Healthcare Facilities
External Trust With Law
Enforcement
Information from Other
Hospitals will be Accurate
Information from other
Healthcare Facilities will
be Accurate
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The Person correlation coefficients were significant with each of the six items
examining external trust, as well as with the aggregated construct, external trust. This
suggests that, as the level of trust that hospitals place in other hospitals, other healthcare
facilities, and in law enforcement agencies increases, the likelihood of sharing employee
information with these other organizations increases as well. Similarly, as the perceived
accuracy of shared employee information increases, the likelihood of a hospital engaging
in employee information sharing increases as well. Finally, as the level of importance
placed on employee information sharing increases, the likelihood of a hospital engaging
in employee information sharing with other organizations also increases.
7.1.2. Internal Trust
The next proposition that was examined was proposition #2, which stated that
“there will be a negative relationship between the factor of internal trust and
organizational information sharing.” Suggesting that, as the level of internal trust
decreases, the propensity to share hospital information will increase among hospital
organizations. Again, Dawes (1996) and Landsbergen and Wolken (2001) identified the
factor of trust as being integral in organizational information sharing between
organization and, for this study, trust was expanded to include internal trust, which was
defined as the trust that hospitals would have in their own employees in their hospital
organization.
In order to determine the internal trust that hospitals have of their employees, eight
different survey items were designed.


Question 5a, asked the respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “I trust the physicians
that work in my hospitals.”
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Question 5b, asked the respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “I trust the nurses that
work in my hospitals.”



Question 5c, asked the respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “I trust the
administrators that work in my hospitals.”



Question 5d, asked the respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “I trust the IT staff that
work in my hospitals.”



Question 5e, asked the respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “I trust the
pharmacists that work in my hospitals.”



Question 5f, asked the respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “I trust the laboratory
technicians that work in my hospitals.”



Question 5g, asked the respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “I trust the house
keeping staff that work in my hospitals.”



Question 5h, asked the respondents to indicate, on a 7-point Likert
scale, their level of trust with the statement, “I trust the
maintenance that work in my hospitals.”

7.1.2.1. Checking the Reliability of the Scale
The initial step in the analysis of this variable was to check the reliability of the
scale by aggregating all of its eight items. The goal here was to determine if the eight
items associated with internal trust could be successfully aggregated to form a single
construct. The purpose in combining the separate independent items was to check the
reliability of the scale, thereby gauging the internal consistency of the construct. Once
analyzed using all eight items, it was concluded that the scale had good internal
consistency with a Cronbach’s alpha coefficient of .876, indicating that, indeed, these

157

eight items could be aggregated to form a single construct, labeled "internal trust."
Internal trust was then added as a construct in the research model.
7.1.2.2. Correlation
The first test that was run was that of correlation in order to describe the strength
and direction of the linear relationship between the items of internal trust and the
dependent variable of propensity to share (Table 7.5).
Table 7.5: Internal Trust Correlations

Propensity To Share

Pearson Correlation

Propensity To
Share
1

Sig. (2-tailed)
Internal Trust

N

145

Pearson Correlation

.105

Sig. (2-tailed)

.237

N
Trust Physicians

Trust Nurses

Trust Administrators

Trust Pharmacists

Trust Lab
Technicians

129

Pearson Correlation
Sig. (2-tailed)

.033

N

143

Pearson Correlation

Trust Maintenance

Trust IT Staff

.187(*)

Sig. (2-tailed)

.025

N

144

Pearson Correlation

.120

Sig. (2-tailed)

.151

N

144

Pearson Correlation

.163

Sig. (2-tailed)

.054

N

140

Pearson Correlation
Sig. (2-tailed)

Trust House Keeping

.178(*)

.175(*)
.039

N

140

Pearson Correlation

.025

Sig. (2-tailed)

.769

N

144

Pearson Correlation

.142

Sig. (2-tailed)

.088

N

145

Pearson Correlation

.163

Sig. (2-tailed)

.051

N

143

* Correlation is significant at the 0.05 level (2-tailed).
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The strength of the relationships between the items of internal trust and the
dependant variable of propensity to share was indicated by the Pearson correlation
coefficient. The range of the Pearson coefficient (r) is 1 to -1, with 1 being a perfect
positive relationship and -1 being a perfect negative relationship.
From the correlation matrix, there were three items that showed any significance
to propensity to share: Trust in Physicians showed slight positive significance (r=.178);
Trust in Nurses showed slight positive significance (r=.187); and Trust in Laboratory
Technicians showed slight positive significance (r=.175). As indicated by the correlation
matrix, all other items, including the construct of internal trust, had no significant
relationships to the propensity of hospitals to share employee information.
7.1.2.3. Checking for Multicollinearity
Further analysis was then conducted on the variables of internal trust by checking
for multicollinearity among the items. An examination of the correlation matrix (Table
7.6) showed that there were no values at or above the .9 indicator, suggesting that there
no cases of multicollinearity associated with the items of external trust. As a result, no
items were excluded from the construct of internal trust.
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Table 7.6: Internal Trust Check for Multicollinearity
Trust IT Staff

Trust
Maintenance

Trust House
Keeping

Trust Lab
Technicians

Trust Pharmacists

Trust
Administrators

Trust Nurses

Trust Physicians

Propensity To Share

Internal Trust

Propensity
To
Share

Pearson Correlation

1.000

.105

.063

.049

.058

.084

.118

.029

.113

.110

Internal Trust

.105

1.000

.731

.749

.654

.730

.762

.761

.816

.664

Trust Physicians

.063

.731

1.000

.619

.470

.384

.399

.464

.488

.492

Trust Nurses

.049

.749

.619

1.000

.554

.392

.519

.510

.465

.401

Trust Administrators

.058

.654

.470

.554

1.000

.441

.253

.314

.430

.533

Trust Pharmacists

.084

.730

.384

.392

.441

1.000

.663

.496

.598

.390

.118

.762

.399

.519

.253

.663

1.000

.614

.658

.349

Trust Lab
Technicians
Trust House Keeping

.029

.761

.464

.510

.314

.496

.614

1.000

.603

.293

Trust Maintenance

.113

.816

.488

.465

.430

.598

.658

.603

1.000

.476

Trust IT Staff

.110

.664

.492

.401

.533

.390

.349

.293

.476

1.000
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The Person correlation coefficients showed significance with three of the eight
internal trust items; Trust in Physicians, Trust in Nurses, and Trust in Laboratory
Technicians all showed a slight positive significance towards the propensity to share. The
internal trust items of Trust in Administers, Trust in Pharmacists, Trust in House
Keeping, Trust in Maintenance Staff, and Trust in IT Staff had no relationships to the
propensity of hospitals to share employee information. Neither was there a significant
relationship between the construct of internal trust and the propensity of hospitals to
share employee information. This suggests that the level of trust among hospital
employees is not a strong indicator as to a hospital’s propensity to share employee
information. This may be due to the fact that a large majority of the respondents indicated
that they had very high levels of trust in their employees, across the board.
7.1.3. Compatibility with Goals
The next proposition that was examined was proposition #3, which stated that
“there will be a positive relationship between the factor of Compatibility with Goals and
organizational information sharing.” Suggesting that, as the level with which hospitals
think that the sharing of employee information is compatible with their goals increases,
the propensity to share employee information will also increase among hospital
organizations. Dawes (1996) and Landsbergen and Wolken (2001) identified
organizational factors of compatibility as being integral in information sharing between
organizations.
In order to determine the level of the compatibility with goals that hospitals feel
that information sharing may provide them, three items were constructed:
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Question 18a, asked the respondents to indicate, on a 5-point
Likert scale, their level of agreement with the statement, “Sharing
information on employees would enhance our hospital’s goal of
internal hospital security.”



Question 18b, asked the respondents to indicate, on a 5-point
Likert scale, their level of agreement with the statement, “Sharing
information on employees would enhance our hospital’s goal of
patient safety.”



Question 18c, asked the respondents to indicate, on a 5-point
Likert scale, their level of agreement with the statement, “Sharing
information on employees would enhance our hospital’s goal of
healthcare cost efficiency.”

7.1.3.1. Checking the Reliability of the Scale
The initial step in the analysis was to check the reliability of the scale by
aggregating all three items. The goal here was to determine if the three items associated
with compatibility could be successfully aggregated to form a single construct. The
purpose in combining the separate independent items is to check the reliability of the
scale, thereby gauging the internal consistency of the construct. Once analyzed using all
three items, it was concluded that the items of the compatibility with goals scale had very
good internal consistency, with a Cronbach’s alpha coefficient of .940. This indicated
that these three items could be aggregated to form the single construct, labeled
"compatibility with goals." The construct of compatibility with goals was then added as
a construct in the research model.
7.1.3.2. Correlation
The first test that was run was that of correlation in order to describe the strength
and direction of the linear relationship between the items of compatibility with goals and
the dependent variable of propensity to share (Table 7.7).
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Table 7.7: Compatibility with Goals Correlations

Propensity To Share

Pearson Correlation

Propensity To
Share
1

Sig. (2-tailed)
N
Compatibility With Goals

Compatibility with Goal of
Internal Security

Compatibility with Goal of
Patient Safety

Compatibility with Goal of
Healthcare Cost Efficiency

145

Pearson Correlation

.393(**)

Sig. (2-tailed)

.000

N

145

Pearson Correlation

.384(**)

Sig. (2-tailed)

.000

N

145

Pearson Correlation

.389(**)

Sig. (2-tailed)

.000

N

145

Pearson Correlation

.344(**)

Sig. (2-tailed)

.000

N

145

** Correlation is significant at the 0.01 level (2-tailed).

The strength of the relationships between the items of compatibility with goals
and the dependant variable of propensity to share is indicated by the Pearson correlation
coefficient. The range of the Pearson coefficient (r) is 1 to -1, with 1 being a perfect
positive relationship and -1 being a perfect negative relationship. As indicated by the
correlation matrix, all items had significant positive relationships to the propensity to
share. The most significant relationship was the construct, compatibility with goals
(r=.393). This indicates that, as there is an increase in the overall feelings that
information sharing is compatible with a hospital’s goals, the propensity of a hospital to
share information with other organizations also increases. Likewise, as there are increases
in the feelings of compatibility with regard singular goals of internal security (r=.384),
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patient safety (r=.389) and cost efficiency (r=.344), the propensity of hospitals to share
employee information with other organizations also increases.
7.1.3.3. Checking for Multicollinearity
Finally, analysis was conducted on the items by checking for multicollinearity.
An examination of the correlation matrix (Table 7.8) showed that there were various
relationships at a value at or above the .9 indicator. After examining the correlation
matrix for multicollinearity with regards to compatibility with goals, it was determined
that each case of multicollinearity was associated with the aggregated construct. In this
case, indications of multicollinearity would be expected to the construct of compatibility
with goals because of the very strong Cronbach’s alpha (.940) that was obtained when a
check for reliability was previously conducted. Because the construct is made up of each
of the individual the items, especially at such a high alpha value, indications of
multicollinearity here are not a violation of assumptions. In fact, Garson (2007) states
that items are intentionally correlated with their component parts and, as such, should not
be considered as having multicollinearity even though the outputs may suggest that
multicollinearity exists. Therefore, because no other indications of multicollinearity
existed between the original three items themselves, no item was eliminated or removed
from the construct.
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Table 7.8: Compatibility with Goals Check for Multicollinearity

Compatibility
with Goal of
Internal
Security

Compatibility
with Goal of
Patient Safety

Compatibility
with Goal of
Healthcare
Cost
Efficiency

Propensity To Share

.393

.384

.389

.344

.393

1.000

.941

.965

.931

.384

.941

1.000

.899

.781

.389

.965

.899

1.000

.848

.344

.931

.781

.848

1.000

Compatibility With Goals
Compatibility with Goal of
Internal Security
Compatibility with Goal of
Patient Safety
Compatibility with Goal of
Healthcare Cost Efficiency

Compatibility
With Goals

1.000

Propensity To
Share

Pearson Correlation

From the analysis of compatibility with goals, the Person correlation coefficients
were significant with each of the item, as well as with the construct compatibility with
goals. This suggests that, as there is an increase in the overall feelings that information
sharing is compatible with a hospital’s goals, the propensity of a hospital to share
information with other organizations also increases.
7.1.4. System Implementation
The next proposition that was examined was proposition #4, which stated, “there
will be a negative relationship between the factor of system implementation and
organizational information sharing.” Suggesting that, as the level of perceived difficultly
in implementing an information sharing system increases, the propensity to share
hospital employee information will decrease among hospital organizations. Dawes
(1996), Landsbergen and Wolken (2001), and Rogers’ (1962) Diffusion of Innovation
Theory implied that the degree of difficultly in implementing a system for organizational
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information sharing would influence an organization’s decision to engage in the sharing
activity.
In order to determine system implementation, four different survey items were
designed.


Question 10, asked the respondents to order, using values 1-6, the
method most likely to be used by their hospital when exchanging
employee information:
o A. Telephone
o B. Personal Interview
o C. Written Communication
o D. FAX
o E. Email
o F. Electronic System



Question 11, asked the respondents to indicate, on a 5-point Likert
scale, their perceived level of system implementation difficulty by
answering the statement, “Overall, how difficult do you think it
would be to develop a regional electronic information sharing
network among area hospitals for exchanging employee
information.”



Question 12, asked the respondents to indicate, on a 5-point Likert
scale, their perceived level of system implementation difficulty by
answering the statement, “Overall, how difficult do you think it
would be to develop a statewide electronic information sharing
network among hospitals in your state for exchanging employee
information.”



Question 13, asked the respondents to indicate, on a 5-point Likert
scale, their perceived level of system implementation difficulty by
answering the statement, “Overall, how difficult do you think it
would be to develop a national electronic information sharing
network among hospitals in the nation for exchanging employee
information.”

7.1.4.1. Checking the Reliability of the Scale
The initial step in the analysis was to check the reliability of the scale by
aggregating all of its three items. The goal here was to determine if the items associated
with system implementation could be successfully aggregated to form a single construct.
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The purpose in combining the separate independent items is to check the reliability of the
scale, thereby gauging the internal consistency of the construct.
It was determined that item10, with its four subsets, resulted in an overall
Cronbach’s alpha of -.676 when analyzed with items 11, 12, and 13. However, when
question 10 was removed, Cronbach’s alpha very much improved to .859. It was
therefore determined that the construct would only included the items designed to truly
test the difficulty of establishing an electronic information system on either a regional,
statewide, or national level. The construct, therefore, included only questions 11, 12, 13;
it was labeled "system implementation" and was added as a construct to the model.
7.1.4.2. Correlation
The first test that was run was that of correlation in order to describe the strength
and direction of the linear relationship between the items of system implementation and
the dependent variable of propensity to share (Table 7.9).
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Table 7.9: System Implementation Correlations

Propensity To Share

Pearson Correlation

Propensity To Share
1

Sig. (2-tailed)
System Implementation

Telephone

Interview

N

145

Pearson Correlation

.014

Sig. (2-tailed)

.864

N

142

Pearson Correlation

.059

Sig. (2-tailed)

.484

N

143

Pearson Correlation
Sig. (2-tailed)
N

Written Communication

N

Electronic System

Regional System
Difficulty

Statewide System
Difficulty

National System
Difficulty

-.052
.545
139

Pearson Correlation
Sig. (2-tailed)

Email

.322
138

Pearson Correlation
Sig. (2-tailed)

FAX

-.085

.273(**)
.001

N

138

Pearson Correlation

.067

Sig. (2-tailed)

.432

N

140

Pearson Correlation

.027

Sig. (2-tailed)

.758

N

136

Pearson Correlation

.026

Sig. (2-tailed)

.758

N

142

Pearson Correlation

-.045

Sig. (2-tailed)

.592

N

144

Pearson Correlation

.090

Sig. (2-tailed)

.282

N

144

** Correlation is significant at the 0.01 level (2-tailed).

From the correlation matrix, the only item that showed any significance was the
use of FAX. This was a very interesting and unexpected finding, which suggests that, as
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the use of FAXing (r=.313) increases, the propensity for hospitals to engage in employee
information sharing also increases. Concerning the difficulty of an electronic system
implementation, however, correlation suggests that there are no significant relationships
between the perceived difficulty of implementing an electronic information sharing
system for exchanging employee information and the propensity of hospitals to engage in
the employee information sharing.
7.1.4.3. Checking for Multicollinearity
Finally, analysis was conducted on the items to check for multicollinearity
among. An examination of the correlation matrix (Table 7.10) showed that there were
various relationships at a value at or above the .9 indicator. After examining the
correlation matrix for multicollinearity, it was determined that each case of
multicollinearity was associated with the construct, system implementation. In this case,
indications of multicollinearity would be expected with the construct because of the
strong Cronbach’s alpa (.878) that was obtained when a check for reliability was
previously conducted. Because the construct, system implementation, is made up of each
of the three individual items, especially at a higher alpha value, indications of
multicollinearity here are not a violation of assumptions. Therefore, because no other
indications of multicollinearity existed between the original three items, no item was
eliminated or removed from the construct.
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Table 7.10: System Implementation for Multicollinearity

National System
Difficulty

Statewide
System Difficulty

Regional System
Difficulty

Electronic
System

Email

FAX

Written
Communication

Interview

Telephone

System
Implementation

Propensity
To
Share

Pearson Correlation

Propensity To Share

1.000

-.008

.082

-.057

-.026

.321

.087

.052

.008

-.079

.056

System Implementation

-.008

1.000

-.016

-.070

.009

-.150

-.039

-.008

.903

.908

.837

Telephone

.082

-.016

1.000

-.275

-.056

-.050

.013

-.624

.052

-.062

-.033

Interview

-.057

-.070

-.275

1.000

-.069

-.290

-.357

.204

-.087

-.060

-.036

Written Communication

-.026

.009

-.056

-.069

1.000

.215

-.239

-.219

-.072

.030

.070

FAX

.321

-.150

-.050

-.290

.215

1.000

.008

-.056

-.108

-.159

-.129

Email

.087

-.039

.013

-.357

-.239

.008

1.000

.227

-.077

.005

-.032

Electronic System

.052

-.008

-.624

.204

-.219

-.056

.227

1.000

-.063

.015

.029

.008

.903

.052

-.087

-.072

-.108

-.077

-.063

1.000

.765

.614

-.079

.908

-.062

-.060

.030

-.159

.005

.015

.765

1.000

.627

.056

.837

-.033

-.036

.070

-.129

-.032

.029

.614

.627

1.000

Regional System
Difficulty
Statewide System
Difficulty
National System
Difficulty
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When the construct of system implementation was first analyzed, it was
discovered that the Person correlation coefficients were not significant with any of the
levels of difficulty involved in implementing an electronic information sharing system.
The system implementation items of regional difficulty, statewide difficulty, and national
difficulty showed no relationship to the propensity of hospitals to share employee
information. However, when the question of which methods hospitals would use to
exchange employee information was posed, there was found to be a significant
relationship between the use of FAX and the propensity of hospitals to engage in
employee information sharing. This was an interesting finding in this particular analysis,
which indicated that the perceived difficulty in electronic system implementation had no
significant effect on a hospitals decision to engage information sharing; however, as the
use FAX as a method of exchanging employee information increases, so too does the
propensity of hospitals to engage in information sharing. This finding may add validity to
the argument that hospitals are more comfortable with traditional methods of exchanging
information and less comfortable with using more advanced electronic means. This
question, though interesting, is a fascinating area for future research but was outside the
scoop of this study.
7.1.5. Sharing Culture
The next proposition that was examined was proposition #5, which stated, “there
will be a positive relationship between the factor of sharing culture and organizational
information sharing.” Suggesting that, as the level of a sharing culture increases, the
propensity to share hospital employee information will also increase among hospital
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organizations. The Knowledge Management Theory and the Social Exchange Theory,
suggest heavily the need for a cultural paradigm of sharing.
In order to determine the sharing culture that hospitals currently have with outside
organizations, seven different survey items were designed.


Question 2a, asked the respondents to indicate, on a 7-point Likert
scale, their currently level of sharing with the statement, “My
hospital shares information regarding employees with other
hospitals.”



Question 2b, asked the respondents to indicate, on a 7-point Likert
scale, their currently level of sharing with the statement, “My
hospital shares information regarding employees with other
healthcare facilities.”



Question 2a, asked the respondents to indicate, on a 7-point Likert
scale, their currently level of sharing with the statement, “My
hospital shares information regarding employees with law
enforcement.”



Question 7a1, asked respondents to indicate, on a 7-point Likert
scale, their agreement with the statement, “If a new applicant to
my hospital has previously worked at another hospital, that
previous hospital will share information regarding the applicant
with my hospital.”



Question 7b1, asked respondents to indicate, on a 7-point Likert
scale, their agreement with the statement, “If a new applicant to
my hospital has previously worked at another healthcare facility
that previous healthcare facility will share information regarding
the applicant with my hospital.”



Question 19d, asked respondents to indicate, on a 5-point Likert
scale, their agreement with the statement, “I believe that my
hospital is responsible for obtaining information on an applicant
from former employees.”



Question 19e, asked respondents to indicate, on a 5-point Likert
scale, their agreement with the statement, “I believe that my
hospital is responsible for providing information on a former
employee to other employers.”
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7.1.5.1. Checking the Reliability of the Scale
The initial step in the analysis was to check the reliability of the scale by
aggregating all of its seven items. The goal here was to determine if the items could be
successfully aggregated to form a single construct. The purpose in combining the
separate independent items is to check the reliability of the scale, thereby gauging the
internal consistency of the construct. Once analyzed using all seven items, it was
concluded that the scale had a Cronbach’s alpha coefficient of .698. While not quite at
the .7 value needed to indicate strong association, because a near .7 value was still
obtained, it was decided to retain all items in this scale and to form the single construct
labeled "sharing culture." This construct was then added to the model.
7.1.5.2. Correlation
The first test that was run was that of correlation in order to describe the strength
and direction of the linear relationship between the independent variable of sharing
culture and the dependent variable of propensity to share (Table 7.11).
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Table 7.11: Sharing Culture Correlations

Propensity To Share

Pearson Correlation

Propensity To
Share
1

Sig. (2-tailed)
N
Sharing Culture

Shares With Other
Hospitals

145

Pearson Correlation
Sig. (2-tailed)

.000

N

137

Pearson Correlation
Sig. (2-tailed)
N

Shares With Other
Healthcare Facilities

Shares With Law
Enforcement

Responsibility to Obtain
Information

Responsibility to Provided
Information

Other Hospitals Will
Share Their Information

Other Health Care
Facilities Will Share Their
Information

.618(**)

.398(**)
.000
143

Pearson Correlation

.363(**)

Sig. (2-tailed)

.000

N

143

Pearson Correlation

.297(**)

Sig. (2-tailed)

.000

N

139

Pearson Correlation

.369(**)

Sig. (2-tailed)

.000

N

143

Pearson Correlation

.500(**)

Sig. (2-tailed)

.000

N

144

Pearson Correlation

.420(**)

Sig. (2-tailed)

.000

N

144

Pearson Correlation
.430(**)
Sig. (2-tailed)

.000

N

144

** Correlation is significant at the 0.01 level (2-tailed).
* Correlation is significant at the 0.05 level (2-tailed).

The strength of the relationships between the items and the dependant variable of
propensity to share is indicated by the Pearson correlation coefficient. The range of the
Pearson coefficient (r) is 1 to -1, with 1 being a perfect positive relationship and -1 being
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a perfect negative relationship. As indicated by the correlation matrix, all items had
significant positive relationships to the propensity to share. Of the significant
relationships, sharing with other hospitals had the strongest, with a Pearson’s coefficient
of .398; indicating that, as a culture of sharing increases among hospitals, the propensity
of those hospitals to engage in information sharing regarding employee information also
increases. Likewise, as a sharing culture increases with other healthcare facilities (r=.363)
and with law enforcement (r=.297), the propensity of hospitals to share employee
information with these organizations also increases. In addition, the belief that other
hospitals (r=.420) and other healthcare facilities (r=.430) will share employee
information if asked also showed positive significance towards a hospital’s propensity to
share employee information.
From the correlation matrix, both the items of obtaining information from other
employers (r=.369) and providing information to other employers (r=.500) showed
significance towards a hospital’s propensity to share employee information. It also was
determined that the aggregated construct, sharing culture, had a significant relationship
with the propensity to share employee information, with a value of .618.
7.1.5.3. Checking for Multicollinearity
Further analysis was then conducted on the items by checking for
multicollinearity. An examination of the correlation matrix (Table 7.12) showed that
there was one relationship, “Sharing with Hospitals” and “Sharing with Healthcare,” at or
above the .9 indicator, suggesting that there this was possibly a case of multicollinearity.
While this relationship is acknowledge, no items were excluded from the construct of
Sharing Culture.
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Table 7.12: Sharing Culture Check for Multicollinearity
Other Healthcare
Facilities Will Share
Their Information

Other Hospitals Will
Share Their Information

Responsibility to
Provide Information

Responsibility to Obtain
Information

Shares With Law
Enforcement

Shares With Other
Healthcare Facilities

Shares With Other
Hospitals

Propensity
To Share
Sharing
Culture
Shares With
Other
Hospitals
Shares With
Other
Healthcare
Facilities
Shares With
Law
Enforcement
Responsibility
to Obtain
Information
Responsibility
to Provide
Information
Other
Hospitals
Will Share
Their
Information
Other
Healthcare
Facilities
Will Share
Their
Information

Sharing
Culture

Propensity
To
Share

Pearson
Correlation

1.000

.618

.424

.387

.304

.351

.491

.378

.388

.618

1.000

.801

.796

.519

.526

.471

.546

.513

.424

.801

1.000

.950

.265

.172

.226

.232

.141

.387

.796

.950

1.000

.286

.160

.206

.201

.135

.304

.519

.265

.286

1.000

.108

.006

.021

.011

.351

.526

.172

.160

.108

1.000

.517

.379

.413

.491

.471

.226

.206

.006

.517

1.000

.205

.268

.378

.546

.232

.201

.021

.379

.205

1.000

.804

.388

.513

.141

.135

.011

.413

.268

.804

1.000

The Person correlation coefficients were significant with all four items of sharing
culture, as well as with the construct, sharing culture. This suggests that, as the perceived
level of sharing culture increases, the propensity to share employee information will also
increase among hospital organizations.
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7.1.6. Financial Factors
The next proposition that was examined was proposition #6, which stated, “there
will be a negative relationship between the financial factors and organizational
information sharing.” Suggesting that, as the perceived cost associated with an electronic
information sharing system increases, the propensity to share hospital employee
information will decrease among hospital organizations.
In order to determine the opinions that hospital respondents had regarding financial
factors, four different survey items were designed:


Question 14, asked respondents to indicate, on a 7-point Likert
scale, their priority level as indicated by the statement,
“Financially, what priority would your hospital place on budgeting
any money towards an electronic information sharing system to
exchange employee information.”



Question 15, asked respondents to indicate, on a 7-point Likert
scale, their priority level as indicated by the statement,
“Financially, what priority would your hospital place on budgeting
any money towards the electronic hardware needed for an
electronic information sharing system to exchange employee
information.”



Question 16, asked respondents to indicate, on a 7-point Likert
scale, their priority level as indicated by the statement,
“Financially, what priority would your hospital place on budgeting
any money towards the personnel needed for an electronic
information sharing system to exchange employee information.”



Question 17, asked respondents to indicate, on a 7-point Likert
scale, their priority level as indicated by the statement,
“Financially, what priority would your hospital place on budgeting
any money towards the training needed for an electronic
information sharing system to exchange employee information.”

7.1.6.1. Checking the Reliability of the Scale
The initial step in the analysis was to check the reliability of the scale by
aggregating all of the four items. The goal here was to determine if the four items could

177

be successfully aggregated to form a single construct. The purpose in combining the
separate independent items is to check the reliability of the scale, thereby gauging the
internal consistency of the construct. Once analyzed using all four items, it was
concluded that the scale had good internal consistency with a Cronbach’s alpha
coefficient of .952, indicating that these four items could be aggregated to form the single
construct, labeled financial factors. The construct of financial factors was then added as a
construct to the model.
7.1.6.2. Correlation
The first test that was run was that of correlation in order to describe the strength
and direction of the linear relationship between the independent variable and the
dependent variable of propensity to share (Table 7.13).
Table 7.13: Financial Correlations

Propensity To Share

Pearson Correlation

Propensity To
Share
1

Sig. (2-tailed)
N
Financial

Overall Cost

145

Pearson Correlation

.200(*)

Sig. (2-tailed)

.018

N

139

Pearson Correlation

.193(*)

Sig. (2-tailed)

.021

N
Hardware Cost

144

Pearson Correlation

.193(*)

Sig. (2-tailed)
Personnel Cost

.022

N

141

Pearson Correlation

.097

Sig. (2-tailed)

.255

N
Training Cost

141

Pearson Correlation

.223(**)

Sig. (2-tailed)

.007

N

143

* Correlation is significant at the 0.05 level (2-tailed).
** Correlation is significant at the 0.01 level (2-tailed).
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From the correlation matrix, three of the items relating to financial factors, overall
cost (r=.193), hardware cost (r=.193), and training cost (r=.223), and the construct of
financial factors (r=.200), were significantly related, positively, to the propensity to share
employee information via electronic means. This was an interesting finding that seemed to
suggest that, as the willingness to financially support an electronic information sharing
system increased, the propensity of hospitals to engage in employee information sharing
also increased. This was contradictory to the stated research proposition.
7.1.6.3. Checking for Multicollinearity
Finally, analysis was conducted by checking for multicollinearity among the
items. An examination of the correlation matrix (Table 7.14) showed that there were
various relationships at a value at or above the .9 indicator. After examining the
correlation matrix for multicollinearity, it was determined that four of the five cases of
multicollinearity were associated with the construct, financial factors. In this case,
indications of multicollinearity would be expected to the construct because of the strong
Cronbach’s alpa (.950) that was obtained when a check for reliability was previously
conducted. Because the construct is made up of each of the individual items, especially at
a higher alpha value, indications of multicollinearity here are not a violation of
assumptions. Therefore, these four items were not eliminated or removed from the
construct.
However, there did appear to be one case of multicollinearity that was not
associated with the construct and that was a relationship between the items of “Overall
Cost” and “Hardware Cost.”
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Table 7.14: Financial Check for Multicollinearity

Training
Cost

Personnel
Cost

Hardware
Cost

Overall
Cost

Propensity To Share

Financial

Propensity
To
Share

Pearson Correlation

1.000

.200

.213

.198

.093

.236

Financial

.200

1.000

.937

.955

.929

.919

Overall Cost

.213

.937

1.000

.912

.816

.781

Hardware Cost

.198

.955

.912

1.000

.846

.819

Personnel Cost

.093

.929

.816

.846

1.000

.816

Training Cost

.236

.919

.781

.819

.816

1.000

The result for multicollinearity with this bivariate relationship is not surprising
because overall cost and hardware costs are closely related from a financial standpoint.
Because multicollinearity was discovered between these two variables, it was deemed
appropriate to eliminate the variables of “Hardware Cost” from the model, with the goal
being to eliminate variables that provided no additional measures of variance.
Once this variable was excluded, another check on the Reliability of Scale was
conducted to make sure that the remaining variables (3) were still adequately aggregated
in the construct, financial factors. The results of this new analysis indicated that the
Cronbach’s alpha was now at .924. Though there was a slight reduction in the alpha value
when the item of “Hardware Cost” was removed from the construct (from .952 to .926),
the new Cronbach’s alpha still maintains the assumption of a strong aggregation with a
value greater than .7. The construct of financial factors then excluded the item of
“Hardware Cost.”
The Person correlation coefficients were significant with three of the four items
associated with financial factors and the dependent variable. The construct, financial
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factors, was also significantly related to a hospital’s propensity to engage in employee
information sharing. The only cost that was not significantly related to a hospitals
propensity to share employee information was personnel costs.
7.1.7. Defamation
The next proposition that was examined was proposition #7, which stated, “there
will be a negative relationship between the factor of defamation and organizational
information sharing.” Suggesting that, as the belief that a hospital can be sued for
defamation increase, the propensity to engage in employee information sharing will
decrease.
In order to determine the opinions of respondents regarding the issue of defamation
one item was designed for this study:


Question 19b, asked respondents to indicate, on a 5-point Likert
scale, their belief as indicated by the statement, “I believe that my
hospital could be sued for defamation if it shares its employee
information with other organizations.”

7.1.7.1. Correlation
Because there was only one item associated with the construct of defamation,
there was no need to develop an aggregated variable or to check for multicollinearity with
this construct. Therefore, the initial test conducted on this item was that of correlation
(Table 7.15).
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Table 7.15: Defamation Correlations
Propensity
To
Share
Propensity To Share

Pearson Correlation

1

Sig. (2-tailed)

.000

N
Defamation

Defamation
-.404(**)

Pearson Correlation

145

143

-.404(**)

1

Sig. (2-tailed)

.000

N

143

151

** Correlation is significant at the 0.01 level (2-tailed).

The results of the correlation matrix, indicates that the factor of defamation had a
strong significant negative relationship to the propensity of hospitals to engage in the
sharing of employee information (r=-.404). The fact that the correlation is a negative
value indicates that, as there is an increase in the belief that hospitals could be sued for
defamation if they share employee information, the propensity of hospital to engage in
employee information sharing decreases.
7.1.8. Negligence
The next proposition that was examined was proposition #8, which stated, “there
will be a positive relationship between the factor of negligence of sharing and
organizational information sharing.” Suggesting that, as the belief that hospitals can be
sued for negligence when failing to share employee information increases, the propensity
to engage in employee information sharing will increase.
In order to determine the opinions of respondents regarding the issue of negligence
one item was designed for this study:


Question 19c, asked respondents to indicate, on a 5-point Likert
scale, their belief as indicated by the statement, “I believe that my
hospital could be sued for negligent hiring if it does not receive
adequate information from other organizations concerning an
applicant.”
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7.1.8.1. Correlation
Because there was only one item associated with the construct of negligence,
there was no need to develop an aggregated variable or to check for multicollinearity with
this construct. Therefore, the initial test conducted on this item was that of correlation
(Table 7.16).
Table 7.16: Negligence Correlations
Propensity To
Share
1

Negligence
.147

Propensity
To
Share

Pearson Correlation
N

145

143

Negligence

Pearson Correlation

.147

1

Sig. (2-tailed)

.080

N

143

Sig. (2-tailed)

.080

151

The results of the correlation matrix indicate that the factor of negligence did
not have a significant relationship to the propensity of hospitals to engage in the sharing of
employee information (r=.147). The fact that the Pearons correlation cofficient is a positive
value may denote that, as there is an increase in the belief that hospitals could be sued for
negligence if they fail to share employee information, there may also be an increase in the
propensity to share. However, the lack of a significant relationship indicates that negligence
is not a strong enough indicator as to a hospital's propensity to share employee information.
7.1.9. Privacy
The next proposition that was examined was proposition #9, which stated, “there
will be a negative relationship between the factor of privacy and organizational
information sharing.” Suggesting that, as there is an increase in the belief that the sharing
of employee information is a violation of an employee’s privacy, the propensity to
engaging in employee information sharing will decrease.
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In order to determine the opinions of respondents regarding the issue of privacy
one item was designed for this study:


Question 19a, asked respondents to indicate, on a 5-point Likert
scale, their belief as indicated by the statement, “The sharing of
employee information is a violation of the employee’s privacy.”

7.1.9.1. Correlation
Because there was only one item associated with the construct of privacy, there
was no need to develop an aggregated variable or to check for multicollinearity with this
construct. Therefore, the initial test conducted on this variable was that of correlation
(Table 7.17).
Table 7.17: Privacy Correlations
Propensity
To Share
Propensity
To
Share

Pearson Correlation

Privacy

Pearson Correlation

1

Sig. (2-tailed)

Privacy
-.399(**)
.000

N

145

143

-.399(**)

1

Sig. (2-tailed)

.000

N

143

151

** Correlation is significant at the 0.01 level (2-tailed).

The results of the correlation matrix, indicates that the factor of privacy had a
significant negative relationship to the propensity of hospitals to engage in the sharing of
employee information (r=-.399). The fact that the correlation is a negative value indicates
that, as there is an increase in the belief by hospitals that employee information sharing is
a violation of privacy increases, the propensity of hospital to engage in employee
information sharing decreases.
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7.1.10. Control Variables
The next proposition that was examined was proposition #10, which stated, “there
will no relationships between the control variables and organizational information
sharing.” In the case of control variables, it is hoped that the variables will have no
relationship the independent variable; rather that the other independent constructs in the
model will be influential.
For this study, there were both respondent as well has hospital demographics. In
order to capture the demographic information, 12 items were designed for this study:


Question 20: asked the respondents to identify their hospital’s
ownership with the question, “The American Hospital Association
(AHA) classifies hospital ownership/control using the following
descriptions How would you describe your hospital’s
ownership/control?.”
□ Government, federal (ie: Military)
□ Government, non-federal (ie: state, county, city)
□ Nongovernmental, not-for-profit (ie: church operated)
□ Investor owned, for profit (ie: individual, partnership,
corporation



Question 21: asked the respondents to identify their hospital’s
location with the question, “The American Hospital Association
(AHA) classifies hospital locations using the following
descriptions. How would you describe your hospital’s location?”
□ Rural
□ Urban
□ Suburban



Question 22: asked the respondents to identify their hospital’s type
with the question, “The American Hospital Association (AHA)
classifies hospital types using the following descriptions. How
would you describe your hospital type?”
□
□
□
□

General
Specialty
Rehabilitation and chronic disease
Psychiatric
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Question 23: asked the respondents to identify their hospital’s size
with the question, “How many beds does your hospital maintain”
□
□
□
□
□
□
□
□

6-24 beds
25-49 beds
50-99 beds
100-199 beds
200-299 beds
300-399 beds
400-499 beds
500 or more beds



Question 24: asked the respondents to identify their hospital’s size
through the number of total employees that work in their hospitals
with the question, “How many employees are in your hospital?
_______________”



Question 25: asked the respondents to identify their highest
achieved educational level by asking the question: “What is the
highest level of education you have achieved?”
□
□
□
□
□
□



High School Diploma
Some College
Associate Degree
Bachelor Degree
Masters Degree
Doctorate Degree

Question 26: asked the respondents to identify their position in the
hospital organization by asking the question: “What is your current
position in your hospital?”
□ CEO
□ CIO
□ Other: ________________



Question 27: asked the respondents to identify their tenure in their
current position by asking the question, “How long have you
worked in your current position at this hospital”
□
□
□
□
□
□
□

Less than one year
1 year
2 years
3 years
4 years
5 years
over 5 years
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Question 28: asked the respondents to identify their age in years by
asking the question, “What is your age?”
□
□
□
□
□
□



20-30 years
31-40 years
41-50 years
51-60 years
61-70 years
70+ years

Question 29: asked the respondents to identify their gender by
asking the question, “What is your gender?”
□ Male
□ Female



Question 30: asked the respondents to identify the state in which
their hospital was located by asking the question, “What is the 2digit state abbreviation for the state in which your hospital is
located? (ie: FL for Florida).

7.1.10.1. Checking the Reliability of the Scale
The initial step in the analysis of this variable was to check the reliability of the
scale by aggregating all of its items. The goal here was to determine if any of the
demographic items associated with the control variables could be successfully aggregated
to form a single construct. While the purpose in combining the separate independent
items is to check the reliability of the scale, and thereby gauge the internal consistency of
the construct, it was anticipated that none of the control variables would aggregate with
each other because of the fact that all control variables were measuring unique concepts.
Once analyzed using all items in multiple combinations, it was confirmed that none of the
control variable, either respondent demographics or hospital demographics, could be
aggregated.
7.1.10.2. Correlation
After a check to see if any of the control variables could be aggregated, a
correlation analysis was performed. The results of the correlation matrix indicated that a
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majority of the control variables had no significant relationships to the propensity of
hospitals to engage in the sharing of employee information. However, there were two
control variables, the respondent’s position in the hospital (r=.304) and the respondent’s
level of education (r=-.289), that did have significant relationships to the propensity of
hospitals to engage in organizational employee information sharing (Table 7.18).
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Table 7.18: Control Variables Correlations
Propensity
To
Share
Propensity To Share

Pearson Correlation

1

Sig. (2-tailed)
N
Respondent Age

145

Pearson Correlation

-.123

Sig. (2-tailed)
Respondent Gender

Respondent
Education

Respondent Tenure

Hospital Size By
Bed

.141

N

145

Pearson Correlation

.102

Sig. (2-tailed)

.227

N

143

Pearson Correlation

-.289(**)

Sig. (2-tailed)

.000

N

144

Pearson Correlation

.127

Sig. (2-tailed)

.129

N

145

Pearson Correlation
Sig. (2-tailed)
N

Hospital Location

N

Hospital Size By
Number of
Employees

Respondent
Position

-.028
.736
145

Pearson Correlation
Sig. (2-tailed)

Hospital Ownership

.902
143

Pearson Correlation
Sig. (2-tailed)

Hospital Type

.010

-.036
.666

N

145

Pearson Correlation

.077

Sig. (2-tailed)

.354

N

145

Pearson Correlation
.051
Sig. (2-tailed)

.549

N

143

Pearson Correlation

.304(**)

Sig. (2-tailed)

.000

N

144

** Correlation is significant at the 0.01 level (2-tailed).
* Correlation is significant at the 0.05 level (2-tailed).
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7.1.11. Results of Bivariate Correlation
After statistically analyzing the data using correlation, it was determined that five
of the ten propositions were supported by the data (Table 7.19).
Proposition one, which stated there will be a positive relationship between the
factor of external trust and organizational information sharing, was supported (n=141,
r=.657, p=.000, r2=.43). This indicated that, with an increase in the level of external trust
that hospital respondents have toward outside organizations, comes an increase in the
propensity to engage in employee information sharing with other organizations.
Proposition two, which stated there will be a negative relationship between the
factor of internal trust and organizational information sharing, was not supported (n=
129, r=.105, p=.237, r2=.01). This indicated that there was no signifcant relationship
between the level of internal trust that hospitals respondent have regarding their employees
and their propensity to engage in employee information sharing with other organizations.
Proposition three, which stated, there will be a positive relationship between the
factor of compatibility with goals and organizational information sharing, was supported
(n=145, r=.393, p=.000, r2=.15). This indicated that, the more that respondents felt that
the sharing of employee information was compatible with their hospital’s goals of security,
patient safety, and cost efficiency the greater their propensity to engage in employee
information sharing with other organizations.
Proposition four, which stated, there will be a negative relationship between the
factor of system implementation and organizational information sharing, was not
supported (n=142, r=.014, p=.864, r2=.00). This indicated that there was no significant
relationship between the perceived difficulty of implementing an information sharing
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system to exchange employee information and the propensity to engage in employee
information sharing with other organizations.
Proposition five, which stated, there will be a positive relationship between the
factor of sharing culture and organizational information sharing, was supported (n=137,
r=.618, p=.000, r2=.38). This indicated that as hospitals develop a greater degree of a
sharing culture with other organizations, the greater the propensity of hospitals to engage
in employee information sharing.
Proposition six, which stated, there will be a negative relationship between
financial factors and organizational information sharing, was not supported (n=141,
r=.200, p=.017, r2=.04). This indicated that there was no significant relationship between
financial factors and the propensity of hospitals to engage in employee information sharing
with other organizations.
Proposition seven, which stated, there will be a negative relationship between the
factor of defamation and organizational information sharing, was supported (n=143, r=
-.404, p=.000, r2=.16). This indicated that, the stronger the hospital respondents felt that
they could be sued for defamation if they share employee information, the less likely
their propensity to share employee information with other organizations.
Proposition eight, which stated, there will be a positive relationship between the
factor of negligence of sharing and organizational information sharing, was not
supported (n=143, r=.147, p=.080, r2=.02). This indicated that there was no significant
relationship between the fear of negligence if hospitals failed to share and the propensity
of hospitals to engage in employee information sharing with other organizations.
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Proposition nine, which stated, there will be a negative relationship between the
factor of privacy and organizational information sharing, was supported (n=143, r=-.399,
p=.000, r2=.16). This indicated that, the stronger the hospital respondents felt that the
sharing of employee was a violation of an employee’s privacy, the less likely their
propensity to share employee information with other organizations.
Proposition ten, which stated, there will be no relationship between the control
variables and organizational information sharing, was not supported. There were two
control variables, the respondent’s position in the hospital (n=144, r=.304, p=.000,
r2=.09) and the respondent’s education (n=144, r=-.289, p=.000, r2=.08) that did have
significant relationships to the propensity of hospitals to engage in organizational
employee information sharing.
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Table 7.19: Propositions

Proposition
2

There will be a positive relationship between the
factor of external trust and organizational
information sharing.
There will be a negative relationship between the
factor of internal trust and organizational
information sharing

Proposition
3

There will be a positive relationship between the
factor of compatibility with goals and organizational
information sharing

Proposition
1

Proposition
4
Proposition
5
Proposition
6
Proposition
7

There will be a negative relationship between the
factor of system implementation and organizational
information sharing
There will be a positive relationship between the
factor of sharing culture and organizational
information sharing
There will be a negative relationship between
financial factors and organizational information
sharing
There will be a negative relationship between the
factor of defamation and organizational information
sharing.

Proposition
9

There will be a positive relationship between the
factor of negligence of sharing and organizational
information sharing.
There will be a negative relationship between the
factor of privacy and organizational information
sharing.

Proposition
10

There will be no relationship between the control
variables and organizational information sharing.

Proposition
8
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Supported

Not Supported

Supported

Not Supported

Supported

Not Supported

Supported

Not Supported

Supported
Not Supported

7.2. Multiple Regression
In order to examine the path analysis model for the impact that the independent
constructs would have on the dependent variable, multiple regression was conducted.
Regression builds on the information gathered from running the correlation matrices on
each variable separately; essentially, once the correlation results indicate that variables
are linearly related and checks for multicollinearity reveal that no variables are highly
correlated with each other, regression then allows a researcher examine that model as a
whole (Pallant, 2005; Holmes, 2001). Regression, a more complicated form of
correlation, allows a researcher to examine more than two variables and allows for more
predictive assumptions, rather than just saying that the two variables are related in a
linear fashion, as indicated by the Pearson’s correlation coefficient (Holmes, 2001).
“Multiple regression is based on correlation but allows a more sophisticated exploration
of the interrelationship among a set of variables” (Pallant, 2005, p.140).
7.2.1. Checking for Multicollinearity between All Variables
The first step in the regression analysis is check for multicollinearity among the
nine constructs and the control variables used in the model; all were analyzed together in
a final check for multicollinearity between all constructs in the research model. Each of
the nine constructs and the control variables were examined for multicollinearity to
ensure that none of the independent variables themselves were correlated with each other.
Using the nine independent constructs of external trust, internal trust, compatibility with
goals, system implication, sharing cultural, financial factors, defamation, negligence, and
privacy, along with all of the control variables, a check of multicollinearity was
conducted. An examination of the correlation matrix showed that there were no values at
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or above the .9 indicator, suggesting that there were no cases of multicollinearity
associated with the nine independent variables and the control variables to each other in
the model.
7.2.2. Regression
Once a check for multicollinearity showed that there were no cases of collinearity
between the model’s variables, the test of regression was performed. In a standard or
simultaneous regression method, there are no assumptions made about the predictive
power of the independent variables, meaning that the researcher has no prior ideas as to
which variable(s) will be the best predicator in the equation. When utilizing this
technique, all variables are placed into the equation at once and computations are made
based on the amount of variance that each independent variable provides to the model
(Ho, 2006). Each independent variable is considered important in this test, with no
priority given as to the strongest predicative construct.
7.2.2.1. Checking Normality and Outliers
The first outputs examined were those of the Normal Probability Plot (Graph 7.1)
and the Scatterplot of the Standardized Residuals (Graph 7.2). The Normal Probability Plot
indicates any deviation from normality. What a researcher would hope to see is that all
points lie in a reasonably straight line on a diagonal from the bottom left to the top right
(Pallant, 2005). According to the graph generated for this model, there are no severe
deviations from an expected normal distribution.
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Graph 7.1: Normal Probability Plot
(Normal P-P Plot of Regression Standardized Residual)
Dependent Variable: Propensity to Share
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Graph 7.1: Normal Probability Plot
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The second output examined was that of the Scatterplot of the Standardized
Residuals (Graph 7.2). Scatterplot of the Standardized Residuals, again, indicates any
deviation from normality as well as any outliers in the model. What a researcher would
hope to see is that all points are roughly rectangularly distributed, with scores assembled
near the center of the graph, to illustrate a normal distribution (Pallant, 2005). Outliers
would be indicated by cases of more than approximately 3.3 or less than -3.3 (Pallant,
2005). According to the graph generated for this model, there are no major deviations
from an expected normal distribution and there are no outliers detected.

196

Graph 7.2: Scatterplot
Dependent Variable: Propensity to Share
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7.2.2.2. Model Summary
The next regression indicator that was examined was that of the model summary
(Table 7.20). In order to determine the amount of variance explained by the model, the
R-Square value was examined. The R-Square value indicates how much of the total
variance in the dependent variable, propensity to share, is explained by the independent
constructs in the model. A smaller R-Square value indicates that the data is not fitted well
by the model. The model achieved an R-Square value of .633, indicating that 63.3% of
the variance in the dependent variable, propensity to share, is explained by the
independent variable. However, because the R-Squared value can often be an
overestimation of the true value in the population, the Adjusted R-Square value is a better
indicator of the variance in models that have small sample sizes (Pallant, 2005). For this
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reason, the Adjusted R-Squared value of 55.6% was used as the indicative value of the
variance explained by the model (Table 7.20).
Table 7.20: Regression Model Summary

Model
1

R

R Square

.796(a)

.633

Adjusted R
Square
.556

a Predictors: (Constant), Privacy, RespondentPosition, InternalTrust,
FinancialFactors, HospitalType, RespondentTenure, HospitalOwnership,
Negligence, SharingCulture, SystemImplementation, RespondentGender,
RespondentEducation, Respondent Age, CompatibilityWithGoals,
HospitalSizeByEmployee, Defamation, ExternalTrust, Location,
HospitalSizeByBed
b Dependent Variable: PropensityToShare

7.2.2.3. ANOVA
The next output from the regression test that was examined was that of the
ANOVA table (Table 7.21). The ANOVA output assesses the overall significant of the
model (Kemp et al, 2000) and indicates how well the independent variables predict the
dependent variable (Leech et al, 2005). The ANOVA value is testing the hypothesis that
there are no linear relationships between the independent variables and the dependent
variable. If the significance of the F statistics is small (p < .001), then the hypothesis is
rejected; this indicates that the variables in the model adequately explain the variance in
the dependent variable (Ho, 2006; Leech at el, 2005). In this case, the regression model
was significant at the .000 level and, therefore, rejects the ANOVA hypotheses,
suggesting that there is a linear relationship between the predictors and the dependent
variable. (p<.001. F=8.173) (Table 7.21).
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Table 7.21: Regression ANOVA Output

Model
1

Regression

Sum of
Squares
3816.717

19

Mean Square
200.880

Residual

2212.156

90

24.580

Total

6028.873

109

df

F
8.173

Sig.
.000(a)

a Predictors: (Constant), Privacy, RespondentPosition, InternalTrust,
FinancialFactors, HospitalType, RespondentTenure, HospitalOwnership,
Negligence, SharingCulture, SystemImplementation, RespondentGender,
RespondentEducation, Respondent Age, CompatibilityWithGoals,
HospitalSizeByEmployee, Defamation, ExternalTrust, Location,
HospitalSizeByBed
b Dependent Variable: PropensityToShare

7.2.2.4. Evaluating Each Independent Variable
Once it was established that the ANOVA value showed significance, indicating
that there was a relationship between the independent variables and the dependent
variable, the next step was to see which of the independent variables had the strongest
relationship, and therefore predicative power, for the dependent variable. The final output
from the statistical regression test was that of the Coefficients table (Table 7.22). The
results from this output allow a researcher to evaluate whether each independent variable
is making a contribution towards the prediction of the dependent variable (Pallant, 2005).
The Sig. results indicated that five of the nine constructs (external trust, system
implementation, sharing culture, defamation, and negligence) had a significant value of
.05 or less. This indicates that each of these variables significantly contributed toward
predicting a hospitals propensity to share employee information with other organizations.
The Standardized Coefficients (Betas) indicates the strength that each of these
variables provide to the models. When ignoring the value signs, it was concluded that the
independent variable of defamation was the strongest predictor of the propensity to share
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(.325). This variable was closely followed by external trust (.310), sharing culture (.252),
system implementation (.181), and negligence (.144) (Table 7.22).
Table 7.22: Regression Coefficients Output
Standardized
Coefficients

Model

Beta
1

(Constant)
RespondentAge

-.057

RespondentGender

t
1.333

Sig.
.186

-.735

.465

.052

.667

.507

-.132

-1.704

.092

RespondentTenure

.094

1.333

.186

RespondentPosition

.013

.134

.893

HospitalSizeByBed

.154

1.183

.240

RespondentEducation

HospitalLocation

.019

.196

.845

HospitalType

-.002

-.023

.982

HospitalOwnership

-.045

-.614

.541

HospitalSizeByEmployee

.035

.257

.798

ExternalTrust

.310

3.422

.001

InternalTrust

-.052

-.737

.463

.124

1.482

.142

.181

2.397

.019

SharingCulture

.252

2.872

.005

FinancialFactors

.095

1.287

.201

Defamation

-.325

-3.864

.000

Negligence

.144

2.058

.043

Privacy

.044

.522

.603

CompatibilityWithGoals
SystemImplementation

a Dependent Variable: PropensityToShare

The resulting model (Figure 7.1) indicated that independent variables of
defamation, external trust , sharing culture, system implementation and negligence had a
impact on the dependent variable propensity to share. However, the variables of internal
trust, compatibility with goals, financial factors and privacy, along with all of the control
variables, were not shown to be significant predictors of propensity to share.
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Independent Variables

Dependent Variable
.310

External Trust
System Implementation

.181

Propensity to engage in
employee information
sharing

.252

Sharing Culture

-.325

Defamation

.144

Negligence

Figure 7.1: Model of Independent Predictors

7.3. Chapter Summary
Correlation was utilized in this study to assess if there were any relationships
between the independent variables and control variables to the dependent variable.
Through the analysis, it was concluded that five independent variables, external trust,
compatibility with goals, sharing culture, defamation, and privacy, along with the
control variables of the respondent’s position in the hospital and the respondent's
education level, were significantly and linearly related to the dependent variable,
propensity to share employee information. As such, five of the ten research
propositions were supported.
Regression was then utilized in this study to see if there were any variables that
were predicative measures of the dependent variable. Through the analysis, the
independent variables of defamation, external trust, sharing culture, system
implementation, and negligence were shown to have a predictive impact on the dependent
variable of propensity to share employee information.
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8. DISCUSSION AND CONCLUSION
This chapter will discuss this study’s contribution to the literature as well as the
limitations and implications for future research. First, a thorough discussion of both the
practical and theoretical contributions offered by this study will be provided. Then, the
limitations of this study will be addressed, followed by suggestions that may benefit
future research in this area.
8.1. Contributions
This study first contributes to literature that appears to be lacking in the areas of
overall hospital information sharing and specifically information sharing involving the
exchange of employee information. This study was unique in that it sought to draw a
nexus among three distinct areas: organizational information sharing, hospital
information sharing, and the exchange of specific organizational information, employee
information. The literature surrounding each of these individual fields is tentative and is
often non-empirically based; research in the aggregated area of organizational
information sharing among hospitals that share employee relate information is nonexistent. This study’s primary contribution, therefore, was to offer the first nationwide
study to empirically test the current levels of organizational information sharing among
hospitals and then to test the willingness of hospital administrators to engage in the
specific area of employee information sharing.
This study also strengthens the foundational research of Dawes (1996) and
Landsbergen and Wolken (2001) as well as the Diffusion of Innovation Theory, the
Knowledge Management Theory, and the Social Exchange Theory. From the statistical
analysis offered by this study, the variables of external trust, sharing culture, system

202

implementation, and compatibility with goals along with the political issues of
defamation, negligence, and privacy all have an impact on a hospital administrator’s
willingness to engage in employee information sharing with other organizations.
This study also offers practical guidelines. In the realm of healthcare, this study
has critical implications due to the predicted overwhelming demands for healthcare
services, which will result in demand for employees. It will be necessary for healthcare
organizations, specifically hospitals, to utilize resources, such as information sharing
networks with other organizations, in order to adequately screen applicants. Practical
implications can first be found in the fact that this study provides an initial starting point
for understanding the current atmosphere concerning employee information sharing in a
hospitals setting. Further practical implications can be found in the fact that, by utilizing
the results of this study, hospital administrators and networking developers can better
identify the predictors that could promote and enhance a successful employee
information sharing initiative. In order to meet these practical implications, the analysis
of the data suggests that:
•
•
•
•
•

Policy makers need to foster external trust between organizations.
Systems need to be financially feasible and easily installed.
The healthcare industry needs to promote and maintain a culture that encourages
information sharing.
Policies need to protect healthcare facilities from possible defamation suits arising
from shared employee information.
Increased employee information sharing could reduce the hiring of unscrupulous
employees, which would increase public safety.
Finally, this study offers a multifaceted application because it can be used to

highlight the factors that promote organizational information sharing in realms outside of
healthcare. By its unique design and distribution, this study can be an aid to other types of
organizational information sharing endeavors; it provides factors that can be relevant to
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areas such as education, law enforcement, business, and any other field in which the
sharing of information could be a useful component to the organization’s business
process. Knowledge of the factors that promote organizational information sharing is
important because it can be useful in assisting the development of various information
sharing projects.
8.2. Limitations
Like all studies, especially in areas that are contemporary and relatively
unexplored in nature, there are limitations. The first limitation was that of a very low
response rate. When compared to the sample size of 2,603 hospitals administrators, the
154 respondents represented only a 6% rate of return. The low response rate could be
attributed to several factors. The first was the fact that a contact list was developed
specifically for this study by the researcher. Because the various nationwide healthcare
organizations that were contacted were reluctant to assist in providing any contact
information for hospital administrators, it was incumbent upon the researcher to
independently consult multiple sources in order to develop a list of contacts. As such,
some of the contact addresses, especially email addresses, were possibly incorrect and/or
outdated. This possibly resulted in the large number of “undeliverable” emails that were
returned to the researcher during the six emailing attempts to the respondents. As such, it
was possible that many of those hospitals in the sample did not receive the survey and
had no opportunity to respond.
A second factor that could have promoted a low response rate was the fact that the
survey itself involved questions that were perhaps unknown to the respondents. The
respondents may have been unfamiliar and, therefore, uncomfortable with the subject
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matter surrounding the sharing of employee information. As mentioned, the topic of
employee information is often associated with fear of defamation, negligence, and
violation of privacy. As such, some respondents may have been hesitant to respond to a
survey in this area.
A third factor that may have resulted in the low response rate was the bi-model
response options. While providing both a hard copy and an online version in order to
provide the greatest opportunity for the respondents to complete the survey, some users
may have felt uncomfortable with the non-traditional online survey response option. As
such, while they had the ability to complete and return a hard copy, there were only six
respondents who elected to do so. The majority of respondents, therefore, answered the
survey online. In an industry that has been slow to embrace information technology in
most fashions, respondents may have been reluctant to be associated with a survey that
was hosted online and, rather than complete a hard copy, may have refused to answer the
survey all together.
A final factor that may have resulted in the low response rate was the fact that the
instructions that were provided could have been misconstrued, allowing the survey to be
passed to others in the hospital organization. While it was requested that only CEO’s and
CIO’s complete the survey, it did suggests that others in the organization may be
consulted if the CEO or CIO was unable to provide the necessary information. As such,
the survey might have been passed to others in the organization who were unwilling
and/or unable to complete the survey.
A second limitation to the study was in the fact that the survey, which was unique
to this study, was developed without reference to any prior survey instruments. The
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instrument for this research was developed using theoretically grounded frameworks
from organizational management, not from already established and tested survey
instruments. While this survey was pretested by consultants from the fields of healthcare
and hospital administration, it was not validated by any previous studies. This, therefore,
could possibly weaken affects to standardize the survey instrument.
8.3. Future Research
The uniqueness of this study, even with its limitations, does offer many
possibilities for future research in the area of organizational information sharing. First, in
a general sense, this study could be expanded as a pre-test/post-test evaluation for an
information sharing initiative. If an organization were to institute an information sharing
project, it would be beneficial to see if and how the factors associated with organizational
information sharing differ throughout the change process. Specifically speaking, hospitals
that would elect to implement an information sharing network to exchange employee
information with other healthcare units, would be aided by knowing the factors that
promote a successful information sharing project and if and how those factors change
over time; increasing the knowledge as to how to successfully continue an information
sharing initiative after the initial stages.
An additional avenue for future research would be to expand this study into areas
outside the realm of healthcare. Organizations from multiple fields could benefit from
increased information sharing. As previously mentioned, while the exchange of
information has been seen to increase efficiency and business processes, it is often not
embraced. Future research in this area could further examine the barriers and hindrances
to information sharing, providing a wealth of knowledge related to the factors that could
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disrupt or halt the implementation of an information sharing project. With this
understanding, project developers could possibly avoid unnecessary pitfalls as they seek
to establish their information sharing initiatives.
8.4. Conclusion
In the realm of American healthcare, hospitals play a distinctive and large part in
maintaining the health and wellbeing of the nation's populous. With the demands on this
system expected to increase, the need for greater measures to investigate who works in
this environment is paramount in order to ensure internal hospital security and patient
safety. Currently, a fragmented system increases the chances of a corrupt individual
moving from hospital to hospital, taking advantage of a lack of communication to hide
past histories and/or criminal activity. One way in which hospitals can strengthen their
screening process is to develop information sharing networks with other hospitals and
healthcare facilities. In doing this, hospitals may be able to limit the ability of an
employee to transfer from facility to facility by obtaining all of the relevant information
before the hiring process takes place. Information sharing offers the capability of
exchanging pertinent employee information between hospitals and, by reducing the
amount of undesirable applicants, helps to increase the overall standards of healthcare
employees.
While there is a need for improved understanding regarding the sharing of
employee information among hospitals, there is a paucity of empirically based research to
guide the way. This study seeks to contribute to the literature by providing a theoretically
and practically grounded research model from which to build a foundation for hospitals
to share employee information. It is hoped that from the analysis and conclusions offered
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in this study, the dialogue regarding employee information sharing can advance and the
development of information sharing networks to share that employee information can
further progress.
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APPENDIX: RESPONSES TO OPTIONAL COMMENT FIELDS
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The hospital respondents, utilizing the seven different areas on the survey that
were designated as “optional comment areas,” provided the responses listed below. If
comments contained any state, location, hospital name, and/or any other identifying
features, the researcher removed these items to protect the confidentiality of the
respondent. Further, there were four comments that abruptly stopped; it was thought that
perhaps a server malfunction concerning the online survey might have caused the error.
These comments are identified by a grey highlight. No other editing and/or manipulation
was done to the responders’ comments.

From Section 1: Regarding Current Hiring Practices
poor second question....implies that hospitals proactively send out info...we only respond to
specific requests
Some outfits are reluctant to supply information. We regard this as a poor practice because of
the paramount importance of patient safety and security. We are in the midst of a change in
practice and have been planning to do a background check on all employees currently
employed and to be employed in the future.
We always require written release from the employee before releasing any information.
Primarily we release (and receive) dates of employment, verfication of job title, willingness to
rehire. We are in the process of moving to a Hospital-of (State Name Removed By
Researcher)-sponsored reference form in responce to Act 68 that will allow us and protect us
when we release more detailed reference information, again with employee permission. I
believe others are beginning to use this form as well.
We only provide dates of employment and position held....policy/practice at our facility.
By policy, when asked by other employers we routinely provide only dates of employment and
position held. However, if we have signed release from the employee we will respond to other
questions if they will not present a liability for us. The information we receive from other
employers is essentially the same; most employers are afraid of liability issues and will provide
only basic information. Occasional employers will provide more information with a signed
release.
additional information is furnished re: nurses, if there is a problem with an individual that could
put a patient at risk (called the Charles Cullen Law)
We provide informatin to law eforcement by subpoena only.
on the first question, we dont do credit history , only education and professional references
check
I will occassionally call CEO peer if it is a key position and ask off line the data I need
It often depends on the person that you talk to at the other hospital and if you know them they
will give you performance information, strengths, etc.
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Some former employers will share some additional information other than checked above,
however, legal council still recommends only employment dates and rehire eligibility.
We employee a third-party service (The Work Number) who provides employment verification
information. They verify rate of pay, dates of employment, job title, job status (full-time, parttime, contingent).
We do background checks on all employees that have patient contact. RN CNA Lab people
etc.
regarding question 1a: NO credit history; regarding question 2b & 2C: do share salary, LOS
Information shared depends on questions asked. Many times they are using a scale, for
example 1 for

Under the references that we give out to other employers, we also give the position title.
Under the references received from other employers, more often, we receive only the position
title, dates of employment, and seldome if they are eligible for rehire...they usually do not give
us that.
We are a municipal hospital, so some employeee information is public and must be shared if
requested.
What we recieve varies greatly from employer to employer.
I am not sure what the survey meant in question #2.
different procedures for phone info given/received and request that is mailed/faxed in - over
phone: dates only; mailed/faxed: dates, eligible for rehire, position, full or part-time
By background checks, I define those as formal checks completed by an outside entity as
opposed to reference checks conducted internally.
Information is provided to prospective employers only if an employee has signed a facility
release. If the release of information is not signed, the only information provided is dates of
employment.
Information received from other facilities is varied beased upon that facility's policies. We have
received only dates of employment and we have received all the information listed above.
We find that many are still very hesitant about giving out more information than I have indicated
above. If it is a executive level position, I do give out more information, based on the
employees list of references.
question 1a, no on the credit history but yes to employment history. question 2a, will give
employment references to other facilities and employment history and other info if subpoenaed.
Questions 3a also gives job title and position. Question 4a also gets job titles and position.
Sometimes will recieve informal info on new employees.
Do not understand what you would share with law enforcement unless there is an investigation.
If there is a serious disciplinary issue which we feel would be detrimental to patients in another
facility that the employee is applying to we will share the FACTS of the issue with the hospital.
We also provide Job Title. Now, if the employee signs a release, we can provide more
information.
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The above reflects what we provide and receive WITHOUT a signed release from the former
employee. We will provide most of the above information WITH a signed release. We also
release and receive the employee's job title WITHOUT a release.
typically we limit our official response to last job title held, start date and last date worked.
We at times have off the record confidential discussions with area Hospital HR reps.
What we receive varies greatly. Some are very open - good or bad - and some tell dates of
employment and postiion only.
We comply with our state's law to share specific documented performance and disciplinary
information as defined in the law
We comply with our state's law to share specific documented performance and disciplinary
information as defined in the law
This list is not conclusive; information is shared with other participating hospitals thru
MedVerify.org. No phone references are done. References/Employee info downloaded at 2am
everynight, including information on active employees. Regarding questions 1.a: background
checks are specific to position.

With phyicians and certain licensed staff full background checks are required. Less extensive
checks are required in many other situations.
We will not disclose prior employment information without a written release from the employee.
All references go through Human Resources.
We like to get as much as possible, but rarely do we actually get it.
We will also release the position or job title the employee held.
If we know the other agency well we may provide more than just date of hire and willingness to
rehire. Generally then we will include character, strengths and weaknesses
Most HR departments will not give any other information about a former employee other than
dates of employement.
Florida Statute 435.10 requires us to share information about employees with other agencies
that require a background screening for employment. It reads as follows:
We will only confirm rate of pay if known by the inquiring hospital. It is not offered as new
information. Reason for leaving given if known, but we do not report assumptions.
We also give Job Title and if they were full-time or part-time.
We will ask a number of questions when completing our reference checks and we take what
detail they are willing to share. In my opinion the only question that needs to be answered is
Very few will give reasons for leaving or other information other than dates of employment.
This question depends on the sophistication of the individual in the HR department of other
facilities. For the most part it is just as marked.
In (State Name Removed By Researcher) we can get and divulge information that is factual,
but most employers stick with name, position, and dates of employment only.
We are a state agency and the only information that is not public info is SSN, Health related
questions.
2. Our policy states that we will give DOE and Willingess to Rehire on refernce checks.
Therefore, we share some type of information with any employer who inquires about past
employment.
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We also provide position titles when verifing employment.
We share lots of info with hospitals within our own corporation but only dates of hire and job
title with outside hospitals.

From Section 2: Regarding Hospital Internal Trust of
Employees
We are a very small hopsital in a very small community where reputation is still important.
Trust can take many forms. For me, it is not about clinical skills only, it is about loyalty, and
ethics in business as well as medicine.
housekeeping is outsourced
I believe all people are honest and trust worthy. When there are conflicts of interrest we should
identify and act according to ethical guidelines
regarding question 5c: N/A, I am the CEO
I don't need anyone in the hospital if I and their peers/coworkers can't trust them! This applies
to all the others too. Our patients and their families put their trust and confidence in our doctors
and hospital. We can't violate that!
1 maintenance employee is a problem at times.
maintenance staff--low on following policies; not pt. safety or criminal activity
We do not hire physicians so I am leaving all physician questions blank.
Without knowing them indivdually, can't say ALL are trusted 100%, but there's no reason to
think any cannot be trusted.
We are a state operated Inpatient Substance Abuse Facility. We have one Medical Doctor for
our region (13 parishes). We have 41 beds and do not employ full-time pharmacists &
laboratory techs.

From Section 3: Regarding Hospital External Trust with Other
Organizations
Patient safety either comes first or it doesn't.
I believe that while organizations will not waiver on concrete facts (dates of employment, rehire
eligibility, etc.) they may sugar coat other responses either to avoid risk or to encourage
someone else to take an employee off their hands.
It would certainly help all of us if we were able to share more information without fear of
reprisal. Poor employees should not be able to go from one health care facility to anoither.
Our policy and advice from legal counsel restricts the information we provide to any other
employer. We employee a third-party vendor to provide basic information only.
We will all wyas cooperate with law enforcement and provide informaiton if we can do this
legaly.
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Many employers are not willing to share information about previous employees, particulary
those employees that have been discharged from employment. It seems that today the
standard rule of thumb is to say nothing, so that you will not experience any backlash when
negative information is shared with another facility.
The law enforcement questions are very difficult. Within the law and HIPAA, we would share
anything and trust them to use it appropriately. Rarely is there a case for us to share employee
information with law enforcement.
For certain health care professionals our state requires sharing specific information. I trust
other organizations to comply with this law. For those job titles not covered by the law, I have
less confidence or
what I wouldn't trust--that another hospital would give out negative info that could prevent the
emp. from getting the job & be held liable in court.
For Dept of Homeland Security-open-thru interviews/personal record review. All other personal
records are only shared through subpoena. Regarding question 6.A & 6.B,
The issue about having a written release from the employee to obtain information is key to the
level of response provided.
I think information regarding employees should be shared between hospitals, etc. The current
practice for not giving out any information on previous employees only hurts the hospitals, and
potentially the public. Hospital's pass bad employees on to other hospitals because they are
afraid of being sued if they tell the truth when called for a reference.
Again, limited information between employers and potential employers. Only when necessary
and appropriate with law enforcement.
Unless signed authorization to release information by the applicant then more information will
be given to that affect.
information is shared with law enforcement only when proper disclosure procedures are
followed.
Again, the only information I can address providing to other organizations is title and dates of
employment
Would like to both share and receive more useful information but because of the litigious
nature of things, do not see this happening. The only way to obtain good information is
Please keep in mind that the ONLY information being shared is dates of employment and job
title.
As a state facility, we are limited in the information we can share, with the exception of other
hospitals in our system.

From Section 4: Regarding System Implementation
We are part5 of a system that utilizes a centralized hiring facility for all facilities. we don't have
the personnel or resources in the field.
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The issue for me is that it isn't a new system but better use and awareness of available items
now at our touch. I am usually amazed at how I learn from other executives how they do things
and they have an access point that I haven't know about. Coordination would be best not a
new system.
VERY small hospital.
If we could share, it could potentially save all of us money in the hiring process.
We are a critical access hospital that is struggling to survive just to get to a new computer
software system and EMR, let alone making this a priority.
Legalities would prevent a hospital from accomplishing amany of the above items.
Due to legal advice, don't believe anyone would provide information other than basic.
Although our policy/process is to provide dates of employment and position held--I would not
pass along a nurse who had been reported to the board without suggesting to the facility
making the inquiry that they need to check closely with the Board of Nursing...same for a nurse
aide who we reported to the abuse hotline, etc. I would not want to pass someone along in the
system who could be a danger to a patient. I would provide them with the suggestion to check
with the licensing/accrediting agency/abuse hotline, etc.
In r/t disasters, etc--government should provide grants for funding; small rural hospitals have
much difficulty making ends meet so our priorities are different at times
It's already in place (first 3 or 4 items listed on the previous page) we need a better way to
verify the accuracy and thoroughness of the current info while protecting all of us from
litigation. The NPDB, medicare disbarment program, and criminal background checks are a
start.
Don't take these answers the wrong way. I think this is a great idea, but in our legal
environment an impossible task to accomplish. I also think it woudl have to be so subjective
that it would be difficult to trust the info in this system.
Dallas Fort Worth area already has an electronic mechanism for sharing employee information
among its members.
We are a small rural hospital. We do not have a lot of leeway with our dollars.
hospitals would rather invest in technology that is patient care driven
INteresting concept of developing a network to share data - the concern would be the
potential; discriminatory impact of such documentation
Liability issue again. Fear of being sued for giving out negative info.
We have already done this regionally.
State licensure boards have the information that would be crucial already. I think such
initiatives should be directed at them.
We are a very small non-profit rural hospital - we just do not have the money available
Money is too tight and we do not have the urgency for something like this. We are busy
creating an EMR for patient records.
Since there are existing systems for criminal background checks, etc. I do not think there are
valid and reliable measures that can be easily quanifiable by staff more other data collecting
functions
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Not sure on how much $ we are talking for budgetary purposes at this point.
we are a very small Critical Access Hospital with clinical priorities for funding and very little
remaining to implement a program like this.
Most hospitals do not use the same software and interfacing many different types of software
would open the door for problems. In my hospitals case we are very small(19-beds) and the
software we use might fit the needs of a large 250-bed facility. Actually we just removed our
emergency room medical record system because it did not fit our needs because we are so
small (3-bed ER).
It is illegal to provide certain employee information unless it is requested by subpoena. Any
system to share such information would have to consider the employment laws of the state or
states that would be sharing the information.

From Section 5: Regarding Compatibility with Goals
The challenge in sharing is 1) gaining agreement to share between all hospitals; 2) trusting the
information that is received; 3) preventing litigation from a previous employee if negative
information is shared.
Again, this policy is set and enforced through our system H. R. we may not be a
representative sample.
The sharing questions is more of authorization than right. There is a fine balance between the
rights of the employer to have quality people work and employee privilege from inproper
information.
Good Luck to you in your thesis project.
Since my son Graduated from UCF and Rollins for his masters i made time for this!
The type of information shared would be very limited to accomplish the above items.
Employee information seems to imply free access to all employee information to me in these
survey questions.
We receive this type of information through the State licensing if it is a licensed staff member.
I can't beleive some of the employees we have hired based on past work references.
sometimes you have to wonder if the other agency was just hoping to get rid of the employee
so they were not very accurate with the reference information. Either that or the employee was
bi-polar, because they were nothing their references stated.
Another good question would be sharing employee information would reduce ou rhospital's turn
over rate
I would like to see more sharing of information as it relates to an employees skills and patient
care abilities, but I do not think we will see this happening. We are living in a letigous culture
today.
I think it would be wonderful to have a database of all healthcare workers.
Concern is HIPPA, Confidentiality and Sorbanes-Oxley
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Knowing more information on the employees we hire would save a considerable about of time
and money in training and orientation. It would help us hire the right people.
Bad eggs get passed on and on because not enough information is provided by healthcare
organziations.
Depends on the information.
Ironic that legal environment runs counter to important goals listed above.
Approximately five years ago, I worked in (State Name Removed by Researcher) and the
hospitals used a program called 'Group One' -- Those hospitals which input data were able to
retrieve data. I loved it and did trust the information.

From Section 6: Regarding Political Issues of Defamation,
Negligence and Privacy
It is not a violation of privacy if the person signs a consent to the release.
Can't share with other in fear of litigation.
Unfortunately, most of the type of information you are probably referring to may not be entirely
accurate or there may not be a way to fully verify it - that is why it is not shared.
If we could get so that everyone was comfortable sharing the truth about employees there
would be less wasted resources with hiring the wrong individual. Employees need to know that
we do share this information to help them always to do their best job too.
19b if we follow what is prescribed in the law
Number 19.b is the most important, otherwise, sharing info is very beneficial.
With appropriate signed data release from prospective employee information should be shared.
However, there are enough red flags in limited data sharing as to dates of hire and eligibility for
rehire to pursue further questioning and verification. We do a pre-employment personality test
that can also provide some clues about areas to probe.
Again, a hospital's hands are tied on this subject. No hospital in this community gives out
employee information except for dates of employemnt. If we started to give out more info, I
think it would open us up to suit because we standing out in the community. If all the hosptial's
joined together to disclose the same inforamtion in the same, non-discriminatory way (meaning
just the facts) then we would all be protected.
Again, F.S. 435.10: Every employer of employees covered by this chapter shall furnish copies
of personnel records for employees or former employees to any other employer requesting this
information pursuant to this section. Information contained in the records may include, but is
not limited to, disciplinary matters and any reason for termination. Any employer releasing such
records pursuant to this chapter shall be considered to be acting in good faith and may not be
held liable for information contained in such records, absent a showing that the employer
maliciously falsified such records.
We feel like we are caught in the middle. We'd like to be more upfront with issues from
employees personnel records but fear the backlash.
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Depending on what type of personal or professional information that is shared. There needs to
be a careful understanding of what information that is shared that would not violate employee
privacy.
Interpretation of the information is critical and it is only one sided, you would have to
standardize the infomration gathering and direction.
Can't answer the above without knowing what specific information you are talking about.
We provide limited employee information to other hospital and health care facilities unless
there has been a proven or recorded incident with inappropriate patient care, and then the
department head would speak with the concerned organization.
While I may believe in the need for the information, unless it is accurate and documented, it is
still subjective. Anything that is detrimential to the safety of a patient should already be
reported thru governing bodies
Again, there are very real barriers in relationship to the ideal versus what is possible

From Section 7: Additional Comments
regarding question 27: over 5 years experience as the director of nursing.
Thank you-hope your research goes well & is fulfilling to your goals
5/16 sorry about the delay in getting this back to you...i just saw it on 5/14.
Nice Survey. GOOD LUCK!
The survey was forwarded to me by the CEO of our hospital.
The wording of many questions makes concise answers difficult. For example we will release
information to other hospitals, but only employment dates and job title. If a discharge involved
legal sanctions such as a license suspension etc. then I would feel a duty to report that
information. We do not report on the quality of a persons work or whether or not we would
rehire them.
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