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Abstract 
With the continuous development of mobile communication technology, Ad Hoc access network has become a hot 
research, Ad Hoc access network nodes can be used to expand capacity of multi-hop communication range of mobile 
communication system, even business adjacent to the community, improve edge data rates. For mobile nodes in Ad 
Hoc network to internet, internet communications in the peer nodes must be achieved through the gateway. Therefore, 
the key Ad Hoc Access Networks will focus on the discovery gateway, as well as gateway selection in the case of 
multi-gateway and handover problems between different gateways. This paper considers the mobile node and the 
gateway, based on the average number of hops from an average access time and the stability of routes, improved 
gateway selection algorithm were proposed. An improved gateway selection algorithm, which mainly considers the 
algorithm can improve the access time of Ad Hoc nodes and the continuity of communication between the gateways, 
were proposed. This can improve the quality of communication across the network. 
© 2011 Published by Elsevier Ltd. Selection and/or peer-review under responsibility of [name organizer] 
Keywords-Ad Hoc; access; gateway; algorithm  
1. Introduction  
In the past 20 years, mobile communication has experienced unusually high growth, has become a 
rising industry after the personal computer and Internet. The current mobile communications technology, 
not only meet the user's voice and low speed data communication needs, it is moving towards the 
direction of anyone can provide any form of communications services at any time, any place. This is a 
new challenge to communications industry. In addition, the growing dependence of communication on 
wireless connection has led to great pressure to the development of wireless systems.  
With the increasing demand for mobile communications, cellular mobile communication system has 
been rapidly growing. But the cellular mobile communication system is the centralized control (a center), 
the operation of the network need to be set up on the basis of a good network infrastructure in advance. 
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This makes the cellular mobile communication system not applicable for some special occasions, such as 
rapid deployment and forward forces on the battlefield, after an earthquake or flood emergency rescue. 
Communication of these occasions can not rely on any pre-set up network infrastructure, consider the 
robustness, we can not select method that have control center. At this point, you need a special kind of 
communication system, this communication system is not based on any pre-set up to run network 
infrastructure, must be able to achieve temporary speed automatic network, and the nodes can move freely.  
 To address the above issues, and the urgent need for personal communication, people continue to 
explore implementation techniques without a central network. Through research Ad Hoc network 
technology and from the current view, Ad Hoc network is most suitable for these requirements. Wireless 
mobile communication system is the technological trends; Ad Hoc Network in broadband wireless 
communication system has a broad research and application prospects. Therefore, Ad Hoc Network 
Technology Research has a very important significance. 
2. Ad hoc access network architecture 
Ad Hoc accesses network mainly by access routers, gateways and the Ad Hoc nodes. Access router's 
main function is responsible for access control, QoS control, and the backbone network route between the 
establishment of access routers to switch between billing and collection of local information. Gateway's 
main function is transmission between the Ad Hoc network and the packet backbone network, and 
protocol mapping between Ad Hoc and backbone network as needed in the access network. Access 
routers and gateways can be integrated in a single platform, which can simplify the Ad Hoc Access 
Networks. Figure 1 is a functional block diagram of Ad Hoc network nodes; you can see is divided into 
six parts. The following describe the various parts of functions respectively.  
Figure 1. Ad Hoc network node function chart. 
x Routing module: Ad Hoc routing within the network and its routing between backbone networks. 
Including unicast, multicast and multi-path three modules.  
x QoS modules include: network access control and QoS differentiated services and consultation 
mechanisms.  
x Security modules: the query routing phase needs to ensure the security of routing; gateway 
discovery and address configuration at the same time period should be secured; only those nodes 
are authenticated before they can access the network Ad Hoc. 
x Billing and reward modules: the node to send and receive business flow and business flow in 
accordance with its quality of service levels to billing. Meanwhile, in the Ad Hoc network, mobile 
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nodes need to act as relay node traffic, so the need for a relay node to forward traffic to establish 
incentives. Ad Hoc Access Networks in the most important gateway discovery, selection, and the 
gateway to the mobile Ad Hoc routing node.  
3. Ad hoc access network routing protocol 
Since Ad Hoc network has multi-hop characteristics, packet forwarding node requires the nodes to 
follow the appropriate routing protocol. Ad Hoc network nodes are mobile and constantly changing 
network topology, the traditional Internet-based topology routing protocol can not adapt to the rapidly 
changing needs, it is to design for Ad Hoc Network Routing Protocol. Given the importance of routing 
protocol, IETF's MANET working group is currently focused on the Ad Hoc Network Routing Protocols. 
Target of Ad Hoc Network Routing Protocol is fast, accurate, efficient and good scalability. Fast refers 
to the time to try to find a short route, reducing the extra delay introduced. Accuracy refers to the routing 
protocol to be able to adapt to changes in network topology, to provide accurate routing information. The 
meaning of efficient is more complex. One is able to provide the best route, second refers to the 
maintenance of routing control messages should be minimized to reduce the overhead of routing protocols. 
The third refers to the routing protocol should be able to network congestion based on the type of business 
conditions and choose a route to avoid congestion and provide QoS guarantee. Scalability refers to the 
routing protocol to be able to meet the growing needs of the network size. The existing Ad Hoc routing 
protocols can be divided into two categories: Table-driven and Source-initiated on-demand. 
The traditional IP routing is a routing table-driven approach, each node must maintain a routing table at 
any time, usually require regular updating. Ad Hoc networks inherit the traditional table-driven routing IP 
routing methods, such as DSDV, CGSR, WRP, etc. The only difference is that the required number of 
routing table and its regeneration. In contrast, demand routing, such as DSR, AODV, etc., only when you 
need to start building a path,  the sender must wait for some time, can begin to transfer information until 
the path establish complete. Table-driven routing will be used regardless of whether the path is constantly 
using each other to exchange information between nodes to maintain routing table. May be more suitable 
to a lesser extent when the network topology changes, because if the topology has changed, each node in 
the routing table records the connection is difficult to reflect the latest status at any time. Instead, the 
group may be sent to the wrong direction, while the impact of routing performance. Although some nodes 
in an Ad Hoc network, there may be little need to communicate with other members, may want to work 
independently, this time not much need to include it in the routing table of other nodes. The following 
table is the comparison between driven protocols and source initiated routing protocols drive. 
TABLE I.  OVERALL COMPARISON OF TABLE-DRIVEN AND SOURCE INITIATED DRIVEN ROUTING
Table driven Source driven Complex way
Routing
Protocol 
DSDV, 
CGSR, WRP 
AODV, DSR, 
TORA, ABR, SSR 
ZRP 
Routing
Delay
Low High 
Inner low, 
outer high 
Control Load High Low Medium 
Power
consumption 
High Low Medium 
Bandwidth
costs
High Low Medium 
AODV and DSR route discovery process is similar, but the group DSR big head than AODV. Since 
each DSR packet must carry full routing DSR AODV routing response than large, along the route because 
they contain the address of each node, while the AODV routing response only carried the destination IP 
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address and serial number g information, and AODV packet contains the destination address only. DSR is 
also slightly larger memory overhead, because all routes need to be recorded, but only one recorded in the 
AODV hop information. In addition, AODV supports multicast, the other described in this article do not 
support multicast routing protocols currently. In the downstream side, AODV requires symmetric links 
between nodes, and therefore can not use asymmetric link. When Symmetric link is not available, DSR 
can use asymmetric routing, in this regard is more advantageous to use DSR. 
DSR algorithm is applicable to steady speed mobile network nodes. Assuming the network algorithm 
in the use of relatively small, and the receiving node has a different way, each packet are transmitted in 
the network driver software without having to filter through to the destination address. DSR is better than 
the other algorithms as it won’t use DSR periodic route advertisement, which can save bandwidth and 
reduce power consumption. In the case of the network topology does not change, the agreement will not 
have any overhead. In addition, DSR allows nodes to remain in the routing buffer more than a route to the 
destination. Therefore, when a route is disconnected, the source node can find another route is an effective 
buffer zone routing. If you can find, you do not need to re-establish the route. For this case, DSR routing 
protocol is much faster than other repair. However, if the routing node in the source buffer can not find a 
valid routing destination, you must initiate the process of route discovery. Because the small range of 
assumptions and the need for source routing, DSR can not upgrade to a larger network. 
TORA is a "link reversal" algorithm which is suitable for high-density node networks the most. One 
advantage of TORA is to support multiple routes, that can be a source / destination multiple routes to 
improve. Therefore, stored in the routing buffer before the route is valid, does not require re-routing, thus 
saving bandwidth. TORA can also support multicast. TORA dependent synchronous clock, and therefore 
limits its application. If a node does not have GPS or other external time source, you can not use this 
algorithm. TORA route reconstruction process has the potential vibration, the time required for route 
reconstruction than other routing protocols long, which will result in waiting for a new route potentially 
long delay. 
ABR algorithm is a compromise between broadcast and point to point routing, connection-oriented 
packet forwarding mechanism. Route choice is based on the nodes along the path based on the 
concentration of related marks, so the results of the selected route is not necessarily the least number of 
hops, but this route lasted longer than other routes, thus reducing the possibility of re-routing and greater 
throughput. Another advantage is that the best route marked only other route for passive state, so the 
packet is not copied. Network, each node periodically send a signal, the signal interval must be short 
enough to correctly reflect the space, time, and the connection status of mobile host. 
SSR algorithm is the logical offspring ABR algorithm. Routing nodes along the path is based on signal 
strength and location stability. The path chosen by this algorithm is not the least number of hops, but 
becomes more stable and longer survival, which led to less re-routing. The disadvantage is not the 
purpose of the intermediate node sends a route request to make response, which will result in route was 
found to have a longer delay before. In addition, when a certain link along the path fails, the source must 
re-find a new path to the destination. Because the link failure can not be in the case of the source node 
involvement in the local address, intermediate nodes re-route a source to try and fail than attempt to re-
route resulted in longer delay. Comparison of all these types of algorithms is shown in Table 2. 
TABLE II. SOURCE INITIATED ON-DEMAND ROUTING PROTOCOL COMPARISON
 AODV DSR TORA ABR SSR CEDAR 
Overall
complex
ity
Medium Medium High High High High 
spending Low Medium Medium High High High 
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 AODV DSR TORA ABR SSR CEDAR 
Routing
mode 
Flat Flat Flat Flat Flat 
Core
extraction
Loop-
free 
Yes Yes Yes Yes Yes Yes 
Multipat
h
support 
No Yes Yes No No No 
Storage
location
Routing table cache 
Routing
table
Routing
table
Routing
table
Routing
table
Reset
method 
Delete route Delete route Reverse link Local Radio 
Delete
route 
Recalculatio
n
Routing
metric 
Latest shortest 
path
shortest path shortest path shortest path
Relevan
ce and 
Stability
shortest and 
widest path 
4. Access gateway selection algorithm for ad hoc 
Ad Hoc network's internet access is mainly achieved through the gateway. Thus, Ad Hoc Access 
Networks to focus on the core issues found in the gateway, the gateway selection and routing node.  
There are three main gateway discovery mechanisms: proactive mechanism, reactive and hybrid 
mechanism discovery mechanism. Proactive mechanism is the gateway notices regularly broadcast 
gateway, while establishing the reverse route, Ad Hoc networks of mobile nodes within the gateway 
receiving the notice, in accordance with the notice of the reverse gateway routing information to update 
their routing. Reactive mechanism is the need to access the Ad Hoc backbone network gateway node 
initiated the request, Ad Hoc nodes will request information broadcast to their neighbors, their neighbors 
check the list of gateways, if the node in a recent broadcast notice is received within gap of a gateway, and 
there is a direct route to the gateway, then the node unicast initiated a reply message to the requesting 
node, otherwise, the gateway forwards the request to their neighbors. Hybrid gateway mechanism is to 
prevent flooding of broadcast notice to set the gateway notices the survival time of a certain number of 
hops, only nodes within hop gateway to receive notice, notice only the gateway to some jump the number 
of the flood, so the node does not receive notice of the request by sending information only to find 
gateway. To reduce the overhead caused by flooding the request by extended ring system, the survival 
time of the initial request is set to 1, if no reply, to 2, until the flood after 7. 
Need to access the mobile internet gateway node in the message by the gateway needs to register the 
first mobile node to create a registration request, including your home address, home address and care-of 
address gateway and then sent to network registration request off, the gateway will receive a registration 
request requesting registration initiated by the node forwards the request to the home gateway, home 
gateway receives the request after the registration request to create a node entry, and set up the table entry 
effective time, so mobile node to the home gateway must be registered on a regular basis to update this 
entry. After the gateway will be sent home gateway forwards the registration reply to the request node. 
Node after receiving the request response set for the survival time of entry gateways, nodes must be time 
to live up to the gateway before it expires again.  
Since Ad Hoc networks unique topology, the gateway to maintain the highest possible access time can 
effectively improve the quality of network transmission. Ad Hoc gateway node receives the notification 
packet radio format. 
Src addr: the packet's source address, 
gateway address that sent the broadcast; 
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Hops: nodes from the gateway to send the current broadcast hops; 
Previous hop: Ad Hoc node upstream neighbors; 
TTL: Hybrid system used in the survival time in the gateway notices; 
Expiration time: the current valid time of broadcast messages the gateway, that gateway broadcast 
interval 
The proposed improved algorithm based on access time reference factors and effective access time is 
the number of hops. 
a e pT T T                                                                                  (1) 
n
A i ai
i 1
T p T
 
 ¦
                                                                            (2) 
Ad Hoc node receives broadcast information gateway 
Begin 
if (node is currently no access to any gateway) 
Send a message to set the current gateway for the node; 
Else 
{
if (broadcast messages from the same gateway) 
{
if (r <R) 
Set the gateway to send the information recently received the upstream node upstream of the new node, 
node; 
Else 
{
if (k <1) 
Set the gateway to send the information recently received the upstream node upstream of the new node, 
node; 
}
}
Else 
{
if (k <K) 
Change the gateway prefix, and set the node that recently received upstream gateway information as 
the new node; 
}
}
End
5. Conclusion 
 With the continuous development of mobile communication technology, Ad Hoc access network has 
become a hot research, Ad Hoc access network nodes can be used to expand capacity of multi-hop 
communication range of mobile communication system, even business adjacent to the community, 
improve edge data rates. For mobile nodes in Ad Hoc network to internet, internet communications in the 
peer nodes must be achieved through the gateway. Therefore, the key Ad Hoc Access Networks will focus 
on the discovery gateway, as well as gateway selection in the case of multi-gateway and handover 
problems between different gateways. This paper considers the mobile node and the gateway, based on 
the average number of hops from an average access time and the stability of routes, improved gateway 
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selection algorithm were proposed. An improved gateway selection algorithm, which mainly considers the 
algorithm can improve the access time of Ad Hoc nodes and the continuity of communication between the 
gateways, were proposed. This can improve the quality of communication across the network. 
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