Abstract-Mission-critical communication is one of the central design aspects of 5G communications. But there are numerous challenges and explicit requirements for development of a successful mission-critical communication system. Reliability and delay optimization are the two most crucial among them. Achieving reliability is influenced by several difficulties, including but not limited to fading, mobility, interference, and inefficient resource utilization. Achieving reliability may cost one of the most critical features of mission critical communication, which is delay. This paper discusses possible strategies to achieve reliability in a mission-critical network. Based on the strategies, a framework for a reliable mission-critical system has also been proposed. A simulation study of the effects of different pivotal factors that affect communication channel is described. This study provides a better understanding of the requirements for improving the reliability of a practical communication system.
INTRODUCTION
Emergency circumstances like fire, terror attack, earthquake, outbreak of infectious diseases, or chemical spills which require immediate attention from first responders can be considered as mission critical conditions. The traditional push-to-talk or broadcast radios do not incorporate modern smartphone technologies, so are not suitable for handling current situations as efficiently and swiftly as possible. Hence, the 3GPP decided to include mission critical push-to-talk (MCPTT) or new generation mission critical communications as a crucial criterion of LTE Rel. 13 and onwards. The primary responsible working group SA6 [24] is designated to finalize the standardization for this. A U.S. nationwide network for first responders called "FirstNet" was formed from the public safety and advisory committee or PSAC [23] consisting of members from all parts of the public safety community to assist FirstNet in its operation. This paper mainly focusses towards developing a simulation-based modeling approach that attempts to combine the primary criterion for development of a future-oriented mission-critical communication system. This paper emphasizes how to optimize two main prerequisites of a MCPTT, reliability and delay. The paper is organized in five sections, Section II discusses the related works in this subject. Section III discusses the strategies suggested to build a robust and optimized MCPTT system. Section IV presents a theoretical model that describes a practical approach to combine the strategies described in Section III. Section V describes the simulation studies and results conducted regarding the system model using an existing MATLAB simulation model, the Adaptive MIMO System with OSTBC [1] . Finally, Section VI portrays the conclusions attained from our study of Ultra-Reliable Low Latency MissionCritical Communication systems.
II. RELATED WORKS
Petar Popovski is the pioneer in the field of ultra-reliable communication system analysis. In his several articles, he discussed ultra-reliable communications, low latency using short packets, massive machine-to-machine (M2M) communications and using resource pooling techniques to achieve ultra-reliable low latency communication (URLLC) [2] [3] [4] [5] [6] [7] . Articles [17] [18] [19] mainly discuss economic feasibility and cost optimization for designing reliable communication networks. Papers [20] [21] [22] discuss probabilistic approaches like outage analysis and prediction algorithms, using state model and availability indicators for modeling reliability of a network, and [9] discusses the design of a practical reliable communication system using textile antennas. Most articles discuss analytical modeling of reliability of a network from various aspects or mainly performed feasibility studies of constraints to build a practical reliable communication system. However, an overall theoretical or simulation design model of a reliable communication system has not been immensely used. This paper discusses more of a modular and block based approach to show a likely design idea of a future proof ultrareliable and low-latency network. It also uses an existing model from MATLAB, designed by Mathworks team [1] , to show some practical implications of combining two or more reliability controls like diversity and coding mechanisms.
III. STRATEGIES TO ACHIEVE ULTRA-RELIABLE M2M
The over-the-air interface for M2M communication experiences several challenges. Fading and interference are the primary concern for reliable data transmission. Deploying error control mechanisms add extra delay to the system. And efficient utilization of existing resources is one of the major challenges for any M2M network that is designed for a mission-critical operation. Several techniques can be tested to combat the existing challenges. We can divide approaches of end-to-end ultra-reliable communication mainly into 3 categories:
• Ultra-reliability techniques: These mainly includes diversity mechanisms, dynamic bandwidth allocation, and the application of Feedback.
• Predictive data analysis: This approach includes the use of machine learning and stochastic probability analysis methods.
• Mission critical techniques: Provision for broadcast and provision to switchover between priorities of communication.
IV. A PROPOSED FRAMEWORK FOR AN ULTRA-RELIABLE-LOW LATENCY COMMUNICATION CONTROLLER
Based on the existing techniques to achieve an "Ultra Reliable Low Latency Communication" as shown in Fig. 1 , a framework for URLLC is described in this section. A simulation study and results for a sub-system of the model are shown in the next section.
The proposed URLLC system model is shown in Fig. 2 and is divided mainly into two sections, (A) a Reliability and Delay Controller System and (B) an Emergency Handler. The controller section is the main part of this architecture, whereas the Emergency Handler section is designed specifically to enable mission critical communication services options.
Controller Section
The controller section consists of 5 main sub-systems. The function of each sub system described below:
Reliability calculator
The Reliability calculator computes the overall system reliability using event-based calculations or part stress analysis methods. It receives its input from the reliability control block and the output is fed to comparator.
Delay calculator
This sub-system is used to calculate the overall delay of the system. This is also fed by the reliability control block and the results are fed back to the comparator.
Reliability controller
This section is the heart of the system. The Reliability controller is equipped with three different measures to control reliability: Incremental Diversity, Error control coding and Retransmission. These techniques can be applied independently, as well as any two of them, and even all of them together to achieve the highest reliability. The effect of these controlling parameters on the system is discussed in detail in experimental results section.
Reliability vs. Delay data sets
This section is the main storage for reliability and delay data collection. It is comprised of results collected from past events, data obtained from simulation results, and optional inputs. This is the main tool used by the Reliability and Delay controller iteratively or non-iteratively to calculate the overall system performance in terms of reliability and delay.
Comparator This is the decision-making block in the system. It uses data sets received from the data set block as a reference for comparison and receives its input from two of the calculation sections. After each comparison, it feeds its results to the reliability controller section which then uses the outcome of 
Emergency Handler
The second part of the system, i.e. the Emergency Handler section is comprised mainly of two subsections, as described below:
Emergency selector This is the subsystem which decides the overall system flow and can be iterative or non-iterative. We mainly use three techniques for better estimation. Firstly, we use a set of predefined criteria to trigger emergencies and multiple iterations of the RDC (reliability and delay controller) block. Secondly, the block uses a set of machine learning techniques, obtained from predictive data analysis. And finally there is an option to trigger an emergency mechanism using human intervention, which enables taking manual inputs
Emergency initiator
This section is designated specifically for ultra-reliable low latency, mission critical communications. It mainly deploys three functions, epically used during emergency, those are: 4. Activation of energy saving mode -Energy saving is another critical requirement for any communication with limited amount of energy sources. As an example, for sensor networks deployed in remote areas this is a vital requirement. Like the other two functionalities, this also can be controlled based on the type of emergency communication that is being operated.
V. SIMULATION RESULTS
The effect of functions for increasing reliability of the system deployed by the RDC block is described with simulations of a practical communion channel. The communication in a practical channel is affected by several factors like, fading, interference etc., hence the Rayleigh distribution is used to demonstrate the behavior of a lossy communication channel.
Incremental Diversity:
We considered mainly three scenarios, the first is without any diversity, (1 Transmit, 1 Receive), second one is using 2 Transmit antennas and 1 receive antenna, i.e., Alamouti configuration, and finally for the third scenario we used 1 transmit 2 receive antennas, i.e., a Maximal ratio combining procedure. In Fig. 3 , we have shown the degradation of the communication channel for all the three scenarios.
The characteristics in Fig. 3 show the somewhat linear (on a log-log scale) relationship between higher power and the decrease in BER. And as the channel condition degrades, the reliability keeps decreasing even if we achieve higher SNR.
But when we use higher order diversity, we can achieve higher reliability in terms of BER, for comparatively lower SNR, when the channel condition degradation occurs.
Error control coding:
The second strategy for increasing reliability is the application of error control coding. In Fig. 4 , we have taken another degradation scenario of channel conditions, same as the diversity application.
The channel condition degrades from 16 QAM to 8 QAM and 8 QAM to 4 QAM. If an error control mechanism is deployed, the system reliability degradation slows down significantly. We simulated the channel degradation for two different scenarios. Firstly, we did not deploy any error control coding. In the second scenario, we used conventional coding and a clear improvement in channel reliability is observed. We used hard decision making scheme for Convolutional coding. We made this comparison in an AWGN channel, but the same observations can be made in Rayleigh and Ricean fading channels.
As observed by separate simulation, the reliability of a system is affected by both incremental diversity and error control coding. Now, we can also show the effect of using diversity and coding, when they both are simultaneously applied. We used an existing Simulink MIMO model to show this. This Simulink model shows better reliability can be achieved, when we use more than one method of reliability control, cascaded together. In this model a user customizable MIMO up-to 2x2 is represented and OSTBC is used as an error control coding. OSTBC or Orthogonal Space-Time Block Codes is a recent error control coding approach. In this model OSTBC Encoder encodes the symbols that comes from the QPSK Modulator. Either the Alamouti code for two transmit antennas or other complex orthogonal codes used for three or four total transmit antennas. The number of transmit antennas which is user defined, given to this block as an input. The output of this block is an (Ns x Nt) variable-size matrix. The number of columns (Nt) corresponds to the number of transmit antennas and the number of rows (Ns) corresponds to the number of orthogonal code samples transmitted over each transmit antenna in a frame. This block is a MATLAB Function block that uses the comm. OSTBC Encoder System object to implement the encoding algorithm for selected transmit antennas.
VI. CONCLUSIONS
In this study, we described the factors which represent all the requirements to develop ultra-reliable, low latency communication networks. Based on the criteria we have suggested a theoretical model that combines the requirements of a future proof URLLC system. We used an existing simulation model to show here how combining two or more features like diversity, error control coding, or retransmission, Reliability of a system can be widely improved. If we can use feedback path, by fetching real time reliability statistics back to the system, further enhancement of reliability can also be achieved. The results of the simulation examples can be used further for better understanding of reliability improvement of a practical communication system. The theoretical model (Fig. 2) which is represented can be useful to development of a practical 
