Quality system and software architectures  by Chung, Lawrence & Subramanian, Nary
Science of Computer Programming 61 (2006) 1–3
www.elsevier.com/locate/scico
Quality system and software architectures
Architecture seems to be the basis for almost all systems — software systems, manufacturing systems, biological
systems, and even social systems all seem to possess architecture. Briefly, the architecture of a system includes the
parts of the system and the relationships between the parts. For example, parts of a software system include the various
components or modules of the software system which are connected by procedure calls, messages, events, and the like.
In a more specialized software system, such as a banking information system, the parts include the servers, PC’s, and
ATM’s, that are connected by, for example, Ethernet links. Likewise, a biological system, at the cell level, includes
as parts the nucleus, cell membrane, and cytoplasm, that are connected by the physico-chemical reactions. Taking the
example of a manufacturing system, in an assembly line the various robots at different stations may be considered as
parts and the conveyor belt serves as one of the connectors between the parts.
While architecture is usually considered to be the first step in the development of almost any system, there seems
to be a general acceptance of one important observation: a quality architecture produces a quality final system. In
other words, one could state that the quality of final system is in many ways influenced at the architecture level itself.
Therefore, it seems to be essential that the architecture of the system be of high quality. However, how does one
develop or design a high quality architecture? The answer to this question does not seem straightforward and in order
to explore the various options the theme of the 4th International Workshop on System/Software Architectures was
“Quality System/Software Architectures”.
The 4th International Workshop on System/Software Architectures (IWSSA’05) was organized in June 2005, in
Las Vegas, as part of the International Conference on Software Engineering Research and Practice, 2005. IWSSA’05
was a huge success, judging from the quality of the papers that it attracted, the relevance of the papers to the workshop
topic, and the audience participation. Selected papers from those presented at IWSSA’05 were chosen for inclusion
in this special issue — the selection was based on audience interest and two rounds of reviews by the IWSSA’05
Program Committee. All the selected papers were extended and revised for this special issue. In our opinion, these
papers give a general overview of the problems involved in building quality system and software architectures for
different domains.
The first paper, entitled “Interface Descriptions for Enterprise Architectures”, by Aditya Garg, Rick Kazman, and
Hong-Mei Chen, describes the experiences in implementing an enterprise-wide information system called IDEA,
short for Interface Descriptions for Enterprise Architecture. IDEA helps manage interfaces between the federation
of systems used by an enterprise and targets the important problem of “IT Inventory” in an organization. IDEA
helps to improve the overall quality of the information system architecture in an organization by providing a ready-
reference for the details of the interfaces between the various systems. IDEA is an open-standards based, scalable,
and quick-response Web-based repository that provides a graphical user interface describing the interfaces between
the different systems. This paper describes the IDEA system development in detail including its requirements, design
considerations, implementation, and the result of its use. One of the biggest advantages of IDEA seems to be its ability
to help perform dependency analysis by displaying the relationships between different applications and/or systems.
The system has been validated by applying the system in an industrial setting and by surveying the users of the system.
The second paper, entitled “Detection of Anomalies in Software Architecture with Connectors”, by Michael Shin,
Yan Xu, Fernando Paniagua, and Jung Hoon An, develops an approach to detecting anomalies such as design faults,
system failure, malicious attacks, and so on, in connectors between components of an architecture for a dependable
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system. This certainly helps to improve the quality of the architecture by providing mechanisms that can detect the
anomalies and potentially correct them before serious problems occur. This detection relies on two monitors: the
component monitor helps to detect anomalies inside a component, and a system monitor helps to detect anomalies in
the communication between components, i.e., anomalies in the connectors. The consequences of using two monitors
include quickness and reliability of detection, both characteristics being highly important for dependable systems. The
mechanisms are validated by applying it to an elevator system taken up as a case-study.
The third paper, entitled “Performance-related Ontologies and Semantic Web applications for On-line Performance
Assessment of Intelligent Systems”, by Isaac Lera, Carlos Juiz, and Ramon Puigjaner, describes an ontological
framework for analysis of system performance for semantic Web applications. The ontological framework provides
knowledge representation and reasoning mechanisms for making high-quality decisions about performance features
of a system. The performance-related ontology is defined using the Web Ontology Language (OWL) and is stored in
a performance knowledge base. A semantic Web system is developed that uses this knowledge base to dynamically
compute interesting system parameters such as the mean response time, throughput, utilization, demand, and other
variables of a certain application. The framework is validated by applying its concepts to a Smart Meeting Room
environment that will keep all meeting participants connected and informed of the latest conference news.
The fourth paper, entitled “A Formal Model of Concurrent Systems Based on Bipartite Directed Acyclic Graph”,
by Masaki Murakami, is interesting because it explores the possibility of applying formal concepts to improve the
quality of design and analysis of a concurrent and distributed system such as the Internet. Components are modeled
as processes in this formal approach and the communications between the processes are the links in the architecture.
The scope of each name associated with the sender and receiver of a communication is modeled using π-calculus and
the concurrent system is itself represented by a bipartite directed acyclic graph. The paper develops theorems for the
scope equivalence relations for a bipartite graph and proves them using π-calculus.
The fifth paper, entitled “Next Generation System and Software Architectures”, by Roy Sterritt, Christopher Rouff,
Michael Hinchey, James Rash, and Walt Truszkowski, describes the qualities that the next generation of autonomic
systems’ architectures need to possess so that they may be used in harsh environments including space explorations.
Besides having the self-∗ properties such as self-configuring, self-healing, self-optimizing, and self-protecting (also
called self-CHOP), the components in the next generation systems need to be autonomous agents where predictability
of the behavior of the agents does not exist and also the protocol used for communication does not remain fixed.
These concepts are described by applying them to a multi-agent system called ANTS (Autonomous Nano-Technology
Swarm) system that may be used by NASA to explore the asteroid belt, an exploration feat that will be extremely
hazardous for a manned spaceflight.
The sixth paper, entitled “Modeling and Performance Analysis for Security Aspects”, by Lirong Dai and Kendra
Cooper, employs the Formal Design Analysis Framework (FDAF), an aspect-oriented framework, to analyze the
performance issues related to security aspects of an architecture. The framework helps to analyze the impact on the
quality of an architecture due to security enhancements by measuring the response time of the architecture with and
without the security features. The architecture is itself modeled using UML and the FDAF provides the extensions for
weaving security aspects into a UML architecture. The validity of the theory is confirmed by applying the framework
to a Domain Name System (DNS) by implementing the system using a specially developed tool that transforms the
extended UML model for the DNS into Rapide architecture description language and using the Rapide analysis tool
for architectural simulation. While security enhancements indicate a performance penalty, the FDAF provides the
ability to perform a trade-off analysis to select the most appropriate architecture.
We hope the readers enjoy the papers in this special issue on the important topic of quality system and software
architectures. We would like to thank all the participants of IWSSA’05 for their enthusiastic cooperation. In particular,
we would like to thank the Program Committee for IWSSA’05 for their thorough and excellent reviews that helped to
substantially improve the quality of the papers for this special issue: Philippe Aniorte, LIUPPA IUT de Bayonne,
France; Roger Champagne, Ecole de Technologie Superieure, Canada; Francois Coallier, Ecole de Technologie
Superieure, Canada; Kendra Cooper, The University of Texas at Dallas, USA; Sergiu Dascalu, University of Nevada,
Reno, USA; Fred Harris, University of Nevada, Reno, USA; Michael Hinchey, NASA, USA; Stan Jarzabek, National
University of Singapore, Singapore; Carlos Juiz, University of the Balearic Islands, Spain; Rick Kazman, Software
Engineering Institute, USA; Pericles Loucopoulos, The University of Manchester, UK; Chung-Horng Lung, Carlton
University, Canada; Murakami Masaki, Okayama University, Japan; Tommi Mikkonen, Tampere University of
Technology, Finland; Juan Ramil, Open University, UK; Vespe Savikko, VTT, Finland; Motoshi Saeki, Tokyo Institute
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of Technology, Japan; Michael Shin, Texas Tech University, USA; Roy Sterrit, University of Ulster, UK; and Yeong-
Tae Song, Towson University, USA. We would like to thank Dr. Hamid Arabnia, the organizer of the multiconference
at Las Vegas, for the support extended to us. And last but not least, we would like to thank Dr. Jan Bergstra, of
the journal Science of Computer Programming, for agreeing to release this special issue, and Dr. Bas van Vlijmen,
University of Amsterdam, for providing encouraging support throughout the preparation of this special issue.
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