INTRODUCTION
Secured transmission of health data is the need of the hour. As major part of the population have developed enduring diseases including diabetes, heart problems, blood pressure etc., Efficient remote monitoring of patients is essential, thus enabling the physicians to detect health issues at the earliest. This could be possible by using sensors that involve low cost, power, computation and memory. Energy efficient, stringent and secured transfer of health information is an uphill task. Interception and modification of healthcare information should be dealt with as the universal systems using WSN should ensure confidentiality and integrity. The information should be available to appropriate healthcare providers, so that timely treatment is possible so as to ensure the proper treatment of the patient. If the healthcare information is corrupted, it would become life-threatening. Moreover, only authorized users should have access to the data.
II. WIRELESS SENSOR NETWORK (WSN)
The sensors in a WSN can be deployed at a lesser cost than the outmoded wired systems. The sensors are equipped with low-power transceivers that serve as an effective tool for collecting data. To preserve the cost effectiveness of WSNs, they are made of small batteries. This becomes a challenge as energy determines the lifetime of a network (Abbasi &Younis 2007; Boyinbode et al 2011) .
The transmission range and the data rate are reduced as the sensors with limited energy cannot communicate with sensors at a larger distance. Remote environments are to be monitored and the data from the individual sensors are forwarded to the Sink, thus enabling the end-user to have access to the data. Figure 1  shows Quality of Service (QoS) even when the required resources are unavailable.  Design Constraints -The sensors are tiny devices which are small in size and are cheap. They have less processing speed and memory capacity. As the batteries are also too small, the energy consumed by these devices should also be minimum.  Data aggregation -Data obtained from sensors may be redundant. Data aggregation is performed to remove redundant data. The amount of transmissions conserves energy to a greater extent.  Scalability -WSNs consist of thousands of sensors and new sensors can be added whenever needed.  Security -The WSNs are deployed in sensitive areas like battlefields, disaster prone areas and forest areas where human intervention is challenging. The sensors carry sensitive and valuable information, the eavesdropping of which may lead to unanticipated results. As the sensors are exposed to malicious activities, security becomes a challenge.  Commercialization -Many companies have started production of sensors, but the profit is less as the commercialization is very poor.  Topology -The system topology constantly keeps changing due to energy-less dead nodes or inconsistent channel conditions. Hence, the protocols that are designed for WSNs must be capable of effectively managing the network topology. The routing protocols designed for Ad-hoc networks do not suit WSNs due to their data centric nature and data redundancy in the network.
Communication Protocol in WSN
The communication protocol includes the following standard protocol layers to assist in packet switching (Sohraby et al 2007) .The layered architecture is shown in Figure 1 The sensors detect events and forward data to a central location, wherein the parameters are assessed. In a multihop communication, the sensors form a mesh topology, where they not only send their captured data but also relay the data sent by other sensors. Sensors act as sources as well as routers, hence finding an optimized path to the BS is a challenge. As power conservation is important in a WSN, if the same paths are chosen for transmission, it will lead to energy depletion. Therefore, design of energy efficient routing algorithms is a hot area of research.
III. ENERGY HARVESTING IN WSN
As the sensor nodes are energy stringent, energy harvesting and minimization of energy have demanded much research interests. Extended use of sensors leads to energy depletion, which in turn, causes death and disconnection of the sensors from the network. 
IV. SECURITY IN WSN
Many schemes proposed to ensure security fail to consider the malicious behaviour of nodes in a network. Finding and circumventing such malicious nodes in a network is a challenging task. Ensuring security in a network demands preserving the limited resources. The intrusion detection system should dynamically monitor the events taking place in a network and identify the attacks if any. In general, the schemes that detect intrusions are categorized into the following.
 Misuse intrusion detection schemes -They match the observations with the signatures in the database.
 Anomaly intrusion detection schemes -They detect the abnormal behavior from the predefined normal profile.The security solutions are grouped into two main mechanisms.
 Prevention based mechanisms -They include both encryption and authentication algorithms. They sometimes fail to prevent both insider and outsider attacks.
 Detection based mechanisms -They are used when the preventive mechanisms fail to isolate the attacks. They protect the network from both insider and outsider attacks.
V. CLUSTERING IN WSN
The sensors are deployed in an ad-hoc fashion and organizing them into different structures demands much interest (Dechene et al 2007) . The sensors are grouped into clusters, and each member can act as a member or a CH (Chinara & Rath 2009 ).
The computation cost is more when compared to that of transmitting a bit. The sensors that are organized as clusters do not communicate with the BS directly, but forward the sensed information to the CH, which in turn forwards the aggregated information to the processing centre, the BS. Thus, the amount of energy consumed for transmission is reduced to a greater extent ( A hierarchy of CHs reduce the transmission overhead, as each sensor do not send the data directly to the BS. The energy expended in increased number of transmissions as well as direct communication is reduced to a greater extent. The energy in a sensor is highly retained as they communicate with the next hop sensors. Further, as the CH performs data aggregation, data redundancy is circumvented. This not only helps in conserving energy, but also in reusing the available bandwidth (Du et al 2008) . The choice of the CH is a challenge that demands much attention.
Merits of Clustering
Clustering provides the following advantages.
 Transmission of aggregated information
 Lessened resource utilization  Reduction in the number of alive nodes  Energy conservation and efficient energy utilization  Support versatile nodes  Efficient reuse of resources
VI. ROUTING
Routing involves finding a path between the source and the destination, taking into account the available resources. The techniques available in the literature try to select minimum energy paths that consume the least energy. Choosing the path repeatedly leads to energy depletion in the network The paths may also become vulnerable to attacks. The routing protocol should ensure that the next hop sensors are chosen with equal probability, thus maintaining the connectivity of the network. Mitton et al (2011) have come up with a selfstabilized clustering algorithm for a dynamic network that uses a Directed Acyclic Graph (DAG) to reduce the stabilization time.
VII . RELATED WORK

Fuzzy based Schemes
Anno et al (2008) have designed a scheme based on fuzzy descriptors to select the CHs in environments with diverse characteristics. The sensors at close proximity to the BS die soon due to early depletion of energy, as more network traffic are relayed near the BS. 
Genetic Algorithm (GA) based Clustering
A Genetic Algorithm (GA) based scheme named Genetic Algorithm Based Energy Efficient Clusters (GABEEC) which resembles LEACH is proposed by Bayraklı & Erdogan (2012) . GA maximizes the network lifetime, as the clusters are created and remain static in each round, though the CHs change dynamically.
Routing
In this section, various routing algorithms proposed for WSNs are discussed.
Energy Efficient Routing
Energy conservation is a challenge in wireless networks. Many routing algorithms are proposed to extend the lifetime of a network.
The energy aware routing algorithms proposed by  FCs is selected at random for forwarding the HASH VALUE encrypted using the private key given by the Sink.  The Sink decrypts it using the corresponding private key and broadcasts it after encrypting it using a common group key. It waits for negative votes from the FCs which reject the fusion result.  The FCscompare the value received from the Sink and the value computed from the available data.  The FCs send negative votes if the values do not match.
The votes are encrypted using their private keys.  If the number of negative votes is less, the Sink receives the data from the corresponding FC.
Credibility of the Proposed Mechanism
 In this novel mechanism, retransmissions are avoided until the FC that is selected is malicious. Random selection also assures security.  AmalevolentFCcannot lead to dropping of data as sufficient number of negative votes will not be available.  Use of Private keys avoids polling of negative votes.
IX. IMPLEMENTATION & RESULTS
The system is simulated using ns2. Sensors are organized as a tree rooted at a Sink. The non-leaf nodes perform data fusion on the data collected from sensors.
Communication overhead is largely reduced. Figure 2 shows the Packet Delivery Ratio of the existing Direct Voting Scheme (DVS) and the proposed Secured Energy Aware (SEA) method. Figure 6 shows the Packet Loss Ratio of the existing DVS and the proposed SEA method.
It is seen that the proposed SEA method involves less Routing overhead and yields better Packet Delivery Ratio, Throughput, Packet Loss Ratio with more Residual Energy.
X. CONCLUSION
In the proposed voting mechanism, the Sink collects the negative votes on the data directly from the witness (fusion) nodes and the fusion result from the randomly selected Fusion node, only when sufficient Anti-votes are not available. The proposed scheme is reliable involving less assurance overhead than the direct voting method. The initial phase results are exciting. The power consumption is very much reduced as the fusion result is transmitted as a HASH VALUE for validation by the Sink and approval by the witness nodes. The data is sent to the Sink, only on request.
