This picture has been replicated in industry after industry. Few companies today seek to create vertically integrated supply chains. Instead the focus is on how best to create virtual networks which are connected, not through ownership, but through shared information and knowledge.
Knowledge sharing and inter-organisational trust
The idea that knowledge can be gained through a closer relationship with stakeholders across a network (e.g customers, suppliers, employees) is now fairly widely accepted (Bessant et.al., 2003) . However, simply being a member of a network, as every organization is, does not automatically imply that knowledge will flow freely into a business. The way that knowledge flows across organisations is through interactions that are facilitated by trust (Seppänen et.al., 2007) . Trust is based upon a number of factors -one of which is reputation (Plank et.al., 1998) .
The reputation that a business has can significantly impact its ability to forge strong knowledge generating and sharing relationships (Arino, de la Torre & Ring, 2001 ).
There is now a widely held view, particularly amongst authors who have focused on knowledge sharing in interrelationships adopting a social network perspective (Tsai & Ghoshal 1998; Hansen 2002 , Reagans & McEvily 2003 , that knowledge exchange facilitates improved performance within the network (Grant 1996) . Organizations can learn from each other and benefit from new knowledge developed by other organizations. Intraorganizational knowledge sharing seems to be associated with increased cross-functional coordination in a network context like a supply chain.
Byrne (1993) defines a network-based virtual business as follows: It has been suggested (Bovet & Martha 2000; Parolini 1999 ) that an appropriate descriptor for these strategic networks could be 'value nets'. This idea reflects the way in which value for customers -as well as for members of the network -is created through the exploitation of the combined knowledge, capabilities and resources of the network. Perhaps one of the best examples of such a value net is provided by Cisco, a major provider of equipment for communication networks.
Cisco is a company, not yet twenty five years old, that has grown into an industry leader through its ability to leverage a virtual network. The vast majority of the products that Cisco sells are not touched by Cisco. A global web of contract manufacturers and logistics service providers enable customised solutions to be created and delivered to Cisco customers.
The key in-house capabilities are technology development and network orchestration, the latter made possible by highly sophisticated, web-based information systems.
The trend to global sourcing and off-shore manufacturing has been one of the most dramatic phenomena of recent years. Recent research by the Cranfield Centre for
Logistics and Supply Chain Management (Christopher et.al. 2007 ) has highlighted that the primary motivation for these out-sourcing and off-shoring decisions has been cost. However, the research revealed that typically most companies take a very narrow view of cost. The main focus seemed to be on the actual purchase cost or manufacturing cost plus transport and customs duties. Rarely did those sourcing decisions take account of the additional inventory financing cost, the cost of lost sales and/or obsolescence as a result of longer lead-times or the risks of supply chain disruption. Even more crucially it seems that the strategic impact of the changed shape of the value web on the firm's competitive position did not enter the equation.
Risky conditions and situations create a need for trust and reputation helps in managing these relationships. Clearly the dependencies created by out-sourcing are significant and the global dimension adds further complexity to the supply network.
For example, taking such opportunities to drive down the sourcing costs implies a need to understand the changed risk profile and thus a strengthened evaluation of suppliers is needed. Because of these dependencies there is an increased danger that the reputation of the focal firm can be seriously impacted by the actions of other network members.
Reputational Risk is Network-Wide
It can be agreed that organisations with strong reputations are better able to attract stakeholders and to develop more stable relationships with them. Any interorganizational collaboration effort is also based on reputation and trust (Arino, de la Torre & Ring, 2001) , which encourages information sharing and inter-partner learning (Luo 2002; Griffin 2002; Rayner 2003; Neef 2003; Connell & Voola 2007) .
The potential benefits are wide and affect many domains. There is a positive relationship between trust among persons and knowledge sharing within and across organizations (Gupta & Govindarajan 2000) . There is also a positive relationship between organisations' reputation and knowledge sharing within the network.
Organisations are nowadays extremely exposed to many different threats which can damage their reputation and hence the need to manage this vulnerability. Risk to the reputation of a business has always been a concern of management. In the past that risk would have been considered to be largely internal. However, today, as a result of outsourcing and the creation of the 'extended enterprise', reputation risk is as likely to come from external sources. The recent problems faced by Mattel who were forced to recall millions of toys as a result of quality problems at outsourced suppliers provides a current example of such risk and its consequences.
Over several months in 2007 Mattel, the world's biggest toymaker recalled 21 million toys made in China where two-thirds of its toys are manufactured. He causes of the recalls were due firstly to some products being found to have excessive lead in their paint and secondly to the presence of small magnets in some toys which, if swallowed, were potentially lethal. Sales were hit as shipments were disrupted and consumer confidence was eroded -sales in the US fell by 19% in a single quarter.
Mattel were forced to make a charge of $40m against the likely costs of the recall and an estimated $50m of lost sales further compounded their problems. One supplier in China, Lida Plastic Toys Co. Ltd, was forced to close its operations and the owner committed suicide.
Whilst who was ultimately responsible for these problems is an interesting question, the undeniable effect of a failure to manage the interfaces in the supply chain has had significant financial consequences for the network as a whole -not just Mattel.
Because reputation and brand image are ideas that are very closely linked, it is vital that marketing should extend its remit to include the management of reputation and reputational risks. Since we have argued that reputation can be significantly affected by the actions of network stakeholders it follows that those stakeholders should be drawn into the relationship management process. Whereas in the past the brand may have been the product, or even the organisation, increasingly the network will be the brand.
As Charles Fombrun (Director of the Reputation Institute) highlighted, (Fombrun 2007) reputation includes the organisation's image but is something bigger. Image could be defined as the beliefs which people have about an organisation, its products and services (Bernstein 1984; Hatch & Schultz 1997; Dowling 2004) . For these reasons organisations are dedicating efforts and resources to influence the positive perception of their brand and corporate image. They invest more than in the past in promoting their integrity, their mission towards best products and services, highlighting their 'fair' strategies and social orientation.
Looking at the most reputable companies -the Reputation Institute in USA in 2007 identified Barilla, followed by Lego, Lufthansa, Ikea, Michelin and Toyota -they seem to be able to brand themselves rather then the products or their brand portfolio Trust and reputation move through three phases in B2B relationships : the prerelationship phase, the lifetime of the relationships and the termination and reestablishment of relationships.
1. In the "pre-relationship phase" they are a major determinant to start a business relationship, to initiate relationship, to evaluate potential exchange partners, to start negotiations and collaboration (Heide 1994 While reputation is widely accepted as being important, managing reputational risk successfully is more challenging, and tends to be fragmented and unsystematic (Rayner 2003; Griffin 2002) . It requires the right people in place to prevent and manage reputational risk, and it is again a matter of organizational culture. No one person in the organisation owns this risk, so a cross-functional management approach is required.
Two aspects are essential for assessing and managing reputational risk in order to reduce its negative effect on network relationships.
Reputational risk may exist when the organisation's image perceived by the stakeholders groups is not coherent with the organisation's proclaimed identity.
Pharma, toys and clothing are examples of industries which often invest in promoting their image of social responsibility in order to improve their reputation and hence their competitive advantage. In these sectors, not keeping their promises represents a potential crisis which can totally damage the brand reputation and destroy a significant part of the market / brand value, as in the previously quoted case of Mattel. Another case was the U.S. company Guidant, a world leader in developing cardiac medicalsystems. In the three years 1999-2001 its innovative 'ancure endograft system', a sort of vascular pacemaker, caused serious problems to more then 2600 patients and 12 died. Guidant did not recall the product, until some of Guidant's employees publicly revealed the problems. Guidant was found guilty and paid more then 92 million dollars and also lost its market position.
Clearly potential sources of risk across the network need a careful assessment, reputational risks need to be prevented before a crisis occurs but if a crisis happens needs to be effectively managed. These examples highlight that reputational risk is closely related to the management of the interfaces with stakeholders, and particularly it seems essential:
Reputational risk requires an
-to understand stakeholders' expectations and to define the company policy in coherence with its vision and strategies;
-to create a cross functional responsibility for reputation and reputational risk, starting with the CEO and involving all levels of management;
-to identity and evaluate internal and external causes of reputational risks within network relationships;
-to mitigate reputational risk as a not-transferable risk to insurance, investing in prevention and in crisis management procedures to mitigate the negative effects.
In order to protect effectively network relationships and the threats to reputation, there is a need to base effective corporate governance on the cross-functional management of operations and human resources. The goal should be to achieve a number of outcomes: Trust and reputation are also analysed, and related to the challenge of knowledge sharing in network relationships within a dynamic business environment.
The paper suggests five propositions in order to establish a framework whereby the positive correlations between reputation, capability to attract -satisfy -retain the stakeholders, information sharing and better performance can be identified. In this framework, with the support of some evidence from actual cases, reputational risk is shown as an emerging key factor that leads to a stakeholders' erosion of trust, affecting, relationships and even leading to the collapse of the enterprise. 
