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Source  of  concern  for  IT  purchasing 
decisions  
The open source juggernaut seems to be gaining pace.  The open source model certainly has 
appeal – cutting costs, while at the same time potentially increasing staff and system 
efficiencies.  However, open source poses a number of significant legal challenges and risks 
for those that incorporate it.  Clients need to look very carefully before leaping.  
 Clients need to be aware that open source code is not a “free for all” with “no strings 
attached”.  Open source involves compliance with a licensing regime that ultimately 
rests on enforcement of contractual and intellectual property (IP) rights; 
 Client use of open source code may infringe third party IP rights, and 
commercialisation of downstream software products may infringe the open source 
licence and its underlying IP rights; 
 For clients acquiring software businesses, appropriate warranties on the open source 
issue will be necessary, and due diligence will be important to minimise as far as 
possible the risks of open source code being included in the product acquired. 
Leading industry analyst Gartner has predicted that by 2012 more than 90 percent of 
enterprises will use open source software in direct or embedded forms.1 Other supporters of 
open source have been more circumspect, conceding that market demand for more mature 
players in the open source sector is slowing, while newcomers have enjoyed demand spikes 
that have taken overall growth of the sector upwards.2   
While open source undoubtedly has its advantages, this article examines the very real 
commercial risks that attend the decision to adopt open source code. Clients need to know 
about the risks of infringing relevant licensing agreements, third party IP infringement, and 
costly acquisitions of companies whose products incorporate open source. 
What is ‘open source’ software? 
The most common model for commercially available software is the closed source or 
proprietary software model.  In this model, software sellers retain the source code and sell or 
licence the corresponding object code. Users are only permitted to use the object code and 
must wait for the seller to release any modifications or improvements to the source code.  
In contrast, open source software requires the free distribution of source code to software 
users. Open source software is generally licensed under the GNU General Public Licence 
(GPL) and users of the software may copy, modify and redistribute the source code provided 
                                                            
1 Natis YV et al, ‘The State of Open Source 2008’ report, http://www.gartner.com.   
2 O’Grady S, ‘The State of Open Source’, paper presented at the OSCON conference, 19-23 July 2010, Portland, 
Oregon. 
they satisfy conditions such as supplying other users with the modified source code and 
ensuring the software is licensed to other users on the same terms.3  
One of the most significant benefits of open source is that it is cheaper than closed source 
software due to the lower licensing costs. There is no need for buyers to engage in 
negotiations with an IP owner before incorporating the software into other products.  There is 
also a greater chance to identify and remedy any weaknesses in the software, as there is an 
entire community of users that test, evaluate and improve the source code.   Open source 
software encourages users to customise it, freely develop and add innovations, instead of 
having to wait for the release of modifications. There are also social benefits in reducing 
duplication and enhancing peer and community reputation.  
The benefits of open source were obviously enough to convince technology giant IBM that 
they outweighed its risks. IBM has been a major contributor to open source projects for some 
time, and has an IT standards policy that embraces the open access model.  
Open source licences depend on valid contract, IP rights 
A US Court of Appeals case, Jacobsen v Katzer, has confirmed that the terms of open source 
licence agreements must be taken seriously.  A model train enthusiast, Jacobsen, ran an open 
source project called Java Model Railroad Interface (JMRI). JMRI software allowed 
enthusiasts to use their computers to program decoder chips that controlled model trains.  
Katzer’s company, KAM Industries (KAM), obtained patents over a system for programming 
decoder chips, and when they discovered the JMRI software they demanded over $200,000 
for an estimated 7,000 copies downloaded.  In a surprise twist, Jacobsen filed a suit for 
declaratory judgment that the KAM patents were invalid and alleged copyright infringement.  
It was revealed that a KAM employee had incorporated some JMRI code in the software on 
which the patents were based, but failed to comply with the terms of the open source licence.  
The KAM software failed to include authors’ names, copyright notices, references to a 
‘copying’ file, identification of the original source, or a description of how the code had been 
changed from the original.  The suit for declaratory judgment was denied. 
However, in 2008 the US Court of Appeals held that the terms KAM violated were vital and 
enforceable conditions of the copyright licence, and a failure to observe them could constitute 
copyright infringement.  Jacobsen was widely touted as a triumph for open source, but the 
litigation was far from over.4 
The case was subsequently remanded to the District Court to determine whether an injunction 
should be issued.  That court ruled on the preliminary motions that Jacobsen had shown 
                                                            
3 The open source GPL is available at http://www.opensource.org/licenses/gpl‐3.0.html.  The considerable 
array of other open source licences is available at http://www.opensource.org/licenses/alphabetical.  The 
body that acts as the steward of the ‘open source’ definition and is the open source community‐recognised 
body for reviewing and approving licences is the Open Source Initiative, a California public benefit corporation: 
http://www.opensource.org/.  
4 535 F.3d 1373 (Fed. Cir. 2008). 
insufficient harm for an injunction;5 so, the Software Freedom Law Center (SFLC) then 
intervened with an amicus brief to demonstrate the ‘multitude of harms – to developers, 
development communities, and project productivity.’6   
Both Jacobsen and Katzer filed for summary judgment.7  In December last year the District 
Court dismissed Katzer’s motion for summary judgment and granted Jacobsen’s motion in 
part.  It held that Jacobsen’s code enjoyed copyright protection, that he could show damages, 
and that Katzer was liable for infringement.   The court also ruled that Katzer had committed 
cybersquatting8 and that Katzer’s removal of the copyright and authorship information 
violated the Digital Millennium Copyright Act.  Various questions of intent and damages 
were left for trial. 
Earlier this year, the closing chapter in the Jacobsen saga was played out.  Katzer, probably 
with a painful view of costly and protracted proceedings stretching before him, settled with 
Jacobsen for $100,000 plus costs and attorney’s fees.  A permanent injunction will prevent 
Katzer/KAM from reproducing, modifying or distributing JMRI material. 
While Jacobsen was not pursued all the way to the Supreme Court, the Court of Appeals 
decision has certainly left its mark.  Professor Lawrence Lessig blogged ‘for non-lawgeeks, 
this won’t seem important.  But trust me, this is huge. ... a very important victory.’9 The New 
York Times chimed in with similar sentiments.10  So Mr Jacobsen certainly proved his open 
source licensing point even though the settlement figure did not reimburse all his expenses.11  
Given Australian courts’ proclivity to following or at least considering American judgments, 
the take-home message here is simple: open source software licences are ignored at your 
peril. 
Risk: code infected by third party IP infringement 
While the open source model has its benefits (and burdens, as Jacobsen showed), it also has 
significant risks that often go unnoticed where a client is keeping a keen eye on budget and is 
looking to drive costs down. One risk for clients using open source is that third parties may 
claim that the software infringes their IP rights.   
Open source may pose a problem as it demands free copying and improvement by any 
number of users – but in addition, if just one of those users incorporates third party 
                                                            
5 This would not prevent a trial court from issuing an injunction after hearing the case. 
6 Software Freedom Law Center, ‘SFLC files amicus brief in Jacobsen v Katzer’, 15 June 2009, 
http://www.softwarefreedom.org.  
7 Katzer’s motion was for partial summary judgment. 
8 In violation of the Anticybersquatting Consumer Protection Act, an amendment to the well‐known Lanham 
Act.  Katzer had registered the domain name ‘decoderpro.com’ while he knew Jacobsen owned the registered 
‘DecoderPro’ trade mark and that it referred to the product created by JMRI. 
9 Lessig L, ‘Huge and important news: free licenses upheld’, 13 August 2008, 
http://lessig.org/blog/2008/08/huge_and_important_news_free_l.html.  
10 New York Times, ‘Ruling is a Victory for Supporters of Free Software’, 13 August 2008, 
http://www.nytimes.com/2008/08/14/technology/14commons.html?_r=2.  
11 Jacobsen’s award is insufficient to reimburse his out of pocket expenses: ‘JMRI Defense: Recent Events’, 17 
February 2010, http://jmri.sourceforge.net.  
proprietary code without permission, the ‘improved’ software will infringe third party rights, 
as will any downstream version of the software that contains the infringing code.  
The risk increases with the number of users in the open source community that may have 
‘improved’ the software by introducing unauthorised and infringing code. As a result, it can 
be extremely difficult to verify that an entire code base does not infringe third party rights. 
This makes products incorporating open source code less commercially attractive, as buyers 
and licensees may be exposed to multiple lawsuits.  
If third party IP infringement does occur, open source software sellers and licensors do not 
provide warranties or indemnities. In fact, they typically exclude such warranties, leaving an 
open source user to fend for themselves if sued for infringement over open source code that 
was used in its software development.  
This happened to AutoZone Incorporated (AutoZone), a major auto parts retailer in the US. 
Autozone was not indemnified under the licence allowing it to use the open source Linux 
software. In 2004 the SCO Group Incorporated (SCO) sued Autozone for infringing SCO’s 
UNIX copyright by running versions of the Linux operating system that contained code, 
structure, sequence and organisation from SCO’s proprietary UNIX System V code.  
Consequently, the unindemnified Autozone faced the possibility of having to pay SCO 
significant damages.  After a stay of four years was lifted in 2008 (once decisions in other 
related cases were handed down), the matter was finally settled on confidential terms late last 
year.  A salutary lesson on the potential dangers of third party infringement claims inherent in 
open source.12  
Risk: not fit for purpose 
Another difficulty is that most open source licences do not include any warranties as to 
fitness for purpose that are commonly found in software agreements. While some larger open 
source projects do have a quality control system, many do not, putting the licensee at the risk 
of bugs, viruses and fatal errors, which may have disastrous financial ramifications. 
Risk: disclosure of source code 
Finally, depending on the terms of the licence and how the open source code is used, the 
developer may not even be able to charge a licence fee, and may be forced to disclose 
valuable parts of their own source code.   
This happened to Cisco Systems Incorporated (Cisco) when it acquired The Linksys Group 
Incorporated (now ‘Linksys by Cisco’, a division of Cisco (Linksys)). The Free Software 
Foundation (FSF) sued Cisco in 2008 because a Linksys toolkit contained FSF open source 
                                                            
12 US District Court (District of Nevada); case number 2:04‐CV‐237‐RCJ.  Assigned to the Hon. Robert C. Jones 
(Federal District Judge) and the Hon. George W. Foley (Federal Magistrate Judge).  See Motion to File Under 
Seal Exhibit A to the Trustee’s Motion to Approve Settlement Agreement with AutoZone.  The Agreement was 
later filed under seal in the US District Bankruptcy Court in Delaware.  See 
http://www.heraldextra.com/business/local/article_eaffb9ea‐9dde‐508c‐b90d‐5fe5be85b384.html.  
code.13 Cisco found it was too costly to replace the open source code, so it had to release the 
toolkit’s source code under the GPL at no cost.   
In a settlement reached last year,14 Cisco agreed to make a monetary contribution to the FSF 
and appoint a new ‘Free Software Director’ at Linksys to monitor compliance with free 
software licences.  The director will also report periodically to the FSF.  In addition, Cisco 
agreed to notify all previous recipients of Linksys products that contain FSF programs of 
their rights under the GPL, to place a licensing notice on its website, and to provide 
additional notices in a separate publication.   Cisco will continue to make complete and 
corresponding source code for versions of FSF programs used with current Linksys products 
freely available.  Another salutary and expensive lesson. 
Given the serious risks posed by incorporation of open source code, a new niche insurance 
market is emerging.  At least one UK firm has been offering open source insurance since 
2003 to ‘deal with the unique but substantial business risks involved in mergers and 
acquisitions or other corporate transactions.’15  Whether insurance proves a cost effective and 
workable solution is yet to be seen. 
Conclusion  
Open source does not allow use of source code free from any obligations. It does not involve 
any general cessation or gift of IP rights.  In fact, the open source regime relies on the user 
community complying with open source licences, with the underlying implicit threat of 
copyright infringement or breach of contract actions if licence terms are not met. 
Open source also comes with risks.  Jacobsen is not only a success for the open source 
movement, it is a salient reminder of the potential dangers of including open source code in 
any product. This case, together with the likes of the AutoZone and Linksys debacles, 
illustrate why – IBM notwithstanding – most large corporate acquirers of software demand 
that the vendor provide a warranty that no open source code has been used, and/or a code 
scan analysis of a vendor’s software to try and detect any open source prior to purchase.  Just 
one line of open source has the potential to compromise the deal, unless a workaround can be 
found.   
Ultimately, the practical and commercial reality is that it can be more difficult to make 
money when open source code is used.  Even avid open source proponents acknowledge that 
closed source   software ‘is still overwhelmingly the leading money earner by several orders 
of magnitude.’16  This issue has prompted what some view as an ‘anomaly’ in the open source 
community – players looking to ‘monetize’ open source by finding ‘the right business model 
                                                            
13 United States District Court (Southern District of New York); case 1:2008cv10764.  See the FSF press release 
at http://www.fsf.org/news/2008‐12‐cisco‐suit.  
14 See the FSF press release at http://www.fsf.org/news/2009‐05‐cisco‐settlement.html/?searchterm=Cisco.  
15 Open Source Risk Management,  ‘Open Source Insurance’, http://www.osriskmanagement.com. 
16 O’Grady S, ‘The State of Open Source’, paper presented at the Open Source Conference ‘OSCON’, 19-23 
July 2010, Portland, Oregon. 
to pack around [it].’  Purists eschew this conduct as violating the true ‘open source way’,17 
but the trend is clear evidence that if IP rights in software are not protected, other (potentially 
less effective) means will be necessary to turn a dollar. 
While the Open Source Conference, OSCON, in July of this year exclaimed that ‘open source 
technology is the smart choice for navigating uncertain economic waters’, it is clear that there 
is a lot more to the equation than simply cutting the cost of source code.  Decision-makers 
must carefully weigh up the benefits of open source software against its legal and commercial 
disadvantages before deciding to embrace it. 
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