Abstract Cloud Computing is an evolving information technology paradigm that impacts many sectors in many countries. Although Cloud Computing is an emerging technology there is little in the literature concerning its application in the Saudi healthcare sector. This paper examines and identifies the factors that will influence the adoption of Cloud Computing in Saudi healthcare organisations. The study integrates the TOE (Technology-Organization-Environment) framework with the Information System Strategic Triangle (IS Triangle) and the HOT-fit (Human-OrganizationTechnology) model to provide a holistic evaluation of the determinants of Cloud Computing adoption in healthcare organisations. Of the five perspectives examined in this study, the Business perspective was found to be the most important followed by the Technology, Organisational and Environmental perspectives and finally the Human perspective. The findings of the study showed that the five most important factors influencing the adoption of Cloud Computing in this context are soft financial analysis, relative advantage, hard financial analysis, attitude toward change and pressure from partners in the business ecosystem. This study identifies the critical factors for both practitioners and academics that influence Cloud Computing adoption decision-making in Saudi healthcare.
Introduction
Healthcare services are facing many challenges in Saudi Arabia such as: the shortages of healthcare professionals, the increase of chronic diseases and the high cost of health services [1] . As a result, many healthcare organisations have implemented Information and Communication Technology (ICT), including e-health solutions, in their systems to provide better patient care, to enhance efficiency and to use their financial resources effectively. However, the adoption of e-health in Saudi healthcare organisations is still relatively low for many reasons [2] . Introducing IT systems in healthcare services is very expensive due to the higher cost in terms of Capital Expenditure (CAPEX) and Operational Expenditure (OPEX). The shortage of health informatics specialists and IT professionals is another obstacle to e-health projects [2] . The implementation of e-health solutions may also encounter technical difficulties such as complexity, compatibility and insufficient IT infrastructure [3] . Despite these barriers, Saudi healthcare facilities have demonstrated a willingness to implement and improve their e-health services. This creates a foundation for the use of new technologies and models that may move them forward such as the adoption of Cloud Computing.
Cloud Computing is a developing phenomenon in the ICT field that has gained increasing attention from healthcare organisations to overcome some of the e-health barriers [4] . Although there is no generally accepted definition of Cloud Computing [4, 5] , most of the definitions emphasise similar aspects [5, 6] . Firstly Cloud Computing is a model of delivering IT services and resources not new technol-ogy. Secondly, the provisioning of resources is automatic and with a minimum of human interaction. Thirdly, access to the large pool resources is over a network. Fourthly, IT services and resources are available on demand with dynamic scalability and elasticity. The provisioning of IT resources should be independent of device and location (i.e. should have the characteristic of ubiquity). Finally, the use of IT resources in Cloud Computing requires a clear business model and clear measurement that typically uses OPEX payment methods [5] . Cloud Computing may assist in solving some of the management challenges of healthcare organisations in Saudi Arabia. Since financial issues are affecting e-health projects in the country, Cloud Computing can offer economic savings by decreasing the initial and operational costs of e-health projects in Saudi hospitals. Cloud Computing could help to reduce the problem of shortage of IT and health informatics technicians since the use of Cloud technology means that fewer technicians will be required by the healthcare organisations [7] . Cloudbased medical applications will also enable IT departments in healthcare organisations to focus more on supporting the implementation of e-health projects by moving some of their responsibilities to the Cloud providers' side particularly in a public Cloud Computing environment. For healthcare organisations, Cloud Computing will enable better integration and exchange of medical records across multiple organisations [8] . Using Cloud Computing in Saudi healthcare organisations will facilitate the provision of sufficient computing resources to deal with the large amount of data that is created by e-health services. This feature will also help Research and Development (R&D) departments in healthcare organisation at the national level [8] . Cloud Computing used in collaboration with other technologies such as the Internet of Things, m-health and Big Data will help reshape healthcare services in Saudi Arabia. Cloud Computing solutions will be suitable technologies to be corresponding with Saudi healthcare future demands since the population of Saudi Arabia is expected to increase from 30M to 37M m by 2030 [9] . Cloud Computing technology will allow Saudi healthcare organisations to enhance their information processing capacity by sharing IT resources which include software, hardware, and expert skill sets. Cloud Computing could help in solving the fragmentation and isolation problem of healthcare information system in Saudi Arabia. Alharbi et al. in [10] proposed Saudi National E-health Cloud System (SNECS) that supports multi-stakeholders, multitechnologies and multi-applications environment. Elasticity feature of Cloud Computing which is the ability to scale the IT services dynamically and quickly could be appropriate for Saudi healthcare demands [5] . A potential use of this feature could be during Hajj session when Saudi Arabia hosts from 2 to 3 million people for specific time (i.e. 1-3 months) every year.
Very little academic research has addressed the Cloud Computing phenomenon in Saudi Arabia [11, 12] , and, in particular, none within the Saudi healthcare context. The aim of this research is to explore holistically the factors affecting Cloud Computing adoption in Saudi healthcare organisations. The results of this research study are expected to be valuable for both Cloud Computing providers and healthcare institutions by supporting the decision-making process of Cloud Computing adoption.
The structure of the paper is as follows: Sect. 2 provides a review of related work about the use of Cloud Computing in healthcare organisations and in Saudi Arabia. Section 3 describes the theoretical foundations of the research. Section 4 outlines the research framework and Sect. 5 presents the research methods. Section 6 shows the data analysis and Sect. 7 outlines the results. Section 8 discusses the findings of the study. Section 9 highlights the research contribution and Sect. 10 gives the conclusion and identifies areas for future work.
Related work
In healthcare, several studies have discussed Cloud Computing decision-making procedures [8] . Kuo in [4] recommended four aspects to be assessed when adopting health Cloud Computing: management, technology, security, and legal. Kuo also proposed a Healthcare Cloud Computing Strategic Planning (HC2SP) model. This model could serve as a SWOT analysis for health organisations to determine how to migrate from traditional health services to Cloud-based services. This model did not focus on the decision-making process. Lian et al. in [13] studied the decision to adopt Cloud Computing. They integrated Technology-Organisation-Environment (TOE) framework and Human-Organisation-Technology fit (HOT-fit) model to study the adoption of Cloud Computing in Taiwan. Their study indicated that the five most critical factors are: data security, perceived technical competence, costs, top management support, and complexity. This study focused on smalland medium-sized hospitals in Taiwan which have very high degree of e-healthcare maturity [13] . Hence, the result of this paper would not be generalised to developing countries. The study also did not discuss issues such as technology readiness, change resistance and the availability of external expertise. Rijnboutt et al. in [14] categorised the challenges facing the use of Cloud Computing in e-health services into six categories (technical, privacy, legal, organisational, economical and medical). However, this paper ignored environmental issues. Additionally, this model did not focus on the decision-making process.
Evaluating the existing frameworks for Cloud Computing decision-making, these frameworks are limited (i.e. they do not cover multiple perspectives). Current models and frame-works also focus mainly only on the operational and tactical level (i.e. ad hoc frameworks). Furthermore, while most of the frameworks are emphasising the technical side of Cloud Computing, they do not discuss other aspects such as business and organisational. There is also a lack of quantitative measures in the reviewed frameworks. The use of quantitative measures within the framework is important because they make the decision-making process more accurate and objective [15] . Although Low et al. in [16] pointed out that the influences of environmental and organisational factors on Cloud Computing adoption vary across different industry contexts, most of the frameworks are designed to be general and do not focus on specific sectors. Healthcare environments may vary across different countries. As a result, each country must be considered to be studied as individual case (i.e. private and public healthcare). Although some concepts of Cloud Computing will be generic, some of the concepts will be different due to the variation of the contexts and country requirements. For example, Cloud Computing applications in the USA must comply with Health Insurance Portability and Accountability Act (HIPAA) privacy and security rules in USA [17] .
Cloud Computing in Saudi Arabia has not received much attention [12] [11] investigated influential factors on the adoption decision of Cloud Computing in general. They indicated that many factors such as: trust, relative advantage, technology readiness will influence the use of Cloud Computing technology. However, they did not investigate the effect of two dimensions that are human and business on the implementation of Cloud Computing. Another limitation of their study is the sample size of the study which was small (i.e. 20 experts only). Tashkandi and Al-Jabri in [19] studied Cloud Computing adoption by higher education organisations in Saudi Arabia. The study focused on: technological, organisational and environmental factors. They found that relative advantage has positive influence on the decision of Cloud Computing adoption. They also found that complexity and vendor lock-in have negative influence on the decision of Cloud Computing adoption. Their study has some limitations such as: focusing mainly on higher education organisations and the researchers do not including business dimension which is important dimension in the adoption of Cloud Computing. Studying the adoption of Cloud Computing in Saudi Arabia in general (and in healthcare sector in particular) needs more investigative efforts [11, 12] .
Healthcare environments may vary across different countries depending on cultural, social and technical characteristics. The financing of healthcare systems varies between countries. For example, in the UK and Australia general taxes are the main sources of healthcare system funding [20] . In other countries such as France, Germany and Japan, social insurance schema are the main source of funding for healthcare systems [20] . The role of the government is another factor that should be considered when making comparisons between different healthcare systems. While some governments act as regulator and insurer as in the Japanese healthcare system, other governments such as the New Zealand Government act as regulator, purchaser and provider of healthcare [20] . IT is also currently playing an important role in healthcare systems. While some countries have reached a high degree of e-health maturity, in other countries e-health is still an emerging discipline. For example, Taiwan started an e-healthcare program in 1995 [21] , while Saudi Arabia launched the National E-health Strategy in 2011 [22] . Culture also plays an important role in healthcare systems around the world. A study found that social barriers such as language and resistance to the use of new systems affected EMR implementation in Saudi hospitals [23] . As a result, each country must be considered as individual cases.
Cloud Computing adoption also varies across countries and industries. Although researchers identify Cloud Computing as an IT global phenomenon, they also highlight that factors affecting Cloud Computing adoption play different roles across different economic environments. Legal factors such as data protection laws are different between countries even where the countries may be from the same region [5] . For example, although there is a compliance requirement for companies in the European Union (EU) with regard to data protection, wide variations exist at the national level for each member states of EU [24] . [25, 26] . Cultural and organisational characteristics may affect how different countries adopt Information Technology projects [27] . Examining the impact of cultural and organisational factors across different industries and countries represents a contribution to the body of knowledge about Cloud Computing adoption.
Theoretical framework
Many researchers have recognised a need to use holistic and multidisciplinary approaches when studying or designing Health Information Technology (HIT) frameworks in healthcare [28, 29] . The framework is designed to support the decision-makers in health organisations by covering multiperspectives. It is also designed in a flexible way to be adaptable to changing market conditions. The decision on adopting Cloud Computing is potentially a complex process and consequently there are many perspectives to be considered. Thus, studying this process requires a multi-perspective framework. The research framework will integrate more than one theoretical framework to make the suggested framework more robust and cover multi-aspects of the organisation. TOE has been chosen as a concept for this research together with Information System Strategic Triangle (IS Triangle) and HOT-fit. Figure 1 shows the relationship between HOT-fit, IS Triangle and TOE and the research framework.
Technology-Organisation-Environment (TOE) framework
Since Cloud Computing is an emerging approach to dealing with IT services [30] , the appropriate framework is one which is aiming to study innovation decision-making at firm level. The Technology-Organisation-Environment (TOE) framework was introduced by Tornatzky et al. [31] . This framework focuses on the process by which a firm adopts and implements technological innovations and how the technological context, the organisational context, and the environmental context can affect the implementation of new innovation. Oliveira and Martins [32] suggested that the TOE framework is useful in studying the adoption decision-making process of different types of IT innovation.
TOE studies the adoption decision-making process at an organisation-level not at user-level which makes it relevant for this paper [5] . Many researchers have studied technology innovation based on TOE framework. Many examples could be mentioned here such as RFID adoption in the Healthcare environment [33] , in web site development [34] , in e-commerce [35] , in Cloud Computing adoption by SMEs in England [36] and in Cloud Computing adoption by hospitals in Taiwan [13] . Although the TOE framework has been implemented by many researchers for different technology innovations, some researchers argue that the TOE framework does not contain all the variables in each context [16] . Hence, for new complex technology adoption such as Cloud Computing, more than one theoretical framework is required to express a better understanding of the adoption decision [16] .
Information systems strategy triangle
Business concepts must be taken into consideration by any decision-maker [5] . Thus the strategic triangle will be combined with TOE framework to add the strategic value to the framework. The strategic triangle is a concept developed by [37] which emphasises the importance for organisations of having an alignment between three strategic perspectives (business, organisation and information). Some researchers consider Cloud Computing as an innovative form of traditional IT outsourcing [38] . This research will apply some of the concepts of a strategic framework for outsourcing decision-making that was called Holistic Approach Business, Information, and Organisation (HABIO). HABIO is a welldocumented framework used for outsourcing [15, 39, 40] .
Human, Organisation and Technology-fit (HOT-fit) framework
Human factors are also critical in the adoption of any new IT innovation. Those factors should be considered carefully when making the decision on adopting Cloud Computing in health environment [41] . Hence, Human, Organisation and Technology-fit (HOT-fit) framework will be integrated with previous frameworks. HOT-fit was introduced in [42] as an evaluation framework for health information systems. This research will apply some of the concepts of the (HOT-fit) model that relate to human perspective issues encountered by IT staff in healthcare organisations. The integration between HOT-fit and TOE has been implemented in studying the adoption of Cloud Computing in Taiwan hospitals [16] .
Research framework
The research framework will be focused on five dimensions which are Organisation, Technology, Environment, Human and Business as identified in the chosen theoretical frameworks as illustrated in Fig. 1 . The framework will help health organisations in the decision-making process by evaluating various factors affecting the Cloud Computing adoption. Migrating towards Cloud needs a multi-perspectives strategy that supports Cloud Computing capabilities [43] . This framework will try to help the health organisation in bridging the gap between their IT projects and providing better medical care with lower costs and high standards. The research framework is presented in Fig. 2 .
Technology context
The technology dimension represents the technical issues that will affect the decision on Cloud Computing adoption. Health organisations which are intending to implement Cloud Computing need to assess all information technology infrastructures of the organisations. Relative advantage factor refers to checking if the adoption of Cloud Computing technology will have clear benefits over other technologies for the specified health organisation. This factor is expected to be an important and positive significant factor for the decision of Cloud Computing adoption. Alharbi in [18] showed that perceived usefulness will positively affect users' attitude towards adopting Cloud Computing in Saudi organisations. Technology readiness could be an enabler factor of the decision of Cloud Computing adoption [44] . Issues connected with existing infrastructure can have a negative impact on the adoption of Cloud Computing, as outlined by a study on the adoption of health data standards in Saudi Arabia [3] . However, Cloud Computing can help in solving the problem of the availability of IT resources [8] . Saudi healthcare organisations require assessing key IT infrastructure indicators (i.e. software, hardware, network security, and Internet speed) before implementing Cloud Computing solutions [24, 45] . E-health usually encompasses many health information systems. Thus, compatibility of Cloud Computing implementation with existing IT systems inside the health organisation should be another factor to be consider when adopting Cloud technology [46] . Some Saudi healthcare organisations found difficulty in making new systems compatible with current clinical systems [47] .
Organisational context
The organisational factors also have their influences on the success or the failure of e-health projects. They are internal factors of an organisation that are controlled by the organisation itself. They play an important role in the decision-making process. Top management support can be a significant factor in Cloud adoption [36] . This factor refers to how executives identify the nature and functions of Cloud Computing technology and how this technology will affect the overall organisation [36] . Current research showed that employees in managerial positions in Saudi organisations had positive attitudes toward Cloud Computing adoption [18] . However, the situation in healthcare organisations may be different due to the nature of such organisations. The successful adoption of new technologies requires various changes to be made to the organisational structure, such change may face resistance from physicians, administrative and IT staffs [42] . Studies showed that resistance to the use of new systems is affecting Electronic Medical Record (EMR) implementation in hospitals in different countries [23, 48] . This factor should be considered when adopting Cloud Computing solution in health organisation.
Environmental context
Environmental context refers to the different attributes of the external world in which the organisation conducts its business [13] . The use of Cloud Computing technologies in e-health will be affected by the relationship between different parties. Government legislation and policies can affect the decisions of healthcare firms trying to adopt new technology [42] . In the healthcare sector, data security and privacy protection are required not only by the patients themselves, but in most countries they are also required by law. Thus, data security is an essential factor that should be considered during any Cloud Computing implementation [46] . With the current security and privacy issues in the Cloud, this factor must be considered carefully. Although both Cloud Computing provider and healthcare organisation must comply with regulations that monitor security and data privacy issues, it is the healthcare organisation's responsibility to make sure that the provider applies reasonable security controls and has regulatory laws compliance [49] . For example, HIPPA regulations require American organisations to have a clause in their IT projects contracts confirming that the provider will follow specific security rules and processes [49] . Healthcare organisations have many partners such as: suppliers, vendors and government agencies that affect and are affected by each other. Thus, business ecosystem partners will influence the organisation decisions about implementing Cloud Computing solutions [50] . Additionally, most healthcare organisations rely on trading partners for their IT solutions so sufficient support from the Cloud vendors will be an influential factor affecting the decision of Cloud Computing adoption [16] . Instability of EMR vendors was found to be one of the barriers of EMR implementation in Saudi Hospitals [23] . Another factor that is associated with sufficient support from the vendor is the availability of external expertise [15] . E-health usually encompasses many health information systems and requires expertise from various domains such as medicine, IT and business processes. Additionally, the shortage of healthcare professionals is considered to be a challenge for the successful implementation of e-health projects in Saudi Arabia. Thus, the availability of healthcare-related expertise at Cloud Computing provider's side could be a factor which affects the decision on Cloud Computing adoption.
Human context
The human dimension should be considered before the implementation of any IT project as it is one of the factors that influence the adoption of an innovative technology [42] . Hospitals usually are slow in adopting new information technologies due to the decision-makers' characteristics [43] . Thus, the innovativeness of decision-makers or Chief Information Officer (CIO) innovativeness considerably influences the decision to adopt Cloud Computing [13] . Another factor which will affect the decision of Cloud Computing adoption is the capability of IT staff inside the hospital to deal with such technologies [13] . Insufficient technical knowledge can be considered as another barrier for e-health projects in general [48] . Thus, prior technology experience or the Cloud/IT skills of IT employees are also expected to impact the diffusion of Cloud Computing inside health organisations [51] . Human factors were identified as the main obstacles of successful implementation of EMR in Saudi healthcare organisations [2] .
Business context
The business perspective refers to the consideration of business issues related to the adoption decision. The first factor is the hard financial issues regarding the implementation of Cloud Computing solutions. Hard financial analysis refers to financial analysis via the use of costing methods that utilise quantitative metrics [15] . The cost should be analysed in both capital expenditure (CAPEX) and operational expenditure (OPEX). The decision regarding which deployment models should be implemented also needs to be discussed carefully [14] . The organisation should have clear procurement strategies for Cloud Computing. Another factor that should be discussed is the strategic value that will be added to the health firm by using Cloud Computing technologies. This factor could be discussed through soft financial analysis which considers intangible aspects of Cloud Computing adoption decision [15] . Adopting Cloud Computing will give the possibility for new classes of applications and delivers services that were not possible before, such as mobile health, telemedicine and big data [8] . Another related issue is the impact of the adoption of Cloud Computing on medical and business processes [8] . The absence of implementation strategy has negatively affected e-health projects in Saudi Arabia [52] . It has been argued that the use of Cloud Computing will help the hospitals to move from the traditional healthcare model (doctor-centred model) to the new healthcare model (patient-centred model) by facilitating the sharing and access of patients' medical data and increasing patients' engagements [53] .
Research methods
The aim of this research is to investigate the factors affecting Cloud Computing adoption in Saudi healthcare organisations. The literature demonstrates that limited academic research has addressed Cloud Computing phenomenon in Saudi Arabia [11, 12] , and, in particular, none within the Saudi healthcare context. Therefore, a questionnaire was developed to examine factors identified from the literature review (see Appendix for more details). The questionnaire consists of 44 questions and is divided into 5 parts. The first part acts as cover letter and consent form for the questionnaire. It also provides information about the study and the researcher. The second part is for demographic information such as: the role of the participant in the organisation, the type of the organisation, the size of the organisation. The third part is for Cloud Computing adoption status inside the organisations. The fourth part is for the different dimensions that could influence Cloud Computing adoption in healthcare organisations in Saudi Arabia. The questions in this part were measured on five-point Likert scale ranging from "strongly disagree" to "strongly agree". The final part was for additional comments by the participants. This study followed the questionnaire development process mentioned in [54] where the development of questionnaire is divided into three stages which are item construction, questionnaire reviewing process and questionnaire testing stage. For piloting the questionnaire, the questionnaire was distributed among two groups. The first group was healthcare professional group to make sure of clarity of the questionnaire. The second group was PhD students to have control on timing issues and to test usability of the online tool that has been used for distributing the questionnaire. At each stage, the recommendations were reviewed and the required changes were made before moving to the next stage.
Since adopting Cloud Computing will affect the whole organisation [55] , the population of this study are all staff members in Saudi healthcare organisations which include IT staff, health professionals and administrative. Multiple stakeholders have been chosen for this study to emphasise the holistic approach that this study has adopted. Additionally, Alshammari in [56] found that 69 % of managers in Ministry of Health MOH in Saudi Arabia are physicians or other allied health professionals. A Snowball approach was utilised to target employees of public and private healthcare organisations in Saudi Arabia. Snowball is a sampling technique that uses social chain referral to identify more participants [57] . Invitation letter and a link to the online questionnaire were distributed to 100 participants based on one of the authors' contacts in Saudi Arabia. The author also used his personal profiles on Twitter and LinkedIn to contact other participants. Participants were asked to participate and invite appropriate person in their organisations to participate. The invitation message was written in English and Arabic and included a brief about the research objectives.
An online questionnaire was used to collect the data. Qualtrics.com online tool was selected to design and develop the online questionnaire. An online questionnaire was chosen for this research because it provides some advantages for the researcher and the participants. For the participants, an online questionnaire can protect their privacy and give them the opportunity to participate in the questionnaire at their convenient time with enough time to understand the questions [58] . For the researcher, the advantages of using online surveys include saving time and money by easing data processing activities and eliminate the interviewer bias [59] .
Data analysis
The goal of the study is to identify the factors that will affect Cloud Computing adoption in healthcare organisations in Saudi Arabia. After completing all the procedures for the questionnaire development, the questionnaire was distributed to the targeted audiences. 354 respondents were received during the period from 4/2/2015 to 15/3/2015. Although 206 respondents were returned completed, only 201 respondents were accepted for this study because 5 surveys were filled by participants who are not working in healthcare organisations. Therefore, the questionnaire response rate was 56.8 %.
All the online collected data was converted to Statistical Package for the Social Sciences (SPSS) format for analysis. Questionnaire was coded within SPSS version 22. In SPSS, each question in the questionnaire was typed as variable with coding option where applicable. Likert scale was coded from 1 to 5, with 1 represent 'Strongly Disagree', and 5 represents 'Strongly Agree'. Table 1 represents the demographic characteristics of the participants. While more than half of the participants (56.6 %) are health professionals such as doctors, nurses, pharmacist, 28.4 % of the participants are working as IT specialists in healthcare organisations. The other participants are from administrative staff or related area. This is similar to the real distribution in Saudi healthcare organisations where health professionals are the majority of human resources in healthcare organisations [60] . 58.2 % of the participants have more than 5 years' experience in healthcare area and 41.8 % have less than 5 years' experience in healthcare area. The majority of the respondents are from Ministry of Health (MOH) in Saudi Arabia (63 %). The other participants (29 %) are from other governmental health organisations such as military hospitals and National Guard Health Affairs (NGHA). Only 8 % are working at private health organisations. This is close to the real situation of healthcare organisations in Saudi Arabia. 60 % of health organisations in Saudi Arabia are MOH organisations, 30 % are other governmental health organisations and only 10 % are private organisations [60] .
Sample characteristics
Regarding the size of the organisations, 58.2 % of the participants are in large organisations that have more than 500 employees. Only 37.3 %of the respondents are in small-and medium-sized organisations. 4.5 % of the respondents said they do not know about the size of their organisations.
There are five provinces in Saudi Arabia and the geographical distribution for the participants is as follows: Central Province (56.7 %), Western Province (29.4 %), Eastern Province (4.5 %), Western region (3.0 %) and Northern region (6.5 %). This indicates that most of the participants are working in Central and Western province which is expected since most of the main offices of the healthcare organisations in Saudi Arabia are located in those two regions and they have the majority of Saudi population [60] .
Validity and reliability
Reliability of the questionnaire is measuring the degree of internal consistency between the variables each construct [61] . Cronbach alpha test was conducted on the items of each construct to test the validity of the questionnaire and its internal consistency [57] . While Cronbach's alpha value ranges between one (perfect reliable) and zero (unreliable), values greater than 0.5 are considered to be acceptable [62] . All Cronbach's alpha values of the constructs of this research are greater than 0.5 except complexity. Therefore, the researcher decided to remove it from the research model since some of its component will be covered by other constructors. Table 2 shows construct reliability of all items. Factor analysis was implemented to determine the instrument construct validity. All items in the instrument have to meet the following criteria: the threshold of factor loading is 0.5 and eigenvalue is larger than 1.
As a result, 13 factors are extracted from the five contexts (see Table 3 ). The variables are labelled and abbreviated as follows: HA, hard financial analysis; SA, soft financial analysis; RA, relative advantage; TR, technology readiness; CO, compatibility; TS, top management support; CR, attitude toward change; RC, regulation compliance; TP, business ecosystem partners pressure; EE, external expertise; CI, CIO innovativeness; IE, internal expertise; PE, prior technology experience.
Cloud Computing adoption
In this paper, Cloud Computing adoption refers to the extent of Cloud Computing adoption status in Saudi healthcare organisations. The approach taken by Haddad et al. [44] and Lian et al. [13] was adopted to measure Cloud Computing adoption status. This item is a category scale in the questionnaire and responses to this question were classified as follows:
• I do not know.
• We have already adopted some Cloud Computing services.
• We intend to adopt Cloud Computing services in the next 2 years.
• We do not intend to adopt any Cloud Computing services for the foreseeable future.
The option (do not know) was used as an indicator to ascertain the amount of staff engagement in the organisation concerning the Cloud Computing adoption decision-making process. Among the participants, only 36.8 % participants reported that their organisations have adopted some Cloud Computing services. Software as a service (SaaS) is the dominant service model where about 84 % of the organisations have adopted some types of this model. This percentage of Cloud Computing adoption rate is similar to the percentage in Taiwan where 35 % of the hospitals using Cloud Computing solutions [13] . However, it is still low when it is compared with the adoption of Cloud Computing services among American healthcare organisations with 80 % [63] . Figure 3 presents the organisation's plan for Cloud Computing adoption among Saudi healthcare organisations.
Overall findings
The goal of this research is to identify factors that influence the adoption of Cloud Computing in Saudi Arabia's healthcare organisations. The authors have accomplished this by analysing the data collected from the survey. Among the five dimensions, the most important one is Business (mean 3.90), then Technology (mean 3.62), followed by Organisational (mean 3.49), Environmental (mean 3.47), and finally Human (mean 3.36); see Table 4 
Comparison between different groups
The result of the questionnaire showed that Saudi healthcare organisations are divided into three categories. The first category is the organisations that have already adopted some Cloud Computing solutions. The second category is the organisations that are planning to adopt Cloud Computing. The third category is the organisations that do not intend to adopt any Cloud Computing services for the foreseeable future. The researchers used analysis of variance (ANOVA) test to find any useful information that explain the difference between the three categories then they will be implemented in the research framework. ANOVA is a statistical test that assesses the means between the groups that the authors are interested in and examines whether any of those means are significantly different from each other [57] . Table 5 shows the mean for the different categories based on organisations adoption status for all constructors. The results showed that there are significant differences in 7 factors which are RA, relative advantage (p = 0.017); CO, compatibility (p = 0.002); CR, attitude toward change (p = 0.011); TS, top management support (p = 0.007); CIO innovativeness (p = 0.038); IE, internal expertise (p = 0.003); PE, prior technology experience (p = 0.015). The major differences in RA are between planning to adopt group (mean 4.16) and rejecter (mean 3.69). For CO, the major differences are among adopter (mean 3.73) and rejecter (mean 3.18). For CR and TS, the major differences exist between the adopter group and other groups. The differences have been found to be significant in IE, CI and between the adopter group and other groups. Among the five contexts, there was a significant difference in technology (p = 0.021) and organisational (p = 0.023). In technology context, the major differences are between adopter (mean 3.80) and rejecter (mean 3.43). In organisational dimension, the major differences exist between adopter (mean 3.89) and rejecter (mean 2.73) and between planning to adopt group (mean 3.36) and rejecter (mean 2.73). 
Discussion

Business context
The business context represents the consideration of business issues related to the adoption decision. The results show that business context is the most important context among the five contexts. Both factors (i.e. soft financial analysis and hard financial analysis) in this context have high values which represent the importance of business concerns on the adoption decision. Since Cloud Computing is a new way of delivering and dealing with computing services not a new technology [64] , many healthcare organisations evaluate the use of Cloud Computing from a strategic point view. This has been shown by making soft financial analysis as the most important factor among other factors. This can be supported by the finding of [65] where the researcher found that perceived benefits has positive impact on Cloud adoption decision. The perceived benefits of Cloud Computing may go beyond cost savings such as providing new services that could not be provided before [64] . Awosan in [66] found that increased focus on core business is a major reason for adopting the Cloud. However, other researchers found that critical business processes are negatively affected by Cloud adoption [26] . Another important variable in this context is the hard financial analysis where the cost of Cloud Computing solutions is considered. Cost effectiveness has a positive and significant effect on the decision to adopt the Cloud Computing in many studies [13, 44] . This result is expected since cost saving is one of the main drivers of Cloud Computing adoption. However, organisations should be careful of the hidden costs of Cloud Computing [26, 67] . Another finding of the current study is that there are no significant differences that exist between the different categories for all factors in business context. This may indicate that healthcare organisations in Saudi Arabia believe in the importance of considering intangible and tangible effects of using Cloud Computing.
Technology context
The technology context refers to the technical issues that will affect the decision of Cloud Computing adoption. This dimension is the second most important dimension. The relative advantages of Cloud Computing over traditional IT has been seen as an important factor for healthcare organisations. Thus, relative advantage was identified as second important factor in this study. This finding can be supported by other researchers who indicated that the greater the relative advantage to the organisation, the more willingness it will have to adopt Cloud Computing [16, 19, 44, 68] . Relative advantages of Cloud Computing will be seen in elements in addition to cost savings such as faster implementation time [69] . Compatibility and technology readiness were behind other factors (7th and 8th), respectively. However, their alignment was toward the generally agreed category where the mean of compatibility is 3.47 and the mean of technology readiness is 3.46. With regard to compatibility, it has been suggested that some organisations may have concerns about the compatibility of Cloud Computing with the organisations' information systems [68, 70] . Compatibility has been found to not have significant effect on Cloud Computing adoption in Saudi's academic organisations [19] . Other researchers found that compatibility has a positive impact on the Cloud Computing adoption decision in the services sector in Portugal [44] . One reason for this may relate to the organisation's decision priorities (i.e. cost or business processes) [68] . Variations in organisations' cultures and policies could be another reason [70] . Technology readiness was found to not necessarily influence Cloud Computing adoption or have negative impact on the adoption decision in some studies [16, 70, 71] . However, some studies indicated that technology readiness is a facilitator of Cloud Computing adoption [44] . One reason for this again refers to the variations in organisations IT infrastructure. Also organisations that intend to or have adopted Cloud Computing solutions have already made or will make some amendments over their infrastructure [16] . Changing security mechanisms could be an example of such required amendment [72] . This study shows that the relative advantage factor is more important for planning to adopt than for adopting. However, the adopter group could be faster in implementing Cloud Computing solutions because of other factors such as the availability of IS human resources and CIO innovativeness. Compatibility variable is also assessed as more important by adopters. This is expected since they are considered as innovators which are dealing with immature technologies such as Cloud Computing [16, 19] .
Organisational context
Organisational factors are the internal factors of an organisation that are controlled by the organisation itself [68] . While the organisational dimension is the a second most important dimension for adopter group, it is the least important dimension for the rejecter group. Both factors in this context present significant differences across different adopting groups. One factor of this dimension comes at 4th ranking among other factors which is 'Attitude toward Change'. The attitude toward Cloud Computing in Saudi Arabia in the current study is positive which consistent with other research which indicated that employees in managerial positions in Saudi organisations had positive attitudes toward Cloud Computing adoption [18] . However, other studies showed that Cloud Computing may face some resistance among the employees in institutions in different countries [69, 73] . One source of resistance to change could be from IT managers who are afraid of losing control of their IT sources [69] . Top management support plays a significant role in Cloud Computing adoption. Some empirical researches have shown that there is a positive relationship between top management support and adoption of Cloud Computing [13, 16, 36] . However, the result of this study indicated that healthcare top managers are in a neutral position about Cloud Computing adoption. This result is consistent with another study about Cloud Computing in Saudi's academic organisations [19] . Two reasons could be given to explain this result. The first reason is the immaturity of Cloud Computing services in Saudi Arabia [12, 19] . Secondly, some healthcare organisations' mangers may still have some concerns about the hidden costs of Cloud Computing or about data security and privacy. This study also shows that attitude toward change and top management support are more important for adopter organisations than hard financial analysis. Thus, this study also offers empirical evidence that top management support attitude toward change will play important role in the decision of adopting Cloud Computing.
Environmental context
Environmental factors are related to the external world in which the organisation conducts its business. In this study, three factors were considered which are regulation compliance, business ecosystem partners' pressure and external expertise. Only one factor comes as one of the five most critical factors affecting the decision of Cloud Computing adoption in Saudi healthcare organisations which is business ecosystem partners' pressure (mean 3.58). Healthcare organisations have many partners such as: suppliers, vendors and government agencies that affect and are affected by each other. External pressure has been found to be positively related with Cloud Computing adoption in many researches [19, 36, 74] . External pressure from (e.g. IT vendors) could be influential or in the case of governmental regulation could be compulsory [16] . Another related factor is the availability of external expertise that would support the healthcare institutes in adopting Cloud Computing solutions. This factor ranked as 6th among the factors. IT providers with good capabilities of support and reputation could influence the organisations' innovation adoption decision. The importance of the availability of external expertise is supported by other studies [26, 36] . It was also found that the lack of trust in Cloud services providers has negative impact on Cloud Computing adoption in other countries [66] . In this study, government legislation and policies have not been found to have high influence on Cloud Computing adoption in Saudi healthcare organisations. Other researchers [19, 44, 51] have indicated that regulation compliance is not a determinant of Cloud Computing adoption. It has been suggested that sector specific regulations may have negative influence on the decision of adopting Cloud Computing in healthcare environment [26] . There are two possible explanations for the finding of this study. The first one is that it is mandatory for healthcare organisations to follow compliance requirements so they do not need to consider it when making their decision about Cloud Computing [51] . The second reason may refer to the lack of regulations in Saudi Arabia regarding Cloud Computing services [19, 44] . However, Saudi healthcare organisations considering Cloud Computing adoption must take into account the fact that they must comply with all IT regulations in Saudi Arabia such as Computing and Networking Controls in Government Agencies Act. Additionally, healthcare organisations in Saudi Arabia must ensure that providers will apply specific security measurements and standards such as ISO/IEC 27002 and ISO/IEC 27001 standards [75] . Healthcare organisations also should include security requirements in their Service Level Agreements (SLA) or any other legal agreements [49] .This study shows that there is no significant difference between different groups for all factors in environmental context. A possible explanation is that Cloud Computing adoption decisions in Saudi healthcare organisations rely more on the internal needs and capabilities of the organisation rather than external pressure.
Human context
The human context was found to be less important dimension than the other dimensions. This finding is not consistent with another study [13] where the human dimension was found to be the second most important dimension among four different dimensions. All the factors in human context in the present study are found to be in a neutral position as following: internal expertise (mean 3.40), CIO innovativeness (mean 3.36) and prior technology experience (mean 3.33). Although the availability of internal IS expertise was found to be one of the most important factors that affects the decision on the adoption of Cloud solutions in Taiwanese hospitals [13] , this is not the case in Saudi healthcare institutions. The dependence of Saudi healthcare organisations on trading partners for their IT solutions could offer an explanation for this result. Another explanation for this may refer to the fear of downsizing of IT department staff [66] . The CIO innovativeness factor is not influencing Cloud Computing adoption decision in Saudi healthcare organisations. This finding is consistent with another study about Taiwanese hospitals [13] . This result is expected since hospitals usually are slow in adopting new information technologies due to the decision-makers' characteristics [43] . 
