ABSTRACT | This paper discusses the evolution towards the first integrated radio-frequency identification (RFID)-enabled wireless sensor network infrastructure using ultra-high frequency/ radio frequency (UHF/RF) RFID-enabled sensor nodes and inkjetprinted electronics technologies on flexible and paper substrates for the first time ever. The first sections highlight the unique capabilities of inkjet printed electronics as well as the benefits of using paper as the ultra-low-cost, conformal and environmentally friendly substrate for the mass-scale ubiquitous implementation of the first RFID-enabled wireless sensing applications.
I. INTRODUCTION
Radio-frequency identification (RFID) is an emerging and disruptive compact wireless technology for the identification of objects, and is considered an eminent candidate for the realization of completely ubiquitous ad hoc wireless networks especially if fused with other networks. However, like any newly developed technology, challenges occur that hinder its large-scale practical implementation. Those are: 1) cost, which needs to be extremely low, especially for the RFID tags' mass production, as well as for the existing ID infrastructure modification; 2) reliability, especially concerning tags/reader hardware and middleware; 3) regulatory compliance, meaning that tags have to abide to a certain global regulatory set of requirements, such as those set by global regulatory units [International Organization for Standardization (ISO) and Electronic Product Code (EPC)] [1] ; and 4) environmentally friendly conformal materials in order to minimize impact on environment as a result of used chemicals or materials in the fabrication process as well as RFID disposal.
In this paper, novel work on all major technologies involved in making ubiquitous, low-cost and large-scale RFID-enabled sensing infrastructures reality is presented. A visual concept of how these technologies link to each other, which is the backbone of this paper, is presented in Fig. 1 . This paper is organized as follows. Sections II and III underscore the benefits of inkjet-printed electronics on paper. Section IV illustrates the achievement of high-efficiency and integrability antennas on paper substrates. Three successful paper-based RFID-enabled sensing implementations are described in Section V. Section VI demonstrates the establishment of a communication link between one of the aforementioned RFID prototypes and a widely deployed wireless sensor network (WSN) to enable truly cognitive intelligence over extended physical distances on top of very low-cost wireless infrastructures.
II. INKJET PRINTING
A plethora of work has been published recently in printed electronics. Of the main techniques are screen printing [2] , [3] , which allows the printing of thick ink but without the minute control over the thickness of the ink being used, and gravure printing or flexography [4] , which is suitable for mass production; however, it suffers from low resolution that would prove detrimental to its applicability in radio frequencies (RF). Inkjet printing, on the other hand, offers an excellent control over both metallization thickness and printing resolution.
Inkjet printers were first introduced in the 1970s. Among the main contributors for the development of this technology are Canon, Epson, Hewlett-Packard, and Lexmark, who all happen to currently hold the majority of printer sales worldwide. This introduction of inkjet printing has also set the foundation of several other technologies besides the conventional printing (on paper), such as the 3-D printing. Inkjet printing technology is generally faster and costs less than other additive manufacturing technologies, not to mention it is easier. Printing conductive polymers and functional materials on cellulosebased substrates has also been achieved. Color filters in LCD and plasma displays have also seen great interest in the printing industry. Conductive traces for passive or active circuitry such as antennas, filters, frequency selective surfaces as well as nanoparticle microelectromechanical systems (MEMS) have not just been a hot topic in academic research but also have been applied in several industry processes, such as the printing of RFID tags primarily for speed and low-cost characteristics [5] .
Modern inkjet printers operate by propelling tiny droplets of liquid down to several picoliters (pL) [5] , which is one of the main determining factors that contribute to the overall resolution of the print. In addition to that, the ink material, the substrate, the curing processes as well as the voltage waveform used on the jetting nozzles all play a role in the resolution, accuracy, and finally the success of the inkjet printing process. These have been studied in depth in this work.
Unlike etching, which is a subtractive method by removing unwanted metal from the substrate surface, inkjet printing jets the single ink droplet from the nozzle to the desired position; therefore, no waste is created, resulting in an economical fabrication solution. After the silver nanoparticle droplet is driven through the nozzle, it is necessary for the sintering process to follow in order to remove excess solvent and material impurities. Another benefit provided by the sintering process is the increase in the bond of the deposition with the paper substrate. The characterization of inkjet printing has been achieved in [6] . The conductivity of the conductive ink has been observed to vary from 0.4 to 2.5 Â 10 7 Siemens/m depending on the curing temperature and duration time.
In this research work, an inkjet printer with accuracy down to 1 pL is utilized. The inkjet printing is done in a horizontal bar-by-bar printing using a print head carrying a cartridge filled with the conductive nanoparticles, as shown in Fig. 2 .
III. PAPER AS AN RFID/WSN SUBSTRATE
Inkjet printing can be used efficiently to print electronics on paper substrates. In addition, paper can be made hydrophobic, and/or fire-retardant by adding certain textiles to it, which easily resolve any moisture absorbing issues that fiber-based materials suffer from [7] . Last, but not least, paper is one of the most environmentally friendly materials. Its high biodegradability, with respect to other ceramic substrates such as FR-4, allows it to turn into organic matter in landfills in only a few months.
However, due to the wide availability of different types of paper varying in density, coating, thickness, texture, and, implicitly, dielectric properties, dielectric RF characterization of paper substrates becomes an essential step before any RF Bon-paper[ designs are applied. The knowledge of the dielectric properties such as dielectric constant ð" r Þ and loss tangent ðtan Þ become necessary for the design of any high-frequency structure, such as RFID antennas, on the paper substrate and more importantly if it is to be embedded inside the substrate. Reported characterization of commercial paper samples feature values of dielectric constant between 3 and 3.20 and for loss-tangent between 0.02 and 0.05 for frequencies up to 7 GHz.
IV. ANTENNAS FOR RFID AND SENSOR INTEGRATION
Antennas play a very critical role in the range and the topology of wireless sensor nodes, especially in rugged environments, such as metal mounted or wearable topologies. Their shape, geometry, and dimensions are controlled by numerous challenging specifications including omnidirectional radiation pattern, wide bandwidth, miniaturized size, as well as flexibility and low cost, which are reflected by the choice of the paper substrate. It has to be noted that load-pull measurements have to be performed on the power amplifier of the RFID transmitter/IC in order to determine the optimum impedance for antenna matching. All three antennas shown in this section were developed using inkjet printing onto paper substrates.
Half-wavelength dipole antennas are among the most commonly used antennas for RFID applications. They can be folded and tapered for more compact size and wider bandwidth [8] leading to configuration similar to the tapering U-shaped half-wavelength dipole structure [9] that is used in one of the wireless sensor modules, presented in Fig. 3 , due to its compactness capability to allow for the placement of circuit components in close proximity. It has to be noted that RF chokes have to be added in order to minimize the coplanar interference of antennas and components The simulated return loss or S 11 for the antenna with respect to the power amplifier's (PA's) optimum load impedance is shown in Fig. 3 showing good impedance match at the design frequency of 904.4 MHz with a À10-dB bandwidth of 60 MHz. The simulated and measured 2-D radiation patterns for the E-plane and 
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H-plane cuts of the structure, as shown in Fig. 4 , demonstrate reasonably good agreement with maximum directivity of 1.54 dB.
Lately, there have been numerous efforts to integrate RFIDs and sensors with cell phones. With the use of ground plane, monopole antennas can be very effectively used to shield the antenna radiating structure from a number of parasitics that can be introduced from its surrounding. Monopoles also have a wide input bandwidth. Z-shaped folded monopole antennas, such as the one shown in Fig. 5 fabricated using inkjet printing, feature very effective return loss and radiation characteristics when integrated with typical capacitive RFID ICs, respectively, as typical antenna input values are around 35-j65 ðÞ.
At times, RFID and wireless sensor nodes are required to have the capability to connect to WiFi networks, especially for logistics or container tracking applications. Paper-based inkjet-printed technologies can be easily extended to incorporate these bands. This is shown by the return loss of a benchmarking strip-fed dual-band antenna, shown in Fig. 6 , operating in the 2.4-and 5-GHz frequency bands with dimensions of 20 mm Â 32.5 mm Â 156 m with a 50-characteristic impedance. For this high-frequency design, a piezoelectric inkjet-printing cartridge with a high-precision cartridge that sprayed 10-pL droplets was used. The use of seven silver nanoparticle inkjet-printed layers, the continuous sintering of the substrate during the fabrication process at 60 C with the hot base plate of the printer, and the curing of the antenna structure in an industrial oven at 120 C for ten hours have all contributed to achieve maximum conductivity around 2.5 Â 10 7 S/m and maximum antenna efficiency.
V. RFID AND SENSOR INTEGRATION
Integrating sensors with the RFID tags renders the whole system capable of not only tracking, but also providing real-time cognition of aspects of its status or its environment (e.g., storage conditions of perishable items, such as food). The ultimate goal is to create an easily deployable and Brugged[ intelligent network of RFID-enabled sensors. In this section, we present three prototypes on paper encompassing active (battery-enabled) and semiactive (batteryless/power scavenging) architectures that demonstrate the great multitude of applications of RFID-enabled sensors on paper. The first prototype has to do with wireless temperature sensing using Bactive RFID[ approaches. At the heart of the system is an integrated 8-bit microcontroller unit (MCU), which uses a high-performance reduced instruction set computing (RISC) architecture and is programmed using assembly code. Energywise, it is designed to operate in three different modes, namely BUNMOD,[ BSENSE,[ and BSLEEP,[ which can be selected with a push button.
In BUNMOD[ mode, the MCU is programmed to turn on the communication module, and have it send out an unmodulated signal at the design frequency of 904.4 MHz. In this mode, during the full unmodulated signal transmission, the power consumption is measured to be 36 mW, which enables the RFID tag to operate for a maximum period of 3.75 hours with a 3-V battery capable of supplying 45 mA hours [12] . In BSENSE[ mode, the MCU reads temperature values from an external temperature sensor and uses the communication module to send out this information using an initially amplitude shift keying (ASK) and later on frequency shift keying (FSK) modulated signal. The ASK mode was chosen for easier wireless link measurements and was replaced by the FSK modulation for the communication with the WSN MICA2 mote's TI CC1000 transceiver, as described in Section VI. Regarding the BSLEEP[ mode, the MCU is programmed to disable the communication module and go into sleep mode, an extremely low-power state (1.8 W), in order to conserve power [13] .
The averaged temperature sampling of the Microchip TC1047A analog temperature sensor in the BSENSE[ mode is done with the MCU integrated 10-bit analog-to-digital (A/D) converter and stored in the MCU's program memory in its digital form. The digitized sensor data is then bit encoded using a complete two-subcarrier cycle Miller bit encoding; one of the most common symbol types used in RFID's GEN-2 protocol [14] .
The data transmission frequency of 904.4 MHz is generated with the help of an external crystal oscillator fed into the communication module of the IC as shown in Fig. 7 , which comprises a phase lock loop (PLL) module with a PA at the output of the wireless transmitter. The MCU is programmed to hold off on communication until a PLL has been reached [15] . The MCU is programmed to modulate the PA causing ASK modulation [12] . The modulation by the MCU is carried out in the same sequence as the bit encoded sensor data that is sampled and averaged during the previously described BSENSE[ mode. The output data rate is generated by using the internal clock of the MCU to toggle the RF PA.
To achieve good impedance matching, the PA was characterized with a load pull analysis at 904. 4 MHz from which its optimum load impedance was determined to be 36.95-j71.77 .
The presented wireless sensor module prototype using a dipole antenna was printed on a 2-D (single-layer) paper module and is shown in Fig. 7 . It consists of the MCU, a 3-V Li-ion battery, and discrete passives for clocking and triggering purposes. To ensure maximum conductivity and antenna efficiency, the entire circuit was printed over with 12 layers of silver ink resulting in a conductor thickness of 12 m [16] .
Next, the wireless sensor modules were assembled on the printed circuit. Multiple assembly methods were experimented in order to find a reliable alternative for mounting components, which include silver epoxies and conductive tapes. The entire assembly process had to be carried out in a multistep process to ensure high conductivity of the silver epoxy without damaging the components while curing it at high temperatures.
To test the functionality, the sensor module was triggered to operate in the BSENSE[ mode while placed at different temperatures and its wireless data recorded on a real-time spectrum analyzer (RTSA) as shown in Fig. 8 . The transmitted sensor data show good agreement with the actual measurements carried out with a digital infrared thermometer, whose accuracy is AE2.5 C. Range measurements carried out on the tag using free space and two ray tracing [17] loss propagation models show the range achieved to be between 25.32 and 357.66 m for different receiver sensitivities (À65 to 
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À111 dBm) [19] , [20] while keeping clear the first Fresnel zone [9] . An RFID reader with an antenna of 6-dBi gain was used to measure this range [18] .
A wearable electronics application that successfully demonstrates the use of paper as a substrate of a batteryless semiactive RFID tag mounted around a sports shoe for identification purposes is shown in Fig. 9 . The inkjetprinted BNike[ logo-shaped antenna which appears on both long sides of the shoe, functions as a dipole with its center feeding located at the back of the shoe where the Linx TXE-433-KH2 [11] transmitter is mounted. The traces of the circuit design are also inkjet printed. The information broadcast by the transmitter is a plain 10-bit ID.
A 4.7-F tank capacitor, which serves as the energy storage device, is charged by a piezolelectric push-button embedded in the sole of a shoe, which produces very high voltage potential but extremely low current when mechanical force is applied. The above energy harvesting device is followed by a step-down transformer, an alternating current/ direct current (ac/dc) diode bridge rectifier and a dc linear regulator to adapt the voltage across the capacitor to 3 V.
The 433-MHz shoe-mounted antenna has to be conformal so as to be mounted on the nonflat surface of the shoe and, as a consequence, its performance should be kept high in the presence of human body. Measurements showed that the bending of the antenna structure to fit the outer surface of the shoe and the close existence of the shoe itself and the human body cause the shifting of the resonant frequency down to 377 MHz, but the voltage standing wave ratio is still maintained below 2 at 433 MHz.
Within the same framework of designing environmentally friendly RFID tags, a separate effort to decrease the high economic and environmental costs involved with developing and discarding batteries has to be undertaken, especially in wearable and remote tracking applications.
The third prototype involved a novel batteryless solar powered wireless tag for remote tracking applications, shown in Fig. 10 . The unlimited and clean solar energy is harvested by a parallel configuration of solar cells interfacing to the tag through a power management circuit (PMU), which is in turn interfaced to the integrated 8-bit MCU housed in the same chip as the RF transmitter. The MCU transits from Bon[ to Bsleep[ mode and vice versa with the help of the PMU based on the amount of the solar energy collected across the charge tank capacitors. As expected, the parameters governing the performance of this system are the effective isotropic radiated power, the total transmit time, and the time interval between adjacent transmits. Power and wireless link measurements carried out between the tag and a commercial MICA2 WSN mote using a novel power efficient asynchronous communication verify the feasibility of this technology for providing localization services.
VI. INTERFACING WITH WSN MOTESVA QUANTUM LEAP
A centralized and efficient way of gathering, storing, and processing huge amount of data collected from RFID enabled sensors becomes crucial. In particular, the objective is to be able to Bread[ the RFID tags not only over long RF ranges but even from the other side of the planet and to render this gathering automated without involving the human in the loop at a low cost.
The solution to this problem can be the deployment of WSNs in between the RFID tags and the Internet, replacing existing RFID readers which are not only much larger in size than typical WSN motes but also two orders of magnitude more expensive. The bridging of the world of the RFIDs with that of WSNs brings in the spotlight the new area of Bubiquitous RFID networks,[ which can provide truly cognitive intelligence over extended physical distances on top of very low-cost and mature wireless infrastructures. Within the scope of this paper, the WSN motes are not anymore the lower level network devices; their primary task is not as data generators, sensing the world, but as data routers relaying the RFID sensed traffic through wireless multihop links to one or more sinks. Communication between the communication module of the aforementioned paper-based RFID tag and the Fig. 9 . Wearable ''smart-shoe'' piezo-scavenging tag on paper. 
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commercial TI CC1000 transceiver-based Crossbow's MICA2 WSN mote [21] has been achieved for the first time using a very simple but power efficient communication protocol.
For the RFID sensor described in the previous section to be able to relay its packet to the WSN infrastructure both parts are required to Bspeak the same language.[ From the networking open systems interconnection (OSI) reference layer design [22] perspective, this means that not only should there be physical layer (PHY) compliance in terms of the RF transmission from the RFID tag, which for energy efficient reasons carries a transmitter and not a transceiver, but also the transmitted packet has to implement the proper link layer [medium access control (MAC)] encapsulation. More specifically, in regards with the physical layer, first the transmission has to be done over a supported frequency band from both sides, which in this case is 904.4 MHz, and second, the transmitted signal has to be FSK modulated meeting specific frequency and modulation requirements. It should be noted that the transition from the ASK mode of the communication module, used in Section V, to the FSK mode required modifications in the assembly code and the introduction of passive components on the system in order to enable pulling of the PLL crystal by a controlled amount by the MCU thereby modulating the RF output going into the antenna with respect to the frequency. Regarding the link layer, the WSN mote is expecting a specific bit sequence before extracting the payload, which is the actual information carried. This Boverhead[ is not only used for communication protocol purposes but can provide topology-related knowledge and error handling functionality, as described later. The format of the packet sent from the tag consists of the following fields: preamble, sync, addr, type, group, length, payload, and cyclic redundancy check (CRC). The first two fields are used for the synchronization of the receiver's clock and the latter field, CRC, helps eliminate bit errors occurring within the sent bit sequence by successfully recognizing a corrupted packet and discarding it [21] .
Additionally, in order to achieve this RFID tag to WSN mote communication, a NesC [23] code, representing in this case the middleware, was developed so that the packets transmitted in regular intervals from the RFID tag are not only successfully captured but are also Btranslated[ to the packet format compatible with the deployed WSN routing protocol and piggybacked with application-related information, such as unique mote ID and received signal strength indicator in dBm. The motes comprising a WSN are interconnected with wireless links and are capable of relaying radio messages to a base station where they are passed to a data base, as depicted in Fig. 11 . The networking service required above the physical layer is offered by XMesh [24] , a fully featured multihop, ad hoc, mesh networking protocol developed by Crossbow (Milpitas, CA), which meets the requirements posed by most challenging environments.
Regarding the battery lifetime expectancy of the RFID tag, longer term operation is achieved by minimizing the power consumption of the radio transmission. Instead of transmitting high strength signals over long single-hop wireless links, it is more power efficient to relay packets a number of times over lower strength shorter links, as discussed in [25] . At the same time, as long as nodes are located within direct radio range of others, hopping effectively extends radio communication over higher ranges overcoming nonline-of-sight and path loss effects. The topology is both self-organizing and self-healing. In regards with the latter feature in particular, not only does the topology have the ability to sustain sensor network functionalities without any interruption due to sensor node failures but also, because of the bidirectional communication, the base station can adjust certain operating parameters of the sensors, in response to health information received including radio traffic, battery voltage, and parent's node radio signal strength indicator [24] .
As is the case with any wireless network, the purpose of the cost metric is to minimize the total cost it takes for any mote to transmit to the base station. It is important to note that, instead of hop count which is the traditional distance vector routing cost metric, XMesh uses the minimum transmission cost metric, which minimizes the total number of transmissions in delivering a packet over multiple hops to a destination.
Since the packet transmissions have been observed to suffer from bit errors, the rate of which depends on the characteristics of each wireless environment, CRCs are performed. As the name implies, in this case, no error correction or recovery is offered but only error detection.
VII. CONCLUSION
In this paper, the first ever paper-based sensor-enabled RFID tags that can communicate with WSNs for ultraenhanced ranges are presented. Inkjet-printed electronics Lakafosis et al.: Progress Towards the First Wireless Sensor Networks technologies on flexible and paper substrates coupled with power-scavenging and novel miniaturized antenna approaches set the foundation for low-cost, conformal, and environmentally friendly RFID-enabled sensing platforms up to frequencies above the IEEE 802.11b WiFi. The complete process, including the system and antenna design, circuit layout, printing methodology, assembly techniques, and power scavenger integration for the fabrication of this new ultra-low-power class of wireless sensors, has been outlined. Details about the first ever reported communication link between the tag's transmitter and one of the most widely deployed WSN motes, effectively replacing the much more expensive RFID readers, have been discussed. As a conclusion, this paper establishes a bridge between the RFID and the WSN domains combining their respective benefits of low cost, low power, flexibility, and ad hoc networking. It could be the first step for ubiquitous RFID/wireless sensing offering truly cognitive intelligence with an additional emphasis on Bgreen[ approaches, as well as easy Bon-the-fly[ deployment in numerous challenging environments, such as logistics, inventories, perishable material monitoring, Bsmart skin, [ Currently, he is a Graduate Research Assistant with the Georgia Electronic Design Center, Atlanta. His works so far have been in areas of antenna design in the millimeter-wave and UHF range, design, and development of wireless sensor modules on ecofriendly organic substrates using inkjet-printing techniques primarily for remote tracking, wireless sensing, and localization applications. His current research involves combining wireless, embedded systems and power electronics circuit design techniques in the design and prototyping of enhanced range, power scavenging tags for RFID, and remote tracking applications. His work has been accepted in several well-known IEEE conferences on microwave, antenna design, and ubiquitous computing. 
