Consumers ' trust 
Introduction
With the development of the Internet and mobile device technology, the delivery of services has changed from face-to-face to electronic exchange or e-service. E-service allows consumer to interact with service providers without the constraints of time and space (Beldad et al., 2010) . Unfortunately, uncertainties still characterize the use of eservices and varying degrees of consumer adoption and engagement in the use of eservices has been noted (Featherman and Pavlou, 2003; Kim et al., 2009a) . The uncertainties arise because the technology mediated nature of e-service creates a temporal and physical distance between consumer and provider, which can lead to opportunistic behaviors (Gefen et al., 2003a; Dinev and Hart, 2006) . These uncertainties result in increased consumer perceptions of risk and elevate the need for trust in electronic exchange relationships (Pavlou, 2003) . Consumers' trust beliefs have therefore been considered amongst the most important psychological states influencing their online behaviors (Pavlou and Gefen, 2002; Pavlou, 2003; Kim et al., 2008) . Past works have associated trust with adoption and use in e-service contexts such as e-commerce/e-shopping (Jarvenpaa et al., 2000; Corbitt et al., 2003; Gefen et al., 2003a; Pavlou, 2003; Teo and Liu, 2007; Kim et al., 2008; Zhu et al., 2011) , e-banking (Yousafzai et al., 2009; Luo et al., 2010) , online health care services (Zahedi and Song, 2008; Egea and Gonzalez, 2011; Mou and Cohen, 2014) , online legal services (Cho, 2006) , mobile payment services (Lu et al., 2011 ) and e-government (Horst et al., 2007; Bélanger and Carter, 2008) .
Without trust, consumers are less likely to engage in e-service usage and therefore the economic potential of e-services is lessened (Walczuch and Lundgren, 2004) . Moreover, the potential benefits of non-commercial eservices, such as e-government or consumer e-health services, are also likely to go unrealized (Bélanger and Carter, 2008; Yi et al., 2013) .
Given its importance to so many contexts, researchers have unsurprisingly turned their attention to examining the antecedents of consumers' trust beliefs (e.g., McKnight et al., 2002; Gefen et al., 2003a; Kim et al., 2008) . These studies have highlighted the importance of antecedents such as perceived institution size and market share of the online vendor (Jarvenpaa et al., 2000; Teo and Liu, 2007) , perceived vendor or brand reputation (Jarvenpaa et al., 2000; Pavlou, 2003; Teo and Liu, 2007; Kim et al., 2008) , the role of structural assurances (Chandra et al., 2010; Zhu et al., 2011) , and even individual factors such as propensity to trust (Pavlou and Gefen, 2004; Nicolaou and McKnight, 2006; Teo and Liu, 2007; Kim et al., 2008) . However, these efforts have been disconnected and have not been integrated so as to provide an answer as to which are the most important antecedents of trust. Previous studies summarizing the antecedents of trust are mostly literature reviews (e.g., Grabner-Kräuter and Kaluscha, 2003; Walczuch and Lundgren, 2004; Wareham et al., 2005; Beatty et al., 2011) , which have not provided aggregate effect sizes so as to determine the most significant factors. Where meta-analytic studies into trust have been carried out, those have mostly focused on the context of e-commerce (e.g., He, 2011) , rather than the broader domain of e-services that include both commercial and noncommercial contexts. Moreover, they have not addressed the contradictory findings regarding the antecedents of trust. For example, the effects of consumer familiarity with the online vendor has been found an important antecedent of trust in one study (Gefen, 2000; Gefen et al., 2003a) whilst not significant in another (Cho et al., 2007) . Moreover, privacy concern was significantly correlated with trust in Chiu et al. (2009) but not in Bansal et al. (2010) . Explanations for such variations in previously reported effect sizes have not been adequately examined. Thus existing efforts fail to provide us insights into those antecedents that are universal across e-service contexts and those that might be relatively more or less important depending on the type of eservice. Other potential moderators such as culture and population under study might impact the relative effects of previously examined antecedents of trust.
The purpose of this study is therefore to contribute to the e-service literature by comprehensively identifying and classifying the antecedents of trust in e-services, and thereafter identify which antecedents are important to form consumer trust. We adopt a broad definition of e-services so as to include both commercial (e.g., e-shopping and e-banking) and non-commercial (e.g., e-health and e-government) e-services. Because there may be sufficient differences in correlations across studies, it is also important to determine the extent to which these effects are moderated by factors such as culture, type of e-service and sampling strategy. Specifically, we pose the following research questions: RQ1: What are the key antecedents of trust in the e-service context?
RQ2: To what extent are these antecedents moderated by factors such as culture, type of e-service, and sampling strategy?
To answer these questions this study adopts a meta-analytic approach to determine bare-bone effect sizes (corrected sampling error), true-score effect sizes (corrected measurement error), and homogeneity tests for determining potential for moderating effects.
Our study has implications for both research and practice in a number of ways. First, our study classifies the antecedents of trust into vendor and institution-based; technologicalbased; knowledge-based and consumerbased which can provide a useful framework for future research. Second, our study can help researchers better understand which antecedents are important to form consumer trust in the eservice context. By comparing the intensity of effect sizes and moderation effects, our results will also reveal important factors on which e-service providers may wish to concentrate their trust building efforts. Online providers will thus be better positioned to establish their online service offerings and build better e-service promotion strategies across different context and consumer cultures.
In the next section, we discuss e-services and prior research on trust in e-services. We then develop a classification of the antecedents of trust and present a research model that underpins our meta-analytic investigation. Next, the methodology and approach to the meta-analysis are outlined. At last, results are presented and the paper concludes with a discussion and implications.
Literature Review and Research Model
E-service de Ruyter et al. (2001) define e-service as "an interactive content-centered and Internet-based customer service". Later, Rowley (2006) defined e-service as any "deeds, efforts or performances whose delivery is mediated by information technology (including the Web, information kiosks and mobile devices)". E-services not only facilitate provider-to-consumer interaction but also offer lower-cost of transaction and increase consumer choice (de Ruyter et al., 2001; Rowley, 2006; Teo and Liu, 2007) . In this study, e-service is thus defined as any service whose delivery is enabled by Internet technologies, and incorporates a large self-service component i.e. where consumers co-produce the service outcome through their interaction with these technologies. Under this definition, e-services include forms of business-to-consumer e-commerce such as e-shopping, e-banking services (including both mobile and Internet banking), e-health services (e.g., online health information), egovernment services such as online tax, online legal services, and mobile payment services amongst others.
The emergence of e-services brings a number of benefits to e-service providers e.g., broadening their market reach and lowering of entry barriers to new markets (Lu, 2001) . For consumers, e-services offer convenience, lower cost of transacting and accessibility (de Ruyter et al., 2001; Boyer et al., 2002) . Despite these various benefits, e-services are also associated with numerous uncertainties. The virtual environments within which e-services occur are prone to security and encryption problems (Vassilakis et al., 2005) . Moreover, the technology mediated nature of e-service creates a temporal and physical distance between the service consumer and the service provider, which can lead to opportunistic behaviors such as misrepresentation, unfair pricing, conveying inaccurate information and violations of privacy (Gefen et al., 2003b; Dinev and Hart, 2006; Kim et al., 2008) . Consideration of these uncertainties has led past research to examine trust as an important factor facilitating the adoption of e-services by consumers (de Ruyter et al., 2001; Mou and Cohen, 2014) .
Trust
Trust plays an important role in exchange relationships between organizations and their customers (Corbitt et al., 2003; Teo and Liu, 2007) . Rotter (1967) defines interpersonal trust as "the belief that a party's word or promise is reliable and a party will fulfil his/her obligations in an exchange relationship". In the online context, researches have distinguished between trust in the website interface (e.g., Dinev and Hart, 2006; Liao et al., 2011) and trust in the e-service provider (e.g., Gefen, 2002; Pavlou and Gefen, 2004; Nicolaou and McKnight, 2006; Kim et al., 2008 Kim et al., , 2009a . Trust in the website interface implies Internet websites are a secure and reliable environment from which to access the service and exchange information with others (Liao et al., 2011) . Trust in the eservice provider is defined as the consumer's belief in the integrity, ability and benevolence of the vendor (Rotter, 1967; Morgan and Hunt, 1994; Bhattacherjee, 2002; Pavlou and Gefen, 2002) and their willingness to be vulnerable to actions taken by the vendor based on their feelings of confidence and assurance (Gefen, 2000) . If e-vendors are not considered trustworthy, they will lose their customers (Zhu et al., 2011) . Past studies indicate that trust in the e-service provider is the more important (proximal) determinant of consumer acceptance of an e-service than trust in the website platform (Mou and Cohen, 2013) . Consequently, we focus here on the antecedent of consumers' trust beliefs in the e-service provider.
Antecedents of Trust in e-Service Provider
Past researchers have classified the antecedents of trust in a number of ways. Unfortunately, there is no generally agreed classification framework. However, there are some common categories that can be discerned which input into our framework. Initially, Gefen et al. (2003a) classified trust antecedents as calculative-based, institution-based (structural assurances and situational normality), and knowledge-based (familiarity). Later, Kim et al. (2008) classified the antecedents of trust in the ecommerce context as cognition-based, affect-based, experience-based and personality-oriented. He (2011) systematically reviewed the antecedents of trust in e-commerce and classified them as: personal characteristics-based, knowledgebased, deterrence-based, social influencebased, technological attributes-based, vendor image-based and institution-based.
Common to all these previous classifications are a focus on the inclusion of vendor related factors such as reputation and vendor size, technology related factors such as perceived usefulness and perceived ease of use, individual consumer such as disposition to trust, and knowledge or experience related factors such as familiarity. Consequently, we classify the identified antecedents into four categories, which we label as vendor and institutionbased antecedents, technological-based antecedents, knowledge-based antecedents, and consumer characteristics-based.
Based on above discussion, the four categories representing the antecedents of trust that will be investigated in this metaanalysis are presented in Figure 1 together with the potential moderators of their links with trust. These are discussed next. 
Vendor and Institution-Based Antecedents
In the field of e-commerce, past works have identified vendor and institution-based factors as important determinants of trust for new consumers (He, 2011; Koufaris and Hampton-Sosa, 2004) . Amongst these, vendor size, vendor reputation, and vendor's ability for customization, along with institutional influences such as perceived privacy protection, perceived security protection, perceived structural assurances, situational normality, service quality and perceived risk have been subject to the most attention. Our vendor and institutionbased antecedents can be traced to various theoretical underpinnings. A set of vendor and institution-based antecedents (e.g., reputation, structural assurance) have been suggest by economic and marketing literature. Transference theory of trust suggests that trustors will draw on other sources (e.g., words and actions of other people in the market) as a basis for inferring trustworthiness of a party with whom they have no direct experience (Doney and Cannon, 1997) . In marketing settings, perceived online firm size can also be used as a signal to evaluate trustee's trustworthiness (Javenpaa et al., 2000) , which we discuss further below. Structural assurance and situational normality are from institution-based trust literature, which is suggested by McKnight et al. (1998) . The relationship between customization and trust relates to social psychology literature (Coelho and Henseler, 2012) . Theories of competence-based and calculative-based trust-building provide the theoretical basis for considering privacy and security perceptions as antecedents of trust (Pavlou, 2001) . While uncertainties in social exchange magnified by the uncertainties 6 associated with the temporal and physical distances between parties on the Internet give rise to risk perceptions that increase the need to trust (Dowling, 1986; Pavlou, 2003) . Each antecedent is discussed further below.
Vendor reputation refers to the consumer's belief that the vendor's website, or e-service provider, or brand has a good public image, and it is popular for consumers (Pavlou, 2003; Kim et al., 2008) . Good reputation can create trust in e-commerce and increase consumers' beliefs about vendor competence, benevolence, and integrity (McKnight et al., 2002) . Kim et al. (2008) found that vendor reputation positively affected trust in online shopping.
Perceived size of the vendor refers to consumers' perception of physical size of the vendor e.g., number of employees or market share (Kim and Park, 2013) . Perceived size can influence trust because larger institutions are considered more capable of reliably facilitating online transactions (Kim and Park, 2013) . Past studies have therefore considered perceived size as an antecedent of trust (e.g., Koufaris and Hampton-Sosa, 2004; Teo and Liu, 2007; Kim and Park, 2013) .
Customization refers to the e-service provider's ability to implement a strategy to supply personalized services or products to their consumers (Srinivasn et al., 2002; Komiak and Benbasat, 2006) . Some researchers (Koufaris and Hampton-Sosa, 2004; Komiak and Benbasat, 2006) considered that such customization offerings can promote trust. This is because the perception of a provider's willingness to customize a service offering provides a basis for a belief in the provider's competence and integrity. E-service providers often collect customer's personal and/or financial information during transactions (Hagel and Rayport, 1997) . For trust to materialize, a consumer should have a strong perception that security controls have been implemented by the vendor to ensure a safe online transaction environment (Kim et al., 2008) .
Moreover, loss of privacy is one of the major concerns in online transacting (Malhotra et al., 2004) . If an e-vendor can protect consumer's privacy, this can also improve consumer trust.
Perceived structural assurances refer to a consumer's assessment that transaction success is likely due to the existence of safety nets such as legal recourse, guarantees, and regulations that exist to protect the consumer (Gefen et al., 2003a) . According to this view, if a website or eservice transaction platform is considered to be underpinned by such assurances then trust is more likely.
Situational normality refers to consumers' perception of the e-service transaction process as being normal (i.e. akin to a real world encounter) (Gefen et al., 2003a) . If consumer perceives the transaction as being normal, they will feel more comfortable engaging in the transaction and hence demonstrate increased trust beliefs (Walczuch and Lundgren, 2004 ).
Service quality refers to quality of the service or support that the consumer received from the service provider, such as the service's responsiveness, accuracy (Petter et al., 2013) . Moreover, when consumers interact with an e-service provider, high service quality can also increase consumer trust (Zhou, 2011) .
Trust and perceived risk are also intuitively related to one another. One view is that risk perceptions are antecedent to trust because if the uncertainties and risk of loss are perceived to be low then there is less need to form trust perceptions (Dinev and Hart, 2006) . Similarly, higher levels of risk perception will increase a consumer's need to trust (Corbitt et al., 2003) .
Technological-Based Antecedents
Based on past trust research (Gefen et al., 2003a; Pavlou, 2003; Zhou, 2011) , this study identified four technological-based 7 antecedents.
These are: perceived usefulness, perceived ease of use, information quality, and system quality.
Perceived usefulness (PU) refers to the degree to which a consumer believes that using the e-service would enhance his/her performance or effectiveness. Perceived ease of use (PEOU) refers to consumers' perceptions on whether the e-service is easy/difficult or flexible to use and interact with. These antecedents trace back to the Technology Acceptance Model of Davis (1989) . When online consumers think eservice interaction media is easy to use and useful, they are more likely to trust the eservice provider (Koufaris and HamptonSosa, 2004) . Moreover, Chen and Barnes (2007) argue that useful and easily understood information on web sites can lift the degree of online trust. Prior empirical studies support a link between PU, PEOU and trust (Gefen et al., 2003a; Pavlou, 2003; Wang and Benbasat, 2005) . Therefore, we expect that PU and PEOU would impact on trust beliefs.
Information quality and system quality are major components of the IS Success model (DeLone and McLean, 2003) . Information quality refers to the desirable characteristics of the systems outputs such as information accuracy, currency, timeliness and sufficiency (Petter et al., 2013) . Systems quality refers to the desirable technical and operational characteristics of an information system such as systems' functionality, response time, navigation ease, among others (Petter et al., 2013) . Therefore, we considered information quality and systems quality as technological-based antecedents. Beldad et al. (2010) argue that accurate, current and complete information can increase consumers' trust beliefs when they are transacting online. McKnight et al. (2002) argue that in initial trust building stage, high quality web site (i.e., system quality) can lead consumers' towards high trusting beliefs.
Consumer Characteristics-Based antecedents
Individual characteristics as antecedents of technology usage behaviors have been widely studied in the field of information systems (e.g., Lewis et al., 2003) . Amongst these, a consumer's disposition to trust (DTT) is considered to play an important role when a consumer is interacting with an unfamiliar party (e.g. the e-service vendor) and it also can provide a necessary background for the formation of trustbuilding (Gefen, 2000) . DTT is identified in the Initial Trust Formation Model (McKnight et al., 1998) . Disposition to trust will be important to how consumers build interpersonal relationships (McKnight et al., 2004) .
Knowledge-Based Antecedents
One of the reasons trust becomes an issue in e-service is because consumers may have little prior experience with the e-vendor (McKnight et al., 2002) . Based on previous research, knowledge-based antecedents have been mainly identified as personal familiarity with the provider (e.g., Gefen et al., 2003a; He, 2011) . Whilst reputation is a market-based signal, such as a good public image and popularity amongst consumers, familiarity is based on an individual consumer's past personal interactions with the vendor. Familiarity created through an interactive process where consumers and providers can get to know each other so as to better predict each other's behaviors (Lu et al., 2011) . Familiarity can reduce uncertainty and simplify interpersonal relationships (Gefen, 2000) . As a knowledge-based antecedent, familiarity is suggested by the theory of Trust and Power (Gefen, 2000) . According to this theory, familiarity helps consumers to better understand the environment and the trusted party. Consumers learn to use particular interfaces and transact through the website or similar platforms, and they use these interactions to accumulate knowledge of the provider. This increased familiarity with both the e-service platform and the e-service provider can increase trust beliefs (Gefen et al., 2003a) .
Moderators of the Links between Trust and Its Antecedents
Variation in the size of the effects between the above discussed antecedents and trust is observed in past studies. Understanding the causes of such variation (or lack of homogeneity in effect sizes) is important to any meta-analysis. Past meta-analyses of technology acceptance model and IS continuance model (Schepers and Wetzels, 2007; Islam and Mäntymäki, 2011) have considered the culture (Western versus Eastern) and population under study (student sample versus non-student sample) as potentially important moderators. For example, in Eastern cultures people may rely more on familiarity when building trust whilst in Western cultures people may rely more on privacy protection and risk perceptions when building trust.
E-services are both commercial (e.g., online shopping) and non-commercial (e.g., egovernment) in nature. Mou and Cohen's (2013) study considered that the type of eservice might be an important moderator between consumer trust and acceptance. Trust was found more strongly associated with acceptance of commercial e-services. Trust antecedents such as perceived risk, security, and reputation may have greater salience in contexts where financial loss may occur. Perceived usefulness, system quality and information quality may have greater importance to trust in other eservice contexts such as where performance and time loss may occur. Moreover, in contexts with a single provider (e.g. e-government) then trust may have less to do with factors such as reputation and more to do with factors such as privacy.
Numerous e-service studies have been carried out using student samples. A question that often arises in the use of such convenience samples is whether results are biased upward or downward and whether conclusions are generalizable back to a broader consumer population. Although some studies argue that when general theories are under examination, the use of student samples is valid and appropriate (Compeau et al., 2012) , its remains an empirical question as to whether differences in average observed effects sizes exists across student and non-student consumer samples.
Research Methodology
Meta-analysis is defined as "the statistical analysis of a large collection of analysis results for the purpose of integrating the findings" (Glass, 1976) . Through synthesizing prior empirical findings, it allows us to understand which antecedents of trust are most important in e-service and thereby address the first research question. Meta-analytic techniques can identify heterogeneity in effect sizes across studies. This allows for subsequent examination of the influence of moderators that may account for observed inconsistencies in the effect sizes reported by prior studies. Accounting for any observed heterogeneity through examination of moderators addresses our second research question. Meta-analysis has been considered as an important technique to synthesize empirical findings in Information Systems discipline (e.g., Joseph et al., 2007; Schepers and Wetzels, 2007; Liang et al., 2008; He and King, 2008; Liu et al., 2011) . In the following sections we discuss our data sources and our criteria for inclusion of studies in the meta-analysis. We then discuss our procedures for data coding and analysis before presenting our results.
Identifying the Studies
To ensure the validity of the meta-analysis, we sought to include as many studies as possible. Based on our definition of eservice, we considered B2C, C2C electronic commerce, electronic banking, online health services, e-government, online financial advisory service, and mobile payment services, amongst others as the context of this study. In order to select the related studies for this meta-analysis, we followed four phases to ensure a systematic review of prior published studies (Liberati et al., 2009 Secondly, we specified the search terms for study selection. Our search terms included "consumer" or "customer" or "user" or "citizen" or "individual"; "use" or "adoption" or "acceptance" or "behavioral intention"; and "trust"; and variations of "e-service" or "e-commerce" or "e-banking" or "egovernment" or "e-health" or "mobile payment" or "online". The inclusion of search terms such as "use" and "adoption" was because of the importance of trust to consumer adoption and use of e-services, and we wanted to ensure identification of papers with a focus on trust in the context of e-service use and adoption.
Thirdly, to judge which articles to include we specified the inclusion and exclusion criteria. We further restricted the time frame to articles published (or in press) between January, 2000 to December, 2013. Prior to 2000 research on consumer behaviors was mostly focused on off-line transactions. All the studies had to be accessible to the authors through their university's library system and its comprehensive electronic database subscription. In order to select the studies for this meta-analysis, we followed the following inclusion and exclusion criteria. First, the articles must focus on e-service in an online environment (e.g., e-banking service, e-government service, etc). Second, the articles must be an empirical study. Third, the articles must report correlations and sample size. Finally, the studies must include variables reflecting "trust" or "trust belief" and one or more of the antecedents of trust discussed above. Based on our inclusion and exclusion, we therefore excluded articles not reporting on results of an empirical study or papers that did not report correlations (e.g., Kim et al., 2009b; Glover and Benbasat, 2011) . Furthermore, we also excluded papers where we were not able to resolve queries regarding the reported correlation matrix. In total, 67 published studies (see Appendix A) that were extracted via the research process met our inclusion/exclusion criteria and were therefore identified for inclusion in the meta-analysis.
The coding of the constructs for this metaanalysis is explained next.
Coding the studies
Each article was examined to extract data required for the meta-analysis. We independently coded the studies and discussions were held to resolve any disagreement.
We collected information on each study's sample size, inter-construct correlations and construct reliability coefficients. We identified that 35 studies were published in the last decade. 32 studies were published in the current decade. We classified articles based on the type of e-service under examination (e.g., commercial versus noncommercial). Based on the different culture dimensions (e.g., collectivism versus individualism) as identified in Hofstede and Hofstede (2005), we classified studies into Western or Eastern culture groups. Western culture groups were considered those high on individualism, whilst Eastern culture were high in collectivism. High power-distance countries were Eastern and low powerdistance is classified as Western. In classifying the culture dimensions, reference was made to Shao et al. (2013) . Furthermore, we identified whether studies employed convenience sampling through the use of student samples. Journal, authors and published date of the articles were also recoded. The studies are summarized in Table 1 . Commercial based e-services: e-commerce (37); e-banking (7); social commerce (2); mobile commerce (3) e-customer service (1); e-return service (1); web-based recommendation agents (1). Non-commercial based e-services: e-government (1); Internet (1); peer-to-peer sharing (1); location-based services (4); e-health (4); social networking (2); wi-fi hotspots (1); new technology (1). Culture* Western: USA (32); UK (4); Australia (1); Canada (2); New Zealand (2); The Spain (2); Greece (1); Italy (1); Germany (1); Ireland (1); European (1); Brazil (1) Eastern: China (10); Taiwan (7); Singapore (3); India (1); Malaysia (3); Korea (7); Qatar (1); Saudi Arabia (1). Mixed: Malaysia and Qatar (1). Non-specified (1).
Notes: * > 67 due to some studies examining more than one consumer population, which were analyzed as independent samples.
We considered conceptual and operational definitions to confirm consistency between the constructs employed in the study and our definitions of trust in e-service provider and the definitions of the antecedents of trust. Variables were coded as trust if they reflected a consumer's willingness to depend on the e-service provider based on a belief or confidence in the competence, ability, integrity, benevolence, credibility and/or reliability of the e-service provider.
McAllister (1995) posited a distinction between cognitive-based trust and affectivebased trust. While the former is focused on trust as a belief; the later involves emotional feelings or mood. Subsequent empirical studies into e-services have shown cognitive-based trust to be the more important of the two for predicting consumer behaviors (e.g., Jarvenpaa et al., 2000; Gefen, 2002; McKnight et al., 2002) . We therefore focused on cognitive trust i.e., trust as belief. We did not consider emotional or affect-based trust in this metaanalysis (e.g., Komiak and Benbasat, 2006) . We also were careful to distinguish trust in provider in our focus versus trust in website (e.g., Lee 2005). The antecedents of trust followed the coding rules below.
Reputation (REP)
Variables were coded as REP if they reflected the consumer's belief that the vendor's website, or e-service provider, or brand has a good public image, and it is popular or has been known for a long time (Pavlou, 2003; Kim et al., 2008) .
Security protection (SEC)
Variables were coded as SEC if they reflected a consumer or user's subjective assessment of the degree of vendor's security protection when they use e-service where such protection is implemented by the vendor and via the e-service platform (Kim et al. 2008 ), e.g. Internet environment security, perceived security, security protection and security concerns.
Privacy protection (PRC)
Variables were coded as PRC if they reflected a consumer or user's perceptions of personal information protection (Kim et al. 2008 ), e.g. protections against unauthorized access to, or secondary use of consumer data.
Structural assurance (STA)
Variables were coded as STA if they reflected whether the e-service vendor providers assurances for a safe transaction environment including statements of guarantees and the use of reputable transaction systems (Gefen et al., 2003a) . Similar terms are technology assurance and organizational structure assurance.
Situational normality (NOR)
Variables were coded as NOR if they refer to an assessment that the e-service based interaction is typical of service in an offline context (Gefen et al. 2003a ).
Size (SIZ)
Variables were coded as SIZ if they reflected the consumers' perception of physical size of the vendor or their market share (Kim and Park, 2013) .
Customization (CUS)
Variables were coded as CUS if they reflect the e-service provider's ability to implement a strategy to supply personalized services to their consumers, e.g., perceived personalization (Komiak and Benbasat, 2006) .
Service quality (SEQ)
Variables were coded as SEQ if they reflected whether the e-service provider is considered responsive and professional in dealing with consumers (Petter et al., 2013) .
Perceived risk (PR)
Variables were coded as risk if they reflected a consumer's overall subjective assessment of the potential for loss associated with using the e-service (Pavlou, 2003) .
Perceived ease of use (PEOU)
Variables were coded as PEOU if they reflected consumer perceptions on whether the e-service is easy/difficult or flexible to use and interact with (Pavlou, 2003) .
Perceived usefulness (PU)
Variables were coded as PU if they reflected the degree to which a consumer believes that using the e-service would enhance his/her performance or effectiveness (Pavlou, 2003) . These performance benefits could include convenience, cost savings, effectiveness, and time savings.
Information quality (INQ)
Variables were coded as INQ if they reflected whether the e-service vendor can provide sufficient, accurate, timely and comprehensive information outputs (Kim et al., 2008; Petter et al., 2013) .
System quality (SYQ)
Variables were coded as SYQ if they reflected whether e-service website or platform has a good layout, speed of navigation and availability (up and running) (Petter et al., 2013) .
Familiarity (FAM)
Variables were coded as FAM if they reflected a knowledge-based familiarity i.e., the extent to which the consumer is familiar with or has experience with the e-service, or e-vendor (Gefen et al., 2003a) .
Disposition to trust (DTT)
Variables were coded as DTT if they reflected a consumer's general tendency (personality-based) to believe in or trust other people (Kim et al., 2008) , e.g. trust propensity, trust stance, dispositional trust or propensity to trust.
Recording Effect Sizes
The authors independently coded each study's reported effect sizes (i.e., the correlations). These were then crosschecked for agreement. In certain cases, where only inter-item correlations were reported (e.g., Gefen, 2000; Bhattacherjee, 2002), we calculated the inter-construct correlations as the average of the respective inter-item correlations. We reversed the direction of correlations in those cases where measurement items were phrased in the negative e.g. to reflect privacy concerns and security concerns as opposed to perceived privacy protection and perceived security protection.
In addition to the effect sizes, we coded the reliabilities of each study's variables using the reported Cronbach's alpha coefficient or if not available the reported composite reliability or internal consistency scores. Based on the reported reliabilities across all the studies, we calculated an average reliability score for each variable for use in subsequent analysis.
Meta-Analytic Approach
This study followed the methods of Hunter and Schmidt's (2004) random effects models to estimate effect sizes. First, to correct for sampling error, we calculated weighted mean effect size (r+). This approach weights each study's correlation by the number of observations in that study according to the formula:
Where Ni is the sample size of each study and ri is the observed correlation value of each study.
Second, to correct for measurement error, we calculated the true-score correlation (rc) by using the following formula: Where rxy is the average observed correlation across the studies, rxx is the average of the reported reliability estimates for the independent variable, and ryy is the average of the reported reliability estimates for the dependent variable.
Third, following Hedges and Olkin's (1985) recommendation, we also carried out homogeneity tests to determine whether there is any heterogeneity in the underlying correlations. To do homogeneity test, we first did the Fisher Z transformation, which is used to compute each r's corresponding Zri by using the formula: Where ri is the observed correlation value of each study.
Then we calculated Homogeneity Q, which is used to estimate the possible moderator effects by using the formula: Where Ni is the sample size of each study and Wi is Ni-3.
If Q exceeds the critical value, moderating effects should be suspected (Schepers and Wetzels, 2007) .
Finally, the fail-safe test is used to test the robustness of the findings and to provide for an indication of publication bias by estimating the number of non-significant results or non-published studies that would be required to reduce an obtained mean effect size to a trivial level (Rosenthal, 1979) . A general rule of thumb is that the fail safe N value should exceed 5k+10 (where k is the number of observed correlations).
Results

RQ1: What are the key antecedents of trust in the e-service context?
The descriptive statistics and meta-analysis results are presented in Tables 2 through 4 . For each antecedent, we report the total number of studies, the total number of observed correlations, and range of correlation, average correlation, and range of sample size, the total sample size and the average of sample size. Because some publications reported results from tests on more than one sample under examination, the number of available pair-wise correlations could exceed the number of publications. Then, we calculated r+, rc, the variance of r+ and rc, standard deviation of rc, and 95% confidence and credibility interval of r+. We also did a fail-safe N test to further evaluate the significance of each antecedent of trust. To do the fail-safe N test, we first transformed r to Cohen's d value, and then we adopted Orwin's formula to calculate the fail-safe N. The results of testing for moderation effects are reported in Table 4 . In addition to the large credibility intervals (Table 2- 3), Table  4 shows that Q values exceed the critical value for all antecedents, confirming the need for moderators to be examined. We considered three moderators for their potential moderating effects, namely culture of consumer population (Western versus Eastern), sampling strategy (student versus non-student sample), and type of e-service (commercial versus non-commercial). In one study (Kassim and Abdullah, 2010) , two different cultures sample were pooled in one data set and, hence, we excluded it from moderator analysis. Where no studies existed in certain cases (e.g., no noncommercial e-service contexts examining correlations between vendor size and trust), we do not report moderator effects. Table 4 shows that beside perceived risk, culture was found to moderate all the effect sizes. This finding confirms the important influence of culture in e-services research (Benbasat et al., 2008) . In all cases, studies classified as having been carried out in Eastern cultures reported stronger effect sizes than those carried out in Western cultures. The moderation effects of sampling strategy (student sample versus non-student sample) was significant for REP, SEC, PRC, STA, NOR, CUS, PR, FAM, INQ and SYQ. Type of e-service (commercial versus non-commercial) moderated all the effect sizes except for SYQ, PRC and DTT with certain antecedents more important to trust in commerical and others more important in non-commercial contexts. Specifically, REP, STA, NOR, PR, PU and PEOU are important to trust in commercial contexts, while SEC, INQ, and FAM are more important to trust in non-commercial contexts. 
Discussion
This study aimed to synthesize past empirical findings of the antecedents of trust in e-service context through a meta-analysis of 67 empirical studies. The antecedents of trust were classified as: vendor and institution-based; technological-based; knowledge-based and consumer-based. The study also attempted to identify the potential moderators that may influence the effects sizes across studies. Sampling strategy (student sample versus nonstudent sample), culture (Western versus Eastern) and type of e-service (commercial e-service versus non-commercial e-service) were considered. Data was collected via scholarly databases. Our study results in several important findings.
Firstly, the meta-analysis results of vendor and institution-based antecedents indicated that all of the antecedents are significantly related to consumer trust in the e-service context. Among the investigated factors, structural assurance (r+ =0.581), vendor reputation (r+ =0.588), service quality (r+ =0.506), perceived security protection (r+ =0.407), normality (r+ =0.472) and perceived risk (r+ =-0.400) have stronger effects (above 0.400) than others antecedents on trust. These findings are consistent with prior meta-analysis of trust in e-commerce (e.g., He, 2011) . We found vendor size (r+ =0.305) and privacy protection (r+ =0.238) having the lowest effects on trust in this category.
Secondly, prior studies have shown trust is positively associated with perceived usefulness and perceived ease of use (e.g., Pavlou, 2003; Gefen et al., 2003a) . Our meta-analysis of technological-based antecedents revealed that all the four factors are strongly correlated with trust (effect sizes above 0.400). Trust has strong links with all the TAM and IS Success model variables suggesting that trust can be usefully integrated into those theories in future explanations of e-service use and satisfaction.
Thirdly, past studies addressed that knowledge and consumer-based antecedents are important to form consumer trust in various e-services (e.g., Gefen et al., 2003a; Kim et al., 2008) . Our meta-analysis results confirmed that familiarity and disposition to trust are important to form trust. However, the effect sizes of familiarity (r+ =0.386) and disposition to trust (r+ =0.374) are lower, suggesting they are less important for trust than technological based antecedents. Overall, both vendor and technology based antecedents have been found more important to trust than consumer or knowledge-based factors.
Fourthly, interestingly, most of the effect sizes had large credibility intervals. Furthermore, homogeneity Q value is larger than critical value in our study. All these indicated that potential moderators existed and should be investigated. To address the potential moderators, we considered sampling strategy, culture and type of eservice as the moderators. Through our moderator analysis, we found culture almost moderated the effects of all the antecedents of trust. This finding confirms suggestions made elsewhere (Benbasat et al., 2008) . In particular, the effect sizes were stronger in Eastern than Western contexts for all antecedents examined. This suggests that trust building may be especially difficult in Eastern contexts where reputation and familiarity are important alongside issued of security, privacy and technology factors. Beside perceived privacy protection, type of e-service moderated all of the vendor and institution-based antecedents where the salience in commercial e-service contexts was most important. Antecedents such as familiarity, information quality, and security were however mostly important for noncommercial contexts. Thus consideration of the e-service context is important to study design and the relative importance of certain variables in the e-service context under study must be considered in future research.
There were few differences across student versus non-student samples with reputation, customization and service quality more important to students, whilst structure assurances, security, situational normality, information quality and system quality were more important to non-students.
Implications and Conclusion
Implications for Research
This study has several valuable implications for researchers. First, our study extended trust in e-commerce context to trust in eservices. We found that trust is not only salient in commercial e-service contexts but also extends to the non-commercial context (e.g., e-government and e-health), which can help researchers to better understand the importance of trust in both commercial and non-commercial context. Moreover, we have confirmed that trust has a number of antecedents, and have presented both aggregate effect sizes as well as considered the potential for moderating effects. Our classification of antecedents of trust into vendor and institution-based; technologicalbased; knowledge-based and consumerbased may also provide a useful framework for future research.
Second, a base from which to report effect sizes for various antecedents of trust has been established which provide a benchmark against which future studies can compare their effect sizes. For example, a recent study by Moody et al. (2014) , which fell outside our publication period under review, reported effect sizes between trust, disposition to trust, and situational normality that fall with the ranges reported in Table 2 and 3. However, while the trust-situational normality link is close to our average effect size, disposition to trust is on the lower side of previously reported effect sizes. Our study can provide a basis for researchers to explore why differences in effect size are observed across contexts. Moody et al. studied a student sample in a western context, which have on average lower reported effect sizes around the disposition to trust construct. Moreover, our results can also help researchers to better understand which antecedents are relatively more important to form consumer trust in eservice context that should be tested in their studies. For instance, factors such as structural assurance, reputation, perceived usefulness, and perceived ease of use, system quality and service quality are particularly important to associate with trust. Moreover, trust has strong links with all the TAM and IS Success model variables, researchers may therefore wish to integrate those theories into future explanations of eservice use and satisfaction.
Third, by examining the heterogeneity of effects sizes, we were able to identify important moderating effects. The moderator analysis also revealed an important implication for researchers. In particular, the specific selection of antecedents should take the culture context into account, and classify the commercial and non-commercial nature of the e-service. Based on their classification determine which antecedents are most important for inclusion. For example, our meta-analysis results found that perceived privacy protection and vendor size have lesser effects on trust. Studies of non-commercial e-services should pay particular attention to information quality. This may be especially relevant to non-commercial services such as online information providers.
Implications for Practice
This study also has several important practical implications. Firstly, this study provided insights into the relative importance of different antecedents of trust which can be useful for guiding practitioners to focus on trust-building mechanisms. With this understanding, practitioners will be better positioned to establish their online service offerings. In particular, the importance of factors such as system, information and service quality was confirmed, as well as those such as vendor reputation, and situational normality. All of these factors are within the vendor's control and can be manipulated through interventions so as to improve consumer trust. For example, e-service providers should consider whether their online transaction platform is stable, reliable and dependable (SYQ), work on their public image (REP), make sure that their transaction platform is flexible to interact with and easy to operate (PEOU), and make sure whether their e-service can improve consumer's performance and enhance their effectiveness (PU). Moreover, e-vendors should provide on-time services and prompt response to user's questions or problems (SEQ). The nature of the interaction with the transaction platform should appear typical of other similar transaction platforms (FAM), as well as make sure users can feel safe when conducting business with the online vendor because of its statements of guarantees and ethics charter (STA).
Secondly, our results also have strong implications for search engine design. For example, traditionally search engines like Google ranked results using number of links to a site (a potential proxy for site reputation). Our results support this with our finding that reputation has the strongest effect size with consumer trust. Recently, Dong et al. (2015) reported that Google researchers were considering an alterative based on the quality of a site's facts (information content) as a determinant of its trustworthiness and therefore how it should be ranked in search results. Our finding with respect to information quality supports this thinking, especially if information quality improves the perceived usefulness of a site, which we found is another strong antecedent of trust. However, we found that structural assurance, system quality, and service quality are somewhat more important than information quality to trust. This suggests that search engine researchers may wish to consider search algorithms that focus not just on reputation or information quality but also on evaluations of site adherence to structural assurance mechanisms, the dependability of site's underlying technology platform (system quality), and any potential proxies for service quality.
Lastly, our results confirmed that all the antecedents were moderated by culture. This is particularly important to global firms. The practitioners may build different eservice promotion strategies across different cultures/countries. For instance, in Eastern culture, we found the antecedents of trust revealed stronger effects sizes than Western culture particularly with regards to technological-based antecedents and some vendor factors. This suggests that e-service providers should pay more attention on their trust building strategy in Eastern culture around those factors.
Limitations and Future Research
Some important limitations to the study are recognized. First, as in all meta-analyses, our findings are influenced by the quality of the underlying methods used in the primary empirical studies. Second, only studies that reported correlations and sample sizes can be include in the analysis. Third, the focus on quantitative studies results in the exclusion of qualitative studies that may provide useful insights into trust building amongst consumers. Fourth, although several research databases were reviewed for relevant studies, resource constraints limit the number of research databases that can be covered and that are accessible to the researcher. Fifth, by aggregating findings from across studies, meta-analytic work loses information about the original study contexts (Mou and Cohen, 2013) . Meta-analyses have also been criticized for mixing "apples" and "oranges". This is because a meta-analytic study may mix studies with different characteristics. To avoid this problem, two authors of this study separately coded all of the 67 studies to ensure correspondence with the definitions of e-service and the conceptualization of the variables under study and any disagreements were resolved with discussions. Moreover, we attempted to account for some of the contextual differences across studies through our moderator analysis. Sixth, we considered eservices that are both commercial and noncommercial, future research may draw on other typologies to organize the e-service context. Seventh, the studies included in our meta-analysis were carried out in many disciplines e.g., information systems and marketing. This results in a rich sample set, which on the one hand provides the opportunity to contribute a synthesized analysis, but on the other hand lose the context information which may weaken the credibility of findings.
Our moderator analysis provides only a partially contextualized view of the relationships under study. Due to the lack of sufficient studies exploring correlations between trust and other variables, we could not include all possible antecedents, such as third party seals, past experience, and self-efficacy. A meta-analysis of the relationships between consumer trust and these variables deserve further consideration in our future research once a sufficient number of correlations have been observed.
Conclusion
This study carried out a meta-analysis of the antecedents of consumer trust in e-services context. We synthesized the antecedents of trust in e-service using 67 previously published studies. The findings showed that structural assurance, reputation, perceived usefulness, system quality and services quality demonstrate the strongest effect sizes on trust. We considered explanations for identified heterogeneity in effect sizes through moderator analysis. We found that cultural context of the study almost moderated all the effect sizes with relationships strongest in Eastern contexts. Certain effect sizes were also moderated by factors such as the type of e-service and the use of student samples.
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