III.
Parameter Using : is the initial hash value; H (N) is the final hash value and is used to determine the message digest. is the left-most word of hash value i. Kt-n Constant value to be used for iteration t of the hash computation. k-Number of zeroes appended to a message during the padding step. L -Length of the message M, in bits -m Number of bits in a message block, M (i) . M Message to be hashed. 
IV.
Counting Algorithm: Above Algorithm is designed to improve the security in the Hash algorithms used. Since SHA algorithm is known to all i.e. adversary knows the algorithm. But if the algorithm is known but still output depends on the input message and also depends on the number of 1's in the message then security improves to the greater extent.
In this algorithm the input bits are taken as the data field in the linked list. When all the data is inserted in the linked list, It becomes complete. Since input message is of variable length hence dynamic data structure Linked list is used. A count variable is used which acts as a counter and goes on incrementing when 1's are encountered during scanning of the linked list. A new count variable β is introduced which will be the resultant when input message sequence x is rotate to the right by the number of 1's in the Message sequence x. Hence the output always depends on the number of 1's counted. Security improves as it does not depends only on the prior known Algorithm but also depends on the input message bits.the digest also depends on the number of 1's encountered. Hence it is improved version of security through SHA. 
V. Modified Sha-256 Function

VII. Conclusion:
Count based Secure Hash Algorithm enhances the security in the general SHA [5] . In this paper it is proposed that security increases if digest depends on the content of the input message. Count based algorithm works with higher time complexity as compared to the general Secured hash algorithm but provides better degree of security in the world of cryptography. SHA normally used in digital signatures and in authentication purpose. Count based secured hash algorithm can be used with triggered data with usable counts of 1's in inputs to improve the security. Pre-processing and hashing steps remains the same as in the SHA with only differences in the algorithm as mentioned earlier. Pre-processing step changes in this paper as new parameter β has been introduced which rotates the bits to the right or shift the bits to the right according to the number of 1's in the Input message. This parameter helps to increase the security in the message with different values of β in each message digest.
