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Abstract. The current digital transformation of society prompts the reshaping of both
the private and public sectors and involves technology, organizations, and people. In this
paper we explore within which application areas municipalities use IoT and how the implementation of IoT in this context triggers change and enables smarter cities. Based on
an interview study of 337 municipalities in Denmark, Estonia, Finland, Norway and Sweden, our study portrays that the public sector is in its early stages of exploring IoT and
reveals several application areas within the smart city sphere where new value has been
created. Application of IoT was shown to trigger municipal digital transformation by increasing contextual awareness, enabling data-driven value creation, the reimagining of
organizational structures, and innovation oriented financing. Such direct and indirect activities and practices were altogether shown to enable smarter cities. For the public sector
to reap the benefits of potential digital transformation, it is however imperative to chal-
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lenge current, and common, work practices. Otherwise, they risk getting caught up in incremental changes. Digital transformation involves radical changes, which in turn require
technology to be fully integrated in processes and services and aligned with cultural expectations. Such changes require substantial support and commitment from stakeholders and a pronounced understanding of the value new and emerging technologies create.
Keywords: Digital transformation, Internet of Things, smart cities, value creation

1 Introduction
We are in the middle of an ongoing digital transformation of society – a process of
significant change through the combinatory use of information-, computing-, communication-, and connectivity technologies (Vial 2019). Emerging digital technologies,
such as the Internet of Things (IoT), Artificial Intelligence (AI), and blockchain, are
inherently transformative (Saarikko et al. 2020) and drive development of both existing
and new products, processes and services. Whilst digital transformation is relevant in all
areas of life and has been studied in various contexts such as media (Hess et al. 2016),
industry (Ustundag and Cevikcan 2018), social movement (Selander and Jarvenpaa
2016), manufacturing (Klötzer and Pflaum 2017), procurement (Porter and Heppelmann 2015) and electricity markets (Ketter et al. 2016), the main focus thus far has
been on private sector adoption and use of new and emerging technologies (Velsberg
2019). This is about to change, as recent years have seen a steady increase in public sector investments in new IT solutions, something that can be interpreted as an indication
of an expanding ambition of the public sector to drive innovation and improve the
provision of its services through IT use (Borgia 2014; Neirotti et al. 2014).
Digitalization in the public sector has historically been described through concepts
such as e-government, e-services, e-democracy, and computerization (see, for example,
Meijer and Bolivar 2016; Nam and Pardo 2011; Snellen and van de Donk 1998; Yildiz
2007), as cities, governments and municipalities worldwide have been exploring how
digital technologies can be used to enhance processes and provide value for citizens. Today we can see emerging concepts, such as smart governments (Kliksberg 2000; Mellouli et al. 2014), smart governance (Gil-Garcia and Aldama-Nalda 2013; Scholl and AlAwadhi 2016) and smart cities (Anthopoulos and Reddick 2016; Nam and Pardo 2014),
being used to capture the ongoing transformation of the public sector. The smartness
concept encompasses a shift from focusing solely on internal processes to concentrating
more on interacting with external entities, promoting engagement and collaboration
with public-, private- and research institutions, and establishing start-up environments
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for business as well as living labs for exploring ways to develop citizens’ quality of life
(Bakıcı et al. 2013; Lee and Lee 2014).
In the strive towards smartness, IoT, which refers to physical objects that have network connectivity, processing capabilities and sensors allowing to record, process and
communicate data (Velsberg et al. 2020), has emerged as a key enabler of smart cities,
municipalities and regions. Public sector implementation of sensor technology generates digital traces that can be analysed and synthesized into new data-driven public
services (Batty et al. 2012), that are responsive and accessible to citizens, businesses,
and public organizations. IoT within the smart city discourse has been applied and
studied in diverse areas such as sensor-based traffic flows and logistics (Neirotti et al.
2014), smart street lighting (Leccese et al. 2014), energy savings, and environmental
monitoring (Schaffers et al. 2011). IoT usage in smart city projects has a global share of
close to 23 percent of all IoT projects, of which 45 percent are located in Europe (Scully 2018). In sum, IoT has been shown to enable the creation and provision of smart
public services regardless of time and place and helps put people at the heart of public
service, consequently improving the quality of life, the business environment, the local
governments competitiveness and leading to sustainable communities (Velsberg 2019).
While there are many examples of how IoT can facilitate ‘smartness’ in cities, the
most influential and highly cited papers tend to be either conceptual (e.g., Hollands
2008; Jin et al. 2014; Nam and Pardo 2011; Neirotti et al. 2014) or focus on anecdotal
evidence provided by single cases in large metropolitan areas (e.g., Catlett et al. 2017;
Kim et al. 2009). In comparison, there is a dearth of research that empirically and systematically investigates the transformative effect of IoT in the public sector – including
not just dense urban areas, but across the range of communities that make up most
societies (Visvizi and Lytras 2018). In addition, the application of IoT is only one piece
in the complex puzzle of digital transformation of the public sector towards smarter cities - strategy (Bharadwaj et al. 2013; Matt et al. 2015), organizational change (Selander
and Jarvenpaa 2016), process development (Carlo et al. 2012), and cultural conditions
(Karimi and Walter 2015), are other factors that, together with technology, may yield
value creating transformation (Svahn et al. 2017).
In order to better understand how to engage with digital technology for a transformative agenda and explore IoT-driven digital transformation within the public sector we
need to 1) draw upon multiple cases and contexts as opposed to studies of individual
cases and 2) investigate adoption based on actual use rather than technology potential
or intention to use (Hedlund 2020). Against this backdrop, this paper does not limit
the concept of smart city to large metropolitan areas nor does it limit itself to a single
successful case of IoT application. Rather, it offers a wider look at how communities
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of different sizes utilize IoT to further their own smartness. In order to facilitate a systematic approach that incorporates a multiplicity of contexts as well as areas of use, we
focus on municipalities as the object of study. A municipality is a regional district with
an urban area that has a corporate status and self- government. Municipalities have a
wide range of responsibilities that offer diverse opportunities for improvement and
innovation using IoT, including infrastructure, education, child and elderly care, etc.
Thus, we are left with the following research question: within which application areas
do municipalities use IoT and how does the implementation of IoT in this context
trigger change and enable smarter cities?
In this paper we study the public sector from a local government perspective in
northern Europe where local governments are organized as municipalities. To answer
the research question, we conducted a qualitative study on the use of IoT in municipalities in five countries in northern Europe, namely Denmark, Estonia, Finland, Norway
and Sweden. In total the study included 337 municipalities. The results show that close
to 65% of the municipalities use IoT in some form. In our study we adopt the digital
transformation strategy framework (Matt et al. 2015) and its four categories 1) use of
technologies, 2) changes in value creation, 3) structural changes and 4) financial aspects
and adapt it to the public sector context. This allows us to examine how the application
of IoT prompts digital transformation within the public sector and reflect upon the
implications of these changes. This in turn contributed to our understanding how IoT
triggers the necessary changes for cities to become smarter.
The remainder of the paper is structured as follows: The next section introduces the
related research on smart city transformation through the use of IoT, followed by an
introduction of the smart city transformation framework. Next, methodology, findings
and results are presented. Finally, we provide a conclusion with recommendations for
further studies and implications for research and practice.

2 Related research
In this section, we start by showing how new digital technologies have spurred public
sector innovation and how the development of IoT has encouraged the growth of smart
city services. We then discuss how digital transformation in the public sector is a sociocultural phenomenon that encompasses both technology, organizations and people,
and introduce the smart city transformation framework to aid us in exploring how the
implementation of IoT in municipalities triggers change and enables smarter cities.
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2.1 Transforming to smarter cities through IoT
As technology gradually becomes more affordable, powerful, and interconnected via
common standards and middleware, the opportunities for transformative change become more abundant as well as readily available (Brynjolfsson and McAfee 2014). The
range of applications run from cheap to expensive, off-the-shelf to custom made, and
mundane to innovative. However, one must note that any individual application of
digital technology is not equivalent to digital transformation. First and foremost, transformation is not imbued in any software application, technology, product or any other
artefact. Second, as technology is forever changing and progressing under the influence
of endogenous forces (e.g., practitioners, academia and users) and exogenous forces
(e.g., public policy, consumer trends), one should regard transformation as a process
rather than an end state. We thus define digital transformation as “a process that aims
to improve an entity by triggering significant changes to its properties through combinations of information, computing, communication, and connectivity technologies”
(Vial 2019, p. 118, emphases added). In line with this definition, digital transformation
can be considered disruptive or transformative when the use of technology creates services or products with different attributes that may not be valued by current users (Karimi and Walter 2015; Vial 2019). Such change can happen over an extended period
of time through incremental changes or quickly during a short period of time (Karimi
and Walter 2015).
Through the application of IT within the public domain, we can see a move from
specific areas such as e-government, e-services, e-democracy, and computerization
(Meijer and Bolivar 2016; Nam and Pardo 2011; Snellen and van de Donk 1998;
Yildiz 2007) towards broader conceptualizations such as smart governments (Kliksberg
2000; Mellouli et al. 2014), smart governance (Gil-Garcia and Aldama-Nalda 2013;
Scholl and AlAwadhi 2016) and smart cities (Anthopoulos and Reddick 2016; Nam
and Pardo 2014). The term smartness is used broadly, referring to the use of digital
technology in hopes of improving interconnectedness, efficiency, sustainability, effectiveness, transparency and collaboration (Nam and Pardo 2014; Velsberg et al. 2020).
To us, the concept of smartness represents a transformative mode with a broader view
including internal as well as external actors and the changes in the whole public sector
context enabled by digital technologies. In this paper we focus on the local government
(municipal) level of the public sector and on the application of IoT in a smart city
context. We use the term smart city to denote an urban entity that makes use of new
and emerging digital technology to provide services to its citizens, increase public value,
create a healthy and attractive community and economy, and promote collaboration
with both internal and external actors. Our definition is aligned with Deakin and Al
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Waer (2011) who urge a shift away from the purely technical aspects of digital artefacts
“towards an examination of the social capital which is not only critical in underpinning
their informational and communicative qualities, but also insightful in revealing the
wider environmental and cultural role they play” (p. 149).
IoT has been considered one of the emerging key transformative technologies that
enables the development of smart city services through seamless incorporation of different end-systems and access to data, through which local governments can monitor,
track and streamline virtually every aspect of the city (Atzori et al. 2010; Jin et al. 2014;
Zanella et al. 2014). In line with the concept of digital transformation, the application of IoT allows for the creation of smart city services and products with attributes
previously not provided to citizens by the local government (Velsberg 2019). We use
IoT as a collective term to refer to physical objects, e.g., sensors, beacons, actuators,
mobile phones etc., that are fitted with sensing and processing capabilities as well as
network connectivity (Lee and Lee 2015; Velsberg 2019), which allows devices to store,
process and communicate data with one another without necessarily involving human
intermediaries (Gluhak et al. 2011). IoT devices can use both wired and wireless communication technologies to communicate with remote devices by using Internet and
mobile network infrastructures (Gluhak et al. 2011). IoT may be associated with a
number of generic capabilities that can enable or improve processes across a range of
contexts, including the ability to accurately and remotely monitor products and processes, measure performance, control activities, automate and optimize processes, and
learn by analyzing patterns over time (Ferretti and Schiavone 2016; Porter and Heppelmann 2015). This holistic perspective of digital solutions in the public sector has often
been overlooked in research, instead favouring more simplistic views on the effects of
technology (Hedlund 2020).
Although the ability to connect and remotely monitor and control products or processes is not new, it is not until recently that we have seen a surge in the number of
IoT solutions being offered and implemented (Wünderlich et al. 2015). There are two
principal reasons for this. First, the ongoing trend towards mobile IT and embedded
systems has yielded a booming market for smaller and cheaper hardware (Brynjolfsson
and McAfee 2014). Hence, the costs associated with digitizing or adding smart features
have decreased while the sensing capability has increased. Second, there has been a
movement from closed to open systems, as seen in the increase of platforms and application programming interfaces (APIs) that permit interoperability (Stankovich 2014).
Cheaper, more capable hardware and the means to integrate equipment from different manufacturers are together key enablers for IoT providing a ubiquitous, affordable IT-infrastructure that can absorb and overcome heterogeneity. Finally, low-power
wide-area network spaces, e.g., SigFox, LoRa and more recently LTE-M, have become
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more readily available for wider public, supporting the use and implementation of various IoT devices, c.f. SigFox (2020), Digita (2020) and GSMA (2020). Such network
spaces support the use of specific use-cases, for instance, NB-IoT has supported the use
of static sensors such as smart water metering, while the proliferation of LTE-M allows
for more roaming and data intensive services and systems such as self-driving vehicles
and drones, c.f. Lauridsen et al. 2017.
While the majority of IoT initiatives have so far been implemented in the private
sector, studies have indicated that its importance in the public sector is increasing as
well (Borgia 2014; Neirotti et al. 2014). The development of smart cities, with such
diverse application areas as commuting and mobility, adaptive electrical grids, smart
buildings, environmental monitoring, health and well-being, and public safety, can
benefit both governments and citizens alike (Borgia 2014; Scully 2018). In short, the
smart city can be considered as an entity that utilises networked infrastructure to improve economic and political efficiency as well as the development of society, culture
and city (Velsberg et al. 2020). For example, IoT applications for health and well-being
in the public sector may improve the quality of life for citizens, while adaptive power
grids and smart buildings can serve to reduce power consumption as well as mitigate
the risk of brownouts during peak hours by distributing electrical usage more evenly
across the course of the day (Colak et al. 2016). IoT can also promote citizen safety
by continuously monitoring urban environments and sending automated alerts in case
of any deviations from the norm. The incorporation of IoT into the public sector is
thus forecasted to have profound and lasting impacts on both organizational structures
and processes (Balakrishna 2012; Kim et al. 2009) as well as provide better delivery of
public services and support citizen participation (Allwinkle and Cruikshank 2011).
However, realizing the potential of new technologies is not merely a matter of engineering-centric digitization. It also requires the social and cultural shift associated with
new routines, perspectives, capabilities that collectively comprise digital transformation
(Saarikko et al. 2020; Vial 2019). Hence, proper governance of IoT in the smart city
requires a holistic view that not only acknowledges technology in itself, but also its
context and purpose.

2.2 A smart city transformation framework
As transformative technologies such as IoT proliferate, there has been a surge in the
number of organizations within the smart city context trying to exploit the potential
benefits. These projects often seek to innovate using emerging technologies to enable
profound competitive changes; e.g.; through major improvements in customer expe-
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rience, changed or streamlined processes, redesigned organizational structures, or new
operational models (Hess et al. 2017; Warner and Wäger 2019). Given the scope, impact and implications of digital transformation, proper guidance and hands-on management is essential. However, developing detailed strategies of how to engage with
technology with a transformative agenda is a significant challenge. We suggest that
a suitable initial step is to identify the most basic building blocks of such a strategy.
In this paper we adopt the digital transformation strategy framework by Matt et al.
(2015) and adapt it to the smart city context. That is, we use the four dimensions of the
original framework but re-define them from a public sector perspective. The resulting
smart city transformation framework thus includes four dimensions, namely the 1)
use of technologies, 2) changes in public value creation, 3) structural changes, and 4)
financial aspects.
We adapt the framework in two ways. First, we interpret the relevance of the four
dimensions in relation to a smart city context. This marks a relevant juxtaposition to
the private sector, for instance with regards to interpreting financial aspects in relation
to public expenditures and tax revenues as opposed to costs and profit. Second, we provide additional detail to the four dimensions by drawing upon relevant literature where
necessary. The framework can be found in Table 1, which also includes some additional
references, which we have used to strengthen the understanding of the main concepts.
First, the use of technologies is defined as smart cities’ capability to explore and exploit
new digital technologies. This includes an organization’s (e.g., municipality, department or public-private joint venture) decision to use and develop existing technology
or to create and test new technologies. There are two strategic choices that can be
made: to use technology to support existing services or as an enabler of new services.
Furthermore, an organization can choose to be an innovator, early adopter, or follower
in regard to how early it adopts new technologies (Hess et al. 2016). The public sector
is wide and there are many different application areas where technology may be implemented. In this paper, the use of technologies-dimension is applied to focus on municipalities’ attitude towards IoT and their ability to exploit new technology. It thereby
brings into focus the strategic role of IoT and its potential for value creation, either
through innovation or by enhancing established technologies. The use of technologies
dimension provides insights into common application areas and helps us understand
where in the public sector IoT is perceived to make a difference.
Second, the changes in public value creation dimension explores how new technologies create changes in public value creation; i.e.; how far the new activities deviate from
current practices and the degree to which the range of products and services is extended
and enriched to serve the interests of stakeholders both inside and outside the public

https://aisel.aisnet.org/sjis/vol33/iss1/2

24

Velsberg et al.:
IoT Triggers

8

© Scandinavian Journal of Information Systems, 2021 33(1), 17-64

Velsberg et al.: IoT Triggers

Dimensions

Original definitions by
Matt et al. (2015, p. 340341)

Definitions adapted to
smart city context

References

Use of

“a company’s attitude towards

Smart cities’ capability

Hess et al. 2016;

technologies

new technologies as well as

to explore and exploit

Westergren et al.

its ability to exploit these

new digital technologies,

2018

technologies”

including their decision to
use existing technology or
to create new.

Changes in

“the impact of digital

How new digital

Porter and

public value

transformation strategies on firms’

technology creates changes

Heppelmann

creation

value chains; i.e.; how far the

in public value (i.e.,

2015;

new digital activities deviate

efficiency, effectiveness,

Velsberg 2019;

from the classical – often still

transparency and

Velsberg et al.

analogue – core business”

collaboration) creation,

2020

both in terms of how far
new activities deviate from
current practices and the
degree to which products
and services are extended.
Structural

“variations in a firm’s

How new digital

Porter and

changes

organizational setup, especially

technology triggers changes

Heppelmann

concerning the placement of the

in smart city organizational

2015; Svahn et al.

new digital activities within the

structure and placement

2017

corporate structures”

of new activities within
existing structures

Financial

“a firm’s urgency to act owing to

Smart cities’ urgency to act

Dutton and

aspects

a diminishing core business and

due to diminishing finances

Duncan 1987;

its ability to finance a digital

as well as their ability to

Verhoef et al.

transformation endeavour”

finance change.

2019

Table 1. Smart city transformation framework (adapted from Matt et al. (2015))

organization (Velsberg 2019). The smart city value creation may include various external actors, internal departments and processes that are supposed to create value to these
actors. Digital technology and changes in processes may create new values that trans-
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form previous practices. In this paper, the changes in public value creation dimension
helps us understand why IoT is implemented in different application areas, and what
the expected outcomes are.
Third, structural changes refer to changes in the organizational setup, namely the
placement of new activities in organizational structures. As the smart city is a large domain, the number of potential IoT solutions with transformative capability is tremendous. Different domains of applications (e.g.,healthcare, education, building management, logistics) embody different social systems, norms and professional cultures which
in turn shape the perception and requirements placed upon technical solutions. While
healthcare applications require high reliability, other areas may prioritise low costs and
simple maintenance. In practice, industry boundaries, professional identity, or geographical location can each form the basis for social systems that impact how structural
changes in an organisation manifest (Rogers 2003). In this paper, the structural changes
dimension helps us understand how amenable current organizational structures within
a smart city context are to adopt and implement IoT-solutions and similar transformative technologies.
Fourth, financial aspects dictate smart cities’ urgency to act due to diminishing finances and their ability to finance the acquisition and implementation of transformative technologies. The public sector is not driven by profit and growth in the same sense
as a private company but is nevertheless required to promote efficient and effective use
of tax revenue in providing a wide range of public services. While public sector organizations raise revenues through various means, the main source of income is through
taxation. Besides taxation public sector organizations increasingly rely on various external funds, such as structural funds, regional development funds, horizon prizes and
innovation grants. However, such funding opportunities are hard to come by due to
the inherently strong competition and sparse availability. It has been shown that lower financial pressure may reduce the urgency for organizations to act, while financial
problems create an urgency but also an inability to act (Dutton and Duncan 1987).
In this paper, the financial aspects dimension is thus useful in understanding when organisations choose to embark on transformative efforts driven by loss of income and/or
external funding opportunities and permits us to explore the potential for IoT solutions
to have a long-lasting impact on the public sector.
These four dimensions form the elementary building blocks to the smart city transformation framework used to formulate and enact high-level digital transformation
strategies. Success requires awareness and close alignment between all four dimensions.
Consequently, we conclude that the same dimensions could be used to explore an organization’s basic activities in digital transformation and whether there is any cohesive
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force behind their deployment of potentially transformative technologies as IoT. For the
study at hand, the framework will be used to explore how IoT triggers change in the
public sector and enables smarter cities. For each dimension in the framework, we will
analyse if and how IoT triggers change.

3 Research design
In order to answer our research question: within which application areas do municipalities use IoT and how does the implementation of IoT in this context trigger change
and enable smarter cities?, we carried out a qualitative research study (Walsham 1995),
which was comprised of semi-structured interviews with 337 municipalities in Northern Europe, namely in Denmark, Estonia, Finland, Norway and Sweden. A qualitative
method was deemed the best fit as it gave us a chance to explore the phenomenon
in depth and capture people’s experiences, thoughts, and insights (Walsham 2006).
The qualitative study included multiple data sources including interviews, documents
and quasi-statistics. These quantitative measures for example include simple counts
of implementations to support more general statements such as “often”, “several” and
“majority” (Maxwell 2010).

3.1 Data collection
To explore the key elements affecting the digital transformation of smart city services
and organization owing to the integration and use of IoT, we designed and conducted a
study within municipalities in Denmark, Estonia, Finland, Norway and Sweden. These
five countries were chosen due to being among the most digital countries in Europe
according to the Digital Economy and Society Index published by the European Commission (2020). These countries are considered to be at the forefront of innovation,
especially with regards to e-government (European Commission 2020). As a result, it
was assumed that these countries might demonstrate higher adoption and use of IoT
technology, and consequently, concentrating on these five countries were deemed suitable and relevant for studying how the application of IoT might trigger digital transformation within the smart city context. Municipalities were chosen as a research unit for
their responsibility for a wide range of civic services, including day care, elderly care,
emergency services, water supply and sewage, building permits, waste management,
social services, education and environmental protection. The main data collection techniques used were semi-structured interviews and document reviews of IoT systems. The
study ran from December 2016 until March 2018 and was carried out in two phases.
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The first part of the study concentrated on Sweden and data collection was carried out
by the fourth author and three research assistants between December 2016 and June
2017. The second part of the study concentrated on the remaining countries and data
collection was carried out by the first author between March 2017 and March 2018.
The first part of the study utilized the head of the municipality’s IT department as a
primary point of contact. Deviations from this approach were rare (n=3) and occurred
only when IT-related issues were distributed over several departments. In these cases, we
explained the purpose of the study and were subsequently guided to a suitable point of
contact; e.g.; IT-strategist. Interviews were in almost all cases conducted by telephone
and recorded. Two interviewees declined to be interviewed by phone but agreed to
answer written questions sent via email. At least three attempts were made to contact
all municipalities. The data gathered in the first part of the study were fed into a tool
used to conduct surveys, SurveyMonkey, in order to structure the empirical material as
a preliminary step in the analytical process. In addition to structure, the survey tool also
provided several means to visualise the dataset which facilitated an interpretive analytical process (Walsham 2006) as researchers could easily move back and forth between
patterns in the data and extant research.
The second part of the study entailed some minor modifications in order to accommodate the wider scope and heterogeneity of the empirical contexts. For instance, rather than focus solely on the head of the IT department, we contacted the IT manager,
head of infrastructure, or head- or vice-mayor of each municipality, asking for the relevant person in charge of IoT to be interviewed. While the interviewees’ position in the
municipality differed, they were all directly in charge of their respective IoT projects,
thus considered relevant for participating in the study. Interviews were carried out over
the phone, face-to-face and via e-mail with the public sector representative working
with specific IoT solutions and/or strategic considerations of IoT use. Again, at least
three attempts were made to contact each municipality.
Out of all the 1326 municipalities approached, we received replies from 337 municipalities, yielding an overall response rate of 25%. From the municipalities that replied,
54 were from Denmark, 94 from Estonia, 58 from Finland, 44 from Norway and 87
from Sweden. Table 2 provides an overview of participating countries and, amongst
those who replied, the prevalence of IoT-solutions. All of the 337 municipalities who
replied are included in this study. Amongst municipalities there were four municipalities which had two people in charge of IoT, thus the final sample included 341 respondents representing 337 municipalities.
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Country

No of municipalities
contacted

No of municipalities that
replied
(response rate)

No of municipalities with
IoT

No of municipalities
without IoT
at time of
study

No of people
interviewed

Denmark

98

54 (55%)

41

13

54

Estonia

202

94 (46.5%)

59

35

98

Finland

298

58 (19.4%)

37

21

58

Norway

438

44 (10%)

32

12

44

Sweden

290

87 (30%)

50

37

87

Total

1326

337 (25%)

219

118

341

Table 2. Participating countries and prevalence of IoT-solutions

In both the first and second part of the study interviews were semi-structured. All
interviews were recorded and lasted for an average of 30 minutes. These interviews included both municipalities who had and had not implemented IoT solutions. Typically,
the interviews with municipalities where IoT solutions had been used, were longer,
close to 40 minutes. All interviews employed a similar set of questions with minor
refinements to the phrasing and sequence as the study progressed. During the study,
respondents were encouraged to provide comprehensive answers and concrete examples
of IoT implementations where applicable. For each instance of an IoT implementation,
the respondent was asked about its time of implementation, its primary users, why this
particular solution had been adopted, who was the developer of the solution, whether
or not it lived up to expectations and other relevant questions regarding the technology
and its use. In cases where the municipality did not use IoT, we instead posed questions
regarding their strategies for connected devices and initiatives pertaining to digitalization of municipal activities and services. Additionally, all interviews included introductory questions regarding the municipality’s digital strategy and whether IoT was part of
their agenda. Table 3 presents an overview of the interview questions and specifies how
they covered the different smart city transformation framework dimensions.
In addition to first-hand data, online sources were used to access supporting documentation including procurement documents, technical documentation and other relevant publicly available documentation. The sources for supporting documentation varied from government websites to technology providers. Technical descriptions as well as
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Interview question examples:

Associated dimension(s) of the smart
city transformation framework

How has IoT affected municipal processes?

Changes in public value creation

How did you finance the project?

Financial aspects

What has been the guiding principle behind the

Changes in public value creation; Financial

deployment of IoT?

aspects; Use of technologies

What benefits has IoT brought?

Changes in public value creation; Financial
aspects

Did the project create measurable value? If yes, what

Changes in public value creation; Financial

kind?

aspects

Did the project have a social impact; e.g.; quality of

Changes in public value creation

the service, satisfaction?
Could you describe the implementation process?

Use of technologies

What have been the biggest challenges regarding the

Use of technologies

project?
Please describe the project team.

Structural changes

Why did the municipality decide to use the particular

Use of technologies

devices?
How do you verify the integrity of the collected data?

Structural changes

Who does the municipality share the collected data

Changes in public value creation

with?

Table 3. Overview of interview questions

procurement documents were gathered where possible to facilitate our understanding
of how devices and systems worked as well as the reasoning behind their implementation. Public documents used included governmental reports, public statements etc. Secondary data sources were used to prepare for interviews, map municipalities priorities
etc. A summary of all empirical documents is presented in Table 4.
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Supporting Documentation
Procurement documents

146

Public documents

373

Technical documents

151

Table 4. Summary of collected empirical documents

3.2 Data analysis
The data analysis was carried out via a qualitative research process (Eisenhardt 1989;
Miles et al. 2014) in which we analysed the data with a theoretical framework (Walsham 2006). The data analysis was carried out in three steps.
In the first step, we used the smart city transformation framework adapted from
Matt et al. (2015) to generate the initial set of four theory-driven codes (See Table 1).
We began the coding process by discussing and agreeing on an initial interpretation
of the four dimensions and how they should be applied to the material. During this
process we identified coding examples to develop a shared understanding of the codes.
In Table 5 we present such coding examples for each of the four codes. For instance,
the statement: “we invest if the technology is proven to work” was coded as use of technologies as it reflected municipalities’ decision to use only a technology proven to work
(see table 1).
Code name

Code example

Use of

Public official: “We don’t support trial-and-error, we only invest if the technology is

technologies

proven to work.”

Changes in

Public official: “If we are able to streamline the whole process regarding utilities

public value

(collecting information on water consumption and consequently billing), we should

creation

do it.”

Structural

Public official: “I really hoped that they [waste contractors] only empty [garbage

changes

bins] when they are full. […] They haven’t changed the cycles and still empty
everything as they previously did.”

Financial aspects

Public official: “Our yearly budget depends on the number of people registered as
citizens; in that sense we are competing against all other municipalities.”

Table 5. Coding examples
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During the second step, the first author coded the data using the four theory-driven
codes. During this process sub-codes were identified. For instance, “The school was
built in the 1900s, unfortunately now there is no human settlement nearby. [...] It is really hard to find people” was coded as ‘distance’ and ‘lack of workforce’, and ‘structural
changes’. In total we identified 33 different sub-codes amongst others: competition, efficiency, empowerment, and lack of skills. Thereafter all four authors discussed the coded segments until an agreement was formed on how sub-codes should be interpreted.
The third step of the study covered the analysis of the coded segments. In keeping
with an interpretive approach (Walsham 2006), we reviewed the responses from each
municipality and summarized the nature of the IoT usage and the digital transformation in search of common themes as well as notable deviations for each of the four
main codes. The authors discussed the findings with a particular emphasis on recurring
themes in order to minimize subjective bias and promote shared, inter-subjective interpretations of the results (Orlikowski and Baroudi 1991). Through this analysis we
could better understand digital transformation enacted through IoT usage.
Finally, we applied our findings to answer our research question pertaining to how
IoT is used in the smart city context and in which ways the application of IoT in this
context triggers digital transformation. In the following sections, we present our results
together with some direct quotes from the interviews and discuss the implications of
our research.

4 Findings
In this section we first present an overview of IoT usage and identify which application
areas we saw in the study. Thereafter, we analyse the use of the technology, changes in
public value creation, structural changes and financial aspects to explore how IoT triggered digital transformation processes in the studied municipalities.

4.1 Application areas of IoT
Participating municipalities were widely distributed in terms of size as well as geographical location, however the low response rate in some countries, particularly in
Norway, does not allow for a representative cross section of current views and priorities
across Northern Europe. Our research does provide insight, which solutions have been
used within the smart city context and how the utilization of IoT has enabled digital
transformation. For the sake of clarity, we have chosen to divide the examples of different solutions that we found into seven different application areas: 1) Transportation
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and infrastructure, 2) Utilities and environmental monitoring 3) Buildings 4) Care
and support 5) Crime and disaster prevention, 6) Culture, tourism and sports, and 7)
Education. Figure 1 shows the distribution of IoT solutions among the studied municipalities and their different application areas. Although there was some overlap between
areas, we could see that the use of IoT was highest in transportation and infrastructure
sector, where 144 municipalities provided examples of IoT use, followed by utilities and
environmental monitoring (75 municipalities), buildings (44 municipalities), care and
support (56 municipalities), crime and disaster prevention (13 municipalities), culture,
tourism and sports (11 municipalities) and lastly education (6 municipalities).
A little more than 50% of the municipalities with IoT solutions reported they had
IoT implemented within transportation and infrastructure, indicating that this application area together with utilities and environmental monitoring were the two major
domains in which IoT was introduced in the studied municipalities. Table 6 presents an
overview of each application area and outlines some of the IoT solutions implemented.

Figure 1. Relative distribution of municipal use of IoT solutions divided by application area
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Application
area

Description of area

Example solutions

Transportation

Municipalities are generally responsible for the

Street lighting

and infrastructure

provision and maintenance of infrastructures like roads,

Parking sensors

bridges, tunnels, water supply, telecommunication

Fleet telematics

etc. Another area they are responsible for is the

Pedestrian/cyclist

management of traffic control and parking.

counter

Infrastructure related solutions included traffic control,

Remote passenger

smart parking spaces, street lighting and water and

validation system

power supply.
Utilities and

There are IoT solutions used to measure water

Air quality sensors

environmental

consumption, pavement temperature, air quality, noise

Garbage bins

monitoring

pollution, monitor waste management and measure

Noise sensors

environmental impact. The solutions implemented

Temperature sensors

within this area are mainly used for remote monitoring

Water meters

and control. However, the collected data has also

Wastewater

in some cases successfully been used to create

treatment plant

greater visibility around issues of energy and water
consumption, waste, and environmental impact.
Buildings

Care and support

The majority of the solutions described by our

Heating system

respondents focus on regulating and monitoring

Smart lighting

indoor climate, for example by tracking and adjusting

Ventilation system

temperature, ventilation and lights to provide optimal

Window canopies

indoor conditions.

Temperature sensors

The main focus was on providing solutions for elderly

Asthma inhalers

citizens, either for home care or assisted living.

Glucose meters

Common examples include medical bracelets and real

Medical bracelets

time tracking systems that kept track of an individual’s

Smart door-locks

location and notified the municipality or the caretaker

Training tracker

when something was out of the ordinary.

Fall-detectors
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Crime and

There are a number of IoT solutions designed to

Smoke detectors

disaster

improve public safety by early crime detection and

Surveillance system

prevention

prevention. In the studied countries, however, these

Vehicle surveillance

types of detection systems are sparsely used. In fact,

system

in this particular study, Estonia is the only country
that stands out when it comes to implementing IoT
solutions for crime prevention and reduction.
Culture, tourism

Municipalities were often very conscious about the

Audio guide for

and sports

public value that can be created by developing and

tourists

enhancing experiences related to culture, tourism and

Analysing visitor’s

sports. Our study shows that the use of IoT within

experience

the culture, tourism and sports sector was commonly

Counting tourists

thought of as a way to build identity and offer an
attractive environment to both locals and visitors.
Education

There are several IoT solutions on the market that

Attendance recording

have been developed specifically for school settings

system

to improve safety, encourage student engagement,
and optimize indoor climate conditions. However,
the majority of the municipalities in this study did
not make use of any of them. In fact, municipalities
had only installed systems that were used to record
attendance in Kindergartens and schools.

Table 6. Overview of the application areas and implemented IoT solutions

4.2 Smart city digital transformation
In order to explore how the application of IoT triggers municipal digital transformation
and enables smarter cities, we analysed our data through the four dimensions of the
smart city transformation framework. Thus, we start out by examining use of technologies and changes to public value creation, followed by structural changes and financial
aspects. Some quotes from the interviews are used to illustrate certain points, but for
the most part the findings are presented on an aggregate level.
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Use of technologies
The use of technologies dimension focuses on municipalities’ attitude towards new
technologies and their ability to exploit them. It thereby highlights the strategic role of
IoT and its potential for future value creation. By examining the municipalities’ use of
technologies, we may thus gain insight into both the perceived transformative potential
of IoT and the application areas where IoT is thought to make a difference.
IoT implementation was often driven by external stimuli, such as national laws and
regulations, European directives and United Nations goals. Regulations could, for example, address carbon emissions or that mercury lighting could not be used. However,
due to these regulations, previous practices had to be changed and services extended
- and IoT, in many cases, was seen as a solution to achieve this. In most cases, municipalities implemented changes and carried the costs themselves or used external funding
such as European Structural Funds, in other cases, citizens bore the costs. For instance,
in Norway, citizens had the possibility to install water measurement sensors themselves
or pay around 5000 NKR to have the sensors installed by the municipality. This created
a unique situation, where a service typically provided by the municipality, was now offloaded to citizens. In addition, the municipality presented consumption-based billing,
specific to the individual household, instead of the previous fixed rate billing that was
based on citizen average consumption. This way of using the IoT technology allowed
for a change in an existing business model, but also put citizens in charge of their utilities - in one way, empowering them. Such legislation and regulation driven changes in
processes and services were most common in Estonia, Denmark and Norway, but were
also present in other countries.
IoT, like other new technological paradigms, has been argued to reduce costs, increase efficiency, improve transparency and streamline processes. While most respondents were familiar with these proposed benefits, they also claimed that the decision to
implement IoT was more often based on strategic priorities in the municipality than
on a clear notion of value creation. In some cases, IoT was included in strategies, for
example as part of a municipal transportation and digitalization strategy, without explicitly stating how, when, and where the technology should be used. This meant IoT
was sometimes given priority without any regard to how it could actually transform
traditional processes. Laying such strategic importance on IoT was believed to positively affect people’s attitude towards the technology and made them, for example,
proactively search for use-cases. Some municipalities expressed that investing in new
technologies was also a political question, since it could show that the reigning politicians were future oriented and technology-savvy. Stovepipe IoT systems were considered easy to implement and provided a tangible example of politicians’ municipal
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investment. For instance, the smart waste solution, Bigbelly, was sometimes equipped
with a speech module, which greeted users, and made the trash can more visible, and
therefore more likely to be used. Such interest from politicians was most visible in Denmark, while similar sentiment was identified in other countries as well, but to a lesser
degree. Municipalities that did not have IoT as part of their strategy lacked investment
in the technology and political support for large scale implementation. Similarly, when
municipalities faced budgetary issues, IoT was among the first to face investment cuts,
since it was often characterised as an administrative service. Accordingly, the notion of
strategic priority greatly affected municipalities’ attitude towards integrating IoT into
public services.
The positive attitude towards IoT meant that there was a huge interest for pilot
projects and creating innovation testbeds. These projects were often initiated and performed by a skilful and engaged employee who enjoyed problem-solving. Sometimes
they were initiated by private sector organizations looking for reference projects. In
other cases, these solutions were tested out by municipalities on a smaller scale before
further implementation, to learn whether IoT could be a feasible solution. For some
municipalities, being an innovation testbed was part of their image and prestige. As a
project manager from Denmark (DP1) stated: “We don’t yet know if the project is a
success, but we wanted to innovate”. Overall, the studied municipalities did not support large investments if return was not assured. Consequently, there were more large
investments in established technologies. However, there were also municipalities that
expressed that even though they did not know exactly how they would benefit from
IoT, they had an interest to test and invest in a smaller scale in emerging technologies.
This attitude was present in all countries but was most prevalent in the bigger cities.
Overall, municipalities in Denmark were most active in testing out such innovative
solutions.
Many times, officials were reluctant to fully integrate IoT devices with existing information systems due to a possibility of devices breaking down, security concerns and
lack of technical support. As IoT was a new domain, many public sector employees did
not have enough skills and knowledge about the technology. As a project manager from
Denmark (DP2) reported:
Our IT-department doesn’t help me with installing sensors. So, there I am, installing LoRa sensors on roofs.
Municipalities also lacked skills to analyse the data generated by IoT. This meant that
the overall ability to deploy, use and maintain technology was often low. In other cases,
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IoT solutions were sometimes considered to lack technological functionalities; they
required, for example, too much integration, had closed APIs, or adhered to different
standards, which created difficulties in large scale deployment.
On top of that, service providers were often unable to provide sufficient service
quality as stated in the service level agreements. Public sector representatives were risk
averse, and only fully-implemented such solutions, once they had proven to work. As
a vice-mayor from Estonia (EV1) stated: “What happens if technology fails? How can
we trust the technology?” Consequently, municipalities used other systems with similar
functionalities in parallel with IoT solutions, which dampened the transformational
potential of IoT since old systems and processes were still intact and, in a sense, largely
unaffected by the introduction of the new technology. However, for some municipalities it did not matter that IoT was an emerging technology. They chose to implement
IoT solutions because the old technology was closing in on its lifecycle, and IoT was
deemed to have better capabilities and base-functionalities. For example, smart street
lighting had better and stronger lighting capabilities than the old system.
To sum up, there was a strong interest throughout all countries and municipalities towards implementing and exploring IoT, also stated in municipal and national
strategies. The majority of IoT projects were focused on creating tangible benefits that
could be communicated to citizens. However, municipalities’ ability to successfully implement IoT was often weak. Historically, IT departments had played a major role in
the implementation of IT in the municipalities. IoT, however, was not unanimously
considered an IT issue, thus the business-side part of the project had to do the technical
work. For this reason, many municipalities preferred established, stovepipe solutions.
However, these solutions were not typically integrated with existing information systems, making them less valuable for the municipalities. This affected the overall impact
as little digital transformation took place, when implemented IoT solutions were often
a parallel solution or extra solution that did not replace the old system or process. The
use of stovepipe solutions was common in all studied countries. Denmark and Finland
had the greatest number of new technologies created and used specifically for unique
use-cases, however, most of them ended creating little to no value. Thus, it did not matter whether it was a stovepipe system or an innovative new solution, but how IoT was
integrated into processes and services, as well as aligned with cultural expectations that
indicated its transformative potential.

https://aisel.aisnet.org/sjis/vol33/iss1/2

38

Velsberg et al.:
IoT Triggers

22

© Scandinavian Journal of Information Systems, 2021 33(1), 17-64

Velsberg et al.: IoT Triggers

Changes in public value creation
The changes in the public value creation dimension is concerned with how new processes and activities deviate from the old, and how these deviations are allowed to expand and enrich existing products and services.
Overview and awareness of public processes and services was one of the key reasons
for implementing IoT solutions, especially in Denmark and Finland. IoT solutions
were used to enrich existing services and provide information about the surrounding
environment to citizens, private organizations and decision-makers. The need for factbased decision-making was demanded by different stakeholders, e.g., citizens and private companies, who wanted to know, for example, how many cars, bicycles, pedestrians were moving through the city, the outside temperature, CO2 levels, etc. As a
vice-mayor from Denmark (DV1) commented:
We want to use IoT as a decision support system, to see how the traffic works
with traffic lights, traffic control, busses, public transportation, in order to offer
better services to our citizens.
This said, our study shows that in many cases the new information created little measurable value or lasting impact on how the municipality was governed, and instead,
contributed to raised awareness. In some rare cases, mostly related to transportation,
the collected information was put to use to create new value. For instance, data collected from IoT devices was used to enhance existing services, mostly through providing
additional information to citizens. Connected busses and trains provided data on traffic
conditions or delays across the city, which was used as a basis for digital services that
could alert commuters in case of delays and suggest alternate routes. Such data flows
made possible changes in the value creation for different services. In some instances,
the implementation of IoT solutions meant that municipalities would use the data
to provide services that replaced and surpassed services previously offered by private
contractors. For example, in Estonia, winter road maintenance vehicles were outfitted
with sensors providing data about their location, speed, fuel consumption, snow depth,
etcetera. The new insights gathered from the collected data lead to public sector maintenance managers increasingly taking charge of the winter road management, using
data to create more efficient and effective services and replacing private contractors.
There were also instances where publicly available information created expectations that
were hard to meet. For example, in the example above, citizens became outraged when
they tracked winter road maintenance vehicles online and saw that the drivers were
off schedule or chose a different route than the one expected. Consequently, enriching
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existing products or services was not always considered beneficial by the municipalities,
and some stopped sharing their data after experiencing an information backlash. For
others it was the first time to share open data with citizens. This illustrates that public
value creation is a complex activity: while some stakeholders, in this case citizens and
municipal maintenance managers, benefitted from IoT solutions, they sometimes negatively affected others, in this case private companies whose work was interrupted.
Many municipalities started their digital transformation journey with simple automation tasks, using IoT to streamline and change existing processes. This led to solutions for proactive management of waste, the remote collecting of water measurements,
and the subsequent streamlining related processes such as consumer billing. Replacing
people with automatic processes was not the key objective, but rather a way to improve
the quality of a service, for instance by reducing downtime. Ultimately, the implementation of IoT triggered new ways of value creation, based on the collection and analysis
of data. There was an assumption that citizens would want personalized services and
that the public sector should anticipate citizen needs. As a project-manager from Denmark (DP3) stated:
We want to become a smart city, so when a patient needs anticoagulants, we
could calculate it remotely on the spot.
IoT was also applied in critical areas, such as providing heating to remotely located
schools, providing lighting in long tunnels, controlling traffic lights during 911 calls,
and blinking traffic lights when schoolchildren were found to be running towards the
road. In such circumstances the cost of the devices was not crucial as the IoT devices
allowed to greatly enhance products and services. In non-critical application areas, IoT
allowed cities to offer more dynamic services, such as creating parking spaces or additional vehicle lanes depending on the time and traffic congestion. This allowed cities to
reduce traffic congestion.
In Estonia and Finland, municipalities wanted to increase control over the whole
value creation process, including internal and external stakeholders. For instance, in
Finland, municipalities used fleet telematics to track when ski-tracks were maintained.
This data was used to provide information to citizens, enabled faster communication
between stakeholders and at the same time it allowed to track how the work was carried out. In other cases, IoT was used to gather data on citizen behaviour, for example,
how citizens move through the city. This information was then shared with different
interested parties. For example, in Finland, data on cyclists and pedestrians was used
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to open new businesses; i.e.; a cafeteria run by an entrepreneur in a location where IoT
had identified many cyclists passing by. As a vice-mayor from Finland (FV1) stated:
We often like to think that our behaviours and actions affect the surrounding
environment, but we are unaware of how. Citizens can now understand how
their actions affect the city. This provides possibilities for businesses to create new
services based on actual data.
The municipalities themselves used similar IoT data to make more informed decisions
and planned investments to create social value; e.g.; through improving citizen safety.
This was the case in Estonia where the municipality identified whether citizens wore
bicycle helmets or not and depending on the information took actions to increase their
popularity among bicycle riders.
Digital transformation was sometimes hindered as municipalities did not know
where the collected data could be used and how it could help to change existing processes. While IoT generated data could have been beneficial, different stakeholders were
sometimes reluctant to use the newly available resources since it was not clear what the
added value would be. As a vice-mayor from Estonia stated (EV1): “Things already
work”. This resulted in lack of priority and investment in IoT by the public sector.
Consequently, one could see that expanding existing products with new capabilities to
collect data did not instantly create substantial changes in the value creation if there
was no strategy in place for how data was to be used, maintained and shared amongst
stakeholders.
Sometimes IoT was implemented due to its nudging possibility. For instance, installing surveillance cameras made people behave better, even if the video-stream was
not analysed. This raised ethical concerns for some public officials as they felt people
were remotely monitored. Problems also existed with regards to analysing the data and
keeping up with privacy regulations. For example, although there were several solutions
available within both the educational and care and support domains, public officials
were much more hesitant to deploy these as they were often based on the possibility of
tracking specific people and tracing individual behavioural patterns over time.Some of
the respondents in this study pointed out that, for example, medical bracelets were beneficial on paper, however, one should ask how much the municipality benefitted from
their use and whether citizens were actually interested in wearing them, the inference
being that citizens are not always ready for IoT solutions.
To conclude, one of the main reasons for implementing IoT in smart city services
was to gain better overview of ongoing processes, save costs, and gather information
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that could be used to enhance existing services and create new opportunities for public
value creation. Many municipalities were dependent on external funding to set up their
IoT projects, as they did not want to risk using municipal funds for new technology
whose value delivery was not certain. This sentiment was present throughout all studied countries and was not dependent on the size of the municipality. While changes
in public value creation were often incremental, IoT allowed for the expansion of core
functionalities and thus the provision of services that were previously non-existent or
unavailable. Although there were few examples of implementations where IoT fully replaced old systems and processes, IoT was still believed to have both direct and indirect
effects on public value creation.

Structural changes
The structural changes dimension refers to the organizational setup and how it changed
with regards to using new technologies, and whether it was the products, processes or
skills that were mostly affected.
As people continuously move to cities, rural areas have seen an outflow of people.
For our respondents, this meant that many municipalities no longer had people who
could maintain remotely located schools, utilities and municipal buildings. On top
of that, there were historical reasons why buildings were far away from urban areas.
As a result, many municipalities used IoT to automate functions that were previously
filled by people. These were most common in rural areas within Estonia, Finland and
Norway. Such changes in structure, however, meant that collaboration with research
institutions and private sector organizations became more important as municipalities
often lacked previous knowledge, skills and even people who could make sense of the
generated data. Such need for external support was seen in every country. A mayor from
Estonia (EM1) noted:
IoT is really about the data and how the data could be used. We don’t have any
competence to analyse the data. We need to work closer with research institutions.
This meant that the application of IoT in many cases drove public sector organizations
to work more actively together with external organizations. This collaboration with research institutions and with the private sector affected a wide number of municipalities
in all countries and within different domains, such as parking spaces, heating, energy
and water consumption.
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The respondents explained that it was often assumed that the new technology would
force a change in the structure of the municipality and its processes. However, they
soon discovered that the willingness to test out new solutions did not instantly result
in transforming the public sector and putting the solution in a strategically important
role. While municipalities had IT departments, IoT was not always considered an IT
issue, but instead, a question about using a device, thus municipalities had a separate
(project) person for IoT project initiation and management, separate from the IT department. These people did not typically have technical background. In organizations
who had such a person, the IoT project manager often found themselves isolated, without a clear work context. A project manager from Denmark (DP4) commented:
No one is interested [in implementing sensors measuring air-pollution and WiFi hotspots]. The mayor wanted it [the IoT solution]. I just don’t know what to
do with them.
Some municipalities therefore indicated that they had started making sure that different
stakeholders who were affected by IoT projects were involved in the project from the
beginning. However, this did not substantially reduce the burden on project managers
who now had to deal with IoT projects.
In some application areas, such as care and support, the implementation of IoT was
seen as a way to empower people. For instance, in Denmark and Sweden, emergency
bracelets allowed elderly people to continue living alone by providing a sense of security
and certainty that if anything were to happen, someone would be notified – for instance
if a person fell and could not get up and reach phone to call emergency – a fear fairly
common amongst the elderly people. While relatives were assured that if something
would happen, they would be notified immediately. This increased self-reliance and the
feeling of being independent. It also reduced the need to hire more homecare assistants
and reduced the number of elderly persons in assisted living facilities. In Estonia, however, the same IoT solutions were used to a lesser degree as there was mistrust towards
the technology. Similarly, in utilities, IoT devices provided assurance that schools in remote areas had enough heating even during the coldest winters and if anything were to
happen, someone would be immediately contacted. The same IoT solution could thus
have huge or little impact on the structure, depending on how it was applied and used.
All in all, changing processes and organizational setups was often difficult, making
digital transformation hard to achieve. There were, for instance, reports of resentment
against replacing people with new systems, and when the systems were in place, it was
often difficult to change current work processes and how people interacted with IoT.
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For instance, in Estonia, where IoT was used for indoor climate optimization, people
still continued to open the windows to get fresh air, even though there was no need to
do that. On the contrary, such behaviour made the systems malfunction.
To conclude, the implementation of IoT had the potential to bring structural changes in the municipality. However, the transformation itself often required introducing
new roles to govern the innovative projects, most commonly through partnership with
universities and the private sector. In addition, using IoT and leaving old processes
intact did not create substantial new value as the municipality would continue to function as before. In order to utilize the transformative potential of the technology, many
municipalities pointed out the need for a designated person who would oversee the
emergent technologies and how they fit in the culture and organization. Again, this created some difficulties, as the designated person was often from a business background,
with little technical knowledge. When IoT was given strategic priority and integrated
into organizational processes, and affected people were shown the value of the implemented solution, it had an impact on both product, processes and skills.

Financial aspects
The financial aspects dimension refers to municipalities’ urgency to act due to diminishing finances and core functions, and their ability to finance new technological solutions.
Financial goals played a significant role in the adoption and use of IoT in the municipalities. Municipalities under financial pressure often lacked resources to invest in
the technology, such as due to diminishing tax revenues and increasing expenses in core
areas; e.g.; social services and education. Those who were sceptical cited IoT devices
as being expensive and producing little financial benefits and thus considered it more
beneficial to continue the old way. A mayor from Finland (FM1) commented:
One thing is to have great solutions, but if they don’t actually benefit us, we need
to reconsider how we are using them as we are not rich. There are of course some
municipalities that have a lot of free money, but these are usually big cities
Indeed, the cost of IoT devices was the most-often cited reason for partial implementation of projects. This goes against the notion that IoT devices are inexpensive and can
be deployed easily. Even though no one argued against that IoT devices could potentially reduce costs, the up-front investment was often considered too high in relation to the
efficiency created. On the other hand, if external funding and subsidies were available;
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i.e.; Horizon funding, European Structural Funds, and innovation funds, municipalities were eager to apply for such external funding and perform test installations.
In other cases, financial aspects determined which areas IoT was able to support.
While some application areas, such as utilities and transportation were mature, had
different solutions, and saw wide diffusion, other areas, such as education, did not
have as many solutions available. Consequently, if a municipality was under pressure
to cut expenses or increase efficiency in the education sector, but there were no solutions available, there was little incentive to invest in other, more mature, application
areas. Therefore, even if there were IoT solutions that could improve processes in, for
example, culture, tourism and sports, municipalities did not consider such investments
worthwhile in cases where the education and infrastructure domains required the biggest increases in efficiency. This consequently meant that municipalities did not make
use of existing solutions to a large extent if they were in a non-prioritized area. On the
other hand, using IoT even on a small scale sometimes brought in great returns. For
instance, within the area of utilities, IoT allowed for the detection of water leaks, which
reduced water consumption and brought direct benefits in terms of financial aspects.
In a few other cases, mostly with regards to zero-energy houses and smart bus-stops,
municipalities were able to create surplus energy and make money. Such examples were
present throughout all countries.
It was clear that municipalities had financial incentives to invest in IoT as they
continued to compete with different municipalities for taxes. The more citizens the municipality had, the more tax revenue the municipality received for their yearly budget.
Through attracting investment and enhancing government services, the public sector
was able to attract more people to live in the municipality and could also create new
jobs. Both of these had a positive effect on the municipal revenue. Consequently, municipalities tried to rebrand themselves as a testbed for emerging technologies, as a
pioneer in the field of smart city, and as an exciting location for business investment, to
attract more investment and improve their financials.
To conclude, we saw that many municipalities throughout Northern Europe had an
urgency to either cut costs or increase revenue or efficiency. They often had few possibilities to finance innovation projects. This resulted in municipalities seeking external
funding for their innovation projects, which sometimes lead to a mismatch between
project deliverables and municipal needs. In all countries such funding mechanisms
were in place, but sometimes limited in terms of available funds. Financial aspects also
meant that even though there were available IoT solutions on the market, they would
not be implemented if they were in an application area that was at the time not deemed
a priority. Instead, funds would go toward solutions that helped the municipality meet
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its budget goals. Furthermore, IoT was often seen as a way to tackle competition between municipalities, allowing to attract more investment and people to live in the
municipality.
Table 7 summarizes the results of our study in relation to each of the four dimensions of the smart city transformation framework.
DT Dimension

Public sector application of IoT
•

Focus on creating tangible benefits that could be communicated to citizens.

•

Tension between IT departments and new IoT coordinator role

•

Stovepipe solutions vs. new innovations

•

Parallel solutions hampered transformation

•

Importance of integrating IoT into processes, services and
aligning with cultural expectations

Changes in public

•

Data used to create value

value creation

•

Better information, higher efficiency, streamlining of processes

•

Cost-savings

•

New data-driven services

•

Automating functions and remote monitoring

•

Incentive to collaborate with private sector and universities

•

New competencies needed with both a technical and organizational perspective

•

Evidence of some resistance to change

•

Importance of giving IoT strategic priority

•

Lack of resources to invest in new technology weighed against
the potential for cost-reduction

•

Focus on external funding

•

Mismatch of available solutions and prioritised application areas

•

Rebranding as innovation testbed to attract new citizens and
increase tax revenues

Use of technology

Structural changes

Financial aspects

Table 7. Digital transformations dimensions of public sector application of IoT
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5 Discussion
The aim of this paper was to explore how the use of IoT has spurred digital transformation on a local government level and enabled smarter cities, for this reason we studied
IoT implementation within municipalities in Northern Europe. We adopted the smart
city transformation framework to explore our research question: Within which application areas do municipalities use IoT and how does the implementation of IoT in this
context trigger change and enable smarter cities? In this section we discuss how IoT-use
triggered transformation and extend the discussion in relation to the four dimensions
of the smart city transformation framework.

5.1 IoT Usage in the municipal context
Our study illustrates that the usage of IoT in the public sector in Northern Europe is
distributed across a number of application areas. We identified seven different application areas where municipalities had chosen to implement IoT solutions. They were, in
order of descending importance, 1) Transportation and infrastructure, 2) Utilities and
environmental monitoring, 3) Buildings, 4) Care and support, 5) Crime and disaster
prevention, 6) Culture, tourism and sports, and 7) Education. A little more than 50%
of the participating municipalities had implemented solutions in the transportation
and infrastructure sector, making this the most common area where IoT was used. The
application areas represent some of the key infrastructural areas that the municipalities
are responsible for, such as water supply, telecommunications, street lightning and road
maintenance. Other areas, such as education or care and support, where the provision
of public services is crucial, either lacked available IoT-solutions, the solutions had
not been proven to work at a level they would have warranted the provision of public
funds, or they were deemed suitable only for specific use-cases. The most prevalent
problem with IoT implementation in the care and support domain, was the lack of
generalizability of the solutions. The specific use cases were not considered applicable
on a wider population group, thus minimizing the potential benefits of using the IoT
solution within the municipality. Consequently, while education and care and support
often counted for the biggest part of municipalities budget, the lack of available solutions meant that these application areas had few IoT implementations. Consequently,
our study indicates that while smart cities increasingly rely on the use of IoT solutions,
there are some critical application areas which lack available commercial solutions. The
lack of such commercially available solutions in the key areas undermines the interest of
the public sector to invest in IoT and negatively impacts the view towards the smart city
concept. In order to support the implementation of IoT in the public sector and the
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transition towards smart cities, it is thus necessary to provide minimum viable products
that satisfy the base requirements of the public sector. Initiating and executing proofof-concept (PoC) projects involving multiple stakeholders allow to test hypotheses in a
cost effective manner and deliver solutions that meet those base requirements.
Our study indicates that the size of the municipality does not correlate with IoT
usage within the municipality and spurs of digital transformation. Instead IoT is used
by both, large and small municipalities to drive digital transformation. For example,
in Estonia 83% of the municipalities who had implemented an IoT solution had less
than 15 000 citizens. Earlier studies on smart cities have shown that larger cities attract
more human capital and increase the human capital productivity (Elvery 2010), have
more potential users for adoption of emerging technologies, thus scaling up and breaking-even could occur faster (Neirotti et al. 2014), and are also shown to spend more on
infrastructure investments (Bhattacharya, Oppenheim and Stern 2015). Whether it is
because of the nature of IoT implementations or the relatively small size of municipalities in Northern Europe, we did not identify that projects in larger municipalities were
scaled up or broke-even faster compared to similar projects in smaller cities and municipalities. Actually, stovepipe IoT systems were shown to break-even faster in rural areas,
especially when it came to distributed infrastructures (such as street lighting and waste
management). For instance, radar-controlled street lighting was mostly used in rural
areas due to the low-frequency of movement, while air-quality sensors were mostly used
in cities. Regardless of the solution, the most common reason for IoT implementation
was value creation by solving strategic objectives and needs, either through providing an
overview of the processes, increasing efficiency, improving service quality, allowing to
make more informed decisions and so forth. Accordingly, our study suggests that more
important than the size of the municipality is the competence to orchestrate digital
transformation processes within the public sector and identify the best value creation
opportunities.
In our study we found that IoT usage differs widely amongst countries and municipalities. Even though all municipalities within the Northern European context have
similar duties and commitments, one cannot ignore the fact that they face different
conditions in terms of structure, financing, attitudes, and competencies. Their unique
situations inevitably affect their perspective on new technologies as a solution to their
challenges. In rural areas, citizens often have to travel long distances for public services, which means that even small, fiscally conservative municipalities see great value in
replacing manual intervention on-site with automation or remote manual intervention
where possible. In some cases, IoT even became necessary for rural areas to function as
the skilled workers able to maintain on-site systems moved to cities. This meant that

https://aisel.aisnet.org/sjis/vol33/iss1/2

48

Velsberg et al.:
IoT Triggers

32

© Scandinavian Journal of Information Systems, 2021 33(1), 17-64

Velsberg et al.: IoT Triggers

without IoT devices, rural areas faced the risk of being unable to provide core services
to their citizens; i.e.; to provide heating in rural areas. No matter the size of the municipality, everyone shared a general desire to utilize resources as efficiently as possible
and improve competitiveness. On a general level, municipalities approach IoT as an
absolute necessity to ensure long-term supply of electricity, water, traffic management
and social services for the public sector. Because of obstacles that slow down digital
transformation, and the central role of political, economic and cultural contexts in
shaping the way cities try to become smarter, it can be expected that there is not just
one unique paradigm of smart city evolution throughout the world (Neirotti et al.
2014). Our study shows that the implementation of IoT allowed the public sector to
solve issues and achieve results. This was most commonly attributed to the possibility
to provide network connectivity to various physical objects and support data exchange
between many devices.

5.2 Transformation towards smarter cities
There have been many discussions on what constitutes a smart city, exemplified by a
wide range of new city discourses such as intelligent, innovative, wired and cultural cities, which combine technological solutions with economic, political and socio-cultural change (Hollands 2008). While individual city discourses have somewhat different
meanings and cities are often labelled smart against some empirical criteria, it is important to shift focus to the elements that make them smart (Deakin and Al Waer 2011;
Hollands 2008). With IoT emerging as one of the key enablers of this transformation,
we used the smart city transformation framework to highlight the transformative role
and potential of IoT in the public sector context. Our analysis shows that there are
four distinct ways in which IoT triggers municipal digital transformation and enables
smarter cities; by increasing contextual awareness, enabling data-driven value creation,
the reimagining of organizational structures, and innovation-oriented financing. These
four activities are discussed in more detail below and show how the application of new
technology challenges existing structures, both technological and organizational and
adds to the ongoing discourse on smartness.

Contextual awareness
In this research we show that a municipality’s decision to use IoT technology was in
many instances driven by a desire to create more efficient public services. This finding
is in line with previous research, which has stated that one of the key benefits of IoT is
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the ability to produce and use context-aware data to track, monitor and sustain smart
city services (Atzori et al. 2010; Jin et al. 2014; Zanella et al. 2014). The usage of
IoT in public organizations allowed them to create a sense of heightened transparency
and improve information flows from both a local government- and citizen perspective.
Sharing data from installed sensors with citizens, business and academia; or providing
context tailored services, showed that IoT had potential to simultaneously transform
work processes, encourage new services, tailor them to user-needs and empower citizens. Our study thus shows that the use of IoT triggered contextual awareness, that in
turn increased community smartness, as described in previous research, for example
by improving efficiency, effectiveness, transparency and collaboration (Nam and Pardo
2014; Velsberg et al. 2020).
The adoption of IoT was also laden with symbolic value, painting early adopters
as technology-savvy and innovative. Several communities described their IoT projects
as something that would show both current and potential citizens that they were future-oriented and digitally competent. Seeing IoT in this light shifted the focus from
IoT being a standard technology implementation project to it being a potential cornerstone in a new digital strategy for the entire municipality. In many ways IoT was
an initial step for a more data-focused transformation in a local government, leading
municipalities to focus on data management, data-driven decision-making and open
data. IoT was therefore not only used to provide increased awareness of specific contexts
or to make local governments better anticipate and meet citizen needs, something that
has been highlighted in previous studies on public sector digital transformation (Mergel
et al. 2019) but was also a key component in becoming aware of and transforming a
municipality’s image and digital agenda. However, the use of IoT to bolster prestige
did on occasion become the opposite of the very effectiveness and efficiency it had the
potential to improve, as such projects were often motivated by image and appearance
rather than utility.
In our study, we found that IoT projects and solutions that stemmed from the will
to appear modern and trendy rather than from a need for quantifiable improvements
were more difficult to sustain over time but were considered important for their potential social and political value. Consequently, while the direct value of such projects
was often unclear and hard to measure, there were intangible transformations that took
place, such as a shifting focus to the future outlook of organizations and municipalities. For example, in Estonia, smart street lighting led to cost- and energy savings and
improved maintenance efficiency, but also created increased contextual awareness and a
digital map in terms of how smart cities operate, people communicate and work. Such
stovepipe systems later brought about additional improvements, such as inclusive man-
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agement of the smart city where the citizens provided location-based data on municipal
problems. Municipal use of IoT thus triggered contextual awareness, which both led to
immediate digital transformation in the form of new work processes and services and
served as an input in forward-looking digital strategizing. By mapping out and providing empirical examples of municipal IoT usage, and highlighting contextual awareness,
this study reinforces the importance of adopting a process perspective of digital transformation (Vial 2019) in order to capture the here-and-now as well as the emerging
changes that new digital technology triggers. Furthermore, we show that the symbolic
value of digital technology must be considered, as it may have a profound effect on the
digital transformation process and its potential for successful reception.

Data-driven value creation
During the analysis of changes in public value creation we found that IoT triggers a data-driven perspective to decision-making and provision of public services. IoT produces
data that can be refined to provide valuable insights and seamless customer-centred
services. These connected smart products and systems are able to generate a continuous
stream of hard data which – through analysis – can serve as invaluable input to choices
regarding investments and policymaking. Indeed, the idea of objective and up-to-date
information holds significant appeal to municipalities (Catlett et al. 2017) and private
businesses (Watson and Wixom 2007) alike. However, as the current and previous
studies have shown, c.f. Bunders and Varro 2019, progressing into a data-driven smart
city can be a challenge.
Our result implied that stakeholders did not necessarily know how data was collected and what different data elements exactly meant. There was little attention paid to validity and quality of produced data as it was often not managed and measured. Similarly
lacking were scalable storage and data management solutions - the data was not linked,
managed, shared or analyzed. Furthermore, raw data did not typically produce value as
it provided little understanding of the actual shortcomings of processes and instead required further analysis. To overcome these problems, organizations engaged in various
undertakings, which could principally be labelled as data governance. Data governance
is a broad concept referring to the overall strategy of organizations to focus on information within the organization, and includes activities such as data governance, data
storage, data protection and privacy, business intelligence, data analytics, master data
management, open data and IT governance (DAMA International 2017; Ladley 2020).
The importance of data governance for IoT has been outlined in previous research, c.f.
Ma, Wang and Chu (2013) and advocates for a holistic approach to data governance.
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In line with previous research, c.f. Weber et al. (2009), the approach to data governance was not universal, instead the structure, practices and measures differed depending
on the maturity and structure of the organization and its existing practices. In some
municipalities there were specific roles responsible for data, while in others, such roles
were substituted by the business side of the organization. This, however, was not a
requirement nor an indication for an organization to make use of data. Consequently,
using data as a key resource in public services is not merely a technical matter, but also –
and more significantly – a matter of business policy. We found that private contractors
were often reluctant to share information as it could be used for quality assurance (i.e.,
are they delivering services on time in accordance with their contract). They did not
embrace this level of transparency as they were accustomed to doing things their own
way. In a similar manner, the results of analysis and hard data were not trusted, thus,
recommendations were not followed nor considered. Similarly to previous research,
c.f. Cheong and Chang (2007), the confidence in data-based decision-making could
be severely hindered due to lack of trust in data quality, management and knowledge.
Consequently, when implementing IoT, it is important to consider not only what the
technology can do, but also how the users perceive the quality of the data, infringements on privacy and the ethical aspects of technology implementation. Using IoT
generated data to create value requires an approach where value and ethics are balanced
and data is trusted.

Reimagining organizational processes
Our study shows that investments in IoT triggered changes related to organizational
processes as the underlying structures were not well-suited to the task. First, IoT is in itself not a homogeneous product or system, but rather a collective term used to describe
what is essentially a multi-level infrastructure (Borgia 2014). Hence, the technology itself was in many cases completely unfamiliar to cities used to working with technology
in an office setting, e.g., personal computers and networking equipment. Hence, the
necessary knowledge and experience on how to plan, formalize, execute, and evaluate
projects related to IoT was lacking or entirely missing. We found that public sector IoT
projects were often led by project managers with little technical knowledge, which in
some cases led to the hiring of innovation officers who helped with project applications
and project management. Moreover, technology is perceived as risky as there is limited technological expertise on hand to evaluate/understand the underlying technology.
Second, IoT-applications tend to rely on interdisciplinary skill-sets (Porter and Heppelmann 2015; Saarikko et al. 2017) - an approach which is not amenable to organi-
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zations that tend to be strictly divided by function; i.e.; education, transportation and
IT. Managing these types of projects requires insight into – and authority to act within
– operational processes as well as technology. As IoT-based solutions often encompass
multiple domains of knowledge and activity, projects rarely conform to existing practices and routines for governance.
To address these issues, municipalities had to look for external capabilities and
knowledge resources for understanding novel technology configurations and gradually
building the internal capabilities and processes to manage new uses and forms of value
creation. Purposeful responses to these triggers were found in Denmark, where they
approached this issue by creating a knowledge hub of implemented IoT solutions to
provide inspiration, best practices, and support better collaboration between municipalities, private sector and research institutions. In Estonia, the lack of knowledge
and experience was handled by providing workshops and seminars on topics such as
innovation management, data-driven decision making and public procurements. These
lead municipalities to take steps to measure customer satisfaction on the use of public
services and collect feedback from customers. More emphasis was put on the expected
outcome of the project, resulting in more involvement of end-users. This not only
affected how projects were structured and managed, but also how city managers and
staff collaborated with citizens, companies and research institutions. Significant changes were made to the planning process of a project, e.g., by getting a wider range of input
on identification of main stakeholders, assessing the cost and timeline of the project,
functional and non-functional requirements (open data, open-source, data privacy audit and so on). Rolling up one’s proverbial sleeves paved the way for focusing on transparency, data privacy and open data as strategic issues rather than requirements forced
upon them by government regulations and legal frameworks (Hashem et al. 2016).
Cities who understood this, started to publish data more aggressively, simultaneously
considering what types of data could be made openly available (Liu et al. 2017). They
considered the risks that could derive from publishing the data, and tried to be more
transparent in the use of data with an emphasis on centring policies around citizen
expectations. In many ways IoT ushered in a practice for organizations to focus more
on information governance and data management as an asset. As with all assets, data
requires a dedicated value chain, i.e., extraction, aggregation and analysis, in order to
extract value. This value chain is not granted by technology per se, but rather by the
capabilities to work with the technology.
Collectively, these efforts resulted in an improvement of the complexity awareness
and IT competence of the organization; which in turn advanced project management,
supported innovation management, improved management of data in relation to ser-
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vice-provision, and created a cultural shift within municipalities away from stovepipe
organizational structures, systems and mindset. Arguably, one of the more profound
forms of transformation cities faced along their road to smartness was the simple fact
that technology is not a silver bullet to solve all problems. Instead, they were forced to
go back to the drawing board and reimagine the underlying processes, structures, and
routines for planning, procurement, and execution of public services in order to better
understand digitized tools and develop new processes (Saarikko et al. 2020). From such
practices they were able to draw on new insights to transform their organization.

Innovation oriented financing
As this study shows, IoT solutions are commonly evaluated by municipalities from
the efficiency perspective. Efficiency can mean many things but is here used to denote
reduction of cost and waste. Our study results indicate cost savings to be the most common goal and most commonly created value amongst the municipalities. IoT has both
a direct effect on cost efficiency, e.g., through public safety solutions, and an indirect
effect; e.g.; by improving the efficiency and transparency of the public sector through
more efficient waste management and information provision on available parking spaces. This resonates with previous research that has shown how IT is most often used to
contribute to the reduction of costs and improvement of efficiency, c.f. Gil-Garcia and
Helbig (2006). Our study illustrates how economic efficiency was often the top priority
for the implementations and a strong focus was put on performance measurements.
This is rooted in how the public sector funds projects: as a general rule, projects have to
produce measurable value to be approved internally within the municipality. Accordingly, quality enhancing measures were not politically supported by the organization
or the external partners. However, projects motivated by efficiency often faced with a
catch 22: municipalities who had the biggest urgency to cut expenditure, often did not
have the necessary funds to invest in technology needed to actualize sought cuts. In
other words, the lack of available funds proved to be a significant challenge for municipalities, regardless of whether the investment in the long run could create efficiency
or other quality enhancing outcomes. As a result, municipalities risked getting stuck
in a financial hole without the means to remedy the situation – even when there were
proven IoT solutions available in the market.
To obtain funding for the IoT implementations, we could see that many municipalities invented new strategies where they packaged IoT projects as innovation projects
to be able to apply for innovation funding from external sources. The availability of
various innovation and research grants and European Structural funds could be used to
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solicit funding. Such funding mechanisms typically required specific measurable value,
did not support straight off buying stovepipe systems and did not support iterative project management. The majority of municipalities argued that without external financial
support, it would not have been feasible for them to carry out IoT projects. Consequently, municipalities that previously had relied on stovepipe systems, now started
their first IT innovation projects where funding was granted to develop prototypes
tested in practice. Other approaches to finance the IoT investment were to package
the investment as part of the service sold to the citizens. Such an approach was seen in
Norway with the implementation of smart meters and in Estonia with health trackers.
In Norway, the use of water meters was made mandatory and costs of the devices and
their implementation were shifted to citizens and companies. In Estonia, health trackers were required in some cases for elderly people to receive home-care, but the costs
were again mandatorily covered by citizens. As Dutton and Duncan (1987) have noted,
financial problems on one hand make it necessary for the organization to act and reduce
costs/increase incomes, but on the other hand create an inability to act. In our study we
illustrate how municipalities adopted different strategies to overcome this challenge by
seeking alternative approaches. Common for these alternative approaches was external
orientation driven by an innovative and open-minded perspective.

6 Conclusions
This study makes several contributions in the area of smart city digital transformation
research and practice.
First, we argue that while the public sector use of IoT within the smart city sphere
is in its early stages and commonly in an explorative, prototyping and piloting stage,
smart cities increasingly rely on the use of IoT solutions. While previous studies have
linked the size of the municipality with IoT implementation rate, our study indicates
that IoT implementations are found in large and small municipalities alike. Hence, our
study suggests that increasing productization of IoT-solutions and diminishing costs are
essentially democratizing the use of IoT.
Second, we highlight the transformative role and potential of IoT in the public
sector context by identifying four distinct ways in which IoT triggers municipal digital
transformation and enables smarter cities; by increasing contextual awareness, enabling
data-driven value creation, the reimagining of organizational structures, and innovation
oriented financing. These activities were altogether shown to enable smarter cities. For
the public sector to reap the benefits of potential digital transformation, it is however
imperative to challenge current work practices. In addition, technology must be fully
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integrated in processes and services while being aligned with cultural expectations. Such
changes require substantial support and commitment from stakeholders and a pronounced understanding of the value new and emerging technologies create.
Further studies could include other countries and regions to provide a more comprehensive understanding of how digital transformation takes place in the public sector, to
show whether the results are country and region specific. While our study concentrated on IoT, future research could assess how the experience from IoT implementation
applies to other emerging technologies, such as artificial intelligence and open data.
Finally, the smart city transformation strategy framework provided a comprehensive
way to explore digital transformation within the public sector. More studies are needed
to further validate the benefits of using the framework within the public sector.
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