These days with emerging developments in all sectors and growing demands, electricity has become priority for every individual and every organization. The basic procedure for power supply includes power generation, power transmission and power distribution to the destinations. Naturally owing to few technical faults, losses may occur due to power dissipation by some devices. These losses can be minimized using the fast developing technology, but what about the other kind of losses? These are the losses caused deliberately by human beings for the sake of illegal access to the power distribution. This is power theft.In developing countries like India, power theft is one of the most prevalent issues which not only cause economic losses but also irregular supply of electricity. It hampers functioning of industries and factories, due to shortage of power supplied to them. It causes shortage of power supply to homes. It leads to loss of revenue by Government as individual enterprises may opt to install their own power generators, increases corruption in form of bribes and many more. Ultimately it is the country's economy which suffers along with the country's political reputation. In this paper a simple design for single phase power theft identification and alert system is proposed which employs real time comparison method to compare the current (I 1 ) at incoming side of the energy meter with that of the load side (I 2 ), if both the I 1 and I 2 are same it is considered that there is no power theft occurred, if I 1 is greater than I 2 then it is considered as power theft has been occurred which is immediately intimated to the Electricity Board via Internet in Real time. On getting the notification on smartphone the electricity board personal can disconnect the load remotely.
I. INTRODUCTION
The transmission as well as distribution of electricity induces the large amount of loss of power. The quantity of this loss is rising day by day due to it the power authorities are facing losses in their profits a new method to identify the fraud customers is proposed.
There is a huge demand for electricity and there is always a mismatch between supply and demand. Satisfactory operation of power systems requires overall coordination of all the power system components. Attention and focus are given for generating power using both renewable and conventional sources of energy. But the transmission of power also plays a vital role in conveying power with minimal loss to the consumers. Hence proper maintenance of transmission as well as distribution network is mandatory for efficient and effective distribution of power. Though the losses associated with generation can be exactly formulated, there is no proper and precise quantification of transmission and distribution losses. Many parameters are involved and hence more data is required in addition to the sending end data. Also it is not only the technical parameters that influence transmission and distribution losses, but also the non-technical parameters. Power theft is one such parameter in developing countries. In India, the power theft is highly significant and it is approximately 420MW accounting to heavy revenue loss to power utilities. Often power theft is done during transmission by illegal tapping of power lines to divert the power to the required destination. It is also done by illegal connections to the power grid stations, which are cut at the time of billing. A real time comparison method is made which is used to compare the current at L.V (low voltage) side of the distribution transformer with that of the consumption of connected legal consumers. A wireless IOT module is employed for this purpose. A simple design for single phase distribution system is proposed for analysis and the same can be implemented for three phase system by adding relevant features.
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Power theft occurs in two main ways: meter frauds i.e. manipulating the electricity usage data and, un-metered usage where the power is enjoyed for free. Political interference is a major reason promoting power theft in India. There are incidences when officials from the state-owned power sector companies are transferred, suspended or sometimes even killed if they try to expose the culprits. Another strange fact which confirms the politics of populism in the sector is that power theft increases during elections. This also shows that political leaders earn votes by allowing electricity theft. Farmers occupy a major chunk of voters in the country and the political leaders often promise them free or subsidized electricity to attract their votes. Moreover, most of the overhead electrical wires in India are still not insulated facilitating illegal hookups. The ineffective law enforcement system in the country regarding power theft further removes the fear among power thieves.
II.Impact of power theft on the Indian economy:
According to the World Bank estimates, power theft reduces India's GDP by around 1.5% (Smith, 2012) . A recent study by NDTV also concluded that 40% of the electricity in India is unpaid (NDTV, 2012) . Of all the power generated in the country, around 1/4th is either stolen or lost in transmission. This figure is 5 times the figures for China and one of the reasons why India is not developing at the same pace as China (Denyer, 2012) . These data itself show the pathetic situation of power sector in the country. UP has the lowest growth rate across the country which in a way proves that level of electricity losses and the economic growth rate are inversely related.
There is definitely a need for strict regulations against power theft in the country but the situation can never improve unless the people themselves do not stop stealing power. This requires more of a moral awakening rather enforcement of legal penalties.Power theft occurs in two main ways: meter frauds i.e. manipulating the electricity usage data and, un-metered usage where the power is enjoyed for free. Political interference is a major reason promoting power theft in India. There are incidences when officials from the state-owned power sector companies are transferred, suspended or sometimes even killed if they try to expose the culprits. Another strange fact which confirms the politics of populism in the sector is that power theft increases during elections. This also shows that political leaders earn votes by allowing electricity theft.
Injecting foreign element into energy meter
Meters are manipulated via a remote by installing a circuit inside the meter so that the meter can be slowed down at any time. This kind of modification can evade external inspection attempts because the meter is always correct unless the remote is turned on. Sometimes skilled individuals inject foreign elements such as transistors, resistors or IC chips into the energy meter.
III PROBLEM OBJECTIVES
1. The main aim of our project is to detect an electrical power theft automatically and prevent it from occurring 2. Globally get information about power theft via internet on Smartphone's from anywhere in the world using IOT(Internet Of Things) 3. Make the system cost effective and very compact so as it can be added to existing energy meter system without much complexity Why to use a Darlington Pair?
IV. METHODOLOGIES ADOPTED
In some application the amount of input current available to switch on a transistor is very low. This may mean that a single transistor may not be able to pass sufficient current required by the load.
As stated earlier this equals the input current x the gain of the transistor (hFE). If it is not be possible to increase the input current then we need to increase the gain of the transistor. This can be achieved by using a Darlington Pair. A Darlington Pair acts as one transistor but with a current gain that equals: Total current gain (hFE total) = Current gain of transistor 1 (hFE t1) x current gain of transistor 2 (hFE t2) So for example if you had two transistors with a current gain (hFE) = 100 (HFE total) = 100 x 100 (HFE total) = 10,000 You can see that this gives a vastly increased current gain when compared to a single transistor. Therefore this will allow a very low input current to switch a much bigger load current.
16X2 LCD:
A Liquid Crystal Display (LCD) is a low cost, low-power device capable of displaying text and images. LCDs are extremely common in embedded systems, since such systems often do not have video monitors like those that come standard with desktop systems. It can be found in numerous common devices like watches, fax and copy, machines and calculators.
The backlight feature of the LCD makes it readable even in low light conditions. The LCD is used here in 4-bit mode to save the microcontroller's port pins. Usually the 8-bit mode of interfacing with a microcontroller requires eleven Pins, but in 4-bit mode the LCD can be interfaced to the microcontroller using only six pins.
SKETCH
The Sketch IDE (Integrated Development Environment) is a special program running on your computer that allows you to write sketches for the Arduino board in a simple language modelled after the Processing language. The magic happens when you press the button that uploads the sketch to the board: the code that you have written is translated into the C language, and is passed to the AVR-GCC compiler, an important piece of open source software that makes the final translation into the language understood by the microcontroller. This last step is quite important, because it's where Arduino makes your life simple by hiding away as much as possible of the complexities of programming microcontrollers. The programming cycle on Arduino is basically as follows:
1. Plug your board into a USB port on your computer.
