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pervasive device to access Grid services, tries to incorpo-
rate physical computing entities into a digital world. The
purpose of this open and dynamic digital world is to present
the right information to the right user at the right time in the
right place. Hence, various computing entities (e.g. service
consumers, and service providers) in such an context-aware
environment require to be able to share knowledge with
eachother, reasoncontexts, andsupportautomaticbehavior.
Applications of this digital world must be context-aware so
that they can adapt rapidly changing conditions [21] [22].
In order to achieve this purpose, the system infrastructure
must understand its working environment comprehensively.
It should know all the computing entities within the envi-
ronment, the relationship between these computing entities,
and the events and assignments being undertaken by these
entities.
4.1. Automatic Service Discovery
A context-aware space has the potential to integrate a
great number of pervasive devices, from tiny sensors to ex-
tremely dynamic and powerful devices. It enables great ac-
cess not only to content but also to services. However, it
is not easy for new-coming users to locate, ﬁnd, and in-
voke their required services. Service discovery protocols
simplify the interaction among users, devices, and services.
It minimizes administrative overhead and save the system
developers from coding all possible interactions at the de-
signing time [23].
OWL-S [24] is a language for describing services, and
it provides a standard vocabulary that can be used together
with other aspects of the OWL [25] description language to
create service descriptions. The types of knowledge about
describing a service are the proﬁle of the service, the us-
ing method of the service, and the interacting way of the
service. The structure of OWL-S upper-level ontology is
just based on these three perspectives. The “Service Pro-
ﬁle” provides the information for the service requester to
discover a service, while the “Service Model” and “Service
Grounding”, provide enough informationofhowtheservice
is used and how to interact with the service.
The proxy can be considered as s set of services for the
pervasive device. In order to enable the new service re-
quester to locate and ﬁnd the required services accurately
and efﬁciently, each service’s proﬁle is required to be de-
scribed exactly, especially the functionality description of
the service, including the information transformation (rep-
resented by the inputs and outputs) and the state change
produced by the execution of the service (represented by
the preconditions and effects). After the required service
is found, the service proﬁle is useless, and the service re-
quester will use “Service Model” and “Service Grounding”
to invoke and monitor that service.
4.2. Ontology Approach for Context Model
Context is any information that can be used to charac-
terize the status of various entities in the space [26]. In
our system infrastructure and preferred smart space, con-
text can be deﬁned as the information that characterizes the
identity and attributes of people, pervasive devices, proxy
devices, and Grid services. The information includes the
performance and status of proxy devices, the Grid services
accessible through the proxy device, the function of vari-
ous pervasive devices, the relationship between pervasive
devices and proxy devices, and so on. It may also involve
the surrounding environment of devices, such as network-
ing capability, because these conditions are able to change
the interaction between devices. A well deﬁned model is a
key integrator of the context for the context-aware system.
Ontology refers to the speciﬁcation a conceptualization
of a knowledge domain [27]. It is a group of controlled vo-
cabularies that describe objects and the relations between
them to express something meaningful within a speciﬁed
interest domain. Historically, there are several context mod-
eling approaches [28], such as key-value model, markup
scheme models, graphical models, object-oriented models,
and logic-based models. However, using ontology to model
contexts for an ubiquitous computing environment offers
more advantages.
We have developed a style of ontology for modeling
the context of the system infrastructure with the OWL lan-
guage. In order to provide the universality of the ontol-
ogy, we divide the ontologies into two distinctive but related
parts: the initial ontology and the extended ontology. The
initial ontology deﬁnes a set of fundamental concepts and
general vocabularies, while the extended ontology, inher-
ited from the initial ontology, provides additional concepts
and vocabularies to support the speciﬁc application. Figure
2 shows the diagram of the ontologies and their relations.
The initial ontology consists of the vocabularies for the
core concept that are associated with the entities in the sys-
tem infrastructure. Five classes of objects are identiﬁed,
“User”, “Device”, “Location”, “Event”, and “Restriction”,
which appear to cover most of the basic elements for vari-
ous applications. The “User” class deﬁnes the most general
attributes of a person. In the device-proxy-Grid system in-
frastructure, the devices (the service consumers) belong to
the “User” class, because actually it is the person behind the
device who requires to access various services, and those
portal devices can be considered as the agents of real users.
We adopt the mechanism of binding properties between the
person and his/her portable device, so that each portable de-
vice requiring to access services has the individual personal
information, such as the name, the email address, the ac-
cessing password and so on. The status attributes such as
the location of the user or current activity can also be ac-