Maria Tzanou's book, The Fundamental Right to Data Protection: Normative Value in
the Context of Counter-Terrorism Surveillance, places at the centre stage "the scope, the content and the capabilities of data protection as a fundamental right to resolve problems and to provide for effective protection" (p. 1). The status and relationship of both these provisions have of course been the subject of judicial observations, particularly from the Court of Justice of the European Union. 1 The interplay between privacy and data protection has also been an area of interest amongst scholars and policymakers and in no small way fuelled by the coming into force of the Charter of Fundamental Rights of the European Union, which provides for both the right to privacy (Article 7) and the right to the protection of personal data (Article 8). 2 Tzanou's book is timely, particularly at a time when the State and its security and law enforcement agencies continue to make wellpublicised demands for access to personal information of consumers from social media platforms, communications technology providers, and businesses. Her principal contribution is that scholars and policymakers should engage much more critically than has been previously been the case to a right to the protection of personal data: "what is the added value of a right to personal data Chapter 2 provides a careful analysis of CJEU jurisprudence and hints of "data privacy rights [being] favoured with regard to opposing rights as a general, a priori rule" (p. 63). This conclusion is preceded by Tzanou's emphasis that if data protection is to evolve as a right that is valued independently and with its own set of values, three conditions must be met: (i) its descriptive reach must be identified; (ii) the normative values must be ascertained and assessed in light of other competing data protection values and interests; and (iii) its instrumental role must be both acknowledged and demonstrated (pp. 38-44) . Tzanou takes the view that all the fair information processing principles provide the "essence" of a fundamental right (pp. 42-44) . She has a point here, and in light of current concerns about collapsing contexts and the ease with which personal information can be collected, repurposed, and distributed, data protection rights must be taken seriously rather than viewed as a proxy for privacy.
As the subtitle suggests, the book provides several case studies to investigate how a reconstructed right to data protection might work in the specific context of counter-terrorism surveillance. The four case studies The Fundamental Right to Data Protection also illuminates the various ways judicial and policy narratives treat privacy and data protection rules as interchangeable frames, as well as what it implies for the way we think about the relationship between data subjects, personal data, and data controllers. In short,
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Following the terrorist attacks in the US on 11 September 2001, SWIFT, a Belgian based messaging service owned by the international banking community, permitted the US Central Intelligence Agency (CIA) to undertake covert surveillance of financial transfers involving US and EU citizens' transborder financial transfers activities. The EU and the US concluded the TFTP in mid-2009 to permit access to personal data relating to EU citizens, on the condition that adequate safeguard mechanisms were provided. See European Commission, "The EU-US TFTP Agreement: Main Elements" (2013), MEMO/13/1060, available at http://europa.eu/rapid/press-release_MEMO-13-1060_en.htm (accessed 3 October 2017).
Tzanou's work makes visible the cognitive blind spot that defines the way we tend to assemble our knowledge and understanding of the role of data protection in the age of counter-terrorism surveillance. This book condenses wonderfully what judges and policymakers sometimes do when they fail to recognise that the answer to many data processing problems encountered in counter-terrorism situations can be found in data protection rules and principles.
The nature of a fundamental right is an aspect that would have merited further investigation. In Taking The recent decision by the High Court in Ireland to seek guidance from the Court of Justice of the European Union on a range of issues that have a bearing on the protection of EU citizens data protection rights is a case in point. 7 As we turn to European Law and the Judiciary to help disentangle constitutional and political issues, we should also recall the timeliness of Freeman's echoing of Dworkin's reminder that the "right" answer may be ethically the "wrong" answer. 
