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ropean	 rule.2	 A	month	 later,	 California	 enacted	 the	 California	 Con-















	 3.	 See	 CAL.	CIV.	CODE	 §§	 1798.100–.199	 (2018);	 Daisuke	Wakabayashi,	 Silicon	








	 6.	 See	Consumer	Online	Privacy	Rights	Act,	S.	2968,	116th	Cong.	 (2019)	(Sen.	
Maria	Cantwell);	Online	Privacy	Act	of	2019,	H.R.	4978,	116th	Cong.	(2019)	(Rep.	Anna	
Eshoo);	Designing	Accounting	Safeguards	To	Help	Broaden	Oversight	and	Regulations	





























ency	Act	 of	 2020”	 as	 a	 discussion	draft.	Data	Accountability	 and	Transparency	Act,	
SIL20719,	116th	Cong	(2020).	
	 7.	 The	exact	number	of	countries	with	comprehensive	data	protection	laws	de-



























Schwartz	 cites	 the	 CCPA	 as	 an	 example	 of	 Europe’s	 success	 in	
spurring	other	jurisdictions	to	enact	similar	laws.11	Journalists	report-
ing	 on	 the	 CCPA’s	 enactment,	 too,	 have	 frequently	 referred	 to	 it	 as	
“GDPR	lite”12	and	“California’s	version	of	GDPR.”13	And	as	the	push	for	




now	for	broad	privacy	 legislation.15	 Instead,	norm	entrepreneurs	 in	
California	helped	establish	a	new	privacy	framework	that,	as	we	show,	
differs	 significantly—and	 consciously—from	 the	European	model.16	
Our	close	comparison	of	the	new	California	and	European	laws	reveals	
that	 the	CCPA	 is	not	 simply	GDPR-lite:	 it	 is	 both	more	and	 less	de-











negotiating	 strategies.	 To	 illustrate,	 this	 Article	 can	 point	 to	 an	 example	 from	 the	
United	States,	namely,	the	enactment	of	the	California	Consumer	Privacy	Act	(CCPA)	of	





	 12.	 See,	 e.g.,	Kayvan	Alikhani,	Regulatory	Disruption:	 Is	Your	Business	Ready	To	









































	 20.	 See	Directive	95/46/EC,	1995	O.J.	 (L	281)	31	 (establishing	pre-GDPR	rules	
regulating	the	processing	and	movement	of	personal	data);	PAUL	M.	SCHWARTZ	&	JOEL	




that	 the	 regimes	 are	 more	 similar	 than	 different	 in	 practice);	 see	 also	 William	
McGeveran,	 Friending	 the	 Privacy	 Regulators,	 58	 ARIZ.	 L.	 REV.	 959,	 1025	 (2016)	
(demonstrating	 similarities	 in	 enforcement	 between	different	 data	 privacy	 regimes	
despite	differences	in	the	law	on	the	books).	
	 21.	 See,	e.g.,	Sara	Merken,	States	Follow	EU,	California	in	Push	for	Consumer	Pri-


























ous	 global	 effects.	 Data	 disobeys	 borders	 and	 operates	 at	 Internet	
speed.	Equally	 important,	 the	answers	to	these	questions	shed	light	
































the	GDPR	went	 into	 effect	 in	May	2018	 to	much	 fanfare.	 Countries	
around	the	world	changed	their	laws	to	conform	more	closely	with	the	
GDPR,	 drawn	by	 hopes	 of	 achieving	 a	 finding	 of	 “adequacy,”	which	













































Regulatory	 competition	 has	 been	 investigated	 in	 the	 greatest	
depth	 in	 corporate	 law.32	 An	 early	 view	 argued	 that	 corporations	
would	charter	themselves	 in	the	most	permissive	state,	 leading	U.S.	

















removed	 safeguards	 from	 their	 own	 incorporation	 laws.	Companies	 were	













internal	 affairs	of	 a	 corporation	organized	under	 the	 laws	of	 another	State	but	will	
leave	controversies	as	to	such	matters	to	the	courts	of	the	State	of	the	domicile.”);	Van-
















holders	 would	 penalize	 them	 for	 failing	 to	 maximize	 shareholder	
























to	 fund	 one-quarter	 of	 its	 budget	 through	 this	 means.	 STEPHEN	 M.	 BAINBRIDGE,	
CORPORATE	GOVERNANCE	AFTER	THE	FINANCIAL	CRISIS	 24	 (2012)	 (“Delaware	 generates	
$740–800	million	per	year	in	franchise	taxes,	which	amounts	to	a	quarter	of	the	state’s	













































































































trate	 all	 three	 of	 Vogel’s	 conditions:	 a	 coalition	 of	 public	 interest	
groups	alongside	regulated	companies,	a	superregulator	with	a	large	























California	 Gets	 To	 Write	 Its	 Own	 Auto	 Emissions	 Standards:	 5	 Questions	 Answered,	
CONVERSATION,	https://theconversation.com/why-california-gets-to-write-its-own	
-auto-emissions-standards-5-questions-answered-94379	[https://perma.cc/H7U4	

















Why	might	 a	 corporation	 change	 its	 practices	 outside	 Europe,	
adopting	stricter	codes	absent	 legal	compulsion?	Bradford	explains,	
“[M]ultinational	corporations	often	have	an	incentive	to	standardize	














sels	Effect	depends	on	 the	 choices	of	 the	 entities	 subject	 to	 regula-
tions,	not	those	of	governments	or	regulators.67	 Indeed,	 if	organiza-













































consequences	 for	 understanding	 all	 these	 federal	 and	 state	 pro-
posals.72	
A	paperback	of	the	GDPR	runs	some	130	pages,	its	sections	liter-

















	 75.	 Compare	 Katelyn	 Ringrose	&	 Jeremy	Greenberg,	California	 Privacy	 Legisla-
tion:	A	Timeline	of	Key	Events,	FUTURE	PRIV.	F.	 (Aug.	31,	2020),	https://fpf.org/blog/	
california-privacy-legislation-a-timeline-of-key-events	[https://perma.cc/C6NC	

















tection.”77	 Data	 protection	 laws	 like	 the	 GDPR	 proceed	 from	 the	
























































































every	 size	 and	 type	 but	 also	 governments,	 nonprofit	 organizations,	




















Application	 of	 the	 General	 Data	 Protection	 Regulation,	 at	 12,	 COM	 (2020)	 264	 final	






sion,	 dissemination	 or	 otherwise	 making	 available,	 alignment	 or	 combination,	 re-
striction,	erasure	or	destruction”);	see	Case	C-40/17,	Fashion	ID	GmbH	&	Co.	KG	v.	Ver-





about	 fellow	parishioners	 to	 a	webpage	without	 their	 consent.	 Case	C-101/01,	 Lin-
dqvist	v.	Åklagarkammaren	i	Jönköping,	2003	E.C.R.	I-12971.	
	 91.	 CAL.	CIV.	CODE	§	1798.105(d)	(Deering	2018).	
































law	 that	people	 should	know	 that	personal	data	has	been	collected	
and	be	able	to	understand	the	extent	to	which	that	information	is	pro-






































sponse	 to	 an	 individual’s	 access	 request,	 data	 controllers	must	dis-
close,	among	other	things:	the	purposes	of	processing,	the	categories	
of	personal	information	concerned,	the	recipients	of	personal	data,	re-
tention	or	storage	 time,	and	 the	source	of	 the	data	 if	 they	have	not	
been	collected	from	the	individual.108	Additionally,	they	must	provide	
a	copy	of	the	data	itself	in	a	commonly	used	electronic	form.109		



















































































cessing,124	 the	right	 to	object	 to	data	processing,125	and	the	right	 to	
withdraw	 consent.126	 Although	 the	GDPR	has	 broader	 rights	 to	 opt	
out—they	apply	well	beyond	the	sale	of	 information—they	are	also	
less	absolute	than	those	in	the	CCPA.127	
Both	 regimes	 contain	 a	 duty	 of	 nondiscrimination:	 companies	
cannot	 “discriminate”	 against	 individuals	 who	 choose	 to	 exercise	
rights	related	to	personal	data.128	This	means	that	a	business	cannot,	






























































	 135.	 See	 CHRISTINA	 ANGELOPOULOS,	 ANNABEL	 BRODY,	 WOUTER	 HINS,	 BERNT	
HUGENHOLTZ,	PATRICK	LEERSSEN,	THOMAS	MARGONI,	TARLACH	MCGONAGLE,	OT	VAN	DAALEN	
&	JORIS	VAN	HOBOKEN,	INST.	FOR	INFO.	L.,	STUDY	OF	FUNDAMENTAL	RIGHTS	LIMITATIONS	FOR	
ONLINE	 ENFORCEMENT	 THROUGH	 SELF-REGULATION	 52	 (2015),	 https://	
scholarlypublications.universiteitleiden.nl/access/item%3A2869513/view	 [https://	














the	 GDPR	 in	 certain	ways,	which	 helps	 explain	 the	widespread	 as-
sumption	that	it	represents	a	U.S.	embrace	of	the	European-style	data	
protection	model.	While	the	CCPA’s	broad	definition	of	personal	data,	
emphasis	 on	 transparency,	 and	 establishment	 of	 some	 individual	
rights	 do	 go	 further	 than	previous	U.S.	 law,	 none	of	 these	 shifts	 go	
nearly	as	far	as	the	GDPR.	As	we	shall	see	in	the	next	Section,	these	
similarities	 are	 overshadowed	 by	 fundamental	 substantive	 differ-
ences	between	the	two	models.	
C.	 SUBSTANTIVE	DIFFERENCES	 

































































Misuse	 of	 Personal	Data	 in	Data	Processing	 (Federal	Data	Protection	Act)],	 Jan.	 27,	
1977,	BUNDESGESETZBLATT	[BGBI]	at	1	201	(W.	Ger.);	Loi	78-17	du	6	janvier	1978	
de	 informatiqué	et	 libertés	 [Law	78-17	of	 January	6,	1978	on	 Information	and	Civil	
Liberties],	 COMMISION	NATIONALE	 DE	 L’INFORMATIQUÉ	 ET	 DES	 LIBERTÉS	 [COMMISSION	 ON	












The	 CCPA	 imposes	 few	 requirements	 concerning	 the	 purposes	
for	data	collection	or	the	proportionality	of	data	handling	to	those	pur-
poses.	The	CCPA’s	text	does	not	even	go	as	far	as	the	Health	Insurance	

























incorrect	 information;152	 the	 right	 to	 prevent	 automated	 individual	

















of	 consent.154	 Additionally,	 the	 GDPR’s	 requirement	 of	 lawful	 pro-
cessing	bestows	more	individual	control	than	the	CCPA.155	The	CCPA	






















profit	 organizations,	 and	governments.160	 The	CCPA	applies	only	 to	
businesses,	and	only	to	those	that	meet	a	complex	set	of	overlapping	
requirements	related	to	their	size	or	the	extent	of	their	involvement	


































of	 action	 for	 affected	 individuals	 to	 enforce	 most	 elements	 of	 the	
CCPA.	This	is	in	keeping	with	the	trend	for	U.S.	privacy	laws	of	at	least	
the	last	twenty	years,	including	the	FTC	Act,163	HIPAA,164	and	the	Chil-












Rights	 Act	 (CPRA)	 establishes	 a	 new	 privacy-specific	 regulator,169	


















obligations,	 including	 the	FTC,	 state	attorneys	general,	 and	 sectoral	
regulators	in	areas	such	as	health,	banking,	or	education.	
Fourth,	 the	 regulatory	 styles	 of	 the	 two	 regimes	 differ	 greatly.	
This	can	create	both	substantive	and	cultural	gaps.	The	CCPA	estab-
lishes	 limited	 but	 granular	 requirements	 that	 California’s	 attorney	



















of	 the	 CCPA	 specifies	 that	 companies	 provide	 a	 toll-free	 telephone	
number	 and	 website	 address	 for	 consumers	 to	 make	 access	 re-
quests.175	 For	 those	 businesses	 subject	 to	 the	 CCPA’s	 opt-out,	 the	






























the	 CCPA	 is	 constrained	by	 increasingly	 deregulatory	 First	Amend-
ment	doctrine,	the	GDPR	is	backed	by	European	courts	that	have	in-
creasingly	recognized	the	importance	of	both	privacy	and	data	protec-
tion	 as	 fundamental	 rights.178	 In	 recent	 years,	 these	 courts	 have	
applied	the	right	to	be	forgotten	to	search	engines,179	found	the	Data	
Retention	Directive	to	violate	fundamental	rights,180	and	twice	invali-








protection	 rights.183	 By	 contrast,	 the	 U.S.	 Supreme	 Court	 in	 recent	
years	has	 interpreted	free	speech	doctrine	to	restrict	both	data	pri-










	 181.	 Case	C-362/14,	 Schrems	v.	Data	Prot.	 Comm’r,	 ECLI:EU:C:2015:650,	 10–31	













stitution	 contains	 no	 explicit	 data	 privacy	 right,	 and	 the	 Fourth	
Amendment	protects	only	against	state	action,	not	the	actions	of	pri-
vate	parties.187	














faire	approach	 to	data	privacy	 in	 the	United	States	 reflects	broader	
liberal	 norms	 that	prioritize	 individual	 autonomy	 in	 the	 face	of	 big	
government,	while	the	more	interventionist	EU	approach	reflects	“so-
cial-protection	 norms”	 aimed	 at	 protecting	 human	 dignity.188	 Re-
searchers	 (including	 one	 of	 us)	 have	 argued	 that	 this	 conventional	
wisdom	oversimplifies	matters	by	focusing	on	disparities	in	law-on-


































adheres	 to	 a	notion	of	nation-states	 (and	 supranational	 entities)	 as	



















	 192.	 See,	 e.g.,	 Harold	 Hongju	 Koh,	How	 Is	 International	 Human	 Rights	 Law	 En-
forced?,	74	IND.	L.J.	1397,	1401–09	(1999)	(contrasting	five	theories	of	how	interna-
tional	human	rights	law	is	enforced:	power,	self-interest,	liberal	explanations,	commu-



























privacy	 protections	 are	 far	 more	 likely	 to	 model	 their	 laws	 on	 a	
















data	 privacy	 equilibrium	 is	 being	 established	 in	 the	 United	 States,	
whether	 it	 progresses	 state-by-state,	 encourages	 development	 of	
 
	 194.	 See	supra	note	192.	
	 195.	 For	 an	 argument	 of	 how	 to	 curtail	 the	 race	 to	 the	 bottom	with	 respect	 to	














the	 enactment	 of	 new	 data	 privacy	 laws	 around	 the	world.197	 This	























the	dynamic	 is	more	 complicated	 in	 reality,	 because	other	 jurisdic-







	 200.	 GDPR,	 supra	 note	 7,	 arts.	 46–47	 (describing	 binding	 corporate	 rules	 and	
standard	contractual	clauses,	among	other	mechanisms);	Directive	95/46/EC,	art.	25	












ring	 many	 multinational	 companies	 to	 comply	 with	 its	 provisions	



























ECONSULTANCY	 (May	 31,	 2018),	 https://econsultancy.com/gdpr-which-websites-are	
-blocking-visitors-from-the-eu-2	[https://perma.cc/9A2Y-XEHA].	
	 205.	 Alex	Hern	&	Martin	Belam,	LA	Times	Among	US-Based	News	Sites	Blocking	EU	
Users	 due	 to	 GDPR,	 GUARDIAN	 (May	 25,	 2018),	 https://www.theguardian.com/	
technology/2018/may/25/gdpr-us-based-news-websites-eu-internet-users-la-times	
[https://perma.cc/76J5-5G2C]	 (noting	 that	 U.S.	 papers	 such	 as	 the	New	 York	 Daily	
News,	the	Baltimore	Sun,	Orlando	Sentinel,	and	the	San	Diego	Union-Tribune	also	disa-
bled	access).	
	 206.	 Alex	Hern	&	 Jim	Waterson,	 Sites	Block	Users,	Shutdown	Activities	and	Flood	













fully	 exported	 their	 approach	 to	 data	 protection	 to	 many	 places	











































ministration	 worked	 out	 a	 bespoke	 exemption	 from	 the	 European	
rules.	American	and	European	diplomats	worked	for	years	to	negoti-
ate	a	separate	data	trade	agreement	applicable	only	to	their	bilateral	
relationship.	 In	 2000,	 the	Clinton	 administration	 and	 the	European	













trollers	would	 need	 to	 use	 one	 of	 the	 other	mechanisms	 for	 cross-
border	data	transfers.	Instead,	the	two	sides	returned	to	the	negotiat-







































seen	 an	 unprecedented	 volume	 of	 legislative	 proposals	 that	 would	
regulate	data	privacy	at	the	state	level.	According	to	the	National	Con-
ference	of	 State	Legislatures,	 in	2019	alone,	 consumer	privacy	bills	
were	 introduced	 or	 filed	 in	 at	 least	 twenty-five	 states	 and	 Puerto	












	 217.	 See,	e.g.,	Alabama	Data	Breach	Notification	Act	of	2018,	ALA.	CODE	 §	8-38-1	
(2018);	Act	Amending	Title	44,	Chapter	11,	Arizona	Revised	Statutes,	by	Adding	Article	
2	Relating	to	Consumer	Household	Goods,	ARIZ.	REV.	STAT.	ANN.	§§	44-1611	to	-1616	


















Federal	 Communications	 Commission’s	 broadband	 privacy	 rules.219	


























	 219.	 Brian	Fung,	Trump	Has	Signed	Repeal	of	 the	FCC	Privacy	Rules.	Here’s	What	
Happens	 Next.,	 WASH.	 POST	 (Apr.	 4,	 2017,	 6:42	 AM),	 https://www.washingtonpost	
.com/news/the-switch/wp/2017/04/04/trump-has-signed-repeal-of-the-fcc	



























































































task	 force	 concerning	 consumer	 privacy,	 signed	 into	 law	 on	 July	 9,	
2019.233	The	Act	instructs	the	task	force	to	“examine	what	information	




	 226.	 See	 FAQs,	 UNIF.	 L.	 COMM’N,	 https://www.uniformlaws.org/aboutulc/faq	
[https://perma.cc/8XGL-CALF].	One	of	the	authors	of	this	Article,	William	McGeveran,	
previously	served	as	 the	reporter	 for	 the	committee	drafting	 this	model	 legislation;	
another	of	the	authors	of	this	Article,	Margot	Kaminski,	serves	as	research	director	for	
the	Developments	in	Privacy	Law	Committee.	
	 227.	 Compare	 California	 Consumer	 Privacy	 Act	 of	 2018,	 CAL.	 CIV.	 CODE	
§	1798.140(c)	(defining	“business”),	and	 id.	§	1798.140(o)	(defining	“personal	infor-

















other	 clear	 example	 of	 this	mimicry.235	 Also	 introduced	 in	 January	
2019,	S.	120	contains	language	identical	to	the	California	law	in	mul-
tiple	places.	Like	the	CCPA,	the	proposed	Massachusetts	bill	applies	to	























	 236.	 Compare	 California	 Consumer	 Privacy	 Act	 of	 2018,	 CAL.	 CIV.	 CODE	
§	1798.140(o)(2)	(2018),	with	S.	120	§	1(m)(1),	191st	Gen.	Ct.	(Mass.	2019).	
	 237.	 Compare	Mass.	S.	120	§	1(m)(1)	(defining	“personal	 information”	as	“infor-
mation	that	identifies,	relates	to,	describes,	is	capable	of	being	associated	with,	or	could	























substantive	 language.245	 The	 bill	 defined	 a	 covered	business	 nearly	
word-for-word	identically	to	the	CCPA’s	definition.246	The	definition	
of	“personal	information,”	too,	closely	tracked	that	in	the	CCPA.247	It	






	 244.	 See	 Sara	Merken,	States	 Follow	EU,	 California	 in	Push	 for	Consumer	Privacy	
Laws	 (1),	 BLOOMBERG	 L.	 (Feb.	 6,	 2019,	 3:02	 PM),	 https://news.bloomberglaw.com/	
privacy-and-data-security/states-follow-eu-california-in-push-for-consumer-privacy-






	 246.	 Compare	N.D.	H.R.	1485,	§	51-37-01	(“[A]	[c]overed	entity	 .	.	.	a.	Has	annual	
gross	revenues	in	excess	of	twenty-five	million	dollars;	b.	Annually	buys,	receives,	sells,	
or	shares	personal	 information	of	at	 least	 fifty	 thousand	consumers,	households,	or	
devices;	or	c.	Derives	at	least	fifty	percent	of	its	annual	revenues	from	selling	personal	








	 247.	 Compare	 N.D.	 H.R.	 1485	 §	 51-37-01	 (“‘Personal	 information’	 means	 infor-
mation	that	identifies,	describes,	or	could	reasonably	be	linked	with	a	particular	indi-
vidual.	The	term	does	not	include	publicly	available	information	lawfully	made	availa-


































	 250.	 N.D.	 H.R.	 1485;	 see	 also	 N.D.	 LEGIS.	 COUNCIL,	 DISCLOSURE	 OF	 CONSUMERS’	
PERSONAL	DATA—BACKGROUND	MEMORANDUM	 (2019),	https://www.legis.nd.gov/files/	
resource/committee-memorandum/21.9058.01000.pdf	[https://perma.cc/7U2L	
-7BLV]	(noting	 that	 “House	Bill	No.	1485	was	amended	 to	provide	 for	a	mandatory	
Legislative	Management	study	on	protections,	enforcements,	and	remedies	regarding	



























previously	 existing	protections,	went	 into	effect	 in	2019.257	Nevada	
law	had	already	required	websites	and	online	services	that	collect	cer-
tain	personal	 information	 to	provide	notice	 to	 consumers.258	While	
not	directly	importing	language	from	the	CCPA,	the	new	Nevada	law	




rower	definition	of	personal	 information,	 and	a	narrower	 subset	of	






sumer-oriented	 framework.	 No	 state	 has	 proposed	 adopting	 Euro-
pean-style	 comprehensive	 data	 protection	 law.	We	 found	 very	 few	
state	 proposals	 that	 even	 focused	 on	GDPR-like	 compliance	 obliga-






























and	 2019.266	 New	 federal	 bills	 continue	 to	 be	 introduced	 all	 the	
time.267	We	compare	several	of	these	proposed	federal	laws	to	show	
how	they	differ	from	both	the	GDPR	and	the	CCPA—and	note	how	a	
third	model	 has	 also	 emerged.	We	 close	 this	 Section	 by	 explaining	
why,	nonetheless,	the	CCPA	can	be	understood	as	the	primary	catalyst	
of	federal	data	privacy	proposals.	
We	 compare	 below	 the	 following	 proposed	 legislation	 to	 the	
CCPA	 and	 GDPR:	 Senator	 Ron	 Wyden’s	 Consumer	 Data	 Protection	






































cuses	on	whether	 information	 is	not	 just	 individually	 identified	but	




stances;274	 create	access	 rights,275	 including	with	respect	 to	compa-
nies	that	lack	a	direct	relationship	with	consumers;276	create	a	right	of	
correction;277	 and	 require	 impact	 assessments	 for	 automated	 deci-
sion-making.278	Unlike	either	the	GDPR	or	CCPA,	however,	the	CDPA	
would	build	enforcement	around	a	robust	consumer	right	to	opt	out	
of	 data	 sharing	 with	 third	 parties.279	 The	 CDPA	 directs	 the	 FTC	 to	
promulgate	 regulations,	 and	 houses	 enforcement	 with	 the	 FTC,	 to	
which	 it	 allocates	 considerable	 additional	 resources.280	 It	 does	 not	
preempt	state	regulation.	
The	proposed	Data	Care	Act	(DCA)	introduced	in	December	2018	






























DCA	 advances	 a	 consumer	 protection	 rather	 than	 data	 protection	
model	 of	 privacy	 and	 does	 not	 impose	 any	 of	 the	 transparency	 re-
quirements	that	are	central	to	both	the	California	and	EU	regimes.	The	












































The	 proposed	 American	 Data	 Dissemination	 Act	 (ADD),	 intro-
duced	by	Senator	Rubio	in	January	2019,	directs	the	FTC	to	propose	
privacy	rules	 “substantially	similar,	 to	 the	extent	practicable,	 to	 the	
requirements	applicable	to	agencies”	under	the	1974	Privacy	Act.286	





























































































for	 the	CIA	 and	 the	House	 Intelligence	Committee.297	 They	 collabo-
rated	on	drafting	the	ballot	initiative	through	a	group	they	named	Cal-
ifornians	 for	 Consumer	 Privacy,	 the	 political	 committee	 that	 then	
pushed	 the	 bill	 (although	 Ross	 and	 Mactaggart	 later	 had	 a	 falling	
out).298	 Mactaggart	 looked	 up	 privacy	 experts,	 and	 contacted	 UC	
Berkeley	Professor	Chris	 Jay	Hoofnagle,	who	put	him	 in	 touch	with	
former	 FTC	 Chief	 Technologist	 Ashkan	 Soltani.299	 Mactaggart	 then	
hired	Soltani	to	help	revise	the	proposed	ballot	initiative,	the	bones	of	
which	became	the	CCPA.300	Then,	as	Soltani	has	put	it,	“Mactaggart	.	.	.	
























Enforcement,	 SIDLEY	 AUSTIN	 LLP	 (June	 26,	 2018),	 https://datamatters.sidley.com/	
californias-gdpr-sweeping-california-privacy-ballot-initiative-could-bring-sea-change	
-to-u-s-privacy-regulation-and-enforcement	[https://perma.cc/KZ9G-RNH2];	Kristen	
J.	 Mathews	 &	 Courtney	 M.	 Bowman,	 The	 California	 Consumer	 Privacy	 Act	 of	 2018,	
















































called	Cambridge	Analytica.	A	 series	 of	 congressional	 hearings	highlighted	 that	 our	
personal	information	may	be	vulnerable	to	misuse	when	shared	on	the	Internet.	As	a	
















makers	 like	 the	North	Dakota	 legislator	 to	 take	action	on	a	privacy	
bill.310		











effect	 in	 2004.312	 It	 was	 the	 first	 U.S.	 law	 “to	 require	 commercial	
 
	 309.	 See,	 e.g.,	Adam	Satariano,	GDPR,	 a	New	Privacy	 Law,	Makes	Europe	World’s	
Leading	Tech	Watchdog,	N.Y.	TIMES	(May	25,	2018),	https://www.nytimes.com/2018/	




















security	 breach	 to	 notify	 users	 whose	 information	 may	 have	 been	
compromised.315	 Prior	 to	 California’s	 intervention,	 few	 companies	
voluntarily	disclosed	security	breaches	of	 their	customers’	personal	
information,	 fearing	 the	 public	 relations	 disaster	 of	 such	 a	 revela-
tion.316	 At	 first,	 some	 companies	 limited	 their	 compliance	with	 the	
new	data	breach	notification	law	to	the	borders	of	California.	In	2004,	
the	data	broker	ChoicePoint	suffered	a	huge	data	breach.317	Initially,	















BREACH	NOTIFICATION	LAWS:	VIEWS	 FROM	CHIEF	SECURITY	OFFICERS	 15	 (2007),	 https://	
www.law.berkeley.edu/files/cso_study.pdf	[https://perma.cc/5BG7-8VDN]	(conduct-
ing	 interviews	 with	 businesses	 and	 noting	 that	 “all	 the	 organizations	 interviewed	
noted	concerns	 that	a	public	notification	of	a	breach	would	damage	 their	organiza-
tions’	reputation	and	the	trust	behind	their	name”).	













2011/08/article-raether.shtml	 [https://perma.cc/E57W-NQLT]	 (“ChoicePoint	 de-











































	 323.	 Security	 Breach	 Notification	 Laws,	 NAT’L	 CONF.	 ST.	 LEGISLATURES	 (July	 17,	
2020),	http://www.ncsl.org/research/telecommunications-and-information	
-technology/security-breach-notification-laws.aspx	[https://perma.cc/3ZXZ-WA2C].	























tracks	 the	 contours	 of	 a	 California	 law	 that	 those	 businesses	must	









drop	 of	 European	 court	 decisions	 and	 constitutional	 doctrine.	 The	
GDPR	is	long,	complicated,	and	foreign.328	The	CCPA’s	relative	brevity	
and	simplicity,	however,	likely	make	it	more	appealing	to	state	legis-
latures.	A	state	could	only	 “copy”	 the	GDPR	after	condensing	 it	and	
























































meaningful	 human	 review	 prior	 to	 making	 final	 decisions	 based	 on	 such	 profiling	
where	such	final	decisions	produce	legal	effects	concerning	consumers	or	similarly	sig-
nificant	effects	concerning	consumers.”).	





















After	 sailing	 through	 the	 state	 senate	 by	 a	 vote	 of	 46-1,340	 the	
Washington	bill	foundered	amid	controversy	in	2019.	After	portions	
of	 the	 original	 legislation	 were	 stripped	 out,	 the	 state	 ACLU	 and	
 
	 336.	 Julie	Brill,	Microsoft’s	Commitment	to	GDPR,	Privacy	and	Putting	Customers	in	












ON	 ISSUES	 (Feb.	 11,	 2019),	 https://blogs.microsoft.com/on-the-issues/2019/02/11/	
next-generation-washington-our-priorities-for-2019	[https://perma.cc/M3MR	
-VZEM];	 Wendy	 Davis,	Microsoft	 Endorses	 Washington	 State	 Proposed	 Privacy	 Bill,	























has	 signaled	 that	 the	 company	will	 continue	 to	 support	 legislation	
modeled	at	least	loosely	on	the	GDPR,	declaring,	“We	believe	privacy	
is	a	fundamental	human	right.”345	




costs	 on	 its	 competitors	while	 publicly	 promoting	 stronger	 privacy	
rights	for	its	users	and	thus	enhancing	their	trust	in	that	company.	In	
















TECH.	 (Mar.	 13,	 2020),	 https://www.govtech.com/policy/Washington-Privacy-Law	
-Once-Again-Fails-to-Materialize.html	[https://perma.cc/JC9N-UC2G].	
















data	privacy.	The	GDPR	may	be	 leading	U.S.	 citizens—including	 the	
North	Dakota	legislator	mentioned	above346—to	wonder	why	EU	per-
sons	get	stronger	privacy	rights	than	Americans,	and	to	question	the	









ers	demonstrated	 that	California’s	 initiative	process	could	be	 lever-
aged	to	tap	into	a	widely	shared	desire	to	protect	privacy	that	could	
overcome	 even	 concentrated	 industry	 opposition.	 Indeed,	 MacTag-
gart	and	his	organization	 led	 the	successful	campaign	to	pass	CCPA	
revisions	by	ballot	measure.349	This	time,	however,	Mary	Stone	Ross	
















-JNAK];	 Sidney	 Fussell,	One	 Clear	Message	 from	 Voters	 This	 Election?	More	 Privacy,	



























There	 are	many	more	 individual	 norm	 entrepreneurs	 at	work	









	 352.	 Assemblymember	 Ed	 Chau	 and	 Senator	 Robert	 Hertzberg	 introduced	 the	
CCPA.	Issie	Lapowsky,	California	Unanimously	Passes	Historic	Privacy	Bill,	WIRED	(June	
28,	 2018,	 5:57	 PM),	 https://www.wired.com/story/california-unanimously-passes	
-historic-privacy-bill	[https://perma.cc/LPW2-CW6B].	
	 353.	 Chau	 represents	 the	 49th	 Assembly	 District	 and	 Hertzberg	 represents	 the	
18th	Senate	District.	ED	CHAU,	https://a49.asmdc.org	[https://perma.cc/NBG3-GUY9];	



























This	 suggests	 the	 early	 growth	 of	 what	 we	 call	 “catalysis	 net-
works.”	Paul	Schwartz	has	noted	the	existence	of	“harmonization	net-
works”	(a	term	coined	by	Anne-Marie	Slaughter)	in	privacy	law—net-
works	 of	 “regulators	 in	 different	 countries	 [who]	work	 together	 to	






































Because	 Internet	 regulation	 inevitably	spills	over	 jurisdictional	
lines,	the	dormant	commerce	clause	plays	an	important	role	in	disci-
plining	 any	 individual	 state’s	 Internet	 regulation.	 As	 the	 Supreme	
Court	 has	 explained,	 “By	 prohibiting	 States	 from	 discriminating	
against	or	imposing	excessive	burdens	on	interstate	commerce	with-
out	congressional	approval,	[the	dormant	commerce	clause]	strikes	at	
one	 of	 the	 chief	 evils	 that	 led	 to	 the	 adoption	 of	 the	 Constitution,	






























Early	 cases	 challenging	 state	 Internet	 regulation	 on	 commerce	
clause	grounds	met	with	some	success.	Among	the	first	was	a	1997	
decision	in	American	Library	Ass’n	v.	Pataki,	overturning	a	New	York	
statute	 that	 prohibited	 the	 transmission	 of	 obscene	 content	 to	mi-
nors.367	 Into	 the	 early	 twenty-first	 century,	 a	 number	 of	 courts	 fol-
lowed	the	lead	of	Pataki	when	evaluating	similar	statutes.368	However,	
courts	 in	other	contexts	have	departed	 from	Pataki’s	approach,	up-
holding,	 for	 example,	 state	 anti-spam	 statutes	 against	 commerce	
clause	 challenges.369	 A	 California	 appeals	 court	 “reject[ed]	 Pataki’s	
holding	that	any	State	regulation	of	Internet	use	violates	the	dormant	
commerce	clause.”370	























	 368.	 See	ACLU	v.	 Johnson,	194	F.3d	1149,	1161	 (10th	Cir.	1999);	PSINet,	 Inc.	 v.	
Chapman,	362	F.3d	227	(4th	Cir.	2004);	Am.	Booksellers	Found.	v.	Dean,	342	F.3d	96,	
104	(2d	Cir.	2003);	Se.	Booksellers	Ass’n	v.	McMaster,	282	F.	Supp.	2d	389,	396	(D.S.C.	

































occur	 in	a	manner	that	 leads	to	such	an	excessive	burden,	a	 federal	
court	may	well	conclude	that	the	important	interests	at	stake	justified	



































regulate	 privacy,	 should	 the	 federal	 government,	 or	 should	 both?	
There	 are	 thoughtful	 arguments	 for	 federal	 preemption	 of	 stricter	
state	regulation,	but	we	conclude	that,	on	balance,	the	federal	govern-
ment	should	establish	a	national	minimum,	not	a	national	maximum,	




Democrats	 line	 up	 against	 the	 industry	 and	 Republicans.	 House	
Speaker	Nancy	Pelosi	has	vowed	not	to	support	any	federal	privacy	






1976);	21	U.S.C.	 §	343-1	 (preempting	state	 law	concerning	 food	 labeling);	29	U.S.C.	

















































































Yet	 an	 additional	 option,	 raised	 previously	 by	 Paul	 Schwartz,	
might	be	a	Clean	Air	Act	model	for	data	privacy:	Congress	could	des-
ignate	California	as	a	kind	of	superregulator,	granting	it	the	exclusive	
right	 to	deviate	upwards	 from	 the	 federal	privacy	standard.390	This	
would	allow	California	alone	the	opportunity	to	innovate	in	the	area	





























course,	 the	 federal	government	 is	capable	of	more	agile	versions	of	





















regulated	 Police	 Face	 Recognition	 in	 America,	 GEO.	L.	CTR.	 ON	PRIV.	&	TECH.	 (Oct.	 18,	











































































The	de	 facto	privacy	 law	governing	global	 corporations	may	be	 the	
strictest	 aspects	of	both	California	 and	European	 law—a	 figurative,	
but	not	literal,	highest	common	denominator.403	Thanks	to	a	Brussels	






themselves	 comporting	 with	 both	 regimes	 simultaneously,	 rather	
























	 405.	 Privacy	 Request	 Forms,	CLEARVIEW.AI,	 https://clearview.ai/privacy/requests	
[https://perma.cc/BU9L-8MG7]	 (including	 a	 separate	 reference	 to	 the	 UK	 necessi-
tated	by	Brexit).	
