Abstract-The wireless extension of the JPEG 2000 standard formally known as JPWL is the newest international standard for still image compression. Different from all previous standards, this new standard was created specifically for wireless imaging applications. This paper examines the error resilience performance of the JPEG, JPEG 2000 and JPWL standards in combating multi-path and fading impairments in Rayleigh fading channels. Comprehensive objective and subjective results are presented in relation to the error resilience performance of these three standards under various conditions. The major findings in this paper reveal that a CRC approach is not a viable option for protecting wireless image data when not used in conjunction with an efficient retransmission strategy. In addition, the Reed-Solomon error correction codes in JPWL provide strong protection for wireless image transmission. However, any stronger protection beyond RS(64,32) yields diminishing returns.
I. INTRODUCTION
Transferring multimedia contents over wireless channels is becoming more of an intended use of the medium as personal media move away from the restrictions of cables and transmission standards allow higher transmission rates. Multimedia signals are normally heavily compressed before transmission due to their inherent redundancy and bandwidth constraints. The wireless medium, however, is very hostile in the way that it adds unwanted impairments to the wireless transmission. Moreover, compressed image and video data are particularly sensitive to transmission errors that are prevalent in wireless communications. As a result, effective data protection becomes a crucial issue.
The popular JPEG image compression standard was proposed more than 15 years ago [1] . Although JPEG is still in wide use today, JPEG 2000 [2] is the latest JPEG image standard created to replace the original JPEG standard. The new standard uses wavelet-based compression rather than the block based discrete cosine transform (DCT). In addition to its superior compression performance, the baseline JPEG 2000 also makes provision for error resilience tools to improve performance over noisy channels [3] . However, the error resilience tools provided in JPEG 2000 baseline only detect errors when they occur, conceal erroneous data, and resynchronise the decoder. These tools are not capable of correcting any transmission errors. Furthermore, none of these tools are able to handle errors in the image header, which could render the entire codestream undecodable. Therefore, the error resilience tools of JPEG 2000 baseline are applicable only to small to modest levels of channel noise. They are insufficient for dealing with severe channel impairments that are commonly encountered in wireless image transmission.
The wireless extension of JPEG 2000 (dubbed JPWL [4] ) is formally known as JPEG 2000 part 11. It is emerging as a newest standard specifically designed to tackle the challenges of wireless JPEG 2000 imaging, through overcoming the limitations imposed by the error resilience tools of the baseline JPEG 2000. The goal of JPWL is to extend the baseline JPEG 2000 specification so as to allow for robust image transmission over error-prone wireless links. This objective is achieve through error resilience tools such as forward error correcting (FEC) coding, unequal error protection (UEP), data partitioning, interleaving and robust arithmetic coding.
Since JPWL is a very new standard, its error resilience performance analysis and especially comparative studies to the baseline JPEG 2000 and JPEG have not been fully investigated. Existing literature is very scarce in this regard. In [5] , the authors provide an overview of the JPWL standardisation activities. The performance of the error protection block tool is presented in [6] . More recently, the authors of [7] propose a JPWL compliant FEC rate allocation scheme. In this paper, we focus upon evaluating JPWL's error performance and comparing against that of JPEG and JPEG 2000 baseline.
The remainder of the paper is organised as follows. Section III briefly describes error resilience tools in JPEG and JPEG 2000 baseline, whilst Section III details the error resilience mechanisms in JPWL. Section IV presents the system configurations of the wireless image transmission system, followed by Section V which presents comprehensive objective and subjective experimental results. Finally, concluding remarks are drawn in Section VI.
II. ERROR RESILIENCE TOOLS IN JPEG AND JPEG 2000
Compression efficiency and resilience to transmission errors are usually two contradictory design criteria for any image coding standard. The goal of compression is to remove redundancy in image data as much as possible so as to minimise the amount of data needed to represent the image source. On the other hand, one needs to add extra redundancy back to the compressed codestream in order to combat channel errors.
Compressed codestreams are extremely sensitive to transmission errors, due to the adoption of variable-length coding (VLC) as the entropy coding scheme for all international image coding standards. The nature of VLC is the root cause of the phenomenon of error propagation. Even a single bit error could render the entire codestream undecodable in the worst scenario.
A. Error Resilience Options in JPEG
Proposed over 15 years ago, the JPEG still image coding standard was aiming to achieve the best possible coding efficiency at the time of its proposal, when Internet was not widespread and thus storage was the targeted application over transmission. Therefore, it is not surprising that JPEG provides virtually no mechanism to enable error resilience except for resynchronisation makers. These makers provide the most rudimental level of robustness to bit errors through spatial partitioning of the codestream using special bit patterns, which prevent errors from propagating in the decoder. Although the resynchronisation method is simple and easy to implement, it loses its effectiveness in the presence of high bit error rates.
B. Error Resilience Options in JPEG 2000
The more recent baseline JPEG 2000 standard, also referred to as Part 1 of the specification, defines an advanced image coding scheme, which is capable of achieving exceptionally high compression efficiency. Advanced coding tools introduced in JPEG 2000 include discrete wavelet transform (DWT), progressive and scalable coding, region of interest (ROI), and random codestream access.
To improve the transmission efficiency of JPEG 2000 coded bitstreams in error-prone environments, Part 1 of the specification defines several error resilience tools at both the entropy coding level and the packet level [3] .
At the entropy coding level, one of the distinctive features of JPEG 2000 in comparison with other popular wavelet based image coders such as the set partitioning in hierarchical trees (SPIHT) coder [8] is that wavelet coefficients are partitioned into codeblocks, which are independently encoded using a arithmetic coder. This approach greatly improves upon the error resilience performance of the JPEG 2000 codestream in that any decoding errors in a codeblock will be contained within that codeblock. In addition, a number of options are put into place to strengthen the robustness of the arithmetic coder to bit errors. For instance, the arithmetic coder can be terminated and the context probability models can be reset at the end of each coding pass. One can also choose to insert segmentation markers at the end of the cleanup pass of each bitplane to detect decoding errors.
At the packet level, error resilience is achieved through using resynchronisation markers, also referred to as start of packet (SOP) markers. These markers, with sequence numbers starting from zero, can be optionally inserted at the beginning of each packet. The sequence number of each SOP marker helps to resynchornise the decoder in the presence of errors.
The combination of the error resilience mechanisms provided by the baseline JPEG 2000 specification can often provide adequate protection to codestreams corrupted by modest channel noise such as additive white Gaussian noise (AWGN).
III. JPWL AND ITS ERROR RESILIENCE MECHANISMS
For wireless image transmission systems, wireless channels often introduce severe channel impairments such as fading and multi-path propagation in addition to AWGN. To overcome the limitations of the JPEG and JPEG 2000 error resilience tools in the presence of considerable wireless channel impairments, a new wireless extension of the JPEG 2000 specification termed JPWL was recently proposed, which is also formally known as part 11 of JPEG 2000 (ISO/IEC 15444-11) [4] . One of the main requirements of the JPWL extension is the decodability of a JPWL compliant codestream using the JPEG 2000 baseline decoder. This makes provision for backwards compatibility with part 1 of the JPEG 2000 standard.
The primary goal of the ISO/IEC 15444-11 standard (JPWL) is to extend the baseline JPEG 2000 specification so as to allow for robust transmission of JPEG 2000 coded images over error-prone wireless links. To this end, JPWL defines a set of new error resilience tools including forward error correction (FEC), interleaving, and unequal error protection. It also defines means to describe the degree of the sensitivity of different parts of the codestream to channel errors, and locations of residual errors in the codestream.
A JPWL encoder is composed of three modules including a JPEG 2000 baseline encoder, a error sensitivity description, and an error protection preprocessor. At the receiver side, a JPWL decoder also consists of three modules, namely an error correction preprocessor, a residual error descriptor, and a JPEG 2000 baseline decoder.
The error sensitivity and residual error descriptors are the two most salient error resilience functional blocks defined in the new JPWL standard. The error sensitivity descriptor describes the degree of sensitivity to bit errors of different parts of a JPWL codestream. Such error sensitivity information can be utilised by the subsequent error preprocessor to implement unequal error protection (UEP).
By contrast, the residual error descriptor generates the location information with regard to residual errors in a JPWL codestream during the error correction process. Such location information can be used by the following JPEG 2000 baseline decoder to avoid decoding of corrupted portions of the codestream.
The JPWL specification defines a normative (required) codestream syntax that specifies information necessary for a decoder to gain the knowledge of error resilience tools that have been applied to the JPWL codestream during the encoding process. However, JPWL does not set out the scope of error resilience tools that can be applied to the codestream. Instead, the JPWL specification allows for a highly flexible use of a large number of informative (optional) error resilience tools.
Four new maker segments are defined in the JPWL syntax, i.e., error protection capability (EPC), error protection block
not the other three marker segments are present in the codestream, which has a unique string identifier of 0xFF97 in hexadecimal. It can also be used to signal what informative (optional) tools have been registered with JPWL. Moreover, parameters in relation to these tools can be accommodated in the EPC segment. Therefore, the JPWL decoder is able to determine what tools should be used to decode the codestream by parsing the EPC segment.
One of the major error protection capabilities of the JPWL standard is to protect the main and tile-part headers. This objective is achieved through using the EPB marker, which has a unique identifier of 0xFF96. The EPB maker segment is used to carry the parameter information and parity data of the Reed-Solomon (RS) codes [9] , which are the designated FEC codes in JPWL.
The ESD marker segment with an unique identifier of 0xFF98 contains sensitivity information of the JPWL codestream to bit errors. The sensitivity information is usually represented in the form of relative values, mean square error (MSE) or peak signal-to-noise ratio (PSNR). Such information is normally exploited by the decoder to facilitate UEP, which protests more sensitive portions of the codestream with a stronger FEC code. However, it should be noted that the JPWL standard does not stipulate the usage of such error sensitivity information. Any specific decoder implementation has the freedom to decide on whether or how to utilise this information in the decoding process.
Finally, the RED marker indicated by an unique identifier of 0xFF99 conveys the location information of residual errors in the JPWL codestream after error correction. This marker segment also contains the residual error data itself. Again, the JPWL standard does not stipulate the usage of such residual error location information. It is up to individual implementations of the decoder to utilise this information and cope with residual error by taking necessary actions such as concealing the errors or retransmitting the erroneous portions of the image. We use Dent's model [12] to model the Rayleigh fading channel with additive white Gaussian noise in the wireless image transmission system under consideration in this paper. The Rayleigh fading channel represents a good simulation model of wireless communications in non-line-of-sight (NLOS) builtup urban environments where there are many scatterers. The Rayleigh fading channel is modeled using a modification of the well-known Jakes model [13] , which is based upon a sum of sinusoids. The essential idea underlying the Jakes model is that N equal strength rays arrive at a moving receiver with uniformly distributed arrival angles. Each ray has a Doppler shift which can be calculated from the vehicle speed, carrier frequency and speed of light.
A modification to the Jakes model for a single waveform was proposed by Dent et. al. [12] . Dent's model aims to remove the cross correlation between waveforms in the Jakes model by using orthogonal functions generated by WalshHadamard codewords to weigh the oscillator values before summing so that each wave now has equal power. Dent's model can be mathematically expressed as
where N 0 is the number of the complex oscillators equal to N/4, and N is the number of the arriving rays. β n is given as πn/N 0 and θ n are the initial phases. Randomising θ n therefore provides us with different waveform realisations. Cyclic redundancy check (CRC) is the main error detection mechanism adopted in JPWL. There are two options available, i.e., CRC-16 and CRC-32 codes. The CRC codes are not capable of correcting any transmission error. Instead, the purpose of protecting images using CRC codes is merely to ensure that packets with errors are detected and thus not decoded. Therefore, the erroneous packets do not diminish the overall quality of the decoded image.
On There are also predefined RS codes that can be used in the event that one does not wish to define their own error protection codes. These are summarised as follows:
• RS(160,64) to be used for the first EPB marker segment of the main header; • RS(80,25) to be used for the first EPB marker segment of a tile-part header; and • RS(40,13) to be used for the other EPB marker segments of both the main header and the tile-part header. The performance of the above CRC error detection codes and RS error correction codes will be evaluated and results will be presented in the following section.
V. EXPERIMENTAL RESULTS
In this section, we present experimental results regarding wireless imaging using JPEG, JPEG 2000 and JPWL. Two popular test images "Lena.bmp" and "Boat.bmp" are used for transmission over a Rayleigh fading channel modeled using Dent's model discussed in the proceeding section. Both images are monochrome and have a dimension of 256 × 256. 50 erroneous block transmissions are used in all simulation runs. Tables I and II 
much stronger PSNR performance. This is because JPEG only provides one error resilience tool available, i.e., the resynchronisation marker. However, several such tools are available in JPEG 2000 and their effectiveness greatly help to improve the PSNR performance. Tables I and II show Table III gives the BER and PSNR results of Lena.bmp image using various error detection and correction codes in JPWL. Similar results are presented in Table IV for Boat.bmp. Note that the Inf results in PSNR in the above tables are the consequence of nearly perfect decoding of the transmitted image.
As can be seen from Tables III and IV , it is evident that the performance of JPWL is significantly better than those of JPEG and JPEG 2000 without the JPWL extension. Moreover, these results further reveal that the CRC codes are proven to be somewhat ineffective in protecting the codestream with results very similar to those of no protection at all. In effect, CRC codes enable the decoder to avoid decoding of packages with transmission errors through error detection. Our results demonstrate that the CRC approach is not a viable option for protecting image data when not used in conjunction with an efficient retransmission strategy.
The BER and PSNR error performance of the RS codes in JPWL are also evaluated and numerical results are shown in Tables III and IV for Lena and Boat images, respectively. More comprehensive results including those from the weakest RS(37,32) code to the strongest RS(128,32) are illustrated in Figs. 1 and 2 . These results demonstrate the effectiveness of RS error correcting codes in protecting image data from multipath and fading impairments in the wireless channel. Even the weakest RS(37,32) code provides considerable improvements over the option without protection. Furthermore, the performance improves quickly with the increase of the redundancy in the RS codes. However, it can be revealed from our simulation results that the performance improvements beyond RS(64,32) are diminishing and do not justify the increased bandwidth expansion. Subjective results presented in Figs. 3 and 4 are in accordance with the objective results aforementioned. More specifically, Fig. 3 confirms that even the weakest RS(37,32) in JPWL performs considerably better than the CRC method. In addition, Fig. 4 illustrates that the error resilience perfor- mance of the strongest RS(128,32) code and its modest sibling RS(64,32) is nearly indistinguishable. The RS(64,32) code in JPWL that has a code rate of one half strikes a good balance between error resilience and bandwidth expansion.
VI. CONCLUSIONS
Despite its ongoing popularity, the original JPEG proposed over 15 years ago provides only the most rudimentary level of robustness to bit errors through spatial partitioning of the codestream using resynchronisation markers. Although the newer JPEG 2000 standard adopts several error resilience tools, these tools prove unsatisfactory in the presence of severe channel impairments such as burst errors, typical of wireless fading channels. The wireless extension of the JPEG 2000 standard formally known as JPWL is the latest international standard created specifically for wireless imaging applications. As a result, it provides a number of effective error detection and correction tools in combating several multi-path and fading impairments.
This paper focuses its attentions on examining the error resilience performance of JPEG, JPEG 2000 and JPWL. Both objective and subjective results are presented to demonstrate the effectiveness of error resilience tools in these three standard. Our results prove that JPWL is much more robust to transmission errors than JPEG and JPEG 2000. Moreover, the major findings in this paper reveal that CRC approach is not a viable option for protecting wireless image data when not used in conjunction with an efficient retransmission strategy. In addition, the Reed-Solomon error correction codes in JPWL provide strong protection for wireless image transmission. However, any stronger protection beyond RS(64,32) receives diminishing returns.
