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A Conceptual Model for 
Cloud Computing Adoption 
by SMEs in Australia
ABSTRACT
Cloud Computing is an increasingly important worldwide development in business service provision. 
The business benefits of Cloud Computing usage include reduced IT overhead costs, greater flexibility of 
services, reduced TCO (Total Cost of Ownership), on-demand services, and improved productivity. As a 
result, Small and Medium-Sized Enterprises (SMEs) are increasingly adopting Cloud Computing technol-
ogy because of these perceived benefits. The most economical deployment model in Cloud Computing 
is called the Public Cloud, which is especially suitable for SMEs because it provides almost immediate 
access to hardware resources and reduces their need to purchase an array of advanced hardware and 
software applications. The changes experienced in Cloud Computing adoption over the past decade are 
unprecedented and have raised important issues with regard to privacy, security, trust, and reliability. 
This chapter presents a conceptual model for Cloud Computing adoption by SMEs in Australia.
INTRODUCTION
Cloud Computing is an increasingly important 
area in the development of business services. 
Gartner Consulting defines Cloud Computing 
as “a style of computing in which scalable and 
elastic IT-enabled capabilities are delivered as a 
service using Internet technologies” (Plummer 
et al., 2009). Cloud Computing provides differ-
ent types of services delivered under different 
deployment models on demand, and uses a pay-
as-you-go method. Many developed countries are 
moving quickly to ensure the rapid adoption of 
Cloud Computing (Mudge, 2010).
In general, companies obtain Cloud Computing 
services (e.g. Software as a Service (SaaS)) from 
a Cloud Computing environment; they then have 
the opportunity to take advantage of new devel-
Ishan Senarathna
Deakin University, Australia
Matthew Warren
Deakin University, Australia
William Yeoh
Deakin University, Australia
Scott Salzman
Deakin University, Australia
101
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
opments in IT technologies at an affordable cost. 
Therefore, Cloud Computing is a cost effective 
IT solution which can benefit small, medium and 
larger organisations as well as governments and 
public services. For example, economies of scale 
for data centers (facilities used to house computer 
systems and associated components) can deliver 
cost savings of 5 to 7 times compared to typical 
total costs of computing (Armbrust et al., 2010). 
Cloud Computing provides shared computing 
resources, software, storage and information on 
demand to Cloud Computing users.
“Cloud Computing” could potentially revo-
lutionize the entire Information Communication 
Technology (ICT) industry (Tuncay, 2010). The 
actual size of the Cloud Computing market is un-
known. WinterGreen Research (2010) estimated 
the global Cloud Computing markets at US$36 
billion in 2008, and anticipated it would reach 
US$160.2 billion by 2015. Herhalt and Cochrane 
(2012) reported that the adoption of Cloud Com-
puting in Australian organisations lagged behind 
the US levels by a year or more. A survey by Frost 
and Sullivan (2011) suggests that, in 2011, 43 per 
cent of businesses in Australia were using some 
form of cloud computing services, which was up 
from 35 per cent in 2010. In fact, the Australian 
Cloud Computing market is forecasted to reach 
US$3.33 billion in 2016 (Philsandberg, 2012).
SMEs play a critical role in any nation’s 
economy as it is the fastest growing sector of 
most economies around the world and represents 
a high portion of all businesses and GDP (Paik, 
2011). Similarly, SMEs in Australia account 
for 95 per cent of all businesses (MacGregor & 
Kartiwi, 2010). With considerably lower start-
up costs, Cloud Computing benefits SMEs and 
reduces their need to purchase an expensive array 
of advanced hardware technology and software 
applications (Sultan, 2010; Chang 2013). Cloud 
Computing is a novel business model in terms 
of economy and flexibility, which is particularly 
valuable for SMEs, as Cloud Computing can be 
adopted with limited investment in infrastructure 
(Mudge, 2010). Cloud Computing is commercially 
viable for many SMEs due to its flexibility and 
pay-as-you-go cost structure (Sultan, 2011), how-
ever, within the SME sector and despite potential 
benefits, the adoption rate of Cloud Computing is 
still relatively low in Australia compared to other 
countries in the Asian region (ACCA, 2012). This 
chapter presents a conceptual model for Cloud 
Computing adoption by SMEs in Australia. The 
issues of Cloud Computing adoption are explored 
within the chapter with the aim of identifying 
likely key factors that motivate or inhibit its use 
by SMEs. A further overarching research objective 
is to design and propose a model suitable for the 
adoption of Cloud Computing by SMEs in Aus-
tralia by looking at the motivators and inhibitors 
of Cloud Computing adoption.
BACKGROUND
Cloud Computing Overview
Cloud Computing extends the current use of Infor-
mation Technology as a service over the network, 
especially through the Internet (for instance, Soft-
ware as a Service (SaaS), Platform as a Service 
(PaaS), and Infrastructure as a Service (IaaS). 
Its major goal is reducing the cost of IT services 
while increasing efficiency, flexibility, reliability, 
availability and processing. Cloud Computing has 
been defined differently by industry experts and 
researchers. So, the definition of Cloud Comput-
ing is also “Cloudy”.
The National Institute of Standards and Tech-
nology (NIST) proposed a definition for Cloud 
Computing, “a model for enabling convenient, 
on demand network access to a shared pool of 
configurable computing resources (e.g., network, 
servers, storage, applications and services) that can 
be rapidly provisioned and released with minimal 
management effort or service provider interaction. 
This Cloud Computing model promotes availabil-
ity and is composed of five essential characteristics 
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and three service models and four deployment 
models” (Mell and Grance, 2011). In 1997, Cloud 
Computing was defined by Ramnath Chellapa as 
“a computing paradigm where the boundaries of 
computing will be determined by rationale rather 
than technical” (Chellappa, 1997). This was the 
first academic definition of Cloud Computing. 
According to Catteddu and Hogben (2009), Cloud 
Computing was defined by the European Network 
and Information Security Agency (ENISA) as an 
“on-demand service model for IT provision, often 
based on virtualisation and distributed computing 
technologies”.
Another common academic definition of Cloud 
Computing was proposed by Buyya et al. (2009) as 
“a type of parallel and distributed system consist-
ing of a collection of interconnected and virtualized 
computers that are dynamically provisioned and 
present as one or more unified computing resources 
based on service-level agreements established 
through negotiation between service provider and 
customer”. Wang and Laszewski (2008) defined 
Cloud Computing as “a set of network enabled 
services, providing scalable, Quality of Service 
(QoS) guaranteed, normally personalized, inex-
pensive computing platforms on demand, which 
could be accessed in a simple and pervasive way”. 
Luis et al. (2009) proposes the Cloud Computing 
definition as “a large pool of easily usable and ac-
cessible virtualized resources (such as hardware, 
development platforms and/or services). These 
resources can be dynamically reconfigured to 
adjust a variable load (scale), allowing also for 
an optimum resource utilization. This pool of 
resources is typically exploited by a pay-per-use 
model in which guarantees are offered by the 
infrastructure provider by means of customized 
SLAs”. Founder of Oracle, Larry Ellison, says, 
“we’ve redefined Cloud Computing to include 
everything that we already do...” (Farber, 2008). 
Richard Stallman, founder of the Free Software 
Foundation and creator of the operating system 
GNU, says, “Cloud Computing was simply a trap 
aimed at forcing more people to buy into locked, 
proprietary systems that would cost them more 
and more over time… it’s stupidity. It’s worse than 
stupidity: it’s a marketing hype campaign” (John-
son, 2008). These different definitions showed that 
the different stakeholders, such as academicians, 
architects, consumers, developers, engineers and 
managers, consider Cloud Computing very dif-
ferently (CSA, 2009).
Cloud Computing is being heavily promoted 
for mainstream adoption due to results of the lat-
est advances in virtualisation technologies, com-
bined with the acute realization of the increasing 
economic burden of maintaining proprietary IT 
infrastructures (Erdogmus, 2009). Cloud Com-
puting is being perceived as a huge Internet data 
center in which hardware and software resources 
are virtualized, offering a variety of services to 
the customers. They use Cloud Computing from 
a service provider’s pool of capacity and Cloud 
Computing infrastructure on a pay-as-you-go 
basis as an alternative to managing their own IT 
infrastructure (Lim et al., 2009; Sultan, 2010). 
Cloud Computing offers benefits such as reduced 
IT overheads for the customers, greater flexibility, 
reduced TCO, on-demand services, and improved 
productivity (Wei et al., 2009). According to Er-
dogmus (2009), economic benefits, simplification 
and convenience of the way computing services 
are delivered seem to be the key drivers to speed 
up the adoption of Cloud Computing. Farah (2010) 
highlights the Cloud Computing adoption as fast 
tracking cost reductions, increasing efficiency 
and, ultimately, creating a competitive advantage 
in any market.
There are many business areas where Cloud 
Computing has been adopted, including in higher 
education (Sultan, 2010; Wheeler and Waggener, 
2009; Suess and Morooney, 2009), to provide solu-
tions for human resources (Farah, 2010), software 
testing (Babcock, 2009), data back-up or archive 
services (Treese, 2008), Web 2.0 based collabora-
tive applications (Orr, 2008), for storage capacity 
on demand (Kraska et al., 2009), and for content 
distribution services (Fortino et al., 2009). New IT 
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approaches and services have taken advantage of 
Cloud Computing, for example, market-oriented 
allocation of resources (Buyya et al., 2009), hard 
discrete optimization problems (Li et al., 2009), 
corporate fraud detection using intelligence (Lodi 
et al., 2009), collaborative business intelligence 
(Chow et al., 2009), data mining algorithms and 
predictive analytics (Zeller et al., 2009; Guaz-
zelli et al., 2009), software testing as a service 
(Ciortea et al., 2009), e-government solutions 
(Cellary and Strykowski, 2009), and architecture 
and implementation courses at graduate level in 
Cloud Computing (Holden et al., 2009).
Cloud Computing Services
Three service models are extensively used by the 
Cloud Computing community to categorize Cloud 
Computing services (Ahuja and Rolli, 2011; Dil-
lon et al., 2010; George and Shyam, 2010). Cloud 
Computing provides software (SaaS), platforms 
(PaaS), and infrastructure (IaaS) services on de-
mand and pay-as-you-go. Software as a Service in 
Cloud Computing eliminates the need to install and 
run an application on the client’s computer (Mar-
ston et al., 2011). In addition, it is not necessary 
to worry about software licensing nor upgrading 
to latest versions. According to Sullivan (2010), 
there are various types of services that come under 
Software as a Service (SaaS), namely, Customer 
Relationship Management (CRM), Video Con-
ferencing, IT Service Management, Accounting, 
Web Analytics, and Web Content Management 
etc. Similarly, Application Design, Development, 
Testing, Deployment, Hosting are services pro-
vided by Platform as a Service (PaaS). The devel-
opment and deployment of applications without 
the cost and complexity of buying and managing 
the underlying hardware and software layers are 
facilitated by PaaS (Marston et al., 2011). Further, 
Sullivan (2010) explains that Infrastructure as a 
Service (IaaS) provides services such as Server 
Space, Net Working (N/W) equipment, Memory, 
Storage Space and Computing Capabilities. Table 
1 summarizes service models used in the Cloud 
Computing environment. The table describes 
Table 1. Cloud computing service models 
Services Description
Software as a Service (SaaS) Cloud Computing consumers release their applications in a hosting environment, which can be 
accessed through networks from various clients (e.g., Web browser, PDA, etc.) by application users. 
Cloud Computing consumers do not have control over the Cloud Computing infrastructure that often 
employs multi-tenancy system architecture to achieve economies of scale and optimization. Example 
applications of SaaS include SalesForce.com, Google Mail, Google Docs, and so forth.
Platform as a Service (PaaS) PaaS is a development platform supporting the full “Software Lifecycle” which allows Cloud 
Computing consumers to develop Cloud Computing services and applications (e.g., SaaS) directly on 
the PaaS cloud. Hence, the difference between SaaS and PaaS is that SaaS only hosts completed Cloud 
Computing applications whereas PaaS offers a development platform that hosts both completed and in-
progress Cloud Computing applications. An example application of PaaS is Google App Engine.
Infrastructure as a Service 
(IaaS)
Cloud Computing consumers directly use IT infrastructures (processing, storage, networks, and other 
fundamental computing resources) provided in the IaaS cloud. Virtualisation is extensively used in 
IaaS cloud in order to integrate/decompose physical resources in an ad hoc manner to meet growing or 
shrinking resource demand from Cloud Computing consumers. An example of IaaS is Amazon’s EC2.
Data storage as a Service 
(DaaS)
The delivery of virtualized storage on demand becomes a separate Cloud Computing service – a data 
storage service. Note that DaaS could be seen as a special type of IaaS. The motivation is that on-site 
enterprise database systems are often tied to prohibitive upfront costs in dedicated servers, software 
licenses, post-delivery services, and in-house IT maintenance. DaaS allows consumers to pay for what 
they are actually using rather than the site license for the entire database. Examples of this kind of 
DaaS include Amazon S3, Google BigTable, and Apache HBase, etc.
(Adapted from Dillon et al., 2010).
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three main service models such as Software as a 
Service, Platform as a Service and Infrastructure 
as a Service. Some authors explain Database as 
a Service as a different service model, but it can 
be seen as a special type of service model under 
Infrastructure as a Service.
Cloud Computing 
Deployment Models
In reviewing the literature, services provided by 
Cloud Computing can be categorized according 
to the level of service and the way it is provided. 
Deployment models are recorded based on these 
characteristics. More recently, four Cloud Comput-
ing deployment models have been defined in the 
Cloud Computing community and are summarized 
in Table 2 (Dillon, et al., 2010; Sasikala, 2011).
A public Cloud Computing service is available 
from a third-party service provider via the Internet. 
It is a cost-effective way to deploy IT solutions 
and provides many benefits such as being elastic 
and service-based. This is the commonly used 
model and is suitable especially for SMEs because 
it provides almost immediate access to hardware 
resources, with no upfront capital investments for 
users, leading to a faster time to market in many 
businesses. This treats IT as an operational expense 
rather than a capital expense (‘Opex’ as opposed 
to a ‘Capex’ model) (Marston et al., 2011). Private 
Cloud Computing provides greater control over the 
Cloud Computing infrastructure and can be man-
aged within the organisation. Therefore, it is often 
suitable for large organisations as they are using 
larger installations (Marston et al., 2011). Hybrid 
Cloud Computing is a combination of public and 
private Cloud Computing models which try to ad-
dress the limitations of each (Zhang et al., 2010). 
The community Cloud Computing infrastructure 
is controlled and shared by a group of organisa-
tions and supports a specific community that has 
shared concerns (e.g., mission, security require-
ments, policy, and compliance considerations) 
(Sasikala, 2011). According to Lawrence et al. 
(2010) the different business models are used in 
each deployment model differently.
Characteristics of Cloud Computing
Cloud Computing characteristics are more impor-
tant to identify how Cloud Computing differs from 
information technology. These characteristics can 
be categorized into two - essential characteristics 
and common characteristics. According to Plum-
mer et al. (2009), five essential characteristics 
of Cloud Computing were identified by NIST 
Table 2. Cloud computing deployment models 
Deployments Description
Public Cloud The public cloud is used by the general public cloud consumers and the cloud service provider has the 
full ownership of the public cloud with its own policy, value, and profit, costing, and charging model. 
Many popular cloud services are public clouds including Amazon EC2, S3, Google AppEngine, and 
Force.com.
Private Cloud The cloud infrastructure is operated solely within a single organisation, and managed by the 
organisation or a third party regardless whether it is located premise or off premise.
Hybrid Cloud The cloud infrastructure is a combination of two or more clouds (private, community, or public) that 
remain unique entities but are bound together by standardized or proprietary technology that enables 
data and application portability.
Community Cloud Several organisations jointly construct and share the same cloud infrastructure as well as policies, 
requirements, values, and concerns. The cloud community forms into a degree of economic scalability 
and democratic equilibrium. The cloud infrastructure could be hosted by a third-party vendor or within 
one of the organisations in the community.
(Adapted from Dillon et al., 2010).
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(National Institute of Standards and Technology) 
(Grance, 2010; Dillon et al., 2010). The Cloud 
Computing essential characteristics are shown in 
Table 3. These five characteristics are crucial in 
a Cloud Computing environment.
Advantages of Cloud Computing
Cloud Computing offers a number of benefits 
to businesses based on its different deployment 
and delivery models (Voona and Venkantaratna, 
2009; Buyya et al., 2009; Miller, 2008; Catteddu 
and Hogben, 2009; Andrei and Jain, 2009; Sasi-
kala 2011). The advantages of Cloud Computing 
are described in Table 4. These advantages vary 
based on the different deployment and delivery 
models.
Some Technical and Business 
Issues of Cloud Computing
As Cloud Computing is still in its infancy, current 
adoption is associated with numerous technical 
and business challenges. Table 5 describes some 
of the issues such as the availability of a service, 
data confidentiality, data transfer bottlenecks, and 
legal jurisdiction.
Cloud Computing Adoption
Youseff et al. (2008) explored methods to foster 
rapid adoption of Cloud Computing by the sci-
entific community. The adoption of Cloud Com-
puting has been perceived differently by various 
prominent members of the computing community. 
For example, Microsoft did not originally foresee 
the trend toward Cloud Computing, which is being 
led by Amazon and Google (Cusumano, 2009). 
Even though many firms showed little early inter-
est in Cloud Computing, with the maturation of 
virtualisation technology and the current almost 
explosive increase in interest in Cloud Computing, 
many firms are joining the Cloud Computing wave.
The Open Cloud Manifesto was signed by a 
group of 38 companies and academic organisa-
tions, calling for open standards in Cloud Comput-
ing (Merritt, 2009). This manifesto is an effort to 
promote common standards for Cloud Comput-
Table 3. Cloud computing essential characteristics 
Characteristics Description
On-demand self-service A consumer with an immediate need at a particular time slot can access computing 
resources (such as CPU time, network storage, software use, and so forth) in an automatic 
(i.e., convenient, self-serve) fashion without resorting to human interactions with providers 
of these resources.
Broad network access These computing resources are delivered over the network (e.g., Internet) and used by 
various client applications with heterogeneous platforms (such as mobile phones, laptops, 
and PDAs) situated at a consumer’s site.
Resource pooling A Cloud Computing service provider’s computing resources are ‘pooled’ together in an 
effort to serve multiple consumers using either the multi-tenancy or the virtualisation 
model, “with different physical and virtual resources dynamically assigned and reassigned 
according to consumer demand”. The motivation for setting up such a pool-based computing 
paradigm lies in two important factors: economies of scale and specialization.
Rapid elasticity For consumers, computing resources become immediate rather than persistent: there are no 
up-front commitments and contracts as they can use them to scale up whenever they want, 
and release them once they finish scaling down.
Measured service Although computing resources are pooled and shared by multiple consumers (i.e., multi-
tenancy), the Cloud Computing infrastructure is able to use appropriate mechanisms to 
measure the usage of these resources for each individual consumer through its metering 
capabilities.
(Adapted from Grance, 2010; Dillon et al., 2010).
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ing in areas such as security, portability, inter-
operability, management, and monitoring. The 
National Institute of Standards and Technology 
is also working on Cloud Computing standards 
(NIST, 2009). If such standards are adopted by the 
majority of Cloud Computing vendors, it would 
make it easier to move applications from one 
Cloud Computing provider to another, which is 
currently not possible with some vendors, because 
of proprietary Cloud Computing applications. 
Although many major corporations, such as Ad-
vanced Micro Devices, Juniper, and IBM, along 
with the Open Cloud Consortium, are backing this 
manifesto, some major Cloud Computing partici-
Table 4. Advantages of cloud computing 
Advantages Description
Cost-effectiveness According to the literature, it is obvious that using Cloud Computing to run applications, 
systems, and IT infrastructure saves staff and financial resources.
Flexibility Cloud Computing allows organisations to start a project quickly without worrying about upfront 
costs. Computing resources such as disk storage, CPU, and RAM can be added when needed. 
Therefore, a company could started on a small scale by purchasing necessary resources and 
added additional resources later.
Data safety Organisations are able to purchase storage in data centres located thousands of miles away, 
increasing data safety in case of natural disasters or other factors. This strategy is very difficult 
to achieve with traditional off-site backup.
High availability Cloud Computing providers such as Microsoft, Google, and Amazon have better resources to 
provide more up-time than almost any other organisations and companies do.
Ability to handle large amounts of 
data
Cloud Computing has a pay-for-use business model that allows academic institutions to analyze 
terabytes of data using distributed computing over hundreds of computers for a short-time cost.
Reduced costs Cloud Computing technology is paid incrementally, saving organisations money.
Increased storage Organisations can store more data than on private computer systems.
Highly automated IT personnel need not to worry about keeping software up to date.
More mobility Employees can access information wherever they are, rather than having to remain at their desks.
Allows IT to shift focus No longer need to worry about constant server updates and other computing issues, and 
government organisations will be free to concentrate on innovation.
(Adapted from Yan, 2010).
Table 5. Technical and business issues of cloud computing 
Issues Description
Data confidentiality Most academic libraries have open-access data. This issue can be solved by encrypting 
data before moving to the clouds. In addition, licensing terms can be negotiated with 
providers regarding data safety and confidentiality.
Data transfer bottlenecks Accessing digital collections requires considerable network bandwidth, and digital 
collections are usually optimized for customer access. Moving huge amounts of data (e.g., 
preserving digital images, audios, videos, and data sets) to data centres can be scheduled 
during off hours (e.g., 1–5 a.m.), or data can be shipped on hard disks to the data centre.
Legal jurisdiction Converting to Cloud Computing involves legal restraints. For example, there are legal 
restrictions prohibiting on the provider transmitting data outside of Australia without the 
prior approval of the agency (DFD, 2011b)(DFD, 2011b)(DFD, 2011b)(DFD, 2011b)
(DFD, 2011b)(DFD, 2011b)(DFD, 2011b)(DFD, 2011b). Since Cloud Computing 
providers can be multi-national, it is imperative that such providers are aware of and abide 
by national regulations where they do business.
(Adapted from Yan, 2010).
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pants, namely, Amazon, Microsoft, and Google, 
are conspicuously absent (Merritt, 2009). The 
Open Cloud Consortium, which includes Cisco 
Systems, Yahoo, and several academic partners, 
runs a Cloud Computing test bed and has developed 
Cloud Computing services benchmarks (Merritt, 
2009). This movement toward Cloud Computing 
standards and the conspicuous absence of some 
major Cloud Computing providers appears to be a 
battle between some early major Cloud Comput-
ing participants to attempt to protect their initial 
market and the others that want to make Cloud 
Computing a more open, standardized technology. 
Such common standards could also make it easier 
and more affordable for potential Cloud Comput-
ing customers to participate in Cloud Computing. 
Cloud Computing providers, both existing and 
planned, have a vested interest in the future of 
Cloud Computing (Weiss, 2007).
There is currently widespread interest in 
Cloud Computing and the growth in the available 
options for using Cloud Computing. Low et al. 
(2011) found that Cloud Computing in the high-
tech industry depends on the firm’s technologi-
cal, organisational and environmental contexts. 
There are many advantages, such as economy 
of scale and the availability of large computing 
resources (Greenberg et al., 2008), ability to test 
their business plan quickly and increase business 
agility (Wang et al., 2011). In addition, Cloud 
Computing providers can keep a very high level of 
availability, often with considerably less downtime 
than individual organisations (Greenberg et al., 
2008). Parthasarathy and Bhattacherjee (1998) and 
also Rogers (1962) found that when clients were 
displeased with a technology they had adopted, 
they tended to discontinue its use. Because of 
this issue, it is important for a Cloud Computing 
provider to maintain customer satisfaction to re-
tain its clients. Maintaining customer satisfaction 
involves continuing to satisfy client needs, staying 
cost-competitive, maintaining system reliability 
and availability, and ensuring information security 
and confidentiality. One illustration of a process for 
running a successful Cloud Computing organisa-
tion is given by Kaliski (2008). In describing how 
to promote a well-run Cloud Computing entity, 
Kaliski says that the Cloud Computing entity 
should run like a container ship or cruise liner, 
with standardized products, set costs, and non-
interference with other customers’ products. This 
model could appeal to cost-conscious, organized 
people. Various organisations are beginning to 
adopt Cloud Computing, ranging from individuals 
and small to larger organisations.
Although there is extensive current interest in 
Cloud Computing, there can be a gap between the 
promise of Cloud Computing and market adoption. 
Greenberg et al. (2008) anticipated that, while 
individuals are already adopting Cloud Comput-
ing for applications readily available, and small 
organisations will adopt Cloud Computing in 
the near term, it may take from fifteen to twenty 
years for larger corporations to convert to Cloud 
Computing. Aligning a company’s technology 
and corporate strategy by addressing the needs 
of management, resource issues, and external fac-
tors improve organisational functioning (Chen et 
al., 2008). Adopting Cloud Computing can meet 
the technology and corporate needs of smaller, 
resource poor organisations and individuals, while 
large organisations can afford to purchase and 
maintain their own large computing resources. 
As a result, larger organisations have less of an 
incentive to go to outside providers than do smaller 
organisations (SMEs) or individuals. An example 
of the gap between the potential and the actual are 
the recent survey results presented by Delahunty 
(2009), where the participant responses showed 
that eleven per cent of their firms currently use 
Cloud Computing for data and information stor-
age, with another nineteen per cent considering 
using Cloud Computing. This leaves seventy per 
cent of the respondents showing little interest in 
Cloud Computing.
Even with the movement toward transition-
ing computing and storage applications to Cloud 
Computing, there are some applications that 
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organisations are choosing not to. These applica-
tions are typically mission critical applications, 
which are expected to be retained by their owners 
rather than being transitioned to Cloud Computing 
(Greenberg et al., 2008). These applications are 
retained in-house for reasons such as the criticality 
of response times or concerns about the inadvertent 
release of very sensitive information.
User training can further an organisation’s adop-
tion of Cloud Computing by making users more 
comfortable with using the technology (Marshall, 
2008). The younger and more technology savvy 
workers may adopt Cloud Computing more easily 
than those who are technology averse. Even though 
some potential users adopt new technologies more 
rapidly than others, any user when faced with the 
ability to perform a job more easily, more com-
pletely, at lower cost, and faster, can find Cloud 
Computing attractive (Aljabre, 2012).
SMALL AND MEDIUM-SIZED 
ENTERPRISES (SMEs)
A number of definitions for SMEs exist, many com-
ing from various governmental and official sources 
such as SME agencies, ministries, governmental 
institutions and national statistical institutions or 
bureaus around the world. The Australian Bureau 
of Statistics (ABS) defines a small business as 
having fewer than 19 employees, whereas micro 
businesses have fewer than 4 employees. Medium-
sized enterprises are defined as businesses with from 
20 to 199 employees (DIISR, 2011). For this study 
the following criteria (see Table 6) are considered 
to define the SMEs in Australia.
Some researchers have criticized these defini-
tions for only using a simple quantitative criterion 
such as the number of employees (Brytting, 1999; 
Curran et al., 1991). Van Hoorn (1979) proposed 
the five additional characteristics below to dif-
ferentiate SMEs from larger firms, rather than 
considering only the number of employees:
1.  A comparatively limited number of products, 
technologies and know-how;
2.  Comparatively limited resources and 
capabilities;
3.  Less-developed management systems, ad-
ministrative procedures and techniques,
4.  An unsystematic and informal management 
style;
5.  Senior management positions held by either 
the founders of the firm and/or their relatives.
SMEs in Australia
SMEs account for 95 per cent of active businesses 
and employ 70 per cent of the nation’s workforce 
(MacGregor and Kartiwi, 2010), thus, they are 
the major component of the Australian economy. 
Globally, SMEs make a substantial contribution 
to national economies and are estimated to ac-
count for 80 per cent of global economic growth. 
In Australia they contribute over 33 per cent of 
Australia’s GDP (ASMEA, 2012). In other words, 
SMEs performs a critical role in the Australian 
economy, in particular, as suppliers to large firms, 
as customers of large firms, and as suppliers to 
end-user customers in their own right. Australia’s 
SME sector plays a vital role in the new job venture 
creation, emerging export markets, sustainable 
Table 6. SME definition 
Micro Enterprises Micro enterprises are enterprises with 0 to 4 employees.
Small Enterprises Small enterprises are enterprises with 5 to 19 employees.
Medium-Sized Enterprises Medium sized enterprises have greater than 20 and fewer than 199 employees.
(DIISR, 2011).
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economic growth and business resilience (Wei, 
2010). SMEs are also a significant customer seg-
ment for financial service providers (MacGregor 
and Kartiwi, 2010).
Australian SMEs use a wide range of ICT 
in their business operations with their use of 
Internet technologies. The Australian Commu-
nication and Media Authority reported that 94 
per cent of SMEs in Australia were estimated to 
be connected to some form of Internet service 
(ACMA, 2010).
Cloud Computing Adoption in SMEs
Marks & Lozano (2010) proposed a Cloud 
Computing Reference Model that supports major 
business drivers. It consists of four support-
ing models such as Cloud Enablement Model, 
Cloud Deployment Model, Cloud Governance 
Model and Cloud Ecosystem Model. The Cloud 
Enablement Model describes different tiers of 
cloud services from them Cloud business tier 
that can be selected according to the user’s 
business necessity. This Cloud Computing Refer-
ence Model corroborates the ideas of Surendro 
& Fardani (2012), who identifies the needs of 
SMEs. According to their survey carried out in 
Indonesia on IT needs and readiness to adopt 
Cloud Computing technologies, SaaS is the 
paramount business necessity of SMEs which is 
covered under Cloud Enablement Model. Further, 
this survey reveals that, type of cloud computing 
deployment that best fits the characteristics and 
needs of SMEs is the Public Cloud. However, 
such explanations tend to awkward with the Cloud 
Adoption Reference Model (CARM) introduced 
by Keung & Kwok (2012) as it completely based 
on confidential data.
Carr (2005) suggests that, in many instances, 
using Cloud Computing might provide the 
first opportunity for SMEs to try new software 
approaches in a cost effective manner. Often 
SMEs are unable to afford their own dedicated 
IT but have a sufficient IT budget to buy the 
bandwidth and pay according to their need and 
usage (Monika et al., 2010). In a Cloud Comput-
ing environment, SMEs can reduce their capital 
expenditure for IT infrastructure and, instead, 
utilize and pay for the resources and services 
provided by Cloud Computing (Rittinghouse 
and Ransome, 2009).
As previously explained, there are various 
types of business models related to Cloud Com-
puting adoption, and their application depends on 
the nature and size of an enterprise (Handler et 
al., 2012; Rahimli, 2013). Chang et al. in 2013 
mentioned that a number of SMEs have followed 
the classification of the appropriate business 
models and even adopted a combination of dif-
ferent business models to improve performance 
of their businesses. According to Lawrence et 
al., (2010), all direct and indirect go-to-market 
models in Cloud Computing are able to cater for 
SMEs needs, however, they are not necessarily 
suitable for large enterprises because of their scale 
and complexity. It has been found that the cur-
rent charging pattern and other aspects of Cloud 
Computing make it more suitable for SMEs than 
for larger organisations (Misra and Mondal, 2010). 
Further, the public Cloud service provides a more 
valuable service to Micro-Small Businesses (non-
employer business and with 1-4 employees) as 
they require many of the same business services 
provided to large organizations even though they 
may have only a PC and an Internet connection 
(Handler et al, 2012).
In addition, the findings of Sultan (2011) 
and Bharadwaj & Lal (2012) suggest that Cloud 
Computing is likely to be a more attractive option 
for most SMEs because of flexible cost structures 
and scalability. Traditional in-house Enterprise 
Resource Planning (ERP) implementation incurs 
high costs for SMEs, whereas, by using the Cloud 
they can buy ERP components relevant to their 
business and pay per component instead of buying 
a whole ERP suite (Sharif, 2010). Findings also 
show that SMEs can expand their usage and ser-
vices easily using Cloud Computing. The Cloud 
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services are more acceptable by SMEs because 
of relative advantage, flexibility and scalability 
features (Salleh et al., 2012). In 2009, Gorniak 
demonstrated the first three reasons behind the 
possible use of cloud computing by SMEs is: 
1) avoiding capital expenditure in hardware, 
software and IT support, information security by 
outsourcing infrastructure / platforms / services; 
2) flexibility and scalability of IT resources; 
and 3) business continuity and disaster recov-
ery capabilities. The prior Cloud Computing 
constructs previously identified were analyzed 
against the requirements of the different SMEs 
types (Table 7). The factors affecting Cloud 
Computing adoption is investigated separately 
for micro, small, and medium enterprises filling 
the research gap identified from the literature 
with micro organizations.
CONCEPTUAL MODEL
Cloud Computing provides different services 
which are delivered under various deployment 
models on demand, and uses a pay-as-you-go 
method. Several leading researchers in Cloud 
Computing domain attempt to develop Cloud 
Computing Business models (Papazoglou and 
Georgakopoulos, 2003; IBM, 2008; Hanna et 
al., 2009; Chen et al., 2010; Li, 2010; Chang et 
al., 2013). In the design of a Cloud Computing 
adoption model, it is necessary to understand the 
differences between technology adoption and 
Cloud Computing adoption. Rather than directly 
applying the Technological, Organisation and 
Environment (TOE) framework in Cloud Com-
puting adoption, Cloud Computing provides a 
complete service-based environment for SMEs. 
Table 7. Analysis of cloud computing constructs in the SME context 
Construct Size of SME References
Cloud Security Micro
Small (Sahandi et al., 2012; Kelly, 2011; Monika et al., 2010)
Medium (Sahandi et al., 2012; Kelly, 2011; Monika et al., 2010)
Cloud Privacy Micro
Small (Sahandi et al., 2012)
Medium (Sahandi et al., 2012)
Cloud Flexibility Micro
Small (Brian et al., 2008; Sahandi et al., 2012; Monika et al., 2010; Salleh et al., 
2012)
Medium (Brian et al., 2008; Sahandi et al., 2012; Monika et al., 2010; Salleh et al., 
2012)
Relative Advantage Micro (Handler et al., 2012)
Small (Salleh et al., 2012; Monika et al., 2010)
Medium (Salleh et al., 2012; Monika et al., 2010)
Awareness of Cloud Micro (Handler et al., 2012; Rath et al., 2012)
Small (Rath et al., 2012; Salleh et al., 2012; Surendro & Fardani, 2012)
Medium (Rath et al., 2012; Surendro & Fardani, 2012)
Quality of Service Micro
Small (Brian et al., 2008; Keung & Kwok, 2012; Monika et al., 2010; Salleh et al., 
2012)
Medium (Brian et al., 2008; Keung & Kwok, 2012; Monika et al., 2010; Salleh et al., 
2012; Chang et al., 2013)
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Various researchers indicate that adopting Cloud 
Computing includes expectations of the quality 
of service provided by Cloud service provid-
ers, such as availability, reliability and ongoing 
updating services (ITIIC, 2011). Therefore, the 
process is more important for SMEs than just 
the environmental factors considered in most of 
the technology/Cloud adoption models under the 
TOE framework. Thus, the proposed model is a 
variation of the TOE framework in regard to SME 
Cloud Computing adoption. This framework is 
considered to be a Technology, Organisation and 
Process (TOP) framework. The TOP multiple-
perspectives approach can be used to best de-
scribe the factors influencing Cloud Computing 
adoption. A multiple perspectives method can be 
applied to any phenomenon, sub-system or system 
to analyze a problem in different ways (ASMEA, 
2012). Linstone (2005) and Mitroff and Linstone 
(2012) have used it to demonstrate the different 
ways of looking at a TOP model. Figure 1 presents 
the conceptual model.
The proposed conceptual model constitutes 
adoption factors under the technology, organisa-
tion and process contexts. Cloud security, Cloud 
privacy and Cloud flexibility are considered under 
the technology context. The organisational context 
includes relative advantages and awareness of 
Cloud Computing. The quality of service (QoS) of 
the Cloud is considered under the process context.
The biggest challenge with the security of 
Cloud Computing is the delegation of the con-
fidentiality, availability and integrity of data to 
a third party. The security of Cloud Computing 
is complicated because of the multi-tenancy of 
the virtualized resources (Opala, 2012), and is 
one of the concerns about Cloud Computing that 
is delaying its adoption (Jamwal et al., 2011). 
Figure 1. Conceptual model for adoption of cloud computing for Australian SMEs
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Further, privacy is also a leading reason for not 
adopting cloud solutions Pearson (2009). Accord-
ing to Pearson (2009), poor user control, loss of 
trustworthiness and lack of transparency create 
most of the privacy issues. In addition, lack of 
transparency creates legal issues that are caused 
by the Cloud’s physical location which creates 
difficulties in determining its jurisdiction. Because 
of this key issue, the Australian government is 
extremely concerned about the location of out-
sourced personal data storage and there is a strong 
desire for Cloud services to be only located within 
Australia’s borders (Hutley, 2012). Frequently, 
SMEs are not able to invest large amounts in IT 
infrastructure (Foster, Zhao, Raicu, & Lu, 2008) 
compared to larger organisations. However, a 
KPMG report (2009) on Australian lessons and 
experiences, shows that using Cloud Computing 
allows them to adopt innovative IT technologies 
quickly without paying upfront for capital invest-
ment (McCabe & Hancook, 2009). Further, Cloud 
Computing provides greater flexibility to encom-
pass the innovations of the Australian government 
and industry (Mudge, 2010).
Dong et al. (2009) highlight the Cloud’s ability 
to reduce costs, provide more flexibility, reduce 
development time, and allow for scalability and 
centralized data storage as some of the more sig-
nificant gains in Cloud adoption. The Australian 
government traces the key drivers as, value for 
money for organisations adopting Cloud Com-
puting, such as reductions in duplication and 
costs, leveraging economies of scale, increased 
savings through virtualisation, pay-as-you-use 
and, reduced energy use (DFD, 2011a). Further, 
with the characteristics of scalability and elasticity 
of services in the Cloud, relative advantages are 
more easily achieved. The Information Technology 
Industry Innovation Council (ITIIC) in Australia 
has published information on the importance of 
educating Australian business and consumers on 
how best to harness the benefits and manage the 
potential risks of adopting Cloud Computing solu-
tions (ITIIC, 2011). They indicate that knowledge 
about Cloud Computing and its benefits for SMEs 
could be increased among the Australian business 
community; and similar statistics are indicated in 
the readiness index published by the Asia Cloud 
Computing Association (ACCA, 2012).
Previous studies have found that Cloud Com-
puting is a service process where availability and 
reliability are coupled with ongoing service updates 
(ITIIC, 2011; Lippert & Govindarajulu, 2006)). 
Armbrust et al. (2010) have identified that business 
continuity and service availability are significant 
factors in considering Cloud adoption. Reliability 
is another thought-provoking feature of Cloud 
adoption. One of the most welcome characteristics 
of Cloud Computing compared with traditional IT 
provision, are the ongoing service updates. The 
debate continues on the QoS as an important char-
acteristic in Cloud adoption with its combination of 
availability, reliability and ongoing service updates.
The constructs used to examine Cloud Comput-
ing adoption in this study are explored in Table 
8. Based on the literature, six major adoption fac-
tors are identified for this study, namely: Cloud 
security, Cloud privacy, Cloud flexibility, relative 
advantages of Cloud, awareness of Cloud, and 
quality of service. These constructs are analyzed 
using theoretical, practitioner and government 
underpinnings.
RESEARCH APPROACH
Accurate methodological assumptions lead to the 
identification of research methods and techniques 
that are considered to be appropriate for the gath-
ering of valid empirical evidence. Therefore, the 
cornerstone for undertaking successful research 
study depends on making the correct methodologi-
cal assumptions (Myers & Avison, 2002). Correct 
assumptions shape “how we conduct research and 
how we use the results...the science that seeks to 
understand the underlying assumptions associated 
with different approaches is called the philosophy 
of science” (Polonsky & Waller, 2011, p. 4).
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Swanson and Holton (2005) suggest that 
“Quantitative research can be exploratory; it is used 
to discover relationships, interpretations, and char-
acteristics of subjects, which suggest new theory 
and define new problems” (Swanson and Holton, 
2005, p. 33). A considerable amount of literature 
has shown that the quantitative survey method can 
be used effectively to evaluate the acceptance of 
new technologies (Flick, 2009; Jahangir and Be-
gum, 2007; Lease, 2005). A quantitative research 
method will therefore be applied in this research. 
The survey method is chosen as an efficient way 
to reach larger numbers of SMEs quickly, while 
protecting their anonymity. A longitudinal design 
Table 8. Constructs used to examine cloud computing adoption (developed for this study) 
Constructs Academic Government Practitioner
Cloud Security (Anthes, 2010; Behl, 2011; 
Bhayal, 2011; Jamwal et al., 2011; 
Krautheim, 2010; Lippert & 
Govindarajulu, 2006; Mahmood, 
2011; Nir, 2010; Opala, 2012; 
Rittinghouse & Ransome, 2009; 
Ross, 2010; Sahandi et al., 2012; 
Sarwar & Khan, 2013; Subashini 
& Kavitha, 2011; Sultan, 2011; 
Wei et al., 2009; Yoon, 2009; 
Zhang et al., 2010)
(Anthony, 2012; DFD, 
2011b, 2011c; ITIIC, 
2011; Mudge, 2010; 
Sullivan, 2010)
(Carlin & Curran, 2011; Chakraborty, 
Ramireddy, Raghu, & Rao, 2010; 
Dave, 2012; Friedman & West, 2010; 
Herhalt & Cochrane, 2012; Hutley, 
2012; Joanna & Chiemi, 2010; Kelly, 
2011; Martin, 2010; McCabe & 
Hancook, 2009; Mudge, 2010)
Cloud Privacy (Abadi, 2009; Grobauer et al., 
2011; Jamwal et al., 2011; Katzan, 
2010; Mark, 2011; Pearson, 2013; 
Sahandi et al., 2012; Sarwar 
& Khan, 2013; Sultan, 2010; 
Svantesson & Clarke, 2010; 
Tancock et al., 2013)
(Anthony, 2012; DFD, 
2011b, 2011c; IMO, 
2013)
(Friedman & West, 2010; Pearson, 
2012);(Hutley, 2012; Wijesiri, 2010)
Cloud Flexibility (MacGregor & Kartiwi, 2010; 
Marian & Hamburg, 2012; 
Marston et al., 2011; Mvelase 
et al., 2011; Opala, 2012; Son 
& Lee, 2011; Sultan, 2010; Wu, 
2011)
(DFD, 2011a, 2011b; 
ITIIC, 2011; Sullivan, 
2010)
(Herhalt & Cochrane, 2012; Joanna & 
Chiemi, 2010; McCabe & Hancook, 
2009; Mudge, 2010; Ning, 2013)
Relative Advantage (Cragg & King, 1993; Dong et 
al., 2009; George & Shyam, 2010; 
Kerr & Bryant, 2009; Lee, 2004; 
Li et al., 2011; Low, Chen, & 
Wu, 2011; Marston et al., 2011; 
Moghavvemi et al., 2012; Molla 
et al., 2006; Oliveira & Martins, 
2011; Rogers, 2003; Shareef et al., 
2011; Son & Lee, 2011; Thong, 
1999; Tweel, 2012; Yang & Yoo, 
2004; Yoon, 2009)
(DFD, 2011a; ITIIC, 
2011)
(Herhalt & Cochrane, 2012; Hutley, 
2012; McCabe & Hancook, 2009)
Awareness of Cloud (Moghavvemi et al., 2012; Opala, 
2012; Alshamaila et al., 2009; 
Shareef et al., 2011; Singh et al., 
2013 ; Zhang et al., 2010)
(Anthony, 2012; ITIIC, 
2011; Sullivan, 2010)
(ACCA, 2012; Hutley, 2012; Kelly, 
2011; Martin, 2010; Ning, 2013; 
Pearson, 2012)
Quality of Service (QoS) (Armbrust et al., 2010; Habib et 
al., 2012; Hailu, 2012; Lippert & 
Govindarajulu, 2006; Ross, 2010; 
Sarwar & Khan, 2013; Uusitalo et 
al., 2010; Wang et al. 2011)
(DFD, 2011a; ITIIC, 
2011)
(Herhalt & Cochrane, 2012; Hutley, 
2012; McCabe & Hancook, 2009; 
Scott, 1987; Wu & Chen, 2005)
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would not have been appropriate to answer the 
research questions in a timely manner since such 
research requires years to complete. Interviews 
and direct observations would have been costly, 
difficult to schedule and time-consuming. An 
in-depth examination of previous research found 
that quantitative survey methodology had been 
successfully applied within each research study.
There are three phases in the research design. 
In phase one, academic and practitioner literature 
on technology adoption, Cloud Computing and 
SMEs will be studied to identify the key factors 
for successful Cloud Computing adoption by 
SMEs. In phase two, a structured questionnaire 
will be used to collect the quantitative data from 
Australian SMEs. A questionnaire is the major 
instrument to be designed for a survey to collect 
data from SMEs. Data analysis, model verification 
and modifications will be conducted in phase three.
DATA COLLECTION AND ANALYSIS
Quantitative research is most often used in studies 
with clearly-stated hypotheses that can be tested. 
It focuses on well-defined studies. A quantitative 
method discusses the problem from a broader per-
spective, often by providing a survey with specific 
answer alternatives (Merriam, 1998). Further the 
most of the cloud business models and frameworks 
proposed by leading researchers are quantitative 
(Armbrust et al., 2010, Brandic et al., 2009 and 
Buyya et al., 2009). Therefore, it was decided that 
the best method to adopt for this investigation is 
surveys and this research will be performed using 
a survey data collection method and data will be 
collected by IT managers or decision-makers in 
the IT sections of selected SMEs.
Online surveys have numerous strengths com-
pared to other survey methods (Evans & Mathur, 
2005). The method is quite flexible as surveys can 
be conducted in several formats such as by e-mail 
with a link to a survey URL, or by e-mail with 
an embedded survey etc. Online surveys can be 
administered in a timely manner, minimizing the 
time taken in the field and for data collection (Kan-
nan et al., 1998). As a result of self-administered 
surveys, costs can also be kept down as postage 
or interviews are not required (Evans & Mathur, 
2005). Further, the online surveys can use larger 
samples. The Australian Communications and 
Media Authority reported that 94 per cent of 
SMEs are estimated to be connected to some form 
of internet service (ACMA, 2010). With this high 
level of Internet usage by SMEs, an online survey 
tool is considered to be the best choice to collect 
data for this study, especially in Australia.
The most frequently-used ordered scale in sur-
vey instruments is a ranked one-to-five Likert type 
scale. However, this scale suffers some limitations. 
With only five points, two at the extreme ends and 
one midpoint, the scale suffers its own bounded 
parameters. Many respondents are reluctant to select 
extreme values, which leads to a restricted set of 
scores and making it difficult to measure differ-
ences. The seven-point Likert type scale avoids the 
limitations of the five-point scale and provides more 
flexibility such as a larger array of options (Carey, 
2010). Therefore, an online survey questionnaire with 
a seven-point scale will be administered in Australia, 
to collect data for the study. The population for this 
study will be SMEs in Australia. The questionnaire 
has been pilot tested with 30 samples in an effort to 
assist in validating the questionnaire design. This pilot 
survey was developed by framing relevant questions 
under each of the six core variables identified from 
the literature survey. The questionnaire was divided 
into two parts. The first part of the survey captured 
the demographic details of the responding organi-
sations and the second part of the survey captured 
perception of the security, privacy, relative advantage, 
quality of service of the Cloud Computing and the 
awareness of Cloud Computing. For each construct, 
three to six questions were formulated capturing the 
perception and adoption of Cloud Computing by 
SMEs. All of the reflective indicators of a construct 
were measured on a 7-point Likert scale using scales 
from “strongly disagree” to “strongly agree”. Table 
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9 summarizes the demographic characteristics of 
responded organisations. The results show that 60% 
of organisations that responded were micro, 23% 
small, and 17% medium. Not surprisingly, states 
with larger populations provided higher response 
rates. Of the 30 organisations that responded, only 
33% indicated that they were using some form of 
Cloud Computing.
Descriptive statistics are used to summarize the 
basic features of data. These summary measures 
include measurements expressing location, and 
dispersion. Relevant visualizations techniques will 
also be presented. With descriptive analysis, the 
raw data is transformed into a form that will make it 
easy to understand and interpret (Zikmund, 1994).
The reliability of the measurements have been 
verified using the Cronbach’s alpha coefficient. 
The constructs are considered adequate when the 
Cronbach’s alpha values are above the recom-
mended value of 0.7 (Hair et al., 2010; Malhotra, 
2010). As shown in Table 10, Cronbach’s alpha 
values exceed 0.7 for all constructs. Therefore, the 
questionnaire was taken as an acceptable instru-
ment to be administered.
Factor analysis is commonly used in educa-
tion (Hogarty et al., 2005) and is considered an 
appropriate method for interpreting self-reporting 
questionnaires (Byrant et al., 1999). Factor analy-
sis is a multivariate statistical analysis method that 
has been used for many purposes, such as: reduc-
ing a larger number of variables into a smaller set 
of variables or factors; establishing dimensions 
between variables and latent constructs allowing 
formation and refinement of the theory; provid-
ing construct validity for self-reporting scales 
or instrument; addressing multicollinearity; 
developing theoretical constructs; and providing 
or disproving proposed theories (Tabachnick & 
Fidell, 2007). Exploratory factor analysis allows 
researchers to explore the main dimensions to 
generate a model from a relatively large set of 
latent constructs represented by a set of items 
(Swisher et al., 2004). The aim of this study is to 
explore the large set of items and to generate a 
model for the adoption of Cloud Computing by 
SMEs. Exploratory factor analysis, therefore, will 
be performed as a multivariate analysis technique.
Regression Analysis is used to predict the value 
of a variable (dependent) based on the value of two 
or more other variables (independent). It is neces-
sary to identify the influencing factors for Cloud 
adoption before developing an adoption model. 
Therefore, the results of the factor analysis will be 
used for regression analysis and variance tests. Fur-
ther, most of previous Cloud adoption studies have 
based their analysis method on multiple regression 
Table 9. Demographic characteristics of respond-
ing organisations 
Survey (n=30) Participants Organisations
No. of Employees
0 to 4 (micro) 18 60%
5 to 19 (small) 7 23%
20 to 199 (medium) 5 17%
State/Territory
VIC 8 27%
NSW 7 23%
QLD 8 27%
WA 1 3%
SA 4 13%
TAS 2 7%
Use of Cloud Computing
Yes 10 33%
No 20 67%
Table 10. Reliability validation 
Overview Cronbach’s Alpha
Security 0.771
Privacy 0.733
Flexibility 0.722
Relative Advantage 0.754
Awareness 0.729
Quality of Service 0.819
Adoption 0.866
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(Rahimli, 2013; Gupta et al., 2013). It is therefore 
proposed that multiple regression be used to gain 
insight into the nature of the relationship between 
the independent variables and a dependent variable. 
The independent variables (factors) of this study are 
Cloud security, Cloud privacy, Cloud flexibility, 
relative advantage, awareness of Cloud Computing 
and quality of service of Cloud Computing. Cloud 
Computing adoption is the dependent variable of 
this study and is measured based on level of usage 
of Cloud Computing by SMEs.
SOLUTIONS AND 
RECOMMENDATIONS
This preliminary pilot-study set out with the 
aim of discovering the importance of enablers 
and inhibitors of Cloud Computing adoption in 
SMEs in Australia and develop a model for Cloud 
Computing adoption. The results indicate that the 
majority of SMEs are micro organisations and that 
they are situated in Victoria, Queensland and New 
South Wales. Results reveal that the Cloud Com-
puting usage by the SME sector is comparatively 
less than other sectors, and that this observations 
needs to be investigated further. Considerably 
more work will need to be done to determine the 
enabling and inhibiting factors affecting Cloud 
Computing adoption in SMEs. Statistics reveal 
that there is a growing level of interest in Cloud 
adoption in Australia (Anthony, 2012). Hence, 
designing a more attractive adoption model is 
necessary for addressing the difficulties faced by 
SMEs in Australia.
FUTURE RESEARCH DIRECTIONS
The scope of this research will be limited to Austra-
lian SMEs. This can be expanded to other countries 
in the future. The research will be undertaken 
targeting a specific Cloud Computing deploy-
ment method known as Public Cloud Computing. 
Studies could be done using other deployment 
methods as well. Many variables are available 
that can influence adoption decisions on Cloud 
Computing, but some of them are more important 
than others. This study, therefore, evaluates a few 
of the important factors but future studies could 
develop this study framework with other variables 
as well. Cloud Computing is a dynamic operational 
model, so influencing factors considered in this 
study may vary in future situations.
CONCLUSION
The literature indicates that the main inhibiting 
factor for Cloud Computing adoption is the fear 
of dispatching organisational data to a third party. 
It also indicates that Public Cloud Computing is 
more economical when compared to private Cloud 
Computing, and that all business models can be 
used in Public Clouds. In general therefore, it ap-
pears to be more beneficial for SMEs compared 
to larger organisations to adopt a Public Cloud 
Computing model, as it can provide them with 
a relatively better economic solution. Further, 
previous findings suggest that Cloud Computing 
adoption is more than just technology adoption. 
It includes a number of important changes such 
as cross-border data transfer, keeping data with 
a third party, remotely accessing resources and 
applications through the Internet and so on, which 
will need to be made when considering Cloud 
Computing adoption, but they do not necessarily 
apply to IT adoption. Furthermore, it is interesting 
to note that IT adoption mainly refers to in-house 
IT infrastructure, however, Cloud Computing 
adoption includes accessing resources outside 
the organisation through the Internet as a service. 
The research will be targeting a specific Cloud 
Computing deployment method known as Public 
Cloud Computing. The proposed model will be 
useful in a variety of countries exhibiting a range 
of economic settings as this is intended to be a 
generic Cloud adoption model for SMEs.
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This research makes a number of contribu-
tions to research and practice. This study extends 
the current understanding of Cloud Computing 
adoption by SMEs (micro, small and medium 
enterprises) using a technology-based service 
adoption framework. The conceptual framework 
has been developed through the synthesis of a 
critical literature review for investigating Cloud 
Computing adoption by SMEs. Therefore, it 
bridges the research gap and contributes to the 
Cloud Computing adoption literature, especially 
in the context of SMEs. The study offers a view 
from the perspective of the process factors, in 
addition to the organisational and technical fac-
tors, to assess Cloud Computing adoption. On 
a practical front, these research findings offer 
insights for SMEs that are planning or are in the 
process of implementing a review of their Cloud 
Computing initiatives. Service providers can also 
use the model to understand the requirements of 
SMEs in their provision of the service. Further, 
it will be beneficial for consulting companies 
that are assisting SMEs with Cloud Computing 
implementation. In addition, the government 
could use the Cloud Computing model to assist 
with developing awareness, support programs and 
policies for SMEs.
REFERENCES
ACCA. (2012). Cloud readiness index 2012. Asia 
Cloud Computing Association.
ACMA. (2010). Australia in the digital economy: 
The shift to the online environment. Communica-
tion Reports, 2009–2010.
Ahuja, S. P., & Rolli, A. C. (2011). Survey of the 
state-of-the-art of cloud computing. International 
Journal of Cloud Applications and Computing, 
1(4), 34–43. doi:10.4018/ijcac.2011100103
Aljabre, A. (2012). Cloud computing for increased 
business value. International Journal of Business 
and Social Science, 3(1), 234–240.
Andrei, T., & Jain, R. (2009). Cloud computing 
challenges and related security issues: A survey 
paper. Retrieved from http://www.cse.wustl.
edu/~jain/cse571-09/ftp/cloud.pdf
Anthes, G. (2010). Security in the cloud. 
Communications of the ACM, 53(11), 16–18. 
doi:10.1145/1839676.1839683
Anthony, B. (2012). Forecast: Cloudy but fine: 
Privacy risks and potential benefits in the cloud. 
Privacy Victoria - Office of the Victorian Privacy 
Commissioner.
Armbrust, M., Fox, A., Griffith, R., Joseph, 
A. D., Katz, R., Konwinski, A., & Zaha-
ria, M. (2010). A view of cloud computing. 
Communications of the ACM, 53(4), 50–58. 
doi:10.1145/1721654.1721672
ASMEA. (2012). SME facts. Retrieved from http://
www.asmea.org.au/SMEFacts
Babcock, C. (2009). Ready for this? Information 
Week, 1250, 22–30.
Behl, A. (2011). Emerging security challenges in 
cloud computing. WICT.
Bharadwaj, S. S., & Lal, P. (2012). Exploring 
the impact of cloud computing adoption on 
organizational flexibility: A client perspective. 
Paper presented at the International Conference 
on Cloud Computing Technologies, Applications 
and Management (ICCCTAM 2012). doi:10.1109/
ICCCTAM.2012.6488085
Bhayal, S. (2011). A study of security in cloud 
computing. (PhD. Dissertation). Retrieved from 
ProQuest Dissertations and Theses. (UMI No: 
1504430).
118
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Brandic, I., Music, D., Leitner, P., & Dustdar, S. 
(2009). VieSLAF framework: Enabling adaptive 
and versatile SLA-management. Paper presented at 
the 6th International Workshop on Grid Econom-
ics and Business Models, Delft, The Netherlands.
Brian, H., Brunschwiler, T., Dill, H., Christ, H., 
Falsafi, B., Fischer, M., & Gutmann, R. (2008). 
Cloud computing. Communications of the ACM, 
51(7), 9–11. doi:10.1145/1364782.1364786
Brytting, T. (1999). Organizing in the small grow-
ing firm: A grounded theory approach. Stockholm 
School of Economics.
Buyya, R., Yeo, C. S., & Venugopal, S. (2009). 
Market-oriented cloud computing: Vision, hype, 
and reality of delivering IT services as comput-
ing utilities. Paper presented at the 10th IEEE 
International Conference on High Performance 
Computing and Communications.
Buyya, R., Yeo, C. S., Venugopal, S., Broberg, 
J., & Brandic, I. (2009). Cloud computing and 
emerging IT platforms: Vision, hype, and reality 
for delivering computing as the 5th utility. Future 
Generation Computer Systems, 25(6), 599–616. 
doi:10.1016/j.future.2008.12.001
Byrant, F. B., Yarnold, P. R., & Michelson, E. 
(1999). Statistical methodology: Using confirma-
tory factor analysis (CFA) in emergency medicine 
research. Academic Emergency Medicine, 6(1), 
54–66. doi:10.1111/j.1553-2712.1999.tb00096.x 
PMID:9928978
Carey, V.A. (2010). Questionnaire design for 
business research. Academic Press.
Carlin, S., & Curran, K. (2011). Cloud computing 
security. International Journal of Ambient Com-
puting and Intelligence, 3(1), 14–19. doi:10.4018/
jaci.2011010102
Carr, N. G. (2005). The end of corporate comput-
ing. MIT Sloan Management Review, 46(3), 67–73.
Catteddu, D., & Hogben, G. (2009). Cloud com-
puting - Benefits, risks and recommendations for 
information security. ENISA.
Cellary, W., & Strykowski, S. (2009). E-govern-
ment based on cloud computing and serviceori-
ented architecture. Paper presented at the 3rd 
International Conference on Theory and Practice 
of Electronic Governance (ICEGOV ‘09), Bogota, 
Colombia. doi:10.1145/1693042.1693045
Chakraborty, R., Ramireddy, S., Raghu, T. S., & 
Rao, H. R. (2010). The information assurance 
practices of cloud computing vendors. IT Profes-
sional, 12(4), 29–37. doi:10.1109/MITP.2010.44
Chang, V. (2013). Business integration as a service: 
Computational risk analysis for small and medium 
enterprises adopting SAP. International Journal 
of Next-Generation Computing, 4(3).
Chang, V., Walters, R. J., & Wills, G. (2013). 
The development that leads to the cloud comput-
ing business framework. International Journal 
of Information Management, 33(3), 524–538. 
doi:10.1016/j.ijinfomgt.2013.01.005
Chellappa, R. K. (1997). Intermediaries in 
cloud-computing: A new computing paradigm. 
INFORMS. Cluster: Electronic Commerce.
Chen, J., He, Y. B., & Jin, X. (2008). A study 
on the factors that influence the fitness between 
technology strategy and corporate strategy. In-
ternational Journal of Innovation and Technol-
ogy Management, 5(1), 81–103. doi:10.1142/
S0219877008001308
Chen, X., Wills, G. B., Gilbert, L., & Bacigalupo, 
D. (2010). Using cloud for research: A technical 
review. TesciRes Report for JISC.
119
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Chow, R., Golle, P., Jakobsson, M., Shi, E., 
Staddon, J., Masuoka, R., & Molina, J. (2009). 
Controlling data in the cloud: Outsourcing 
computation without outsourcing control. Pa-
per presented at the ACM workshop on Cloud 
Computing Security (CCSW ‘09), Chicago, IL. 
doi:10.1145/1655008.1655020
Ciortea, L., Zamfir, C., Bucur, S., Chipounov, V., 
& Candea, G. (2009). Cloud9: A software testing 
service. SIGOPS Oper.Syst.Rev., 43(4), 5–10. 
doi:10.1145/1713254.1713257
CSA. (2009). Security guidance for critical areas 
of focus in cloud computing V2.1. Cloud Security 
Alliance.
Curran, J., Blackburn, R. A., & Woods, A. (1991). 
Exploring enterprise cultures: Small service sec-
tor enterprise owners and their views. Kingston 
University.
Cusumano, M. (2009). Technology strat-
egy and management: The legacy of Bill Gates. 
Communications of the ACM, 52(1), 25–26. 
doi:10.1145/1435417.1435429
Dave, A. (2012). The state of cloud computing 
security in Asia. Trend Micro, 1-5.
Delahunty, S. (2009, January). State of enterprise 
storage. Paper presented by Byte & Switch. In-
formationWeek Analytics.com, Manhassett, NY.
DFD. (2011a). Opportunities and applicability 
for use by the Australian Government. Cloud 
Computing strategic direction paper. DFD.
DFD. (2011b). Better practice guide: Negotiat-
ing the cloud – Legal issues in cloud computing 
agreements. DFD.
DFD. (2011c). Better practice checklist: Privacy 
and cloud computing for Australian government 
agencies. DFD.
DIISR. (2011). Key statistics: Australian small 
business, Commonwealth of Australia 2011. 
DIISR.
Dillon, T., Wu, C., & Chang, E. (2010). Cloud com-
puting: Issues and challenges. Academic Press.
Dong, L., Neufeld, D., & Higgins, C. (2009). Top 
management support of enterprise systems imple-
mentations. Journal of Information Technology, 
24(1), 55–80. doi:10.1057/jit.2008.21
Erdogmus, H. (2009). Cloud computing: Does 
Nirvana hide behind the Nebula. IEEE Software, 
26(11), 4–6.
Evans, J. R., & Mathur, A. (2005). The value of 
online surveys. Internet Research, 15(2), 195–219. 
doi:10.1108/10662240510590360
Farah, S. (2010). Cloud computing or software 
as a service-which makes the most sense for 
HR? Employment relations today. ABI/INFORM 
Global, 36(4), 31.
Farber, D. (2008). Oracle’s Ellison nails cloud 
computing. CNET News. Received from http://
news.cnet.com/8301-13953_10052188-80.html
Flick, U. (2009). An introduction to qualitative 
research (4th ed.). Los Angeles, CA: SAGE 
Publications.
Fortino, G., Mastroianni, C., Pathan, M., & Vakali, 
A. (2009). Next generation content networks: 
Trends and challenges. Paper presented at the 4th 
Edition of the UPGRADE-CN Workshop on use 
of P2P, GRID and Agents for the Development of 
Content Networks (UPGRADE-CN ‘09), Garch-
ing, Germany. doi:10.1145/1552486.1552516
Foster, I., Zhao, Y., Raicu, I., & Lu, S. (2008). 
Cloud computing and grid computing 360-degree 
compared. Paper presented at the Grid Com-
puting Environments Workshop. doi:10.1109/
GCE.2008.4738445
120
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Friedman, A. A., & West, D. M. (2010). Privacy 
and security in cloud computing issues in technol-
ogy innovation. Center for Technology Innovation 
at Brookings (3).
George, F., & Shyam, G. (2010). Impact of cloud 
computing: Beyond a technology trend. Systems 
Integration, 262–269.
Gorniak, S. (2009). Cloud computing European 
network and information security agency (ENISA). 
Retrieved from http://www.enisa.europa.eu/act/
res/technologies/tech/dnssec/dnssec
Grance, T. (2010). The NIST cloud definition 
framework. National Institute of Standards and 
Technology.
Greenberg, A., Hamilton, J., Maltz, D. A., & 
Patel, P. (2008). The cost of a cloud: Research 
problems in data center networks. Com-
puter Communication Review, 39(1), 68–73. 
doi:10.1145/1496091.1496103
Grobauer, B., Walloschek, T., & Stocker, E. 
(2011). Understanding cloud computing vulner-
abilities. Security & Privacy, IEEE, 9(2), 50–57. 
doi:10.1109/MSP.2010.115
Guazzelli, A., Zeller, M., Lin, W. C., & Williams, 
G. (2009). PMML: An open standard for sharing 
models. The R Journal, 1(1), 60–65.
Gupta, P., Seetharaman, A., & Raj, J. R. (2013). 
The usage and adoption of cloud computing by 
small and medium businesses. International Jour-
nal of Information Management, 33(5), 861–874. 
doi:10.1016/j.ijinfomgt.2013.07.001
Habib, S. M., Hauke, S., Ries, S., Mühlhäuser, 
M., Antonopoulos, N., Anjum, A., & Rong, C. 
(2012). Trust as a facilitator in cloud computing: 
a survey. Journal of Cloud Computing: Advances, 
Systems, and Applications, 1(1), 19.
Hailu, A. (2012). Factors influencing cloud-
computing technology adoption in developing 
countries. (PhD. Thesis), Retrieved from ProQuest 
Dissertations and Theses. (UMI No: 3549131).
Handler, D.P., Barbier, J., & Schottmiller. (2012). 
SMB public cloud adoption: Opening a hidden 
market. Cisco Internet Business Solutions Group.
Herhalt, J., & Cochrane, K. (2012). Exploring the 
cloud. KPMG, 1–46.
Hogarty, K., Hines, C., Kromrey, J., Ferron, J., & 
Mumford, K. (2005). The quality of factor solutions 
in exploratory factor analysis: The influence of 
sample size, communality, and overdetermination. 
Educational and Psychological Measurement, 
65(2), 202–226. doi:10.1177/0013164404267287
Holden, E. P., Kang, J. W., Bills, D. P., & 
Ilyassov, M. (2009). Databases in the cloud: A 
work in progress. Paper presented at the 10th 
ACM Conference on SIG-Information Tech-
nology Education (SIGITE ‘09), Fairfax, VA. 
doi:10.1145/1631728.1631765
Hutley, N. (2012). Modelling the economic impact 
of cloud computing. KPMG, 1–52.
IBM. (2008). IT service management to enable 
the fulfilment of your SOA strategy. White paper. 
IBM Global Services.
IMO. (2013). Better practice guide: Privacy and 
cloud computing for Australian government agen-
cies. Australian Government.
ITIIC. (2011). Cloud computing: Opportunities 
and challenges. Information Technology Industry 
Innovation Council.
Jahangir, N., & Begum, N. (2007). Effect of 
perceived usefulness, ease of use, security and 
privacy on customer attitude and adaptation in 
the context of e-banking. Journal of Management 
Research, 7(3), 147–157.
121
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Jamwal, D., Sambyal, A., & Sambyal, G. S. 
(2011). Cloud computing: Its security & privacy 
aspects. International Journal of Latest Trends in 
Computing, 2(1), 25–28.
Joanna, G., & Chiemi, H. (2010). Exploring the 
future of cloud computing: Riding the next wave of 
technology driven transformation. Paper presented 
at the World Economic Forum 2010.
Johnson, B. (2008). Cloud computing is a 
trap, warns GNU founder Richard Stallman. 
Retrieved from http://www.guardian.co.uk/tech-
nology/2008/sep/29/cloud.computing.richard.
stallman
Kaliski, B. (2008). Multi-tenant cloud computing: 
From cruise liners to container ships. In Proceed-
ings of Third Asia-Pacific Trusted Infrastructure 
Technologies Conference. Academic Press. 
doi:10.1109/APTC.2008.16
Kannan, P. K., Chang, A. M., & Whinston, 
A. B. (1998). Marketing information on the i-
way: Data junkyard or information gold mine? 
Communications of the ACM, 41(3), 35–43. 
doi:10.1145/272287.272295
Katzan, H. (2010). On the privacy of cloud com-
puting. International Journal of Management & 
Information Systems, 14(2), 1–12.
Kelly, L. (2011). The security threats facing SMEs. 
Computer Weekly, 11-12.
Keung, J., & Kwok, F. (2012). Cloud deployment 
model selection assessment for SMEs: Renting or 
buying a cloud. In Proceedings of the 5th Inter-
national Conference on Utility and Cloud Com-
puting. IEEE/ACM. doi:10.1109/UCC.2012.29
Kraska, T., Hentschel, M., Alonso, G., & Kossmann, 
D. (2009). Consistency rationing in the cloud: Pay 
only when it matters. Proc.VLDB Endow, 2(1), 
253–264. doi:10.14778/1687627.1687657
Krautheim, F. J. (2010). Building trust into utility 
cloud computing. (PhD. Dissertation). Retrieved 
from ProQuest Dissertations and Theses. (UMI 
No: 3422891)
Lawrence, M.W.L., Brad, D.C.C., Chris, C., & 
Denna, M. (2010). Cloud computing business 
models for the channel. A CompTI A Cloud/SaaS 
Community Resource, 1–12.
Lease, D. R. (2005). Factors influencing the 
adoption of biometric security technologies by 
decision making information technology and se-
curity managers. Retrieved from ProQuest Digital 
Dissertations. (AAT 3185680).
Lee, J. (2004). Discriminant analysis of technology 
adoption behavior: A case of internet technolo-
gies in small businesses. Journal of Computer 
Information Systems, 44(4), 57–66.
Lee, M. K. O., & Cheung, C. M. K. (2004). 
Internet retailing adoption by small-to-medium 
sized enterprises (SMEs): A multiple-case study. 
Information Systems Frontiers, 6(4), 385–397. 
doi:10.1023/B:ISFI.0000046379.58029.54
Li, C. S. (2010). Cloud computing in an outcome 
centric world. Paper presented at IEEE Cloud 
2010. Miami, FL.
Li, X., Troutt, M. D., Brandyberry, A., & Wang, 
T. (2011). Decision factors for the adoption and 
continued use of online direct sales channels 
among SMEs. Journal of the Association for 
Information Systems, 12(1), 1–31.
Li, Z., Wang, Y., Olivier, K. K. S., Chen, J., & 
Li, K. (2009). The cloud-based framework for 
ant colony optimization. Paper presented at the 
First ACM/SIGEVO Summit on Genetic and 
Evolutionary Computation (GEC ‘09), Shanghai, 
China. doi:10.1145/1543834.1543872
122
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Lim, H., Babu, S., Chase, J., & Parekh, S. (2009). 
Automated control in cloud computing: chal-
lenges and opportunities. Paper presented at the 
1st workshop on Automated control for datacen-
ters and clouds (ACDC ‘09). Barcelona, Spain. 
doi:10.1145/1555271.1555275
Lodi, G., Querzoni, L., Baldoni, R., Marchetti, 
M., Colajanni, M., Bortnikov, V., & Roytman, 
A. (2009). Defending financial infrastructures 
through early warning systems: The intelligence 
cloud approach. Paper presented at the 5th Annual 
Workshop on Cyber Security and Information 
Intelligence Research (CSIIRW ‘09), Oak Ridge, 
Tennessee. doi:10.1145/1558607.1558628
Low, C., Chen, Y., & Wu, M. (2011). Understand-
ing the determinants of cloud computing adoption. 
Industrial Management & Data Systems, 111(7), 
1006–1023. doi:10.1108/02635571111161262
Luis, M. V., Luis, R. M., Juan, C., & Maik, L. 
(2009). A break in the clouds: Towards a cloud 
definition. SIGCOMM Comput. Commun. Rev, 
39(1), 50–55.
MacGregor, R., & Kartiwi, M. (2010). Perception 
of barriers to e-commerce adoption in SMEs in 
developing and developed country: A compari-
son between Australia and Indonesia. Journal 
of Electronic Commerce in Organizations, 8(1), 
61–82. doi:10.4018/jeco.2010103004
Mahmood, Z. (2011). Data location and security 
issues in cloud computing. In Proceedings of IEEE 
International Conference on Emerging intelligent 
Data and Web Technologies. IEEE. doi:10.1109/
EIDWT.2011.16
Malhotra, N. (2010). Marketing research: An ap-
plied orientation. Pearson Education.
Marian, M., & Hamburg, I. (2012). Guidelines 
for increasing the adoption of cloud computing 
within SMEs. Paper presented at the 3rd Interna-
tional Conference on Cloud Computing, GRIDs, 
and Virtualization.
Mark, D. R. (2011). Cloud computing privacy 
concerns on our doorstep. Communications of 
the ACM, 54(1).
Marks, E. A., & Lozano, B. (2010). Executive’s 
guide to cloud computing. Wiley.
Marshall, P. (2008). City in the cloud. Government 
Computer News, 27(28), 29–29.
Marston, S., Li, Z., Bandyopadhyay, S., Zhang, J., 
& Ghalsasi, A. (2011). Cloud computing — The 
business perspective. Decision Support Systems, 
51(1), 176–189. doi:10.1016/j.dss.2010.12.006
Martin, L. (2010). Awareness, trust and security 
to shape government cloud adoption. Academic 
Press.
McCabe, B., & Hancook, I. (2009). Cloud 
computing: Australian lessons and experiences. 
KPMG, 1–20.
Mell, P., & Grance, T. (2011). The NIST defini-
tion of cloud computing (draft). NIST Special 
Publication, 800, 145.
Merriam, S. B. (1998). Case study research in 
education: A qualitative approach. San Francisco, 
CA: Jossey-Bass Publications.
Merritt, R. (2009). Vendors call for cloud comput-
ing standards. EE Times. Retrieved from http://
www.eetimes.com/electronics-news/4081939/
Vendors-call-for-cloud-computing-standards
Miller, M. (2008). Cloud computing: Web-based 
applications that change the way you work and col-
laborate online. Indianapolis, IN: Que Publishers.
Misra, S. C., & Mondal, A. (2010). Identification 
of a company’s suitability for the adoption of 
cloud computing and modelling its corresponding 
return on investment. Mathematical and Computer 
Modelling, 53(3), 504–521.
123
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Mitroff, I. I., & Linstone, H. A. (2012). The un-
bounded mind: Breaking the chains of traditional 
business thinking. New York: OxFord University 
Press.
Moghavvemi, S., Hakimian, F., & Feissal, T. M. 
F. T. (2012). Competitive advantages through it 
innovation adoption by SMEs. Social Technolo-
gies, 2.
Monika, S., Ashwani, M., Haresh, J., Anand, K., 
Madhvendra, M., & Vijayshri, T. (2010). Scope 
of cloud computing for SMEs in India. Journal 
of Computing, 2(5), 144–149.
Mudge, J. C. (2010). Cloud computing opportu-
nities and challenges for Australia. Melbourne, 
Australia: ATSE.
Mvelase, P., Dlodlo, N., Williams, Q., & Adigun, 
M. O. (2011). Custom-made cloud enterprise ar-
chitecture for small medium and micro enterprises. 
International Journal of Cloud Applications and 
Computing, 1(3), 52–63.
Myers, M. D., & Avison, D. (2002). An introduc-
tion to qualitative research in information systems, 
a reader. London: Sage.
Ning, X. (2013). Personal health management 
system in cloud and adoption by older Australians: 
A conceptual research model. Paper presented at 
the 21st Century Science Health, Agency, and 
Well-Being, Sydney, Australia.
Nir, K. (2010). Cloud computing in developing 
economies: Drivers, effects and policy measures. 
In Proceedings of PTC’10. PTC.
NIST. (2009). Cloud computing. Information 
Technology Laboratory. Retrieved from http://
csrc.nist.gov/groups/SNS/cloud-computing/
index.html
Opala, O. J. (2012). An analysis of security, cost-
effectiveness, and IT compliance factors influencing 
cloud adoption by IT managers. (PhD. Dissertation). 
Retrieved from ProQuest Dissertations and Theses. 
(UMI No: 3527699)
Orr, B. (2008). Will IT of the future have its feet 
firmly planted in the “cloud”? ABI/INFORM Global, 
100(9), 50.
Papazoglou, M. P., & Georgakopoulos, D. (2003). 
Service oriented computing. Communications of 
the ACM, 46, 25–28.
Parthasarathy, M., & Bhattacherjee, A. (1998). 
Understanding post-adoption behavior in the context 
of online services. Information Systems Research, 
9(4), 362–379. doi:10.1287/isre.9.4.362
Pearson, S. (2009). Taking account of privacy when 
designing cloud computing services. Paper presented 
at the ICSE Workshop on Software Engineering 
Challenges of Cloud Computing (CLOUD’09). 
doi:10.1109/CLOUD.2009.5071532
Pearson, S. (2012). Privacy, security and trust in 
cloud computing. Springer.
Plummer, D.C., Smith, D.M., Bittman, T.J., Cearley, 
D.W., Cappuccio, D.J., Scott, D., Robertson, B. 
(2009). Five refining attributes of public and private 
cloud computing. Gartner.
Polonsky, M. J., & Waller, D. S. (2011). Designing 
and managing a research project: A business stu-
dent’s guide. Thousand Oaks, CA: Sage Publications.
Rahimli, A. (2013). Factors influencing organization 
adoption decision on cloud computing. International 
Journal of Cloud Computing and Services Science, 
2(2), 141–147.
Rath, A., Mohapatra, S., Kumar, S., & Thakurta, 
R. (2012). Decision point for adopting cloud com-
puting for SMEs. Paper presented at the The 7th 
International Conference for Internet Technology 
and Secured Transactions.
124
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Rittinghouse, J. W., & Ransome, J. F. (2009). 
Cloud computing: Implementation, management, 
and security. New York: CRC Press.
Rogers, E. M. (1962). Diffusion of innovations. 
New York: The Free Press of Glencoe.
Ross, V. W. (2010). Factors influencing the 
adoption of cloud computing by decision making 
managers. (PhD. Dissertation). Retrieved from 
ProQuest Dissertations and Theses. (UMI No: 
3391308)
Sahandi, R., Alkhalil, A., & Opara-Martins, J. 
(2012). SMEs’ perception of cloud computing: 
Potential and security. In Collaborative networks 
in the internet of services. Springer.
Salleh, S. M., Teoh, S. Y., & Chan, C. (2012). Cloud 
enterprise systems: A review of literature and its 
adoption. Paper presented at the PASIS 2012.
Sarwar, A., & Khan, M.N. (2013). A review of 
trust aspects in cloud computing security. Interna-
tional Journal of Cloud Computing and Services 
Science, 2(2), 116–122.
Sasikala, P. (2011). Cloud computing in higher 
education. International Journal of Cloud Appli-
cations and Computing, 1(2), 1–13. doi:10.4018/
ijcac.2011040101
Shareef, M. A., Kumar, V., Kumar, U., & Dwivedi, 
Y. K. (2011). e-Government adoption model 
(GAM): Differing service maturity levels. Gov-
ernment Information Quarterly, 28(1), 17–35. 
doi:10.1016/j.giq.2010.05.006
Sharif, A. M. (2010). It’s written in the cloud: The 
hype and promise of cloud computing. Journal 
of Enterprise Information Management, 23(2), 
131–134. doi:10.1108/17410391011019732
Singh, H. P., Bhisikar, A., & Singh, J. (2013). 
Innovative ICT through cloud computing. IUP 
Journal of Computer Sciences, 7(1), 37–52.
Son, I., & Lee, D. (2011). Assessing a new IT 
service model, cloud computing. Paper presented 
at the PACIS 2011, Queensland, Australia.
Subashini, S., & Kavitha, V. (2011). A survey 
on security issues in service delivery models of 
cloud computing. Journal of Network and Com-
puter Applications, 34(1), 1–11. doi:10.1016/j.
jnca.2010.07.006
Suess, J., & Morooney, K. (2009). Identity man-
agement & trust services: Foundations for cloud 
computing. ABI/INFORM Global, 44(5), 24.
Sullivan, D. (2010). The definitive guide to cloud 
computing. Realtime Publishers.
Sultan, N. (2010). Cloud computing for education: 
A new dawn? International Journal of Informa-
tion Management, 30(2), 109–116. doi:10.1016/j.
ijinfomgt.2009.09.004
Sultan, N. A. (2011). Reaching for the “cloud”: 
How SMEs can manage. International Journal 
of Information Management, 31(3), 272–278. 
doi:10.1016/j.ijinfomgt.2010.08.001
Surendro, K., & Fardani, A. (2012). Identification 
of SME readiness to implement cloud computing. 
Paper presented at the International Conference on 
Cloud Computing and Social Networking (ICCC-
SN, 2012). doi:10.1109/ICCCSN.2012.6215757
Svantesson, D., & Clarke, R. (2010). Privacy and 
consumer risks in cloud computing. Computer Law 
& Security Report, 26(4), 391–397. doi:10.1016/j.
clsr.2010.05.005
Swanson, R. A., & Holton, E. F. (2005). Research 
in organizations: Foundations and methods of 
inquiry (3rd ed.). San Francisco, CA: Berrett-
Koehler Publishers.
Swisher, L. L., Beckstead, J. W., & Bebeau, M. 
J. (2004). Factor analysis as a tool for survey 
analysis. Physical Therapy, 84(9), 784–799. 
PMID:15330692
125
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Tabachnick, B. G., & Fidell, L. S. (2007). Using 
multivariate statistics. Boston: Pearson Educa-
tion Inc.
Tancock, D., Pearson, S., & Charlesworth, A. 
(2013). A privacy impact assessment tool for 
cloud computing. In Privacy and security for 
cloud computing. Springer.
Treese, W. (2008). Movin’ to the cloud. NetWorker, 
12(4), 13–15. doi:10.1145/1461981.1461985
Tuncay, E. (2010). Effective use of cloud com-
puting in educational institutions. Procedia: 
Social and Behavioral Sciences, 2(2), 938–942. 
doi:10.1016/j.sbspro.2010.03.130
Tweel, A. (2012). Examining the relationship 
between technological, organizational, and envi-
ronment factors and cloud computing adoption. 
(Doctoral Dissertation). Retrieved from ProQuest 
Dissertations and Theses. (UMI No: 3529668)
Uusitalo, I., Karppinen, K., Juhola, A., & Savola, 
R. (2010). Trust and cloud services-an interview 
study. Paper presented at the 2nd International 
Conference on Cloud Computing Technology 
and Science (CloudCom). doi:10.1109/Cloud-
Com.2010.41
Van Hoorn, T. P. (1979). Strategic planning in 
small and medium-sized companies. Long Range 
Planning, 12(2), 84–91. doi:10.1016/0024-
6301(79)90076-1
Voona, S., & Venkantaratna, R. (2009). Cloud 
computing for banks. Infosys Technologies Ltd.
Wang, L., & Laszewski, G. V. (2008). Scientific 
cloud computing: early definition and experi-
ence. Paper presented at the IEEE International 
Conference on High Performance Computing and 
Communications, Dalian, China. doi:10.1109/
HPCC.2008.38
Wang, W. Y. C., Rashi, A., & Chuang, H. (2011). 
Toward the trend of cloud computing. Journal of 
Electronic Commerce Research, 12(4), 238–242.
Wei, D. (2010). The impact of emerging technolo-
gies on small and medium enterprises (SMEs). 
Journal of Business Systems, Governance, & 
Ethics, 4(4), 53–60.
Wei, J., Zhang, X., Ammons, G., Bala, V., & 
Ning, P. (2009). Managing security of virtual 
machine images in a cloud environment. Paper 
presented at the 2009 ACM Workshop on Cloud 
Computing Security, CCSW ’09. New York, NY. 
doi:10.1145/1655008.1655021
Weiss,  A.  (2007).  Computing in the 
c l o ud s .  n e tWo rk e r ,  11 ( 4 ) ,  1 6 –25 . 
doi:10.1145/1327512.1327513
Wheeler, B., & Waggener, S. (2009). Above 
campus services: Shaping the promise of cloud 
computing for higher education. ABI/INFORM 
Global, 44(6), 52.
Wijesiri, S. (2010). Cloud computing - A new 
wave in IT. Retrieved from http://www.dailynews.
lk/2010/07/22/fea15.asp
WinterGreen Research. (2010). Worldwide cloud 
computing market opportunities and segment 
forecasts 2009 to 2015. WinterGreen Research 
Inc. Retrieved from http://www.wintergreen-
research.com/reports/CloudOpportunities.htm
Wu, W. (2011). Developing an explorative model 
for SaaS adoption. Expert Systems with Appli-
cations, 38(12), 15057–15064. doi:10.1016/j.
eswa.2011.05.039
Yan, H. (2010). On the clouds: A new way of 
computing. Information Technology & Libraries, 
29(2), 87–92.
Youseff, L., Butrico, M., & Da Silva, D. (2008). 
Toward a unified ontology of cloud computing. 
In Proceedings of the Grid Computing Environ-
ments Workshop. Academic Press. doi:10.1109/
GCE.2008.4738443
126
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Zeller, M., Grossman, R., Lingenfelder, C., Ber-
thold, M. R., Marcade, E., Pechter, R., & Holada, 
R. (2009). Open standards and cloud comput-
ing: KDD-2009 panel report. Paper presented 
at the KDD ‘09: Proceedings of the 15th ACM 
SIGKDD International Conference on Knowl-
edge Discovery and Data Mining, Paris, France. 
doi:10.1145/1557019.1557027
Zhang, Q., Cheng, L., & Boutaba, R. (2010). 
Cloud computing: State-of-the-art and research 
challenges. Journal of Internet Services and 
Applications, 1(1), 7–18. doi:10.1007/s13174-
010-0007-6
Zikmund, W. G. (1994). Exploring market re-
search. Dryden Press.
ADDITIONAL READING
Amini, M., Bakri, A., Sadat, S. N., Javadinia, 
A., Amir, S., & Tolooie, A. (2014). The Role of 
Top Manager Behaviours on Adoption of Cloud 
Computing for Small and Medium Enterprises. 
Australian Journal of Basic & Applied Sciences, 
8(1).
Brimbela, F. (2013). Adoption of cloud computing 
by SME’s in emerging markets. Brazil: Dublin 
Business School.
Bunce, B. (2013). Can Cloud Computing benefit 
SME’s? IS Practices for SME Success Series, 5.
Carcary, M., Doherty, E., & Conway, G. (2013). 
The Adoption of Cloud Computing by Irish SMEs 
– an Exploratory Study. The Electronic Journal of 
Information Systems Evaluation, 16(4), 258–269.
Chang, V., Bacigalupo, D., Wills, G., & De Roure, 
D. (2010). A categorisation of cloud computing 
business models. Paper presented at the Proceed-
ings of the 2010 10th IEEE/ACM International 
Conference on Cluster, Cloud and Grid Comput-
ing. doi:10.1109/CCGRID.2010.132
Chang, V., Wills, G., & De Roure, D. (2010). 
A review of cloud business models and sustain-
ability. Paper presented at the 2010 IEEE 3rd 
International Conference on Cloud Computing. 
Retrieved from http://ieeexplore.ieee.org/stamp/
stamp.jsp?tp=&arnumber=5558011
Collins, D.J, & Lam, K.P. (2014). Selling the Cloud 
to Smaller Business Organisations.
Dahiru, A. A., Bass, J., & Allison, I. (2014). Cloud 
Computing: Adoption Issues for Sub-Saharan Af-
rica SMEs. The Electronic Journal of Information 
Systems in Developing Countries.
Dietmar, N., & Mark, S. (2014). Exploring the 
economic value of a cloud computing solution and 
its contribution to green IT. International Journal 
of Business Process Integration and Management, 
7(1), 62–72. doi:10.1504/IJBPIM.2014.060605
Dillon, S., & Vossen, G. (2014). SaaS cloud 
computing in small and medium enterprises: A 
comparison between Germany and New Zealand: 
Working Papers, ERCIS-European Research 
Center for Information Systems.
Kelmendi, R. (2013). Cloud computing latency 
effect on small and medium enterprises. Science, 
Innovation New Technology, 59.
Korongo, J. N., Samoei, D. K., & Gichoya, D. M. 
(2013). Cloud computing: An emerging trend for 
small and medium enterprises. Paper presented 
at the IST-Africa Conference and Exhibition (IST-
Africa, 2013).
Mohlameane, M., & Ruxwana, N. (2014). The 
Awareness of Cloud Computing: A Case Study 
of South African SMEs. International Journal of 
Trade, Economics & Finance, 5(1).
Prasad, A., Green, P., & Heales, J. (2014). Cloud 
computing service considerations for the small 
and medium enterprises. Paper presented at the 
Americas Conference on Information Systems.
127
A Conceptual Model for Cloud Computing Adoption by SMEs in Australia
 
Sabwa, B. A. (2013). Cloud Computing Adoption 
By Small And Medium Enterprises (SMEs). In 
Nairobi County. University of Nairobi.
Saedi, A., & Iahad, N. A. (2013). Developing 
an instrument for Cloud Computing adoption 
by Small and Medium-sized Enterprises. Pa-
per presented at the International Conference 
on Research and Innovation in Information 
Systems (ICRIIS 2013). doi:10.1109/ICRI-
IS.2013.6716757
Stieninger, M., & Nedbal, D. (2014). Diffusion 
and Acceptance of Cloud Computing in SMEs: 
Towards a Valence Model of Relevant Factors. 
Paper presented at the 47th Hawaii International 
Conference on System Sciences (HICSS 2014). 
doi:10.1109/HICSS.2014.410
Welsh, G. (2013). Cloud Computing–An SME 
Perspective. IS Practices for SME Success Se-
ries, 135.
Whorrod, A. (2013). Public Cloud Security: A 
Question of Trust. IS Practices for SME Suc-
cess Series, 143. Upra, R., & Chaisricharoen, 
R. (2014). Workgroup Distribution File System 
(WDFS) for personal cloud system. Paper pre-
sented at the 4th Joint International Conference 
on Information and Communication Technology, 
Electronic and Electrical Engineering (JICTEE 
2014).
Yu, J., & Ni, J. (2013). Development Strategies 
for SME E-Commerce Based on Cloud Com-
puting. Paper presented at the 7th International 
Conference on Internet Computing for Engineer-
ing and Science (ICICSE 2013). doi:10.1109/
ICICSE.2013.9
KEY TERMS AND DEFINITIONS
Cloud Computing: Cloud computing is 
a model for enabling ubiquitous, convenient, 
on-demand network access to a shared pool of 
configurable computing resources (e.g., networks, 
servers, storage, applications, and services) that 
can be rapidly provisioned and released with 
minimal management effort or service provider 
interaction.
Community Cloud: A community cloud is a 
multi-tenant infrastructure that is shared among 
several organizations from a specific group with 
common computing concerns.
Database-as-a-Service (DBaaS): DbaaS is a 
service that is managed by a cloud operator (pub-
lic or private) that supports applications, without 
the application team assuming responsibility for 
traditional database administration functions.
Hybrid Cloud: A hybrid cloud is a cloud 
computing environment in which an organization 
provides and manages some resources in-house 
and has others provided externally.
Infrastructure as a Service (IaaS): IaaS is 
a provision model in which an organization out-
sources the equipment used to support operations, 
including storage, hardware, servers and network-
ing components. The service provider owns the 
equipment and is responsible for housing, running 
and maintaining it. The client typically pays on 
a per-use basis.
Platform as a Service (PaaS): PaaS is a way 
to rent hardware, operating systems, storage and 
network capacity over the Internet. The service 
delivery model allows the customer to rent virtual-
ized servers and associated services for running 
existing applications or developing and testing 
new ones.
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Private Cloud: A private cloud is a particular 
model of cloud computing that involves a distinct 
and secure cloud based environment in which only 
the specified client can operate.
Public Cloud: A public cloud is one based 
on the standard cloud computing model, in 
which a service provider makes resources, such 
as applications and storage, available to the 
general public over the Internet. Public cloud 
services may be free or offered on a pay-per-
usage model.
Software as a Service (SaaS): SaaS is a soft-
ware distribution model in which applications are 
hosted by a vendor or service provider and made 
available to customers over a network, typically 
the Internet.
