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Comments on “CRB-RPL: A Receiver-based
Routing Protocol for Communications in
Cognitive Radio Enabled Smart Grid”
Adnan Aijaz, Member, IEEE
Abstract—A recent paper by Yang et al. [1] proposed CRB-
RPL as a new RPL-based routing protocol for communications in
cognitive radio (CR) enabled smart grid. Essentially, CRB-RPL
adopts the operation of CRB-MAC, which is a medium access
control (MAC) protocol for cognitive machine-to-machine (M2M)
communications, and depicts it as a network layer enhancement.
CRB-RPL suffers from a number of technical flaws in terms of
protocol operation and analytical aspects. The main objective of
this paper is to highlight these technical flaws of CRB-RPL and
provide corrections to analytical modeling.
Index Terms—RPL, smart grid, routing, MAC, receiver-based,
cognitive radio, sensor networks.
I. INTRODUCTION
IN a recent paper [1], Yang et al. proposed CRB-RPL asa new RPL1-based routing protocol for communications
in cognitive radio (CR) enabled smart grid. CRB-RPL draws
inspiration from two recent protocols for cognitive machine-
to-machine (M2M) communications [3]: (i) CRB-MAC [4],
which is a medium access control (MAC) protocol for cogni-
tive M2M applications, and (ii) CORPL [5], which is a routing
protocol for cognitive M2M applications. The key aspect of
CRB-MAC is a receiver-based forwarding mechanism at the
MAC layer, which improves the reliability, particularly in lossy
environments. On the other hand, CORPL provides novel en-
hancements to RPL for operation in CR environments. CORPL
adopts an opportunistic forwarding approach at the network
layer for meeting the utility requirements of the secondary
network along with ensuring protection to the primary users.
CRB-RPL adopts the receiver-based forwarding approach
of CRB-MAC and depicts it as a network layer protocol. It
should be noted that CRB-MAC is a cross-layer MAC protocol
wherein the network layer, which is not necessarily limited
to RPL, assigns a rank to each node, based on its virtual
distance from the sink/gateway node. Such rank is used by
a node to take part in the election process for forwarding the
packet. CRB-RPL essentially achieves the same operation by
following the CRB-MAC approach with minor modifications.
Therefore, the authors’ claim of a new (novel) protocol is not
justified, due to significant overlap of CRB-RPL with CRB-
MAC, which is evident in terms of its protocol operation and
analytical aspects. CRB-RPL also aims to achieve CORPL-
like functionality, in terms of providing protection to primary
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1Routing Protocol for Low Power and Lossy Networks (RPL) [2]
receivers; however, this creates some issues as discussed later.
Moreover, CRB-RPL suffers from a number of technical flaws,
in terms of protocol operation and analytical modeling. It is
the aim of this paper to highlight these flaws and provide
corrections, wherever applicable.
II. COMMENTS ON PROTOCOL OPERATION
The main comments on the protocol operation of CRB-RPL
are given as follows.
1) The authors claim that CRB-RPL is an RPL-based rout-
ing protocol. However, this is not true. The fundamental
principle of RPL operation is to maintain network state
information in the form of one or more directed acyclic
graphs (DAGs). Each node in the DAG is assigned a
rank which is computed based on an objective function.
It should be noted that rank computation is not specific
to RPL. In RPL, the traffic generated by a node is
forwarded to the next hop through its default parent.
However, by adopting a receiver-based approach, mul-
tiple nodes in the neighborhood will independently take
part in the forwarding process. Hence, the DAG structure
is not retained any more. This is unlike CORPL, which
retains the DAG structure despite adopting an oppor-
tunistic forwarding approach, through prioritization of
nodes in the forwarding set, including the default parent,
by the sender node.
2) One of the key objectives of CRB-RPL is to ensure
protection to primary receivers by selecting next hop
nodes having minimum overlap with coverage of the
primary transmitters. It should be noted that ensuring
protection to primary receivers at the network layer is
a key feature of CORPL as well. In CRB-RPL, this
is achieved by introducing the cognitive transmission
quality (CTQ) metric, given by (6) in [1], which contains
a factor accounting for the aforementioned coverage
overlap. The CTQ is used in rank computation by a
node based on (8) of [1]. However, protection to primary
receivers is not guaranteed by such rank computation
alone. As mentioned in the previous comment, the DAG
structure in CRB-RPL is not retained due to the receiver-
based forwarding approach, and therefore, the sender
node has no control over selecting the next hop. More-
over, CRB-RPL does not describe how a node with lower
coverage with primary transmitters will have priority
in forwarding the packet. Furthermore, the CTQ metric
2is affected by the link success probability between a
sender and a receiver node. Therefore, the gain provided
by a node in terms of lower coverage overlap can
be compromised by poor link quality. It should be
noted CORPL guarantees primary receiver protection by
prioritizing nodes in the forwarder set based on their
coverage overlap with primary transmitters. The priority
information is embedded into the MAC layer header of
the forwarded packet.
III. COMMENTS ON ANALYTICAL ASPECTS
The main comments on analytical aspects of CRB-RPL are
given as follows.
1) The authors define hop energy efficiency (HEE) as a
ratio of the hop distance between two nodes and the
total energy consumption to forward to the packet, which
is given by (11) of [1]. The authors further calculate
the hop distance as the rank difference between the
sender and receiver nodes, which is given by (12) of [1].
However, such method for computing hop distance is
incorrect. Consider the scenario shown in authors’ own
example of Fig. 2. Based on (12) of [1], the hop distance
of node 5 from node 1 comes out to be 4.04−1 = 3.04;
however, node 5 is actually 2 hops away from the
gateway. Such inaccuracy is a direct consequence of
determining hop distance based on rank of the nodes.
It should be noted that the rank, in context of RPL, is
generally computed based on link success probability,
which is a highly dynamic parameter. Therefore, results
for hop distance will vary significantly at different time
instants. An appropriate approach to compute hop dis-
tance is to assign a unique hop ID to all the nodes which
are equidistant (in terms of hops) from the gateway node
and compute the hop distance based on difference in hop
IDs of the nodes. Such hop ID can be easily assigned
during the association phase.
2) The parameters δ2 and Pkacc in (20) of [1], which
computes the minimum required transmit power, are un-
defined throughout the paper. For technical correctness,
δ2 must represent the noise power (frequently denoted
by σ2 in literature). Moreover, Pkacc must be replaced
by the potential bandwidth of the kth channel, which is
given by Pkacc · Bk, where Bk is the actual bandwidth
of the kth channel and Pkacc denotes the probability
of switching transmission to the kth channel, which is
given by (7) of [4].
3) The average number of retransmissions until success
for CRB-RPL, denoted by χ, is given in (25) of [1].
However, the equation is not given in closed-form, which
can be obtained by (15) of [4].
4) In Section IV.C, the authors evaluate the coordination
overhead2 of CRB-RPL, given by (32) – (33) of [1].
Such computation of coordination overhead is inaccurate
2The coordination overhead [5] is defined as the probability of a node in
the forwarder set retransmitting a packet when any other node has already
forwarded it to the next hop.
not only in terms of approach but also in terms of de-
rived expressions. Intuitively, the coordination overhead
should account for the erroneous (duplicate) forwarding
of a packet at any hop along with the probability of
receiving this packet at the gateway in a multi-hop
manner. The single-hop coordination overhead, given by
(32), only accounts for error in preamble transmission.
Besides, (32) is not correct as the probability of trans-
mission on a cognitive channel, P jsw, is independent
of the probability of error in preamble transmission.
Moreover, an erroneous forwarding of packet will take
place if a receiving node does not hear a preamble or a
data frame on the medium. Therefore, in addition to the
aforementioned inaccuracy, (32) does not account for
all possible factors involved in the protocol operation.
Most importantly, the coordination overhead of the route
(which is intuitively and technically wrong to compute),
given by (33), does not account for the reception of
duplicate packet at the gateway. Finally, the coordination
overhead, as computed by the authors, decreases as the
number of receiver nodes in the forwarder set increases.
However, this is not intuitive, as it violates the principles
of opportunistic forwarding. The correct expression for
coordination overhead is derived in the next section.
IV. CALCULATION OF COORDINATION OVERHEAD
For the sake of calculating the coordination overhead, we
adopt the same notation as employed in [4] and [1]. Let, Ya =
1/Pab denote the cost of forwarding a message from node a
to node b, where Pab = 1−Pf is the probability of successful
transmission, such that Pf is the probability of failure for a
transmission between nodes a and b. In CRB-MAC (or CRB-
RPL), any node in the forwarder set will erroneously forward
the data packet if it does not hear the preamble or the data
frame on the medium. The probability of this event (failure)
is given by
Pf = P
j
sw [1− (1− p)
m]
rm
·
(
1− (1− p)d
)
, (1)
where m and d denote the size (in bits) of micro-frame and
data frame, respectively, rm denotes the number of micro-
frames in the preamble, and p denotes the bit error probability.
Moreover, P jsw denotes the probability of switching transmis-
sion to the jth channel, which is given by (7) of [4].
Unlike CORPL, there is no acknowledgement scheme be-
tween forwarding nodes in CRB-MAC (or CRB-RPL). Hence,
the total path cost of sending a message from a sender node to
the gateway/sink node depends on [6] (i) the cost of forwarding
the message to the forwarder set, and (ii) the remaining path
cost from the forwarder set to the gateway. Therefore, the total
path cost to forward a message from node i to gateway with
forwarder set Fi is given by
Yi =
1
1−
∏
j∈Fi
(1 − Pij)
+
Y1Pi1 +
∑|Fi|
j=2 YjPij ·
∏j−1
n=1(1− Pin)
1−
∏
j∈Fi
(1− Pij)
,
(2)
3where it is assumed that nodes in Fi are sorted by their cost.
Note that the denominator in the first and second terms of (2)
accounts for the probability that at least one node in Fi has
received the message. Using (2), the coordination overhead for
a node i is given as follows.
∆ic =
|Fi|∑
b=1
Pib · Yb ·
b−1∏
r=1
(1− Pir). (3)
It should be noted that the proposed approach is equally
valid with a more generic definition (e.g., based on signal-to-
noise ratio) of Pf .
V. COMMENTS ON PERFORMANCE EVALUATION
In Fig. 11 of [1], the authors evaluate packet delivery
ratio (PDR) performance of CRB-RPL against CORPL and
RPL. The results show that CRB-RPL outperforms CORPL
in terms of PDR. However, intuitively, there should not be
any difference in performance of CORPL and CRB-RPL. This
is because, for a fixed link success probability and a fixed
number of nodes in the forwarder set, similar performance
would be achieved whether the sender node prioritizes the
forwarding nodes (CORPL approach), or the receiving nodes
independently take part in the forwarding process (CRB-MAC
approach). The opportunistic gain, from a fixed number of
forwarding nodes, would be same in both cases.
VI. CONCLUDING REMARKS
In this paper, we have identified the technical flaws as-
sociated with the protocol operation and analytical aspects
of CRB-RPL. The authors’ claim of CRB-RPL as an RPL-
based routing protocol is not valid since the receiver-based
forwarding approach does not retain the DAG structure of
RPL. Moreover, CRB-RPL cannot guarantee protection to
primary receivers due to the lack of DAG structure and the pri-
ority mechanism, and the dependence of CTQ metric on link
success probability. Analytically, CRB-RPL does not specify
some key parameters of interest and provides a technically
incorrect approach to compute hop distance and coordination
overhead. Besides highlighting the inaccuracies in analytical
modeling, we have provided an accurate approach, based on
principles of opportunistic forwarding, to model the coordina-
tion overhead. Finally, the authors’ claim of a new protocol is
not justified as CRB-RPL adopts the operation of CRB-MAC.
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