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Abstract

My purpose in this qualitative inquiry was to explore how student veterans experience
cybersecurity internships and job acquisitions. I chose Schlossberg’s individual transition theory
viewed through a constructivist lens to support the inquiry. Five participants, who completed
graduate cybersecurity internships and acquired cybersecurity positions, provided responses. I
employed semi-structured interviews to collect data from the participants. I engaged reflexive
thematic analysis to guide my data analysis. Based on my analysis, I generated the following
discoveries applicable to the inquiry: (a) opportunities for developing practical experience are
regarded as essential for successful participation in an internship; (b) a flexible internship
program is viewed as vital to the participants’ schedules and needs for a productive experience;
(c) internships prepare students for successful transition into a cybersecurity position; (d)
additional support from the university, internship location, family, and others is always
appreciated, but not required for transition into a cybersecurity position; (e) a cybersecurity
seminar enhances the internship and job acquisition experiences; and (f) networking is
significant in acquiring a cybersecurity position. Discoveries from this research indicate
cybersecurity internships might be effective in facilitating cybersecurity job acquisition for
veterans.
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Chapter One:
About the Researcher
Throughout my life I have had significant close affiliations with the military. These
experiences along with my current position as an Associate Professor of Practice in a graduate
cybersecurity degree program led me to this study. Who am I? I will lead with my callsign,
“Scuba,” because this is what everyone calls me. Callsigns are used in the military, in which I
served for almost 21 years, to identify someone without using their given name. Callsigns can be
serious or a joke; mine was the latter. My classmates gave me this callsign the first day of
Officer Intelligence School because my first name is Steve and the movie Big Daddy was
recently released and there was a “Scuba Steve” doll in the movie. In that moment, my
classmates provided me with a nickname for the rest of my life. Why is that important? I
consider it a badge of honor and it helps me to not take myself too seriously.
I joined the military because my father and brother both served in the military, along with
other relatives, and I believed I was obligated to serve as well. I enlisted in the United States Air
Force following high school and planned to attend college after I completed my military service
commitment with support from the GI Bill, a Veterans Affairs’ benefit that provides four years’
worth of college education to a servicemember once they completed their military service
commitment. Fortunately, I was able to attend college while on active duty (a student veteran), in
which I completed a Bachelor of Science in Liberal Arts in six years of joining the military. I
then applied and was selected for Officer Training School and became an Intelligence Officer.
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While serving, I chose cybersecurity as a career path to complement my intelligence
background. I knew there was a critical need for more cybersecurity professionals, and I believed
I could make a meaningful contribution to the Nation’s defense by applying my intelligence
acumen to this relatively new and evolving field. Therefore, several years after I became an
officer, I applied and was selected for a graduate degree cybersecurity scholarship. I completed a
Master of Science in Cyber Operations (Computer Engineering) degree (a student veteran again).
Although I conducted intelligence almost my entire career, for almost half my career I also
conducted cyber operations, primarily cyber intelligence, which is part of cybersecurity. The
degree trained me to collect intelligence on cyber threats and to apply that intelligence to protect
our computer networks. I retired as a United States Air Force Intelligence Officer in 2014.
Similar to many veterans, leaving the military was difficult for me, as veterans become
“institutionalized” and the transition back to “civilian life” can be scary, but I received an
opportunity I could not refuse; the opportunity to teach future cyber intelligence professionals. I
realize this placed me in a power relationship with my students. Foucault wrote about power
relationships in which a person or group of people may influence, oblige, coerce, command, or
direct the lives of others, e.g., schools educate students, and in my case, my power (university
position) relationship and the knowledge (veteran, internship, and cybersecurity knowledge and
experience) that constituted that power (Jackson & Mazzei, 2012).
Because of my subject matter expertise in cyber intelligence and cybersecurity, I began
teaching cyber intelligence in a graduate cybersecurity degree program at a large research
university. Shortly following, I became a Certified Information Systems Security Professional,
one of the highest certification credentials in cybersecurity. As mentioned, there is an evergrowing need for cybersecurity professionals, and I am fortunate to assist in filling this need by
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teaching future cybersecurity professionals. Knowing firsthand how important cybersecurity is to
my country and the world made cybersecurity a primary interest for my dissertation.
In addition, because of my interest in internships, I became the internship coordinator for
the cyber intelligence track of the graduate cybersecurity degree program. I was intrigued with
internships as a way to facilitate learning in this relatively new field and to help students
transition from higher education to the civilian workforce. I believe completing an internship is
beneficial to both the student and the internship location; interns learn to apply their knowledge
and skills in context and the internship location receives a temporary worker who may become a
future employee. In this position, I interact with cybersecurity-related internship locations in
Tampa and throughout the country in order for my students to have options for cybersecurity
internships. Realizing the importance of internships to cybersecurity education made internships
another primary interest for my dissertation.
My interest in assisting veterans led to me teaching a veterans’ cybersecurity seminar,
which allows me to interact with and assist student veterans in the graduate cybersecurity
program. As a military retiree, I wanted to give back to the veteran community (i.e., veterans
helping veterans). The seminar permits me to assist student veterans in the graduate
cybersecurity program in a structured way. I also work with local cybersecurity veterans as the
Tampa Chapter President of the Military Cyber Professionals Association.
I chose student veterans as the study participants in this inquiry because I am a student
veteran and I understand what issues veterans cope with as they attend a university. As a student
veteran in higher education, I relate to the student veterans’ perceptions and experiences. From a
Foucault viewpoint, I understand both sides of the school power relationship, student and
teacher. I also recognize student veterans are an underrepresented population in literature. I
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believe student veterans are an important component of our student population and overall
population.
I believe internships in higher education are a great opportunity for student veterans
transitioning from higher education into the civilian workforce. I chose cybersecurity because of
my connection to cybersecurity, and internships because of my link to internships at the
university. I selected my dissertation topic based on the convergence of my interests in student
veterans, cybersecurity, and internships and in what ways specific internships impacted
cybersecurity job acquisitions for student veterans.
For this inquiry, I defined “experiences” as observations the participants encountered
during their internships and job acquisitions. I also defined “perceptions” as how the participants
sensed or believed those experiences transpired. I believe exploring how we perceive
experiences is important.
In summary, I have many connections to this study. I am a military veteran, and I have
many friends and family who are military veterans. I am aware my background, previous
experiences, and subjectivity may have influenced this research. Knowing all knowledge is
subjective within the constructivist paradigm (Denzin & Lincoln, 2013), I openly acknowledge
and accept this fact.
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Chapter Two:
Inquiry Background
Cybersecurity Workforce Needs
Cybersecurity has emerged as a new professional area over the past few decades due to
increasing reliance on technology in everyday life and work and the threat related to computer
hacking, the unauthorized access or attack on a computer or computer network (Peninsula Press,
2015). Cybercrime has developed along with technology innovation from the unauthorized
access to data of wearable devices (e.g., smart watches and pacemakers) to ransomware (e.g., the
Darkside ransomware employed on the Colonial Pipeline in 2021), which is considered the mostcostly contemporary malware. Accordingly, a growing need for cybersecurity professionals
emerged over the past few decades in parallel with the growth of information technology to help
ensure secure applications and use (Julian, 2018). The developing “cybersecurity workforce”
addresses cybersecurity risks as part of an organization’s overall risk management process and
consists of technical and non-technical workers who help protect an organization’s data,
information, computers, and business operations. Cybersecurity workers provide a variety of
services and supports in their various roles, including analysts, engineers, architects, technicians,
managers, administrators, auditors, and consultants (Newhouse et al., 2017).
Given the increasing demand for cybersecurity, the unmet need for skilled professionals
in this area has become critical (Kauflin, 2017). For example, in the United States between
October 2018 and September 2019, there was a reported shortage of 158,000 information
security analysts, which represents a primary position in the cybersecurity workforce. Early in
5

2020, there were 161,845 cybersecurity position openings in the United States with an average
salary of $100,600 (CyberSeek, 2020). By the end of 2021, it is estimated the cost of cybercrime
worldwide will reach $6 trillion, and the projected unfilled cybersecurity positions worldwide
will reach 3.5 million (Morgan, 2017, 2018).
Despite a growing need for cybersecurity professionals, few students graduate from
computer science and other relevant programs to meet cybersecurity workforce demands
(National Academies of Sciences, Engineering, and Medicine, 2018). Reports indicate students
in high school are not knowledgeable about cybersecurity as a career. Not surprisingly, of the
approximately two million college graduates in 2016; only three percent reported having
cybersecurity related preparation (National Center for Education Statistics, 2020). Because
cybersecurity enrollments are often lumped together under the computer science discipline, it is
difficult to establish a precise benchmark in the supply of related talent, but, given the large and
increasing number of unfilled cybersecurity positions, it is safe to assume the number of
graduates is not sufficient to meet the growing demands for positions in the cybersecurity
workforce.
Student Veterans—One Possible Way to Meet Cybersecurity Workforce Needs
Currently, more than one million student veterans attend institutions of higher education
in the United States (Veterans Affairs, 2018). Approximately 200,000 military service members
leave the military annually (e.g., retire or complete their military service commitment) (Veterans
Affairs, 2018). Many veterans return to higher education to learn new skills to obtain a position
for a new career (Veterans Affairs, 2018). Based on high demand and low supply of
cybersecurity personnel, qualifying veterans with related interests and skills may be ideal
candidates for careers as cybersecurity professionals (Giandomenico, 2018).
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Today’s military is highly technical, and veterans receive various levels of computer
training depending on their military occupation during their service (Giandomenico, 2018). For
example, they are trained in cybersecurity prior to allowed access into a government computer.
Furthermore, some veterans operate, maintain, and provide security to the most technical and
targeted computer networks in the world. Veterans’ situational awareness, intelligence gathering,
ability to maintain security, and support for chain of command are skills that directly transfer to
cybersecurity (Giandomenico, 2018). In addition, veterans can receive many cybersecurity
educational benefits, e.g., GI Bill (a Veterans Affairs’ benefit that provides four years’ worth of
college education to a servicemember once they completed their military service commitment)
and through other Veterans Affairs’ (VA) programs, and many of them are well positioned to
choose cybersecurity as a career when they transition out of the military (Fucci, 2017; Veterans
Affairs, 2018). One way veterans can receive the education necessary to pursue a cybersecurity
career is through a graduate cybersecurity degree program paid for by the VA (Veterans Affairs,
2018). The National Centers of Academic Excellence (CAEs) for Cybersecurity have actively
recruited veterans into their cybersecurity programs, particularly into the graduate programs
(Department of Homeland Security, 2017).
Student Veterans’ Challenges when Transitioning to the Civilian Workforce
Student veterans face additional challenges after they receive a university degree, such as
obtaining employment and transitioning to the workforce (Foster, 2009; Morreale, 2011; Taylor
et al. 2015; Veterans Affairs, 2017). Molinsky and Pisman (2019) found graduates described the
transition from higher education to the workforce as disorienting, confusing, overwhelming,
exhausting, and dissatisfying. These issues may stem from student veterans' lack of experience in
searching, applying, and interviewing for civilian positions (Molinsky & Pisman, 2019). Some
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veterans never had the need to create a professional resume and they find it difficult to translate
their military skills and duties into a civilian job application (Molinsky & Pisman, 2019). In
addition, some veterans struggle with what they perceive as a lack of, or an ambiguous structure
in the civilian workforce as compared to the clear chain of command and structure within the
military (Veterans Affairs, 2017). In fact, according to the Aspen Cybersecurity Group (2018),
transitioning to the cybersecurity workforce can be a challenging process even for entry-level
positions as veterans are expected to secure employment, navigate the workplace, and perform
their work in the same way as their civilian counterparts.
High-Impact Practices—One Possible Way to Overcome Student Veterans’ Challenges
To help student veterans succeed in higher education and experience successful
transitions to civilian work upon graduation, universities have applied high-impact practices
(HIPs) to create more veteran-friendly environments (Kapell et al., 2017). The Association of
American Colleges & Universities (AACU, 2013) identifies HIPs as “techniques and designs for
teaching and learning that have proven to be beneficial for student engagement and successful
learning among students from many backgrounds.” Some of these practices are participating in
internships, learning communities, and capstones, which are culminating projects for students to
integrate, synthesize, and apply the knowledge they accumulated throughout their degree
program (Gonyea et al., 2008). Of these, participation in internships has been identified as a
promising practice to promote student success, with particular impact on student veterans
(Kapell et al. 2017).
Gonyea et al. (2008) stated internships are of value for all students in higher education
because they bridge the gap between education and work by enabling students to receive handson experience in a workplace environment. They believe internships facilitate positive outcomes
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in several domains: academic achievement; engagement in educationally purposeful activities;
satisfaction; acquisition of desired knowledge, skills, and competencies; persistence; attainment
of educational objectives; and post-college performance (Gonyea et al., 2008). These positive
outcomes counter many of the hurdles, barriers, and issues discussed and reflect the importance
of internships in higher education (AACU, 2013). Internships also provide many benefits to an
intern: career exploration, leadership and skills development, networking and establishing
mentors and references, and resume enhancements (Pomerantz Career Center, 2020).
For student veterans, internships in higher education offer a practical pathway to practice
applying their military and academic skills to a new high-demand field such as cybersecurity
(Department of Homeland Security, 2017). Internship participation in graduate cybersecurity
degree programs can also prepare student veterans for their transition from higher education into
the cybersecurity workforce. In general, cybersecurity internships have been identified as a
viable pedagogical mechanism for introducing student veterans to the cybersecurity profession,
clarifying their career choices and development, stimulating or refining their knowledge and
skills, and raising their awareness of cybersecurity as a career (Kam & Katerattanakul, 2019).
Inquiry Problem Statement
Most prior research on veterans’ military to civilian career transitions has focused on
deficiency and dysfunction (Bullock et al., 2009; Haynie & Shepherd, 2011). Few studies have
explored the elements associated with veterans’ successes transitioning to the civilian workforce
(Batka & Hall, 2016; Fink et al., 2014). There is also scarce extant literature on the role of
internships in student veterans’ job preparation and acquisition (DiRamio et al. 2008).
Specifically, researchers have yet explored the ways higher education internships might assist
student veterans transitioning into the cybersecurity workforce. Thus, qualitative studies that
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explore student veterans' internship participation experiences and their perspectives on preparing
for successful transitions into the workforce are warranted. This is particularly needed in the
context of student veterans who pursue cybersecurity careers (O’Herrin, 2011; Stern, 2017).
Therefore, in this research I documented student veterans’ perspectives on their internship
experiences. Documenting the student veterans’ experiences and perceptions of those
experiences in cybersecurity internships is critical to understanding the role of internships in
their transitions from higher education into the cybersecurity workforce.
Inquiry Purpose Statement and A Priori Questions
My purpose in this inquiry was to explore the internship experiences of student veterans
who completed a graduate cybersecurity degree program with emphasis on the role internships
play in their preparation for transition into cybersecurity positions. Thus, discoveries from this
descriptive exploratory study have potential to contribute to understanding how student veterans
perceive cybersecurity internships and their perspectives on transition to employment upon
graduation. The following a priori questions guided the study:
1. How do five student veterans describe their graduate cybersecurity internship
experiences?
2. In what ways do these student veterans perceive their graduate cybersecurity internship
experiences as it relates to their transition from higher education into a cybersecurity
position?
3. What unique experiences do the student veterans perceive as most beneficial to their
transition from higher education into a cybersecurity position and why?
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Inquiry Participants and Context
In this section, I provide a short summary of the study participants and study context. The
five student veterans who participated in this inquiry completed a graduate cybersecurity degree
program, which has an internship requirement as part of its curriculum, at a large public research
university in the southeastern United States. The cybersecurity internships are available at
different locations (e.g., cybersecurity companies, financial institutions, and government and
military facilities) with different requirements (technical or non-technical cybersecurity roles)
and duration (8 or 16 weeks). Depending upon the type of internship, they may be unpaid or
paid, part-time or full-time, located on site (physical internship) or remote (virtual internship),
and mentor-led/supervised or self-directed. The transition from higher education into a
cybersecurity position refers to the individual transition experiences from graduating with a
graduate degree and to employment in different civilian settings. The tenets of the theoretical
framework described in the following section informed the participants’ transition experiences.
Inquiry Theoretical Framework
I chose Schlossberg’s Individual Transition Theory (1984) to guide this inquiry.
Schlossberg (1984) described the components of an individual’s transition, as well as the process
and factors influencing that transition (see Figure 1). According to the theory, a transition is
defined as any event or nonevent that resulted in a change of behavior, role, learning, and
perceptions.
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Figure 1
Schlossberg’s Individual Transition Theory Model

Note. Anderson et al. (2012, p. 39)
Schlossberg’s theory suggests life transitions are events, such as high school graduation;
marriage; childbirth; and beginning, changing, and retiring from a career. For veterans, this also
includes joining and leaving the military, pursuing higher education, and entering the civilian
workforce. Schlossberg (1984) explains when studying a transition, one must consider its type,
impact, and the context. Thus, I focused on the student veterans’ cybersecurity internship
experience and anticipated transition into a cybersecurity position. The inquiry’s focal transition
point was the move from the cybersecurity internship to the cybersecurity position. I explored
the type of transition, the impact of internship participation on participants’ moves into the
cybersecurity positions, and the context of their internship participation and transition
experiences.
Schlossberg (1984) also described four potential resources (assets/liabilities) that
facilitate a transition—referred to as the “4 S’s”—situation (individual’s situation), self
(individual’s attitude and inner strength), support (individual’s support network), and strategies
12

(individual’s coping strategies)—that assist individuals through their transitions. For this inquiry,
I defined the situation as the student veteran’s decision to prepare for and secure a cybersecurity
position, self as the student veteran’s demographics and personal characteristics, support as the
student veteran’s support network, and strategies as the student veteran’s plan to acquire a
cybersecurity position. These potential resources affect how the transition changes the
individual’s behavior, role, learning, and perceptions (Anderson et al., 2012).
The framework provided a lens to guide exploration of the student veterans’ experiences
and perceptions of their transition from a cybersecurity internship to a cybersecurity position.
Schlossberg's theory also provided a frame of reference for analyzing environmental
characteristics including institutional support, internal support systems, and physical settings. In
addition, the theoretical framework informed how the qualitative inquiry and analyses were
conceptualized.
Significance of Study
The goal of my study was to explore how student veterans perceive their graduate
cybersecurity internship and job acquisition experiences. It appears no research exists on student
veterans’ experiences with internships in graduate cybersecurity degree programs and their
cybersecurity job acquisition. Therefore, the impact of an internship on job acquisition needs to
be researched. This research aimed to bridge the gap in qualitative research on student veterans’
transitions from higher education into cybersecurity positions by understanding their internship
and job acquisition experiences.
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Definition of Terms
Cybersecurity
Cybersecurity comprises the measures taken to protect a computer or computer network
against unauthorized access or attack (Merriam-Webster, 2017; Miles, 2014).
Cybersecurity Professional
Cybersecurity professionals consist of technical personnel, e.g., computer science and
computer engineering professionals, and non-technical personnel, e.g., management, policy
personnel, and analysts, who work in the cybersecurity field (Hoffman et al., 2012).
Internship
I adhere to the definition of internship proffered by the University of Iowa’s, Pomerantz
Career Center (2020): a structured work experience related to a students’ major and/or career
goal that should enhance a student’s academic, career, and personal development.
Reflexive Thematic Analysis
Reflexive thematic analysis is “the process of identifying patterns and generating themes
within qualitative data” (Richards, 2022, p.162). This type of analysis involves researcher
reflexivity, recursivity, and the goal of data reduction without losing meaning (Braun & Clarke,
2019).
Student Veteran
Student veteran is defined as “any student who is a current or former member of the
active-duty military, the National Guard, or Reserves regardless of deployment status, combat
experience, legal veteran status, or GI Bill use” (Vacchi, 2012, p. 17).
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Veteran
A veteran is a person who served in the military and was discharged, retired, or released
from the military under conditions other than dishonorable (Stone et al., 2018).
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Chapter Three:
Review of the Literature
Introduction
The present study focused on student veterans who recently completed a graduate
cybersecurity degree program and entered the cybersecurity workforce. As such, I organized the
relevant literature review reported in this chapter into six sections. The first section, the
emergence of the cybersecurity workforce, focuses on the occupation/profession, employment
outlook, and trends in earnings to characterize demand for related talent. The second section, the
cybersecurity education pipeline, reviews enrollment and graduation trends in cybersecurity and
proxy areas (e.g., computer science and computer and information sciences) to characterize the
supply of target talent. The third section, veterans transitioning into higher education, covers the
demographics of student veterans in higher education, the benefits and issues of veterans
attending college, and what higher education institutions are doing for student veterans. In the
fourth section, I summarized the role of high-impact practices (HIPs) on student success with
particular emphasis on internships, implications for veterans, and the merits of cybersecurity
internships helping students succeed in college. The fifth section, veterans transitioning into the
civilian workforce, highlights some of the issues veterans face when acquiring a career beyond
the military. The last section is dedicated to the theoretical framework for this study,
Schlossberg’s individual transition theory.
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The Emergence of the Cybersecurity Workforce
Cybersecurity has emerged as a new professional area over the past few decades due to
the increasing reliance on technology in everyday life and work and the threat of related
computer hacking, the unauthorized access or attack on a computer or computer network
(Peninsula Press, 2015). Cybercrime has grown along with technology innovation, from hacking
of wearable devices to ransomware, which is considered the most-costly contemporary malware.
As such, a growing need for cybersecurity emerged and evolved over the past two decades in
parallel with the growth of information technology to ensure secure applications and use (Julian,
2018). The emerging cybersecurity workforce consists of workers who protect an organization’s
data, information, systems, and operations. The cybersecurity workforce includes technical and
non-technical personnel who address cybersecurity risks as part of the organization’s overall risk
management process. In this context, an array of core cybersecurity roles provides a variety of
services and supports, including analysts, engineers, architects, technicians, managers,
administrators, auditors, and consultants (Newhouse et al., 2017).
To be sure, there are many roles in cybersecurity, which underscores the scope and depth
of the cybersecurity workforce, including: authorizing official, security control assessor,
software developer, secure software assessor, enterprise architect, security architect, research and
development specialist, systems requirements planner, systems test and evaluation specialist,
information systems security developer, systems developer, database administrator, data analyst,
knowledge manager, technical support specialist, computer network operations specialist, system
administrator, systems security analyst, cyber legal advisor, privacy officer/privacy compliance
manager, cyber instructional curriculum developer, cyber instructor, information systems
security manager, communications security (COMSEC) manager, cyber workforce developer
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and manager, cyber policy and strategy planner, executive cyber leadership, program manager,
information technology project manager, product support manager, information technology
investment/portfolio manager, information technology program auditor, cyber defense analyst,
cyber defense infrastructure support specialist, cyber defense incident responder, vulnerability
assessment analyst, threat/warning analyst, exploitation analyst, all-source analyst, mission
assessment specialist, target developer, target network analyst, multi-disciplined language
analyst, all-source collection manager, all-source collection requirements manager, cyber intel
analyst, cyber intel planner, cyber ops planner, partner integration planner, cyber operator, cyber
crime investigator, law enforcement/ counterintelligence forensics analyst, and cyber defense
forensics analyst (Newhouse et al., 2017). Based on this occupational scope, it is evident
cybersecurity roles are broad and encompass many technical and non-technical positions.
In addition to the numerous roles in cybersecurity, each role has many tasks. For
example, a cyber intelligence analyst has the following tasks: review and evaluate incoming
cybersecurity information to determine its usefulness for intelligence; identify and assess the
capabilities and activities of cyber criminals and foreign intelligence entities; produce findings to
help initiate or support law enforcement and counterintelligence investigations or activities;
analyze threat information from multiple sources and agencies across the Intelligence
Community; synthesize and place intelligence information in context and draw insight about the
possible implications; analyze collected information to identify vulnerabilities and potential for
exploitation; and apply current knowledge of one or more regions, countries, non-state entities,
and/or technologies (Cyber Intelligence Task Force, 2015). This represents one cybersecurity
role and some of the tasks required for that role.
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Given the increasing demand to bolster cybersecurity in the public and private sectors,
the need for more skilled professionals to fill all these roles in the cybersecurity workforce has
become more pressing in recent years (Kauflin, 2017). The cybersecurity market has grown to
over $170 billion from $75 billion in 2015 (Morgan, 2015). By the end of 2021, it is estimated
the cost of cybercrime worldwide will reach $6 trillion, and the projected unfilled cybersecurity
positions worldwide will reach 3.5 million (Morgan, 2017, 2018). As such, cybersecurity
position postings were up 74% between 2010 and 2015, while there are over 200,000
continuously unfilled cybersecurity positions in the United States, with an expected growth
projection of 28% by 2026 (Peninsula Press, 2015; Kroll, 2019). For example, in the United
States between October 2018 and September 2019, there was a reported shortage of 158,000
information security analysts, which represents a primary entry-level position in the
cybersecurity workforce. Further, early in 2020, there were 161,845 cybersecurity position
openings in the United States with an average salary of $100,600 (CyberSeek, 2020). These
trends, further highlighted in Table 1, suggest the overwhelming need for more cybersecurity
professionals. Understanding the cybersecurity workforce supply, demand, and career pathways
puts the overall cybersecurity workforce outlook in perspective.
Given the ubiquitous need for cybersecurity, the employment outlook at the state level
mirrors national trends. For example, there are currently over 13,000 cybersecurity positions
available in Florida. This combined with the supply of cybersecurity workers labeled as “Very
Low,” the state trends in Florida align with the national supply and demand for cyber talent
(National Institute of Standards and Technology, 2020).
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Table 1
Position Openings and Average Salaries for Core Cybersecurity Work Roles in 2020
Core Cybersecurity Work Role

Openings

Salary

9,232

$92,000

967

$94,000

Incident Analyst/Responder

7,180

$89,000

Information Technology Auditor

8,128

$98,000

Cybersecurity Analyst

29,792

$95,000

Cybersecurity Consultant

17,768

$91,000

Penetration & Vulnerability Tester

13,753

$103,000

Cybersecurity Manager/Administrator

15,993

$105,000

Cybersecurity Engineer

53,175

$106,000

Cybersecurity Architect

5,857

$133,000

161,845

$100,600

Cybersecurity Specialist/Technician
Cyber Crime Analyst/Investigator

Total/Average
Note. Retrieved from cyberseek.org, on January 28, 2020.
The Cybersecurity Education Pipeline

Despite dramatic growth in the employment outlook in cybersecurity-related areas, there
are not enough students graduating from cybersecurity and other relevant programs to meet the
workforce demands (National Academies of Sciences, Engineering, and Medicine, 2018).
Beginning in high school, it has been reported that students do not know much about
cybersecurity as a career. Not surprisingly, according to the National Center for Education
Statistics (2020), of the about two million college graduates in 2016; only three percent had
reported cybersecurity related preparation. Because cybersecurity enrollments are often lumped
together under the computer science and computer and information science disciplines, it is
difficult to establish a benchmark in the supply of related talent, but it is probably safe to assume
the number of graduates is not enough to meet the demand for jobs in cybersecurity (Barton,
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2019). This trend represents an opportunity for boosting and broadening the participation of
underrepresented student groups in cybersecurity such as student veterans.
In 2016, 64,405 of the 1.9 million students (approximately 3%) that graduated with a
bachelor’s degree, earned their degree in computer and information sciences (CIS), one of the
cybersecurity-related degrees (Kroll, 2019). Computer science (CS) is another primary field that
cybersecurity is comprised of. Educational attainment data show no considerable increase or
decrease for any specific group or gender between 2009 and 2015 for students choosing CS as a
major; nevertheless, the overall CS graduates have increased by 79% for public colleges and
58% for private colleges during the same time period. These numbers highlight that students
across all demographics increased enrollment in CS, putting public colleges at over 20,000 CS
graduates in 2015 and private colleges at less than 10,000 (see Figure 2) (Computing Research
Association, 2020). With 64,405 total CIS graduates in 2016 and approximately 30,000 total CS
graduates in 2015, when combined they are not close to the 200,000 continually unfilled
positions in cybersecurity. Further, many—perhaps most—of the CIS and CS graduates do not
choose cybersecurity as a career (Kroll, 2019).
To meet the cybersecurity workforce demand, the number of universities with the
National Security Agency (NSA)/Department of Homeland Security (DHS) center of academic
excellence (CAE) designation in cyber defense [education], cyber operations, and/or research
increased from seven in 1999 to 312 in 2019. These universities offer associate’s, bachelor’s,
master’s, and/or doctoral degrees with systematic programs of study in cybersecurity
(NSA/DHS, 2019). Although information about the programs is available, there are no data on
the number of students in these programs nor their demographic composition. Consequently, it
was not possible to determine how many students are studying cybersecurity in universities;
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therefore, we do not know how many future cybersecurity employees will be added to the
cybersecurity workforce.
Figure 2
Computer Science Graduation Rates based on Public vs. Private Colleges, 2009-2015

Note. Computing Research Association (2020). IPEDS Private vs. Public CS Completions.
Retrieved April 15, 2020, from Computing Research Association: https://cra.org/data/generationcs/appendix-list-figures/
Veterans Transitioning into Higher Education
Currently, more than one million student veterans attend institutions of higher education
in the United States Approximately 200,000 servicemembers leave the military annually, many
of whom return to higher education to learn new skills for a new career (Veterans Affairs, 2018).
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For context, today’s military is highly technical, and veterans receive various levels of computer
training depending on their military occupation during their service. They are also trained on
cybersecurity prior to allowed access into a government computer. Some of these veterans
operated, maintained, and secured some of the most highly technical and highly targeted
computer networks in the world. Veterans’ situational awareness, intelligence gathering, ability
to maintain security, and support for chain of command are skills that directly transfer to a
cybersecurity career (Giandomenico, 2018). As such, many of these veterans are well positioned
to choose a cybersecurity career path when transitioning out of the military (Fucci, 2017).
One way veterans receive the education necessary to pursue a cybersecurity career is
through a graduate cybersecurity degree program paid for by the Veterans Affairs (VA)
(Veterans Affairs, 2018). Following World War II, the VA began providing veterans financial
benefits to pursue higher education so they could acquire the knowledge and skills required in
the civilian workforce (Dortch, 2017). Further, NSA/DHS CAEs for Cybersecurity have been
actively recruiting veterans into their cybersecurity programs, especially the graduate programs
(Department of Homeland Security, 2017).
Despite the VA educational benefits providing opportunities for pursuing higher
education, it has been documented that student veterans experience some common challenges in
college. DiRamio and Jarvis (2011) identified several key factors that affect veterans as they
transition into higher education: family background, socioeconomic factors, prior education,
skills, and abilities. To be sure, most veterans face a range of academic and non-academic
struggles when transitioning to higher education. Academically they face funding for their
education, identifying and using the services available to them, being academically prepared and
engaged, meeting academic expectations, re-acclimating to academic coursework, rediscovering
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their identity, blending in with their younger traditional student peers, and transitioning into their
careers following graduation. In the non-academic realm they face food insecurities, housing
insecurities, lack of transportation, lack of childcare, lack of a sense of belonging, and mental
health issues. These issues have been well researched and documented (DiRamio et al., 2008;
DiRamio & Spires, 2009; Griffin & Gilbert, 2015; Morreale, 2011; Pelletier, 2019; Rumann &
Hamrick, 2010).
In turn, Livingston (2009) conducted a study aimed at “better understanding the student
veteran experience and discovering new avenues of support for this population” (p. ii) and
recommended to "focus on the effect military influence has on student veterans’ college
experience” (p. 190). Lolatte’s (2010) study was similar to Livingston’s research focusing on
understanding experiences veterans have transitioning from the military to higher education.
Further, on the transition experiences of veterans who re-enrolled in college following a
deployment, Rumann’s (2010) research found veterans need to manage expectations of higher
education as well as realize their military experiences affect their higher education experiences.
Summarizing prior research on veterans’ experiences in higher education, Dougherty (2015)
highlighted the following factors that affect their higher education experiences: collaborating in
groups, high expectations, organization and task, experienced learning, and working with others;
and what experiences negatively affected their transition: less structured college life, transition
itself, socialization, difference in age, working on group projects.
This line of research underscores the need for higher education programs dedicated to
student veterans to better understand student veterans’ experiences as a means for improving
their success. In this regard, it has been noted there is little research on effective higher education
programs that assist veterans in their transitions as universities are still learning about student
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veterans’ needs (Cook & Kim, 2009; McBain et al., 2012). Research to date has mainly focused
on understanding differences between veteran and traditional students. For instance, Weston
(2015) stated, “student veterans are a unique population that adds to the richness and diversity of
the college experience” (p. 4). Veterans in higher education are usually older than their nonveteran classmates (Ackerman et al., 2009). Almost 85% of the student veterans are 24 or older
with 53.1% 30 years or older. This squarely places them into the adult learner category (Wilson
& Smith, 2012). They are also usually married and/or have children, and some have a servicerelated physical disability and/or mental health issue (O’Herrin, 2011).
Information regarding student veterans’ academic outcomes in higher education is often
unavailable (Cate et al., 2017). For instance, there are limited data on the number of student
veterans enrolled in higher education, their academic standings, and factors influencing career
success (Sponsler et al., 2013). Because of this, Veterans Affairs created the National Veteran
Education Success Tracker (NVEST) Project to monitor the academic success of student
veterans (Cate et al., 2017). NVEST reports have shown student veterans preferred these
academic majors: business (27%); Science, Technology, Engineering, Mathematics (STEM)
(14%); and healthcare related (10%) (Cate et al., 2017). Approximately 35,000 (14%) student
veterans annually select a STEM degree and cybersecurity degrees are considered STEM
degrees.
To summarize the research on student veterans and their transition to higher education,
student veterans are considered a unique nontraditional student population and are typically older
than the average college student (Ackerman et al., 2009; O’Herrin, 2011; Wilson & Smith,
2012). They manage their expectations in higher education and realize their military experiences
affect their higher education experiences (Livingston, 2009; Lolatte, 2010; Rumann, 2010;
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Weston, 2015). Approximately 35,000 student veterans a year choose a STEM degree, for which
cybersecurity is one option (Cate et al., 2017).
Role of High-Impact Practices on Student Success
The Association of American Colleges & Universities (AACU, 2013) identifies highimpact practices (HIPs) as “techniques and designs for teaching and learning that have proven to
be beneficial for student engagement and successful learning among students from many
backgrounds.” These HIPs include internships, learning communities, first-year seminars,
writing-intensive courses, collaborative assignments, diversity/global learning experiences, and
capstone courses (AACU, 2013).
A common denominator among successful academic programs is the use of high-impact
practices (HIPs) such as internships, capstone courses, collaborative assignments,
diversity/global learning experiences, writing intensive courses, and first-year seminars (Kapell
et al., 2017). Internships, in particular, are recommended for all students in higher education,
especially student veterans (Gonyea et al., 2008). Knowing the academic outcomes of student
veterans in HIPs, especially internships, would be beneficial in understanding their efficacy.
Student Veterans in High-Impact Practices
To support student veterans’ success in higher education and help them experience
successful transitions to the workforce upon graduation, universities have applied high-impact
practices (HIPs) such as internships, learning communities, and capstones to create veteranfriendly environments (Gonyea et al., 2008; Kapell et al., 2017). Of these HIPs, participation in
internships has been identified as a promising practice to promote student success, with
particular impact on student veterans (Kapell et al., 2017).
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Adapting HIPs to the needs of student veterans is one way higher education institutions
can become more veteran friendly. Kappel et al’s (2017) research found three major themes
underlying HIPs for veterans: mission-orientation, competing priorities, and marketing to student
veteran populations. Mission-orientation pertained to reducing obstacles, efficiently taking
courses, and completing the degree within GI Bill funding parameters. Competing priorities
concerned balancing school and personal life as it related to HIP participation. The theme of
marketing to student veteran populations focused on knowing how HIPs impact career
opportunities. These three themes are primarily concerned with the issues related to HIP
participation. Although these are valid perceptions and experiences of student veterans in HIPs,
the study did not elaborate on the benefits that accrue to student veterans in HIPs, especially
internships. At the 2018 and 2019 National Initiative for Cybersecurity Education (NICE)
Conferences, cybersecurity internships were labeled as a primary HIP needed in higher education
(NICE, 2018 & 2019).
Role of Internships
Among high-impact practices, internships are often recommended for all students in
higher education because they bridge the gap between education and work, by enabling students
to receive hands-on experience in a workplace environment (Gonyea et al., 2008). According to
Gonyea et al. (2008), internships facilitate positive outcomes in several domains: academic
achievement; engagement in educationally purposeful activities; satisfaction; acquisition of
desired knowledge, skills, and competencies; persistence; attainment of educational objectives;
and post-college performance. These positive outcomes counter many of the transition-related
obstacles, barriers, and issues discussed earlier and reflect the importance of internships in higher
education (AACU, 2013).
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Internships also provide many benefits to an intern: career exploration, leadership and
skills development, networking and establishing mentors and references, and resume
enhancements (Pomerantz Career Center, 2020). In addition, there is evidence internships also
provide major benefits both to academic programs and institutions and to industry (Khan & Hill,
2014). As the research shows, internship experience is as beneficial, if not more beneficial, to
student veterans as nonveteran students (Giordani, 2012).
Student Veterans in Internships
Internships can prepare student veterans for career success following higher education by
assisting with their career readiness (Dey & Cruzvergara, 2014). Student veterans’ career success
is distinctive compared to the traditional student population (American Council on Education,
2011; Bonar & Domenici, 2011; Ghosh & Fouad, 2016; Glasser et al., 2009; Griffin & Gilbert,
2015; Mares & Rosencheck, 2004; Schupp, 2009). As nontraditional students, veterans tend to
interact less with instructors and are less apt to participate in internships unless required (Taylor
et al., 2015). Therefore, the administration and leadership in higher education need to be
educated on the unique challenges and needs of this nontraditional, diverse student population
(O’Herrin, 2011). Fortunately, there is an ongoing effort for higher education institutions to work
with veteran-friendly employers to increase opportunities for internships and jobs (Dey &
Cruzvergara, 2014).
Research on internships is abundant, even when it comes to STEM, and, as stated earlier,
cybersecurity is considered a STEM field. In January 2017, the United States Bureau of Labor
Statistics reported more than 8.6 million STEM positions in the workforce and projected that
number would continue to grow. The publication also highlighted some of these positions will
require expertise in research and innovation beyond a bachelor’s degree. It also underscored the
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need for diversity and internships as a way to assist in filling the STEM positions (Jones, 2017).
One of the diversity groups being emphasized is veterans.
Internships in higher education offer a practical pathway for student veterans to apply
their military skills in an employable, high-demand field such as cybersecurity (Department of
Homeland Security, 2017). Internship participation in cybersecurity degree programs prepares
student veterans for their transitions from higher education into the cybersecurity workforce. In
general, cybersecurity internships have been identified as a viable pedagogical mechanism for
introducing student veterans to the cybersecurity profession, clarifying their career choices and
development, stimulating their knowledge and skills, and raising their cybersecurity awareness
as a career (Kam & Katerattanakul, 2019). Internships assist veterans in managing their
expectations and transitions into the cybersecurity workforce, particularly with employers who
have experience hiring and developing veteran workers. Internships improve the student
veterans’ profiles, providing highly sought cybersecurity credentials that prove advantageous for
career opportunities (McGettrick, 2013). Further research on the experiences of internships by
diverse groups (e.g., veterans) might improve those internship programs (e.g., cybersecurity)
(Edwardson & Lopez, 1996).
Veterans Transitioning into the Civilian Workforce
By the end of 2020, more than five million veterans transitioned to the civilian workforce
(American Council on Education, 2015; Stern, 2017). Researchers revealed veterans’ successful
reintegration into society includes having a job; but nearly half of veterans say one of their
biggest challenges is finding and acquiring a position (Kukla et al., 2015; Sayer et al., 2014,
Veterans Affairs, 2018). Unfortunately, veterans with disabilities, especially physical disabilities,
run a higher risk for unemployment (Gerber et al., 2016; Veterans Affairs, 2018). These are just
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some of the obstacles and challenges veterans face when transitioning into the civilian
workforce.
Morreale (2011) argued the transition from the military to civilian life can be a challenge
and is different for every veteran. To better understand the needs of veterans transitioning from
the military, Zinger and Cohen (2010) conducted an exploratory study and found all participants
were affected and changed by their military service. The veterans dealt with issues such as
posttraumatic stress disorder (PTSD), depression, physical injuries, lack of structure, relationship
difficulties, and difficulty functioning in social environments. Deployments exacerbated these
behavioral issues and triggered self-defense mechanisms that made the veterans “numb” and
desensitized to their surroundings. Further, upon graduation with a university degree, it has been
reported student veterans face additional challenges finding employment and transitioning to the
workforce (Foster, 2009; Morreale, 2011; Taylor et al., 2015; Veterans Affairs, 2017). In this
regard, Molinsky and Pisman (2019) found graduates described the transition from higher
education to the workforce as disorienting, confusing, overwhelming, exhausting, and
dissatisfying. These issues may stem from the student veterans' inexperience in searching,
applying, or interviewing for a civilian position. For instance, it has been reported some veterans
never needed to create a resume and struggled with how to translate their military skills and
duties into a civilian job application. Similarly, some veterans were challenged by the lack of or
ambiguous structure in the civilian workforce as compared to the clear chain of command and
structure within the military (Veterans Affairs, 2017). These veteran-specific issues compound
the challenges all graduates face when transitioning to the workforce.
Molinsky and Pisman (2019) highlighted three dimensions that affect all graduates’
transitions to the workforce: feedback, relationships, and accountability. In school, students
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receive constant feedback, but at the workplace feedback is rarely provided. Relationships are
also quite different in the workplace where the workforce is diverse, especially when it comes to
age, whereas in school students are typically of the same age. One difference is, as a student, one
can choose who to associate with, while at the workplace, one may have to associate with people
they may not desire. Accountability shifts from the individual in school to the team, colleagues,
boss, division, and organization in the workplace. The level of accountability can determine
whether or not someone keeps their position (Molinsky & Pisman, 2019). Fortunately, because
of their military service, veterans are accustomed to providing and receiving feedback,
establishing relationships with diverse populations, and being accountable; therefore, these
dimensions of entering the workforce often pose fewer problems for veterans.
Many programs are available to veterans to help them develop career readiness skills.
Some of the successful career readiness initiatives are resume writing, learning how to interact
and communicate professionally, networking, identifying career interests and goals, participating
in mock interviews, job shadowing, and internship opportunities (Collins et al., 2014). These
programs aid in reducing some of the problems, challenges, and obstacles veterans encounter
when transitioning to a civilian career.
Nevertheless, future research is still needed to document the employment retention rates
and the lived experiences of veterans within the civilian workforce (Batka & Hall, 2016). Most
research about military to civilian career transition has emphasized deficiency and dysfunction,
focusing on challenges and barriers to employment such as service-related physical disabilities,
mental health issues, substance abuse, and homelessness (Burnett-Zeigler et al., 2011; Horton et
al., 2013), while few studies have explored veterans’ transitions to the civilian workforce through
a positive lens (Ahern, 2015; Stern, 2017). For example, Fucci (2017) highlights veterans also
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bring dedication, loyalty, learning agility, problem solving and leadership capabilities to the
civilian workforce. Understanding the veterans’ transition barriers and the positive assets they
bring to the civilian workforce is important for future employers.
Similarly, based on the high demand and low supply of cybersecurity professionals,
qualifying veterans with related interests and skills may be ideal candidates for cybersecurity
careers (Giandomenico, 2018). As mentioned elsewhere, veterans also receive many
cybersecurity educational benefits through the VA programs, and many of them are well
positioned to choose cybersecurity as a career when transitioning out of the military (Fucci,
2017; Veterans Affairs, 2018). In order for veterans to enter the cybersecurity workforce, many
positions have specific certification, degree, and/or workforce training requirements. Many
veterans choose higher education to meet one or more of those requirements and to increase their
knowledge and develop specific skill sets (Cook & Kim, 2009). Therefore, higher education
represents the conduit for many of these veterans transitioning from the military to the civilian
cybersecurity workforce.
To recap, career transitions can be perplexing for anyone, but especially for veterans.
Identifying successful practices in higher education for veterans transitioning to the civilian
workforce can benefit all veterans. Likewise, according to the Aspen Cybersecurity Group
(2018), the cybersecurity workforce transition can pose a challenge even for entry-level
positions, as veterans are expected to meet all the same requirements of their civilian
counterparts despite any veteran-specific issues they may have. Thus, utilizing a solutions-based
approach to ensure veteran career readiness and transition to the workforce upon graduation from
college is warranted (Stern, 2017).
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Theoretical Framework
Schlossberg’s (1984) individual transition theory is the theoretical framework that guided
the data collection and analysis of this research study. The theory is a description of what an
individual’s transition consists of, the process, and the factors that influence the transition (see
Figure 3). Schlossberg (1984) defined transition as any event or nonevent that resulted in a
change of relationship, routine, assumption, and role. The physiognomies of the individual
experiencing the transition, their perceptions of the transition, and the pre- and post-transition
environmental features are the interacting factors. The environmental features are listed as
institutional support, internal support systems, and physical settings. The individual’s gender,
age, race/ethnicity, socioeconomic status, psychosocial competence, value orientation, and health
are characteristic variables that also affect the transition. The influencers of the transition include
the source, onset, effect, duration, role change, and degree of stress (Anderson et al., 2012).
These factors, attributes, influencers, and environmental characteristics are important to when an
individual approaches a transition.
Figure 3
Schlossberg’s Individual Transition Theory Model

Note. Anderson et al. (2012, p. 39)
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Schlossberg’s theory states there are three ways to approach transitions: anticipated,
unanticipated, and nonevent. Anticipated life transitions might include graduating high school,
getting married, having a child, and starting, changing, and retiring from a career. For veterans,
this also includes joining or leaving the military, enrolling in or graduating from college, and
acquiring a civilian position. There are also unanticipated life transitions such as injury, illness,
or death of a loved one. For military, this can also include PTSD from a traumatic event that
occurred while serving in the military. The nonevent transitions are expected events that do not
occur, for example, not getting married, not having a child, not receiving a promotion, and not
being able to retire. For veterans, this can also include not being able to reenlist. People’s
reactions to the transitions, good or bad, vary based on the aforementioned factors, variables,
attributes, and characteristics (Anderson, et al., 2012).
Schlossberg (1984) further states when approaching the transition, one must consider the
type of transition, the impact of the transition, and the context of the transition. Although not
infinite, there are too many types, impacts, and contexts of transitions to provide an exhaustive
list, but an example of each is provided to illustrate the concepts: transition types might be
related to an internship or job acquisition; transition impacts can range on a scale from no impact
to significant impact; and transition contexts might be location-related, e.g., the environment.
Understanding the approaches, types, impacts, and contexts of the transitions are
important when using Schlossberg’s individual transition theory. Schlossberg (1984) also
described four potential transitional resources (assets/liabilities) that facilitate a transition,
referred to as the “4 S’s” Model:
Situation: The individual’s environment and/or details at the specific time of the
transition.
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Self: The individual’s experiences, attitudes, and inner strengths and limitations as they
experience the transition.
Support: The individual’s social network guiding/assisting during the transition: family,
friends, colleagues, mentors, supervisors, organizations, etc.
Strategies: The individual’s responses in terms of perspectives and behaviors to help
cope with the transition situation.
To highlight how relevant this framework was to my study, there were dozens of studies
utilizing Schlossberg’s individual transition theory as the framework for veterans transitioning
from the military to civilian life. One study in particular, Better transitions for troops: An
application of Schlossberg's transition framework to analyses of barriers and institutional
support structures for student veterans (Griffin & Gilbert, 2015), aligned most closely to the
present research because of the study’s emphasis on student veterans. The authors (Griffin &
Gilbert, 2015) demonstrated how higher education institutions can facilitate successful student
veterans’ transitions to the civilian workforce. The researchers stressed the significance of using
Schlossberg’s individual transition theory as a framework to collect the experiences of student
veterans in transition. The researchers also highlighted how higher education institutions should
realize there are individual distinctions among student veterans’ needs. Because individuals
perceive and experience transitions in different ways, universities should provide as much career
support as possible. By providing this career support, higher education institutions can better
serve this unique and diverse population (Griffin & Gilbert, 2015). My exploratory study might
advance Griffin and Gilbert’s research by focusing on how internships in a graduate
cybersecurity degree program might assist in the transition into cybersecurity positions. I used
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the “4 S’s” Model for collecting from student veterans regarding their internship and job
acquisition experiences and how those experiences affected their transitions.
Summary
This review of the literature highlighted some of the key research related to the topic and
a priori questions and provided me with the background for exploring the existing gaps and
recommendations for future research related to student veterans completing internships and
transitioning into the cybersecurity workforce. Findings from the research revealed completing
an internship is beneficial to a student veterans’ successful job acquisition. Many veterans utilize
their VA educational benefits to pursue a cybersecurity degree to prepare for their career
transitions.
Veterans are considered nontraditional students. Their age, skills, knowledge, past
education, work experience, military/wartime experience, family responsibilities, socio-cultural
background, and lived experiences provide for unique challenges and needs (Anderson &
Goodman, 2014). Studies show these unique challenges and needs affect their academic and job
acquisition success (Ackerman et al., 2009; Burnett & Segoria, 2009; Lokken et al., 2009;
O’Herrin, 2011).
The literature review focused on six major themes: the emergence of the cybersecurity
workforce, the cybersecurity education pipeline, veterans transitioning into higher education,
internships, veterans transitioning into the civilian workforce, and the theoretical framework,
Schlossberg’s individual transition theory. The emergence of the cybersecurity workforce
focused on the occupation/profession, employment outlook, and trends in earnings to
characterize demand for cyber talent. The cybersecurity education pipeline focused on
enrollment and graduation trends in cybersecurity and related areas (e.g., computer and
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information science and computer science) to characterize the supply of target talent. Veterans
transitioning into higher education focused on the demographics of student veterans, the benefits
and issues of veterans attending college, and what higher education institutions are doing for
student veterans. The role of high impact practices (HIPs) on student success emphasized the
importance of HIPs as they relate to internships, including cybersecurity internships, and how
these HIPs assist student veterans succeed. Veterans transitioning into the civilian workforce
highlighted some of the challenges veterans face when acquiring a job, to include a cybersecurity
position. I dedicated the last section to the theoretical framework for this study, Schlossberg’s
individual transition theory.
I identified gaps in this review of the literature that drove the need to explore internship
and job acquisition experiences of student veterans in a graduate cybersecurity degree program.
My descriptive exploratory study enhances the current research literature for this nontraditional
student population and the emerging cybersecurity workforce. I explored the student veterans’
perspectives by utilizing Schlossberg’s individual transition theory as my theoretical framework,
focusing on the “4 S’s” Model (situation, self, support, and strategies) to collect their internship
and job acquisition experiences. I explored the student veteran’s situation (e.g., student veteran’s
decision to prepare for and secure a cybersecurity position), self (e.g., student veteran’s
demographics and personal characteristics), support (e.g., student veteran’s support network),
and strategies (e.g., student veteran’s plan to acquire a cybersecurity position). These potential
resources determine how these transitions change the individual’s behavior, role, learning, and
perceptions (Anderson et al., 2012). By conducting this descriptive exploratory study, I was
interested in learning if internships might facilitate student veterans preparing for a cybersecurity
career and assist them in acquiring a cybersecurity position.
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Chapter Four:
Methodology
Introduction
The purpose of this descriptive exploratory study was to explore the participants’
internship experiences in a graduate cybersecurity degree program guided by the following a
priori questions:
1. How do five student veterans describe their graduate cybersecurity internship
experiences?
2. In what ways do these student veterans perceive their graduate cybersecurity
internship experiences as it relates to their transition from higher education into a
cybersecurity position?
3. What unique experiences do the student veterans perceive as most beneficial to their
transition from higher education into a cybersecurity position and why?
My goal was to explore how internships impact student veterans’ preparation and
readiness for transition into cybersecurity positions. This qualitative descriptive exploratory
inquiry has potential to contribute to understanding about how student veterans experience
cybersecurity internships and their perspectives on transitions to cybersecurity employment upon
graduation. In this chapter I explain the methods I employed for data collection and analysis to
address the a priori questions.
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Research Design
I followed tenets of a descriptive exploratory study design. Through descriptive
exploratory studies, researchers seek a deeper understanding of distinct phenomena to develop
discoveries through analytical induction (Merriam, 2009; Schwandt & Gates, 2017). Gustafsson
(2017) posits through exploratory studies researchers can richly describe the existence of a
phenomenon and are beneficial in studying a person, or a group of people as well as explore new
theoretical relationships. Based on this description, I determined a descriptive exploratory study
was the appropriate research design to generate a deeper understanding of each participant’s
cybersecurity internship and job acquisition experiences. In addition, descriptive exploratory
studies explore topics that have not received much attention from researchers. I analyzed each
study participant’s experiences and then cross-analyzed the collective experiences of all study
participants to generate common themes.
Context of the Study
I selected the graduate cybersecurity degree program internship, which is a required
course in the program, and the subsequent cybersecurity job acquisition, for the context of the
study. The internship course is a three-credit-hour, graded course usually accomplished during
the student’s last semester. The student is required to meet course requirements and the
expectations of the internship location to receive a passing grade. I coordinate with the students
and the internship locations to place the students in the internship best suited for their needs. To
accomplish this, I ask the students what they would like to achieve during their internship. I also
ask the internship locations what knowledge, skills, and experience they are seeking in a student.
I then match the students to the internship locations. Based on this internship requirement and
convenience of access, I chose a large four-year public research university where I work.
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Graduate Cybersecurity Degree Program
The graduate cybersecurity degree program was initiated in fall 2014 and is delivered
entirely online with an annual average enrollment of approximately 250 students, including
approximately 50 student veterans. The internship is typically completed during the students’
final semester. I am responsible for the internships in the cyber intelligence concentration, which
is the largest of the cybersecurity concentrations, averaging approximately 100 students per year.
I also teach a one-credit-hour graduate cybersecurity seminar aimed at student veterans across all
the cybersecurity concentrations, which averages approximately 20 student veterans per year. As
such, I was interested in exploring student veterans’ internship experiences and the impact of
these internship experiences on acquiring a cybersecurity position.
Participants in the Study
The study participants were five student veterans who completed a graduate
cybersecurity degree program. Schlossberg (1984) highlighted the importance of having various
perspectives and demographics in order to understand the individual transition experiences. Each
transition has unique interactions of individual variables, such as the ones mentioned above,
which alters the behavior, role, learning, and perceptions (Schlossberg, 1984). The participants’
demographics, e.g., gender, age, race, military service (Air Force, Army, Coast Guard, Marine
Corps, and Navy, to include Reserves and National Guard), length of service, and military
occupation, varied. However, regarding demographics, there is not much diversity in the
cybersecurity program’s student veteran population. Thus, the participants were primarily white
males approximately 49 years of age. These demographics correlates to the homogenous
population of cybersecurity professionals: 66% white, 83% male, with an average age of 41
(Deloitte, 2021).
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Participant Selection through Purposeful Sampling
I employed purposeful sampling to select study participants. Purposeful sampling is a
procedure in which researchers deliberately select participants to learn about, or understand a
central phenomenon (Creswell, 2014). Selection is regarded as “purposeful” because researchers
understand that study participants can contribute to the central phenomenon of investigation
(Livingston, 2009).
Student veterans who completed their internship in a graduate cybersecurity program at a
major research university were the population for this study. The selection criteria were: (a) a
veteran (a person who served in the military and was discharged, retired, or released from the
military under conditions other than dishonorable (Stone et al., 2018)), (b) a graduate of the
Master of Science in Cybersecurity program, (c) completed an internship, and (d) a willing
participant in the study. The delimitation was the population was student veterans who had
completed a graduate cybersecurity degree program. As the student internship coordinator for
one of the program concentrations and instructor of record for a cybersecurity seminar primarily
for student veterans, I had direct access to many of these potential participants.
First, I sent a Recruitment Email (see Appendix D) to all student veterans who completed
the graduate cybersecurity degree program requesting volunteers. Second, since there were more
than five volunteers for the inquiry, I used purposeful sampling based on the above criteria and
chose five study participants based on diversity of graduate cybersecurity degree concentrations,
internship settings, demographics, and background experiences to enhance the quality and
integrity of the study. I selected the five participants by comparing their graduate cybersecurity
degree concentrations, e.g., cyber intelligence and information assurance; cybersecurity
internships, e.g., technical and non-technical internships, 8-week and 16-week internships, paid
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and unpaid internships, part-time and full-time internships, physical and virtual internships, and
mentor-led/supervised and self-directed internships; demographics, e.g., gender, age, and
ethnicity; and background experiences, e.g., military service and military occupation.
Interview Protocol
My research goal was to explore the perceptions of student veterans who completed a
graduate cybersecurity program internship and acquired a cybersecurity position. I determined a
semi-structured interview would provide the desired research data. I chose Schlossberg’s
individual transition theory’s “4 S’s” model to guide the development of the interview script (see
Appendix B). I separated the interview questions into three primary sections to group similar
questions and make it easier for the study participants to respond: (a) demographics, (b)
cybersecurity internship, and (c) cybersecurity job acquisition. In the demographics section, I
asked study participants basic demographic questions, such as gender, age, race/ethnicity,
military service, length of military service, military occupation, and graduate cybersecurity
degree program concentration, as these attributes influence their transitions. Under the
cybersecurity internship and job acquisition sections, I created questions that I believed
supported Schlossberg’s individual transition theory’s “4 S’s” model. The interview questions
allowed me to understand the participants’ transition experiences from higher education to the
cybersecurity workforce: situation (e.g., participant’s decision to prepare for and secure a
cybersecurity position), self (e.g., participant’s demographics and personal characteristics),
support (e.g., participant’s support network), and strategies (e.g., participant’s plan to acquire a
cybersecurity position). These resources determine how the transitions change the individual’s
behavior, role, learning, and perceptions (Anderson et al., 2012).
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Pilot Study
I conducted a pilot study to determine the value of the interview script (see Appendix B)
and interview process. I invited three student veterans who met the participation criteria to
engage in a pilot study. The pilot study helped to strengthen my research design. I was able to
improve the interview protocol by determining the quality and practicality of the interview
questions and the appropriate sequencing of those questions. I was also able to determine if there
were any other potential issues with the interview protocol. I did not use any of the data collected
from the pilot interviews in the present study.
Following the pilot study, I updated the interview script (see Appendix B) based on
participants’ feedback and my observations of the interview process. In particular, I relocated
some questions for the flow of the interview script and I refined the syntax and vocabulary of
some questions for clarity. The pilot study participants then confirmed the usefulness and
efficiency of the revised interview protocol. I then requested approval from the university’s
Institutional Review Board (IRB) for the revised interview protocol. The IRB approved my
interview protocol (see Appendix A), which served as the data collection instrument ensuring the
study met the requirements for conducting research on human subjects.
Data Collection and Analysis
Introduction
I employed qualitative research methods to collect and analyze the data. I collected the
data from the semi-structured interviews, which “involves a few predetermined areas of interest
with possible prompts to help guide the conversation” (Petty et al., 2012, p. 380). I conducted
the interviews one-on-one, “a data collection process in which the researcher asks questions of
and records answers from only one person at a time” (Creswell, 2011, p.624). I then employed
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reflexive thematic analysis to analyze the data (Braun & Clarke, 2006, 2013, 2019; Richards,
2022). Bloomberg and Volpe (2012) stated, “data analysis is ultimately about capturing the
meaning or essence of the phenomenon and expressing it so it fits into a larger picture” (p.134).
In 2006, Braun and Clarke developed a recursive structure for analyzing qualitative data they
refer to as “reflexive thematic analysis.” “Qualitative researchers have begun to employ this
method of data analysis because it is theoretically flexible, straightforward, intuitive, and
compatible with many types of inquiries” (Richards, 2022). In their description of reflexive
thematic analysis, Braun and Clarke (2006, 2013) determined themes do not materialize when
researchers code and categorize data, but when they engage in decision-making processes
to “generate” themes. Braun and Clarke (2006, 2013) encourage researcher reflexivity and
recursivity, while reducing data without losing meaning. The goal of this method is the
researcher’s production of knowledge (Braun & Clarke, 2019). I implemented reflexive thematic
analysis with transparency, fully cognizant of my philosophical approach, and applying a
consistent and coherent analytic process (Braun & Clarke, 2019).
I followed the five-step reflexive thematic analysis process described by Richards (2022)
in her chapter, “Coding, categorizing, and theming the data: A reflexive search for meaning”, she
described in the 2022 text, Analyzing and interpreting qualitative research: After the interview,
on pages 149-167, to generate and interpret themes (see Figure 4):
Step 1.0: Know the Data – data analysis begins when data are collected. I employed
face-to-face semi-structured interviews to collect the data.
Step 2.0: Code the Data – assign labels to the data. I created an Excel spreadsheet to
code the data.
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Step 3.0: Categorize the Data – group coded data into categories. I further updated the
Excel spreadsheet to categorize the coded data.
Step 4.0: Create Themes – generate themes from categories. I inductively generated
meaningful themes from the categories and coded data.
Step 5.0: Interpret the Data/Themes – make meaning of the themes. I utilized the a priori
questions and the theoretical framework, Schlossberg’s individual transition theory’s “4 S’s”
model, to interpret the data/themes. The discoveries were aligned to the “4 S’s” Model: situation
(i.e., participant’s decision to prepare for and secure a cybersecurity position), self (i.e.,
participant’s demographics and personal characteristics), support (e.g., participant’s support
network), and strategies (e.g., participant’s plan to acquire a cybersecurity position). These
potential resources affect how the transition changes the individual’s behavior, role, learning,
and perceptions (Anderson et al., 2012). Step 5.0 is where all the reflexive thematic analysis
steps culminate, as depicted in Figure 4.
I was guided in my inquiry by a constructivist philosophical paradigm. This paradigm
suggests each person constructs meaning and truth of the world through the lenses of their
experiences (Denzin & Lincoln, 2013). Constructivism theory values co-created meanings and
truths and posits knowledge, reason, emotion, and morality reside not only in the individual’s
mind, but also in their relationships (Gergen, 2011; Guba & Lincoln, 1982). This paradigm
supports Schlossberg’s individual transition theory I followed an underpinning to explore the
student veterans’ cybersecurity internship and job acquisition transitions’ experiences. By having
five participants who experienced the internships, I was able to comprehend the phenomenon
from an array of perspectives, meanings, and truths.
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Figure 4
Interpreting the Data/Themes utilizing Reflexive Thematic Analysis

Note. Richards (2022, p. 160). Graphic by Bebeau (2020)
Data Collection Procedures
Once I received approval from the IRB to proceed with the study, I initiated my data
collection procedures. I requested and received approval through the Office of Graduate Studies
to contact the student veterans in the graduate cybersecurity degree program. As the primary
instructor for the Master of Science (M.S.) in Cybersecurity, Cyber Intelligence concentration;
cyber intelligence internship coordinator; and instructor of record for the Veterans’
Cybersecurity and Intelligence Seminar, I have access to the listserv for all the student veterans
in the M.S. in Cybersecurity degree program. Therefore, I sent the Recruitment Email (see
Appendix D) to the M.S. in Cybersecurity student veterans’ listserv. I addressed any concerns
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they had about participating in the study, and scheduled interviews based on the participants’
availability. I selected five individuals who volunteered for the research study who met the
participation criteria. More than five individuals volunteered to participate in the study, I selected
participants with diverse internship experiences by looking at their internship variables described
previously. I was confident a minimum of five of the former student veterans from the graduate
cybersecurity degree program would participate. In the recruitment email, potential participants
were offered a $20 gift card to Starbucks upon completion of the interview. I minimized undue
influence and coercion during recruitment of student veterans by emphasizing participation in
this study was completely voluntary.
The interview process occurred in three phases: pre-data collection, data collection, and
post data collection. Although the majority of data analysis occurred following data collection,
typical to qualitative research, I engaged in reflexive thematic analysis, which requires analysis
throughout all three phases.
Pre-Data Collection. Once I selected a participant and before I collected the data, I
scheduled a face-to-face interview with the participants at the established seminar location or at a
time and place of their choosing.
Prior to commencing the interview:
1. I explained the study to the participants, including the purpose of the study, the a
priori questions, how the discoveries will improve our understanding of student
veterans in internships, the fact their participation is voluntary, and the steps taken
to ensure participant anonymity and confidentiality of the data.
2. I asked the participants to review and sign the informed consent form (see
Appendix C).
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Data Collection. The Interview Script (see Appendix B) was the primary data
instrumentation I employed to collect the data. Interviews are “a pipeline for transmitting
knowledge” (Holstein & Gubrium, 1997, p. 113). I collected data during one visit with each of
the five participants. These face-to-face interviews lasted approximately 60 minutes. I
interviewed four of the participants off campus in a quiet conference room where a Veterans’
Cybersecurity and Intelligence Seminar was meeting, and one participant in her home.
When I conducted each interview, I followed the Interview Script (see Appendix B),
asked the interview questions in the same order, and collected the data using Microsoft Word’s
Dictation, which provides real-time transcription of the interview, and a digital recorder. I
structured the interview questions in an intelligible order. Specifically, the first questions asked
the participants to provide demographics data (closed-ended questions, which provide
descriptive background information for the readers of this study). The interview questions
concluded with general questions about participants’ internship and job acquisition experiences
(open-ended questions guided by the “4 S’s” Model). By offering participants the opportunity to
respond to open-ended questions I was able to describe experiences and topics in their own
words (Roulston, 2010). During the interviews, I also had flexibility to ask participants to clarify
any responses, or I could follow up on or probe into their responses as necessary (Thomas,
2016). As Kvale and Brinkmann (2009) suggested, I attentively listened while the participants
spoke and did not interrupt them. Interviewers should apply those best practices during
interviews in order to achieve a positive interview experience (Kvale & Brinkmann, 2009;
Roulston, 2010; Thomas, 2016).
Post Data Collection. Immediately following each interview and data collection, I
offered study participants an opportunity to add information to what they had shared (I asked the
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participants if they would like to add anything to their responses). Although some study
participants shared additional information, the information they provided did not add value to the
data. I then reviewed the transcriptions for accuracy of the dictation and gave each participant a
$20 gift card to Starbucks to show my appreciation for their participation in this study. I made a
copy of the transcriptions on an encrypted external storage device and stored the device in a
locked drawer in my office (to which only I have access) along with the informed consent forms,
the digital recorder, and notes taken during the interviews.
Data Analysis Procedures
I employed reflexive thematic analysis, i.e., thematic coding analysis, to analyze the data
for this study (see Figure 4). In 2006, Braun and Clarke developed a novel structure for
analyzing qualitative data they refer to as “reflexive thematic analysis.” “Qualitative researchers
have begun to employ this method of data analysis because it is as theoretically flexible,
straightforward, intuitive, and compatible with many types of inquiries” (Richards, 2022). In
their description of reflexive thematic analysis, Braun and Clarke (2006, 2013) determine themes
do not materialize when researchers code and categorize data, but when they engage in decisionmaking processes to “generate” themes. Braun and Clarke (2006, 2013) encourage researcher
reflexivity and recursivity, while reducing data without losing meaning. The goal of this method
is the researcher’s production of knowledge (Braun & Clarke, 2019). I implemented reflexive
thematic analysis with transparency, fully cognizant of my philosophical approach, and applying
a consistent and coherent analytic process (Braun & Clarke, 2019). I followed the reflexive
thematic analysis five-step process Richards (2022) developed to analyze the data:
Step 1.0: Know the Data. I initiated data analysis when data was collected. I employed
face-to-face semi-structured interviews to collect the data. I described the interview process in
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the Data Collection section. I listened to the recordings and read the transcriptions in their
entirety to capture the essence of each participant’s internship and job acquisition experiences.
This step immersed me in the data and allowed reflection of the interviews to understand the data
collected as a whole. I took notes during this crucial step in order to capture any significant items
of interest.
Step 2.0: Code the Data. I assigned labels to the data. I created an Excel spreadsheet to
code the data. I reread the transcriptions, using a constructivist lens, a way to understand how the
participants constructed their meanings, to identify constructs in meaning and in content. I then
thoroughly analyzed and organized the data into a codebook (spreadsheet) in Microsoft Excel for
axial coding. Coding is the process of identifying themes in participants’ testimonies and
attaching labels (codes) to index them (Creswell, 2014). “Coding is a deep reflection, deep
analysis, and interpretation of the data’s meanings” (Miles, Huberman, & Saldaña, 2014, p. 72).
Step 3.0: Categorize the Data. I grouped coded data into categories. I further updated
the Excel spreadsheet to categorize the coded data. Grbich (2012) stated, “coding groups and
labeling data makes it more manageable for both display and to provide answers to research
questions” (p. 259). Basically, axial coding assists the researcher to make sense of the data to
develop themes and distinguish between themes (Thomas, 2016).
Step 4.0: Create Themes. I generated themes from categories. I inductively generated
meaningful themes from the categories and coded data. I reflected on the meaning to explore
revelatory themes. Once I identified key themes, I sorted and categorized them. I used these
themes to summarize and report the discoveries in my research. In qualitative research, this is “a
crucial step in data analysis” (Bogdan & Biklen, 2003).
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Step 5.0: Interpret the Data/Themes. I made meaning of the themes. I utilized the a
priori questions and the theoretical framework, Schlossberg’s individual transition theory’s “4
S’s” model, to interpret the data/themes. I synthesized the themes into statements that represent
the participants’ experiences. The resulting statements related to Schlossberg’s (1984) “4 S’s”
model (i.e., situation, self, support, and strategy) that informed data collection and analysis in the
study.
Trustworthiness
Trust is important to the integrity and confidentiality of a research study. Lincoln and
Guba (1985) argue trustworthiness in qualitative research focuses on four issues: confirmability,
credibility, dependability, and transferability. Based on Lincoln and Guba’s (1985) research, I
employed the following “best practices” procedures and techniques for achieving trustworthiness
in this research study:
Confirmability
I accomplished confirmability through a data audit, to ensure my interpretations and
discoveries were supported by the data. I also strove to ensure the discoveries accurately
reflected the participants’ perceptions and experiences and not my own (Shenton, 2004). I
aspired, to the best of my ability to identify, mitigate and minimize the effects of my own biases
and experiences in my interpretation of the interview data.
Credibility
I established credibility for the research through peer debriefing, and member checks, by
asking the study participants to review the final transcriptions. I addressed credibility in two
primary ways: through my “background, qualifications, and experience” and member checks
(Shenton, 2004, p. 68). I also acknowledged my veteran status, military affiliation, and education
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status. My bona fides inspired the participants’ trust, which made me “privy to certain
information and opinions” (Bogdan & Biklen, 2003, p. 89). I employed member checks once I
reviewed the transcriptions for accuracy to ensure credibility was addressed. I performed
member checks by returning the transcriptions to the participants for their review to ensure the
content was accurate. I also encouraged participants to change, clarify, comment, and elaborate
on their comments to ensure the meaning ascribed to their experiences was portrayed accurately.
I made revisions to the transcriptions as necessary. I gave the participants a second opportunity
to review, endorse, or contest the accuracy of the data.
Dependability
I then addressed dependability by critically examining the process of collecting the data,
storing the data, and ensuring accuracy of the data. Dependability refers to the replicability of a
study utilizing the same methodology and participants (Shenton, 2004). By acknowledging the
guiding theoretical framework, and explicitly detailing the A priori questions, interview
questions, and the procedures for data collection, I ensured this study could be conducted again if
necessary. The study’s simplicity, exploratory nature, and detailed methodology achieves
dependability.
Transferability
Finally, I attended to transferability by providing thick descriptions in interpreting and
reporting the data. Transferability relates to external validity and allows for the discoveries of
one study to apply to other situations or populations (Shenton, 2004). Typically, qualitative
researchers cannot and do not generalize their discoveries to other contexts and study
participants. However, exploratory studies might refine a theory, allow transferability, and
highlight issues for further research (Stake, 1995).
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Ethical Considerations
Confidentiality, which is a major issue in trustworthiness and facilitates more candid
responses to interview questions, was the primary ethical concern. I addressed confidentiality
with my verbal assurance at the beginning of the interview and the written IRB-approved
informed consent form. These forms, which include the participants’ signatures, were stored in a
locked drawer (to which only I have access), separately from the interview data. I did not use the
participants’ names in the study. Rather, I assigned pseudonyms, i.e., “Bravo,” “Charlie,”
“Delta,” “Echo,” and “Foxtrot.” Only I know the correspondence between the participants’
identities and their study codenames. In addition, I utilized a Microsoft Word’s real-time
dictation to transcribe the interviews; therefore, I did not use an outside transcription service for
this study. I informed the participants verbally and in writing about access to their transcriptions.
I also offered participants opportunities to change, clarify, comment, and elaborate on the
transcription, and documented that I provided those opportunities.
Prior to reading the Interview Script (see Appendix B) and asking the study participants
to read and sign the Informed Consent form (see Appendix C), I explained:
•

The purpose of the study, to include the a priori questions;

•

How the discoveries will be used;

•

The confidentiality of the data; and

•

The fact they can stop participating in the study at any time.

The University of South Florida Institutional Review Board (IRB) and American
Psychological Association (APA) ethical guidelines were considered when developing the
protocols for this study and were followed when collecting and analyzing the data.

53

Limitations of the Inquiry
Prior to discussing discoveries of this inquiry in the next chapter, I discuss limitations to
this study. One limitation is the data collection methodology only incorporated one method of
data collection, semi-structured interviews. There is a possibility that other methods might have
yielded more or different data. Hermeneutic considerations also posit other researchers might
interpret the data differently than I because of differences in experiences and worldviews.
Another limitation of this inquiry is my long and close association with the military. I am
a veteran who teaches cybersecurity in a graduate degree program. I am also an internship
coordinator for the same program and host a seminar for student veterans in cybersecurity.
Therefore, I have a personal and professional interest in exploring the internship and job
acquisition experiences of student veterans in a cybersecurity graduate degree program. This
close proximity to the subject of the inquiry and to the participants might have led to biases on
my part, although I worked actively to counter them in my analysis (e.g., seeking information
and deliberating on interpretations that might disconfirm my assumptions). Therefore, my own
biases, perceptions, and experiences may have affected how I collected and interpreted the data.
"As qualitative researchers, we all must recognize, none of us are detached, objective observers”
(Briggs, 2019, p. 1).
A limitation is the sample was comprised of student veterans I had purposefully selected
in a graduate cybersecurity degree program at a public university (see Participant Selection
section). The participants had diverse backgrounds, experiences, and cultures. However, these
demographics may not represent all student veterans. In general, veterans from different service
branches—Air Force, Army, Coast Guard, Marines, and Navy—tend to have different
experiences than veterans from other branches because each service has unique challenges,

54

cultures, and experiences (Dougherty, 2015). Other limitations might connect to the study
participants. Participants might have withheld information from or not fully disclosed their
perceptions and experiences to me because of my position at the university. Participants might
have memory lapses or distortions about their experiences. Also, the well-known success of this
graduate cybersecurity degree program might have resulted in biased comments from the study
participants.
Conclusion
My purpose in this descriptive exploratory study was to discover how student veterans
perceived their internships and the role internships has on their preparation for transition into
cybersecurity positions. I conducted a pilot study to advance the interview script employed in
this inquiry. I collected data utilizing semi-structured interviews and analyzed data utilizing
reflexive thematic analysis. I applied Schlossberg’s individual transition theory’s “4 S’s” model
through a constructivist lens to guide my collection and analysis in order to identify the
participants’ situation, self, support, and strategies that influenced their transition experiences
from a cybersecurity internship to a cybersecurity position.
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Chapter Five:
Participants and Discoveries
The purpose of this descriptive exploratory study was to learn how student veterans
perceived their internships in cybersecurity and the role of internships on their transitions into
cybersecurity positions. The context for this study was a graduate cybersecurity degree program
internship, which was a required course in the degree program. In this chapter, I discuss the
discoveries in relationship to each of the three a priori questions that guided the study. These
questions are:
1. How do five student veterans describe their graduate cybersecurity internship
experiences?
2. In what ways do these student veterans perceive their graduate cybersecurity internship
experiences as it relates to their transition from higher education into a cybersecurity
position?
3. What unique experiences do the student veterans perceive as most beneficial to their
transition from higher education into a cybersecurity position and why?
To set the context for the research findings, I first present individual participant
characteristics to allow readers to become informed about the participants’ background
information.
Participants’ Background Information
I initiate this chapter by presenting demographic information that informs readers about
the background of the five study participants (see Table 2). Schlossberg (1984) highlights the
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importance of including study participants’ backgrounds when conducting research with
individuals because the individual’s life transition itself is not the only important aspect of the
individual’s life transition. Demographics, such as age, race/ethnicity, gender, and veteran status
may influence an individual’s transition from higher education into a cybersecurity position
(Gordon & Lavallee, 2012).
As reported in Table 2, the average age of the five study participants (four males and one
female) was 49 years. Four participants were Caucasian and one participant was Hispanic. All
five participants served in the United States Armed Services: two in the Air Force, two in the
Marine Corps, and one in the Navy. Their military occupations varied with only one participant
employed in a cybersecurity-related occupation. All five participants pursued non-cybersecurity
careers after leaving the military before deciding to pursue a career in cybersecurity. These
demographics are representative of student veterans in a graduate cybersecurity degree program
(Deloitte, 2021).
Four of the five study participants commenced their graduate degree in 2017, and one
began the program in 2019. Four of the five participants chose Cyber Intelligence, which focuses
on cybersecurity threats to computer networks, as their degree concentration, while one
participant chose Information Assurance, which focuses on how to secure the information on
computer networks. The participants completed their internships between 2018-2020. I provide
below Table 2, the five participants’ background information listed by their pseudonyms.
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Table 2
Participants’ Background Information
Question

Bravo

Charlie

Delta

Echo

Foxtrot

Average/
Summary

Age

49

47

52

49

46

49

Gender

Female

Male

Male

Male

Male

4 M, 1 F

Race

Caucasian

Caucasian

Caucasian

Hispanic

Caucasian

4 C, 1 H

Service
Branch

Air Force

Air Force

Marine
Corps

Navy

Marine
Corps

2 AF, 2 MC,
1N

Military
Occupation

KC-135
Pilot

SERE
Spec/Intel
Officer

Infantry
Officer

Intel
Analyst

Aviation
Logistics
Specialist

Various

Years In

20

12

24

21

4

16

Years Out

6

7

7

11

21

10

Start Degree

2017

2017

2017

2019

2017

2017

Finish
Degree

2018

2019

2018

2020

2018

2018

Concentration

Cyber Intel

Cyber Intel

Cyber Intel

Info
Assurance

Cyber Intel

4 CI, 1 IA

Start/Finish
Internship

2018

2019

2018

2020

2018

2018

Description of Participants
“Bravo”. “Bravo” is a 49-year-old Caucasian female with 20 years of service in the
United States Air Force as a KC-135 (a refueling tanker aircraft) Pilot, a non-cybersecurity
military occupation. She was retired from the military for six years. During that time, she took a
year’s sabbatical and then worked as a project manager for a United States company prior to the
pursuit of a graduate degree.

58

“Bravo” entered the graduate cybersecurity degree program in 2017, and completed it in
2018. She chose the Cyber Intelligence concentration because of her military background, in
which she received intelligence reports and briefings prior to flying missions. She liked the idea
of being able to produce intelligence that resulted in decisions and actions.
During the final semester in the program, “Bravo” participated in an 8-week, technical,
unpaid, part-time, on-site, mentored, graduate program internship. In this internship, she worked
with her current employer. She awarded her internship experience a 9 out of 10 and her job
acquisition experience a 10 out of 10.
“Bravo” stated:
I wanted to transition to cybersecurity because it is a booming field, so you have
excellent job security because of the demand and the challenge of the skillsets that would
be involved, and I am truly just fascinated with how people get hacked, and I really liked
the idea of offensive [i.e., computer hacking] maneuvers in cybersecurity.
“Bravo” is now a Cybersecurity Incident Response Team (CIRT) Manager, a position
connected to the cybersecurity career field. She leads a team of cybersecurity professionals and
analysts who monitor the company’s computer network for any cybersecurity alerts sent from the
cybersecurity tools. They are the first responders for cybersecurity incidents on the computer
network and triage those incidents. Her current cybersecurity position is a direct result of her
internship.
“Charlie”. “Charlie” is a 47-year-old Caucasian male with 12 years of service in the
United States Air Force as a Survival, Evasion, Resistance, and Escape (SERE) Specialist. He
served simultaneously in two positions, an Intelligence Officer and a Systems Intelligence
Officer, which was a cybersecurity-related military occupation he volunteered for because of his
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information technology background. He had been a civilian for seven years. During that time, he
worked as a government civilian, drove a commercial truck, and worked on a software
implementation team prior to pursuing a graduate degree.
“Charlie” entered the graduate cybersecurity degree program in 2017, and completed it in
2019. He chose the Cyber Intelligence concentration because of his Intelligence background. He
stated, “It seemed like the perfect fit for me…it focused on the bigger picture of cybersecurity.”
During the final semester in the program, “Charlie” participated in an 8-week, technical
and non-technical, unpaid, part-time, on-site and remote, mentored and self-directed, graduate
program internship. In this internship, he worked for a United States military contractor that
conducts leading-edge cybersecurity research, development, and acquisition for a United States
military unit, where he conducted research in leading-edge technology. He awarded his
internship experience a 7.5 out of 10 and his job acquisition experience a 7.5 out of 10, and
stated, “there is always room for improvement.”
“Charlie” has had an interest in cybersecurity since he worked as a Systems Intelligence
Officer in the United States Air Force. He is now a Cybersecurity Specialist, a position
connected to the cybersecurity career field. He engages in classified cybersecurity and
intelligence consulting for a defense contractor. His current cybersecurity position is an indirect
result of his internship.
“Delta”. “Delta” is a 52-year-old Caucasian male with 24 years of service in the United
States Marine Corps as an Infantry Officer, which was a non-cybersecurity military occupation.
He had been retired from the military for seven years. During that time, he worked as a defense
contractor with a security clearance prior to pursuing a graduate degree.
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“Delta” entered the graduate cybersecurity degree program in 2017, and completed it in
2018. He chose Cyber Intelligence as his graduate degree concentration and noted, “it was the
most relevant to my position with [United States military unit].”
During the last semester in the program, “Delta” participated in a 16-week, technical,
unpaid, part-time, on-site, mentored, graduate program internship. In this internship, he worked
for a United States military contractor that conducts leading-edge cybersecurity research,
development, and acquisition for a United States military unit. His primary duty was to create an
offensive and defensive cyber range (a computer network for wargaming). He awarded his
internship experience a 10 out of 10 and his job acquisition experience a 10 out of 10.
“Delta” had an interest in cybersecurity and said, “I knew there was a need for
cybersecurity people and a lot of jobs available and it looked like a good cutting edge new
frontier to start a second career in.”
“Delta” is now a government civilian Cyber Operations Officer, a position connected to
the cybersecurity career field. He leads a team of cyber exercise developers for a United States
military unit and runs their cyber range. They develop realistic cybersecurity scenarios on the
cyber range the United States military unit uses for exercises. His current cybersecurity position
is a direct result of his internship.
“Echo”. “Echo” is a 49-year-old Hispanic male with 21 years of service in the United
States Navy as an Intelligence Analyst, which was a non-cybersecurity military occupation. He
had been retired from the military for 11 years. During that time, he worked as a defense
contractor with a security clearance conducting Intelligence prior to the pursuit of a graduate
degree.
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“Echo” entered the graduate cybersecurity degree program in 2019, and completed it in
2020. He chose Information Assurance as his graduate degree concentration because be believed,
“I needed to understand what the enemy was doing and how information was being obtained and
understanding the global aspect when it comes to cybersecurity.”
During the last semester in the program, “Echo” participated in a 16-week, technical and
non-technical, unpaid, part-time and full-time, on-site, mentored and self-directed, graduate
program internship. In this internship, he worked for a United States military unit where he
conducted cybersecurity and learned about cybersecurity algorithms. He awarded his internship
experience a 10 out of 10 and his job acquisition experience a 10 out of 10.
“Echo” said, “my interest in cybersecurity was based off the current situation that's going
on in America today.”
“Echo” is an Intelligence-Cyber Targeting Analyst, a position connected to the
cybersecurity career field. He conducts classified intelligence analysis on cyber targets for a
United States military unit. His current cybersecurity position is a direct result of his internship
“Foxtrot”. “Foxtrot” is a 46-year-old Caucasian male with four years of service in the
United States Marine Corps as an Aviation Logistics Specialist, which was a non-cybersecurity
military occupation. He had been a civilian for 21 years. During that time, he completed an
undergraduate degree and then worked for a United States corporation prior to the pursuit of a
graduate degree.
“Foxtrot” entered the graduate cybersecurity degree program in 2017, and completed it in
2018. He said he chose Cyber Intelligence as his graduate degree concentration because, “it was
the area that I felt was a little broader in nature, so I had more avenues of opportunity.”
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During the second-to-last semester in the program, “Foxtrot” participated in a 16-week,
technical and non-technical, unpaid, part-time, on-site, mentored, graduate program internship.
In this internship, he worked for a major United States healthcare facility where he conducted
cybersecurity risk assessments and provided mitigation techniques. He awarded his internship
experience a 9.75 out of 10 and his job acquisition experience a 9 out of 10.
“Foxtrot” stated, “my cybersecurity interest piqued out of the computer experience that I
gained within the military and it continued on into my professional career.”
“Foxtrot” is now a Cyber Risk and Compliance Officer, a position connected to the
cybersecurity career field. He conducts cybersecurity risk assessments for a Fortune 500
company to ensure the company is in compliance with federal regulations. His current
cybersecurity position is a direct result of his internship.
Participants’ Perceptions of Their Internship and Job Acquisition Experiences
Table 3 indicates, on average, the participants rated the internship experience and job
acquisition experience a 9 on a scale of 1 to 10 with 10 representing excellent. All five
participants acquired a cybersecurity position following the internship. They all stated their
cybersecurity position was a result of their cybersecurity internship.
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Table 3
Participants’ Perceptions of Their Internships and Job Acquisition Experiences
Bravo

Charlie

Delta

Echo

Foxtrot

Average/
Summary

9

7.5

10

10

9.75

9.25

10

7.5

10

10

9

9.3

Cyber Job

Yes

Yes

Yes

Yes

Yes

Yes

Job b/c
Internship

Yes

Yes

Yes

Yes

Yes

Yes

Question
Internship
(1-10)
Job Acq.
(1-10)

Inquiry Discoveries
My research goal was to explore perceptions of student veterans who completed a
graduate cybersecurity program internship and acquired a cybersecurity position. I explored the
participants’ perspectives on the role and value of participation in the capstone internship as part
of their graduate program and how internships impacted their preparation and readiness for
transition into cybersecurity positions. I now offer the a priori questions and their corresponding
discoveries.
A Priori Question #1: Nature of Internship Experiences
The first a priori question – How do five student veterans describe their graduate
cybersecurity internship experiences? – focused on the student veterans’ graduate cybersecurity
internship experiences. To this end, I sought to find out the study participants’ overall
experiences with their internships. My goal was to explore the participants’ perspectives on the
role and value of participation in the capstone internship as part of their graduate program.
The participants’ responses illuminated two discoveries based on their internship
experiences to answer the first a priori question. The first discovery was: opportunities for
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developing practical experience are regarded as essential for successful participation in an
internship. To be sure, one of the primary goals of an internship is to obtain practical experience.
In this case, to obtain practical experience means to gain and apply technical and non-technical
skills in an authentic work environment. The second discovery was: a flexible internship
program is viewed as vital to the participants’ schedules and needs for a productive experience.
Students have other responsibilities, e.g., work and family. In turn, the flexibility of an internship
in this case refers to tailoring an internship to the student’s schedules and needs.
Discovery #1: Opportunities for Developing Practical Experience are Regarded as
Essential for Successful Participation in an Internship. The five study participants recognized
the practical value of the experiences they gained during their internship. They mentioned the
need for practical experiences, both technical and non-technical, emphasizing companies hiring
cybersecurity professionals expect them to have practical experiences. They recognized
academic learning and theoretical discussions are valuable, but practical experiences reinforce
what they learned in the program. Prior to the internship they were unaware of how to conduct
cybersecurity and never conducted cybersecurity. Hands-on experiences allowed them to see and
do the cybersecurity work they recently learned about in the program. They perceived practical
experiences offered a primary reason for them to participate in an internship, allowed them to
apply the new cybersecurity skills they learned in the program in a real-world work environment,
and thus contributed to their successful acquisition of a cybersecurity position. All five
participants said besides the technical cybersecurity skills, they also learned and applied nontechnical skills during their internships, such as engaging in teamwork and exercising leadership.
As “Delta” stated, “Well, I thought, you know, an internship should give you [practical]
experience and a better understanding overall of your area of [degree] concentration…”
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“Bravo” added to this sentiment:
I thought [the internship] really gave an opportunity for practical experience as opposed
to just academic and theoretical discussion, so you could actually implement some of the
things that you were talking about in a real environment…sometimes we talk about topics
as if you're at Disneyland and everything works perfectly and that's not how real jobs and
real threats actually work, so to see it in a real environment in somebody else’s
environment would give you great hands-on training.
“Charlie” agreed with this viewpoint and stated:
…to me actually trying to have a practical application of what we applied or what we
learned in the graduate program…was a better option and it actually shows whether or
not real-world companies that allow us to be interns can utilize the skills that we're
learning in the graduate program.
“Echo” stated, “[Practical experience] helped me significantly,” while “Foxtrot” stressed
the importance of practical experience when acquiring a cybersecurity position, “[The internship]
helped to give me credibility because now I had actual operational cybersecurity experience.”
“Foxtrot” further noted:
I think [practical experience] is a game changer. I think that a lot of companies demand
some, you know, on-the-job experience and this gives you a little bit, and it gives you
enough for companies to go ahead now and give you an opportunity. I think without it,
it's hard for them to, you know, give that opportunity by just basing it off of a degree so I
would highly recommend it…
In summary, all the study participants agreed practical experiences in a cybersecurity
internship is a must. Cybersecurity experience is a primary reason to participate in a
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cybersecurity internship. The participants described how practical experiences provided the
credibility needed for a position in the cybersecurity field. They recognized practical experiences
reinforced what they learned in the program’s classroom and provided for the application of
technical and non-technical skills. I list the technical and non-technical skills participants stated
they acquired or applied during the participants’ internships in Table 4.
Participants’ Perceptions of Technical and Non-Technical Skills Acquired or Applied
During an Internship. As reported in Table 4, the study participants gained technical practical
experience with cybersecurity skills, such as: encryption techniques, Splunk (cybersecurity tool
for monitoring the computer network for intrusions) utilization, network connection of devices
and computers, WiFi comprehension, and algorithm application. For example, “Delta” built a
cyber range (i.e., offensive and defensive wargaming computer network) that required the
application of securely constructing wired and wireless computer networks that offered a
practical application of technical understandings and skills. In turn, participants gained important
non-technical practical experience as they were required to engage in teamwork, and exercise
leadership and other soft skills.
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Table 4
Participants’ Perceptions of Technical and Non-Technical Skills Acquired or Applied During an
Internship
Skill Type

Bravo

Charlie

Delta

Echo

Foxtrot

Technical

-Learned new
tools: Splunk,
Splunk
Programming
Language,
SOAR
platform

-Applied
cybersecurity
skills

-Constructed a
cyber range
-Connected
devices and
computers to a
network
-Understood/
Designed a
computer
network
diagram
-Used wireless
cards for packet
injection
-Understood
WiFi networks

-Learned and
applied
algorithms
-Learned how
information
flows
-Learned how
to protect a
computer
network

-Created
cybersecurity
assessments
-Developed
policy and
procedures
-Observed
hashes and
topology of
the computer
network for
intrusions

NonTechnical

-Professional
development:
Engaged with
the team

-Applied
military skills:
Teamwork,
supervisory
skills, selfmotivation

-Worked as part
of a team
-Initiative to
learn

-Collaborated
with other
students

-Soft skills

Discovery #2: A Flexible Internship Program is Viewed as Vital to the Participants’
Schedules and Needs for a Productive Experience. All five study participants recognized the
importance of flexibility in the internship program. The internship program offers students the
opportunities to choose an internship that meets their needs and schedules. The participants had
opportunities to work with their current employer – in other words, intern at their workplace, or
work with an outside employer. Participants were afforded flexibility in the duration of their
internship (16-week and 8-week), the technical level of their internship (technical or nontechnical), the pay level of their internship (paid or unpaid), the weekly hours they work (parttime or full-time), the location in relation to the internship (on-site/physical or remote/virtual),
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and the level of supervision/mentorship (mentored or self-directed). All five participants agreed
this flexibility gave them viable internship options that worked with their individual situations
(e.g., experience level, employment status, and family status).
“Bravo” stated flexibility was important because she had a full-time job:
There were a couple of companies as options, or if you could find one on your own… So,
I was very happy with my experience. I loved the idea that it was flexible enough to be
able to integrate it into your normal workday if you had a job, that you could get access
to do that, so that worked out great for me…you had that flexibility to do that and if
you're working full time already that was really useful to be able to flex with your
existing job. I was concerned with the internship program that I would have to figure out
how do you go work in someone else’s company for a period of time while you're still
trying to maintain your job and it didn't turn out that way, there were flexible options
which I liked…you need a program that can flex with you to be able to meet the need.
Similar to “Bravo,” “Delta” was concerned about participation in an internship while he
worked full time, so flexibility allowed him to complete an internship, “My concern was being
able to do it while working full time.”
“Charlie” also stated he appreciated the option to complete an internship “… my first
choice was an internship. I thought it was better for practical application of what we studied as
part of the program as you learn basically before graduation requirement.”
Finally, “Foxtrot” appreciated that he could choose where he interned at and reported the
following account:
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I decided that for my internship I probably want a household name on there so that way
whoever is looking at the resume would recognize that company and add instant
credibility to that internship, so that's why I chose where I went.
The data indicate study participants viewed the flexible internship program as vital to
their schedules and needs. Similar to the majority of graduate student veterans, the five
participants in this study had families, full-time positions, and different requirements for
cybersecurity experience. Providing opportunities for students to choose in which cybersecurity
internship to participate in and where is meaningful because the internship was tailored to
individual student’s needs. Providing options for the duration of their internship, the technical
level of their internship, the pay level of their internship, the weekly hours they work, the
location in relation to the internship, and the level of supervision/mentorship, was important to
the five participants.
For example, “Bravo” conducted her internship with her current employer, a United
States private cybersecurity company. Another example, “Echo” worked for a United States
Department of Defense non-cybersecurity unit, but interned at a United States Department of
Defense cybersecurity unit.
Participants’ Internship Characteristics. As reported in Table 5, the study participants
had various internship locations, internship durations, technical or non-technical, weekly hours,
attendance requirements, and levels of mentorship. All five participants received no salary for
their internships. Three participants participated in 16-week internships and two in 8-week
internships. The participants considered three of the internships as technical and three as both
technical and non-technical. Of the five internships, four were part-time and one was full-time;
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four were on-site and one was on-site and remote; and three were mentored and two were both
mentored and self-directed. The internship locations and tasks varied for the participants.
Table 5
Participants’ Internship Characteristics
Echo

Foxtrot

Average/
Summary

Outside
employer:
U.S. DoD
Cyber
Contractor

Outside
employer:
U.S. DoD
Cyber Unit

Outside
employer:
U.S.
Private
Healthcare
Facility

4 Outside,
1 Current

8-week

16-week

16-week

16-week

3-16, 2-8

Technical

Both

Technical

Both

Both

3 Both,
2 Tech

Paid/
Unpaid

Unpaid

Unpaid

Unpaid

Unpaid

Unpaid

Unpaid

Part-time/
Full-time

Part time

Part-time

Part-time

Both

Part-time

4 PT, 1 Both

On-site/
Remote

On-site

Both

On-site

On-site

On-site

4 On-site,
1 Both

Mentored/
Selfdirected

Mentored

Both

Mentored

Both

Mentored

3 Mentored,
2 Both

Question

Bravo

Charlie

Delta

Internship
Location

Current
employer:
U.S.
Private
Cyber
Company

Outside
employer:
U.S. DoD
Cyber
Contractor

Internship
Duration

8-week

Technical/
NonTechnical

Summary of First A Priori Question’s Discoveries. The study participants’
perspectives on their cybersecurity internships suggest practical experiences are essential to
success in an internship, and a flexible internship program is vital for students’ needs and
schedules. Practical experiences with technical and non-technical skills are expected by interns
and hiring employers. A flexible internship program allows students who have full-time
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positions, families, or other life situations that may impede a structured internship program, to
complete an internship.
A Priori Question #2: University to Employment Transition Experiences
The second a priori question – In what ways do these student veterans perceive their
graduate cybersecurity internship experiences as it relates to their transition from higher
education into a cybersecurity position? – addressed how participants’ internship experiences
affected their transitions from higher education into cybersecurity positions. The first discovery
was: internships prepare students for successful transition into cybersecurity positions. In this
regard, all five participants stated the internship, along with the degree program, prepared them
for the cybersecurity workforce. The second discovery was: additional support from the
university, internship location, family, and others is always appreciated, but not required for
transition to a cybersecurity position. All five study participants were satisfied with the support
they received from the university, the internship location, family, friends, and coworkers, but
perceived the additional support was unnecessary to acquire a cybersecurity position.
Discovery #1: Internships Prepare Students for Successful Transition into
Cybersecurity Positions. All five study participants reported their internships prepared them for
their cybersecurity positions. All five participants believed they acquired cybersecurity positions
because of their internships. All five of the participants left their current non-cybersecurity
positions and acquired new cybersecurity positions following their internship. Two of the
participants transitioned internally within their companies from non-cybersecurity positions to
cybersecurity positions following their internships. Data suggest the graduate program and the
internship prepared them for their current cybersecurity positions. The data indicate internships
provided the practical applications of technical and non-technical skills, discussed earlier and in
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Table 4, and this practical experience was a foundation for workforce preparation. Specifically,
the participants also perceived the cybersecurity (technical) skills they learned in the degree
program and applied during their internship helped prepare them. The soft (non-technical) skills,
e.g., teamwork and leadership, they learned during their internships also prepared them for their
cybersecurity roles.
Three study participants said they would not change anything in preparation for a
cybersecurity position. Two participants stated they might have added something to be better
prepared:
“If I had to do it all over again, I guess, maybe, reading a little bit more because there
were certain things I didn't understand.” (Echo)
“Maybe I would have tried to gain a little more technical experience…” (Foxtrot)
“Bravo” stated she was selected as the Cybersecurity Incident Response Team (CIRT)
Manager with her current employer as a direct result of her internship experience with the CIRT:
So, I used this skill set (networking) and networked knowing that they needed a program
manager... then from there, finish your Master’s, build your internship, and then start
getting and showing some of that technical capability. So that's what the internship did
for me. It allowed me to sit with the team and be able to show ‘hey I am learning from
the technical side here of what we're doing... I can take all of those skill sets that I learned
through project / program management / leadership, all these things that I really got from
the military and translate it here into the civilian force.’ I was able to leverage those to
then move into a management position… I really do think the essence of [the internship]
was seeing what the analysts on the team are doing…
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The internship experience assisted “Charlie” to move from a non-cybersecurity position
within his company to a Cybersecurity Specialist position:
The company that I work with is very familiar with the company I interned with and who
they support and what they do so there were some connections here… Just making [the
internship] relevant, opportunities, relevancy, currency, for sure so the practical
application of everything that I learned in a modern workforce.
“Delta” received the practical experience needed to build a cyber range during his
internship experience that offered him the position in Cyber Operations:
When I interviewed for this position the fact that I already had a military exercise
background from before I started the program to what I had done with this [cyber] range
(during my internship)…Well, not to kick this dead horse, but as mentioned before…I
don't think honestly I could have been more set up for success in an internship for my
[cybersecurity] position…
The internship experience helped “Echo” learn the cybersecurity skills needed for, and
transition to, an Intelligence-Cyber Target Analyst position:
[Because of my internship] I could provide Intel value. I could provide that information
to leadership where now we can do things against… [The internship] helped me
significantly. I think that I was able to sit down with the current panel prior to my
employment and speak and talk about it and layer it in different layers how cybersecurity
is the future and how where is it going from a commercial vector to a military vector and
how it touches the banking [computer] network and all the different areas.
“Foxtrot” acquired his position as a Cyber Risk and Compliance Officer as a result of his
internship experience, conducting risk assessments for a United States healthcare facility:
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“[The internship] helped to give me credibility because now I had actual operational
cybersecurity experience.”
In summary, all five study participants stressed the importance of the internship program
in preparing them for their current cybersecurity position in the cybersecurity workforce. The
participants noted they received practical experience with technical (cybersecurity) and nontechnical (soft) skills that directly contributed to them acquiring a cybersecurity position. All five
participants stated the internship prepared them for their current cybersecurity positions.
Discovery #2: Additional Support from the University, Internship Location, Family,
and Others is Always Appreciated, but not Required for Transition to a Cybersecurity
Position. All five study participants were satisfied with the support they received from the
university, the internship location, family, friends, and coworkers. The participants expressed
that their professors at the university, their mentors at the internship location, and their families
were supportive throughout the graduate program, internship, and job acquisition process. For
reference, a list of internship and job acquisition supports is provided in Table 6.
The study participants acknowledged and highlighted substantial veteran supports were
available. For example, “Charlie” said, “I think there's a lot out there, especially for veterans.
Companies that have programs that try to hire veterans.” “Delta” further remarked, “I think that
what they've got in place right now for veterans is as good as you could ever hope for in terms of
support.” “Echo” also emphasized the veterans’ cybersecurity seminar, “…the [veterans’] cyber
seminar was very helpful…”
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Table 6
List of Participants’ Internship and Job Acquisition Supports
University

Internship Location

Family

Other

-Veterans’ Seminar

-Supervisors

-Spouses

-Supervisors

-Professors

-Mentors

-Fiancés

-Coworkers

-Advisors

-Fellow Students

-Children

-Boyfriends

-Fellow Students

-Coworkers

-Parents

-Girlfriends

-Veteran Support

-Friends

Office

-LinkedIn

-Career Services

-USAJobs

-Internship Website
-Careers Website
It should be noted although the participants received additional support from the
university, internship location, family and others, they believed they could have completed the
program and internship and acquired a cybersecurity position without that additional support.
Summary of Second A Priori Question’s Discoveries. In summary, the study
participants illuminated in what ways cybersecurity internships prepare students for
cybersecurity positions and additional support is always appreciated, but not required to help
students transition from higher education to a cybersecurity position. The practical experiences
the students acquired and applied during their internship built on their education and training
they learned in the program and prepared them for their cybersecurity positions. However, given
the nature of the occupational demand, related supports from the university, internship location,
family, and others provided to all may not be required for getting a position upon graduation.
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A Priori Question #3: Unique Factors that Affect Acquiring a Cybersecurity Position
The final a priori question – What unique experiences do the student veterans perceive as
most beneficial to their transition from higher education into a cybersecurity position and why?
– focused on unique experiences affecting the student veterans’ transition from higher education
into a cybersecurity position. The first discovery was: a cybersecurity seminar enhances the
internship and job acquisition experiences. The participants expressed participation in the
cybersecurity seminar and professional networking were catalysts to acquiring a cybersecurity
position. All five participants engaged in a veterans’ cybersecurity seminar, a non-required
course at the university. They believed a cybersecurity seminar reinforces what students learned
during the program and allows them to interact in a collaborative academic environment. The
second discovery was: networking is significant in acquiring a cybersecurity position. In turn,
networking allowed collaboration with professors, fellow students, professionals in the industry,
friends, and family, and, in some manner, was employed by all participants to acquire a
cybersecurity position.
Discovery #1: A Cybersecurity Seminar Enhances the Internship and Job
Acquisition Experiences. The host university for the graduate cybersecurity degree program
offers a one-credit-hour veterans’ cybersecurity and intelligence seminar, open to all graduate
students in a cybersecurity-related degree program. It is not a required course for any program. I,
the dissertation author, hosted the weekly seminar and led the discussion at a local United States
private cybersecurity company. The seminar met in-person for one hour weekly. One of the
seminar goals is for students to learn from one another and others in the cybersecurity
community. Cybersecurity-related discussion topics offered in the weekly seminar included
cybersecurity positions available in the community, multi-factor authentication versus standard
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passwords, malware types, encryption techniques, cyber threat actors, cybersecurity tools,
intelligence reports, and computer hacking. Each week the seminar hosted different guest
speakers, to include professors, fellow students, and cybersecurity professionals from the
community. This level of information sharing is not available through the other courses in the
programs. Students are able to discuss theories, novel ideas, new approaches, and cybersecurity
tools, such as firewalls and Splunk (cybersecurity tool for monitoring the computer network for
intrusions). The participants mentioned the veterans’ cybersecurity and intelligence seminar
many times throughout data collection, and always in a positive light. They were appreciative
that they learned information they did not learn in the program itself, e.g., what positions are
available in the cybersecurity community and what new approaches and cybersecurity tools are
being deployed in the community.
“Delta” pointed out how the seminar helped him find an internship:
Well, I spoke with the veteran cybersecurity seminar director/professor, who informed
me of what some of the students have done in the past and then having talked through
what my current job was as the Exercise Designer at [United States Department of
Defense unit] he introduced me to [internship supervisor], who was establishing an
[offensive and defensive] cyber range at a [United States Department of Defense
contractor] here in Tampa, so it was a very good fit for what I was doing in my job and
especially with regards to incorporating cyber ranges into military exercises.
“Echo” agreed the veterans’ cybersecurity seminar helped him to complete the graduate
cybersecurity program, to find and to complete the internship, and to find a cybersecurity
position, by saying:
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I think the cyber veteran seminar is ahead. I think if they do that in other areas in the
cyber field for students who may not have that type of experience or knowledge, I think
you [will] have more productivity…I keep saying the cyber seminar was very helpful
because beside[s] them being military veterans and guest speakers that would be brought
in by the different students and the professor, at that time really helped, so I was able to
really gain leverage and gain knowledge in that aspect, so I think it [went] very well…
like I said, the cyber seminar which you had a lot of individuals that had experienced that
been working in the cybersecurity realm and current location [United States private
cybersecurity company] which I was able to attend some of the conferences and then
helping me understand some of the curriculum that I would go into because a lot of them
have been to [United States public university] and graduated and now have Master’s
degrees and gone on, so it helped me understand a lot more…I would say the cyber
seminar veterans seminar prepared me along with meeting at the [United States private
cybersecurity company] helped me a lot, and the cybersecurity veteran seminar, the
emails that were being sent out internally between one another helping understand certain
things to reach out and then the introduction to certain guest speakers, an individual that
are currently doing all this type of cybersecurity at the [United States private
cybersecurity company] that are doing a lot of activity that people don't realize…I have to
say the veteran cyber seminar that was meeting every Monday was very helpful to
provide me guidance and understanding on what I'm going to go through...like I said, I
reiterate, the veteran seminar and [United States public university] did provide me a lot of
that they helped in the internship in that perspective so I think for my view, you, the
veteran seminar is a key function in [United States public university] and it was a great
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foundation that was established by [United States public university] to help veterans and
other individuals who don't get that support in today's college environment.
The data indicate the veterans’ cybersecurity and intelligence seminar served as a catalyst
for student veterans’ success in their acquisition and completion of an internship, completion of
the program, and procurement a cybersecurity position. It appeared the seminar allowed for frank
interactions and discussions with professors, fellow students, and professionals in the field.
Discovery #2: Networking is Significant in Acquiring a Cybersecurity Position.
Networking is “the action or process of interacting with others to exchange information and
develop professional or social contacts” (Oxford Dictionary, 2021). All five participants
networked in some manner to acquire and complete their internship and achieve their
cybersecurity position. They interacted with professors, fellow or former students and student
veterans, friends, coworkers, recruiters, employers, guest speakers, and professionals in the
cybersecurity community.
“Bravo” stated, “It was mostly networking. who you know and who have you built a
relationship with… [I acquired a cybersecurity position] through networking while I was in my
Master’s program.”
“Delta” agreed with Bravo. He commented, “…I did use off channel networks to make
myself better known to the hiring official…”
“Charlie’s” supervisor was key to his successful networking. He explained, “I was
recommended by my supervisor to the guy that needed to fill this job…but after I spoke with the
head guy, he seemed impressed enough with my background and with the Master’s program [to
hire me].”
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“Echo” stated, “I think it was not just having the degree but [being] able to sit down and
talk with the recruiter.”
“Foxtrot” added networking to his list for success, “I think mentorships, the degree
program, person researching on my own, networking, that's it.”
“It is all about who you know” is a common phrase in job hunting and these participants
knew that was key to helping them acquire a cybersecurity position. Participants’ perceptions of
how networking helped each participant acquire a cybersecurity position is provided in Table 7.
Table 7
Participants’ Perceptions of How Networking Assisted in Acquiring a Cybersecurity Position
Bravo

Charlie

Delta

Echo

“Bravo” talked
to a supervisor
with current
employer, who
told “Bravo” to
apply for new
cybersecurity
leadership
position

“Echo” asked
“Delta” talked
“Delta” and
“Charlie” talked
to his
professor where
to cybersecurity
supervisor and a to apply, they
leadership at
friend, who told told “Echo” to
current
“Delta” to apply apply for a new
employer and
for a new
cybersecurity
applied for new
cybersecurity
position with
cybersecurity
position where
“Delta’s”
position
friend worked
former
employer

Foxtrot
“Foxtrot”
sought out
Chief
Information
Security
Officers on
LinkedIn and
connected with
them, then
applied for new
cybersecurity
position

Summary of Third A Priori Question’s Discoveries. In summary, the final research
question focused on unique experiences that impacted the student veterans’ transition from
higher education into a cybersecurity position. The study participants perceived the Master’s
degree program and internship were instrumental to acquire a cybersecurity position, but the
cybersecurity seminar and networking were unique experiences that benefitted the participants
most to acquire a cybersecurity position. The participants mentioned the veterans’ cybersecurity
seminar many times throughout the data collection, as a major facilitator to complete the
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program, to find and complete an internship, and to acquire a cybersecurity position. The
participants peer-to-peer networking also helped them succeed in the program and internship,
and with acquiring a cybersecurity position.
Post-Structural Tenets
I made a deliberate effort to determine what the study participants did not share during
the interviews. I believe because of my authoritative position at the university, participants
withheld important information for the study. Foucault wrote about power relationships in which
a person or group of people may influence, oblige, coerce, command, or direct the lives of others
(Jackson & Mazzei, 2012). By employing a post-structural lens, I determined the following data
were missing.
A Lack of Negative Comments
I did not observe any negative comments about me, the program, the internship, or the
process to acquire a cybersecurity position following graduation. I expected positive remarks, in
which there were many, but I also anticipated some negative comments. I know I, the program,
the internship, and the job acquisition process are not perfect, so there must be some negative
aspects.
A Lack of In-Depth Answers
The study participants seemed to answer the questions as quickly as possible, although
there were exceptions. I believe this could be a result of their military service. In the military
there is an expectation when speaking, servicemembers should be accurate and concise. This
appeared to be the case for the participants, although I made it clear that there was no urgency in
answering the interview questions.
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Summary
In this chapter I discussed the study participants backgrounds and provided a description
of each participant. I described discoveries that connected to each a priori question. For the first
a priori question – How do five student veterans describe their graduate cybersecurity internship
experiences? – I generated the following two discoveries: opportunities for developing practical
experience are regarded as essential for successful participation in an internship and a flexible
internship program is viewed as vital to the participants’ schedules and needs for a productive
experience. For the second a priori question – In what ways do these student veterans perceive
their graduate cybersecurity internship experiences as it relates to their transition from higher
education into a cybersecurity position? – I generated the following two discoveries: internships
prepare students for successful transition into a cybersecurity position and additional support
from the university, internship location, family, and others is always appreciated, but not
required for transition into a cybersecurity position. For the final a priori question – What unique
experiences do the student veterans perceive as most beneficial to their transition from higher
education into a cybersecurity position and why? – I generated the following two discoveries: a
cybersecurity seminar enhances the internship and job acquisition experiences and networking is
significant in acquiring a cybersecurity position. I also offered two discoveries related to poststructural tenets: a lack of negative comments and in-depth answers regarding their internship
and job acquisition experiences.
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Chapter Six:
Discussion and Recommendations
In this chapter, I discuss my major discoveries in this study. First, I restate the data
analysis process I followed to generate the discoveries. Second, I connect these discoveries to the
a priori questions I devised to guide the inquiry and the extant literature I employed to provide a
foundation for this research. Third, I align the study to the conceptual framework I chose to
undergird the study. Last, I offer implications for future research, recommendations for future
practice, and a conclusion.
Review of Data Analysis Process
Using tenets of reflexive thematic analysis, I followed the five-step process developed by
Braun and Clarke (2006, 2013, 2019) (also see Richards, 2022) to analyze, categorize, interpret,
and generate themes from the raw data:
Step 1.0: Know the Data – data analysis begins when researchers collect data. I
employed face-to-face semi-structured interviews with the study participants to collect the data.
Step 2.0: Code the Data – assign labels to the data. I created an Excel spreadsheet to
assist my analysis when I coded the data. I placed the raw data in one column of the spreadsheet,
analyzed that data, then assigned codes in the column next to the raw data.
Step 3.0: Categorize the Data – group coded data into categories. I further updated the
Excel spreadsheet with the categories of the coded data. I positioned the categories in a column
next to the coded data.
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Step 4.0: Create Themes – generate themes from categories. I inductively generated
themes from the coded data and categories. I further analyzed the coded data and categories, by
reviewing and reflecting on the grouped data in a recursive manner, to generate meaningful
themes. I again updated the Excel spreadsheet with the themes of the categorized data. I situated
the themes in a column next to the categorized data. Table 8 offers an example of the spreadsheet
layout I employed with the types of data in each column.
Table 8
Types of Data in Each Column of Spreadsheet
Column 1

Column 2

Column 3

Column 4

Raw Data
Raw Data
Raw Data
Raw Data

Coded Data
Coded Data
Coded Data

Categorized Data
Categorized Data

Theme

Step 5.0: Interpret the Data/Themes – make meaning of the themes. I aligned the
discoveries to the a priori questions. I then applied Schlossberg’s individual transition theory’s
“4 S’s” Model to interpret the data/themes with my discoveries: situation (i.e., participant’s
decision to prepare for and secure a cybersecurity position), self (i.e., participant’s demographics
and personal characteristics), support (e.g., participant’s support network), and strategies (e.g.,
participant’s plan to acquire a cybersecurity position). These potential resources affect how
transitions change individual’s behavior, role, learning, and perceptions (Anderson et al., 2012).
Discoveries Connected to A Priori Questions
In this section I review and summarize the discoveries of the inquiry through each of the
a priori questions that guided the study.
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A Priori Question #1: How do five Student Veterans Describe Their Graduate Cybersecurity
Internship Experiences?
The first research question focused on student veterans’ perceptions of their graduate
cybersecurity internship experiences. The study participants shared their perspectives on their
internships, from which I was able to generate two discoveries: (1) participants believed
opportunities for developing practical experience are essential for successful participation in an
internship, and (2) participants perceived a flexible internship program is vital to the participants’
schedules and needs for a productive experience.
Discovery #1: Opportunities for Developing Practical Experience are Regarded as
Essential for Successful Participation in an Internship. The study participants defined
practical experiences as applying technical skills, particularly cybersecurity skills, and nontechnical skills, such as leadership and teamwork, in an authentic work environment. The
participants described the technical skills they acquired and applied during their internship as
abilities to encrypt data; operate Splunk (cybersecurity tool for monitoring the computer network
for intrusions); design and build a secure computer network; employ cybersecurity algorithms;
and identify computer network intrusion events. For example, “Delta” had an opportunity to
design and build a secure computer network in order to set up a cyber range (offensive and
defensive cybersecurity wargaming computer network) for practicing cybersecurity, which was
essential to his new position. The participants stated some non-technical skills they acquired and
applied during their internship were removing bias in cyber intelligence reporting; collaborating
in a team environment; and applying supervisory skills. Likewise, “Bravo” had opportunities to
develop supervisory skills while she interned in the Cybersecurity Incident Response Team
(CIRT), which was viewed as helpful when leading the CIRT in her new position. Participants
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described how employers expect entry-level cybersecurity professionals to have some practical
experience and emphasized requiring practical experiences as part of internships are essential.
Discovery #2: A Flexible Internship Program is Viewed as Vital to the Participants’
Schedules and Needs for a Productive Experience. The participants stressed the importance of
a flexible internship program because flexibility allowed them to continue to work with their
current employers and to engage with their families. The participants’ internships were flexible
in a variety of ways: (a) where participants interned (location and type of company to include
current or different employers); (b) internship duration (8 or 16 weeks); (c) level of technical
difficulty (from very technical to non-technical), and whether it was: (d) paid or unpaid, (e) parttime or full-time, (f) on-site or remote, or (g) mentored or self-directed. These options provided
the flexibility participants needed to successfully complete an internship. The participants
viewed flexibility as critical because they all worked full time and had other responsibilities,
including family obligations.
Summary of First A Priori Question. The participants appreciated the flexibility of the
internship allowed them to successfully complete the internship, and the practical experiences
they learned during the internship that assisted them in acquiring a cybersecurity position.
A Priori Question #2: In What Ways do these Student Veterans Perceive Their Graduate
Cybersecurity Internship Experiences as it Relates to Their Transition from Higher Education
into a Cybersecurity Position?
In the second research question I sought to explore student veterans’ graduate
cybersecurity internship experiences as it related to their transitions from higher education into
cybersecurity positions. I identified two discoveries: (1) participants perceived internships
prepared them for successful transition into cybersecurity positions, and (2) participants
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appreciated the additional support from the university, internship location, family, and others, but
this support is not crucial for transition into a cybersecurity position. The latter was contrary to
the extant literature stating student veterans need additional support for their transition to the
civilian workforce. The participants believed they received sufficient support from the
university, internship location, family, and others to acquire a cybersecurity position.
Discovery #1: Internships Prepare Students for Successful Transition into
Cybersecurity Positions. The study participants reported internships provided the practical
experience they needed and boosted confidence in their abilities to conduct cybersecurity work.
In this regard, participants were able to practice cybersecurity in an authentic work environment
with the assistance of a supervisor to ensure safety, quality assurance, and uninterrupted
service/access to computer networks. For instance, “Bravo’s” internship allowed her to practice
cybersecurity incident response and working in a team environment by working in the
Cybersecurity Incident Response Team (CIRT) prior to being hired to manage the CIRT in her
current position. “Delta” designed, built, and operated a secure computer network during his
internship that provided him with the cyber range experience he needed for the position he
acquired following graduation. Thus, the internships allowed participants to practice relevant
practical skills and apply what they learned in the cybersecurity program to work tasks in a
company setting, and gave them the confidence to conduct cybersecurity in an authentic work
environment upon graduation.
Discovery #2: Additional Support from the University, Internship Location, Family,
and Others is Always Appreciated, but not Required for Transition into a Cybersecurity
Position. The study participants took advantage of some of the support available in the program,
such as the university’s veterans’ seminar, access to other student veterans, the university’s
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veteran success office, coworkers, and family resources. For example, family members provided
support by encouraging the participants to complete their degrees and pursue a cybersecurity
career and offering the participants adequate time to complete their studies and internships. The
participants recognized they had more support than they utilized. While they appreciated these
available supports, the fact they did not use them made them aware that certain supports are not
required for their success. “Charlie” and “Delta” both confirmed, “there’s a lot [of support] out
there” and “it’s as good as you could ever hope for in terms of support.”
Summary of Second A Priori Question. The study participants’ perceptions reflected
internship participation contributed to their preparation for the cybersecurity workforce and
contributed to their acquisition of a cybersecurity position. Participants also believed the support
available for internship participation and job acquisition was more than required.
A Priori Question #3: What unique experiences do the student veterans perceive as most
beneficial to their transition from higher education into a cybersecurity position and why?
The purpose of the third a priori question was to explore the unique experiences that
impacted the student veterans’ transition from higher education into a cybersecurity position. My
analysis of unique experiences resulted in the following research discoveries: (1) a cybersecurity
seminar enhances the internship and job acquisition experiences, and (2) networking is
significant importance in acquiring a cybersecurity position.
Discovery #1: A Cybersecurity Seminar Enhances the Internship and Job
Acquisition Experiences. A cybersecurity seminar, not a required course at the university,
facilitated the student veterans’ transitions into cybersecurity positions. The seminar addressed
some of the needs and challenges the participants faced in higher education and as they
transitioned into cybersecurity positions, as discussed in the literature review (e.g., student
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veterans face additional challenges upon graduation with a university degree; finding
employment and transitioning to the workforce (Foster, 2009; Morreale, 2011; Taylor et al.
2015; Veterans Affairs, 2017)). A cybersecurity seminar assists current and future cybersecurity
professionals with cybersecurity issues they encounter whether they are related to education,
training, certifications, jobs, or computer networks. The enrichment of a cybersecurity seminar in
today’s cybersecurity environment cannot be overstated. The need for thousands of cybersecurity
professionals nationwide (e.g., cybersecurity position postings were up 74% between 2010 and
2015, while there are over 200,000 continuously unfilled cybersecurity positions in the United
States, with an expected growth projection of 28% by 2026 (Peninsula Press, 2015; Kroll,
2019)), indicates a cybersecurity seminar can help bridge the gap between higher education and
the cybersecurity workforce by allowing open communication and frank discussions with
cybersecurity industry partners as they pursue a cybersecurity degree.
Discovery #2: Networking is Significant in Acquiring a Cybersecurity Position.
Some of the challenges veterans face when transitioning to the civilian workforce, as identified
in the review of literature (e.g., nearly half of veterans say one of their biggest challenges is
finding a position (Kukla et al., 2015; Sayer et al., 2014, Veterans Affairs, 2018)), can be
addressed through networking. Cybersecurity student veterans seeking a cybersecurity position
benefitted from someone they knew or met who assisted them in acquiring a cybersecurity
position. A common phrase when people are job hunting is, “it is all about who you know.” In
this student veteran context, the “who” applied to fellow student veterans, friends, family,
coworkers, professors, and recruiters. The participants networked with these individuals during
the degree program and internship to help find and acquire their cybersecurity positions postgraduation. Networking was key to acquiring a cybersecurity position.
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Summary of Third A Priori Question. In short, student veterans who participated in a
cybersecurity seminar and engaged in networking viewed these experiences as most beneficial
for successful transition into cybersecurity positions upon graduation. As such, the cybersecurity
seminar and networking were two experiences that were singled out as contributing the most to
their successful transition into cybersecurity positions outside of the internship itself.
Discoveries Relation to Extant Literature
The participants of this study were student veterans. Student veterans are considered
nontraditional students. Their age, gender, race, skills, knowledge, past education, work
experience, military/wartime experience, family responsibilities, socio-cultural background, and
lived experiences create some unique challenges and needs (Anderson & Goodman, 2014). In
this study, the participants were older than the average graduate student with a statistical mean
age of 49 years compared to 33 years. The gender divide was evident, four males to one female.
The race imbalance is obvious as well, four Caucasians and one Hispanic. All five participants
served in different service branches of the military, and all had different positions in the military.
Two participants served in the military several years and three served over 20 years. Four
participants had completed their military service for several years and one had completed their
military service 20 years ago. These demographics show they had different military experiences.
Their diverse backgrounds are representative of graduate student veterans in a cybersecurity
degree program. Studies show these unique challenges and needs affect their academic and job
acquisition success (Ackerman et al., 2009; Burnett & Segoria, 2009; Lokken et al., 2009;
O’Herrin, 2011). This study indicates despite these unique challenges and needs, the participants
were successful academically and in acquiring a cybersecurity position, and underscores the role
of the internship as a major part of their success.
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Discovery #1: Opportunities for Developing Practical Experience are Regarded as
Essential for Successful Participation in an Internship. Internships provide practical
experience that can facilitate their career readiness and post-graduation success (Dey &
Cruzvergara, 2014). One of the main purposes of an internship is to receive practical experience,
to acquire and apply technical and non-technical skills. Internships in higher education offer a
practical pathway for student veterans to apply their military skills and their newly-acquired
technical and non-technical skills in an employable, high-demand field such as cybersecurity
(Department of Homeland Security, 2017). All participants emphasized the importance of
practical experience, which aligns with findings from the literature. That component of the
internship enhanced their learning and prepared them for employment, because the cybersecurity
industry prefers hiring individuals with practical experience. This study reinforces the need for
practical experience prior to entering the cybersecurity workforce.
Discovery #2: A Flexible Internship Program is Viewed as Vital to the Participants’
Schedules and Needs for a Productive Experience. Prior research has shown veterans tend to
interact less with instructors and are less apt to participate in internships unless required (Taylor
et al., 2015). Because student veterans are nontraditional students with unique challenges and
needs, as highlighted in the literature, a flexible internship program allows for them to participate
in experiential learning, whereas a rigid internship program might impede their access
(Ackerman et al., 2009; Burnett & Segoria, 2009; Lokken et al., 2009; O’Herrin, 2011).
Participants suggested a flexible internship program led to their successful completion of an
internship, thereby acquiring a cybersecurity position.
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Discovery #3: Internships Prepare Students for Successful Transition into
Cybersecurity Positions. Previous studies suggest veterans’ successful reintegration into society
includes being employed (Kukla et al., 2015; Sayer et al., 2014; Veterans Affairs, 2018).
Morreale (2011) noted the transition from military to civilian life can be challenging and may be
different for each veteran. Student veterans’ career success is distinctive compared to the
traditional student population because of their military experience (American Council on
Education, 2011; Bonar & Domenici, 2011; Ghosh & Fouad, 2016; Glasser et al., 2009; Griffin
& Gilbert, 2015; Mares & Rosencheck, 2004; Schupp, 2009). This study highlighted how some
of the cybersecurity and soft skills participants learned during their degree program and
internships transferred to the cybersecurity workforce. Although I cannot generalize the
discoveries of this study to other career fields or student populations, the information gleaned
from this inquiry harmonize with related literature about the benefits of preparing student
veterans for the cybersecurity workforce. Internship participation in cybersecurity degree
programs prepares student veterans for their higher education to cybersecurity position transition.
Discovery #4: Additional Support from the University, Internship Location, Family,
and Others is Always Appreciated, but not Required for Transition to a Cybersecurity
Position. Studies report student veterans face additional challenges—beyond those of traditional
students, such as—finding employment and transitioning to the workforce (Foster, 2009;
Morreale, 2011; Taylor et al., 2015; Veterans Affairs, 2017). Molinsky and Pisman (2019) found
graduates described the transition from higher education to the workforce as disorienting,
confusing, overwhelming, exhausting, and dissatisfying. For student veterans, these emotions
may stem from their lack of experience searching, applying, and interviewing for a civilian
position (Veterans Affairs, 2017). For instance, it has been reported some veterans never had the
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need to create a resume and struggled with how to translate and apply their military skills to a
civilian job application (Veterans Affairs, 2017). Similarly, some veterans struggle with the lack
of structure, or ambiguous organization in the civilian workforce as compared to the clear chain
of command and structure within the military (Veterans Affairs, 2017). The literature states
student veterans need more support when transitioning from higher education to the civilian
workforce, but this study found the program generally provided even more support than students
needed. These supports might have occurred because the previous studies suggested to increase
support to student veterans (e.g., Griffin and Gilbert’s (2015) study demonstrated how higher
education institutions can facilitate successful veterans’ transitions to the civilian workforce).
This study illuminated there is more-than-adequate support available to student veterans at this
university, and elsewhere, e.g., the VA, at this time. As such, this university is considered a
veteran-friendly university and the university’s veterans services office has been recognized for
its support to the student veterans.
Discovery #5: A Cybersecurity Seminar Enhances the Internship and Job
Acquisition Experiences. I identified two studies in the extant literature that recommended
developing cybersecurity seminars, one for cybersecurity doctoral students (Wang, 2018) and
one based on a survey of adults about cybersecurity education (Breitinger et al., 2018). At that
time, I could not discern any studies that focused on veterans’ cybersecurity seminars. I
identified the finding: “a cybersecurity seminar enhances the internship and job acquisition
experiences,” as a gap in the literature. According to my research, the veterans’ cybersecurity
seminar was a major catalyst to the participants’ success throughout the degree program, during
their internship, and when acquiring a cybersecurity position. The cybersecurity seminar
provided counseling and coaching in a forum not available elsewhere. This study suggests
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cybersecurity seminars are beneficial to future and current cybersecurity professionals in the
cybersecurity industry.
Discovery #6: Networking is Significant Importance in Acquiring a Cybersecurity
Position. There is a plethora of literature on networking and the benefits of networking when
seeking employment (Van Hoye et al., 2009). This discovery was no surprise when I explored
the participants’ unique experiences that affect a cybersecurity job search. The participants were
able to network with individuals who assisted them in acquiring their current positions. All five
participants networked, confirming networking assists students to acquire cybersecurity
positions. Although networking was the key for these participants to acquire cybersecurity
positions, it was their overall resumes, which included their military service, experience, and
education, that ultimately secured their positions. This study supports student veterans’
networking when acquiring a cybersecurity position.
Study Alignment to Conceptual Framework
The conceptual framework, Schlossberg’s Transition Theory “4 S’s” Model (see Figure
5), guided the data collection and analysis of this research. The discoveries were aligned to the
“4 S’s” Model: situation (i.e., participant’s decision to prepare for and secure a cybersecurity
position), self (i.e., participant’s demographics and personal characteristics), support (e.g.,
participant’s support network), and strategies (e.g., participant’s plan to acquire a cybersecurity
position). These potential resources affect how the transition changes the individual’s behavior,
role, learning, and perceptions (Anderson et al., 2012). This study’s alignment to the “4 S’s”
Model is provided in Table 9. The following sections summarize the participants’ situation, self,
support, and strategies for this study.
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Figure 5
Schlossberg’s Individual Transition Theory Model with “4 S’s” Model Highlighted

Note. Adapted from Anderson et al. (2012, p. 39)
“4 S’s” Model - Situation
The participants’ situation in this study was the decision to pursue a cybersecurity
position. The participants all had families and full-time non-cybersecurity positions. Because of
their military service and need to serve, they viewed cybersecurity as a way of continuing to
defend the nation. They all knew cybersecurity was a career field with considerable position
openings and good renumeration. These factors motivated their decisions to pursue cybersecurity
positions. Veterans transition to civilian life following the military by pursuing higher education
or seeking civilian employment. In some cases, they do both, as in this case. The participants
determined a graduate degree in cybersecurity would be the way they would make the transition
to cybersecurity positions. They were aware completing an internship was a required part of the
graduate cybersecurity degree program. The internship prepared the student veterans for their
anticipated transition into a cybersecurity position. They utilized their experiences, knowledge,
education, practical experience—technical and non-technical skills acquired and applied during
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their internship, supports available to them, and networking to acquire a cybersecurity position.
During the interviews, I sensed their positive outlook on their transitions. The participants’
situation assisted in their successful transition from higher education into a cybersecurity
position. This resource was an asset and supports the construct of the conceptual framework.
“4 S’s” Model - Self
The study participants’ demographic information was their age, gender, race, branch of
service, military occupation, years served in the military, and years out of the military. The
participants’ demographics are representative of student veterans in a graduate cybersecurity
degree program (Deloitte, 2021). Their personal characteristics consisted of leadership, team
player, hard-working, dedicated, security-focused, optimistic, proud, motivated, and confident.
The participants stated some of the characteristics are a result of their military service, while
others were developed during their degree program and internship. These characteristics and
previous challenging transitions helped prepare them for their career transitions (Gordon &
Lavallee, 2012). During the interviews, I sensed how proud the participants were to be veterans.
They discussed their military careers with pride in their voices. The participants’ self assisted in
their successful transition from higher education into a cybersecurity position. This resource was
an asset, and its contribution supports the construct of the conceptual framework. For this study,
veteran status was added to the self construct of the framework.
“4 S’s” Model - Support
As listed in Table 6, there were many supports assisting the student veterans’ transition
into a cybersecurity position: veterans’ seminar, professors, advisors, fellow students, veteran
success office, career services, supervisors, mentors, coworkers, spouses, fiancés, boyfriends,
girlfriends, children, parents, and friends. The cybersecurity veterans’ seminar was the support

97

mentioned most frequently in the interviews. The student veterans utilized most available
supports to some degree, but according to the participants additional supports were not necessary
because they were self-motivated and did not need further outside assistance. The participants
stated, between the internship supports and other supports available to them, they received morethan-adequate support for their transitions. The participants’ support assisted in their successful
transition from higher education into a cybersecurity position, although they believed they did
not need the additional support. This resource, although they said they did not need the
additional support, was also an asset and supports the construct of the conceptual framework.
Again, the veteran-specific support networks were added to this framework.
“4 S’s” Model - Strategies
The study participants’ strategies included their plans to acquire a cybersecurity position.
All five participants planned to participate in a cybersecurity degree program and internship in
order to acquire a cybersecurity position. The participants’ applied specific methods, i.e.,
networking and posting to employment websites, to acquire cybersecurity positions. Networking
was the primary method employed. They networked by using connections with coworkers,
family, friends, and others. They also used employment websites such as LinkedIn and USAJobs
to assist in acquiring their cybersecurity positions. The participants indicated they were
motivated to defend the nation in cyberspace and determined to find high-wage cybersecurity
positions. The participants’ strategies assisted in their successful transition from higher
education into a cybersecurity position. This resource was an asset and also supports the
construct of the conceptual framework.
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“4 S’s” Model - Summary
In Summary, as described in Table 9, the study participants’ situation, self, support, and
strategies allowed for a successful transition from higher education into a cybersecurity position,
which supports the conceptual framework for this study, as these resources were assets to their
transitions. In addition, I believe their optimistic, proud, motivated, and confident demeanors led
to their successful transition through the internship into their cybersecurity positions.
Table 9
Study Alignment to the “4 S’s” Model
Situation

Self

Support

Strategies

Decision to prepare for
and secure a
cybersecurity position:

Demographics:

Support Networks:

Plan to acquire a
cybersecurity position:

-Veteran
-Age range:
--46-52
-Gender:
--4 Male, 1 Female
-Race:
--4 Caucasian, 1
Hispanic
-Various military
services and
occupations

-Veterans’ Seminar
-Professors
-Advisors
-Fellow Students
-Veteran Support
Office
-Career Services
-Supervisors
-Mentors
-Coworkers
-Spouses
-Fiancés
-Boyfriends
-Girlfriends
-Children
-Parents
-Friends

-Decided to learn
cybersecurity by
participating in a
graduate cybersecurity
degree program with an
internship requirement
for career transition
-Decided to transition
to a cybersecurity
position upon
graduation

Personal
Characteristics
Expressed:
-Leadership
-Team player
-Hard-working
-Dedicated
-Security-focused
-Optimistic
-Proud
-Motivated
-Confident

-Complete a cybersecurity
degree and internship
Specific methods used to
acquire cybersecurity
position:
-Networking:
--Utilized connections with
coworkers, family, friends,
and others
-Post on employment
websites:
--Utilized sites such as
LinkedIn, USAJobs,
university internship/career
website

Study Supported
Griffin and Gilbert’s (2015) study, Better transitions for troops: An application of
Schlossberg's transition framework to analyses of barriers and institutional support structures
99

for student veterans (Griffin & Gilbert, 2015), demonstrated how higher education institutions
can facilitate successful veterans’ transitions to the civilian workforce. This descriptive
exploratory study advances Griffin and Gilbert’s (2015) research by focusing on how internships
in a graduate cybersecurity degree program assists in the transition into cybersecurity positions. I
explored how internships and other sources provided support and strategies to prepare student
veterans’ (self) for their anticipated transition into a cybersecurity position (situation). In this
study, I found internships provide student veterans with an overall positive experience in
acquiring and applying the necessary skills (technical and non-technical) and knowledge for a
cybersecurity position and that the job acquisition process was different for each participant.
Regardless, the internship is beneficial to the process.
Implications for Future Research
This research contributes to the scant existing literature by illuminating the cybersecurity
internship and job acquisition transition experiences of student veterans. The discoveries from
this study suggest several possible directions for further research. I concluded participating in an
internship helps student veterans transition into cybersecurity positions. It is possible this might
hold true for other types of students seeking to enter cybersecurity positions. A study of nonveteran cybersecurity students participating in cybersecurity internships might be needed.
Research on internship and transition experiences can be conducted on other student populations,
e.g., undergraduate, race-based, gender-based, etc. to determine the effectiveness of internships
on their transitions into cybersecurity positions.
I also concluded participating in a graduate cybersecurity internship facilitates transitions
into cybersecurity positions. It is possible this discovery might hold true for other levels of
higher education and fields of study. Research on internship and transition experiences can also
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be conducted on other contexts, instead of a graduate cybersecurity internship, e.g.,
undergraduate cybersecurity internships, intelligence studies internships, information technology
internships, etc. to determine if internships are beneficial for other levels of higher education and
other fields of study.
Further research on the benefits of cybersecurity seminars in universities might be
warranted. Researchers might investigate more deeply the ways a cybersecurity seminar might
prepare students for the cybersecurity industry. It might be useful to explore the benefits of
cybersecurity seminars outside of universities as well.
More research is needed to understand the effectiveness of cybersecurity internships in
helping individuals acquire cybersecurity positions.
Recommendations for Future Practice
This study also provides recommendations and suggestions for future practice. These
recommendations and suggestions might improve veterans’ transitions to the civilian workforce,
especially for those interested in pursuing a graduate cybersecurity degree leading to a
cybersecurity career. My first recommendation is for student veterans to participate in
internships, if available. In this study, the student veterans indicated participation in an internship
helped them acquire and apply technical and non-technical skills and supported their transitions
from the military to the civilian workforce. This trend represents an opportunity to boost and
broaden preparation of underrepresented student groups in cybersecurity such as student
veterans.
My analysis of the data suggests participation in a graduate cybersecurity internship
might assist student veterans’ transitions into cybersecurity positions. Universities with graduate
cybersecurity programs might consider offering internships, if they are not currently doing so. As

101

such, this study might serve as rationale for increasing the quantity and quality of cybersecurity
internships. Universities might benefit by providing internship programs to other fields of study
and use this “opportunity to participate in an internship” as a recruiting tool.
The data also suggests participation in an internship might assist student veterans’
transitions to the civilian workforce. University veteran services offices might be able to assist in
providing internships to student veterans, thereby assisting veterans transitioning from the
military to the civilian workforce through higher education. University veteran services offices
should, if not doing so, coordinate with companies offering internships to veterans and make
them available to university student veterans.
Based on the discoveries from this study, I recommend cybersecurity seminars for all
cybersecurity degree programs. Cybersecurity seminars might also benefit other communities
with future and current cybersecurity professionals. This might be an inexpensive way to help
increase the number of cybersecurity professionals that are needed right now.
This research contributes to an understanding of how student veterans experience
cybersecurity internships and their perspectives on transitioning to employment upon graduation.
By exploring a graduate cybersecurity degree program at a nationally recognized university other
researchers might be able to conduct this descriptive exploratory study at other universities.
Conclusion
Most prior research on veterans’ military to civilian career transition has focused on
deficiency and dysfunction (Bullock et al., 2009; Haynie & Shepherd, 2011). Although it is
necessary to recognize these issues, there is minimal information dedicated to exploring the
elements associated with the success of veterans transitioning to the civilian workforce (Batka &
Hall, 2016; Fink et al., 2014). There is also scarce extant literature on the role of internships in
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helping student veterans prepare for and acquire a job (DiRamio et al., 2008). With the addition
of the present research, the literature now includes a descriptive exploratory study on how a
graduate cybersecurity degree program internship played a role for student veterans transitioning
into cybersecurity positions.
In summary, the purpose of this study was to explore the internship experiences of
student veterans who completed a graduate cybersecurity degree program and the role of
internships in preparing and transitioning student veterans into cybersecurity positions. This
qualitative descriptive exploratory inquiry contributes to the minimal information on how student
veterans experience cybersecurity internships and their perspectives on transitions to
employment upon graduation. Furthermore, unlike most prior studies, this research highlighted
the positive aspects of student veterans transitioning into cybersecurity positions. As such, these
participants all had positive experiences with their internships and cybersecurity job acquisitions.
This study also confirms internships provide many benefits to an intern: career exploration,
leadership and skills development, networking and establishing mentors and references, and
resume enhancements (Pomerantz Career Center, 2020).
This inquiry adds to the extant literature because discoveries indicate (1) opportunities for
developing practical experience are regarded as essential for successful participation in an
internship; (2) a flexible internship program is viewed as vital to the participants’ schedules and
needs for a productive experience; (3) internships prepare students for successful transition into
cybersecurity positions; (4) additional support from the university, internship location, family,
and others is always appreciated, but not required for transition into a cybersecurity position; (5)
a cybersecurity seminar enhances the internship and job acquisition experiences; and (6)
networking is significant in acquiring a cybersecurity position.
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Appendix B
Interview Script
Research Study Topic: Internship and Job Acquisition Experiences of Veterans in a Graduate
Cybersecurity Degree Program
Thank you for agreeing to participate in this interview. I am Stephen Gary and I am conducting a
study on the “Internship and Job Acquisition Experiences of Veterans in a Graduate
Cybersecurity Degree Program.”
The research questions for this study are:
1. How do student veterans describe their graduate cybersecurity internship experiences?
2. In what ways do student veterans perceive their graduate cybersecurity internship
experiences as it relates to their transition from higher education to the cybersecurity
workforce?
3. How do contextual factors affect the student veterans’ transition from higher education to
the cybersecurity workforce?
My goal is to understand how student veterans in higher education experience internships in
cybersecurity and the role of participation in internships has on transitioning to the civilian
workforce. The information you provide will help me offer recommendations for improving
veterans’ transitions to the civilian workforce, especially those who are interested in pursuing a
graduate cybersecurity degree program leading to a cybersecurity career.
I will start with some demographic and background questions for context. Then, I will ask you
some questions about your internship experience, followed by questions about the process for
landing a job in cybersecurity.
Your participation in this interview is voluntary. If you no longer want to participate in this
interview or want to stop the interview at any time, please let me know. Your participation in this
study will be anonymous. I will assign a codename in place of your real name to ensure
anonymity. Your data will be confidential. I will lock all your data, to include recordings and
transcripts, and consent forms, in separate office drawers. I will be the only person who knows
your identity.
I will be recording this interview. Do you have any concerns about me recording this interview?
Do I have your permission to start the interview?
Let us begin the interview…

116

We will start with questions about your Demographics:
1.
2.
3.
4.
5.
6.

How old are you?
What gender do you identify as?
What race/ethnicity do you identify as?
In what branch(es) of service did you serve?
How many years did you serve?
What was your occupation in the military?
a. Did you have a cybersecurity or cybersecurity-related occupation?
b. IF SO, how were you assigned to that occupational role in the military?
i. What were your major duties in the cybersecurity-related role?
ii. How were you trained for that role?
c. IF NOT, what made you choose cybersecurity as your career path?
7. How many years have you been out of the military?
8. What did you do after the military and before enrollment in the graduate cybersecurity
program?
9. When did you start the graduate cybersecurity degree program? When did you finish?
10. Which cybersecurity concentration were you in? Cyber Intelligence, Digital Forensics,
Information Assurance, or Computer Security Fundamentals?
a. What made you decide on your area of concentration?
Now we will transition to questions about your Cybersecurity Internship:
11. How did you learn about the internship in the graduate cybersecurity program?
a. If the participant learned about the internship before enrollment: Was the
internship a motivator for selecting the graduate cybersecurity program?
b. What was your view of an internship at that time in terms of value-added to the
program?
12. What were the requirements for the internship?
13. Tell me about the process for identifying and landing an internship.
14. How were you prepared for the internship in the graduate cybersecurity program?
15. When did you start the internship? When did you finish? Was it considered an 8- or 16week internship?
16. What did you do for your internship?
a. Was the internship considered: technical or non-technical?
b. paid or unpaid?
c. part-time or full-time?
d. on-site/physical or a remote/virtual?
e. mentor-led/supervised or self-directed?
17. Walk me through your cybersecurity internship: What happened in preparation for and
during participation?
a. After you learning about your internship, what did you do to get ready for
participation?
b. How did the internship work? Did you work with a supervisor and/or in a team
environment? What kind of work were you assigned?
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c. Did you learn new skills? If so, what skills?
d. Besides skills, were there any other areas in your professional development that
were helpful?
e. If any, what is the most memorable experience that you had during your
internship?
18. What support did you receive during the internship from the university, the internship
site, family, or others?
a. Was there support you would have liked to have had during your internship?
b. Was there anything that your internship could have done to better prepare you for
a cybersecurity job?
19. How would you rate your internship experience on a scale of 1 to 10?
a. How come you chose that rating?
Now we will transition to questions about your Cybersecurity Job Acquisition:
20. Are you currently employed in a cybersecurity job?
a. IF SO, is your current employment a result of your internship?
b. IF NOT, why not?
c. What do you do in your current job?
21. Tell me how you went about acquiring a job in cybersecurity upon completing the
internship and program.
a. What approach(es) did you use to land a cybersecurity job?
i. Did you acquire a job with no outside help by submitting an application
and/or resume directly to the employer, did you work with a recruiting
agency, or were you recruited by the employer? If none of these, how?
b. How would you rate your job acquisition experience on a scale of 1 to 10?
i. How come you chose that rating?
c. What support did you receive from the university, the internship site, family, or
others when looking for a job?
d. Describe your perceived strengths and weaknesses during the acquisition of a
cybersecurity job.
e. If you were to do it all over again, what would you do differently in preparing and
searching for cybersecurity job?
f. Were there other supports you would have liked to have had while looking for a
job?
22. How prepared were you for transitioning to the cybersecurity workforce?
a. Tell me what you believe prepared you the most.
b. Tell me what could have prepared you better.
c. In what ways, if any, did the internship prepare you for your cybersecurity job?
23. Looking back at your experience in the cybersecurity program and internship, can you
think of any suggestions for improvement?
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Thank you again for participating in this interview study. Again, my goal is to learn as much as I
can about your internship and job acquisition transition. Is there anything else you would like to
add to help me understand your internship and job acquisition experiences and perceptions?
If you have any questions or concerns, please do not hesitate to contact me.
This concludes the interview.
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Appendix C
Informed Consent

Informed Consent to Participate in Research Involving Minimal Risk
Information to Consider Before Taking Part in this Research Study
Title: Internship and Job Acquisition Experiences of Veterans in a Graduate
Cybersecurity Degree Program
Study # STUDY 1658
Overview: You are being asked to take part in a research study. The information in this
document should help you to decide if you would like to participate. The sections in this
Overview provide the basic information about the study. More detailed information is
provided in the remainder of the document.
Study Staff: This study is being led by Stephen Gary who is a PhD Candidate at/in USF’s
College of Education. This person is called the Principal Investigator. He is being guided
in this research by Dr. Victor Hernandez-Gantes. Other approved research staff may act
on behalf of the Principal Investigator.
Study Details: This study is being conducted at The Undercroft or at a location convenient
to the participants and is supported by USF’s Career and Workforce Education. The purpose
of this study is to gain an understanding of the cybersecurity internship and cybersecurity
job acquisition experiences of student veterans in a graduate cybersecurity degree program.
This study will include a single, one-on-one, ~one-hour, face-to-face, semi- structured
interview.
NOTE: If COVID-19 is still active when the face-to-face interview is scheduled, all
necessary precautions will be taken (i.e., masks, six-foot spacing, and hand sanitizer). The
research helps to increase our awareness and understanding of the internship and job
acquisition experiences of student veterans, in particular student veterans who are in a
graduate cybersecurity degree program.
Subjects: You are being asked to take part because you are a student veteran who
completed a cybersecurity internship in a graduate cybersecurity degree program.
Voluntary Participation: Your participation is voluntary. You do not have to participate
and may stop your participation at any time. There will be no penalties or loss of benefits
or opportunities if you do not participate or decide to stop once you start. Your decision to
participate or not to participate will not affect your job status, employment record,
employee evaluations, or advancement opportunities. Your decision to participate or not
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to participate will not affect your student status, course grade, recommendations, or access
to future courses or training opportunities.
Benefits, Compensation, and Risk: We do not know if you will receive any benefit from
your participation. There is no cost to participate. You will, however, be compensated
with a $20 gift card to Starbucks for your participation. This research is considered
minimal risk. Minimal risk means that study risks are the same as the risks you face in
daily life.
Confidentiality: Even if we publish the findings from this study, we will keep your study
information private and confidential. Anyone with the authority to look at your records
must keep them confidential.
Why are you being asked to take part?
As student veterans, a unique non-traditional student population, you may provide valuable
insight into internships and job acquisition for other student veterans and non-veteran
students alike.
Study Procedures:
If you agree to participate, you will be participating in a one-phase interview.
NOTE: If COVID-19 is still active when the face-to-face interview is scheduled, all necessary
precautions will be taken (i.e., masks, six-foot spacing, and hand sanitizer). The interview will
consist of closed and open-ended questions regarding your internship and job acquisition
experiences. Please answer the questions thoroughly and thoughtfully. There are no right or
wrong answers, as this is not a test, but an interview of your thoughts, experiences, opinions,
and perceptions. The interview will last approximately one hour. During the interview, The
Principal Investigator (PI) will ask the interview questions in order and collect the data using
Apple’s Enhanced Dictation, which provides real-time transcription of the interview, and a
digital recorder as a backup. Immediately upon completion of the interview, the PI will offer all
participants an opportunity to add or remove information from what they have said during the
interview. After the interview, the PI will review the transcriptions for accuracy. The PI will
back up and encrypt the transcriptions on a USB thumb drive and store it in a locked drawer in
my office along with the digital recorder and any notes. The USB thumb drive, any recordings,
and any notes will be destroyed within 5 years of the IRB application.
Total Number of Subjects
Up to six individuals will take part in this study at USF.
Alternatives / Voluntary Participation / Withdrawal
You do not have to participate in this research study. You should only take part in this study if
you want to volunteer. You should not feel that there is any pressure to take part in the study.
You are free to participate in this research or withdraw at any time. There will be no penalty or
loss of benefits you are entitled to receive if you stop taking part in this study. Your decision to
participate or not to participate will not affect your student status, course grade,
recommendations, or access to future courses or training opportunities.
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Benefits
You will receive no benefit(s) by participating in this research study.
Risks or Discomfort
This research is considered to be minimal risk. That means that the risks associated with this
study are the same as what you face every day. There are no known additional risks to those
who take part in this study.
NOTE: Exposure to COVID-19 is a risk we are currently facing. There is no guarantee that you
will not be exposed to the virus during a face-to-face interview.
Compensation
You will be compensated with a $20 gift card to Starbucks if you complete the scheduled study
visit. If you withdraw for any reason from the study before completion your data will be deleted
and you will still be compensated with a $20 gift card to Starbucks. Again, there will be no
penalty or loss of benefits you are entitled to receive if you stop taking part in this study. If you
do not want to complete the taxpayer ID form you can still participate in the study, however if
the form is not completed you will not be compensated.
Costs
It will not cost you anything to take part in the study.
Privacy and Confidentiality
We will do our best to keep your records private and confidential. We cannot guarantee
absolute confidentiality. Your personal information may be disclosed if required by law.
Certain people may need to see your study records. These individuals include:
• The research team, including the Principal Investigator/study coordinator
and research faculty/committee.
• Certain government and university people who need to know more about the
study. For example, individuals who provide oversight on this study may need to
look at your records. This is done to make sure that we are doing the study in the
right way. They also need to make sure that we are protecting your rights and
your safety.
• The USF Institutional Review Board (IRB) and its related staff who have
oversight responsibilities for this study, and staff in USF Research Integrity and
Compliance.
Your information or samples collected as part of the research, even if identifiers are
removed, will NOT be used or distributed for future research studies.
We may publish what we learn from this study. If we do, we will not include your name. We
will not publish anything that would let people know who you are.
What if new information becomes available about the study?
During the course of this study, we may find more information that could be important to you.
This includes information that, once learned, might cause you to change your mind about
being in this study. We will notify you as soon as possible if such information becomes
available.
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You can get the answers to your questions, concerns, or complaints.
If you have any questions, concerns or complaints about this study, call Stephen Gary at 813974-3520. If you have questions about your rights, complaints, or issues as a person taking part
in this study, call the USF IRB at (813) 974-5638 or contact by email at RSCH-IRB@usf.edu.
Consent to Take Part in Research
I freely give my consent to take part in this study. I understand that by signing this form I am
agreeing to take part in research. I have received a copy of this form to take with me.
_______________________________________________________________
Signature of Person Taking Part in Study

Date

_______________________________________________________________
Printed Name of Person Taking Part in Study
Statement of Person Obtaining Informed Consent and Research Authorization
I have carefully explained to the person taking part in the study what he or she can expect from
their participation. I confirm that this research subject speaks the language that was used to
explain this research and is receiving an informed consent form in their primary language. This
research subject has provided legally effective informed consent.
_______________________________________________________________
Signature of Person Obtaining Informed Consent
_______________________________________________________________
Printed Name of Person Obtaining Informed Consent
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____________
Date

Appendix D
Recruitment Email
SUBJECT: Research Study Participation Request

Dear NAME,
I hope all is well. I am conducting a research study on “Internship and Job Acquisition
Experiences of Veterans in a Graduate Cybersecurity Degree Program” (STUDY 1658) and was
hoping you would consider participating. The purpose of this exploratory study will be to
examine the internship experiences of student veterans who completed a graduate cybersecurity
degree program to explore the role internships play on their preparation for their transition into
the workforce. The selection criteria are: (1) a veteran (a person who served in the military and
was discharged, retired, or released from the military under conditions other than dishonorable),
(2) graduate of the M.S. in Cybersecurity program, (3) completed an internship, and (4) a
willing participant in the study. A single ~one-hour face-to-face interview is required for
participation. If you are interested in participating or would like to find out more information
about the study, please reply to this email. If selected for this study, we can schedule a time to
conduct the interview at The Undercroft in Ybor or at a location of your convenience. Those
who participate in this research study will receive a $20 gift card to Starbucks.
NOTE: If COVID-19 is still active when the face-to-face interview is scheduled, all necessary
precautions will be taken (i.e., masks, six-foot spacing, and hand sanitizer).
Sincerely,
Stephen Gary
Principal Investigator
PhD Candidate, Career and Workforce Education
Department of Leadership, Counseling, Adult, Career, and Higher Education
College of Education
University of South Florida
813-974-3520
sgary@usf.edu

124

