Abstract. Fingerprint classification is a key issue in automatic fingerprint identification systems. It aims to reduce the item search time within the fingerprint database without affecting the accuracy rate. In this paper an heuristic approach using only the directional image information for the training dataset selection in fingerprint classification tasks is described. The method combines a Fuzzy CMeans clustering method and a Naive Bayes Classifier and it is composed of three modules: the first module builds the working datasets, the second module extracts the training images dataset and, finally, the third module classifies fingerprint images in four classes. Unlike literature approaches using a lot of training examples, the proposed approach requires only 18 directional images per class. Experimental results, conducted on a consistent subset of the free downloadable PolyU database, show a classification rate of 87.59%.
Introduction
The new emerging market of mobile users rapidly grows, influencing several scenarios such as commercial, banking, and government applications. As result, secure access system design [1] and high response speed are currently the main issues. In this field, fingerprint authentication and classification systems represent a valid solution.
The identification process performed in a database divided in classes is fast, since the number of the needed comparisons can be reduced by searching the fingerprint only in the same class of the database In this paper, an heuristic approach to optimize the training phase in fingerprint classification tasks is proposed. It is inspired by the works described in [14] and [15] , and it uses only the directional image information [3] . Every element in the directional image represents the local orientation of the fingerprint ridges in the original grayscale image (Figure 1) . With more details, the proposed approach combines a Fuzzy C-Means clustering method and a Naive Bayes Classifier, and it is composed of three modules. The first module, Datasets Building, builds the working datasets; the second module, Training Dataset Extraction, extracts the dataset of training images; the third module, Fingerprint Classification, classifies a fingerprint image into one of the following NIST standard classes: Left Loop, Right Loop, Tented Arch and Whorl (Plain Loop and Central Pocket Loop) [16] . Unlike literature approaches using a lot of training examples, the proposed one requires only the use of 18 directional images per class. Experimental results, conducted on a consistent subset of the free PolyU (Hong Kong Polytechnic University) database [17] , show a classification rate of 87.59%.
Fig. 1. Example of a fingerprint image with the related directional image
The paper is structured as follow. Section 2 reports the main literature works on fingerprint image classification. Section 3 describes the proposed approach. Section 4 outlines the experimental results. Finally, conclusions and future works are reported in section 5.
Related Works
Many classification approaches have been proposed in literature and many researchers are still working in this field. Below, some of these works are briefly reported. Ballan et al. in [3] reduce image distortion and contrast, before computing the fingerprint directional image on NIST database [16] . Successively, they extract singular points and classify the fingerprint using topological and numerical considerations about these points. Maio and Maltoni in [5] compute a relational graph, summarizing the fingerprint macro-structure, from the segmentation of the directional image. The obtained graph is compared with model graphs in order to classify the fingerprint. They don't say which database they used. Patil and Suralkar in [6] use a neural
