Abstract-Vehicular communication is regarded as a key technology in improving road safety. The most promising approach is the creation of Vehicular Ad Hoc Networks (VANETs), autonomous networks managed without any fixed infrastructure. Because of their specific properties and range of applications, VANETs require the development of new wireless communication standards and protocols, and routing in VANETs is still a challenging issue. We present here a realistic networking simulator for VANETs, in which two existing protocols are combined for increased routing efficiency. We first present the state of the art regarding VANETs and the concerned protocols. Then we focus on the implementation of the project, before analyzing the simulation results. We conclude that this combination of protocols is promising enough to bring future research in this direction and perhaps lead to an effective implementation.
I. INTRODUCTION
In the past few years, automobile industry has attached more and more importance to the research on Vehicular Ad Hoc Networks (VANETs). Car manufacturers try to increase the intelligence of cars in order to support, release and entertain the driver in means of safety and driving comfort.
The automobile industry is spurred by the growing acceptance of Wireless LANs in office and home areas, and their growing performance, number of applications, and devices. This will serve as a basis for the deployment of vehicular ad hoc networks based on cheap standard hardware and established software. Communicating cars spanning an autonomous network can lead to a huge diversity of possible applications for both driver assistance and economy. Also, the purpose of saving lifes and reducing road facilities in EU is a very good reason to promote this technology [1] .
However, establishing an efficient and reliable network between fast moving vehicles raises many challenges. One of the most complex is the design of an efficient routing protocol, compliant with both critical safety and comfort applications requirements. Many approaches have been considered to solve this problem, but each of them has its advantages and drawbacks, and is usually satisfactory only in some specific scenarios.
The purpose of this work is to create a realistic networking VANET environment simulator and combine two efficient routing protocols for VANETs in order to have a fully working network stack compatible with the widest range of vehicle applications.
In section 2 we will present the state of the art in the field of VANETs and geographical routing and explain the principles and characteristics of the network protocols and services on which this work is based. Then section 3 will develop our approach of the problem and the corresponding steps of our implementation, before we proceed in section 4 to the simulation results and their analysis. Finally the conclusion will be the opportunity to raise the possible optimizations and evolutions of this work.
II. STATE OF THE ART

A. Vehicular Ad Hoc Networks (VANETs)
The presence of communication technology in vehicles is not new : the integration of car phones, Internet access based on cellular technologies, and Bluetooth adapters for mobile devices, has begun a few years ago. However the direct communication between vehicles forming an Ad Hoc network is a relatively new concept with two advantages over a cellular system : lower latency due to direct communication and no service fee.
VANETs are a specific subclass of Mobile Ad Hoc Networks (MANETs), as their main characteristic is to have no fixed infrastructure and instead rely on ordinary nodes to perform routing and network management. However, because of driver behavior, high speeds and mobility constraints, the modellings in MANET research, as well as the resulting designed protocols, are not really appropriate for VANETs. In usual MANET studies, researchers often use a common set of simulation parameters, such as a small number of nodes, open field without any obstacle, random waypoint movement, and propagation without error within a radius of 250 meters. This is clearly inadequate for VANETs, the major differences pointed out in [2] are the following : 1) Due to high relative speed between cars, the topology changes are very fast and difficult to manage without link lifetime calculation and/or movement prediction. 2) These rapid changes cause many paths to long distance targets to disconnect before they can be used, which is a problem for establishing unicast or multicast routes. 3) VANETs do not have high power constraints, unlike many MANETs where limited battery life is a concern. 4) VANETs may have a very large scale, for example in big cities or highways.
5) The network density is highly variable between traffic jams and suburban traffic. 6) Communications must be able to cover long distances with short latency. Another reason for considering VANETs as a new type of Ad Hoc networks requiring their own network protocols and management methods is that the specific properties of VANETs allow the development of two categories of applications with their own requirements :
• Safety applications : vehicle-to-vehicle communication enables many applications to provide active safety, for example collision warning, road obstacle warning, cooperative driving, intersection collision driving or lane change assistance. There are two types of safety communications : some messages are event-driven, which means they are the result of the detection of an unsafe situation (e.g. a car crash nearby). The others are periodic (preventive messages) and sent to all neighbors in broadcast mode, this periodic message exchange (also called beaconing) is needed to make vehicles aware of the movement of surrounding nodes in the immediate neighborhood. They may contain position, direction, speed, etc... of the sending vehicle, and possibly its knowledge of its own neighbors' states, in order to avoid unsafe situations before they appear.
• Comfort and uncritical traffic applications : these applications may require unicast, multicast and anycast services at the same time. For example, let us consider a vehicle demanding some traffic information concerning some area. It will first ask its own proximity (multicast) in case some nearby vehicle had the information. If a vehicle has the information, it will respond (unicast). If no reply comes, the demanding vehicle sends a query to any vehicle in the concerned area (anycast), where any receiver having this information can respond (unicast). Another application is mobile Internet access, using fixed Internet gateways along roads.
B. IEEE 802.11p
An IEEE working group is currently working on a new amendment of the 802.11 standard : the Wireless Access in Vehicular Environments (WAVE) standard, specifically designed for VANETs and also known as IEEE 802.11p. Requirements for this standard are mostly motivated by vehicular active safety concepts and applications, where reliability and low latency are very important [3] .
This technology is derived from the old 802.11a and 802.11e standards and is designed for satisfying some wireless communication requirements for applications within a 1000 meters range at normal highway speeds. For example it should be able to warn about an accident to all equipped vehicles in a 500m range within half a second. In the USA for example, the PHY layer of 802.11p shall provide seven 10 MHz channels at the 5.9 GHz licensed band for intelligent transportation systems applications, allowing a variable data payload capability from 3 to 27 Mbps.
Event-driven safety messages are the result of an unsafe situation, therefore they should have higher priority than periodic preventive messages, which should themselves have higher priority than comfort messages. That is why the MAC layer for VANETs should implement some mechanisms for service differentiation and admission control, in order to define three priority levels : event-driven safety messages, beaconing safety messages and comfort messages. These mechanisms, highly dependent on MAC layer policy, will be part of the IEEE 802.11p, whose current draft is the 3.0; the foreseen approval of this amendment is scheduled for April 2010. More details about this technology and its implementation into a network simulator are presented in [4] .
European vehicle manufacturers and electronic suppliers are Members of the CAR 2 CAR Communication Consortium (C2CCC) [5] . Its goal is to define a standard for vehicular communication, based on a slightly modified European adaptation of the 802.11p, including routing (route consistency, service provider control, ...), privacy (use of temporary pseudonyms) and security issues (integrity, authentification, signature for safety payloads, ...).
C. Multi Hop Vehicular Broadcast (MHVB)
As explained previously, VANETs are likely to be used for safety applications, in particular the periodic broadcast beaconing of position and speed to the neighborhood is an essential functionality. These active safety applications require a latency to obtain the necessary information with very short latency and relatively long distance (e.g. 0.1 second for 300 meters). Beaconing is also a very important and essential functionality in VANET for the network control purpose. It is for that purpose that the Multi Hop Vehicular Broadcast (MHVB) protocol has been designed in [6] . It must be able to satisfy the required communication coverage and a low enough latency by periodically sending broadcast messages while taking into account the limited bandwidth.
MHVB uses an area-based algorithm : the node which can cover the largest additional area is chosen to rebroadcast. In practice, it means the farthest nodes from the sender preferentially rebroadcast the packet. The protocol has four main characteristics :
• An efficient way of flooding using the distance between the sender and the receiver (backfire algorithm) : basically, if the receiving node is too close to the sender's position, it does not retransmit the packet ; otherwise it gets ready to retransmit after a delay which is inversely proportional to its distance to the sender (which means the farthest nodes retransmit the packet first), and if it receives meanwhile the same packet another time and is located between the two originators of the packet, it cancels the scheduled retransmission of the packet (because it means it is in the middle of an area where the packet has been retransmitted). Reference [7] presents an enhanced version of MHVB which implements a sectoral backfire, with its angle as an extra parameter, resulting in a flexible and directional backfiring region.
• A traffic congestion detection algorithm : one of the requirements of vehicular active safety is that vehicles in a traffic jam should detect each other with shortrange sensors, in that case beacons information is less important and we can increase the interval between two successive beacons. That is why MHVB counts the number of vehicles surrounding its own, and if there are many vehicles around itself, many vehicles both forward and backward, and if its own speed is slow, it means the vehicle is in the middle of a traffic jam, and it can decrease the frequence of its beaconing. However, MHVB also takes the traffic situation into account, e.g. when a danger situation is detected, the transmission interval would not be modified based on the active safety requirements.
• MHVB also uses network congestion detection by counting the number of received beacons. The implementation is quite the same as for the traffic congestion detection (because one neighbor is equivalent to one periodic received beacon), however their uses by applications are different.
• Dynamic scheduling is proposed in particular for active safety applications. When emergent active messages are generated or received (i.e messages with higher priority), the transmission timing is re-scheduled so that the messages are sent immediately. MHVB simulation results showed that it is very efficient in flooding the packets among vehicles, based on their position information. Moreover, the congestion detection technique has a significant positive impact on the performance.
D. MOvement PRediction based Georouting (GEO-MOPR)
A significant difference between VANETs and generic MANETs is that in VANETs vehicles do not have a random mobility : roads are mapped and digitally available, and driving rules can be simulated as well. From this observation, [8] proposed a new concept called MOPR (MOvement PRediction) to improve existing unicast routing protocols and make them take advantage of this VANET property. This concept uses vehicles movement prediction to estimate the stability of each link in the network and choose the most stable route going through the most stable intermediate links between the source and the destination in terms of communication lifetime. As shown in fig. 1 , using MOPR results in the use of more stable paths, which means lower probability to encounter a link failure during the communication.
When MOPR is used, each vehicle estimates the Link Stability with each of its neighbors before selecting next hop for the data transmission. This Link Stability is directly related to the link lifetime, which is an estimation of the time during which the two nodes stay in communication range with each other, based on their initial positions and speeds. Once the Link Stability is known for each neighbor, MOPR selects as the next hop for data transmission the one corresponding to the highest Link Stability.
Greedy Perimeter Stateless Routing (GPSR) is a simple and efficient position-based routing protocol presented in Fig. 1 . Using MOPR results in more stable routes [9] . Such protocols use the geographical position of the nodes instead of their relative positions in terms of network links as explained in [10] . They require the availability of the geographical positions of the nodes. For that purpose, each node determines its own position using a positioning technology (e.g. GPS), and a location service (for example Hierarchical Location Service -HLS -which is used here and is presented in [11] ) is used to transmit this position to the other nodes. The location service is used to get the location of the destination node. The sender of a packet includes the position of its destination in the packet's destination address. Each node then decides how to route the packet knowing only the destination's position (contained in the packet) and the position of its own neighbors. That is why such routing protocols do not need to establish or maintain routes, nor do they need to store routing tables or transmit messages to update routing tables.
GPSR uses greedy forwarding to forward packets to nodes that are always progressively closer to the destination. When this strategy fails (i.e. the only available path requires to get the packet temporarily farther away from its destination), GPSR recovers by switching in perimeter mode, in which the packet gets through successively closer faces of a subgraph of the full network, until it reaches a node closer to the destination, where greedy forwarding resumes.
When applying MOPR to GPSR (which is called MOPR-GPSR or GEOMOPR) as in [12] , the chosen paths should be equal or longer in number of hops compared to basic GPSR (because GPSR tries to select the shortest path, while MOPR does not necessarily). The problem is that the calculation of neighbors' link stabilities before sending each packet takes considerable time. To solve this issue, MOPR implementation has been slightly modified : when a node wants to send or forward data, it first predicts the future geographic location of each neighbor after an appropriate time T, then it selects as next hop the closest neighbor to the destination which will still be in communication range after time T. This prevents the next hop from going out of communication range during a data packet transmission, which increases the reliability of the routes and thus the routing performances.
Simulation results show a great increase in performance and efficiency of GPSR protocol when MOPR is applied. However, because MOPR needs the positions and speeds of the neighbors, it requires either that the location service updates very frequently their positions in order to compute their approximative speeds, or preferably that MOPR is interfaced with a speed beaconing service like MHVB.
III. IMPROVING ROUTING IN VANETS
The objective of this work is to design within a network simulator a combination of MHVB and GEOMOPR, in order to use them as a basis for a fully functional network stack suitable for VANETs management (therefore using 802.11p lower layers) as summarized in fig. 2 . The resulting combination should be able to satisfy all VANETs requirements, i.e. comply with both safety and comfort applications requirements.
For safety applications we need an active beaconing system for regular and quick transmission of position and speed information to the neighbors, as well as an efficient broadcast dissemination protocol : these tasks are well performed by MHVB Beaconing system and Agent. MHVB has already proved itself to be well fitted for that role.
For comfort applications we need a bandwidth-efficient routing protocol capable of adjusting to VANETs extreme conditions (very fast topology changes, highly variable scale and density) without too much performance loss. Georouting protocols (based on geographical position instead of radio links topology) are suitable for these conditions, and GPSR is among the best, especially when improved by MOvement PRediction (MOPR) concept. This modified routing protocol was a top candidate for our implementation because MOPR requires the speed of the neighbors, which can be obtained with successive positions, or more accurately using speed information contained in MHVB beacons. Therefore, interfacing GEOMOPR with MHVB allows them to share useful information, resulting in further increased routing efficiency compared to GEOMOPR only.
Our implementation uses the network simulator ns-2 [13] . The main implementation steps are the following :
• Install all necessary components and extensions of ns-2 and modify them for compatibility with each other, including a patch for adapting the lower layers to the version D1.0 of the IEEE 802.11p, which is considered the most stable. • Apply MOPR enhancement to GPSR and interface it with MHVB Neighbor Table : GEOMOPR (and more generally, any MOPR-based protocol) requires that each node has access to the speeds of its neighbors in addition to their positions. These speeds can be computed from successive positions, but that is unprecise and requires more frequent data than GPSR's location service usually has. Instead, we allow GEOMOPR to pick up the required neighbor speed from MHVB Neighbor Table, as MHVB contains a beaconing system which periodically broadcasts position and speed to the neighborhood at high frequency.
• Overhead reduction : some optimization was possible in order to decrease slightly control packets overhead. There are two kinds of GPSR control packets : some are route requests and are used to find a route to a target when establishing a unicast connexion. The others are beacons sent frequently by the location service HLS to the neighbors for position updates, because the neighbors' positions are required to start finding a unicast route. However MHVB beacons are disseminated more efficiently and contain more information than GPSR beacons, so we deactivate GPSR beacons and take the required information from MHVB beacons. This optimization reduces the amount of control packets generated by GPSR and its location service without any performance loss, leaving more available bandwidth to data transmissions. The final ns-2 structure is presented in fig. 3 : MHVB and GEOMOPR have already been proven to be very efficient protocols for simulation of VANETs, showing good performance without difficulty in adapting to VANETs specific properties. Here we focus on the advantages of using both protocols together rather than independently, this is why we study the unicast routing performances of GEOMOPR using MHVB (as MHVB is supposed to provide MOPR required information and reduce overhead) compared to GPSR only. We avoided here to compare the basic version of GEOMOPR with its MHVB counterpart, because we focus on using the latter. In any case, MOPR cannot be dissociated from a movement information service.
In order to compare unicast routing performance when adding MHVB+MOPR to basic GPSR+HLS, we used a typical VANET scenario : a variable number of nodes moving on a 2-lanes highway at random typical highway speed (average : 120 km/h) during 90 seconds, with 100 to 200 meters between two successive vehicles at the beginning of the simulation. We also tried setting the number of nodes to 50 and varying the distance between consecutive nodes, from 50 to 500 meters. The radio transmission range is set to 250 meters. Five random unicast connections start randomly sending data packets after a few seconds. Average results are worked out from numerous simulations for each parameter value with both protocols. Fig. 4 shows the packet delivery ratio, which is the proportion of sent data packets successfully received by their targets. It highlights well the better success ratio of MHVB+GEOMOPR compared to basic GPSR, as we see a constant 30% higher delivery ratio for our improved protocol combination, which successfully delivers all packets up to 20 nodes and still delivers half of them with 100 nodes (which corresponds to a 7.5 km long network). Fig. 5 shows the average packet transmission delay in the same simulations. Our combined protocol still offers good results, sending packets more quickly than GPSR. The average delay is divided by 10 on a small number of nodes; with more nodes the gap is narrowed, apparently because of MHVB, but our protocol still keeps a 0.2 second lead with 100 nodes. A larger scale simulation is needed in order to see if the two lines might cross. However, the transmission delay is less important for GEOMOPR (non-safety applications) in congested network situations where danger is higher. Fig. 6 shows the overhead caused by the unicast routing control packets in the same simulations. This includes GPSR beacons and HLS Route Discovery Packets. We did not include MHVB beaconing packets for the following reason : all VANET actors agree on the necessity for an active beaconing system like MHVB for safety applications, so we did not consider MHVB beacons as control packets but as critical safety applications packets. These results confirm the overhead reduction optimization we introduced : we have removed GPSR beacons (replaced by MHVB beacons information), leaving only HLS Route Discovery Packets. The resulting overall overhead reduction is small, but our protocol always shows a 10 to 100 kBytes improvement. Fig. 7 shows the packet delivery ratio, but this time with a fixed number of nodes (50 nodes) and a variable network density (50 to 500 meters between two consecutive nodes). The results are still favorable to our protocol combination, as at least 10% more packets arrive to destination compared to GPSR only. Furthermore, while GPSR becomes unable to deliver any packets when the distance between nodes is above 300 meters, GEOMOPR with MHVB still successfully delivers at least 10% of the packets with a 450m distance.
We did not show delay or overhead results in this configuration because they are not relevant when the distance between nodes is high: while GEOMOPR succeeds in transmitting some packets over long distances, with a consequently Fig. 7 . Data packets delivery ratio with and without MHVB+MOPR on a 50 nodes variable density network high delay and overhead, GPSR only reaches a few very close neighbors, so the successfully transmissions show a short delay and low overhead.
The conclusion to these results is that MHVB and MOPR implementation over GPSR results in a highly increased efficiency in unicast routing inside a VANET : the communications are more stable and successful, transmitting more packets more quickly and with a little less overhead. Adding to this the fact that MHVB and GEOMOPR are compliant with requirements for both safety and comfort applications, we understand that this combination of protocols is essential for efficient VANET management.
A. Future prospects
However good the results of this project are, the following points are still to be done:
• MHVB and GEOMOPR offer efficient broadcast and unicast services, but anycast protocol has not been implemented yet. This is our next step, as it will be required for some comfort applications for VANETs. Its implementation should not be very difficult, because anycast is very similar to unicast in geographical position-based routing.
• The long term goal of this work was also to create an application capable of using all properties of VANETs and of these protocols in order to get more concrete results and create a real need for these protocols. The application we had in mind was capable of sending a request for the necessary time to travel through an area or a city, computing this time and giving back the answer to the requesting vehicle, all of that accomplished with only inter-vehicle communications, using both geounicast and -anycast services at least.
• Further simulation should be performed with more complicated and realistic scenarios for more accurate results.
• Finally, the successful results of simulations should lead to an effective implementation of this project. MHVB and GEOMOPR have already been implemented, but no effective interfacing of these protocols is available for the time being.
V. CONCLUSION
The main goal of this work was to use the network simulator ns-2 to combine two network protocols for Vehicular Ad Hoc Networks, a unicast routing protocol (MOPR-GPSR or GEOMOPR) and a beaconing service (MHVB), in order to increase routing efficiency and design a network stack compliant with requirements for both safety and comfort applications to vehicular networks.
After studying the state of the art concerning VANETs, their specifications and their existing protocols, we showed how this idea was successfully implemented inside the network simulator ns-2.
The simulations done produced good results, showing an interesting overall improvement in unicast routing efficiency and making this combination of protocols a privileged direction for future VANET research. However, a few points need to be added to complete this project before the real implementation step, in particular investigating anycast solutions.
These results have also been presented to the Car-to-Car Communication Consortium, showing interest and adding visibility.
