A scheme to protect against multiple quantum erasures by Santos, Gilson O. dos & de Assis, Francisco M.
ar
X
iv
:1
11
1.
15
55
v3
  [
cs
.IT
]  
4 J
an
 20
12
A SCHEME TO PROTECT AGAINST MULTIPLE QUANTUM ERASURES
GILSON O. DOS SANTOS
Federal Institute of Education, Science and Technology of Alagoas
Maceio, Alagoas, 57020-600, Brazil, E-mail: gilson.santos@ee.ufcg.edu.br
FRANCISCO M. DE ASSIS
Department of Electrical Engineering, Federal University of Campina Grande
Campina Grande, Para´ıba, 58429-140, Brazil, E-mail: fmarcos@dee.ufcg.edu.br
We present a scheme able to protect k ≥ 3 qubits of information against the occurrence
of multiple erasures, based on the code proposed by Yang et al. (2004 JETP Letters 79
236). In this scheme redundant blocks are used and we restrict to the case that each
erasure must occur in distinct blocks. We explicitly characterize the encoding operation
and the restoring operation required to implement this scheme. The operators used
in these operations can be adjusted to construct different quantum erasure-correcting
codes. A special feature of this scheme is that no measurement is required. To illustrate
our scheme, we present an example in which five-qubits of information are protected
against the occurrence of two erasures.
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1 Introduction
The use of quantum systems in various applications of computing and information processing
is subject to the mitigation of the effects of a phenomenon known as decoherence which can
be seen as a consequence of quantum entanglement between the system and the environment
[1, 2]. One of the implications of decoherence is the occurrence of loss of quantum information.
For example, photons are usually lost in transmission line (corresponding to an erasure in
the information theoretic language) which represents a significant obstacle to the survival of
quantum coherence [3].
Erasure-correcting codes have long been known in classical coding theory, and their quan-
tum counterparts have also been theoretically developed. A special class of quantum erasure-
correction code was proposed by Grassl et al. [4] who considered a situation in which the
position of the erroneous (lost) qubits is known. According to classical coding theory, they
called this model the quantum erasure channel (QEC). Some physical scenarios to determine
the position of an error, such as spontaneous emission, have been given in the literature [4].
In general, alteration of information is not a priori obvious for the observer, which should
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encode the information in a special way to detect such change. One way that can be explored
to perform such an encoding is using Greenberger-Horne-Zeilinger (GHZ) states. The GHZ
state (also called cat state) was introduced by Daniel M. Greenberger, Michael A. Horne and
Anton Zeilinger [5] as a new way of proving Bell’s Theorem [6].
In past few years, GHZ states have been extensively studied by many researchers. They
play an important role in quantum information processing and communication [7, 8]. As
the most frequently used multiparty entangled state, the GHZ state has appeared in appli-
cations such as nonlocality [9], multiparty quantum communication [10, 11], and multiparty
cryptography [12].
Given that there are few codes that addressed the retrieval of information upon the occur-
rence of erasure and also by the importance that this change represents for various scenarios in
quantum computation and communication, Yang et al. [13] presented a code which protects
three-qubits of information against one erasure using GHZ states. By developing a generali-
zation of this code, making use of a single block of redundancy to handle any number k ≥ 3
qubits, we realized that simply increasing the number of qubits can only protect k-qubits of
information against the occurrence of only one erasure [14].
From the point of view of some practical applications, such as in Josephson junctions [15],
neutral atoms in optical lattices [16], and, most notoriously, in single photons that can be
lost during processing or due to inefficient photon sources and detectors [17, 18], it should be
noted that the occurrence of erasure is hardly restricted to only one qubit.
Lassen et al. [3] presented a first experimental realization of an apparatus capable of
protecting against the occurrence of quantum erasures. However, this apparatus has been
developed for quantum continuous-variable systems which have canonical coordinates corres-
ponding to position and momentum, for instance, as in the quantum harmonic oscillator.
These observables do not have a discrete set of eigenvalues, but a continuous spectrum of
them. Hence, the term continuous-variable systems has been coined to describe this type
of situation [19]. One limitation of working with these systems is that one does not have
a complete control over failures that occur in operations. This difficulty arises because the
underlying Hilbert space is infinite dimensional [20].
In this paper, we will characterize a scheme that has a discrete set of eigenvalues to
protect the information against the occurrence of multiple erasures by improving the code
given by Yang et al. [13]. Our technique allows to protect k-qubit (k ≥ 3) of information
against the occurrence of t = ⌊k/2⌋ erasures. In this scheme (t + 1) redundant blocks are
used and we restrict to the case that each erasure must occur in distinct blocks (sent through
different channels). The detection of the occurrence of erasures in different channels is already
commonly used in practical experiments [3, 21].
We stress that a special feature of this scheme is that no measurement is required, since
information about the erasures is provided naturally by the system (e.g., spontaneous emis-
sion) and also because the restoring operation consists of unitary operators. In addition,
codes constructed by this scheme can work when the interaction with the environment causes
a leakage out of the qubit space. We will show how the present scheme work through the
encoding and restoring operations.
This paper is organized as follows. Section 2 introduces a scheme for protecting quantum
information against multiple erasures using the GHZ states. Section 3 shows the formulation
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of the encoding operation and restoring operation that enable the protection of information
against the occurrence of multiple erasures. To illustrate the proposed scheme, in Section 4
we show an example where five-qubits of information are protected against the occurrence of
two erasures. Finally, in Section 5, we present our concluding remarks.
2 General idea of the proposed scheme
Our idea is to improve the code given by Yang et al. [13] aiming at developing a scheme that
has a discrete set of eigenvalues to protect the information against the occurrence of multiple
erasures. One possibility to construct this code could be based on the growth of the number
of redundancy blocks. But, in consequence, the following questions arise:
• How to increase the number of blocks?
• What would be the length of each block?
In order to answer these questions, we performed an analysis on the encoding, decoding
and recovery operations to verify how the amount of redundancy blocks could be increased
to enable protection against the occurrence of multiple erasures. In this analysis, we verified
that to protect k ≥ 3 information qubits against the occurrence of t = ⌊k/2⌋ erasures, it was
necessary to use t+ 1 redundant blocks.
Cerf and Cleve [22] demonstrated that quantum information can be distributed over many
qubits through a suitable encoding and subsequently recovered after partial alteration, with-
out violating the no-cloning theorem. In that paper, they showed that, for an arbitrary
entanglement between the logical words and a reference system to be preserved, the quantum
mutual information between this reference and any interacting part of the codewords must
be vanishing prior to decoherence.
Since we want the proposed scheme to have a reference system that is statistically indepen-
dent of any arbitrarily chosen part, among those who will interact with the environment, then
we can consider the situation in which each of the (t+1) blocks of k ≥ 3 qubits (t = ⌊k/2⌋) is
sent by an independent channel in a way that the reference system is obtained via blocks of
qubits that remain undamaged (i.e. without the occurrence of erasure) after passing through
the QEC, which we call undamaged blocks. Thus, to protect the information against t erasures
we use k qubits in each channel.
Although we were dealing with a special case in which a single party cannot obtain any
information about the state as a whole, the purpose here is to present a concrete scheme to
protect k qubits information against the occurrence of t erasures.
We will now briefly describe the three steps that comprise the proposed scheme to protect
the information against the occurrence of multiple erasures:
a) We prepare an arbitrary state |ψ〉k of k ≥ 3 qubits to be transmitted, as well as the t
blocks of k ancillary qubits each (all initially in state |0⊗k〉), where t = ⌊k/2⌋. After
that, it is applied the encoding operator Uenc to the product of |ψ〉k state with the t
blocks of auxiliary qubits, in such a way to transform each one of the 2k basis states of
the |ψ〉k as a product of (t+ 1) identical blocks of GHZ states of k qubits each;
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b) Each one of the (t + 1) blocks of encoded state is sent through (t + 1) independent
channels, which may suffer up to t erasures (recall that each erasure must occur in
distinct blocks);
c) The corrupted state is recovered through the restoring operation. This operation makes
use of another block of k ancillary qubits, of the decoding operator Udec, and of the
recovery operator Urec. If in a given channel one erasure occur, the block of qubits
inherent in that channel is handled by the Urec operator, otherwise it will be worked
by the Udec operator. After the application of these operators, we obtain |B| GHZ
states,a all in the form 1/
√
2(|0⊗k〉 ± |1⊗k〉), which is called canonical GHZ state, and
also (t+ 1− |B|) blocks of |0⊗k〉 states. With this, we can then separate the |ψ〉k state
via the block of index (t+ 1), now free of erasures.
The next section will show the formulation of encoding and restoring operations to the
realization of the proposed scheme.
3 Encoding and Restoring Operations
In this section we show the formulation of the encoding and restoring operations that enable
the protection of information against the occurrence of t = ⌊k/2⌋ quantum erasures.
We will use the following notation:
•
k︷ ︸︸ ︷
|0〉 ⊗ . . .⊗ |0〉 = |
k︷ ︸︸ ︷
0 . . . 0〉 = |0⊗k〉;
• ⊗nd=1 |0⊗k〉(d) to denote the tensor product sequence |0⊗k〉(1) ⊗ . . .⊗ |0⊗k〉(n);
• m(d) stands for the position m of a qubit in the block of index (d);
• |V | denotes the cardinality of V .
Let |ψ〉 be an arbitrary state of k ≥ 3 qubits. We can encode the |ψ〉 state into
|ψ〉GHZ = 1√
2t+1
2k−1∑
i=0
λi
t⊗
d=0
[∣∣∣u(i)1(d)u(i)2(d) . . . u(i)k(d)〉+ (−1)i∣∣∣uˆ(i)1(d)uˆ(i)2(d) . . . uˆ(i)k(d)〉
]
, (1)
where
∑2k−1
i=0 |λi|2 = 1 and (d) refers to blocks of k qubits as follows: the block of index (0)
corresponds to the first k qubits (the message), while the block of indices (1) to (t) correspond
to blocks of k ancillary qubits each, respectively. Here, |u(i)m(d)〉 and |uˆ
(i)
m(d)〉 represent two
orthogonal states of the qubit in the positionm(d), where uˆ
(i)
m(d) = 1−u
(i)
m(d) and u
(i)
m(d) ∈ {0, 1}.
Since the |ψ〉GHZ state is composed by a product of (t+1) blocks of identical k-qubit GHZ
states each, it is straightforward to show that for the encoded state (1), the density operator
of each qubit is given by 12 (|0〉〈0| + |1〉〈1|). This result means that the k-qubit quantum
information, originally carried by the k message qubits, is distributed over each qubit after
encoding the |ψ〉 state into the |ψ〉GHZ state.
aB ⊂ D, D = {0, . . . , t}, is the set of blocks in which erasures were detected.
Gilson O. dos Santos and Francisco M. de Assis 5
With the completion of encoding, given in (1), we will obtain (t+1) redundant blocks, all
in GHZ basis. As a result of redundancy, the k-qubit quantum state originally encoded may
be recovered by a restoring operation when it suffer erasures.
The encoding operation given in (1) can be easily build using Hadamard gates and
Controled-NOT (CNOT) gates, according to the following steps:
1. Each basis states of |ψ〉 is identically prepared in the t blocks of ancillary qubits via a
unitary operator Ured, that makes use of CNOT operations. As a result, the state is
immersed in a 2k(t+1)-dimensional space.
2. In the k-th qubit of each block we apply the Hadamard transform, and as a result
we have that the k-th qubit of each block will be now an addition or a subtraction,
depending on whether the k-th qubit is in state |0〉 or in state |1〉.
3. Finally, it is used a unitary operator UGHZ , consisting of CNOT operations, which acts
on each block in such a way to make qubits of the second term of the addition (or
subtraction) is the complement of qubits of the first term, similarly to the expression
(1).
After the three steps described, we get a state composed of a product of (t+ 1) identical
blocks in the GHZ basis of k qubits each. It is important to note that, after completing the
encoding, no amplitude has been changed.
The workings of the step 1 of encoding is described by the following lemma. To do so, we
show that with an arbitrary state |ψ〉 of k qubits and doing it with the tensor product of t
blocks of k ancillary qubits each (where all qubits are initially in |0〉 state), we obtain a state
immersed in the 2k(t+1)-dimensional space in order to make sure that it is composed of t+ 1
identical blocks in the computational basis.
Lemma 1 Let |ψ〉 be an arbitrary state of k-qubits (k ≥ 3) in the computational basis and
t = ⌊k/2⌋ ancillary blocks of k qubits each, all initially in |0〉 state. Then, the unitary linear
operator Ured encodes the product of the |ψ〉 state with t auxiliary blocks in such a way that
the result is the product of t+1 identical blocks to basis states of |ψ〉 (immersion in a 2k(t+1)-
dimensional space), where
Ured =
t∏
d=1
(
k∏
i=1
Ci(0),i(d)
)
(2)
and Cx,y is a CNOT operation acting on the qubit y (target bit) controled by the state of qubit
x (control bit).
Proof: An arbitrary state |ψ〉 of k qbits (k ≥ 3) can be described by binary decomposition,
as follows:
|ψ〉 = λ0 |0102 · · · 0k〉+ λ1 |0102 · · · 1k〉+ · · ·+ λ2k−1 |1112 · · · 1k〉 . (3)
where
∑2k−1
i=0 |λi|2 = 1.
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The tensor product of |ψ〉 with d = {1, . . . , t} blocks of k ancillary qubits, all in the state
|0〉, is given as follows
|ψ〉(0)
t⊗
d=1
|0〉⊗k(d) =
(
λ0 |0102 · · · 0k〉(0) + λ1 |0102 · · · 1k〉(0) + · · ·
+λ2k−1 |1112 · · · 1k〉(0)
)
⊗
(
|0102 · · · 0k〉(1) ⊗ . . .
⊗ |0102 · · · 0k〉(t)
)
= λ0
(
|0102 · · · 0k〉(0) ⊗ |0102 · · · 0k〉(1) ⊗ . . .
⊗ |0102 · · · 0k〉(t)
)
+ λ1
(
|0102 · · · 1k〉(0) ⊗ |0102 · · · 0k〉(1)
⊗ . . .⊗ |0102 · · · 0k〉(t)
)
+ · · ·+ λ2k−1
(
|1112 · · · 1k〉(0)
⊗ |0102 · · · 0k〉(1) ⊗ . . .⊗ |0102 · · · 0k〉(t)
)
. (4)
Since Ured is a linear operator, its application in (4), results:
|ψ〉′ = Ured
(
|ψ〉(0)
t⊗
d=1
|0〉⊗k(d)
)
= Ured
[
λ0
( |0102 · · · 0k〉(0) ⊗ |0102 · · · 0k〉(1) ⊗ . . .⊗ |0102 · · · 0k〉(t) )]
+Ured
[
λ1
( |0102 · · · 1k〉(0) ⊗ |0102 · · · 0k〉(1) ⊗ . . .⊗ |0102 · · · 0k〉(t) )]
+ · · ·+ Ured
[
λ2k−1
( |1112 · · · 1k〉(0) ⊗ |0102 · · · 0k〉(1) ⊗ . . .
⊗ |0102 · · · 0k〉(t)
)]
. (5)
We have that
Ured =
t∏
d=1
(
k∏
i=1
Ci(0),i(d)
)
=
(
C1(0),1(1)C2(0),2(1) · · ·Ck(0),k(1)
)
· · ·
(
C1(0),1(t)C2(0),2(t) · · ·Ck(0),k(t)
)
,
(6)
in which the compositions of the CNOT operations are performed from right to left.
As we can see in (6), for each application of the Cx,y operation the position of the control
bit, which is always observed in the index block (0), is equal the position of the target bit to
be applied in the block index (d), where d ∈ {1, . . . , t}, for each k positions.
Performing now the application of (6) in (5), we obtain
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|ψ〉′ = λ0
(
|0102 · · · 0k〉(0) ⊗ |0102 · · · 0k〉(1) ⊗ . . .⊗ |0102 · · · 0k〉(t)
)
+λ1
(
|0102 · · · 1k〉(0) ⊗ |0102 · · · 1k〉(1) ⊗ . . .⊗ |0102 · · · 1k〉(t)
)
+ · · ·
+λ2k−1
(
|1112 · · · 1k〉(0) ⊗ |1112 · · · 1k〉(1) ⊗ . . .⊗ |1112 · · · 1k〉(t)
)
.
(7)
Therefore, after applying the Ured operator to the product
(
|ψ〉(0)
⊗t
d=1 |0〉⊗k(d)
)
, we obtain
a state composed of t+ 1 blocks identical to the basis states of |ψ〉, where t = ⌊k/2⌋.
To perform the step 2 of encoding (p. 5), we apply the Hadamard transform to the k-th
qubit of each one of the (t+1) blocks of (7), i.e., Hk |ψ〉′. Thus, we get (normalization factors
are omitted):
|ψ〉′′ = Hk |ψ〉′ = λ0
[( |0102 · · · 0k−10k〉+ |0102 · · · 0k−11k〉 )(0)
⊗( |0102 · · · 0k−10k〉+ |0102 · · · 0k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉+ |0102 · · · 0k−11k〉 )(t)]
+λ1
[( |0102 · · · 0k−10k〉 − |0102 · · · 0k−11k〉 )(0)
⊗( |0102 · · · 0k−10k〉 − |0102 · · · 0k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉 − |0102 · · · 0k−11k〉 )(t)]+ · · ·
+λ2k−1
[( |1112 · · · 1k−10k〉 − |1112 · · · 1k−11k〉 )(0)
⊗( |1112 · · · 1k−10k〉 − |1112 · · · 1k−11k〉 )(1)
⊗ . . .⊗ ( |1112 · · · 1k−10k〉 − |1112 · · · 1k−11k〉 )(t)]. (8)
It will be shown, in the following lemma, that the step 3 of encoding (p. 5) can be per-
formed by a unitary operation in |ψ〉′′ such that, in the second term, each addition/subtraction
in each block of k qubits is the complement of the first term.
Lemma 2 Let |ψ〉′′ a state composed of t + 1 identical blocks of k qubits each, as described
in (8), where k ≥ 3 and t = ⌊k/2⌋. Then the unitary linear operator
UGHZ =
t∏
d=0
(
k−1∏
i=1
Ck(d),i(d)
)
(9)
encodes the |ψ〉′′ state such that the second term of each addition/subtraction, in each block
of k qubits, is the complement of the first term.
Proof: Given |ψ〉′′ state as described in (8) and considering UGHZ as a unitary linear operator,
then applying UGHZ in (8) results in:
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|ψ〉GHZ = UGHZ
( |ψ〉′′ )
= λ0
{
UGHZ
[( |0102 · · · 0k−10k〉+ |0102 · · · 0k−11k〉 )(0)
⊗( |0102 · · · 0k−10k〉+ |0102 · · · 0k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉+ |0102 · · · 0k−11k〉 )(t)]
}
+λ1
{
UGHZ
[( |0102 · · · 0k−10k〉 − |0102 · · · 0k−11k〉 )(0)
⊗( |0102 · · · 0k−10k〉 − |0102 · · · 0k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉 − |0102 · · · 0k−11k〉 )(t)]
}
+ · · ·
+λ2k−1
{
UGHZ
[( |1112 · · · 1k−10k〉 − |1112 · · · 1k−11k〉 )(0)
⊗( |1112 · · · 1k−10k〉 − |1112 · · · 1k−11k〉 )(1)
⊗ . . .⊗ ( |1112 · · · 1k−10k〉 − |1112 · · · 1k−11k〉 )(t)]
}
. (10)
Note that:
UGHZ =
t∏
d=0
(
k−1∏
i=1
Ck(d),i(d)
)
=
(
Ck(0),1(0)Ck(0),2(0) · · ·Ck(0),k−1(0)
)(
Ck(1),1(1)Ck(1),2(1) · · ·Ck(1),k−1(1)
)
· · ·
(
Ck(t),1(t)Ck(t),2(t) · · ·Ck(t),k−1(t)
)
. (11)
In order to make each addition/subtraction in each block of k qubits in the second term
be the complement of the first one, the operator Cx,y in (11) must acts on qubits that are in
the positions 1 to k − 1, for each t+ 1 blocks, considering the qubit of k-th position (control
bit), as follows: if it is in the |1〉 state then the qubits bi (where i = 1, . . . , k− 1 indicates the
position of the qubit) will be changed to (bi + 1 mod 2); otherwise there will not be changes.
Performing now the application of (11) in (10), we obtain
|ψ〉GHZ = UGHZ
( |ψ〉′′ )
= λ0
[( |0102 · · · 0k−10k〉+ |1112 · · · 1k−11k〉 )(0)
⊗( |0102 · · · 0k−10k〉+ |1112 · · · 1k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉+ |1112 · · · 1k−11k〉 )(t)]
+λ1
[( |0102 · · · 0k−10k〉 − |1112 · · · 1k−11k〉 )(0)
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⊗( |0102 · · · 0k−10k〉 − |1112 · · · 1k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉 − |1112 · · · 1k−11k〉 )(t)]+ · · ·
+λ2k−1
[( |1112 · · · 1k−10k〉 − |0102 · · · 0k−11k〉 )(0)
⊗( |1112 · · · 1k−10k〉 − |0102 · · · 0k−11k〉 )(1)
⊗ . . .⊗ ( |1112 · · · 1k−10k〉 − |0102 · · · 0k−11k〉 )(t)]. (12)
Therefore, after applying the operator UGHZ in |ψ〉′′, we obtain a |ψ〉GHZ state such that
the second term of each addition/subtraction, in each block of k qubits, is the complement of
the first term.
The following theorem shows the operation that encodes each of the basis states of |ψ〉, of
k qubits, as a product of (t+ 1) redundant blocks of GHZ states of k-qubits each.
Theorem 1 Let |ψ〉 be an arbitrary state of k-qubits (k ≥ 3) in the computational basis
and t = ⌊k/2⌋ blocks of k ancillary qubits each, all initially in |0〉 state. Then, the encoding
operation, denoted by EGHZ , encodes each of the basis states of |ψ〉 as a product of (t + 1)
redundant blocks of GHZ states of k-qubits each. This encoding operation EGHZ is given by
EGHZ = Uenc
[
|ψ〉(0)
t⊗
d=1
(
|0⊗k〉(d)
)]
, (13)
where
Uenc = UGHZ ·
(
t∏
d=0
Hk(d)
)
· Ured, (14)
and Ured as in (2) and UGHZ as in (9).
Proof: Let |ψ〉 be an arbitrary state of k qubits (k ≥ 3) which is described, by binary
decomposition, as follows
|ψ〉 = λ0 |0102 · · · 0k−10k〉+ λ1 |0102 · · · 0k−11k〉+ · · ·+ λ2k−1 |1112 · · · 1k−11k〉 . (15)
where
∑2k−1
i=0 |λi|2 = 1.
Now we will apply the Uenc operator, given in (14), to
[
|ψ〉(0)
⊗t
d=1
(|0⊗k〉(d))].
By Lemma 1, after applying Ured to
[
|ψ〉(0)
⊗t
d=1
(|0⊗k〉(d))], we have
|ψ〉′ = Ured
[
|ψ〉(0)
t⊗
d=1
(|0⊗k〉(d))]
= λ0
( |0102 · · · 0k−10k〉(0) ⊗ |0102 · · · 0k−10k〉(1)
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⊗ . . .⊗ |0102 · · · 0k−10k〉(t)
)
+λ1
( |0102 · · · 0k−11k〉(0) ⊗ |0102 · · · 0k−11k〉(1)
⊗ . . .⊗ |0102 · · · 0k−11k〉(t)
)
+ · · ·
+λ2k−1
( |1112 · · · 1k−11k〉(0) ⊗ |1112 · · · 1k−11k〉(1)
⊗ . . .⊗ |1112 · · · 1k−11k〉(t)
)
. (16)
Applying the Hadamard transform of the k-th qubit of each (t+ 1) blocks of |ψ〉′, we get
(normalization factors are omitted):
|ψ〉′′ = Hk |ψ〉′
= λ0
[( |0102 · · · 0k−10k〉+ |0102 · · · 0k−11k〉 )(0)
⊗( |0102 · · · 0k−10k〉+ |0102 · · · 0k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉+ |0102 · · · 0k−11k〉 )(t)]
+λ1
[( |0102 · · · 0k−10k〉 − |0102 · · · 0k−11k〉 )(0)
⊗( |0102 · · · 0k−10k〉 − |0102 · · · 0k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉 − |0102 · · · 0k−11k〉 )(t)]+ · · ·
+λ2k−1
[( |1112 · · · 1k−10k〉 − |1112 · · · 1k−11k〉 )(0)
⊗( |1112 · · · 1k−10k〉 − |1112 · · · 1k−11k〉 )(1)
⊗ . . .⊗ ( |1112 · · · 1k−10k〉 − |1112 · · · 1k−11k〉 )(t)]. (17)
By Lemma 2, after applying UGHZ to |ψ〉′′ state, we have
|ψ〉GHZ = UGHZ |ψ〉′′
= λ0
[( |0102 · · · 0k−10k〉+ |1112 · · · 1k−11k〉 )(0)
⊗( |0102 · · · 0k−10k〉+ |1112 · · · 1k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉+ |1112 · · · 1k−11k〉 )(t)]
+λ1
[( |0102 · · · 0k−10k〉 − |1112 · · · 1k−11k〉 )(0)
⊗( |0102 · · · 0k−10k〉 − |1112 · · · 1k−11k〉 )(1)
⊗ . . .⊗ ( |0102 · · · 0k−10k〉 − |1112 · · · 1k−11k〉 )(t)]+ · · ·
+λ2k−1
[( |1112 · · · 1k−10k〉 − |0102 · · · 0k−11k〉 )(0)
⊗( |1112 · · · 1k−10k〉 − |0102 · · · 0k−11k〉 )(1)
⊗ . . .⊗ ( |1112 · · · 1k−10k〉 − |0102 · · · 0k−11k〉 )(t)]. (18)
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The result presented in (18) concludes the application of the encoding operation EGHZ .
Therefore, the tensor product of the |ψ〉 state, of k-qubits (k ≥ 3), with t = ⌊k/2⌋ ancillary
blocks of k qubits each (all initially in the |0〉 state), is encoded by EGHZ in such a way to
produce a |ψ〉GHZ state, which has (t+1) redundant blocks of k qubits each (k ≥ 3) in GHZ
basis.
We can certainly figure out situations where it is possible to know where the error occurred
(for methods to determine the position of an error, see [4]). Because |0〉 and |1〉 form a basis
for a qubit, we need only to know what happens with these two states. In general, the process
of decoherence must be
|e0〉|0〉 −→ |ǫ0〉|0〉+ |ǫ1〉|1〉,
|e0〉|1〉 −→ |ǫ
′
0〉|0〉+ |ǫ
′
1〉|1〉, (19)
where |ǫ0〉, |ǫ1〉, |ǫ′0〉 and |ǫ
′
1〉 are states of the appropriate environment, not necessarily or-
thogonal or normalized, and |e0〉 is the initial state of the environment [13].
As will be shown below, during the restoration operation, there is no need to perform any
operations on the erroneous qubit. For simplicity, we can rewrite (19) as
|e0〉|0〉 −→ |0〉,
|e0〉|1〉 −→ |1〉, (20)
where the environment states |ǫ0〉, |ǫ1〉, |ǫ′0〉 and |ǫ
′
1〉 in (19) are included in |0〉 end |1〉.
We assume that any erasure only occurs after the entangled state has been generated. For
reference, the |ψ〉GHZ state after occurrence of an erasure will be represented by |ψ〉GHZ . We
also admit that at most t = ⌊k/2⌋ erasures can occur and that they are in distinct blocks.
Taking these considerations into account, to restore the state that was originally protected
against the occurrence of t erasures, will use the following types of operators:
• Decoding operator that act in blocks in which no erasure was detected;
• Recovery operator, one for each block in which there were detected erasures.
To extract the original state free of erasures, we apply first a unitary transformation on
blocks of qubits in which, passing through the QEC, erasures were not detected (which we
call undamaged blocks). This transformation is considered as a partial decoding operator
(since the blocks that have undergone erasure are not involved in the decoding operator). To
prevent the no-cloning theorem violation and to facilitate the use of a reference block in the
recovery operator, this unitary transformation makes use of a new block of k ancillary qubits
(all initially in |0〉 state).
This decoding operator, denoted by Udec, behaves as follows:
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1. Performs a transformation, from the GHZ basis to the computational basis, in undam-
aged blocks;
2. The undamaged blocks are identically prepared in the block of index (t+1), consisting
of k ancillary qubits, that are initially in the |0〉 state;
3. Transforms each one of the k qubits of the undamaged blocks into the |0〉 state.
The form of this Udec operator is given in the following lemma.
Lemma 3 Let |ψ〉GHZ be a state composed of (t + 1) identical blocks in GHZ basis of k-
qubits each (k ≥ 3), which may have suffered up to t = ⌊k/2⌋ erasures after passing through
the QEC; and let B ⊂ D (D = {0, . . . , t}) be the set of indices that identify the blocks where
erasures were detected. If we apply the unitary linear operator
Udec =
t∏
d=0
(d/∈B)
(
k∏
i=1
Ci(t+1),i(d)
)
·
t∏
d=0
(d/∈B)
(
k∏
i=1
Ci(d),i(t+1)Hk(d)
k−1∏
i=1
Ck(d),i(d)
)
, (21)
to the tensor product
|ψ〉GHZ ⊗ |0⊗k〉(t+1),
then following steps take place: (i) all the undamaged blocks of |ψ〉GHZ are transformed
from the GHZ basis into the computational basis; (ii) these undamaged blocks are identically
prepared in the block of index (t+1); and, lastly, (iii) the qubits of the undamaged blocks are
transformed into the |0〉 state.
Proof: Let
∣∣ψ〉
GHZ
be the state obtained after the |ψ〉GHZ state which has (t+1) redundant
blocks of k qubits each (k ≥ 3) in GHZ basis, passed through the QEC and occurred t = ⌊k/2⌋
erasures (in that each erasure must occur in distinct blocks).
Since Udec will act only in the undamaged blocks, it is interesting to see its application in
two cases:
1. When only one block is undamaged (t erasures occured).
2. When two or more blocks are undamaged.
For these two cases, we shall show that the operator (21): (a) will identically prepare, in
the block of index (t + 1), all the undamaged blocks; and (b) will transform the k qubits of
the undamaged blocks into the |0〉 state.
Case 1: The |ψ〉GHZ state has (t + 1) blocks and suffered t erasures. We consider the case
where just one of these blocks is undamaged, i.e., there was the occurrence of these erasures
in t different blocks (one erasure in each block). We will establish, without loss of generality,
that these erasures occurred in the index blocks of (0) to (t−1), leaving undamaged the block
of index (t).
Note that for Udec, the position where the erasure occurred is not important. However, for
purposes of representation, we will assume that it has been in the position a, where 0 ≤ a < k.
So, the |ψ〉GHZ state for this case has the following form:
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|e0〉 ⊗ |ψ〉GHZ → |ψ〉GHZ = λ0|0〉L + λ1|1〉L + . . .+ λ2k−2|2k − 2〉L + λ2k−1|2k − 1〉L,
(22)
where the logical states are given as follows, considering that the dash on top represents the
position where the erasure occurred and also that the possible phase changes are denoted:
|0〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉+ | . . . 1a . . . 1k〉
)
(t)
]
,
|1〉L =
[(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(0)
⊗ . . .⊗
(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉 − | . . . 1a . . . 1k〉
)
(t)
]
, · · · ,
|2k − 2〉L =
[(
± | . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(0)
⊗ . . .⊗
(
± | . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(t−1)
⊗
(
| . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(t)
]
,
|2k − 1〉L =
[(
± | . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(0)
⊗ . . .⊗
(
± | . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(t−1)
⊗
(
| . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(t)
]
. (23)
Since Udec is only applied to the undamaged blocks, this means that, for the case in
question, it is applied only to the block of index (t). Therefore, it will be as follows:
Udec =
(
k∏
i=1
Ci(t+1),i(t)
)(
k∏
i=1
Ci(t),i(t+1)
)
Hk(t)
(
k−1∏
i=1
Ck(t),i(t)
)
=
(
C1(t+1),1(t) · · ·Ck(t+1),k(t)
)(
C1(t),1(t+1) · · ·Ck(t),k(t+1)
)
Hk(t)
(
Ck(t),1(t) · · ·Ck(t),[k−1](t)
)
. (24)
Applying the operator (24) to the product
(
|ψ〉GHZ ⊗ |0⊗k〉(t+1)
)
, we obtain
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|0〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 0k〉
)
(t+1)
]
,
|1〉L =
[(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(0)
⊗ . . .⊗
(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(t−1)(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 1k〉
)
(t+1)
]
, · · · ,
|2k − 2〉L =
[(
± | . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(0)
⊗ . . .⊗
(
± | . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(t−1)(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 0k〉
)
(t+1)
]
,
|2k − 1〉L =
[(
± | . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(0)
⊗ . . .⊗
(
± | . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(t−1)(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 1k〉
)
(t+1)
]
. (25)
Note in (25) that, by applying the operator (24), the index block (t) left the GHZ basis
into the computational basis. After that, this undamaged block was identically prepared in
the block of index (t + 1) and then had its k qubits transformed to the |0〉 state. We also
emphasize that the blocks of index (0) to (t− 1) had no changes after the application of Udec,
given in (24).
Case 2: We will consider that there are t + 1 undamaged blocks, meaning that no erasure
was detected in them.
Since Udec is only applied to the undamaged blocks, we can explicitly denote it as follows:
Udec =
t∏
d=0
(
k∏
i=1
Ci(t+1),i(d)
)
·
t∏
d=0
(
k∏
i=1
Ci(d),i(t+1)Hk(d)
k−1∏
i=1
Ck(d),i(d)
)
=
[(
C1(t+1),1(0) · · ·Ck(t+1),k(0)
)
· · ·
(
C1(t+1),1(t) · · ·Ck(t+1),k(t)
)]
[(
C1(0),1(t+1) · · ·Ck(0),k(t+1)
)
Hk(0)
(
Ck(0),1(0) · · ·Ck(0),[k−1](0)
)
· · ·
(
C1(t),1(t+1) · · ·Ck(t),k(t+1)
)
Hk(t)
(
Ck(t),1(t) · · ·Ck(t),[k−1](t)
)]
. (26)
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Now, applying the operator (26) in the product
(
|ψ〉GHZ ⊗ |0⊗k〉(t+1)
)
, we obtain
|0〉L =
[(
|01 . . . 0k−10k〉
)
(0)
⊗ . . .⊗
(
|01 . . . 0k−10k〉
)
(t)
⊗
(
|01 . . . 0k−10k〉
)
(t+1)
]
,
|1〉L =
[(
|01 . . . 0k−10k〉
)
(0)
⊗ . . .⊗
(
|01 . . . 0k−10k〉
)
(t)
⊗
(
|01 . . . 0k−11k〉
)
(t+1)
]
,
...
|2k − 2〉L =
[(
|01 . . . 0k−10k〉
)
(0)
⊗ . . .⊗
(
|01 . . . 0k−10k〉
)
(t)
⊗
(
|11 . . . 1k−10k〉
)
(t+1)
]
,
|2k − 1〉L =
[(
|01 . . . 0k−10k〉
)
(0)
⊗ . . .⊗
(
|01 . . . 0k−10k〉
)
(t)
⊗
(
|11 . . . 1k−11k〉
)
(t+1)
]
. (27)
We note in (27) that, after applying the operator (26), all blocks of index (0) to (t) were
transformed from the GHZ basis into the computational basis. After that, these blocks were
identically prepared in the block of index (t+1) and had their k qubits transformed into the
|0〉 state.
This completes the proof of Lemma 3.
After we apply Udec (Lemma 3) to
(
|ψ〉GHZ⊗|0⊗k〉(t+1)
)
, it is necessary to apply recovery
operators, one operator for each block that had somehow detected erasure, in order to obtain
the |ψ〉 state free of erasures.
Let B ⊂ D (D = {0, . . . , t}) be the set of indices that identify the blocks where erasure
occurred. Upon applying the recovery operator, we must consider two cases for the qubit in
which erasure occurred in the block of index (b) ∈ B:
1. When the position is different from k.
2. When the position is equal to k.
The next lemma shows how it should be the general form of the recovery operator for the
Case 1.
Lemma 4 Let B ⊂ D (D = {0, . . . , t}) be the set of indices that identify the blocks where
erasure occurred and also consider that Udec has been applied to
(
|ψ〉GHZ⊗|0⊗k〉(t+1)
)
. If the
position of the qubit is different from k, for the qubit in the position a where erasure occurred
in the block of index (b) ∈ B, then the operator Ua,brec that will transform the block of index (b)
in the canonical GHZ state is given by
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Ua,brec = T[k−r](t+1),k(t+1),r(b)Zk(t+1),r(b) T[k−r](t+1),k(t+1),r(b)
k−1∏
i=1(i6=a)
Ci(t+1),i(b)
k∏
i=1(i6=a)
C[k−r](t+1),i(b), (28)
where r = maxr 6=k(W) and W = {1, . . . , k}\{a}, with T representing a Toffoli gate operation
and Z representing the σZ-Pauli controlled operation.
Proof: It will be shown that considering |ψ〉GHZ , a state that has (t+ 1) blocks of k-qubits
each (k ≥ 3) in the GHZ basis which has t = ⌊k/2⌋ erasures in different blocks after passing
through the QEC, then the restoring operation, given by (28), is able to get the state that
was encoded free of erasures when the position of erasure is different from k.
The
∣∣ψ〉
GHZ
state contains (t+1) blocks and has t erasures in different blocks. Since there
are (t+ 1) blocks, the erasures would have occurred in blocks of indices (0) to (t). However,
without loss of generality, we will consider that erasures occurred in any position a (a 6= k)
in the blocks of indices (0) to (t − 1), i.e., B = {0, . . . , t − 1}. So, upon applying Udec to(
|ψ〉GHZ ⊗ |0⊗k〉(t+1)
)
, the |ψ〉GHZ state is rewritten as follows:
|e0〉 ⊗ |ψ〉GHZ → |ψ〉GHZ = λ0|0〉L + λ1|1〉L + . . .+ λ2k−2|2k − 2〉L + λ2k−1|2k − 1〉L,
(29)
where
|0〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 0k〉
)
(t+1)
]
,
|1〉L =
[(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 1k〉
)
(t+1)
]
, · · · ,
|2k − 2〉L =
[(
± | . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
± | . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 0k〉
)
(t+1)
]
,
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|2k − 1〉L =
[(
± | . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
± | . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 1k〉
)
(t+1)
]
. (30)
Considering that the erasure occurred in a qubit of position a (1 ≤ a ≤ k − 1) of the
blocks of indices (0) to (t− 1), then W = {1, . . . , k} \ {a} and r = maxr 6=k(W). The recovery
operators, one operator for each block of indices (0) to (t− 1), are explicitly given as follows:
Ua,0rec = T[k−r](t+1),k(t+1),r(0)Zk(t+1),r(0) T[k−r](t+1),k(t+1),r(0)
k−1∏
i=1(i6=a)
Ci(t+1),i(0)
k∏
i=1(i6=a)
C[k−r](t+1),i(0),
...
Ua,t−1rec = T[k−r](t+1),k(t+1),r(t−1)Zk(t+1),r(t−1) T[k−r](t+1),k(t+1),r(t−1)
k−1∏
i=1(i6=a)
Ci(t+1),i(t−1)
k∏
i=1(i6=a)
C[k−r](t+1),i(t−1). (31)
Given that Udec has been applied to
(
|ψ〉GHZ ⊗ |0⊗k〉(t+1)
)
, then applying the recovery
operators, given by (31) in (29), we obtain
|0〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 0k〉
)
(t+1)
]
,
|1〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 1k〉
)
(t+1)
]
, · · · ,
|2k − 2〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 0k〉
)
(t+1)
]
,
|2k − 1〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
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⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 1k〉
)
(t+1)
]
. (32)
Notice now in (32) that the blocks of indices (0) to (t− 1) are in a canonical GHZ state. This
way, the system and the environment will be in the state
(
| . . . xa . . . 0k〉 ± | . . . xa . . . 1k〉
)
(0)
⊗
(
| . . . xa . . . 0k〉 ± | . . . xa . . . 1k〉
)
(1)
⊗ . . .⊗
(
| . . . xa . . . 0k〉 ± | . . . xa . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
|ψ〉
)
(t+1)
, (33)
where xa ∈ {0, 1}.
Thus, the original message state |ψ〉 can be recovered via the block of index (t + 1) even
after passing through the QEC and also after the occurrence of erasure in the qubit of position
{a} (a 6= k) of the blocks of indices (0) to (t− 1).
After the proof of the Lemma 4 for the Case 1, now the Case 2 and its associated lemma
are considered.
Lemma 5 Consider B ⊂ D (D = {0, . . . , t}) as the set of indices that identify the blocks
where erasures occurred and to which the Udec operator has been applied to
(
|ψ〉GHZ ⊗
|0⊗k〉(t+1)
)
. If the position is equal to k, for the qubit in which erasure occurred in the
block of index (b) ∈ B, then the Uk,brec operator that will transform the index block (b) into a
canonical GHZ state is given by
Uk,brec = Zk(t+1),k−1(b)
k−1∏
i=1
Ci(t+1),i(b), (34)
where Z representing the σZ-Pauli controlled operation.
Proof: Let the considerations to |ψ〉GHZ , t, k and to the number of blocks be the same of
the Lemma 4, except that the position of erasure is equal to k. So, the |ψ〉GHZ state for this
situation, considering that Udec has been applied to
(
|ψ〉GHZ ⊗ |0⊗k〉(t+1)
)
, has the following
form:
|e0〉 ⊗ |ψ〉GHZ → |ψ〉GHZ = λ0|0〉L + λ1|1〉L + . . .+ λ2k−2|2k − 2〉L + λ2k−1|2k − 1〉L,
(35)
where
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|0〉L =
[(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(0)
⊗ . . .
⊗
(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(t−1)
⊗
(
|0 . . . 0k−10k〉
)
(t)
⊗
(
|0 . . . 0k−10k〉
)
(t+1)
]
,
|1〉L =
[(
|0 . . . 0k−10k〉 ∓ |1 . . . 1k−11k〉
)
(0)
⊗ . . .
⊗
(
|0 . . . 0k−10k〉 ∓ |1 . . . 1k−11k〉
)
(t−1)
⊗
(
|0 . . . 0k−10k〉
)
(t)
⊗
(
|0 . . . 0k−11k〉
)
(t+1)
]
, · · · ,
|2k − 2〉L =
[(
± |1 . . . 1k−10k〉+ |0 . . . 0k−11k〉
)
(0)
⊗ . . .
⊗
(
± |1 . . . 1k−10k〉+ |0 . . . 0k−11k〉
)
(t−1)
⊗
(
|0 . . . 0k−10k〉
)
(t)
⊗
(
|1 . . . 1k−10k〉
)
(t+1)
]
,
|2k − 1〉L =
[(
± |1 . . . 1k−10k〉 − |0 . . . 0k−11k〉
)
(0)
⊗ . . .
⊗
(
± |1 . . . 1k−10k〉 − |0 . . . 0k−11k〉
)
(t−1)
⊗
(
|0 . . . 0k−10k〉
)
(t)
⊗
(
|1 . . . 1k−11k〉
)
(t+1)
]
. (36)
Considering that the erasure occurred in the qubit of position k of the blocks of indices
(0) to (t− 1), then W = {1, . . . , k} \ {k} = {1, . . . , k − 1} and r = maxr 6=k(W) = k − 1. The
recovery operators, one operator for each block of indices (0) to (t − 1), are explicitly given
as follows:
Uk,0rec = Zk(t+1),k−1(0)
k−1∏
i=1
Ci(t+1),i(0),
...
Uk,t−1rec = Zk(t+1),k−1(t−1)
k−1∏
i=1
Ci(t+1),i(t−1). (37)
Applying the recovery operators given by (37) in (35), we obtain
|0〉L =
[(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(0)
⊗ . . .
⊗
(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(t−1)
⊗
(
|0 . . . 0k−10k〉
)
(t)
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⊗
(
|0 . . . 0k−10k〉
)
(t+1)
]
,
|1〉L =
[(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(0)
⊗ . . .
⊗
(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(t−1)
⊗
(
|0 . . . 0k−10k〉
)
(t)
⊗
(
|0 . . . 0k−11k〉
)
(t+1)
]
, · · · ,
|2k − 2〉L =
[(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(0)
⊗ . . .
⊗
(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(t−1)
⊗
(
|0 . . . 0k−10k〉
)
(t)
⊗
(
|1 . . . 1k−10k〉
)
(t+1)
]
,
|2k − 1〉L =
[(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(0)
⊗ . . .
⊗
(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(t−1)
⊗
(
|0 . . . 0k−10k〉
)
(t)
⊗
(
|1 . . . 1k−11k〉
)
(t+1)
]
. (38)
Notice now in (38) that the blocks of indices (0) to (t − 1) are in the canonical GHZ state.
This way, the system and the environment will be in the state
(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(0)
⊗
(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(1)
⊗ . . .⊗
(
|0 . . . 0k−10k〉 ± |1 . . . 1k−11k〉
)
(t−1)
⊗
(
|0 . . . 0k−10k〉
)
(t)
⊗
(
|ψ〉
)
(t+1)
. (39)
Thus, the original message state |ψ〉 can be recovered via the block of index (t+ 1), even
after passing through the QEC and also after occurrence of erasure in qubit of position k of
the blocks of indices (0) to (t− 1).
Consider that the state |ψ〉GHZ passed through the QEC and that t = ⌊k/2⌋ erasures
occurred, resulting in |ψ〉GHZ . The following theorem shows how the restoring operation
most be performed in order to recover the encoded state free of erasures.
Theorem 2 Let |ψ〉GHZ be a state that has (t + 1) redundant blocks of k-qubits (k ≥ 3)
each in the GHZ basis in which t = ⌊k/2⌋ erasures occurred after passing through the QEC,
and let B ⊂ D (D = {0, . . . , t}) be the set of indices that identify the blocks in which there
were detected erasures, then the restoring operation R able to recover the original state, is
given by
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R =
∏
b
{
Ua,brec ◦
[
Udec
(
|ψ〉GHZ ⊗ |0⊗k〉(t+1)
)]}
, (40)
where a ∈ {1, . . . , k} is the position of the qubit that suffered erasure and b ∈ B, with Udec as
in (21) and Ua,brec be as in (28) or as in (34), except for U
0
rec = I when |B| = 0 (where I is
the identity matrix of order k).
Proof: It will be shown that taking |ψ〉GHZ , a state that has (t + 1) redundant blocks of
k-qubits each (k ≥ 3) in the GHZ basis, which has t = ⌊k/2⌋ erasures after passing through
the QEC, then the restoring operation, given by (40), is able to recover the originally encoded
state free of erasures.
The demonstration must consider both cases involving the decoding operator (see Lemma
3), and also the cases involving the recovery operator (see Lemmas 4 and 5), that is:
• all blocks remain undamaged (no erasure);
• just one block stay undamaged (t erasures occurred);
• the position is different from the last (k-th position) for the qubit who suffered erasure;
• the position is equal to k for the qubit that suffered erasure.
For the first case listed above, the proof is given by Lemma 3. To demonstrate the other
three cases the following situation will be presented.
We will consider that the |ψ〉GHZ state contains (t + 1) blocks and suffered t = ⌊k/2⌋
erasures in different blocks after passing through the QEC. Since there are (t + 1) blocks,
so there will be a block in which no erasure was detected (one block will stay undamaged).
This block can be any of the (t+ 1) blocks, including blocks of indices (0) and (t). However,
without loss of generality, we will assume that the undamaged block is the index block (t).
Because of this, erasures will occur in any position {a} in the blocks of indices (0) to (t− 1).
In order to deal with applications of the recovery operator given by Lemmas 4 and 5, we
will consider that the position of the qubit that suffered erasure is the k-th in the index block
(0) and different of the k-th in the blocks of indices (1) to (t− 1). The |ψ〉GHZ state for this
situation has the following form:
|e0〉 ⊗ |ψ〉GHZ → |ψ〉GHZ = λ0|0〉L + λ1|1〉L + . . .+ λ2k−2|2k − 2〉L + λ2k−1|2k − 1〉L,
(41)
where
|0〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
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⊗
(
| . . . 0a . . . 0k〉+ | . . . 1a . . . 1k〉
)
(t)
]
,
|1〉L =
[(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉 − | . . . 1a . . . 1k〉
)
(t)
]
, · · · ,
|2k − 2〉L =
[(
| . . . 1a . . . 0k〉 ± | . . . 0a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
± | . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(t−1)
⊗
(
| . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(t)
]
,
|2k − 1〉L =
[(
| . . . 1a . . . 0k〉 ∓ | . . . 0a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
± | . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(t−1)
⊗
(
| . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(t)
]
. (42)
The restoring operation is, therefore, given as follows:
R =
{
Uk,0rec ◦ Udec
(
|ψ〉GHZ ⊗ |0⊗k〉(t+1)
)}
{
t−1∏
b=1
[
Ua,brec ◦ Udec
(
|ψ〉GHZ ⊗ |0⊗k〉(t+1)
)]}
. (43)
The first step in the operation given in (43) is the application of Udec which will only act
in the block of index (t).
Applying Udec to the product
(
|ψ〉GHZ ⊗ |0⊗k〉(t+1)
)
, we obtain
|0〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 0k〉
)
(t+1)
]
,
|1〉L =
[(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ∓ | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 1k〉
)
(t+1)
]
, · · · ,
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|2k − 2〉L =
[(
| . . . 1a . . . 0k〉 ± | . . . 0a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
± | . . . 1a . . . 0k〉+ | . . . 0a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 0k〉
)
(t+1)
]
,
|2k − 1〉L =
[(
| . . . 1a . . . 0k〉 ∓ | . . . 0a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
± | . . . 1a . . . 0k〉 − | . . . 0a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 1k〉
)
(t+1)
]
. (44)
Notice that after the application of Udec: (a) the block of index (t) was transformed from the
GHZ basis into the computational basis; (b) it was identically prepared in the block of index
(t+ 1); and (c) it had all qubits transformed into the |0〉 state. Also note that there was no
change in the blocks of indices (0) to (t− 1).
The next step in the operation given in (43) is the application of recovery operators, one
for each block in which erasures were detected.
For the block of index (0), where the qubit of position k was erased, the recovery operator
is given by Lemma 5. Considering that, in this case,W = {1, . . . , k}\{k} and hence r = k−1,
then it has the following form:
Uk,0rec = Zk(t+1),[k−1](0)
k−1∏
i=1
Ci(t+1),i(0);
= Zk(t+1),[k−1](0)
(
C1(t+1),1(0) · · ·C[k−1](t+1),[k−1](0)
)
. (45)
For the case where the erasure occurred in a qubit of position a (1 ≤ a ≤ k − 1) of the
blocks of indices (1) to (t − 1), the recovery operator is given by Lemma 4. For this case
W = {1, . . . , k} \ {a} and r = maxr 6=k(W). The recovery operators, one operator for each
block of indices (1) to (t− 1), are explicitly given as follows:
Ua,1rec = T[k−r](t+1),k(t+1),r(1)Zk(t+1),r(1) T[k−r](t+1),k(t+1),r(1)
k−1∏
i=1(i6=a)
Ci(t+1),i(1)
k∏
i=1(i6=a)
C[k−r](t+1),i(1),
...
Ua,t−1rec = T[k−r](t+1),k(t+1),r(t−1)Zk(t+1),r(t−1) T[k−r](t+1),k(t+1),r(t−1)
k−1∏
i=1(i6=a)
Ci(t+1),i(t−1)
k∏
i=1(i6=a)
C[k−r](t+1),i(t−1). (46)
Applying the recovery operators, given by (45) and (46) in (44), we obtain
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|0〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 0k〉
)
(t+1)
]
,
|1〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 0a . . . 1k〉
)
(t+1)
]
, · · · ,
|2k − 2〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 0k〉
)
(t+1)
]
,
|2k − 1〉L =
[(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(0)
⊗ . . .
⊗
(
| . . . 0a . . . 0k〉 ± | . . . 1a . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
| . . . 1a . . . 1k〉
)
(t+1)
]
. (47)
Notice now in (47) that the blocks of indices (0) to (t − 1) are in the canonical GHZ state.
This way, the system and the environment will be in the state
(
| . . . 0a . . . xk〉+ | . . . 1a . . . xk〉
)
(0)
⊗
(
| . . . xa . . . 0k〉+ | . . . xa . . . 1k〉
)
(1)
⊗ . . .⊗
(
| . . . xa . . . 0k〉+ | . . . xa . . . 1k〉
)
(t−1)
⊗
(
| . . . 0a . . . 0k〉
)
(t)
⊗
(
|ψ〉
)
(t+1)
, (48)
where xa ∈ {0, 1}.
Thus, the original message state |ψ〉 can be recovered via the block of index (t+ 1), even
after passing through the QEC, and also after the occurrence of erasure in blocks of indices
(0) to (t− 1).
We conclude, thus, the proof of Theorem 2.
Aiming at providing a better understanding of the proposed scheme against the occurrence
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of multiple erasures, an example that illustrates the application of Theorems 1 and 2 will be
presented.
4 Example
This example illustrates how the proposed scheme protects 5-qubit of information against
t = ⌊5/2⌋ = 2 erasures. Along this example, the normalizations factors will be omitted.
For an arbitrary state of 5 qubits, its binary decomposition is written as follows:
|ψ〉 = λ0|00000〉+ λ1|00001〉+ λ2|00010〉+ λ3|00011〉+ · · ·
+λ28|11100〉+ λ29|11101〉+ λ30|11110〉+ λ31|11111〉, (49)
where
∑31
i=0 |λi|2 = 1.
According to our scheme, the |ψ〉 state must be encoded in t+1 = 3 blocks of k = 5 qubits
each. The encoding is given as follows:
EGHZ = Uenc
(|ψ〉(0) ⊗ |00000〉(1) ⊗ |00000〉(2)), (50)
where
Uenc =
2∏
d=0
(
4∏
i=1
C5(d),i(d)
)
2∏
d=0
(
H5(d)
)
2∏
d=1
(
5∏
i=1
Ci(0),i(d)
)
=
(
C5(0),1(0)C5(0),2(0)C5(0),3(0)C5(0),4(0)
)
(
C5(1),1(1)C5(1),2(1)C5(1),3(1)C5(1),4(1)
)
(
C5(2),1(2)C5(2),2(2)C5(2),3(2)C5(2),4(2)
)
(
H5(0)H5(1)H5(2)
)
(
C1(0),1(1)C2(0),2(1)C3(0),3(1)C4(0),4(1)C5(0),5(1)
)
(
C1(0),1(2)C2(0),2(2)C3(0),3(2)C4(0),4(2)C5(0),5(2)
)
. (51)
Applying the operator (51) in the product
(|ψ〉(0) ⊗ |00000〉(1) ⊗ |00000〉(2)), we obtain
|ψ〉GHZ = λ0|0〉L + λ1|1〉L + λ2|2〉L + λ3|3〉L + · · ·+ λ28|28〉L
+λ29|29〉L + λ30|30〉L + λ31|31〉L, (52)
where
|0〉L = (|00000〉+ |11111〉)(0) ⊗ (|00000〉+ |11111〉)(1) ⊗ (|00000〉+ |11111〉)(2),
|1〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ (|00000〉 − |11111〉)(2),
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|2〉L = (|00010〉+ |11101〉)(0) ⊗ (|00010〉+ |11101〉)(1) ⊗ (|00010〉+ |11101〉)(2),
|3〉L = (|00010〉 − |11101〉)(0) ⊗ (|00010〉 − |11101〉)(1) ⊗ (|00010〉 − |11101〉)(2),
...
|28〉L = (|11100〉+ |00011〉)(0) ⊗ (|11100〉+ |00011〉)(1) ⊗ (|11100〉+ |00011〉)(2),
|29〉L = (|11100〉 − |00011〉)(0) ⊗ (|11100〉 − |00011〉)(1) ⊗ (|11100〉 − |00011〉)(2),
|30〉L = (|11110〉+ |00001〉)(0) ⊗ (|11110〉+ |00001〉)(1) ⊗ (|11110〉+ |00001〉)(2),
|31〉L = (|11110〉 − |00001〉)(0) ⊗ (|11110〉 − |00001〉)(1) ⊗ (|11110〉 − |00001〉)(2). (53)
After applying the operator (51), the three blocks that were into the computational basis
have now been transformed into the GHZ basis.
To illustrate the interaction with the QEC and the workings of the restoring operation,
we will now assume the following situation in which erasures may occur:
The encoded state |ψ〉GHZ in (52) suffered erasure in the qubit 1 of the index block (0)
and in the qubit 5 of the index block (1), assume also the occurrence of phase-flip for these
positions. After these erasures occur, the resulting state is as follows:
|ψ〉GHZ = |e0〉 ⊗ |ψ〉GHZ
= λ0|0〉L + λ1|1〉L + λ2|2〉L + λ3|3〉L + · · ·+ λ28|28〉L
+λ29|29〉L + λ30|30〉L + λ31|31〉L, (54)
where
|0〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ (|00000〉+ |11111〉)(2),
|1〉L = (|00000〉+ |11111〉)(0) ⊗ (|00000〉+ |11111〉)(1) ⊗ (|00000〉 − |11111〉)(2),
|2〉L = (|00010〉 − |11101〉)(0) ⊗ (|00010〉 − |11101〉)(1) ⊗ (|00010〉+ |11101〉)(2),
|3〉L = (|00010〉+ |11101〉)(0) ⊗ (|00010〉+ |11101〉)(1) ⊗ (|00010〉 − |11101〉)(2),
...
|28〉L = (−|11100〉+ |00011〉)(0) ⊗ (|11100〉 − |00011〉)(1) ⊗ (|11100〉+ |00011〉)(2),
|29〉L = (−|11100〉 − |00011〉)(0) ⊗ (|11100〉 − |00011〉)(1) ⊗ (|11100〉 − |00011〉)(2),
|30〉L = (−|11110〉+ |00001〉)(0) ⊗ (|11110〉 − |00001〉)(1) ⊗ (|11110〉+ |00001〉)(2),
|31〉L = (−|11110〉 − |00001〉)(0) ⊗ (|11110〉+ |00001〉)(1) ⊗ (|11110〉 − |00001〉)(2). (55)
To extract the original message state |ψ〉, we must apply the restoring operation R (Theo-
rem 2), which for the present situation is given as follows:
R =
[
U5,1rec ◦ Udec
(
|ψ〉GHZ ⊗ |00000〉(3)
)][
U1,0rec ◦ Udec
(
|ψ〉GHZ ⊗ |00000〉(3)
)]
. (56)
We first perform the Udec operator in (|ψ〉GHZ ⊗ |00000〉(3)). Recall that this operator
acts only in undamaged blocks. For each erroneous logical state in (55), the only undamaged
block has index (2). In this case, the Udec operator is given as follows
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Udec =
2∏
d=0(d/∈{0,1})
( 5∏
i=1
Ci(3),i(d)
) 2∏
d=0(d/∈{0,1})
( 5∏
i=1
Ci(d),i(3)H5(d)
4∏
i=1
C5(d),i(d)
)
= C1(3),1(2)C2(3),2(2)C3(3),3(2)C4(3),4(2)C5(3),5(2)
C1(2),1(3)C2(2),2(3)C3(2),3(3)C4(2),4(3)C5(2),5(3)
H5(2)C5(2),1(2)C5(2),2(2)C5(2),3(2)C5(2),4(2). (57)
Applying the decoding operator (57) in (|ψ〉GHZ ⊗ |00000〉(3)), we obtain
|0〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |00000〉(3),
|1〉L = (|00000〉+ |11111〉)(0) ⊗ (|00000〉+ |11111〉)(1) ⊗ |00000〉(2) ⊗ |00001〉(3),
|2〉L = (|00010〉 − |11101〉)(0) ⊗ (|00010〉 − |11101〉)(1) ⊗ |00000〉(2) ⊗ |00010〉(3),
|3〉L = (|00010〉+ |11101〉)(0) ⊗ (|00010〉+ |11101〉)(1) ⊗ |00000〉(2) ⊗ |00011〉(3),
...
|28〉L = (−|11100〉+ |00011〉)(0) ⊗ (|11100〉 − |00011〉)(1) ⊗ |00000〉(2) ⊗ |11100〉(3),
|29〉L = (−|11100〉 − |00011〉)(0) ⊗ (|11100〉 − |00011〉)(1) ⊗ |00000〉(2) ⊗ |11101〉(3),
|30〉L = (−|11110〉+ |00001〉)(0) ⊗ (|11110〉 − |00001〉)(1) ⊗ |00000〉(2) ⊗ |11110〉(3),
|31〉L = (−|11110〉 − |00001〉)(0) ⊗ (|11110〉+ |00001〉)(1) ⊗ |00000〉(2) ⊗ |11111〉(3).(58)
Note that after applying Udec, the block of index (2): (a) was transformed from the GHZ
basis into the computational basis; (b) was identically prepared in the block of index (3); and,
(c) had its 5 qubits transformed into the |0〉 state.
We have that erasures occurred in the qubit of position 1 of the index block (0), and in the
qubit of position 5 of the index block (1). So, for this situation, recovery operators (Theorem
2) are given as follows:
U1,0rec = T1(3),5(3),4(0)Z5(3),4(0)T1(3),5(3),4(0)
4∏
i=1(i6=1)
Ci(3),i(0)
5∏
i=1(i6=1)
C1(3),i(0)
= T1(3),5(3),4(0)Z5(3),4(0)T1(3),5(3),4(0)
C2(3),2(0)C3(3),3(0)C4(3),4(0)
C1(3),2(0)C1(3),3(0)C1(3),4(0)C1(3),5(0) (59)
where in this case, W(0) = {1, 2, 3, 4, 5} \ {1} = {2, 3, 4, 5}, and r = maxr 6=5{W(0)} = 4; and
also:
U5,1rec = Z5(3),4(1)
4∏
i=1
Ci(3),i(1)
= Z5(3),4(1)C1(3),1(1)C2(3),2(1)C3(3),3(1)C4(3),4(1) (60)
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where in this case, W(1) = {1, 2, 3, 4, 5} \ {5} = {1, 2, 3, 4}, and r = maxr 6=5{W(1)} = 4.
Now, applying U1,0rec in (58), we obtain
|0〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |00000〉(3),
|1〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉+ |11111〉)(1) ⊗ |00000〉(2) ⊗ |00001〉(3),
|2〉L = (|00000〉 − |11111〉)(0) ⊗ (|00010〉 − |11101〉)(1) ⊗ |00000〉(2) ⊗ |00010〉(3),
|3〉L = (|00000〉 − |11111〉)(0) ⊗ (|00010〉+ |11101〉)(1) ⊗ |00000〉(2) ⊗ |00011〉(3),
...
|28〉L = (|00000〉 − |11111〉)(0) ⊗ (|11100〉 − |00011〉)(1) ⊗ |00000〉(2) ⊗ |11100〉(3),
|29〉L = (|00000〉 − |11111〉)(0) ⊗ (|11100〉 − |00011〉)(1) ⊗ |00000〉(2) ⊗ |11101〉(3),
|30〉L = (|00000〉 − |11111〉)(0) ⊗ (|11110〉 − |00001〉)(1) ⊗ |00000〉(2) ⊗ |11110〉(3),
|31〉L = (|00000〉 − |11111〉)(0) ⊗ (|11110〉+ |00001〉)(1) ⊗ |00000〉(2) ⊗ |11111〉(3). (61)
Note that, in (61), the block of index (0) is now in the form of a canonical GHZ state.
Applying U5,1rec in (61), we obtain
|0〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |00000〉(3),
|1〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |00001〉(3),
|2〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |00010〉(3),
|3〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |00011〉(3),
...
|28〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |11100〉(3),
|29〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |11101〉(3),
|30〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |11110〉(3),
|31〉L = (|00000〉 − |11111〉)(0) ⊗ (|00000〉 − |11111〉)(1) ⊗ |00000〉(2) ⊗ |11111〉(3). (62)
Observe that, in (62), the blocks of indices (0) and (1) are also now in the canonical GHZ
state.
Therefore, after applying the operator (57) and operators (59) and (60), the system and
the environment will be in the state
(
|00000〉 − |11111〉
)
(0)
⊗
(
|00000〉 − |11111〉
)
(1)
⊗
(
|00000〉
)
(2)
⊗
(
|ψ〉
)
(3)
. (63)
Thus, the original message state |ψ〉 can be recovered free of erasures via the block of
index (3), despite 2 erasures occurred when passing through the QEC.
It is important to note that to apply the recovery operators it is necessary to use the
qubits of the index block (3) (obtained from the undamaged block) and also the remaining
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qubits (not erased) of the index blocks (0) and (1). It means that, to recover the original state
|ψ〉 via the block of index (3), the collaboration of all blocks of the received state |ψ〉GHZ is
necessary . This concludes the example.
5 Final Remarks
In this paper we presented a scheme for protecting k-qubit of information (k ≥ 3) against
t = ⌊k/2⌋ erasures, since such that erasures occur on by distinct encoded blocks of k-qubit
each. This scheme improves the code proposed by Yang et al. [13] and makes use of (t + 1)
redundant blocks in the GHZ basis.
A special feature of the scheme presented is that no measurement is required, since infor-
mation about the erasures is provided naturally by the system, for example, through spon-
taneous emission. This information can be captured by erasure detectors and lately treated
via unitary operators that do not disturb the system. Another characteristic that should be
remarked is that information can only be retrieved if there is a collaboration of all blocks that
compose the state received.
The implementation of the proposed scheme is perfectly feasible, since it is achievable via
unitary operators, which consist of an appropriate composition of quantum gates well-known
in the literature (CNOT, Hadamard, Toffoli and σz-Pauli controled).
It is important to note that the operators that characterize the encoding operation (Theo-
rem 1) and the restoring operation (Theorem 2) for this scheme can be adjusted to construct
different quantum erasure-correcting codes. We must emphasize that the codes constructed
via the proposed scheme can correct only quantum erasures (i.e., changes which position is
somehow flagged). Despite that, these codes can be concatenated with other codes such as
quantum error-correcting codes to protect against the occurrence of computational errors [23].
Although the ratio t/N decreases with k,bwe believe that the presented scheme can be use-
ful in many applications as, for example, in the storage of quantum information for small-scale
quantum computing, quantum information processing, and quantum communication. This
is particularly emphasized because the promising proposals of physical systems for quantum
computers are based on the small-capacitance of current technologies, such as: Josephson
junctions [15, 24]; coupled quantum dots [25, 26]; neutral atoms in optical lattices [16, 27];
and phosphorus dopants in silicon crystals [28, 29].
In future works, we suggest the application of the presented scheme in quantum informa-
tion processing and quantum communication, such as in quantum secret sharing [30, 31] and
in quantum cryptography [32, 33].
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