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Abstract—Wireless sensor networks (WSNs) consist of a large
number of small interconnected devices used to measure physical
quantities or to monitor an event in a given area. These devices
are called sensor nodes and are characterized by low memory,
limited computing resources and they are usually powered by
an irreplaceable battery. Therefore, it is essential to design and
develop an effective and energy aware protocols allowing these
nodes to minimize their energy consumption in order to extend
the network lifespan. In this article, a new communication mecha-
nism for IEEE 802.15.4 based WSNs called "Kalman Filter based
MAC (KF-MAC) protocol" is proposed. KF-MAC is designed
to maximize the efficiency of nodes energy consumption. As a
result, the nodes lifespan will be extended as much as possible
through Kalman predicting filter. The main KF-MAC purpose
is to optimize the sleep interval of nodes between consecutive
wake-ups. The sensor node should be awake only if it has to
receive or to transmit data without introducing unnecessary
overhearing or idle listening cost. In other words, there will be
an adaptation between the activation of the transceivers and the
node traffic flows. More importantly, KF-MAC uses a postponing-
based retransmission mechanism that can efficiently resolve the
wireless collisions problem caused by data flow contention.
To validate KF-MAC protocol, we compare KF-MAC perfor-
mances to some existing energy-efficient MAC protocols such as
S-MAC protocol and IEEE 802.15.4 standard. The simulation
results show that KF-MAC obtains better performance in terms
of energy efficiency, Packet Delivery Ratio (PDR), the whole
without affecting negatively the latency.
Index Terms—WSN, Mac protocol, IEEE 802.15.4 standard,
Energy consumption, Kalman filter.
I. INTRODUCTION
IN recent years, Zigbee / IEEE 802.15.4 has been one of themost widely used technologies in scientific and industrial
applications [1] [2]. Especially, it was designed for Wireless
sensor network (WSN). This latter is generally composed of a
large number of low-cost devices called sensor nodes. These
nodes are scattered in the monitored area [3] and integrate
many units (wireless communication unit, computing unit and
sensing unit), in addition, they are usually powered by an
irreplaceable limited battery, which limits their lifespan and
therefore the lifespan of the entire network.
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IEEE 802.15.4 standard is mainly addresses the energy
lack in WSN. For this reason, most of existing sensors on
the market use this technology. The energy waste at nodes
comes from many sources (e.g., communication, processing,
and sensing). And according to the research work that has
been proposed in optimization energy consumption context,
the radio interface is typically the most consuming component.
Hence, the IEEE 802.15.4 MAC layer uses duty cycling
approach for reducing the transceiver energy consumption and
thus prolonging the network lifespan as long as possible.
In the IEEE 802.15.4 standard, the coordinator node,
periodically, broadcasts beacon frames. Each one contains
information about network configuration and data allowing
nodes to know when they need to wake up to communicate
effectively. The time interval between two beacon frames is
called super-frame and which includes two periods, an active
and inactive part. Fig. 1 shows the IEEE 802.15.4 super-frame
configuration.
Fig. 1: IEEE 802.15.4 super-frame configuration
The first period is divided into several equal duration time
slots; the beacon always occupies the time slot 0. Normally, the
network nodes wake up before time slot 0 and start listening
to receive the beacon from coordinator node. After extracting
the beacon frame information, the nodes become aware of
the current super-frame configuration. If they have no data
to transmit or to receive, they go into standby mode until the
next super-frame; otherwise they go into sleep mode as soon as
their transactions (transmission and / or reception) are finished.
In present paper, we propose a novel energy-efficient pro-
tocol to optimize sensor nodes energy consumption and ex-
tend the network lifespan. The perfect way to reduce power
consumption is to turn ON the nodes transceiver only if they
have to transmit or to receive data. As a result, the sensor
nodes wake up less frequently and therefore consume less
energy. To this purpose, KF-MAC protocol makes use of
Kalman filter. This latter predicts the next state of a system
depending on the previous state and the current measurements
without using the history of all observations. To KF-MAC,
the system corresponds to each node transceiver. It has to
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predict the next state of a transceiver according to the current
data receiving moment without using all the history of data
receiving moments. In other words, the nodes waking instants
will be computed by KF-MAC based only on the last data
receiving moment.
The rest of the article is organized as follows: Section II
summarizes related works. Section III presents the network
model and design principles. Section IV explains KF-MAC
process and its features. Simulations results and discussions
are presented in Section V. Finally we conclude our paper in
Section VI.
II. RELATED WORKS
In the MAC layer, most of the energy waste is due to the
idle listening. The sensor nodes must keep the transceiver
in listening even if they are in standby mode. The IEEE
802.15.4 standard [4] was designed for the Low Rate Wireless
Personal Area Networks (LR-WPAN). This standard has many
drawbacks in terms of energy consumption, reliability and
delay [5]. Therefore, we have to design and develop new
protocols to prolong the network lifespan and improve the
service quality [6] [7] [8].
A-MAC is proposed by Dutta et al. in [9], this protocol
supports broadcast, unicast, pollcast and wake-up services
under a unified architecture. SRI-MAC (Synchronous Receiver
Initiated) MAC protocol is proposed by Boulfekhar et al.
in [10], it is based on the operating of synchronized duty-
cycling MAC protocol, and which uses an adaptive beacon
and RTS/CTS packets for minimizing the idle listening and
reducing the duty-cycle. Dong et al. [11] have designed a
Prediction-Based Asynchronous MAC protocol called (PBA-
MAC) for heavy traffic load in WSNs. this protocol applies
a wakeup mechanism to save the energy of the sensor nodes.
This mechanism allows sensor nodes to reduce communication
costs by enabling the sender node to predict the wakeup
time of the destination node, without introducing unnecessary
overhearing or idle listening cost. In addition, its retransmit
process based on the backcast can effectively resolve severe
wireless collisions caused by concurrent traffic flows. Tang et
al. proposed PW-MAC (Predictive-Wakeup) MAC protocol in
[12]. PW-MAC uses a predicting method to estimate the target
nodes wake-up time so that a sender needs to wake up before
the target receiver. Peng et al. proposed Cy-MAC in [13], it
adjusts dynamically the network node’s duty-cycling according
to the varying traffic conditions by planning the rendezvous
schedules between neighbors. Qiu et al. proposed a single-hop
broadcast protocol for asynchronous receiver-initiated MAC
in WSN in [14] called RWB, this protocol predicts the nodes
wake-up time and cuts the long back-to-back broadcast into
several unicast packets in the aims of reducing the energy
consumption. Tang et al. proposed HKMAC protocol in [15],
this protocol provides a low packet delivery latency and
high energy conservation using the burst traffic by adjusting
receiver’s beacon time and scheduling the listening time of
the sender nodes during scheduled period. An energy-efficient
Multi-Layer MAC (ML-MAC) protocol for WSNs is proposed
by JHA et al. in [16]. It is designed with low duty cycle to
reduce the energy required to communicate and low number of
collisions in cases where two or more nodes try to send data
at the same time. Weather Adaptive receiver-initiated MAC
protocol (WA-MAC) is proposed by Tian et al. in [17], it
adjusts the data transmission process to avoid packets being
lost, and it establishes appropriate rendezvous time between
receivers and senders to reduce the energy consumption for
sensors during data transmission. RAMADAN et al. proposed
a Node-power-based MAC protocol with adaptive listening pe-
riod for WSNs in [18]. For maximizing the energy efficiency,
this protocol introduces some message latency to reduce the
energy loss duo to idle listening. Zhao et al. proposed a
simple collision-avoidance MAC (E-MAC) protocol in [19], it
achieve collision-free access. In this protocol each transmitter
has to adjust its next transmission time according to which
part of its packets suffering from the collision. Renato et al.
[20] proposed a MAC (RITMC) initiated by an asynchronous
multichannel receiver for the low power WSN. Through this
protocol, the authors tries to mitigate the effect of idle listening
and the confinement of messages by the use of a recognition
mechanism (HA : hello acknowledgment) proposed by the
A-MAC protocol, a multichannel mechanism that allows the
node to uses its previous knowledge of the neighbor’s best
channel to communicate with it, and an efficient diagnostic.
In order to evaluate the importance of QoS in the MAC
protocol for WSN, Subramanian et al. [21] proposed a new
MAC QoS protocol called "PRIority in Node (PRIN)", this
protocol uses three priority levels to prioritize the traffic, for
each of these priority levels, priority queues are defined for
different classes of traffic. The highest priority data are served
by the node. Sakya et al. [23] suggest a mission-critical MAC
protocol called (MC-MAC) which uses an adaptive service
cycle approach based on regression. In this protocol, the duty
cycle is given by the traffic regression model while taking into
account the performance of the S-MAC protocol for packet de-
livery ratio, throughput, and residual energy. Sundararaj et al.
[24] propose an Energy Efficient Dynamic Scheduling Hybrid
MAC Protocol named (EDS-MAC). This protocol operates in
two stages. In the first stage "cluster formationŤ, the authors
developed a Variable Step Size Firefly Algorithm (VSSFFA)
to generate energy-aware clusters by optimal selection of
cluster heads. The VSSFFA method allows reducing the cost of
locating optimal position for the head nodes in a cluster. While
in the second stage "data transmission", the authors aim to
reduce the delay, latency, and control overhead by minimizing
the size of control and enabling lower duty cycle operation.
Swain et al. [25] proposed an energy efficient multichannel
MAC protocol called "Advertisement Based Multichannel Dis-
tributed MAC Protocol" (Adv-MMAC), this protocol allows
nodes to dynamically switch their radio interface between
the channels. The proposed protocol consists of two steps,
during the first step, the nodes that have data try to contend
the advertisement channel to transmit the ADV packet. After
receiving the acknowledgment from the receiver, the nodes
switch to the available free channel for transmitting the data
packet. Khalil et al. [26] proposed an improvement of (RI-
MAC) protocol called (DURI-MAC). This protocol uses dual
channel in order to reduce the number of hidden and exposed
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terminal that minimizes the number of collision, and enhances
the system throughput. In addition, it uses a unique CCA
time generator that also improves the network throughput. Al-
Sulaifanie et al. [27] proposed an Adaptive Hierarchical MAC
protocol named (AH-MAC) with cross-layer optimization for
low-rate WSNs. The main objective of this protocol is to
combine the strong points of LEACH protocol and the IEEE
802.15.4 standard while compensating for their weaknesses.
The predetermined cluster heads are equipped with an energy
recovery circuit, while the normal nodes are powered by
battery. To extend the operational lifespan of the network,
AH-MAC protocol transfers most of the network’s activities
to cluster heads while reducing the node activity. Iala et
al. [28] proposed a new protocol based on IEEE 802.15.4
standard called "Adaptive Duty-cycle (AD-MAC) protocol"
for reducing the energy dissipation where the transceiver is
waiting potential packets. This protocol uses a new predicting
mechanism to estimate the moment when nodes should be
awake or asleep according to previous traffic load statistics.
AD-MAC protocol allows nodes to adapt the states of their
transceiver with network traffic load.
III. NETWORK MODEL AND DESIGN PRINCIPLES
In the literature there are many prediction filters, these filters
have become essential tools in modern science. They perform
state prediction and parameter estimation in several domains,
such as robotics, computer vision and network communica-
tions, etc. When we study and resolve a problem, we first
need its proper mathematical formulas, finding the essential
parameters that better describe our system and modeling their
behavior over time. Generally, predictive filters estimate the
optimal state of a system. First, they use the mathematical
model of the system dynamics to propagate the state’s values
and uncertainties. Then, they combine this preliminary esti-
mate and the best that can be used from the observation.
There are several predictive filters, each appropriate for
a different type of uncertainty representation and dynamic
modeling. In this paper we focus our study on Kalman
filter; this filter represents uncertainties as Gaussian random
variables, fully described by a mean and a covariance matrix,
and models the system with linear dynamics and observations.
And the gaussians are preserved under linear transformations.
The strength of Kalman filter is its ability to predict parameters
and rectify errors, not only of sensors, but also of the model
itself. Indeed, to apply a Kalman filter, we must first model
the system for which we want to estimate the parameters
linearly. In a classical estimation methods (for example, the
Least squares approximation method), a simple error in the
system modeling inevitably leads to an error in the estimation.
The stoutness of Kalman filter is to integrate an imprecision
term in the model itself, which allows it to give correct
estimates despite modeling errors. It is for all these reasons
that we have chosen Kalman filter regardless of its simplicity
of implementation.
We consider that the coordinator node has an unlimited
source of energy and periodically broadcasts beacons frames.
Thereby, we should not worry about its energy consumption.
The other sensor nodes have their own configuration of the
Super-frame Duration (SD) period, which is update every
super-frame according to Kalman filter process. In Fig. 3 we
explain how the nodes SD configuration is updated.
At the beginning, all time slots of the SD are set to the active
state. Keeping the first time slot in the active state, allows
sensor nodes to wake up and receive the beacon frame in order
to synchronize. An illustrative example is depicted in Fig. 2. In
this example, the network is composed by three sensor nodes
and a coordinator node. Note that, the analysis that follows is
general and can be applied to any number of sensor nodes. In
this scenario, the coordinator node is always in active mode,
and periodically broadcasts beacons frames. Thus, each node
stores the moments when it has received data in the previous
super-frame. The proposed network architecture is as follow:
Fig. 2: Topology of proposed example
Initially, all nodes set ON all time slots of active part of
the first Super-frame. Assuming that the node N2 received a
data packet from the node N1 at the time T1, and another
data packet from N3 at the instant T2. In this case, N2 stores
these two moments. Then, it applies the Kalman filter to
estimate the next moments when it should wake up to probably
receive data. The estimated moments are adjusted to be in the
interval [0, 2SO × 15.36ms] where SO (Super-frame Order)
is a parameter used to fix the active duration (SD) of a super-
frame.
Fig. 3: Super-frame configuration of Node N2




2 are the estimated moments
by N2 using Kalman filter, and which represent the times
when the next data reception may occur. The next super-
frame configuration of N2 will be changed, only the first time
slot, surely, have to be active, however, the others time slots
state is based on Kalman filter computation. According to this





receive data from its neighbors.
In Fig. 4, we suppose that the node N3 wants to transmit
data at instant T3 to N2. Unfortunately, this latter is currently
in sleep mode because its Kalman filter did not predict this
event. Normally, The IEEE 802.15.4 standard considers a
node unreachable if this one can’t receive data after four
transmission attempts. Thus, the sender node deletes this
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packet and aborts this communication. As a result, we lose
data that can be sensitive. Although in KF-MAC, node N2
can be just asleep because of Kalman filter computation. To
resolve this problem, we developed a novel postponing-based
retransmission mechanism, in which, we force the sender
node (N3) to inform the coordinator node (when the receiver
node (N2) is still unreachable after the third transmission
attempt) via a new control packet called PDI (Postponed Data
Information). The PDI packet is constructed as mentioned in
Table. I. PDI packet contains the receiver node ID (N2) and
the instant of the first transmission attempt when N3 wanted
to send data to N2. Concerning the fourth and the last attempt,
the node N3 postpones it until the next super-frame.
TABLE I: POSTPONED DATA INFORMATION PACKET












(MAC Header) MAC Payload
MFR
(MAC Footer)
The field order of PDI packet must respect the general
MAC frame order [4]. The MHR of PDI packet contains only
the frame control field and the sequence number field. In the
Frame Control field, the frame type subfield contains a value
different to these used by the MAC command, acknowledg-
ment, the beacon and data. We use the value 7 to indicate a
PDI packet. The Sequence Number field contains the same
value of the data frame sequence number. The MAC payload
for a PDI packet includes two fields: the first field contains
the concerned node ID, while the second field contains the
instant when the first transmission attempt occurred. The MFR
is composed of a 16 bit FCS.
Fig. 4: Exchange message scenario
When the coordinator node receives the PDI packet, it
extracts the both information (N2 ID and the first transmission
attempt instant) and inserts them into new fields of the next
beacon frame. All sensor nodes are listening the beacon frame,
in this example, only the node N2 which has its ID equal to the
node’s ID inserted in the extended field of the beacon frame
is concerned to extract and store the instant T3 in order to
include it in the next Kalman filter computation.
IV. KF-MAC PROCESS
In this paper, we propose a novel Energy Efficient Mac
protocol to dynamically control the wake up moments of
sensor nodes where they have probably data to receive. For
this purpose, KF-MAC protocol consists in adapting the active
state of the sensor nodes transceivers to the traffic flows by
using the Kalman filter.
A. The Process Model
To estimate the moments when the nodes have to wake up,
KF-MAC takes the data receiving moments in the previous
super-frame as measurements. However, in real life appli-
cations of WSNs, there is always a noise factor called the
Gaussian noise that can disturb our measurements. For this,
our process is described by the following linear difference
equation:
xk+1 = A× xk + Vk(Estimated_state) (1)
Where xk+1 is the process state vector at step k+1, A is the
matrix of state transition from step k to step k + 1, xk is the
vector of process state at step k and Vk is a vector assumed to
be a white sequence with known covariance structure (the state
noise). The observation/measurement of the studied process is
assumed to occur at a discrete time in accordance with:
zk = B × xk +Wk(Covariance_estimation) (2)
zk is the measured value of the system and it relates to
the computed value xk. In a perfect case, zk = xk, B is an
identity matrix, it relates the state to the measurement zk, and
Wk is the measurement error vector (the observation noise).
In our case zk corresponds to the moment where the node has
received a data packet.
While functioning, the state of our system is always the
same, so A=1. Our noise measurement factor is directly con-
sidered in the measured value of the system, so B=1. (Notice
that we dropped the subscript k in several places because the
respective parameters remain constant in our model). Thus,
our equations (1) and (2) become as follows:
xk+1 = xk + Vk (3)
zK = xk +Wk (4)
The Kalman filter operates in two distinct stages [29]:
Predict step witch we use the estimated state of the previous
active time to produce an estimate of the current state. Initially,










Where R presents the measure variance that is within the
range of ± time slot of the true value of data reception
moment, and P
′
k is the Guess Variance. At the beginning, we
need to choose an initial value for Pk, i.e. P
′
k. If our initial
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estimated state x̂
′
k = 0, we would let P
′
k = 0. However given





would take the filter to always believe that x̂k = 0. As it turns
out, the alternative choice is critical. We have to choose almost
any P
′
k 6= 0 and the filter would eventually converge. In our
case we will start our filter with P
′
k = 1. That means, we trust
the measurement more than we trust our guesses.
K > 1 means the measurement is more trustworthy.
K > 0 means our guess is more trustworthy.
From experience, we know that the true values of the
data reception moment have a standard normal probability
distribution, we will start our filter with the guess that the
moment is 0. In other words, before starting we let x̂
′
k = 0.
And we calculate the estimate:
x̂k = x̂
′
k +K × (zK − x̂
′
k) (6)
Then, we need to calculate the estimate variance Pk.
Pk = (1 − Kk)× P
′
k (7)
In Kalman filter, we predict, update and repeat the process
as required. In our case, this process will be repeated for each




k+1 = Pk (8)
x̂
′
k+1 = x̂k (9)
V. PERFORMANCE EVALUATION
A. Simulation Parameters
In this section, we validate the KF-MAC protocol analytical
model by evaluating its performances using NS-2 simulator.
The results are compared with those of IEEE 802.15.4 standard
and S-MAC protocol. The evaluation focuses on how the
sensor nodes save power without affecting the PDR and
latency.
In this simulation, we consider a scenario containing 99
sensor nodes connected to a coordinator node (100 sensor
nodes in total). The coordinator node has an unlimited source
of energy. All this sensor nodes use the KF-MAC protocol
and they are randomly deployed in the monitored area. To
validate KF-MAC protocol performances, we evaluate end-to-
end delay (latency), delivered packet rate (PDR), and energy
consumption. For this goal, first, we use Constant Bit Rate
(CBR) traffic, second, we use exponential traffic. The results
of the simulation are carried out with parameters presented in
Table II.
B. Simulation Results
For simulations, we are interested by the Beacon-Enabled
operation mode of IEEE 802.15.4 standard. We use two sce-
nario where the sensor nodes are randomly deployed. First, we
consider a collected data scenario of environmental monitoring
with exponential packet arrivals time characterized by an
average rate of λ PCKT/s. Second, we consider a periodically
collected data scenario.
TABLE II: PARAMETERS VALUES OF SIMULATION
Parameters Values
Number of nodes 100
Propagation mode Two-Ray-Ground
Routing protocol AODV
Type of topology Mesh
Topology dimension 300 x 300 m2
Data packet size 100 B
Radio power in idle and listen mode 14.4 (mW)
Radio power in transmitting mode 36.0 (mW)
Radio power in sleep mode 0.015 (mW)
Simulation time 1000 (s)
1) CBR Traffics: In first simulations stage, we fixed the
number of connection (number of communications) at 10,
and we varied the packets transmission interval from 0.5s to
2.5. In the second stage, we fixed the packet transmission
interval at 1.5s, and we varied the number of sender nodes
from 5 to 25. This helps us to evaluate the impact of the
communication load and the impact of the traffic density on
the various performances metrics. All results are the average
of 50 simulations.






















































Fig. 5: Energy consumption results
As a first comparison of performance metrics, we measured
the average of energy. The energy average consumed during
the simulation was obtained by the sum of the energy con-
sumed at the end of the simulation of each node divided by
the total number of nodes. The energy consumption increases
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proportionally with the number of packets. Fig. 5 shows that
KF-MAC protocol consumes always less energy than those
of IEEE 802.15.4 standard and S-MAC, whether in the case
of low traffic or in the case of a high density of traffic. This
is caused by the more asleep of sensor nodes, thanks to the
prediction mechanism which wakes up the nodes only if an
event (receiving data) will probably occur, the sensor nodes
will not waste energy due to idle listening or overhearing,
which allows them to stay longer alive. And consequently, the
entire network lifespan will be extended.














































Fig. 6: The average latency results
End to End delay measures the average time cost between
the receive and the send moment of data packets. It represent
the stability and reliability of the WSN. More the latency
is reduced, the protocol is found to be more robust. Fig. 6
shows that End to End delay of KF-MAC knows a small
increase compared to those of the IEEE 802.15.4 standard
and S-MAC protocol. The reason behind the increased delay,
is the fact of always postponing the last data transmission
attempt until the next super-frame. In addition, when there are
more contending senders nodes, the probability to have more
collisions increase, the backoffs process can degrade the QoS
of MAC protocols. When the collisions happen, a sensor node
must wait for backoff time before to retransmit data packets.
Furthermore, persistent collision causes to the retransmission
of data packets multiple times, which results in a larger End
to End delay.






































Fig. 7: Packet delivery ratio results
In Fig. 7, PDR decreases in two cases, either in the case
when the number of communication in the network increase.
Or in the case when the data packet transmission interval
decreases. This is due to the growth of the probability of
having packet loss due to collisions.The highlight of KF-
MAC protocol is keeping the same rate of delivered packets
as the IEEE 802.15.4 standard in the all evaluation cases,
even if there is a high probability of having the destinates
nodes in sleeping mode because of prediction mecanism. KF-
MAC protocol is a efficent solution that allows reserving the
energy consumption of the sensor nodes without increasing
the number of lost packets.
2) Exponential Traffics: In this part of simulations, we
assume that the occurred events follow the exponential distri-
bution. First, We varied the average time between the events
from 10 to 210 ms. Second, we fixed the average time between
events at 210 ms, and we varied the number of connections
(number of communication) from 5 to 25. This help us to
evaluate the impact of the traffic density and the impact of
communications load on the various performance metrics of
KF-MAC protocol. Over 100,000 events were produced in
each simulation case.
Prolonging the network lifespan is the most major challenge
to resolve in WSNs, though, It is found that when the
generation of data packets increases the energy consumption
of sensor nodes also increases. According to Fig. 8, it is
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Fig. 8: Energy consumption results
clear that KF-MAC protocol is a better solution to reduce
energy consumption of sensor nodes. KF-MAC protocol is
widely powerful within the meaning of the reduction of energy
consumption compared to IEEE 802.15.4 standard and S-MAC
protocol. Whether in the case of low communications load, or
in the case of a heavy traffic. This is thanks to Kalman filter
computation that estimates the times when sensor nodes must
be active to receive data packets.
Concerning the latency in Fig. 9, we note that KF-MAC
protocol suffers from a delay compared to IEEE 802.15.4
standard. the End to End delay obtained by KF-MAC protocol
knows a small increase. This difference does not exceed 150
ms in the worst case.
Fig. 10 proves that even in the case of increasing the number
of source nodes or in the case of heavy traffic KF-MAC
protocol keeps the same PDR than the IEEE 802.15.4 standard.
KF-MAC protocolis a real solution to save energy nodes in the
beacon mode without increasing the number of lost packets
and without having a critical latency.
VI. CONCLUSION AND FUTURE WORK
In this work, an effective and energy aware protocol (KF-
MAC Protocol) has been presented. KF-MAC is a good
solution for reducing the power consumption of WSN thanks
to its process that wakes nodes up only if they should transmit
or receive data packets. The effectiveness of this solution has
















































Fig. 9: The average latency results
been proved by the obtained results in several scenarios, either
in low and high traffic load scenarios, or in low and high
communications load scenarios. Simulations confirmed that
through KF-MAC protocol, we get to optimize the energy
consumption and the packet delivery ratio without influenc-
ing negatively message latency. We believe that the concept
underlying of KF-MAC can be adopted in different topologies,
so, in our future work we intend evaluating this protocol in
different application environments.
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