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2.1 RSA
RSA Rivest, Shamir, Adleman
2.1.1
2.1.1 RSA
Step 1: $p,$ $q$
Step 2: $n=pq,$ $\chi(n)=LCM(p-1, q-1)$
Step3: $GCD(e, A(n))=1$ $e$ $e$









































$N+1$ $P$ $s\in F_{p}$ $s$


















Step 1: $N$ $A_{N^{\text{ }}}i$ $A_{l}$
$s_{l}$
$p$
Step 2: $A_{l}$ $f_{i}(0)=s_{l}$ $t$
$-1$ $F_{p}$ $f_{j}$ o $v_{l,j}=f_{i}(j)$
$A_{j}$
Step 3: Stepl $A_{j}$
$v_{1,j},\cdots v_{/v,/}$
$A$, $\iota_{j}=\iota_{1.J}+\cdots+v_{\Lambda^{i},\text{ }}(mod p)$
Step 4: $A_{J}$ $v_{j}$
$v_{j}$ $f(j)=v_{j}$ t–l
$f(O)$ $s$ $s$ $s$,
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Step 1: (t, N)
Step 2:






















$d\ovalbox{\tt\small REJECT}$ – RSA $d$
$m\equiv c^{d_{1}+d_{\sim}+\cdots+d_{N}}(mod n)$
$m\equiv c^{d_{1}}\cross c^{d_{\sim}}’\cross\cdots\cross c^{d_{N}}(mod n)$
$c$ $d_{l}$ $m_{i}$
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26 $(t, N)$ RSA
$(t, N)$ RSA
$N$ $t$


























Step 2: $p-1$ $g\in Z_{p}^{*}$
Step 3: $x$ $\{0,\cdots,p-1\}$
Step 4: $y\cong g^{X}(mod p)$































3.2. 1 $(t, N)$ ElGamal
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