The purpose of this paper is two-fold. First, it seeks to introduce the conceptual prototype of SpamCombat, a Web application that helps combat spam through gamification of community policing. Second, it attempts to evaluate SpamCombat by identifying factors that can potentially drive users' behavioral intention to adopt. A questionnaire seeking quantitative and qualitative responses was administered to 120 participants. The results indicate that behavioral intention to adopt SpamCombat is generally promising. Most participants appreciated the novelty of SpamCombat in supporting community policing to promote a spam-free cyber space. However, participants felt that using SpamCombat could be time-consuming.
Introduction
The upsurge of Web 2.0 in recent years has revolutionized the role of online users by allowing them to freely engage in knowledge sharing through exchange of ideas and opinions [1] . One way for users to share knowledge comes in the form of community policing, whereby they voluntarily bear the responsibility to police the cyber space for benefits of their peers [2, 3] . For example, users of MySpace, a popular social networking site, can participate in community policing by flagging off inappropriate content posted by others [4] . For the purpose of this paper, community policing refers to the voluntary practice of marking inappropriate content as spam by users to promote a spam-free cyber space. Advancements in Web technologies in recent past have led to the emergence of a variety of online games [5] . These can range from ordinary Flash-based animation games to sophisticated Massively Multiplayer Online Games (MMOG) that allow users to play, interact, co-operate with or compete against thousands of peers in the virtual world [6] . One of the most recent forms of online games includes games with a purpose [7] . These involve the use of games in non-gaming contexts to promote user engagement in performing tasks that are trivial yet mundane for humans but challenging for computers through what is known as gamification [8] . For example, gamified applications have been deployed to accomplish image labeling tasks that humans perform more easily and accurately than computers [9]. However, gamified Web applications are usually not designed for community policing. Conversely, Web applications that support community policing may not offer entertainment. Hence, this paper proposes a Web application that gamifies community policing to combat spam. This is necessary because Web provides ample opportunities for individuals and businesses with malicious intentions to create spam indiscreetly as well as directing traffic to irrelevant websites [10] . Thus far, detection of such spam has been mostly studied using text-based approaches or link-based approaches [11, 12] . However, the gradual sophistication of spamming techniques often renders these approaches ineffective [13, 14] . Such shortcomings of the current state-of-the-art techniques may be mitigated by human intervention, framed through the twin lenses of community policing and gamification. This approach not only taps into users' altruism and commitment towards online communities for spam detection [15] , but also enlivens the task through entertainment.
Given the dearth of Web applications that gamify community policing coupled with the potential of detecting spam through human intervention, the purpose of this paper is two-fold. First, it seeks to introduce the conceptual prototype of SpamCombat, a Web application that helps combat spam through gamification of community policing. Second, it attempts to evaluate SpamCombat by identifying factors that can potentially drive users' behavioral intention to adopt.
The rest of the paper proceeds as follows. Section 2 reviews the literature on community policing, gamification and behavioral intention to adopt. Section 3 offers an overview of SpamCombat. Section 4 explains the methods while section 5 presents the results. This is followed by the discussion and the conclusion.
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Literature Review
Community Policing
Community policing in the context of this paper refers to users' proclivity to mark inappropriate content and combat spam in the cyber space for the benefits of other users. Given the ease with which users can create content frivolously without any quality control coupled with the malicious practices of individuals and businesses to contribute inappropriate content indiscreetly [10] , the state-of-the-art spam detection techniques are gradually becoming less effective [13, 14] . Hence, it could be a timely endeavour to leverage on users' community policing efforts to combat spam. As users play a very active role online, they should also be seen to play a part in policing the Internet [16] . Although such a form of online vigilante is not very widespread to date, there have been a few instances of community policing intended to weed out inappropriate content. As early as 1995, a group called CyberAngels was formed to actively police the cyber space and promote netiquette [17] . In the modern Internet-blitzed society, such community policing is gradually being opened to all users. For example, review platforms such as TripAdvisor.com present the question "Problem with this review?" alongside each submitted review. If users doubt the authenticity of reviews, they can report their concerns. Such a collaborative approach of community policing could be beneficial to combat spam on the Web in the long run.
