Abstract-Our project describes a system for the automation and monitoring of a smart house. The system consists of several sensors such as: temperature sensor, humidity sensor, light sensor and presence sensor. The data from sensors is processed and transmitted to the central module via Xbee-ZigBee or to a smartphone through the Bluetooth module. The central module connects at the Internet via WiFi and through an application we can remotely monitor the state of the house or control various devices within the enclosure.
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I.INTRODUCTION
At present the importance of automation and computerization in all fields is becoming increasingly important. A home equipped with state-of-the-art automated systems should simplify our life and not complicate it. In most cases, the goal of improving technologies is to protect people and provide them with the necessary comfort. Therefore, integrating intelligent equipment into a home infrastructure simply simplifies our life and saves our time and money indirectly.
An intelligent home is equipped with multiple power management systems, home maintenance costs, electronic payment systems, various monitoring modes, and so on. Automation makes the home a practical and easy to use multifunctional complex, harmoniously and coherently integrating the whole home audio and video system, communications, air conditioning, lighting, security, the internet, etc.
Studying several papers in this field, we found that several types of sensors are used to monitor smart house parameters. The most used sensors for monitoring smart home parameters are: light sensor, glass break sensor, gas detector, motion sensor, beam sensor, freeze sensor, smoke sensor, water sensor, humidity sensor, presence sensor and camera [1] [2] [3] [4] [5] [6] . An important part of these smart home monitoring systems is their remote accessibility and the possibility to intervene in an emergency. For the connectivity of smart home monitoring and automation systems are used technologies such as: Internet connectivity, GSM technology [1, 2, 8] or wireless connectivity [5, 7, 9] Smart home security is a very useful application of IoT and it is used to create an inexpensive security system for homes as well as industrial use [9] .
II. SYSTEM DESCRIPTION Our system, presented in Fig.1 , is built to acquire data from different sensors (temperature, humidity, light intensity, presence detection, and accelerometer). The data is processed, stored on an SD Card and transmitted via ZigBee wireless communication to central module. Via Bluetooth transmission, you can view in real-time the data from modules on smartphones, tablets, or send infrared (IR) instructions to control home appliances (DVD, TV, Climate).With the data provided by the accelerometer we have the possibility to detect the abnormal state (free fall, earthquake).The central module connects to the Internet via WiFi and through the dedicated application we can remotely monitor the state of the home or control various devices within the enclosure. Fig.2 , is an opensource wireless sensor platform specially focused on the implementation of low power modes to allow sensor nodes to be completely autonomous, offering a variable service life of https://www.degruyter.com/view/j/cjece between 1 and 5 years depending on the operating cycle and the radio frequency used. Waspmote can connect through 10 different radio frequency protocols: 802.15.4, ZigBee, WiFi, Bluetooth, GPRS, 3G, RFID, NFC, 868MHz, and 900MHz.
Fig.2. Waspmote platform
The idea was to use the same type of wireless communication for greater compatibility with other devices, so new RF modules (such as Wi-Fi, Bluetooth and NFC) have been designed that use the same socket as the original XBee , thus enabling the user to use the preferred communication type.
The sensors are active on the sensory event plate while Waspmote is in idle mode. When a sensor picks up a value higher than a previously programmed threshold, a signal is generated that wakes the board out of its low consumption and tells which sensor has generated the signal.
In Fig.3 . is presented the Events sensors board and the switches for each socket. The board allows simultaneous connection with up to 8 sensors whose outputs are compared with a threshold value and are combined into a logic gate OR that implements a change in interrupt bits that awaken the board. The value of these thresholds is programmed by the I2C microcontroller. The system consists of several sensors such as: temperature sensor, humidity sensor, light sensor and presence sensor.
Humidity Sensor is an analogue sensor that provides a proportional output to atmospheric relative humidity with an accuracy of ± 6%. In Fig.4 . is presented a code sequence for reading the values from the humidity sensor; 
Waspmote integrates Digi XBee communication modules into ISM (Industrial Scientific Medical).
This module communicate with the microcontroller using UART_0 and UART_1 at 115200 bps. This module was chosen for sensitivity and high power transmission/reception. ZigBee is supported in the IEEE 802.15.5 link layer, with the particularity that the XBee-ZB-PRO model limits the number of channels to 13.
The WiFi module for the Waspmote platform complements the current connectivity capabilities that allow the direct communication of sensor nodes with any WiFi ISSN 1844 -9689 42 https://www.degruyter.com/view/j/cjece router on the market. In addition, this radio allows Waspmote to send information directly to any iPhone or Android smartphone without the need for an intermediate router, making it possible to create WiFi sensor networks anywhere using just Waspmote a mobile device and batteries with this module. Waspmote can make HTTP connections to recover and send information to Web and FTP servers, as well as using TCP / IP and UDP / IP sockets to connect to any server on the Internet.
III. EXPERIMENTAL MEASUREMENTS
The implemented system for smart home monitoring proposed by us, as shown in Fig. 6 , is fully functional. It allowed to remotely monitor the state of the house or control various devices within the enclosure and recording of data in files on SD CARD. Fig.6 . Implemented system for smart home monitoring proposed by us Fig.7 . presents the ZigBee transmission frame. In order to communicate these two modules, the frame must contain the connection information (PAN ID, channel) type and frame structure as shown in the Fig.8 . The module is functional and provides data reading from sensors, processing and transmitting them to a central module.
The module is independent, has a local power supply (battery) and communicates via Bluetooth with a smartphone, tablet, laptop, etc.
With the help of a smart phone via Bluetooth and Infrared communication we can control the equipment in the premises:
TV, DVD, and climate. The central module connects to the Internet via WiFi, and through the dedicated application installed on the smartphone, we can see the data provided by modules;
Power consumption is low, allowing the system to operate for long periods of time due to the state of the "Hibernation".
The module can be improved by attaching sensors for gas detection, fluid level, liquid detection, oxygen quality, bending sensors, pressure, etc.
In the event of transmission failure, the data can be verified due to local storage on the SD card.
With this data we can create databases, graphs on temperature, humidity and brightness in a particular area or room.
