Vehicular communication requires vehicles to selforganize through the exchange of periodic beacons. Recent analysis on beaconing indicates that the standards for beaconing restrict the desired performance of vehicular applications. This situation can be attributed to the quality of the available transmission medium, persistent change in the traffic situation and the inability of standards to cope with application requirements. To this end, this paper is motivated by the classifications and capability evaluations of existing adaptive beaconing approaches. To begin with, we explore the anatomy and the performance requirements of beaconing. Then, the beaconing design is analyzed to introduce a design-based beaconing taxonomy. A survey of the state of the art is conducted with an emphasis on the salient features of the beaconing approaches. We also evaluate the capabilities of beaconing approaches using several key parameters. A comparison among beaconing approaches is presented, which is based on the architectural and implementation characteristics. The paper concludes by discussing open challenges in the field.
I. INTRODUCTION
T HE past decade has seen the rise of a wireless communication technology that promises to improve the traveling experience on roads. Vehicles and road-side-units with sensing capabilities are now able to collect information about the road and traffic situations with exceptional detail and ubiquity. As the motor industry aims to equip vehicles with the dedicated shortrange communication (DSRC) technology, we may soon experience services of a sustainable intelligent transportation systems (ITS) with an aim to make traveling safer, comfortable, and environmentally friendly.
Large-scale ITS has a substantial possibility of deployment in the near future due to the serious intent shown by the research community to provide safety while traveling. A high-level perspective of safety in vehicular networks is the early driver's reac- Manuscript tion to a potentially hazardous safety situation. A study showed that approximately 60% of accidents could be avoided provided that drivers receive warnings earlier by a fraction as low as half a second [1] . It follows that, awareness about the surrounding traffic situation is a crucial requirement for effective ITS. Usually safety applications demand vehicles to self-organize in order to maintain accurate awareness about the traffic situation. Therefore, vehicles use a high message frequency to periodically broadcast their status (speed and direction) using beacons within the 1-hop transmission range [2] .
However, recent analysis on beacon transmission indicates that existing standards in beaconing restrict the performance of vehicular applications [3] , [4] . Essentially, for constant message frequency, the limited wireless bandwidth causes loss and erroneous beacon reception under high-density networks. It is also worth mentioning that the standards for periodic beaconing are designed to be inline with the spontaneous mobile ad hoc communication requirements, which do not necessarily conform to the communication requirements of vehicular safety applications. That is, during high message frequency transmissions by safety applications, channel saturation and loss of messages cannot be addressed by the beaconing standards alone [5] . This situation calls for adaptive beaconing approaches that can efficiently utilize the wireless channel and provide reliable vehicular communications.
Despite the vast number of proposals, only a few surveys exist on beaconing approaches [6] - [8] . The study in [6] classified adaptive beaconing as means for controlling congestion and improving neighbor awareness by surveying a few beaconing approaches. Another study in [7] , classified safety and nonsafety applications to discuss intervehicle communication protocols, which also included multicast and broadcast. A recent survey also summarized salient features of beaconing approaches [8] along with some simulation results. In contrast, this study aims to provide a comprehensive survey of the developments in the area of adaptive beaconing from its initiation to the most recent proposals. Moreover, the survey is designed to be comprehensible for the readers even outside the specialty of the topic. Therefore, we have used a qualitative approach to conducting this survey, which provides discussions on the important concepts without putting complicated results into the context. The key contributions are listed as follows.
A. Contributions
1) The paper describes anatomy of beaconing through a schematic layered illustration and multichannel communication perspective.
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2) We list the key performance requirements of beaconing and elaborate the beaconing design with respect to the information required by the beaconing approaches. 3) With the aim of classifying beaconing approaches, the paper introduces a design-based taxonomy. 4) A survey on the salient features of beaconing approaches is given to highlight the key observations about each category of the beaconing approach. 5) We qualitatively evaluate the capabilities of beaconing approaches using important parameters. 6) The paper explores the architectural characteristics to further classify and compare the beaconing approaches. 7) Finally, we present some open challenges. These contributions are given in separate Sections from II to VIII; the conclusion is given in Section IX.
II. ANATOMY OF BEACONING
Here, we describe the layered illustration and multichannel communication perspective of 802.11p for beaconing [9] .
A. Schematic Layered Illustration of Beaconing
The European Telecommunications Standards Institute (ETSI) [10] and IEEE Wireless Access for Vehicular Environments (WAVE) [11] , [12] have conceived the necessary layered architecture for vehicular application communication. In Fig. 1(a) , we show a schematic illustration of this layered architecture, which does not necessarily correspond to the actual standard; rather, it highlights only the noteworthy aspects involved in beaconing. The flow of beacons is also illustrated with respect to the transmitter and the receiver in Fig. 1(b) .
The beacons in vehicular ad hoc networks (VANETs) provide the actual services for the safety and nonsafety applications. However, upon close examination, it can be observed that the scope of the required information for vehicular applications is limited to sensor inputs, vehicular speeds, and longitudinal and lateral dynamics, to name but a few. Accordingly, there exists an additional facilities layer/Message sublayer. The role of this layer is to maintain a local topology image encompassing neighbor vehicles and to communicate with the application layer, which in turn informs the driver assistance system to generate warnings and message alerts. Two types of messages are used for this purpose: 1) periodic beacons for neighbor localization, and 2) event-driven messages to inform neighbors about a potential hazard. It should be noticed that beacon transmission is broadcast and vehicles may receive messages not intended for them. Therefore, this layer is also responsible for dropping irrelevant messages through message filtration. The inconsistency estimator is critical in identifying variations in the desired accuracy of the local topology image and in the longitudinal and lateral dynamics of the vehicle itself. The other type of messages is the Wireless Service Advertisements (WSAs), which are used to advertise nonsafety application services by the service providers.
Regardless of the type of message, the efficient periodic beacon dissemination is governed by the choice of certain parameters, such as message frequency and transmission power along with several MAC/PHY layer parameters. Indeed, the choice for adapting these parameters can be based upon the traffic context and application-specific context. As such, the DSRC communication control block specifies how message frequencies and transmission powers are adapted, while the MAC/PHY control block allows the adaptation of contention windows, and data-rates to name but a few. Also, in order to avoid channel saturation in the wireless medium, the distributed congestion control block specifies congestion control strategies based on the open-loop and close-loop control theory approaches. After fine-tuning of the transmission parameters at the DSRC control block, the beacons are then disseminated on the shared wireless medium. Next, we examine the details involved in multichannel beacon transmissions.
B. Multichannel Communications
To avoid the complexities of channel association and to provide spontaneous wireless access, 802.11p is specified as a multichannel access mechanism for VANETs. It is based on 802.11× Wireless Local Area Network (WLAN) standard. Unlike WLAN, the 802.11p distributes its services across two types of channels [13] : 1) control channel (CCH) and 2) service channel (SCH). The periodic beacons are transmitted with a high frequency on the CCH. In addition, providers also advertise the nonsafety applications on the CCH. In response to the nonsafety advertisements, users can switch to a SCH to access a service. It implies that vehicles are bound to tune their radios to a desired channel for a particular service. Fig. 2 illustrates radio configurations for channel switching using single and dual radios [14] . The IEEE WAVE has one CCH and six SCHs with four different configurations as shown in Fig. 2(a) . The W1 configuration requires a radio to permanently tune to the CCH. The W2 configuration requires the radio to switch between the CCH and SCH. In W3, the radio can switch between the available SCH but cannot access the CCH. In W4, the radio is permanently tuned to the CCH and cannot access any SCH. It should be noted that W3 and W4 configurations require dual radio setup to access both safety and nonsafety services. A single radio tuned in W4 requires a second radio in W2 configuration. A radio tuned in W3 can have another radio which is tuned in configuration W1 or W2. Fig. 2 (b) shows the radio configurations in the ETSI standard for one CCH and four SCHs. The T1 configuration permanently tunes the radio to the CCH. The configurations in T2 and T3 are used to access any SCH with mandatory tuning to the CCH. During congestion, the ETSI also allows service advertisements on the SCH1.
To provide service differentiation, these standards allow classification of messages by using enhanced distributed coordinated access (EDCA) of 802.11e [15] . According to EDCA, contention window sizes are assigned to different traffic categories. High-priority data get lower contention windows and vice versa. In addition, the default data rate for beaconing is defined as 6 Mbps [16] .
III. PERFORMANCE REQUIREMENTS AND BEACONING DESIGN
This section discusses the desired performance requirements and the subsequent design of adaptive beaconing approaches. 
A. Performances Requirements
The following performance requirements are desirable for beaconing approaches: 1) reduced beaconing load, 2) application diversity, 3) fairness in beacon transmission, and 4) reliable beacon delivery.
1) Reduced Beaconing Load: Beaconing load on the control channel indicates the state of channel occupancy. During the state of high occupancy, otherwise known as congestion, the vehicular applications scale poorly. For instance, beaconing load for dense networks can affect application performance due to higher latency in acquiring neighbor awareness. To manage the state of channel occupancy, beaconing approaches must adapt according to the vehicular density, channel states, bit error rates (BERs), etc. Possible mechanisms to reduce load includes 1) the use of position prediction algorithms and 2) reduction in transmission power. The former avoids unnecessary beacons by predicting the vehicle positions based on their previously received positions while the latter restricts the transmission range to minimize beaconing load. It should be noted that it is undesirable to use feedbacks for beacons which have marginal temporal validity.
2) Application Diversity: Vehicular networks have the capability to host safety applications [17] , [18] , [19] as well as nonsafety applications [20] . These applications have diverse requirements for beacon dissemination and awareness levels. For instance, beacon dissemination [21] - [25] can tolerate certain level of delay. Therefore, application diversity of a beaconing approach indicates the ability to satisfy different application requirements.
3) Fairness in Beacon Transmission: The consistency in mobility and communication patterns are pertinent to vehicular networks. Consequently, vehicles have different views about their respective topologies and the state of channel occupancy. Under these conditions, for a beaconing approach to be fair, it must perceive the views of neighbors before adapting a transmission behavior. In other words, the adaptive transmissions from one vehicle should not affect transmissions from its neighbors. As an example, consider a vehicle experiencing low channel occupancy, which subsequently increase its message frequency. However, beaconing approach with fairness criterion demands that frequency increase should not cause a state of congestion in neighbors and force them to use a lower message frequency. Similarly, an increase in transmission power is known to Combination of above decrease the message reception probability of nearby neighbors [26] . Therefore, power adaptation must be fair across vehicles within a transmission range. Implementing fairness requires information sharing among vehicles about their views of the topology and network states.
4) Reliable Beacon Delivery:
A critical objective of adaptive beaconing for safety applications is the reliable delivery of beacons in a timely manner. Note that, the beaconing approaches do not use acknowledgments to indicate beacon reception. Therefore, reliability must be provided through different adaptive approaches, such as message prioritization, increasing message frequency, and transmission power, etc. Providing reliable delivery of safety-critical data may violate fairness criterion at some vehicles, therefore, an appropriate choice for measuring reliability is to use application-centric metrics, such as time-window reliability (T-WR) and drivers reaction time to name but a few.
B. Design of Adaptive Beaconing Approaches
Two aspects govern the design of beaconing approaches: 1) the information used as input by the adaptive beaconing approach and 2) the subsequent choice of the control mechanism for beacon transmission. Here, we restrict our discussion to the concepts and categories of the information used as input for the adaptive beaconing. Table I lists the impact of the type of information on the system performance requirements.
1) Application Requirements: Application requirements indicate the transmission requirements of beacons for correct operation of vehicular applications. Based on these requirements, the MAC layer can adapt the beacon transmission accordingly. For instance, in ETSI, the facilities layer can specify a strict temporal requirement for the media access control (MAC) to transmit beacons with prioritized access using 802.11e. The application requirement has a direct impact on the fairness and reliability. Reliability results in improved reaction time for the drivers in a hazardous road condition, e.g., through a prioritized delivery of a collision avoidance message.
2) Network State: Network state specifies the locally computed performance metrics of the wireless channels. It includes channel busy ratios (CBR), BERs, and interference levels, to name but a few. Most of the approaches depend on these metrics to cope with the scarce channel resources. It follows that using network state has a direct impact on the beaconing load and fairness. With the capability of sharing the network states with neighbors, the secondary impact can be specified in terms of improved reliability.
3) Traffic Scenario:
Traffic situation corresponds to the one of the defined safety scenarios in [17] . To detect a traffic scenario, a vehicle constantly monitors the status of neighbors and road conditions [27] . Specifically, the vehicle yaw rates, intersection crossings, overtaking maneuvers, roads with merging locations, etc. Variations in a traffic situation directly impact the beaconing load required for a certain level of awareness. For instance, a high-speed vehicle approaching an intersection needs a higher message frequency and hence a high beaconing load [28] . 4) Mixed: The discussed information categories can be used in different combinations for a multiobjective beaconing approach. As an example, reduced beaconing load and reliability requires network state as well as application information in order to maintain CCH saturation and to provide timely delivery of beacons [27] .
IV. TAXONOMY
The design of beaconing approaches can be classified into 1) beaconing category, 2) information dependency, and 3) objective function as shown in Fig. 3 . Each design element is discussed in the following.
A. Beaconing Category
Beaconing category classifies the response by a beaconing approach to the acquired information. The four beaconing categories include: 1) message frequency control (MFC), 2) transmit power control (TPC), 3) miscellaneous, and 4) hybrid.
With MFC, vehicles adapt the frequency for beacon transmission. The aim is to improve CCH utilization for a variety of objective functions. For instance, lower frequency reduces CCH load and helps achieve a higher probability of beacon reception. Similarly, a higher frequency can be used to guarantee message delivery in an intersection collision warning system [28] .
TPC is primarily used as a topology control mechanism. The TPC approaches share similar objective functions with the MFC. Additionally, efficient TPC increases the throughput, coverage area of the transmitter [29] and the reception probability for specific regions [30] .
More recently, researchers have started focusing on the multichannel switching aspects of 802.11p for adaptive beaconing. We refer to these aspects as miscellaneous, which includes an adaptation of contention window size, physical data rates, desynchronization of transmission intervals, etc.
Hybrid control specifies the combination of MFC, TPC, and miscellaneous approaches. The aim is to exploit the strengths offered by different approaches. For instance, given the fundamental bounds of wireless networks, transmission rate and power must be adapted to efficiently utilize shared channels. In VANETs, this notion is relevant and may be utilized according to the context and desired objectives. Such as, transmit rate can be adapted according to the traffic context while power can be adjusted for higher information-penetration. 
B. Information Dependency
The beaconing approaches can also be classified by examining the information required by a beaconing approach for decision making. This information represents 1) situation, 2) communication feature, and 3) hybrid.
The first category indicates the traffic situation. That is, at a particular time, the vehicular network represents a unique traffic situation. It further implies that the traffic information is diverse and can be classified as microscopic, macroscopic, and self-situation. Microscopic information refers to the exact traffic scenarios as specified by ETSI [17] . On the other hand, macroscopic information describes an overall traffic situation such as vehicular density i.e., high or low. Finally, selfsituation represents the variations in the movement of a vehicle itself.
Communication feature specifies the transmission characteristics. For example, CBR, clear channel assessment reports, interference levels, and packet collision, etc. It follows that this information can be differentiated as: 1) localized and 2) generalized. The former specifies local computations of transmission characteristics while the latter specifies local as well as acquired statistics from the neighbors.
The hybrid category is more diverse and uses a combination of traffic-related information and communication information.
C. Objective Functions
The objectives of beaconing can be system-specific or application-specific. System-specific objectives include performance improvement in the quality of transmission. For instance, reducing the channel load on CCH, managing packet drops, and controlling collisions during transmission. System-specific objectives require localized or generalized communication information.
On the other hand, application-specific objectives aim at enhancing safety application performance. For instance, rapid event detection, fairness in channel access, a higher degree of awareness, prioritization of critical event-driven messages, and message delivery within strict time constraints.
V. SURVEY OF ADAPTIVE BEACONING APPROACHES
Here, we survey the most important beaconing approaches in existing literature. At the end of this section, in Table II , we only summarize the key observations about each surveyed beaconing category due to space limitations.
A. MFC Approaches
With MFC, vehicles adapt the frequency for beacon dissemination. In this section, we survey the most noteworthy MFC proposals in literature.
1) MFC-Based on Traffic Situation:
The most common criterion for adapting message frequency is the surrounding traffic situation. As such, the MFC approach in [27] , studied the vehicular density and speed for message frequency adaption. The authors proposed to adapt message frequency based on a vehicle's own movement or based on the surrounding situation. A vehicle's own movement includes speed and yaw rates along with special vehicles that need prioritized access to the road lane. Any of these conditions require a higher message frequency. By contrast, congestion is deemed more significant than awareness in high-density networks because of the high probability of beacon collisions. Therefore, the study proposed to reduce the frequency based on vehicular density to reduce congestion and maintain an acceptable level of awareness.
2) MFC-Based on Position Prediction: The MFC approaches in [31] and [32] proposed to use a vehicle position prediction model for adapting the message frequency. The basic motivation is to reduce congestion by minimizing unnecessary beacon transmissions.
The MFC in [31] models position prediction by exploiting the information in the received beacon. That is, after receiving a beacon from the neighbor, the receiving vehicle starts predicting the neighbor's position for a specified time. In the meantime, beacons are sent to the predicted neighbor position. The position is updated upon the reception of a new beacon from the same neighbor.
Similarly, the position prediction in [32] , is based on the Kalman filter for distributed position estimation logic. It means that after advertising a beacon, the vehicle calculates its own Control mechanisms for position prediction lack timely prediction of potential hazardous situations Safety application specific Non-safety application specific Evaluation of tolerable extent up-to which frequency could be adapted for safety applications is a challenge Transmission Power Control (TPC) Fairness in power allocation A tradeoff exists between fair power allocation and high beaconing load Random transmit powers Power reduction requires consideration for propagation effects i.e., shadowing/fading Spatial reuse
Reduced transmit power brings synchronous collision close to the critical safety range specified by the application Exact transmission range Unfair power allocation may cause low reception probabilities for vehicles at close range Miscellaneous (Misc)
Desynchronized transmissions For higher PDR, data-rates beyond 6 Mbps is not beneficial due to sensitivity of modulation schemes to noise Physical data-rate adaption Increase in contention window increases the probability of beacons being dropped at the source Contention window adaption Increase in contention window also helps in selection of different back-offs, hence reduced probability of collisions Carrier-sense thresholds based beaconing
Being hardware-specific parameter, the carrier-sense threshold has very few proposals Hybrid
Combination of above Useful for highly specialized vehicular scenarios with hard QoS requirements Allows flexibility in choice of adaption parameters position in the near future that replicates the position calculation process at the neighbor vehicles. Subsequently, using the errors in position, the vehicles adjust their message frequency.
3) MFC-Based on Fairness: Fairness in adapting message frequency is critical and requires cooperation among vehicles. The approaches proposed in [33] and [3] provide fairness with respect to the periodic beacons and the event-driven messages.
The approach in [3] , and [4] use high channel occupancy as an indicator for high congestion. Therefore, during congestion, a vehicle informs the neighbors about its state. Upon reception of this message, all vehicles cooperate by blocking the transmission of periodic beacons to allow the transmission of potential event-driven messages. Moreover, in response to the message, vehicles adapt the message frequency by using the concept of additive increase and multiplicative decrease. This approach implies that the message frequency is initially increased by one message per second and reduced by half if congestion occurs.
Similarly, periodically updated load-sensitive adaptive rate control [33] adapts message frequency by considering the vehicles that cause congestion within the carrier sense range. For a specified time interval, a vehicle monitors the CBR and listens to the CBR advertised by the neighbors. Thus, the adapted message frequency maintains an acceptable CBR level to provide highly probable transmission of event-driven messages. Moreover, the feedback helps in identifying vehicles that contribute more to the congestion. As a result, the transmission rate of such vehicles is reduced. 4) MFC for Overtaking Assistance: An important consideration in adaptive MFC is the performance of safety applications. The approach in [34] defines two types of vehicles: leading and regular vehicles. Unlike regular vehicles, the leading vehicle has no neighbors in front. Therefore, to enable safe overtaking maneuver by regular vehicles, the leading vehicle monitors, and reports the presence of oncoming traffic. For reliable reporting, this information is transmitted by using event-driven messages at a higher message frequency than the normal vehicles.
B. MFC for Nonsafety Applications
Nonsafety applications may also benefit from message frequency adaptation. The authors in [35] proposed to use beacons to transmit Traffic Information Systems (TIS) data [36] . The main objective is to provide high event-penetration ratio without using flooding. To reduce the channel load, message frequency is adapted based on two pieces of information: 1) the distance of the vehicle that generates the TIS data to the event and 2) the age of the disseminated message that specifies the information freshness. It also uses communication-driven information that includes 1) the number of collisions, 2) the signal-to-noise ratio, and 3) the number of received beacons. To ensure that rate adaption is inclined toward congested channels and collisions, communication-driven parameters are weighted more than the distance to the event and message age parameters. This situation implies that the highest transmission rate is selected if the TIS data are fresh and the channel usage is minimal. Otherwise, the transmission rate is optimized to meet the dissemination requirement of the data while keeping the channel load at a minimum.
The beaconing approach in [37] controls the frequency of beacons for efficient bandwidth utilization. In addition, the approach introduces a fair data selection mechanism such that the most significant messages receive high priority for transmission. This condition is achieved by identifying vehicle interests in the data and then distributing that interest among the neighbors. Moreover, to efficiently utilize the channel, message frequency is controlled by considering parameters such as data age, distance to the destination/roadside unit, history of message reception, and vehicular interest in data.
C. Transmit Power Control Approaches
Transmit power control (TPC) defines variation in the transmission power for beacon dissemination. In this section, we survey the TPC approaches proposed in [38] - [41] for VANETs.
1) TPC-Based on Fairness: For constant message frequency, the authors in [38] defined the congested region as the one with the maximum number of interfering interference ranges. The motivation of the proposed TPC is to provide strict fairness in the transmit power through cooperation. The approach works in two phases. In the first phase, a vehicle collects information about the power levels of the neighbors. The vehicle then calculates a power value, which is the maximum common value among the received power values. In the second phase, the calculated power value is advertised. This step ensures that the locally computed power level does not violate the congestion requirement of the neighbors. Finally, upon reception of the calculated power values, the vehicle selects the minimum power level to transmit.
2) TPC With Random Power Level: In highways, vehicles have a tendency to form clusters because of minimum relative speed variations. Under this scenario, beacon collisions are recurring. As such, the approach in [40] proposes random transmit powers to reduce recurring collisions to increase neighbor awareness. To ensure fairness in power selection, all vehicles randomly select transmit powers by using a common mean and variance. The mean power level enables the vehicles to maintain a higher awareness of close-by neighbors. Furthermore, it reduces the overall congestion by transmitting less at longer distances.
3) TPC for Spatial Reuse: Power adaption can be used to optimize the spatial reuse and to provide transmission over long distances. The TPC in [39] provides spatial reuse by reducing the transmit power for beaconing. Initially, a beacon is transmitted by using a low power level. It is followed by the retransmission phase, which also provides a simple form of information aggregation, that is, along with the received beacon, the relay also transmits self-information. To retain information freshness and to avoid delays in the multihop transmission, the retransmission is scheduled on selected relays.
4) TPC-Based on Feedback:
The authors in [41] proposed an application-based power control using feedback. The motivation was to transmit safety messages with enough power level to cover the desired range with no excessive coverage. The initial transmit power for beacons is assigned with respect to the coverage required by an application. Each vehicle then maintains a speaker list, which contains neighbors whose power level exceeds the desired coverage. A feedback message is used to notify the speaker list about their high transmit power levels. Therefore, neighbors whose addresses are included in the feedback reduce their transmit power.
D. Miscellaneous Approaches
Miscellaneous approaches include a variety of parameters for the adaptation of beaconing, which specify intricate de- Fig. 4 . Illustration of the access mechanism using contentions and back-offs.
tails of the MAC layer as shown in Fig. 4 . In the following, we first describe these parameters before proceeding with the survey.
The distributed interframe space (DIFS) is a time interval for a vehicle to wait before transmission. Note that, the short interframe space (SIFS) precedes the DIFS and it represents the collective time required to process a received frame and a subsequent response frame. Before transmission, if the medium is sensed idle for the duration of DIFS, the vehicle starts transmitting. Otherwise, the vehicle enters a contention period by choosing a back-off. Upon the expiry of the contention period, the vehicle can start transmitting if other vehicles have selected higher back-off values. If a vehicle still finds the channel busy then as part of binary exponential back-off (BEB), the contention window size is increased for the next transmission attempt. The rate of beacon transmission is specified through the data rate to effectively utilize link throughput. Another parameter is the guard interval, which is a 4 ms timer between the CCH and SCH interval. During this interval, the channel is advertised as busy to restrict transmission. In the following, we survey some of the important beaconing approaches in this category.
1) Desynchronized Beacon Transmissions: A stochastic model for nondeterministic channel switching and its effect are introduced in [42] with an aim of reducing collisions. The approach monitors the beacon firing intervals used by the neighbors. Then, a vehicle selects a distinct firing interval for beacon transmission. In addition, to minimize the probability of converging at the same firing interval, it uses random back-off before transmitting at the selected firing interval. It also has a provision for a network having different periodic transmission intervals, that is, vehicles can report their transmission time periods to each other. In this way, any vehicle that receives a beacon sets its own time period, which is in multiples of the received time period. This approach allows adaptability for vehicles having shorter transmission intervals with those having longer transmission intervals.
More recently in [43] , the authors proposed an applicationbased mechanism to reduce MAC layer collisions. At the application layer, they proposed the intuition of replicating the CCH interval with consecutive 1 ms epochs. Vehicles keep track of the epochs used by the neighbors in the previous time interval. To avoid possible collisions, a vehicle uses an underutilized epoch. In situations where all the epochs are utilized, a random epoch is selected for beacon transmission.
2) Adapting Physical Data Rate: In VANETs, the link quality changes due to fading and mobility. Therefore, an accurate estimate of bit rate adaptation is required to effectively utilize the link throughput with respect to the link quality.
To gain maximum utilization of the link, the approach in [44] proposes an estimation of the data rate for transmission. It exploits the local information for rate adaption without constant probing of the link. As a result, this approach induces minimum delays in rate adaption. With the ability to exploit local information, faulty data rate selection at the beginning of the bursty traffic could be avoided. Data rate estimation is based on two types of functions. The first uses the current context, that is, the local topology, current data rate, and the packet size to estimate packet error. The second function uses previous statistics on the bit rates as exponentially weighted moving averages. The estimation of packet error in the first function for beacon dissemination is based on an empirical model, which uses multivariate linear regression on the measurements obtained from real test beds. For high-speed vehicular networks, data rate estimation using the context is given higher preference over the estimates of previous statistics on the bit rate.
The objective of beaconing approach in [45] is to avoid synchronized collisions at the beginning of the channel interval and to minimize packet drops before the end of the control channel interval. The solution is based on two observations: 1) the beacons can collide due to same back-off selection by different vehicles at the start of a channel interval and 2) a packet may be dropped if the required transmission time for the packet exceeds the available transmission time of the channel interval. To handle the first observation, a longer contention window is proposed, which brings diversity in the slot selection and higher variation in the selection of waiting times before transmission. Nevertheless, this approach reduces the interval for the transmission of beacons and a higher probability of packet drops before transmission. Therefore, the approach introduces a higher data rate. Before transmitting at higher data rates, the delivery probability is calculated for an assured reception.
3) Adapting Contention Window: In the 802.11p standard, beacons are transmitted with the access category (AC) IV. Due to the short temporal validity of beacons the minimum contention window size of AC-VI is kept small. Recent studies have shown that the minimum window size of AC-VI is the main cause of beacon collisions. Here, we discuss recent solutions in handling collisions through contention window adaptation.
The approach in [46] avoids synchronous CCH collisions and addresses packet drops before transmission. The beaconing approach augments the exponential random back-off with slot utilization estimation. Slot utilization is based on the 1) current slot utilization, which is the average of busy slots to the number of available slots, and 2) previous values of slot utilization. After expiry of the back-off, the beacon transmission proceeds if the probability of successful transmission based on the available slot is sufficient. Otherwise, the beacon is dropped. Deferring beacon transmission due to increased contention window can compromise certain vehicles. Therefore, to enable fairness in packet drops across vehicles, a weighted probability of beacon transmission is calculated, which is based on the number of untransmitted beacons and the number of transmission attempts for a beacon.
A related problem with the adaptation of contention window is the aggressive selection of back-off under normal conditions.
In [47] , the authors investigated the effect of contention window under various vehicular densities. Their contribution can be divided into two parts: 1) An analytical framework, which models the behavior of IEEE 802.11p MAC protocol, where the authors show that the broadcast nature of the safety messages affects the optimal value of the contention window. That is, a larger contention window is desired for high-density networks. Moreover, the contention window adaptation should aim to balance out the collisions and expired messages at the source. 2) A unique reverse back-off proposal, in which the initial contention window is set to a higher value. Then, based on the expired message, the window is reduced to half and vice versa for successful transmission.
4) Beaconing Based on Carrier Sense Threshold:
In multichannel access, before transmission, the carrier is sensed to conclude a free or occupied channel. A high threshold suggests that the radio is less sensitive to transmission from the neighbors and vice versa.
R. K. Schmidt et al. [48] , presented a stepwise clear channel assignment threshold adaptation for beaconing. The adaptation mechanism is based on the current waiting time of a beacon in a queue. That is, when a beacon arrives at t0, the default value is assigned to the clear channel assessment threshold. If the beacon stays in the queue after time t1, the threshold is incremented with an offset. After increasing the threshold, the clear channel assessment is carried out immediately. If the channel is found busy at time t2, the threshold is increased again. Finally, the procedure ends if the message is dropped or sent. Furthermore, the approach is capable of assigning priority to different types of messages. It also proposes to use a traffic-shaping mechanism by employing a mechanism similar to the token bucket scheme to regulate bursty traffic.
The authors in [49] proposed a receiver-initiated MAC protocol (RIMAC) for efficient spatial reuse. Unlike sender-oriented approaches, RIMAC allows the receiver to initiate transmission from the sender. The intuition follows from the fact that a sender cannot accurately sense the channel states of the receiver. Therefore, the effectiveness of both physical and virtual carrier sensing is employed in RIMAC. The receiver initiates the transmission by sending a short message that serves two purposes: 1) initiate transmission at the sender and 2) serve as a virtual carrier sense for vehicles besides the sender. To avoid a collision, physical carrier sense is used before transmitting the request to the sender. On the contrary, virtual carrier sensing allows the receiver to identify any existing request made by other vehicles. If detected, the transmission is delayed until the channel becomes free.
E. Hybrid Control Approaches
Hybrid control approaches specify the combination of MFC, TPC, and miscellaneous approaches. This section surveys hybrid approaches in [50] - [53] and [28] .
Vehicular movements can be represented as a tracking problem [54] , which is used for the adaptation of message frequency and power in [51] , [52] . The objective is to keep a free channel for high-priority data. Message frequency is regulated by using the error in the predicted neighbor position. As for power adaptation, vehicles monitor CBR. For a higher estimate of CBR, a vehicle assumes similar values for neighbors. This assumption helps in adapting the transmission power to reduce congestion on the channel.
A novel concept of beaconing as a service (BaaS) is proposed in [50] . BaaS uses vehicular distance to adapt message frequency and transmit power. It specifies the 100 m distance as critical for safety applications with a higher message frequency. A 2-Hz message frequency is used in excess of 100 m. Within the 100 m range, a collision partner is defined as a vehicle that has excessive longitudinal and lateral dynamics. Therefore, to avoid a possible collision, BaaS requests for a higher transmission rate from the collision partner. The request includes specifications of the desired transmission rate and the transmission duration. This approach uses a dual radio setup. Therefore, to handle adjacent channel interferences (ACIs), the transmission power is reduced in one of the channels during parallel transmissions.
To satisfy the requirements of safety applications, a hybrid beaconing approach is introduced in [53] . In this approach, rate and power control regulates the CCH load to address the requirements of safety applications. Specifically, a lane changing scenario is considered for which the proposed approach detects an oncoming vehicle to avoid a potential collision. In this situation, the requirement of lane change application is reliable beacon delivery. To implement adaptive control, the beaconing approach uses the critical distance between vehicles for which a beacon must be shared to avoid a collision. This critical distance is considered between two types of vehicles: 1) a vehicle initiating a lane change maneuver, and 2) a vehicle representing potential collision during the lane change. To provide sufficient time for the driver to react, adaptive transmission emphasizes the reliable delivery of at least one warning message for vehicles entering the critical distance. Authors have proposed to use a higher transmission power with a low transmission rate. This concept is due to the fact that increasing the transmission rate reduces the transmission range in comparison to the increase in transmission power.
Another beaconing approach in [28] is designed for intersection crossings in urban scenarios. The main objective is to avoid vehicle collision at the intersection. The adaptation uses message frequency and transmit power. The algorithm becomes active when two vehicles from two different road segments reach a critical distance. Just like in [53] , reliability is considered for a critical distance between vehicles in which they must receive one beacon to avoid a collision. Upon arriving at the critical distance, vehicles increase the transmit power, such that the probability of successful reception could be guaranteed for a given message frequency. The approach is more reliable than a similar evaluation conducted in [53] .
A transmit power and contention window adaptation is proposed in [55] . The idea of power adaption is based on an accurate estimation of vehicular density, whereas contention window adaptation is used in case of high-priority beacons. After estimating the vehicular density, the beaconing approach uses a static look-up table to select a power level, which is sufficient to cover the desired range. The number of collisions indicates the level of congestion on the channel. As a result, the contention window size is constantly adapted in direct proportions for all the access categories.
VI. CAPABILITY EVALUATION
This section evaluates the capabilities of the beaconing approaches by using qualitative parameters as shown in Table III . The given parameter values are not absolute by any means. Instead, we use qualitative values to evaluate beaconing approaches. The aim is to qualify the evaluation parameters by describing the notion of the choice of a value for each parameter as discussed below.
A. Beaconing Load
Beaconing load is significant in indicating the expected channel occupancy of a beaconing approach by evaluating their respective message frequency requirements. We measure beaconing load on a qualitative scale with values of low, applicationdependent, and high. The beaconing approaches that restrict or defer beacon transmissions are most effective in reducing the beaconing load. The beacon transmission can be restricted based on criteria such as by predicting the neighbor positions or low successful transmission probability of beacons. The applicationdependent value implies that the beaconing approaches have no mechanisms to restrict or defer transmissions, rather the beaconing load is defined by the application requirements such as precrash sensing application that require 50-Hz message frequency. Finally, a high beaconing load is associated with: 1) beaconing approaches with multihop transmissions, 2) beacons that carry information as extra payload, and 3) beaconing approaches using feedbacks.
B. Congestion Control Strategy
Congestion control strategy has a profound effect on the desired performance of vehicular applications. Therefore, the key objective of each beaconing approach is to minimize the state of channel occupancy. Beaconing approaches employ either an open-loop or a closed-loop approach to tackle high-channel occupancy. The open-loop strategy is proactive, which requires an efficient design to stop congestion from occurring in the first place. As an example, adapting transmission power based on a predefined maximum beaconing load is a proactive congestion control strategy [38] , which has a tendency to maintain channel occupancy at a certain level. As a result, unforeseen safety events can be transmitted with a higher probability of reception on a less congested channel. On the other hand, the closedloop strategy is reactive, which allows the congestion to occur. Therefore, it requires feedback and continuous channel sensing mechanism to adapt transmission behavior. For instance, the approach in [3] uses channel busy time as an indicator for congestion and only then triggers the reduction in message transmission frequency. For spontaneous communication requirements of vehicular safety applications, an open-loop congestion control strategy is more desirable.
C. Fairness
As discussed previously, the safety of each vehicle in a network is critical, therefore, beaconing approach must ensure that transmissions from one vehicle do not interrupt transmission from other vehicles. Providing fairness can be considered from two perspectives: 1) fairness during transmission and 2) fairness in congestion control. The former approves fairness through a mutual agreement among vehicles to use certain adaptive behavior for general purpose periodic beacons. While the latter, is applicable upon reception of congestion events from neighbors. Fairness in congestion control demands that the reduction in the frequency/power is relative to the vehicle's marginal contribution towards congestion. Note that, transmission of eventdriven messages may violate fairness under certain conditions. For example, fairness criterion does not hold true for beaconing approaches that are designed to fulfill application-specific transmission requirements such as prioritized delivery and timely reception of messages (i.e., fairness is conditional). Under such conditions, the safety events are transmitted with the highest message frequency or transmission power, which may interrupt transmissions at certain vehicles within the transmission range.
D. Reliability
In the absence of acknowledgments and because of the short temporal validity of beacons, reliability is treated as a critical performance measure for safety applications. We evaluate the reliability of beaconing approaches by using three scales: 1) deterministic, 2) probable, and 3) best-effort. The deterministic reliability is a guaranteed delivery of messages within strict time constraints, such as for lane change warnings approaches presented in [28] , [50] , [53] , and [49] . Nevertheless, deterministic reliability has hard QoS requirements to fulfill. Therefore, such beaconing approaches cannot be generalized for a wide range of safety applications. Another most commonly used beaconing approach is to provide highly probable reliability by relying on the prioritization mechanism of 802.11p without strict time constraints. For example, contention periods for messages could be reduced by assigning a higher priority to beacons, such as in [38] , [48] , [47] . The rest of the approaches are considered besteffort, which supports only general purpose neighbor localization. These approaches are not suitable for safety applications.
E. Data Utility
Data utility specifies the benefit of a received beacon for a vehicle. Enhancing data utility requires effective distribution of vehicles' interest in the data, which also specifies the conflict of interest among vehicles. As an example, in a two-way highway, vehicles in one direction may hold data relevant to vehicles in the other direction. Considering the available capacity for the exchange of only two beacons, the focus of a data utility-based approach is to select and forward messages that maximize the utility for receiving vehicles and not necessarily to improve the total utility of all vehicles [56] . The classification of vehicles based on their interests is crucial in saving bandwidth by transmitting data with the highest utility. The approaches in [56] , [37] utilize data utility for the distribution of TIS.
F. Coexisting Message Dissemination Evaluation
The notion of coexisting message dissemination evaluation originates from the conditional fairness property. As discussed previously, the fairness condition for periodic beacons is subject to a violation during the transmission of high priority eventdriven messages. This concept applies particularly in situations where periodic beacons, event-driven messages, and wireless service advertisements coexist in a network. Therefore, the idea of evaluating the effect of adapting transmission behavior for one type of periodic message on the other is subject to the empirical evaluation. To the best of our knowledge, [57] is the only study that explored coexisting periodic beacons and event-driven messages. In the study, the effects of varying priority levels and message frequency were evaluated. Its findings indicated that keeping periodic beacons at a lower priority enhances beacon up-to-dateness (metric for measuring awareness quality). By contrast, while event-driven messages transmitted at a higher frequency, the temporal effects, that is, low up-todateness can be monitored for the low-priority beacons. In light of this study, similar evaluations can be performed to analyze the periodic communication performance when parameters such as transmit power, contention windows, and physical data rates are adapted.
Based on the safety application requirements, beacon dissemination beyond a certain specified range is of least interest to the safety applications and is unreliable. By contrast, nonsafety applications require periodic transmission of WSAs to a longer range for maximum advertisement coverage. In addition, the standards specify the use of local information for a provider to maintain an accurate view of SCH utilization in nearby providers. This context requires evaluations of different beaconing approaches on the performance of infotainment service providers and users alike. That is, significant insights could be gained by considering evaluation aspects, such as false channel selections by the users and suboptimal SCH utilization views by providers because of increased/decreased frequency, transmission power, contention window, and so on.
In order to evaluate beaconing approaches with respect to different messages that coexist, a benef it/cost approach could be used. This simple yet intuitive approach specifies the benef it as a combination of metrics which are advantageous to different types of periodic messages. The tradeoff can then be represented using cost. For instance, the benef it for safety application includes driver's reaction time, beacon up-to-dateness and per vehicle throughput, etc. Similarly for TIS applications, penetration ratio and time can specify the benefit [35] . The benef it for infotainment application may include WSA coverage and false channel selections to name a few. The cost includes beacon collision rate, beacon drop probabilities, false channel selection rate and overhead, etc.
VII. COMPARISON
Based on the architectural and implementation aspects, this section presents a classification for beaconing approaches and conducts a comparison.
A. Classification Approach
Upon close examination, several variations can be identified among beaconing approaches such as coordination mechanisms, resource utilization, and implementation logic as shown in Fig. 5 .
The coordination mechanism characterizes the interaction of a vehicle with its neighbors. It is specified using three parameters: 1) communication scope (CS), 2) execution definition (ED), and 3) information acquisition. CS specifies the area for which beaconing is considered applicable. It implies that the 1-hop range can be further classified based on the region of interest. ED specifies the time of action for the beaconing approach such as 1) reactive, 2) proactive, and 3) on-demand. The information acquisition definition (IAD) shows the type of information i.e., active or passive.
The underlying assumptions of the available architecture include number of radios and channel access definition (CAD). The beaconing standards allow for one radio for multichannel access. However, in some cases, dual radio setup is also possible in order to increase the system capacity. Depending upon the number of radios, the control channels can be accessed in different ways. We represent this aspect by using CAD.
Implementation of beaconing at a system level can be characterized by studying the local implementation details. We classify implementation details by using three parameters: 1) evaluation approach ( EA), 2) metric type, and 3) platform.
B. Comparison Among Beaconing Approaches
This section compares the beaconing approaches by analyzing the strengths and weaknesses of different parameters as specified in Fig. 5 . Table IV summarizes the comparison. 1) Communication Scope: CS defines the applicability of beaconing to a logical organization of vehicles in a transmission range. It includes 1) 1-hop broadcast, which specifies all the vehicles in a transmission range. 2) 1-hop cluster, which is a dynamic organization consisting of group/s of vehicles. For instance, in [50] , two distinct ranges are specified that require different transmit rate control. That is, vehicles within 100 m range form a logical inner cluster with higher awareness requirement whereas, vehicles within 300 m range form an outer cluster.
3) The 1-hop peer CS is restricted to unique vehicles within the 1-hop range. For instance, to identify a potential collision partner during mobility [53] , and lane change applications [34] , etc. The 1-hop cluster and 1-hop peer scope are suitable for specific safety situations. 4) Multihop CS has the ability to extend communication to the carrier sense range using multihop transmission [39] . The aim is to reduce network beaconing load while increasing transmission range without the need of increasing transmission power.
2) Execution Definition: ED refers to the type of beaconing. It can take three values: 1) reactive, 2) proactive, and 3) on-demand. Reactive defines beaconing after event detection. Reactive approaches can be classified as instances of eventdriven mechanisms, in which events relate to a particular communication problem, application demand, or safety condition. Reactive execution is easy to implement and produces deterministic results because the adaptive behavior is based on currently acquired information. Proactive execution is based on future estimates or models to prevent a communication problem or safety situation. For instance, saving the useful amount of CCH by preventing congestion and predicting a collision partner before a collision happens. However, the estimations and models are nondeterministic and involve certain assumptions, which might not reflect the actual state. Finally, on-demand execution defines the request mechanism for a particular adaptive behavior from neighbors [50] . Specifically, a high message frequency could be requested from a vehicle having highly variable longitudinal and lateral dynamics. On-demand beaconing execution has more implementation complexity with an additional request and response mechanism.
3) Information Acquisition Definition: IAD is the scope of information used for decision making. That is, it can be active or passive. Active IAD requires information sharing and has a wide scope indicative of neighbor vehicle information. It is based on a closed-loop control theory. Approaches with active IAD are capable of solving issues such as fairness [3] , [4] , [33] prioritization- [38] and preventing potential hazardous situations [50] , [40] . The granularity of IAD varies as 1) 1-hop and 2) multihop. Approaches with 1-hop IAD restricts the scope of acquired information to the 1-hop range. The 1-hop range specifies the standard range [9] or can be explicitly defined by the beaconing approach [50] . Multihop IAD [39] extends the information scope to the CS range. In the context of safety applications, multihop IAD affects information freshness that is critical for safety scenarios. Contrastingly, passive IAD depends on the local information. Its implementation is relatively simple, and it assumes a uniform view of the network. Therefore, it is not suitable for addressing dissemination problems such as fairness. However, it can be used effectively to address issues of general interest such as CCH load reduction and safety applications such as collision-warning scenarios.
4) Number of Radios:
Multichannel operation for VANETS is designed for single and dual radio setups [13] , [58] . Most of the approaches follow the standard single radio setup. Single radio setups are suitable for decentralized spectrum sharing. However, as described in previous sections, switching between CCH and SCH is time synchronized. It implies that during communication, the available channel capacity decreases to half [14] . All approaches in this study use single radio except for BaaS [50] .
Dual radio setup requires permanent tuning of one radio to the CCH while channel switching is allowed on the second radio. Use of dual radios increases the CCH capacity. Nonetheless, using dual radio for multichannel access with no centralized scheduler introduces ACI [59] , [60] . In addition, system complexity also increases with the need of dual radio management services. One of the countermeasures used in BaaS [50] against ACI is to reduce the transmission power in one of the radios, as a tradeoff between the reduced ACI and the increased transmission range. 5) Channel Access Definition: CAD specifies the use of synchronization (sync) intervals and contention windows. There are different ways to access the CCH besides the synchronization interval defined in the standards [9] , [13] . Most beaconing approaches use the default synch intervals. However, dedicated access [50] , interval hopping [42] , [43] , and window tuning [45] are also proposed in literature. The main aim of different CAD is to improve neighbor awareness by minimizing collisions. Dedicated access replaces channel switching with a permanent CCH access to increase neighbor awareness of only one neighbor. Interval hopping [42] uses a heuristic of hoping to distinct firings interval to avoid synchronized collisions. However, it requires a steady state of vehicles for which firing intervals are evenly distributed in time space. Finally, window tuning [45] - [47] the increases the contention window for beaconing in order to provide time diversity in accessing a channel and hence minimizing collisions.
6) Evaluation Approach: EA are the mechanisms to evaluate performance of beaconing, i.e., 1) analytical models, 2) simulation, and 3) real implementation. Analytical models provide an abstract view of the system. It is a cost effective mechanism and provides a prompt evaluation. However, it does not represent dynamic properties of a real system. Analytical models lack randomness and heavily depend on the underlying assumptions. In order to validate an analytical model, the concepts need to be field-tested or simulated. For instance, in [47] , the authors prove the suitability of higher contention windows during high-density networks. However, the extent of limits for contention window adaptation requires evaluation in a realistic network. Therefore, it is recommended to use analytical models alongside simulations and field-tests. On the other hand, simulations are used to prove the validity of a proposed analytical model [45] . Simulations provide randomness in the environment and produce accurate results with less abstraction of underlying assumptions. However, too many details may lead to an unmanageable simulation environment. Finally, evaluations using test-beds are rare in VANETs [52] . Such evaluation is more costly and has the minimal assumption for a distinct test case. However, for large systems, designing a test-bed is not feasible and it must be accompanied by simulation results to make evaluation more dynamic.
7) Metric Type: Metric type classifies metrics to indicate the performance gains of a proposed beaconing approach. That is, a traditional receiver-transmitter (Rx-Tx) centric metric is used to show the overall system performance such as throughput, packet delivery ratio, latency, etc. On the other hand, receiver (Rx) centric metrics for beaconing are used to evaluate the applicationlevel performance of beaconing approaches. For the evaluation of safety applications, Rx centric metrics are more desirable, which can capture specific effects such as driver's reaction time and update delays to name but a few. In Fig. 5 , some example metrics under each category are shown. Note that, penetration rate/ratio and data utility are the metrics used for nonsafety TIS. The former specifies the speed and coverage of TIS data while the later indicates the benefit of selected data for other vehicles upon reception.
VIII. OPEN CHALLENGES
We observe that certain aspects in adaptive beaconing can be improved as discussed in the following.
A. Beaconing Approaches for ITS Coexistence
The literature about cooperative communication emphasizes on the data that represents public interest [61] . However, routing protocols representing individual interest [62] also require accurate neighbor position for applications such as infotainment [63] . However, the requirements of position updates are different for safety applications and for applications that use routing protocols. As aforementioned, safety applications aim for accurate position updates of immediate neighbors. On the contrary, unicast routing protocols require a higher degree of awareness of distant vehicles to reduce the number of hops in a unicast path. In mobile ad hoc networks, it has been shown that adaptive beaconing can be effective in improving topology awareness as well as unicast path accuracy [64] . However, considering contradictory application requirements in VANETs, it remains a challenge to design beaconing approaches for coexisting ITS applications.
B. Flexible Channelization for Spatial Reuse
According to [65] , an assigned wireless spectrum can be underutilized if the communication activity is sporadic. Likewise, 5-GHz spectrum for VANETs can be considered as a special case of an underutilized spectrum having the majority of communication activity in the CCH. That is, subject to empirical evaluation, multiple SCHs are underutilized due to 1) deterministic nature of traffic transmission and 2) flexibility of switching to any SCH upon availability. However, 802.11p multichannel access is inflexible in the choice of channel selection for periodic beacons. Considering scarce CCH resources and a high-priority transmission on the CCH, there is a need for more flexible approaches that allows opportunistic access to the SCH for CCH data. However, such opportunistic access requires a cognitive behavior [66] for channel switching to assess a suitable channel and more importantly a seamless mechanism for decentralized channel switching.
C. Heterogeneous Network Communication for Scalability
Most beaconing approaches address the problem of scalability under scarce CCH resources and increase in vehicle density. Alternatively, in situations of sparse network connectivity, these approaches will not be suitable because they assume a certain level of vehicular density. As a possible solution for improved connectivity, frequencies assigned for analog television could be explored. As of now, these frequencies have started to free up due to the shift toward digital television services. These un-used frequencies are called white-spaces and can be used for long-range ITS communications. In addition, use of satellite communication has been proposed for nonsafety applications under sparse connectivity [67] . However, a critical implication of satellite network communication is the propagation delay that may affect the information freshness. Further investigation is required in heterogeneous communication patterns that can reduce the effects of sparse connectivity and retain information freshness at the same time.
IX. CONCLUSION
ITS have strict beacon dissemination requirements, which are typically addressed through various beaconing approaches. This paper has contributed by conducting a survey of the adaptive beaconing approaches designed for effective ITS. Specifically, it first identified the performance requirements of vehicular applications. Then, the information used as input by the beaconing approaches and the subsequent choice of a control mechanism is explored to propose a design-based beaconing taxonomy. The salient features of a number of beaconing approaches under each category of MFC, TPC, miscellaneous, and hybrid are surveyed and key observations about each category are listed. We further evaluated the capabilities of beaconing approaches on a qualitative scale by considering parameters, including beaconing load, congestion control strategy, fairness, reliability, data utility distribution, and coexisting message dissemination evaluation. In addition, the variations in the architectural and implementation aspects among the beaconing approaches are used to highlight similarities and variations among them. Along the lines of these contributions, we presented open challenges to conclude the paper.
