Abstract-Accompany with the developing of the cloud computing, a public-key cryptosystem which is efficiency and homomorphic will have a wide application. Through analyzing the public-key cryptosystem, which is designed by Oded Regev and based on LWE (Learning with errors), in details, our main results are optimizing this public-key cryptosystem for bits string encryption and designing some good idea to make the optimized public-key cryptosystem satisfy the additive homomorphism and mixed multiplicative homomorphism. And also we give a small example and a time simulation about the improved public-key cryptosystem. The small example shows the cryptosystem can encrypt and decrypt correctly and the time simulation tells us the time of the generation of key and the decryption is the same with the original cryptosystem, but the encryption is more efficiency than the original cryptosystem.
INTRODUCTION
Ever since the seminal work of Ajtai [1] connecting the average-case complexity of lattice problems to their complexity in the worst case, basing cryptography on worst-case lattice assumptions has intriguing and fruitful achievements [2] [3] [4] [5] [6] [7] [8] . In addition to their unique theory, lattice-based schemes enjoy many advantages. The first is their asymptotic efficiency and simplicity, which usually requires only linear operations on small integers. Secondly, they can resist cryptanalysis from quantum algorithms. The last is the guarantee that their random instances are -as hard as possible‖. In May 2, 2009, Oded Regev presented the LWE (Learning with Errors) and the first public Cryptosystem [2] based on LWE. Gentry gave an optimized version of the system [3] in which all users share a common matrix nm q   AZ chosen uniformly and randomly. Assuming the worst-case hardness, which approximates the minimum distance in n -dimensional lattices within small poly () n factors, Peikert also constructs a public-key cryptosystem [4] that are secure. In this paper, we mainly optimize the public-key cryptosystems presented by Oded Regev. In section 2, some basic definitions are given. And in section 3 we transform the cryptosystem into bits string encryption instead of single bit encryption. We would give the analysis of homomorphic properties about the public-key cryptosystem in section 4. A simple example and an efficiency analysis of our improved scheme are given in section 5.
II. PRELIMINARIES
In this section, we introduce some basic definitions and concepts that will be used throughout the paper.
A. The definitions of homomorphic properties
At first, the definitions of homomorphic properties are explained in the following.
Definition 1 [9] Let R and S is rings. We call an (encryption) function : 
B. The definition of Learning with errors (LWE)
The public-key cryptosystem, we will talk later, is based on the LWE. The definition of LWE is: Definition 2 [3] :For an integer ()n  and a distribution 
III. OPTIMIZE THE PUBLIC-KEY CRYPTOSYSTEM PRESENTED BY ODED REGEV TO BITS STRING ENCRYPTION
In this section we will adapt the cryptosystem to bits string encryption, and also the proof of the correctness and security are presented.
A. The improvement of the cryptosystem presented by Oded Regev
The original cryptosystem is bit encryption. We now want to change it into bits encryption. The way how to optimize is inspired by Public-Key Cryptosystems from the Worst-Case Shortest Vector Problem [4] . In our scheme, the part to generate key is same with the Cryptosystem above. We make change in the parts of encryption and decryption.
There is a bits string 
C. Security
Our improvements are based on the public-key cryptosystem presented by Oded Regev. The improvements only change the steps of the original cryptosystem. The improved scheme is also based on LWE. The proof of security is the same to the public-key cryptosystem presented by Oded Regev. The detailed proof to the security above can be seeing in the paper [2] .
Security

IV. HOMOMORPHIC ANALYSIS OF THE PUBLIC-KEY CRYPTOSYSTEM PRESENTED BY ODED REGEV
The homomorphism has three parts, which are additive homomorphism, mixed multiplicative homomorphism and multiplicative homomorphism. The public-key cryptosystem satisfies the additive homomorphism and mixed multiplicative homomorphism, but it isn't suit for the multiplicative homomorphism. The three parts would be discussed one by one.
A. Additive homomorphism
Firstly, we discuss the additive homomorphism of this cryptosystem. It will satisfy the addition modulo2.
B. Mixed multiplicative homomorphism
The public-key cryptosystem can also satisfy mixed multiplicative homomorphism. The decryption progress of this cryptosystem must add a small judge to satisfy the mixed multiplicative homomorphism. The judge is that whether . Then we decrypt c as the decrypting system presented above, we can achieve
m and 2 m is 0 or 1. So the public-key-cryptosystem satisfies mixed multiplicative homomorphism.
C. Multiplicative homomorphism
The public-key cryptosystem can not fulfill multiplicative homomorphism. The second part of ( , ) cb  a , which is ciphertext of m , is ( , ) 22
Assuming we have 
3.913×10
-5
The figure one shows the time of Key generating and Decryption is roughly equal. But the time of Encryption in our scheme is less than the Regev's scheme.
And also we simulate the RSA in the same environment. The comparison between RSA and our scheme is showed table 2. From table 2, we can see the scheme based on lattice is much faster than the RSA for its linear operation.
VI. CONCLUSION
The public-key cryptosystem based on lattice is so attractive because of its good properties. And also the homomorphism becomes hotspot for its advantages. The public-key homomorphism cryptosystem based on lattice will have a foreground in the future. Upon our changes, the public-key cryptosystem can be suit for the additive homomorphism, mixed multiplicative homomorphism. And also we change it into bits string encryption. But it can not satisfy the multiplicative homomorphism. So we have a large work to do on the homomorphic public-key cryptosystem based on lattice. 
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