several fields. Consequently, it is sometimes difficult for the research and practitioner community to fully appreciate the richness and variety of network applications [2] .
PSWAN project is currently serving a large number of user and provide them the internet facilities which includes email, file sharing, printing etc. as well as internet services like video conferring, e-billing etc., so considering all above parameters in mind the uploading and downloading demand increases manifold which subsequently demands more bandwidth which of course is an important parameter in any computer networks or in any other communication network. We did an extensive study on existing network be it a topology, protocols, bandwidth, access policies etc. the resultant or observatory study shows that there are some parameters which upon modification will show the better results. After simulating the both networks it has been observed that existing network can show the better performance if some of its parameters will be changed or modified.
Literature Review
In recent years bandwidth consumption has become an increasing concern for most of organizations as bandwidth intensive sites and video steaming have become more and more popular. However, understanding the current Internet environment is challenging due to the complexity of Internet applications. In fact, there is no simple way to truly understand the network's behaviors [3] . There are various parameters which contribute to network optimization and performance, these parameters with their brief description will be discussed in this section
Bandwidth
Bandwidth utilization is an important factor to improve the network performance. For the effective utilization of bandwidth, pathloss rate and latency should be measured. So that the application can adapt its send rate to the estimated bandwidth. In a college campus network, since many users must share the common bandwidth capacity on the network, there will be a situation in the network where the demand is beyond the capacity. This causes network congestion and has negative effect on the data transmission rate, bandwidth utilization and quality. The most important part of the network is to plan forwarding of data with equal priority, independent on the source and destination. Hence, there is no trivial technique to assure a certain transmission rate [4] . The two common types of techniques to measure available bandwidth and latency are passive and active techniques [5] . A. Passive measurements Constantinos Dovrolis et.al explains passive measurement techniques may be an attainable strategy to measure network characteristics, like the available bandwidth and latency [6] . Passive measurement techniques and tools act as observers within a network and generally they will not interfere with any other traffic [7] . These techniques most frequently need control and administrative privileges of the underlying network infrastructure for accessing routers and servers within the network. E. Routing Protocols Choosing the right protocol for any network is very difficult. A routing protocol must not be Configured if factors like complexity of network, multiple vendor devices and future expansion in the network are not thoroughly investigated [9] . Different static and dynamic routing options are available [10] . The chief advantage of dynamic routing over static routing are scalability and adaptability dynamically routed network can grow more quickly and larger, and is able to adapt to changes in the network topology brought about by this growth or by the failure of one or more network components [1] . Routing Information Protocol (RIP), Interior Gateway protocol (IGRP), Open Shortest Path First (OSPF) and Enhanced Interior Gateway Routing Protocol (EIGRP) are examples of some of dynamic routing protocols. Every protocol assigns a parameter value to all available paths to reach to destination network [11] . Simulation-based routing protocol performances have been analyzed by [12] which revealed efficiency of EIGRP over RIP which uses single routing metric and exchanges periodic copies of entire routing table which makes the RIP network congested [13] . The capability of EIGRP to utilize bandwidth efficiently and its knowledge about the entire network using topology table makes EIGRP an efficient routing option in an enterprise network [1] .
Networking Monitor
Computer and network administrators are often confused or uncertain about the behavior of their networks. Traditional analysis using IP ports, addresses, and protocols are insufficient to understand modern computer networks. Here we describe NetADHICT, a tool for better understanding the behavior of network traffic. The key innovation of NetADHICT is that it can identify and present a hierarchical decomposition of traffic that is based upon the learned structure of both packet headers and payloads. In particular, it decomposes traffic without the use of protocol dissectors or other application-specific knowledge [14] .
Network and systems administrators have a variety of mature tools to select from for counting packets and flows. From open source solutions such as MRTG [15] and FlowScan [16] to large commercial offerings such as HP Openview [17] and IBM Tivoli [18] . We have developed a tool called NetADHICT (pronounced "net-addict") for extracting and visualizing context-dependent abstractions of network behavior. NetADHICT hierarchically decomposes network traffic: for example, observed packets are first divided into IP and non-IP groups, IP packets are then split into TCP and non-TCP, and so on. What is notable about NetADHICT, though, is that its decomposition is automatically derived from observed traffic; in other words, it learns an appropriate context-dependent hierarchical classification scheme automatically with no built-in knowledge of packet or protocol structure [14] .
NetADHICT shows great promise in aiding administrators in understanding network behavior. It provides a new way to separate traffic that is normal from "interesting" traffic that an administrator is interested in analyzing. With new ways to visualize traffic and providing a network "weather" map, NetADHICT allows administrators to see the status of their whole network at a glance, while also providing ways to investigate smaller flows of traffic. While Development and testing are ongoing, by acting as a bridge from higher level analysis tools to low level ones, NetADHICT has the potential to improve how administrators manage network resources [14] .
Simulation and Analysis
Generally there are two kinds of network modelling 1. Analytical modelling and 2. Computer simulation. The first is by mathematical analysis that characterizes a network as a set of mathematical equations. The main disadvantage is one-dimensional view of the network and incapability to simulate the dynamic nature of a network as nodes join or leave the network. The second type of computer simulation is broadly classified as continuous time simulator (CTS) and discrete event simulator (DES) [9] .
Fig 1. Classification of simulation modelling
There are various tools for simulation it has been observed that OPNET is showing better accuracy and precision as compared to others simulations tools. Since OPNET has been Used in this project for network analysis and performance issues, we will focus on OPNET in the following section. OPNET provides a comprehensive development environment for the specification, simulation and performance analysis of communication networks [9] . OPNET is extensive and powerful simulation software with wide variety of capabilities. It enables the possibility to simulate entire heterogeneous networks with various protocols [1] . OPNET Modeler is a powerful tool which evaluates the network efficiently and accurately and predicts the network behavior before implementation in real environment [19] . OPNET with its unique approach can provide objective and reliable quantitative basis for network planning and design and it could shorten network construction period, improve the exactitude of decision making on network building and reduce the risk of network construction Investment [20] .
Network analysis also known as traffic analysis, protocol analysis, sniffing, eavesdropping and so on is the process of capturing network traffic and inspecting it closely to determine what is happening on the network. A network analyzer decodes the data packets of common protocols and displays the network traffic in readable format. A network analyzer can be standalone hardware device with specialized software, or software that is installed on desktop or laptop computer.
Fig 2. Network analyzer display
Existing Network PSWAN is an operational network at Directorate of information technology at Pondicherry India. Almost 3000 systems are enjoying the internet services of PSWAN. Since the bandwidth is the main concern in any network same was with this network, number of users are more but the bandwidth required is very less, optimization of network is necessary, in order to optimize the network we pointed out some of the parameters that upon modification or change will provide the better results and subsequently will optimize the network, these parameters are 1. Type of protocol 2. Type of topology 3. Access policies 4. Traffic bottle neck 5. Bandwidth utilization and 6. Load balancing. PSWAN is currently using star topology, we can go for tree or hybrid which is famous for reliability and scalability.
Access policies: -while observing the existing network, it has been seen that current network is having strict access policies, we cannot further modify them. From 5 pm to 10 pm all the social networking sites get blocked. Currently they are having extended or time based access policies.
Load balancing: -In PSAWN all the networking devices are CISCO devices. All the routers, switches are smart so they are having in-built load balancing, no external load balancer was needed.
Result and Discussion
First of all we simulated the existing network on OPNET software and then simulate the proposed with same parameters. These parameters are taken from global statistics of OPNET. It can be observed from simulation that proposed network is performing better than the existing network. If these parameters will be changed in physical network definitely it will show far better results and subsequently we can say that network has been optimized.
Conclusion
In this paper a case study of an existing operational network (PSWAN) has been considered. The existing operational network needs to be tuned for better performance. The network performance is heavily dependent on factors like network topology, configuration of network devices and network interface capacity. To optimize the network performance, problems in the existing infrastructure have been identified and after providing appropriate solution new network design has been proposed which overcomes the flaws in the network and enhances network performance. Both existing and proposed network designs have been implemented in OPNET to analyze the results for different performance parameters. The parameters chosen showed better results for proposed network.
