Abstract. In Multi Hop Wireless Networks (MHWNs), nodes act both as end-hosts as well as intermediate routers. When communication occurs, these nodes form chains between different sources and destinations. Researchers have studied how these chains behave, discovering that MAC level interactions play a major role in determining their performance. In this paper, we extend this analysis to study how TCP connections, which involve bidirectional flows, behave over wireless chains. First, we break down and examine the types of chains that occur most frequently in TCP configurations and classify them by the nature of the MAC level interactions that arise in each. We then show that the throughput of TCP over a wireless chain is greatly affected by the type of interactions within the chain. Finally, we show the implications of the MAC level interactions on network performance: specifically, route instability and number of retransmissions.
Introduction
Multi-Hop Wireless Networks (MHWNs) have increased in importance and usage at the edge of the Internet over the past several years. Community mesh networks can provide dynamic and extended coverage to urban and metropolitan areas. Sensor networks, another example of MHWNs, have a wide range of applications such as wild life monitoring, detection of potential forest fires, and disaster response scenarios. Mobile Ad-hoc Networks (MANETS), such as vehicular networks, provide connectivity to mobile users where infrastructure is expensive or unavailable.
Nodes in MHWNs route traffic among each other to provide connectivity between nodes that are not within direct transmission range. This sequence of nodes used to communicate between a source and destination is called a path or a chain, which represents a fundamental communication structure in MHWNs. Understanding chain behavior is critical to designing effective applications and transport layer protocols in MHWNs. Furthermore, insight into the performance of current protocols on chains is critical to predict performance of MHWNs. Amongst these protocols, TCP is especially important due to its widespread use on the Internet.
Researchers have studied the performance of uni-directional flows [1, 2] as well as bi-directional flows (TCP) [3] over MHWNs. With regards to TCP, Xu et. al. study the behavior of TCP Tahoe, Reno, Sack and Vegas over a chain [3] . They only analyze the performance of TCP over a chain where each hop is 200 meters. According to our findings this type of chain accounts for 8.5% of chains that occur; over 90% of the chains that occur are not studied, neither is the performance of TCP over those chains. The performance of TCP over these chains depends on the interference relations between links in the chain; these relations also differentiate between chain types.
In general, links in a chain that do not share a common node can be active simultaneously; these links exhibit different interference interactions. These interactions arise because the state of the channel at the sender, where carrier sense is attempted, is different from that at the receiver. Thus, a sender may sense the channel to be idle, and transmit to a receiver whose channel is occupied, leading to a collision (hidden terminal problem [4] ). The collisions caused by these interactions significantly affect chain behavior. Therefore, understanding these interactions and their impact on chain performance is an essential first step towards predicting behavior of MHWNs and the performance of protocols running over these networks.
In this paper we extend this understanding by analyzing how TCP behaves over different types of chains in a MHWN. We first identify the spectrum of chains that occur in a MHWN -all possible types of chains that occur in a network. We then identify the most frequently occurring chains and how often each of these occurs in a random MHWN; we evaluate the performance of TCP over this subset of chains. Finally, we discuss how these chains affect network performance and categorize the chains based this effect.
This analysis leads to insights into the behavior of TCP over MHWNs. Chains that appear identical to routing protocols can behave very differently based on the link interactions they exhibit; routing protocols ought to consider link interactions when picking routes. Furthermore, TCP generates two way traffic (Data and Ack); the overall performance of TCP over a chain depends on how efficiently traffic in both directions is transmitted. Finally, we discuss how the behavior of TCP over different chains affects network performance because of route instability and excessive retransmissions. Being aware of these observations can enable design of protocols that improve network performance.
The remainder of the paper is organized as follows. In Section 2 we discuss related work. In Section 3 we discuss the different types of interactions that occur; we also define naming conventions for chains and present the measured occurrence percentages of the different types of chains. We then evaluate the performance of TCP over the types of chains that occur most frequently in Section 4. In Section 5 we study the effect of chain behavior on network performance. We finally conclude and briefly discuss our future work in Section 6.
