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ABSTRACT 
Everybody agrees China is one of the biggest and promising market in the 
world since the Chinese government opened the market about a decade ago and it is no 
exception for the computer software products. However, piracy in China is very 
serious. Reports of Business Software Alliance (BSA) show that software piracy rate 
in China is about 96-98%, which is almost the third highest in the world, after Vietnam 
and Indonesia. 
Many factors may cause the serious piracy problem in China, e.g. culture, laws, 
economy, stage of development, political environment, etc. Many people have focused 
a lot on Intellectual Property (DP) laws in China. Indeed, many W laws have been 
promulgated from 1982 to 1991 in China. However, the laws have not been effectively 
executed until 1996 because nobody really knew the DP concept and the laws. The 
decentralization of power in the Chinese government is also a big obstacle to the law 
enforcement since although the central government is very willing to combat piracy, 
the local governments may not follow. 
The U.S. government and the BSA have done a lot to try to push the Chinese 
government to enforce the laws. However, in the positions of the software companies, 
they should be more pro-active to maximize their sales and profits instead of waiting 
for the Chinese government to enforce the laws effectively. Given such a context of 
software market in China, there are still many things that the companies can do to 
increase their profits. 
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Needless to say, they can still take a pro-active role to push the Chinese 
government to enforce the laws. They can work closely with BSA and the Chinese 
government, to educate the officials about the concepts of the laws, or to give 
information about the piracy cases to the government for them to raid. 
If it is believed that the situation is a cultural issue, the companies can do 
something on educating the Chinese. Moreover, the companies can use some 
marketing strategies like pricing strategies to lessen piracy and increase their sales. 
Lastly, some technological solutions may also help to prevent software end users from 
copying. 
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The Computer Software Market in China 
Since China started to open up more than a decade ago, it has been considered 
as one of the most promising and strategic markets in the world. A lot of foreign 
companies have tried to penetrate into the market. The high-tech computer hardware 
and software firms are of no exception. 
Population in China is very large, it is currently at about 1.1 billion and is 
expected to exceed 1.2 billion by year 2000. Translated into demand for goods, the 
market potential is huge and much larger than that of the other countries. For instance, 
if one PC was bought per every ten people, the market potential for PCs would have 
been 100 million units, in other words, about USD 100 billion, a revenue figure which 
cannot be ignored. The potential for other PC-related products such as software and 
computer networking products is similarly huge. It is not the computer firms' own 
wishful thinking of a promising market but we can see China's demand for new 
computing and telecommunication hardware and services has really presented great 
market opportunities for high technology products and services. One clue is that, in 
the Ninth-Five-Year-Plan, the Chinese government indicated plans to realize 
popularization and application of electronic information technology in one thousand 
large key enterprises across the country. 
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PC shipment is another evidence of the huge China market for information 
technology products. In 1994，PC shipments in China jumped 65% and more than 
650,000 unites were shipped. In 1995，about 1.5m personal computers worth a total 
of $2.7bn were sold. Between January and June of 1996，almost 940,000 units valued 
at $1.4bn were shipped. According to International Data Corporation, an IT market 
research firm and consultancy, it is expected that up to 6 million PCs will be shipped by 
year 2000. By then, 80% of the large commercial enterprises is to be managed by 
computers in an all-around way, and 30% to 40% of the small and medium-sized 
enterprises will use computers in the management. 
With almost 100% annual growth in computer hardware, software growth is 
not quite as much but is still significant. There was approximately 30% growth from 
1993-1995. The obvious problem is in the serious software piracy in China, which is 
at about 98%, according to the Business Software Alliance. It was estimated that in 
each PC, less than $2 are spent on legal software. 
Software pirating hurts both large software makers and local companies. 
These software publishers simply cannot compete with very cheap copied products. 
Today, the piracy situation is still unsatisfactory. Given that the market potential is 
huge yet intellectual property protection is not enough, should the foreign software 
firms pull back from the market, or should they continue to invest in penetrating the 
marketing ？ If it is the latter choice, what can these firms do to maximize their 
earnings in the context of the serious piracy situation ？ 
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Literature Review 
China: the World's Fastest Growing Computer Market 
A lot of news in Asia Computer Weekly, Computer World, etc. do show that 
there is a very significant market growth for the computer hardware and software 
industry in China in this decade. For instance, "ComputerWorld (27 Feb 1997)" 
mentioned that PC shipment in China has grown 53% from 1995 to 1996. Software 
revenue is closely related to number of the PCs installed since people have to install 
software before they can really use the PC. So, software market growth is expected to 
be at least the same as the growth rate for hardware. "Accountancy - International 
Edition" also mentioned that computer sales in China had gone up 51% from 1994 and 
PC sales had gone up 60%. While these news present those very attractive growth 
rates in computer hardware, the report on the World Wide Web, "Imposing a Regime 
on Intellectual Property" estimated that the average annual growth of software market 
in China is just about 30% from 1993 to 1995, despite that growth rate of software 
should be closeely related to that of hardware. Nevertheless, the growth rate is still 
significant and some other news have made the conclusion without giving any detailed 
figures but some reasons. One example is the "AsiaInfo Daily News Service • Dow 
Jones News (4 June 1996)，，，which said that in the Ninth-Five-Year-Plan of China, 
popularization and application of electronic information technology is to be basically 
realized in one thousand large sized key enterprises across the country. 
Software Piracy Problem in China 
Although the market growth is large, the software companies have met a 
serious obstacle: piracy. The “1994 Software Piracy Report" from Business Software 
Alliance (BSA) shows that software piracy rate in China is 98%. Some other reports 
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show a lower piracy rate in China but the difference is not significant. For example, the 
"1995 BSAy^ SPA Piracy Study" report prepared by International Planning & Research 
said that the rate was 97% in 1994 and 96% in 1995. Ultimately, piracy has been a 
major issue in the software market in China. Piracy loss of software was estimated to 
be $187m in 1994 and $488m in 1995. US companies have actually been complaining 
that piracy costs about $2bn a year in lost income for its software, CD and video 
manufacturers. No matter what the exact figure it is, when we compare this figure with 
those in other countries, e.g. 62% in Hong Kong, 26% in U.S., 70% in Taiwan, 55% in 
Japan, etc., the piracy situation in China is very serious. 
The article "Intellectual Property: The Property of the Mind" in The Economist 
has analyzed why software piracy is so serious. Software has several special features 
that make piracy very serious. Firstly, Research and Development (R&D) cost of 
software is very high while production cost is very low. This makes software very 
tempting to be copied. In addition, digital technology makes quality of the copy the 
same as that of the original. And lastly, the owner of the software still possess the 
ownership of the original after the others "steal" (copy) the software. 
Software Piracy Can Be a Cultural Issue 
Besides the nature of software, the piracy problem in China may also be due to 
culture. Kenneth Ho has studied in his dissertation “A Study into the Problem of 
Software Piracy in Hong Kong and China" some factors affecting software piracy in 
China and culture is one of them. Kenneth said that by the influences of Confucianism, 
Chinese has strong emphasis on learning by copying and copying of works of almost 
any kind for centuries has been regarded as honorable and necessary. Moreover, 
sharing has been the mandate for over forty years in the Communist state. Because of 
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the communistic/socialistic background of China, people generally do not understand 
the ‘‘private property" concept from the world of Capitalism. So, they do not believe in 
private property protection and they copy software shamelessly. Kenneth also 
mentioned that the idea of intellectual property protection is a pre-dominantly Western 
concept and has no place in an Asian society. Besides Kenneth's dissertation, some 
other papers have talked about Chinese culture although they did not directly address 
the software piracy problem. In the paper "The Chinese Cultural System: Implications 
for Cross-cultural Management" written by Fan Xing, the Hofstede's cultural 
dimensions were mentioned and it concluded that Collectivism of Chinese is higher, 
which means Chinese has a higher group orientation. In "Acquisition of Managerial 
Values in The PRC and HK" written by Philip H. Bimbaum-more and Gilbert Y.Y. 
Wong, the Hofstede's dimensions are further compared just between mainland Chinese 
and Hong Kong Chinese and it found that Collectivism for mainland Chinese is higher 
than that of Hong Kong Chinese. This may help to explain the piracy problem since 
mainland Chinese do not feel too shameful about pirating when many other people are 
also pirating. 
In such a cultural and economical context like China, law enforcement may be 
one of the most effective way to combat piracy. A lot of news have mentioned that 
there have been many intellectual property laws in China, the only problem we have 
now is law enforcement. Two Chinese books called "Market Economy and Intellectual 
Property Protection (市场经济与知识产权保护)，，and "Intellectual Property Rights® 
Handbook (中国知识产权实用手册)，，have mentioned about the Intellectual P 
laws development in China as well as the laws and regulations themselves. We can see 
that the Intellectual Property laws in China are quite complete and they are comprised 
of patent laws, trademark laws, copyright laws and software protection regulations, 
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etc. The laws have been started promulgated since 1982 and since 1991，the software 
protection regulation has become effective. 
However, the laws have not been effectively executed. For example, the 
Chinese government has raided many retailers but no factories. Usually shortly after 
the raid, the retailers will re-open their stores at the same place, and sell the same 
counterfeited software. There have been many problems in enforcing Intellectual 
Property laws in China. Kenneth Ho has mentioned in his dissertation that, although 
the Chinese government has set up special tribunals in major cities to specifically 
handle intellectual property matters, these courts and the legislation are both relatively 
new and so, the courts have no experience in the implementation of the laws and they 
are subject to wide interpretations. In addition, there is a shortage of manpower in 
dealing with intellectual property disputes, and some judges have been assigned to 
these courts without the necessary pre-requisite knowledge in intellectual property 
cases. Another issue for law enforcement is decentralization of the Chinese 
government. Kenneth mentioned that China has effectively de-centralized much of its 
economic powers to reduce the level ofbureaucracy and empowers the provinces with 
a higher degree of autonomy. In terms of law enforcement, it has led to a drawback 
that despite there are some ffR laws legislated by the central government, the local 
governments are not convinced nor willing to implement them. 
Western Pressures on the Chinese Government to Enforce IPR Laws 
According to "Chronology: Events and Bilateral Discussions with China on 
IPR”，different pressures have been imposed on the Chinese government to improve 
the piracy situation. 
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Firstly, there has been a lot of foreign political pressure. The Trade Related 
Intellectual Property (TRffs) text in the GATT includes safeguards specific to original 
compilations of data, ensures protection 50 years after the death of the author, and 
requires courts of signatory countries to award damages to copyright owners upon 
infringement. The World Trade Organization (WTO) also enforces stipulations of the 
TRTPs text at the multilateral level. With these two, the Chinese government was 
pressured to face the Intellectual Property Right problems. 
In particular, many high technology companies are from the United States. The 
US government has had a lot of bilateral negotiation with the Chinese government to 
curb the infringements of intellectual property rights. They also want to ensure the 
situation is well monitored and that the laws are enforced. 
On February 4 of 1995，during the 301 investigation, the U.S. ambassador 
Mickey Kantor had ordered the imposition of 100-percent tariffs on goods — worth 
$1.08 billion 一 importing from China to go into effect on February 26 of 1995. This 
forced the Chinese government to improve the piracy situation. Consequently, the U.S. 
ambassador Barshefsky and the Minister of MOFERT (Ministry Of Foreign Economic 
Relations and Trade) Wu Yi concluded an Intellectual Property Right (ffR) 
Enforcement Agreement on February 26 of 1995 and this ended the 301 investigation. 
After the TPK Enforcement Agreement was signed, the U.S. government has 
continued to give China the pressure to enforce the D*R laws. For instance, in a 
summit meeting in October 1995 with the Chinese government President Jiang Zemin, 
the U.S. President William Clinton raised again the importance to the U.S. of China's 
implementation of the ffR Enforcement Agreement signed. He has also pressed Jiang 
Zemin for one-to-one talks. 
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On the other hand, besides giving political pressure, the U.S. government has 
also tried to educate the Chinese officials about Intellectual Property Laws, especially 
after the EPR Enforcement Agreement was signed. Back to July 1995, the FBI of the 
United States had offered a 5-day training course on EPR for the Supreme People's 
Procuratorate in Beijing, to provide the Chinese prosecutors information on 
recognizing piracy and how to handle cases. Besides, in October 1995, the U.S. Patent 
and Trademark Office had hosted Chinese officials for two weeks, during which the 
Chinese officials learned about the international standards for EPR protection, various 
aspects of the administration of Intellectual Property law, and the role of Intellectual 
Property as a tool for economic development. Lastly, the U.S. Customs has also given 
information to the Chinese Customs about JPR implementation. In November 1995, 
the U.S. Customs officials gave the Chinese Customs officials an intensive training in 
laboratory techniques and the U.S. EPR recordation system. In January 1996, the U.S. 
Customers had presented an ffR training workshop to more Chinese Customs 
officials. 
Indeed, not only does the U.S. government do a lot on ffR enforcement in 
China but also some foreign private associations or organizations. Business Software 
Alliance (BSA) represents major software companies in the United States, including 
Microsoft, Adobe, Lotus, Novell, Apple, WordPerfect, Autodesk, Intergraph and the 
Santa Cruz Operation, etc. Its membership produces around 71 percent of packaged 
software in the United States. BSA works with government officials in over 60 
countries to strengthen intellectual property protection through the implementation and 
enforcement of copyright laws particularly equipped to safeguard software. 
In China, BSA worked together with the China central and local authorities. 
They started to file Intellectual Property Infringement cases in PRC courts by early 
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1994. However, Beijing's Intellectual Property Tribunal did not act on the cases until 
close to the US Trade Representative (USTR)'s Special 301 deadline that year. In 
March 1995, BSA and the China Central and local authorities joined force and raided 
more than 47 retail software outlets in Guangdong province. Therefore, it can be 
observed that BSA has tried to integrate its policy on all relevant diplomatic forms. 
Similar to the U.S. government, BSA has also spent a lot of efforts in educating 
the Chinese about Intellectual Property Rights. For instance, it has distributed 
information in China to convince consumers and retailers of the need and benefits of 
software protection. 
BSA has done even more to force the Chinese government to enforce the JPR 
laws. It has provided computer hardware and software to the Chinese Customs 
Services so that they can modernize their facilities and create an effective recordation 
system. 
Lastly, the Chinese government also faces some domestic pressures. Nearly all 
of the software packages originated from the U.S. are in English which need to be 
localized into the Chinese language. Therefore, there are quite a number of companies 
in China started in the last few years which specialize in the localization of foreign 
software. In addition, there is also a rising number of software houses which tailor-
made commercial applications. These local software development firms also suffer 
from the software piracy problem and so they have also given pressure to the 
government to protect their intellectual property rights. 
Suggested Solutions 
Most of the literature available are reports of the piracy situation but not the 
solutions. Having said that, there are still some articles mentioned about solutions. 
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"Intellectual Property: The Property of the Mind" of The Economist has mentioned 
some suggestions to the piracy problem. One is that software companies can use some 
pirate-chasers and report those information to BSA or the Chinese government so that 
the latter can do something on the cases. Moreover, software companies may update 
the software versions quite frequently so as to make the value of the legitimate 
software more valuable than the bootleg. The paper "Controlling Copyright 
Infringements ofIntellectual Property - The Case of Computer Software" has specified 
some suggested technological solutions like access locks, make disk copy resistant 
features, etc. Furthermore, the paper has also suggested some marketing solutions like 
offering multiple copy discounts, working out licensing agreements and withholding 
source codes, etc. 
Project Objective 
In this project, we attempt to offer a PRC Market Development Strategy Plan 
in software industry in the context of serious piracy problems in China. We have done 
the project in a practical way to see what a company can do to maximize its profit in 
such a context. New approaches over existing ones are determined with further 
understanding of the piracy issues in China. 
In terms of products that we study, our focus is on those more popular and 
volume-based software such as personal operating systems, desktop applications, 
network operating systems, etc. 
The objective is also to give those who are not involved in PRC market yet 
some strategic guidelines, as well as those who are already in PRC software business, a 
reference to review their existing strategies. 
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In this project, the main issue that we study is the piracy on intellectual 
property rights of software industry in China. The software products that we focus on 
mainly carry these attributes: 
a. high volume 
b. targets at small and medium organizations 
c. well-known and popular 
d. easy to use, and easy to be copied 
Methodology 
Our research methodology is composed of the following steps: 
1. Literature and News Review 
Further understanding of the piracy issues and the existing situation is 
obtained by performing literature review which includes the readings from : 
a. IT magazines and journals - ComputerWorld Hong Kong, 
ACW, PC Week, LAN Asia, IT Magazine, InfoWorld, etc 
b. Dailies - SCMP (Tech Post), Hong Kong Economic Times 
c. On-Line News - Computer Database，Dow Jones, Reuters, 
Economist, World Wide Web 
d. White papers 
e. Previous studies 
Since the project is done to work out practical business solutions 
about maximizing profits of a software company, we do not review too 
many academic literature but a lot of news. 
18 
2. Hypothesis Construction 
After gathering all information from the literature review, we have 
performed a situation analysis and hypothetical solutions are constructed for the 
solution accordingly. 
3. Interviews 
At this stage, our hypothetical solutions are tested by interviews. The 
interviews are exploratory ones and we try to get in-depth and quality responses 
from the interviewees. Since we would like to encourage our interviewees to 
speak more freely as we are facing an unstructured set of problems and situations, 
our questionnaire, is constructed in the form of open-ended questions. 
These are the companies we plan to interview as they are the top players in 
software industry in PRC: Microsoft, Novell, Lotus, Adobe, etc. And we target to 
reach those who possess Director grade and are responsible for China business 
development for interviews. 
4. Interpretation 
After the interviews are finished, we interpret and analyze interview results. 
Then our hypothetical solutions are fine tuned and we put together a final 
recommendations of market development strategy for software industry in China. 
19 
CHAPTER II 
MAJOR FACTORS RELATED TO PIRACY 
Software piracy could be due to many reasons, e.g. culture, demography, 
economy, political environment and laws, etc. Among the factors, culture and laws are 
usually the two major reasons for high piracy rates. 
Culture 
Owing to some historical reasons, Chinese in mainland China feels insecure and 
uncertain about their future. For instance, in Cultural Revolution (1966-1976), people 
were criticized by their colleagues, friends, or even family members. Their rights, 
dignities and belongings, etc. were also taken away by the Communist Party during the 
Cultural Revolution. After having or hearing such terrible experiences and being poor 
for so many decades, the mainland Chinese feel very deprived of materials and status 
nowadays and they focus mainly on their own interests. This leads to strong 
achievement motivation in China. However, this motivation is due to the consumption 
orientation of the society. Since people feel deprived of things, they struggle hard for 
careers and try their best to earn money to consume, so as to get back the things they 
have lost in their previous lives. Moreover, they spend a lot because they are uncertain 
about their future. The drawback of this is, people are usually short-sighted and they 
have no identity with the government. 
Besides, the mainland Chinese are usually lack of legal sense. It is because the first 
and second generation leaders of China — Mao and Deng — are strong political men 
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and they led the country by themselves in lieu of governed it by laws and regulations. 
The structure of the legal system also implies that China is not a complete 
constitutional society since the National People's Congress can take precedence over 
the Chinese constitutions. 
Furthermore，according to the "Individualism vs. Collectivism" cultural dimension 
of Hofstede, Chinese is more collective since communist society emphasizes equality 
and sharing a lot. In other words, there is a strong group orientation for Chinese and 
people would follow whatever the others do. In addition, conflict would generally be 
handled through intragroup mediation rather than an external legal system. This is 
another reason why China is not such a constitutional society virtually. 
Because of the aforementioned Chinese cultures 一 people are so eager to earn 
money and people do not believe in the legal system therefore , many people pirate 
software in China. And since many people are doing that, people who pirate do not 
feel shame or losing face, according to the Collectivism. Moreover, people think 
intellectual property is a western concept and do not fit too much into the Chinese 
culture. They also do not cooperate so much in stopping piracy since most of the 
software companies are American firms and the US government is giving many 
political and economical pressures on China. The profitability of most software 
companies are therefore not aligning with the Chinese's interests and the Chinese do 
not feel shameful when they pirate. 
Having said that, software piracy is not an unique problem in China but a "natural" 
problem for human beings. It is natural for any person in the world to buy cheaper 
products and buy them more conveniently. Indeed, it is a matter of learning process for 
' • . -
people to accept that copyrights of intangibles should be protected. Piracy rates in 
various countries can prove that in poorer and developing countries like China, East 
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European countries and South American countries, piracy rates are higher while in the 
developed countries like US, UK, Australia and Germany, piracy rates are lower. 
Intellectual Property Laws and Regulations 
China has joined many Intellectual Property Right organizations in the world. For 
instance, it has been a member of the World Intellectual Property Organization since 
March 1980 and it has acceded to the September/October 1992 Berne and Universal 
copyright convention. 
Intellectual Property Right laws were developed late in China but not slow. The 
laws were not developed until the 80s but since 1982，various laws have come out, e.g. 
trademark laws, copyright laws and software protection regulations, etc. The copyright 
law was promulgated in September 1990 and effective from June 1991. This law has 
already included a part for software copyrights. Furthermore, to show its commitment 
to combat software piracy, the Chinese government has issued a separate software 
protection regulation in June 1991 and it has set up an organization software 
registration center to help execute the regulation. 
Presently, the software piracy problem in China is not due to legislation but 
enforcement. Despite that the central government is so willing to combat piracy, the 
provincial or local governments do not really execute the laws. Nevertheless, we can 
see that the Chinese government is improving in enforcing the laws and some 
successful law cases have come up in the past couple of years. According to published 
reports, China has established ffR tribunals in the courts of 20 provinces and cities. In 
1995, China's courts handled 3,395 ffR cases and 3,344 were resolved. In addition, it 
takes just around one year to settle an EPR case in China, which was one of the 
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shortest time-frames in the world for this kind of case. Here follows is one software 
copyright lawsuit example. 
China Piracy Law Case Example— 
Word Perfect, Microsoft andAutodesk vs. Beijing Giant 
In October 1995, BSA has help the three software giant companies, Word Perfect, 
Microsoft and Autodesk to bring a lawsuit in the First Intermediate People's Court of 
Beijing Municipality, for a leading domestic computer company, Beijing Giant 
Computer Company's software copyright infringement In April 1996，the court made 
a ruling against the defendant for the infringement. The accused was ordered to pay the 
plaintiffs RMB445,000 (about US$53,000) for damages to the three software 
companies and to apologize in the public media. The court also confiscated software 
which the plaintiffs said was pirated, and seized the computers with the illegal software 
installed. Moreover, the court also order the accused to pay a RMB80,000 (US$9,600) 





In a global economy that is increasingly information intensive, intellectual property 
is often the most valuable corporate asset and one that is particularly vulnerable to 
theft. 
In this session, we will discuss our hypothesis and elaborate on strategies to control 
piracy with the goal to maximize returns from China market. The strategies for 
controlling software piracy can be implemented by deploying technological solutions of 
'protected' product design; by monitoring and regulation; and by using innovative 
pricing, distribution and promotion. 
These strategies aim to create incentives for buying legal software and penalties or 
disincentives for using unauthorized software. These strategies have been categorized 
into four main classifications: legal strategies, education, technological solutions and 
product strategies, and pricing, promotion, and distribution strategies. 
Law Enforcement 
(a) Anti-piracy hot line or pirate-chaser 
This can help checking out the pirated users and this can be useful in many ways. 
Firstly, the information can be given to the government for them to raid. Secondly， 
the software company itself may talk to the pirated user to ask them to pay for the 
legitimate copies. Next, this may help to discourage piracy since people know that 
their piracy may be chased, not only by the government, but also by somebody else. 
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(¾) Put pressure on government 
Despite that the Chinese government is not so effective in executing the EPR laws, 
the software companies should still keep putting pressure on the Chinese 
government — the central government, the local government and the customs, etc. 
This is to hope that the government will face the problem when the pressure is 
large. Software companies may give pressure to the Chinese government by 
themselves, by working with BSA or the U.S. government, etc. 
(c) Work more closely with BSA and the U.S. government 
Both BSA and the U.S. government have done quite a lot for the piracy issue in 
China. Software companies can therefore work together with them to let them 
work more efficient. For instance, they can give pirated user information and piracy 
market information to BSA and the U.S. government. 
(d) Working together with local software firms 
Software firms may have more partnership with Chinese enterprises for Chinese 
version software or for market exploration. This may help in two aspects. Firstly, 
since one purpose for the Chinese government to open the market is to get 
technology transfer, if the software companies partner with local firms for software 
R&D, the Chinese government may be more willing to help them. Besides, getting 
the local enterprises in the game may also help putting pressure on the government 




(a) Educate users not to use pirated software 
We may educate the users why they should not use pirated software. For example, 
on the positive side, they can get better support from software companies and the 
software companies can continue to do better R&D. On the negative side, they 
may have the risk to be suited or they may get computer virus from pirated 
software. 
Q)) Educate users about how to monitor use of illegal software in the company 
Even if the users want to use all legitimate software in their companies, they may 
not know how to control and monitor. So, some education may be given to the 
users to tell them how to monitor use of illegitimate software in their companies, 
e.g. dedicate a software manager, audit software regularly, use Asset Management 
Software, etc. 
(c) Educate resellers 
As a matter of fact, many re-sellers in China do not really understand Intellectual 
Property laws. Sometimes piracy exists because the re-sellers do not know how 
many copies they should sell. Therefore, the software companies may give training 
to their re-sellers about the laws and about how many copies/licenses the end users 
have to pay in various situations. 
(d) Train Chinese officials about IPR and how to implement IPR law 
BSA and the U.S. government have done something on this topic already. The 
software companies may work together with BSA and the U.S. government to 
further educate the Chinese ofFicials. 
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(e) Sponsor universities for software 
Most of the computer users, MIS staff may be the graduates from the universities. 
So, sponsoring the universities for software and building up good relationship with 
them may help to sell legitimate software to them in the future. 
Technology 
Technological copy-protection may be hardware-based, software-based or a 
combination of the two. Hardware-based copy protection techniques are most difficult 
and expensive to bypass. If a program is distributed contained in the ROM (Read Only 
Memory) of the computer, it offers strong protection against most thieves, but it also 
makes upgrading and maintenance of the program very difficult. Software-based 
protection techniques, which rely on programmed code, are the most widely used copy 
protection approach and its cost is relatively low. However, these techniques are the 
easiest to defeat by modifying or deleting the code providing the protection and it can 
be done by any competent technician. Combinations involve identification by the 
software of some hardware component at the time of execution. 
Here follows are the most common techniques: 
(a) Making distribution disks copy-resistant 
This method varies the format of the data recorded on the disk, makes copying 
impossible by standard software. 
� Access locks 
These are programmed checks which verify that the software is being used on the 
right machine within the authorized license period and by the right customer. The 
27 
program would firstly check for the expiry date, machine serial number, etc. and 
only would release the lock if they match. 
(c) Encryption of online data and the federal encryption standard 
In distributed processing environment such as E-mail, encryption can prevent 
unauthorized downloading of data from the network. 
(d) Hard-coded numbers in computer memory 
The software application runs on a computer only if it recognizes a specific serial 
number hard-coded in the memory of the computer it is loaded upon. 
(e) Software resident inside a ROM chip 
Software is put on a read-only memory chip. This prevents duplication of the code 
'encased' inside the chip. 
( f ) Copy-protection security devices 
These devices tighten the security of the software. Security keys of the devices, 
which are normally transparent to the users, prevent unauthorized use by an 
average end-user. 
(g) "Key"for installation 
When customers have bought software, they cannot use the program until they 
have received the ‘keys，from the software company (usually from internet). The 
programs would check for the ‘keys，before instaUingAimning the program. 
(h) Use of holographic images on packaging 
Holograms — which cannot be created without using million-dollar laser 




(a) Multiple copy discounts 
Giving out multiple copy discounts may give incentive to users to not using pirated 
software since now the prices for legal copies become lower. 
(d) Reasonably priced hack-up copies 
Sometimes users may make pirated back-up copies while they are using legitimated 
software because prices for the back-up copies are the same as the prices for the 
software being in use and it seems unnecessary to pay full fare for the back-up 
copies. However, when the users need additional copies, they would use those 
back-up copies for convenience, instead of calling the software vendor to buy 
another one. So, reasonably priced back-up copies may help to improve this 
situation to reduce users' incentive to make pirated back-up copies. 
(c) Institutional and corporate account 
For users who have average monthly/annual purchases exceeding a specific dollar 
figure, software companies may just charge them a flat annual rate and then the 
users are allowed to make a specified number (or even unlimited number) of 
copies. Hopefully, the availability of legal software at reasonable prices dissuades 
the users from indulging in software piracy. 
(d) Imposition of levies 
A levy could be added to the price of software, the proceeds from which could be 
directed to the producers to offset some of the losses accruing from illegal 
duplication of software. 
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(e) Special price to turn pirated users into legal users 
When a software company has information about pirated use of its software, it may 
offer a special price to the user so as to turn them into legal users. Afterwards, it 
may charge the software upgrades at ordinary prices. 
( f ) Free sample first and charge later 
Netscape has distributed free samples of its internet explorer to the users, kept the 
list in record and charged those users later when they have used the product for a 
while. 
(g) The free market solution flet the market decide) 
Customers want high-quality software at reasonable prices. That means the market 
would eliminate unreasonably high priced or low quality software by itself, 
although the process may be slow. 
OTHER MARKETING STRA TEGIES: 
(a) Negotiated agreement 
Software vendors may negotiate purchase or lease agreements with sophisticated 
users to make sure that all copies the users have got are legal, at prices and terms 
which are acceptable to the users. 
fl>) Licensing agreements 
Software companies may use licensing agreements, which prohibits the buyer from 
making copies, to discourage piracy. Specific code (say, name of the user) can be 
added onto the purchase contract and that code is also ‘written，on the software 
media and is replicated on to any copies that are created. This can make the users 
aware of any illegal copies. 
f 
30 
(c) Commissions to software re-sellers 
Commission is given to re-sellers to identify offenders of software copyrights. Then 
the software company may give this information to the local government for them 
to raid. However, in most cases the company would ask the offender to purchase 
the software and the re-seller receives a special commission on the transaction. 
(d) Withholding of source code 
Software is firstly written in programming languages, which are the source codes, 
and then they are compiled into object codes which can be run by the computers. 
Therefore, if the software company withholds the source codes and just ships the 
object code, the software can be better protected, e.g. it is more difficult for people 
to disable the copy-protection routines in the software. 
(e) Strong focus on customer support and maintenance 
Availability of customer support coupled with software may reduce piracy. 
Moreover, since customers can get added value from the software company. 
( f ) Improving distribution network 
Some users may buy pirated software because they cannot find a formal channel. 
This may be due to ineffective distribution network or those users are located in 
remote areas. So, improving the distribution network may help to get back these 
businesses and this may be done by increasing the number of re-sellers or widen the 
territory coverage of the distribution channels. 
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(g) Promote negative effects of using pirated software 
Some negative effects of pirated software may be promoted, e.g. risk of being 
sued, computer virus, and that pirated copies may have a lot of defects/bugs inside, 
etc. can be promoted to deter people from using illegitimate copies. 
Qi)Promote successful law cases 
Successful piracy law cases can be promoted to let people know that the Chinese 
government has started executing the H^R laws and their downside risk in pirating 
could be huge. 
(i) Computer superstore/distribution center 
People sometimes may just buy pirated software out of convenience. As 
executions of EPR laws are not so effective in China, many companies selling 
pirated software are located in some ‘well-known，places. This may make 
purchase of pirated software even more convenient than purchase of legitimate 
software. Basing on this idea, software firms may set up computer superstores by 






We can conclude that the major causes of piracy are the followings: 
1. Insufficient and incomplete enforcement of IPR laws 
Law enforcement is still the major cause of piracy. The Chinese 
government was only more serious on the piracy law enforcement since 1996. 
There have been some improvements so far, for example, nowadays in China, it is 
even harder to buy counterfeit products in retail shops compared to the situation in 
Hong Kong. 
However, since the corruption in local governments is so severe, the laws 
have not been effectively executed. For instance, in one of the cases, the provincial 
officials went and tried to raid the CD factories, the district police who were 
bribed, stopped the officials from going into the factories and so nobody was 
arrested. 
In addition, the Chinese government does not yet see their benefits of 
pushing anti-piracy in China. They still believe that most of the anti-piracy benefits 
will go to the foreign companies, and yet they are putting their software industry at 
stake. Charles Steven, the Vice President of the Far East Region of Microsoft 
Corporation, in an interview was asked if he saw the Far East governments taking 
an active role against piracy, this is what he said “If governments view anti-piracy 
campaigns as just benefiting foreign companies, there's not much incentive for 
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governments to aggressively pursue them. The only effective pressure in the past 
has been U.S. government pressure, but that only has a short-term impact. The key 
is to support and encourage the local software industry-applications, games, and 
content-and get the infrastructure companies (network providers, distribution 
channels, solution providers, developers, system integrators) involved. Then there's 
enough pressure on the government to get serious. The laws are in the books in 
most cases, but there's virtually no enforcement in countries like China or Korea.，， 
"People have to see that there's real value in these intellectual industries-that 
software and PCs are a strategic asset for the country. Then they've got to kick out 
the guys who are making huge illegal profits and exporting counterfeit product. In 
China, counterfeit is a huge and very dangerous business. It is not just a 
commercial business where someone is ripping someone else off. China has started 
to crack down on the CD factories. Piracy is also crippling key industries and 
customers who need PCs and software to modernize and be competitive. It's 
almost impossible for a Chinese software company to make money." 
2. Lack of IPR knowledge in the Chinese ‘Collective “ culture 
Chinese grew up in an environment where there was no concept of 
‘personal ownership'. In a 'collectivism" society, “private ownership" is something 
that should be banned. Furthermore, China was ruled under the discretion of 
'leaders'(人治）instead of an established constitution (法治）for centuries and 
years. People generally ignore the legal systems and the existence the IPR. As a 
result, they do not see piracy a crime or feel guilty about doing it. 
Also, because of the very late introduction of EPR in China, piracy can be 
due to a total ignorance of the ffR concept. As a matter of fact, even corporations 
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need to 'leara' to include software purchase into their budget plans. Although EPR 
education has been started, but it definitely takes more than two years to reach a 
broad enough audience and to have the EPR concept displacing "collectivism" in 
their minds. So piracy will continue to exist during the learning process ofEPR. 
3. Nature of mankind 
Given piracy still exists in developed countries such as USA (26% piracy 
rate) and European countries (Germany is at 42% piracy rate), it is not a unique 
problem in China. In fact, there is a tendency for people to maximize their own 
retums with whatever it takes. One will find westerners who buy counterfeit 
software in Hong Kong and China, and they are not shameful or feel guilty about 
it. 
4. Limited distribution and sales channel 
Geographically speaking, China is huge. As a result, piracy can easily 
occur when there is no vending place for software. To extend this concept further, 
people pirate is also because of the convenience of having one CD containing thirty 
or more software that they can use. People enjoy one-stop shopping and it is 
exactly what a counterfeit CD can provide. 
5. Existence of purchasing power parity 
The average income of the general public is still low. The average income 
of a city worker in China is only one-third or one-half of what is earned by a similar 
worker in Hong Kong. Therefore, piracy will remain as a big problem for those 
software vendors who do not adjust the pricing according to the purchasing power 
of people in China. 
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Solutions 
There has almost been a consensus among all our interviewees regarding 
solutions. As we discussed in our hypothesis, there are four areas where the software 
vendors should consider in order to minimize the negative impact of piracy on their 
businesses. 
The major differences between our hypothesis and our recommendations which 
will be given below are in the priorities and extent to which each area is implemented. 
Education 
Education has a long term impact on reversing the piracy situation in China. 
Education to the customers, re-sellers, government and customs officials and school 
students likewise are important. Since there are different forms of piracy such as 
passing around backup diskettes, installing multiple illegal copies off a server, buying 
counterfeit software etc, it is important for people to have a fully understanding of 
what piracy and licensing means. Seminars, advertisements, Internet are all good 
means to deliver the message. Some vendors even include a ‘piracy，section into their 
regular product presentations in China. 
In addition, in order to help corporations to meter their licenses better, BSA 
can partner with vendors who provide such kind of software and offer special 
discounts to those corporations who are willing to conduct internal audit on a regular 
basis. 
Finally, software vendors should also ‘inform，and help their corporate 
customers to include software purchases into their budget planning. 
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Law Enforcement 
Given education is a long-term process, software vendors should continuously 
work with BSA or Chinese Software Alliance, CSA, an association organized by the 
Ministry of Electronics Industry (MEI) of the Chinese government, to give more 
pressure or more reasons to the Chinese government why they should enforce the EPR 
law even more thoroughly and at all levels of governments in the country. 
Joint development of software with local partners can also help to give certain 
pushes to the Chinese government on EPR laws execution. Lastly, vendors should go 
back to their headquarters to ask them to give pressure to the Chinese government via 
their own governments. 
Marketing Approaches 
Because of the fact that software vendors do not have the control on how fast 
the piracy situation can be improved by having better law enforcement, and yet there is 
a profitability requirements to the survival or growth of their businesses. They need to 
develop and implement marketing strategies to get around the problems. 
i) Adjust pricing strategies 
First of all, it is very important to synchronize the purchasing power and the 
pricing policies of products in China. As one of the interviewees quoted the video 
tape case: a few years ago in PRC, a lot of people bought blank video tapes for 
RMB 3-5 to illegally record commercial entertainment programs which were sold 
for RMB30-50 on the street. As time passes by, because of the economies of 
scale and the improvement in technologies, the cost of producing these commercial 
entertainment programs got cheaper. As a result, the price between the blank tapes 
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and the commercial program tapes got closer. At the same time, people's average 
income increased as well. Therefore, people nowadays do not buy blank tapes to 
record commercial programs anymore, instead, they buy the legal tapes. 
For corporations, software vendors may consider offering site licenses or 
multiple copy discounts to encourage potential volume users to buy legal licenses. 
There has been one argument among the interviewees on whether to offer 
special price to tura pirated users into legal users. On the one hand, those who 
think it is viable solution would like to use this pricing strategy to capture more 
market share, and hope that those converted users will buy legal software when 
they upgrade. On the other hand, those who disagree believes the implementation 
of such policies actually punishes the legal users, and will discourage even legal 
users from buying legal software anymore in the future. Both sides of the 
arguments are valid, and whether to implement this tactic or not actually depends 
on the potential market share of a product, if legal licenses are bought. If the 
potential is big and the majority of existing users are pirated users, then this tactic 
should be considered, otherwise not, as the small group of alienated legal users 
would give a larger negative impact than the positive impact brought by the 
converted users. 
Lastly, a levy could be added to the price of software, the proceeds from 
which could be directed to the producers to offset some of the losses accruing from 
illegal duplication of software. 
ii) Improve distribution network 
As China is a big country, this is very important to build an extensive 
distribution and sales network across the country. Vietnam suffered from 99% 
38 
piracy in 1995, according to BSA. We believe the major reason is that no software 
vendors were willing to establish a sales network there because of the unstable 
political situations in Vietnam. Because customers always like to shop at 
convenient places, it is important to build a network with knowledgeable salesmen. 
Because of the vast area of China, it is very difficult for a vendor to keep a 
close eye on every dealers. Therefore, we encourage commission to be given to 
re-sellers to identify offenders of software copyrights. At the same time, the 
software vendors should consider ‘communicating，the potential losses to re-
sellers if other re-sellers sell pirated copies. This way, re-sellers will watch each 
other closely and report offenders more willingly. 
iii) Improve service and support 
If the pirated copy of a software can be made and packaged exactly the 
same as its original, no one can tell the differences at all. Therefore, value-added 
service and support is required to encourage customers to buy legal software. In 
fact, as software gets more and more complicated these days, it gives the 
customers a better reason on why they should buy legal software, if free or 
reasonably-priced service and support are offered. 
iv) Marketing communications 
In the past, negative effects of pirated software were always promoted. 
But as technology advances, customers know that the problems they had with 
pirated software before can be reduced significantly nowadays. As a result, the 
anti-piracy marketing message should focus more on praising legal customers to 
make sure these loyal users will act as models for others to learn, as ‘modeling，has 
been Chinese way oflearning. 
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Technology 
Almost all of the interviewees disagreed the use of technology to fight against 
piracy. It is because of the potential benefits as well as harm can be equally as large. 
Harm is mainly in terms ofthe negative corporate image and PR effects that the use of 
technology will give to potential customers. The use of such anti-piracy technology in 
products will mean the software vendors do not trust their customers and actually 
accuse each and every legal users, which is really harmful, especially in the Chinese 
culture where ‘face’ is really important. In addition, if technology is to be used as a 
weapon to combat piracy, then the software vendors would really need support from 
the Chinese government because of the possible vast negative PR from the market. 
Another reason of not to use technology to combat piracy is costs. Whether it 
is hardware or software-related type of protection, costs are involved. And if such 
costs are transferred to legal users, it becomes a penalty to them. On the other hand, 
if the vendors absorb such costs, those who implement such a protection will always 
suffer a price disadvantage, or then, more resources are required in order to run their 
software. And this will aggravate the legal customers. Therefore, we do not 




In China today, there is not yet a strong and a concerted support from any 
software vendors to fight against piracy. China is a big market to them and the 
majority of the vendors are still developing channel to reach the legal customers, 
instead of focusing on combating piracy. 
Piracy is surely not one of the top priorities on the software vendors，to-do list, 
either it is because any strategies or actions will take too long to see the actual results 
or the vendors are not empowered to run any effective piracy campaign. On the other 
hand, BSA, who has been a big helping hand to a lot of the software vendors simply do 
not have the law enforcement power. They need to rely on the true cooperation of the 
Chinese government. 
Because of the existence of the cultural issues as discussed above, the. software 
vendors, should nevertheless, conduct regular training or seminars to their customers, 
re-sellers and likewise, to repeatedly implant the concept ofEPR and licensing. 
Due to the huge geographical space and market potential that China has, the 
most effective way to combat piracy, we believe, is to build up a distribution and sales 
channel which spawns across the country as early as possible. Also, it is important to 
give incentives to these re-sellers to become pirate chasers of one another. 
Emphasizing the “shame”（羞耻）aspect of being a pirate in all marketing 
communications are crucial as well, as Chinese like to have ‘face，. 
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For corporations, we find it is very important to get the software purchase into 
their budget planning. Site licensing and the use of license metering software is helpful 
for the corporations to develop proper purchase behavior. 
In order to convince the Chinese government to enforce the EPR laws in a 
thorough manner, that is, to all levels of government, it is important to let them 
understand how the country can be benefited as a result. We encourage the foreign 
software vendors to partner with local developers on their localization projects. 
In conclusion, we believe this study is beneficial to the software industry 
players. As mentioned before, most of the software vendors nowadays are too much 
concentrated on developing new markets in China, they do not have the focus nor the 
bandwidth to study or review their anti-piracy strategies. For those foreign vendors 
who have not entered into the China market, this report will serve as a reference to 
prepare them for their entry. 
Lastly, in this study, most of the tests on our hypothesis are done against 
foreign software companies. For further studies, we recommend the results of our 
study to be tested against local Chinese software developers. New views and angles 
may therefore be developed. 
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||Panama 丨丨 78%[[~ 77%|[ $ 6,457 || $7,330 
i|Paraguay || 95%||~“ _95%| | ^ J6^55 j J | ^ $ J 9 J 0 6 
1 Peru II 8 ^ 1 84%|| $ 33,436 ||~~~$ 40 522 
.:• •  • - • - > ^ ‘ ， 
•u 一 ~|: 丨卜 
i|Uruguay 87% 84% $ 16,879 || $ 18,876 
:)^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^^ !^^^^mi^i^^ i^^ ^ ！ j 1 1 ^ ^ _ _ ^ _ ^ _ ^ _ ^ _ _ _ 
i|Venezuela 72% 72%|| $46,211 $ 57,968 
；：I —I ^ = = n z ^ ！ ’ — 
I Other Latin America * 62% 66% $ 35,833 || $ 47 365 
::i -^^-*-^-^^ ^^^ ^^^ ^^"^"‘丨_ _ **^ "^^ —^ ^^——^—^ —^——^  *>-^ ^^ -*V-MM^ W M^I|^ j^ L^ M^M-VI^ ^^ ^^MMi^ M^M •^*•^*•^™^ >^^^^  ， 




Piracy Rates Software Retail 
(Percentages) Revenue (Pirated) 
(1,000) 
_ ^ l « ^ ^ ^ ^ ^ ^ ^ ^ ^ ^ ^ ^ ^ _ _ _ _ _ _ i ^ . _ _ 
I I 1 9 9 4 | 「 1 9 9 5 | 「 1 9 9 4 |[ 1 9 9 5 
i ASU. PACIFIC 
I ]| 丨丨 I 
i Austraha 37% 35% $ 158,678 $ 198,146 
•'.' * * ^ 7 ， 
:：: : --| J J l^_^__^____ 
1 China || 9 ^ 1 9 6 % | | $ 3 6 4 , 0 2 1 ~ ~ $ 4 4 3 , 9 3 3 
> ： i ^ ; ; ^ ^ ^ ^ ^ ^ ; ^ ~ ~ ~ ~ ~ ~ ^ ~ ~ ~ ~ » ^ _ ~ _ _ « _ _ _ _ _ _ ^ _ _ _ _ _ _ _ j L _ _ _ _ _ _ ^ _ _ ‘ ， 
s ~1 p = = J J = = = j 
1 Hong Kong 62% 62% $ 64,495 $ 122,938 
:! I I I ^ ‘ I ^ ndia. II 7 ^ \ 78%|| $ 103,054 11 $ 155,645 •> * — ^  ， 
； ； ： j = = = = : j f = = | | = = = J 
j|lndonesia [[ 97%|[ 9 8 % | � $ 104,452 [| $ 150,921 
;；: I 1 I I ^—. . . __ .»^^_««« . 
j|Japan 66%|[ 55%[| $ 1,399,813 $ 1,648,493 
i Korea ~ 75%|| 76%|| $ 510,605 || $ 675,281 
:^ L � l ， 
i|Malaysia 8 ^ 77%|| $ 66,704 $ 80,596 
V |-^..^^,...|^._^_..,.._^_.._^^,^__^,^.^^,,^,,^_^ ‘ J I !• • I I I 11 •• III I I I (_XBBM*_^ x^i**aiMi>_M^ B*^ i_ 
i|New Zealand 43% 40% $ 25,970 $ 26,083 
5 � ’ p—«»^__«_ "j • 
I Pakistan 95% 92% $ 10,881 % 14,233 
:i: ！ 」 I � 1 11 I 
i Philippines 94%|| 91%|| $ 40,647 $ 45 022 
g J I i I I \ 11 ‘ 
|| Singapore 61%[[ 53%|[ $ 37,252 $40,374 
S ( ^ “ ] ( ] j 1 p:zzzz^zzz^:zzzz 
i|Taiwan 72%|| 70%[| $112,00s]| $ 165,462 I Thailand 87%|| 82%||~~$ 67,834 || $99,146 '.''...^^^^^^^^^_^^^^^__^^^^^^_^______^^^^^^^____________^ ‘ ) 
% 1 f = = j | = = = i 
i| Vietnam || lOC)o/o 99% $ 3,910 $ 35,076 
I Other Asia/Pacific * 96% 95% $ 74,157 $ 90,053 
j |TOTALASLVPACmC || 68%[| 64%|[ $ 3,144,478 [[ $ 3,991,399 
W.'.w.ww^vv;v^^ ^^^^ 
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lr'·'·'*'·'·'.'·"·'·'·"·~·x.',".'.m'.'.'.'.'.'-.'.'.'.'·'·'·X·,·,·,·,,·,·,·,·,·,·,·,,·,·,·,·,,'''M'·''·'·'·'·'·'.,.,.",.,.,.".,.,.".,.,.,.,.".,.,"".,.,.,.,;;;.:.:;.,.,;:;:.:'.".,. ,.,., .,.,.,.,.,.,.,. ,.,.,.,.,.,.,.,.,.;:';;:.:;.:".;:';:;;.,.,.",.,.",.,.,. 
~i~ (Percentages) Revenue (Pirated) 
:ll (1,000) 
:;: r---
: 1994 11 1995 11 1994 11 1995 
11 MIDDLE EAST/AFRICA 
11 Bahrain 92% 92% 1 
11 Cyprus 77% 1 77% 1 
illsrael 78%1 75% 1 
I1 Jordan 87% 1 87% 1 
$ 4,243 
$ 2,566 
$ 3,614 11 
$ 2, 169 11 
:==~ 
$ 41,380 11 $ 55,639 
$ 2, 194 11 $ 2,567 
i 
$ 8,697 $ 10,300 11 Kuwait 1 91% 91%11 
: 1 Lebanon 1 80% 1 79% 11=$=1=, 2=21==! $ 1,419 
ilMalta 1 77% 77%11 $ 1,678 $ 1,975 
:1 Mauritas 90% 90%11 $ 1,375 $ 1,5621 
11 Oman 96% 96% 11 $ 6,304 $ 7,397 1 
ilQatar 91% 1 91%11 $ 2,569 $ 3,0331 
:1 Reunion 70% 1 72% 11 $ 1,612 1 $ 1,8941 
:1 Saudi Arabia 11 78% 1 77% $ 22,251 1 $ 29,619 1 
jlTurkey 1 89% 1 89% $ 50,875 1 $ 74,386 1 
ilUAE 1 92% 1 92%1 $ 26,216 11 $30,729 1 
I Other Middle East * 1 79% 1 78% $ 34,246 11 $ 37,491 I 
iI Egypt I 84% 1 84% $ 8,244 11 $ 10,674 1 
1 Kenya 1 82% 82% $ 33811 $ 437 1 
i lMorocco 82% 82% 1 $ 5,069 11 $ 6,579 1 
I Nigeria 82% 82% 11 $ 2,787 11 $ 3,620 
11 South Africa 64% 1 58% 11 $ 68,528 11 $ 88,323 
1 Other Africa * 87% 1 87% 11 $ 114,500 11 $ 146,878 
·l~ ITOTAL MIDDLE 1 11111' 
::" EAST/AFRICA~~~I$ 521,332 
.:::.:.y,,:.:.:.:*:.:-:.:-: ...... :->:'.o-»:.»»),..,..»Y..:.»»:->,.>:-:.:.:.:-:.:.:.:.:·:·":·":-:->Y,»>:',:·:-» »>Y.o':·:-:·x"/,:·:·:·"",>"':-:'»»»»:.:-:-»:',>:.:.>:.:.,:-:.:.:.:-:.:.:.)0;:-""' ... :-:.:.:.:.:.:.:.:.:-:.»:.:.:.:.:.:.>:.:.:.:.:-:.:.:.:.:.:.:.:·:·:·:·:·:·:·:-:·:·:-:·:·:·:·:·:·:·»:·:·;-",x°:;.»» :.:.:.:.:.:.:.:-:.:.:.:-»:;.:.»:->>>xv. 
* This !PR Survey measures software piracy estimates for 80 countries and five group 
of smaller countries in several regions. These five groups are labeled Other Eastern 
Europe, Other Latin America, Other AsialPacific, Other lVliddle East and Other Africa 
in the data results. These groupings were necessary due to the lack of detailed data 




1. What do you think are the real causes of the serious piracy situation: 
• Ineffective execution of IPFR laws7 
參 Flaws in marketing channels? (insufficient coverage? too few re-
sellers? poor pricing structure?) 
• Mentality and culture of the Chinese? 
2. BSA (Business Software Association) 
• What do you know about BSA? 
• Are you a BSA member? 
• What do you know of the things that BSA has done? 
• What has BSA done to help you? 
• What other organization like BSA that can help you? 
3. Law Enforcement 
• What have you done anything to help the government to enforce the 
IPR laws? 
• Have you given pressure to the government for IPR laws enforcement? 
- l fYES, how? 
-I f NO, why don't you do it? 
• Have you work together with the U.S. government on Chinese piracy 
issues? 




• Do you think working with local enterprises can help to improve 
piracy? 
4. Education 
• Have you done any education we have mentioned7 
一 If YES, which ones? Are they helpful and effective? 
-If NO, why don't you do it? 
• Which group do you think you should educate? (users? re-sellers? 
officials?) Why? 
5. Technology 
參 Do you use any technological solutions? 
-I f YES, which ones are used? Are they effective? 
-I f NO, why? 
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• Have you thought about the technological solutions we have 
mentioned? What are your comments about them? 
6. Pricing 
• How do you set you pricing? (compare to HK & US?) 
• Do you have any multi-tier pricing (end-user)? 
• What pricing strategies have you used to combat piracy? 
• Have you used the pricing strategies we have mentioned7 
-I f YES, are they effective? 
- I f NO, why? 
7. Other Marketing Strategies 
• Have you used the marketing strategies we have mentioned7 
- I f YES, are they effective? 
- I f NO, why? 
8. Do you use different strategies in different regions, because of different 
environments? 
9. What other strategies (that we have not mentioned) have you used? 
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