Abstract -More and more research fields, in particular in the road safety area, need to establish a vehicleto-vehicle (v2v) communication step in order to deploy applications (for instance warning messages in case of emergency situation and string and platoon stability). Generally, these applications are experimented with only few vehicles with a local ad hoc or centralized network. The aim of this paper is to determine the behavior of a such network in a traffic flow. We want to know which conditions are necessary and which quality of service (qos) we can expect. We base our approach on probabilistic formal expression. This approach can be complementary to the solutions brought by network simulators as ns2.
I. Introduction
Communications take an increasing part in vehicles safety [4] and comfort [7] systems. The need to establish a vehicle-to-vehicle (v2v) communication step, in order to deploy applications, becomes increasingly strong. From traffic information [6] to warning messages [5] , recent projets are now studying communications to develop probe vehicles able to analyse at a microscopic level the flow and the conflict situations.
Most of the international projects (SafeSpot, cvis, willwarn,. . . ), working on these research fields, have decided to use computer wireless networks to achieve the communication step rather than telecommunication networks. This choice is justified by the fact that computer networks are free, very easy to implement in vehicles strings and, the main aspect, they can work in ad hoc mode.
In the road safety field, the developed applications must be robust and sure. So, if an application strongly depends on the wireless network, we must evaluate the availability, the domain of validity and the quality of service (qos) of the network we can expect.
The media access method for wire computer networks is csma/cd 1 . This method can not be applied directly to wireless computer networks, it has been adapted and named csma/ca 2 . These methods are both competitive approaches and have some drawbacks in case of overloaded networks.
The aim of this paper is not to propose a realistic model of the csma/ca access. For instance, the rts 3 /cts 4 protocol is not taken into account in our modeling. But, based on a probabilistic formal expression, we want to carry out some behavior of the network according to the vehicle density on the road and to the network load. This formal approach can be seen as complementary to the solutions brought by network simulators as ns2.
After having presented, in the next section, the problem statement, section III presents our modeling of a memoryless system and results about the relation between the equipment of the vehicle string and the communication failure according to different emission ranges. Section IV introduces an extension to a system with memory. Then, section V discusses of the qos of the network modeling.
II. Problem Statement
To carry out this analysis, we have to model the repartition of vehicles (traffic modeling) and the communication step (technology and protocol).
A. Traffic Modeling
Let us consider an uniform vehicle string. The length of each vehicle is l and the interdistance between two vehicles is d inter . Therefore, we can compute the vehicle density ρ as following:
This expresses the number of vehicles by meter. If we set a constant inter-vehicular time, the vehicle density is function of the flow velocity.
B. Communication Technology Modeling
The communication technology is defined by the criteria:
• The equipped vehicle probability p equip which is the probability for a vehicle to be equipped with and, • The ratio of lost data p fail = 1 − p commok . Thus, the probability p commok is the probability that the communication succeed.
C. Communication Protocol Modeling
Let us consider the basic hot potatoes protocol. Each station want to broadcast the same message. For instance, a warning message of emergency braking.
We will consider two different methods. The first method relates to a system without memory and the second method relates to a system with (infinite) memory. These two modes are interesting because they describe the two extreme ways to diffuse an alerte message.
Our probabilistic reasoning is the following: 1) Considering a memoryless system, the p k−1 probability of a station to receive a message at the moment k −1 will be the p k probability of the station to want to emit this message at the next time k. 2) Considering a system with memory, the probability to have received the message between, the initial moment and the k−1 moment will be the probability to want to emit this message at the time k.
III. Memoryless System A. Probability to Receive a Message
In the memoryless mode, when an equipped vehicle has received the message at the moment k − 1, it tries to emit it at the moment k and then it forgets it.
Let N be the number of vehicles covered by the range of the communication technology:
The probability that a neighbor gives us the information is: p equip · p k-1 · p commok . The considered neighbor must be equipped in communication technology, it must have received the message at the previous moment k − 1 and the communication must succeed.
As there are N neighbors, the probability to receive no message is:
Therefore, the p k probability to receive the message at the moment k is:
1) Message Loss: Considering the Bernoulli inequality:
and setting x = −p equip · p commok · p k-1 and n = ρ · d range , we can write the following inequality:
We obtain the following property:
This is true for all p k > 0, thus
So we obtain a threshold that we call diffusion threshold. The curves presented on the figure 1 show the threshold behavior according to the three main parameters of our model: the equipment probability p equip , the probability of failed communication p fail and the emission range of the technology d range . We remind that d range is the double of the emission radius range. This threshold can be seen as a percolation threshold of the message dissemination through the vehicle string. These template curves could be useful to network dimensioning. To optimize it, we can imagine an adaptive emission range according to the velocity of the flow.
2) Message Propagation:
, and g, representing the identity function, are continuous and derivable on R.
We have
g (x) = 1 (10)
So, f N (0) = g(0) and for N > 1:
So, for x ∈]0, 1], we obtain:
According to the theorem of the intermediate values:
It exists at least one x in ]0, 1] verifying the equation
Moreover, (still for N > 1), we notice that f N (x) ≤ 0. We can write:
It exists a single solution to our problematic. But this does not meaning that the sequence p k will converge to this solution. 
B. Probability to Have Received a Message
By the same way as previous, we can define the probabilityp k to have received at least one time the message between the first moment and the k th moment:
We can write this equation as following:
We notice that:
It means, that if it exists a moment k where the probability to receive a message is 1, then the probability to have received a message becomes and remains at 1.
In the same way , we notice the following property:
Each time the probability to receive a message is null implies that the probability to have received a message does not change.
At last, we notice that:
This means that if the probability to receive a message each moment is never null, the probability to have received a message tends to 1.
IV. Extension to Memory System
This section introduces an extension to system with memory. In these systems, assuming that a vehicle receives a message at the time k, it will emit the message for each following moment i (i > k).
The number of vehicles N which can communicate at the time k are the equipped vehicles which have received the message at least one time between the time 1 and the time k.
Equation (16) can be written now as following:
V. Chaotic Communications A. Modeling Modification
Until now, p commok was fixed. Now, we define it as following:
I.e. at the time k, the communication succeeds if only one equipped vehicle emits. If at least two vehicles try to communicate, we considerate that the communication fail. This model is optimist. Indeed, theoretically, to have a successful communication, we need not only that the neighbors of the transmitter are quiet but also that the neighbors of the receiver are quiet too. Here, we assume implicitly that the neighbors of the receiver are quiet.
In a memoryless mode, the new expression of the message reception probability at a time k is:
B. Chaotic Behavior
In this section, we are going to study the behavior of the limit of the sequence given by the equation (20).
We want to determine the value of p k for any high values of k according to p equip . In order to carry out this evaluation, we will work in a special representation called bifurcation diagram. This diagram allows us to analyse the evolution of the system according to a specific parameter (here, p equip ) [ 
Considering 30 interacting vehicles (N = 30), the figure 2 shows the probability for one vehicle to receive the message according to the equipment probability. We can notice a period doubling phenomenon [1] . Each dot where occurs a doubling period is called bifurcation dot. Before the first bifurcation, the p k tends to one value (the sequence converges). But, after this first bifurcation, the sequence oscillates between two values and so on. . . When p equip is close to the value 0.8, the period of the sequence is 3. According to Li and James [3] , this specific state implies the sequence has some chaotic behaviors. Indeed, according to Sarkovskii's theorem, the sequence has periodic points of all other periods.
The "black periods" mean that we are not able to determine the value of p k . This is a chaotic behavior of the network. The system can be found in an infinite number of states.
Darker lines (with shapes very close to parabola) inside the chaotic periods represent the most probable states where the system can be found.
The term chaos defines a particular state of a system, characterized by the following behavior:
• it is never repeated (and seems erratic), • there is a strong dependance according to initial conditions. We can see that for a small variation of the equipment probability, the sequence (equation (20)) can have a very different behavior, • but, nevertheless, it is ordered and deterministic (there is no random component in the equation (20)).
We underline that chaotic systems are not stochastic systems. The periods of stability called intermittencies can appear between two chaotic periods. This suggests that the arrival or the departure of a station in the mobile ad hoc network can generate a chaotic behavior of the communication step. Therefore, it is very hard to manage any qos.
The figure 3 shows the behavior of the p k sequence for different numbers of interacting vehicles (N goes from 1 to 20). For N = 1, the message reception probability is null. For N = 2, the value of p k is close to 0.5 when p equip = 1 which is correct. Indeed when two vehicles are equipped, at one moment the first vehicle receives the message and the next time the other one does. So the probability to receive a message at any moment is 0.5.
Another interesting observation is that p k never exceeds the value 1/3 when chaotic periods appear in the bifurcation diagram.
Moreover, when the network is overloaded (N and p equip are high, N = 170 and p equip > 0.6 for instance) p k is equal to 0, no message communication is possible.
VI. Conclusion
Through a basic probabilistic modeling, this paper has emphasized two interesting observations.
• Section III has presented some template thresholds below which the propagated message is fading. These thresholds give the relation between the equipment of a vehicles string (p equip ) and the probability of communication failure according to different emission range of the network technology.
• Section V has carried out the chaotic aspect of such a network. These chaotic periods allow us to understand why a qos is hard to be expected.
To manage this qos, some solutions start to appear with unidirectional i/v communications or dedicated communication for safety systems. But nowadays, nothing has been experimented at large scale. In our futur works, we will analyse the convergence and the convergence speed of thep k sequence according to the convergence and the convergence speed of the p k sequence. We will also develop the extension to systems with memory. 
