Abstract. As a generalization of the traditional path protection (PP) scheme in WDM networks where a backup path is needed for each active path, the partial path protection (PPP) scheme uses a collection of backup paths to protect an active path, where each backup path in the collection protects one or more links on the active path such that every link on the active path is protected by one of the backup paths. While there is no known polynomial time algorithm for computing an active path and a corresponding backup path using the PP scheme for a given source destination node pair, we show that an active path and a corresponding collection of backup paths using the PPP scheme can be computed in polynomial time, whenever they exist, under each of the following four network models: (a) dedicated protection in WDM networks without wavelength converters; (b) shared protection in WDM networks without wavelength converters; (c) dedicated protection in WDM networks with wavelength converters; and (d) shared protection in WDM networks with wavelength converters. This is achieved by proving that that for any given source s and destination d in the network, if one candidate active path connecting s and d is protectable using PPP, then any candidate active path connecting s and d is also protectable using PPP. It is known that the existence of PP implies the existence of PPP while the reverse is not true. We demonstrate a similar result in the case of segmented path protection. This fundamental property of the PPP scheme is of great importance in the context of achieving further research advances in the area of protection and restoration of WDM networks.
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have attracted the most attention [1, 8, 16, 17, 21, 35] . PP is achieved by reserving a backup path which is link-disjoint with the active path so that the traffic on the active path can be rerouted through the backup path when a link on the active path fails. LP is achieved by reserving a backup path for each wavelength channel on the active path. When a link fails, the traffic through a wavelength channel on that link will be rerouted using its corresponding backup path. A channel on an active path cannot be used by another active path or backup path. In dedicated path/link protection, a channel on a backup path cannot be used by another backup path. In shared path/link protection, a channel on a backup path can be used by another backup path as long as the failure of any link does not activate both backup paths. In general, PP is more capacity efficient than LP [21] .
In an interesting paper [18] , Mohan et al. introduce the concept of primary-backup multiplexing which generalizes shared path protection. In that scheme a primary lightpath and one or more backup paths may share a channel. This approach is useful in the case of dynamic traffic where the lightpaths are short-lived. It increases channel utilization and improves network blocking performance. However, if this scheme is used a primary lightpath is not guaranteed to have a backup path readily available throughout its existence. Another idea of interest to us in the context of our paper is the concept of segmented path protection studied in [12, 25, 32, 33] . In segmented path protection, a primary path is broken into segments and each segment is provided a protection segment. Gummadi et al. [12] provide an algorithm for routing with segmented backup paths achieving optimality with respect to spare resource reservation. On the other hand Xu et al. [33] present an integer linear programming (ILP) algorithm and a heuristic method based on dynamic programming to determine an optimal/near-optimal set of segments to protect a primary active path.
In another paper [30] , Wang, Modiano and Médard introduce the concept of partial path protection (PPP). The idea of PPP is to use a collection of one or more backup paths for each active path, so that the collection of backup paths collectively protect all channels on the active path. They demonstrate that PPP is more powerful than PP in the sense that the existence of PP implies the existence of PPP while the reverse is not true. They consider a dynamic call-by-call system with random arrivals of connection requests and present an ILP formulation to compute an active path and its corresponding PPP with minimum total cost. They also present a shortest active path first (SAPF) heuristic for computing an active path and its corresponding PPP with low total cost. Simulation results demonstrate that the SAPF heuristic has very good performance.
In the PP scheme, the backup path assigned to a primary path does not depend on the link that has failed. On the other hand, in the case of other path based protection schemes the backup path selected depends on the link that has failed. These latter schemes, including the PPP scheme, may therefore be viewed as failure dependent protection schemes. In this context we wish to draw attention to two recent failure dependent schemes. In [7] , Frederick et al. introduce the concept of subgraph routing. Here a network is mapped to |E| distinct subgraphs that are obtained by removing one link at a time from the original network, where E is the set of links in the network. A connection request is accepted only if it is accepted in all subgraphs. Thus whenever a link fails, the network can take on the state of the corresponding subgraph, possibly rerouting all of the connections in the network to recover from the fault. Though this scheme is shown to have good network utilization, Ramasubamaniamn [22] points out that the subgraph routing scheme may result in a large number of reconfigurations that could significantly affect the reconfiguration time. Ramasubramaniam also presents a failure dependent scheme based on the MICRON framework, an earlier work by the author [26] . In this scheme a connection on a primary path is rerouted on its backup path only if a failure in the network affects the primary path. It is demonstrated that this scheme results in a significantly large reduction in the number of reconfigurations required with minimal reduction in network utilization. It is also pointed out in [22] that this scheme is applicable to any general failure scenario that could be modeled as SRLG failures.
We wish to note that there are also other works that have studied failure dependent schemes. Such schemes in the context of ATM networks may be found in [31] and the references therein. Some related works in the context of optical networks may be found in [15, 23, 24, 28, 29] .
In this paper, we prove a fundamental property of PPP. In particular, we prove that if partial path protection exists for one candidate active path, then partial path protection exists for any candidate active path. An immediate implication of this property is that we can always use the shortest active path while using PPP. This justifies the use of the SAPF heuristic presented by Wang, Modiano and Médard in [30] . We also present polynomial time algorithms for computing an active path and its corresponding PPP, whenever they exist. If our algorithm fails to find an active path and its corresponding PPP for a given connection request, then the connection is not protectable under the PPP scheme and hence will be rejected. Note that computing an active path and its corresponding backup path connecting a source-destination node pair using the dedicated path protection scheme in a WDM network without wavelength converters has been shown to be NP-complete by Andersen, Chung, Sen and Xue [2] . In a more recent paper, Ou et al. [20] prove that computing an active path and its corresponding backup path using shared path protection is also NP-complete. Therefore our polynomial time algorithms demonstrate an important advantage of PPP over PP.
The rest of the paper is organized as follows. In Section 2, we present some basic definitions about WDM networks and the protection schemes PP and PPP that will be used in subsequent sections. In Section 3, we present a fundamental property of dedicated partial path protection in a WDM network without wavelength converters and a polynomial time algorithm for computing an active lightpath and its dedicated partial path protection, whenever they exist. We also state similar properties without proofs and present algorithms for three other models: shared partial path protection in a WDM network without wavelength converters, dedicated partial path protection in a WDM network with wavelength converters and shared partial path protection in a WDM network with wavelength converters. In Section 4, we discuss the relationship between the partial path protection scheme and the segmented path protection scheme. Specifically, we show that the existence of segmented path protection implies the existence of PPP while the reverse is not true. In Section 5, we summarize our results and also point out the significance of our work in the context of polynomial time computability of different path (including segmented path) based protection schemes, and the freedom and flexibility the partial path protection scheme affords in accommodating QoS guarantees while selecting both the active path and the corresponding set of backup paths.
2. Basic Definitions. We model a WDM network using an undirected graph G = (V, E, Λ), where V is the set of n vertices, denoting the nodes in the network; E is the set of m edges, denoting the links (or optical fibers) in the network; Λ = {λ 1 , λ 2 , . . . , λ W } is the set of W wavelengths each link is capable of carrying. We will use the terms vertices and nodes interchangeably, as well as edges and links. We will use channel to denote a wavelength on a particular link. Specifically, we will use e λ to denote the channel which uses wavelength λ on link e. For any link e ∈ E, Λ A (e) ⊆ Λ denotes the set of wavelengths (called active channels) on link e that are used by active paths of existing connections; Λ R (e) ⊆ Λ \ Λ A (e) denotes the set of wavelengths (called reserved channels) on link e that are used by backup paths of existing connections; Λ F (e) ⊆ Λ \ {Λ A (e) ∪ Λ R (e)} denotes the set of wavelengths (called free channels) on link e that are not used by either active paths or backup paths of existing connections.
In a WDM network without wavelength converters, data transmission is carried out on a lightpath. Following Chlamtac et al. Note that all channels on a lightpath must be on the same wavelength. This is known as the wavelength continuity constraint.
In a WDM network with wavelength converters, the wavelength continuity constraint is no longer required. Following Chlamtac et al. [3] , A semi-lightpath π sem (s, d) between nodes s, d ∈ V is a sequence of interleaving nodes and wavelengths
. . , u k ) form an s-d path (the basepath) and λ(u j−1 , u j ) ∈ Λ for j = 1, 2, . . . , k.
To protect a mission-critical connection from any single link failure, we need to set up an active path and its corresponding backup to protect against the failure of a link along the active path. Since each link has many wavelengths, several lightpaths or semi-lightpaths may pass through the same link. As a result, the failure of a particular link e may affect all lightpaths or semi-lightpaths which go through link e. A direct consequence of the above observation is that the backup path should not use any of the links it is protecting. This constraint is enforced in all commonly known protection schemes.
In PP [21] , for every connection request ρ with source node s(ρ) and destination node d(ρ), we need to establish an active path AP(ρ) connecting s(ρ) and d(ρ). We also need to establish a backup path BP(ρ) connecting s(ρ) and d(ρ) which is link-disjoint with AP(ρ). PP could be either shared or dedicated. In shared PP, the backup paths of two active paths may share a channel if and only if the two active paths do not share a link. In dedicated PP, no two backup paths can share a channel. Fig. 1(a) illustrates an active path A 1 : b-a-u-w-y on wavelength λ 1 and an active path A 2 : b-v-x-z on wavelength λ 1 , as well as their backup paths using shared path protection. A 1 is protected by the backup path B 1 : b-v-x-z-y on wavelength λ 2 . A 2 is protected by the backup path B2: b-u-w-y-z on wavelength λ 2 . Fig.  1 (b) illustrates an active path A 1 : b-a-u-w-y on wavelength λ 2 and an active path A 2 : b-v-x-z on wavelength λ 2 , as well as their backup paths using dedicated path protection. A 1 is protected by the backup path B 1 : b-v-x-z-y on wavelength λ 1 . A 2 is protected by the backup path B 2 : b-a-u-w-z on wavelength λ 1 .
In PPP [30] , for every connection request ρ with source node s(ρ) and destination node d(ρ), we need to establish an active path AP(ρ) connecting s(ρ) and d(ρ). We also need to establish a collection of one or more backup paths BP(ρ) each connecting s(ρ) and d(ρ) such that for every link e on AP(ρ), there is a corresponding backup path BP(ρ, e) ∈ BP(ρ) which does not use link e, but may share links and/or channels with the rest of AP(ρ). Note that we may have BP(ρ, e 1 ) = BP(ρ, e 2 ) for two different links e 1 and e 2 on AP(ρ). Note also that we are talking about a backup path for a channel on the active path. Partial path protection is different from path protection where the backup path protects the entire active path, rather than part of the active path. Again, partial path protection could be either shared or dedicated. In shared partial path protection, the backup path BP(ρ, e) of one active path AP(ρ) may share a channel with the backup path BP(σ, f ) of another active path AP(σ) if and only if the links on AP(ρ) that BP(ρ, e) is supposed to protect do not intersect the links on AP(σ) that BP(σ, f ) is supposed to protect. In dedicated partial path protection, the backup path BP(ρ, e) of one active path AP(ρ) cannot share a channel with the backup path BP(σ, f ) of another active path AP(σ). However, two backup paths for the same active path may share channels. Note that if we fix the protection for A 1 as in Fig. 2 (a), we would not be able to find dedicated partial path protections for
Wang, Modiano and Médard [30] have shown that for any given connection request, the existence of an active path and its corresponding path protection implies the existence of an active path and its corresponding partial path protection, but the reverse is not true. Therefore partial path protection is a very promising protection scheme. In this paper, we study partial path protection under four different network models and prove a fundamental property of the PPP scheme. As in [30] , we consider a dynamic call-by-call system where connection requests arrive sequentially. For each connection request, we will block it only if it is impossible to establish an active path and its corresponding partial path protections.
Let e ∈ E be a link in the network. We use AC(e) to denote the set of connections whose active lightpaths pass through link e. We use BC(e) to denote the set of connections whose backup lightpaths pass through link e. We will use existing active path to mean an active path of an existing connection. We will use existing backup path to mean the backup path for some links on an existing active path. We will use the term active path to mean a candidate for the active path of the connection request under consideration.
3. Polynomial Time Computation of Primary and Secondary Paths under PPP. In this section, we first consider dedicated partial path protection in a WDM network without wavelength converters. Since there are no wavelength converters in the network, each active path or backup path must be a lightpath. For this reason, we use the term lightpath connection. We then consider partial path protection under three other models. Our remarks in the case for the dedicated partial path protection scheme without wavelength converters are also applicable for other models. The notation AP (BP) used in Section 2 will be changed to AL (BL) for lightpath routing and changed to ASL (BSL) for semilightpath routing in this section. such that BL(ρ, e) does not use link e. BL(ρ, e) is the backup path of link e on AL(ρ). BL(ρ, e) may share channels with AL(ρ). Also, BL(ρ, e 1 ) may share channels with BL(ρ, e 2 ) for two different links e 1 and e 2 on A(ρ). A3: Every lightpath in BL(ρ) uses only free wavelength channels.
Let AL(ρ) be an s(ρ)-d(ρ) lightpath using only free wavelength channels. We say that lightpath AL(ρ) is dedicated partial path protectable if there exists a set of backup paths BL(ρ) such that conditions A1-A3 are satisfied. In this case, we say that BL(ρ) is the dedicated partial path protection of active lightpath AL(ρ).
One can immediately notice the following difference between the traditional path protection scheme and the partial path protection scheme. In path protection, a single backup path is used to protect all links on the corresponding active path. In partial path protection, all links on the active path are protected, but two different links on the active path may be protected using two different backup paths. This fundamental difference leads to an important property of the partial path protection scheme that is discussed below.
Given a candidate active lightpath connecting the source node and the destination node, the existence of a link-disjoint backup lightpath can be decided efficiently. However, it may happen that for one candidate active lightpath there is a link-disjoint backup lightpath, but for another candidate active lightpath there is no link-disjoint backup lightpath. This shows that choosing the correct active lightpath is critical to the existence of a link-disjoint dedicated backup lightpath. Since the number of possible active lightpaths between a given sourcedestination node pair may be exponential, this reveals the difficulty of the path protection scheme. Actually, Andersen et al. [2] has shown that computing a pair of link-disjoint lightpaths connecting s(ρ) and d(ρ) is an NP-hard problem.
In the following, we will show that if one active lightpath connecting a given source-destination node pair is dedicated partial path protectable, then any active lightpath connecting the same source-destination node pair is also dedicated partial path protectable. We will then use this fundamental property to design an efficient algorithm for establishing a lightpath connection with dedicated partial path protection. This fact makes the partial path protection scheme more attractive than the traditional path protection scheme. 
as the active path. In other words, AL 1 (ρ) is dedicated partial path protectable if and only if AL 2 (ρ) is dedicated partial path protectable.
Proof. We define BL 2 (ρ) to be the set {BL 2 (ρ, e)|e ∈ AL 2 (ρ)} with BL 2 (ρ, e) defined in the following.
Let e be any link on AL 2 (ρ). If e is not on AL 1 (ρ), we define BL 2 (ρ, e) = AL 1 (ρ). If e is on AL 1 (ρ), we define BL 2 (ρ, e) = BL 1 (ρ, e). We need to show that AL 2 (ρ) and BL 2 (ρ) satisfy conditions A1-A3 in Definition 3.1, i.e., BL 2 (ρ) is a dedicated partial path protection for AL 2 (ρ).
Since AL 2 (ρ) uses only free wavelength channels by assumption, A1 is satisfied. For any link e on AL 2 (ρ), BL 2 (ρ, e) is either AL 1 (ρ) (when e is not on AL 1 (ρ)) or BL 1 (ρ, e) (when e is on AL 1 (ρ)). Since BL 1 (ρ, e) is the backup path for link e when e is on AL 1 (ρ), condition A2 is satisfied.
When BL 2 (ρ, e) is AL 1 (ρ), it uses only free channels. When BL 2 (ρ, e) is BL 1 (ρ, e), it uses only free channels since BL 2 (ρ) form a dedicated partial path protection for AL 1 (ρ). Therefore condition A3 is satisfied. 2 Theorem 3.2 says that we can use any candidate active lightpath for the current connection request, without affecting the existence of dedicated partial path protection for the active path. As a result, we can always choose to use the shortest active lightpath, leading to an efficient algorithm for establishing a lightpath connection with dedicated partial path protection listed as Algorithm 1.
Theorem 3.3. The worst-case time complexity of Algorithm 1 is O(W n 2 + W nm). If a lightpath connection with dedicated partial path protection exists, the algorithm finds an active lightpath AL(ρ) and its dedicated partial path protection BL(ρ); otherwise, the algorithm indicates that the request should be blocked.
Proof. It follows from Theorem 3.2 that if there exists a lightpath connection with dedicated partial path protection then any candidate active lightpath is dedicated partial path protectable. Therefore we use the shortest lightpath on free wavelength channels as the candidate active path. If such a lightpath cannot be found, a lightpath connection with dedicated partial path protection does not exist.
Once the candidate active lightpath AL(ρ) is found, the algorithm tries to find a low cost (measured by the number of free channels to be used) backup path for each
Algorithm 1 LPDPPP
INPUT: Network G(V, E, Λ) with known AC(e) and BC(e) for each link e ∈ E; A connection request ρ with source s(ρ) and destination d(ρ). OUTPUT: Either block the request or establish an active lightpath AL(ρ) and its dedicated partial path protections BL(ρ).
step 1 {Find shortest active path AL(ρ)} Find a minimum hop s(ρ)-d(ρ) lightpath AL(ρ) using free wavelength channels only. if AL(ρ) cannot be found then stop , block the request. else goto the next step, still treating the channels on AL(ρ) as free.
for each link e ∈ AL(ρ) do Set G ′ to a copy of G and make the following modifications on G ′ : Set the cost of each free channel not on AL(ρ) to 1. Set the cost of each channel on AL(ρ) or a backup path in BL(ρ) to 0. Remove all channels on link e and all active channels and reserved channels. Find a minimum cost s(ρ)-d(ρ) lightpath BL(ρ, e) in G ′ . if such a path does not exist then stop , block the request. elseif BL(ρ, e) ∈ BL(ρ) then BL(ρ) := BL(ρ) ∪ {BL(ρ, e)}. endif endfor step 3 {Making reservations} for each channel e λ on AL(ρ) do mark the channel e λ as active. AC(e) := AC(e) ∪ {ρ}. To analyze the time complexity, we note that step 1 requires O(W n+W m) time using bread first search [5] . step 2 loops O(n) times, each time taking O(W n+W m) time as a shortest path can be found in linear time when the edge cost takes 0 and 1 values [5] . Therefore the time complexity of step 2 is O(W n 2 + W nm)). step 3 only requires O(n 2 ) time. Therefore the worst-case time complexity of Algorithm 1 is O(W n 2 + W nm). 2 We wish to emphasize again that if PPP is not available for some chosen active path, then the connection request should be blocked because in that case there exists no active path with the required PPP.
We next formally define three other network models and state in each case a theorem similar to Theorem 3.2. Proofs of these theorems are similar to the proof of Theorem 3.2. For the sake of completeness, these proofs are included in the Appendix. These theorems lead to efficient algorithms for finding an active path and the corresponding PPP under the respective network models. We will describe the algorithm for LPSPPP and omit the others. such that BL(ρ, e) does not use link e. BL(ρ, e) is the backup path of link e on AL(ρ). BL(ρ, e) may share channels with AL(ρ). Also, BL(ρ, e 1 ) may share channels with BL(ρ, e 2 ) for two different links e 1 and e 2 on AL(ρ). B3: Every lightpath in BL(ρ) uses either free wavelength channels or reserved wavelength channels. B4: Let AL(σ) be the active path of a connection request σ that was established earlier and still in use that shares a link e with AL(ρ) (i.e., σ ∈ AC(e)). Then BL(ρ, e) and BL(σ, e) do not share a channel. Let AL(ρ) be an s(ρ)-d(ρ) lightpath using only free wavelength channels. We say that lightpath AL(ρ) is shared partial path protectable if there exists a set of backup paths BL(ρ) such that conditions B1-B4 are satisfied. In this case, we say that BL(ρ) is the shared partial path protection of active lightpath AL(ρ).
Theorem 3.5. Let ρ be a connection request with source s(ρ) and destination d(ρ).
Let AL 1 (ρ) and AL 2 (ρ) be two s(ρ)-d(ρ) lightpaths using only free wavelength channels. If lightpath AL 1 (ρ) is shared partial path protectable then lightpath AL 2 (ρ) is also shared partial path protectable.
Proof. Assume that the set of lightpaths BL 1 (ρ) is the shared partial path protection for AL 1 (ρ). We will show that there exists a set of lightpaths BL 2 (ρ) which is a shared partial path protection for AL 2 (ρ).
We define BL 2 (ρ) to be the set of lightpaths {BL 2 (ρ, e)|e ∈ AL 2 (ρ)} with BL 2 (ρ, e) defined in the following.
Let e be any link on AL 2 (ρ). If e is not on AL 1 (ρ), we define BL 2 (ρ, e) = AL 1 (ρ). If e is on AL 1 (ρ), we define BL 2 (ρ, e) = BL 1 (ρ, e). We need to show that AL 2 (ρ) and BL 2 (ρ) satisfy conditions B1-B4 in Definition 3.4, i.e., BL 2 (ρ) is a shared partial path protection for lightpath AL 2 (ρ).
Since AL 2 (ρ) uses only free wavelength channels by assumption of the theorem, B1 is satisfied.
For any link e on AL 2 (ρ), BL 2 (ρ, e) is either AL 1 (ρ) (when e is not on AL 1 (ρ)) or BL 1 (ρ, e) (when e is on AL 1 (ρ)). Since BL 1 (ρ, e) is the backup path for link e when e is on AL 1 (ρ), condition B2 is satisfied.
When BL 2 (ρ, e) is AL 1 (ρ), it uses only free wavelength channels. When BL 2 (ρ, e) is BL 1 (ρ, e), it uses either free wavelength channels or reserved wavelength channels. Therefore condition B3 is satisfied.
To complete the proof of the theorem, we need to prove that condition B4 is also satisfied. Let AL(σ) be the active path of a connection request σ that was established earlier and still in use that shares link e with AL 2 (ρ). We need to show that BL(σ, e) and BL 2 (ρ, e) do not share a channel. If BL 2 (ρ, e) = AL 1 (ρ), then it uses only free wavelength channels and therefore does not share a channel with BL(σ, e). If BL 2 (ρ, e) = BL 1 (ρ, e), then BL 1 (ρ, e) does not share a channel with BL(σ, e) by assumption that BL 1 (ρ) is the partial path protection of AL 1 (ρ). Therefore BL 2 (ρ, e) does not share a channel with BL(σ, e).
2 Theorem 3.5 says that we can use any candidate active lightpath for the current connection request, without affecting the existence of shared PPP for the active path. As a result, we can always choose to use the shortest active lightpath, leading to an efficient algorithm for establishing a lightpath connection with shared PPP listed as Algorithm 2.
Algorithm 2 first finds a shortest active path AL(ρ). When the active path cannot be found, the connection request is blocked. Once the active path is found, the algorithm then finds a low cost shared partial path protection BL(ρ) for AL(ρ). When the shared partial path protection cannot be found, the connection request is also blocked, because there does not exist an active path for the given connection request which is partial path protectable. If BL(ρ) is found successfully, the algorithm makes reservations and admit the connection request. Theorem 3.6. The worst-case time complexity of Algorithm 2 is O(W n 2 + W nm). If a lightpath connection with shared partial path protection exists, the algorithm finds an active lightpath AL(ρ) and its shared partial path protection BL(ρ); otherwise, the algorithm indicates that the request should be blocked.
Proof. It follows from Theorem 3.5 that if there exists a lightpath connection with shared partial path protection then any candidate active lightpath is shared partial path protectable. Therefore we can choose to use the shortest lightpath on free wavelength channels as the candidate active path. If such a lightpath cannot be found, a lightpath connection with shares partial path protection does not exist.
Once the candidate active lightpath AL(ρ) is found, the algorithm tries to find a low cost (measured by the number of free channels to be used) backup path for each channel on AL(ρ). Again it follows from Theorem 3.5 that BL(ρ) can be computed if and only if it exists. This proves the correctness of the algorithm.
To analyze the time complexity, we note that step 1 requires O(mW +nW ) time using bread first search [5] . step 2 loops O(n) times, each time taking O(mW +nW ) time as a shortest path can be found in linear time when the edge cost takes 0 and 1 values [5] . Therefore the time complexity of step 2 is O(nmW + n 2 W )). step 3 only requires O(n 2 ) time. Therefore the worst-case time complexity of Algorithm 2 is O(nmW + n 2 W ). 2
Algorithm 2 LPSPPP
INPUT: Network G(V, E, Λ) with known AC(e) and BC(e) for each link e ∈ E; A connection request ρ with source s(ρ) and destination d(ρ). OUTPUT: Either block the request or establish an active lightpath AL(ρ) and its shared partial path protection BL(ρ).
for each link e ∈ AL(ρ) do Let G ′ be a copy of G and make the following modifications on G ′ : Set the cost of each reserved channel to 0. Set the cost of each channel on AL(ρ) or a backup path in BL(ρ) to 0. Set the cost of each free channel not on AL(ρ) to 1. Remove all channels on link e and all active channels. Remove all channels on BL(σ, e) for each σ ∈ AC(e). Find a minimum cost s(ρ)-d(ρ) lightpath BL(ρ, e) in G ′ . if such a path does not exist then stop , block the request. elseif BL(ρ, e) ∈ BL(ρ) then BL(ρ) := BL(ρ) ∪ {BL(ρ, e)}. endif endfor step 3 {Making reservations} for each channel e λ on AL(ρ) do mark the channel e λ as active. AC(e) := AC(e) ∪ {ρ}.
endfor endfor outputAL(ρ) and BL(ρ) as the active lightpath and its shared partial path protections. destination d(ρ) . A semilightpath connection with dedicated partial path protection for ρ consists of an active path ASL(ρ) and a set of backup paths BSL(ρ) corresponding to ASL(ρ), where ASL(ρ) is a semilightpath connecting s(ρ) and d(ρ), BSL(ρ) is a set of semilightpaths each connecting s(ρ) and d(ρ) such that the following conditions are satisfied: C1: The semilightpath ASL(ρ) uses free wavelength channels only. C2: For each link e on ASL(ρ), there is a corresponding semilightpath BSL(ρ, e) ∈ BSL(ρ) such that BSL(ρ, e) does not use link e. BSL(ρ, e) is the backup path of link e on ASL(ρ). BSL(ρ, e) may share channels with ASL(ρ). Also, BSL(ρ, e 1 ) may share channels with BSL(ρ, e 2 ) for two different links e 1 and e 2 on ASL(ρ). C3: Every semilightpath in BSL(ρ) uses only free wavelength channels. Let ASL(ρ) be an s(ρ)-d(ρ) semilightpath using only free wavelength channels. We say that semilightpath ASL(ρ) is dedicated partial path protectable if there exists a set of backup paths BSL(ρ) such that conditions C1-C3 are satisfied. In this case, we say that BSL(ρ) is the dedicated partial path protection of active semilightpath ASL(ρ).
Theorem 3.8. Let ρ be a connection request with source s(ρ) and destination d(ρ). Let ASL 1 (ρ) and ASL 2 (ρ) be two s-d semilightpaths using only free wavelength channels. If there exists a set of semilightpaths BSL 1 (ρ) so that ASL 1 (ρ) and BSL 1 (ρ) form a semilightpath connection with dedicated partial path connection for ρ with ASL 1 (ρ) as the active path, then there exists a set of semilightpaths BSL 2 (ρ) so that ASL 2 (ρ) and BSL 2 (ρ) form a semilightpath connection with dedicated partial path connection for ρ with ASL 2 (ρ) as the active path. In other words, ASL 1 (ρ) is dedicated partial path protectable if and only if ASL 2 (ρ) is dedicated partial path protectable.
Proof. We define BSL 2 (ρ) to be the set {BSL 2 (ρ, e)|e ∈ ASL 2 (ρ)} with BSL 2 (ρ, e) defined in the following.
Let e be any link on ASL 2 (ρ). If e is not on ASL 1 (ρ), we define BSL 2 (ρ, e) = ASL 1 (ρ). If e is on ASL 1 (ρ), we define BSL 2 (ρ, e) = BSL 1 (ρ, e). We need to show that ASL 2 (ρ) and BSL 2 (ρ) satisfy conditions C1-C3 in Definition 3.7, i.e., BSL 2 (ρ) is a dedicated partial path protection of ASL 2 (ρ).
Since ASL 2 (ρ) uses only free wavelength channels by assumption, C1 is satisfied. For any link e on ASL 2 (ρ), BSL 2 (ρ, e) is either ASL 1 (ρ) (when e is not on ASL 1 (ρ)) or BSL 1 (ρ, e) (when e is on ASL 1 (ρ)). Since BSL 1 (ρ, e) is the backup path for link e when e is on ASL 1 (ρ), condition C2 is satisfied.
When BSL 2 (ρ, e) is ASL 1 (ρ), it uses only free channels. When BSL 2 (ρ, e) is BSL 1 (ρ, e), it uses only free channels since BSL 2 (ρ) form a dedicated partial path protection for ASL 1 (ρ). Therefore condition C3 is satisfied.
2 Theorem 3.8 immediately leads to a polynomial time algorithm for establishing a semilightpath connection with dedicated partial path protection, which uses the shortest candidate active semilightpath. The algorithm is similar to Algorithm 1 and is omitted here. D1: The semilightpath ASL(ρ) uses free wavelength channels only. D2: For each link e on ASL(ρ), there is a corresponding semilightpath BSL(ρ, e) ∈ BSL(ρ) such that BSL(ρ, e) does not use link e. BSL(ρ, e) is the backup path of link e on ASL(ρ). BSL(ρ, e) may share channels with ASL(ρ). Also, BSL(ρ, e 1 ) may share channels with BSL(ρ, e 2 ) for two different links e 1 and e 2 on ASL(ρ). D3: Every semilightpath in BSL(ρ) uses either free wavelength channels or reserved wavelength channels. D4: Let ASL(σ) be the active path of a connection request σ that was established earlier and still in use that shares a link e with ASL(ρ) (i.e., σ ∈ AC(e)).
Then BSL(ρ, e) and BSL(σ, e) do not share a channel.
Let ASL(ρ) be an s(ρ)-d(ρ) semilightpath using only free wavelength channels. We say that semilightpath ASL(ρ) is shared partial path protectable if there exists a set of backup paths BSL(ρ) such that conditions D1-D4 are satisfied. In this case, we say that BSL(ρ) is the shared partial path protection of active semilightpath ASL(ρ).
Theorem 3.10. Let ρ be a connection request with source s(ρ) and destination d(ρ). Let ASL 1 (ρ) and ASL 2 (ρ) be two s-d semilightpaths using only free wavelength channels. If there exists a set of semilightpaths BSL 1 (ρ) so that ASL 1 (ρ) and BSL 1 (ρ) form a semilightpath connection with shared partial path connection for ρ with ASL 1 (ρ) as the active path, then there exists a set of semilightpaths BSL 2 (ρ) so that ASL 2 (ρ) and BSL 2 (ρ) form a semilightpath connection with shared partial path connection for ρ with ASL 2 (ρ) as the active path.
Proof. We define BSL 2 (ρ) to be the set {BSL 2 (ρ, e)|e ∈ ASL 2 (ρ)} with BSL 2 (ρ, e) defined in the following. Let e be any link on ASL 2 (ρ). If e is not on ASL 1 (ρ), we define BSL 2 (ρ, e) = ASL 1 (ρ). If e is on ASL 1 (ρ), we define BSL 2 (ρ, e) = BSL 1 (ρ, e). We need to show that ASL 2 (ρ) and BSL 2 (ρ) satisfy conditions D1-D4 in Definition 3.9, i.e., BSL 2 (ρ) is a shared partial path protection for semilightpath ASL 2 (ρ).
Since ASL 2 (ρ) uses only free wavelength channels by assumption, D1 is satisfied. For any link e on ASL 2 (ρ), BSL 2 (ρ, e) is either ASL 1 (ρ) (when e is not on ASL 1 (ρ)) or BSL 1 (ρ, e) (when e is on ASL 1 (ρ)). Since BSL 1 (ρ, e) is the backup path for link e when e is on ASL 1 (ρ), condition D2 is satisfied.
When BSL 2 (ρ, e) is ASL 1 (ρ), it uses only free channels. When BSL 2 (ρ, e) is BSL 1 (ρ, e), it uses either free channels or reserved channels. Therefore condition D3 is satisfied.
To complete the proof of the theorem, we need to prove that condition D4 is also satisfied. Let ASL(σ) be the active path of a connection request σ that was established earlier and still in use that shares link e with ASL 2 (ρ). We need to show that BSL(σ, e) and BSL 2 (ρ, e) do not share a channel. If BSL 2 (ρ, e) = ASL 1 (ρ), then it uses only free wavelength channels and therefore does not share a channel with BSL(σ, e). If BSL 2 (ρ, e) = BSL 1 (ρ, e), then BSL 1 (ρ, e) does not share a channel with BSL(σ, e) by assumption that BSL 1 (ρ, e) is the partial path protection of ASL 1 (ρ). Therefore BSL 2 (ρ, e) does not share a channel with BSL(σ, e).
2 Theorem 3.10 immediately leads to a polynomial time algorithm for establishing a semilightpath connection with shared partial path protection. The algorithm is similar to Algorithm 2 and is omitted here.
4.
Relationships with Segmented Path Protection. Almost at the same time when partial path protection was proposed, several researchers also proposed the segmented path protection scheme [12, 25] , the short leap shared protection [13] , and PROMISE [32, 33] as extensions of the traditional path protection scheme. These schemes have been shown to have good performance in terms of spare capacity usage. We would like to point out that no polynomial time algorithm (except some heuristics) is known for any of these schemes, while PPP enjoys polynomial time algorithms. We will not go into further details of all these schemes. In this section, we will briefly compare segmented path protection with PPP.
The idea of segmented path protection is to break the active path into primary segments and provide protection segment for each of the segments. When a component in a primary segment fails, the data is routed through the protection segment activated rather than through the original path, only for the length of its primary segment [25] . On first reading, it seems that partial path protection is equivalent to segmented path protection. In this section, we will show that they are indeed different and that partial path protection has advantages over segmented path protection. We will use Fig. 3 to illustrate the concept of segmented path protection. We note that a-b-c-d-e-f -g-h-i on λ 1 is an active lightpath which does not have a linkdisjoint backup lightpath. However, it can be break into primary segments a-b-cd, c-d-e-f -g, and f -g-h-i, with corresponding protection segments a-d on λ 1 , c-g on λ 1 , and f -i on λ 1 , respectively. If any one of the links in {(a, b), (b, c), (c, d)} fails, the protection segment a-d on λ 1 is activated and traffic on the active path may be shifted onto the lightpath a-d-e-f -g-h-i on λ 1 . If any one of the links in {(c, d), (d, e), (e, f ), (f, g)} fails, the protection segment c-g on λ 1 is activated and traffic on the active path may be shifted onto the lightpath a-b-c-g-h-i on λ 1 . If any one of the links in {(f, g), (g, h), (h, i)} fails, the protection segment f -i on λ 1 is activated and traffic on the active path may be shifted onto the lightpath a-b-c-d-e-f -i on λ 1 .
We note that the active lightpath a-b-c-d-e-f -g-h-i on λ 1 is also partial path protectable and its partial path protection can be easily constructed from its segmented path protection. For example, for each of the links a-b, b-c and c-d on the active lightpath, we can use the lightpath a-d-e-f -g-h-i on λ 1 as its partial path protection; for each of the links d-e and e-f on the active lightpath, we can use the lightpath a-b-c-g-h-i on λ 1 as its partial path protection; for each of the links f -g, g-h and h-i on the active lightpath, we can use the lightpath a-b-c-d-e-f -i on λ 1 as its partial path protection.
In fact we can prove that the existence of segmented path protection for a given active lightpath implies that the corresponding active lightpath is partial path protectable. The reverse is not true, as shown in the following example. , and f -i on λ 2 . We note that the protection segment f -i only covers the primary segment f -g-h-i. If link h-i fails, the segmented path protection scheme [25] would only active the segment f -i on wavelength λ 2 . Note that the part of the active path a-b-c-d-e-f (on wavelength λ 1 ) and the protection segment f -i (on wavelength λ 2 ) are on two wavelengths. Therefore their concatenation is not a lightpath! This shows that the active lightpath a-b-c-d-e-f -g-h-i on wavelength λ 1 does not have a segmented path protection in a network without wavelength converters.
Detailed comparisons of the path protection scheme, the segmented path protection scheme and the partial path protection scheme will be presented in a future paper.
5. Conclusions and Future Work. In this paper, we have studied survivable routing in WDM networks using the partial path protection schemes. Depending on whether protection is shared or dedicated, and wavelength continuity constraint is required or not, we have formulated and studied four different problems. These are lightpath connection with dedicated partial path protection (LPDPPP), lightpath connection with shared partial path protection (LPSPPP), semilightpath connection with dedicated partial path protection (SLPDPPP), and semilightpath connection with shared partial path protection (SLPSPPP). For each of the four problems, we have proved that if a candidate active path has partial path protection then every other candidate active path also has partial path protection. Therefore it is reasonable to use the shortest path on free channels as the candidate active path. As a result, an active path and its corresponding partial path protection can be computed in polynomial time as long as they exist.
We also wish to emphasize the significance of the work in this paper in the context of polynomial time computability of path selection problems arising in different path/segmented path-based schemes. First, there is no known polynomial time algorithm for computing an active path and a corresponding backup path using the path protection scheme for a given source-destination pair, except for the case of dedicated path protection in a WDM network with wavelength converters, in which case the problem becomes one of computing a pair of link disjoint paths in a graph [27] . In fact, it has been shown in [2, 20] that computing a lightpath and a corresponding backup path when wavelength converters are not allowed is NP-hard in both the dedicated path protection case and the shared path protection case. Also, there is no known polynomial time algorithm for computing an active path and a corresponding segmented path protection, except in the case of dedicated segmented path protection in a network with wavelength converters at all nodes where again the problem becomes one of computing a pair of link disjoint paths in a graph. On the other hand, we have shown in Section 3 that the existence or otherwise of an active path and a corresponding set of backup paths using the partial protection scheme can be determined in polynomial time. We have also shown that if a set of backup paths (for partial path protection) exists for an active path, then a set of backup paths exists for any active path. This allows us the freedom to select paths (active as well as backup) which satisfy certain QoS guarantees and opens up new avenues for further enhancement of protection schemes for WDM networks. This is particularly significant since there are a large number of heuristic/approximation algorithms reported in the literature for the QoS routing problem.
It has been shown in [30] that the existence of PP implies the existence of PPP while the reverse is not true. We have noted in Section 4 that the existence of segmented path protection for a given active lightpath implies that the corresponding active lightpath is partial path protectable, while the reverse is not true. We conclude noting that further research is called for on the relationships among the different path (including segmented path) based protection schemes with regards to their relative power in providing protection. We have already made considerable progress in this direction and will report our results in a companion paper.
