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摘要：[ 目的 / 意义 ] 自《关于加强中国特色新型智库建设的意见》发布以来，国内学者对西方
知名智库进行了全面、深度的研究，取长补短，积极发展中国特色新型智库，但对除欧美之外的
智库研究较少。因此笔者以澳大利亚权威智库澳大利亚战略政策研究所（ASPI）为研究对象，介绍
了 ASPI 在网络安全与信息化领域的研究成果，为我国智库的发展提供借鉴。[ 方法 /过程 ]本文主
要使用了文献调研和网络调研的研究方法，介绍了 ASPI 的发展历程，梳理了近年来其在新兴科技
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1  ASPI 总体发展情况


















图 1  ASPI 组织架构


































































































图 2  ASPI 成员专业背景分布















政府     教育界     企业       军队  自由撰稿人 其他
图 3  ASPI 成员身份背景分布
Figure 3  The identity background of ASPI’s members









2.1  国防、战略与国家安全项目（Defence, 























2.2  反恐项目（Counter-terrorism Program）
ASPI于 2015年启动该项目，并将之作为
ASPI的重要研究领域。该项目旨在分析反恐环境，
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2.7  战略警务和执法项目（Strategic Policing 


















表 2  ASPI 涉网络安全领域代表性研究成果
Table 2  The main research output on cyber security distributed by ASPI
发布年月 报告名称 内容主题
201910 新的中俄高科技伙伴关系 大数据和人工智能




201904 华为和 Telefunken：通信企业和不断发展的电力战略 通信安全
201812 澳大利亚的网络安全未来 网络安全
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Research on Cyber Security Achievements of Australian Strategic Policy Institute and Its Inspiration to 
Think Tanks in China
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Abstract: [Purpose/significance] Since the publication of “Opinions on Strengthening the Construction of 
New Type Think Tanks with Chinese Characteristics”, a number of scholars have conducted comprehensive and 
in-depth research on well-known western think tanks, learned from others’ strong points and filled in the gap. 
However, they pay less attention to think tanks other than Europe and the United States. Therefore, the article 
introduces the famous think tank in Australia, Australian Strategic Policy Institute(ASPI), to provide a reference 
for the development of think tanks in China. [Method/process] This article mainly uses the case study method 
and statistical analysis method, introduces the development course of ASPI, and sorts out its research results in 
cyber security in recent years. [Result/conclusion] ASPI has seven research areas, including defense, strategy and 
national security program, counter-terrorism program, international cyber policy, international program, risk and 
resilience program, the north and Australian security, and strategic policing and law enforcement program. In net-
work security, ASPI pays great attention to cooperation and competition relationship with China. ASPI’s experi-
ence in personnel mobility and cooperation mechanisms, international exchanges and cooperation, and utilization 
of social media is worth learning for domestic think tanks.
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