Wi-Fi fingerprinting has been a popular indoor positioning technique with the advantage that 7 infrastructures are readily available in most urban areas. However wireless signals are prone to 8 fluctuation and noise, introducing errors in the final positioning result. This paper proposes a new 9 fingerprint training method where a number of users train collaboratively and a confidence factor 10 is generated for each fingerprint. Fingerprinting is carried out where potential fingerprints are 11 extracted based on the confidence factor. Positioning accuracy improves by 40% when the new 12 fingerprinting method is implemented and maximum error is reduced by 35%. 13
where 2 is the signal variance, ℓ is the length scale that describes the strength of correlation over 135 a distance, 2 is the Gaussian observation noise. The RSS measurements and the locations of TPs 136 are input into the system to train for the hyperparameters = 〈 2 , ℓ, 2 〉, which define the 137 predication functions. The predication process is then carried out based on the predicative 138 distribution 139 ( * | * , , ) = ∫ ( * | ( * )) ( ( * )| * , , ) d ( * )
The locations of the TPs are input as while the RSS measured at the TPs are the target values . 140
The desired fingerprints cover the building by 1m grids at locations * , and the RSS of the desired 141 fingerprints * is predicted based on the trained predication functions. 142
To understand the required density and location setup of training data for generating 143 accurate fingerprint database, different training methods are compared. A Toshiba laptop is used 144 throughout the trials in this paper for consistency, whose wireless adapter is Intel® Centrino® 145 Advanced-N 6200. Four APs are located on Floor A of Nottingham Geospatial Building (NGB), 146 each transmitting signals on both 2.4GHz and 5GHz frequencies. As signal characteristics are 147 different, thus the signals from different frequencies will be treated separately. A full database 148 consists eight MAC address groups, each denoted as AP1a (2.4GHz), AP1b (5GHz), AP2a, AP2b, On average, two TPs are located inside a small office and four to six TPs are located in large 156 rooms. The laptop is placed at each location to collect the Wi-Fi RSS data for around thirty 157 minutes until at least 100 vectors from each of the four APs have been collected. The mean and 158 standard deviation of all the collected RSS from all APs at each TP is obtained and sorted into 159 the training input vector. GP is then applied based on the training data to increase the fingerprint 160 density to 1m×1m. The resulting fingerprints are stored into a database, denoted as sDB. The 161 training data were collected while the receiver was static and placed over the TP to obtain more 162 stable information of the signal. Training for the 56 TPs takes around 37 hours in total. Another 24 and 32 TPs are selected respectively in two rooms, R1 and R2, so that the TP density 167 in the rooms are 1m×1m. A local database is generated for each room based on this set of TPs. 168 R1 is a small meeting room with no obstructions and simple furnishing. R2 is a heavily obstructed 169 store room with metal shelves and electronic equipment. Δ is the difference between the RSS 170 of fingerprints from the two different databases at the same location. The difference for each AP 171 is listed in Table 1 . 172 A larger Δ is seen in R2 which is the heavily obstructed room. Therefore, signals are 173 noisier and less predictable in such places. Hence more TPs are required to generate better 174 database. However, the difference for 5GHz signal is smaller. This is due to that it is less able to 175 penetrate obstructions and the signal pattern for different locations are more unique. First of all, the basic collaborative positioning algorithm in cFPDB is introduced. Collaborative 187 positioning constrains the measurement error of users by applying a relative ranging constraint. 188
The basic navigation is achieved from inertial measurements and propagated forward based on 189 the dead reckoning model at each step, 190
where [̂,̂] is the user position at time , ̂( | −1) is the estimated step length between time 
250
Three different cDBs are generated and their fingerprints are compared to those of sDB. 251 cDB1 is generated from the training data along T1 and T2; cDB2 is generated from T1 and T3; 252 cDB3 is generated from T1,T2,T3 and T4. 
Fingerprint confidence factor 259
As dynamic training data contain large signal variances, they should be treated 260 appropriately when applied to generate databases. During the cFPDB process, the system keeps 261 track of all previously and currently collected training data by storing them along the timeline. 262
When new training data is picked up at a TA that has been trained previously, the mean of all 263 RSS from all history data is used as the RSS to generate the fingerprint in GP. The standard 264 deviation of RSS is computed to generate a confidence factor for the fingerprint at the location. 
Collaborative Wi-Fi fingerprinting 291
In conventional fingerprinting, potential fingerprints are usually found by defining a 292 variance boundary first. If is collected at an unknown location P and are the 293 fingerprints from the database, any fingerprints from the database that fit within 294
are extracted as potential fingerprints. However, deciding the value of can be difficult. If the 295 given is underestimated, there is a possibility that no potential fingerprints will be extracted 296 if either or is noisy. Yet if τ FP is overestimated, too many potential fingerprints may 297 be found, introducing large location ambiguities. 298
Fingerprints generated from the cFPDB process take the form of 299 {( , )|AP 1 , (RSS 1 , 1 , Δ ) ⋯ , AP n , (RSS , , Δ )} . The confidence factor generated 300 during the training process is used here to help decide the value of , as below 301
where is a coefficient defining the relationship between the two values. It is adjusted from 1.5 302 to 3 until potential fingerprints are found. From examining the trial data, it has been found that 303 we might choose = 1.5 in open areas and = 3 in heavily obstructed areas. 304
As the database training is carried out during a collaborative positioning phase, the 305 collaborative measurements can also be applied in fingerprinting when available. Hence the Wi-306
Fi adaptive collaborative fingerprinting algorithm (WARCP) is proposed. The steps of WARCP 307 are given as below: 308 than one user is found, ranging measurements are also obtained between user and ; 311 3.
is stored to update the database; fingerprinting is then performed by considering 312 both the confidence factor and the distance between the potential fingerprints following 313 Eq.6. When M and N potential fingerprints are found for user and , the distance 314 between pairs of potential fingerprints are measured, 315
Fingerprints that obey Eq.9 will remain as potential fingerprints, 316
Where is defined based on the expected noise of the ranging measurement. Fingerprinting reliability is improved here as potential fingerprints are selected according 320 to Eq.6 where changes adaptively. Therefore, a fingerprint with high confidence level, i.e. 321 small , would also be given a small . It would not be chosen as a potential fingerprint 322 unless its is reliable and close to . If a fingerprint's confidence level is low, its 323 possibility of being selected as potential fingerprint is increased as the range of ± is 324 larger. This is to decrease its possibility of being discarded when it differs from due to 325 fluctuation, but its location is actually close to the true location. 326
Simulations and trials 327

Dynamic training 328
To examine how data is integrated to update the database, the training data of T4 is 329 collected in two rounds. The first round in the building is part 1(P1) and the second round part 2 330 (P2). The training data of P1 and P2 are used to generate two individual databases, P1-DB and 331 P2-DB. The combination of P1 and P2 is used to train for another database, T4-DB. The 332 difference in dB for the fingerprints of each database and the fingerprints of sDB is measured and 333 plotted in Figure 7 . 334 17
Figure 7 ∆ between T4-DB and sDB 337
In most cases, the difference between the dynamic trained database and sDB is reduced 338 when P1 and P2 data is combined together. The difference is further reduced when more data is 339 integrated with T4 to form cDB3. The difference between the fingerprints generated from P1 and 340 P2 is indicated by green circles. However, there are still instances when the difference of RSS is 341 continuously different from each other, resulting in a large difference from sDB, e.g. AP2b. 342
Another instance is AP1b, where the difference between P1 and P2 is not very large, but because 343 both are very different from sDB, their combined data still results in a large bias, as indicated by 344 the yellow ∇. During the training process itself, it is hard to decide which data is biased or not. 345
Hence we can only record the variance of all collected data and indicate its likelihood of being at 346 a certain signal strength level. 347
To build up the collaborative database cDB3, new training data is stored and compared to 348 old data iteratively. Each time a new data is collected at a TA where data has been collected 349 previously, the variance of the signal strength is measured and applied to generate the confidence 350 factor as described in Section 3.1. Figure 8 Table 3 lists the average distance from selected 371 potential fingerprints to the true location throughout a whole trajectory when given different 372 and also comparing the results for different frequencies. While 5GHz signal fingerprints are 373 slightly closer to the true location, the best result is still achieved when both frequencies are used. 
Figure 9 Potential fingerprints extracted based on different 376
Collaborative Fingerprint positioning 379
To evaluate the performance of the fingerprinting method based on the improved 380 fingerprint database, an indoor positioning trial is carried out in NGB with two rovers starting 381 from the same point, indicated by the red star in Figure 10 . Both rovers wear a foot-mounted IMU 382 to obtain inertial measurements and carry a laptop to collect the Wi-Fi RSS. Relative ranging 383 measurements are simulated based on the indoor performance of UWB units so that the mean is 384 the true distance with a standard deviation of 3m. To enhance the effectiveness of the constraint 385 provided by relative ranging, both rovers start at the same place but travel in different directions 386 so they do not follow each other. 387 With the proposed methods, fingerprint database can be setup during the positioning 467 phase when users enter an environment without prior database. Previous databases can also be 468 updated by gathering information from surrounding users. Both history data and new data are 469 applied to update the database so users not only know the current RSS of the fingerprints but also 470 have an idea of how much signal variance to expect at each location. Therefore, during the 
