Since the nineties, the Internet has seen an impressive growth, in terms of users, intermediate systems (such as routers), autonomous systems, or applications. In parallel to this growth, the research community has been looking for obtaining and modeling the Internet topology, i.e., how the various elements of the network interconnect between themselves. An impressive amount of work has been done regarding how to collect data and how to analyse and model it.
Introduction
Internet is made of a vast set of heterogeneous and interconnected entities enabling the communication between millions of machines. Typically, this network is described as a graph [1] where nodes refer to IP interfaces, routers, or autonomous systems (ASes) 1 and links represent the existence of a direct connection between those nodes. This is illustrated in Fig. 1 where black dots represent router interfaces, blank shapes stand for routers, and shaded areas for ASes. The plain and dotted lines correspond to links. The router graph can be obtained when all interfaces of a router are grouped in a single identifier. This process is known as alias resolution. Finally, the AS level is obtained when we look only 1 Note there are other possible levels, not shown on Fig. 1 , such as the Point-of-Presence (PoP) level [2] [3] [4] [5] or the subnet level [6] [7] [8] . This latter level will be the subject of Sec. 4, while the PoP level will not be addressed in this chapter. at ASes and the links between them (in some sense, we aggregate all routers belonging to a given AS into a single identifier, the AS number). This infrastructure, known as Internet topology, makes possible the course of the information from a given node towards any other node with the help of intermediate infrastructures acting as relay for the information. This is, de facto, the backbone of a large number of applications, ubiquitous in our society, like Internet browsing, email, peer-to-peer systems, cloud computing, and many others.
Consequently, our deep understanding of the Internet topology properties (see, for instance, [1, [9] [10] [11] [12] [13] [14] ) and its dynamics is crucial as it impacts our capacity to maintain good performance of the network [15], to improve its efficiency and to design relevant protocols for various applications [16] . Those tasks naturally lean upon theoretical studies and simulations realized with artificial graphs obtained from models of the Internet topology [10].
However, it must be understood that the network organisation cannot be, at a given time, directly available. Its evolution is not ruled by any central authority that could have a global vision of its structure. As a consequence, the data collection can only rely on network measurements: researchers and engineers use complex procedures and tools for building Internet maps, as complete as possible, gathering so light on some Internet properties. Secondly, assuming that the data collected is correct and representative of the actual network, efforts are made for creating Internet models that are essential for simulations [10] . Lots of works have thus been done for collecting larger and larger amount of data and modeling as accurately as possible the network.
In this chapter, we investigate how Internet topology data can be collected. In particular, we focus on techniques for gathering IP interface information through traceroute-like probing (Sec. 2). We describe how traceroute [17] works, review large-scale projects using traceroute, and discuss traceroute main limitations and how they can be circumvented. We also focus on the router level of the Internet topology (Sec. 3). We describe techniques for aggregating IP interfaces of a router into a single identifier (i.e., alias resolution), those techniques being active or passive. We also discuss a recent active probing technique, IGMP probing, that naturally provides a router level view of the topology. We next refine the router level with subnet information (Sec. 4). Finally, we have a look at the AS level discovery (Sec. 5). In particular, we describe the ASes hierarchy and the relationships between ASes and their inference. We describe the common dataset for studying the Internet AS level topology.
