Security and privacy services in pathology for enabling trustworthy personal health.
Ubiquitous personalized health services including ePathology require comprehensive, but trusted interoperability. Contrary to regulated traditional health services with pre-defined policies, the solutions enabled by mobile, pervasive and autonomous technology have to follow dynamic policies reflecting the customers changing health services needs, expectations and wishes as well as contextual and environmental conditions. The paper introduces an advanced approach to trustworthy architecture-centric, policy-driven pHealth solutions. To some details, it also addresses security and privacy ontologies to represent the required policies.