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Abstract— One of the applications of wireless sensor network is 
the forest fire monitoring which has different characteristics 
from others. In this application, the connectivity of nodes should 
not be destroyed just because of nodes lose their energy or burnt 
in the fire. Since the wide area of monitoring, the clustering 
method is considered as the efficient routing to increase its 
scalability as well as reduce energy consumed of nodes. Many 
clustering methods which are mostly based on Leach protocol are 
proposed without considering the node’s failure. Here, we 
proposed the node health status as a parameter to select a Cluster 
Head and compared its performance with Leach, MTE and the 
direct algorithm. Results show that the number of packets 
received and the alive nodes of the proposed method are higher 
than others. Identically, it has the lowest average end to end 
delay which is suitable for forest fire application. 
Keywords—; clustering; node health status; forest fire; 
Leach;  
I.  INTRODUCTION  
A forest fire becomes a global issue to the fact that some 
effects which are raised by this activity. According to [1], the 
number of the burnt area increases from years to years, which 
is estimated between 300 and 400 million hectares per years. In 
addition, the spread of wildfire has influenced on the 
ecosystem, habitats, economics and biodiversity as a whole. 
The emission of carbon dioxide (CO2), haze and other 
greenhouse gases by fire give rise to the health issue and 
climate changes. For instance, in Indonesia, haze has been 
happening since 1982, and it becomes the unsolved problem 
which occurs every year [2]. Dry season which takes places in 
Indonesia precipitates wildfire beside other factors such as El 
Nino Southern Oscillation phenomenon, transmigration, and 
translation forest to commercial plantation e.g. of oil palms, 
using fire regarded as a cheaper and fastest than the mechanical 
technique for clearing land. Furthermore, Indonesia peatlands 
are huge carbon stores, and peatlands fire has a major 
contribution to the human health as well as the climate change 
in the world. 
As stated in [3], there are three techniques to monitor forest 
fire: satellite-based system, an optical sensor and digital 
camera, and Wireless Sensor Network (WSN). WSN is a 
promising solution since it is easy to develop in the rural area, 
high robustness, and not influenced by weather or vision. It 
connects many nodes to sense some attributes of the 
environment and consists of two elements:  node and gateway. 
Nodes in WSN are the main object of the network doing many 
functions such as sensing, processing/aggregating, and 
transmitting. Data or information that has been sensed by nodes 
is sent to Gateway or Base Station (BS) as a centre of 
processing and analysing data.  Nodes in sensor network have 
varied in size and composed of four modules. A part that has a 
responsibility to sense parameters is called sensor module. 
Data or information then is sent to processing module before it 
is transmitted via the wireless communication module. In the 
clustering based wireless sensor network, sensor nodes that 
become a Cluster Head (CH) perform aggregation in the 
processing module. All of these activities need limited energy 
source such as battery [4]. 
The routing protocol in WSN is application-specific. Due to 
every application has the different requirements, the design of 
routing protocol should consider these demands to a robust 
system. In the critical application such as forest fire 
monitoring, when the fire spreads in the area, the fire can burn 
a sensor node which is close to the hotspot. As consequence, 
data from the sensor node will lose. In many clustering routing, 
a CH is chosen based on the residual energy, the Euclidian 
distance, or the random probability in order to enhance the 
energy consumed. However, they did not consider the death 
possibility of the selected CH because of fire. Choosing the 
safe CH will improve the robustness since there are no 
aggregation data loss in the network.  
In this work, we propose the clustering technique according 
to the node health status. The node health status can be 
classified into safe and danger based on its distance to the 
hotspot. The proposed approach avoids to select the danger 
node in order to anticipate the loss of data from cluster 
member. The clustering routing which is grouping sensor 
nodes into clusters is applied in this work since it has been 
proposed by many researchers to enhance its scalability [5]. 
Also, clustering makes a simple routing table by localising 
route set up in every sensor nodes. Aggregating data in the CH 
to minimise relayed packets from sensor nodes to the Base 
station is another process which can reduce the energy 
consumed in a sensor network.    
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This paper has been divided into four parts. The first part 
discusses the Leach and the routing for forest fire application. 
The proposed approach is presented in the second part. The 
third part discusses the parameters, scenarios and results of the 
simulation. Moreover, the final section is a conclusion and 
future work. 
II. RELATED WORKS
Leach is cluster-based routing grouping sensor nodes in the 
cluster and is introduced by W. Heinzelman, et., all [6]. The 
operation of Leach is divided into rounds where every round 
consists of two phases: set-up phase and steady-state phase. In 
set-up phase, Leach randomly selects a few sensor nodes as 
CHs and other nodes which are near to the CH become its 
member. In the next round, the CH rotates among its member 
to evenly distribute the energy load among the sensors in the 
network. The steady-state operation is broken into frames, 
where nodes send their data to the CH at most once per frame 
during their allocated transmission slot. Each slot has a 
constant duration which depends on the number of nodes in 
the cluster. A TDMA schedule is used to minimize bandwidth, 
delay, and energy. Every CH has to stay awake in order to 
receive and aggregate the data from the sensor node. Leach 
assumes that all sensor nodes can directly transmit their data 
to the BS with enough power if needed and that the different 
Medium Access Control (MAC) techniques can be supported 
by every sensor node since they have the computational 
power. As consequent, Leach is not suitable to be applied to 
the network with large coverage area. Furthermore, due to the 
concept of dynamic clustering brings additional overhead 
(head changes, advertisements et al.), which may consume a 
limited energy of sensor nodes. 
TEEN and APTEEN are the hierarchical routing protocol 
proposed in [7][8]. These routings were built for time-critical 
applications in the reactive network such as fire detection. In 
TEEN, there are two thresholds which should be broadcasted 
by the CH to its member: Hard and soft threshold. On the 
other hand, APTEEN introduces both Hard/Soft Threshold 
and the query algorithm. The parameters of the environment 
are sensed by the sensor nodes continuously. If a certain 
parameter from the attribute set achieves its hard threshold 
value for the first time, the sensor node turns on its transmitter 
module and sends the packet to the BS. This packet is stored 
in the internal variable of the node as the sensed value (SV). 
The currently sensed attribute must be adjusted to the SV 
when the sensor node sends its packet. The weaknesses of 
TEEN is that the ability to send packet continuously even 
there is no packet which can achieve the threshold value while 
APTEEN has a complex algorithm. 
 A “context-aware” routing protocol that adapts its routing 
table based on the failure threat due to the sensed 
environments [9]. EMA proactively avoids route breakages 
due to node failure caused by the environment and at the same 
time attempts to be power efficient. EMA can provide robust 
and reliable data transfer from sources to the destination. A 
metric is used as the routing decision criteria to select the best 
neighbour to forward data. Nodes health status, RSSI, and hop 
count are parameters used to calculate the metric. Health 
status is defined to be a value between 0 and 100, with 0 being 
the worst and 100 the best health. Health status is linearly 
dependent on the temperature. If the temperature is below a 
detection threshold, the health conditions are 100. Otherwise, 
if the temperature is above the detection threshold, the health 
status is 0, indicating that the node is likely to fail at any time. 
Even though EMA can provide a robust and reliable routing 
protocol, it is not suitable for monitoring fire since as the 
network grows, the end to end delay becomes bigger.  
 The author in [10] proposed a flat routing called Maximize 
Unsafe Path (MUP) which is optimizing the energy of node 
going to fail. The sensor node is classified into four grouped: 
safe, low safe, unsafe, and almost fail. Additionally, the 
Expected Transmission Count (ETX) defined as the 
approximate number of transmissions to send packets from a 
node to a destination successfully is a routing index to 
calculate the total cost of each route in the network. Again 
MUP introduces the high delay when the number of nodes 
increases. 
 Energy-efficient Fire Monitoring Protocol (EFMP) is a 
multi-hop hierarchical routing reorganizing clusters according 
to the environment [11]. The CHs are grouped into two 
categories: master and slave. A master CH is a CH which has 
the minimum number of transmission to the BS. If there are 
two or more CHs have the same amount of transmission, the 
amount of energy and the minimum number of node sensing 
the fire are other metrics specifying master CH. There is only 
one master during a round. The slave CHs collect data from 
their members and send to the master CH. Therefore, the 
amount of energy consumed is lower than existing clustering 
method such as Leach. Nevertheless, EFMP experiences the 
high number of overhead packets.  
III. PROPOSED METHOD
Every sensor node in the proposed approach can be 
classified into three groups: safe, danger, and dead node. The 
safe node refers to the condition of node detecting no fire 
while the dangerous node is the opposite one. Also, the node 
burnt off is known as a dead node. Fig. 1 shows the effect of 
selecting a dangerous node as a CH. In (a), there is no fire 
around the cluster. On the contrary in (b),   a selected CH is 
the dangerous node which is going to die at an unpredicted 
time. If the CH dies before it finishes transmitting data to the 
BS, there will be many data loss.  
(a) (b) 
Fig. 1. Two different cases in choosing a CH. 
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Fig. 2 provides the steps in selecting CH. It uses the same 
probability to become a CH as in Leach algorithm and adds 
another parameter, the node status. Every CH has to advertise 
its status to other sensor nodes. After receiving this 
information, sensor node selects the best CH based on its 
distance to the CH. A dangerous node receiving 
advertisements from CH replies as soon as possible in order to 
get the priority in sending data. If there are two critical nodes 
in the different cluster, the priority will be given to the last 
sensor node detecting the fire.  
 
Fig. 2. Steps in choosing a CH. 
In term of energy, Leach has introduced the energy model 
in transmitting and receiving process.  The distance between 
source and sink influences the energy consumed for 
transmitting data. If the distance is lower than the threshold 
distance dcrossover, the free space propagation is applied. In 
contrary, multipath propagation is applied. Equation (1) and 
(2) formulate these two conditions: 
2... dlElE fselectTx ε+= for 0≤d≤dcrossover (1) 
4... dlElE mpelectTx ε+= for d>dcrossover (2) 
Where Select is energy consumed for electronic processing, Ԑfs 
and ԐMP are constant for free space propagation and constant 
for multi-path propagation. On the other hand, energy spent in 
the receiver is: 
electRx ElE .= (3) 
A communication channel in this simulation is symmetric 
therefore the same amount of energy is consumed to transmit 
data from sensor node to the CH or vice versa. To reduce the 
energy, a TDMA method is applied to send data from sensor 
member to the CH. In addition, every cluster communicates 
using DSSS to reduce the interference between adjacent 
clusters. After receiving all data from its member, the CH 
senses the medium to check if other CH is sending data or not. 
If no other CH is sending data, the CH forwards data to BS 
using the BS spreading code.  
IV. SIMULATION SCENARIO AND RESULTS
There are many platforms or tools or simulators can be 
used to study the performance of routing protocol in WSN. 
Most of them are Network Simulator (NS) 2, Malta platform, 
OPNET simulator, Noxim simulator, and IEEE 802.11 tool 
[12]. However, here we use Network Simulator (NS) 2.35 
with the Leach protocol extension from MIT since we deal 
with not only the energy consumed but also the average end to 
end delay. The format of rca packet has to be modified and 
added the node health status in the header.  NS is open source 
software, and it is a popular tool for the academic researchers. 
It supports many protocols in MAC and Network layer [13].  
Table I present the simulation parameters in this 
simulation. Since we use Leach protocol as a benchmark, all 
parameters in table I have the same value as Leach routing. 
MAC sensor and TwoRayGround are the types of MAC layer 
and propagation. It assumes that every sensor node starts with 
the same level of energy and we place randomly a hundred 
nodes in the area 100x100 m2. There is only one BS located at 
50; 175 with unlimited energy.  The channel has the 
bandwidth 1 Mbps with delay 1x10-12second. 
TABLE I.  SIMULATION PARAMETERS 
Parameters Value
Propagation TwoRayGround
MAC Layer Mac/Sensor 
Number of nodes 100 
Location of BS 50, 175 
Topology size 100x100 
Initial Energy 2J/4J 
Simulation time 1000s/100s 
To measure the number of alive node and packets received, 
we run simulation 1000 second with initial energy 2J. At 
around the middle of the third round, one CH burned. Then 
another CH will be burned at around the middle of the ninth 
round. On the other hand, in term of end to end delay, we run 
only 100 second with initial energy 4J in order to prevent 
some nodes run out of energy. We run the simulation with ten 
different topologies. The proposed approach is compared with 
Leach, MTE, and direct algorithm. MTE is a minimum 
transmission energy which is selecting the next-hop according 
to the closest node that is in the direction to the BS while the 
direct method is an algorithm to send data directly to the BS.  
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Fig. 3. The number of nodes alive v.s. time. 
The number of nodes alive during simulation time is 
shown in Fig. 3. There is a sharp decrease in the number of 
dead node in direct method while the proposed approach, 
Leach, and MTE experience the same trend. At 100 second or 
the fifth round, only one node dies in the proposed approach 
and Leach whereas in MTE, there are five dead nodes. 
Furthermore, a half dead node in the proposed approach 
occurs at 460 seconds while in Leach and MTE, it happens at 
360 and 300 seconds respectively.  On the contrary, MTE has 
the longest network life time since every sensor node only 
transmits a little packet. There are still six nodes alive after 
1000 second simulation time in MTE. 
Fig. 4. Total energy consumed v.s. time. 
Fig. 4 illustrates the amount of energy consumed over the 
simulation time. Overall, the proposed approach outperforms 
other algorithms. A half of total energy consumed in the 
proposed approach take place at around 260 seconds. On the 
other hand, Leach and MTE spend a hundred joule of energy 
at around 220 and 120 second successively. The worst case is 
in the direct method which is exhausting its energy at around 
160 seconds.  
Fig. 5. The number of data received in BS v.s. time. 
In term of data received, the proposed model has the 
superior performance as provided in Fig. 5. As the simulation 
time increases, the number of data received in the BS rises. 
The total data in the proposed approach after running 1000 
second is approximately 43400 items while Leach, direct, and 
MTE achieve 37100, 9400, and 3365 packets serially. The 
highest number of data received in the proposed method is 
because this algorithm avoids choosing two dangerous nodes 
as CH although their probabilities fulfil the requirements of 
Leach method.  
The last performance which investigated in this study is 
the average end to end delay. From Table II, we can see that 
the proposed approach results in the lowest value of the end to 
end delay, which is 41.04 ms. Meanwhile, Leach, MTE, and 
the direct model obtain 64.72 ms, 74.37 ms, and 205.92 ms. 
The priority for the sensor node which is detecting fire is the 
cause of low delay in the network. 
TABLE II.  AVERAGE END TO END DELAY 
Protocol 
Proposed Approach Leach MTE Direct 
Average Delay 
(ms) 
41.05 64.72 94.37 205.92
V. CONCLUSION 
This paper aims to enhance the throughput as well as delay 
end to end of the wireless sensor network deployed for forest 
fire monitoring with considering the possibility of node failure 
because of burnt activities. We have developed the proposed 
approach which include the node health status as a variable to 
select the CHs.  
In the future, dealing with the wide coverage of 
monitoring, the multi-hop routing scheme should be deployed 
to increase the network scalability. Furthermore, the impact of 
multi-hop communication to the average end-to-end delay of 
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the network should be analysis since it may have played a vital 
role in the existence of fire. 
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