Providing intended access and avoiding unintended access is a very challenging task. Information hiding has been since long time. In past, people used hidden pictures or invisible ink to convey secret information [7, 8] . Steganography masks the sensitive data in any cover media like images, audio, video over the internet [8] .
TECHNIQUES FOR

INFORMATION HIDING
ATTACKS ON INFORMATION HIDING
The attacks on security systems aim to find weakness in information hiding techniques. This is also referred to as breaking. One of the most common example of breaking the security code is brute force approach. To break the security lock of 3-digits, it simply needs 1000 combinations. There are two terms for finding the weakness and trying to break-through the code: cryptanalysis and steganalysis.
Cryptanalysis
Cryptanalysis is the study of analyzing information systems in order to study the hidden aspects of the systems. In other words, it is the art of deciphering 
Steganalysis
Steganalysis is the discovery of the existence of hidden information, hidden using steganography. 
CONCLUSION
In this paper, we have provided in brief the methods for hiding information. Also, the potential threats to those security methods are reviewed in detail. The two methods cryptanalysis and steganalysis has been discussed in detail.
