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   随着科技创新社会进步，以信息化技术为代表的科技革命正迅速改变着人类
生活方式和社会发展格局，我们在充分享受信息技术带来的成果的同时，网络信
息安全问题也随之而来，其中涉及国家秘密的信息系统安全更是受到技术进步带
来的威胁。2003 年 9 月 7 日，中共中央办公厅、国务院办公厅转发了《国家信
息化领导小组关于加强国家信息安全保障工作的意见》，明确提出开展信息安全
等级保护的任务，指出涉密信息系统要按照党和国家的有关保密规定进行保护。








































With the technological innovation and advancement of the society, scientific and 
technological revolution, with the characteristic of information technology, has 
rapidly changed the lifestyles of the human beings and the social development pattern. 
When we are blessed with the achievements brought by information technology, 
security problems of network information appear, which have especially brought out 
threats to the network system concerned with the national security. On September 7, 
2003, General Office of the CPC Central Committee and General Office of the State 
Council transmitted the document of Opinion On the Enhancement of National 
Information Security Safeguard by the National Information Leading Group, which 
elaborated that we should carry out the missions of classified protection of 
information security and that information system concerned with security should be 
protected according to the relevant security regulations of the CPPC and the State. On 
June 26, 2007, four departments including the Ministry of Public Security issued the 
document of Regulations of Classified Protection of Information Security, which 
elaborated those information system concerning the national security should be 
protected with the practical situation of the system, according to the basic 
requirements of classified protection of the national information , as well as the 
regulations and technology standard of gradational security of  the security 
concerning information system of the national security agency. 
The thesis mainly carries out the research on the relevant regulations and 
requirements of classified protection and gradational security, and designs such 
information security plans as system framework, security strategies, security model, 
deployment of system, with the standard of the relevant regulations and requirements 
of classified protection and gradational security and on the basis of network analysis 
of information system and security threat analysis, as well as with an aim to take the 
practical situation of sensitive information security system of my work unit. 















the integration of the relevant information security products. On the process of the 
integration of information security products, it has a detailed description of 
technology essential, the choice of products. Finally, It has the security evaluation of 
gradational security information, which aims at the integrated information security 
system. 
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