Quantum key distribution (QKD) is one of the most practical applications in quantum information processing, which can generate information-theoretical secure keys between remote parties. With the help of the wavelengthdivision multiplexing technique, QKD has been integrated with the classical optical communication networks. The wavelength-division multiplexing can be further improved by the mode-wavelength dual multiplexing technique with few-mode fiber (FMF), which has additional modal isolation and large effective core area of mode, and particularly is practical in fabrication and splicing technology compared with the multi-core fiber. Here, we present for the first time a QKD implementation coexisting with classical optical communication over weakly-coupled FMF using all-fiber mode-selective couplers. The co-propagation of QKD with one 100 Gbps classical data channel at -2.60 dBm launched power is achieved over 86 km FMF with 1.3 kbps real-time secure key generation. Compared with single-mode fiber, the average Raman noise in FMF is reduced by 86% at the same fiber-input power. Our work implements an important approach to the integration between QKD and classical optical communication and previews the compatibility of quantum communications with the next-generation mode division multiplexing networks.
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I. INTRODUCTION
Quantum key distribution (QKD) guarantees an information-theoretical secure generation of private keys between distant parties, based on the laws of quantum mechanics [1] . In the past 35 years, tremendous achievements of QKD have been accomplished [2, 3] . Currently, the co-propagation of QKD and classical optical communication in the existing optical fiber-based network infrastructure is one of the most important solutions to promote the industrialization of QKD [4] .
The wavelength-division multiplexing (WDM) scheme is a standard technique to combine QKD and classical signals [5] . In such scheme, the spontaneous Raman scattering (SRS) noise generated by classical optical signals is the dominant impairment for quantum signals [6] . The SRS noise can be suppressed by three major techniques including simultaneous filtering in the time and frequency domains [7] , increasing the spectral interval between quantum and classical signals [8] , and decreasing the launched power of classical optical communication [9] .
Recently, space-division multiplexing (SDM) with additional available degrees of freedom of optical photons is attractive to enhance the WDM technique [10] . As a primary direction for the future evolution of optical networks, SDM was originally proposed to solve the "capacity crunch" of the single-mode fiber (SMF) [11] . Currently, SDM based on multi-core fiber for the integration between QKD and classical optical communication has been studied [10, 12, 13] .
The more practical approach to implement SDM is using few-mode fiber (FMF), which is also called mode-division multiplexing [11] . Compared with multi-core fiber, the manufacturing process of FMF is relatively simple and the existing fusion equipment for SMF can be directly utilized for FMF [14, 15] . Most importantly, the large effective core area of the mode and additional modal isolation of FMF is beneficial to suppress SRS noise [16] .
In this paper, we present for the first time a mode-wavelength dual multiplexing QKD implementation over weakly-coupled FMF coexisting with classical optical communication. Using the all-fiber mode-selective couplers (MSCs) [17, 18] , the co-propagation distance of QKD with one 100 Gbps data channel at -2.60 dBm launched power reaches 86 km with a secure key rate of 1.3 kbps. At the same fiber-input power, compared with SMF, SRS noise in FMF is reduced by 86% in average.
II. FEW-MODE FIBER CHARACTERIZATION
FMF is based on the orthogonality of different linear-polarized (LP) modes. We use the weakly-coupled threelayer ring-core FMF, which has two circular-symmetric LP modes (LP 01 and LP 02 ) and four degenerate LP modes (LP 11 , LP 21 , LP 31 and LP 12 ) [17] . In this experiment, two modes, i.e., LP 01 and LP 02 , are used due to the effect of degenerate mode. To connect FMF and SMF, fiber-based MSCs are utilized as the mode multiplexer/demultiplexer (MUX/DEMUX), which are fabricated by heating and tapering the FMF and SMF. With the help of MSCs, the mode of optical pulses can be transformed each other between the fundamental mode of SMF and the specific LP mode of FMF [18] . The attenuation and the insertion loss (IL) of MSC as the MUX/DEMUX in each LP mode are characterized, as listed in Table 1 . We first characterize the overall modal isolation provided by both the FMF and MUX/DEMUX between different LP modes. Figure 1 illustrates the schematic structure of the experimental setup and mode patterns observed by a charge-coupled device. A continuous laser at 1546.92 nm of 0 dBm is launched into a or b port, and then, the optical power emitted from c and d ports are measured. The output power difference between c and d ports are calculated and listed in the modal isolation matrix, as given in Table 2 . The LP 01 in (LP 02 in) scheme refers to the case that the classical light launched from a (b) port is assigned to the LP 01 (LP 02 ) mode, and the modal isolation from the LP 02 (LP 01 ) mode to the LP 01 (LP 02 ) mode is recorded. The modal isolation of cascaded mode MUX/DEMUX corresponds to the back-to-back (BTB) case. Due to the perturbations of optical fiber such as macrobending and microbending, the overall modal isolation decreases as the transmission distance [19] . The QKD system is operated with a repetition rate of 625 MHz based on polarization-encoding decoy-state BB84 protocol [20] [21] [22] . In the QKD transmitter, as shown in Fig. 2(b) , the intensities of signal state µ, decoy state υ, and vaccum state ω are 0.4, 0.2 and 0 photons/pulse, respectively, with the corresponding emission probability of 6:1:1. Different intensities are adjusted by the first Sagnac interferometer and the four polarization states are produced by the second Sagnac interferometer [23] . For both Sagnac interferometers, the DL is tuned to 16.3 cm, and optical pulses entering the PM from the short arm of interferometer are modulated. The NPF1 and DCF are employed to reduce the effect of chromatic dispersion on QKD pulses.
The QKD receiver includes polarization beam splitters, polarization controllers and InGaAs/InP single-photon detectors (SPD) [24] . An EDFA is applied to amplify the Sync pulses to guarantee its detection. The NPF2 with the central wavelength matching the NPF1 is used to filter out SRS noise. Four SPDs are adopted, and the detection efficiency, gate frequency, and dark count rate per gate for each one is 10%, 1.25 GHz, and 3.0 × 10 −7 , respectively [25, 26] . Furthermore, stable real-time secure key generation with a block size of 500 kbits is accomplished by post-processing including error correction, error verification, and privacy amplification [6] .
To integrate QKD and classical signals over FMF, we use the LP 01 in (LP 02 in) scheme, where the classical data channel and QKD are allocated to the LP 01 (LP 02 ) mode and the LP 02 (LP 01 ) mode, respectively. QKD and Sync pulses are multiplexed into the same LP mode using a 1550.12 nm DWDM.
As a comparison, the co-propagation of QKD with the same classical data channel is also presented over SMF. The fiber loss of quantum signal and the classical data channel is 0.190 dB/km and 0.192 dB/km, respectively. The MUX/DEMUX for SMF is one 1546.92 nm DWDM with the IL of 0.49/0.36 dB. Considering the difference in IL between the MSC and DWDM, the fiber-input power, which refers to the output power after passing through the MUX, is calibrated to -2.60 dBm.
IV. RESULTS AND DISCUSSION
In the experiment, since there is only one classical data channel allocated to one LP mode with optical power less than 1 mW, the SRS noise is the main factor of limiting the transmission distance of QKD over FMF [27] . As for SMF, Raman noise is also the main limitation for the co-propagation of QKD and classical signals [9] . We measure SRS noise at different distances in three multiplexing schemes, and the average SRS coefficients are calculated as 12076, 2637, and 2655 cps/(mw · km) for SMF, LP 01 in, and LP 02 in, respectively [28] . Figure 3 (a) plots the measured data and the simulated SRS noise as a function of distance. Compared with SMF, the SRS noise in FMF is reduced by 86%. For instance, in the LP 02 in scheme, the SRS noise generated by the classical signal in the LP 02 mode is also in the LP 02 mode with high possibility, which can be effectively filtered after mode DEMUX. In addition, SRS noise can be further suppressed due to the large effective core area of the mode [16] . Figure 3 (b) plots the measured and simulated secure key rates over FMF and SMF [29] . At the secure transmission distance of 63 km, 65 km, and 86 km, we achieve secure key rates of 2.3 kbps, 1.2 kbps, and 1.3 kbps for SMF, LP 01 in, and LP 02 in, with a quantum bit error rate (QBER) of 4.0%, 3.8%, and 3.7%, respectively. At distances less than 45 km, the secure key rate of SMF is slightly higher than that of FMF, due to the low losses of DWDM and SMF. However, the QBER caused by excessive SRS noise exceeds the correction efficiency of the system, which results in a sharp drop in the secure key rate over long distance. As for the LP 02 in scheme, the longest distance transmission is achieved because of the advantage of FMF in suppressing SRS noise. The secure transmission distance of LP 01 in is restricted by the high loss for QKD pulses assigned to the LP 02 mode.
The maximum secure transmission distance of the LP 02 in scheme can be further extended. Figure 4 plots the simulations of secure key rate, aiming to the possible improvements in the future. The first factor limiting the co-propagation distance is the fiber-input power. The SRS noise generated by classical optical signals is directly proportional to the fiber-input power of classical optical signals [28] . If the optical power budget of the classical optical communication is sufficient, the fiber-input power can be reduced, which means that the minimum power is the sum of the overall loss of the FMF link and the receiving sensitivity of PA. Particularly, the secure key rate can be increased at short distances, as plotted in the dashed line of Fig. 4 . The second factor limiting the co-propagation distance is the loss of FMF and MSCs. Owing to advances in manufacturing technology, the attenuation coefficient of FMF can in principle reach the level as low as the ultralow-loss SMF, i.e., 0.16-0.17 dB/km. Similarly, the IL of MSCs can be reduced to the level as the conventional DMDM, i.e., 0.36-0.49 dB. As a result, both the secure key rate and transmission distance are significantly increased, as plotted in the dash-dotted line of Fig. 4 .
The third factor limiting the co-propagation distance is the performance of SPD. QKD highly depends on the parameters of SPD. Given the parameters in Ref. [9] , i.e., 20% detection efficiency and 230 cps dark count rate, as well as the above improvements, the maximum secure transmission distance can reach as long as 185 km, as plotted in the solid line of Fig. 4 .
V. CONCLUSION
In summary, we have presented for the first time the QKD implementation coexisting with 100 Gbps data channel over weakly-coupled FMF using the fiber-based MSCs, achieving the transmission distance of 86 km with a secure key rate of 1.3 kbps. We have discussed the possible improvements in the future, and the simulation results show that the maximum secure transmission distance can reach 185 km over FMF. Due to the advantages of FMF, including additional modal isolation, large effective core area, simple fabrication, and cost-effective fiber fusion splicers, our work provides a practical approach to integrate QKD and classical optical communication over the telecommunication fiber-optical infrastructure. 
