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ABSTRACT 
 
  
 Since every person‟s DNA is unique, this powerful chemical coding system allows us all 
to be identified as unique individuals.  Within the last twenty five years, DNA fingerprinting has 
become a very effective and acceptable way to prove identificationsin paternity and criminal 
activity cases.  This IQP investigated DNA fingerprinting technology and its effects on today‟s 
society.  The first chapter traces the history of the discovery and study of DNA, describing its 
chemical make-up, how it is analyzed, and some key aspects of its analysis in forensics.  The 
next two chapters address the use of DNA in criminal investigations and legal proceedings, 
touching on several landmark and sensational court cases that set legal precedenceor brought 
DNA to the public‟s attention.  The last chapter describes therationale of DNA databases and 
discusses the morality of using these storage vaults of information as they pertain to people‟s 
privacy.  The authors then offer their own conclusions on this powerful technology. 
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PROJECT OBJECTIVES 
 
 The motivation for this IQP was to explore the impact that DNA fingerprinting 
technology has in our civilization today.  The major types of DNA fingerprinting and their 
applications are described in chapter one.  Chapter two outlines the court cases that set legal 
precedents that allowed the inclusion of DNA evidence in the criminal justice system.  In chapter 
three, DNA evidence and its pivotal role in helping to solve several public and notorious criminal 
caseswere highlighted.  Next, the ethics of using and storing large DNA databases is examined in 
chapter four.  Finally, conclusions about the revolutionary science of DNA fingerprinting are 
made, based on the authors‟ research. 
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CHAPTER-1:  DNA FINGERPRINTING, DESCRIPTION, AND TYPES 
Lauren Swalec 
 
A DNA fingerprint or profile is a method of analyzing the variations in DNA between 
people.  DNA fingerprinting can be used for many purposes.  The main topic of this paper is its 
forensic and legal uses, though it can also be used to determine familial relationships, track 
endangered species, track the migration movement of the human species, and to identify 
unknown or disputed human remains.  Since its discovery in 1984 by Sir Alec Jeffreys (Jeffreys 
et al., 1985a), DNA fingerprinting has quickly become the best way to identify someone.  A 
DNA fingerprint is unique to each person, with the exception of identical twins.  Despite its 
exceptional usage and status as the greatest tool in the history of forensics,the methods of DNA 
fingerprinting took many years to reach legitimate legal use, and a better understanding of 
biology to develop.  This chapter describes what exactly DNA fingerprinting is, how it is done, 
and what it is used for. 
 
DNA INTRODUCTION AND TERMINOLOGY 
 
Cells are the basic building blocks of all living things.  The smallest living organisms 
consist of only one cell.  Though the structure of the cell varies according to its purpose and the 
kind of organism, they all have a generally similar structure.  All cells have a semi-permeable 
membrane that separates the contents of the cell from the environment.  Animal cells have a cell 
membrane made of phospholipids, which keeps water out (or in) and lets some molecules pass 
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through.  Plants also have an additional hard cell wall, which helps to keep the cell‟s shape.  
Within the cell wall is cytoplasm, the cell filling (Mader, 1996).  The cytoplasm of animal cells 
contains organelles, such as nuclei and mitochondria.  Mitochondria are involved in cellular 
respiration, a process which produces usable energy.  The nucleus contains the DNA genetic 
material, which in animal cells is divided into chromosomes (Mader, 1996).   
 Normally the chromosomes are stretched out within the nucleus in a structure known as 
chromatin (Mader, 1996).  But as a cell prepares to divide and to split the DNA between 
daughter cells, the chromatin begins to coils tightly, and eventually becomes chromosomes.  
Chromosomes contain proteins, RNA, and DNA.  In preparation for replication, chromatin 
copies itself, then the chromosomes develop into a condensed structure like an X, where two 
identical chromatins are connected in the center, a region known as the centromere (Mader, 
1996).  The centromere is where the chromosomes are split during mitosis (cell division), and the 
two resulting cells each have a complete set of chromosomes. Different organisms have different 
chromosome numbers.  Humans have 46 chromosomes in 23 pairs (Figure 1), one set from the 
mother and one from the father.  This genome includes a pair of sex chromosomes, made of a 
combination of X and Y chromosomes, which determine gender.   
 DNA is a nucleic acid.  The acronym stands for deoxyribose nucleic acid, and refers to 
the kind of sugar used to form DNA.  Nucleic acids are made up of strands of nucleotides.  Each 
nucleotide consists of a phosphate, a sugar, and a nitrogen-containing base (Mader, 1996).  DNA 
uses the doxyribose sugar.  The phosphate of one nucleotide connects to the sugar of another.  
Repeated over and over, this forms a chain, or strand.  The four bases used by DNA are adenine 
and guanine, which have double carbon rings, and cytosine and thymine which have a single 
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Figure 1 – Diagram of the 22 Human Chromosomes Including Both Sex Chromosomes.  The diagram illustrates the 
pre-replication ‘X’ shape of the chromosomes, including the centromere, and how both chromatids of each 
chromosome are identical.  (Brooklyn College, 2011) 
carbon ring (Mader, 1996).  DNA is actually a double-stranded nucleic acid (Figure 2).  The 
bases of one strand form weak hydrogen bonds to the bases of another.  Though hydrogen bonds 
are a comparatively weak kind of bond, multiple hydrogen bonds are very strong (Mader, 1996).  
Adenine and thymine can both make two hydrogen bonds with each other, and so always bond 
together.  Similarly, guanine and cytosine fit together and both make three hydrogen bonds.  Due 
to these properties, one strand of DNA is the mirror image of the other strand.  Where one side 
might have the sequence ATGCT, the other side would have TACGA.  The strands also bond in 
opposite directions, or are antiparallel (DNA Structure, Cuny.edu, 2009).  The second strand is 
essentially upside-down when compared to the first strand.  In addition to the double stranded 
structure, DNA has a helix shape (often referred to as a „double helix‟ because of the two 
strands).  It coils like a screw, and always in a counterclockwise direction (Watson & Crick, 
1953). 
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Figure 2 - Diagram of the Structure of DNA.  This diagram shows the phosphate-sugar-base structure of a 
nucleotide (upper right), as well as the hydrogen bonds between the strands (diagram center).  Notice that the 
strand on the right is upside-down compared to the strand on the left (antiparallel).  (DNA Molecule, 2009) 
 
TYPES OF DNA REPEAT SEQUENCES 
 
DNA code has a tendency to repeat itself, both within the genome and from person to 
person.  Each human shares 99.9% of his or her genetic code with every other person (Use of 
DNA, 2009).  This leaves only 0.1% variation from person to person.  (Humans also share ~98% 
of identical DNA with our cousins the chimpanzees (NOVA, 2007).)  But given that the human 
genome is 3 billion base pairs, 0.1% is 300 million base pairs – offering a significant amount of 
variation between people (Use of DNA, 2009).  The variations are important – where and when 
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they occur is what is analyzed when taking a DNA fingerprint.  These repeats differ both in 
number and location from person to person, and are an excellent way to identify specific DNA. 
 
RESTRICTION FRAGMENT LENGT POLYMORPHISMS 
 
 Restriction fragment length polymorphism (abbreviated RFLP, pronounced „rif-lip‟ 
[Davidson College, 2001]) is a method of comparing the lengths of fragments of DNA between 
restriction sites, and is often used in conjunction with the Southern blot technique for 
identification (which is defined in the DNA Fingerprint Type section).   
RFLPs can be used for many things, including testing for paternity, disease screening, 
and forensic analysis (Kimball, 2005).  However, RFLPs are a non-amplifying method, and are 
being replaced more often by amplifying methods, such as STRs. (Non- and amplifying methods 
will be discussed in the DNA Fingerprinting Types section.) 
 
VARIABLE NUMBER TANDEM REPEATS 
 
 Variable number of tandem repeats (VNTRs) are places (loci) in the genome where a 
short code (10 to 100 base pairs) is repeated some amount of times („VNTR,‟ 2011).  The 
amount of times the code is repeated varies from person to person, and this can be tested.  For 
example, the code AGTTCGCGTGA could be repeated 20 times in one person and 50 times in 
another („VNTR,‟ 2011).  A different number of repeats would result in comparatively longer or 
shorter DNA fragment lengths between restriction sites. 
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 VNTRs can be tested using both non-amplifying and amplifying methods („Variable 
number tandem repeats,‟ 2011).  But, due to the length of the VNTRs, the RFLP analysis 
methods are usually better than PCR.  VNTRs also have a varied use.  They are used in 
forensics, though their use in genetic mapping and animal population studies is probably more 
striking („Variable number tandem repeats,‟ 2011).   
 
SHORT TANDEM REPEATS 
 
 Short tandem repeats (STRs) are like VNTRs, except the length of the repeated sequence 
is much shorter.  Where VNTRs typically repeat code 10 to 100 base pairs long, STRs are 
repeats of code 2 to 9 base pairs long („VNTR,‟ 2011).  An example would be the sequence 
(ATGCC)n where „n‟ is the number of times the sequence is repeated („VNTR,‟ 2011).  Because 
STRs are so short, it is easy and convenient to use the PCR method (defined in the next section) 
to analyze them.  This means the test can be done quickly (within hours) and with relatively little 
error.   
 Comparing STRs at multiple loci leads to a more definitive identification, as the more 
repeat/loci combination matches there are, the more likely the samples came from the same 
person (or from related individuals).  The FBI currently analyzes 13 core loci (Figure 3) in 
sample information entered into its DNA databases.  When all 13 core loci are analyzed, there is 
only a one in 1 billion chance that two people (who are not identical twins) will have exactly the 
same DNA profile (Human Genome, 2009).  The FBI‟s database is known as CODIS (Combined 
DNA Index System, 2010). 
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Figure 3 - The 13 CODIS Loci Used by the FBI and Their Location on the 22 Human Chromosomes.  Also pictured 
are the two sex chromosomes, and the ‘AMEL’ loci used to identify them.  (Combined DNA Index System, 2010) 
 
 
DNA FINGERPRINTING TYPES 
 
There are two main types of DNA analysis, amplifying and non-amplifying techniques.  
The first copies DNA to make a small sample larger.  The second requires a large sample to 
make a more definitive identification.   
 
NON-AMPLIFYING-TYPE DNA FINGERPRINTS 
 
RFLPs and VNTRs were the first type of DNA analyzed in DNA fingerprints by a non-
amplifying method termed a „Southern blot.‟  Professor Alec Jeffreys of the University of 
Leicester in England first realized DNA‟s identifying potential in his lab in 1984 (Jeffrey et al., 
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1985a), though he had been working with it through the 1970s (University of Leicester, 2004).  
Essentially, Prof Jeffreys adapted the previously discovered Southern blot to human 
identification.   
The „Southern blot‟ was developed in the 1970s by Edward Southern, then a professor at 
the University of Edinburgh (Southern, 1975; Khalsa, 1999).  Southern blotting is a technique to 
test for specific fragments out of many fragments using restriction enzymes and electrophoresis 
(see Figure 4).  The DNA samples must first be cut into fragments using a restriction enzyme 
which finds a specific code sequence and cuts the DNA at that location (Kimball, 2005).  For 
example, the restriction enzyme EcoRI cuts whenever it finds the sequence „GAATTC‟ 
(Davidson College, 2009).  Differences in where different people have the GAATTC sequence 
create differences in fragment lengths.   
 The DNA fragments are placed in an electrophoretic gel.  Application of electricity 
separates the fragments by size.  Thesmaller fragments move farther in the gel, leading to bands 
at different places.  Before the probe can be attached, the DNA must be denatured to single 
strands, which is done by soaking the gel in an alkaline solution.  The fragment pattern in the gel 
is blotted to a nylon or nitrocellulose membrane, which preserves the original pattern.  Now the 
probe is applied to the membrane, and willattach to complementary DNA fragments (Davidson 
College, 2009).  The probe is complementaryto a specific gene sequence of interest (i.e. one of 
the 13 core loci), and attaches to its corresponding fragment to make it more easily visible.  Only 
the fragments tagged with the probe are seen.  Comparison of the location of the bands between 
two samples can show how similar the samples are to each other.  The more bands occurring in 
the same place, the more alike the samples are. 
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Figure 4 - The Southern Blot Procedure.  Shown are the processes of electrophoresis, transfer to the membrane, 
treatment with the probe, and the finished product.  Exposure to x-ray film would occur between the second-to-
last and last steps.  (Paul, 2009) 
 
 In addition to forensic uses, blotting procedures have been used for years to identify 
genes that cause diseases and to determine who is at risk for these diseases (Davidson College, 
2006).   However, blotting techniques require large amounts of time (about a week for the entire 
process) and large amounts of DNA, making them inconvenient when compared to newer 
amplifying techniques, specifically PCR (Restriction fragment length polymorphism, 2010).  
Blotting techniques such as the Southern blot have the advantage of fewer chances of 
contamination and (copying) errors than PCRs, making them more reliable, so they are still used 
when larger quantities of DNA are available.   
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AMPLIFYING-TYPE DNA FINGERPRINTS 
 
 Methods to amplify, or increase the amount of DNA sample usually involve PCR 
(polymerase chain reaction).  PCR was developed by Kary Mullis in 1986, and for it he won the 
1993 Nobel Prize in Chemistry (Nobel Prize, 2011).  PCR copies DNA using Taq polymerase, an 
enzyme isolated from a bacteria found in Yellowstone National Park in Colorado (Access 
Excellence, 1992).  The bacteria (Thermus aquaticus) was found in a hot springs, so it can 
replicate its DNA at elevated temperatures.  Its DNA replicating enzyme, Taq polymerase, can 
operate and copy DNA at very high temperatures.  The PCR process has three steps (see Figure 
5), and can all take place in a single vial.   
 The first step of PCR is to split the double helix of the DNA strands, which takes place 
between 90 and 95˚C (Access Excellence, 1992).  Just as the hydrogen bonds in water break and 
allow water to boil at 100°C, a high temperature is necessary to break the hydrogen bonds 
holding the two DNA strands together so that the individual strands can be copied.  In order for 
the polymerase enzymes to duplicate the DNA, a primer must start the new strand on one of the 
pre-existing strands.  The vial is cooled to about 50˚C to allow the primers to anneal to the single 
stranded DNA at the locus of interest (Polymerase Chain Reaction, Access Excellence, 1992).  
Then the temperature is raised to about 75˚C, the ideal temperature for Taq polymerase to 
replicate the DNA strands (Polymerase Chain Reaction, Access Excellence, 1992).  The cycle 
takes about two minutes, and can be repeated to procure over a billion copies of the target 
sequence after 30 cycles, or 2 hours (University of Utah, 2011).   
 PCR enables a small DNA sample, like that from hair or blood, to quickly be turned into 
a large DNA sample, enabling analysis.  Because STRs involve short DNA sequences, they can 
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Figure 5 - Polymerase Chain Reaction.  The diagram illustrates the three main steps: denaturation of DNA, 
annealing of the probes, and extension of the DNA copies.  (Principal of the PCR, 1999) 
 
be copied very quickly using PCR.  This combination is the DNA fingerprint technique most 
often used.  But, the more times the DNA is copied, the more potential there is for a mistake to 
be made in the copying process, so the blot based methods that do not involve PCR, such as 
RFLP, do not have this risk, making them inherently more accurate.  The combination of PCR 
and STR allows more precise tests to be made (they can detect a one-base pair difference in 
samples, and require smaller amounts of DNA, but at the same time they are less accurate than 
the older and slower blot technologies for VNTRs and RFLPs (Butler and Reeder, 2004).  
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Despite the possible mistakes due to PCR, STR and PCR are now more commonly used than 
VNTR and RFLP, unless large amounts of DNA are available. 
 
FINGERPRINTING APPLICATION EXAMPLES 
 
PATERNITY TESTING 
 
The uses for DNA fingerprinting are many and varied.  The first documented legal use of 
DNA fingerprinting was in 1985 in Britain (Jeffreys et al., 1985b).  This particular case will be 
covered in depth in Chapter Three, but it will be summarized here: a boy found himself unable to 
reenter Britain until it was proved with a DNA fingerprinting „paternity test‟ that he was indeed 
the son of a British immigrant mother (Avi).  Paternity testing remains the most common use of 
DNA fingerprinting today, and has quickly overshadowed the far less specific blood-type tests 
(Parental Testing, 2010).  The tests are most commonly used to prove paternity for a child‟s 
father, but in fact, the test can be used to prove any familial relationship, including siblings, the 
mother, or grandparents. 
 
FORENSIC TESTING 
 
 Another well-known use of DNA fingerprinting is in forensics.  The FBI‟s CODIS 
database contains DNA profiles for previously convicted offenders (Convicted Offender 
database) or profiles for crime scene evidence (Forensic database).  Profiles are also stored for 
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missing persons and unidentified remains (Federal Bureau of Investigation, 2010).  The criteria 
for whose profile gets entered into CODIS varies from state to state, and varies by the type of 
crime the person must be convicted of to be required to donate.  For example, the state of Maine, 
as of October 1, 2010, requires DNA samples from people convicted of murder, felonies, and any 
sort of sexual crime, including rape and abuse (Maine State Gov., 2010).  Juveniles convicted of 
the same crimes must also give a sample, though people arrested for crimes do not.   
Matching a crime-scene profile to a profile in the offender database can help solve 
crimes.  It can even be used to help solve old crimes for which DNA testing did not exist at the 
time the original crime was committed, though no new DNA evidence can be submitted – the 
tests must be performed on the original evidence.The U.S. is certainly not the only country that 
keeps DNA databases.  For example, Britain, where DNA fingerprinting was developed and first 
used, has the world‟s largest DNA database, but it is worth noting that British standard require 
DNA from all arrestees, while this is not required in all states in the USA (Morris, 2009).   
Figure 6 shows an example of DNA forensic testing using VNTRs.  Note that the pattern 
of DNA from the defendant‟s shirt (on two different dates), and more weakly on the defendant‟s 
jeans, perfectly matches the pattern from the victim (University of Miami, 2006).   
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Figure 6 – Example of a VNTR Forensic Test.  The figure clearly shows that the blood found on the defendants 
clothes most likely came from the victim and could not have come from the defendant.  This is because the 
fragment bands from the clothes match the positions and relative intensities of those of the victim, and not those 
of the defendant.  (Example of VNTR Fingerprint, University of Miami, 2006) 
 
MISCELLANEOUS USES OF DNA TESTING 
 
 DNA fingerprinting can also be used to study very old archeological findings, known as 
DNA archeology (Christianson, 2000).  The old samples must come from something organic, 
such as clothes or hair, which might possibly still contain DNA.  But great care must be taken to 
avoid DNA contamination by the collector, or further degradation of the sample.  The best 
samples are found in very dry climates, either very cold or hot, such as Egyptian mummies, or 
the Peruvian Ice Maiden, (DNA Forensics, Human Genome Project, 2009).  Unfortunately, DNA 
analysis of bog bodies (formed in anaerobic conditions) is not feasible at this time (Lobell, 
2010).  Possibly the most famous ice mummy is Ötzi the Iceman, found in the Alps on the border 
between Austria and Italy (Ermini et al., 2008).  Mitochondrial DNA analysis shows that the 
Iceman came from a genetic group found in Europe, including Austria (Ermini et al., 2008).  
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DNA testing has also been used to track ancient human migrations by analyzing Y chromosomes 
(male inheritance) and mitochondrial DNA (female inheritance).   
 Other examples of DNA testing include identifying victims of the terrorist attacks on 
September 11
th
, identifying Holocaust victims, finding the families of the many children 
kidnapped in Argentina in the 1970s, or identifying the soldiers in the Tomb of the Unknown 
Soldier.  DNA fingerprinting has also been used to confirm or disprove famous remains, such as 
confirming thatthe son of Marie Antoinette and King Louis XVI died in prison around 1795, or 
identifying the entire family of the last Russia Tsar, Nicolas Romanov, who were all murdered in 
1914.   
And it‟s not just human DNA that is analyzed.  DNA analysis has been used to keep track 
of threatened and endangered species, and to track the movement and origin of poached 
specimens.  Animal and plant DNA have been used (in separate cases) to convict people.  The 
case involving plants proved that plant DNA testing was specific enough to determine exactly 
which tree a particular fruit originated.  Possibly the oddest use of DNA testing is to tag items to 
prove authenticity.  The website for the Human Genome Project says that Super Bowl footballs 
and Olympic Sports memorabilia have been validated by proving they contain DNA from the 
athletes themselves. 
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CHAPTER-2:  LANDMARK DNA COURT CASES 
Ryan Moseley 
 
 The advent of DNA fingerprinting has arguably been one of the most important advances 
in forensic science.  The use of DNA evidence and the guidelines for its admissibility in court 
has undergone a number of revisions since 1988 when it was first presented in the United States.  
Since then, a number of landmark cases have brought to light the importance of how to deal with 
new types of DNA testing procedures, how to best educate the layperson who serves as a juror 
and who thus needs to understand the science behind these procedures, and how to hold 
accountable those facilities that perform the DNA procedures to produce reliable results.  As 
discussed in Chapter 1, the DNA analysis used in convicting criminals can be complex, and their 
acceptance in the United States Court system requires the setting of legal precedence.  When new 
scientific concepts or procedures are applied to the processing of evidence, the scientific 
community must first agree that these new procedures are accurate and reliable, and then 
forensic labs around the country can begin to use them to improve the probative value of 
evidence used in legal proceedings.  As new cases come to court using the new technologies, it is 
often reanalyzed within the legal and scientific communities as to its status, so legal precedents 
continually change.  It is important that as each case using the new forensics comes to court, the 
legal community agrees as to the extent the technology can be used to seek fair and valid 
verdicts.  This chapter highlights some of the landmark cases which led to the establishment of 
DNA fingerprinting as forensic evidence in the U.S. 
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FRYE V. UNITED STATES (1923) 
 
 In the case of Frye v. United States, in the Columbia Circuit Court, James Alphonzo Frye 
was convicted of second degree murder for killing Dr. Robert W. Brown.  After the guilty 
verdict, James Frye‟s counsel appealed stating that the trial court was wrong in not allowing the 
results of a systolic blood pressure deception test taken by Frye to be admitted.  This systolic 
blood pressure deception test was an early “lie detector test” in which blood pressure, heart rate, 
respiratory rate, and perspiration are monitored to detect changes in a person‟s body when he or 
she tells a lie.  It was theorized that the telling of a lie created stress which would result in an 
involuntary physiological change which could be detected and recorded.  “The theory seems to 
be that truth is spontaneous, and comes without conscious effort, while the utterance of a 
falsehood requires a conscious effort” [which can be detected physiologically] (Frye v. U.S., 
1923). 
 Frye took and passed a systolic blood pressure deception test, and subsequently 
renounced his earlier confession of the murder.  At the time, the trial court refused to allow an 
expert witness to testify in support of this new technology because it had not gained general 
acceptance in the scientific community.  The prosecution argued that the new technique was 
controversial and unreliable.  The defense appeal failed, and the conviction was left standing due 
to the lack of recognition of the systolic blood pressure deception test among the scientific 
authorities (Frye v. U.S., 1923). 
 Although this case did not involve DNA analysis, it set a new standard for what was 
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considered to be acceptable scientific evidence in the eyes of the court.  The new “Frye 
Standard” as it was called stated that the scientific principle from which testimony is based 
“must be sufficiently established to have gained general acceptance in the particular field in 
which it belongs” in order for the testimony to be admissible in court (Frye v. U.S., 1923).   The 
Frye Standard was one of the first such guidelines to be used to monitor the use of scientific 
technologies in a court of law.  It remained in use for over fifty years until it was superseded by 
the Federal Rules of Evidence which were adopted in 1976. 
 James Frye served three years in prison, but was released after someone else confessed 
and was convicted of the murder of Dr. Robert W. Brown. 
 
UNITED STATES V. DOWNING (1985) 
 
 In the case of United States v. Downing, John W. Downing was convicted of mail fraud, 
wire fraud, and interstate transportation of stolen property in the United States District Court for 
the Eastern District of Pennsylvania (U.S. v. Downing, 1985).  During this trial, the District 
Court denied the admittance of expert testimony by the defense to refute eyewitness testimony 
submitted by the prosecution.  Downing allegedly used different identities while perpetrating 
fraud on various vendors.  These vendors offered eyewitness testimony for the prosecution in 
identifying Downing in these questionable dealings.  The defense asked to use negating expert 
testimony to refute the vendors‟ testimony based on the idea that eyewitness testimony can 
sometimes be unreliable, but the court refused to allow the expert testimony.   
The defense successfully appealed to the Third Circuit Court of Appeals who ruled in 
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their favor that the expert would not “usurp the function of the jury” by testifying (U.S. v. 
Downing, 1985).  The defense cited a previous case in Arizona, Chapple v. State, as precedence 
where a new trial was granted based on the testimony of an expert witness.  The appellate court 
ruling in favor of the defense was based on the idea that an expert would have helped the jury 
make a correct decision based on “a proper cross examination” (U.S. v. Downing, 1985), as seen 
in the standards of the Federal Rules of Evidence, Rule 702, known as the “helpfulness rule”.  
The argument was made that a common person serving as a juror may not have the extent of 
knowledge necessary to make proper decisions without the help of a more knowledgeable expert.  
An expert was considered anyone who had knowledge, skill, experience, training, or education 
about a particular field. 
 Rule 702, enacted in 1972, focused on the helpfulness of expert testimony to educate a 
jury about a technique (Federal Rules of Evidence, 1972).  Rule 702 was applied to: “(1) the 
soundness and reliability of the process or technique used in generating the evidence, (2) the 
possibility that admitting the evidence would overwhelm, confuse, or mislead the jury, and (3) 
the proffered connection between the scientific research or test result to be presented, and 
particular disputed factual issues in the case” (U.S. v. Downing, 1985). 
 In the original trial, Downing‟s defense tried to use a psychologist as an expert witness to 
discredit eyewitness testimony, but to no availand Downing was found guilty.  The defense 
appealed the guilty verdict because the expert psychologist testimony was not allowed.  The 
United States Court of Appeals found that expert testimony can be used in court, and so the case 
was sent back to the District Court.  However, in the District Court the psychologist‟s testimony 
was found to be misleading and unreliable, and was deemed inadmissible, so the original guilty 
verdict was upheld.  The Downing case was significant in establishing the acceptance of experts 
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to testify about scientific techniques and the relevancy of those techniques that may not be 
known or understandable to the general public.  It further opened the door to allow new 
technologies to be introduced as legitimate methods for processing forensic evidence when 
accompanied by expert testimony. 
 
ANDREWS V. STATE OF FLORIDA (1988) 
 
 In the case of Andrews v. the State of Florida, Tommy Lee Andrews was charged with 
aggravated battery, rape, and armed burglary in Florida in 1988.  Andrews allegedly broke into 
the victim‟s home, attacked and raped her, and then fled the scene.  Testing was performed on 
the semen he left behind, and it was determined that the suspect had type O blood.  DNA 
profiling was also performed and was found to match that of Andrews.    
 Since DNA had not been used in U.S. courts up to this point, the Frye Standard could not 
be applied to this case as the DNA fingerprinting technique could not be said to have gained 
general acceptance.  Dr. David Housman provided expert testimony on the procedure used to 
establish the Andrews DNA profile.  Based on his testimony, the judge declared that the testing 
procedure used to produce the DNA profile was a reliable technique as stated in Rule 702, and 
that this evidence was relevant according to the standards set in the Downing case.  The DNA 
evidence was allowed in court, and Andrews was found guilty.  The Andrews case became one 
of the first cases in the United States to allow DNA testing as an acceptable form of evidence.  
As such, it set a precedent for the acceptance of DNA fingerprinting in the United States. 
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PEOPLE V. CASTRO (1989) 
 
 In the case of the People v. Castro, Joseph Castro was suspected of the murder of Vilma 
Ponce in the Bronx, New York City in 1989.  In the process of questioning Castro about the 
murder, investigators found blood on a watch he was wearing.  DNA testing of the blood sample 
indicated that it belonged to Ponce.  During the trial, an argument was issued by the defense 
stating that the DNA testing performed by Lifecodes Inc. was performed improperly and should 
not be admissible.  Although the court accepted this argument, Castro still pled guilty to the 
murder. 
 The Castro case, although it never went to trial, rigorously assessed DNA technology, 
and produced the parameters for a three-prong test.  The three prongs state that (1) the scientific 
community must accept that a particular DNA test can produce reliable results, (2) techniques 
exist to produce reliable DNA testing results, and (3) if the tests are performed, they must be 
done properly to produce reliable results.  This case established more stringent rules for 
admittance of DNA evidence than Andrews allowed, and also established the “Technical 
Working Group for DNA Methodology” (TWGDAM) (which eventually became the “Scientific 
Working Group for DNA Analysis Methods” (SWGDAM), a group of representatives from state 
and federal forensic laboratories charged by the Director of the FBI to “discuss, share and 
evaluate forensic biology methods, protocols, training, and research to enhance forensic biology 
services” (Forensic Science Communications, 2003).   This group was charged with establishing 
and revising the Quality Assurance Standards for DNA Testing Laboratories (Forensic Science 
Communications, 2003), and helped standardize DNA testing in the U.S. to make it more reliable 
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and accurate. 
 
TWO BULLS V. UNITED STATES (1990) 
 
 In the case of Two Bulls v. United States, Matthew Sylvester Two Bulls, Jr., was accused 
of aggravated sexual assault and sexual abuse of a fourteen year old girl on the Pine Ridge Indian 
Reservation in South Dakota in 1990.  DNA evidence was found on the underwear of the girl, 
and DNA testing showed that the DNA was a probable match to Two Bulls.  Based on this 
evidence, and the application of the helpfulness standard of Federal Rules of Evidence 702, he 
was convicted, however, Two Bulls entered a conditional guilty plea, barring the outcome of his 
appeal.  The appeal was based on the error that the trial court applied Rule 702 instead of the 
Frye Standard or three-prong test in accepting the DNA evidence (Two Bulls v. U.S, 1990). 
 The appeal was upheld, and included the note that the jury was prejudiced by hearing the 
DNA testimony before the test results were considered acceptable based on the more stringent 
Frye Standard or Castro tests.  As such, the appellate court ruled that the case be sent back to the 
trial court, and that a pre-trial hearing should occur to determine the admissibility of the DNA 
evidence using stringent standards of relevance, reliability, and general acceptance.   
 The significance of the Two Bulls case was the establishment of a Five-Prong Rule 
which included the earlier Castro three-prong rule and added two other restrictions that must be 
met before DNA evidence can be admitted.  The two additional rules reduce the chance of 
prejudice by the jury before the evidence is admitted.  The five-prong test includes that (1) DNA 
testing is generally accepted by the scientific community, (2) the testing procedures used in the 
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case are generally acceptable as reliable if performed correctly, (3) the test was performed 
properly in the particular case, (4) the evidence is more probative than prejudicial in the case, 
and (5) the statistics used to determine the probability of someone else having the same genetic 
characteristics is more probative than prejudicial under Federal Rule of Evidence 403  (Two 
Bulls v. U.S, 1990).  Using the new five prong standard, the Two Bulls DNA evidence was 
allowed, and he was found guilty. 
 
PEOPLE V. MILES (1991) 
 
 In 1991, Reggie Miles was accused of two counts of home invasion, five counts of 
aggravated criminal sexual assault, one count of criminal sexual assault, one count of aggravated 
unlawful restraint, one count of armed robbery, and two counts of residential burglary by the 
Circuit Court of Vermillion County in Illinois (People vs. Miles. 1991).  The DNA from the 
crime scenes was sent to Cellmark Diagnostics Laboratory in Maryland.  Cellmark had on prior 
instances failed to meet the doctrine set by the Castro case TWGDAM, such as their error in the 
earlier case of the People vs. John Ivan Kocak, where mistakes were made in documenting and 
cataloging DNA evidence.  The DNA results in the Miles case eventually brought a guilty 
verdict, which Miles appealed hoping that Cellmark had bungled its processing of the evidence.  
However, Cellmark was found to have performed the tests properly per the standards outlined by 
TWGDAM, and the guilty verdict was upheld.   
The Miles case clarified the guidelines needed for using expert testimony in court, and 
further supported the use of expert testimony for explaining complex technology, including DNA 
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technology.  After the serious questioning of DNA evidence in the earlier Castro and Two Bulls 
cases had cast shadows on DNA testing‟s reliability, the Miles case served to renew the use and 
acceptance of DNA evidence in United States. 
 
CHAPTER-2 CONCLUSION 
 
 The development of new techniques in forensic science has advanced rapidly, and new 
technologies are being introduced every day.  The rules for the admittance of evidence in trial 
courts have also come a long way since Frye vs. United States when it became understood that 
the legal system needed to keep up with the scientific community„s advancements.  Because the 
average person selected to serve as a juror and hear this evidence would not be able to make an 
informed judgment without further education, it was important for experts to be able to testify to 
the reliability of the technology, and for that expert testimony to be admissible in court as seen in 
the case of the United States vs. Downing.  Testing laboratories were then asked to be made 
accountable for using these technologies and performing the proper scientific techniques as seen 
in the case of the People vs. Castro and the creation of the three prong test.  As DNA profiling 
techniques advanced, it became necessary to add to the guidelines as was done with the Two 
Bulls vs. U.S. case to make sure that evidence was not prejudicial and that the statistics 
supporting the probative nature of DNA evidence further proved its value in bringing a suspect 
to justice. 
 Allowing expert witnesses to educate the common person serving as a juror, allowing 
new technologies that are generally accepted by the scientific community, and standardizing 
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guidelines for DNA technology, has advanced the use of DNA fingerprinting and its related 
technologies as forensic science tools. 
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CHAPTER-3:  SENSATIONAL DNA COURT CASES 
Ryan Moseley 
 
 Although the layperson may not be familiar with the landmark cases in the previous 
chapter, they may be familiar with some of the following sensational cases that involved DNA, 
even if no legal precedent was set.  The purpose of this chapter is to review a few sensational 
cases in which DNA evidence played a pivotal role in bringing about the conviction of a suspect.  
The use of DNA profiling has become a powerful tool in identifying and proving the guilt of 
criminals who otherwise may never have been caught and convicted.  
 
CHRISTA WORTHINGTON MURDER 
 
 In 2002, the town of Truro, Massachusetts, a small town on Cape Cod, was torn apart by 
the murder of Christa Worthington.  She came from a well-known family, and had moved to the 
Cape to settle down away from the hustle of New York where she worked as a fashion journalist.  
On January 6, 2002, she was found dead, half naked with a single stab wound in her chest.  Her 
two year old daughter, Ava, was found sitting next to the body in a hallway next to the kitchen. 
 Tim Arnold, an ex-boyfriend, was the first person to discover the scene.  He took Ava to 
the parents of Jan Worthington, Christa‟s cousin.  After extensive questioning, the police 
deduced that Ava had not seen the attack that had killed her mother.  Ava was interviewed by 
Kimberly Squier and said “Mommy lying down.  Mommy won't get up.  Mommy dirty. Tried to 
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clean mommy” (Hilary Russ, 2006). 
 Christa had put up a fight evidenced by the scrapes and bruises found all over her body.  
The attacker had raped her, and then stabbed her “so powerfully that the blade had left a mark in 
the floorboards beneath her” (Amanda Bates, 2005).  Worthington had her exposed legs spread 
away from each other, and had a gruesome wound on the left side of her forehead. 
 The police‟s first suspects were Tim Arnold, the man that found her, and Tony Jackett, 
Ava‟s biological father.  Investigators obtained DNA samples from both men to try to match the 
trace evidence found underneath the fingernails of Worthington.  Neither proved to be a match. 
 Investigators hit a dead end without any other leads to go on.  The case went cold until 
2005 when the police asked men in Truro to volunteer to give DNA samples.  The men of the 
town felt obligated to give DNA, otherwise a stigma of suspicion might fall upon them by both 
the police and fellow townspeople.  In such a small village, such refusals would become well-
known and speculation would soon follow.  The authorities claimed that DNA testing could 
easily rule out a person as the guilty party.  They promised that after the trial, all innocent DNA 
would be destroyed; however, the men had no guarantee that this practice would be enforced.  
The American Civil Liberties Union (ACLU) filed a letter of protest stating that this DNA 
dragnet was “a serious intrusion on personal privacy that has been proven to be both ineffective 
and wasteful” (Richard Willing, 2005).  Other DNA dragnets for other crimes around the nation 
had not been successful.  In Miami, in 1994, 2300 men were sampled to try to find one serial 
killer who was never found.  Out of 19 dragnets performed in the United States, only one had 
been successful.  In Britain only 20% of their 292 searches have had a positive result.  Of the 
men who eventually volunteered their DNA in the Worthington case, there were no matches to 
the crimescene evidence. 
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 In March of 2004, police questioned Christopher McCowen due to the fact that he had a 
previous criminal record.  McCowen voluntarily gave a sample of his DNA.  He was a 33year 
old garbage collector who had collected garbage from the Worthington household.  It took a little 
over a year for the lab to process his DNA due to the massive numbers of samples backlogging 
the testing laboratories.  This backlog, and others like it all over the country, prompted the 
adoption of the Debbie Smith Act, named after a rape victim whose attacker went free for several 
years while key DNA evidence remained unprocessed due to the overwhelming backlog of DNA 
samples waiting for analysis (Debbie Smith Act, 2009).  Eventually the Worthington crimescene 
evidence was found to match McCowen, and on November 16, 2006, Christopher McCowen was 
convicted of first degree murder, aggravated rape, and armed burglary.  He was sentenced to life 
without parole. 
 This case raised questions about the ethics of police departments and investigators 
performing massive DNA collections.  Do the means justify the ends in invading the most 
personal information of an individual‟s being to catch a criminal?  Once the DNA has been 
collected, what happens to it once the trial has concluded and the donor is innocent?  Could the 
original DNA sample be used for non-forensic purposes, such as to assay for medical 
predisposition information?  In 2008, the ACLU filed a class action suit on behalf of 
approximately 100 of the Truro donors whose original DNA samples had not been destroyed.  
But the case was dismissed after the district attorney reported that all samples had been returned 
or destroyed. 
 This Worthington case also prompted an investigation of the overwhelming backlog of 
DNA samples around the country.  The Debbie Smith Act was passed which appropriated over 
$150,000,000 to aid in the training of more personnel like hospital staff to conduct sexual assault 
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examinations and speed up the processing of these samples. 
 
GREEN RIVER KILLER 
 
 In Washington state during the 1980‟s and 90‟s women were not safe on the streets.  The 
Green River Killer confessed to killing seventy-one women, even though the actual number is 
presumed to be more than ninety.  Most of the victims were prostitutes. They were either 
strangled by arm or with a ligature.  The bodies were found in various areas in King County, 
throughout the woods and underbrush. 
 The first victim was Wendy Lee Coffield, a sixteen year old, who was reported missing 
on July 8, 1982, and was later found dead on July 15.  On September 25, the body of seventeen 
year old Gisele Ann Loworn was located after she had been reported missing on July 17.  Debra 
Lynn Bonner, a twenty three year old was discovered on August 12, after having been reported 
missing 18 days earlier.  On August 15, three bodies were found, thirty-one year old Marcia Fay 
Chapman, seventeen year old Cynthia Jean Hinds, and sixteen year old Opal Charmaine Mills.  
All of these initial victims were found in the Green River, giving the killer his name. 
 Most of the eventual 71 killings happened between 1982 and 1984.  The victims would 
be picked up along route 99, the Pacific Highway South, and after they were killed they were 
discarded in clusters, nude, and sometimes posed.  In 1984, Gary Leon Ridgway became a 
suspect.  He took and passed a polygraph in 1984.  Police took hair and saliva samples from him 
on April 7, 1987.  In 1985, Ridgway started dating Judith Mawson, and in 1988, they married 
making her Ridgway‟s third wife.  In a later interview she said that her relationship with Gary 
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had probably saved lives because he was happy with her. 
 In March 2001, Detective Tom Jensen processed the vaginal swabs from Marcia 
Chapmen and Carol Ann Christensen, the fourth and twenty second women to fall victim to the 
killer.  He also filed pubic hairs found on Opal Mills, the sixth casualty.  On November 16, 2001, 
Ridgway was arrested for trying to pick up an undercover police officer posing as a prostitute.  
He didn‟t want to have the police contact his wife, and so instead he said “You can contact the 
Green River Task Force… they know me real well.” (Norm Maleng, 2003).  Meanwhile, the 
DNA results came back from the vaginal swabs and pubic hairs.  Two weeks later Ridgway was 
arrested for the murders of Marcia Chapmen, Cynthia Hinds, Opal Mills, and Carol Christensen. 
 After two years of gathering evidence and bodies, prosecutors offered a plea bargain to 
Ridgway.  In exchange for providing information on the locations where other bodies were 
hidden, Ridgway would get life in prison instead of a lethal injection. 
 
ANASTASIA 
 
 In 1917, Tsar Nicholas II, Tsarina Alexandra, and their five children: Olga, Tatiana, 
Maria, Anastasia, and Alexei were imprisoned by the Bolsheviks during the Russian Revolution.  
The Tsar‟s family was held in the Ipatiev House in Siberia until they were executed in 1918.  
Reportedly, the family was rounded up and taken to a downstairs room where they were shot by 
a firing squad.  The stories purport that bullets flew wildly around the room and ricocheted off 
the women at first because they were bouncing off the jewels the women had hidden in their 
corsets.  The corpses of the royal family were then moved to different locations so that the 
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execution could be kept secret until the time was right to announce the change in Russian 
leadership.   
 Two years later, a young woman attempted suicide in Berlin, Germany.  She survived 
and was placed in a mental hospital until she eventually revealed her identity as Anastasia, 
daughter of Tsar Nicholas II.  Over the course of her lifetime, she tried to prove her identity and 
her claim of royal heritage.  The woman adopted the name of Anna Anderson.  She shared many 
similar physical characteristics as Anastasia, including hair and eye color, some similar 
distinctive body markings, and a deformed foot.  For the next twenty years, the German courts 
examined a variety of different kinds of evidence to determine if Anna Anderson was Anastasia.  
They looked at handwriting samples, at the shapes of Anna‟s and Anastasia‟s ears, and at facial 
comparisons.  In the end, the courts found this evidence to be inconclusive and refused Anna‟s 
claim to be of royal blood.  A private investigator was hired to try to find out who Anna 
Anderson really was.  He suspected that she was actually a factory worker named Franziska 
Schankowska.  In 1968, Anna moved to Charlottesville, Virginia, where she met and married 
John Manahan.  She continued to claim her royal lineage until she died in 1984.   
 Because of the fantastic nature of her story, investigations have ensued to prove or 
disprove her story.  In 1991, scientists began an investigation of a potential burial site of the 
royal family in Yekaterinburg, Siberia.  An American team was invited to excavate the site to 
examine any remains found.   After forensic anthropologists carefully sifted through the 
uncovered remains, it was determined that nine skeletons had been buried at the site.  According 
to eyewitness reports of the execution, eleven people were shot by the firing squad including 
Tsar Nicholas‟s family as well as a doctor, a nurse, and two servants.   
 DNA from some of these bones was able to be analyzed and showed that the bones 
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belonged to Tsar Nicholas, Tsarina Alexandra, and three of the Romanov children, Olga, 
Tatiana, and Maria.  By profiling mitochondrial DNA, it was possible to determine genetic 
lineage since this type of DNA is passed down from a mother to her children through the egg.  
The mitochondrial DNA testing showed that four of the skeletons were the Tsarina, and three of 
her female relatives.  Based on the anthropological evidence of the individual bones, it was 
concluded that they belonged to females matching the ages of Alexandra and her three oldest 
daughters.  Tsar Nicholas‟s remains were similarly identified; a male skeleton displayed male 
features of the appropriate age and condition of Nicholas.  Mitochondrial DNA matched these 
bones to James, the Duke of Fife, who was a maternal relative of Nicholas.  The skeletons of 
Anastasia and Alexei appeared to be missing from the bones that were found at the initial site. 
 The DNA evidence found at the Yekaterinburg site added to mystery surrounding Anna 
Anderson‟s claim to be Anastasia.  Analysis of Anna Anderson‟s DNA could be a way to solve 
the controversy once and for all.  Anastasia did in fact have a living relative who shared her 
mitochondrial DNA.  Prince Philip of England shared a maternal grandmother with Anastasia, 
Alice, married to Ludwig of Hesse in the mid 1800‟s.  Alice‟s mitochondrial DNA was passed 
on to both Prince Philip and to Anastasia.  One way to prove whether Anna Anderson was indeed 
Anastasia was to compare her mitochondrial DNA to that of Prince Philip of England.   Since 
Anna had died in 1984, investigators had to find tissue which could still contain her DNA.  Back 
in 1979, she had had intestinal surgery in a hospital in Virginia.  A specimen of her intestines 
was still available at the hospital.  Mitochondrial DNA profiling was performed on her sample 
and compared to a sample of mitochondrial DNA donated by Prince Philip as well as a sample 
from a maternal relative of Franziska Schanzkowska, Carl Maucher.  In 1995, a group of 
scientists published their findings stating that Anna Anderson was actually Franziska 
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Schanzkowski and was not the missing Romanov daughter, Anastasia.  Mitochondrial DNA from 
Anna matched that of Carl Maucher, Franziska‟s maternal relative.  Thus, the puzzle of whether 
Anna Anderson was actually Anastasia was finally solved. 
 However, it remained a question as to where Anastasia‟s remains were.  In 2007, human 
remains were found at a location in the Ural Mountains that were believed to be the missing 
Anastasia and her brother, Alexei.  Professor Evgeny Rogaev and his colleagues performed both 
mitochondrial and nuclear DNA profiling on these remains, and the nuclear markers matched 
Tsar Nicholas‟s DNA, confirming that the skeletal remains belonged to his missing two children.  
Finally, the mystery of Anastasia had been solved by using the powerful tool of DNA 
fingerprinting. 
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CHAPTER-4:  DNA DATABASE ETHICS 
Lauren Swalec 
 
 GATTACA is a movie where one‟s potential is determined by their genes.  Ethan Hawke 
and Uma Thurman run around in a world where genetic engineering has been perfected.  All 
traits can be chosen, everything fromheight and hair color to physical strength.  A person‟s entire 
genome can be determined from a strand of hair, and their medical condition along with it. Ethan 
Hawke is a boy who dreams of being an astronaut, but cannot get above custodian due to a high 
potential for heart problems, which was discovered at his birth.  And it‟s not just his job that was 
limited; he cannot get medical insurance or daycare service because it was too much of a risk to 
be responsible for him.  Hawke is pretending to be an uberhuman, but he must be careful for it is  
not just blood that can identify him, it is also eyelashes and skin cells.  Any bit of him will tell 
the world what he really is.  This science-fiction story describes the risk of having a DNA 
databank.  Whose DNA information should goes in the databank?  Everybody, or just people 
who commit crimes?  What should go in the bank?  The blood sample, or only forensic CODIS 
identifying markers?  Who should enter the data?  Who should have access to the bank?  Police 
officers? Forensic scientists? Hospitals? 
 DNA fingerprinting has been shown to be a powerful means of identification.  DNA 
resides in every cell of the body, and cannot be changed or covered up.  It is a definitive source 
of identification, and its use in forensic and legal situations to help prove guilt or innocence is 
now widely used.  Having a DNA databank is no doubt be useful, as thousands of crimes have 
already been solved with hits to previous entries, be they cold hits or current connections,but the 
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ethics of a DNA databank are … tangled.  This chapter is an effort to describe existing and ideal 
databanks, and an attempt to sort out the ethics and morals that come with them.   
 
WHAT IS A DNA DATABASE 
 
 A DNA database, or databank, is a collection of DNA fingerprints, or profiles, from 
crime scenes and people, including offenders and victims.  The information is stored on a 
computer server.  The largest DNA databank in the U.S. is the Combined DNA Index System (or 
CODIS) and is maintained by the FBI.  CODIS can be accessed (by those authorized) from 180 
laboratories all over the country (FBI, 2010).The CODIS offender database contains profiles of 
previous offenders, while the forensic database is comprised of profiles from crime scene 
evidence.  There are also databases for missing persons, unidentified human remains, and 
biological relatives of missing persons (FBI, 2010).  This system makes sense, as it separates 
victims from offenders, and crime scene evidence from offenders, and it even has a section for 
arrestees.  The arrestee category was introduced in 2005, to separate the potentially innocent 
from guilty people.  
 CODIS is used to find links hidden within the DNA evidence.  It can be used to identify 
an offender, thus prompting an investigation.  CODIS is also able to connect crimes by 
recognizing when multiple crimes are probably the work of one person.  Profiles of convicted 
criminals are retained so that if the convict commits another crime, it can be linked to their 
profile.  (It should be noted that the criteria to have one‟s DNA put in a databank varies from 
state to state, and country to country.)  The CODIS software is currently used in at least 30 other 
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countries.  As discussed in Chapter 1, the typical CODIS DNA profile contains information on 
13 specific loci that are sufficient to identify a person with certainty.   These “core loci” are 
shown again in Figure 1. 
 
 
Figure 7: The 13 Core Loci of CODIS.  The loci are shown in yellow on the 22 human chromosomes.  The sex 
chromosomes are also shown in the lower right corner, with their own identifying loci.  (CODIS Introduction, 2010) 
 
WHOSE DNA INFORMATION SHOULD BE INCLUDED 
 
 But whose DNA profiles should be entered into CODIS?  This is determined by each 
individual state in the United States.  Consequently the standards vary.  All states require DNA 
samples from sex offenders, and nearly all require samples from convicted felons (National 
Conference of State Legislatures, 2010).  Both Maine and Massachusetts require samples from 
convicted felons (juveniles too), but not for individuals arrested of a crime (National Conference 
of State Legislatures, 2010).  As of 2009, 21 states collect DNA fingerprints from people 
arrested for crimes, and 9 states collect samples from those found not guilty due to mental illness 
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(National Conference of State Legislatures, 2010).  If the goal of the database is to catch people 
when they do wrong, or to match them to evidence, then the intelligent solution would be to have 
everyone‟s DNA on file.  An all-inclusive DNA database (containing every person‟s profile) 
would also make paternity and maternity tests infinitely easier, as everybody would already be in 
the bank.  Although arguably useful, this is not the current policy in the United States. 
 But is it acceptable to enter into an arrestee database someone who might have done 
something bad?  What could the fingerprint be used for when it is known that the person it came 
from did not commit the crime?Is it ethical to keep those people in when they are proved by 
DNA evidence to be innocent?  This will be discussed later, but the main issue is privacy.  
People do not want to give DNA samples to the government for fear that anybody will be able to 
know everything about them, including medical information, as was portrayed in GATTACA.  So 
it is worth noting that a CODIS profile contains only the 13 loci, from which no medical 
information can be gleaned.  However, the original sample contains the entire genome, including 
medical information, so handling, storage, and disposal of the DNA samples are important.  If 
the purpose of the databank is only identification, then the 13 points are enough, and the sample 
does not need to be kept, and should be destroyed.   
 
CALIFORNIA’S PROPOSITION 69 
 
 The state of California is one state that allows taking DNA samples from innocent 
people.  In 2004, California‟s Proposition 69 stated that any person arrested of a crime, and 
others such as political protestors and victims of identity theft, must submit their DNA to a state 
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database (ACLU, 2004).  Proposition 69 also mandated that DNA samples be taken from people 
who had served their time and were no longer under observation (ACLU, 2004).  These old 
crimes even included convictions older than DNA forensics itself, developed by Sir Alec Jeffreys 
for identification purposes around 1985.  Is it sufficient that these DNA samples, of innocent 
people (such as victims of domestic abuse), be placed under a separate category?  These people 
would no longer be grouped with the convicted offenders, but the information would still be 
included in the system if they were ever encountered again.   
 However, if everybody is already in the database, this issue might be resolved; equal 
treatment throughout.  Then the only people not in the database would probably be people who 
entered the country illegally (assuming that a DNA sample, for identification purposes only, is 
taken from everyone at birth and anybody passing through customs).  Then the DNA bank could 
almost be seen as an extension of a person‟s legal record.  As for current legal uses, the 
American Civil Liberties Union seeks „mandatory DNA testing only of individuals who have 
been convicted of serious and violent felony offenses.‟   
 
MILITARY DNA DATABASES 
 
 As stated in Chapter 1, another use for DNA fingerprinting is to identify unknown or 
otherwise unidentifiable soldiers.  In these cases, DNA samples are already on hand, as the 
American military mandates DNA samples from all soldiers, specifically for this purpose.  
According to the Electronic Privacy Information Center (EPIC, 2009), the US military has been 
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keeping DNA samples from soldiers for nearly 20 years already.  The military has its own DNA 
database, the Armed Forces Repository of Specimen Samples for the Identification of Remains.   
 Although military personal can have their DNA specimens destroyed when they leave the 
military, there are still some individuals who are unhappy about the requirement to provide the 
initial sample.  However, the military DNA database is clearly separate from the CODIS criminal 
database, and the military would never provide samples for use in civil criminal cases (EPIC, 
2009).  If a DNA bank with samples from everybody were ever made, then special 
accommodations may not have to be made for the military.  This would also mean that the DNA 
bank could apply the military‟s remain identification methods to anybody who might require it, 
such as those who died in a fire.   
INTERNATIONAL DNA DATABASES 
 
 England has its own DNA bank, separate from the USA.  This was the world‟s first 
databank to be established, and as of 2009 it contained profiles of 5.1 million people, estimated 
to be 10% of the population (Morris, 2009).  It should be noted that English police can take DNA 
samples from anyone arrested, and that <1% (or 51 thousand profiles) have actually been used in 
a criminal case (Morris, 2009).Separate from their criminal DNA bank, England planned to start 
a genetic DNA bank in 2004 with samples from widespread entries from the baby-boomer 
generation, but this bank has been criticized as a misuse of funds and, like the others, has privacy 
concerns.    
 However, the US and England are not the only countries to have DNA databases (EPIC, 
2009).  Iceland created a database with DNA from all its citizens in 1998.  It is part of their 
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health system, and is used to help develop medicines and study the genetics of Icelanders.  There 
was some dissent, and in 2003 about 10% of Icelanders refused to give their DNA.  Estonia is 
also making a DNA database.  It is also said to be for genetic (health) reasons, like the Icelandic 
database.  The Estonian database is voluntary, though there is still some controversy with their 
recruitment methods.  Sweden has a biobank with samples from all of the citizens of 
Vesterbotten.  The bank was created in 1999 and follows regulations passed in 2003.  The 
Swedish bank seems to be the best of all the ones mentioned on the EPIC site.  It is also used for 
genetic and pharmaceutical purposes.  These databases mostly seem to be for genetic and 
pharmaceutical purposes.   
 Would it be possible to combine all these databases into one for international 
identification purposes?  In theory, if there was a global bank, then perpetrators could be caught 
no matter which country the crime was committed in or where the perp came from.  But not all 
countries can afford to obtain and analyze samples from every citizen.  So this idea could 
devolve into getting DNA samples from individuals who enter a country, for the countries that 
are able.  But could an international DNA bank truly be created?  Would most European 
countries be willing to share that kind of information with countries such as China?  It is difficult 
enough for people to get permission simply to travel between the US and China.  It does not 
seem likely that the US would be willing to share information as intimate as the DNA of its 
citizens with just any country. 
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ACCESS TO THE DNA BANK 
 
 Who should have access to, and control of, a DNA database is a big issue for many 
people.  Clearly law enforcement and forensic personal need access, otherwise why even have a 
database in the first place.  If the database only contains the CODIS profiles, access by law 
enforcement personnel should be enough.  There is no other information present, the bank would 
be used for identification only.   
 However, if, hypothetically, sequencing of one‟s entire genome became economically 
feasible and convenient,then access to that type of database would have to be severely controlled, 
as it could contain medical predisposition data.  It would mean that researchers and medical 
doctors would need access; and that is the heart of the issue privacy rights issue: too many 
different people with access to far too much personal information.  That makes people 
uncomfortable.  And that type of DNA bank likely would never be allowed.  Currently, CODIS 
does not contain the entire genome, but only information at the 13 core loci.  Unfortunately, 
some people have been misinformed, and believe that CODIS contains the whole genome, which 
leads to reluctance to provide DNA samples.  Perhaps this report can clarify the distinction 
between the two types and help settle fears about privacy rights, and allow CODIS to continue 
and improve solving cases. 
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DESTRUCTION OF THE ORIGINAL DNA SAMPLES 
 
 The American Civil Liberties Union article on California‟s Proposition 69 mentions that 
DNA contains more than just identification information, it also contains genetic information 
which can be used to find out sensitive medical information about someone.  (But, as stated 
above, CODIS does not contain any medical information.)  Thus, some individuals believe the 
original stored DNA samples should be disposed of to prevent additional medical information 
from being obtained.   However, some individuals point out that once the DNA sample is 
destroyed, the CODIS information could not be obtained again if needed.  At the very least, 
perhaps the samples could be stored in a highly secure location.  But that would require much 
space and money. 
 The fate of the DNA samples is a strong concern for most people (Hays, 2008).  
Wisconsin is the only state that explicitly requires the DNA samples to be destroyed (Hays, 
2008).  The rest of the states are … unclear.  For identification purposes, there is no need to keep 
the DNA sample after a strong repeatable CODIS profile has been constructed.  But usually the 
samples are kept in case a mistake is made, or the technology improves (Hays, 2008).  This does 
not seem like a good enough reason.  If a mistake is made, just get another DNA sample if 
possible, and obtain the CODIS profile.  The possibility of a technical mistake does not justify 
keeping all DNA samples. 
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MEDICAL USES 
 
 Many people oppose DNA databases for medical use, as that would require storing the 
entire genome.  But the benefits of medical databases should be discussed, especially as there are 
medical databases currently in existence (such as those in Sweden and Iceland).  Precautions 
would have to be taken to make sure that only authorized people had access to the information, 
and that only relevant information was stored in the bank.  And regulations should be enacted 
preventing the use of medical databases for criminal case solving (Annas, 2003).   
 As a medical example, predisposition to Alzheimer‟s disease can be traced through 
specific genes (Adams, 2000).  It has been known for over a decade that increased predisposition 
to Alzheimer‟s maps to genes such as amyloid precursor protein (APP), presenilin (PSEN), or 
apo-E4 (ApoE Genotyping, 2010).  If these genes are tested, perhaps the DNA bank could 
further help determine who is likely to get this disease.  Athena Diagnostics, Inc., a Worcester, 
MA company, specializes in diagnosing neurological conditions.  Athena  offers testing (RFLP 
methods) of Apo-E4 to determine predisposition for Alzheimer‟s, but usefulness is debatable, as 
it does not confirm Alzheimer‟s and there is currently no cure (Athena Diagnostics, 2011; „ApoE 
Genotyping,‟ 2010). 
 Such testsshould be optional.  People should not be defined by the potential illness they 
might have, or we end up with a world similar to the one portrayed in GATTACA.  The DNA 
bank should not contain enough information to know whether a person has Alzheimer‟s disease.  
This should be a separate blood test a person chooses to have performed after talking with their 
doctor, and be included as a part of the patient‟s medical history.   
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 If genetic or DNA testing for medical purposes is allowed, can that information be 
released to medical insurance companies?  Philip Bereano (2000) describes stories of people 
denied medical coverage due to possible medical conditions determined from DNA.  The article 
certainly does not encourage sharing genetic information with one‟s medical insurance.  The 
Electronic Privacy Information Center (EPIC, 2009) mentions a Genetic Information 
Nondiscrimination Act in the US, which prevents the abuse of genetic information by health 
insurance providers and employers.  So clearly, some steps have already been taken to avoid the 
situations described by Bereano.  So even if health insurance companies were to find out that 
someone has a genetic predisposition for a disease, they have to ignore it. 
 Where is the line drawn between medical and genetic information?  Systems like CODIS 
demonstrate that sequencing an entire genome is not needed for identification purposes, and 
analyzing only 13 carefully chosen loci is sufficient.  So there is no reason to include any more 
information than the 13 core loci in the DNA bank used for identification.  But if there is a 
completely separate medical DNA database used only by doctors for medical diagnosis and 
treatment, it could be extremely helpful to all involved. 
 
CONCLUSIONS 
 
 Currently the largest DNA databanks in existence, those of the USA and England, are 
used for identification purposes, mainly to solve crimes.  These banks contain only as much 
information as is needed to assure a genuine identification, and no medical information can be 
inferred from the profiles.  A few countries also have databanks for genetic and medical 
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purposes, but these databases have experienced backlash since medical databanks require much 
more genetic information, sometimes the entire genome.  A medical database, while extremely 
useful, should be kept firmly separated from a DNA database used for identification. 
 There is much disparity on who gets entered into the databases used for crime solving 
and identification purposes.  England swabs anyone arrested, while many American states, 
including Maine and Massachusetts, require people to first be convicted of a felony or sex crime 
before a DNA sample must be submitted. 
 This author believes that the importance of a DNA databank used for identification 
purposes are without question.  In order to be as efficient and useful as possible, DNA samples 
from everybody should be included in the bank.  However, to assuage concerns about privacy 
rights, it should be made clear that the information contained in the bank, like the 13 core loci of 
CODIS, are not enough to allow anyone to determine medical information about anyone.  The 
original DNA samples should be destroyed to prevent anyone getting access to entire genomes.  
If the information is needed again, a new sample, or a sample from a family member, should 
suffice.   
 As for medical genetic databases, this author believes that they are also imminently 
useful, but unnecessary in some respects.  No one should be required to give anyone else access 
to their entire genome, and there is currently far too much potential for misuse or security issues.  
But if someone wants to get their entire genome sequenced, if they believe it could be helpful to 
society, then that is an option they should be able to have and take. 
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PROJECT CONCLUSIONS 
Lauren Swalec 
 
 DNA is a unique method of identification.  With the exception of mammalian red blood 
cells, which loose the nucleus as they develop, every cell, animal and plant, contains DNA.  
DNA is often left behind at crime scenes, and its sequence cannot be altered after it leaves the 
body, and so it can be used to identify individuals involved, both the offenders and victims, by 
creating a DNA profile from various tests.  The older DNA fingerprinting tests are non-
amplifying, and the Southern blot is incorporated into testing methods for restriction fragment 
length polymorphisms (RFLPs) and variable length tandem repeats (VNTRs).  These tests 
require a larger DNA sample thanamplifying techniques, and take about a week to perform, but 
are more accurate and less prone to contamination, so are still in use today.  Amplifying DNA 
fingerprinting techniques that use polymerase chain reaction (PCR) technology are more rapid, 
but are also more prone to contamination.  The target DNA, which is usually short tandem 
repeats (STRs) which show much variation between individuals, is copied using PCR, generating 
billions of copies in a couple of hours.  PCR is obviously much faster and more convenient than 
RFLP, and a very small amount of DNA (like that found in a single hair) is all that is needed.  
However, it is possible for copying errors to occur in PCR, and so, as said before, RFLP methods 
remain more accurate. 
 The first legal precedent relevant to DNA fingerprinting is the Frye Standard, which 
states that in order for a scientific test to be admissible in U.S. courts, it must be generally 
accepted by the scientific community.  This standard was subsequently complemented in 1976 
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with Rule 702 of the Federal Rules of Evidence which allows expert testimony, and allows the 
scientific community to speak directly in the courtroom about how reliable and relevant specific 
tests are.  The case of People vs. Castro in 1989 established a three-prong test, which included 
(1) the Frye Standard for general acceptance of the fact that individual‟s DNAs are different, and 
that technology exists to show these differences, (2) DNA fingerprinting tests can be reliable, 
and (3) these reliable techniques were used appropriately in this specific case.  The Castro three-
prong test was one of the first standards for DNA evidence in court, and sought to ensure that 
DNA evidence was correctly handled and analyzed so the results are accurate and not 
misleading.  The case of Two Bulls vs. United States in 1990, established a five-prong test, that 
included the previous three-prong Castro test, with the addition of (4) the evidence must be more 
probative than prejudicial, and (5) the likely-hood of someone else having the same DNA meets 
the standards of Rule 403 of the Federal Rules of Evidence (which states that relevant evidence 
cannot be unduly prejudicial, misleading, or a waste of time).  This five prong Two Bulls 
standard is still in use in US courts today, and ensures that any DNA evidence presented in court 
is reliable, relevant, and non-prejudicial. 
 DNA profiling has also proved pivotal in sensational court cases.  The case of Christa 
Worthington brought to light the ethics of mass DNA testing and the serious backlog of untested 
DNA evidence at laboratories.  This case took four years of investigation before it was solved in 
2006.  Hundreds of men were peer-pressured to give DNA samples, and all proved to be 
innocent.  The profiles generated from the samples could not contain medical information, but 
the men were concerned about misuse of the original DNA samples which could be analyzed 
further to obtain such information, as well as the fact that the police department now had DNA 
profiles for them which could accidently be matched to crime scene evidence, despite assurances 
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that the samples would be destroyed or returned.  It took a year for the evaluation to be 
performed on the DNA of the man who turned out to be the killer due to enormous backlogs at 
the laboratory.  Since this case, efforts have been made to increase the number of technicians 
qualified to perform DNA fingerprinting techniques, in part due to the Debbie Smith Act.  DNA 
profiling was alsoused to confirm that Gary Leon Ridgway is the Green River Killer.  Ridgway 
confessed to killing 71 women, though he is believed to have killed over 90 over a period of 
almost 20 years.  DNA testing was also done to prove that Anna Anderson was not Anastasia 
who she claimed to be until over a decade after her own death.  Two years after the Romanov 
family was murdered in 1918, their bodies hidden and lost, a woman in Berlin claimed to be the 
Grand Duchess Anastasia.  Conventional testing of the time, which did not include DNA testing, 
proved inconclusive, and Anna Anderson‟s claim was denied.  In 1991, six years after 
Anderson‟s death in 1984, the bodies of Anastasia‟s parents and three older sisters were found, 
and confirmed using mitochondrial DNA tests.  A mitochondrial DNA test on an old sample of 
Anderson‟s intestines left over from a surgery proved in 1995 that Anna Anderson was not the 
Grand Duchess Anastasia, but instead was Franziska Schanzkowska, a Polish factory worker.  In 
2007, the bodies of the real Anastasia and her brother Alexi were found, and confirmed as such 
using mitochondrial DNA tests.  
 The United States FBI maintains CODIS, a national DNA database containing profiles of 
millions of offenders, victims, and missing persons.  The United Kingdom also maintains a large 
DNA database for crime solving purposes.  Some countries, such as Iceland, have databases for 
genetic and medicinal studies.  It is important to remember that there are two different kinds of 
DNA databases.  One kind contains only an identification profile, such as CODIS, which keeps 
information on only 13 core loci, from which a reliable identification can be obtained, but not 
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any medical information.  The second kind of DNA database is for medical purposes, and 
contains much more genetic information, up to the entire genome of individuals.  This very 
important distinction is not always understood by the public, which can lead to people becoming 
upset when asked to give a sample of their DNA for identification purposes because they believe 
people able to access the database server (including computer hackers) would be able to obtain 
medical information from their profile, which is simply not true.  In the U.S. the criteria by 
which people are required to submit DNA to CODIS varies from state to state.  Generally sex 
offenders and those convicted of violent crimes experience compulsory donation in all states, but 
some states take samples from people who are simply arrested for a crime, and may be innocent 
of any crime.  This author believes that in order for identification databases like CODIS to 
function the best, DNA profiles from everyone should be included.  But once such identifying  
information is obtained, the DNA sample from which the profiles were obtained should be 
destroyed.  And the difference between a profile and a genome must be understood by the 
general public to prevent privacy complaints.  A (separate) medical database could prove to be 
very useful, but any samples included must be given entirely voluntarily, and access must be 
strictly controlled and monitored. 
 
 
