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Introduction
Identity-theft means stealing someone's personal information and using it without their permission. The list of consumer complaints received by the Federal Trade Commission in 2011 [1] indicates that for the 12 th year in a row, identity-theft complaints are in the top of the list. Among 1.8 million complaints that were filed in 2011, 279,156 or 15% were identity-theft complaints. Nearly 25% of the identity-theft complaints were related to tax or wage-related fraud [1] . In December 2010, the United States Bureau of Justice Statistics announced that about 11.7 million people were the victims of identity theft, which constitutes five percent of people age 16 or older in the U.S. [2] . In 2007, identity-theft was on the list of the top ten consumer complaints to the Federal Trade Commission. According to Paganini [3] in the FBI report of scams in 2011, identity-theft was in second place and had jumped from the top ten crimes in 2007 to the top two in 2011, which obviously must be considered as a serious issue. The Federal Trade Commission report [4] shows that identity-theft was the number one complaint category in the Consumer Sentinel Network for calendar year 2014 with thirteen percent of the overall complaints.
Government documents/benefits fraud (39%) was the most common form of reported identity-theft, followed by credit card fraud (17%), phone or utilities fraud (13%), and bank fraud (8%). Other significant categories of identity-theft reported by victims were employment-related fraud (5%) and loan fraud (4%). Thirty-two percent of identity-theft complainants reported they contacted law enforcement. Of those victims, eighty-eight percent indicated a report was taken. Florida is the state with the highest per capita rate of reported identity-theft complaints, followed by Washington and Oregon [4] .
A six-factor computer anxiety model has been developed [5] that consists of computer literacy of basic computer skills, self-efficacy on learning how to use computers, physical awareness while using computers such as breathing or sweating, attitudes toward computers, positive belief regarding the benefits of computers to society, and negative beliefs on effects of computers.
While there is little information on the perceptions and awareness that college/university students have about identity theft, considerable research has been done with this group on a range of crime and justice-related topics.
A review of the literature shows a lack of studies on the perception held by college/university students about identity-theft [6] and there has been a void in research related to information security awareness and identity-theft anxiety levels among students [5] . Also, there has been a void in literature review related to electronic devices self-efficacy.
Thus, with increasing identity-theft complaints and with very little research in this area on higher education students, this study investigated the effect of electronic devices usage, electronic devices self-efficacy and information security awareness on identity-theft anxiety level among college students in southeast Michigan. Also, grade level, gender, age and race of the students were examined to determine whether they have any influence on these relationships. The impact of these factors on identity-theft anxiety level has not been tested in prior research using descriptive methodology.
Methodology
In this research, quantitative methodology was used by utilizing an electronically distributed survey, as presented in the appendix, to measure each construct of the research model utilizing the six-factor computer anxiety model that was developed in [5] . The six factors in computer anxiety model are computer literacy of basic computer skills, self-efficacy on learning how to use computers, physical awareness while using computers such as breathing or sweating, attitudes toward computers, positive belief regarding the benefits of computers to society, and negative beliefs on effects of computers.
A sample of 187 students from a university located in southeast of Michigan was considered and a purposive sampling method was used. Cross-sectional or correlation analysis was utilized to examine the research questions. The followings are the hypotheses examined in this study:
H1. There is a positive effect of electronic devices self-efficacy on identity-theft anxiety level among students in southeast of Michigan.
H2. There is a positive effect of electronic devices usage on identity-theft anxiety level among students in southeast of Michigan.
H3. There is a positive effect of information security awareness on identity-theft anxiety level among students in southeast of Michigan.
H4. Educational level of students and electronic devices self-efficacy are in a positive relationships with identity-theft anxiety level among students in southeast of Michigan.
H5. Educational level of students and information security awareness are in a positive relationship with identity-theft anxiety level among students in southeast of Michigan.
H6. Educational level of students and electronic devices usage are in a positive relationship with identity-theft anxiety level among students in southeast of Michigan.
Instrument
This study consisted of three independent variables and one dependent variable. The dependent variable was anxiety level caused by fear of identity-theft. The independent variables were electronic devices self-efficacy, electronic devices usage and information security awareness. Age, gender, race, and educational level were used as demographical variables, which could be considered as covariates. The survey used a 7-point Likert scale
with the ratings of strongly agree, agree, slightly agree, neither agree nor disagree, slightly disagree, disagree, and strongly disagree for anxiety, electronic devices self-efficacy and information security awareness variables.
Demographic Characteristics of the Sample
The demographics analysis of the participants are presented in Tables 1 -5 that include gender, age, educational level, race, and device ownership. For electronic devices usage, the survey provided multiple checkbox options as Likert scaling is designed to measure people's attitudes and awareness [7] . The analysis of device usage are shown in Table 6 . The Cronbach's alpha coefficient was used to estimate the reliability and internal consistency.
As shown in Table 7 , all Cronbach's alpha values for the variables were over 0.7, which indicate that all of the items had good reliability and internal consistency. 18-level EDU response (EDU1-EDU18) were the intrinsic distribution parameters for nonnormal distributions. They served the same purpose as the mean and standard deviation for normally-distributed data.
Likert scale numerical values could not be created for ISA1, ISA2, ISA3, ISA4, ISA5, ISA6, ISA7 and ISA8 as they are attributes, not ordinal. They were used as independent variables in Generalized Linear Model analyses. According to the comparison of alternative distributions log likelihood statistics for anxiety level, electronic devices self-efficacy, electronic devices usage and information security awareness, the best fitting distribution is the smallest extreme value distribution.
As the data clearly seemed not to be normal, the Box-Cox transformation procedure was used to transform and normalize the data. The procedure is termed a variance stabilizing transform as it causes data to be more normally distributed. The Box-Cox normalized values are presented in Table 8 . It should be noted that the normal distribution now fits best.
According to the comparison of alternative distribution log likelihood statistic, the best fitting distribution is the normal distribution. As part of assessing the measures, confirmatory factor analysis was used to examine the construct validity of the research instrument as shown in Table 9 . According to [8] , although factor loadings greater than 0.5 are significant and acceptable, in confirmatory factor analysis, factor loadings greater than 0.7 are considered very significant.
ISA1, ISA2, ISA4, ISA5, ISA7 and ISA8 had factor loadings lower than 0.5. This showed that these factors were not related to the main construct. For this reason, these factors were eliminated from future analysis.
The General Linear Model analysis was used to test the hypotheses. Hypotheses H2 and H6
were rejected. Whereas, hypotheses H1, H3, H4, H5, and H6 were accepted.
Conclusions
The issue of rising identity-theft and how anxiety levels associated with it is related to electronic device usage and electronic device self-efficacy has been presented. The research showed that students exhibit either more or less anxiety levels depending on which electronic device self-efficacy was involved. Therefore, electronic device self-efficacy proved to be important in measuring the anxiety levels of the students.
One of the main considerations of this study involved electronic devices usage. Based on this study, a significant positive relationship exists between electronic devices usage and identitytheft anxiety level. This implies that with less electronic devices usage, the anxiety levels decrease and with more electronic devices usage, the anxiety levels increase. Electronic devices selfefficacy and identity-theft anxiety showed negative relationship. This implies that with less self-efficacy, the anxiety level increase and with more self-efficacy, the anxiety levels decrease. Also, a significant positive relationship existed between information security awareness and identity-theft anxiety level. This emphasizes that more information regarding awareness of taking proactive measures about identity-theft and electronic devices usage among students are needed.
