Abstract. In the near future, the Internet is likely to become an All-IP network that provides various multimedia services over wireless networks. Although the earliest VoIP applications did not consider the end-node mobility, researchers have attempted to support mobility in current VoIP protocols, such as Session Initial Protocol (SIP)-based mobility. The SIP-based mobility is considered because it can readily support mobility. However, calling disruptions may occur in traditional SIP mid-call terminal mobility because handoff procedure may be required, depending on the implementation and the real network deployment considerations. In any case, issues in the combined SIP/RSVP for guaranteeing QoS of VoIP service under mobile environment are also considered to be crucial. Therefore, this study describes the solutions by devising novel hierarchy network architecture. Also, the mechanisms including help with neighboring users in adjacent cells and the third party call control to overcome those issues are included. The simulation results indicate that the proposed technique is practical and better executive than conventional schemes.
Introduction
Recently, the growth of Internet has led to an All-IP network to provide various multimedia services over wireless nodes. Researchers have attempted to support mobility in current VoIP protocols. Currently, two basic approaches are known for supporting mobility in VoIP services. The first approach attempts to support mobility in the network layer by using Mobile IP and its related proposals, while the other framework relies on the application layer by augmenting existing protocols, such as Session Initial Protocol (SIP). Although mobility for VoIP services can be supported via Mobile IP, there are some potential shortcomings, such as routing inefficiency, overhead problems, handoff latency, and stability problems as pointed out in [1] [2] [3] . Additionally, other studies [4, 5] have had demonstrated differences in performances between SIP-based mobility and Mobile IP. Most of them conclude that the Mobile IP approach can support non-real-time sessions while SIP-based mobility better supports real-time sessions, such as VoIP. Therefore, SIP based mobility seems to be the most suitable method to handle VoIP sessions for mobility support.
This study presents solutions to lower handoff delay time; thereby, reducing resulted packet loss, RSVP path re-establishment time and resources usage in SIP-based mid-call terminal mobility. Additionally, an RSVP incorporated environment is proposed by devising hierarchy network architecture and methods including helping neighboring users and the third party call control. The aim of the proposed scheme solicits some users in neighboring cells for assisting the mobile node (MN). The proposed scheme also aims to handle and achieve SIP mid-call terminal mobility procedures involving location update, and rapid RSVP path re-establishment by using third party call control mechanism during handoff.
Section 2 introduces related works. Section 3 describes the proposed approach and the simulation model. Section 4 presents the simulation results. The conclusion and the future work are given in Section 5.
Related Works
Herein, pertinent literature is surveyed. In [6] , describes the structure of the SIP multicast mobility that is independent of the IP layer and extends SIP functions to support SIP multicast mobility. The proposed method avoids problems exiting in the IP multicast mobility by shifting the concept of multicasting and mobility from IP layer to session and application layers. In [3] , two composite mobility management architectures based on SIP and Mobile IP are proposed to support multimedia services in a seamless fashion. The first approach uses SIP with IP encapsulation measures on correspondent node (CN) to support mobility for all traffic from or toward the MN. However, the second approach segregates traffic and adopts SIP with the NAT mechanism to support mobility for real-time traffic over UDP with Mobile IP supporting mobility for non-real-time traffic mainly TCP-based applications [3] . Also compares mobility schemes with a table, which shows the advantages of both the proposed methods over Mobile IP including the support of personal and session mobility, the lack of a single point of failure, and mobility awareness above the IP layer. Therefore, SIP-based mobility appears to be practical and possesses many useful features of supporting multimedia services in all-IP networks. Yet, whether to use SIP supporting mobility for all services, or to use SIP and Mobile IP for supporting real-time and non-real-time applications, respectively, is a question that should be further considered. Fortunately, [4, 5] perform simulations or laboratory experiments to solve this question. It shows the simulation and experimental results that SIP provides better throughput and performance than mobile IP owing to latency improvement and increased packet size utilization in real-time (RTP/UDP) traffic.
The study in [7] applies SIP-based mobility mainly to dominate mobility management for VoIP sessions as Mobile IP has some flaws in real-time application. However, calling disruptions may still occur in the SIP mid-call mobility. Thus, the proposed mechanism uses Mobile IP only to tunnel data packets initiated before the mobile host moves to the new network, while the sessions initiated after moving with the mobile host's new IP address and taking the direct path to/from the MN. However, Mobile IP must be integrated with SIP; therefore, the home agent (HA) or SIP proxy should be configured to store both "user address binding" (UserURI, and ContactURI) and "IP address binding" (Home Address, and care-of address information). This configuration may complicate the implementation and design the home agent or SIP proxy. Moreover, end-users also need to be aware of (what) and support both SIP and Mobile IP operations. However, our proposed method uses only a SIP related mechanism called third party call control. With the help from neighboring users, this method can handle the problems mentioned in previous section, but there is no non-SIP-based mobility approach that can be added to the system. In short, previous works clearly show that SIP-based mobility is an appropriate mobility approach for supporting real-time multimedia services such as the VoIP service. However, calling disruptions may occur during standard SIP mid-call terminal mobility procedures. Also, Concerning QoS guarantee also Possibly (not specified specifically)
Possibly (not specified specifically)
Yes deploying the combined SIP and RSVP architecture can ensure QoS for VoIP applications, but when employed in wireless/mobile networks, it may also incur issues, such as RSVP path reestablishment. The next subsection discusses both these issues. Table 1 compares the mobility management methods discussed in this section.
P r o b l e m s i n S I P M i d -c a l l T e rminal Mobility
In conventional SIP mid-call terminal mobility [1, 7] , as seen in Figure 1 , the MN first detects its movement to the new cell, possibly a new wireless IP subnet, resulting in L3 handoff after entering the overlapped area. Then, the MN requests a new contact IP address from the DHCP server, depending on implementation and real network deployment considerations. However, this procedure can contribute significantly to overall handoff delay. Then, the MN can reinvite the CN (Macro-mobility) or re-register to the outbound proxy server (Micro-mobility) [1, 8, 9 ] to update its location. The new location thus becomes reachable by other hosts after handing off to the new cell. Nevertheless, if the new SIP session is not created completely while the MN is in the overlapped area [7] , calling disruptions may occur. Figure 2 shows this phenomenon. 
I s s u e s i n t h e C o mbined SIP and RSVP Architecture
SIP is usually adopted to signal multimedia sessions, like VoIP session. Such real-time multimedia communications are more likely to incorporate QoS guarantee mechanisms. Therefore, engineers believe that some QoS provision mechanisms, such as RSVP, should be incorporated into SIP to collaborate with other communications, as stated in [5] . However, previous literatures do not consider many details that the combined architecture employed in the mobile environment scenario and especially in the handoff case. The well-designed RSVP is originally used on fixed-wire networks for resource reservation to guarantee the required QoS on the path between the sender and recipient. However, RSVP cannot handle mobile hosts changing their IP addresses when performing L3 handoff during a connection lifetime. Therefore, it must initiate a new round of signaling when used in the wireless/mobile environment. In short, RSVP path re-establishment and handoff procedures are important issues in SIP-based mobility environment after SIP and RSVP are integrated in wireless networks.
Proposed Approach and Simulation Model

C o n c e p t i o n o f t h e P r oposed Mechanism
First, the proposed scheme to resolve the issues in the combined SIP and RSVP architecture is introduced as specified in [5] , as applied in wireless/mobile networks as discussed above. This proposal uses the hierarchy network topology as shown in Figure 3 with a gateway (GW) acting as a root that can (enhanced TRY adapted) act as both the SIP Proxy and RSVP router. The proxy is a mobility-aware entity, which handles micro-mobility within its managed domain as assumed above and in [1, 9] (the MN advertising dose not need own address as the media address, but rather that of the proxy. Alternatively the proxy can rewrite MN's contact address as its own IP address) It can also be a RSVP-capable router that restricts RSVP path re-establishment and exists only between the proxy and the MN's new contact address. This capability is achieved by translating the MN's new contact IP address in the Path and Resv messages into the proxy's IP address. Or, the reverse procedure can be performed depending on whether messages go outside or inside the proxy-managed domain. This operation hides the handoff and reduces the resulted new RSVP signals that are exchanged outside the proxy-managed domain during handoff. Also, the unchangeable identity, SIP URI, can be used to identify the user (MN) that is involved in resource path re-establishment. Since, the proxy is a mobility aware entity tracking valid bindings between the user identifier, SIP URI and its new IP address, it could also be an RSVP-enabled router when utilizing SIP with RSVP in wireless/mobile networks. Typically, these involve in RSVP path re-establishment because the end-user's IP address changes when the MN performs SIP-based mobility mechanism. Thus, it places the new RSVP signal reduction outside the proxy-managed domain. Figure 4 depicts this operation. It clearly reveals that the reservation states outside the proxy-managed domain are configured for the stable proxy's IP addresses, and messages that are sent to outside of the proxy-managed domain serves merely as state refresh messages. Only the reservations inside the proxy-managed domain are MN's new dependent IP contact address and are used to re-establish connection. Clearly, introduction of this designation and deployment will have three main advantages that can be briefly described as reducing, duplicate, and resource reservation, that is for the same flow during a period of non-negligible time, lowering possibility of dropping the reservation altogether that is caused by the limitations of resources in the core or other transit networks, minimizing long delay for path reservation re-establishment.
Second, by designing two schemes helping neighboring users in neighboring cells and the third party call control, the proposal further aims to reduce the time of handoff delay/disruption and the resulted packet loss in SIP-based mobile networks. The proposed schemes solicit neighboring users for assisting the MN in handling SIP mid-call terminal mobility procedures, including location update and RSVP path re-establishment by using the third-party call control mechanism during handoff. Figure 3 indicates that when the MN moves toward a new cell and predicts or finds that it leads to L3 handoff, it will then exchange control messages with neighboring users to select the most suitable user to help it commence SIP re-registration and then trigger RSVP path re-establishment to the Proxy/Enhanced RSVP router. Additionally, during the neighboring user selection, the MN and neighboring users operate in ad hoc mode and only exchange control massages to save the originally inadequate resources used for the current VoIP sessions in wireless networks. Its conception and operation are partly similar to [10] , which describes a framework for applying SIP in an ad hoc network to establish multi-party voice sessions. However, in our proposal, it only requires the exchange of control messages to signal the handoff procedure, so the control messages sending from the MN to neighboring users will mainly contain the information, such as, the MN's SIP URI and the MAC address, that is sufficient for the purposes of neighboring users and avoids wasting time in sending unnecessary information. Furthermore, when choosing the most appropriate neighboring user, only the candidate users that meet certain criteria can respond to the MN's requests and thus can be chosen. After the MN has chosen one neighboring user, the selected user immediately commences the third-party call control procedure. As described in [1, 8, 11] , the third-party call control is a fundamental telephony function used by many services, such as call set up by a controller and call transfers. The third party call control is suitably applied here to re-establish or resume sessions during handoff. It was aided by an additional controller, and the selected neighboring user is just as the mentioned previously. Therefore, to accomplish the SIP mid-call terminal mobility, the selected user first invites the MN to obtain SIP-related information, such as SIP URI and media parameters described in the SDP reply message sending from the MN. Then, it sends an Ack message back to the MN with hold SDP back to indicate that no media exchange is possible. Meanwhile, the selected neighboring user which has SIP-related information about the MN needs to re-register with the proxy, but it does not yet have a new IP address required by the MN as the contacted address in the new subnet. Therefore, the selected user interacts with the DHCP server to acquire a new IP address for the MN. Then, it re-registers with the proxy for the MN. Next, as described above, the proxy enhanced as an RSVP router, initiates bi-directional RSVP path re-establishment between the MN's new contacted address and the proxy, (helped OR aided) by the neighboring user. Then, the updated message indicating the completion of the resource re-establishment, and the OK message indicating the proxy agrees re-registration, are sent by the proxy. Thus, the selected user receives information from the proxy responding to MN's re-registration solicitation.
Therefore, the selected user re-invites the MN with information that is just received from the proxy agreeing to the MN's re-registration, but it may modify or agree only some parts of the SDP that MN wants to negotiate. When it receives the information, the MN could alter its' desired media types and parameters to match those of the proxy. The MN then sends this information in a final SDP "OK" message back to the selected user. Finally, the selected user sends ACK messages to both the MN and proxy to complete the third party call control transaction. Clearly, at this moment, the selected user helps to perform procedures required in SIP mid-call terminal mobility by executing the third party call control mechanism to exchange the required information and messages between the MN and the proxy. Therefore, after handing off the new subnet, the MN should have sufficient reserved resources to quickly accomplish SIP registration procedures and recover or maintain current VoIP sessions with minimum disruption when deploying VoIP sessions in an SIP based wireless/mobility environment with RSVP. Figure 5 shows the concepts and messages that are exchanged among several entities in this proposal.
Simulation Results
This section describes the simulations based on our proposal and discusses their results. First, a simulation is set up to measure the dropped packets resulting from the delayed time when resuming ongoing sessions during the handoff periods. In this simulation, the CN unceasingly sends UDP packets every 1 m/sec to the MN that moves through two cells at velocity of 15 m/sec. Figure 6 shows that the proposed mechanism can recover the ongoing sessions more quickly, and therefore, it maintains communications with minimum disruption when handoff occurs. Figure 7 also presents the total packet loss measured by counting the corresponding sequenced numbers at each time point. This result also demonstrates that the proposed mechanism outperforms conventional mechanisms because packet loss is lower in the proposed mechanism.
Next, reservation occupancies about the proposed mechanism concerning on RSVP issues are discussed. The simulation topology is shown in Figure 8 . Here, every RSVP request is considered as a request for a telephone call. Since admission control is also assumed to be in place, circuit-switching terminology, such as call blocking probability, is used. A call request is blocked when there is no free channel to reserve. Also, this study focuses on the link between the proxy/enhanced RSVP router, the access network edge component and the core router in the upstream ISP because this link is usually the bottleneck for the access networks, and it is also an expensive resource. In the simulation, the access routers, the proxy and the core router are assumed to support 512, 1024, 256 channels, respectively. Figure 9 depicts the reservation occupancies at the link between the proxy and the core router against the new traffic arrival rate as a fraction of the total bandwidth of the link. The analytical results show that the proposed mechanism does not create any stale reservations on that link. However, the conventional mechanism retains about 23% of the link bandwidth unnecessarily occupied because of the stale sessions it maintains. Furthermore, the stale-active ratio under the conventional mechanism does not appear to depend on the new traffic arrival rate. Under the conventional mechanism, both the stale and active reservations increase until their sum reaches the total bandwidth of the link, while the proposed mechanism can use the entire bandwidth to support the active connections.
Further comparisons between those four UDP-based real time protocols as listed in Table 1 (SIP-based, Hybrid SIP/MIP, Multicast Mobility in SIP Layer, and Proposed mechanism) and the proposed one has been conducted. Figure 10 shows what handoff frequency has affected the packet lost. Since the handoff latency for every mechanism is greater than 1000 ms, the packet lost ratio is large in general for handoff interval below 10 sec. Without the RSVP capability, the Multicast Mobility in SIP mechanism still suffers the higher packet lost ratio than others even the interval is more than 20 sec. Figure 11 shows the time needed to establish a RSVP path during handoff. The path is supposed to be based on a five levels of tree structure. At this time, Multicast Mobility in SIP mechanism shows the less time than others for in lack of RSVP capability. For the proposed one, it will not re-establish the path between each level while only the level right above the AR due to its hierarchy nature. It is shown that the latency is reduced in general. 
Conclusion and Future Work
This paper considers issues in deploying VoIP sessions in SIP-based wireless and mobile networks, including the inefficient re-establishment of resources in the normal SIP, RSVP combined architecture, and calling disruptions in the SIP mid-call terminal mobility. To handle these problems, this investigation proposes solutions by devising the hierarchical network architecture, and mechanisms including the help from neighboring users and third-party call control. From conception and operation that are discussed and elaborated above, our proposal has been shown to solicit some neighboring users for assisting the MN in quickly handling and accomplishing SIP mid-call terminal mobility procedures during the handoff. Additionally, the results of the simulation reveal that the proposed hierarchical network architecture and mechanisms outperforms the conventional SIP mid-call terminal mobility approach, and also combines with RSVP, for example, in terms of handoff delay time, packet loss, and the reservation re-establishment delay. However, the important considerations, such as security issues for the MN, neighboring users and the proxy need to be further considered in the future researches. 
