Abstract -The purpose of this paper is to present a flexible conductive polymer antenna for passive UHF RFID using the inkjet printing technology. This all-organic antenna was used to assembly a RFID tag using the Alien Technology IC for UHF application in a strap package. Simulations were performed using the simulation software CST and their results were compared with the measurements, which were performed using an UHF TEM Cell and an UHF RFID reader. This article shows that the all-organic antenna can be functional and can be read by a UHF RFID Reader available on the market. These conductive polymer antennas are compared to antennas with the same design manufactured using a FR-4 and Copper.
This is the first edition of this technical oriented Conference, designed to provide an excellent opportunity for researchers and engineers to communicate their advancement on RFID technology and its numerous applications.
IEEE BRASIL RFID 2014 will contribute to strengthen collaboration and partnership between research labs, public institutions and industry. This event is organized by the IEEE Education Society Chapter Campinas, linked to the IEEE South Brazil Section, and counts with the technical support of the IEEE Technical Committee on RFID (CRFID); and the patron support of Hewlett-Packard Brasil; CEITEC; and FIT -Institute of Technology.
IEEE BRASIL RFID 2014 is co-located with RFID JOURNAL LIVE! BRASIL, the industry's largest and most comprehensive conference and exhibition on RFID technology in Brazil.
For this first edition we received 28 submitted papers, 22 were accepted and 6 were rejected, it makes a rejection rate of more than 20%. Therefore, in this one-day event we will have 3 keynote presentations, 16 contributed talks and 6 posters, covering a variety of topics such as: Antenna Theory and Design, Chipless tags, Security and Privacy, Protocols and Software, IoT -Internet of Things, and several interesting applications.
On behalf of the Organization Committee we would like to thank all the authors for the swift and enthusiastic response to our Call for Papers and all the attendees for their interest in our event.
We thank you all for coming and we wish you a very productive Conference, with lively technical discussions and high-level intellectual and business interactions. ADIO FREQUENCY identification technology -RFID is an identification technology through radio signal using antennas and Tags to read and write information inside [1] . Currently this technology has been applied in the supply chain of high value among and many other uses and is presented as a possible alternative to substitute the process of barcode identification. However, one of the main obstacles to the adoption of this technology is the label's manufacturing (about tens of cents of dollars) [2] . This has been important for enterprises to prefer the barcode for items of low value. However, such a scenario is beginning to change with the emergence of a new branch of organic electronic. Among the characteristics of organic electronics is the structural flexibility of its molecules together in process of ink will allow that RFID tags could be printed directly on product packaging [3] . The low costs of materials and processes has potential for the label cost reduction (around units cents of dollars), making it even more interesting to item identification. Organic electronic coupled with RFID has great potential to replace the barcode in the future II.
RFID TAG ANTENNA
The antenna uses a T-Match configuration to achieve desired impedance for match with the IC (Integrated Circuit) in the desired frequency. For this application we used the Alien Technology IC for UHF application in a strap package.
The Figure 1 and 2 shows the antennas, where the antenna made of Kapton and Conductive Polymer has a dimension of 119x17 mm and a thickness of 0.020 mm the antenna made of FR-4 and Copper presents 113x17 mm and thickness of 0.035 mm. This antenna designing for RFID tag had the main requirement to operate in. CST software helps to develop this antenna where it's composed of a conductive polymer that presents a conductivity of 50000 S/m and was built on a surface of polyimide film (Kapton) with relative permittivity 3.5 and loss tangent 0.02.
III. MANUFACTURING PROCEDURE
Inkjet printing is a technique could controllably depositing picoliter of ink on flexible substrates such as plastic and paper, directly, without physical contact, no wasted materials, and does not require the use of vacuum and high temperature. Currently many studies of manufacturing of RFID antennas trough of inkjet printing with Silver nanoparticle ink [4] . However, there are few studies antenna conductive polymer [5] and there are no reports in the global literature showing functionally passive UHF RFID tags with organic antennas. For printing was used a solution of copolymer PEDOT:PSS, the PH1000 of Clevios inc.. The solution was changed to obtain the ideal characteristics of an ink for inkjet printing, such as viscosity and surface tension. A significant increase in electrical conductivity of the printed film was necessary for the antenna to be functional. To do this it was added a doping [6] agent like an ethylene glycol or an organosulfur compound and proper heating treatment. We have got a significant increase in the conductivity of the material.
R IV .RESULTS

A. Tag measurement
To performing the tests, it was used an UHF TEM Cell, which is a controlled propagation environment, where inside it, the mode of propagation is Transversal Electromagnetic (TEM). The Figure 5 shows how the tests using the RFID tags were realized. 
B. Measurement of Read Range based on the data acquired from tests performed at UHF TEM cell
For quantify the performance of the tag, the maximum read distance is the good manner for this. Considering the results obtained from the UHF TEM Cell, in which considering the minimum power of the Reader to turn on the tag and according to equation (1) , given in [7] [8] , this is possible to determine the read range (in meters) of the tag.
√ (1)
Where, h is the inside length of the UHF TEM Cell, measured from the back to the front, min P is the minimum power that the reader needs to use to active the tag, L is the loss of cables used and Z is the input impedance. The EIRP (Effective Isotropic Radiated Power). 
IV. CONCLUSIONS
In this paper, we introduced an innovative all-organic antennas for passive UHF RFID. These antennas are intended to be flexible and can conform to non-planar surfaces and also capable of being manufactured at a very low cost, making them perfect candidates to substitute metallic antennas where they are not viable. To comparison was also made one antenna copper on FR4 substrate, which there results from the simulation and measurements were similar. However, because of the need to print multiple layers of organic functional antenna is the lack of homogeneity could be the reason for differences between the results measured and simulated for the antenna efficiency subsequently impacting your gain, it may have directly affected the conductivity of the material. However the show is totally organic functional antennas with a chip UHF passive RFID. REFERENCES [1] K.. Finkenzeller, RFID Handbook: Radio-Frequency Identification Fundamentals and Application, 3nd ed: Wiley, 2004. [2] A. Ustundag, The Value of RFID: Benefits vs. Costs, 2012, 182 p.
[3] H. Park, H. Kang, G. Cho, Fully roll-to-roll gravure printed rectenna on plastic foils for wireless power transmission at 13. 
I. INTRODUCTION
The Internet of Things (IoT) might be defined as the identification of our daily objects, sensors or industrial devices interconnected to ubiquitously distribute their data in a global computer network, by some streamline technique to multicast informations about something or someone associated to a specific tag, which is usually integrated with any Radio Frequency Identification (RFID) based technology [1] , [2] . From this perspective, there are a large number of efforts around the world to provide more security and cheaper solutions, such already reported in the literature [3] , [4] . This work presents a brief introduction about open embedded system applications, focusing on Arduino toolkits, to enable low costs RFID device design to be applied in IoT area.
II. IOT AND RFID LOW COSTS BASED DEVICE DESIGN
Despite the RFID technologies costs have decreased and widely spread, the technology complexity and intellectual property have limited the design of new hardware approaches by the new startups. Furthermore, the business in this area is also limited by the recruitment of specialized work-power, the financial costs inherit to these hardware inspired projects and the not quick industrial acquisition of the RFID technologies [5] , [6] .
However, the RFID and IoT integrations in Smart Cities, since traffic control until e-health systems have provided large scale and ubiquitous data interconnections to change information's between of them. It have motivated new business and R&D opportunities, supported by a close data collection cycle performed by some big data analytics applications, considering the raw data, information and knowledge [5] . Therefore, RFID is considered a global and one of the most priority technology necessary to improve a wide number of telecommunications and computers applications for IoT.
In Taiwan the IoT with RFID based technology platform by the fast SARS virus propagation, the governmental authorities anticipated the patients RFID based identification in hospital environments where some sensors were installed [7] . The IoT and RFID in heath control is also presented in [8] , where a low cost prototype with a micro-controller based Arduino is presented to manage daily medicine time application and posology.
The Arduino toolkits, such as Raspberry and other low costs and open micro or electronic controller acquirement have widely been explored to decrease the prototype financial costs and hardware design [9] . In addition, the Arduino integration with Zigbee devices is simple and allows the wireless communication of these devices, such as presented in [9] to automatize a house and communication their objects, being hardware level solution with low cost for the hardware layer in IoT. Zigbee is a wireless sensor network standard and widely explored for the low costs and plug-and-play approaches [10] .
The Arduino and Zigbee has widely been explored in RFID based technologies for IoT, in Health [7] , smart home [9] and other applications, such as in a prototype to control railways lines to prevent fatal accidents [11] . In this way, another open and low cost embedded controller is the Raspberry Pi commonly used as alternative in IoT applications with RFID based technologies [12] .
Based on the Smart City concepts, a well know application is the relation between traffic control and people mobility, detaching accessibility technologies integrated with any mobile device to guide people with disabilities to interact with this smart environment [13] . On the other hand, it also contribute to provide a monitored security system, monitoring people and contributing to prevent some irregular actions [14] .
From the vehicular perspective and RFID active devices informations for IoT with some embedded devices technologies, is the crash monitoring and prevention systems motivated by the constant increase number of vehicles in the metropoles and in theirs surroundings also interchanging data with some approaches to detect the drivers' health, where fatigue detector and front assist have usually been integrated to communicate with sensors in the automatized ways, in order to prevent some fatal accidents [15] .
In rural environment there are products and new prototypes using these technologies to track animals, being used to localized lost ones or to just identify their location. From this successful applications, these system have been adapted for urban environments to monitor domestic animals equipped with any RFID technology that can easily detectable by any sensor network to return this pet location. This technology is acceptable by the low costs promoted by the integration of Arduino with a GPS and GSM shield to send messages with their location with more precision [16] .
From this variety of business and applications, is possible to emphasize that the use of new technologies Internet of Things applications using RFID technologies can leverage the demand for new services, providing the possibility to create new demands that could be suppressed by an unimaginable number of startups. Since developing a custom RFID network based on Arduino to exchange data like collecting data from agriculture, control books network in a library, control river flow during the whole extension of the river until simple student presence control in a classroom are possible IoT-RFID applications. An example is Libelium 1 , a company that has a set of IoT hardwares to deploy applications using sensors. In this context, it can enable the development of new services and products for these demand that can arise with the availability of a network deployed with low-cost sensors and some embedded open and low cost devices, such as the Arduino and its shields. These solutions provides acceptable scalable solutions that tends to provide new business opportunities [17] .
In Brazil, the RFID market appears as an interesting national possibility to be an international player. It is motivated by the China hardware design procedures and foreign demands. However, the national logistic and the insertion of new RFID products is lower than the market necessity, which cannot be attribute to the governmental aspects, because it has offered financial support for innovative ideas and contributing with Brazilian entrepreneur [18] . Therefore, investments in RFID applications is interesting to be explored by companies and research institutions to provide novel technologies.
Furthermore, a wide range of applications of passive RFID tags have been integrated to provide more agility and people mobility in Brazil, as described in some news from RFID Journal Brazil [19] , pointing out applications in vehicular portal, public transport cards to promote multiple access and soft control, personal identification in scholar or social environments or events. These are example of RFID passive technologies already in use in Brazil and could also integrated in some smart systems or IoT applications.
III. CONCLUSIONS
This work present a short and brief description about RFID devices based on Arduino Toolkits to provide low cost approaches for IoT for a variety number of applications around world, emphasizing the important integration between RFID and Arduino to design new prototypes and business in IoT, focusing in Smart Cities solutions. This convergence contributes to demonstrate the widespread number of research, new devices and recent demands described in the literature and required by business market, being an interesting way to attract investment to generate new business in Brazil. From the 1 http://www.libelium.com/ perspectives here presented, this work team group is designing a novel unmanned vehicle to detect active and passive RFID tags to publish in cloud computing. INTRODUCTION Eldorado is a Brazilian reference in research, development and innovation in the areas of software, hardware, processes, tests of electronic products, besides professional training. The Institute counts with a costumer portfolio that concentrate leading national and multinational companies, with cases in several economic sectors, such as banking, educational, governmental, health, energy, manufacturing, telecommunications and others. In this way, Eldorado have worked in developing RFID technology related with RFID chip, tag and reader antenna, including implementation of complete RFID system. The RFID chip is a device that presents challenges in executing complex design projects requiring specific technical expertise. For example in the RFID architecture was necessary to develop ultra-low power consumption. All these work related with RFID area has developed many people building capacity and specialist in RFID solutions and applications.
The remainder of the paper is organized as follows. Section II presents the ultra low power RFID chip design. Section III shows the tag antenna design. Section IV presents the development of the antenna reader. In Section V we present and discuss about the RFID systems and finally, we present the conclusion.
II. ULTRA LOW POWER RFID CHIP DESIGN
Actually, Eldorado is developing its own chip for RFID passive tag, in the 900MHz band, compatible with the UHF standard, EPC global Class-1 Generation-2, in 180nm technology and CMOS standard.
The RFID chip development for this kind of device has many challenges mainly due this ultra-low power consumption, this aspect changes the current standard project flow, both for digital, analog and RF design.
For the digital project design aspects the main concerns are related with area, frequency of operation and the intrinsic leakage from digital standard cells. The standard RTL design and verification flow must be adapted to consider the dynamic power consumption. The management of NVM (Non Volatile Memory) responsible for all stored information is very important due power consumption, mainly in the write procedures. This characteristic required project effort to well manage the power consumption of Digital System.
In the Analog side, the features for rectifier with better efficiency were one of the most challenging aspects, the small power supplied by the reader mixed with signal information, keeps this tradeoff situation a critical design.
At current project, aspects to characterize it at laboratory have been very exhaustive, collection of data crossing the main important variations like distance, voltage, signal sensitivity and power.
The picture of Silicon RFID chip (180nm) is shown below in Fig. 1 ; a) Project view; b) Microscope Semiconductor view. Eldorado group has been developing the RFID antennas that cover since UHF band (860-960 MHz) to microwave (2.45 GHz and 5.8GHz) [2] .
The antenna design is showing dipole antenna to UHF RFID tag with a matching slot showed Fig. 2 . The length and width of the T-matching part were changed to achieve the impedance matching. The T-matching is used to adjust the power transmission coefficient between the tag antenna and the chip. Simulations were carried out with CST Microwave Studio. A prototype was designed and tested to validate the simulations performed in this study. The target impedance of the prototype antenna is the conjugate of Z a = 13.3 + j122 at 915 MHz. The antenna was fabricated using copper with thickness = 0.035mm on FR4 substrate, with the following specifications obtained from vendor datasheet: h=1.6mm, ε r = 4.1, and tan δ = 0.002. The input impedance of the tag antenna for conjugate matching with the IC chip impedance is Z a = 17.43 + j119.45Ω at the operation frequency of 915MHz with a S 11 =-16.05dB. During the study, we observed that the antenna is sensitive to manufacturing process and the critic parameter to control is the real part of the antenna [1] . IV. ANTENNA READER A compact antenna for UHF band RFID reader was designed. The reader operating in the 915 MHz band is interesting due possibility of reading the tags for some meters. The RFID reader antenna was developed through computer simulations and used insulating material FR4 PCB of double layer of copper metal showed Fig. 3 . The greatest difficulty in designing the antenna is related to narrow bandwidth. The experimental result of antenna designed showed that the value of return loss S 11 =-39.05 dB. This antenna was used in the RFID system set of 915 MHz, which has shown a good response [2] . Eldorado developed in cooperation with Unicamp, directional couplers in the 915 MHz, 2.45 GHz and 5.8 GHz. The directional couplers are important devices in circuits of microwaves are used to obtain a part of the energy of the signal that are propagates. This sampling of energy serves mainly to monitor their behavior. The main parameters of the coupler were measured in the Network Analyzer and proved to be very promising and very close to the simulated.
V. SYSTEMS
RFID technology provides a lot of business that allow to identify individual products and components, and to track them throughout the supply chain from production to point-of-sale. Readers can range in size from a hand-held device to a 'portal' through which several tagged devices can be passed at once, for example on a pallet.
Eldorado has developed a RFID inventory system in the 915 MHz band based on EPC Global standard. For example, specific developed shelf can read identification of more than 400 samples with a reader. The tag information collected in the shelf can be sent remotely through the internet or wireless network (Wi-Fi or cellular carrier networks) to a central data control system or to another location. A photo of the RFID smart shelf is shown in Fig. 4 . Keywords-piezoelectric; energy harvesting; RFID; windshield vibration 1 
I. BRASIL ID PROJECT
Brasil ID [1] is a recently created Brazilian initiative to tag a large amount of goods and products in circulation in Brazil, making extensive use of RFID technology. Large scale applications of RFID of this type also require a new model of service where customers can benefit from the potential use of the technology. Within this context, the massive association of RFID tags to vehicles in circulation has some challenges. Tolling application in the country already employ a variety of different RFID technology. As a consequence, Brasil ID base for vehicle tagging will very closely follow models already introduced by the tolling systems. The aim is to simplify and concentrate the tax process in an electronic document carried by the tag and represent a given tax collection transaction during a vehicle passage by a single number that is exchanged between tag and reader. On the other hand, RFID inspection of product and goods would be made by passive tags. However vehicle tags are largely dependent on batteries with a limited lifespan. Batteries provide the necessary tag sensitivity to guarantee a large reading zone and high reading probability regardless the vehicle speed. Energy Harvesting (EH) solutions are therefore viewed as promising ways to circumvent the problem of battery obsolescence in case of all vehicle in the Brazilian commercial vehicle fleet become associated to RFID transponders. Among EH techniques, piezoelectric devices extract useable electrical energy from mechanical vibrations [2] . To develop an EH system, to feed a
We would like to thank CNPq and FINEP agencies (contract # 01.11.0011.00) for funding the project RFID tag within the context of Brasil ID Project, the existence of a large number of providers of piezoelectric devices [3] complicates the choice of a suitable model, as the most technically and economically feasible.
II. PIEZOELECTRIC TEST SYSTEM
A special structure was designed and built to test piezoelectric devices as a way to ensure standardization of test conditions. Fig.1 shows the different modules that are responsible for generating vibration signals, checking mechanicals movement and measuring the response of piezoelectric devices. Fig. 1 . Test System -signal generator supplies sinusoidal signals; player reproduces audio files; audio amplifier; mechanical vibration structure (commercial subwoofer -6Ω/50W); accelerometer, to check the mechanical vibration; piezoelectric device and oscilloscope.
The Test System was verified and validated between 15Hz to 400Hz to check the frequency and amplitude of the mechanical signal.
III. WINDSHIELD VIBRATION CHARACTERIZATION
Considering that the RFID tag will be usually attached to the windshield, their vibration signatures need to be known. The windshield vibrations are composed of different frequencies and amplitudes that are mainly influenced by different factors: vehicle type, pavement surface, speed, acceleration, and others.
An accelerometer (Slam Stick VR001), with sample rate of 3200 Hz, was used to characterize the windshield vibration. The accelerometer was glued to the windshield of three types of vehicles: bus, truck and car. The measurement was conducted in different situations: stopped with motor on, in the traffic city and on a road at different speeds. Overall, 70 samples were taken of windshield vibrations of one truck, two different busses and three models of cars. While the accelerometer provided measurements for the three axes (x, y and z), we read only the acceleration of the z axis, to reproduce them in the test system. For all z samples, a MatLab plot was made showing the evolution of the frequency and amplitude of acceleration during the test. 14 samples were chosen to represent different scenarios for windshield vibrations in vehicles.
As we can see in Fig.2 , the vibration scenarios generated by the vibration profile can be used to standardize the test of different piezoelectric devices. 
IV. PIEZOELECTRIC FLAT CHARACTERIZATION
Electrical power generated by piezoelectric materials depends on the vibration characteristics, piezoelectric material and dimensions, environment temperature, mounting configuration, etc. Each piezoelectric device has a natural frequency where the maximum response if offered.
The Piezoelectric Test System was used to characterize 16 piezoelectric devices divided in two groups of 10 polymers and 6 ceramics, mounted in the cantilever configuration. The tests determined the natural frequency of each device and estimated the power level they provide when subjected to a sinusoidal mechanical excitation. Each piezoelectric device was subjected to sinusoidal mechanical vibrations of frequencies ranging from 15 Hz to 300 Hz, since the main windshield vibrations have a frequency spectrum with relevant amplitudes up to 150 Hz. The typical output of a piezoelectric device is an alternate current waveform in response to deflection in both directions. For EH applications, this output needs to be converted into a direct current, and the use of a bridge rectifier implied that P1, P4, P8 and P9 should be eliminated from the next step.
V. PIEZOELECTRIC SCENARIOS CHARACTERIZATION
To complement the piezoelectric characterization, 14 different windshield vibration scenarios were tested reproducing the vibration of real windshield vehicles, as a way to get more information for using them in real vehicle transport scenarios. Conceptually, the test would be made with the factual load, if well known. In this case, the measurement equipment (oscilloscope) acts as a load of 1MΩ. For the majority of piezoelectric devices tested, the resulting output power were very small, but there were some types that provided a considerable level of electric power in some scenarios, being therefore recommended as promising EH systems.
VI. CONCLUSION
Considering the power requirement of a typical RFID chip used in the Brasil-ID Project, the most suitable devices are P2, P5, C1, C2, C4, C6 that will be analyzed deeply in the future.
The proposed methodology has been applied to the strategic evaluation of piezoelectric devices as source of energy harvesting for RFID transponders in the context of tagging commercial vehicles in the Brazil ID Project [1] , exploring possible usage scenarios, especially those involving attaching tags to vehicle windshields.
Approach to the development of RFID applications as a service using multi-tenant architecture Abstract -Software as a Service SaaS is a distribution model in which the service providers can support many customers (tenants) in the same time using the same infrastructure of hardware and software. The tenants take advantage from low initial investment since there is no need to acquire hardware to run the software. RFID software is applicable in many scenarios and the high variability of business rules could make each application unique. This study presents an approach to the development of RFID applications as a service using multi-tenant architecture and techniques able to manage the variability of tenant's requirements in execution time. A viability study of this approach indicates that SaaS can be effective in the distribution of low cost RFID applications.
Keywords -RFID, SaaS; Multi-Tenant; INTRODUCTION
Software as a Service (SaaS) is a distribution model that focuses in low cost deployment and on demand support. SaaS allows small businesses to hire robust information systems with the payment of a monthly fee. The adoption of SaaS provides a series of advantages to the service consumers as such: reduction of deployment costs, quick maintenance and software evolution. From the perspective of the service provider, the reduction of operational costs favors the offer of SaaS to a bigger demand of consumers. Although the SaaS benefits justifies the increase of this market, many challenges of tenant's customization in high variability systems are yet to be solved.
One solution to reduce SaaS execution costs, as such energy and hardware, is to use the Multi-tenant (MT) architecture. This architecture was created to share SaaS instances by more than one tenant simultaneously. The sharing is possible through data partitioning mechanism that restricts information of a tenant to the other tenants. However, the MT architecture can be a challenge, since the tenant's functional and non-functional requirements may vary. To meet the greatest number of tenants with the MT architecture, it is necessary that SaaS is customizable according to each type of application [2] [3] . Customizations of SaaS can be related to user interfaces, data, processes and permissions [3] [4] [5] [6] .
The following section presents the motivations for the use of SaaS in conjunction with RFID technology. In Section 3 are presented the main features of RFIDaaS application along with the techniques used for different types of customization. Section 4 describes a feasibility study conducted in the RFIDaaS manufacturing line from HP.
II. MOTIVATION
The majority of RFID applications have a higher cost of deployment and development when compared to traditional software. The high cost of investment in hardware (RFID readers, cabling, antennas and tags) associated with skilled labor, restricts the access to this technology by small and medium businesses. SaaS can be a model for the spread of RFID technology to those companies. However, the high variability of applications needs to be treated in a effective way to get all benefits from MT architecture. The main goal of this approach is to develop RFID applications as a service (RFIDaaS) able to support tenant's requirements using software techniques.
III. RFIDAAS
Products and assets identified by radio frequency must be associated with an Electronic Product Code (EPC). Along with the supply chain, produced and marketed items are moved between business units, eg, storage, receipt, storage, etc. The data obtained through RFID in every business step [7] can provide information about the location and status of items at a given time and space. The information extracted from these data allow the traceability of items.
The RFIDaaS was developed for the traceability of items in the supply chain, being responsible for performing RFID processes and to capture business operations made by the tenants. In the following, the types of customization available in RFIDaaS and the techniques applied are presented:  Data: dynamic addition of extra fields associated with forms of business steps. Thus, fields can be defined by the tenant according to their needs.  Processes: mechanism for dynamic creation of RFID processes. Thus, tenants are responsible for defining the processes used in the traceability of items, according to the business steps that they are composed.  User Interfaces: parameterization of interface components such as buttons, colors and pictures of tenants.
Components can be customized whenever a tenant wishes to change the visual identity of SaaS.
 Permissions: identification of the tenant who owns the record stored in the database. This technique ensures that the information referring to the tenant is not accessible to other tenants of the service.
IV. CONCLUSION
To evaluate this approach, usage scenarios for RFIDaaS were defined. Each scenario describes business rules for HP factories that deals with the production of cartridges, printers and desktops. The scenarios simulates the actual behavior of the tenants of the service in a packaging process. In this process the items identified by RFID should be associated with the container in which they will be packaged. 
Form information Tenants
Factory A Factory B
Default
X X
Pallet ID
X
Part Number
X
Whereas the variability of the requirements of the HP factories: cartridges production (Factory A); printers production (Factory B) as observed in Table 1 , the form information are distinct and should be treated individually. The extra fields technique was used to resolve the conflicts in requirements, so both factories are treated as tenants and Pallet ID and Part Number fields are considered extra fields of Factory A and Factory B, respectively. Allow packing for different products X Similar to scenario A, the factories considered in scenario B have different requirements. However, the variation of the requirements is related to the business rules that compose the packaging process. In this case, the treatment of variability was done through the creation of RFID processes. In The tenant identified by "Factory A", the business step "inspecting" was added to the process. Thus, this step became responsible for assessing whether the items aggregates in the container belong to the same product.
Other scenarios simulates the behavior of RFIDaaS for customization of interface and permissions. The analysis of the simulations showed the viability of this approach in the development of applications of RFID as service. The techniques used in the treatment of customizations attends the variability of the requirements of tenants, retaining the advantages of SaaS for distribution of low cost RFID software. Abstract-A study of the impact of using the Dirac-Delta functions with polynomial argument for modeling the signal pathloss in mid-sized urban areas is presented. From the fundamental "spike" property of the Dirac-Delta functions, or simply Delta, the formulation of nonlinear input/output (I/O) integrals with unknown parameters applied to a scheme of urban zone containing buildings and delimited areas was empathized. The modeling assumes that the Delta function contains a polynomial argument and unknown parameters. The extracted parameters through Monte Carlo steps, would serve to measure the signal intensity degradation over the mid-sized urban areas. The obtained results are compared with the well-known models like Okumura-Hata thereby yielding a discrepancy of order of up to 5%, roughly. . An interesting extension of the Delta function considers a nonlinear argument which gives rise to the so-called 'spike' property,
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that makes us to conclude preliminarily that the case where the integral consists of δ(t m −τ n ) the resulting convolution integration acquires the form f (t)/t n−1 , thereby demonstrating that the resulting integration depends on 1/t n−1 . It is also possible express f (τ ) as f (t, τ ) thereby suggesting to rewrite (1) in a more general manner
where has been coined the terminology 'uniform' and 'composed'. Clearly the first case obeys to a simple definition of the Delta function where the argument depends on the shift or delay given by the a i parameter. The second case involves γ j and ρ j parameters which are adjudicated to the coefficients of the variables t and τ , respectively. It serves to propose a methodology of system identification, in the sense that these parameters might play the role as the system parameters. For instance, consider the I/O integration with Delta functions based on the composed case as given by Eq. 2, so that the I/O integral reads
where I the resulting intensity signal and N runs over the maximum value of grade of polynomial. For instance, we attempt to set a particular case when the system is order N =3. The set of parameters are presented for three different cases, The apparition of successive dips can be interpreted as the degradation of signal amplitude by effect of path loss along the wave emission direction [2] . This case can be interpreted as the presence of multiple obstacles which are associated to a large path loss and with high values of ρ j parameters. In Fig. 1 (c) t → x and t → y and the resulting 3D plot shows the degradation of signal along an area given by 10×10 a.u.
2 . Clearly the independent variables are connected to distances.
II. TESTING DIRAC MODEL WITH MONTE CARLO SIMULATION
The Dirac formalism is tested in a mid-sized urban area located in Los Olivos north part of Lima city. In Fig. 1 (d 4 with ∆d q the attained error and M normalization constant. One can note that this expression has the form of the resulting integration of a Delta convolution. With this in hands, up to 200 values of signal strength were generated. In order to operate the Monte Carlo step, a Gaussian probability
q ) with R normalization constant, is established. It implies that ∆d q absorbs the random character. In this way is asked if I q > g(d q ) which should guarantee the event acceptance. If it is true then q → q + 1 and I q+1 the nominal distance is saved and a new set of random numbers is generated. The obtained errors satisfy the relationd < ∆d q , whered the statistical error. As consequence up to 15 possible scenarios have been selected because their highest probabilities. The average Base Station (BS) height turns out to have 26 m. The resulting scenario is depicted in Fig 1 (e) . Now we transcribed this result into an integral containing a Delta function with a polynomial argument by which would resemble the full mechanism among the transmitter, communication medium and receiver: Hata  Composed  3  90  103  110  105  104  15  91  102  115  109  106  37  91  111  111  110  108  44  91  110  117  107  103  58  90  104  109  106  98  60  91  116  110  111  99 where A=45. It was assumed up to N =40 obstacles but 3 of them locate at 21, 55, and 137 m., have presented influence on the signal degradation. These values are correlated to the dips as shown in Fig. 1 . (a). It might be an interesting advantage of model, since we can predict path-loss with algorithm of Eq. 4. The extracted parameters average values Q=3, γ 1 =20.9,
, that constitutes a 9-parameters system. All of them enter in Eq. 4 for integral evaluation and logarithm operation. In order to compare it with known models in Table I are listed the quantitative differences among them for equal input values. According to the Monte Carlo simulation, base station height of 26 m. ± 1.5 m., is considered. The coverage distance is of 500± 10 m. However, we assume that the nominal suburb length is near to 1 Km. Threshold values are inside the valid range of models [3] . It is interesting that the proposed model fits well the mean values of models as for example occurs in the run 37. In effect, here the height of 28 m, coverage distance of 0.5 Km, height receiver of 20 m, and received signal of -76 dB was obtained. For other runs, errors beyond 5% appears to be consistent with the known models [4] . It is exemplified in the run 37 whose differences with the Okumura-Hata model is of order 2.7%. It is because the receiver got up to -68 dB because the height antenna of 28 m. In addition, the Delta model appears to be congruent with well-used models, but a discrepancy of order of 5% in average is encountered.
RFID Tag Tests: Comparison Between GTEM cell and Anechoic Chamber Results
Alessandro 
I. Introduction
Radio frequency identification (RFID) is a technology that uses a code modulated by a RF signal to read and write products information in a memory inside of a microchip connected to a RF antenna (this set will be called TAG during this article). This information can be use to control products movement in an industry and track this product during life cycle wherever it is worldwide. Some parameters, as a maximum read range or frequency response are used to choose the right tag model for each application. As any commercial protocol communication, RFID devices must have a standard behavior, usually dictated by an expert committee in that subject. ISO, Class 0, Class 1, and Gen 2 are examples of standard references for RFID technology.
The practical tests of RFID, where standard parameters are measured, must be realized in a RF controlled environment to ensure that an external interference or a signal reflection will not cause any influence in the tests results. The EPCGlobal standard that regulates de tests conditions, recommend a Anechoic chamber to realize the tests. As the Anechoic chamber, TEM cell is developed to ensure a controlled environment conditions. Some differences between these environments tests can be highlighted like: the size, the frequency response, path loss and the test cost in order to identify Tag characteristics. The results will show how much representative is the influence of these differences in RFID tag performance tests. Use a GTEM cell for a no accredited test instead of Anechoic chamber can decrease a develop time and costs.
II. TEM/GTEM Tests
The GTEM cell (Gigahertz Transversal Electromagnetic) is a TEM waveguide with the upper frequency limit extended to the GHz range. GTEM cell has a pyramid format and is constructed whit a grounded metal plates connected a coaxial connector with 50 ohm characteristic impedance. The RF signal is introduced inside the chamber through this connector and the electromagnetic field is distributed around the equally inside the cell. The center conductor of the coaxial terminal is connected to a conductor plate that establishes another connection to a resistor matrix located in base of the cell. Without the center conductor this construction would be similar to a simple wave guide. A schematic example of GTEM cell is shown on Figure 1 . 
III. Anechoic Chamber
The objective of an anechoic chamber is simulating an open site area. Open site area is an ideal ambient for RF tests, which requires a big area free of RF interferences, it is not as practical as an anechoic chamber. Basically an anechoic chamber is constructed with shield material to attenuate the external interferences and covered inside with no reflective material, the RF absorbers. The operation frequency range and attenuation level depends on the material used in the chamber construction and absorber format. 
IV. Method
The tests purpose is to find the minimum power tag turn on, it means that, the tests will start reading the tag with a maximum interrogator power and the transmitted signal power will be decrease until the Tag stop answer. The tests method defines the steps used to ensure the results confidence. Same tag, same reader and same measure equipments were used in the two cases to replicate the tests as close as possible. The mean difference is the objects under comparison, is important to mention that was used a linear antenna inside the anechoic chamber.
The test setup was based on de EPCGlobal Static Test method for applied tag performance testing Ver.1.9.5 . It doesn't mean that the test was compliance with the standard. Was used as a reference the conditions to evaluate the environment, the reader set, the method to measure and attenuate the transmitted signal and to calculate the power defined as a Pturn on.
All losses that could interfere in the results was measured and used as compensation. GTEM cell and Anechoic chamber was validated measuring the noise inside in the test frequency band. The reader was set to transmit in a fixed frequency and in the maximum power, three frequencies was tested 902.25MHz, 915.25MHz and 927.25MHz. A directional coupled is used to derivate a part of the transmit power in order to monitor the transmitted power with a spectrum analyzer. The transmit attenuator is used to decrease the power until achieve 50% of the read rate or less, the read command was sent 50 times for each step attenuation, that occur in steps of 1dB. The saved measure as a result is the transmitted power before the tag stop to answer or achieve less than 50% reading, plus measured losses minus transmitter antenna gain. The tag under test was rotate 360º in steps of 45º in both tests. It was choose as the 0º the position where tag had better answer, the tag rotate counterclockwise until achieve 315º. Figure 7 show the tag position in 0º and the rotate direction inside the GTEM cell, Figure 8 show the rotate direction inside anechoic chamber, this position was faced to the antenna. 
V. Results
The test results on GTEM cell and anechoic chamber had a significant dispersion values in some angles, it mean that the minimum tag power turn-on had different results when it is rotated with respected to transmission antenna, although both environment tests had same trend.
However, it is important to mention that for the Angle 90⁰ and 270⁰, the two environments test: GTEM and Anechoic had some similar results for sensitivity RF power, it is shown on Figure 9 and Figure 10 , even if the tag 2 does not answer as good as tag 1, it happen in both tests. 
VI. Conclusion
This paper, demonstrate that is possible to make a pre compliance RFID Tag validation. The comparison is relevant because the GTEM cell is a small size device, that generates a consistent Electromagnetic field for testing RFID tags and demands few space, less investment, fast setup configuration, and it is a very convenient for Antenna development and RFID Application use.
Even the results are not equal is possible to assume that there is a correlation, but GTEM cannot be used for a standardized test.
The Standard IEC 61000-4-20 define some tests and measurements techniques in transverse electromagnetic (TEM) waveguide for Emission and immunity testing, this standard reinforces that GTEM can be used as a option for Anechoic chamber , this paper is dedicated for RFID tests. Abstract-This paper presents a numerical study to show the frequency guard band effect in the design of spiral resonators coupled in 50Ω microstrip line for encoding Chipless RFID Tags in S-band. Simulations in the HFSS version 15 software were performed for this study.
Keywords-Chipless RFID Tag, Resonator, Frequency Guard Band
I. INTRODUCTION
In the Chipless RFID Tags systems, the resonators are responsible for encoding data, where each resonator represents one bit. The function of these resonators are to create a low impedance path through 50Ω microstrip line, the resonator and the ground, when it works in its resonance frequency, creating a short-band effect in this frequency due to its internal resistance. The inductances [1] and capacitances [2] of the resonator are the parameters that define its resonance frequency by E.1:
Basically, these resonant frequencies are tuned by changing the resonator's length. The increase of the resonator's length will be also increase the inductance and capacitance, lowering the resonant frequency.
In the literature is possible to find several Chipless RFID Tags technologies [3] [4] , but none exist a study of frequency guard band for cascaded resonators. To avoid reading errors, each resonator should resonate or not in the frequency for which it is designed. For reasons of limited spectrum, it is desirable that the resonant frequencies of the resonators are close, this means larger number of bits in the same band. However, adjacent resonators can resonate in the same frequency resulting in read errors from the ID Tag. At S-band, typically each resonator occupies 20MHz of bandwidth, approximately. This article shows how to design a six bits Chipless RFID Tag in the substrate Taconic TLX-0 ( = 2,45, = 0,0019 e h = 0,787mm) with a frequency guard band that avoids interference in the resonances. This study can be also used for other binary classifications of Chipless RFID Tags in the S-band. Fig. 1 illustrates the parameters construction of the spiral resonator. The design of the Chipless RFID Tag is shown in Fig. 2, where 1 , 2 , 3 , 4 , 5 and 6 are the different lengths of the resonators to tune its resonance at different frequencies, respectively. 
II. DESIGN OF CHIPLESS RIFD TAG
III. RESULTS
To simplify the analysis of the results, the Tag's antennas are removed from the simulation model and replaced by ports that feed the RF transmission line. Table I shows the resonators's lengths values in millimeters (mm) to two different designs. In Project 1, there are resonant frequencies very close to adjacent resonators. The Project 2 shows a case where the resonances are separated by frequency guard bands appropriates. The six resonances obtained in the Project 1 when multiresonator is excited with a frequencies sweep in Sband are shown in Fig. 3 Analyzing the second and third resonances (corresponding to the resonator length 2 and 3 ), observed a separation of only 78MHz between their central resonance frequencies. Fig. 4 shows the magnetic distribution field of the multiresonator when is energized only with the resonance frequency of the resonator length 2 (2.076 GHz). Clearly observed that the resonator length 3 also is resonating at this frequency and absorbing energy from the line, which could cause a reading error in the Tag code. Obviously a solution to this problem is to increase the frequency guard band between adjacent resonances. However, excessive separation is unacceptable due to restrictions on spectrum use. This paper proposes to obtain appropriate values for frequency guard bands in the design of this type of Tags in S-band using numerical simulations. The simulations corresponding to multiresonator in the Project 2 are shown in Figs. 5 and 6. The Fig. 5 shows a better distribution of resonances within the S-band, wherein the lower frequency guard band resonances now occurs between the lengths of the resonators 1 and 2 , with a value of 162MHz. 6 shows that when exciting the Tag with the resonant frequency of the resonator length 2 , whose value is 1.97 GHz, only it resonates, there is no resonance in the adjacent resonators. An analysis to all other resonant frequencies of the other five resonators was also performed, yielding similar results.
IV. CONCLUSION
This work showed the importance of simulating the coupling between adjacent resonators, in the design of chipless RFID Tags, for frequency guard band values appropriate enabling accommodate the largest possible number of bits in the band operation of the Chipless RFID Tag, avoiding spurious resonances that cause errors in reading of the ID. Abstract-In this paper, a miniature antenna for a passive UHF RFID tag is designed. The simulation is carried out by using CST Microwave Studio program based on the Finite Integral Technique (FIT). The T-Match dimensions were optimized and evaluated using the CST Microwave Studio and S parameters of the fabricated antenna were measured using a two-port VNA. A calibration procedure was used to correct the error that the material specifications can cause in the impedance results. Moreover, the proposed antenna is simple structure, low profile and easy fabrication.
Keywords-UHF RFID tag antenna, T-match, Impedance measurement.
I. INTRODUCTION
Radio frequency identification (RFID) has increasingly gained the attention of industrial and academic societies because of its widespread applications. When implementing an RFID system, it is often desired to have a compact tag with minimal detuning of its performance due to the loading of identification object, and extend the reading range without increasing reader's power.
An RFID tag, which is also called an RFID transponder, consists of an integrated circuit containing a processor and memory combined with an antenna. The integrated circuit is usually placed between the terminals of a balanced tag antenna [1] . Most UHF (Ultra High Frequency) RFID tags are dipoles or some variation of it and thus have characteristics similar to that of a dipole. The performance of current RFID tags is therefore limited near such materials.
The range and scalability of RFID systems are strongly dependent on the operating radio frequency of the systems. It is well known that when the RF output power of the reader and its antenna gain are fixed, the performance of the RFID tag relies mainly on the conjugate match condition between chip and antenna [2] . RFID UHF bands vary in different countries and include frequencies between 860 MHz and 960 MHz (EPC global standard). Most popular UHF RFID standards are ISO 18000-6B and recently ratified EPC Gen2.
A successful antenna design must satisfy a conjugate impedance match condition. This impedance varies depending on the fabrication technology, the chip design and the chip packaging. However, it is difficult to accurately predict the impedance of the tag antennas in real environments due to the complicated application scenarios and the uncertainty of the electrical properties of the attached platforms. Impedance modeling with 3D electromagnetic (EM) simulations in conjunction with experimental method is an effective way to characterize the tag antenna impedance. CST Microwave Studio (MWS) uses the FIT (Finite Integration Technique) method for analysis of electromagnetic fields in time and frequency domains [3] .
Most of the antennas for UHF omnidirectional tags are commonly fabricated as modified printed dipoles. The design goal is to achieve the inductive input reactance required for the microchip conjugate impedance matching, and to miniaturize the antenna shape. Several tricks are used, and the resulting tags sometimes exhibit charming and nearly artistic lay-outs [4] .
In this paper, we present the effects that the variation of the length of the T-match that changes the impedance of the antenna. This background gives the knowledge to understand the optimization of the antenna in terms of shape and length in the operational band. The impedance of the proposed antenna is match at 915 MHz. The antenna has a simple structure which requires only a single layer of metallization on a dielectric substrate, enabling one to fabricate it with ease. The simulation and experimental results are compared and a good agreement is observed. The effects of parameters are presented and discussed.
II. DESIGN AND STRUCTURE OF TAG ANTENNA
Passive tags are designed with antennas optimized to extract maximum energy from the RFID reader signal while maintaining a communication link. The RFID ASIC impedance is non-linear regarding the frequency, i.e. the impedance varies with the input frequency. The impedance of balanced antennas cannot be measured directly using measurement instruments, since these instruments are terminated with un-balanced ports such as coaxial ports. When a balanced antenna is connected to an un-balanced test port, the currents fed to the two radiators of the antenna are unequal. Thus, impedance of the balanced antenna cannot be characterized correctly.
The RFID antenna must have suitable gain while also providing a good match between the chip and tag antenna. This results in a minimal amount of power reflected when the antenna transports power to the chip. Power reflection coefficient is defined as (1): (1)
Where Z a = R a + jX a is the complex impedance of the antenna and Z c = R c -jX c is the complex impedance of the chip.
The proposed antenna structure is shown in Fig. 1 . The antenna designed in this work is a dipole with a matching slot. T-match acts as an impedance transformer. For the case of half-wavelength dipoles, the resulting input impedance at the T-match port is inductive, while for smaller dipoles, the total input impedance can be both capacitive and inductive. The Tmatch geometry can be also embedded within the main, yielding a compact structure.
The T-match basically has three critical parameters: the length of the T-match (L t ), the width of the secondary trace W 1 , and the distance between the two traces. The geometrical parameters can be adjusted to match the complex chip impedance Z chip [4] . In this paper, we changed the length of the T-matching to achieve the impedance matching. It is used to adjust the power transmission coefficient between the tag antenna and the chip. Simulations were carried out with CST MWS. Prototypes were designed and tested to validate the simulations performed in this study. The target impedance of the prototype antenna is the conjugate of a RFID Chip with Z chip = 13.3 -j122 at 915 MHz. The antenna was fabricated using ROGER 4350B with the following specifications obtained from vendor datasheet: h=1.524mm, t= 35µm, and tan δ = 0.0037. The the parameters (units in mm) are: W = 80, L = 20, W t =5 and L t =17.2. 
III. IMPEDANCE MEASUREMENTS RESULTS
Port extension method was used to validate the measurement methodology of the antenna. It was used the two-port VNA and a test fixture, to measure the S parameters.
In the measurement setup was used the two-port VNA and a test fixture, to measure the S parameters. The two fixture SMA connectors are connected to the VNA through the test cables. The other end of the test fixture is connected to the test antenna. The test fixture is constructed by using two semi rigid coaxial cables with a length of 100 mm and an outer conductor diameter of 2. Fig. 2 , the T-Match length (L t ) affects both the resistance R ant and the reactance X ant. From the above observation, it is noted that it is possible achieve the desired impedance adjusting the W t or L t parameters.
The antenna was designed to work ate 915MHz and the target impedance is the conjugate of Z chip = 13.3 -j122Ω. The impedance matching for that frequency was achieved when L t = 17.2mm, with Z a = 13.97 + j121.12Ω and S 11 = 27.84dB. The reader range was 3m.
IV. CONCLUSION We presented the effects that the variation of the length of the T-match that changes the impedance of the antenna. The proposed antenna is matched with the variation of Wt. The TMatch length (L t ) affects both the resistance R ant and the reactance X ant. The antenna was designed and fabricated on a Roger substrate. The input impedance of the tag antenna for conjugate matching with the IC chip impedance is 13.97 + j121.12Ω at the operation frequency of 915MHz with reader range of 3m.
I. INTRODUCTION
Supply chains have been instrumented with Radiofrequency Identification (RFID) to improve control and efficiency, as well as to allow traceability of products. In warehouse, the identification of pallet wood with the insertion of tags has become a viable alternative for various scenarios [1] . However, when the idea involves the tracking of "sawn wood" other aspects have great significance for RFID application [2] . For example, wood from Amazonian trees when not handled properly, be it in transport or storage, can be considered environmental crime.
Physical characteristics of the wood itself may limit the transmission power of radio signals, hinder tag insertion, and can cause structural damage to the tags, due to the strain of natural wood throughout its life cycle, be it in logs or as manufactured wooden sleeper parts for the railway industry.
Another factor is the type and species of trees found in Brazil, which are different from the types found in regions of the northern hemisphere. Therefore, the traceability of such material imposes new challenges to the RFID research field.
II. WOOD COMPLEXITY
The appearance and characteristics of wood are determined by their cellular structure, and as it is a product of nature, pieces taken from the same tree may have different properties depending on their location and position of the fibers in relation to a given system of axes.
In addition to this individual aspect, the physical and mechanical properties of wood change greatly between species; among the variety of species, we can observe woods with apparent densities ranging from 200 kg/m 3 to 1100 kg/m 3 .
Therefore, the selection of wood species for a particular use depend on the analysis of these properties and the expected durability, compared to internal forces and action of organisms that degrade wood [3] .
The factors related to mechanical and physical properties must be considered in RFID application to wood crossties, because wood is an anisotropic and hygroscopic material in some way.
Generally, wood is considered dry when its moisture content is in equilibrium with the relative humidity and temperature of the environment. In this situation, the dimensional movement of wood is smaller compared to the wood in green state (saturated water), i.e., when its moisture content is above the saturation point of fibers (PSF).
In natural or artificial drying processes, below the PSF, the wood loses or gains water contained in the cell wall, depending on the environmental condition; therefore, its dimension changes and causes deformation. Due to its anisotropy and gradient drying, this deformation will cause internal stress that can reach intensity of up to 100 daN/cm 2 which is more than the wood strength in tension perpendicular to the fiber and, consequently, the wood will crack and split. Therefore, to ensure the integrity of the RFID tag applied and the signal reading, knowing the properties and behavior of wood material in the environment of use are fundamental.
III. CHALLENGES TO RFID
Several categories of tags can be selected, each one with particular characteristics, advantages and disadvantages. In logistics, the UHF band (860-960 MHz) is one of the most used, especially for inventory control and product tracking. In these cases, the main advantages are low cost, high reading speed and maximum reading distance (up to 10 m, approx.).
There are RFID tags that can be used to identify several kinds of products. Currently, the readability and range of RFID tags are especially affected by fluids and metals, reducing their reliability [4] . The humidity and amount of water in a log of wood decrease the RFID tag antenna efficiency, which requires a stronger radio frequency (RF) signal to operate. The backscattered signal strength is proportional to the amount of water in the wood, and as it increases, the RFID tag antenna operates with lower efficiency due to ohmic losses and changes in input impedance (both the real and imaginary parts of the wood dielectric constant increase).
Simulations are useful to evaluate the propagation of the signal emitted by a reader in the hole made in a piece of wood for placing a tag (Fig. 1) . Fig. 1 -Hole in a piece of wood with a tag.
For that, wood characterization is important in assessing the conditions for reading the tags implanted in it, and the choice of material to be used to close the hole, which must have characteristics similar to those of the wood.
An empirical determination of the relative dielectric constant (r) and the tangent loss factor (tan ) of some types of wood commonly used in railway sleeper tracks were performed, using electromagnetic resonance process. A copper microwave cavity was constructed, filled in with a sample of wood, to resonate near in the frequency band of interest (902-928 MHz). Table 1 shows the results for five types of Brazilian wood. 
IV. SERVICES AND SCENARIOS FOR TRACEABILITY
The application of RFID technology in wood crossties is an interesting case study in the logistics area. All the stages of the life cycle of wood crossties should be monitored: the authorized tree cutting, processing at the sawmill, storage in stock, installation, and disposal towards the end of its useful life. Automation and control of incoming and outgoing stock can bring important benefits, such as increased flexibility and minimization of errors, besides enabling wood crossties monitoring, contributing to a more precise planning of replacements and disposal [5] .
V. CONCLUSIONS AND FUTURE WORKS
The use of RFID tags in sawn wood, such as crossties, can bring many benefits, both for logistic processes and for traceability. However, there are many challenges to overcome due to the adverse conditions of use, especially moisture, impact, vibration and wood deformation.
As future works, we can highlight the selection of the most appropriate tags, and research on the best ways to install them. The RFID (Radio Frequency IDentification) has become one of the emblematic wireless technologies and has quickly been developed for real-time identification in several fields. Among the frequency bands used in RFID applications, the UHF band (Ultra High Frequency, 860 MHz to 960 MHz),is the one that mobilizes the essential of R&D and large part of the applications. One of last advents, the Near-Field (NF) UHF RFID has attracted many attentions because of its versatility in gathering the advantages of UHF systems and robustness to environmental effects of HF (High Frequency) systems.
Among the issues for achieving efficient UHF RFID systems, it is well-known that the characterization of passive tags is a key aspect. The actual methods of characterization of commercial passive UHF RFID tags [1] - [5] are based on the minimum required transmit power (P RE ) to read a tag, and on the backscattering signal strength from the tag. But these methods are only carried out in Far-Field (FF) zone. Relatively few research works have been proposed for the characterization of UHF RFID systems in the case of NF zone [6] - [9] . Recent studies [6] - [10] showed that performance of UHF RFID systems relies on the electromagnetic coupling (EC) between the reader antenna and tag antenna on all field zones. [11] suggests the analyses of magnetic field strength to evaluate the systems in near-field range, but the norm does not give any further detail about the method (formulas and calibration technic) to be used. This paper proposes a new method to characterize, evaluate, and compare commercial UHF RFID tags by means of the differential power (DP) calculation. The DP is the power needed to activate the tag at a given distance in relation with the power needed to activate the tag at the referential distance. This approach contributes to overcome the lack of experimental procedure to evaluate UHF tags in the NF zone, and it represents the originality of the work. The proposed method is carried out in NF and FF. Results highlight the correlation between the tag designs (geometry and size of the antenna, type of chips) and tag performance on minimal power activation in function of the read range.
II. MINIMUM POWER ACTIVATION OF RFID PASSIVE TAG
The RFID passive systems are highly dependent on the emission power sent by the reader. This power essentially supplies all operational energy to the bi-directional communication between reader and tag. The tag turns on operation mode when P RE is high enough to overcome losses in air, interferences and to reach the tag with a value superior or equal to the sensitive power (P Tsen. ) of the tag's integrated circuit (IC).
The minimum power activation (P A ) is defined as the lowest value of power available at the tag's antenna to wake up the IC. The P A depends on some factors linked to antenna quantities of reader and tag, and to the environment conditions (proximity to any detuned objects like metal and plastics). The antenna quantities are separated in three categories: circuit (impedance matching coefficient, Q factor), physical (dimensions, geometries, orientation) or radiation (gain, polarization, radar-cross section (RCS)).
The P A can be estimated at FF conditions by using Friis formula as described in [1] , [7] , [9] and [12] . But in NF cases, it requires more complex knowledge about the current distribution in both antennas and coupling coefficient [7] - [9] . A simplest way to analyze the effects of the physical features of tag antennas on the P A is to evaluate the minimum differential P RE to activate the tag. The differential power corresponds to the additional required power to wake up the tag at another distance relative to the first one.
III. CLASSIFICATION OF UHF RFID PASSIVE TAGS
The UHF RFID passive tags can be classified into three families:
A. Near-Field Tag (NF tags)
The tag antenna is a loop of very small dimensions, smaller than λ/10. Reader and tag are magnetically coupled and can be modeled by associated coils as in a transformer system.
B. Hybrid Tag (HB tag)
This type of tag is performed to work in NF and FF zones. Their antennas are usually composed of a small meandered dipole and a loop-matching structure at the center. The loop structure also contributes to the performance of the tag in the NF reactive zone [9] . The meanders help to minimize the antenna dimensions, and are easily tuned. On the other side, the hybrid tag has low gain.
C. Far-Field Tag (FF tag)
The antennas of FF tags are mostly shaped of dipole-like antenna or folded dipole. To improve the antenna gain and RCS, some designs present a large metallic area joined to the dipole. They also have a loop-matching network at the center. 
IV. METHOD OF CHARACTERIZATION
A. Experimental Test
In the experimental tests, the P RE of different types of commercial tags (presented in Table I ) are measured using the setup presented in Fig.1 [9] . The tags were first classified according to the criteria presented in Section III.
RF measurements devices such as vector signal generator (VSG) and spectrum analyzer are used to perform the reader in transmission and reception mode respectively. A query command, based on EPC class1 Gen2 protocol, is uploaded in the RF generator. The output power delivered from the generator to reader antenna is gradually increased in order to define the minimal power to active the tag under test (TUT). Fig. 2 presents the measured minimal P RE at the frequency of 868 MHz. The characteristics of each family of tag are not clearly remarkable through the evaluation of P RE results. Fig. 3 shows the DP which leads to brighten up the distinction of two different behaviors showing two tag families.
B. Experimental Results
It should be noted that the behavior of HB tags depends more on of antenna dimensions than the type of IC or antenna geometry. The DP of HB tags is also more sensitive with the field decay in function of the distance in NF zone compared to FF tags. For FF tags, the variation of the DP is also similar however it presents a bigger standard deviation between the curves than HB tags. The FF tags have presented a better performance than hybrid tags in all measured distances. They need less power to power up the tag even in NF zone. The influence of loop-matching network can explain the result; the loop couples the fields in NF region. 
V. CONCLUSIONS
A method of characterization of UHF RFID passive tags based on the differential activation power was proposed. The measurement results of several HB and FF types of commercial tags showed that the P RE parameter is not enough to discriminate the behavior of a family of tags. According to DP, two distinguished behaviors of power evolution in function of the distance are observed. Among the evaluated parameters of the measured tags, the dimension of antenna is the more influencing parameter in the tag's performance in terms of DP. The form and type of the chip are less sensible to the P A . The DP represents an interesting parameter to discriminate the family of unknown tags.
RFID System on Electrical Substation Equipments
I. INTRODUCTION
Radio Frequency Identification (RFID) is one of the fastest growing wireless technologies in this decade. RFID systems are used widely on different industrial and academic applications [1] . However, few studies are related to electrical substation. On the electrical equipments (transformers, sectionalizers, breakers, UPS) the electrical flow generates electromagnetic fields that are sources of electromagnetic interference (EMI). These field can affect the RFID system performance [3] .
Monitoring processes and inventory control of electrical equipment are logistical tasks that require to be automated. Many equipments have huge painted numbers on their most visible areas to realize manual inventory processes. Some electrical substations include identification systems based on bar code. These systems reduce time and mistakes in inventory and control processes. However, dust, environmental pollution and wear pieces pose a trouble to receive information of electrical equipment. Thus, RFID systems emerge as a competent proposal over traditional bar codes.
An example of this, is the implementation of a RFID system in The South China Electrical Substation. It allows to automate the monitoring and control processes. RFID tags are used to ensure the accurate data collection. The tags are attached to the metallic surface of equipment and are identified by RFID readers. However, the scopes and limitations of RFID system on electrical substation were not described technically in the brochure of this study case [4] .
However, RFID-UHF passive systems present problems on metallic surfaces [5] [6] [7] [8] . Performance factors such as read rate and read range are greatly decreased. The metal generates Foucault currents around the tag antenna, when the waves sent by the RFID reader strikes the surface. In this case, the Foucault currents produce a magnetic field opposite to the reader that cancels the reader-tag communication. The metallic surface could even potentialize the tag response signal, reaching unexpected read ranges [3, 9] . The tag antenna parameters such as the input impedance and radiation pattern are affected by the metal [10] . Besides, reflection multiples in a metallic environment cause multipath propagation. Therefore, constructive and destructive interferences may occur [11] .
For these reasons, scopes and limitations of implementing RFID technology need to be determinate following three phases: (1) selection of RFID devices, (2) characterization of RFID tags on metal, (3) study of the RFID system performance on electrical substation equipment.
II. METHODOLOGY
Ascertaining the scopes and limitations of implementing RFID systems on electrical equipments is our main purpose. For these reason, three important phases have been followed.
A. Selection of the RFID devices
RFID devices are UHF readers, tags and application system, which allow to collect information about electrical equipments. According to requirements and specifications of electrical substations, the reader must be handheld, lightweight and sturdy. ISO/IEC 1800-6 protocol is used by the RFID passive systems in UHF frequency band. The passive RFID tags must be small, adhesive and economic. The application system must be integrated with the reader. Screen of the RFID reader must submit EPC code and read rate. The selected RFID devices were: ATID 870 reader and Shortdipole tags [12] [13] .
B. Characterization of the RFID tags on metal surfaces
Data were collected through lab tests with the RF system. Read range and read rate parameters were metric performance of the RFID systems on the metal surfaces. These experiments consider two orientation angles (0° and 90°) and the RFID tags were adhered on a metal sheet. All tests allowed to understand the behavior, scopes and limitations of the RFID system on metal. These experiments were conducted in a laboratory room and an indoor substation at the Universidad del Norte.
C. RFID system performance
The RFID tags were placed on transformers, sectionalizers, UPS and power plant. Read range and read rate registered (for different location and orientation angles) allow to determine the best location for the tags on electrical equipments. Finally, an experiment with all the tagged equipment was conducted in an indoor substation. This experiment allow to determinate the average time of identification making an inventory process. Fig.  1 shows the tagged electrical equipments.
III. EXPERIMENTAL RESULTS
According to experimental results, the electromagnetic fields produced in the electrical substation affected the performance of a RFID system. The read range of a passive tag on metal decreased in this environment. However, it remains satisfactory when the passive tag is read within the new read range, 13 readings/s approximately. The maximum range was 1.55m in the electrical substation while in the outdoor environment was 9.2m. During the experiments, the passive tag was attached perpendicularly to the metallic surface with a minimum separation of 2cm to ensure correct identification as in [2] . This value was found experimentally in laboratory tests. Moreover, the measurements showed that the maximum transmission power (30dBm) from RFID reader minimized the probability of read error. Different locations of passive tags on electrical equipments were evaluated in order to avoid reading errors during inspection processes. Read rate and read range were measured for each evaluated location (top, side and front) and orientation angle of the passive tag. Fig. 2 shows the maximum read range achieved in each location at 0° and 90°, when the tag is attached on power transformer. Table I shows the best locations found for the different electrical equipments (power transformer, sectionalizer, UPS, electrical plant). These locations ensure a reading probability of 98%. If the passive tag is located in different positions, system performance significantly decrease. After knowing the best locations of the RFID tag on the electrical equipments, it is proceeded to verify the proper operation of the RFID system. The average time required to identify the electrical devices was measured. A simultaneous reading was performed at a distance of 3m with respect to the tags. The results showed a correct identification in an average time of 1.4 seconds. The inspection times are reduced using RFID systems. This would update the current status of electrical equipments in a few seconds.
IV. CONCLUSION
The results established that read range decreases an electrical substation compared with an outdoor environment. An environmental conditions containing electric equipments negatively affects the RFID system performance. For this reason, the tag attachment technique, transmission power and location tag were proposed.
Passive tags should be attached perpendicularly to a metallic surface of an electrical equipment. Therefore, eddy current problems are avoid if the distance between surface and tag antenna is over 2cm. Reader should transmit to maximum power 30dBm to decrease the error rate. Besides, the results establish the best location for passive tags on every electrical equipments. These locations ensure that the devices can be identified very successfully with a reading probability of 98%.
Low Cost RFID Portable Management System I. INTRODUCTION
Nowadays RFID identification is part of our lives, being used in hundreds of applications such as goods and anti-theft alarms for vehicles, entry/exit parking lots, pike roads identification systems, traffic management, books tracking at libraries, health services, residential security and inventory management, among others [2] . This technology was first used in World War II, when countries of the axis and allies used radar to detect approaching aircraft and identifying enemies. The solution provided by the British was an identification system known as IFF (identify friend or foe), consisting in inserting a transmitter on the aircraft, which when identifying a signal from a radar generates another one, allowing its identification as ally [1] .
The utilization of processing mobile devices based on microprocessors allowed the flexibility of this technology. A health auto-management system having RFID technology, which enables the user to store his physiological conditions automatically, is described at [3] . The integrated system of an embedded microprocessor inspects the user identification activating the peripheral device to measure its physiological conditions. The measured data are transmitted and stored on the RFID tags database. A radiofrequency identification system using a single chip microprocessor to solve anti collision problems is presented at [4] . An ARM9 microprocessor was used at [5] as controller of a RFID UHF reader system. The implemented system granted identification on IS/IEC18000-6C high-speed tags solving the crosstalk problems existing between the readers at the industrial site through the multicast IP technology based on Linux operational system. Several others RFID applications in combination with microprocessor devices can be found at [6] .
This work presents a management and identification information system based on RFID easy displacement, versatile, low cost, that communicates with a database which can be customized for the most different applications.
II. DEVELOPMENT
To match the desirable features, the identification system using RFID was developed with the prototyping platform Arduino Uno Rev. 3; ID-12 tags reader; low frequency passive tags and a personal computer with serial communication. For the microprocessor programming, was used the Arduino IDE developed environment which is a multiplatform application written in Java. The Arduino IDE uses the GNU toolkit and the AVR Libc to compile and record the programs on the board. The hardware topology of the system was established connecting the ID-12 RFID reader to the Arduino board, which was connected to the personal computer through a serial communication. The figure 1 shows the connection scheme used. In the system implementation was used the Microsoft Visual Studio software to develop the interfaces with the user through the C# language and the Microsoft Access program to generate the database.
For this system, an app was developed with the purpose of parts inventory management to a multinational company, in a way that the managers could be capable to verify, in real time on the computer screen, the necessary demands. The tag reading of the system allowed the realization of the following procedures: registration, research, movement log and products exclusion. The app screen for the product registration is displayed on figure 2. The figure 3 presents a flow chart of the operations sequence implemented through the tags reading and the computer interface. The operations were successfully executed with RFID identifications and handling information in real time through the database. The only system restriction is the simultaneous reading of two or more tags. The system identifies only the closest tag. 
III. CONCLUSION
The project consists on a low cost RFID identification system, flexible and portable, with possibility to be shifted to different locations, like events that run casually or itinerants, congresses and fairs or even a mobile library, for example. In its conception and implementation were used low cost devices. The developed app allowed the inventory management of a company through a database, showing that the integrated technologies on the project can be a practicable and low cost solution. The deployed hardware allows the use in different kinds of apps, making the system flexible and allowing the customization for different situations, giving a generic nature to them. Abstract-In this work, we propose a new model for mobile commerce (m-commerce), which allows users to purchase products on physical stores in a fully decentralized, unassisted fashion. We introduce a new type of electronic article surveillance (EAS) tag, embedded with near field communication (NFC) capabilities, which can be disabled by the user's own mobile device -provided that online payment has been completed 1 .
NFC-enabled decentralized checkout system
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I. INTRODUCTION
Alice has just bought tickets for the movies. Since the session is scheduled to begin in no less than thirty minutes, she decides to visit her favorite book store in order to kill some time. There, while browsing through the available products, Alice finds the newest release of her favorite video game franchise. She happily grabs a copy and heads directly towards the cashieronly to find a seemingly-endless line of people already waiting to pay; she decides to wait for a few minutes, but the line advances slowly, which prompts Alice with a tough choice: Should she give up her long-sought video game, in order to make it in time for the movie, or should she wait? Without much time left to think, Alice regretfully puts the product back where she found it and leaves.
Current solutions in retail environments rely on the premise of centralized checkout counters, where customers line up to validate their purchases and complete payment transactions. In the common event of more customers wanting to complete their purchases than checkout counters are able to process, lines are formed -which often leads to customer dissatisfaction [1] and, ultimately, to the loss of potential buyers to the competition [2] . However, previous work has shown that it is not the effective time spent in lines that annoys customers, but instead the sense of lost, unproductive time wasted on absolute idleness [3] , [4] . This is the reason behind some airports' decision to place the baggage claim area far from arrival gates [1] , [5] , thus causing travelers to spend more time walking than actually waiting for the luggage arrival; despite the fact that this approach can, on occasion, effectively increase the total time needed to get to ones luggage, it is also known to reduce dissatisfaction towards the service as a whole.
In this work we review the need for checkout counters (both controlled by a human cashier and automatic) in retail stores. Our goal is provide a low-cost, alternative sales model, designed to eliminate any user-terminal interaction, in order to effectively extinguish lines in checkout counter operations. We believe this feature can greatly improve end-use experience by allowing physical retailers to emulate the advantages of ecommerce shopping. 1 Patent pending.
The remainder of this document is organized as follows: In Section II we describe our alternative sales model, which enables buyers to perform decentralized (i.e., cashier-free) purchases by using their own mobile devices. Section III contains details about the proposed tag itself, as well as relevant considerations on security and logistics. We conclude in Section IV.
II. SALES MODEL DESCRIPTION In this section, we provide a high level description of the proposed purchase process. We assume a potential buyer Alice enters retailer's Shop's establishment and starts browsing through its available products. We also assume that Alice is a returning customer, and as such has already gone through the required set up steps, which include connecting to Shop's WiFi network, downloading Shop's purchase application (app), creating a user account and setting up her preferred payment methods. Figure 1 summarizes Alice's purchase transaction. Upon choosing a product she might desire, Alice takes her NFCenabled mobile device (a smart phone or a tablet, for instance) and places it next to the product; this action activates the previously-installed app, which automatically reads the NFC tag's unique identifier t id and prompts the user to read the product's bar code, from which the product's ID p id is retrieved (1); the app then connects to Shop's server, and retrieves product information p inf o (which may include price, item description, etc.) from the store's database; t id and p id are also compared in order to mitigate fraud attempts (2) .
After checking the retrieved p inf o on the app's interface, Alice is prompted with a "Buy it" button. By clicking it, she allows the app to connect to any previously-configured third party payment services, and to transfer funds to Shop's seller account. Upon a successful transaction, the electronic receipt is forwarded by the app to Shop's server, which only then retrieves a secret kill password t key associated with t id from the store's database and sends it back to the mobile device (3). Finally, the app sends t key to the NFC tag, which compares it to a secret kill password locally stored in an unreadable region in the tag's memory module. If this value matches the received t key , the tag's anti-theft EAS feature is disabled and a "Purchase Completed" message is sent back to the app, as well as an electronic receipt of purchase (4) . Alice can now safely leave the store without triggering the EAS portals's alarm.
Since Shop's database system associates every tag to a particular product, inventory information is kept up-to-date and conflicts in the local store records can be trivially avoided. As for security requirements, one relevant aspect of the proposed tag -with logistical impacts in deployment -is that fraud resiliency is mostly kept "out of the tag" by design. This means that most of its security features are intentionally designed at software level, on the retailer's server side, by employing appropriate cryptographic protocols for the transmission of sensitive data between the retailer's servers and Alice's mobile device.
Nevertheless, the critical EAS feature deactivation step is designed as a challenge-response-based mechanism, in which the challenge is a randomly-chosen number, pre-programmed on the tag by its manufacturer and shared only with Shop's manager; the correct response is only retrievable by Alice's device upon a successful payment, and only from Shop's server -as opposed to being retrievable from the tag itself.
III.NFC-ENABLED EAS TAG DESIGN In this section, we detail the design aspects of the NFC tag required for our solution. The tag comprises an antenna, which is common both to its NFC and EAS functions. This can be accomplished with a diversity circuit, which enables the tag to work with near field (i.e., 13.56 MHz) signals defined by the NFC standard, as well as the far field frequency employed by current anti-theft portals. Figure 2 illustrates the tag's simplified design. The NFC tag is a passive device that, in order to operate, harvests energy from the electromagnetic field generated by the reader -which is either the user's mobile device or the EAS portals. This energy harvesting is performed by the power supply module. As for its logic part, it comprises a simple state machine implementing a sub-set of the SNEP [6] protocol.
All tag-protagonized protocols are simplified in order to allow substantial simplification of the associated electronic components (relatively to, e.g., a standard NFC tag) and hence reduction of production costs. On the client side, communication with the tag uses only electronic hardware already available, by using the NFC Forum's Simple NDEF Exchange Protocol (SNEP) [6] -a stateless request/response protocol implemented in many smart phones and typically used to push contacts information or web page URLs to other devices.
In order to increase robustness against side channel attacks, the tag's electronic circuit can be implemented as to require identical current consumption and processing times -despite dealing with correct or incorrect t key s. As for brute force attacks, we envision a lockout timer t tmr and a counter t ctr , which renders malicious successive attempts to guess the correct t key too slow to be effective. Finally, since t key is not computable by the client from any available information, no known cryptographic vulnerability can be exploited.
IV. CONCLUSION We presented an NFC-enabled EAS tag and associated sales model which, we believe, has the potential of increasing positive customer experience by decentralizing product checkout and thus eliminating buyer's need to enter a line in order to complete their purchase. Our proposed model relies on standard protocols and state-of-the-art e-commerce features, in an attempt to simplify the proposed tag's design and thus reduce both implementation costs and risk of fraud.
The described model does not require significant modifications in currently-available retail infrastructure, and relies on already-deployed multiple purpose devices on the client sidethus being effectively low cost. As for security, we discussed traditional malicious approaches and how both system and tag are able to mitigate them with low cost, logistically friendly design approaches.
In summary, the proposed system is able to provide fraudresilience with no more than a standard NFC tag enhanced with EAS resonance mechanism, and minimum storage capabilities. This not only simplifies tag implementation, but also allows tag production costs to be kept close to current EAS tags. We also note that, other than the tag itself, standard equipment (such as detection portals and servers, for instance) currently employed by retailers adopting traditional EAS models is compatible with the proposed solution, thus essentially reducing migration costs to software implementation and personal training. [3] , but these parameters are not the only requirements that must fulfill the LNAs when operating in RFID reader. Low return losses at the entrance of the device (S11 parameter as small as possible), high gain, stability (Mu parameter greater than unity), and usually large bandwidth to operate in the microwave range are also required.
LNA Practical Design Method for RFID Readers
These requirements are not easy to achieve, if we take into account that the majority of transistors available has a frequency behavior such that the optimal conditions for impedance matching (given by ΓMS parameter) are very different from the optimal conditions for low noise operation (parameter ΓOPT). If we represent both parameters, ΓMS and ΓOPT, in a Smith Chart, the points corresponding to these parameters are quite distant from each other. For this reason, usually when we prioritize noise performance, we reach a poor impedance matching input and consequently undertakes the amplifier power gain. Commonly the LNAs are project with minimum noise figure, low gain and mismatched at the entrance [4] . In this article we show a practical and effective method for LNAs design, adequately satisfying the noise requirements without sacrificing the amplifier impedance matching, and this is our main contribution.
II. MATERIALS AND METHODS
The methodology for LNA's project is divided into two phases: the project approaching the RF Circuit Theory and design with electromagnetic approach.
A. LNA design using RF Circuit Theory
Transistor choosing and datasheet analysis
The phase using Radio-frequency Circuit Theory begins with the transistor choosing that can meet the requirements originally imposed. Properly operating in the desired frequency range, with the greatest gain and the lowest noise figure possible. Excellent simulation software for RF circuits such as ADS, ANSYS Designer, PUFF, among many others, can be used at this stage. The following requirements for the amplifier were used: Stability at all frequencies from 0 GHz to 20 GHz (Mu  1), Noise Figure (NF) less than 1 dB, impedance matching with 50  lines with S11 <-10 dB and Transducer Power Gain (GT) greater than 25 dB. To meet these requirements it is necessary to make a study on the chosen transistor datasheet.
 Stability Test
For such, a model in ANSYS Designer software, where the transistor is represented by its S-parameters and the Mu parameter behavior is simulated on and out of the LNA operation band.
If Mu <1 in some frequency range, it is concluded that the transistor is potentially unstable [3] . Commonly transistors are potentially unstable in some frequency range. In RFID reader applications is unacceptable working with a potentially unstable device. There are several stabilization techniques [4] . In this project, the applied stabilization technique use a resistor in series with the transistor [2] . To prevent that the device total gain can be compromised, is necessary to ensure stability with a resistor whose value is minimum as possible.
 LNA design strategy The strategy proposed for the LNA designing, satisfying all requirements imposed is shown in Fig. 1 . The idea is to design the amplifier initial stage making use of a balanced structure, commonly used in power amplifiers [2] and then put another output stage to achieve the required gain. In Fig.1 , A is a 3 dB hybrid; B is the Gate bias network and impedance matching for minimum noise figure; C is the stabilized transistor, D is the network impedance matching on output of the first stage; E is the bias network of Drain; F is the hybrid isolated port load and L is the impedance matching network at second stage output.
A hybrid input acts as power divider. The input signal with power P is applied to port 1 and exits with power P / 2 by the doors 2 and 3. The B and C blocks are designed to ensure minimum noise figure, this strategy does not always coincide with maximum power transfer conditions, required for high gain values. In practical terms this means that the LNAs are commonly mismatched amplifiers at the input.
This article demonstrates that placing a input hybrid is possible to solve this problem. The reflections produced by the impedance mismatch from the blocks B and C of Fig.1 enter in the hybrid ports 2 and 3 in the opposite direction. Both the reflected signals are added with opposite phases in the hybrid isolated port (block F). On port 1 the reflected signal comes through the port 2 add in phase with the input signal. Thus, the amplifier input port (hybrid port 1) does not suffer the reflections adverse effect, which means that in practice the amplifier input is matched and therefore this return loss will be minimized. With the strategy proposed project on the previous-or fully based on Circuit Theory RF section, one can obtain preliminary results for the performance of the LNA which are theoretical targets to be achieved in electromagnetic design. The behavior of the LNA main parameters respect to the frequency, meaning, stability (Mu), noise figure (NF), gain and matching (S11), are shown in the Fig. 2. A.
B.
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B. Design LNA with electromagnetic approach
The final stage of the LNA design is the electromagnetic analysis of their behavior. This phase gives preliminary assembly of the prototype and extremely important to define the amplifier layout showed in Fig. 3 . The repercussions on the performance of the LNA caused by the spatial arrangement of the pieces, bends of the trails, holes in the plate, height PCB, solders, metal walls of the chassis, effects of the device box and others details can be provided and adjusted at this stage. 
VII. CONCLUSIONS
A method for the design of LNA amplifiers in S band was offered. First was realized the design and simulation using the Theory of RF circuits. This phase establish goals for the parameters of the LNA. The simulation results are used as theoretical reference to be achieved in practice. The second stage is to assay of the LNA layout using electromagnetic simulator where is possible to make the final adjustments of the device manufacturing. The electromagnetic simulations showed that all requirements initially proposed used obtained with this methodology.
Integrated environment for testing IoT and RFID technologies applied on Intelligent Transportation
System in Brazilian scenarios I. INTRODUCTION According to [1] , an IoT device is defined as the system entity having as its main task to interface the physical world. Interfacing the physical world means that the device can have the capability to monitor and control physical world properties, and to provide identity information about an entity. The device hence represents a fundamental building block of an IoToriented system. The evolution of ubiquitous computing technology is summarized on [2] , where we can describe the following evolutionary steps:
 Intranet of Things -The Thing provides reactive and proactive data. Most of the communication occurs between Things, where the human is a consumer and the Thing is a provider of data;
 Internet of Things -On this level, as before, things provide reactive and proactive data, however, humans offer reactive data like the current location by sensing or tagging. Most of the communication is human-to-human and thing-to-thing, were the later has the ability of sensing local/global environment by collaboration with other things, using local/global information. In this context, things are both consumer and producer of data.
Humans are mostly consumer of data;
 Social Internet of Things -On this level, both humans and things are consumers and providers of reactive and proactive data. Hence, all types of duplex communication are possible: Human-toHuman, Thing-to-Thing, and Human-to-Thing. This scenario generates highly useful information by collaborating with other things and analyzing needs of humans, using the information they provide, e.g., needs, interests, locations, demographic properties, relationship characteristics, etc.. It emerges from union of IoT and Social Networks features and a framework to combine users, devices and services to govern.
In [3] , the Internet of Things Architecture project (IoT-A) aims at creating an architectural reference model and key building blocks for the Internet of Things in order to bring together disjoint intranets of things into the IoT. In addition to encompassing the scope of existing intranet of things solutions, the IoT-A reference model also aims to address the issues of future scalability and privacy and security. The IoT paradigm aims at connecting anything, at anytime, from anywhere [2] .
Nowadays, most of the commercially available solutions are on the first level, Intranet of Things [4] . All the devices and the data are inside your local network, hidden behind a firewall and locally controlled and for remote access, there is a single channel, not one per device. In addition, there are solutions where every device creates a connection to a cloud service, which enables the Things to be controllable through an app from anywhere in the world. All those things and services could be meshed inside an architecture that enables new services for citizens of Smart Cities offering a new approach for optimizing services, reducing costs, and simplifying the management [5] .
RFID technology is one of the enabling technologies of IoT, and no longer limits itself to do only product identification. The new RFID applications in the context of Internet of Things involve technologies, in the experimental stages of development even in developed countries, mainly in the transport sector. As an example, in [6] is proposed a new vehicle emission inspection and notification system to help daily monitoring of engine emissions through RFID devices.
In transportation scenarios, RFID has been deployed inside Intelligent Transport Systems (ITS) applications to provide better mobility experience. These systems involve vehicles, drivers, passengers, road operators and regulators, besides covering the interactions between these components and the environment, linking them to core infrastructures [7] . Brazil is passing a new moment of definition, regulations and standardization, like ISO/IEC 18000-6 technologies for vehicle/cargo identification, NTCIP for interoperability of ITS equipment etc. These open opportunities to innovative solutions, however need exhaustive operational and conformance tests to deploy RFID or IoT technologies in applications for V2I (vehicle-to-infrastructure) and V2V (vehicle-to-vehicle) communication.
II. CREATION OF TESTBED FOR ITS SOLUTIONS
Due to all present and future evolutions, IPT created a laboratory to perform conformance of RFID technologies in ITS scenarios. At present, we perform conformance tests for tags and readers, for example, in accordance with ISO/IEC 18000-6 and ISO/IEC 18000-63; ISO/IEC 14443 Type A and B contactless smart card standard. In addition, this Lab also allows the running of experiments with components moving at speed up to 40 Km/h, in real measurement, or up to 120 Km/h in simulated mode (Figure 1 ). Furthermore, intends to create a multidisciplinary research environment, by allowing remote users for experimental test and validation of highly innovative ideas for high-level V2I, V2V and RFID solutions. Thus, remote users will access infrastructure to demonstrate the behavior of solutions especially designed to satisfy Brazilian national standardsfor vehicular identification (SINIAV) and DSRC technology for V2V/V2I (Figure 2) . 
I. INTRODUCTION
The wireless remote sensor applications have become a great source of knowledge and technological innovations. The Radio Frequency IDentification (RFID) has been used on a large scale, and now, has become an important tool applied in logistics operations. The RFID antennas, operating in the Ultra High Frequency (UHF) band, can assume different shapes, depending on its application [1] , [2] . One interesting class of antennas that can be used for RFID applications is the meander line antennas [3] , [4] . They were proposed in [5] as an attempt to reduce the physical size of the antenna by folding the antenna in sections, so that, its resonant frequency is reduced when compared with a similar one of the same physical length [6] . In this context, we present an experimental radiation pattern analysis of a text antenna, operating in the range of 900 MHz to 940MHz (UHF band), based on a meander line structure that represents the name of the Universidade Federal do ABC.
II. TEXT ANTENNA AT UFABC ANECHOIC CHAMBER
Among several options of antennas available for RFID applications, the use of text format antennas is quite unique [7] since they are based on non-uniform meander lines. Brand names or logos can be used to make the radiating element for RFID tags, which gives an additional value to their tags as a high-tech advertising [8] . The analyzed antenna, presented in Figure 1 , was designed on a FR-4 substrate (ε r =4,4, δ=0,018 and h = 1, 6mm). It was chosen due to its easy acquisition and low cost prototyping [9] .
The simulations were performed using the Method of Moments (MoM), taking into account all the required boundary E. Bolzan, I. R. S. Casella, A. J. Sguarezi Filho, and C. E. Capovilla are with the Universidade Federal do ABC -UFABC, Brazil. Emails: evandro.bolzan@aluno.ufabc.edu.br, ivan.casella@ufabc.edu.br, and carlos.capovilla@ufabc.edu.br H. X Araujo is with the Universidade Federal de Sao Joao del Rei -UFSJ, Brazil. E-mail: hxaraujo@ufsj.edu.br conditions (lack of ground plane, substrate with finite dimensions, and differential input signal). In order to optimize the prototype, an iterative process was used. The letters spacing, line thickness, and axial length were optimized for the desired frequency range between 900 and 940 MHz. The optimized axial length is 98 mm, a reduction of 24% in comparison with the half-wave dipole. This size reduction is due to the meander shape that the letters have applied to the antenna structure. The connection between the antenna and the network analyzer was performed by a balun (balanced-unbalanced), which was designed with RG316 coaxial cable. In general, the nominal permittivity value of the substrate is not accurate enough for the design of planar antennas. However, it can be noted in Figure 2 that the simulated and measured results are in complete agreement with the resonance frequency of 920MHz, showing that, for this prototype, ε r is tending to the typical value. The simulated bandwidth is around 7.5% (888 MHz to 957 MHz), while the measured one is 4% (900MHz to 937MHz) for a S 11 ≤ -10dB criterion. This reduction of the measured bandwidth is caused by the intrinsic characteristics of the employed balun (50Ω coaxial cable). To prove this hypothesis, it is shown also in Figure 2 a new simulation result considering the effect of the balun. We can see perfectly the reduction in the bandwidth caused by the balun and the similarity of the simulated and measured results. In Figure 3(a) is presented the simulation and measurement results of the E-Plane and H-Plane radiation patterns, for the antenna at 920 MHz (normalized). Through the analysis of the radiation pattern, it can be observed that the antenna is linearly polarized, with the E plane (E-CoPol) predominant at the substrate, and the H plane (H-CoPol) normal to the substrate. The simulated radiation pattern results are in agreement with the measured ones, showing the efficacy and ensuring the functionality of the prototype. The cross polarization fields (EXpol and H-Xpol) are at least 25 dB below, ensuring a good purity for the linear polarization of the antenna. Figure 3(b) presents another radiation pattern view, where a 3D simulation of the antenna pattern is shown. Completing the radiation pattern analysis, it is presented in Figure 3 (c) the measured 3D antenna pattern. The resulting pattern looks kind of like a nonhomogeneous bagel radiating energy outward. The strongest energy is radiated outward, perpendicular to the antenna in the x-y plane.
This nonhomogeneous behavior is due to the letters of the dipole as a text line meander. Notice that the patterns in any orthogonal plane (any plane, actually) are directional, and so, this antenna meets an omnidirectional behavior. Besides, it can be seen that the antenna has quasi-omnidirectional behavior, which evidences and ensures its good behavior as a radiator element for RFID transponders. These results demonstrate that the antenna keeps the good characteristics of a traditional dipole, even on the meander shape.
As illustrated in Figure 4 , the 3D radiation pattern measurements were performed in the anechoic chamber (7.6m x 3.1m x 3.1m) installed inside the Laboratory of Information and Communication (LIC) at UFABC. This chamber was fabricated by ETS-Lindgren (Spacesaver H26 Model -up to 18 GHz) with Rodhe & Schwarz equipments. Both, the transmitting horn antenna (EQ3117 Model) and the prototype, were positioned inside the quiet zone, defined as an imaginary sphere where the antennas must be placed inside to guarantee that the level of the reflected signal is less than 30dB [10] . Also, in this chamber, the electromagnetic field uniformity is less than 6 dB and the normalized site attenuation is less than +/-4 dB in the range from 1 GHz to 18 GHz. 
III. CONCLUSION
The analyzed text antenna presents at 920MHz a bandwidth around 40MHz. Regarding to the radiation pattern, its behavior is quasi-omnidirectional, like a normal dipole, for both E and H planes. The radiation pattern results are satisfactory for both planes as well. In this context, the analyzed text antenna is fully operational for low cost RFID applications and is suitable for transponders with needs or desires a marketing appeal in UHF band.
INTRODUCTION
The interconnection between objects through the Internet has attracted much attention from researchers and companies across the world [1] [2] . In this context, the term "Internet of Things" (IoT) is broadly used to refer to the presence of things or objects around people that, through a single addressing scheme, are able to interact with each other and to cooperate with their neighbors to achieve common goals [3] . In the Hype Cycle for Emerging Technologies report released in 2014 by Gartner's, the IoT is the most over-hyped technology in development today [4] . According to [5] the International Data Corporation (IDC), the number of things connected to the Internet exceeded the number of people on earth in 2008, see Figure 1 . In this scenario, two technologies have enabled the advancement of IoT : Radio Frequency Identification (RFID) and Wireless Sensor Networks (WSNs). RFID technology allows identifying objects and capturing data without the need of a visual field between reader and identifier (tag). In addition, the Electronic Product Code (EPC number) provides a unique identity to every physical object [6] . WSNs allows monitoring environment parameters, such as temperature, relative humidity, soil water potential, light, atmospheric pressure, etc. [7] . Thus, an increasing number of applications have emerged based on the IoT paradigm.
After an extensive literature review, by examining relevant articles from five major academic databases (IEEE Xplore, ISI Web of Knowledge, ACM digital library, INSPEC, and ScienceDirect), the applications of RFID and WSNs technologies for IoT were grouped into five categories, as follows: healthcare, agriculture, logistics, smart cities, and smart home.
II. RFID AND WSNS APPLICATIONS IN THE IOT CONTEXT
This Section shows the main applications described in academic articles according to relevance, based on number of citations, frequency of applications in the same area, and recent year of publication.
A. Healthcare
Most applications focus on Body Area Network (BAN), also referred to as Body Sensor Network (BSN) or a Wireless Body Area Network (WBAN). Sensors are used to monitor parameters, such as blood pressure, body temperature, breathing activity. To that end, sensors may be entirely within, on, and in the immediate proximity of a human body in pockets, by hand, etc. Through gateway devices, it is possible for medical professionals to access patient data online. Therefore, there are applications that involve patient surveillance, fall detection, and medical fridges [8] .
B. Agriculture
Applications in the field of agriculture that use RFID, sensors, actuators and their network are now at advanced stages [9] [10] . This contributed to an increase in varieties of terminologies currently in use, such as Precision Agriculture (PA), Smart Agriculture, Variable Rate Technology (VRT), Precision Farming, Global Position System Agriculture, Farming by Inch, Information-Intensive Agriculture, Site Specific Crop Management, etc. [11] . In this context, the following application areas are taken into consideration:
irrigation [12] , food traceability [13] , animal identification and tracking [14] [15] , and viticulture [16] .
C. Logistic
The use of RFID and WSNs technologies supports logistics in a very positive direction [17] . Combining logistics and IoT enable real-time optimization and distribution systems. Nearly every fact in a company, from identifiers and ubiquitous sensors, is available instantaneously. Current applications include, among others, storage incompatibility detection [18] , Real-Time Location System (RTLS) [19] , and quality of shipment and tracking conditions [20] .
D. Smart Cities
The adoption of the IoT paradigm on a wider scale finds applications in many different domains and contexts of a City, [21] . In a recent paper [22] , published in 2014, nine IoT applications in smart cities are presented, as follows: structural health of buildings, waste management, air quality, noise monitoring, traffic congestion, city energy consumption, smart parking, smart lighting, and automation and salubrity of public buildings.
E. Smart Homes
Wireless home automation networks (WHANs) enable monitoring and control applications for home user comfort and efficient home management. WHANs enable a variety of use cases, as presented in [23] , with a non-exhaustive list of examples: light control, remote control, remote care, besides security and safety.
III. CONCLUSIONS AND FINAL REMARKS
The peak of inflated expectations around the Internet of Things has stimulated the search for more and more applications. This paper showed a large number of solutions and contexts in which RFID and WSNs technologies are used. However, implementing IoT involves a multitude of challenges, such as huge volumes of data, privacy, interoperability, and standards. INTRODUCTION The association of the RFID with technology systems nowadays is increasing qualitatively and quantitatively with the big possibilities of applications created by electronic and programmable microelectronics. Many buildings, hotels and residences have replaced traditional keys by RFID access cards because of security and easiness that the own system provides. It creates the own controlled hierarchical systems with access levels, then the access to specific sites is restricted to persons in accordance with the RFID chip personal card. The microcontroller systems in the drive allow the ability to store and report on access to local (GLOVER, Bill; BHATT ) [1] . More recently, the RFID system has been used in locating products in market and industry, and livestock by the possibility of identification of animals (GOMES, Hugo Miguel Cravo) [2] . The Location Guide DV was designed through a partnership Association of Support for the Visually Impaired (AADV) of Poços de Caldas, Minas Gerais, who participated actively with suggestions and features to be incorporated in the prototype tests. AADV believe this product will be incorporated into the current forms of guidance used by the visually impaired, such as walking stick and guide dog.
II. COMPOSITION OF PROTOTYPE
The Location Guide DV was designed on a ARDUINO UNO's  1053 encoder/decoder of audio, which is responsible for the access to the SD's memory card, in which are stored audio files from local or identified products. The system is fed with 6V battery. The programming was done in C/C++ language and was structured in the flowchart shown in Figure 1 .
The places are identified with passive cards with a unique code, which are linked through the Location Guide DV system to specific audio files form SD cards location. The system also has external switches (buttons) that gives the user the control of the audio's intensity (with a resolution of 0.11 dB) that is connected to a headset, the battery level (low, medium and high), choice to play audio from last location set and the system's on/off. The system is set in the user's arm through adjustable elastic due the location of the reading cards that were set at heights ranging from 1.0 m to 1.5 m (Figure 2 ).
III. METHOD OF USE (PROTOTYPE)
For testing the Location Guide DV, thirteen locations and multiple access points at the corridors were identified with a RFID card in the main building of PUC Minas in Poços de Caldas. The route was defined from the main entrance, in which there was a multiple access ID card, to a course room, particularly the Physics Laboratory, in which there was a location card.
The ID cards were previously registered in a database and the location and multiple access point audio was connected to the ID of each card by software based on the same system using the RFID reader connected to the computer. The new databased, with these thirteen locations and multiple access points and the corresponding audios, was transferred to the SD card of the Location Guide DV.
For the first test, one of the authors had the system fixed at one arm and start to follow the previously defined route of thirteen locations and the multiple access points. It was possible to read each ID card by the RFID reader of the Location Guide DV when the distance between them was around 10-15 cm (Figure 3) . Then the software of the system searches the corresponding audio location or the multiple access point. So the program directs the audio playback on the handset of the system to the Audio Encoder/Decoder. The user then listens to the audio which identify the corresponding location or the point in the route. The user could identify all the locations and points of the route. A second test of the Location Guide DV was performed at the instalation of AADV in Poços de Caldas. The route was defined from the main entrance to the lunchroom, in which thirteen location and multiple access point ID cards were fixed. As before, a visually imparied user succesfully get the final location, identifiyng locations and multiple access points of the route.
IV. RESULTS
The Location Guide DV was built in a very robust platform and easily handled by the user. The database can by easy updated by a simple USB connection to a computer. The database from different installations could be accessed by the web, when the systems get in the market. Due to the operation mode, mainly in standby, the Location Guide DV has very low battery energy consume. This new approach for location and orientation system to visually impaired people has an advantage when compared to the usual braille identification boards.
The main difficult observed in this prototype was the very short distance between the ID card and the RFID reade, about 10 cm, needed to be identified. To visually imparied people, this distance can be a enormous problem maily in building with large spaces.
V. CONCLUSION
In this article a new location and orientation system was developd based in the RFID techmology. The Location Guide DV was able to provide to visually impaired person a guidance through a stabilished route, identified by ID cards along the locations and multiple access points. The system still needs improvement mainly in the distance between the user and the ID cards. In our system this distance is around 10 cm, but disntance of about a meter could provide a better accessibility in a large number of spaces. This improviment could be obtained by using active ID cards, that will be considered in our new version.
I. INTRODUCTION
Based on RF signals for identification of objects, the RFID (Radio Frequency Identification) technology experienced considerable progress during the last decade. In this context, many applications such as logistics, transportation and manufacturing process are nowadays demanding the RFID technology [1] for better performance.
RFID systems are composed by a transponder (tag) and a reader, and are classified according to parameters such as operational frequency, range and communication between the tag and the reader. Normally, the reader has one antenna or an array of antennas, and the tag consists of an IC RFID connected to the tag antenna.
Previously, RFID tags were developed in such a way that battery was required to supply the necessary power to the integrated circuits. However, the present great challenge is to develop tags as small as possible having only the room for mounting a passive (without battery) RFID circuit. Therefore, based on backscattering [2, 3] , all the energy required by the passive tag to operate, comes from the carrier signal transmitted by the reader.
The RFID is one of several applications of circular antennas. The circular antenna shows good response over its bandwidth that can be even better when associated with metamaterial structures. The basic metamaterial cells pattern employed here consists of a periodical arrangement of pairs of cooper structures located at strategic positions. Owing to its unit cell symmetry, an isotropic response is provided to any linearly polarized incident wave.
In this paper, a metamaterial-based antenna is proposed for RFID applications, due its characteristics as high gain, bandwidth, frequency resonance, its ease of construction and compact dimensions. This work is part of an exploratory project to investigate the influence of periodic structures as the one presented here on the performance of antennas and other planar structures.
II. PROPOSED ANTENNA WITH METAMATERIALS
Patch antennas are typically narrow band, with a bandwidth around 2% [4] . Even though the efforts and researches, the maximum improve is achieved with multilayer substrates [5] .
The circular antenna is present in several applications as radars, military systems, commercial and medical, and also in mobile devices. Its main characteristic is a high transmission data, requiring a high bandwidth which is a limitation of printer antennas. Therefore, a good way to solve this problem is to introduce metamaterials on the structure of the antenna.
The proposed antenna was designed over the substrate Rogers RO 4003, with ε r = 3.55 and thickness of 0.81 mm. In Fig. 1 is shown the proposed antenna.
Several works in the literature deal with the effect of RFID tag in the presence of a ground plane [6] . According to [7] the gain penalty for placing RFID tags near the ground plane is reasonable, but on the other hand, the antennas become more directive. One of the advantages of this kind of antenna referrers exactly to the ground plane at the unbalanced input, in its simplicity for impedance matching with the IC, which is more convenient and practical to solve matching problems.
The concept of artificial material, i.e metamaterial, was synthesized in the late 90. However, in the past 20 years, the interest on metamaterial technology had strong increased, with researches on superlens and telecommunication environment, including transmission lines and antennas applications [8] .
Actually, metamaterial is a macroscopic composite of periodic or non-periodic structure, whose function is due to both the cellular architecture and the chemical composition.
The construction of photonic metamaterial patterns to incorporate on the antenna was done through 4-level fractal structures, which are sometimes called a spacefilling curve. The fractal pattern is generated by a master line, or the first level of the structure. Abstract-This article presents the miniaturization of experimental mode using the electromagnetic simulation tool CST MicroWave Studio® of the design of a rectangular patch antenna to operate at 915 MHz using a substrate magneto-dielectric so as to not impair the performance of the RFID tag antenna which has been designed to be used on metal surfaces. The design carried out considers the factor of miniaturization in function of the intrinsic properties of the substrate used, in addition to the impedance matching between the antenna and the chip Impinj Monza 4E with impedance Zchip= 11+j143 Ω, obtaining a simple design tuned to the desired frequency with impedance matching.
I. INTRODUCTION
The systems of Radio Frequency Identification (RFID) that have been used for the automatic identification of products, people, animals and all kinds of object that is required [1] . The system RFID is composed for a reader end a tag. The tag is composed by an antenna and a chip, which has been store the information. Basically, the radio frequency waves are sent by the reader toward the tag in a frequency band, in this way, when the tag receives the signal in the frequency that has been specifically designed to operate, there is an adaptation of the impedance between the antenna and the chip, producing the coupling by backscatter while absorbing the energy of the signal to activate the chip and it can transmit the information contained in its memory through the adaptation and mismatch of its impedance, generating a effect of transmission and reflection of energy respectively, transmitted a signal that will be picked up by the reader [3] . This work presents a study on the design of an antenna type patch for use on metal surfaces operating on 915MHz using a substrate magneto-dielectric for its construction.
II. PATCH ANTENNA DESIGN
The rectangular patch type antennas are the most commonly used due to their low weight, ease of manufacture and therefore low cost. This composed basically of three parts; a ground plane, above a dielectric substrate and its surface a radiating element. The substrate has two important features. In the first place, is its thickness. An increase in the thickness leads to an increase in the efficiency of radiation of the antenna, but also an increase in the losses in the dielectric, as well as an increase of surface waves. Secondly, is its dielectric constant. The length of the rectangular patch is directly related to the operating frequency of the antenna. However, due to the effects of strip, electrically the patch microstrip antenna seems to be higher than its physical dimensions, so it is necessary to take into account a ∆L extension in its physical dimensions which are a function of the effective dielectric constant and the relationship of the width of the patch and the height of the substrate, therefore the length of the patch is given by [4] 
Where ref f and ∆L are given by and .
To consider an adequate efficiency of radiation can be calculate the width of the patch as [5] .
Where c is the speed of light in a vacuum.From previous relationships and taking into account that you want to design an antenna with resonance frequency at 915 MHz for an RFID tag with a chip Monza 4E [6] of impedance Zchip= 11+j143 Ω, using a dielectric substrate r > 1 and µr = µ0 = 1 with r = 10 and height h = 0.3 cm, it is estimated that the structure should have dimensions L = 5.16 cm and W = 6.99 cm. The designed antenna is shown in Figure 1a where was used the tool of electromagnetic simulation CST Microwave Studio®.
The return loss and the input impedance to a discrete port of 50Ω are shown in figures 1b and 1c in red color respectively.
The input impedance to the antenna as shown in Figure ( in red color) 1c is Z chip = (27.87 − j92.53)Ω , therefore, in spite of that the antenna is tuned, not operate for the RFID tag due to the impedance mismatch with the chip. Could increase the value of the dielectric permittivity for minimize antenna, however, this considerably affect the efficiency of the antenna and reduce the bandwidth, so that it is not recommended [7] , it is for this reason, it is necessary to use a substrate whose intrinsic characteristics can be used to design an antenna whose input impedance is inductive type for that being able to perform the adaptation with the chip, furthermore to overcoming the limitations of efficiency and bandwidth. According to [8] , the materials magneto-dielectric provide these features by which use a substrate with permeability larger than the permittivity (µr > r ), will allow you to significantly reduce the size of the patch and achieve a higher bandwidth and efficiency of the antenna that would be achieved using a substrate dielectric type only.
III. MINIATURIZATION OF A MICROSTRIP ANTENNA
The profile of the proposed antenna shown in figure. 1a the right side, is designed on an 3 mm thick magneto-dielectric substrate whose relative permittivity is 18 and relative permeability is 31.5. Due to higher permitivitty and permeability the tangent loss was 0.02. Compare to conventional less expensive widely used dielectric substrate, magneto-dielectric material substrate reduces the width Figure  1c shows the change in the value of impedance at the antenna input, reaching a value very close to the complex conjugate of the characteristic impedance of the Monza chip 4, thus allowing ensure the matching of impedances of these two elements and the best condition of operation of the tag.
IV. RESULTS
However for the case in question has to be treated by a substrate of magneto-dielectric considered have loss tangents (tanδ = tanδµ = 0.02). Them, the patch resonant length directly obtained from simulations and rigorously given by (5) As can be seen, the main difference between expressions (5) and (6) only concerns the substrate parameters ( , µ). To our knowledge, there is no available formula for calculating the effective permeability (µre ) of the substrate even if accurate formulas already exist for calculating the effective permittivity ( re) [4] , [9] .
In this formulation, the relative parameters ( r , µr ) have been considered instead of the effective ones ( re, µre ) for that reason.
Important to note that both the permittivity and the permeability alters the value of input impedance of the antenna, still less when r decreases and increasing once µr makes it.
V. CONCLUSION
In this article was discussed the design of a rectangular patch antenna to an RFID tag operating at 915 MHz from the theory of design of microstrip antennas on an experimental basis by electromagnetic simulation. It was demonstrated that the use of a substrate magneto-dielectric allows miniaturize the patch in function of the square root of the product between the dielectric permittivity and magnetic permeability of the material while preserving the relationship of µr > r . Moreover, the use of a substrate with the characteristics mentioned allowed to design a simple model of patch whose impedance has an inductive behavior to which impedance matching is achieved with the chip yielding low loss and thus return an optimal coupling between the antenna and designed chip. Abstract-This paper focus in adoption RFID in the cashew nut industry to improve traceability and supply chain management and efficiency traceability management. The challenges in this project are discussed and methodology is concisely described. At end, the results obtained are showed and next steps are proposed.
RFID in Cashew Nut
I. INTRODUCTION
The cashew nut manufacturing industry plays a major role in the economics of the Brazilian State of Ceará . According to [1] , this industry sector represents 13,6% of the total exported by this State, accounting for $160,1 millions dollars in 2012. In this market, the possession of the ISO 22000 certificate is a de facto requirement due the fact that it ensures the quality of food safety and traceability management systems as stated in [2] . Even though, according to [3] , the cashew nut manufacturing industry presents several problems, including very poorly articulated supply chain.
In order to facilitate the achievement of the quality of food safety and traceability management demanded by ISO 22000 certificate and to increase supply chain integration and efficiency, CIONE, Companhia Industrial deÓleos do Nordeste(Northeast Oils Industrial Company), started the adoption of RFID in its internal logistic process. This Auto Identification and Data Capture system carries information around through the use of radio frequency waves. This technology is able to radically improve supply chain management and efficiency, being increasingly adopted in various industry sectors. RFID has the ability to identify each item individually, being this matter a key aspect in the traceability management needed by ISO 22000 standard.
This paper shows the efforts in the adoption of ISO 18000-6C RFID system as the main AIDC in the internal logistic process of CIONE, having the physical layer specified in [4] as it focus. With it, this process will present a new level in traceability and in supply chain management of cashew nuts boxes, allowing CIONE to achieve the requirements of quality demanded by ISO 22000 standard. This RFID adoption project has three stages: analysis and design, implementation and evaluation.
II. THE LOGISTIC PROCESS
Nowadays, the CIONE logistic process begins with the reception of raw almond sent by the producers. Then, several manufacturing activities transforms the cashew nuts in natura in the product that will be commercialized. The almonds are selected and receive a two stage packing. First, they are packed into bags for biological and chemical protection and then placed into carton boxes to avoid mechanical hazards. When the packing process is finish, each package with a net weight of 50 pounds or 2270 grams receive a label with a barcode and other miscellanea information. Pallets with a maximum of 60 boxes are then arranged. The tasks of selection, packaging, labeling and palletizing are performed in the packaging sector. Once the pallet is properly formed, it is moved to the shipping sector. In that sector, the pallets are stored until their shipment.
In this RFID adoption project, were establish that all boxes must receive a RFID tag encoded in the packaging sector, and a portal must be developed to read all items in a pallet during the shipping process.
III. ANALYSIS & DESIGN
The phase of analysis and design has four activities, being the study of the item to be tracked the first one. The importance of this task is understand how the items can interfere in the radio waves used by a RFID system. In this project's scenario, the discussion is simplified because the bags used in the packaging are conductive electrically, causing an electromagnetically isolation of the cashew nuts inside them. After the study of item to be tracked, the ISO 18000-6C RFID hardware must be select. This selection is made considering the project requirements, references about hardware performance and previous experiences. The reader, printer and the tags for this project were selected from off-theshelf items. The antenna used in this project is a competitive differential provided by Votu Rfid Solutions. It presents a high gain, more than 9dbi, and is made recycling plastics and reusing metals. The third activity in analysis and design is the investigation of the electromagnetic activity of the environment were the RFID system will operate. The purpose of this task is identify and eliminate potential sources of interference in the ISO-18000-6C RFID frequency band. The shipping sector of CIONE have no significant source of noise regarding the RFID system in question. At last, the preliminary researches are performed. This activity consists in series of proof of concept to investigate several key aspects in a RFID adoption project and design solutions regarding those matters. In CIONE's RFID adoption project, the portal layout, the placement of the tags in cashew nuts boxes, the reading of undesired tags and the printing and codification of tags are the investigated aspects in preliminary researches.
In the portal layout definition, a pallet dimensions analysis is the first thing done. Regarding those dimensions, an initial portal infrastructure that can be easily reconfigurated is mounted, allowing a deep investigation of the portal layout. That structure allows to different types of portal layout: one with 4 antennas placed on the upper part of the structure and other with 2 antennas on each side of this initial portal. The performed researches indicates that the layout with 4 antennas on top presents an interrogation zone that does not cover entirely the region where the pallet pass by, but it promotes a smaller quantity of undesired tags reading. On the other hand, the layout with 2 antennas on each side covers well the region where the pallet transits, although it performs easier unwanted tag reading. Once the most important thing in portal layout design is the reading of all item tags that are in the pallet and undesired tag reading can be solved trough shielding, the layout with 4 antennas on top is discarded. Now, the portal layout with 2 antennas on each side must have the position of those electromagnetic devices fine tuned. This task is made measuring the power distribution in the pallet and with the identification of miss read tags.
After the investigation and design of portal layout, the tag placement is researched preliminary. The carton boxes already has a defined spot for tag attachment. Thus, this tag placement process analyzes witch orientation has better tag detection. The orientations studied are Vertical, when the tag is placed perpendicularly to ground line, and Horizontal, when the tag is placed in a parallel position regarding the ground line. The Vertical orientation presented better results, being thus selected for implementation and showed in Fig.1a .
As stated earlier, the designed portal read several unwanted tag items. Thus, the range of those undesired tag items reading must be understand in order to design the proper shielding of the place where the shipping portal is placed. This preliminary research was made tagging items in the pallets adjacent to the portal. Tags of items in those pallets could be read as far as 15 meters from the portal. Regarding those results, a metallic grid was designed to shield the shipping portal area.
To finish the preliminary researches, the printing and codification of tags are observed. The process is simple and execute with no relevant technical challenges.
IV. IMPLEMENTATION
After the analysis and design phase, the definitive infrastructure is then implemented and it's performance validated according with the results obtained in the previous activity. The tags are encoded and placed in the items using the Vertical orientation as illustrated in Fig.1a . Then, the metallic grid for electromagnetic shielding is mounted in the shipping sector, as presented in Fig.1b .
The RFID shipping portal is than manufactured and the whole system is validated according with the proposed in the analysis and design phase, concluding the implementation V. EVALUATION AND CONCLUSION The evaluation of the portal consists on the simulation of 100 shipping process using RFID portal on each of 11 products categories that CIONE has. The final result presents a 99.894% of reading accuracy, attesting the success of this RFID adoption project. As next steps, this physical layer implemented must be integrated with TI layer in order to put the entire system actually in use.
