Abstract
INTRODUCTION
The establishment of access rights proposed in IEEE 802.11 MAC [1] is far more difficult in multihop WMN. It is observed by many researchers that the throughput of the IEEE 802.11 MAC protocol drops significantly when applied directly in multihop networks such as WMN [2, 3 & 4] . It's well noted that the existing MAC protocol that initially proposed for Wireless Local Area Network (WLAN) suffered from exposed node and forwarding issues when implemented in multihop wireless network. The IEEE 802.11 MAC protocol, tackle the issues of hidden node problem by employing a four way handshake of RTS-CTS-DATA-ACK frames.
According to the handshake mechanism, the source node will send the RTS and DATA frame while the destination node will respond with CTS and ACK frames. All the nodes which are in the range either source or the destination nodes have to remain silent and refrain from transmit any frame until entire transmission is completed. This virtual carrier sensing mechanism is to avoid the collision of DATA frame at recipient node and CTS or ACK frames at sender node. Even though this mechanism alleviates the hidden node problem yet the exposed node problem still remain unsolved.
The IEEE 802.11 MAC protocol effectively precludes other neighboring nodes from involving in transmission activity during the entire duration of ongoing frame transmission. This will introduced the problem called exposed node thus degrades the performance accordingly. These nodes will remain silent and refrain from initiate the transmission for the duration as specified in their NAV. In addition, when the number of competing nodes increases in the network, thus the number of exposed node also increases accordingly.
The exposed node problem can be elaborated more by referring to Figure 1 . After proper exchanged of RTS/CTS control frames between node R1 and A, they will begins their DATA transmission.
During this entire frame transmission, node B does not allow to receive the frame from any of its neighboring nodes since it already silenced by CTS control frame from node A (i.e. virtual carrier sensing Mechanism). This is known as exposed node problem. By right, node B can be allowed to receive the DATA frame from R2 since it doesn't conflict with the ongoing transmission from node R1 to node A.
Fig. 1: Exposed Node Problem Cause by Virtual Carrier
Sensing (Scenario A) Figure 2 shows different scenario of exposed node problem. After proper exchanged of RTS/CTS control frames between node A and R1, they will begins their DATA transmission accordingly. During this entire frame transmission, node B does not allow to involve in transmission activity with any of its neighboring nodes since it already silenced by RTS control frame from node A (i.e. virtual carrier sensing Mechanism). This is also known as exposed node problem. By right, node B can be allowed to transmit the DATA frame to R2 concurrently since it doesn't conflict with the ongoing transmission from node A to node R1.
Thus, under the IEEE 802.11 DCF MAC protocol, it effectively precludes other one hop neighboring nodes from involve in transmission activity during the entire duration of ongoing frame transmission and cause exposed node problem thus degrades the network performance. Moreover, in multihop WMN communication, if a node needs to communicate with another node (i.e. mesh router or internet gateway) that is not within its range, then it will relays the frame to its adjacent mesh routers. The frame is then will be relayed over multiple hops until it reaches an internet gateway. Then the internet gateway will forward the frame to destination node. Figure 3 shows the forwarding operation when the frame transmitted in multihop environment.
The exposed node problem and inefficient forwarding operation result in unnecessary reduction in channel utilization and larger signaling overhead respectively. In multihop environment, the performance would degrade dramatically due to these problems. A good MAC protocol for multihop WMN should design to efficiently share the channel and boost the performance.
Therefore, to suit and support the multihop WMN, several MAC protocols have been developed by the researchers. The main aim of the developed protocols is to improve the overall throughput of a multihop WMN. The following section will discuss some related works that had been proposed by researchers in order to solve the exposed node problem by enabling the concurrent transmission. In addition, the following section also will discuss some of works that had been proposed by researchers in order to provide an efficient forwarding operation. The efficient forwarding operation is expected to reduce the signaling overhead and boosts the network throughput. 
CONCURRENT TRANSMISSION ACCESS PROTOCOLS
The concurrent transmission approaches have been proposed by many researchers as a transmission strategy to combat exposed node problems which is common in IEEE 802.11 MAC protocol. Its restrictive nature to disallow other neighboring nodes from involves in the transmission activity until the ongoing transmission complete degrade the throughput of WMN significantly. The throughput can be improved by using the concurrent transmission approaches. Thus, it can achieve better channel utilization and spatial reuse. By enabling the concurrency, it boosts its throughput and also alleviates the exposed node problem. The following section will discuss some related approaches that had been proposed to solve exposed node problem by enabling concurrent transmission approach thus gain better channel utilization.
Opportunistic Approach in Mitigating Exposed

Node Problem
One interesting work has proposed in [6] to mitigate the expose node problem. The nodes implemented with this protocol will recognize themselves as an exposed node by hearing the basic sequence of frames (i.e. the RTS control frame followed by the DATA frame from the same node) and opportunistically schedule concurrent transmission whenever possible. For example, when the exposed nodes (i.e. E1, E2 and E3) in the Figure 4 overhear the basic sequence of frames, it will align their DATA frame transmission with ongoing transmission. This communication does not require any additional RTS/CTS exchange.
All exposed nodes (known as secondary transmission in this work) will tries to squeeze its transmission with primary node when it's DATA transmission is in progress. This approach effectively preclude from schedule secondary transmission, when multiple transmissions are in progress.
However the protocol enables the concurrency by the exposed node which is caused by the NAV RTS only. A part from that, the frame size of the primary transmission must be larger than the frame size of secondary transmission. This is another constraint that was highlighted by the author in this work to enable the concurrent transmission successfully. Since the frame size of primary transmission is larger than the secondary transmission, thus the secondary transmission is required to defer for some amount of time before finishing its transmission. This to make sure both primary and secondary transmission can finish exactly at the same time before commencing the ACK transmission. This deferral is to avoid the collision between DATA and ACK frames. 
Multiple Access Collision Avoidance with Parallel Transmission (MACA-P)
The earliest work on enabling concurrent transmission in WMN is Cooperative Medium Access Scheme [7] that contributes to significant improvement in the overall throughput of WMN. This protocol is improved version of [5] , with the introduction of Multiple Access Collision Avoidance-Parallel or MACA-P protocol. Figure 5 shows the pattern of the concurrent transmission that could be allowed in MACA-P without the collision.
This mechanism improves the utilization of channel by adopting spatial-reuse technique.
A 'control gap' is introduced between the exchange of RTS/CTS control frames and subsequent exchange of DATA/ACK frames. The control gap will begin at first sender -receiver pair of communicating node (i.e. master node).
All other neighboring nodes will be exploited by RTS from master node to complete their own RTS/CTS within this control gap and to align their DATA/ACK transmission with the DATA and ACK phases of master node. In other word, this control gap is introduced to synchronize the DATA and ACK period of all concurrent transmission to avoid them colliding between each other (i.e. DATA frame of a transmission and ACK frame of another transmission). To achieve this DATA and ACK alignment, the RTS and CTS control frames were designed to carry the start time of DATA and ACK transmission. The detail refinements of MACA-P are described in [7 & 8] . However MACA-P is only performing well for specific scenario when large size of payload is considered. In addition, this protocol also caused wasted deferral time due to infeasible scheduling of concurrent transmission especially when low traffic is considered at intermediate nodes in multihop WMN communication.
Concurrent Short Signaling Medium Access
Control (CSS-MAC) Protocol for Multihop
Wireless Mesh Network
In this work [9, 10 &11], the author proposed an enhancements to the IEEE 802.11 MAC protocol to obtain higher concurrency that could reduce the amount of signaling overhead that required at each intermediate node until the frame forwarded to its end destination in multihop WMN. A MAC protocol namely Concurrent Short Signaling Medium Access Control (CSS-MAC) that allows the radio nodes to schedule concurrent transmission whenever possible (alleviate exposed node problem) and reduce the amount of signaling frames between intermediate nodes are designed and modeled analytically. The analytical modeling demonstrated the performance of the CSS-MAC protocol in term of delay and throughput when it is implemented in the multihop WMN scenario. The main aim of the proposed scheme is to provide better network performance and throughput. Since the function of a MAC protocol is to regulate and provide the equal right for all nodes in the network to access the channel, so the CSS-MAC protocol was designed to cope this criterion. Figure 6 shows the pattern of the concurrent and short signaling transmission that could be allowed in CSS-MAC without any collision.
Fig 6: Basic Structure of the CSS-MAC Protocol
FORWARDING ACCESS PROTOCOLS
The background studies discovered the ineffectiveness of the existing IEEE 802.11 MAC in supporting the forwarding operation, especially when the multihop communication is concerned. Since this protocol is only designed to transmit or receive a frame in one hop manner, thus it performs poorly when directly implemented in multihop WMN communication. In addition, the use of RTS/CTS signaling frames at each hop caused large signaling overheads when the frame forwarded in multihop manner. This characteristic also degrades the throughput of the network significantly. An efficient forwarding access protocols have been proposed by many researchers to reduced signaling overhead caused by multihop environment. Three related approaches namely DCMA, Q-DCMA and MARCH that had been proposed to reduce overhead caused by signaling frames thus gain better throughput are discussed in the following section.
Data-Driven Cut Through Medium Access (DCMA)
To reduce the latency and improve the throughput in multihop networks, the Data-driven Cut through Medium Access protocol (DCMA) has been proposed [8] . The feature of this protocol is to reserve the channel for the next forwarding node by using new control frames called ACK/RTS as shown in Figure 7 . This approach reduces the chance of frame collisions.
This protocol was designed with additional label in each frame to identify the next hop (i.e. downstream node) without negotiating with an IP lookup at routing layer. The protocol merges the ACK of ongoing transmission with the RTS control frame of next hop transmission (i.e. to the downstream node) which is the frame intended to. This new ACK/RTS now contain the MAC address of upstream node, downstream node and includes the information to find the next hop by the downstream node. Thus, in this way the inherent right to send an ACK frame now exploited by downstream node (i.e. next hop) to reserve the channel for its transmission.
According to this protocol, a network interface card (NIC) must quickly look the next hope address which is required to generate the ACK/RTS control frames. This operation must be done within the particular amount of time otherwise the communication would be discarded. The NIC architecture must be heavily modified in the DCMA protocol. In addition, it also entails additional information to be presented in NIC. Other than that, when the size of the network grows, the NIC memory also grows accordingly in this protocol. These are the drawbacks of the DCMA protocol. The other refinement of DCMA protocol can be found in [8] . Additionally, [13] showed the improvement of [8] by designing the cut-through ACK/RTS control frames. This protocol was designed with simpler hardware structure where it doesn't need the quick operation at the NIC as what DCMA needed. This protocol has the capability to picking the highest priority frame from the multiple queues. Thus this protocol can support certain degree of QoS. As both cut-through protocols can reduce the delay in multihop WMN, therefore network throughput can be improved accordingly.
_______________________________________________________________________________________________
Medium Access With Reduce Handshake (MARCH) Protocol
Medium Access with Reduced Handshake (MARCH) protocol has been proposed to reduce the overhead of multihop network [14 & 15] by using simpler reservation mechanism. MARCH is the new MAC protocol which is exploits the overhearing and broadcast characteristic of omni-directional antennas to reduce number of handshakes that require at each intermediate hops.
The RTS/CTS handshake only performed by the first hop of communicating nodes pair while the subsequent hops of communicating nodes pairs utilize a new signaling frame named as CTS-only. The RTS/CTS control frame is designed to hold additional information such as MAC address and Route ID (RT ID ) in order to enable the forwarding operation. The subsequent intended hops will activate the timer based on this information. Once the timer is expired, the next hop subsequently invites its upstream node to relay the DATA frame via CTS-only frame. This scenario clearly elaborated by using Figure 8 .
Since fewer signaling frames are exchanged over multiple hops, the overall throughput can be increased significantly. Moreover the probability of frame collision among the signaling frames has been reduced. However the protocol performs poorly when high traffic is considered in multihop network and when exposed node problem is occurred at the first hop of communicating nodes. The detail refinements of MARCH are described in [14 & 15] . 
DISCUSSION
By presenting inefficiencies (i.e. channel utilization and frame forwarding operation) that occurred in multihop WMN, it concluded that the existing 802.11 MAC protocol that is designed for single hop wireless LAN network does not function well when directly applied in the multihop WMN. In order to improve the efficiency of channel utilization, a concurrent transmission protocol known as MACA-P was proposed by Acharya in [5 & 7] . The proposed technique mitigates the number of exposed node problem by allowing the concurrent transmission among the radio nodes in the network. However, it doesn't support the forwarding/relaying operation which is crucial in multihop WMN communication. The time consumed by MACA-P protocol at each intermediate relaying node to schedule the concurrent transmission increase the latency thus degrade the throughput significantly.
On the other hand, the techniques to reduce the control signaling overhead, the handshaking, were proposed in DCMA and MARCH protocol. These techniques are designed to receive the DATA frame and transmit it immediately to next hop without further control handshaking. The drawback of the DCMA protocol is requires a heavily modified NIC architecture and entails additional information to be presented in Network Interface Card (NIC). This caused the memory of NIC grows accordingly when the size of the network grows. In contrast, the MARCH protocol performs poorly when high traffic is considered in multihop network. This is due to exposed node problem which is occurred at each intermediate hop.
Meanwhile, CSS-MAC [9, 10, 11 &12] proposed a set of enhancement to the existing IEEE 802.11 MAC to solve both exposed node problem and signaling overhead issues by providing efficient channel utilization and forwarding operation. The significance of enabling the concurrent transmission and reducing the signaling overhead in different scenarios were presented in this work. 
CONCLUSION
The background studies discovered the ineffectiveness of the existing IEEE 802.11 MAC protocol in solving exposed node issues and supporting the forwarding operation, especially when the multihop communication is concerned. An efficient MAC protocol is necessary to improve channel utilization in multihop WMN. As explained in this article, many innovative MAC protocols have been proposed by the researchers. Although many MAC protocols have been proposed, but desirable properties (i.e. delay and throughput) in either single hop or multihop networks it is not easy to satisfy. Therefore, the challenge in multihop WMN is to design a proper MAC protocol that could coordinate the channel access effectively to boost their performance. 
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