














Analysis of Bioelectrical Impedance by Machine Learning  
and Investigation of Its Potential for Biometric Authentication 
 
奥原詳 





In this study, we investigate the possibility of a new biometric authentication using the impedance                
method. A weak voltage is applied to the human body and impedance data is collected. The collected                 
data will be analyzed by machine learning algorithms. The multi-class classification model for             
biometrics developed in this study has an accuracy of over 99%. 





















































































































































































































































































































































































































































1)”Global biometrics market expected to grow to $76               
billion by 2027” 
https://brandminds.live/global-biometrics-market-expecte
d-to-grow-to-76-billion-by-2027/ (2021,2,5参照) 
 
2)”多要素認証の種類と方法”[オンライン] 
https://trustlogin.com/wp/trustlogin_whitepaper02.pdf 
(2021,2,5参照) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
3)”インピーダンス法の原理” 
https://taisya.net/taiseibun/body-composition/ (2021,2,5参 
照) 
 
4)”logisticRegression” 
https://scikit-learn.org/stable/modules/generated/sklearn.l
inear_model.LogisticRegression.html(2021,2,4参照) 
 
5)”Support Vector Machines” 
https://scikit-learn.org/stable/modules/svm.html(2021,2,4
参照) 
 
6)”RandomForest” 
https://scikit-learn.org/stable/modules/generated/sklearn.
ensemble.RandomForestClassifier.html 
 
7)”basic-deep-learning-tutorial-using-keras” 
https://www.kaggle.com/parasjindal96/basic-deep-learnin
g-tutorial-using-keras(2021,2,4参照) 
 
8)”生体認証導入・運用の手引き” 
https://www.ipa.go.jp/files/000024404.pdf(2021,2,1参照) 
 
 
