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Abstract—Ever since the feasibility of in-band full-duplex (FD)
at the Physical (PHY) layer has been established, several studies
have emerged investigating protocol aspects of enabling FD
operation in various legacy wireless technologies. Recently, the
adoption of a simultaneous transmit and receive (STR) mode
for next generation wireless local area networks (WLANs) has
received significant attention. With STR mode (FD communi-
cation mode) in 802.11 WLANs, bi-directional FD (BFD) and
uni-directional FD (UFD) links are created. STR mode in 802.11
WLANs must be enabled with minimal protocol modifications
while accounting for the co-existence and compatibility with
legacy nodes and protocols. This paper provides a novel solution,
that can leverage carrier sense multiple access with enhanced
collision avoidance (CSMA/ECA) and adaptive sensitivity control
mechanisms, for enabling STR operation. The key aspects of
the proposed solution include co-existence with legacy nodes,
identification of eligible nodes for UFD, optimization of secondary
BFD and UFD transmissions, and creation of UFD opportunities.
Performance evaluation demonstrates that the proposed solution
is effective in achieving the gains provided by STR operation.
Index Terms—802.11, CSMA/ECA, full-duplex, STR, WLAN.
I. INTRODUCTION
TRADITIONAL IEEE 802.11 wireless local area networks(WLANs), which employ the carrier sense multiple ac-
cess with collision avoidance (CSMA/CA) protocol, continue
to be a popular choice for providing cost-effective wireless
Internet access. Some of the challenges faced by the next gen-
eration WLANs [1] include supporting the explosive growth
in wireless Internet traffic, providing increased user through-
puts and successful operation in dense deployments. This
necessitates solutions to enhance efficiency in increasingly
challenging environments. Motivated by this, there have been
efforts along various dimensions, e.g., improving the efficiency
of channel access through carrier sense multiple access with
enhanced collision avoidance (CSMA/ECA), enhancing spatial
reuse opportunities through sensitivity adaptation, and more
recently, simultaneous transmit and receive (STR) operation
for maximizing medium utilization and throughput.
Recent developments in self-interference cancellation tech-
niques have made in-band full-duplex (FD) [2] operation fea-
sible for wireless communications. Unlike half-duplex (HD)
radios, FD radios are capable of simultaneous transmission
and reception on the same frequency resource. Recent studies
on FD wireless networks have mainly focused on Physical
This work was done while P. Kulkarni was working at Toshiba Research
Europe Ltd., U.K.
Fig. 1. An illustration of STR mode in 802.11 networks.
(PHY) layer aspects; however, medium access control (MAC)
and network layer protocols have also started to emerge
[3], [4]. The capability of FD operation in legacy wireless
technologies like WLANs provides a number of benefits.
The STR mode theoretically doubles the channel capacity
of WLANs. STR operation in WLANs creates two distinct
types of wireless links (illustrated in Fig. 1): (a) bi-directional
FD (BFD) in which a pair of FD-capable access point (AP)
and station (STA) can simultaneously transmit/receive to/from
each other, (b) unidirectional FD (UFD) wherein the AP can
simultaneously engage in transmission with a FD/HD STA
while receiving from another FD/HD STA.
The provisioning of STR mode in 802.11 WLANs cre-
ates various challenges. These challenges, which have been
discussed in detail in our previous work [5], include co-
existence of FD and HD nodes (APs and STAs), enabling
both BFD and UFD transmissions without modifications to
legacy channel access procedures, selecting eligible nodes for
UFD transmission, acknowledgement (ACK) timeout setting
for nodes engaged in simultaneous transmission and reception,
and contention unfairness for nodes overhearing FD trans-
missions. In [5], we designed a simple and practical solution
to address these challenges while accounting for FD/HD co-
existence and backward compatibility.
This paper proposes a novel solution that exploits
CSMA/ECA and adaptive sensitivity control mechanisms to
achieve STR operation in 802.11 WLANs. To the best of our
knowledge, this is the first study that brings together these
(rather unrelated) techniques in context of enabling STR mode
for 802.11 WLANs. The proposed solution is termed as MAS-
TER1. Unlike our previous solution [5] and various related
1Medium Access control for Simultaneous Transmit and receive with
Enhanced collision avoidance and sensitivity control.
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2studies, MASTER does not rely on a request-to-send/clear-to-
send (RTS/CTS) handshake mechanism for initiating FD trans-
missions. Other distinguishing aspects of MASTER include
co-existence with legacy HD as well as legacy CSMA/CA-
capable nodes, a standards compatible method for identifying
eligible nodes for UFD scenario, the optimization of secondary
transmission as part of BFD and UFD transmissions, and
most notably the creation of UFD opportunities. We begin our
discussion by covering the preliminaries and the state-of-the-
art. This is followed by the proposed design framework for
MASTER. Subsequently, we conduct a performance evalua-
tion of the proposed protocol. Finally, the paper is concluded
with a discussion on key insights.
II. BACKGROUND
A. Legacy Protocol Operation
The legacy WLAN operation is based on IEEE 802.11 dis-
tributed coordination function (DCF) specification [6] which
adopts carrier sense multiple access with collision avoidance
(CSMA/CA) and a binary exponential backoff procedure.
The AP periodically broadcasts the beacon frames containing
network information. Typically, a STA associates with the
AP through exchange of association request and response
frames. Before initiating data transmission, a STA senses
the medium and transmits only if it is idle. In case of a
collision, the transmitting STA takes a random backoff, which
is uniformly distributed in the interval,
[
0, 2kCWmin − 1
]
i.e.,
Br ← U
[
0, 2kCWmin − 1
]
, where k denotes the backoff stage
and CWmin is the minimum contention window. In case of a
successful transmission, the receiving STA generates an ACK
after waiting for short interframe space (SIFS) duration. After
a successful transmission, the transmitter and the receiver
STAs wait for DCF interframe space (DIFS) duration before
next contention.
B. CSMA/ECA
The conventional CSMA/CA-based channel access is prone
to collisions, and therefore, it suffers from throughput
degradation, especially in dense deployments. The IEEE
802.11ax working group has been considering modifications to
CSMA/CA for achieving high throughput under dense deploy-
ments. A suitable alternative is the CSMA/ECA scheme which
makes a simple modification to the legacy contention mech-
anism, thereby maintaining backward compatibility. Unlike
CSMA/CA, STAs employ a deterministic backoff after suc-
cessful transmissions which is given by Bd ← dCWmin/2e−1.
The use of a deterministic backoff results in construction of
a collision-free schedule among successful contenders in a
distributed manner. It ensures that more channel time is spent
in successful transmissions rather than recovering from colli-
sions which leads to CSMA/ECA achieving higher throughput
than CSMA/CA. Note that CSMA/ECA still uses the random
backoff in case of collisions. Recently, a number of studies
have investigated modeling and analysis of CSMA/ECA. Our
objective in this paper is to adopt CSMA/ECA as a tool for
enabling STR operation. Therefore, the analytical aspects of
CSMA/ECA are beyond the scope of this paper. A compre-
hensive performance evaluation of CSMA/ECA under non-
saturated traffic and channel errors, and in co-existence with
CSMA/CA nodes has been conducted in [7].
C. Adaptive Sensitivity Control
The IEEE 802.11-based radios utilize a clear channel as-
sessment (CCA) module to sense the state of the medium. The
IEEE 802.11ax working group has been actively investigating
dynamic CCA modifications through dynamic (adaptive) sen-
sitivity control (DSC) techniques. The fundamental principle
of such sensitivity control techniques is to dynamically tune
the carrier sensing threshold (CST). The adaptation of CST
results in the co-existence of multiple concurrent transmitters,
thereby improving spatial reuse [8]. While DSC techniques
enhance spatial reuse in overlapping basic service sets (OB-
SSs), the tuning of CST in an adaptive manner is particularly
attractive for STR operation as explained later. An in-depth
survey of adaptive carrier sensing techniques has been con-
ducted in [9]. Similarly, a comprehensive survey of various
DSC techniques for improving spatial reuse in next generation
WLANs has been conducted in [1].
D. FD Protocols for WLANs: State-of-the-Art
In addition to our recent work [5], various other studies
have investigated MAC protocols for enabling FD communi-
cations in IEEE 802.11 WLANs. Tang and Wang proposed
A-Duplex [10], which has been designed for the co-existence
of HD STAs and an FD AP. Hence, it only supports UFD
transmissions that are enabled through a handshake mech-
anism. A-Duplex relies on packet-alignment based capture
effect for establishment of dual-links between the AP and
two different STAs. It requires building an interference map
of the network which may not be realized through standard
compatibility. Besides, it introduces a new field in control
frame header which affects backward compatibility. Duarte
et al. [11] proposed a MAC protocol for co-existence of
HD and FD nodes. The protocol also requires an RTS/CTS
handshake mechanism for FD discovery and opportunistic data
transmissions. It only supports BFD transmissions. However, it
is not completely backward compatible due to modifications to
ACK management and overhearing behavior of legacy STAs.
Choi et al. [12] developed a power-controlled MAC (PoC-
MAC) wherein only the AP operates in FD mode. Therefore, it
only supports UFD transmissions. PoC-MAC is not completely
backward compatible as it introduces a signal strength based
backoff mechanism and additional control frames for coor-
dinating and completing FD transmissions. In [13], Marlali
and Gurbuz proposed a synchronized contention window FD
(S-CW FD) MAC protocol. S-CW FD MAC accounts for
the co-existence of FD and HD STAs. However, it requires
certain modifications, including exchange of backoff window
size information, that affect backward compatibility.
In summary, existing FD protocols for WLANs protocols
are either not backward/standard compatible or require hand-
shake mechanisms for enabling FD operation. Further none of
the existing proposals exploit the efficiency gains offered by
CSMA/ECA. This paper aims to fill these gaps.
3III. MASTER – KEY ASPECTS
MASTER has a number of distinguishing features which
are summarized as follows.
• Co-existence – MASTER not only accounts for the co-
existence of FD and legacy HD STAs in the network but
also for the co-existence of nodes supporting CSMA/ECA
and conventional CSMA/CA mechanisms.
• Handshake-free STR – Unlike existing studies (e.g.,
[10], [11], [12], [13], [5], and [14]), MASTER does
not require an RTS/CTS handshake mechanism to ini-
tiate FD transmissions. It exploits the key capability of
CSMA/ECA, i.e., collision-free schedule build-up, for
achieving STR operation. The handshake-free STR op-
eration is crucial as the use of RTS/CTS results in degra-
dation of application layer throughput. Besides, RTS/CTS
frames are typically disabled in legacy WLANs.
• Identification of Eligible Nodes – It is particularly
important for the AP to know which STAs are eligible
to become part of a UFD transmission. MASTER in-
troduces a standards compatible method for the AP to
acquire this information.
• Secondary Transmission Optimization – While achiev-
ing STR operation, it is particularly important to utilize
maximum possible duration for the secondary2 trans-
mission. Any processing at the AP, while a primary
transmission is going on, may result in reduced duration
for the secondary transmission. MASTER implements
a simple and novel mechanism that ensures maximum
possible duration for the secondary transmission.
• Creation of UFD Opportunities – MASTER imple-
ments a novel mechanism, based on the principle of
adaptive sensitivity control, that can potentially create
opportunities for UFD transmissions in the network. By
exploiting such UFD opportunities, the achievable gain
of STR can be maximized.
IV. MASTER – MAC PROTOCOL OPERATION
To describe the protocol operation of MASTER, we con-
sider a single-cell, multi-user 802.11 WLAN wherein both
FD and legacy HD STAs co-exist with either CSMA/CA or
CSMA/ECA capabilities. We assume that the FD STAs employ
necessary self-interference cancellation techniques at the PHY
layer. Further, we assume that any FD or HD STA in the
network is capable of adjusting its CST.
A. Capability Discovery
Initially, nodes in the network should be able to discover
FD and CSMA/ECA capabilities. Similar to [5], MASTER
achieves capability discovery by embedding additional in-
formation in the Capability Information (CI) field of the
management frames. This ensures backward compatibility for
legacy nodes in the network. The CI field consists of 2 bytes,
out of which 1 byte is reserved and is currently used to
2Any FD transmission (BFD or UFD) consists of two transmissions. The
first and second transmissions are commonly referred to as primary and
secondary transmissions, respectively.
advertise different capabilities such as encryption, MIMO,
quality-of-service (QoS) etc. The AP can periodically advertise
its capabilities in the beacon frame. Hence, STAs in the
network can learn if the AP is FD-capable and supports
CSMA/ECA or not. Both FD and CSMA/ECA capabilities
can be advertised through a change in any of the reserved
bits. Similarly, a STA can also inform the AP of its FD or
CSMA/ECA capabilities via the association request frame.
B. Eligible Node Identification
In case of UFD transmissions, it is particularly important
that the two STAs which are simultaneously served by the AP
are out of the interference range of each other, as otherwise
the primary transmitter (STA 1 in Fig. 1) will interfere with
the secondary receiver (STA 2 in Fig. 1). Therefore, the
AP must know which nodes are eligible to become part
of the UFD transmission. MASTER implements a standards
compatible procedure for the AP to obtain this information.
The IEEE 802.11k amendment [15], which was introduced
in 2008, supports radio resource measurement functionality
for improving the performance of the network. Most of the
radio resource measurements can be exchanged in a request-
report fashion. The requests and reports for radio resource
measurements are sent in the body of action frames. An action
frame is a type of management frame that triggers an action.
The IEEE 802.11k amendment defines the format and duration
of radio resource measurements but does not specify when they
have to be performed.
Frame measurement is a specific type of radio resource
measurement which is performed in a request-report fashion.
In this report, the measuring STA could report the number
of frames received, the power level, and the basic service
set identifier (BSSID) for every transmitter address it listens
to. In order to acquire the neighborhood information, the AP
in MASTER can periodically send the ‘frame measurement’
request frame to each STA in the network. The respective
STA can respond with a ‘frame measurement’ response frame.
The measurement response contains information about each
neighbour of the STA sending the report, the associated power
level and the BSSID. Based on the measurements received
from different STAs, the AP can acquire the knowledge of
eligible nodes for UFD transmission. This is because each
STA reports the neighboring STAs it can hear. By interpolating
the overall information received from each STA, the AP can
identify eligible nodes for UFD transmission. It is worth noting
that the IEEE 802.11k amendment has been absorbed into the
recent IEEE 802.11n-2016 standard.
C. Establishing BFD and UFD Transmissions
Next, we explain how CSMA/ECA can be exploited for
establishing BFD and UFD transmissions. Consider the topol-
ogy and the associated timeline shown in Fig. 2a where the
circles represent the carrier sensing range of a node. STAs
are able to carrier sense each other if their carrier sensing
ranges overlap. Note that in WLANs, time is divided into three
distinct types of timeslots: fixed length empty slots, collision
slots, and successful slots. The collision and successful slots
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Fig. 2. An illustration of the system model and the MAC layer operation of MASTER in (a). The timing aspects of BFD and UFD transmissions are depicted
in (b). Please see [5] for further details with respect to timing aspects, particularly on ACK timeout setting.
are much larger than empty slots. On the horizontal axis,
against each STA, the numerical value shows the number of
slots left for the backoff to expire. Consider that all the STAs
support CSMA/ECA. Since STA 1 and STA 3 have picked
the same random backoff, their backoff counters are set to
expire in the same timeslot. Hence, their transmissions will
collide in the first instance. After collision, both STAs take
a random backoff. In the second instance, the transmission
attempt of STA 1 is successful. We assume that CWmin is set
to 10 timeslots. Hence, STA 1 takes a deterministic backoff
of 4 timeslots (see Section II-B for details). Assume that
STA1 is FD-capable and the AP has data to transmit to it.
Recall that the AP is aware of the FD and CSMA/ECA
capabilities of STA 1. Based on the use of a deterministic
backoff by STA 1, the AP has a priori knowledge of when
it will transmit again. Therefore, the use of CSMA/ECA
provides the opportunity of a BFD transmission between AP
and STA 1 through identification of potential opportunities
for secondary transmission. Note that the use of CSMA/ECA
does not guarantee the occurrence of a BFD transmission. Any
collision at the next transmission timeslot leads to the loss of
STR opportunity.
As discussed in [5], it is particularly important that the
secondary transmission (AP to STA 1) ends before or at the
same time as the primary transmission (STA 1 to AP). This
is mainly to resolve the ACK timeout issue3. By setting the
ACK timeout duration (at both STA 1 and AP) to the sum
of the transmission time for data, the short interframe spacing
(SIFS) duration, and the transmission time of ACK, as shown
in Fig. 2b, this issue can be avoided. In order to realize this
3The ACK timeout issue and the solution to overcome this issue has been
discussed in detail in our previous work [5].
5ACK timeout, the aforementioned condition on finishing the
secondary transmission before or at the same time as the
primary transmission arises. Note that STA 1 will specify
the duration of the primary transmission in the Duration ID
(henceforth referred to as the duration) field of the packet
header. The significance of the duration field is that the STAs
overhearing the transmission will set their network allocation
vector (NAV) based on this field. The NAV indicates for how
long a STA must defer access to the medium. Using the
duration information, the AP can simultaneously start sending
a packet to STA 1. The transmission time of the secondary
transmission depends on the payload and the modulation and
coding scheme (MCS). Therefore, the AP must select the
payload and MCS for the secondary transmission that ensures
completion before or at the same time as the primary trans-
mission. The secondary transmission can be further optimized
as discussed later.
Next, we explain the UFD transmission case. Consider
the same topology as shown in Fig. 2a. As before, the
transmissions of STA 1 and STA 3 collide in the first instance.
In the second instance, the transmission of STA 1 is successful.
Therefore, it takes a deterministic backoff of 4 timeslots.
Hence, the AP knows when STA 1 will transmit again.
However, unlike the previous case, we assume that the AP has
data to send to STA 2 instead of STA 1. Therefore, the AP
identifies an opportunity for engaging in a UFD transmission,
based on the knowledge that STA 2 and STA 1 are out of
the carrier sensing range of each other. As before, STA 1
will specify the duration of the primary transmission in the
duration field of the packet header. Using this information, the
AP can simultaneously start sending a packet to STA 2. The
transmission time of the secondary transmission depends on
the payload and the modulation and coding scheme (MCS). To
avoid the ACK timeout issue in the UFD case, it is particularly
important that both the primary and the secondary transmis-
sions finish at the same time [5]. Therefore, the AP must
select the payload and MCS for the secondary transmission
that ensures completion at or before the primary transmission.
As discussed in [5], the AP can also adjust the start time of the
secondary transmission to fulfil this constraint. Timing aspect
of both BFD and UFD transmissions is shown in Fig. 2b.
D. Optimization of Secondary Transmission
In general, the look up operation for selecting a suitable
node and a suitable packet could be computationally expen-
sive, potentially to the extent that it could lead to missing out
the secondary transmission opportunity altogether. Hence, it is
beneficial to have a priori knowledge of this information. This
is where there is merit in exploiting the CSMA/ECA capability
further. When a CSMA/ECA-capable node (e.g., STA 1)
sends a packet to its serving AP, assuming its transmission
is likely to be successful, it includes the duration information
for the next packet (referred to as Dnext), in its buffer, in
the header of the current packet. Note that the duration is
dependent on the packet size and the chosen MCS. Therefore,
by assuming that the MCS does not change for the packet that
will immediately follow, STA 1 could choose the next packet
from the queue and, based on the known MCS information,
calculate its duration. This information could be carried in
any of the reserved fields of the packet header to maintain
full backward compatibility i.e., the legacy nodes will simply
ignore the content of reserved fields. It is worth noting that
STA 1 could include the payload size information instead of
the duration information. However, in this case, the AP will
have to assume that the next packet will arrive at the same
MCS, and therefore, compute the duration. Thus, it does not
matter whether duration or payload size is advertised by STA
1. However, to simplify implementation, it might be easier for
STA 1 to advertise the duration information.
When the AP receives this packet (i.e., if the transmission of
STA 1 is successful), it knows the time at which STA 1 is going
to transmit again, owing to the use of a deterministic backoff.
Therefore, it provides enough lead time to the AP to find an
eligible node and a packet that can be served within time Dnext.
When the first transmission completes successfully and the AP
sends an ACK, STA 1 takes a deterministic back-off and starts
the next transmission to the AP. Since the AP knows the start
time of this transmission, it selects the packet identified from
the queue and starts transmitting it to the secondary receiver
at the same time as STA 1 is transmitting the packet to the
AP. There could be two possibilities: either the secondary
transmission succeeds or it fails. In the former case, there is a
clear benefit, in terms of throughput and medium utilization,
over legacy HD approach. In the latter case, the performance
would be the same as that of the legacy HD approach; hence,
there is nothing to lose.
Note that the signaling of the duration of the next trans-
mission within the packet header of the first transmission by
a CSMA/ECA capable node ensures maximum utilization of
the secondary transmission opportunity.
E. Creation of UFD Opportunities
Next, we explain how adaptive sensitivity control can be
exploited for achieving STR operation in 802.11 WLANs.
Recall that a key requirement for UFD transmission is that
the two nodes simultaneously served by the AP are out of
the carrier sensing range of each other. The AP can acquire
the knowledge of eligible nodes for UFD transmissions based
on the IEEE 802.11k measurement request-report procedure
described earlier. However, such a solution only provides
identification of eligible nodes.
We propose a novel approach wherein nodes adapt their
CSTs to turn a deaf ear to an ongoing transmission in anticipa-
tion for receiving a potential secondary transmission. Initially,
the AP requests frame measurement and link measurement
reports from all the STAs in the network. The former includes
information about the received power level for each neighbour
of a node whereas the latter includes the same information for
the link with the AP. Consider the topology shown in Fig.
3 and assume that all STAs support CSMA/ECA capability.
After collecting the measurement reports from different STAs,
the AP creates a table, which is exemplified as TABLE I.
Note that, based on the topology shown in Fig. 3, the only
eligible nodes for a UFD transmission are STA 1 and STA
6Fig. 3. An illustration of adaptive sensitivity control for creating UFD opportunities. Filled circle denotes the modified carrier sensing range of a STA.
TABLE I
EXAMPLE OF ADAPTIVE SENSITIVITY CONTROL FOR THE SCENARIO DEPICTED IN FIG. 3
Node
ID
RSSI of the AP
(A)
Neighbor
ID
RSSI of the Neighbor
(B)
Tolerance
(C)
Max. CST
min (B+C, A)
STA 1 -55 dBm STA 3 −77 dBm 5 dB min(−77 + 5,−55) = −72 dBmSTA 4 −55 dBm 5 dB min(−55 + 5,−55) = −55 dBm
STA 2 -45 dBm STA 3 −50 dBm 5 dB min(−50 + 5,−45) = −45 dBmSTA 4 −65 dBm 5 dB min(−65 + 5,−45) = −60 dBm
STA 3 -55 dBm
STA 1 −80 dBm 5 dB min(−80 + 5,−55) = −75 dBm
STA 2 −50 dBm 5 dB min(−50 + 5,−55) = −55 dBm
STA 4 −70 dBm 5 dB min(−70 + 5,−55) = −65 dBm
STA 4 -35 dBm
STA 1 −55 dBm 5 dB min(−55 + 5,−35) = −50 dBm
STA 2 −60 dBm 5 dB min(−60 + 5,−35) = −55 dBm
STA 3 −70 dBm 5 dB min(−70 + 5,−55) = −65 dBm
2. It is desirable for the AP to have a list of potential
target STAs that could be simultaneously served in a UFD
transmission. Therefore, the AP temporarily creates eligible
nodes to maximize UFD opportunities as explained below.
Let, STA 1 be the primary transmitter. We observe from
TABLE I that the STA 3 can hear STA 1 at −80 dBm. Thus,
if the AP were to choose STA 3 as a potential target for a
secondary transmission, STA 3 could hear both the primary
transmission from STA 1 as well as the secondary transmission
from the AP, which would lead to a collision at STA 3. If
STA 3 adapts its CST such that it turns a deaf ear to the
transmission from STA 1 but not for the transmission from the
AP, then both transmissions could go in parallel and potentially
succeed. This can be accomplished as follows. Note that the
carrier sensing range of a node is inversely proportional to
its CST. From TABLE I we observe that after adding a fixed
margin to the received signal strength indicator (RSSI) of STA
1, the CST at STA 3 is still less than the RSSI of the AP.
Hence, STA 3 will still be able to hear the AP. Similar situation
arises at STA 4 as well. A key question that arises from an
implementation perspective is that how a node decides about
updating its CST and for how long? We assume that the AP
advertises the CSMA/ECA capabilities of different STAs via
the beacon frame. Therefore, all the STAs which are capable
of CSMA/ECA are aware of the next transmission attempt
from STA 1. Hence, these STAs will update their CST, as
shown in TABLE I, when the primary transmission starts.
Moreover, the CST adaptation would last for the duration of
the primary transmission. Hence, in context of the example
in question, both STA 3 and STA 4 will update their CST.
Once the primary transmission completes, all STAs revert the
CST to its default value. Note that all of these STAs will
wait in anticipation of a secondary transmission. The AP has
the knowledge of which STAs could be effective targets, and
therefore, it will select one of these STAs for the secondary
transmission. In the worst case, even if none of these STAs is
chosen (e.g. AP ends up choosing STA 2 which is a natural
eligible STA without even tweaking its CST), they can simply
revert back to their default CST at the end of the primary
transmission. This approach simplifies implementation and
enables an opportunistic solution wherein secondary targets
are ready irrespective of whether they are chosen or not.
Next, we explain how a node may not be eligible for a
secondary transmission after adapting its CST. Assume that
STA 4 is the primary transmitter. According to TABLE I, STA
1 can hear STA 4 at −55 dBm. Thus, if STA 1 adapts its
CST (−55 + 5 = −50 dBm), it will drop below the RSSI
from the AP, and therefore, a secondary transmission involving
7STA 1 is unlikely to succeed as it will not be able to hear
the AP in the first place. Thus, the AP will exclude STA 1
from its list of secondary targets when STA 4 is the primary
transmitter. This illustrates the simplicity and practicality of
the proposed solution. Note that the tolerance margin is a fixed
parameter (for all STAs) and must be selected to account for
the variations in channel conditions. 
Remark 1 – The proposed algorithmic framework to identify
eligible nodes and to create opportunities for UFD trans-
missions relies on IEEE 802.11k-based measurement reports
from STAs in the network. Despite its simplicity, it may
generate some overhead which is dependent on the frequency
of such reports. However, the benefits of STR operation largely
outweigh the overhead of realizing this functionality.
V. PERFORMANCE EVALUATION
We evaluate the performance of MASTER through system-
level simulations. Our customized simulator implements
IEEE 802.11 DCF specifications with both CSMA/CA and
CSMA/ECA and the proposed protocol for enabling STR
mode. We adopt the 19-cell hexagonal grid model such that
N STAs are uniformly distributed in the coverage of each
AP with a radius of RAP . The channel model accounts for
large-scale path loss and small-scale Rayleigh fading. The
transmit power for both the APs and the STAs is set to
14 dBm. We consider a co-existence scenario wherein the
percentage of CSMA/ECA and legacy CSMA/CA STAs is
given by λECA and λCA, respectively. Further, the percentage
of FD and legacy HD STAs is given by λFD and λHD,
respectively. The default CST is set to −82 dBm. Finally, we
adopt an experimentally characterized model [16] for residual
self-interference (RSI) in FD nodes. The traffic model is
assumed to be backlogged with packet payload of 1000 bytes,
MAC header of 272 bits, and PHY header of 128 bits. The
transmission rate is set to 54 Mbps. We perform Monte Carlo
simulations on different user distributions.
We define the STR gain as θSTR = χSTR/χL, where
χSTR and χL denote the average throughput of the network
with STR and legacy mode of operation, respectively. Fig. 4a
plots the cumulative distribution function (CDF) of the gain
of STR for CSMA/ECA in different scenarios. Note that the
STR gain increases as λECA increases. This is due to the fact
that a larger number of CSMA/ECA-capable STAs increases
the possibilities of FD transmissions in the network. In 80%
of the scenarios, STR gain of up to 1.62 can be achieved when
50% of the STAs are CSMA/ECA-capable. A gain of up to
1.8 and nearly 2 can be acheived when 75% and 100% STAs
in the network are CSMA/ECA-capable, respectively. Further,
the gain for BFD case increases as λFD increases. This is
due to higher number of BFD transmissions in the network.
In 80% of the scenarios, a gain of 1.24 is achieved by 25%
FD-capable STAs in the network.
Fig. 4b shows the CDF of STR gain for CSMA/ECA and
UFD scenario. Note that with natural UFD opportunities the
STR gain of UFD is significantly lower than the maximum
possible gain provided by CSMA/ECA. However, with cre-
ation of UFD opportunities, through adaptation of the CST,
the maximum achievable gain can be approached. For instance,
with 75% CSMA/ECA-capable STAs in the network, a gain
of up to 1.8 is achievable in 80% of the times. With natural
UFD transmissions, the STR gain of UFD is 1.7, whereas with
CST adaptation, the upper bound of 1.8 can be achieved. The
impact of CST adaptation is much more significant in dense
deployments, i.e., when the cell radii are smaller. For instance,
in Fig. 4c, the STR gain of UFD is nearly 1 for cell radii of up
to 20 meters, i.e., no gain is achievable as no natural eligible
nodes exist. However, through CST adaptation, the upper
bound of STR gain, i.e., 1.6 can be approached. The results
demonstrate that CST adaptation is particularly attractive for
creation of UFD opportunities in dense deployments, in order
to exploit the gains provided by CSMA/ECA. The creation of
UFD opportunities is also dependent on the margin used for
CST adaptation. As shown by the results in Fig. 4d, for a fixed
number of STAs in the network, increasing the margin value
from 5 dB to 10 dB results in reduction of UFD opportunities
that can be created. This is because aggressive CST adaptation
potentially leads to the scenario where the CST drops below
the RSSI from the AP. Such scenarios are more likely arise
when cell radii are larger. For example, when the cell radius
is 35 meters, UFD opportunity creation drops by nearly 15%
by increasing the margin to 10 dB.
Fig. 4e evaluates the impact of link-level signal-to-
interference-plus-noise-ratio (SINR) on STR gain. The gain
of STR deceases as the SINR threshold, β increases. This is
because the probability of a successful transmission reduces
with stringent SINR requirements. The STR gain is also
dependent on the RSI. A lower self-interference cancellation
capability (ρ = 0.6) reduces the STR gain due to higher RSI.
Fig. 4f evaluates the impact of different parameters on the
STR gain provided by CSMA/ECA. As shown by the results,
the gain is dependent on the number of CSMA/ECA-capable
STAs in the network and the minimum contention window,
CWmin. For a fixed CWmin, increasing the number of STAs
results in reduction of the STR gain. This is because of more
collisions in the network due to which the throughput of
CSMA/ECA decreases. One solution to increase the through-
put of CSMA/ECA with larger number of STAs is to increase
CWmin. For instance, when N = 20, increasing CWmin to 32
yields nearly similar STR gain as N = 15 with CWmin of 16.
Finally, a qualitative comparison of MASTER against the
prominent state-of-the-art protocols is given in TABLE II.
VI. CONCLUDING REMARKS
This paper proposed MASTER which provides a novel so-
lution for enabling STR operation in 802.11 WLANs through
CSMA/ECA and adaptive sensitivity control techniques. It
exploits the key capability of CSMA/ECA for achieving STR
operation without the need for any handshake mechanism.
MASTER not only supports the co-existence of FD and legacy
HD STAs but also of CSMA/ECA and legacy CSMA/CA
nodes. MASTER exploits adaptation of CST for creation
of UFD opportunities. Performance evaluation demonstrates
that CSMA/ECA provides significant STR opportunities that
can be exploited by BFD or UFD transmissions. Moreover,
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Fig. 4. Performance evaluation of MASTER (a): CDF of STR Gain for CSMA/ECA and BFD case (N = 15, RAP = 35 m, β = 20 dB); (b): CDF of
STR Gain for CSMA/ECA and UFD case (N = 15, RAP = 35 m, β = 20 dB); STR Gain against cell radius (N = 15, β = 20 dB); (d) UFD opportunity
creation against cell radius; (e) CDF of STR Gain (N = 15, RAP = 35 m); (f) CDF of STR Gain (RAP = 35 m, β = 20 dB).
TABLE II
QUALITATIVE COMPARISON OF DIFFERENT MAC PROTOCOLS
Feature / Protocol A-Duplex [10] FD-MAC [11] PoC-MAC [12] S-CW FD MAC [13] STR-MAC [5] MASTER
Handshake-free Operation No No No No No Yes
FD/HD Co-existence No Yes No Yes Yes Yes
BFD Transmissions No Yes No Yes Yes Yes
UFD Transmissions Yes No Yes No Yes Yes
UFD Opportunity Creation No No No No No Yes
the creation of UFD opportunities through CST adaptation
is crucial in achieving the gains provided by CSMA/ECA,
particularly in dense deployments.
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