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 3	Conclusion The	SciGaP-CTSC	engagement	was	quite	unique.	Its	duration	(about	18	months)	was	much	longer	than	an	average	engagement;	however,	we	met	infrequently.	This	was	primarily	due	to	the	fact	that	the	SciGaP	project	had	only	recently	begun	and	had	many	start-up	tasks	to	address.	This	resulted	in	a	longer-term,	atypical	consulting-style	engagement.	It	is	possible	that	CTSC	will	need	to	follow	a	similar	approach	for	future	projects	that	may	just	be	getting	started;	therefore,	it	was	a	good	learning	experience.	The	range	of	security	topics	for	SciGaP	was	very	broad	and	some	didn’t	become	apparent	until	late	in	the	engagement,	e.g.,	OAuth.	Portions,	if	not	all,	of	the	findings	in	the	reports	that	resulted	from	this	engagement	should	be	applicable	to	future	CTSC	engagements	with	a	software	focus,	especially	if	they	involve	software	as	a	service.	This	was	a	highly	productive	engagement	that	led	directly	to	SciGaP’s	current	security	infrastructure	implementation. 
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