Introduction
The crisis response domain is characterized as a virtual environment of required distributed control, huge amount of data, uncertainty, ambiguity, multiple stakeholders with different objectives, and limited resources which continually vary [1] . In consequence of mentioned domain characteristics; crisis response systems require a multidisciplinary system design approach.
One of the crisis response systems design approaches is to mimic a crisis by conducting crisis drills over a sample region; incorporating information technologies in the process of response during the drill. Drills are expensive and scripted to given crisis situations. Also, large scale testing solutions are close to impossible to test via drills [2] .
Another approach is to use simulation and modeling tools. Simulation and modeling tools allow creating what-if scenarios dynamically and determining the ability of the response to adapt to the changing crisis requirements. Actually, simulation and modeling approach has an extra benefit that reliable simulation model can be used for real-time support operations enhancing situational awareness and decision support [9] . Simulation and modeling systems for crisis response consist of a set of integrated tools which will differ based on the application they are designed for (Fig 1) . Based on the definition of Integrated Emergency Response Framework (iERF), simulation and modeling tools include six types of tools. Planning tools are used for determination of impact of a crisis event, and/or aiding development of the response action plans and strategies. Vulnerability analysis tools are used for evaluation and assessment of response preparedness plans. Identification and detection tools are used for determining the possibility of the occurrence of crisis event Training tools are used for training response personnel for handling crisis events. Systems testing tools are used for testing of systems and equipments used for crisis response. Real-time response support tools are used for evaluation of the current/future impact of a crisis through real-time updates on the situation, and evaluation of alternative actions/strategies evaluations which are then used to direct the response actions on the ground.
The scope of the simulation tools can vary from national level modeling for large disaster events such as volcanic explosions, to modeling a city block for a scenario like a building explosion or fire.
Fig. 1. Integrated Emergency Response Framework (iERF) proposed by NIST [9]
In what follows, we present systems comparisons of current response systems which are based on iERF and design requirements satisfaction. Then we recommend a set of actions to bridge the response gap.
Systems Comparison
We have selected eight response systems: DrillSim, DEFACTO, ALADDIN, RoboCup Rescue, FireGrid, WIPER, D-AESOP, and PLAN C for comparison to discover the operations and systems gap. At first we have to project systems on the iERF Framework axes to recognize how system response to crisis events (see table 1 ). 
The Response Gap
Given the first comparison results (system purpose, agent methodology, and main feature), we need to identify the design requirements of response operations. From previous work [10] , we have ten design requirements for crisis response systems. Table 2 shows systems comparison based on these systems design requirements. Table 2 comparison shows the gap: (i) Set of systems had failed to manage overloaded communication where others had failed to manage dynamic resources over time. (ii) None of the compared systems had dealt with adaptation of system components to environment changes or had dealt with tracking actors' actions. (iii) Current systems had focused on roughly supporting response activities with small interest on improving the effectiveness of response operations. (iv) Systems development doesn't follow any standards in spite of existing standards waiting to be adopted in response systems. (v) The recognized response gap will degrade the effectiveness or even stop response operations in case of damaged systems components.
Recommendations
Design requirements [10] are proposed as the core functionality required by future crisis response systems. Design requirements focus on the high availability of response system beside the adaptation of system behavior and components to environement changes. Failure of communication is tackled by exposing minimal communication and supporting intelligent communication devices which adapt with available spectrums. Failure of technology is tackled by integration with other components and systems. Failure of methodology is tackled by providing adaptive planning and resource management. Failure of management is tackled by distributed control and natural decision making. And finally, failure of observation is tackled by gathering and fusing of information from different data sources.
In addition, systems development should follow standards available like NIST or IEEE [9] to improve the way systems integrate and exchange information.
Conclusion and IMAMCR Project Status
The state-of-art practice of crisis response systems confronts several challenges due to the nature of crisis events. Challenges include failure of communication, technology, methodology, management, and observation. Crisis response systems development should take in consideration the design requirements of response systems to overcome the response gap and to improve response effectiveness. In addition, following systems standards will simplify the integration and exchange of information among systems.
We are working on IMAMCR (Intelligent Multi-Agent Model for Crisis Response). IMAMCR is a self-defensible and adaptable response model based on the metaphor of Artificial Immune System for pandemic flu response. IMAMCR consists of two parts; (i) Decision maker view, and (ii) the response system. The decision maker view is based on GISTool kit [7] to monitor the spread of pandemic flu through interactive map of Egypt. IMAMCR design is considered to follow the response design requirements. Thus, we have surveyed different agent architectures and frameworks to support our goal. We have selected Cougaar Agent Architecture [5] . Cougaar is a middle-ware for building agentbased applications. Cougaar supports minimal communication, different communication protocols, system components tolerance, distributed control, integration with other systems, agent learning, and agent planning.
