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Abstract 
The rapid spread and the easy availability of a free e-mail service have made it the medium of choice for the sending 
of unsolicited advertising and bulk e-mail in general. These messages, known as junk e-mail or spam mail, are an 
increasing problem to both Internet users and Internet service providers (ISPs). 
The research resolves one aspect of the spam problem by developing an appropriate filter for the e-mail client. The 
proposed filter is a combination of three forms of filters: Whitelist, Blacklist, and a Bayesian filter. Whitelist-based 
filter only accepts e-mails from known addresses. Blacklist filter blocks e-mails from addresses known to send out 
spam. Bayesian content-based filter makes estimations of spam probability based on the text and filters messages based 
on a pre-selected threshold.
The Bayesian filter is selected to be the main filter. The Bayesian filter is manually trained on a set of gathered e-
mails;  some  of  them  are  spam  and  the  others  are  legitimate  based  on  the  contents  of  an  e-mail.  Thereafter  the 
classification phase has been implemented for new entered e-mails. All the required databases are constructed in form 
of tables stored in the Structured Query Language (SQL) server. The filter at the client side can transparently access the 
database in order to carry on the intended filtering. The proposed system (e-mail client interface and the filters) can 
manage messages written in both Arabic and English languages which is crucial for the users in our region.
Software engineering principals are implemented throughout the design process to make the system less vulnerable 
to faults and easily maintained. The design steps have followed the Waterfall-model using the ASCENT software. A 
user-friendly interface has been developed to access the features  of the spam filter at the client side. Visual Basic 
version 6 has been used to develop the system. As well, the SQL server has been implemented to build and process the 
database.
A number of performance measurements have been carried out with asset of gathered e-mails. The results are used 
to evaluate the performance of the filter and to prove its efficiency.      
Keywords: Spam, client e-mail, bayesian filter, SQL server, waterfall model.
1. Introduction
In the past few years, Internet Technology has 
affected  our  daily  communication  style  in  a 
radical way: the electronic mail (e-mail) concept 
is  used  very  extensively  for  communications 
nowadays. This technology makes it possible to 
communicate with many people simultaneously in 
a  way  so  easy  and  cheap  that  it  is  currently 
considered  the  first  worldwide  into  business 
sector [1].
However,  the  abuse  of  e-mails  has  the 
drawback that the volume of e-mails that show up 
in  mailboxes  has  been  exponentially  increasing. 
Moreover,  many  e-mails  are  received  by  users 
without there desire: “spam mail” (or “junk mail” 
or “bulk mail”) is the general name used to denote 
these types of e-mail. Spam mails, by definition, 
are  the  electronic  messages  posted  blindly  to 
thousands of recipients, usually for advertisement, 
and represent one of the most serious and urgent 
information overload problems [1, 2].
Spam  has  caused  some  serious  problems. 
Firstly, it wastes a mass of network resources that 
are very important for network users,  especially 
those in enterprises or corporations. People need 
to spend a lot of time to deal with spam every day. 
Even worse, many current spam mails bring users 
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unexpected  malicious  attachments  which  would 
seriously crack the user’s system. Therefore, spam 
is a headachy problem [3].
Spam  filtering  (i.e.,  distinguishing  between 
spam  and  legitimate  e-mail  messages)  is  a 
commonly  accepted  technique  for  dealing  with 
spam [4]. Spam filters vary in functionality from 
black-lists of frequent spammers to content-based 
filters. The latter are generally more powerful, as 
spammers  often  use  fake  addresses.  Existing 
content-based filters search for particular keyword 
patterns in the messages. These patterns need to 
be crafted by hand, and to achieve better results 
they  need  to  be  tuned  to  each  user  and  to 
constantly maintained [5,6]. 
In  this  paper  the  spam  filtering  has  been 
addressed  with  the  aid  of  Bayesian  classifier, 
which  learn  to  identify  spam  e-mail  after 
receiving  training  on  messages  that  have  been 
classified as spam or non-spam (legitimate).
2. E-mail System Components
E-mail  is  a  set  of  mechanisms  designed  to 
allow  computer  users  send  messages  to  one 
another. At the most basic level the e-mail system 
can  be  divided  into  two  principles  components 
[7]:
A. E-mail Servers:  which are hosts  that  deliver, 
route, and store e-mail    messages.
B. E-mail Clients: which interface with users and 
allow users to read, compose, send, and store e-
mail messages.
At  the  lowest  levels,  it  can  get  quite 
complicated.  At  the  highest  level  it  is  quite 
simple,  consisting  of  mail  messages,  a  protocol 
for moving those messages from place to place, 
and  an  interfaces  for  users  to  perform  various 
related tasks.
An  e-mail  message  by  itself  is  of  a  limited 
usefulness. There is a need to be a way to move it 
from one location to another. This work is divided 
into several tasks [8]:
A. MTA  (Mail  Transfer  Agent):  that  routes  e-
mail.
B. MDA (Mail Delivery Agent): that delivers it 
on behalf of an MTA.
C. MUA (Mail User Agent): which provides an 
interface  for  the  user  to  send  and  receive 
messages.
3. E-mail protocols
To  carrry  out  the  project  two  main  e-mail 
protocols  are  required  which  are  SMTP, POP3 
[9].
A ) SMTP  (Simple  Mail  Transfer 
Protocol)
It is implemented as a communication protocol 
between  two  machines,  a  client  and  a  server.
SMTP  is  also  a  store  and  forward  protocol, 
meaning  that  it  permits  a  message  to  be  sent 
through a series of servers in order to be delivered 
on  an  end  destination.  Servers  store  incoming 
messages in a queue to wait attempts to transmit 
them to the next destination. The next destination 
could be a local user or another mail server.
B ) POP3 (Post Office Protocol)
This  protocol  allows  a  client  machine  to 
connect  to  a  remote  mail  server,  and  download 
any mail to a local mailbox. At the highest level, 
POP3,  like  SMTP,  is  implemented  as  a 
communication protocol between two machines: a 
client and a server [9].
4. Proposed Spam filter
The  proposed  filter  is  designed  to  be  a 
combination of three layers that work altogether. 
White-list layer only accepts e-mails from known 
addresses.  Black-list  layer blocks  e-mails  from 
addresses known to be spam. Content-based filter 
makes estimation of spam likelihood based on the 
text of the e-mail and filter messages according to 
a pre-selected threshold. The content based filter 
uses  a  Bayesian  algorithm  to  estimate  the 
probability of a message being a spam.   
A  database  is  constructed  in  form  of  tables 
stored in SQL server. The filter at the client side 
can transparently access the database in order to 
carry on the intended filtering.
4.1 Whitelist versus Blacklist
The  whitelist  makes  a  decision  according  to 
the  message  sender  address.  It  compares  this 
message address to the table in the SQL server 
that contains all of the message addresses that are 
to be accepted by the user.
However, the blacklist compares the message 
address  to  the  table  in  the  SQL  server  that 
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contains all message addresses that are rejected by 
the user. When the user receives a spam message, 
he  can  add  the  address  of  the  sender  to  his 
blacklist.
4.2 Bayesian Algorithm
1) Split e-mail in tokens.
i. Need  number  of  messages  for  spam  and 
legitimate.
ii. Need frequency of each word for each type.
2) Calculate probabilities
i. P(legitimate)  =  word frequency  /number of 
legitimate messages.
ii. P(spam) = word frequency/ number of spam 
messages.
3) Calculate likelihood of being spam (spamicity) 
using  a  special  form  of  Bayes’  Rule  where 
likelihood  =  a/(a  +  b),  where  a  is  the 
probability of a legitimate word and b is the 
probability of spam word.
4) Choose  tokens  whose  combine  probability is 
farthest from 0.5 either way. This is because 
the farther it is from 0.5 (neutral), with more 
certainty  we  can  say  it  belongs  to  either 
strategy.
i. Do this for n numbers for instance choose to 
have 15 extremes.
ii. Combine their probability to get a figure for 
message using Bayes’ Rule. In basic terms, 
Baye’s Rule determine the probability of an 
event occurring based on the probabilities of 
two or more independent evidentiary events. 
For three evidentiary events a, b, and c, the 
probability is equal to [10]:
           
) 1 ( * ) 1 ( * ) 1 ( c b a c b a
c b a
   
  …(1)
In this fashion, the rule can be expanded to 
accommodate  any  number  of  evidentiary 
events.
iii. If  the  end  result  is  closer  to  1.0,  then  the 
message  is  classified  as  spam,  and  if  it  is 
closer  to  0.0,  the  message  is  classified  as 
legitimate.  The  cutoff  range  that  has  been 
specified for spam is that it should be greater 
than 0.85, but  spam results are above 0.98.
5. Spam Blocking System Design
Data flow diagrams are developed to give the 
details of constructing the whole spam blocking 
system. These data flow diagrams are constructed 
according  to  the  waterfall  model  using  the 
ASCENT  software  [11].  The  system  design  is 
divided  into  6  levels,  which  describe  the 
operations  (processes)  involved  and  how  data 
flow across the system. Figure 1 depicts the basic 
system level (level 0).
Fig.1. System level 0.
When a message enters the system, a decision 
has  to  be  made  by  the  spam  blocking  system 
where to put the message. If the message is spam, 
it  will  be  submitted  to  the  bulk  box,  otherwise 
(i.e.,  legitimate  message)  it  is  submitted  to  the 
inbox.  Re-enter  direction  means  that  a  spam 
message has been wrongly treated as legitimate, 
which causes the spam message to enter the inbox 
as  the  blocking  system  could  not  discern  it 
correctly. However, it is up to the user to set this 
message  as  a  spam  and  add  it  to  the  training 
corpus. So, for the next time if this message or a 
similar  one  enters  the  system,  it  will  be 
recognized  and  added  to  the  bulk  box.  A  star 
symbol has been used in figure 1 and next figures 
to  indicate  that  the  designated  block  comprises 
more details to be exploded in the next level.
Figure 2 illustrates level one in the system data 
flow diagram. This level has three processes:
 M Ma ai il l S Se er rv ve er r: : accepts  the  message  from  the 
client and delivers it to another client according to 
the e-mail address. 
  C Cl li ie en nt t: : receives  the  message  from  the mail 
server and decides whether it is a spam to send to 
the bulk box or it is a legitimate to send to the 
inbox.
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 S SQ QL L S Se er rv ve er r: : this process contains the database, 
which  the  client  relies on  to  make  the  decision 
concerning  the  received  message.  So,  by  this 
process  the  database  is  read,  updated,  and 
changed.
Fig.2. Level 1.
Level  2  which  is  depicted  in  figure  3  is  an 
exploding of the client process that contains two 
processes:
 M Ma ai il l U Us se er r A Ag ge en nt t ( (M MU UA A) ): : sends and receives 
messages  from the  mail  server,  and  it  is 
responsible for providing an interface for users to 
manage  their  mail.  This  management  typically 
includes  viewing  messages,  managing  mail 
folders, and composing new e-mails, as  well  as 
replying  to  a  message  and  sending  an  existing 
message to other users.
  F Fi il lt te er ri in ng g P Pr ro og gr ra am m: : checks  the  received 
message from the MUA whether it is a spam or 
ham.  Thereafter  the  SQL  server  database  is 
updated.
Fig.3. Level 2.
Level three, which is exploding of the MUA is 
illustrated  in  figure  4.  It  is  comprised  of  two 
processes:
Fig.4. Level 3.
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 P PO OP P3 3: : p pr ro ov vi id de es s a  protocol  for  MUA  to 
download  the  user's  mailbox  from  a  remote 
server.
 S SM MT TP P: : i im mp pl le em me en nt ts s t th he e communication 
protocol between two machines that is a client and 
a server. In its simplest form, a message is sent 
from  a  user  on  one  machine  to  a  mailbox  in 
another machine.
Figure  5  depicts  level  four,  which  is  the 
exploding of white list and blacklist checking that 
contains two processes:
 W Wh hi it te el li is st t C Ch he ec ck ki in ng g: : in  this  process  the 
message ID is compared with the one stored in the 
SQL server, which contains the addresses of the 
IDs of allowed users. If a match occurs, the SQL 
server database will be updated and the message 
is added to the inbox. Otherwise, in case of  no 
match, the ID will go through another checking 
which is the black list.
 B Bl la ac ck kl li is st t C Ch he ec ck ki in ng g: : this  process  makes  a 
comparison between the messages ID that is not 
found  in  the  white  list  table in  the  SQL  server 
database  with  the  one  that  contains  all  the 
addresses that are not accepted by the user. If a 
match  occurs,  the  SQL  server  database  will  be 
updated and the message is added to the bulk box. 
Otherwise,  the  message  enters  to  the  reduction 
message process.  
Fig.5. Level 4.
Figure  6,  which  constitutes  level  five, is  the 
exploding of filtering program that contains four 
processes, which are:
 B Bl la ac ck k L Li is st t & & w wh hi it te e L Li is st t C Ch he ec ck ki in ng g: : this process 
is mentioned earlier in level four.
 B Ba ay ye es si ia an n F Fi il lt te er r: : this p pr ro oc ce es ss s is the main part in 
the blocking system. 
 It does several activities: accepts the message 
from  the  reduction  process,  reads  the  database 
from the SQL server to make its decision for spam 
or  legitimate,  updates  the  database  for  the 
existence words in the message, and changes the 
database if a false positive  
  M Mo ov ve e t to o S Sp pa am m: : s so om me et ti im me es s the message enters 
the  inbox  as  legitimate,  but  it  is  really 
misclassified by the filtering, i.e., a false positive 
c ca as se e h ha as s e en nc co ou un nt te er re ed d. .
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Fig.6. Level 5.
In this case the user could decide that such a 
message will be considered as  a spam in future 
classifications  by  activating  the  re-enter  the 
message to the filter again. So, the database in the 
SQL server will be updated accordingly.
6. Performance Measures
The performance measures used in this paper 
are introduced. Let S and L stand for spam and 
legitimate  message,  respectively. 
nL→L, 
nS→S 
denote  the  numbers  of  legitimate  and  spam 
messages correctly classified by the  system i.e., 
true  positive  (TP)  and  true  negative  (TN) 
respectively. 
nL→S    represents  the  number  of 
legitimate  messages  misclassified  as  spam  i.e., 
false  positive (FP), and 
nS→L is the number of 
spam messages wrongly treated as legitimate i.e., 
false negative (FN). Then spam precision (P), and 
spam recall (R) are defined as follows [12]:
FP TP
TP
P

 . .. .. .( (2 2) )
FN TP
TP
R

 … …( (3 3) )
When  filtering  spam,  it  is  worth  noting  that 
misclassifying a legitimate mail as spam is much 
more severe than letting a spam message pass the 
filter.  Letting  a  spam  go  through  the  filter 
generally  does  no  harm  while  blocking  an 
important  personal  mail  as  spam  can  be  a  real 
disaster. The usual precision/recall measures tell 
little  about  a  filter’s  performance  when  false 
positive  and  false  negative  are  weighted 
differently.  To  introduce  some  cost  sensitive 
evaluation measures  that  assign  false  positive  a 
higher  cost  than  false  negative,  a  weighted 
accuracy (WAcc) and weighted error rate (Werr  
=1-Wacc  )  measures  specially  tailored  for  this 
scenario  can  be  used.  Wacc  and Werr  was 
introduced by Androutsopoulos et al. [13] as:
NS NL
n n
WAcc
S S L L
 
 

 


              …(4) 
NS NL
n n
WErr
L S S L
 
 

 


              …(5)
where  NL  is  the  total  number  of  legitimate 
messages,  and  NS  denotes  the  total  number  of 
spams. WAcc treats each legitimate message as if 
it were λ messages: when false positive occurs, it 
is counted as λ errors; and when it is classified 
correctly, this counts as λ successes. The higher λ 
is, the more cost is penalized on false positives. 
Androutsopoulos et al. [11] also introduced three 
different values of λ: λ = 1, 9, and 999. When λ is 
set to 1, spam and legitimate mails are weighted 
equally;  when  λ  is  set  to  9,  a  false  positive  is 
penalized nine times more than a false negative; 
for the setting of λ = 999, more penalties are put 
on  false  positive:  misclassification  a  legitimate 
mail is as bad as letting 999 spam messages pass 
the filter. Such a high value of λ is suitable for 
scenarios  where  messages  marked  as  spam  are 
deleted directly.
In practice, when λ is  assigned  a high  value 
(such as λ = 999), WAcc can be so high that it 
tends  to  be  easily  misinterpreted.  To  avoid  this 
problem,  it  is  better  to  compare  the  weighted 
accuracy  and  error  rate  to  a  simplistic  baseline 
i.e.,  legitimate  messages  are  never  blocked  and 
spams can always pass the filter. 
This page was created using Nitro PDF trial software.
To purchase, go to http://www.nitropdf.com/Mumtaz M. A. AL-Mukhtar            Al-Khwarizmi Engineering Journal, Vol. 6, No. 2, PP 83-92  (2010)
89
7. System Evaluation
To examine the performance of the proposed 
spam blocking system, a testing corpus of 800 e-
mails; 400 for spam and 400 for ham e-mails has 
been  used.  In  order  to  evaluate  the  effect  of 
Whitelist,  Blacklist,  and  the  Bayesian  filter  that 
are used for detecting spam, each layer is tested 
separately as shown in figure (7).
Fig.7.  Spam Filter Detection Versus Layer.
The  results  obtained  are  summarized  as 
follows:
 Spam  Detected  by  Bayesian  Filter: the 
system is in a state of testing and this means 
that  the  system  has  already  been trained.  For 
that reason the detection percentage starts from 
a  good  percentage,  which  is   82%. 
Thereafter,  as  more  learning  is  carried  out, 
spam  detection  could  approach 100% 
percentages.  
 Spam  detected  by  Blacklist: this  method 
depends on the e-mail addresses of spammers 
that are stored in the Blacklist table. Initially it 
starts from zero and as much as the new e-mails 
are entered as much as the detection increases. 
That is because when the new e-mail is detected 
as spam its address is automatically saved in a 
Blacklist table.  
 Legitimate detected by Whitelist: this method 
depends  on  the  e-mails  headers  that  are 
addresses of non-spammers. The detection line 
starts from  10% and it vibrates around this 
percentage. This is because of that the new e-
mails  entered  are  from  persons  that  were 
initially entered in the whitelist.
It  may  be  concluded that  the  Bayesian  filter 
had detected more Spam percentages rather than 
the  other  two  methods.  This  is  because  the 
Bayesian filter tests the message body rather than 
the e-mail addresses.
Figure  (8)  reveals  that  the  spam  detection 
percentage increases with the increasing number 
of incoming e-mails. This is because the statistical 
filter would learn more with more various features 
that arrive with the tested e-mails.
Fig.8. Spam Detected by the Blocking System.
Figure  (9)  examines  the  effect  of  four 
measures  TN,  TP,  FN,  and  FP  on  the  tested 
corpus. It reveals that TN and TP increase as more 
messages are tested whereas FN and FP decrease 
as the filter has learned more.
Fig.9.  Percentages  of  Spam  &Legitimate 
Classification.
The recent results of the e-mail filter have been 
used  to  construct  table  (1) and figure  (10)  to 
summarize the classification results.
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Table 1,
Classified E-mails by the Proposed Filter
Classification TN
LL
TP
SS
FN
SL
FP
LS
E-mail number 388 369 32 11
Fig.10. Percentages of Filter Classification.
Table (2) shows the results of   classification 
with three values of   . As can be seen from the 
table WErr is acceptable low, and it is noticed that 
with increasing  value the WErr decreases. That 
means the filter has a good low cost resulted from 
LS error type. Also as can be observed that the 
smallest  value  of   has  TCR   9.3,  which 
indicates the high performance of the filter.
Table 2,
Performance Evaluation Results of the   Proposed Filter with Three Values of 
Description  e-mail No. WAcc WErr SP SR TCR
E-mails 
evaluation 
performance
1 800 0.946 0.054 0.97 0.92 9.302
9 0.965 0.035 3.053
999 0.969 0.030 0.036
8. Conclusions
Based on the research undertaken, the analysis 
and  design  processes  of  the  filter  and  the 
implementation  of  it,  several  key  results  have 
been identified:
 The  proposed  filter  is  an  aggregation  of 
whitelist, blacklist in addition to the Bayesian 
filter. This has been contributed in increasing 
filter efficiency, decreasing false positive, and 
reduces classification time. 
 Bayesian  filtering  includes  the  elements  of 
changeability.  That  is  it  is  constantly  self-
updating  which  makes  it  very  difficult  for 
spammers to circumvent. 
 The Bayesian method is multilingual. So, it is 
efficiently  adapted  in  this  work  to  manage 
English, Arabic, or mixed linguistic messages.
 The proposed solution is a client side-filtering 
approach  that  adds  convenience  to  the  user. 
This allows the users to custom the filter based 
on their interests and needs.
 A number of performance measurements have 
been  carried  out.  The  results  ensure 
performance of the filter and its efficiency.
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 ﺢﺷﺮﻣ ﻢﯿﻤﺼﺗ Bayesian   تﺎﯿﺠﻣاﺮﺒﻟا ﺔﺳﺪﻨھ ﺪﻤﺘﻌﯾ ﺔﯾﺎﻋﺪﻟا ﻞﺋﺎﺳﺮﻟ   
ﺎﺘﻤﻣ ز   رﺎﺘﺨﻤﻟا ﻲﻠﻋ ﺪﻤﺤﻣ   
تﺎﻣﻮﻠﻌﻤﻟا ﺔﺳﺪﻨھ ﺔﯿﻠﻛ /   ﻦﯾﺮﮭﻨﻟا ﺔﻌﻣﺎﺟ
  
  
ﺔﺻﻼﺨﻟا   
ﻻا ﺪﯾﺮﺒﻟا ﺔﻣﺪﺨﻟ ﻞﮭﺴﻟا ﺮﻓﻮﺗ و ﻊﯾﺮﺴﻟاا رﺎﺸﺘﻧﻻا  ﻞﻜﺸﺑ ﺔﯾﺎﻋﺪﻟا ﺪﯾﺮﺑ و ﺔﺑﻮﻏﺮﻣ ﺮﯿﻐﻟا تﺎﻧﻼﻋﻻا ﺪﯾﺮﺑ لﺎﺳرﻻ ارﺎﺘﺨﻣ ﺎﻄﺳو ﮫﻨﻣ ﻼﻌﺟ ﻲﻧﺎﺠﻤﻟا ﻲﻧوﺮﺘﻛ
مﺎﻋ  .  وا ﮫﻓﺎﺘﻟا ﺪﯾﺮﺒﻟﺎﺑ ﺔﻓوﺮﻌﻤﻟاو ،ـﻠﺋﺎﺳﺮﻟا هﺬھ (spam)    ﺖﻧﺮﺘﻧﻻا ﺔﻣﺪﺧ يدوﺰﻣ و ﻦﯿﻠﻤﻌﺘﺴﻤﻟا ﻦﻣ ﻞﻜﻟ ةﺪﯾاﺰﺘﻣ ﺔﻠﻜﺸﻣ (ISP)  .  ﺐﻧاﻮﺟ ىﺪﺣﻻ ﻼﺣ ﺚﺤﺒﻟا مﺪﻘﯾ
 ﺔﯾﺎﻋﺪﻟا ﻞﺋﺎﺳر ﺔﻠﻜﺸﻣ (spam)    ﺪﯿﻔﺘﺴﻤﻟا ﺪﯾﺮﺒﻟ ﻢﺋﻼﻣ ﺢﺷﺮﻣ ﺮﯾﻮﻄﺗ لﻼﺧ ﻦﻣ (e-mail client)  . ﺎﻌﻣ ﻞﻤﻌﺗ ءاﺰﺟا ﺔﺛﻼﺛ ﻦﻣ نﻮﻜﺘﯾ حﺮﺘﻘﻤﻟا ﺢﺷﺮﻤﻟا  :  ﺔﻤﺋﺎﻘﻟا
 ءﺎﻀﯿﺒﻟا (Whitelist)  ءادﻮﺴﻟا ﺔﻤﺋﺎﻘﻟا ، (Blacklist)  ﺢﺷﺮﻣ و ، Bayesian   .  ﺔﻓوﺮﻌﻣ ﻦﯾوﺎﻨﻋ ﻦﻣ ﺔﯾﺪﯾﺮﺒﻟا ﻞﺋﺎﺳﺮﻟا لﺎﺒﻘﺘﺳﺎﺑ ءﺎﻀﯿﺒﻟا ﺔﻤﺋﺎﻘﻟا ﺢﺷﺮﻣ ﺢﻤﺴﯾ
ﻤﻠﻟ ﺪﯿﻔﺘﺴ  . ﺔﯾﺎﻋﺪﻟا ﻞﺋﺎﺳﺮﻟ ﺎﮭﻟﺎﺳرﺎﺑ ﺖﻓﺮﻋ ﻦﯾوﺎﻨﻋ ﻦﻣ ﺔﯾﺪﯾﺮﺒﻟا ﻞﺋﺎﺳﺮﻟا لﺎﺒﻘﺘﺳا ءادﻮﺴﻟا ﺔﻤﺋﺎﻘﻟا ﺢﺷﺮﻣ ﻊﻨﻤﯾ ﺎﻤﻨﯿﺑ  .  ﺢﺷﺮﻣ ﺪﻤﺘﻌﯾ Bayesian    ﻰﻠﻋ ﮫﺗاﺮﯾﺪﻘﺗ ﻲﻓ
 رﺎﯿﻌﻣ لا ﺔﺒﺴﻧ ﻞﺋﺎﺳﺮﻟا هﺬھ ﺢﺷﺮﯾو ﻞﺋﺎﺳﺮﻟا ىﻮﺘﺤﻣ (threshold)   ﺎﻔﻠﺳ دﺪﺤﻣ  .   
ﺨﺗ لواﺪﺟ ﻞﻜﺸﺑ ﺔﺑﻮﻠﻄﻤﻟا تﺎﻧﺎﯿﺒﻟا ﺪﻋاﻮﻗ ءﺎﻨﺑ ﻢﺗ  لا مدﺎﺧ ﻲﻓ نﺰ SQL  .  فﺎﻔﺷ ﻞﻜﺸﺑ هﺬھ تﺎﻧﺎﯿﺒﻟا ﺪﻋاﻮﻗ ﻰﻟا ﻞﺼﯾ نا ﻦﻜﻤﯾ ﺪﯿﻔﺘﺴﻤﻠﻟ حﺮﺘﻘﻤﻟا ﺢﺷﺮﻤﻟا
بﻮﻠﻄﻤﻟا ﺢﯿﺷﺮﺘﻟا ﺬﯿﻔﻨﺗ ﻦﻣ ﻦﻜﻤﺘﯾ ﻲﻜﻟ  .  ﺎﻣﺎھ اﺮﻣا ﺮﺒﺘﻌﯾ يﺬﻟا و ﺔﯾﺰﯿﻠﻜﻧﻻا و ﺔﯿﺑﺮﻌﻟا ﻦﯿﺘﻐﻠﻟا ﺎﺘﻠﻛ ﻲﻓ ﺐﺘﻜﺗ ﻲﺘﻟا ﺔﯾﺎﻋﺪﻟا ﻞﺋﺎﺳر ﻊﻣ ﻞﻣﺎﻌﺘﯾ حﺮﺘﻘﻤﻟا مﺎﻈﻨﻟا
ﺎﻨﺘﻘﻄﻨﻣ ﻲﻓ ﻦﯾﺪﯿﻔﺘﺴﻤﻠﻟ .   
ﻞﮭﺳا ﮫﺘﻣاداو ءﺎﻄﺧﻼﻟ ﺔﺿﺮﻋ ﻞﻗا مﺎﻈﻨﻟا ﻞﻌﺠﯾ ﺎﻤﻣ مﺎﻈﻨﻟا ﻢﯿﻤﺼﺗ لﻼﺧ تﺎﯿﺠﻣاﺮﺒﻟا ﺔﺳﺪﻨھ ئدﺎﺒﻣ دﺎﻤﺘﻋا ﻢﺗ  .  جذﻮﻤﻧ ماﺪﺤﺘﺳﺎﺑ تﺬﻔﻧ ﻢﯿﻤﺼﺘﻟا تاﻮﻄﺧ
Waterfall    تﺎﯿﺠﻣاﺮﺑو ASCENT  . حﺮﺘﻘﻤﻟا ﺢﺷﺮﻤﻟا ﺎﯾاﺰﻣ ﻰﻠﻋ لﻮﺼﺤﻠﻟ ماﺪﺨﺘﺳﻻا ﺔﻠﮭﺳ ﺪﯿﻔﺘﺴﻤﻠﻟ ﺔﮭﺟاو ﺮﯾﻮﻄﺗ ﻢﺗ  .  ﺔﺌﯿﺑ ماﺪﺨﺘﺳا ﻢﺗ Visual Basic 6  
 مﺪﺨﺘﺳا ﺎﻤﻛ مﺎﻈﻨﻟا ءﺎﻨﺒﻟ SQL Server   ﺔﺑﻮﻠﻄﻤﻟا تﺎﻧﺎﯿﺒﻟا ﺪﻋاﻮﻗ ﺬﯿﻔﻨﺗو ءﺎﻨﺒﻟ .   
ﻛ تﺎﺒﺛاو حﺮﺘﻘﻤﻟا ﺢﺷﺮﻤﻠﻟ ءادﻻا ﻢﯿﯿﻘﺘﻟ عﻮﻤﺠﻤﻟا ﺪﯾﺮﺒﻟا ﻦﻣ ﺔﻋﻮﻤﺠﻣ ﻊﻣ ﺔﯿﺒﯾﺮﺠﺘﻟا ﺞﺋﺎﺘﻨﻟا لﺎﺼﺤﺘﺳا و ءادﻻا ﺲﯿﯾﺎﻘﻣ ﻦﻣ دﺪﻋ ماﺪﺨﺘﺳا ﻢﺗ ﮫﺘﺋﺎﻔ    .
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