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Abstract The quantum no-hiding theorem, first proposed by Braunstein and
Pati [Phys. Rev. Lett. 98, 080502 (2007)], was verified experimentally by Samal
et al. [Phys. Rev. Lett. 186, 080401 (2011)] using NMR quantum processor.
Till then, this fundamental test has not been explored in any other experi-
mental architecture. Here, we demonstrate the above no-hiding theorem using
the IBM 5Q quantum processor. Categorical algebra developed by Coecke and
Duncan [New J. Phys. 13, 043016 (2011)] has been used for better visualiza-
tion of the no-hiding theorem by analyzing the quantum circuit using the ZX
calculus. The experimental results confirm the recovery of missing information
by the application of local unitary operations on the ancillary qubits.
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1 Introduction
IBM has developed 5-qubit and 16-qubit superconducting qubit-based quan-
tum computers (ibmqx2, ibmqx4, ibmqx5) which have been released to the
research community at large via a web-based interface called IBM Quantum
Experience [1] (IBM QE). It is world’s first commercial quantum computing
service provided by IBM and permits a user to run quantum algorithms via the
IBM cloud and to implement quantum circuits. Using this web interface re-
searchers have run a variety of quantum computing and quantum information
experiments and demonstrations. These include experiments/demonstrations
in the field of quantum information [2,3], condensed matter physics [4,5],
quantum artificial intelligence [6], quantum gravity [7], quantum simulation
[8,9], quantum cryptography [10,11], quantum error correction [12,13,14,15],
quantum entanglement based protocols [16,17,18,19,20] and quantum cloud
computing [21,22] to name a few.
Two well-known and important qualitative features of quantum informa-
tion are that, unlike classical information, it cannot be cloned [23] or deleted
[24]. A closely-related, and equally important feature of quantum information,
proven by Braunstein and Pati [25] is that quantum information also cannot
be “hidden”. This is the so called “quantum no-hiding theorem”, which is rele-
vant to questions about thermalization in quantum systems [26], the black hole
information loss paradox [27] and other areas in quantum information where
state randomization plays a role, e.g. private quantum channels [28]. Quan-
tum Information is fragile and any interaction or disturbance to the system
may lead to loss of information. The no-hiding theorem addresses this issue of
information loss and says that no information can be hidden in correlations be-
tween a pair of systems. If any information is missing from a physical system,
it must have moved to somewhere else and cannot be hidden in correlations
between the physical system and the environment. There are two versions of
the no-hiding theorem, one which deals with perfect hiding processes and an-
other in which the hiding process has imperfections. The imperfection arises
mainly due to imperfections in the encoding process.
In the present work, we discuss about both processes and provide a com-
plete experimental verification of the no-hiding theorem with a perfect hiding
process. We propose a quantum circuit which can be experimentally imple-
mented to investigate processes with imperfect hiding processes. As for the
experimental architecture, we use IBM Quantum Experience platform to test
and demonstrate the quantum no-hiding theorem. We remark that this work
is inspired by the first experimental test of no-hiding theorem using an NMR
based quantum computer by Samal et al. [29].
2 Review of The Quantum No-Hiding Theorem
In classical physics, it is possible to “hide” information in correlations. A
simple example is the one-time pad [30], used in cryptography. Consider a
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message which is a binary string: M = M1M2M3 . . ., and a secret key which is
also a binary string of the same length: K = K1K2K3 . . .. Create an encoded
messageM ′ by performing a bitwise XOR ofK onM (i.e., flip theMi ifKi = 1,
otherwise leave Mi unchanged). Shannon proved that an agent with access to
only the encoded string M ′, and not the key K, has no information about the
original message M [31]. Of course, an agent with access to only the key K, and
not the encoded string M ′, also has no information about the original message
M . To obtain any information about the original message M , an agent requires
at least some information about the correlations between the key K and the
encoded string M ′. In this sense, one can say that the information originally
contained in M has been hidden in correlations between the encoded string
M ′ and the key K. Braunstein and Pati proved that, in quantum mechanics,
hiding information in such a way is impossible [25].
Specifically, let us define a bleaching process as a process which transforms
the state of a quantum system M to the maximally mixed state (or, more
generally, any fixed density matrix ρ), regardless of what the initial state of
the system was. After bleaching, an agent with access to only the system M
has no information about its original state. Bleaching processes are clearly not
unitary, but can take place if M is an open quantum system coupled to an
environment. After bleaching, the quantum information previously contained
in M cannot be truly lost (assuming the universe is a closed quantum system),
so it is natural to ask where in the universe it resides. The no-hiding theorem
states that, in any bleaching process, the quantum information must be trans-
ferred completely to the environment, and (unlike the example of the classical
one-time pad) cannot reside within correlations between the environment and
the original system M . In particular, an agent who has access to only the envi-
ronment and not the bleached system M , can, in principle, always completely
recover the quantum information initially stored in M , via an appropriate
unitary transformation. For a large environment, this unitary transformation
may be hopelessly complicated. However, for a smaller “environment” consist-
ing of a few qubits, it is possible to explicitly construct the required unitary
transformation and thereby directly demonstrate the no-hiding theorem, as
we show in the following sections.
3 Circuit to Demonstrate the No-Hiding Theorem
The quantum circuits demonstrating the no-hiding theorem are depicted in
Fig. 1a and 1b. Fig. 1a illustrates the circuit for bleaching the system M , which
is represented by the single qubit state |ψ〉. In order to bleach one qubit, we
require an “environment” consisting of at least two ancilla qubits. A 3-qubit
unitary “randomization” operator U that achieves bleaching is the controlled
operation that applies one of the four Pauli operators 1 (the identity), X, Y
or Z to M , depending on whether the two ancilla qubits are in the state |00〉,
|01〉, |10〉 or |11〉 respectively. This can be written as
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|ψ〉
U|0〉 H
|0〉 H
Fig. 1a Erasure circuit. The two ancillas are prepared in the |+〉 state by applying two
Hadamard gates. Then the unitary operator U is applied on the three qubit state, |ψ〉|00〉
for randomizing |ψ〉. If the two ancillas are discarded, the first qubit is left in a maximally
mixed state. It is to be noted that the unitary operation shown in the figure has been chosen
as given in Eq. (2)
|ψ〉
U|0〉 H • H •
|0〉 H
Fig. 1b Quantum circuit demonstrating no-hiding theorem. In this circuit, the
erasure circuit shown in Fig. 1a is followed by a decoding circuit, which recovers the state
|ψ〉 from the two ancilla qubits. Essentially, the decoding operation transfers the state |ψ〉
to the third qubit. It is to be noted that the unitary operation shown in the figure has been
chosen as given in Eq. (2)
.
U = 1⊗ |00〉 〈00|+X⊗ |01〉 〈01|+ iY ⊗ |10〉 〈10|+ Z⊗ |11〉 〈11| (1)
Suppose we initialize the two ancilla qubits in the state 12 (|00〉+ |01〉+ |10〉+ |11〉).
Then after applying the unitary randomization operator U, and tracing out
the ancilla qubits, it is observed that the state of M is the maximally mixed
state, regardless of its initial state |ψ〉. Hence, we have bleached M . The no-
hiding theorem states that we can recover |ψ〉, acting exclusively on the two
ancillas. As mentioned earlier, for a larger environment, and a complicated
randomization operator U, this might be an intractable task, however for our
relatively small system, it is easier to determine the two-qubit unitary oper-
ator that decodes the apparently lost information from the environment. We
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achieve this using the pictorial ZX calculus of Coecke and Duncan [32] given
in Section 6. The information recovery circuit is shown in Fig. 1b.
4 IBM QE Implementation
Let us first prepare the initial state of the qubit q[0] in |ψ〉 state, which is
taken as |ψ〉 = cos(pi/8)|0〉 + sin(pi/8)|1〉. The above state is prepared with
the sequential operation of H, T, H and S gates, where, H is the Hadamard
operation, T and S gates are phase gates whose matrices are; T = [1, 0;0,
eipi/4] and S = [1, 0;0, i]. Then according to the quantum circuit (Fig. 1a),
each ancilla qubits (q[1] and q[2]) are prepared in the equal superposition state
|+〉 by applying Hadamard operations on them. The randomization unitary
operation is then designed by using a sequence of controlled-NOT, Hadamard
and X gates as shown in Fig. 2. It can be mentioned that the circuit shown
in the Fig. 2 works for any arbitrary state, a|0〉+b|1〉, where |a|2 + |b|2 = 1.
Here, we use the following unitary operator for randomization:
U = 1⊗ |01〉 〈00|+X⊗ |00〉 〈01| − iY ⊗ |11〉 〈10| − Z⊗ |10〉 〈11| (2)
It can be mentioned that the unitary operator designed here is not the
same as the randomization operator given in Eq. (1). However, it performs the
same task to demonstrate the no-hiding theorem, i.e., after the application of
randomization operator, the first two qubits q[0] and q[1] are entangled in one
of the Bell states and the initial arbitrary state |ψ〉 is transferred to the third
qubit q[2]. The brief calculation is given as; CNOT12H1CNOT12U|ψ〉|+〉|+〉
→ |01〉+|10〉√
2
|ψ〉, where CNOTij denotes the operation of controlled-Not gate
from q[i]→q[j], where q[i] is the controlled qubit and q[j] is the target qubit.
Similarly, Hi denotes the application of Hadamard operation on the q[i] qubit.
It is to be noted that there are many different randomization operators which
one may use, provided the above condition is satisfied.
Fig. 2 Quantum circuit illustrating the no-hiding theorem. The black box repre-
sents the quantum operation corresponding to the unitary operator U given in Eq. (2). The
circuit shown works correctly for general states also.
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Fig. 3 Graphs showing the tomography of state in qubits q[0] and q[1] ( See
Fig. 2). Depicting real (left) and imaginary (right) parts of the reconstructed theoretical
(a,b) and experimental (c,d) density matrices. The fidelity is found to be 0.9905
The quantum circuit (Fig. 2) is designed on the quantum chip, ‘ibmqx4’
with optimized version and the experimental results are obtained with 8192
shots. We perform quantum state tomography by measuring the qubits in
different bases and plot the density matrices. Fig. 3 shows the theoretical
(a,b) and experimental (c,d) density matrices of the quantum state stored on
the q[0] and q[1] qubits ( |01〉+|10〉√
2
). The fidelity for the above quantum state is
calculated to be 0.9905. As the quantum state, |ψ〉 is transferred to the third
qubit q[2], by measuring the third qubit and performing state tomography
(Fig. 4), the fidelity was found to be 0.9967.
5 Imperfect Hiding
The bleaching process demonstrated in the previous sections can be repre-
sented by the map ε1(ρ) =
I
2 = ρ +
1
4 (XρX + Y ρY + ZρZ), acting on the
input state ρ. We could also consider a more general process represented by
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Fig. 4 Graphs illustrating the tomography of state in qubit q[2] (See Fig. 2).
Depicting real (left) and imaginary (right) parts of the reconstructed theoretical (1a,1b) and
experimental (1c,1d) density matrices. The fidelity is found to be 0.9967.
the map εp2
(
ρ
)
= p I2 + (1− p)ρ = (1− 3p4 )ρ+ p4 (XρX + Y ρY + ZρZ), where
0 ≤ p ≤ 1. For p = 1, we recover the perfect bleaching process ε12(ρ) = ε(ρ),
while for p = 1−, where 0 <  ≤ 1, we obtain an imperfect bleaching process.
Braunstein and Pati [25] have shown that the hiding process is robust to such
imperfections. To make this mathematically precise, we note that for this im-
perfect bleaching process, the trace distance between the imperfectly hidden
state and the perfectly hidden state is given by:
1
2
tr|εp2(ρ)− ε1(ρ)| =
1− p
2
tr|ρ− I
2
| = 
2
tr|ρ− I
2
| = 
2
|λ1 − λ2| ≤ 
2
(3)
where λ1 and λ2 are the eigenvalues of ρ. When ρ is a pure state, the trace
distance is equal to /2. If F (σ, ρ) represents the fidelity between the states σ
and ρ, it follows that:
F (εp2(ρ), ε1(ρ)) =
1√
2
tr
√
εp2(ρ) ≥ 1−

2
(4)
Eq. (4) can be used to establish that the final composite states of the
system and the ancilla in these two cases, given by |ψperfect〉 and |ψimperfect〉,
overlap strongly i.e,:
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〈ψperfect|ψimperfect〉 ≥ 1− 
2
(5)
This is a statement of the robustness of the hiding process to imperfec-
tions. In the following experiment, instead of measuring the global state, we
demonstrate the robustness to perturbations by measuring the final state εp2(ρ)
of the system for various values of p, and calculating their fidelity and trace
distance with respect to 1(ρ) =
I
2 .
This time the experiment is performed on ibmqx2 with 1024 shots for each
measurement. The IBM quantum circuit which implements the map εp2 as
well as the decoding is shown in Fig. 5. The only thing which is different in
this case as compared to the previous one is the initial state of the ancilla
qubits. This time the ancilla qubits q[1] and q[3] are prepared in the state√
1− 3p4 |00〉 +
√
p
4 (|01〉 + |10〉 + |11〉) by applying two controlled-Hadamard
gates to the initial state |00〉, the control being the additional qubit q[2] which
is prepared in the state
√
1− p |0〉+√p |1〉 using the U3 gate. The state of the
input qubit q[0] is taken as |ψ〉 = cos(pi/8)|0〉 + sin(pi/8)|1〉 and is prepared
using the sequence of H,T , H, and S gates, as in the previous experiment.
Note that due to restrictions on placement of CNOT gates in the ‘ibmqx2’
architecture, we had to implement some qubit swap operations in the middle
of the circuit. The two ancilla qubits are finally transferred to wires 3 and 4
(q[2] and q[3]), while the system qubit is transferred to wire 2 (q[1]). Finally,
we perform quantum state tomography of the qubit on wire 2. Fig. 5 illustrates
the measurement of q[1] in the X basis for p = sin2(pi/10).
The results of the experiment are shown in Fig. 6. As also shown in Eq.
(3), the theoretical trace distance is linearly proportional to p and falls from
0.5 to 0 as p increases from 0 to 1. The trace distance corresponding to the
simulated state is higher than the theoretical trace distance, but it exhibits the
linear trend fairly well. It is important to note that the states obtained through
tomography using the simulator were nonphysical (not positive definite) for
smallest values of p (p = 0.095491503, 0.024471742, 0). This is reasonable be-
cause when p tends to zero, the final state of the system becomes purer, and
the probability of measuring a nonphysical density matrix rises. In the top
graph, this fact is manifested by the value of trace distance being greater than
0.5 for smaller values of p. When the experiment is performed on ibmqx2, the
final state does not show as strong a dependence on the parameter p. This is
perhaps because the effect of the deliberate imperfection introduced is washed
out by experimental noise. In the bottom graph, in addition to plotting the
fidelities obtained from ibmqx2, the simulator, and theoretical calculations,
we plot the lower bound for fidelity given by Eq. (3).
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Fig. 5 IBM quantum circuit to demonstrate imperfect bleaching. The two unitary
operators act as the bleaching operators, this circuit does the decoding operation also.
6 Diagrammatic Derivation
Here, we analyze a randomization circuit presented above using the ZX-
calculus [32]. Please note that this randomization circuit is slightly different
from the one above but does the same operation. ZX-calculus can be un-
derstood either as a convenient set of pictorial rules for demonstrating the
equivalence of certain quantum circuits, or as an alternative axiomatization of
quantum mechanics using the framework of dagger symmetric monoidal cate-
gories.
The basic elements of the ZX-calculus are red and green spiders (repre-
sented by red and green dots with n incoming wires and m outgoing wires),
and the Hadamard gate (represented by a yellow square, with H written in it).
Green spiders act as copy/delete operators in the Z basis (i.e., the computa-
tional basis |0〉, |1〉) and red spiders act as copy/delete operators in the X basis
(i.e., |+〉, |−〉). So for example, a red dot with 2 incoming wires and 1 outgo-
ing wire represents the operator |+〉 〈+| 〈+|+ |−〉 〈−| 〈−|. We can represent a
copying process which introduces a phase difference of α between the two basis
states by writing α on the spider. In case nothing is written on the spider, it is
assumed that the spider introduces no phase difference between the two basis
states while copying. The basic elements of ZX-calculus are indicated in Fig. 7.
These definitions naturally lead to several simple diagrammatic rules for
manipulating circuits consisting only of red and green spiders, and Hadamard
gates, summarized in Fig. 8. A more detailed list of rules can be found in
Ref. [32]. The simplest rule is that changing the “topology” of wires while
maintaining the connections preserves the circuit. Further, it is clear from
their definition that spiders of the same colour can be merged together, as in
rule S1, and that spiders with one input and one output wire are the same
as identity, as in rule S2. It is also clear from the definition of the Hadamard
gate, that it can be used to transform red spiders into green spiders and vice-
versa, as in rule C. Finally, if we were to express a red dot with two incoming
wires and one outgoing wire in the computational basis, one would find it is
equivalent to a sum operator
∑
a,b |a⊕ b〉 〈a| 〈b|, which naturally leads to rule
B2, as well as the representation of a CNOT gate shown in Fig. 7. It is also
possible to start with the rules depicted in Fig. 8 as axioms for a category-
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Fig. 6 Trace distance and fidelity between ε1(ρ) and ε
p
2(ρ) as a function of p
Demonstration of the No-Hiding Theorem... 11
Fig. 7 Relevant components and their matrix representations.
theoretic formulation of (a subtheory of) quantum mechanics, but we do not
discuss this here.
Now we are ready to begin the diagrammatic derivation. For the ease of
illustration, we use a different unitary operator than the one given in Eq. (2).
It should be noted that this performs the same operation as the unitary shown
in Eq. (2).
U = 1⊗ |00〉 〈00|+X⊗ |01〉 〈01| − iY ⊗ |10〉 〈10|+ Z⊗ |11〉 〈11| (6)
It is easy to verify that this unitary performs the desired bleaching. We can
express the circuit representing this unitary in the language of ZX-calculus as
shown in Fig. 9. By repeated application of the simplification rules shown in
Fig. 8, we can trace the flow of quantum information from the original system
to the ancillas.
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Fig. 8 Equational rules for the ZX-calculus.
Fig. 9 Converting the circuit represented by Eq. (3) to the language of ZX-calculus
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H
H
H
H
|ψ〉
=
C
|ψ〉
H
=
S1
|ψ〉
H
=
S1
|ψ〉
H
=
S1
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|ψ〉
H
=
T
|ψ〉
H
=
T,S1
|ψ〉
H
=
S1
|ψ〉
z
H
-z
As can be clearly seen from the final figure, the state |ψ〉 is encoded in the
two ancilla qubits, while the first qubit now contains no information about |ψ〉.
From the analysis, we also see that by applying the CNOT(2,3), Hadamard(2),
CNOT(2,3) gates, we can decode the state |ψ〉 from the two ancilla qubits. The
above figures were created using the software Quantomatic [33].
While the above derivation demonstrates the flow of information, it would
be very interesting to provide a purely diagrammatic (or category-theoretic)
proof of the no-hiding theorem, perhaps similar in spirit to the category theo-
retic versions of the no-cloning theorem [34]. It would also be very educational
to understand the no-hiding theorem in the context of the systems-theoretic
framework of [35], where quantum information acts as a “through” variable,
analogous to current in an electrical circuit, and obeys an analogue of Kir-
choff’s current law.
7 Conclusion
In this paper, we have demonstrated the experimental verification of the no-
hiding theorem using IBM’s 5-qubit quantum computer. The ZX calculus has
been utilized to obtain the decoding circuit required for illustrating this the-
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orem. Quantum state tomography has been performed to check the accuracy
of the implementation. A number of directions can be pursued in future. One
of them is the extension of the no-hiding theorem to imperfect hiding pro-
cesses. We can also investigate the applications of this theorem for retrieving
information from a noisy environment.
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