In order to protect the copyright of the color image, a robust color image watermarking method based on Tensor-Singular Value Decomposition (T-SVD) is proposed. In order to preserve strong correlations of the RGB three channels of the color image, the color image is considered as the third-order tensor, which is transformed by using T-SVD to obtain two orthogonal tensors and one diagonal tensor. Since the diagonal tensor includes the main energies of the color image, it can be exploited to embed watermark for robustness. Firstly, the three channels of the color image are decomposed by using discrete wavelet transform (DWT) into four subbands, respectively, and the LL subband of each channel is used to construct an approximation image. Secondly, the approximation image is divided into non-overlapping blocks with the size of 4 × 4, and the T-SVD is applied in each block to compute the first, the second and the third diagonal matrices. Finally the grayscale watermark is decomposed by using Singular Value Decomposition (SVD). The principal components of the gray-scale watermark are embedded by modifying the first diagonal matrix of each block, since the first diagonal matrix is more robust than other two diagonal matrices. Experiment results show that the proposed method can resist a variety of image attacks, and is more robust than the existing watermarking methods.
I. INTRODUCTION
With the rapid development of computer network, digital data can be easily copied, disseminated and downloaded, which seriously damages the legitimate interests of owners. Therefore the copyright protection of digital products is an urgent problem to be solved [1] , [2] , and the image watermarking method provides an effective protection way [3] , [4] . In the real life, the color image plays a dominant role, and therefore, more and more attentions have been paid to the research on the color image watermarking method.
In general, image watermarking technologies are classified into fragile [5] - [8] , semi-fragile [9] - [11] and robust [12] - [28] watermarking methods. The fragile watermarking method is sensitive to any modification, which is widely used in image content authentication. For instance, Qin et al. proposed a high-quality restoration fragile watermarking method based on overlapping embedding
The associate editor coordinating the review of this manuscript and approving it for publication was Amit Singh . strategy [6] . The semi-fragile watermarking method could distinguish malicious manipulation from incidental manipulation. Preda presented an image authentication method in the wavelet domain, and the method could accurately detect and locate malicious tampering regions in images [10] . The robust watermarking method can resist common image processing, which is an efficient solution to the copyright protection of the image.
Since transformed image can obtain strong correlations of the image, different transforms are used to design robust watermarking methods, such as Discrete Cosine Transform (DCT) [12] - [15] , Discrete Wavelet Transform (DWT) [16] - [18] , and singular value decomposition (SVD) [19] - [28] . In recent years, most of robust watermarking methods focus on embedding the binary watermark for copyright protection [12] - [15] . Lin and Chen embedded the binary watermark into DCT coefficients, which could resist JPEG compression well, but was fragile to high rate compression [12] . Parah et al. proposed a watermarking method based on DCT coefficient correction [14] . However, the binary VOLUME 7, 2019 This work is licensed under a Creative Commons Attribution 4.0 License. For more information, see http://creativecommons.org/licenses/by/4.0/ watermark contains a limited amount of data, which sometimes cannot satisfy the requirement of some users. Compared with the binary watermark, the visually meaningful gray-scale logo containing much more information is often used as a company log to be embedded for declaring the copyright. Thus, the robust gray-scale logo watermarking methods become more popular [16] - [18] , and consequently corresponding robustness performance is also challenged. Kashyap and Sinha proposed a watermarking method based on DWT. In this method, 3-level DWT was applied to decompose the image, and a gray-scale watermark is embedded into the approximation image of the original image [16] . Compared with the single watermarking method, the multiple watermarking method can improve the robustness and security of the images to some extent. Singh et al. proposed a multiple watermarking method based on NSCT domain, and the first and second watermark images were embedded into the selected RDWT (Redundant DWT) sub-bands of the original image [18] . Besides above transformation, SVD has been widely used in the gray-scale watermarking research [19] - [28] . Liu and Tan firstly proposed SVD based robust watermarking method, and they modified the singular value matrix of the original image by embedding the gray-scale watermark [19] . However, this method could cause false positive free problem, which indicates illegal watermark can be extracted from the original image. When the singular values of the gray-scale watermark image are embedded into the original image, those SVD-based image watermarking methods have this kind of problem [20] - [22] . It is mainly because SVD subspace can preserve main information of the image, in which any reference watermark that is searched for in an arbitrary image can be found by attackers [23] . Some methods were proposed to solve this problem [25] - [28] . Guo and Prasetyo embedded the principle components of the gray-scale watermark instead of the singular values to solve the false positive free problem [25] . Makbol and Khoo proposed a watermarking method based on integer wavelet transform (IWT) and SVD, and false positive free problem was solved by embedding the digital signature into the gray-scale watermark image [26] . However, above watermarking methods only focus on the gray-scale image, but not on the color image. Compared with the gray-scale image, the color image has much more redundancies since it has RGB three channels, and consequently much more robust capability can be obtained [29] - [34] .
Vaishnavi and Subashini proposed a color image watermarking method based on SVD. Since the blue channel of the original image is less sensitive to human eyes than other two channels, the blue channel was transformed to embed the gray-scale watermark [29] . Singh et al. presented a color image multiple watermarking method using Back Propagation Neural Network. The original image was transformed by using 3-level DWT to obtain the vertical frequency band (LH 2 ) and low frequency band (LL 3 ). The first and second watermark images were embedded into the LH 2 and LL 3 respectively, for obtaining robustness [31] . Roy and Pal proposed a color image watermarking method based on DWT and SVD, and the non-overlapping blocks of the grayscale watermark were embedded into the singular values of the wavelet transformed blocks [32] . Above watermarking methods need transmit additional information for watermark image extraction so that the security can be enhanced in the real application because the owner only has the received additional information to declare the ownership. However, above watermarking methods considered each channel independently, and used the two-dimensional transformation to decompose each channel to embed watermark. Thus, those methods cannot make full use of the redundant information of the color image and neglect the strong relationships of RGB three channels. In order to design a more robust watermarking method, the multidimensional transformation is required for considering three channels as a whole to preserve strong correlations of three channels. Since Tensor-Singular Value Decomposition (T-SVD) [35] can combine three channels of the color image as the third-order tensor, main strong characteristics can be preserved for robustness.
In this paper, a robust color image watermarking method based on T-SVD is presented. The color image is divided into two orthogonal tensors and one diagonal tensor by using T-SVD. The diagonal tensor includes the first, the second and the third diagonal matrices, and the first diagonal matrix is used to embed robust watermark because it preserves stronger correlations of three color channels compared with other two diagonal matrices. SVD is used to decompose the gray-scale watermark image to generate the principal components, which are embedded into the first diagonal matrix of each block. The main contributions of the paper are listed as follows.
1. In order to protect the copyright of the color image, a novel robust color image watermarking method based on T-SVD is proposed.
2. Different from traditional transformation operating on one channel, T-SVD considers three channels of the color image as a whole to be transformed so that strong correlations of the color image can be preserved for robust watermarking.
3. Experimental results show that the proposed method is more robust than the existing watermarking methods when similar qualities of watermarked images are obtained.
This paper is organized as follows. Section II introduces the background knowledge of related technology. In Section III, we describe the processes of watermarking embedding and extraction. Section IV discusses and analyses the experimental results. Finally Section V makes a summary.
II. RELATED TECHNOLOGY
For later descriptions, the notation will be introduced. Variables are shown in italics, e.g., a. matrices are shown in boldface capital letters, e.g., A. vectors are shown in boldface lower case letters, e.g., a, and high order tensors are shown in calligraphic letters, e.g., A.
A. NOTATION AND REPRESENTATION OF THE TENSOR
With the development of network, multimedia data is developing towards multidimensional. Tensor is a form of multidimensional data, which can store a large amount of information. The order-p tensor A can be written as
where l 1 , l 2 ...l p ∈ Z represents the number of elements for each dimension. We can use a set of matrices to represent the higher-order tensor. For instance, the third-order tensor can be divided into horizontal, lateral and frontal slices, which are denoted as A k:: , A :k: and A ::k , respectively, where k ∈ {1, 2, 3}.
B. TENSOR OPERATION
In this section, some operations of tensor are defined, including the computation of the circulate matrix, the computation of the block circulate matrices and the unfolding of the tensor.
At first, the computation of the circulate matrix is introduced. We can compute a circulate matrix when the first column of the vector is specified [35] . Suppose the first column
and the circulate matrix is calculated as
The circulate matrix can be diagonalzed with the normalized discrete Fourier transform (DFT) matrix [36] , which is unitary. In particular, let the size of v be n×1, and F n and F * n be the n × n DFT matrix, and its conjugate transpose, respectively. The diagonal matrix diag (v 1 , v 2 . . . , v n ) can be computed as
where the diagonal matrix diag(v 1 , v 2 . . . , v n ) can be also computed by using the fast Fourier transform (FFT) of v [36] . Secondly, the block circulate matrices can be obtained from the slices of a tensor [35] . The third-order tensor is taken as an example for easily introduction, and let C ∈ R l 1 ×l 2 ×l 3 be the third-order tensor and the frontal slices C 1 , C 2 ...C 3 with the size of l 1 × l 2 are obtained. The block circulate matrices is computed as
At last, we use the same definition in [35] to introduce the unfolding of the tensor, and
where f (·) is the unfolding operation. This operation can compute an l 1 × l 2 × l 3 tensor to get a block l 4 × l 2 matrix, where l 4 = l 1 × l 3 . Specifically, we can use f −1 (·) takes f (C) back to the tensor.
The block circulate matrices can be also diagonalzed as the circulate matrices [35] . Let F l 3 be the l 3 × l 3 DFT matrix, and the block circulate matric is diagonalzed as
where ⊗ is the Kronecker product, I l 1 and I l 2 are the identity matrices with the size of l 1 × l 1 and l 2 × l 2 , respectively, and F * l 3 is the conjugate transpose of F l 3 .
C. FROM SVD TO T-SVD
At first, the singular value decomposition (SVD) is introduced, which is an important decomposition in linear algebra and applies to any matrix. It can decompose a matrix into two orthogonal matrices and a diagonal matrix. In fact the matrix can be seen as the second-order tensor. Suppose B = R m×n represents an image matrix, and after the operation of SVD, B is decomposed as
where U ∈ R m×m and V ∈ R n×n are orthogonal matrices, and represent as the left singular vector and the right singular vector, respectively. S ∈ R m×n is the diagonal matrix, and the diagonal values are the singular values of the matrix B.
Suppose r is the rank of matrix B, and the elements of the diagonal matrix S satisfy
B can be rewritten as
where u i and v i are the ith eigenvector of U and V, respectively, and λ i is the ith singular value. It is worth noting that u i and v i represent the geometric properties of the image, where the u i and v i represent the image horizontal detail and the image vertical detail, respectively. λ i represents the brightness information of the image.
For the higher-order (p >2) SVD, we can focus on the T-SVD. Let B ∈ R l 1 ×l 2 ×l 3 be the third-tensor tensor, and B can be defined as
where U ∈ R l 1 ×l 1 ×l 3 and V ∈ R l 2 ×l 2 ×l 3 are the orthogonal tensor, and S ∈ R l 1 ×l 2 ×l 3 is the diagonal tensor. Equation (11) is called T-SVD, as shown in Fig.1 .
Proof: The proof is by construction. First circ(B) is transformed as shown in (7) . Next, we computer the SVD of 
According to (12) , apply (F * l 3 ⊗ I l 1 ) and (F l 3 ⊗ I l 2 ) to the left block diagonal and the right block diagonal matrices, respectively. In each of the three cases, the resulting triple product leads to a block circulate matrix. f (U), f (S) and f (V T ) are defined as the first block columns of three block circulate matrices, respectively, and fold the results. This gives a decomposition of the form U × S × V T [35] .
The T-SVD and the SVD of the matrix l 3 k=1 B ::k are related [35] , according to (12) . Suppose the T-SVD of B ∈ R l 1 ×l 2 ×l 3 is given by B = U × S × V T , and
where U ::k and V ::k are orthogonal and the S ::k is diagonal. The color image is composed of RGB three channels with the size of n × m, which can be considered the third-order tensor, with l 1 = n, l 2 = m, l 3 = 3, and k ∈{1, 2, 3}. Thus, after T-SVD, three tensors including two orthogonal tensors and one diagonal tensor are obtained according to (13) . The diagonal tensor S includes the main energies of the color image. Moreover, S ::k consists of three diagonal matrices, and they are named as the first diagonal, the second diagonal and the third diagonal matrices when k is set to 1, 2, and 3, respectively. Let G 1 , G 2 , and G 3 be the first diagonal, the second diagonal and the third diagonal matrices, respectively.
Since G 1 , G 2 , andG 3 represent main energies of the color image including strong correlations of three color channels, they are suitable to embed watermark for robustness. The main reasons are listed as follows.
1. When the image is modified with small perturbation, the singular values of G 1 , G 2 , andG 3 are not changed greatly. 
2.
The singular values of G 1 , G 2 , andG 3 correspond to the brightness characteristic of the image, and represent the intrinsic characteristic.
3. The first singular values of G 1 , G 2 , andG 3 are much greater than the other singular values, and consequently they are more robust to common image processing.
Moreover, compared with G 2 andG 3 , the singular values of G 1 are much greater, and thus it includes much more correlations. Let take 4 × 4 blocks of Lena image as the third-order tensor, the singular values of G 1 , G 2 , andG 3 are computed after T-SVD as listed in Table. 1.
From Table. 1, the first four singular values of G 1 are obviously greater than those of G 2 and G 3 . It is obviously concluded that G 1 has much more energy so that G 1 is the most suitable to embed the gray-scale watermark for robustness compared with G 2 and G 3 . In the Section IV, the experimental results will be discussed to choose G 1 other than G 2 and G 3 for watermark embedding.
III. PROPOSED WATERMARKING PROCESS
Traditional SVD can process two-dimensional data, but it cannot operate the color image with three RGB channels well. Since T-SVD preserves the strong correlations of three color channels in the color image, it is used to operate the color image, which can be treated as the third-order tensor. Compared with G 2 and G 3 , G 1 consists of more energy, and consequently it is selected to embed the gray-scale watermark.
The processes of watermark embedding based on T-SVD are presented as illustrated in Fig.2 . Firstly, each channel is decomposed by using DWT, and LL subband of each channel is collected to form an approximation image. Secondly, the approximation image is divided into the nonoverlapping blocks Y, which is operated by using T-SVD. Finally, the gray-scale watermark is embedded into G 1 of each block. Watermark extraction is the reverse process of watermark embedding as illustrated in Fig.3 .
A. WATERMARK EMBEDDING PROCESS
Let T be the color original image with the size of M × M × 3, and W be the gray-scale watermark with the size of N × N (N < M ).
Step1: SVD is used to decompose the gray-scale watermark image W.
V w needs to be transmitted in order to extract watermark in the watermark extraction process. Step2: Obtain the principal component W w of the watermark image.
Step3: Divide the original image T into three channels R, G, and B, and perform 1-level DWT on each channel.
where dwt (•) is the discrete wavelet transform, θ ∈{LL, HL, LH, HH}, and t i represents R, G, and B channels when i =1, 2 and 3, respectively. Let LL R , LL G , and LL B denote LL subbands of R, G, and B channels, respectively.
Step4: LL R , LL G , and LL B form an approximation image K with the size of M 2 × M 2 × 3, and divide the approximation image K into non-overlapping blocks Y j with the size of m × m×3, where j is the block index.
Step5: T-SVD is applied on each block.
The first diagonal matrix G 
where d is the watermarking strength. λ j,max w is the modified largest singular value, and the modified diagonal tensor S j w is obtained as well. The λ j,max needs to be transmitted for the watermark extraction process.
Step7: Perform the inverse T-SVD to obtain modified block Y
Step8: The modified approximation image K w is computed, and consequently, the modified LL w,R , LL w,G , and LL w,B subbands of each channel are obtained. 1-level inverse DWT is performed on LL w,R , LL w,G , and LL w,B subbands to obtain three watermarked channels R w , G w , and B w , respectively.
Step9: The watermarked image T w are obtained by recombining R w , G w , and B w .
Although V w needs to be transmitted, the proposed method has the advantage that only the owner has V w to prove the ownership of the color image.
B. WATERMARK EXTRACTING PROCESS
This section introduces the main process of the watermark extraction, which is the reverse of the watermark embedding.
Step1: The watermarked image T * w is divided into three channels R * w , G * w , and B * w , and 1-level DWT is applied on each channel. Step3: Perform T-SVD on each block.
The first diagonal matrix G j * 1 is extracted from S j * w , and the largest singular value of G j *
Step4: Obtain the principal component of the gray-scale watermark as.
Step5: Obtain the extracted watermark by using the inverse SVD as
IV. EXPERIMENTAL RESULTS AND DISCUSSIONS
In this section, the experimental results are discussed for evaluating robustness and invisibility. Fig.4 shows fifteen color images of different size. Fig.5 shows six gray-scale watermark images of different sizes. In order to evaluate the imperceptible capability between the original color image and the watermarked image, not only weighted peak signalto-noise ratio (WPSNR) but also the structural similarity index (SSIM) is utilized. Normalized Correlation (NC) is employed to evaluate the similarity between the extracted and original watermark.
where L and L w are the luminance of the original color image and the watermarked image, respectively, w q,e is the scaling factor.
where W and W * are the gray-scale watermark image and the extracted watermark image, respectively. 
B. ANALYSIS OF THREE DIAGONAL MATRICES
For the color image, RGB three channels have strong correlations, since three channels have similar texture, edge, background, etc. As described in Section II-C, G 1 is more suitable to embed watermark, since it includes much more energies compared with G 2 and G 3 . In order to prove that G 1 is the most suitable for obtaining robustness, watermark is embedded into G 1 , G 2 , and G 3 by using the same way described in Section III-B, and these methods are named as Proposed-G 1 , Proposed-G 2 , and Proposed-G 3 , respectively. The Cameraman is embedded into the different color images (Lena, Pepper and Sailboat), and Salt & pepper (0.001), Median filter (3 × 3), and JPEG (90) are attacked on those images, respectively. As shown in Table. 3, NCs of Proposed-G 1 are higher than those of Proposed-G 2 and Proposed-G 3 , which denotes that Proposed-G 1 is more robust to the common image processing. Thus, Proposed-G 1 is selected as the proposed method for showing the capability of copyright protection.
C. THE WATERMARKING STRENGTH d
In this Section, the watermarking strength d is discussed. Let embed Cameraman into Lena, and the watermarked Lena is attacked by Salt & pepper (0.001), JPEG (90), Median filter (3 × 3), Scaling (4), Scaling (1/4), Gaussian low-pass filter (3 × 3), average filter (4 × 4) and average filter (8 × 8), respectively. The curves of NC with the different d denotes that NC increases when d is increased from 0.05 to 0.5 as illustrated in Fig. 6(a) , and NC is increased a little when d is greater than 0.35. PSNR decreases when d is increased as illustrated in Fig. 6(b) . When d is in the range of 0.05 to 0.35, PSNR is between 43.95dB and 60.85dB, which can be acceptable for human vision. When d is greater than 0.35, PSNR is decreased much but robustness is not increased much. Similarly, other images also get corresponding ranges as shown in Table. 4. From Table 4 , we find their ranges do not exceed the range of 0.05 to 0.35 as well, and thus, the range of 0.05 to 0.35 is appropriate for d.
For the searching range of 0.05 to 0.35, the firefly algorithm [24] is used to obtain the optimal value of d. In firefly algorithm, the objective function Y is designed by (27) . where NC(W, W * ) computes NC between the original grayscale watermark image and the extracted gray-scale watermark from the watermarked image under no attacks, and NC(W, W * g ) is NC between the original gray-scale watermark image and the extracted watermark from the watermarked image under different attacks. h is the weighted factor, and is set to 10 in the experiments. T is the number of the attacks, and set to 8.
D. INVISIBILITY AND ROBUSTNESS TEST
PSNR, WPSNR and SSIM between the color images and the watermarked images are computed as shown in Table. 5. For most of images, PSNRs, WPSNRs and SSIMs of the proposed method are higher than those of Guo's [25] and Roy's [32] . Only for Chips, Pears and Greens, PSNRs and WPSNRs of the proposed method are a little lower than those of other two methods, but the quality is still acceptable for human vision. It is clearly seen that those watermarked images of the proposed method cannot be observed as illustrated in Fig.7 . Fig.8 shows nearly 100% of the different watermark image can be extracted from the different watermarked color images, when these watermarked images are not under any attack.
In order to prove the robustness of the proposed watermarking method, the watermarked Lena is attacked by using a variety of attacks, such as Salt and pepper noise, Median filter, JPEG, Scaling, and so on. After attacking the watermarked Lena, Cameraman is extracted since NCs arrive at more than 0.84 as illustrated in Fig.9 , which denotes the proposed method has the capability of protecting the copyright. 3) , NCs of the proposed method are obviously higher than those of other three methods. For instance, NC is nearly 0.2 higher than that of Guo's [25] , and nearly 0.1 higher than Roy's [32] and Singh's [33] for Average filter (3 × 3) . For Scaling, NC of the proposed method is similar to those of Guo's [25] , Roy's [32] and Singh's [33] . For JPEG, NC of the proposed method is similar to those of Guo's [25] and Roy's [32] , but is a little lower than that of Singh's [33] . Compared with Vail's [30] , for JPEG, NC of the proposed method is a little lower, but for Scaling (1/4), the proposed method is obviously better than Vail's [30] . Considering all attacks, the proposed method is superior to these four methods since average NC is nearly 0.1 higher than those of other four methods. Above comparative experiments prove the robustness of the proposed method. The main reason of superiority of the proposed method is that T-SVD makes full use of RGB correlation, and the correlation is stable under different image attacks.
In order to objectively evaluate the robustness of the proposed method, bit error rate (BER) is also used. As illustrated in Fig.10 , although for JPEG, BERs of the proposed method are higher than those of Guo's [25] , Roy's [32] and Singh's [33] , but are lower than those of Guo's [25] , Roy's [32] and Singh's [33] for most of attacks. Therefore, the proposed method can resist a variety of attacks to protect the color image.
The proposed method is also tested against several attacks provided by Checkmark. As shown in Table. 7, we can see that NCs of the proposed method are higher than those of Guo's [25] , Vaishnavi's [29] , Roy's [32] and Singh's [33] . Especially for Soft threshold, NC is nearly 0.2 higher than those of Guo's [25] , Vaishnavi's [29] and Roy's [32] . For Winner filter (3 × 3), NC of the proposed method is similar to that of Roy's [32] and Singh's [33] , but nearly 0.3 higher than those of Guo's [25] and Vaishnavi's [29] . Average NC of the proposed method is almost 0.1 higher than that of Roy's [32] and Singh's [33] , and nearly 0.2 higher than that of Guo's [25] and Vaishnavi's [29] . It proves the effectiveness of the proposed method again.
In order to show that the proposed method can resist more image attacks, Circle is extracted from the watermarked Pepper when it is under different image attacks as illustrated in Fig. 11. Fig.11 shows that the main content of Circle can be extracted from the watermarked Pepper very well as their NCs are higher than 0.76, which indicates the proposed method can protect the copyright of the color image. From the Table. 8, for Scaling, NC of the proposed method is similar to those of Guo's [25] and Roy's [32] , but is higher than that of Vaishnavi's [29] . For JPEG, the proposed method is a little worse compared with Guo's [25] and Roy's [32] , but the proposed method is much better for other attacks. Compared with Vaishnavi's [29] , the proposed method is obviously better than Vaishnavi's [29] , especially for Gaussian low-pass filter (5 × 5) . The average NC of the proposed method is nearly 0.1 higher than those of other three methods. Therefore, it is proved that the proposed method can effectively protect the color image again.
Watermarks are extracted from all watermarked images, respectively, when watermarked images are attacked by some image attacks, such as Poisson noise, Scaling, Blur and so on. Average NC is computed as shown in Table. 9. From Table.9, we can see that the NC of the proposed method is lower than those of Guo's [25] and Roy's [32] for JPEG(80), but for Average filter(3 × 3), Scaling(2) and Blur (0.5), the proposed method is better than Guo's [25] and Roy's [32] . For Poisson noise and Speckle noise (0.001), the propose method is a little worse than Roy's [32] , but is obviously better than Guo's [25] . Average NCs of the proposed method is nearly 0.1 higher than those of Guo's [25] and Roy's [32] , which further denotes the superiority of the proposed method. Since T-SVD can preserve strong correlations of RGB three channels in the color image, and the proposed method can protect the copyright of the color image efficiently.
F. ANALYSIS OF THE MULTIPLE WATERMARKING METHOD
In this section, we will discuss the multiple watermarking method. The proposed method is revised as the multiple watermarking method. In the multiple watermarking method, the first gray-scale watermark embedding algorithm is the same as that of the proposed method. The first gray-scale watermark is embedded into the approximation image, which is decomposed by using T-SVD. After embedding the first gray-scale watermark, the second binary watermark is also embedded into the approximation image, which is decomposed by using tensor decomposition. As shown in Table. 10, NCs of the second binary watermark are obviously lower than those of the first watermark. Therefore the proposed method is not suitable for the multiple watermarking method.
V. CONCLUSION
In this paper, a robust color image watermarking method based on Tensor-Singular Value Decomposition (T-SVD) is proposed. Since three color channels of the color images have strong correlations, the color image is considered as the third-order tensor to be transformed by using T-SVD for obtaining the most robust domains. After the T-SVD operation, diagonal tensor is computed, which consists of the first, the second, and the third diagonal matrices. Since the first diagonal matrix has much more energies compared with other two matrices, it is more suitable to embed robust watermark. The gray-scale watermark is decomposed by using SVD, and is embedded by using the first diagonal matrix. Experimental results show that the proposed method can effectively protect the copyright of the color images, and is robust to a variety of image attacks. However, the proposed method cannot resist some attacks not well, such as Cropping and Rotation. In recent years, deep learning technique has been applied in the data hiding method for security, but application in robust watermarking technology is still in its infancy. In the future, we will try to use deep learning for robust watermarking to enhance watermarking robustness for all kinds of attacks.
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