The word "smart" has been used in various fields and is widely accepted to mean intelligence. Smart home service, one of the representative emerging technologies in the IoT era, has changed house equipment into being more intelligent, remote controllable, and interconnected. However, the intelligence and controllability of a smart home service are contradictory concepts, under certain aspects. In addition, the level of intelligence or controllability of a smart home service that users want may differ according to the user. As potential users of smart home services have diversified in recent years, providing the appropriate functions and features is critical to the diffusion of the service. Thus, this study examines the smart home service features that current users require and empirically evaluates the relationship between the critical factors and the adoption behavior with 216 samples from Korea. The moderating effect of personal characteristics on behavior is also tested. The results of the analysis provide various theoretical and practical implications.
Introduction
We are experiencing a new era of Internet of Things (IoT), where many electronic devices surrounding us are interconnected by a network [1] . This paradigm enables copious amounts of data to be stored, processed, and conferred in a proficiently interpretable form without human invention. The emerging of IoT also sheds new light on the concept of a "smart home." IoT-enabled house equipment allows for a smart home to be more intelligent, remote controllable, and interconnected.
The global smart home market is expected to grow to USD 119.26 billion by 2022 [2] . Global companies (e.g., Google, Amazon, and Samsung Electronics) are entering this huge market, and they are providing innovative services and products to take advantage of the growing market. Many start-ups are also making efforts to join this growing market. The smart home has been drawing attention recently due to the IoT, but it is not a new concept. In fact, the concept of a smart home has been discussed since 1980, and it has evolved from traditional home automation (so-called networked homes, ubiquitous homes, and intelligent and interactive homes).
Despite the long history and growing interest, smart home service has not been widely accepted. There are many reasons (e.g., high device prices, limited consumer demand, and long device replacement cycles) preventing smart home diffusion. The largest barrier is due to a lack of technology to establish the infrastructure of a smart home [3] . Edwards and Grinter [4] argued that another reason is that the issues and social aspects of adoption and diffusion of a smart home service have been overlooked. Prior studies on smart homes have been conducted without reflecting user characteristics or their environments. Most approaches are based on experiments or solely focused on the technology. Technological or engineering perspectives on smart homes have failed to interpret potential users' actual needs from a smart home.
Thus, this research aims to find what users really want from smart home services and investigate which features affect a user's intention to leverage the service. This study will define the user acceptance factors from a new perspective and present a theoretical model to verify precedent factors and outcomes. Through this empirical and behavioral analysis, it will determine the concept of "smart" as reflecting a user's actual smart home needs and its major functional features. In order to confirm that the needs for smartization sought by people vary depending on their individual characteristics and environment, the research also studies how aspects including the type of housing, gender, age, and prior experience affect user intentions.
Related Background

Smart Home.
A smart home refers to a residence equipped with a communication network, high-tech household devices, appliances, and sensors that can be remotely accessed, monitored, and controlled and that provide services responding to the residents' needs [5] . Although the widespread diffusion of high-speed Internet in the late 1990s provided the opportunity for the home network business to grow, it was not until the late 2000s that smart homes began to be installed, which is when smart phones were popularized. Initially, a smart home was defined using various names, such as a home network, a digital home, home automation, and an intelligent home. In the mid2010s, it has been leaning towards a combination of Internet of Things (IoT) and a situation-aware smart home (Table 1) .
A smart home is an advanced form of traditional home automation. An early definition of a smart home, which was influenced by home automation, is using common communication devices to integrate with a variety of services at home, assuring economic, secure, and comfortable operation of the home [6] . Thus, smart home service was used to manage environmental systems like lighting and heating [3] . These days due to technological development, a smart home service monitors user activities and the internal environment at home (Figure 1 ). Moreover, a smart home provides services that fulfill the demands and needs of a user.
Recently, smart home services are evolving as they approach AI. The intelligent personal assistant "Alexa," developed by Amazon Lab126, has been installed in a wide range of products. LG Electronics has adopted Alexa throughout its smart home product line. For example, if a user calls "Alexa" from a smart refrigerator, the user can access services such as searching news, online shopping, and checking schedules. In addition, China smart home manufacturer Xiaomi is planning to target the smart home market as part of its long-term vision. Xiaomi launched an air purifier that can be remotely controlled by a smart phone and developed a smart module that can be inserted into all appliances such as refrigerators, air conditioners, and washing machines. Apple is developing an AI speaker that supports "Apple HomeKit," expected to provide voice support as a hub to control home kit products. Thus, smart home services are developing and proliferating by adopting IoT and AI.
Prior studies on smart homes are based on a technical or a partial approach. For instance, [7] suggested a smart floor technology for a smart home which examines who, where, and what a user is doing. Adami et al. [8] proposed a wrist gadget that monitors users' habits at home. Andoh et al. [9] suggested a biometrics monitoring system for analyzing the pulse and respiratory rate at home. Koskela and Väänänen-Vainio-Mattila [10] conducted experiments with only young nontechnical professionals to determine whether users welcome smartness through familiar communication devices such as PCs, TVs, and mobile phones. Paetz et al. [11] proposed an automated energy management system to test residents. These studies have contributed greatly to improve the completeness of a smart home service. However, as research on business and user perspectives for market revitalization was lacking, more studies are requisite to encourage the proliferation of smart home services.
Smart
Home Service Adoption. The word "smart" has been used in various fields such as smart phones, smart TVs, and smart learning, including smart homes. Although it has a slightly different meaning in each concept, it generally means "intelligent," which can be interpreted as the concept of a weak level of artificial intelligence (AI). However, whether such a concept represents an intelligence service that can perfectly substitute the decision-making process of human beings requires debate. Humans in general will be reluctant to delegate all of the decision-making authority to machines considering their search for freedom, uncertainty, and distrust in technology. In addition, the level of smartness people demand would also vary depending on their individual characteristics and environment. Some people have vague fears about intelligent and smart things. For instance, when AlphaGo beat a human in the Go game, some people had negative perspectives on AI because a computer can control or be detrimental to people. Thus, the "smart" that people want may entail a limited scope of intelligence which is under the control of human beings, unlike the theoretical point of view.
Smart home service acceptance research has been active since the mid-2000s. Most studies have extended the technology acceptance model (TAM) or the unified theory of acceptance and use of technology (UTAUT) and have focused on specific groups such as the elderly, the disabled, and patients. Leeraphong et al. [12] demonstrated that self-efficacy plays an important role in the Journal of Sensors acceptance of a smart home for the elderly. In the Alaiad and Zhou study [13] , patients' expectations of quality of life were found to play a key role in smart home acceptance. While expanding on the existing theories, attempts have been made to search for new factors. Fan et al. [14] mentioned the continued development of AAL (ambient assisted living) which assists disabled and elderly people especially with chronic diseases, to enhance their well-being and enable independent living. Vadillo et al. [15] conducted research on telecare system adoption, which is one type of smart home service, and found perceived usefulness is important for the intention to use the system. Recently, as smart services become more common, research on the acceptance of general users has become active. Bao et al. [16] examined the mobile smart home environment and found that compatibility and safety are key factors affecting mobile smart home acceptance. Park et al. [17] foresee that the future concept of smart home acceptance with IoT technologies will expand by presenting accessibility to wireless networks, as well as the compatibility of various operation systems, languages, and frameworks. Furthermore, this study empirically proved that enjoyment, compatibility, connectedness, control, and cost can motivate the acceptance of a smart home. Ji et al. [18] pointed out that controllability is significant in adopting a smart home. In addition, intelligent control is able to learn user behavior and demand automatically and provide a smarter control of appliances.
Some studies emphasize the importance of security and privacy in smart home acceptance. For instance, Tanwar et al. [19] identified that the level of security in households is distinctively conceivable in accepting a smart home service. Elmasllari and Al-Akkad [20] argued that clear privacy and data protection is needed to operate smart energy systems. La Marra et al. [21] stated that security and safety risks which affect user behavior can also be mitigated by adding configurable systems for security policy enforcement.
However, as the existing discussions are abstract, a fundamental understanding is necessary to characterize smart home services. In addition, past studies have conducted an empirical analysis on a specific group, but the popularization of smart home services now requires more general discussions for diverse user classes. 3 Journal of Sensors domestic system, aiming for convenience, comfort, stability, amenity, health, reduction of household labor, and energy efficiency. Since then, developments of the wireless Internet and smart phones have extended the concept of a smart home to services that can be remotely controlled anytime and anywhere. In the IoT era, household electrical appliances and information and communication devices are interconnected, and the smart home is developing into a form of an artificial intelligence service that operates by self-understanding the behaviors of the residents. Therefore, the smart home in the IoT era is a concept that adds interconnectedness to the traditional characteristics of automation and remote controllability [22] . Service stability, security, and privacy also have been suggested as important factors that may hinder user acceptance [23] . These factors can be summarized as the reliability of the service. The smart home environment is a factor that must be considered because it is closely related to the user's life and can cause serious damage in the case of a dangerous situation. Thus, automation, remote controllability, interconnectedness, and reliability can be summarized as crucial factors for accepting a smart home service.
Automation is defined as the "execution by a machine agent (usually a computer) of a function that was previously carried out by human" [24] . Home automation was the initial name of the smart home service, and the automation of households and home infrastructure was a key goal of the early smart home. Automation has become prominent in recent years because it has become more affordable and simple through the development of information technology. In recent years, an interest in AI has enabled higher-level automation. AI technology can advance the function of a smart home by assisting users in an intelligent way [25] . Hence, technology is one of the critical features of a smart home.
The virtue of a smart home is that it can be controlled remotely by mobile devices. This is a core feature of a smart home system since users prefer to instantly control smart home services such as controlling lamps, curtains, and information appliances [10] . However, to design an intelligent and remote-controllable smart home system, a network connection is essential. Many networks exist with a variety of features such as Bluetooth IEEE 802.15.4, Z-Wave, and Wi-Fi. To enable remote control, networks should be standardized and interconnected to expand the use of smart home services. Most electronic devices support the Wi-Fi protocol, which allows home devices to be controlled by mobile devices. When remote control is possible, the general concept of smart, anywhere and anytime, can actually be implemented.
Interconnectedness is defined as the ability of devices, applications, and services to be connected with each other to work together [26] . To proliferate a smart home, devices should able to adapt to changes in the preferences, requirements, and needs of a user [4] . The system should easily connect to new devices in a smart home. It is critical to correspond through the network for a smart home to function properly. However, many types of network and communication protocols are a barrier in reality [5] . Networks can be wired or wireless, and other types of communications exist. At present, the technical standard is inadequate due to the high cost of satellite links and the limited transmission between electronic devices [27] .
Technical errors in integrated smart homes can be a concern to potential users. The reliability of smart home services depends not only on the fact that the technology will not malfunction but also on the fact that the technological components will function flawlessly while providing an accurate service [5] . Users' trust in service providers is an important issue for the diffusion of smart home services. Currently, technologies for smart homes are limited to predicting human behavior. Smart home services must be able to provide reliable measurements and algorithms to assess a user's vital signs or lifestyle [27] .
Research Model and Hypotheses Development
The research model of this study was developed as shown in Figure 2 , with the following essential antecedent factors that affect a user's intentions for smart home services: automation, controllability, interconnectedness, and reliability.
3.1. Perceived Automation. Automation is a term referring to the automation of housework and household activities such as the control of lighting, heating systems, and ventilation. This kind of automation enables users to be comfortable, live conveniently, be secure, and be energy efficient. In addition, it monitors elderly and disabled people to ensure suitable care [28] . The acceptance of automation has increased in smart homes recently due to the enhanced affordability and simplicity through upgraded technology [29] . Sági et al. [28] proposed a controller to optimize power management to reduce the energy consumption of a smart home automation system. Luor et al. [29] authenticated the correlation between the user attitude and efficient smart home automation function. H1: perceived automation is positively associated with smart home adoption intention.
Perceived Controllability.
Controllability is the ability to do whatever a user needs with the given system that is under control [30] . Liu et al. [31] confirmed that control is a critical issue in most complex networks. Users remotely control smart home systems by accessing services on smartphones, mobile phones, and computers [32, 33] . Due to the increased number of sensors and multitouch screens, mobile devices became a pivotal user interface in smart home systems [34] . In addition, Roduner et al. [35] implicated that user interfaces on mobile devices are key for controlling a smart home system. H2: perceived controllability is positively associated with smart home adoption intention.
Perceived Interconnectedness.
Interconnectedness is defined as the ability to work together reliably owing to the fact that a discrete manufacturer exists [26] . Many studies have revealed the importance of interconnectedness while adopting new IT services. The study by [36] defined that 4
Journal of Sensors compatibility was a key component in perceiving the efficiency of mobile multimedia services. Yang et al. [37] pointed out that technical compatibility affects users' perceived usefulness of wearable devices. IoT applications or services cannot be said to be smart home simply because other devices monitor or adjust one home application, sensor, or device. Since the interworking of multiple devices and a central device is essential, a smart home system requires a platform to provide a common framework [27] . H3: perceived interconnectedness is positively associated with smart home adoption intention.
3.4. Perceived Reliability. Reliability between a manufacturer and a user is an important factor in user behavior. In the Maslow theory of human motivation safety, security and protection are the second needs to be satisfied after fulfilling basic physiological needs like food, water, and shelter [38] . Services like alarms and at-home security should be operating properly. Keen et al. [39] suggested that e-commerce represents a strategic indication of trust for consumermarketer relationships. Chan et al. [27] indicated the reliability of a sensor and data processing system as a one of main determining factors of adopting a smart home. Friedewald et al. [40] verified that a smart home system should aim to be dependable which leads to successful innovation from the socioeconomic and technological constellation.
H4: perceived reliability is positively associated with smart home adoption intention.
Smart home services are no longer a specialized service for a specific group of people such as housewives, patients, or the elderly but are now developing into a more public service that the general public can use for a more convenient lifestyle. Such trends call for the need of a more detailed analysis of the actual motivations of diverse groups of users in order to generalize the research results and render them a reflection of the current times. As there could be a difference in the relationship between variables representing conventional users and new groups 
Instrument Development.
All measurement items to measure latent constructs were developed based on previous studies. Responses were collected based on a 5-point Likert scale. The items of each construct are shown in Table 3 . The PLS-SEM (partial least squares structural equation modeling) analysis method and the Smart PLS 2.0 tool were used to verify the research hypotheses after testing the convergent validity of each construct and discriminant validity. Furthermore, in order to compare the route coefficients according to the residence type, sex, age, and experience, we use the following formula given by Chin and Dibbern [41] .
where, Path sample1 or sample2 is the path coefficient in the subsample 1 or 2, m is the number of cases in subsample 1, n is the number of cases in subsample 2, and s.e. sample1 or sample2 is the standard error of the path coefficient in subsample 1 or 2.
Data Analysis and Results
Measurement Model.
The reliability and validity of the constructs were checked. The reliability of latent variables can be confirmed by Cronbach's α and composite reliability (CR). Generally, reliability is considered to be satisfied when Cronbach's α exceeds 0.7 [49] . Even though Cronbach's α for perceived controllability and perceived reliability are lower than 0.7, the CR value was sufficiently big, so there was no significant problem in reliability (Table 4) . Confirmatory factor analysis was conducted to test the convergent validity of each construct. In Table 4 , all factor loadings exceeded 0.6, the minimum required to assure convergent validity of the constructs [50] , and the AVE for each construct exceeded 0.50 [51] . As a result, convergent validity is established. Discriminant validity was demonstrated by confirming that the square root of the average variance extracted (AVE) for each construct is higher than the corresponding interconstruct correlations. There was no critical issue in cross-loading for the discriminant validity (see Tables 5 and 6 ). Figure 3 , and the hypothesis tests are summarized in Table 4 . A bootstrapping resampling technique was employed to calculate the corresponding t-values for each hypothesized relationship. As summarized in Figure 3 , in the analysis of the whole sample, out of the 4 hypotheses, three were supported. Perceived controllability, perceived interconnectedness, and perceived reliability were significant factors influencing adoption intention, supporting H2, H3, and H4, and explaining 47.9% of the variance (H2: β = 0 327, t-value = 3.170, and p < 0 001; H3: β = 0 232, t-value = 2.363, and p < 0 05; and H4: β = 0 154, t-value = 2.642, and p < 0 01; R 2 = 0 479). However, the path from perceived automation to adoption intention was insignificant, rejecting H1.
Hypotheses Testing. Structural equation modelling results are presented in
However, the results were very diverse when analyzed by grouping according to the residence type, gender, age, and experience (Table 7) . For example, in the analysis for general home residents, H1, H2, and H4 were supported but H3 was not. On the other hand, only H2 and H3 were supported for apartment residents. In terms of gender, H2 and H3 were supported in males but H2 and H4 were supported in females. When analyzed by age, H2 and H3 were supported by those under the age of 39 but H2 was supported only by those over 40 years of age. H1 and H4 were supported for current smart home service users, and H2 and H3 were supported for potential users.
Discussion
6.1. Findings. The objective of this study was to understand and explain customers' behavioral intentions to adopt smart home services. Unlike the previous research that examined the user behavior associated with smart home service adoption based on acceptance theories, this study captures the characteristics of smart home services and presents a new theory and model. The empirical analysis of the proposed research model demonstrated various implications.
In all samples, three factors: controllability, interconnectedness, and reliability had a significant impact on the acceptance behavior of a smart home service. It is very interesting that automation does not have a significant effect. This can be interpreted as follows: people generally seek relatively safer t = Path sample1 − Path sample2
Journal of Sensors and more effective remote management features rather than highly advanced automated services. People may want the devices of a smart home to be under their control rather than being fully automated because a home is safe and represents their personal space where they can rest. Considering that controllability is the most important antecedent for adoption, it becomes apparent that the automation that people There will not be much potential loss associated with disclosing personal information to the smart home service provider. PR3 I think smart home service providers are reliable.
Adoption intention
AI1
Using smart home services is worthwhile.
[48] AI2 I intend to use smart home services in the future.
AI3
I predict I would use smart home services in the future. There are also various findings in group comparison analysis. Controllability and interconnectedness significantly affect adoption for people living in apartments while automation and reliability are considered to be important for general home residents. The difference in the level of infrastructure between apartments and general homes may be an influence. Recently, new apartments in Korea have been provided with smart home services (remote heating management, gas shutdown, etc.). As a result, apartment residents seem to want more extensive and precise control. As general homes do not provide any networked and automated functions to control households, general home residents may want the automation and reliability of a smart home service.
When comparing gender, men emphasize interconnectivity while women emphasize reliability. Similar results were observed in the age-related comparisons. This can be attributed to the risk avoiding tendency of women and older people. It is understandable that they prefer these factors because they seek stability compared to men or young people. Men and young people tend to prefer interesting and innovative services, and the interconnectedness of the smart home can serve as a factor in meeting these needs.
Those who have experienced similar services emphasize automation and reliability. In fact, it is likely that those who do not place much significance on control and interconnection have experienced that the control and connectivity of past services did not guarantee usability.
6.2. Contributions. This study makes several contributions to theory. First, it presents the specific success factors of smart home service adoption and empirically analyzes the relationship with the acceptance behavior. Most studies have presented abstract success factors (e.g., usefulness and enjoyment) based on technology acceptance theory, but this study derived the detailed critical factors through a literature review. Second, this study captures the concept of the word "smart" in the smart home service. According to the result, the smart that people desire is close to intelligent control but not fully automated. This explains why past services (e.g., home automation and the networked home) that are similar to a smart home have not spread. The past services have not been able to meet the desired level of automation for users. Third, the results of the comparison between the groups show that the factors that influence smart home adoption can be different according to the characteristics of users in the case of a smart home service. In the case of a smart home service, the main users are often the elderly, patients, and women, and the results clearly show the effect of user characteristics on acceptance behavior. Therefore, acceptance studies that may be different according to user characteristics demonstrate that a research design needs to consider user characteristics. This study also provides several useful insights for practitioners who manage the development or marketing of a smart home service. First, functional diversity should be assured to consumers. Due to the different smart home service requirements determined by the customer group, it is necessary to systematically support each consumer group in selecting the desired functions. For example, it is possible to provide a smart home service with high interconnectivity with other devices for apartment residents, while focusing on delivering an automation function for general home residents. To this end, smart home service companies should consider how to configure smart home services, including cooperating with third party device manufacturers for each type of customer, and prepare various plans according to the detailed function configuration. Second, continuous R&D on AI-based automation is required. It was revealed that automation has a positive impact on the intention for continuous use of current smart home users. Therefore, it is reasonable to infer that as the basic controllability-based smart home service spreads, consumers' need for automation will increase. A large-scale investment on basic infrastructure such as data centers, cloud, or big data systems by smart home service companies will be required in order to analyze customers' lifestyles and interact with their movements of emotional change. Third, to increase customer reliability, smart home service providers should adopt high-level security technologies and set up internal policies to prevent information leakage. Trust in smart home service providers has become a significant issue as data-based smart home companies are rapidly expanding, such as Google.
Conclusion and Further Study
This study empirically examined important factors for the adoption and spread of smart home services. Research results show that interconnectivity and reliability are required along with the right level of automation. Furthermore, because there are differences in preference factors according to the characteristics of users, it has been confirmed that the service design that considers these characteristics is necessary. If these factors are taken into consideration, smart home services that have not been activated in the past will spread and the market will grow.
Although the findings of this study provide meaningful insights into the adoption of smart home services, this study has limitations that future research should address. First, key findings of this research are based on the data only from South Korea. A future study should attempt to gather ethnically and geographically diverse data to ensure the generalizability of the results. Second, hedonic-related variables may be considered as influence factors of adoption intention such as perceived design (e.g., visual attractiveness of control hub hardware and software user interface). Lastly, in future studies, a significant difference in the antecedents' influence on behavioral intention between current and potential users may be found. Despite the limitations, this study contributes to a more systematic understanding of smart home service adoption. In this regard, we hope that this study helps to create a foundation for related future research.
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