Abstract: This paper proposes a method whereby a device can transmit and receive information using a beacon, and also describes application scenarios for the proposed method. In a multi-device to multi-device (MD2MD) content-centric networking (CCN) environment, the main issue involves searching for and connecting to nearby devices. However, if a device can't find another device that satisfies its requirements, the connection is delayed due to the repetition of processes. It is possible to rapidly connect to a device without repetition through the selection of the optimal device using the proposed method. Consequently, the proposed method and scenarios are advantageous in that they enable efficient content identification and delivery in a content-centric Internet of Things (IoT) environment, in which multiple mobile devices coexist.
Introduction
With the spread of smartphones and tablet PCs, the volume of mobile traffic has been rapidly increasing, year upon year. The majority of mobile traffic is in video format. Video traffic already accounts for 55% of all mobile traffic, and this is expected to exceed 70% in 2016 [1] . In addition, video traffic should be afforded the greatest consideration in a mobile communications network because it uses much more data than either text or audio. By using a smartphone or a tablet PC, users are able to access video services such as VOD and YouTube while on the move. In other words, users have become able to use large amounts of data at any time, and anywhere.
As a result, the mobile network has become overloaded. To solve the problem of the overloading of base stations, device-to-device (D2D) communication has been attracting attention. D2D communication is a technique whereby devices communicate directly, without going through the network infrastructure [1, 2] . Some of the main application services using D2D are Machine-to-Machine (M2M), Internet of Things (IoT), and Cyber-Physical-System (CPS). In particular, it is possible to avoid increasing the load on the Core network because the communication between the devices (located in a certain area) is the main traffic, such as when Smart Factory, Smart Farm, or enterprise/campus Intranet through M2M is used [3] . As a major advantage of using D2D technology in a mobile network, D2D communications bring significant improvements of spectral efficiency by underlaying cellular networks. D2D communication enables users in proximity to exchange information directly, without traversing to the base stations or core network in two hops, and it has attracted increasing attention from both industrial and academic communities. Due to the potential proximity gain, reuse gain, and hop gain, D2D communication can significantly increase system spectral efficiency and energy efficiency and, as such, has been considered a promising candidate technique for next In step with the increasing trend in the use of mobile devices and large amounts of data, it is expected that the IoT environment will advance to organically communicate large-volume content between fixed devices and users' mobile devices. CCN is very well suited to applications such as a content-centric IoT environment based on mobile devices.
However, previous studies on D2D have mainly dealt with intermittent transmission and reception of small amounts of data using short-range communication, mainly in devices such as sensors and IoTs. Therefore, in 5G mobile communication and the multi-device to multi-device (MD2MD) network based on high-speed WLAN, the transmission and reception of a large amount of multimedia traffic between wireless nodes have not been studied yet. Also, in the case of existing studies, most of the studies focused on transmitting information from a large number of sensors to a specific sink/aggregator node. Thus, most assume a logical tree structure. In this paper, we consider the MD2MD environment in which large-scale mobile stations communicate with each other and study the situation of transmitting and receiving a large amount of multimedia traffic considering the rapidly increasing amount of traffic in mobile communication. Particularly, in a multimedia traffic sending/receiving environment of a large number of terminals, multimedia content is considered to be exchanged through networking between terminals without accessing the Internet. To this end, we utilize content-oriented CCN technology and Bluetooth beacon technology beyond IP technology that performs host-centric communication with the Internet. Using Mobile CCN technology enables the Bluetooth beacon to be used for mutual search and content search between large-scale terminals and to know which content is located in which node in the network in the mobile networking environment of MD2MD. In particular, the application of Mobile CCN technology in the MD2MD environment in mobile communication/wireless communication networks is a very rare topic of study, and we believe that this study can be a basis for future research [12] [13] [14] [15] . In particular, considering the developing mobile terminal, we have studied its operation based on heterogeneous wireless technology using several different wireless technologies. The use of heterogeneous wireless technology also includes intelligent use, such as choosing a wireless link that matches the nature of the traffic, beyond simply raising the transmission rate using multiple wireless transmission links.
Based on this background, this paper presents a discussion of MD2MD Mobile CCN, whereby a mobile device configures a network by actively searching for nearby devices and then connecting to a device with the required content, based on autonomous MD2MD communication and Mobile CCN. In such an MD2MD Mobile CCN environment, there are issues related to device discovery and connection between the mobile devices. To solve these issues, this paper proposes a method of transmitting and receiving device information by using Bluetooth Beacon, more commonly known as iBeacon.
In this paper, we propose a technology to reduce the connection time and content query time by acquiring the content information of wireless codes before accessing and connecting to the terminal with the desired content, in addition to technology development that reduces connection time using Bluetooth Beacon. Also, we propose a technique to reduce query time through Mobile CCN between remote terminals. Our method enables rapid multimedia communication in an MD2MD networking environment that transmits/receives a large amount of multimedia traffic. In this paper, we implemented the proposed method in a real testbed. In particular, we used the CCNx open-source project for mobile, implemented the Raspberry Pi-based Multiple Radio Access Technology (Multi-RAT) node directly, measured the performance of MD2MD, and showed that the proposed method is effective.
The remainder of this paper is organized as follows: Section 2 introduces D2D communication, CCN, and Bluetooth Beacon, and identifies the problems arising in an MD2MD CCN environment. Section 3 proposes a means of transmitting and receiving device information using Bluetooth Beacon, and presents some example scenarios in which this method could be applied. Section 4 evaluates and analyzes the performance of the proposed method as realized in a testbed based on the Raspberry Pi. Finally, Section 5 concludes the paper.
Related Works and Problems
There are several related works that address D2D communication, CCN, and Bluetooth Beacon. In this section, D2D communication, CCN, and Bluetooth Beacon are explained. Furthermore, the problems related to a MD2MD content-centric network environment are discussed.
D2D Communication

D2D communication is a technique whereby communication is established directly between
devices without having to go through a network infrastructure [1, 2] . As a means of overcoming the overloading of the base station, D2D communication has been attracting the attention of researchers. In the next-generation wireless communication environment, which is expected to support networking between devices, D2D communication will be afforded a much greater level of performance.
D2D communication makes it possible to reduce the load on the cellular network since it relies on direct communication between devices that are in close proximity. Furthermore, it is possible to improve the utilization of radio resources by reusing radio frequencies and extending cell coverage through relay communication between devices. Also, it is possible to reduce the delay and power consumption that arises during communication between devices [2, [16] [17] [18] . D2D communication not only improves the performance of a cellular network, but also creates communications services such as social networking and location-based services [2, 18] .
As shown in Figure 1 , D2D communication can be divided into cellular-network-based D2D communication and autonomous D2D communication. Relative to autonomous D2D communication, cellular-network-based D2D communication is more efficient in terms of the connection time and power consumption [18] . However, autonomous D2D communication can continue to operate in situations in which the cellular network fails, such as in the event of a disaster. Also, it is possible to reduce the overhead of a network and simplify the structure of that network by enabling devices to detect other devices themselves. 
Content-Centric Networking
The architectures of the existing Internet and CCN are shown in Figure 2 . CCN differs from a conventional IP-based network in that an IP-based network uses the IP to indicate the location of the content, while, in CCN, the device acquires content based on the name of the content [6] . In other words, CCN focuses on the content itself, rather than the location of that content.
In CCNx, an interest message (which is a request message) and a content object (which is the response data) are used to process requests for content and the subsequent responses. An interest message contains information about the content requested by the user. The content object is the content transmitted in response to a request. A CCN node consists of a forwarding information base (FIB), pending interest table (PIT), and content store, as shown in Figure 3 . The FIB is a table used for the efficient transfer of interest messages. This table stores the information on the face to be transferred in response to a request for specific stored content. The PIT stores interest messages and information on the requested face. The content store is a cache that stores the content object, which can potentially be reused [7] . By virtue of this architecture, when the content store of a router is stored to a cache, it is possible to prevent the duplication of a request for the content in the CCN. Also, the overall amount of traffic is reduced by receiving data from the cache [6] .
In CCN, content name-based routing, hop-wise replication, and caching are all possible. By caching content in the content store of the router, which exists in the path, the dispersion of content requests and acquisitions is facilitated [8, 9, 11] . These characteristics of CCN can reduce the complexity of autoconfiguration mechanisms relative to the layered protocol stack-based approach, with CCN being suitable for an IoT environment [10] . Accordingly, various studies have been implemented regarding the applications of CCN in an IoT environment, such as CCN traffic optimization, video streaming, and secure sensing [19] [20] [21] . 
The architectures of the existing Internet and CCN are shown in Figure 2 . CCN differs from a conventional IP-based network in that an IP-based network uses the IP to indicate the location of the content, while, in CCN, the device acquires content based on the name of the content [6] . In other words, CCN focuses on the content itself, rather than the location of that content. 
In CCN, content name-based routing, hop-wise replication, and caching are all possible. By caching content in the content store of the router, which exists in the path, the dispersion of content requests and acquisitions is facilitated [8, 9, 11] . These characteristics of CCN can reduce the complexity of autoconfiguration mechanisms relative to the layered protocol stack-based approach, with CCN being suitable for an IoT environment [10] . Accordingly, various studies have been implemented regarding the applications of CCN in an IoT environment, such as CCN traffic optimization, video streaming, and secure sensing [19] [20] [21] . In CCNx, an interest message (which is a request message) and a content object (which is the response data) are used to process requests for content and the subsequent responses. An interest message contains information about the content requested by the user. The content object is the content transmitted in response to a request.
A CCN node consists of a forwarding information base (FIB), pending interest table (PIT), and content store, as shown in Figure 3 . The FIB is a table used for the efficient transfer of interest messages. This table stores the information on the face to be transferred in response to a request for specific stored content. The PIT stores interest messages and information on the requested face. The content store is a cache that stores the content object, which can potentially be reused [7] . By virtue of this architecture, when the content store of a router is stored to a cache, it is possible to prevent the duplication of a request for the content in the CCN. Also, the overall amount of traffic is reduced by receiving data from the cache [6] .
In CCN, content name-based routing, hop-wise replication, and caching are all possible. By caching content in the content store of the router, which exists in the path, the dispersion of content requests and acquisitions is facilitated [8, 9, 11] . These characteristics of CCN can reduce the complexity of autoconfiguration mechanisms relative to the layered protocol stack-based approach, with CCN being suitable for an IoT environment [10] . Accordingly, various studies have been implemented regarding the applications of CCN in an IoT environment, such as CCN traffic optimization, video streaming, and secure sensing [19] [20] [21] .
CCNx is an open-source project of the Palo Alto Research Center (PARC). It is a developed CCN architecture [7] . CCNx is an open-source project of the Palo Alto Research Center (PARC). It is a developed CCN architecture [7] . 
Bluetooth Beacon
Bluetooth Beacon is a short-distance data communications technology that is based on Bluetooth low-energy (BLE) technology. iBeacon is a typical example of Bluetooth Beacon. The iBeacon technology has expanded Apple's iOS location-based functionality through the incorporation of BLE technology. Bluetooth Beacon is capable of sending signals over a limited range of up to 50 m. When the user is approaching or moving away from a certain location, this can be estimated, and notification of the proximity of the user can be posted by using Bluetooth Beacon [22] . Furthermore, since Bluetooth Beacon tracks the location of a device on the basis of the transmitted and received signal strength, using the Bluetooth proximity profile instead of GPS, the location of the user can also be determined indoors [23] [24] [25] [26] . When using the near field communication (NFC) or quick response (QR) technologies, both of which are similar to Bluetooth Beacon, the user has to perform an action, namely, positioning or operating a device in order to recognize a tag or code [27] . On the other hand, with Bluetooth Beacon, it is possible to provide location-based services to the user after automatically recognizing the user and determining his/her location through the Beacon, without any need for the user to perform specific actions [28, 29] .
Considering these advantages, not only Apple-which has already commercialized Bluetooth Beacon through an alliance with various companies-but also other companies such as Qualcomm, PayPal, and SKT have shown a serious interest in launching related businesses. Moreover, the number of service companies adopting technologies based on Bluetooth Beacon is gradually increasing. In particular, the application scope of Bluetooth Beacon, which was initially focused on offline distribution companies, has gradually been extended to the likes of digital content, mobile games, smart cars, and smart homes. In brief, many different companies have been showing a growing interest in Bluetooth Beacon.
The Bluetooth Beacon technology supports simple functions such as distance awareness, location awareness, and push messaging. Moreover, there are various methods of using Bluetooth Beacon. Bluetooth Beacon sets up a connection between a back-end server and the user's smartphone. Therefore, location-based customized information and services can be provided through the server [30] . 
The Bluetooth Beacon technology supports simple functions such as distance awareness, location awareness, and push messaging. Moreover, there are various methods of using Bluetooth Beacon. Bluetooth Beacon sets up a connection between a back-end server and the user's smartphone. Therefore, location-based customized information and services can be provided through the server [30] .
In addition, various studies are currently underway to address the applications of Bluetooth Beacon. The identification of the location of the user, as well as simple authentication, is possible by transmitting and receiving an encrypted Bluetooth Beacon signal and exchanging a key value [28] . Furthermore, location identification of the user, as well as simple authentication, is also possible by transmitting and receiving a Bluetooth Beacon signal and exchanging an encrypted key value [31] .
For iBeacon, certain fields are specified in the BLE advertising packet. The data fields of iBeacon are iBeacon Prefix, Universally Unique Identifier (UUID), Major, Minor, and TX Power [32] . The iBeacon Prefix indicates the iBeacon packet. TX Power is used to identify the distance based on the transmission power of the transmitter. The UUID is a unique value designating a company. Major and Minor are used as identifiers for providing detailed company information. For example, if UUID indicates a specific company, then Major would indicate a certain branch of the company, and Minor would indicate a certain store inside the branch. Since the UUID designates a company, it cannot be used. Only Major and Minor can be used for practical applications. iBeacon can be used as an identifier indicating the type of institution or the building. However, its use is limited to a field requiring detailed information.
Problems with Existing Environments
In an MD2MD CCN environment, mobile devices actively search for and connect to nearby devices, configure a network, and then connect to the device with the content such that that content can be retrieved. In such an environment, the main issues relate to searching for and connecting to the nearby device. Without the assistance of any infrastructure, it should be possible for a device to search for a nearby device itself and establish a connection to a device with the specific content. In an MD2MD CCN environment, it is necessary to perceive information such as the possession of desired content and whether the device supports CCN. Additionally, there can be situations in which it is necessary to connect to devices satisfying certain conditions depending on the user's requirements. For example, if the user desires to connect to the Internet through a connection with another device, information such as whether there is a backhaul is also necessary. Therefore, recognition of the device's information is essential when establishing a connection between devices.
IEEE 802.11 states that it is possible to determine the Access Point (AP) information through the Beacon frame and the Prove Request/Response frame that includes the information required for establishing an AP connection. Also, it is possible to add optional fields in addition to the fields defined in the standard for these Beacon and Probe Request/Response frames. However, many restrictions are imposed on additions and corrections since the optional field is not standard. A problem arises in that it may be erroneously recognized in a device.
With typical search methods, the device obtains the information on the other device by sending and receiving messages after a connection between the devices has been established. Therefore, it is impossible to obtain detailed information on a device prior to establishing a connection. As such, the establishment of a connection is delayed due to the repetition of unnecessary processes such as the connections and disconnections that occur until a device satisfying the user requirements is found.
The connection process of a CCNx device for connecting to a device through a WLAN is illustrated in Figure 4 . After scanning the nearby APs, the user device obtains detailed information on the device by establishing a direct connection to the AP. Therefore, if the connected device does not satisfy the user requirements, the device must first disconnect and then reconnect to another device. 
Proposed Method
This section proposes a method for solving the previously described problem encountered in an MD2MD CCN environment. First, a method for transmitting and receiving device information using Bluetooth Beacon is proposed. Furthermore, application scenarios for the proposed method in terms of content delivery and network configuration between mobile devices are proposed.
This paper proposes a method of transmitting and receiving device information using the broadcasting abilities of Bluetooth Beacon. Bluetooth Beacon includes detailed information for a device, such as CCNx support, the owned content, and the communications interface.
In the case of a WLAN connection between devices, the connection process between CCNx-enabled devices that utilize the proposed method is as shown in Figure 5 . When the host device (which creates the AP) transmits information using Bluetooth Beacon, another device that attempts to connect to the AP receives the Bluetooth Beacon signals transmitted by the host device. The device attempting to connect to the AP checks whether the host device supports CCNx, and then subsequently establishes a CCNx connection by connecting to the AP based on the SSID and IP information received via the Bluetooth Beacon signal. Furthermore, it is possible to select and connect the most optimal AP or device by comparing the information for all the Beacon signals received. Because the proposed method transmits the information required for establishing a connection using Bluetooth Beacon, a connection can be established between devices quickly, without a physical connection between those devices. 
In the case of a WLAN connection between devices, the connection process between CCNx-enabled devices that utilize the proposed method is as shown in Figure 5 . When the host device (which creates the AP) transmits information using Bluetooth Beacon, another device that attempts to connect to the AP receives the Bluetooth Beacon signals transmitted by the host device. The device attempting to connect to the AP checks whether the host device supports CCNx, and then subsequently establishes a CCNx connection by connecting to the AP based on the SSID and IP information received via the Bluetooth Beacon signal. Furthermore, it is possible to select and connect the most optimal AP or device by comparing the information for all the Beacon signals received. Because the proposed method transmits the information required for establishing a connection using Bluetooth Beacon, a connection can be established between devices quickly, without a physical connection between those devices. The existing method can be divided into AP scan, AP connection, and AP disconnection processes. Upon the first connection attempt, AP scan and AP connection are performed, after which a connection is established, then AP disconnection and scan are performed again. When the number of connection attempts is X, AP scan and AP connection are repeated X times in the existing method and AP disconnection is repeated X−1 times. In the existing method, the time required to establish a connection with a target device can be determined from the following Equation (1):
In the proposed method, after a device receives the Bluetooth Beacon signals one at a time, if the device satisfies the user's requirements, then a method for connecting the AP and CCNx is implemented. Therefore, in the existing method, the average number of received Beacon signals is identical to the number of connection attempts. Suppose the average number of received Beacon signals is Y; then, in the proposed method, after preparing to receive Bluetooth Beacon signals, Y Bluetooth Beacon signals are received. After that, the AP connection is performed. In the proposed method, the time consumed for connecting to a target device is expressed by the following Equation (2):
With the existing method, each time an attempt is made to connect to another device, the entire process is repeated. In the proposed method, since only the Bluetooth Beacon scan process is repeated, the repetition of any unnecessary processes does not occur.
In BLE, the advertising and scan processes are performed by using only the three channels in the 2.4 GHz band. For this reason, the BLE scan process consumes less time than that of WLAN.
Scenario for the Proposed Method
In this section, scenarios that can be utilized in an MD2MD CCN environment are described. Scenarios consist of MD2MD content delivery and network configuration between mobile devices.
MD2MD Content Delivery
There is an MD2MD content delivery scenario which uses CCNx and the previously proposed method. Using the proposed method, effective content delivery between mobile devices is possible. The device consists of a content transmission module, a Multi-RAT module that controls the The existing method can be divided into AP scan, AP connection, and AP disconnection processes. Upon the first connection attempt, AP scan and AP connection are performed, after which a connection is established, then AP disconnection and scan are performed again. When the number of connection attempts is X, AP scan and AP connection are repeated X times in the existing method and AP disconnection is repeated X − 1 times. In the existing method, the time required to establish a connection with a target device can be determined from the following Equation (1):
Scenario for the Proposed Method
MD2MD Content Delivery
There is an MD2MD content delivery scenario which uses CCNx and the previously proposed method. Using the proposed method, effective content delivery between mobile devices is possible.
The device consists of a content transmission module, a Multi-RAT module that controls the interfaces, and a Bluetooth module that transmits and receives Bluetooth Beacon. In this scenario, it is assumed that a connection is established between the devices by using WLAN. The methods of content delivery are divided into Transmit/Receive and Request/Response. First, the Transmit/Receive method involves one device sharing its owned content and the other device receiving that content. As shown in Figure 6 , the transmitter sends a Transmit Beacon including interface information for communicating and the content to be shared. The receiver receiving a Transmit Beacon including the desired content information will connect to the transmitter and then receive the content. With this method, the main agent providing the content delivery is the transmitter. This method can also be a Broadcast/Receive method since it is shared by the transmitter. The operation process of the Transmit/Receive method is shown in Figure 7 . In this process, it will transfer and receive content using ccnputfile and ccngetfile of CCNx. interfaces, and a Bluetooth module that transmits and receives Bluetooth Beacon. In this scenario, it is assumed that a connection is established between the devices by using WLAN. The methods of content delivery are divided into Transmit/Receive and Request/Response. First, the Transmit/Receive method involves one device sharing its owned content and the other device receiving that content. As shown in Figure 6 , the transmitter sends a Transmit Beacon including interface information for communicating and the content to be shared. The receiver receiving a Transmit Beacon including the desired content information will connect to the transmitter and then receive the content. With this method, the main agent providing the content delivery is the transmitter. This method can also be a Broadcast/Receive method since it is shared by the transmitter. The operation process of the Transmit/Receive method is shown in Figure 7 . In this process, it will transfer and receive content using ccnputfile and ccngetfile of CCNx. interfaces, and a Bluetooth module that transmits and receives Bluetooth Beacon. In this scenario, it is assumed that a connection is established between the devices by using WLAN. The methods of content delivery are divided into Transmit/Receive and Request/Response. First, the Transmit/Receive method involves one device sharing its owned content and the other device receiving that content. As shown in Figure 6 , the transmitter sends a Transmit Beacon including interface information for communicating and the content to be shared. The receiver receiving a Transmit Beacon including the desired content information will connect to the transmitter and then receive the content. With this method, the main agent providing the content delivery is the transmitter. This method can also be a Broadcast/Receive method since it is shared by the transmitter. The operation process of the Transmit/Receive method is shown in Figure 7 . In this process, it will transfer and receive content using ccnputfile and ccngetfile of CCNx. The Request/Response method is that whereby one side issues a request to share specific content and the other side transfers the requested content. As shown in Figure 8 , the requester sends a Request Beacon including information related to the content request. The responder receives the Request Beacon and sends a Transmit Beacon in response. The next process is similar to the aforementioned Transmit/Receive method. In this method, the main agent responsible for the content delivery is the requester. The operation process of the Request/Receive method is shown in Figure 9 .
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The Request/Response method is that whereby one side issues a request to share specific content and the other side transfers the requested content. As shown in Figure 8 , the requester sends a Request Beacon including information related to the content request. The responder receives the Request Beacon and sends a Transmit Beacon in response. The next process is similar to the aforementioned Transmit/Receive method. In this method, the main agent responsible for the content delivery is the requester. The operation process of the Request/Receive method is shown in Figure 9 . The Request/Response method is that whereby one side issues a request to share specific content and the other side transfers the requested content. As shown in Figure 8 , the requester sends a Request Beacon including information related to the content request. The responder receives the Request Beacon and sends a Transmit Beacon in response. The next process is similar to the aforementioned Transmit/Receive method. In this method, the main agent responsible for the content delivery is the requester. The operation process of the Request/Receive method is shown in Figure 9 . The Transmit/Receive method is used only for public sharing because it is a unilateral sharing method. The Request/Response method can be used for private sharing among specific users as well as for public sharing since message exchange is possible.
Network Configuration between Devices
We can find an example of a network configuration between devices that uses the method proposed earlier. In much the same way as in an IoT environment, it is assumed that there is a sink node, which performs the role of server or AP. The network topology is such that one sink node is connected to several nodes, in much the same way as a tree topology. The device is equipped with one or more WLAN interfaces and one Bluetooth interface. The connection between the devices is established through WLAN. If the device is equipped with two or more WLAN interfaces, it is possible to set up a wireless relay. The sink node not only establishes the AP mode, but also broadcasts Bluetooth Beacon, including information on the sink node. The distance can be estimated on the basis of the WLAN and Bluetooth Beacon signal strength. As shown in Figure 10 , given rough values for the distance from the sink node, the area around the AP is divided into immediate, near, and far sections. The Transmit/Receive method is used only for public sharing because it is a unilateral sharing method. The Request/Response method can be used for private sharing among specific users as well as for public sharing since message exchange is possible.
We can find an example of a network configuration between devices that uses the method proposed earlier. In much the same way as in an IoT environment, it is assumed that there is a sink node, which performs the role of server or AP. The network topology is such that one sink node is connected to several nodes, in much the same way as a tree topology. The device is equipped with one or more WLAN interfaces and one Bluetooth interface. The connection between the devices is established through WLAN. If the device is equipped with two or more WLAN interfaces, it is possible to set up a wireless relay. The sink node not only establishes the AP mode, but also broadcasts Bluetooth Beacon, including information on the sink node. The distance can be estimated on the basis of the WLAN and Bluetooth Beacon signal strength. As shown in Figure 10 , given rough values for the distance from the sink node, the area around the AP is divided into immediate, near, and far sections. The first section is immediate, which is the case when the device is inside the coverage area of the sink node and the signal from the sink node is strong. As there are several APs in this section, the communication performance declines owing to interference from the different APs. To prevent this, when the signal from the sink node is strong, other devices do not enter AP mode and connect to the sink node only. The second section is nearby, as occurs when the device is inside the coverage area of the sink node and the strength of the signal from the main AP is normal. To connect with a device outside the coverage area of the sink node, but where the strength for the signal from the sink node is reasonably strong or acceptable, a device within the sink node coverage area acts as an AP node. It therefore provides coverage for the device outside the sink node coverage area and, therefore, the new AP acts as the main AP for the target device. To maintain the stability of the connection between devices, when the signal strength of the sink node is very weak, the devices do not operate in AP mode. The third section is far, that is, when the device is inside the coverage area of the sink node but the signal strength of the main AP is weak, or when the device is outside the coverage area of the sink node. To prevent the occurrence of a radio shadow area, the device operates as a wireless relay node.
Because the three sections are variable depending on the location of the device, they are modified to fit each circumstance by periodically monitoring the AP signal strength and Beacon The first section is immediate, which is the case when the device is inside the coverage area of the sink node and the signal from the sink node is strong. As there are several APs in this section, the communication performance declines owing to interference from the different APs. To prevent this, when the signal from the sink node is strong, other devices do not enter AP mode and connect to the sink node only. The second section is nearby, as occurs when the device is inside the coverage area of the sink node and the strength of the signal from the main AP is normal. To connect with a device outside the coverage area of the sink node, but where the strength for the signal from the sink node is reasonably strong or acceptable, a device within the sink node coverage area acts as an AP node. It therefore provides coverage for the device outside the sink node coverage area and, therefore, the new AP acts as the main AP for the target device. To maintain the stability of the connection between devices, when the signal strength of the sink node is very weak, the devices do not operate in AP mode. The third section is far, that is, when the device is inside the coverage area of the sink node but the signal strength of the main AP is weak, or when the device is outside the coverage area of the sink node. To prevent the occurrence of a radio shadow area, the device operates as a wireless relay node.
Because the three sections are variable depending on the location of the device, they are modified to fit each circumstance by periodically monitoring the AP signal strength and Beacon signal depending on the situation, as shown in Figure 11 . By using Bluetooth Beacon, it is possible to identify the sink node and the device. Since Bluetooth Beacon is suitable for identifying a location, it is possible to more accurately estimate the distance between devices. When a WLAN interface is being used, the Bluetooth interface instead performs a scanning process. For these reasons, the proposed network configuration scenario is suitable for an IoT environment incorporating many mobile devices. This scenario can be adopted when transmitting and receiving content between people having similar interests. For example, it would be possible to share materials such as lecture notes and reference materials.
Symmetry 2017, 9, 291 12 of 18 signal depending on the situation, as shown in Figure 11 . By using Bluetooth Beacon, it is possible to identify the sink node and the device. Since Bluetooth Beacon is suitable for identifying a location, it is possible to more accurately estimate the distance between devices. When a WLAN interface is being used, the Bluetooth interface instead performs a scanning process. For these reasons, the proposed network configuration scenario is suitable for an IoT environment incorporating many mobile devices. This scenario can be adopted when transmitting and receiving content between people having similar interests. For example, it would be possible to share materials such as lecture notes and reference materials. 
Performance Evaluation and Analysis
As described above, a testbed based on the Raspberry Pi was constructed to evaluate the proposed method. In this section, the structure of the testbed is described, together with an evaluation of its performance.
Testbed for Performance Evaluation
The specifications of the device used for the test are as listed in Table 1 . The device is a Raspberry Pi module running the Raspbian OS and is equipped with WLAN and Bluetooth interfaces. Figure 12 shows the testbed used for testing the connection between devices. The device is equipped with two WLAN interfaces and one Bluetooth interface. As shown in Figure 12 , the device satisfying the user requirements incurs a backhaul by connecting an AP and supporting CCNx. Devices transmit the Bluetooth Beacon, which includes information on the backhaul and CCNx support. A device satisfying the user requirements establishes a wireless relay mode. One WLAN interface is used to connect to the AP, while the other is used to operate the AP mode by using the hostapd package. Furthermore, by simultaneously using the BlueZ package, Bluetooth Beacon signals are transmitted. The transmission cycle for the Bluetooth Beacon signal was set to 0.1 s. 
Performance Evaluation and Analysis
Testbed for Performance Evaluation
Result of Performance Evaluation
To evaluate the performance of the existing and proposed methods, an experiment was performed to analyze the connections between devices. A change in the number of devices and the ratio of the number of devices satisfying the user requirements, relative to the total number of devices, was found to affect the performance. First, based on a probability, the average number of connection attempts was obtained for each circumstance. Then, after obtaining the average length of time consumed by repetitively measuring the actual consumed time for each process, the average consumed time was substituted into the formula for obtaining the length of time consumed for each circumstance. Consequently, the connection time was obtained for both the existing method and the proposed method.
The changes in the ratio of the number of devices satisfying the user requirements to the total number of devices, and the changes in the total number of devices, are shown in Figure 13 . Figure 13 is a graph showing the number of connection attempts according to the ratio change when the total number of devices was assumed to be 10. As the proportion of devices satisfying the user requirements increases, the average number of connection attempts increases exponentially. 
The changes in the ratio of the number of devices satisfying the user requirements to the total number of devices, and the changes in the total number of devices, are shown in Figure 13 . Figure 13 is a graph showing the number of connection attempts according to the ratio change when the total number of devices was assumed to be 10. As the proportion of devices satisfying the user requirements increases, the average number of connection attempts increases exponentially. Figure 14 is a graph showing the increases in the total number of devices when the ratio of the number of devices satisfying the user requirements to the total number of devices is 1:1. The rate of increase was large when the total number of devices was small. Because the ratio was consistent, as the total number of devices increased, the rate of increase became smaller and smaller and ultimately converged to a certain value. As shown in Table 2 , the actual length of time consumed by each process on the testbed was measured. The average length of time consumed by each process was obtained by repeating each process 200 times: the AP scan time was about 1582 ms; the Bluetooth Beacon scan preparation time was about 152 ms; the Bluetooth Beacon signal scan time was about 148 ms per signal; the AP connection time was about 450 ms; and the AP disconnection time was about 95 ms. The AP or Beacon scan time may vary according to the measurement environment. However, the difference was small. Figure 14 is a graph showing the increases in the total number of devices when the ratio of the number of devices satisfying the user requirements to the total number of devices is 1:1. The rate of increase was large when the total number of devices was small. Because the ratio was consistent, as the total number of devices increased, the rate of increase became smaller and smaller and ultimately converged to a certain value. Figure 14 is a graph showing the increases in the total number of devices when the ratio of the number of devices satisfying the user requirements to the total number of devices is 1:1. The rate of increase was large when the total number of devices was small. Because the ratio was consistent, as the total number of devices increased, the rate of increase became smaller and smaller and ultimately converged to a certain value. As shown in Table 2 , the actual length of time consumed by each process on the testbed was measured. The average length of time consumed by each process was obtained by repeating each process 200 times: the AP scan time was about 1582 ms; the Bluetooth Beacon scan preparation time was about 152 ms; the Bluetooth Beacon signal scan time was about 148 ms per signal; the AP connection time was about 450 ms; and the AP disconnection time was about 95 ms. The AP or Beacon scan time may vary according to the measurement environment. However, the difference was small. As shown in Table 2 , the actual length of time consumed by each process on the testbed was measured. The average length of time consumed by each process was obtained by repeating each process 200 times: the AP scan time was about 1582 ms; the Bluetooth Beacon scan preparation time was about 152 ms; the Bluetooth Beacon signal scan time was about 148 ms per signal; the AP connection time was about 450 ms; and the AP disconnection time was about 95 ms. The AP or Beacon scan time may vary according to the measurement environment. However, the difference was small. Based on the average number of connections and measured length of time, the results obtained through the equation defining the average connection time for the existing and proposed methods, as well as the results obtained through actual experiment, are shown in Figures 15 and 16 . With the existing method, a difference could be observed between the experimental and theoretical values, despite many repetitions. Furthermore, because the value that changes based on the number of connection attempts is large, it can have a major effect on the probability. However, with the proposed method, an experimental value similar to the theoretical value was obtained because the value changed when there was only a small number of receiving Beacons, which was a value that could change through probability. When the total number of devices changes, and when the ratio of the number of devices satisfying the user requirements changes, it was found that the average connection time was smaller with the proposed method than with the existing method. With the proposed method, because there is no need for the AP scan process, which consumes the most time among the many processes, a fast connection can be established in an environment in which only target devices are present, as well as in an environment in which both target and non-target devices are present. With both the existing method and proposed method, there are slight variations depending on the environment. However, the proposed method was found to be superior to the existing method in various circumstances because there are relatively few values that change due to environmental factors.
Based on the average number of connections and measured length of time, the results obtained through the equation defining the average connection time for the existing and proposed methods, as well as the results obtained through actual experiment, are shown in Figures 15 and 16 . With the existing method, a difference could be observed between the experimental and theoretical values, despite many repetitions. Furthermore, because the value that changes based on the number of connection attempts is large, it can have a major effect on the probability. However, with the proposed method, an experimental value similar to the theoretical value was obtained because the value changed when there was only a small number of receiving Beacons, which was a value that could change through probability. When the total number of devices changes, and when the ratio of the number of devices satisfying the user requirements changes, it was found that the average connection time was smaller with the proposed method than with the existing method. With the proposed method, because there is no need for the AP scan process, which consumes the most time among the many processes, a fast connection can be established in an environment in which only target devices are present, as well as in an environment in which both target and non-target devices are present. With both the existing method and proposed method, there are slight variations depending on the environment. However, the proposed method was found to be superior to the existing method in various circumstances because there are relatively few values that change due to environmental factors. Based on the average number of connections and measured length of time, the results obtained through the equation defining the average connection time for the existing and proposed methods, as well as the results obtained through actual experiment, are shown in Figures 15 and 16 . With the existing method, a difference could be observed between the experimental and theoretical values, despite many repetitions. Furthermore, because the value that changes based on the number of connection attempts is large, it can have a major effect on the probability. However, with the proposed method, an experimental value similar to the theoretical value was obtained because the value changed when there was only a small number of receiving Beacons, which was a value that could change through probability. When the total number of devices changes, and when the ratio of the number of devices satisfying the user requirements changes, it was found that the average connection time was smaller with the proposed method than with the existing method. With the proposed method, because there is no need for the AP scan process, which consumes the most time among the many processes, a fast connection can be established in an environment in which only target devices are present, as well as in an environment in which both target and non-target devices are present. With both the existing method and proposed method, there are slight variations depending on the environment. However, the proposed method was found to be superior to the existing method in various circumstances because there are relatively few values that change due to environmental factors. 
Conclusions
This paper has proposed a method of transmitting and receiving a device's information using Bluetooth Beacon in order to solve the issues faced in an MD2MD CCN environment in which mobile devices actively search for and connect to nearby devices, configure a network, and then connect to the device that owns the content, so as to enable its retrieval. A performance evaluation of the proposed method was also performed on a testbed. It is possible to rapidly connect to a device satisfying the user's requirements without any unnecessarily repetitive processes, through the selection of the optimal device based on the detailed information received using the proposed method. Moreover, application scenarios for efficient content identification and delivery, as well as network configuration between devices in an environment in which multiple mobile devices coexist, have been proposed.
The proposed method offers the advantage of enabling fast and efficient connection to the optimal device, and can also be extended to various other areas. However, it is subject to limitations in that there is a need for an additional Bluetooth interface and the issue of possible interference with the WLAN signal. However, these are not significant limitations because most mobile devices support Bluetooth along with WLAN, while Bluetooth Beacon was designed with an emphasis on low power consumption using BLE. Moreover, Bluetooth minimizes interference through the adoption of a frequency-hopping technique which rapidly transmits small packets through multiple channels.
As a result, the proposed method and application scenarios offer the advantages of enabling efficient content identification and delivery in a content-centric IoT environment in which multiple mobile devices coexist. Furthermore, an MD2MD CCN environment based on these methods and scenarios offers various benefits to both users and the telecommunications company. The users can transmit and receive content by configuring a network with devices only, even if there is no Internet access or additional servers. The telecommunications company can reduce the network overhead and simplify the structure since the mobile devices actively search for and communicate with nearby devices.
The MD2MD/MCCN/Heterogeneous networking-based multimedia content transmission technology proposed in this research shows better performance than the existing research. Moreover, in contrast to the existing research which has produced only theoretical results, the result of this research was developed in a form that can be operated on an actual network. 
The MD2MD/MCCN/Heterogeneous networking-based multimedia content transmission technology proposed in this research shows better performance than the existing research. Moreover, in contrast to the existing research which has produced only theoretical results, the result of this research was developed in a form that can be operated on an actual network.
Our laboratory is currently working on the openwincon project, which is based on open-source software for anyone to create and operate a mobile communication/wireless network, and also working on the GOTHAM project which supports networking and multimedia transmission in an integrated network. Open-source software resulting from the two projects has been released on GitHub [33, 34] .
