Abstract. This paper reviews a well-known fingerprint matching algorithm that uses an orientation-based minutia descriptor. It introduces a set of improvements to the algorithm that increase the accuracy and speed, using the same features. The most significant improvement is in the global minutiae matching step, reducing the number of local matching minutiae and using multiple minutiae pairs for fingerprint alignment. We conduct a series of experiments over the four databases of FVC2004, showing that the modified algorithm outperforms its predecessor and other algorithms proposed in the literature.
Introduction
Fingerprint recognition [1] has become one of the most active research areas nowadays. It plays an important role in forensic applications, but its increasing popularity is perhaps due to its integration into civilian systems. A key point in most of its applications is the fingerprint matching algorithm.
Most of the authors distinguish two types of fingerprint matching algorithms: correlation-based matching and minutiae-based matching. As it is seen in the Fingerprint Verification Competitions (FVC) [2] , the minutia-based matching is the most popular approach. This approach essentially consists on finding the maximum number of matching minutiae pairs given two fingerprints represented by their minutiae.
Minutiae are the points where the ridge continuity breaks and it is typically represented as a triplet , , ; where and represents the point coordinates and , the ridge direction at that point. As pointed out by Feng in [3] , this representation makes ambiguous the process of minutia pairing. A way to deal with this problem is enriching the minutia representation with additional information known as minutia descriptors. Minutia descriptors can be mainly classified in: ridge based descriptors [4] [5] [6] [7] [8] , orientation based descriptors [4, [9] [10] [11] and local neighboring minutiae based descriptors [3, [12] [13] [14] .
This paper reviews the algorithm created by Tico and Kuosmanen [11] (TK hereafter), and proposes improvements in the matching algorithm using the same minutia descriptor. The new proposal increases the accuracy in terms of ERR, ZeroFMR, 1000FMR and 100FMR. It also reduces the matching time according to the evaluation protocols of FVC [2] .
We have structured the rest of the paper as follows. Section 2 describes TK algorithm. Section 3 describes the new formulation and improvements of TK and provides some details on the implementation of the new algorithm. Section 4 details the experimental results over FVC2004. Finally, the paper provides conclusions about the new algorithm that might be the starting point for new researches.
TK Algorithm
TK compares fingerprints by means of local minutiae structures, also known as minutiae descriptors. Minutiae descriptors provide additional information that enriches the minutia; and they are usually invariant to rotation and translation. TK uses a descriptor based on the estimations of the orientation values on sampling points that have been arranged in concentric circles around the minutia (see Fig. 1 ).
Fig. 1.
A representation of the minutia descriptor proposed in [11] Let be the amount of circles with sampling point each; given a minutia , , we express its associated descriptor as:
Where , is the angle difference between the minutia direction 0,2 and the fingerprint orientation value , 0, in the point of the circle (the reader can refer to [1] for the conceptual difference between direction and orientation). We compute the angle difference as:
Equation (2) computes the minimum angle required to make two lines parallel, if they have angles and , respectively.
TK consist of two major steps: local minutiae matching and global minutiae matching. In the local minutiae matching step, for each query minutia , , … , and for each template minutia , , … , , the algorithm computes the possibility value as follows:
This expression returns high values when the similarity value , is large, and minutiae and have small similarities with respect to the other minutiae from \ and \ respectively. Let ∑ , given the minutiae and , TK computes their similarity as:
In the global minutiae matching step, TK sort all minutiae pairs in descendent order, according to their possibility value. It transforms the query minutiae according to the minutiae pair that maximizes the possibility value. Then, it uses a greedy algorithm to find the minutiae pairs that satisfy the following constraints:
─ The Euclidean distance between the two minutiae does not exceed threshold . ─ The difference between the two minutiae directions does not exceed threshold .
Finally, TK uses the global matching minutiae, together with those minutiae that fall inside the region of interest that is common to both fingerprints, to compute the matching score. The minutiae count inside the region of interest common to both fingerprints must exceed threshold . The parameters of the algorithm are: distance threshold , angle threshold and minutia count threshold .
The next section analyzes some of the drawbacks of this algorithm and proposes modifications to overcome these limitations.
The Modified TK Algorithm
TK algorithm only uses the local matching minutiae pair that maximizes the possibility value to align fingerprints in the global minutiae matching step. The fact that a minutiae pair maximizes the possibility value does not guarantee that this is a true matching minutiae pair (see Fig. 2 ). Moreover, if the selected minutiae pair was a true matching pair, it is not necessarily the best pair to carry out fingerprint alignment.
In order to deal with this limitation, the new algorithm first reduces the local matching minutiae pairs by selecting, for each query minutia and template minutia , only the minutiae pair , that maximizes the possibility value. Then it performs a query minutiae transformation for each minutiae pair in the reduced set. Finally, it selects the transformation that maximizes the amount of global matching minutiae pairs. This modification, like the global minutiae matching step of TK, has quadratic time complexity with respect to fingerprint minutiae count. Another weakness of TK algorithm is that it does not take advantage of the small image rotation on the fingerprint verification problems. Therefore, we propose a modification of equation (5), which increases the minutia discrimination for such problems. We define the new minutia similarity as follows:
The last modification that we propose is to limit the minimum count of global matching minutiae instead of bounding the minimum minutiae count inside the region of interest that is common to both fingerprints. We introduce this modification based on the forensic criterion that a true matching fingerprints pair must have at least true matching minutiae pairs [1] ( varies for different countries).
We name the new formulation of TK as Modified TK algorithm (MTK). A formal description of MTK is the following:
Let
, , … , and , , … , be the template and query fingerprint minutiae set respectively. For each query minutia and for each template minutia , compute the possibility value using equation (4 
Experimental Results
In order to evaluate the new formulation of TK algorithm we make use of the four databases of FVC2004 and the performance evaluation protocols of this competition [2] . We express in percentage the performance indicators EER, FMR100, FMR1000 and ZeroFMR. The indicator Time refers to average matching time in milliseconds.
We use the same features and parameters for both TK and MTK algorithms in all databases: distance threshold 12, angle threshold 6 ⁄ and minutia count threshold 6. We compute the features using the parameters that reported the best results in [11] . We carry out all the experiments on a laptop with an Intel Core Duo processor (1.86 GHz) and 1GB of RAM. Tables 1 to 4 show the experimental results of MTK compared to: the original TK, the minutiae matching algorithm proposed by Qi et al. [9] and the results reported by Het et al. [6] . The average matching time reported in [6] does not appear in these tables because the experiments were performed using a different computer hardware. We highlight with bold letter the best result for each performance indicator.
As we expected the algorithm MTK outperform TK in all the databases for each indicator. MTK is faster than TK because the modification that we introduce in equation (6) allows discarding several false matching minutiae without comparing the respective whole descriptors. Another important result is that MTK outperforms the rest of the algorithms in most of the databases.
MTK has some limitations despite the good results achieved in the experiments. The main factors that affect the good behavior of this algorithm are high fingerprint distortion and small fingerprint area (see Fig. 3 ). [12] [13] [14] ) tends to be more robust to these problems. Therefore, MTK could be improved by two ways: enriching the minutia descriptor with local neighboring minutiae information or combining MTK with an algorithm based on local neighboring minutiae descriptor. 
Conclusions
This paper presents improvements to the fingerprint matching algorithm proposed by Tico and Kuosmanen in [11] . The new algorithm, named MTK, has three modifications of the original algorithm. First, we reduce the local matching minutiae pairs and use them all to accomplish a better fingerprint alignment. We introduce this modification because the minutiae pair that maximizes the possibility value is not necessarily a true matching minutiae pair; therefore, relying only on this pair for alignment may lead to false negative fingerprints matching. Second, we introduce a modification in the minutia similarity function in order to increase the minutiae discrimination with the additional advantage of reducing the matching time for fingerprint verification problems. Third, we include the forensic criterion that a true matching fingerprints pair must have at least certain count of true matching minutiae pairs. The conjunction of these modifications in MTK proves to be more accurate and faster than the original algorithm. The next step in our research is to investigate how the extensions of these modifications to other matching algorithms affect their performance.
