This chapter explores police officers' responses to reports of interpersonal cybercrime by considering their construction of the 'ideal victim'. It contributes to knowledge on police officers' perceptions of cybercrime and their support for victims. The discussion draws on Nils Christie's (1986) concept of the 'ideal victim' to explore which individuals police officers most readily give the legitimate status of victim. Three themes are discussed including: police officers' constructions of the 'ideal victim'; their attitudes towards victims in relation to prevention of cybercrime (i.e. 'block them') and; negotiations over responsibility for dealing with the emerging issue of cybercrime. The chapter argues that police forces must advance beyond an approach which entails victim-blaming and instead recognise the centrality of social media and online spaces in individuals' lives.
Pre-print version: Black, A., Lumsden, K. and Hadlington, L. (in press 2019) '"Why don't you just block them?" Police Responses to Reports of Online Harassment and their Construction of the Ideal Victim.' In: K. Lumsden and E. Harmer (eds) Online Othering: Exploring Violence and Discrimination on the Web. Basingstoke: Palgrave Macmillan.
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(such as internet providers) and volunteers. Responsibility for crime control and self-protection is then shared amongst this network of crime control governance (ibid).
Research also suggests that police officers do not necessarily feel best placed to take responsibility for responding to cybercrime. A survey of response officers in the US conducted by Bossler and Holt (2012: 174) found that officers' main suggestion for how best to respond to the increasing issue of cybercrime was for users to 'be more careful while on line', followed by calls for greater education for users in online safety. This could be seen as a negotiation point in 'responsibilising' individuals in the 'privatisation of risk-management' (Duggan and Heap, 2014: 26) within the context of this emerging crime type. However, the responsibilising of victims may overlook the blurred boundaries and intersections between online and offline offending that occur in many forms of interpersonal cybercrime. Online abuse can be an extension of offline abuse, especially in domestic abuse situations. For a victim to self-police and restrict their online presence, may further exclude and isolate them (Hadley, 2017) .
Arguments have also been made that the trend towards misogynistic forms of interpersonal cybercrime (including 'revenge pornography', rape threats, and death threats) have a strong silencing effect on women specifically in online spaces and communities, pushing them to withdraw from these spaces (Lumsden and Morgan, 2017; Hadley, 2017; Jane, 2017a) . With these complexities in mind it is pertinent to understand how police officers respond to reports of interpersonal cybercrime, how victims are advised and supported, and to consider which forms of cyber criminality generate full 'victim status' from responding officers.
Victimology and the 'ideal victim'
9
The notion of placing partial responsibility for victimisation on the victim themselves developed in early work in the field of victimology. This work saw the emergence of victim typologies, most notably in the work of Mendelsohn and the notion of victim culpability and Von Hentig's typology of victim proneness (McGarry and Walklate, 2015) . Both typologies focused on the role of the victim within offending behaviour and, as McGarry and Walklate argue, also focus on the extent to which the victim had made choices that led to their ultimate victimisation. Mendelsohn and Von Hentig sought to distinguish between victim identity (personal characteristics and vulnerability) and the situational context of an offence (provocation, engaging in criminality, relationship with the offender etc.) which when combined together establish how culpable or blameworthy a victim could be seen to be and thus how deserving they were of victim status. Understanding the 'deservedness' of this victim status highlights how certain victims are viewed and responded to differently in certain situations and the uneven application of the victim identity (Duggan and Heap, 2014) .
Analysing victimisation through the frame of culpability and proneness placed undue blame on the victim and removed the responsibility for offending away from the offender, ushering in a culture of victim-blaming that still persists today (Cross et al., 2018) .
The notion of the deserving and conversely the undeserving victim has been highlighted most clearly in Nils Christie's (1986) notion of the 'ideal victim', a set of characteristics that personify society's expectations over victimhood. Christie sought to emphasise how and in what circumstances some victims were legitimated as deserving of sympathy and others were not. In Christie's typology, an 'ideal victim' is physically weaker than the offender, is unknown to the offender, is unambiguously blameless and is engaged in legitimate activities wherein they were targeted by a 'big and bad' offender. Any individual who meets these criteria is Pre-print version: Black, A., Lumsden, K. and Hadlington, L. (in press 2019) '"Why don't you just block them?" Police Responses to Reports of Online Harassment and their Construction of the Ideal Victim.' In: K. Lumsden and E. Harmer (eds) Online Othering: Exploring Violence and Discrimination on the Web. Basingstoke: Palgrave Macmillan.
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afforded the full weight of victim status and the corresponding support of responding agencies and the public. Any transgression of these characteristics challenges the application of this status. Christie's concept of the 'ideal victim' has been widely utilised in studies of victims and victimology since its publication and has been applied to our understanding of critical issues including victims of international crimes (van Wijk, 2013) , victims of child sexual abuse (McAlinden, 2014) and most recently victims of hacking and data breech (Cross et al., 2018 ).
Christie's work has also been used to understand the construction of the 'ideal victim' in the media (Greer, 2007) and how crime victims self-present their status (Jagervi, 2014). However, thus far there is scarce work exploring how it relates to cybercrime (although see Jane, 2017a;
Hadley, 2017), including interpersonal cybercrime or how police responses to cybercrime involve notions of the ideal victim.
Methods
The data presented below is drawn from two qualitative studies of the police response to victims and perceptions of cybercrime. The studies were conducted within one year of each other at two police forces in England.
The first project (Study 1) was an ethnographic study of a police force control room (FCR) in England (see Lumsden and Black, 2018) . 1 The study was more broadly concerned with the police response to domestic violence calls at the frontline, which included call handling, dispatch and response officers. 66 hours of observation were conducted between November 2016 and February 2017. This involved a combination of day (7) and early evening shifts (6).
Author 1 conducted 11 hours of observation while Author 2 conducted the majority of the observations totalling 55 hours. Ethnography allows for detailed investigation of human 11 behaviour and the factors that influence such behaviour (Brewer, 2000) . We participated in the setting by listening to the calls and observing call handler and dispatch behaviours. We also conducted four focus groups with frontline officers (26 in total) in order to explore their response to domestic abuse calls, and the relationship and interactions between dispatchers in the FCR and frontline officers. The focus groups were audio recorded and transcribed by an independent transcription company. Access to the FCR was granted via the manager who acted as gatekeeper and made decisions as to which individuals or teams we would sit with. We were given a head-set in order to listen to the call handlers and the dispatchers' conversations with response officers and other parties. Short-hand notes of observations and conversations with staff were made in the FCR, either in a notebook or in a mobile phone notes function. This helped to highlight items that we did not want to forget without being intrusive. Field notes were then written up after each observation and described the setting, calls, conversations and incidents.
The second study (Study 2) focused more specifically on frontline police officers' views and perceptions of cybercrime. In total 16 police officers were recruited by a senior police officer based at a Force Headquarters to take part in four focus groups conducted by Author 1 and Author 3. Each officer had a minimum of 18 months service and they were recruited from a variety of operational backgrounds. The breakdown of the focus groups according to operational background is presented in Table 2 below. 4 people were present in each focus group, and these were conducted in gender homogenous fashion with each focus group lasting for approximately one hour. The focus groups were all audio recorded and fully transcribed by an independent transcription company.
Pre-print version: Black, A., Lumsden, K. and Hadlington, L. (in press 2019) In both studies we adopted an inductive approach to analysis where theory is developed out of analysis, and then additional data collection is guided by the emergent theory. Thematic analysis (Braun and Clarke, 2006 ) was utilised to analyse data collected in both studies and adopting an iterative-inductive approach in the first study meant that unanticipated themes, such as those discussed here relating to interpersonal cyber-crime, the response to victims of these crimes, and the relationship between social media abuse and domestic abuse offences, emerged through our analysis. All three authors were involved in the process of data analysis for Study 2, while Authors 1 and 2 analysed the data from Study 1.
Both studies received ethical clearance from the respective universities. Participant numbers and/or pseudonyms have been used to disguise the identities of police officers, staff and callers.
The police forces and geographical areas have also been anonymised and any identifying 26 restrict access for particular victims. This is especially problematic for victim groups who may already be experiencing forms of online othering and discrimination, for example gendered abuse aiming to silence women in online communities (Lumsden and Morgan, 2017) . It may also overlook the blurring between online and offline offences such as domestic abuse, in which the withdrawal from online environments may isolate victims and further coercive and controlling behaviour (Hadley, 2017) . Police officers demonstrated awareness that their advice to victims to block people or come off social media platforms was limited and often met with resistance. There was also an acknowledgement that officers needed to take online interpersonal violence seriously and direct their response at the offender. However, their responses continued to be framed in a way that suggests some responsibility is still to be borne by the victim and officers expressed frustration at a lack of self-policing on the victim's part.
This was especially the case for those offences where victim culpability was implied.
This chapter has demonstrated how officers seek to define out particular types of offences within the widening scope of cybercrime. Their attempts to 'narrow the focus' of policing (Millie, 2014) utilises perceived victim status and the seriousness of the offence as barometers of inclusion criteria. This highlights the uncertain nature of policing in relation to cybercrime as an emerging form of criminality especially within the sociocultural context of austerity. This has implication for victims of interpersonal cybercrime. The police response draws on victim blaming and victim punishment narratives which may serve to alienate victims and compound othering and discriminatory online practices. Police forces must ensure that they move beyond this approach to one which recognises the centrality of social media and online spaces in individuals' lives and seek ways to provide support for victims that acknowledges the dominance of these spaces for conducting social and political life.
