INTRODUCTION
Data
IMPORTANCE
The importance of data hiding techniques comes from the fact the there is no reliability over the medium through which the information is send, in other words the medium is not secured. So, some methods are needed so that it becomes difficult for unintended user to extract the information from the message. Few reasons behind data hiding are: 
FEATURES FOR INFORMATION HIDING TECHNIQUES
Any information hiding technique shall exhibit certain characteristics:
1. Capacity -capacity refers to the amount of information that can be hidden in cover medium [1] . The amount of information that can be hidden is governed by the fact that information hidden should not completely alter the original message, in order to avoid the attention of unintended user. 
DATA HIDING TECHNIQUES
There are three major data hiding techniques popular:
watermarking, cryptography and steganography
WATERMARKING
A watermark is a recognizable image or pattern that is impressed onto paper, which provides evidence of its authenticity [3, 4] 
CRYPTOGRAPHY
Crypt means "hidden or secret" and graphein means "writing". The term has been derived from Greek Integrity is maintaining and assuring the accuracy of data being delivered, i.e, information contains no modification, deletion etc. Authentication ensures the identity of sender and receiver of the information.
Non-repudiation is the ability to ensure that the sender or receiver cannot deny the authenticity of their signature on the sending information that they originated [6] .
Modern age cryptography is synonymous with 
STEGANOGRAPHY
Steganography is a practice of hiding/concealing the message, file, image within other message, file or image. The word steganography is of Greek origin and means "covered writing" or "concealed writing"
[7]. In other words, it is the art and science of communicating in a way which hides the existence of the communication. The goal is to hide messages inside other harmless messages in a way that does not allow enemy to even detect that there is a second message present [3] . Steganography focuses more on high security and capacity. Even small changes to stego medium can change its meaning.
Steganography masks the sensitive data in any cover media like images, audio, video over the internet.
Steganography involves four steps:
1. Selection of the cover media in which the data will be hidden.
2. The secret message or information that is to be masked in the cover media.
3. A function that will be used to hide data in the cover media and its inverse to retrieve the hidden data.
4. An optional key or the password to authenticate or to hide and unhide the data [2] .
The cover chosen should be done very carefully. The cover chosen should contain sufficient redundant information which can be used to hide the data, because steganography works by replacing the redundant data with the secret message.
There are three basic types of steganographic protocols. 
CRYPTOGRAPHY
Steganography means "cover writing" whereas cryptography means "secret writing" [3] . 
COMBINED WATERMARKING AND STEGANOGRAPHY
To protect the authenticity of the document,
watermarking can be applied to it. This watermarked document can be embedded in cover image using a stego-key and transmitted over the communication medium. At the receiver end, the information can be first decrypted using the reverse procedure and then it can be validated for its authenticity using the watermarking. This combined approach will satisfy all four goals of data hiding: security, capacity, robustness and perceptibility. 
CONCLUSION
In this paper, we have tried to give a review of existing data hiding techniques, their advantages and disadvantages. This paper also tells why data hiding is gaining importance these days and the goals that must be achieved of any data hiding technique. Also, we have tried to state how the basic goals of data hiding can be achieved by combining one or more techniques of data hiding.
