The goal of any social media platform is to facilitate healthy and meaningful interactions among its users. But more often than not, it has been found that it becomes an avenue for wanton attacks. We propose an experimental study that has three aims: 1) to provide us with a deeper understanding of current datasets that focus on different types of abusive language, which are sometimes overlapping (racism, sexism, hate speech, offensive language and personal attacks); 2) to investigate what type of attention mechanism (contextual vs. self-attention) is better for abusive language detection using deep learning architectures; and 3) to investigate whether stacked architectures provide an advantage over simple architectures for this task.
Introduction
Any social interaction whether in online forums, comment sections or micro-blogging platforms such as Twitter often involves an exchange of ideas or beliefs. Unfortunately, we often see that users resort to verbal abuse to win an argument or overshadow someone's opinion.
Natural Language Processing (NLP) could aid in the process of detecting and flagging abusive language and thus signaling abusive behaviour online. This is a particularly challenging task due to the noisiness of user-generated text and the diverse types of abusive language ranging from racism, sexism, and hate speech to harassment and personal attacks (Zeerak et al., 2017; Waseem and Hovy, 2016; Golbeck et al., 2017; Djuric et al., 2015; Badjatiya et al., 2017; Park and Fung, 2017; Pavlopoulos et al., 2017) . Zeerak et al. (2017) point out that different types of abusive language can be reduced to two primary factors:
1.
Obama is kinder to islam than any other future western leader is likely to be 2.
you can not even imagine how i think because i cannot imagine how anyone would take such a vile religion as islam Table 1 : Tweets where the word "islam" is used in two separate contexts: the top tweet is labeled as None while the bottom as Racism (Waseem and Hovy, 2016 ).
• Is the language directed towards a specific individual or entity or is it directed towards a generalized group?
• Is the abusive content explicit or implicit? Table 1 shows two examples of tweets from the first large-scale Twitter abusive language detection dataset, where the second tweet expresses racism, while the first one does not (Waseem and Hovy, 2016) . The usage of words in a particular context is important in determining the author's intended meaning. For example, the contexts of the word "islam" in the two tweets in Table 1 are different (a non-racist vs. a racist use of the word, respectively). Traditional bag-of-words models or simple deep learning models often cannot distinguish and handle such differences. This motivates us to explore deep learning models that use contextual attention for detecting abusive language and compare their performance against models with selfattention.
We make the following contributions:
• Conduct an empirical study to deepen our understanding of current datasets that focus on different types of abusive language, which are sometimes overlapping (racism, sexism, hate speech, offensive language and personal attacks). Show that our stacked Bidirectional Long Short Term Memory architecture with contextual attention is comparable to or out-performs state of the art approaches on all the existing datasets.
• Investigate what type of attention mechanism in deep learning architectures (contextual attention vs. self-attention) is better for abusive language detection. We show that contextual attention models outperform selfattention models on most cases (datasets and architectures), and present a thorough error analysis showing how contextual attention works better than self-attention particularly when it comes to modeling implicit abusive content.
• Investigate whether stacked architectures are better than simple architectures for abusive language detection when using Biderectional Long Short Term Memory (Bi-LSTM) networks. We show that stacked architectures are better than simple architectures on all datasets. In addition, we discuss the importance of pre-trained word embeddings for deep learning models. We make the code and all the experimental setups available in https://github.com/ tuhinjubcse/ALW3-ACL2019.
Related Work
Work on abusive language detection has focused on specific types. Waseem and Hovy (2016) present a dataset of 16k tweets annotated as belonging to SEXISM, RACISM or NONE class and provide a feature engineered machine learning approach to classify tweets in the three classes. uses a similar handcrafted feature engineered model to identify OFFEN-SIVE LANGUAGE and distinguish it from HATE SPEECH. Wulczyn et al. (2017) have contributed a Wikipedia Attacks dataset consisting of 115k English wiki talk page comments labeled as PER-SONAL ATTACKS or NONE, while Golbeck et al. (2017) introduced a dataset labeled as HARASS-MENT or NON-HARASSMENT. We present the first empirical investigation across all these existing datasets. In recent years, deep learning models have been proposed for detecting different types of abusive language (Djuric et al., 2015; Badjatiya et al., 2017; Park and Fung, 2017) . Djuric et al. (2015) propose an approach that learns low-dimensional, distributed representations of user comments in order to detect expressions of hate speech. Badjatiya et al. (2017) experiment with multiple deep learning architectures for the task of hate speech detection on Twitter using the same data set as Waseem and Hovy (2016) 
Types of Abusive Language and Datasets
Abusive language can be of different types, and previous literature and datasets have focused on some of these types. Before introducing the existing datasets we use in our study, we provide the definitions for the types of abusive language used in existing work and examples for each type (Table  2 ):
• Racism: a belief that race is the primary determinant of human traits and capacities and that racial differences produce an inherent superiority of a particular race.
• Sexism: prejudice or discrimination based on sex; especially: discrimination against women.
• Hate Speech: is a language that is used to expresses hatred towards a targeted group or is intended to be derogatory, to humiliate, or to insult the members of the group ).
• Offensive Language: is a kind of abuse that causes someone to feel hurt, angry, or upset. It is usually rude or insulting and often very unpleasant.
• Harassment: is a type of abuse that is constructed with the identity of sincerely wishing to be part of the group in question, including professing, or conveying pseudosincere intentions, but its real intention(s) is/are to cause disruption and/or to trigger or exacerbate conflict for the purposes of amusement (Golbeck et al., 2017 ).
• Personal Attack: is a type of abuse that usually involves insulting or belittling one's opponent to invalidate his or her argument, but can also involve pointing out factual but ostensible character flaws or actions which are irrelevant to the opponent's argument.
We experiment with four benchmark datasets currently used in the related work on abusive language detection. Three of them are from Twitter (Table 3 ) and the fourth one from Wikipedia (Table 4), and together they showcase all the above mentioned types of abusive language.
• D1 (Waseem and Hovy, 2016 ) -This is the first large-scale dataset for abusive tweet detection. Each of the 15, 844 tweets in the dataset is classified into three classes: RACISM, SEXISM, and NONE. Waseem and Hovy (2016) bootstrapped the corpus collection by performing an initial manual search of common slurs.
• D2 ) -This dataset contains a total of 25, 112 tweets, each classified into one of the three classes: HATE SPEECH, OFFENSIVE LANGUAGE, and NEI-THER. began with a hate speech lexicon containing words and phrases identified by internet users as hate speech, compiled by Hatebase.org. They crawled 85.4 million using words from these lexicons before taking a random sample of 25k tweets manually coded by CrowdFlower (CF) workers.
• D3 ( Golbeck et al. (2017) (2017) settled on the following list of search terms ("#whitegenocide", "#fuckniggers", "#WhitePower", "#WhiteLivesMatter", "you fucking nigger", "fucking muslim", "fucking faggot", "religion of hate", "the jews", "feminist"). Though it produced a higher rate of tweets from alt-right / white nationalist tweeters, they were willing to accept a corpus that was not necessarily representative of all harassing content in order to achieve higher density.
• D4 (Wulczyn et al., 2017) 
Methods
Long Short Term Memory Networks (LSTMs) (Hochreiter and Schmidhuber, 1997) are one of the most used deep learning architectures for different NLP tasks because of their ability to capture long-distance dependencies. For our task, we use Bidirectional LSTMs because of their inherent capability of capturing information both from the past and the future states. Graves et al. (2013) show that LSTMs can benefit from stacking multiple recurrent hidden layers on top of each other. Thus, we choose to compare the simple Bi-LSTM architecture with a stacked Bi-LSTM architecture.
Attention mechanisms for deep learning models, including LSTMs serve two benefits: they often result in better performance in terms of metrics, and they provide insights into which words contribute to the classification decision which can be of value in applications and (error) analysis. There are several types of attention mechanisms. The key difference between contextual attention introduced by Yang et al. (2016) and self-attention is that it uses a word level context vector u c that is randomly initialized and jointly learned during the training process (equation (2) vs. equation (3)). (Yang et al., 2016) In this paper, we compare the effect of contextual attention as compared to self attention on both simple Bi-LSTMs and stacked Bi-LSTMs. Figure  1 shows the high-level architecture of our stacked Bi-LSTM model with contextual attention. The Bi-LSTM output h i of each word x i is fed through a Multi Layer Perceptron to get u i as its hidden representation. u c is our word level context vector that is a randomly initialized parameter of the neural network and is learned as we train our network. Once u i is obtained we calculate the importance of the word as the similarity of u i with u c and get a normalized importance weight a i through a softmax function. The context vector can be treated as a global importance measure of the words in the text. It takes into account which word to attend to based on how that word has been used in different contexts while training on the entire training set. The attention mechanism assigns a weight to each word annotation that is obtained from the Bi-LSTM layer. We compute the fixed representation v of the whole message as a weighted sum of all the word annotations, which is then fed to a final fully-connected Softmax layer to obtain the class probabilities.
Implementation Details
We pre-process the text using Ekphrasis 1 -a text processing tool built specially for social media platforms such as Twitter.
For the Twitter datasets we experimented with word vectors that are initialized with pre-trained Twitter-specific embeddings (Baziotis et al., 2017) , as well as ELMo embeddings (Peters et al., 2018) , which are deep contextualized word representations modeling both complex characteristics of word use (e.g., syntax and semantics), and usage across various linguistic contexts.
For the Wikipedia Attacks dataset we relied on both fastText embeddings (Bojanowski et al., 2017) and ELMo embeddings. Out of vocabulary issues in pre-trained word embeddings are a major limitation for sentence representations.
To solve this, we use fastText embeddings (Bojanowski et al., 2017) , which rely on subword information. Also, these embeddings were trained on Wikipedia.
The embedding dimension of the words in our model for pre-trained Twitter embeddings and fastText embedding is set to 300, while for ELMo its set to 1024. We use a dropout rate of 0.25 and train the network using a learning rate of 0.001 for 10 epochs.
The results are reported by averaging over 10-fold cross-validation for datasets D1 and D3 and 5-fold cross-validation for D2. These protocols are consistent with all previously published results on the datasets. We report weighted-F1 scores for all the datasets to minimize the effect of class imbalance. For D4 we train for 10 epochs and perform early stopping on a validation set. In order to be consistent with previous results we also report AUC scores for D4 when comparing with state-ofthe-art.
Results and Error Analysis
Our experimental study looks at several issues: the effect of contextual attention compared to selfattention; the stacked Bi-LSTM architecture compared to the simple Bi-LSTM architecture; the effect of pre-trained word embeddings; the effect of cross-datasets training/testing; and comparison of the best model against state-of-the-art results on each dataset.
Contextual vs. Self-Attention. Table 5 show all our models: simple Bi-LSTMs with self and contextual attention (column 2 and 3) as well as stacked Bi-LSTM models with self and contextual attention (column 4 and 5). We can see that contextual attention models outperform the selfattention models for both simple and stacked architectures on all datasets except on D1 for simple BiLSTM (i.e., columns 5 vs. 4, and 3 vs. 2; results are statistically significant with p ≤ .001 using Chi Squared Test). For datset D1 and D2, we have several classes of abusive language (RACISM, SEXISM for D1; and HATE SPEECH and OFFEN-SIVE LANGUAGE in D2). Thus, we wanted to see the performance of the contextual vs self-attention on these finer grained classes (Tables 7 and 8 ). Table 7 shows that the contextual attention models have significant improvement over the models with self-attention when it comes to identifying RACISM and SEXISM. For the D2 dataset we see that the most affected class is HATE SPEECH, the primary reason for this being that the percentage of data labeled as hate-speech is really small (5.6%). Even then the contextual attention models perform better than the ones using self-attention as shown in Table 8 . One of the main questions is Why contextual attention is better than self attention? What is there in the structure of context attention that leads to performance improvements over self attention? As discussed in Section 4, the context vector can be treated as global importance measure of words in text because it takes into account which word to attend to based on how that word has been used in different contexts while training on the entire training set. To highlight this behavior, in Table 6 we show several tweets from our data sets along with their true label. These tweets were predicted correctly by the context attention but incorrectly on one of the test splits.
by Self attention. The first three tweets were predicted as NONE by the self attention model while the last tweet was labeled as OFFENSIVE LAN-GUAGE. The "potential explanation for prediction" column shows tweets from the training data that have the same gold label and that are similar to the tweets in the test set shown in column 2, suggesting that the context attention indeed encapsulates the information by looking at examples globally through the training data, unlike self attention which only focuses on words for that particular tweet while trying to classify it. Stacked vs Simple Bi-LSTM. Table 5 shows that the stacked Bi-LSTM models outperformed the simple Bi-LSTM models, when using the same type of attention mechanism on all datasets (columns 5 vs. 3 and 4 vs. 2; results are statistically significant, with p ≤ .001 using Chi Squared Test). When looking at Table 7 and 8, we notice that the stacked Bi-LSTM models do better than the simple Bi-LSTMs when using the same type of attention, only for the RACISM class and the HATE SPEECH class. The best performing model is the stacked Bi-LSTM with contextual attention.
Effect of pre-trained embeddings. The models presented above in Table 5 used Twitter-specific pre-trained embeddings for datasets D1, D2 and D3 and fasText embeddings trained on Wikipedia for D4 (i.e., pre-trained embeddings from the same genre as the datasets). To compare the effect of pre-trained embeddings, we chose to compare our best model (Stacked Bi-LSTM with contextual attention) with the same model but trained using ELMo embeddings on the Twitter datasets. ELMo embeddings have been shown to outperform other types of embeddings on a variety of NLP tasks (Peters et al., 2018) . The currently released ELMo embeddings are trained on news crawl data and Wikipedia and not on Twitter, which allows us to test the effect of pre-trained embeddings (genre, method of training) on the performance of the deep network architectures. Table 9 shows that using the ELMo pre-trained embeddings instead of Twitter pre-trained embeddings lead to a statistically significant decrease in performance on all the Twitter datasets, with the biggest drop on D2 and D3, which are the datasets on hate speech and harassment.
Cross datasets training/testing. The definition of the category HARASSMENT in the D3 dataset states that it refers to language that is deeply racist, misogynistic or homophobic, bigoted, involved threats or hate speech. Given that the datasets D1 and D2 contain the categories RACISM, SEXISM and HATE SPEECH and are also from Twitter, we wanted to conduct a study where we train on D1 and D2 and test on D3. We considered data labelled as RACISM, SEXISM and HATE SPEECH as HARASSMENT and NONE as NON-HARASSMENT. This led to consistent class balance across train and test. The cross validation setting used for individual experiments on D3 was maintained here as well. Table 10 demonstrates that cross dataset training leads to worse performance when it comes to abusive language detection, showing that each dataset has its own particularities on defining and collecting the data.
Comparison with State-of-the-Art. We compare our best model (stacked Bi-LSTM with contextual attention) with various state-of-the-art models developed for each of the datasets we considered. For the Twitter datasets we compared against (1) an n-gram model with various linguistic features (Waseem and Hovy, 2016) , (2) another model with hand-crafted features including n-grams, POS tags ; (3) a hybrid CNN model (Park and Fung, 2017) , and (4) an LSTM model with an additional classifier using Gradient Boosting trees with LSTM embeddings as features (Badjatiya et al., 2017) . Table 11 shows the weighted-F1 obtained by the models on the three Twitter datasets (D1, D2, D3 (Wulczyn et al., 2017) 96.59 96.71 (Pavlopoulos et al., 2017) 97.46 97.68 publicly available implementations on the remaining datasets, and highlight for which datasets they report results in their work.
Most abusive language datasets are highly imbalanced and thus we also report the scores for the majority baseline in Table 11 and Table 12 . For D1, D3, D4 we predict everything as the majority class (Non-Abusive) and for D2 everything as offensive language. We see our best model beats the majority baseline by a huge margin. Our model obtains significantly better results (p ≤ .001 using Chi Squared Test) than all the existing models on the datasets D2 and D3. Notably, the improvements over the previous best performing models on these datasets are 1 F1 point and 2 F1 points respectively. On dataset D1, our model is outperformed by (Badjatiya et al., 2017) , who mentioned that using Gradient Boosting Trees with LSTM embeddings boosted their model's performance by 12 points in weighted-F1. Unfortunately, while trying to replicate their results on dataset D1, we found no improvement from their simple LSTM model (the authors did not released the Gradient Boosting Trees with LSTM embeddigs implementation so we reimplemented that ourselves; weighted-F1 score of 81). Thus, for this model where we could not replicate the results on the original dataset, we report both the original results on that dataset and our re-implementation results on all datasets. For the D4 dataset which is Wikipedia, we compared our best model (stacked Bi-LSTM with contextual attention) with the existing models on this dataset. Wulczyn et al. (2017) use a Multilayer Perceptron over char n-grams as features and reported results only on the Dev set. We use their online implementation to report results on the test set. Pavlopoulos et al. (2017) use a deeper self attention mechanism and report results both on the Dev and Test sets. Both approaches report results using AUC. Table 12 shows that our model outperforms (Wulczyn et al., 2017) and is comparable to (Pavlopoulos et al., 2017) .
Visualizing the Contextual Attention Weights
The contextual attention mechanism enables our model to focus on the relevant parts of the text (e.g., tweet) while performing the prediction task. As shown in Figure 2 and 3 our model learns to focus on relevant keywords that govern the abusive nature of a text. The color intensity here denotes the relative weight assigned to words. In figure  2 , we see four tweets where the first tweet is labeled as SEXISM and the second tweet is labeled as RACISM from the D1 dataset (Waseem and Hovy, 2016) . The third tweet is a tweet from the D2 dataset labeled as OFFEN-SIVE LANGUAGE and correctly identified by our model. The last tweet is from the D3 dataset (Golbeck et al., 2017) labeled as HARASSMENT and correctly identified by our model. Figure 3 shows two such comments from the Wikipedia attacks dataset (D4), which were classified correctly by our model. Moreover, it it encouraging to see that the contextual attention assigns higher weight to potentially abusive words when used with an abusive meaning. For example, refer to the two tweets in figure 4 . The first tweet belongs to the NONE class while the second tweet belongs to RACISM class. The word "islam" may appear in the realm of racism as well as in any normal conversation. We find that our model successfully identifies the two distinct contextual usages of the word "islam" in the two tweets, as demonstrated by a much higher attention weight in the second case and a relatively smaller one in the first case.
Conclusion
Abusive language detection on the web is challenging for two reasons: (1) the inherent nature of noise in online discussions and (2) the contextual use of words that convey abuse only in certain contexts. We presented an extensive empirical study on several existing datasets that reflect different but possibly overlapping types of abusive language. We show that contextual attention is better than self-attention for deep learning models and using a stacked architecture outperforms a simple architecture (our basic architecture being a Bi-LSTM). We also show that using pre-trained embeddings from the same genre as the datasets is more important than better models for training the embeddings. Our best performing model, the stacked Bi-LSTM model with contextual attention is comparable to or outperforms state-of-the-art models on all the datasets. We also conduct a cross-dataset training/testing experiment that highlights the particularities of various datasets when it comes to the collection and labeling of abusive language. We present an error analysis of the results and a visualization of the contextual attention weights -an important step towards better interpretation of any deep learning models.
While we notice that the visualization of attention weights is indicative of the classifier decision for multiple examples based on our contextattention model, some recent work has claimed that attention is not explanation (Jain and Wallace, 2019) . As a future step, we would like to conduct experiments to measure the correlation between the highest attention weights chosen by models and humans (Ghosh et al., 2017) to further strengthen the interpretability of the attentionbased models.
