The telecommunication network that is the assemblage of the terminal nodes enables the whole to be connected. The swift progress in the telecommunication networks and the information technology has enabled a seamless connection and the capacity to store and communicate vast scale of information in the form of text and voice that are sensitive. This makes the telecommunication networks prey to multiple cyber-threats of which the DDOS (distributed denial of service) are the more predominant type of the cyber-threat causing the denial of the services to the users. So the paper utilizing the combination of the neural network and the support vector machine presents the detection and the classification method for the DDOS attacks in the telecommunication network. The performance evaluation using the network simulator-2 enables to have the enhanced detection accuracy for the proposed method.
ISSN: 2582-337X (online) liable to many cyber-attacks. The security threats that are keeping on increasing day by day makes necessary for the armed forces against the risk that are progressing. One such is the distributed denial service in short known as the (DDOS). The distributed denial of services causing the service denial in the host and the infrastructures of the internet necessitates the well-established examining and the observing to detect and neutralize the attacks [2] , as they are continuously changing due to the evolving network behavior, techniques and the desires of the attackers.
They DDOS are structured to overrun the targets with the traffic and stop the correct functioning of the resources in the network. They manage to stop the proper functioning of the network by directing thousands of hosts that are in a bot net to concurrently send traffic to the target in order to by-pass the activities of the target and causing complications in detecting the hosts of the attacks [3] . The researches were proceeded to detect these attacks, where David et al in 2015 proposed a flow based entropy to detect the attacks by enumerating the difference in the flow count of the entropy at each time calculating its mean to note down its increase and decreased based on the verge set. These DDOs attacks are been even provided as the paid services by the company named booters, to many other companies prevailing in the market [8] and further there are other approaches of distributed attacks that are masked under the regular traffic [12] , the ANN [9] and the BGP [11] were developed to detect the known and the unknown attacks and the application layer attacks respectively to segregate the corrupt traffic flow from the genuine one.
They paper also proposes a DDOS detection technique in the telecommunication network using the machine learning techniques to elude the hacking of the sensitive information's in the form of the text and the voice. Application based they are the most sophisticated serious types of attacks that deteriorates the web applications Table . 1 Types of DDOS Attacks.
The types of attacks are categorized based on the quantity in the traffic and the vulnerabilities that are exploited. The initial step in avoiding the Distributed Denial of Service is by detecting the occurrence. So the paper aims in developing a machine learning module for the detecting of the distributed denial of service attacks.
METHODOLOGY FOR DDOS DETECTION
The proposed methodology can be taken as two strides as the memory module and the learning module, utilizes the 
