Abstract
Introduction
Digital watermarking for multimedia has become one of the widely used copyright protection methods, robustness of watermarking is a key problem. A serious problem constraining some practical exploitations of watermarking technology is the insufficient robustness of existing watermarking algorithms against geometrical distortions such as translation, rotation, scaling, cropping, change of aspect ratio and shearing, etc [1] [2] [3] . These geometrical distortions cause the loss of geometric synchronization that is necessary in watermark detection and decoding. Fortunately, several approaches that counterattack the general geometric attacks have been developed in recent years. These schemes [4] [5] [6] can be roughly divided into invariant transform, template insertion.
The most obvious way to achieve resilience against general geometric attacks is to use an invariant transform. In [7] [8] [9] , the watermark is embedded in an affine-invariant domain by using Fourier-Mellin transformation, generalized Radon transformation, and Zernike moment, respectively. Despite that they are robust against certain global affine transformations, those techniques involving invariant domain suffer from implementation issues and are vulnerable to cropping.
Another solution to cope with general geometric attacks is to identify the transformation by retrieving artificially embedded references. In [10] [11] , the template is embedded in the Discrete Fourier Transform (DFT) domain as local peaks in predefined positions. The embedded local peaks are searched during the watermark detection process in order to yield information about the affine transformations that the image has undergone. However, this kind of approach can be tampered by the malicious attack since anyone can access the peaks in the DFT and easily eliminate them.
Besides, digital watermarking can be classified into two classes depending on the domain of watermark insertion, i.e. the spatial-and the frequency-domain watermarking. Using spatial domain methods [12] [13] , watermark embedding is achieved by adjusting the pixel value of the host image. Spatial domain watermarking is easy to implement and requires no original image for watermark detection. However, it often fails under signal processing attacks such as filtering and compression [14] . Besides, the fidelity of the original image data can be severely degraded since the watermark is directly applied on the pixel values. Frequency domain watermarking generally provides more protection under most of the signal processing attacks. In frequency domain schemes [15] [16] [17] [18] [19] [20] , the host image is first converted into frequency coefficients by transformation methods, such as discrete cosine transform (DCT) [15] , discrete Fourier transform (DFT) [16] , discrete wavelet transform (DWT) [17] [18] [19] [20] , and joint DWT-DCT [21] .Then the watermark is actually hidden in those coefficients.
DWT has many significant characteristics for representing signal, the wavelet transform decomposes the image into three spatial directions, i.e. horizontal, vertical and diagonal, hence wavelets reflect the anisotropic properties of Human Visual System (HVS) more precisely [22] , wavelet transform understands the HVS more closely than the DCT and DFT, so DWT based watermarking algorithm can achieve better imperceptivity than DCT and DWT. Unfortunately, DWT is not rotation invariant, so most of existing watermarking algorithms that can effectively against geometric attacks are almost all based on DCT or DFT.
In comparison with other geometric attacks, rotation and shearing attacks are much concerned in the existing literatures, and they are more difficult to deal with. In this paper, we give rotation and shearing attacks desynchronizing watermark models in DWT domain. According to the given models, we proposed novel watermarking resynchronization algorithms that can effectively resynchronize watermark which is desynchronized by rotation and shearing attacks. Experimental results show that watermark embedded into DWT domain can also achieve superior geometric robustness.
Image watermarking algorithm based on DWT
In order to demonstrate the efficiency of our watermarking resynchronization algorithms, we only use a simple watermarking algorithm which is based on DWT. In this watermarking algorithm, we do not recur to any other techniques only embed a binary informative watermark into the wavelet low frequency sub-band so as to prove the effectiveness of our resynchronization algorithm. The image watermarking system is shown as Fig.1. 
Watermark embedding algorithm
1 2 * 1 2 ( , ) ( ( , ), ) , ( , ) 0 ( , ) 1; ( , ) ( ( , ), ) , ( , ) 0 ( , ) 0; ( , ) ( , ) ( ( , ), ) , ( , ) 0 ( , ) 1; ( , ) ( ( , ), ) , ( , ) 0 ( , ) 0.
A i j rem A i j S T if A i j and B i j A i j rem A i j S T if A i j and B i j A i j A i j rem A i j S T if A i j and B i j A i j rem A i j S T if A i j and B i j
Where 12 ,
TT are the thresholds of watermark embedding, S is the watermark embedding strength factor, take greater value of S as far as possible in meeting watermarking imperceptibility. 12 , TTtake 3 / 4 S and /4 S respectively. rem is an operation similar to mod , the only difference is that mod operation rounds down (floor) but rem rounds to zero (fix): ( , ) [ / ] rem x y x x y y  
Watermark extracting algorithm
Implement DWT on the watermarked image to obtain the low frequency sub-band denote it as Y , by the following formula to detect the embedded watermark information:
Y  is the extracted watermark. 
Watermarking resynchronization algorithm to geometric attacks

Affine transform
From Eq.6, we can see that whether the size of original image is odd or even, the size of rotated image will be odd. It will lead to different results for watermarking extracting after rotation attacks due to different parity of image size. We will discuss that in section 3. , this is horizontal shearing, so the number of rows in image has not any change, but the number of columns changes with the different  . The number of columns in resulting image is either odd or even, this brings us more difficulties to resynchronize watermarking signal. We will discuss the details in section 3.2.
Watermarking resynchronization algorithm to rotation attacks
Rotation attacks model
Given (2 1) (2 1 If a given image I is 2 2 , n n n N  , the situation will be completely different, this because with an any angle  rotation, the size of resulting image will be odd, and then rotate the resulting image, we still get an odd size image r I , i.e., a (2 1) (2 1), n n n N        , the size difference between I and r I is: 2( ) 1.
is obviously an odd number, so there are not integer pixels added around the resulting image, no matter how to crop, one can only get an image that has 0.5 pixel deviation with original image, thus, watermark is desynchronized, see Fig.2 .
Watermarking resynchronization algorithm
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From the model in section 3.2.1, we can see that watermark embedded into the odd size image can resynchronized only rotating the attacked image back to original situation, then crop it out from the resulting image; for even size image, only rotate it back, there will be 0.5 pixel deviation incurred. One can only implement once this process again with any angle, the deviation can be removed. Based on this fact, we give the watermarking resynchronization algorithm as follows:
Let A be an watermarked image with size NN  , rotate it with an unknown angle  getting a new image A with size NN   .
Step 1: If  is known, go to step 3.
Step 
The estimation error is denoted as  , in our experiments, we take it from 1  to 1 . Because there is an error  , if one want to get the accurate value, a local searching algorithm is needed, the researching range is 1 , 1      , generally, the step length can be set to 0.01 .
Step 3: Rotate A with    to obtain corrected image A with size NN    , calculate the starting point ( , ) rc to crop out the image by the following formula:
Then crop out the informative part from A . If the size of original image is odd, go to step 5. 
Step 5: Extract the watermark from B by the watermarking extracting algorithm in section 2.2.
Watermarking resynchronization algorithm to shearing attacks
Shearing attacks model
When a watermarked image undergoes shearing attack with the amount  , even if one can shear directly the resulting image by   to correct it, but because there is an oblique interpolation incurred, so the results will have a sub-pixel location deviation comparing with the original one. That is to say, the watermark has been desynchronized. The detail is shown in Fig.3 , the blue frame is the ideal location of corrected image, and the black frame is the practical location, the filled gray band is the sub-pixel deviation between them. 
Watermarking resynchronization algorithm
In order to remove the deviation, one should find out an appropriate shearing parameter to shear the desynchronizing image again so that the deviation become an integer pixel, thus, the watermark can be resynchronized. Given an image with the size N N  , and it has been sheared by amount  . Here we present the watermarking resynchronization algorithm as follows:
Step 1: If the original shearing amount  is known, go to step 2;
Step 2: If the original shearing amount  is unknown, estimate it by the following equation:
Where  is estimation error, it ranges of [ 0.001, 0.001]

, so one want to get the accurate value of  , the local searching is needed, generally, the searching step length can take 0.0001.
Step 3: Correct the sheared image by   , then crop out the informative part from the starting point ( , ) rc calculated by the following formula:
Step 4: According to the following formula to get a small value of  : 
Step 5 
Step 6: Extract watermark from the resulting image of Step 5 according to the watermarking extracting algorithm in section 3.2.
Experimental results
This section presents the experimental results for the proposed watermarking resynchroniza-tion scheme in DWT domain. In our experiments, Lena, Barbara, Baboon and peppers are all with the size 512 512  used to evaluate the effectiveness of the proposed watermarking resynchronization algorithm. We design a 60 60  binary image as watermark, according to the watermarking embedding algorithm, embed it into the low frequency sub-band of three levels DWT, the wavelet use Haar and S takes 36 , 
Watermarking resynchronization to rotation attacks
Rotate watermarked image with randomly selected angle, we only use the size of the original image and rotated image to estimate the rotation angle by Eq.9, then use a local searching algorithm to implement the resynchronization to rotation attacks in section 3.2.2. The searching range is 1 , 1      , step length is 0.01. In the course of searching to extract watermark, get 201 watermarks, then selected optimal one as the result. The resynchronization process is shown in Fig. 5 , and the extracted watermarks are listed in Table 1 . 
Watermarking resynchronization to shearing attacks
Shear watermarked image with a random amount  , only use the size of the original image and sheared image to estimate the shearing amount by Eq.12, then use a local searching algorithm to implement the resynchronization to shearing attacks in section 3. 
Conclusion
Wavelet transform understands the HVS more closely than the DCT and DFT, so watermark is embedded in DWT domain can obtain better imperceptibility. For DWT based watermarking algorithm, when watermarked images undergo geometric attacks, the watermark is not removed but simply desynchronized. Despite that DWT isn't rotation invariant, as long as we can find out the appropriate resynchronization scheme, the watermark can always be resynchronized. In this paper, we proposed a novel watermarking resynchronization scheme for DWT based watermarking algorithm, it can effectively resynchronize rotation and shearing attacks. The experimental results show that watermark embedded into DWT domain can also obtain favorable geometric robustness, what we should do just only to find out good resynchronization methods.
