The development of teaching materials for future software engineers is critical to the long term success of the Grid. At present however there is considerable turmoil in the Grid community both within the standards and the technology base underpinning these standards. In this context, it is especially challenging to develop teaching materials that have some sort of lifetime beyond the next wave of Grid middleware and standards. In addition, the current way in which Grid security is supported and delivered has two key problems. Firstly in the case of the UK e-Science community, scalability issues arise from a central certificate authority. Secondly, the current security mechanisms used by the Grid community are not fine grained enough. In this paper we outline how these issues are being addressed through the development of a Grid Computing module supported by an advanced authorisation infrastructure at the University of Glasgow.
Introduction
Future Grid engineers require training materials that allow them to understand the way in which current Grid know-how has been delivered, its limitations, and importantly to understand how such middleware can be used to support eScience today. We distinguish understanding the principles and challenges associated with the development of Grid technology and its general usage. The former we regard here as education, whilst the latter can be seen more generally as training. This distinction is important to make since the underlying challenges faced by internet wide heterogeneous distributed systems as addressed by Grid technology remains predominantly the same. The way in which existing software has evolved to meet these challenges is changing however.
In a similar vein, the distinction between Grid usage and e-Science more generally should be made since the borderline between using Grid middleware and undertaking e-Science is often blurred. It is clear that what we would like to achieve is: to educate future computer scientists to engineer improved Grid middleware and to educate e-Scientists to use existing middleware to solve scientific problems. We note here that eScience education and training does not explicitly require or advocate use of Grid technology. Indeed there are many e-Scientists currently undertaking their research with minimal or no Grid infrastructure. In short, the requirements for education and training differ depending upon who the target audience is.
At the time of writing, one of the greatest challenges in delivering materials for educating and/or training future Grid engineers and eScientists is the fluidity of the technological landscape. Grid In short, current experiences with PKIs [13, 14] as the mechanism for ensuring security on the Grid have not been too successful [15, 16] . [3] , GSI [4] , PERMIS [5, 6, 7] and VOMS [8, 9] . Examples of how these compare to one another are described in [17, 18, 19] . It The course itself has just completed and students given positive comments on its content and delivery.
As part of the course, the students were asked to develop a policy through the PERMIS Policy Editor. This policy was then used in the larger programming assignment. 
