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Snort rules can be added on if known signature or using certain keywords. Honeyweb is a 
variant of the Honeypot is intended for web applications. Honeyweb can generate a 
signature for the new unknown web attacks. In this study researched how to integrate the 
receiver on Honeyweb signature to be implemented in Snort. The results of this study is 
the incorporation Honeyweb and Snort with adding scripts autorule.pl and by modifying 
the script from Honeyweb to be able to update the Snort rule. 
Keywords : Honeypot, Honeyweb, Snort. 
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Abstrak 
Rules pada Snort dapat ditambahkan apabila diketahui signaturenya atau 
menggunakan kata kunci tertentu. Honeyweb merupakan salah satu varian dari 
Honeypot yang ditujukan untuk aplikasi web. Honeyweb dapat menghasilkan 
signature untuk serangan web yang baru diketahui. Pada penelitian ini diteliti 
bagaimana mengintegrasikan penerima signature pada Honeyweb untuk 
diimplementasikan pada Snort. Hasil penelitian ini adalah penggabungan 
Honeyweb dan Snort dengan menambahkan script autorule.pl dan dengan 
memodifikasi script dari Honeyweb untuk dapat mengupdate rule Snort. 
 
Kata kunci : Honeypot, Honeyweb, Snort. 
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