

































We have carried out the research on a in-kernel new access control mechanism for 
simplifying the process of describing security policies in operating systems. We introduced 
the concept of phase and class hierarchy into the policy description language and developed 
the protection mechanism for enforcing such policies, allowing intuitive and small 
description of security policies. 
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 前述のセキュア OS の中でも SELinux は，
米国 National Security Agency によって開
発された本格的なセキュア OS 機能を持ち，
Linux のオープンソース・コミュニティに提













































































































































































































































































































































































される false positive が発生しないかどうか
検証する．また，実際の攻撃を想定した攻撃
プログラムを作成し，不正アクセスを確実に
























































































第 2号，166-177 頁，2009 年 6 月．（査読有） 
 
〔学会発表〕（計２件） 
[1] 横川 晃, 品川 高廣, 加藤 和彦．クラ
ス階層型セキュリティポリシーによるアク




2009 年 8 月 6日． 
≪最優秀学生発表賞受賞≫ 
 
[2] 大宮 正大, 品川 高廣, 加藤 和彦．フ
ァイル名の接頭辞を用いた簡易アクセス制
御．コンピュータシステム・シンポジウム 




加藤 和彦（KATO KAZUHIKO） 
筑波大学・大学院システム情報工学研究科・
教授    
研究者番号：90224493 
(2)研究分担者 
品川 高廣（SHINAGAWA TAKAHIRO） 
筑波大学・大学院システム情報工学研究科・
講師 
研究者番号：40361745 
 (3)連携研究者 
なし 
 
 
 
 
 
 
 
 
 
 
 
 
