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Over vertrouwen, betrouwbaarheid en kwaliteit 








In Nederland is men momenteel bezig met de implementatie van een nationale ICT interoperabiliteitsinfrastructuur voor e-overheid onder de naam NORA. Deze referentiearchitectuur moet dienen als een strategisch document dat de regels vastlegt voor het proces van data-uitwisseling tussen verschillende overheidsinstanties op verscheidene niveaus. Het doel van een dergelijke infrastructuur is het geven van een impuls aan de elektronische overheid als zodanig en dient tevens als adviserend geheel voor nationale en regionale overheidsorganen bij de implementatie van nieuwe IT systemen die de relatie tussen overheid en burger zouden moeten dienen. 
	Het gaat daarbij om het verschijnsel van generieke overheidstoepassingen waarvan we er in Nederland in de afgelopen jaren behoorlijk wat gezien hebben. Denk daarbij aan invoering van het BSN en DIGID, maar ook aan toepassingen en applicaties die nog in de kinderschoenen staan, zoals het Elektronisch Kinddossier, het Digitaal Klantendossier, en het door de overheid geïnitieerde private product het Elektronisch Patiëntendossier. Daarnaast zijn er de voor de burger minder zichtbare initiatieven, zoals de diverse registers die werden en worden aangepakt, zoals de (nog niet afgeronde) modernisering van de GBA, het Kadaster en het Niet-ingezetene Register. In veel van deze gevallen is de lokale overheid verantwoordelijk voor implementatie van de applicaties, waardoor de burger afhankelijk wordt van de snelheid waarmee de lokale overheid de (nieuwe) diensten gaat faciliteren. 

Een dergelijke voortschrijdende digitalisering van ‘de Nederlandse overheid’ gaat gepaard met een veelvoud aan uitdagingen. De grootste uitdaging die in mijn ogen moet worden aangepakt is het vergroten van het vertrouwen van de burger in de elektronische overheid. De groei van beschikbare e-overheid software en de rol die deze applicaties hebben in termen van interactie met de burger, zou moeten leiden tot de (h)erkenning dat vertrouwen van de burger in dergelijke systemen een randvoorwaarde is voor (elektronisch) succes op grote schaal. En dat vertrouwen ziet niet alleen op vertrouwen in het systeem. Ook vertrouwen in de overheid zelf en vertrouwen in de, soms juridisch bindende, handelingen van de overheid op basis van het IT systeem zijn van groot belang. Tot slot moet dat vertrouwen ook zien op de data die in deze systemen is opgeslagen, wordt verwerkt en wordt gegenereerd. Maar hoe kunnen wij omgaan met het vertrouwen van een burger in een interoperabiliteitsraamwerk voor e-overheid? 

Voordat ik mijn persoonlijke opvatting zal geven over de vraag waar de focus zou moeten liggen voor de overheid met betrekking tot implementatie van een nationaal e-overheid interoperabiliteitsraamwerk, dienen eerst de diverse termen nader te worden toegelicht. 

2.	Terminologie
Volgens de ideeën achter NORA, is NORA “bestemd voor professionals, zoals management-adviseurs, informatiemanagers, architecten, ontwerpers van processen en systemen en ICT-ontwikkelaars. Door gebruik te maken van NORA kunnen deze professionals hun bestuurders en managers beter adviseren.”​[2]​ Dit betekent niet meer dan dat een specifieke groep van professionals moeten werken met deze infrastructuur en deze infrastructuur moeten kennen en begrijpen. Dit is niet makkelijk. Gezien de grote diversiteit in de doelgroepen die met NORA worden aangesproken, ontstaat er een probleem met de verschillende contexten waarvoor NORA bedoeld is, en de daaruit voortvloeiende terminologie. Verschillende termen verschillen immers in betekenis afhankelijk van de context of discipline waarin de termen gebruikt worden. De exacte betekenis van een term dient dus vooraf helder te zijn om verkeerde interpretatie en gebruik te voorkomen. In het kader van deze bijdrage zijn met name de termen interoperabiliteit, vertrouwen, betrouwbaarheid en kwaliteit van belang. Interoperabiliteit is immers het kernprincipe dat vertrouwen, betrouwbaarheid en kwaliteit van en in de elektronische overheid moet realiseren.

Interoperabiliteit
Interoperabiliteit is een van de kerntermen van NORA, maar kan verschillende betekenissen hebben die context- of disciplineafhankelijk zijn. Dit varieert van een min of meer beperkte visie op interoperabiliteit, waarbij interoperabiliteit vooral beschouwd wordt als technisch of organisatorisch vraagstuk, tot een meer brede definitie van interoperabiliteit dat een mix toelaat van verschillende disciplines. De IEEE bijvoorbeeld geeft de volgende beperkte definitie: “the ability of two or more systems or components to exchange information and to use the information that has been exchanged” ​[3]​. Meer recent kwam de ISO (International Standards Organisation) met een vergelijkbare definitie, die ziet op interoperabiliteit als technische standard. Volgens het ISO is interoperabiliteit: “the capability to communicate, execute programs, or transfer data among various functional units in a manner that requires the user to have little or no knowledge of the unique characteristics of those units.”​[4]​ Afhankelijk van de ideeën die een organisatie heeft over interoperabiliteit kan zowel de beperkte als brede visie worden aangehangen, maar dit betekent meteen dat ook de condities of randvoorwaarden van interoperabiliteit veranderen. Alleen een technische betekenis van interoperabiliteit erkennen, betekent onherroepelijk dat de organisatorische of juridische inhoud van systemen buiten beschouwing gelaten zullen worden. 
	De visie delend van het Forum Standaardisatie, kan ik niet anders dan stellen dat de beperkte visie op interoperabiliteit niet bruikbaar is in een interoperabiliteitsraamwerk voor e-overheid, simpelweg omdat interoperabiliteit in dit geval veel meer is dan alleen een technisch vraagstuk. In de woorden van het Forum Standaardisatie, moet interoperabiliteit beschouwt worden als “a means to the end of enabling agencies, organizations, and groups of users (citizens or businesses), municipalities, regions, or even nation states to interact with each other more efficiently and effectively. The overall purpose of interoperability is to improve these organizational and societal interactions.”​[5]​ Het RAND rapport geeft weer een andere definitie van interoperabiliteit: “The ability of distinct systems to communicate and share semantically compatible information, perform compatible transactions, and interact in ways that support compatible business processes to enable their users to perform desired tasks.”​[6]​ Het Europees Interoperabiliteit Raamwerk (European Interoperability Framework (EIF), dat streeft naar interoperabiliteit voor PAN-Europese e-overheidsdiensten gebaseerd op open software en het gebruik van open source stimuleert, gebruikt een vergelijkbare definitie: “a set of standards and guidelines that describes the way in which organisations have agreed, or should agree, to interact with each other.” Boven is een interoperabiliteitsraamwerk volgens het EIF, “not a static document and may have to be adapted over time as technologies, standards and administrative requirements change.”​[7]​ 
	Interoperabiliteit is met andere woorden een subtiele combinatie van verschillende disciplines waaronder, maar niet uitsluitend, de technische, organisatorische, economische en juridische discipline. De gemene deler van deze disciplines zijn de voorwaarden waarmee zij rekening moeten houden bij het implementeren van ICT systemen voor de elektronische overheid. Deze voorwaarden zijn in mijn optiek vertrouwen, betrouwbaarheid en kwaliteit. Zonder deze drie voorwaarden, of een van deze voorwaarden, is het onmogelijk om vanuit welke discipline dan ook een valide systeem neer te zetten dat bruikbaar is en gebruikt wordt door de burger. Met andere woorden: vertrouwen, betrouwbaarheid en kwaliteit leveren de legitimiteit van een systeem op. De termen hangen dus met elkaar samen en moeten daarom de onderliggende basis zijn van een Nederlands raamwerk voor interoperabiliteit.

Vertrouwen
Om de elektronische overheid succesvol operabel te maken is vertrouwen vanuit de burger een inherente voorwaarde. Maar wat is dat vertrouwen nu eigenlijk? Ook hierover bestaat geen consensus onder de verschillende auteurs.​[8]​ In de context van elektronische handel bijvoorbeeld, wordt vertrouwen beschouwd als een subjectieve beoordeling van een partij die een bepaalde transactie wil verrichten.​[9]​ In de context van deze bijdrage moet vertrouwen gedefinieerd worden als ‘de verwachting dat op een belofte van een individu of groep vertrouwd kan worden’. ​[10]​ Kennelijk is er dus een zekere mate van kwetsbaarheid nodig om vertrouwen in het leven te kunnen roepen. Burgers geven een bepaalde mate van controle op door een andere partij (de overheid of de technologie) een bepaalde transactie te laten verrichten. Ook hierbij is context bepalend voor de manier waarop vertrouwen wordt geacht aanwezig te zijn. In dit geval is de te vertrouwen partij niet bekend met de burger (er bestaat geen een-op-een relatie tussen overheid en burger) wat het moeilijker maakt om een bepaalde mate van controle op te geven. Niettemin vertrouwd de Nederlandse burger onze overheid kennelijk met persoonlijke gegevens, in tegenstelling tot bijvoorbeeld (het historisch belaste) Duitsland​[11]​ of de voormalige Oostbloklanden. 
	Dit betekent niet noodzakelijkerwijs dat de burger ook de software applicaties van de elektronische overheid vertrouwt. ​[12]​ Technologische turbulentie (de toenemende groei van het internet en haar applicaties, en het nieuwe karakter en de onzekerheid die online transacties meegebracht hebben) kan resulteren in wantrouwen in de elektronische overheid om de simpele reden dat het technologisch instrument (het internet) op zichzelf niet wordt vertrouwd. Vertrouwen lijkt daarom mede gebaseerd te zijn op een bepaalde bewijswaarde. Om iemand (bijvoorbeeld de overheid) of iets (bijvoorbeeld digitale communicatie) te kunnen vertrouwen, moet er sprake zijn van een soort van bewijs van betrouwbaarheid. Dit kan worden gerealiseerd door bijvoorbeeld cryptografie of door berichten digitaal te ondertekenen met een (digitale) handtekening. Dergelijke technieken leveren dan het ‘bewijs’ dat iets betrouwbaar genoeg is om het vertrouwen aan te schenken. Zulk bewijs kan (en moet) ook gevoed worden door transparantie. Het is daarom belangrijk dat burgers enige kennis kunnen verwerven van de wijze waarop systemen in elkaar steken. Dat ze weten dat gegevens niet lukraak worden uitgewisseld, maar dat ook de overheid noodzakelijkheid van uitwisseling vereist. Zelfs als burgers dan weten dat er iets is gebeurd met hun data​[13]​, kan dit leiden tot een vergroting van het vertrouwen in de elektronische overheid en daarmee ook tot vergroting van het vertrouwen in de overheid zelf. De burger heeft dan niet langer het idee dat als er wat gebeurt, dit direct in de doofpot wordt gestopt. 
	Met Bélanger​[14]​ ben ik van mening dat er onderscheid gemaakt moet worden tussen verschillende typen van vertrouwen in de elektronische overheid. Vertrouwen in de overheid zelf (process-based trust​[15]​) en vertrouwen in de technologie die de overheid gebruikt (institution-based trust). Vertrouwen in een autoriteit verschilt immers zeer van vertrouwen in technologie. Process-based trust, vereist, zoals de term al aangeeft, een bepaalde vorm van interactie, institution-based trust vereist dit niet. Vertrouwen in technologie is onpersoonlijk (er is geen gemene deler van waarden) terwijl vertrouwen in de autoriteit meer persoonlijk is (er wordt uitgegaan van een bepaalde gemene deler van waarden). Dit houdt in dat vertrouwen in het internet moet worden beschouwd als institution-based trust, waarbij de perceptie van het individu op het ‘instituut’ en de elementen van die omgeving zorgen voor een bepaalde mate van veiligheid. Vertrouwen op veilige communicatie dus. Daardoor betekent vertrouwen in technologie ook meteen vertrouwen op veiligheid. Vertrouwen in de overheid vereist echter inzicht van de burger in de integriteit en de mogelijkheid van de autoriteit om bepaalde diensten elektronisch aan te bieden. Vertrouwen in mijn optiek is dan de verwachting dat de beloften en handelingen van overheidsorganen en instituten betrouwbaar zijn. Dit vertrouwen heeft zowel betrekking op het vertrouwen van een individu als van het vertrouwen van het volk als geheel. Individueel vertrouwen is daarbij gebaseerd op individuele ervaringen met de overheid en op de ervaringen die anderen hebben met die overheid en dit vertrouwen (of het gebrek daaraan) wordt ondersteund door de media en het zicht op de output van de overheid (output transparency). Publiek vertrouwen daarentegen wordt vooral gevoed door media en het zicht op de output. Hier is wederom zichtbaar dat context een bepalende factor is voor het creëren van vertrouwen, in welke vorm dan ook. 
	Zonder vertrouwen in het interoperabiliteitsraamwerk en daarmee in de e-overheid, zal de elektronische overheid nimmer succesvol kunnen zijn. Burgers zullen de e-overheid applicaties simpelweg niet willen gebruiken wanneer ze er niet van op aan kunnen dat het systeem hun vertrouwen waardig is.​[16]​

Betrouwbaarheid
Betrouwbaarheid ziet niet alleen op de technische betrouwbaarheid van een systeem (stabiliteit, veiligheid), maar ook op betrouwbaarheid en kwaliteit van data en tot op zekere hoogte op vertrouwen in de gegevensverstrekkende partij, de overheid. Als verdedigd kan worden dat X betrouwbaar is, dan kan betrouwbaarheid worden aangenomen. Het maakt dan niet uit of het de betrouwbaarheid van het systeem of de data betreft. Ik deel de mening van Vedder en Wachtbroit dat betrouwbare informatie het volgende betekent: “justified information, information that we would be justified in believing […] not necessarily meaning that information is true.”​[17]​ Dit betekent uiteraard niet dat de informatie niet ‘waar’ moet zijn, maar dat informatie als ‘waar’ kan worden beschouwd en dat dit idee over waarheid mettertijd kan veranderen. De auteurs maken bovendien onderscheid tussen twee categorieën waarop betrouwbaarheid kan worden gebaseerd,​[18]​ de zogenaamde content en pedigree criteria. Content criteria refereren aan de data zelf en de pedigree criteria refereren aan, onder meer, de context waarin deze informatie wordt geboden (door bijvoorbeeld een autoritaire bron). Content kan als betrouwbaar worden beschouwd als er bewijs is dat deze betrouwbaarheid kan staven. Logica wordt ook beschouwd als een bepalende factor. Als informatie duidelijk tegenstrijdig is of absurde inhoud bevat (subject-matter criterium), dan is het waarschijnlijk dat informatie niet betrouwbaar is. Logica en het subject-matter criterium ondersteunen echter alleen de claim dat informatie betrouwbaar is; ondersteunend bewijs moet de definitieve betrouwbaarheid vaststellen. Als ondersteunend bewijs ontbreekt kunnen de pedigree criteria een helpende hand bieden in de vaststelling van betrouwbaarheid van informatie. Deze criteria zijn belangrijk omdat de content criteria alleen niet voldoende zijn om de doorslaggevende factor te zijn om betrouwbaarheid te kunnen aannemen. De autoriteit (als een van de pedigree criteria), in dit geval de Nederlandse overheid, speelt een belangrijke rol in de aanname dat bepaalde informatie correct is. De autoriteit verleent hiermee als het ware de geloofwaardigheid. Afhankelijk van de kenbaarheid van de bron van de informatie kan de burger dus ook aannemen dat informatie betrouwbaar is. Disclaimers bijvoorbeeld staan dan ook raar op een overheidswebsite waarvan geacht wordt dat de geboden informatie als ‘waar’ kan worden aangenomen. Het doel van een disclaimer is immer om verantwoordelijkheid af te wijzen voor de geboden informatie. Mogen burgers er echter niet op vertrouwen dat de overheid betrouwbare informatie aanbied op haar eigen website? Een disclaimer is daarnaast ook nog eens in strijd met de BurgerServiceCode welke vaststelt dat alle communicatiewegen van de overheid als gelijk beschouwd moeten worden. Met andere woorden, door disclaimers toe te staan ondermijnt de overheid zijn eigen beleid en wordt het signaal gegeven dat digitale communicatie met de overheid niet te vertrouwen is. Het is dan dus niet zo gek dat burgers de online applicaties van de overheid niet vertrouwen. We hebben bovendien als burgers recht op complete en correcte informatie.​[19]​ 
Met Prins ben ik bovendien van mening dat ‘een overheid die serieus elektronisch wil communiceren met haar burgers, zich niet moet onttrekken aan haar verantwoordelijkheid over deze informatie door te verwijzen naar de kleine lettertjes.’​[20]​ Betrouwbaarheid legt daarmee meteen de nadruk op betrouwbaar gebruik van de data door de overheid. Zonder de overtuiging dat een burger er op kan vertrouwen dat de overheid informatie betrouwbaar gebruikt (bijvoorbeeld eerlijk, transparant en verstandig / noodzakelijk gebruik), kan betrouwbaarheid niet worden aangenomen. 
	De waarde van bewijs kan worden ontleend aan bijvoorbeeld technische maatregelen op basis waarvan de informatie wordt gecommuniceerd. Als informatie bijvoorbeeld wordt gecommuniceerd nadat een burgers is ingelogd op een overheidswebsite (een functionaliteit die vaak bekend staat als ‘Mijn Loket’ of Digitaal Loket’), dan kan de burger hieruit een bepaald vertrouwen in integriteit van de data ontlenen. Hetzelfde geldt voor documenten die (digitale) handtekeningen bevatten of versleuteld zijn. Technische middelen kunnen dus de betrouwbaarheid ondersteunen. 

Kwaliteit
Wanneer men spreekt over kwaliteit in de relatie e-overheid komen verscheidende zaken naar voren. Het eerste punt dat naar voren komt is de kwaliteit van de informatie zelf. Het tweede belangrijke aspect is de kwaliteit van het systeem en ten slotte de kwaliteit van de overheid. Kwaliteit van informatie is inherent gerelateerd aan de eerder besproken termen. De term heeft echter verscheidene betekenissen. De Dikke van Dale​[21]​ geeft de volgende definitie:





Kwaliteit van informatie is in dit geval echter niet iets zoals goed of kwaad, noch is het een bepaalde karakteristiek van informatie die de hoedanigheid of functie daarvan omschrijft. Het is duidelijk iets dat een hoge standaard vereist, maar leidt dit meteen tot een idee over goede kwaliteit van informatie? Waar kwaliteit wél naar verwijst is ‘de mate waarin iets geschikt is om voor een bepaald doel te worden gebruikt’. Deze ‘waarde’ wordt dan bepaald door criteria zoals betrouwbaarheid en vertrouwen. Als informatie betrouwbaar is en men vertrouwen heeft in het gebruik van informatie, dan heeft informatie een redelijke kwaliteit. Op deze kwaliteit heeft de burger echter zelf ook invloed. De Wet Bescherming Persoonsgegevens geeft burgers immers rechten met betrekking tot de verwerking van persoonsgegevens, óók in de context van de elektronische overheid. Hieronder vallen onder meer het recht op transparantie (recht om te weten welke data wordt verwerkt) van artikel 35, het recht om te verzoeken gegevens te wijzigen, verwijderen, verbeteren of te beschermen tegen gebruik door derden (artikel 36) en het recht om bezwaar te maken tegen verwerking van gegevens (artikel 40). Gevolg hiervan is dat burgers tot op zekere hoogte controle kunnen uitoefenen op de kwaliteit van gegevens.  
De kwaliteit van het systeem is ook een bepalende factor wanneer het op kwaliteit van informatie en op vertrouwen aankomt. Als het systeem op zichzelf kwalitatief in orde en betrouwbaar lijkt, is het waarschijnlijk dat daarmee deels de kwaliteit van de informatie kan worden aangenomen. De techniek heeft dan geen of verminderde onvoorspelbare invloed op de data zelf. Dit betekent niet dat de techniek geen invloed op de data als zodanig kan uitoefenen, maar dat deze invloed gecontroleerd plaatsvindt (denk aan het automatisch verzamelen en verwerken van data). Ook de veiligheid van het systeem is van invloed op de aanname dat informatie kwalitatief in orde is. Veiligheid betekent in dit geval dat het systeem minimaal gevoelig is voor invloeden van buitenaf en dat inbreuken gemeld worden aan de burger (transparantie). 
De kwaliteit van de overheid is ten slotte ook van belang om te kunnen geloven in de optimale kwaliteit van informatie. Als de overheid betrouwbaar geacht kan worden en kan worden vertrouwd, dan is het aannemelijk dat de informatie die wordt geboden of verwerkt kwalitatief ook in orde is. Een vermindering van vertrouwen in de overheid door bijvoorbeeld fraude, ondemocratische beslissingen en dergelijke zal zorgen voor een directe vermindering van het vertrouwen in de kwaliteit en betrouwbaarheid van informatie. 

3.	Randvoorwaarden voor het interoperabiliteitsraamwerk – verwachtingen, hoop en wensen van de burger
Maar wat wil die burger nou eigenlijk van de overheid? De burger hoopt, verwacht én wil ten minste dat de overheid te vertrouwen is en zorgt voor betrouwbare, kwalitatief goede informatie in de uitwisseling tussen haar eigen organisatie en andere overheidsorganisaties. Ook moet de communicatie met de burger betrouwbaar zijn en van een bepaalde kwaliteit. Dit is met waarborgen omgeven door de Algemene Beginselen van Behoorlijk Bestuur (zowel de ongeschreven regels als de regels neergelegd in de Algemene Wet Bestuursrecht) als in de BurgerServiceCode. De burger mag dan ook een samenhang verwachten tussen deze beginselen en de nieuwe IT applicaties (en hun infrastructuur) die door de overheid worden geïnitieerd teneinde de burger beter digitaal van dienst te kunnen zijn. 

Wat is nu eigenlijk het doel van het interoperabiliteitsraamwerk en hoe wordt die burger hiermee gediend? Als het doel van het raamwerk vooral op kostenreductie geënt is, dan zullen de richtlijnen van het raamwerk sterk verschillen van een raamwerk dat georiënteerd is op dienstverlening, simpelweg omdat de economische factoren de boventoon voeren. Om tegemoet te kunnen komen aan de verwachtingen van de burger – een betrouwbare overheid die op een rechtmatige manier omgaat met gegevens – dan moet het uitgangspunt van het interoperabiliteitsraamwerk toch gelegen zijn in dienstverlening. Hiermee rust een zware taak op de opstellers van het raamwerk. Oriëntatie op dienstverlening betekent immers dat alle disciplines moeten worden meegenomen om een legitiem en betrouwbaar raamwerk te kunnen construeren. Als gevolg daarvan moeten zowel de juridische, economische, organisatorisch en technische uitdagingen in het strategisch document worden opgenomen. Slecht wanneer vertrouwen, betrouwbaarheid en kwaliteit als kerndoelen van het interoperabiliteitsraamwerk worden geformuleerd kunnen de verwachtingen van de burger worden waargemaakt. Het verminderen van administratieve lasten bijvoorbeeld bestaat immers niet alleen uit het bieden van digitale wijzen van communiceren met de overheid. De burger moet deze middelen ook kunnen vertrouwen en moet de middelen dan ook als betrouwbaar kunnen beschouwen. Deze betrouwbaarheid kan alleen worden geacht aanwezig te zijn als ook de kwaliteit kan worden aangenomen. 

4.	Conclusie
Burgers moeten er op kunnen vertrouwen dat er samenhang bestaat tussen de randvoorwaarden van interoperabiliteit zoals deze worden beschreven in de strategische documenten van NORA. Het is echter misschien slechts iets waar zij op kunnen hopen, in plaats van iets wat zij kunnen verwachten. Transparantie is immers randvoorwaarde voor kenbaarheid van de overheid en daarmee voor het construeren van het vertrouwen. Transparantie is echter een lastig begrip, want wat voor de één transparant genoeg is, is dat voor de ander niet. Ook een bepaald natuurlijk wantrouwen dat burgers jegens de overheid hebben betekent dat alleen transparantie niet voldoende is. Betrouwbaarheid van systemen, hun inhoud en daarmee vertrouwen in e-overheid​[22]​ leiden tot vertrouwen van de burger die betrokken is bij de interactie met dat overheidsorgaan. Vertrouwen in de autoriteit of autoriteiten die verantwoordelijk zijn voor de uit te wisselen data zijn mede bepalend voor legitiem gebruik van interoperabele systemen. Vertrouwen wordt immers gegeven door de kwetsbare burger en deze kwetsbaarheid moet legitiem worden beantwoord. De burger moet bovendien kunnen vertrouwen op vertrouwen tusssen de diverse overheidsorganen, want als deze elkaar niet vertrouwen, hoe kunnen ze dan betrouwbaarheid van systemen en data garanderen? Oude en vervuilde data bijvoorbeeld kunnen leiden tot een grotere administratieve last wanneer deze data onderling wordt uitgewisseld en hebben tot resultaat dat het vertrouwen in de overheid kleiner wordt, omdat de overheid haar handelingen zou kunnen baseren op foutieve informatie. Dit heeft uiteraard niet als gevolg dat de burger zelf geen verantwoordelijkheid meer zou moeten nemen voor de data die bij de overheid rust. De burger zelf is immers degene die de plicht heeft om correcte informatie te geven en om informatie zo nodig te wijzigen.​[23]​ Doordat verscheidene systemen op verschillende niveaus aan elkaar worden gekoppeld is het een enorme last voor de burger om zijn gegevens te corrigeren indien het uitwisselingsproces niet transparant verloopt. Waar moet de burger dan zijn met zijn klacht en wijziging? Het is dan de taak van overheid om te zorgen voor lastenvermindering. Dat de overheid dit erkent is evident. De Wet Eenmalige Gegevensuitvraag zorgt immers al voor een mogelijkheid om slechts éénmaal gegevens te hoeven afgeven en zorgt dat de bronhouder verantwoordelijk wordt voor de kwaliteit van de dataset. De overheid moet zich echter bewust zijn van het feit dat de Wet Bescherming Persoonsgegevens de burger rechten geeft die niet afhangen van de status van de bronhouder. Waar wetgeving zorg draagt voor eenmalige uitvraag van gegevens, kan ook verwacht worden dat wijziging van gegevens over de hele linie worden doorgevoerd. Alleen dan kan de burger vertrouwen op legitiem gebruik van gegevens voor overheidsdoeleinden en zal de burger overheid én data als betrouwbaar beschouwen.

Mijn advies?
-	Vertrouwen is van wezenlijk belang, transparantie en betrouwbaarheid zijn daarvan een inherent onderdeel en moeten worden opgenomen als basisregel in ons interoperabiliteitsraamwerk,
-	Kwaliteitsgarantie is een taak van overheid én burger, maar de overheid heeft een zwaardere verantwoordelijkheid hierin, omdat hij verantwoordelijk is voor uitwisseling van gegevens,
-	De burger moet een gecentraliseerde mogelijkheid hebben om gegevens te wijzigen, corrigeren, aan te passen of bezwaar te maken tegen gebruik van haar gegevens,
-	De overheid moet de mogelijkheid krijgen andere overheidsorganen aan te spreken op kwaliteit van data,
-	De Wet Bescherming Persoonsgegevens speelt een enorme rol bij de uitwisseling van gegevens en de kernwaarden van de WBP, doelbinding, transparantie, legitimiteit, veiligheid. kwaliteit en proportionaliteit moeten in acht worden genomen om vertrouwen te garanderen,
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