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Abstrakt 
FITkit slouží studentům, kteří chtějí získat hlubší znalosti hardwaru a programování vestavěných 
systémů. Nicméně, stále existuje mnoho způsobů, jak vlastnosti FITkitu  vylepšit (například 
bezdrátovou komunikací). Jeden z nejčastěji používaných způsobů, jak toho dosáhnout, je pomocí 
bluetooth. Díky rozšiřujícímu modulu, který byl navržen, mohou studenti získat nové zkušenosti, 




FITkit is used by students wishing to obtain a deeper knowledge of hardware and programming 
embedded systems. However, there are still many ways to improve properties of FITkit, such as 
wireless communication. One of the most common ways to implement wireless communication is via 
Bluetooth. Thanks to module, that was designed, students can gain new experience, which later will 
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Harald Bluetooth, dánský král vládnoucí v 10. Století našeho letopočtu. Proslul díky svým 
diplomatickým schopnostem, kterými přiměl znepřátelené kmeny k vzájemné komunikaci a jednání. 
Technologie Bluetooth si vytyčila cíle podobné – usnadnit komunikaci mezi nejrůznějšími 
zařízeními. A právě této analogii vděčí technologie Bluetooth svému jménu.    
Bluetooth zařízení nalezneme všude tam, kde existuje potřeba komunikovat na krátkou 
vzdálenost (v řádech metrů). Díky neustálému vývoji (navyšování rychlosti přenosu, zvyšování 
bezpečnosti, zavádění nových profilů atd.) dosáhla značné popularity a uplatňuje se v nejrůznějších 
odvětvích. Nalezneme ji nejen v mobilních telefonech, ale i fotoaparátech, tiskárnách, autorádiích aj.   
Cílem této práce je rozšířit schopnosti FITkitu o možnost bezdrátové komunikace typu 
bluetooth. Protože je FITkit výukovou platformou, a nemá tak určeno žádné konkrétní užití, je 
u navrhovaného modulu kladen důraz na obecný přenos dat. Význam přenášeným dat je dán aplikací, 
která „běží“ na FITkitu a bluetooth používá. Pro bluetooth modul se jedná pouze o informace, které je 
nutno přenést. Pokud bychom použili některý ze „specializovaných přenosových módů“, kterými 
bluetooth disponuje (reprezentováno implementovaným profilem, viz kapitola 2.1.2), byla by 
sémantika dat odvozena na základě firmwaru modulu, nikoliv aplikace.  
Úvodní kapitola popisuje základy bluetooth technologie. Nesnaží se dopodrobna vysvětlit, jak 
pracuje a co vše je k její činnosti potřeba. Vzhledem ke složitosti a velkému množství funkcí (dané 
množstvím existujících profilů), které bluetooth poskytuje, by tento popis zdaleka přesáhl možnosti 
této práce. Spíše se snaží vysvětlit základní pojmy, se kterými přijde uživatel při používání bluetooth 
do styku.  
Další kapitola popisuje sériovou linku (RS232), která slouží pro komunikaci bluetooth modulu 
s FITkitem. Popisuje princip přenosu i možnosti, které standart nabízí (zejména se jedná o možnosti 
handshakingu).   
Následující kapitola se zabývá návrhem modulu. Popisuje vlastnosti použitého bluetooth čipu 
F2M03GLA (jeho rozhraní, specifikaci a možnosti, které nabízí), řešení napájení modulu, resetovací 
obvod a manuální vstupy pro ovládání činnosti modulu. Zmiňuje výhody a nevýhody rozhraní, 
kterými by bylo možné modul připojit k FITkitu. V poslední části je uveden interface modulu 
s popisem jednotlivých signálů. Jsou zde vyznačeny důležité signály, které musejí být ošetřeny ve 
všech aplikacích, které modul použijí. 
Kromě samotného hardware je také důležitý firmware, kterým je čip vybaven. Použitý 
bluetooth čipu je dodán s Wireless UART verzí, o níž pojednává další kapitola. Popisuje zde použití 
rozhraní pro komunikaci s připojeným zařízením a kroky, které je nutné vykonat pro konfiguraci 
čipu. Kromě něj také v krátkosti zmiňuje ostatní verze firmware, které jsou pro bluetooth čip 
dostupné. 
Předposlední kapitola zmiňuje možnosti použití modulu a ukazuje nejjednodušší možnost jeho 
použití. Je zde popsán postup, který umožní ovládat skrze FITkit připojené bluetooth zařízení pomocí 
počítače. Tento postup je významný, protože lze použit i pro ladění bluetooth komunikace 
a konfiguraci bluetooth modulu. Protože výrobce dodává pro své bluetooth čipy i konfigurační 
software (pouze pod operační systém Windows), je pro jeho použití nutné zpřístupnit čip pro přímou 
komunikaci po sériové lince.  
Závěrečná kapitola stručně shrnuje dosažené výsledky a snaží se nastínit možnosti dalšího 




Bluetooth je bezdrátová technologie, umožňující komunikaci několika zařízení na krátkou vzdálenost. 
Jejími základními rysy jsou robustnost, jednoduchá implementace, levná výroba a nízká spotřeba.  
Počátek vývoje Bluetooth spadá do roku 1994, kdy divize společnosti Ericsson, Mobile 
Communications Division, zadává k vypracování studii, jak nahradit kabelové propojení za 
bezdrátové. V roce 1998 spolu se společnostmi IBM, Toshiba, Intel a Nokia zakládá Bluetooth 
Special Interest Group (BSIG), která, o rok později, zveřejňuje první specifikace (verze 1.0a a 1.0b). 
Obě však trpí mnoha nedostatky (problémy s kompatibilitou, problematická implementace piconet sítí 
atd.). Ty napravuje nová verze 1.1, která se stala v průmyslu běžně používanou. Verze 1.2 z roku 
2003 zavádí možnost rychlého vytvoření připojení (Fast Connection Setup).  
Téměř všechna zařízení v dnešní době používají standart 2.0 z roku 2004, nejčastěji s 
rozšířením Enhanced Data Rate (EDR), které navyšuje rychlost přenosu. Oproti tomu, novější 
verzi (2.1) z roku 2007 implementuje minimum zařízení a k jejímu rozšíření dochází velmi pozvolna. 
V dubnu 2009 byla vydána zatím poslední specifikace 3.0 HS (high speed), která zejména navyšuje 
rychlost přenosu a rozšiřuje možnosti přenosu do oblasti multimédií. 
Bluetooth pracuje ve frekvenčním pásmu 2,4 GHz ISM (Industrial Scientific Medical), které je 
celosvětově nelicencované. Frekvenční rozsah bluetooth komunikace je od 2,402 GHz do 2,480 GHz 
(nevyužívá tedy celé pásmo). Vzdálenost jednotlivých komunikačních kanálu je 1 Hz, to nám dává 
celkem 79 možných kanálu, ve kterých může probíhat komunikace. Protože je v tomto pásmu vysoká 
pravděpodobnost obsazení jinými komunikujícími zařízeními (WI-FI, jiný Bluetooth přenos atd.), 
implementuje bluetooth techniku Advance Frequency Hopping Spread Spectrum 
(AFHSS). Ta za vteřinu vykoná 1600 skoků mezi jednotlivými kanály, čímž omezuje rušení a lépe 
využívá přenosové pásmo. 
Specifikace dále definuje tři výkonnostní třídy, které se liší výstupním výkonem a 
komunikačním dosahem. Vzhledem k omezení výstupního výkonu, který definuje danou třídu, může 
jedno zařízení spadat do více tříd (omezením výstupního výkonu jej můžeme zařadit do nižší třídy, 
většina zařízení je v tomto ohledu konfigurovatelná). Udávaný dosah je pouze teoretický a platí pro 
otevřený prostor. V případě, že mezi komunikujícími zařízeními jsou překážky (např. zeď), 
komunikační dosah rychle klesá (zvyšuje se počet špatně přenesených paketů). V nabídce výrobců 
můžeme nalézt i taková zařízení, které dosahují vyšších hodnot dosahu (např. 250 m, výjimkami 
nejsou i dosahy přes 1000 m).  
 
Třída Výstupní výkon mW (dBm) Přibližný dosah [m] 
Class 1 100 mW (20 dBm) 100 
Class 2 2.5 mW (4 dBm) 10 
Class 3 1 mW (0 dBm) 1 
Tabulka 1: Bluetooth třídy 
 Každé bluetooth zařízení má od výroby přiřazeno 48bitové unikátní číslo, které slouží k jeho 
identifikaci (obdoba MAC adres, jak je známe u ethernetu). Pro člověka je tento systém nepraktický a 
těžko zapamatovatelný. Proto lze každému bluetooth zařízení přiřadit ASCII řetězec, pod kterým je 
uživatelů reprezentován (zobrazuje se jako výsledek inqury procedury, je uložen v seznamu 
„důvěryhodných zařízení“ atd.). Tento řetězec může uživatel měnit (nemusí platit ve speciálních 
případech, kdy zařízení nedisponuje potřebným uživatelským rozhraním – např. u náhlavní 
soupravy). 
 Informace pro kapitolu 2 Bluetooth byly získány z (1), (2), (3), (4), (5), (6), (7). 
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2.1 Architektura 
Architekturu Bluetooth lze rozdělit na „systémovou část“ (tzv. jádro) a „aplikační část“, realizovanou 
tzv. profily (profiles). Jádro se stará o přenos dat, vytváření a řízení piconet sítí atd. Oproti tomu 
profily poskytují funkcionalitu, kterou se zařízení „projevuje navenek“. Oddělením implementace 
bezdrátového přenosu a funkcionality se stává přenos pro profily transparentním. Lze tak snadno 
vytvářet profily, které zajistí kompatibilitu se standardy, které jsou běžně používané v praxi (např. pro 
připojení do IP sítí). 
2.1.1 Jádro 
Implementace jádra se skládá z několika vzájemně navazujících vrstev, kdy každá vyšší vrstva 
využívá služeb vrstvy nižší. Nejnižší je Radio, po ní následuje Baseband, Link Manager Protocol 
(LMP), Host Controller Interface (HCI) a Logical Link Control and Adaptation Protocol (L2CAP). 
Tato hierarchie není přesná, bluetooth stack, na rozdíl od ISO/OSI modelu, není zcela „vrstvený“. 
Dovoluje vyšším vrstvám přistupovat i k nižším vrstvám, které neleží přímo pod nimi.  
Radio je nejnižší vrstva, která reprezentuje přímo hardware. Nalezneme zde implementaci 
všech nutných procedur pro bezdrátový přenos (AFHSS algoritmus, modulace pomocí EDR nebo 
Basic Rate atd.).  
Baseband  specifikuje a implementuje přístupové médium a procedury fyzické vrstvy (vrstva 
radio). Specifikuje topologii sítě (mono-slave, multi-slave, scatternet), typy paketů (standardní Basic 
Rate nebo volitelný Enhanced Data Rate). 
Link Manager Protocol (LMP) se stará o všechny aspekty týkající se bluetooth 
komunikace mezi dvěma zařízeními. To zahrnuje vytváření a řízení spojení, přihlašování a šifrování, 
ale také zjišťování stavu piconet sítě a zařízení v ní. 
Host Controller Interface (HCI) poskytuje jednotné rozhraní pro přístup k vrstvě 
Baseband a Link Manager. Obsahuje také příkazy pro přístup ke konfiguračním registrům 
(hardwarové registry, registry událostí a kontrolní registry). 
Logical Link Control and Adaptation Protocol  (L2CAP) implementuje 
QoS, poskytuje prostředky pro segmentaci posílaných paketů a jejich zpětné sestavení.  
2.1.2 Profily 
Profil definuje funkcionalitu zařízení, které ho implementuje. V podstatě se jedná o obdobu 
aplikačních protokolů, jak je známe z referenčního modelu ISO/OSI nebo internetového modelu. Tato 
vlastnost dovoluje rozdělit funkcionalitu Bluetooth do několika menších celků podle zaměření (např. 
přenos audia, ovládaní mobilního telefonu atd.). Díky tomu je možné zařízení specializovat, což 
snižuje složitost nutnou k implementaci bluetooth protokolu a v důsledku i cenu zařízení.  
Standart dovoluje využívat prostředky jednoho profilu jiným. Tím nám vzniká hieratické 
uspořádání dané závislostmi mezi jednotlivými profily (Obrázek 1). Pokud tedy chceme dodat do 
standardu novou funkcionalitu, neimplementujeme vše sami znovu, využijeme stávajících prostředků 
a dodáme pouze „to nové“. Např. SIM Access Profile využívá služeb Serial Port Profile, a ten služeb 
General Access Profile.  
Pokud tedy chce zařízení podporovoat některý z „vyšších“ profilů, musí implementovat i ty 
profily, na kterých je závislý. Z toho vyplívá, že zařízení není omezeno nutností implementovat pouze 
jeden profil. Pokud aplikace vyžaduje několik nezávislých profilů (takových, které na sobě nejsou 
závislé, např. SIM Access Profile a Hands-Free Profile), může zařízení tyto profily implementovat. 
Tato vlastnost je využívána u zařízení, která nemají vyhrazený způsob využití. Například u mobilních 
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telefonů je výhodné mít možnost použití Hands-Free profilu stejně jako synchronizačního profilu 
(Synchronization Profile). Naproti tomu u náhlavní soupravy by podpora některého dalšího profilu 
byla nevyužita. 
Protože různá zařízení podporují různé profily, je nutné zavést nějaký mechanizmus, který 
umožní zjistit, které profily konkrétní zařízení podporuje. Tato informace je nezbytná pro 
komunikaci, jinak by mohlo dojít k tomu, že každé z komunikujících zařízení bude používat jiný 
profil. Pro tyto účely existuje Service Discovery Protocol (SDP), který je součástí 
implementace jádra. S tímto protokolem blízce souvisí i Service Discovery Application 
Profile (SDAP), který popisuje, jak mají aplikace použít služby SDP na vzdáleném zařízení. 
 
Původně existovalo třináct profilů, které byly brzy doplněny dalšími. Tato oblast je neustále 
vyvíjena, jsou vydávány nové profily a staré jsou aktualizovány. V současné době má BSIG 
rozpracováno okolo čtyřiceti profilů. Seznam všech profilů, které jsou v současné době k dispozici, je 
v příloze 4. Použitý bluetooth čip F2M03GLA implementuje Serial Port Profile, který je závislý na 
General Access Profile. 
General Access Profile (GAP) je základním profilem, který zprostředkovává 
komunikaci mezi jádrem bluetooth stacku a ostatními profily. Všechna zařízení musí tento profil 
implementovat. 
Serial Port Profile (SPP) emuluje sériové připojení mezi dvěma zařízeními pomocí 
kabelu. Pro aplikaci je tento profil transparentní, nerozliší, zda se jedná o klasickou RS232 nebo o její 
emulaci pomocí bluetooth.  
 
 
Obrázek 1: Závislosti profilů; závislost profilu je dána umístěním dovnitř jiného profilu, jehož služby využívá; 
převzato z (6) 
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2.2 Topologie sítě 
Bluetooth zařízení vytvářejí sítě zvané piconet, které slouží ke komunikaci. Jedná se o bezdrátové 
přenosové médium, které skokově mění svou pracovní frekvenci (vykoná 1600 skoků za vteřinu mezi 
79 možnými komunikačními kanály). V této síti vystupuje jedno zařízení jako master, které řídí 
komunikaci, a dalších až sedm zařízení mající role slave (pro identifikaci zařízení v piconet síti se 
používá tříbitová hodnota, proto v ní nemůže být víc aktivních zařízení).  
Podle počtu účastníků (a jejich vzájemných vztahů) rozlišujeme tři typy uspořádání, která mohou 





V praxi se nejčastěji setkáme s režimem mono-slave. Jedná se o point-to-point připojení 
mezi jedním zařízením typu master a druhým typu slave. Tento typ připojení nalezneme např. u 
mobilního telefonu a náhlavní sady, bezdrátové bluetooth myši a jejím přijímačem atd. 
Pokud bychom chtěli komunikovat současně s více zařízeními, můžeme sestavit piconet síť 
typu multi-slave, kdy jedno zařízení typu master komunikuje až se sedmi typu slave (další 
zařízení mohou poslouchat v tzv. zaparkovaném stavu a vyčkávat, dokud je master nevyzve ke 
komunikaci). 
Jednotlivé piconet sítě se mohou navzájem spojovat a vytvořit tzv. scatternet síť. Každá 
piconet síť je řízena právě jedním zařízením typu master. Z toho vyplívá, že ve scatternet síti existuje 
více než jeden master (ten však může zastávat roli master v jedné piconet síti a ve druhé naopak roli 
slave, jedno zařízení nikdy nevystupuje ve dvou či více sítích jako master). Tento způsob vytváření 
bluetooth síti se však příliš nerozšířil.  
 
 
Obrázek 2: Typologie Bluetooth sítí, a - mono-slave, b - multi-slave, c – scatternet. Převzato z (1) 
2.3 Bezpečnost 
Bezpečnost je v současné době velmi diskutovaným tématem a jedním z rozhodujících prvků při 
výběru použitých technologií. Bluetooth nám nabízí tři modely, které specifikují úroveň 
zabezpečení pro připojení dvou zařízení: 
• Bezpečnostní model 1: bez zabezpečení 
• Bezpečnostní model 2: zabezpečení na úrovní služby 
• Bezpečnostní model 3: zabezpečení na linkové úrovni 
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Pro zabezpečení na úrovni služeb jsou definovány tři bezpečnostní módy: 
• Služba vyžaduje autentizaci a autorizaci 
• Služba vyžaduje pouze autentizaci 
• Služba akceptuje všechna zařízení 
 
Standart nedefinuje implementaci těchto bezpečnostních modelů, ta je závislá na každém 
výrobci. Zařízení a služby mají oddělené bezpečnostní mechanizmy. Pro zařízení existují dvě možné 
bezpečnostní úrovně, podle typu zařízení, se kterým chtějí komunikovat. Jedná se o „důvěryhodné 
zařízení“ a „nedůvěryhodné zařízení“. Důvěryhodné zařízení bylo již někdy spárováno se zařízením a 
má neomezený přístup ke všem službám. (3) 
Z hlediska bezpečnosti lze nastavit, aby zařízení akceptovalo požadavek na připojení pouze od 
zařízení s daným identifikátorem („MAC adresou“). Požadavky ostatních zařízení bude ignorovat. 
Toho se využívá u zařízení, která mají přesně definovaného protivníka pro komunikaci a během své 
činnosti jej nemění.  
 
Inquiry 
Tuto proceduru využívají bluetooth zařízení k odhalení jiných zařízení ve svém okolí. Důležité je, že 
zařízení může určit, zda chce být viditelné pro ostatní zařízení (visible mode) nebo nechce (invisible 
mode). I když zůstává zařízení ve „skrytém“ módu, stále může používat všechny služby, které 
bluetooth poskytuje. Z hlediska bezpečnosti je vhodné, aby zařízení této možnosti využívalo. Pokud 
zůstává ve viditelném módu, poskytuje případnému útočníku možnost pomocí SDP zjistit (kromě 
toho, že se zde nachází) důležité informace o sobě. 
  
Pairing (spárování) 
Pro zvýšení bezpečnosti disponuje bluetooth mechanizmem spárování zařízení. Každé zařízení 
obsahuje vlastní čtyřmístné bezpečnostní číslo, tzv. PIN (Personal Identification Number). Pokud 
chce zařízení navázat spojení s jiným zařízením, je v průběhu připojování vyzváno k zadání PINu 
zařízení, ke kterému se připojuje (v některých implementacích tento proces probíhá u obou zařízení). 
Tento mechanizmus není povinný, může být potlačen v konfiguraci zařízení. 
U většiny zařízení lze PIN uživatelsky měnit (jsou dodávány s přednastaveným PINem, který 
je stejný u všech zařízení daného typu). Existují však i taková, která mají svůj PIN pevně daný (např. 









Z hlediska přenosu bitů existují dva základní principy: 
• Sériová komunikace 
• Paralelní komunikace 
 
Synchronní přenos dat 
Pokud spolu s daty přenášíme i synchronizační signál, mluvíme o synchronním typu přenosu.  
 
Asynchronní přenos dat 
V tomto případě synchronizační signál nepřenášíme. Proto je nutné jej nějakým způsobem získat 
z přenášených dat.  
 
Paralelní přenos dat 
Tento typ přenosu se používal zejména v minulosti, kdy díky přenosu více bitů současně (po několika 
fyzických vodičích) dosahoval větší propustnosti než sériový přenos.  
 
Sériový přenos dat 
Pro sériový přenos dat je typický postupný přenos jednotlivých bitů (sekvenčně za sebou) pomocí 
jediného přenosového kanálu. Hlavní výhodou je, kromě použití menšího počtu fyzických nosičů, 
nezávislost na synchronizačním signálu. A právě tato vlastnost stojí za paradoxní schopností 
s menším počtem současně přenášených bitů (u paralelní komunikace) dosahovat vyšších rychlostí.  
 
Informace pro kapitolu 3 Komunikace byly získány z (8), (9), (10). 
3.1 RS-232 
Standart RS232 existuje již od poloviny minulého století. Původně byl koncipován pro připojení 
textových terminálů k serveru (ať již přímo nebo pomocí modemu). Postupem času však nalezl 
uplatnění i v mnoha dalších oblastech. Používal se pro připojování počítačových periférií, modemů, 
dotykových LCD, světelných per atd. I když je v dnešní době v oblasti výpočetní techniky vytlačován 
modernějším USB rozhraním, v průmyslu je stále velmi rozšířen a používán. 
Výhodou je jeho jednoduchost, kdy standart popisuje pouze, jak přenést sekvenci znaků. Jedná 
se o point-to-point typ připojení, není tedy nutné zavádět adresaci zařízení nebo řešit kolize na lince 
(dnes je sériová komunikace pomocí RS232 plně-duplexní, u dřívějšího polo-duplexního modelu 
komunikace tomu bylo předcházeno implementací handshakingu – používali se všechny čtyři 
signály CTS, RTS, DSR, DTR, viz 3.1.3). Z pohledu modelu ISO/OSI představuje RS232 pouze 
fyzickou vrstvu. 
 
Rozlišujeme dva aktéry komunikace: 
• Terminál neboli DTE (data terminal equipment) 
• Modem neboli DCE (data circuit-terminating equipment) 
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3.1.1 Princip přenosu 
Při popisu komunikace pomocí RS232 se setkáme s několika pojmy, které si nyní osvětlíme a 
řekneme si o jejich významu. 
Start bit nenese žádnou užitečnou informaci. Jedná se o bit, který je vysílán vždy na 
začátku každého rámce a slouží k synchronizaci přijímače s vysílačem.  
Pokud na lince neprobíhá komunikace (je v klidu), je na ní hodnota logické ‘0’. Naproti tomu 
je start bit definován jako logická ‘1’. Při zahájení přenosu tedy dochází ke vzniku sestupné hrany 
(přiřazené hodnoty napětí pro logické úrovně jsou popsány v kapitole 3.1.2), která je využita 
protistranou k synchronizaci. Protože je start bit součástí každého posílaného rámce, je zajištěno, že 
k synchronizaci dojde alespoň jednou během jeho přenosu.  
Stop bit ukončuje každý rámec. Nejedná se o bit v daném slova smyslu, spíše na něj 
můžeme nahlížet jako na minimální časovou prodlevu před zahájením vysílání dalšího rámce. Jeho 
hlavním účelem je poskytnout přijímací straně dostatek času pro zpracování přijatých dat. Pokud 
dojde k zahájení vysílání dříve, než stihne přijímací strana právě přijatá data zpracovat, jsou tato data 
přepsána novými a nenávratně ztracena. Stop bit má opačnou hodnotu proti hodnotě start bitu. Tím je 
zajištěno, že v době zaslání start bitu bude na lince logická ‘0’ (a dojde ke vzniku sestupné hrany). 
Paritní bit zastává základní funkci detekce chybného přenosu, ke kterému může dojít 
vinou přeslechů, rušení na lince atd. Standart umožňuje použít lichou i sudou paritu. Tyto dva 
základní režimy doplňuje o další dva, používané zejména z důvodu kompatibility. Jedná se o space 
parity (parita je vždy v logické ‘0’) a mark parity (parita je vždy v logické ‘1’).  
Podle nastaveného typu vypočítá vysílací strana z přenášených dat paritu, kterou pošle spolu 
s daty. Přijímací strana z přijatých dat vypočítá paritu znovu a porovná jí s přenesenou od vysílací 
strany. Pokud se neshodují, došlo během přenosu k chybě, která změnila hodnotu některého z bitů a 
přenos je nutné opakovat. Parita dokáže detekovat pouze lichý počet chyb. Pokud by během přenosu 
došlo ke vzniku sudého počtu chyb v přenášených datech (např. by se změnila hodnota dvou bitu), 
parita tento stav nedetekuje. Tento bit je nepovinný. 
Datové bity přenášejí vlastní užitečnou hodnotu. Jejich počet v daném rámci je libovolný, 
nejčastěji se však přenáší osm bitů (tedy celý bajt). Můžeme se ovšem setkat i se sedmibitovým 
přenosem (původní přenos textu pomocí sedmibitové ASCII) či devítibitovým. Pořadí vysílání 
datových bitů je od LSB (nejméně významného tedy od nejnižšího bitu) po MSB (nejvíce významný 
tedy po nejvyšší). Pokud tedy chceme přenést sekvenci bitů MSB11001010LSB (na sekvenci je 
vyznačeno umístění LSB a MSB), bude sekvence vysílána „od konce“, tedy jako 01010011. 
Nejmenší přenášenou jednotkou je rámec. Ten se skládá z jednoho start bitu, několika 
datových bitů, následuje volitelně paritní bit a jednoho či více stop bitů (obvykle 
jednoho až dvou, viz Obrázek 3). Jak je vidět, struktura rámce není pevně stanovena, některé položky 
jsou volitelné, jiné se vyskytují v různých počtech. Aby bylo možné data přenést, musí být obě strany 
(vysílací i přijímací) stejně nakonfigurovány. To se týká i rychlosti přenosu, protože není přenášen 






Obrázek 3: RS232 rámec 
Start bit 
 
Datový bit Datový bit Parita Stop bit Stop bit 
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3.1.2 Napěťové úrovně a rychlost přenosu 
Rozmezí hodnot, do kterých dané logické úrovně spadají, je velmi široké (viz. Tabulka 2). Poněkud 
netypické je přiřazení záporného napětí pro reprezentaci logické ‘1’, což je důvod, proč v osobních 
počítačích existovala i záporná větev dvanácti voltů (-12V). Typicky se používají hodnoty +5/-5V a 
+12/-12V.  
 
Úroveň Vysílač Přijímač 
Min [V] Max [V] Min [V] Max [V] 
Logická ’0’ +5 +15 +3 +25 
Logická ‘1’ -5 -15 -3 -25 
Nedefinováno -3V až +3V 
Tabulka 2: RS-232 napěťové úrovně 
Jednotka Baud (značka Bd) se používá pro měření rychlosti přenosu. Vyjadřuje počet změn 
signálu za sekundu. Protože se u RS232 na jednu změnu signálu váže pouze jediný přenášený bit, je 
rychlost vyjádřená v Baudech stejná jako v bitech za sekundu. U některých typů přenosu však může 
jedna změna signálu vyjadřovat i více než jen jeden přenášený bit. V tomto případě je nutné důsledně 
odlišovat rychlost vyjádřenou v bitech za sekundu od rychlosti vyjádřenou v Baudech.  
Rychlost přenosu je jedním z konfigurovatelných parametrů přenosu. Je nutné, aby obě 
komunikující zařízení měli nastavenu stejnou hodnotu, protože se od ní odvozuje frekvence 
hodinového signálu. Dnes se běžně jako nejnižší rychlost, kterou podporují zařízení, udává 1200Bd, 
dříve se však komunikovalo nižšími rychlostmi (např. telegram). Některá zařízení dosahují i rychlost 
3MBd. 
3.1.3 Signály 
Standart definuje mnoho signálů. Některé jsou pro realizaci přenosu zcela nezbytné (signály RXD, 
TXD a GND), jiné mají přiřazen specifický význam odvozen z původního návrhu přenosu pomocí 
modemu (signály RI, DCD), nebo se využívaly pro řízení přenosu v polo-duplexním prostředí 
(signály RTS, CTS, DSR a DTR). Dnes je sériová linka implementována téměř výhradně jako plně-
duplexní, proto tyto signály částečně ztratily svůj význam. Seznam všech používaných signálů 
(i s krátkým popisem jejich činnosti) nalezneme v Tabulka 3. 
V nejjednodušším případě (uvažujeme-li plně-duplexní přenos) musí být implementovány 
právě tři signály (pro příjem dat RXD, pro odesílání dat TXD a společná zem). Tato konfigurace je 
plně funkční a mnoho aplikací si s ní vystačí. Pro rychlejší přenosy je však nutné zavést 
handshaking. Jedná se o mechanizmus, jak informovat protistranu o připravenosti přijmout další 
data (např. předchozí data již byla zpracována). K tomu potřebujeme dva signály, jeden pro přijímací 
stranu a druhý pro stranu vysílací. Teoreticky je jedno, které ze signálů RTS, CTS, DSR a DTR 
použijeme (samozřejmě s přihlédnutím ke směru toku každého signálu), v praxi se však ustálily dvě 
techniky – použití signálů RTS/CTS či DTR/DSR. Obě možnosti jsou často k vidění v aplikacích 
využívajících sériovou linku.  
Kromě hardwarového se používá i softwarový handshaking. Ten je realizován na úrovni 
komunikačních protokolů (ZMODEM atd.). Pro řízení slouží speciální znaky XON a XOFF 
(speciální znaky ASCII tabulky). Tento způsob řízení je nevýhodný zejména při komunikaci na 
vysokých rychlostech, kdy časté posílání řídících znaků zpomalí přenos dat (zvyšuje se podíl režie na 
úkor přenosu užitečných dat). Informace získány z (8). 
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Signál Jméno Směr komunikace Význam 
RXD Receive Data Vstupní Signál pro příjem dat 
TXD Transmit data Výstupní Signál pro odesílání dat 
GND Ground - Společná zem 
RTS Request to Send Výstupní Signál využívající terminál pro oznámení, že komunikační cesta je volná 
CTS Clear to Send Vstupní Signál využívající modem pro oznámení, že komunikační cesta je volná 
DSR Data Set Ready Vstupní Tímto signálem oznamuje modem svoji připravenost komunikovat 
DTR Data Terminal Ready Výstupní Tímto signálem terminál oznamuje, že je připraven komunikovat 
RI Ring Indicator Vstupní Modem oznamuje terminálu, že na telefonní lince detekoval zvonění 
DCD Data Carrier Detect Vstupní Modem oznamuje terminálu, že na telefonní lince detekoval nosný kmitočet 
Tabulka 3: RS-232 signály, bráno z pohledu DTE, převzato z (8) 
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4 Bluetooth modul 
Našim cílem je rozšířit možnosti FITkitu o bezdrátovou komunikaci pomocí bluetooth. Abychom 
toho dosáhli, musíme navrhnout rozšiřující modul, který odstíní problematiku bezdrátového přenosu. 
Navenek se bude jevit jako rozhraní běžně používaných protokolů (sériová linka, USB atd.). Aplikace 
na toto rozhraní pošle data určená druhému zařízení, která budou transparentně přeneseny skrze 
bezdrátový bluetooth kanál. Výběrem vhodného druhu připojení modulu k FITkitu (vhodného 
rozhraní a případně transportního protokolu) můžeme dosáhnout určité kompatibility s již existujícími 
programy.  
 
Celou práci lze rozdělit do několika celků: 
• Výběr vhodného Bluetooth čipu 
• Volba a implementace napěťového regulátoru 
• Volba a implementace resetovacího obvodu 
• Volba vhodného interfacu k propojení s FITkitem 
• Vytvoření desky plošných spojů a připájení součástek 
 
Informace pro kapitolu 4 Bluetooth modul byly získány z (11), (12), (13), (14), (15), (16), (17), (18), 
(19), (20). 
4.1 Bluetooth čip 
Na trhu je široká paleta nejrůznějších bluetooth čipů od různých výrobců. V současné době (kdy 
probíhal výběr čipu pro bluetooth modul) téměř všechny spadají do bluetooth specifikace 2.0, 
nejčastěji s podporou EDR. Čipy s podporou starší specifikace již nebývají určeny pro nové projekty 
a v zásadě se jedná o doprodej skladových zásob. Podporu novějších verzí poskytuje minimum 
bluetooth čipů, u nichž se objevují problémy s dostupností.  
Při výběru vhodného bluetooth čipu pro vyvíjený rozšiřující modul bylo zohledněno několik 
kritérií, které přirozeně vyplynuly jak z možností, které nabízí bluetooth standart, tak i 
z předpokládaného použití a možností FITkitu.  
Důležitou roli hrála reálná dostupnost čipu. Mnoho nabízených čipů mělo neznámou dobu 
dodání, případně problematické dopravení do České Republiky (u některých zahraničních distributorů 
nebylo dopravení do ČR možné). V tomto případě měla společnost Free2Move výhodnou pozici, 
neboť měla své zastoupení přímo v Brně.  
Výhodou je integrace antény spolu s bluetooth čipem. Toto řešení snižuje výrobní náklady 
vyvíjeného modulu (náklady na koupi externí antény převyšují hodnotu, o kterou se liší model 
s integrovanou anténou od stejného modelu bez ní). Integrace antény však není nutnou podmínkou. 
Pro návrh může být použit i modul, který vyžaduje připojení externí antény, pokud budou jeho ostatní 
vlastnosti převyšovat konkurenci.  
Důležitým kritériem je podpora rozhraní, které využívá čip pro připojení s hostitelským 
zařízením. Protože je hledaný bluetooth čip použit pro rozšíření možností bezdrátového přenosu 
FITkitu, je výhodné respektovat jeho dostupná rozhraní a nevybírat bluetooth čip, který by disponoval 
zcela odlišnými.  
Vzhledem k možnostem napájení pomocí FITkitu, nesmí napájecí úroveň, nutná ke správné 
činnosti čipu, překročit +5V (typicky používané hodnoty jsou +3,3V a +5V). Podle specifikace může 
zařízení odebírat skrze USB maximálně 500mA. Pokud by odběr FITkitu (a všech připojených 
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zařízení, které pro svou činnost vyžadují napájení skrze FITkit) přesáhl tuto hodnotu, je nutné použít 
externí napájení pomocí konektoru JP8. Proto se při výběru čipu přihlíželo i k jeho odběru (jak 
typickému, tak i maximálnímu). 
Našim cílem je umožnit aplikacím, které běží na FITkitu, použití bluetooth pro přenos obecně 
jakýchkoliv dat. Nechceme se specializovat pouze na některou skupinu, jako je například přenos 
audia či implementace TCP/IP stacku. Tomuto záměru odpovídá i výběr bluetooth profilu 
poskytovaný hledaným čipem. Jako nejschůdnější cesta se jeví profil emulující sériovou linku (SPP – 
serial port profile), který slouží jako základ mnoha jiných profilů (viz kapitola 2.1.2).  
Mezi další kritéria patří typ pouzdra, ve kterém je vybraný čip dodáván (zda se jedná o 
standardizované pouzdro, SMD či „průchodkové“), fyzické rozměry pouzdra, další hardwarové 
vybavení, které potřebujeme pro implementaci čipu do návrhu atd.  
 
Pro navrhovaný modul byl vybrán bluetooth čip F2M03GLA od společnosti Free2Move, 
spadající do specifikace 2.0 + EDR. Uváděná maximální přenosová rychlost (při použití EDR) 
dosahuje 3 Mbitps (stejné rychlosti dosahuje i sériové rozhraní čipu – RS232). Čip je vybaven 
vestavěnou anténou (maximální výstupní výkon +8dBm) a umožňuje konfiguraci do všech tří 
bluetooth tříd (class1/2/3). Uváděný dosah je 350m (na volném prostranství při přímé viditelnosti 
mezi oběma zařízeními), který je pro naše účely více než dostačující. Předpokládané užití modulu je 
zprostředkování komunikace mezi dvěma FITkity umístěnými v jedné místnosti (neměli bychom tedy 
přesáhnout vzdálenost cca 10m). Umožňuje vytvořit piconet síť s až sedmi dalšími zařízeními 
(podporuje prostředky pro řízení a správu piconet sítě, může tedy zastávat funkci jak master, tak i 
slave) a disponuje prostředky pro sestavování scatternet sítí. Tento model má sníženou spotřebu 
elektrické energie (průměrná spotřeba 13 mA).  
Námi použitý typ je dodáván s vlastním firmwarem Wireless UART, který byl vytvořen 
společností Free2Move jako alternativa ke standardem definovanému bluetooth profilu Serial Port 
Profile (viz kapitola 5.1).  
Společnost Free2Move nabízí i další bluetooth čipy, každý s poněkud jinou charakteristikou. 
Pro aplikace vyžadující značný komunikační dosah je dostupná verze F2M03GX/GXA. Tento model 
je vybaven jak integrovanou anténou (model GXA), tak i konektorem pro připojení externí antény 
(model GX). Podle specifikace umožňuje komunikovat na vzdálenost až jednoho tisíc metrů. 
Pro multimediální aplikace, zejména přenos audia (např. pro náhlavní set mobilních telefonů), 
lze s výhodou využít model F2M03MLA, který ovšem nepodporuje EDR. Jeho předností je integrace 
šestnácti bitového stereo audio kodeku. Cenou za jeho integraci je navýšení průměrné spotřeby až na 
21mA. Tento model má integrovanou anténu, která zajišťuje komunikační dosah až 150m. 
4.1.1 Rozhraní 
F2M03GLA je vybaven širokou paletou komunikačních rozhraní. Některá z nich mají specifické 
využití (např. PCM), jiná slouží k připojení periférií či jsou programovatelná (PIO).  
Pro připojení k hostitelskému zařízení je typicky využito rozhraní UART (RS232). To je 
implementováno signály RXD, TXD, CTS a RTS (viz kapitola 3.1.3). I když mluvíme o RS232, 
napěťové úrovně odpovídají technologii TTL. Pokud bychom chtěli využít toto rozhraní obecně pro 
komunikaci s jiným zařízením, musí být nutně použit převodník napěťových úrovní k zachování 
kompatibility se standardem. 
 Tuto vlastnost lze s výhodou využít u vestavěných systémů, kde sériové rozhraní často slouží 
k propojení dvou přesně definovaných modulů, nikoliv jako obecný port pro připojení libovolného 
zařízení. V podstatě zde zastává roli interní sběrnice, ke které nebude nikdo z vnějšku přistupovat. 
Protože oba moduly používají shodné napěťové úrovně, neexistuje důvod, proč je pro přenos převádět 
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na jiné a posléze opět zpět (Obrázek 4). V tomto případě by přesné dodržení standartu vedlo 
k navýšení ceny zařízení a jeho vyšší spotřebě. 
 Pokud bychom vyžadovali plnou podporu řídících signálu sériové linky, umožňuje firmware 
čipu emulovat signály RI, DTR, DCD, DSR pomocí programových vstupů/výstupu PIO[4] až PIO[7]. 
Stav těchto signálů je transparentně přenášen na připojené bluetooth zařízení (pokud je vybaveno 
stejným typem bluetooth čipu). Pokud dojde například ke změně na signálů DSR u zařízení A, projeví 
se tato změna i u připojeného zařízení B. Toho lze využít například při náhradě sériového linky u 
modemu připojeného pomocí RS232. Čip může být konfigurován jak na emulaci zařízení DCE tak 
DTE.  
 
Parameter Possible Values 
Baud Rate Minimum 
1200 Baud (≤ 2% Error) 
9600 Baud (≤ 1% Error) 
Maximum 3MBaud (≤ 1% Error) 
Flow Control RTS/CTS or None 
Parity None, Odd or Even 
Number of Stop Bits 1 or 2 
Bits per channel 8 
Tabulka 4: Konfigurační hodnoty RS232; převzato z (13) 
Druhým rozhraním použitelným pro připojení k hostitelskému zařízení je USB ve verzi 1.1 
s podporou full-speed rychlosti (12 MBit/s). F2M03GLA nepodporuje plné řízení USB přenosu, 
implementuje pouze roli slave.   
Důležitým rozhraním je SPI (Seriál Peripheral Interface), které slouží zejména pro budoucí 
upgrade firmwaru. Protože toto rozhraní nemá žádný mechanismus bránící nechtěnému zápisu (ať již 
hardwarový nebo pomocí firmwaru), je důležité při jeho používání dbát zvláštní opatrnosti. Rozhraní 
implementuje čtveřice signálů – SPI_MISO (master_in_slave_out), SPI_MOSI (mater_out_slave_in), 
SPI_CLK (clock) a SPI_CSB (chip select nebo slave enable). Poslední zmíněný signál (SPI_CSB, 
aktivní v logické nule) je důležitý, protože slouží k zahájení přenosu dat. Proto, v případě, že SPI 
nepoužíváme, musíme tento signál udržovat v logické ‘1’.   
Pro řízení pomalých zařízení jako LCD display (Liquid crystal display), klávesnice nebo 
EEPROM paměti lze použít emulované rozhraní I2C. V základním nastavení firmwaru bluetooth čipu 
není toto rozhraní přítomno, je nutné je povolit. Pro emulaci se používá trojce signálů PIO[6], PIO[7] 
a PIO[8]. 
Pro komunikaci s externím audio kodekem je určeno rozhraní PCM (u modelů, které jsou 
vybaveny vlastním vestavěným audio kodekem, je toto rozhraní nahrazeno vstupem pro mikrofon a 
výstupem pro sluchátka). Název rozhraní pochází z anglického pulse-code modulation, což je 
modulační technika používaná pro převod analogového zvukového signálu na digitální. PCM 
rozhraní je tvořeno čtveřicí signálů PCM_OUT (slouží pro odesílání dat), PCM_IN (pro příjem dat), 
PCM_CLK a PCM_SYNC. F2M03 může vystupovat jak v roli master, tak i roli slave 
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Na napěťový regulátor jsou kladeny vysoké nároky, které souvisí s bluetooth komunikací. Pro 
napájení je nutné použít +3,3V (napájecí úroveň F2M03GLA čipu). Použitý napěťový regulátor by 
měl mít nízkou úroveň šumu (méně než 10mVrms v rozmezí 0 až 10MHz) a nízkou dobu odezvy 
(20µs nebo méně). Také je nutné počítat s dostatečnou rezervou pro pokrytí výkyvů v odběru proudu, 
který se může v závislosti na stavu bluetooth čipu skokově měnit. Maximální odběr proudu bluetooth 
čipem během RF špiček (zahájení přenosu paketu) dosahuje 75mA. 
K napájení modulu byl vybrán napěťový regulátor TPS73633 od společnosti Texas 
Instrument. Jako vstupní napětí slouží +5V větev FITkitu, která je transformována na +3,3V. Obě 
napájecí větve jsou doplněny LED diodami, které slouží k vizuální kontrole napájení (zda se zde 
vůbec nějaké napětí nachází). K tomuto účelu by dostačovala pouze jedna dioda (ať již na větvi 
+3,3V nebo +5V), použití dvou však usnadňuje případnou detekci chyby spojenou s napěťovým 
regulátorem. Pokud bychom měli LED diodu pouze na +5V větvi, potom by nás o tom, v případě 
selhání napěťového regulátoru, vůbec neinformovala. Naopak, v případě druhé větve bychom mohli 
hledat případné potíže způsobené již v +5V větvi (např. ohnutí pinu u konektoru) v regulátoru. 
Regulátor je také vybaven povolovacím vstupem. Ten je možné připojit přímo na napájecí 
větev (současně s přiložením napětí pro vstup napěťového regulátoru je on sám aktivován). Tím ale 
přicházíme o možnost softwarově ovládat zapnutí/vypnutí celého modulu. Pokud si nepřejeme modul 
používat, lze jej pomocí povolovacího vstupu napěťového regulátoru vypnout. Pokud bychom jej 
neměli vyvedený zvlášť, museli bychom této vlastnosti docílit ovládáním přiloženého napětí, které je 
používáno pro napájení modulu (v podstatě bychom jej museli pokaždé mechanicky odpojit od 
FITkitu). 
4.3 Reset 
Reset modulu plní dvě důležité úlohy. V první řadě slouží jako zotavovací mechanizmus v případě 
neočekávané chyby (například nesprávným nastavením parametrů modulu může dojit k tzv. dead 
Obrázek 4: RS232; A – sériová linka s převodem napěťových úrovní; B – stejná sériová linka bez převodu 
napěťových úrovní 
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locku).  A zadruhé slouží jako ochrana před nevhodnými napájecími úrovněmi (například při selhání 
napěťového regulátoru), které by vedly k poškození modulu.  
Pro realizaci resetovacího mechanizmu modulu se nám nabízí několik možných řešení lišících 
se svojí složitostí (ale úměrně tomu i svojí kvalitou a funkčností) a potřebou dodatečných 
hardwarových komponent.  
V nejjednodušším případě lze napevno určit, že k resetu modulu nebude docházet. I když tento 
přístup nevyžaduje žádné další hardwarové vybavení a zjednoduší návrh desky plošných spojů (DPS), 
jedná se o nejhorší řešení vůbec.  
O něco složitější je ovládání resetu pomocí vývodu MCU či FPGA. Tím získáme možnost 
provést reset v případě chyby komunikace. 
Použití jednoduchého resetovacího obvodu, který vyvolá reset v případě poklesu napětí pod 
danou mez, je již reálně použitelný model řešení. Sice neposkytuje možnost vyvolat uživatelský reset 
(v případě chyby komunikace atd.), zajišťuje však vysokou míru bezpečnosti. 
Další možností je kombinace vlastností předcházejících modelů za použití některého 
z pokročilejších resetovacích obvodů. Ty, kromě základní funkcionality (vyvolání resetu v případě 
poklesu napětí), umožňují i rozšiřující funkce, mezi něž patří watchdog, manuální reset, proměnlivé 
nastavení rozhodovací hladiny pro reset atd. Tato možnost bude využita i navrhovaného modulu. 
Použitý resetovací obvod musí splňovat několik kritérií, které se odvíjí od použitého bluetooth 
čipu F2M03GLA a požadované funkčnosti modulu: 
• Reset aktivní v logické nule 
• Napájecí napětí +3,3V 
• Minimální délka, po kterou je udržován reset 5ms 
• Podpora manuálního resetu 
 
Tato kritéria splňuje resetovací obvod s označením TPS3825-33 od společnosti Texas 
Instruments, který je použit v návrhu. Jeho implementace v návrhu modulu je uvedena na Obrázek 5. 
Za povšimnutí stojí řešení manuálního resetu (vstup !MR na resetovacím obvodu), které dovoluje 
vyvolat reset softwarově, pomocí signálu ovládající tranzistor T1 (viz Tabulka 7 na str. 20), nebo 
manuálně stiskem tlačítka B1 (označen popisem RESET).  
Modul je napájen jediným vstupem VCC, který je napojen na stejnou napájecí větev, jako 
bluetooth modul. Tento vstup je monitorován a v případě, že dojde k poklesu napětí pod +2,93V, 
vyvolá modul reset (invertuje hodnoty na svých výstupech RESET a !RESET). V tomto stavu setrvá 
tak dlouho, dokud napětí znovu nevystoupí nad rozhodovací mez (+2,93V), minimálně však po dobu 




Obrázek 5: Resetovací obvod 
4.4 Funkce disconnect a indikace připojení 
K ukončení bluetooth spojení a odpojení od vzdáleného zařízení slouží funkce disconnect, která 
je realizovaná jako hardwarový vstup bluetooth čipu. Tento přístup je nezbytný, protože softwarové 
řešení naráží na problém, jak odlišit data od řídících příkazů.  
Bluetooth čip komunikuje s hostitelským zařízením (a tedy i aplikací, která zde běží a využívá 
prostředků bluetooth) jediným rozhraním. Nevyhrazuje kanál zvlášť pro data a zvlášť pro řídící 
příkazy. A protože není bluetooth technologie koncipována výhradně pro přenos tisknutelných ASCII 
znaků (textu), nelze používat řídící znaky, které by upozornili, že se nejedná o data (tyto znaky se při 
přenosu binárních dat mohou obecně objevovat). Nelze proto rozlišit, zda se jedná o data, která 
chceme poslat, nebo řídící příkaz, kterým chceme ukončit spojení.  
Kromě vyvolání požadavku na ukončení spojení skrze aplikaci běžící na FITkitu (pomocí 
řídícího signálu, který je vyveden z modulu do FITkitu) umožňuje modul vyvolat disconnect 
manuálně (pomocí tlačítka T0 na modulu). To je výhodné v případě, že ladíme aplikaci využívající 
bluetooth přenos nebo při konfiguraci čipu, kdy, pro vstup do konfiguračního režimu firmware, je 
nutné zajistit, že nedojde k připojení k žádnému jinému bluetooth zařízení.  
Jakmile je úspěšně navázáno spojení se vzdáleným bluetooth zařízením, informuje o tom čip 
pomocí svého hardwarového výstupu PIO[3]. Ten je po celou dobu existence spojení aktivní 
v logické ‘1’. K tomuto signálu se váže použití LED diody, která slouží k vizuální kontrole stavu 
připojení. Jakmile je spojení ukončeno (reset modulu, použitím funkce disconnect, výpadek 
napájení), je výstup PIO[3] opět v logické ‘0’. Kromě toho lze firmware nakonfigurovat, aby 
docházelo k odeslání oznámení pro aplikaci pokaždé, když dojde k úspěšnému vytvoření bluetooth 
komunikačního kanálu (to platí i pro ukončení spojení).  
4.5 Propojení s FITkitem 
Při výběru vhodného způsobu propojení modulu s FITkitem zohledňujeme několik hledisek. 
Výchozím jsou možnosti, které pro připojení poskytuje vlastní bluetooth modul a samotný FITkit. 
Dále zvažujeme možnosti napájení modulu poskytované rozhraním (zda poskytuje možnost napájení 
skrze něj, nebo je nutné napájet modul externě), složitost implementace rozhraní a transportního 
protokolu (nutnost dodatečných převodníků napěťových úrovní, typ konektoru a s ním související 
specifika, dodatečná hardwarová logika pro implementaci vyšších vrstev transportního protokolu), 
nebo existencí volně použitelných vývodů pro implementaci rozšiřující funkčnosti modulu. 
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4.5.1 Výběr rozhraní 
Bluetooth modul podporuje dvě rozhraní určené pro přenos dat – USB a sériové typu RS232 
(implementováno čtyřmi signály RXD, TXD, RTS a CTS). Na modulu nalezneme i další rozhraní, 
která dále rozšiřují funkcionalitu a použitelnost modulu. Jejich použití je ale vázáno na specifický 
význam a pro komunikaci s hostitelským zařízením se nepoužívají (viz kapitola 4.1.1). 
Na FITkitu nalezneme několik rozhraní plnících různé úlohy (např. rozhraní VGA pro 
připojení monitoru, PS/2 obsluhu myši a klávesnice). Pro naše účely jsou vhodné celkem čtyři 
rozhraní. Dvě jsou standardizovaná, při jejich použití musíme tento standart dodržet, a dvě, která 
nejsou vázána na žádné specifické použití (jedná se v podstatě pouze o propojovací „kabely“, kde to, 
co přes ně „poteče“, určíme my): 
• Sériové připojení pomocí protokolu RS232 
• USB rozhraní 
• Rozšiřující konektor JP10 
• Rozšiřující konektor JP9 
 
Vzhledem k nativní podpoře sériové komunikace v bluetooth modulu se jako první možnost 
nabízí použití RS232. Implementaci na straně FITkitu naznačuje Obrázek 6. Jak jde vidět, je použit 
konektor CANNON 9 a implementovány jsou pouze signály RXD, TXD, RTS, CTS a GND. Ty jsou 
dostačující pro přenos dat a hardwarový handshaking typu RTS/CTS, který je využit i u bluetooth 
modulu.  
Tím ovšem výčet jeho možností končí. Přes konektor není možné modul napájet a absence 
vývodů pro uživatelské využití omezuje možnosti funkcionality modulu. Nutně bychom také museli 
použít převodník napětí, který by zajistil kompatibilitu mezi napěťovými úrovněmi používanými 
bluetooth čipem a RS232.  
 
Obrázek 6: Zapojení RS232 na FITkitu, převzato z (11) 
Na konektor JP9 jsou vyvedeny sběrnice P1M, P2M, P3M, P4M a P6M (Tabulka 5). Pomocí 
nich lze přistupovat k portům MCU a komunikovat s ním tak přímo. Kromě sběrnice P3M, která je 
připojena jak na MCU, tak i na FPGA, nejsou tyto sběrnice ničím sdíleny a slouží pouze ke 
komunikaci MCU s připojeným zařízením. Realizace RS232 řadiče, který je nutný pro komunikaci 
s bluetooth čipem, prostředky MCU však vyžaduje značné úsilí oproti realizaci pomocí FPGA 
prostředků. Také zátěž MCU činností takového řadiče by citelně ovlivňovala činnost „užitečné“ části 
aplikace. 
Pomocí konektoru je možné modul také napájet. Nalezneme zde vývody napájecích větví 
+3,3V i +5V, stejně jako zemnící část.  
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Pin (-y) Význam   Pin (-y) Význam  
1 +3,3V  22 až 24 P2M[0..3] 
2 GND  25 až 30 P1M[2..7] 
3 až 8 P4M[0..5]  31 až 38 P6M[0..7] 
9 až 16 P3M[0..7]  39 VCC 
17 až 20 P2M[4..7]  40 GND 
21 VEREF+    
Tabulka 5: Konektor JP9; informace získány z (11) 
Konektor JP10 je zakončením sběrnice X[0..45], jejíž část je využita rozhraními VGA (pro 
připojení externího monitoru), PS/2 (pro klávesnici a myš) a RS232 k připojení na FPGA. Obsazení 
sběrnice těmito rozhraními je uvedeno v Tabulka 6. K připojení bluetooth modulu tedy máme celkem 
dvacet sedm neobsazených signálů. V případě, že by byl tento počet nedostačující, lze pomocí 
propojky J6 zakázat připojení výše uvedených rozhraní ke sběrnici a využit ji tak celou.  
Protože je rozhraní RS232 na FITkitu realizováno pomocí VHDL řadiče, je možné lehce 
zachovat kompatibilitu s již existujícím programovým vybavením. Toho docílíme „přemapováním“ 
sériového interfacu řadiče. V tomto případě nebude využívat signály vyvedené na konektor 
CANNON9 (signály sběrnice X42 až X45), ale totožné signály bluetooth modulu (dostupné na X18 
až X21, viz kapitola 4.5.2).  
Kromě zmíněné sběrnice nalezneme na konektoru i vývody napájecí větve +5V, +3,3V a 
zemnící část. Toho lze s výhodou využit pro napájení bluetooth modulu.  
 
Rozhraní Využité signály 
VGA X27 – X37 
PS/2 klávesnice X38 – X39 
PS/2 myš X40 – X41 
RS232 X42 – X45 
Nevyužito X0 – X26 
Tabulka 6: Využití sběrnice X[0..45] rozhraními FITKitu; informace získány z (11) 
4.5.2 Interface modulu 
Modul se připojuje k FITkitu pomocí konektor JP10, který je znázorněn (spolu s odpovídajícími 
vývody sběrnice X[0..45]) na Obrázek 7. Horní část konektoru (piny 1 až 4) slouží pro napájení 
modulu. Dolní část, od pinu 32 níže, je společná s ostatními rozhraními FITkitu (viz kapitola 4.5.1) a 
proto ji modul nevyužívá. 
 Rozdělení zbývající části (piny 5 až 31) mezi vývody bluetooth modulu zobrazuje Tabulka 7. 
Významné signály jsou vyznačeny tučně. Patří mezi ně sériové rozhraní, přes které komunikuje 
modul s FITkitem, signál pro povolovací vstup napěťového regulátoru (PWR_ON), resetovací signál 
(RESET) a signál, sloužící k odpojení od vzdáleného bluetooth zařízení (DISCONNECT). Zvláštní 
pozornost je nutné věnovat i signálu SPI_CSB sloužícímu k povolení komunikace pomocí SPI (viz 








Obrázek 7: Konektor JP10; převzato z (11) 
Pin Bluetooth modul  Pin  Bluetooth modul 
5 PIO[10]  19 AIO[1] 
6 PIO[11]  20 AIO[0] 
7 PIO[8]  21 PIO[5] 
8 PIO[9]  22 PIO[4] 
9 PIO[6]  23 RS232_CTS 
10 PIO[7]  24 RS232_RTS 
11 PCM_SYNC  25 RS232_TXD 
12 PCM_IN  26 RS232_RXD 
13 PCM_CLK  27 PWR_ON 
14 PCM_OUT  28 DISCONNECT 
15 SPI_MOSI  29 Nevyužit 
16 SPI_CSB  30 RESET 
17 SPI_CLK  31 Nevyužit 
18 SPI_MISO    




Pro bluetooth čip F2M03GLA dodává výrobce Free2Move několik verzí firmware (Wireless UART, 
HCI, headset atd.). Všechny nabízené verze firmware jsou kompatibilní se specifikací 2.0. Čip je 
vybaven vlastním RISC procesorem, který slouží k běhu bluetooth stacku (např. u Wireless UART) a 
nepotřebuje tedy žádný dodatečný hardware (jako např. externí paměť pro uchování aplikace). Pro 
některé aplikace je toto řešení nevýhodné, proto architektura čipu umožňuje rozdělení bluetooth 
stacku na dvě části, kdy jedna běží na čipu samotném a druhá na procesoru hostitelského zařízení 
(HCI verze firmwaru). 
 
Vestavěné řešení 
Tato verze firmwaru nevyžaduje žádné hostitelské prostředky. Vše, včetně aplikace samotné, běží na 
straně modulu. Využívá se u jednočipových zařízení, pro která je nezávislost na hostitelském zařízení 
výhodou (např. náhlavní set mobilního telefonu). Tato verze není u distributorů běžně dostupná a je 
nutné si jí vyžádat přímo u výrobce.  
 
HCI (standardní dvou-procesorové řešení) 
V tomto případě je bluetooth stack rozdělen na dvě části, které spolu navzájem komunikují skrze HCI 
vrstvu (Chyba! Nenalezen zdroj odkazů.). Nižší vrstvy (baseband, radio a link manager) běží na 
bluetooth čipu. Zbývající část bluetooth stacku je nutné implementovat a provozovat prostředky 
hostitelského zařízení. Toto řešení je výhodné zejména při použití modulu spolu s osobním 
počítačem, kdy „nejsme“ limitování prostředky (výpočetní výkon procesoru a programovou pamětí). 
Společnost Free2Move nenabízí implementaci hostitelské části bluetooth stacku.  
 
Informace pro kapitolu 5 Firmware byly získány z (13), (14). 
5.1 Wireless UART 
Tato verze firmwaru je napsána jako náhrada za bluetooth profil Serial Port Profile (SPP), aby 
emulovala sériové propojení dvou zařízení. Struktura protokolu je znázorněna na Chyba! Nenalezen 
zdroj odkazů.. Toto řešení je dvou procesorové, kdy je celý bluetooth stack implementován na straně 
čipu. Rozhraní pro komunikaci s aplikací, která běží na hostitelském zařízení, zajišťuje Wireless 
UART (emulující SPP profil). 
Jakmile je úspěšně vytvořeno spojení se vzdáleným zařízením (na výstupu PIO[2] bluetooth 
čipu je logická ‘1’, podle konfigurace zasílá firmware oznámení aplikaci), je vše, co bluetooth čip 
příjme na svém rozhraní, transparentně posláno skrze bluetooth kanál. V tuto chvíli není možné 
provádět konfiguraci. 
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Firmware čipu disponuje speciálním módem Host Controlled Mode (HCM), ve kterém 
je možné provádět konfiguraci a nastavení bluetooth čipu. Tento mód byl zaveden, aby bylo možné 
odlišit data, která posíláme jako součást komunikace připojenému zařízení, od příkazů pro 
konfiguraci bluetooth čipu. Pokud pošleme některý z konfiguračních příkazů před tím, než se 
firmware dostane do HCM, bude tento příkaz ignorován (pokud není ustanoveno bluetooth spojení se 
vzdáleným zařízením), nebo se bude na tento příkaz nahlížet jako na data aplikace určená k poslání 
vzdálenému zařízení (pokud už byl úspěšně ustanoven komunikační bluetooth kanál). 
Pro přechod do HCM je nutné zaslat firmwaru speciální příkaz, kterým požadujeme vstup do 
konfigurační části. Firmware poté pošle odpověď s příznakem úspěšnosti provedení příkazu (zda se 
mu do HCM podařilo vstoupit nebo ne). Abychom mohli vstoupit do HCM, je nutné, aby v danou 
chvíli neexistovalo aktivní bluetooth spojení. K tomuto účelu můžeme použít funkci disconnect 
(viz kapitola 4.4), kterou lze, kromě odpojení od vzdáleného zařízení a ukončení bluetooth spojení, 
využít ještě pro jeden účel. Pokud je aktivní i v době, kdy neexistuje bluetooth spojení, zabraňuje 
firmwaru čipu v jeho vytvoření. Protože k vytvoření spojení může dojít i během přepínání do HCM (po 
té, co jsme poslali příkaz a před tím, než k přepnutí skutečně dojde), je výhodné této vlastnosti 
využívat.  
Pokud bychom vytvářeli knihovnu, která by obstarávala konfiguraci a ovládání bluetooth 
modulu, je nutné dbát na správné časování příkazů. Do HCM se nelze přepnout okamžitě, je nutné 
počkat stanovený čas závislý na aktuálním stavu čipu (po ukončení bluetooth spojení 100 ms, po 
provedení resetu 800 ms). Pokud bychom poslali příkaz dříve, firmware čipu by nebyl ještě připraven 
na tento příkaz reagovat, a proto by ho ignoroval. Pro knihovní funkci to přináší komplikaci, protože 
by neobdržela žádnou odpověď (zda k přepnutí do HCM došlo či ne). To by mohlo vést 
k nekonečnému čekání aplikace na odpověď od bluetooth čipu (tzv. dead lock). Při ručním 
zadávání příkazů je tato doba dostatečně krátká na to, abychom jí dodrželi. 
Pro zasílání konfiguračních příkazů firmwaru se používá sériové rozhraní, přes které probíhá i 
přenos dat. V tomto případě však ignorujeme jeho parametry, které jsou použity pro komunikaci se 
vzdáleným zařízením (lze je měnit právě pomocí příkazů HCM). Pro komunikaci s firmwarem čipu, 
který je v HCM, jsou parametry sériové linky pevně stanoveny a nelze je měnit (Tabulka 8). 
Obrázek 8: Struktura Wireless UART a HCI verze firmware; převzato z (14) 
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Aby se provedené změny v konfiguraci projevily (např. změna režimu zařízení ze slave na 
master), je nutné poslat run příkaz. Ten způsobí restart zařízení a načtení nové konfigurace (ta je 
uložena v perzistentní paměti čipu). Také je odeslána odpověď o úspěšném provedení příkazu. 
 
Parametr Defaultní hodnota 
Rychlost přenosu (v Baudech) 38400 
Počet datových bitů 8 
Parita Žádná 
Počet stop bitů 1 
Hardwarová řízení toku RTS/CTS 




Bluetooth modul je navržen, aby umožňoval aplikacím běžícím na FITkitu využívat bezdrátový 
přenos dat. Díky tomu, že emuluje sériovou linku typu RS232, mohou ho využít (s drobnými 
úpravami) i již existující aplikace. Na použití bezdrátového přenosu bluetooth se ale vážou i některé 
další parametry, které se u sériové linky nepoužívají. Výrobce bluetooth modulu poskytuje vlastní 
konfigurační program (pouze pod operační systém Windows), kterým můžeme nastavit požadované 
parametry bluetooth přenosu (mód zařízení, bezpečnostní prvky, parametry sériového rozhraní atd.). 
Proto je v těchto případech výhodné zpřístupnit modul přímo pro aplikaci, která běží na počítači (ke 
kterému je FITkit připojen).  
Pro programování a komunikaci počítače s FITkitem je použito rozhraní USB. To je 
připojeno na převodník  FT2232C společnosti FTDI Chip. Tento převodník dokáže převádět USB 
komunikaci do několika komunikačních protokolů podle své konfigurace. Jedná se o režim FIFO 
(First In First Out), UART (pro sériový přenos typu RS232, RS422 nebo RS485) a speciální režim 
MPSEE (Multi-Protocol Synchronous Serial Engine Interface, který lze použít pro implementaci 
synchronního sériového přenosu, např. JTAG, SPI atd.).  
USB převodník poskytuje dva nezávisle programovatelné kanály (kanál A a B). Kanál B je 
určen pro programování MCU FITkitu, proto je pro účely komunikace s bluetooth modulem 
nevhodný. Druhý kanál (kanál A) je připojen na vývody FPGA. Pokud je tento kanál nakonfigurován 
pro emulaci UART rozhraní, disponuje signály RxD,TxD, RTS, CTS (viz kapitola 3.1.3), které se 
shodují s komunikačním rozhraním bluetooth modulu. Význam důležitých signálů kanálu A popisuje 
Tabulka 9.  
 





Tabulka 9: Význam vybraných signálů kanálu A v režimu UART; informace získány z (12) 
Pro zpřístupnění bluetooth modulu pro aplikace běžící v počítači (např. pro konfigurační 
software) je nutné propojit rozhraní modulu s rozhraním USB převodníku (kanál A). Protože obě 
rozhraní používají stejný komunikační protokol (RS232), je nutné pouze „prodrátovat“ odpovídající 
signály (musejí být překříženy, vstup u jednoho musí být výstupem u druhého, viz Chyba! 
Nenalezen zdroj odkazů.). V tomto případě bude FPGA FITkitu sloužit pouze jako „kabel“, kterým 
jsou tato dvě rozhraní propojena. 
 
Signál kanálu A / 
odpovídající signál RS232 
Signál rozhraní sběrnice X[0..45] / 
odpovídající signál RS232 
AFBUS[0] / TXD X[21] / RTS 
AFBUS[1] / RXD X[20] / TXD 
AFBUS[2] / !RTS X[18] / !CTS 
AFBUS[3] / !CTS X[19] / !RTS 
Tabulka 10: Propojení signálů kanálu A a sběrnice X[0..45] 
 Kromě těchto signálů (RS232) je nutné v FPGA „zapojit“ i některé další signály, které slouží 
k ovládání bluetooth modulu. Jedná se o signál pro zapnutí napěťového regulátoru (PWR_ON), 
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vyvolání resetu modulu (RESET), ukončení aktivního bluetooth spojení (DISCONNECT) 
a povolovací vstup pro SPI rozhraní (SPI_CSB). Umístění těchto signálů na rozhraní modulu je 
uvedeno v kapitole 4.5.2. Informace pro kapitolu 6 Aplikace byly získány z (11), (12), (20). 
 
Demonstrační aplikace 
Pro demonstraci funkčnosti modulu, je využit návrh aplikace pro FITkit zmíněný výše. Pomocí 
mobilního telefonu s bluetooth (musí podporovat SPP profil) bude na rozhraní bluetooth modulu 
FITkitu zaslána textová informace.  Ta bude zobrazena v terminálu, který je připojen na virtuální 
sériový port (jedná se o USB vstup pro FT2232C převodník). I když v této demonstrační aplikaci 
nevyužíváme prostředky MCU, již ze své podstaty musí vykonávat nějakou činnost. Proto jsou 
součástí aplikace i příkazy, které má MCU vykonávat (jedná se o inkrementaci a dekrementaci číselné 
hodnoty, nevykonává tedy žádnou užitečnou funkci). 
 Bohužel, z důvodu nedostatku času tato část zadání nebyla splněna. Rozšiřující bluetooth 
modul pro FITkit byl fyzicky vyroben, demonstrační aplikace však již ne.  
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7 Závěr 
Cílem této bakalářské práce bylo navrhnout rozšiřující bluetooth modul pro výukovou platformu 
FITkit. Aby bylo možné tento modul využívat pro různorodé druhy aplikací a projektů, byl kladen 
důraz na obecný přenos informací. Proto byl použit bluetooth modul, který implementuje sériový 
port. Výhodou je také zachování kompatibility s již existujícím programovým vybavením a 
jednoduché použití pomocí sériové linky.  
Výhodou pro budoucí využití v projektech a demonstračních aplikacích je, že modul umožňuje 
plnou podporu pro řídící signály RS232 rozhraní. Díky tomu lze demonstrovat ovládání např. 
modemů či terminálu. 
Jedním z možných vylepšení modulu je přidání přepínače, který by sloužil k oddělení SPI 
rozhraní od rozhraní modulu. Pokud by toto rozhraní nebylo využíváno (slouží zejména k update 
firmwaru), nebylo by na rozhraní modulu připojeno. Stejný princip je použit u „počítačových“ 
rozhraní FITkitu (VGA, PS/2 a RS232), které jsou povolovány pomocí propojky J6.  
Protože se u rozhraní SPI nepředpokládá časté použití, je zde možnost, aby mělo svůj vlastní 
interface (pinheader oddělený od toho, který slouží k připojení k FITkitu). Tato možnost by zcela 
vyloučila náhodné přepsání firmwaru čipu (např. opomenutím odpojit rozhraní od FITkitu). Musela 
by ale vyřešit, jak ovládat ostatní z funkcí modulu (zejména napájení modulu). 
Protože bluetooth čip disponuje PCM rozhraním, lze toho v budoucnu využít jako námět 
některé z dalších prací. V tomto případě např. o přenos analogového zvuku (neuvažujeme-li možnost 
zaslat digitalizovaný zvuk přímo z FITkitu jako „data“, přes sériové rozhraní). 
Jedním z dalších možných vylepšení je vytvoření knihovny, která by umožnila konfigurovat 
bluetooth čipu za chodu aplikace. Obsahovala by rutiny pro vstup do HCM, jeho opuštění, zasílání 
konfiguračních zpráv a příjem informačních a potvrzujících zpráv. 
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Seznam použitých zkratek 
 
Zkratka Význam 
AFHSS Advance Frequency Hopping Spread Spectrum 
BSIG Bluetooth Special Interest Group 
CTS Clear to Send 
DCD Data Carrier Detect 
DPS Deska plošných spojů 
DSR Data Set Ready 
DTR Data Terminal Ready 
EDR Enhanced Data Rate 
FIFO First In First Out 
FPGA Field-programmable gate array 
GAP  General Access Profile 
GND Ground 
HCI Host Controller Interface 
HCM Host Controlled Mode 
HS High Speed 
ISM Industrial Scientific Medical 
JTAG Joint Test Action Group 
L2CAP Logical Link Control and Adaptation Protocol 
LED Light-emitting Diode 
LMP Link Manager Protocol 
MAC Media Access Control 
MPSEE Multi-Protocol Synchronous Serial 
PIO Parallel Input Output  
RI Ring Indicator 
RTS Request to Send 
RXD Receive Data 
SDAP Service Discovery Application Protocol 
SDP Service Discovery Protocol 
SMD Surface-mount Device 
SPI Serial Peripheral Interface 
SPP Serial Port Profile 
TTL Transistor-transistor logic 
TXD Transmit data 
UART Universal asynchronous receiver/transmitter 
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 Příloha 1. Schéma bluetooth modulu
 
 




 Příloha 3. Seznam použitých součástek 
 
Součástka Hodnota Pouzdro Knihovna (Eagle) 
B1 RESET Push-buttom myLibrary 
B2 DISCONNECT Push-buttom myLibrary 
C1 10u C0805 RCL 
C2 1u C0805 RCL 
C3 4,7u C0805 RCL 
C4 100n C0805 RCL 
C5 100n C0805 RCL 
C6 100n C0805 RCL 
C7 100n C0805 RCL 
D1 KP-2012SRC-PRV 0805 myLibrary 
D2 KP-2012SRC-PRV 0805 myLibrary 
D3 KP-2012SRC-PRV 0805 myLibrary 
IC1 F2M03GLA F2M03GLA myLibrary 
IC2 TPS3825 SOT23-5 myLibrary 
IC3 TPS73633 SOT23-5 myLibrary 
IC4 SN74LVC1G32 SOT23-5 myLibrary 
JP1 PINHEADER 2x25 myLibrary 
R1 200R R0805 RCL 
R2 470R R0805 RCL 
R3 470R R0805 RCL 
R4 200R R0805 RCL 
R5 470R R0805 RCL 
T1 BC846 SOT23 Transistor 
  
  
Příloha 4. Seznam dostupných bluetooth profilů 
 
Profil Stručný popis 
Advanced Audio Distribution Profile (A2DP) Popisuje, jak přenášet audio signál ve stereo kvalitě 
Audio / Video Control Transport Protocol 
(AVRCP) 
Byl navržen pro jednotné ovládání televizí, hifi 
systému a podobných zařízení 
Basic Imaging Profile (BIP) Popisuje, jak může být „obrázkové“ zařízení dálkově ovládáno 
Basic Printing Profile (BPP) Popisuje, jak posílat obrázky, text atd. bezdrátově 
na tiskárny, založených na tiskových úlohách 
Common ISDN Access Profile (CIP) Popisuje, jak může být ISDN signalizace přenesena skrze bluetooth kanál 
Cordless Telephony Profile (CTP) Popisuje implementaci bezdrátového telefonu 
Dial-Up Network Profile (DUN) Poskytuje přístup k internetu pomoci vytáčeného (dial-up) spojení 
Fax Profile (FAX) Popisuje, jak má stanice využít bránu pro zaslání faxu pomocí bluetooth  
File Transfer Profile (FTP) Umožňuje skrze bluetooth využívat služeb FTP protokolu 
General Audio/Video Distribution Profile 
(GAVDP) Poskytuje základ pro A2DP a VDP profily 
Generic Object Exchange Profile (GOEP) Je použit pro přenos objektů z jednoho zařízení do druhého 
Hands-Free Profile (HFP) Tento profil využívá společnosti Nokia pro připojení bezdrátových sluchátek 
Hard Copy Cable Replacement Profile (HCRP) Popisuje, jak bezdrátově tisknout na tiskárnách, které jsou řízeny ovladači  
Headset Profile (HSP) Popisuje komunikaci mezi zařízením typu headset 
a jeho protistranou 
Human Interface Device Profile (HID) Definuje procedury, protokoly a vlastnosti, které 
využívají zařízení jako myši, klávesnice 
Intercom Profile (ICP) 
Popisuje, jak dva mobilní bluetooth telefony ve 
stejné síti mohou zprostředkovat hovor, aniž by 
využívali veřejnou síť  
Object Push Profile (OPP) Umožňuje zasílání nejrůznějších dat (např. 
obrázky, dokumenty, kalendáře atd.) 
Personal Area Networking Profile (PAN) 
Popisuje, jak dvě a více bluetooth zařízení 
vytvořit ad-hoc síť a s použitím stejných 
mechanizmů připojit se ke vzdálené síti pomocí 
přístupového bodu 
Service Discovery Application Profile (SDAP) Popisuje, jak má aplikace používat SDP na 
vzdáleném zařízení 
Service Port Profile (SPP) Emuluje kabelové propojení sériovou linkou 
Synchronization Profile (SYNC) Slouží k synchronizaci mezi zařízeními 
Video Distribution Profile (VDP) Popisuje, jak streamovat video skrze bluetooth síť 
 
Informace získány z (5), (7), (2) 
  
 Příloha 5. Tovární nastavení F2M03GLA bluetooth čipu 
 
Parameter Default Value 
Operating mode Endpoint (Bluetooth Slave) 
Connect accept rule Accepts all units 
Security mode Security off 
Encryption mode Encryption off 
PIN code “0000” in ASCII format 
Local Bluetooth name Free2move WU 
Local SDP-service name SerialPort 
Baud rate 38400 
Data bits 8 
Parity None 
Stop bits 1 
Hardware flow control  On 
Override serial baud rate Disabled 
Throughput/latency mode Throughput 
Link supervision timeout  20sec 
Inquiry scan interval 1.28sec 
Inquiry scan window 11.25ms 
Page scan interval 1.28sec 
Page scan window 11.25ms 
Low power mode Disabled 
Class of device  Uncategorized 
Default transmit power +4dBm 
Maximum transmit power (Class1) +20dBm 
Maximum transmit power (Class 2) +4dBm 
Connection established notification mode Disabled 
Connection closed notification mode  Disabled 
Emulate serial handshaking lines  Disabled 
Override serial port baud rate Disabled 
Quality of service setup Disabled 
Setup synchronous connection Disabled 
Remote RFCOMM server channel  Disabled 
 
Tabulka převzata z (14). 
  
 Příloha 6. Fotografická dokumentace modulu 
 
 
 
 
