




Las redes de sensores 





Las redes de sensores inalámbricas (WSN), son una tendencia 
tecnológica que cada día cuenta con más aplicaciones, las características 
de sus nodos, los protocolos que utilizan y la versatilidad de sus 
configuraciones, las hacen como una opción importante dentro del 
mundo tecnológico. Actualmente no es extraño encontrar en un hospital 
una WSN que haga seguimiento a un paciente con una determinada 
patología; como tampoco es fuera de lo común que en algunas granjas 
tecnificadas, las WSN ayuden a controlar el cultivo de la plantas que allí 
se producen; también es posible que alguien que haya viajado 
recientemente en un sistema de transporte masivo, haya experimentado 
que el bus mostraba en una pantalla la ubicación del mismo y la 
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próxima estación que cubriría, lo mismo sucede con los aeropuertos, los 
bancos, etc.; es decir son tantas las aplicaciones que hoy existen 
alrededor de esta tecnología que su estudio es casi obligado y un 
referente importante para el desarrollo de nuevas soluciones que 
propendan por el mejoramiento de las condiciones de vida de las 
personas. 
 
En el presente capitulo se hace una reseña de la definición de las WSN, 
sus orígenes y aplicaciones. Luego se estudia los elementos que hacen 
parte de una WSN, las características de los mismos y se profundiza en 
la descripción técnica que contiene este tipo de redes. Por último, se 
presenta un acercamiento de la aplicación de las WSN con el cuidado de 
la salud y se cierra el capítulo con la descripción de un caso específico, 
relacionado con una patología denominada “Preeclampsia”. 
 
1.1. Definición y evolución de las redes de sensores 
inalámbricas 
 
Para iniciar el estudio de las redes de sensores inalámbricas, en esta 
primera sección, se parte de varias definiciones importantes, tanto para 
aquellos que tienen conocimiento previo en las temáticas de redes y 
telecomunicaciones, como para quienes apenas se inician en este 
mundo tecnológico. 
 
1.1.1. Definición de Red de Sensores Inalámbrica: En el contexto 
de informática y telecomunicaciones existen diferentes definiciones de 
“red”, como la que propone Salinas (Salinas, 1995), donde considera 
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como red a dos o más computadores que comparten recursos, sean de 
tipo físico (hardware) como discos duros, impresoras, etc., o de tipo 
lógico (software), tales como directorios de archivos, programas, entre 
otros; definición que los expertos en informática y telecomunicaciones 
generalmente comparten sin ninguna objeción. Pero también existen 
otras definiciones como la de Moya y Huidrobo (Moya & Huidrobo, 
2006), que hacen referencia al concepto desde el punto de vista de las 
telecomunicaciones, donde se define a una red como un conjunto de 
sistemas de transmisión, conmutación y demás recursos que permiten la 
transmisión de señales entre puntos fijos que están conectados, ya sea 
por cable, medios ópticos o de otra índole. Para efectos de los temas 
que conciernen en este libro se tomará la definición de red desde un 
punto de vista informático, pero con tendencia a las telecomunicaciones, 
en especial a aquellas que utilizan medios no guiados para la 
transmisión de señales. Es importante acotar que la red a definir tiene 
unos elementos específicos que la componen y son los “dispositivos 
sensores”, que según Aakvaag, y Frey (Aakvaag & Frey, 2006), son 
dispositivos que actúan como unidades autónomas con un 
microcontrolador, una fuente de energía, un radio transceptor y un 
elemento sensor. También hay otra particularidad en la definición de 
esta red y es que su medio de transmisión es inalámbrico, lo que reduce 
el abanico de posibilidades para centrarse en los medios no guiados 
específicamente. A continuación, se expone la definición de red de 
sensores que se adopta en este libro. 
 
1.1.2. Definición WSN: Una red de sensores inalámbrica, es un 
conjunto de nodos (sensores), que están interconectados entre sí, con el 
fin de transmitir señales de los eventos que hacen seguimiento o 
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controlan y de la información relacionada con los aspectos técnicos de la 
misma, compartiendo uno o varios canales para la transmisión de datos, 
utilizando diferentes tecnologías y protocolos de tipo inalámbrico con un 
fin específico y definido por el usuario. Es importante mencionar 
también en la definición de este tipo de redes, el acrónimo que se utiliza 
para referirse a ellas y que viene de sus siglas en inglés, que 
corresponden a WSN, que significan: Wireless Sensor Network o red de 
sensores inalámbrica en español. 
 
1.1.3: Origen y Evolución de las WSN: Las WSN tienen su origen en 
la redes de sensores (sensor networks), cuyo inicio, al igual que muchos 
otros adelantos tecnológicos, nace a partir de iniciativas militares, 
tomando como referencia a Wikipedia, que alberga aportes y conceptos 
de toda índole, se encuentra que uno de los proyectos que impulsó el 
desarrollo de las redes de sensores fue el denominado “SOSUS (Sound 
Surveillance System)”1, impulsado como se dijo anteriormente por un 
organismo militar, en este caso del gobierno de los Estados Unidos, cuyo 
nombre de la agencia es conocido para quienes han estudiado los inicios 
de Internet y corresponde a DARPA (Defense Advanced Research 
Projects Agency), que en las décadas de los 70 y 80 del siglo pasado 
correspondía al departamento de defensa de los EEUU. El proyecto 
consistía en la instalación de boyas2 sumergidas en las costas de dicho 
país con sensores de sonido, con el fin de monitorear el estado de las 
mismas e identificar la posible presencia de submarinos; esta actividad 
                                                            
1  http://en.wikipedia.org/wiki/SOSUS  
2  Es una baliza flotante situada en un río o en el mar y generalmente anclada al fondo, que puede tener diversas 
finalidades, principalmente para la orientación de las embarcaciones y señalización de objetos sumergidos. 
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se desarrolló durante la guerra fría y para los anales de la historia se 
considera que fue la primera red de sensores que ha existido. 
1.1.4. Orígenes de la comunicación inalámbrica: Como un referente 
importante en el inicio de las comunicaciones inalámbricas, se tiene el 
invento de Graham Bell y Summer Tainter, quienes crearon un aparato 
interesante y revolucionario para la época, denominado fotófono (Bell, 
1876). Este dispositivo consistía en reflejar un haz de luz solar sobre 
una celda de selenio incorporada a un circuito telefónico. El haz se 
reflejaba mediante un espejo que estaba ubicado en un diafragma, el 
cual vibraba al ser activado con la voz; la resistencia eléctrica del 
selenio se modulaba con la luz y reproducía la voz que había sido 
transmitida en el recibidor telefónico (Marín, 2008). Este sería el invento 
que, adelantándose muchos años a la era moderna, se constituiría en el 
primer dispositivo utilizado para comunicaciones inalámbricas, que, si 
bien no alcanzaba grandes distancias, fijó una pauta para los desarrollos 
que vendrían en los años siguientes. En 1888, fue Rudolf Hertz (Landt, 
2005), quien realizó investigaciones que llevaron a realizar la primera 
transmisión inalámbrica con ondas electromagnéticas, usando un 
oscilador como medio de transmisión y un resonador como receptor, 
pero fue en 1896 cuando Marconi (Landt, 2005), logró una transmisión 
inalámbrica de mayor alcance, conectando puntos distantes a través del 
océano Atlántico, cambiando de esta manera la concepción de 
transmisión para siempre. Con esta evolución se lograría en los años 
siguientes significativos inventos que harían posible lo que hoy se 
conoce como transmisiones inalámbricas. 
 
1.1.4. La primera red local inalámbrica: Aunque el desarrollo de 
transmisiones inalámbricas se logró a finales de siglo XX, no fue sino 
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hasta 1971 cuando se tuvo una red local (LAN: Local Area Network), 
completamente inalámbrica, esta red se desarrolló bajo la dirección de 
Norman Abramson (Abramson, 1970), quien dirigió un grupo de 
investigadores y crearon la primera WLAN (Wireless Local Area 
Network), denominada ALOHAnet (Abramson, 1970). 
 
ALOHAnet, de acuerdo con (Romero, 2013), esta red estuvo constituida 
por siete (7) computadoras, ubicadas en diferentes islas, administradas 
por el grupo de investigadores de la Universidad de Hawái. Esta red 
funcionaba de forma autónoma, donde cada equipo se conectaba a una 
computadora central y podían enviar información en cualquier momento. 
El medio de transmisión era no guiado, es decir trabajaban por radio, 
por lo que no había costos en el uso de este tipo de transmisión. Pero no 
todo funcionaba como se deseaba y desde aquella época aparecerían los 
problemas que hasta la fecha siguen siendo vigentes. Por ejemplo, uno 
muy común, si dos computadores transmitían al mismo tiempo, las 
señales de datos colisionarían y los datos que transmitían se perdían 
(Romero, 2013). Este problema sin embargo dio paso a un estándar, 
que hasta hoy es vigente en la transmisión de datos y manejo de la 
información en la capa de acceso al medio (MAC), denominado CSMA 
(Ziouva & Antonakopolulos, 2002), que significa: Acceso múltiple con 
detección de portadora (Carrier Sense Multiple Access), el cual trabaja 
con el fin de sensar o verificar si el canal esta libre antes de una 
transmisión y si es así transmitir, pero no siempre funciona como se 
quiere y en algunos casos, dos o más nodos pueden sensar el medio y 
determinar que está libre, lo que supone que pueden transmitir y los 
dos o más nodos lo hacen al mismo tiempo generando una colisión. Con 
el fin de solucionar este nuevo problema se desarrolló otro algoritmo 
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denominado Backoff (Ziouva & Antonakopolulos, 2002), el cual de forma 
resumida se puede decir que hace que los nodos en contienda por 
transmitir tomen un tiempo aleatorio de espera antes de transmitir, 
solucionando de esta manera de forma temporal el problema 
presentado. Las definiciones más precisas de estas formas de transmitir 
se tratan más adelante. 
 
1.2. Elementos de una red de sensores inalámbrica 
 
Una red de sensores inalámbrica al igual que la red de datos o de 
comunicaciones tradicional, se compone de diferentes elementos, los 
cuales le permiten establecer una comunicación entre los nodos que la 
conforman y acorde con el fin para el cual se haya implementado. Según 
(Martinez et al, 2009), este tipo de redes se componen de nodos 
sensores, puerta de enlace, estación base y canal de transmisión 
inalámbrico, a continuación, se explican estos elementos. 
 
1.2.1. Nodos Sensores: Son dispositivos electrónicos configurados a 
nivel de hardware y software para obtener información del medio donde 
sean ubicados. Un nodo sensor puede ser tan pequeño como sea 
necesario, y estará supeditado a la aplicación por la cual se haya creado, 
es decir actualmente existen nodos sensores para la agricultura, para la 
medicina, para el sector industrial, para la meteorología, entre muchas 
otras aplicaciones. En cada situación cumplen con una función 
específica, obtener información del medio, con el fin de permitir la toma 
de decisiones, identificar la necesidad de aplicar un cambio, detectar un 
comportamiento anómalo, etc., de allí que se haya dicho que un nodo 
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sensor está configurado a nivel de hardware y software, es decir estos 
dispositivos cuentan con elementos de hardware que se adaptan a la 
aplicación donde se utilicen y cuentan con un código de programación 
(software), que les permite ejecutar la acción que se haya planeado. En 
















1.2.1.1. Elementos de Hardware de un nodo sensor:  Tomando 
como referencia a (Aakvaag & Frey, 2006), a nivel de hardware un nodo 
sensor se compone de: Sensores, Radio, Procesador, Memoria y Fuente 





















1.2.1.1.1. Sensores: Son dispositivos de hardware que han sido 
creados para capturar información del entorno donde se ubiquen, 
actualmente existen miles de posibilidades, se los encuentra en muchas 
aplicaciones, por ejemplo: en un teléfono celular, en un sensor de 
huella, en sensores de movimiento, en sensores de temperatura, etc.; 
en los automóviles, para la cámara de reversa, para identificar la 
cantidad de gasolina disponible, para detectar fallas en el motor, etc.; 
en la agricultura y medio ambiente, para medir la temperatura 
ambiental, la humedad del terreno, la velocidad del viento, etc.; para 
aplicaciones médicas, para medir la temperatura corporal, para medir 
los signos vitales, etc.; y así se podría seguir nombrando opciones, 
aplicaciones y diferentes tipos de sensores. En términos más simples se 
puede decir que un sensor es el elemento electrónico que captura 




1.2.1.1.2. Radio: El elemento radio, que se ha especificado como parte 
de un nodo sensor, es el dispositivo electrónico que permite establecer 
la comunicación con otros nodos o con la puerta de enlace de la WSN 
que se esté configurando. Este elemento es el que permite acceder a un 
canal de transmisión para poder comunicarse con otros elementos de la 
red. En términos de (Martinez et al, 2009), es un dispositivo de 
comunicación que permite enviar y recibir datos para comunicarse con 
otros dispositivos dentro de su rango de transmisión. El radio de un 
sensor trabaja generalmente dentro de bandas no comerciales en 
transmisiones de radio frecuencia (RF), el rango más común de 
frecuencias se encuentra entre 433 Mhz y 2.4 Ghz (Martinez et al, 
2009). En términos de funcionamiento un radio puede establecer el 
estado en el que se encuentre un nodo sensor, los cuales son: Activo, 
enviando información; Activo, recibiendo información; Inactivo, 
durmiendo e Inactivo, apagado. Estados que influirán de manera directa 
con el consumo de energía y tiempo de vida de funcionamiento de los 
nodos sensores. Las tecnologías de hardware más comunes en la 
construcción de este tipo de dispositivos son según (Iacono et al, 2010): 
Freescale, Digi, Texas Instrument y Croosbow, ver tabla 1.1. 
Tabla 1.1. 
Tecnologías de hardware para radio sensores 
Sensor Tecnología Tipo 
Fuente: 
https://www.nxp.com/assets





























1.2.1.1.3. Procesador: Es el dispositivo que hace parte del nodo 
sensor y que se refiere al microcontrolador, el cual tiene las capacidades 
de procesamiento para poder implementar un protocolo de 
comunicación en la WSN. En términos más simples este dispositivo es 
un chip o circuito integrado que hace parte de una tarjeta con los demás 
elementos del nodo sensor. Su tamaño dependiendo de su funcionalidad 
y uso puede ser muy pequeño. Existen microconntroladores (Iacono et 
al, 2010), de Freescale, como los HCS08; en Digi, se tiene los EM250; 
de Texas Instrument son muy comunes los CC2430, CC2480, 8051, 
entre otros; de Croosbow se puede identificar el TPR2400 y el MICAz; 












1.2.1.1.4. Memoria: Los nodos sensores también disponen de 
elementos de memoria que les permiten guardar la información que 
capturan, esta memoria puede ser de tipo temporal, como la memoria 
RAM, que generalmente se constituye en un chip adherido a la tarjeta 
principal del nodo sensor, o en otros casos puede tratarse de memorias 
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removibles como las “SD card”, “Memorias USB”, “Discos Duros”, entre 
otras posibilidades. 
 
1.2.1.1.5. Fuente de energía: Es el elemento que permite el 
funcionamiento eléctrico del nodo sensor, se refiere a las baterías o 
fuentes que alimentan los circuitos internos del nodo y les permite 
cumplir con el objetivo por el cual fueron diseñados. Hay diferentes tipos 
de fuente de energía: de baterías recargables, de baterías solares, con 
alimentación eléctrica, con alimentación mediante conectores USB, entre 
otros. Este elemento es fundamental en el diseño de una WSN, por 
cuanto si se conoce la capacidad o tiempo de funcionamiento de un 
nodo sensor, se podrá planear y establecer el trabajo y función que 
desempeñará el mismo. 
 
1.2.2. Puerta de enlace: Es un dispositivo dentro de una WSN que 
permite recibir la información que han capturado los nodos sensores, y 
enviar la misma a un centro de datos u otro dispositivo dentro de la red. 
En algunos casos una puerta de enlace puede ser otro nodo sensor, o 
puede tratarse de un dispositivo capa tres (según el modelo OSI), que 
corresponde a un router o tratarse de un computador que recibe los 
datos en un determinado tipo de protocolo y los convierte en otro. Lo 
importante de este elemento es señalar que se trata del dispositivo que 
permite recibir los datos de los sensores y redirigirlo a otra instancia, ya 
sea para guardarlo o para generar una alerta. 
 
1.2.3. Estación base: Se refiere al equipo que guardará la información 
que se capture mediante los nodos sensores, en algunos casos la 
estación base está conectada a una WSN directamente, situación que 
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puede darse mediante algún medio guiado o inalámbrico, pero que tiene 
la característica de estar en un mismo espacio físico, junto a una WSN. 
En otros casos, la estación base esta físicamente en un lugar distinto a 
la WSN y envía los datos a la misma través de la puerta de enlace. En 
los casos que este elemento está ubicado remotamente, puede tratarse 
de un espacio en la nube, de un servidor remoto interconectado a la 
WSN mediante un ISP (Proveedor de servicios de Internet), entre otras 
posibilidades.  En resumen, se refiere al equipo que guarda y administra 
los datos de la WSN. 
 
1.2.4. Canal de transmisión inalámbrico: Es el medio físico por el 
cual se transmite la información, que acorde con la naturaleza de la red 
que se está trabajando, corresponde al espacio físico abierto, es decir se 
trata de un medio no guiado. Este canal de transmisión hace parte del 
conjunto de frecuencias que componen el espectro electromagnético y 
de acuerdo con las características del protocolo de WSN que se utilice, 
se ubicará en una determinada frecuencia, el rango más común de 
frecuencias de tipo libre, se encuentra entre 433 Mhz y 2.4 Ghz 
(Martinez et al, 2009). 
 
1.3. Protocolos y técnicas de transmisión de datos 
 
A continuación, se nombran algunas posibilidades de estándares y 
protocolos de las redes de sensores inalámbricas, que según (Garbarino 
& Echeverria, 2012), son las más comunes en este tipo de redes:  




1.3.1. Bluetooth: Es una de las tecnologías con mayor información en 
Internet, con diversas descripciones y aplicaciones. En este libro, se ha 
tomado los aspectos que caracterizan a esta tecnología como una WSN, 
los cuales según (Holger & Andreas, 2005) son (Ver tabla 1.2): 
Tabla 1.2. 
Características Bluetooth como WSN 
Característica Descripción 
A nivel de nodo 
coordinador 
Requiere de un nodo (Maestro) que 
constantemente realice las operaciones de consulta 
a los otros sensores, este método se denomina 
polling. Lo anterior significa que el nodo esclavo 
estará siempre encendido esperando algún 
requerimiento del nodo maestro. 
Cantidad de 
nodos en la WSN 
La cantidad de nodos conectados al nodo maestro 
es limitada (siete) y no es completamente fiable. Si 
un octavo nodo quiere conectarse a un maestro, su 
solicitud será rechazada. 
Nodos maestros Si se quiere una red de gran tamaño se requerirán 
muchos nodos maestros, manejando los nodos 
esclavos. 
Sincronización Se debe realizar una sincronización estricta entre 
nodos maestros y nodos esclavos, con el fin de 
determinar los roles de los nodos, esta 
sincronización y conexión no son estables. 
 
Como se puede deducir del contenido presentado en la tabla 1.2, la 
tecnología Bluetooth permite la configuración de WSN, pero tiene 
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muchos limitantes a la hora de configurarla, principalmente en relación 
con la cantidad de nodos y sincronización, pero en algunas situaciones 
específicas podría ser una opción. 
 
1.3.2. WIFI: Es una tecnología de gran aceptación actualmente, su 
nombre viene de las palabras en inglés: “Wireless Fidelity”, que se creó 
como resultado de un consorcio de empresas que trabajan con el 
protocolo IEEE 802.11.x. En la tabla 1.3, se pueden observar las 
características que presenta esta tecnología con respecto al uso de la 
misma como WSN, según (Holger & Andreas, 2005). 
 
Tabla 1.3. 
Características WIFI como WSN 
Característica Descripción 
En cuanto al medio de 
transmisión 
Funcionan con la tecnología CSMA/CA, 
que significa que están revisando 
continuamente el medio antes de poder 
transmitir. 
En cuanto a la necesidad de 
energía. 
Son redes que manejan grandes 
volúmenes de transmisión de datos a 
grandes velocidades, lo que ocasiona 
que se requiera de fuentes de 
alimentación energética con alto poder, 
con el fin de soportar el volumen de 
datos y velocidad de transmisión que 
manejan. 
En cuanto tiempo real Como se mencionó anteriormente 
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trabajan con CSMA/CA, lo que significa 
que su transmisión se realiza 
generalmente con el mejor esfuerzo, 
pero no garantizan canales libres y 
efectivos para la transmisión en tiempo 
real. 
 
Este tipo de tecnología es el de mayor uso a nivel mundial en lo 
relacionado con conexiones inalámbricas, pero para la configuración de 
WSN, como se puede observar a partir de la información consignada en 
la tabla 1.3, no es la mejor opción, principalmente por la necesidad de 
capacidad energética que requieren sus dispositivos. Sin embargo, en la 
configuración de WSN, el uso de WIFI puede dar soporte en la 
configuración de los elementos que refieren a puerta de enlace y 
estación base que hacen parte de una WSN. 
1.3.3. El Estándar IEEE 802.15.4: De acuerdo con (Yang et al, 2009), 
es un protocolo de radio frecuencia, de naturaleza inalámbrica. Con 
respecto a las redes de sensores inalámbricas (WSN), se puede 
considerar como el principal referente y la base de otras tecnologías 
como Zigbee, Wiresshart, entre otras. Autores como (Quiroz, 2013), 
definen a este estándar como un conjunto de protocolos de alto nivel, 
abiertos y globales para la comunicación inalámbrica en las redes de 
área personal (PAN) y (WSN). A continuación, se describe las 
características que definen este estándar. 
1.3.3.1. Características generales de IEEE 802.15.4: Según 
(Quiroz, 2013), este estándar se compone de diferentes características 
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que lo hacen importante y referente en las WSN, entre las principales se 
tienen las siguientes, ver tabla 1.4. 
 
Tabla 1.4. 




Este protocolo puede trabajar en diferentes 




Su tasa puede verse baja, pero dada la necesidad 
de lectura que manejan los sensores, puede ser 
suficiente. La tasa de transmisión es de hasta 
250kbps en 2.4 Ghz, 40Kbps en 915Mhz y 20Kbps 
en 868 Mhz. 
Acceso al medio Pueden utilizar igual que WIFI, CSMA/CA, pero 
también tienen acceso al medio sin contención con 
una técnica denominada GTS, la cual puede 




Es quizá su principal característica, es decir pueden 
transmitir a una velocidad importante y reducir la 
latencia en la transmisión, hasta garantizar en 
algunos casos tiempo real. Por otra parte el manejo 
de sus sensores le puede permitir que estos 
duerman o estén inactivos cuando no estén 






Requieren baja potencia, sus equipos trabajan con 
mínimos requerimientos de energía y potencia. 
Cantidad de 
nodos 
Pueden manejar gran cantidad de nodos en la 




Permiten el manejo de espacios de tiempo o time-
slot, lo que puede permitir el manejo de 
transmisiones en tiempo real. 
 
1.3.3.2. Topologías para IEEE 802.15.4: Dependiendo de la 
aplicación que se desee implementar, este tipo de tecnología, maneja 
dos tipos de topologías: Estrella y Malla. La estrella que corresponde a 
una topología típica de un nodo central y varios nodos conectados al 
mismo, es el más común para transmisiones en tiempo real. También 
está la topología en malla que corresponde a una configuración donde 
hay varios nodos sensores interconectados con otros, identificándose 
varios coordinadores y nodos finales, este tipo de redes es muy útil y 
común en campos dispersos y medición de variables del medio 
ambiente, cultivos, volcanes, etc. En la figura 1.4, se puede observar los 








Figura 1.4. Topologías IEEE 802.15.4 




A partir de las dos topologías antes referenciadas, puede resultar un 
tercer tipo, también común en algunos casos de aplicación, dicha 
topología se denomina “Cluster-Tree” (Quiroz, 2013). En la figura 1.5. 








Figura 1.5. Cluster-tree topology 
Fuente (Quiroz, 2013) 
 
1.3.3.3. Tipos de dispositivos para IEEE 802.15.4: Como se ha 
mencionado anteriormente, las WSN se conforman de unos elementos 
denominados nodos sensores, los cuales según IEEE 802.15.4, pueden 
ser de dos tipos (Quiroz, 2013): Dispositivos de función completa (FFD: 
Full function device) y Dispositivos de función reducida (RFD: Reduced 
function Device). A continuación, se da una definición de los mismos. 
1.3.3.3.1. Dispositivo de función completa (FFD): Es el dispositivo 
que puede encargarse de coordinar la red, lo que constituye en 
sincronizar los nodos al inicio del proceso y si se trabaja en topología 
estrella, recibir los datos de los otros nodos para ser enviados por la 
puerta de enlace a la estación base. También se encarga de enviar 
beacon o tramas de información a los nodos de la red para notificarles el 
envío de datos o para informar algún cambio en la misma. Este tipo de 
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dispositivos también pueden funcionar como un nodo final que sólo 
capture datos y envíe al nodo coordinador. 
 
1.3.3.3.2. Dispositivo de función reducida (RFD): Son los 
dispositivos que se encargan de capturar los datos del medio o entorno 
donde se hayan ubicado y de enviar los datos al nodo coordinador. Es 
decir, son dispositivos que no pueden trabajar como nodos 
coordinadores o FFD, su trabajo es limitado y se suele especificar en 
sólo lectura de los datos para los cuales fueron programados. Son los 
dispositivos que más tiempo permanecen en reposo y se despiertan sólo 
cuando el coordinador los necesita o el tiempo para leer una variable se 
ha cumplido. Su nombre también suele ser “End Device” o dispositivo 
final. 
 
1.3.3.4. Capa de Acceso al Medio del Protocolo IEEE 802.15.4: Los 
dispositivos mencionados en el apartado anterior se ubican en la parte 
eléctrica, electrónica y de configuración básica para establecer la 
conectividad entre los diferentes sensores de una WSN y conforman en 
conjunto con sus características propias la denominada capa física. 
Mientras que los procesos que comprenden el acceso al medio y la 
transmisión de datos a otros dispositivos de nivel intermedio (para que 
luego dicha información llegue a las aplicaciones finales), se dan en la 
denominada capa de acceso al medio o MAC. 
La capa MAC funciona mediante dos mecanismos para acceder al canal 





1.3.3.4.1. Mecanismo de contención básico CSMA/CA: Es la forma 
por defecto para acceder al medio, donde un nodo sensor (RFD o FFD) 
hace el sensado al canal antes de iniciar una transmisión. Este modo se 
define con dos variables de estado: BE que es el exponente utilizado por 
el algoritmo de backoff y NB que es el número de backoffs asociados a 
la transmisión activa. Con estas dos variables opera el mecanismo que 
buscará encontrar el canal libre para transmitir, donde en caso de no 
encontrar disponibilidad de canal libre, intentará nuevamente el proceso 
mediante la ampliación de un tiempo aleatorio, acorde con la expresión 
2BE-1, hasta obtener un canal libre y poder transmitir. En este 
mecanismo pueden existir colisiones cuando dos nodos acceden al 
mismo tiempo y en esos casos se aplica el algoritmo de backoff (de 
tiempo aleatorio), Ver figura 1.6. 
 
1.3.3.4.2. Modo Beacon-Activo: En este modo el coordinador de la 
red, que es un dispositivo FFD y único en la WSN, se encarga de 
administrar y sincronizar los nodos, enviando periódicamente pequeñas 
tramas a los dispositivos RFD, denominadas beacons, las cuales 
permiten a cada nodo identificarse y sincronizarse con el nodo 
coordinador en la WSN. El procedimiento anterior basa su 
funcionamiento en una estructura denominada Supertrama la cual está 
constituida por dos partes: una denominada ACTIVA que la componen 
un campo de Beacon y 16 time-slots de igual tamaño; y la otra llamada 
INACTIVA, en la cual el dispositivo entra en reposo o modo dormido. El 
límite entre una supertrama y otra lo definen los beacons, los cuales 






















La parte activa se divide en dos periodos en los que se utilizan distintos 
métodos de acceso al medio: por contención (CAP: Contention Access 
Period) y libre de contención (CFP: Contention Free Period). El periodo 
CAP utiliza CSMA/CA como mecanismo de acceso al medio, mientras que 
en el acceso CFP se utiliza una técnica denominada intervalo de tiempo 
garantizado o GTS (Guaranteed Time Slots). Para esto, el estándar IEEE 
802.15.4 reserva hasta 7 segmentos GTS, los cuales se asignan de 
manera directa por el coordinador de la red, ya sea en una topología 
estrella o malla. En una transmisión que opera en el modo beacon-
activo, pueden habilitarse sólo el acceso CAP, el acceso CFP o ambos, 
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según lo defina el nodo coordinador. En la figura 1.7 se pueden 
identificar las partes antes mencionadas: 
 
Figura 1.7 Estructura Supertrama IEEE 802.15.4 
Fuente: (Campaña & Londoño, 2015) 
 
En el modo beacon-activo se definen los parámetros que determinan el 
tamaño y tiempo de la supertrama, que también establecen las 
características de los slots. Según (Haque & Rahman, 2014), estos 
parámetros son: BI (Beacon Interval), que corresponde al intervalo de 
beacon y es el tiempo total que dura la supertrama. Esta variable se 
define con la siguiente expresión: 
 
BI = 960 Símbolos * 2BO 
 
Donde Beacon Order (BO) es un valor entre 0 y 14, el cual determina el 
tamaño del intervalo de beacon y se define al configurar la red. 
 
Otra variable que interviene en este proceso es Superframe Duration 
(SD), la cual determina la longitud de la parte activa de la supertrama 
(dada en símbolos), esta variable se define con la siguiente expresión: 
 
SD = 960 Símbolos * 2SO 
Donde Superframe Order (SO), es un valor entre 0 y 14, que determina 
el tamaño y tiempo de los slots que componen la parte activa. Al igual 




Las dos variables anteriores (SO y BO), están supeditadas al 




El símbolo es una parte importante de las expresiones antes 
mencionadas, que está directamente relacionado con la tasa de 
transmisión del estándar IEEE 802.15.4 y permite calcular el valor del 
tiempo de la supertrama y del intervalo de beacon (BI). Tomando como 
referencia a (Digi, 2010) y (Ramos et al, 2015), un símbolo tiene una 
equivalencia a 4 bits, valor que permite realizar los cálculos 
correspondientes para obtener la longitud y el tiempo de duración de la 
supertrama (SD). 
 
El periodo de símbolo depende de la frecuencia con la cual trabaja el 
estándar, que a su vez define la tasa de transmisión permitida, por 
ejemplo: para la frecuencia 2.4 Ghz se tiene una tasa de transmisión de 
250 kbps, lo que significa que dicho valor transformado a símbolos es 
62.500 símbolos y el valor en segundos de un periodo de símbolo 
0,000016 sg, como se evidencia en las siguientes expresiones. 
 
250 kbps = 62.500 símbolos /seg 
Ps = 0,000016 seg 
 
En la tabla 1.5 se puede apreciar los periodos de símbolo de acuerdo 






Periodos de símbolo IEEE 802.15.4 









868 Mhz 1 20 kbps 4 0,2 ms 
915 Mhz 10 40 kbps 4 0,1 ms 
2,4 Ghz 16 250 kbps 4 0,016 ms 
 
Cuando el nodo coordinador establece que se trabajará con CFP, se 
puede hacer uso de la asignación de GTS, donde de acuerdo con el 
estándar IEEE 802.15.4, pueden existir hasta máximo siete (7) GTS, los 
cuales agrupan varios time-slot. Si se utilizan todos los slots para GTS 
puede desaparecer CAP y el nodo coordinador trabajará sólo en modo 
CFP. Mediante el modo CFP se puede garantizar la latencia en la 
transmisión, dado que se asigna de manera directa uno o más time-slot 
para un dispositivo que requiera transmitir información prioritaria, 
evitando la variabilidad inherente al acceso al medio, que se presenta 
cuando se hace por medio de los protocolos por contención. El proceso 
descrito implica que sea necesario el análisis de los recursos con los que 
se cuenta en la red y la forma en que serán asignados dichos recursos.  
 
1.3.3. ZigBee: Por otro lado, ZigBee es una tecnología que se basa en 
las capas física y de acceso al medio de IEEE 802.15.4, aparte de las 
cuales también define las capas de servicios de red, aplicación y 
seguridad. ZigBee al igual que WIFI, es un consorcio de varios 





1.3.4. IEEE 802.15.6: Se refiere en especial a las WSN denominadas: 
redes de sensores de área corporal (WBAN: Wireless Body Area 
Network) (Kwak & Ullah, 2010), es decir son una variante de las redes 
de sensores inalámbricas, pero con una aplicación específica en temas 
de salud para el ser humano. En este nuevo estándar se proponen 
nuevas capas física y de enlace. La capa física no es una sola, sino que 
tiene tres alternativas, dependiendo de la necesidad o aplicación donde 
se utilice (Vargas, 2017): Narrowband (NB), Ultra wideband (UWB) y 
Human Body Communications (HBC). Por otro lado de acuerdo con 
(Kwak & Ullah, 2010), la capa de enlace o MAC utiliza también tres 
métodos para acceder al canal y transmitir  datos: modo beacon con 
límites de supertramas; modo sin beacon con límites de supertramas y 
modo sin beacon sin límites de supertramas; encontrando como una 
gran diferencia con respecto al estándar IEEE 802.15.4, que no utiliza 
GTS, aunque persiste el uso de time-slot de igual tamaño, supertramas 
y el uso de CAP con el control de acceso de CSMA/CA, incorporando 
también Aloha, es decir en lugar de utilizar la técnica de transmisión en 
tiempo real que ofrece el estándar de la WSN, las WBAN utilizan varias 
alternativas para lograr minimizar la latencia, pero aun enfatizando en 
procesos de contención. También es importante mencionar que mientras 
las WSN son de aplicación general, las WBAN son más de aplicaciones 
dirigidas a la biomedicina (Vargas, 2017). en la tabla 1.6, se pueden 










Diferencias IEEE 802.15.4 e IEEE 802.15.6 
Característi
ca 
IEEE 802.15.4 IEEE 802.15.6 
Nodos 
Pequeños con 
posibilidad de cambiar 
sus baterías, con 
recursos de memoria y 
procesamiento bajos. 
Mucho más pequeños y con 
recursos más limitados en cuanto 
a memoria y procesador que los 
usados en IEEE 802.15.4. 
Existen tres tipos: 
Coordinador, 
Dispositivos finales y 
routers. 
Sólo existen dos tipos: sensores y 
coordinadores. 
Los nodos pueden tener 
varias funcionalidades 
al tiempo: coordinador 
o sensor. 
Cada tipo de nodo sólo puede 
ejercer el rol que le corresponde. 
Despliegue y 
densidad 
Se utilizan nodos 
redundantes en la 
medición de las 
variables que utilizan, 
en algunos contextos 
importa mucho la 
ubicación en otros no 
es significativa. Mucha 
densidad de nodos 
generalmente. 
Los nodos generalmente se ubican 
de forma estratégica en diferentes 
partes del cuerpo. Poca densidad 
de nodos. 
Tasas de Sus dispositivos Se requieren dispositivos de alta 
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transmisión generalmente son 
homogéneos y manejan 
tasas que están 
generalmente en 
máximo los 250kbps. 
fiabilidad y bajo retardo, son a 
menudo heterogéneos. Las tasas 
van desde los 10kbps hasta los 
10Mbps. 
Escala Rango amplio, hasta 
kilómetros. 






de clima, ruido y otros 
factores 
Expuestos a entornos más 
predecibles, con problemas aún en 
el manejo de nodos móviles. 
Topología Probabilidad de 
estructura fijas o 
estáticas. 
Variable de acuerdo variación 






Dificultad cuando son implantados, 
además pueden ser más costosos 
de acuerdo a lo que sensen en el 
cuerpo humano. 
Fuente (Vargas, 2017) 
1.3.5. WirelessHART: su sigla significa: Wireless Highway Addressable 
Remote Transducer, y según (Song et al, 2008), corresponde al primer 
estándar abierto de comunicación inalámbrica específicamente diseñado 
para aplicaciones de control de procesos, liberado en el año 2007. Este 
estándar se compone de las siguientes capas: Física, Enlace (MAC), Red, 
Transporte y Aplicación. En cuanto a los nodos que componen una red 
con WirelessHART se tiene: dispositivos de campo, dispositivos de 
mano, gateway y administrador de red. Soporta topologías en estrella y 
malla principalmente. Este estándar se diseñó pensando en 
características de robustez y confiabilidad para aplicaciones industriales, 
44 
 
pero, según (Lennvall & Svensson, 2008), no es recomendado para 
procesos con tiempo real. 
1.4. Aplicaciones de las redes de sensores 
 
Teniendo en cuenta que el capítulo se centra en la definición de WSN y 
su aplicación en el cuidado de la salud, es importante revisar algunas 
aplicaciones que se han realizado con este tipo de redes, pero teniendo 
en cuenta principalmente la transmisión de datos en tiempo real, que es 
una de las características importantes y necesarias en este tipo de 
situaciones.  
 
Las variables que inciden en la transmisión de datos se comportan en 
algunos casos de forma diferente de acuerdo al espacio donde se 
apliquen, no es lo mismo enviar un paquete por el espacio abierto en 
una cancha de fútbol que en el  auditorio de un edificio, hay 
interferencias importantes que se pueden presentar en cada caso y 
problemas como la atenuación se evidenciaran más fácilmente en 
ciertas situaciones, acorde a lo anterior en la tabla 1.7 se mencionan 
algunos estudios que involucran a las WSN y su comportamiento con 
entornos cerrados. Por otra parte, las redes de sensores inalámbricas, 
pueden diseñarse para unos cuantos nodos hasta miles de ellos, 
dependiendo de la aplicación. Pero siempre será un factor fundamental 
determinar la cantidad de nodos que compone una WSN, al igual que 
conocer la potencia de los sensores y la distancia que estarán separados 
unos de otros, dado que se analizan casos donde las WSN trabajan con 
tiempo real, un estudio significativo relacionado con este ítem, también 
se puede encontrar en la tabla 1.7. Por último, en la identificación de 
estudios relacionados con aspectos importantes en el diseño de WSN 
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para transmisión de datos en tiempo real, se tiene el ítem que tiene que 
ver con la topología, por ello en la misma tabla (1.7) se han presentado 
algunos estudios que tienen en cuenta este aspecto. 
Tabla 1.7. 
Estudios de aplicaciones de las WSN 
Titulo Estudio Características 
Redes de sensores y 
actuadores 
inalámbricos: una 
caracterización y caso 
de estudio para 
aplicaciones médicas 
en espacios cerrados 
Fuente (Martinez et 
al, 2008) 
• Estudio que presenta una 
caracterización de aplicaciones WSN 
para los sectores médicos, 
medioambiental, agrícola e industrial. 
• Hace énfasis en el caso de aplicación de 
WSN para detección de arritmias 
cardiovasculares. 
• Analiza las aplicaciones de acuerdo a si 
son para entornos cerrados y abiertos. 
• Las aplicaciones estudiadas trabajan 
con WSN con la frecuencia libre de 
2.4Ghz, nodos fijos y móviles y utilizan 
principalmente el radio CC2420 de 
Texas Instrument. 
Plataforma SHIMMER 
Sensing Health with 
Intelligence, 
Modularity, Mobility 
Fuente (Gonzalez et 
al, 2009) 
• Se trata de una plataforma de sensores 
ideada por Intel para aplicaciones 
portátiles de WSN para el cuidado de la 
salud. 
• Maneja principalmente BSN (Body 
Sensor Network) con procesadores de 8 
Mhz de Texas Instrument. 
• Trabaja con la norma IEEE 802.15.4 en 
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la frecuencia 2.4 Ghz. 
• La topología propuesta en este tipo de 
aplicación es malla. 
An Emergency-
Adaptive Routing 
Scheme for Wireless 
Sensor Networks for 
Building Fire Hazard 
Monitoring 
Fuente(Zeng et al, 
2011) 
• Es una aplicación para entornos 
cerrados cuyo fin es monitorear edificios 
para la prevención contra incendios. 
• Su diseño está dirigido para trabajar en 
tiempo real. 
• Se basa en estudios de simulación, 





scale wireless sensor 
networks Fuente: 
(Liang & Jan, 2011) 
• Es un estudio que analiza las WSN 
desde el punto de vista de las 
interferencias que puedan afectarlas. 
• Analiza las interferencias externas, 
dentro de la red y a nivel de protocolo. 
• Un aporte importante del estudio se 
relaciona con el análisis que hace 
acerca de la posible interferencia entre 
redes que utilizan el estándar IEEE 
802.11 y el estándar IEEE 802.15.4. 
Desarrollo e 
implementación de 
una red de sensores 
Zigbee mediante el 
dispositivo Xbee de 
Digi 
Fuente (Girod, 2012) 
• Es un estudio que relaciona el diseño de 
una WSN para la lectura de condiciones 
medio ambientales como la temperatura 
en espacios cerrados. 
• Este estudio utiliza sensores tipo Xbee 
de Digi. 
• El estándar que aplican es ZigBee. 
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networks using tmote 
sky devices 
Fuente (Morparia et 
al, 2007) 
• Es una aplicación que utiliza sensores 
de Texas Instrument 
• Maneja el sistema operativo para 
sensores denominado TinyOS. 
• Analiza la relación señal-interferencia-
ruido. 
• Su objetivo es lograr la eficiencia en 
transmisiones concurrentes con WSN. 
• Es un estudio importante en el análisis 
de la ubicación de los sensores en una 
WSN. 
Estado actual de las 
Comunicaciones por 
Radio Frecuencia 
Fuente (Mayné, 2009) 
• Este estudio describe las características 
básicas de las WSN a nivel de: sistemas 
de radio frecuencia, Bandas ISM 
(Industrial, Scientific and Medical). 
•  Analiza el comportamiento de las WSN 
por debajo y encima de 1Ghz. 
• Analiza las soluciones que utilizan 
tecnologías mencionadas anteriormente 
como Freescale, Texas Instrument entre 
otras. 
Monitoreo ubicuo de 
salud en tiempo real 
con WBSN 
Fuente (Kaschel & 
Perez, 2014) 
• Se describe un diseño integrado de 
vigilancia ubicua de salud en tiempo 
real utilizando WBSN (Wireless Body 
Sensor Network) 
• Relaciona el estudio de WSN y su 
articulación con otras tecnologías como 
M2M (Machine to Machine) y 
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computación en la nube. 
• En la solución considera un servidor 
médico inteligente ubicado en la nube y 
un dispositivo móvil inteligente que 
actúa como router y coordinador o 
concentrador virtual en el lado cliente-
paciente. 
• Es una solución para pacientes que 
requieren monitoreo continuo. 
• La topología que maneja es estrella. 
Evaluación de las 
topologías Físicas de 
WSN mediante la 
implementación de un 
prototipo de medición 
de variables 




• Es un estudio que analiza las topologías 
estrella, árbol y malla para las WSN. 
• Los aspectos que analiza en el estudio 
de las topologías son:  potencia, 
perdida de paquetes y retardo en la 
transmisión principalmente. 
• El estudio considera que una de las 
mejores topologías para lograr mejores 
rendimientos en aplicaciones WSN es la 
estrella. 
 
1.5. Las Redes de sensores para el cuidado de la salud 
 
1.5.1. Aplicaciones de WSN para el cuidado de la salud: Son 
muchas las aplicaciones en las cuales han contribuido las redes de 
sensores inalámbricas (WSN) y también son diferentes los campos en 
los cuales han incursionado de manera efectiva, en este apartado se 
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mencionan algunos estudios que principalmente relacionan el aspecto 
médico. Antes de iniciar con la mención de los estudios de WSN que 
relacionan temas del cuidado de la salud, es importante conocer los 
retos y dificultades que afrontan este tipo de redes entre los cuales se 
tienen los siguientes, acorde con (Delicato et al, 2010), ver tabla 1.8. 
 
Tabla 1.8 
Retos y dificultades WSN 
Reto / Dificultad Descripción 
Manejo y gestión de la 
energía para el 
funcionamiento de los 
sensores (Gómez & 
Carmona, 2006). 
Es un problema muy importante desde el 
inicio de este tipo de redes y del mismo 
depende la masificación de los sensores 
para una mayor aplicabilidad de las WSN. 
Enrutamiento de la 
información (Kumar et al, 
2012) 
Si bien es cierto que se han desarrollado 
diferentes algoritmos para ello, aún sigue 
siendo un problema el control del nodo 
principal y la optimización en el envío de 
datos. Este problema reviste importancia 
por la arquitectura de las WSN que es 
dispersa, lo cual significa que los nodos no 
obedecen a una organización de 
agrupamiento específica, sino que pueden 
estar enmarcados por la necesidad del 
contexto, lo que hace que definir el nodo 
coordinador pueda ser un problema y esto 
también puede suponer que la forma en que 
los demás nodos identificaran al mismo no 
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sea tan sencilla. 
El software desarrollado 
aún tiene predominio de 
ser propietario (Mottola & 
Pietro, 2008) 
Es un problema que hace dependiente el 
dispositivo (sensor) del fabricante. Ya se han 
desarrollado unas pocas aplicaciones de 
middleware abiertas, pero aún es un tema 
por desarrollar y abordar por los 
investigadores y programadores amantes 
del código abierto. 
Desarrollo de sensores 
con mayor inteligencia 
(Acedo et al, 2008) 
Es un problema en el cual no se ha 
avanzado mucho, los sensores sólo detectan 
señales y a lo sumo envían un valor de una 
variable específica, otros son actuadores y 
responden generalmente a una acción 
mecánica, esta situación supone un reto 
latente para los fabricantes de sensores, 
donde las aplicaciones tengan mayor ámbito 
de acción en los problemas que se han 
enmarcado y que los sensores hagan parte 
complementaria y efectiva en el desarrollo 
de la solución de los mismos. 
La seguridad es otro reto 
para los investigadores 
(Cusack & Kyaw, 2012) 
Hay diferentes investigaciones que sostienen 
que este tema está limitando el desarrollo e 
implementación de las WSN, sobre todo por 
la búsqueda de protocolos de seguridad 
necesarios para el umbral entre las capas 
física y de enlace. Este problema es 
importante y va de la mano con el desarrollo 
de todo el contexto de aplicación de las 
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WSN, sobre todo para llegar a convertirse en 
una red fiable y de gran uso. 
 
Teniendo en cuenta lo anterior, ahora se pueden nombrar algunas 
aplicaciones que relacionan directamente a las WSN y el aspecto médico 
y cuidado de la salud, ver tabla 1.9. 
 
Tabla 1.9 
Aplicaciones médicas con WSN 
Titulo Estudio Características 
Wireless Sensor 
Networks for Healthcare 
(Ko et al, 2010) 
Es un documento que expone el estado del 
arte de las aplicaciones WSN con la salud y 
medicina hasta el año 2010, habla acerca de 
los retos y dificultades que presenta este tipo 
de estudios hasta la fecha de publicación del 
mismo. 
High-Confidence Medical 
Devices (NCO, 2009): 
Se refiere a un encuentro médico e ingenieril 
relacionado con el análisis de la aplicación de 
los dispositivos electrónicos, como sensores 
en el cuidado de la salud. El compendio de 
artículos que hace referencia esta cita es de 
un congreso médico, pero hace evidente la 
necesidad del uso de la tecnología en el 
mejoramiento del cuidado de la salud para 
las personas con el apoyo de la misma. 
M2M Comunications for 
Healthcare (Cheng, 
Propuesta de diseño de una aplicación 
tecnológica para el uso de sensores en 
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2012) situaciones médicas. Este estudio tiene la 
particularidad de una nueva tendencia y es el 
M2M o también llamado: “Machine to 
Machine”, que refiere a la comunicación 
directa entre dispositivos sin la intervención 
humana. 
Medical applications of 
wireless sensor networks 
current status and future 
directions (Kresimir et al, 
2012) 
Estudio detallado de los BASN, estado del 
arte de las aplicaciones médicas y retos a 
futuro en este campo. El documento permite 
conocer el estado del desarrollo de las 
aplicaciones WSN en el campo médico y 
cuidado de la salud en general. 
Cardio Sentinal: A 24-
hour Heart Care and 
Monitoring System (Min 
et al, 2012) 
Aplicación con sensores para monitoreo 
remoto de señales cardíacas con teléfonos 
inteligentes (smartphones) activo las 24 
horas del día. Este estudio refiere a un 
control continuo de pacientes con problemas 
cardíacos y toda la infraestructura necesaria 
para actuar en un determinado momento, en 
la arquitectura de este sistema se incorpora 
el uso de teléfonos inteligentes y sensores 
ECG principalmente. 
E-Doctor: A Real Time 
Home Monitoring and 
Mobile Healthcare 
Plataform (Zhang & 
Zhang, 2011) 
Plataforma que pretende implementar un 
sistema en tiempo real de monitoreo y 
control de pacientes, usa como red de 
transmisión de datos Bluetooth, donde cada 
paciente tiene un teléfono inteligente como 
puerta de enlace (gateway) y un sensor 
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como detector de señales y variables 
médicas. 
Assessment of a 
telemetry monitoring 
system (Movicorde) 
developed in Cuba 
(Rivero et al, 2012): 
Estudio controlado de pacientes con 
problemas cardiovasculares durante un 
periodo de tres años con asistencia periódica 
a un centro de investigación acondicionado 
como gimnasio, la novedad de este sistema 
es que captura de manera inalámbrica hasta 
8 señales de pacientes al mismo tiempo y 
procesa la información en una base de datos 
para su posterior análisis. Hasta ahora se ha 
desarrollado para trabajo local con una red 
LAN (Local Area Network). 
Monitor de señales de 
electrocardiografía y 
frecuencia cardiaca 
mediante un teléfono 
móvil con el protocolo de 
comunicación Bluetooth 
(Becerra et al, 2012) 
Es un estudio que propone la captura de 
datos con un sensor ECG para el análisis de 
señales cardíacas, que envía los datos del 
sensor al celular del usuario, hasta el 
momento ese es el máximo grado de 
amplitud, a futuro los investigadores esperan 
que se use la red de telefonía celular para 
difusión de la información capturada. 
Monitoramento Remoto 
de Pacientes em 
Ambiente Domiciliar 
(Carvalho et al, 2011) 
Aplicación que propone el uso de dos 
sensores para monitorear a pacientes sobre 
diferentes aspectos médicos, con un sensor 
se analiza datos fisiológicos y con el otro 
datos de movimiento, esta aplicación trabaja 
con la red Internet para el envío de datos a 
una central remota, de manera local usa una 
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red LAN y supone el uso de celulares o 
equipos de cómputo para hacer las veces de 
puerta de enlace (gateway). 
Using Heterogeneous 
Wireless Sensor 
Networks in a 
Telemonitoring System 
for Healthcare (Corchado 
et al, 2010) 
Es un modelo de aplicación que propone una 
arquitectura que use múltiples protocolos, 
que trabaje con sensores fisiológicos 
(Physiological sensors) y sensores 
biocinéticos (Biokinetic sensors), los 
gateways también serán múltiples y se podrá 
tratar a varios pacientes al mismo tiempo. 
Application of Virtual 




Es una aplicación piloto que utiliza el 
protocolo Bluetooth, como Gateway un 
teléfono inteligente y trabaja con sensores 
fisiológicos de un paciente. 
Using Smart Phones and 






Es una aplicación experimental que usa un 
teléfono inteligente como Gateway, el 
protocolo Bluetooth, sensores fisiológicos, 
específicamente ECG (para monitorear el 
ritmo cardíaco), la red Internet para 
transmitir datos al centro remoto. El 
prototipo simula los datos que debería 
generar el sensor. 
Unobstructive Body Area 
Networks (BAN) for 
Efficient Movement 
Monitoring (Felisberto et 
Aplicación piloto simulada, trabaja con el 
protocolo Bluetooth y Zigbee (802.15.4), 
propone un sistema redundante en caso de 
que falle un protocolo, utiliza sensores 
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al, 2012) fisiológicos y sensores biocinéticos. 
Arquitectura de e-Salud 
basada en redes 
inalámbricas de sensores 
(Cervantes de Avila et al, 
2012) 
Aplicación investigativa que trabaja con 
sensores fisiológicos, protocolo Zigbee 
(802.15.4) con puente hacia WiFi y como 
Gateway utiliza un computador personal. 
Robust medical adhoc 
sensor networks (MASN) 
with wavelet-based ECG 
data mining (Hue et al, 
2008) 
Es una de las aplicaciones clásicas que junto 
con otras como “Codeblue” de la Universidad 
de Harvard y MEDiSN (Egbogah & Fapojuwo, 
2011) fueron las precursoras de los 
tratamientos médicos y control de 
enfermedades con la tecnología y 
específicamente con el uso de sensores. Esta 
aplicación ha seguido innovando y su 
enfoque hacia la transmisión en tiempo real 
la hace vigente, utiliza diferentes protocolos 
y diferentes sensores. 
Real Time Health care 
System for Patient swith 
Chronic Diseases in 
Home and Hospital 
Environments (Mohan & 
Sinciya, 2013) 
Es una aplicación que propone la captura de 
datos en tiempo real mediante sensores 
fisiológicos, se comunica al Gateway que 
puede ser un teléfono inteligente o un 
computador personal. 
Resource-aware Secure 
ECG Health care 
Monitoring Through Body 
Sensor Networks [(Wang 
Prototipo de desarrollo de una aplicación 
inalámbrica para el monitoreo de señales 
cardíacas en un paciente con redes WSN, 
trabaja con sensores fisiológicos, con 
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et al, 2010) protocolos de red de la familia IEEE 802.11, 
como Gateway propone teléfonos 
inteligentes. 
Ubiquitous health care 
service using Zigbee and 
mobile phone for elderly 
patients (Lee et al, 
2009), 
Aplicación piloto dirigida a 29 pacientes para 
el control de signos vitales en pacientes de 
edad avanzada, utiliza sensores fisiológicos, 
el protocolo elegido es el Zigbee (802.15.4) 
y como Gateway utiliza un teléfono 
inteligente. 
 
El anterior compendio de estudios e investigaciones son una parte de la 
gran cantidad de aplicaciones que existen alrededor del uso de las WSN, 
lo cual da una línea de base importante para aplicaciones futuras. Por 
otro lado, se debe destacar los aspectos comunes de las investigaciones 
enunciadas y los temas que generan nuevos desafíos alrededor del 
campo de estudio propuesto, donde se pueden destacar los siguientes 
desafíos, ver tabla 1.10. 
Tabla 1.10 
Desafíos WSN para el cuidado de la salud 
Seguridad, incluyendo la integridad, privacidad y el control de 
acceso (Ko et al, 2010) 
La integridad entendida como la garantía que deben dar los sistemas 
para el envío de información sin que ocurra que esta sea adulterada o 
interferida por otro dispositivo que actúe en el mismo rango de 
acción. La privacidad, como la garantía contra el posible robo de 
información y mal uso de esta con fines poco éticos. El control de 
acceso, entendido como el conjunto de políticas y mecanismos para 
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que solo el personal autorizado tenga acceso a la información. El  
tema de la seguridad siempre será transversal al desarrollo de 
aplicaciones inteligentes para la salud y otras áreas. 
Escasez de recursos  (Ko et al, 2010) 
Esta situación va asociada a la necesidad de nuevos desarrollos en el 
tema de hardware y software que permitan potencializar las WSN y su 
aplicabilidad con la medicina y el cuidado de la salud. 
Comunicación en tiempo real 
Si bien es cierto que se ha logrado el monitoreo remoto de aspectos 
médicos que antes era imposible hacerlo, el tiempo de respuesta y 
acción sobre el problema presentado, aún sigue siendo bajo y esto 
debido principalmente a la falta de aplicaciones con respuesta en 
tiempo real. 
Consolidación y correlación de información de muchos 
pacientes 
A excepción de ciertos trabajos como (Rivero et al, 2012), que 
propone el trabajo con 8 pacientes al tiempo, son pocas las 
investigaciones que relacionan un sistema distribuido con aplicación y 
análisis de datos de varios pacientes simultáneamente. 
Sistemas de minería de datos aplicados al análisis de 
información capturada por sensores y WSN 
Este es otro campo con mucho futuro por explorar, y va de la mano 
con el desarrollo de los anteriores desafíos, por cuanto permitirá 
establecer patrones relativos a las señales vitales de grupos de 
pacientes que puedan tener la misma patología. 




En el campo de la electrónica el reto de mejorar los dispositivos de 
captura y procesamiento de datos de las WSN es una tarea con 
mucho futuro, este tipo de redes se están convirtiendo en populares y 
de gran aplicación, esto trae consigo la necesidad de mejorarlas día a 
día. 
 
1.5.2. Sensores para WSN en el cuidado de la salud y control de 
enfermedades: un aliado y elemento principal en las WSN son los 
sensores, estos dispositivos que pueden ser utilizados desde 
aplicaciones tan sencillas como medir la temperatura, detectar la 
humedad, la velocidad del viento, hasta el cuidado delicado de los 
signos vitales de una persona, son fundamentales para los propósitos de 
la medicina moderna y cuidado de la salud presente y futuro. En esta 
parte del documento se trata a los más comunes y sobre todo a los 
relacionados con el tema que atañe. 
 
En el campo de la medicina y cuidado de la salud se han desarrollado 
una serie de sensores que pueden estar asociados a diferentes 
situaciones que afectan al ser humano, al conjunto de estos sensores 
que podrían hacer parte del cuerpo humano de una determinada 
persona se le denomina: red de sensores del cuerpo humano (su sigla 
en inglés: BASN), El listado de sensores puede ser muy grande y 
continuamente se están desarrollando nuevos, tanto en la industria 
como en investigaciones científicas, tomando como referencia a (Hanson 
et al, 2009), se pueden identificar tres grandes categorías de sensores 




1.5.2.1. Sensores fisiológicos (Physiological sensors): en este 
grupo están los relacionados con los que miden la presión arterial, 
medición de la glucosa en la sangre, electrocardiografía, 
electroencefalograma, etc. 
 
1.5.2.2. Sensores biocinéticos (Biokinetic sensors): en este grupo 
se encuentran los sensores que registran los movimientos del cuerpo 
humano. 
 
1.5.2.3. Sensores ambientales (Ambient sensors): este grupo lo 
conforman aquellos que miden los fenómenos ambientales como la 
humedad, la luz, el nivel de presión sonora y la temperatura. 
 
Acorde a lo anterior, a continuación, se relacionan algunos ejemplos de 
estos grupos de sensores que se encuentran referenciados en 
(Pantelopooulos, 2010), ver tabla 1.11. 
 
Tabla 1.11 
Tipos de sensores WSN 












Es un sensor de 
electrodos que se ubica 
en el pecho y funciona 












Es un sensor que se 
ubica en el brazo y se 
refiere a la fuerza 
ejercida por la 
circulación de la sangre 
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Indica los valores de 
inspiración y espiración 















Es un sensor que 
trabaja con la sangre 
del cuerpo humano y 
determina los niveles de 
























Sensor para la 
transpiración 
de la piel 
Permite determinar el 
comportamiento del 





















con-diabetes   
Sensor para 
medir la 
glucosa en la 
sangre 
(Bloodglucose) 
Es complementario a los 
sensores que trabajan 
con la sangre, este mide 
la cantidad de glucosa 








ma – EMG 
Sensor para medir la 
capacidad física de los 







grama – EEG 
 
Este sensor trabaja 
señales eléctricas que 

















Permite registrar los 
movimientos del cuerpo 
humano en una 
determinada área. 
 
En los últimos años estos dispositivos han ido aumentando 
considerablemente a la medida de las necesidades y nuevas 
investigaciones, por ello se estima desde ya una nueva generación de 
sensores para el cuerpo humano, tal y como lo afirman (Ashraf & 
Hassanien, 2011), quienes nombran 4 nuevos grupos: 
 
• Dispositivos que no incomodan o perturban (Non-Obtrusive 
Devices): se trata de la mejora que deben tener los actuales 
sensores que son molestos para el cuerpo humano, ya sea por su 
tamaño, su peso o la radiación de energía que emiten. La nueva 
generación tiene el reto de hacerlos más pequeños, con mayor 
duración y mejor alcance, aunque dada su necesidad en aspectos 
específicos que requieren cierto volumen, no serán del todo 
pequeños. 
 
• Dispositivos parásitos (Parasitic Devices): son sensores que ya 
se usan en las BASN, pero que aún requieren mayor evolución, estos 
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dispositivos no deben ser sentidos por el usuario (paciente), deben 
permitir el normal desarrollo del movimiento por quien los lleva, su 
volumen deberá ser muy pequeño y el consumo de energía de estos 
dispositivos debe ser de unos pocos milivatios. 
 
• Dispositivos simbióticos (Symbiotic Nodes): estos sensores son 
de corte invasivo y ya se ha dado algunos avances en los mismos, 
estos dispositivos ingresan al cuerpo humano, por ende, su tamaño 
es muy pequeño, casi microscópico y a futuro se busca que sean 
biocompatibles con el cuerpo que los aloja. 
 
• Dispositivos Bio-inspirados (Bio-InspiredNodes):  este es el 
avance que se espera de los sensores, a futuro serán más 
inteligentes y serán uno sólo con el cuerpo que los contiene. Este tipo 
de dispositivos hará uso de la nanotecnología y biología molecular 
para su desarrollo. Estos dispositivos funcionarán de manera 
autónoma, alimentada por las reacciones químicas inspirados en 
sistemas biológicos. 
 
También existen algunos desafíos y problemas que deben afrontar los 
sensores para lograr un óptimo rendimiento y un buen acoplamiento en 
la solución de las necesidades que día a día aparecen en el campo 
médico para el cuidado de la salud y control de enfermedades, para 
(Ashraf & Hassanien, 2011), estos desafíos son:  
 
• De tipo físico: principalmente en lo relacionado con el tamaño de 
los sensores, donde se debe mejorar en la sensibilidad de los 
mismos, manejo óptimo y eficiente de la energía necesaria para su 
funcionamiento; así como también se debe mejorar en la forma de 
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capturar y transmitir datos; tener mayor compatibilidad entre 
sensores sin importar el fabricante y manejo de ancho de banda. 
• En la parte de capa de enlace: el desafío es mejorar en la 
calidad del servicio. 
• En la capa de red: el desafío esta en las mejoras que se puedan 
hacer en cuanto al enrutamiento, con lo cual se podría contar con 
una mejor optimización del consumo de energía y mayor velocidad 
de procesamiento.  
• En la capa de transporte: se requiere pensar ya en un protocolo 
fiable de entrega de la información, situación que hoy no sucede y 
que es vital para el campo de la salud, sobre todo para saber si la 
información llegó correctamente para poder actuar acorde a la 
situación. 
• En la capa de aplicación: los desafíos son hacia el desarrollo de 
sistemas cada vez más inteligentes, automáticos y que permitan 
el auto aprendizaje. 
• Desafíos generales de los sensores para el campo de la 
salud y control de enfermedades: en (Ashraf & Hassanien, 
2011), resaltan que las mejoras continuas que se exigen ese 
campo son las relacionadas con la seguridad de la información, la 
privacidad de los datos, así como con el secreto médico. También 
se debe tener en cuenta la facilidad en el uso de los sensores, la 
facilidad en la implementación y escalabilidad de los mismos y por 
último la movilidad, que debe facilitar el desplazamiento de los 
usuarios, independientemente que tengan o no un sensor. 
 
Como se puede notar el tema de sensores es muy amplio y extenso, 
hasta ahora se han mencionado las categorías que existen, los sensores 
más comunes, las nuevas generaciones que se proponen y los desafíos 
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que enfrentan ahora y a futuro. Este tema es muy dinámico y en la 
medida que avance la tecnología las condiciones irán cambiando. 
 
1.5.3. Situaciones médicas y cuidado de la salud que pueden 
requerir el uso de WSN en tiempo real: Existen algunos aspectos 
dentro de la medicina y  el cuidado de la salud que requieren más 
atención que otros, puesto que de los mismos puede depender la vida 
de una persona, como ejemplo de estas situaciones se tiene el 
monitoreo constante del corazón a pacientes con problemas cardíacos, 
monitoreo a pacientes mayores que padecen problemas de memoria y 
en general el monitoreo de situaciones que puedan poner en peligro la 
vida de las personas sino se tratan a tiempo. 
 
 
Se podría decir que todo aspecto médico es susceptible de un control y 
monitoreo con la ayuda de la tecnología, pero hay algunos que 
requieren más ayuda tecnológica que otros y hay unos cuantos en los 
que es imprescindible que se cuente con un apoyo mayor para poder 
salvar una vida, a continuación se referencia a los aspectos médicos 
más relevantes que se han enfocado hacia el uso de sistemas que se 
apoyan en la telemedicina y que acorde con el tema de este libro están 
relacionados con las  WSN. 
 
• Cuidado de pacientes mayores y niños: Este tipo de cuidado reviste 
mucha importancia y requiere de controles específicos en ciertas 
áreas, en algunos casos no tienen una enfermedad asociada como 
tal, sino que requieren de un control acerca de la movilidad de este 
tipo de pacientes y cuidado de los peligros que por su edad temprana 




• Enfermedad de Alzheimer (EA) y situaciones mentales: Es una 
enfermedad crónica, progresiva y degenerativa del cerebro. El curso 
de la EA es variable y dura entre 5 y 20 años. Representa entre 60% 
y 80% de todos los casos diagnosticados de demencia, siendo por 
tanto el más frecuente. La demencia, problemas de personalidad 
bipolar, entre otros también son importantes y a tener en cuenta a la 
hora de monitorear a pacientes que las padezcan. 
 
• Las enfermedades cardiovasculares (ECV): Las enfermedades 
cardiovasculares son un conjunto de trastornos del corazón y de los 
vasos sanguíneos. Se clasifican en: hipertensión arterial (presión 
alta), cardiopatía coronaria (infarto de miocardio), enfermedad 
cerebro vascular (apoplejía), enfermedad vascular periférica, 
insuficiencia cardíaca, cardiopatía reumática, cardiopatía congénita y 
miocardiopatías (OMS, 2013). 
 
• Enfermedad de Parkinson (EP): Esta enfermedad es una patología 
neurodegenerativa causada por la pérdida de células dopaminergicas 
en la sustancia negra mesencefálica. Esto produce una disfunción de 
los núcleos basales que se manifiesta con síntomas motores como 
temblor, rigidez y bradicinecia, entre otros (Aguilar et al, 2011). 
 
• Cáncer: Es uno de los grandes retos de la medicina moderna y busca 
su detección y control a tiempo, el desarrollo de nuevos sensores 
podría ayudar a detectarlo aún sin necesidad de biopsias. 
 
• Asma: El asma es un trastorno respiratorio crónico que se caracteriza 
por ataques recurrentes de disnea y sibilancias. Algunas causas y 
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desencadenantes son comunes a todas las personas que sufren la 
enfermedad, pero hay también diferencias individuales. Aunque las 
causas últimas del asma no se conocen del todo, los factores de 
riesgo más importantes son productos inhalados, entre los que cabe 
citar los siguientes: alérgenos en espacios cerrados (por ejemplo, los 
ácaros del polvo presentes en la ropa de cama, las alfombras y los 
muebles tapizados, la contaminación y la caspa de los animales 
domésticos); alérgenos en espacios exteriores (como pólenes y 
mohos); humo de tabaco, y; productos químicos irritantes en el lugar 
de trabajo. Otros factores desencadenantes pueden ser el aire frío, 
una emoción extrema, de enfado o miedo, y el ejercicio físico (OMS, 
2013). 
 
Los anteriores aspectos se podrían considerar los más relevantes, pero 
no los únicos en el campo médico y cuidado de la salud que actualmente 
tienen algún tipo de ayuda o propenden por la inclusión de las 
tecnologías como las WSN, sensores y transmisión de datos en tiempo 
real, para un monitoreo y control continuo de los mismos, y por ende 
una mejora en el campo de la salud. 
 
En consonancia con los anteriores requerimientos médicos que necesitan 
atención y ayuda de la tecnología para un óptimo control y monitoreo de 
los mismos, a continuación, se nombran algunas aplicaciones en los 
temas antes señalados: 
 
1.5.3.1. Aplicaciones para enfermedades cardiovasculares: 
• Diseño de un prototipo de pulsímetro inalámbrico para la 
monitorización de pacientes pediátricos (Llamoca, 2012): Aplicación 
que permite transmitir de manera inalámbrica las mediciones de 
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frecuencia cardíaca de un paciente pediátrico. El trabajo es más 
desde el punto de vista electrónico y se enfoca hacia el desarrollo del 
pulsímetro. Es de uso local y no permite un control remoto del 
paciente en tiempo real. 
 
• Hybrid wireless sensor network for home care monitoring of chronic 
patients (Dobrescu et al, 2009): Aplicación híbrida que utiliza 
sensores fijos en la casa y sensores en el cuerpo del paciente, su 
enfoque busca la transmisión en tiempo de real de las situaciones 
que pueda experimentar el paciente que está siendo monitoreado, 
particularmente está dirigido al control de la apnea de sueño, control 
del ritmo cardiaco y alertas acerca de la cotidianidad médica que 
debe tener el paciente. 
 
• Mobile Telecare System for Real Time Medical Emergency Care 
(Rivera et al, 2012): Aplicación que propone la creación de un centro 
de asistencia remota a pacientes con situaciones de emergencia 
médica, principalmente monitorea signos vitales y transmisión en 
tiempo real de la situación. 
 
• Implementation of anautomated ECG-based diagnosis algorithm for a 
wireless body sensor platform (Rincón et al, 2009): Aplicación para el 
control en tiempo real de señales cardiacas con sensores ECG. 
 
1.5.3.2. Aplicaciones para el cuidado de niños y personas 
mayores: 
• The Hermes Shoe Platform (Wendt & Potkonjak, 2011): Aplicación 
que utiliza una serie de sensores en los zapatos de los pacientes, con 
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el fin de monitorear los movimientos de los mismos y la estabilidad 
que presenta la persona que usa dichos sensores. 
 
• Wireless Health care Monitoring with RFID Enhanced Video Sensor 
Networks (Alemdar, 2010): Sistema de vigilancia remoto a pacientes 
mayores, utiliza las redes WSN y RFID para el monitoreo continuo. 
 
1.5.3.3. Aplicaciones para la enfermedad de Alzheimer(EA) y 
otras enfermedades mentales: 
• PSYCHE: Personalised Monitoring Systems for Care in Mental Health 
(Paradiso et al, 2010): Aplicación que permite el monitoreo de 
pacientes con trastornos de estado de ánimo, específicamente 
trastornos bipolares, la aplicación recolecta información mediante 
sensores que están ubicados en el cuerpo del paciente y también en 
la ropa del mismo, con el fin de analizar los datos y saber la 
tendencia posible del paciente, así como los avances en el 
tratamiento aplicado a la enfermedad que padece. 
 
• Non-intrusive Patient Monitoring of Alzheimers Disease Subjects 
Using Wireless Sensor Networks (Avvenuti et al, 2010): Sistema de 
monitoreo para pacientes que padecen Alzheimer, permite hacer 
seguimiento a los movimientos del paciente y genera alertas en 
situaciones predeterminadas. 
 
Como se puede observar la unión tecnología y medicina están 
evolucionando a favor de los usuarios, lo que permitirá mejores 
procesos y mayor campo de aplicación, sin embargo, los retos y 
problemas a solucionar también son importantes y estos hacen que el 
desarrollo no sea tan rápido como se quisiera. También se puede 
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identificar que la mayoría de las aplicaciones médicas con el uso de WSN 
están enfocadas hacia el monitoreo de enfermedades cardiovasculares y 
de movilidad de las personas principalmente, lo cual hace que en este 
campo las mejoras sean más evidentes y la evolución de los sensores 
también sea importante. En otros campos de la salud como el de la 
demencia y el Parkinson aún el desarrollo es bajo, pero ya se tienen 
antecedentes que pueden marcar la ruta para un mayor desarrollo. 
1.6. Caso Especial – Preeclampsia con WSN 
 
1.6.1. La preeclampsia (PE): Esta patología médica se define como 
una condición física de hipertensión en mujeres gestantes, de tipo 
heterogéneo y multisistémico (afectación difusa y generalizada de la 
enfermedad que puede afectar otros órganos), definida también como 
una hipertensión arterial (HTA) sostenida en la mujeres embarazadas la 
cual puede ser leve o grave (Solis, 2013), de acuerdo a la siguiente 
condición clínica: Leve cuando la presión arterial es de al menos 140/90 
mmHg (PAS/PAD: Presión arterial sistólica / Presión arterial diastólica) , 
después de la semana 20 de gestación y proteinuria (Exceso de proteína 
en la orina) significativa de más de 2 g/24h (en un periodo de medición 
de 24 horas), edema moderado y volumen urinario mayor a 500 ml. 
Grave, cuando la presión arterial es mayor que 160/90 mmHg a partir 
de la semana 20 de gestación; tensión arterial sistólica mayor de 60 
mmHg sobre el valor basal; tensión arterial diastólica mayor de 30 
mmHg sobre el valor basal; proteinuria mayor de 5 g/24h, edema 
masivo, oliguria, síntomas sistémicos como edema de pulmón, cefalea, 
alteraciones visuales, dolor en hipocondrio derecho, elevación de las 
enzimas hepáticas o trombocitopenia. La aparición de una convulsión en 
pacientes con signos y síntomas de preeclampsia sin datos de 
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traumatismos o enfermedad neurológica identifica a la paciente con 
eclampsia. 
 
1.6.2. Protocolo para diagnosticar la preeclampsia (PE): Según 
(Gutierrez et al, 2002), el proceso que se debe realizar ante una posible 
paciente con PE es el siguiente: 
 
• Toma de la presión arterial (PA) de la paciente. Se debe hacer por 
lo menos en dos ocasiones seguidas. La PA se compone de la 
presión arterial sistólica (PAS) y la presión arterial diastólica 
(PAD). 
• Si la PA es alta y por fuera de los rangos normales para la 
paciente (PAS mayor a 140 mmHg o PAD mayor a 90 mmHg). Se 
recomienda hacer una toma de muestra de orina de la paciente. 
• Realizar el examen físico a la paciente para determinar un posible 
edema en la misma. 
• Si la mayoría o todas las pruebas anteriores son valores positivos 
fuera de lo normal, se evalúa el tipo de preeclampsia que puede 
tener la paciente, para lo cual se tiene en cuenta: a) PE Leve si 
PAS está entre 140 y 160 mmHg y PAD se encuentra entre 90 y 
110 mmHg; Proteinuria entre 2 g/24h y 5 g/24h; Sin edemas. b) 
PE grave si PAS es mayor que 160 mmHg y PAS mayor que 110 
mmHg; Proteinuria mayor que 5 g/24h y existen edemas 
identificados. 
• De acuerdo con el tipo de preeclampsia identificado del personal 





Hasta ahora el procedimiento anterior se lo realiza en un puesto de 
salud o en un hospital según sea el caso, aun el sistema de salud actual 
no contempla estas pruebas en la casa de las pacientes o mediante 
elementos que puedan monitorear y advertir ante posibles señales de 
preeclampsia y menos aún con lecturas amigables y entendibles para las 
usuarias, acorde a lo anterior se tomó este caso como una oportunidad 
de aplicar las WSN en este tipo de situaciones. 
 
1.6.3. Marco del problema: El monitoreo de señales biomédicas, tales 
como el pulso cardiaco (Gomez & Castaño, 2012), la presión arterial 
(Gao et al, 2012), la temperatura y la respiración principalmente (Rojas 
& Romero, 2013), se constituyen como un proceso que puede ser 
rutinario en una revisión médica, pero es una necesidad constante 
cuando una persona tiene una afección que puede generar riesgos para 
su vida, los cuales se pueden minimizar gracias al uso de sistemas de 
monitoreo que faciliten este proceso. Los reportes o alarmas generados 
por el sistema de monitoreo, deben resumir sus conclusiones de forma 
interpretable, permitiéndole al personal médico a cargo o al usuario, 
tomar las acciones del caso con la mayor certeza posible. Acorde a lo 
anterior, el caso descrito, requiere que se facilite la generación e 
interpretación de los reportes que se desarrollan a partir de los flujos de 
datos capturados por los sensores biomédicos y dispositivos que tiene 
una persona en un centro médico, o en su hogar, para el monitoreo de 
una enfermedad o situación médica específica. En el caso de estudio que 
se relaciona en este libro hace referencia a la patología denominada 
preeclampsia y las variables médicas que se han estudiado para 
monitorear la misma, que son: presión arterial y niveles de proteinuria. 
A continuación, se describen:  la variable médica a monitorear y los 
tipos de sensores y dispositivos requeridos. Más adelante en otros 
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capítulos de este libro se habla acerca de otras variables y elementos 
que se han utilizado para proponer una solución al caso planteado. 
 
1.6.4. Variables medicas a monitorear: Una de las variables que 
debe ser monitoreada cuando los casos médicos se refieren a la PE, es 
la presión arterial (PA) (que, si bien no es la única, es muy importante 
dentro de este tipo de enfermedades), la cual debe ser monitoreada y 
controlada para evitar que la enfermedad alcance otros estados más 
traumáticos (Solis, 2013), o incluso cause la muerte. Para la atención y 
monitoreo de esta variable se han estudiado algunos protocolos 
obstétricos relacionados con la PE (Gutierrez et al, 2002). Por otro lado, 
y de manera relacional con las medidas que se deben tomar en el 
monitoreo de la PA, también aparece la proteinuria, la cual en pacientes 
con esta patología debe ser monitoreada (Gomez, 2000), y para efectos 
del presente caso de estudio tomado en este libro, es la segunda 
variable que se ha analizado, que, si bien no es tan relevante como la 
presión arterial, es significativa y complementaria para el control médico 
de la patología en estudio. 
 
1.6.5. Sensores para la presión arterial y métodos de detección 
de proteinuria: Con la evolución y posicionamiento de las redes de 
sensores inalámbricos (WSN) y en general con la IoT (Want et al, 2015), 
es muy común encontrar diferentes proyectos y productos que 
relacionen el desarrollo de un sensor para algún tipo de señal 
biomédica, así como para otras actividades que atañen al hombre. Para 
el caso que concierne existen sensores de tipo artesanal o prototipos, 
como los mencionados por (Llano et al, 2007) (Londoño et al, 2012), 
(Lopez, 2006), (Myilvaganan, 2014) y (Menenes, 2013), que son de tipo 
no invasivo, portátil y caseros principalmente, hasta los de tipo 
75 
 
comercial como el monitor de presión arterial (Blood Pressure Monitors) 
de iHealth3, que funcionan con teléfonos inteligentes. 
Independientemente del tipo de dispositivo que se utilice, los valores 
que entregará el sensor para este tipo señal biomédica son: la presión 
sistólica (PAS) (Refiere a las contracciones del ventrículo izquierdo) y 
presión diastólica (PAD) (Resistencia que oponen las arterias al paso de 
sangre), ambas medidas en milímetros de mercurio (mmHg). 
 
La otra variable que se consideró es la proteinuria, que según 
(Escalante, 2007) se define como presencia anormal de proteínas en la 
orina, que para el caso de estudio relacionado puede indicar que la 
patología puede tener una afectación multisistémica, específicamente 
asociada con problemas de los riñones entre otros órganos 
principalmente. Para esta variable no se han diseñado sensores, dado 
que su medición se realiza mediante la evaluación de muestras de orina 
de la paciente en monitoreo, generalmente una al inicio de la revisión y 
otra, 24 horas después de la primera muestra. Para esta medición 
existen diferentes métodos, los que se realizan directamente en el 
laboratorio de los centros médicos, o mediante tiras reactivas 
(Laboratorio Urine, 2000), que se pueden utilizar en el hogar de la 
paciente. 
 
En el siguiente capítulo se encuentra el dispositivo propuesto para el 




                                                            
3  https://ihealthlabs.com/blood-pressure-monitors/ 
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