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Resumen
En este artı´culo presentamos un nuevo enfoque de acceso al medio de capa cruzada que utiliza informacio´n topolo´gica de la
red para seleccionar la probabilidad de transmisio´n de cada nodo. En el esquema propuesto, la probabilidad de acceder al canal es
asignada en funcio´n tanto de la entropı´a topolo´gica de la red, como de la probabilidad individual de cada nodo de ser elegido por
el algoritmo de enrutamiento como retransmisor en un flujo de datos de extremo-a-extremo. La entropı´a topolo´gica de la red mide
la capacidad de dicha red para distribuir el tra´fico entre los nodos que la componen. Valores de entropı´a baja indican que el tra´fico
tendera´ a concentrarse en regiones particulares de la red y que por lo tanto la probabilidad de que los nodos localizados en dichas
regiones experimenten contencio´n, es alta. En este caso, la probabilidad de acceso al medio de los nodos que se encuentran en esas
regiones debera´ ser seleccionada de forma tal que se reduzca la probabilidad de que experimenten contencio´n. Experimentos de
simulacio´n muestran que el esquema propuesto logra ganancias de desempen˜o en te´rminos del caudal, la tasa de colisiones y el
retardo extremo-a-extremo.
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Abstract
In this paper we present a novel cross-layer medium access control scheme that uses information about the network topology in
order to select the adequate transmission probability at the individual nodes. In the proposed Entropy-based Medium Acess Control
protocol (EbMAC), the probability of accessing the channel of each node is a function of the topological network entropy and their
individual probability of being selected as relay in an end-to-end path computed by the routing algorithm. The topological network
entropy measures the ability of the network to distribute the data traffic among the nodes. High values of network entropy indicate
that the data traffic will tend to concentrate around particular regions of the network and hence, that these regions are more likely to
experience contention. In this case, the channel access probability has to be selected in such a way as to reduce the packet collision
probability in such hot spots. Simulation-based experiments show that the proposed scheme attains performance gains in terms of
throughput, collisions ratio and end-to-end delay.
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1. Introduccio´n
Las redes inala´mbricas descentralizadas han demostrado ser
una solucio´n efectiva en una amplia variedad de escenarios
donde el instalar una infraestructura de comunicaciones fija
no es una solucio´n viable debido a que implicarı´a altos cos-
tos econo´micos (Ojha, 2015), (Mare, 2015), (Pierce, 2008), a
que el entorno es altamente dina´mico (Islam, 2018), (Huang,
2017), (Al-Turjam, 2018), (Rodrigues, 2018) o a que se requie-
re establecer una plataforma de comunicaciones en un tiempo
reducido (Durisic, 2018) (Kulakowski, 2013). Un ejemplo con-
creto son las aplicaciones de redes de sensores donde nodos con
capacidades de comunicacio´n inala´mbrica son desplegados en
zonas geogra´ficas extensas con el propo´sito de monitorizar va-
riables fı´sicas o de detectar eventos de intere´s (Aboelaze, 2005),
(Fauzi, 2012), (Rashid, 2016). De manera similar, con el adve-
nimiento del paradigma del Internet de las Cosas (IoT, “Internet
of Things”), las redes inala´mbricas ad hoc jugara´n un papel fun-
damental en la solucio´n de los nuevos desafı´os planteados por la
cantidad de tra´fico generado por un nu´mero creciente de dispo-
sitivos, ası´ como por los requerimientos de las aplicaciones IoT
que incluyen uso eficiente del ancho de banda, bajo retardo en
la trasmisio´n de paquetes y bajo consumo de energı´a (Miorandi,
2012), (Reina, 2013), (Y.Wei, 2014), (R.Abdmeziem, 2014).
A pesar de la efectividad de la redes inala´mbricas ad hoc,
au´n existen una serie de desafı´os te´cnicos impuestos por la na-
turaleza de este tipo de redes que deben ser abordados con el fin
de aprovechar todo su potencial. En particular, a diferencia de
su contraparte alambrada, en las redes inala´mbricas los nodos
pueden interferirse entre sı´, au´n cuando no se encuentren dentro
de su radio de transmisio´n. Ma´s au´n, en estas redes los diferen-
tes algoritmos y protocolos usualmente experimentan una inter-
accio´n fuerte entre ellos, incluso si no se ejecutan en la misma
capa del modelo de red. Por lo tanto, las soluciones que asu-
men que los protocolos se encuentran aislados de los efectos
de las capas adyacentes, no son o´ptimas (M.Chiang, 2007). En
este sentido, se ha hecho evidente que los disen˜os basados en
capas son demasiado restrictivos para permitir el ma´ximo apro-
vechamiento de los escasos recursos disponibles para los nodos
de una red inala´mbrica, por lo que en un nu´mero importante
de trabajos se ha propuesto implementar disen˜os de capa cruza-
da (cross-layer) (Garcia-Luna-Aceves, 2012), (Melodia, 2006),
(Sajid, 2016).
Los protocolos de capa cruzada se caracterizan por inte-
grar servicios o informacio´n que tı´picamente se encuentran dis-
tribuidos en diferentes capas de la pila de protocolos, con el
propo´sito de lograr una mejor coordinacio´n de las diferentes
funciones del sistema de comunicaciones y ası´ mejorar el ren-
dimiento general de la red. Es comu´n en estos enfoques que un
u´nico algoritmo o protocolo implemente funciones que tradi-
cionalmente se asignan a protocolos que se ejecutan en diferen-
tes capas de la pila de protocolos. La filosofı´a principal de los
disen˜os de capa cruzada es optimizar conjuntamente para´me-
tros o funciones de red que aunque no son independientes entre
sı´, son administradas en diferentes capas de la pila de protoco-
los tradicionales.
En este artı´culo presentamos un nuevo protocolo de acce-
so al medio de capa cruzada que utiliza informacio´n topolo´gica
de la red para ajustar la probabilidad con que los nodos acce-
den al medio inala´mbrico. Dicha informacio´n topolo´gica es re-
colectada durante el proceso de co´mputo de rutas cortas y es
condensada en una me´trica a la que hemos llamado Entropı´a
Topolo´gica de Red (TNE por sus siglas en ingle´s,“Topological
Network Entropy”). Esta me´trica cuantifica la cantidad de in-
formacio´n disponible acerca de la forma en que el tra´fico sera´
distribuido entre los nodos de la red.
Cuando el valor de la entropı´a topolo´gica de red es alta,
implica que la informacio´n acerca de que´ nodos participara´n
en un nuevo flujo de datos es baja, y por lo tanto que todos
los nodos tienen una probabilidad similar de formar parte de
caminos extremo-a-extremo. Ası´, en una red con entropı´a to-
polo´gica de red alta, los flujos de datos tendera´n a distribuirse
homoge´neamente por lo que sera´ poco probable que aparezcan
regiones focalizadas con contencio´n alta (contention hot-spots)
y por consiguiente los nodos podra´n usar una probabilidad de
transmisio´n relativamente alta para acceder al medio inala´mbri-
co con el propo´sito de aprovechar el ancho de banda disponible
al reducir el tiempo ocioso en el medio. Por otro lado, cuando la
entropı´a topolo´gica de red es baja, significa que la informacio´n
acerca de que´ nodos participara´n en un nuevo flujo de datos es
alta, y que por lo tanto existe un subconjunto de los nodos de
la red que probablemente participara´n en un nu´mero elevado
de caminos extremo-a-extremo. En este caso, y debido a que es
probable que el tra´fico se concentre alrededor de estos nodos, se
debe usar una probabilidad de transmisio´n baja para evitar que
se formen regiones de contencio´n alta. En este sentido, el resto
de los nodos tendra´n una probabilidad menor de participar co-
mo re-transmisores en los flujos de datos y por lo tanto pueden
usar una probabilidad de transmisio´n mayor para aprovechar el
ancho de banda disponible.
Es importante subrayar que en la pra´ctica, au´n en el con-
texto de las redes mo´viles ad-hoc (MANETs por sus siglas en
ingle´s, Mobile Ad-Hoc Networks), donde la topologı´a puede
ser altamente dina´mica, los protocolos de estado de los enla-
ces (Link-State) como el protocolo Optimized Link-State Rou-
ting (OLSR) (Jacquet, 2001), (Clausen, 2003) adquieren conti-
nuamente informacio´n topolo´gica que puede ser utilizada para
calcular la Entropı´a Topolo´gica de Red (TNE).
Las principales contribuciones de este trabajo son: a) una
nueva me´trica basada en la topologı´a de la red que cuantifica la
cantidad de informacio´n acerca de que´ nodos participara´n en un
nuevo camino extremo-a-extremo. Esta me´trica puede ser usa-
da para determinar si es probable que existan regiones de la red
que sean susceptibles de experimentar contencio´n en el medio
inala´mbrico. b) Un algoritmo para calcular la entropı´a topolo´gi-
ca de red, a partir de la cual se puede seleccionar una probabili-
dad individual de acceso al medio que reduce la probabilidad de
que aparezcan regiones de contencio´n elevada, y que al mismo
tiempo maximiza el caudal (throughput) y reduce el retardo. c)
Un ana´lisis del desempen˜o del esquema propuesto en te´rminos
del caudal, la tasa de colisiones y el retardo extremo-a-extremo.
Las secciones restantes esta´n organizadas como sigue. En la
Seccio´n 2 presentamos un ana´lisis de un subconjunto de los tra-
bajos relacionados ma´s representativos. El propo´sito principal
de este ana´lisis es destacar el hecho de que hay una gran varie-
dad de trabajos previos en los que se utiliza un enfoque centrali-
zado o que no consideran la topologı´a de la red para seleccionar
la probabilidad de transmisio´n de los nodos individuales.
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La Seccio´n 3 presenta la definicio´n de la Entropı´a Topolo´gi-
ca de Red (NTE), ası´ como los detalles del protocolo de acceso
al medio EbMAC (Entropy-Based Medium Access Control) que
utiliza la NTE para determinar la probabilidad con que los no-
dos intentara´n acceder al medio. En la Seccio´n 4 se discuten
una serie de aspectos que son relevantes para la implementa-
cio´n pra´ctica de la presente propuesta. Los resultados de simu-
lacio´n que caracterizan el desempen˜o del algoritmo propuesto
se presentan en la Seccio´n 5 y finalmente, la Seccio´n 6 contiene
las conclusiones derivadas de esta investigacio´n, ası´ como una
breve descripcio´n de trabajos futuros.
2. Trabajo relacionado
A la fecha se han propuesto un nu´mero importante de esque-
mas adaptativos para determinar la probabilidad con que nodos
acceden al medio inala´mbrico. Por ejemplo, en (Naor, 2012)
se presenta un protocolo de acceso mu´ltiple al medio para redes
inala´mbricas que garantiza una utilizacio´n elevada del canal. La
propuesta utiliza una estrategia sencilla que determina la proba-
bilidad de transmisio´n a partir de las condiciones de la carga de
tra´fico. Si un nodo experimenta baja carga de tra´fico, la proba-
bilidad de acceder al canal es alta, mientras que si experimenta
una alta carga de tra´fico, la probabilidad de acceso es baja. A
diferencia de nuestra propuesta, donde los nodos calculan su
probabilidad de transmisio´n de manera individual, en este en-
foque una estacio´n central asigna la probabilidad de acceso a
cada nodo.
En (Bermolen, 2016) se presenta una metodologı´a para cal-
cular la probabilidad de transmisio´n que optimice el desem-
pen˜o de redes inala´mbricas de acceso mu´ltiple con monitoreo
de sen˜al portadora (CSMA por sus siglas en ingle´s, Carrier
Sense Multiple Access). La metodologı´a modela la interferen-
cia entre usuarios por medio de grafos aleatorios. Otro enfoque
basado en la seleccio´n de probabilidades de transmisio´n para
nodos en redes inala´mbricas se presenta en (Guzma´n-Medina,
2016).
El artı´culo se enfoca en redes de sensores (WSN por sus
siglas en ingle´s, Wireless Sensor Networks) y presenta dos es-
trategias de transmisio´n basadas en la energı´a residual de los
nodos. El objetivo de estos esquemas es incrementar el tiempo
de vida del sistema completo. La solucio´n asigna una probabi-
lidad de transmisio´n alta para nodos con baja energı´a durante la
etapa de formacio´n de grupos (clusters) de tal modo que estos
nodos con poca energı´a puedan completar esta etapa ma´s ra´pi-
do. En (Yedavalli, 2008), los autores presentan una mejora para
el esta´ndar IEEE 802.15.4 (IEEE802.15.4, 2003). Utilizan un
algoritmo distribuido donde la probabilidad de transmisio´n es
asignada a cada nodo tal que se maximice el caudal (through-
put) y se minimice el consumo de energı´a. La asignacio´n de la
probabilidad de transmisio´n a cada nodo cambia con base en un
conjunto de tres valores definidos segu´n las condiciones de la
red. Este protocolo se define so´lo para topologı´as tipo estrella.
En (Y.Cheng, 2007), los autores presentan un esquema basado
en una probabilidad de transmisio´n adaptativa para el esta´ndar
MAC IEEE 802.11e (IEEE802.11e, 2005) el cual adapta la pro-
babilidad en una manera distribuida segu´n la tasa de colisiones
(Collision Ratio) percibida por cada nodo.
Otros esquemas de acceso al medio estiman una probabili-
dad de transmisio´n fija para los nodos de la red. En (Y.Cheng,
2017), se estudia la tasa de transmisiones exitosas en redes
mo´viles ad-hoc (MANETs) bajo la consideracio´n de que los
nodos de la red transmiten con una probabilidad fija basada en
factores de propagacio´n. En (R.Vaze, 2013), se presenta un es-
quema que optimiza la probabilidad de transmisio´n para redes
basadas en el protocolo ALOHA (N.Abranson, 1970). La pro-
babilidad se estima en funcio´n de la energı´a recolectada del en-
torno (e.g. te´rmica, eo´lica, etc). Y, en (J.Gao, 2007), se propone
un modelo analı´tico basado en el protocolo ALOHA ranura-
do que calcula la probabilidad de transmisio´n exitosa para re-
des ad-hoc con radios cognitivos (CRAHNs, por sus siglas en
ingle´s). El ana´lisis integra dos tipos de usuarios: primarios y se-
cundarios, los cuales accesan al medio con una probabilidad de
trasmisio´n delimitada en funcio´n de su tipo. A diferencia de es-
te tipo de esquemas, EbMAC realiza una asignacio´n dina´mica
de la probabilidad de transmisio´n en funcio´n de la informacio´n
recolectada por la distribucio´n del tra´fico en la red, lo que per-
mite explotar las caracterı´sticas particulares de cada nodo.
En (J.W.Lee, 2007), (A.H.M.Rad, 2009) se proponen proto-
colos distribuidos que asignan una probabilidad de transmisio´n
que maximiza una funcio´n de utilidad de la red cuando se utili-
za el protocolo ALOHA. Debido a su simplicidad, los protoco-
los tipo ALOHA se han utilizado en redes mo´viles (F.Baccelli,
2006). Sin embargo, ninguno de estos trabajos previos consi-
deran la manera en co´mo el tra´fico es transportado en la red
y asumen implı´citamente condiciones poco realistas donde la
carga de tra´fico es homoge´neamente distribuida entre todos los
nodos.
Por otro lado, tambie´n existe un nu´mero importante de tra-
bajos donde se han propuesto disen˜os de capa cruzada que op-
timizan conjuntamente funciones que tradicionalmente se lo-
calizan en diferentes capas de la pila de protocolos OSI. Lo
anterior, con el fin de mejorar el rendimiento general de la red
(Conti, 2004). En este sentido, en (Sarfaraz, 2015) los autores
presentan un disen˜o de capa cruzada que involucra la capa fı´sica
(PHY, Physical) y MAC (Medium Access Control). Dicho di-
sen˜o mejora el uso de la potencia de transmisio´n (TP) mediante
un esquema de control de potencia que funciona promediando
los valores de la fuerza de la sen˜al recibida (RSS por sus si-
glas en ingle´s, “Received Signal Strength”) para encontrar rutas
efectivas entre una fuente y un destino.
Otro ejemplo es el trabajo de Cheng et-al (M.Cheng, 2013)
que presenta dos esquemas de capa cruzada para reducir el re-
tardo extremo a extremo. En el primer esquema, el algoritmo
de encaminamiento calcula y recopila informacio´n para el esta-
blecimiento de enlaces entre nodos. En el segundo esquema el
ca´lculo de rutas y la planeacio´n de enlaces se resuelve mediante
un modelo de optimizacio´n conjunta. Los resultados muestran
que los esquemas de encaminamiento y planeacio´n propuestos
superan a sus contra-partes donde las capas de encaminamiento
y de control de los enlaces funcionan independientemente una
de la otra. En (Fu, 2014) se presenta un estudio sobre varios en-
foques de capa cruzada para redes inala´mbricas. Es importante
sen˜alar que ninguna de las propuestas descritas ahı´ consideran
mecanismos para el equilibrio de la carga de tra´fico en toda la
red.
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3. Control de acceso al medio basado en entropı´a topolo´gi-
ca de red
3.1. Modelo del sistema
Usamos un grafo simple G = (V, E) para modelar la topo-
logı´a de una red inala´mbrica que esta´ compuesta por un conjun-
to V de entidades de red (o nodos), y por un conjunto de enlaces
inala´mbricos E ⊆ V ×V . Dos nodos u, v ∈ V pueden conectarse
por un enlace (u, v) ∈ E, si dist(l(u), l(v)) ≤ r, donde r es el
radio de transmisio´n de los nodos, l : V → R2 es una funcio´n
que asigna una posicio´n en el plano (x, y) a cada nodo u ∈ V ,
y dist es la distancia Euclidiana entre dos puntos. Denotaremos
por N(u) al conjunto de los uno-vecinos del nodo u, es decir
N(u) = {v : (u, v) ∈ E}.
Asumimos que los nodos son homoge´neos, que utilizan el
protocolo S-ALOHA (Roberts, 1975) y que esta´n equipados
con una u´nica antena omnidireccional.
3.2. Entropı´a topolo´gica de red
La entropı´a topolo´gica de red esta´ basada en la probabili-
dad que tienen los nodos de participar como retransmisores en
un camino-corto que conecte a dos nodos en la red. Ma´s es-
pecı´ficamente, en la probabilidad Pr(u ∈ P) de que un nodo u
sea parte de un camino P = au1...uiui+1...b que une a dos nodos
arbitrarios a, b ∈ V , tal que para cualquier par de nodos adya-
centes uiui+1 ∈ P, tenemos que (uiui+1) ∈ E y la longitud de P
es mı´nima.
Como se muestra en la Ecuacio´n 1, para calcular Pr(u ∈ P)
se utiliza la funcio´n f : V → N que cuenta cua´ntos de los
n(n − 1) caminos cortos entre pares de nodos pasan por el nodo
u. Note que el destino de un camino corto no tiene que retrans-
mitir los paquetes pertenecientes a ese flujo y por lo tanto no
debe ser contabilizado en la funcio´n f (u). Note tambie´n que,
debido a la naturaleza de las redes inala´mbricas, el camino cor-
to que va desde un nodo a hasta otro nodo b, no es necesaria-
mente igual al camino corto que inicia en el nodo b y termina
en el nodo a.
Pr(u ∈ P) = f (u)
n(n − 1) (1)
Como hemos mencionado, la informacio´n topolo´gica ne-
cesaria para el ca´lculo de la TNE puede ser obtenida a partir
de las tablas que mantienen los protocolos de encaminamiento
de estado de los enlaces (Link-State), ası´ como del algoritmo
que utilizan para calcular rutas cortas (e.g., Dijkstra (Dijkstra,
1959)). Con esta informacio´n, es posible calcular f (u) para un
nodo u ∈ G usando Θ(|V |2 × (|E| + |V |) log |V |) operaciones. Lo
anterior se debe a que calcular el camino corto entre un par ar-
bitrario de nodos requiere Θ(|E|+ |V |) log |V |) operaciones (para
el algoritmo de Dijkstra) y, a que existen un total de Θ(|V |2)
pares distintos de nodos. El Algoritmo 1 muestra el procedi-
miento para calcular f (u), el cual, toma como entrada el grafo
G, obtiene los caminos cortos usando el algoritmo de Dijkstra,
contabiliza la participacio´n del nodo u en tales caminos y al
final, devuelve el valor de f (u).
Posteriormente, y como se muestra en la Ecuacio´n 2, la En-
tropı´a Topolo´gica de Red de G = (V, E), denotada por HR(G),
se obtiene a partir de los valores normalizados Prnorm(u ∈ P)
de las probabilidades Pr(u ∈ P). Como hemos mencionado, el
valor de la entropı´a topolo´gica de red puede ser visto como una
medida de la cantidad de informacio´n acerca de la forma en
que los flujos de datos son distribuidos en la red por el algo-
ritmo de ca´lculo de rutas cortas. Ma´s especı´ficamente, cuando
la entropı´a de red es alta, significa que no se cuenta con infor-
macio´n previa acerca de que´ nodos participara´n como retrans-
misores en los flujos de datos, y por lo tanto, que dichos flujos
tendera´n a estar distribuidos homoge´neamente entre los nodos
de la red. Por otro lado, cuando la entropı´a es baja, significa
que sı´ se posee informacio´n acerca de que´ nodos participara´n
como retransmisores en los flujos de datos y que por lo tanto el
algoritmo de encaminamiento tendera´ a concentrar los flujos en
dichos nodos.
Algorithm 1
Entrada Un grafo G = (V, E), un nodo u ∈ V .
Salida El valor de f (u).
1: f (u) = 0
2: f lu jos = {(a, b) | a , b & a, b ∈ V}
3: for all (a, b) ∈ f lu joseg do
4: P = au1...uiui+1...b← Di jkstra(G, a, b)
5: if u ∈ P \ {b} then
6: f (u)← f (u) + 1
7: end if
8: end for
9: retornar f (u);
HR(G) = −
∑
u∈V
Prnorm(u ∈ P) log2 Prnorm(u ∈ P) (2)
La complejidad espacial impuesta por el esquema propues-
to es de O(|V |) debido a que el espacio de almacenamiento en
memoria requerido es u´nicamente el necesario para almacenar
tanto las Pr(u ∈ P) de cada nodo, como sus correspondientes
probabilidades normalizadas. Lo anterior se debe a que en un
esquema de capa cruzada, el Algoritmo 1 puede compartir la
matriz de adyacencia utilizada por el algoritmo de encamina-
miento.
3.3. Protocolo de acceso al medio basado en S-ALOHA
En el protocolo de acceso al medio propuesto, el tiempo esta´
dividido en ranuras de longitud fija T , y un nodo i ∈ V con da-
tos por enviar, accede al canal al inicio de cada ranura con una
probabilidad τi que se calcula a partir de la probabilidad indivi-
dual del nodo de participar como retransmisor y de la entropı´a
de la red.
Ma´s especı´ficamente, los nodos con datos por enviar acce-
den al canal con una probabilidad τi que calculan utilizando la
Ecuacio´n 3 donde γ es un para´metro de ajuste que puede ser
usado por el administrador de la red para optimizar el desem-
pen˜o del sistema, por ejemplo, para adecuar la probabilidad de
acceso en funcio´n de la intensidad de tra´fico. En la Seccio´n 5
se muestran una serie de resultados experimentales que carac-
terizan el desempen˜o de la red en funcio´n de γ, ante diferentes
condiciones de operacio´n. Estos resultados pueden servir como
una guı´a pra´ctica para determinar el valor adecuado de γ.
τi = γe−HR(G)γ Prnorm(i∈P) (3)
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Como puede verse en la definicio´n de la Ecuacio´n 3, los no-
dos con mayor probabilidad de pertenecer a un nuevo camino
extremo-a-extremo intentara´n acceder al medio con una proba-
bilidad relativamente baja debido a que sera´n utilizados como
retransmisores con alta probabilidad, y por lo tanto, es proba-
ble que experimenten contencio´n en el canal. Por otro lado, los
nodos con probabilidad baja de participar como retransmisores
utilizara´n una probabilidad de acceso relativamente alta para
no sub-utilizar el ancho de banda. El factor HR(G) introducido
en la Ecuacio´n 3 tiene como propo´sito que los nodos tiendan a
usar una probabilidad de acceso similar en el caso de que la en-
tropı´a topolo´gica de red sea alta, pero en caso de que la entropı´a
sea baja, que la probabilidad de acceso de los nodos con mayor
contribucio´n a la entropı´a sea notablemente ma´s pequen˜a que
aquellos nodos con menor contribucio´n.
4. Consideraciones pra´cticas
Como se menciono´ previamente, el esquema propuesto asu-
me que la informacio´n topolo´gica necesaria para calcular la en-
tropı´a topolo´gica de red (TNE) es recolectada por medio de un
protocolo de encaminamiento de estado de los enlaces como
OLSR o alguna de sus mu´ltiples variantes. En los casos en los
que esta suposicio´n es verdadera, el esquema propuesto no re-
quiere de tramas de control adicionales y por lo tanto no induce
sobrecarga de control extra.
En este mismo contexto, en situaciones donde la topologı´a
de la red es dina´mica, debido por ejemplo a la movilidad de
los nodos, el protocolo de enrutamiento de estado de los enla-
ces tambie´n se encarga de diseminar los cambios topolo´gicos
a lo largo de la red. A partir de estas actualizaciones de infor-
macio´n topolo´gica, el esquema propuesto puede actualizar los
valores tanto de la entropı´a topolo´gica de red HR(G) como de la
probabilidad de acceso al medio τi. En este caso, sin embargo,
un aspecto importante que debe ser considerado es que calcu-
lar continuamente HR(G) y τi puede tener un costo energe´tico
elevado. Lo anterior puede limitar la aplicabilidad pra´ctica del
esquema propuesto en situaciones donde los nodos tengan capa-
cidades limitadas como puede ser el caso de las redes sensores
o conforme el nu´mero de nodos en la red crece. Por lo anterior,
un problema abierto consiste en desarrollar algoritmos mucho
ma´s eficientes para calcular tanto la TNE como la probabilidad
de acceso.
Con respecto a la implementacio´n de la interaccio´n entre
las capas de enrutamiento y acceso al medio, una alternativa
consiste en brindar acceso compartido a la estructura de datos
donde el algoritmo de encaminamiento almacena la topologı´a
de red. De esta forma, el co´digo que implementa el protocolo
de acceso al medio puede acceder a la informacio´n necesaria
para calcular tanto HR(G) como τi. Adicionalmente, la capa de
acceso al medio puede exportar un interfaz para que el co´digo
de la capa de red le notifique la recepcio´n de actualizaciones de
informacio´n topolo´gica. Lo anterior, para que la capa de acceso
al medio pueda a su vez actualizar los valores de HR(G) y τi.
5. Ana´lisis experimental de desempen˜o
En esta seccio´n presentamos los resultados de una serie
de experimentos basados en simulaciones que caracterizan el
desempen˜o del protocolo propuesto en te´rminos de las siguien-
tes me´tricas.
Tasa de colisiones. Cociente entre el nu´mero total de co-
lisiones ocurridas en la red y el nu´mero total de intentos
de transmisio´n.
Caudal (throughput). Promedio del nu´mero de trasmisio-
nes exitosas concurrentes por ranura de tiempo.
Retardo extremo-a-extremo. Promedio del tiempo que to-
ma transportar un paquete desde el origen hasta el des-
tino.
Con el propo´sito de realizar un ana´lisis comparativo, tam-
bie´n se incluyen los resultados del desempen˜o de un protocolo
de acceso al medio donde todos los nodos utilizan la misma pro-
babilidad fija, ası´ como un protocolo donde cada nodo i accede
al canal con probabilidad γ/grado(i), donde grado(i) denota el
grado del nodo i. El propo´sito de incluir esquemas de probabi-
lidades fijas es tener una referencia a partir de la cual evaluar
las ganancias en el desempen˜o obtenidas al utilizar el esquema
propuesto. En nuestras simulaciones, un paquete se considera
como recibido correctamente, si ninguno de los uno-vecinos del
receptor transmitio´ en la misma ranura de tiempo. Para estos ex-
perimentos no se consideran efectos de la capa fı´sica como ate-
nuacio´n, desvanecimiento (fading) o ensombrecimiento (sha-
dowing). Para el caso del retardo extremo-a-extremo, los pares
de nodos origen y destino son elegidos de manera uniforme al
azar.
Para todos los experimentos consideramos una red
inala´mbrica compuesta por N = 100 nodos posicionados alea-
toriamente siguiendo un proceso PPP (Poisson Point Process)
en una regio´n cuadrada normalizada con para´metro λ = 100. El
rango de transmisio´n r de los nodos es definido como el 20 % de
la longitud de la regio´n. De esta forma, dos nodos u, v ∈ V pue-
den compartir una arista en E, so´lo si su distancia Euclidiana es
menor o igual a r. Con el fin de incorporar mayor variabilidad
en las topologı´as de red consideradas en los experimentos, se
introduce la probabilidad p ∈ [0.7, 1] de que exista una arista
entre dos nodos que se encuentran dentro de su rango de trans-
misio´n. Esta probabilidad de enlace sirve para modelar situacio-
nes en las que dos nodos no se pueden comunicar directamente
au´n cuando se encuentran dentro de su rango de transmisio´n,
por ejemplo, debido a interferencia u obsta´culos. El rango de
los valores de la probabilidad de enlace se eligio´ para evitar que
la red se desconecte.
Los resultados mostrados son el promedio de 10 topologı´as
generadas aleatoriamente para cada valor de p. El para´metro γ
es variado en el rango de [0.1, 1] a fin de estudiar su efecto en
el desempen˜o del algoritmo propuesto y del algoritmo basado
en el grado de los nodos.
A continuacio´n se muestran los resultados de los experi-
mentos organizados en tres grupos. En el primero, las colas de
transmisio´n de los nodos se encuentran en saturacio´n, es de-
cir, todos los nodos tienen siempre un paquete listo para ser
enviado. El objetivo de este primer grupo de experimentos es
evaluar el desempen˜o de la red ante condiciones de muy alto
tra´fico como puede ser en escenarios del Internet de las Cosas
(IoT). En el segundo grupo de experimentos, la red transporta
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un nu´mero variable de flujos de datos entre pares de nodos que
son elegidos de manera aleatoria. El propo´sito de estos experi-
mentos es evaluar el desempen˜o de la red cuando es utilizada
para soportar comunicaciones punto a punto. En el tercer grupo
de experimentos los nodos transmiten perio´dicamente mensajes
a sus vecinos para modelar la transmisio´n de paquetes de con-
trol de un protocolo de estado de los enlaces. Adicionalmente,
la red transporta un nu´mero variable de flujos de datos entre
pares de nodos. Este tercer grupo de experimentos tiene como
propo´sito caracterizar el desempen˜o de la red ante un escenario
ma´s realista que incluye la transmisio´n simulta´nea de paquetes
de control y datos.
5.1. Colas de datos en condiciones de saturacio´n
En estos experimentos, las simulaciones consisten de un
millo´n de intentos de transmisio´n por parte de los nodos que
componen la red.
En la Figura 1 se observa la tasa de colisiones experimenta-
da por los nodos al utilizar los diferentes esquemas de asigna-
cio´n de probabilidad de acceso al canal. Para la estrategia Eb-
MAC, cuando γ o p crecen, el nu´mero de colisiones se mantie-
ne bajo en comparacio´n con las estrategias de transmisio´n fija.
Lo anterior muestra que el uso de la entropı´a de red es efectiva
para evitar la aparicio´n de regiones altamente congestionadas.
Por ejemplo, los esquemas fijos, con τ = 0.4 experimentan una
tasa de colisiones de 0.125 y de de 0.029 con τ = 0.1. Por su
parte, el mecanismo EbMAC mantiene un valor de 0.024. Para
el algoritmo de grado de nodos hay un aumento del nu´mero de
colisiones si γ aumenta, lo cual es esperado debido a que la pro-
babilidad de transmisio´n es alta. En este caso, si γ es cercana a
0, se tiene un valor mı´nimo de 0.008 y para valores de γ cerca-
nos a 1 se tiene un valor ma´ximo de 0.051. Lo anterior muestra
que el esquema basado en el grado es altamente sensible al va-
lor de γ.
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Figura 1: Tasa de colisiones en condiciones de saturacio´n.
En la Figura 2 mostramos el caudal1 obtenido en la red
cuando los nodos utilizan los diferentes esquemas de asigna-
cio´n de probabilidades de acceso. En este caso, tanto las estra-
tegias fijas, de grado de los nodos y EbMAC son afectados por
la probabilidad de enlace. Esto se debe a que, mientras mayor
sea la probabilidad de enlace, mayor es el taman˜o promedio del
uno-vecindario de los nodos, y por lo tanto, el nu´mero de con-
tendientes para acceder al canal. Como puede observarse en la
figura, en estos experimentos el mecanismo EbMAC supera a
los esquemas de probabilidad fija en la mayorı´a de los valores
de γ. Por ejemplo, para una γ = 0.3, EbMAC alcanza un caudal
de aproximadamente 4.8 transmisiones concurrentes por ranura
de tiempo (ppr) cuando p = 0,7, mientras que para los esque-
mas de transmisio´n fija se alcanza a lo ma´s un caudal de 4.05
paquetes por ranura de tiempo (ppr). En relacio´n con la estra-
tegia basada en el grado de nodos, se alcanza un valor ma´ximo
de 5ppr para γ = 0.8 y p = 0.7. Esta u´ltima estrategia supera
en ciertos valores de γ a EbMAC; sin embargo, vale la pena re-
saltar la insensibilidad de la estrategia EbMAC ante la variabi-
lidad de los para´metros γ y p. Lo anterior se refleja en el hecho
de que la red que utiliza EbMAC experimenta un valor mı´ni-
mo de 3 ppr cuando γ es 0.1, mientras que para la estrategia
basada en el grado de los nodos, hay una disminucio´n conside-
rable cuando γ decrece, teniendo un valor mı´nimo de 1.60 ppr
cuando γ es 0.1. Estos resultados muestran que al utilizar la en-
tropı´a topolo´gica es posible hacer un uso ma´s adecuado de los
recursos de red. La razo´n fundamental de este hecho es que el
esquema EbMAC considera la cantidad esperada de tra´fico en
un nodo dado, en base al nu´mero de enlaces que utilizan dicho
nodo como retransmisor, en comparacio´n con el resto de los
nodos. No´tese que la red es capaz de alcanzar los valores repor-
tados gracias a la reutilizacio´n espacial del ancho de banda. Es
decir, a que el mismo ancho de banda puede ser utilizado por
diferentes pares de nodos, siempre y cuando se encuentren lo
suficientemente lejanos unos de otros.
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Figura 2: Caudal en condiciones de saturacio´n.
Finalmente, en la Figura 3 presentamos el retardo extremo-
a-extremo experimentado por los flujos en la red. Para esta
me´trica, tanto γ como p afectan directamente el retardo en la
1Medido en te´rminos del nu´mero promedio de paquetes concurrentes transmitidos exitosamente por ranura de tiempo (ppr).
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entrega de los paquetes. El mecanismo EbMAC logra tener va-
lores por debajo de los esquemas competidores en ciertos valo-
res de γ y p. Por ejemplo, tiene un valor mı´nimo de aproxima-
damente 1,8 segundos para p =0.7 y γ =0.1, mientras que el
esquema fijo de τ =0.1 alcanza un valor mı´nimo de 2.1 segun-
dos en las mismas condiciones de p. La estrategia basada en el
grado de los nodos alcanza un valor mı´nimo de 1.9 segundos
para γ = 1 y p =0.7, lo cual es similar al obtenido por EbMAC.
Por otra parte, para el caso de EbMAC se observa un aumento
en el retardo cuando γ y p aumentan, lo cual se debe al au-
mento de intentos de transmisiones por ranura de tiempo. En el
caso del esquema de grado de nodos, el retardo experimenta un
aumento considerable para valores bajos de γ sin importar los
valores de p. Lo anterior se debe a que los nodos son demasiado
conservadores para acceder al canal, lo que tiende a retardar a
los paquetes en las colas de transmisio´n.
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Figura 3: Retardo extremo-a-extremo en condiciones de saturacio´n.
5.2. Comunicacio´n punto a punto
Los resultados de estos experimentos se presentan en dos
secciones. En la primera, se evalu´a el desempen˜o de la red con-
forme el nu´mero de flujos de datos concurrentes aumenta. En la
segunda, se reporta la contencio´n experimentada por cada uno
de los nodos que componen a la red. El propo´sito de este se-
gundo conjunto de experimentos es mostrar co´mo la estrategia
EbMAC es capaz de evitar que se produzca contencio´n en los
nodos conflictivos al reducir la tasa de colisiones que ellos ex-
perimentan.
5.2.1. Desempen˜o de la red
Los resultados de la Figuras 4-6 muestran el desempen˜o ex-
perimentado por la red cuando el 10 % y el 50 % del total del
nu´mero de flujos (|V | × (|V | − 1)) posibles esta´ activo de mane-
ra concurrente. Como se habı´a mencionado, los pares origen y
destino de cada uno de los flujos son seleccionados al azar de
manera uniforme. Al igual que en la seccio´n anterior, las simu-
laciones consisten de un millo´n de intentos de transmisio´n por
parte de los nodos de la red. Los resultados mostrados son el
promedio de 10 topologı´as generadas aleatoriamente para cada
valor de p.
La Figura 4 muestra la tasa de colisiones experimentada por
los nodos que componen la red al utilizar los diferentes esque-
mas de seleccio´n de la probabilidad de acceso al canal. Para la
estrategia EbMAC, el nu´mero de colisiones mantiene un valor
aceptable, tanto para una carga de tra´fico baja (Figura 4(a)), co-
mo para una carga de tra´fico media (Figura 4(b)). Para los dos
escenarios en consideracio´n, EbMAC obtiene un valor prome-
dio de 0.021 y 0.024 respectivamente. Lo anterior muestra que
la forma en que EbMAC asigna probabilidades de acceso a los
nodos es robusta a cambios en la carga de tra´fico. Como era de
esperarse, esto contrasta con las estrategias de probabilidad fi-
ja cuyos valores mı´nimos obtenidos para τ = 0.4 son de 0.123
(10 % de flujos) y 0.125 (50 % de flujos); mientras que para τ =
0.1 son de 0.026 (10 % de flujos) y 0.028 (50 % de flujos). Por
otra parte, el algoritmo de grado de nodos presenta un aumen-
to de la tasa de colisiones si γ aumenta. Por ejemplo cuando
γ = 1, la red experimenta valores de 0.065 con 10 % de flujos
y de 0.067 cuando hay 50 % de los flujos posibles. Por el con-
trario, si γ es cercana a 0, se tiene un valor mı´nimo global de
0.001 (10 % de flujos). Esto es consistente con los resultados de
los experimentos anteriores y confirman que el esquema basado
en el grado de los nodos es altamente dependiente del valor de
γ.
Los resultados para el caudal de la red son mostrados en
la Figura 5. Para esta me´trica, las estrategias fijas, de grado de
nodos y EbMAC son afectados por la probabilidad de enlace
de manera similar al experimento donde las colas de transmi-
sio´n de los nodos se encuentran en saturacio´n. Nuevamente, el
mecanismo EbMAC alcanza mejores valores de caudal en com-
paracio´n con los esquemas fijos en la mayorı´a de los valores de
γ. Por ejemplo, para una γ = 0.5, EbMAC alcanza un caudal
de aproximadamente 4.93 ppr cuando p = 0.7 para el 10 %
de flujos y, un caudal ma´ximo de 4.73 ppr en γ = 0.4 para el
escenario del 50 % de flujos.
Para los esquemas de transmisio´n fija, cuando τ = 0.4 se
alcanza un valor ma´ximo de caudal de 0.72 ppr cuando el 10 %
de los flujos esta´ activo, y de 0.83 ppr con el 50 % de los flujos
distintos posibles. Para τ = 0.1 el caudal alcanza un valor ma´xi-
mo de 4.12 ppr para el 10 % de los flujos y de 4.15ppr para el
50 % de los flujos. Por su parte, para la estrategia de grado de
nodos se obtiene un valor ma´ximo de 5.1ppr para γ = 0.9 y
p = 0.7 cuando el 10 % de los flujos esta´n activos, y de 5 ppr
para el 50 % de flujos con valores similares de γ y p. Como en
el caso de saturacio´n, esta estrategia supera en ciertos valores
de γ a la propuesta EbMAC; sin embargo, la insensibilidad que
tiene la estrategia EbMAC ante la variabilidad de los para´me-
tros γ y p es de resaltar, ya que la estrategia EbMAC obtiene
valores mı´nimos de 3.64 (10 % de flujos) y 3,62ppr (50 % de
flujos) cuando γ es 0.1, mientras que para la estrategia de gra-
do de nodos se observa una disminucio´n considerable cuando γ
decrece, teniendo un valor mı´nimo de 1.57 ppr (10 % de flujos)
y 1.48 (50 % de flujos) cuando γ toma el valor de 0.1.
Por u´ltimo, la Figura 6 muestra el retardo extremo-a-
extremo experimentado por los paquetes en ambos escenarios
de nu´mero de flujos concurrentes en la red. A partir de las fi-
guras se observa que tanto γ como p afectan fuertemente a esta
me´trica. Como en el escenario donde las colas de los nodos se
encuentran en saturacio´n, este comportamiento era de esperarse
debido a que conforme aumenta el valor de p, tambie´n aumen-
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Figura 4: Tasa de colisiones para comunicacio´n punto a punto.
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Figura 5: Caudal (throughput) para comunicacio´n punto a punto.
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Figura 6: Retardo extremo-a-extremo para comunicacio´n punto a punto.
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ta el nu´mero de contendientes para acceder al canal y por lo
tanto el tiempo que le toma a los nodos transmitir el paquete
que tienen en el tope de sus colas. A partir de estos resultados
podemos observar que el mecanismo EbMAC alcanza valores
mı´nimos de aproximadamente 1.83 segundos (10 % de flujos)
y 2 segundos (50 % de flujos) para p =0.7 y γ =0.1. Por su
parte, el esquema fijo de τ = 0.1 alcanza valores mı´nimos de
1.6 segundos (10 % de flujos) y 1.7 segundos (50 % de flujos)
ante valores similares de p. La estrategia basada en el grado de
los nodos alcanza valores mı´nimos de 2.05 segundos (10 % de
flujos) y 1.87 segundos (50 % de flujos) cuando γ = 1 y p =0.7
respectivamente, lo cual es similar al obtenido por EbMAC en
las condiciones ya mencionadas.
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Figura 7: Nu´mero de colisiones para comunicacio´n punto a punto con γ = 1,
10 % de flujos activos y p = 0,7
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Figura 8: Nu´mero de colisiones para comunicacio´n punto a punto con γ = 1,
10 % de flujos activos y p = 0,9
5.2.2. Contencio´n en la red
En esta seccio´n mostramos el nu´mero de colisiones experi-
mentadas por cada uno de los nodos que componen la red. En
las Figuras 7 y 8 se presenta el nu´mero de colisiones para p =
0.7 y p = 0.9 con γ = 1 cuando el 10 % de flujos esta´n ac-
tivos. Los resultados promedio y ma´ximo para cada esquema
se resumen en la Tabla 1. Como puede observarse, para todos
los escenarios, las estrategias de probabilidad fija y de grado de
nodos tienen valores promedio y ma´ximo ma´s altos en compa-
racio´n con la estrategia propuesta. Como ejemplo, para p =0.9
los esquemas fijos con τ =0.4 y τ =0.1, ası´ como de grado de
nodo tienen valores ma´ximos de 7x104, 7,48x104 y 5,73x104
respectivamente, mientras que el esquema propuesto tiene un
valor ma´ximo de nu´mero de colisiones de 5.50x104. Ası´ mis-
mo, en las Figuras 9 y 10 se presenta el nu´mero de colisiones
para p =0.7 y p =0.9 con γ = 1 cuando el 50 % de flujos esta´n
activos.
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Figura 9: Nu´mero de colisiones para comunicacio´n punto a punto con γ = 1,
50 % de flujos activos y p =0.7
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Figura 10: Nu´mero de colisiones para comunicacio´n punto a punto con γ = 1,
50 % de flujos activos y p = 0.9
El nu´mero promedio y ma´ximo de colisiones es similar al
caso anterior para las cuatro estrategias, como se muestra en
la Tabla 1. Estos resultados muestran que EbMAC es capaz de
prevenir la aparicio´n de regiones altamente congestionadas al
asignar probabilidades de acceso al medio que consideran la
topologı´a de la red.
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Tabla 1: Contencio´n con γ = 1
p Flujos Media (x104) Max. (x104)
EbMAC 0.7 10 % 1.35 3.65
Grado de Nodos 0.7 10 % 2.90 4.50
Fija τ = 0,1 0.7 10 % 3.11 5.25
Fija τ = 0,4 0.7 10 % 3.86 5.63
EbMAC 0.9 10 % 2.10 5.50
Grado de Nodos 0.9 10 % 4.05 5.73
Fija τ = 0,1 0.9 10 % 4.87 7.48
Fija τ = 0,4 0.9 10 % 5.24 7.00
EbMAC 0.7 50 % 1.35 3.62
Grado de Nodos 0.7 50 % 2.90 4.48
Fija τ = 0,1 0.7 50 % 3.11 5.32
Fija τ = 0,4 0.7 50 % 3.86 5.72
EbMAC 0.9 50 % 2.10 5.43
Grado de Nodos 0.9 50 % 4.05 5.75
Fija τ = 0,1 0.9 50 % 4.87 7.37
Fija τ = 0,4 0.9 50 % 5.24 7.08
5.3. Transmisio´n simulta´nea de informacio´n de control y da-
tos
Los resultados de estos experimentos muestran el desem-
pen˜o de la red cuando los nodos intercambian simulta´neamente
mensajes de control y de datos. Para ello, se considera que la
red transporta de manera concurrente el 50 % del total de los
flujos de datos posibles, y que cada nodo genera perio´dicamente
un paquete de control cuando transmite diez paquetes de datos.
Como se habı´a mencionado, el propo´sito de esta serie de experi-
mentos es caracterizar el desempen˜o de la red ante un escenario
realista en el que los nodos transmiten datos e informacio´n de
control. Ma´s especı´ficamente, y debido a que el protocolo de
acceso al medio propuesto no requiere de sen˜alizacio´n de con-
trol, estos paquetes modelan las actualizaciones de estado de
los enlaces enviada por el protocolo de encaminamiento.
La Figura11 muestra la tasa de colisiones experimentada
por los nodos de la red para cada uno de los esquemas de ac-
ceso al medio considerados en este trabajo. Como se observa,
en la estrategia EbMAC se mantienen valores bajos del nu´me-
ro de colisiones en comparacio´n con las otras estrategias. Estos
resultados son consistentes con los observados en las secciones
anteriores y muestran la efectividad del esquema propuesto en
este escenario donde se realizan transmisiones simulta´neas de
control y datos. Para este escenario, EbMAC obtiene una tasa
de colisiones del orden de 10−3 mientras que las estrategias de
probabilidad fija alcanzan valores del orden de 10−2 para τ =
0.1, y del orden de 10−1 para τ = 0.4. Por su parte, el algorit-
mo de grado de nodos presenta un aumento lineal en la tasa de
colisiones conforme γ aumenta. Por ejemplo para γ = 1, se ge-
neran valores del orden de 10−2, y si γ es cercana a 0, se tienen
valores mı´nimos del orden de 10−4. Nuevamente, se confirma
que el esquema basado en el grado de los nodos es altamente
dependiente del valor de γ.
En la Figura12 se presentan los resultados de caudal para
los distintos esquemas. Se observa que las estrategias fijas y
EbMAC tienen ligeras variaciones en relacio´n a la probabilidad
de enlace y del para´metro de ajuste γ, mientras que la estrategia
de grado de nodos es afectada conforme γ aumenta.
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Figura 11: Tasa de colisiones con transmisiones de control y datos.
Para este escenario, el mecanismo EbMAC alcanza mejores
valores de caudal en comparacio´n con los esquemas fijos en la
mayorı´a de los valores de γ. Por ejemplo, para γ = 0.5, EbMAC
alcanza un caudal de aproximadamente 4.2 ppr, mientras que
para los esquemas de transmisio´n fija se alcanza un valor ma´xi-
mo de caudal de 1.3ppr cuando τ = 0.4, y de 4.12 ppr cuando
τ =0.1. Para la estrategia de grado de nodos se tiene un valor
ma´ximo de 5.2ppr para γ = 0.7 y p = 0.7. Como en los escena-
rios anteriores, esta estrategia supera en ciertos valores de γ a la
propuesta EbMAC, en especı´fico cuando γ es mayor a 0.5; sin
embargo, cuando γ es cercana a 0 tiene valores bajos de 1.5ppr.
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Figura 12: Caudal con transmisiones de control y datos.
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Finalmente, la Figura 13 muestra los resultados para el re-
tardo extremo-a-extremo. A partir de estos resultados podemos
observar que para todos los esquemas el retardo experimenta-
do se incrementa conforme aumentan los valores de p y de γ.
Este comportamiento es consistente con los resultados mostra-
dos en los escenarios anteriores. En particular, observamos que
el mecanismo EbMAC alcanza valores mı´nimos de aproxima-
damente 4.25 segundos para p =0.7 y γ = 1. Por su parte, el
esquema fijo de τ =0.1 alcanza valores mı´nimos de 4.2 segun-
dos para p =0.7 y γ = 0.1. Para τ =0.4 se obtienen los valores
ma´s bajos de retardo, de aproximadamente 0.2 segundos. Sin
embargo, cabe mencionar que este resultado es para un caudal
bajo (como se mostro´ en la Figura 12) y para la tasa de coli-
siones ma´s alta (como se mostro´ en la Figura11). Por su parte,
la estrategia basada en el grado de los nodos alcanza un valor
mı´nimo de 2 segundos cuando γ = 1 y p =0.7, pero con valo-
res altos cuando γ es menor que 0,5. Esta estrategia alcanza un
retardo ma´ximo de 30 segundos cuando γ =0.1 y p = 1. Es-
te comportamiento es similar a lo observado en los escenarios
anteriores.
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Figura 13: Retardo extremo-a-extremo con transmisiones de control y datos.
6. Conclusiones y trabajo futuro
En este artı´culo se presento´ un nuevo enfoque de capa cru-
zada para asignar probabilidades de acceso al canal a los nodos
que componen una red inala´mbrica basada en S-ALOHA. El
propo´sito principal del esquema propuesto, es evitar la forma-
cio´n de regiones con niveles altos de contencio´n que ocasionen
una degradacio´n en el desempen˜o general de la red. Con este
fin, el esquema propuesto aprovecha la informacio´n topolo´gica
recopilada por el protocolo de encaminamiento para calcular la
entropı´a topolo´gica de red (TNE por sus siglas en ingle´s), la
cua´l, cuantifica la cantidad de informacio´n disponible acerca de
co´mo sera´ distribuida la carga de tra´fico por parte del algoritmo
de encaminamiento.
Resultados detallados basados en simulaciones de eventos
discretos muestran que el esquema propuesto tiene un desem-
pen˜o superior al de esquemas cla´sicos de asignacio´n de pro-
babilidades de transmisio´n fijas, ası´ como al de un esquema
basado en el grado de cada uno de los nodos. Lo anterior se
debe principalmente a que en el esquema propuesto es posible
identificar los nodos que sera´n ma´s comu´nmente utilizados co-
mo retransmisores por el algoritmo de encaminamiento y que
por lo tanto deben tener una menor probabilidad de acceso pa-
ra evitar que se presenten niveles altos de contencio´n alrededor
de ellos. En general, los resultados muestran que el uso de in-
formacio´n topolo´gica al asignar las probabilidades de acceso
al medio, mejora el desempen˜o de la red debido a que permi-
te reducir la tasa de colisiones en los nodos ma´s usados como
retransmisiones por el algoritmo de encaminamiento.
Actualmente nos encontramos trabajando en optimizar los
para´metros de desempen˜o de la red por medio de formulaciones
alternativas de la Ecuacio´n 2. Como trabajo futuro proponemos
desarrollar modelos analı´ticos que caractericen el desempen˜o
del esquema propuesto. Adicionalmente, es necesario realizar
experimentos en plataformas comerciales de hardware que ca-
ractericen de manera detallada la cantidad de recursos requerida
por el esquema propuesto en te´rminos de consumo de energı´a,
ası´ como de capacidad de procesamiento y memoria. Lo ante-
rior servira´ para definir de manera precisa los escenarios pra´cti-
cos en los que EbMAC puede ser utilizado.
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