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COMPETENCIAS DE INGENIEROS: DESAFIOS DE 
UN ARMA Y ESPECIALIDAD FUNDAMENTAL EN 
OPERACIONES
RESEÑA BIOGRÁFICA DEL AUTOR 
Carlos García-Guiu López es teniente coronel del Arma de Ingenieros del Ejército de Tierra. Tras realizar 
su formación en Enseñanza Superior Militar en las Academias Militares de Zaragoza y Burgos estuvo 
destinado en diversas unidades militares de ingenieros en Vitoria, Huesca, Ceuta, Madrid y Zaragoza.
Participó durante su destino en el Regimiento de Pontoneros de Especialidades de Ingenieros Nº 12 de 
Zaragoza en diversas misiones y operaciones en Bosnia y Herzegovina, Afganistán  y Líbano.
Es Diplomado en Vías de Comunicación y Licenciado en Psicología. Ha sido profesor en la Academia 
General Militar de Zaragoza y en la Academia de Ingenieros en Hoyo de Manzanares. 
Actualmente está destinado en la Dirección de Investigación, Doctrina, Orgánica y Materiales del Mando 
de Adiestramiento y Doctrina de Granada. 
1.- INTRODUCCIÓN
  Las Unidades de Ingenieros, como las Fuerzas Armadas, están en un proceso 
continuo de transformación y adaptación a las necesidades que exigen el cumplimento 
de las misiones asignadas. 
 Durante los últimos años, las operaciones exteriores en las que España ha 
participado han exigido disponer de unidades militares rápidamente proyectables, con 
unas capacidades militares que permitiesen responder eficazmente a las necesidades 
que demandan las políticas actuales de seguridad y defensa 1. 
 El ejército trata de buscar la máxima eficacia como organización 2 disponiendo 
de una doctrina y procedimientos eficientes, una tecnología moderna en los sistemas de 
armas y equipos, y un personal suficientemente preparado para aplicar correctamente 
dichos procedimientos y obtener el máximo rendimiento de los medios disponibles.
 Las actuales crisis y conflictos requieren, entre otras, unas Unidades de Ingenieros 
capaces de integrarse en ejércitos cada vez más flexibles, ágiles y versátiles, que puedan 
responder a variadas amenazas y contingencias en cualquier lugar del mundo. 












2.- LA EVOLUCIÓN DEL ENTORNO Y DE LA ORGANIZACIÓN
 Las nuevas características de las operaciones militares que forman parte del 
llamado “espectro del conflicto” han provocado que las clásicas situaciones de paz, crisis 
y guerra se hayan transformado en operaciones complejas con diferentes necesidades 
de empleo de la fuerza y con el desarrollo de conflictos con variadas intensidades. 
 Así, en los actuales escenarios y las operaciones militares podemos observar 
que:
- No existe esa estricta división entre operaciones bélicas y no bélicas.
- Hay que simultanear las actividades ofensivas, defensivas, de estabilización y de 
apoyo en todo tipo de operaciones militares.
 Por otra parte, entre las características que podemos destacar al analizar las 
operaciones militares actualmente destacan 3: 
- Enfoque organizacional basado en la cultura de adquisición de capacidades 
militares. En el ejército se trabaja con el concepto de obtener capacidades 
militares para desarrollar unos cometidos y cumplir las misiones 
requeridas. Las capacidades militares de esta manera son entendidas 
como un conjunto de diversos factores como personal, material, doctrina 
y procedimientos de trabajo, que pretenden conseguir un determinado 
efecto militar a nivel estratégico, operacional o táctico, para cumplir las 
misiones asignadas.
- Aproximación con un enfoque integral para resolver los problemas complejos. 
El llamado enfoque integral o “comprehensive aproach”, desarrollado en la 
esfera OTAN, es una manera de trabajar, entender y gestionar la resolución 
de las crisis.  Básicamente los problemas complejos requieren recursos 
y capacidades no solo militares sino también civiles y con un amplio 
número de actores como son organizaciones civiles internacionales, 
organizaciones no gubernamentales y fuerzas desplegadas en la zona, 
procedente normalmente tanto de un potencial nacional como internacional.
- Transformación y adaptación constante del ejército y sus componentes. 
Consecuencia de una filosofía en la organización militar basada en la 
adaptación e innovación, se plantea una evolución tanto en la organización 
como en el equipamiento marcado por las nuevas tecnologías y el 
desarrollo de nuevos materiales a implementar en nuestras unidades. Nadie 
4 conoce todavía el impacto final de la digitalización, la nanotecnología 
o la biotecnología en las operaciones militares con una población 
que permanecerá permanentemente conectada a redes globales de 
información y comunicaciones.
- Desarrollo de misiones en un ambiente multinacional y proyecciones 
estratégicas en tiempo variado. Tanto las estructuras internacionales 
de seguridad y defensa actuales (Naciones Unidas, OTAN, Cuerpo de 
Ejército Europeo) como las operaciones exteriores, tienen una vocación 
claramente multinacionales basada en unos principios de  defensa y 
seguridad compartida. En Afganistán participan una cuarentena de 
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países, entre OTAN y aliados. En Líbano también se está desarrollando 
con Naciones Unidas una misión con una participación de una treintena 
de países. Asimismo, las proyecciones pueden ser en cualquier lugar del 
mundo y la duración variada tanto de meses, como el apoyo al terremoto 
de Pakistán, o de casi 20 años como la reciente finalizada en Bosnia.
- Polivalencia de lo militar y un cambio en el paradigma del empleo del 
uso de la fuerza. Al no existir en ocasiones una estricta división entre 
operaciones bélicas y no bélicas es necesario simultanear las actividades 
ofensivas, defensivas y de estabilización en todo tipo de operaciones 
militares. Se desarrollan un amplio rango de misiones. Surge el concepto 
“three blocks war” (guerra de los tres bloques o manzanas). En una misma 
misión, en reducidas distancias se pueden desarrollar cometidos variados 
como la entrega de ayuda humanitaria, el apoyo a una agencia de NNUU 
o el desarrollo de una acción de combate en lucha contra los insurgentes. 
Los enfrentamientos entre ejércitos definidos y uniformados, o guerra 
de tipo industria, han evolucionado hacia conflictos en los que conviven 
diferentes tipos de operaciones que desarrollan operaciones de variada 
intensidad entre la población. Como referencia, el General Petraeus 5 decía 
al tomar posesión de su cargo como comandante de ISAF en Afganistán 
que “el terreno decisivo para obtener el éxito en las operaciones de 
contrainsurgencia es el terreno humano”. 
 En este marco actual,  las Unidades de Ingenieros disponen de unas características 
propias que les hacen especialmente aptas para adaptarse a los entornos actuales de 
las operaciones. Por una parte son claramente polivalentes con capacidades para ser 
empleadas en variadas misiones, desde acciones de combate como de apoyo a las 
unidades de maniobra, como actividades de reconstrucción y desarrollo en cualquier 
zona del mundo contando con una preparación y adiestramiento básico orientado 
hacia dichos cometidos. Por otra parte, su experiencia y procedimiento de trabajo ha 
sido frecuentemente basado en el enfoque integral de las operaciones. Su reflejo más 
Reconocimiento de ingenieros. Afganistán. 
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evidente ha sido el desarrollo operativo de los trabajos, entre otras, de las operaciones 
en Bosnia y Herzegovina, Kosovo, Afganistán, Irak y Líbano a través de una normal 
colaboración con las organizaciones civiles e instituciones internacionales que operaban 
en las zonas de operaciones tanto en cometidos de tipo cívico militar (CIMIC) como en 
los trabajos de infraestructura desarrollados en las zonas de operaciones.
3.- LAS COMPETENCIAS DE LOS INGENIEROS COMO LÍDERES MILITARES
 En esta permanente transformación de nuestras Fuerzas Armadas, tanto por la 
evolución de la sociedad española como por nuestro entorno internacional, el factor 
humano ha debido evolucionar al ritmo de los tiempos para adaptarse a los cambios. 
Si bien hace unos años se hablaba de necesarias modernizaciones que suponían una 
“sentencia de muerte al mando tradicional”6 ahora son los líderes militares los agentes 
del cambio que buscan alcanzar la excelencia en la organización militar. El liderazgo, 
término profusamente empleado en nuestra sociedad en diferentes áreas de actividad, 
realmente encuentra un valor clave al considerar a las personas que desarrollan su 
actividad en la institución militar, cumpliendo los objetivos establecidos para la defensa 
y seguridad nacional.  En la visión del JEME se destaca como uno de los aspectos clave 
el desarrollo de un liderazgo ejemplar orientado a la misión. Se plantea que los líderes 
deben ser ejemplo permanente, referencia constante en el ejercicio de las virtudes 
militares. Se destaca la iniciativa, la creatividad y en el análisis de situaciones complejas. 
Se propone una continua actualización de conocimientos y habilidades que junto a la 
formación técnica integral le permitirá obtener la necesaria visión de conjunto.
 La concepción tradicional del mando militar o jefe militar ha evolucionado  7 del 
líder militar que desempeñaba solo su trabajo en unidades militares nacionales a otro 
más adaptable a los entornos internacionales y de trabajo cívico-militares. Mando y líder 
 Explanaciones en la Base Cervantes. Líbano. Foto del autor
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también se plantean como conceptos diferentes y complementarios. Si bien el Mando 
es otorgado por las organizaciones de una manera formal, la categoría de líder debe 
ser otorgada fundamentalmente por los subordinados a través de la valía personal, 
afrontando eficazmente los continuos desafíos, problemas y misiones que se plantean.
 Parafraseando a Lord Slim8, es necesario considerar que “si en el ejército 
los gestores son importantes, los líderes son realmente esenciales”. Se necesitan 
profesionales comprometidos, al servicio de la sociedad, líderes que deberán alcanzar 
la máxima eficacia cumpliendo las misiones asignadas a las unidades militares.
 Pero,  ¿Cuáles serán esas competencias que deben obtener los ingenieros 
militares para afrontar con éxito sus misiones?
 Las competencias 9, entendidas de una manera genérica como las capacidades 
individuales que posibilitan desempeñar los cometidos profesionales eficazmente, si bien 
se obtienen en los procesos de formación iniciales es necesario que se perfeccionen y 
desarrollen con la experiencia a lo largo de toda la carrera militar. Además, una dificultad 
añadida para el desarrollo del liderazgo, es que es un concepto amplio y polifacético, 
de difícil operativización y con posibilidad de aproximarse a su estudio a través de 
diferentes disciplinas del conocimiento.
 Una posible clasificación de las competencias 10 necesarias para desempeñar un 
adecuado liderazgo en las unidades puede ser: 
- Competencias cognitivas: capacidad para analizar y estructurar los problemas, 
desarrollar creativas soluciones, identificar lo importante de lo superfluo, 
comprender las complejas relaciones del entorno y la cultura tanto de las propias 
organizaciones como de las sociedades en las que se actúa.
- Competencias técnicas: capacidad de conocer y entender los cometidos 
asociados a su especialización profesional, dominar los procedimientos 
empleados por las unidades militares y la tecnología que se va a emplear para 
desarrollar su trabajo. Conocer y saber emplear procedimientos tácticos y 
 Desescombro en apoyo a la población civil. Indonesia. 
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logísticos empleando eficazmente los sistemas de armas y equipos para cumplir 
las misiones propias de la profesión. 
- Competencias interpersonales: se necesita capacidad para relacionarse con 
subordinados, superiores y compañeros, de influir, motivar y desarrollar un trabajo 
en equipo eficaz, alcanzando alta cohesión en su unidad. Capaz de comunicar 
eficazmente cara a cara y a través de los diferentes medios disponibles (soportes 
clásicos y los empleados por las nuevas tecnologías).
 Dicha evolución en las competencias a través del nivel de responsabilidad lo 
podemos representar en el siguiente cuadro.  
 Además es necesario considerar aquellas competencias inherentes a la persona 
y que pueden permitir una adaptación al entorno como: 
- Competencias personales físicas: poseer una capacidad de resistencia física y 
preparación que le permita estar al frente de sus subordinados, asumiendo los 
sacrificios, riesgos y esfuerzos que exigen las operaciones militares en ambientes 
de austeridad y posible peligro.
- Competencias personales psicológicas: permiten desarrollar las conductas 
adecuadas a los requerimientos profesionales. Proporcionan una estabilidad 
y madurez personal para afrontar la realidad que debe ser adecuada a la 
responsabilidad del empleo. Favorecen la integridad obtenida a través de una 
interiorización de los valores acordes a la sociedad a la que el militar presta su 
servicio y a las características de la cultura militar. El componente ético-moral 
también asegura que se puedan conducir las operaciones de una manera correcta 
acorde a las normas y códigos de conducta legalmente establecidos.
- Competencias de adaptación y evolución: el líder eficaz debe de ser capaz de 
adaptarse al cambio, de innovar para transmitir nuevas visiones, poder evolucionar 
y mejorar continuamente. Se debe también disponer de las habilidades necesarias 
para adaptarse al entorno social y técnico cambiante.
 Una constante en los diversos enfoques es la existencia de diferentes grupos 
de competencias11: unas de tipo organizacional propias de cada profesión, otras 
psicosociales y otras de adaptación12 evolutiva a la realidad y el entorno cambiante.  En 
determinados planteamientos formativos el desarrollo del liderazgo militar se plantea 
como una más de las diferentes competencias que integran la formación profesional, 
sin embargo, se propone considerar que en el ejército dicha competencia es troncal y 
consustancial a la definición del militar moderno, siendo la espina dorsal de la concepción 
del ethos profesional definido en nuestra Reales Ordenanzas.
 Por otra parte, las características de ese liderazgo personal van adecuándose al 
nivel de responsabilidad con unas competencias que varían13, progresando acorde a la 
promoción profesional, desde un liderazgo de tipo más directo o “cara a cara” propio de 
los primeros empleos a otro más organizacional o indirecto. Finalmente, seleccionado 
por los procesos promoción de la organización, se desarrollará uno de tipo estratégico. 
Los líderes con responsabilidades organizacionales y estratégicas deben conocer las 
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complejas relaciones entre las diferentes organizaciones y las variables relevantes que 
influyen en las situaciones de conflicto, anticipándose a los futuros eventos y planeando 
efectivas soluciones. 
4.- LAS MISIONES DE LOS INGENIEROS MILITARES Y LAS COMPETENCIAS  
TÉCNICAS
 Las misiones a desempeñar por las Unidades de Ingenieros están determinadas 
tanto por el planteamiento de tipo nacional como por los compromisos internacionales 
en las que se participa a través de las diferentes organizaciones internacionales como 
OTAN, Unión Europea, Naciones Unidas y las posibles alianzas y coaliciones que se 
originan. 
 El apoyo a las operaciones que realizan los ingenieros militares implican14 
el desarrollo de un planeamiento y ejecución de diferentes cometidos específicos. 
Destacan en los últimos tiempos los reconocimientos técnicos, el apoyo a la lucha 
C-IED, las actividades EOD, el mantenimiento y construcción de infraestructuras en las 
áreas de operaciones,  el apoyo a la protección de la fuerza, apoyo a la reconstrucción 
y estabilización así como las establecidos para el apoyo general y a la población civil.
 Entre las tendencias15 que se han observado en los últimos años en las 
operaciones en que España ha participado y la evolución de los conflictos, están 
provocando una gran demanda a las Unidades de Zapadores y de especialidades 
con una preparación técnica y especializada16. Es destacado actualmente el apoyo 
de ingenieros a la lucha C-IED17, el desarrollo de la infraestructura en operaciones en 
sus diferentes versiones de construcción de bases, campamentos, posiciones y el 
mantenimiento de la infraestructura viaria que asegure la libertad de movimientos en las 
operaciones. También se está planteando una significativa participación de los esfuerzos 
de las Unidades de Ingenieros militares en la reconstrucción y estabilización. Si bien se 
asume en el desarrollo de los países una importante implicación de los actores civiles, 
será necesario mantener una elevada presencia militar en las primeras etapas de los 
despliegues o cuando la falta de seguridad limite la presencia de actores no militares. 
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Asimismo, una aproximación táctica18 al enfoque integral podrá implicar en el desarrollo 
de dicha visión de una mayor interacción e integración operativa de las estructuras 
civiles y militares. 
 Las tareas que más se han demandado durante los últimos años, para la 
que los ingenieros deberán estar preparados técnicamente, están las relacionadas 
con los reconocimientos de itinerarios con amenaza IED, las acciones de búsqueda 
militar/military search, limpieza de áreas y rutas/clearance de amenazas explosivas, el 
desarrollo de misiones de desactivación de artefactos, de artefactos improvisados y de 
municiones (EOD), misiones de explotación de la información en apoyo a los equipos 
WIT (Weapon Intelligence Team), construcción de posiciones, campamentos y bases 
(incluyendo la necesaria realización de proyectos de construcción vertical y horizontal, 
instalaciones eléctricas, de suministro de agua y saneamiento) así como la necesidad de 
fortificar las instalaciones y posiciones. También ha sido necesario mantener las líneas 
de comunicación terrestres a través de obras efectuadas en rutas, caminos y carreteras, 
reconociendo, montando y manteniendo puentes o ejecutando obras auxiliares. 
 En el aspecto táctico también es necesario disponer de las capacidades para 
desarrollar los cometidos de apoyo a la movilidad, relacionados con la apertura de 
brechas, paso de cortaduras, paso de ríos, construcción y reparación de pistas de 
aterrizaje o las de apoyo a la contramovilidad, tales como, montaje de campos de minas 
y sistemas de armas de efecto controlado a distancia así como el establecimiento o 
construcción de variados obstáculos. No olvidemos que será necesario también 
mantener las capacidades para el apoyo al transporte por ferrocarril, a la captación y 
depuración de aguas, a la generación y suministro de energía eléctrica en campaña, 
al desarrollo de actividades subacuáticas y las que se determinen relacionadas con la 
gestión medioambiental en operaciones, entre otras. 
 Todas estas misiones y tareas requieren un alto nivel de preparación técnica, 
propia de las Unidades de Ingenieros, que unido a la necesaria preparación táctica 
deben configurar una formación actualizada que permita responder a las necesidades 
operacionales.
5.- CONCLUSIONES Y DESAFÍOS PARA LOS INGENIEROS MILITARES 
Actualmente el arma o especialidad fundamental de ingenieros afronta diferentes 
retos propiciados tanto por razones de reorganización del Ejército como por la evolución 
de las demandas propias originados por las necesidades globales que exigen una 
seguridad y defensa compartida. También el proceso de transformación de la profesión 
militar, definido por las diferentes leyes y decretos en los últimos años, y los posteriores 
desarrollos en materia de formación han propiciado que avancemos en una nueva época 
para la enseñanza militar. Ante la complejidad de las operaciones y la transformación 
del Ejército se apuntan como conclusión algunos de los desafíos que los ingenieros 
militares tendrán que afrontar durante los próximos años: 
- Mantener una organización eficiente y suficiente. Se necesita efectuar las 
transformaciones necesarias para disponer de una organización y un número 
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de ingenieros suficiente, con una especialización de calidad, que responda a la 
demanda en áreas de actividad de creciente pujanza como son infraestructura 
en operaciones, apoyo de ingenieros a la lucha C-IED o las desarrolladas por 
la Unidad Militar de Emergencias. Será necesario mantener una estructura 
organizativa capaz de alcanzar la excelencia pero sin estar específicamente 
incluidas las especialidades de ingenieros en las especializaciones de segundo 
tramo de carrera actuales (operaciones, inteligencia, gestión logística de 
materiales e infraestructura y de recursos humanos) con un número limitado de 
personal y unidades para atender a los múltiples cometidos existentes.  
- Transformar el modelo de enseñanza de perfeccionamiento. El hasta ahora vivido 
eficaz modelo de formación de mandos se esta modificando de una manera 
profunda. La aplicación de la Ley 39/2007, de la carrera militar, el Reglamento de 
Ingreso y Promoción y de Ordenación de la Enseñanza de Formación en las Fuerzas 
Armadas, así como, los desarrollos normativos posteriores, han provocado un 
cambio de paradigma en la concepción de la formación y de perfil profesional del 
futuro militar. La modificación de la enseñanza de formación, de base, implicará 
por ello también una profunda modificación y restructuración de la enseñanza 
de perfeccionamiento para seguir mejorando la calidad en la formación de los 
cuadros de mando. Si bien parece19 que en el planteamiento de la nueva ley se 
establece el desarrollo de unos cursos de post-grado universitarios o equivalentes 
al llegar al empleo de comandante, será necesario evaluar también si es preciso 
desarrollar cursos intermedios entre los empleos de teniente y capitán.  
- Obtención de las competencias profesionales necesarias. Además del estudio 
taxonómico descrito anteriormente para analizar las competencias para el 
liderazgo, existe un aspecto importante para los ingenieros militares relacionados 
con su capacitación legal de aplicación profesional.  
 Los nuevos oficiales, tras completar los recién implantados programas de estudios 
obtendrán el título de Ingenieros de Organización Industrial, académicamente reconocido 
en el mundo civil aunque sin atribuciones profesionales, y por ende manteniendo la 
limitación en la capacidad legal de firmar proyectos de tipo más técnico. Los proyectos 
de edificación, de construcción de obras públicas o instalaciones eléctricas exigen 
según la legislación española una firma de personal técnico acreditado en dichas 
especialidades. La responsabilidad legal sobre la infraestructura en operaciones, 
Sistema de rodillos SPARK. 
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implica un cumplimiento también de la Normativa Nacional Española. Por ello, parece 
aconsejable que las nuevas formaciones de especialización en el Ejército de Tierra 
también puedan facultar a los futuros mandos de ingenieros para la obtención de dicha 
capacitación legal que se exigen los proyectos de construcción relacionados con áreas 
de conocimiento propias de las ingenierías de caminos, canales y puertos, de edificación 
así como con la ingeniería técnica industrial eléctrica y de obras públicas. 
 Se necesita básicamente competencias legales para poder firmar proyectos 
de construcción de estribos y pilas para puentes reglamentarios, para la construcción 
de barracones para alojar tropas y naves de almacenamiento, así como, proyectar y 
ejecutar instalaciones de electricidad, distribución de agua y saneamiento. 
 Dicha formación podría ser adquirida por la adaptación de los actuales Cursos 
de Vías/Castrametación  en enseñanzas tipo Master o a través de las obtenidas por 
los ingenieros de la Escala de Oficiales del Cuerpo de Ingenieros Politécnicos del ET, 
más en concreto aquellos que han cursado la titulación de Ingeniero de Construcción y 
Electricidad, de dos años de duración. Por tanto una posibilidad sería que se reservaran 
plazas en este curso para el personal de la especialidad fundamental ingenieros, 
conforme a las necesidades del ET.
- Obtención de un amplio abanico de competencias técnicas para los mandos de 
ingenieros.
 La variedad de misiones descritas anteriormente implica una variada y exigente 
enseñanza de formación y perfeccionamiento de los oficiales y suboficiales de ingenieros 
para alcanzar diferentes competencias profesionales. La participación del ejército en 
las actuales crisis y complejos conflictos actuales hacen que sea necesario disponer 
en las unidades de la tradicional arma, especialidad fundamental, de ingenieros, las 
capacidades de las clásicas misiones de combate y apoyo con múltiples cometidos 
que aseguren la libertad de movimientos, la protección de la fuerza y el desarrollo y 
mantenimiento de la infraestructura de las zonas de operaciones donde despliegan las 
unidades.
Apoyo a la movilidad. 
Lanzamiento de puente. 




 Las operaciones militares actuales se caracterizan por la obtención de 
capacidades militares, enfoque integral, transformación, ambiente multinacional, 
proyecciones estratégicas en tiempo variado, polivalencia de lo militar y un cambio en 
el paradigma del uso de la fuerza. Entre los desafíos que los futuros para ingenieros 
militares destacan mantener una organización eficiente, transformar el modelo de 
enseñanza de perfeccionamiento, obtener las competencias profesionales necesarias, 
y obtener un amplio abanico de competencias técnicas.
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LOS INGENIEROS EN LA UME
Trabajos y Protagonismo de los Ingenieros en la 
Unidad Militar de Emergencias
RESEÑA BIOGRÁFICA DEL AUTOR 
Ingresa en la AGBS en 1981. Sargento de ingenieros con la especialidad de fortificación, explosivos 
y lucha contra incendios en el año 1984, siendo su primer destino la 2ª Compañía de Zapadores del 
RMING 1 de la División Acorazada Brunete Nº 1.
En 1986 destinado al BMINGPAC de la BRIPAC.
Participó en las operaciones AK Provide Confort (norte de Irak) 1991, UNPROFOR 1994, IFOR 1996.
Está en posesión de diferentes condecoraciones militares.
Está en posesión del nivel 1.1.1.1 de ingles
Componente del núcleo de constitución de la UME en el año 2006, donde permanece como 
subteniente en el CESIJOC (Centro de Situación del Joint Operations Center) 
 La Unidad Militar de Emergencias, libra entre 30 y 50 batallas al año. Algunos años, 
como éste, alguna más, con enemigos reales dentro de las fronteras de nuestro país; 
los más comunes  de estos enemigos son conocidos por todos;  sus  nombres son 
el  fuego,  las  inundaciones,  las  nevadas  y,  ocasionalmente, terremotos y rescates. 
Ahí donde las autoridades lo requieren, sea invierno o verano, día o noche, festivo 
o diario, la respuesta es inmediata y su despliegue mejora en rapidez y efectividad. 
Pero si hurgamos un poco en la estructura de los  Batallones de Intervención 
en Emergencias (BIEM), descubrimos que sus componentes pertenecen a los tres 
Ejércitos y dentro del Ejército de Tierra a todos las armas y especialidades, pero todos 
los BIEM tienen una o dos compañías muy especiales; las compañías de ingenieros.
 En la creación de la UME, en un principio se planteó la necesidad de que  la 
mayoría  de  sus  miembros  perteneciesen  al  arma,  por  su vinculación directa con las 
misiones principales a desarrollar por sus componentes, pero  rápidamente se constató 
la inviabilidad de este deseo y se quedó en la estructura actual. Pero sin lugar a dudas el 
protagonismo  de  los  ingenieros  en  los  trabajos 
de  la  UME  es incuestionable, si comparamos 
las  especialidades que los suboficiales obtenían 
en el año de prácticas en la primera época de 
la  Escala  Básica,  nos  daremos  cuenta  que 
son  básicamente  las misiones actuales de 
la UME (máquinas, fortificación, explosivos y 
lucha contra incendios, buceador elemental, 
pontoneros, castrametación, etc…)












Hasta este momento, 
la UME ha participado en 198 
misiones (hasta el día 28 de 
agosto de 2012) por toda la 
geografía española y Haiti, en 
todo tipo de misiones, realizando 
un esfuerzo total de 102.745 
militares/día (total de militares 
que intervienen durante los días 
de operación. Actualizado hasta 
el día 1 de agosto de 2012). La 
progresión en las misiones varía 
dependiendo de la climatología 
y de las capacidades de la UME, 
que hacen que su formación y experiencia le abran nuevos campos de intervención.
1.- EL FUEGO
Podemos decir que su enemigo número uno es el fuego, al menos   el  enemigo 
que  insistentemente   presenta  más batallas  y,  aunque  siempre  pierde,   produce 
un  gran desgaste en nuestras tropas y  un  empobrecimiento en la riqueza natural 
de  nuestro país, difícilmente recuperable en corto y  medio plazo. Lejos queda ya el 
27 de julio de 2007,  en  que  con  la  corta  experiencia  de  sus  primeros integrantes, 
pero con la ilusión y la entrega de todo militar del  ejército  español  y  las  lecciones 
bien  aprendidas,  se intervino por primera vez en el incendio de La Tejera en la isla de 
Gran Canaria. En esta misión participaron un total de 140 militares y 14 vehículos: seis 
autobombas de ataque al  fuego,  dos  autobombas  nodriza,  cuatro  vehículos  de 
telecomunicaciones y dos ambulancias.
 No voy a entrar en profundidad en lo que es 
un combate con este enemigo tan correoso como 
peligroso, pero sí me gustaría dar a conocer, en líneas 
generales, como  el  trabajo  de  los  ingenieros 
consigue   facilitar  la  rendición  de  este devastador 
elemento.
 Los  ingenieros de la UME luchan contra 
este enemigo,  principalmente,  en la defensiva, 
realizando  cortafuegos  con  trabajos   de  máquinas, 
preparando  el terreno para cortar el avance del fuego. 
Pero también se utilizan las máquinas en el ataque 
directo, apagando  con la tierra que arrastran, el 
avance del fuego y evitando la posibilidad de que se 
propague por el subsuelo.
También  disponen  de  autobombas  que 
utilizan  contra  el  fuego  cuando  las condiciones 
del terreno y del fuego lo permiten. De esta  forma 
DICIEMBRE 2012
21
intervienen en todos los procesos de 
extinción del incendio, sea  de forma 
ofensiva, con agua y herramientas 
manuales, como de forma defensiva 
en el empleo de máquinas. 
La dificultad de la extinción 
de un  incendio forestal, radica en 
que no existen dos fuegos   iguales; 
a   igualdad  de   condiciones, 
su  comportamiento   puede   ser 
completamente distinto y siempre 
hay que estar pendiente de todos los 
detalles. Los factores que influyen en 
el comportamiento del fuego son, como muestra la figura,  la topografía, el tipo de 
combustible y la meteorología general y particular del incendio, ya que el aumento 
de temperatura produce zonas de baja presión, vientos y remolinos. La orografía y 
sus características, puede hacer que acelere su velocidad o se retarde  y  el tipo 
de combustible hace que tarde más en quemarse y consumirse o que su velocidad 
aumente pero sea más fácil su extinción.
 El ataque directo se realiza si la altura de  llamas es inferior a los 2,5 metros, y 
siempre teniendo claro antes de empezar cuál será nuestra vía de escape en caso de 
que algo salga mal, cambie el viento, se produzcan focos secundarios a nuestra es-
palda, aumente la carga de fuego, su rapidez... Este ataque se realiza siempre que el 
terreno lo permite desde “lo negro” (forma de hablar de la zona quemada).  Cuando 
el fuego supera la altura máxima de ataque directo también se puede realizar, si se 
dispone de  apoyo aéreo, mediante un bombardeo de agua de los aviones “Cana-
dair”  o colocando extintores de explosión, a modo de barrera de minas contra el fue-
go, que bajen la altura e intensidad del fuego para poder atacar con la potencia de las 
autobombas y nodrizas.
2.- EL  AGUA
 Aunque dentro de la preparación 
de la UME se abarcan todas las posibles 
intervenciones dentro del  medio acuático, 
hasta este momento su intervención en 
inundaciones ha sido una vez pasado el 
momento de riada o escorrentía, para mitigar los daños producidos por ésta. En este 
tipo de intervenciones se realizan acciones de achique de agua, limpieza de cauces, 
montaje de puentes, ayuda a la población en evacuaciones o recogida de enseres 
dañados por la inundación.
 Sin   embargo,  las  capacidades  en  este  campo  son   muchas   más 
extensas. Actualmente, la UME tiene capacidad para:
•	 − Búsqueda y rescate mediante equipos de buceo autónomo y semi-autónomo.












•	Búsqueda y rescate subacuático con sónar de 
barrido lateral.
•	Búsqueda en orillas con equipos cinológicos y 
personal a pie.
•	Restablecimiento de infraestructuras dañadas 
por inundaciones, mediante montaje de puentes, 
limpieza de vías de comunicación y retirada de 
material de arrastre y lodo.
•	Construcción de barreras y diques que pueden 
proteger poblaciones y así evitar el devastador 
efecto del agua.
 Los procedimientos de actuación están establecidos de tal modo que el empleo 
del material y la actuación de los miembros de la UME se realicen en el menor tiempo 
posible en beneficio de las personas  que puedan ver su vida y sus bienes afectados 
por este devastador elemento. Como podemos observar en las capacidades de la UME 
en medio acuático, parece que estuviésemos hablando de una Unidad de Ingenieros.
3.- TERREMOTOS, DESLIZAMIENTOS DEL TERRENO  Y ERUPCIONES
En este campo se puede destacar la primera misión de la UME en el extranjero, 
en el terremoto de Haití de enero 2010, donde  se  colaboró  con  equipos  de  otros 
países  en  la  búsqueda  y  salvamento  de  personas  atrapadas.  También  el terremoto 
de Lorca, de mayo de 2011, donde su principal misión fue el apuntalamiento y 
reconocimiento de edificios dañados, así como el montaje de un campamento de 
damnificados para todas las personas evacuadas de sus viviendas. También se 
mantuvo un destacamento y se preparó el montaje de un campamento en previsión de 
la erupción de la isla de El Hierro.
En  este terreno, la UME,  tiene unidades con  equipos cinológicos  y  están 
equipadas con detectores  y cámaras  especiales que están entrenadas y  desde  2011 
certificadas  por Naciones  Unidas como equipos USAR (Urban Search and Rescue).
 La capacidad de montaje de campamentos de damnificados de hasta 2.000 
personas y la posibilidad de apoyo en la recuperación de las infraestructuras críticas, 
incluso de telecomunicaciones, hacen de esta Unidad un elemento de alto valor para 
apoyo al desastre.
 En  Lorca desde el primer momento los trabajos de ingenieros en 
apuntalamiento y reconocimiento de  estructuras dañadas, fue de gran ayuda para la 
normalización de la vida en esta ciudad.
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4.- LA  NIEVE
 Para las grandes nevadas, la UME dispone de vehículos quitanieves, transporte 
oruga acorazado (TOA,s) y personal experto en rescates de alta montaña. Sus principales 
capacidades son:
•	Limpieza de nieve de vías de comunicación, tanto con vehículos quitanieves como 
con herramientas manuales.
•	Restablecimiento de viales. Retirada de grandes masas de nieve con maquinaria 
pesada  y  herramienta  ligera  y   retirada  de vehículos en viales nevados o helados.
•	Búsqueda y rescate de personas aisladas o víctimas de aludes.
 
 
      A pesar de que hoy en día casi 
todas las comunidades disponen de 
abundantes medios para la limpieza de 
viales, en determinadas ocasiones se ven 
desbordados por la climatología adversa y 
es necesario el apoyo de los mismos 
para garantizar la circulación y la llegada 
a pequeños núcleos de población.
5.- RIESGOS NRBQ
 Las  capacidades  NRBQ  de  la  UME  están  todavía  en  fase  de  adquisición 
de materiales  y  desarrollo  de  la  preparación  de  los  componentes  del  GIETMA 
(Grupo de Intervención de Emergencias  Técnicas y Medioambientales). En un 
futuro  cercano  desarrollarán  capacidades  de  reconocimiento,  identificación  y 
descontaminación NBRQ y técnicas de recuperación “in situ” por contaminación del 




Teniente Coronel de Ingenieros
D. Francisco Quijano Rodríguez-Izquierdo
INTELIGENCIA Y RECONOCIMIENTO 
DE INGENIEROS
(PD4-401)
RESEÑA BIOGRÁFICA DEL AUTOR 
Nombre y Apellidos: Francisco Quijano Rodríguez-Izquierdo 
Empleo: tcol. ingenieros
Destino: Cuartel General de Fuerza Terrestre, Sección de Inteligencia y Seguridad.
Diplomas y cursos:
III Curso Superior de Inteligencia y Seguridad (2002), Curso Superior de Guerra  (Altos Estudios Militares) 
en la República de Túnez (2010), Curso de Desactivación de Explosivos (1994) y Homologación EOD 
(2003), Curso de Vías de Comunicación (1997), Curso de Castrametación (2004), Curso de Post-grado 
de Director de Seguridad y Protección del Patrimonio (2002), Máster en Bioterrorismo Universidad de 
Granada (2011).
1.- INTRODUCCIÓN
 Cuando uno es alumno, se pregunta de dónde pueden extraerse, en operacio-
nes, los datos necesarios para el cálculo de la flecha de una viga o como se puede pre-
cisar la dureza del agua que nos vamos a encontrar en zona, o si las vías de un trazado 
permitirán un convoy logístico, o en la instalación eléctrica los consumos necesarios y 
tantos otros para los cálculos que debemos realizar para la resolución de los problemas 
planteados.
 Para la obtención de esta información que permite el desarrollo de las acciones 
propias del arma, el BOD número 33 de 16 de febrero de 2012 (Resolución 552/02374/12) 
aprobó la Publicación Militar del Ejército de Tierra (PMET) “Inteligencia y Reconocimien-
to de Ingenieros. (PD4-410)”, que entró en vigor el mismo día de su publicación y dero-
gó, a partir de esa misma fecha, la PMET, “Orientaciones. Inteligencia y Reconocimiento 
de Ingenieros. (OR5-406)”, aprobada por Resolución número 552/12588/99 de fecha de 
30 de agosto de 1999, como publicación de uso oficial, para uso interno de las Fuerzas 
Armadas.
 Culminaban así los esfuerzos del grupo de trabajo establecido para la revisión 
de una publicación doctrinal que había quedado desfasada y que se reconocía su 
necesidad como parte esencial para el planeamiento y la toma de decisión y el control de 
las operaciones de i ngenieros. Realmente la publicación de esta nueva PMET, supone 












un cambio sustancial en un momento de convulsiones 
doctrinales provocadas por la publicación de la nueva 
Doctrina de Empleo de las Fuerzas Terrestres.
      Esta nueva doctrina va acompañada de un cambio 
en las funciones de combate, desapareciendo la 
específica de las unidades del arma como era la de 
movilidad, contramovilidad y protección (esta última 
pasa a ser, por sí misma, una función de combate). 
Esto hace que sus misiones específicas quedan 
redactadas como aquellas cuyo objetivo son: “favorecer la maniobra de las unidades 
propias y dificultar la del adversario, mediante acciones conducentes a modificar las 
condiciones del terreno” (zapadores) y “facilitar el despliegue y la vida de las unidades” 
(especialidades).
 En estas fechas se produjo igualmente la revisión de los “Procedimientos de 
Inteligencia, Contrainteligencia y Seguridad” de los que emanan jerárquicamente la 
nueva PMET. Esta coincidencia en el tiempo de ambas publicaciones no favoreció 
su desarrollo ya que, los procedimientos recogidos, no se ajustan plenamente a los 
principios doctrinales contemplados en la nueva doctrina. Ya en su título vincula, como 
venía siendo tradicional, la seguridad a la inteligencia, cosa que la doctrina las desliga 
en dos funciones de combate diferentes.
 Este inconveniente, a la postre, facilitó el inicio de los trabajos y permitió marcar 
como objetivo la realización de una publicación que tuviera una perdurabilidad en el tiempo 
basándose en la nueva doctrina, y, a la vez, una coordinación en los procedimientos de 
inteligencia que le permitiese ser incluida en el Sistema de Inteligencia de las Fuerzas 
Armadas (SIFAS) y en el método de planeamiento operativo como un elemento más. 
Sin embargo, la publicación de Inteligencia y Reconocimiento de Ingenieros cuenta 
con una ventaja esencial y es que está referida expresamente a la función de combate 
inteligencia, siendo el reconocimiento una misión más de la obtención dentro de su 
propio ciclo.
 Con todo ello, la nueva publicación ha centrado el problema en dirigir, obtener 
información, elaborar y difundir la inteligencia necesaria para el desarrollo de la decisión 
y planeamiento de las acciones específicas de ingenieros en cualquier tipo de conflicto, 
que, por los apoyos al combate para los que están concebidas las unidades del arma, 
se extendía a todo su espectro, desde misiones de paz, crisis, conflicto armado y guerra 
y en cualquier tipo de operaciones: cooperación multinacional militar en tiempos de 
paz, apoyo a autoridades civiles, apoyo a la paz, estabilización, intervención limitada o 
combate generalizado.
 La publicación desarrollada, se enmarca en el concepto ISTAR (Inteligencia, 
Vigilancia, Análisis y Adquisición de objetivos y Reconocimientos (siglas en inglés) 
y centra sus análisis en la elaboración de inteligencia para la acción específica de 
ingenieros por medio de la obtención de datos/información gracias a las acciones de 
reconocimiento de unidades integradas esencialmente por personal de zapadores y 
especialidades u otras acciones en beneficio de estos.
 Por último, introduce el concepto de búsqueda militar (military search en inglés) 
como parte consustancial del reconocimiento de ingenieros, aunque no se desarrolla 
por encontrarse debidamente detallada en la PD4-0011.




La inteligencia, en el ámbito de las unidades del arma, está focalizada al carácter de 
sus operaciones mediante:   
 
−	 El análisis del terreno.
−	 Influjo de las condiciones meteorológicas.
−	 Valoración de las infraestructuras existentes.
−	 Análisis sobre organización y empleo de las Unidades de Ingenieros del adver-
sario.
−	 Estudio de las medidas de protección y efectos del ataque con armas nucleares, 
radiológicas, biológicas y químicas.
−	 Elaboración de inteligencia técnica sobre materiales de ingenieros propios y del 
adversario.
−	 Valoración técnica sobre construcción, traficabilidad, mantenimiento y repara-
ción de vías de comunicación y posibilidad del control de la circulación en caso 
que sea ferroviaria.
−	 Conocimiento y posibilidades de las obras de fortificación, castrametación, puen-
tes permanentes o medios o semipermanentes de franqueamiento de obstáculos 
continuos o discontinuos propios y del adversario.
−	 Elaboración de inteligencia técnica sobre la munición sin explosionar UXO (siglas 
en inglés) y artefactos explosivos  improvisados I-ED (siglas en inglés).
−	 Hallazgos
 En general lo que se pretende es la obtención 
de datos o información fiable que permita la es-
tandarización en el proceso de análisis de la infor-
mación para extraer la inteligencia necesaria que 
permita llevar a cabo operaciones de ingenieros 
que siempre requerirán la coordinación y dispo-
nibilidad de personal, medios y recursos en los 
lugares y momentos oportunos o aquella que re-
quiera el escalón superior.
 En este contexto y de acuerdo a lo 
establecido en la PD4-401 se subdivide en:
−	 Inteligencia de carácter general: focalizada a la inteligencia extraída del análisis 
de datos/información de carácter general que permita el desarrollo de las opera-
ciones propias de las Unidades de Zapadores.
−	 Inteligencia de carácter específico o especializado: focalizada a la inteligencia 
extraída del análisis de datos/información de carácter específico que permita 












el desarrollo de las operaciones propias de las unidades de 
especialidades.
−	Inteligencia de carácter técnico: focalizada a la inteligencia 
extraída del análisis de datos de carácter técnico que exceda 
de las capacidades del ejército que permita el desarrollo de las 
operaciones propias de las Unidades de Zapadores. 
Esta diferenciación no significa que la inteligencia de 
carácter específico sólo es de interés para las unidades de Especialidades y la de 
carácter general para las de zapadores, ambas unidades pueden necesitar estos 
conocimientos en un momento oportuno para el cumplimiento de sus misiones. Su 
particularidad radica en la necesidad de contar con conocimientos y medios técnicos 
precisos para la obtención de la información y su análisis.
 Para lograr estos objetivos y como cualquier sistema de inteligencia, en cada 
escalón de mando, la función de combate inteligencia se desarrolla en las unidades del 
Arma generalmente por medios de:
−	 Órganos de planeamiento
−	 Órganos de ejecución
−	 Sistema de comunicaciones informatizado o sistema de información capaz de 
enlazar de forma segura, y a ser posible en tiempo real, los órganos citados an-
teriormente.
 Esta estructura tradicional de cualquier unidad de las armas, presenta serias di-
ficultades, por las limitaciones de personal y medios especializados en inteligencia, en 
las Unidades de Ingenieros, a pesar de ello, el jefe de ingenieros debe ver satisfecha sus 
necesidades de inteligencia para el planeamiento y conducciones de la maniobra en los 
aspectos operativos relacionados con el apoyo de los ingenieros. Para ello, las jefaturas 
de ingenieros y las 2as secciones de las Planas Mayores de Mando de los Regimientos 
y Batallones de Ingenieros/Zapadores deben disponer de estos órganos para llevar a 
cabo la dirección y elaboración de inteligencia.
Figura 2. Ejemplo de organización de la inteligencia de ingenieros
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 En cuanto a los órganos de gestión y obtención un ejemplo de sistema ISR sería 
la que aparece en la figura2:
 El EAI (elemento de apoyo ISTAR) de la PLMM, identificado con la 2ª Sección, en 
su organización más completa, dos elementos de apoyo como son el CGNICO (Centro 
de Gestión de Necesidades de Información y Coordinación de la Obtención) y el CIDI 
(Centro de Integración y Difusión de Inteligencia) que establecerían el control de la 
obtención por medio del CCMO (Centro de Coordinación de Medios de Obtención) que 
mandaría peticiones de información RFI (siglas en inglés) a las unidades.
 
 Estas, en función del tipo de fuentes que pueden explotar a través de los medios 
que están dotadas y de sus procedimientos, obtendrán información:
•	HUMINT: explotan información proveniente de fuentes humanas, y especialmente por 
medios de vigilancias y reconocimientos.
•	IMINT: explotan información procedente de imágenes obtenidas mediante sensores 
(fotográficos, electro-ópticos, infrarrojos, etc.). Serán de especial utilidad para los 
levantamientos topográficos, obtención de recursos e infraestructura.
•	MEDINT: explotan información provenientes de las infraestructura sanitaria y en 
especial, relacionado con las capacidades de Ingenieros, la explotación de los recursos 
hídricos.
•	OSINT: explotan información provenientes de fuentes abiertas de cualquier naturaleza 
(internet, prensa, etc.).
•	TECHINT: especialmente relacionada con la inteligencia de ingenieros de carácter 
técnico, es la que se encarga del estudio y evaluación de los desarrollos tecnológicos 
y capacidades operacionales de los ingenieros extranjeros y, en especial, los utilizados 
por el adversario. Especial importancia toma en este aspecto la información técnica 
obtenida sobre munición sin explosionar (UXO) y artefactos explosivos improvisados 
(IED). 
 Una información esencial en operaciones es la proveniente de DOCEX (explotación 
de documentos, siglas en inglés), de entrevistas o interrogatorios y de explotación de 
material incautado, suele ser responsabilidad de las unidades de inteligencia de la Gran 
Unidad. Por lo que la jefatura de ingenieros o PLMM deben estar en continuo contacto 
con la 2ª sección del escalón superior.
 Toda esta información debe llegar al Centro de Integración y Difusión de 
Inteligencia de Ingenieros (CIDI-Ing) en el que, por su carácter técnico,  difiere de los 
análisis tradicionales y donde las figuras de los diplomados en especialidades técnicas 
mezclados con las de analistas en inteligencia, alcanzan un papel preponderante en el 
camino para la elaboración del conocimiento requerido.
2   CGNICO: Célula de Gestión de Necesidades de Información y Coordinación de Obtención CCMO: Célula de Control de 
los Medios de Obtención












 Las Unidades de Ingenieros tienen un papel 
esencial en el estudio del entorno operativo3 en 
el aspecto físico (terreno y climatología) además 
de intervenir en el aspecto social e industrial del 
mismo, especialmente referido a las infraestructuras 
disponibles en la ZO. Este estudio, de especial 
importancia en el análisis de la misión, cuando debe 
desarrollarse la gestión inicial del conocimiento es 
esencial para el planeamiento, requiere personal 
altamente cualificado. La nueva publicación 
doctrinal, pretende que el jefe de ingenieros, para cualquier operación, realice el análisis 
de la información y su razonamiento con las mismas herramientas que las unidades del 
resto de las armas, disponiendo de útiles que le permitan el estudio, lo más exhaustivo 
posible para el conocimiento posible más completo de la situación.
3.- CARACTERÍSTICAS PROPIAS DEL CICLO 
 Como ya ha sido comentado, la nueva publicación doctrinal está impregnada del 
carácter técnico del arma que queda reflejado en las características propias del ciclo de 
inteligencia.
 El ciclo se desarrolla en las cuatro fases tradicionales dirección, obtención, 
elaboración y difusión. 
 La dirección, consiste en la determinación de las necesidades de inteligencia, 
planeamiento de la obtención y control de la productividad. Recoge dos aspectos: 
aspecto de planeamiento y aspecto de ejecución. En el ámbito de ingenieros está 
caracterizada por las dimensiones de sus unidades y de los apoyos a prestar, ésta, 
contará con limitaciones estructurales obedeciendo del tipo de misiones a desarrollar. 
Sin embargo, los dos aspectos exigen unas Planas Mayores bien dimensionadas para 
una eficaz función de combate que permita la eficiencia en las operaciones de inge-
nieros.
 La obtención consiste en la explotación sistemática de todo tipo de fuentes de 
información por los órganos establecidos y la entrega de esta información a la unidad 
de elaboración apropiada para su transformación en inteligencia. Los elementos 
diferenciadores de ingenieros se basan en la necesidad de parámetros técnicos, 
priorizando los procedimientos con los que son recogidos dichos datos,  sobre el volumen 
de los mismos. Todo ello sin menospreciar los que pueden ser obtenidos sin estas 
técnicas que, en determinadas circunstancias, pueden ser los únicos. Igualmente, se 
hace especial mención a las acciones de reconocimiento por ser este las tradicionales y 
a las Unidades de Ingenieros/especialidades por contar con los medios y conocimientos 
necesarios para lograrlos.
 Por medio de la elaboración, la información obtenida se convierte en inteligencia, 
a través de las cinco fases tradicionales: la compilación, evaluación, análisis, integración 
e interpretación. Por ello, en el caso de ingenieros, exige personal que disponga de las 
aptitudes necesarias para el estudio de los datos/información accediendo a una solución 
de los de la que se desprende el planeamiento y control de las acciones propias.
3  PD1-001 Doctrina de Empleo de las Fuerzas Terrestres punto 2.3.
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 La difusión es la fase del ciclo de inteligencia en la que se efectúa la entrega 
oportuna de inteligencia a aquellos que tengan necesidad de conocer, en forma 
apropiada y según el principio básico de responsabilidad de compartir. En el caso de 
la inteligencia de ingenieros, la difusión debe disponer de los mismos estándares que 
los de cualquier otra arma. Esto permite la integración en el sistema de inteligencia 
establecido en la operación inter-arma.
4.- RECONOCIMIENTO
 Los reconocimientos llevados a cabo por las unidades del arma son el principal 
medio para la obtención de datos/información. Dentro de los órganos de obtención, 
adquiere su máxima importancia el empleo de las patrullas/equipos de reconocimiento 
de ingenieros. Estas patrullas serán función del carácter de la inteligencia, y por eso 
hablaremos de:
−	 Patrullas de ingenieros/zapadores a aquellas que se establecen con carácter 
temporal, las unidades del arma, dentro de su zona de responsabilidad, para 
satisfacer sus necesidades de inteligencia con carácter general.
−	 Equipos especializados a aquellos normalmente establecidos reglamentariamen-
te en las Unidades de Ingenieros para satisfacer necesidades de inteligencia con 
carácter específico o especializado. Entre otros estarían los equipos EOD, WIT, 
equipos de captación de aguas, etc.
−	 Equipos técnicos composición variable formados por personal de las Unidades 
de Ingenieros y otros de carácter técnico (per-
sonal civil, politécnicos, sanitario, etc.) para sa-
tisfacer necesidades de inteligencia de carácter 
técnico.
 Reconocimiento y vigilancia, aunque están 
íntimamente relacionados, difieren en la continuidad 
respecto al tiempo, en la delimitación del espacio y en el 
Corriente de la información/inteligencia de ingenieros












carácter de la información a obtener. La vigilancia del entorno operativo es normalmente 
estática y tiene un carácter de continuidad en el tiempo, amplitud en el espacio y 
generalidad en lo concerniente al carácter de la información. El reconocimiento, por el 
contrario, es una actividad limitada en el tiempo, concreta en el espacio y que se ejecuta 
con una finalidad específica.
 A pesar de que cada reconocimiento tiene sus propias particularidades todos 
ellos deben estar basados en los siguientes factores comunes: 




−	 Necesidad de Enlace.
 Por incluir datos de planeamiento y análisis que en la mayoría de los casos son 
repetitivos y con el ánimo de no perder aquellos de vital importancia, la publicación 
doctrinal incluye todas las fichas de reconocimiento, así como, las directrices para su 
cumplimentación. El proceso de estandarización de fichas permite la exhaustividad en 
la información impidiendo la reiteración de misiones con el consiguiente riesgo y pérdida 
de la oportunidad necesaria.
5.- RESUMEN
 Esta publicación, en resumen pretende sistematizar la obtención de datos e 
información fiables que permitan a las unidades de ingenieros satisfacer las necesidades 
de inteligencia para el planeamiento y control de las acciones y la valoración de las 
amenazas contra la maniobra propia frente a las operaciones del adversario. 
 Por otro lado existe la necesidad de que el ciclo de inteligencia de ingenieros 
esté inmerso en las pautas establecidas por el Sistema de Inteligencia para las Fuerzas 
Armadas, permitiendo integrarse en el mismo y realizando una valoración de los objetivos 
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ADSL EN NUESTRAS BAE,s
Teniente Coronel de Transmisiones 
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1.- ANTECEDENTES
Por motivos muy diversos, y por lo general,  nuestras bases militares han quedado 
desplazadas de las centrales telefónicas civiles con capacidad de proporcionar líneas 
de datos de alta velocidad a través de líneas de cobre, servicios que comercialmente 
se han denominado ADSL. El problema fundamental ha sido y es, la distancia que nos 
separa de esas centrales, distancia, que a pesar de la implantación de la fibra óptica, no 
ha posibilitado la oferta de un producto comercial similar al ADSL, pero con fibra, por lo 
menos hasta la actualidad, ya que en estos días empezamos a leer que el bucle de fibra 
óptica hasta el hogar empieza a ser una realidad. Es cierto que no en todas las ciudades 
se está implantando, ni en todos los barrios de una misma ciudad. 
Analizando los servicios que obtenemos de los ADSL, bien por contratación 
propia en caso del NRDC-SP, bien por los que CCEA distribuye de la contratación del 
MINISDEF, vemos que las velocidades que alcanzamos apenas llegan a 1 Mb/s, pese 
al esfuerzo de la operadora que provee estos servicios en disminuir la atenuación, 
mejorando tendidos de los cables multipares que entran en nuestras BAE,s. En principio 
la respuesta comercial queda cubierta, ya que estos servicios se contratan bajo el título 
de “hasta 4 Mb/s, hasta 6 Mb/s”, esa es la clave “hasta”, por lo que nuestra reclamación 
no tiene cabida para servicios aislados, incluso en el caso de la Base Militar Jaime I 
de Bétera, podíamos sumar hasta 15 diferentes ADSL,s que dan servicio al NRDC-SP, 
a los diferentes NSE,s de las naciones que así lo han solicitado, residencias, OFAP, 
pabellones de cargo, etc. 













2.- BUSCANDO SOLUCIONES ALTERNATIVAS
Dado que cada uno de los ADSL es contratado por organismos diferentes y 
sufragados con fondos de diversas procedencias, no procede de ninguna forma 
centralizar todos los ASDL a través de un servicio de banda ancha de fibra óptica tipo 
MacroLAN, el cual además de muy costoso requiere de equipamiento complementario.
Siguiendo la pista de grandes bases, verificamos que en la Base de Rota disponían de 
un equipamiento capaz de proporcionar 500 ADSL a las viviendas internas allí ubicadas. 
Este equipamiento, denominado DSLAM, Multiplexor Digital de línea de abonado, suele 
ser ubicado en edificios de centrales de telefonía ya que los servicios que proporciona 
son exclusivos de la operadora que lo ha instalado. Civilmente se viene instalando junto 
a nuevos complejos residenciales en construcción con la denominación, solución FFTN 
(Fiber To The Node), y lleva asociado un equipo de banda estrecha para voz.
     Pese a ser la única base militar con este equipamiento, ya disponíamos de un 
antecedente, por lo que el siguiente paso era solicitar que nuestra Base de Bétera fuera 
equipada con esta tecnología.
     Para que el departamento de ingeniería de Telefónica, pueda iniciar el proyecto, 
un departamento comercial debe remitir la petición correspondiente y para llegar 
al departamento comercial que atiende a nuestras BAE,s, integrado en el Área de 
Seguridad y Defensa de Telefónica, solo hay que cursar una petición por el sistema 
SCANS justificando esta necesidad.
    Iniciado el proyecto, sólo queda vigilar que no se queda atascado en ningún 
departamento de planificación de red o viabilidad económica, por lo que en unos 
meses estará valorado y pendiente de aprobación. Para evitar retrasos derivados de la 
necesidad de justificación de este nuevo equipamiento, es interesante aprovechar las 
construcción o remodelación, reciente o no, de las residencias o módulos para tropa 
profesional en nuestras bases, así como el traslado o concentración de unidades en 
nuevos locales, lo cual supone nuevas necesidades CIS.
       Una vez instalado, será reconocido por la red y pasará a denominarse MUXFIN con 
un número administrativo y un nuevo rango de numeraciones públicas sobre las que se 
proporcionará el acceso a banda ancha de internet.
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3.- SOLUCIÓN TÉCNICA IMPLEMENTADA
       Dado que durante la gestión del proyecto hubo que determinar necesidades reales 
y de futuro, el equipamiento fue dimensionado para dar servicio a 150 ADSL,s y esto 
teniendo en cuenta el número de habitaciones de la residencia de mandos y módulos de 
tropa, ya que el personal que utiliza estas dependencias requiere cada vez servicios de 
acceso a internet con carácter exclusivo y personal para conexiones de alta capacidad 
de video y audio, con muy diferentes fines, como pueden ser, de carácter personal, 
académico, de ocio, etc. La solución implementada es una solución de red tipo FTTN 
(Fiber To The Node), consistente en la instalación de un armario tipo RR-2 conectado 
con un cable de 8 ff.oo. a la central de Bétera, situada a unos 7 km de distancia. Nótese 
que el ancho de banda de que disponíamos por los antiguos ADSL era de 1 Mb/s y 
ahora con el mismo costo económico disponemos de 12 Mb/s.
      El armario alberga tanto la infraestructura de alimentación (cuadros de fuerza y 
baterías), como los equipos de banda estrecha y banda ancha (voz y datos). Dado que 
la instalación es interior, el repartidor se ha instalado fuera del armario, consistente en 
dos verticales, donde se instalan las regletas de la red de los abonados y las regletas 
que van a los equipos.
3.1.- Banda Estrecha (Conmutación)
         En la parte izquierda del armario se ha ubicado un equipo, con una infraestructura 
para 256 líneas telefónicas, de las cuales se han equipado 64 líneas (dos tarjetas). El 
equipo se une a la central de V/Campanar mediante 2 tramas de 2 Mb/s. 
Armario de interior instalado, tipo RR-2
Infraestructura de banda estrecha con 
detalle salida F.O.
Equipo Huawei MA5600T (DSLAM)













3.2.- Banda Ancha (VDSL)
    En la parte derecha del armario se ubica un equipo MA5600T de Huawei (48 líneas), 
también conocido como DSLAM, conectado mediante un interfaz Gigabit Ethernet (2 
ff.oo.) a su cabecero en la central de Bétera. Desde este cabecero se hace la conexión 
con la red MAN de Telefónica (red de nivel 2).
3.3.- Detalles del DSLAM
    El equipo MA5600-T utiliza una fuente de alimentación de CC y proporciona múltiples 
servicios, tales como VDSL2, ADSL2+, SHDSL y servicios POTS. Según los servicios 
a los que se dé soporte, el equipo MA5600-T posee tres tipos de configuraciones: 
servicios de banda ancha exclusivamente, servicios de banda estrecha exclusivamente 
y servicios integrados. El hardware del DSLAM basado en el SmartAX MA5600T que 
se instala en emplazamientos remotos consiste, básicamente, en un «armazón de 
servicios». 
4.- RESUMEN
    La instalación de un MUXFIN en nuestras bases nos proporcionará grandes 
posibilidades de aumento del ancho de banda para acceso a internet de nuestros 
usuarios, aún cuando nuestras BAE,s estén ubicadas fuera de los parámetros de 
rentabilidad de las operadoras de telefonía y manteniendo el mismo coste económico 
de los antiguos ADSL.
    Con la dureza de la crisis económica actual, no es de esperar que el FTTH llegue 
hasta nuestras BAE,s en un futuro próximo.
    Recordar por último que todo el montante económico de esta instalación no supone 
costo para el MINISDEF. 
ABREVIATURAS
ADSL:   Asymmetric Digital Subscriber Line
BAE: Base, Acuartelemiento o Establecimiento.
CCEA: Centro Corporativo de Explotación y Apoyo
CONSIS: Control del Sistema
DSLAN: Digital Subcriber Line Multiplexer
FTTH: Fiber To The Home
FTTN: Fiber To The Node
MUXFIN: MUltipleXor Flexible de Interfaces Normalizadas
NRDC-SP: NATO Rapid Deployable Corps-Spain
NSE: National Support Element
POTS: Plain Old Telephone Services
SCANS : Sistema para el Control de los Acuerdos de Nivel de Servicio 
SHDSL: Single-pair High-speed Digital Subscriber Line.
VDSL: Very high bit-rate Digital Subscriber Line
VDSL2: idem VDSL hasta 30 Mb. 
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1.- OBJETO
El objeto de este artículo es el análisis de la arquitectura propuesta para la constitución 
de uno de los proyectos más ambiciosos que desde el año 2007 ha venido impulsando 
la Unidad Militar de Emergencias: la Red Nacional de Emergencias (RENEM). Trataremos 
de exponer someramente los elementos que la componen y las razones operativas 
que los sustentan. A continuación veremos los posibles candidatos a formar parte 
como afiliados de la red y el papel que pueden jugar, incluyendo las propias Fuerzas 
Armadas. Finalizaremos con una breve exposición de los problemas más relevantes 
que aparecieron en los primeros momentos de llevar a cabo su implantación.














 Las situaciones de crisis, catástrofes o emergencias, provocadas por fenómenos 
naturales, instalaciones o infraestructuras tecnológicas o del origen humano más 
pernicioso, han puesto de manifiesto la urgente necesidad de crear y fortalecer lazos 
para conseguir una coordinación eficaz entre los organismos gubernamentales, civiles 
y militares, asociaciones humanitarias, corporativas o voluntarias, llamadas a participar 
en la gestión de crisis, operaciones de apoyo a la defensa civil y en todas las actividades 
de ayuda humanitaria en general.
 La Directiva de Defensa Nacional del año 2008 (DDN-2008) mantiene la línea 
marcada por su precedente del año 2004, y se reafirma en este sentido marcando ex 
profeso en el apartado “Planteamientos Estratégicos” que en el ámbito nacional, las 
Fuerzas Armadas deben responder a una demanda cada vez mayor de la sociedad 
española de que las administraciones públicas respondan eficazmente ante situaciones 
graves de emergencia.
  Las Fuerzas Armadas pueden contribuir a paliar en gran medida sus efectos, 
aportando capacidad de reacción rápida, disponibilidad y preparación para afrontar 
este tipo de situaciones. En este escenario, destacó la creación de la Unidad Militar 
de Emergencias (UME) en octubre de 2005 que viene a ampliarse con la DDN 2008 en 
la que la aportación de la Defensa a la Seguridad Nacional trata de promover la plena 
integración de la Unidad Militar de Emergencias en el Sistema Nacional de Protección 
Civil, sobre la base de la cooperación entre Administraciones Públicas en esta materia.
  La Estrategia Española de Seguridad (EES) aprobada en Consejo de Ministros 
de 24 de junio de 2011  establece que “España tiene suficientes medios preventivos y 
de gestión para responder adecuadamente a las amenazas y riesgos causados por el 
hombre o de origen natural, como el Sistema Nacional de Protección Civil y la Unidad 
Militar de Emergencias”.
  Para contribuir a preservar la seguridad y el bienestar de los ciudadanos y de 
sus bienes, cuando una catástrofe o calamidad las ponen gravemente en peligro, 
se exige una gestión eficaz de las situaciones de emergencia. En este sentido, se 
requieren sistemas de información y telecomunicaciones (CIS) avanzados que faciliten 
una respuesta rápida, enérgica y eficaz, a los riesgos afrontados, que den servicio 
a redes y sistemas de vigilancia, alerta y gestión coordinada, y que solventen, entre 
otros problemas, la indisponibilidad de medios y la vulnerabilidad de infraestructuras y 
sistemas de telecomunicaciones en estos casos.
  Las catástrofes producen consecuencias múltiples y simultáneas en los sistemas 
de información y telecomunicaciones, ya que se producen necesidades temporales 
adicionales en un momento en el que las redes y sistemas permanentes están menos 
disponibles y soportan una sobrecarga. En estas situaciones el suministro de servicios 
de telecomunicaciones e información a los organismos responsables en la gestión de 
emergencias debe estar garantizado y coordinado, para lo que se precisa obtener el 
máximo partido de los recursos disponibles creando al mismo entornos colaborativos 
entre los organismos implicados.
  La aparición de la UME en escena exige al  Ministerio de Defensa mirar al CIS 
desde un prisma hasta la fecha desconocido. La necesidad de colaboraciones online 
y compartición de recursos con organismos civiles que tiene la Unidad Militar de 
Emergencias, implica necesariamente una revisión.
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  Es en este contexto donde aparece la Red Nacional de Emergencias (RENEM), 
como un conjunto de capacidades que faciliten una coordinación eficaz entre los 
elementos civiles y militares que participen en operaciones de gestión de crisis y de 
apoyo a autoridades civiles.
  Por tanto se ha identificado la necesidad de crear una red colaborativa de gestión 
de emergencias que integre los centros operativos existentes en aquellos órganos 
responsables, para intercambiar información, para facilitar la toma de decisiones y lo 
que es más importante, para poder sincronizar acciones para aliviar a la población.
  El objetivo es fácil de imaginar: disponer de información en tiempo oportuno, 
contar con un foro de coordinación y de expertos, y no menos importante, facilitar la 
conducción de la emergencia.
3.- ANTECEDENTES
  La Ley Orgánica 2/1985 de Protección Civil, en su disposición final tercera, 
indica que el Gobierno creará la Red de Alarma Nacional, dependiente de los órganos 
de Protección Civil del Estado, que a estos efectos se coordinarán con los órganos 
correspondientes del Ministerio de Defensa.
  La Ley 32/2003 General de Telecomunicaciones, en su artículo 4.2., indica que 
corresponderá al Ministerio de Ciencia y Tecnología (actual Ministerio de Ciencia e 
Innovación) ejecutar la política de Defensa Nacional en el sector de telecomunicaciones. 
A tal efecto coordinará con el MINISDEF a fin de asegurar la compatibilidad con los 
servicios civiles. Además en el artículo 4.3. señala que en el ámbito de Protección Civil 
el Ministerio de Ciencia y Tecnología cooperará con el MININT y con los órganos de las 
CCAA competentes. Por último, en esta ley en su artículo 4.4. advierte que los bienes 
afectos a la explotación de redes de los servicios de telecomunicaciones dispondrán de 
los medios y sistemas que se determinen a propuesta del MINISDEF, MININT y MINCyT.
  La Ley Orgánica de la Defensa Nacional 5/2005, de 17 de noviembre, da un paso 
más convirtiendo esta “colaboración” en una misión más de las FAS, al establecer en 
su artículo 15.3. que “las Fuerzas Armadas, junto con las Instituciones del Estado y las 
Administraciones Públicas, deben preservar la seguridad y bienestar de los ciudadanos 
en los supuestos de grave riesgo, catástrofe, calamidad u otras necesidades públicas, 
conforme a lo establecido en la legislación vigente”.
  El 7 de octubre de 2005, el Consejo de Ministros adopta el Acuerdo por el que se 
aprueba la creación de la Unidad Militar de Emergencias (UME). Establece que la misión 
principal de la UME es intervenir en cualquier lugar del territorio nacional para contribuir 
a la seguridad y bienestar de los ciudadanos, junto con el resto de las instituciones del 
Estado y las Administraciones Públicas.
 La Directiva del JEMAD 05/08 es la norma reguladora de la actuación de las FAS 
ante emergencias. Establece el protocolo para la coordinación de las autoridades 
militares implicadas y detalla los mecanismos de coordinación entre las autoridades 
civiles y militares. Asi mismo dice que la UME es la unidad de “primera intervención” de 
las FAS y la canalizadora de medios y capacidades del resto de las FAS.
 Por último señalar que el Real Decreto 1097/2011, “Protocolo de Intervención de la 
UME”, establece las líneas maestras de actuación de la unidad, clarificando aspectos 













básicos, como son que en caso de que la emergencia sea de “interés nacional”, GEJUME 
la dirige y la controla operativamente, dependiendo del Ministro del Interior, autoriza la 
actuación de la unidad en el exterior, y da opción a realizar convenios con diferentes 
administraciones para acceder a sus redes de alerta y emergencia.
4.- NECESIDAD OPERATIVA DE LA RENEM
  Es incuestionable que en la sociedad de la información y de las nuevas tecnologías 
la coordinación y control exige el establecimiento de un sistema común mediante el cual 
los organismos de emergencias, civiles y militares, implicados puedan cumplimentar las 
misiones asignadas. 
  Tras la entrada en vigor de la Ley Orgánica 2/1985 de Protección Civil, mediante 
la cual se les trasfería a las CCAA las competencias de protección civil, cada una de 
ellas comenzó a implementar sus propios sistemas de gestión de alertas y emergencias. 
Estos sistemas son en su mayoría muy buenos y completos para la gestión de las 
emergencias gestionadas por la propia comunidad. Sin embargo todos adolecen de una 
falta de visión global, obviando la interconexión con otros sistemas de comunidades 
autónomas vecinas y por supuesto con sistemas dependientes del Gobierno Central.
  La creación de un entorno común dónde compartir la información existente en las 
redes privadas o particulares ya implementadas con anterioridad por la Administración 
General del Estado, Comunidades Autónomas y otros organismos responsables de la 
gestión de infraestructuras críticas, parece indicar el modelo más idóneo para lograr 
que tanto la Unidad Militar de Emergencias como el resto de participantes, dispongan 
de la información necesaria para la gestión de la emergencia en el momento de su 
intervención.
  A tenor de lo expuesto en los párrafos precedentes  parece obvia la necesidad de 
crear esa red que permita interconectar a los organismos relacionados con la gestión 
de emergencias y proveedores de alertas, con el propósito de intercambiar información 
con otros sistemas que facilite, cualesquiera que sea el nivel de emergencia1 declarado, 
la gestión de la catástrofe en curso.
5.- GENERALIDADES
5.1.- Concepto de la RENEM
La Red Nacional de Emergencias (RENEM) es un Sistema conformado por otros 
sistemas ya existentes, que integra sistemas de información y telecomunicaciones 
pertenecientes a organizaciones nacionales de la Administración General del Estado 
(AGE), las Comunidades Autónomas (CCAA) y corporaciones privadas a cargo de 
infraestructuras críticas del Estado. 
1  En España existen cuatro (4) niveles de emergencia. Niveles 0 y 1, que corresponde la gestión al ámbito local de la 
Administración. Nivel 2 que corresponde a las CCAA. Nivel 3, cuya gestión y declaración corresponde al Gobierno de la nación.
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5.2.- Misión de la RENEM
La RENEM tiene como misión asegurar el intercambio de información relevante 
para la gestión y coordinación de las emergencias en España. 
Se debe entender como “información relevante”, aquellos datos que hayan sido 
definidos como de interés por la parte contraria con la que se intercambia información. 
Al tratarse de un sistema de sistemas, cada organismo posee en los CIS propios 
información muy útil para la propia organización, que sin embargo puede que no 
aporte nada al receptor potencial.
5.3.- Despliegue
  La RENEM se ha desplegado a nivel nacional ofreciendo un conjunto de servicios 
de información y telecomunicaciones a los organismos afiliados. Dicho despliegue es el 
resultado de los convenios de interconexión/afiliación a la RENEM que los organismos 
vienen realizando con el MINISDEF.
6.- ARQUITECTURA PROPUESTA
6.1.- Nodos CIS de la RENEM
  Un nodo CIS es el conjunto de capacidades CIS que proporcionan servicios 
de intercambio e integración de información, de sistemas de alerta y/o gestión de 
emergencias, para el enlace con otros nodos. Los nodos más relevantes son los que se 
relaciona a continuación:
•	Nodos CIS de la UME (NCU). Nodos fijos y desplegables de UME en la RENEM.
•	Nodos CIS FAS (NCF). Resto de organismos y unidades de las Fuerzas Armadas que 
pueden apoyar en la emergencias de acuerdo a la Directiva del JEMAD.
•	Nodos de Redes de Vigilancia y Alerta (NRA). Este tipo de nodos se encuentra en los 
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organismos de alerta de la Administración Central del Estado (civiles y militares), los 
Centros 112 de las CCAA que generen alertas en el ámbito de su responsabilidad y en 
corporaciones privadas responsables de infraestructuras críticas del Estado.
•	Nodos CIS de organismos de Gestión de Emergencias (NGE). Este tipo de nodos se 
localizan en aquellos organismos de la AGE (civiles y militares), CCAA y corporaciones 
privadas que disponen de sistemas de gestión de emergencias que son susceptibles 
de compartir e intercambiar información.
•	Puestos de Mando Avanzados (PMA). Centros de mando desplegados (civiles y 
militares (no UME) que se sitúan en lugares próximos a las zonas de emergencia.
•	Nodo de Interconexión (Nodo I*Net). Ofrecerá los servicios RENEM de forma 
centralizada.
6.2.- Vista de sistema
  El sistema interconecta los integrantes mediante una “arquitectura en estrella” en 
cuyo nodo central se proporcionan los servicios comunes (Nodo I*Net de la RENEM), y 
los nodos periféricos son cada uno de los organismos y entidades que se han afiliado 
a la RENEM. Es decir, la RENEM ofrecerá un “Bus de Servicios” al que acceden los 
usuarios del sistema con los privilegios correspondientes.
  Todos los usuarios se conectan al bus de servicios a través de los recursos de 
telecomunicaciones de la RENEM.




6.2.1.- Soporte de telecomunicaciones
     La diversidad de organismos con responsabilidad en la gestión de emergencias 
en nuestro país implica que los nodos de la RENEM están geográficamente distribuidos 
por todo el territorio nacional. Además no se descarta que alguno de los nodos, como 
son los pertenecientes a la UME pueden ser proyectados al exterior en apoyo de algún 
desastre internacional, como ya ocurrió en Haití en el año 2010. Esto implica disponer 
de capacidades de telecomunicaciones con cobertura global.
 Para dotar a la RENEM de alta disponibilidad y redundancia se basa en la 
combinación de redes de telecomunicaciones agrupadas en dos segmentos: terrestre y 
satélite.
6.2.2.- Segmento terrestre
Las redes de telecomunicaciones que forman este segmento son:
•	WAN PG. Red de Propósito General de MINISDEF.
•	Red SARA (Sistema de Aplicaciones y Redes para las Administraciones) pertenece al 
Ministerio de Política Territorial y Administración Pública.
•	Red IRIS. Es la red española para Interconexión de los recursos informáticos de 
las universidades y centros de investigación. Está financiada por el Ministerio de 
Economía y Competitividad, y gestionada por la Entidad Pública Empresarial Red.es 
del Ministerio de Industria, Energía y Turismo.
•	Internet. Accesos remotos con protocolos seguros para un grupo reducido de 
organismos que no tienen acceso a las redes anteriores2, y que sin embargo aportan 
un gran valor añadido a la RENEM.
2 Se trata normalmente de empresas privadas con responsabilidad de gestión de red en cada uno de sus respectivos 
dominios (Red Eléctrica de España, CLH, ENAGAS, etc.).
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  Materializa las conexiones de los organismos a través de redes de telecomunicaciones 
vía satélite gubernamental (SPAINSAT/X-START) y civil (Inmarsat). La ventaja principal 
es que puede garantizar el enlace de los elementos que participan en una emergencia, 
independientemente del lugar y del estado de las infraestructuras terrenas.
 Las redes de telecomunicaciones vía satélite que forman este segmento son:
•	SATÉLITE GUBERNAMENTAL. Red satélite con carga espacial gubernamental.
•	SATÉLITE CIVIL. Red satélite civil de operadores públicos.
•	RETUME. Parte de la Red Táctica de la UME.
6.3.- Servicios 
  La RENEM proporciona una serie de servicios, sobre la base de la conectividad 
gracias a las diferentes redes de comunicaciones que la forman, creando una arquitectura 
global (grid) que interconecta repositorios de información end-to-end, a demanda de los 
diferentes organismos que lo necesiten.
  La interoperabilidad necesaria entre organismos conectados a la RENEM se basa 
en el concepto de servicios. Hasta la fecha los servicios funcionales implementados en 
la RENEM son los siguientes:
•	Servicios Intercambio de Datos (Sharepoint).
•	Servicios de Coordinación de Operaciones (Sharepoint).
•	Herramientas Colaborativas (LYNC 2010). 
•	Servicios de Mensajería Oficial de Emergencias – MOEMER (Outlook Web Access).
•	Servicio de Firma Digital (PSSDEF del MINISDEF).
•	Servicios de Telefonía y Videoconferencia de Emergencias (LYNC 2010).




•	Servicios Seguridad y Sellado de Tiempo.
•	Servicios de Acceso a Sistemas.
6.4.- Matriz de sistemas de los posibles usuarios 
La RENEM está destinada a ser una red de intercambio de información, con 
diferentes niveles de seguridad. Los sistemas que inicialmente, se han identificados 
como susceptibles de interconectarse a la RENEM, ya sea mediante suministro o 
consumo de información alertas o relativa a la  gestión de emergencias se indican en 
las siguientes tablas. Algunas de ellas ya se encuentran plenamente integradas, otras se 





ORGANO CENTRAL DICODEF, SIPERDEF, SISANDEF, SICISFAS.
UME Sistema de Posicionamiento de Vehículos y Aeronaves, SIMGE, SIGLUME.
Ejército Tierra SIGLE, SIMACET.
Ejército del Aire SL2000.
EMAD/MOPS Sistema de Información SINCLAS de JEMAD.
INTA Servicios de Teledetección.
IGSAN Red De Alerta Sanitaria.
Ministerio de la 
Presidencia del Gobierno DISSC Sistema Nacional de Conducción de Crisis.
Ministerio del Interior
DGPCyE RAR, SIGE, SIGAME.
DGT ARENA. Incidencias de Tráfico. Cámaras de Tráfico.
Policía Nacional Sistema de información.
Guardia Civil Sistema SIGO (Sistema Integrado de Gestión Operativa).
Sistema SIVE (Sistema Integrado de Vigilancia del Estrecho).
CNPIC Extracto SINCLAS de la base de datos ERMES que contiene el catálogo de infraestructuras críticas.
Ministerio de Agricultura, 
Alimentación y Medio 
Ambiente
DGA Información sobre cuencas hidrográficas, Riesgos de inundaciones y nevadas. SAIH. Sistemas Automáticos De Información Hidrológica.
AEMET Meteoalerta.
DG DR y PF
RED INFO.
Baco de datos de Biodiversidad. Mapa Forestal, Inventario Forestal Nacional, 
Incendios Forestales, Espacios Protegidos, Erosión de Suelos, Productividad 
Potencial Forestal, Vías Pecuarias, Red Natura, Modelos Combustibles.
Ministerio de Sanidad, 
Servicios Sociales e 
Igualdad
INSCIII Redes de Alerta Sanitaria y Biológica.
Ministerio de Educación, 
Cultura y Deporte
IEO Instituto Español de Oceanografía.
IGME Instituto Geográfico y Minero de España.
Ministerio de Fomento
DGC Dirección General de Carreteras.
IGN Información sísmica y volcánica.
ADIF Redes de Alerta del Servicio Ferroviario.
AENA SIGRA. Sistema de Información Geográfica de AENA. SACTA. Sistema Automatizado de Control de Tráfico Aéreo.
Ministerio de Industria, 
Energía y Turismo INTECO Centro de Respuestas de Incidentes de Seguridad en Internet, CATA, RED.ES.
Consejo de Seguridad 
Nuclear CSN Sistemas de Alerta de la SALEM
















ORGANO CENTRAL DICODEF, SIPERDEF, SISANDEF, SICISFAS.
UME Sistema de Posicionamiento de Vehículos y Aeronaves, SIMGE, SIGLUME.
Ejército Tierra SIGLE, SIMACET.
Ejército del Aire SL2000.
Tabla 1.  Sistemas de Organismos del Estado
ÁMBITO AUTONÓMICO
CONSEJERÍA / DEPARTAMENTO SISTEMA
Andalucía
Consejería de Gobernación y Justicia Emergencias 112: SENECA.
Dirección General de Gestión del Medio Natural
Consejería de Medio Ambiente
Incendios forestales: INFOGIS.
Aragón
Consejería de Política Territorial e Interior
Dirección General de Interior
112 SOS Aragón: SITREM.
Dirección General de Gestión Forestal 
Departamento de Medio Ambiente
Incendios Forestales: INFOGIS.
Asturias
Consejería de Presidencia SMARTCICU.
Dirección General de Interior y Emigración Incendios Forestales.
Canarias
Consejería de Economía, Hacienda y Seguridad




Consejería de Presidencia y Justicia 
Dirección G. Protección Civil
SENECA.
Consejería de Ganadería, Agricultura y Pesca 




Consejería de Presidencia y Administraciones Públicas
Dirección General de Protección Ciudadana
112 CLM: SITREM-SIGYM.
Consejería de Agricultura
Dirección General de Montes y Espacios Naturales
Incendios Forestales: FIDIAS.
Castilla León
Consejería de de Fomento y Medio Ambiente 112 CL: SENECA.
Dirección General del Medio Natural 




 Dirección General de Protección Civil  
112.
Dirección General de Prevención y Extinción                   Incendios Forestales.
Ceuta
Consejería de Presidencia y Gobernación
112: SENECA.
Dirección General de Protección Civil
Extremadura
Consejería de Admón. Pública
Dirección General de Admón. Local, Justicia e Interior
112 Extremadura: SITREM.
Consejería de Agricultura Medio Ambiente y Energía
Dirección General de Medio Ambiente
Incendios Forestales: INFOGIS.
Galicia
Consellería de Presidencia 
Dirección General de Emergencias e Interior
112 Galicia: SENECA.
Consellería de Medio Rural y del Mar







ORGANO CENTRAL DICODEF, SIPERDEF, SISANDEF, SICISFAS.
UME Sistema de Posicionamiento de Vehículos y Aeronaves, SIMGE, SIGLUME.
Ejército Tierra SIGLE, SIMACET.
Ejército del Aire SL2000.
Islas Baleares
Consejería de Administraciones Públicas
Dirección General de Interior, Emergencias y Justicia
112 Baleares.
Consejería de Agricultura, Medio Ambiente y Territorio 
Dirección General de Gestión Forestal Incendios Forestales.
La Rioja
Consejería de Presidencia y Justicia
Dirección General de justicia e Interior
112 La Rioja.
Consejería de Agricultura, Ganadería y Medio 
Ambiente 
Dirección General del Medio Natural 
Incendios Forestales.
Madrid
Consejería de  Presidencia y Justicia




Consejería de Seguridad Ciudadana








Vicepresidencia Primera y Depto. de Presidencia, 
Admón. Públicas e Interior
Dirección General de Justicia e Interior















Compañía  Logística de Hidrocarburos (CLH) Sistema de control de la red de transporte de hidrocarburos.
Res Eléctrica Española (REE) SIOS. Sistema de Información de Operación del Sistema.
Empresa Nacional del Gas (ENAGAS) SIGE Sistema de Información y Gestión Energética.
TRAGSA Sistemas de posicionamiento de TRAGSA Emergencias.
Cruz Roja de España Sistemas propios de gestión.
Tabla 2.  Sistemas de Comunidades Autónomas













7.- ANÁLISIS DE LA ARQUITECTURA ADOPTADA
  Comencemos por estudiar la vista de sistema en la cual se hace referencia a una 
arquitectura en estrella. Hoy día ningún ingeniero de sistemas utilizaría una estrella como 
base del diseño de una red de alta disponibilidad. Es evidente que el HUB sobre el que 
se conectan los organismos que configuran la estrella es precisamente el elemento más 
sensible. 
  Las razones por las que se ha optado por este diseño son las siguientes:
•	Una primera apunta a que el bus de servicios se debe situar en una “zona segura”, el 
ya mencionado con anterioridad nodo de interconexión, Nodo I*Net de la RENEM. Esta 
“zona desmilitarizada” (DMZ) está ubicada en Centro de Comunicaciones Principal del 
Cuartel General de la UME en la Base Aérea de Torrejón. Es aquí dónde se encuentran 
los  servidores que suministran los servicios dentro de la red del Ministerio de Defensa 
denominada WAN de propósito general.
•	La segunda razón señalada es que al haber sido la UME la principal impulsora de la 
RENEM, es su personal de transmisiones y especialista el que gestiona y administra 
el sistema.
  Está clara la debilidad de tener un único punto de acceso a los servicios por parte 
de de los organismos externos a la red, pero dada la situación económica actual, se 
antoja difícil el duplicar este Nodo I*Net de la RENEM. Por el momento se ha dotado 
de alta disponibilidad a los servidores y se ha duplicado el hardware más crítico para 
poder, en la medida de lo posible, asegurar la supervivencia de la red. 
  La RENEM debe satisfacer las necesidades de telecomunicaciones derivadas de 
la interconexión e interoperabilidad de los sistemas de alerta y gestión de emergencias 
de diferentes organismos, tanto de forma permanente con los centros destinados a 
tal efecto, como de forma extraordinaria con unidades desplegadas ”ad hoc”. Esto 
significa que debe operar en todo tiempo, 24 horas al día, 365 días al año.
  Es evidente por ello que por esta razón se decide duplicar en segmentos terrestres 
y satélite, para garantizar por un lado la supervivencia en caso de fallo múltiple, pero por 
otro lado se pretende igualmente garantizar el enlace en aquellos puntos que no tengan 
accesos a infraestructura terrena. 
  Los organismos ajenos al MINISDEF están apostando por los enlaces terrenos en 
detrimento de los satélites. La razón es meramente económica.
  Prácticamente todos los organismos de la AGE y de las CCAA tienen acceso a red 
SARA de modo gratuito, por lo que las necesidades de inversión son nulas. Algunos han 
optado por hacerlo a través de red IRIS. Estos son los que por condicionantes previos 
ya tenían acceso a esta red ya que si no se tiene acceso a un nodo se ven obligados a 
alquilar circuitos a proveedores civiles de telefonía, lo que ocasiona un gasto importante.
Esta es la misma razón por la que se descartó desde un principio a la adquisición o 
alquiler de circuitos punto a punto a teleoperadores de sistemas de telecomunicaciones 
para realizar la arquitectura en estrella mencionada con anterioridad. Sin duda esta 
alternativa hubiera sido más rápida de implementar y más flexible, teniendo en su contra 
el coste implícito que debería ser asumido por el organismo o entidad candidato a 
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formar parte de la RENEM, lo que sin duda hubiera sido un impedimento para “animar” 
a formar parte de la red.
 Igualmente se podría plantear el porqué no se ha optado por usar exclusivamente 
internet en lugar de SARA y red IRIS. Aunque a priori seria más sencillo, los problemas 
inherentes a la seguridad en la red de redes hicieron replantearse esta opción. Ambas, 
SARA e IRIS, son redes que ofrecen a su favor una capacidad tecnológica enorme, 
centros de alerta temprana y personal de servicio 24h. 
 Lo ideal sería que todos y cada uno de los organismos duplicaran su acceso 
terrestre con uno satelital. El segmento satélite es sin duda el que marcaría la diferencia 
en caso de una catástrofe en la que se viera dañada la infraestructura terrestre tal y 
como ocurrió en los terremotos de Chile o Haití.
 La opción mediante la cual los organismos civiles del mundo de las emergencias 
en España se dotaran de terminales satélite terrestres en banda X, sería sin duda de un 
gran valor añadido tal y como han demostrado las intervenciones de la UME desde su 
creación.
 Además por otro lado la AGE realizó una inversión enorme a través del consorcio 
HISDESAT que ofrece la posibilidad a organismos ajenos a la propia AGE de contar con 
parte de la carga gubernamental que es estos momentos no se encuentra utilizada.
 Por lo tanto podemos afirmar que la inclusión del satélite en banda X en la arquitectura 
se considera fundamental ya que es el verdadero respaldo a las redes terrenas y la 
que garantizará el futuro funcionamiento de la RENEM, de un modo independiente del 
estado de la infraestructura terrena y con una flexibilidad desconocida hasta la fecha en 
las redes de emergencia.
  No obstante el no excluir los accesos mediante terminales satélite comerciales 
civiles facilita la integración de organismos que ya cuentan con estos medios y da 
redundancia y robustez a este segmento.
  La RENEM facilita la coordinación eficaz entre los elementos civiles y militares. 
La integración de la información de los sistemas de alertas y gestión proporcionan una 
visión única global, basada en un bus de servicios fundamentado en Web. Esto sin duda 
se debe estimar como un acierto. El “Share Information” tan de moda en OTAN como 
sobre todo al otro lado del Atlántico tras los ataques del 11 de septiembre, es vital.
 Mención específica merece el tema de los diferentes niveles de seguridad 
relacionados con la red de intercambio de información. En la RENEM se pretende 
integrar a una gran cantidad de sistemas de Ministerios, Comunidades Autonómicas y 
organismos responsables de infraestructuras críticas  muy diferentes entre sí. Además 
la RENEM nació con vocación de aglutinar bases de datos de diverso tipo, que 
normalmente son de carácter reservado. 
  El condicionante de seguridad no es cuestión baladí, pues si un sistema se 
debe acreditar para tratamiento de determinada información sensible, eso implica un 
concienzudo diseño y control de los elementos que pueden tener acceso a él. Esto es 
fácil de decir pero tremendamente difícil de cumplimentar.
  Por último concluiremos este apartado haciendo mención a los distintos modos 
de integración e interconexión de sistemas que se están implementando en el 
momento de añadir nuevos usuarios. En estos momentos se cuenta con dos modos 
de acceso. Podríamos llamarles el modo manual y el automático, que además no son 
excluyentes.













 El modo manual consiste en una vez obtenida la conectividad física con las 
medidas de seguridad exigidas (túneles IPESEC), se les da a los organismos civiles 
usuarios personales para efectuar el “login” en el sistema. Se requiere DNI-electrónico 
o certificado en vigor de la FNMT. Desde las redes de Defensa se requiere TMI. De esta 
manera se tiene acceso a los servicios básicos anteriormente expuestos.
 Por el contrario si hablamos de acceso automático, lo que se está haciendo es 
intercambiar información y alertas directamente entre sistemas  (sin intervención de 
operadores) para lo cual se ha desarrollado un protocolo de intercambio de información 
entre sistemas, protocolo CESAR (Comunicación de Eventos y Seguimiento de Acciones 
y Recursos).
 Un mensaje CESAR consta de los siguientes componentes:
•	Contexto: información genérica.
•	Evento: datos específicos relacionados con el tipo y localización del incidente.
•	Recursos: datos relacionados con los localización y capacidad de los medios UME y 
OOEE que intervienen en la emergencia.
•	Misiones: acciones realizadas por los medios especificados en el campo anterior para 
mitigar los efectos de los incidentes.
  Como es de imaginar o que se está garantizando mediante este intercambio de 
archivos certificados “XML” es la interoperabilidad.
8.- LAS FAS EN LA RENEM
Sin contar a la Unidad Militar de Emergencias, cuyo rol ya ha sido detallado en 
los puntos precedentes, se debe hacer mención al papel desempeñado por otros 
organismos del MINISDEF.
En cuanto al soporte tecnológico y al proceso de implantación de la RENEM se debe 
mencionar a la Dirección General de Infraestructura y más concretamente al CCEA de la 
Subdirección General TIC (SDGTIC), como brazo ejecutor de las políticas determinadas 
por la Subdirección General. Es la SDGTIC la que aprueba cada uno de los servicios 
que se implementan en la RENEM, para que estén completamente alineados con las 
políticas de seguridad de la WAN PG. Por su parte el CCEA pone a disposición de la 
RENEM toda su plataforma tecnológica y conocimiento de expertos para asegurar el 
correcto funcionamiento del sistema.
Ya desde el punto de vista de usuario, aunque por el momento no se ha utilizado 
nunca, la página web pública de la RENEM es accesible desde cualquier punto de 
la WAN PG (portal.renem.es). El acceso al portal privado sería tan fácil como dotar 
al  organismo que lo requiera (DIGENPOL, CESET, FLO, EMACOM…) con usuario y 
contraseña o directamente haciendo uso de la TMI.
Aunque a priori en el MINISDEF existen sistemas propios y por tanto no sería 
obligatorio el uso de la RENEM para relacionarse entre miembros de las FAS, no se 
puede descartar que en una gran emergencia se precise contar con una red en la que 
los Ejércitos y Armada, o el propio Órgano Central puedan intercambiar información por 
ejemplo con las CCAA.
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9.- PUNTOS DE FRICCIÓN ENCONTRADOS DURANTE LA IMPLANTACIÓN
Hasta este apartado nos hemos limitado a exponer parte de las soluciones dadas al 
problema de la implantación y al análisis de las mismas. A continuación trataremos de 
hacer un breve recorrido por los impedimentos o trabas más reseñables con los que se 
encontró este ambicioso proyecto desde sus inicios.
9.1.- Falta de seguridad en la WAN PG
En el documento denominado arquitectura de referencia CIS de la UME, aprobado 
por la extinta IGECIS en el año 2006, ya se recogía la existencia de la RENEM. Este 
documento señalaba las líneas maestras a desarrollar para dotar a la UME de un sistema 
de mando y control propio para dirigir las emergencias declaradas de nivel nacional. 
Cuando se dieron los primeros pasos para comenzar con la implantación, 
rápidamente se hizo evidente que el diseño de las redes del Ministerio de Defensa no 
se había hecho para intercambiar información con organismos civiles. Este hecho puso 
de manifiesto la necesidad de modificar el modelo Nodo I*Net del MINISDEF, añadiendo 
un nuevo nodo en el centro CIS del Cuartel General de la UME que cumpliera con los 
requisitos necesarios. Además se procedió a la redacción de una arquitectura objetivo 
de la RENEM que fue firmada por la Directora General de Infraestructura en julio de 
2009.
Trascurrido un año, septiembre de 2010, se procedió a documentar cada uno de los 
servicios para aprobación por parte de la SDGTIC. Una vez aprobado se procedía a la 
implantación del servicio en cuestión. El ciclo se cerraba con el pase de una auditoría 
de seguridad, para garantizar la consistencia del sistema.
9.2.- Anulación del Primer Protocolo de Intervención de la UME
 El Tribunal Supremo anuló el Real Decreto por el que se creó el Protocolo de 
Intervención de la Unidad Militar de Emergencias (UME), aprobado por el Consejo de 
Ministros el 23 de marzo de 2007, al constatar que no contaba con los preceptivos 
informes de la Comisión Nacional de Protección Civil y el Consejo de Estado. 
La sala de lo contencioso-administrativo, que declaraba la “nulidad de pleno derecho” 
del RD 399/2007, dando la razón de esta forma al gobierno vasco, que interpuso un 
recurso contensioso-administrativo contra el ejecutivo central al considerar que con 
esta norma invadía sus competencias en materia de protección civil y seguridad jurídica.
Este protocolo contemplaba la posibilidad de interconectar las redes de la UME 
con las redes de alerta y gestión de emergencias de la AGE y daba la opción a realizar 
convenios con las CCAA y otros organismos para acceder a sus redes. Con su anulación 
desaparecía la herramienta jurídica necesaria para conformar la RENEM.
Hasta la entrada en vigor el 1 de septiembre de 2011 del nuevo Protocolo de 
Intervención de la UME, Real Decreto 1097/2011, de 22 de julio, que reiteraba la opción 
de realizar convenios con diferentes administraciones para acceder a sus redes de 
alerta y emergencia, no se tuvo por tanto esta posibilidad.













9.3.- Falta de un referente Internacional
No existe ninguna referencia similar de un red, ni en Europa ni en Estados Unidos, 
que reúna todas las capacidades que se han expuesto.
Esto sin duda era un handicap ya que no se tenía un referente que esgrimir para 
reivindicar la existencia de este tipo de red en España. Por otro lado se contaba con la 
ventaja de que al partir de cero se podía ser todo lo ambicioso que se quiera.
Las semejanzas más próximas se pudieron encontrar en Francia y EEUU. En el caso 
del país galo su organización centralista le permite una gestión de las situaciones de crisis 
y emergencias mucho más simple que el que pueda adoptar un país descentralizado 
como es nuestro caso o el de EEUU. En el 2008 entró en funcionamiento la llamada Red 
ISIS (Intranet Sécurisé Interministériel pour la Synergie Gouvernementale). Esta red es 
similar a nuestra Red SARA, pero especializadas en situaciones de crisis. Además no 
contempla elementos desplegables. 
  En Estados Unidos el 11 de septiembre de 2001 marca un punto de inflexión en 
la concepción de la seguridad interior en EEUU. En 2002 se nombra al USNORTHCOM 
(Mando Norte) como mando de combate contra ataques aéreos, terrestres, navales, 
espaciales y cibernéticos en el territorio nacional continental. El mayor reto al que se 
enfrenta este mando es el de realizar un enfoque integral para que todos los participantes 
concierten sus estrategias y acciones desde el primer momento. Esto implica adquirir la 
capacidad de “compartir información”.
  El Mando Norte tiene acceso al sistema CIS del Departamento de Defensa (DoD). 
No ocurre lo mismo con el resto de agencias civiles, y tampoco se dispone de medios 
estatales o federales para desplegar y permitir el mando y control (C2) en el lugar dónde 
ocurra un incidente.
  Por otro lado la Guardia Nacional se encuentra desplegada en todos los estados 
y tiene asignadas tanto misiones estatales como federales, dependiendo directamente 
o por delegación del Presidente de los EEUU, del Gobernador del Estado. Ésta fuerza 
es la primera  encargada de auxiliar a los estados en caso de emergencia y posee 
capacidades CIS desplegables.
   En ese momento se considera imprescindible contar con información de primera 
mano proveniente del lugar donde se ha producido la emergencia para conformar una 
imagen única operacional Common Operational Picture (COP) sobre la que sustentar el C2 
de todos los organismos. Detectada esta carencia el jefe de la Guardia Nacional propone 
crear un área de intercambio de información basada en un sistema de comunicaciones 
en todo el territorio continental sobre el que sustentar el C4. Este sistema se pasa a 
denominar JCCSE (Joint Connus Communications Support Environment Concept for 
Joint C4). 
   El Concepto JCCSE, es lo que más se asemeja con el concepto español de Red 
Nacional de Emergencias, aunque con marcadas diferencias en el alcance, participante, 
objetivos y tipo de redes utilizadas. Primero porque en ambas hay un componente 
militar (Guardia Nacional en EE.UU. y UME en España), segundo porque ambas usan 
redes militares para alcanzar a cubrir todo el territorio nacional, y sobre todo porque 





La red se podría haber diseñado a base de fibra óptica oscura (de la mucha 
existente e infrautilizada) instalada en España. Con el fin de evitar los precios de alquiler 
o compra de este servicio que además tuviera cobertura nacional, se ha optado por 
tratar de utilizar redes pertenecientes a la Administración General del Estado. Internet, 
Red SARA, Red IRIS o las redes del MINISDEF son redes ya existentes con capacidad 
suficiente para soportar los servicios.
El aspecto del personal para operar y sustentar esta red queda sobradamente 
cubierto por el personal CIS del MINISDEF, con lo cual el gasto en este aspecto ya está 
pagándose.
9.5.- Aspectos políticos
Tal y como hemos mencionado ya anteriormente, desde la entrada en vigor de 
la Ley 2/85, las CCAA se hicieron cargo de dirigir exitosamente la trasferencia de 
competencias en materia de protección civil. La AGE sólo se quedó con la Dirección 
General de Protección Civil y Emergencias, quien conservó sólo una pequeña parte 
de las competencias, principalmente las relacionadas con publicación de normativa y 
formación.
Esto ocasionó que en las primeras aproximaciones que por parte de la UME se 
realizaron a las CCAA, con el fin de impulsar la RENEM, aparecieron una gran variedad 
de posiciones, independientemente del signo político del gobierno autonómico. Se 
encontraron CCAA ilusionadas e impacientes por formar parte del proyecto, pero 
también hubo algunas que temieron una invasión de sus competencias.
Cierto es que a día de hoy la situación es muy favorable y la integración con todas 
las comunidades se ve cada vez más cerca.
10.- CONCLUSIONES
  En el 2006 se identificó la necesidad de crear una red de gestión de emergencia a nivel 
nacional que integrara centros operativos para intercambiar información y facilitar la 
toma de decisiones durante la gestión de catástrofes en España.
  La RENEM es consecuencia de la necesidad de ejercer la dirección y coordinación 
operativa de las emergencias declaradas de interés nacional. Esta función, de la mayor 
exigencia, debe considerarse como el cometido distintivo y esencial para el que la 
Unidad Militar de Emergencias fue creada. 
  La RENEM es una red que debe asegurar su funcionamiento en condiciones “todo 
tiempo”; debe asegurar su operatividad con soluciones backup en términos de soporte 
de telecomunicaciones, nodos de respaldo y condiciones de seguridad garantizada 
dado el tipo de datos que podrá correr en su interior en situaciones críticas.
  Se ha señalado que no es totalmente fiable una arquitectura en estrella tal y como 
se encuentra definida en estos momentos, por la debilidad que representa un único 
punto desde el que se proveen los servicios a los organismos afiliados. La solución 
pasaría por duplicar este HUB con un nodo CIS adicional o centro de respaldo del 
primero, lo que desde el punto de vista económico es inabordable en los próximos años.













  El proyecto se ha mostrado viable y ejecutable siempre y cuando esté basado en 
la colaboración entre todos los posibles organismos y administraciones participantes. 
  El segmento satélite basado en terminales gubernamentales es vital para lograr la 
flexibilidad y robustez del sistema. 
  Es un buen negocio, porque todos los que se afilian… ganan. Pero además el tener 
distintos modos de acceso, manual o automático, es sin duda un hecho que facilita su 
consolidación.
  El acceso web, con estándares abiertos, que no exige instalación de ningún 
software específico para acceder a la RENEM, facilita el mantenimiento de la propia red 
y evita el rechazo del usuario a utilizar un sistema o un software desconocido.
 El resultado final de la red dependerá del grado de participación y coordinación 
entre todos los organismos responsables de las alertas y gestión de emergencias. Esto 
debe materializarse en una realidad tangible. Es decir los servicios que se ofrecen deben 
ser útiles y se debe mantener viva la utilización de la RENEM, mediante ejercicios y 
activaciones cotidianas.
  La interoperabilidad con la ingente cantidad de sistemas identificados no está ni 
mucho menos garantizada. Por lo tanto se estima que se deberían marcar diferentes 
niveles que no obliguen a los organismos a realizar fuertes inversiones en desarrollo 
de aplicaciones que permitan un intercambio fluido de información entre sistemas. El 
protocolo CESAR es sin duda una buena base para lanzar el intercambio de información 
a diferentes grados de interoperabilidad.
  La falta de referentes internacionales es un handicap que debe ser reconducido y 
transformarlo en ventaja ya que no impone ninguna restricción.
  El condicionante económico no debe ser un impedimento al menos para echar 
a andar en los primeros años, aunque si se quiere que tenga los requisitos óptimos 
de supervivencia, se deberá afrontar cuando la economía del país lo permita, crear un 
segundo punto de acceso o respaldo.
  Los objetivos de la RENEM no se deben identificar con objetivos de la UME. 
Se trata de objetivos globales que pueden y deben repercutir en el bienestar de los 
españoles. No viene a sustituir a nada ni a nadie…La RENEM viene a sumar.
        La RENEM es un proyecto ambicioso pero alcanzable, que de finalizarse con éxito 
se convertiría en una referencia internacional en la gestión
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1.- INTRODUCCIÓN
 El Terminal Ligero en Banda X o TLX-5, añade a su capacidad de establecer un 
circuito de voz o datos, una portabilidad que constituye su característica principal, 
pudiéndose lanzar incluso en paracaídas. Allí donde despleguemos un TLX-5 podemos 
disponer de un enlace de 64 Kb1 sin ninguna otra infraestructura. Una desventaja del 
sistema es que la red a la que se conecta el terminal forma una burbuja aislada a la 
que no se puede tener acceso desde ningún otro modelo de terminal. Esta desventaja, 
no obstante, incrementa la seguridad del sistema y lo hace más robusto ante ataques 
externos. Tampoco el terminal está pensado para utilizarse como puerta de enlace entre 
dos redes. Aquí es donde entran a funcionar las VPNs. Podemos establecer una red 
privada virtual sobre los portátiles que llevan los TLX-5 de dotación. De esta manera, 
activando su servicio de enrutamiento podemos emplear los portátiles como routers y 
establecer una red entre los puestos de mando destacados. Todo ello con un equipo 
que puede llevarse dentro de dos mochilas y a través de la red SECOMSAT, evitándose 
así los gastos asociados al uso de medios de cobertura global civiles. Los 64Kb que 
ofrecen los terminales actuales parecen poco en una época donde resultan comunes 
los enlaces multi-trama con conexiones de varios MegaBytes por segundo. Pero todos 
los terminales de mayor capacidad que nos ofrecen esas velocidades requieren de al 
menos un camión para su transporte y de personal especializado para su manejo. Sin 
embargo el TLX-5 puede ser puesto en funcionamiento por cualquier persona que haya 
1  8 Kb en modo DAMA y 64 Kb por SAS. El TLX-5 v2 contará con un ancho de banda de 64 Kb en modo DAMA y 128 por SAS.













recibido una capacitación de dos horas de duración y puede desplegarse fácilmente en 
cualquier lugar del globo. Constituyendo el medio ideal de entrada en una zona, siendo 
sustituido por terminales con mayor capacidad una vez el grueso de la fuerza y los 
medios logísticos alcancen el área.
 El propósito de este trabajo es mostrar una configuración posible para, utilizando el 
programa OpenVPN, establecer una red privada virtual sobre los enlaces proporcionados 
por terminales TLX-5, permitiendo de esta manera utilizarlo como nexo  de unión 
(WAN) entre puestos de mando (LAN). Se inicia con una introducción a la redes y al 
funcionamiento de las VPN. Pasando luego a una explicación de la configuración de 
OpenVPN mediante varios ejemplos de dificultad progresiva. Para terminar con dos 
situaciones prácticas sobre TLX-5 y las conclusiones.
2.- LAS VPN,S.
 Los sistemas de información requieren del establecimiento de una red soporte que 
comunique los distintos puestos de mando y permita la transmisión de la información 
generada en uno hacia los demás.
 Esta red puede establecerse mediante enlaces dedicados entre los puestos de 
mando. Esta opción permite una mayor velocidad de transmisión, seguridad y sencillez 
en la configuración de los routers.
 Cuando se utiliza una la red soporte de terceros se recurre al establecimiento de 
una red privada virtual o VPN (Virtual Private Network):
•	Virtual, es decir, no existe una conexión física real entre los nodos. Más bien, cada 
nodo está conectado a una red que no se controla y el enlace se crea utilizando 
un software adecuado sobre la red existente. Los extremos de la red no necesitan 
conocer los detalles de la red soporte. Tan solo, que una vez establecida la conexión, 
al otro extremo de la VPN se encuentra el nodo remoto.
•	Privada, únicamente los nodos seleccionados deben de ser capaces de “ver” la 
información que se envía por este enlace virtual.
 Habitualmente se utiliza internet como red soporte, aunque se puede utilizar 
cualquier otra. Para unir las embajadas  en el extranjero con territorio nacional se emplean 
VPN,s corriendo sobre internet, por ejemplo. En misiones internacionales se pueden 
emplear redes establecidas por países aliados para comunicar nuestros puestos de 
mando estableciendo VPN sobre ellas. 
 La privacidad se consigue mediante sistemas criptográficos que impiden que 
alguien ajeno pueda acceder a la información que se envía por el enlace virtual.
2.1.- El funcionamiento de una VPN
 Se requiere conectar el nodo 1 con el nodo 2 a través de la red soporte, sobre la 
que no se tiene control, mediante un enlace seguro.
 Ambos nodos tienen acceso a la red a través de un router. El router del nodo 1 está 




 Para asegurar la privacidad, necesitamos cifrar el tráfico saliendo de los nodos 
mediante claves especiales, de manera que únicamente el nodo del otro extremo pueda 
descifrarlo, convirtiendo la red virtual en una red privada virtual. 
2.2.- El estándar OSI
 Cualquier intercambio de información a través de una red de comunicaciones 
debe seguir unos protocolos. Los protocolos son las normas que se deben seguir para 
que se produzca esa comunicación. Existen un gran número de protocolos que los 
ordenadores usan para entenderse con los routers, switches, u otros ordenadores, 
protocolos que usan constantemente, como pueden ser: TCP/IP, IPSec, DNS, etc.
 Con el propósito de dotar de una estructura común a todos los protocolos se 
ideó el estándar OSI (Open Source Intercommunication). El estándar OSI divide la 
comunicación entre dos dispositivos en 7 capas o niveles, siendo la capa física, la capa 
inferior, y la capa superior, la capa de aplicación. 
Estándar OSI
1 Capa física Interfaz con el hardware.
2 Capa de enlace Comunicación entre los extremos de un enlace.
3 Capa de red Encaminamiento, direccionamiento, tratamiento de errores.
4 Capa de transporte Comunicación extremo a extremo.
5 Capa de sesión Establecimiento de conexiones y sesiones entre aplicaciones.
6 Capa de  presentación Transformación de la información entre distintos formatos.
7 Capa de aplicación Protocolos específicos de cada aplicación.
 Si los protocolos de la capa física establecen la comunicación, el control se pasa 
a la capa siguiente, de enlace. Cuando el proceso resulta exitoso en todas las capas, se 
puede intercambiar información entre las aplicaciones correspondientes de cada uno 
de los nodos.
 La unidad de información para la capa de red se llama paquete o datagrama. Cada 
paquete se compone de dos partes, un encabezamiento y datos. El encabezamiento 
contiene la dirección IP de destino y de origen, además de otra información administrativa. 













2.3.- Encapsulamiento y retardo
 Si quisiéramos enviar una carta a la tercera sección de la Comandancia General 
de Melilla, la llevaríamos al registro de nuestra unidad, el cual la colocaría dentro de otro 
sobre, con la dirección postal correspondiente a la COMGEMEL. Nosotros no tenemos 
que saber la dirección exacta, tan sólo la sección a la que va destinada. Cuando llegara 
a Melilla, el registro abriría el sobre exterior, y al ver que la carta iba destinada a la 
tercera sección,  la tramitaría por el conducto reglamentario hasta su destino.
 Si además no quisiera que el personal del registro no pudiera leer el contenido de 
mi carta, podría cifrarla de una manera predeterminada que únicamente el destinatario 
supiera. Así, si alguien no autorizado abriera el sobre exterior, sería incapaz de leer el 
contenido. 
 De manera análoga una VPN encapsula los paquetes unos dentro de otros, 
ocultando la estructura de la red y cifrando los paquetes a transmitir. Esto añade 
información extra, reduciendo así la velocidad efectiva del enlace. De manera que el 
uso de VPN,s o tunelizado constituye un compromiso entre seguridad y velocidad.
 2.4.- Tunelizado y capas OSI
 Al configurar una VPN, podemos establecer el tunelizado sobre una u otra capa 
OSI. Cada tipo de VPN ofrece ventajas e incovenientes que harán que nos decantemos 
por un modelo u otro según el tráfico o los servicios que vayamos a tunelizar.
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Tunelizado sobre la capa OSI 2
 El implementar una VPN sobre la capa OSI 2 nos permite tunelizar protocolos que 
no sean IP, siendo está su principal ventaja. El procedimiento más habitual lo constituye 
el generar una interfaz punto a punto (PTP) virtual. Es por ello que también se le denomina 
bridging o puenteo, pues el efecto final que se consigue es similar a conectar ambos 
extremos del túnel a un bridge o puente. Otras características de este tipo de VPN,s 
son:
•	La posibilidad de integrar mecanismos de autenticación.
•	Permite la traducción de direcciones o NAT.
•	Asignación dinámica de direcciones IP para los usuarios que utilicen una conexión a 
través de línea telefónica.
•	La posibilidad de integrar una estructura de clave pública o PKI.
 Algunos de los protocolos más utilizados para implementar una VPN sobre la capa 
OSI 2, que además permiten la cifra y autenticación del usuario son:
•	Point to Point Tunneling Protocol (PPTP), desarrollado con la ayuda de Microsoft, pero 
que sólo permite el establecimiento de manera simultánea de un único túnel.
•	Layer 2 Forwarding (L2F), desarrollado por Cisco y otras empresas, y que ofrece una 
mayor flexibilidad que PPTP además de varios túneles simultáneos.
•	Layer 2 Tunneling Protocol (L2TP), constituye el standard empresarial, y va 
implementado sobre la mayoría de los dispositivos. Combina los puntos fuertes de 
PPTP y de L2F. Aunque este protocolo no ofrece ningún mecanismo de seguridad, 
puede combinarse con otros como IPSec.
•	Layer 2 Security Protocol (L2Sec), desarrollado para cubrir los fallos en seguridad 
de IPSec. Produce bastante retardo en las comunicaciones, pero los protocolos de 
seguridad que emplea, SSL/TLS, le confieren gran robustez.
Tunelizado sobre la capa OSI 3
 IPSec es la tecnología más empleada a la hora de implementar una VPN sobre 
la capa 3. Al tratarse de un protocolo de capa 3, puede encapsular cualquier tráfico 
proviniente de las capas superiores, pero no permite el envío de broadcast, o de 
paquetes que no sean IP. Además impone serias restricciones a la hora de realizar una 
traducción de direcciones o NAT.
 Sin embargo IPSEC ofrece una amplia variedad de métodos de cifrado y 
autenticación, lo que le ha convertido en el protocolo de preferencia, y todos los 
fabricantes lo implementan en sus dispositivos.













Existen dos modos de trabajo en IPSec:
•	Modo túnel, en el que se cifra todo el paquete, incluyendo las direcciones de origen y 
destino.
•	Modo transporte, en que se cifra únicamente los datos del paquete, dejando sin cifrar su 
encabezamiento. De esta manera las direcciones IP de origen y destino se transmiten 
en claro, lo que lo hace un modo menos seguro pero produce menor retardo.
Tunelizado sobre la capa OSI 4
 También se pueden establecer una VPN sobre la capa de transporte. Secure 
Socket Layer (SSL) y Transport Layer Security (TLS) son dos de los protocolos que 
utilizan la capa 4. El usuario establece una conexión segura al identificarse mediante 
un navegador contra un servidor HTTPS. El usuario puede de esta manera acceder a 
recursos de red y otros servicios desde lugares remotos con la certeza de hacerlo a 
través de una conexión segura.
OpenVPN permite establecer VPN sobre las capas OSI 2 y OSI 3, utilizando SSL/TLS 
como método de cifrado.
3.- SEGURIDAD VPN
 La seguridad en los sistemas de información viene definida por tres características:
•	Privacidad: la información debe estar disponible para los usuarios autorizados 
únicamente.
•	Integridad: la certeza de que la información no ha sufrido modificaciones durante la 
transmisión.




3.1.- Privacidad. Cifrado simétrico y claves pre-compartidas
 Habitualmente se utilizan contraseñas o claves para cifrar las comunicaciones. Si 
ambos extremos usan la misma clave, se habla de cifrado simétrico. La contraseña se 
debe distribuir en todos los equipos que vayan a formar parte de la VPN.
 Un inconveniente de las claves pre-compartidas es que cualquiera que conozca la 
clave puede descifrar la comunicación. Con suficiente tiempo el enemigo será capaz de 
adivinar las contraseñas, y podrá leer o modificar nuestra comunicación.
 Para remediarlo, la clave se cambia a intervalos regulares, llamados tiempo de 
vida de la clave. Una clave con la suficiente complejidad, combinada con un tiempo de 
vida adecuado impide que el enemigo sea capaz de descifrar la clave durante su tiempo 
de validez.
 Si el software de VPN cambia constantemente las claves debe habilitarse un 
método para intercambiar las contraseñas, de manera que ambos extremos usen la 
misma. IPSec, por ejemplo, utiliza el protocolo IKE, Internet Key Exchange, para este 
propósito.
3.2.- Autenticación e integridad. Cifrado asimétrico con SSL/TLS
 Otra de las vulnerabilidades de las claves compartidas es el llamado “hombre-
en-el-medio”. El atacante intercepta el tráfico entre el receptor y el emisor, lo copia y 
lo reenvía a su destinatario. El hombre en el medio puede almacenar, copiar, analizar  y 
modificar la información capturada. 
 Para poner remedio y garantizar la seguridad, SSL/TLS utiliza el cifrado asimétrico 
para identificar el origen de un mensaje. Cada uno de los interlocutores posee dos 
claves 
cada uno, la clave pública y la clave privada. La clave pública se hace llegar al emisor, 
el cual cifra el mensaje con ella. La pareja de claves se han elegido de manera que los 
mensajes cifrados por una de ellas solo puede descifrarse por la otra. 
 Un proceso similar se puede utilizar para autenticar al destinatario. Para ello se 
le hace llegar un número aleatorio, que cifrará con su clave privada. Cuando el emisor 
reciba el mensaje resultante, lo descifrará con la clave pública. Si obtiene el número 
original, el emisor ha comprobado la identidad del receptor.
 En ambos casos es fundamental que el receptor no distribuya su clave privada.














 Para generar los diferentes certificados o claves SSL/TLS, se debe establecer una 
autoridad certificadora (CA), organismo que se encarga de emitir los certificados y de 
garantizar que una clave determinada pertenece a un usuario en particular. Cualquier 
certificado emitido por esta autoridad será aceptado en el establecimiento de la VPN.
 Se publica una lista de revocación de certificados (CRL) conteniendo los certificados 
que no son válidos. Lo único que se requiere para dar de baja un certificado es el añadir 
la información correspondiente a la CRL. De manera que si se comprometiera de alguna 
manera una clave privada, se crearía un nuevo certificado y se revocaría el antiguo. 
Mientras que si se compromete una clave pre-compartida, es necesario cambiar la 
clave en todos los equipos de la red. Lo que representa una de las ventajas de los 
certificados sobre las claves pre-compartidas.
4.- OpenVPN
 OpenVPN es un projecto de código abierto fundado por James Yohan en 2001. En 
2005 se publicó la versión 2, con grandes cambios: versión para windows, soporte para 
varios clientes simúltáneos, configuración remota de clientes a través de la opciones 
push/pull, etc.
 OpenVPN se basa en otro proyecto de software libre llamado driver TUN/TAP. 
Este proyecto, que originariamente se pensó para ofrecer la capacidad de tunelizado al 
kernel de Linux, instala una interfaz virtual de manera que el sistema operativo puede 
tratar el tráfico del túnel como si proviniera de cualquier otra interfaz física, permitiéndole 
su analizado y la realización de servicios de red avanzados como pudiera ser el NAT.
 El driver virtual puede trabajar en dos modos: TUN y TAP. El modo TUN se utiliza 
para establecer una VPN sobre la capa 3 o modo enrutado, mientras que el modo TAP 
sin embargo trabaja sobre la capa 2 y origina el modo túnel. 
4.1.- Ventajas de OpenVPN
Algunas de las ventajas de OpenVPN son:
•	Posibilidad de trabajar en modo enrutado (capa OSI 3) o modo túnel (capa OSI 2).
•	El tráfico de los tele-trabajadores queda protegido por el firewall de la sede central, 
aumentando la seguridad de los equipos remotos.
Modo enrrutado, mientras que el modo TAP sin embargo trabaja 
sobre la capa 2 y origina el modo túnel
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•	Al utilizar TTL/SSL, la mayor parte de los firewall pueden configurarse para que las 
conexiones de OpenVPN puedan atravesarlos.
•	Posibilidad de utilizar protocolo UDP o TCP indistintamente para el tráfico tunelizado.
•	Sólo se requiere abrir un puerto en el firewall para permitir la conexión de varios 
clientes.
•	Los interfaces virtuales TUN/TAP, permiten monitorizar el tráfico que circula por el 
túnel, pudiéndose establecer reglas concretas de filtrado distintas a las del tráfico que 
circula por fuera del túnel.
•	Soporte para direcciones IP dinámicas tanto de  los clientes como del concentrador 
VPN.
•	Permite la realización de NAT.
•	Instalación multisistema sencilla.
•	Diseño modular.
4.2.- Desventajas de OpenVPN
Las principales desventajas de OpenVPN las constituyen:
•	OpenVPN es no es compatible con IPSec, el protocolo más extendido a la hora de 
realizar VPN,s.
•	La instalación de OpenVPN solo puede llevarse a cabo sobre ordenadores y no sobre 
otros dispositivos (routers, switches, etc.)
•	OpenVPN no se encuentra muy extendido, lo que dificulta el apoyo al usuario. No 




 Podemos descargar OpenVPN de la página del proyecto que se encuentra en 
http://openvpn.net/index.php/open-source/downloads.html. 
 Una vez descargado el archivo, para iniciar la instalación basta realizar doble clic.














 OpenVPN instala Easy-RSA, una herramienta de línea de comandos para la 
administración de los certificados que más tarde se distribuirán a los equipos que 
forman parte de la VPN.
 Para generar los certificados X.509, se deben seguir 5 pasos:
1. Crear el certificado para la CA, que se utilizará para firmar y revocar los certificados.
2. Crear las solicitudes de clave y certificado para cada cliente.
3. Firmar las solicitudes con el certificado de la CA creado en el paso 1.
4. Distribuir las claves y certificados a los clientes.
5. Configurar OpenVPN para que utilice los certificados.
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 En la carpeta C:\Archivos de Programa\OpenVPN\easy-rsa encontraremos los 
scripts necesarios para configurar Easy-RSA. Crearemos una carpeta llamada claves 
donde se guardarán las claves y los certificados que vayamos generando. Luego 
copiaremos los ficheros serial.start e index.txt.start a la carpeta y los renombraremos 
serial e index.txt respectivamente. En estos ficheros se guarda una base de datos con 
la información de los certificados generados.
 Ahora haremos doble click sobre el archivo C:\\Archivos de Programa\OpenVPN\
easy-rsa\init-config.bat que se encarga de copiar los archivos openvpn.ssl y vars.bat.
vars.bat contiene las variables que utiliza OpenVPN como valores por defecto para 
la generación de los certificados y claves. En la tabla inferior aparece un listado las 
variables principales.
Línea en vars.bat Significado
set HOME=%ProgramFiles%\OpenVPN\easy-rsa Ruta a la carpeta Easy-RSA
set KEY_CONFIG=openssl.cnf Nombre del archivo de configuración de OpenSSL
set KEY_DIR=claves Carpeta donde se guardarán los certificados - relativa $HOME 
como se definió anteriormente






Valores por defecto para los certificados X.509 que se 
generarán
 Editaremos el archivo vars.bat y cambiaremos los valores por defecto de las 
variables a los valores que aparecen en la tabla anterior, utilizando el Block de notas.
 Ejecutamos ahora vars.bat para configurar las variables.













Generación de la clave Diffie-Hellman
 La clave de Diffie-Hellman permite a los extremos del túnel el intercambiar de 
manera segura las claves secretas sin necesidad de ninguna configuración especial 
aparte de la localización de la clave.
 Easy-RSA contiene un script capaz de generar la clave Diffie-Hellman. Ejecutaremos 
ahora .
Generando el certificado de la Autoridad de Certificación
 Al ejecutar el script , Easy-RSA generará un certificado auto-firmado que puede 
ser utilizado para firmar las solicitudes de los clientes, de manera que una vez firmadas, 
los certificados y las claves autenticarán los clientes ante el servidor.
 Dependiendo de la información que haya introducido en vars.bat, build-ca.bat 
propondrá unos u otros valores por defecto durante la generación del certificado.
 Si echamos un vistazo a la carpeta claves que creamos anteriormente, veremos 
que han aparecido varios ficheros que anteriormente no estaban: ca.crt el certificado 
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de la CA, ca.key la clave de la CA, dh1024.pem la clave Diffie-Hellman. Notar que el 
nombre de este último contiene la longitud de la clave, en este caso 1024 bits.
 Será necesario distribuir el fichero ca.crt a todos los clientes que vayan a conectarse 
a la VPN, mientras que el dh1024.pem sólo se necesitará en el servidor.
Generación de los certificados del servidor y de los clientes
 Una vez que tenemos el certificado de la CA, procedemos a generar la solicitud del 
certificado y de la clave privada del servidor haciendo build-key-server server, donde 
server hace referencia al nombre de los archivos que se van a generar conteniendo 













el certificado y la clave. Al final del proceso se nos preguntará si queremos firmar la 
solicitud momento en el cual quedan activados tanto el certificado como la clave. 
 Generaremos ahora los pares de claves correspondientes a los clientes haciendo 
build-key nodo2 y build-key nodo3 eligiendo los Comon : nodo2 y nodo3.
 Por cada una de las solicitudes se han creado tres ficheros:. crt conteniendo el 
certificado, .key conteniendo la clave y .crs conteniendo la solicitud que firmó la CA.
Distribución de los certificados
 Ha llegado la hora de distribuir los ficheros generados. Copiaremos los distintos 
ficheros según aparecen en la tabla, dentro de la carpeta C:\Archivos de Programa\
OpenVPN\config de cada nodo, incluyendo el servidor.
Nombre del Fichero Quién lo necesita Propósito
ca.crt concentrador y todos los clientes Certificado raíz de la CA
dh1024.pem sólo el concentrador Parámetros Diffie-Hellman
server.crt sólo el concentrador Certificado del servidor
server.key sólo el concentrador Clave privada del servidor
nodo2.crt sólo el nodo2 Certificado del nodo2
nodo2.key sólo el nodo2 Clave privada del nodo2
nodo3.crt sólo el nodo3 Certificado del nodo3
nodo3.key sólo el nodo3 Clave privada del nodo3
Configurando OpenVPN para utilizar los certificados
 Para que OpenVPN pueda utilizar los certificados que hemos creado, debemos 
añadir las siguientes entradas a la configuración:
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Línea en config.bat Significado
Configura el modo servidor de OpenVPN (en un cliente se añade tls-client)
Utilizar la clave Diffie-Hellman en el archivo claves/dh1024.pem
Utiliza el certificado de la CA claves/ca.crt
Utiliza el certificado claves/cever.crt para identificar el equipo
Utiliza la clave claves/server.key para identificar el equipo
5.- REDES PUNTO A PUNTO
 Una red punto a punto resulta útil cuando se intentan conectar un número reducido 
de clientes. En OpenVPN, esta configuración no requiere el establecimiento de una 
infraestructura de clave pública (PKI). Otra ventaja es su configuración algo más sencilla 
que la que requiere una red cliente-servidor.
 Por contra, al poder utilizar claves estáticas, las redes punto a punto requieren el 
cambio de las claves en cada uno de los clientes en caso de que se vea comprometida 
la seguridad. Además estas claves residen en forma de texto plano sin cifrar en cada 
uno de los clientes, lo que permitiría a un atacante el acceso a la clave en caso de 
disponer de acceso al fichero encargado de la generación de la misma.
5.1.- Lo más sencillo posible
 Como ya se mencionó anteriormente, la interfaz TUN permite el enrutamiento de 
tráfico IP únicamente, mientras que una interfaz TAP encapsula el paquete ethernet 
completo, pudiéndose utilizar sobre redes utilizando los protocolos IPX o MacTalk, por 
ejemplo. Debido a su mayor rendimiento y facilidad de configuración, la mayor de las 
redes privadas virtuales se implementan utilizando interfaces TUN.
Topología
 En este ejemplo conectaremos el servidor y el cliente 1, a través de un túnel de 
capa 3, con el direccionamiento IP que aparece en la figura.














 Si queremos establecer una VPN de capa 3 (modo routing):
Servidor Cliente 1
ifconfig 10.200.0.1 10.200.0.2 ifconfig 10.200.0.2 10.200.0.1
dev tun dev tun
remote 192.168.0.1
 Si queremos establecer una VPN de capa 2 (modo bridging):
Servidor Cliente 1
ifconfig 10.200.0.1 255.255.255.252 ifconfig 10.200.0.2 255.255.255.252
dev tap dev tap
remote 192.168.0.1
Explicación
 El servidor permanece a la escucha en el puerto 1194, puerto por defecto de 
OpenVPN. El cliente conecta con el servidor sobre ese puerto. Tras el intercambio inicial 
de parámetros (handshake), el servidor configura su interfaz TUN con la dirección IP 
10.200.0.1, esperando la conexión desde el 10.200.0.1. De manera recíproca el cliente 
1 con la dirección 10.200.0.2, espera que el servidor al otro extremo adopte la dirección 
10.200.0.1. Una vez configuradas ambos interfaces, la VPN queda establecida, 
adoptando una máscara de red 255.255.255.252. 
 En el caso de utilizar un interfaz TAP, el interfaz TAP del servidor adopta la dirección 
10.200.0.1 con al máscara de red 255.255.255.252, y el cliente la 10.200.0.2, con 
idéntica máscara.
5.2.- Claves estáticas
 En este ejemplo utilizaremos la misma topología que el ejemplo anterior, pero 
utilizaremos las claves estáticas generadas a través del comando C:\Archivos 
de Programa\OpenVPN\bin\openvpn.exe --genkey --secret.key para asegurar la 
comunicación a través del túnel. El fichero secret.key debe copiarse en directorio 
C:\Archivos de Programa\OpenVPN\config, tanto del servidor como del cliente 1 antes 
de probar este ejemplo.
Configuración
Servidor Cliente 1
ifconfig 10.200.0.1 10.200.0.2 ifconfig 10.200.0.2 10.200.0.1
dev tun dev tun





 OpenVPN utiliza dos claves diferentes para establecer un túnel punto a punto:
 - Una clave de cifrado que se utiliza para cifrar la información del paquete
  - Una clave HMAC para firmar el paquete. Cuando llega a un equipo un paquete  
  sin firmar o con la firma incorrecta se deshecha, como medida de seguridad   
  contra un ataque por denegación de servicio (DoS).
 Para generar ambas claves se utiliza el mismo archivo, en el ejemplo . Con el 
propósito de aumentar la seguridad de la conexión se puede designar una clave diferente 
para extremo del túnel sin más que cambiar en la configuración secret secret.key por 
secret secret.key 0 para el servidor y secret secret.key 1 pare el cliente. 
 Un fichero de claves estáticas de OpenVPN tiene un tamaño de 2048 bits, 
permitiendo obtener hasta 4 claves diferentes a partir del mismo fichero.
5.3.- Enrutamiento
 Podemos conectar dos redes utilizando un enlace punto a punto. En la topología 
de la figura inferior, buscamos que servidor y cliente windows tengan conectividad en 




ifconfig 10.200.0.2 10.200.0.1 ifconfig 10.200.0.1 10.200.0.2
dev tun dev tun
secret secret.key secret secret.key
remote 10.200.0.1
route 192.168.4.0 255.255.255.0
 Además de la configuración de cliente y servidor, debemos primero activar el 
enrutamiento en Cliente2, para desde la consola de windows ejecutar el comando route 
add 10.200.0.0 mask 255.255.255.252 192.168.4.5.
2  Ver “How to enable TCP/IP forwarding in Windows 2000”, http://support.microsoft.com/kb/230082














 Porque queremos acceder desde servidor a la red 192.168.4/24, cuando el 
interfaz TUN se levante, OpenVPN añadirá la ruta estática correspondiente a la tabla 
de enrutamiento de servidor, según le indica la línea route 192.168.4.0 255.255.255.0 
utilizando como gateway la dirección IP del servidor sobre el túnel 10.200.0.1.
 También debemos indicarle a cliente windows cómo encontrar a servidor. Para 
ello añadimos una ruta estática a su tabla de enrutamiento con el comando route add 
10.200.0.0 mask 255.255.255.252 192.168.4.5, posibilitando el retorno del tráfico.
6.- INTERCONEXIÓN DE DOS REDES
 En este ejemplo interconectaremos dos redes utilizando la mayor parte de las 




dev tun dev tun
proto udp proto udp
local 192.168.0.2 local 192.168.0.1
lport 1194 lport 1194
remote 192.168.0.1 remote 192.168.0.2
rport 1194 rport 1194
secret secret.key 1 secret secret.key 0
ifconfig 10.200.0.2 10.200.0.1 ifconfig 10.200.0.1 10.200.0.2
route 172.31.32.0 255.255.255.0 route 192.168.4.0 255.255.255.0
user nobody user nobody
group nobody group nobody
persist-tun persist-tun
persist-key persist-key





 Las configuraciones de servidor y cliente son muy similares:
•	El Servidor escucha en una única interfaz.
•	El Servidor escucha en un único puerto.
•	El cliente tiene la configuración respectiva.








•	OpenVPN se ejecutará con el usuario nobody, dentro del grupo nobody una vez 
establecida la conexión. De esta manera si alguien consigue el control del proceso 
OpenVPN, no conseguirá ningún privilegio de cara al sistema operativo.
•	persit-tun y persit-key son necesarios cuando se utilizan las opciones user nobody, 
group nobody, para que OpenVPN pueda volver a levantar la conexión si ésta se cae.
•	Las opciones 10 60 y ping-timer-rem configuran OpenVPN para que envíe un ping al 
otro extremo cada 10 secs, considerando que la conexión se ha caido si no se recibe 
ningún del extremo opuesto en 60 secs, intentando conectarse de nuevo.
7.- ENRUTAMIENTO A 3 BANDAS
 En este ejemplo vamos a conectar tres nodos entre sí mediante enlaces punto 
a punto. Este planteamiento ofrece una mayor facilidad de configuración que una red 
cliente/servidor, según se verá en los ejemplos siguientes.
Topología














 Para este ejemplo generaremos tres ficheros de claves estáticas: A_B.key, A_C.
key y B_C.key mediante los siguientes comandos en cliente A:
C:\Archivos de Programa\OpenVPN\bin\openvpn.exe --genkey --secret A_B.key
C:\Archivos de Programa\OpenVPN\bin\openvpn.exe --genkey --secret A_C.key
C:\Archivos de Programa\OpenVPN\bin\openvpn.exe --genkey --secret B_C.key
 Una vez generados debemos distribuir los ficheros .key a cada uno de los clientes, 
copiándolos en las carpetas de cada nodo. 
 En este ejemplo  configuraremos dos ficheros  por cada nodo, uno por cada enlace 
punto a punto.
Cliente A Cliente B
A_B.conf B_A.conf
dev tun dev tun
proto udp proto udp
remote 192.168.0.2
port 1194 port 1194
secret A_B.key 1 secret A_B.key 0
ifconfig 10.200.0.2 10.200.0.1 ifconfig 10.200.0.1 10.200.0.2
route 192.168.5.0 255.255.255.0 vpn_gateway 5 route 192.168.4.0 255.255.255.0 vpn_gateway 10
route 192.168.6.0 255.255.255.0 vpn_gateway 10 route 192.168.6.0 255.255.255.0 vpn_gateway 5
route-delay route-delay
keepalive 10 60 keepalive 10 60
A_C.conf B_C.conf
dev tun dev tun
proto udp proto udp
remote 192.168.0.3
port 1195 port 1196
secret A_C.key 1 secret B_C.key 0
ifconfig 10.200.0.6 10.200.0.5 ifconfig 10.200.0.9 10.200.0.10
route 192.168.5.0 255.255.255.0 vpn_gateway 10 route 192.168.4.0 255.255.255.0 vpn_gateway 10








route 192.168.4.0 255.255.255.0 vpn_gateway 5













route 192.168.4.0 255.255.255.0 vpn_gateway 10




 Aunque en un principio sólo serían necesarios dos enlaces, el añadir uno tercero 
añade redundancia a la red. Un problema de este planteamiento en la escalabilidad, 
pues al aumentar el número de nodos, el número de enlaces a configurar aumenta 
con un orden de la segunda potencia. Razón por la que se recomienda utilizar una 
configuración cliente/servidor cuando el número de nodos supera 4.
8.- REDES IP CLIENTE/SERVIDOR
 En el apartado instalando OpenVPN se describió la instalación y configuración de 
Easy-RSA como paso previo a la utilización de TLS/SSL. Mostraremos ahora una serie 
de ejemplos demostrando el uso de certificados para establecer una VPN de capa 3 en 
modo cliente/servidor.
8.1- Lo más sencillo posible
 Para que este ejemplo funcione deberemos crear la carpeta C:\Archivos de 
Programa\OpenVPN\config\claves en servidor y cliente 1, donde copiaremos los 
archivos correspondientes.
Topología
 La topología utilizada es una copia de la topología utilizada en el apartado anterior 
del mismo nombre.

















proto udp proto udp
port 1194 port 1194
dev tun dev tun
server 192.168.200.0 255.255.255.0
ca claves/ca.crt ca claves/ca.crt
cert claves/server.crt cert claves/nodo1.crt
key claves/server.key key claves/nodo1.key
dh claves/dh1024.pem
Explicación
 Cuando se inicia el servidor, configura el interfaz TUN con la dirección 192.168.200.1 
y reserva la dirección 192.168.200.2 para OpenVPN. El servidor escuchará el protocolo 
UDP sobre el puerto 1194.
 Cuando el cliente 1 se conecte se le asignará la red 192.168.200.4/30 (la dirección 
192.168.200.5 para el cliente y se reservará la dirección 192.168.300.6 para OpenVPN). 







proto udp proto udp
remote 10.0.0.1
port 1194 port 1194
dev tun dev tun
server 192.168.200.0 255.255.255.0
nobind
ca claves/ca.crt ca claves/ca.crt
cert claves/nodo1.crt cert claves/server.crt
key claves/nodo1.key key claves/server.key
dh claves/dh1024.pem










 Cuando iniciamos el servidor configura la dirección IP 192.168.200.1 en la interfaz 
TUN. La directiva “topology subnet” instruye a OpenVPN para que utilice como dirección 
ficticia 192.168.200.1. Después de esto se pone a la escucha en el puerto 1194. Con 
las directivas “user nobody” y “group nobody” se configura el servidor para que si la 
conexión se ve comprometida el atacante no pueda acceder a los privilegios de usuario 
privilegiado. Estas opciones requieren “persist-key” y “persist-tun” para poder levantar 
el enlace en caso de que se caiga. La directiva “keepalive 10 60” le indica a OpenVPN 
que mande un ping al otro extremo cada 10 segs y considerará que el enlace se ha caído 
si no ha recibido un ping del otro extremo en los últimos 60 segs, intentando volver a 
levantarlo. La línea “tls-auth claves/ta.key 0” instruye a OpenVPN a descartar todos 
los paquetes cuyo encabezamiento HMAC no venga firmado con la clave correcta, 
impidiendo así un ataque por denegación de servicio (DoS).
 El cliente 1 se conecta al servidor y después del intercambio inicial (handshake) 
utilizando los certificados correspondientes, el servidor asigna al cliente 1 la dirección 
192.168.200.2 y le inyecta una entrada apuntando a la red 10.198.0.0/24 actualizando 
la tabla de enrutamiento de cliente 1.
 La directriz “ns-cert-type server” configura el cliente 1 para que si el servidor al 
que se conecta no es capaz de producir el server.crt aborte la conexión. Se evita de esta 
manera el ataque de “hombre en medio”, capaz de hacerse pasar por nuestro servidor.













8.3.- Usando los ficheros de configuración de cliente (CCD)
 Cuando varios clientes se conectan a un mismo servidor, los ficheros de configuración 
de cliente permiten personalizar la configuración según el usuario. La opción client-
config-dir permite asignar direcciones IP en concreto a un cliente, configurar el servidor 
DNS o incluso desabilitarlo temporalmente. 
Topología
Para este ejemplo utilizaremos la misma topología que en el anterior.
Configuración
 Para poder utilizar los CCD, primero debemos crear la carpeta C:\Archivos de 
Programa\OpenVPN\config\clientes. Dentro de ella colocaremos un fichero de texto 
con el mismo nombre que el nombre común que utilizamos al crear los certificados 
del cliente. En este caso el fichero C:\Archivos de Programa\OpenVPN\config\clientes\ 
cliente1 se creó con nombre común cliente1. El fichero contiene la siguiente línea:
ifconfig-push 192.168.200.7 192.168.200.7
 Modificaremos ahora la configuración del servidor añadiendo la línea client-config-
dir clientes. El nombre común de un certificado puede averiguarse utilizando el comando: 
openssl x509 -subject -noout -in client.crt. 
Explicación
 Cuando se conecta cliente 1 utilizando su certificado, el servidor lee el nombre 
común y va a buscar un fichero con ese nombre a la carpeta que hemos configurado 
con la opción client-config dir. El fichero instruye al servidor para asignar la dirección 
192.168.200.2 al cliente.
 Podemos crear un fichero con nombre DEFAULT con las opciones por defecto 
a aplicar a los clientes cuyos nombres comunes no aparezcan entre los ficheros del 
directorio clientes. Hay que recordar que los nombres de los archivos deben coincidir 
exactamente con los nombres comunes, incluyendo letras mayúsculas y minúsculas. 
Los ficheros de configuración de cliente pueden contener las siguientes opciones:
Opciones Significado
push para la configuración de servidores DNS, WINS, tablas de enrutamiento, ... 
push-reset para anular la confiugración push por defecto
iroute para definir la ruta interna de la red LAN del cliente
ifconfig-push para asignar una dirección IP a un cliente
disable para desabilitar temporalmente el cliente
config para incluir otro fichero de configuración
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8.4.- Enrutamiento entre las redes de ambos extremos
 Este último ejemplo demuestra la configuración entre dos subredes que se quieren 
comunicar a través de una VPN, de manera que las máquinas de ambos extremos 





proto udp proto udp
remote 10.0.0.1
port 1194 port 1194
dev tun dev tun
server 192.168.200.0 255.255.255.0
nobind
ca claves/ca.crt ca claves/ca.crt
cert claves/nodo1.crt cert claves/server.crt
key claves/nodo1.key key claves/server.key
dh claves/dh1024.pem










route 192.168.4.0 255.255.255.0 192.168.200.1
 Crearemos la carpeta clientes como se explicó en el ejemplo anterior, donde 
colocaremos el archivo cliente 1, correspondiente al nombre común del certificado 
nodo1.crt, conteniendo
iroute 192.168.4.0 255.255.255.0
 Añadiremos las siguientes entradas a la tabla de enrutamiento a PC LAN B
route add 10.198.0.0 mask 255.255.255.0 10.198.0.1













router add 192.168.200.0 mask 255.255.255.0 10.198.0.1
 Añadiremos las siguientes entradas a la tabla de enrutamiento a PC LAN A
route add 192.168.4.0 mask 255.255.255.0 192.168.4.5
router add 192.168.200.0 mask 255.255.255.0 192.168.4.5
Explicación
 Cuando cliente 1 se conecta al servidor, este encuentra el archivo de configuración 
de cliente correspondiente. En él se le informa a OpenVPN que la red 192.168.4.0 
255.255.255.0 se alcanza a través del cliente. Esta información no actualiza su tabla 
de enrutamiento, sino que se trata de información interna para OpenVPN. Razón por 
la cual debemos añadir route 192.168.4.0 255.255.255.0 192.168.200.1 al archivo de 
configuración del servidor, de manera que ahora sí se actualiza la tabla de enrutamiento 
del servidor.
 Una vez que servidor y cliente actualizan sus tablas la comunicación entre las dos 
redes resulta posible, quedando tan solo configurar LAN PC A y LAN PC B.
 Si se quisieran conectar más clientes deberíamos añadir a la configuración del 
servidor a la línea que instruirá al resto de los clientes que la red 192.168.4.0 255.255.255.0 
se puede acceder a través de servidor, que actuaría como un concentrador VPN. Tan 
solo cliente 1 no modificaría su tabla de enrutamiento con esta información gracias a 
que su fichero de configuración de cliente declara la red como interna con la directiva 
iroute:
push “route 192.168.4.0 255.255.255.0”
9.- ESCENARIOS
9.1.- Escenario 1
Fig. 1. Escenario 1
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 En el primer escenario uniremos el PUP001 (10.62.101.0/24) al AU005 
(10.62.186.0/24) utilizando terminales TLX-5. Para ello activaremos en los PC,s de 
dotación de los terminales satélite el servicio de enrutamiento según se explica en 
http://support.microsft.com/kb230082. Por simplicidad en este primer escenario las 
comunicaciones se producirán en claro, dejando para el escenario 2 la configuración 
TLS/SSL.
 Supondremos para este escenario que la estación de anclaje les ha asignado las 
direcciones IP 1.1.1.1/32 y 2.2.2.2/32 según muestra la Fig. 1.
 Instalaremos el OpenVPN en cada uno de los Tough Book con la siguiente 
configuración:
Tough Book PUP001 Tough Book AU005
remote 2.2.2.2
dev tun dev tun
ifconfig 12.0.0.2 12.0.0.1 ifconfig 12.0.0.1 12.0.0.2
route 10.62.186.0 255.255.255.0 route 10.62.101.0 255.255.255.0
         Tras el establecimiento del túnel la red queda según Fig. 2.
 
Si se quiere utilizar el TLX-5 de AU005 como punto de entrada de PUP001 al resto del 
despliegue SIMACET, como aparece en la Fig. 3, deberemos advertir a todos los routers 
de la presencia de PUP001, bien sea utilizando enrutamiento dinámico publicado desde 
AU005, bien por enrutamiento manual. Segundo sustituir la línea route 10.62.186.0 
255.255.255.0 por esta otra route 10.0.0.0. 255.0.0.0 en la configuración del OpenVPN 
en PUP001. De esta manera le indicamos al portátil que el grueso de la red se encuentra 
en el extremo lejano del túnel.
Fig. 2. Escenario 1 tras establecer el túnel
Fig. 3. AU005 como gateway














 En el segundo escenario abordaremos la integración de dos nodos de PU, según 
aparece en la Fig. 3.
 En este escenario desplegaremos un infraestructura de clave pública que nos 
permitirá cifrar nuestras comunicaciones. Se pueden encontrar las instrucciones para 
desplegar dicha infraestructura en el apéndice B.
 La configuración de cada uno de los Tough Book en este escenario es:
Tough Book PUP001 Tough Book PUP002 Tough Book AU005
client client
remote 1.1.1.1 remote 1.1.1.1
dev tun dev tun dev tun
ca .\\ca.crt ca .\\ca.crt ca .\\ca.crt
cert .\\PUP001.crt cert .\\PUP002.crt cert .\\server.crt






push ”route 10.62.101.0 255.255.255.0”
push ”route 10.62.102.0 255.255.255.0”
push ”route 10.62.186.0 255.255.255.0”
client-config-dir .\\ccd
 Cada uno de las máquinas debe identificar su certificado y clave, además de la 
autoridad certificadora. Además el servidor debe conocer las claves Diffie-Hellman. 
 Dentro de la configuración del servidor la instrucción client-to-client habilita la 
comunicación entre PUP001 y PUP002. Esta línea puede omitirse si se prefiere que 
sea el sistema operativo el que se encargue del enrutamiento entre los clientes. Server 
12.0.0.0 255.255.255.0 informa a AU005 que funcionará como servidor, reservando así la 
primera dirección IP del rango, 12.0.0.1 para sí mismo. PUP001 y PUP002 recibirán una 
dirección determinada si se configura así en su fichero CCD, fichero de configuración de 
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cliente. route 10.62.101.0 255.255.255.0 y route 10.62.102.0 255.255.255.0 modifican 
la tabla de enrutamiento de AU005 para reflejar los caminos hacia los nodos PUP001 y 
PUP002.
 Las tres push “route...” se utilizan para modificar las tablas de enrutamiento de 
los distintos clientes, en combinación con los respectivos ficheros de configuración de 
cliente.
 Finalmente client-config-dir.\\ccd informa a AU005 dónde encontrar los ficheros 
de configuración de cliente. Estos ficheros tienen la siguiente forma:
PUP001 PUP002
iroute 10.62.101.0 255.255.255.0 iroute 10.62.102.0 255.255.255.0
ifconfig-push 12.0.0.6 12.0.0.5 ifconfig-push 12.0.0.10 12.0.0.9
 
 Analizando el fichero de configuración de PUP001, iroute 10.62.101.0 255.255.255.0 
indica cuál es la ruta interna del nodo PUP001. iconfig-push 12.0.0.6 12.0.0.5 indica que 
la dirección del tunel de PUP001 será 12.0.0.6 y la servidor para este enlace 12.0.0.5.  
 
 Hacer notar que al no utilizar la directiva topology cada cliente debe colocarse 
en una red distinta de máscara de 30 bits para permitir que OpenVPN gestione el 
enrutamiento como se mencionó anteriormente.
10.- CONCLUSIONES
 El TLX-5 ofrece posibilidades no exploradas para las pequeñas unidades, que 
pueden beneficiarse de un terminal portable que ofrece limitadas capacidades, pero 
que a diferencia de nuestras radios nos ofrece mayor rango de cobertura.
 Las configuraciones aquí demostradas han sido comprobadas en condiciones de 
laboratorio. Queda por comprobar su fiabilidad en un entorno táctico. Otros experimentos 




poder utilizar voz o datos, pero no de forma simultánea.
•		integrar	 otros	 sistemas	 de	 información	 que	 requieran	 un	 ancho	 de	 banda	 similar	
(TALOS por ejemplo) a través del TLX-5.
•	probar	enlaces	multi-link	con	varios	terminales	en	el	lado	del	servidor.
 La configuración explicada será de especial utilidad para unidades como la Brigada 
Paracaidista que ya utilizan el TLX-5 como medio para realizar una réplica fuera de 
banda en SIMACET. La información aquí contenida permite, como se demostró en los 













experimentos llevados a cabo en la Academia de Ingenieros de Hoyo de Manzanares, el 
establecer una red TCP/IP soportando la réplica automática entre nodos, dando lugar a 
la integración de un nodo PU en la red GU utilizando un par de TLX-5 desde cualquier 
punto del globo con cobertura SECOMSAT. Además la configuración con varios clientes 
ofrece la ventaja de que varios nodos se agreguen a la red TCP/IP utilizando únicamente 
un único enlace en el lado del servidor.
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 El Consejo de Redacción ha decidido reproducir en facsímil  el artículo que se publicó en 
el Memorial de Ingenieros del Ejército, Revista Mensual, Quinta Época, Tomo XXIX, del año 1912 
sobre la “La cuarta arma. Su educación táctica” redactado por el entonces capitán de ingenie-
ros D. Francisco Lozano (Nº 1078 del arma de ingenieros, promoción 71). Este artículo trata de 
exponer la necesidad de disponer de los medios y del personal para no solo el papel técnico sino 
tambien desarrollar el táctico.
 En la segunda parte del artículo el capitán de ingenieros propone una serie de soluciones 
para reforzar el apoyo al resto de las armas, de esta forma la misión de la cuarta arma se engran-
dece cada vez más al mismo tiempo que la importancia de los efectivos destinados á jugar en el 
choque de los grandes ejércitos.
 Finaliza el artículo invitando a un espiritu de valiente ofensiva y apretar cada día más fuerte 










































EL GENERAL HERRERA, ESE GRAN DESCONOCIDO
Teniente Coronel de Tranmisiones
 D. Manuel Herrera López
RESEÑA BIOGRÁFICA DEL AUTOR
Pertenece a la 38 Promoción de la AGM y a la 165 del Arma de Ingenieros.
Es promovido a teniente de ingenieros en 1983.
En la actualidad pertenece al arma de transmisiones.
Destinos:
•	Regimiento Mixto de Ingenieros nº 6 (San Sebastián)
•	Centro de Instrucción de Reclutas nº 9 (San Clemente de Sasebas - Girona)
•	Batallón de Ingenieros XLI (San Clemente de Sasebas - Girona)
•	Cuartel General de la BRCZM XLI (San Clemente de Sasebas - Girona)
•	Cuartel General de la BRIL “Urgel” nº IV (movilizable) (San Clemente de Sasebas - Girona)
•	Jefatura de Orgánica y Materiales de Transmisiones (Hoyo de Manzanares)
•	Jefatura de Adiestramiento y Doctrina de Transmisiones de la Academia de Ingenieros (Hoyo de 
Manzanares)
INTRODUCCIÓN
Esta pequeña biografía únicamente pretende aportar al lector, la imagen de una 
figura histórica, tanto de nuestra arma (ingenieros) como de la aviación militar española 
y de la aeronáutica mundial.
Perteneció a la llamada Generación del 14 (nacidos aproximadamente en 1880), y 
que vivieron sus años álgidos entre la I Guerra Mundial y la II República, entre los que 
podemos destacar a Manuel Azaña, José Ortega y Gasset, Gregorio Marañón, Salvador 
de Madariaga, Leonardo Torres Quevedo, Juan de la Cierva, y tantos otros personajes 
ilustres que sufrieron los acontecimientos derivados de la Guerra Civil.
La tragedia de esa guerra y la oscuridad moral y cultural que la siguió, dan razón 
del desconocimiento de la figura de D. EMILIO HERRERA LINARES.
Merece algo más que ser recordado como un simple ingeniero militar del Ejército 
de la República, o un simple pionero de la aviación militar española.
HERRERA, MILITAR
Nació en Granada el 13 de febrero de 1879, en el seno de una familia burguesa de 
gran tradición militar.










Desde sus primeros años dio señales de 
una gran inteligencia y carácter creador.
 Ingresó en la Academia de Ingenieros 
del Ejército de Guadalajara. Se graduó como 
teniente de ingenieros en 1903, solicitando su 
traslado a la Escuela Práctica de Aerostación 
para aprender el manejo de los aerostatos, 
participando en ascensiones científicas y 
deportivas.
  En 1909, formó parte de una expedición 
aerostática militar en Melilla, como apoyo a las 
tropas ante la rebelión del Protectorado Español 
de Marruecos.
  Tras convencer, junto con el capitán 
Kindelán, al coronel Vives Vich de la necesidad 
de disponer de aeroplanos para su uso militar, 
se compraron los primeros aparatos.
  En 1911 se reguló la aviación militar española, 
creándose la Escuela de Experimentación para 
formar los primeros pilotos.
 Por Real Decreto de 28 de febrero de 
1913 se creó el Servicio de Aeronáutica Militar, integrado por las ramas de aerostación 
y aviación. Y por Real Decreto de 16 de abril de 1913 se aprobó el correspondiente 
Reglamento del Servicio de Aeronáutica Militar, que se desvinculó totalmente del arma 
de ingenieros y se subordinaba directamente al Ministerio de la Guerra, quedando 
abierto el acceso al personal de todas las armas.
Del primer curso formaron parte los capitanes: Kindelán, Herrera y Arrillaga, y los 
tenientes Barrón y Ortiz Echagüe. Todos ellos ingenieros con sólida formación científica 
y aeronáutica. Ellos fueron los profesores que formaron posteriormente al personal de 
otras armas, del Cuerpo de Intendencia e incluso de Sanidad.
A finales de 1913 y durante 1914 participaban en acciones aéreas en Marruecos, 
siendo España una de las primeras naciones en emplear el avión como arma ofensiva 
en acciones de bombardeo y cooperación con el Ejército de Tierra, y en misiones de 
exploración.
El conflicto de Marruecos de 1914 fue el último hecho de armas en que participó 
Herrera. Dedicándose a partir de ese momento al estudio y la investigación.
HERRERA, CIENTÍFICO
Con 35 años ya había comenzado a publicar numerosos artículos en periódicos 
y revistas especializadas, y un tratado sobre el empleo de los aeroplanos en la guerra, 
basado en sus experiencias en el Norte de África.
Desde 1918 intenta crear una línea aérea transoceánica de transporte de pasajeros, 
para unir Europa y América. Ésta estaría equipada con dirigibles del ingeniero e inventor 
Leonardo Torres Quevedo. 
 El joven cadete Herrera inició su carrera 
militar como ingeniero militar en la Academia 
Guadalajara  (Diario Oficial nº 140 de 1896)
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En enero de 1919 fue elegido Vicepresidente de la Real Sociedad de Matemáticas, 
desempeñando un importante papel en la visita de Albert Einstein a España en 1923.
Participó en la construcción y diseño del Laboratorio Aerodinámico de Cuatro 
Vientos, inaugurado en 1921 y dotado de uno de los túneles de viento más grande y 
modernos del momento. Este sería el futuro embrión del actual Instituto Nacional de 
Técnica Aeroespacial (INTA).
Con Leonardo Torres Quevedo, reguló el tráfico aéreo de aeronaves extranjeras 
por España, (aparecía el concepto de espacio aéreo). Regularon las pruebas que habían 
de superar los pilotos. La normativa sería adoptada por la FAI (Federación Aeronáutica 
Internacional) sin ninguna modificación.  Aparecía también el concepto de derecho 
aeronáutico.
La capacidad y prestigio de Herrera le convirtieron en representante permanente 
de la aeronáutica española en cuantos congresos internacionales se convocaron 
desde entonces. Se convirtió en el científico español más cualificado en cuestiones 
aeronáuticas.
 
Coronel Vives a la izquierda, y los capitanes 
Kindelán y Herrera (de pie) junto otros dos 
compañeros.










 En marzo 1921 Herrera tuvo 
el primer contacto con Juan de la 
Cierva y lo que él había patentado 
como “nuevo aparato de aviación”, 
conocido por todos como el autogiro.
 El 12 abril 1927 se creó el 
Consejo Superior de Aeronáutica, 
siendo nombrado vocal y más tarde 
Presidente provisional.
 En 1928 se creó la Escuela Su-
perior Aerotécnica para la formación 
de ingenieros aeronáuticos. Herrera 
fue nombrado Director de la misma 
en 1929. Además de ser el Director 
impartía clases de aerodinámica.
 
Ese mismo año Alemania crearía 
una línea aérea de dirigibles entre 
Europa y América, siendo invitado 
Herrera, participando como segundo comandante del dirigible Graf Zeppelin en varias 
ocasiones.
Consolidó poco a poco su prestigio, contribuyendo a ello sus frecuentes 
artículos en las más prestigiosas revistas científicas españolas de la época: “Madrid 
Científico”, “Ibérica”, “El Memorial de Ingenieros”, “Aérea”, “España Automóvil”, “El 
Boletín Tecnológico”, “Revista de Aeronáutica y Astronáutica”; y los “Boletines de las 
Sociedades de Matemáticas, Geografía, Astronomía”. Además fueron abundantes sus 
polémicas científicas en el diario “El Sol” de Ortega, y sus colaboraciones en “ABC” y 
“El Debate”, “La Nación” de Buenos Aires y “El Tiempo” de Bogotá.
Su prestigio alcanzó su máximo nivel en los años de la II República, durante los que 
alumbró algunos de sus más brillantes proyectos, como el de elevarse a la estratosfera 
en un globo de grandes dimensiones. Pretendía ascender a 20.000 m. de altura con la 
barquilla del globo abierta, para lo cual se precisaba un traje especial.
Este diseño que aún se conserva, no difiere excesivamente de los primeros trajes 
espaciales, que el teniente coronel Alexei Leonov utilizó en su primer paseo espacial 
el 18 de marzo de 1965, desde la cápsula “Voskod-II”. El proyecto español no pudo 
llevarse a cabo a causa de la Guerra Civil.
Sus éxitos y su reconocimiento internacional condujeron al general D. José Marvá, 
a proponer la candidatura de Herrera para formar parte de la Academia de Ciencias 
Exactas, Físicas y Naturales.
Ruta del vuelo en aeroplano desde Tetuán 
a Sevilla con su compañero y amigo, el 
teniente Ortiz Echagüe. Gesta realizada el 
13 de febrero de 1914.
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En abril de 1933 se le concede el ingreso en 
sustitución del general Aranaz. Le correspondió 
la medalla número 16. El Presidente de la 
Academia era D. Leonardo Torres Quevedo.
Al iniciarse la Guerra Civil, se encontraba 
en Santander, impartiendo un curso en la 
Universidad de la Magdalena.
Su obra científica es una cadena continua 
de sorpresas, generadas por su originalidad 
y anticipación en el tiempo. Su primer estudio 
teórico sobre el átomo y la energía nuclear data 
de 1940, siendo prohibida su publicación por 
la censura alemana, y no vio la luz hasta 1945, 
meses antes de la experiencia de Hiroshima y 
Nagasaki.
A partir de 1945, desarrolló importantes 
trabajos en instituciones científicas francesas, 
como los realizados con la Office National 
d’Études et de Recherches Aérodinamiques 
(ONERA) sobre trayectorias balísticas y vuelo 
estratosférico.
Estudios que simultaneó con artículos en revistas especializadas: la ya citada 
“L’Aérophile”, “L’Aerotecnia”, “Le Génie Civil”, “Ingénieurs et Tecniciens”, “L’Aluminium 
Français” y las interesantes conferencias científicas para radio France International. Sus 
estudios publicados en 1945 sobre vuelos estratosféricos fueron calificados de pura 
fantasía. Aunque quedaron confirmados años más tarde.
Otro proyecto interesante que inició en 1946, y que en 1953 salió a la luz, fue un 
proyecto de cohete tripulado, que fue considerado por el Ministerio del Aire Francés. 
Otros estudios que realizó a partir de 1945:
−	 Plataformas espaciales.
−	 Colonias humanas autosuficientes.
−	 Trazado de trayectorias a la Luna, Marte y Venus.
−	 Empleo de materiales refractarios para disminuir los riesgos de altas tem-
peraturas al entrar en la atmósfera terrestre.
−	 Motores y combustibles especiales.
−	 Etc.
En 1956 escribió sobre la bomba fotónica, estudio basado en una reacción 
capaz de transformar toda la masa en energía calorífica (fotones), haciendo realidad 
la fórmula de Einstein (E=mc2), demostrando que el antiprotón abría el camino hacia 
la bomba atómica y de neutrones. Dos años antes de ser una realidad la bomba de 
De capitán de ingenieros con su esposa 
y su hijo mayor en verano de 1914.










hidrógeno, Herrera ya había publicado un 
estudio sobre la misma. Estos estudios 
le inquietaron, y le llevaron a plantearse 
la responsabilidad de la ciencia y del 
investigador y científico.
En 1956 Herrera proyectaba un 
satélite con dos importantes novedades:
−	Recurrir a la energía solar como princi-
pal fuente de energía.
−	Ser situado en órbita medianera.
Con esta órbita, vio la posibilidad de 
uso del satélite artificial en el campo militar, 
de comunicaciones y de previsiones 
meteorológicas.
Su proyecto pesaba 50 Kg. y cada 98 
minutos orbitaría la tierra, a una altura de 
579,8 Km (valores muy similares a los del 
Sputnik-I que orbitó la tierra en octubre 
de 1957). ¿Acaso fue coincidencia?
Toda su labor como científico le 
ha hecho ser una de las figuras más 
destacadas, y paradójicamente menos 
conocida de la ciencia y la tecnología 
española contemporánea.
HERRERA, REPUBLICANO
Al llegar la República, se le planteó un problema de lealtades:
•	Sus simpatías personales por el Monarca debido a su condición de caballero 
gentilhombre.
•	El acatamiento de un nuevo régimen debido a la voluntad de soberanía popular.
Como militar, aceptó el cambio de régimen, aunque se sentía vinculado 
personalmente a SM. El Rey Alfonso XIII, por lo que antes de jurar la República, se 
presentó en París para entrevistarse con el Rey, para que éste le liberase de su juramento 
de fidelidad.
Al producirse la sublevación del 36, hemos dicho que se encontraba en Santander 
impartiendo unas conferencias en la Universidad de la Magdalena sobre “Aerodinámica, 
Aviación y Aviones de record”. El curso fue suspendido, fueron evacuados por mar a 
Francia y pudo regresar a Madrid, por Cerbère y Barcelona.
Herrera fue nombrado jefe de los Servicios de Instrucción y de los Servicios 
Técnicos de las FARE (Fuerzas Aéreas de la República). El 11 de enero de 1937, fue 
ascendido a coronel y posteriormente, en septiembre de 1938 Herrera es ascendido a 
general de brigada.
  Una de sus múltiples aportaciones a la ciencia: 
el traje especial al que denominó escafandra 
estratonaútica,  muy similar al empleado por la 
cápsula rusa “Voskod-II” en marzo de 1965.
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Indalecio Prieto debía ir a Chile para asistir a la toma de posesión del Presidente 
electo, e invitó a Herrera a acompañarle, saliendo el 29 de noviembre de 1938. Ya no 
volvió a pisar vivo tierra española. Se estableció en París. Herrera estuvo a punto de 
acabar en EE.UU., pues había recibido una oferta de trabajo del Instituto de Ciencias 
Puras de Princenton. También desde México recibió una invitación para trabajar en la 
Escuela Nacional de Aviación.
El general alemán Faupel le invitó a desplazarse a Berlín para trabajar con los nazis 
en el Laboratorio de Vibraciones. Pero aunque hubiese aceptado, cosa muy dudosa, 
no prosperó debido a la sociedad hispano-alemana. En abril de 1941 fue expulsado 
de la Academia de Ciencias, como otros intelectuales republicanos. En mayo de ese 
mismo año, se le instruyó procedimiento sumarísimo, acusándosele de rebelión militar, 
declarándole procesado en rebeldía, y dándose orden de busca y captura a la Dirección 
General de Seguridad.
La etapa 1939-1950 fue muy fructífera científicamente hablando (anteriormente 
expuesto), pero Herrera fue poco a poco comprometiéndose con la política. Durante la 
etapa 1951-1960, es Ministro de Asuntos Militares con el gobierno de la República en 
el exilio.
Escribió muchos artículos en revistas en las que criticaba la política del General 
Franco y explicaba los problemas y los peligros de la energía nuclear.
En varias ocasiones escribió a los generales, jefes y oficiales, intentando abrirles 
los ojos, pues era consciente de que muchos no estaban conformes con la actitud del 
Gobierno de Franco.
Durante la etapa 1960-1962, ejerció de Presidente del Gobierno Republicano en 
el exilio.
Diego Martínez Barrio era el Presidente de la República, que viendo la ejemplaridad 
y prestigio de Herrera no dudó en encargarle la formación de un gobierno, pues las 
fuerzas políticas se encontraban divididas y cansadas de no conseguir nada.
Con motivo de su ingreso en la Academia de 
las Ciencias Exactas, Físicas y Naturales de 
España en marzo de 1933.










El 9 de mayo de 1960 presentó su gobierno al Presidente de la República. Tenía 
ya 81 años.
Durante la etapa 1962-1967 y tras problemas de sucesión del Presidente de la 
República, se formó el 7º Gobierno en el exilio. Herrera fue nombrado Ministro sin cartera, 
y siguió encargado de los Asuntos Militares. Murió en Ginebra el 13 de septiembre de 
1967, tras 27 años de exilio y 88 años de vida. Desde 1993, sus restos reposan en su 
ciudad natal, Granada.
FINAL
Ésta es parte de la historia de este personaje, un ingeniero militar español, 
desconocido creo que por la gran mayoría, igual que otros tantos de los que se supo, 
poco o nada, por culpa de una guerra.
BIBLIOGRAFÍA
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El tcol. Herrera junto a miembros de la Academia 
de Ciencias Exactas, Físicas y Naturales.
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PREMIOS A LOS INGENIEROS MILITARES
Capitán de Ingenieros 
D. Antonio Prieto Barrio 
RESEÑA BIOGRÁFICA DEL AUTOR
El capitán de ingenieros D. Antonio Prieto Barrios, esta en posesión de diferentes Diplomas o Títulos que 
tienen alguna relación con el tema del artículo. 
Ha realizado diversos cursos impartidos en el actual Instituto de Historia y Cultura Militar como son los de 
Heráldica, Uniformología Militar Española y el de Introducción a la Historia Militar de España.
La acción de premiar a una persona o un colectivo es una muestra de reconocimiento 
por sus iguales o por una entidad superior. Esta acción se hace efectiva, entre otras 
formas, con un discurso, con un certificado o diploma o con una cruz o medalla. Si la 
elegida es esta última opción habrá de confeccionarse de forma que sea fácil distinguir 
y que el receptor pueda lucir orgullosamente.
Desde 1976 en que se reinicia la publicación del “Memorial del Arma de Ingenieros”, 
no ha sido frecuente encontrar reseñas sobre los premios y distinciones concedidos a 
unidades del arma.
Es cierto que se han publicado artículos sobre la Real y Militar Orden de San 
Fernando y el arma de ingenieros, obra del coronel Carrillo de Albornoz y Galbeño, 
así como otro del teniente coronel Ferrandis Poblaciones, centrado básicamente en 
la orden citada, con alguna referencia a otros premios. El general Quesada Gómez en 
su artículo de la “Gesta de los Zapadores” relaciona las recompensas que durante los 
primeros meses de la Guerra de la Independencia les fueron concedidos a los zapadores. 
Igualmente en los historiales de los Regimientos que el Memorial ha ido publicando, 
podemos encontrar noticia de las distinciones que se han concedido a las unidades del 
arma.
Por ello, es la intención de estas líneas complementar los citados trabajos, 
pero entendiendo la denominación premio, en el sentido más amplio de “galardón, 
recompensa o remuneración de méritos o servicios”, al hablar de los signos con los que 
se ha distinguido de alguna manera a los ingenieros militares españoles.
El artículo 8 del Reglamento primero, título VII de la Ordenanza del Cuerpo de 
Ingenieros publicada en 1803 establecía que “los individuos de este Cuerpo disfrutarán 
de todos los premios y recompensas generales establecidas, y que en adelante tenga 
Yo á bien establecer para mi Exército, obteniéndolos en los mismos términos que los 
demas de mis Tropas”.










Después de la Guerra de la Independencia se crean dos distinciones similares 
para premiar la conducta ejemplar tras la invasión napoleónica, que por una parte 
protagonizaron varios oficiales y tropa del Cuerpo de Ingenieros que abandonando 
Madrid se unieron al ejército de Andalucía y por otra los componentes del Regimiento 
Real de Zapadores Minadores que, huidos de Alcalá de Henares, se presentaron en 
Valencia y Zaragoza.
A los primeros les fue concedida en 1816 la “Cruz de la Fuga de Madrid” 1. Se trata 
de una cruz de cuatro brazos esmaltados en blanco, con una flor de lis entre ellos, y 
sobre el brazo superior un grupo de trofeos militares; su centro es un óvalo circular azul, 
con el lema en letras de oro “Por Fernando VII”; y en el reverso, que también es azul, 
pone “Madrid Año de 1808”. Se llevaba en el ojal de la casaca o chaqueta pendiente de 
cinta azul con filetes en los bordes de color blanco. 
A los del Regimiento, se les concedió primeramente un escudo de distinción que 
debían usar en el brazo izquierdo, y que en 1817 fue sustituido por la conocida como “Cruz 
de distinción de la Fuga de los Zapadores”2, que consta de cuatro brazos curvilíneos 
esmaltados en rojo y divididos por la mitad con un filete de oro, teniendo cada uno de 
ellos en sus extremos un pequeño triángulo isósceles, igualmente curvilíneo, esmaltado 
de azul cuya base es el extremo de cada brazo; las puntas de los brazos rematan en 
unos globitos de oro. En el centro, sobre unos montes, ondea una bandera con las tres 
letras Z. M. P., iniciales de zapadores, minadores, pontoneros, y en el cerco, sobre fondo 
blanco con letras negras, se lee la inscripción “Mi lealtad y valor te conservaron”. El 
reverso es igual y su centro, esmaltado de azul tiene el lema “Salida de los zapadores 
de Alcalá, mayo de 1808”. Sobre el brazo superior hay una corona real de oro de la 
cual sale una anilla para usarla pendiente de cinta encarnada. Existe otra cruz que en el 
anverso lleva la inscripción “La lealtad y el valor nos decidieron”, que sería para los que 
se incorporaron en Zaragoza.
De igual manera los componentes del Regimiento de Zapadores participaron en 
numerosas acciones en la Guerra de la Independencia, siendo acreedores, de forma 
individual a medallas, cruces y escudos de distinción de los que pueden destacarse 
los siguientes: Cruz de Alcolea, Cruz de distinción del Norte, Cruz del primer sitio de 
Zaragoza, Medalla de Bailén, Cruz del segundo sitio de Zaragoza, Cruz de la Batalla de 
Lugo, Cruz de Almonacid, Cruz de Ciudad Rodrigo, Cruz de Chiclana y Cruz de Tarifa.
En 1846, se decide premiar los trabajos (memorias escritas) que contribuyeran a 
la mayor y más inmediata utilidad para el servicio e instrucción del Cuerpo, siendo este 
el origen del “Concurso anual de premios”. Los premios consistían en dos medallas 
de oro, de valor de 6.000 reales cada una, que en 1847 se rebajan a una. En 1875 
se establece un accésit de medalla de plata y 500 pesetas en metálico. En 1890 se 
establece que los premios serían dos, el primero, una medalla de oro y 2.000 pesetas 
en metálico, y el segundo, una medalla de plata, de igual cuño que la de oro, y 1.000 
pesetas en metálico.
Con el mismo diseño se confeccionaron unas medallas de bronce de 56 milímetros 
de diámetro que se entregaron entre 1847 y 1890. El anverso lleva la efigie de la Reina 
Isabel II de perfil a la derecha y leyenda en torno “Isabel II. Reina de las Españas”. En 
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el reverso la inscripción “Cuerpo de Ingenieros del Ejército”, y en el centro una corona 
de laurel, dejando espacio para grabar el nombre del premiado, el objeto y el año del 
premio. Fueron grabadas en París hasta 1865 y a partir de esta fecha en Madrid.
No siendo estrictamente un premio, se acuñó, aprovechando los troqueles del 
anverso de la medalla anterior una “Medalla conmemorativa de la imposición de las 
corbatas de San Fernando en las banderas del Regimiento de Ingenieros”. Se trata de 
una medalla de cobre y de 56 milímetros de diámetro, grabada por Joseh Arnold Pingret 
en París. El anverso lleva la efigie de la Reina Isabel II de perfil a la derecha y leyenda 
alrededor “Isabel II. Reina de las Españas”. El reverso lleva la leyenda en diez líneas “En 
memoria / de los hechos heroicos / del Regimiento de Ingenieros / simbolizados / en las 
corbatas de la Orden Militar / de S. Fernando / obtenida / en juicio contradictorio / 21 
de setiembre / de 1847” y en la parte inferior dos ramas de laurel. Firmada en el anverso 
PINGRET F.
En 1881 se concede el denominado “Escudo de distinción de los ingenieros de 
Cataluña” por la ejemplar subordinación y disciplina de tres compañías, la quinta del 
primer batallón, de guarnición en Gerona, y la cuarta y quinta del segundo batallón 
en Barcelona en los hechos acaecidos en 1873 tras la proclamación de la Primera 
República 3. A los individuos que pertenecieron a estas compañías se le concedió un 
escudo bordado para llevar en el antebrazo izquierdo, en el que debajo del castillo con 
ramas de laurel se lee “Cataluña, 1873”.
Con ocasión del segundo centenario de la creación del Cuerpo de Ingenieros, 
se le concede la Gran Cruz de la “Orden civil de Alfonso XII”. Esta insignia es la que 
va unida al escudo del Cuerpo desde 19114. Esta orden civil se crea en 1902 para 
premiar los eminentes servicios prestados a la instrucción del país, creando, dotando o 
mejorando establecimientos de enseñanza o a los que hubieran contribuido al fomento 
de las ciencias, las letras, las artes y de sus aplicaciones prácticas.
Circunstancias menos felices son las que llevan a conseguir al Primer Regimiento 
de Zapadores la corbata de la “Orden civil de Beneficencia” en 1924, en recompensa 
de los servicios prestados por su batallón expedicionario al recoger y enterrar miles de 
cadáveres del Ejército de África en los territorios de Zeluán y Monte Arruit 5. 
El último premio genérico para unidades de Ingenieros es un distintivo especial 
creado para el personal del “Regimiento de Transmisiones de El Pardo” en 1943, que en 
los primeros días de la guerra civil se incorporó al ejército nacional 6. Dicho distintivo se 
llevaba en el antebrazo de la manga izquierda del uniforme. Basado en este distintivo, 
el 2 de junio de 1987 se aprobó su distintivo de destino, que hoy en día ostenta el 
Regimiento de Transmisiones 21.
Cuenta con otros premios, que tradicionalmente, y con motivo de la festividad del 
Patrón el día 30 de mayo, el general inspector, a propuesta de la Junta de Premios del 
Arma, concede al personal de Ingenieros destinado en unidades del arma.
Tienen por finalidad el fomento de la instrucción específica, prestar apoyo, 
reconocimiento y aprecio a quienes hayan sufrido lesiones en campaña, ejercicios o 










cualquier otro acto del servicio, premiar y estimular la buena conducta, subordinación 
y disciplina, y los trabajos que contribuyan a potenciar el prestigio del arma y de sus 
componentes.
Varios de estos premios son ciertamente antiguos, por lo que a lo largo de la historia 
se han modificado las bases por las que se regían, adaptándolos a las circunstancias 
del momento.
Desde 2009, y para mantener actualizado el reconocimiento y aprecio que estos 
premios han tenido entre los individuos del arma desde su fundación, se ha aumentado la 
escrupulosidad en la apreciación de los méritos de los candidatos, haciendo los premios 
más selectivos. Todas las propuestas deben incluir una declaración individualizada del 
jefe de la unidad de no tener sanciones anotadas ni procedimiento judicial abierto, en la 
fecha de remisión de las propuestas.
Si en su momento algunos de estos premios contaban con una dotación económica, 
actualmente ésta no se considera necesaria, aunque puede concederse con carácter 
excepcional.
Por su concesión, estos premios pueden considerarse anuales (Diruel, Marvá y 
Español Incógnito), periódicos (Ingeniero General Zarco del Valle) o por hechos puntuales 
(Español Benéfico y Vizconde de Eza).
El “Premio Español Incógnito” se crea en 1843 cuando un donante anónimo que se 
definió un español amante de su patria, y muy particularmente apasionado del Cuerpo 
de Ingenieros del Ejército, entregó una donación de 40.000 reales con la que se debía 
proceder de determinada forma 7. En origen para individuos de tropa, actualmente se 
concede a los suboficiales y tropa permanente que se hayan distinguido a lo largo carrera 
militar de forma constante en la instrucción específica y en las actividades propias del 
arma, en especial en escuelas teóricas y escuelas prácticas, y haber observado la más 
intachable conducta. Los Regimientos pueden proponer uno por batallón activado. Los 
batallones o unidades independientes, uno. En la propuesta ha de constar: empleo y 
nombre, currículum militar, años de servicio en la unidad (mínimo 24 meses), destinos 
ocupados y tiempo en cada uno, condecoraciones, con fecha, cursos realizados, 
misiones en el extranjero y justificación de la propuesta (ejercicios, maniobras, misiones 
en que ha participado, etc.).
La recompensa es un “Distintivo de Mérito” para llevar en la guerrera del uniforme 
por encima del distintivo de destino y un Diploma.
El distintivo consiste en una corona 8 de plata o de metal blanco, alusiva a las 
diversas especialidades, cuyos tres primeros modelos se adoptaron en 1849. A medida 
que se creaban nuevos servicios, fueron adoptándose otros diseños:
— Corona vallar, para zapador.
— Corona mural, para minador.
— Corona naval, para pontonero.
— Corona de oficios, para obrero de taller 9.
— Corona telegráfica, para telegrafía.
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— Corona aerostática, para el Servicio de Aerostación.
— Corona ferroviaria, para ferrocarriles.
— Corona topográfica10.
La corona vallar está formada por un cerco adornado con varias estacas 
representando una valla. La mural consiste en un cerco adornado con torres y murallas. 
La naval lleva tres mástiles cada uno de ellos con una vela henchida y dos anclas en los 
huecos. La de oficios es una panoplia de herramientas con un castillo encima, de metal 
blanco, y sobre todo las letras IM entrelazadas de color negro. La telegráfica lleva varios 
elementos de telegrafía, rayos, carretes, bornes, etc. La de aerostación un globo militar 
esférico con barquilla ascendiendo entre cuatro nubes que incorporan un ancla cada 
una. La ferroviaria una locomotora humeante entre nubes de vapor. De la topográfica, 
no ha sido posible encontrar referencia gráfica del modelo aprobado. 
De todas ellas sólo la vallar o mural es para ingenieros y la telegráfica es para 
transmisiones son las que se entregan actualmente 11.
El “Premio Gaspar Diruel” se crea en 185612. Actualmente se concede a la tropa 
que haya destacado por buena conducta, subordinación y exacto cumplimiento de la 
más rigurosa disciplina. Los regimientos pueden proponer uno por batallón activado. 
Los batallones o unidades independientes, uno. Se solicita un informe justificativo del 
jefe señalando los méritos del candidato, que deberá llevar al menos 18 meses en la 
unidad. La recompensa es un Diploma.
El “Premio Español Benéfico” se crea en 188413. Actualmente se concede a la tropa 
que haya padecido lesiones importantes el año anterior consecuencia de operaciones, 
accidente en maniobras o en acto de servicio. No existe limitación en el número de 
personas propuestas, siempre que reúnan las condiciones exigidas (puede quedar 
desierto). Se requiere un informe individualizado del jefe exponiendo las circunstancias 
que dan origen a la propuesta. La recompensa es un Diploma.
El “Premio Marvá” se destina a los componentes de la patrulla o equipo que haya 
destacado en el desarrollo de un tema de carácter específico de la unidad. Se podrá 
admitir en la patrulla algún miembro, que no sea su jefe, que tenga una especialidad 
distinta de las de ingenieros/transmisiones. Los regimientos pueden proponer una 
por batallón activado, y otro por batallón o unidad independiente. Para concederlo 
es necesario presentar un informe del jefe exponiendo con detalle las actividades 
realizadas por la patrulla, objetivos alcanzados, número de patrullas participantes, etc. 
La recompensa es un Diploma para cada componente (máximo un suboficial y ocho de 
tropa).
El “Premio Vizconde de Aza” se concede al oficial, suboficial o tropa que haya 
realizado alguna acción meritoria de especial relevancia, que sirva para potenciar el 
prestigio del Arma, con una influencia tanto en el ejército como en la sociedad. No hay 
limitación en el número de personas propuestas. Para la propuesta se ha de remitir 
un informe individualizado, firmado por el jefe, exponiendo las circunstancias que 
dan origen a la propuesta y se debe acompañar la obra o trabajo correspondiente. La 
recompensa es un Diploma.










El más reciente de los premios que continúa entregándose es el denominado 
“ingeniero general Zarco del Valle” creado en 1996 para recompensar a los cuadros de 
mando y militares profesionales de tropa permanentes de ingenieros o transmisiones 
que sobresalgan de forma excepcional por sus virtudes militares y capacidad 
profesional acreditadas por su prestigio, constante disponibilidad, dedicación y eficacia 
en el servicio. Se otorga con una periodicidad de cinco años, en conmemoración de 
su creación oficial el 17 de abril de 1711. Consiste en una representación escultórica 
del emblema del arma de ingenieros, en volumen, sobre una peana con la inscripción: 
PREMIO INGENIERO GENERAL ZARCO DEL VALLE AL (empleo y nombre), 17 DE 
ABRIL DE (año de la concesión)14.
Es necesario señalar otros premios, menos conocidos, y que han ido desapareciendo 
al disolverse las unidades que los entregaban o por extinción del capital legado para su 
entrega.
El Premio “Osma”, creado en 1891 para entregar a un soldado de la compañía 
de pontoneros, que se hubiese distinguido por su conducta, honradez, subordinación 
y disciplina, o por algún acto notable de abnegación. Se entregaba el 16 de junio de 
cada año, y consistía en una cantidad en metálico. El Archivo General Militar de Segovia 
(AGMS) conserva un expediente de este premio con concesiones hasta 192715.
El Premio “Coronel Mezquita”, establecido con el legado del coronel Vicente 
Mezquita Paus, para premiar la laboriosidad, celo, disciplina, amor al servicio y al 
trabajo de la mejor clase o soldado de la 2ª Compañía del Regimiento de Ingenieros nº 
1. Existen actas de propuestas entre 1912 y 1929. 
El Premio “San Fernando”, del que no consta su fecha de creación, pero del que 
existen actas entre 1916 y 1929.
El Premio “Lago de Lanzós”, creado en febrero de 1920, por deseo de la familia 
del fallecido capitán del cuerpo Víctor de Lago Lanzós y Díaz, con una donación en 
metálico para las clases e individuos de tropa que más se distinguieran por sus virtudes 
militares, celo y amor al servicio, disciplina, policía, conducta moral y profesional entre 
los componentes de la 1.ª Compañía del I Batallón del 2.º Regimiento de Zapadores 
Minadores y de la 3.ª Compañía del I Batallón del 1.º Regimiento de Zapadores Minadores.
El Premio “Vidal Ribas”, creado en 1923 y dotado con 20 pesetas para cabos y 
zapadores del 2.º Regimiento de Ferrocarriles 16. 
El Premio “Teniente Pascual Montañés”, creado en 1926. De carácter anual, se 
entregaba el día de San Fernando al recluta de la compañía de telégrafos del Grupo de 
Ingenieros de Menorca que hubiera alcanzado mayor instrucción en la clase técnica de 
telegrafía 17.
El Premio “General Güell”, creado en 1928 y a favor del sargento del 4.º Regimiento 
de Zapadores Minadores que más se hubiera distinguido cada año por su conducta 
militar y civil. La dotación era de 75 pesetas anuales 18.
DICIEMBRE 2012
125
El Premio “Ostáriz”, creado con carácter anual en 1928, para otorgar a las clases 
de tropa de primera categoría del batallón de Ingenieros de Melilla. Hay actas de los 
años 1928 y 192919.
El Premio “coronel Rojas”, creado en 1929 y dotado con 50 pesetas. De carácter 
anual, se entregaba al sargento, cabo o soldado del servicio de Aerostación que se 
distinguiera por su comportamiento y amor al mismo 20.
El Premio “capitán Mahou”, creado en 1948 para ser repartido en la festividad de 
San Fernando, entre las clases e individuos de tropa de ferrocarriles que más se hubieran 
distinguido por sus condiciones morales, militares y ferroviarias. Se distribuían tres 
premios anuales de igual cuantía para el personal de Tracción, Explotación (estaciones) 
y Explotación (trenes) 21.
El Premio “general Guzmán”, establecido en 1968 por el general Jesús Guzmán 
Reinshaw antiguo coronel del Regimiento de Mando y Servicios Especiales, para premiar 
al personal de dicha unidad, o de las que posteriormente se fuera transformando, que 
se hubiese distinguido por su buena conducta, subordinación y disciplina.
El Premio “coronel Albear”, para premiar anualmente al sargento, cabo o soldado 
de la guarnición de Barcelona.
El Premio “coronel Castro-Rial”, consta como creado en 1988.
Las señoras de los ingenieros militares, agrupadas en la asociación de Damas 
de San Fernando, vienen usando como distintivo desde 1922, una medalla de plata, 
pendiente de cinta púrpura. Se lució por primera vez en la misa del día de San Fernando, 
siendo el diseño obra del artista Joaquín G. Granda (Padre Granda S. J.)
En estas líneas se han desgranado numerosos premios, en sus más variadas 
vertientes, tratado de ponerlos en valor y describirlos. Algunos de ellos sobreviven hoy 
en día, con toda fuerza y vigor, pero otros han ido desapareciendo con los avatares de 
nuestro histórico cuerpo y arma que en 2011 celebró el tercer centenario de su creación.
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RESUMEN
Se trata de repasar los premios específicos de ingenieros, desde la guerra de la 
Independencia con tres cruces de distinción hasta el más reciente de “Ingeniero General 
Zarco del Valle”, sin olvidar los más tradicionales como el “Diruel”, “Marvá”, “Español 
Incógnito”, “Español Benéfico” y “Vizconde de Eza” y también dar a conocer otros 
casi desconocidos y ya desaparecidos como el “Osma”, “Teniente Pascual Montañés”, 
“Coronel Rojas”, “Vidal Ribas”, “General Güell” o “Capitán Mahou”. Y se cita igualmente 
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Medalla del Concurso Anual
Colección del autor (anverso y reverso)
Medalla conmemorativa de la imposición de las corbatas de la Orden de 
San Fernando
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Medalla de la asociación de Damas de San Fernando
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En las mangas de varios de los individuos se observa el uso de la corona del 
premio Español Incógnito. Regimiento Montado de Ingenieros. 
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1  Circular de 30 de mayo de 1816 (Gaceta de Madrid 84, del 6 de julio). Accediendo a la solicitud 
de varios oficiales del real cuerpo de Ingenieros de Ejército para usar la Cruz de distinción que obtuvieron 
por real orden de 22 de junio de 1815. Varios oficiales del real cuerpo de Ingenieros de ejército han 
hecho presente al Rey nuestro Señor que hallándose destinados en esta corte en 1808 se fugaron de 
ella, juntamente con el comandante general interino que era entonces del expresado cuerpo don Antonio 
Samper, y antes de la primera entrada del intruso, llevándose consigo la tropa de Zapadores que existía 
en esta capital con todo su armamento y vestuario, dirigiéndose reunidos al ejército de Andalucía para 
ser útiles en él, y tomar parte en la defensa de los sagrados derechos de la religión y del trono, venciendo 
las mayores dificultades y riesgos para conseguir su objeto; por todo lo cual han solicitado que para 
perpetuar la memoria de tan memorable servicio se les conceda poder usar de una cruz de distinción, 
como la que obtuvieron por real orden de 22 de junio de 1815 las tropas que se fugaron de Portugal, con 
las variaciones que han propuesto; y S. M. en vista de la consideración que le merecen el patriotismo y 
adhesión a la justa causa que han manifestado estos beneméritos oficiales con la referida fuga, se ha 
servido acceder a su solicitud, permitiéndoles el que puedan usar de la referida cruz de distinción, igual a 
la que se concedió a las tropas que en aquella época se fugaron de Portugal para tomar las armas en la 
península, con la diferencia de que en el reverso de ella se ponga MADRID 1808 en lugar de PORTUGAL 
1808 que tiene aquella, y que la cinta de que ha de pender sea azul con cantos blancos, en lugar de 
blanca con cantos azules; y al mismo tiempo ha resuelto S. M. que esta gracia sea extensiva a todos los 
oficiales que se fugaron de esta capital desde el referido dos de mayo de 1808 hasta el día anterior al de 
la primera salida del intruso de ella, pues que todos contrajeron un particular mérito, y dieron pruebas del 
horror con que miraban la violencia cometida con su real persona, y el ansia que les asistía de unirse a los 
ejércitos, y tomar las armas por vengarla; cuyo distintivo podrán usar luego que, precedidas las debidas 
justificaciones de su derecho ante la junta de Revalidación de empleos y grados militares, las remitirán a 
la secretaría del despacho de mi cargo, y obtendrán en consecuencia los correspondientes diplomas.
2  Real orden de 1 de octubre de 1817, comunicando la concesión de la Cruz de la fuga de los 
Zapadores. El Rey quiere que V. E. me remita una relación de los oficiales del Real Cuerpo de Ingenieros, 
Sargentos, Cabos, Tambores y Soldados del Regimiento Real de Zapadores que al principio de la revolución 
se fugaron de Alcalá, y salvando la bandera, armas, municiones y caja militar, se presentaron al capitán 
general del reino de Valencia, a fin de que con arreglo a ella se les puedan expedir los correspondientes 
diplomas para el uso de la Cruz que por dicha acción se ha dignado S. M. concederles.
3  Real orden de 8 de febrero de 1881 (CL 58), concediendo un escudo de distinción a los ingenieros 
que prestaron sus servicios en Cataluña en 1873, por su ejemplar subordinación y disciplina. En vista 
de las comunicaciones de V. E. de 12 de noviembre próximo pasado y 12 de enero último, haciendo una 
reseña de los servicios prestados por las tres compañías de Ingenieros que se hallaron en Cataluña en 
1873, y enalteciendo su acrisolada subordinación y disciplina, que supieron conservar a pesar de los 
desastrosos ejemplos que a cada paso se les presentaban, y proponiendo una distinción para los oficiales 
y tropa que de dicha fuerza existen en el servicio, S. M. el rey (q. D. g.), se ha servido conceder un escudo 
de distinción, según el modelo adjunto, que llevarán bordado en el antebrazo izquierdo los individuos que 
pertenecieron a las expresadas compañías que aún sirven en el Ejército, a fin de que al mismo tiempo 
que sea un testimonio honorífico de las virtudes militares, sirva también de honroso estímulo a todos 
sus compañeros el levantado ejemplo de dichas compañías, que la ha hecho dignas de tan señalada 
distinción.
4  Real orden circular de 25 de octubre de 1911 (CL 197), disponiendo que la Gran Cruz de la 
Orden civil de Alfonso XII, concedida al cuerpo de Ingenieros del Ejército, figure adicionada al escudo de 
dicho cuerpo en los casos que se detallan. Concedida al cuerpo de Ingenieros del Ejército, con motivo 
del segundo centenario de su creación, por real decreto de 21 de abril último (DO 90), la Gran Cruz de la 
Orden civil de Alfonso XII, cuya insignia ha de adicionarse al escudo de dicho cuerpo, el Rey (q. D. g.), ha 
tenido a bien disponer que la referida insignia figure, en la forma que expresa el dibujo que se acompaña, 
en los siguientes casos: 1.º En los membretes del papel para los escritos oficiales. 2.° En los sellos de 
todas las dependencias del cuerpo, en sustitución del actual emblema. 3.° En las cajas y carruajes del 
material del cuerpo. 4.° En los edificios afectos al servicio del mismo. 5.º En los emblemas de las moharras 
de las banderas y estandartes del citado cuerpo de Ingenieros.
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5  Real orden circular de 30 de enero de 1924 (CL 48), autorizando al primer regimiento de 
Zapadores para ostentar en su bandera la corbata con el distintivo de la Orden civil de Beneficencia que 
se indica. Concedida por real decreto de 5 de diciembre próximo pasado (Gaceta de Madrid número 
341), al batallón expedicionario del primer regimiento de Zapadores Minadores, la Gran Cruz de la 
Orden Civil de Beneficencia con distintivo blanco, por los meritísimos servicios prestados con verdadera 
abnegación, humanidad y altruismo, recogiendo y enterrando sin elementos suficientes para ello más 
de 3500 cadáveres pertenecientes al Ejército de África en los territorios de Zeluán y Monte Arruit, y con 
objeto de que se patentice distinción tan preciada, el Rey (q. D. g.) se ha servido disponer que la bandera 
del mencionado regimiento ostente la corbata que se describe a continuación. Será de cinta, de seis 
centímetros de anchura, de fondo morado, con una franja blanca de nueve milímetros, próxima a cada uno 
de los bordes; tendrá dos caídas de cincuenta centímetros de longitud, terminadas con fleco de oro, y en 
una de ellas llevará prendido el distintivo, cuyo dibujo se acompaña.
6  Decreto de 21 de diciembre de 1943 (CL 186), creando un distintivo especial para el personal 
del Regimiento de Transmisiones, de guarnición en El Pardo, que se incorporó a la Zona Nacional en 
la madrugada del día 21 de julio de 1936. Para perpetuar la gesta del Regimiento de Transmisiones 
de guarnición en El Pardo, que en la madrugada del día veintiuno de julio de mil novecientos treinta y 
seis, y después de rendidas las fuerzas de Madrid, se incorporó a la Zona Nacional en San Ildefonso y 
Segovia, dando ejemplo de lealtad para la causa de España, a propuesta del Ministro del Ejército y previa 
deliberación del Consejo de Ministros, dispongo: Artículo primero. Se crea un distintivo especial para 
premiar a todo el personal que intervino en la gesta de referencia. Artículo segundo. Se autoriza el Ministro 
del Ejército para dictar las disposiciones necesarias para el desarrollo de lo dispuesto.
Orden de 5 de enero de 1944 (CL 3), instrucciones para cumplimentar el decreto de 21 de diciembre de 
1943 (CL 186) sobre uso del distintivo creado para el personal, que del Regimiento de Transmisiones, 
de guarnición en El Pardo, se incorporó a la zona nacional el 21 de julio de 1936. Para cumplimiento del 
artículo segundo del decreto de 21 de diciembre último por el que se crea un distintivo especial para el 
personal del Regimiento de Transmisiones de guarnición en El Pardo, que se incorporó a la zona nacional 
el 21 de julio de 1936, se dispone lo siguiente: Artículo 1.º Tendrá derecho al uso del citado distintivo, 
previa información del jefe del mencionado Cuerpo, todo el personal de jefes, oficiales, suboficiales, 
asimilados e individuos de tropa, que en la fecha de referencia pertenecía a la plantilla del Regimiento de 
Transmisiones o figuraba agregado al mismo y tomó parte en la gesta realizada por dicho Regimiento. 
Las instancias informadas en la forma dispuesta serán cursadas a este Ministerio (Dirección General de 
Reclutamiento y Personal) para resolución. Artículo 2.º El distintivo creado, cuyo diseño se publica, será 
bordado en oro y seda para jefes, oficiales, suboficiales y asimilados y en estambre para la tropa y se 
llevará en el antebrazo de la manga izquierda del uniforme, con las mismas dimensiones del distintivo de 
la Medalla Militar colectiva.
7  Se trataba de varias condiciones, por ejemplo: que nunca se supiera quien había sido el donante, 
que el dinero se invertiría en fondos públicos, los más seguros que hubiera, los intereses se destinarían 
al fomento de la instrucción y buen nombre del Cuerpo, la mitad de los intereses serían para la Academia 
y la otra mitad para el Regimiento. Con la mitad de la Academia se proveerá la suscripción de periódicos 
científicos y militares europeos, obligándose a difundir estas adquisiciones al menos una vez al año, 
para general conocimiento de todos los oficiales. Con la mitad destinada al Regimiento se premiará a 
aquellos individuos, de sargento primero a soldado, que además de haber acreditado su buena conducta 
y honradez, se hubieran distinguido en las escuelas teóricas y muy particularmente en las prácticas, etc.
8  Es posible se tomara modelo y referencia de las legiones romanas que, entre otros, tenían como 
premios coronas con varios diseños: Corona Obsidionalis, hecha con manojos de hierba, concedida al 
que con su acción individual salvaba de la destrucción a una legión. Corona Cívica, hecha con hojas 
de roble, concedida al que salvara en plena batalla la vida de un ciudadano romano siendo la máxima 
condecoración al valor personal. Corona Muralis, de oro, concedida al primer soldado que ponía el pie en 
la cima de la muralla enemiga durante un asedio. Corona Vallaris, de oro, concedida al primer soldado 
que asaltaba la empalizada de un campamento enemigo. Corona Navalis, de oro, concedida al cónsul que 
capturase una nave enemiga en batalla naval.
9  Reglamento de la Compañía de Obreros de Ingenieros. Artículo 39 de la Real Orden de 5 de julio 
de 1899 (CL 135. Apéndice 4).










10  Reglas para la administración del premio Español Incógnito, aprobadas por la Junta Administradora 
en sesión de 30 de diciembre de 1909 y por la Sección de Ingenieros del Ministerio de la Guerra el 
24 de febrero de 1910. Definen el distintivo como “una corona de plata, que el agraciado llevará en el 
brazo derecho del capote o guerrera, colocado a diez centímetros, como máximo, por bajo de la costura 
del hombro, y encima, precisamente, de toda otra insignia que haya de ostentarse en el mismo brazo”. 
Igualmente se dice: ”Las coronas, que tendrán un dibujo apropiado según los troqueles existentes, serán: 
vallar, para los ejercicios de zapadores; mural, para los de minas; naval, para los de puentes, tanto 
reglamentarios como de circunstancias; y telegráfica, ferroviaria, aeronáutica o topográfica para estos 
especiales servicios”.
11  Las reglas de 1910 establecían que el individuo que durante cuatro épocas de asistencia 
consecutiva a las escuelas prácticas anuales se hubiera hecho acreedor al premio, usaría la misma 
corona, sobredorada, con aumento de la gratificación económica. Actualmente, el premio no se concede 
a quien lo haya recibido anteriormente.
12  Circular de 23 de noviembre de 1856. Toma el nombre del teniente general Gaspar Diruel, coronel 
que fue del Regimiento de Ingenieros entre 1815 y 1820. A su muerte en 1854 donó 40000 reales al 
regimiento, de forma que los intereses generados sirvieran como premio.
13  Reglas de 15 de junio de 1884. Proviene de un donativo de 50.000 pesetas hecho al Cuerpo de 
Ingenieros el 5 de mayo de 1883, a nombre de “Un Español Benéfico”.
14  Se inserta únicamente lo que afecta a este premio. Orden Ministerial 152/1996, de 19 de 
septiembre, por la que se instituye el premio «Ingeniero General Zarco del Valle» derogada por la Orden 
Ministerial número 14/2003, de 7 de febrero, por la que se unifican las órdenes ministeriales por las que 
se instituyeron los premios […] e Ingeniero General Zarco del Valle […] (BOD 32). Para recompensar de 
forma relevante a los Cuadros de Mando y a los citados Militares Profesionales de Tropa que sobresalgan 
de forma excepcional por sus virtudes militares y capacidad profesional acreditadas por su prestigio, 
constante disponibilidad, dedicación y eficacia en el servicio, procede la institución de unos premios que, 
con carácter periódico, sirvan al propósito de tal distinción individual, para estímulo y satisfacción general 
de los componentes del Ejército de Tierra […] Se otorgarán, con una periodicidad de cinco años, los 
siguientes premios a los componentes del Ejército de Tierra, de acuerdo con lo indicado en el apartado 
segundo de esta disposición, que en mayor medida hayan destacado según las condiciones especificadas 
en el preámbulo: 4. «Ingeniero General Zarco del Valle» en recuerdo del Ingeniero General don Antonio 
Remón Zarco del Valle (1785-1866), distinguido en numerosas acciones de guerra y gran renovador 
del entonces Cuerpo de Ingenieros, en conmemoración de su creación oficial el 17 de abril de 1711, 
para Ingenieros […] Tercero. Los premios podrán declararse desiertos y no se concederán dos veces 
a la misma persona. Cuarto. Los premios se entregarán preferentemente en las fechas que se citan y 
consistirán en: […] 4. «Ingeniero General Zarco del Valle», representación escultórica del emblema del 
Arma de Ingenieros, en volumen, sobre una peana con la inscripción: «Premio Ingeniero General Zarco 
del Valle al (empleo y nombre), 17 de abril de (año de la concesión)».
15  Toma el nombre del coronel de ingenieros Francisco de Osma y Ramírez de Arellano, capitán de 
la primera compañía del primer Batallón de Ingenieros (después Regimiento de Pontoneros) quien a su 
muerte en 1891 legó un capital, cuyos intereses servirían de premio. AGMS. Sección 2ª. División 12ª. 
Legajo 128.
16  Real orden de 7 de mayo de 1923 (DO 101). El Rey (q. D. g.) ha tenido a bien disponer que 
los premios otorgados por el alférez de complemento de Ingenieros D. Emilio Vidal Rivas y Güell se 
sujeten a las siguientes reglas: 1.ª La institución del premio se denominará «Vidal Ribas», y constará de 
los siguientes: a) Un premio de 100 pesetas para el soldado o clase del 2º regimiento de Ferrocarriles, 
sin excluir la primera compañía de prácticas, que habiendo observado intachable conducta y juicio de 
sus jefes se haya distinguido por trabajos ferroviarios efectuados en campaña o en movilización, o por 
sus servicios ferroviarios como agente militar en prácticas, en las empresas de ferrocarriles. b) Cuatro 
premios, de 25 pesetas cada uno, para las cuatro clases o soldados de la primera compañía en prácticas 
del propio regimiento que más se hayan distinguido en sus servicios ferroviarios como agentes militares 
[ilegible] soldados o clases del 4.° regimiento de Zapadores Minadores, que habiendo observado 
inmejorable conducta, más se hubieran distinguido a juicio de sus jefes, en trabajos de campaña, en 
escuelas prácticas o por el cumplimiento del deber militar. c) Un premio de 25 pesetas para el soldado o 
clase de las tropas del Centro Electrotécnico y de Comunicaciones, que prestan servicio en Barcelona, 
DICIEMBRE 2012
135
que por su conducta, y a juicio de sus jefes, más se haya distinguido en los trabajos profesionales. En 
todos los casos será siempre preferido el soldado o clase que por cualquier motivo haya realizado algún 
acto de heroísmo. 2.ª El reparto de estos premios se efectuará el días de San Fernando, en el cuartel del 
2.° regimiento de Ferrocarriles, para el soldado o clase de este regimiento, y en el cuartel de Atarazanas 
de Barcelona, por ser el que ocupa el cuarto regimiento de Zapadores minadores, para todos los demás 
que residan en Barcelona, incluso para los de la primera compañía en prácticas del segundo regimiento 
de Ferrocarriles, dando conocimiento al donante, de los nombres de los agraciados y subsistiendo en igual 
forma en los años sucesivos, hasta que el donante notifique alguna modificación, lo que verificará con 
la necesaria antelación. 3.ª Cada año, a partir del actual, y con anterioridad al día 15 de abril del mismo, 
el donante entregará al cuarto regimiento de Zapadores Minadores, la cantidad de 300 pesetas a que 
asciende el importe total de los premios instituidos, cuyo Coronel remitirá a los demás cuerpos la cantidad 
que a cada uno le corresponda. 4.ª Los primeros jefes de los cuerpos respectivos, reunirán en Junta, bajo 
su presidencia, a los jefes y capitanes de los mismos, antes del día 15 de mayo, formulando acta de la 
misma, en la que determinarán las clases y soldados a los que deben otorgarse los premios respectivos. 
5.ª Aprobadas las actas por los comandantes generales de Ingenieros de las regiones donde residan los 
cuerpos o por el General jefe del Servicio militar de Ferrocarriles, según de quien dependan lo mismos, se 
procederá a su distribución en la forma indicada en la regla segunda. 6.ª Una vez distribuidos los premios, 
se remitirá a la sección de Ingenieros de este Ministerio, por conducto de las autoridades mencionadas 
en la regla quinta, copia de las actas de adjudicación y noticia de haber sido entregados los premios, 
comunicándolo dicha Sección al Comandante general de Ingenieros de la primera región corno presidente 
de la junta administradora de premios legados a las tropas de Ingenieros, para su conocimiento y que 
comunique al donante, alférez Vidal Ribas, el nombre de los agraciados, según dispone la regla segunda.
AGMS. Sección 2ª. División 12ª. Legajo 128.
17  Real orden circular de 21 de agosto de 1926 (DO 188). Para perpetuar la memoria del teniente de 
Ingenieros D. Joaquín Pascual Montañés, muerto gloriosamente por la Patria en los campos de Azgar Axdir 
(Alhucemas) el día 8 de mayo de 1926, se instituye un premio anual para los soldados de Ingenieros que 
se titulará del teniente Pascual Montañés, y que se constituirá con los intereses que produzca una lámina, 
serie B, de 2500 pesetas nominales, de la Deuda perpetua al 4 por 100 Interior, que habrá de ajustarse 
para su adjudicación a las bases siguientes: Primera. La lámina de 2.500 pesetas, letra B, de la Deuda 
perpetua Interior, se depositará en la Caja del Grupo de Ingenieros de Menorca, cuya entidad realizará 
el cobro de los intereses y su adjudicación, que será resuelta por el ingeniero comandante de Menorca y 
jefes y oficiales del mencionado Grupo, los cuales tendrán en cuenta que es condición indispensable que 
el agraciado observe buena conducta militar y privada. Segunda. Este premio, que se entregará el día de 
San Fernando, lo percibirá el recluta de la compañía de Telégrafos del Grupo de Ingenieros de Menorca 
que haya alcanzado mayor instrucción en la clase técnica de telegrafía. Tercera. Siendo los reclutas del 
reemplazo de 1924 los primeros que instruyó el teniente Pascual Montañés, mientras este reemplazo esté 
en filas a él se destinará el premio, que percibirá el más apto, en el concepto técnico, como telegrafista. 
Cuarta. El correspondiente al de San Fernando de 1926, ya pasado, y para el cual se entregaron en 
metálico los intereses de un año, lo percibirá el que obtuvo del mencionado teniente la calificación más 
elevada, y si hubo varios con la misma, se repartirá entre todos. Los incidentes que puedan presentarse, 
así como la forma de entrega del premio, ya en metálico o en cartilla de la Caja Postal de Ahorros, o 
en forma mixta, serán resueltos por el ingeniero comandante de Menorca y jefes y oficiales del Grupo 
de Ingenieros, y tendrán en cuenta que, es condición indispensable que el agraciado observe buena 
conducta militar y privada. Quinta. Si desapareciera por cambios de organización el Grupo de Ingenieros 
de Menorca, el premio se destinará a la unidad, precisamente de Ingenieros, del Ejército, que preste el 
servicio del actual, y si llegara a la desaparición Absoluta de los Ingenieros, resolverá lo conveniente la 
Junta que atiende a los de Español Incógnito y Diruel, pero siempre teniendo en cuenta la idea que ha 
presidido a la institución de éste.
AGMS. Sección 2ª. División 12ª. Legajo 128.
18  Real orden circular de 7 de diciembre de 1928 (DO 272). En vista del escrito del Capitán general de 
la cuarta región, con el que cursa instancia del General de brigada D. Ildefonso Güell y Arqués, Inspector 
general de las tropas y servicios de Ingenieros de la misma, solicitando autorización para instituir, a sus 
expensas, un premio anual, con la denominación “Premio General Güell”, de importe de 75 pesetas, a 
favor del sargento del cuarto regimiento de Zapadores Minadores que más se distinga cada año por su 
conducta militar y civil, el Rey (q. D. g.) ha tenido a bien acceder a los deseos del recurrente; debiéndose 
ajustar, para la adjudicación del citado premio, a las bases que se expresan a continuación. Es asimismo 
la voluntad de S. M. se den las gracias en su Real nombre al interesado, por su noble y altruista proceder 










que patentiza su acendrado amor al Ejército. Bases que se citan. 1.ª Con la renta anual de tres títulos de 
500 pesetas nominales de la Deuda amortizable al 5 por 100 libre de impuestos, donados por el General 
de brigada D. Ildefonso Güell y Arqués, se instituye un premio denominado “Premio General Güell”, que 
se adjudicará al sargento del cuarto regimiento de Zapadores Minadores que más se haya distinguido en 
el año por su buena conducta militar y civil. 2.ª En la primera quincena del mes de abril de cada año y 
presidida por su coronel, se reunirá la Junta de jefes y capitanes del citado regimiento, para la designación 
del sargento que considere acreedor al premio, redactándose propuesta, que se cursará en duplicado 
ejemplar, para su aprobación al General Jefe de la Sección de Ingenieros del Ministerio del Ejército, quien, 
una vez aprobada, devolverá un ejemplar al Cuerpo y remitirá el duplicado al Inspector general de las 
tropas y servicios de Ingenieros de la primera región, Presidente de la Junta administradora de los premios 
legados a las tropas de Ingenieros. 3.ª El premio será entregado el día de la festividad de San Fernando, 
Patrón del Cuerpo de Ingenieros, en presencia de los demás sargentos del regimiento, haciéndolo constar 
en la orden del mismo, para la debida ejemplaridad y estímulo. 4.ª El sargento que se designe como 
acreedor al premio, ha de tener un año de antigüedad, por lo menos, en la fecha de la propuesta, y sólo 
en algún caso excepcional y por circunstancias muy notorias, podrá ser designado por segunda vez el 
mismo sargento. 5.ª Los títulos de la Deuda amortizable con cuya renta se instituye este premio, serán 
depositados en la caja del regimiento, encargándose ésta de efectuar, oportunamente, el cobro de la 
renta. 6.ª A los sargentos que se les adjudique el premio se les estampará en su la nota correspondiente. 
7.ª Los incidentes que pudieran presentarse en el porvenir, relativos a la aplicación de estas bases y 
motivados algún cambio de la organización actual de las tropas de Ingenieros, serán resueltos por este 
Ministerio a propuesta de la Junta administradora antes mencionada.
AGMS. Sección 2ª. División 12ª. Legajo 128.
19  Real orden circular de 15 de junio de 1928 (DO 133). Para perpetuar la memoria del capitán de 
Ingenieros, muerto gloriosamente en África, don Luis Ostáriz Ferrándiz y accediendo a la iniciativa de los 
suboficiales y sargentos del batallón de Ingenieros de Melilla, el Rey (q. D. g.) ha tenido a bien disponer 
se instituya un premio anual que se titulará “Premio Ostáriz”, para las clases de tropa de primera categoría 
que se haga acreedor a ello, con arreglo a las bases que se incluyen a continuación; constituyéndose 
dicho premio con los intereses de tres títulos de la Deuda interior perpetua, al cuatro por ciento anual 
y donados con este fin por las clases de tropa de segunda categoría del citado batallón de Ingenieros. 
Bases que se citan: 1.ª Capital. El capital para este premio dicho premio lo constituyen tres títulos de la 
Deuda interior perpetua, al 4 por 100 de un valor nominal de 500 pesetas cada uno, adquiridos por las 
clases de tropa de segunda categoría del batallón de Ingenieros de Melilla, que quedarán depositados 
en la caja del mismo. 2.ª Objeto del premio. Perpetuar la memoria del capitán de Ingenieros don Luis 
Ostáriz Ferrándiz. 3.ª Cuantía del premio. Los intereses de los títulos citados. 4.ª Del premio. a) Será uno 
anual. b) Se otorgará entre las clases de tropa de primera categoría del actual batallón de Ingenieros de 
Melilla. Caso de reorganización, entre las del Cuerpo que con cualquier denominación le sustituya en esta 
circunscripción. De haber un solo organismo de Ingenieros en el Protectorado español, entre sus clases 
de primera categoría, y de no quedar fuerzas de Cuerpo en el mismo, entre las de aquel en la Península 
en el que causará alta en su plana mayor. c) Serán méritos, por orden de preferencia para su adjudicación: 
1.º El acto valor consciente y sereno, ya en acción de guerra, ya en función del servicio o del trabajo. 2.º 
Aquél en que se demuestre abnegación y altruismo. 3.º En el que se destaque el buen espíritu militar. 
5.ª De la adjudicación. Los comandantes de unidades harán propuesta por escrito al primer jefe en la 
primera quincena del mes de abril de cada año, de un individuo de la citada clase, con amplia exposición 
de méritos. La junta de jefes y capitanes determinará al que entre los propuestos sean con más títulos, 
acreedor al galardón, no siendo incompatible este premio con los actuales o que posteriormente puedan 
instituirse para las citadas clases, remitiendo el acta para su aprobación al general jefe de la sección de 
Ingenieros del Ministerio de la Guerra. 6.ª De la entrega. En la festividad del glorioso Patrón, entregándose 
al individuo que se lo adjudique, el diploma correspondiente, y se le estampará en su filiación una nota que 
exprese el hecho y día en que se le concedió, para que de este modo conserve siempre el recuerdo del 
capitán Ostáriz, cuya memoria se perpetúa con este premio, y de la generosa iniciativa de los suboficiales 
y sargentos de Ingenieros que lo hayan fundado.
20  Real orden circular de 9 de diciembre de 1929 (CL 333). En vista del escrito del Capitán general de 
quinta región, con el que cursa instancia de doña Carmen Guisado Rojas, vecina de Guadalajara, viuda del 
coronel de Ingenieros D. Francisco de Paula Rojas Rubio, solicita autorización para instituir a su expensa 
un premio anual con la denominación «Premio Coronel Rojas», de un importe de 50 pesetas, a favor del 
sargento, cabo o soldado del Servicio de Aerostación que se distinga cada año por su comportamiento 
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y amor al mismo, el Rey (q. D. g.) ha tenido a bien acceder a los deseos de la recurrente, debiéndose 
atener para la adjudicación del citado premio a las bases que se expresan a continuación. Es asimismo la 
voluntad de S. M. se den las gracias en su Real nombre a la interesada por su noble y altruista proceder, 
que patentiza su acendrado amor al Ejército. Bases que se citan: 1.ª Con la renta anual de un capital 
nominal de mil pesetas en títulos de la Deuda amortizable del Estado al 5 por 100, libre de impuestos, 
donados por doña Carmen Guisado Rojas, viuda del coronel de Ingenieros D. Francisco de Paula Rojas 
Rubio, se instituye el premio denominado «Premio Coronel Rojas», que se adjudicará al sargento del 
Servicio de Aerostación que más se haya distinguido en el año de funciones aerosteras y por su buen 
comportamiento y amor al servicio. 2.ª En el caso de que durante el año ocurriese algún accidente, bien 
de guerra o aerostero, al personal del Servicio de Aerostación podrá concederse el premio al sargento, 
cabo o soldado que por su buen comportamiento se hubiera hecho acreedor al mismo. 3.ª Podrá también 
otorgarse el Premio al cabo o soldado en caso notorio y extraordinario. 4.ª En la primera decena del mes 
de noviembre de cada año, y presidida por su coronel, se reunirá la Junta de jefes y capitanes del Servicio 
de Aerostación para la designación del sargento cabo o soldado del mismo, que se considere acreedor 
al premio como comprendido en alguna de las tres bases anteriores formando parte de dicha Junta, 
además del personal citado, un oficial de cada unidad cuando se trate de aplicar al caso a que se refiere 
la base tercera. Dicha Junta redactará la correspondiente propuesta, que cursará en duplicado ejemplar 
para su aprobación, al General jefe de la Secciónde Ingenieros del Ministerio del Ejército, quien, una vez 
aprobada, devolverá un ejemplar al Servicio y remitirá el duplicado al Inspector general de las tropas y 
servicios de Ingenieros de la primera región, como Presidente de la Junta administradora de los premios 
legados a las tropas de Ingenieros. 5.ª El premio será entregado el día de la festividad de Nuestra Señora 
de Loreto, Patrona de la Aeronáutica Militar, en presencia de la tropa, formada, haciéndolo constar en 
la orden del Servicio, para la debida ejemplaridad y estímulo.6.ª El sargento que se designe acreedor al 
premio, como comprendido en la primera de estas bases, ha de tener un año de antigüedad, por lo menos, 
en la fecha de la propuesta, y sólo en algún caso excepcional y por circunstancias muy notorias podrá ser 
designado por segunda vez el mismo sargento.7.ª Los títulos de la Deuda amortizable con cuya renta se 
instituye este premio serán depositados en la Caja del Servicio, encargándose ésta de efectuar el cobro 
de la renta.8.ª A Los agraciados con el premio se les estampará en su filiación la nota correspondiente.9.ª 
Los incidentes que pudieran presentarse en el porvenir relativos a la aplicación de estas bases, motivados 
tanto por la variación que pudiera tener la renta, como por algún cambio en la organización actual de las 
tropas de Ingenieros, serán resueltos por este Ministerio, a propuesta de la Junta Administradora antes 
mencionada.
21  Orden de 24 de junio de 1948 (CL 79). Donación de 11.000 pesetas por el capitán de la Escala 
complementaria de Ingenieros D. Carlos Mahou de la Fuente, para la institución del «Premio Capitán 
Mahou», y con los intereses de dicha cantidad instituir tres premios que se repartirán el día de la festividad 
de San Fernando entre las clases e individuos de tropa, con arreglo a las bases que se cita. El Capitán 
de la Escala de complemento de Ingenieros D. Carlos Mahou de la Fuente, hace donación de once mil 
pesetas, para con los intereses de dicha cantidad instituir tres premios que se titularán del «Premios 
Capitán Mahou» y que se repartirán el día de la festividad de San Fernando, entre las clases e individuos 
de tropa, que llenen las condiciones que se citan en las bases siguientes Bases: Primera. Con los títulos 
del Estado representativos de la suma de once mil pesetas efectivas, se constituirá una inscripción 
nominativa e intransferible de la cantidad que representa a favor del señor coronel jefe del Servicio Militar 
de Ferrocarriles. Segunda. Este capital no podrá enajenarse en ningún tiempo, bajo motivo ni pretexto 
alguno. Tercera. Si la Jefatura del Servicio Militar de Ferrocarriles fuera suprimida u organizada de manera 
esencialmente distinta de la actual, el último jefe de dicho Servicio que rija el referido Servicio con la actual 
organización, dispondrá lo conveniente para la forma en que a consecuencia de ello se administre dicho 
capital, teniendo en cuenta en dicha disposición que deberá continuar siendo destinado para el mismo fin 
para el que ha sido creado y con el mismo espíritu que preside estas bases. Cuarta. La renta del capital se 
empleará en premios a Clases e individuos de Tropa que, siendo Agentes en Prácticas de Ferrocarriles, 
estén sujetos a los convenios que para efectuar las mismas existen concertados entre el Servicio Militar 
de Ferrocarriles por un lado y la Red Nacional de Ferrocarriles y otras Compañías por otro, más se hayan 
distinguido por sus condiciones morales, militares y ferroviarias, distribuyéndose tres premios anuales de 
igual cuantía para el personal de Tracción, Explotación (Estaciones) y Explotación (Trenes). Quinta. La 
renta antedicha se empleará anualmente en los que expresa la regla anterior sin que pudiera dársele otro 
destino distinto y sin que bajo ningún concepto deje de cumplimentarse. Sexta. A las clases e individuos 
que se les adjudiquen los premios de referencia, se les estampará en su filiación una nota que exprese 
claramente las circunstancias porque se les concede, u otros detalles que se consideren pertinentes, para 










que de este modo conserve siempre el recuerdo de la acción del generoso donante. Séptima. Todas las 
demás reglas que exijan el cumplimiento de la anteriores bases, quedan a cargo de la Junta Administrativa 
de dicho premio que se nombre, la cual será constituida por el jefe del Servicio Militar de Ferrocarriles, 
como Presidente; por los primeros jefes de las Agrupaciones de Batallones de Movilización y Prácticas de 
Ferrocarriles y de Zapadores Ferroviarios, como Vocales, y como Secretario, el que lo ejerza en la Jefatura 
del Servicio Militar de Ferrocarriles.
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INGENIEROS EN FERNANDO POO (1859-1869). 
LA CONSTRUCCIÓN DE UNA COLONIA.
D. Javier de Granda Orive
RESEÑA BIOGRÁFICA DEL AUTOR
Licenciado en Derecho por la Universidad Autónoma de Madrid. Empleado municipal de la Fundación 
Municipal de Cultura del Ayuntamiento de Gijón (Asturias). Aficionado a la historia militar española 
colabora, desde 2009, en diversas publicaciones del Ministerio de Defensa. 
1.- INTRODUCCIÓN
En 1777 España y Portugal firman el Tratado preliminar de límites de San Ildefonso, 
ampliado en 1778 por el Tratado de El Pardo, por los cuales Portugal cedía a España 
las islas de Fernando Poo y Annobón y determinados derechos en la parte del litoral 
continental comprendida entre el cabo Formoso y el cabo López. 
Tras una primera y calamitosa expedición (conde de Argelejo, 1778-1783) y un 
intento frustrado de anexión de Fernando Poo por Gran Bretaña (1827-1833), las 
expediciones de Lerena (1843) y Manterola (1845) imponen la soberanía de España 
sobre las islas. 
En 1858 para ejercer nuestro dominio de hecho 
sobre estas posesiones se organiza una expedición, 
la más numerosa hasta entonces, mandada por el 
capitán de fragata Carlos Chacón Michelena, comandante del vapor “Vasco Núñez de 
Balboa” y primer Gobernador efectivo de la colonia.
El 19 de abril de 1858 partía de Cádiz el vapor seguido, días después, por el bergantín 
“Gravina”, la goleta “Cartagenera” y la urca “Santa María” con víveres, pertrechos, 
medicamentos para seis meses y los materiales necesarios para la construcción de un 
hospital de madera.
El 22 de mayo de 1858 arribó a la bahía de Santa Isabel el “Vasco Núñez de Balboa” 
seguido los días 10, 12 y 15 de junio, respectivamente, por la “Cartagenera”, el “Gravina” 
y la “Santa María”. En el corto período de tiempo que duró la gobernación de Carlos 
Santa Isabel, la casa de Gobierno a la izquierda. 
(“El museo universal” de 8 de mayo de 1864 en 
www.prensahistórica.mcu.es).










Chacón se llevaron a cabo numerosos trabajos: la construcción, previo desmonte, de 
un hospital en terrenos situados en Punta Fernanda, la transformación y urbanización 
de los caminos de acceso a la ciudad, el alzamiento de una farola en Punta Fernanda 
para el auxilio de la navegación, la construcción de un muelle de primera necesidad, la 
rotulación de las principales calles de la capital, etcétera.
2.- INGENIEROS EN GUINEA
En España, el interés por nuestras posesiones en el golfo de Guinea se acrecienta 
y para impulsar su colonización se dicta,  el 13 de diciembre de 1858, un Real Decreto 
por el que se establece una nueva organización política, administrativa y militar de 
la colonia.  El desarrollo colonial requería una decidida actuación y protección de la 
empresa por parte del Estado, la colaboración de comerciantes y colonos españoles y 
la existencia de una red fluida de comunicaciones entre Guinea y la metrópoli. Al mismo 
tiempo se fijaron cuatro objetivos en el afán colonizador: españolización de Fernando 
Poo haciendo olvidar su pasado inglés, atracción de los indígenas, estabilidad legal y 
administrativa y el desarrollo comercial mediante la conversión de Santa Isabel en el 
principal depósito comercial y puerto de cabotaje de todo el golfo de Guinea1. Como 
primera autoridad de la colonia se nombraba un Gobernador con categoría de brigadier 
o de coronel, por lo menos, y para evitar conflictos con las autoridades de marina se le 
atribuían las competencias que para los virreyes de Indias se fijaban en las ordenanzas 
generales de la Armada.
1   CASTRO, Mariano de y NDONGO, Donato: España en Guinea. Construcción del desencuentro: 1778-1968. Ediciones 
Sequitur, 1998,  pp. 59-63.
Santa Isabel. Vista de los muelles y plataforma. Al fondo, a la 
izquierda, el hospital   militar y a la derecha, la casa-cuartel. 




Durante los diez años de vigencia del Estatuto Orgánico se sucedieron en el 
Gobierno de la colonia cuatro brigadieres de ejército: José de la Gándara  Navarro 
(septiembre 1859-junio 1862), Pantaleón López Ayllón (junio 1862-agosto 1865), José 
Gómez de Barreda (septiembre 1865-abril 1868) y Joaquín de Souza Gallardo (agosto 
1868-julio 1869).
En el ámbito estrictamente militar, el Real Decreto hace referencia en su articulado 
a la marina y al ejército. El artículo 2 dice que se destinarán a aquella estación por el 
Ministerio de Marina los buques de guerra que permitan las atenciones del Estado. El 
artículo 3, referido al Ejército, establece que se destinarán a Guinea las fuerzas militares 
que el Ministerio de la Guerra crea necesarias, con las ventajas para jefes, oficiales 
y soldados que se consideren convenientes. Añade el artículo que una sección del 
Cuerpo de Sanidad Militar será destinada a la colonia para cubrir las necesidades de 
estas fuerzas y de la población en general.
Dos fueron las consecuencias del artículo 3 del real decreto: la primera, la Real 
Orden de 15 de diciembre de 1858 por la que se creaba una compañía de infantería 
con destino a Fernando Poo y segunda, la Real Orden de 14 de enero de 1859 que 
establecía que la sección de sanidad militar estaría compuesta, en principio, por dos 
primeros ayudantes médicos, un primer ayudante farmacéutico y dos practicantes, uno 
de medicina y otro de farmacia.
En virtud del artículo 3 son destinados también, para prestar servicio en Fernando 
Poo y colaborar con el Gobernador, oficiales del arma de ingenieros y de artillería del 
ejército. A estos oficiales se les aplicaría las mismas ventajas establecidas para el personal 
de la Compañía de infantería, es decir, doble abono desde el día del embarque por el 
tiempo servido en Fernando Poo para retiros, licenciamientos, premios de constancia y 
demás ventajas análogas y concesión del ascenso superior inmediato para su destino 
en las islas, ascenso que sería válido para el ejército de la península a los tres años de 
permanencia contados desde la fecha de embarque.
Para acompañar al brigadier José de la Gándara fueron designados dos oficiales 
de ingenieros: el capitán Manuel Pujol y Olives (R.O. de 5 de enero de 1859) y el capitán 
Luis García-Tejero y Semprún (R.O. de 23 de abril de 1859). El capitán Pujol, que había 
sido destinado a petición propia, fue el primero que partió hacia Guinea. Se embarcó 
en Cádiz el 16 de junio de 1859 llegando a Santa Isabel el día 27 de julio para hacerse 
cargo de la comandancia exenta de ingenieros en Fernando Poo. El capitán García-
Tejero hubo de esperar todavía un mes en España, embarcándose en Cádiz el 16 de julio 
en la corbeta de guerra “Ferrolana” junto con el brigadier La Gándara, los empleados 
civiles, el comandante ayudante del Gobernador, dos oficiales de artillería, la sección de 
sanidad, cuatro jesuitas, la compañía de infantería y ocho colonos. Previamente había 
zarpado de Cádiz para Fernando Poo la urca de guerra “Santa María” (el día 10 de julio) 
y la goleta de hélice “Santa Teresa” (el mes de abril) llevando a bordo al grueso de los 
colonos junto con equipaje, artillería y víveres.
Por las hojas de servicios2 de estos dos oficiales podemos conocer su actividad 
en los años de permanencia en las islas. El capitán Manuel Pujol desempeñó la jefatura 
de la comandancia exenta de ingenieros hasta el 28 de diciembre de 1861 en que se 
embarcó para la península en uso de licencia por enfermedad. El 27 de febrero de 1862 
se presentó en Barcelona y comenzó a hacer uso de su licencia. Por R.O. de 7 de mayo 
de 1862 se dispuso su regreso definitivo a la península al haber justificado debidamente 
2   Archivo General Militar de Segovia (A.G.M.S.), Sección 1ª, Legajos G-1477 y P-3012.










que su mal estado de salud no le permitía regresar a Fernando Poo. El capitán García-
Tejero, como segundo del capitán Pujol, desempeñó en la colonia los servicios propios 
de su clase. En 1860 se le concedió licencia para contraer matrimonio por poderes con 
Dña. Carmen Vals Caule. Por R.O. de 9 de mayo de 1862 se dispuso su regreso a la 
Península, embarcándose en Santa Isabel el 31 de agosto y arribando a Marsella el 7 
de noviembre. Estuvo en el lazareto de esta ciudad en cuarentena y el 25 de noviembre 
llegó a Barcelona. Durante este tiempo el capitán García-Tejero no solo cuidó de los 
edificios en construcción sino que participó en la ascensión y bautismo del pico Santa 
Isabel y en la exploración de la costa y fondeaderos de Fernando Poo realizada entre 
los  días 8 y 27 de mayo de 1860, a bordo de la goleta “Santa Teresa”.
En 1862 se produce el relevo del personal destinado en Fernando Poo por 
cumplimiento del plazo de permanencia en la colonia. Sin embargo, las circunstancias 
ya no eran las mismas. En el tiempo transcurrido desde la primera expedición el 
optimismo inicial sobre la colonización se había transformado en cierto pesimismo  y en 
la constatación de lo difícil que sería lograr el desarrollo colonial de las posesiones. Ello 
era debido a  las duras condiciones de vida y, sobre todo, a las continuas bajas entre los 
europeos por  las enfermedades endémicas del territorio. Sólo la actuación del Estado 
permitía mantener la actividad colonial y todo ello a costa de cuantiosos gastos en el 
presupuesto de la isla de Cuba, del cual dependía Fernando Poo.
Por este motivo, y como medida de ahorro, fue destinado a Fernando Poo un solo 
oficial de ingenieros: el comandante Francisco Osorio y Castilla (R.O. de 31 de mayo de 
1862). En sustitución del segundo oficial, por R.O. de 11 de noviembre de 1862, se creó 
una plaza de celador  de 2ª clase de fortificación en Fernando Poo siendo designado 
para cubrirla, con ascenso, el celador de 3ª clase Juan de Lara y Marcos (R.O. de 6 de 
agosto de 1863). La R.O. autorizaba al Gobernador, asimismo, el nombramiento de los 
sobrestantes necesarios con sujeción al Reglamento de Empleados Subalternos del 
Cuerpo de Ingenieros en Ultramar.
El comandante Osorio se embarcó en Cádiz con destino a Santa Isabel el día 26 
de junio de 1862, encargándose de la comandancia exenta del arma el 10 de agosto. 
En su hoja de servicios3 se indica únicamente que durante los años 1863 y 1864 se 
encontraba en el mismo destino y que había dirigido la construcción de varios edificios 
civiles y militares en la isla. Por la prensa de la época sabemos que su actividad no 
se limitó a Fernando Poo pues en Elobey Chico levantó una casa de madera para el 
Gobierno y en Corisco dirigió la construcción de la misión católica. Permaneció en su 
cargo hasta fin de julio de 1865 y entre el 1 de agosto y la llegada de su sustituto (el 28 
de agosto) se encargó del Gobierno de las islas por ausencia de Gobernador. El 24 de 
octubre de 1865 se presentó en Vitoria procedente de Fernando Poo. Con respecto al 
celador de 2ª clase Juan de Lara4, embarcó en Santa Cruz de Tenerife hacia su destino 
el 4 de diciembre de 1863. Estuvo en Guinea hasta el 30 de septiembre de 1868 siendo 
el militar de Ingenieros que más tiempo permaneció en la isla con un total de 4 años, 9 
meses y 26 días.
 En 1865 se produce el 2º relevo, siendo nombrado para sustituir al comandante 
Osorio el comandante de ingenieros Félix Recio y Brondo (R.O. de 17 de mayo de 1865). 
El comandante Recio5 se embarcó en Cádiz el 30 de junio de 1865. Al día siguiente 
de su llegada a Santa Isabel (el 28 de agosto) se encargó de la comandancia exenta 
3   A.G.M.S., Sección 1ª, Legajo O-844.
4   A.G.M.S., Sección 1ª, Legajo L-293.
5   A.G.M.S., Sección 1ª, Legajo R-503.
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de ingenieros, del Gobierno de las islas (hasta la llegada del nuevo Gobernador) y de 
las obras públicas de la colonia. Por si esto fuera poco, desde el 1 de octubre de 
1865 hasta octubre de 1868 estuvo encargado, también, de la Comandancia y Parque 
de Artillería y de la Comisaría Especial de Fomento. En 1867 fue comisionado por el 
Gobernador a las islas de Corisco y de Elobey para levantar planos de sus bahías 
y elaborar un proyecto de población colonial y comercial. El 1 de abril de 1868 se 
hizo cargo interinamente del Gobierno de Fernando Poo hasta que el 10 de agosto 
tomó posesión el nuevo Gobernador, Joaquín de Souza. El 31 de octubre fue baja en la 
Comandancia de Fernando Poo y regresó a la península.
 Los acontecimientos revolucionarios que se producen en España en 1868, el 
destierro de la Reina Isabel II y la formación de un Gobierno provisional van a condicionar 
enormemente el tercer y último relevo que se produce en Fernando Poo. El cambio 
político, con la asunción de principios liberales, y el consiguiente cambio de mentalidad 
en el Ministerio de Ultramar, van a favorecer la redacción de un nuevo Estatuto Orgánico 
de la colonia que, aprobado por decreto de 12 de noviembre de 1868, establecerá un 
nuevo sistema político y administrativo encaminado, fundamentalmente, a la economía 
presupuestaria. La iniciativa colonizadora se deja en manos privadas limitándose el 
Estado, únicamente, a mantener la soberanía en la zona. 
 Estos hechos influirán decisivamente en el tiempo de estancia de los dos últimos 
militares destinados en Fernando Poo: el comandante de ingenieros Pompeyo Godoy 
y Godoy (R.O. de 11 de julio de 1868) y el celador de 2ª clase Antonio Aragoncillo y 
García (R.O. de 7 de febrero de 1868). El comandante Godoy6 se embarcó en Cádiz el 2 
6   A.G.M.S., Sección 1ª, Legajo G-2160.
Santa Isabel. Iglesia. 
(“La ilustración española y americana” de 15 de noviembre 
de 1876  en www.hemerotecadigital.bne.es).










de diciembre de 1868 pero ya durante la travesía se le ordenó, por orden del gobierno 
provisional de 12 de enero de 1869, su regreso a la península. Sin embargo, desde su 
llegada a Santa Isabel el 24 de enero de 1869 hasta el 26 de agosto en que se embarcó 
de regreso a España, ejerció el mando de la comandancia exenta de ingenieros. El 
celador de 2ª clase Antonio Aragoncillo7 también estuvo destinado pocos meses en la 
colonia. El 30 de septiembre de 1869 se embarcó en Santa Isabel en la urca “Pinta” para 
su regreso a España, falleciendo el día 28 de noviembre durante la travesía.
3.- LAS OBRAS
 En los diez años de gobierno de los brigadieres el impulso al fomento y a las 
obras públicas en la colonia fue enorme. No es el propósito de este trabajo enumerar 
individualmente todas las construcciones y obras realizadas en las islas del golfo de 
Guinea en el período estudiado, pero si dejar constancia, de forma general, de los 
principales trabajos en que intervinieron, en su planeamiento o en su dirección, los 
militares españoles.
 Durante el Gobierno del brigadier José de la Gándara el principal problema con el 
que se encontraron los expedicionarios fue el alojamiento y la salubridad de la población. 
Para solucionar ambos problemas se iniciaron de inmediato las obras necesarias. Se 
reparó y ensanchó el hospital militar, se inició la construcción de una casa-cuartel para 
la tropa y los empleados civiles del Gobierno8, se inició la construcción de la Iglesia9 
y comenzaron las obras de la casa de administración de Rentas, conocida como casa 
de piedra, que no se terminó hasta mayo de 1866. Como sede del Gobierno se habilitó 
una casa que fue de la compañía británica Horsfall, a la que se compraron también 
varios almacenes situados en la ensenada, al este de Punta Fernanda, y que fueron 
habilitados por el capitán de artillería Noeli para depósitos de mercancías llegadas desde 
España. Al oeste de Santa Isabel se construyeron depósitos de carbón para los vapores 
españoles10. En la playa se construyó también, según planos del capitán García-Tejero, 
el edificio de la Aduana, primer edificio de piedra levantado en la isla.
 Para mejorar la salubridad de Santa Isabel comenzaron, bajo la supervisión del 
también capitán de artillería Corsini, los desmontes en los alrededores de la ciudad y se 
creó, en 1860, un nuevo cementerio en el camino hacia Banapá que sería utilizado hasta 
1920. Corsini fue comisionado además para abrir una carretera hacia esta población 
en la que se construyó, para los jesuitas, una casa-misión llamada Santa María de 
Banapá11.
7   A.G.M.S., Sección 1ª, Legajo A-1988.
8   La casa-cuartel, construida según planos del capitán Pujol, era un edificio de madera de dos plantas y techos de plomo. 
La planta baja servía para acuartelamiento de la tropa y el piso superior para alojamiento de los oficiales y empleados civiles del 
Gobierno. 
9   La construcción de la Iglesia, de estilo griego, fue aprobada por R.O. de 2 de agosto de 1861. Los planos correspondían 
al capitán García-Tejero, que comenzó las obras, siendo rematadas por el comandante Osorio. Se abrió al culto y fue bendecida el 
19 de noviembre de 1862. Era un edificio de mampostería en sus cimientos y paredes, siendo el coro y el campanario (añadido por 
deseo de los jesuitas) de madera. Fue destruida por un incendio que se propagó desde la vecina casa de John Holt el 12 de noviem-
bre de 1888.
10   CASTRO, Mariano de y NDONGO, Donato: op.cit., p.64.
11   El Estatuto Orgánico de 1858 consideraba la misión de los padres jesuitas un eslabón fundamental en la colonización 
de Guinea y les atribuía anualmente para sus gastos 6000 pesos fuertes. Por R.O. de 26 de noviembre de 1862 se varió el sistema 
económico de sostenimiento de las misiones jesuitas, suprimiendo la asignación de 6000 pesos, y se reglamentó la organización. Se 
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 En 1862 dos hechos van a impulsar las obras públicas en la colonia: la 
preocupación en materia sanitaria y agrícola del nuevo Gobernador y la llegada el 
1 de agosto de 200 emancipados cubanos. En los primeros meses de actividad de 
los emancipados cubanos se acabaron las obras de la iglesia, se niveló y enarenó 
la plaza, se desecó un pantano que rodeaba la ciudad por el este y por el sur12 y se 
construyó una fuente de agua potable, llamada por los habitantes de Santa Isabel 
fuente del Gobernador. Continuaron los desmontes en torno a la ciudad y para facilitar 
los trabajos se crearon dos talleres de carpintería y de serrado, dispuestos de modo 
que los españoles pudieran resguardarse de las inclemencias del clima. El desmonte 
realizado al oeste de la ciudad permitió la creación de una granja experimental llamada 
granja “Matilde”. La preocupación del Gobernador en materia sanitaria hizo que en 1863 
se concluyera un camino que desde el pueblo de Banapá se dirigía a las inmediaciones 
de Basilé (a 470 metros sobre el nivel del mar). En este punto se construyó una casa-
cuartel de aclimatación y de reposo de tres pisos llamada Santa Cecilia. Adosado a 
este edificio se construyó una enfermería-alojamiento13, una gran caballeriza y establo 
y un espacioso granero en donde se recogían las cosechas sembradas en los terrenos 
anexos y que previamente habían sido objeto de desmonte14. Sería la conocida como 
granja “Santa Cecilia”15. Por último, en febrero de 1864 comenzaron las obras del 
mercado y pabellones según proyecto y presupuesto aprobado el 9 de noviembre de 
1863.
 Con José Gómez de Barreda, en 1865, se procede al desmonte de más terrenos 
al oeste de Santa Isabel para lograr así un ensanche de la población. Es aquí donde se 
pretende asentar a los emancipados cubanos y será el futuro barrio Congo. El proyecto del 
comandante Recio planteaba una plaza (plaza del Pilar) en torno a la cual se construirían 
las viviendas de los cubanos, formadas por una barraca y un pequeño terreno adosado 
para plantaciones. En diciembre de 1866 había construidas 16 viviendas, siendo 53 en 
julio de 186716. Otras obras importantes del Gobernador Barreda fueron la terminación 
de un muelle de desembarque en el puerto, la conclusión de las obras del mercado y 
pabellones y el cierre del cementerio con una cerca de mampostería.
 El año escaso que estuvo en el cargo el brigadier Joaquín de Souza, unido al 
cambio de la situación política y administrativa y a las preocupaciones que originaron la 
llegada de un nuevo contingente de deportados cubanos, hizo que durante su gobierno 
no hubiera obras dignas de mención.
establecía que existiría una misión central en Santa Isabel permitiéndose la creación de misiones dependientes en los puntos que 
se considerara necesario. La misión central tendría un colegio y las misiones dependientes una escuela. Añadía que sería de cuenta 
del Gobierno la construcción de las iglesias de las misiones, de la casa de los misioneros y de sus escuelas y colegio, teniendo el 
Gobernador un derecho de inspección y vigilancia. Además de la misión de Banapá se levantó otra en Corisco y en Rilopá (Basapú 
occidental).
12   CASTRO, Mariano de y NDONGO, Donato: op.cit., p. 69.
13   Se utilizó para construir la enfermería un antiguo barracón construido por el capitán García-Tejero para alojar a los confi-
nados de la sublevación de Loja que habían sido enviados a la isla por el Gobernador de Málaga en 1861. Inicialmente estuvieron 
alojados en el pontón “Perla” pero ante la grave situación sanitaria que provocó un brote de fiebre amarilla fueron trasladados a 
Basilé.
14   VILLAR, José de: “Informe médico acerca del establecimiento de Santa Cecilia en Fernando Poo” en Revista de Sanidad 
Militar y General de Ciencias Médicas, 62, 1866 y 63, 1866.
15   Por R.O. de 28 de marzo de 1866 se regulan la extensión y las plantaciones de las granjas modelo de Santa Cecilia y 
Matilde. La extensión queda fijada en 10 hectáreas siendo una hectárea de cafetal, otra de cacao, otra de caña de azúcar, otra de 
tabaco, cuatro de algodón y dos para semilleros de café, cacao, tabaco, árboles frutales y hortalizas. Se añade además que las gran-
jas estarán a cargo del comisario especial de fomento o del jefe del ramo que ejerza sus funciones (en estos años el comandante 
Recio), tanto para la dirección facultativa como para la contabilidad.
16   CASTRO ANTOLÍN, Mariano L. de: “Fernando Poo y los emancipados de La Habana” en Estudios Africanos, vol. VIII, 
14-15, 1994.










 Es de destacar que aunque Fernando Poo se convirtió en colonia penal en 1861 
recibiendo hasta 1869 cuatro grandes expediciones de confinados y deportados, estos 
individuos no fueron utilizados nunca como mano de obra forzada en los trabajos de la 
colonia. El peso de las obras públicas y del desarrollo colonial recayó, básicamente, en 
tres grupos de trabajadores: la compañía de infantería, los krumanes17 y los emancipados 
cubanos. 
4.- CONCLUSIÓN
 La estancia de los oficiales y empleados subalternos de ingenieros en  Guinea no 
se limitó, únicamente, a servicios de carácter militar. Al contrario. Como hemos visto a 
lo largo del trabajo, un tanto por ciento muy elevado de su actividad estuvo  orientada 
al fomento y desarrollo de la acción colonial en Fernando Poo y en algunas ocasiones, 
por ejemplo en el caso del comandante Recio, asumieron numerosas competencias 
derivadas del gobierno colonial. Sólo un cambio político y administrativo, unido a un 
fuerte recorte presupuestario, provocó, en 1869, su obligado abandono del territorio. 
17   Los krumanes eran trabajadores contratados en la colonia originarios de la costa del Krú. Pos-
teriormente se generalizó el término para designar a los procedentes de Liberia, Sierra Leona y Costa de 
Marfil.
Santa Isabel. Casa-cuartel 





MANUEL PUJOL Y OLIVES
 Nació en Falset (Tarragona) el 2 de noviembre de 1829. Fue filiado como cadete 
con antigüedad en el Regimiento de Infantería “Castilla” nº 16. En 1844 ingresó en 
el Colegio General Militar ascendiendo a subteniente de infantería en 1848 y siendo 
destinado al Regimiento de la Princesa nº 4. En este año, habiendo aprobado el examen 
de ingreso en la Academia de Ingenieros, se incorpora a ella saliendo en 1854 con el 
empleo de teniente y siendo destinado al Regimiento de Ingenieros. Tras su regreso 
de Fernando Poo es destinado al 1er Regimiento de Ingenieros hasta 1867 en que es 
nombrado profesor de la Academia del Arma. En 1873 asciende a comandante siendo 
destinado a la plaza de Cartagena y posteriormente, y de manera sucesiva, al 3er y 2º 
Regimiento de Ingenieros. Promovido a teniente coronel en 1875 es destinado al 3er 
Regimiento de Zapadores Minadores. En 1878 es nombrado jefe de detall en la Academia 
de Ingenieros. En 1883 asciende a coronel y tras un paso breve por las Comandancias 
de Vitoria y San Sebastián es nombrado coronel jefe del 2º Regimiento de Ingenieros. 
En 1890 se le concede el ingreso en la sección de reserva del Estado Mayor General 
con el empleo de general de brigada. Falleció en Madrid en agosto de 1898.
LUIS GARCÍA-TEJERO Y SEMPRÚN
 Nació en Madrid el 28 de octubre de 1828. Ingresó en la Academia de Ingenieros en 
1846 donde cursó sus estudios hasta 1854. Promovido a teniente este año fue destinado 
al Regimiento del Arma. Tras su paso por Fernando Poo estuvo destinado sucesivamente 
en la Dirección Subinspección de Burgos y en el 2º Regimiento de Ingenieros. Entre 
1867 y 1885, en los empleos de comandante a coronel, estuvo destinado en Cuba, 
salvo los años 1876 y 1877 en que, habiendo regresado a la península, prestó servicio 
en el 3er Regimiento de Ingenieros. Se retiró como coronel en 1886. Falleció en Madrid 
el 11 de mayo de 1902.
FRANCISCO OSORIO Y CASTILLA
 Nació en Madrid el 18 de noviembre de 1829 e ingresó en la Academia de 
Ingenieros en 1845. Desde 1851, con el empleo de teniente, estuvo destinado en el 
Regimiento del Arma y en la Dirección Subinspección de Castilla la Vieja. Entre 1856 
y 1862, en situación de supernumerario, prestó servicio en la compañía del ferrocarril 
de Zaragoza. Tras su regreso de Guinea fue destinado al 1er Regimiento de Ingenieros 
y en 1866 a la Subinspección de Castilla la Nueva donde intervino en el proyecto de 
reedificación del Alcázar de Toledo. Tras un corto período en la Dirección General de 
Ingenieros, en 1872 es destinado como comandante a la Academia del Arma. En 1874 
asciende a teniente coronel y, a petición propia, es destinado a Puerto Rico en donde 
permanece hasta 1878. En 1879 asciende a coronel y tras un breve paso en la península 
por las plazas de Pamplona y Vitoria, es destinado a Cuba. En 1885 asciende a brigadier 
y se le nombra Director Subinspector de Ingenieros de Cuba. Regresa a España en 
1894 y es nombrado comandante general del 1er Cuerpo de Ejército. En 1895 asciende 
a general de división permaneciendo en el 1er Cuerpo hasta que en marzo pasa al 4º 
Cuerpo de Ejército. Se suicidó en Barcelona el 26 de septiembre de 1895.










FÉLIX RECIO Y BRONDO
 Nació en Palma de Mallorca el 1 de febrero de 1833. Ingresó en la Academia de 
Ingenieros en 1852. Finalizados los estudios en 1858 es destinado como teniente al 
Regimiento de Ingenieros, primero en una compañía de zapadores y después en una de 
pontoneros, hasta 1861. Durante este tiempo participa en la guerra de África y por su 
actuación en la batalla de Tetuán es condecorado con la Cruz de San Fernando de 1ª 
clase. Entre 1861 y 1865 estuvo destinado en la Brigada Topográfica, la Comandancia 
exenta de Ceuta y en la Subinspección de Baleares encargándose de las plazas 
de Palma e Ibiza. A su regreso de Guinea es destinado al 1er Regimiento del Arma 
pasando posteriormente a situación de supernumerario para ocuparse del estudio de 
un ferrocarril en Mallorca. En 1871 vuelve al servicio siendo destinado al 2º Regimiento 
de Ingenieros y después al 1er Regimiento. En 1873 es destinado a la Subinspección de 
Baleares pasando a continuación al 1er Regimiento del Arma hasta 1875. Entre 1875 y 
1880 está destinado como comandante en la Comandancia de Baleares, primero como 
Comandante en Palma y después como ayudante del comandante general. En 1880 
asciende a teniente coronel y es nombrado jefe del 2º Batallón del 4º Regimiento de 
Zapadores-Minadores. Falleció en Barcelona el 26 de julio de 1881.
POMPEYO GODOY Y GODOY
 Nació en Fondón (Almería) el 28 de diciembre de 1839. Entre 1858 y 1864 
cursa estudios en la Academia de Ingenieros. Ascendido a teniente fue destinado al 
2º Regimiento del Arma hasta 1867, en que pasa al 1er Regimiento. Tras su regreso de 
Fernando Poo es destinado al 1er Regimiento hasta 1871 en que quedó en situación 
de supernumerario para dedicarse a trabajos particulares. Durante esta situación 
se presentó voluntariamente en Almería a la junta de defensa para luchar contra los 
insurrectos de Cartagena y en 1874, en Granada, para sofocar un motín de quintos. En 
este año vuelve al servicio como capitán a las órdenes del comandante del arma en el 
ejército de operaciones del norte. En 1877 se le concede el empleo de comandante y es 
destinado a la Comandancia de Vitoria como jefe de detall. Entre los últimos meses de 
1877 y 1885 ocupó el cargo de ayudante en la Comandancia de Granada, cargo en el 
que cesa por su ascenso a teniente coronel y ser destinado como jefe del 3er Regimiento 
de Reserva de Sevilla. En 1887 obtiene el retiro. Falleció en Granada en 1889.
JUAN DE LARA Y MARCOS
 Nació en Orgaz (Toledo) el 14 de febrero de 1832. Ingresó en la caja de quintos de 
Toledo en 1851 y posteriormente pasó al Regimiento de Infantería de Gerona nº 22 pasando 
en el mismo año, a la compañía de minadores del Regimiento de Ingenieros, en la que estuvo 
hasta 1860. Después de su ascenso en este año a sargento 1º, pasa al 2º Regimiento de 
Ingenieros con destino en Tetuán hasta 1862. En julio de 1862 es nombrado celador de 3ª clase 
siendo destinado a Las Palmas (Canarias). Tras su regreso de Fernando Poo fue destinado a 
la Comandancia exenta de Ceuta, en donde se retiró como celador de 1ª clase en 1892.
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ANTONIO ARAGONCILLO Y GARCÍA
 Nació en la provincia de Guadalajara el 18 de noviembre de 1830. Entró en la 
caja de quintos de su pueblo en 1849 siendo destinado voluntariamente al Regimiento 
de Asturias nº 3 en Puerto Rico. En la isla pasó al Regimiento de Infantería de Iberia. 
En 1854, siendo sargento 2º, embarcó con su regimiento a La Habana. En 1856 fue 
destinado al Batallón de Ingenieros de Cuba y en 1859 por R.O. fue nombrado celador 
de 3ª clase. En 1861 regresa a la península y es destinado a la Comandancia de Palma 
(Baleares). Falleció el 28 de noviembre de 1869 en su viaje de regreso a España desde 
Fernando Poo.
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RESUMEN
La aprobación en 1858 del primer Estatuto Orgánico de la colonia estableció una 
nueva organización administrativa y militar que buscaba dar un impulso a la colonización 
de Guinea. Durante los diez años de vigencia de este decreto fueron destinados a la 
colonia varios oficiales y empleados subalternos del arma de ingenieros. Se estudia en 





Toma de Mando del general de brigada 
D. Manuel Godoy Malvar, como General del 
Mando de Ingenieros (MING)
 El general Godoy, de la 36 Promoción de la Academia General Militar y de la 163 
Promoción del Arma, tomó el mando del MING el pasado 17 de febrero del presente año.
 El acto de Toma de Mando fue presidido por el teniente general jefe de la 
fuerza terrestre, D. José Ignacio Medina Cebrián, formando una agrupación del MING 
compuesta por tres compañías del Regimiento de Especialidades de Ingenieros 
Nº 11 (REI 11) y la Compañía de Cuartel General del MING, con la Bandera, Escuadra de 
Gastadores y Banda de Guerra del REI 11, al mando del teniente coronel jefe del Batallón 
de Castrametación II/11, D. Jesús González Laso de la Vega.
 El general Godoy está en posesión de los siguientes diplomas militares:
•	CURSO DE MANDO U,s PARACAIDISTAS (Distintivo 75 lanzamientos).
•	XX CURSO DE VÍAS DE COMUNICACIÓN PARA OFICIALES DE INGENIEROS.
•	93 CURSO DE ESTADO MAYOR (EME).
•	III CURSO DE SEGURIDAD PARA OFICIALES SUPERIORES.
•	RÉGIMEN JURÍDICO DE ADMINISTRACIONES PÚBLICAS Y PROCEDIMIENTO 
ADMINISTRATIVO COMÚN.
•	X CURSO DE ALTA GESTIÓN LOGÍSTICA.
•	NATO LOGISTIC COURSE-AQUISGRÁN (ALEMANIA).
•	COMBINED JOIN OPERATIONS CENTER.
•	S.L.P.   3.3.3.3 INGLÉS.
 TÍTULOS CIVILES:
•	HIGROLOGÍA SUBTERRÁNEA, UNIVERSIDAD POLITÉCNICA DE BARCELONA.
•	FISIOQUÍMICA DEL AGUA Y CONTAMINACIÓN, UNIVERSIDAD DE SANTIAGO DE 
COMPOSTELA.
•	TÉCNICAS DE GESTIÓN LOGÍSTICA Y RECURSOS HUMANOS.
•	DERECHO INTERNACIONAL HUMANITARIO.
Acto de Toma de Mando


















 A lo largo de su carrera militar ha ocupado puestos del arma como:
 
•	PARQUE Y CENTRO DE MANTENIMIENTO  DE INGENIEROS (DESTACAMENTO DE 
LAS PALMAS DE GRAN CANARIAS).
•	BATALLÓN DE INGENIEROS DE LA BRIGADA PARACAIDISTA ( ALCALÁ DE HENARES).
•	REGIMIENTO DE MOVILIZACIÓN Y PRÁCTICAS DE FERROCARRILES Nº 14.
•	ESCUELA DE ESTADO MAYOR DEL EJÉRCITO ( ALUMNO).
•	ESTADO MAYOR DE LA BRIGADA ACORAZADA “GUADARRAMA” XII.
•	ESTADO MAYOR DEL EJÉRCITO – DIVLOG ( MADRID ).
•	RGTO. DE ESPECIALIDADES DE INGENIEROS  Nº 11 ( SALAMANCA).
•	UME – NUCLEO CONSTITUCIÓN.
•	UME – CG. UME  (TORREJÓN DE ARDOZ).
•	RGTO. PONTONEROS Y ESPECIALIDADES DE INGENIEROS  Nº 12 (ZARAGOZA).
•	DIRECCIÓN DE PERSONAL ( DIPE ) MADRID.
 Así mismo, ha realizado las siguientes misiones:
•	BOSNIA OPERACIÓN A/B (UNPROFOR) JEFE DE LA COMPAÑÍA DE ZAPADORES 
DE AGT  “CANARIAS” 1993.
•	JEFE DE LA QUINTA SECCIÓN DEL EME DE LA SPABRI “GUADARRAMA” IX 1999.
•	JEFE DE LA CÉLULA NACIONAL DE INTELIGENCIA (SPNIC) SARAJEVO.
•	JEFE DE LA PLMM DE LA AGT EN LA OPERACIÓN I/M (MOZAMBIQUE)  2000.
•	JEFE DE LA ASPFOR, AFGANISTÁN - 2003.
•	RESPUESTA SOLIDARIA, INDONESIA - 2005.
 Además de la Placa, la Encomienda y la Cruz de la Real y Militar Orden de San  
 Hermenegildo, el general Godoy ha sido distinguido a lo largo de su carrera con:
•	8 CRUCES AL MÉRITO MILITAR CON DISTINTIVO BLANCO.
•	MEDALLA DE LA OTAN, ANTIGÜA YUGOSLAVIA.
•	MEDALLA DE LA OTAN AFGANISTÁN (ISAF).
•	CRUZ CONMEMORATIVA MISIÓN MILITAR DE PAZ EN BOSNIA.
•	MEDALLA DE LAS NACIONES UNIDAS (UNPROFOR).
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El pasado día 27 de junio de 2012, el general de división D. José Manuel Roldán 
Tudela tomó posesión del mando de la Jefatura de los Sistemas de Información, 
Telecomunicaciones y Asistencia Técnica del Ejército. Este cargo se encontraba vacante 
desde el día 11 del mismo mes, por haber pasado a la reserva su anterior titular, general 
de división D. Tomás Ferrández Aragüés.
El acto de toma de posesión fue presidido por el General de Ejército, Jefe de Estado 
Mayor del Ejército, D. Fulgencio Coll Bucher, y se celebró en el Salón de Embajadores 
del Palacio de Buenavista, sede del Cuartel General del Ejército. Asistieron al mismo los 
tenientes generales jefes de los Mandos de Personal y del Apoyo Logístico y los oficiales 
generales del Cuartel General del Ejército. Por parte de la Jefatura de los Sistemas 
de Información, Telecomunicaciones y Asistencia Técnica asistieron comisiones de los 
distintos organismos y unidades que la componen. Tras la fórmula de toma de posesión 
y el juramento de la Constitución Española, el general Roldán dirigió unas palabras en 
las que puso de relieve su confianza en la lealtad, dedicación y espíritu de los miembros 
de la jefatura. Estas cualidades las juzgó imprescindibles para, en tiempos difíciles, 
contribuir al bien del ejército por medio del trabajo callado y perseverante, realizado 
Toma de Posesión del general de división 
D. José Manuel Roldán Tudela como jefe de los 
Sistemas de Información, Telecomunicaciones 
y Asistencia Técnica del Ejército, (JCISAT)
Momento del Acto de la Toma 
de Posesión


















con eficacia y buen ánimo. A cambio, prometió respeto y apoyo en el trabajo de sus 
subordinados, así como en la satisfacción de sus legítimas necesidades y aspiraciones. 
La jefatura de los Sistemas de Información, Telecomunicaciones y Asistencia 
Técnica es un organismo complejo, encuadrado dentro del Cuartel General del Ejército. 
Tiene a su cargo cometidos muy variados y con un elevado grado de especialización. 
Su jefe es asesor del JEME en las materias de su competencia y dirige el Sistema CIS, 
uno de los componentes del Sistema de Mando y Dirección del Ejército. Aparte de 
varias subdirecciones, áreas y secciones de gran complejidad técnica, ejerce el mando 
sobre dos importantes regimientos de la especialidad fundamental de transmisiones: 
el Regimiento de Transmisiones 22 y el Regimiento de Guerra Electrónica 32. También 
tiene bajo sus órdenes al Centro Geográfico del Ejército, que es un centro de referencia 
en su especialidad, dentro y fuera de las Fuerzas Armadas. Todo ello para servir a las 
necesidades del ejército y de todos sus miembros, y para colaborar al cumplimiento 
de los compromisos que demanda la acción conjunta. Esta vocación de servicio a 
los intereses generales del ejército constituye su mayor fuerza y, a la vez, su mayor 
servidumbre.
El general de división del Ejército de Tierra José Manuel Roldán Tudela nació en 
Madrid en 1956. En 1978 recibió el Real Despacho de Teniente del Arma de Ingenieros 
en Zaragoza. Pertenece a la XXXIII Promoción de la Academia General Militar y a la 160 
Promoción del Arma de Ingenieros.
Posee el Diploma de Transmisiones y el Título Superior de Telecomunicación Militar, 
así como el de Guerra Electrónica. Es Diplomado de Estado Mayor de los ejércitos 
español y francés. Tiene el título de Especialista en Sistemas de Comunicaciones e 
Información para la Seguridad y  la Defensa por la Universidad Politécnica de Madrid. 
Le ha sido reconocido el nivel superior de idiomas en inglés y francés.
Ha estado destinado en diferentes Unidades y Estados Mayores del Ejército. Fue 
oficial de enlace español en la Escuela de Guerra de París de 1998 a 2001. A su vuelta 
de Francia, fue jefe del Área de Planeamiento de la Inspección General CIS del Ministerio 
de Defensa. Durante los años 2006 y 2007 fue coronel jefe del Regimiento de Guerra 
Electrónica nº 32, en Sevilla. En 2008 ocupó el cargo de jefe de G-6 en el Cuartel General 
del Cuerpo Español de Despliegue Rápido de la OTAN, de Bétera (Valencia). Ascendido 
a general de brigada en abril de 2009, fue nombrado Subdirector de Operaciones de 
Red de la JCISAT, cargo que ha desempeñado hasta su ascenso a general de división. 
Ha participado en misiones en el extranjero: en el Cuartel General de la Fuerza de 
Estabilización de la OTAN, Sarajevo (2001-2002) y como general jefe de la representación 
española ante el Cuartel General del Mando Central de los EE.UU. en Tampa, Florida 
(2010).




Cese del coronel D. Ricardo Guillén Bayón 
como jefe del Regimiento de Pontoneros y Especialidades de 
Ingenieros Nº 12
  El coronel D. Ricardo Guillén Bayón, perteneciente a la 38 
Promoción de la Academia General Militar y de la 165 Promoción del 
Arma de Ingenieros, cesó en el mando del RPEI 12 el 20 de diciembre.
  El Coronel Guillén posee el Diploma de Estado Mayor y 
los Cursos de Alta Gestión de Recursos Humanos, Mando de U,s 
Paracaidistas, Paracaidista del Ejército Francés y el Curso de Aptitud 
para el desempeño de los cometidos de Oficial General. Tiene 
acreditado el nivel 3.3.3.3 del idioma inglés.
   Entre los destinos ocupados dentro del arma, estuvo de teniente en la Cia. de 
Zapadores del Batallón de Ingenieros Paracaidista y como Capitán mandó la 2º Cia. de 
Zapadores en el Regimiento de Ingenieros Nº1 y posteriormente la Cia. de Zapadores 
de la Brigada Paracaidista. Como comandante mandó la Unidad de Zapadores 
Paracaidistas VI. Con estas U,s participo en las misiones de UNPROFOR (AGT,s Málaga 
y Madrid) y SFOR en la antigua Yugoslavia.
 Como comandante estuvo también destinado en el EM de la Brigada Paracaidista 
como G-3. De teniente coronel fue destinado a la Sección de Personal del EME y 
posteriormente mando el Batallón de Intervención en Emergencias Nº 1 en la UME.
 Esta  en posesión de la Placa, la Encomienda y la Cruz de la Real y Militar Orden 
de San Hermenegildo, una Cruz al Merito Militar con distintivo Azul, cinco cruces al 
Mérito Militar con Distintivo Blanco , tres Menciones Honoríficas,  Medalla OTAN (Antigua 
Yugoslavia) y Silver Numeral 2 de la Medalla de Naciones Unidas (UNPROFOR)  
Cese del coronel D. Fernando Ramirez Aleson 
como jefe del Regimiento de Transmisiones  Nº 1
  El coronel D. Fernando Ramírez Alesón, perteneciente a la 38 
Promoción de la Academia General Militar y a la 165 Promoción del 
Arma de Ingenieros, cesó en el mando del RT 1 el 20 de diciembre.
  Está en posesión de los Diplomas de Estado Mayor, Mando 
de Tropas de Montaña y Transmisiones. También ha realizado el 
Curso Conjunto CIS, el Curso de Técnicas Pedagógicas, el NATO CIS 
Orientation Officers Course y el Curso de Aptitud para el desempeño 
de los cometidos de Oficial General. Tiene acreditado el nivel 3.3.4.3 
del idioma inglés con carácter permanente.


















 Durante su carrera militar ha ocupado puestos del arma como teniente  en la 
compañía de transmisiones de la Brigada de Alta Montaña (Huesca). Como capitán 
mandó la compañía de zapadores del BING LII (Vitoria), la compañía de PLMM y S-3 del 
RPEI 12 (Zaragoza) y ejerció el profesorado en la AGM. 
 En el empleo de comandante ocupó diversos destinos de Estado Mayor en la 
Escuela de Guerra del Ejército (Zaragoza) y la División de Operaciones del EME. En el 
empleo de teniente coronel mandó el Batallón de Transmisiones I/1 (Burgos), pasando 
después destinado al Cuartel General de Alta Disponibilidad (División CIS) en Valencia y 
posteriormente a la Secretaría Técnica de JCISAT. En diciembre de 2010 se hizo cargo 
del mando del Regimiento de Transmisiones 1.
 Ha ocupado puestos en diversos Cuarteles Generales internacionales, entre 
los que destacan J-3 Deputy Chief Force Protection en el Cuartel General de SFOR 
(Sarajevo BiH), Intelligence Deputy Chief en el Cuartel General MNB-W (Pec, Kosovo) y 
MA Deputy Commander en el HQ EUFOR (Sarajevo BiH)
 En relación a titulaciones civiles es Licenciado en Ciencias Políticas (UNED), 
Magíster Universitario en Paz, Seguridad y Defensa (I.U. Gutiérrez Mellado), Diplomado 
en Altos Estudios Internacionales (Soc. Estudios Internacionales), Máster en Dirección 
de Recursos Humanos y Técnico en Planificación y Administración de Empresas (Univ. 
Politécnica de Madrid) así como Aptitud Pedagógica  (Univ. Zaragoza). 
 Es autor de varias publicaciones y libros entre los que se destacan el “Mando 
y Control de las Operaciones militares”, “Operaciones de paso de ríos y La Enseñanza 
Militar de Formación en España a partir de la Ley 17/1989”.
 Le han sido concedidas diversas condecoraciones tales como la Placa, la 
Encomienda y la Cruz de la Real y Militar Orden de San Hermenegildo, tres Cruces al 
Mérito Militar con distintivo Blanco, tres Menciones Honoríficas, así como las Medallas 
OTAN Antigua Yugoslavia y Kosovo junto con la Medalla al Servicio de la Política Europea 
de Seguridad y Defensa. 
Cese del coronel D. Javier Alejandre Martinez como jefe del 
Regimiento de Especialidades de Ingenieros Nº 11 (REI 11)
 El coronel D. Javier Alejandre Martínez, de la 38 Promoción 
de la Academia General Militar y de la 165 Promoción del Arma, 
cesará en el mando del REI 11 el próximo 19 de diciembre.
 El coronel Alejandre está en posesión de los Diplomas de 
Estado Mayor, Vías de Comunicación y Zapador Anfibio; así 
mismo, realizó el Curso Avanzado de Zapadores del Ejército de 
los Estados Unidos y tiene acreditado con carácter permanente el 
nivel 4.4.4.4 en idioma inglés.
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 A lo largo de su carrera militar ha ocupado puestos del arma como teniente y 
capitán en la Brigada Acorazada XII, mandando la Cía. de Zapadores entre los años 1987 
y 1992, como teniente coronel en el REI 11, mandando el Batallón de Castrametación 
II/11 entre los años 2006 y 2009 y como coronel jefe del propio REI 11 entre los años 
2010 y 2012.
  Así mismo, en los empleos de comandante y teniente coronel, ha ocupado 
puestos relacionados con el arma en diversos Cuarteles Generales internacionales, 
entre los que destacan el Cuartel General Supremo de las Potencias de la Alianza 
en Europa (SHAPE) y el Cuartel General del Mando Componente Terrestre “Madrid” 
(CC-Land MADRID), y ha desempeñado comisiones de servicio igualmente en el ámbito 
del arma, destacando el mando de la Sección de Logística de Ingenieros de la Jefatura 
de Ingenieros del Cuartel General de SFOR (Sarajevo) en 1998 y el mando del Batallón 
de Ingenieros I de ASPFOR XXII, que llevó a cabo el reconocimiento, diseño, proyecto 
y primera fase de la construcción de la Base Ruy González de Clavijo en Qala e Naw 
(Badghis, Afganistán).
 Además de la Placa, la Encomienda y la Cruz de la Real y Militar Orden de San 
Hermenegildo, el coronel Alejandre ha sido distinguido a lo largo de su carrera con 
cuatro Cruces al Mérito Militar con Distintivo Blanco y una Cruz al Mérito Naval con 
Distintivo Blanco, así como las Medallas de UNPROFOR y OTAN (antigua Yugoslavia) y 
OTAN (no art. 5 ISAF). 
Cese del coronel D. Ángel Fernández Torviso como jefe del 
Regimiento de Guerra Electrónica Nº 31 (REW 31)
 El coronel D. Ángel Fernández Torviso, perteneciente a la 38 
Promoción de la Academia General Militar y de la 165 Promoción 
del Arma, cesó en el mando del REW 31 el 21 de diciembre.
 El coronel Torviso está en posesión de los Diplomas de Estado 
Mayor, Superior de Telecomunicaciones Militares y Transmisiones. 
Asimismo realizó el Curso Conjunto de Inteligencia de Señales y 
EW, el Curso Conjunto CIS y EW y el Curso de Aptitud para el 
desempeño de los cometidos de Oficial General. Tiene acreditado 
el nivel 3.2.3.2 del idioma inglés.
 A lo largo de su carrera militar ha ocupado puestos del arma como teniente 
en el Regimiento Mixto de Ingenieros 6 (San Sebastián) y Regimiento de Ingenieros 5 
(Burgos). Como capitán mandó la 2ª Cía de CPTC,s del Regimiento de Transmisiones 
Tácticas 21 (El Pardo, Madrid) y entre 1990 y 1994 estuvo destinado como jefe de 
transmisiones de la 4ª Zona de la Guardia Civil en Barcelona, donde tuvo la ocasión 
de participar en el planeamiento y ejecución de la seguridad de los Juegos Olímpicos 
de 1992. 


















 En su empleo de comandante ocupó destinos de Estado Mayor en la SETEC 
de la Dirección de Infraestructura del MALE, el Mando de Transmisiones como jefe de 
operaciones/inteligencia y en la División de Operaciones del Estado Mayor del Ejército. 
Como teniente coronel estuvo destinado 3 años en la División de Operaciones del Estado 
Mayor del Ejército y entre los años 2006 y 2009 mandó el Batallón de Transmisiones 
I/22, pasando después destinado a la SETEC de JCISAT hasta hacerse cargo del mando 
del REW 31 en diciembre de 2010.
 Además de la Placa, la Encomienda y la Cruz de la Real y Militar Orden de San 
Hermenegildo, el coronel Torviso está en posesión de cinco Cruces al Mérito Militar con 
Distintivo Blanco y una Mención Honorífica. 
Cese del coronel D. Vicente Ripoll Pizarro 
como jefe del Regimiento de Transmisiones Nº 21
  El coronel D. Vicente Ripoll Pizarro, perteneciente a la 38 
promoción de la AGM y la 165 del Arma, cesará en el mando del RT 
21 el próximo 18 de diciembre.
  El coronel Ripoll está en posesión de los Diplomas de 
Estado Mayor, Investigación Operativa y Transmisiones. Asimismo 
realizó los Cursos de Dirección de Sistemas de Telecomunicaciones, 
de Sistemas de Información y Telecomunicaciones y de Aptitud para 
el desempeño de los cometidos de Oficial General. Es Diplomado en Investigación 
Operativa por la Universidad de Valencia y tiene acreditado el 3.3.3.3 de inglés.
 A lo largo de su carrera militar ha ocupado puestos como teniente en la compañía 
de transmisiones del Batallón de Ingenieros XXXI. Como capitán mandó las compañías 
de puentes del Regimiento de Zapadores Ferroviarios, de puestos de mando del 
Regimiento de Ingenieros 3 y el Centro de Transmisiones del Terminal 13 de la RTM.
 En su empleo de comandante ha estado destinado en la Inspección de 
Transmisiones , en el Estado Mayor del Ejército y en el Cuartel General de Fuerza de 
Maniobra, pasando al núcleo de constitución del Cuartel General de Alta Disponibilidad, 
donde continuó en el empleo de teniente coronel. En dicho empleo fue jefe de Estado 
Mayor de la Brigada de Transmisiones y después de un despliegue en Bosnia regreso al 
Cuartel General de Alta Disponibilidad hasta que se hizo cargo del mando de RT 21.
 Está en posesión de la Placa, Encomienda y Cruz de la Real y Militar Orden de 
San Hermenegildo, cuatro Cruces al Mérito Militar, Medalla de la UE y dos Menciones 
Honoríficas.  
Noticias de la Academia
 1.- Toma de posesión del nuevo general Director de Enseñanza, Instrucción, 
 Adiestramiento y Evaluación, D. MARIANO BAYO DE LA FUENTE.
 2.- Inauguración del Curso 2012 - 2013
 3.- Actos de conmemoración de la salida de la Academia
 4.- La UNAMU celebra el XX aniversario del Día Nacional de las Milicias 
 Universitarias.





Toma de Mando del nuevo general director de Enseñanza, 
Instrucción, Adiestramiento y Evaluación 
D. MARIANO BAYO DE LA FUENTE.
El pasado mes de julio tomo posesión el nuevo general director de Enseñanza, 
Instrucción, Adiestramiento y Evaluación general de división D. Mariano Bayo de la Fuente.
General de división,  DIEN D. Mariano Bayo de la Fuente





















INAUGURACIÓN DEL CURSO 
ESCOLAR 2012 - 2013
 
 Presidido por el general de división director de Investigación, Doctrina, Orgánica y 
Materiales (DIRDOM) D. Alfredo Ramírez Fernández, el 14 de septiembre de 2012, con 
motivo de la inauguración del Curso Escolar 2012-2013, se desarrollarán en la Academia 
de Ingenieros los siguientes actos:
a. Parada Militar.
b. Conferencia de Inauguración del Curso Escolar.
En la Parada Militar la fuerza en formación estuvo formada por:
(1)  Mando del Batallón de Alumnos, compuesto por su jefe, capitán ayudante y 
portaguión.
(2)  Bandera de la ACING, con abanderado y escolta.
(3)  Banda de las FAMET y Unidad de Música de la DIACU.
(4)  Escuadra de gastadores de la ACING.
(5)  Unidad de Alumnos de la Enseñanza Militar de incorporación a la Escala de Oficiales, 
especialidades fundamentales de ingenieros y transmisiones.
(6)  Unidad de Alumnos de 2º curso de la Enseñanza Militar de incorporación a la Escala 
de Suboficiales, especialidades fundamentales de Ingenieros y Transmisiones.
(7)  Unidad de Alumnos de 1º curso de la Enseñanza Militar de incorporación a la Escala 
de Suboficiales, especialidades fundamentales de ingenieros y transmisiones.
 La conferencia, impartida por el General DIRDOM, versó sobre la publicación 
doctrinal PD 1-001 “Doctrina. Empleo de las Fuerzas Terrestres”, desarrollando un 
recorrido sobre el contenido de la misma, destacando los cambios habidos y haciendo 
comparativa con la doctrina anterior.
 A la misma asistió todo el personal destinado y en formación de la ACING, 
desarrollándose en un ambiente grato y con gran atención; a la terminación de la misma 
fueron formuladas gran número de preguntas por el personal asistente.
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ACTOS DE CONMEMORACIÓN DE LA SALIDA 
DE LA ACADEMIA
 Durante tres viernes de los meses de septiembre y octubre de 2012 la Academia 
de Ingenieros quiso vestir sus mejores galas con ocasión de los actos conmemorativos 
de la salida de la Academia de varias promociones.
Todos ellos tuvieron el mismo formato, que consistió en:
•	 Reunión de la promoción en la cafetería de alumnos
•	 Exposición de los actos en el salón de actos
•	 Visita a los pasillos y claustros de la Academia
•	 Santa Misa en la Capilla, con especial recuerdo para los fallecidos de la promo-
ción.
•	 Visita a la sala de banderas y museo
•	 Parada Militar en el patio de armas “Zarco del Valle”, en la que los componentes 
de la promoción, así como sus familiares que desearon hacerlo, refrendaron su 
compromiso con España depositando un beso en la bandera de la Academia.
•	 Comida de Hermandad, acompañados de los familiares de los componentes de 
la promoción, en el comedor de cuadros de mando
 Así, el día 21 de septiembre tuvo lugar el acto que conmemoraba los 40 años de 
salida de la Academia de la 154 Promoción del Arma de Ingenieros (XXVII Promoción de 
la AGM). La Parada Militar, fue presidida por el general Director de la Academia, general 
González García. 
154 Promoción del Arma de Ingenieros





















 El día 5 de octubre tuvieron lugar los actos de conmemoración de los 25 años de 
salida de la Academia de la 169 Promoción del Arma de Ingenieros (XLII Promoción de la 
AGM), que  estuvieron presididos por el general Director de la Academia de Ingenieros, 
general González García.
 
 El día 19 de octubre tuvieron lugar el acto de conmemoración de los 50 años de 
salida de la Academia de la 144 Promoción del Arma de Ingenieros (XVII Promoción de la 
AGM), que  estuvieron presididos por el general Director de la Academia de Ingenieros, 
general González García.
 
144 Promoción del Arma de Ingenieros
169 Promoción del Arma de Ingenieros
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La UNAMU celebra el XX aniversario del Día Nacional 
de las Milicias Universitarias
 Por último el 9 de noviembre tuvo lugar el acto de celebración del XX aniversario 
del Día Nacional de las Milicias Universitarias UNAMU,  rejura de los alféreces y sargen-
tos de milicias. La Parada Militar, que fue presidida por el general director de la Acade-
mia, general González García.
 El Director de la Academia de Ingenieros, general Antonio González, presidió el 9 
de noviembre en Hoyo de Manzanares los actos conmemorativos del XX Día Nacional 
de las Milicias Universitarias, en el que 68 miembros de la Unión Nacional de la Milicia 
Universitaria (UNAMU) renovaron su compromiso de servicio a España, junto a los 
familiares que quisieron acompañarlos en el beso a los pliegues de la bandera de la 
Academia.
 En este aniversario, el general González les expuso la historia del centro, con 
sede en Hoyo de Manzanares. Tras esto, visitaron los lugares más relevantes de la 
Academia, como la sala-museo específica, el salón noble, la biblioteca y la capilla.
 El presidente en funciones de la UNAMU, Alfonso Vázquez, pronunció unas palabras 
tras agradecer a la Academia las facilidades dadas para la celebración del acto. “Con afán 
renovado reiteramos nuestro Juramento a la Bandera en este recinto significativo, con 
la promesa de recordar con sumo agradecimiento de todos los miembros de la Milicia 
Universitaria y muy especialmente hoy de los que tuvimos el honor de cumplir nuestro 
servicio militar en las unidades de la gloriosa arma de ingenieros”, expuso.
 Por su parte, el Director de la Academia respondió a estas palabras recordando 
que las Milicias Universitarias “representaron la unión fraternal de las armas, las letras 
y las ciencias y se reafirma aquí la enorme trascendencia del significado de dicha unión 
fraternal y de la forma de comprometido servicio que aquellas milicias supusieron”. 
Asimismo les agradeció su “ejemplo impagable para nuestros alumnos de la enseñanza 
militar de formación, que ven en vosotros un testimonio de vida comprometida con el 
amor a la Patria, como la que ellos han decidido también asumir”.
 Finalizada la parada militar y como es tradicional en esta celebración, los 
miembros de la UNAMU cantaron la tradicional canción (cuyo autor fue un alférez de 
milicias) “Margarita se llama mi amor”.
Componentes de la 
UNAMU





















CLAUSURA DE CURSOS 
SEGUNDO SEMESTRE 2012
XVII Curso de Especialista en Reconocimiento de 
Municiones y Artefactos improvisados (EOR) para 
Militares de Tropa
 El pasado día 24 de octubre fue clausurado el XVII Curso de Especialista para 
tropa en Reconocimiento de Municiones y Artefactos improvisados (EOR).
 En el acto, 20 MPT del Ejército de Tierra, E. del Aire e Infantería de Marina reci-
bieron el título que les acredita como Especialistas en Reconocimiento de Municiones y 
Artefactos improvisados.
 La clausura fue el colofón a un curso que se inició con una fase a distancia, que 
tuvo lugar desde el 18 de junio al 31 de agosto (a. i.), la prueba de selección se realizó 
el 5 de septiembre.
 Posteriormente, desde el 12 de septiembre al 24 de octubre se desarrolló la fase 
de presente en el Centro Internacional de Desminado. A lo largo de estos días los alum-
nos recibieron clases y se realizaron prácticas para que adquirieran  los conocimientos 
y las habilidades necesarias para alcanzar los niveles de aptitud.
Componentes del XVII Curso EOR
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 XXXVI Curso para la obtención del Diploma de 
Informática Militar 
 El pasado día 14 de diciembre en el salón noble de la Academia de Ingenieros, 
tuvo lugar la clausura del XXXVI Curso para la Obtención del Diploma de Informática 
Militar para personal del Ejército de Tierra y Guardia Civil. La clausura estuvo presidida 
por el director de la Academia de Ingenieros del Ejército de Tierra, el general de brigada 
D. Antonio González García.
 En el acto, recibieron el título que les acredita como Diplomados en Informática 
Militar.
 






















INTRODUCCIÓN A LOS SISTEMAS DE 
INFORMACIÓN PARA EL MANDO Y 
CONTROL MILITAR.
 De Manfredo Monforte Moreno, Aurelio 




Manfredo Monforte Moreno, coordinador 
director, Doctor Ingeniero de Armamento, 
coronel del Cuerpo de Ingenieros Politécnicos 
del Ejército de Tierra, jefe del área TIC de la 
jefatura de los Sistemas de Información y Comunicaciones del Ejército de 
Tierra. Máster MBA, University of Houston, Máster en Dirección TIC por la 
UPM. Aurelio Hinarejos Rojo y Carlos Herrero Santos completan el equipo 
de coordinación, son capitanes ingenieros militares del Ejército de Tierra.
    
Sobre la obra
Tiene el propósito de proporcionar una base conceptual al personal 
de las FFAA, sobre los sistemas de información para el mando y control, 
orientados esencialmente al presente y futuro. El conocimiento de los 
sistemas de información, hoy día, supone una necesidad y estar en 
disposición de comprender su evolución también. En ocasiones alcanzan un 
ritmo sorprendente.  Es una obra ambiciosa que pretende un conocimiento 
útil que proporcione una superioridad frente al enemigo sea de la naturaleza 
que sea.    



















CENTRO ELECTROTÉCNICO Y DE 
COMUNICACIONES
De Benigno Pereda del Río 
Sobre el autor
 Nacido en Villarrodrigo 
(Palencia) el 4 de septiembre de 
1894, fue sargento de ingenieros 
y presidente del casino del club de 
clases del ejército, fue condecorado 
por el Rey Alfonso XII, con la Cruz 
de Alfonso XII por méritos en pro de 
la cultura. Murió en Paracuellos en 
1936.
Sobre la obra
 Editado en 1930, el autor aprovecha la celebración del veinticinco 
aniversario de creación del centro, denominado a la hora de la redacción 
del libro “l Regimiento de Radiotelegrafía y Automovilismo” (donde estaba 
destinado), sin olvidar las obligadas reseñas del Batallón de Radiotelegrafía 
de Campaña, unidad que nace en el centro y que se integra en el nuevo 
regimiento, para hacer un recorrido histórico de las vicisitudes acaecidas a 
la unidad en su “cuarto de siglo” de existencia, sus gloriosas intervenciones 
en las últimas campañas, el desarrollo tecnológico del centro, las diferentes 
estaciones que dan servicio en todo el territorio nacional y el protectorado 
de Marruecos.
 Pasada la conmemoración queda olvidada en los archivos de la 
Biblioteca Nacional e Instituto de Historia y Cultura Militar.
 En 2011 y con motivo de la celebración del III Centenario de la 
creación del Cuerpo de Ingenieros, la obra es rescatada y puesta en valor 
por el Regimiento de Transmisiones 22, su actual heredero, recuperándose 
la memoria de este sargento de ingenieros para el estudio histórico del 
arma, acción a la que se adhiere este Memorial de Ingenieros incluyendo 
su reseña entre los libros de nueva publicación.



















LA NUEVA POLÍTICA DE SEGURIDAD DE 
LA UNIÓN EUROPEA 
De Javier Roldán Barbero (coordinador).
ISBN. 978-84-338-5390-5
Sobre el autor
 Nació en Granada en 1961. Formado 
como estudiante y profesor en la 
Universidad de Granada, obtuvo en 1995 
la Cátedra de Derecho Internacional 
Público y Relaciones Internacionales en la 
Universidad de Almería. Ha sido asimismo 
titular de la Cátedra Jean Monnet de 
Derecho Comunitario en esa misma 
Universidad. En el curso académico 2004-05 
se ha reincorporado como Catedrático a la Universidad de Granada. Colaboran 
en el libro prestigiosos juristas de diversas universidades españolas y 
militares expertos en políticas  de seguridad y defensa europeos y estudios 
estratégicos.
Sobre la obra
Surge de la colaboración entre la Universidad de Granada y el Mando de 
Adiestramiento y Doctrina (MADOC) para su difusión entre las comunidades 
universitaria y castrense. Recoge los diez años de experiencia (de carácter 
general) de  la  existencia de la Política Europea de Seguridad y Defensa 
(PESD) y la dificultad de su acción en los primeros años de andadura;  las 
diferencias de los distintos Ministerios de Defensa de los Estados miembros 
y sus gabinetes de comunicación  para trasladar a la ciudadanía en qué 
consiste la PESD. Se pretende tener una política de defensa en común que 
garantice la seguridad del continente, consiguiendo así una posición de 
fuerza de la que hoy día carece…

















A HISTORIA MILITAR DE ESPAÑA. III EDAD MODERNA. I. Ultramar y la Marina
Dirigida por Hugo O’Donnell  y Duque 
de Estrada. 
                               
Coordinador científico: 
Enrique García Hernán.  
                            
Coordinadores  técnicos: 
José María Blanco Núñez y Herminio 
Hernández García
 ISBN: 978-84-8483-373-4.          
                                                  
Sobre los autores
El director de la obra  es un militar y noble español. Es comandante 
de Infantería de Marina e historiador militar, caballero de la Orden de 
Malta y miembro de la Real Academia de la Historia. Su coordinador 
científico es Doctor en Historia Moderna, científico titular del CSIC. Los 
coordinadores son técnicos, militares e importantes investigadores con 
varias publicaciones sobre historia militar. Asimismo la obra cuenta con 
numerosos colaboradores que son catedráticos, profesores de universidad 
y reconocidos hispanistas.
Sobre la obra
El ejemplar es el tercer tomo de la Historia Militar de España, está dedicado 
a la Edad Moderna. Se tratará la conquista de Canarias y el desarrollo de la 
marina atlántica, condicionantes del descubrimiento y conquista y defensa 
de las Indias.
Como en tomos anteriores se analizan los temas y aspectos cronológicos 
más relevantes, teniendo que obviar en ocasiones los hechos más 
conocidos. 
Abarca los siglos del reinado de la Casa de Austria. En esta época y por 
razones de gobierno, incluidas las militares, América fue dividida en dos 



















LOS SISTEMAS NO TRIPULADOS
De Félix Fernández Merino, José 
Ramón Salas Triguero, Juan Domínguez 




Militares, funcionarios  civiles que 
prestan sus servicios en Defensa e 
ingenieros del Ministerio de Industria son 
los responsables de estas ponencias y de 
muchos otros estudios sobre los sistemas 
aéreos no tripulados.
Sobre la obra.
Introduce la obra las conversaciones interceptadas entre jefes talibán, 
que demuestran la creciente importancia de los UAS (Unmanned Air 
System), Sus ventajas, sus problemas, sus certificaciones, organismos 
competentes para ello se exponen en esta obra. Operativamente, la 
integración de sistemas tripulados y no tripulados incrementarán las 
capacidades militares conjuntas. Irán sustituyendo progresivamente a los 
vehículos tripulados. Representan, por tanto el futuro y ya podíamos hablar 
también del presente.

















A MILITARES Y OENEGÉS   
De Javier Ruiz Arévalo.
ISNB: 978-84-338-5355-4
Sobre el autor
Teniente coronel de Infantería. Nacido 
en Lesaca (Navarra). AGM 1.982-87. Ha 
impartido conferencias sobre Apoyo Logístico 
en Operaciones, actuado como ponente en 
Punto de Encuentro de Logística de Apoyo 
Expedicionarias, centradas en el campo del 
movimiento y transporte, y participado en 
diversos grupos de estudio sobre Logística. 
Ha colaborado en la redacción de diversas publicaciones militares: 
Orientaciones y Operaciones en Retaguardia, Operaciones RSOM, Manual 
de Planeamiento Logístico y Movimiento y Transporte en Operaciones.
Sobre la obra
 Se analiza y la evolución de los conflictos que pasan de ser un 
enfrentamiento entre dos ejércitos para doblegarlo e imponer los intereses 
nacionales a tener en cuenta mucho más actores de origen civil, no solo 
militar,  y tratar de ganar a una población y estabilizar un país. En este 
escenario actúan también  Organizaciones Nacionales e Internacionales 
y Organizaciones No Gubernamentales, las ONG,s con la complejidad de 
ser neutrales. Para su actuación han necesitado la cooperación militar, 
teniendo estos últimos, además de una misión militar, que realizar una 
misión humanitaria.

