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SAŽETAK 
Ovaj završni rad objedinjuje opis tehnologije i mogućnosti mobilnih uređaja (nama 
poznatijim pod nazivom „mobitel“) i računala, pri čemu je orijentiran na bežične i žične 
tehnologije, i samim time na njihovu mogućnost povezivanja na internet te vršenja 
videonadzora putem istog ili van mreže (engl. offline). Internet je u današnje vrijeme 
ogroman, a uz to i vrlo važan medij na kojem možemo pronaći mnogo korisnih (ali i 
nažalost beskorisnih) informacija te aplikacija. S obzirom na to da internetu danas 
jednako lako možemo pristupiti i preko mobilnih i preko računalnih mreža, u ovom radu 
nastojano je u najvažnijim crtama opisati, približiti i objasniti način i tehnologiju 
pristupa internetu, bilo preko mobilnih ili pak računalnih mreža. Obje vrste mreža 
koriste više vrsta protokola odjednom kako bi se povezale na internet. Protokoli se 
međusobno razlikuju i između mreža (računalne mreže koriste drugačije protokole od 
mobilnih), ali i između sebe, unutar mreža (na primjer računalna mreža koristi veći broj 
različitih protokola), i samim time se pri zajedničkom radu nadopunjuju, stoga su svi 
najvažniji protokoli navedeni i objašnjeni u ovom radu kako bi što bolje približili i 
razjasnili način na koji se fizičko tijelo, poput mobitela ili osobnog računala, bežično 
spaja, umrežuje, s milijunima drugih računala bilo gdje u svijetu. Također, kako bi se 
što bolje objasnile mogućnosti koje imamo prilikom spajanja na Internet te izvan mreže 
(engl. offline), poseban naglasak stavljen je na fizičku primjenu u primjeru s IP 
kamerom, odnosno na mogućnosti i važnosti pristupanja IP kamerama preko interneta i 
van mreže (engl. offline) te kako uopće možemo konfigurirati IP kameru da bismo joj 
mogli pristupiti putem mobilnog uređaja ili računala s bilo kojeg mjesta na svijetu ili 
pak iz lokalne mreže. Primjerice, kameru možemo postaviti u Hrvatskoj u željeni 
prostor te joj, uz pomoć protokola koji služe za brže i lakše umrežavanje, pristupiti i 
vidjeti živi prijenos slike i zvuka iz Hrvatske, dok se nalazimo u Mađarskoj, ili na bilo 
kojem mjestu na svijetu. Jedini uvjet pristupanja kameri je da imamo računalo ili 
mobilni uređaj te pristup internetu. IP kamera dokaz je da internet uistinu nema granica 
i da u današnje vrijeme možemo sve više i više stvari obavljati putem njega. 
bežične i žične tehnologije, 1 
IP kameru, 1 
mobilnih uređaja, 1 
protokoli, 1 
računalnih mreža, 1 
van mreže, 1 
videonadzora, 1 
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1. UVOD  
Mobilni telefon ili mobitel prijenosni je elektronički uređaj za komuniciranje na veće 
ili velike udaljenosti. Glavna komunikacijska funkcija je prijenos glasa (telefon), no u 
novije vrijeme dodane su i druge funkcije poput kratke tekstualne poruke (SMS1), 
elektroničke pošte, interneta, registracije kontakata, korištenja kalkulatora, sata, alarma i 
sličnih funkcija, te slike i video, multimedijalne poruke (MMS2). U današnje vrijeme 
koriste se mobilni telefoni pod nazivom smartphone (doslovni prijevod: „pametni 
telefon“). Prvobitna publika na koju se ciljalo tim uređajima bili su poslovni ljudi jer su 
takvi mobilni telefoni podržavali dodatne opcije koje obični mobilni telefon (dummy-
phone) nije podržavao. Kao na primjer: čitanje elektroničke pošte, brzi prijenos 
podataka i pristup internetu (WiFi3, EDGE4, HSDPA5), otvaranje Officeovih 
dokumenata i slično. Njihovo se korištenje povećalo izlaskom Appleova iPhonea, koji 
je pokretao operativni sustav IOS6. Nakon Applea, i drugi proizvođači su počeli 
proizvoditi slične uređaje koji su pokretali Googleov OS pod imenom Android7. 
Povećanje korištenja pametnih telefona dogodilo se isključivo iz razloga jer je OS, koji 
su pokretali, pojednostavljen da ga mogu koristiti svi korisnici. Dolaskom tih mobilnih 
telefona otvorile su se mnogobrojne mogućnosti i jedna od njih je internetski 
videonadzor. Primjerice, posjeduje se trgovina ili nekakav lokal i važno je da je 
osiguran 0 – 24. To se može ostvariti postavljanjem uređaja pod nazivom IP kamera. To 
su kamere koje imaju mogućnost spajanja na Internet ili na lokalnu mrežu te streamanja 
videomaterijala. Budući da pametni mobilni telefon ima pristup brzoj i nadasve važnoj 
bežičnoj mreži bilo gdje da se nalazi, dolazi se do zaključka da je moguće preko 
mobilnog telefona imati stalni uvid u ono što se događa u poslovnici. 
 
  
                                                          
1SMS (Short Message Service) – tekstualne poruke koje mobilni uređaj može slati 
2MMS (Multimedia Message Service) – standardni način slanja poruka koje sadrže multimedijske 
sadržaje (video, zvuk, slika) 
3WIFI – bežična mreža koja služi za povezivanje računala 
4EDGE (Enhanced Data Rates for GSM Evolution) – mobilna tehnologija koja služi za poboljšan prijenos 
podataka 
5HSDPA (High-Speed Downlink Packet Access) – mobilni protokol 3. generacije   
6IOS – operativni sustav za mobilne telefone tvrtke Apple 
7Android – operativni sustav koji je razvio Google za pametne telefone 
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2. WAP 
WAP8 (Wireless Application Protocol) je međunarodni standard koji koriste 
aplikacije da bi pristupile internetu putem mobilnog uređaja, te je jako sličan WWW9 
programskom modelu. 
WAP je kreiran za mobilne uređaje kao na primjer PDA10 (Personal Data Assistant) 
da bi poslovni korisnici mogli pristupiti internetu te internetskim servisima. WAP je 
prethodnik svim današnjim bežičnim mobilnim mrežama.  
WAP definira skup standardiziranih slojeva koji omogućavaju komunikaciju između 
mobilnih terminala i mrežnih servera, te su to: 
 WDP (Wireless Datagram Protokol) – njegov zadatak je svaku mrežu predstaviti 
kao UDP višim slojevima WAP-a 
 WTLS (Wireless Transport Layer Security) – kao što sam naziv govori, njegov 
zadatak je pružanje sigurnog prijenosa podataka te je dosta sličan TLS protokolu 
 WTP (Wireless Transaction Protocol) – pruža pouzdan zahtjev i odaziv odnosno 
rješava problem gubitka paketa i to čak efikasnije od TCP protokola, koji se 
kasnije spominje u radu 
 WSP (Wireless Session Protocol) – u većini slučajeva smatra se da je to 
umanjena verzija HTTP-a te omogućava slanje zahtjeva koji sadrže 
HTTP/HTTPS, koji se kasnije prevode u pojednostavljeni HTTP 
 WAE (Wireless Application Enviorment) – u ovom sloju, WML (Wireless 
Markup Language) koristi se kao osnovni jezik za označavanje te je 
kompatibilan s XML jezikom [1]. 
  
                                                          
8WAP (Wireless Aplication Protocol) – tehnički standard za pristup informacijama pomoću mobilnog 
uređaja 
9WWW (World Wide Web) – sustav povezanih dokumenata kojima se pristupa preko interneta 
10PDA (Personal Dana Assistant) – prethodnik današnjem „pametnom telefonu“ 
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3. HSDPA 
High-Speed Downlink Packet Access (HSDPA11) je treća generacija mobilnog protokola 
koji se također naziva 3.5G, 3G+ ili turbo 3G te omogućava brži i veći prijenos 
podataka mobilnim mrežama koje su bazirane na UMTS-u. HSDPA je noviji oblik 
WCDMA standarda te može pružiti brzinu preuzimanja do 14.4 Mbit/s i brzinu slanja 
do 2 Mbit/s. Tim brzinama HSDPA se približila ili čak prestigla prosječnu žičanu DSL 
konekciju.  
Trenutno je HDSPA podijeljena na tri kanala koji se koriste za pristup mreži: HS-
DSCH (High-Speed Downlik Shared Channel), HS-SCCH (High-Speed Signalling 
Control Channel) i HS-DPCCH (High-Speed Dedicated Physical Control Channel). [2] 
 
Slika 1.: HSDPA USB stick [5] 
http://www.slashgear.com/gallery/data_files/2/7/8/novatel_wireless_ovation_mc990d_hsdpa_modem_wit
h_file_storage.jpg 
3.1 . HS-DSCH 
Ovaj kanal se koristi za prijenos podataka koji koriste svi korisnici koji su spojeni na 
NodeB čvor. Ključna karakteristika ovoga kanala je dijeljenje zajedničkih resursa te se 
to odvija dinamički među korisnicima. Ovaj kanal je rađen na principu da koristi što 
manje energije. Dinamički se prilagođava zahtjevima, u suštini to znači da će se 




11HSDPA (High-Speed Downlink Packet Access) – protokol za prijenos podataka koji se koristi u 
mobilnim mrežama 
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Kao što sam naziv govori, ovaj kanal služi za kontrolu zahtjeva te je nositelj triju 
glavnih elemenata: 
 nositelj je UE identiteta da bi mogao omogućiti specifično adresiranje svakog 
UE identiteta na ovom kanalu 
 nositelj je hibridnog ARQ-a12 
 nositelj TFRI-ja (Transport Format and Rescue Indicator); TFRI identificira 
dodijeljene resurse i oblik prijenosa [3]. 
 
3.3. HS-DPCCH 
Ovaj kanal koristi se da bi pružio povratnu informaciju korisniku i ona se nalazi u 
uplinku te nosi sljedeće informacije: 
 informaciju o kvaliteti kanala i njoj korisnik ima izravni pristup 
 HARQ ACK/NACK13, koji se koristi za povratnu informaciju o uspješnom 
prijemu i dekodiranju informacije, te eventualni zahtjev za ponovnim slanjem u 









12ARQ (Automatic Repeat reQuest) – metoda za provjeravanje pogrešaka pri prijenosu podataka 
13HARQ ACK/NACK – proces za preuzimanje podataka  
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4.  IP kamere 
IP kamere su tipovi digitalnih videokamera za koje se može reći da su spoj 
videokamere i računala jer imaju mogućnost spajanja direktno na internet ili lokalnu 
računalnu mrežu te im se može pristupiti s bilo koje udaljenosti.  
Postoje dvije vrste IP kamera: 
 centralizirane IP kamere – potreban im je centralni videorekorder (Network 
Video Recorder – NVR14) da bi mogle snimati te nadzirati 
 decentralizirane IP kamere – nije im potreban centralni videorekorder nego 
kamere imaju opciju snimanja direktno na kameru te snimljene materijale mogu 
pohraniti na vanjske medije kao što su flash-memorije [4]. 
 







14NVR (Network Video Recorder) – program koji snima videozapise na disk 
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4.1.  POVIJEST 
Prvu centraliziranu IP kameru proizveo je 1996. godine Axis Communications; 
nazvali su je Axis Neteye 200. Koristila je privatni web-server. Kasnih 1990-ih tvrtka je 
počela koristiti Linux operativni sustav za upravljanje njihovim kamerama. Također su 
izdali dokumentaciju za API pod nazivom VAPIX, koja se temelji na HTTP14 standardu 
i RTSP-u15.  
 
Slika 3.: IP kamera Axis Neteye 200 [7] 
http://www.axis.com/techsup/cam_servers/cam_200p/200p.gif 
 
Prvu decentraliziranu IP kameru proizveo je 1999. godine Mobotix. Kamera se 
koristila pomoću Linux16 operativnog sustava te je podržavala snimanje videomaterijala 
te alarmske funkcije. Kamera nije zahtijevala licencirani softver za upravljanje 
videomaterijalima.  
 
Slika 4.: Mobotix logo[8] 
http://www.talkwire.co.uk/assets/images/mobotix_systems.PNG 
                                                          
14HTTP (Hypertext Transfer Protocol) – protokol koji se koristi za komunikaciju računala preko mreže 
15RTSP (Real Time Streaming Protocol) – protokol koji je dizajniran za korištenje u komunikacijama i 
zabavi 
16Linux – operativni sustav otvorenoga koda 
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Prvu IP kameru koja je imala ugrađenu mogućnost analize videomaterijala lansirala 
je na tržište 2005. godine tvrtka Intellio. Ta je kamera imala brojne mogućnosti 
detekcije kao što su na primjer: objekt je ukraden, osoba je prešla liniju, neovlašten 
pristup, automobil ide u pogrešnom smjeru. [5] 
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4.2. STANDARDI 
Analogni televizori koriste standarde za prikaz slike, kao što su na primjer PAL17, 
NTSC18, SECAM19. Iz toga može se zaključiti da svaka IP kamera neće moći 
prikazivati videomaterijale bilo gdje (NTSC standard koristi se u Americi, a PAL 
standard u Europi).  
Da bi se izbjegao takav problem, u 2008. godini formirane su dvije grupe tvrtaka pod 
nazivom ONVIF20 i PSIA21. PSIA grupacija sastojala se od 20 članova uključujući 
Honeywell, GE Security i Cisco, a ONVIF grupaciju osnovali su Axis Communications, 
Bosch i Sony. Trenutačno svaka grupacija ima mnogobrojne članove. U siječnju 2009. 
godine izdali su prvu verziju (verzija 1.0) svojih specifikacija.   
 





                                                          
17PAL (Phase Alternating Line) – sustav kodiranja boja za analognu televiziju 
18NTSC (National Television System Committee) – analogni televizijski sustav koji se koristi u Sjevernoj 
i Južnoj Americi 
19SECAM (Sequential Color with Memory) – analogni televizijski sustav prvi put korišten u Francuskoj 
20ONVIF (Open Network Video Interface  Forum) – tvrtka koja se bavi razvojem IP kamera 
21PSIA (Physical Security Interoperability Alliance) – tvrtka koja inovativno promovira IP kamere 
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4.3. PREDNOSTI I NEDOSTACI 
IP kamere stvorene su upravo kako bi olakšale život, pa stoga imaju mnogo 
prednosti. Neke od njih su: prijenos audiozapisa u oba smjera kroz jedan kabel, velika 
rezolucija – IP kamere imaju rezoluciju od najmanje 640 x 480 piksela te podržavaju 
snimanje u HD22 rezoluciji, fleksibilnost – mogućnost pomicanja kamere u svim 
smjerovima, enkripcija i autorizacija; prijenos podataka je najčešće zaštićen nekom od 
metoda (WEP23, WPA24, WPA225), PoE26 – mogućnost rada bez dodatnog napajanja. 
IP kamere stvorene su, poboljšavane i nadograđivane kako bi se umanjili i na kraju u 
potpunosti otklonili njihovi nedostaci. Unatoč tome, neki nedostaci još nisu u potpunosti 
riješeni, a radi se o stvarima poput velikih početnih troškova, zahtijevanja brze veze pri 
prijenosu u HD rezoluciji te što većina takvih sustava videonadzora zahtijeva da 
instalaciju obavi ovlašteno osoblje. 
 
  
                                                          
22HD (High-definition video) – video veće rezolucije od standarda 
23WEP (Wired Equivalent Privacy) – sigurnosni algoritam za bežične mreže 
24WPA (Wi-Fi Protected Access) – bežični enkripcijski standard 
25WPA2 (Wi-Fi Protected Access II) – bežični enkripcijski standard 
26PoE (Power over Ethernet) – tehnologija koja opisuje prijenos energije uz prijenos podataka 
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5. IP (Internet Protocol) 
IP (eng. Internet Protocol) je primarni mrežni protokol za prijenos podataka. Koriste 
ga izvorišna i odredišna računala za uspostavu računalnih mreža, od kojih je 
najraširenija računalna mreža upravo internet. Postoji nekoliko verzija protokola koje se 
ponajprije razlikuju u načinu adresiranja. Najčešće korištena verzija protokola, koja je i 
standard interneta, je Internet Protocol version 4 (IPv4). IPv4 je standard za adresiranje 
računala koja podržavaju IP adrese dužine 32 bita. Novija pak verzija, Internet Protocol 
version 6 (IPv6), podržava IP adrese dužine 16 bajta (128 bitova). Postoje verzije IP-a i 
od 0 do 3, te 5, no uglavnom su bile rezervirane za posebne namjene, nekorištene ili pak 
eksperimentalne. 
Podaci u računalnoj mreži koja koristi IP organizirani su te se šalju u obliku tzv. 
paketa. Svaki pojedini paket sadrži zaglavlje u kojem je određen njegov izvor, 
odredište, informacije o podacima te datoteka koju prenosi. Prilikom slanja paketa 
između izvora i odredišta, nije unaprijed određen točan put preko mreže kojom podaci 
trebaju prijeći, pa nije sigurno hoće li paket doći do odredišta. Kako do toga ipak ne bi 
došlo, koriste se usmjerivači (eng. router) koji usmjeravaju pakete, uređujući im put 
kroz računalnu mrežu. 
IP definira samo osnove razmjene paketa u IP mrežama (adresiranje, izgled paketa), 
a za posebne namjene nekih aplikacija koriste se i drugi protokoli zajedničkog naziva IP 
grupa protokola (Internet Protocol suite). Ta grupa protokola označava se kraticom 
TCP/IP zbog toga što se na internetu i mnogim drugim mrežama IP koristi u 
kombinaciji s Transmission Control Protocolom (TCP). [6] 
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6. TCP (Transmission Control Protocol ) 
TCP (eng. Transmission Control Protocol) je protokol u prijenosnom sloju te jedan 
od osnovnih protokola unutar IP grupe protokola. TCP koriste programi za siguran 
prijenos podataka – korištenjem tog protokola, program na nekom od krajeva koji se 
nalaze na računalnoj mreži kreira virtualnu vezu prema drugom kraju te putem te veze 
prenosi podatke. On omogućuje potpunu duplex-vezu između dva kraja koji su oboje 
definirani IP adresom te brojem TCP porta.  
TCP je orijentiran vezom, pa se jednom uspostavljena veza održava sve dok 
programi na oba kraja nisu završili s razmjenom podataka; također, omogućuje 
višestruko istovremeno uspostavljanje veza prema jednom kraju između više klijenata 
(npr. e-mail). On određuje kako će se podaci razlomiti na pakete koji se mogu dostaviti 
na drugi kraj, šalje i prima pakete iz mrežnog sloja, upravlja strujanjem paketa, ponovno 
šalje pakete koji su izgubljeni u prijenosu te vodi računa o tome da je paket uspješno 
stigao do svojeg odredišta. 
TCP podržava neke od najčešće korištenih programskih protokola na internetu, kao 
što je HTTP. Taj prijenos funkcionira ovako: pri slanju HTML zahtjeva klijentu, web-
server koristi HTTP protokol. HTTP programski sloj šalje upit TCP sloju za 
uspostavljanjem veze i slanjem datoteke. TCP dijeli i slaže datoteku u pojedinačne 
pakete, numerira ih te ih potom prosljeđuje IP sloju za slanje. U slučaju da svi paketi 
imaju istu IP adresu izvora i odredišta, oni neće biti poslani istim putem. U klijentu, 
TCP sloj prihvaća sve pakete, šalje zahtjev za ponovnim slanjem paketa te ponovno 
provjerava jesu li svi paketi stigli. Tek kada svi paketi stignu, TCP sloj u klijentu ih 
sastavlja u prvobitnu datoteku te ju prikazuje u odgovarajućem programu. [6] 
 
Slika 6.: TCP zaglavlje 
https://media.licdn.com/mpr/mpr/shrinknp_800_800/p/4/005/09a/234/03f0081.png  
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7. PPP (Point-to-Point Protocol) 
PPP (eng. Point-to-Point Protocol, hrv. protokol za komunikaciju od točke do točke) 
koristi se za izravno povezivanje dvaju čvorova računalne mreže dvosmjernom (full-
duplex) vezom koja omogućuje dvosmjerno dostavljanje paketa redoslijedom koji su 
poslani. PPP omogućuje povezivanje računala serijskim, telefonskim ili optičkim 
kabelom, pomoću mobilnih telefona te radio ili satelitskom vezom. Osnovne funkcije 
ovog protokola su: odvijanje protokola mrežnog sloja, tj. mogućnost istovremenog 
prijenosa podatkovnih paketa različitih protokola preko iste veze, upravljanje vezom, 
interakcija s mrežnim slojem te podesivost, tj. PPP veze su građene tako da je moguće 
dodati nove postavke. 
PPP pakira TCP pakete te ih prosljeđuje na poslužitelj s kojeg mogu pristupiti 
internetu. Na primjer: davatelj usluge (interneta) daje korisniku PPP vezu tako da bi 
njegov poslužitelj mogao odgovoriti na korisnikove zahtjeve, proslijediti ih na internet, 
a rezultate pak proslijediti na korisnikovo računalo. [7] 
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8. UDP (User Datagram Protocol) 
UDP (User Datagram Protocol) je komunikacijski protokol koji je nepouzdan te nudi 
ograničenu količinu usluge. Koristi se za slanje kratkih poruka (datagram) između 
računala koja se nalaze na računalnoj mreži koja nužno koristi IP, no za slanje nije 
potrebna prethodna uspostava kanala za prijenos podataka. UDP je alternativa TCP-u, 
on koristi IP za razmjenu datoteka, provjerava pogreške prilikom prenošenja podataka, 
no ne provjerava primitak poruke, niti čuva stanje UDP poruka poslije slanja. 
Zbog svoje nepouzdanosti, UDP se koristi isključivo kada je bitnija brzina od 
pouzdanosti jer razmjena podataka UDP-om štedi vrijeme, pogotovo prilikom slanja iste 
poruke na više odredišta. Također, njime se šalju isključivo jako mali paketi. [8] 
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9. DHCP (Dynamic Host Configuration Protocol) 
Dynamic Host Configuration Protocol (u daljnjem tekstu DHCP) je komunikacijski 
protokol koji omogućava centralno upravljanje te automatsko odijeljivanje IP (Internet 
Protocol) adresa u mreži. 
Svako računalo koristi Internet Protocol te mu je potrebna jedinstvena IP adresa da bi 
se spojilo na internet, a ona se automatski dodjeljuje računalu čim se računalo poveže na 
internet. Bez DHCP-a svaka bi se adresa morala ručno dodijeliti računalu te promijeniti 
svaki put kada bi se to računalo premjestilo u novu mrežu. DHCP omogućava 
administratoru nadzor dodjeljivanja IP adresa s jednog mjesta za sva računala koja se 
nalaze u mreži te unošenje promjena. 
DHCP koristi metodu „iznajmljivanja“ što znači da je adresa koja je dodijeljena 
nekom računalu, dodijeljena samo na određeno vrijeme. Vrijeme „iznajmljivanja“ ovisi 
o dužini internetske veze na određenoj mreži. DHCP je najkorisniji kada se korisnici 
često mijenjaju u mreži tako što koristi kraće vrijeme „iznajmljivanja“ IP adrese te 
dinamički konfigurira mreže u kojoj ima više računala nego dostupnih IP adresa. DHCP 
također ima podršku za statične adrese, takve adrese najčešće koriste web-serveri. 
DHCP je proširenje starijeg Bootstrap Protocola (u daljnjem tekstu BOOTP), te je 
napredniji od njega, no može procesirati BOOTP zahtjeve. [9]  
 
Slika 9.: DHCP protokol 
http://study-ccna.com/images/dhcp_process_explained.jpg 
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10. DNS 
DNS27 je servis koji služi za prevođenje slovnih i numeričkih naziva u IP adresu 
računala i obratno. U osnovi, svako računalo u mreži ima jedinstvenu IP adresu, a 
zadatak DNS-a je usmjeriti naziv računala na tu IP adresu. IP adresa može biti IPv4 koja 
se sastoji od 4 bajta, odnosno 32-bita, i IPv6 koja se sastoji od 16 bajtova, odnosno 128-
bita. [10] 
10.1. STATIČNI DNS 
Kada je računalo spojeno na internet sa statičnom IP adresom, podešavanje DNS-a se 
samo svodi na dodavanje imena na popis imena u zoni. Datoteka zona je jednostavno 
tekstualni dokument koji sadrži informacije o pojedinoj domeni, gdje poslati 
elektroničku poštu za domenu ili gdje su locirane internetske stranice.  
 




                                                          
27DNS (Domain Name System) – sustav razrješenja imena 
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10.2. VRSTE DNS-A 
Postoje dvije metode koje se, ovisno o veličini mreže, koriste za prevođenje IP 
adresa: 
 Datoteka/etc/hosts (Linux) 
U manjim mrežama je dovoljno unijeti adrese i imena lokalnih računala u ovu 
datoteku. U nju je također moguće navesti i udaljena računala. Međutim, ova metoda je 
statičkoga karaktera jer ako se neka IP adresa u međuvremenu promijeni, moraju se 
ručno unijeti nove podatci. 
 Domain Name System (DNS) 
Ovaj sustav dijeli cijeli internet u pojedine domene. Svaka domena 
koristi nameservere koji poznaju IP adrese i imena računala koja se nalaze u području te 
domene. Svi nameserveri su međusobno povezani u obliku stabla te se mogu promatrati 
kao jedna velika centralna baza podataka. 
 
10.3. DOMAIN NAME SPACE 
Internet je podijeljen na pojedina područja od kojih svako ima određeno značenje. Ta 
područja podijeljena su u obliku stabla i podsjećaju na organizaciju direktorija 
na tvrdom disku jednog računala.  
 Root Domain  
Na vrhu se, kao što se vidi, nalazi tzv. root-domena koja se označava točkom. U 
praksi se ta točka ignorira tako da je ne moramo koristiti. 
 Top Level Domain  
Drugo područje pripada tzv. Top Level Domeni i iz nje se može otprilike 
pretpostaviti kojoj organizaciji ili državi ta domena pripada. Ispod ili iznad TLD (Top 
Level Domene) ne može se nalaziti neki drugi TLD. Za Hrvatsku stoji .hr domena. 
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 Second Level Domain  
Second Level Domain je sljedeće niže područje ispod TLD-a i označava ime pod 
kojim se neka tvrtka može registrirati. Na primjer, tvrtka želi registrirati domenu na 
internetu naziva „velikatvrtka.hr“. Prvo je potrebno saznati je li ta domena slobodna. 
Centralno mjesto za registraciju domena je InterNIC (http://www.internic.net). Ovdje je 
također moguće provjeriti dostupnost slobodnih domena.  
 Poddomena  
Ispod gore navedenih domena moguć je još jedan sloj domena koji se 
zove poddomena (engl. subdomain). U praksi se rijetko susreće s poddomenama jer je 
za njihovo korištenje potrebno pamtiti dugačka imena. Fakulteti npr. često koriste 
poddomene jer su podijeljeni u više stručnih područja.  
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10.4. REDOSLIJED ISPITIVANJA 
Klijentovo ispitivanje DNS servera je vrlo zanimljiv postupak. Razlikuju se dvije 
vrste ispitivanja: 
 Rekurzivno ispitivanje 
Kao prvo, korisnik upisuje u svoj pretraživač ime računala s kojim želi uspostaviti 
vezu, npr. „azija.velikatvrtka.hr“. Nakon toga se aktivira funkcija za prevođenje imena 
tzv. resolver, koji upita lokalni DNS server za IP adresu tog imena. Server tada u svojoj 
datoteci traži zonu kao i u svom cacheu28. Ako nađe traženu IP adresu, vraća je klijentu 
kao odgovor, a u suprotnom vraća poruku da adresa nije pronađena. 
 Forward-Lookup 
U svoj pretraživač korisnik upisuje ime računala s kojim želi uspostaviti vezu, npr. 
„europa.velikatvrtka.hr“. Nakon toga se aktivira funkcija za prevođenje imena tzv. 
resolver29, koji upita lokalni DNS server za IP adresu tog imena. Server sada traži u 
svojoj datoteci zonu kao i u svom cacheu. Ako nađe traženu IP adresu, vraća je klijentu 
kao odgovor. U slučaju da ne nađe IP adresu koju je tražio, DNS server šalje pitanje na 
DNS server koji je zadužen za root-domenu i koji mora biti unesen u lokalnom DNS 
serveru. Ako i lokalni DNS server ne pronađe odgovarajuću adresu, onda šalje pitanje 
na DNS server koji je autoriziran za .hr domenu. Ako server koji je autoriziran za .hr 
domenu pronađe adresu, vraća je direktno lokalnom DNS serveru, a ako ne, šalje pitanje 
DNS serveru zaduženom za domenu velikatvrtka. Postupak se ponavlja sve dok se 
tražena adresa ne pronađe. [11] 
 
  
                                                          
28Cache – privremena memorija 
29Resolver – set programa koji se koristi za razrješenje imena u DNS-u 
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11. VIDEONADZOR PUTEM INTERNETA 
11.1. KONFIGURACIJA IP KAMERE  
Prije nego se poveže IP kamera s usmjerivačem (engl. router) mora se konfigurirati. 
To će se učiniti tako što se izravno poveže na IP kameru preko bežične mreže koju 
odašilje sama kamera. Jedna od njezinih opcija je da se ponaša kao hotspot te da ima 
mogućnost izravnog povezivanja na samu kameru bez internetskog priključka. Dakle, 
poveže se na bežičnu mrežu naziva „CAM4BE6“ te se unese zaporka 123456789. 
Nakon toga se otvori internetski preglednik (Internet Explorer, Google Chrome, Mozilla 
Firefox) te se unese IP adresa koju je zadao proizvođač, 192.168.246.1. Nakon toga će 
se pojaviti prozor u kojem se traži korisničko ime i lozinka za pristup kameri, zadano je 
„admin“ i lozinka „123456“. Na početnoj stranici će se kliknuti na simbol ključa i 
odvijača za daljnju konfiguraciju kao što je označeno na slici ispod. 
 
Slika 11.: Početni zaslon IP kamere  
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Nakon što se klikne na navedeni simbol, otvorit će se stranica za konfiguraciju 
kamere koja je prikazana na sljedećoj slici. Mogu se vidjeti svi parametri koji su 
dozvoljeni za podešavanje po vlastitoj želji. 
 
Slika 12.: Prikaz stranice za konfiguraciju  
Da bi se podesili parametri koji su potrebni da bi se kamera uspješno povezala s 
usmjerivačem, potrebno je odabrati karticu naziva Basic Network Settings. Kada se 
otvori navedena kartica, pojavit će se polja za unos željenih parametara. Pošto je u 
ovom radu potrebno ručno podesiti parametre, prvo polje se neće koristiti jer ako se 
označi kućica pokraj toga, automatski će se preuzeti IP adresa, podmaska, gateway, 
DDNS server 1 i 2, odnosno kamera će povući navedene podatke s usmjerivača i 
parametri će biti oni koje joj usmjerivač dodijeli. 
 
Slika 13.: Kartica za konfiguraciju kamere  
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Kao što se vidi na slici za IP adresu kamere, odabrana je 192.168.1.44 (statička IP 
adresa, odnosno nepromjenjiva), podmaska mreže 255.255.255.0 (ista kao što je 
podešena na usmjerivaču), gateway 192.168.1.1 (IP adresa za pristup postavkama 
usmjerivača), DDNS Server 1 i 2, te broj HTTP porta (8080 u ovom slučaju).  
Kamera je konfigurirana po vlastitoj želji, tj. dodijeljena joj je statička IP adresa te je 
sad potrebno napraviti prosljeđivanje priključka (eng. port forward) na usmjerivaču.  
Sljedeća kartica pod imenom Wireless LAN Settings je jako zanimljiva opcija koju 
kamera podržava. Kamera ima mogućnost bežičnog spajanja s usmjerivačem, dakle, 
može biti hotspot ili se pak bežično spojiti na usmjerivač za pristup internetu, što je 
izrazito korisna funkcija u slučaju da je usmjerivač poprilično udaljen od mjesta na 
kojem se želi postaviti kamera za nadzor. U ovom radu nije korištena ta opcija zbog 
toga što usmjerivač koji je korišten nema opciju prosljeđivanja priključka (eng. port 
forward) na bežičnu mrežu. 
 
Slika 14.: Bežična konfiguracija kamere  
 
Sljedeća kartica pod imenom Alarm Service Settings služi za uključivanje senzora 
pokreta te postavljanje alarma u slučaju da je kamera zabilježila neki pokret. Kada se 
uključi ta opcija, također se može postaviti da kamera dojavi korisniku na unesenu e-
mail adresu kada je aktiviran senzor za pokrete. Također, u programu koji dolazi uz 
kameru, može se podesiti da se oglasi zvuk kada je aktiviran alarm. 
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Slika 15.: Kartica za podešavanje alarma  
 
U predzadnjoj kartici može se definirati korisnike koji mogu pristupiti kameri te 
njihovu razinu. Kao što se vidi, postoje 3 razine: administrator, operator i posjetitelj. 
Administrator ima mogućnost mijenjanja svih postavki kamere. Operator, kao što samo 
ime govori, može upravljati kamerom te mijenjati samo neke postavke, dok posjetitelj 
može samo pristupiti prikazu koji kamera trenutno snima. 
 
Slika 16.: Kartica za upravljanje korisničkim računima  
Zadnja kartica služi za održavanje kamere. Tamo se može kameru vratiti na 
tvorničke postavke, ponovno je pokrenuti u slučaju ako prestane emitirati sliku ili zbog 
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nekog drugog razloga. Također, može se nadograditi firmware30 same kamere te 
firmware za pristup internetu. 
 
















30fimrware – tip programa koji nam pruža kontrolu, nadgledanje i upravljanje podatcima nekog sistema   
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11.2. KONFIGURACIJA USMJERIVAČA 
Nakon što je kamera uspješno podešena, potrebno je podesiti usmjerivač. Da bi se 
moglo pristupiti kameri izvan podmrežne maske u kojoj se nalazi kamera, mora se 
napraviti prosljeđivanje priključka (eng. port forward) na koji je priključena kamera. U 
ovom slučaju to je ethernet port 1 (u daljnjem kontekstu ethport1). 
U postavke usmjerivača ulazi se tako što u se internetski pretraživač upisuje IP 
adresa usmjerivača, 192.168.1.1 te korisničko ime (user) i lozinku (zapisana je na 




Slika 18.: Početna stranica usmjerivača  
 
Prosljeđivanje priključka (eng. port forward) kod ovog modela usmjerivača nalazi se 
pod karticom Game & Application Settings te je to potrebno odabrati. 
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Slika 19.: Stranica za podešavanje port forward  
 
Odabirom te kartice otvara se sljedeća stranica na kojoj je potrebno kliknuti na 
Create a new game or application. 
 
Slika 20.: Kreiranje aplikacije za port forward  
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Sada će se upisati ime nove igre ili aplikacije, u ovom slučaju IP_kamera, te odabrati 
Manual Entry of Port Maps gdje će se unijeti isti broj koji je ranije unesen u polje 
HTTP port u postavkama kamere (8080). 
 
Slika 21.: Unošenje imena aplikacije  
 
Sljedeća stranica koja se prikazuje nakon što se klikne na Next je stranica na kojoj se 
unosi broj priključka (8080). U prva dva polja unosi se broj priključka 8080, a u treće 
polje broj 80.  
 
Slika 22.: Unošenje porta  
Kada se unese željeni priključak, klikne se na Add. Nakon toga potrebno je dodijeliti 
aplikaciju priključku na kojem se nalazi kamera klikom na Assign a game or 
application to a local network device, odabrati u prvom padajućem izborniku 
Matko Martek  Mrežna konfiguracija i protokoli za povezivanje 
web poslužitelja i mobilnog uređaja 
 
Međimursko Veleučilište u Čakovcu  28 
 
IP_kamera te u drugom samu kameru Unknown-xx-xx-xx-xx-xx-xx (xx-xx-xx-xx-xx-
xx je MAC adresa kamere, odnosno jedinstveni označivač), te kliknuti na Add. 
 
 
Slika 23.: Pridruživanje aplikacije IP kameri  
 
Konfiguracija usmjerivača je dovršena te se sada može pristupiti IP kameri preko 
računala koje se ne nalazi u istoj podmrežnoj masci kao i kamera. Da bi se pristupilo 
kameri, potrebna je javna IP adresa usmjerivača koja je nažalost dinamička, tj. mijenja 
se svaka 24 sata zbog sigurnosnih razloga. Hrvatski Telekom ima ponudu javne statičke 
IP adrese koja se dodatno plaća, ali budući da se ova kamera trenutno neće stalno 
koristiti, nije potrebno uzimati javnu statičku adresu. Ako se i uzme javna statička IP 
adresa, podrazumijeva se da je izrazito nesigurna jer se nikad ne mijenja, pa se s 
lakoćom može ilegalno upasti u usmjerivač te nanijeti štetu. Upravo zbog toga se 
statička javna IP adresa ne koristi osim ako nije stvarno neophodna. 
 
 
Slika 24.: Konačni izgled konfiguriranog usmjerivača 
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Iako je u suštini isto, prosljeđivanje priključka na ostalim usmjerivačima izgleda 
malo drugačije nego kao kod ranije spomenutog (Thomson TG782). 
Kod Siemens SX763 usmjerivača nakon ulaska na početnu stranicu usmjerivača 
potrebno je odabrati Advanced Settings te nakon toga karticu Port Forwarding kao što 
je prikazano na slici ispod. 
 
Slika 25.: prosljeđivanje priključka Siemens SX763 
Tamo se odabire protokol koji će se prosljeđivati, broj javnog priključka (80 pošto se 
radi o internetskom pristupu), broj priključka na koji se prosljeđuje (8080), te IP adresa 
uređaja za koji je vezano prosljeđivanje priključka (192.168.1.23 – adresa kamere). 
Može se primijetiti da u prethodnom primjeru usmjerivač nije koristio IP adresu uređaja 
već njegovu MAC adresu. 
Kod ZTE 931 VII usmjerivača nakon što se otvori naslovna stranica usmjerivača 
potrebno je kliknuti na Application te zatim na Port forwarding.  
Na toj stranici, kao što se može vidjeti na slici ispod odlomka, potrebno je označiti 
kućicu pokraj Enable, te zatim unesti ime aplikacije za prosljeđivanje priključka, 
internetske veze koja se koristi (Internet_ADSL u ovom primjeru), IP adresu uređaja za 
koji će biti vezana ta aplikacija te broj priključka koji je prethodno podešen. Postavke se 
potvrđuju klikom na gumb Add. 
Matko Martek  Mrežna konfiguracija i protokoli za povezivanje 
web poslužitelja i mobilnog uređaja 
 
Međimursko Veleučilište u Čakovcu  30 
 
 
Slika 26.: prosljeđivanje priključka ZTE 931 VII  
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12. LOKALNI VIDEONADZOR 
12.1. KONFIGURACIJA SERVERA 
Da bi se obavio lokalni videonadzor neke ustanove, potrebno je postaviti server na 
jednom računalu putem kojeg će svi korisnici te mreže pristupati IP kameri ili FTP31 
serveru na kojem se nalaze videozapisi koje je kamera snimila. 
U ovom primjeru korišten je program XAMPP da bi se postavio server na računalo. 
Ovaj program je u suštini virtualni server, dakle na samo računalo nije instaliran 
operativni sustav koji se koristi za server računala nego samo taj program koji emulira 
server.  
Kao što je navedeno u prethodnom odlomku, budući da se koristi program za 
emuliranje servera, potrebno ga je instalirati na željeno računalo. 
Pokrene se instalacija programa te će se prikazati sljedeći prozor u kojem je potrebno 
kliknuti na gumb Next kao što je prikazano na Slici 27. 
 
 
Slika 27.: Instalacija XAMPP programa 
U sljedećem se prozoru odabiru komponente programa koje će se instalirati, odnosno 
odabiru se komponente za koje se smatra da su potrebne za rad servera, što je prikazano 
na Slici 28., te klikom na gumb Next nastavlja se s instalacijom. 
 
 
                                                          
31 FTP (File Transfer Protocol) – protokol za prijenos podataka u računalnoj mreži  
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Slika 28.: Odabir komponenti pri instalaciji 
  
Nakon toga odabire se mjesto na koje će se program instalirati na računalo; u ovom 
primjeru je to putanja C:/xampp, no može se odabrati bilo koje mjesto na računalu. 
Ponovno se nastavlja instalacija klikom na gumb Next. 
 
Slika 29.: Putanja instalacije programa 
  
U prozoru koji je prikazan na Slici 30. potrebno je samo kliknuti na gumb Next s 
obzirom na to da je konfiguracija komponenata koje će se instalirati na računalo 
završena te pričekati da se program instalira na računalo što je prikazano slikom 31. 
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Slika 30.: Završetak instalacije 
 
Slika 31.: Završetak instalacije 
Ako je konfiguracija instalacije programa bila ispravna, nakon nekog vremena 
program će završiti s instalacijom te se pokrenuti i biti spreman za rad.  
Program se pokrene te će se prikazati sljedeći prozor koji je prikazan na Slici 32. 
ispod ovog odlomka. U ovom prozoru uključuju se komponente koje će server imati, tj. 
odabiru se one komponente koje su potrebne za rad određenog tipa servera.  
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Slika 32.: Sučelje programa 
  
Budući da se ovdje radi o serveru za lokalni videonadzor, potrebno je uključiti 
komponentu Apache te komponentu FileZilla.  
Apache komponenta je ustvari sam virtualni server i ako se želi koristiti XAMPP 
program, uvijek se mora uključiti. S obzirom na to da je ovo lokalni videonadzor putem 
računalne mreže, ova komponenta je uključena zato da bi se, kada se upiše IP adresa 
računala na kojem je postavljen server, otvorila HTML stranica s koje se dalje pristupa 
ili IP kameri ili FTP serveru.  
FileZilla komponenta koristi se za prijenos podataka odnosno za FTP server te je 
također uključena. Kasnije će biti detaljnije objašnjena konfiguracija te komponente. 
 
Slika 33.: Uključivanje komponenti 
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Na serveru, odnosno na računalu, nalazi se HTML stranica koja će se otvoriti 
prilikom unošenja IP adrese računala na kojem je pokrenut virtualni server. HTML 
kodom, koji je prikazan na Slici 34., na stranicu su dodana dva gumba: IP Kamera te 
Video Zapisi. 
Slika 34.: HTML kod 
  
Otvaranjem te stranice dobije se prikaz u web-pretraživaču kao na Slici 35. Klikom 
na gumb IP Kamera pristupa se kameri, tj. izravnom prikazu što kamera trenutno snima, 
a klikom na gumb Video Zapisi FTP serveru odnosno mapi na FTP serveru u kojoj se 
nalaze videozapisi koje je kamera prethodno snimila. 
 
Slika 35.: HTML stranica na serveru 
Konfiguracija FTP servera izvedena je na sljedeći način. U prozoru koji je prikazan 
na prethodnoj Slici 33. potrebno je kliknuti na gumb Admin te će se otvoriti prozor 
prikazan na Slici 36. 
 
Slika 36.: Sučelje za konfiguraciju FTP servera 
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U tom prozoru klikne se na karticu Edit, pa potom na karticu Users, čime se otvara 
prozor prikazan na Slici 37. 
 
Slika 37.: Dodavanje korisnika na FTP serveru 
S obzirom na to da neovlašteni pristup nije opcija u ovom slučaju, potrebno je dodati 
korisnike koji će imati pristup videomaterijalima na serveru, odnosno pristup samom 
serveru. To je izvedeno tako što se u prozoru prikazanom na Slici 38. odabire kartica 
General te se potom klikom na gumb Add dodaju željeni korisnici. 
 
 
Slika 38.: Dodavanje lozinke za korisnike 
Svakom korisniku koji je dodan dodjeljuje se lozinka koja se upisuje u prozor 
Password. 
Pošto su dodani korisnici te im je dodijeljena lozinka, preostaje samo pridružiti mapu 
u koju će se spremati videozapisi s kamere. Videozapisi su pohranjeni pomoću 
programa koji je dodijeljen kameri prilikom kupnje. 
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Mapa u koju će se spremati videozapisi prvo je odabrana u prethodno navedenom 
programu kamere te je sad potrebno povezati tu mapu s FTP serverom. 
Dakle, u prozoru koji je prikazan na Slici 39. odabire se kartica Shared folders te 
klikom na gumb Add dodaje se putanja mape na računalu, u ovom slučaju to je 
C:/Users/Martek/Desktop/Video Zapisi. Nakon što su dodani korisnici i mapa, klikom 
na gumb Ok potvrđuju se željene postavke te je FTP server spreman za korištenje. 
 
Slika 39.: Dodavanje mape na FTP server  
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12.2. KONFIGURACIJA USMJERIVAČA 
Da bi se usmjerivač koristio samo za lokalnu mrežu, potrebno ga je adekvatno tomu 
konfigurirati. U ovom slučaju usmjerivač ima ulogu switcha32 u ovoj računalnoj mreži 
te ga je potrebno konfigurirati samo za lokalni pristup odnosno offline-pristup. 
Budući da će u ovom slučaju pristup videonadzoru imati samo lokalni korisnici u 
mreži, usmjerivač će se postaviti u takozvani bridge mode, što znači da svako računalo 
koje je spojeno na taj usmjerivač može pristupiti drugom računalu bez potrebe 
prosljeđivanja priključka (port forward). 
Kada je usmjerivač prebačen na taj oblik rada, potrebno je samo napraviti aplikaciju 
za FTP server na njemu. Dakle, u kartici Toolbox odabiru se Game & Applications 
Sharing te se odabire aplikacija FTP Server i računalo na kojem se nalazi taj server kao 
što je prikazano na sljedećoj slici ispod odlomka. 
 
 
Slika 40.: Omogućavanje sučelja na usmjerivaču 
Dodavanjem ove aplikacije omogućuje se korištenje priključka 21 (port 21) koje je 
potrebno za rad FTP servera; na tom priključku rade svi FTP serveri. 
Ovaj primjer odnosi se na usmjerivač Thomson ST780i WL te nije nužno isti 
postupak, tj. izgled sučelja usmjerivača kod svih usmjerivača kao što će biti prikazano u 
sljedećem primjeru 
  
                                                          
32 switch – uređaj za međusobno spajanje računala u mreži 
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U ovom primjeru postupak konfiguracije usmjerivača je prikazan za Siemens SX763 
WLAN. 
Kao i kod prethodnog usmjerivača potrebno je otvoriti Internet preglednik i upisati 
IP adresu usmjerivača, koja je u ovom slučaju 192.168.5.1, te će se prikazati stranica na 
kojoj se unosi lozinka (admin) za pristup kao što je prikazano na slici ispod. 
 
Slika 41.: stranica za prijavu 
Ako je lozinka točna trebala bi se pokazati početna stranica usmjerivača kao što je 
prikazano na slici ispod odlomka. 
 
Slika 42.: naslovna strana usmjerivača 
Nakon toga potrebno je odabrati karticu pod nazivom Advanced Settings, te s lijeve 
strane prozora karticu Port forwarding. Tamo će se unesti postavke za prosljeđivanje 
priključka u slučaju da je kamera spojena na internet, no u ovom slučaju koristi se 
zadnja opcija FTP pošto se na računalu nalazi FTP server te se upisuje IP adresa 
(192.168.1.56) računala kao što je prikazano na slici ispod. 
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Slika 43.: podešavanje za FTP server 
Sada je još samo preostalo uključiti opciju Exposed Host da bi se moglo pristupiti 
virtualnom serveru koji je instaliran na računalo. Unosi se IP adresa računala 
(192.168.1.56) na kojem je virtualni server kao što je prikazano na slici ispod. 
 
Slika 44.: podešavanje za server  
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Ovaj sljedeći primjer podešavanja usmjerivača za lokalni server se odnosi na model 
ZTE 931 VII. 
Kao i kod ostalih primjera u postavke usmjerivača se ulazi tako da se upisuje njegova 
IP adresa u Internet preglednik, u ovom slučaju 192.168.1.1, kao što se vidi na slici 
ispod te se pojavljuje stranica gdje se unosi korisničko ime i lozinka (user, 
ZTEE40NDCM01746). 
 
Slika 45.: stranica za prijavu 
Nakon upisivanja tih podataka otvara se početna stranica usmjerivača gdje se odabiru 
kartice pod kojima se nalaze željene postavke. 
 
Slika 46.: početna stranica 
Odabire se kartica FTP application, pošto računalo koje je spojeno na usmjerivač na 
sebi pokreče FTP server kao što se vidi na slici ispod odlomka, te se potvrđuje klikom 
na gumb Submit. 
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Slika 47.: omogućavanje FTP usluge 
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12.3. KONFIGURACIJA IP KAMERE I PROGRAMA ZA VIDEONADZOR 
IP kameru je potrebno postaviti za rad u lokalnoj mreži, odnosno dodijeliti joj IP 
adresu te podmrežu u kojoj će se nalaziti. 
U ovom primjeru kamera će biti lokalno postavljena, stoga joj je dodijeljena IP 
adresa 10.0.0.2, priključak 8081 te podmreža 255.255.255.0. Automatsko prosljeđivanje 
priključka (port forward) je isključeno jer se radi o lokalnoj mreži, a ne o internetu. 
Prilikom kupnje kamere, uz nju je ponuđen program za videonadzor te će se taj 
program koristiti za snimanje i pohranu videodatoteka na računalo koje se koristi kao 
FTP server. 
Nakon instalacije programa, pokrene se program te se dodaje kameru koja se nalazi u 
mreži tako što se upisuje njeno ime, model, dodijeljena IP adresu, priključak te 
korisničko ime i lozinku. Ime se može dodati po volji, no u ovom primjeru je 
CAM4BE6. Model je L, IP adresa kamere je 10.0.0.2 te priključak 8081. Za korisnika 
će se koristiti administrator kamere, tj. račun koji ima puni pristup svim funkcijama 
kamere da bi mogao obavljati sva podešavanja kamere. 
 
Slika 48.: Dodavanje kamere u program 
Da bi program bilježio videozapise, potrebno je postaviti raspored snimanja kao što 
je prikazano na Slici 49., klikne se na karticu Schedule record. 
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Slika 49.: Stvaranje vremenskog perioda snimanja 
U prozoru koji se pojavio potrebno je dodati vremenski period u kojem će program 
bilježiti videozapise, to se izvodi tako da se klikne na gumb Add plan kao što je 
prikazano na slici 50. 
 
Slika 50.: Dodavanje vremenskog perioda snimanja 
  
U prozoru prikazanom na prethodnoj slici klikne se na gumb u obliku zelenog plusa 
te u sljedećem prozoru prikazanom na Slici 51. Odabire se željeni period kada će 
program pohranjivati videozapis. 
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Slika 51.: Podešavanje vremenskog perioda snimanja 
Postavke se potvrde prvo klikom na gumb Ok te nakon toga klikom na gumb Save te 
će se sada u prozoru prikazanom na Slici 52. pojaviti vremenski period u kojem će 
program bilježiti videozapise, potrebno je još samo označiti kućicu u donjem dijelu 
prozora kojom se odabire na koju se kameru odnosi raspored bilježenja videozapisa. 
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13. ZAKLJUČAK  
Kao što je navedeno u sažetku ranije, internet je danas opširan i svestran medij te se 
putem njega mogu obavljati razne zadaće. Izvorno ga je izumila američka vojska, no 
sigurno nisu ni zamišljali u što bi se mogao pretvoriti te koliko bi se njegova funkcija 
mogla raširiti. Isto kao i internet, mobilni uređaji, odnosno mobiteli, u zadnjih su se 
devet godina jako promijenili te ih više ni nemamo potrebu zvati mobitelima nego 
računalima jer posjeduju potpuno iste komponente upakirane u prijenosni uređaj. Kao i 
kod računala, bitan je pristup internetu zbog raznih sadržaja i zadaća koje je moguće 
obavljati putem njega. Upravo u tu svrhu, tehnologija bežičnih pristupa internetu svakog 
se dana sve više poboljšava. Prvi bežični protokol pristupa internetu putem mobitela 
pojavio se 1989. godine, a danas, 25 godina kasnije, koristimo HSDPA protokol koji je 
512 puta brži od izvornog WAP protokola. Ovo najviše govori koliko je tehnologija 
napredovala u posljednjih 20 godina te koliko još uvijek napreduje, iako ne tolikom 
brzinom kao prije. 
Kao i internet, sigurnost je uvijek bila prioritet, pa se oduvijek pokušavalo izmisliti 
način za jednostavno i jeftino sigurnosno rješenje. Kada su se tek pojavile kamere koje 
su korištene kao videonadzor, njihova je cijena bila izrazito visoka, pa su ih kupovale 
isključivo velike kompanije koje su si to lakše mogle priuštiti, drugim riječima, prve 
kamere za videonadzor nisu namijenjene za sveopću upotrebu zbog svoje skupoće. 
Danas se to promijenilo upravo zbog brzog i izraženog napretka tehnologije te su puno 
bolje, tehnološki naprednije kamere sada dostupne svima, i „običnom“ čovjeku, te 
relativno jednostavne za korištenje.  
Današnjem (modernom) čovjeku stalni pristup internetu je jednostavno neophodan i 
to je uglavnom nametnulo društvo. Nekada se moglo normalno funkcionirati i bez 
pristupa internetu, no danas se to u potpunosti promijenilo pa se sve više i više stvari 
obavlja pomoću njega te u suštini diktira svijet kakav danas postoji, te društvene norme. 
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