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Este documento contiene el desarrollo de diferentes ejercicios, escenarios,  en los cuales se 
implementan todos los conocimientos adquiridos en el Diplomado de Profundización CCNP  tales 
como: protocolos de enrutamiento dinámico de interior de gateway (OSPF, EIGRP)  y de exterior 
de gateway(BGP), y protocolos implementados en switches (VLAN, VTPy DTP); cada ejercicio 
resuelto presenta un desarrollo detallado que permitirá observar  los diferentes componentes 
requeridos por cada situación propuesta por la actividad. 
2. DESARROLLO DE LOS TRES ESCENARIOS 
En este enlace: 
https://drive.google.com/drive/folders/1DZNkkGzrERyZDcdncN4733HqoaH6NQ0z?usp=sharing  se 
encuentra el desarrollo de los tres escenarios en packet tracer(escenarios 1 y 3) en gns3(escenario 
2). 
2.1 Escenario 1 
En la ilustración 1 se muestra la topología del escenario 1, en la cual se asigna el direccionamiento 
IP, se configuran dos protocolos de enrutamiento dinámico (OSPF y EIGRP), y se realiza la 
redistribución de ambos protocolos de enrutamiento para que sea posible la conectividad entre 
todos los dispositivos; todo lo anterior según las condiciones requeridas por la actividad.  
 
Ilustración 1. Topología escenario 1 
A continuación, se describe paso a paso el desarrollo de este ejercicio 
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Paso 1: Asignación de direccionamiento IP y configuración de los dispositivos básica activos 
de red. 
Como configuración básica, inicial, a los dispositivos se le asocio el nombre como se muestra en la 
ilustración 1, también se configuro el banner , se habilito el cifrado de contraseñas, entre otras. 
ellos  
DISPOSITIVO CONFIGURACIÓN INICIAL 
R1 Router(config)#hostname R1 
R1(config)#banner motd "Acceso restringido, solo personal autorizado" 
R1(config)#line con 0 
R1(config-line)#logging synchronous  
R1(config-line)#exit 
R1(config)#service password-encryption  
R1(config)#no ip domain-lookup 
R2 Router(config)#hostname R2 
R2(config)#banner motd "Acceso restringido, solo personal autorizado" 
R2(config)#line con 0 
R2(config-line)#logging synchronous  
R2(config-line)#exit 
R2(config)#service password-encryption  
R2(config)#no ip domain-lookup 
R3 Router(config)#hostname R3 
R3(config)#banner motd "Acceso restringido, solo personal autorizado" 
R3(config)#line con 0 
R3(config-line)#logging synchronous  
R3(config-line)#exit 
R3(config)#service password-encryption  
R3(config)#no ip domain-lookup 
 
R4 Router(config)#hostname R4 
R4(config)#banner motd "Acceso restringido, solo personal autorizado" 
R4(config)#line con 0 
R4(config-line)#logging synchronous  
R4(config-line)#exit 
R4(config)#service password-encryption  
R4(config)#no ip domain-lookup 
 
R5 Router(config)#hostname R5 
R5(config)#banner motd "Acceso restringido, solo personal autorizado" 
R5(config)#line con 0 
R5(config-line)#logging synchronous  
R5(config-line)#exit 
R5(config)#service password-encryption  
R5(config)#no ip domain-lookup 
 
Tabla 1. Configucación inicial escenario 1 
En este paso se asigno el direccionamiento IP a los cinco router como se muestra en la siguiente 
tabla: 
Dispositivo Interfaz Dirección IP 


















Loopback0 172.5.0.1/24  
Loopback1 172.5.1.1/24  
Loopback2 172.5.2.1/24  
Loopback3 172.5.3.1/24  
  
Para implementar el direccionamiento IP acorde con la tabla anterior se ejecutaron los siguientes 
comandos 
R1(config)#interface s0/0/0 
R1(config-if)#ip add 10.103.12.1 255.255.255.0 
R1(config-if)#clock rate 64000 
R1(config-if)#no shutdown 
R1(config-if)#exit 
R1(config)#interface loopback 0 
R1(config-if)#ip add 10.1.0.1 255.255.255.0 
R1(config-if)#exit 
R1(config)#interface loopback 1 
R1(config-if)#ip add 10.1.1.1 255.255.255.0 
R1(config-if)#exit 
R1(config)#interface loopback 2 
R1(config-if)#ip add 10.1.2.1 255.255.255.0 
R1(config-if)#exit 
R1(config)#interface loopback 3 
R1(config-if)#ip add 10.1.3.1 255.255.255.0 
R1(config-if)#exit 
R2(config)#interface s0/0/0 




R2(config-if)#ip add 10.103.23.1 255.255.255.0 
R2(config-if)#no shutdown 
R3(config)#interface s0/0/0 
R3(config-if)#ip add 10.103.12.2 255.255.255.0 




R3(config-if)#ip add 172.29.34.1 255.255.255.0 
R3(config-if)#no shutdown 
R4(config)#interface s0/0/0 
R4(config-if)#ip add 172.29.34.2 255.255.255.0 
R4(config-if)#clock rate 64000 
R4(config-if)#no shutdown 
R4(config-if)#interface s0/1/0 
R4(config-if)#ip add 172.29.45.1 255.255.255.0 
R4(config-if)#no shutdown 
R5(config)#interface s0/0/0 
R5(config-if)#ip add 172.29.45.2 255.255.255.0  





R5(config)#interface loopback 0 
R5(config-if)#ip add 172.5.0.1 255.255.255.0 
R5(config-if)#exit 
R5(config)#interface loopback 1 
R5(config-if)#ip add 172.5.1.1 255.255.255.0 
R5(config-if)#exit 
R5(config)#interface loopback 2 
R5(config-if)#ip add 172.5.2.1 255.255.255.0 
R5(config-if)#exit 
R5(config)#interface loopback 3 




Paso 2: Configuración de Protocolos de enrutamiento 
Se configuraron los protocolos de enrutamiento OSPF y EIGRP de acuerdo a las redes que cada 
dispositivo tienen directamente conectadas (CISCO, 2010). 
• Configuración R1 
 
 
R1(config)#router ospf 1 
R1(config-router)#network 10.1.0.0 0.0.0.255 area 0 
R1(config-router)#network 10.1.1.0 0.0.0.255 area 0 
R1(config-router)#network 10.1.2.0 0.0.0.255 area 0 
R1(config-router)#network 10.1.3.0 0.0.0.255 area 0 
R1(config-router)#network 10.103.12.0 0.0.0.255 area 0 
 






R2(config)#router ospf 1 
R2(config-router)#network 10.103.12.0 0.0.0.255 area 0 
R2(config-router)#network 10.103.12.0 0.0.0.255 area 0 
R2(config-router)#network 10.103.23.0 0.0.0.255 area 0 
 
• Configuración R3 
 
 
R3(config)#router ospf 1 
R3(config-router)#network 10.103.23.0 0.0.0.255 area 0 
R3(config-router)#exit 
R3(config)#router eigrp 10 
R3(config-router)#network 172.29.34.0 0.0.0.255 
 
 




R4(config)#router eigrp 10 
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R4(config-router)#network 172.29.34.0 0.0.0.255 
R4(config-router)#network 172.29.45.0 0.0.0.255 
 
• Configuración R5 
 
 
R5(config)#router eigrp 10 
R5(config-router)#network 172.5.0.0 0.0.0.255 
R5(config-router)#network 172.5.1.0 0.0.0.255 
R5(config-router)#network 172.5.2.0 0.0.0.255 
R5(config-router)#network 172.5.3.0 0.0.0.255 
R5(config-router)#network 172.29.45.0 0.0.0.255 
 
Paso 3: Redistribución de protocolos de enrutamiento dinámico 
Antes de realizar la redistribución se verificaron las tablas de enrutamiento de cada router  y se 
pudo observar que no hay conocimiento total de toda la topología de la red 
 




Ilustración 3. Tabla de enrutamiento R2 antes de la redistribución. 
 
Ilustración 4. Tabla de enrutamiento R3 antes de la redistribución 
 
 




Ilustración 6. Tabla de enrutamiento R5 antes de la redistribución 
Para que haya conectividad entre todos los dispositivos es necesario hacer la redistribución de 
EIRGR en OSPF y viceversa, para ello en el R3 que es el que tiene configurados los dos protocolos 
de enrutamiento se lleva a cabo la redistribución como se muestra en los siguientes comandos, 
acordes con los requerimientos de la actividad: 
 
R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 10 metric 50000 subnets 
R3(config-router)#exit 
R3(config)#router eigrp 10 
R3(config-router)#redistribute ospf 1 metric 1544 2000 255 1 1500 
 
 




Ilustración 8. Tabla de enrutamiento R2 después de la redistribución 
 
Ilustración 9. Tabla de enrutamiento R3 después de la redistribución 
 





Ilustración 3. Tabla de enrutamiento R5 después de la redistribución 
Se puede observar que la tabla de enrutamiento cambia en todos los router a excepción del router 
R3 en el que la tabla de enrutamiento no cambio debido a que este es el router que hace la 
redistribución. 
 
Ahora mediante una prueba de conectividad (ping) entre el router R1 y las interfaces loopback del 
router R5, y el router R5 y las interfaces loopback del router R1 se puede comprobar que hay 
conocimiento total y conectividad total entre todos los dispositivos de la topología  
 
 





Ilustración 12. Prueba conectividad interfaces Loopback R1 
 
2.2 Escenario 2 
En la ilustración 13 se muestra la topología del escenario 2, en la cual se asigna el 
direccionamiento IP, y se configura BGP como protocolo de enrutamiento. 
 
Ilustración 13. Escenario 2 
Paso 1: Asignación de direccionamiento IP 
Se configura el direccionamiento IP para cada una de las interfaces de los routers R1, R2, R3 y R4 




R1(config-if)#ip add 192.1.12.1 255.255.255.0 
R1(config-if)#clock rate 64000 
R1(config-if)#no shutdown 
R1(config-if)#exit 
R1(config)#interface loopback 0 
R1(config-if)#ip add 1.1.1.1 255.0.0.0 
R1(config-if)#exit 
R1(config)#interface loopback 1 




R2(config-if)#ip add 192.1.23.2 255.255.255.0 
R2(config-if)#no sh 
R2(config-if)#exit 
R2(config )#int f0/0 
R2(config-if)#ip add 192.1.12.2 255.255.255.0 
R2(config-if)#no sh 
R2(config)#int loopback 0 
R2(config-if)#ip add 2.2.2.2 255.0.0.0 
R2(config-if)#exit 
R2(config)#int loopback 1 




R3(config-if)#ip add 192.1.34.3 255.255.255.0 








R3(config)#int loopback 0 
R3(config-if)#ip add 3.3.3.3 255.0.0.0 
R3(config-if)#exit 
R3(config)#int loopback 1 




R4(config-if)#ip add 192.1.34.4 255.255.255.0 
R4(config-if)#no sh 
R4(config-if)#exit 
R4(config)#int loopback 0 




R4(config)#int loopback 1 




Paso 2: Configuración de BGP 
Se configura el protocolo EBGP (cisco, 2006) de acuerdo con las características de la topología y los 
requerimientos de la actividad, teniendo en cuenta las interfaces loopback asociadas con cada 
router (cisco, 2008) . 
 
 
• Configuración R1 (AS 1) 
 
En R1 se configura como vecino la conexión serial con R2 y las interfaces loopback de R2 
R1(config)#router bgp 1 
R1(config-router)#neighbor 192.1.12.2 remote-as 2 
R1(config-router)#neighbor 2.2.2.2 remote-as 2 
R1(config-router)#neighbor 2.2.2.2 ebgp-multihop 2 
R1(config-router)#neighbor 2.2.2.2 update-source loopback 0 
R1(config-router)#neighbor 12.1.0.1 remote-as 2 
R1(config-router)#neighbor 12.1.0.1 ebgp-multihop 2 
R1(config-router)#neighbor 12.1.0.1 update-source loopback 1 
 
Es necesario configurar también en el protocolo las redes que R1 tiene directamente conectadas, 
que en este caso serían las redes de las interfaces loopback. 
R1(config)#router bgp 1 
R1(config-router)#network 11.1.0.0 mask 255.255.0.0 
R1(config-router)#network 1.0.0.0 mask 255.0.0.0 
 
• Configuración R2 (AS 2) 
 
En R2 se configura como vecino la conexión serial con R1 y las interfaces loopback de R1 
R2(config)#router bgp 2 
R2(config-router)#neighbor 192.1.12.1 remote-as 1 
R2(config-router)#neighbor 1.1.1.1 remote-as 1 
R2(config-router)#neighbor 1.1.1.1 ebgp-multihop 2 
R2(config-router)#neighbor 1.1.1.1 update-source loopback 0 
R2(config-router)#neighbor 11.1.0.1 remote-as 1 
R2(config-router)#neighbor 11.1.0.1 ebgp-multihop 2 
R2(config-router)#neighbor 11.1.0.1 update-source loopback 1 
 
Al igual en R2 se configura como vecino la conexión fastEthernet con R3 y las interfaces loopback 
de R3. 
R2(config)#router bgp 2 
R2(config-router)#neighbor 192.1.23.3 remote-as 3 
R2(config-router)#neighbor 3.3.3.3 ebgp-multihop 2 
R2(config-router)#neighbor 3.3.3.3 update-source loopback 0 
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R2(config-router)#neighbor 13.1.0.1 remote-as 3 
R2(config-router)#neighbor 13.1.0.1 ebgp-multihop 2 
R2(config-router)#neighbor 13.1.0.1 update-source loopback 1 
 
Es necesario configurar también en el protocolo las redes que R2 tiene directamente conectadas, 
que en este caso serian las redes de las interfaces loopback. 
R2(config)#router bgp 2 
R2(config-router)#network 2.0.0.0 mask 255.0.0.0 
R2(config-router)#network 12.1.0.0 mask 255.255.0.0 
 
• Configuración R3 (AS 3) 
 
En R3 se configura como vecino la conexión fastEthernet con R2 y las interfaces loopback de R2 
R3(config)#router bgp 3 
R3(config-router)#neighbor 192.1.23.2 remote-as 2 
R3(config-router)#neighbor 2.2.2.2 remote-as 2 
R3(config-router)#neighbor 2.2.2.2 ebgp-multihop 2 
R3(config-router)#neighbor 2.2.2.2 update-source loopback 0 
R3(config-router)#neighbor 12.1.0.1 remote-as 2 
R3(config-router)#neighbor 12.1.0.1 ebgp-multihop 2 
R3(config-router)#neighbor 12.1.0.1 update-source loopback 1 
 
Al igual en R3 se configura como vecino la conexión serial con R4 y las interfaces loopback de R4. 
R3(config)#router bgp 3 
R3(config-router)#neighbor 192.1.34.4 remote-as 4 
R3(config-router)#neighbor 4.4.4.4 remote-as 4 
R3(config-router)#neighbor 4.4.4.4 ebgp-multihop 2 
R3(config-router)#neighbor 4.4.4.4 update-source loopback 0 
R3(config-router)#neighbor 14.1.0.1 remote-as 4 
R3(config-router)#neighbor 14.1.0.1 ebgp-multihop 2 
R3(config-router)#neighbor 14.1.0.1 update-source loopback 1 
 
Es necesario configurar también en el protocolo las redes que R3 tiene directamente conectadas, 
que en este caso serian las redes de las interfaces loopback 
R3(config)#router bgp 3 
R3(config-router)#network 3.0.0.0 mask 255.0.0.0 
R3(config-router)#network 13.1.0.0 mask 255.255.0.0 
 
• Configuración R4 (AS 4) 
En R4 se configura como vecino la conexión serial con R3 y las interfaces loopback de R3. 
R4(config)#router bgp 4 
R4(config-router)#neighbor 192.1.34.3 remote-as 3 
R4(config-router)#neighbor 3.3.3.3 remote-as 3 
R4(config-router)#neighbor 3.3.3.3 ebgp-multihop 2 
R4(config-router)#neighbor 3.3.3.3 update-source loopback 0 
R4(config-router)#neighbor 13.1.0.1 remote-as 3 
R4(config-router)#neighbor 13.1.0.1 ebgp-multihop 2 




Es necesario configurar también en el protocolo las redes que R4 tiene directamente conectadas, 
que en este caso serian las redes de las interfaces loopback 
R4(config)#router bgp 4 
R4(config-router)#network 4.0.0.0 mask 255.0.0.0 
R4(config-router)#network 14.1.0.0 mask 255.255.0.0 
 
 
Paso 3: Verificación de tablas de enrutamiento  
Se verifican las tablas de enrutamiento para corroborar que haya un conocimiento total entre 
todos los dispositivos pertenecientes a la topología. 
 
 
Ilustración 14. Tabla de enrutamiento R4 
 
 




Ilustración 106. Tabla de enrutamiento R2 
 
 
Ilustración 17. Ilustración 14. Tabla de enrutamiento R1 
 
2.3 Escenario 3 
En la ilustración 18 se muestra la topología propuesta para el escenario 3, en la cual se 
implementaran VLAN, el protocolo VTP y DTP así como la asignación de VLAN a los puertos de 




Ilustración 18. Escenario 3 
Paso 1: Asignación de puertos troncales 
Para que pueda ser funcional el protocolo VTP, el cual se creara en el paso 2, es necesarito 
primero designar los puertos troncales, de las cuales el enlace entre SWT1-SWT2 se configuran 
como Dynamic desirable (Galindo, 2017) . 
• Configuración SWT1 
STW1(config)#interface fa0/1 
STW1(config-if)#switchport mode dynamic desirable  
STW1(config-if)#exit 
STW1(config)#interface fa0/3 
STW1(config-if)#switchport mode trunk 
 
 
Ilustración 19. Interfaces Troncales SWT1 
• Configuración SWT2 
SWT2(config)#interface fa0/1 




SWT2(config-if)#switchport mode trunk 
 
 
Ilustración 20. Interfaces Troncales SWT2 
 
• Configuración SWT3 
SWT 3(config)#interface fa0/1 
SWT 3 (config-if)#switchport mode trunk 
SWT 3 (config-if)#exit 
SWT 3 (config)#interface fa0/3 
SWT 3 (config-if)#switchport mode trunk 
 
 
Ilustración 21. Interfaces Troncales SWT3 
 
Paso 2: Configuración protocolo VTP 
Se crea el dominio VTP con el SWT2 como servidor y los switches SWT1 y SWT3 como clientes; 
todos los anteriores con dominio CCNP y contraseña cisco 
 
• Configuración SWT1 
STW1(config)#vtp domain CCNP 
STW1(config)#vtp password cisco 
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STW1(config)#vtp mode client 
 
 
Ilustración 22. Configuración VTP SWT1  
 
• Configuración SWT2 
SWT2(config)#vtp domain CCNP 
SWT2(config)#vtp password cisco 
SWT2(config)#vtp mode server 
 
 
Ilustración 23. Configuración VTP SWT2 
• Configuración SWT3 
SWT3(config)#vtp domain CCNP 
SWT3(config)#vtp password cisco 





Ilustración 24. Configuración VTP SWT3 
 
Paso 3: Creación de VLAN en el servidor VTP  
Es necesario crear las tres VLAN solicitadas por la actividad en el switch SWT2 el cual fue 
designado como servidor VTP. 
 

















Ilustración 26. Verificación VLAN SWT2 
 
 
Ilustración 27. Verificación VLAN SWT3 
 
Paso 4: Asignación de VLAN a puertos y creación de interfaces VLAN 
Después de crear las VLAN en el servidor y que estas hayan sido propagadas hacia los clientes por 
las interfaces troncales, se asocian estas a los puertos requeridos por la actividad. 
 
• Configuración SWT1 
 
STW1(config)#interface fa0/10 
STW1(config-if)#switchport mode access 
STW1(config-if)#switchport access vlan 10 
STW1(config-if)#exit 
STW1(config)#interface fa0/15 
STW1(config-if)#switchport mode access 
STW1(config-if)#switchport access vlan 20 
STW1(config-if)#exit 
STW1(config)#interface fa0/20 
STW1(config-if)#switchport mode access 






Ilustración 28. Verificación VLAN SWT3  
STW1(config)#interface vlan 99 
STW1(config-if)#ip add 190.108.99.1 255.255.255.0 
STW1(config-if)#exit 
 
• Configuración SWT2 
 
SWT2(config)#interface fa0/10 
SWT2(config-if)#switchport mode access 
SWT2(config-if)#switchport access vlan 10 
SWT2(config-if)#exit 
SWT2(config)#interface fa0/15 
SWT2(config-if)#switchport mode access 
SWT2(config-if)#switchport access vlan 20 
SWT2(config-if)#exit 
SWT2(config)#interface fa0/20 
SWT2(config-if)#switchport access vlan 30 
 
 
Ilustración 29. Verificación VLAN asociadas a puertos SWT2 
SWT2(config)#interface vlan 99 
SWT2(config-if)#ip add 190.108.99.2 255.255.255.0 
 





SWT3(config-if)#switchport mode access 
SWT3(config-if)#switchport access vlan 10 
SWT3(config-if)#exit 
SWT3(config)#interface fa0/20 
SWT3(config-if)#switchport access vlan 30 
SWT3(config-if)#switchport mode access 
SWT3(config-if)#interface fa0/15 
SWT3(config-if)#switchport mode access 




Ilustración 30. Verificación VLAN asociadas a puertos SWT3 
SWT3(config)#interface vlan 99 
SWT3(config-if)#ip add 190.108.99.3 255.255.255.0 
 
Paso 5: Verificación de conectividad 
Se elaboran pruebas de conectividad entre los computadores pertenecientes a la misma VLAN. 
 
Pruebas de conectividad exitosas 
Únicamente se puede comprobar conectividad entre usuarios pertenecientes a la misma VLAN 
ya que el switch capa 2, utilizado para este ejercicio, no está en la capacidad de comunicar VLAN 









Ilustración 31. Prueba de conectividad exitosa PC VLAN 10 
 
• Ping desde el PC VLAN 20 SWT2 a los pc de la misma VLAN de los demás switches 
 
 
Ilustración 32. Prueba de conectividad exitosa PC VLAN 40 










• Con el desarrollo de esta prueba se pudo practicar diferentes temas vistos durante el curso 
como lo son protocolos de enrutamiento de interior de Gateway y de exterior de Gateway, 
protocolo VTP y DTP, así como la creación y asignación de VLAN; todo lo anterior asociados 
con switching. 
• Para que dos protocolos de enrutamiento dinámicos puedan compartir información de la tabla 
de enrutamiento es necesario que uno de los routers de la topología sea el que tenga 
configurado ambos protocolos y además de esto se aplique la redistribución pertinente dentro 
de cada protocolo. 
• Se puedo corroborar la teoría de VLAN la cual permite una segmentación virtual de la red 
haciendo que se separen los dominios de broadcast e impidiendo que dispositivos de una 
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