ABSTRACT With the explosive growth of Internet traffic and the rapid development of network technology, content delivery has become a significant service in the current Internet. However, the existing content delivery solutions, such as peer-to-peer and content delivery network, have many insufficient aspects. Meanwhile, the collaboration between content delivery and network infrastructures has been considered as a promising technique in network field. From the perspective of collaboration, content delivery systems can make full use of the network characteristics and the effective information provided by the network operators, so as to improve the efficiency of the content distribution and optimize the overall performance of the network. In this paper, we present a comprehensive survey on the collaboration for content delivery and network infrastructures. First, we provide some of the works, which have been done on collaboration solutions from two perspectives: evolutionary and revolutionary. And then, the advantages and disadvantages of these solutions are compared and analyzed from three aspects of technology, business, and standardization. Finally, we outline some challenges and research directions in the future.
I. INTRODUCTION
With the continuous development of many emerging technologies, such as mobile Internet, cloud computing, big data, Internet of Things and so on, the demand for Internet traffic is increasing rapidly. According to the Cisco Visual Networking Index (VNI) report 2016 [1] , global IP traffic has increased more than fivefold in the past 5 years, and will increase nearly threefold over the next 5 years. Meanwhile, consumer Internet video traffic will be 82 percent of all consumer Internet traffic in 2020, up from 70 percent in 2015. In addition, content delivery network traffic will deliver nearly two-thirds of all Internet video traffic by 2020.
The existing network faces great challenges due to the rapid growth of Internet traffic, especially video traffic. On the one hand, the network becomes extremely congested, and the response for user request becomes quite slow. In order to improve the network conditions, Internet service providers (ISPs) have to constantly expand the network bandwidth. However, with the reduction of voice and short messaging service (SMS) business as well as the drop of traffic price, ISP network bandwidth expansion does not bring considerable benefits for themselves. On the other hand, the content providers are also faced with enormous pressure. For example, every 400ms delay in search responses will result in a 0.59% drop in users' search requests for Google [2] , and every 100ms increase in latency will cut profits by 1% for Amazon [3] , [4] .
To better cope with the current rapid growth of network traffic and the challenges brought by the network congestion, improving the efficiency of content delivery has been considered as a significant approach. And the research of content delivery has also attracted a lot of attention in the academia and industry, such as peer-to-peer network, content distribution network, etc. In the following, we briefly introduce these two kinds of content delivery technologies.
Peer-to-peer (P2P) is a distributed content delivery technology based on overlay network [5] , [6] . Compared with the current Client-Server (C/S) model, each peer in the P2P network has a dual role for both the server and the client, which can provide services to other peers and get services from other peers. The P2P system intrinsically supports content distribution, because when a peer publishes a content request, all the peers owned objective content will respond. Thus, the content delivery is extremely efficient in P2P networks. Consequently, P2P technique has been widely used in the Internet, especially in file sharing.
Content delivery network (CDN) is also an important distributed network [7] , [8] , which is composed of a large number of edge servers (also called surrogates) distributed in different regions. Moreover, the CDN can offer fast and reliable services and applications for users. More specifically, according to specific content delivery rules or policies, such as cache decision, cache update, server load balancing and so on, the CDN can push/pull the contents (including Internet sites, online video, online games and other content sources) to the edge servers located close to users, thus the users can obtain the desired content nearby. Therefore, CDN is an important technique to ease the Internet network congestion, improve the response speed, and optimize the user experience.
Although the P2P and CDN have achieved great success in technology and industry, they still have a lot of challenges. On the one hand, the P2P applications occupy a large amount of network bandwidth resources, and bring great pressure to network operators. At the same time, the quality of service for non-P2P network applications is difficult to guarantee. On the other hand, CDN has less underlying network information which can optimize the distribution performance, such as the ISP network topology, link load information and user location, resulting in a high cost and low efficiency. Therefore, it is necessary to explore efficient content distribution schemes.
In order to further improve the efficiency of content delivery, the collaboration for content delivery and network infrastructures has been proposed [9] , [10] . Through the perception of network topology and link load information, it can optimize the transmission path of content distribution and the selection of content servers. Thus it can reduce the time delay for request and response, and improve user quality of experience (QoE) .
In addition to the traditional content delivery solutions, recently, the clean-slate approaches such as software-defined networking (SDN) [11] - [13] , information-centric networking (ICN) [14] , [15] have emerged, which inherently have advantages in content delivery. At the same time, the emergence of the new architectures brings new opportunities and challenges, resulting in the promotion of collaboration possibility for content delivery and network infrastructures. Hence, it is necessary to explore the collaborative revolutionary network architectures, aiming to deploy as early as possible and improve the performance of content delivery.
Recently, many excellent survey papers on content delivery technologies and network infrastructures have been done. In [16] , Passarella focuses on the traditional content-centric technologies, and provides a survey for the traditional content delivery solutions including P2P and CDN. In [17] , Lu et al. focus on CDN-P2P-hybrid architecture technology, and provide an analysis and comparison for CDN-P2P hybrid content delivery systems and models. In [18] , Frank et al. also mainly focus on traditional content delivery technologies, and provide an overview of collaboration for content delivery and network infrastructures. Furthermore, the revolutionary network technologies also attract a lot of attention. In [19] , Zhang et al. study the caching techniques in information centric networking, and present a survey of caching techniques from the perspective of ICN performance optimization. And Zhang et al. [20] also present a comprehensive survey of caching techniques for ICN, which pay more attention to the recently proposed caching mechanisms for ICN. In addition, Fang et al. [21] provide a survey on ICN caching techniques in terms of energy-efficiency.
Although these works on content delivery technologies and network infrastructures are extremely excellent, most of them do not comprehensively describe the collaboration solutions and fully analyze the advantages and disadvantages. In this survey, we focus on the collaboration for content delivery and network infrastructures, and aim at providing an overview of the recent developments in the collaboration solutions and discussing about research issues and future directions. Moreover, we divide the collaboration solutions into evolutionary solutions and revolutionary solutions: the former collaborates with the traditional content delivery solutions and the latter collaborates with the emerging content delivery solutions.
A structure of the paper is given in Fig. 1 . The rest of this article is organized as follows: we present the evolutionary collaboration solutions in Section II, and then the revolutionary collaboration solutions are described in Section III.
Next, we compare and analyze the collaboration solutions in Section IV. In Section V, the challenges and future development directions are discussed. Finally, a brief summary and our conclusion are provided in Section VI.
II. EVOLUTIONARY COLLABORATION FOR CONTENT DELIVERY AND NETWORK INFRASTRUCTURES
In this section, we mainly present the evolutionary collaboration solutions, which adopt traditional content distribution technologies, such as P2P, CDN etc. In addition, we also consider transparent caching and collaborative caching, which play the important roles in the collaboration for content delivery and network infrastructures. These solutions are summarized in Table 1 .
A. THE COLLABORATION SOLUTION FOR P2P AND ISP
Content distribution system based on P2P technology can greatly reduce the distribution cost of content providers and improve the scalability of the system. However, the mismatch between the overlay network and the underlying network leads to the waste of network resources, resulting in a large amount of redundant traffic and serious network congestion, which intensifies the contradiction between P2P content providers and ISPs. Thus, many ISPs take a lot of measures to limit the traffic generated by P2P applications, which influences the QoE of end-users. Therefore, how to effectively utilize the bandwidth resources of the underlying network and to reduce the traffic pressure of the P2P content distribution system to the ISP network is the key of the P2P technology to be healthy and sustainable development. Recently, this issue has aroused considerable attention of academia and industry, resulting in promotion of collaboration research for P2P and ISP.
P2P and ISP collaboration, that is, the ISP provides the service of network topology and state information, and P2P content provider optimizes its topology and content scheduling by accessing the service. Under this framework, ISP can achieve a variety of services by controlling the granularity of network topology and state information, as well as privacy protection by anonymous processing. Meanwhile, the P2P content provider can reduce the cost of topology detection, and avoid the risk of being blocked by ISP. In this subsection, we review the existing collaboration solutions for P2P and ISP.
In [9] , Aggarwal et al. propose the P2P Oracle network architecture, which can enable ISP to help P2P to optimize the selection of service nodes, so as to improve the performance of P2P. Because the P2P system relies on the application layer routing based on overlay network topology, the routing of P2P system and the topology of the underlying Internet are separated. Therefore, it is very difficult to manage and optimize the P2P traffic using the traditional traffic engineering. Moreover, the huge P2P traffic brings great pressure to the operators, and has a negative influence on non-P2P application. Accordingly, in the Oracle scheme, the P2P user supplies a list of potential P2P neighbors to the oracle system operated by ISP, then the Oracle system ranks them according to certain metrics. Thus, the P2P node can choose a more reasonable adjacent nodes based on the rank list. Hence, P2P traffic can get more reasonable guidance by the Oracle system. At the same time, the operators can use this mechanism to better manage the huge P2P traffic, such as maintaining the P2P traffic localization, optimizing the P2P traffic flow path, thereby improving the network performance.
Moreover, Xie et al. propose another P2P and ISP collaboration scheme named P4P [22] , which provides extremely effective cooperative traffic control between P2P applications and network providers. In the traditional P2P network, the selection of content nodes and transmission of content are random, which leads to inefficient network resource usage and low application performance. Accordingly, the P4P provides the iTrackers, which consist of multiple interfaces for networks to communicate with P2P applications. Moreover, the iTrackers operated by network providers can provide a lot of information regarding the network status. And the P2P clients can query the iTracker to obtain a number of desired information regarding the network providers, such as policy, distance and network capability. According to the information, P2P clients choose the better neighbor nodes and transmission links. Therefore, the P4P can effectively utilize the network bandwidth resources, reduce the backbone network transmission pressure and operating costs, and improve the performance of P2P applications.
The principle of P2P technology is based on the exchange of popular content, and the more popular the content is, the higher the distribution efficiency of P2P becomes. However, for the unpopular content, the distribution effect of P2P is not outstanding, and it is easy to consume a large amount of bandwidth resources. Even using the P4P technology, the distribution of unpopular content is still not efficient. Therefore, the collaboration between P2P and ISP mainly aims at popular content distribution.
B. THE COLLABORATION SOLUTION FOR CDN AND ISP
Nowadays, a large amount of Internet traffic is carried by CDN, and CDN has become the one of the most significant content delivery technologies. However, the CDN still exists a lot of issues, which influence the efficiency of content delivery. One of the issues for CDN is the lack of the awareness for the network conditions. Namely, the CDN has to dynamically map end-users to appropriate servers without being fully aware of the network conditions within an ISP or the enduser location. As a result, the CDN and ISP are in such a situation. On the one hand, ISP has the network topology and link load status information, but the content distribution capability is insufficient, and the network is very congested. On the other hand, CDN is difficult to achieve the optimal content routing and distribution. Therefore, the collaboration between ISP and CDN is an extremely important approach to improve the performance of content delivery.
The collaboration for CDN and ISP can achieve triple-win results. For CDN, it can obtain the network information that can help the CDN improve performance, such as network topology, link load and user location. So it is not required to carry out large-scale network measurement and topology detection. For ISP, it can reduce the traffic pressure and gain better traffic management and network utilization, thereby reducing the cost of investment and operation. For users, they can get a better network experience. In the following section, we give an overview of the collaboration for CDN and ISP.
To cope with the challenge driven by CDN, Poese et al. propose a Provider-aided Distance Information Systems (PaDIS) in [10] and [23] . The method is that PaDIS lets an ISP influence server selection of CDN by extending its DNS infrastructure. In more detail, PaDIS can discover content servers' location diversity, and monitor information regarding network state including topology information and connectivity information, thus it can maintain an up-to-date annotated map of the ISP network. Accordingly, PaDIS can rank lists of available servers based on the server diversity and up-todate network state. According to the server lists, PaDIS can recommend CDN select optimal servers, thus the CDN can assign the best servers to users for end-user performance.
In addition to PaDIS, Poese et al. also propose a Contentaware Traffic Engineering (CaTE) scheme in [24] , in essence, a collaboration scheme between ISP and CDN. The approach is that the CDN gives a list of potential servers for a users VOLUME 5, 2017 request and the ISP returns a rank of these servers to optimize both content delivery performance and link utilization. The architecture of CaTE system is similar to PaDIS system, they both have network monitoring component and query processing component. However, the big difference between them is whether the CDN content servers is open. Namely, in CaTE system, CDN provides a list of the potential content servers they operate but in PaDIS system CDN doesn't. Note that the collaboration for CDN and ISP is only in server selection, not routing.
In [25] , Frank et al. propose a CDN-ISP collaboration solution called NetPaaS (Network Platform as a Service), a system aiming at providing accurate user-server assignments and in-network server allocations for the CDN. In this architecture, NetPaaS mainly consists of network monitoring component, informed user assignment component, and server allocation interface component. Moreover, NetPaaS can be considered the evolution from the CaTE, because a lot of NetPaaS extensions including the components and functions are based on CaTE. In particular, NetPaaS combines with virtualization technology [47] , [48] and the ISP can offer virtual machines (VMs) [49] to CDN. Therefore, NetPaaS allows the CDN to expand or shrink its footprint inside the ISP network on demand. In summary, NetPaaS allows CDN and ISP to cooperate not only on user assignment, but also on dynamically deploying and removing servers and thus scaling content delivery infrastructure on demand.
CDN technology has inherent advantages on content delivery, and through the network topology and link load information provided by ISP, it can improve the content distribution efficiency, greatly reduce the congestion of backbone network. But CDN technology is still based on the traditional IP architecture and routing mechanism as well as forwarding strategy. Thus, network controllability and flexibility is poor. Moreover, CDN is not free from the C/S structure, and CDN server is easy to become the bottleneck of the system.
C. THE COLLABORATION SOLUTION FOR CDN AND P2P
CDN and P2P are two important content distribution technologies, which have their own advantages and disadvantages. CDN can reduce the delay of the content delivery to the user, but it needs to deploy a large number of network edge cache servers, and thus the cost is higher. P2P can avoid the deployment cost, but P2P applications usually occupy a large amount of network bandwidth resources, and bring great pressure to network operators. In addition, it can reduce the quality of service due to the departure of the P2P nodes. Accordingly, the collaboration of CDN and P2P can achieve the complementary advantages and improve the overall performance of content distribution. In the following section, we introduce several solutions of the collaboration for CDN and P2P.
In [27] , Wu et al. propose a novel hybrid architecture called PeerCDN, which combines P2P and CDN with their inherited excellent features. PeerCDN is a two-layer streaming architecture. Upper layer is a server layer which is composed of original CDN servers including origin servers and cache servers. And the lower layer consists of groups of clients who request the streaming services, and each client is considered as a client peer in the group. Each group of client peers is led by the nearby replica server. And these client peers contribute their resources through the coordination of the leader peer.
Moreover, Jiang et al. propose a hybrid content distribution network (HCDN) in [28] and [50] , a hierarchical network architecture which is similar to PeerCDN, can achieve the large-scale content distribution. As shown in Fig. 2 , the idea of the HCDN architecture is that the CDN system is set up in the core network, which is responsible for distributing the contents of the source server to the network edge proxy server. The P2P system is set up in the edge network, which can be used to obtain the contents from the proxy server or P2P node. The scheme makes full use of the advantages of the two technologies, and makes up the shortcomings of each single technology. In summary, this scheme reduces the load of CDN proxy server and reduce the cost of deployment, and it can also improve the quality of network service.
In [29] , Choffnes et al. propose a novel approach to reduce the costly cross-ISP traffic without sacrificing system performance. And this approach can recycle network views gathered at low cost from CDNs to drive biased neighbor selection without any path monitoring or probing. Moreover, the implementation named Ono is designed as a plugin for compatibility with the Azureus BitTorrent client.
In addition to aforementioned solutions, there are also a lot of relevant research achievements [51] - [55] . Despite the approaches are different, the objectives are consistent: make full use of the advantages of CDN and P2P, improve the performance of content delivery, reduce the cost and ease network congestion.
Through the collaboration between P2P and CDN, the content distribution of backbone network utilizes CDN technology, and the content distribution of local network utilizes P2P technology. Hence, this collaboration scheme has the advantages of both P2P and CDN, and it also integrates the disadvantages of both.
D. THE COLLABORATION SOLUTION FOR CDN, P2P, GRID AND AGENT
In addition to the collaboration solution for CDN and P2P, joint consideration for the CDN, P2P, GRID and Agent is another significant collaboration method [30] , [56] . In order to make the distribution, management, discovery and delivery of content more efficient and robust in CDN, it is necessary to enhance the collaboration for CDN, P2P, GRID and Agent. Because the P2P technology can increase the dynamism and fault-tolerance, the GRID [57] can favour robustness and multi-organization application, and the Agent [58] can foster intelligent behaviour and self-organization features.
In [30] , Fortino and Russo propose the UPGRADE-CDN framework, which uses P2P, GRID and Agent for the development of CDN. In the proposed solution, UPGRADE-CDN consists of three core components. The first component is CoDelivery, which is a P2P based cooperative system for the content delivery to the clients. The second component is GRedirector, which is a GRID and DNS based redirection system to redirect the client requests to the most suitable surrogate. The third component is AMonitor, which is an Agent-based system for monitoring the status of surrogates, the access network, and the distribution network. In addition, Fortino and Mastroianni [31] further extend the concept of CDN, and propose the Content Networks (CNs). CDN mainly focus on the infrastructure and mechanisms for content deliver. However, the Content Networks can not only support the content delivery, but also support the content creation, modification, placement and management. Hence, the Content Networks can better meet the new requirements for network applications and services. Moreover, the P2P, GRID and Agent can also be applied in the Content Networks (i.e., UPGRADE-CN) to improve the performance [32] .
With the development of CDN technology, the development and deployment of new services and components in CDN becomes complex and costly. It is necessary to prototype, monitor, and predict the behavior of new CDN services/components in a controlled simulated environment. Hence, in [59] , Fortino et al. propose an agent-based approach to design and analyze the CDN. In addition, the agent-based extensible CDN framework can provide high-level programming abstractions and tools, which can support the simulation of different CDN architectures and mechanisms and allow for automatic evaluation of three main CDN performance indices: average user perceived latency, cache hit ratio and utility.
Integrating P2P, GRID and Agent technologies in CDN framework is a significant method to improve the performance of the content delivery system. Through the collaboration of these technologies, the content delivery system can become more efficient, robust and intelligent.
E. THE TRANSPARENT CACHING
Transparent caching (TC) is a novel distributed network managed by ISP, which also reflects the collaboration for content delivery and network infrastructures. Similar to the traditional web caching, the transparent caching also has a large number of cache servers deployed close to end-users, which identify, store and deliver the most popular Internet content [60] . However, the transparent caching maintains end-to-end client-server relationship compared to the web cache. In detail, end-user initial request can reach content origin servers through transparent caching, and the server can get the information regarding the end-user, such as IP address, terminal type, browser and so on. The origin server response contents can also reach the end-user after inspection by transparent caching, and the end-user can get the related information of the content origin server. Hence, the endusers and content providers can not perceive the existence of caching server, which is the reason why it is called transparent caching. In essence, transparent caching is collaboration solution for cache and network. Therefore, we consider the transparent caching as a kind of collaboration solutions for content delivery and network infrastructures. According to the deployment position of cache system, transparent caching can be classified into two types: in-line and out-of-band. In the following section, we introduce the two types of transparent caching solutions.
In-line system is a significant transparent caching solution deployed in the transmission link close to the end-users. And all the data traffic that is traversing the network passes through the inline device, allowing the device to inspect the content and operate. PeerApp UltraBand is a kind of in-line transparent caching solution [33] . It consists of a cache engine which is used to detect repeatedly requested content, storage disks which hold the content, and a management center which is used for reporting, configuration and management. As shown in Fig. 3 , end-user requests the object content from the origin content server and established session, and the PeerApp UltraBand system inspects the request and passes the request to origin content server. Then the origin content server executes content delivery logic (authorization, content adaptation, reporting, etc.) and delivers the requested object content. Finally, PeerApp UltraBand inspects response content header and payload. If object content is already in Ultraband cache server, the object content will be served directly from cache server, and origin content server will be directed to stop serving the object. Otherwise, object content will be delivered from the origin content server and stored for future use.
Out-of-band system is another significant transparent caching solution which is deployed outside the network traffic path. It can obtain a copy of the network traffic through data replication mechanisms such as optical taps or VOLUME 5, 2017 SPAN ports. Qwilt QB-Series is an example of out-of-band transparent caching system [34] . As shown in Fig. 4 , in this system, the control plane and data plane are separated. In the control plane, the cache manager inspects the request data traffic from subscriber using deep packet inspection(DPI), policy-based routing(PBR), and the border gateway protocol(BGP) and then diverts packets to the data plane cache servers. In the data plane, the cache server stores and delivers the most popular content to improve the QoE for the end-users.
Transparent caching is a kind of partial solution to cope with the explosive growth of Internet traffic, especially the over-the-top (OTT) data traffic. It can enable ISP to improve the efficiency of content delivery and ease the network congestion, thus improving the QoE of end-users. Moreover, the transparent caching can also reduce the network bandwidth consumption, capital expense (CAPEX) and operating expense (OPEX). However, transparent caching also has some challenges, such as the encrypted content delivery. In conclusion, transparent caching is an effective collaboration scheme for content distribution and network infrastructures.
F. THE COOPERATIVE CACHING
With the explosive growth of network traffic, especially the P2P traffic and online video traffic, deploying a large number of content caches has been the significant method to reduce the transit traffic costs of ISPs. Meanwhile, how to optimize these distributed caches also has become the important research issue. In recent years, the cooperative caching has been considered as an extremely valuable approach and gained a lot of attention from the academia and industry. We consider the collaborative caching is a significant collaboration solution for content delivery and network infrastructures. In this subsection, we mainly introduce the cooperative caching solutions in wired network and wireless network.
In the wired network, some cooperative caching models or solutions are proposed. In [35] , Dán propose a cooperative caching model based on game-theoretic approach, which models the network of cooperating caches as an n-person noncooperative game. Dai et al. in [36] propose a collaborative caching solution in ISP-aware P2P networks aimed to minimize costly inter-ISP traffic. And they develop an inter-ISP traffic model by taking P2P video streaming as a representative application, and according to this model they propose a optimization framework to address challenges in allocating resources on collaborative cache servers. Moreover, Fortino et al. in [37] propose a CDN-based distributed multimedia system called COMODIN, which can provide interactive and collaborative multimedia services to a group of users. The COMODIN can not only improve the media content delivery, but also can increase the performance of the streaming control. Based on the COMODIN framework, G. Fortino et al. further propose a hierarchical control protocol for group-oriented playbacks in [38] , which allows a synchronous group of users to share the control of the media streaming session provided by a Content Distribution Network.
With the rapid development of wireless network technology, improving the efficiency of content delivery in wireless network becomes a significant research topic. In addition, deploying caching in wireless network has been considered as one of most important ways to reduce the delay, offload the backhaul traffic and improve the efficiency of content delivery. In [61] , Niesen et al. consider the general caching problem from the perspective of information theory, and then a communication scheme for the caching problem is proposed, which can solve the problems of optimal cache selection, load balancing, and interference and noise mitigation separately, suggesting a layered approach. In [62] , Golrezaei et al. propose a distributed cache scheme to solve the explosive increase of video traffic in wireless network [63] . In this proposed scheme, the base station called helper integrates the content storage function, which can cache the most popular video files, and transmit them, upon requests, via short-range wireless links to the user terminals. In [64] , Bastug et al. discuss the limitations of current wireless networks and propose a novel proactive caching scheme deploying on the edge of 5G wireless network. In this proposed scheme, the proactive caching plays a crucial role, which can alleviate backhaul congestion. In [65] , Wang et al. investigate the potential techniques for caching in 5G mobile networks, including evolved packet core (EPC) network caching and radio access network (RAN) caching, then a caching scheme based on content-centric networking is proposed, and the deployment of in-network caching into mobile networks is designed that can potentially help reduce user content access delay and mobile traffic load is demonstrated. In [66] , Paul et al. present a novel ''cache-and-forward'' protocol architecture for mobile content delivery services in the future Internet. And this architecture can be implemented as an overlay on top of the Internet Protocol (IP), or as a clean slate protocol for next-generation networks.
After deploying the cache in wireless network, enhancing the collaboration for content delivery and wireless network infrastructures is necessary and important to improve the performance of content delivery. In [39] , Pantisano et al. propose a collaborative content caching and content delivery framework in small cell network. And in this proposed solution, the small cell base stations (SBSs) can access the caches from the neighboring SBSs within the same network domain, not just the core network. In addition, Chen et al. [40] consider the tradeoff between transmission diversity and content diversity, and then propose a SBS cooperation schemes in cluster-centric cache-enabled small cell networks. In [41] , Khreishah and Chakareski propose a collaborative caching scheme in cellular networks, which transforms the collaborative caching problem into the optimization problem. And they divide data traffic into two categories: coded data and no-coded data. In the non-coded case, each content item is either cached completely at a base station or not at all, and they formulate this problem as an integer programming. And in the coded case, the coded content item can be stored at multiple base stations, and they formulate this problem as a linear program. In [42] , Dai et al. propose a collaborative caching mechanism in wireless network based on Vickrey-Clarke-Groves (VCG) auction theory [67] . Specially, they focus on engineering the incentives to promote and encourage the cache servers owned by different wireless service providers (WSPs) to truthfully cooperate with one another. In addition, some works of the cooperative caching are studied from the perspective of energy efficiency. For example, in [43] , Xu et al. build an energy consumption model, and then propose a practical scheme for coordinating the content placement and request routing to minimize the energy consumption of eNodeB caches.
Moreover, the collaboration solution for CDN and mobile networks also has got a lot of attention. In The cooperative caching is a significant cache optimization method, which plays an important role in the collaboration solution for content delivery and network infrastructures. The cooperative caching can optimize the cache resource allocation and scheduling, and thus make content distribution more efficient. Although there are a lot of works on cooperative caching, they mainly focus on the theoretical study and simulation verification. Hence, how to deploy the cooperative caching in actual network is still an interesting and challenging work.
III. REVOLUTIONARY COLLABORATION FOR CONTENT DELIVERY AND NETWORK INFRASTRUCTURES
In recent years, the clean-slate approaches including SDN and ICN have become the research focus of academia and industry, which will bring great opportunities and challenges. These new approaches can make the network more flexible and controllable as well as make the content distribution more efficient. Hence, the clean-slate approaches can provide more possibilities and opportunities of collaboration for content delivery and network infrastructures. In this section, we first introduce the clean-slate network technologies, which include SDN and ICN. And then, we present the revolutionary collaboration solutions based on SDN and/or ICN. And these collaboration solutions are summarized in Table 2 . 
A. SOFTWARE-DEFINED NETWORKING
Software-defined networking is an emerging network architecture that decouples the control plane from the data plane and provides programmability for network application development. These two features can bring great improvements and benefits to the current network. In SDN architecture, the network devices in the data plane such as routers, switches and so on, only focus on forwarding the data without considering the decision strategies. And all the decision strategies are decided and processed by the SDN controllers using the software programming in the control plane. So it brings great convenience for the network configuration and management. The network administrators can programmatically configure and manage the network in a centralized way, without requiring independently accessing and configuring each of the networks hardware devices [11] , [82] . Fig. 5 depicts a reference model of the SDN architecture [83] . In this model, SDN architecture consists of three layers, namely infrastructure layer, control layer, and application layer. The infrastructure layer consists of data forwarding devices including routers and switches, which are responsible for collecting network status and processing data packets based on rules provided by a controller. The control layer mainly contains SDN controllers, bridging the application layer and the infrastructure layer. And network intelligence is (logically) centralized in software-based SDN controllers, which maintain a global view of the network. And the application layer contains SDN applications designed to fulfill user requirements [11] . Moreover, The interface between the layers is the one of the key techniques in SDN, which contains the south-bound interface and the north-bound interface.
In addition, Network Function Virtualization (NFV) is another important technology, which is closely coupled with SDN. It is necessary to briefly introduce NFV to better understand SDN-based collaboration solutions. The main idea of NFV is decoupling network functions from physical devices by leveraging virtualization technology. Thus, a given network service can be decomposed into a set of Virtual Network Functions (VNFs), which could be implemented in software running on one or more industry standard physical servers. And the VNFs may then be relocated and instantiated at different network locations without necessarily requiring the purchase and installation of new hardware [26] .
B. INFORMATION-CENTRIC NETWORKING
Compared to the SDN, Information-centric networking (ICN) is a more revolutionary network architecture, which aims at achieving the content-centric communication instead of host-centric end-to-end communication. With the explosive growth of data traffic, ICN as a promising network technology has been increasingly attracting attentions from both academia and industry. Moreover, some ICN oriented research projects have gained a lot of great achievements, such as Data-Oriented Network Architecture (DONA) [84] , Publish-Subscribe Internet Technology (PURSUIT) [85] [14] . Particularly, we mainly focus on content delivery characteristics of ICN in this paper. In this subsection, we briefly present NDN architecture.
NDN is a receiver-driven, content-centric novel network architecture. Content consumers perform communication through exchanging two types data packets: Interest Packets and Data Packets. And both types of packets carry a name that uniquely identifies a piece of data. In NDN architecture, the NDN router plays an important role, which maintains three data structures: a Pending Interest Table ( PIT), a Forwarding Information Base (FIB), and a Content Store (CS). The FIB is responsible for forwarding Interest packets toward potential sources of matching Data. The CS is responsible for caching Data packets. And the PIT is responsible for keeping track of Interests forward upstream toward content sources, so that Data can be sent downstream to its requesters [91] .
The NDN communication mechanism is described in Fig. 6 . The content consumer sends a interest packet to the NDN network for requesting the required content, and when the Interest packet arrives at an NDN router, the NDN router first checks the CS for matching data. If the CS exists the targeted content, the router will return the Data packet on the interface from which the Interest came. Otherwise the router looks up the name in its PIT, and if a matching entry exists, it simply records the incoming interface of this Interest in the PIT entry. In the absence of a matching PIT entry, the router will forward the Interest toward the data producer(s) based on information in the FIB. When the a data arrives, an NDN router finds the matching PIT entry and forwards the data to all downstream interfaces listed in that PIT entry. Then it removes that PIT entry, and caches the Data in the Content Store. 
FIGURE 7.
Overview of the System Design: (1) user resolves CDN URL via DNS and is redirected to the ISPs RC; (2) RC terminates HTTP session; (3) session is redirected to a suitable CDN surrogate using packet rewriting at the ingress router; (4) client is served from CDN surrogate [68] .
C. THE SDN-BASED COLLABORATION SOLUTION
Because of the huge advantage in real-time centralized control and flexible network configuration as well as easy software implementation for new idea, SDN has been considered as the one of the most important network technology, especially in the aspect of content distribution. Accordingly, making full use of SDN to realize efficient content distribution is an important direction. And a lot of SDN-based collaborative content delivery solutions have been proposed [68] - [70] . In the following section, we present the SDN-based collaboration solutions.
The existing CDN-ISP collaboration solution is that ISP provides information of network status to help CDN improve its performance. In essence, the collaboration solution is based on DNS redirection. However, long lived, high-volume flows such as VoD traffic flows are very difficult to manage using the DNS approach. Because once a surrogate server is assigned, the content is usually delivered from the single server as a download of consecutive byte range requests using the same long lived, high-volume flow. This makes it difficult for CDN to deal with the flash crowds and link congestion. In order to solve this problem, an SDN-based CDN-ISP collaboration architecture is proposed [68] , which is shown in Fig. 7 . This architecture can implement a fine grained, integrated traffic engineering for CDN traffic in the ISPs network based on SDN rather than on DNS. Moreover, this architecture can implement the preservation of hidden information to incentivize the participating parties to apply this system. In addition, the power of the ultimate decision on the selection of surrogates belongs to CDN provider.
In addition to CDN, the collaboration between SDN and mobile network is also an important research direction. With the rapid development of mobile network technology, the demands for contents accessed by mobile clients are very high. Thus a lot of excellent works have been done, and they consider that the SDN-based collaboration approach can greatly improve the efficiency of content delivery and the QoE for users.
To cope with the challenges of mobile network, such as limited system capacity, high signaling overhead, inefficient data forwarding, high cost and poor scalability, etc. Wang et al. propose a software defined decentralized mobile network architecture toward 5G named NetSoft in [69] , which is a typically SDN and mobile network collaboration paradigm and has advantages in content delivery. As shown in Fig. 8 , this architecture consists of a unified radio access network (RAN) and an SDN-based core network, and all radio access points in unified RAN connect with access servers deployed at the edge of the SDN-based core network. In unified RAN, the multi-RATs (radio access technologies) coordination function in the access server can improve the content delivery by selecting the optimal RATs according to the wireless network conditions. Moreover, the mobile terminals served by the radio access points can either visit the operators service networks or third party service platforms, such as a cloud computing platform via the core network, or access the Internet or CDN server via a distributed gateway function within the access server. And gateway control function can select the optimal content delivery paths according to the traffic condition, thus improving the efficiency of content delivery.
In addition, Akyildiz et al. [70] also propose a novel software defined architecture for the 5G wireless network called SoftAir. As shown in Fig. 9 , this architecture consists of a data plane and a control plane. The data plane is an open, programmable, and virtualizable network forwarding infrastructure, which consists of software-defined radio access network (SD-RAN) and software-defined core network (SD-CN). And the SD-RAN consists of a set of software-defined base stations (SD-BSs), while the SD-CN is composed of a collection of software-defined switches (SD-switches). The control plane mainly consists of two components: network management tools, and customized applications of service providers or virtual network operators. Moreover, in order to improve the efficiency of content delivery, the SoftAir adopts many methods to monitor network and optimize traffic control, such as mobility-aware control traffic balancing, distributed and collaborative traffic classifier. And the software-defined traffic engineering in SoftAir can be considered the collaboration solution for content delivery and network infrastructures.
Besides, there are still a lot of works focusing on the SDN-based collaboration solution. Nam et al. [92] leverage the SDN concept to implement intelligent content delivery. Li et al. [93] consider that SDN can simplify the design and management of cellular data networks, and propose a cellular SDN architecture, which offers fine-grain, real-time control without sacrificing scalability. In [94] , Niephaus et al. also present a software defined wireless network framework, which aims at improving the efficiency content delivery in the wireless network. In [95] , Chen et al. jointly consider networking, caching and computing techniques, and propose an integrated framework to improve end-to-end system performance. In addition, Huo et al. [96] expand the integrated framework to the wireless network, and propose a scheme to support energy-efficient information retrieval and computing services in green wireless networks.
SDN has great advantages in real-time network monitoring, configuration and control as well as deployment of new applications. By utilizing the controllability and flexibility of SDN, SDN-based collaboration solutions can greatly improve the efficiency of content delivery. In particular, with the continuous development of Internet of things and mobile Internet, the content delivery in the mobile network will face a lot of challenges. Hence, SDN-based mobile network is one of the most important research fields.
D. THE ICN-BASED COLLABORATION SOLUTION
ICN has emerged as a promising candidate for the future Internet architecture and it has a great advantage on the content delivery due to the efficient caching, content-oriented routing and forwarding. In order to distribute content more efficiently in ICN, it is necessary to enhance the collaboration in ICN, and the ICN-based collaboration schemes also have attracted more and more attention from the research community. In [71] , a novel architecture called IICN has been proposed, which deploys CDN over ICN. As shown in Fig. 10 , the IICN architecture consists of service router, ICN node and registry. In IICN, the ICN nodes have the CDN-style end-user interface and surrogates, but interact with each other using ICN technologies. Meanwhile, ICN nodes have a built-in reverse proxy functionality to interoperate with content origin servers. In addition, registry manages mappings between information identifiers and their locations. Moreover, the service router selects an ICN node to redirect the request of end-user.
The universal caching is a significant reason for the efficient content delivery of ICN [19] . And the collaborative caching in ICN is also considered extremely efficient and important. Ming et al. propose a age-based collaborative caching in [72] , which implements a light-weight collaboration mechanisms by dynamically adjusting contents age at different network nodes. In [73] , Cho et al. present a popularity-based collaborative caching scheme, which aims at getting efficient content delivery and cache usage while lowering the overhead of cache management. Moreover, Wang et al. propose a new cross-layer scheme named CRCache in [74] , which exploits the correlation between content popularity and network information and selectively caches the most popular content on the best-matched routers.
ICN-based collaboration solution plays an important role in revolutionary collaboration solutions, which aims to solve the issues of efficient content delivery in ICN. In addition, in-network caching is the main reason for efficient content delivery, and collaborative caching is considered as an important caching optimization method in ICN. Accordingly, ICN-based caching solution has been considered as one of the most important collaboration solutions for content delivery and network infrastructures.
E. THE COLLABORATION SOLUTION FOR ICN AND SDN
Today, the services and applications based on content occupy a large proportion of network traffic, and the significance of content is becoming more and more prominent. Therefore, how to efficiently support content distribution has become an important topic in the research community. Obviously, ICN plays an important role in solving this problem. Meanwhile, SDN as a new kind of network technology can decouple the control plane from the data plane and provide programmability for network application development. Therefore, the ICN-SDN collaboration solution is a promising approach for the development of future network.
Recently, there exist some efforts to combine ICN with SDN. In [79] , Chang et al. propose a novel network architecture named C-flow, an SDN-based content delivery framework, which supports name-based routing and caching, and can take advantage of existing traditional IP networks. This scheme addresses three basic problem: mapping content to IP address, name-based content delivery and name-based innetwork storage. Moreover, in order to enhance the efficiency of content delivery, this scheme presents dynamic re-routing, parallel transmissions and in-memory cache management, which make full use of the controllability of SDN.
The idea of SDN centralized control can be used to content delivery in ICN, which can achieve efficient content delivery and traffic engineering. Chanda et al. [80] present a content centric network architecture using software defined networking principles, which implements efficient metadata driven services by observing and extracting content metadata at the network layer. In this scheme, both the content request from the client and the content publishing from the server are processed by controller in the control plane. Through centralized control based on SDN, the content management and content delivery can be optimized, which result in better utilization of network resources and QoE.
Observing that the current CCN traffic control is lacking of flow awareness, fairness and node-to-node collaboration, Sun et al. propose an SDN-based autonomic system as the control plane to supplement CCN traffic management in [81] . Correspondingly, CCN protocol and flow-aware content delivery as well as traffic control are supported by multiprotocol switches in the data plane. In particular, in order to implement the scheme, OF-Switch (OpenFlow-Switch) and CCN-Router cooperate as the data plane. This scheme integrates the advantages of CCN in content delivery and the advantages of SDN in fine-grained network control, thus extremely improving the efficiency and flexibility for the traffic management.
In [78] , Salsano et al. propose and discuss solutions to support ICN by using SDN concepts. And they mainly focus on the ICN framework called CONET. In [75] , Veltri et al. propose a collaboration framework, which deploys the coCONET (a ICN architecture) [97] in SDN. In addition, this scheme decouples the intelligence of coCONET from the forwarding (of interest packets and data packets) and caching functions. Besides, In [76] , Syrivelis et al. also propose an OpenFlow-based framework, aiming at addressing the problem that how SDN and ICN could concretely be combined, deployed and tested. Moreover, Vahlenkamp et al. [77] propose a solution to enable information centric networking on existing IP networks, such as ISP or data center networks, using software-defined networking functions and control.
ICN has significant advantages in content delivery, and SDN has prominent advantages in controllability and flexibility. Hence, how to combine ICN and SDN becomes a significant issue. Although many excellent works have been done, the collaboration solutions for SDN and ICN still have a lot of challenging issues. Therefore, the collaboration for SDN and ICN is an important research direction in the future.
IV. COMPARISON AND ANALYSIS
In this section, we summarize, compare and analyze the advantages and disadvantages of these schemes from the perspective of technology, business and standardization.
A. FROM THE PERSPECTIVE OF TECHNOLOGY
This subsection, we compare and analyze evolutionary collaboration and revolutionary collaboration from the perspective of technology. Here, we mainly focus on the the performance of content delivery.
From the perspective of technology, the evolutionary collaboration solutions are the supplements to the traditional networks, especially for the CDN and P2P network. Hence, these solutions can be easily integrated with the current network, and the complexity is relatively low. Moreover, the evolutionary collaboration solutions have great advantages on content delivery and traffic control. For instance, compared with the native P2P, the P4P can reduce the average completion time approximately 20% in the real Internet experiments and can also significantly reduce the bottleneck link utilization [22] . In addition, the CaTE of [24] can reduce the link utilization up to 40%, and the network-wide traffic reduction can reach 15% in the peak hour. At the same time, the evolutionary collaboration solutions also have some insufficient aspects. For example, the P2P-based collaboration solutions mainly aim at popular content delivery, but it is inefficient for unpopular content delivery. The CDN-based collaboration solutions only provide service for a part of the subscribers rather than the all. The caching-based collaboration solutions have great advantages on technical complexity and deployment costs, but they still need to be improved in many ways. For example, how to deal with encrypted content.
Compared to the evolutionary collaboration solutions, the revolutionary collaboration solutions have great advantages on content delivery from the perspective of network architecture, because they inherently support content distribution. For example, the caching mechanism is one of the main features of ICN, which can greatly improve the efficiency of content delivery. As for SDN, decoupling the control plane from the data plane can more easily control and optimize content delivery. Obviously, the revolutionary collaboration solutions are based on clean-slate approaches, which are greatly different from existing network architecture. Accordingly, there will be a lot of challenges to deploy the revolutionary collaboration solutions in the current network. Recently, there are a lot of works to compare CCN and CDN [98] - [101] , which can be used as a reference for the comparison of revolutionary collaboration solutions and evolutionary collaboration solutions. The authors of [98] set up testbeds on the cloud computing platforms to compare the CDN and CCN, and the experiment results show that the network transmission performance of CDN is better than CCN in many case. In [99] , the authors study and compare the performance of CCN and CDN, and the numerical results show that a CCN with small caches can provide significant performance gains compared to a traditional IP-based network. But a CDN with few replica servers can provide slightly better performance than a CCN in some scenarios, which is possible due to the fact that a CDN provides the additional degree of freedom to choose the location of the distributed cache. In fact, we should note that the revolutionary solutions are still in the initial stage. And there are many challenging problems to solve, such as content chunk decoding and restructuring, security and privacy, system reliability, etc. Therefore, it is necessary to further study the revolutionary solutions.
In short, the evolutionary collaboration solutions are very important to solve the problem of the content delivery for the current network, which can be quickly deployed. But revolutionary collaboration solutions can further improve the efficiency of content distribution.
B. FROM THE PERSPECTIVE OF BUSINESS
The comparison and analysis of business aspects are of extremely importance, because they are related to the commercialization of these collaboration solutions. In the aspect of business, we mainly focus on the modification cost or the investment cost for the current network.
Since the evolutionary collaboration solutions are based on the traditional content distribution technology, such as P2P, CDN. They have inherent advantages in deployment for the current network, which can make full use of the existing networks. Hence, The evolutionary collaboration solutions have lower modification costs compared to the revolutionary collaboration solutions. For instance, the P2P-ISP collaboration solutions only need to deploy a certain amount of servers in current network and provide some interfaces to communicate [9] , [22] . As for the CDN-ISP collaboration solutions, deploying the systems inside the ISP network does not require large changes in the network configuration. In addition, the CaTE system even does not require any change in the network configuration or ISP DNS operation, which only requires the installation of one or more CaTE servers in an ISP and the establishment of a connection between ISP and CDN to facilitate communication between them [24] .
The revolutionary collaboration solutions adopt some clean-slate approaches, which change a lot to the existing network infrastructure. Moreover, the content delivery devices need to support the SDN-based switches and/or contentbased routers, which have greatly differences with the current network devices. As a result, the cost of deployment will be extremely high.
C. FROM THE PERSPECTIVE OF RESEARCH AND STANDARDIZATION
With the growth of Internet traffic, the collaboration for content delivery and network infrastructure has been considered more and more important. Moreover, the research of collaboration for content delivery and network infrastructure has attracted attention and participation from both academia and industry. In this subsection, we compare and analyze the collaboration schemes from the perspective of research and standardization. The representative researches and standards are summarized in TABLE 3.
The Internet Engineering Task Force (IETF) has done many works on evolutionary collaboration and published a lot of relevant standards and drafts. Application-Layer Traffic Optimization (ALTO) [102] is a significant working group in IETF, which aims to devise a request/response protocol for allowing a host to benefit from a server which is more cognizant of the network infrastructure than the host would be.
Besides, ALTO working group has developed an HTTP-based protocol to allow hosts to benefit from the network infrastructure by having access to a pair of maps: a topology map and a cost map. Therefore, this work can realize the performance optimization of overall network duo to the perception of the underlying network conditions. For instance, P2P peer can select the closer and better content nodes, CDN can select more optimal paths and content servers. In addition, Content Delivery Networks Interconnection (CDNI) [103] is another working group aiming to allow the interconnection of separately administered CDNs in support of the end-to-end delivery of content from Content Service Providers (CSPs) through multiple CDNs and ultimately to end users (via their respective User Agents). In essence, it is also a kind of collaboration which involves CDN and ISP.
Although the standards and drafts regarding revolutionary collaboration are relatively less, the revolutionary collaboration for content delivery and network infrastructure has attracted significant attention from both academia and industry. In particular, the current works mainly focus on SDN and ICN, and some standards and drafts have been published, such as OpenFlow [104] , I2RS [105] , CCNx [88], etc. Note that the revolutionary collaboration is at the initial stage of the study, especially ICN-based collaboration. In addition, the Internet Research Task Force (IRTF) has created Software-Defined Networking Research Group (SDNRG) [106] and Information-Centric Networking Research Group (ICNRG) [107] to guide and promote research of SDN and ICN, respectively.
In summary, the researches and standards regarding evolutionary collaboration are relatively mature due to the continuous improvement of the technology, such as P2P, CDN, etc. In contrast, the revolutionary collaboration is at incubation stages, and there are a lot of challenging issues that need to be addressed. Therefore, the evolutionary collaboration has advantages on practical deployment compared with the revolutionary collaboration. Nevertheless, the revolutionary collaboration can also bring great benefits for the network in the future. The comparison and analysis are summarized in TABLE 3.
V. CHALLENGES AND FUTURE DIRECTIONS
Although the research of collaboration for content delivery and network infrastructures has made great progress, it is still a new research area with a lot of challenging issues that need to be addressed. In this section, we present some important yet challenging problems, at the same time, we also outline possible future research directions.
A. NETWORK MONITORING
The network monitoring is one of the key techniques to realize collaboration for content delivery and network infrastructures. The goal of network monitoring is to provide real-time accurate information regarding the global network topology and link load condition for the control plane to make the optimal decision. In the evolutionary collaboration schemes, the network monitoring component can gather the detailed information about the network topology [24] , [25] . For example, the Interior Gateway Protocol (IGP) listener can provide up-to-date information about routers and links. And the link utilization can be retrieved via Simple Network Management Protocol (SNMP) from the routers or an SNMP aggregator. Compared to the evolutionary collaboration schemes, the SDN-based collaboration schemes can collect network status via the SDN controllers, thus building a global view of the network.
Although a lot of works have been done on network monitoring, there are still a lot of challenging issues to be solved [108] . For example, the information obtained by network monitoring is often inaccurate due to the real-time change of the network state. A lot of network changes, such as snap up online, publishing popular video, usually lead to network traffic flash crowds. As a result, some optimal links may occur congestion and some content servers may became overload. Besides, the information obtained by network monitoring is often delayed due to the network process performance insufficient.
Recently, the big data has become an important technology, and combing with the big data method has been considered as an important research perspective for the network monitoring [109] , [110] . The big data method for the collaboration includes real-time accurate measurement, perception, analysis and so on, however, how to realize intelligent efficient controlling and scheduling for network resource via the big data method still needs further research. In conclusion, realtime accurate network monitoring is still an important and interesting research direction.
B. NETWORK RELIABILITY AND SECURITY
Although revolutionary collaboration solutions can easily solve a lot of problems that the current network can hardly solve, such as centralized traffic scheduling and efficient content delivery, they have many problems on network reliability [111] , [112] . Obviously, the network reliability is the base of collaboration for content delivery and network infrastructure. And it is also the significant precondition for network operators to practically deploy revolutionary collaboration solutions. For example, SDN can realize the flexible deployment and management for network applications and services via decoupling control plane from data plane and network programmability. However, this decoupled structure raises additional computational and network resources consumption that may even lead to fatal disasters [111] . In addition, ICN is still in the initial stage of exploration, and many research of ICN mainly focus on names, routing and forwarding and innetwork caching [113] . Meanwhile, the reliability of ICN has not been explored much. Therefore, improving the network reliability is an important research direction, which should be paid more attention in the future.
Moreover, network security is a huge challenge for the revolutionary collaboration solutions. Some research works regarding the SDN security have been done. For example, S. Scott-Hayward et al. present a comprehensive survey of the research relating to security in SDN in [114] . Sezer et al. present the security challenges of SDN in [115] , including transport layer security (TLS), denial of service (DoS) attack, etc. In addition, Hakiri et al. in [116] also provide the challenges and opportunities for security in SDN. Besides, ICN also has a lot of security challenges, which includes trust model [117] , privacy [118] , [119] , access control [120] , [121] and attacks [122] , etc. Although many works have been done to try to solve these problems, network security is still an important research direction in the future.
C. CONTENT DELIVERY IN MOBILE NETWORK
With the continuous development of mobile communication technology, more and more end users access the Internet via mobile devices, such as smartphone, tablet. As a result, mobile data traffic increases rapidly. According to [123] , global mobile data traffic will increase 7-fold between 2014 and 2019. Mobile data traffic will grow at a CAGR of 47 percent between 2016 and 2021, reaching 49.0 exabytes per month by 2021. Therefore, content delivery in the mobile network is a challenging research subject.
Content delivery in mobile network still has at least two problems that need to be solved. The first is content deployment issue. Namely, where should the content be deployed, the base station, core network or other places? Recently, both academia and industry are paying substantial attention on the research of future mobile networks architecture and content delivery technology, such as mobile content delivery network (mCDN) [45] , cloud radio access networks (C-RAN) [124] , [125] , mobile edge computing (MEC) [126] , fog computing [127] , caching in 5G mobile networks [65] etc. However, designing which kind of architecture to use and where to deploy the content are the extremely significant research direction. The second issue is how to efficiently collaborate between the content delivery and mobile network infrastructure. The goal is to realize the collaborative management between the content delivery and network resources via fully aware of the topology information and link load status of the mobile network. Therefore, How to improve the performance and efficiency of content delivery in the mobile network is an important research direction.
D. COMBINING WITH VIRTUALIZATION TECHNOLOGY AND CLOUD COMPUTING
The network cost and computing performance are important issues for the collaboration between content delivery and network infrastructures. In order to realize the low cost and high performance for the collaboration, combining with virtualization technology [26] , [128] and cloud computing [129] , [130] is an important yet challenging problem.
Recently, virtual content delivery network has been proposed [131] , which deploys cache nodes on virtual machines, and provides storage resources, computing resources and network resources for content provider as required. In addition, network function virtualization built in 5G mobile wireless networks has been considered as the significant trend, which can flexibly deploy new business and optimize resource utilization [132] - [134] . Meanwhile, a lot of NFV-based architectures are proposed [135] - [137] , which aims to make full use of the network hardware resources, make the operation and management for content delivery system more flexibly, so as to reduce OPEX and CAPEX. However, there are still many challenging problem that need to be addressed, such as system management, resource allocation, energy efficiency and so on [26] .
In addition, cloud computing as a promising technique has achieved great success. With the continuous development of Internet, large capacity and high speed content delivery systems need to combine with cloud computing technique, which can provide efficient computing and storage. In [138] , Zhu et al. study the cloud-aware multimedia and multimediaaware cloud, and propose a media-edge cloud architecture to achieve a high QoS for multimedia services. Wen et al. [139] present a survey on cloud-based mobile media networks, and discuss the research efforts, including resource management and control, media platform services, cloud systems and applications etc. Combing cloud computing technology, the collaboration solutions can allocate resource on demand and schedule content more agilely, thus making the network more elastic and cost-effective. Therefore, combining with virtualization technology and cloud computing is an important research direction in the collaboration for content delivery and network infrastructures.
VI. CONCLUSION
This paper presents a survey of collaboration for content delivery and network infrastructures. We first introduce the evolutionary collaboration solutions, which include P2P-ISP, CDN-ISP, CDN-P2P, CDN-P2P-GRID-Agent, transparent caching and collaborative caching. Then, the emerging network techniques, including SDN and ICN, are presented. And we also discuss the revolutionary collaboration solutions which have adopted these new network technologies. Besides, we compare the evolutionary solutions and revolutionary solutions from the perspective of technology, business and standardization. And we analyze the advantages and disadvantages among the collaboration solutions. Finally, we present the challenges and future directions. In summary, the research on the collaboration for content delivery and network infrastructures is of great value, and there are a lot of issues and challenges that need to be addressed. It is necessary to take much more efforts to develop more efficient, flexible and practical collaboration methods, so as to greatly improve the content delivery in the future. 
