access points in managed (infrastructure) wireless networks. Each node in the network participates in routing by forwarding data to other nodes, and so the determination of which nodes to forward data is made dynamically based on the network connectivity. In addition to the classic routing, ad-hoc networks can use flooding for forwarding the data. An ad-hoc network typically refers to any set of networks where all devices have equal status on a network and are free to associate with any other ad-hoc network devices in link range.
Wireless Ad-hoc Sensor Networks: A wireless ad-hoc sensor networks consists of a number of sensors spread across a geographical area [3] . Each sensor has wireless communication capability and some level of intelligence for signal processing and networking of the data. 
III. Application Of Wireless Ad-Hoc Sensor Networks
Wireless ad-hoc sensor networks are very versatile and can be used in a variety of application areas. Some of these areas include: healthcar and environmental monitoring, target/device tracking, military surveillance, etc. Wireless sensor networks are usually made of hundreds of thousands of sensor nodes and can gather information from an unattended location and transmit the gathered data/information to a particular user, depending on the application they are deployed to handle. Some more specific areas of wireless ad-hoc sensor network applicatios are:  Traffic Sensor Network: Detect the occurrence of events of interest and estimate parameters of the detected event or events: In the traffic sensor network shown in figure 3 , one would like to detect a vehicle moving through an intersection and estimate the speed and direction of the vehicle. One can as well need to classify a detected object; for instance, is the detected vehicle in a traffic sensor networks a car, a minivan, a light truck, a bus, etc.The objective of the Traffic monitoring is (1) to calculate the average speed of the vehicles which transit over a roadway by taking the time mark at two different points. (2) Understand the flow and congestion of vehicular traffic for efficient road systems in cities such as reduce journey times, reduce emissions and save energy.  Process Management or Area monitoring: Process management is a is a common application for wireless ad-hoc sensor network. In area monitoring, the wireless ad-hoc sensor networks is deployed over a region where some phenomenon is to be monitored. A military example is the use of sensors to detect enemy intrusion; a civilian example is the geo-fencing of gas or oil pipelines. Area monitoring is a vert important application area for WASNs.  Healthcare monitoring: Wireless sensor networks can be used to monitor and track elders and patients for healthcare purposes. This significantly reduces the severe shortage of healthcare personnel experienced in developing countries. In addition, it would reduce the healthcare expenditures in the current healthcare systems. For example sensors can be deployed in a patient's home to monitor the behaviours of the patient. 
IV. Threats And Attacks/Security Mechanisms On Wireless Ad-Hoc Sensor Networks Threats and Attacks:
WASNs are prone to the following types of attacks:- Common Attack: The first common attack is eavesdropping [6] i.e., an adversary can easily retrieve valuable data from the transmitted packets. The second common attack is Message modification i.e., the adversary can intercept the packets and modify them. The third common attack is message replay ie.., the adversary can retransmit the contents of the packets at a later time.  Denial of service (DoS) Attack: In the opinion of [7] a DoS attack on WSN may take several forms. The first one is node collaboration, in which a set of nodes act maliciously and prevent broadcast messages from reaching certain sections of the sensor networks. The second one is jamming attack, in which an attacker jams the communication channel and avoids any member of the network in the affected area to send or receive any packet. The third one is exhaustion of power, in which an attacker repeatedly requests packets from sensors to deplete their battery life.  Node compromise Attack: A sensor node is said to be compromised when an attacker gains control or access to the sensor node itself after it has been deployed. Various complex attacks can be easily launched from compromised nodes, since the subverted node is a full-fledged member of the sensor network.
Security Mechanisms
The security mechanisms adopted for the various attacks according to [8] listed earlier are:  To counter common attacks like eavesdropping, message modification, message replay attacks, strong encryption techniques and time stamps are to be used.  The mechanisms to prevent DoS attacks include payment for network resources, pushback, strong authentication and identification of traffic.
V. Discussion And Conclusion
A wireless ad-hoc sensor network is a wireless network consisting of spatially distributed autonomous devices or nodes. These nodes use sensors to monitor physical or environmental conditions such as temperature, sound, pressure, etc. and cooperatively pass their data through the network to a control location. These technologies led to the implementation of wireless sensor networks, allowing easily configured, adaptable sensors to be placed almost anywhere, and their observations similarly transported over large distances via wireless networks. This has been enabled by the availability of sensors that are smaller, cheaper, and intelligent, particularly in recent years. These sensors are equipped with wireless interfaces with which they can communicate with one another to form a network. It is a collection of nodes organized into a cooperative network. Each node consists of processing capability which, may contain multiple types of memory (program, data and flash memories), have a RF transceiver (usually with a single Omni-directional antenna), have a power source (e.g. batteries and solar cell). The development of WASNs has made a lot of impact in human existence.
Advantages:
 Wireless communications allow monitoring an environment remotely, without being in that location.  Ideal for the non-reachable places such as across the sea, mountains, rural areas or deep forest. That is, it can collect, aggregate, and analyze diverse and distributed data, and detect patterns that would be otherwise very hard to identify.  It can be deployed without requiring any pre-existing infrastructure and very quickly.  It can be distributed also on wide areas at limited costs. 
VI. Conclusion
It is certain from this study that unlike other networks, Wireless Ad-hoc Sensor Networks (WASNs) are designed for specific applications. Applications include, but are not limited to, environmental monitoring, industrial machine monitoring, surveillance systems, and military target tracking. Each application area differs in features and requirements, but they have some common features of challenging and human unfriendly environments. Today, disasters are predicted and prevented through the use of several types of sensor detectors. These detectors have the capability of sensing impending dangers such as flood, wild fire outbreak, fire disasters, and air pollution. Smoke Detectors are now installed in most buildings, used for residential and business purposes. Medical science is also utilising the technology to monitor and boost the healthcare delivery efficiency.
