Abstract In IEEE 802.11p/1609-based vehicular networks, vehicles are allowed to exchange safety and control messages only within time periods, called control channel (CCH) interval, which are scheduled periodically. Currently, the length of the CCH interval is set to the fixed value (i.e. 50ms). However, the fixed-length intervals cannot be effective for dynamically changing traffic load. Hence, some protocols have been recently proposed to support variable-length CCH intervals in order to improve channel utilization. In existing protocols, the CCH interval is subdivided into safety and non-safety intervals, and the length of each interval is dynamically adjusted to accommodate the estimated traffic load. However, they do not consider the presence of hidden nodes. Consequently, messages transmitted in each interval are likely to overlap with simultaneous transmissions (i.e. interference) from hidden nodes. Particularly, life-critical safety messages which are exchanged within the safety interval can be unreliably delivered due to such interference, which deteriorates QoS of safety applications such as cooperative collision warning. In this paper, we therefore propose a new interference-aware Dynamic Safety Interval (DSI) protocol. DSI calculates the number of vehicles sharing the channel with the consideration of hidden nodes. The safety interval is derived based on the measured number of vehicles. From simulation study using the ns-2, we verified that DSI outperforms the existing protocols in terms of various metrics such as broadcast delivery ration, collision probability and safety message delay.
Introduction 1)
Intelligent transportation systems (ITS) refer to transportation systems which integrate advanced information and communication technologies into transport infrastructure and vehicles for enhanced transportation services. ITS provides a wide range †This paper is an extended version of our previous work [1] presented in ACM RACS 2012, San antonio, TX, USA, October 2012. 1) Kyungwoon University, 1st author 2) Kyungwoon University, 2nd author 3) Kyungpook National University, corresponding author (dongkyun@knu.ac. switch from CCH to a specific SCH for its desired non-safety application services. However, the fixed-length intervals cannot be effective for dynamically changing traffic load. In a congested vehicular traffic condition, the fixed-length CCH may not be able to handle a large amount of safety packets and control packets. In addition, in sparse networks, the CCH channel can be wasted due to infrequent transmissions from vehicles. On the other hand, some applications consuming a large amount of bandwidth, such as video download and map update, cannot obtain sufficient SCH resources due to excessive contention. Therefore, dynamic interval division protocols have been proposed to address this problem [5] , [6] .
Existing dynamic interval division protocols commonly divide the CCH interval into safety and non-safety intervals. Safety messages such as periodic beacons are transmitted in the safety interval [4] , and control messages such as a WAVE Service Announcement (WSA) message are transmitted in the non-safety interval. Since safety 1) IEEE 802.11p [2] is an approved amendment to the IEEE 802.11 MAC/PHY standard to support wireless access in vehicular environments. The IEEE 1609 family of standards is a higher layer standard on which IEEE 802.11p is based [3] . Collectively, IEEE 802.11p and IEEE 1609.x are called wireless access in vehicular environments (WAVE) standards.
messages are life-critical, the safety interval precedes the non-safety one in existing protocols.
After the safety interval is dynamically determined, the residual synchronization interval is divided into as [7] demonstrate that rt < ri < rc. In addition, many studies assume that ri and rc are typically more than twice rt [8] . In particular, ri and rc have default values of 2.2 times rt in the ns-2 simulator.
Assuming that the ratio of rt to ri is 1:      In this work, we propose a protocol which calculates the number of vehicles within an ECD.
Given the number of vehicles within the ECD, the optimal safety interval can be expected to be derived based on average contention delay and the link latency, which is our future work.
<Fig. 2> Extended contention domain and cellular structure (m=5).
Protocol design
The proposed DSI protocol is designed under following assumptions
• GPS & Digital map: It is assumed that each vehicle is equipped with a Global Positioning System (GPS) and a digital map. Each vehicle can identify its location over the map based on the GPS information.
• 3) We denote the number of vehicles with the cell named C by N(C) in the rest of this paper.
• Second, in case of cell 2 , v updates the NA based on pNA and num_erts without updating NBT. As described in Algorithm 1, the value of each element in pNA is overwritten to its corresponding place within NA.
An Extension to Two Dimensions
Vehicular environments can be categorized into two types: highway and urban environments. In previous sections in this paper, the DSI protocol which can be applied to simple one-dimensional road scenarios such as a straight highway has been proposed. Hence, the protocol could be extended for two-dimensional road scenarios such as urban streets. In this section, we discuss about how the DSI protocol can support two-dimensional urban environments.
<Fig. 3> two-dimensional model. ⌉ . This dissemination can be achieved by simply modifying the dissemination scheme described in the Section III.
We omit the detailed description for the modification in this paper. Finally, we note that the message overhead of the dissemination scheme in twodimensional road scenarios is certainly bigger than that in one-dimensional scenarios. Therefore, as the future work, we are planning to design a new dissemination scheme with low message overhead.
Performance evaluation
Performance comparisons were done using the most recent version of the ns-2 simulator (i.e. The transmission power used in the Nakagami model is set to 21.76dBm which is the transmission range (denoted by trx) of 250m under the deterministic Two-Ray Ground model. In addition,
we set ri to 550m, leading to      = 2.2.
In order to generate realistic movement patterns of vehicles, we used the USC mobility generator tool [13] . We generated a 2km long highway scenario. Our highway scenario consisted of 6 lanes Our proposed DSI was implemented into the MAC module. In this performance study, we allowed DSI <Fig. 4> BDR comparisons.
to determine the length of safety interval (denoted by Lsafety) according to Equation (2) • Collision Probability (CP): the probability that a collision occurs between beacon transmissions. A collision is defined as the event where the beacon transmission from a specific sender S is overlapped in time with the transmission from other senders within the ECD centered at S.
• Safety Message Delay (SMD): the time elapsed from the instant when the application issues a beacon message until the interface starts to inject the message into the channel.
• Message Overhead (MO): the ratio of the number of bytes in the information that must be sent with a beacon message for the desired operations of a protocol to the total number of bytes in the beacon message.
<Fig. 5> SINR distributions. Table 1 , we summarized the performance gain that DSI achieved.
We also measured BDR of both protocols with various transmission ranges. In this simulation, N was set to 400. Under the fixed vehicle density, the number of hidden nodes whose transmission can be interfered with the transmission of a specific sender increases with the transmission range. Hence, the DSI's gain in BDR increases with the transmission range as shown in Figure 4b .
As mentioned in Section 3, Lsafety is not optimal and any coordination scheme to avoid interference from hidden nodes is not used in this simulation study. However, note that DSI can show better performance in terms of BDR under the optimal safety interval and a coordination scheme. N=200 N=400 N=800
DSI's gain 14.6% 17.3% 26.1% <Table 1> DSI's gain in BDR. 
conclusion
In this paper, we proposed a new interference- 
