Abstract-Motivated by multi-step quantum teleportation of single-qubit states and two-qubit states with entanglement swapping, we present a small scale quantum network communication scheme based on entanglement of Bell states. In this scheme, it contains certain number of singlequbit quantum source nodes that teleport unknown quantum states to other nodes in the network in the multiteleport fashion where every intermediate node can pass on any of its received quantum information to others via multistep quantum teleportation. It makes legal nodes more convenient than any other previous schemes to transmit unknown quantum states to unknown participants in practical applications. The security of this scheme is based on the securely-shared quantum channels between all nodes. Index Terms-quantum network communication, quantum teleportation, quantum entanglement
I. INTRODUCTION
Quantum entanglement, an elementary static resource of quantum mechanics whose properties are amazingly different from those of resources most familiar to classical information theory, has become essential resource for quantum information and quantum communication [1] . The combination of quantum entanglement with information theory has consequently made a great deal of important developments in the transmission and processing of information based on the well-known non-cloning theorem which forbids anyone to copy perfectly quantum signals transmitted through quantum channel. Quantum secure communication, an important application of quantum entanglement, supplies an efficient approach for transmitting classical or quantum information between two remote parties, pointpoint quantum communications [2] [3] [4] [5] [6] . Since a vicious eavesdropper's attacking inevitably disturbs the quantum system and thus leaves a trick in the results, legal participants can find out the eavesdropper, Eve, by comparing with some measurement results chosen randomly and analyzing its error rate. Point-point quantum communications has progressed quickly since the initial work of Bennett and Brassard [7] . The reason may be that the modern technology can allow point-point quantum communication to be elegantly demonstrated in laboratory [8] [9] [10] , and thus practical applications will be achieved in future.
Recently, quantum teleportation, another smart application of entanglement in quantum communications, has been actively investigated in both theoretic and experiments. With quantum teleportation Alice can transmit unknown quantum states to a remote recipient Bob [11] [12] [13] . In this scheme, a pair of maximally entangled photons (Bell state) served as a secure quantum channel should be prepared in advance for the perfect teleportation. With the securely-shared Bell states, the sender can not always teleport a single-qubit to the receiver with unit fidelity and unit probability. Consequently, there is another kind of quantum teleportation called as probabilistic quantum teleportation [14] , from which one can achieve the fidelity with a probability less than unit. In any case, the quantum teleportation has offered a much powerful method for transmitting an unknown quantum state for quantum communication. Unfortunately, the universal processor based on this quantum teleportation can not work for many participants transmitting unknown states simultaneously, and thus we are faced with a new challenge in quantum communication that extends from the nanoscale devices to global quantum communication network [15] [16] [17] [18] . This work has been devoted to a small scale quantum network that places particular emphasis on basic quantum effects and on emerging technological solutions leading to practical applications in quantum communications.
This paper is organized as follows. In Sec. II, notations and basic properties of quantum teleportation are presented. In Sec. III, a small scale quantum network communication scheme is perfectly suggested on the basis of the entanglement of Bell states via multi-step quantum teleportation. After that, we investigate the extension of the quantum network communication scheme in d-dimensional quantum system. Finally, discussions and conclusions are given in Sec.V.
II. PRELIMINARIES: QUANTUM ENTANGLEMENT AND QUANTUM TELEPORTATION
The two-photon-entangled Einstein-Podolsky-Rosen states (EPR pairs or Bell states) have formed the basis of a very stringent test of local realistic theories. They can be used for cryptographic scenario or for multi-photon generations of super-dense coding to reduce communication complexity. Recently, it has been suggested that they can be used for quantum secret sharing and quantum information splitting. It is known that EPR pairs are no longer a theoretical imagery since they have been experimentally implemented by single photons [2, 3] .
The four orthogonal EPR pairs may be represented as [1] 1 ( 00 11 ), 
The combined quantum system can be written as 1 In this section, we construct a small-scale quantum network communication scheme based on multi-step quantum teleportations. For such a network, we define a pair of parameters ( , ) S ζ , where ζ is a finite direct multi-channel based on several EPR pairs shared in advance and S is the unique quantum source node without incoming channel. A directed channel that is consisted of shared EPR pair in ζ is called a quantum edge in the network ( , ) S ζ . The special node S is called the quantum source, i.e.,
while every other node may serve as a sink node. Step3: Two-qubit quantum teleportation phase for CB i . The intermediate node C prepares the combined twoqubit state 1 2 u u with the quantum system,
and performs one Bell-basis measurement It is obvious that with this network communication scheme it is possible to multi-teleport two unknown single-qubit quantum states 1 m and 2 m from source node S to both of two sink nodes 1 B and 2 B . This shows an advantage of our proposed scheme.
So far we have discussed the design of the networking scheme based on multi-step quantum teleportation. Next we analyze the efficiency of the proposed scheme. According to processing of the communications, there are 6 photons used for transmissions of two one-qubit secret messages to two different sink nodes. It shows that the transmission efficiency is 1/3 in this case, which is much lower than the previous direct communication schemes [3] [4] [5] [6] . However, the advantage of this scheme is that it can distribute secretly different messages to different sink nodes, which may solve many practical problems for the applications of quantum cryptography. Also we note that in this scheme 10 EPR pairs are shared each round in advance before the distributions of quantum messages. We consider the processing of the quantum information in network neglecting the effect of noise in imperfect channels. Actually, in this scheme, we assume that all channels are perfect without touching upon any noise. As for the distributions of secret messages in free space, we have to consider the effect of quantum noise occurring to channels. The goal of this paper is to design the scheme for the secret distribution of quantum messages in a small scale quantum network. Thus we only consider the design of the scheme in a simple case, that is, the 10 EPR pairs are shared perfectly beforehand. There is no noise occurring in the channels. As for the distribution of secret messages in imperfect networking channels (quantum erasure-error channels, quantum phase-flip-error channels quantum bit-flip-error channels, or combined quantum error channels), it is our future work that is related to quantum multi-input and multi-output (MIMO) communication systems [19] .
IV. GENERALIZED NETWORK COMMUNICATION VIA QUANTUM TELEPORTATIONS WITH D-DIMENSIONAL BELL STATES
As a high-dimensional quantum communication system may transmit more information than that of the two-dimensional quantum system, we now put forward a quantum 
such that 00 .
For the descriptions of operations performed on an intermediate node C in a quantum network scheme for ddimensional quantum system, we should propose a quantum teleportation scheme for transmissions of twoqudit state 
It is known that the coefficient . For the security of this network communications, it is obvious that the present scheme is secure because any one participant can not obtain the whole information from the measurement on a part of entangled system, which is shown by the density matrix of the intermediate node C, i.e., 1 0 0 0 1 0
The Bell measurement of photon i u and photon C done by the node C is used for transferring the unknown state 
V. DISCUSSIONS AND CONCLUSIONS
It is shown that the entanglement correlations of two photons of Bell states can be elegantly utilized for quantum network communication via teleportation of single-qubit (or single-qudit in d-dimensional quantum system) states with the assistances of local operations in secure quantum channels. In the present network scheme, the correlation properties of Bell states, which have been observed in practical experiment in secure quantum communications, are very important. In order to show our network communication is implementable in practical applications, the present scheme may be created experimentally on the basis of the two-photon entangled Bell states by using the method suggested in Ref. [8] [9] [10] . However, practical implementation of this scheme needs quantum memory since one node's measurement is completed according to another's measurement basis, which implies that the intermediate node C and sink nodes B i need to store their photons during the process of communications. Therefore this scheme requires a reliable quantum memory and a faithful carrier of quantum information. We note that the storage of the qubits may be realized by using quantum memory in the similar way as the time-reserved Bell state schemes [22] [23] [24] [25] [26] . Of course, one can also perform the scheme without quantum memory by making some minor changes in this present scheme. For example, one node (e.g. the intermediate node C) randomly measures his photons before the previous node(e.g. the source node i A )'s measurement. However, this change will reduce the efficiency of the scheme. In summary, we have proposed a quantum communication scheme via multi-teleportation in a smallscale network based on entanglement of Bell states. An important aspect of our scheme is its linearity, which makes it easy to implement for quantum communications in practice. This scheme is implemented for quantum network communication with two phases, i.e., the phase for executing teleportation of unknown single-qubit states and another phase for teleportation of combined unknown two-qubit states. While finally among legal sink nodes B i , there is no requirement of the assistances of the source node A i . This shows the difference between our scheme and the conventional point-to-point schemes. In teleporting phase, all nodes exploit entanglement of Bell states to establish secure quantum channels, which improves its security in its practical applications. To complete the quantum teleportation of unknown states, all nodes can also exchange information with each other even in a noise channel as they may employ the privacy amplification, the error correction and the date sifting on quantum states transmitted in the communication phase, which makes the nodes more convenient and efficient than any other schemes in practical applications. In addition this scheme is secure since the process of quantum teleportation is based on entanglement of Bell states that has been securely set up in advance as quantum channels.
