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Abstract 
We propose the use of an intelligent ticket that can be applied incorporating with the ordinary ticket, where in this case more 
digital information with for security application is included, especially, the personal data that can be available for security 
control. The use of the corporative functions such as GPS (Global Positioning System) data, seat positions and personal and 
identification data can be provide, in which the crime prevention in the sports, especially, in the stadium can be operated and 
realized. 
© 2010 Published by Elsevier Ltd. 
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1. Introduction 
Sports business has become the interesting target of the world economy, in which the corporation involving 
sports and tourism can bring larger group of people, which means that the growth of income will be significantly 
increased. In the heart of the sports business is sports audiences. Sport management is a tool to convince viewers 
make the happiness sports entertainment. However, the difficulties in access to sports stadiums are a lot of those 
barriers of safety and convenience, such as the last World Cup in South Africa. The telecast of the race of each item 
is often observed that a lot of empty seats in the competition in each match. Because of the security problems to a 
number of foreign fans and cancellation tickets that have planned to visit of South African, but watched TV at home.  
For the 29th Beijing Olympic Games was the radio technology (Radio Frequency Identification: RFID) that used to 
build confidence in the safety of the Olympic Games, in which the ticket holders walked through the door just a 
signal from the RFID chip. It is embedded in the radio ticket, which is a genuine. In addition, it can be used to link 
in each field so quickly and can be applied to security purpose, which has photographs and names of the ticket 
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owners [1, 2]. This paper presents the use of an intelligent ticket that can be used incorporating with the ordinary 
ticket, where in this case more digital data, especially, personal data that can be available for security applications. 
The use of the corporative functions such as GPS (Global Positioning System) data, seat positions and personal and 
identification data can be available, in which the crime prevention in the sports, especially, in the stadium can be 
realized [3-5].  
2. Composition 
An intelligent ticket includes two component parts, which can be detailed as following: Part1: Tickets such as 
described in minuscule numbers between seats, day time, competition, competitive field as shown in Fig.1. Part 2: A 
wrist watch embedded microchip system type (Passive Tag RFID) works by using energy from the electromagnetic 
induction at the end of strap. The signal from the thin film electronics is transmitted send the warning signal to the 
security department in case of emergency. The signals can be linked with the ad hoc network as shown in Figs. 2 
and 3. 
Fig. 1.  An Intelligent Ticket 
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Fig. 2. Components of an intelligent ticket 
 
Fig. 3. Shows the wrist watch in operation 
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3. Procedures 
The steps of the operation that works with the intelligent ticket are as follows: (1) staff records the name and 
address of the buyer to the Tag [6], (2) in case of any problem, for instance, weapon and explosives detection, then 
the buyer information is sent to Tag via radio frequency [7, 8] as shown in Fig.4, (3) data is saved and sent to the 
store in the database, where all data is saved and sent to the security department for fast and accurate detection 
system, GPS (Global Positioning System) is used to locate the buyer position, (4) if the emergency situation occurs, 
victims press the signals, an emergency being sent to the unit security system. The GPS and Ad Hoc networks by the 
security guard will help to keep up the events [9] as shown in Fig.5, and (5) when the weapons and explosives are 
detected, along with the scanned face and height of the card owner, the signal is linked and converted the frequency 
back to the electrical signal to the circuit of the tag to read data in memory in the tags, and then to compare the 
original data that was saved in a database processing [11-12]. By comparing data with data base, if the information 
does not match the information stored database that will signal to the security inspection department, as shown in 
Fig.6. When the stadium is collapsed, GPS system is recommended to search for survivors. 
Fig. 4.  Process of the security system with the intelligent sports tickets 
Fig. 5. Process of the security system with emergency operation 
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Fig. 6. The security system using digital ticket based ad hoc network  
4. Conclusions 
An intelligent ticket can be used incorporating with the ordinary ticket. In this case, the additional digital 
information, especially, personal information is available for the use of security application. By using the 
corporative functions for such as GPS (Global Positioning System), where seats, personal information and 
identification card can be provided, in which the crime prevention in sports, especially, in the stadium can be 
realized, where finally the audience in the stadium can enjoy the games without the problem of security violation. 
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