Introduction
The potential ramifications of a serious cyberterrorist attack enjoy periodic emergence within the global news media. A 2013 article in The Washington Post, for example, asked 'Is the media outlets across the world between 1 January 2008 and 8 June 2013. The article's first contribution is therefore, simply, to add empirical depth to the conceptual accounts considered above. This is important because, as demonstrated below, there exists some heterogeneity within media constructions of the figure of the 'cyberterrorist' and the threat that s/he poses. At the same time, we are also able to demonstrate that a dominant focus on (i) the activities of offline terrorist groups within media discourse, as well as (ii) a privileging of apprehensive threat assessments around cyberterrorism adds credibility to the above fears around hyperbole and exaggeration. The article's second -analytical -contribution is to highlight the importance of two features which are integral to this discourse yet relatively under-explored. These are, first, the importance of analogy and other forms of comparison with offline or historical events in the construction of threat scenarios. And, second, the role of specific authoritative voices -frequently from the cybersecurity industry -within media coverage, which are widely employed to make sense of the likely consequences of a cyberterrorist attack. These features, we argue, together compensate for the lack of substantiating empirical evidence within news media discourse on cyberterrorism noted above.
The article begins with a brief review of the relevant academic literature on cyberterrorism. Here, we argue that, with few exceptions, this literature is overwhelmingly oriented toward three research questions: (i) what is cyberterrorism?, (ii) what threat does cyberterrorism pose, and to whom?, and (iii) how should this threat be countered? This orientation is problematic, we suggest, for two reasons. First, because it neglects the constitutivity of linguistic and other representations of cyberterrorism. And, second, because it prioritises problem-solving, policy-relevant research over critical enquiry. A second section situates this article within constructivist approaches to security discourse, upon which we introduce our research methodology and analysis. The article concludes by reflecting on the significance of our findings, before pointing to scope for future research.
Defining, assessing and countering cyberterrorism
Although cyberterrorism presents a comparatively recent addition to our security imaginaries, 8 a burgeoning academic literature has now begun to emerge around this phenomenon. To date, three sets of questions have dominated this work. These concern: (i) the meaning of this term; (ii) the significance of the threat posed by cyberterrorism; and, (iii) appropriate forms of response to this threat.
To begin with definitional issues, four features of the term cyberterrorism generate particular disagreement. The first is the type of conduct required for an act to be considered thus. 9 Broad conceptions encompass the full range of terrorists' online activities, from radicalisation, communication and attack planning through to fundraising, training and propaganda. For some, such an understanding has value for unpacking the plurality of ways in which the Internet has penetrated all aspects of 'the terrorism matrix'. 10 The contrastingand dominant -view, however, is that the term should not incorporate preparatory and support activities for offline attacks, and that more is to be gained by restricting its use to actual attacks or threats thereof via digital technologies. 11 This leads to a second contested 8 The origins of the term cyberterrorism are typically located in the mid-1980s, see for example: Barry Collin, " 
Cyberterrorism discourse
Despite the diversity of perspectives within the above debates, existing literature is overwhelmingly oriented toward a conception of cyberterrorism as an extra-discursive phenomenon. Whether cyberterrorism is approached narrowly or broadly, whether it is perceived as a significant or exaggerated threat, whether or not it is even deemed to have occurred, the actual or potential existence of something that may appropriately be described as 'cyberterrorism' is (at least) implicit in much of this work. Indeed, this general ontological consensus is precisely why the above questions are so intensely debated. Criticisms of overly expansive uses of the term are only possible because they are grounded in alternative (narrower) understandings. Sceptical retorts to hyperbolic threat scenarios, similarly, argue for a reinterpretation of risk by reworking assessments of vulnerability and the likely costbenefit calculations would-be cyberterrorists might make. 33 A correspondential approach to cyberterrorism knowledge, then, underpins these discussions in which claims are assessed or critiqued for the accuracy with which they represent reality.
This approach to cyberterrorism as something capable of capture in our labels and risk assessments is problematic, we argue, because it neglects the constitutivity of competing knowledge claims thereof. 34 Definitions and understandings of cyberterrorism -in law, scholarship, media discourse and elsewhere -create that which they only purport to describe.
Cyberterrorism is produced as an identity -as well as a threat -through these very attempts to establish its meaning and significance. Such attempts, moreover, are themselves embedded in etymological and other genealogies, saturated with intertextual relations, reliant upon the positing of sameness and difference between cyberterrorism and other phenomena, and
located in (open, yet contested) contexts of cultures, norms, institutions and power relations.
Security issues, such as cyberterrorism, are 'made' through social and discursive practice, not 'given'. 35 As such, efforts to define and model it serve to reify cyberterrorism by overlooking the contingent and constructed character of this 'threat'. 36 And, this is the case of numerically-inclined as well as linguistic contributions to this literature, for, 'even when data speak, the language with which they do so is only ever ours, including the categories and algorithms that do the mining and thus constitute the data in the first place'. Although this article deals with research material generated across the above 'themes' its primary focus is upon questions relating to: representations of cyberterrorism;
comparisons between cyberterrorism and other threats; and, citation or invocation of 61 As one anonymous reviewer identified, there is considerable scope for subsequent research in this area with greater focus on news media sources located within the global South. Better understanding of representations of cyberterrorism within African news sources, in particular, would add to the findings presented in this article.
sources. 62 Moreover, although many of our sources also maintain social media accounts, 63 these accounts tend to focus on directing potential readers to news items. Our commitment to an immersive discourse analysis of news media coverage meant that we therefore focused our research on the news items themselves, rather than any social media output of these organisations.
Cyberterrorism and the news media
It is important to begin our analysis by noting that there is no uniform, uncontested discourse on cyberterrorism within the international news media. I think you see that cyber terrorism is now a global force, affecting many more companies than just Sony…If hackers can hack Citibank, the FBI and the CIA, and yesterday the video game company Electronics Arts, then it's a negative situation that governments may have to resolve. 77 Other media reports, finally, 'stretch' this concept still further, with disparate activities including IRA propaganda videos 78 , the use of Twitter 79 and hoax terrorist e-mails designated 'cyberterrorist'.
Analogy, authority and threat construction
Despite this flexibility in the use of the cyberterrorism lexicon, news media coverage is overwhelmingly concerned with the seriousness of this (ambiguous) threat. 81 According to an article in The West Australian, for instance, 'Islamists want to take the world back to the primitive social relations and religious ethos of the 7th century, [and] they are utilising the most advanced digital technology of the modern era in their cause'. 82 The
Washington Post, likewise, cites the Assistant Attorney General for National Security John Carlin to inform readers that we are 'very vulnerable' 83 to a terrorist attack on critical infrastructure. Indeed, this is a vulnerability that for, ex-executive assistant director of the FBI Shawn Henry is second only to a 'weapon of mass destruction going off in one of our major cities'. Aristotle, term 'witnesses', understood as: 'anyone (or anything) we bring into our speech to support our claims; anyone whose thoughts might bring insight and whom we think our audience will take seriously'. 99 The persuasiveness of this use of quotation works by an ad hominem logic, in which the credentials of the 'witness' are appropriated in order to add credibility due to 'the stature with which the source quoted is held (and thus on collective assumptions about what counts as a valid knowledge claim, and who can make one)'.
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Thus, in the above examples, it is the implied venerability of political executives or law enforcement officers which encourages audiences to take their arguments seriously -and the lack of such credentials which diminishes the force of dissenting voices.
The second invocation of authority within this coverage is via processes of predication through which particular properties are attributed to quoted individuals that go beyond their institutional affiliations. 101 'Expertise' is a particularly common attribute here, as with the BBC story on a hacking of the IMF which spoke to, 'Tom Kellerman, a security expert who has worked for the IMF', 102 or a story from the same source which ran the following caption beneath a photograph of an individual wearing the now infamous Guy
Fawkes mask: 'Anonymous may opt for amusing disguises, but they are a real danger, according to experts'. 
11'.
115 In a Guardian report of 2009, it was 9/11's unpredictability rather than destructiveness which was put to analogous effect: 'just as the 9/11 attacks were an unprecedented attack with unconventional weapons, so too could a major cyber attack'. 116 The same newspaper also later reported on US efforts to bolster resilience to cyberterrorism through legislation 'aimed at avoiding a cyber "Hurricane Katrina" situation in which a disaster is aggravated by a bungled government response'. 117 Sami Saydjari -CEO of online security company Cyber Defence Agency -took this analogy further in an open letter to George W. Bush discussed in the BBC and the Guardian to suggest that the: 'potential costs of a multi-critical infrastructure attack on the banking system, the power grid and so on in a sequence designed to do maximum damage approaches the trillions, and the damage would look like a thousand hurricane Katrinas'.
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The use of analogy in media coverage of cyberterrorism is vital in the construction of this security threat. Images of the destructive potential inherent to generically-framed 115 Mike McConnell quoted in Sari Horwitz, "Justice Department trains prosecutors to combat cyber-'missiles' and 'bombs' underscore the seriousness of ill-understood technologies and actors for readers. References to specific historical events such as Pearl Harbor, 9/11 and Hurricane Katrina do likewise, while simultaneously reminding audiences that unexpected events do occur. These analogies highlight, modulate and even camouflage aspects of the 'threats' being discussed, not least because events such as 9/11 have been so heavily (re)mediated that their meaning appears, almost, taken-for-granted. 119 As David Mutimer argues in his discussion of proliferation metaphors 120 :
we must recognize that the metaphors with which a security problem is understood will shape the nature of the problem and its solutions, focusing on the aspects that are highlighted and marginalizing, or ignoring those that are downplayed or hidden in the metaphor's entailments.
Without diminishing the power of these rhetorical figures in shaping understanding of security threats, it is important to note that analogies such as those discussed above do not go the wake of the actual 9/11 attacks, governmental overreach became commonplace, based on fear-filled scenarios of future doom' that should make us equally suspicious of 'doomsday predictions and distrustful of claims that extraordinary measures are necessary to protect "national security".
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Conclusion
Discourses -on security threats and anything else -are productive rather than representational: they create identities and threats while seeming only to refer to them. 124 In this article, we have argued that existing academic literature on cyberterrorism has tended to neglect this insight, due to its organisation around three quite specific questions: definition, threat and response. These questions, we argued, contributed to a widespread (though not uncontested) meta-theoretical frame of reference and sense of scholarly purpose in which cyberterrorism is approached as a real-world problem to be solved. As an attempt to contribute to discursively-oriented explorations of the constitution of 'cyberterrorism' as cyberterrorism, we then introduced findings from our own research into the international news media. Our analysis, we argued, offered two contributions to scholarship. figures -reference to 9/11, Hurricane Katrina, Pearl Harbor work both to augment and to deemphasise particular aspects of the events which are being discussed.
None of this is intended to suggest that audiences of cyberterrorism news media discourse automatically internalise dominant understandings, assumptions or analogies such as those considered above. Readers of texts such as these engage in active processes of decoding in which the meaning of such texts is negotiated, and any news story may be read 125 On the former, see, for example, Dider Bigo, "Security and immigration: Toward a critique of the governmentality of unease" into the productivity of different languages in the construction of cyberterrorism. As, indeed, would engagement with social media discourse and non-written sources such as multi-media coverage on television or online. Such work, we suggest, would build upon this article's analysis of the role of analogy and authority within news media coverage of cyberterrorism, adding to our contribution of empirical depth to existing accounts of the importance of this site of discourse.
