Dedication
To the authors of great novels: Though I have enjoyed many of your works, I have enjoyed too few of your works. v 8. 4 Figure 7 .12. The first line means that the system chkpwd t type can access files of type shadow t if performing a read or a getattr operation. All other types of access to shadow t files for system chkpwd t will be blocked unless another policy rule explicitly allows it. The last rule uses an SELinux attribute file type to allow files unconfined type to access all files in general with a broad range of operations. This policy rule affects the shadow t because files of type shadow t will also have the SELinux attribute file type to indicate that they are filesystem files. 135 7.14 The concept lattice of all security types and attributes which can perform operations on the user home t. 
