ABSTRACT
INTRODUCTION
Men are fond of changes. Wireless networking has changed the way of life. It has increased the level of interaction, convenience, and productivity. It has allowed computers to connect to the Internet from anywhere in the vicinity of an access point. Wireless headsets can now communicate with cell phones to provide a safer way to drive a vehicle. Additionally, a network of low-powered devices can be used to collect data where wires would make it difficult or impossible. Wireless networks cannot be studied directly because it is difficult to manage largescale experiments that are very costly. The conditions surrounding the experiment can never be fully controllable; therefore, experiments cannot be repeatable. Instead, a model can be built in software to replicate behavior of a real network. A high-performance computer simulation that uses these models allows for fully controllable experiments with repeatable results. Simulations can be conducted at low cost and still yield results that can predict or estimate the metrics of the real system [1] .
The International Standards Organization Open Systems Interconnection (ISO OSI) reference model specifies seven distinct layers of standard functionality, depicted in Figure 1 . The physical layer is responsible for transforming information into signals that travel over the network medium. The data link layer is responsible for controlling access to the medium and detecting and correcting errors during transmission [2] . Normally, it is only these two bottom layers that distinguish one type of network from another. Upper layers typically remain the same regardless of the network type [3] . The scope of this dissertation concerns itself with the two lowest layers on which all other layers rely.
The main benefit from the ISO OSI layered modeled is abstraction. Abstraction hides the specific details of each layer's behaviors. This results in interoperability and flexibility between layers. Since the interfaces between layers are fixed, a layer can be swapped out with a different implementation and everything will still work For example, the Medium Access Control (MAC) and Physical (PHY) layers can be implemented as either a wired or wireless protocol. The next layer above (Network) will function with either the wired or wireless implementation [4-5].
Algorithm and protocols are the essential tools for the packet networking featuring distribution. A widely used collision resolution protocol is the binary exponential backoff (BEB). Its different forms are included in Ethernet [6] and Wireless LAN [7] standards. BEB is a special case of exponential backoff (EB). Network (LR-WPAN) environments characterized by a small number of battery-operated nodes located within a personal area for low-speed communications [8] [9] [10] [11] . This standard provides two operational modes such as CAP(Contention Access Period) and CFP (Contention Free Period) to support both asynchronous and synchronous traffic. These two modes employ BEB to double the backoff range at every data delivery failure time.
MOTIVATION
The main drawback of the normal BEB is the collision rate. Recently diverse backoff algorithms [12] [13] have been suggested to improve the performance of BEB of IEEE 802.15.4. To achieve better performance while maintaining the same degree of transmission delays, many new backoff algorithms tries to categorize nodes into some groups which are assigned to separate backoff regions in addition to doubling these ranges. One of them [14] called non-overlapping binay exponential backoff (NO-BEB) exploits the number of successive frame delivery failures to split the backoff range into non-overlapped sub-intervals. In the NO-BEB, nodes select a random number for their backoff counter from the latter half of the two fold range, namely [2
This NO-BEB algorithm motivated us to study throughput of the transmission corresponding to different backoff algorithm.
OBJECTIVE(S)
It is aimed to study (1) the effect of various window size on throughput output and (2) to study variation in throughput corresponding to different backoff rage.
METHODOLOGY

The stationary channel state probability
The distribution of the channel states can be derived for each slot. If p is known as the stationary/transition probability P i , P s and P c , respectively that a slot is idle, success and having collision. These probabilities are given by the relations as follows:
For the computation purposes we have taken p = 2/(CW+1), where CW is the size of contention window. Symbol n is used for the number of stations. DATA (max) s used for the lorgest data frame in the collision. DIFS is distributed inter-frame space. SIFS is shot inter-frame space always less than DIFS. ACK is time duration of waiting and receiving an acknowledgement. Waiting duration starts two slots after the last transmission slot. It is also assumed that the backoff procedure starts at the first ACK waiting slot. 
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Figure 4.2: Discrete time Markov chain Model for NO-BEB algorithm. Red portion shows NO-BEB
The state transition probabilities from the state b j,l to the state b i.k where , where i∈(0,m) and k∈ (-1, W i -1 ) represents the state probability that the node has the backoff counter with k after i failures at a given time. Note also that W i -W i-1 denotes the size of a given backoff range at the i th stage. The differences between NOBEB and BEB is given in [14] for more details. It is important to note that is the probability of detecting the busy channel at either the first or second CCA time.
Symbol τ shows the probability that a given node attempts the first CCA. It is represented by the sum of the probabilities of the states at the first column in figure 4.2. Meanings of the other symbols are as follows; n is the number of competing nodes. L denotes a frame's transmission delay. From the next step α and β are obtained employing relations mentioned in [14] as follows :
The probabilities of detecting busy channels during the first and second clear channel assessment (CCA) are denoted by α and β. They are calculated using the relations [ ]
The saturation throughput of IEEE 802.15.4 is given as
Coeff is the ratio of payload length in slots to the average length of a slot time. P transmit represents the probability that at least one node transmits ion a given slot time. This implies that P transmit denotes the probability that one node does not attempt to send a frame and at the same time channel is idle at the two CCA. It is calculated using relation
P success is the probability that only one node transmits on the channel and the other n-1 nodes do not transmit. It is calculated using following relation
(5) SIMULATIONS AND RESULTS
Graphical plots of the results obtained using equations (1), (2) and (3) are shown in figure 5.1. Figure 5 .1(a) shows stationary probability of idle, success and collision as a function of numbers of nodes. Figure 5 .1(b) shows stationary probability that a slot is idle against number of nodes. For the lower values of windows size, i.e. WC=16 P i becomes asymptotic corresponding to the number of nodes 30. With the increase in window size P i attains asymptotic character at higher number of the nodes. Similarly stationary probability of success and collision versus number of nodes are shown, respectively, in figures 5.1(c) and 5.1(d). The maximum probability of success is independent of the window size but the maxima of P s shifted towards increasing number of nodes. For a fixed number of nodes the probability of collision decreases with the increase in window size.
Equations (4)- (9) are related to the non-overlapping binary exponential back off algorithm. Symbol τ shows the probability that a given node attempts the first CCA. It is computed using equation (4). Required variables in this equations are set initial value within the programme. After obtaining the value of τ, the magnitude of α and β are obtained employing equations (5) and (6). Knowing the values of τ, α and β the probability that one node does not attempt to send a frame that is, P transmit is calculated using equation (8) . Also the values of P success , which is the probability that only one node transmits on the channel and the other n-1 nodes do not transmit is obtained using relation (9) . In the last The saturation throughput of IEEE 802.15.4 is obtained using relation (7). The peak of probability P s is almost independent of window size and its position shifted towards increasing side of the number of nodes. The probability of transmit obtains asymptotic value for lower values of window size. The probability of transmit increases with the increase in number of nodes. The probability throughput increases with the increase in window size. The probability throughput decreases with the increase in number of node.
(6) CONCLUSION
The goal of this paper was to provide a simple explanation about non-overlapping binary exponential backoff algorithm over IEEE 802.15.4. It has been obtained that the probability throughput increases with the increase in window size while throughput decreases with the increase in number of nodes. After analysing the concept of NO-BEB we feel to develop a concept of partial NO-BEB. The proposed concept may provide better results of throughput.
