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Abstract: Unlike current validated structures, for example Skip List and Merkle Tree, we design a unique 
documented structure known as a monolithic tree, providing additional information about PoS and 
dynamic PoS. When the auditor wants to establish the integrity of the file, it randomly selects some of the 
block indexes in the file and transfers it to the cloud server. In our opinion, there are no dynamic outlets 
to support this method. We have developed a new tool known as HAT, which is reliable premium 
architecture. We suggested premium needs for multi-user cloud storage systems and introduced the 
dynamic replicable point of sale type. Current dynamic outlets cannot be extended to a multi-user 
atmosphere. Due to the diversity of the structure and the labeling problem, the existing system cannot be 
extended to dynamic PoS. The multi-user cloud storage system needs a redundant client data removal 
technology that allows the upload process to be skipped and files to be instantly retrieved when identical 
file owners send them to the cloud server. To reduce the cost of the connection both in the storage stage of 
the directory and in the phase of removing duplicate data, while focusing on the same calculation cost. 
We have demonstrated safety in our construction, and theoretical analysis and experimental results show 
that our construction is used efficiently. In this paper, we present the idea of a non-duplicate dynamic 
directory for storage and suggest a niche creation known as DeyPoS, to achieve dynamic POS and safely 
remove duplicate data at the same time. 
Keywords: Dynamic Proof Of Storage; Reduplication; Homomorphism Authenticated Tree (HAT); Cloud 
Storage; 
INTRODUCTION: 
Users must believe that files stored on the server 
are not modified. Lots of companies, for example 
Amazon. Com, Google, and Microsoft offer their 
own cloud storage services, where users can upload 
their files to servers, access them from different 
devices, and share them all with others. Data 
integrity is among the most important attributes 
when a user outsources their files to cloud storage. 
Traditional methods of protecting data integrity, 
such as Message Authentication Codes (MAC) and 
digital signatures, require users to download all 
files from the cloud server for verification, which 
entails enormous connection costs. Not suitable for 
cloud storage services [1]. Based on these tested 
indexes, the cloud server returns blocks related to 
their tags. The validate checks the integrity of the 
block and the correctness of the index. However, 
dynamic PoS cannot encode block indexes into 
tags, because dynamic operations can alter many 
legacy block indexes, which entail unnecessary 
costs of computation and connection. Dynamic PoS 
remains optimized in a multi-user environment, due 
to the combination of support for removing 
redundant user data about the customer. Although 
the scientific study suggested several dynamic PoS 
schemas in single-user environments, the problem 
in multi-user environments has not been adequately 
investigated. The Storage Dynamic Directory (PoS) 
is really a useful elementary encryption tool that 
allows one to determine the integrity of external 
files and also to effectively update files on a cloud 
server. The above can be directly ensured by 
encryption stickers. How to approach a second can 
be the main difference between PoS and Dynamic 
PoS. In most PoS schemes, the block index is 
"coded" into its label, which means that the auditor 
can analyze the block integrity and the index health 
at the same time. This means that users can skip the 
upload process and get the files instantly, just as 
much, because the sent files already appear on the 
cloud server [2]. This method can help free up 
storage space for this cloud server and save 
transmission bandwidth for users. From what we 
understand, there are no dynamic PoS that can 
support safe repeater canceling for mix users. 
There are two challenges to solve this problem. On 
the one hand, validated structures used in dynamic 
PoS, however, even when removing redundant data 
for user mixes is performed, creating private labels 
remains a challenge for dynamic processes. In most 
of the dynamic selling points out there, a tag used 
to verify integrity is created by the secret key from 
the uploaded. Consequently, other owners who 
own the file, but have not submitted it due to the 
mixed user duplication canceled from the client, 
cannot produce a new tag once the file is updated. 
In such cases, dynamic selling points fail. To 
handle private tag generation, each owner can 
create their own certification structure and upload 
their home to the cloud server, which means that 
the cloud server stores several validated structures 
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for each file. PoS master and dynamic PoS plans 
are homogeneous message authentication tokens 
and homogeneous signatures. With the help of 
shape symmetry, messages and MAC / signature 
devices during these systems can be compressed 
into a single message with a single MAC / 
signature. Therefore, the connection cost can be 
greatly reduced. Data reduplication during these 
scenarios will be about de-duplicating files 
between different groups. Unfortunately, these 
schemas cannot support reduplication due to the 
variation in structure and label generation. In this 
paper, we consider a more general situation in 
which each user submits their files separately. 
Therefore, we are focusing on the deductible 
dynamic PoS plan in multi-user environments. 
PREVIOUS METHOD: 
In most dynamic SOPs today, a tag is generated 
from the uploaded file that is used to verify 
integrity by secret key. Therefore, other owners 
who own the file, but did not submit it due to the 
cancellation of mixed duplication of users by the 
client, cannot produce a new tag once the file is 
updated. In such cases, the dynamic point of sale 
will fail. Halifette AL. Enter the idea of proof of 
possession, which is a solution to remove duplicate 
data between users from the customer. It takes a 
user to be able to create a Merkle tree without the 
help of a cloud server, which is a big challenge in 
Dynamic PoS [3]. Pietro and Surniotti suggested 
additional evidence of a takeover plan that 
increases efficiency. Shaw Atal. Propose a plan for 
removing duplicate data from the client for 
encrypted data, but the schema uses a deterministic 
proof formula that indicates that each file includes 
a specific short proof. Therefore, anyone who 
obtains this evidence can go through the 
verification process without having the file in your 
area. Disadvantages of the current system: all 
current methods of removing redundant data by a 
mixed user about the specific client side of static 
files. When the files are updated, the cloud server 
must completely rebuild the validated structures of 
those files, which leads to high math costs around 
the server. Unfortunately, these schemes cannot 
support reduplication due to variation in structure 
and label generation. 
 
Fig.1.System architecture 
HOMOMORPHIC AUTHENTICAT-ED TREE: 
As far as we understand, this is in fact the first 
attempt to present rudimentary evidence known as 
the unrefined dynamic guide, which solves the 
diversity of housing and the challenges of creating 
posters. In contrast to the current validated 
structures, such as the transition list and Merkle 
tree, we design a unique authenticated architecture 
known as the Homomorphism Authenticated Tree 
(HAT), to reduce the connection cost both in the 
storage record phase and in the reduplication phase, 
while focusing on the same account cost. Note that 
HAT supports integrity checking, dynamic 
processes, and user de-duplication with greater 
consistency. We recommend and implement the 
first efficient build of dynamic revocable POS 
known as Dye-PoS, which assists with unlimited 
amounts of validation boosts. Build integrity is 
demonstrated in the Oracle stochastic model and 
performance is examined theoretically and 
experimentally. Advantages of the proposed 
system: Effective, validated structure. It is the first 
replicable, dynamic PoS process aircraft known as 
DeyPoS and has demonstrated peace of mind in a 
stochastic oracle model. The theoretical and 
experimental results show that our DeyPoS 
implementation is efficient, and it performs better 
especially when the quality and quantity of the 
resulting blocks are high. 
System Framework: There is no error fix for 
dynamic PoS that can remove duplicate data 
between users. To fill this gap, we present a single 
primitive known as an unrefined dynamic storage 
directory. Our body model displays two types of 
entities: cloud server and users, for each file, the 
original user could be the user who sent the file to 
the cloud server, while the later user could be the 
user who showed ownership of the file, but not. 
Really upload the file to the cloud server [4]. You 
will find five phases in the dynamic and repeatable 
PoS system: pre-processing, loading, de-
duplication, updating and storage proof. In the pre-
processing stage, users intend to upload their local 
files. During the upload stage, the files to be sent 
do not appear in the cloud. Initial users encrypt 
neighborhood files and upload them to a cloud 
server. During the reduplication phase, the files to 
be sent actually appear on the cloud server. The 
following users keep files in your area, and the 
cloud server also stores certified file structures. 
Subsequent users need to convince the cloud server 
that they own the files without uploading them to 
the cloud server. Note that these three steps are 
performed only once in the Outlook file presence 
cycle during users. The cloud server and users do 
not interact with each other. A malicious user could 
cheat the cloud server by claiming that it contains a 
certain file, however, in reality, it does not contain 
or display only areas of the file. A malicious cloud 
server might try to convince users to store and 
update files honestly, while files are broken or 
otherwise updated. The purpose of a repeatable 
Kandimalla Renuka Chowdary* et al. 
 (IJITR) INTERNATIONAL JOURNAL OF INNOVATIVE TECHNOLOGY AND RESEARCH 
Volume No.8, Issue No.6, October – November 2020, 9576-9578.  
2320 –5547 @ 2013-2020 http://www.ijitr.com All rights Reserved. Page | 9578 
dynamic point of sale is to identify these wrong 
behaviors with great potential. Regarding personal 
files, each user who has the entire original file can 
get exactly the same metadata through the 
configuration and can transmit the reduplication 
protocol when the file is on the cloud server [5]. 
When a user sends the file or passes the 
Reduplication Protocol, the cloud server can be 
persuaded to have the file and can delete the file 
from local storage. Regardless of who is running 
the encryption formula and uploading the 
encrypted file to the cloud server, the consumer can 
run the update protocol as well as the verification 
protocol at any time, without owning the file in 
your area, indicating that our model is suitable for 
multi-user environments. In our model, all users 
have the ownership of the identical file 
individually, and an update made by one user 
should not change other users. This indicates that 
the cloud server should keep the original version as 
well as the new version of the file at the same time, 
once the original file has multiple owners. It is 
possible by using version control technologies that 
our model can certainly incorporate. The "no 
phishing" feature takes the place of originality to 
eliminate redundant data between users about the 
client side. 
Implementation: To implement a dynamic, 
reproducible PoS level, we design a single 
documented architecture known as a Harmonized 
Origin Tree (HAT). HAT is a binary tree in which 
each paper node matches a block of information. 
Although HAT has no limitations on the number of 
data blocks, in terms of simplicity of description, 
we believe that the number of data blocks n equals 
the number of leaf nodes in a complete binary tree 
[6]. The formula takes as a HAT entry as well as a 
purchased list from blocks indexes and outputs a 
list of purchased from the node indexes. We 
determine the search form for brother or sister is 
there a need for the path? As input and generates 
the index for the group of brothers and sisters from 
the nodes within the path? Keep in mind that 
creating a sibling search formula is not a purchased 
list. It always takes the rest of the brothers and 
sisters. Both the Jump List and the Merkle tree will 
be the classic structures in Dynamic PoS. Since 
there is no redundancy plan according to the Jump 
List, and the approximate performance of the Jump 
List is comparable to that of the Merkle Tree in 
dynamic PoS, we simply discuss the Merkle tree in 
our paper. Merkle tree is not suitable for de-
duplicating data in dynamic PoS due to topology 
diversity. The purpose of HAT will be to reduce 
connection costs in removing redundant data. We 
recommend a specific dynamic deductible PoS plan 
known as DeyPoS. Includes five algorithms. We 
are simply comparing our plan using Merkle tree 
based solutions. Since there is no Merkle tree-
based solution that supports both dynamic PoS and 
reduplication, we compare our plan using the plan 
according to the Merkle tree. The evaluation 
includes three aspects, such as cost in download 
stage, price in reduplication stage and cost in 
storage log stage. The price in the discount stage is 
comparable to the price in the warehousing stage; 
therefore, we do not offer the price in the update 
stage. 
CONCLUSION: 
Due to the problem of structure diversity and mark 
creation, the current system cannot be expanded to 
dynamic point of sale. Define brother or sister 
search formula Does it require the road. As the 
inputs and outputs of the group of brothers and 
sisters from the contract within the path. Note that 
creating a sibling search formula is not a purchased 
list. The goal of a dynamic, repeatable point of sale 
is to identify these wrong behaviors with great 
potential. It always comes out the far left among 
the rest of the brothers and sisters. Both the Skip 
Menu and Merkle Tree will be the classic 
structures in dynamic POS. According to HAT, we 
proposed the first repeatable process dynamic PoS 
plan known as DeyPoS and demonstrated peace of 
mind in a random Oracle model. 
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