Abstract-The need for a reduction in healthcare cost has escalated over the past decade. Therefore, preventive medicine through remote health monitoring and Body Area Networks has gained more attention. In this paper a novel Medium Access Control (MAC) protocol, called Pulsed-MAC or simply PMAC, is introduced to efficiently manage wireless communications in Body Area Networks. PMAC notably extends the network life time by augmenting sensor nodes with charge pumping circuitry which harvest energy from a pulsed signal used to wake up the nodes. By measuring the average radio power consumption in a sensor node over a 24 hour simulation period, results show that PMAC outperforms conventional SMAC by up to three times and will easily allow for a Body Area Network to last beyond 200 days.
. This has resulted in increased attention towards preventive medicine and more precisely, Body Area Networks (BAN). In fact, these networks allow physicians or future automated diagnosis tools to remotely monitor a patient's health. By doing so, deteriorating health conditions may be caught early, thus allowing for a better and more efficient treatment. However, in order to be unobtrusive, sensor nodes in BANs must be small and therefore have a restricted power budget. This research effort focuses on efficiently managing communications at the Medium Access Control (MAC) layer to extend the network's life time.
Today, most wireless sensor network MAC protocols use either Carrier Sense Multiple Access (CSMA) [2] , [3] or Time Division Multiple Access (TDMA) [4] , [5] , [6] . CSMA has inefficiencies in the fact that it uses idle channel listening to determine when to transmit, whereas TDMA has high overheads in clock synchronization to compensate for clock drift. In addition, TDMA also has high latency due to duty cycling. To avoid these problems, in this paper we propose a novel MAC protocol for BANs that uses a pulse from a base station to wake up individual sensor nodes and is thus called Pulsed-MAC, or simply PMAC. As an important feature, the wake up pulse detection circuit at each sensor node is equipped with a charge pumping circuitry to harvest the energy contained in the pulses. This allows the sensor nodes to power the wake up circuit from the pulse itself and, thus, avoids the need for the sensors to wake up and listen to a base station. Consequently, the sensor nodes can set their radios into a sleep mode to conserve precious power. With this added feature, PMAC is capable of leveraging on the BAN topology. Specifically, we assume a star topology for BANs, where each low power sensor node communicates directly to a base station. PMAC optimizes communications by concentrating most of the processing into the base station. This is deemed acceptable as we assume that the base station is a portable device that can easily be rechargeable (e.g. a smart phone or similar specific device). The overall result is that PMAC is capable of dramatically extending the network lifetime beyond what comparable MAC protocols are capable. In fact, simulation results presented in this paper show that PMAC outperforms the SMAC protocol by three times, effectively allowing for a BAN to function beyond 200 days before the onboard energy is depleted.
II. PREVIOUS WORK
A popular protocol used in BANs is the SMAC protocol [5] . Nodes in this protocol alternate between predefined active and sleep periods. In active mode all nodes employ a Carrier Sense Multiple Access (CSMA) scheme to determine when to safely communicate and they remain listening, waiting to hear a data request from the base station. This is a source of inefficiency in BANs as all nodes are awaken but only one will send data to the base station at a time. Furthermore, the sleep schedule creates undesirable latency and overheads because a base station must wait for all nodes to wake up before it can hope to receive data and it must also rebroadcast ever so often the sleep schedule to maintain the nodes synchronized.
To prevent idle listening, a Timeout-MAC or TMAC protocol was introduced in [4] . This protocol reduces the time spent idle listening if no traffic is detected on the wireless channel. In this case, a timeout will get activated allowing sensor nodes to enter a low power sleep mode early. Therefore, TMAC is an improvement over SMAC; however the issue of idle listening and latency still remains. In fact, a node may remain active even though no data will be requested from it.
Heart-MAC (HMAC), [7] , introduced a TDMA scheme which derives the timing from the heartbeat. Here it is assumed that any data collected by body sensors is influenced by the heartbeat. Therefore, this beat can be extracted from collected data and node transmission arbitration is based on beat counting. The result is a protocol with low overhead but with the limitation that the heart beat is not fast enough to suit certain applications such as Electroencephalograms (EEG). Furthermore the propagation delay of a heartbeat through the human body may be large enough to cause inter-node interference.
As [8] shows, it is possible to devise a triggering mechanism based on a charge pumping circuit that will consume none of the receiving sensor nodes' power. Energy harvested from a 2011 IEEE 22nd International Symposium on Personal, Indoor and Mobile Radio Communications triggered signal can then be used to generate an interrupt so that the on board micro controller may turn on the radio. Furthermore, [9] presents a prototype Wireless Sensor Network (WSN) with addressing capabilities allowing specific nodes to be targeted and woken up. In WSNs, every node needs to retain the capability for transmitting the triggering signal to initiate communication with other nodes, which is a capability that consumes energy. Therefore, although this technique is ideal in conserving energy, it has limited range and poses significant challenges if used in WSNs. Nevertheless, the limited range that is a challenge for WSNs is an advantage in BANs, and thus we propose its use for PMAC.
III. PMAC PROTOCOL DESIGN The main strategy for PMAC aims at concentrating the communication processes into the base station. By doing so, we allow the sensor nodes to extend their life time by restricting the use of valuable energy to only when absolutely necessary. This is done by applying to BANs the radio triggered wakeup techniques developed in [8] and [9] , creating a MAC protocol which takes full advantage of the added capabilities and the specificity of typical BAN topologies. With the use of a radio triggered wake-up circuit, there is no need for the nodes to consume power while passively waiting for a wake-up signal because the circuit powers itself from the energy contained in the wake-up signal from the base station. Specifically, with PMAC a pulse signal is transmitted by the base station to the sensor nodes. Each node is designed with a charge pumping circuit capable of harvesting the energy in the pulse. Therefore, the pulse detection does not consume any of the node's valuable power. The choice to concentrate the communication processes into the base station is deemed acceptable as a typical base station could be designed as the single point requiring, and allowing for, easy recharging.
In [8] a 10 mW pulse was successfully detected from approximately 3 m away without any amplifying circuitry, which is sufficient for BANs. Transmission at 10 mW was considered safe for the BAN-carrying patient, as this power is typical for other portable wireless devices (e.g. cell phones) and within the FCC limits [10] .
In PMAC, a Pulse Interval Encoding (PIE) is used to allow for node addressing. Addressing is key in saving as much power as possible as it allows the base station to have only one specific node with its radio on at any given time. The encoding technique for a PMAC pulse is the same as in [9] and is shown in Figure 1 , where a logic '1' is encoded with a pulse lasting for a specific time T followed by a silence for an additional time T . Similarly, a logic '0' is encoded with a logic high for time T followed by a logic low for a time of 2T . In [9] it was determined a typical value for the parameter T was 530 µsec. Through this technique, we can successfully encode address information in the pulse. For PMAC, a typical pulse contains 4 bytes of information: one byte to help synchronize the local oscillators at the transmitter and at the receiver, two bytes with the sensor node address and one byte with a CRC code.
From Figure 1 , it is clear that it takes longer to transmit a logic 0 than it does to transmit a logic 1. Therefore, we look at the worst case scenario, however improbable, of transmitting all 0s. Given a pulse is to contain 4 bytes of information, through equation (1) we determine that the longest pulse detection time will be 4bytes/pulse × 8bits/bytes × 3 × 0.53ms/bit ≈ 50ms/pulse. (1) Therefore, when implementing PMAC, we assume a node will take at least 50 ms before correctly detecting a pulse. The charge pumping circuit on the sensor node will generate a series of interrupt corresponding to the bits contained in the pulse. This data will translate to an address which is interpreted by simple logic or the onboard microcontroller to determine if the main radio should be turned on or not. Through this mechanism, the radio is on only to receive a request for data and retransmit the appropriate packets. The whole wake up process implicitly synchronizes each node to the base station because only the node that has been addressed by the base station will wake up. In the remaining time, the node powers down the radio to sleep mode in order to conserve energy. Figure 2 shows the MAC processing algorithm for the base station. Note that in PMAC, a node cannot initiate a transmission. Therefore, the base station operation needs to be designed so as to request transmissions whenever expected to be necessary, including contacting nodes periodically to verify that they remain operational. Since in PMAC each node can be individually addressed, the base station could wake up any node at any time it so chooses and could choose any scheme for waking up the sensor nodes. For example, nodes that collect time-sensitive data (e.g. emergency data) may be waken up with a frequency that ensure that the information is collected in a timely fashion. Also, to accommodate for a potentially large number of nodes, the base station may implement non-uniform patterns for waking up nodes where some nodes are waken up more frequently than others. In this way, access delay could be solved on a node-bynode basis, taking into consideration each node needs. Adding more nodes does not affect power consumption because in PMAC the nodes do not spend any time in contention. While PMAC is designed to provide freedom when choosing the pattern when nodes communicate, in this paper for simple data gathering and simulation purposes, we choose only one possible pattern. The considered pattern starts a new frame by having the base station transmit a pulse containing the address of the first node followed by a request for data. The base station will then cycle through all of the nodes in the BAN before going to sleep. If a sensor node does not reply to the request with data, then the base station will assume that either the pulse was not detected, the request for data was dropped, or the sensor data was lost. Therefore, the base station must retransmit a pulse followed by a data request to cover all possible cases. By doing so, the base station effectively takes on the responsibilities of managing communication, leaving the nodes to only respond to pulses. In the case of a non responding node, the base station will attempt to communicate with it again a total of five times before it moves on to the next node. The base station will make another attempt on the next frame cycle. In addition, the base station must keep track of which packets were received by which node. This reduces the complexity of the sensor nodes and gives the base station the option to request specific packets in order to obtain complete sets of data. Once the base station has communicated with every node in the network, it will go to sleep until a new frame starts. A timeline depicting the operation of the base station during a frame time is shown in Figure 3 .
By design, the behavior of a sensor node is kept to its simplest form. This is done intentionally to conserve energy in the nodes by keeping them in sleep mode for as long as possible and to avoid idle listening at all cost. As shown in Figure 4 , a sensor node will gather data from its sensors as prescribed by the application layer. While this is being done, the radio is kept in sleep mode to conserve battery energy. When a node detects a pulse which is addressed to it, the node will set its radio to receive mode. It will then receive a packet from the base station requesting a specific packet. As mentioned previously, the base station dictates which packet is to be sent. This further alleviates the burdens of communications for the nodes. Once a request for data has been received, the node responds with the appropriate data and sets its radio back to sleep mode. This ensures that the sensor node remains in sleep mode for the longest possible time. The sensor node data transmission cycle is depicted in Figure 5 .
Furthermore, given that the sleep mode is the default state of nodes, they do not have to adhere to any TDMA scheme, effectively eliminating any synchronization overheads. This also greatly reduces latency and allows easy prioritizing of the data from sensor nodes. That is, if the BAN is comprised of high data rate nodes recording vital data, the base station may assign a larger portion of the frame cycle to gathering this high priority data. In the special case where a node receives a pulse and powers up its radio, but however does not receive a request for data, for example due to interferences, it will automatically set the radio back to sleep mode upon overhearing a data request addressed to another node. This prevents any node from staying in idle listening for too long. 
IV. SIMULATION RESULTS AND DISCUSSION
As the main goal of PMAC is to extend network life time, its performance is measured by recording the average life time of a node and comparing the results with other protocols such as TMAC and SMAC. Results were compared against the SMAC and TMAC protocols because their popularity allows for a common ground for indirect comparisons of PMAC with protocols that represent the most popular approaches for resource and task managing at sensor nodes. Comparing SMAC and PMAC is of interest also because while in SMAC the nodes need to remain listening, waiting to hear a data request from the base station, in PMAC the nodes stay in sleep mode and are waken up by a signal from the base station that also powers the wakeup circuit at the node.
In order to obtain close to reality accurate simulation results, we used the Castalia framework for the OMNet++ simulator. Castalia provides a very detailed characterization of the power consumed at sensor nodes and their wireless interface. For the radio module, Castalia incorporates the parameters from the Texas Instruments CC2420 radio transceiver [11] , including the different operating modes (each consuming different power) and the delay and power consumed when switching between these different states. The implementations of TMAC and SMAC were provided by the Castalia framework and can be found in [12] . The PMAC protocol was also implemented in the Castalia simulation framework which provides a realistic model based on actual experimental measurements. Since the efficiency in harvesting energy for pulse detection has no effect on node life time (nodes are asleep) and a negligible effect on throughput (it decreases only by 3 packets per hour for every extra msec it takes to detect a pulse), the average time to detect a pulse was based on the results in [9] . The BANs are simulated as running for 24 hours with a configuration, unless noted otherwise, consisting of five sensor nodes: one on each wrist, one on each ankle, one on the chest and an additional base station on the waist. During this period, power consumption for each node is recorded and averaged. Node life time is extracted by measuring the power drawn from the energy contained in a 163 mAh Energizer CR2025 button cell [13] . Given all three simulated MAC protocols cycle through frames, different simulations are run to observe the effects of frame time on the average sensor node life time. Figure 6 below shows these effects on PMAC, TMAC and SMAC. the benefits of the proposed design. Indeed, by concentrating most of the communication complexities onto the base station, nodes waste very little energy in overheads and virtually none in clock synchronization. Using a pulse mechanism to wakeup nodes essentially removed the performance cap that was placed on SMAC and TMAC caused by synchronization overheads and idle listening. Figure 6 does not show frame times smaller than 500 ms as they would be too short to allow for the base station to gather data from all 5 nodes given a pulse detection time of 50 ms. In fact, in this saturated case, some nodes would be left in sleep mode while others would be woken up more often. Given the case where there are more nodes awake than there are asleep, the average sensor node life time would suffer until the frame time is adjusted properly. Figure 7 presents the performance of the PMAC and TMAC protocols relative to the SMAC protocol. As the frame times increase, TMAC and SMAC become virtually indistinguishable. This is because TMAC's advantages of shortening active periods become insignificant compared to that of extending the frame cycle and hence TMAC's performance tends to meet SMAC's. However, the PMAC protocol remains better even for large frame times as communication overheads have been minimized. Indeed, the use of a pulse to wake up sleeping nodes eliminates energy wasters such as idle listening and clock synchronization schemes. Eventually, PMAC's advantage will decrease as frame times increase. The weight of other sources of power consumption, which are independent from the MAC protocol, will increase to the point where energy consumed in managing communications becomes insignificant. Furthermore, using pulses allow the rate of decay for PMAC to be smaller than that of the TMAC protocol which provides additional performance benefits. Figure 8 shows the effects of adding more nodes to the network relative to SMAC. Clearly, TMAC again, loses its advantage fairly quickly as more nodes are added and more collisions occur. In fact, TMAC eventually performs worse than SMAC due to its inability to properly deal with these added collisions. Indeed, TMAC will extend the idle listening time due to these collisions, essentially wasting more energy. However, PMAC remains mainly unaffected and retains its performance advantage. Also, note that these results depend on the frame time. Since the frame time was kept constant, as more nodes are added to the network, a smaller portion of the frame time is allocated to any particular sensor node. Therefore, there is a point where the frame become too small to accommodate for every node and any extra node added will stay in sleep mode. This would result in artificially increasing the average node life time. Consequently, we chose a frame time large enough to properly accommodate all 20 nodes.
Also, it is important to note that PMAC can easily be adapted to particular applications. For instance, a BAN may be deployed to record EEG signals along with other slower changing vital signs. As mentioned earlier, PMAC can give higher priority to the EEG sensors by configuring the base station to query data from the EEG sensors during most of a frame time. The rest of the frame is then used to request data from one of the less critical sensors. This effectively allows prioritizing in data collection on-the-fly without added complexity. In addition, a physician can request to immediately acquire real time data from one particular sensor. Therefore, PMAC is a very flexible protocol which manages to keep the latency to a minimum and maximizes efficiency. In fact, we determine Equation (2) to predict the minimum latency for a PMAC node being accessed directly i.e. the base station does not have to cycle between previous nodes. In (2) , T P D is the pulse detection time, T R is the time allowed for the radio to switch to receive mode, T DR is the time to send a data request and T P kt is the time to send a packet,
(2) Given the radio model provided by Castalia has a raw throughput of 250 kbps and a typical packet for the TMAC and SMAC implementations is comprised of 100 bytes of data and 26 bytes of overhead, (3) determines the time T P kt to transmit one packet,
Equation (4) determines T DR , the time to send an address (2 bytes) and packet ID (2 bytes) to request data from a sensor,
In the case where the base station is configured to cycle through nodes before reaching the desired node, (5) can be used to determine latency. Here N is the number of nodes the base station must communicate with before it reaches the desired node,
By using (2) and the parameters specified in (3), (4) and [11] we determine that the maximum latency to receive one packet from a PMAC sensor node addressed directly is 55.248 ms. Here maximum latency is calculated as the maximum time between the base station starting to send wake up pulses to a node and starting to receive data (thus, the metric does not include re-transmission). While a direct comparison with TMAC and SMAC is complicated by the fact that latency in PMAC is deterministic and in TMAC and SMAC is random (due to the use of CSMA), we can still say that for most BAN applications, PMAC is a very suitable protocol as it provides long lasting network lifetime with low latency.
V. CONCLUSIONS In this paper we have presented PMAC, a MAC protocol which, through the means of a pulse signal, efficiently manages communications to allow for Body Area Networks to last up to three times longer than popular MAC protocols such as SMAC and TMAC. In PMAC, nodes are switched from a sleep into an active mode through a trigger signal generated from a circuit that operates using the energy collected from a pulse transmitted from the base station. This results in a sensor node wake-up mechanism that practically does not consumes energy and also avoids the need for switching the sensor nodes into an active receive state by keeping them in sleep state until they are specifically addressed by the base station. While energy limitations on the transmitted wake-up pulse limits the distance it can be transmitted for general wireless sensor networks, the levels are both safe and effective for BAN applications. In addition, to providing longer network lifetime and low latency, PMAC provides a very flexible operation, as the base station can request data from specific nodes at any given time. This effectively reduces the latency of real time data while providing excellent node life times. Furthermore, the simplicity of the sensor nodes allow for a low cost solution.
