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In recent years, in accordance with the requirements of State Administration of 
Taxation to comprehensively improve the quality and efficiency of tax collection and 
management, to optimize tax services, and also to improve taxpayer’s satisfaction and 
compliance with tax law, State Taxation Bureau of Hebei Province provide various 
forms of tax service to taxpayers based on public network such as the Internet network. 
It builds a wide range of tax service system which is composed mainly by online-based 
tax service and also support many other ways of paying tax ,for instance ,taxpayers can 
pay tax through mobile phone, SMS, mail and other ways of tax services.  
Nowadays, the computer network faces increasingly serious security problem, in 
this situation, the security of tax information system is also facing unprecedented 
challenges, because tax business is highly dependent on the information technology, 
and the tax business data is highly concentrated, and tax business relying on the internet 
is increasing year by year, also, information exchange between departments is required 
more and more. Hence, building a security tax information system is becoming an 
important issue of the development of tax information.  
In this thesis, we design and implement the information security system of 
external information collection platform of State Taxation Bureau of Hebei Province. 
First, we make risk analysis and assessment of the platform, and provide the 
requirements of system security. Then we combine the requirements of security system 
and security management system to propose the design idea, design principle and 
strategy. Later, we focused on how to implement the information security platform 
related technology, therefore, we form a relatively complete set of tax information 
system security system, which can protect the information system on physical level, 
network level, system level, application level and management level, and greatly 
















The security system of external taxation information collection platform has been 
initially established in State Taxation Bureau of Hebei Province. The security system 
has reached the effect of security protection and has provided useful experiences and 
lessons to the security operation of E-Tax system. 
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系统进行数据交互的唯一通道，如图 1-1 所示。 
 
 
















































世界各国对信息安全是非常重视的，在 2000 年 8 月，世界科学家联合会首




















ISO/IEC 的国际标准 17799，英国标准协会（BSI）的 7799 系列，美国国家标准






































Degree papers are in the “Xiamen University Electronic Theses and Dissertations Database”. Full
texts are available in the following ways: 
1. If your library is a CALIS member libraries, please log on http://etd.calis.edu.cn/ and submit
requests online, or consult the interlibrary loan department in your library. 
2. For users of non-CALIS member libraries, please mail to etd@xmu.edu.cn for delivery details.
厦
门
大
学
博
硕
士
论
文
摘
要
库
