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Abstract 
This paper presents the throughput characteristics for an All-WiMAX (AW) and a Hybrid Wi-Fi –WiMAX (HWW) video 
surveillance system with varying number of nodes, frame rate and MAC Service Data Unit (MSDU) size. An AW video 
surveillance system consists of WiMAX IP cameras connected directly to the Base stations while the HWW system consists of 
Wi-Fi IP cameras linked to the Customer Premises Equipment (CPE) which is equally linked to the base station. Local viewing 
PCs are connected at the CPE while remote viewing can be done via the internet. WiMAX and Wi-Fi IP cameras capture the 
video images; convert them to an appropriate digital signal and transmit them via Ethernet cables or wireless interface links. The 
investigation of the performance of the AW and HWW systems has been done by simulation of the systems using the OPNET 
modeler.  
    Results show that, under similar conditions, the HWW video surveillance system outperforms the AW system in terms of 
throughput by a factor of 1.75. The results further show that throughput increases with increase in MSDU size and/or video 
resolutions,  frame rate, number of nodes and decrease with increase in frame time, the reverse being true as well.  
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1. Introductions  
Wireless Inter-operability for Microwave Access (WiMAX) is a wireless technology for Metropolitan Area 
Networks (MAN). A WiMAX video surveillance system consists of IP cameras connected to the Customer Premises 
Equipment (CPE) using category 5 or 6 Ethernet cables or wirelessly via a Wi-Fi link. The cameras can equally be 
connected directly to the Base Station (BS) via a WiMAX link air interface. The video surveillance data can be 
monitored locally at the CPE or remotely using the internet. IP cameras are critical components in the design of 
video surveillance systems. A typical IP camera consists of the lens, an image capture unit, the analogue to digital 
converter and digital signal processor (DSP)1. The video encoder captures the image from the capture units and 
converts it into a digital signal. The digital signal is then compressed using any of the video compression standards 
such Moving Picture Expert Group (MPEG-4) part 2,Motion Joint Picture Expert Group (MJPEG) and the 
International Telecommunications Union (ITU) standards H.263, 264 (also known as MPEG-4 part 10) 2,3. The 
compressed video is eventually transmitted using a wired or wireless medium to a receiver from which local viewing 
PCs are connected and the video decoded. Alternatively, the live video can be decoded remotely via the Internet4.  
In this paper we present throughput characteristics of the all- WiMAX (AW) and Hybrid Wi-Fi-WiMAX (HWW) 
video surveillance systems. In the next section, we give related work on throughput for WiMAX networks. In 
section 3, we discuss the structures of video surveillance systems. Section 4, describes the throughput mathematical 
model. In section 5, we discuss the simulation set-up and finally section 6, discuss the results while section 7 gives 
the conclusions 
2. Related Work  
Several works have been reported on the performance of WiMAX network in terms throughput, delay and jitter. 
In 5 a model was proposed to investigate delay and throughput variations in order to optimize the system design 
through correct parameter configurations. A number of simulations were conducted to demonstrate the accuracy of 
the model. However, this work was limited to wireless mesh WiMAX network. Mahasukhon et.al 6 set-up a test bed 
in which they measured throughput against Received Signal Strength Indicator (RSSI) for each mobile nodes in a 
mobile WiMAX network operating on standard IEEE 802.16e. A method to improve WiMAX network (carrying 
voice calls) performance in terms of throughput, end-to-end delay and jitter was proposed in 7. Kafhali et.al 8 
presented a performance analysis for the bandwidth allocation in IEEE 802.16 broadband wireless access (BWA) in 
which throughput was measured against traffic intensity (packets/ frame). They noted that an increase in traffic 
intensity had a corresponding increase in throughput until saturation point. The authors in 9 conducted, among other, 
TCP and UDP throughput tests for the downlink and up-link channels of WiMAX network. The throughput tests 
were carried under varying modulation types and at varying distances. Ref.10, show the work done in determining the 
minimum value of SNR attribute needed to guarantee throughput and ensure service delivery with acceptable rates in 
WiMAX networks. In this paper we discuss throughput characteristics for the WiMAX video surveillance systems at 
varying nodes, frame rate, MSDU byte size to ascertain their performance.  
 
3. WIMAX Video Surveillance System Models 
WiMAX video surveillance systems can be classified into two major categories: the All WiMAX (AW) video 
surveillance and the Hybrid Wi-Fi and WiMAX (HWW) type. The AW type uses WiMAX IP cameras while the 
HWW uses Wi-Fi IP camera. We now discuss the two types in detail: 
3.1. All WiMAX Video Surveillance System 
In an all WiMAX video surveillance system, WiMAX IP cameras connect directly to the base station. The base 
station could be located up to several kilometers from the cameras. The IP cameras are configured to guarantee QoS 
in WiMAX air link. Figure 1 shows the architecture of such a system. The WiMAX network is used as a last mile, 
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connecting directly to the end devices. The merit of this system is that IP cameras can transmit data over a long 
distance but such cameras pose challenges in antenna alignment with the Base Station (BS).  
Video monitoring can be effected at any point between the Access service network (ASN) and Connectivity 
Service Network (CSN) or remotely via the internet. The system does not provide for Local Video monitoring as 
surveillance video is routed directly to the ASN. 
 
 
 
 
x  
x  
x  
 
 
 
 
 
 
 
IP camera  
1 
ASN (BSs) 
CSN 
Internet 
Remote 
Server 
IP camera 
 N 
 
Fig.1: Illustration of an All WiMAX video surveillance system 
3.2. WIFI- WIMAX Surveillance System 
This surveillance system incorporates Wi-Fi IP cameras connected to the WiMAX network via some outdoor 
Customer Premises Equipment (CPE). Typical IP camera- CPE distance is 50-100 m, depending on the Wi-Fi 
standard adopted. The CPE is similar to the access point of Wi-Fi networks. One or more IP cameras can be 
connected to the CPE using a category 5 or 6 Ethernet cable or wirelessly using the unlicensed frequency bands of 
the IEEE 802.11 family of standards. Figure 2 shows example architecture to realize this type of surveillance system. 
 
 
 
x  
x  
x  
 
 
 
 
 
 
 
IP camera  
1 
CPE Local 
Server 
ASN 
&CSN 
Internet 
Remote 
Server 
IP camera 
 N 
 
Fig.2: Wi-Fi –WiMAX or HWW Video Surveillance System 
4. Network Throughput Mathematical Model 
The WiMAX video surveillance system throughput is defined as the fraction of time that a channel uses to 
successfully transmit MAC Service Data Units (MSDU) payload bits 11. Alternatively, it is the number of successful 
payload bits transmitted per unit time or per second 11,12.  
For a HWW and AW video surveillance system, the system throughput or aggregate throughput is the sum of the 
data rates that are delivered to the BS or CPE from IP Cameras 13. Mathematically and from the definitions above, 
we can define system throughput   (in bps) as 14: 
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t
ETMT                                                                                                                                        (1) 
Where: 
              E   is the MSDU payload in bits and  
              t     is the delay in the MSDU payload 
For Wi-Fi, MSDU payload in bits with   byte length can be written as: 
 
                                                                                                                                                                                      (2) 
The constant, 8, arises because there are eight bits in one byte. The delay in the MSDU payload is computed 
based on the type of Wi-Fi transmission MAC scheme; ether Carrier Sense Multiple Access with Collision 
Avoidance (CSMA/CA) or Request To Send/ Clear To Send (RTS/CTS). The choice between CSMA/CA and 
RTS/CTS depends on what link constraints should be considered. The CSMA/CA has asymmetrical MAC layer and 
therefore asymmetrical link constraints while the RTS/CTS has symmetrical ones 15. 
In general, delay in the MSDU payload is given as: 
 
                                                                                                             (3) 
                                                                                             
The delay constitutes the Back off (Bo), the Acknowledgement (ACK), Request To Send (RTS), Clear To Send 
(CTS), Data, Distributed Inter Frame Spacing (DIFS) and Short Inter Frame Spacing (SIFS). For a CSMA/CA, the 
RTS and CTS delay components are excluded. The individual delay components values have been calculated in the 
work of14,15. 
Alternatively, maximum theoretical throughput (in bps) can be calculated from 14: 
 
 
                                                                                                            (4) 
Where constants  a  and b depends on the type of scheme, CSMA/CA and/or RTS/CTS, used. A table 
summarizing the constants  a   and  b  for the two MAC schemes, was put forth in the work of 14. 
Now each IP camera will process a video signal and transmit packets at the rate given by: 
 
                                                                                                 
                                                 (5) 
 
In which,  dt   is the outgoing inter arrival time or frame duration.  Now  dt  is also related to the video frame rate. 
Frame rate is a speed measure of successive pictures in realizing a video. A high frame rate leads to a faster and 
smoother video and vice versa. Two types of frame rates exist: progressive and interlaced. The former is where one 
full frame is followed by another full frame while the latter is where one half video image is displaced per frame 
alternately. Thus for a frame count , cF , and frame duration dt , frame rate FR   is given by: 
                                                    
d
c
t
FFR                                                  (6) 
Making   dt    the subject in equation (6) and substituting in equation (5) we have: 
 
                                                                                                              (7) 
 
 
The total Wi-Fi throughput by the CPE is then given by: 
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Where : 
          N   is total number of IP cameras, 
                  n   is the nth camera 
                 MTT   is the theoretical maximum throughput 
The total WiMAX throughput is the summation of individual throughput from each CPE as shown in equation (9): 
                                                                                                                            (9) 
5. Simulation Set-Up 
To measure throughput in the simulated scenarios, we used OPNET Modeler version 14.5. This software has 
capabilities of measuring Wi-Fi and WiMAX network performance metrics such as throughput, end to end delay and 
jitter among others. We adopted the IEEE 802.11b and RTS/CTS mac layer in our simulations. This is because the 
RTS/CTS offer symmetric link constraints. Further, we used the Variable Bit Rate User datagram protocol (UDP) 
flow for our video transmission. In these scenarios we wanted to firstly, ascertain and compare the throughput 
characteristic between scenario 1 and 2 when nodes were the same and in exact locations. Secondly, we wanted to 
compare the throughput of the two scenarios when the MSDU byte size varies while keeping the frame rate and 
number of nodes at 30fps and 16 respectively. Thirdly, we wanted to ascertain throughput characteristics when the 
frame rate increased while keeping the MSDU byte size at 1420 and number of nodes at 16. Lastly, we also wanted 
to ascertain the throughput characteristic when the number of nodes increased, keeping the MSDU byte size at 1420 
and frame rate at 30fps.  
5.1. Simulation Scenarios 
The video packets from the IP cameras were transmitted simultaneously via the air interface using free space 
propagation model. Two network simulation scenarios were considered as depicted in Figures 3 and 4. Scenario 1 is 
an AW scenario consisting of sixteen (16) workstation herein considered as WiMAX IP cameras connected to two 
base station (ASN) covering a radius of 30km and connected to the IP backbone, the internet and the server.  
 
 
 
Fig.3: All WiMAX Network-Scenario1 
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Scenario 2 consists of a HWW network. The network has sixteen (16) workstations which are considered as  
Wi-Fi IP cameras connected to the CPE which in turn is linked to the BS and the server as in scenario 1. 
 
 
 
Fig.4: A Hybrid Wi-Fi WiMAX Network-Scenario2 
5.2. Network Traffic Generation parameters  
In Figure 3, the WiMAX stations were configured with an antenna gain of 14dbi, maximum transmit power of 
3W and a quality of service class of rtPS.  The workstations were also configured to support video transmission in 
one direction- from the workstation to the servers. The uplink and downlink parameters were set to support MSDU 
byte size determined by the video size to be transmitted. The base station were equally set to support the rtPS QoS 
class and video transmission and the detailed BS parameter set is illustrated in table I. 
For the HWW video surveillance system shown in Figure 4, we set the CPE parameters in the same way as the 
workstation of Figure 3. The detailed parameter set-up for the CPE is shown in table II. However, the CPE has the 
Wi-Fi link which was set to have a transmit power of 3W, a data rate of 11 Mbps, High Rate-Direct Sequence 
Spread Spectrum (HR-DSSS) access scheme as specified by IEEE 802.11b with the access point functionality 
enabled. The base station and severs were set in exact manner as in Figure 3. 
Table I. BS Parameters-Scenario1&2 
Parameter name  Parameter value/feature) 
Antenna gain  15dBi 
 Maximum Transit power (W) 5W 
 QoS class   rtPS 
Physical layer technology IEEE 802.16d 
PHY Profile Wireless OFDMA 20MHz 
PHY profile type OFDMA 
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Table II. CPE Parameters-Scenario2 
Parameter name  Parameter value/feature) 
Antenna gain  14dBi 
 Maximum Transit power (W) 3W 
 QoS class   rtPS 
Physical layer technology IEEE 802.16d 
PHY Profile Wireless OFDMA 20MHz 
PHY profile type OFDMA 
 
6. Results and Discussions 
We now present the results and our discussions for the two video surveillance system scenarios, the HWW and 
the AW scenarios. In each scenario, we measured the throughput values for varying byte sizes, frame rates, and 
number of nodes. 
Figure 5 shows the WiMAX throughput comparison between the two scenarios, under similar conditions. The 
HWW system has a throughput of 2.8Mbps while AW system has a throughput of 1.6Mbps. The throughput of 
HWW video surveillance is higher than that for AW system by a factor of 1.75. This is attributed to the low packet 
loss in the HWW as the Wi-Fi nodes are closer (less or equal to 100m) to the CPE than WiMAX nodes are to the BS. 
The WiMAX nodes in the AW system are in most cases at a distance greater than 100m. Further, some WiMAX 
nodes are not in direct line of sight with the BS causing loss of some packets. This is in contrast with the CPE whose 
installation is such that it is in direct line of sight with the BS.   
Figure 6 shows the throughput versus MSDU byte size for the two scenarios. The result demonstrates that at a 
constant frame rate and number of nodes, throughput increases linearly with increase in the MSDU byte size in both 
types of video surveillance systems. The increase in throughput is within the limiting range of the theoretical 
maximum throughput indicated in dotted line of figure 6. The theoretical maximum throughput has a maximum 
MSDU byte size value of 256,000 according to equation 4 to give the data rate of 11 Mbps for the IEEE 802.11b 
standard. However, IEEE 802.11a, b and c has a limiting MSDU byte size of 4095 bytes for Frequency Hopping 
Spread Spectrum (FHSS) and HR-DSSS, and 8191 bytes for DSSS14. For scenario 2 and according to figure 6, 
saturation occurs when the MSDU byte is nearly 1500 and throughput is 3Mbps. Thus a 120 byte video will have a 
low throughput when compared to the 1420byte video under similar conditions. Conversely, an IP camera will 
transmit video packets at the rate determined by the size of the MSDU byte as shown by equation (5) and verified by 
Figure 6. Furthermore, we can add IP camera to the HWW and achieve a throughput equal or less than the 
theoretical maximum throughput, taking into account the packet loss, end-to-end delay and acceptable maximum 
ranges. Likewise, Figure 6 consolidates the results of Figure 5 in which the HWW system has a higher throughput 
than an all WiMAX system. Another interesting observation on the results of figure 6 is that it validates equation (6) 
and (7), derived in this paper. The throughput values per given MSDU size is the summation of individual nodes bit 
rate with a limiting value determined by the type of Wi-Fi MAC Scheme and IEEE 802.11 standard adopted. In this 
case we adopted a RTS/CTS and IEEE 802.11b for the Wi-Fi link between the IP cameras and the CPE. Further, 
high video resolution means high MSDU byte size. For example, a 388x240 camera resolution has a higher MSDU 
byte size than 160x120. Consequently, the higher the video resolution the higher is the throughput, the frame rate 
and number of nodes being constant.  
In addition to video resolution specification, video cameras are specified in terms of frames per second or frame 
rate. Figure 7 shows the results of throughput per CPE versus frame rate for the HWW system. At constant MSDU 
byte size and number of nodes, throughput is directly proportional to the frame rate. However, throughput 
approaches a saturation value of 6Mbps, when the frame rate is above 60fps.  A 30 FPS video has a higher 
throughput than a 10 FPS video. Therefore, it would require nearly double the 10 FPS Video cameras for the 
throughput capacity of 30FPS.  
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In Figure 8, we show the effect of increasing and/ or reducing number of nodes, at constant MSDU byte size and 
frame rate, for a HWW system. When only eight nodes are used, 4 per CPE, the throughput were 1.4Mbps while in 
case where number of nodes are doubled to 8 per CPE, the throughput was 2.8Mbps. The proportional increase will 
tend to be linear but reaches saturation when the total number of nodes per CPE is 16.  However, when other factors 
are considered such as node-CPE antenna orientation, distance between the node and CPE and terrain between the 
node and CPE, the linearity and uniformity degrades even further. 
Additionally, where high resolution (and therefore high MSDU byte size video surveillance IP cameras are used) 
fewer IP cameras could be used to minimise packet loss while transmitting within the Theoretical Maximum 
Throughput.  
 
 
 
Fig. 5: WiMAX Throughput Comparison 
 
 
 
Fig.6: Throughput Variations as MSDU Byte Increase, keeping the nodes and frame rate constant 
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Fig.7: Throughput verses Frame rate, at constant MSDU and number of nodes 
 
 
 
Fig.8: Throughput Variations as Number of Nodes Changes, at constant MSDU byte size and frame rate  
7. Conclusions 
This paper presented the throughput characteristics of the AW and HWW Video surveillance systems. We have 
also established the true analytical theoretical maximum throughput of each CPE including the derivation of the CPE 
throughput equations. Results have shown that the HWW outperforms the AW video surveillance system in terms of 
throughput by a factor of 1.75. It has also been shown that throughput increases with increase in number of nodes, 
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frame rate and MSDU size, and vice versa until saturation values. These factors are critical when designing and 
implementing any HWW video surveillance system. 
The throughput analysis was limited to IEEE 802.11b standard on the Wi-Fi link and IEEE 802.16d standard on 
the WiMAX link. We assumed a clear line of sight between transmitting devices. A similar approach can be adopted 
for throughput analysis for IEEE 802.16 and IEEE 802.11 families of standards. 
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