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Abstract 
This paper proposes a framework for implementing systems engineering measures at technical reviews and audits that expand 
upon the International Council on Systems Engineering (INCOSE) set of systems engineering leading indicators.  Premature 
transition through key decision gates is likely to lead to cost and schedule overruns.  Risks to a program can be monitored by 
measuring key systems engineering measures in the development of products.  Decision makers need to assess uncertainty in a 
program’s ability to meet cost, schedule and technical performance requirements at key milestones throughout the systems 
engineering life cycle.  The paper seeks to improve and expand on the existing INCOSE systems engineering leading indicators 
that are significant predictors of program performance.  Correlation between a set of leading indicators and technical reviews to 
support successful program performance is evaluated. Further research is planned to improve systems engineering by providing 
examples of performance measurement benchmarks that could aid technical reviews and decision gate analysis. 
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1. Introduction 
This paper reviews previous literature and activities associated with development of systems engineering metrics 
and leading indicators as aligned with technical reviews and audits.  The International Council on Systems 
Engineering (INCOSE) Systems Engineering Leading Indicators Guide defines leading indicator as “…a measure 
for evaluating the effectiveness of how a specific activity is applied on a program in a manner that provides 
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information about impacts that are likely to affect the system performance objectives.”  Leading indicators are 
predictive in nature.  They may be represented as forecasted lagging indicators of historical data.  The guide was 
initially released in June of 2007 and described 13 key leading indicators related to systems engineering.  The initial 
guide was the result of a project initiated by the Lean Aerospace Initiative (LAI) Consortium in cooperation with 
INCOSE, Practical Software and Systems Measurement (PSM), and Systems Engineering Advancement Research 
Initiative (SEARI). Leading measurement and systems engineering experts from government, industry, and 
academia volunteered their time to work on the project [1]. 
Roedler, Rhodes and Valerdi suggested further opportunities to extend the leading indicators around human 
systems integration, early phase or concept development, system of systems, architecture, algorithm, complexity and 
resource volatility [2]. Rhodes, Ross, Gerst and Valerdi went on to describe the approach and early insight into 
extending systems engineering leading indicators for human systems integration effectiveness [3].  On January 29, 
2010 Version 2.0 of the INCOSE Systems Engineering Leading Indicators Guide was released to include an 
additional five leading indicators.  The guide also included an appendix on the prior work around leading indicators 
for human systems integration.  The guide also discusses future opportunities to look at complexity, algorithms, 
design margin, organizational factors, test completeness, test effectiveness, manufacturing readiness level, and 
integration. The updated guide was a product of cooperation between LAI, INCOSE, PSM, SEARI, Naval Air 
Systems Command (NAVAIR), and the Department of Defense Systems Engineering Research Center (SERC) [4]. 
Version 2.0 of the guide goes on to define systems engineering leading indicators as: “A leading indicator may be 
an individual measure, or collection of measures and associated analysis that are predictive of future systems 
engineering performance before the system is fully realized. Systems engineering performance itself could be an 
indicator of future project execution and system performance. Leading indicators aid leadership in delivering value 
to customers and end users, while assisting in taking interventions and actions to avoid rework and wasted effort 
[4].” 
2. Systems engineering management 
2.1. Technical reviews and audits 
Technical reviews are critical to the success of system development efforts.  Reviews are an incremental means 
of identifying errors, deficiencies, or other considerations of risk to the program.  Through this process, an 
understanding of the system performance is obtained and overall risk may be assessed.  Technical reviews and 
audits help to manage and control the systems engineering cycle.  Technical reviews are used in conjunction with 
verification and system integration activities as gates for confirming maturity. Key decision gates are inserted 
throughout the system life cycle to ensure that the system is at the necessary maturity state in design, development 
or build prior to advancing to the next stage of the life cycle, often referred to as stage gates or control gates.  These 
gates act as key milestones for the program and often culminate around a review or event.  The focus of the event is 
to assess readiness prior to proceeding to the next stage. Decision gates ensure that any current activities are 
satisfactorily completed and placed under configuration control prior to moving forward. Further risk exposure 
could occur if one proceeds beyond the decision gate if proper readiness is not achieved.  The milestone authority or 
decision maker may decide to proceed prior to establishing the necessary readiness, but should have the proper 
understanding of the overall risk exposure [5]. 
2.2. Entrance and exit criteria 
The purpose of technical reviews is to assure that selected work products and processes meet their specified 
requirements before moving on to the next stage or phase of a program.   Programs should perform technical 
reviews as part of the standard development activities throughout the system life cycle.  The level, detail, frequency, 
and scope of the reviews are a function of the program type, size, duration, and systems engineering processes to be 
accomplished, and also as contracted or desired by the customer.  Clear entrance and exit criteria are important to 
conducting a successful review.  Also considered are the type of work products, number of reviewers to maximize 
efficiency and coverage, expertise level of reviewers, measures, and statistics collected for process improvement 
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initiatives, and formality and format of the review.  Reviews reduce program risk and ease the transition through the 
system life cycle [6]. 
Entrance and exit criteria are created for each major phase of the systems life cycle to represent the necessary 
goals to be achieved prior to advancing to the next phase of the program. Technical reviews and audits should be 
event-driven and aid the decision maker in determining program maturity and the status of the risk in moving 
through the decision gate.  The planning, scheduling, and execution of event-driven technical reviews and audits 
(e.g. SRR, PDR, CDR, PCA) are key decision points for assessing program maturity and risk exposure. Table 1 
shows the life-cycle stages from concept through retirement including a description of the purpose and decision 
options to consider at key decision gates [5]. 
     Table 1. Life cycle stages [5]. 
Life Cycle Stages Purpose Decision Gates 
Concept Identify stakeholder needs 
Explore concepts 
Propose viable solutions 
Decision Options: 
- Execute next stage 
- Continue this stage 
- Go to preceding stage 
- Hold project activity 
- Terminate project 
Development Refine systems requirements 
Create solution description 
Build system 
Verify and validate system 
Production Produce systems 
Inspect and test [verify] 
Utilization Operate system to satisfy 
user’s needs 
Support Provide sustained system capability 
Retirement Store, archive, or dispose of the system 
 
Technical reviews are done after or within each stage of development to check design maturity, review technical 
risk, and determine whether to proceed to the next phase of effort [7]. The United States Defense Acquisition 
Guidebook defines a set of technical reviews and audits as shown in Table 2 that can be applied across the system 
life cycle to assess technical maturity [6]. 
Table 2. Technical reviews and audits [6]. 
Review or Audit Purpose 
Alternative Systems 
Review (ASR) 
Recommendation that the preferred materiel solution can affordably meet user 
needs with acceptable risk. System parameters defined; balanced with cost, 
schedule, and risk. 
System Requirements 
Review (SRR) 
Recommendation to proceed into development with acceptable risk. Level of 
understanding of top-level system requirements is adequate to support further 
requirements analysis and design activities. 
System Functional 
Review (SFR) 
Recommendation that functional baseline fully satisfies performance 
requirements and to begin preliminary design with acceptable risk. Functional 
baseline established and under formal configuration control. 
Preliminary Design 
Review (PDR) 
Recommendation that allocated baseline fully satisfies user requirements and 
developer ready to begin detailed design with acceptable risk. TPM data and 
analyses are assessed and typically 15% of production drawings have been 
released by PDR. 
Critical Design Review 
(CDR) 
Recommendation to start fabricating, integrating, and testing test articles with 
acceptable risk. Product design is stable. Initial product baseline established. all 
configuration items (CIs) are evaluated. As another rule of thumb, the design is 
approximately 80 - 85% complete by this review. 
System Verification 
Review (SVR) (i.e. 
Recommendation that the system as tested has been verified (i.e., product 
baseline is compliant with the functional baseline) and is ready for validation 
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Functional Configuration 
Audit (FCA)) 
(operational assessment) with acceptable risk. 
Production Readiness 
Review (PRR) 
Recommendation that production processes are mature enough to begin limited 
production with acceptable risk. 
Physical Configuration 
Audit (PCA) 
Recommendation to start full-rate production and/or full deployment 
with acceptable risk 
 
Fig. 1 shows a U.S. Department of Defense (DoD) acquisition life cycle depicting major phases of a system 
development program and corresponding technical reviews and audits [6].  Each of these reviews demand objective 
data and analysis to support effective decision making in determining to proceed to the next stage or set of activities.   
 
 
Fig. 1. U.S. DoD technical reviews and audits for a system life cycle [6] 
3. Systems engineering measurement 
The measurement process is described by IEEE STD 15288-2008 as a process to collect, analyze, and report data 
relating to the products developed and processes implemented within the organization, to support effective 
management of the processes, and to objectively demonstrate the quality of the products. Measured results are 
helpful in supporting decision management activities across the system life cycle. The data collected is analyzed to 
assist technical, design, cost, schedule and other related program decisions.  This information may be leveraged into 
further analysis, modelling, simulation and demonstrations to assess the design’s ability to meet the requirements 
and margins over the system life cycle [8].    
3.1. Systems engineering metrics 
INCOSE provides further definition around the term Measure of Effectiveness which is stated as “A metric used 
to quantify the performance of a system, product or process in terms that describe a measure to what degree the real 
objective is achieved” [9]. A key set of systems engineering metrics are the Technical Performance Measurements 
(TPM). TPMs are effective metrics that track design maturity toward meeting customer performance requirements. 
They are beneficial to the system engineering process because they directly support traceability of operational needs 
to the design effort. Specific measurements around TPMs are often used to help manage and control the technical 
development on a program.  Technical risk to the program can be best assessed when TPMs have been carefully 
captured and forecasted against the required performance across the program life cycle.  TPMs are also effective in 
monitoring technology development activities on a program [7]. 
4. Systems engineering leading indicators 
Leading indicators are instrumental in providing decision makers with the necessary visibility to objectively 
assess expected project performance and potential future outcomes.  Leading indicators in conjunction with sound 
risk management practices are critical to enabling leadership the ability to identify the likelihood of delivering a 
complex system within the planned cost, schedule and technical performance.  The INCOSE Systems Engineering 
Leading Indicator guide is effective in stressing the importance of projecting forward metrics in order to clearly see 
the future state of the project.  Table 3 provides a description of the 18 leading indicators identified in the 2010 
guidebook [4]. 
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Table 3. INCOSE systems engineering leading indicators [4] 
Leading Indicator Description 
Requirements Trends Rate of maturity of the system definition against the plan. Additionally, characterizes the 
stability and completeness of the system requirements that could potentially impact design, 
production, operational utility, or support. 
System Definition Change Backlog 
Trends 
Change request backlog which, when excessive, could have adverse impact on the technical, 
cost and schedule baselines. 
Interface Trends Interface specification closure against plan. Lack of timely closure could pose adverse 
impact to system architecture, design, implementation and/or V&V any of which could pose 
technical, cost and schedule impact. 
Requirements Validation Trends Progress against plan in assuring that the customer requirements are valid and properly 
understood. Adverse trends would pose impacts to system design activity with 
corresponding impacts to technical, cost & schedule baselines and customer satisfaction. 
Requiremetns Verification Trends Progress against plan in verifying that the design meets the specified requirements. Adverse 
trends would indicate inadequate design and rework that could impact technical, cost and 
schedule baselines. Also, potential adverse operational effectiveness of the system. 
Work Product Approval Trends Adequacy of internal processes for the work being performed and also the adequacy of the 
document review process, both internal and external to the organization. High reject count 
would suggest poor quality work or a poor document review process each of which could 
have adverse cost, schedule and customer satisfaction impact. 
Review Action Closure Trends Responsiveness of the organization in closing post-review actions. Adverse trends could 
forecast potential technical, cost and schedule baseline issues. 
Technology Maturity Trends Risk associated with incorporation of new technology or failure to refresh dated technology. 
Adoption of immature technology could introduce significant risk during development while 
failure to refresh dates technology could have operational effectiveness/customer 
satisfaction impact. 
Risk Exposure Trends Effectiveness of risk management process in managing / mitigating technical, cost & 
schedule risks. An effective risk handing process will lower risk exposure trends. 
Risk Treatment Trends Effectiveness of the systems engineering organization in implementing risk mitigation 
activities. If the systems engineering organization is not retiring risk in a timely manner, 
additional resources can be allocated before additional problems are created. 
Systems Engineering Staffing & 
Skills Trends 
Quantity and quality of systems engineering personnel assigned, the skill and seniority mix, 
and the time phasing of their application throughout the project lifecycle. 
Process Compliance Trends Quality and consistency of the project defined systems engineering process as documented 
in SEP/SEMP. Poor/inconsistent systems engineering processes and/or failure to adhere to 
SEP/SEMP, increase project risk. 
Technical Measurement Trends Progress towards meeting the Measures of Effectiveness (MOEs) / Performance (MOPs) / 
Key Performance Parameters (KPPs) and Technical Performance Measures (TPMs). Lack of 
timely closure is an indicator of performance deficiencies in the product design and/or 
project team’s performance. 
Facility and Equipment 
Availability Trends 
Availability of non-personnel resources (infrastructure, capital assets, etc.) needed 
throughout the project lifecycle. 
Defect/Error Trends Progress towards the creation of a product or the delivery of a service that meets the quality 
expectations of its recipient. Understanding the proportion of defects being found and 
opportunities for finding defects at each stage of the development process of a product or the 
execution of a service. 
System Affordability 
Trends 
Progress towards a system that is affordable for the stakeholders. Understanding the balance 
between performance, cost, and schedule and the associated confidence or risk. 
Architecture Trends Maturity of an organization with regards to implementation and deployment of an 
architecture process that is based on an accept set of industry standards and guidelines. 
Schedule and Cost Pressure Impact of schedule and cost challenges on carrying out a project 
4.1. Framework for planning leading indicators 
By creating a framework around the introduction of key leading indicators for specific technical reviews such 
SRR, PDR or CDR the decision maker is in a much better position to assess the maturity necessary to achieve the 
exit criteria required to move forward into the next phase of the program.  Leadership is able to more effectively 
predict readiness for the review and if needed reschedule the review accordingly to align with event-driven planning 
versus simply a prescribed calendar date [2]. Further research around specific leading indicators for technical 
reviews and audits would help improve systems engineering by providing performance measurement benchmarks 
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that could aid technical reviews and decision gate analysis.  Table 4 provides a sample plan for leveraging leading 
indicators into a program.  Leveraging an enterprise metrics database, the decision maker would be able to draw on 
similar references as benchmarks to assess the trajectory around key indicators to determine readiness and risk 
around moving to the next phase of the program. 
Table 4. Example dashboard planning for technical reviews and audits 
Leading Indicator ASR SRR PDR CDR SVR FCA PRR PCA 
Requirements Trends         
Requirements Validation Trends         
Requiremetns Verification Trends         
Technology Maturity Trends         
Systems Engineering Staffing & 
Skills Trends 
        
Technical Measurement Trends         
Defect/Error Trends         
Architecture Trends         
Schedule and Cost Pressure         
4.2. Dashboard for technical reviews and audits 
Dashboards are effective in providing graphical representation of the leading indicators or other measurement-
driven gauges that depict trends.  Dashboards provide value by representing the data into a format that aids decision 
making.  The decision maker is in a much better position to characterize progress, compare alternatives, assess risk 
and predict future outcomes [10].  Leading indicators help to improve risk management. Alignment with the risk and 
opportunity register will enable better decision making. As an example, the “reuse” metric shown in Figure 2 
correlates to a software risk item in the risk register.  As a result of the tracked performance, the risk item’s 
likelihood of occurrence may be increased to account for the “yellow” performance on the dashboard.  The resulting 
impact of the risk adjustment can be included into the overall assessment to meet CDR. 
 
 
Fig. 2. Example dashboard for a technical review [10]. 
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5. Leading indicators support risk management and decision analysis 
Dashboards for each technical review and audit will support decision analysis by visually depicting readiness to 
exit a given decision gate or milestone. Establishing clear and concise entrance and exit criteria for each of the 
technical reviews and audits is imperative in supporting the decision management process.  The decision maker 
needs objective evidence to lean on when determining to move forward to the next phase or stage of a program.  
Having leading indicators tied to specific technical reviews and audits will help frame the overall risk with moving 
forward.  An aggregate of the leading indicators will assist in assessing the risk with exiting the decision milestone.  
Leveraging leading indicators to update the risk assessment will strengthen the cost confidence around execution. 
5.1. Probabilistic S-Curve Analysis 
In order to effectively conduct decision analysis one needs to perform uncertainty analysis by capturing the 
cumulative effects of the risks and opportunities facing a program.  As an example, cost estimates are predicting 
expected costs of executing the program therefore uncertainty is very prevalent.  The stock market disclaimer for 
example is that past performance is not indicative of future performance.  In the acquisition of systems there are 
many factors that can influence the future costs on a program such as new manufacturing processes may change a 
learning curve slope or the technology insertion of embedded software may replace mechanical components 
influencing the weight and cost that may have been used to build a parametric cost estimate [11]. 
A comprehensive cost analysis can be performed on a program or in this case (as in the example offered below) a 
proposal to be submitted to a customer.  By maintaining the risks and opportunities of a program aligned with the 
leading indicators, one can better assess the proposal cost estimate by using statistical analysis to develop an S-
Curve that depicts the program’s range of potential outcomes.   The statistical name for an S-curve is the Cumulative 
Distribution Function (CDF) for the total cost of a program.   Each point on the curve indicates the cumulative 
probability (y-value) that the cost will be less than that amount (x-value).    
S-Curves are very helpful in understanding the range of potential costs for a program.  This understanding 
enables appropriate business decisions and aids in contract negotiations as an example.  Customers will use S-curve 
analysis to establish reasonable budgets; while industry may use them to help assess the overall execution risk with a 
specific proposal or offer (80% confidence vs. 20% confidence). 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Fig. 3. S-Curve Example 
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Fig. 5 describes the cost uncertainty around a given proposal. The program could cost $119M, at about 20 
percent probability; the most, $132M or less, at about 80 percent probability. Using an S curve, decision makers can 
easily understand what the risk is in executing a program.  The proposal value of $128M is around 65% confidence.  
The decision maker may wish to apply management reserve to off-set the risk to execution.  This may result in an 
additional $4M of reserve to adjust the proposal value to the 80% confidence factor. 
6. Conclusion 
The goal is to establish a set of indicators for each technical review.  For example, CDR would have a base set of 
key indicators that are required as entrance criteria to help assess overall maturity in determining that the exit criteria 
have in fact been met and decision to proceed is granted.  The intent is to build on Roedler and Rhodes effort of 
developing systems engineering leading indicators as a contribution toward more effective systems engineering 
practice. Further research is planned to extend the current systems engineering leading indicators to enhance the 
predictability of program performance at key decision gates associated with the system life cycle and corresponding 
technical reviews.  One may simply ask “Are we on track to meet CDR?”  Having a CDR readiness dashboard of 
key leading indicators will enable the overall assessment and risk to successfully meet the necessary exit criteria.  
Refer to Table 3 as an example for CDR to account for a plan on which leading indicators could be used to assess 
CDR readiness.  As this is simply a plan and the opinion of the author, further research is planned to solicit subject 
matter expertise within the systems engineering community to determine a handful of critical indicators that could 
be leveraged to assess overall readiness for each technical review and audit. 
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