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ABSTRACT
Wireless sensor network based on the ZigBee protocol consists of many sensor devices. In some cases, the sensor nodes may turn to 
isolated node because random distribution, particularly when creating the network. In this research was suggested two cases to overcome 
on the isolated node problem, the first case had able to overcome this problem by distributing the isolated nodes on the router nodes that 
carry the least number of sensor nodes, it helps to minimize the computational overhead on router nodes too, while the second one is able 
to overcome this problem by calculating the distance between the isolated nodes and the routers and then adds these nodes to the nearest 
routers. Subsequently, this method helps to minimize the energy consumption. The results show our approach able to solve the problem 
of isolated nodes using these two methods and when compared between them turns out the second method is better In terms of energy 
consumption. In addition, we are able to make the network larger scale.
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INTRODUCTION
Nowadays, wireless sensor network (WSN) plays an important role because it is used in many applications such as military monitoring, fire control, health 
observation in patient case, and monitoring of traffic and 
also used in soil to measure humidity.[1] The demand for the 
construction of large-scale WSNs has been increasing rapidly; 
the use of conventional WSNs encounters a number of critical 
technical challenges such as the network scalability and energy 
consumption.[2,3] Especially, it must apply a network joining 
technique that is able to link every node in a big scale WSN 
with reduced power consumption.[4]
Many of network joining techniques have been 
suggested to support trusty connection in internet 
applications (e.g., dynamic host configuration protocol and 
duplicate address detection).[5-7] Even so, because of the 
broadcast storm issue, may not be applied this technique 
and the energy may become not efficient and this will be 
wasted it,[8] appropriate protocols must be applied to solve 
the problem of rejoining isolated nodes with conserving 
energy. To reduce power consumption, ZigBee has applied 
as communication protocol. Although some papers have 
been published concerning the problem of communication 
in ZigBee protocol, but has not been enough and did 
not cover the problem in complete way when compared 
with other issues such as routing algorithms[9-11] or data 
transmission.[12,13] In most of the papers, Clouqueur et al.,[14] 
Dhillon et al.,[15] Kumar et al.,[16] Rahman et al.[17] concerned 
with the coverage of the sensor network, it assumed that 
communication in the network is good, but communication 
in the network is an important and will affect performance, 
it must focus on.
In this paper, we will focus on connectivity improving 
by solving isolate nodes problem so the network will be 
large scale. Moreover, we will solve the problem in two ways. 
The first method is called load distribution where the isolated 
nodes are distributed on the router nodes that carry the least 
number of sensor nodes. The second method is to add the 
isolated node to the nearest routing node to it. This will help 
to reduce power consumption.
The remainder of the essay arranged in this way. Part II 
shows relation works. Part III shows the proposed mechanism 
where Part IV displays environment and Part V discussed the 
results of proposed to estimate the efficacy of our suggested. 
Finally, we deduce this essay in Part VI.
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RELATION WORKS
ZigBee Pro
ZigBee is a protocol based on IEEE standard 802.15.4. It is 
used in WSN because it has the appropriate characteristics of 
this network such as low-power consumption and low cost. 
ZigBee is considered a worldwide open standard for wireless 
radio networks in the monitoring and control fields. The 
standard was developed by the ZigBee Alliance (a group of 
international companies).
The ZigBee protocol consists of three devices:[18]
ZigBee Coordinator: The network should include only 
one and be responsible for several tasks such as network 
establishment, the allocation of addresses, and the decision-
maker regarding the admission or departure of the nodes, in 
addition to the transfer and processing of messages. It should 
always be powered on.
ZigBee Router: Could be missing in a network, the 
network may include just one or more based on the size and 
topology of the network. It is not found in a star topology. It 
is often used to expand the ZigBee network (in the tree and 
mesh). Basically, it executes all tasks of the coordinator, except 
network establishment (start-up).
ZigBee end devices: It is located in all topologies the 
purpose of end devices for sending and receiving the packets.
ZigBee consists of three topologies: Star, tree, and mesh 
topology. In this paper will focus on tree topology, because the 
isolated nodes problem happens in this topology.
A Connectivity Improving Mechanism for 
ZigBee WSNs
In 2008, Tian-Wen Song and Chu-Sing Yang,[19] they used the tree 
topology and modified the connection of nodes, and the joining 
which succeeded by of a shifting is called extended joining. 
This operation is specified by three elements nwkMaxChildren, 
nwkMaxRouters, and nwkMaxDepth which determine if an 
isolated node is able to add to the network or not this enhancement 
helps not only the reduction of isolated sensors and wasted costs 
but also the performance growth of the ZigBee sensor network.
In 2008, Enhancing Node Connectivity by 
Utilizing RSSI for ZigBee-based WSN
In 2016, Chung et al.[20]
They could overcome the isolated node problem, they 
proposed two methods, Gaussian filtering with averaging and 
median method based on RSSI samples.
The first way is objective to get high accuracy, while the 
another way is objective to reduce the computational cost of 
node connection. The result of the proposed is more effective 
than the existing approach.
Proposed System
First, we will apply our proposed on the tree topology. An 
example of connectivity problem in a ZigBee network is shown 
in Figure 1. There are a number of isolated nodes such as 
node D; the isolated nodes will cause the expected network 
operations unreached and waste the deployment costs. Hence, 
we proposed two methods to solve this problem and we will 
discuss in the next sections.
However, before that, we must now discover if there are 
isolated nodes in the network. Hence, we assumed that there is 
table saved in the coordinator, this table includes the number 
of routers, end devices, and the links between this device, and 
shown in Table 1. After network establishment, it will start 
many operations such as send and receive the packets. We 
will determine the specific time (15 min), for example, if one 
node will not do any action, this node will be considered as 
isolate node and added to the table as isolated. In this way, we 
will know if there is any isolated node in WSN. Our proposed 
system is shown in Figure 2.
Figure 1: Illustration of ZigBee connectivity issue
Table 1: The table saved in the coordinator (Z)
ZigBee Router A, B, C, E, F, G, R, L, T
ZigBee end devices W, H, K, U
Isolated nodes P, D, M, N
Links
Z A, G, T
A B, E, Z
B A, C, F, U
C B
E A, R, K
F B
G L, Z
H L
L G, H, W
T Z
W L
R E
K E
U B
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Case 1
In this case, we will distribute the isolated nodes on the 
routers that carry least number of end devices. Moreover, this 
operation starts after the coordinator will know that there are 
isolated nodes in the network. The coordinator will open the 
table and search for the least router that carries end devices. 
For example, Z will send two messages, one of T to tell it that 
there is new node will join into it, the second message will 
Tell P that T it is the router appropriate for it. After that will 
start the communication between P and T to join. If there is 
more than one isolated node, it will follow the same method. In 
Figure 3, the node P will be connected to the router T, and the 
nodes M, N, and D will be connected to F, C, and R, respectively.
The protocol clarifying our proposal for the first case is as 
follows:
•	 The	 coordinator	 (Z)	 opens	 the	 table stored in it and 
searches for a router with fewer end devices.
•	 Then,	Z	sends	a	message	to	that	router	tells	him	that	there	
is an isolated node wants to join him by sending the ID of 
that node.
•	 And	Z	sends	a	message	to	that	node	and	tells	it	that	there	
is a router appropriate to it by sending the ID of that 
router.
•	 After	that,	isolated	node	will	send	his	ID	to	the	router.
•	 Finally,	 the	router	will	compare	if	 the	ID	transmitted	by	
the node matches the ID transmitted by Z, if they match, 
the router will accept the node, and otherwise, it will 
ignore the request.
Case 2
In this case, the distance will measure between all isolated 
nodes and every router, and select, the less distance between 
them to join. We will use the distance Equation (1) to calculate 
the distance between them.[21]
2 2Di = (x1 x2) + (y1+ y2)  (1)
The protocol clarifying our proposal for the second case is as 
follows:
•	 The	 coordinator	 (Z)	 opens	 the	 table stored in it and 
searches for the number of routers and isolated nodes.
•	 Then,	z	will	 calculate	 the	distance	between	 the	 isolated	
nodes and all routers.
•	 After	 that,	 z	will	 compare	 the	 distance	 and	 select	 least	
distance between them (node will be added to the router 
closest to it).
•	 These	nodes	are	added	by	sending	Z	two	messages;	one	
of them to the router containing the ID of isolated node 
and the other one is sent to the node and contains the ID 
of the router.
•	 Finally,	 the	router	will	compare	if	 the	ID	transmitted	by	
the node matches the ID transmitted by Z, if they match, 
the router will accept the node, and otherwise, it will 
ignore the request.
Figure 2: The flow chart of the proposed system
Figure 3: Illustration to resolve the connection problem in the ZigBee 
protocol by Case 1
Hasan and Kadhim: Solving isolated nodes problem in ZigBee Pro for WSNs
34 http://journals.cihanuniversity.edu.iq/index.php/cuesj CUESJ 2019, 3 (2): 31-36
Figure 4 displays the coordinates of nodes.
Applying the distance formula for finding the every node 
distance value with the help of sensors, nodes coordinate 
as showing in Figure 5, for example, distance between Z 
(coordinator) and T node.
Z=(5, 4)
T=(2, 4)
2 2d1 = (5 2) + (4 4) 
2 2d1 = (3) + (0)
d1 = 9
d1=3
Similarly, the value of all remaining distance is also 
calculated, which is also shown in Figure 4, that is, d2=2, 
d3=1, d4=2, d5=2, d6=1, d7=2, d8=4, d9=5, d10=4, 
d11=5, d12=1, and d13=2, using sensor nodes coordinate 
and distance measurement formula we able to measure the 
distance between each node in a WSN area.
After calculating the distance between the all nodes within 
the network, now we will calculate the distance between the 
isolated nodes and the routers only, Table 2 explain that, for 
example, the distance between node P and router A is 8.1 and 
between node P and router B is 6. Moreover, on this basis, we 
will compare and choose the nearest router to this isolated 
node to join, show that in Figure 6.
To measure the energy consumption[22] and compared it 
in the two cases used. We will use Equations (2, 3):
ETx (k, d)=Eelec*k+εamp*k*d2 (2)
ERx (k)=Eelec*k (3)
Where, Eelec is the energy to run circuitry=50 NJ/bit, 
εamp is the energy for radio transmission=100 PJ/bit/m2, ETx 
energy for sending k bits over distance D, and ERx energy for 
receiving k bits.
PROGRAMMING ENVIRONMENT
The proposed system was written in c# language version 2013 
on Windows10.
PERFORMANCE EVALUATIONS
We suggested two cases to solve the problem of isolated 
nodes, and during the execution turns out, the method two 
is better than method one. The first method depends on 
added the isolated nodes to the routers that carry the least 
number of sensor nodes. The second method depends on 
the distance measure way, where the distance of the path 
between the isolated nodes and the routers is measured. 
Then, the appropriate router is then selected for the node 
to join based on the least distance between the router and 
the isolated node. The second method was chosen as the 
best after measuring and analyzing the results for energy 
consumption; Figure 7 shows the energy consumption in the 
first and second method.
Figure 4: Show nodes coordinate
Figure 5: Display the distance measurement for the nodes
Table 2: Explain the distance between isolated nodes and routers
ISOLATE Routers
A B C E F G L T R
P 8.1 6 4 9.2 9.8 8.9 8.2 6 10.2
M 7.1 9.8 9.2 5.8 8.6 7.8 9.2 8.9 10.6
N 7 7.2 5.7 7.3 9 8 8.2 6.7 10.2
D 7.3 6.3 4.5 8.1 9.2 8.2 8 6.1 10
The results show that there is a significant difference 
in energy consumption between the two methods when 
the isolated nodes added to the network where the amount 
of energy consumed in the first method when joining the 
node M to the router R is 181.4 mJoule, and node N to F 
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is 131.2 mJoule, node P to T is 59.2 mJoule, and finally, the 
amount consumed in node D to C is 34 mJoule.
As for the amount of energy consumed in the second 
method when add the node M to the router E is 55.4 mJoule, 
and node N to router C is 35.7 mJoule, node P to router C is 
27.2 mJoule, and finally, the amount of energy that consume 
for add node D to router C is 34 mJoule.
CONCLUSION
This work proposed an enhanced the connectivity of ZigBee 
using two ways for solving the problem of isolated nodes in 
WSN. We have applied the first way by making the isolated 
nodes join to router who carries the least number of end 
devices and as for the second way by calculating the distance 
and added this node to nearest routers.
We proved our scheme could overcome the problem 
of isolated nodes. After that, we compared between the 
two ways where the second method provides efficiency 
by achieving less energy consuming compared to the first 
method. Furthermore, our scheme applied to make the 
network larger scale.
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