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I. INTRODUCTION
The Internet is an important element of the supporting infrastructure for web Applications. Applications running on the Internet are naturally object-based and in this way they produce speedup from the intrinsic parallelism provided by the distributed networked hardware. Being object-based the collaborating logical objects interact in a client/server relationship by message passing in an asynchronous and end-to-end manner. This mode of communication is prone to errors and retransmission because passing a message from one end to another means traversing links of varying quality. It is a known fact that it is difficult to harness the end-to-end roundtrip time (RTT) over a TCP channel. As a result measures are needed to overcome this difficulty especially for time-critical applications that have execution deadlines to meet. The length of the service roundtrip time is associated with the channel's error probability for retransmissions. Thus, the average number of trials (ANT) for a successful transmission with is inter-arrival-time (IAT) time series) have empirically confirmed that different traffic patterns increase to various degrees [1, 2] . However, there is little experience published for real-time traffic pattern detection (RTPD) for on-line applications. With RTPD capability incorporated a real-time application can detect the traffic pattern changes and nullify their ill effects on performance [3] . In reality, the Internet traffic pattern changes suddenly, for example, from LRD (long-range dependence) to SRD (short-range dependence) or vice versa [4] . To fill the vacuum of not having any RTPD techniques in the field, the enhanced real-time traffic pattern detector (E-RTPD) [5] was proposed. The E-RTPD has the following capabilities: a) If a traffic trace (in the light of a time series aggregate) is stationary, then it differentiates short-range dependence (SRD) (e.g. Markovian traffic) from long-range dependence (LRD) (e.g. self-similar and heavy-tailed traffic). b) It confirms if the LRD traffic is heavy-tailed or self-similar (i.e. non-differentiable). The element in the E-RTPD that identifies self-similarity is the self-similarity ( 2 S ) filter [6] . ). The previous E-RTPD is incomplete because subsequent experience shows that it lacks the capability to differentiate multifractality from a fractal breakdown. It is possible for a smooth distribution/function to have different degrees of fractality at local data points (i.e. it is multifractal). For some functions, however, fractality may breakdown at singular data points, which represent irregular regions. Fractal breakdown identification pinpoints where the system has gone into chaotic operation and may fail suddenly because of this. Its detection helps a system to invoke the necessary measures to avoid failure. Our literature search shows that the Holder exponent which has a (0,1) range is useful as a fractal breakdown indicator [7, 8] . Therefore, the novel RTPD model proposed in this paper is an improved E-RTPD version called the versatile RTPD (V-RTPD), which is basically the "E-RTPD + Holder exponent" combination. The V-RTPD has a short execution time and is therefore suitable for real-time applications.
The basic capability to identify self-similarity (also called self-affinity) is to compute its dimension (D). If an object is geometrically, recursively split into similar pieces, at the 
II. RELATED WORK
The E-RTPD core is derived from the traditional R/S (rescaled adjusted statistics) approach for non-real-time (i.e. "post-mortem") applications. It is basically a real-time "
element is a micro Convergence Algorithm (CA) approach [9] , which enhances the traditional R/S approach (i.e. E-R/S) for real-time application. The filtration process invokes the right filter to identify the exact traffic pattern; for example, the modified QQ-plot filter identifies heavy-tailed distributions. The E-R/S calculates the Hurst (H) value on the fly. The traditional R/S is defined by
, where X is the mean of
The best value for k is usually found by trial and error, and this becomes the drawback because R/S accuracy and speed depends on k. The R/S ratio is the rescaled range of the stochastic process X over a time interval k,
. In the E/RS the X value is computed by RT M 
S filter
quickly detects self-similar traffic on the fly, it cannot differentiate multifractality from fractal breakdown.
The Self-Similarity Filter
LRD traffic can be heavy-tailed or self-similar. The self-similarity ( 2 S ) filter separates the two.
Self-similarity in many fractal point processes results from heavy-tailed distributions, for example, FRP (Fractal Renewal Process) inter-arrival times. The heavy-tailed property, however, is not a necessary condition for self-similarity for at least the FSNDPP (Fractal-Shot-Noise-Driven Poisson Process) is not heavy-tailed. 
Some Previous Experimental Results
These experiments were conducted on the stable Aglets mobile agent platform, which is designed for Internet applications (e.g. web Applications). The Aglets makes the experimental results scalable for the open Internet. The setup for the experiments is shown in Figure 3 , in which the driver and server are both aglets (agile applets). The driver picks a known waveform or a pre-collected IAT trace that may embed different traffic patterns over time. The pick simulates the IAT among the requests that enter the server queue. The FLC dynamic buffer size tuner [5] is the test-bed for the Table 1 summarizes seven of the many different simulations conducted. The self-similar traces used in the experiments are generated by the Kramer's tool [13] . The useful information deduced from the Table 1 is as follows: a) The Table 1 is the average of several aggregates for the same stochastic process X. Table 1 
III. THE VERSATILE RTPD MODEL
The versatile RTPD (V-RTPD) model is basically the "E-RTPD + Holder filter". The Holder filter enables the V-RTPD to differentiate multifractality from fractal breakdown. 
IV. EXPERIMENTAL RESULTS
The implementation of equation (3, 5) is called the Holder filter in the V-RTPD package. With a setup similar to Figure 3 our preliminary experimental results show that the detection of fractal breakdowns can indeed by achieved. The experiments that produced Table 1 were repeated, but V-RTPD was used instead of the old E-RTPD. It is confirmed that the sudden drop of the 2 R value in row 6 in Table 1 Figure 11 shows the time analysis of the estimator by the Intel's VTune Timing Analyzer [10] . The V-RTPD is a complete real-time tool because it differentiates multifractality and fractal breakdowns. With the detected knowledge real-time application that has incorporated the V-RTPD can take proactive steps to prevent failure in chaotic and irregular situations. Figure 10 Fractal breakdowns in row 6(loading factor: 60%) of Table 1 
V. CONCLUSION
The novel versatile real-time traffic pattern detector (V-RTPD) is proposed for identifying the Internet traffic pattern for the web Applications on the fly. It detects if the smooth system operation has suddenly become irregular and chaotic. This detection is achieved by computing the instantaneous value of the Holder exponent that has a (0,1) range to accommodate different degrees of fractality. A smooth performance distribution such as a time series may embed a varying fractality at different times due to the system dynamics. If the Holder exponent has wandered outside the (0,1) region, fractal breakdown has occurred. The capability of detecting such breakdowns by a real-time application enables it to avoid a sudden failure. The next step in the research is to perfect the detection sensitivity and accuracy by enabling V-RTPD to determine the range (or size m ) and the weighted regression coefficient but without causing any unnecessary and significant latency in the process. 
