The explosive growth of Internet has resulted into ease of access of databases, around the world. To deal with piracy of copyrighted digital content, is turning out to be a serious problem. Embedding of a watermark signal is an interesting application field in the copyright protection of multimedia signals like images, sounds, movies etc [1] . Digital watermarking is a mechanism for copyright protection of digital media by embedding information identifying the owner in the data.
INTRODUCTION
The success of Internet, digital recording, storage devices and higher bandwidth for both wired and wireless networks has made it possible to replicate and distribute digital content in an effortless way. In the past, duplicating artwork was quite complicated and required great expertises to ensure that the counterfeit look like the original. However, in the digital world it is extremely easy to duplicate digital data without any loss of quality.
In such a situation, there is a threat to digital media, sent through a network, from thieves. As a result, there is a scope for misuse. It needs to be dealt effectively. One of the solutions for declaring the ownership of the images is to use watermarks [3] .
Encryption technique is useful for transmission but it does not provide a way to examine the original data in its protected form. On the other hand, watermark remains in the content in its original form and does not prevent a user from using it. In watermarking, typically the watermark embedding process is known and the message does not have to be secret always.
Watermarking is the direct or indirect embedding of additional information into the original content or host signal [4] . Ideally, there should not be any difference between the watermarked and original signal. Also the watermark should be difficult to remove or alter without damaging the host signal. In our proposed scheme we have used indirect approach of digital watermarking on image.
PROPOSED SCHEME
The proposed scheme of DCT based indirect watermarking is discussed in the following sections below.
Embedding Process
Generic watermark embedding process is as shown in Fig 2. 1. There are a number of desirable characteristics that a watermark should exhibit. A digital watermark should not be noticeable to the user, nor should the digital watermark degrade the perceived quality of the signal. This property is called the transparency of digital watermark [5] . Many authors have proposed different watermarking schemes every scheme has its own advantages and disadvantages [6] . Here we have proposed a watermarking scheme, which uses DCT. In this method the watermark (logo) is not actually embedded into the image, but is used as a reference for swapping pixels of cover image, hence called indirect method.
Initially an image to be watermarked (cover image) is read and its size is determined. Depending on the size of the image the maximum size of logo (watermark) is calculated. The cover image is divided into 4x4 blocks. The DCT of each block is then found. Now the logo image pixel values are converted into an array of vector using some threshold. The number of elements in this vector is equal to the number of 4x4 blocks in cover image. These vector values will be either 0 or 1, and are taken as a reference for swapping pixel values of the blocks of 4x4 cover image. Thus the cover image is watermarked using indirect approach instead of directly inserting the logo image.
The homogeneity of the watermarked block is maintained by adjusting the intensity value depending on its coefficient difference. By taking IDCT of the blocks the image is analysed in time domain. Thus the watermarked image is obtained.
2.2
Recovery Process The recovery process is required to check the authentication of the watermarked image. The original watermark is recovered in this process. The watermark recovery process is shown in figure 2.2.
Figure 2.2 Watermark Recovery Process
The recovery process is exactly opposite to the embedding process. If the recovered logo is correct then we say that the image is authentic, else it is pirated or unauthentic There are several means to check the quality of an image. The PSNR of original image and the watermarked image is calculated. The result shows that the quality of image does not deteriorate after watermarking.
RESULTS
The above mentioned watermark embedding and recovery process algorithms are implemented in matlab. Here three different images are used. Also three different logos are embedded and recovered. The PSNR before and after watermarking the image is also calculated. 
CONCLUSION
Due to ease in the availability of digital media, watermarking has become an important issue for digital right management. An indirect approach of watermarking is implemented here on different forms of images like bmp, gif & tiff. The results show that the quality of the image is not degraded after water marking. Also the different watermarks are embedded and are recovered successfully from authentic images and these results are presented.
