This research was conducted at Bank Syariah X. Primary data obtained from Interviews and Focus Group Discussion (FGD), was conducted by inviting several speakers to obtain information and discuss to obtain an explanation of how Financial Technology risk management in Banking services in Islamic Banks. Furthermore, the results of the Risk Management Analysis of Murabahah Financing at Syariah X Bank were found to be the factors that caused the occurrence of financing risks including HR (Human Resources) risk and operational risk. First, Liquidity Risk. Second, operational risk. Third, Legal Risk and Fourth, Reputation Risk.
Introduction
The development of Islamic banking continues to grow rapidly to adjust to current market conditions. Where these developments can be seen from the ease of service in various transactions using increasingly widespread technology in the current digital era that has influenced patterns of human behavior in accessing various information and various features of electronic services. One of the technological developments that become the latest study material in Indonesia is Financial Technology (FinTech) ICEMA in banking institutions. Financial Technology (FinTech) is one form of application of information technology in the financial sector.
FinTech or financial technology is a term used to indicate companies that offer modern technology in the financial sector. These companies have been a real trend since 2010. FinTech companies are mostly micro, small or medium enterprises that do not have much equity but have a clear idea of how to introduce new or how to improve existing services in the financial services market. Generally, this is a financial technology tech start-up, the number continues to increase (with various estimates, their number has exceeded ten thousand companies). As a rule, venture and crowdfunding investments are used to finance FinTech companies.
According to the bank's business model and technology infrastructure based on the digitalization era, in addition, the bank conducted a head to head competition with other banks in operational efficiency. If Islamic banks fail to adapt to Fintech, Islamic banks are likely to lose customers, especially long-term customer segments younger and bankable. Concrete actions must be taken to ensure the survival of banks in the FinTech era.
The potential of the digital economy in Indonesia is very large and important to develop. The pace of innovation has resulted in various changes in all aspects of life, in this case, the financial sector, including the payment system, where the changes are increasingly short, which has an impact on the narrower response time of the authority to make policies. FinTech globally illustrates rapidly that FinTech is developing in various sectors, ranging from payment startups, lending, financial planning (personal finance), retail investment, crowdfunding, remittances, financial research, and others.
Financial Technology (FinTech) is one form of application of information technology in the field of finance. A variety of new financial models have emerged that first began in 2004 by Zopa, namely financial institutions in the UK that run money lending services. The application of financial technology to improve the efficiency of operational activities and the quality of bank services to its customers, because the utilization of financial technology is in line with the growing community needs for online based financial services and the use of internet media for digital data access. This is certainly also a challenge for the existence of Islamic banking to be more competitive in the financial markets and also to help the banking service process in Islamic banks with easier, more efficient and effective applications with wider access by customers and Islamic banks. The Banking Transaction Process in funding, financing and payment transactions can be faster and measurable while still mitigating risks that can be done early with the FinTech system.
Literature Review
The FinTech definition as described by the National Digital Research Center (NDRC)
is a term used to refer to an innovation in the field of financial services that refers to financial innovation with a touch of modern technology. FinTech is a form of information technology application in the field with the emergence of various new financial models, it began the first time in 2004 by Zopa, which is a financial institution in the UK that runs a lending service.13 FinTech has assisted Islamic banks in speeding and accuracy in processing business operations data and product marketing. The application of information systems is very influential in the banking industry, where the application of information systems in the banking industry has a tremendous impact considering the banking industry is one of the industries with the highest level of dependence on collection activities, processing, analyzing and delivering reports (information) needed to meet the needs of its customers.
Understanding of risk is the possibility that the outcome of the event deviates from the expectations that are detrimental (Sulhan and Siswanto, 2008: 105). Risk arises due to the uncertainty of the results achieved from a business. Often times the risk arises because there is more than one choice and the impact of each choice cannot be known DOI 
Credit Risk
Credit risk arises due to the failure of customers or other parties to fulfill liabilities (obligations) to Islamic banks in accordance with the contract. This risk is also called default risk, financing risk (financing risk), downgrade risk (downgrading risk), and settlement risk.
Market Risk
Market risk arises due to the adverse movement of the asset portfolio owned by the bank and can harm the bank. This risk only arises if the bank holds assets, but not to be owned or held to maturity, but to be resold.
Liquidity Risk
Liquidity risk occurs due to the inability of Islamic banks to meet liabilities that are due.
To meet its liquidity needs, banks can use cash flow funding sources and high-quality liquid assets that can be used without disrupting the activities and financial condition of the bank. This risk arises as a logical consequence of the inequality of maturity time between sources of bank funding, namely deposits and bank financing contracts to debtors. Especially if the financing made by the bank experiences a default.
Often, the main trigger for bankruptcy experienced by banks, large and small, is not due to the losses suffered, but rather to the inability of banks to meet their liquidity needs. DOI 
Operational Risk
Operational risk is the risk of loss caused by inadequate internal control, internal process failure, human error, system failure, and/or external events that affect the bank's operations. In addition, failure to comply with regulations is called compliance risk (compliance risk), and business risk is often included in the category of operational risk.
Legal Risk
Legal risk arises due to lawsuits and/or weaknesses in juridical aspects. This risk arises, among other things, due to legal demands and the absence of supporting laws or weaknesses in the engagement, such as the failure to fulfill the legal requirements of the contract or the binding of collateral that is not complete. This risk is not much different from that experienced by conventional banks.
Reputation Risk
Reputation risk occurs due to a decrease in the level of trust of stakeholders (stakeholders) originating from negative perceptions of the bank. Bank stakeholders include customers, debtors, investors, regulators, and the general public, even though they are not yet bank customers.
The things that really affect the bank's reputation are management, service, adherence to rules, competencies and so on. This risk arises, among other things, because of media releases and/or rumors about banks that are negative and the existence of a bank communication strategy that is less effective.
Strategic Risk
Strategic risk occurs due to inaccuracies in making and/or implementing a strategic decision and failure to anticipate changes in the business environment.
This risk arises, among others, because the bank sets a strategy that is not in line with the bank's vision and mission, conducts a strategic analysis that is not comprehensive, and/or there is a mismatch of strategic plans between strategic levels.
In addition, strategic risks can also arise due to bank failures in anticipating changes in 
Risk of Returns
Return risk occurs due to changes in the rate of return paid by the bank to customers and influences customer behavior. This risk arises as a result of changes in the rate of return received by the bank from channeling funds to the debtor.
Investment Risk
Investment risk arises as a result of banks taking responsibility for the loss of debtor 
Risk Identification
Risk identification is the process by which a company systematically and continuously identifies, property, liability, and exposure personnel, etc. before it happens. In order for the risk to be managed, it must be measured. In order for the risk to be measured, it must be identified first.
This is the main reason why risks must be identified. Identifying is the process of tracing the source of risk, tabulating the amount or number of risks that threaten and simultaneously dividing and classifying each risk based on the priority scale. Techniques that can be used to identify risks include:
1) Analyze the financial statements of a company 2) Analyze flow charts of company activities and operations to see the risks of a production and operation process 3) Analyzing contracts that have been and are being made by the company with its clients 4) View records of loss statistics and reports of Company losses 5) Surveys and interviews with managers in connection with the risks that are commonly faced daily.
Risk Measurement and Evaluation (Risk Assessment)
Risk measurement and evaluation is a systematic process carried out by the company to measure the high and low risk faced by the company through risk quantification.
The goal is to understand the characteristics of risk so that risks will be easier to control. Some examples of techniques for measuring risk include probability (to make priorities), duration techniques (to measure the risk of changes in interest rates) and VAR (value at risk) that are used to measure market risk. 
Risk Management
After the risks are identified and measured and evaluated, then we can manage risk.
Some alternative management of risk is carried out by including avoidance, retention, diversification, risk transfer and risk funding.
Risk avoidance is carried out if the frequency of occurrence of risk is very large and the significance/level of emergency if the risk occurs is very large and the company will not be able to manage it or bear the risk, even the insurance company will not be able to hold it. The next management alternative is to resist risk.
Withholding risk is to face risks with one's own abilities and available resources without asking for help from others, such as insurance companies. Risks are held if the frequency and significance of the occurrence of the risk can still be overcome by itself with its own capabilities, and the company is estimated to still be able to manage it themselves.
Diversification is the placement of wealth on several different assets in order to minimize risk. Diversification can be done by companies that have sufficient resources.
The greater the diversification, or the more types of assets you have, the smaller the risk of total losses due to the investment. 
Research Methods

Method Approach
The research method used in this study is descriptive research with a qualitative approach. This research was conducted at PT. Bank Syariah X by conducting Focus 
Data and Data Sources
The data needed in this study include primary data and secondary data. Primary data is obtained from direct observation in the field. Direct observation is carried out to obtain information and an overview of companies that can support this research. Focus Group Discussion (FGD) was conducted by inviting several speakers to discuss the risk analysis of Murabahah Financing in Islamic Banks.
While secondary data is obtained from literature studies through books, journals, research is taken from the company's annual report and Bank Indonesia publications
Data Collection Procedures and Data Recording
Qualitative Research Data Collection Procedures used to obtain primary data (data obtained directly from the source) and secondary data (data obtained indirectly from the source) are as follows:
Literature Study
A literature study is a technique for collecting secondary data from various books, documents, and writings that are relevant to formulate research concepts and uncover the object of research. Literature studies are carried out by conducting many studies and quotations of various relevant theories to compile research.
Interview Technique
The interview technique is the primary data collection technique from the parties that are used as research informants. The interview technique is done by preparing in advance the Interview Guidelines. The interview guide contains open questions to be submitted to the research informants. ICEMA banking practitioners, and providing optimal services for customers. Therefore, each different opinion can emerge from the customer who compares each of these financing processes, and through this research before discussion through risk management analysis on FinTech Islamic banking financing, will be explained in advance the financing processes that have been lasted from 3 sharia banks in the case study of this study with various paradigms from every sharia banking where the emergence of a paradigm that responded that the Islamic banking must innovate for the financing process with FinTech.
Application of Financing Risk Management in Islamic Banks
In the process of applying Bank X Syariah made various efforts in handling financing risks. The part in charge of doing so is the processing unit. The task is to analyze the financing previously carried out by the marketing unit to be analyzed again in more detail in order to avoid Marketing Financing Processing Remidial Recovery Branch
Internal Control unwanted risks. In addition, his job is to keep the customer from getting bogged down at the time the loan is due.
The scheme for the application of financing risk management in Islamic Banks can be described as follows: 
Risks commonly occur in Islamic Bank X
Discussion
Before the systemic impacts of these risks occur in Indonesia, fintech risk mitigation measures are needed, namely 1. The application of financing risk management in Bank Syariah X related to Fintech remains the responsibility of the relevant bank operational supervisors, namely unit processing, remedial recovery unit and Internal control, which is the operational supervisor ICEMA of the bank whose task is to oversee the financing process from the beginning to the end.
2. FinTech which will be implemented in Islamic banking institutions in Indonesia has weakness analysis such as supporting internet connections, both in terms of access speed and a stable server in sending data files, because FinTech transactions will run smoothly when internet access is not interrupted. Furthermore, the emergence of online crime such as wiretapping, burglary, and cybercrime in FinTech sharia banking transactions, has made people hesitant to conduct online transactions, so customers still hope that a branch office of Islamic banking will be present in their area. Another reason is that not all financial technology service providers have licenses to collaborate with Islamic banking institutions or conduct financial transactions systematically and legally, so that practices of abuse of power or transactional irregularities are possible, which will harm the Islamic banking institutions themselves.
The weakness of the community is also a weakness factor FinTech is optimally socialized as in rural areas most do not know the term FinTech as a whole about how to use it, what are the benefits, benefits and objectives that can be obtained from their use due to lack of government literacy in introducing financial systems well. Therefore, socialization steps and discussions through social media networks are needed both to get public attention and as an effort to seek input to improve the existing system, due to the low level of financial literacy knowledge, making the community not having a good financial management plan.
Conclusions And Recommendations
Fintech has and will help Islamic banks in speed and accuracy in processing business operations data and product marketing. There are still many sharia bank financing processes that are done manually, with limited HR skills and the manual financing process makes the time needed long and less efficient. Based on the analysis of risk management on FinTech in Islamic banking it is known that the development of product development will be better, where FinTech will always be able to keep up with existing developments and be easy to adjust, in accordance with the development of customer needs. In the end, the presence of FinTech financing will be able to increase the sharia banking financing portfolio nationally. Based on the findings above, the researcher recommends that from the outset prepare regulations relating to FinTech financing so that it develops along with the progress of existing Fintech financing, so that from the outset all the gaps and opportunities for risk can be analyzed from the start and DOI 10.18502/kss.v3i26.5396 Page 506 ICEMA eliminated so that minimum possible. And customers to increase their understanding and knowledge of the development of FinTech financing, both independently and educated by regulators and sharia banks themselves, so that as soon as possible the knowledge and understanding of the community will improve which will ultimately improve the security of customers' transactions in Islamic banking.
In addition, it is recommended to implement measures that are effective in mitigating the risk of fintech. The main step is government support in making detailed fintech regulations.
Currently the Financial Services Authority (OJK) has prepared a Special Team to handle fintech, but in the future it is expected not to be limited to collaboration with banking financial institutions. But this regulation also includes Bank Indonesia in terms of its payment field. The steps are first, tightening the registration system that aims to minimize fraud and increase user trust. Secondly, the guarantee of transactions related to the failure of the payment system caused by the management and its supporters, such as internet access, and thirdly, good cooperation between other Fintech companies and banking financial institutions will certainly make OJK arrangements easier.
