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Introduction
Wireless sensor networks (WSNs) have great potential to provide highly effective and convenient solutions for civilian and military extensive monitoring applications, e.g. target tracking, surveillance, environmental monitoring, etc. One important reason is that WSNs can be rapidly and randomly deployed in a large-scale region by plane or unmanned aerial vehicle (UAV), of which the environments are always complex even inaccessible, and then perform tracking or other tasks without manual intervention.
As we know, knowledge about sensor nodes' geometrical positions is no doubt an indispensable part of sensor readings in most WSNs applications. Thus localization has been considered as a fundamental and essential task in WSNs and received more and more attention in recent years. Extensive research has been conducted in this interesting area and a comprehensive survey is provided in [1] [2] [3] and the references therein. Some of them are mainly designed for small-scale networks, although that is also an interesting field, we will not contribute to the region in this paper; instead, we focus on the large-scale localization context.
Figure 1 Coexistence of Multiple Anisotropic Patterns
In anisotropic networks, geometric distance between a pair of sensor nodes is not always proportional to their hop count distance, which undermines the accuracy of multi-hop distance estimation. As we know, the accurate distance estimation is the basis of accurate location estimation. However, most of the existing multi-hop schemes are assumed to operate in isotropic networks which consider the hop count distance between two nodes is proportional to their geometric distance. Directly applying these localization schemes proposed for isotropic networks in large-scale anisotropic networks will result in obvious degradation of distance estimation and localization performance. Although a few methods have been proposed for anisotropic networks recently [10] [11] , they have the inadequacy to focus on only one anisotropic factor (e.g. obstacle detour) and the drawback of nonscalability due to the error accumulation along with the increase of network scale. Obviously, this makes it harder for large-scale WSNs to obtain accurate multi-hop distance estimation. Thus this requires us to seek for some effective approach to eliminate the influence of multiple anisotropic factors simultaneously.
Not only that, the whole ranging process also suffers from the low link quality which is mostly due to the complex deployment environments and the time-variability of the medium. Low link quality causes high Bit Error Rate, which further results in degradation of localization performance. There is a need to employ the link quality information in selecting anchor nodes or reference nodes which may improve the accuracy of the distance estimates and consequently improve the location estimates. Moreover, in an adversarial environment, multiple attacks become possible if the malicious anchor nodes may claim fake locations which are different from their physical locations. Consequently, the trust value of each anchor nodes or reference nodes should be considered at the same time.
Therefore, there is a need to develop a novel multi-hop algorithm for producing accurate distance estimation and node coordinates in large-scale and complex WSNs. In this paper, we transform the localization problem in complex environments into a hybrid constraint satisfaction problem (CSP) which is composed of three different kinds of constraints, i.e. spatial constraint, network situation constraint, and confidence constraint. Set-membership approach and interval analysis method have been utilized to deal with the CSP and determine the positions of sensor nodes.
The rest of this paper is organized as follows. In section 2, we describe the novel localization algorithm. Simulation setting and result analysis are given in section 3. And finally, we drew conclusions in section 4.
Reliable Localization Algorithm

Network Initialization
In this phase, the network will be initialized in a controlled flood manner. For the neighboring nodes, all messages can be exchanged within one hop distance. At the beginning, each node owns a list contains the information of {ID, type of node, coordinates, distance, hops, type of neighbors}. Through a controlled flood manner, every node can get the related information of their neighbors such as the type of neighbor nodes, distances between neighbor nodes and itself, neighbor surface buoys' coordinates, node local density, etc. Generally, due to the sparse feature of deployment, few nodes can get three or more neighboring surface buoys. Therefore, it is necessary to make a further messages exchange. Based on the analysis of neighboring nodes information, node N p , for example, can get to know whether its neighbor node N q owns enough nodes with known locations and decide whether or not to send a message about one-hop anchor nodes to N q . If there are still any nodes which are lack of enough nodes with coordinates, they can select some three-hop anchors which owned better environment by analyzing the two-hop information. At the end, all nodes can get their related information such as distances to neighbors, information of neighbor nodes, multi-hop density, multi-hop count, etc.
At the same time, an extension of Self-adaption Link-quality Detection Algorithm (SLDA) [12] is integrated into the initialization phase to detect the link quality of the paths to neighboring anchor nodes or multi-hop anchors. This method adopts Self-adaptive Linkquality Detection strategy to measure the real-time link quality weight factor (LQWF), and combines energy consumption model of mobile nodes to predict optimal transmission path for International Journal of Control and Automation Vol. 7, No.10 (2014) 
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Copyright ⓒ 2014 SERSC message forwarding. On this basis, the link quality information will be employed to assist in selecting optimal anchor nodes or reference nodes which may improve the accuracy of the distance estimates and consequently improve the location estimates. This phase is performed as follows: Mobile nodes execute a real-time detection to the communication links with a method called communication time slot probing. After this they can acquire adaptive quality factor of the links. This factor dynamically changes with the network's link quality, so it can reflect a real-time feature of varying network situation; Secondly nodes will establish an optimal link decision function through link quality factor and their energy consumption model. According to the value of the function, nodes can select the optimal single route for forwarding.
Set-membership Localization Framework
In this paper, we present a set-membership localization framework, which is deployed at each ordinary node to estimate its location. The design of this framework is inspired by the fact that from the perspective of whole distance measurements uncertainty caused by ambient noise and anisotropy, although we cannot obtain the exact distribution, it is reasonable and natural to assume that the uncertainty is bounded in a certain interval in most practical scenarios.
Depending on the hypothesis on the noise, estimation methods can be classified into statistical estimation and set-membership estimation. In statistical estimation the noise is always represented as a stochastic process, while in set -membership estimation the noise is supposed to be unknown but bounded, with known bound, i.e. UBB noise. As a well-known estimation approach, set-membership only needs the error bound as prior condition; it requires no statistical assumptions on various disturbances. Its aim is to determine a feasible solution set which contains all admissible solutions. The feasible set should be compatible with all the available information such as the UBB noise, the observed measurements, etc. This approach has been shown to be efficient, robust and reliable in the bounded-error context [13] . Thus, it is safe for us to solve the localization issues in set-membership framework.
Initially, consider a situation in which the three dimensional WSN consists of P anchor nodes with known positions and Q ordinary nodes which need to be localized. is the Euclidean distance, ui e is considered as the unknown but bounded noise and assumed to be bounded in a certain interval ui ec  with bound value c, which accounts for all the uncertainties, e.g. the ambient noise, multi-hop errors, etc. If X i is a multi-hop anchor node of X u , then the measured distance ui d can be inferred through multi-hop information exchange in the same manner as conventional multi -hop distance estimation approach. But the advantage of our framework is that both the uncertainty in direct ranging process and the uncertainty caused by multi-hop process in anisotropic network can be treated as additional uncertainty and casted into UBB context. Then, the localization issues can be tackled in the set-membership framework. . Clearly, the complicated geometrical shape of F(w) makes the exact computation infeasible due to the limited computational ability of ordinary nodes. To solve this problem, each spherical cap has been considered as a constraint of spatial position in this paper, and then the counting process of feasible set can be formulated as a simple constraint satisfaction problem (CSP).
CSP and Location Estimation
A simple Constraint Satisfaction Problem (CSP), i.e. the determination problem of feasible set, is defined by a set of k constraints, 12 , , , Therefore, the F(x) of ordinary node X u can be rewritten as:
,
Regarding the coordinates of all sub-boxes' centers as samples of X u , we can get a sample set 
Performance Evaluation
In this paper, we conduct extensive simulations to compare the performance of our scheme with conventional method DV-distance by employing localization error. The localization error is defined as the ratio of Euclidean distance between estimated position and the real position to communication radius R. In our simulation, 300 sensor nodes (10% anchors) with adjustable transmission range R are randomly distributed in an H shaped area within a (3000m, 3000m, 20m) volume to form an anisotropic network (see Fig. 2 ). For comparison with the classical approaches, measurement noise has been assumed to follow the uniform distribution within the interval [-100m 100m] and the normal distribution with mean value and standard deviation (10m, 10m), respectively. In both cases, our algorithm assumes the knowledge of the error bound is 30m. The default parameters are shown in Table 1 . To reduce the influence of outliers, we run each simulation 100 times and take the average results as the final data points. Unless specified, we use the default parameters in the following simulations. Fig. 3 presents the distribution boxplots of node localization errors which are normalized by R. The y-axis is drawn in log-scale. Box 1 and 3 are the distribution boxplots of DVdistance approach followed normal and uniform distribution, respectively. Box 2 and 4 are the boxplots of our approach which followed normal and uniform distribution. We can see that the average errors and median errors of our scheme are much smaller than those of DVdistance in different noisy environment. In our scheme, the localization errors of almost all nodes can be controlled below 15%. Clearly, our scheme can get better performance for most nodes, which is especially important for large-scale WSNs. It indicates that our scheme is efficient and robust to hybrid noise-processing in anisotropic WSNs localization.
Figure 3 Distribution Boxplots of Node Localization Errors
Next, we vary the communication radius and get the accuracy comparisons under different network connectivity, ranging from 4 to 15. Fig. 4 shows the average localization errors with the changing network connectivity. It can be seen that our scheme outperforms DV-distance in both uniform distribution and normal distribution cases. We can also see that our method is less affected by the variation of distributions. Particularly in large-scale and sparse network with smaller connectivity and anchor percentage, our method can get higher average localization accuracy. 
Conclusion
In this paper, we propose a novel Multi-Hop Localization Algorithm for large-scale WSNs in complex environments. This work is based on the consideration that the localization process would encounter several kinds of adverse factors with different nature at the same time, which leads to obvious degradation of localization performance. Unlike most of the existing schemes, we transform the localization problem in complex environments into a hybrid CSP which is composed of three different kinds of constraints, i.e. spatial constraint, network situation constraint, and confidence constraint. Set-membership approach and interval analysis method have been utilized to deal with the CSP and determine the positions of sensor nodes. Simulation results show that our scheme is an effective and efficient approach to localization in large-scale WSNs.
