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Preface
This special issue is a joint effort of the organizers of three workshops in the field of security and trust:
• Run Time Enforcement for Mobile and Distributed Systems (REM’07, Dresden, Germany);
• Security and Trust Management (STM’07, Dresden, Germany);
• Benelux Workshop on Information and System Security (WISSec’07, Luxembourg).
The two best papers of each workshop were selected for inclusion in this special issue.
The scope of REM’07 was on run time monitoring and enforcement of security policies. The paper by Aktug and Naliuka
presents a new policy specification language. This language enables a formal treatment of various enforcement techniques.
The paper by Schellekens, Wyseur and Preneel, deals with the problem of remote software verification on untrusted
platforms. They strengthen existing software solutions by including Trusted Platform Module computations.
The STM’07workshop is dedicated to research on the foundations and applications of security and trust in ICT. The paper
by Bianchi, Bonola, Falletta, Proto and Teofili addresses the problem of allowing a service provider to issue anonymous
non-transferable authorization permissions without a third party. Their solutionmakes use of pseudonyms that can be used
to trace back the real identity of a user upon dishonest behaviour. The paper by Refsdal and Stølen extends UML sequence
diagrams for trust and risk analysis. They integrate behaviour specifications with subjective probability estimates to model
trust.
The purpose of the WISSec’07 workshop was to provide a platform for researchers in different fields of security to
share ideas, experiences and information. The paper by Bringer, Chabanne and Kindarji discusses cancelable biometrics
and secure sketches, which are methods to protect the privacy of biometric templates while keeping the ability to match
this protected data against a reference. By combining these approaches they take advantage of both schemes. The paper by
denHartog provides an axiomatization of a formal verification technique for correctness proofs of cryptographic algorithms.
The resulting calculus is based on a Hoare-style logic.
We would like to thank the program co-chairs, the program committee members, and the local organizers of the three
workshops for their efforts in organizing these workshops and their thorough reviewing. Finally, we thank the authors for
submitting their papers to the workshops and revising them for this special issue.
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