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  Recent research conducted by the Office of Global Maritime Situational Awareness 
(OGMSA) clearly indicated that for interagency information sharing to become routine and effec-
tive, the rewards must outweigh the risks.   Participants at the Office of Global Maritime Situ-
ational Awareness (OGMSA) Transforming Interagency Information Sharing Workshops in July 
and September, for instance, strongly recognized and supported existing national mandates to 
improve interagency information sharing, including policies that sought to leverage existing and 
developing information technologies optimizing public service.  Why is it then that government 
agencies continue to struggle to partner with other agencies in institutionalizing and improving 
interagency information sharing? 
 Despite several Administrations’ mandates to improve interagency information sharing 
and collaboration (see Beyond Goldwater-Nichols, Center for Strategic & International Studies), 
participants at OGMSA’s initial workshop identified a feasible reason explaining why initiatives to 
improve have been less than successful.   The purported root cause for why mandates to share 
information are less than successful is because of the lack of transparent incentives with how 
executives’ performance is assessed and how agency budgets are reviewed.   Several anecdotal 
examples were provided describing instances when decisions were made preventing an agency 
from sharing information with another agency by persons within their chain of command, who 
perceived the personal risk-reward-ratio for collaborating to be too great.   
 Similar to how  company shares are traded within commercial markets for the purpose of 
changing corporate control, within government information becomes a tradable commodity and a 
“what’s in it for me” (quid pro quo) market-place is created also resulting in some instances 
changes in governance.  For positive changes in personal behavior and agency cultural behavior 
to occur economic incentives including performance measures are recommended.  Implementing 
incentives towards establishing an interagency information sharing culture versus an information 
protection one can encourage MDA stakeholder agencies to proactively identify and resolve 
gaps in interagency information sharing, improve multiagency collaboration, and ultimately opti-
mize public service.  In closing, the need for transparent economic incentives within government 
towards improving interagency information sharing applies to all agency mission sets but is par-
ticularly important in the best interests of national and maritime security.        
 Article contributed by Captain Dale Ferriere, USCG.  Captain Ferriere is OGMSA’s Plans 
and Policy Branch Head, Co-Chairperson for the Interagency Information Sharing Subcommittee 
and Chairperson of the Interagency Investment Strategy Subcommittee.  As a Captain in the US 
Coast Guard Reserve with Marine Safety, Port Security and Environmental Protection creden-
tials, including corporate shipping company work-life experiences he brings in depth subject mat-
ter expertise to interagency efforts to achieve Maritime Domain Awareness.   Contact email:  
Dale.V.Ferriere@uscg.mil 
Dear Readers,  
     PLEASE submit a short 200-300-word article introducing your organization’s Maritime 
Security and Defense-related mission and activities or add an event to our calendar.   
Contact Ms. Rita Painter at rpainte@nps.edu.  
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INFORMATION EDUCATION 
 The Office of Global 
Maritime Situational Awareness 
was established in 2007 pursuant 
to the National Concept of Op-
erations for Maritime Domain 
Awareness.  Specifically OGMSA 
is tasked with coordinating the 
inter-agency efforts of the Fed-
eral, State, Local and Tribal gov-
ernments to achieve both Mari-
time Domain Awareness and 
Maritime Situational Awareness.  
Among its significant initiatives 
OGMSA seeks to spearhead an 
effort to manage commonly per-
ceived “barriers to information 
sharing”. 
 Through a Workshop Se-
ries entitled Transforming In-
teragency Information Shar-
ing”,  OGMSA has lead a cross 
government examination of the 
mandate to share information, 
the current ability of agencies 
and departments to effectively 
share information and the prac-
tices required for improved in-
formation sharing in the maritime 
domain.  That examination has 
suggested a bifurcated solution 
with supporting efforts.  Informa-
tion sharing in the maritime do-
main must be founded upon a 
clear and concise, single source, 
document which requires the 
fifteen executive departments of 
the federal government to share 
information to the greatest ex-
tent possible and permissible.  
That mandate to share must in-
clude a procedure to resolve in-
formation sharing disputes in the 
nature of mandatory alternative 
dispute resolution.  
This twofold proclamation and 
procedure must in turn be sup-
ported by efforts which change 
the “need to know” culture of 
information retention into a cul-
ture which understands, re-
quires, supports and rewards 
information sharing practices.  
Principal among those support-
ing efforts must be a program 
for “Information Education”.  
It is imperative that government 
employees come to understand 
and manage alleged barriers to 
information sharing, not be 
frightened by them.   
 OGMSA proposes a one 
day, certificate bearing, course 
of study open to government 
employees designed to examine, 
understand and manage infor-
mation sharing barriers.  Specific 
topics would include:  
 
1.  The Mandate for Informa-
tion Sharing 




3.  Privacy Act and other re-
stricting legislation 
4.  Alternate Dispute Resolu-
tion 
5.  Enacting Information Sharing  
6.  Technology of Information 
Sharing 
7.  The Way Forward 
 Such an Information Education 
program would foster a funda-
mental understanding of the bar-
riers to information sharing, al-
low informed management of 
those barriers, eliminate miscon-
ceptions, create a professional 
cadre of information sharers and 
pave the way towards cultural 
change in promotion of effective 
information sharing in the mari-
time domain.   
 
Article contributed by David F. 
Sanders, CAPT, JAGC, USN 




Captain Sanders serves as Legal 
Counsel to the Office of Global 
Maritime Situational Awareness 
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Maritime Domain Awareness (MDA) and the Maritime Information Exchange Model (MIEM) 
 
 Actionable intelligence generated by the intelligence community (IC) enables the Maritime Do-
main Awareness Community of Interest (MDA COI) to conduct operations that further US National 
Security Policy. The MIEM, a joint project between the Naval Research Laboratory and Naval Post-
graduate School (NPS), seeks to accelerate production actionable intelligence. 
 The production of timely actionable intelligence is maximized when information is efficiently 
shared across the IC. Currently, the IC does not have a common mechanism to allow simple machine-to
-machine exchanges of information, a minimum requirement for optimal information sharing condi-
tions. 
 The MIEM utilizes XML, an open source industry standard, to create a standard sharing lan-
guage and common data structure for maritime related information. With a common language defined, 
information can be seamlessly shared across the platforms, services, and agencies of the MDA COI. 
The MIEM is a language for building payloads in service-oriented communications such as those envi-
sioned by the DoD Global Information Grid and Network-Centric Enterprise Services.  
 The MIEM provides clear and concise structures for expressing observations and analysts’ be-
liefs about the vessels, people, cargo, facilities, relationships and activities. As information is obtained, 
combined, analyzed and interpreted, the MIEM provides and abstract and flexible structure for repre-
senting the resulting beliefs and metadata about those beliefs.  
 The MIEM further increases production efficiency by allowing for the automation of simple 
processes currently performed by humans. 
 NPS is in the final stages of delivering the first MIEM based product to US Coast Guard’s 
Maritime Information Fu-
sion Center-Pacific (MIFC
-PAC). The product auto-
mates the assembly of tar-
geting packages for Ves-
sels of Interest (VOI) from 
disparate information 
sources.    
 
Article contributed by LT 
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