Introduction
E-Identification technology management is still an important topic for public sector across Europe and other countries globally. What is more, e-Identification can be viewed as a global challenge, the most practical solution is to address this issue in the European context as use of e-Identification technologies has a specific regulation in the European Union (EU) intended for the EU Member States to develop information and communications technologies (ICT) in the national context of institutional set-up, legal and social-economic aspects (different strategies, legal provisions, experience, standards, etc.) .
The difference between e-Identification and e-Signature is that e-Signature allows making users' intent or commitment on digital content, whereas e-Identification is a process of using person identification data in electronic form unambiguously representing a natural or legal person.
Use of any ICT solutions has its positive and negative impacts on front and back offices of the public organizations, but use of ICT is strongly affected by the organizational capabilities. Most of the public sector institutions are keen to follow the idea of a lean government, meaning ICT solutions ensure effective processes by reducing manual labor, saving time, etc. Such resources from clients' perspective should influence the value added to the provision of public e-Service. The use of ICT solutions in the public sector is an imperative for lean processes of e-Government (Bharosa et al., 2012; Juell-Skielse, 2011) . Also, it is important to note the fast entrance and development of technologies, such as m-Government, that can be used as e-Government solutions to serve stakeholders.
The role of ICT solutions in every business or public sector organization depends on the value to that organization of the chosen and applied ICT solution. Development of the ICT solution is valuable as long as ICT functions are useful for the organization internally or serving its customers externally. That is where capabilities influence technology management decisions to invest, maintain, manage or abandon the ICT (Sabeel et al., 2012) .
E-Identification is a precondition for the social, economic and legal relations. Use of electronic communications and e-Services is undisputedly growing. It is not possible to provide a non-electronic identification while seeking full service in the on-line environment carrying actions at a distance (Štitilis et al., 2011) . According to the Report for the year 2012 on the implementation of the Electronic Signature Law of the Republic of Lithuania (Communications Regulatory Authority, 2013) , only 13 percent (out of 3500 surveyed) of the public sector institutions will be capable to perform the exchange of e-Documents by the 1 st of January 2014. Digital Agenda of Europe (European Commission, 2010) introduced a goal that by 2015, a number of key cross-border services will be available on line and that 50 percent of EU citizens will be using e-Services. Taking into account the context of crossborder interoperability of public e-Services, there is a need to focus on assessment of alternatives to improve and to alter implementation of e-Identification technologies along with organizational capabilities in the public sector of Lithuania.
The aim of the article is to analyze, assess and select alteration possibilities for the implementation of e-Identification technology solutions focusing on organization capabilities in the public sector of Lithuania. Therefore, in the second section of the article, relation between green ICT and organizational capabilities is discussed. The third section touches on recent developments in the area of e-Identification in Lithuania. The fourth section explains theoretical background used for the pilot research and presents its results. Final sections contain a summary of main findings and provide conclusions.
Green ICT, lean government and organizational capabilities
Content analysis allows evaluating the existing knowledge about the ICT use in the public sector of Lithuania and its relation to the organizational capabilities. Information gathered and presented in this article shows that the overall goal of greener ICT and lean government is well acknowledged by the public sector, but there is a lack of knowledge on how to transpose these goals from a paper to a successful real life story. As it was mentioned earlier, effective use of ICT ensures the value to the user or client, such relation is impossible without invoking organizational capabilities.
The European eGovernment Action Plan 2011-2015 (European Commission, 2010) section on Green Government explains that ICT can be used in order to reduce the carbon footprint of public sector administrations, e.g. by implementing electronic archiving, using videoconferences instead of travelling, etc. According to OECD (2010), green ICT is also known as "smart ICTs" or "sustainable ICT". In general, green ICT means that ICT can help to "balance greenhouse gas emissions resulting from development, production and operation of ICT products against emissions reductions attributed to the application of these ICTs to improve energy efficiency elsewhere, e.g. in buildings, transport systems, electricity distribution or elsewhere. Besides these immediate impacts, ICTs and their application also affect the ways in which people live and work and in which goods and services are produced and delivered." Overall application of ICT has direct impacts (positive and negative -use of ICT to minimize cost of work or living, recycling of ICT and use of ICT to produce more goods), enabling impacts (optimization, substitution, induction or increase of demand for other products and greener choices), and also, ICT has systematic impacts on change in our behavior. As foreseen by the European eGovernment Action Plan 2011-2015, the Member States should have voluntarily developed and agreed on indications for measuring the reduction of the carbon footprint of their administrations as a result of e-Services (European Commission, 2010) .
Thus, this article deals only with the use of a particular ICT technology solutione-Identification -by public administrations. Application of e-Identification solutions adds value to the work process by ensuring that public administrations work in a greener way and help to improve organizational performance, people's choices and behavior. According to Aydinli et al., Bharosa et al. and Mahler, e-Identification solutions with its direct function to identify and to authenticate also allow us to do the following (Aydinli et al. 2009; Bharosa et al., 2012; Mahler 2013 ):
• To improve communication (to innovate, to save time for individual and public servants); • To reduce operation cost (save on paper by using less); • To manage documents professionally (more accuracy on handling requests or just ordinary day-to-day functions); • To improve services; • To enable trust (in the service, institution or government itself); • To become flexible (to choose between acceptable form of authentication); • To ensure cross-border functionality of services. Use of ICT solutions can similarly have a negative impact on liability for action, data protection and security in cases, where legal provisions are not introduced or technology solution is not mature. Thames and Webster (2009) explained that understanding of successful change cannot be just based on the latest technology, products, executive team or organizational structure. Optimal performance requires synchronization of individual and organizational mindset. Change in mindset from industrial to emerging is described by the shift to causative consciousness, abundance, relationship or wholeness and continuous processes. Ulrich and Lake (1991) foreseen that economic/financial capability, strategic/marketing capability and technological capability should be analyzed together with organizational capability. This is especially true when nowadays governments are facing expanding and complex workloads. The concept of lean government ensures that the use of ICT can cope with the challenges while having limited resources. Efficiency lies in the ways the systems of work are organized and how work processes are designed (Bharosa et al., 2012) .
Public value is directly related to the organizational capabilities and ICT resources (Pang, 2011) . Technology strategy has to do with a role of technology in organization and its management. In order to start managing ICT, any organization must understand that ICT is a tool that will have a great effect on the functionality of the organization, for that reason institution must monitor the changes in the technology structure. The role of the technology management is to understand the value of certain technology for certain organization or purpose. The development of the technology is valuable as long as it is valuable to the customer; therefore, an organization should make decisions when to invest to a certain technology and when to withdraw (Sabeel et al., 2012) . Kortelainen and Lattila (2009) explained that management of capabilities is done through dynamic capabilities. While ICT management process is influenced by the current and predicted future customer needs, the authors conclude that dynamic capabilities push out outdated competences. Bouckenooghe (2010) argued that change process is a cognitive one; he drew attention to the Lewin's (1951) concept of unfreezing, changing and freezing, which explains the necessity to involve all members of the organization to perceive the change.
All uniqueness and innovation do not lead to competitiveness or advantage if tools used do not live to its expectations (Ulrich and Lake, 1991) . According to Heeks (2010) , the use of ICT must undergo four stages until it has impact on development: i) readiness (policy, infrastructure, digital divide); ii) availability (supply, implementation and design); iii) uptake (demand usage); and impact (outcomes, development contribution). Sabeel et al. (2012) argued that "S" curve, Technology Lifecycle Management (TLM) and Carnegie Mellon Capability Maturity Model (CMM) theories have some similarities in diffusion patterns and are capable to provide guidance in innovation management of complex technology systems. The "S" curve technology management theory gives in a broad term suggest technology emerges, grows, matures and ages. The TLM is a multiphase approach that involves planning, design, implementation, management of ICT infrastructure elements. The CMM helps to increase maturity levels of the process in the organization continuously improving and optimizing capabilities. In order to reach the highest level of the CMM -optimization, processes must step-by-step undergo through other phases of the CMM, such as project management, engineering, finding best solutions and managing change.
However, Cresswell et al. (2005 Cresswell et al. ( , 2008 developed a toolkit for the assessment of dynamic capabilities depicting e-Government interoperability. It was designed and applied in the USA (e-Government leading country) with highly developed political, economic, organizational and social settings. The toolkit allows not only to measure the level of dynamic capabilities for e-Government interoperability, but also to determine how e-Government interoperability as dynamic capability is perceived by e-Government experts. Functionality of the toolkit was originally adopted and successfully validated by Malinauskienė (2010) to assess dynamic organizational capabilities for interoperability in e-Government context in Lithuania.
Government can use technology to reduce costs, to transform and to innovate (Cap Gemini, 2013) . It can be noted that one of the top priorities of the EU is to be successful in cross-border services (European eGovernment Action Plan 2011 -2015 , European Commission, 2010 . Such issue is still much related to the compliance and liability. For the e-Identification solutions used in the EU Member States to be effective and to influence e-Government processes, it must be interoperable and capable to accept nonnational e-Identification solutions in order to facilitate cross-border challenges (Mahler, 2013) . Therefore, content analysis in this section is used to relate implementation of e-Identification solutions with capabilities, mainly to the technical capacity, organizational capabilities and proper skills to use ICT.
Recent developments in Lithuania related to e-Identification
The intention of this section is to compare data collected on the use of e-Identification measures in Lithuania. The comparison is made between the number of public and private e-Identification solutions used to access e-Services. Also, the comparison of the use of e-Identification solutions for access in Estonia, Latvia and Lithuania is provided.
According to the Report for the year 2012 on the implementation of the Electronic Signature Law of the Republic of Lithuania (Communications Regulatory Authority, 2013), a number of valid qualified certificates issued is growing. There are three entities that issue certificates in Lithuania: 1) Digital Certification Center (DSC); 2) Centre of Registers (CR); 3) Residents' Register Service under Ministry of Interior Affairs (RRS under MIA) ( Table 1) . (2013) Also, it should be mentioned that it became popular for citizens to get a SIM card that allows forming e-Signature. Three major mobile operators (Omnitel, Bite and TELE2) have issued 13.397 qualified electronic certificates on SIM cards using RRS under MIA, while additionally, Omnitel has issued 11.706 valid SIM cards that allow forming e-Signature using certification services from the Estonian provider AS "Sertifitseerimiskeskus" (Communications Regulatory Authority, 2013).
1
Data provided by the RSS under MIA include a number of national identity cards and public servant cards that allow e-Identification, but that means that the same person can have two cards (national e-ID and public servant e-ID cards).
There are no technical possibilities to get information of an overall use of e-Identification/e-Signature cases. Therefore, the Communications Regulatory Authority (2013) has gathered data on dynamics for electronically signed e-Documents of the most popular e-Services offered by State Social Insurance Fund Board (SODRA) and Center of Registers (CR) and Public Procurement Office (PPO) from 2011 and 2012 (Table 2) . It should be noted that there are some success stories in the use of e-Identification solutions by the public administration in Lithuania. Some e-Services meet customers' needs and achieve high usage involving e-Identification technology. State Social Insurance Fund Board (SODRA) has a functioning system that ensures the possibility to receive and manage e-Documents. SODRA receives 0,5 million signed documents per month (Strumskis, 2012) . According to the Report of the Ministry of Finance for the year 2012, 90 percent of income tax declarations and 95 percent of VAT tax declarations were submitted on-line.
Still, in Lithuania, the public sector sends about 5 million registered postal items, which requires about 5,5 million EUR for the postal services per year. The use of ICT that ensures electronic exchange between institutions and citizens can ensure direct savings and also would have a positive impact on environment by using less paper and leaving a smaller CO 2 footprint. There is another argument in favor of electronic exchange, as it takes only seconds to deliver a document via electronic means compared to a regular post (Information Society Development Committee). Also, in order to produce 5 million pages of copy paper, 42 pine trees of 30 cm in diameter are needed. It takes 17 years to grow a pine before it can be cut for paper 2 . Hypothetically speaking, if one postal item contains at least 4 paper pages (this is a pretty minimal estimate), that would be about 168 trees per year.
Altogether, banks in Lithuania had 3.689.706 users of e-Banking system in the second quarter of 2013 compared to around 800.000 valid qualified electronic certificates (Association of Lithuanian Banks, 2013). It means that about 800.000 valid qualified certificates were issued and ready for the market by the end on 2012. Unfortunately, this number of state issued qualified electronic certificates to the large extent are not related to the access to online services. Figure 1 below shows that most of the e-Identifications (1.132.746, or 91,6 percent) to access the e-Government gateway, which offered a variety of e-Services for citizens and businesses, serviced in Lithuania via e-Banking system in 2012 (Information Society Development Committee). E-Identification by other means to access the e-Government gateway was carried only 103.766 times (or 8,4 percent). There are some other very popular e-Services, such as income tax declarations and social insurance services. State Social Insurance Fund Board (SODRA) numbers somewhat differs (Figure 2 ). E-Banking solution is not the main e-Identification solution like in e-Government gateway, but in the case of SODRA, e-Services provided are only services of a single institution, not like in the case of e-Government gateway, which offers a variety of services for citizens and business from various state institutions. The SODRA's case is in a way unique, as SODRA has started to demand its clients to sign e-Documents with a qualified electronic certificate, as such e-Documents will serve as proof in order to calculate pensions and will be saved for the period of 75 years. on e-Identification forms that customers use to access in order to submit their tax and VAT declarations. Figure 3 below shows a number of citizens in Estonia (Martens, 2012) , Latvia (Bokta, 2012) and Lithuania, a number of qualified certificates issued and a number of transactions per month. Numbers in Figure 3 show a low number (only 8.647) of transaction with qualified electronic certificate per month in Lithuania. These are the numbers indicating that the use of qualified electronic certificates are low and that the most popular public and private e-Services mainly are accessed via private e-Identification systems. From 2006, the intention of an Article 8 of e-Services Directive (2006/123/EC) has been to ensure that all procedures and formalities related to access to a service at a distance and by electronic means, through the relevant point of a single contact in the relevant competent authorities, are implemented in the EU Member States. Besides that, there is the requirement of public sector institutions to implement other measures that can positively influence the use of e-Identification solutions in the public sector. According to the Ministry of Interior Affairs (2010), the Ministry of Justice at the end of the year of 2010 started to put together an electronic system, which should allow to keep all documentation connected to the trial (from its start to the finish) in electronic form. The foreseen date, when systems should be operating, is November 2013.
In June 2013, e-Delivery system was introduced. The purpose of the system is that registered correspondence sent by state institutions can be received and sent online, meaning that electronic documents and notices intended to private and legal persons will 5 Figure composed from information taken from presentations of Martens (2012) and Bokta (2012) and data received by an e-mail query from the Information Society Development Committee under the Ministry of Transport and Communications staff that runs the e-Government Gateway portal.
be delivered using the single-window system. Public administration institutions can sign a contract in order to participate in the e-Delivery scheme. E-Delivery is not part of the e-Government gateway and so far it has had a very low number of public sector parties (only 109) users that participate in this scheme (Lithuanian Post, 2013) . The exchange of e-Documents is only foreseen between persons/companies and governmental institutions, but it does not provide e-Exchange between government-to-government. Provisions of the Law on Lawmaking prescribe that from 1 st of January 2011 all adopted legal acts must be kept in the Information System of Legal Acts after they are signed by the secure electronic signature. After the e-Signature procedure, legal acts are stored in the register of the Legal acts and one copy must be safely kept according to the rules adopted by the signatory. Also, this procedure will be sufficient for all legal acts to become official. These provisions will allow not using hand signatures in the law making process. This is an opportunity to use e-Documents for the preparation stage to the adoption stage paperless, as it is already a legal requirement to upload prepared draft versions of the legal documents to the Information System of Legal Acts when they are submitted for comments. Information System of Legal Acts (http://www3.lrs.lt/ dokpaieska/forma_e.htm) gives a number of 22.461 legal acts adopted in 2012.
There are a lot of parallel actions in the e-Identification area: a number of valid qualified certificates increase each year, but that is related to the obligatory legal provisions that every citizen, who receives an updated national electronic identification card, receives it with a qualified certificate. At the moment, a number of valid qualified certificates (national e-ID cards and civil servant cards) is growing, but there are only a few successful examples of e-Services provision. The most popular ones are based on private e-Identification solutions. Also, according to the Report for the year 2012 on the implementation of the Electronic Signature Law of the Republic of Lithuania (Communications Regulatory Authority, 2013), only 13 percent (out of 3500 surveyed) of the public sector institutions will be capable to perform the exchange of e-Documents by the 1 st of January 2014.
Research methodology
Application of e-Identification solutions allows forming lean management of the public sector -increases accountability, transparency and reduces time needed to perform duties (collect/share/use of information). Looking from the clients' perspective, e-Identification technology adds value to the management performed by the government. The most crucial factor for the use of e-Identification technology solutions is the ability to manage the technology in the organization in order to achieve desired results. Therefore, this research attempts to validate the concept of preparation of the organizational capability model for e-Identification measures in the public sector of Lithuania.
Application of content analysis method allows looking at the application of e-Identification solutions from the perspective of organizational capabilities in the public sector of Lithuania. Data and information presented show that the area that requires attention in the e-Identification technology solution implementation in the public sector in Lithuania is the organizational capabilities of technology management.
Additionally, pilot research was carried in order to correct the guidelines of the qualitative research. The pilot research was carried out on the basis of the toolkit for the development of dynamic capabilities for e-Government interoperability developed by the USA researchers Cresswell et al. (2005 Cresswell et al. ( , 2008 and applied by Malinauskienė (2010) for e-Government interoperability matters in Lithuania. Toolkit offers criteria and methodology for the evaluation on organizational capabilities, but it orders to apply the toolkit methodology for the issues of organizational capabilities to infuse e-Identification solutions, it will have to be modified not only on the organizational, but also on the national level of strategic planning and coordination. During the pilot research, information on specificities of organization capabilities to implement e-Identification solutions in the public sector was gathered, analyzed and interlinked with content analysis via comparative and deductive methods.
Pilot research and findings
The pilot research was carried out in order to correct the guidelines to the qualitative research. The pilot research was used to acquire information on the use of e-Identification measures and organizational capabilities in the ministries and governmental departments. The aim of the research is to undertake major research that will support construction and validation of the model for e-Identification in the public sector of Lithuania.
The main questions of the pilot research were on the main areas of the organizational capabilities:
• Technology aspects. Mainly, what e-Identification technology solutions and equipment public sector institution in Lithuania use.
• Organizational aspects. The leading questions were on the use of e-Identification solutions for G2E, G2C, G2B, G2G; what encouraged the use of e-Identification solutions by the institutions; which part of documents were replaced by e-documents; questions on the impact of such technology were asked, etc. • Skills. Questions, such as whether public servants had training to use e-Identification solutions (because in the public sector such solutions would be integrated with document management systems); what are the views of the staff on the technology used by the institution. Different answers of the pilot research are summarized in Table 3 and comments are provided below. Ministries and governmental departments mostly fall under the category of 13 percent that are already using electronic document management systems with platform for qualified electronic signature. More simple and less costly technology solutions for closed systems of e-Identification are not used by the ministries and governmental departments even for G2E communications. The main reason for it is that the use of Public Key Infrastructure is required by the EU law (e-Signature Directive (1999/93)) for the provision of e-Services. Also, simple and less costly e-Identification solutions for closed systems are not used, as they would duplicate e-Identification measures based on qualified electronic signatures.
The stronger the connection of the public sector institution to ICT issues (such as policy formation), the more it is motivated and obliged (even for moral reasons) to use e-Identification solutions and sooner. Institutions that do not have electronic document management systems ensure just a minimum of what is required by the Law on Public Administrations. Article 23.2 of the Law on Public Administration prescribes that public service institutions must be capable to receive and reply to electronic queries.
Those public service institutions that have electronic document management system with qualified electronic certificate platform do not carry G2G exchange. One reason is that no formal obligation is set for G2G electronic communication, but another reason is that if institution has a possibility to carry the exchange of e-Documents, it is not clear which public service institutions (out of 13 percent) are capable to receive e-Documents.
State Social Insurance Fund Board (SODRA) has started to demand its clients to sign a certain type of e-Document forms with a qualified electronic certificate. The reason for that is that social insurance documents will serve as a proof to calculate pensions and will be saved for 75 years (SODRA, 2012) .
Promotion of e-Documents standards is necessary on national and cross-border levels. In Lithuania, the adoption of ADOC standard for the public sector by the Chief Archivist of Lithuania (by the end of 2009) allows public sector institutions to develop document management systems that can ensure effective electronic communications between the public sector institutions. This standard is used by the public sector, but in the case public sector institution would receive e-Documents of other standards from constituency, there might be cases where document management systems used by the public service institutions will not be able to read some files extensions of e-Documents.
According to the representatives of public service institutions, low use of qualified electronic certificates issued by the state to the citizens is influenced by the lack of card readers and general information. On the other hand, ministries and governmental departments are not receiving too many queries from the citizens or businesses. Thus, education of the citizens about the capabilities of national e-Identification card and provision of card readers would be crucial to increase the number of cases when they would turn to the public sector. The Estonian case shows that all national e-Identification cards were provided along with the readers that instantly increased the curiosity and the use of those cards for e-Services provided by the public and private sectors.
E-Document management systems are too costly for small size public institutions, as individual e-Document management system with e-Identification possibility can cost up to several hundred thousand of EUR. E-Document management systems with e-Identification platform on the cloud can help small size public institutions that have different size budget (than those in the ministries or governmental departments) to have a possibility to use and manage e-Documents.
Conclusions
Private e-Identification systems and private e-Identification solutions are still mostly used to access public e-Services by citizens in Lithuania. Use of e-Identification cards with qualified certificates that are issued by the state institutions to the citizens or civil servants are not popular. Time has proven that provision of public e-Services cannot rely on private sector closed e-Identification solution systems (mostly e-Banking). Such practice overloads and burdens the business sector. Thus, the analysis showed that neighboring countries managed to achieve a much effective use of qualified certificates that are issued by the state institutions to the citizens to access public e-Services that are provided by the public and private sectors.
Also, the analysis showed that even ministerial level institutions and governmental departments use e-Document management systems that allow the use of qualified electronic certificate. Nonetheless, there is a gap on the level of government-togovernment communication. Adoption of ADOC standard for the public sector by the Chief Archivist of Lithuania (by the end of 2009) allows the public sector to develop document management systems that can ensure effective electronic communications between the public sector institutions even without legal obligatory provisions.
The content analysis allowed evaluating relation and effect between ICT and organizational capabilities. The pilot research showed the need for deeper research on management models for organizational capabilities in the public sector of Lithuania. Further development of national e-Identification solutions would influence cross-border electronic relation goals of the European Union. That would also encourage citizens to get involved with government institutions using electronic means. Therefore, management recommendations based on scientific research are needed to improve organizational capabilities in the public sector of Lithuania. Further work will be carried out in this area. The main intention in the near future is to prepare and validate organization capabilities model for e-Identification measures implemented by the public sector in Lithuania. 
