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Клинические исследования доказали, эффективность применения устройств искусственного рассве-
та как средства способствующего улучшения самочувствия пользователей за счет имитации естественно-
го восхода солнца, способствующего естественному пробуждению.  
Цель работы – создание устройства для автоматизированного включения освещения (т.е. реализация 
технологии “искусственного рассвета”), с поддержкой управления на месте (с помощью кнопок), или из 
Android приложения посредством протокола Bluetooth. 
Материал и методы. В качестве материала изучения рассматриваются программные и технические 
средства создания устройств, предназначенных для имитации искусственного рассвета.  К числу основ-
ных методов исследования относятся общенаучные методы (системный анализ, синтез, эксперимент), 
изучение технической литературы. 
Результаты и их обсуждение. В качестве платформы было выбрано Arduino Nano на базе микро-
контроллера Atmel ATMega328P.  
Рисунок 1 
 
Технические характеристики: 
микроконтроллер Atmel ATmega328 
рабочее напряжение (логическая уровень) 5 В 
входное напряжение (рекомендуемое) 7-12 В 
входное напряжение (предельное) 6-20 В 
цифровые входы/выходы 14 (6 из которых могут использоваться как выходы ШИМ) 
аналоговые входы 8 
постоянный ток через вход/выход 40 мА 
флеш-память 32 Кб (ATmega328) при этом 2 Кб используются для загрузчика 
ОЗУ 2 Кб (ATmega328) 
eeprom (энергонезависимая память) 1 Кб (ATmega328) 
тактовая частота 16 МГц 
 
Помимо Arduino Nano, в устройстве используются: 
 Модуль часов реального времени DS1302 с I2C контроллером. 
 Жидкокристаллический экран 16 x 2 символов с контроллером HD44780, позволяющем “об-
щаться” с управляющем устройством посредством протокола I2C. 
 Bluetooth модуль HC-05. 
 Реле TRA4. 
 Beeper (зуммер). 
 Блок питания. 
Релизованные возможности: 
 Отображение текущего времени. 
 Асинхронная обработка нажатия кнопок. 
 Отображение приведшего на Bluetooth текста на экране. 
 Включение / отключение освещения. 
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Заключение. Реализованные на данный момент возможности уже на данном этапе подтверждают, 
что перечисленные ниже функции могут быть реализованы в следующих версиях прошивки, среди кото-
рых: меню для управления устройством “на месте”; установка нескольких будильников (времён сраба-
тывания), с возможностью установить для каждого будильника свою мелодию; возможность принимать 
управляющие команды через Bluetooth. 
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Согласно требованиям: НПА и ТНПА в области информационной безопасности Республики Бела-
русь; оперативно-аналитического центра (ОАЦ) при Президенте Республики Беларусь в каждой органи-
зации должна быть разработана и внедрена комплексная система защиты информации (КСЗИ), которой, 
в настоящее время, в ВГУ имени П.М. Машерова (далее – ВГУ) не существует. В компьютерной сети 
университета хранится множество документации не только об учебном процессе, но и личные данные 
сотрудников университета и студентов, информация о финансовых операциях. Вся эта информация тре-
бует качественной защиты. Поэтому, в настоящей работе была поставлена цель – разработать проект по-
литики информационной безопасности ВГУ. 
Материал и методы: официальные электронные правовые интернет ресурсы Республики Бела-
русь; НПА и ТНПА Республики Беларусь в сфере информационной безопасности; описательно-
аналитические и сравнительно-сопоставительные методы. 
Результаты и их обсуждение. На первом этапе была проведена классификация объектов инфор-
матизации по требованиям безопасности приведённая в СТБ 34.101.30-2007 «Информационные техноло-
гии. Методы и средства безопасности. Объекты информатизации. Классификация» [1]. 
Согласно этой классификации, информационная система персональных данных ВГУ относится к клас-
су Б2 – совокупность объектов информатизации, на которых обрабатывается информация в пределах области 
действия комплекса средств безопасности объекта, содержащая сведения, отнесенные в установленном по-
рядке к служебной информации ограниченного распространения, технические средства которых размещены в 
нескольких контролируемых зонах, объединенных защищенными каналами передачи данных. 
В качестве источников, при изучении НПА и ТНПА в сфере информационной безопасности, ис-
пользовались ресурсы сайта «КонсультантПлюс», а так же сайт ОАЦ [2]. 
В качестве примера была проанализирована политика информационной безопасности БГМУ [3]. 
На основании сравнительно-сопоставительного анализа политики и требований ОАЦ, был разработан 
проект Политики информационной безопасности ВГУ, включающий в себя следующие разделы: 
1. Общие положения. 
2. Список терминов и определений. 
3. Описание объекта защиты. 
4. Цели и задачи деятельности по обеспечению информационной безопасности. 
5. Угрозы информационной безопасности. 
6. Модель нарушителя информационной безопасности. 
7. Основные положения по обеспечению информационной безопасности. 
8. Организационная основа деятельности по обеспечению информационной безопасности. 
9. Ответственность за соблюдением положений политики. 
10.  Контроль за соблюдением положений политики. 
11.  Заключительные положения. 
Для внедрения в практику данного проекта, необходима его экспертиза в ЦИТ ВГУ. 
Заключение. Таким образом, в результате выполнения настоящей работы были решены следующие 
задачи: изучены НПА и ТНПА в области защиты информации, действующие в настоящее время в Республике 
Беларусь; разработан проект Политики информационной безопасности ВГУ имени П.М. Машерова.  
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