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Οι περιορισμοί του δικαιώματος διαγραφής κατά το Άρθρο 








Σύμφωνα με το Άρθρο 17 του νέου Γενικού Κανονισμού για την Προστασία Δεδομένων, το 
υποκείμενο των δεδομένων έχει το δικαίωμα να ζητεί τη διαγραφή των δεδομένων 
προσωπικού χαρακτήρα που το αφορούν, από τον υπεύθυνο επεξεργασίας των τελευταίων. 
Πιο συγκεκριμένα, το παραπάνω δικαίωμα «στη λήθη», μπορεί να ενεργοποιηθεί μόνο εάν τα 
εν λόγω δεδομένα δεν είναι πλέον απαραίτητα, σε σχέση με τους σκοπούς για τους οποίους 
συλλέχθηκαν ή υποβλήθηκαν κατ' άλλο τρόπο σε επεξεργασία, καθώς και εάν το υποκείμενό 
τους αποσύρει τη συγκατάθεσή του για την επεξεργασία τους ή εάν αντιτάσσεται σε αυτή. 
Παρά τη νομολογιακή διάπλαση και τη θετική κατοχύρωση του δικαιώματος, διάφορα 
θέματα εγείρονται σχετικά με την εφαρμογή του Άρθρου 17 και, ιδίως, σχετικά με τις 
εξαιρέσεις που εισάγονται με την παρ. 3. Στο παρόν άρθρο, αφού περιγράψουμε την 
νομολογιακή εξέλιξη του εν λόγω δικαιώματος υπό το φως του Δικαστηρίου της Ευρωπαϊκής 
Ένωσης, θα εστιάσουμε στις εξαιρέσεις που επιτάσσει η παρ. 3 του Άρθρου 17.  
 
ΛΕΞΕΙΣ ΚΛΕΙΔΙΑ: Δικαίωμα διαγραφής, δικαίωμα στη λήθη, Γενικός Κανονισμός 
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Νομολογιακή και θετική εξέλιξη του Δικαιώματος Διαγραφής («Δικαίωμα 
στη λήθη») 
Στο νέο Γενικό Κανονισμό για την Προστασία Δεδομένων κατοχυρώνεται με το 
Άρθρο 17 η αναγνώριση ενός προϋπάρχοντος δικαιώματος, του Δικαιώματος Διαγραφής ή 
αλλιώς του Δικαιώματος στην (ψηφιακή) Λήθη . Το δικαίωμα αυτό συνιστά απόρροια της 
γενικότερης ελευθερίας αναπτύξεως της προσωπικότητας του ατόμου1 και ουσιαστικά αφορά 
στο δικαίωμα του ατόμου να μπορεί να σβήσει από το διαδίκτυο πληροφορίες που, αφενός 
δεν επιθυμεί και, αφετέρου, δεν είναι παρουσιάζουν ενδιαφέρον ως τέτοιες για το κοινό. Το 
δικαίωμα διαγραφής είναι το δικαίωμα να ζητεί το υποκείμενο των δεδομένων τη διαγραφή 
των δεδομένων προσωπικού χαρακτήρα που το αφορούν, εφόσον δεν επιθυμεί πια αυτά να 
αποτελούν αντικείμενο επεξεργασίας και εφόσον δεν υφίσταται νόμιμος λόγος να τα κατέχει 
ο υπεύθυνος επεξεργασίας. 
Το δικαίωμα διαγραφής διαμορφώθηκε κατά κύριο λόγο μέσα από θεμελιώδεις 
αποφάσεις ανωτάτων εθνικών δικαστηρίων. Το 1989 το Ανώτατο Δικαστήριο των ΗΠΑ 
αναγνώρισε για πρώτη φορά ότι μπορεί να υφίσταται ιδιωτικό συμφέρον για την διασφάλιση 
του «πρακτικά αδιόρατου» επί συγκεκριμένων προσωπικών πληροφοριών που κατά τα άλλα 
δύναται να είναι διαθέσιμες στο κοινό2. Στην υπόθεση DOJ κατά Reporters Committee for a 
Free Press3, το Δικαστήριο υποστήριξε πως τα αστυνομικά μητρώα του FBI που αφορούν 
πολίτες και που είναι διαθέσιμα δημοσίως δεν είναι εύκολα προσβάσιμα (το περιεχόμενό 
τους είναι πρακτικά αδιόρατο), παρά μόνο σε κάποιον αποφασισμένο ερευνητή. Εφόσον το 
δημόσιο (ή και ιδιωτικό) ενδιαφέρον γι’ αυτά είναι ανύπαρκτο, η τυχόν αυξημένη πρόσβαση 
σ’ αυτά, που διασφαλίζεται από τις διατάξεις του νόμου Ελευθερία της Πληροφόρησης, 
απειλεί το ιδιωτικό συμφέρον που υφίσταται αναφορικά με το πέρασμα αυτών των 
πληροφοριών στην αφάνεια, καθώς η κυκλοφορία τους συνιστά αδικαιολόγητη εισβολή στον 
ιδιωτική ζωή.  
Η αναγνώριση του δικαιώματος διαγραφής στον Ευρωπαϊκό χώρο, ήρθε αρκετά 
αργότερα, το 2014, όταν με στην υπόθεση Google Spain SL και Google Inc κατά Agencia 
Espanola de Proteccion de Datos4 το Δικαστήριο της Ευρωπαϊκής Ένωσης αναγνώρισε το 
δικαίωμα διαγραφής, δικαίωμα στην ψηφιακή λήθη, βασίζοντας την Απόφασή του στην 
Οδηγία 95/46/ΕΚ σχετικά με την προστασία των φυσικών προσώπων έναντι της 
επεξεργασίας δεδομένων προσωπικού χαρακτήρα και για την ελεύθερη κυκλοφορία των 
                                                          
1 Βλ. Παναγοπούλου-Κουτνατζή Φ. (2016), Η εξέλιξη του δικαιώματος στη λήθη (περί λήθης της λήθης;), Μελέτες- 
Απόψεις, ΕφημΔΔ 6/2016, σελ. 714 
2 Βλ. Goodman E. (2015), Practical obscurity and the right to be forgotten: “pretty much” privacy is enough, 
[online] Διαθέσιμο στο: http://blogs.lse.ac.uk/mediapolicyproject/2015/02/11/practical-obscurity-and-the-right-to-
be-forgotten-pretty-much-privacy-is-enough/ 
3 US Supreme Court, Υπόθεση DOJ v. Reporters Commission for Free Press, 489 U.S. 749 (1989) [online] 
Παρατίθεται στο: https://supreme.justia.com/cases/federal/us/489/749/case.html 
4 Υπόθεση Google Spain SL και Google Inc. κατά Agencia Espanola de Proteccion de Datos (AEPD] και Mario 
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δεδομένων αυτών5. Πιο ειδικά, με την Απόφαση αυτή, το ΔΕΕ αναγνώρισε το δικαίωμα του 
ατόμου να ζητά από τους φορείς που παρέχουν υπηρεσίες μηχανών αναζήτησης τη διαγραφή 
των αποτελεσμάτων που εμφανίζουν προσωπικά δεδομένα που τους αφορούν6. Στο πλαίσιο 
αυτό, ο φορέας εκμετάλλευσης μηχανής αναζήτησης υποχρεούται να διαγράφει από τον 
κατάλογο αποτελεσμάτων που εμφανίζεται μετά από αναζήτηση ενός προσώπου, 
συνδέσμους από δημοσιευμένες από τρίτους ιστοσελίδες που περιέχουν πληροφορίες σε 
σχέση με το πρόσωπο αυτό.   
Πριν από την ανωτέρω απόφαση του ΔΕΕ, το ΕΔΔΑ, η πολύτιμη νομολογία του 
οποίου συνεισέφερε και στο θέμα που εξετάζουμε, απεφάνθη το 2013 στην υπόθεση 
Wegrzynowski and Smolczewski κατά Πολωνίας πως ο διαχειριστής ιστοσελίδας οφείλει να 
προσθέσει (ως μιας μορφή «αποζημίωσης») ερμηνευτικό σχόλιο σε προγενέστερο 
δημοσίευμα που είχε αναρτήσει και το οποίο αναφερόταν σε υπόθεση η οποία πλέον είχε 
κριθεί προς όφελος του κατηγορούμενου7. Η υπόθεση αφορούσε το αν θα έπρεπε τα 
προηγούμενα αρνητικά δημοσιεύματα να αποσυρθούν από τη στιγμή που το πρόσωπο που 
αφορούσαν αθωώθηκε τελεσιδίκως. 
Σήμερα μετά την ισχύ του νέου γενικού Κανονισμού ΕΕ/2016/697 για την 
Προστασία Δεδομένων, το δικαίωμα διαγραφής κατοχυρώνεται με το Άρθρο 17 και 
διαχέεται σε όλες τις εθνικές έννομες τάξεις των κρατών-μελών δια της τριτενέργειας. Στο 
πλαίσιο του Άρθρου 17, παρ. 3, εισάγονται οι εξαιρέσεις από την υποχρέωση διαγραφής, 
εξαιρέσεις που περιοριστικά κατανέμονται σε πέντε λόγους που δικαιολογούν τη διατήρηση 
δεδομένων, η οποία κατ’ εφαρμογή της αρχής της αναλογικότητας, επιτρέπεται μόνο όταν 
δεν υπάρχει άλλο, ηπιότερο μέσο για την επίτευξη του ίδιου σκοπού8. Στην επόμενη ενότητα 
θα εξετάσουμε μια προς μια τις εξαιρέσεις από την υποχρέωση διαγραφής σε σχέση με τα 
υπόλοιπα δικαιώματα που συγκρούονται και που επιβάλλουν την συσταλτική ερμηνεία των 
περιοριστικών λόγων εξαίρεσης που θέτει η παρ. 3 του Άρθρου 17.  
 
Οι εξαιρέσεις κατά την παρ. 3 του Άρθρου 17 
Η διαγραφή των δεδομένων μπορεί κατά την παρ.  3 του Άρθρου 17 να αποκλειστεί 
για μια σειρά από λόγους που αναφέρονται περιοριστικά. Όπως αποβλέπει ο κοινοτικός 
νομοθέτης με τις εξαιρέσεις που εισάγει, η διατήρηση των δεδομένων προσωπικού 
χαρακτήρα θα πρέπει να είναι σύννομη όταν είναι αναγκαία για την άσκηση του δικαιώματος 
ελευθερίας της έκφρασης και ενημέρωσης, για τη συμμόρφωση με νομική υποχρέωση, για 
                                                          
5 Βλ. Igglezakis I. (2014), “The right to be forgotten in the Google Spain Case (case C-131/12): A clear victory for 
data protection or an obstacle for the internet?”, [online] Παρατίθεται στο: 
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=2472323 
6 Βλ. Frantziou E. (2014), “Further developments in the right to be forgotten: The European Court of Justice’s 
Judgment in Case C-131/12, Google Spain, SL, Google Inc v. Agencia Espanola de Proteccion de Datos”, Human 
Rights Law Review (HRLR), σελ. 761 επ.  
7 ΕΔΔΑ, Απόφαση Wegrzynowski and Smolczewski κατά Πολωνίας, της 16ης Ιουλίου 2013, (αρ. 33846/07), παρ. 
65-66 
8 Βλ. Ιγγλεζάκης Ι. (2014), Το δικαίωμα στην ψηφιακή λήθη και οι περιορισμοί του, Σάκκουλας: Αθήνα- 
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την εκπλήρωση καθήκοντος που εκτελείται προς το δημόσιο συμφέρον ή κατά την άσκηση 
δημόσιας εξουσίας που έχει ανατεθεί στον υπεύθυνο επεξεργασίας, για λόγους δημόσιου 
συμφέροντος στον τομέα της δημόσιας υγείας, για σκοπούς αρχειοθέτησης προς το δημόσιο 
συμφέρον, για σκοπούς επιστημονικής ή ιστορικής έρευνας ή στατιστικούς σκοπούς, ή για τη 
θεμελίωση, άσκηση ή υποστήριξη νομικών αξιώσεων. Τις εξαιρέσεις αυτές θα εξετάσουμε 
παρακάτω υπό το φως της νομολογίας.   
 
Α) Για την άσκηση του δικαιώματος ελευθερίας της έκφρασης και του δικαιώματος στην 
ενημέρωση 
Το πρώτο στοιχείο της παρ. 3 του Άρθρου 17 εισάγει τον πρώτο περιορισμό στο 
δικαίωμα διαγραφής, περιορισμό υπέρ του δικαιώματος ελευθερίας της έκφρασης. Ο 
περιορισμός αυτός έχει την προέλευσή του από το εθνικό δίκαιο των κρατών-μελών, κάτι που 
εντοπίζουμε και στο Άρθρο 85 του Κανονισμού σύμφωνα με το οποίο κράτη μέλη διά νόμου 
συμβιβάζουν το δικαίωμα στην προστασία των δεδομένων προσωπικού χαρακτήρα με το 
δικαίωμα στην ελευθερία της έκφρασης και πληροφόρηση9. Ωστόσο, όπως θα δούμε αμέσως, 
η επιβολή των περιορισμών αυτών θα πρέπει να υποβάλλεται σε αυστηρό έλεγχο. Έτσι κατά 
την προσπάθεια προσδιορισμού των κριτηρίων οριοθέτησης του δικαιώματος διαγραφής 
κατά τη σύγκρουσή του με το δικαίωμα ελευθερίας της έκφρασης αποφασιστικό ρόλο 
διαδραματίζει ο σκοπός για τον οποίο επιβάλλεται ο περιορισμός.  
Το 2015 η Γαλλική Αρχή Προστασίας Δεδομένων Προσωπικού Χαρακτήρα (CNIL) 
επέβαλε πρόστιμο στη Google γιατί δε συμμορφώθηκε με προηγούμενη σύσταση να 
επεκτείνει την αφαίρεση κάποιων αποτελεσμάτων σε όλες τις μηχανές αναζήτησης 
ανεξαρτήτως της γεωγραφικής καταλήξεως του παρόχου (.fr ή/και .com)10. Η εταιρία 
ισχυρίστηκε ότι κάτι τέτοιο περιορίζει την ελευθερία της έκφρασης, όμως η Αρχή είχε 
διαφορετική προσέγγιση τονίζοντας ότι η επιλεκτική αφαίρεση (από μια γεωγραφική 
περιοχή) δεν συνιστά αποτελεσματική προστασία του ατόμου αφού τα αφαιρεθέντα δεδομένα 
μπορούν να γίνουν προσβάσιμα από άλλη περιοχή (ή κάνοντας χρήση άλλης κατάληξης κατά 
την αναζήτηση)11. Επίσης ισχυρίστηκε πως σε καμία περίπτωση δεν περιορίζεται το δικαίωμα 
στην έκφραση μιας και δεν διαγράφονται οι αναρτήσεις από τις αρχικές ιστοσελίδες, παρά 
μόνο από τις μηχανές αναζήτησης. Η εταιρία προσέφυγε στο Ανώτατο Ακυρωτικό 
Δικαστήριο της Γαλλίας κατά της πράξεως επιβολής του διοικητικού προστίμου και το 
τελευταίο υπέβαλε προδικαστικό ερώτημα στις 21 Αυγούστου 2017 στο ΔΕΕ12, διαδικασία η 
οποία μέχρι σήμερα βρίσκεται σε εξέλιξη.  
                                                          
9 Βλ. Kranenborg H. (2019, Forthcoming), Right to Erasure στο Bygrave L., Docksey C., Kuner C., (επ.), 
Commentary on the EU General Data Protection Regulation (GDPR), Oxford University Press: Oxford, σελ. 60 
10 Βλ. Παναγοπούλου-Κουτνατζή Φ. (2016), Η εξέλιξη του δικαιώματος στη λήθη (περί λήθης της λήθης;), 
Μελέτες- Απόψεις, ΕφημΔΔ 6/2016, σελ. 724 
11 Βλ. μεταξύ άλλων Kuner C. (2015), The Court of Justice of the EU Judgment on Data Protection and Internet 
Search Engines: Current Issues and Future Challenges, στο Hess B. & Mariottini C. (eds), Protecting Privacy in 
Private International and Procedural Law and by Date Protection, Ashgate, σελ. 19 
12 ΔΕΕ, Google Inc κατά Commission nationale de l’ informatique et des libertes (CNIL), (C-505/17), Παρατίθεται 
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Το ΕΔΔΑ έχει συνεισφέρει καθοριστικά με τη νομολογία του στη διαμόρφωση 
αρχών που διέπουν την ελευθερία της έκφρασης. Η ελευθερία της έκφρασης, όπως απεφάνθη 
το Δικαστήριο ήδη από πολύ παλιά, στην υπόθεση Handyside κατά Ηνωμένου Βασιλείου13, 
συνιστά αναγκαίο θεμέλιο μιας δημοκρατικής κοινωνίας, ενώ εφαρμόζεται όχι µόνο στην 
πληροφόρηση ή στις ιδέες που γίνονται ευνοϊκά δεκτές ή θεωρούνται ως ανώδυνες ή 
αδιάφορες, αλλά, επίσης, σε εκείνες που προσβάλλουν, πλήττουν ή ενοχλούν το Κράτος ή 
οποιοδήποτε τμήμα του πληθυσμού. Τέτοιες είναι οι απαιτήσεις της πλουραλιστικής 
ανεκτικότητας και του ανοιχτού πνεύματος, χωρίς τις οποίες δεν νοείται η ύπαρξη 
δημοκρατικής κοινωνίας.  
Όμως δε νοείται η ελευθερία του τύπου να µη συνοδεύεται από ευθύνες και 
περιορισμούς στη συλλογή και μετάδοση πληροφοριών. Έτσι η Ευρωπαϊκή Σύμβαση για τα 
Δικαιώματα του Ανθρώπου στο Άρθρο 10, προνοεί για περιορισμούς, που είναι επίσης 
«αναγκαίοι σε µια δημοκρατική κοινωνία». Στην εν λόγω υπόθεση λοιπόν, το ΕΔΔΑ 
υπέδειξε ότι «αναγκαίοι» σημαίνει µια βαρύνουσα κοινωνική ανάγκη και το κριτήριο είναι 
αυστηρότερο παρά το «εύλογο» και «επιθυμητό»14.  
Στο πλαίσιο αυτό, θα πρέπει επίσης να λαμβάνονται υπόψιν οι περιορισμοί των 
περιορισμών των ατομικών δικαιωμάτων, ενώ η εν λόγω εξαίρεση εισάγεται προκειμένου να 
συνυπάρξει το δικαίωμα στη διαγραφή με το δικαίωμα ελευθερίας της έκφρασης, ώστε να 
διασφαλισθεί η ομαλή λειτουργία των δύο χωρίς να θίγεται ο πυρήνας τους. Δεν πρέπει να 
ξεχνάμε πως κανένα δικαίωμα, κατοχυρωμένο στο Σύνταγμα, δεν θεωρείται «υπέρτερο» των 
άλλων και πως το ζήτημα της σύγκρουσης των ατομικών δικαιωμάτων επιλύεται μονάχα με 
τις αρχές της αναλογικότητας και την αρχή της πρακτικής εναρμονίσεως των ατομικών 
δικαιωμάτων κατά τη συγκεκριμένη εφαρμογή τους15. 
Έτσι, η παρέκκλιση από την διασφάλιση του δικαιώματος διαγραφής δεν θα πρέπει 
να ικανοποιεί απλά την περιέργεια του κοινού και θα πρέπει να υποχωρεί το δικαίωμα στην 
ενημέρωση όταν οι επίμαχες πληροφορίες θίγουν την προστατευόμενη ιδιωτική ζωή του 
θιγόμενου και δεν υφίσταται κανένα δημόσιο συμφέρον στη διάδοσή τους16.  
 
Β) Για την τήρηση της νομικής υποχρέωσης που επιβάλλει την επεξεργασία  
Επεκτείνοντας τον ανωτέρω συλλογισμό, μπορούμε να πούμε πως η επιβολή των 
περιορισμών θα πρέπει να γίνεται για την εκπλήρωση του σκοπού για τον οποίο επιβάλλεται.  
Ο δεύτερος περιορισμός που εισάγεται με το στ. β) γίνεται για την τήρηση τυχόν 
προηγούμενης νομικής υποχρέωσης που επιβάλλει την επεξεργασία βάσει του Δικαίου της 
                                                          
13 ΕΔΔΑ, Απόφαση Handyside κατά Ηνωμένου Βασιλείου, της 7ης Δεκεμβρίου 1976, (αρ. 5493/72) 
14 Ibid., παρ. 41 
15 Βλ. Ιγγλεζάκης Ι. (2014), Το δικαίωμα στην ψηφιακή λήθη και οι περιορισμοί του, Σάκκουλας: Αθήνα- 
Θεσσαλονίκη, σελ. 53-54. Επίσης βλ. Χρυσόγονος Κ. (2006), Ατομικά και Κοινωνικά Δικαιώματα, Σάκκουλας: 
Αθήνα, σελ. 102 επ.  
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Ένωσης ή του δικαίου κράτους μέλους στο οποίο υπάγεται ο υπεύθυνος επεξεργασίας ή για 
την εκπλήρωση καθήκοντος που εκτελείται προς το δημόσιο συμφέρον ή κατά την άσκηση 
δημόσιας εξουσίας που έχει ανατεθεί στον υπεύθυνο της επεξεργασίας. Η θεμελίωση του 
περιορισμού αυτού εντοπίζεται στις διατάξεις του Άρθρου 6 παρ. 1 στοιχεία γ) και ε). Όπως 
αναφέρεται στις παραπάνω διατάξεις, η επεξεργασία είναι απαραίτητη τόσο για τη 
συμμόρφωση του υπευθύνου επεξεργασίας με προηγούμενη έννομη υποχρέωση, όσο και για 
την εκπλήρωση καθήκοντος που εκτελείται προς το δημόσιο συμφέρον ή κατά την άσκηση 
δημόσιας εξουσίας που έχει ανατεθεί στον υπεύθυνο επεξεργασίας17. 
Όταν, λοιπόν, απαιτείται από άλλον, ίσης τυπικής ισχύος, κανόνα του Δικαίου της 
Ένωσης ή της εσωτερικής έννομης τάξης κράτους-μέλους η υποχρέωση επεξεργασίας 
δεδομένων, τότε και μόνο δύναται να νοηθεί η δυνατότητα του περιορισμού στο δικαίωμα 
διαγραφής, χωρίς ωστόσο να θίγεται ο πυρήνας του, βάσει των επιταγών της αρχής της 
αναλογικότητας. Οι δικαιολογητικοί λόγοι για τον περιορισμό του δικαιώματος, είναι η 
εκπλήρωση καθήκοντος που έχει να κάνει με το δημόσιο συμφέρον ή την άσκηση δημόσιας 
εξουσίας που έχει ανατεθεί με συνταγματικό τρόπο στον υπεύθυνο επεξεργασίας.  
Κατ’ εφαρμογή των αρχών της αναλογικότητας και της λειτουργικής και πρακτικής 
εναρμονίσεως των ατομικών δικαιωμάτων κατά τη συγκεκριμένη εφαρμογή τους οφείλουμε 
να διερευνήσουμε την πιθανότητα της αμοιβαίας ικανοποίησης των αντιτιθέμενων 
δικαιωμάτων, η οποία θα είναι αποτέλεσμα της αμοιβαίας υπαναχώρησής τους ή διαφορετικά 
την υποχώρηση του ενός υπέρ του άλλου σε κάθε συγκεκριμένη περίπτωση σύγκρουσης.  
Χαρακτηριστικό παράδειγμα εφαρμογής του εν λόγω περιορισμού συναντούμε στην 
υπόθεση Manni18 που αφορούσε προδικαστικό ερώτημα που υπέβαλε το Ανώτατο 
Ακυρωτικό Δικαστήριο της Ιταλίας στο ΔΕΕ, και σύμφωνα με την οποία το Δικαστήριο 
διαμόρφωσε τον εν λόγω περιορισμό αναφέροντας πως τα κράτη-μέλη δεν μπορούν να 
εγγυώνται το καταρχήν προβλεπόμενο δικαίωμα των ενδιαφερομένων, για διαγραφή των 
δεδομένων προσωπικού χαρακτήρα που τα αφορούν, τα οποία έχουν καταχωριστεί (στα 
σχετικά μητρώα εταιρίας) κατ’ εφαρμογή των διατάξεων της Οδηγίας 68/151/ΕΟΚ19 ή για 
κλείδωμα των δεδομένων αυτών έναντι του κοινού20.  
                                                          
17 Βλ. Kranenborg H. (2019, Forthcoming), Right to Erasure στο Bygrave L., Docksey C., Kuner C., (επ.), 
Commentary on the EU General Data Protection Regulation (GDPR), Oxford University Press: Oxford, σελ. 64 
18 ΔΕΕ, Υπόθεση Camera di Commercio, Industria, Artigianato e Agricoltura di Lecce κατά Salvatore Manni (C-
398/15), Απόφαση της 9ης Μαρτίου 2017, παρατίθεται στο: 
http://curia.europa.eu/juris/liste.jsf?language=en&num=C-398/15 
19 Ουσιαστικά πρόκειται για την υποχρέωση δημοσιότητας στοιχείων των εταιριών, στα οποία περιλαμβάνονται 
δεδομένα που αφορούν το διορισμό, την αποχώρηση καθώς και τα ατομικά στοιχεία των προσώπων, τα οποία είτε 
ως προβλεπόμενο όργανο από το νόμο είτε ως μέλη τέτοιου οργάνου έχουν την εξουσία να δεσμεύουν την εταιρία 
έναντι τρίτων και να την εκπροσωπούν ενώπιον δικαστηρίου, όπως και ατομικά στοιχεία των εκκαθαριστών. Βλ. 
Οδηγία 68/151/ΕΟΚ, Άρθρο 2 παρ. 1 στ. δ) και ι). Βλ. επίσης European Commission (2017), EC Press Release 
Manni, παρατίθεται στο: https://curia.europa.eu/jcms/upload/docs/application/pdf/2017-03/cp170027en.pdf 
20 ΔΕΕ, Υπόθεση Camera di Commercio, Industria, Artigianato e Agricoltura di Lecce κατά Salvatore Manni (C-
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Στην ίδια δικαιολογητική βάση εδράζεται και η επεξεργασία των δεδομένων. Για 
παράδειγμα στην αιτιολογική σκέψη 45 του Κανονισμού αναφέρεται πως όταν η επεξεργασία 
διενεργείται σύμφωνα με νομική υποχρέωση την οποία υπέχει ο υπεύθυνος επεξεργασίας ή 
όταν είναι αναγκαία για την εκπλήρωση καθήκοντος που εκτελείται προς το δημόσιο 
συμφέρον ή κατά την άσκηση δημόσιας εξουσίας, η επεξεργασία θα πρέπει να έχει βάση στο 
δίκαιο της Ένωσης ή κράτους μέλους. Στην περίπτωση αυτή ο Κανονισμός δεν απαιτεί 
συγκεκριμένο νόμο για κάθε μεμονωμένη επεξεργασία. Μπορεί συνεπώς να αρκεί ένας μόνο 
νόμος ως βάση για περισσότερες από μία πράξεις επεξεργασία.  
Τέλος ο καθορισμός του σκοπού της επεξεργασίας θα πρέπει να εναπόκειται στο 
δίκαιο της Ένωσης ή κράτους μέλους, όπως κι επίσης θα πρέπει να εναπόκειται στο 
Ενωσιακό Δίκαιο ή στο δίκαιο των κρατών μελών ο καθορισμός του κατά πόσον ο υπεύθυνος 
επεξεργασίας που εκπληρώνει καθήκον21 που εκτελείται προς το δημόσιο συμφέρον ή κατά 
την άσκηση δημόσιας εξουσίας θα πρέπει να είναι δημόσια αρχή ή άλλο φυσικό ή νομικό 
πρόσωπο που διέπεται από το δημόσιο δίκαιο ή, σε περίπτωση που αυτό δικαιολογείται από 
λόγους δημόσιου συμφέροντος, μεταξύ άλλων για λόγους υγείας, όπως η δημόσια υγεία και η 
κοινωνική προστασία και η διαχείριση των υπηρεσιών υγειονομικής περίθαλψης, από το 
ιδιωτικό δίκαιο, όπως μία επαγγελματική οργάνωση. 
 
Γ) Για λόγους δημοσίου συμφέροντος στον τομέα της δημόσιας υγείας  
Η διαγραφή δεδομένων προσωπικού χαρακτήρα που αφορούν τον τομέα της 
δημόσιας υγείας δεν δύναται να λάβει χώρα εφόσον η διατήρησή τους είναι αναγκαία για 
λόγους δημοσίου συμφέροντος. Στο πλαίσιο αυτό το στοιχείο γ) εισάγει τον περιορισμό αυτό, 
τον οποίο μάλιστα θέτει υπό το πλαίσιο των διατάξεων του Άρθρου 9 παρ. 2 στ. η) και θ) 
καθώς και της παρ. 3.  
Η επεξεργασία, επομένως, ειδικών κατηγοριών δεδομένων προσωπικού χαρακτήρα 
(τέτοια είναι, κατά κύριο λόγο, τα ευαίσθητα προσωπικά δεδομένα) μπορεί να καθίσταται 
επιτακτική για λόγους δημόσιου συμφέροντος στους τομείς της δημόσιας υγείας, χωρίς τη 
συναίνεση του υποκειμένου των δεδομένων. Η εν λόγω επεξεργασία θα πρέπει να υπόκειται 
σε κατάλληλα και ειδικά μέτρα για την προστασία των δικαιωμάτων και ελευθεριών των 
φυσικών προσώπων. Στο πλαίσιο αυτό, όπως αναφέρεται στην αιτιολογική σκέψη 54, η 
«δημόσια υγεία» θα πρέπει να ερμηνεύεται όπως ορίζεται στον κανονισμό (ΕΚ) αριθ. 
1338/2008 του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου, δηλαδή ως το σύνολο των 
στοιχείων που συνδέονται με την υγεία, συγκεκριμένα η κατάσταση της υγείας, 
περιλαμβανομένων της νοσηρότητας και αναπηρίας, οι καθοριστικοί παράγοντες που 
επιδρούν στην κατάσταση της υγείας, οι ανάγκες υγειονομικής περίθαλψης, οι πόροι που 
διατίθενται για την υγειονομική περίθαλψη, η παροχή υγειονομικής περίθαλψης και η 
πρόσβαση από όλους σε αυτήν, καθώς και οι δαπάνες και η χρηματοδότηση της υγειονομικής 
περίθαλψης και οι αιτίες θνησιμότητας. 
                                                          
21 Βλ. Piltz C. (2018), The right to erasure, the right to object and marketing,: finding the balance, Reusch 
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Ο ανωτέρω περιορισμός λοιπόν τελεί υπό την αίρεση22 των διατάξεων του Άρθρου 9 
παρ. 2 και συγκεκριμένα, όπως περιγράφεται στο στ. β) όταν η επεξεργασία είναι απαραίτητη 
για την προστασία των ζωτικών συμφερόντων του υποκειμένου των δεδομένων ή άλλου 
φυσικού προσώπου, εάν το υποκείμενο των δεδομένων είναι σωματικά ή νομικά ανίκανο να 
συγκατατεθεί αλλά και όταν (στ. η) η επεξεργασία είναι απαραίτητη για σκοπούς 
προληπτικής ή επαγγελματικής ιατρικής, εκτίμησης της ικανότητας προς εργασία του 
εργαζομένου, ιατρικής διάγνωσης, παροχής υγειονομικής ή κοινωνικής περίθαλψης ή 
θεραπείας ή διαχείρισης υγειονομικών και κοινωνικών συστημάτων και υπηρεσιών βάσει του 
Ενωσιακού Δικαίου ή του δικαίου κράτους μέλους ή δυνάμει σύμβασης με επαγγελματία του 
τομέα της υγείας και με την επιφύλαξη των προϋποθέσεων και των εγγυήσεων που 
αναφέρονται στην παράγραφο 3.  
Οι εγγυήσεις αυτές έχουν να κάνουν με την επεξεργασία από ή υπό την ευθύνη 
επαγγελματία που υπόκειται στην υποχρέωση τήρησης του επαγγελματικού απορρήτου βάσει 
του δικαίου της Ένωσης ή κράτους μέλους ή βάσει κανόνων που θεσπίζονται από αρμόδιους 
εθνικούς φορείς ή από άλλο πρόσωπο το οποίο υπέχει επίσης υποχρέωση τήρησης του 
απορρήτου βάσει του δικαίου της Ένωσης ή κράτους μέλους ή βάσει κανόνων που 
θεσπίζονται από αρμόδιους εθνικούς φορείς.  
 
Δ) Για σκοπούς αρχειοθέτησης προς το δημόσιο συμφέρον, για σκοπούς επιστημονικής ή 
ιστορικής έρευνας ή για στατιστικούς σκοπούς  
Για λόγους αρχειοθέτησης που άπτονται του δημόσιου συμφέροντος, για σκοπούς 
επιστημονικής ή ιστορικής έρευνας ή για στατιστικούς σκοπούς θα πρέπει να θεωρείται 
συμβατή σύννομη πράξη επεξεργασίας που δικαιολογεί την επιβολή του περιορισμού.  
Έτσι, σύμφωνα με την αιτιολογική σκέψη 50, το δικαίωμα διαγραφής θα πρέπει να 
υποχωρεί όταν ο λόγος της διατήρησης των δεδομένων γίνεται για σκοπούς αρχειοθέτησης 
προς το δημόσιο συμφέρον, σκοπούς επιστημονικής ή ιστορικής έρευνας ή στατιστικούς 
σκοπούς θα πρέπει να υπόκειται σε κατάλληλες εγγυήσεις για τα δικαιώματα και τις 
ελευθερίες του υποκειμένου των δεδομένων σύμφωνα με τον παρόντα κανονισμό. Οι εν λόγω 
εγγυήσεις θα πρέπει να διασφαλίζουν ότι έχουν θεσπιστεί τα τεχνικά και οργανωτικά μέτρα 
που εγγυώνται, ειδικότερα, την αρχή της ελαχιστοποίησης των δεδομένων.  
Οι εν λόγω προϋποθέσεις και εγγυήσεις, όπως είναι για παράδειγμα και η πρόνοια για 
την μη ταυτοποίηση των υποκειμένων των δεδομένων, ενδέχεται να συνεπάγονται ειδικές 
διαδικασίες, ώστε τα υποκείμενα των δεδομένων να ασκούν τα δικαιώματα αυτά, εφόσον 
είναι σκόπιμο για τους σκοπούς που επιδιώκονται με τη συγκεκριμένη επεξεργασία, 
παράλληλα με τεχνικά και οργανωτικά μέτρα που αποσκοπούν στην ελαχιστοποίηση της 
επεξεργασίας δεδομένων προσωπικού χαρακτήρα σύμφωνα με τις αρχές της αναλογικότητας 
και της αναγκαιότητας, σύμφωνα και με τα όσα προβλέπει η παρ. 1 του Άρθρου 89 του εν 
λόγω Κανονισμού23.  
                                                          
22 Βλ. Kranenborg H. (2019, Forthcoming), Right to Erasure στο Bygrave L., Docksey C., Kuner C., (επ.), 
Commentary on the EU General Data Protection Regulation (GDPR), Oxford University Press: Oxford, σελ. 64 
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Τέλος, θα πρέπει να λαμβάνονται υπόψη οι θεμιτές προσδοκίες της κοινωνίας για 
αύξηση της γνώσης και όχι απλά η διατήρηση των δεδομένων για σκοπούς πέραν των 
ανωτέρω. Έτσι η επιστημονική έρευνα θα πρέπει να περιλαμβάνει τη βασική έρευνα, 
εφαρμοσμένη έρευνα και ιδιωτικά χρηματοδοτούμενη έρευνα, ενώ θα πρέπει να λαμβάνει 
υπόψη και το στόχο της Ένωσης βάσει του Άρθρου 179, παρ. 1 ΣΛΕΕ αναφορικά με την 
επίτευξη ενός Ευρωπαϊκού Χώρου Έρευνας24.  
 
Ε) Για τη θεμελίωση, άσκηση ή υποστήριξη νομικών αξιώσεων  
Ο τελευταίος περιορισμός που τίθεται με το στοιχείο ε΄ της παρ. 3 του Άρθρου 17 
αφορά την διατήρηση των δεδομένων με στόχο να χρησιμοποιηθούν για την υποστήριξη 
νομικών αξιώσεων.  
Η παρέκκλιση αυτή επιτρέπει την επεξεργασία τέτοιων δεδομένων προσωπικού 
χαρακτήρα από τις αρχές όταν είναι αναγκαία για τη θεμελίωση, άσκηση ή υποστήριξη 
νομικών αξιώσεων, είτε σε δικαστική διαδικασία είτε σε διοικητική ή τυχόν εξωδικαστική 
διαδικασία ή τέλος όταν τα δικαστήρια ενεργούν υπό τη δικαιοδοτική τους ιδιότητα.  
Συνεπώς ο σκοπός και εδώ για την διατήρηση των δεδομένων είναι συγκεκριμένος 
και ως εκ τούτου δεν αφορά όλα τα δεδομένα ενώ σε κάθε περίπτωση θα πρέπει η εφαρμογή 
και αυτού του περιορισμού να τελεί υπό την αρχή της αναλογικότητας.  
 
Αντί επιλόγου: Οι γκρίζες ζώνες της εξω-εδαφικότητας και της 
δευτερογενούς αποθήκευσης των δεδομένων 
Παρά τους ανωτέρω περιορισμούς του δικαιώματος διαγραφής και τα ζητήματα που 
ανακύπτουν αναφορικά με τη σύγκρουση άλλων δικαιωμάτων ίσης τυπικής ισχύος, τίθενται 
και άλλου είδους ζητήματα που αφορούν τις τεχνολογικές και γεωγραφικές παραμέτρους της 
διατήρησης των δεδομένων τη διαγραφή των οποίων το άτομο επιθυμεί. Για παράδειγμα στην 
Υπόθεση Google Spain, το Δικαστήριο διαπίστωσε πως υπηρεσία Google Search παρέχεται 
σε παγκόσμιο επίπεδο μέσω του ιστοτόπου «www.google.com», αλλά σε πολλά κράτη, 
υπάρχουν εγχώριες εκδόσεις προσαρμοσμένες στην εθνική γλώσσα (π.χ. www.google.gr). Το 
ζήτημα που προκύπτει εδώ αφορά την εξω-εδαφική εφαρμογή του Ενωσιακού Δικαίου και 
την εφαρμογή του δικαιώματος διαγραφής, δηλαδή αν αυτό έχει εφαρμογή μόνο εντός της 
Ένωσης (δλδ σε καταλήξεις εγχώριας έκδοσης) ή αν εκτείνεται παγκοσμίως σε όλα τα 
ονόματα (ή έστω στο .com). Το πρόβλημα στην πρώτη περίπτωση έχει να κάνει με το αν ένας 
Ευρωπαίος πολίτης, παρότι μπορεί να χρήση του δικαιώματος διαγραφής και να ικανοποιηθεί 
σε Ενωσιακό επίπεδο, διαπιστώσει πως τα δεδομένα του έχουν διαδοθεί και σε άλλες 
εκδόσεις και ιδίως στην παγκόσμια έκδοση της google (.com).  
Κάποιες ιδέες για την αντιμετώπιση του προβλήματος έχουν να κάνουν με την 
επιβολή περιορισμών στην αναζήτηση στοιχείων, υπό την έννοια της εμφάνισης 
                                                          
24 Βλ. Ιγγλεζάκης Ι. (2014), Το δικαίωμα στην ψηφιακή λήθη και οι περιορισμοί του, Σάκκουλας: Αθήνα- 
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περιορισμένων αποτελεσμάτων κατά την αναζήτηση σε μηχανές αναζήτησης ανάλογα με την 
γεωγραφική τοποθεσία του χρήστη. Όμως αυτό δεν είναι τεχνικά εύκολο καθώς ακόμη και 
εντός Ε.Ε. μπορεί κανείς τροποποιώντας κατάλληλα την IP του να «αλλάζει» τεχνητά και 
γεωγραφική περιοχή.  
Το ανωτέρω ζήτημα αναμένεται να ξεκαθαρίσει ίσως περισσότερο αφού αποφανθεί 
το ΔΕΕ σχετικά με την υπόθεση του προστίμου που επέβαλε η CNIL  κατά της Google. 
Ουσιαστικά το ζήτημα που τίθεται εδώ δεν αφορά την εξω-εδαφική ισχύ του Γαλλικού ή 
Ενωσιακού δικαίου αλλά την τήρηση του τελευταίου εντός της Ένωσης από εταιρίες ή 
όποιον τρίτο εκτός της Ένωσης που επιθυμεί να λειτουργήσει εντός αυτής και με τους 
κανόνες της τελευταίας.  
Τέλος ένα ζήτημα τεχνικής φύσεως, που όμως έχει και νομικές πτυχές, είναι εκείνο 
που αφορά τη δευτερογενή αποθήκευση των δεδομένων (π.χ. σε μορφή που απαιτεί την 
παρέμβαση του χρήστη όπως είναι για παράδειγμα ένα αποθηκευτικό μέσο τύπου USB). Έχει 
επισημανθεί λοιπόν το ζήτημα για το αν το δικαίωμα διαγραφής περιλαμβάνει την διαγραφή 
και από αποθηκευτικά μέσα δευτερογενούς αποθήκευσης στα οποία απαιτείται παρέμβαση 
του χρήστη προκειμένου να ανασύρει τις πληροφορίες και όχι μόνο από μέσα πρωτογενούς 
αποθήκευσης όπως είναι για παράδειγμα ένας σκληρός δίσκος του υπολογιστή στο οποίο 
βρίσκεται η βάση δεδομένων. Επίσης ζήτημα τίθεται και με την αποθήκευση δεδομένων σε 
υπολογιστικό νέφος.  
Τα ανωτέρω ζητήματα αναμένεται αντιμετωπιστούν στην πράξη κι ενδεχομένως να 
διαπλαστούν νομολογιακά, κάτι που θα έχει μεγάλο ενδιαφέρον ιδίως καθώς προκύπτουν και 
νέες προκλήσεις αναφορικά με την εναρμόνιση του Κανονισμού με τα υπόλοιπα θέματα της 
ατζέντας των τεχνολογιών πληροφόρησης όπως το Διαδίκτυο των Πραγμάτων (IoT), τις 
υπηρεσίες υπολογιστικού νέφους (cloud computing), τα μαζικά δεδομένα (big data) και την 
ανάλυση δεδομένων (data analytics).   
