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Кваліфікаційна робота присвячена впровадженню списків контролю доступу для забезпечення 
інформаційної безпеки в ТМ «Копійочка». Розроблені заходи дозволили підвищити рівень захищеності 
персональних даних, які зберігаються і обробляються в інформаційній системі підприємства. 
Метою кваліфікаційної роботи була розробка і реалізація проекту по впровадженню списків 
контролю доступу в мережі ТМ «Копійочка». 
Для досягнення поставленої мети були вирішені такі завдання: 
 виконано техніко-економічну характеристику предметної області та підприємства; 
 проведено аналіз ризиків інформаційної безпеки підприємства; 
 виконано обґрунтування необхідності вдосконалення системи забезпечення інформаційної 
безпеки і захисту інформації на підприємства; 
 виконано огляд методів забезпечення захисту даних в мережі підприємства; 
 виконано огляд методів використання списків контролю доступу; 




The qualification thesis is devoted to the to implementation Access Control Lists to ensure information 
security in the Kopiyochka trademark. The developed measures will increase the level of security of personal 
data that is stored and processed in the enterprise's information system. 
The purpose of the qualification paper was to develop and implement a project to implement access 
control lists in the network of TM Kopiyochka. 
To achieve this goal it was necessary to solve the following tasks: 
 technical and economic characteristics of the subject area and enterprise are performed; 
 analysis of information security risks of the enterprise was carried out; 
 justification of the need to improve the system of ensuring information security and Information 
Protection at Enterprises was carried out; 
 an overview of methods for ensuring data protection in the enterprise network is performed; 
 an overview of methods for using access control lists has been performed; 
 a project on using access control lists in Cisco iOS has been developed and implemented. 
