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Pravica do zasebnosti na delovnem mestu je temeljna človekova pravica, ki je pravno 
zavarovana tako v okviru mednarodnih pravnih aktov kot notranje zakonodaje. 
Mednarodno je pravno zavarovana v okviru konvencij, ki so v Republiki Sloveniji 
neposredno uporabno pravo, in sicer v okviru splošnih določb, ki se nanašajo na 
osebnostne pravice in zasebnost. Med najpomembnejšimi pravnimi akti sta zagotovo 
Konvencija o varstvu človekovih pravic in temeljnih svoboščin (ESČP), Konvencija o 
varstvu posameznika glede na avtomatsko obdelavo podatkov.V nacionalnem pravu je 
pravica do zasebnosti zavarovana z ustavnimi določbami, s katerimi je zavarovana tudi 
pravica do zasebnosti na delovnem mestu. Sicer so posamezna področja, ki varujejo 
delavca v delovnem razmerju nasproti delodajalcem, zavarovana tudi v številnih zakonskih 
in podzakonskih aktih. Določbe, ki delodajalcu nalagajo varstvo delavčevega dostojanstva 
na delovnem mestu in med katere sodi tudi pravica do zasebnosti, so bile v Zakon o 
delovnih razmerjih prvič uvrščene leta 2002. K zavedanju pomena pravice do zasebnosti 
na delovnem mestu je prispeval tudi Zakon o varstvu osebnih podatkov (ZVOP-1) in 
ustanovitev Informacijskega pooblaščenca, ki je z delom začel 1. 1. 2006. S svojim delom 
pomembno prispeva varstvu k te pravice, in sicer s svojim delovanjem, ozaveščanjem 
javnosti (nastopanja v sredstvih javnega obveščanja), smernicami, inšpekcijskimi pregledi 
na podlagi prijav in tistimi, ki jih opravi po uradni dolžnosti. Še zlasti opozarja na 
nevarnost informacijske tehnologije, ki predstavlja čedalje večjo grožnjo za delavčevo 
zasebnost. Posebne zakonodaje s tega področja ni, čeprav je ravno informacijski 
pooblaščenec pripravil osnutek Zakona o zasebnosti na delovnem mestu, vendar do 
obravnave in sprejema le-tega ni prišlo. Očitno je, da časi niso ravno primerni za tovrstno 
zakonodajo. Vsekakor pa bo razvoj zakonodaje šel v tej smeri. To je moč sklepati na 
podlagi podobnih dilem tudi v drugih državah, npr. v ZRN postopek sprejemanja tega 
zakona traja kar nekaj časa. Delodajalci želijo, da zakon delavcem le ne bi dovoljeval 
preveč zasebnosti v škodo delodajalčevim (sicer legitimnim) interesom, ki izhajajo iz 
delovnega razmerja. Problematično je  vprašanje, koliko zasebnosti na delovnem mestu 
naj ima delavec, da ne ogroža vitalnih interesov delodajalca. Odgovore na to vprašanje v 
zadnjih letih daje informacijski pooblaščenec s svojimi stališči in odločitvami ter sodna 
praksa, ki temelji zlasti na odločitvah ESČP. 
 
Ključne besede: človekove pravice, osebnostne pravice, zasebnost, pravica do 









LEGAL ASPECTS OF THE RIGHT TO PRIVACY IN THE WORKPLACE 
 
Individual's right to privacy in the workplace is one of basic human rights legally protected 
by national law as well as international legislation. Internationally, it is legally protected by 
conventions which are a directly applicable law in Slovenia through general provisions 
relating to personal rights and privacy.  
Important acts include the European Convention on Human Rights and The Data 
Protection Act. In our law the right to privacy is protected by constitutional provisions, 
which also include the right to privacy in the workplace. Other areas protecting an 
employee in employment relationship are also protected by numerous legal and executive 
acts. Provisions which impose protection of employee’s dignity in the workplace were first 
introduced in Employment Relationship Act in 2002. The right to privacy is one of these 
provisions. Personal Data Protection Act and Information Commissioner Act contributed 
significantly to a higher awareness of the importance of the right to privacy in the 
workplace. The commissioner, who started working on 1 January 2006, has an important 
role in protecting this right by carrying out numerous activities, raising public awareness 
(speaking in the media) and providing guidelines. He is obliged to start inspection 
proceedings after file applications or by official duty. Commissioner is mostly concerned 
that worker's privacy faces a threat from information technology. There is no adopted law 
concerning this area. The Commissioner's office has prepared the draft of Privacy Act in 
the workplace, but it has not been discussed or adopted by the parliament.  It seems that 
the time is not right to bring in new legislation.  However, the development of legislation 
will continue in this way. We can assume this on the basis of similar dilemmas in other 
countries, e.g. in Germany this law has been in the process of adopting for a long time. 
There are employers’ interests which fear that the law would provide too much privacy in 
harm of the employers legitimate interests. The question is how much privacy employees 
should have in the workplace in order not to endanger employer’s vital interests. The 
answers are provided by Information Commissioner through his positions and decisions, 
and the decisions of the court which are mostly based on European Convention on Human 
Rights. 
 
Key word: human rights, personal rights, privacy, the right to privacy, workplace, 
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KRATICE, OKRAJŠAVE IN PREVODI TUJIH IZRAZOV 
 
EKČP – Evropska konvencija za človekove pravice  
ES – Evropska skupnost 
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MPESKP – Mednarodni pakt o ekonomskih, socialnih in kulturnih pravicah 
NVO – Nevladne organizacije 
OdlUS – Odločba ustavnega sodišča 
ODZ – Obči državljanski zakonik 
OVS MORS – Obrambno-vojaška obveščevalna služba Ministrstva za obrambo Republike 
Slovenije 
OZ – Obligacijski zakonik  
OZN – Organizacija združenih narodov 
SFRJ – Socialistična federativna republika Jugoslavija 
ZDD – Zakona o detektivski dejavnosti 
ZDMP – Zakon o določitvi minimalne plače  
ZDR – Zakon o delovnih razmerjih 
ZEKom – Zakon o elektronskih komunikacijah 
ZEPDSV – Zakon o evidencah o zaposlenih delavcih 
ZIZ – Zakon o izvršbi in zavarovanju  
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ZSOVA – Zakon o Sovi 
ZSPJS – Zakon o sistemu plač v javnem sektorju  
ZTPDR – Zakon o temeljnih pravicah iz delovnega razmerja 
ZVarCP – Zakon o varuhu človekovih pravic 









V magistrskem delu sem se poglobila predvsem v pravni vidik zasebnosti na delovnem 
mestu, proučila vsebino in obseg pravnih aktov, ki urejajo to področje zasebnosti, in tako 
v teoretičnem kot v raziskovalnem delu ugotavljala, če takšno stanje pravne urejenosti 
dejansko zadostuje, da ne prihaja do prekomernih posegov v to pravico s strani 
delodajalcev, in sicer za različne oblike zasebnosti na delovnem mestu. 
Mednarodnopravni temelj pravice do zasebnosti predstavlja 12. člen Splošne deklaracije o 
človekovih pravicah, ki je upoštevan tudi v vseh drugih mednarodnih pravnih aktih, med 
drugim v Evropski konvenciji o človekovih pravicah (EKČP, 8. člen)1, ki je najučinkovitejši 
mednarodnopravni akt za varstvo človekovih pravic. 
Pravica do zasebnosti je ena temeljnih človekovih pravic in je zelo kompleksna. Skozi čas 
se je spreminjal njen pomen, obseg in varstvo. Tudi danes ni natančno definirana in v 
pravnih aktih ni natančno določeno, kakšen je njen obseg. Pogosto šele sodna praksa 
določa meje, do katerih se lahko posega v to pravico. Še zlasti je pomembna praksa 
Evropskega sodišča za človekove pravice (ESČP), ki je večkrat odločalo o kršitvah pravice 
do zasebnosti in še posebej pravice do zasebnosti na delovnem mestu ter v svojih sodbah 
jasno nakazalo usmeritev področja zasebnosti na delovnem mestu. Izpostavljam le 
najbolj znana primera, in sicer Halford2  in Copland proti Združenemu Kraljestvu, kjer 
je ESČP v sodbah jasno zapisalo, da je bil kršen 8. člen Konvencije o človekovih pravicah. 
Ti sodbi predstavljata hkrati ključni ustavosodni test glede dopustnosti posega v pravico 
do zasebnosti na splošno, še zlasti glede komunikacijske zasebnosti (tajnosti pisem in 
drugih občil). 
 
                                           
1 8. Člen EKČP: »Vsakdo ima pravico do spoštovanja svojega zasebnega in družinskega življenja, 
svojega doma in dopisovanja. Javna oblast se ne sme vmešavati v izvrševanje te pravice, razen če 
je to določeno z zakonom in nujno v demokratični družbi zaradi državne varnosti, javne varnosti ali 
ekonomske blaginje države, zato da se prepreči nered ali zločin, da se zavaruje zdravje ali morala 
ali da se zavarujejo pravice in svoboščine drugih ljudi«
 
(Ur. l. RS, Mednarodne pogodbe, št. 7/94). 
2 Prevod sodbe Halford proti Združenemu kraljestvu (1997).  
(http://www.svetevrope.si/sl/evropsko_sodisce_za_clovekove_pravice/slovenski_prevodi_sodb/117





»Sodba ESČP je še enkrat pokazala, da mora delodajalec v razmerju do delavca ravnati 
skrajno benevoletno glede njegovih pravic. Ta ugotovitev velja še toliko bolj, kolikor gre 
za človekove pravice in svoboščine. Odplačnost razmerja sama po sebi ne opravičuje 
delodajalca, da z delavcem razpolaga kot z drugimi delovnimi sredstvi, ampak mora biti 
njegovo ravnanje utemeljeno na jasnih in določnih pravnih pravilih, ki jih večinoma 
postavlja sam, vendar v duhu socialne pravičnosti tudi v soglasju s predstavniki 
delavcev« (Podpečan, 2007, str. 31). 
Za varstvo pravice do zasebnosti v delovnem razmerju so poleg sodne prakse pomembne 
tudi odločitve, mnenja in smernice Informacijskega pooblaščenca3, vsem pa je skupno 
opozarjanje na dva vidika pravice do zasebnosti, in sicer na varstvo osebnih podatkov in 
pravico do zasebnosti, ki je zajamčena s 35. členom Ustave RS. 
 
Problem raziskovanja 
Zaradi naraščajoče potrebe po spoštovanju in varovanju zasebnosti kot ene izmed 
temeljnih človekovih pravic so se leta 1967 v Stockholmu zbrale delegacije pravnikov 
članic Sveta Evrope in drugih držav (Konferenca nordijskih pravnikov) na temo Pravica do 
zasebnosti. Zaključki te konference veljajo za nekakšno deklaracijo, ki izhaja iz 
pomembnosti pravice do zasebnosti. V preambuli tega dokumenta je ugotovitev, da 
naraščajoča kompleksnost družbe zahteva natančnejšo zaščito pravice do zasebnosti, kot 
je to bilo potrebno prej. Zaključek je razdeljen na tri dele – lastnosti pravice do 
zasebnosti, omejitve pravice do zasebnosti in varstvo pravice do zasebnosti – in je 
pomemben še danes, ker se je na podlagi teh smernic izoblikovala praksa Evropskega 
sodišča za človekove pravice glede pravice do zasebnosti na podlagi 8. člena EKČP 
(Lampe, 2010, str. 400–401). 
Tehnološke spremembe so dejansko tiste, ki vplivajo na razvoj pravne zaščite varstva 
zasebnosti, vendar se te spremembe dogajajo prehitro in so vedno pred pravom. Še 
vedno se ne zavedamo v celoti informacijske revolucije in njenih posledic, ki jih prinaša v 
naše vsakdanje življenje in poslovanje. Ne zavedamo se, kako lahko vpliva na našo 
zasebnost, ko nehote za seboj puščamo številne sledi, kje smo in kaj počnemo (Solove, 
2005a, str. 1). Vprašanje, kako varovati zasebnost, je bilo zelo pomembno za Samuela 
Warrena in Louisa Brandeisa, ki sta že v letu 1890 napisala članek »Pravica 
                                           
3 Informacijski pooblaščenec je državni organ za varstvo osebnih podatkov, ki je bil ustanovljen z 




zasebnosti – pravica biti sam«. Njun koncept zasebnosti je močno vplival na razvoj prava 
zasebnosti (Solove, 2005, str. 94). 
Pravico do zasebnosti moramo obravnavati v t. i. dualističnem konceptu kot osebnostno 
pravico, ki je varovana z instrumenti civilnega prava, ter kot človekovo pravico, ki je 
varovana z ustavo in mednarodnimi dokumenti. V zvezi z varstvom te pravice se 
postavljajo številna vprašanja, kot so: Kje postaviti mejo, da bosta varovana 
posameznikov interes in njegova pravica ter na drugi strani interes družbe? Kako 
regulirati pogoje vdora državnega organa ali tretje osebe v pravico do zasebnosti 
posameznika? Posebej občutljivo je vprašanje posegov v odnosu delodajalec – delavec, 
pri čemer ostaja odprta dilema, kakšno stopnjo zasebnosti na delovnem mestu lahko 
delavec upravičeno pričakuje in kdaj pomeni poseg delodajalca v delavčevo zasebnost 
neupravičen poseg v nedotakljivost le-te. Pri tem vprašanju se sooča več nasprotujočih si 
interesov. Na eni strani interes delodajalca, ki ima pravico do oblasti nad svojimi sredstvi 
in tudi omejeno pravico, da nadzira, ali je njegova oprema uporabljena v skladu z 
namenom, s katerim je bila zaposlenemu dana v uporabo. »Prav tako ima legitimen 
interes, da preprečuje, odkriva in preganja disciplinske prekrške zaposlenih, predvsem 
zlorabo opreme na način, ki bi lahko privedel do odškodninske odgovornosti delodajalca 
proti tretjim osebam. Na drugi strani je legitimen interes zaposlenega, ki utemeljeno 
pričakuje določeno stopnjo zasebnosti in delno samostojnosti ter zaupnosti tudi na 
delovnem mestu« (Šturm et al., 2002, str. 368–401). 
 
Tudi Vodovnik opozarja na pomen ustavnega ter mednarodnopravnega varstva 
človekovih pravic, ki v celoti veljajo tudi za zaposlene in se v okviru delovnega razmerja 
uresničujejo neposredno. Način njihovega uresničevanja lahko določa  zakon, omejene pa 
so lahko le s pravicami drugih v primerih, ki jih določa ustava. Takšno varstvo je 
potrebno glede na to, »da delodajalec v razmerju do zaposlenih od države pridobi trojno 
oblast nad delavci. To oblast lahko uveljavlja z uresničevanjem upravičenj pri oblikovanju 
avtonomnih pravnih aktov, pri ravnanju z zaposlenimi in odločanju o njihovem pravnem 
položaju. Na področju delovnih in socialnih razmerij obstaja veliko možnosti za zlorabo ali 
neustrezno uporabo delodajalčeve oblasti v različnih postopkih. Pri tem se je dolžan 
vzdržati nečloveškega in ponižujočega ravnanja z ljudmi, izsiljevanja priznanj ali izjav ter 
omejevanja njihove prostosti« (Vodovnik, 2012, str. 275). Delodajalec se mora pri 
izvrševanju oblasti ravnati v skladu z ustavnimi določbami, ki se nanašajo na človekovo 
duševno in telesno celovitost (Ustava, 34. in 35. člen), ki je pomembna tudi na področju 
delovnih razmerij, kajti zaposlene osebe imajo tudi v delovnem razmerju pravico do 
dostojanstva, varnosti, zasebnosti in osebne svobode. Dolžan je ravnati humano, in sicer 
tako, da delavcu ne povzroča telesnih ali duševnih bolečin. Delodajalec ne sme posegati v 
zasebnost delavcev bolj, kot je to nujno zaradi potreb, ki izvirajo iz potreb delovnega 




»Nič od tega ni tvoje, torej lahko nadziram, kaj s tem počneš« − delodajalec proti 
delavcu. »Nič mi ne moreš, ker imam tudi na delovnem mestu pravico do zasebnosti« − 
delavec proti delodajalcu. Ne ena ne druga skrajnost ni dobra in ni pravilna. Delodajalec 
ima svoje pravice, ki izvirajo iz njegove lastninske pravice, delavec pa tudi svoje, saj v 
dobi modernih informacijskih tehnologij enostavno ni mogoče na delovnem mestu 
preprosto izničiti njegove zasebnosti (Bien Karlovšek et.al, 2008, str. 9). Poseganje 
delodajalcev v pravico delavcev do zasebnosti je še zlasti problematično, ker delavci 
takšne posege pogosto dopuščajo, da bi obdržali ali dobili zaposlitev. Vendar delavci niso 
čisto nepoučeni in večinoma vedo, do kod smejo delodajalci pri posegih v zasebnost 
kandidatov za prosto delovno mesto, kakšna vprašanja so prepovedana, kako je 
varovano njihovo zdravstveno stanje, kakšen naj bi bil postopek ugotavljanja 
alkoholiziranosti na delovnem mestu, kako je s kontrolo bolniškega staleža in ali sme 
delodajalec brati elektronsko pošto zaposlenega. Ob tem avtorica opozarja, da samo 
vedenje, brez ukrepanja ob kršitvah, še ne zadostuje (Šetinc Tekavc, 2007, str. 1247).  
 
Vendar v zvezi z zasebnostjo na delovnem mestu v evropski pravni ureditvi obstaja še 
nekaj nejasnosti, predvsem glede določitve najnižje zahtevanje stopnje varstva 
zasebnosti (Kovačič, 2006, str. 85). Študija z naslovom Nova tehnologija in spoštovanje 
zasebnosti na delovnem mestu (Neue Technologie und Achtung der Privatsphäre am 
Arbeitsplatz − Institut des Sciences du Travail) opozarja na potrebo po jasni pravni zaščiti 
na delovnem mestu, zaradi uporabe informacijsko-komunikacijske tehnologije na 
delovnem mestu, ki se hitro povečuje in sproža številna vprašanja za delodajalce, delavce 
in njihove predstavnike, zlasti v zvezi z zasebnostjo delavca ter delodajalčevo potrebo po 
nadzoru in spremljanju uporabe informacijsko-komunikacijske tehnologije. To predstavlja 
težavo pri izvajanju koncepta zasebnosti na delovnem mestu po evropskih državah. 
Problem predstavljajo številna vprašanja, npr. koliko zasebnosti na delovnem mestu 
imajo delavci ter razmerje njihovih pravic do pravic, ki jih imajo delodajalci, v kakšni meri 
delavci lahko uporabljajo komunikacijsko opremo v zasebne namene. (Neue Technologie 
und Achtung der Arbeitsplatz, Catherine Delbar et al., 2003). Zaradi kršenja pravice do 
zasebnosti na delovnem mestu v nekaterih večjih nemških podjetjih je v Nemčiji v 
postopku sprejemanja poseben zakon o zasebnosti na delovnem mestu. Na to 
problematiko je opozoril tudi zvezni komisar za varstvo osebnih podatkov Peter Schaar.4 
                                           
4 Schaar Peter je povedal, da ga skrbijo kršitve zakona o varstvu osebnih podatkov, ob tem pa 
navaja, da pravila niso vedno jasno oblikovana in dopuščajo različne razlage. Zlasti opozarja na 
kršitve področja zasebnosti delavcev in da na tem področju ni posebne zakonodaje, tako da se 
kršitve s področja varstva osebnih podatkov delavcev obravnavajo v okviru splošne zakonodaje, 




Nadzor na delovnem mestu obstaja že iz časa suženjstva ne glede na oblike delitve dela 
in ne glede na družbeni razvoj. Spreminja se le oblika. Zaradi ustrezne tehnike in nizkih 
stroškov pa je nadzor postal bolj intenziven in pogost. 
Tesno je povezan z informacijsko tehnologijo, ki je namenjena zbiranju in obdelavi vseh 
vrst podatkov in informacij, ter komunikacijsko tehnologijo, ki je okužila vse vidike 
človeške komunikacije, saj »posreduje skoraj vsako obliko človeških odnosov« (Thomas 
v: Kovačič, 2006, str. 28). 
Delodajalci se vsekakor morajo zavedati, da lahko pravico do zasebnosti omejujejo zgolj 
izjemoma. Da so razmere na tem področju zaskrbljujoče, je ob evropskem dnevu varstva 
osebnih podatkov opozorila informacijska pooblaščenka Nataša Pirc Musar. 5  »Varuh« 
delavčeve zasebnosti na delovnem mestu je predvsem Informacijski pooblaščenec, ki s 
številnimi navodili, mnenji, smernicami, inšpekcijskim nadzorom prispeva k ozaveščanju 
zaposlenih glede njihovih pravic. Pripravil je tudi osnutek Zakona o komunikacijski 
zasebnosti na delovnem mestu6, ki pa s strani Ministrstva za delo, družino in socialne 
zadeve ni bil dan v nadaljnjo obravnavo. Ob tem se zastavlja vprašanje, zakaj ni interesa 
za sprejem takšnega zakona, ki bi na enem mestu jasno in določno urejal to področje, ki 
je sedaj zajeto v mnogih pravnih aktih, hkrati pa rešil številne nejasnosti, s katerimi se 
srečujejo tako delodajalci kot delavci. 
 
Predmet raziskovanja 
Predmet proučevanja tega dela je pravica do zasebnosti na delovnem mestu oz. pravni 
vidiki te pravice, ki obsegajo komunikacijsko, informacijsko in zasebnost v prostoru, v 
povezavi z izzivi, ki jih predstavljajo nove tehnologije, ki hkrati določajo okvire razvoju 
prava na tem področju. Predstavljena bo pravna urejenost tega področja oz. proučevanje 
pravnih virov in drugih ukrepov za zagotavljanje varstva informacijske in komunikacijske 
zasebnosti nasploh in morebitne pomanjkljivosti veljavne zakonodaje ter vzroki zanje. 
Bolj kot so pravni akti splošni (konvencije, ustava), bolj je ta pravica obravnavana v 
okviru splošne pravice do zasebnosti kot človekove pravice in temeljne svoboščine. Pravni 
akti, ki se nanašajo na konkretna pravna področja, pa v določbah vsebujejo tudi 
konkretne določbe, ki predstavljajo pravne podlage zlasti za obdelavo osebnih podatkov. 
                                           
5 Nataša Pirc Musar je izpostavila statistične podatke za leto 2010, iz katerih izhaja, da je v zadnjem 
letu obravnavala največ kršitev s področja zasebnosti na delovnem mestu. Ob tem je dejala: »To 
vse bolj postaja rak rana naše družbe. Danes v zasebnost lahko posegamo s tehnologijami, ki so 
očem nevidne. Ni več redkost, ko najdemo primer videonadzora, ki hkrati vsebuje avdionadzor, kar 
pomeni, da radovedni šef ne samo gleda, ampak tudi posluša svoje zaposlene« (Večer, 26. 1. 
2011). 
6 Besedilo osnutka za namen te naloge posredovano s strani Informacijskega pooblaščenca po e-




Pri tem je treba poudariti, da tudi kršitve, ki nastajajo ob uporabi informacijsko-
komunikacijske tehnologije, sodijo na področje varstva osebnih podatkov.  
Delovnopravna zakonodaja vsebuje pravne podlage zlasti za obdelavo osebnih podatkov 
zaposlenih in nalaga delodajalcu, da varuje dostojanstvo delavca na delovnem mestu. 
Zakon o varstvu osebnih podatkov ZVOP-1 pa predstavlja pravni okvir za varstvo osebnih 
podatkov, posebej pa ureja biometrijo in videonadzor. Pravne podlage za obdelavo 
osebnih podatkov tako po vsebini kot po obsegu nakazujejo na izjemno ogroženost zlasti 
informacijske in komunikacijske zasebnosti s pomočjo sodobnih tehnologij in zaradi tega 
tudi potrebo po večji pravni zaščiti (nacionalna zakonodaja: Ustava RS, Zakon o varstvu 
osebnih podatkov, Zakon o informacijskem pooblaščencu, Zakon o elektronskih 
komunikacijah, Zakon o zasebnem varovanju, Zakon o detektivski dejavnosti, Zakon o 
evidencah na področju dela in socialne varnosti, Zakon o dostopu do informacij javnega 
značaja, Zakon o javnih uslužbencih, Zakon o delovnih razmerjih, Pravilnik o metodologiji 
vodenja registra zbirk osebnih podatkov, Obligacijski zakonik, Kazenski zakonik, Zakon o 
kazenskem postopku; mednarodni dokumenti, ki jih RS uporablja oz. so implementirani v 
notranji pravni red: Konvencija o varstvu človekovih pravic in temeljnih svoboščin, 
Konvencija o varstvu posameznika glede na avtomatsko obdelavo podatkov, Direktiva 
Evropskega parlamenta in Sveta 95/46/ES o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku podatkov, Direktiva 2002/58/ES o obdelavi osebnih 
podatkov in varstvu zasebnosti na področju elektronskih komunikacij). 
 
Hipoteze raziskovanja 
V raziskovalnem delu sta zastavljene dve hipotezi: 
H1: Predpostavljamo, da je zasebnosti na delovnem mestu  pravno ustrezno zavarovana, 
vendar v celoti ne preprečuje  posegov v zasebnost na delovnem mestu. 
Glede na veljavne pravne predpise, sodno prakso domačih rednih sodišč, ustavnega 
sodišča, ESČP in prakse drugih državnih organov, ki se ukvarjajo z obravnavanim 
področjem je mogoče domnevati, da je zasebnost na delovnem mestu pravno ustrezno 
zavarovana, vendar glede na to, da stranki delovnega razmerja nista v enakopravnem 
položaju,   posegov v zasebnost na delovnem mestu pravno varsto v celoti ne preprečuje. 
 
H2: Sodobna informacijska tehnologija  delodajalcem  omogoča več zlorab v zvezi z 
osebnimi podatki in omogoča možnost večjega nadzora vseh vrst komunikacij 
zaposlenega. 
Ob dejstvu, da živimo  v času, ko se sodobna informacijska tehnologija razvija z izjemno 
hitrostjo, ljudje pa temu razvoju sledimo in koristimo njegove pridobitve, ki nam tako ali 




informacijska tehnologija omogoča  tudi delodajalcem več zlorab v zvezi z osebnimi 
podatki in omogoča možnost večjega nadzora vseh vrst komunikacij zaposlenega. Kajti z 
razvojem tehnologij hkrati nastajajo nove nevarnosti, ki se jih v celoti niti ne zavedamo. 
Med te sodijo tudi posegi na posameznih področjih človekovih pravic, med katere sodi 
tudi pravica do zasebnosti na delovnem mestu.  
 
Namen raziskovanja 
Namen raziskave je s podrobnim proučevanjem veljavne zakonodaje, strokovne in 
znanstvene literature, judikatov slovenskih sodišč in Evropskega sodišča za človekove 
pravice predstaviti trenutno stanje na področju pravne urejenosti pravice do zasebnosti 
na delovnem mestu, opozoriti na pomen celovite zaščite ter ugotoviti, kako se v praksi 
odraža pravna varnost tega področja. 
 
Cilj raziskave je: 
a) ugotoviti učinkovitost pravne zaščite, ki vključuje različna področja zasebnosti na 
delovnem mestu; 
b) ugotoviti najnižjo zahtevano stopnjo varstva zasebnosti na delovnem mestu, ki je 
opredeljena v pravnih aktih, in mejo, kjer posegi v zasebnost delavca pomenijo 
nesorazmerno ter grobo poseganje v njegovo pravico do zasebnosti, še zlasti z uporabo 
sodobnih tehnologij; 
c) ugotoviti pomanjkljivosti in nedoslednosti pravne zaščite ter razloge zanje in predlagati 
ukrepe za izboljšanje; 
d) na osnovi analize anketnih vprašalnikov ugotoviti kritične dejavnike, ki vplivajo na 
manjšo pravno varnost zasebnosti na delovnem mestu; 
e) s strukturo, vsebino in metodami magistrskega dela preveriti veljavnost postavljenih 
hipotez. 
 
Ocena dosedanjih raziskovanj 
Na podlagi doslej proučene literature in drugih virov ugotavljamo, da tematika zasebnosti 
na delovnem mestu kot osebnostne pravice ni dovolj strokovno obravnavana in da se 
temu področju šele v zadnjem času daje večji pomen tako pri nas kot v tujini, in sicer 
zaradi novih načinov in oblik komuniciranja v sodobni družbi oz. novih možnosti 
poseganja v posameznikovo zasebnost, ki jih omogoča informacijska tehnologija, ter 




Na problem zasebnosti na delovnem mestu ter hkrati na pasti sodobne tehnologije je s 
svojimi strokovnimi prispevki v reviji Pravna praksa in strokovni monografiji Varovanje 
zasebnosti v delovnih razmerjih opozoril Cvetko Aleksej že v letu 1999. 
V zadnjih letih sprejeta zakonodaja kaže na potrebo po vedno večji pravni zaščiti tega 
področja za posamezne oblike zasebnosti, ki vključuje tudi zasebnost na delovnem mestu 
(Zakon o delovnih razmerjih, Zakon o varstvu osebnih podatkov, Zakon o elektronskih 
komunikacijah, Kazenski zakonik …), kar nakazuje na večjo ogroženost in večje možnosti 
zlorab na tem področju. 
Trenutna pravna urejenost in problematika z najbolj ogroženih področij zasebnosti na 
delovnem mestu je zajeta v knjigi »Zasebnost delavcev in interesi delodajalcev – kje so 
meje?« (ur. Nataša Pirc Musar), ki za delodajalce lahko pomeni tudi navodilo, kako 
ravnati v nekaterih spornih primerih, ki v zakonodaji niso povsem jasno opredeljeni in 
puščajo možnosti različnih razlag. Podobna tematika je obravnavana v priročniku 
Zasebnost in varovanje osebnih podatkov na delovnem mestu (ur. Rok Lampe in Sonja 
Bien Karlovšek). Obravnavana problematika je omenjena v nekaterih znanstvenih 
prispevkih avtorjev v okviru raziskovalnega dela Inštituta za delo pri Pravni fakulteti 
Univerze v Ljubljani7 ter v drugih znanstvenih in strokovnih prispevkih, objavljenih kot 
samostojne publikacije oz. v nekaterih revijah, od katerih izpostavljam najpomembnejše: 
Pravna praksa, Podjetje in delo, Pravnik ter Delodajalci in delavci. Pri tem opozarjam na 
številne prispevke na to temo avtorice Martine Šetinc Tekavc. Zasebnost na delovnem 
mestu je kot poglavje obravnavano tudi v samostojni publikaciji z naslovom »Nadzor in 
zasebnost v informacijski družbi« (Matej Kovačič), in sicer s filozofskega, sociološkega, 
pravnega ter tehničnega vidika nadzora in zasebnosti v informacijski družbi. 
Z ustanovitvijo nadzornega organa za varstvo osebnih podatkov se temu področju daje 
vedno večji pomen, kar je tudi zasluga Informacijskega pooblaščenca, ki s svojim 
delovanjem tudi preventivno prispeva k izogibu kršenja pravice do zasebnosti (zlasti 
informacijske in komunikacijske). 
 
Metode raziskovanja 
V magistrskem delu je sočasno uporabljenih več metod. V teoretičnem delu je 
uporabljena deskriptivna ali opisna raziskovalna metoda, ki temelji predvsem na 
proučevanju teoretične podlage ter mi je pri raziskovanju pomagala tako, da sem 
poskušala obravnavano tematiko prestaviti čim bolj celovito. Uporabljena je strokovna 
                                           
7  Inštitut za delo pri Pravni fakulteti v Ljubljani je pričel z raziskovalnim delom leta 1956 z 
ustanovitvijo Inštituta za državno upravo, predhodnika sedanjega Inštituta za delo in Inštituta za 
javno upravo pri Pravni fakulteti Univerze v Ljubljani. Samostojen inštitut za delo pa je bil 
ustanovljen 24. aprila 1972. Poslanstvo inštituta je izvajanje raziskovalnega dela na področju 




literatura domačih in tujih avtorjev, internetni viri, strokovni članki ter mnenja 
strokovnjakov z najnovejšimi spoznanji z obravnavanega področja. Pri uporabi navedenih 
virov sem uporabila metodo kompilacije, in sicer tako, da sem povzemala, navaja in 
citirala druge avtorje, njihove ideje ter spoznanja. Raziskana je pravna urejenost in 
varstvo zasebnosti nasploh ter varstvo zasebnosti na delovnem mestu v mednarodnih 
dokumentih in zakonodaji RS, sodni praksi, ki temu področju daje odločilen pomen, ter 
spoznanja iz prakse. Na podlagi proučevanja navedenih pravnih aktov sem ugotavljala, 
kakšno je veljavno pravo. Pri tem sem uporabila dogmatično metodo. Za celovitejši prikaz 
trenutnega stanja pravne regulacije, ki zadeva človekove pravice in temeljnih svoboščine 
(med katere sodijo tudi osebnostne pravice, ena takšnih je zasebnost), ter zaradi 
boljšega razumevanja, kaj je privedlo do razvoja prava v smeri vedno večje zaščite 
osebnostih pravic, da bi lahko na podlagi tega sklepala, kako naj bi bilo v prihodnje, sem 
uporabila zgodovinsko metodo. Glede na to, kako odločilen vpliv na pravo ima v zvezi z 
obravnavano problematiko sodobna informacijsko-komunikacijska tehnologija, ki se ji 
mora pravo prilagajati, sem z aksiološko metodo poskušala ugotoviti, kakšne naj bodo 
pravne rešitve glede zasebnosti na delovnem mestu v prihodnje, ob upoštevanju 
informacijskega okolja. V delu je z uporabo primerjalne metode predstavljena tudi pravna 
ureditev zasebnosti na delovnem mestu v nekaterih evropskih državah, podrobneje v 
Nemčiji, ki ima v marsičem podobno pravno urejenost, ter v Veliki Britaniji, katere pravna 
ureditev je bolj podobna ameriški, vendar je zavezana k spoštovanju določil EKČP. ESČP 
je Veliko Britanijo na te kršitve večkrat opozorilo. Na drugi strani pa je predstavljen 
ameriški sistem, ki glede varstva zasebnosti zaostaja za evropskim. Za vsakega izmed 
omenjenih pravnih sistemov je naveden kratek oris razvoja ureditve pravice do 
zasebnosti na delovnem mestu in primerjava glede podobnosti oziroma razlik. 
Tako sem na podlagi teoretičnih izhodišč, proučene strokovne literature, sodne prakse in 
proučenih pravnih aktov prišla do lastnih spoznanj, na podlagi katerih sem oblikovala 
sklepe glede na zastavljene cilje magistrskega dela. Pri tem sem se oprla na metodo 
sklepanja. 
Hipoteze so opredeljene glede na teoretični del in obravnavano tematiko. V 
raziskovalnem delu je bila uporabljena kvantitativna metoda, s katero so se merila 
stališča zaposlenih glede zasebnosti na delovnem mestu. Kot raziskovalni instrument 
zbiranja podatkov je uporabljen anketni vprašalnik med zaposlenimi v zvezi z 
obravnavano problematiko. Glede na postavljene hipoteze so oblikovana različna 
vprašanja odprtega in zaprtega tipa po Likertovi lestvici (vrednosti od 1 do 5). Pri tem je 
bila uporabljena Likertova lestvica strinjanja.8 Pri oblikovanju vprašalnika je bila v celoti 
upoštevana teoretična osnova. Anketiranje je potekalo preko elektronske pošte in z 
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na zastavljena vprašanja po tej lestvici anketiranci navajajo stopnjo svojega soglasja ali 
nestrinjanja s postavljenimi trditvami. Takšna paleta odgovorov zajema intenzivnost izražanja 




neposredno izročitvijo vprašalnikov anketiranim osebam. Glede na teoretično izhodišče in 
raziskovalne domneve ter izvedeno empirično raziskavo, v katero so bile zajete 
zastavljene domneve, statistična obdelava temelji na aritmetični sredini, kjer se število 
ocen posameznih vprašanj izračuna kot aritmetična sredina ocen vseh trditev. Podatki so 
obdelani s kvantitativno analizo v programu Excel ter grafično prikazani z grafikoni in 
tabelami.  
Podatki in določena gradiva za potrebe tega dela so bili zbirani tudi neposredno pri 
subjektih, ki z njimi razpolagajo. 
 
Magistrsko delo vsebuje skupno deset temeljnih poglavij in je razdeljeno na teoretični in 
raziskovalni (empirični del). Struktura dela je zasnovana tako, da od bolj splošnih tem 
prehaja na ožja področja (človek, delo, človekove pravice, osebnostne pravice, 
zasebnost, zasebnost na delovnem mestu). V uvodu so opredeljeni problem ter namen in 
cilji magistrskega dela. Predstavljeni sta hipotezi, ki sta v nadaljevanju dela opisani in 
utemeljeni, ter metode raziskovanja, ocena dosedanjih raziskovanj in struktura dela oz. 
strnjen opis po poglavjih. Drugo poglavje se začne z opisom sociološke in pravne 
opredelitve pojmov človek in delo; sledi pregled mednarodne in notranje pravne ureditve 
dela. Tretje poglavje se nanaša na pomen in razvoj človekovih pravic in temeljnih 
svoboščin. V tem poglavju je predstavljen zgodovinski razvoj človekovih pravic in pravni 
okviri v mednarodnih dokumentih ter v slovenskem pravnem redu, tako v pravnih aktih 
kot tudi institucionalno ter v okviru drugih oblik varstva te pravice. Od širšega pojma 
človekovih pravic sem prešla na ožjega – tj. na osebnostne pravice, ki so predmet tega 
dela. V nadaljevanju sem se usmerila k pravici do zasebnosti v pravu RS. Pravica do 
zasebnosti namreč kljub splošnemu priznanju v ustavah in zakonih večine držav še vedno 
nima enotne definicije. V evropskem prostoru je obravnavana razmeroma enotno, po 
svetu pa zelo različno glede na demokratičnost družbe, vplive religije, zgodovine in drugih 
dejavnikov. Zaradi tega je pomembno varstvo, ki je zagotovljeno v ustavah, tudi 
slovenski od 34. do 38. člena (pravica do zasebnosti (splošno), pravica do nedotakljivosti 
stanovanja, pravica do tajnosti pisem in drugih občil ter pravica do varovanja osebnih 
podatkov). Predstavljena je tudi zakonska ureditev posameznih področij, katerih podlaga 
je v navedenih ustavnih določbah, ter v nekaterih primerih tudi sodna praksa. Opisana so 
temeljna področja zasebnosti, med katerimi je najbolj poglobljeno predstavljena 
informacijska zasebnost, ki je hkrati v neposredni povezavi s pravico do komunikacijske 
zasebnosti (pravico do tajnosti pisem in drugih občil). Rdeča nit petega in vseh nadaljnjih 
poglavij je vezana na glavno temo tega dela, to je zasebnost na delovnem mestu, ter 
pravne okvire, ki jo določajo v mednarodnih pravnih dokumentih in pravu RS. 
Predstavljena so predvsem področja zasebnosti, ki vsakodnevno zadevajo večino 
zaposlenih, tj. informacijska (varstvo osebnih podatkov,) in komunikacijska zasebnost na 
delovnem mestu (uporaba elektronske pošte, interneta, telefona v zasebne namene).  V 




legitimne pravice delodajalca, da upravlja s svojimi sredstvi in nadzira njihovo uporabo v 
skladu z namenom, s katerim so delavcu dana v uporabo, in pravica delavca do neke 
razumne mere zasebnosti na delovnem mestu. Predstavljena so posamezna področja 
zasebnosti skozi nasprotujoče si interese delodajalca in delavca ter njune obveznosti in 
odgovornosti, ki izhajajo iz delovnega razmerja in so vezane na to pravico.  
Sedmo poglavje se nanaša na nadzor zaposlenih z uporabo sodobnih tehnologij, ki 
predstavljajo grožnjo zasebnosti na splošno, pri čemer zasebnost na delovnem mestu ni 
izjema. Grožnja je čedalje večja zaradi vedno cenejše in dostopnejše tehnologije za 
tovrstni nadzor, tako da se nadzor lahko vrši, ne da bi posameznik za to vedel. Zaradi 
tega je pomembna čim bolj jasna pravna ureditev tega področja. Po mnenju ESČP 
delavec tudi pri uporabi delodajalčevih informacijsko-komunikacijskih sredstev na 
delovnem mestu lahko upravičeno pričakuje določeno stopnjo zasebnosti. Delodajalec 
seveda ima pravico do nadzora, vendar morajo biti vnaprej določena pravila uporabe teh 
sredstev in primeri, ko je dovoljen vpogled v vsebino komunikacije.  Naslednje poglavje 
je namenjeno primerjavi pravne ureditve področja zasebnosti na delovnem mestu v 
nekaterih evropskih državah in ZDA. Slovenska zakonodaja je sledila značilnemu 
evropskemu pogledu na to področje, in sicer je Slovenija od osamosvojitve naprej svojo 
zakonodajo usklajevala z evropsko, po vstopu v EU pa je v pravni red vgrajevala določila 
direktiv, tako da je trenutno primerljiva z drugimi evropskimi državami. V nadaljevanju 
sta podrobneje predstavljena dva precej različna evropska modela pravne ureditve tega 
področja, in sicer nemški, ki je razmeroma podoben slovenski ureditvi (zaradi prej 
navedenih dejstev), in pravna ureditev Velike Britanije, ki je nekoliko bližje ameriškemu 
konceptu. Ta država je izbrana tudi zaradi nekaterih odmevnih kršitev zasebnosti na 
delovnem mestu, o katerih je odločalo ESČP. Na drugi strani pa je predstavljen pravni 
sistem ZDA, kjer je pravica do zasebnosti zavarovana predvsem v razmerju do javnega 
sektorja, manj pa do zasebnega.  Osmo poglavje je namenjeno predvidenemu razvoju 
zakonodaje v prihodnje. Ocena je opravljena glede na osnutke oz. predloge posebnih 
zakonov, ki bi urejali področja zasebnosti na delovnem mestu in se nanašajo na tista 
področja zasebnosti na delovnem mestu, ki v obstoječi zakonodaji niso jasno določena. 
To so predvsem področja, na katerih ima največji vpliv sodobna informacijska 
tehnologija. Takšne določbe vsebuje osnutek zakona, ki ga je pripravil Informacijski 
pooblaščenec, pa tudi predlog zakona, ki je v zakonodajni proceduri v nemškem 
parlamentu. Deveto poglavje je namenjeno analizi in ugotovitvam raziskave. Temu 
poglavju sledi zaključek. V zaključku so na podlagi metod tega dela sistematično in jasno 




2 ČLOVEK IN NJEGOVO DELO 
 
 
2.1 ČLOVEK, OSEBNOST, POSAMEZNIK 
 
Osebnost je celota naših značilnosti, našega mišljenja, čustvovanja, obnašanja, s katerim 
se razlikujemo od drugih ljudi in po katerem nas drugi prepoznajo – torej je celota 
duševnih, vedenjskih in telesnih značilnosti, po katerih se posameznik razlikuje od drugih 
ljudi. Značilnosti osebnosti so relativno trajne in dosledne. Svoj osebnostni vzorec 
posameznik ohranja v zunanjem videzu, še bolj pa v obnašanju in doživljanju, ter je 
različen od značilnosti drugih. Ta raznoličnost in samosvojost posameznikove osebnosti se 
v psihologiji označuje kot osebnostna individualnost, kar pomeni, da je vsak človek v 
osebnostnem pogledu enkraten in nezamenljiv. Normalen človek se tega tudi zaveda 
(Musek, 2001, str. 190–191). Torej je osebnost celota vseh človekovih telesnih, duševnih 
in vedenjskih značilnosti, ki si jih lahko predstavljamo v treh medsebojno povezanih, a 
vendarle neodvisnih dimenzijah, brez katerih osebnosti ne more biti. Prva dimenzija 
osebnosti predstavlja temeljne biološke potrebe, ki so predvsem človekovi nagonski 
motivi, ki zadevajo življenje in ohranjanje posameznika. Ti pravzaprav regulirajo biološko 
delovanje človeškega organizma. Drugo dimenzijo osebnosti zajemajo socialni in 
socializirani motivi. To so značilnosti, motivi in ravnanja, ki uravnavajo posameznikove 
odnose z drugimi, medosebne odnose in socialno sožitje. V tretjo dimenzijo osebnosti 
sodijo motivi, ki urejajo človekovo duhovno delovanje, njegov um, njegovo vest, intuicijo, 
torej urejajo človekovo osebnostno in duhovno rast, njegovo duhovno delovanje, njegov 
um, njegovo vest, njegovo iskanje življenjskega smisla, njegove cilje. Osebnostni razvoj 
posameznika lahko razdelimo na več razvojnih obdobij: prenatalno obdobje, otroštvo, 
mladostništvo in odraslost. V vseh teh obdobjih se dogajajo spremembe, ki zadevajo 
človeške telesne, duševne in vedenjske značilnosti (Musek, 2001, str. 195).  
 
Pojem osebnosti se uporablja v različnih pomenih: v vsakdanjem življenju, intuitivno 
pojmovanje osebnosti, pojmovanje osebnosti z vidika duševnosti, pojmovanje osebnosti v 
različnih kulturah, osebnost v umetnosti, osebnost v znanosti. Človek je fizična oseba od 
rojstva do smrti in ima v vseh civiliziranih pravnih sistemih pravno sposobnost, ki jo 
pridobi z rojstvom in jo izgubi s smrtjo. Pravna sposobnost pomeni sposobnost biti nosilec 
pravic in obveznosti in se razlikuje od poslovne oz. opravilne sposobnosti. Poslovno 
sposobnost pridobi fizična oseba s polnoletnostjo in pomeni, da je oseba sposobna 
vstopati in razumeti pravna razmerja ter da lahko z lastnimi dejanji oz. izjavami volje 
pridobiva pravice in prevzema pravne dolžnosti in obveznosti in s tem sama povzroča 




polnoletnostjo v nekaterih posebnih primerih (mladoletnik, ki sklene zakonsko zvezo, 
mladoletnik, ki sklene delovno razmerje – omejena poslovna sposobnost). Fizično osebo, 
ki nima poslovne sposobnosti, mora v pravnem prometu zastopati zakoniti zastopnik, ki je 
lahko eden od staršev ali skrbnik. 
 
Poslovna sposobnost se lahko izjemoma tudi odvzame, in sicer v primerih duševne 
bolezni, alkoholizma, ko oseba ni sposobna sama skrbeti za svoje pravice in koristi. 
Utemeljenost odvzema ugotavlja sodišče v nepravdnem postopku, na predlog upravičenih 
oseb ali na predlog organa (Bratina et. al., 2010, str. 55). 
 
2.2 ČLOVEK IN DRUŽBA 
 
»Socializacija je proces učlovečenja oziroma nastajanja človeka kot družbenega bitja. Ko 
se osebek rodi, je samo biološko bitje, s socializacijo pa postane tudi družbeno. Med 
razvojem se nauči misliti, čutiti, čustvovati in delovati tako kot ljudje v skupini, ki ji 
pripada. Postane eden od njih. Pomemben vidik socializacije je identifikacija s skupino: 
družino, šolo, prijatelji, versko skupino, družbenim razredom, narodom, politično skupino. 
Socializacija se začne takoj po rojstvu in traja vse življenje. V obdobju primarne 
socializacije (obdobje adolescence) se oblikujejo osnovne duševne funkcije9, v obdobju 
sekundarne socializacije (odraslost) pa se oblikujejo odnosi do drugega spola, zapleteno 
znanje, poklicne spretnosti, družinsko življenje, sodelovanje v raznih društvih in 
organizacijah« (Musek, 2001, 246). Osebnost naj bi se dejansko oblikovala pod vplivom 
socialnega učenja in kulture oz. na podlagi vzorov, ki jih posameznik vidi pri drugih oz. 
mu jih drugi vsilijo (Musek, 1997, str. 42). Človek živi v družbi, ki ga oblikuje od rojstva 
do smrti. Je družabno bitje in ne more živeti čisto sam zase, temveč se na različne načine 
povezuje z drugimi ljudmi. Na druge ljudi se človek navezuje biološko, socialno in tudi 
duhovno. Brez socialnega okolja človek ne bi preživel. Od teh stikov je odvisno tudi to, 
kako se počuti, kaj počne in tudi, kaj misli o sebi. Svojo družabnost uresničuje na različne 
načine in v okviru različnih skupnosti. Nekatere so take, da jih po svoji volji sestavlja in 
opušča. Takšna so gospodarska, politična, izobraževalna in kulturna združenja. Druge so 
takšne, ki sodijo v samo naravo človeka in si človeka brez njih ni mogoče zamišljati 
(Stres, 1991, 234). Prva in najpomembnejša je njegova družina, ki poleg drugih 
dejavnikov bistveno vpliva na njegov osebnostni razvoj (Musek, 2001, str. 244). 
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Med posameznikom in družbo deluje dvojni proces: na eni strani družba vpliva na 
posameznika, ga oblikuje in spreminja, na drugi pa tudi posameznik vpliva in spreminja 
družbo. Vsak človek se v družbi razvije kot enkratno in ustvarjalno bitje, s svojo 
individualnostjo in identitetami. Napredka družbe ne bilo brez ustvarjalnih prispevkov 
posameznikov (Musek, 2001, str. 245). 
 
2.3 DELO KOT ČLOVEKOVA VREDNOTA 
 
Med številnimi vlogami, ki jih ima človek v življenju, sta delo in zaposlitev zagotovo eni 
najpomembnejših. Visoka umeščenost dela med življenjsko pomembne vloge se pozitivno 
povezuje tudi z zadovoljstvom na delovnem mestu, sodelovanjem in sprejemanjem 
odločitev in s stalnostjo zaposlitve.10 Posameznik išče različne cilje in izpolnjuje vrednote 
skozi delo. »Delovni cilji so za posameznika različni, npr. značilnosti (pestrost, zanimivost, 
avtonomnost), instrumentalnost (dobro plačilo), udobnost (ustrezen delovni čas, delovni 
pogoji), učenje (možnosti izobraževanja). Najbolj prepoznavne vloge, ki jih srečujemo v 
delovnem okolju, so delovne, organizacijske, produktivne, strokovne vloge ter vloga 
plačila, ki ga posameznik dobi za svoje delo.«11 
Človek ima pravico do dela, do počitka in takšnih delovnih razmer, ki ga ne bodo 
uničevale, temveč pospeševale njegov razvoj. Če je delo izraz človekove osebnosti in 
njeno dopolnjevaje, potem ga to isto delo ne sme zdravstveno in duševno uničevati. 
Takrat je delo nasprotje tistega, kar bi za človeka moralo biti. »Iz tega sledita dve 
zahtevi: delovni pogoji morajo biti takšni, da človeka ne bodo uničevali; delovni čas mora 
biti razporejen tako, da bo človek poleg svojih delovnih obveznosti imel dovolj časa za 
vse druge dejavnosti v družini in družbi, ki prav tako sodijo k razsežnostim človekovega 
bivanja« (Stres, 1991, str. 119). 
Spremenjene družbene vrednote povzročajo, da postaja delo vrednota le zaradi plačila, ki 
ga posameznik dobi za svoje delo, torej zaradi ekonomskega pomena. Na nek način 
človeka »zasužnjuje« njegovo lastno delo. Tega ni mogoče opravičevati, še zlasti ne s 
kapitalom, ki se postavlja nad človeka. Dogajanja v mednarodni ekonomiji kažejo, da 
ravno zaradi težnje po čim večjem dobičku, ne glede na posledice, prinaša anomalije, ki 
bodo terjale mnoga leta skupne mednarodne skrbi, da se ponovno uravnovesi razmerje 
med delom in kapitalom. Dejstva so takšna, da se posameznik le še prilagaja predvsem 
zahtevam delovnega procesa, ki je do človeka čedalje bolj krut in izkoriščevalski na račun 
pridobivanja dobička, ki se neenakomerno porazdeljuje predvsem v korist lastnikov 
kapitala. Zaradi tega prihaja do zanemarjanja zasebnega življenja, družina izgublja 
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pomen, ker preprosto ni časa zanjo. Čedalje bolj človek živi le za delo, ki postaja sredstvo 
za golo preživetje ter pogosto ne daje človeku možnosti, da bi pri opravljanju dela razvil 
svoje sposobnosti in svojo osebnost. 
Procesi globalizacije v zaostrenih tržnih razmerah večajo pritiske na menedžment, da 
izboljša veščine in tehnike ravnanja z ljudmi, ki so ključni dejavnik v proizvodnih procesih, 
pri tem pa menedžment zaradi hlastanja za kratkoročnimi poslovnimi uspehi uporablja 
metode brezobzirnega in družbeno neodgovornega varčevanja na račun delovnih in 
socialnih pravic ter s tem spodkopava možnost za motivacijo zaposlenih in dolgoročni 
uspeh podjetij. Tovrstna ravnanja pa negativno vplivajo na razvoj delovnega in 
socialnega prava. Spremembe na teh področjih so utemeljene le, če upoštevajo vrednote, 
ki izhajajo iz domačih in mednarodnih pravnih aktov s tega področja ter tudi spoznanja 
družboslovnih znanosti. Domnevamo lahko, da so kljub sistematični ureditvi vrednosti teh 
področij v omenjenih aktih le-te premalo upoštevane pri načrtovanju družbenega razvoja 
(Vodovnik, 2012, str. 264–265). 
 
2.4 VLIV DRUŽBENIH SPREMEMB NA PRAVNO VARNOST DELA 
 
Delo je opredeljeno kot skupek nalog in dolžnosti, ki jih opravlja (ali jih je ali bi jih lahko 
opravljala) ena oseba, in sicer kot zaposlena ali kot samozaposlena oseba.12  
Pod vplivom slovenske ustave pojmovanje dela v delovnem pravu spreminja tradicionalno 
pojmovanje in ta pojem dobiva širše dimenzije. »Gre za človekovo ustvarjalnost, ki je 
vedno bolj v ospredju, medtem ko tradicionalno, rutinsko fizično in umsko delo postaja 
drugotnega pomena. Namreč številni poklici, za katere je značilno rutinsko delo, izginjajo 
ter jih nadomeščajo nove tehnologije« (Vodovnik, 2012b, str. 264). Sodobne pravne 
ureditve ne določajo razlik med fizičnim in umskim delom ter intelektualno ustvarjalnostjo 
posameznikov, vse pa priznavajo delu pomen dobrine, na kateri sloni sodobna družba. 
Posameznik opravlja delo in je vključen v organiziran delovni proces v različnih vrstah 
organizacij, ki je voden in odvisen ter je urejen s pravili delovnega prava. Med temeljne 
cilje delovnopravnih predpisov sodita varstvo in utrditev položaja delavca, od katerega je 
delavec ekonomsko in organizacijsko odvisen. Hkrati delovno pravno ne sme biti ovira za 
učinkovito izvajanje dejavnosti, v kateri se opravlja delo. Za opravljanje dejavnosti 
organizacij se lahko uporablja tudi delo oseb, ki niso zaposlene v organizaciji (delodajalci, 
ki so fizične osebe, osebe, ki opravljajo delo na lasten račun, člani zadrug, družinski člani, 
ki za delo ne prejemajo plačila). Za te osebe se ne uporabljajo pravila delovnega prava 
(Vodovnik, 2001, str. 9–10). 
                                           




Varstvo pravic delavcev in urejanja delovnih razmerij pridobiva na pomenu in se bistveno 
krepi v obdobju po drugi svetovni vojni, tako pri nas kot na mednarodnem nivoju. Varnost 
zaposlitve postaja vse večja. V ustavo iz leta 1963 se prvič izrecno zapiše pravica do 
dela.13 Ta proces se nadaljuje s sprejemom ustave iz leta 1974, ki je bila podlaga za 
sprejem Zakona o združenem delu (leta 1976) in Zakona o delovnih razmerjih (leta 1977). 
Čeprav je v Jugoslaviji in Sloveniji takrat obstajala specifična družbenoekonomska ureditev 
(samoupravljanje), pa so se pravice delavcev krepile tudi v drugih državah. Na to so 
vplivale številne konvencije in priporočila, ki so bile po drugi svetovni vojni sprejete v 
okviru OZN (Splošna deklaracija o človekovih pravicah – 1948, Mednarodni pakt o 
ekonomskih, socialnih in kulturnih pravicah) in Mednarodne organizacije dela – MOD. Na 
regionalni ravni pa v okviru Sveta Evrope sprejeta Evropska socialna listina iz leta 1961, 
Evropska konvencija o človekovih pravicah, ustanovljeno Evropsko sodišče za človekove 
pravice, katerega sodbe so pomembne tudi za Slovenijo, ter v okviru Evropske 
gospodarske skupnosti in pozneje EU sprejete ustanovitvene pogodbe, ki so vsebovale 
delovno- in socialnopravne določbe, uredbe, direktive s področja delovnega prava. 
Skratka, vse do konca osemdesetih let je v Sloveniji veljal specifičen koncept delovnega 
razmerja, in sicer zaradi družbene lastnine, kjer ni bilo klasične delitve na delavca in 
delodajalca, na kapital in delo. Z Zakonom o podjetjih iz leta 1988 je bilo odpravljeno 
samoupravljanje, kar je prineslo tudi spremembe glede delovnega razmerja. Delovno 
razmerje je začelo temeljiti na pogodbi o zaposlitvi med delavcem in delodajalcem. Leta 
1989 je začela veljati nova delovna zakonodaja z Zakonom o temeljnih pravicah iz 
delovnega razmerja (ZTPDR)14, leta 1990 pa Zakon o delovnih razmerjih (ZDR), ki je 
ponovno uvedel zasebno lastnino in prinesel pomembne spremembe v stalnost zaposlitve. 
Tako delavcu lahko preneha delovno razmerje zaradi ekonomskih razlogov (trajno 
presežni delavci), in ne le zaradi razlogov na njegovi strani; nova zakonodaja omogoča 
eno najpogostejših prenehanj zaposlitev (zaradi stečajev in prisilne poravnave). Te 
spremembe so imele takojšen vpliv na povečanje števila brezposelnih,15 gibanje števila 
brezposelnih v posameznih obdobjih pa je bilo oz. je še vedno odvisno od gospodarskih 
razmer v državi. Čeprav je Republika Slovenija po osamosvojitvi prenavljala svojo 
zakonodajo na vseh področjih, je ureditev individualnih delovnih razmerij ostala 
nespremenjena do sprejetja Zakona o delovnih razmerjih (ZDR) iz leta 2002, ki velja še 
danes (po Kresal, 2009, str. 11–15). 
                                           
13 7. člen Ustave SFRJ iz leta 1963: »Jedino rad i rezultati rada određuju materijalni i društveni 
položaj čovjeka.« 
14 Zakon o temeljnih pravicah iz delovnega razmerja (ZTPDR), Ur. l. SFRJ, št. 60/1989. 
15 Število brezposelnih je bilo v letih 1987–88 velikosti razreda 15 do 20 tisoč in se je povečevalo 
tako, da je decembra leta 1993 doseglo vrhunec s 137.142 brezposelnimi oebami, nato se je 
ustalilo na okrog 120 do 130 tisoč in leta 1998 začelo počasi padati, tako da se je do leta 2008 
padlo pod 60.000 brezposelnih (Kresal, 2009, str. 14). Zaradi gospodarske krize pa je začelo 
ponovno naraščati in je po podatkih Statističnega urada RS vrhunec doseglo v januarju letošnjega 
leta s številom 115.965 brezposelnih oseb – stopnja brezposelnosti 12,5. Podatki se nanašajo na 




2.5 PRAVNA UREDITEV DELOVNIH RAZMERIJ 
 
2.5.1 DELO V USTAVI REPUBLIKE SLOVENIJE 
 
Takoj po osamosvojitvi je Republika Slovenija začela prenavljati tudi delovnopravni 
sistem. Prenova se je začela s sprejemom Ustave RS, v kateri so bile nekatere temeljne 
človekove pravice opredeljene kot ustavne pravice. 
 
Temeljni in najvišji pravni akt države je Ustava, ki v 2. členu opredeljuje, da je Slovenija 
pravna in socialna država, kar pomeni, da je načelo socialne države eno od temeljnih 
ustavnih načel. Ta ustavna določba nalaga državi, da mora sprejeti takšne predpise, s 
katerimi bo ustvarila pogoje za uresničitev tega cilja. Pri tem pa mora upoštevati vse 
skupine prebivalstva, še zlasti tiste s šibkejšim ekonomskosocialnim stanjem, in težiti k 
odpravljanju socialnih razlik. To pa je mogoče doseči le z zakoni in drugimi predpisi, ki so 
sprejeti v skladu z mednarodnimi pravili, tj. v skladu z veljavnimi načeli mednarodnega 
prava in mednarodnimi pogodbami s področja delovnega prava, ki jih je Slovenija 
ratificirala in jo obvezujejo. Najpomembnejši mednarodni dokumenti, ki so sprejeti na 
univerzalni ravni (v okviru OZN), so Splošna deklaracija o človekovih pravicah iz leta 1948 
(SDČP)16 in Mednarodni pakt o ekonomskih, socialnih in kulturnih pravicah iz leta 1966 
(MPESKP)17 ter številne konvencije Mednarodne organizacije dela (MOD)18. Na regionalni 
ravni pa številni pravni akti v okviru Sveta Evrope (SE)19, Evropske skupnosti (ES) in 
                                           
16 23. člen SDČP: »(1) Vsakdo ima pravico do dela in proste izbire zaposlitve, do pravičnih in  
zadovoljivih delovnih pogojev in do varstva pred brezposelnostjo. (2) Vsakdo ima, brez kakršnekoli 
diskriminacije, pravico do enakega plačila za enako delo. (3) Vsakdo, kdor dela, ima pravico do 
pravične in zadovoljive nagrade, ki zagotavlja njemu in njegovi družini človeka vreden obstoj in ki 
naj se po potrebi dopolni z drugimi sredstvi socialnega varstva. (4) Vsakdo ima pravico sodelovati 
pri ustanavljanju sindikata ali pridružiti se sindikatu za zavarovanje svojih interesov.« 24. člen: 
»Vsakdo ima pravico do počitka in prostega časa, vključno z razumno omejitvijo delovnih ur, in 
pravico do občasnega plačanega dopusta.«  
17 MPESKP zagotavlja pravico do dela (6. člen), pravico do pravičnih delovnih pogojev (7. člen) in 
sindikalno svobodo s pravico do stavke (8. člen). 
18 MOD je specializirana organizacija OZN s stalnim sedežem v Ženevi, ki je bila ustanovljena leta 
1919. Leta 1946 je postala prva specializirana agencija OZN za vprašanja s področja dela in 
socialne varnosti na univerzalni ravni. Ima tripartitno strukturo, tako da predstavniki vlad, delavcev 
in delodajalcev enakopravno sodelujejo pri uveljavljanju socialne pravičnosti ter mednarodno 
priznanih človekovih in delovnih pravic. Republika Slovenija je bila v to organizacijo sprejeta 29. 
maja 1992. Danes organizacija šteje 183 držav članic iz vsega sveta. Slovenijo zavezujejo 
konvencije, ki jih je Slovenija ratificirala ali nasledila z aktom o notifikaciji. Poleg konvencij MOD 
sprejema tudi priporočila, ki usmerja države pri oblikovanju pravne ureditve. 
19 EKČP in Evropska socialna listina – spremenjena (Ur. l. RS – Mednarodne pogodbe, št. 7/99) sta 
najpomembnejša dokumenta Sveta Evrope. Evropska socialna listina, ki je bila sprejeta leta 1961, 
je bila spremenjena v letu 1996. S področja delovnega prava so pomembne naslednje pravice iz II. 
dela: pravica do dela, pravica do pravičnih pogojev dela, pravica do varnih in zdravih delovnih 




Evropske unije (EU)20, ki so za Slovenijo zavezujoči, njeni organi pa imajo pristojnosti tudi 
v razmerju do Slovenije in njenih državljanov. 
 
Ustava Republike Slovenije se tematike dela dotika na več mestih. S tem ko Ustava 
omenja kot enega izmed temeljev državnosti tudi element socialnosti, opozarja na 
posebno funkcijo državnih organov, da kot javni interes identificirajo potrebo po takšnem 
urejanju družbenih razmerij, ki omogoča posameznikom, da s svojim delom pridobivajo 
sredstva, potrebna zase in za svojo družino. (Vodovnik, 2001b, str. 10). Načelo socialne 
države na ustavnopravni ravni predstavljajo tudi posamezne določbe v okviru poglavja o 
človekovih pravicah in temeljnih svoboščinah, o gospodarskih in socialnih razmerjih ter o 
državni ureditvi. V zvezi z zaposlitvijo in delom so najpomembnejše določbe, ki se 
nanašajo na svobodo dela (49. člen), varstvo dela (66. člen), soodločanje (75. člen), 
sindikalno svobodo (76. člen), pravico do stavke (77. člen). Ustava zagotavlja svobodo 
dela (49. člen) in s tem določa pravico do proste izbire zaposlitve, pravico do enake 
dostopnosti vsakega delovnega mesta pod enakimi pogoji in prepoved prisilnega dela. 
Prosta izbira zaposlitve je relativna, »saj je omejena z različnimi pravnimi instituti, kot so 
prednostna pravica do zaposlitve določenih kategorij oseb, dolžnost brezposelnih, da 
sprejmejo ustrezno ali primerno zaposlitev, da bi ohranili pravico do denarnih prejemkov 
iz naslova zavarovanja za primer brezposelnosti, in podobno« (Vodovnik, 2012c, str. 
279). S pravico do proste izbire zaposlitve je povezano pridobivanje ustrezne izobrazbe in 
kvalifikacije. S pravico do dostopnosti vsakega delovnega mesta pod enakimi pogoji pa 
država zagotavlja zakonske pogoje za uveljavljanje pravice do proste izbire zaposlitve, in 
sicer z dolžnostjo objave prostih delovnih mest in javnih natečajev za uradniška delovna 
mesta, preko organiziranja in zagotavljanja delovanja sistema zaposlovanja ter v tem 
okviru posredovanja dela in zaposlitve. Torej ta pravica pomeni zagotavljanje enakih 
možnosti pri zaposlovanju in enako možnost do izpolnitve pogojev, ki takšno 
enakopravnost zagotavljajo. Zaradi zagotavljanja svobode dela Ustava določa tudi 
prepoved prisilnega dela, ki je poudarjena tudi v aktih mednarodnega prava, na primer v 
Konvenciji št. 29 Mednarodne organizacije dela (2012d, str.279–280). 
EKČP zagotavlja varstvo pred vsemi oblikami prisilnega dela. Za prisilno delo se ne šteje 
delo zapornikov, delo in službe vojaške narave, delo, ki se odreja v primeru nevarnosti in 
nesreč, ki ogrožajo življenje ljudi in splošno varnost, ter dela, ki jih je mogoče šteti kot 
sestavni del običajnih državljanskih dolžnosti. Prosta izbira zaposlitve ima tudi prostorsko 
                                                                                                                               
pogajanja, pravica otrok in mladostnikov do varstva, pravica zaposlenih žensk do porodniškega 
varstva, pravica do poklicnega usmerjanja, pravica do poklicnega usposabljanja, pravica do enakih 
možnosti in obravnavanja, pravica do obveščanja in posvetovanja, pravica do varstva v primeru 
prenehanja zaposlitve, pravica do varstva delavskih terjatev v primeru insolventnosti delodajalca in 
pravica do dostojanstva pri delu. 
20Slovenija je postala članica EU 1. maja 2004. Od takrat naprej jo zavezuje pravo Evropske 
skupnosti, ki je primarno in sekundarno. Primarno pravo je vir prava EU z največjo pravno močjo in 




komponento (mobilnost delavcev). To jo povezuje s pravico do svobode gibanja in izbire 
prebivališča (35. člen) ter možnostjo pridobitve ustreznega stanovanja (78. člen). 
Zaposlitev zagotavlja posamezniku pridobivanje sredstev za preživljanje sebe in družine, 
kar omogoča uresničevanje tudi nekaterih drugih človekovih pravic, kot so pravica do 
osebnega dostojanstva in varnosti (34. člen), zasebne lastnine (33. člen), socialne 
varnosti (50. člen) in do gospodarske pobude (74. člen) (Šturm et al., 2002, str. 506–
507). 
Ustava državljanom ne zagotavlja pravice do dela v smislu pravice do zaposlitve. Torej ne 
zagotavlja konkretne »pravice do dela«, čeprav to pravico omenja ratificirana Evropska 
socialna listina (Vodovnik, 2012e, str.280). Tako država v skladu s 66. členom Ustave 
(varstvo dela) ustvarja možnosti za zaposlovanje in delo ter zagotavlja njuno zakonsko 
varstvo. Pri tem mora izbrati takšne ukrepe in oblikovati takšno zakonodajo, da bo 
spoštovana svoboda do dela in pravica do socialne varnosti. K temu jo zavezujejo tudi 
mednarodni akti (Mednarodni pakt o ekonomskih, socialnih in kulturnih pravicah, 
opredelitev pravice do dela – 6. člen), Konvencija MOD št. 122 o politiki zaposlovanja 
(oblikovanje in izvajanje aktivne politike napredka, vsestranske polne in prosto izbrane 
zaposlitve), Spremenjena Evropska socialna listina (v okviru pravice do dela – možnost 
vsakogar, da se preživlja s poklicem, ki ga je svobodno izbral). Na podlagi navedene 
določbe Ustave mora država zakonsko varovati delo in zaposlovanje. 
 
Delo je človekova aktivnost, ki po mednarodnopravnih standardih ni izključno tržna 
kategorija, temveč uživa posebno varstvo. To še zlasti velja za zahtevnejše oblike 
človekovega dela in njegove ustvarjalnosti, kot je umetniška, znanstvena in raziskovalna 
ter izumiteljska dejavnost, nosilcem teh dejavnosti pa ustava zagotavlja svobodo 
ustvarjanja (59. in 60. člen) ter varstvo avtorskih in drugih pravic, ki izhajajo iz takšne 
dejavnosti. V teh primerih gre za pravice intelektualne lastnine. V te okvire sodijo avtorske 
pravice in pravice industrijske lastnine. Ustava varuje tako moralne kot premoženjske 





2.5.2 DELOVNOPRAVNA UREDITEV DELOVNIH RAZMERIJ 
 
»Delovno razmerje je razmerje med delavcem in delodajalcem, v katerem se delavec pro-
stovoljno vključi v organiziran delovni proces delodajalca in v njem za plačilo, osebno in 
nepretrgano opravlja delo po navodilih in pod nadzorom delodajalca« (ZDR, 4. člen). 
Delavec je vsaka fizična oseba, ki je v delovnem razmerju na podlagi sklenjene pogodbe 
o zaposlitvi. Delodajalec je pravna in fizična oseba ter drug subjekt, kot je državni organ, 
lokalna skupnost, podružnica tujega podjetja ter diplomatsko in konzularno predstavniš-
tvo, ki zaposluje delavca na podlagi pogodbe o zaposlitvi (ZDR, 5. člen). 
 
Delovno pravo se je razvilo z razvojem kapitalizma zaradi neugodnih delovnih pogojev 
delavcev, ki so vplivali na slabšanje njihovega socialnega položaja in tudi fizične 
ogroženosti. Država je zaznala, da je treba sprejeti ukrepe za zaščito delavcev kot 
šibkejše stranke v delovnem razmerju, ki je ekonomsko in socialno odvisna od 
delodajalca. Istočasno so se odvijali še drugi procesi (spremembe na ideološkem 
področju, razvila se je ideja humanizma, kasneje pa tudi katoliška in marksistična socialna 
dobrina), katerih rezultat je bila normativna intervenca države v smeri prvih pravnih 
omejitev prostega sklepanja pogodb, katerih predmet je delo. Omejitve so bile najprej 
usmerjene k obveznosti delodajalcev, da zagotovijo zaposlenim varne in zdravju 
neškodljive delovne razmere. Omejitvene norme so bile prvi zametki delovnega prava, ki 
se je postopoma razvilo v samostojno pravno vejo (Vodovnik, 2001, str. 12–13). Tako je 
delovno pravo samostojna pravna veja šele v novejšem času. Pred tem so se 
delovnopravna razmerja urejala s pravili civilnega prava. Danes je »delovno pravo 
posebna pravna veja, ki s samostojnimi delovnopravnimi instituti, deloma pa z uporabo 
civilnega in upravnega prava ureja delovna razmerja« (Bohinc, 2004, str. 29).  med 
delodajalcem in delavcem pri delu in v zvezi z delom. Del delovnega prava, ki ureja 
posebnosti delovnih razmerij, pri katerih je delodajalec država, lokalna skupnost in druge 
osebe javnega prava, je uslužbensko pravo  (2004, str. 29–30).  Cilj delovnopravnih 
predpisov je varstvo in utrditev položaja delavca v razmerju do delodajalca oz. skupin 
delavcev ter uveljavljanje kolektivnih interesov zaposlenih in spodbujanje socialnega 
dialoga v organizaciji in zunaj nje. 
 
Delovno pravo obsega pravna pravila, ki urejajo pravna razmerja na področju odvisnega 
dela, torej dela, ki ga opravlja delavec za delodajalca v okviru delovnega razmerja na pod-
lagi pogodbe o zaposlitvi, in niso strogo omejena le na opravljanje dela delavca za deloda-
jalca, temveč tudi za vprašanja, ki se nanašajo na obdobje pred sklenitvijo pogodbe o 
zaposlitvi (se nanaša na kandidate za zaposlitev), za obdobje sklenitve pogodbe o zaposli-
tvi in določena vprašanja, ki se nanašajo na čas po prenehanju pogodbe o zaposlitvi. 
Poleg pravnih razmerij, ki se neposredno vzpostavijo med delavcem in delodajalcem, 




katov, delodajalskih združen, sveta delavcev. Delavec ne opravlja svojega dela samostoj-
no in za svoj račun, temveč delodajalcu daje svojo delovno silo, za kar dobi plačilo. Delo-
vno pravo se deli na individualno delovno pravo (ureja razmerje med posameznim deloda-
jalcem in posameznim delavcem) in kolektivno delovno pravo (ureja razmerja med več 
delavci in delodajalci oz. več delavci in delodajalcem). Posebno področje delovnega prava 
je tudi procesno delovno pravo, ki obsega pravna pravila za reševaje delovnih sporov 
(Kresal, 2009, str. 6–7). 
 
Obseg in kakovost državnega urejanja delovnih razmerij in socialne varnosti pomembno 
vpliva na stopnjo demokratičnosti na področju teh razmerij. Demokratičnost razmerij na 
navedenem področju ni odvisna le od političnih razmer, temveč tudi od razvitosti institucij 
civilne družbe, katerih predmet dejavnosti so delovna in socialna razmerja. Pomembna je 
tudi stopnja demokratičnosti odločanja v organizacijah, kjer se opravlja delo, ki je odvisna 
od tega, koliko delavci in njihovi predstavniki vplivajo na sprejemanje odločitev v 
organizaciji in v procesih socialnega dialoga. Upravičenje za odločanje ima svoje temelje v 
lastništvu, zlasti kapitala na eni strani ter dela in ustvarjalnosti ljudi na drugi strani. 
Pravica do odločanja v organizaciji tako pripada menedžmentu, ki mora zastopati interese 
imetnikov kapitala in zaposlenih. Ustvarjanje nove vrednosti pa je mogoče le ob vlaganju 
in uporabi dela in ustvarjalnosti zaposlenih (Vodovnik, 2012, str. 268–269). 
 
Pravni viri s področja delovnega prava so heteronomni, to je tisti, ki jih sprejme država 
(ustava, zakoni in podzakonski akti), in avtonomni (kolektivne pogodbe, splošni akti 
delodajalca, sporazum med svetom delavcev in delodajalcem). Najvišji pravni akt tudi za 
področje delovnega prava je ustava. Zakoni in drugi predpisi pa morajo biti v skladu z 
ustavo. Najpomembnejši zakoni, ki urejajo področje delovnega prava, so: Zakon o 
delovnih razmerjih (ZDR), ki je splošni zakon in ureja individualna delovna razmerja, 
nastala na podlagi pogodbe o zaposlitvi, Zakon o javnih uslužbencih (ZJU), ki se skupaj z 
ZDR uporablja za zaposlene v javnem sektorju, Zakon o varnosti in zdravju pri delu 
(ZVZD), Zakon o določitvi minimalne plače (ZDMP), Zakon o sistemu plač v javnem 
sektorju (ZSPJS), Zakon o reprezentativnosti sindikatov (ZRSin), Zakon o stavki (Zstk), 
Zakon o sodelovanju delavcev pri upravljanju (ZSDU), Zakon o inšpekciji dela (ZID), 
Zakon o delovnih in socialnih sodiščih (ZDSS-1). Delovnopravne določbe vsebujejo tudi 
zakoni, ki urejajo posamezne dejavnosti (šolstvo, carino, vojsko, promet, trgovino ...), 
Obligacijski zakonik (OZ), Zakon o izvršbi in zavarovanju (ZIZ) – določa omejitev izvršbe 
na plačo, Zakon o jamstvenem in preživninskem skladu Republike Slovenije (ZJSRS), ki 
ureja jamstvo v primeru insolventnosti delodajalca. 
Najpomembnejši avtonomni pravni akti so kolektivne pogodbe, ki jih sklepajo delavci in 




ter so izraz volje in soglasja pogodbenih strank. Glavni namen je, da med strankama 
kolektivne pogodbe, ki imata različen interes, pride do pogajanj in do sporazuma. 
 
2.5.2.1 Individualna delovna razmerja 
 
Individualno delovno razmerje je pogodbeno razmerje med konkretnim delodajalcem in 
konkretnim delavcem, značilnosti tega razmerja pa so določene s pogodbo o zaposlitvi. 
Individualno delovno razmerje je urejeno tudi z drugimi pravnimi viri, državnimi predpisi, 
kolektivnimi sporazumi ter splošnimi akti delodajalca. 
Temeljni predpis, ki obsežno in sistematično ureja delovna razmerja, je Zakon o delovnih 
razmerjih. Je eden najpomembnejših elementov slovenskega delovnopravnega sistema, ki 
ga je Državni zbor Republike Slovenije sprejel 24. aprila 2002. Razlogi, ki so narekovali 
njegov sprejem, so vsebinski, formalni in zaradi uskladitve z mednarodnim pravom (MOD, 
Svet Evrope). Vsebinski razlogi so povezani z družbenoekonomskimi spremembami in 
prehodom na tržno gospodarstvo, kar je povzročilo spremembo koncepta delovnega 
razmerja iz delovnega razmerja, ki je pred tem temeljilo na družbeni lastnini, v delovno 
razmerje, ki temelji na pogodbi o zaposlitvi med delodajalcem in delavcem. Zakon je bilo 
treba sprejeti tudi iz formalnopravnih razlogov. Ob osamosvojitvi je Republika Slovenija 
začasno prevzela nekatere zvezne predpise (med temi je tudi ZTPDR), in sicer do 
sprejema ustrezne slovenske zakonodaje. Vendar je bil postopek sprejemanja zakona 
dolgotrajen, čeprav so se strokovne priprave na zakon začele takoj po osamosvojitvi. Po 
eni strani zaradi zavedanja predlagatelja o pomembnosti in občutljivosti zakona z vidika 
gospodarskega in socialnega napredka, ki bi lahko vplival na zaposlovanje in zaposlenost, 
ter z vidika dostojanstva človeka pri delu kot ene temeljnih vrednost sodobnih družb. 
Obstajala je tudi dilema, ali naj novi zakon ureja le delovna razmerja ali tudi položaj 
človeka pri delu, ki se ne opravlja v delovnem razmerju. Tako je bila sprejeta odločitev, da 
Zakon o delovnih razmerjih ureja samo delovna razmerja. Stranki pogodbe o zaposlitvi sta 
delavec in delodajalec, ki nimata nasprotujočih si interesov, čeprav so njuni interesi 
različni. Za javne uslužbence zakon velja subsidiarno, torej le v primerih, ko posameznih 
pravic in obveznosti ne ureja poseben zakon (Zakon o javnih uslužbencih)21. Zakonsko 
določene pravice veljajo le kot minimum varstva, ki ga je treba zagotoviti vsem delavcem, 
s pogodbami o zaposlitvi pa se lahko določi višja raven pravic, kot je določena z zakonom 
in avtonomnimi pravnimi viri. Šele s pogodbo o zaposlitvi delavec lahko začne delati in 
uresničevati pravice in obveznosti iz delovnega razmerja (določene v pogodbi) 
(Belopavlovič et al., 2003, str. 27). 
                                           
21  Zakon o javnih uslužbencih ureja delovna razmerja za področje državnih organov, organov 




2.5.2.2 Kolektivna delovna razmerja 
 
»Delodajalec mora sindikatu zagotoviti pogoje za hitro in učinkovito opravljanje 
sindikalnih dejavnosti v skladu s predpisi, s katerim se varujejo pravice in interesi 
delavcev. Delodajalec je dolžan sindikatu omogočiti dostop do podatkov, ki so potrebni 
pri opravljanju sindikalne dejavnosti« (ZDR, 207. člen).    
Kolektivno delovno razmerje je razmerje med skupino delavcev in delodajalcem ali 
skupino delodajalcev na drugi strani, v okviru katerega se na splošen način ureja položaj 
delavcev pri delodajalcu. Ta položaj se ureja s predpisi, kolektivnimi sporazumi ter 
splošnimi akti delodajalca. Najpomembnejši subjekt kolektivnih delovnih razmerij je 
sindikat. Sindikat se od drugih interesnih združenj loči po tem, da gre za organizirano 
združenje zaposlenih oseb, ki se trajno in z zadostno močjo ter pritiskom v razmerju do 
delodajalske sfere ali države borijo za uveljavitev ekonomsko-socialnih ciljev delavcev, pri 
tem pa je pomembna intenziteta njihovih pogajanj ter pripravljenost na sklepanje 
kompromisov. Pomembna je tudi njihova organiziranost, ki se lahko kaže s sindikalnim 
monizmom ter sindikalnim pluralizmom (Vodovnik, 2001, str. 50). Oba sistema imata 
svoje prednosti in slabosti. Pluralizem naj bi omogočil konkurenco med sindikati in s tem 
večjo zavzetost ter boljše zastopanje interesov svojih članov, kar ima za posledico, da 
vodijo ostrejšo politiko in postavljajo trše zahteve. To povzroča, da so razmerja med njimi 
in delodajalci (včasih pa tudi med sindikati samimi) bolj konfliktna. Sindikalni  monizem 
pomeni, da se v en sam močan in enoten sindikat združi več manjših in šibkejših 
sindikatov, ki ima podporo številnejšega članstva in je lahko pri uveljavljanju delavskih 
interesov nasproti delodajalcem uspešnejši, ter se tudi delodajalci bolj zavedajo njihove 
moči. Po drugi strani pa monizem lahko pomeni manjšo izbiro za delavce, manjše 
upoštevanje posameznih članov, njihovih interesov in zahtev (Kresal, 2009, str. 146).  
 
Nasprotna stranka v razmerjih socialnega partnerstva so delodajalci in združenja 
delodajalcev. Tako sindikati kot združenja delodajalcev so prostovoljne organizacije in 





2.6 PRAVO IN ODLOČANJE V ORGANIZACIJI 
 
Spremembe političnih in gospodarskih razmerij (globalizacija trgov in zaostrena 
tekmovalnost) so povzročile, da delodajalci iščejo nove rešitve pri vodenju in organizaciji 
dela. 
Vse te spremembe so vplivale na pravni položaj delovnih organizacij in delovnih razmerij, 
na tem področju pa na sistem upravljanja, nadzora in vodenja organizacij. Predpisi, ki to 
urejajo, nalagajo vodstvu upoštevanje temeljnih izhodišč sodobnega vodenja, ki 
vključujejo aktivno sodelovanje zaposlenih pri reševanju problemov v proizvodnji, različne 
oblike skupinskega dela ter skrb za nenehen dvig kakovosti na vseh ravneh (Vodovnik, 
2001, str. 46).  
Različne oblike sodelovanja delavcev pri odločanju naj bi omogočile in pospešile 
parcitipativni pristop k urejanju sicer konfliktnih razmerij med delavci in delodajalci, ki naj 
bi predstavljalo sredstvo za preseganje nasprotnih interesov in doseganje za vse 
sprejemljivih kompromisov. Sodelovanje delavcev pri upravljanju zasleduje 
socialnopolitične in ekonomske cilje. Socialnopolitični cilji zagotavljajo človekovo 
dostojanstvo, socialno pravičnost, uveljavljanje industrijske demokracije (sodelovanje pri 
odločitvah, ki zadevajo delavce), ekonomski cilji pa naj bi pomenili pozitivne učinke na 
stimulativno delovno okolje, večjo vključenost in zainteresiranost delavcev ter zaradi tega 
večjo kvaliteto in produktivnost dela (zaradi tega tudi večjo konkurenčnost poslovanja) 
(Kresal, 2009, str. 155).  
Sodelovanje delavcev pri upravljanju je zagotovljeno z ustavo (75. člen), zakonsko pa je 
urejeno z Zakonom o sodelovanju delavcev pri upravljanju (ZSDU). Različne oblike 
odločanja v organizacijah odpirajo pomembna vprašanja pravnega položaja 
menedžmenta, v okviru teh vprašanj pa opredelitev menedžmenta, ali gre za določene 
skupine oseb (njihov pravni položaj kot zaposlenih oseb) ali za posebne vrste človekovih 
dejavnosti (njihove pristojnosti in pravice, obveznosti in odgovornosti pri opravljanju 
njihovih nalog). Pravni položaj menedžerjev je obravnavan v okviru različnih pravnih 
podsistemov (posredno predmet ustavnega, delovnega, upravnega, statusnega, 
kazenskega in drugih pravnih podsistemov). V družboslovju se s tem pojmom velikokrat 
označujejo osebe, ki so pooblaščene, da odločajo o ravnanju drugih oseb, ki je z več 
vidikov zahtevno ravnanje. Zahtevnost je odvisna od ravni, na katerih se odloča v 
organizaciji. Menedžersko odločanje na manj zahtevnih ravneh je lahko na nivoju poklicne 
dejavnosti, na zahtevnejših ravneh pa temeljijo na pooblastilu, določenem v ustreznem 
aktu in izdanem na podlagi posebnega zaupanja. Za menedžment je značilna sorazmerno 
visoka stopnja avtonomije, ki je v bila preteklosti uveljavljena predvsem v gospodarstvu, 
sodobne družbene razvojne težnje pa uveljavljajo menedžment tudi v javnem sektorju, 
kar je urejeno tudi v predpisih, ki urejajo uslužbenska razmerja v javnem sektorju. Čeprav 




vrsti med organizacijske in upravne vede. Temelj delodajalčeve direktivne in disciplinske 
oblasti nad zaposlenimi osebami je določilo ZDR (4. člen), po katerem delavci delo 
opravljajo po navodilih in pod nadzorom delodajalca. To lahko uresničujejo sami ali prek 
menedžmenta, tako da ta delavcem odreja delo v okvirih, ki so določeni z zakonom, 
kolektivnimi pogodbami in pogodbo o zaposlitvi. Pri tem ščiti interese delodajalca in v 
okviru izvajanja direktne oblasti delodajalca lahko proti delavcu sproži disciplinski 
postopek ter v zvezi z njim izda ukrep, v hujših primerih pa lahko odloči o izredni ali redni 
odpovedi pogodbe o zaposlitvi iz krivdnega razloga. V navedeni okvir spada tudi odločanje 
v postopkih zaposlovanja oseb. Pri odločanju o zaposlovanju ter o pravicah, obveznostih 
in odgovornosti zaposlenih se morajo upoštevati zakonsko določene meje delodajalčeve 
oblasti. Delodajalec oz. menedžment je še zlasti dolžan spoštovati človekove pravice in 
temeljne svoboščine zaposlenih, med katere sodi prepoved nedopustnega oziroma 
nesorazmernega poseganja v osebno integriteto zaposlenih. Takšna omejitev je tudi 
prepoved diskriminacije kandidatov pri zaposlovanju in odločanju o njihovem pravnem 
položaju ter varstvo posebnih kategorij zaposlenih (invalidi). Zaradi preprečevanja 
samovoljnega odločanja delodajalca o pravicah in obveznostih zaposlenih morajo biti 
pravila za odločanje določena vnaprej. Poleg tega se oblast delodajalca omejuje tudi tako, 
da pravni red pri urejanju pomembnih pravnih vprašanj v organizaciji zahteva sodelovanje 
delavskih predstavništev. To velja za konkretne primere, npr. akt o sistemizaciji. Sicer je 
dolžnost ureditev teh vprašanj v javnem interesu v okviru kolektivnega sporazumevanja z 
delodajalci. V primerih, ko je delodajalec fizična oseba, je ta hkrati tudi oseba, ki vodi delo 
zaposlene ali zaposlenih oseb. Če je delodajalec pravna oseba, je za vodenje z zakonom 
pooblaščen nosilec poslovodne funkcije, ki nadalje lahko prenaša te pravice na druge 
osebe. V javnem sektorju, kjer mora menedžer ravnati in se odločati v javnem interesu, 
se menedžerja izbira z javnimi natečaji, zakonsko pa je omejen tudi prenos pravic vodenja 





3 ČLOVEKOVE PRAVICE IN TEMELJNE SVOBOŠČINE 
 
 
V različnih državah in kulturah obstaja različna jezikovna terminologija za temeljne 
človekove pravice, kot so human rights, civil rights, basic rights ..., v nekaterih državah pa 
te terminologije sploh ne poznajo. 
Človekove pravice pripadajo vsakomur in vsem. So individualne in univerzalne. Veljati 
morajo za vse ljudi »ne glede na raso, barvo kože, spol, jezik, vero, politično ali drugo 
prepričanje, narodno ali socialno pripadnost, premoženje, rojstvo ali kakršno koli drugo 
okoliščino« (prvi odstavek 2. člena Splošne deklaracije človekovih pravic). Splošno 
deklaracijo človekovih pravic je sprejela in razglasila Generalna skupščina Združenih 
narodov 10. decembra 1948. Splošna deklaracija o človekovih pravicah razglaša prirojeno 
človeško dostojanstvo ter enake in neodtujljive pravice, ko pravi, da se »vsi ljudje rodijo 
svobodni« (1. člen). Evropska konvencija o človekovih pravicah (EKČP) se tudi v 
Preambuli sklicuje na »isti način mišljenja in skupno dediščino političnega izročila, idealov, 
svobode in pravne države«, ki pogojuje skupno uveljavljanje človekovih pravic evropskih 
držav.  
Temeljne človekove pravice in svoboščine pomenijo eno od osrednjih izhodišč, tudi ciljev 
in namenov, zaradi katerih je bila sploh sprejeta slovenska ustava (Šturm et al., 2002, str. 
34–35). »Človek se rodi svoboden, država kot prisiljujoča organizacija pa njegovo 
svobodo na najrazličnejše načine omejuje. Bistvo boja za človekove pravice je zato v 
prizadevanjih po utesnitvi oblasti in določitvi mej, ki jih le-ta ne sme prestopiti« (Perenič, 
1988, str. 20). Prepoved posega državne oblasti v človekove pravice je osnovna ideja 
spoštovanja človekovih pravic in je značilna za človekove pravice prve generacije 
(temeljne človekove pravice ter državljanske in politične pravice). Z modernizacijo družbe 
se je spreminjala vloga države, ki naj bi aktivno omogočila uživanje določenih pravic 
(ekonomske in socialne pravice) – človekove pravice druge generacije. Tretja generacija 
kolektivnih pravic zadeva človekove pravice skupin (narodov, manjšin, celotne populacije) 
(Lampe, 2010, str. 83). 
 
Določbe splošne deklaracije o človekovih pravicah so kljub prizadevanju mednarodne 
skupnosti za zavarovanje različnih vrst človekovih pravic v pravu vsake države, tudi v 
državah sodobnega sveta, še daleč od uresničitve v takšni meri, da ne bi mogli govoriti o 
kršitvah, ki pogosto posegajo tudi v temeljne človekove pravice in svoboščine. Država, ki 
jih je na eni strani dolžna zavarovati, je na drugi strani njihov najhujši kršitelj. Tako je 
najpomembnejše vprašanje vzpostavitve pravnega mehanizma za njihovo učinkovito 
varstvo in ustrezen odziv na kršitve. Kot je znano, prav nobena država ni imuna na razne 




demokratično na svetu (ZDA) in z letnimi poročili ugotavlja uresničevanje oz. kršenje 
človekovih pravic po svetu, ima zaprte ljudi, ki po mnogih letih, prebitih v zaporu, ne vedo 
niti tega, kaj so zagrešili. Tako že pri tem krši kar nekaj členov iz Splošne deklaracije o 
človekovih pravicah (1., 3., 5., 8., 10). Državna oblast si po svoje razlaga pravne 
mehanizme in v imenu »višjih ciljev«, javnega interesa, krši človekove pravice. 
Mehanizem za njihovo varstvo pa se odziva počasi, in šele dolga leta dokazovanja kršitev 
obrodijo določene rezultate. To se je dogajalo tudi v Sloveniji, dogaja pa se tudi v drugih 
državah razvitega sveta. 
 
3.1 KVALIFIKACIJA IN VSEBINA ČLOVEKOVIH PRAVIC IN TEMELJNIH 
SVOBOŠČIN 
 
Pojmovno razlikujemo med pravicami in svoboščinami. Razlika izvira iz racionalnega 
pojmovanja naravnega prava in države kot posledice družbene pogodbe. Svoboščine naj 
bi bile področje suverenosti človeka, ki z družbeno pogodbo ni bilo postavljeno pod 
varstvo države, pravice pa naj bi omogočale človeku varstvo pred državno avtoriteto. 
Svoboščine pojmujemo kot pravni status, ki ga posamezniku priznava ustava oziroma 
najvišji pravni akt zoper posege države v njegove temeljne vrednote (življenje, osebna 
svoboda, dostojanstvo, zasebnost). Svoboščine pomenijo pravno razmerje države do 
posameznika, pravice pa pravno razmerje posameznika do države (Kaučič, Grad, 2003, 
str. 92). Dolžnost države je, da pravico posameznika zajamči z ustrezno zakonodajo in 
njenim ustreznim izvajanjem. V pravni teoriji so človekove pravice kot pravne pravice, ki 
so zaščitene s pravnim redom; v temeljne svoboščine (svoboda veroizpovedi) se državna 
oblast načeloma ne bi smela vmešavati, vendar dobivajo temeljne svoboščine značilnosti 
pravice, torej pozitivno obveznost države, da zagotovi uživanje svoboščine. Hkrati pa je 
mogoče za vse posamezne pravice najti neke skupne značilnosti, skupne teoretične in 
pravne temelje. »Z vidika obveznosti državne oblasti sta to t. i. negativna in pozitivna 
obveznost« (Lampe, 2010, 41–43). 
 
Posamezne človekove pravice so tako specifične, da je težko govoriti o istih zakonitostih, 
ki veljajo generično za vse človekove pravice. Tako je njihove značilnosti težko 
posploševati ali prenašati na druge pravice. Zato je najboljši pristop k proučevanju vsake 
pravice posamično, in to zaradi specifičnosti zakonitosti posamezne pravice in pravne 
prakse v okviru posamezne pravice. Temeljne človekove pravice in temeljne svoboščine 
postajajo vedno bolj pravno opredeljene in urejene in tudi njihova vsebina je vedno bolj 
konkretizirana. Klasificirane so po različnih kriterijih. Temeljno klasifikacijo človeških pravic 
je razvil francoski pravnik Karel Vasak in so razdeljene na človeške pravice prve, druge in 
tretje generacije. Navdih je črpal iz gesel francoske revolucije: liberte, egalite, fraternite. 
Na razvoj generacij so vplivali specifični socialni, ekonomski, zgodovinski in kulturni 




meščanskih revolucij ter vpliv politične filozofije in družbenoekonomske doktrine v 17. in 
18. stoletju. Označujejo se kot pravice negativnega statusa. V to skupino sodijo pravica 
do nedotakljivosti življenja, prepoved mučenja, nečloveškega ali ponižujočega ravnanja ali 
kaznovanja, pravica do osebne svobode in varnosti, prepoved arbitrarnega pridržanja, 
pripora ali izgona, pravica do poštenega in javnega sojenja. Pravice druge generacije 
(egalite): ekonomske, socialne in kulturne pravice. Pravice tretje generacije (fraternite): 
solidarnostne pravice, ki so se pojavile kot posledica zahtev po globalni prerazdelitvi moči 
in bogastva na zahtevo tretjega sveta.22 
Pomembnejše splošne razvrstitve pravic Cerar (1996, str. 122) deli na glavne pravice, ki 
so samostojne pravice, iz katerih izhajajo oz. na katere se navezujejo nesamostojne 
pravice. Pozitivne in negativne pravice
 
(pozitivne pravice, pozitivno ravnanje – dajatev, 
storitev; negativne pravice, negativno ravnanje – opustitev, dopustitev). Primarne in 
sekundarne pravice (primarne – nosilec jih pridobi neodvisno od drugih pravic; 
sekundarne nastanejo na podlagi kršitev primarnih pravic). Absolutne in relativne pravice. 
Pravne in naturalne pravice (pravne – uživajo celovito pravno varstvo; naturalnim 
pravicam pravo priznava obstoj, vendar jim ne priznava celovitega pravnega varstva). 
Pravice glede na posredni objekt (pravice glede premičnin in nepremičnin, potrošnih in 
nepotrošnih stvari ...). Pravice glede na pravne panoge (ustavnopravne, kazenskopravne, 
civilnopravne, delovnopravne, mednarodnopravne). Pravice glede na nosilce (pravice 
fizičnih oseb in pravice pravnih oseb). Osebnostne pravice, s katerimi se zagotavlja 
varstvo človekovih osebnih dobrin, celovite človekove integritete. 
  
                                           




3.2 ZGODOVINSKI RAZVOJ ČLOVEKOVIH PRAVIC Z VIDIKA 
UMEŠČANJA V PRAVNI RED DEMOKRATIČNIH DRUŽB 
  
Najpomembnejša politična in pravna listina o človekovih pravicah, ki je imela pomemben 
vpliv na pravno ureditev človekovih pravic v poznejših meščanskih ureditvah, je bila 
Deklaracija o pravicah človeka in državljana iz leta 178923. Njene glavne značilnosti so: 
idejna in vsebinska naravnopravna opredelitev človekovih pravic, priznanje državljanskih 
pravic, splošna veljava in narava pravic človeka in državljana, razglasitev temeljnih načel o 
državni ureditvi (Kocjančič et al., 2009,  str. 102). 
Ideja o naravnih pravicah je vplivala na odpravo suženjstva, nastanek prve delovnopravne 
zakonodaje, nastanek sindikatov, nastanek prvih humanitarnih organizacij, nastanek 
Društva narodov, postanejo pa tudi bistven del ustavnih dokumentov. V začetku 20. 
stoletja se pojavijo prve socialne in ekonomske pravice (Weimanska ustava 1921). Na 
dokončno uveljavitev ideje o človekovih pravicah so vplivali 2. svetovna vojna in nacizem 
ter ustanovitev OZN in sprejetje Splošne deklaracije o človekovih pravicah. Nove ustave 
so vključevale katalog prve in druge generacije temeljnih človekovih pravic: Francija 
(1946, 1948), Italija (1948), Nemčija (1949), SFRJ (1946, 1963, 1974). 
 
3.3 NAJPOMEMBNEJŠI MEDNARODNI DOKUMENTI, KI UREJAJO 
ČLOVEKOVE PRAVICE 
 
Splošna deklaracija o človekovih pravicah 
 
Sprejela in razglasila jo je Generalna skupščina Združenih narodov 10. decembra 1948 z 
resolucijo št. 217 A (III) in je prva povzdignila varstvo človekovih pravic na svetovno 
raven. Ne uvaja razlik med državljanskimi in političnimi ter ekonomskimi, socialnimi in 
kulturnimi pravicami ter že v Preambuli 24  poudarja njihovo celovitost glede na vsem 
skupen ideal svobodnega, strahu in revščine prostega človeškega bitja, ki ima temeljno 
pravico do dostojanstva (Šturm et al., 2002, str. 35).  
  
                                           
23 Sprejela jo je francoska narodna skupščina 26. avgusta 1789. Postala je sestavni del francoske 
ustave iz leta 1791. Na to deklaracijo so se sklicevale vse poznejše francoske ustave in mednarodni 
dokumenti ter predstavlja primer pravnega uresničevanja človekovih pravic, ki so se izoblikovale do 
18. stoletja. 
24  Priznanje prirojenega človeškega dostojanstva vseh članov človeške družbe; da se pravice 
človeka zavarujejo z močjo prava; ker so ljudstva Združenih narodov ponovno potrdila svojo vero v 





Prvi člen Splošne deklaracije vsebuje tri splošna načela človekovih pravic: 25  načelo 
svobode, enakosti in bratstva (liberte, egalite, fraternite), ki so hkrati temeljna načela 
francoske revolucije in Deklaracije o pravicah človeka in državljana (1789). Nastala je kot 
posledica množičnih kršitev človekovih pravic pred letom 1948 in »pomeni zgodovinsko 
prelomnico pravnega urejanja človekovih pravic. Je izhodiščni temelj za sprejemanje 
univerzalnih in regionalnih aktov o človekovih pravicah – in zaščite človekovih pravic, saj 
so človekove pravice dobile mednarodno razsežnost in niso več izključna domena 
posamezne države« (Lampe, 2010, str. 91). Vsebuje katalog pravic in svoboščin, ki naj bi 
jih države vnesle v svoje pravne sisteme ter jih varovale z notranjim pravom posamezne 
države. Nastala je kot posledica množičnih kršitev človekovih pravic pred letom 1948. 
Splošna deklaracija zagotavlja vsakemu posamezniku osnovne človekove pravice in 
svoboščine, politične in državljanske pravice ter socialne in ekonomske pravice. Človekove 
pravice in temeljne svoboščine po Splošni deklaraciji o človekovih pravicah niso absolutne 
ter jih relativizira, ko pravi, da so lahko omejene le z zakonom, katerega izključni namen 
je zavarovati obvezno priznanje in spoštovanje človekovih pravic ter svoboščin drugih, ki 
izpolnjuje kriterije »pravičnih zahtev morale, javnega reda in splošne blaginje v 
demokratični družbi«¨26, ki je implementiran v splošne mednarodnopravne in nacionalne 
dokumente. 
 
V sistemu Združenih narodov se s človekovimi pravicami dejansko srečujejo vsi organi 
(Varnostni svet, Generalni sekretariat) ter komisije (Komisija za človekove pravice – leta 
2006 jo je nadomestil Svet za človekove pravice), glavni uradnik OZN – Visoki komisariat 
za človekove pravice, posamezni monitorni organi OZN – odbor za človekove pravice, 
odbor za ekonomske, socialne in kulturne pravice, odbor za odpravo vseh oblik rasne 
diskriminacije, odbor za odpravo diskriminacije žensk, odbor proti mučenju, odbor za 








                                           
25 Vsi ljudje se rodijo svobodni, imajo enako dostojanstvo in enake pravice, morali bi ravnati drug z 
drugim kot bratje (1. člen SDČP) 




Mednarodni pakt o državljanskih in političnih pravicah 
 
Sprejela ga je Generalna skupščina Združenih narodov 16. decembra 1966. Pakt ima v 
mednarodnem pravu pomembno vlogo, ker so se države članice s pristopom k paktu 
obvezale zagotoviti vsakomur spoštovanje vseh pravic, ki jih vsebuje katalog pravic v 
paktu, ustrezne zakonske in druge ukrepe ter mednarodni nadzor.  
 
Človekove pravice in svoboščine, ki so zajamčene s paktom, je mogoče razvrstiti v dva 
sklopa: 
 na temeljne človekove pravice: pravica do življenja, pravica do duševne in telesne 
nedotakljivosti, prepoved mučenja, prepoved suženjstva, tlačanstva in prisilnega 
dela, pravica do prostosti in osebne varnosti, garancije v predkazenskem in 
kazenskem postopku, prepoved diskriminacije, svoboda gibanja; 
 na državljanske in politične pravice: svoboda mišljenja, svoboda izražanja – 
svoboda tiska, svoboda širjenja in prejemanja informacij, svoboda vesti in 
veroizpovedi, svoboda združevanja, pravica do zasebnosti in časti, pravica do 
osebnega statusa, pravica skleniti zakonsko zvezo in pravica do varstva družine, 
pravica do sodelovanja v javnih zadevah, aktivna in pasivna volilna pravica. 
 
Mednarodni pakt o socialnih in ekonomskih pravicah27 (MPESKP) 
 
Sprejela ga je Generalna skupščina Združenih narodov 16. decembra 1966. Države 
pogodbenice zavezuje k zagotavljanju ekonomskih, socialnih in kulturnih pravic, ki 
predstavljajo t. i. drugo generacijo človekovih pravic. Pravica do dela je najprej dobila 
svoje mesto v Splošni deklaraciji o človekovih pravicah, kjer ni bila določena kot 
samostojna pravica, temveč v povezavi z drugimi pravicami in svoboščinami na področju 
dela in jo deklaracija opredeljuje na splošno. Splošni deklaraciji je leta 1966 sledil 
Mednarodni pakt o ekonomskih, socialnih in kulturnih pravicah, ki je začel veljati leta 1976 
in pravico do dela konkretizira, ko pravi, da so države dolžne z ustreznimi ukrepi varovati 
pravico do dela. Ti ukrepi se po paktu nanašajo na aktivnost države za poklicno 
usmerjanje in izobraževanje, ekonomski, socialni in kulturni razvoj ter uresničevanje polne 
                                           
27 International Covenant on Economic, Social and Cultural Rights; kraj in datum podpisa: New 
York, 16. 12. 1966; objavljeno v Sl. Ur. l. SFRJ, št. 7/71; datum uveljavitve: 3. 1. 1976; datum 
uveljavitve v RS: 1. 7. 1992 (Ur. l.RS, št. 35/92 – MP, št. 9/92) 
(http://www.mzz.gov.si/si/zunanja_politika_in_mednarodno_pravo/zunanja_politika/clovekove_pra




in produktivne zaposlenosti. MPESKP opredeljuje pravice posameznikov in obveznosti 
držav, ki so: pravica do samoodločbe (1. člen), dolžnost države, da nediskriminatorno 
zagotavlja ekonomske, socialne in kulturne pravice (2. člen), pravica do dela, pravičnega 
plačila, varnih delovnih pogojev in periodičnega plačanega dopusta (6. in 7. člen), pravica 
do ustanavljanja in članstva v sindikatih (8. člen), pravica do socialne varnosti (9. člen), 
pravice družine, še posebej mater in otrok, do državne zaščite in pomoči (10. člen), 
pravico do ustreznega življenjskega standarda vključno z ustrezno hrano, obleko in 
stanovanjem (11. člen), pravica do izobraževanja (13. člen), pravica do udeležbe v 
kulturnem življenju (15. člen). 
 
Konvencija o varstvu človekovih pravic in temeljnih svoboščin (EKČP)  
 
Konvencija je bila sprejeta 4. novembra 1950 v Rimu. Zasleduje cilje Sveta Evrope za 
ohranjanje in razvoj človekovih pravic in temeljnih svoboščin. Konvencija je prvi korak na 
poti h kolektivni pravni zaščiti nekaterih pravic, že priznanih v Splošni deklaraciji 
človekovih pravic. V EKČP je zapisan obsežen katalog klasičnih človekovih pravic, ki 
vsebuje edinstven mednarodni sistem varstva, urejen v primeru kršitev omenjenih pravic. 
Evropsko sodišče za človekove pravice (ESČP) je bilo ustanovljeno na podlagi Evropske 
konvencije o človekovih pravicah, z dodatnim Protokolom št. 11. Število sodnikov je enako 
številu držav članic – trenutno 47. Vsaka država članica predlaga tri kandidate, izmed 
katerih parlamentarna skupščina izvoli enega. Vsaka država pogodbenica (državna 
pritožba) ali posameznik (individualna pritožba), ki trdi, da je žrtev kršenja Konvencije, 
lahko vloži svojo pritožbo neposredno na sodišče v Strasbourgu, navajajoč kršitev ene 
izmed pravic, določenih v Konvenciji.  
 
Evropska socialna listina 
 
Evropska socialna listina je bila podpisana v Torinu, 18. oktobra 1961. Ureja pravice in 
svoboščine ter z nadzornim sistemom zagotavlja, da države podpisnice spoštujejo določbe 
listine. V tej listini in v protokolih k tej listini so se države članice Sveta Evrope dogovorile, 
da bodo svojim prebivalcem zagotovile socialne pravice, ki so navedene v njih, da bi s tem 
izboljšale njihov življenjski standard in socialno varnost. Namen podpisa te listine je, da se 
med članicami Sveta Evrope doseže večja enotnost glede varovanja, ohranjanja in 
nadaljnjega uresničevanja človekovih pravic in temeljnih svoboščin ter pospeševanja 
njihovega gospodarskega in družbenega napredka. Spremenjena Evropska socialna listina 
iz leta 1996, ki je začela veljati leta 1999, postopno nadomešča prvotno pogodbo iz leta 
1961. Republika Slovenija je 11. marca 1999 ratificirala spremenjeno Evropsko socialno 




zagotavlja pravice, ki se tičejo vsakega posameznika v vsakdanjem življenju (nastanitev, 
zdravje, izobraževanje, zaposlitev, pravno in socialno varstvo, gibanje oseb, 
nediskriminacija). Določbe listine opredeljujejo osnovne socialne pravice delavcev, kot so 
pravica do dela, do pravičnih pogojev dela, do varnih in zdravih delovnih pogojev, do 
pravičnega plačila, do svobodnega združevanja delodajalcev in delojemalcev, do 
kolektivnih pogajanj, do posebnega varstva otrok in mladine, do socialne varnosti zase in 
za osebe, ki jih delavci vzdržujejo, do socialne in zdravstvene pomoči, pravnega 
ekonomskega varstva, varstva zdomskih delavcev, enakih zaposlitvenih in poklicnih 
možnosti brez razlikovanja na podlagi spola, ter tudi enake možnosti med spoloma, 
pravica otrok in mladih do socialnega varstva, varstva ob kolektivnem odpustu, 
dostojanstva pri delu, enakih možnosti in obravnave za delavce z družinskimi 
obveznostmi, varstva pred revščino in socialno izključenostjo ter pravica do primerne 
nastanitve. Republika Slovenija je prevzela obveznosti iz vseh členov, razen treh 
odstavkov, ki se nanašajo na tuje državljane 28 , kar je sicer v skladu z Dodatkom k 
spremenjeni socialni listini. Nadzor nad mednarodnim izvajanjem določil listine zagotavlja 
sistem kolektivnih pritožb. Pritožbe lahko vložijo organizacije delodajalcev in sindikatov, 
mednarodne nevladne organizacije ter predstavniške organizacije delodajalcev in 
sindikatov.  
 
Vsako leto države pogodbenice (tako tudi Republika Slovenija) predložijo poročilo o 
njenem izvajanju. To nalogo opravlja Ministrstvo za delo, družino in socialne zadeve, ki v 
sodelovanju z drugimi ministrstvi in vladnimi uradi spremlja izvajanje Evropske socialne 
listine (spremenjene), pripravlja poročila o izvajanju ter zagovarja negativne zaključke na 
izvajanje Evropske socialne listine (spremenjene). Vsako poročilo se nanaša na nekatere 
od sprejetih določb listine in ga pregleda odbor neodvisnih strokovnjakov Sveta Evrope ter 
odloči o tem, ali države izpolnjujejo svoje obveznosti v skladu z listino. Svoje odločitve 
objavi vsako leto, in če ugotovi, da država svojih obveznosti ne izpolnjuje, zahteva, da 
pomanjkljivosti odpravi. 
  
                                           
28 1. in 4. točka 13. člena MESL, ki določa pravico do socialne pomoči v enaki meri tako za svoje 
državljane kot tudi za državljane drugih držav pogodbenic; 2. točka 18. člena MESL, s katero se 
države pogodbenice zavezujejo, da bodo poenostavile obstoječe formalnosti in zmanjšale ali ukinile 




3.4 ČLOVEKOVE PRAVICE IN TEMELJNE SVOBOŠČINE V SLOVENSKEM 
PRAVU 
  
Ustava Republike Slovenije jasno in nedvomno določa in varuje človekove pravice in 
temeljne svoboščine, natančno jih opredeljuje ter določa varovanje človekovih pravic, tudi 
tako, da določa, da vsak poseg v ustavno pravico ureja zakon. So pa človekove pravice in 
temeljne svoboščine tudi omejene v primerih, ki jih neposredno določa ustava sama. 
 
Temeljne človekove pravice in svoboščine so zajete že v Preambuli ustave in pomenijo 
ene pomembnih izhodišč ter ciljev in namenov sprejetja slovenske ustave, na katera se je 
oprla Skupščina RS, ko jo je sprejela. Ustava RS vsebuje obsežno poglavje določb, ki se 
nanašajo na temeljne človekove pravice in svoboščine, in sicer II. poglavje – Človekove 
pravice in temeljne svoboščine (od čl. 14 do 65). Preambula Ustave opozarja na 
naravnopravne, zgodovinske in mednarodne razsežnosti ideje o človekovih pravicah in 
svoboščinah (Šturm et.al, 2002, str. 34–35). Človekove pravice in temeljne svoboščine so 
glede na njihovo sorodnost in vsebino razvrščene v pet skupin: temeljne in izhodiščne 
pravice in svoboščine, osebnostne pravice in svoboščine, politične pravice in svoboščine, 
ekonomske in socialne pravice ter pravice narodnih skupnosti (Kavčič in Grad, 2003, str. 
106–107). Uresničujejo se neposredno na podlagi Ustave, ki zagotavlja sodno varstvo le-
teh in odpravo njihovih kršitev. Vsakomur so zagotovljene ne glede na narodnost, raso, 
spol, jezik vero, politično ali drugo prepričanje, gmotno stanje, rojstvo, izobrazbo, 
družbeni položaj ali katerokoli drugo osebno okoliščino. Ustava v 15. členu vsebuje 
splošne določbe o uresničevanju in omejevanju pravic, ki se nanašajo na pravno naravo 
pravic, ki so varovane z Ustavo, način uresničevanja le-teh, možnosti omejevanja in 
načine razlage ter pravico do sodnega varstva vseh drugih človekovih pravic in temeljnih 
svoboščin, ki jih Ustava ne priznava ali jih priznava v manjši meri.  
 
Testen v komentarju k temu členu Ustave pojasnjuje, da je le načelna ugotovitev, da so 
ustavne določbe o človekovih pravicah neposredno uporabno pravo. Kajti pri izvedbi 
ustavne zahteve o neposrednem uresničevanju človekovih pravic na podlagi Ustave se 
pojavlja kar nekaj težav. Sklepe glede neposredne uporabnosti ustavnih določb o 
človekovih pravicah povzema po obrazložitvi odločbe Ustavnega sodišča (OdlUS IV, 131): 
»a) uresničevanje nekaterih pravic ne zahteva posebne zakonske ureditve – v takšnih 
primerih neposredna uporaba ustavne določbe ne bi smela predstavljati težave; b)tudi 
tam, kjer bi bila zakonska konkretizacija sicer dopustna in morda celo potrebna, njena 
odsotnost ali neskladnost z Ustavo načeloma ne preprečuje, da bi se ustavne pravice v 
tem primeru uresničevale neposredno na podlagi Ustave; c) kjer so način uresničevanja, 
morebitne omejitve in sodno varstvo teh pravic urejeni tudi z zakonom, pa je sodstvo po 




pravic namreč 2. odstavek 15. člena določa, da se lahko z zakonom ureja način njihovega 
uresničevanja, ki pa je lahko na podlagi ustave29 in »se lahko zakonodajalec sklicuje na 
izrecno ustavno pooblastilo ali pa na to, da takšno ureditev nujno zahteva narava te 
pravice«. Vendar pa ne glede na težave pri praktični izvedbi te ustavne določbe 1. 
odstavek 15. člena »postavlja pred vse državne organe jasno zahtevo, da določbe Ustave 
o človekovih pravicah morajo upoštevati pri razlagi predpisov, ki jih uporabljajo pri svojem 
odločanju« (Šturm et.al, 2002, 195). 
 
Pravno varstvo človekovih pravic in temeljnih svoboščin v Republiki Sloveniji temelji na 
mednarodnih aktih, kot so Splošna deklaracija o človekovih pravicah, Mednarodni pakt o 
državljanskih in političnih pravicah, Konvencija o varstvu človekovih pravic in temeljnih 
svoboščin ter Ustavi RS. Oblike varovanja človekovih pravic in temeljnih svoboščin v RS so 
formalne in neformalne. Formalne oblike varstva so: sodno varstvo (v okviru kazenskega, 
civilnega postopka, upravnega spora, upravnokazenskega varstva, varstva na področju 
prekrškov), varstvo pred ustavnim sodiščem (ustavna pritožba) in mednarodno varstvo. 
Neformalne oblike varstva: varuh človekovih pravic, druge oblike varstva (inšpekcijsko, 
policijsko, sindikalno varstvo, nevladne organizacije). 
 
3.4.1 USTAVA REPUBLIKE SLOVENIJE IN SODNO VARSTVO ČLOVEKOVIH 
PRAVIC IN TEMELJNIH SVOBOŠČIN 
 
Ustava RS v 4. odstavku 15. člena zagotavlja sodno varstvo človekovih pravic in temeljnih 
svoboščin ter pravico do odprave posledic njihove kršitve. Hkrati pomeni realizacijo 
zahteve iz EKČP, ki v prvem členu določa, da podpisnice vsakomur, ki sodi v njihovo 
pristojnost, priznavajo pravice in svoboščine, ki jih določa Konvencija. Vendar pa od držav 
podpisnic ne zahteva točno določene oblike, kako naj to zagotovijo – pomembno je le, da 
se vsebinsko zagotovi uresničevanje pravic v pravnem redu posamezne države. To je tudi 
samostojna človekova pravica, ki izrecno zagotavlja pravico do sodnega varstva 
človekovih pravic in temeljnih svoboščin, ker sicer sodno varstvo zagotavlja 23. člen 
Ustave.   
Šturm meni, da poseben vidik sodnega varstva človekovih pravic pomeni zahtevo, da 
sodišča v postopkih, kjer sama človekova pravica ni predmet spora, upoštevajo vse 
procesne in materialne določbe o človekovih pravicah in temeljnih svoboščinah, in hkrati 
izpostavlja odločbo Ustavnega sodišča30, ki nalaga sodiščem, da morajo  pri svojem delu 
ves čas spoštovati določbe o človekovih pravicah in temeljnih svoboščinah. Ravno sodišča 
s svojimi postopki in odločitvami uveljavljajo in varujejo človekove pravice in temeljne 
                                           
29 Kadar tako določa Ustava. 




svoboščine, ni pa izključeno, da ne bi mogli z le-temi tudi kršiti človekovih pravic. Zaradi 
tega je posebno varstvo človekovih pravic zagotovljeno še z institutom ustavne pritožbe. 
(2002, str. 201). Ustava zagotavlja pravico do sodnega varstva31 vsakomur, ki nastopa kot 
stranka v sodnih postopkih.Pravico do sojenja brez nepotrebnega odlašanja lahko krši 
samo sodišče, kar se v praksi dejansko tudi dogaja. Sodni postopki so nerazumno 
predolgi, kar za posameznika pomeni, kot da sodnega varstva ne bi bilo. Temu je večkrat 
pritrdilo tudi ESČP in državi naložilo obveznost plačila odškodnine za negmotno škodo 
prizadetim osebam 32 . Pravico vsakomur do nepristranskega in neodvisnega sodišča  
Ustava opredeljuje širše, kot je to določeno v EKČP 33 , saj poleg civilnih pravic in 
obveznosti ter kazenskih obtožb zajema tudi varstvo katerihkoli pravic, dolžnosti in 
pravnih interesov (Šturm et al., 2002, str. 257–258). To določbo hkrati varuje vrsta drugih 
ustavnih določb. Vsakdo, ki je lahko stranka v postopku, ima pravico do zakonitega 
sodnika, torej pravico, da mu sodi sodnik, ki je določen po vnaprej znanih pravilih v skladu 
z zakonom in sodnim redom. To je temeljno načelo vzpostavitve pravnega reda in pravne 
države in pomeni pravico državljana, da terja od države določen način in vsebino 
obravnave, državi pa nalaga obveznost, da na določen način organizira sodno oblast 
(Toplak, 1992, str. 272). 
Ustava in sodno varstvo (redna sodišča) 
Ustavne določbe, ki se nanašajo na enako varstvo pravic (22. člen), pravico do sodnega 
varstva (23. člen), javnost sojenja (24. člen), pravico do pravnega sredstva (25. člen), so 
pomembne za oblikovanje civilnega procesa. Zakon o pravdnem postopku ureja postopek 
pri sodnem varstvu človekovih pravic in temeljnih svoboščin ter pri tem zajema 
premoženjskopravne spore, spore iz osebnih in družinskih razmerij in drugih civilnopravnih 
razmerij fizičnih in pravnih oseb, ki so opredeljeni v II. poglavju Ustave RS. Na ta način »v 
zadostni meri in na sprejemljiv ter popoln način uveljavlja ustavne določbe, ki zagotavljajo 
korektno in učinkovito sodno varstvo človekovih pravic in temeljnih svoboščin« (Ude, 
1992, str. 365–374). 
 
Tudi v kazensko procesno pravo so vključene ustavne določbe o človekovih pravicah, ki v 
postopkovnem smislu določajo temeljna pravila kazenskega postopka in pravna jamstva. 
To sta: 1.) ustavna določba načela zakonitosti v kazenskem postopku (Ustava, 28. člen), 
                                           
31 23. člen Ustave: »Vsakdo ima pravico, da o njegovih pravicah in dolžnostih ter o obtožbah proti 
njemu brez nepotrebnega odlašanja odloča neodvisno, nepristransko in z zakonom ustanovljeno 
sodišče.« 
32  Sodna praksa Evropskega sodišča: v postopkih, ko je odločalo o razumnem roku za sodno 
odločitev, je opredelilo, da preobremenjenost sodišč in reorganizacija sodstva nista opravičljiva 
razloga za dolgotrajnost postopkov.  
33 »Vsakdo ima pravico, da o njegovih civilnih pravicah in obveznostih ali o kakršnihkoli kazenskih 
obtožbah proti njemu pravično in javno ter v razumnem roku odloča neodvisno in nepristransko, z 




ki določa, da ni kaznivega dejanja brez zakona, torej da nihče ne sme biti kaznovan za 
dejanje, za katero zakon ni določil, da je kaznivo, in zanj predpisal kazni, še preden je bilo 
dejanje storjeno, ter 2.) ustavna določba »Pravna jamstva v kazenskem postopku« 
(Ustava, 29. člen), s katero se določa garancijo v kazenskem postopku vsem, ki so 
obdolženi kaznivega dejanja. V posebnem delu kazenskega zakonika so kršitve večine 
človekovih pravic in temeljnih svoboščin opredeljene kot kazniva dejanja. Kršitve večine 
človekovih pravic in temeljnih svoboščin pomenijo obenem kazniva dejanja, predpisana v 
posebnem delu Kazenskega zakonika. Ena najpogosteje uporabljenih oblik varstva le-teh 
pa je kazenskopravno varstvo. 
Upravni spor 
Človekove pravice so varovane tudi z upravnim sporom, ki je po Zakonu o upravnem 
sporu (ZUS-1, člen 1) opredeljen kot sodno varstvo proti odločitvam in dejanjem državnih 
organov, organov lokalnih skupnosti in nosilcev javnih pooblastil, če ni zagotovljeno drugo 
sodno varstvo. Tako upravni spor predstavlja obliko sodnega nadzora nad zakonitostjo 
odločanja organov javne uprave o pravicah, obveznostih in pravnih koristih posameznikov 
ali organizacij. Predstavlja zlasti uresničitev ustavnih določb, ki vzpostavlja upravno sodno 
kontrolo zakonitosti upravnih aktov, in če ni zagotovljeno drugo sodno varstvo, tudi 
upravno sodno kontrolo zakonitosti posamičnih dejanj in aktov, s katerimi se posega v 
ustavne pravice posameznika. Hkrati upravni spor lahko predstavlja edino pravno sredstvo 
oz. nadomestilo za pritožbo ter hkrati posebno sodno varstvo zoper vse akte in dejanja, 
proti katerim z zakoni ni zagotovljeno drugo sodno varstvo (če se z njimi posega v 
ustavne pravice) (Šturm et al., 2002, str. 1055–1056). 
Upravnokazensko varstvo na področju prekrškov 
Upravnokazensko varstvo na področju prekrškov obsega prekrške, ki pomenijo nekatere 
kršitve človekovih pravic, teža teh kršitev pa je nižja v primerjavi s kaznivimi dejanji. 
»Prekršek je dejanje, ki pomeni kršitev zakona, uredbe vlade, odloka samoupravne‚ 
lokalne skupnosti, ki je kot tako določeno kot prekršek in je zanj predpisana sankcija za 
prekršek« (ZP-1, 6. člen). Za storjene prekrške se ob pogojih iz zakona izreče predpisana 
sankcija ali opozorilo. V skladu s 4. členom ZP-1 se lahko izrečejo naslednje sankcije za 
prekrške: globa, opomin, kazenske točke v cestnem prometu s prenehanjem veljavnosti 
vozniškega dovoljenja in prepovedjo uporabe vozniškega dovoljenja, prepoved vožnje 
motornega vozila, izgon tujca iz države, odvzem predmetov, vzgojni ukrepi. O prekrških 
na podlagi 45. člena ZP-1 odločajo prekrškovni organi in sodišča. Prekrškovni organi so 
upravni in drugi državni organi in nosilci javnih pooblastil, ki izvajajo nadzorstvo nad 
izvrševanjem zakonov in uredb, s katerimi so določeni prekrški, ter organi samoupravnih 
lokalnih skupnosti, ki so s posebnimi predpisi pooblaščeni za odločanje o prekrških. 
Sodišča, ki so pristojna za odločanje o prekrških, so sodišča prve in druge stopnje. Sodišča 




Omeniti velja, da so do temeljite spremembe Zakona o prekrških, ki je začel veljati z 
začetkom leta 2005, o prekrških na prvi stopnji odločali samostojni organi – sodniki za 
prekrške, na drugi pa Republiški senat za prekrške. 
 
3.4.2 VARSTVO PRED USTAVNIM SODIŠČEM – USTAVNA PRITOŽBA 
 
Ribičič povzema Ronalda Dworkina, ki je svojo zamisel človekovih pravic in svoboščin 
povezoval z ustavo in ustavim sojenjem ter njegovo mnenje, da »mora biti v sodobnih 
demokratičnih državah izvrševanje demokratičnega načela večinskega odločanja omejeno 
z dolžnostjo spoštovanja standardov varstva individualnih človekovih pravic in ustavnih 
načel« (Dworkin v Ribičič, 2010, str. 29). 
 
Ustavno sodišče ima zadnjo besedo pri razlagi Ustave ter varstvu človekovih pravic. 
Njegove odločitve so obvezne za vse, tudi za najvišje državne organe. Posebej pomembno 
vlogo ima pri razlagi ustavnih določb o človekovih pravicah in temeljnih svoboščinah. 
Ustavno sodišče je po sprejetju Ustave zaradi zagotavljanja višjih standardov varstva 
človekovih pravic razveljavilo veliko zakonskih določb, ki so neustavno omejevale pravice 
in svoboščine, ter sodb rednih sodišč, s katerimi so bile kršene ustavne pravice. Po letu 
2000 pa ima na njegove odločitve vse večji vpliv sodna praksa ESČP, zlasti sodbe, ki so jih 
sprožili pritožniki zoper Slovenijo zaradi kršitev sojenja v razumnem roku. 
 
Ustavna pritožba se lahko vloži (ZUstS, 1. odstavek 50. čl.) zaradi kršitve človekove 
pravice ali temeljne svoboščine zoper posamični akt, s katerim je državni organ, organ 
lokalne skupnosti ali nosilec javnih pooblastil odločil o pravici, obveznosti ali pravni koristi 
posameznika ali pravne osebe. Vendar je to mogoče storiti šele, ko so bila v zadevi 
izčrpana vsa pravna sredstva. Ustavna pritožba ni dovoljena, če ne gre za kršitev 
človekovih pravic ali temeljnih svoboščin, ki bi imele hujše posledice za pritožnika. To je v 
primerih, kadar gre za posamične akte, izdane v sporih majhne vrednosti, v sporih zaradi 





3.4.3 INSTITUCIONALNO IN DRUGE OBLIKE VARSTVA ČLOVEKOVIH PRAVIC 
 
Mednarodne institucije 
Pod vplivom druge svetovne vojne so države podpisnice s sprejemom Ustanovne listine 
OZN34 , naredile korak k zagotavljanju temeljnih človekovih pravic in svoboščin ter se 
sporazumele o ustanovitvi meddržavne organizacije, ki se bo imenovala Združeni narodi. K 
tem prizadevanjem je še zlasti pripomoglo sprejetje Splošne deklaracije o človekovih 
pravicah, ki jo je OZN sprejela 10. decembra 1948. leta. Slovenija je 22. maja 1992 
postala 176. država članica OZN. S tem se je priključila dolgoletnemu procesu 
zagotavljanja mednarodne varnosti ter temeljnih človekovih pravic in svoboščin. 5. maja 
1949 je bil z Londonskim sporazumom ustanovljen Svet Evrope s sedežem v Strasbourgu, 
države članice pa so se zavezale k spoštovanju človekovih pravic, demokracije in pravne 
države. Eden od večjih uspehov Sveta Evrope z namenom varovanja navedenih vrednot je 
bil sprejem Evropske konvencije o človekovih pravicah (EKČP) leta 1950 (Slovenija je 
konvencijo ratificirala leta 1994). EKČP je služila kot temelj za ustanovitev Evropskega 
sodišča za človekove pravice, s tem pa je bilo državljanom zagotovljeno mednarodno 
varstvo človekovih pravic. V sedanji obliki je zagotovljeno z uveljavitvijo 11. protokola h 
konvenciji, ki je bil sprejet leta 1994, uveljavljen pa leta 1998. 
 
V okviru Sveta Evrope deluje tudi Komisar za človekove pravice (KČP)35, ki je politični 
organ in ločen od ESČP in drugih teles te organizacije. Ustanovljen je bil leta 1999 in skrbi 
za spoštovanje in uveljavljanje človekovih pravic, spodbujanje ozaveščanja o človekovih 
pravicah ter zagotavljanje spoštovanja aktov Sveta Evrope o človekovih pravicah. Njegova 
vloga je pretežno preventivna, dopolnjuje vlogo ESČP in drugih teles te organizacije, 
ustanovljenih na podlagi konvencije. Še zlasti skrbi za ranljive in občutljive skupine oseb, 
kot so Romi, tujci in drugi. 8. člen Ustave RS določa, da se ratificirane in objavljene 
pogodbe (mednarodne pogodbe) 36 uporabljajo neposredno, kar pomeni, da je RS z 
ratifikacijo EKČP prepustila določeno stopnjo svoje suverenosti Evropskemu sodišču za 
človekove pravice, katerega odločbe so za RS zavezujoče, torej mora jih upoštevati in 
izvrševati (EKČP, 46. člen).37  
                                           
34 24. 10. 1945 v San Franciscu so Francija, Kitajska, Sovjetska zveza, ZDA in večina drugih držav 
podpisnic ratificirale Ustanovno listino OZN. 
35 Komisar za človekove pravice . 
36  Mednarodne pogodbe so konvencije, pogodbe, sporazumi, protokoli, zapisniki ali drugače 
imenovani akti, ki jih države sklenejo med seboj in jih je v skladu z Dunajsko konvencijo o pravu 
mednarodnih pogodbah smatrati za mednarodne pogodbe. 
37 46. člen, Protokol 1, ki je bil sestavljen in dan v podpis državam članicam Sveta Evrope 11. 5. 





Bistvo tega je, da je posameznik varovan s strani mednarodnega dokumenta, ki zagotavlja 
njegove pravice in svoboščine pred državno oblastjo ter določa postopek, po katerem se 
lahko posameznik obrne na mednarodno sodišče nasproti državi, za katero meni, da mu je 
kršila pravico ali svoboščino, zagotovljeno v konvenciji (Lampe, 2010, str. 143). Ta člen 
daje v notranjepravnem redu primat nad zakoni in drugimi predpisi in določa, da se v 
državi ratificirane in objavljene pogodbe uporabljajo neposredno. Prioriteta velja samo v 
razmerju do zakonov in drugih notranjepravnih predpisov, ne pa v razmerju do ustave, ki 
je hierarhično najvišji akt slovenskega pravnega reda, ki je kot takšen od 
mednarodnopravnega reda različen sistem (Šturm et al., 2002, str. 140). 
 
Glede na to, da so v tem delu poudarjeni pravni vidiki varstva človekovih pravic, predvsem 
praksa Evropskega sodišča za človekove pravice, na podlagi Konvencije o človekovih 
pravicah in temeljnih svoboščinah, pa obstajajo v evropskem prostoru še druge 
organizacije, ki delujejo v smeri dviga standardov glede varstva človekovih pravic, ne le v 
članicah EU, temveč tudi drugih državah nečlanicah oz. po svetu nasploh. Med 
najpomembnejši sodita Organizacija za varnost in sodelovanje v Evropi (OVSE) in 
Evropska unija. 
 
Varuh človekovih pravic 
 
Varuh človekovih pravic in temeljnih svoboščin (ombudsman) 38  je neformalna oblika 
varstva pravic posameznikov v razmerju do državnih organov, organov lokalne 
samouprave in nosilcev javnih pooblastil, kar je tudi opredeljeno v prvem odstavku 159. 
člena Ustave. Z zakonom se lahko za posamezna področja določijo posebni varuhi pravic 
državljanov 39, pri tem pa Trpin poudarja, da imata oba »povsem enake pristojnosti in tudi 
delovno področje je v bistvu isto, razlika je samo v tem, da ti posebni varuhi pokrivajo ožji 
del istega delovnega področja« (Šturm et al., 2002, str. 1082). Dejstvo, da je varuh 
uvrščen v Ustavo, mu daje poseben pomen in težo. V številnih državah je namreč 
delovanje varuha urejeno samo z zakonom in ima v primerjavi z našo ureditvijo šibkejši 
položaj. »Varuh ni del mehanizma oblasti, ampak je prej protioblast, saj s svojim 
                                                                                                                               
spoštovale končno sodbo Sodišča v vsaki zadevi, v kateri nastopajo kot stranke« (Ur. l. RS, št. 
33/94, MP, št. 7-41/1994).  
38 Beseda ombudsman (umbuðsmann) je švedskega izvora in pomeni »predstavnik«. Institucija 
ombudsmana je bila prvič ustanovljena leta 1809 na Švedskem, ko je bil tam 
ustanovljen »predstavnik za pravičnost«.: 
(http://sl.wikipedia.org/wiki/Varuh_%C4%8Dlovekovih_pravic, 15.7.2012). 




delovanjem omejuje njeno samovoljo pri poseganju v človekove pravice in temeljne 
svoboščine. Pri tem tudi na področju svojega delovanja nima neposrednih pristojnosti za 
oblastno ukrepanje, ampak deluje na neformalen način in črpa svojo avtoriteto iz svojega 
ugleda in položaja v družbi« (Šturm et al., 2002, str. 1079). 
Pravni okvir za njegovo delovanje je določen v Zakonu o varuhu človekovih pravic 
(ZvarCP). Varuh je začel uradno delovati 1. 1. 1995. Ko varuh prejme pobudo za začetek 
postopka, opravi potrebne poizvedbe in na podlagi le-teh sklene, da začne postopek na 
lastno pobudo ali pobudo prizadetega o pobudi odloči po skrajšanem postopku, začne 
preiskavo, pobudo zavrne, pobude ne vzame v obravnavo, ker je anonimna, prepozna, 
žaljiva in predstavlja zlorabo pravice do pritožbe. Oblike delovanja varuha so neformalne. 
Varuh lahko opozarja na kršitve, na njihovo popravo oz. da se nepravilnost odpravi, lahko 
predlaga povrnitev škode, s pooblastilom oškodovanca na ustavno sodišče vloži zahtevo 
za oceno ustavnosti in zakonitosti določenih predpisov ali aktov, posreduje ustavno 
pritožbo zaradi kršenja katere od pravic, daje pobude za spremembe zakonov in drugih 
predpisov, predlaga organom iz njegove pristojnosti izboljšanje poslovanja in sodelovanja 
s strankami, vsakomur lahko posreduje svoje mnenje o nekem primeru, ki je povezan s 
kršenjem pravic in svoboščin, ne glede na vrsto in fazo postopka, ki se vodi pri določenem 
organu.40 Iz navedenega izhaja, da »nima pristojnosti oblastnega odločanja, zato njegova 
moč temelji tudi na sodelovanju z javnostjo. Varuh ne uporablja argumenta moči, ampak 
moč argumenta. Argumente pa predstavlja na različne načine komuniciranja z javnostmi. 
Varuhova temeljna dejavnost je reševanje pobud, zato spadajo pobudniki med 
najpomembnejše ciljne javnosti. Pri tem stopa v odnose z državnimi organi, organi lokalne 
samouprave, nosilci javnih pooblastil, civilno družbo, mediji, s sorodnimi institucijami v 
tujini, mednarodnimi in medvladnimi organizacijami« 41 . Ukrepa samo v primerih, ko 
posameznik meni, da so mu bile s strani državnih inštitucij kršene človekove pravice in 
temeljne svoboščine, ne more pa ukrepati v razmerjih med samimi posamezniki. Glede 
delovnih razmerij pa velja, da varuh ne more ukrepati zoper kršitve človekovih pravic ali 
temeljnih svoboščin v zasebnem sektorju, lahko pa ukrepa v primeru kršitev v javnem 
sektorju. V splošnih določbah je namreč zapisano, da »vsakdo, ki meni, da so mu z aktom 
organa kršene človekove pravice ali temeljne svoboščine, lahko da pobudo za začetek 
postopka pri varuhu. Varuh lahko začne postopek tudi na lastno pobudo« (ZvarCP, 9. 
člen). 
  
                                           
40 http://www.diskriminacija.net/varuh-clovekovih-pravic.html, 5.2.2012 






Naloge policije v pravni državi določa Zakona o policiji (ZPol). Poleg številnih nalog med 
naloge policije sodi varstvo posameznika, njegove lastnine in skupnosti ob spoštovanju 
zakonov, človekovega dostojanstva, njegovih pravic in svoboščin ter legitimnih družbenih 
ciljev. Pri tem policija pristojnim institucijam države in civilne družbe omogoča ustrezen 
pregled nad njenim delom ter skrbi za učinkovit strokovni nadzor nad delom policistov. Pri 
opravljanju svojih nalog so policisti dolžni ravnati v skladu z ustavo in zakoni ter 
spoštovati in varovati človekove pravice in temeljne svoboščine in paziti na to, da jih sami 
s svojimi ravnanji ne kršijo. Omejujejo jih lahko le v skladu z ustavo in zakoni (ZPol, 30. 
člen). 
 
Sindikalno varstvo  
 
V vse najpomembnejše mednarodne dokumente o človekovih pravicah je vključena ena 
temeljnih človekovih pravic s področja dela (ekonomskih in socialnih pravic), to je pravica 
delavcev do ustanavljanja sindikatov in članstva ter delovanja v njih.  Konvencija MOD št. 
87 o sindikalni svobodi in varstvu sindikalnih pravic iz leta 1948 zagotavlja delavcem in 
delodajalcem, da lahko brez predhodne odobritve po želji ustanavljajo organizacije in se 
vanje vključujejo (organizacijska svoboda, varstvo v razmerju do države). Konvencija 
MOD št. 98 o uporabi načel o pravicah organiziranja in kolektivnega dogovarjanja iz leta 
1949 varuje delavce pred diskriminacijo, ki bi ogrožala sindikalno svobodo na področju 
zaposlovanja, prepoveduje vmešavanje delodajalskih in delavskih organizacij ter podpira 
kolektivno dogovarjanje. Evropska socialna listina ureja pravico do organiziranja, ki 
zavezuje državo, da njena notranja zakonodaja ne sme omejevati svobode delavcev in 
delodajalcev za ustanavljanje organizacij za varstvo njihovih ekonomskih in socialnih 
interesov (5. člen).42 Nekateri poklici dovoljujejo izjeme, kot je npr. omejevanje pravice do 
organiziranja v vojski. »Ustanavljanje in delovanje sindikatov ter včlanjevanje vanje je 
svobodno« (Ustava, 76 člen). Pravica ustanavljati sindikate in delovati v njih je torej ena 
temeljnih človekovih pravic na področju dela tudi v slovenski ustavi.  
  
                                           
42  »Vsi delavci in delodajalci imajo pravico do svobodnega združevanja v organizacije na ravni 
države ali v mednarodne organizacije zaradi varstva svojih ekonomskih in socialnih interesov« (5. 






Ustava v 42. členu določa svobodo združevanja. Definicijo nevladnih organizacij, ki jo 
uporablja Svet Evrope, je mogoče najti v priporočilu Odbora ministrov z dne 14. oktobra 
2007 43 , ki pravi, da so »NVO prostovoljna samoupravna telesa ali organizacije, 
ustanovljene za uveljavljanje ciljev svojih ustanoviteljev in članov, ki po svoji naravi niso 
namenjeni ustvarjanju dobička.« V navedenem priporočilu je Odbor ministrov hkrati 
priznal nevladnim organizacijam pomemben prispevek k razvoju in uresničevanju 
demokracije in človekovih pravic, še zlasti z ozaveščanjem javnosti, s spodbujanjem 
sodelovanja v javnem življenju, s predstavljanjem svojih interesov ter z zagotavljanjem 
transparentnosti državnih organov. 
 
Nevladne organizacije so temeljni in bistveni del civilne družbe. Omogočajo državno 
iniciativo ter opravljanje nalog, ki jih je v preteklosti opravljala država, in so konkurenca 
določenim nalogam, saj pomenijo prevzemanje lastnih iniciativ in odgovornosti za 
določene naloge. Spodbujajo posameznika za angažiranje na splošno koristnem področju. 
Posameznik je tisti, ki se odloča, ali bo svojo energijo in tudi del premoženja usmeril na 
področja, ki jih je treba v državi izboljšati in so posebej pomembna za posameznika, 
družbo in državo. Vse to pa lahko naredi brez države: podeljuje štipendije revnim, 
nadarjenim, obolelim za rakom. Glavne značilnosti nevladnih organizacij so na eni strani 
njihov status in na drugi strani njihov namen, ki je še bolj pomemben, je namreč splošno 
koristen in dobrodelen. Zanje je značilna tudi upravljalska neodvisnost od države 
(Trstenjak, 1998, str. 15). Nevladne organizacije (NVO) in organizirana civilna družba s 
svojim delovanjem prispevajo k razvoju in uresničevanju demokracije in človekovih pravic. 
Uživajo zaupanje svojih članov in družbe, da izražajo skrbi, predstavljajo njihove interese 
ter jih vključujejo v uveljavljanje poslanstva in tako ključno prispevajo k oblikovanju politik 
.Na spletni strani Varuha človekovih pravic najdemo številne nevladne organizacije, ki 
delujejo v RS: Amnesty International Slovenije, Center za informiranje, sodelovanje in 
razvoj nevladnih organizacij, Šola za mir, Pravno informacijski center – projekt Moje 
pravice, UNICEF – Slovenski odbor za UNICEF in Center za državljansko vzgojo. 
  
                                           





3.4.4 OMEJEVANJE ČLOVEKOVIH PRAVIC 
 
Človekove pravice in svoboščine niso absolutne. Ustava določa, da so človekove pravice in 
temeljne svoboščine omejene samo s pravicami drugih in v primerih, ki jih določa ustava 
(Ustava, 3. odstavek 15. člena). 
 
Ustava zagotavlja le minimum varstva človekovih pravic, posamezni pravni akti, ki veljajo 
v RS, pa lahko določajo širše področje varovanja posamezne pravice ali vsebujejo 
človekovo pravico, ki je ustava ne pozna. Testen pravi, da »je treba posamezniku priznati 
človekovo pravico v tem širšem obsegu« (Šturm et al., 2002, str. 204). 16. člen Ustave RS 
določa, da je človekove pravice in svoboščine izjemoma dopustno začasno razveljaviti ali 
omejiti v vojnem in izrednem stanju. Razveljaviti ali omejiti se smejo le za čas trajanja 
vojnega ali izrednega stanja, vendar v obsegu, ki ga tako stanje zahteva, ter tako, da 
sprejeti ukrepi ne bi povzročali neenakopravnosti, ki bi temeljila le na rasi, narodni 
pripadnosti, družbenem stanju ali katerikoli drugi osebni okoliščini. Ne smejo pa se 
razveljaviti ali omejiti pravice, kot so nedotakljivost človeškega življenja, prepoved 
mučenja, varstvo človekove osebnosti in dostojanstva, domneva nedolžnosti, načelo 
zakonitosti v kazenskem postopku, pravna jamstva v kazenskem postopku, svoboda vesti. 
Kot je razvidno iz 16. člena, ki dopušča možnost začasne razveljavitve in omejitve 
človekovih pravic in temeljnih svoboščin, gre pri razveljavitvah in omejitvah za vrsto 
omejitev (izjemoma, začasno, v vojnem in izrednem stanju, za čas trajanja vojnega ali 
izrednega stanja, ukrepi ne smejo povzročati neenakopravnosti ...). Ustava RS pa ne 
določa meje, do katere naj bo varovan interes posameznika in njegova pravica ter na 
drugi strani pravica družbe do posega v pravico posameznika do zasebnosti. V tem 
primeru avtor komentarja k 35. členu napotuje na prakso EKČP, na podlagi  2. odstavka 
8. člena EKČP, ki določa pogoje, ki jih mora javna oblast upoštevati pri vmešavanju v 
izvrševanje pravice do zasebnosti44 (Šturm et al., 2002, str. 370).  Ti pogoji so: poseg 
mora določati zakon, mora biti nujen v demokratični družbi (razlogi: nacionalna varnost, 
javna varnost ali ekonomska blaginja, da se prepreči nemir ali zločin, varovanje zdravja ali 
morale, da se zavarujejo pravice in svoboščine drugih). 
  
                                           
44 »Država ne sme posegati v izvrševanje te pravice, razen če je poseg v skladu z zakonom in če je 
nujen v demokratični družbi iz razlogov nacionalne varnosti, javne varnosti ali gospodarske blaginje 
države, zaradi preprečevanja neredov ali kaznivih dejanj, zaradi varovanja zdravja ali morale ali 




3.5 OSEBNOSTNE PRAVICE 
 
Ustavno varstvo človekove osebnosti je v Ustavi RS zagotovljeno v določbah členov 34. do 
38. in se nanaša na: človekovo osebno dostojanstvo (34. člen – pravica do osebnega 
dostojanstva in varnosti), osebnostne pravice (35. člen – varstvo pravic zasebnosti in 
osebnostnih pravic), nedotakljivost v prostoru (36. člen – nedotakljivost stanovanja), 
komunikacijsko zasebnost (37. člen – varstvo tajnosti pisem in drugih občil), informacijsko 
zasebnost (38. člen – varstvo osebnih podatkov). Namen varstva je zavarovati 
posameznika pred kakršnimikoli posegi v navedene pravice ter zagotoviti posamezniku 
možnost razvoja njegove osebnosti. Osebnostne pravice spadajo med temeljne človekove 
pravice in svoboščine. Imajo dvojno pravno naravo: razmerje posameznik : posameznik in 
razmerje posameznik : država. 
Osebnostne pravice je težko zajeti v enotni definiciji. Najpomembnejše značilnosti 
osebnostnih pravic so: 
 Osebnostne pravice so pravice, ki gredo človeku glede na njegov obstoj ter telesne 
in duševne moči in vsakemu v enaki meri. Te pravice priznava pravni red glede na 
obstoječe družbenopolitične razmere v posameznikovem kakor tudi v splošnem 
interesu. 
 To so pravice, ki se neposredno tičejo določenih človekovih osebnih dobrin, ki so 
neločljive od človekove osebe in so sestavni del človekove osebne sfere ter 
zajemajo tako biološke človekove pravice (pravica do življenja, zdravja, telesne 
integritete) kot tudi pravice, ki gredo človeku kot socialnemu bitju v odnosu z 
drugimi (čast in dobro ime, osebno življenje ...). 
 Osebnostne pravice so pravice, ki so neposredno in izključno namenjene varovanju 
človekove osebnosti (Finžgar, 1985, str. 12). 
Iz literature izhaja, da so dejansko vsa mnenja pravnih strokovnjakov, ki se ukvarjajo s 
področjem varstva osebnostnih pravic, glede vsebine in obsega teh pravic podobna.  Eno 
takšnih je, da so osebnostne pravice ene tistih pravic, katerih obseg in pomen se pogosto 
spreminja in dopolnjuje, ker so močno odvisne od družbenega razvoja. Večinoma pa lahko 
mednje prištevamo pravice, kot so pravica do življenja, zdravja in telesne integritete, 
pravica do zasebnosti, pravica do osebnega življenja, pravica do pisemske tajnosti, 
pravica do časti in dobrega imena, pravica do osebne identitete, pravica do prostosti ... 
Zaradi družbenega razvoja teh pravic ni možno dokončno vsebinsko opredeliti. Pri tem ne 
pomaga niti tuja literatura, saj so vsa razmišljanja glede tega podobna. Tako se spreminja 
njihov obseg in poimenovanje (Aleksej, 1999, str. 95).  
Iz tega sledi, da so osebnostne pravice neprenosljive, kar pomeni, da pripadajo 
posamezniku in jih ni mogoče prenašati na druge, da so nepremoženjske, nekaterim se je 
mogoče odpovedati (zdravstveni poseg v telo), se ne dedujejo, ne zastarajo, nastanejo z 




3.5.1 ZGODOVINSKO UMEŠČANJE OSEBNOSTNIH PRAVIC V SLO-VENSKI 
PRAVNI RED 
 
Zgodovinski pregled razvoja osebnostih pravic v slovenskem pravu je v sistematičnem 
delu o pravici do zasebnosti Sistem pravice do zasebnosti nazorno prikazal Rok Lampe, in 
sicer na podlagi proučevanja osebnostnih pravic v bivšem jugoslovanskem in s tem tudi v 
slovenskem pravu ter tudi na podlagi del profesorjev dr. Alojzija Finžgarja in dr. Bogomirja 
Sajovica, ki sta postavila temelje problematiki osebnostnih pravic. Hkrati pa je dr. Lampe s 
tem delom nadaljeval njuno dediščino, kar pravi tudi sam. 
Povzemam njegov zelo obsežen zgodovinski pregled osebnostnih pravic. Lampe loči tri 
obdobja: 1.) obdobje pred sprejetjem ZOR45 – obdobje ODZ46; 2.) obdobje od sprejetja  
ZOR do osamosvojitve; in 3.) obdobje po osamosvojitvi Republike Slovenije. V novonastali 
državi po prvi svetovni vojni na področju bivše Jugoslavije je bilo učenje o osebnostnih 
pravicah pod močnim vplivom ODZ (noveliran je bil leta 1914, 1915 in 1916). Ni bilo 
enotnega zakona za vsa področja. Tako je v Sloveniji in Dalmaciji veljal novelirani ODZ, v 
preostali Hrvaški, Bosni in Hercegovini nenovelirani ODZ, na področju Srbije srbski civilni 
zakonik, na področju Črne gore Imovinski zakonik. Glede osebnostnih dobrin oz. 
osebnostnih pravic pa so se večinoma naslanjali na avstrijski ODZ. Dejansko je 
prevladovalo stališče, da civilni zakonik varuje osebne dobrine le z deliktnimi tožbami 
(Slovenija, Dalmacija, Hrvaška, Slavonija in BiH). Prvi zakon, ki je na celotnem področju 
bivše Jugoslavije opredelil osebnostne pravice, je bil Zakon o zaščiti avtorskih pravic, ki je 
začel veljati leta 1929. Priznal je pravico do lastne podobe ter pravico do pisemske 
tajnosti. Zakon je omejeval avtorsko pravico s posameznimi aspekti posameznikove 
zasebnosti 47 , pri pisemski tajnosti pa so že bili prisotni tudi elementi premoženjske 
pravice.48
 
V istem letu je bil sprejet tudi Kazenski zakonik Kraljevine Jugoslavije, ki je 
osebnosti in določenim osebnostnim dobrinam49 nudil civilnopravno varstvo. Lampe meni, 
da je Zakon o zaščiti avtorskih pravic (1929) pomemben pravni vir in celo prelomnica 
glede varovanja posameznih osebnostnih pravic v našem pravu. Leta 1932 pa je bil 
dokončan in izdan Predhodni načrt državljanskega zakonika za Kraljevino Jugoslavijo. Prvo 
                                           
45 Zakon o obligacijskih razmerjih – ZOR (Ur. l. SFRJ, št. 29/1978, št. 39/1985, 2/1989, 57/1989). 
46 Avstrijski civilni zakonik (Allgemeines bürgerliches Gesetzbuch – slovensko Občni državljanski 
zakonik, ODZ) je eden največjih spomenikov pravne kulture in je igral pomembno vlogo v razvoju 
slovenskega pravnega sistema. Sprejet je bil leta 1811, veljati pa je začel z začetkom leta 1812. 
ODZ je zelo pomembno vplival in še zmeraj vpliva na razvoj sodne prakse v Republiki Sloveniji. 
Uporabljal se je v Sloveniji, dokler ga niso nadomestili drugi ustrezni zakoni.  
47  Avtor na podlagi zakona ni mogel objaviti ali javno predstavljati portretov ali fotografij 
upodobljene osebe brez njene privolitve. 
48  Podatki v zasebnih spisih – dnevniki, zasebna pisma, tajni spisi – predstavljajo podatke iz 
posameznikove zasebne sfere in morajo ostati tajni pred drugimi zaradi varovanja njihove zasebne 
vsebine. 




poglavje prvega dela je zajemalo »pravo osebnosti«, ki je bilo razdeljeno na fizične in 
pravne osebe. Pri tem je prihajalo do manjših terminoloških razhajanj pravnih teoretikov, 
hkrati pa so pozitivno sprejeli možno novo ureditev osebnostnih pravic in njihovega 
varstva. Toda kot poudarja Lampe, Predhodni načrt na veliko škodo varstva in ureditve 
osebnostnih pravic ni postal zakon. Tako se je nedorečenost in nesistematičnost ureditve 
osebnostnih pravic nadaljevala tudi v povojnem obdobju, ki še zlasti ni bilo naklonjeno 
odškodninskemu varstvu osebnosti, čeprav je Ustava Federativne ljudske republike 
Jugoslavije določala nedotakljivost osebnosti50, kar je v 27. členu povzela tudi Ustava 
Ljudske republike Slovenije z dne 16. 1. 1947. Prav tako je tudi leta 1948 sprejeta Splošna 
deklaracija o človekovih pravica imela v celotni povojni zgodovini le deklaratorni pomen. 
Prelomnico glede varstva določenih aspektov zasebnosti predstavlja leto 1951, ko je bil 
sprejet Kazenski zakonik, ki je varoval: nedotakljivost stanovanja, tajnost pisem in drugih 
pošiljk, tajnost podatkov pri poklicni skrivnosti, tajnost podatkov iz osebnega in 
družinskega življenja, spolno integriteto. Na podlagi tega zakonika je bil sprejet tudi 
Zakonik o kazenskem postopku51, ki je omogočal tudi povrnitev materialne škode (2004, 
211–232). 
Leta 1963 je bila sprejeta Ustava SFRJ52, ki je v četrtem odstavku 47. člena zagotavljala 
nedotakljivost osebnega življenja in drugih osebnostnih pravic. Na podlagi le-te pa je bilo 
ustanovljeno ustavno sodišče tako na zvezni kot tudi na republiški ravni. 
Socialistična republika Slovenija je 9. 4. 1963 sprejela ustavo, ki je v 123. členu nalagala 
varovanje osebnih pravic človeka 53 .Tako je zagotavljanje osebnostnih pravic postalo 
ustavna garancija. Z ustavnimi spremembami iz leta 1971 pa je bila zakonodajna 
pristojnost razširjena na posamezne republike. Kot posledica ustavnih amandmajev iz leta 
1971 je bila leta 1974 sprejeta nova zvezna in republiška ustava.54 S stališča garancije 
varstva osebnostnih pravic je bila ustava iz leta 1974 zelo pomembna. Lampe meni, da je 
z ustavo iz leta 1974 pravica do zasebnosti v našem pravnem sistemu dobila dokončno 
veljavo: zagotavljala je nedotakljivost človekove osebnosti, osebnega in družinskega 
življenja – pravica do osebnega in družinskega življenja in drugih pravic osebnosti (176. 
člen), zagotavljala je sodno varstvo svoboščin in pravic, ki so bile zajamčene s to ustavo 
(4. odstavek 203. člena), določala, da so mednarodnopravne pogodbe, ki so ratificirane in 
objavljene neposredno, uporabljene v notranjem pravnem redu. Ustavne določbe glede 
varstva osebnostnih dobrin so bile podlaga za sprejetje Kazenskega zakona SFRJ v letu  
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28. člen Ustave FLRJ z dne 31. 1. 1946,
 
da je zajamčena nedotakljivost osebnosti državljanov. 
51 Zakonik o kazenskem postopku – 10. 9. 1953. 
52 Ustava Socialistične federativne republike Jugoslavije, sprejeta 7. 4. 1963, Ur. l. SFRJ, št. 14/63. 
53
Ustava Socialistične republike Slovenije, čl. 123, Ur. l. SRS, št. 10/63.
 




1976 in leto pozneje še slovenskega Kazenskega zakona, ki je inkriminiral široko paleto 
aspektov zasebnosti.55 Prav tako pa tudi civilnopravnega varstva osebnostnega prava z 
Zakonom o obligacijskih razmerjih iz leta 1978, ki se je naslanjal na okvirno ureditev v 
Ustavi. Tako je 157. člen konkretiziral ustavne določbe glede nedotakljivosti in integritete 
človekove osebnosti, osebnega in družinskega življenja ter drugih pravic osebnosti 
(Lampe, 2004, 243–250).  
Določila tega zakona, ki se nanašajo na osebnostne pravice, je prevzel tudi Obligacijski 
zakonik RS. S sprejemom Ustave RS 23. decembra 1991 je Republika Slovenija v 35. 
členu, ki ima naslov Varstvo pravic zasebnosti in osebnostnih pravic, dobila ustavno 
garancijo nedotakljivosti človekove pravice do zasebnosti, torej ustavnopravno pravico 
javnopravnega značaja, ki jo varuje 8. člen Evropske konvencije za človekove pravice in 
drugi mednarodnopravni dokumenti. 
 
3.6 PRAVICA DO ZASEBNOSTI 
 
Zasebnost je kompleksen pravni pojem, ki po mnenju mnogih pravnih teoretikov nima 
enotne definicije. Izoblikovala se je v razvoju varstva posameznika. Nastala je kot 
osebnostna pravica, ki vsakomur omogoča svoboden razvoj osebnosti in ga varuje pred 
nedopustnimi posegi v njegovo zasebno življenje. Izvira iz delitve med javno in zasebno 
sfero, najbolj pa se je razvila v obdobju kapitalizma, ki je v ospredje postavil konkretnega 
posameznika. Povezuje se s številnimi pojmi in vrednotami. Pravica do zasebnosti je 
osebnostna pravica, ki je varovana z instrumenti civilnega prava, ter človekova pravica 
javnopravnega značaja, ki je varovana z ustavo in mednarodnopravnimi dokumenti. Torej 
varuje posameznika pred javnostjo, državno oblastjo in njenimi organi ter v razmerju z 
drugimi posamezniki. 
 
Pojem zasebnosti se zelo pogosto uporablja v povezavi s konceptom utemeljenega 
pričakovanja zasebnosti, ki se veže na različne prostore in življenjske vidike. V našem 
pravnem prostoru je pravica do zasebnosti splošna in poudarjena tako v razmerju do 
države kot tudi v razmerju do delodajalcev, podjetij, medijev ... V zgodovini je bila 
največji nasprotnik zasebnosti država, v moderni družbi pa postajata poglavitna 
nasprotnika družba in zasebnopravna sfera. Še zlasti se v zasebnopravni sferi nadzor 
maskira v prostovoljno odrekanje v zameno za določene ugodnosti (Bien-Karlovšek et al., 
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Kazniva dejanja zoper čast in dobro ime, spolno integriteto, protipraven odvzem prostosti, 
neupravičena osebna preiskava, neupravičeno prisluškovanje ter zvočno snemanje, neupravičeno 
slikovno snemanje, kršitev tajnosti občil, nedovoljena objava pisanj osebnega značaja, kršitev 





2008, str. 18).  Še nekateri najpogosteje uporabljeni pojmi, s katerimi se povezuje pravica 
do zasebnosti, so: pravica do osebne avtonomije, pravica, da te pustijo pri miru, pravica 
do zasebnega življenja, pravica nadzorovati informacije o sebi, pravica omejiti dostopnost 
do sebe, pravica zmanjšati nadlegovanje na najmanjšo možno mero, pravica pričakovati 
zaupnost, pravica uživati osamljenost, pravica uživati intimnost, pravica do tajnosti (Cate 
v: Kovačič, 2006, str. 39). 
 
Glede vrednotne opredelitve pravice do zasebnosti Cerar meni, da je zasebnost vrednota 
predvsem toliko, kolikor je namenjena varstvu drugih vrednot, ter da ima človek potrebo 
po zasebnosti v treh vrstah primerov: ko ne želi razkriti neke svoje pomanjkljivosti ali 
napake, ko čuti zadovoljstvo v tem, da sam brez prisotnosti in vednosti drugih uživa v 
določenih mislih, čustvih, dejanjih, stvareh ali čem drugem ter ko želi preprečiti škodo, ki 
bi njemu ali komu drugemu nastala s posegom v sicer vrednotno nesporni del njegove 
zasebnosti. Iz tega sledi, da v prvem primeru varuje posameznika pred razkritjem 
njegovih negativnih lastnosti, v drugem primeru deloma v vrednotno negativnem, deloma 
pa v pozitivnem vedenju in v tretjem primeru vrednotno v celoti pozitivno. Nadalje se mi v 
kontekstu navedenih vrednotnih opredelitev pravice do zasebnosti zdi pomembno 
izpostaviti  njegovo ugotovitev, da je pravica do zasebnosti v precejšnji meri vrednotno 
utemeljena z zahtevo po prikritju človekovih napak in pomanjkljivosti ter da njeno varstvo 
ni sporno tam, kjer varuje pozitivne vrednote (2009, str. 4). 
 
Po mnenju Posvetovalne skupščine Sveta Evrope56 je to »pravica do lastnega življenja s 
čim manj vmešavanja. Vključuje zasebno, družinsko in domače življenje, fizično in 
moralno integriteto, čast in ugled, prepoved prikazovanja človeka v napačni luči, prepoved 
razkrivanja dejstev, ki niso pomembna in ki posameznika spravljajo v zadrego, prepoved 
objave zasebnih fotografij brez dovoljenja, varstvo pred razkrivanjem zaupno pridobljenih 
podatkov.« Dodatne prvine ji priznavajo sklepi Nordijske konference pravnikov (1967): 
prepoved uporabe tujega imena, identitete ali fotografije, prepoved vohunjenja, 
spoštovanje dopisovanja (Polajnar-Pavčnik, 1994, str. 606). Zaradi kompleksnosti 
definicije pravice do zasebnosti tudi Lampe navaja, da je zasebnost pravica, ki jo je 
nemogoče dokončno definirati, ker sama predstava zasebnosti variira od posameznika do 
posameznika, od družbe do družbe ter je pogojena s kulturo in tradicijo (Lampe, 2004, 
str. 38). 
                                           
56 Posvetovalna skupščina je posvetovalni organ Sveta Evrope. Razpravlja o vprašanjih, ki so v 
njeni pristojnosti, določeni s Statutom Sveta Evrope, in seznanja Odbor ministrov s svojimi sklepi v 





Vendar je ta pravica človeku prirojena in jo instinktivno čuti, četudi je ne zna natančneje 
definirati. Posameznik ne potrebuje pravnega znanja o tej pravici, da ve, kdaj je prizadet 
(npr. če se mu tajno sledi, snema, bere osebni dnevnik, širijo informacije iz njegovega 
zasebnega in družinskega življenja) (Rovšek, 2005, str. 42). 
 
Zasebnost posameznika je načeloma omejena zaradi različnih interesov drugih 
posameznikov, javnosti ter državne oblasti. Tehtanje meje, do katere je interes drugih po 
vdoru v posameznikovo zasebnost še dopusten, je iskati v fazi pravnega normiranja ter 
pravnega odločanja na podlagi konkretnega dejanskega stanja, katerega cilj je 
ustvarjanje nekakšnega družbenega ravnovesja med interesi posameznika po ohranitvi 
pravice do zasebnosti nasproti interesom »drugih«. »Preciziranje razlogov omejitve pa je 
primarno rezultat dinamične pravne prakse z metodo tehtanja interesov, zasledovanih pri 
izvrševanju obeh nasprotujočih si pravic« (Lampe, 2004, str. 40−41). 
 
3.6.1 TEMELJNA PODROČJA ZASEBNOSTI 
 
Glede na mnoga pojmovanja zasebnosti, ki kažejo na to, da pravica do zasebnosti ni 
enodimenzionalen pojem, obstaja tudi več klasifikacij. Nekatere delitve so bolj razčlenjene 
kot druge, predvsem pa se med seboj mnogokrat prekrivajo. Najpogosteje se zasebnost 
razvršča na zasebno življenje, družinsko življenje, dom (prostorska zasebnost) in 
dopisovanje (informacijska zasebnost). Tako je opredeljena tudi v 1. odstavku 8. člena 
EKČP: »Vsakdo ima pravico do spoštovanja svojega zasebnega in družinskega življenja, 
svojega doma in dopisovanja.« 
 
Čebulj navaja tri sestavine zasebnosti: zasebnost v prostoru (možnost posameznika, da je 
sam, zasebnost osebnosti (svoboda misli, opredelitve, izražanja) in informacijsko 
zasebnost (možnost posameznika, da obdrži podatke in informacije o sebi, ker ne želi, da 
bi bili z njimi seznanjeni drugi) (1992, str. 7). Podobno, čeprav bolj razčlenjeno delitev 
uporabljajo avtorji Privacy & Human Rights 2003, ki ločijo57 : informacijsko zasebnost 
(obdelava in zaščita osebnih podatkov), zasebnost telesa (zaščita posameznika pred 
postopki, ki zadevajo njegovo telo, npr. genetske teste), zasebnost komunikacij (zaščita 
posameznikovih komunikacij – zasebna pošta, telefonska zasebnost, elektronska pošta), 
prostorsko zasebnost (zaščita posameznika v njegovem prostoru). 
                                           






V klasifikaciji pravice do zasebnosti v slovenskem pravu Lampe izhaja iz ustavnih garancij 
posameznih aspektov pravice do zasebnosti pa tudi posebnih določil civilnega prava ter na 
podlagi tega klasificira pravico do zasebnosti na štiri področja zasebnosti, ki se pokrivajo 
tako v civilnopravnem pristopu kot v svoji javnopravni funkciji: odločitvena zasebnost 
posameznika, njegova psihična zasebnost, prostorska in informacijska zasebnost (2004, 
str. 50). 
 
Začetki zakonodaje, ki ščiti zasebnost, segajo že v leto 1361, ko je v Angliji zakon Justices 
of the Peace Act predvidel kazni za tiste, ki so skrivaj opazovali druge posameznike ali jim 
prisluškovali (Kovačič, 2006, str. 48). Zasebnost kot temeljna človekova pravica pa se je 
začela uveljavljati že v 18. stoletju. Sodobni koncept pravice do zasebnosti sta leta 1890 
prvič povzela ameriška pravnika Samuel Warren in Louis Brandeis, ki sta pravico do 
varstva zasebnosti opredelila kot pravico, da »se posameznika pusti pri miru«. Napisala 
sta članek, kjer sta izpostavila, da novi tehnični izumi in tehnološke naprave povečujejo 
vdor v zasebno življenje. Koncept je bil splošno sprejet in se je v tem delu pravica do 
zasebnosti z razmerja država – posameznik prenesla tudi na razmerje posameznik – 
posameznik. Sodobna teorija o pravici do zasebnosti pa se je oblikovala v Splošni 
deklaraciji o človekovih pravicah, ki izrecno brani posameznikovo teritorialno in 
komunikacijsko zasebnost, ter v drugih regionalnih pravnih aktih; eden najpomembnejših 
je Evropska konvencija o varstvu človekovih pravic in njen 8. člen. Obstoj osebnostnih 
pravic je v modernem pravu povsod priznan, razlike se nanašajo le na obseg in število teh 
pravic. Za vse moderne države je značilno, da njihovi pravni predpisi priznavajo in 
varujejo osebnostne pravice. V večini držav je opazno tudi prizadevanje, da na vseh 
področjih iščejo nove oblike pravnega varstva človekove osebe, v nasprotju z 19. 
stoletjem, ko je prevladovalo mnenje, da je to izključno področje ustavnega prava. 
 
3.7 VARSTVO PRAVICE DO ZASEBNOSTI IN OSEBNOSTNIH PRAVIC 
 
V pravu različnih držav je pravica do zasebnosti različno opredeljena. Ameriško pravo jo 
opredeljuje kot pravico do zasebnosti (right of privacy), v francoskem civilnem zakonu je 
opredeljena tako, da ima vsakdo pravico do spoštovanja zasebnega življenja, nemško 
pravo priznava splošno osebnostno pravico, iz katere izhaja tudi pravica do zasebnosti 
(823. člen BGB), švicarsko pravo pa jo na podlagi 28. čl. Civilnega zakonika opredeljuje 
kot pravico do tajnosti osebnega življenja (Pavčnik-Polajnar, 1994, str. 605). »Pravo ne 
ščiti zgolj prostorov, lastnine in lastnikov, temveč posameznike, ki v določenem trenutku, 
v določenem prostoru ali pri določenem ravnanju (upravičeno) pričakujejo svojo 





3.7.1 PRAVICA DO ZASEBNOSTI V MEDNARODNEM PRAVU 
 
Splošna deklaracija o človekovih pravicah izrecno brani posameznikovo teritorialno 
in komunikacijsko zasebnost: »Nikogar se ne sme nadlegovati s samovoljnim 
vmešavanjem v njegovo zasebno življenje, v njegovo družino, v njegovo  stanovanje ali 
njegovo dopisovanje in tudi ne z napadi na njegovo čast in ugled. Vsakdo ima pravico do 
zakonskega varstva pred takšnim vmešavanjem ali takšnimi napadi« (SDČP, 12. člen). 
SDČP ostaja eden od najbolj poznanih in najpogosteje citiranih dokumentov o človekovih 
pravicah na svetu in se uporablja za obrambo in razvoj človekovih pravic in tudi varstva 
pravice do zasebnosti ter je hkrati prvi mednarodni dokument, ki je obravnaval pravico do 
zasebnosti. 
Mednarodni pakt o državljanskih in političnih pravicah, ki ga je sprejela Generalna 
skupščina Združenih narodov 58  − 17. člen pakta ima naslov Pravica do spoštovanja 
zasebnosti, družine, doma, dopisovanja ter varstvo časti in dobrega glasu in se glasi: 
»1. Nikomur se ne sme nihče samovoljno ali nezakonito vmešavati v zasebno življenje, v 
družino, v stanovanje ali dopisovanje ali nezakonito napadati njegove časti in ugleda. 
2. Vsakdo ima pravico do zakonskega varstva pred takim vmešavanjem ali takimi napadi.« 
Evropska konvencija o človekovih pravicah v 8. členu določa, da ima »vsakdo 
pravico do spoštovanja svojega zasebnega in družinskega življenja, svojega doma in 
dopisovanja« (prvi stavek 2. odstavka). Države so po določbah konvencije dolžne 
zagotoviti varstvo, sicer so za to opustitev odgovorne . Hkrati je v istem členu določena 
tudi omejitev, ki je utemeljena z interesom posameznika ali javnim interesom: »Javna 
oblast se ne sme vmešavati v izvrševanje te pravice, razen če je to določeno z zakonom in 
nujno v demokratični družbi zaradi državne varnosti, javne varnosti ali ekonomske 
blaginje države, zato, da se prepreči nered ali zločin, da se zavaruje zdravje ali morala ali 
da se zavarujejo pravice in svoboščine drugih ljudi.«  
 
Varstvo v okviru Mednarodnega pakta o državljanskih in političnih pravicah ni tako 
učinkovito, kot je varstvo na podlagi EKČP. Po Lampetu pomeni sistem varstva, temelječ 
na Mednarodnem paktu o državljanskih in političnih pravicah, še vedno začetke 
vzpostavljanja učinkovitega varstva človekovih pravic, medtem ko evropski sistem varstva 
že pomeni učinkovito varstvo (Lampe, 2010, str. 393). 
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EKČP pa tudi določa, kdaj je možno omejevanje pravic in svoboščin. 59  Vsi navedeni 
dokumenti opredeljujejo pravico do zasebnosti predvsem kot temeljno pravico 
posameznika v razmerju do države in njenih organov. Novejše teorije pa poudarjajo, da 
človekove pravice nasploh, med katere sodi tudi pravica do zasebnosti, niso samo domena 
javnega prava, temveč jim tudi priznava civilnopravno varstvo, tako da posameznika 
varuje pred posegi drugih posameznikov oziroma skupin. 
 
3.7.2 UREDITEV POSAMEZNIH PODROČIJ PRAVICE DO ZASEBNOSTI V 
PRAVU  RS 
 
Pravica do zasebnosti je zajeta v nacionalnih ustavah skoraj vseh evropskih držav, ki 
hkrati zagotavljajo varstvo pravic neposredno na podlagi ustave. V Ustavi RS imajo 
posebno mesto ustavnega varstva določbe od 34. do 38 člena (različne vsebine 
zasebnosti), ki prepovedujejo tako državi kot posameznikom poseganje v človekovo 
osebno dostojanstvo, pravico do zasebnosti, osebnostne pravice in njegovo varnost.  
 35. člen: varstvo pravic zasebnosti in osebnostnih pravic 
 36. člen: nedotakljivost stanovanja (zasebnost v prostoru) 
 37. člen: varstvo tajnosti pisem in drugih občil  (komunikacijska zasebnost) 
 38. člen: varstvo osebnih podatkov (informacijska zasebnost) 
 
Pravica do zasebnosti, do tajnosti pisem in občil ter varstva osebnih podatkov ne sodijo 
med tiste temeljne človekove pravice, ki se jih nikoli ne postavlja na sodniško tehtnico in 
se o njihovem obsegu ne razpravlja v fazi sprejemanja zakonodaje, zato je njihovo 
omejevanje v skladu z načelom sorazmernosti ustavno dopustno (Pirc-Musar, 2009, str. 
3). 
Ustavno sodišče je glede osebnostnih pravic in pojma zasebnosti ter glede posegov v 
zasebnost izoblikovalo nekatere kriterije in stališča, na kar je vplivala tudi sodna praksa 
Evropskega sodišča za človekove pravice.  
Izpostavljam naslednja stališča US: US je razveljavilo določbe členov ZKP (od 150−156). 
Glede določb, ki se nanašajo na osebnostne pravice, pa je stališče US, da imajo posebno 
mesto med človekovi pravicami in temeljnimi svoboščinami »določbe, ki varujejo  
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človekovo osebno dostojanstvo, osebnostne pravice, njegovo zasebnost in varnost (od 34. 
do 38. člena) in ki prepovedujejo vsem – na prvem mestu državi, pa tudi posameznikom – 
poseganje v naštete pravice, razen tistih, ki so izrecno dovoljeni. Pravica do zasebnosti se 
za posameznika lahko konča samo takrat in tam, kjer kolizira z zakonsko izkazanim 
interesom drugih.60«  
 
Zasebnost in osebnostne pravice (35. člen) 
 
»Zagotovljena je nedotakljivost človekove telesne in duševne celovitosti, njegove 
zasebnosti ter osebnostnih pravic« (Ustava, 35. člen – Varstvo pravic zasebnosti in 
osebnostnih pravic).  
Navedena ustavna določba predstavlja temelj pravice do zasebnosti v civilnem pravu. 
Glede na dikcijo je človekova zasebnost ustavnopravno zagotovljena pravica, kar ji daje 
javnopravni značaj. To ji daje tudi 8. člen EKČP. Listina o temeljnih pravicah EU, 
podpisana v Nici decembra 2000 (7. člen), je dejansko enaka 8. členu EKČP, ki pravi, da 
ima vsakdo pravico do spoštovanja svojega zasebnega in družinskega življenja, 
stanovanja ter komunikacij. Pri tem se je upošteval tehnološki razvoj in se je beseda 
korespondenca nadomestila z besedo komunikacije. V literaturi je zaslediti polemiziranje 
glede terminološke uporabe pojmov, ki se nanašajo na pravico do zasebnosti iz 35. člena 
Ustave. Dikcija naslova 35. člena (»varstvo pravic zasebnosti in osebnostnih pravic«) in 
zadnja poved (»njegove zasebnosti ter osebnostnih pravic«) se razlikujeta. Naslov zajema 
več pravic zasebnosti in osebnostnih pravic, zadnja poved 35. člena pa en aspekt 
zasebnosti in več osebnostnih pravic (Lampe, 2004, 262). Toplak je  k 35. čl. Ustave RS  v 
uvodni opredelitvi navedel, da moramo pravico do zasebnosti »obravnavati v t. i. 
dualističnem konceptu kot osebnostno pravico, ki je varovana z instrumenti civilnega 
prava, ter kot človekovo pravico (javnopravnega značaja), ki je varovana z ustavo in 
mednarodnimi dokumenti.« (Šturm et.al, 2002, str. 368). V zvezi z vprašanjem, ali je 
pravica do zasebnosti v slovenskem pravnem redu osebnostna pravica, pa avtor pravi, da 
»po čisti jezikovni razlagi pravica do zasebnosti ni osebnostna pravica«, ker Ustava varuje 
pravico do zasebnosti kot javnopravno pravico in osebnostne pravice kot pravice 
zasebnega prava. Vendar nadalje meni, da to ne drži. To dodatno pojasnjuje, da za 
razlago civilnopravnega varstva služi 134 čl. Obligacijskega zakonika (OZ), s katerim se 
zahteva prenehanje s kršitvami osebnostnih pravic, med katerimi je tudi pravica do 
zasebnosti. Tako zaključuje, »da je pravica do zasebnosti ena izmed osebnostnih pravic v 
smislu zasebnega prava, varovana neposredno z ustavo«, medtem ko je v smislu 
                                           




javnopravnega značaja varovana z Ustavo in 8. čl. EKČP (2002, 370). Tudi Lampe 
ugotavlja, da je pravica do zasebnosti ena izmed osebnostnih pravic, ki je v sistemu 
civilnega prava posebna pravica s temeljem v ustavni določbi 35. člena ter je varovana 
tudi z različnimi instrumenti civilnega prava kot posebna osebnostna pravica, z 
javnopravnega vidika pa je samostojna pravica tako ustavnega kot mednarodnega prava. 
Dikcija naslova 35. člena (varstvo pravic zasebnosti ...) opredeljuje, da je pravic, ki 
izhajajo iz te pravice, več. Ne glede na terminološko uporabo edninske ali množinske 
oblike te pravice gre za pravico do zasebnosti, ki ima splošno naravo, tako kot 
javnopravna in osebnostna pravica, in varuje določene aspekte zasebnosti (širok spekter 
dobrin, ki se nanašajo na zasebnost) (2004, 265). 
 
Iz tega sledi zaključek, da je 35. člen Ustave dejansko garant varstva pravice do 
zasebnosti v našem pravnem redu nasploh, katerega namen je zavarovati posameznika 
pred kakršnimikoli posegi v navedene pravice ter zagotoviti posamezniku možnost razvoja 
njegove osebnosti. 
 
Povzemam tudi eno od odločb Ustavnega sodišča,61 ki je med drugimi izpostavljena v 
komentarju k 35. členu Ustave, v delu, ki se nanaša na ustavnosodno presojo, kot ena od 
tistih odločb, ki so povezane z določbo 35. člena, in je Ustavno sodišče o pojmu 
zasebnosti zavzelo naslednje stališče: »Zasebnost sodobna pravna teorija opredeljuje kot 
področje posameznika, v katerega ne sme nihče posegati brez posebnega zakonskega 
pooblastila. Pravica do zasebnosti posamezniku vzpostavlja krog intimnega lastnega 
delovanja, kjer sme z garancijo države sam odločati o tem, katere posege vanj bo 
dopustil. Toda pravica do zasebnosti ni absolutna pravica, temveč je omejena z varstvom 
pravic in koristi drugih ter z vedenjem posameznika v javnosti. Človek se namreč kot 
družbeno bitje, ki nenehno prihaja v stik z drugimi ljudmi, ne more povsem izogniti temu, 
da se iz raznih vzrokov in nagibov tudi drugi zanimajo zanj in za njegovo zasebno 
življenje. Pri tem bi področje zasebnega življenja posameznika lahko razdelili: na področje 
intimnega in družinskega življenja, na področje zasebnega življenja, ki se ne odvija v 
javnosti, in na intimno področje življenja posameznika v javnosti ... Pri presoji dopustnosti 
posega v posameznikovo pravico do zasebnosti je treba upoštevati tudi značilnosti 
subjekta, v katerega pravico se posega ...« (Šturm et al., 2002, str. 383). 
  
                                           




Prostorska zasebnost (36. člen) 
 
36. člen Ustave varuje teritorialni koncept varstva zasebnosti: »Stanovanje je 
nedotakljivo« (1. odstavek 36. člena). Prostorska zasebnost je tista vrsta zasebnosti, ki je 
bila prva pravno zavarovana in varuje posameznika ne le pred posegi v prostorsko 
zasebnost s strani državne oblasti, temveč tudi drugih posameznikov, saj drugi odstavek 
36. člena določa, da »nihče ne sme brez odločbe sodišča proti volji stanovalca vstopiti v 
tuje stanovanje ali v druge prostore, niti jih ne sme preiskovati.« (Ustava, 2. odstavek 36. 
člena). Iz tega izhaja, da torej nihče ne sme posegati v prostorsko zasebnost 
posameznika, torej to določilo predstavlja tako varstvo s strani državne oblasti kot drugih 
posameznikov. Varstvo pred ogroženostjo prostorske zasebnosti pred posegi drugih 
posameznikov je urejeno tudi v kazenskem zakoniku, nedotakljivost stanovanja pa varuje 
tudi civilno pravo. 
 
 M. Zupančič navaja, da je pod besedo stanovanje »treba razumeti ne le stanovanje v 
ožjem smislu, ampak tudi hotelske sobe in sploh vse prostore, v katerih ima državljan 
pravico do pričakovane zasebnosti« (Šturm et al., 2002, str. 388). Ustavno določilo, ki se 
nanaša na nedotakljivost stanovanja, ne zagotavlja samo nedotakljivosti stanovanja, 
»temveč tudi širše področje pravice do zasebnosti – ”prostorsko zasebnost”« (Lampe, 
2010, str. 435). Tako govorimo o konceptu t. i. razumne pričakovane zasebnosti, ki se je 
z nedotakljivosti stanovanja razširila na najožjo sfero posameznikovega makro prostora, 
ki vključuje obleko, prtljago, v določenih primerih tudi delovno mesto, avtomobil, hotelsko 
sobo, prikolico. Ta koncept je uporabljen tudi v civilnem pravu, kjer se pri protipravnosti 
posega v to osebnostno pravico tehta interes obeh strank, pri čemer pomembno utež na 
tehtnici predstavlja posameznikovo razumno pričakovanje zasebnosti v določenem 
prostoru (Lampe, 2004, str. 274−275). Vendar posameznikova pravica do nedotakljivosti 
stanovanja ni absolutna. V to pravico se lahko posega pod določenimi pogoji. Ti pogoji so 
odločba sodišča in pogoji, ki jih določa zakon, da sme uradna oseba brez odločbe sodišča 
vstopiti v tuje stanovanje ali v tuje prostore in izjemoma brez navzočnosti prič opraviti 
preiskavo, če je to neogibno potrebno, da lahko neposredno prime storilca kaznivega 
dejanja ali da se zavarujejo ljudje in premoženje (peti odstavek). Prav tako tudi EKČP 
določa, da se javna oblast ne sme vmešavati v izvrševanje te pravice, torej pravice do 
spoštovanja posameznikovega zasebnega in družinskega življenja, doma in dopisovanja, 
razen če je to določeno z zakonom in če je nujno potrebno »zaradi državne varnosti, 
javne varnosti ali ekonomske blaginje države, zato, da se prepreči nered ali kaznivo 
dejanje, da se zavaruje zdravje ali morala ali da se zavarujejo pravice in svoboščine 





Mejnik v odnosu zakonodaje do zasebnosti predstavlja uveljavitev pojma upravičeno 
pričakovane zasebnosti, ki ga je leta 1967 prvo uporabilo ameriško vrhovno sodišče v 
zadevi Katz v ZDA (uvedena doktrina upravičeno pričakovane zasebnosti), kjer naj bi šlo 
za prostorski vidik zasebnosti, ki je zaradi razvoja nadzorovalne tehnologije danes postal 
bistveno manj pomemben. Sodobne tehnologije namreč omogočajo posege v zasebnost, 
ne da bi se fizično dostopalo v tuje prostore. »Razumno pričakovanje zasebnosti« je 
potrdilo tudi ESČP v primeru Halford in Copland proti Združenemu Kraljestvu in je v 
sodbah jasno zapisalo, da je bil kršen 8. člen Konvencije o človekovih pravicah. V prvem 
primeru je delodajalec nadzoroval uporabo službenega telefona, čeprav uslužbenka ni 
vedela, da je nadzirana, in je imela pravico do pričakovane zasebnosti na delovnem 
mestu. V drugem primeru pa je ESČP presodilo, da je delodajalec s tem, ko delavke 
vnaprej opozoril, kdaj in v kakšnih primerih lahko nadzira elektronsko pošto, neupravičeno 
posegel v njeno komunikacijsko zasebnost na delovnem mestu. Ker delavka ni bila 
opozorjena o nadzoru, je upravičeno pričakovala spoštovanje zasebnosti na delovnem 
mestu.62  
 
Komunikacijska zasebnost (37. člen) 
 
Komunikacijska zasebnost je v slovenski ustavi eno od najbolj pravno varovanih področij 
posameznikove zasebnosti. Varovana je dvakrat, prvič v 35. členu, kjer določa, da ima 
vsakdo pravico do zasebnosti in da je nedotakljiva, ter posebej v 37. členu, ki zagotavlja 
tajnost pisem in drugih občil. Ustava zagotavlja pravico do komunikacijske zasebnosti – 1. 
odstavek: »Zagotovljena je tajnost pisem in drugih občil« (Ustava, 37. člen). Varuje 
posameznikovo zasebnost tako, da se z vsebino njegovega sporočila ne sme seznaniti 
nekdo tretji (država ali drugi posamezniki), ki mu določene informacije, ki jih posameznik 
podaja preko komunikacijskih sredstev, niso namenjene, temveč da se z njeno vsebino 
seznanijo le tisti, s katerimi stopa v komunikacijska razmerja. Ta člen varuje poleg pisem 
različne druge oblike komuniciranja, kot so telefon, telefaks, elektronska pošta, preko 
računalniških in telekomunikacijskih omrežij, SMS sporočila ipd. 
Pri tem velja poudariti mnenje Gorana Klemenčiča, da je slovensko ustavno besedilo 
nekoliko omejujoče, ker poudarja »tajnost komunikacije«, medtem ko večina 
mednarodnih in tujih ustavnih dokumentov govori o »spoštovanju dopisovanja«, o 
»svobodi in zasebnosti komuniciranja«, o »prepovedi vmešavanja v pisemsko in drugo 
sporočanje« ipd. Ustava torej zgolj prepoveduje nadzorovanje vsebine komunikacije, ne 
omenja pa pravice do svobode komuniciranja, kar je pomembno zlasti v okoljih, kjer je 
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posameznik podrejen nekim institucionalnim pravilom (v zaporu, v delovnem okolju) 
(Šturm et al., 2002, str. 391−408). 
 
Evropska konvencija o človekovih pravicah v 8. členu v okviru splošnega varstva 
zasebnosti obravnava tudi pravico do komunikacijske zasebnosti: »Vsakdo ima pravico do 
spoštovanja svojega zasebnega in družinskega življenja, svojega doma in dopisovanja.« 
Mednarodni pakt o državljanskih in političnih pravicah (MPDPP), 17. člen: »Nikomur se ne 
sme nihče samovoljno ali nezakonito vmešavati v zasebno življenje, družino stanovanje ali 
dopisovanje in ga tudi ne nezakonito žaliti ali škodovati njegovemu ugledu.« Vendar tudi 
ta pravica ni absolutna. Tako Ustava RS63 kot EKČP64 opredeljujeta pogoje, pod katerimi je 
poseg v tajnost pisem in drugih občil dopusten. Pogoji, pod katerimi je poseg v tajnost 
pisem in drugih občil dovoljen, so: na podlagi zakona, na podlagi sodne odločbe in če je je 
to nujno za uvedbo ali potek kazenskega postopka ali za varnost države. Tudi Evropsko 
sodišče za človekove pravice v svojih sodbah izrecno priznava, da komunikacijska 
zasebnost sodi pod varstvo v okviru 8. člena Evropske konvencije o človekovih pravicah in 
temeljnih svoboščinah (zasebno življenje in dopisovanje), razen v primerih, kjer je nadzor 
nad komunikacijami dopusten. Čeprav so države podpisnice konvencije pristojne, da v 
svojih sodbah razlagajo domače pravo, pa pomeni sodna praksa ESČP vir prava tudi za 
slovenska sodišča. Tako je tudi v slovenski sodni praksi, tudi pod vplivom ESČP jasno 
izoblikovano stališče, da nadziranje telefonskih pogovorov, prisluškovanje in snemanje 
pomenijo poseg v ustavno pravico posameznika. Zakonsko je poseg v komunikacijsko 
zasebnost v RS urejen v Zakonu o telekomunikacijah (Ztel), Zakonu o elektronskih 
komunikacijah (ZEKom), Zakonu o kazenskem postopku (ZKP), Kazenskem zakoniku (KZ) 
in Zakonu o Slovenski obveščevalno-varnostni agenciji (ZSOVA). 
 
Zakon o telekomunikacijah določa ravnanja oz. postopek operaterjev 
telekomunikacijskih storitev v primeru, ko upravičen organ (Policija, Sova, OVS MORS) 
razpolaga s sodno odločbo. Ztel opredeljuje, da »so operaterji javnih telekomunikacijskih 
omrežij na podlagi sodne odločbe pristojnemu organu med drugim dolžni sporočiti 
podatke o udeležencih, sporočilih, okoliščinah in dejstvih telekomunikacijskega prometa za 
posamezne primere, na način, v obsegu in trajanju, kot to določa odredba pristojnega 
sodišča« (Ztel, 130. člen). 
                                           
63 »Samo zakon lahko predpiše, da se na podlagi odločbe sodišča za določen čas ne upošteva 
varstva tajnosti pisem in drugih občil in nedotakljivosti človekove zasebnosti, če je to nujno za 
uvedbo ali potek kazenskega postopka ali za varnost države« (Ustava, 2. odstavek 37. člena). 
64 »Javna oblast se ne sme vmešavati v izvrševanje te pravice (pravice do spoštovanja zasebnega 
in družinskega življenja), razen če je to določeno z zakonom in nujno v demokratični družbi zaradi 
državne varnosti, javne varnosti ali ekonomske blaginje države, zato da se prepreči nered ali zločin, 
da se zavaruje zdravje ali morala ali da se zavarujejo pravice in svoboščine drugih ljudi« (EKČP, 2. 




Nadalje zaradi pravnega jamstva varovanja človekovih pravic in temeljnih svoboščin 
določa, da je dolžnost operaterjev, da morajo zaradi potreb zakonitega in neodvisnega 
nadzora zagotoviti neizbrisno registracijo posegov nadzora telekomunikacijskega prometa 
in podatke varovati kot tajne (Ztel, 4. odstavek 130. člena). 
 
Zakon o elektronskih komunikacijah (ZEKom) ureja zaščito tajnosti in zaupnosti 
elektronskih komunikacij. Zaupnost komunikacij po tem zakonu se nanaša na: vsebino 
komunikacij, podatke o prometu in lokacijske podatke, povezane s komunikacijo iz 
prejšnje točke ter dejstva in okoliščine neuspešnih poskusov vzpostavljanja zvez (1. 
odstavek 103. člena). 
V 107. členu pa določa možnost Zakonitega prestrezanja komunikacij. V tem primeru je 
operater dolžan omogočiti zakonito prestrezanje komunikacij takoj, ko prejme prepis 
tistega dela izreka odredbe pristojnega organa, v katerem je navedba točke javnega 
komunikacijskega omrežja, na kateri naj se izvaja zakonito prestrezanje komunikacij, ter 
drugi podatki, povezani z načinom, obsegom in trajanjem tega ukrepa (2. odstavek). 
Zaradi pravnega varstva pa je dolžan zagotoviti neizbrisno registracijo zakonitega 
prestrezanja komunikacij ter pri tem zbrane podatke varovati kot uradno tajnost (5. 
odstavek). 
 
»Poseg v komunikacijsko zasebnost teorija in praksa ocenjujeta kot najintenzivnejši poseg 
v zasebnost posameznika« (Teršek, 2003, str. 45). 
 
Zakon o SOVI (ZSOVA) določa, da Agencija lahko pod pogoji, določenimi z zakonom, 
izjemoma pridobiva podatke tudi s kontrolo pisem in drugih občil ter z nadzorovanjem in 
s snemanjem telekomunikacij (ZSOVA, 23. člen). 
Tako ZKP kot ZSOVA glede trajanja nadzora določata (na podlagi ustavne določbe), da je 
izvajanje teh ukrepov časovno omejeno in traja največ en mesec in da se lahko samo v 
tehtnih razlogih njihovo trajanje lahko podaljša vsakič za en mesec, vendar skupno 
največ za šest mesecev. Izvajanje teh ukrepov pa odpravi, ko prenehajo razlogi, zaradi 
katerih so bili odrejeni. Podatke, pridobljene na takšen način, hrani sodišče v kazenskem 
spisu, dokler se hrani kazenski spis, Sova pa jih hrani zase. 
Zakon o kazenskem postopku (ZKP) določa, v katerih primerih, pod katerimi pogoji in 
za katera kazniva dejanja se lahko odredi nadzor elektronskih komunikacij s 
prisluškovanjem in snemanjem (ZKP, 150. člen). 
 
Kazenski zakonik RS v 137., 139. in 140. členu vsebuje kazenske določbe za protipravna 




neupravičeno prisluškovanje in zvočno snemanje, 139 čl. se nanaša na kršitev tajnosti 
občil, 140. člen pa na objavo pisma, zasebnega pisanja, dnevnika ... brez dovoljenja.65 
 
Tako je v skladu z načelom zakonitosti, načelom subsidiarnosti, načelom sorazmernosti in 
načelom časovne omejenosti možna uporaba prikritih preiskovalnih ukrepov. Na tako 
pridobljenih dokazih lahko temelji tudi sodba, vendar le, če so bili prikriti preiskovalni 
ukrepi odrejeni in izvajani v skladu z zakonom (Horvat, 2004, str. 324). Ustavno sodišče je 
glede prikritih preiskovalnih ukrepov (prisluškovanja) izoblikovalo stališče, da 
prisluškovanje v prostoru s tehničnimi napravami predstavlja skrajen poseg v ustavno 
pravico do zasebnosti ter da morajo biti zato pravila, ki to določajo, natančna, jasna in 
podrobna. Takšna pravila namreč zagotavljajo na eni strani državljanom predvidljivost, 
kdaj je mogoče takšne ukrepe uporabiti, na drugi strani pa zagotavljajo pravni nadzor in 
ukrepanje v primeru zlorab.66 
 
Informacijska zasebnost – varstvo osebnih podatkov (38. člen) 
 
Osnovna načela glede varstva osebnih podatkov določa Konvencija Sveta Evrope o zaščiti 
posameznikov glede na avtomatsko obdelavo osebnih podatkov (KonVOP). To je eden 
najpomembnejših mednarodnih pravnih aktov s tega področja, pomembne pa so tudi 
Smernice za zaščito osebnih podatkov v čezmejnem pretoku podatkov67. Oba navedena 
dokumenta sta iz leta 1981 in sta imela pomemben vpliv na povečanje zavedanja o 
pomenu varstva osebnih podatkov tako v evropskem merilu kot tudi na sprejemanje 
ustrezne zakonodaje po svetu. Dokumenta določata, da morajo biti osebni podatki 
pridobljeni na pravičen in zakonit način, uporabljeni v skladu z namenom, za katerega so 
pridobljeni, primerni glede na namen uporabe, točni in ažurni, dostopni posamezniku, na 
katerega se nanašajo, zavarovani in uničeni, ko je namen dosežen ali preneha obstajati. 
Republika Slovenija, ki je članica Evropske unije, OZN in drugih mednarodnih organizacij, 
je dolžna poleg notranje zakonodaje spoštovati mednarodne pravne akte. Tako pri 
obdelavi osebnih podatkov neposredno uporablja tudi določbe, omenjene KonVOP, katere 
namen je na ozemlju vsake pogodbenice vsakemu posamezniku, ne glede na 
državljanstvo in prebivališče, zagotoviti spoštovanje njegovih pravic in temeljnih svoboščin  
                                           
65 Več o vsebini kazenskih določb v poglavju 4.4. 
66 S to odločbo je Ustavno sodišče  zaradi neskladja z  Ustavo  razveljavilo določbe ZKP od čl. 150 
do 156. V 61. točki navedene odločbe je zapisalo: »Ker posamezni zakonski pogoji za odreditev 
ukrepa prisluškovanja v prostoru niso dovolj določni in v skladu z zahtevo po sorazmernosti, je 
besedilo 150. člena ZKP, ki pogoje določa, v nasprotju z Ustavo. V nasprotju z Ustavo je tudi 151. 
člen ZKP v delu, kjer je določeno, katera so tista kazniva dejanja, pri katerih sodišče sporni ukrep 
odredi.« V 64. točki pa je navedlo, da razveljavlja tudi čl. od 152 do 156, ki urejajo način odreditve 
ukrepa, vsebino odredbe, način in pogoje za izvajanje ukrepa in način uporabe podatkov, ki so bili 
pridobljeni z njegovo izvedbo (Odločba U-I-25/95). 




in še posebej spoštovanje pravice do zasebnosti glede na avtomatsko obdelavo osebnih 
podatkov. 
 
Ustava zagotavlja varstvo osebnih podatkov. Tako določa, da je varstvo osebnih podatkov 
ena izmed ustavno zagotovljenih človekovih pravic in temeljnih svoboščin, ki zagotavlja 
vsakomur varstvo osebnih podatkov, prepoveduje uporabo osebnih podatkov v nasprotju 
z namenom njihovega zbiranja, posamezniku zagotavlja pravico do seznanitve z zbranimi 
osebnimi podatki, ki se nanašajo nanj, ter pravico do sodnega varstva (Ustava, 3. 
odstavek 38. člena). Določa tudi, da zbiranje, obdelovanje, namen uporabe, nadzor in 
varstvo tajnosti osebnih podatkov določa zakon, kar predstavlja normativni okvir za 
urejanje varstva osebnih podatkov. Varstvo osebnih podatkov je v neposredni povezanosti 
s pravico do komunikacijske zasebnosti, saj se praviloma s posegom v komunikacijsko 
zasebnost pridobi informacija, ki je osebni podatek, in ga tudi varuje navedeni člen 
ustave. Posameznik, ki uživa varstvo osebnih podatkov, je določena ali določljiva fizična 
oseba,  na katero se nanaša osebni podatek. Osebni podatek je vsak podatek, ki kaže na 
lastnosti, stanja ali razmerja posameznika ne glede na obliko, v kateri je izražen. Fizična 
oseba je določljiva, če se lahko identificira na način, ki ne povzroča velikih stroškov ali ne 
zahteva veliko časa (ZVOP-1, 6. člen). 
Pravica do zasebnosti se danes opredeljuje kot »pravica posameznika, da zahteva, da se 
podatki in informacije o njegovih zasebnih razmerjih ne sporočajo komurkoli« (Čebulj, 
1992, str. 7). 
 
Pravna ureditev informacijske zasebnosti oz. varstva osebnih podatkov dejansko izhaja iz 
iste pravne podlage kot pravna ureditev različnih področij varstva zasebnosti, specifična je 
le po tem, da je zaradi hitrega razvoja informacijske tehnologije to področje čedalje bolj 
izpostavljeno in občutljivo. Zaradi tega mora pravo z varstvom osebnih podatkov varovati 
človekovo dostojanstvo, saj posameznik, ki je oropan svoje zasebnosti, ni več celovita 
osebnost (Cerar, 2009, str. 1403). 
 
Prvi zakon s področja varstva osebnih podatkov v RS je začel veljati leta 1990 (Zakon o 
varstvu osebnih podatkov) in je zajemal področja varstva osebnih podatkov, vsebovanih v 
zbirkah podatkov, in njihovo zavarovanje, evidence za potrebe varstva osebnih podatkov 
in njihovo zavarovanje, pravice posameznika glede varstva osebnih podatkov in omejitve, 
iznos podatkov iz države ter nadzor in spremljanje izvrševanja zakona. Novi zakon o 
varstvu osebnih podatkov (ZVOP) je bil sprejet leta 1999 in je bil potreben zaradi 
približevanja Slovenije Evropski uniji in zahtev Direktive 95/46/ES Evropskega parlamenta 
in Sveta o zaščiti posameznikov pri obdelavi osebnih podatkov in o prostem gibanju takih 
podatkov. Zaradi usklajevanja z navedeno Direktivo je bila leta 2001 sprejeta še novela 
zakona (ZVOP-A). S to novelo je bil ustanovljen tudi neodvisni nadzorni organ za varstvo 
osebnih podatkov, Inšpektorat za varstvo osebnih podatkov, ki je bil kot organ v sestavi 




Sistemski zakon za urejanje varstva osebnih podatkov je Zakon o varstvu osebnih 
podatkov (ZVOP-1), ki je začel veljati 1. 1. 200568, leta 2007 pa je bil sprejeta novela 
ZVOP-1A. To je krovni zakon, ki omogoča uresničevanje ustavne pravice do varstva 
osebnih podatkov ter opredeljuje način, kako zavarovati osebne podatke in v kakšnem  
obsegu. S sprejemom zakona se je zapolnila pravna praznina na tem področju in hkrati so 
se izpolnile obveznosti Republike Slovenije glede Direktive 95/46/ES Evropskega 
parlamenta o zaščiti posameznikov pri obdelavi osebnih podatkov in o prostem pretoku 
takih podatkov. Zakon področja varstva osebnih podatkov ne ureja podrobno, temveč je 
sistemski zakon, katerega namen je preprečevati posege pri obdelavi osebnih podatkov, ki 
niso v skladu z veljavnim pravnim redom. Podrobneje zakonsko ureja obdelavo osebnih 
podatkov na področju videonadzora in biometrije. Podrobnejše urejanje tega področja pa 
urejajo področni zakoni. Poleg naštetih mednarodnih in notranjih pravnih aktov za 
področje informacijske zasebnosti so pomembni tudi zakonski akti, katerih določbe imajo 
podlago v ustavno zagotovljenih pravicah in se nanašajo na delovna razmerja ter tako 
zadevajo vse zaposlene osebe in delodajalce. 
 
Zakon o delovnih razmerjih kot temeljni delovnopravni akt, ki ureja delovnopravno 
razmerje med delodajalcem in delavcem, med drugim določa obveznosti delodajalca, ki je 
dolžan varovati in spoštovati delavčevo osebnost in dostojanstvo, ščititi njegovo zasebnost 
ter varovati osebne podatke. V skladu z zakonom je dolžan voditi določene podatke in 
razpolagati z dokazili, ki so v neposredni zvezi z delovnim razmerjem, in le toliko časa, kot 
je to potrebno. Zakon o javnih uslužbencih, ki ureja zaposlovanje javnih uslužbencev in pri 
tem določa pravila glede vodenja kadrovske evidence in centralne kadrovske evidence kot 
informatizirane baze podatkov (ZJU 2002, 45. in 46. člen). Pomemben je zlasti obseg 
osebnih podatkov, ki se zbirajo v teh evidencah. Zakon o evidencah na področju dela in 
socialne varnosti določa, katere evidence mora delodajalec voditi o delavcih in katere 
podatke morajo te evidence vsebovati. V skladu s tem zakonom morajo delodajalci voditi 
evidenco o zaposlenih delavcih, evidenco o stroških dela, evidenco o izrabi delovnega časa 
in evidenco o oblikah reševanja kolektivnih delovnih sporov pri delodajalcu. Za vsako vrsto 
evidence pa je tudi natančno določeno, katere podatke lahko vsebuje, kdaj se začne voditi 
in kdaj preneha. 
Področje, ki ureja obdelavo osebnih podatkov, je podrobno urejeno v številnih drugih 
področnih predpisih. Iz podatkov Informacijskega pooblaščenca izhaja, da je po pregledu 
slovenske zakonodaje v RS 1684 predpisov »ter da jih med njimi kar 213 določa zbirke 
osebnih podatkov, kar predstavlja 13 % vseh zakonov. Od teh 213 zakonov določa 
                                           
68 Sprejet v Državnem zboru 15. 7. 2004 (Ur. l. RS, št. 86/2004) zaradi vstopa Slovenije v Evropsko 
unijo in dolžnosti spoštovanja pravnega reda EU in implementacije Direktive 95/46/ES o varstvu 





skupno 857 zbirk osebnih podatkov, od tega jih 373 (44 %) ne določa namena obdelave 
osebnih podatkov, kar pomeni, da so v tem delu v nasprotju z 38. čl. Ustave RS ter da je  
v nasprotju z 38. čl. tudi zakonska dikcija, ki ureditev prepušča podzakonskim 
predpisom«69 Po letu 2006 se je nadaljevalo z usklajevanjem zakonodaje z ZVOP-1 in tako 
s sprejemanjem zakonskih in podzakonskih predpisov na raznih področjih, povezanih z 
varstvom osebnih podatkov. Domnevamo lahko, da je danes teh predpisov še veliko več. 
Pred padcem železne zavese je veljalo, da je bila zasebnost povezana z demokratičnostjo 
družbe. »Bolj kot je bila družba demokratična, manj je vdirala v posameznikovo zasebno 
sfero« V današnji demokratični družbi pa v zasebnost (predvsem informacijsko) ne vdira 
samo država s pogosto nesorazmernim zbiranjem osebnih podatkov in obdelavo le-teh, 
ampak čedalje bolj tudi zasebni sektor, trgovske družbe, banke, zavarovalnice …70  
 
Zato je bistvena sestavina zaščite informacijske zasebnosti kontrola pretoka in 
posredovanja podatkov, ki se nanašajo na nekega posameznika. Država oz. njene 
institucije namreč potrebujejo informacije za učinkovito uravnavanje življenja 
posameznikov ter dobro funkcioniranje družbe, zato jim posameznik zbiranja ne more oz. 
včasih tudi ne sme preprečiti. Je pa zato bistvena transparentnost uporabe osebnih 
podatkov (Raab v Kovačič, 2000, str. 1021 ). 
 
3.7.3 PRAVICA DO ZASEBNOSTI V KAZENSKEM PRAVU 
 
Kazensko pravo je celota pravnih pravil in pravnih načel, ki opredeljujejo kazniva dejanja, 
kazensko odgovornost in kazenske sankcije.  
Kje postaviti mejo, da bosta varovana posameznikov interes in njegova pravica ter na 
drugi strani interes družbe? Toplak odgovarja, da je pri tem treba upoštevati pogoje, pod 
katerimi mora delovati javna oblast, če se vmešava v izvrševanje pravice do zasebnosti, in 
se opreti zlasti na prakso EKČP in 2. odstavek 8. člena EKČP71 (Šturm et al., 2002, str. 
370). 
Ustava glede posega v zasebnost od zakonodajalca terja, da možnost posega v pravico do 
zasebnosti omeji le na primere, v katerih bi bil poseg v pravico v sorazmerju s 
pričakovanim učinkom tega zavarovanja. Ustavno sodišče je v svoji odločbi  U-I-25/95 
povedalo, da je »namen kazenskega postopka in pravnih pravil, ki ga urejajo, dvojen: 
zavarovati posameznika pred neupravičenimi posegi kazenskega represivnega aparata in 
zagotoviti pravno ustrezno odločanje o obtožbi, ki jo zoper posameznika naslavlja 
država.« Svoboda in varnost pred posegom kazenskega represivnega aparata sta mu 
                                           
69  Poročilo Informacijskega pooblaščenca za leto 2006, str. 4. 
70  Poročilo Informacijskega pooblaščenca  za leto 2010, str. 2. 




zagotovljena vse dotlej, dokler sam ne poseže v pravno zavarovane dobrine drugih 
posameznikov ali družbe kot celote na način, ki je prepovedan in inkriminiran s kazenskim 
zakonom, kar se ugotavlja v kazenskem postopku.  
Zakon o kazenskem postopku (ZKP) je postopkovni zakon, ki med temeljnimi načeli 
kazenskega postopka določa, da sodišče ne sme opreti sodne odločbe na dokaze, ki so 
pridobljeni s kršitvijo ustavno določenih človekovih pravic in temeljnih svoboščin, kot tudi 
ne na dokaze, ki so pridobljeni s kršitvijo določb kazenskega postopka (drugi odstavek 18. 
člena). Kazensko pravo je represivno pravo, katerega cilj je varovanje človekovih pravic. 
Za uresničitev tega cilja je treba človekove pravice komu tudi omejiti, pod pogoji, ki jih 
določa ustava, zakon in mednarodni dokumenti. Pravno varnost tako posameznikov kot 
pravnih oseb zagotavljajo organi pregona in pravosodni sistem. Ustava pa varuje, da ne 
pride do samovoljnih posegov s strani teh organov v človekove pravice in svoboščine. 
Varstvo človekovih pravic v kazenskem postopku zagotavljajo sodišča, ki so pri svojem 
delu vezana na ustavo in zakon. Njihove odločitve pa so podvržene tudi ustavnosodni 
presoji. 
 
Kršitev tajnosti pisem in drugih občil je kazenskopravno varovana. Tako je sankcionirano 
neupravičeno odpiranje tujih pisem, brzojavk, zaprtega pisanja in pošiljk ali seznanitev z 
njihovo vsebino z uporabo tehničnih sredstev kot tudi seznanitev s sporočilom, ki se 
prenaša po telefonu ali s kakšnim drugim telekomunikacijskim sredstvom (Šturm et al., 
2002, str. 398).  
 
Kršitev tajnosti občil (KZ - 139. člen). To kaznivo dejanje se nanaša na neupravičeno 
odpiranje tujega pisma, tuje brzojavke ali kakšnega drugega tujega zaprtega pisma ali 
pošiljke ter tudi na primere, ko se kdo neupravičeno seznani z vsebino tuje zaprte pošiljke 
z uporabo tehničnih ali kemičnih sredstev, ne da bi odprl tujo pošiljko. Prav tako, če se 
neupravičeno seznani s sporočilom, ki se prenaša po telefonu ali drugim elektronskim 
komunikacijskim sredstvom z uporabo tehničnih sredstev, kdor neupravičeno odpre zaprt 
predmet, ki varuje sporočilo, in se neupravičeno seznani z vsebino ter če drugemu 
omogoči, da se seznani z vsebino teh sporočil. Kazenska določba se nanaša tako na 
posameznika kot tudi na uradno osebo, če dejanje stori z zlorabo uradnega položaja. 
Kaznivo dejanje nedovoljene objave zasebnih pisanj je določeno v 140. členu KZ-1, ki 
določa kazensko sankcijo v primeru, če se brez dovoljena objavi dnevnik, pismo ali kakšno 
drugo zasebno pisanje. Kaznivo dejanje zlorabe osebnih podatkov določa 143. člen KZ-1 
za posameznike in uradne osebe, in sicer v primerih, če osebne podatke obdelujejo v 
skladu z zakonom, vendar v neskladju z namenom njihovega zbiranja ali brez osebne 
privolitve tistega, na katerega se osebni podatki nanašajo, če nepooblaščeno vstopajo ali 
vdrejo v računalniško vodeno zbirko, z namenom pridobivanja kakšnega osebnega 




podatkov (žrtev kaznivih dejanj, žrtev kršitev pravic ali svoboščin zaščitenih prič, ki se 
nahajajo v sodnih spisih sodnih postopkov, kjer po zakonu ali po odločitvi sodišča ni 
dovoljena prisotnost javnosti ali identifikacija žrtev zaščitenih prič ter osebnih zapisov o 
njih v zvezi s sodnim postopkom, na podlagi katerih se te osebe lahko določi ali so 
določljive), kdor neupravičeno slikovno snema drugega ali njegove prostore in pri tem 
občutno poseže v njegovo zasebnost ter to posreduje tretji osebi ali tak posnetek 
prikazuje. 
 
Prvi pogoj dopustnosti posegov v človekove pravice in temeljne svoboščine je po ustaljeni 
ustavnosodni presoji ta, da poseg temelji na legitimnem, stvarno upravičenem cilju. Poleg 
tega je treba po ustaljeni ustavnosodni presoji vselej oceniti še, ali je ta v skladu z načeli 
pravne države (Ustava, 2. člen), in sicer s tistim izmed teh načel, ki prepoveduje 
prekomerne posege države tudi v primerih, ko se z njimi zasleduje legitimen cilj (splošno 
načelo sorazmernosti). Oceno, ali ne gre morda za prekomeren poseg, opravi Ustavno 
sodišče na podlagi t. i. strogega testa sorazmernosti. Ta test obsega presojo treh vidikov 
posega: 1) ali je poseg sploh nujen (potreben) za dosego zasledovanega cilja; 2) ali je 
ocenjevani poseg primeren za dosego zasledovanega cilja v tem smislu, da je ta cilj s 
posegom dejansko mogoče doseči; 3) ali je teža posledic ocenjevanega posega v 
prizadeto človekovo pravico proporcionalna vrednosti zasledovanega cilja oziroma 
koristim, ki bodo zaradi posega nastale. Šele če poseg prestane vse tri vidike testa, je 
ustavno dopusten (iz odločbe Ustavnega sodišča, U-I-296/02).72 
 
3.7.4 VARSTVO PRAVICE DO ZASEBNOSTI V CIVILNEM PRAVU 
 
»Že rimsko pravo je priznavalo osebnostne pravice za svobodne ljudi, ne pa za sužnje, 
ker niso bili subjekti prava. Vendar pa rimsko pravo ni poznalo sistema pravic, temveč 
sistem tožb. Če je torej za primer kršitve določene osebnostne pravice tožba (actio) 
obstajala, je bila pravica tudi varovana, v nasprotnem primeru pravnega varstva ni bilo. 
Zelo znana je bila pretorska tožba "actio iniuriarum" v primeru žalitve časti« (Toplak, 
1997, str. 1166). 
35. člen Ustave predstavlja osnovo za splošno varstvo osebnostnih pravic: »zagotovljena 
je nedotakljivost človekove telesne in duševne celovitosti, njegove zasebnosti in 
osebnostnih pravic«, in hkrati predstavlja izhodišče za širše razlage s strani sodišč in s 
tem širitve kroga osebnostnih pravic (Betetto, 1997, str. 1). 
 
                                           





Po mnenju Lampeta poglobljena analiza pravice do zasebnosti v civilnem pravu poraja 
veliko teoretičnih vprašanj. Eno takih je tudi, ali je pravica do zasebnosti osebnostna 
pravica v slovenskem pravnem redu. V zvezi s tem meni, da po čisti jezikovni razlagi 35. 
člena Ustave ni, ker ta člen zagotavlja nedotakljivost zasebnosti ter osebnostnih pravic, in 
tako pravice do zasebnosti ne uvršča med osebnostne pravice ter ji zaradi tega ne gre 
varstvo po civilnem pravu. Vendar nadalje meni, da čisti jezikovni razlagi ustavne dikcije 
35. člena ne gre slediti in da je pravica do zasebnosti nedvomno ena izmed osebnostnih 
pravic in tako daje neposreden temelj njihovemu varstvu tudi v civilnem pravu. »Bolj kot 
potrditev obstoja pravice do zasebnosti v civilnem pravu kot posebne osebnostne pravice 
(in njenega civilnopravnega varstva) in manj kot njen samostojni temelj nam dodatno 
služi 134. člen Obligacijskega zakonika (Zahteva za prenehanje s kršitvami osebnostnih 
pravic), ki zagotavlja preventivno varstvo nedotakljivosti osebnega in družinskega 
življenja (ali kakšne druge osebnostne pravice)« (Lampe 2004, 48−49). 
 
Za kršitev pravice do zasebnosti gre takrat, kadar se o posamezniku raznašajo dogodki in 
dejstva iz zasebnega življenja (brez njegove privolitve) ne glede na to, ali škodijo 
njegovemu ugledu ali ne. Tu gre za njegova čustva, njegovo duševno stabilnost in njegov 
duševni mir (Finžgar, 1985, str. 121). 
 
Obligacijski zakonik (OZ) ureja eno najobsežnejših področij civilnega prava in je 
razdeljen na dva dela. Glede na to, da je predmet obravnave tega dela varstvo 
osebnostnih pravic, med katere sodi tudi pravica do zasebnosti, bo podrobneje 
predstavljen drugi del oz. določbe, ki se nanašajo na ukrepe za preprečevanje in 
odpravljanje škode v zvezi s kršitvami osebnostnih pravic. Zahteve za prenehanje s 
kršitvami osebnostnih pravic so predvidene v 134. členu 73  – preventivno varstvo, na 
podlagi česar Toplak zaključuje, da je pravica do zasebnosti ena izmed osebnostnih pravic 
v smislu zasebnega prava, varovana neposredno z Ustavo, medtem ko je v javnopravnem 
pojmovanju samostojna pravica tako ustavnega kot mednarodnega prava na podlagi 8. 
člena EKČP (Šturm et al., 2002, str. 369−370). 
V zvezi z zahtevo za prenehanje s kršitvami pravice osebnosti se  pri pravnih strokovnjakih 
porajajo nekatera vprašanja, ki se nanašajo npr. na ustreznost umeščenosti v naš pravni 
                                           
73 (1) Vsak ima pravico zahtevati od sodišča ali drugega pristojnega organa, da odredi prenehanje 
dejanja, s katerim se krši nedotakljivost človekove osebnosti, osebnega in družinskega življenja ali 
kakšna druga osebnostna pravica, da prepreči tako dejanje ali da odstrani njegove posledice. (2) 
Sodišče oziroma drug pristojni organ lahko odredi, da kršitelj preneha z dejanjem, ker bo sicer 





red74, vprašanje, ali tako določilo sploh sodi v oddelek o povzročitvi škode v Obligacijskem 
zakoniku75, ter da Obligacijski zakonik ureja zahtevo za prenehanje s kršitvami osebnostih 
pravic med splošnimi načeli, da pa bi bilo mogoče »preprečiti kršitve osebnostnih pravic 
samo tedaj, če je storilec zanjo kriv, in samo, če bi povzročile telesne bolečine ali duševne 
bolečine ali strah«, kar zahteva 131. člen Obligacijskega zakonika. Kritika pravnih 
strokovnjakov glede definicije nepremoženjske škode se nanaša na to, da je treba 
varovati ljudi pred posegi v človekove pravice tudi, če ni telesnih bolečin ali duševnih 
bolečin ali strahu. Zaradi tega se pravni strokovnjaki strinjajo in menijo, da za varstvo 
osebnostnih pravic ni potrebna krivdna odgovornost storilca, zlasti zaradi neposredne 
uporabe ustavnih določb – 15. člena (Koman-Perenič, 2004, str. 95–96). V primeru, ko s 
kršitvijo osebnostnih pravic nastane škoda (premoženjska ali nepremoženjska), je 
oškodovana oseba upravičena do poravnave škode 76 . Vrnitev v prejšnje stanje se 
dosledno uresničuje v sodni praksi, še zlasti v delovnih sporih, in le v tistih primerih, kadar 
to ni mogoče, je predvidena denarna odškodnina. Kršitev osebnostnih pravic lahko 
neposredno povzroči zlasti nepremoženjsko škodo. Za nedenarno odškodnino za 
nepremoženjsko škodo je določeno, da se v primeru kršitve osebnostnih pravic objavi 
sodba oz. popravek ali preklic izjave, s katero je oškodovalec storil kršitev.77 Namenjena je 
predvsem varstvu tistih človekovih pravic nepremoženjske narave, ki naj oškodovanca 
privedejo v stanje, v kakšnem bi bil, če ne bi bilo kršitve. Denarna odškodnina za 
nepremoženjsko škodo78 pripada oškodovancu samo takrat, če prestaja telesne bolečine 
ali duševne bolečine ali strah, torej je poseg pogojevan z oškodovančevim trpljenjem 
(Koman-Perenič, str. 116−121). 
                                           
74 Prof. A. Finžgar – da njegov namen ni v povračilu škode, temveč v zmanjšanju škode (Finžgar v 
Koman Perenič, 2004, str. 94). 
75 Lidija Koman Perenič meni, da že 15. člen Ustave zagotavlja sodno varstvo človekovih pravic in 
temeljnih svoboščin ter prepoveduje vsak poseg v osebnostne pravice, ne glede na odgovornost in 
morebitno škodo, ter povzema tudi mnenja drugih pravnih strokovnjakov S. Cigoja, B. Strohsacka, 
M. Trampuž, D. Jadek Pensa (Koman-Perenič, 2004, str. 95−96). 
76
 Poravnava škode v civilnem pravu je lahko: restitucija ali vrnitev v prejšnje stanje, kompenzacija 
ali ekvivalenca za tisto, kar je bilo izgubljeno ali satifikacija (Koman-Perenič, 2004, str. 105). 
77
 Določeno v 178. členu. Ukrepi: »objava obsodilne kazenske sodbe proti storilcu ali oprostilne 
kazenske sodbe proti storilcu ali oprostilne kazenske sodbe za oškodovanca ali objava civilne 
ugotovitvene ali dajatvene sodbe; preklic izjave ali objava popravljene izjave; umik izjave, s katero 
je bila storjena kršitev; in drugo, npr. javno opravičilo in obžalovanje …« (Koman Perenič, str. 
117). 
78
 Vzroki: telesne bolečine, duševne bolečine zaradi zmanjšanja življenjske aktivnosti, zaradi 
skaženosti, zaradi razžalitve dobrega imena in časti, okrnitve svobode, okrnitve osebnostne 




3.8 INSTITUCIONALNO VARSTVO INFORMACIJSKE ZASEBNOSTI 
 
Nadzor nad izvajanjem varstva informacijske zasebnosti oz. varstva osebnih podatkov 
izvaja Informacijski pooblaščenec. Zakon o ustanovitvi informacijskega pooblaščenca je bil 
sprejet v letu 2005, z njim pa so bile določene pristojnosti in pooblastila informacijskega 
pooblaščenca. 
 
Zakon določa, da je Informacijski pooblaščenec samostojen in neodvisen organ, ki je 
pristojen za odločanje o pritožbah, s katerim organ odloča o pravici do dostopa do 
informacije javnega značaja, in nadzor nad izvajanjem zakona, ki ureja dostop do 
informacij javnega značaja ali podzakonskih predpisov, izdanih na njegovi podlagi, 
inšpekcijski nadzor nad izvajanjem zakona in drugih predpisov s področja varstva in 
obdelave osebnih podatkov ter iznosa osebnih podatkov iz RS, odločanje o pritožbah 
posameznika, odločanje o pritožbah, kjer so kršene pravice posameznika glede njegove 
pravice do seznanitve z osebnimi podatki in ostalimi zahtevami v skladu z zakonom (izpisi, 
seznami, vpogledi, potrdila, informacije, pojasnila, prepisovanje, kopiranje), vlaganje 
zahtev po presoji ustavnosti in zakonitosti na Ustavnem sodišču v primeru, če se pojavi 
vprašanje glede ustavnosti in zakonitosti v zvezi s postopki, ki jih vodi (ZInfP, 2. člen). 
Najpogosteje obravnavane kršitve s področja varstva osebnih podatkov v letu 2010 79 
(podatki Informacijskega pooblaščenca) so se nanašale na dovoljevanje v vpogled 
osebnih podatkov nepooblaščenim uporabnikom s strani upravljavca zbirke osebnih 
podatkov, nezakonito objavo osebnih podatkov, npr. na oglasnih deskah, na internetu, 
nezakonito zbiranje oziroma zahtevanje osebnih podatkov, neustrezno zavarovanje 
osebnih podatkov, nezakonito izvajanje videonadzora, neposredno trženje, razno. Prijave 
so bile vložene in postopki po uradni dolžnosti uvedeni zoper institucije v javnem sektorju: 
državne organe, ministrstva in organe v njihovi sestavi, izobraževalne ustanove, javne 
sklade, zavode, agencije in druge osebe javnega prava, zdravstvene ustanove, občine, 
sodišča in vrhovno državno tožilstvo, državno pravobranilstvo, upravne enote in zoper 
zasebni sektor.80 Glede obravnavanih sumov kršitev glede na področja varstva osebnih 
podatkov in tudi glede institucij javnega sektorja oz. zasebnega sektorja, ki naj bi kršile 
določbe zakona, iz poročil Informacijskegpooblaščenca izhaja, da je stanje podobno kot v 
preteklih letih. 
  
                                           
79 Podobne kršitve je Informacijski pooblaščenec obravnaval tudi v preteklih letih (Poročila 
2006−2010). 





Vir: Poročila Informacijskega pooblaščenca od leta 2006 do leta 2010 (lasten prikaz)81 
 
Zgornji grafikon nazorno prikazuje, kako se je v obravnavanem obdobju iz leta v leto 
povečevalo število prijav zaradi sumov kršitev varstva osebnih podatkov, v kar so zajeti 
tudi postopki, uvedeni po uradni dolžnosti. Občutno pa se je število povečalo po sprejemu 
ZVOP-1 in uvedbi nadzorne institucije Informacijskega pooblaščenca, kar nakazuje na to,  
da je zaradi tega prišlo do večje ozaveščenosti pomena zaščite osebnih podatkov in tudi 
zavedanja posameznikov glede svojih pravic, ki zadevajo to področje, kljub temu da se 
vse prijave oz. obravnavane zadeve niso končale z ukrepi pooblaščenca. Iz njegovih 
poročil namreč sledi, da so bile nekatere prijave neutemeljene, pri nekaterih je že iz samih 
prijav bilo razvidno, da ne gre za kršitev, v nekaterih primerih pa je pooblaščenec izrekel 
opozorila za manjše pomanjkljivosti, po odpravi le-teh pa je bil postopek ustavljen. V 
primerih, v katerih so bile prijave utemeljene, pa so bili postopki zaključeni z izdajo 
upravnih odločb za odpravo nepravilnosti. Po drugi strani pa je zaskrbljujoče, da je bilo 
veliko postopkov vodenih zoper inštitucije, ki bi morale same skrbeti za zakonitost in 
                                           
81 Glej prilogo 1 (tabela 1). 




varstvo temeljnih človekovih pravic, med katere sodi pravica do varstva informacijske 
zasebnosti. Samo po sebi se zastavlja vprašanje jasnosti zakonodaje, kajti da temu ni tako 
oz. da določbe zakonov niso povsem jasne, je sklepati iz podatkov Informacijskega 
pooblaščenca glede zaprosil, ki jih prejema zaradi posredovanja mnenj in pojasnil 
(razlaganja zakona) v konkretnih primerih. Hkrati pa to pomeni interes vseh, ki imajo 
opravka z osebnimi podatki, da se nejasnosti razjasnijo in da ne prihaja do kršitev. 
Pooblaščenec kot nadzorna inštitucija pa k temu bistveno prispeva in skrbi za dvig ravni 
zavedanja o pomenu varstva osebnih podatkov na različne načine: z opozarjanjem v 
medijih, izdajami različnih brošur in smernic, ki se nanašajo na varstvo osebnih podatkov, 




Vir: Poročila Informacijskega pooblaščenca od leta 2006 do leta 2010 (lasten prikaz)82  
 
  
                                           
82Glej prilogo 1 (tabela 2). 





Največje število zaprosil (za mnenja, pojasnila), kako ravnati v konkretnih situacijah s 
področij, ki jih pokriva ZVOP-1, se večinoma nanaša na delovna razmerja. Da so delovna 
razmerja področje, na katerem je veliko možnosti za kršitve informacijske zasebnosti, v 
vsakoletnih poročilih opozarja tudi Informacijski pooblaščenec in veliko pozornosti 
namenja pričakovani zasebnosti na delovnem mestu ter daje priporočila delodajalcem, 
kako se izogniti nezakonitim in neustavnim posegom v delavčevo zasebnost hkrati pa 
zavarovati interese, ki jih imajo tudi sami.  
Kot nadzorni organ pomembnega področja varstva človekovih pravic Informacijski 
pooblaščenec opozarja na vlogo informacijske tehnologije in pri tem opaža, da se le-te 
pogosto uvajajo, ne da bi se izvedle ustrezne predhodne analize tveganja za zasebnost. 
Še zlasti to velja za javni sektor, kjer se obdeluje velika količina osebnih podatkov, ki jih je 
mogoče medsebojno povezovati, pri tem pa se rešitve uvajajo na način, da uporaba novih 
tehnologij iz različnih razlogov ni tako prijazna do zasebnosti posameznika. Zaradi tega 
meni, da bo treba v prihodnosti več pozornosti nameniti analizam vplivov na zasebnost, ki 
so namenjene predvsem predhodnemu ugotavljanju možnih posegov v zasebnost in 
posledično sprejemanju ukrepov, ki takšna tveganja odpravljajo ali vsaj zmanjšujejo. V 
splošni oceni stanja opozarja, da budno spremlja nekatere trende na področju zasebnosti 
v informacijski družbi, ki so skrb zbujajoči in so posledica razvoja informacijsko-
komunikacijskih tehnologij (t. i. računalništvo v oblaku) 83 , ter presojam vplivov na 
zasebnost in sodelovanju pri projektih, ki vključujejo obdelavo osebnih podatkov 
(elektronsko poslovanje z e-računi, uvedba biometrijskih ukrepov). Glede varstva osebnih 
podatkov pa je prepričan, da Republika Slovenija na tem področju v ničemer ne zaostaja 
za evropskimi državami ter da se srečuje s podobnimi oziroma zelo primerljivimi problemi 
kot ostale evropske države. Ob tem ugotavlja, da so nekatera področja varstva osebnih 
podatkov v ZVOP-1 urejena celo natančneje in pregledneje kot v Direktivi 95/46/ES in v 
zakonodaji večine evropskih držav. To velja zlasti za področje neposrednega trženja, 
videonadzora, biometrije, evidentiranja vstopov v prostore in izstopov iz njih, povezovanja 
zbirk osebnih podatkov iz uradnih evidenc in javnih knjig ter strokovnega nadzora.84  
  
                                           
83 Računalništvo v oblaku. Gre za storitve računalniške obdelave, programska oprema za hrambo in 
dostop do podatkov, ki s strani končnega uporabnika ne zahteva fizične lokacije, in konfiguracija 
sistema, ki zagotavlja storitve tako, da obdelava podatkov ne poteka na vnaprej določenem 
statičnem mestu (Andrej Tomšič, .13.11.2011,  http://www.arnes.si/fileadmin/dokumenti/zavod-
arnes/publikacije/konferenca-arnes-zbornik-2011.pdf ). 




3.9 VPLIV INFORMACIJSKE TEHNOLOGIJE NA POTREBO PO VEČJI 
PRAVNI  ZAŠČITI  ZASEBNOSTI  
 
Skozi čas se je pravica do zasebnosti spreminjala in v primerjavi z razvojno potjo drugih 
človekovih pravic ožila. V zgodovini je največjo nevarnost za zasebnost predstavljala 
država, danes pa različne tehnologije, ki omogočajo posege v zasebnost, postajajo v 
družbi zaželene, posameznik se jih niti ne zaveda in s tem izgublja tudi občutek za 
zasebnost. Po mnenju avtorjev poročila Privacy & Human Rights 1999 je pravica do 
zasebnosti postala ena najpomembnejših in hkrati najbolj ogroženih človekovih pravic. 
Nadzor je tesno povezan s tehnologijo, predvsem z informacijsko tehnologijo, ki je 
namenjena zbiranju in obdelavi vseh vrst podatkov in informacij, ter s komunikacijsko 
tehnologijo, ki je namenjena zbiranju in obdelavi vseh vrst podatkov in informacij ter je 
okužila vse vidike človeške komunikacije (Thomas, 2000: 22 v Kovačič, 2006, str. 28). 
 
Informacijski pooblaščenec je opozoril, da se na področju varstva osebnih podatkov 
nadaljuje naraščanje uporabe tehničnih sredstev za obdelavo osebnih podatkov ter da se 
upravljavci vse pogosteje in večkrat nekritično, s premalo razmisleka in predvsem brez 
pravne podlage »odločajo za snemanje telefonskih klicev in videonadzor. Informacijska 
tehnologija danes omogoča vse bolj subtilne posege v zasebnost posameznika. V kratkem 
času je mogoče obdelati neznanske količine podatkov, jih razvrščati po različnih kriterijih, 
segmentih, združevati ...« Nadalje opozarja, da enostavnost in hitrost postopkov obdelave 
osebnih podatkov ter cenovna dostopnost tehnologije neizogibno pripeljejo do 
obsežnejšega vpogleda v posameznika, njegov pravni ali dejanski položaj ter da vse bolj 
verjetno zveni citat: »Zasebnosti je konec! Sprijaznite se.«85 
 
Razširjenost uporabe informacijske in komunikacijske tehnologije v moderni družbi v 
šestdesetih in sedemdesetih letih prejšnjega stoletja, njen razvoj ter njena pogosto 
nepotrebna in neznosna lahkotnost uporabe na vseh področjih človekovega življenja, 
zbiranja in obdelave osebnih podatkov predstavlja potencialno nevarnost in dejansko 
ogroža vsa področja zasebnosti, kar poleg številnih skoraj vsakodnevnih, manj ali bolj 
odmevnih kršitev zasebnosti kaže tudi na zavedanje te ogroženosti in potrebe po večji 
pravni zaščiti osebnih podatkov kot tudi drugih aspektov zasebnosti, kar dokazujejo 
številni pravni akti, ki so bili sprejeti tako na mednarodnem nivoju kot tudi na nivoju 
nacionalnih zakonodaj. 
Prvi zakon na tem področju je sprejela dežela Hesen v Zvezni republiki Nemčiji leta 1970, 
prvi nacionalni zakon pa je sprejela Švedska leta 1973. Že leta 1974 je generalni sekretar 
                                           




OZN v poročilu »Človekove pravice in znanstveni in tehnološki razvoj – Uporaba 
elektronike, ki lahko vpliva na pravice oseb, in omejitve, ki bi morale biti podane v 
demokratični družbi ob takih uporabah« vsem državam, ki še nimajo zakonske ureditve 
varstva informacijske zasebnosti, priporočil, naj tako ureditev čim prej sprejmejo. Poleg 
tega je priporočil tudi načela, ki naj bi se jih države pri sprejemanju tovrstne zakonodaje 
držale: načelo relevantnosti, ki predstavlja zahtevo, da se o posamezniku zbirajo samo 
tisti podatki, ki so nujno potrebni za dosego namena, zaradi katerega se zbirajo, načelo 
notifikacije, ki pomeni, da naj bo posameznik predhodno seznanjen o podatkih, ki se o 
njem zbirajo, shranjujejo in obdelujejo, ter načelo privolitve, ki pravi, da naj se zbirajo 
samo tisti podatki, glede katerih je posameznik v zbiranje privolil.86 Na podlagi Smernic o 
avtomatiziranih zbirkah osebnih podatkov, ki so jih predstavile OZN, na podlagi Smernic 
Organizacije za ekonomsko sodelovanje in razvoj, ki vsebujejo načela za pošteno in 
zakonito ravnanje z osebnimi podatki, ter na podlagi 8. člena Evropske konvencije o 
človekovih pravicah je Svet Evrope v Strasbourgu 28. 1. 1981 sprejel Konvencijo o varstvu 
posameznikov glede na avtomatsko obdelavo podatkov, ki je začela veljati leta 1985, 
Slovenija pa jo je ratificirala leta 1994.87 
Zaradi napredka v informacijski tehnologiji in čedalje pogostejše obdelave osebnih 
podatkov v gospodarskih in družbenih dejavnostih in potrebe po večji zaščiti posameznika 
ter poenotenja evropske zakonodaje s tega področja so bile v Evropski uniji sprejete:  
 Direktiva 95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri obdelavi 
osebnih podatkov in o prostem pretoku takih podatkov.88  
 Uredba Evropskega Sveta št. 45/2001 o varstvu posameznikov pri obdelavi 
osebnih  podatkov.89 
 Direktiva 2002/58/ES (obdelava osebnih podatkov in varstvo zasebnosti na 
področju elektronskih komunikacij  − Direktiva o zasebnosti in elektronskih  
  
                                           
86 http://www.ljudmila.org/matej/zasebnost/zasebnost.html, 25.2. 2012. 
87 Zakon o ratifikaciji Konvencije o varstvu posameznika glede na avtomatsko obdelavo osebnih 
podatkov, ki je bila ratificirana in objavljena leta 1994 (Ur. l. RS, št. 11/1994, Mednarodne 
pogodbe, št. 3/1994). 
88 Direktiva 95/46/ES Evropskega parlamenta in Sveta z dne 24. oktobra 1995 o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem toku takih podatkov. 
89 (5) »Uredba je potrebna zato, da se posamezniku zagotovijo pravno izvršljive pravice, da se 
določijo dolžnosti upravljavcev pri obdelavi osebnih podatkov znotraj institucij in organov Skupnosti 
in da se ustanovi neodvisni nadzorni organ, odgovoren za spremljanje obdelave osebnih podatkov 




komunikacijah)90. V prvem odstavku je zapisano, da »zahteva, da države članice 
zagotovijo pravice in svoboščine fizičnih oseb v zvezi z obdelavo osebnih podatkov 
in zlasti njihovo pravico do zasebnosti, da tako zagotovijo prost pretok osebnih 
podatkov v Skupnosti.« 
 Direktiva 2006/24/ES (hramba podatkov, pridobljenih ali obdelanih v zvezi 
z zagotavljanjem javno dostopnih elektronskih komunikacijskih storitev ali javnih 
komunikacijskih omrežij)91 , ki »od držav članic zahteva, da varujejo pravice in  
svoboščine fizičnih oseb pri obdelavi osebnih podatkov, predvsem njihove pravice 
do zasebnosti, da se zagotovi prosti prenos osebnih podatkov v Skupnosti« (1. 
odstavek). 
 
Republika Slovenija, ki je članica Evropske unije, OZN in drugih mednarodnih organizacij, 
je dolžna poleg notranje zakonodaje spoštovati mednarodne pravne akte. S članstvom v 
EU pa je tudi zavezana usklajevati notranjo zakonodajo z zakonodajo EU. Uredbe so 
neposredno uporabno pravo, direktive pa država implementira v svoj pravni red. 
V tem obdobju pa so se v svetu izoblikovali različni modeli zaščite zasebnosti. Model, ki 
ga podpira Evropska unija: vzpostavitev sistema krovne zakonodaje, ki ureja zbiranje in 
uporabo osebnih podatkov tako za zasebni kot za javni sektor; model, ki ga podpirajo 
ZDA, Japonska in Singapur: področne zakonodaje ščitijo zasebnost po posameznih 
področjih, ter samoregulacija v smislu sprejema ustreznih praks in razvoja sodobne 
tehnologije, ki omogoča zaščito zasebnosti s strani posameznikov oz. da jo posameznik 
vzame v svoje roke (npr. z uporabo kriptografije).92  
  
                                           
90 Direktiva 2002/58/ES Evropskega parlamenta in Sveta z dne 31. 7. 2002, obdelava osebnih 
podatkov in varstvo zasebnosti na področju elektronskih komunikacij (Direktiva o zasebnosti in 
elektronskih komunikacijah). 
91  Direktiva 2006/24/ES Evropskega parlamenta in Sveta z dne 15. marca 2006 o hrambi 
podatkov, pridobljenih ali obdelanih v zvezi z zagotavljanjem javno dostopnih 
elektronskih komunikacijskih storitev ali javnih komunikacijskih omrežij in spremembi Direktive 
2002/58/ES. 




4 ZASEBNOST NA DELOVNEM MESTU 
 
 
Pravo ščiti posameznika, ki v določenem trenutku, v določenem prostoru ali pri določenem 
dejanju upravičeno pričakuje zasebnost (Šturm et.al, 2002, str. 401). 
 
Nataša Pirc-Musar meni, da so danes eno najbolj perečih področij temeljnih človekovih 
pravic posegi v zasebnost na delovnem mestu. Takšna pogostnost je predvsem zato, ker 
gre za vsakodnevne odnose, v katerih se znajde skoraj vsak odrasel posameznik. Pravno 
težke dileme v odnosu delavec – delodajalec so pregledovanje elektronske pošte, nadzor 
nad telefonskimi klici in nadzor uporabe interneta: vprašanja, ki se nanašajo na 
komunikacijsko zasebnost. Vendar poudarja, zasebnost na delovnem mestu obstaja, »se ji 
ne odpovemo, ko stopimo skozi vrata tovarne ali pisarne«. Le treba je najti pravo 
ravnovesje s pravicami delodajalca (Pirc-Musar, 2009, str. 3). Delavca je treba 
obravnavati kot posameznika, ki ima najprej pravice osebne narave in šele potem 
obveznosti iz delovnega razmerja, ter je zaradi tega treba zasebnost varovati tudi na 
delovnem mestu.93  
To pomeni, da je pri zasebnosti na delovnem mestu pomembno, da posameznik 
upravičeno pričakuje zasebnost. Tako se splošna pravica do zasebnosti razširja tudi na 
posameznikovo delovno okolje. Poudarek je na pravici do zasebnosti. Ta zajema vse 
pravice in svoboščine človeka, ki je predvsem socialno bitje in je tudi v službenem času v 
stiku z drugimi ljudmi, sodelavci, poslovnimi partnerji, strankami; ti odnosi ne morejo biti 
samo službeni, ampak se le-ti prepletajo tudi z osebnimi. V času široke uporabe 
informacijsko-komunikacijske tehnologije, predvsem elektronske pošte in interneta ter 
telefona ni realno pričakovati, da zaposleni teh sredstev ne bi v omejenem obsegu 
uporabljal tudi v zasebne namene. Torej je delovno mesto prostor, kjer se praviloma 
soočata dva interesa: legitimen interes delodajalca, da skrbi za to, da delavec čim bolje in 
učinkovito dela in uporablja delovna sredstva v skladu s politikami in navodili delodajalca 
(torej je njegova legitimna pravica, da odkriva in preprečuje prekrške, da nadzoruje 
delavca pri uporabi opreme, da je ne uporablja v nedovoljene namene), na drugi strani 
pa interes delavca, ki upravičeno pričakuje določen del zasebnosti tudi na delovnem 
mestu. To je potrdilo tudi Evropsko sodišče za človekove pravice v primeru Harford in 
Kopland proti Veliki Britaniji.  
                                           





V določenih primerih nadzora zaposlenih pa lahko pride tudi do kršitve pravic tretjih oseb, 
ki pri komuniciranju z zaposlenim, ki je nadzorovan, ne vedo, da so tudi same 
nadzorovane (Bien-Karlovšek et al., 2008, str. 53). 
Informacijski pooblaščenec vsako leto v svojih letnih poročilih namenja precej pozornosti 
zasebnosti delavca na delovnem mestu. V letnem poročilu  za leto 2010 v zvezi s tem 
opozarja na probleme, ki se pojavljajo pri uporabi sledilnih naprav GPS, službene 
elektronske pošte, službenih telefonov ter službenih računalnikov, ki jih zaposleni v 
omejenem obsegu uporabljajo tudi v zasebne namene, ter da pri takšni uporabi zagotovo 
gre za nasprotna legitimna interesa tako delodajalca kot delavca. Pri tem pa opozarja na 
normativno neurejenost tega področja, na katerega je Informacijski pooblaščenec že 
večkrat opozoril, leta 2009 pa tudi pripravil osnutek Zakona o zasebnosti na delovnem 
mestu, vendar do obravnave tega osnutka na pristojnih ministrstvih ni prišlo.94 
ESČP je v odločbi Niemietz proti Nemčiji iz leta 199295zapisalo, da mora spoštovanje 
zasebnega do določene stopnje vključevati tudi pravico do vzpostavljanja in razvijanja 
odnosov z drugimi človeškimi bitji.  
 
4.1 PRAVNE PODLAGE ZA VARSTVO ZASEBNOSTI NA DELOVNEM 
MESTU 
 
Zasebnost na delovnem mestu je kot temeljna človekova pravica in svoboščina 
(zasebnosti v prostoru, zasebnosti osebnosti in informacijsko-komunikacijske zasebnosti) 
pravno varovana v okviru splošne pravice do zasebnosti tako v mednarodnih dokumentih 
(konvencijah, uredbah in direktivah) kot tudi v Ustavi RS96, Zakonu o delovnih razmerjih 
(ZDR − 44., 45. in 46. člen), Zakonu o varstvu osebnih podatkov (ZVOP-1, 9. in 10. člen – 
pravne podlage za obdelavo osebnih podatkov, 14., 24. in 25. člen – zavarovanje osebnih 
podatkov, 74., 75. in 77. člen – videonadzor v delovnih prostorih, 78.−81. člen – 
biometrijski ukrepi), Zakonu o evidencah na področju dela in socialne varnosti (ZEPDSV),   
Zakonu o javnih uslužbencih (ZJU), Zakonu o elektronskih komunikacijah (ZEKom), 
Zakonu o telekomunikacijah (ZTel), Zakonu o SOVI (ZSOVA), Zakonu o kazenskem 
postopku (ZKP). 
  
                                           
94 Poročilo Informacijskega pooblaščenca za leto 2010, str. 54. 
95 Niemietz v Germany, 16. 12. 1992 (Privacy / respect for home / respect for correspondence), 
http://sim.law.uu.nl/sim/caselaw/Hof.nsf/e4ca7ef017f8c045c1256849004787f5/4a8709d98fbfacf5c
1256640004c19eb?OpenDocument, 20.12.2011. 
96 Pravne podlage za varstvo zasebnosti v mednarodnih dokumentih in Ustavi RS, kar zajema tudi 




4.1.1 UREDITEV V DELOVNEM PRAVU 
 
Delovno pravo je samostojna pravna veja šele v novejšem času. Pred tem so se 
delovnopravna razmerja urejala s pravili civilnega prava. Delovno pravo se je oblikovalo 
kot samostojna pravna veja pod vplivom industrializacije ter zaradi vmešavanja države v 
civilnopravna razmerja med delodajalci kot ekonomsko močnejšo in delavci kot 
ekonomsko šibkejšo stranjo. Danes je delovno pravo posebna pravna veja, ki s 
samostojnimi delovnopravnimi instituti, deloma pa z uporabo civilnega in upravnega prava 
ureja delovna razmerja med delodajalcem in delavcem pri delu in v zvezi z delom. Del 
delovnega prava, ki ureja posebnosti delovnih razmerij, pri katerih je delodajalec država, 
lokalna skupnost in druge osebe javnega prava, je uslužbensko pravo (Bohinc, 2004, str. 
29). 
 
Zakon o delovnih razmerjih kot temeljni delovnopravni akt je v zvezi z varovanjem 
zasebnosti delavca na novo uvedel obveznost varovanja delavčeve osebnosti (44. člen), 
varovanje dostojanstva delavca pri delu (45. člen) in varstvo delavčevih osebnih podatkov 
(46. člen). Pri tem je treba omeniti, da je 44. člen (obveznosti delodajalca do varovanja in 
spoštovanja delavčeve osebnosti in upoštevanja ter zaščite delavčeve zasebnosti) splošna 
določba ter v primeru kršitve ni sankcije v kazenskih določbah. Tudi ni predvideno 
kakršnokoli ukrepanje s strani inšpektorata za delo. Ob tem se poraja dvom o resnih 
namenih zakonodajalca po ureditvi vprašanja zasebnosti na delovnem mestu. Sicer pa ima 
delavec pravico do odškodninske odgovornosti v zvezi s kršenjem pravic iz delovnega 
razmerja, ki jo mora uveljavljati po splošnih pravilih civilnega prava pred pristojnim 
sodiščem. Predmet varstva glede varovanja dostojanstva delavca pri delu (ZDR, 45. člen) 
je dostojanstvo moških in žensk pri delu v zvezi z varstvom pred spolnim nadlegovanjem 
pri delu in obveznost delodajalca, da zagotovi dostojanstveno delovno okolje. Vključuje: 
fizično, verbalno, neverbalno ali drugo na spolu temelječe vedenje, ki je storjeno s strani 
delodajalca, s strani predpostavljenih ali s strani drugih delavcev, zaposlenih pri 
delodajalcu. Dokazno breme je na strani delodajalca, delavec pa lahko izredno odpove 
pogodbo o zaposlitvi, hkrati pa ima pravico do odpravnine in odškodnine. (ZDR, 2002, str. 
166–167). Varstvo osebnih podatkov delavcev v okviru delovnega razmerja je urejeno v 
46. členu ZDR ter sodi v širši okvir zagotavljanja varstva zasebnosti in dostojanstva v 
okviru delovnega razmerja. Poleg delovnopravnih norm glede varstva osebnih podatkov 
pa je treba upoštevati Zakon o varstvu osebnih podatkov, zakone s področja 
zaposlovanja, socialnih zavarovanj in socialnega varstva ter predpise o evidencah s 
področja dela in druge področne predpise. Pri tem je treba upoštevati tudi določila ZDR v 
zvezi s pridobivanjem osebnih podatkov v fazi sklepanja delovnega razmerja (26. in 27. 
člen), ki urejajo omejitve dopustnega posega delodajalca v pravico do zasebnosti 
kandidata ter na drugi strani obveznosti kandidata, da obvesti delodajalca o dejstvih, ki so 




določena samo v primeru, če delodajalec delavcu ne zagotovi varstva pred spolnim 
nadlegovanjem, ostale oblike nadlegovanja pa niso definirane v kazenskih sankcijah 
zakona. 
 
Cerar meni, da so te določbe precej splošne in da bi lahko bile nekoliko bolj specificirane 
ter da se zasebnosti na delovnem mestu ne da vnaprej in natančno opredeliti ter da je le-
ta v praksi stvar konkretne presoje ter pravnega in moralnega občutka. V okviru zakonov 
in drugih pravnih pravil pa je treba tudi v tem pogledu nenehno vzpostavljati pravo mero 
ter pri tem razlikovati tudi različne vrste poklicev in delovnih mest ter nalog.97  
 
Delodajalec mora spoštovati zasebnost delavca, ki vključuje tudi varstvo osebnih 
podatkov, kot ga določata Ustava RS in Zakon o varstvu osebnih podatkov, po katerem je 
osebni podatek katerikoli podatek, ki se nanaša na določeno ali določljivo osebo, ne glede 
na obliko, v kateri je izražen. Obdelovanje osebnih podatkov (ročno ali avtomatizirano) 
vključuje zbiranje, pridobivanje, vpis, urejanje, shranjevanje, prilagajanje ali spreminjanje, 
vpogled, uporabo, razkritje s prenosom, sporočanje, širjenje, objavo ali drugo dajanje na 
razpolago, razvrstitev ali povezovanje, blokiranje, anonimiziranje, izbris ali uničenje (Bien 
Karlovšek et al., 2008, str. 29). 
 
Med prijavami, ki jih prejme Informacijski pooblaščenec, jih je veliko število s področja 
delovnih razmerij. Večina prijaviteljev se za vložitev prijave odloči takrat, ko pride do 
spora med delodajalcem in zaposlenim. V takšnih primerih tako eni kot drugi izkoristijo 
vsa pravna sredstva, da dosežejo svoj cilj. Izkušnje nadzornikov za varstvo osebnih 
podatkov kažejo, da prijave velikokrat niso povsem utemeljene, vendar pa so redki tudi 
delodajalci, ki bi jim uspelo zagotoviti najvišjo stopnjo zasebnosti na delovnem mestu 
(Bien Karlovšek et. al., 2008, str. 11). 
  
                                           




4.1.2 OSEBNI PODATKI KANDIDATOV ZA ZASEDBO DELOVNEGA  
MESTA 
 
Osebni podatki se začnejo zbirati že od kandidatov za zasedbo delovnega mesta. Zaradi 
tega je v fazi sklepanja delovnega razmerja treba upoštevati zakonska določila glede 
pridobivanja osebnih podatkov, ko gre za pridobivanje osebnih podatkov kandidata ter 
medsebojne pravice in obveznosti obeh pogodbenih strank (26. člen določa pravice in 
obveznosti delodajalca, 27. člen pa pravice in obveznosti kandidata). Zakonske določbe 
glede pridobivanja osebnih podatkov v fazi iskanja novih delavcev so jasne. Delodajalec 
lahko namreč postavlja določene pogoje ter zahteva dokazila o njihovem izpolnjevanju le 
v okvirih, ki jih dopušča zakon. Pogoji morajo biti razvidni že iz razpisa za delovno mesto. 
Glede na to, da ima delodajalec več možnosti za nedopustne posege v sicer varovano 
pravico kandidata do zasebnosti, je zaradi tega v 26. členu ZDR natančno določeno, 
katere podatke lahko pridobiva.98 Za javne uslužbence in še posebej uradnike, te pogoje 
določa Zakon o javnih uslužbencih, ki v okviru poglavja »Sklenitev delovnega razmerja« v 
59. členu določa, katera dokazila mora kandidat priložiti prijavi, izbirni postopek (61., 62, 
in 63. člen) ter pravice neizbranega kandidata (65. člen), ki se nanašajo na kršitve 
postopka javnega natečaja in izbirnega postopka, v katerih lahko pride zlasti do kršitev v 
zvezi z varstvom osebnih podatkov. 
 
Kako pa je s tem v praksi? Iz literature, uporabljene za namen tega dela, je zaznati 
skeptičnost avtorjev glede kršitev zasebnosti kandidata za delovno mesto zlasti v fazi 
sklepanja delovnega razmerja. Kandidati so se v želji po zaposlitvi pripravljeni odreči tudi 
svoji pravici do zasebnosti, kar kažejo tudi dejstva iz prakse. Četudi iz razpisov tega ni 
zaznati, saj delodajalci pri tem ravnajo v skladu z zakonom, vendar potem v razgovoru od 
kandidatov pridobijo podatke, ki nimajo podlage v zakonu oz. jih zakon izrecno 
prepoveduje. 
 
Ponavadi so ravno te okoliščine potem odločilne pri odločitvi za zasedbo delovnega mesta 
(nosečnost, mlade mamice, zdravstveno stanje oz. zdravstvene okoliščine, ki niso v 
neposredni zvezi z delovnim mestom ...). O kršitvah s tega področja sta spregovorila tudi 
predsednik Zveze svobodnih sindikatov Slovenije Dušan Semolič in glavni republiški 
inšpektor za delo, ki sta opozorila, da je pravica do zasebnosti iskalcem prve zaposlitve 
                                           
98 Primer: v postopku javnega natečaja je glede pridobitve podatka o nekaznovanosti, ki sodi me 
občutljive osebne podatke, potrebna privolitev kandidata. V praksi je zaradi izogibanja 
prekomernemu zbiranju osebnih podatkov v postopkih javnih natečajev dovolj izjava kandidata o 
nekaznovanosti in le od izbranega kandidata se z njegovo privolitvijo zahtevajo podatki o 




najpogosteje kratena že ob samem razgovoru za službo, in sicer ob vprašanjih 
delodajalcev o načrtovani nosečnosti ali celo z zahtevami, »da kandidatka podpiše bianco 
odpoved delovnega razmerja, ki bi jo delodajalec uporabil v primeru, če bi zanosila«. 
Hkrati sta ocenila, da je veliko težav z dokazovanjem kršitev. Tudi predstavnik 
Gospodarske zbornice Slovenije je potrdil, da delodajalci dejansko pogosto ne želijo 
zaposliti mladih mamic zaradi pogostih bolniških odsotnosti. 99  
 
Martina Šetinc Tekavc meni, da gre za eno najbolj perečih področij posegov v zasebnost 
delavca oz. kandidata za zasedbo prostega delovnega mesta, ker je tedaj kandidat v še 
posebej občutljivem položaju, saj si prizadeva pridobiti zaposlitev, zato je pogosto 
pripravljen dopustiti grobe posege v svojo zasebnost. Nadalje meni, da je pri tem 
izpostavljena zlasti nosečnost in materinstvo. V zvezi s tem navaja rezultate akcije Urada 
za enake možnosti »Ni ti treba povedati delodajalcu – lahko poveš nam«, iz katerih je 
razvidno, da je kar četrtino delodajalcev sodelujočih žensk zanimalo število otrok 
kandidatke ter njen zakonski stan, v desetini primerov pa so jih vprašali tudi glede 
nosečnosti (2007, str. 1248). 
 
Delodajalec lahko od kandidatov zahteva dokazilo o izpolnjevanju pogojev za opravljanje 
dela, kot so izobrazba, poznavanje jezika, delovne izkušnje, računalniška znanja, 
državljanstvo, nekaznovanost, druge spretnosti (ZDR, prvi odstavek 26. Člena.100 Lahko 
preizkusi njegova znanja in sposobnosti v zvezi z delovnim mestom, za katerega se sklepa 
pogodba o zaposlitvi (ZDR, 4. odst. 26. člena). 101  Pridobi lahko tudi podatke o 
zdravstvenem stanju oz. ugotavljanju kandidatove zmožnosti za opravljanje določenega 
dela, in sicer lahko v skladu z Zakonom o varnosti in zdravju pri delu kandidata na svoje 
stroške napoti na ustrezen zdravstveni pregled, ki ga opravljajo pooblaščeni zdravniki 
medicine dela. Glede dokazil o zdravstvenem stanju ima torej delodajalec v Zakonu o 
delovnih razmerjih zakonsko podlago, da kandidata zaradi ugotavljanje njegove 
zdravstvene zmožnosti za delo napoti na predhodni zdravstveni pregled, kar je tudi v 
skladu z Zakonom o varnosti in zdravju pri delu. Ugotavljanje kandidatove zdravstvene 
zmožnosti za delo pa je lahko le neposredno povezano z delom, ki ga bo delavec opravljal. 
                                           
99 Peterlin Borut, 2009. Zasebnost na delovnem mestu je treba uzakoniti.   
100 V Zakonu o javnih uslužbencih in Uredbi za postopek za zasedbo delovnega mesta v organih 
državne uprave in pravosodnih organih so natančno določeni pogoji, ki jih morajo izpolnjevati 
kandidati za zasedbo delovnih mest, zlasti v postopku javnega natečaja za zasedbo uradniških 
delovnih mest. 
101 Kandidat za zaposlitev ima pravico do vpogleda v rezultate testa pri delodajalcu, pri katerem je 
opravljal test oz. preizkus znanja in sposobnosti. Zahtevo mora vložiti pisno ali ustno na zapisnik pri 





Pooblaščeni zdravnik medicine dela o opravljenih pregledih vodi in hrani medicinsko 
dokumentacijo in ima tudi pravico vpogleda v zdravstveno dokumentacijo pri izbranem 
zdravniku oz. lahko zahteva navedeno dokumentacijo v predložitev, vendar le v soglasju s 
kandidatom. V zvezi s tem je dopustno tudi izvajanje psihološkega testiranja kandidatov, 
ki mora biti vnaprej določeno in v neposredni zvezi z namenom sklenitve pogodbe o 
zaposlitvi ter mora biti izvedeno v skladu z zakonom in v skladu s pravili in standardi 
stroke (Bien Karlovšek et.al.,  2008, str. 48). 
 
Delodajalec od kandidatov ne sme zahtevati podatkov, ki se nanašajo na: osebne razmere 
kandidata, kot so družinske razmere – družinski stan, zakonski stan, podatkov v zvezi z 
nosečnostjo in načrtovanjem družine glede ugotavljanja zdravstvene zmožnosti za delo pa 
lahko pridobiva izključno le tiste podatke, ki so v zvezi z opravljanjem dela (ZDR, 26. 
člen). Po končanem izbirnem postopku za zasedbo razpisanega delovnega mesta mora 
delodajalec podatke neizbranih kandidatov uničiti, ker nima več zakonske podlage za 
njihovo obdelovanje, oz. na zahtevo neizbranega kandidata vrniti vse dokumente, ki jih je 
le-ta predložil v razpisnem postopku kot dokaz o izpolnjevanju pogojev za opravljaje dela. 
Namen, za katerega so bili ti podatki pridobljeni, namreč ne obstaja več, zato v skladu z 
Zakonom o varstvu osebnih podatkov njihovo hranjenje ni več potrebno. Neizbrani 
kandidati imajo pravico do sodnega varstva pred pristojnim delovnim sodiščem le v 
primeru, če menijo, da je bila pri izbiri kršena zakonska prepoved diskriminacije (ZDR, 
204. člen). 
 
4.1.3 OSEBNI PODATKI ZAPOSLENIH V DELOVNEM RAZMERJU  
 
Varstvo osebnih podatkov v delovnem razmerju ureja Zakon o delovnih razmerjih kot 
temeljni pravni akt na področju delovnih razmerij. Ureja zbiranje, obdelavo, uporabo in 
dostavo tretjim osebam, in sicer samo, če je to določeno zakonom ali če je to potrebno 
zaradi uresničevanja pravic in obveznosti iz delovnega razmerja ali v zvezi z delovnim 
razmerjem.  
Osebne podatke delavcev lahko zbira, obdeluje, uporablja in dostavlja tretjim osebam 
samo delodajalec ali delavec, ki ga delodajalec za to posebej pooblasti. Osebni podatki 
delavcev, za zbiranje katerih ne obstaja več zakonska podlaga, se morajo takoj zbrisati in 
prenehati uporabljati (ZDR, 46.člen). Poleg Zakona o delovnih razmerjih varstvo osebnih 
podatkov v delovnih razmerjih ureja Zakon o evidencah na področju dela in socialne 




podatki za vsakega delavca se vpisujejo v evidenco o zaposlenih delavcih. Ti podatki so 
razvrščeni po posameznih vsebinskih sklopih, in sicer: 
 evidenca o zaposlenih delavcih, ki vsebuje podatke o delavcu, delovnem 
dovoljenju delavca (tujci), podatke o sklenjeni pogodbi o zaposlitvi in podatke o 
prenehanju pogodbe o zaposlitvi (ZEPDSV, 13. člen); 
 evidenca o stroških dela, v katero se vpisujejo naslednji podatki: podatki o delavcu 
iz evidence o zaposlenih delavcih ter številka transakcijskega računa, na katero se 
izplačujejo plače in ostali prejemki, podatke o plačah in nadomestilih plač, ki 
bremenijo delodajalca, podatke o drugih stroških dela, podatke o zakonsko 
določenih prispevkih za socialo varnost za posameznega delavca (ZEPDSV, 16. 
člen); 
 evidenca o izrabi delovnega časa, ki se začne voditi z dnem, ko posamezni delavec 
sklene pogodbo o zaposlitvi, in preneha z dnem prenehanja delovnega razmerja 
(ZEPDSV, 18. člen); 
 evidenca o oblikah reševanja kolektivnih delovnih sporov pri delodajalcu (ZEPDSV, 
20. člen). 
 
4.1.4 OSEBNI PODATKI PO PRENEHANJU DELOVNEGA RAZMERJA 
 
Osebni podatki delavcev, za katere ne obstaja več zakonska podlaga za njihovo uporabo, 
se morajo takoj zbrisati in prenehati uporabljati, kar pomeni, da po prenehanju 
delovnega razmerja preneha tudi potreba po hrambi teh podatkov (ZDR, 3. odstavek 46. 
člena). Le nekateri podatki se morajo hraniti tudi po prenehanju delovnega razmerja 
(evidenca o izrabi delovnega časa, podatki v zvezi s sodnimi postopki), kar tudi narekuje 
Zakon o varstvu osebnih podatkov, na podlagi katerega se morajo osebni podatki hraniti 
le toliko časa, dokler je to potrebno za dosego namena, zaradi katerega so se zbirali ali 
obdelovali. Po izpolnitvi namena pa je treba osebne podatke zbrisati, uničiti, blokirati ali 
anonimizirati, če niso na podlagi zakona, ki ureja arhivsko gradivo in arhive, opredeljeni 





4.1.5 NADZOR NAD VARSTVOM OSEBNIH PODATKOV ZAPOSLENIH 
 
Nadzor nad varstvom osebnih podatkov izvaja Informacijski pooblaščenec. Poleg nadzorne 
funkcije med drugim opozarja tudi na pomembnost zakonskih določb, ki se nanašajo na 
varstvo osebnih podatkov v delovnih razmerjih, ki je še toliko bolj pomembno zaradi 
zaščite, ki jo delavec potrebuje v razmerju do delodajalca kot šibkejša stranka v tem 
razmerju. Pri tem poudarja, da bi varstvo osebnih podatkov moralo delodajalcu 
predstavljati eno temeljnih načel pri izvrševanju dolžnosti, ki jih ima kot močnejša stranka 
v delovnem razmerju, ter da bi se moral zavedati, da mu njegov položaj v delovnem 
razmerju omogoča, da lahko globoko poseže v to ustavno zagotovljeno pravico. Nadalje 
priporoča delodajalcem, da posamezna vprašanja glede možnih posegov v pravico varstva 
osebnih podatkov vnaprej uredijo v notranjih aktih ter o tem seznanijo tudi delavce, zlasti 
pa ta vprašanja uredijo v skladu z veljavno zakonodajo in, če je možno, v sodelovanju z 
delavci. Zaradi številnih vprašanj s področja delovnih razmerij in včasih tudi različnih 
interpretacij zakonskih določb, ki se nanašajo na varstvo osebnih podatkov v delovnih 
razmerjih, je izdal Smernice za varstvo osebnih podatkov v delovnih razmerjih, v katerih 
na jasen, razumljiv in uporaben način podaja priporočila in daje odgovore na najpogosteje 
zastavljena vprašanja s področja varstva osebnih podatkov v delovnih razmerjih V uvodu 
navedenih smernic Informacijski pooblaščenec izpostavi pomembnost zakonskih določb, ki 
se nanašajo na varstvo osebnih podatkov v delovnih razmerjih in so poleg običajnih 
zahtev po varstvu osebnih podatkov še posebej pomembne v delovnem razmerju zaradi 
razmerja med delodajalcem in delavcem, ki je šibkejša stranka v tem razmerju. 
 
4.2 OSEBNE RAZMERE ZAPOSLENEGA  
 
Delodajalec v fazi sklepanja pogodbe o zaposlitvi od kandidata ne sme zahtevati podatkov 
o družinskem oz. zakonskem stanu, podatkov o nosečnosti, o načrtovanju družine (ZDR, 
26. člen). Ne sme pogojevati sklenitve pogodbe o zaposliti s pridobitvijo teh podatkov. 
 
Med občutljive osebne podatke sodijo tudi podatki, »ki bi lahko razkrili rasno in etično 
poreklo, politično, versko ali ideološko prepričanje, sindikalno članstvo in informacije v 
zvezi z zdravjem in spolno usmerjenostjo« (Kresal Šoltes, 2002, str. 125). Pri zahtevi po 
teh podatkih se je treba opreti na primerjalnopravni standard, tako da se lahko ti podatki 
lahko pridobivajo le v primeru, če je to potrebno zaradi določenega namena oz. 





4.3 ZDRAVSTVENO STANJE DELAVCA IN VARSTVO OSEBNIH 
PODATKOV 
 
Delodajalec je dolžan zagotavljati varne delovne pogoje na podlagi 43. člena Zakona o 
delovnih razmerjih in 10. člena Zakona o varnosti in zdravju (ZVZD-1) pri delu. Delavec pa 
mora spoštovati in izvajati ukrepe za zagotavljanje varnosti in zdravja pri delu v skladu z 
12. členom tega zakona. Naloga delodajalca je le, da delavca z napotnico napoti na 
preventivni (obdobni) zdravstveni pregled, katerega namen je, da se izvaja zdravstveno 
varstvo delavcev, preprečujejo poškodbe pri delu in nastanek delovne invalidnosti. 
Ugotavlja se vpliv izpostavljenosti večjim nevarnostim za poškodbe in zdravstvene okvare 
na posameznih delovnih mestih ter glede na to sodelovanje pooblaščenega zdravnika 
medicine dela z delodajalcem in predlaganje ukrepov za utrjevanje zdravja in svetovanje 
glede poteka delovnega procesa. Pooblaščeni zdravnik medicine dela sodeluje z 
delodajalcem tudi tako, da za posamezno delovno mesto oz. posamezne skupine delovnih 
mest oceni tveganje za zdravje, nastanek poškodb in zdravstvenih okvar v zvezi z 
opravljanjem dela ter v skladu s tem tudi določi, kaj naj preventivni zdravstveni pregled 
obsega. Hkrati določi tudi časovno obdobje za opravljanje le-tega (ocena tveganja). 
Delodajalec pa je v skladu z izjavo o varnosti z oceno tveganja dolžan zagotoviti varnost 
in zdravje pri delu. Po opravljenem preventivnem zdravstvenem pregledu, pooblaščeni 
zdravnik v skladu z 12. členom Pravilnika o preventivnih zdravstvenih pregledih delavcev 
pošlje delodajalcu zdravniško spričevalo, iz katerega je razvidno le, ali delavec izpolnjuje 
zdravstvene zahteve za delo.  V primeru ugotovljenih zdravstvenih okvar pri delavcu v 
zvezi z delom delodajalcu predlaga ukrepe in svetuje pri izbiri drugega ustreznega dela. V 
primeru ugotovljene okvare zdravja, ki ogroža njegovo delovno zmožnost, hkrati o 
rezultatih pregleda obvesti delavca in njegovega izbranega osebnega zdravnika. 
Pooblaščeni zdravnik delodajalca ne obvešča o splošnem zdravstvenem stanju delavca, 
diagnozi, boleznih in drugih podatkih o zdravju, ki se nanašajo na pregledanega delavca. 
Delodajalec tudi nima pravice do vpogleda v zdravstveno dokumentacijo zaposlenega. 
 
Na delavčevo zdravstveno stanje ne vpliva samo delovni proces. Pogosto delodajalca 
zanimajo tudi podatki glede splošnega zdravstvenega stanja delavca, in sicer iz različnih 
vzrokov. Včasih so ti razlogi povsem upravičeni, ker so v tesni zvezi z delom, ki ga delavec 
opravlja. Delodajalec je dolžan odreagirati na situacijo, ko ugotovi, da je delavčevo 
splošno zdravstveno stanje takšno, da moti delovni proces, in sprejeti ustrezne ukrepe 
tudi v primeru, ko bolezen ni posledica delovnega procesa102, zaradi odgovornosti do 
sodelavcev, tretjih oseb, ki jih lahko ogroža. Takšna stanja lahko nastopijo nenadno. Do 
poslabšanja zdravstvenega stanja lahko pride tudi zaradi delovnega procesa samega 
(alergije, delo z nevarnimi snovmi ...). Če delodajalec oceni, da delavec ni več zmožen 
opravljati dela, za katero ima sklenjeno pogodbo o zaposlitvi, ga lahko tudi predčasno 
                                           




pošlje na preventivni zdravstveni pregled. Delavec ga ne sme odkloniti, kajti v tem 
primeru bi šlo za hujšo kršitev delovnih obveznosti. Sicer pa ima delodajalec tudi možnost 
redne odpovedi pogodbe o zaposlitvi iz razloga nesposobnosti, in sicer zaradi 
nesposobnosti delavca za doseganje delovnih rezultatov. Delodajalec je omejen do 
seznanitve z občutljivimi zdravstvenimi podatki delavca. Tako lahko, če želi izvedeti 
podatke o zdravstvenem stanju delavca, do teh pride na tak način, da jih izve od delavca 
samega (da prostovoljno pove) ali s pomočjo zdravnika medicine dela. Delodajalec ni 
upravičen do seznanitve s samo diagnozo zaposlenega, je pa zaradi morebitnega 
preverjanja upravičenosti odsotnosti (bodisi sam bodisi po pooblaščenem detektivu po 
določbah Zakona o detektivski dejavnosti (ZDD-1, 26. člen)) upravičen do seznanitve z 
dejstvom o obstoju bolniškega staleža in režimom gibanja, ne pa tudi režimom 
zdravljenja. »Osebni ali drug zdravnik ter drug zdravstveni delavec in zdravstveni 
sodelavec delodajalcu ne sme posredovati nobenih podatkov o zdravstvenem stanju 
zaposlenih, to je svojih pacientov, če tega ne zahteva sodišče ali če pacient v to ni 
privolil«.103  
Pravila varovanja osebnih podatkov zavezujejo tudi osebnega zdravnika, ki mora podatke 
o zdravstvenem stanju posameznika varovati kot poklicno skrivnost (Zakon o zdravniški 




Delavec je dolžan delodajalca seznaniti s kategorijo invalidnosti in omejitvami, ki so 
posledica invalidnosti (npr. prepoved dvigovanja bremen, prepoved dela na višini, delo s 
polovičnim delovnim časom ...), da le-ta lahko oceni, če ima zanj primerno delovno mesto 
oz. ali lahko delovno mesto prilagodi delovnim sposobnostim in potrebam invalida, kar 
delavec dokaže delodajalcu z odločbo Zavoda za pokojninsko in invalidsko zavarovanje 
Slovenije, iz katere je razvidna kategorija invalidnosti in tudi obrazložitev, kakšno delo 
lahko delavec opravlja oz. kakšnega ne sme (Bien Karlovšek et al., 2008, str. 44). 
Poleg Zakona o pokojninskem in invalidskem zavarovanju (ZPIZ-1), ki ureja dolžnost 
delodajalca glede zagotavljanja ustreznega dela, poklicne rehabilitacije in dela s krajšim 
delovnim časom, delovnopravna zakonodaja vsebuje tudi določbe, ki izhajajo iz splošne 
ustavne opredelitve prepovedi diskriminacije, kar je ena od temeljnih človekovih pravic, 
zapisana v vseh pomembnejših mednarodnih dokumentih s področja varstva človekovih 
pravic. 104  Pred diskriminacijo oz. pred tem, da se ga pri zaposlovanju postavlja v 
neenakopraven položaj, zakonska podlaga ščiti tudi invalida – ZDR, 6. člen, prvi in tretji 
odstavek, kjer delodajalec ne sme iskalca zaposlitve ali delavca postavljati v 
                                           
103 Poročilo Informacijskega pooblaščenca, 2007, str. 37. 
104 Konvencija MOD, Evropska socialna listina  − spremenjena (15. člen), Pogodba o ustanovitvi 




neenakopraven pravni položaj zaradi njegovih osebnih okoliščin105, pri zaposlovanju, v 
času trajanja delovnega razmerja in v zvezi z njegovim prenehanjem. Na podlagi tega 
člena je zagotovljeno varstvo tako za kandidate kot za zaposlene delavce in pokriva vse 
faze v zvezi z delovnim razmerjem, torej od obravnave iskalca zaposlitve do obravnave 
delavca po prenehanju delovnega razmerja. Kandidat za zaposlitev lahko delodajalca le 
seznani s stopnjo invalidnosti, šele v ožjem izboru ali pri sklenitvi pogodbe o zaposlitvi 
predloži delodajalcu dodatne informacije, iz katerih je razvidna njegova dejanska delovna 
zmožnost. Že zaposleni delavec je dolžan delodajalca seznaniti s podatki o kategoriji 
invalidnosti in omejitvami, ki so posledica invalidnosti, zaradi ocene in zagotovitve 
primernega dela zanj. 
  
                                           
105  Osebne okoliščine, zaradi katerih se kandidata pri zaposlovanju ali delavca v času trajanja 
delovnega razmerja ne sme postavljati v neenakopraven položaj, so: spol, rasa, barva kože, 
starost, zdravstveno stanje, invalidnost, versko, politično in drugo prepričanje, članstvo v sindikatu, 
nacionalno in socialno poreklo, družinski status, premoženjsko stanje, spolna usmerjenost in druge 








Po Zakonu o delovnih razmerjih sta delavec in delodajalec enakovredni stranki v delovnem 
razmerju. Vendar v praksi ni tako in je delavec dejansko bistveno šibkejša stranka. 
Delodajalec se mora zavedati, da s tem, ko plačuje delavca za njegovo delo, ne kupi 
človeka kot celoto, temveč le njegove spretnosti, njegovo znanje, ki je potrebno za 
opravljanje dela, ki ga delodajalec potrebuje in zanj plačuje. Meje med pravico delodajalca 
in pravico delavca ni vedno lahko postaviti. Zakonodaja določa vrsto pravil, a vsega 
zagotovo ne, ker pravo vedno zaostaja za modernimi tehnologijami, ki mnogokrat svojo 
uporabno vrednost pokažejo šele po določenem času rabe v praksi. Ko zakonodajalec 
ugotovi, da je nekaj treba urediti z zakonom, si nekdo že prizadeva za novo uporabnost te 
tehnologije. Osnova vsega je sorazmernost in iskanje pravega ravnovesja med pravicami 
delavca in delodajalca, ki se lahko najde le s skupnimi močmi in v zadovoljstvo obeh, 
delavca in delodajalca (Bien Karlovšek et al., 2008, str. 10). 
Cvetko Aleksej je v zvezi s predlogom sedaj že veljavnega Zakona o delovnih razmerjih 
glede obsega zasebnosti v delovnem razmerju povedal (kar je še danes aktualno), da je 
zaradi posebnosti delovnega prava obseg te pravice zelo odvisen od nasprotnega interesa 
delodajalca (načelo sorazmernosti), vendar kljub temu posameznik sam določa, katero 
ravnanje v z zvezi s posegi v zasebnost bo dopustil in ga s tem izvzel iz varovanja ter kdo 
je tisti, ki mu je to dovoljeno (1999, str. 94). 
 
5.1 PRAVICA DELAVCA DO ZASEBNOSTI NA DELOVNEM MESTU IN 
PRAVICA DELODAJALCA DO ZASEBNE LASTNINE  
 
Na delovnem mestu glede zasebnosti nastaja kolizija ustavno varovanih pravic, in sicer 
pravice delavca do zasebnosti na eni strani in pravice delodajalca do zasebne lastnine. 
Ustava določa, da so človekove pravice in temeljne svoboščine omejene samo s pravicami 
drugih in v primerih, ki jih določa Ustava (15. člen). To velja tudi za lastninsko pravico, ki 
se ne more izvajati absolutno, torej brez upoštevanja javnih koristi in pravic drugih, med 
katere sodi tudi pravica delavca do zasebnosti na delovnem mestu, in pri tem 
upoštevanja že omenjenih ustavnih določb, ki ga pri tem varujejo. Posebno mesto med 
ustavnimi določbami imajo zlasti tiste, ki varujejo človekove pravice in temeljne 
svoboščine, osebno dostojanstvo in varnost, telesno in duševno celovitost, zasebnost in 
osebnostne pravice, prostorsko, komunikacijsko in informacijsko zasebnost (od 34. do 38. 




Na podlagi teh določb je tako državi kot tudi drugim posameznikom prepovedano 
poseganje v te pravice. Hkrati pa Ustava izrecno varuje lastninsko pravico (1. odstavek 
67. člena), tako da »zakon določa način pridobitve in uživanja lastnine tako, da je 
zagotovljena njena gospodarska, socialna in ekološka funkcija«, ki je neločljivo povezana 
z ustavno določbo, ki jamči lastninsko svobodo (33. člen). Način pridobivanja in 
razpolaganja z lastnino ureja Stvarnopravni zakonik, ki glede lastninske pravice pravi: 
»Lastninska pravica je pravica imeti stvar v posesti, jo uporabljati in uživati na 
najobsežnejši način ter z njo razpolagati. Omejitve uporabe, uživanja in razpolaganja 
lahko določi samo zakon« (SPZ, 37. člen). 
 
Zakon torej določa način pridobivanja in uživanja lastnine, ki ne sme ostati neomejena, 
lastnik pa popolnoma svoboden pri njenem izvrševanju, ampak mora biti vezan na družbo 
(Bien-Karlovšek et al., 2008, str. 27). Tako odločitve v zvezi z lastnino ne smejo ostati le v 
rokah lastnika, temveč mora lastnikova pravica služiti tudi uresničevanju svobode in 
osebnostnega razvoja drugih oziroma celotne družbene skupnosti. Zaradi tega mora 
zakonodaja pri urejanju tega področja na eni strani upoštevati ustavne določbe glede 
premoženjske svobode in na drugi strani »legitimne javne interese po omejevanju 
absolutnosti te svobode« ter pri uravnoteženju javnih in zasebnih interesov upoštevati 
ustavnopravno načelo sorazmernosti (Šturm et al., 2002, str. 637).  
 
Navzkrižje interesov delavca in delodajalca je v vsakem primeru zapleteno vprašanje, ki 
ga je treba obravnavati po splošnih ustavnih merilih, ko prihaja do »presoje kolizije 
nasprotujočih si pravic in interesov, pri čemer prednjači predvsem ugotavljanje 
sorazmernosti med omejevanjem pravice enega subjekta zaradi doseganja legitimnega 
cilja druge subjekta«. Sploh pa, kadar gre za takšni pravici, ki sta enako močno ustavno 
zavarovani, nobeni ni mogoče dati absolutne prednosti, temveč so dovoljeni takšni posegi 
v eno pravico, ki drugo pravico zavarujejo sorazmerno s prvo, tako da sta pravici omejeni 






5.2 PODROČJA IN OBSEG LEGITIMNEGA OMEJEVANJA PRAVICE DO 
ZASEBNOSTI DELAVCA S STRANI DELODAJALCA IN UREDITEV V 
PRAVNEM REDU 
 
Ustava zagotavlja pravico do zasebne lastnine. 106
 
Tako varuje eno izmed področij 
človekove svobode, in sicer svobodo na premoženjskem področju. S tem se zagotavlja 
materialna podlaga samostojnega in odgovornega bivanja posameznika v družbi. Varstvo 
lastninske svobode zajema posameznike (fizične osebe) in pravne osebe (Šturm et al., 
2002, str. 342).
 
In kje je meja, ki je delodajalec ne sme preseči, da ne bi delavcu odrekel 
ustavno zagotovljenih pravic? Podpečan meni, da je nedvomno, da delodajalčev interes 
ne more biti močnejši od človekovih pravic, kljub temu da ni mogoče popolnoma zanikati 
varstva njegovih interesov (2006, str. 21).  
 
Tako kot izhaja iz sodne prakse, strokovne literature, pravnih virov, mnenja 
informacijskega pooblaščenca in drugih pravnih strokovnjakov, delodajalec ima legitimne 
pravice, da zaščiti svoje pravice, svojo lastnino tudi z omejevanja zasebnosti na delovnem 
mestu, vendar ob upoštevanju ustavnih določb ter pod pogoji in v skladu s postopki, ki so 
določeni predvsem v področni zakonodaji, kajti zakon, ki bi izključno pokrival področje 
zasebnosti na delovnem mestu, še ni bil sprejet. V nadaljevanju tega dela bodo 
predstavljena področja, kjer v praksi najpogosteje prihaja do nadzora delavca s strani 
delodajalca, ki je sicer njegova legitimna pravica, ki pa je v primeru nepravilno izvedenih 
postopkov sporna ter predmet sodnih sporov.
 
 
5.2.1 NADZOR DELAVCA ZARADI BOLNIŠKE ODSOTNOSTI 
 
Podlaga za obdelavo osebnih podatkov za namen kontrole bolniškega staleža zaposlenih 
je v ZVOP-1. Podlaga za nadzor bolniške odsotnosti javnih uslužbencev je tudi v ZJU (ZJU, 
33. a člen). Delodajalec ima torej pravico opravljati kontrolo bolniškega staleža. Takšno 
kontrolo lahko opravlja sam, preko pooblaščene osebe na domu delavca. Osebne podatke 
delavcev namreč lahko zbira, obdeluje, uporablja in dostavlja tretjim osebam samo delo-
dajalec ali delavec, ki ga delodajalec za to posebej pooblasti (ZDR, 2. odstavek 46. člena). 
Lahko pa takšno kontrolo kot upravljavec osebnih podatkov zaupa pogodbenemu obdelo-
valcu v skladu z ZVOP-1, ki pravi, da »upravljavec osebnih podatkov lahko posamezna 
opravila v zvezi z obdelavo osebnih podatkov s pogodbo zaupa pogodbenemu obdeloval-
cu, ki je registriran za opravljanje takšne dejavnosti« (ZVOP-1, 1. odstavek 11. člena). To 
so lahko pravne ali fizične osebe, ki so registrirane za opravljanje poizvedovalne dejavnos-
ti, zbiranje in posredovanje informacij v zvezi s kontrolo bolniškega staleža (detektivi, 
                                           




podjetja, ki skrbijo za varnost) pa morajo izvajati v skladu z ZDD. A ne glede na to, kdo 
izvaja kontrolo bolniškega staleža (delodajalec sam ali detektiv), mora z vidika varstva 
osebnih podatkov upoštevati določila Zakona o varstvu osebnih podatkov. Glede na to, da 
je dolžnost delodajalca izplačati nadomestilo plače za odsotnost z dela zaradi bolezni za 
prvih 30 dni za posamezno odsotnost z dela (ZDR, 137. člen), je njegov interes, da ne 
prihaja do zlorabe bolniške odsotnosti s strani delavca. Dejansko se kontrola v praksi izva-
ja le v primerih, ko obstaja sum o zlorabi. Sicer je zloraba bolniškega staleža razlog za 
izredno odpoved delovnega razmerja (ZDR, 6. alineja prvega odstavka 111. člena). Kon-
trolo bolniškega staleža v zvezi s pravicami s področja zdravstvenega zavarovanja, ki se 
nanašajo na nadomestilo za odsotnost zaradi bolezni, ki je daljša od 30 dni, lahko izvajajo 
tudi pooblaščene osebe Zavoda za zdravstveno zavarovanje (ZZVZZ, 3. alineja 1. odstavka 
35. člena, Pravila obveznega zavarovanja, 266. člen). Zavarovanec (delavec) je dolžan 
dopustiti kontrolni obisk zaradi pravice do denarnega nadomestila med začasno zadržano-
stjo z dela zaradi bolezni.  Delodajalec se ne sme seznaniti z diagnozo in načinom zdrav-
ljenja zaposlenega, upravičen je le do seznanitve z dejstvom o obstoju bolniškega staleža 
in režimom gibanja. Pri tem je ključno, ali delavec spoštuje navodila zdravnika v zvezi z 
gibanjem oz. strogim počitkom med bolniškim staležem. Brez tega podatka delodajalec ob 
sumu zlorabe bolniškega staleža ne more ustrezno ukrepati. Delavec mora torej v času 
odsotnosti z dela zaradi bolezni ali poškodbe upoštevati navodila zdravnika oz. zdravniške 
komisije. V tem času ne sme opravljati pridobitne dejavnosti in mora upoštevati režim 
gibanja. Pri nadzoru bolniške pa je treba upoštevati vse predpise, katerih kršitev bi lahko 
pomenila poseg v zasebnost delavca. Pri tem je potrebno upoštevanje zakonodaje v zvezi 
slikovnim snemanjem oz. fotografiranjem, kar je sankcionirano tudi v Kazenskem zakoni-
ku.107  
»Zaradi pravilnosti izvedbe postopka, ki ima za posledico izredno odpoved delovnega 
razmerja, je pomembno, da ima delodajalec sprejeta ustrezna pravila oziroma interni akt, 
usklajen s sindikatom, svetom delavcev oziroma zaposlenimi, ter da tudi v primeru 
nadzora angažira bodisi lastne zaposlene bodisi detektivsko agencijo z ustrezno 
licenco.«108  
  
                                           
107 »Kdor neupravičeno slikovno snema ali naredi slikovni posnetek drugega ali njegovih prostorov 
brez njegove privolitve in pri tem občutno poseže v njegovo zasebnost ali kdor takšno snemanje 
neposredno prenaša tretji osebi ali ji takšen posnetek prikazuje ali ji kako drugače omogoči, da se 
z njim neposredno seznani, se kaznuje z denarno kaznijo ali z zaporom do enega leta” (KZ, 149. 
člen). 






5.2.2 NADZOR ZARADI VIŠJIH IZPLAČIL STROŠKOV PREVOZA NA  
DELO 
 
Povračilo stroškov prevoza na delo je strošek, ki ga je delodajalec v skladu z zakonom in 
kolektivnimi pogodbami dolžan povrniti delavcu za prevoz na delo. Delodajalec ima zaradi 
tega pravico preverjati, če se delavec dejansko vozi na delo z naslova, ki ga je navedel. 
 
Zakaj je sploh potrebna takšna kontrola? Dogaja se namreč, da delavci to izkoriščajo in 
sicer tako, da ima delavec prijavljeno bivališče, s katerega se vozi na delo, v kraju, ki je 
bolj oddaljen od tistega, od koder se dejansko vozi na delo. S tem povzroča delodajalcu 
škodo, ker mu le-ta zaradi tega izplačuje višje potne stroške. Nadzor glede preverjanja 
upravičenosti do povračila prevoznih stroškov z določene lokacije pomeni preizkus 
upravičenosti do takšnega povračila, kot ga je navedel delavec.109 Delavec s tem krši 
obveznost iz delovnega razmerja. Že v fazi sklepanja pogodbe o zaposlitvi je namreč 
dolžan delodajalca obvestiti o vseh njemu znanih dejstvih, pomembnih za delovno 
razmerje (ZDR, 34. člen), mora pa se tudi vzdržati povzročanja škode delodajalcu. 
 
V javnem sektorju je javni uslužbenec upravičen do povračila stroškov na delo in z dela z 
naslova stalnega oz. začasnega bivališča. Podlaga za nadzor prevoza je določena v 
Zakonu o javnih uslužbencih (33. a člen), kjer ima predstojnik v primeru suma zlorabe vsa 
pooblastila, da pooblasti drugega javnega uslužbenca za ugotovitev dejanskega stanja ali 
sklene pogodbo z detektivom.  
Javnega uslužbenca je treba predhodno opozoriti, da obstajajo razlogi za sum o zlorabi, 
ter mu omogočiti, da se o tem izjasni. V skladu z navedenim členom se ugotavlja 
pravilnost izjave, v kateri je javni uslužbenec glede prevoza navedel: naslov stalnega oz. 
začasnega bivališča, dejanski naslov, od koder prihaja na delo, način prihoda na delo 
(vrsta uporabljenih prevoznih sredstev s ceno), razdaljo od doma do delovnega mesta. V 
zasebnem sektorju ne obstaja dolžnost predhodne seznanitve. Pred redno odpovedjo 
pogodbe o zaposlitvi iz krivdnega razloga pa mora delodajalec delavca pisno opozoriti na  
izpolnjevanje obveznosti in možnost odpovedi v primeru ponovitve kršitve (ZDR, 83. člen). 
 
Glede pomislekov, ki bi kazali, da se poleg zasledovanja javnofinančnega interesa posega 
tudi v zasebnost, so se poleg še nekaterih drugih pripomb izrazili državni svetniki v 
postopku sprejemanja zakonodaje oz. v zvezi z določbo 33. a člena ZJU. Tako so menili, 
da bi določba morala vsebovati določen čas izvajanja kontrole, po kateri bi detektiv primer 
moral zaključiti in podati svoje poročilo ter prenehati s kontrolo takoj, ko prenehajo 
razlogi, zaradi katerih je bila uvedena. Nadalje so opozorili na prepletanje s 
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 Uredba o povračilu stroškov prevoza na delo in z dela javnim uslužbencem in funkcionarjem v 




kazenskopravnim področjem, kjer navajajo, da je v skladu z 9. členom Zakona o 
detektivski dejavnosti glavna naloga detektiva pridobivanje informacij (poizvedovalna 
dejavnost), medtem ko se predlog zakona oz. navedene določbe »nanaša tudi na zlorabe 
pri uveljavljanju pravice do povračila stroškov prevoza na delo in z dela, ki že sama po 
sebi navaja detektiva k sledenju javnega uslužbenca, česar pa ne sme opravljati. Zaradi 
tovrstnih pomislekov so predlagali drugačno obliko dikcije tega člena, ki se nanaša na 
nadzor bolniške odsotnosti in potnih stroškov, ki pa ni bila upoštevana.«110  
 
Na vprašanje, ki je bilo zastavljeno informacijskemu pooblaščencu, v smislu, ali lahko 
delodajalec najame detektiva in mu zaradi nadzora glede prevozov na delo posreduje tudi 
osebne podatke delavca (javni sektor), kot so ime, priimek in morda še registrska številka 
avtomobila, je le-ta odgovoril, da »izhajajoč iz 3. odstavka 9. člena ZVOP-1 in 1. odstavka 
46. člena ZDR Pooblaščenec ocenjuje, da lahko delodajalec, ob upoštevanju načela 
sorazmernosti, z namenom nadzorovanja izvajanja Uredbe najame tretjo osebo, da mu 
prinese slike točno kam in kdaj se je delavec vozil, če so pri tem spoštovana določila 11.  
člena ZVOP-1. To med drugim tudi in predvsem pomeni, da mora biti pogodbeni 
obdelovalec registriran za takšno dejavnost, ki se s pogodbo prenaša nanj.« Torej 
poizvedovalna in varovalna dejavnost.111  
 
Tudi Martina Šetinc-Tekavc meni, da pri takšnem nadzoru ne gre za kršitev pravice do 
zasebnosti, saj delodajalec s tem ne posega v nekaj, kar ne bi bilo vidno tudi na zunaj 
(2003, str. 12). 
 
5.2.3 NADZOR NAD UPORABO ALKOHOLA IN DROG 
 
ZVZD-1 določa prepoved dela pod vplivom alkohola, drog in drugih substanc. Delavec ne 
sme delati ali biti na delovnem mestu pod vplivom alkohola, drog ali drugih prepovedanih 
substanc. Ne sme delati ali biti pod vplivom zdravil, ki lahko vplivajo na psihofizične 
sposobnosti, na tistih delovnih mestih, na katerih je zaradi večje nevarnosti za nezgode 
pri delu tako določeno z izjavo o varnosti z oceno tveganja. Delodajalec ugotavlja stanje 
uporabe prepovedanih substanc po postopku in na način, kot sta določena z njegovim 
internim aktom. Če ugotovi takšne kršitve, mora delavca odstraniti z dela, delovnega 
mesta in iz delovnega procesa.  Delodajalca in delavca glede omejevanja alkohola in drog 
                                           
110   Če iz informacije o zlorabi upravičene odsotnosti ali uveljavljanja potnih stroškov izhajajo 
razlogi za sum, da je bilo storjeno kaznivo dejanje, ki se preganja po uradni dolžnosti, mora 
predstojnik o tem obvestiti policijo in ne sme skleniti pogodbe o izvajanju kontrole z detektivom, če 
bi lahko policija lažje in hitreje zbrala informacije o kaznivem dejanju. Zbrana obvestila in 
ugotovitve policije se lahko uporabijo tudi, če iz dejanj javnega uslužbenca ne izhajajo znaki 
storitve kaznivega dejanja, ki se preganja po uradni dolžnosti.” ( Poročevalec, str. 9-10) 
111  Informacijski pooblaščenec. Mnenje št. 0712-161/2007/2. Nadzor javnih uslužbencev in 




zavezujejo tudi splošne določbe ZDR v poglavjih, ki se nanašajo na obveznosti delavca 
(ZDR od 31. do 40. člena) in obveznosti delodajalca (ZDR od 41. do 46. člena). Delavec 
mora upoštevati delodajalčeva navodila in njegove zahteve v zvezi z izpolnjevanjem 
pogodbenih in drugih obveznosti iz delovnega razmerja, mora spoštovati in izvajati 
predpise o varnosti in zdravju pri delu ter pazljivo opravljati delo, da zavaruje svoje 
življenje in zdravje ter življenje in zdravje drugih oseb. Delodajalec pa mora zagotavljati 
varne delovne pogoje, torej zagotavljati varnost in zdravje delavcev v skladu s predpisi o 
varnosti in zdravju pri delu. Iz navedenih zakonskih določb izhaja, da bi kršitve delovnih 
obveznosti, ki se nanašajo na uživanje alkohola na delu ali vnašanje v prostore 
delodajalca, pomenile opustitev ali kršitev ukrepov za varstvo delavcev. 
 
Omenjena zakonodaja samega postopka preizkusa v zvezi z alkoholom in drogami ne 
določa, zato mora delodajalec v zvezi s tem sprejeti ustrezne ukrepe (preventivne in 
represivne) ter v svojih internih aktih (v skladu s predpisi) določiti tudi postopke za 
izvedbo le-teh. Za preventivne ukrepe bi lahko šteli: prepoved vnosa alkohola v delovne 
prostore, preizkus z alkotestom in spodbude, ki se nanašajo na zdravljenje alkoholizma. 
Za represivne pa tiste, ki preprečujejo hujše kršitve delovnih obveznosti, to pa je 
alkoholiziranost na delovnem mestu (prihajanje v vinjenem stanju ali uživanje alkohola na 
delovnem mestu), v skrajnem primeru pa tudi odpoved delovnega razmerja. Zaradi tega 
mora delodajalec za opravljanje strokovnih nalog v zvezi z zagotavljanem varnosti pri delu  
določiti enega ali več strokovnih delavcev, ki so tudi usposobljeni za izvedbo postopka 
ugotovitve prisotnosti alkohola (ZVZD-1, 28. člen). Iz splošnega akta mora jasno izhajati, 
da odklonitev preizkusa z alkotestom pri delavcu pomeni kršitev delovne obveznosti (v 
primeru, da obstaja sum, da je pod vplivom alkohola), kar je lahko tudi razlog za redno 
odpoved pogodbe o zaposlitvi iz krivdnega razloga (ZDR, tretja alineja 1. odstavka 88. 
člena). Ker postopek preizkusa alkoholiziranosti v delovnopravni zakonodaji ni definiran, 
mora delodajalec pred uvedbo takšnega ukrepa predvideti to možnost v svojih splošnih 
aktih oz. v pogodbi o zaposlitvi. Pri tem pa mora upoštevati zakonske določbe in 
obveznosti, ki se nanašajo na varovanje delavčeve zasebnosti in njegovih osebnih 
podatkov, ki je zagotovljeno z delovnopravnimi in drugimi predpisi. 
 
Delodajalci imajo pravico zahtevati, da delavci prihajajo na delo in opravljajo delo z 0,00 g 
alkohola na kg krvi ter se med delovnim časom vzdržijo uživanja alkohola, narkotikov in 
zdravil, ki jih onesposobijo za delo, kar lahko opredelijo tudi v svojih internih aktih. To je 
na prvi pogled samoumevno, vendar pri nekaterih delih, kjer gre za povečana tveganja, 
delodajalci takšno klavzulo vnesejo že v pogodbo o zaposlitvi, to določijo v internih aktih 
in o tem seznanijo delavce. Ta zahteva ne sodi pod varstvo zasebnosti na delovnem 
mestu, vendar pa lahko poseg v zasebnost na delovnem mestu pomeni samo ugotavljanje 
alkoholiziranosti oz. uporabe drugih nedovoljenih sredstev. To pa je lahko tudi razlog za 
izredno odpoved delovnega razmerja. Zaradi tega mora biti oseba, ki opravlja takšen 




lahko delodajalci to zaupajo tudi zunanjim sodelavcem ali strokovnim službam, ki imajo 
dovoljenje za takšno delo (Šetinc-Tekavc, 2007, str. 1249). 
 
Problemi z alkoholom in drogami na delovnem mestu so čisto praktični in se lahko kažejo 
predvsem v materialni škodi. Omamljenost delavcev povzroča slabo delovno storilnost, 
zaradi česar je več poškodb pri delu, slaba kakovost izdelkov in storitev, nesreče, prepiri 
med zaposlenimi in tako naprej.  Delodajalci velikokrat ne vedo, kaj narediti z opitim ali 
omamljenim delavcem, še huje pa je, ko pride do odvisnosti. Pogosto se dogaja, da si tudi 
(zlasti manjši) delodajalci zatiskajo oči in zaposlujejo ljudi, ki imajo z drogami velike 
težave.112  
 
Da se s to problematiko ukvarja tudi Inšpektorata RS za delo, kaže potreba Inšpektorata 
za delo po organiziranju posebne konference z naslovom Alkohol in druge droge na 
delovnem mestu.113  
Glede na to, da alkoholiziranost delavca vpliva na njegovo izpolnjevanje pogodbenih 
obveznosti in hkrati ogroža njegovo varnost in zdravje pri delu, mora delodajalec v 
primeru ugotovitve takšnega stanja pri delavcu ukrepati. Pri tem mora upoštevati 
delavčeve osebnostne pravice in ne sme poseči v njegovo osebno integriteto in 
dostojanstvo, temveč mora na ustrezen način pridobiti dokaze za nadaljnje ukrepe proti 
delavcu. V primerih, da obstaja sum na bolezen odvisnosti, ki lahko vpliva na delovno 
zmožnost  delavca, je na podlagi Pravilnika o preventivnih zdravstvenih pregledih 
delodajalec delavca upravičen poslati tudi na druge usmerjene preventivne preglede. 
Delodajalec vsekakor mora pridobiti dokaze, ki kažejo na njegov sum na bolezen 
odvisnosti. Na konferenci je bilo poudarjeno, da so v skladu s sodno prakso Višjega 
delovnega in socialnega sodišča dopustni in upoštevani naslednji dokazi v postopkih, ki jih 
izvaja delodajalec: izvedba alkotesta, ki ga izvaja  strokovno usposobljena in pooblaščena 
oseba (s soglasjem oz. privolitvijo delavca), odvzem telesnih tekočin (s privolitvijo 
delavca) in izpoved prič oz. delavca samega.114  
  
                                           
112 Pahor Nives, 2006. Alkohol in droge na delovnem mestu.  
113  IV. konferenca inšpektorata RS za delo alkohol in druge droge na delovnem mestu. 
http://www.id.gov.si/si/o_inspektoratu/javne_objave/konference_irsd/#c17020. 
114 Uran Jana. Delovnopravni pogled inšpekcijskega nadzora v zvezi z alkoholom in drugimi 





Sodna praksa, ki se nanaša na nadzor s strani delodajalcev glede uporabe alkohola, je 
dokaj obsežna. Pri tem izpostavljam sodbo Vrhovnega sodišča VIII Ips 9 /2007115, v kateri 
je glede spornosti uporabe alkotesta navedlo, da pri uporabi alkotesta ne gre za poseg v 
zasebnost, ker je delavec, ki je bil preizkušen z alkotestom, na tak postopek pristal in je 
tudi zapisnik podpisal brez pripomb. Delodajalec pa je imel uporabo alkotesta predpisano 
s pravilnikom, ki je bil sprejet v skladu z določili podjetniške kolektivne pogodbe, kar je 
predstavljalo pravno podlago za uporabo alkotesta ter zaradi tega ni šlo za nedovoljen 
poseg v delavčevo zasebnost.   
Tako iz navedene sodbe jasno izhaja, da ne gre za poseg v delavčevo zasebnost, če je 
postopek izveden zakonito in pod določenimi pogoji. Glede na to, da gre za področje 
zagotavljanje varnosti pri delu, je pravilno, da delodajalec v internem aktu opredeli ukrepe 
za zagotavljanje varnosti, med katere sodi tudi postopek preizkusa z alkotestom, ter da 
opredeli nadaljnje ravnanje in sankcije v primeru morebitne odklonitve alkotesta. 
 
5.2.4 UREDITEV GLEDE KAJENJA 
 
»Prepovedano je kajenje v vseh zaprtih javnih in delovnih prostorih« (Zakon o 
omejevanju uporabe tobačnih izdelkov - ZOUTI-UPB3, prvi stavek prvega odstavka 16. 
člena). Delovni prostor pa je po tem zakonu vsak zaprt prostor, ki je pod nadzorom 
delodajalca in kjer se zanj opravljajo dela in storitve. Javni prostori po tem zakonu so 
prostori, namenjeni dejavnostim na področju zdravstva, otroškega varstva, vzgoje in 
izobraževanja, socialnega varstva, prometa, javnega prevoza, trgovine, gostinstva in 
turizma, športa in rekreacije ter kulture. Taki prostori so zlasti čakalnice, sejne sobe, kino 
dvorane, gledališča, zdravstveni, vzgojno-varstveni, izobraževalni, socialni zavodi, 
gostinski prostori in trgovine, športne dvorane, javna prometna sredstva, dvigala, 
kabinske žičnice, javna stranišča in drugi prostori, kjer so nekadilci proti svoji volji lahko 
izpostavljeni cigaretnemu dimu. 116 Zakon dopušča kajenje v kadilnicah, za katere 
predpisuje, da mora biti prostor urejen tako, da iz njega ni mogoč pretok s tobačnim 
dimom onesnaženega zraka v drug prostor. Prostor ne sme biti namenjen prehodu v 
druge prostore in ne sme presegati več kot 20 odstotkov skupne površine javnega in/ali 
delovnega prostora, mora biti namenjen izključno kajenju, v prostor se ne sme nositi 
hrana in pijača (ZOUTI-UPB3, 17. člen). 
  
                                           
115 Sodba Vrhovnega sodišča RS, Ips 9/2007 z dne 10. 4. 2007.  
116Pogosta vprašanja in odgovori v zvezi z Zakonom o spremembah in dopolnitvah zakona o 




Ustavno sodišče je v postopku za oceno ustavnosti prvega stavka prvega odstavka 16. 
člena in četrte alineje prvega odstavka 17. člena Zakona o omejevanju uporabe tobačnih 
izdelkov117 z odločbo Ustavnega sodišča, številka U-I-218/07-8 z dne 26. 3. 2009ugotovilo, 
da navedena  
člena nista v neskladju z ustavo. V obrazložitvi je navedlo, da med drugim tudi za 
osebnostne pravice velja, da niso absolutne in neomejene ter da so v skladu s tretjim 
odstavkom 15. člena Ustave omejene s pravicami drugih in v primerih, ki jih določa 
Ustava. Tako je Ustavno sodišče na podlagi t. i. strogega testa sorazmernosti najprej 
presodilo, ali je zakonodajalec zasledoval ustavno dopusten cilj. V nadaljevanju je 
navedlo, da iz zakonodajnega gradiva izhaja, da je cilj izpodbijane zakonske ureditve 
zagotoviti popolno zaščito zaposlenih iz vseh poklicnih skupin pred izpostavljenostjo za 
zdravje škodljivim vplivom tobačnega dima v delovnih prostorih, popolno zaščito vseh 
oseb pred izpostavljenostjo za zdravje škodljivim vplivom tobačnega dima in zmanjšati 
kajenje. 
 
5.2.5 DOLOČANJE PRAVIL OBLAČENJA IN ZUNANJI VIDEZ ZAPOSLENEGA 
 
S svojim videzom vsakdo izraža svoj odnos do sebe, do položaja ali delovnega mesta, do 
različnih dogodkov in do ljudi, s katerimi komunicira posredno ali neposredno (Kneževič, 
2005, str. 58). 
 
ZDR določa, da mora delavec upoštevati zahteve in navodila delodajalca v zvezi z 
izpolnjevanjem pogodbenih in drugih obveznosti iz delovnega razmerja (ZDR, 32. člen). 
Poleg tega se je delavec dolžan vzdržati vseh ravnanj, ki glede na naravo dela, ki ga 
opravlja pri delodajalcu, materialno ali moralno škodujejo ali bi lahko škodovala poslovnim 
interesom delodajalca (ZDR, 35. člen). Hkrati pa ZDR določa, da mora delodajalec 
varovati in spoštovati delavčevo osebnost ter upoštevati in ščititi delavčevo zasebnost 
(ZDR, 44. člen). 
  
                                           
117 »Prepovedano je kajenje v vseh zaprtih javnih in delovnih prostorih« (ZOUTI-UPB3, 4. alineja 





Vsekakor splošni zunanji videz in določanje standardov glede oblačenja sodi v pomembno 
področje delavčeve zasebnosti, ki ga ne gre prezreti, in se zaposleni na zahteve 
delodajalcev lahko tudi zelo močno čustveno odzovejo. Morda je to področje delavčeve 
zasebnosti, na katerem se delavec najmočneje odzove. Te zahteve se zlasti nanašajo na 
dolžino las (kratko postriženi lasje pri moških), brado, način oblačenja, zahteve po 
zmanjšanju telesne teže in celo vonja posameznika, nošenje uniforme, določene barve 
delovnih oblačil, dolžina krila pri ženskah … 
 
Človekova zunanja podoba velja za pomemben del njegove osebnosti. Cvetko Aleksej 
meni, da bi na tem področju pričakovali manj reakcij prizadetih kot na primer pri zlorabi  
osebnih podatkov, pa praksa kaže, da prav na tem področju oz. pri zunanjem videzu oz. 
zahtevah po njegovi spremembi tisti, ki so prizadeti, reagirajo močneje (1998, str. 48). 
 
Glede tega, kdaj predstavljajo zahteve delodajalcev po postavljanju določenih pravil in 
standardov o oblačenju oz. splošnem fizičnem videzu poseg v zasebnost delavcev, je po 
mnenju Martine Šetinc-Tekavc težko postaviti kriterije, ki bi ločili dovoljeno ravnanje 
delodajalca od nedovoljenega oz. ravnanja, ki posega v zasebnost delavcev kot eno izmed 
osebnostih pravic. Zagotovo je dovoljeno ravnanje delodajalca v primerih, ko takšne 
zahteve postavlja zaradi grožnje za varnost in zdravje pri delu (npr. varilni aparat – dolgi 
lasje), higienskih razmer, predpisanega nošenja uniforme. Avtorica v prispevku navaja 
primer subtilnih situacij, ko se je od delavk na sodišču zahtevalo nošenje ne prekratkih kril 
zaradi varovanja dostojanstva sodišča kot institucije (Šetinc-Tekavc, 2003, str. 13). 
 
Pomembnost zunanjega videza so ugotavljali v raziskavi podjetja Aziz Corporation iz 
Velike Britanije. Med drugimi je predsednik navedenega podjetja Khalid Azizi povedal: 
»Da je ženska na delovnem mestu naličena, še ne pomeni, da svoje delo opravlja bolje 
od kolegice, ki je brez ličil. Toda je če nekdo videti urejen, prva asociacija takoj 
napelje na profesionalizem. Vsak detajl šteje, saj pomembno vpliva na 
samozavestno poslovno podobo posameznice .«118  
  
                                           




5.3 PODROČJA, KI SO IZPOSTAVLJENA NAJPOGOSTEJŠIM KRŠITVAM 
ZASEBNOSTI S STRANI DELODAJALCA 
 
Seveda je pomembnost ohranitve delovnega mesta zelo pomembna in pogosto pred 
pravico do zasebnosti, se pa delavci čedalje bolj zavedajo svojih pravic, tega se pa 
zavedajo tudi delodajalci. To kažejo tudi obravnavane prijave kršitev ZVOP-I 
Informacijskemu pooblaščencu, ki so v preteklih letih predvsem naraščale. Najpogostejše 
kršitve ZVOP-I v delovnih razmerjih in s tem zasebnosti na delovnem mestu so naslednje: 
vpogled v elektronsko pošto zaposlenih in nadzor nad uporabo interneta, pridobivanje 
zdravstvenih podatkov zaposlenih, nepravilno izvajanje nadzora bolniškega staleža, 
neutemeljen videonadzor delovnih prostorov, delodajalci zaposlenih ne obvestijo o uvedbi 
videonadzora, delodajalci ustrezno ne zavarujejo zbirk osebnih podatkov zaposlenih, 
neutemeljeno sledenje zaposlenim z napravami GPS, mobilnimi telefoni, neutemeljen 
nadzor nad telefonskimi klici zaposlenih, delodajalci ne omogočijo delavcu, da se seznani z 
lastnimi osebnimi podatki, prekomerno zbiranje osebnih podatkov zaposlenih.119  
 
Po podatkih Informacijskega pooblaščenca so se nepravilnosti na področju varstva 
osebnih podatkov pogosto kazale tudi v pomanjkljivih notranjih aktih, ki: niso bili skladni 
z določbami ZVOP-1, ki se nanašajo na postopke in ukrepe za zavarovanje osebnih 
podatkov; niso zagotavljali, da se bodo predpisani postopki in ukrepi resnično izvajali; z 
njimi niso bili seznanjeni vsi zaposleni. Nekateri upravljavci pa takšnih aktov sploh niso 
imeli.120 Glede na navedeno ter v izogib kršitvam Informacijski ooblaščenec priporoča, da 
delodajalci sprejmejo ustrezne interne akte, kjer opišejo postopke in ukrepe, ki bi lahko 
pomenili poseg v zasebnost zaposlenega, ter o obstoju in vsebini takšnega akta seznanijo 
zaposlene. Delodajalcem priporoča vnaprejšnjo izdelavo natančnih pisnih navodil, v 
kakšnih primerih in kdaj je dopusten kakršen koli poseg v delavčevo informacijsko 
zasebnost, glede na to, da se zaposlenim na delovnem mestu nikakor ni treba v celoti 
odpovedati pravici do zasebnosti. Vendar mora biti vsak tak vnaprej določen poseg 
zakonit in ustavno dopusten. Meni, da je to področje v zakonu »podnormirano« in da bi 
ga bilo treba v zakonu določneje opredeliti. 
  
                                           
119 Zlata pravila zasebnosti na delovnem mestu.  





V marsikatero kršitev zasebnosti delavec v želji, da dobi zaposlitev, pozneje pa v želji po 
ohranitvi le-te, prostovoljno privoli. Ker gre za absolutne pravice, ki veljajo zmeraj in za 
vsakogar, bi pričakovali, da bo prišlo do odpora, pa ga prav zaradi želje po ohranitvi 
delovnega mesta ni. Pa tudi v primerih, ko pride do spora, se ta prikaže drugače, in ne kot 
kršitev zasebnosti delavca (Aleksej, 1998, str. 50). Aleksej nadalje meni, da če kandidat 
za zaposlitev odgovarja na vprašanja, ki posegajo v njegovo pravico do zasebnosti, nima 
možnosti, da bi varoval svojo zasebnost, v primeru možne kršitve pa nima možnosti 
primernega varovanja. Pri tem poudarja, da tovrstnih kršitev ni mogoče preverjati s 
splošnimi merili, ki veljajo zunaj delovnega razmerja, in daje pomen medsebojnemu 
zaupanju, ki je v delovnih razmerjih bistveno večje kot pri drugih oblikah sodelovanja. A 
»zaradi tega odnosa je delavec pred vdorom v zasebnost po eni strani zavarovan manj kot 
sicer, po drugi strani pa določena dejanja, ki bi lahko bila kršenje zasebnosti, v teh 
primerih to niso« (1998, str. 52). 
 
Martina Šetinc Tekavc opozarja tudi na spornost opravljanja predhodnega zdravstvenega 
pregleda v isti zdravstveni organizaciji, kjer se bo kandidat zaposlil. V tem primeru 
opozarja na možno kršitev zasebnosti delavca v primeru, ko delodajalec sam opravi 
takšen pregled. To je v primeru, ko se predhodni zdravstveni pregled opravi za kandidata, 
ki naj bi se potem zaposlil v isti zdravstveni organizaciji, ki opravlja tak pregled. Tak 
pregled namreč obsega delovno, socialno, družinsko in osebno anamnezo, klinični pregled 
organskih sistemov, laboratorijske in druge preiskave. Ocena delavčeve delazmožnosti pa 
se ugotovi na podlagi zdravstvenih, telesnih in duševnih zahtev delovnega mesta, za 
katerega kandidira, tako da zdravnik medicine dela pri obveznem predhodnem pregledu 
delavca naleti na množico podatkov, ki imajo zelo osebni karakter in ki jih delavec izrecno 
ne bi želel posredovati delodajalcu. Meni, da je ob koliziji interesov delavca in delodajalca 
tak zdravstveni pregled delavca, ki naj se zaposli v tej zdravstveni organizaciji, z vidika 
varstva zasebnosti delavca v zvezi z ugotovitvami zdravstvenega pregleda lahko močno 
sporen in lahko pomeni hudo kršitev delavčevih osebnostnih pravic.121 In že na ta način  
delodajalec pride do podrobnih podatkov skozi institut predhodnega zdravstvenega 
pregleda (1999, str. 12). 
  
                                           
121 Ob tem navaja konkretni primer pregleda osebe z diplomo medicinske fakultete, ki je želela 
skleniti delovno razmerje s Kliničnim centrom v Ljubljani, ki je poleg ostalih preiskav obsegal tudi 
test prilagodljivosti, ki je s posameznimi vprašanji močno zakoračil na področje intime te osebe, saj 
je vseboval tudi vprašanja o uporabi kontracepcije, splošnem delovnem nazoru ter vprašanja tipa  




5.4 ODŠKODNINSKA IN DISCIPLINSKA ODGOVORNOST V ZVEZI Z 
DELOM 
 
Odškodninsko odgovornost delavca ali delodajalca, ki jo povzročita drug drugemu v okviru 
delovnega razmerja, torej pri delu in v zvezi delom, ureja  ZDR. Če škodo povzročita drug 
drugemu izven delovnega razmerja, je to urejeno v okviru splošne ureditve odškodninske 
odgovornosti po Obligacijskem zakoniku (OZ). Za škodo, ki jo povzroči delavec 
delodajalcu, zakon zahteva višjo stopnjo krivdne odgovornosti, ki se ne domneva in jo 
mora delodajalec dokazati. Za škodo, ki jo utrpi delavec ali delodajalec v zvezi z delom, se 
le-ta lahko uveljavljata neposredno pred pristojnim sodiščem. 
 
Glede odškodninske odgovornosti delavca za škodo pri delu in v zvezi z delom zakon 
določa122, da je delavec odgovoren za škodo, ki je nastala na delu ali v zvezi z delom, če 
obstaja vzročna zveza med nastalo škodo in nedopustnim ravnanjem delavca ter če je 
delavec škodo povzročil namenoma ali iz hude malomarnosti (Šoltes, 2002, str. 673). 
Delodajalec je odškodninsko odgovoren, če delavcu povzroči škodo pri delu ali v zvezi z 
delom, ter mu jo mora povrniti po pravilih civilnega prava. Odgovoren je tudi za škodo, ki 
jo povzroči delavcu s kršenjem pravic iz delovnega razmerja (ZDR, 184 člen).Tako je 
odgovoren za vsako škodo, ki je povzročena delavcu pri delu, in sicer tudi v primeru, če 
mu jo povzroči kdo drug v okviru delovnega procesa. Pomembno je le, da je škoda 
nastala kot posledica opravljanja dela in v zvezi z opravljanjem dela po pogodbi o 
zaposlitvi 
Delodajalec ima disciplinsko oblast123, ki je mehanizem za zagotavljanje reda in discipline 
ter zagotavljanje nemotenega in varnega poteka delovnega procesa. Delodajalec lahko 
zaradi hujše kršitve obveznosti iz delovnih razmerij odpove delavcu pogodbo o zaposlitvi iz 
krivdnih razlogov. Poleg disciplinske odgovornosti ZDR vsebuje tudi določbe glede 
odškodninske odgovornosti delavcev za škodo, ki jo le-ti povzročijo delodajalcu pri delu ali 
v zvezi z delom 124  kakor tudi odgovornost delavca za kršitve pogodbenih in drugih 
obveznosti iz delovnega razmerja. Po vročitvi sklepa o disciplinski odgovornosti ima 
delavec pravico zahtevati sodno varstvo pred pristojnim delovnim sodiščem. Disciplinsko 
odgovornost za zaposlene v javnem sektorju ureja Zakon o javnih uslužbencih (Kresal 
Šoltes, 2002, str. 646–653).  
                                           
122 »Delavec, ki na delu ali v zvezi z delom namenoma ali iz hude malomarnosti povzroči škodo 
delodajalcu, jo je dolžan povrniti« (ZDR, 1. odstavek 182. člena) 
123 Disciplinsko odgovornost delavca ugotavlja delodajalec, ki je lahko fizična oseba oziroma pravna 
oseba v skladu z zakonom (ZDR, 176. člen). 
124ZDR: členi od 174. do 181. vsebujejo določbe, ki se nanašajo na disciplinsko odgovornost 
delavca (opredelitev, sankcije, ugotavljanje, pravica do zagovora, izbira disciplinske sankcije, vloga 








Zakaj nadzor na delovnem mestu?  Miro Cerar v zvezi z nadzorom na delovnem mestu 
najprej navaja razloge na strani delodajalcev, ki vodijo k nadzoru delavcev. Delavec oz. 
uslužbenec namreč mora svoje delo opravljati dobro, ne sme lenariti, krasti materiala, si 
dopisovati ali opravljati zasebnih telefonskih klicev na službene stroške, ne sme 
nadlegovati sodelavcev. Vse to se lahko onemogoči z nadzorom. Poleg tega pa popoln 
nadzor nad delavci omogoča delodajalcu dovolj pravilno nagrajevanje delavcev, ki delajo 
več in bolje od drugih, saj več opravljenega dela prinaša boljši poslovni uspeh podjetja ali 
večjo uspešnost državnega organa. Ugotavlja, da je zaposlenega treba nadzorovati, 
vendar le delno, saj bi popoln nadzor pomenil nasilje nad posameznikom. Vendar se tudi 
pri tem poraja vprašanje, kaj in do katere mere nadzorovati.125  
Glede zasebnosti na delovnem mestu, uporabe novih tehnologij za nadzor, zaščito osebnih 
podatkov je povsem jasno, da zaposleni imajo pravico do določene mere zasebnosti tudi 
na delovnem mestu oz. da lahko upravičeno pričakujejo določen del zasebnosti, kar je 
potrdilo tudi Evropsko sodišče za človekove pravice v primeru Halford in Copland proti 
Veliki Britaniji. Zlasti navedeni sodbi ESPČ sta postali precedenčni in v mnogih virih v zvezi 
z zasebnostjo na delovnem mestu navedeni kot mejnik ESPČ, ki se je jasno izreklo in 
povedalo, da delodajalec nima neomejene pravice nad svojimi sredstvi, kljub temu da so 
njegova last. Nima je v primeru, ko gre za ogrožanje delavčeve pravice do zasebnosti. 
Grožnjo zasebnosti na delovnem mestu v sodobni družbi predstavlja hiter razvoj novih 
tehnologij, ki prinašajo tudi nove načine dela, komuniciranja, pa tudi vedno lažji nadzor 
nad uporabo le-teh. 
  
                                           








Razvoj tehnologij v sodobni družbi se je glede postavljanja videonadzornih sistemov 
razmahnil do takšnega obsega, da močno posega v osebnostne pravice posameznika. 
Videonadzorni sistem se najpogosteje razume kot uporaba orodij za vizualni nadzor 
določenih območij in najrazličnejših aktivnosti.  
 
Njihova osnovna naloga je snemanje in shranjevanje informacij, ki bi lahko bile v pomoč 
pri ugotavljanju pomembnih dejstev v zvezi z odkrivanjem in preiskovanjem kršenja 
predpisanih pravil. Snemanje dogajanja omogoča kasnejšo analizo posnetega gradiva in 
identificiranje storilcev« (Prijanovič, 2001, str. 1). Videonadzor pomeni način obdelave 
osebnih podatkov, če gre za posnetke fizičnih oseb, kjer je fizična oseba določljiva, tako 
da se lahko identificira brez nesorazmernega napora, brez porabe veliko časa (Bien 
Karlovšek et al., 2008, str. 86). 
 
Zakon o varstvu osebnih podatkov posebej ureja videonadzor  v členih od 74. do 77 
(videonadzor v poslovnih prostorih - 75. člen in videonadzor v delovnih prostorih - 77. 
člen). Izpostavljam le določbe, ki se nanašajo na predmet tega dela. Javni in zasebni 
sektor lahko izvajata videonadzor v njihovih uradnih oz. službenih prostorih, če je to 
potrebno za varnost ljudi ali premoženja, zaradi zagotavljanja nadzora vstopa ali izstopa v 
ali iz službenih oz. poslovnih prostorov ali če zaradi narave dela obstaja možnost 
ogrožanja zaposlenih. Odločitev o tem sprejme pristojna oseba javnega ali zasebnega 
sektorja. V pisni odločitvi morajo biti obrazloženi razlogi za uvedbo videonadzora. (ZVOP-
1, prvi odstavek 75. člena) Videonadzor znotraj delovnih prostorov se lahko izvaja le v 
izjemnih primerih, kadar je to nujno potrebno za varnost ljudi ali premoženja ali za 
varovanje tajnih podatkov ter poslovne skrivnosti, tega namena pa ni možno doseči z 
milejšimi sredstvi (prvi odstavek 77. člena ZVOP-1). Obe vrsti videonadzora sta povezani z 
delovnim mestom oz. z delodajalci in zaposlenimi. ZVOP-1 ureja, kdaj se te določbe o 
videonadzoru uporabljajo in kdaj ne. Ne uporabljajo se v primerih, ko se videonadzor 
izvaja v zasebne namene ter ko se izvaja s spremljanjem oseb v prostoru prek monitorjev 
in pri tem ne nastaja zbirka osebnih podatkov. V teh primerih se uporabljajo določbe 
civilne in kazenske zakonodaje. Zakon določa, da mora izvajalec videonadzora na vidnem 
mestu objaviti obvestilo o tem, da je posameznik vstopil na območje, na katerem se izvaja 
videonadzor, tako da se lahko posameznik seznani s tem, še preden se dejansko začne 
izvajati nadzor nad njim. Poleg tega mora obvestilo vsebovati podatek, kdo izvaja 
videonadzor, ter telefonsko številko za pridobitev informacije o tem, kako dolgo se hranijo 
podatki iz videonadzornega sistema (ZVOP-1, 2. in 3. odstavek 74. člena). Predhodno 
obveščanje ni potrebno za izvajanje videonadzora v prostorih, kjer gre za varovanje tajnih 
podatkov, varnost in obrambo države, obveščevalno varnostno dejavnost države (ZVOP-1, 





O nameravani uvedbi videonadzora mora delodajalec obvestiti sindikat in ga pozvati, da 
se o tem izreče, pri tem pa ni vezan na njegovo mnenje (ZVOP-1, 5. odstavek 77. člena). 
Odločitev o uvedbi videonadzora sprejme pristojna oseba pri delodajalcu, in sicer v pisni 
obliki, v kateri morajo biti razlogi za uvedbo obrazloženi (ZVOP-1, 1. odstavek 75. člena). 
Tudi pri izvajanju videonadzora se upravičenost do te vrste nadzora presoja po načelu 
sorazmernosti in pri tem upošteva, če obstaja kakšna milejša oblika, s katero bi bilo 
mogoče doseči enak namen, saj videonadzor pomeni hud poseg v zasebnost na delovnem 
mestu. Zakon določa, da mora biti nadzor delovnih prostorov tudi s prostorskega vidika 
omejen na najmanjši možni prostor, ki zagotavlja varnost objekta varstva. Torej je 
mišljeno, da če je objekt varstva le en predmet v prostoru, ni treba zaradi tega uvajati 
videonadzora v cel prostor, ki bi zajemal tudi zaposlene. Vendar se ob tem poraja 
vprašanje, ali se v praksi v primerih, ko je objekt varovanja delovni prostor oz. predmeti v 
njem, kjer se hkrati odvija delovni proces in so prisotni zaposleni, hkrati ne nadzirajo 
zaposleni in njihova delovna storilnost. Čeprav je precej verjetno, da se nadzor opravlja 
hkrati tudi nad zaposlenimi, odgovor na to vprašanje lahko podajo le delodajalci, ki 
opravljajo takšen videonadzor, in delavci, ki sodelujejo v delovnem procesu, kjer se ta(k) 
nadzor izvaja. Dejstvo je le, da podatkov, pridobljenih na ta način, delodajalec ne sme 
uporabiti za druge namene, npr. disciplinske postopke. Videonadzor pa se ne sme izvajati 
v prostorih, kjer zaposleni pričakujejo visoko raven zasebnosti. To so garderobe, sanitarni 
prostori, dvigala (ZVOP-1, 3. odstavek 77. člena). 
 
Ključno pri tem je, da se videonadzor izvaja le v tistih delovnih prostorih, kjer je to nujno, 
da se izvaja videonadzor delovnih prostorov kot takih, in sicer zaradi zavarovanja dobrin, 
ki so po zakonu dovoljene, ne pa posameznih zaposlenih, ki v teh prostorih opravljajo 





6.1.1 NADZOR NAD IZVAJANJEM VIDEONADZORA 
 
Informacijski pooblaščenec nadzira izvajanje videonadzora, v inšpekcijskih postopkih pa 
ugotavlja najpogostejše kršitve126 izvajanja tega dela ZVOP-1. Ugotavlja, da delodajalci 
zaposlenih pred začetkom izvajanja videonadzora o tem pisno ne obveščajo, velikokrat pa 
je bilo ugotovljeno, da izvajalci za evidenco posnetkov sistema, ki se nedvomno šteje za 
zbirko osebnih podatkov, niso zagotovili kataloga zbirke osebnih podatkov in podatkov iz 
kataloga niso posredovali Informacijskemu pooblaščencu. 
Obvestila prepogosto ne vsebujejo vseh v zakonu določenih informacij ali pa so bila 
premajhna in postavljena na neprimerna mesta. Predstojniki pred začetkom izvajanja 
videonadzora ali pozneje niso izdali pisne odločitve za izvajanje le-tega oziroma v svoji 
odločitvi niso pojasnili razlogov za njegovo uvedbo. Upravljavci videonadzornega sistema 
ob mnogih primerih tudi ne vodijo evidence pregledovanja posnetkov, zaradi česar ni 
mogoče ugotoviti, kdo je v določenem obdobju pregledoval določene posnetke ter iz 










                                           
126 Primer iz prakse Informacijskega pooblaščenca: Sklep IP št. 0613-113/2010/4 z dne 22. 7. 
2010. IP je na podlagi prijave uvedel postopek inšpekcijskega nadzora, da je v lokalu, kjer 
prijavitelj opravlja delo, nameščena kamera ter da jo delodajalec uporablja kot sredstvo za 
nadzor zaposlenih. Tako naj bi od doma spremljal dogajanje v lokalu in na podlagi svojih 
opažanj vrišil pritisk nad študenti, ki delajo v lokalu. Pri inšpekcijskem nadzoru je bilo 
ugotovljeno, da so ob uvedbi videnadzora bili izpolnjeni zakonski pogoji, ki so se nanašali na 
obveščanje zaposlenih, na vidnem mestu je bilo označeno, da se izvaja videonadzor, in 
telefonska številka, ter da je videnadzor bil uveden zaradi varovanja premoženja. Delodajalec 
pa je tudi navedel, da je hkrati nadzoroval zaposlene pri delu zaradi premalo gotovine v 
blagajni. Predstavnica delodajalca je bila opozorjena, da se posnetki videonadzornega sistema 
lahko pregledujejo samo v namene, zaradi katerih je bil videonadzor vzpostavljen, in da mora 
biti o vsakem pregledu napravljen zaznamek, ki omogoča sledljivost vpogledov v tak posnetek, 
sicer je naključno pregledovanje videoposnetkov oz. pregledovanje brez razloga v nasprotju z 
ZVOP-1 (posredovano s strani IP po e-pošti dne 10. 7. 2012). 





6.2 UPORABA BIOMETRIJE NA DELOVNEM MESTU  
 
Biometrija je veda, ki na podlagi telesnih, vedenjskih in fizioloških značilnosti, ki so 
značilne in edinstvene za vsakega posameznika in so tudi stalne, določajo posameznika. 
Najpogosteje se uporablja prstni odtis, posnetki papiralnih črt s prsta, šarenice, očesne 
mrežnice obraza, ušesa, DNK.128  
Biometrijski ukrepi so posebej in podrobno urejeni v ZVOP-1 (ZVOP-1, od 78. do 81. 
člena), in sicer ločeno za zasebni sektor (ZVOP-1, 80. člen) in za javni sektor (ZVOP-1, 79. 
člen). Informacijski pooblaščenec pa je pristojen, da v upravnem postopku odloči, ali je 
nameravano izvajanje biometrijskih ukrepov v skladu z navedenimi določbami tega 
zakona. Delodajalci morajo v postopku pridobivanja soglasja za izvajanje biometrijskih 
ukrepov dokazati oz. izčrpno obrazložiti, da je to nujno potrebno iz razlogov, ki so po 
ZVOP-1 dopustni. Navedeni zakon določa, da so za javni sektor dovoljeni, če so določeni z 
zakonom in v primerih, ko je to nujno potrebno za varnost ljudi ali premoženja, za 
varovanje tajnih podatkov ter poslovne skrivnosti, če tega namena ni možno doseči z 
milejšimi sredstvi (ZVOP-1, 79. člen). Hkrati morajo obrazložiti, zakaj teh ukrepov ni 
mogoče doseči z drugimi, milejšimi posegi v informacijsko zasebnost zaposlenih. V 
zasebnem sektorju je uvedba biometrijskih ukrepov dovoljena, če je to nujno potrebno za 
opravljanje dejavnosti, za varnost ljudi ali premoženja, za varovanje tajnih podatkov ali 
poslovne skrivnosti. Zaposleni morajo biti o tem predhodno pisno obveščeni. (ZVOP-1, 80. 
člen) 
Zakaj je pravzaprav potrebna takšna strogost in natančnost ureditve tega področja? Bien 
Karlovškova pojasnjuje smiselnost takšne ureditve biometričnih osebnih podatkov. Meni 
namreč, da gre za takšne osebne podatke, ki izvirajo iz človeškega telesa. Biometrične 
značilnosti so »takšne telesne, fiziološke in vedenjske značilnosti, ki jih imajo vsi 
posamezniki, so pa edinstvene in stalne za vsakega posameznika posebej in je možno z 
njimi določiti posameznika«. V praksi so to najpogosteje prstni odtisi, posnetki papilarnih 
linij s prsta, šarenice, očesne mrežnice, obraza, pojavljajo pa se tudi biometrične 
značilnosti o obliki ušesa, DNK, značilni drži, glasu, obliki dlani in značilni hoji. Ob tem 
pojasnjuje, da seznam biometričnih značilnosti s tem ni izčrpan ter da se vedno znova 
odkrivajo nove ter da je med zadnjimi najbolj zanimivimi prav gotovo način tipkanja. Od 
drugih identifikacijskih metod se razlikuje, da jih človek ne poseduje, temveč so mu dane. 
Poleg prednosti, ki jih imajo, opozarja tudi na izrazite slabosti: so univerzalni enolični 
identifikator, ki omogoča povezovanje z drugimi zbirkami, ki temeljijo na isti značilnosti, in 
je nevarnost, da bi se uporabljale za druge namene, kot za tiste, za katere so zbrane. 
(2008, str. 73–74) 
                                           




S strani delodajalcev je veliko zanimanja za biometrijske ukrepe. Najpogosteje bi jih želeli 
uporabiti za evidentiranje prisotnosti na delovnem mestu in varovanja premoženja oz. 
poslovnih skrivnosti. Delodajalci v biometriji vidijo tudi prednosti pred drugimi metodami 
beleženja prisotnosti na delovnem mestu. Biometrijske značilnosti so namreč edinstvene, 
ni jih mogoče prenašati na druge osebe, ne pozabiti, ne izgubiti, posamezniku jih je težko 
spremeniti ali skriti, ker so del človeškega telesa. V primerjavi z najbolj uporabljenimi 
kontaktnimi karticami za namene beleženja delovnega časa je slednje možno zlorabljati, 
zaposleni si jih med seboj izposojajo, nekdo drug lahko opravi evidentiranje prisotnosti na 
delovnem mestu in podobno. Glede na to, da pomeni obdelava biometričnih značilnosti 
hud poseg v zasebnost in dostojanstvo zaposlenih, je po ZVOP-1 pred njihovo uvedbo 
treba pridobiti odločbo informacijskega pooblaščenca, s katero soglaša z uvedbo 
biometrijskih ukrepov. Sicer pa je izvajanje ukrepov pred prejemom odločbe ali v 
nasprotju z njo hud prekršek, za katerega je zagrožena visoka kazen. Informacijski 
pooblaščenec je pristojen za vodenje postopkov in izdajo odločb glede primernosti 
izvajanja biometrijskih ukrepov za zasebni sektor (ZVOP-1, 80. člen). Za javni sektor pa se 
biometrijski ukrepi lahko določijo le z zakonom (ZVOP-1, 79. člen).  
 
Informacijski pooblaščenec pri odločanju o uvedbi biometrijskih ukrepov upošteva 
zakonsko načelo sorazmernosti, ki v praksi pomeni, da se lahko biometrijski ukrepi 
odobrijo le, če so nujno potrebni za varstvo določenih dobrin, ki so naštete v zakonu. Pri 
tem potrebuje veliko informacij. Njegova praksa je enotna in uvajanja biometrijskih 
ukrepov za namene evidentiranja delovnega časa ne dovoljuje. Delodajalci pogosto trdijo, 
da so biometrijski ukrepi za evidentiranje delovnega časa nujno potrebni zaradi 
opravljanja dejavnosti in da evidence ni mogoče zagotoviti z milejšimi sredstvi zaradi tega, 
ker obstoječi sistemi omogočajo goljufanje, zlorabe in ne omogočajo zagotavljanja 
dejanskega stanja prisotnosti na delovnem mestu.  
 
Tako so se pozitivne odločitve Informacijskega pooblaščenca za izvajanje biometrijskih 
ukrepov nanašale zlasti na primere izvajanja biometrijske identifikacije z obdelavo 
prstnega odtisa zaposlenih, ki vstopajo v prostore, v katerih se varuje oprema večje 
vrednosti, kot so strežniki in posebna programska oprema, podatki, ki so poslovna tajnost 
podjetja, in drugi posebej varovani podatki ter telekomunikacijska oprema, ki jo je 
operater dolžan varovati v skladu z zakonodajo s področja telekomunikacij. Negativne 
odločbe so bile izdane vlagateljem, ki so v vlogah navedli, da nameravajo biometrijske 
ukrepe uvesti zaradi evidentiranja delovnega časa oziroma prisotnosti svojih zaposlenih na 
delovnem mestu, predvsem zato, ker je tak način bolj praktičen od sistema z 
brezkontaktnimi karticami, ali ker želijo preprečiti zlorabe s posojanjem kartic. Po razlagi 




ukrepov, ker bi uvedba pomenila prekomeren in ne nujno potreben poseg v zasebnost 
zaposlenih, saj je evidentiranje prisotnosti mogoče izvesti na manj vsiljiv način.129 
 
Grafikon 3: Število obravnavanih vlog – biometrija 
 
Vir: Poročilo Informacijskega pooblaščenca 2010, str. 37–38 (lasten prikaz)130 
  
                                           
129 Poročilo Informacijskega pooblaščenca 2010, str. 37–38. 




6.3 NADZOR DELOVNEGA MESTA Z NAPRAVAMI GPS 
 
Tehnologija GPS131 je satelitski navigacijski sistem, ki se uporablja za določanje položaja 
in časa kjerkoli na Zemlji ter se uporablja tako v zasebne kot tudi v komercialne namene. 
V komercialne namene se veliko uporablja pri upravljanju voznih parkov. 
Pri uporabi tehnologije GPS obstaja možnost, da pri delodajalcu nastaja tudi evidenca 
osebnih podatkov, ki je varovana z Zakonom o varstvu osebnih podatkov in zato sodi v 
pristojnost Informacijskega pooblaščenca 132 . Zaradi tega je pomembno, kdaj in pod 
katerimi pogoji sme delodajalec vzpostaviti tovrstne evidence in za kakšen namen se 
lahko uporabljajo.133  
 
Direktiva 2002/58/ES je bila implementirana v slovenski pravni red z Zakonom o 
elektronskih komunikacijah (ZEKom), ki glede lokacijskih podatkov pravi: »Lokacijske 
podatke, ki niso hkrati podatki o prometu in se nanašajo na uporabnike ali naročnike, se 
sme obdelovati le v brezosebni obliki ali pa na podlagi predhodnega soglasja uporabnika 
ali naročnika v obsegu in trajanju, ki sta potrebna za izvedbo storitve z dodano 
vrednostjo.  
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(Global Positioning System) Globalni sistem za določanje položaja, ki ga je razvila vojska ZDA in 
omogočila njegovo civilno uporabo, zlasti za pomorsko navigacijo. Podatki o lokaciji se izračunajo s 
triangulacijo in se pošljejo neposredno osebi, ki ima sprejemnik GPS. Tretji stranki se lahko pošljejo 
po elektronskem komunikacijskem omrežju (kombinacija GPS/GSM). (Mnenje 5/2005 delovne sku-
pine iz člena 29 o uporabi podatkov o lokaciji z namenomopravljanja storitev z dodano vrednostjo, 
25. november 2005). 
132 Primer iz prakse IP: Odločba št. 0613-378/2009-6 z dne 17. 3. 2010. Ip je začel postopek na 
podlagi prijave, iz katere izhaja, da je delodajalec svojim raznašalcem časopisa dodelil sledilne 
naprave GPS z zahtevo, da jih imajo med raznašanjem časopisov, revij in reklam obvezno pri sebi v 
žepu delovne obleke. V primeru neuporabe sledilnika je zagrožena odpoved brez odpovednega 
roka, kar je bilo napisano tudi v reverzu, ki so ga morali podpisati raznašalci. Pooblaščenec je 
zaključil, da mora delodajalec prenehati z zbiranjem osebnih podatkov raznašalcev časopisa s 
pomočjo sledilnih naprav GPS, saj obdelava lokacijskih podatkov, ki jih pridobi z uporabo naprav 
GPS, ni potrebna za razloge, ki jih je navedel delodajalec prijavitelja (ugrabitve ali druga kazniva 
dejanja zoper raznašalce časopisa, odtujitve časopisov, določitev lokacije v primeru prometne 
nezgode). V obrazložitvi je navedel, da bi namestitev naprav za sledenje na delodajalčeva vozila 
bila v določenem primeru upravičena zaradi zaščite njegovih premoženjskih interesov in nadzora 
nad svojo lastnino (nadzor nad tovornjakom, polnim blaga, prevozom denarja in drugih 
vrednotnic). Nadalje mora delodajalec pri obdelavi osebnih podatkov, ki jo omogočajo nove 
tehnologije, iskati sorazmerje med posegi v posameznikovo zasebnost in upravičenimi pričakovanji 
in koristmi zavezanca. Tako nošenje naprav za sledenje, kot ga je izvajal zavezanec, ni sorazmerno 
z njegovim varovanimi interesi (posredoval IP po e-pošti dne 10. 7. 2012). 






Uporabnik ali naročnik lahko to soglasje kadarkoli prekliče« (ZEKom, 1. odstavek 106. 
člena). 
 
Glede na veljavno zakonodajo imajo delodajalci pravico v svoje vozne parke uvesti 
uporabo tehnologije GPS, vendar morajo pri tem paziti, da ni kršena pravica do zasebnosti 
delavca na delovnem mestu, ki jo pričakuje v razumni meri. Zaradi tega morajo paziti, na 
kakšen način in za katere namene se izvaja nadzor. V zvezi z zasebnostjo je uporaba 
tehnologije GPS sporna takrat, ko se le-ta uporablja za sledenje službenih vozil z 
namenom nadzora zaposlenih, in takrat, ko so s to tehnologijo opremljena vozila, ki se 
uporabljajo tudi v zasebne namene. To pomeni, da mora delodajalec natančno obrazložiti 
oz. izkazati, zakaj potrebuje osebne podatke, ki nastanejo pri uporabi sledilnih naprav 
GPS. Če delodajalec ne izkaže, da takšne osebne podatke potrebuje zaradi uresničevanja 
pravic in obveznosti iz delovnega razmerja ali v zvezi z delovnim razmerjem, sledilne 
naprave GPS ne sme uporabljati na način, pri katerem nastane evidenca, na podlagi 
katere se lahko ugotovi položaj določenega posameznika v določenem trenutku.134  
 
S pravnega vidika mora biti uporaba službenih vozil predpisana v notranjem aktu 
organizacije. Z vidika varovanja zasebnosti pa mora biti uporaba kakršnekoli tehnologije 
za sledenje vozilom natančno opredeljena v internem aktu, s katerim morajo biti 
seznanjeni vsaj tisti zaposleni, ki imajo pravico do uporabe službenih vozil. To pomeni, da 
mora delodajalec ob namestitvi naprav za sledenje upoštevati načela varstva osebnih 
podatkov in pravico do zasebnosti. Pravilno je, da delavce jasno seznani z načinom 
uporabe tovrstne tehnologije, njenim delovanjem, namenom namestitve ter s primeri in 
pogoji, v katerih se bodo podatki uporabljali. Podatki pa se lahko uporabljajo le za vnaprej 
jasno določene namene, pri čemer je treba spoštovati načela sorazmernosti, zakonitosti in 
ustavne dopustnosti (Bien Karlovšek, et al. 2008, str. 69). 
 
Delovna skupina za varstvo posameznikov pri obdelavi osebnih podatkov, ki je bila 
ustanovljena na podlagi 29. člena Direktive Evropskega parlamenta in Sveta 95/46/ES, je 
v svojem mnenju zapisala, da se podatki o lokaciji vedno nanašajo na določeno ali 
določljivo fizično osebo. Zanje veljajo določbe o varstvu osebnih podatkov iz Direktive 
95/46/ES (6. člena), ki pravi, da morajo biti osebni podatki pošteno in zakonito obdelani, 
zbrani za določene in zakonite namene ter ne smejo biti pretirani. Shranjeni so lahko v 
obliki, ki dopušča identifikacijo posameznikov, na katere se osebni podatki nanašajo, in 
toliko časa, kot je to potrebno za namene, za katere so bili zbrani. Direktiva 2002/58/ES 
opredeljuje podatke o lokaciji kot »vsakršne podatke, obdelane v elektronskem 
komunikacijskem omrežju, ki podajajo zemljepisni položaj terminalske opreme uporabnika 
                                           





javno razpoložljive elektronske komunikacijske storitve« (2. člen). Delovna skupina je 
kritična do razvoja sistemov, ki podjetjem omogočajo določitev zemljepisnega položaja 
svojega osebja v določenem trenutku ali stalno z ugotovitvijo lokacije predmetov, ki jih 
imajo v lasti (kartica, mobilni telefon itd.) ali uporabljajo (vozila). Pri tem opozarja, da je 
uporaba in obdelava podatkov na takšen način, ki delodajalcu omogočajo zbiranje 
podatkov o lokaciji zaposlenega, bodisi neposredno lokacijo samega zaposlenega ali 
posredno lokacijo vozila, za katerega je ta odgovoren, predmet določb Direktive 95/46/ES. 
V zvezi s takšno obdelavo hkrati zastavlja dve vprašanji: kje je v tem primeru ločnica med 
poklicnim in zasebnim življenjem in do kod je sprejemljivo zaposlenega izpostavljati 
spremljanju in stalnemu nadzoru?135 
 
6.4 NADZOR KOMUNIKACIJ ZAPOSLENIH 
 
Informacije, pridobljene s posegom v komunikacijsko zasebnost zaposlenega, imajo 
praviloma naravo osebnega podatka. 
Informacijski pooblaščenec pri svojem delu veliko pozornosti namenja vprašanju 
pričakovane zasebnosti delavca na delovnem mestu, še posebej v zvezi z vprašanjem 
zasebnosti, ki se nanaša na uporabo elektronske pošte, službenih telefonov in službenih 
računalnikov, ki jih lahko zaposleni uporabljajo tudi v zasebne namene (omejen obseg). 
Pri tem opozarja, da pri takšni uporabi dejansko gre za navzkrižje interesa delodajalca in 
delavca ter da se v slovenskem pravnem redu v takih primerih kaže zakonska neurejenost 
področja zasebnosti na delovnem mestu. V ta namen je v letu 2008 pripravil osnutek 
Zakona o zasebnosti na delovnem mestu, s katerim bi se določila načela in pogoji za 
dopustnost posegov v komunikacijsko zasebnost in dostojanstvo delavca pri uporabi 
telefona, telefaksa, računalnika, interneta, elektronske pošte in drugih sredstev za 
elektronsko komuniciranje na delovnem mestu.136  
Delavec zaradi tehnologij, ki jih uporablja pri delu in z njimi komunicira tako v službene 
kot v zasebne namene med delovnim časom, v večini primerov ne more prikriti svojih 
aktivnosti, saj pri uporabi elektronske pošte, interneta, telefona (tako stacionarnega kot 
mobilnega) in drugih digitalnih naprav ustvarja številne digitalne sledi, ki kažejo na 
njegove aktivnosti. A kot meni Selinškova, je lastništvo nad digitalnimi napravami jasna 
kategorija in običajno pripada delodajalcu, medtem kot je glede pravice do digitalnih sledi 
o uporabi teh naprav za pravo preveč nejasno, da bi lahko bila predmet pravnega 
urejanja. Pri tem »obstaja in nastaja kup odprtih vprašanj v zvezi s komunikacijsko 
                                           
135 Mnenje 5/2005 delovne skupine iz člena 29 o uporabi podatkov o lokaciji z namenom opravljan-
ja storitev z dodano vrednostjo, 25. november 2005. 




zasebnostjo delavca na delovnem mestu, ki bodo vedno aktualna«, saj je nasprotje 
interesov delavca in delodajalca na tem področju precej izrazito. Delodajalcu se 
nedvomno priznava pravica do oblasti nad svojimi sredstvi in tudi omejena pravica do 
nadzora, če so ta sredstva uporabljena v skladu z namenom, s katerim so dana delavcu v 
uporabo, prav tako ima pravico delodajalec, da preprečuje zlorabo opreme v osebne 
namene oz. na način, ki bi lahko povzročil odškodninsko odgovornost delodajalca do 
tretjih oseb. Po drugi strani pa ima delavec legitimen interes utemeljeno pričakovati 
določeno stopnjo zasebnosti tudi na delovnem mestu (Selinšek, 2010, str. 429).  
 
Glede kolizije interesov delavca in delodajalca v zvezi s komunikacijsko zasebnostjo na 
delovnem mestu je treba izpostaviti mnenje Gorana Klemenčiča, iz katerega jasno izhaja, 
da obseg zaščite komunikacijske zasebnosti iz 37. člena Ustave izhaja iz potrebe po 
varovanju zaupnosti razmerij, v katera pri sporočanju stopa posameznik, in ne iz določene 
vrste, statusa ali lastništva uporabljenega občila, komunikacijskega sredstva. Tako 
teritorialna ali lastninska koncepcija v tem primeru v večji meri ni uporabna. (2002, str. 
392–393) Nadalje meni, da je še posebej občutljivo prav vprašanje posegov v 
komunikacijsko zasebnost, iz že znanih razlogov, ki izhajajo iz razmerja delodajalec – 
delojemalec v zvezi z vprašanjem posegov v komunikacijsko zasebnost, ter da bo pri tem 
omejitev pravice do zaupnosti komuniciranja v delovnih in drugih zaprtih sistemih vedno 
predstavljala »konkretno ustavnosodno vprašanje, ki ga bo potrebno podvreči splošnim 
ustavnim kriterijem presoje kolizije nasprotujočih si pravic in interesov (predvsem 
sorazmernosti med omejevanjem pravice in željo po dosegu legitimnega cilja)« (Šturm et 
al., 2002, str. 401–402). 
 
V zvezi s komunikacijsko zasebnostjo je pomembna odločitev Kasacijskega sodišča 
Francije št. 99-42.942 z dne 2. 10. 2011137, ki je odločilo, da delodajalec, ki bere sporočila 
zaposlenega, bodisi da jih pošilja ali sprejema preko službenega računalnika, krši temeljne 
pravice delavca, kot to določa 8. člen ESPČ, ter da to velja ne glede na to, ali je bil 
delavec vnaprej seznanjen, da službenega računalnika ne sme uporabljati za neslužbene 
namene. Podjetja ali druge ustanove ne smejo biti mesta, kjer bi delodajalci arbitrarno in 
brez omejitev izvajali svoje diskrecijske pravice, ne smejo postati okolja, kjer temeljne 
človekove pravice nimajo veljave, zato je po njihovem mnenju splošna popolna prepoved 
uporabe e-pošte v neslužbene namene nerealna in krši pravno načelo sorazmernosti.  
 
Ustava v 37. čl. zagotavlja pravico do komunikacijske zasebnosti, ki predstavlja varstvo 
posameznikovega interesa, da se država ali kdorkoli drug ne seznani z vsebino sporočila, 
ki ga posameznik posreduje preko kateregakoli komunikacijskega sredstva, ter varstvo 
posameznikovega interesa, da sam svobodno nadzoruje svoje komunikacije in pri tem 
                                           




pričakuje, da so komunikacije nenadzorovane s strani kogarkoli ter da je pri tem varovana 
zaupnost razmerij, v katera pri sporočanju stopa. Pravica do komunikacijske zasebnosti 
predstavlja »pomemben del splošne pravice do zasebnosti, brez katere ni mogoče govoriti 
o demokratični družbi, svobodi in osebni avtonomiji posameznikov«.138 
 
Prav tako je varstvo osebnih podatkov tesno povezano s pravico do komunikacijske 
zasebnosti, namreč informacija, pridobljena s posegom v komunikacijsko zasebnost, je 
praviloma osebni podatek, ki je predmet varstva po 38. čl. Ustave. To varstvo je 
zagotovljeno vsem osebam, saj Ustava ne razlikuje med zasebnostjo v zasebni ali službeni 
sferi (Šturm, et al., 2002, str. 391–392). 
 
Tako pravo ne ščiti zgolj prostorov, lastnine ali lastnikov, temveč tudi posameznike, ki v 
določenem trenutku, v določenem prostoru ali pri določenem ravnanju upravičeno 
pričakujejo zasebnost. Pri tem pa je pomembno izpostaviti občutljivo vprašanje glede 
posegov v komunikacijsko zasebnost v odnosu delodajalec – delojemalec zaradi odprte 
dileme, kakšno stopnjo zasebnosti lahko delavec upravičeno pričakuje na delovnem 
mestu in kdaj pomeni poseg v komuniciranje zaposlenega poseg v nedotakljivost njegove 
zasebnosti. To velja še zlasti zaradi nasprotujočih si interesov delodajalca in njegove 
pravice do oblasti nad svojimi sredstvi, in sicer omejene pravice, da nadzira, ali je ta 
oprema uporabljena v skladu z namenom, s katerim je zaposlenemu dana v uporabo, 
prav tako njegovega legitimnega interesa, da preprečuje, odkriva in preganja disciplinske 
prekrške zaposlenih, predvsem zlorabo opreme v osebne in druge sporne namene, ki 
imajo lahko za posledico tudi odškodninsko odgovornost delodajalca proti tretjim osebam. 
Na drugi strani pa interesa zaposlenega, ki utemeljeno pričakuje določeno stopnjo 
zasebnosti in zaupnosti tudi na delovnem mestu, kar vključuje tudi interes tretjih oseb, ki 
z osebno na delovnem mestu komunicirajo zasebno. 
 
6.4.1 NADZOR NAD UPORABO SVETOVNEGA SPLETA 
 
Svetovni splet je vir pomembnih poslovnih informacij, prav tako pa tudi vir informacij za 
zabavo. Povezal je svet, omogoča nove možnosti v gospodarstvu, v zasebnih stikih, 
njegove prednosti so v cenejši komunikaciji, prenosu slike, zvoka videoposnetkov in 
drugih vsebin. Postal je eden od najbolj množičnih načinov komunikacije. Vsa področja 
človekovega življenja so prežeta z njim in si je brez njega delovni proces danes, ko so 
vedno večje zahteve po točnih informacijah in potrebe po nenehnem preverjanju in 
ažuriranju le-teh, težko predstavljati. Vendar se je ob uporabi interneta treba zavedati tudi 
z njim povezanih nevarnosti in zagotoviti poleg tehnične tudi pravno zaščito. Direktiva o 
                                           
138  Predlog zakona o spremembah in dopolnitvah zakona o slovenski obveščevalno-varnostni 




elektronskih komunikacijah 2002/58/EC glede interneta izhaja iz ugotovitve, da »javno 
dostopne elektronske komunikacijske storitve prek interneta odpirajo nove možnosti 
uporabnikom, pa tudi nova tveganja za njihove osebne podatke in zasebnost« (6. 
odstavek). Direktiva o hrambi podatkov, pridobljenih ali obdelanih v zvezi z 
zagotavljanjem javno dostopnih elektronskih komunikacijskih storitev ali javnih 
komunikacijskih omrežij (Direktiva 2006/24/ES), v zvezi z internetnimi povezavami določa 
obveznost hrambe podatkov (3. člen), kategorijo podatkov, ki se hranijo, »dodeljeno 
uporabniško ime, ime in naslov naročnika ali registriranega uporabnika, ki mu je bil v času 
komunikacije dodeljen naslov internetnega protokola (IP), uporabniško ime ali telefonska 
številka; (5. člen), obdobje hrambe (6. člen), varovanje in varnost podatkov (7. člen). Obe 
direktivi sta bili implementirani v slovenski pravni red, in sicer z Zakonom o spremembah 
in dopolnitvah Zakona o elektronskih komunikacijah« (ZEKom-A).  
 
Delodajalci lahko nadzirajo uporabo svetovnega spleta, vendar morajo biti zaposleni o tem 
vnaprej obveščeni, ukrepi pa morajo biti zakoniti in v skladu z ustavo. Pravni strokovnjaki, 
ki se ukvarjajo zasebnostjo, posebej opozarjajo na previdnost pri postopkih, ki vključujejo 
nadzor konkretne uporabe interneta, iz katerega se vidi, kdo je kdaj obiskoval določene 
spletne strani in katere ter nadzor vsebine elektronske pošte. S tem bi se poseglo v širši 
del pravice zasebnosti zaposlenih. Na ta način bi lahko razkril tudi občutljive osebne 






S takšnim vpogledom pa bi lahko prišlo do kršitve ZVOP-1 in ZDR.139 Podatek o obisku 
spletnih strani posameznika ali spremljanje njegovih dejavnosti na svetovnem spletu je 
namreč nedvomno osebni podatek in je tako varovan tudi po ZVOP-1 ter delodajalec v 
take podatke načeloma nima vpogleda, saj gre pri tem za prometne podatke in vsebino, 
kar bi pomenilo kršitev poseg v kar dve ustavni pravici, pravico do varstva osebnih 
podatkov in pravico do zasebnosti.140  
 
Pri uporabi interneta uporabniki za seboj puščajo veliko elektronskih sledi, kjer se lahko 
zapisujejo vse dejavnosti posameznega uporabnika interneta (kdaj in katere storitve 
interneta je uporabljal), hkrati pa se v te datoteke aktivnosti lahko zapisujejo tudi 
identifikacijski podatki: npr. uporabniško ime, ki ga je mogoče povezati z uporabnikovo 
fizično identiteto, številka IP, ki jo je uporabnik uporabljal, in drugi podatki (Kovačič, 
2006, str. 145).  
 
Internetne komunikacije predstavljajo nekakšno specifiko, in sicer zato, ker je 
prestrezanje elektronskih komunikacij mogoče povsem avtomatizirati in je povsem 
nezaznavno. Sodobna tehnologija pa ima vlogo pospeševalca nadzora, saj so orodja za 
prestrezanje internetnega prometa prosto dostopna in v osnovi je prestrezanje internetnih 
komunikacij omogočeno praktično vsakomur (Kovačič, 2006, str. 175). 
 
  
                                           
139 Primer iz prakse Informacijskega pooblaščenca: V Odločbi IP št. 0613-252/2009/3 z dne 23. 2. 
2010 je IP na podlagi anonimne prijave opravil inšpekcijski pregled. Prijavitelj je navedel, da so v 
podjetju, kjer je zaposlen, vsem zaposlenim, ki pri svojem delu uporabljajo računalnik, po e-pošti 
poslali obvestilo z naslednjo vsebino: »Glede na to, da je bilo pri popisu računalniške opreme in 
pregledu dostopov uporabnikov na spletno medmrežje ugotovljeno, da nekateri zaposleni 
dostopajo do različnih sletnih vsebin (uporabljajo razne klepetalnite in podobno), ki niso v nobeni 
povezavi z delom, ki ga posamezniki opravljajo, se opozarja vse zaposlene, da so spletne strani 
namenjene samo službeni uporabi in da je vsako pregledovanje vsebin, ki ne sodijo v delokrog 
posameznega delavca, kršitev pogodbenih in drugih obveznosti iz delovnega razmerja.« Nato so v 
prisotnosti posameznega zaposlenega na 47 računalnikih kopirali zgodovino obiska spletnih strani. 
Kopiranje je izvedel zunanji izvajalec, pregledal pa direktor podjetja in pri tem ugotovil, da je bila 
uporaba prekomerna pri 5 zaposlenih. Dopustnost takšnega nadzora delodajalca (pravna oseba 
zasebnega sektorja) je bila v inšpekcijskem postopku presojana glede na določbo 46. člena ZDR, ki 
pravi, da je obdelava osebnih podatkov dopustna, če je to potrebno zaradi uresničevanja pravic in 
obveznosti iz delovnega razmerja ali v zvezi z delovnim razmerjem. Ker so osebni podatki tudi 
podatki o obisku spletnih strani na delovnem mestu (gre za podatek, ki se nanaša na delavca kot 
posameznika), gre v tem primeru za kršitev, zato je IP izdal odločbo in naložil zavezancu, da mora 
v desetih dneh od vročitve odločbe z vseh svojih nosilcev osebnih podatkov izbrisati vse osebne 
podatke o zgodovini obiska spletnih strani zaposlenih, ki jih je pridobil v okviru nadzora obiska 
spletnih strani. (Posredovano s strani IP na osebno e-pošto dne 10. 7. 2012). 




Zato se delodajalcem priporoča, da se dostop do svetovnega spleta in elektronske pošte 
omejuje zgolj na način, da se npr. blokira dostop do določenih spletnih strani oz. 
zaposlenim omogoči le dostop do tistih spletnih strani, ki jih potrebujejo pri delu.  
 
Tako se na eni strani omogoča delodajalcem in zaposlenim, da z dostopom do svetovnega 
spleta in do informacij izboljšajo kvaliteto dela z večjo produktivnostjo in učinkovitostjo, 
po drugi strani pa se omeji dostop le do tistih spletnih strani, za katere delodajalec meni, 
da predstavljajo motnjo pri delu in neproduktivno izrabo delovnega časa. Zaradi zaščite 
svojih interesov je delodajalec upravičen do takšnega posega, saj to velja zlasti takrat, ko 
zaposleni obiskuje spletne strani, ki niso v povezavi z delovnim mestom. Poleg tega 
takšne spletne strani lahko predstavljajo nevarnost za škodljivo programsko opremo, med 
katere sodijo razni virusi, ki predstavljajo grožnjo informacijskemu sistemu delodajalca, 
kar lahko ima drastične posledice in lahko celo ogrozi poslovanje podjetja. Zaradi tega so 
delodajalci pogosto v dilemi, ali nadzorovati uporabo svetovnega spleta. V primerih kršitve 
avtorskih pravic in intelektualne lastnine, ko zaposleni nalagajo na svoje službene 
računalnike opremo, ki je zaščitena z avtorskimi pravicami, povzročajo delodajalcu 
stroške, ker so je le-ta pravno odgovoren. Pri tem mora paziti, da ne krši zakonsko in 
ustavno varovane pravice delavca do zasebnosti, prav tako se morajo vsi ukrepi in 
postopki, s katerimi se opravlja nadzor zaradi utemeljenih sumov prekomerne uporabe in 
interneta in kršenja določb internih aktov, izvesti v skladu z načelom sorazmernosti in 
minimalnim posegom v zasebnost. V zvezi s tem mora biti v internih aktih jasno in 
nedvomno opredeljeno, katere osebe, kdaj, kako in pod kakšnimi pogoji lahko opravljajo 
nadzor in komu poročajo, ter morajo zaposlene o tem vnaprej seznaniti. Državni 
nadzornik za varstvo osebnih podatkov (mag. Andrej Tomšič) delodajalcem priporoča 
oblikovanje komisije, v kateri so lahko osebe, ki so zadolžene za delovanje 
informacijskega sistema, predstavnik pravne službe in predstavnik zaposlenih. Komisija 
nato na zahtevo predstojnika opravi nadzor uporabe svetovnega spleta in elektronske 
pošte, če se utemeljeno sumi, da zaposleni ne spoštuje vnaprej določenih pravil glede 
uporabe svetovnega spleta ter da zaradi tega zanemarja svoje delovne obveznosti (Bien 
Karlovšek et al., 2008, str. 60–65). 
 
6.4.2 TELEFONSKE KOMUNIKACIJE ZAPOSLENIH 
 
Telefonske komunikacije uživajo dvojno ustavno varstvo, in sicer v okviru komunikacijske 
in informacijske zasebnosti. Avtor komentarja Ustave RS, ki se nanaša na komunikacijsko 
zasebnost, na več mestih v komentarju navaja, da pravnega varstva ne zasluži samo 
vsebina pogovora, temveč tudi informacije, pridobljene s posegom v komunikacijsko 
zasebnost (Šturm et al. 2002, str. 391). To so vsi podatki, ki so na tak način pridobljeni v 
zvezi s telefonsko komunikacijo, in sicer spremljanje klicanih številk z določenega telefona, 
čas klica in trajanje pogovora. Zakon o elektronskih komunikacijah pravi, da so podatki o 




komunikacijskem omrežju ali zaradi njegovega obračunavanja« (ZEKom 25. točka 3. 
člena). V skladu z ZVOP-1 se ti podatki štejejo za osebne podatke. 
 
Tako kot mnogi drugi avtorji prispevkov na aktualno temo se temu pridružuje tudi Zalar, 
ki meni, da podatek o klicanih telefonskih številkah ni izrecno opredeljen kot osebni 
podatek, vendar ga je treba šteti za takega, ter da kljub temu ni nobenega dvoma, da je 
na njegovi podlagi možna identifikacija oseb in s tem poslovnih, intimnih in drugih 
razmerij, v katera dnevno vstopa posameznik. Sodobna tehnologija pa omogoča 
oblikovanje predstave o posameznikovem življenjskem stilu in profilu. Tako da gre za 
»popolno transparentnost posameznikove identitete« (1999, str. 4). 
 
Ti podatki so osebni podatki zato, ker je posameznik, ki mu je bil dodeljen fiksni ali 
mobilni telefon, določljiva fizična oseba, in sicer preko telefonske številke, ki jo lahko 
delodajalec ugotovi brez velikih stroškov, nesorazmerno velikega napora in v kratkem 
času, saj vsak delodajalec razpolaga z internim telefonskim imenikom, ki je dostopen tudi 
vsem zaposlenim. Iz prometnih telefonskih podatkov pa je mogoče ugotoviti, s katere 
telefonske številke je posameznik klical v določenem času oz. kdo ga je klical. Poleg tega 
je razviden tudi čas trajanja posameznikovega telefonskega pogovora. Na podlagi 
telefonske številke osebe, s katero je bila komunikacija opravljena, in če je ta objavljena, 
je mogoče ugotoviti, s kom je zaposleni komuniciral. Delodajalci sicer dobivajo razčlenjene 
račune po internih telefonskih številkah, iz katerih je razvidno, kakšen je strošek 
opravljenih pogovorov. Po mnenju Nataše Pirc-Musar to še ne pomeni, da lahko prek 
javnega telefonskega imenika preverjajo, koga je kdo od zaposlenih klical, ter da lahko 
delodajalec to stori le tako, da delavca vpraša, ali je šlo za zasebni klic, ki ga mora plačati 
sam, če so pravila pri delodajalcu takšna, da ima delavec pravico le do omejene porabe 
telefonskih impulzov, ali ga vpraša, če jo šlo za službeni pogovor. Pri nezakonitem posegu 
nastaja dvojna kršitev pravic, in sicer pravice vsakega posameznika, čigar prometni 
podatki so se obdelovali, in osebe, ki je klicana. V zvezi s tem Pirc-Musarjeva opozarja na 
t. i. kolateralno škodo, ter da bi delodajalec, ki bi nezakonito posegel v komunikacijsko 
zasebnost delavca, s svojim ravnanjem posegel ne samo v ustavno zagotovljene pravice 
do tajnosti občil in varstva osebnih podatkov zaposlenih, katerih telefonske klice je 
pregledoval, temveč tudi v ustavno zagotovljene pravice druge strani, to je tistih, ki so jih 
delavci klicali ali so oni delavce kontaktirali in bili pri tem zgolj naključno nadzirani. 
Nadalje meni, da je nastanek neizogibne oziroma kolateralne škode, ki nastane 
naključnemu udeležencu, poseg v ustavno pravico do tajnosti pisem in drugih občil (Bien 
Karlovšek et al., 2008, str. 99). 
 
V praksi se pogosto dogaja, da zaposleni službene mobilne telefone uporabljajo za 
zasebne namene tudi izven delovnega časa, kar za delodajalce ni sporno, vendar 
stroškovno to rešujejo na tak način, da se postavlja zgornji limit porabe, ki ga pokriva 




V okviru delovnega razmerja delavca lahko nastane odškodninska odgovornost (previsoki 
stroški zaradi telefonskih pogovorov). V tem primeru bi torej nastala obveznost iz 
delovnega razmerja. ZDR v 46. členu določa namen obdelave osebnih podatkov zaradi 
uresničevanja pravic in obveznosti iz delovnega razmerja ali v zvezi z njimi.  
 
Zakon o elektronskih komunikacijah (ZEKom) podrobneje določa obdelavo podatkov o 
prometu ter operaterjem nalaga ravnanja v primeru pridobivanja podatkov o prometu v 
elektronskem komunikacijskem omrežju, ki jih določa zakon o kazenskem postopku, in za 
namene zakonitega prestrezanja komunikacij. Za vodenje kazenskega postopka je  
dovoljeno pridobivanje prometnih podatkov, vendar pa mora biti v skladu z zakonsko 
določenimi pogoji in na podlagi odredbe sodišča, kar pomeni, da delodajalec nima pravice 
zbirati dokazov, temveč jih lahko zgolj zavaruje, da jih potem ustrezno in na zakonit način 
pridobijo organi pregona.  
 
Izpostavljam medijsko zelo odmeven primer odločitve Informacijskega pooblaščenca,141  
ko je z odločbo Ministrstvu za zunanje zadeve (MZZ) naložilo uničenje zgoščenke, na 
kateri so se nahajali izpisi klicanih in kličočih telefonskih številk iz njihovega stacionarnega 
telefonskega omrežja, ki so bili hranjeni v arhivu. Postopek je pooblaščenec izvedel po 
uradni dolžnosti zaradi objave zapisnika pogovora med slovenskimi in ameriškimi 
diplomati. 
Navajam tudi sodbo Upravnega sodišča U 702/99, kjer je le-to zapisalo, da pojem tajnosti 
pisem in drugih občil zajema tako zasebne kot tudi službene komunikacije. Zaupnost raz-
merij, v katera vstopa posameznik, ne more biti uporabljena kot kriterij za določanje 
                                           
141 Primer iz prakse Informacijskega poobčaščenca: Odločba številka: 0612-19/2008/ Datum: 27. 2. 
2008. MNZ je poleg drugih ukrepov za namene interne preiskave iz hišne telefonske centrale MNZ 
pridobil podatke o klicih na časopis Dnevnik, kjer je bil zapisnik objavljen. Dostop do te baze so 
imele pooblaščene osebe varnostno-tehnične službe; podatki o klicanih in kličočih številkah, datum 
in ura ter čas trajanja klica iz stacionarnega telefonskega omrežja Ministrstva za zunanje zadeve so 
se nahajali na zgoščenki. Državni nadzornik za varstvo osebnih podatkov je na inšpekcijskem 
ogledu ugotovil, da je seznam izpisa klicanih in kličočih telefonskih številk iz stacionarnega tele-
fonskega omrežja MZZ za obdobje od 24. 12. 2007 do 30. 1. 2008 vseboval naslednje podatke: 
smer klica (vhodni ali izhodni klic), interno telefonsko številko MZZ, telefonsko številko klicane oz. 
klicoče osebe, ki je kontaktirala z določeno interno telefonsko številko, datum in čas klica ter čas 
trajanja pogovora. Gre za izpis podatkov o prometu, v katerem je zabeleženo približno 110.000 
uspešno ali neuspešno vzpostavljenih komunikacij prek stacionarnega telefonskega omrežja MZZ. 
Tako je državni nadzornik ugotovil, da je MZZ s tem, ko je izdelalo izpis telefonskih klicev vseh 
svojih uslužbencev z namenom vodenja internega postopka, delovalo protizakonito, saj bi tovrsten 
poseg lahko bil izveden le pod zakonsko določenimi pogoji. Pri tem gre z vidika ustavnega načela 
sorazmernosti tudi za nedopusten obseg posega, saj je na ta način MZZ vse uslužbence obravnaval 
kot potencialne kršitelje. Takšnega posega v primerih odredbe za pridobivanje prometnih podatkov 
ne dovoli niti sodišče, saj je smisel varovanja te temeljne človekove pravice ta, da je nedopustno 
poseči v pravico, če organ pregona z dopustnimi oblikami preiskave prej ne zoži kroga potencialnih 




obsega komunikacijske zasebnosti. Vsakršna poklicna ali poslovna dejavnost lahko vklju-
čuje zadeve, ki so zaupne.  
Pri tem prihaja do prekrivanja zasebnega in poslovnega življenja, pri čemer pa ni mogoče 
ugibati, v kakšnem svojstvu nekdo deluje v določenem trenutku. Pojem zasebno življenje 
vsebuje tako zasebne kot tudi službene telefonske linije, zaradi česar ni pomembna lastni-
na ali pripadnost določenega telekomunikacijskega sredstva. To varstvo je dano vsem 
osebam, pri tem lastninski koncept zasebnosti z vidika, čigavo je komunikacijsko sredstvo, 
ki je bilo nadzirano, ni pomemben. Tudi Ustava RS ne ločuje zasebnosti v zasebni in služ-
beni sferi. Glede na to, da gre v konkretni zadevi za nadzirane osebe, ki so zaposlene v 
državnem organu, je sodišče pripomnilo, da to ne more povzročiti takih pravnih posledic, 
da bi bil poseg v njihove ustavne pravice dopusten ne glede na vsebino posega, razen če 
posameznik na to izrecno ne pristane. Vmešavanje v zasebno življenje tako pomeni tudi 
nadziranje domačih in službenih telefonskih linij, kot je to ugotovilo tudi Evropsko sodišče 
za človekove pravice v sodbi v zadevi Niemetz v. Germany z dne 16. 12. 1992. Sodišče je 
v zadevi Kopp v. Switzerland z dne 25. 3. 1998 ugotovilo, da tudi ni razlike, če gre za klic 
na telefonsko linijo ali za klic s take telefonske linije, niti ni pomembna lastnina ali pripad-
nost določenega komunikacijskega sredstva.142 
Večkrat je postavilo jasna merila glede posegov v komunikacijsko zasebnost, ki jo ureja 8. 
člen EKČP. Med najpomembnejši sodita sodbi Halford proti Združenemu kraljestvu in 
Copland proti Združenemu kraljestvu. V obeh primerih je šlo za kršitve pravice do zaseb-
nosti na delovnem mestu tako, da je delodajalec nadzoroval uporabo telefona ter je z 
analizo telefonskih računov razkril klicane telefonske številke, datum in čas klicev, njihovo 
trajanje in stroške. Delodajalec pa ni vzpostavil nobenih uradnih pravil glede nadzora tele-
fona. Tako je sodišče ugotovilo, da so podatki o klicanih telefonskih številkah, datumu in 
dolžini telefonskih klicev sestavni del elektronskih komunikacij ter da pomeni zbiranje in 
hranjenje osebnih podatkov, ki se nanašajo na telefon posameznika, brez njegove vedno-
sti poseg v pravico posameznika do zasebnega življenja in dopisovanja in sodi pod varstvo 
8. člena Evropske konvencije o človekovih pravicah in temeljnih svoboščinah. Odločbe 
Evropskega sodišča za človekove pravice so zavezujoče za vse članice, podpisnice EKČP. 
  
                                           




6.4.3 UPORABA ELEKTRONSKE POŠTE NA DELOVNEM MESTU 
 
ZEKom-UPB-1 opredeljuje, da je elektronska pošta »vsako sporočilo v obliki besedila, 
glasu, zvoka ali slike, poslano po elektronskem komunikacijskem omrežju, ki se lahko 
shrani v tem omrežju ali v prejemnikovi terminalski opremi, dokler je prejemnik ne 
prevzame« (ZEKom-UPB1, 3. točka 3. člena). Poglavje ZEKom-UPB1, ki zajema člene od 
101 do 112, se nanaša na zaščito tajnosti, zaupnosti in varnosti elektronskih komunikacij 
ter hrambo podatkov o prometu elektronskih komunikacij, ki velja tudi za elektronsko 
pošto. 
Sodobna računalniška tehnologija je postala nepogrešljiva na vseh področjih človekovega 
delovanja. Razvoj novih komunikacijskih tehnologij in porast različnih komunikacij, ki 
omogočajo na eni strani izmenjavo komunikacij, na drugi pa različne oblike prikritega 
nadzora s strani države,  pa sta privedla do potrebe po ustreznem pravnem varstvu 
komunikacijske zasebnosti in osebnih podatkov.  
 
Pravno gledano je varstvo tajnosti pisem in drugih občil (komunikacijska zasebnost) v 
slovenski Ustavi ena najbolj varovanih temeljnih človekovih pravic, ki sodi tudi pod 
varstvo 8. čl. EKČP. Poleg tega pa tudi za elektronsko pošto velja dvojno varstvo. Dvojno 
varstvo pomeni, da so na ta način zbrani podatki varovani z določbami 37. in 38. člena 
Ustave RS. 37. člen varuje vsebino elektronskega sporočila, 38. člen pa t. i. prometne 
podatke (naslov elektronske pošte prejemnika in pošiljatelja, naslov sporočila, datum in 
čas pošiljanja ipd.). Elektronski naslov je po mnenju Informacijskega pooblaščenca 
nedvomno osebni podatek, ki pa nujno še ne določi posameznika. Vendarle pa so 
elektronski naslovi, iz katerih so razvidni ime, priimek in zaposlitev posameznika, podatki, 
ki zadostujejo, da je posameznik vsaj določljiv. Vsi trije podatki skupaj torej posameznika 
določijo ali pa je ta vsaj določljiv brez večjega napora. Takšen je po navadi tudi 
elektronski naslov. Zato Informacijski pooblaščenec meni, da je elektronski naslov osebni 
podatek. Službeni elektronski naslovi so nedvomno osebni podatek, ki nedvomno določi 
posameznika, saj o posamezniku razkrije ime, priimek in zaposlitev. Ti trije osebni podatki 
(navadno) omogočijo dokaj enostavno identifikacijo posameznika. Vendar je treba 
ugotoviti, kateri deli elektronskega sporočila sodijo pod okrilje varstva osebnih podatkov v 
smislu ZVOP-1. Nedvomno je vsebina elektronskega sporočila del pravice do zasebnosti 
na podlagi 37. člena Ustave, vendar ne sodi v okvir varstva po ZVOP-1.143  
  
                                           






Uporaba elektronske pošte na delovnem mestu v zadnjih letih predstavlja najpogostejši 
komunikacijski kanal. Delavec lahko na delovnem mestu tudi v zasebne namene komunici-
ra preko službenega elektronskega poštnega predala, lahko pa preko svetovnega spleta 
odpre spletni poštni predal. Uredba o upravnem poslovanju določa, da »pošto, ki jo prej-
me javni uslužbenec na svoj uradni elektronski naslov, odpira ta javni uslužbenec. Drug 
javni uslužbenec tega organa lahko odpre elektronsko sporočilo, iz katerega je razvidno, 
da ne gre za osebno sporočilo naslovniku, samo na podlagi posebnega pisnega pooblastila 
predstojnika ali vodje organizacijske enote« (2. odstavek 100. člena). S tehničnega vidika 
ima najlažje delo pri pregledovanju uporabnikove pošte ponudnik oz. upravljalec e-
poštnega strežnika, kjer se steka vsa uporabnikova pošta. Glede e-pošte zaposlenih avtor 
poudarja, da bo podobno lahko delo imel delodajalec, ki upravlja strežnik za svoje zapos-
lene in lahko ima preko lokalnega računalniškega omrežja celoten vpogled in nadzor nad 
vsemi računalniki, ki so priključeni v mrežo, in nad podatki, ki so na njih. 
V zasebnost e-pošte je mogoče poseči na več mestih: na računalniku pošiljatelja ali 
naslovnika, na računalniku-strežniku ponudnika dostopa do interneta oz. e-pošte, med 
potovanjem e-pošte po telefonskem ali drugem kablu do oz. od omenjenega strežnika, 
med potovanjem e-pošte v globalnem računalniškem omrežju. Po mnenju Gorana 
Klemenčiča je ključno vprašanje varstva zasebnosti e-pošte, na katerih podatkih v zvezi z 
uporabo e-pošte lahko ima posameznik upravičen interes zasebnosti in posledično, kakšne 
so pravne omejitve pri dostopu do teh podatkov. Pri tem je pomembna tajnost vsebine 
sporočila, posredovanega po e-pošti, ravnanje in dostop do prometnih podatkov ter 
podatkov o naročniku (Klemenčič, 2001, str. 13–14). 
 
Tudi Kovačič opozarja, da je za razliko od navadne pošte ali telefonskih komunikacij 
elektronska sporočila mogoče veliko bolj preprosto prestrezati, ker se po internetu 
načeloma prenašajo nešifrirano, torej kot navadno besedilo. Kljub temu da v večini držav 
velja pri elektronski pošti načelo tajnosti, pa imajo do elektronske pošte svojih 
uporabnikov načeloma povsem prost dostop upravitelji poštnih strežnikov in tudi 
upravitelji posredniških poštnih strežnikov (Kovačič, 2006, str. 183). 
 
Delodajalci iščejo rešitve, kako omejiti neproduktivno izrabo delovnega časa, 
obremenjenost poštnih strežnikov, težave z velikostjo poštnih baz in arhiviranjem, ovirano 
ali počasno dostopanje do interneta in na njem temelječih aplikacij, okužbe s škodljivo 
programsko opremo zaradi sumljivih priponk, odtekanje zaupnih podatkov iz delovnega 
okolja in druge negativne posledice.  
 
S tem ko delodajalec dopušča zasebno uporabo službenih sredstev, načeloma več tvega, 
vendar se zaveda, da delavcu zasebnosti v celoti ne more odvzeti. Ne sme posegati v 




sprejema preko spletnih strani ali preko različnih odjemalcev za elektronsko pošto, kjer ne 
potrebuje svetovnega spleta. Vendar tako v primeru, ko delodajalec dopušča uporabo v 
zasebne namene, in tudi, ko ne dopušča, lahko pride do posega v zasebnost 
posameznika. Pri tem pa lahko pride tudi do posega v zasebnost tretjih. V primeru 
nadzora elektronske pošte pa delodajalec nima pravne podlage za vpogled v prometne 
podatke o elektronski pošti, kdo je zaposlenemu elektronsko pošto poslal in komu jo je 
zaposleni pošiljal. Takšni podatki so namreč osebni podatki. Smernica delodajalcem pri 
nadzoru elektronske pošte v izogib nezakonitim posegom v zasebnost zaposlenih je, da 
morajo v prvi vrsti pravilniki imeti natančna in jasna določila, ki sledijo delovnim 
procesom. Opredeliti je treba ravnanje s prenosnimi računalniki ter zaposlene jasno 
seznaniti z mehanizmi, s katerimi lahko sami poskrbijo za varnost informacij na službenih 
sredstvih, in z možnostmi za varovanje zasebnosti na delovnem mestu. Poleg tega je 
treba tudi opredeliti ravnanja, ko so zaposleni dalj časa odsotni ali ko prekinejo delovno 
razmerje. Po prenehanju delovnega razmerja je dopustno od delavca zahtevati, da iz 
svojega službenega predala elektronske pošte v razumnem času izbriše sporočila zasebne 
narave ter da podpiše, da so vsa sporočila zasebne narave izbrisana ter da ni več nobenih 
podatkov, katerih uporaba bi pomenila poseg v njegovo zasebnost (Bien Karlovšek, et al., 
2008, str. 67–68). 
.  
Delodajalec načeloma nima pravne podlage za vpogled v t. i. prometne podatke o 
elektronski pošti zaposlenih (kdo je elektronsko pošto poslal oziroma komu je bila 
poslana). S takšnim vpogledom delodajalec krati pravico do varstva osebnih podatkov, z 
vpogledom v vsebino elektronske pošte pa pravico do zasebnosti in tajnosti, ki sta 
varovani z Ustavo. Vendar pa vse to ne pomeni, da delodajalec ne more omejiti uporabe 
službenega elektronskega naslova, če se izkaže, da ga delavec ne uporablja v skladu s 
pričakovanji delodajalca o uporabi službenih sredstev, saj delavec s takšnim ravnanjem 
lahko ogrozi informacijski sistem, zaradi pošiljanja slikovnih ali zvočnih datotek se lahko 
upočasni delovanje omrežja, poveča število virusov. Glede na to, da sta oprema in 
službeni elektronski naslov last delodajalca, zaradi tega lahko bedi nad svojimi sredstvi in 
skrbi za pravilnost in zakonitost poslovanja, s tem tudi za smotrnost porabe sredstev, 
delavec pa ima zgolj pravico do uporabe; zato lahko delodajalec prosto omejuje dostop do 
službenega elektronskega naslova, seveda pod določenimi pogoji. Informacijski 
pooblaščenec delodajalcem priporoča, da zaposlene vnaprej pisno obvestijo o pravilih 
uporabe elektronske pošte, ter v ta pravila tudi zapiše, kdaj oz. ob katerih primerih bo 
vpogledal v prometne podatke o elektronski pošti in v vsebino. Namen tovrstne obdelave 
osebnih podatkov pa mora biti jasen in sorazmeren z dogodkom, zaradi katerega je 
potrebno, da delodajalec vpogleda v te podatke, in vsak primer je treba presojati 
posebej. 144   Nadalje ugotavlja, da se iz leta v leto povečuje tudi število prijav zoper 
delodajalce, ki pregledujejo oziroma nadzorujejo elektronsko pošto zaposlenih. Pri zahtevi 
                                           




za pregledovanje elektronske pošte gre za navzkrižje interesa delodajalca, ki ima pravico 
do oblasti nad svojimi sredstvi, in pravico, da nadzoruje, ali je oprema uporabljena 
skladno z namenom, za katerega je bila zaposlenemu dana v uporabo, ter interesa 
posameznika (zaposlenega), ki tudi na delovnem mestu utemeljeno pričakuje določeno 
stopnjo zasebnosti in zaupnosti.145 
 
Izpostavljam sodbo Upravnega sodišča U 1828/2008-7 z dne 1. 4. 2009 in povzemam 
ugotovitve sodišča, ki se nanašajo na zaščito zasebne korespondence preko e-pošte. Iz 
sodbe izhaja, da je tožnik (delodajalec) sprožil upravni spor, ker je Informacijski 
pooblaščenec s svojo odločbo naložil toženi stranki, da preneha s pregledovanjem in 
nadaljnjo obdelavo prometnih podatkov o prejeti elektronski pošti na poštnih strežnikih. 
Pri tem je poudaril, da »obdelava podatkov s strani zaposlenih, ki nastajajo ob uporabi 
storitev interneta, med katere sodi tudi storitev elektronske pošte, skoraj vedno pomeni 
mešanje več delov pravice do zasebnosti«. Opozoril je na predpise, ki urejajo, katere 
osebne podatke lahko delodajalec obdeluje (ZEPDSV, ZJU in ZDR). Nadalje je ugotovil, da 
nobena pravna podlaga ne daje tožniku podlage za obdelavo prometnih podatkov o 
elektronski pošti na način in za namen, kot je to bilo izvajano. V skladu z določili ZVOP-1 
»se podatki o elektronski pošti obravnavajo kot zbirka osebnih podatkov, obdelava 
osebnih podatkov v zbirki pa mora biti zakonita, izvedena na ustrezni pravni podlagi in 
skladno z določbo 8. člena ZVOP-1«. Sodišče je ugotovilo, da je tožena stranka (Republika 
Slovenija), ki jo zastopa Informacijski pooblaščenec, pravilno zaključila, da je prišlo do 
posega v komunikacijsko zasebnost zaposlenih in tretjih oseb zaradi pregledovanja 
elektronske pošte in podatkov o tem, katera elektronska pošta je bila komu poslana, kdo 
jo je odposlal, ter da prometni podatki veljajo za zbirko osebnih podatkov, ki jih je tožnik 
(delodajalec) obdeloval brez pravne podlage (glej opombo 143).  
  
                                           
145 Primer iz prakse IP: Odločba št. 0612-81/2008/6 z dne 11. 7. 2008. IP je opravil inšpekcijski 
nadzor na podlagi anonimne prijave zaradi suma kršitve ZVOP-1, ko naj bi delodajalec opravljal 
nadzor e-pošte. V inšpekcijskem nadzoru je bilo ugotovljeno, da agencija nima v notranjem 
predpisu določene politike uporabe e-pošte ter dostopa do interneta. Agencija se je odločila, da v 
primeru e-sporočil zasebne narave, ki vsebujejo priponke, večje od 1 MB, pošiljatelja in prejemnika 
takega sporočila obvestijo o tem, da je sporočilo prestreženo in da ne dovoljujejo pošiljanja 
sporočil s tako velikimi priponkami. V polju »zadeva« so preverjali, za kakšno vrsto sporočila gre. 
Državni nadzornik za varstvo osebnih podatkov je odredil, da mora zavezanec prenehati s 
pregledovanjem in nadaljnjo obdelavo prometnih podatkov o prejeti el-pošti na poštnih strežnikih 
zavezanca, ker je to v nasprotju z 8. členom ZVOP-1, ki določa pravne podlage za obdelavo 
osebnih podatkov, kamor nedvomno sodi tudi elektronski naslov in prometni podatki o elektronski 




6.5 DOVOLJENI POSEGI V KOMUNIKACIJSKO ZASEBNOST 
ZAPOSLENIH 
 
Pri komunikacijski zasebnosti ni varovana zgolj vsebina komunikacije, ampak tudi podatki, 
ki so povezani z njo. Hkrati pa 37. člen v drugem odstavku določa pogoje, kdaj so 
dovoljeni posegi v komunikacijsko zasebnost, in sicer: če je z zakonom tako predpisano, 
na podlagi odločbe sodišča, in sicer za določen čas, če je to nujno za uvedbo ali potek 
kazenskega postopka ali za varnost države. Poleg pisem so varovani različni drugi načini 
in sredstva sporazumevanja, kot so telefon, telefaks, elektronska pošta, sporočila preko 
mobilnih telefonov. To so splošne določbe, vendar veljajo tudi za zaposlene. Tako je 
poseg v tajnost pisem in drugih občil urejen v treh zakonih: Zakon o telekomunikacijah, 
Zakon o kazenskemu postopku in Zakonu o Slovenski obveščevalno-varnostni agenciji – 
ZSOVA. 
Zakon o telekomunikacijah (Ztel-1) govori, da je njegov namen med drugim tudi zaščititi 
interese uporabnikov telekomunikacijskih storitev vključno z varstvom tajnosti in zaupnosti 
telekomunikacij (Ztel-1, 3. točka 2. člena), ki so zajete v poglavju Zaupnost in tajnost 
podatkov.146 Navedeni zakon zagotavlja varstvo vsebine sporočila, prometnih podatkov in 
identifikacije udeležencev. Pred operaterje postavlja zahteve glede omejitve obsega 
informacij, ki se lahko zbirajo, shranjujejo in obdelujejo, posredovanja teh informacij 
tretjim osebam, ukrepov za zaščito podatkov pred vdori tretjih oseb in osnovna pravila o 
posegu v pravico do tajnosti občil s strani državnih organov.  
 
Zakon o kazenskem postopku (ZKP) določa naslednje: »če obstajajo utemeljeni razlogi za 
sum, da je določena oseba izvršila, izvršuje ali pripravlja oziroma organizira izvršitev 
katerega izmed kaznivih dejanj, navedenih v drugem odstavku tega člena, in če obstaja 
utemeljen sum, da se za komunikacijo v zvezi s tem kaznivim dejanjem uporablja 
določeno komunikacijsko sredstvo oziroma računalniški sistem ali bo to sredstvo oziroma 
sistem uporabljeno, pri tem pa je mogoče utemeljeno sklepati, da se z drugimi ukrepi ne 
bi dalo zbrati dokazov oziroma bi njihovo zbiranje lahko ogrozilo življenje ali zdravje ljudi, 
se lahko zoper to osebo odredi nadzor elektronskih komunikacij s prisluškovanjem in 
snemanjem ter kontrola in zavarovanje dokazov o vseh oblikah komuniciranja, ki se 
prenašajo v elektronskem komunikacijskem omrežju, kontrola pisem in drugih pošiljk, 
kontrola računalniškega sistema banke ali druge pravne osebe, ki opravlja finančno ali 
drugo gospodarsko dejavnost, prisluškovanje in snemanje pogovorov s privolitvijo vsaj 
ene osebe, udeležene v pogovoru. Navedeni ukrepi se lahko odredijo za kazniva dejanja 
zoper varnost Republike Slovenije in njeno ustavno ureditev, kazniva dejanja zoper 
človečnost in mednarodno pravo« (ZKP-UPB8, 150. člen). 
                                           





Zakon o SOVI (ZSOVA) določa, da lahko Agencija pod določenimi pogoji v skladu z 
zakonom izjemoma pridobiva podatke tudi s kontrolo pisem in drugih občil ter z 
nadzorovanjem in s snemanjem telekomunikacij (ZSOVA, 23. člen). Kontrolo pisem in 
drugih pošiljk ter nadzorovanje in snemanje telekomunikacij dovoli na predlog direktorja 
Agencije predsednik Vrhovnega sodišča RS, s pisno odredbo za vsak primer posebej 






7 PRIMERJALNOPRAVNI PREGLED PREDPISOV S 
PODROČJA ZASEBNOSTI NA DELOVNEM MESTU V 
NEKATERIH EVROPSKIH DRŽAVAH IN ZDA 
 
 
7.1  UREDITEV V NEMČIJI 
 
Prvi zakon za varstvo informacijske zasebnosti je bil sprejet v zvezni državi Hessen v ZR 
Nemčiji (leta 1970) in je glede varstva osebnih podatkov postavil enotna merila tako za 
javni kot za zasebni sektor. 
Nemška ustava 147  daje poseben poudarek človekovim pravicam in njegovemu 
dostojanstvu.  Dolžnost vseh državnih organov pa je, da te pravice varujejo (1. in 2. 
člen).  
Danes ima ZRN (Bundesrepublik Deutschland) poseben zakon o varovanju osebnih 
podatkov148, ki je bil sprejet leta 1990. Podobno kot v Sloveniji ureja postopke in načine 
zbiranja in obdelave osebnih podatkov ter njihovo uporabo tako v zasebne kot javne 
namene. Zbiranje, obdelava in uporaba osebnih podatkov je dovoljena, če je jasna 
pravna podlaga za to (13. poglavje, 2. odstavek). Ureja tudi nekatera vprašanja 
konkretno v zvezi z delovnim razmerjem, na primer glede zbiranja in obdelave osebnih 
podatkov natančno določa, kakšne so obveznosti delodajalca (podobno kot v slovenskem 
pravu). Delodajalec lahko kandidatu za zaposlitev postavlja samo takšna vprašanja, ki so 
povezana z delovnim mestom, za katero kandidira, delavec ima v času trajanja delovnega 
razmerja pravico biti seznanjen s tem, kateri osebni podatki se zbirajo o njem in v kakšne 
namene.  
  
                                           
147  Grundgesetz für die Bundesrepublik Deutschland (Temeljni zakon za zvezno Republiko 
Nemčijo). Začetek veljavnosti:  23. maj 1949. Zadnja sprememba: 17.7.2012. 
148 Bundesdatenschutzgesetz – BDSG (Zvezni zakon o varstvu podatkov), Začetek veljavnosti:  20. 
12.1990 (BGBl. I S. 2954).  Zadnja sprememba: 14.08.2009 (BGBl. I, S. 2814). Sestavljen je iz pet 
delov (prvi del - splošne določbe,  drugi del - obdelava osebnih podatkov s strani javnih organov, 
tretji del - izvolitev in pristojnosti Komisarja za varstvo osebnih podatkov, četrti del - obdelava 







Kljub dobri ureditvi varstva osebnih podatkov in zasebnosti, ki je v Nemčiji ustavna 
kategorija, se v nemškem pravnem sistemu prav tako srečujejo s težavami in vprašanji, ki 
se nanašajo na zagotavljanje določene stopnje zasebnosti na delovnem mestu. V letih 
2008 in 2009 so delodajalci v večjih nemških podjetjih, kot so Lidl, nemške železnice, 
Telekom (Deutsche Telekom) in druga, izvajali nekatere nezakonite metode nadzora nad 
zaposlenimi. V živilskem diskontu Lidlu so npr. s kamerami nezakonito snemali zaposlene 
in kupce brez njihove vednosti. To naj bi počeli zaradi preprečevanja kraje. To je 
spodbudilo sindikate, da so zahtevali večjo zaščito zasebnosti zaposlenih. Zaradi tega se 
je zvezna vlada v začetku leta 2009 odločila začeti z delom na posebnemu zakonu o 
zasebnosti delavcev na delovnem mestu. To je prvi resen poskus, da zakonodajalec 
ustvari takšno zakonodajo glede zaščite delavcev. Prvoten predlog zaradi prihajajočih 
volitev ni bil sprejet. Po menjavi vlade v jeseni 2009 se je najprej predlagalo, da bi v 
obstoječi zakon o zasebnosti dodali poglavje, ki bi se nanašalo za zasebnost na delovnem 
mestu. 149  Vendar se je Zvezna vlada odločila za poseben zakon in v avgustu 2010 
sprejela predlog Zakona o zasebnosti delavcev na delovnem mestu (Gesetzentwurf zum 
Arbeitnehmer), ki vključuje videonadzor, preverjanje e-pošte in telefonskih klicev ter 
uporabo interneta. S tem razširja varstvo delavčeve zasebnosti in ga še bolj natančno 
določa.150 Namen sprejema zakona je celovito zaščititi zasebnost zaposlenih, zavarovati 
osebne pravice in zlasti pavice do informacijske zasebnosti zaposlenih. Ob tem je 
zapisano, da je to področje sicer delno urejeno v zakonu o varstvu osebnih podatkov ter 
tudi v drugih področnih zakonih. Vendar ta zakon določa jasna pravila ravnanja, ki na eni 
strani ščitijo delavce in njihove pravice do zasebnosti, na drugi strani pa interese 
delodajalcev.151 
 
Prav tako je Zvezni komisar za varstvo osebnih podatkov Peter Schaar ob predlogu 
zakona o zasebnosti zaposlenih povedal, da so v zakonu o varstvu osebnih podatkov 
preveč splošne določbe glede varstva zasebnosti zaposlenih ter da je bila zaradi tega bilo 
treba ustvariti jasno zakonodajo, kar je dobro tako za delavca kot za delodajalca. Za 
prvoten predlog zakona je menil, da so v njem nekatere pomanjkljivosti, ki bi jih bilo treba 
izboljšati, npr. glede uporabe elektronske pošte v zasebne namene. 152  Osnutek oz. 
predlog Zakona je bil že od samega začetka v nekaterih točkah sporen. Pripombe so imeli 
tako delodajalci kot sindikati. Delodajalci so menili, da so njihove pristojnosti glede 
preprečevanja kriminalnih dejanj preveč omejene. Predlog zakona je izboljšan in je pred 
                                           
149 Arbeitnehmerdatenschutz, 2009.  
150 Arbeitnehmer sollen privat im Netz surfen dürfen, 4.9.2009.   
151 Entwurf eines Gesetzes zur Regelung des Beschäftigtendatenschutzes, 24.8.2010.  






ponovno obravnavo v zadnjem odboru Bundestaga (za notranje zadeve), preden ga 
dokončno potrdi parlament.  
 
7.2 ZASEBNOST NA DELOVNEM MESTU V PRAVU VELIKE BRITANIJE 
 
Velika Britanija vse do leta 2000, ko je začel veljati zakon o človekovih pravicah iz leta 
1998 (Human Rights Act), ni poznala splošne definicije zasebnosti, in tako tudi ni bilo 
mogoče neposredno uveljaviti pravice do zasebnosti. Še danes ne obstaja zakonodaja, ki 
bi posebej obravnavala zasebnost na delovnem mestu, temveč je to področje urejeno z 
Zakonom o varstvu osebnih podatkov iz leta 1998 (The Data Protection Act 1998)153, ki je 
bil sprejet zaradi uskladitve zakonodaje z Direktivo 95/46/ES. Zagotavlja pravico do 
spoštovanja zasebnega in družinskega življenja, doma in dopisovanja. Zakonodaja 
delavcev ne ščiti v takšni meri, da bi jim samoumevno dovoljevala uporabo delodajalčevih 
komunikacijskih sredstev v zasebne namene, vendar je bilo to bolj kot ne prepuščeno 
predvsem delodajalcem. To področje posredno ureja tudi Zakon o prestrezanju 
komunikacij iz leta 2000, ki je usklajen z Direktivo 97/66-ES in določa splošni pravni okvir 
za komunikacije preko telekomunikacijskih sistemov; vključuje tako zasebne kot javne 
komunikacije. Kot posledica zakonske pomanjkljivosti se kažejo primeri iz prakse 
Evropskega sodišča za človekove pravice, iz katerih je razvidno, da se je praksa tega 
sodišča, ki se nanaša na zasebnost na delovnem mestu, oblikovala predvsem na podlagi 
primerov iz Velike Britanije (Halford proti Združenemu kraljestvu, Copland proti 
Združenemu kraljestvu, Malone proti Združenemu kraljestvu ...). Prav na podlagi 
navedenih primerov je ESČP ocenilo, da delavec lahko na podlagi 8. člena EKČP 
utemeljeno pričakuje zasebnost tudi na delovnem mestu (v teh primerih je šlo za 
komunikacijsko zasebnost).  
Iz navedenega in tudi sicer iz strokovne literature je zaslediti, da je Veliki Britaniji precej 
bližji ožji ameriški koncept zasebnosti na delovnem mestu. Vendar je tukaj vstopilo ESČP 
in povedalo, da takšna praksa ni pravilna, ter opozorilo na 8. člen EČKP. Tako danes tudi v 
Veliki Britaniji glede komunikacijske zasebnosti načeloma velja, da delodajalec lahko 
nadzira službena komunikacijska sredstva, ki jih uporabljajo delavci, »če jih na to vnaprej 
izrecno in jasno opozori in če ima za to dober razlog« (Selinšek, 2010,  str. 433–434). 
Evropska zakonodaja ima pomemben vpliv na odločitve, ki jih s tega področja sprejemajo 
angleška sodišča, in sicer vpliva tako, da sodišča razlagajo zakonodajo na način, da 
spodbuja zasebnost posameznika, ki je v skladu z EKČP in evropsko zakonodajo, in pri 
tem opuščajo tradicionalni pristop k tem vprašanjem (John Craig, Privacy in the 
                                           




Workplace and the Impact LAB. L. & POL’Y J. 373K of European Convention, 
Incorporation on United Kingdom Labour Law, 19 COMP). 
K temu prispeva tudi zakonodaja, ki je usklajena z direktivami, ki se nanašajo na varstvo 
osebnih podatkov in elektronske komunikacije. Zakon o varstvu osebnih podatkov sicer 
vsebuje določbe, ki se nanašajo neposredno na delovno mesto in zavezujejo delodajalce 
k določenim ravnanjem glede zbiranja in obdelave osebnih podatkov v skladu z 
zakonodajo. Zakon velja za vse fizične osebe, na katere se osebni podatki nanašajo, torej 
tudi za zaposlene, kandidate za zaposlitev in tiste, ki jim je pogodba o zaposlitvi 
prenehala. Natančno določa, da se osebni podatki lahko zbirajo v skladu z namenom in 
ne dlje, kot je to potrebno. Za občutljive osebne podatke je potrebno dovoljenje osebe, 
na katere se ti podatki nanašajo. Osebni podatki, ki se nanašajo na podatke o rasi in 
etnični pripadnosti, pa se lahko shranjujejo tudi po obdelavi, in sicer zaradi poznejšega 
morebitnega ugotavljanja in dokazovanja kršitev v zvezi s takšnimi podatki. Delodajalec 
lahko hrani tudi podatke o odsotnosti zaradi bolezni v skladu z zakonom, ne sme pa 
zbirati podatkov o zdravju zaposlenega. Komisar za varstvo osebnih podatkov je opozoril 
na občutljivo področje varstva osebnih podatkov v zvezi s komunikacijami zaposlenih ter 
da je to področje treba posebej urediti. Zaradi tega je izdal Kodeks o ravnanju na 
delovnem mestu, katerega določbe sicer niso zavezujoče, pomenijo pa usmeritev k 
pravilnemu ravnanju v primerih, ko delodajalec želi nadzorovati komunikacije zaposlenih. 
Ena od raziskav iz leta 2001 je pokazala, da kar 84 % vprašanih delodajalcev nadzoruje 
komunikacije zaposlenih in da 75 % menedžerjev meni, da sta nadzor in prestrezanje 
komunikacij nujno potrebna. Delodajalci temu niso bili najbolj naklonjeni in so izrazili 
mnenje, da uporaba svetovnega spleta in elektronske pošte v zasebne namene na 
delovnem mestu predstavlja resno tveganje za njihovo poslovanje in njegov ugled. Menili 
so, da bi delodajalci morali imeti pravico dostopa do vseh sporočil, ki jih delavci pošiljajo. 
Zaradi lobiranja delodajalcev je bil kodeks sprejet z zamudo, čeprav njegove določbe za 
delodajalce niso zavezujoče. Zavezujoča pa je EKČP, sodbe ESČP in notranja splošna 
zakonodaja, da delodajalci tega ne smejo več početi. Tako so delodajalci glede nadzora 
nad uporabo svetovnega spleta in elektronske pošte zavezani k sprejemanju pravil, s 
katerimi morajo seznaniti delavce, da lahko pregledujejo komunikacijska sredstva 
uporabnika (delavca). Izjeme so možne le v primeru utemeljenega suma, da je bilo 
storjeno kaznivo dejanje, pod pogoji in v skladu z zakonom (Mark Jeffery, Information 




7.3 UREDITEV V ZDA 
 
V ameriški ustavi je pravica do zasebnosti izrecno omenjena le v ustavah nekaterih 
zveznih držav, vendar je Vrhovno sodišče v ZDA v letu 1965 priznalo obstoj ustavne 
pravice do zasebnosti v primeru Griswold proti Conencticutu. 154  Prav tako pomemben 
mejnik v razvoju pravice do zasebnosti predstavlja sodba Vrhovnega sodišča ZDA v 
primeru Katz proti Združenim državam iz leta 1967, v kateri je sodišče prvič uveljavilo 
načelo upravičeno pričakovane zasebnosti. S tem naj bi bilo dokončno preseženo 
dotedanje lastninsko gledanje na pravico do zasebnosti v ameriški pravni teoriji. Vendar 
Kovačič meni, da to ne pomeni, da ga v praksi ni mogoče še vedno zaslediti, predvsem v 
zasebnem sektorju pa tudi na številnih področjih javnega sektorja (Kovačič, 2006, str. 
51−55). 
 
V letu 1974 je bil sprejet Zakon o zasebnosti. 155  S tem je urejeno varstvo osebnih 
podatkov v javnem sektorju, varovanje zasebnosti v zasebnem sektorju pa v ZDA ni 
urejeno, kar predstavlja problem zlasti pri varstvu osebnih podatkov v zasebnem sektorju. 
Tako ZDA nimajo splošnega zakona za varstvo pravice do zasebnosti, ki bi veljal za vse.  
 
Varstvo osebnih podatkov je v ZDA urejeno zelo nesistematično, še zlasti v zasebnem 
sektorju. Podjetja, ki zbirajo osebne podatke, imajo te podatke za svojo last, in ne za last 
posameznikov, na katere si podatki nanašajo. Delodajalci se upirajo in nasprotujejo 
državni ureditvi zaščite zasebnosti na delovnem mestu ter želijo obdržati obstoječo 
ureditev, kjer podjetja sama urejajo to področje (Kovačič, 2006, str. 55). Delodajalci o 
zaposlenih zbirajo podatke v prevelikem obsegu, ne zagotavljajo točnosti in zaupnosti teh 
podatkov, zaposleni pa nimajo možnosti, da bi napačne podatke o sebi popravili, kar je 
pokazala raziskava, ki jo je vodil David Lonowes (Sykes, 1999, str. 144: v Kovačič, 2006, 
str. 59). 
Delodajalci v ZDA imajo absolutno pravico nad svojo lastnino, svojimi sredstvi ter lahko 
tudi poljubno nadzirajo njihovo uporabo. Tako lahko pregledujejo delavčeve osebne 
predmete, avtomobil, pisalno mizo, računalnik, elektronsko pošto, uporabo interneta, 
telefona. Delodajalec lahko prisluškuje telefonskim klicem z namenom ugotavljanja, če so 
povezani z delom. Izjema je le v primeru, če je delavcu dovoljena uporaba v zasebne 
namene. Skratka, delodajalec lahko legitimno uporablja različne metode in sredstva za 
nadzor zaposlenih (Bien Karlovšek, et al., 2008, str. 111). 
                                           
154 Razsodilo je, da so vsi zakoni, ki preprečujejo kontracepcijo, neustavni, saj kršijo pravico do 
zasebnosti (Kovačič, 2006, 51). 




Delodajalci lahko zaposlene sprašujejo tudi najosebnejša vprašanja. Ob tem navajam 
primer zastavljanja takšnih vprašanj s strani delodajalca, in sicer, ko mestna uslužbenka ni 
želela odgovoriti na vprašanje iz uradnega vprašalnika, ki so ga morali izpolniti vsi 
zaposleni in se je nanašalo na spolno usmerjenost (Walls proti City of Petersburg). Zaradi 
tega je uslužbenka izgubila službo. Pritožbeno sodišče je odločilo, da ni ustavne podlage 
za nerazkritje takšnih podatkov ter da takšna vprašanja ne posegajo v njene pravice, ker 
se ne sprašuje o takšni zadevi, za katero bi pritožnica imela pravico do nerazkritja 
(Kovačič,2006 str. 59). Skratka, delodajalcem je v precejšnji meri prepuščeno, da sami 
ugotovijo, kaj je prav in kaj ni glede zasebnosti na delovnem mestu – tudi na področju 
komunikacijske zasebnosti. 
Leta 1986 je bil sprejet Zakon o elektronski komunikacijski zasebnosti156. Zakon ureja 
elektronske komunikacije. Uporablja se za elektronsko pošto, telefonske pogovore in 
podatke, shranjene v elektronski obliki. Zakon sicer prepoveduje dostop do shranjenih 
elektronskih sporočil brez soglasja nadzorovane osebe, vendar to ne velja za delodajalce, 
ki so lastniki komunikacijske opreme podjetja.157 
Zakon v vsakem primeru dovoljuje delodajalcem nadzor komunikacij, če se le-te nanašajo 
na poslovanje podjetja. To zadeva tako telefonske komunikacije kot elektronsko pošto. 
Zaradi tega delodajalci ob zaposlitvi zahtevajo od delavca soglasje za kakršenkoli obseg. V 
tem primeru pa je nadzor zaposlenega povsem zakonit. Tako v ZDA na zvezni ravni 
dejansko ne veljajo nobene omejitve pri zbiranju in obdelavi osebnih podatkov v 
zasebnem sektorju, saj Zakon o zasebnosti (Privacy Act) iz leta 1974 velja samo za javni 
sektor (Kovačič, 2006, str. 63). 
  
                                           
156 Electronic Communications Privacy Act of 1986 (ECPA) . 
157 Raziskava American Management Association iz leta 2007 je za podjetja v ZDA pokazala, da 76 
odstotkov podjetij nadzoruje uporabo spleta, 65 odstotkov podjetij blokira dostop do nekaterih 
spletnih mest, 55 odstotkov podjetij shranjuje in prebira elektronsko pošto zaposlenih, 50 
odstotkov podjetij pregleduje računalniške datoteke, 45 odstotkov podjetij beleži tipkanje, 48 
odstotkov podjetij izvaja videonadzor, 51 odstotkov jih beleži klicane telefonske številke in dolžino 
telefonskih pogovorov, 3 odstotki podjetij beležijo vse telefonske pogovore (v izbranih poklicih 
delež dosega 19 odstotkov), 8 odstotkov podjetij uporablja GPS za sledenje službenim vozilom, 8 
odstotkov podjetij uporablja GPS za sledenje identifikacijskim karticam ter 5 odstotkov podjetij 
uporablja mobilnike z možnostjo sledenja prek GPS. Kot razloge za nadzor podjetja v ZDA navajajo 
predvsem potrebo po podatkih za zdravstveno zavarovanje, preverjanje zaposlenih zaradi uporabe 
internetnih strani z neprimerno vsebino, večanje storilnosti, preprečevanje zlorab, varnostne 
razloge in odnose s strankami (nadzor komuniciranja s strankami). Vendar pa je nekoliko starejša 






To potrjuje tudi sodna praksa, ki početju delodajalcev pritrjuje. Tako je leta 1993 
kalifornijsko prizivno sodišče razsodilo, da vpogled v uslužbenkino elektronsko sporočilo, ki 
je bilo poslano po komunikacijski opremi podjetja, ne predstavlja nedovoljenega posega v 
njeno zasebnost, ker je uslužbenka predhodno podpisala izjavo, da bo elektronsko pošto 
uporabljala izključno v službene namene – primer Bonita P. Bourke et al. proti Nissan 
Motor Corporation (Klemenčič, 2003, str. 137).  
Selinškova meni, da na splošno velja prepričanje, da v ZDA delodajalec pridobi pravico do 
neomejenega nadzora službenih komunikacijskih sredstev delavcev, če delavca vnaprej 
opozori, da so njegova komunikacijska sredstva nadzorovana. Hkrati pa tudi navaja, da to 
pravilo le ni absolutno in da so tudi primeri, ko je sodišče odločilo v prid delavcu (v 
javnem sektorju). Tako meni, da je koncept komunikacijske zasebnosti delavcev precej 
ožji od evropskega ter da to velja predvsem za delavce v zasebnem sektorju (Selinšek, 
2010, str. 434). 
Pravico do varstva osebnih podatkov in zasebnosti (tudi na delovnem mestu) so še 
dodatno zožili teroristični napadi 11. septembra 2001, kjer naj bi javna varnost prevladala 
nad zasebnostjo, kar je narekovalo tudi ukrepe v smeri oženja nekaterih osebnostnih 
pravic drugod po svetu, tudi v Evropi – npr. delavci, zaposleni na letališčih, so po tem 
dogodku izpostavljeni precej večji kontroli na delovnem mestu. 
 
7.4 PRIMERJAVA EVROPSKEGA IN AMERIŠKEGA KONCEPTA 
 
Pravica do zasebnosti je v večini evropskih držav ustavna kategorija, kar velja tudi za 
Slovenijo. Vse države članice EU imajo v nacionalnih zakonodajah implementirano 
Direktivo EU 95/46/EC o zaščiti posameznikov glede na avtomatsko obdelavo osebnih 
podatkov in o svobodnem pretoku teh podatkov. Prav tako je v kazenski zakonodaji poseg 
v zasebnost opredeljen kot kaznivo dejanje. Delovna zakonodaja različno ureja vprašanje 
zasebnosti na delovnem mestu. V nekaterih državah je to vprašanje urejeno v okviru 
določil glede varstva osebnih podatkov in dostojanstva zaposlene osebe, nekatere pa to 
bolj natančno opredeljeno in vključujejo tudi uporabo sodobnih tehnologij. Nekatere 
države imajo posebne zakone o videonadzoru, o uporabi sodobnih tehnologij, nekatere 
imajo to področje urejeno v avtonomnih delovnih aktih (Belgija). Države EU so podpisnice 
Evropske konvencije o varstvu človekovih pravic in Konvencije o varstvu posameznikov 
glede na avtomatsko obdelavo podatkov. Teži se k poenotenju tovrstne zakonodaje tudi v 





Večina držav ima poseben zakon o varstvu osebnih podatkov in nadzorni organ za 
varovanje informacijske zasebnosti, kar velja tudi za Slovenijo, ki ima poseben Zakon o 
varstvu osebnih podatkov (ZVOP-1) ter poseben nadzorni organ (Informacijskega 
pooblaščenca).158 Zakonodaja, ki ureja varstvo osebnih podatkov v posameznih državah, 
velja tako za javni kot zasebni sektor, za razliko od ureditve v ZDA, kjer je varstvo osebnih 
podatkov regulirano le za javni sektor, v zasebnem pa je prepuščeno predvsem 
delodajalcem, da to področje urejajo glede na svoje potrebe. Pravica do zasebnosti na 
delovnem mestu je po evropskem konceptu vsaj načeloma precej bolj zaščitena kot v 
ZDA. V ameriškem pravu pa je še danes čutiti lastninsko razumevanje zasebnosti, iz 
katerega sledi, da lahko lastnik s svojo lastnino naredi karkoli, še zlasti na področju 
informacijske zasebnosti (pri zbiranju osebnih podatkov). Prav tako uporaba 
komunikacijskih sredstev nima takšne stopnje zaščite kot v Evropi. Delodajalcem je tudi 
na tem področju v precejšnji meri prepuščeno, da sami ugotovijo, kaj je prav in kaj ni. Kot 
izhaja iz literature in drugih virov, so sodišča v ZDA v primerjavi z evropskimi sodišči 
veliko bolj naklonjena delodajalcem.  
  
                                           
158 Avstrijska ustava pravice do zasebnosti ne določa izrecno, vendar zakon o varstvu osebnih 
podatkov iz leta 2002 povzema določila omenjene direktive, delovna zakonodaja pa ureja poleg 
varstva osebnih podatkov tudi tehnični nadzor na delovnem mestu. V belgijski ustavi je pravica 
do zasebnosti ustavna kategorija, kazenska zakonodaja ureja pogoje in način prestrezanja 
komunikacij in telekomunikacij in v zvezi s tem varstvo osebnih podatkov, nacionalne kolektivne 
pogodbe urejajo poseg v zasebnost kandidatov za zaposlitev, prepoveduje videonadzor na 
delovnem mestu, razen v določenih primerih in s posvetovanjem predstavnikov zaposlenih, ščiti 
zaposlene glede nadzora elektronskih komunikacij na svetovnem spletu in v zvezi s tem določa 
pravice delavskih predstavnikov. Danska ustava (72. člen) določa tajnost pisem in drugih 
dokumentov ter tudi zaupnost poštnih storitev, telegrafa in telefona. V KZ je poseg v te pravice 
opredeljen kot kaznivo dejanje. Zakonodaja v skladu z direktivo 95/46/ES ureja varstvo osebnih 
podatkov, ki se nanašajo tudi na zaposlene. Ima poseben zakon o videonadzoru, ki ureja 
videonadzor tudi na delovnem mestu ter od delodajalcev zahteva, da v dovoljenih primerih o tem 
seznanijo delavce. Francoski civilni zakonik (9. člen) zagotavlja pravico do zasebnosti. Poseganje 
v zasebnost, ki vključuje tudi elektronske komunikacije, je opredeljeno v KZ (226. člen). Zakon o 
elektronskih komunikacijah iz leta 1991 ureja zaupnost telekomunikacij. Zakon o informacijski 
tehnologiji ureja zbiranje in hranjenje osebnih podatkov v računalnikih. Urejeno je tudi varstvo 
osebnih podatkov v delovnem pravu, ki prepoveduje omejevanje pravic ter individualnih in 
kolektivnih svoboščin delavcev, razen če to zahteva narava dela, vendar mora biti omejevanje 
sorazmerno s ciljem. Delodajalci morajo za to izoblikovati pravila, v primeru tehničnega nadzora pa 
morajo biti delavci o tem obveščeni. Italijanska ustava (15. člen) določa varstvo svobode 
dopisovanja, tajnosti pisem ter vseh oblik komuniciranja. Zakonsko je urejeno varstvo osebnih 
podatkov in implementacija Direktive ES. Zakon o pravicah delavcev ureja številna vprašanja 




Evropska sodišča se postavljajo na stran delavca in njegove zasebnosti, kar je večkrat 
potrdilo ESČP v svojih odločitvah, na podlagi katerih se je izoblikoval poseben pravni test 
za določanje meje dopustnih posegov v komunikacijsko zasebnost. Ustavno sodišče RS se 
je tudi večkrat postavilo na stran zasebnosti na delovnem mestu. 
Vzroke za to, da je v ZDA v primerjavi z Evropo prišlo do takšnih pomanjkljivosti glede 
pravne ureditve te pravice, je iskati predvsem v ostankih lastninskega koncipiranja te 
pravice »ter v liberalni ideologiji, ki zbiranje in obdelavo osebnih podatkov vidi zgolj kot 
izmenjavo informacij, kot problem svobode trgovanja, ne pa kot problem poseganja v 
zasebnost« (Kovačič, 2006, str. 70). Zaradi tega tudi ostaja informacijska zasebnost v 
zasebnem sektorju večinoma neregulirana. Nadalje avtor meni, da nekateri pri tem 
vprašanju vidijo »celo poskus ameriške države, da bi ustregla korporacijam, pa četudi so 






8 PREDVIDEN RAZVOJ ZAKONODAJE V PRIHODNJE 
 
 
Informacijski pooblaščenec159 je zaznal, da je področje zasebnosti na delovnem mestu z 
vidika varstva osebnih podatkov in vpliva novih tehnologij še posebej ranljivo. Zaradi tega 
je menil, da je treba delavca kot šibkejšo stranko v delovnem razmerju dodatno 
zavarovati. Tako je v letu 2008 pripravil Osnutek zakona o zasebnosti na delovnem mestu 
(ZZaDeM) in ga poslal v obravnavo v vladno proceduro,160 vendar do obravnave tega 
osnutka na Vladi še ni prišlo. Tako zaenkrat osnutek navedenega zakona ostaja le mrtva 
črka na papirju. 
 
Na podlagi proučene literature domačih in tujih avtorjev ter mnenj pravnih strokovnjakov 
je mogoče ugotoviti, da je to zelo občutljivo področje urejanja pravic in obveznosti tako za 
delodajalca kot za delavca ter da bi postopek sprejemanja verjetno zahteval sodelovanje 
in usklajevanje delodajalcev in delavcev oz. sindikatov, čeprav je iz osnutka zakona 
razvidno, da varuje interese obeh strani. Temu niso naklonjene niti trenutne gospodarske 
razmere (velik delež začasno zaposlenih, delovni viški, zaostrene razmere na trgu dela), 
sindikati se ukvarjajo s problemi delavcev, ki zadevajo vsakodnevno preživetje in številne 
druge osnovne pravice delavcev, ki so predvsem eksistenčnega pomena. Tako sedanja 
pravna ureditev za delavca ni ravno prijazna v smislu ozaveščanja glede delavčeve 
zasebnosti, kajti določbe, ki varujejo tovrstne pravice, so vsebovane v številnih predpisih. 
Še tisti, ki so strokovno poklicani, da razlagajo pravo, le-to večkrat vidijo različno, kar 
kažejo tudi poročila Informacijskega pooblaščenca glede zahtev za razlago določil ZVOP-1, 
ki jih je prejel predvsem od delodajalcev,161 zato je toliko težje pričakovati od delavca, da 
bi vedel, v katerih aktih iskati vse, kar bi se nanašalo na njegovo zasebnost, in kako si 
razlagati posamezne določbe.  
  
                                           
159 Da so razmere na področju varstva zasebnosti na delovnem mestu zaskrbljujoče, je ob 
evropskem dnevu varstva osebnih podatkov opozorila informacijska pooblaščenka Nataša Pirc 
Musar. Izpostavila je statistične podatke za leto 2010, iz katerih izhaja, da je v tem letu  
obravnavala največ posegov s področja zasebnosti na delovnem mestu. Ob tem je dejala: »To vse 
bolj postaja rak rana naše družbe. Danes v zasebnost lahko posegamo s tehnologijami, ki so očem 
nevidne. Ni več redkost, ko najdemo primer videonadzora, ki hkrati vsebuje avdionadzor, kar 
pomeni, da radovedni šef ne samo gleda, ampak tudi posluša svoje zaposlene« (Večer, 26. 1. 
2011). 
160 Osnutek Zakona o zasebnosti na delovnem mestu (ZzaDeM) je bil dne 23.5.2012 posredovan po 
e-pošti s strani Informacijskega pooblaščenca. 
161 Število prejetih vlog za pojasnila in mnenja Informacijskega pooblaščenca  po letih – glej 




V prihodnje je pričakovati razvoj v smeri večje obveščenosti delavcev s stani delodajalcev 
glede omejitev pri uporabi službenih sredstev za elektronsko komunikacijo v zasebne 
namene, kar sicer jasno predvideva omenjeni osnutek zakona. Pod pojmom boljša 
obveščenost je razumeti celovito, natančno, pregledno in za delavca predvidljivo urejanje 
tega področja v internem aktu delodajalca, o vsebini katerega mora delavec biti seznanjen 
na enostaven način pred nastopom dela. Potrebna je torej natančna in jasna ureditev 
pravic, obveznosti načel in ukrepov, s katerimi se varuje zasebnost na delovnem mestu, ki 
se nanaša predvsem na dopustne posege v komunikacije delavcev ter v zvezi s tem 
sankcije za prepovedana ravnanja tako delodajalca kot delavca zaradi uporabe 
elektronskih komunikacijskih sredstev. Treba je določneje opredeliti in natančneje urediti 
tista področja zasebnosti na delovnem mestu, ki so najbolj izpostavljena vplivu sodobnih 
tehnologij in omogočajo zlorabo le-teh v namene, ki bi pomenile kršitev delavčeve 
zasebnosti. Vse to vsebuje omenjeni osnutek zakona o zasebnosti na delovnem 
mestu.162Čeprav razmere še niso zrele za obravnavo in sprejem tega zakona, kar velja tudi 
za druge evropske države (npr. v Nemčiji traja razprava o sprejemu takšne zakonodaje in 
sam postopek že nekaj let, zakon pa še vedno ni sprejet), je hkrati očitno, da zakonodaja 
mora slediti razvoju sodobnih tehnologij, ki jih zaposleni uporabljajo na delovnem mestu 
in so last delodajalcev, ter tistim tehnologijam, ki naj bi jih uporabljali delodajalci izključno 
z namenom zagotavljanja varnosti premoženja, varnosti ter zdravja zaposlenih in 
preprečevanja nevarnosti (videonadzor, sledilne naprave). Zaradi hitrega razvoja tovrstnih 
tehnologij je možno, da bo treba tudi navedeni osnutek dopolniti, in sicer v smeri zaščite 
zasebnosti zaradi danes še nepoznane grožnje, ki pa je že jutri lahko realnost. 
V zadnjem času je aktualno računalništvo v oblaku, ki ponuja dostop do računalniških 
zmogljivosti s katerekoli lokacije, ob čemer obljublja ekonomičnost, prilagodljivost in 
nadgradljivost. Za tovrstne storitve pa se zanimajo številne organizacije, ki obdelujejo 
osebne podatke. Informacijski pooblaščenec ob tem opozarja na tveganja, ki jih prinaša 
računalništvo v oblaku glede varstva osebnih podatkov kot temeljne človekove pravice in 
skladnosti z zakonodajo s tega področja ter področja zasebnosti. Z namenom večje 
ozaveščenosti je izdal smernice glede varstva osebnih podatkov pri računalništvu v 
oblaku.163 
Zakonodaja se bo razvijala, dopolnjevala in sledila novim tehnologijam ter novim 
možnostim zlorab na tem področju. Vsekakor pa bo vedno zadaj. Zaradi tega bo treba še 
                                           
162  Osnutek Zakona o zasebnosti na delovnem mestu je sestavljen iz šestih delov: prvi del – 
splošne določbe, drugi del – zasebnost delavca na delovnem mestu (nadzor in zasebnost 
komunikacij na delovnem mestu, obdelava osebnih podatkov delavcev, Ravnanje z osebnimi 
podatki in vsebino komunikacij delavca ob prenehanju delovnega ali pogodbenega razmerja), tretji 
del – lokacijski podatki in sledilne naprave, četrti del – nadzor nad telefonsko komunikacijo, peti del 
– nadzor nad zakonom, šesti del – kazenske določbe. 
163 Pooblaščenka Nataša Pirc Musar je dne 13. 6. 2012 povabila medije z namenom predstavitve 




naprej budno spremljati dogajanja na tem področju. Evropska komisija je pripravlja 
Uredbo o varstvu osebnih podatkov, ki bo v celoti poenotila režim varstva osebnih 
podatkov, saj so uredbe neposredno uporabno pravo v državah članicah EU. Hkrati bo 
vnesla nove spremembe v pravni red. Namen je v krepitvi pravic posameznikov do varstva 
osebnih podatkov in nadzora nad tem, kdo jih uporablja in na kakšen način, po drugi 
strani pa v krepitvi notranjega trga, ki vedno bolj postaja tudi informacijski trg, ter zaradi 
ustvarjanja novih delovnih mest in pospeševanja inovacij.  
Ureditev področja nadzora nad zaposlenimi bi poleg zakonske zaščite lahko bila 
vsebovana tudi v avtonomnih aktih, zasebna uporaba elektronske pošte, interneta, 






9 REZULTATI RAZISKAVE 
 
Cilj raziskave je bil, da se na podlagi primarnih in sekundarnih virov preverita postavljeni 
hipotezi in pride do ugotovitev, koliko obstoječa mednarodna in notranja pravna ureditev 
varuje posameznika (delavca) na delovnem mestu glede občutljivega vprašanja 
zasebnosti na delovnem mestu, ki je ena človekovih pravic in temeljnih svoboščin. Na 
podlagi izvedene ankete med zaposlenimi pa preveriti njihova stališča glede tega 
vprašanja ter koliko pravice do zasebnosti dejansko imajo anketiranci na delovnem 
mestu.  
 
9.1 OBLIKOVANJE ANKETE IN NAČIN ZBIRANJA PODATKOV 
 
Na podlagi proučitve sekundarnih virov in podrobne seznanitve z raziskovalnim 
problemom je bila oblikovana anketa (raziskovalni instrument), s katero sem želela 
pridobiti primarne podatke. Takšno oblikovanje ankete v celoti izhaja iz teoretične 
osnove. Pri oblikovanju vprašanj sem se osredotočila na to, da pridobljeni podatki 
predstavljajo čim bolj realno sliko glede zasebnosti na delovnem mestu.  
Anketa je sestavljena iz vprašanj zaprtega tipa z dvema možnima odgovoroma (Da in Ne) 
in zaprtih vprašanj z več možnimi odgovori (a, b, c ...). V kombinaciji z vprašanji zaprtega 
tipa so tudi pojasnjevalna vprašanja, ki pojasnjujejo zadnji izbrani odgovor oz. so 
vprašanja o razlogih za odgovor na določen način. Večina vprašanj je bila oblikovanih 
tako, da so anketiranci izražali svoja stališča s stopnjo strinjanja po Likertovi lestvici, ki jo 
sestavlja vrsta trditev. Anketiranci so navajali, do kakšne mere se s trditvijo strinjajo.  
Anketna vprašanja so kompleksna in so od anketiranca zahtevala veliko pozornosti. 
Anketa je razdeljena na tri sklope, pri čemer sem sledila strukturi tega dela. Prvi sklop 
vprašanj se je nanašal na stališča in odnos posameznega anketiranca do zasebnosti na 
delovnem mestu. Drugi sklop se je nanašal na pravno varnost zasebnosti na delovnem 
mestu. Vprašanja in trditve so se nanašale na poznavanje predpisov s tega področja in 
mnenja anketirancev, koliko predpisi dejansko vplivajo na to, da ne prihaja do 
prekomernih posegov v to pravico s strani delodajalcev. Tretji sklop vprašanj pa je 
zajemal vprašanja v zvezi z uporabo sodobnih tehnologij na delovnem mestu in v zvezi z 
nadzorom, povezanim s tehnologijo, ki ga lahko izvajajo delodajalci. Pri tem se je 
ugotavljalo, koliko delodajalci dejansko izvajajo določene oblike nadzora in kakšna so 
njihova stališča glede upravičenosti nadzora. 
 
Menila sem, da gre za občutljivo raziskovalno področje in za kompleksna vprašanja, zato 




pošte in osebnega pristopa z razdelitvijo anket, kjer sem anketirancem predstavila anketo 
in njen namen. Pri elektronski pošti je bil odziv nekoliko slabši, v primeru razdelitve pisnih 
anket neposredno anketirancem pa je bil odziv stoodstoten. Zaradi pridobitve čim bolj 
reprezentativnega vzorca in realne slike raziskovalnega področja je bila pozornost pri 
zbiranju podatkov usmerjena k temu, da niso bili več kot trije anketiranci iz iste 
organizacije.  
 
9.2 ANALIZA REZULTATOV IN NJIHOVA PREDSTAVITEV  
 
Glede na teoretično izhodišče in raziskovalne domneve ter izvedeno empirično raziskavo, 
v katero so bile zajete zastavljene domneve, statistična obdelava temelji na aritmetični 
sredini, kjer se število ocen posameznih vprašanj izračuna kot aritmetična sredina ocen 
vseh trditev. Podatki so obdelani s kvantitativno analizo v programu Excel, kjer se tudi 
lahko ponazorijo vsi pridobljeni rezultati. 
 
9.2.1 OPIS VZORCA 
 
K sodelovanju je bilo povabljenih 135 zaposlenih oseb iz različnih organizacij javnega in 
zasebnega sektorja. V raziskavi je dejansko sodelovalo 117 anketirancev. Na vprašanja je 
odgovarjalo 55,6 odstotka žensk (65 oseb) in 44,4 odstotka moških (52 oseb). Največ 
anketiranih je starih nad 40 let (62 oseb oz. 53 odstotka), sledijo jim stari od 30 do 40 let 
(41 oseb oz. 35 odstotkov anketiranih), najmanj anketirancev je starih od 20 do 30 let 
(14 oseb oz. 12 odstotkov). Anketa ne vsebuje več starostnih razredov, ker pri raziskavi 
ni bil dan pomen starosti anketirancev. Večji pomen pa je bil dan temu, v kakšni 
organizaciji je anketirani zaposlen (gospodarstvo ali javni sektor). Večje število 
anketirancev je zaposlenih v gospodarstvu (73 oseb oz. 62,4 odstotka), v javnem 
sektorju (37 oseb oz. 31,6 odstotka) ter anketiranci, ki opravljajo delo na podlagi 





Grafikon 4: Prikaz strukture anketiranih oseb po starosti 
 
Vir: lasten, priloga 1 (tabela 4)  
 
Glede na izobrazbo je v anketi sodelovalo največ oseb s srednješolsko izobrazbo (61 oz. 
52 odstotkov), sledijo jim osebe z visokošolsko izobrazbo (28 oseb oz. 24 odstotkov), nato 
osebe z višjo izobrazbo (26 oseb oz. 22 odstotkov) in osebi z dokončano osnovno šolo (2 
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Grafikon 5: Prikaz strukture anketiranih oseb po izobrazbi 
 
Vir: lasten, priloga 1 (tabela 5) 
 
9.2.2 PREDSTAVITEV REZULTATOV ANKETNEGA VPRAŠALNIKA 
 
Analiza odgovorov na prvi sklop vprašanj in trditev, ki se nanašajo na zasebnost na 
delovnem  mestu: 
Glede odgovora na vprašanje »Ali je za vas pomembna pravica do zasebnosti na 
delovnem mestu?« so anketiranci skoraj enotnega mnenja, kar pove rezultat, saj je na 
lestvici od 1 do 5 dosegel povprečno oceno 4,4. Samo 3 odstotka anketiranih oseb je 
odgovorilo, da jim ni pomembna, 4 odstotka jih ni izrazilo posebnega mnenja (nevtralni), 
za vse ostale pa je pravica do zasebnosti pomembna oziroma zelo pomembna, kajti 55 
odstotkom se zdi zelo pomembna.  
Vprašanje »Ali vam je bila kdaj kršena?« je na lestvici od 1 do 5 doseglo povprečno oceno 
2,9. Če izključimo nevtralne, ki so odgovorili z »niti ne niti da« (26,4 odstotka), in 
upoštevamo samo skrajni vrednosti (najnižjo in najvišjo), bi se povprečna ocena nekoliko 
znižala (2,7) v prid temu, da večini pravica do zasebnosti na delovnem mestu ni bila 
kršena. Tako je namreč odgovorilo 45,3 odstotkov anketiranih. Ni pa zanemarljiv odstotek 
tistih, ki jim je bila kršena. Takšnih je 28,2 odstotka (28 anketiranih odgovor 4, 5 
anketiranih odgovor 5). Na dodatno, torej pojasnjevalno vprašanje »Če vam je bila 












povzemam le nekaj odgovorov. Ti so naslednji: nadzor nad gibanjem, vpogled v e-pošto, 
vprašanje delodajalca »Zakaj potrebujete dopust?«. Na navedeno dodatno vprašanje so 
odgovorili anketirani iz gospodarstva (glej grafikon 6). 
 
Grafikon 6: Prikaz števila odgovor razporejenih po lestvici strinjanja 
 
Vir: lasten, priloga 1 (tabela 6) 
 
  
































ocene od 1 do 5 
Ali je za vas pomembna pravica do zasebnosti na delovnem mestu?




V prvem sklopu, kjer so anketiranci izražali stališča s pomočjo petstopenjske Likertove 
lestvice, so se trditve nanašale na zasebnost na delovnem mestu.164  Povprečna vrednost 
ocen vseh trditev tega sklopa je 2,9, kar je nekoliko pod srednjo vrednostjo, vendar je še 
vedno nad povprečjem. Vendar tudi ocena, ki najbolj odstopa od povprečja, ne pomeni 
negativnega stališča v smislu omejevanja zasebnosti.  
Takšna je trditev »Čutim pritiske s strani delodajalca glede omejevanja zasebnosti na 
delovnem mestu«. Povprečna ocena tega vprašanja je 2, kar pomeni, da se večina 
anketirancev le delno strinja s to trditvijo, oz. drugače povedano, večina anketirancev 
meni, da delodajalci ne omejujejo njihove zasebnosti na delovnem mestu. Tako je 46 
odstotka anketirancev potrdilo, da se s to trditvijo ne strinjajo, 22 odstotkov se jih le 
delno strinja. Lahko bi ocenili, da skupaj 68 odstotkov anketirancev ne čuti pritiskov glede 
omejevanja zasebnosti na delovnem mestu (21 odstotkov se jih strinja s to trditvijo, 11 
odstotkov pa se jih zelo strinja). Torej skupaj 32 odstotkov anketirancev pa le čuti 
določeno omejevanje zasebnosti na delovnem mestu s strani delodajalcev.  
Prejšnjo trditev bi lahko povezali s trditvijo »Dejansko imam na delovnem mestu razumno 
mero zasebnosti«. Povprečna ocena te trditve je 3,5. Večina anketirancev se je s to 
trditvijo precej strinjala, saj jih je kar 87 odstotkov potrdilo, da dejansko imajo na 
delovnem mestu razumno mero zasebnosti (41 odstotkov se strinja, 30 odstotkov se zelo 
strinja, 16 odstotkov se v celoti strinja s trditvijo). Torej se 13 odstotkov anketirancev s to 
trditvijo ne strinja, kar pomeni, da nimajo razumne mere zasebnosti na delovnem mestu.  
Relativno visoka je tudi ocena zaupanja delodajalcem, da podatkov o zaposlenem ne 
zbirajo prekomerno. Tako so anketiranci trditev »Delodajalcu zaupam, da podatkov o 
meni ne zbira prekomerno,« povprečno ocenili s 3,1, kar je nekoliko nad srednjo 
vrednostjo in pomeni, da se večina oz. 82 odstotkov anketirancev s trditvijo strinja in le 
18 odstotkov anketirancev delodajalcu ne zaupa.  
Anketiranci pa se povprečno le delno strinjajo s trditvijo »Menim, da je prav, da 
delodajalec omejuje zasebnost na delovnem mestu,« kar so izrazili s povprečno oceno 
2,23. Takšna ocena je seveda s stališča zaposlenih tudi razumljiva, saj se zagotovo 
sleherni posameznik bolje počuti v delovnem okolju brez pretiranega nadzora in 
omejevanja. Kar 49 odstotkov anketirancev se s to trditvijo sploh ni strinjalo in le 5 
odstotkov se jih je s to trditvijo v celoti strinjalo. 
Najvišjo povprečno oceno v tem sklopu je dobila trditev »Pričakujem zasebnost tudi na 
delovnem mestu«. S tem se strinja 96 odstotkov anketirancev (33 odstotka se jih strinja, 
18 odstotkov se jih zelo strinja, 45 odstotkov se jih v celoti strinja), 2 odstotka se jih ne 
strinja ter 2 odstotka se jih delno strinja s to trditvijo.  
  
                                           




Tako bi glede prvega sklopa vprašanj in trditev, ki se nanašajo na stališča anketirancev 
glede zaupanja delodajalcu, pričakovanje razumne mere zasebnosti na delovnem mestu, 
omejevanje glede zasebnosti, ki ga čutijo oz. ne čutijo na delovnem mestu, ocenili, da 
anketiranci dejansko pričakujejo zasebnost na delovnem mestu, izrazili so precejšnjo mero 
zaupanja v delodajalca ter sklepamo lahko, da delodajalci zasebnosti na delovnem mestu 
le ne omejujejo pretirano. To potrjuje tudi 45,3 odstotka anketirancev, ki so odgovorili, da 
jim pravica do zasebnosti ni bila kršena (glej grafikon 6). 
Da prihaja tudi do kršitev, pa potrjuje 28,3 odstotka anketiranih, ki so potrdili, da jim je ta 
pravica bila kršena. 
Večina anketiranih bi se tudi odpovedala zasebnosti, če bi bilo treba zaradi boljših 
odnosov z delodajalcem (53 odstotkov bi se jih odpovedalo, 19 odstotkov tega ne bi 
storilo, 28 odstotkov se jih le delno strinja s to trditvijo). Morda bi bilo pri tej trditvi dobro 
postaviti pojasnjevalno vprašanje, ali bi se odpovedali zasebnosti dejansko zaradi boljšega 
medsebojnega razumevanja, kar posledično pozitivno vpliva tudi na zasebnost na 
delovnem mestu, ali pa zaradi tega, ker bi bili to na nek način prisiljeni storiti glede na 
dejstvo, da je delodajalec močnejša stranka in da tudi v delovnem razmerju pogosto velja 
»vzemi ali pusti« oz. ali se boš ravnal po navodilih delodajalca (ne glede na pravo) ali pa 
boš moral oditi. Vpliv na to imajo tudi gospodarske razmere in socialna odvisnost od 
delodajalca. To je tudi potrdilo 70 odstotkov anketirancev, ki menijo, da je zaradi težjih 
gospodarskih razmer manj zasebnosti. Ugotoviti je mogoče tudi, da so odgovori oz. ocene 





Grafikon 7: Prikaz aritmetične sredine za stališča anketirancev v zvezi s 
trditvami iz sklopa zasebnosti na delovnem mestu 
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Pri vprašanju »Kaj menite, katera od naštetih področij zasebnosti na delovnem mestu so 
v današnjem času najbolj izpostavljena kršitvam?«165 je bilo ponujenih več odgovorov 
(uporaba interneta na službenem računalniku v zasebne namene, uporaba službenega 
telefona v zasebne namene, uporaba tehnologije GPS s strani delodajalca, uvajanje 
videonadzora v zvezi z zdravjem ter zdravstvenimi podatki). Pri izboru možnih odgovorov 
so bile za izhodišče uporabljene ugotovitve iz teoretičnega dela pričujoče naloge, ki so 
razvidne iz posameznih poglavij v zvezi s pravno ureditvijo posameznega področja 
zasebnosti.  
Anketiranci so na prvo mesto dali kršitve v zvezi z obdelavo osebnih podatkov, sledijo 
kršitve pri uvajanju videonadzora, nato uporaba interneta v zasebne namene, uporaba e-
pošte, tehnologije GPS, uporaba službenega telefona v zasebne namene. Anketiranci 
menijo, da je najmanj kršitev v zvezi zdravjem in zdravstvenimi podatki. Ne preseneča, 
da so anketiranci dali na prvo mesto kršitve s področja varstva osebnih podatkov, saj je 
to področje tudi po mnenju strokovnjakov najbolj ogroženo, poleg tega pa do kršitev v 
zvezi z varstvom osebnih podatkov prihaja tudi v primeru kršitev vseh ostalih oblik 
zasebnosti.  
  
                                           




Grafikon 8: Prikaz odgovorov  anketirancev (v odstotkih) glede  
izpostavljenosti  posameznih področij kršitvam zasebnosti na delovnem mestu 
 
Vir: lasten, priloga 1 (tabela 8) 
 
Analiza odgovorov za drugi sklop vprašanj oz. trditev, ki se nanašajo na poznavanje 
zakonodaje v zvezi z zasebnostjo:166 
Drugi sklop se nanaša na poznavanje predpisov z obravnavanega področja, kar bi moralo 
vplivati na večje zavedanje pravic s tega področja, kar posledično vpliva tudi na večje 
pravno varstvo. Če zaposleni ne ve, da določena dejanja delodajalca pomenijo protipravno 
ravnanje, so njegove pravice že zaradi tega manjše. Bo pač menil, da že mora biti tako, in 
ne bo odreagiral na kršitve. Drugače pa je v primeru poznavanja le-teh. Tudi delodajalec 
                                           
166 Glej grafikon 9. 
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se potem bolj zaveda tega in tudi morebitnih sankcij v primeru tovrstnih ravnanj. 
Povprečne ocene za trditve iz tega sklopa so prikazane v grafikonu 9. 
Tako večina anketirancev (60,6 odstotka) ve, da je zasebnost na delovnem mestu 
zavarovana v okviru splošnih določb Ustave RS, 6 odstotkov anketirancev je odgovorilo, 
da ne vedo, kakšna je ureditev v Ustavi, 14,5 odstotka pa jih je odgovorilo nepravilno, 
ostali niso odgovorili.  
 
Na vprašanje »Ali ima delodajalec v pravnih aktih podlago za omejevanje pravice do 
zasebnosti na delovnem mestu?« je 61 odstotkov anketirancev pravilno odgovorilo, da 
delodajalec sicer ima pravico do omejevanja zasebnosti na delovnem mestu, vendar v 
skladu s pravnimi normami in postopki, ki jih le-te določajo, kar mora biti opredeljeno v 
notranjih aktih, delavec pa o tem seznanjen.  
 
Trditev »Zasebnost na delovnem mestu je pravno ustrezno zavarovana, vendar  celoti  ne 
preprečuje posegov v zasebnost na delovnem mestu,«  so anketiranci potrdili v 74,8 %, 
povprečna ocena pa je 3,18. V zvezi s tem izpostavljam mnenja anketirancev, zakaj je 
tako: »Smo pravna država le na papirju in zakone še pravniki razlagajo po svoje«, »Zaradi 
nepoznavanja zakonodaje«, »Ker delodajalci interne akte prilagajajo sebi v prid«, »Ni 
pravnega reda, imamo zakone, ki veljajo samo za nekatere«. Iz teh mnenj je čutiti 
nezaupanje v pravo, kar dodatno potrjuje trditev . 
 
Sklepati je mogoče, da zaradi nezaupanja v pravo oz. v tiste, ki ga izvajajo, anketiranci 
dajejo večji pomen zaupanju med delodajalcem in delavcem. Tako je 77 odstotkov 
anketirancev pritrdilo trditvi »Večji pomen kot pravni urejenosti dajem zaupanju med 
delodajalcem in delavcem«. 7,7, odstotka se jih s to trditvijo ne strinja in 15,3 odstotka se 
jih le delno strinja. Povprečna ocena je 3,4, kar pomeni, da je trditev potrjena. 
 
Ob tem se sprašujemo, zakaj se daje večji pomen zaupanju med delodajalcem in 
delavcem kot pravu. To si je mogoče razlagati predvsem s šibkejšim položajem delavca 
nasproti delodajalcem, saj se bo dejansko tudi v primeru dobrega poznavanja predpisov 
delavec težko odločil za prijavo kršitve pristojnim organom, gre namreč za vsakodnevne 
odnose, kjer ima delodajalec več vzvodov in lahko s svojim ravnanjem na delavca vpliva 
tako, da ta sam zapusti delovno mesto. Postopki dokazovanja kršitev pa so navadno 
predolgi in dragi, tako da se delavci za prijavo odločajo zlasti takrat, ko ocenijo, da nimajo 
česa izgubiti.  
Tako tudi 24,8 odstotka anketirancev kršitev sploh ne bi prijavilo, 36,8 odstotka 




gospodarstva in 11,2 odstotka iz javnega sektorja), informacijskemu pooblaščencu bi 
kršitev prijavilo 34,2 odstotka anketiranih in 4,2 odstotka na ustavno sodišče. Iz tega 
izhaja, da anketiranci, zaposleni v gospodarstvu, manj poznajo svoje pravice glede tega, 
kateremu organu prijaviti kršitev zasebnosti na delovnem mestu. Temu v prid govori tudi 
ocena anketirancev glede trditve, da bi moral obstajati poseben zakon glede zasebnosti 
na delovnem mestu − ocena je precej nad srednjo vrednostjo, in sicer 3,7. (Tako se jih 
1,3 odstotka ne strinja s postavljeno trditvijo, 13,2 odstotka se jih delno strinja, 38 
odstotkov se jih strinja, 14,5 odstotka se jih zelo strinja, 29 odstotkov se jih v celoti 
strinja, 4 odstotka pa jih predpisov ne pozna dovolj, da bi lahko odgovorili na to 
vprašanje.)  
Podobni rezultati so tudi pri trditvi »Če bi obstajal takšen zakon, bi se delavec bolj zavedal 
svojih pravic«. Povprečna ocena navedene trditve je 3,6 oz. 83 odstotkov anketirancev jo 
je potrdilo. V strukturi ocen pa se s to trditvijo ne strinja 4 odstotka, delno se jih strinja 13 
odstotka, strinja se jih 26 odstotkov, 30 odstotkov se jih zelo strinja in 27 odstotkov se jih 





Grafikon 9: Prikaz povprečne ocene na lestvici od 1 do 5 za trditve iz sklopa, ki 
se nanaša na poznavanje zakonodaje s področja zasebnosti na delovnem 
mestu 
 
Vir: lasten, Priloga 1 (tabela 9) 
 
Analiza odgovorov za tretji sklop vprašanj oz. trditev, ki se nanašajo na vpliv sodobnih 
tehnologij na zasebnost na delovnem mestu:167 
Odgovori v tem sklopu imajo povprečno oceno 2,7. Srednja vrednost ocen je v intervalu 
med 1,9 in 3,5. Najvišjo vrednost v tem sklopu je dosegla trditev, ki je hkrati tudi 
                                           












Bolj kot pravni urejenosti, dajem
večji pomen zaupanju med
delodajalcem in delavcem.
Če bi obstajal takšen predpis, bi se
delavec bolj zavedal svojih pravic s
tega področja.
Moral bi obstajati poseben zakon o
zasebnosti na delovnem mestu.
Urejenost posameznih področij
zasebnosti na delovnem mestu je
preveč razpršena po različnih
pravnih aktih.
Hipoteza 1: Zasebnost na delovnem
mestu je pravno ustrezno
zavarovana, vendar posegov v





hipoteza: »Sodobna tehnologija omogoča delodajalcu več zlorab v zvezi z nadzorom 
zaposlenih.« 168Le 3,4 odstotka anketiranih se s to trditvijo ne strinja. Najnižjo oceno pa je 
dosegla trditev »da je elektronski nadzor nad zaposlenimi potreben«. Torej popolnoma 
odklonilno stališče v zvezi elektronskim nadzorom nad zaposlenimi. Glede na to, da je bilo 
pričakovati takšno stališče anketirancev, ocenjujem, da bi trditev morala biti postavljena 
tako: »da elektronski nadzor nad zaposlenimi ni potreben«.  
Glede na ocene, ki jih je dosegla dejansko postavljena trditev, bi pri tej trditvi bila stališča 
ravno nasprotna oz. bi dosegla visoke ocene in zvišala povprečje celotnega sklopa.  
 
Iz vrednosti ocen posameznih trditev je sicer čutiti, da zaposleni le niso tako zelo 
nadzorovani. Večina anketiranih je potrdila, da ne čuti nobenih pritiskov ter da njihova 
zasebnost v zvezi s sodobnimi tehnologijami ni ogrožena. To jih je potrdilo 71,8 odstotka, 
k čemur je treba prišteti še tiste, ki se delno strinjajo s to trditvijo ter bi na podlagi tega 
sklepali, da so delno nadzorovani. Takšnih je bilo 23 odstotkov. Le 5,2 odstotka pa se jih s 
to trditvijo ne strinja. Večina daje prednost varnostni kulturi zaposlenih (89 odstotkov) 
pred tehničnimi rešitvami. Tako tudi ne razmišljajo o tem, da so lahko nadzorovani (63 
odstotkov).  
V zvezi z vpogledom v službeni elektronski predal se največ anketiranih strinja, da bi se 
vanj lahko vpogledalo v primeru odsotnosti, npr. zaradi bolezni oz. če bi delodajalec 
potreboval določene podatke (53 odstotkov), nekaterih anketirancev sploh ne bi motilo, če 
bi vpogledal kadarkoli, saj se s tem vprašanjem sploh ne ukvarjajo (32 odstotkov), 
nekateri pa bi se celo strinjali, da bi  delodajalec vpogledal v e-predal, takrat ko meni, da 
ga zaposleni preveč uporablja v zasebne namene. Je pa tudi visoko zaupanje v 
delodajalca v primeru morebitnega nadzora, saj več kot polovica (62 odstotkov) meni, da 
če delodajalec nadzoruje, to počne zaradi varnostne politike podjetja, in ne zaradi nadzora 
zaposlenega.  
Sicer tudi iz pregleda odgovorov, ki se nanašajo na uporabo službenih sredstev v zasebne 
namene, ni zaznati, da bi bilo omejevanje s strani delodajalcev prekomerno. Videonadzor 
je v delovnem okolju prisoten pri 41 odstotkih anketiranih. Službeni telefon uporablja v 
zasebne namene kar 79,5 odstotka anketiranih, pri čemer so upoštevani tudi odgovori 
»delno se strinjam«. Je pa zaskrbljujoče, da ima skoraj tretjina (29,9 odstotka) v službene 
avtomobile nameščene naprave GPS (od tega jih 83 odstotkov meni, da so te naprave 
nameščene zaradi nadzora delavcev).  
Glede omejevanja komunikacij se 52 odstotkov anketirancev strinja s trditvijo, da 
delodajalec zahteva uporabo elektronske pošte izključno v službene namene, pri 62 
                                           




odstotkih anketiranih pa delodajalec omejuje določene aktivnosti na internetu. Od tega jih 
46 odstotkov meni, da to počne zaradi varnostne zaščite informacijskega sistema.  
Grafikon 10: Prikaz povprečne ocene mnenj anketirancev na lestvici od 1 do 5 v 
zvezi z uporabo sodobnih tehnologih na delovnem mestu 
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1
Ne čutim nobenih pritiskov, moja
zasebnost na delovnem mestu ni
ogrožena.
Dopuščam možnost, da delodajalec
nadzoruje moje komunikacije.
Hipoteza 2 :Sodobna tehnologija
omogoča delodajalcu več zlorab v
zvezi z nadzorom nad zaposlenimi.
Zavedam se, da delodajalec ima
možnost  ugotoviti kaj v določenem
trenutku delam na delovnem mestu
ne da bi to vedel.
Pri uporabi interneta in elektronske
pošte delodajalec omejuje določene
aktivnosti in dostop.
Delodajalec zahteva uporabo
elektronske pošte izključno v
službene namene.







9.3 PREVERITEV  HIPOTEZ 
 
V skladu s problemom in predmetom raziskovanja magistrskega dela sem postavila 
hipotezi, ki sem ju preverila tako v teoretičnem kot raziskovalnem delu. Magistrsko delo 
je zasnovano tako, da so mi struktura, vsebina in metode dela to omogočale.  
 
Tako kot je v delu že večkrat navedeno, na kratko povzemam pravno ureditev, ki potrjuje 
prvi del hipoteze, ki pravi, da je zasebnost na delovnem mestu pravno ustrezno 
zavarovana. Po pregledu in proučitvi številnih pravnih aktov ugotavljam, da je pravica do 
zasebnosti razmeroma dobro pravno urejena in omogoča posamezniku pravno varstvo oz. 
tako formalne oblike kot tudi neformalne oblike varstva. Ugotoviti je mogoče, da se sam 
pojem zasebnosti na delovnem mestu kot samostojna pravica ne pojavlja pogosto v 
pravnih aktih, temveč je večinoma zajet v okviru splošne pravice do zasebnosti. Bolj kot 
so predpisi splošni, bolj je ta pravica splošno obravnavana. Tako lahko začnemo pri 
Splošni deklaraciji o človekovih pravicah in temeljnih svoboščinah, ki pravi: »Vsakdo ima 
pravico do spoštovanja svojega zasebnega in družinskega življenja, svojega doma in 
dopisovanja.« Kot vidimo, se tudi te določbe nanašajo na zasebnost, vendar zvenijo zelo 
splošno. Nadalje je ta pravica urejena v številnih mednarodnih dokumentih, ki jih je 
Republika Slovenija ratificirala in jih je dolžna spoštovati. Med najpomembnejše sodi 
EKČP. Vsi so podrobno predstavljeni v tem delu.  
 
V slovenski pravni ureditvi pa je omenjena pravica urejena v najvišjem pravnem aktu, to 
je Ustavi RS, pa tudi v Zakonu o varstvu osebnih podatkov, delovnopravni zakonodaji 
(Zakonu o delovnih razmerjih, Zakonu o javnih uslužbencih ter v drugih predpisih, ki se 
tako ali drugače tičejo delovnih razmerij – Zakon o varnosti in zdravju pri delu, Zakon o 
pokojninskem in invalidskem zavarovanju, Zakon o zdravstvenem varstvu in zdravstvenem 
zavarovanju), Zakonu o detektivski dejavnosti, Zakonu o omejevanju uporabe tobačnih 
izdelkov. Nadalje, delavec ima pravico do odškodnine. Odškodninsko odgovornost delavca 
ali delodajalca, ki jo povzročita drug drugemu v okviru delovnega razmerja, torej pri delu 
in v zvezi delom, ureja Zakon o delovnih razmerjih. Če škodo povzročita drug drugemu 
izven delovnega razmerja, je to urejeno v okviru splošne ureditve odškodninske 
odgovornosti po civilnopravni zakonodaji. Posegi v zasebnost na delovnem mestu s 
pomočjo sodobnih informacijskih tehnologij so zajeti v kazenskopravni zakonodaji (Zakonu 
o kazenskem postopku, Kazenskem zakoniku), Zakonu o elektronskih komunikacijah, 
Zakonu o telekomunikacijah, Zakonu o SOVI. Iz pregleda zakonodaje jasno izhaja, da je 
to področje dobro pokrito.  
 
Kljub dobri pravni zaščiti obravnavanega področja v nadaljevanju potrjujem tudi drugi del 




mestu.« Menim, da je tudi ta del hipoteze potrjen. Da v praksi prihaja do kršitev 
zasebnosti na delovnem mestu, potrjuje ESČP, sodna praksa slovenskih rednih sodišč, 
ustavnega sodišča, poročila varuha človekovih pravic, opozorila in odločitve 
informacijskega pooblaščenca, kar je razvidno tudi iz posameznih povzetkov sodb oz. 
odločitev drugih organov. Zlasti sodbe ESČP predstavljajo ključni ustavosodni test glede 
dopustnosti posega v pravico do zasebnosti na splošno, še zlasti glede komunikacijske 
zasebnosti. Velike zasluge glede seznanjanja s pravicami posameznikov ima zagotovo 
Informacijski pooblaščenec, in sicer z izdajo raznih brošur, s pogostim opozarjanjem na 
kršitve s področja zasebnosti na delovnem mestu. Pripravil je tudi osnutek Zakona o 
zasebnosti na delovnem mestu. Tudi 74,8 odstotka anketiranih je pritrdilo tej trditvi (glej 
grafikon 9). Iz vprašalnikov je še zlasti bilo razbrati potrditev drugega dela hipoteze, 
namreč, zaznati je bilo nezaupanje v pravo. Sklepamo lahko, da jih ravno zaradi tega več 
kot polovica (77 odstotkov) daje prednost medsebojnemu zaupanju z delodajalcem pred 
pravom.  
 
Na podlagi navedenega pri tej hipotezi zaključujem, da do kršitev prihaja, ker je 
pomanjkljivo urejeno področje uporabe informacijske tehnologije na delovnem mestu, 
področje uporabe tehničnih sredstev, ki ga delodajalci uporabljajo za nadzor, in zaradi 
izkoriščanja moči delodajalca nasproti delavcu. Pomanjkljivost pravne urejenosti (in 
posledično pogosto neučinkovito pravno varstvo) vidim tudi v razpršeni urejenosti tega 
področja po različnih predpisih, ki so velikokrat nejasni, kar je predstavlja za delavca 
težavo glede seznanjenosti, kaj lahko in česar ne sme, prav tako pa tudi delodajalca 
pogosto pušča v dvomih, ali ravna pravilno.  
To potrjujejo številna zaprosila Informacijskemu pooblaščencu za pravilno razlago 
posameznih določb ZVOP-1. Tudi anketiranci potrjujejo, da bi za njihovo boljšo pravno 
varnost moral obstajati poseben zakon o zasebnosti na delovnem mestu, kar ocenjuje 
81,5 odstotka anketiranih.  
 
Ocenjujem, da je hipoteza 1 potrjena tako v teoretičnem kot v raziskovalnem delu. V 
teoretičnem delu sem hipotezo preverjala skozi celotno delo, še zlasti pa v poglavjih, ki se 
nanašajo na človekove pravice in temeljne svoboščine, pravno ureditev obravnavanega 
področja, mnenja strokovnjakov tako doma kot v tujini (še zlasti tistih, ki se ukvarjajo z 
ustavnim, delovnim in pravom varstva človekovih pravic), ki opozarjajo na pomen pravne 
regulacije tega področja tako doma kot v tujini, nato opozarjanje nadzornih inštitucij, ki 










Grafikon 11: Predstavitev ocen anketirancev za trditev »Zasebnost na 
delovnem mestu je pravno ustrezno zavarovana, vendar v celoti ne preprečuje 
posegov v zasebnost na delovnem mestu .« 
 
Vir: lasten, priloga 1 (tabela 11) 
 
Pri drugi hipotezi sem predpostavila, da sodobna informacijska tehnologija poleg 
prednosti, ki jih koristimo hkrati omogoča tudi več  zlorab. Razlog za to je vedno bolj 
cenovno dostopna tehnologija. Pri tem ni izvzeto niti delovno okolje, v katerih so nastale 
nove možnosti, kjer prihaja do konflikta interesov delodajalcev, zaposlenih in tretjih oseb.  
Najpogosteje in v največjem obsegu se krši pravica do informacijske zasebnosti na 
delovnem mestu na področju svetovnega spleta in elektronske pošte. Vendar to nista 
edini tehnologiji, kjer prihaja do kršitev zasebnosti zaradi nadzora (Tomšič, 2008, str. 53–
54).  »Komunikacijska sredstva so last delodajalca, zato ima določeno pravico do 
nadzora. Hkrati pa ima zaposleni pravico do zasebnosti, kar pomeni, da mora delodajalec 
vsak poseg v zasebnost zaposlenega pretehtati, vnaprej morajo biti jasna pravila uporabe 
računalnika, e-pošte, službenega telefona in primeri, ko je dovoljen vpogled v njihovo 
vsebino, denimo v izrednih primerih smrti, nenapovedane odsotnosti,« je pojasnila 
Nataša Pirc-Musar. 169  Po mnenju državnega nadzornika za varstvo osebnih podatkov 
                                           














Andreja Tomšiča bo delodajalec storil pomemben korak k varovanju zasebnosti 
zaposlenih s tem, ko bo najprej opredelil, če sploh dovoljuje rabo službenih sredstev in v 
kakšnem obsegu oz. pod kakšnimi pogoji. To mora jasno opredeliti v internih aktih, ki 
morajo biti v skladu z veljavno zakonodajo in ustavnimi določili, pri tem pa ne sme kršiti 
ustavnih in zakonskih pravic posameznika do informacijske in komunikacijske zasebnosti 
ter »pavšalno predpisovati oblik, načina in obsega nadzora z zanemarjanjem temeljnih 
določb o človekovih pravicah«. Pri tem ne sme spregledati načela sorazmernosti, po 
katerem morajo biti posegi v zasebnost posameznika (kar velja tudi za delovno mesto) 
utemeljeni ter minimalni za dosego legitimnih, zakonitih in ustavno dopustnih ciljev. Pri 
tem opozarja, da morajo biti določila internih aktov jasna, kar bo povzročalo manj 
dvoumnosti in zaradi tega manjše tveganje za posege v zasebnost, ki jo zaposleni 
upravičeno pričakujejo. Pri izdelavi aktov pa je potrebno sodelovanje sodelavcev s 
pravnega in informacijskega področja (Tomšič, 2008, str. 62). 
 
Grafikon 12: Predstavitev ocen anketiranih za trditev »Sodobna tehnologija 
omogoča delodajalcu več zlorab v zvezi z nadzorom nad zaposlenimi.« 
 
Vir: lasten, priloga 1 (tabela 11) 
  











Tudi ta hipoteza je potrjena, in sicer to potrjujejo številni viri, ki so uporabljeni v tem delu 
in se ukvarjajo z vprašanji, povezanimi z uporabo sodobnih tehnologij pri delu, pravno 
zaščito pred zlorabami tako na strani delodajalca kot na strani delavca, številne sodbe, 
izdane s strani ESČP, številne sodbe v sodnih postopkih slovenskih sodišč, iz katerih jasno 
izhaja, da nekateri delodajalci izkoriščajo tehnologijo tudi za nadzor zaposlenih, še zlasti 
za nadzor vseh vrst komunikacij, izdane odločbe in opozorila informacijskega 
pooblaščenca, mnenja tujih in domačih strokovnjakov v znanstveni in strokovni literaturi, 
pravnih virih, medijih, internetnih virih.  Vsem naštetim je skupno eno: opozarjanje na 
pretirano uporabo sodobnih tehnologij z namenom nadzora nad posameznikom (oz. 
poseganja v njegovo zasebnost) in na zaščito šibkejšega v delovnem razmerju (delavca). 
Opozarjajo zlasti na pretirano uporabo tudi za namene, ki nimajo kritja v predpisih, oz. 
njihovo zlorabo.  V prid tej trditvi je tudi opozarjanje na sprejem ustrezne zakonodaje, ki 
bi določala pravice, obveznosti, načela in ukrepe za varovanje komunikacij delavcev in 
sankcij za prepovedana ravnanja tako delodajalca kot tudi delavca na področju 
zasebnosti. Zakonodaja bi morala biti takšna, da bi bili s strani delodajalcev omogočeni 
taki pogoji za delo, ki zagotavljajo spoštovanje pravice do zasebnosti delavca ter 
omogočajo njegovo nenadzorovano komunikacijo in svobodo ravnanja do te mere, da ne 
ogroža interesov delodajalca. Tudi v drugih državah opozarjajo na potrebo po takšni 
zakonodaji, npr. v Nemčiji je taka zakonodaja v zakonodajni proceduri. Iz tega je mogoče 
sklepati, da če ne bi bilo prekomernih posegov in nadzora s strani delodajalcev, takšna 
zakonodaja ne bi bila potrebna.  
Tudi zaposlene osebe, ki so sodelovale v raziskavi, so potrdile to hipotezo, ki je bila ena 
od trditev v tretjem sklopu. Povprečna ocena te trditve je 3,5 in je najvišja v sklopu 
trditev, ki se nanašajo na sodobne tehnologije in zasebnost, kar je precej nad srednjo 





9.4 PRISPEVEK REZULTATOV RAZISKAVE K ZNANOSTI IN STROKI 
 
Namen tega dela in raziskave je bil s podrobnim proučevanjem veljavne zakonodaje, 
strokovne in znanstvene literature, judikatov slovenskih sodišč in Evropskega sodišča za 
človekove pravice, pravnih virov ter mnenj različnih strokovnjakov predstaviti trenutno 
stanje na področju pravne urejenosti pravice do zasebnosti na delovnem mestu, opozoriti 
na pomen celovite zaščite ter ugotoviti, kako se v praksi odraža pravna varnost tega 
področja. Glede na to, da pri nas ne obstaja kakšna obsežnejša raziskava, ki bi se 
ukvarjala z raziskovanim področjem, menim, da je namen tega dela dosežen. Podrobno 
so predstavljana posamezna področja zasebnosti na delovnem mestu, ki so glede na 
uporabljene vire najbolj izpostavljena kršitvam s strani delodajalcev. V okviru posameznih 
področij so predstavljene ne le pravice delavcev na delovnem mestu, temveč tudi legalne 
pravice delodajalcev in zakonodaja, v kateri so navedene pravice, obveznosti, ukrepi in 
sankcije za nedovoljena ravnanja na obeh straneh. Delovno mesto je namreč prostor, 
kjer se srečujejo interesi, pogosto tudi nasprotujoči si, in sicer obeh ključnih akterjev 
delovnega mesta. Hkrati so ugotovljene pomanjkljivosti v sedanjih predpisih in 
predstavljen osnutek Zakona o zasebnosti na delovnem mestu, ki ga je pripravil 
Informacijski pooblaščenec in je priloga tega dela. Iz analize in predstavitve anketnih 
vprašalnikov pa so razvidna tudi stališča anketiranih oseb (zaposleni), ki so tudi glede na 
lastno poznavanje tega področja (delo na kadrovskem področju) in glede na vse 
uporabljene vire skladna s teoretičnim delom pričujoče naloge. 
Glede na navedeno menim, da se magistrsko delo lahko uporablja kot vir informacij tako 
za delodajalce (v primeru dvomov, kako ravnati v določeni situaciji) kot za delavce, saj je 
na enem mestu za posamezna področja zasebnosti na delovnem mestu predstavljena 
zakonodaja, ki obravnava ta področja, zbrana so mnenja strokovnjakov, na koncu pa še  
prikazana stališča zaposlenih, ki so zbrana na podlagi vprašanj oz. trditev iz anketnega 
vprašalnika, ki je sledil strukturi dela. 
Rezultati raziskave lahko predstavljajo primerno izhodišče za širšo raziskavo in analizo 
stanja na tem področju, v katero bi bili vključeni delavci, delodajalci (ločeno za javni in 
zasebni sektor), Inšpektorat za delo RS, Informacijski pooblaščenec, sindikati, 
predstavniki delodajalcev. Pri tem bi lahko bili uporabljeni tudi konkretni številčni podatki, 
s katerimi razpolagajo delodajalci in se nanašajo na njihovo legalno pravico do nadzora 
zaposlenih ter so zakonsko zavezani k določenim ravnanjem, še zlasti na podlagi Zakona 
o varnosti in zdravju pri delu ter v primerih, ko izvajajo postopke v zvezi z dopustnimi 
posegi v komunikacije zaposlenih. Zaradi težav pri pridobivanju tovrstnih podatkov lahko 








Pravno urejanje področja zasebnosti je v zadnjih letih naredilo pomembne korake v smeri 
varstva zasebnosti na delovnem mestu.  
 
Najpomembnejši premiki v zakonodaji so bili izvedeni z Zakonom o varstvu osebnih 
podatkov, Zakonom o delovnih razmerjih, Zakonom o javnih uslužbencih, Zakonom o 
varnosti in zdravju pri delu, Zakonom o telekomunikacijah. Sicer je zasebnost v Republiki 
Sloveniji ustavno varovana človekova pravica. Slovenija je ratificirala številne mednarodne 
dokumente, ki se nanašajo na temeljne človekove pravice, med katere sodijo tudi 
osebnostne pravice. V nacionalni pravni red je zaradi poenotenja evropske zakonodaje 
implementirala določila direktiv, ki jih je sprejel Svet Evrope in se nanašajo na varstvo 
osebnih podatkov in komunikacijsko zasebnost. Slovenska sodna praksa pa se opira na 
stališča ESPČ, saj je Slovenija k temu zavezana kot podpisnica Evropske konvencije o 
človekovih pravicah. Prav tako je Slovenija tudi podpisnica Konvencije o varstvu 
posameznika glede na avtomatsko obdelavo podatkov, ki je neposredno uporabno pravo. 
Vendar se tehnologije iz dneva v dan razvijajo s tako hitrostjo, da nenehno ostajajo izzivi 
na tem področju. 
 
Obveznosti delavca v delovnem razmerju so opravljanje dela (opravljanje dela v skladu s 
pogodbo o zaposlitvi, upoštevanje delodajalčevih navodil, spoštovanje predpisov o 
varnosti in zdravju pri delu), obveznost obveščanja (obveznost obveščanja delodajalca o 
vseh dogodkih in dejstvih, ki so pomembna za izvrševanje pogodbe o zaposlitvi),  
prepoved škodljivega ravnanja (delodajalcu ne sme materialno ali moralno škodovati ali 
škodovati poslovnim interesom delodajalca), obveznost varovanja poslovne skrivnosti 
(delavec ne sme izkoriščati za svoje osebne potrebe ali izdati tretjemu delodajalčevih 
poslovnih skrivnosti, med katere sodijo tudi podatki, za katere bi nastala občutna škoda v 
primeru, če bi se z njimi seznanila nepooblaščena oseba – ZDR, od 31. do 40. člena). 
Torej je delavec dolžan opravljati delo pri delodajalcu, kar je temeljni element delovnega 
razmerja, in sicer v skladu s pogodbo o zaposlitvi, ter upoštevati in izpolnjevati obveznosti 
iz drugih predpisov, še zlasti predpise s področja varnosti in zdravja pri delu. Delodajalec 
pa ima pravico delavca nadzirati pri opravljanju dela ter lahko v primeru ugotovljenih 
kršitev pogodbenih obveznosti sproži disciplinski postopek. 
Vendar delovno okolje postaja za mnoge delavce neprijazno in pogosto tudi pravni okviri 
za varstvo pravic delavcev še ne zagotavljajo zadostne pravne varnosti in zaščite. Pri tem 
niso izvzete niti temeljne delavčeve pravice, ki se nanašajo na njegov eksistenčni položaj 
(pravica do plačila za delo). Iz tega lahko sklepamo, da se zaposleni zavestno 
odpovedujejo mnogim svojim pravicam in da je zasebnost na delovnem mestu zagotovo 




Takšna situacija ustvarja pogoje, da se delavci še bolj zanimajo za svoje pravice, jih 
spoznavajo in ustrezno odreagirajo na kršitve. Na obseg te pravice vpliva zaupanje, ki se 
vzpostavi med delavcem in delodajalcem, odvisen pa je tudi od delovnega procesa 
samega in od posameznega delovnega mesta, na katerem se hkrati srečujeta dva 
legitimna interesa. Pomemben vpliv imajo tudi gospodarske razmere, še zlasti razmere na 
trgu dela, ki v obdobju neugodnih zaposlitvenih gibanj zaposlene potiskajo v še večjo 
podrejenost v razmerju do delodajalca zaradi bojazni pred izgubo delovnega mesta. Na 
drugi strani pa ima delodajalec legitimne pravice glede omejevanja zasebnosti 
zaposlenega. Tudi zanj je delovno mesto, na katerem opravlja delo delavec, ki so mu 
dana njegova delovna sredstva v upravljanje s točno določenim namenom, eksistenčnega 
pomena. Vprašanje je le, kje je meja, do katere so ti posegi upravičeni ob spoštovanju 
delavčeve osebnosti, zaščiti njegove zasebnosti in upoštevanju sorazmernosti pri 
zasledovanju delodajalčevega legitimnega interesa. 
Poleg zasledovanja legitimnih interesov, ki so v zvezi z delom, ima delodajalec tudi veliko 
možnosti, da z različnimi ukrepi za zaščito svojih interesov krši delavčevo zasebnost, kar 
se v praksi tudi dogaja. Že od samega začetka, od razpisa prostega delovnega mesta 
naprej, je delodajalec močnejša in kandidat oz. po sklenitvi pogodbe o zaposlitvi delavec 
šibkejša stranka v postopku. Je v podrejenem položaju. Tudi v primeru, ko pozna 
zakonodajo, je velika verjetnost, da bo to »spregledal«, ker je namreč vse podrejeno 
enemu cilju, to je pridobiti zaposlitev in jo potem tudi obdržati. Kršitve se lahko začnejo že 
ob prijavi na delovno mesto, kjer kandidat posreduje svoje osebne podatke, v primerih 
javnih natečajev za zasedbo uradniških delovnih mest po (ZJU) in podzakonskih aktih, pa 
delodajalci zahtevajo še dodatna dokazila. Nadalje, kršitev se lahko nadaljuje na samem 
razgovoru za zaposlitev. Delodajalec ima željo, da o kandidatu izve čim več, pri čemer so 
lahko vključene celo nekatere osebne okoliščine (zdravstveno stanje, družinske razmere, 
versko prepričanje ...), in mogoče gre na prvi pogled za nepomembne podrobnosti, ki pa 
so lahko vzrok za negativno odločitev, kar je težko dokazovati, saj razlog za neizbiro ne bi 
bila ta okoliščina, temveč boljša ustreznost drugega kandidata.  
 
Sodobni načini dela ter nove informacijsko-komunikacijske tehnologije so postali del 
našega vsakdana na delovnem mestu. To odpira številna kompleksna vprašanja za pravno 
znanost in nove naloge za pravne strokovnjake. Število odprtih vprašanj je iz dneva v dan 
vse večje, tako kot so v porastu nove tehnologije, ki se uporabljajo pri delu in za namene 
različnih oblik nadzora. Čedalje več je dela na daljavo, ki zahteva zavarovanje komunikacij 
in zaščito osebnih podatkov uporabnikov oz. zaposlenih. Tako ustaljene oblika dela na 
številnih področjih izginjajo zaradi fleksibilnejšega pristopa, ki ga omogočajo ravno nove 
tehnologije. Vprašanja se torej v glavnem nanašajo na mehanizme nadzora na delovnem 
mestu, ki so v rokah delodajalca (delodajalec lahko v celoti preverja uporabo interneta, 
elektronske pošte), na zaščito osebnih podatkov, na uporabo interneta v zasebne namene 





V EU se je pravo že odzvalo na varstvo osebnih podatkov, ki je tudi sestavni del 
delovnopravne zakonodaje. Tako so v delovnem pravu držav EU vključene določbe, ki 
zavezujejo delodajalca, da varuje dostojanstvo zaposlenih. To določilo je po vsebini 
takšno, da se lahko sicer različno razlaga glede na prostor in čas. Najbolj občutljivo 
področje, kjer lahko prihaja do poseganja v zasebnost na delovnem mestu s strani 
delodajalca, so komunikacije zaposlenih. V zvezi s tem je lastništvo delodajalca nad 
komunikacijskimi sredstvi omejeno z določili varstva zasebnosti fizičnih oseb, ki ta 
komunikacijska sredstva uporabljajo. Vendar delodajalec lahko uporablja sodobno 
tehnologijo tako, da omogoča posege v zasebnost, ki jih delavec niti ne opazi (elektronski 
nadzor ...). Uporaba sodobne informacijske in komunikacijske tehnologije odpira številna 
in kompleksna pravna vprašanja, ki jih je iz dneva v dan več, tako kot nastajajo nove 
tehnologije, ki jim pravo težko sledi. Nadzor z uporabo teh tehnologij je dejansko 
elektronski nadzor, ki se uporablja na številnih področjih (tudi vsakdanjega življenja), pri 
čemer delavci in delovno okolje seveda niso izvzeti. Najpogosteje se izvajajo: 
videonadzor, nadzor komunikacij, ki jih uporabljajo zaposleni, nadzor uporabe elektronske 
pošte, interneta, sledenje z napravami GPS, uporaba biometrije. 
 
Da do kršitev prihaja, je razvidno zlasti iz prakse informacijskega pooblaščenca, do 
katerega v zvezi s kršitvami prihajajo tudi anonimne prijave. To potrjujejo odločbe, izdane 
v prekrškovnih postopkih. Nadalje to dokazuje sodna praksa, predvsem upravnega, 
delovnega, socialnih, višjih sodišč in vrhovnega sodišča. O tem se je izreklo tudi že 
Ustavno sodišče, ki se je pri svojih odločitvah oprlo na sodno prakso ESČP.  
 
Raziskava temelji na predpostavki, da je zasebnost na delovnem mestu pravno ustrezno 
zavarovana, vendar glede na šibkost delavca v razmerju do delodajalca kot močnejše 
stranke v tem razmerju posegov v to pravico ni mogoče v celoti preprečiti. Kot je 
razvidno skozi celotno delo, je pravno urejanje področja zasebnosti na delovnem mestu 
zajeto v številnih različnih zakonih, kar predstavlja pomanjkljivost te ureditve. Ta 
pomanjkljivost lahko povzroča slabše poznavanje predpisov. Na nekaterih področjih pa je 
pomanjkljiva tudi pravna regulacija. Manjka namreč zakonodaja, ki bi natančno določila 
predvsem dopustne posege v komunikacije zaposlenih, kar zajema elektronsko pošto, 
internet in telefon. Zakonodaja bi morala natančno določati obveznosti delodajalca, da v 
internih aktih vnaprej določi obseg teh omejitev, postopke obveščanja delavcev o tem in 
ravnanja delodajalca ob sumih kršitev s strani delavcev. Glede na obstoječo zakonodajo 
so tudi delodajalci lahko pri teh vprašanjih pogosto v dvomih, kako pravilno ravnati, da 
ne pride do nedovoljenega posega v delavčevo zasebnost, in hkrati zavarovati svoje 
interese. To pravno praznino trenutno zapolnjujejo različne smernice in navodila 





Večina delodajalcev se izogiba situacijam, kjer bi prihajalo do nemotiviranosti delavcev, 
na drugi strani pa tudi zaradi ukrepov in sankcij nadzornih in drugih inštitucij. Večina se 
tudi zaveda, da je na dolgi rok samo zadovoljen delavec lahko dober delavec. Delavci 
podpirajo pravno urejanje in poseben zakon o zasebnosti na delovnem mestu, večji 
pomen kot pravni urejenosti pa dajejo zaupanju in dobrim odnosom z delodajalcem. 
Hkrati pa ni zaznati pretiranega nadzora in nezadovoljstva zaradi tega (glej poglavje 9). 
Čeprav zaposleni te problematike še ne občutijo množično, je dejstvo, da do kršitev 
prihaja, in z novo tehnologijo bodo prihajali tudi novi izzivi tako za delavce kot za 
delodajalce. Dovolj je že posamičen vdor v zasebnost, da med ljudmi vzbudi nezaupanje 
tudi v pravno varnost. Pri tem se uporablja moderna tehnologija, ki omogoča posege v 
zasebnost tudi tako, da delavec tega niti ne zazna. Pričakovati je vedno več kršitev in 
vedno več prijav. Kot je že omenjeno, trenutni čas ni naklonjen novi zakonodaji, vendar 
bo pravo zagotovo sledila razvoju tehnologij. Poleg varstva osebnih podatkov, ki je 
trenutno najbolj določno in jasno opredeljeno v delovnopravni zakonodaji, bi bilo dobro v 
to zakonodajo vključiti tudi novosti, ki v času nastajanja veljavne zakonodaje niso še bile 
tako aktualne.  
 
Zastavlja se vprašanje, kje postaviti mejo, da posegi v zasebnost delavca ne pomenijo 
nesorazmernega in grobega poseganja v njegovo pravico do zasebnosti, še zlasti z 
uporabo sodobnih tehnologij. To mejo je očitno težko določiti, ker tudi v predpisih ni 
natančno določena. Je pa ESČP v nekaterih odmevnih primerih določilo to mejo v primerih 
nedopustnih posegov v komunikacije zaposlenih in povedalo, da mora biti delavec vnaprej 
seznanjen s pravili delodajalca glede uporabe elektronske pošte in interneta. V primeru 
odločbe Copland proti Združenemu kraljestvu pa je poudarilo, da delodajalec ne sme 
pretirano poseči v zasebnost zaposlenega, saj bi na ta način povsem izničil pravico do 
zasebnosti v smislu 8. člena Evropske konvencije o človekovih pravicah. Temu sledi tudi 
slovenska sodna praksa. V zvezi z zasebnostjo telefonskih komunikacij je jasno, da 
telefonska številka sama po sebi še ne pomeni varovanega osebnega podatka, saj je 
lastnina podjetja, a glede na to, da ima delavec pravico do zasebnosti tudi na delovnem 
mestu, je delodajalec tako v zasebnem kot v javnem sektorju omejen glede vpogleda v 
klicane telefonske številke svojih zaposlenih oz. jih ne sme kakorkoli obdelovati z 
namenom, da ugotovi, kdo je lastnik posamezne klicane številke. Edino je delodajalcu 
dovoljeno pridobivanje podatkov v zvezi s tem je zaradi obračuna porabe telefonskih 
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PRILOGA 1:  Tabele s podatki, ki prikazujejo vrednosti predstavljene v    
                       grafikonih 
 
Tabela 13: Prikaz števila vloženih in obravnavanih prijav zaradi kršitev ZVOP-1 
(javni in zasebni sektor) 
 
Vir: Informacijski pooblaščenec (podatki zbrani iz letnih poročil IP    2006 do  2010) 
 
 
Tabela 14: Število zaprosil za mnenja in pojasnila, ki jih je prejel informacijski 
pooblaščenec po posameznih letih 
Leto 2006 2007 2008 2009 2010 
Število vlog 616 1144 853 1334 1859 
Vir: Informacijski pooblaščenec (podatki zbrani iz letnih poročil IP 2006 do 2010) 
 
 
Tabela 15: Število vlog, ki jih je obravnaval IP v zvezi z biometrijo 










2006 15 6 3 4 
2007 40 24 1 10 
2008 16 10 3 2 
2009 10 4 0 2 
2010 6 6 1 2 
Vir: Informacijski pooblaščenec  (Poročilo Informacijskega pooblaščenca 2010, 
str.  37–38) 
  
Leto 2000 2001 2002 2003 2004 2005 2006 2007 2008 2009 2010 
JS 35 43 52 60 78 91 88 179 256 219 202 





Tabela 16: Prikaz strukture anketirancev  po starosti 
Starost 
anketirancev 
20 do 30 let 30 do 40 let Nad 40 let 
 
Število oseb 14 41 62 
Odstotki 12 % 35 % 53 % 
Vir: Lastna raziskava (2012) 
 
 











Število oseb 2 61 26 28 
Odstotki 2 % 52 % 22 % 24 % 
Vir:  lastna raziskava (2012) 
 
 
Tabela 18: Število odgovor anketirancev na vprašanji  glede zasebnosti na 
delovnem mestu (lestvica od 1 do 5) 





Ali je za vas pomembna pravica do zasebnosti na delovnem mestu? 
Ocena 1 = sploh ne 2 = ne 3 = niti ne 
niti da 




0 4 5 44 64 








Tabela 19: Število anketirancev glede na njihove ocene  v zvezi s trditvami iz 
sklopa zasebnosti na delovnem mestu  


















 Število anketirancev 
 
 
V primeru, da bi moral tehtati med 
odpovedjo zasebnosti v korist 
boljšim odnosom z delodajalcem, bi 


















Menim, da je prav, da delodajalec 
omejuje zasebnost na delovnem 


















Zaradi težjih gospodarskih razmer je 



















Delodajalcu ne zaupam in čutim 


















Delodajalcu zaupam, da 



















Dejansko imam na delovnem mestu 


















Pričakujem zasebnost tudi na 
























Tabela 20: Število anketirancev (in delež), ki so izrazili svoje mnenje glede  
možnosti večje oz. manjše izpostavljenosti kršitvam  zasebnosti na delovnem 
mestu (za posamezna področja) 
 Število anketirancev Odgovori 
anketirancev v 
odstotkih 




Uporaba interneta v zasebne namene 39 34,1 
Uporaba elektronske pošte v zasebne namene 27 26,5 
Uporaba  GPS tehnologije 
  
21 17,9 
Uporaba telefona v zasebne namene 17 14,5 
Zdravje in zdravstveni podatki 15 12,8 








Tabela 21: Povprečne ocene  iz sklopa, ki se nanaša na poznavanje zakonodaje 
s področja zasebnosti na delovnem mestu 






3 = se 
strinjam 
4 = zelo 
se 
strinjam 






 Število anketirancev 
 
 
Zasebnost na delovnem mestu 
je pravno ustrezno  zavarovana, 
vendar v celoti ne preprečuje 
posegov v zasebnost na 
delovnem mestu. 
11 19 43 26 18 3,18 
Urejenost posameznih področij 
zasebnosti je preveč 
»razpršena« po različnih pravnih 
aktih, kar delavca predstavlja 
oviro glede poznavanja 
zakonodaje s tega področja. 
1 14 53 24 2 3,14 
Moral bi obstajati poseben zakon 
o zasebnosti na delovnem 
mestu. 
1 16 44 17 34 3,6 
Če bi obstajal takšen zakon, bi 
delavec bolj poznal svoje pravice 
s tega področja. 
1 16 34 35 31 3,7 
Večji pomen kot pravni 
urejenosti tega področja dajem 
zaupanju med delavcem in 
delodajalcem. 
9 18 43 17 30 3,4 






Tabela 22:  Povprečne ocene anketirancev  za trditve, ki se nanašajo na upora-
bo sodobnih tehnologij na delovnem mestu 























 Število anketirancev  
Elektronski nadzor nad 
zaposlenimi je potreben. 
42 48 23 4 0 1,9 
Uporabljam službeno pošto 
tudi v zasebne namene 
       
24 
       
23 
      24        
37 
         
9 
2,28 
Delodajalec zahteva uporabo 
elektronske pošte izključno v 
službene namene. 
23 26 31 18 13 2,26 
Pri uporabi interneta in 
elektronske pošte  
delodajalec omejuje določene 
aktivnosti in dostop. 
18 21 33 31 9 2,9 
Zavedam se da ima 
delodajalec možnost ugotoviti 
kaj v določenem trenutku 
delam na delovnem mestu  
ne da bi to vedel. 
12 22 16 46 21 3,2 
Sodobna tehnologija 
omogoča delodajalcu več 
zlorab v zvezi z nadzorom 
zaposlenih. 
4 15 43 24 31 3,5 
Ne čutim nobenih pritiskov 
glede nadzora, moja 
zasebnost ni ogrožena.  
 
6 27 47 26 11            
 
          3,07 
Dopuščam možnost, da 
delodajalec nadzoruje moje 
komunikacije (elektronsko 
pošto, uporabo telefona, 
uporabo internet. 
26 18 36 12 25 2,9 






Tabela 11:  Stališča  anketirancev (na lestvici od 1 do 5) do postavljenih  
hipotez 
























 Število anketirancev, odstotki 
 
 
H1: Zasebnost na 
delovnem mestu je pravno 
ustrezno  zavarovana, 
vendar v celoti ne 
preprečuje posegov v 
zasebnost na delovnem 
mestu. 
11 19 43 26 18 3,18 
9,4 % 16,2 % 36,8 % 22,2 % 15,4 %  
H2: Sodobna tehnologija 
omogoča delodajalcu več 
zlorab v zvezi z nadzorom 
zaposlenih 
4 15 43 24 31 3,5 
3,4 % 12,8 % 36,8 % 20,5 % 26,5 %  












sem Vera Sušec, študentka magistrskega študijskega progama Uprava druga stopnja. 
Prosim vas za sodelovanje v raziskavi za potrebe izdelave magistrske naloge z naslovom 
Pravni vidiki zasebnosti na delovnem mestu. S to raziskavo želim ugotoviti vaša stališča 
glede splošnega mnenja o zasebnosti na delovnem mestu, vaše poznavanje predpisov s 
tega področja in vaše mnenje glede vpliva sodobnih tehnologij na zasebnost na delovnem 
mestu. Z nekaterimi vprašanji oz. trditvami se obračam na vas in prosim za ocene vaših 
stališč pri problematiki, ki jo zagotovo zaznavate v svojem delovnem okolju. Rezultati 
raziskave bodo uporabljeni izključno za namen magistrskega dela. Anketa je anonimna. 
Za sodelovanje se vam zahvaljujem. Vera Sušec 
 
I. VPRAŠANJA, KI SE NANAŠAJO NA ZASEBNOST NA DELOVNEM MESTU: 
(1 = sploh ne, 2 = ne, 3 = niti ne niti da, 4 = da , 5 = zelo) 
Ali je za vas pomembna pravica do zasebnosti na delovnem mestu? 1   2   3   4   5 
Ali vam je bila kdaj kršena?  1   2   3   4   5 
Če vam je bila kršena, prosim, navedite, na katero področje zasebnosti se je kršitev nanašala. 
Prosim, označite stopnjo strinjanja za vsako izmed trditev v naslednjih vprašanjih: 
(1 = se ne strinjam, 2 = delno se strinjam, 3 = se strinjam, 4 = zelo se strinjam, 5 = v celoti se 
strinjam) 
Pričakujem zasebnost tudi na delovnem mestu. 1   2   3   4   5 
Dejansko imam na delovnem mestu razumno mero zasebnosti. 1   2   3   4    5 
Delodajalcu zaupam, da osebnih podatkov o meni ne zbira prekomerno. 1   2   3   4   5 
Čutim pritiske z njegove strani glede omejevanja zasebnosti. 1   2   3   4   5 
Zaradi težjih gospodarskih razmer je manj zasebnosti na d. m. 1   2   3   4   5 
Menim, da je prav, da delodajalci omejujejo zasebnost na delovnem 
mestu. 
1   2   3   4   5 
Če ste prejšnjo trditev potrdili, prosim, napišite, zakaj se s to trditvijo strinjate. 
V primeru, da bi moral tehtati med odpovedovanjem zasebnosti v korist 
boljšim odnosom z delodajalcem, bi se odločil za slednje. 





12. Kaj menite, katera od naštetih področij zasebnosti na delovnem mestu so v današnjem času 
najbolj izpostavljena kršitvam? (Obkrožite lahko več odgovorov.) 
a) zbiranje in obdelava osebnih podatkov 
b) uporaba službene elektronske pošte v zasebne namene 
c) uporaba interneta na službenem računalniku v zasebne namene 
d) uporaba službenega telefona v zasebne namene 
e) uporaba tehnologije GPS s strani delodajalca 
f) uvajanje videonadzora 
g) v zvezi z zdravjem ter zdravstvenimi podatki 
 
II. VPRAŠANJA, KI SE NANAŠAJO NA PRAVNO VARSTVO ZASEBNOSTI NA DELOVNEM 
MESTU: 
13. Ali je delavčeva zasebnost zavarovana z Ustavo RS? (Obkrožite odgovor.) 
a) Zavarovana je s posebnimi določbami, ki se nanašajo izključno na zavarovanje zasebnosti na 
delovnem mestu. 
b) Zavarovana je v okviru splošnih določb, ki varujejo osebnostne pravice in zasebnost posameznika. 
 
14. Kaj menite, ali ima delodajalec v pravnih aktih podlago za omejevanje pravice do zasebnosti 
na delovnem mestu? 
a) Menim, da ima delodajalec pravico do neomejenega nadzora nad delavcem zaradi preprečevanja 
uporabe njegovih osnovnih sredstev v zasebne namene. 
b) Menim, da delodajalec lahko omeji pravico do zasebnosti na delovnem mestu v skladu s pravnimi 
normami, vendar mora to jasno določiti v internih aktih in delavca vnaprej seznaniti z omejitvami. 
c. Menim, da je pravica do zasebnosti na delovnem mestu pravno tako zaščitena, da je delodajalec 
ne sme omejevati. 
 
Prosim, označite stopnjo strinjanja za vsako izmed naslednjih trditev:  
(1 = se ne strinjam, 2 = delno se strinjam, 3 = se strinjam, 4 = zelo se strinjam, 5 = v celoti se 
strinjam) 
 Zasebnost na delovnem mestu je pravno dobro zavarovana, vendar v celoti ne  
preprečuje posegov v zasebnost, na delovnem mestu. 
1   2    3   4   5 
Prosim, da napišete, zakaj tako menite oz. kakšno drugo mnenje. 
Urejenost posameznih področij zasebnosti je preveč »razpršena« po različnih 
pravnih aktih, kar delavca predstavlja oviro glede poznavanja zakonodaje s tega 
področja. 
1   2    3   4   5 
Moral bi obstajati poseben zakon o zasebnosti na delovnem mestu. 1   2    3   4   5 
Če bi obstajal takšen zakon, bi delavec bolj poznal svoje pravice s tega področja.  1   2    3   4   5 
Večji pomen kot pravni urejenosti tega področja dajem zaupanju med delavcem 
in delodajalcem. 







III. SODOBNE TEHNOLOGIJE IN ZASEBNOST NA DELOVNEM MESTU: 
Prosim, da na lestvici od 1 do 5 označite, kakšno je vaše stališče glede nadzora s sodobno 
informacijsko tehnologijo. 
(1 = se ne strinjam, 2 = delno se strinjam, 3 = se strinjam, 4 = zelo se strinjam, 5 = v celoti se 
strinjam) 
Potreben je elektronski nadzor delodajalca nad zaposlenimi. 1   2    3   4   5 
Ob vstopu v stavbo, kjer sem zaposlen, imam nameščen videonadzorni  
sistem. (Obkrožite odgovor.) 
a) da       
b) ne 
Če je nameščen, kaj menite, zakaj?  
(Obkrožite odgovor.) 
a) zaradi nadzora zaposlenih b) zaradi varnosti 
24. Službeni telefon uporabljam tudi v zasebne namene. 1   2    3   4   5 
25. Delodajalec zahteva uporabo elektronske pošte izključno v službene namene. 1   2    3   4   5 
26. Pri uporabi interneta delodajalec omejuje določene aktivnosti in dostop. 1   2    3   4   5 
27. Če blokira določene aktivnosti, kaj menite zakaj to počne? 
(Obkrožite odgovor.) 
 
a) onemogoča »zabavo« med 
delovnim časom b) zaradi 
varnostne grožnje za sistem 
28. Ali so v službenih avtomobilih naprave GPS? (Obkrožite odgovor.) a) da      
b) ne 
29. Če ste odgovorili z DA, ali menite, da so izključno z namenom nadzora 
gibanja zaposlenih? 
1   2    3   4   5 
30. Kaj menite, ali ima delodajalec možnost s pomočjo sodobnih tehnologij  
      ugotoviti, kaj v določenem trenutku delate na delovnem mestu, ne da bi vi to  
      vedeli? 
1   2    3   4   5 
 Prosim, označite stopnjo strinjanja za vsako izmed naslednjih trditev: 
(1 = se ne strinjam, 2 = delno se strinjam, 3 = se strinjam, 4 = zelo se strinjam, 5 = v celoti se 
strinjam) 
31. Sodobna tehnologija omogoča delodajalcu več zlorab v zvezi z nadzorom nad  
      zaposlenimi. 
1   2    3   4   5 
32. Dopuščam možnost, da delodajalec nadzoruje moje komunikacije  
     (elektronsko pošto, uporabo telefona, uporabo interneta). 
1   2    3   4   5 
33. Če nadzoruje, to počne zaradi varnostne politike, in ne zaradi nadzorovanja   
      mene osebno. 
1   2    3   4   5 
34. Ne čutim nobenih pritiskov glede nadzora, moja zasebnost ni ogrožena. 1   2    3   4   5 
35. Čemu dajete prednost (obkrožite odgovor): 
 
a) varnostni kulturi zaposlenih  
b) tehničnim rešitvam, ki se 
uporabljajo za nadzor 
Ali sploh razmišljate o tem, da ste lahko elektronsko 
nadzorovani na delovnem mestu? (Obkrožite odgovor.) 
a) da      b) ne 
c) drugo  
 
37. V katerih primerih bi se strinjali z vpogledom v vaš elektronski poštni predal? (Obkrožite 
odgovor.) 
a) Kadar ima delodajalec občutek, da ga preveč uporabljam v zasebne namene. 
b) Zaradi moje daljše odsotnosti, npr. zaradi bolezni, delodajalec pa bi potreboval določene 
podatke. 
c) S tem vprašanjem se ne ukvarjam, vseeno mi je, kdaj bi vpogledal. 
 
38. Sodobne tehnologije glede zasebnosti na delovnem mestu … (Obkrožite odgovor.) 
a)   predstavljajo le tehnološki napredek v smeri zaščite delavčeve zasebnosti in varnosti na 
delovnem mestu ter zaščite osnovnih sredstev delodajalca. 





39. Na kateri organ bi se obrnili v primeru kršitev pravice do zasebnosti na delovnem mestu s 
pomočjo sodobnih tehnologij? (Obkrožite odgovor.) 
a) na varuha človekovih pravic b) na ustavno sodišče 
c) na informacijskega pooblaščenca d) kršitve ne bi prijavil/a  
  





a) 20–30 let 
b) 30–40 let 
c) nad 40 let 
izobrazba: 
a) osnovna šola 
b) srednja  




a) gospodarstvo  
b) javni sektor 
c) drugo 
 
