
























































The  Information  and  Communications  Technology  Knowledge 
Transfer Network  (ICT KTN)  is an  industry‐led  initiative  funded 
by  the  Technology  Strategy  Board  and  focused  on  ICT 
Knowledge Transfer as a stimulus to economic growth. The  ICT 
KTN  seeks  to deliver  improved  industrial performance  through 



























































































































































































Company category  Employees Turnover or Balance sheet total 
Medium‐sized  < 250  ≤ € 50 m ≤ € 43 m
Small  < 50  ≤ € 10 m ≤ € 10 m







































































































SB‐CSS:2012  ISBS:2012 SB‐CSS:2012  ISBS:2012





Accommodation and Food Service  Travel, Leisure and Entertainment 3% 2% 
Arts, Entertainment and Recreation 
N/A  Utilities, Energy and Mining 0% 2% 
Manufacturing  Manufacturing 1% 6% 
Transportation and Storage Retail and Distribution 10% 3% 
Wholesale and Retail Trade, Repair 
N/A  Property and Construction 0% 2% 
Education  Government, Health and Education 7% 21% 
Human Health and Social Work 
Activities 





























































































































































































































































































































































































































































































































































































































































































incident  4  3  1  3  0  1  0  2  0 
A minor malicious/directed 
security incident  2  5  1  1  0  4  0  0  1 
A serious malicious/directed 
security incident  2  1  1  0  0  3  1  0  0 
None of the above  6  6  2  8  1  1  1  3  9 
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Science and Technology Business Partnerships and Enterprise 
As well as working with a range of external partners, ICT and 
Security form part of a wider theme based team across Science 
and Technology at Lancaster who offer expertise in: 
 Advanced Manufacturing 
 Energy 
 Environment 
 Health & Human Development  
 Quantum Technologies 
 Mathematics and Statistics 
 
Working in Partnership 
Across the themes we form collaborative partnerships around these 5 key areas: 
 Collaborative Research and Consultancy 
 Training and Education 
 Co‐location and Secondment 
 Student Placements 
 Product Development and IPR 
For more information regarding this report please see: http://www.security‐
centre.lancs.ac.uk/sbcss2012 
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for Security Lancaster. Prior to this he was the course director for the multi‐
disciplinary MSc in Cyber Security teaching penetration testing, digital 
forensics and information security risk management. 
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of Computing and Communications, located at InfoLab21.  In addition to 
leading the Schools’ Business Development Team Nick also Manages one of 
the Schools key Business Support Projects: ISTEP.  Prior to his time at 
InfoLab21 Nick was UK Business Manager with a UK IT Solution Provider with 
a specialism in information assurance and security products/services.  
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