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Uvod
Državne institucije nastoje informatizirati svoje poslovne procese. Osnovna svrha takve informatizacije je prikuplja-nje, obrada i analiza prikupljenih podataka. Prikupljeni 
podatci se obrađuju i analiziraju ovisno o potrebi i namjeni. Proš-
le godine u proljeće svjetlo dana je ugledao jedan takav informa-
cijski sustav vezan za zaštitu na radu. Postao je aktivan i zahtijeva 
od nekih sudionika da u njega unose svoje aktivnosti. Zove se 
Informacijski sustav zaštite na radu (IS ZNR), pod nadzorom je 
Ministarstva rada i mirovinskog sustava, a obvezatan je za sada za 
ovlaštene osobe koje pružaju usluge iz zaštite na radu. 
Informacijski sustav zaštite na radu (IS ZNR)
IS ZNR je web aplikacija kojoj se pristupa putem jedinstvenog 
internetskog portala: https://isznr.mrms.hr/.
U IS ZNR se evidentiraju podatci o ovlaštenim osobama za obav-
ljanje poslova zaštite na radu te konkretni poslovi zaštite na radu 
koje odrađuju za poslodavce.
Podatci iz IS ZNR primjenjivat će se za nadzor nad radom ovla-
štenih osoba za obavljanje poslova zaštite na radu, praćenje sta-
nja zaštite na radu, izradu stručnih mišljenja iz zaštite na radu 
za različite subjekte, provođenje statističkih istraživanja iz zaštite 
na radu, izrađivanje programa, vodiča, metoda i modela zaštite 
na radu, utvrđivanje kriterija i postupaka u svezi s organizacijom 
rada, pružanje pomoći udruženjima poslodavaca, sindikatima, 
ovlaštenim osobama za poslove zaštite na radu te tijelima uprave, 
provođenje akcija s pojedinih područja zaštite na radu i zaštite 
zdravlja na radu te za unaprjeđivanje ukupnog stanja zaštite na 
radu.
Podatci o ovlaštenim pravnim osobama
Ovlaštena pravna ili fizička osoba je osoba koju je ministarstvo 
nadležno za rad ovlastilo za obavljanje poslova zaštite na radu. 
Opseg ovlaštenja nije za sve isti i ovisan je o kadrovima i opremi 
kojom raspolažu.
Najširi opseg ovlaštenja podrazumijeva:
1. obavljanje poslova zaštite na radu kod poslodavca;
2. izradu procjene rizika;
3. osposobljavanje za zaštitu na radu (osposobljavanje radnika za 
rad na siguran način te osposobljavanje poslodavca, ovlašteni-
ka i povjerenika za zaštitu na radu);
4. ispitivanja radne opreme;
5. ispitivanja u radnom okolišu:
5.1. ispitivanja fizikalnih čimbenika;
5.2. ispitivanja kemijskih čimbenika;
5.2. ispitivanja bioloških čimbenika.
Ovlaštene pravne osobe u sustav unose podatke o svojim ka-
drovima i opremi s kojom rade. Tijekom prijave drugih poda-
taka, kao što je obavljanje ispitivanja na konkretan datum kod 
određenog poslodavca, analizom se može utvrditi kada i gdje je 
upotrijebljena oprema za ispitivanja i tko je od kadrova obavio 
ispitivanja. Na taj način administrator ministarstva može uočiti/
otkriti eventualne nelogičnosti, kao npr. da je ista osoba, isti dan 
obavljala ispitivanja na udaljenim lokacijama ili da se oprema isti 
dan upotrebljavala u Splitu i Osijeku. 
Podatci o poslodavcima kod kojih se obavljaju 
usluge iz zaštite na radu
Svaki posao koji je ovlaštena pravna osoba obavila kod poslodav-
ca, kao što je:
•  nadzor u sklopu usluge vođenja zaštite na radu,
•  izrada procjene rizika,
•  osposobljavanje radnika za rad na siguran način, ovlaštenika i 
povjerenika,
•  ispitivanje radne opreme i 
•  ispitivanje radnog okoliša (mikroklime, buke, vibracija, rasvje-
te, kemijskih štetnosti i/ili bioloških štetnosti), unosi se u sustav. 
Podatci uključuju OIB, naziv poslodavca, adresu lokacije obavlja-
nja posla kao i detaljne podatke o osposobljenom radniku (ime 
i prezime radnika, OIB, posao koji obavlja, datum osposoblja-
vanja), vrsti ispitane opreme i radnog okoliša. Unosi se i ocjena 
o ispitivanju, tj. da li je radna oprema ili radni okoliš ispravan ili 
nezadovoljavajući. U nastavku je prikaz sučelja aplikacije IS ZNR.
Od sada će ministarstvo i inspektori, neizravno, preko podataka 
koje unose ovlaštene tvrtke za zaštitu na radu, imati uvid u stanje 
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zaštite poslodavaca. Lako će se moći ući u trag poslodavcima koji 
ne obavljaju ispitivanja. Treba naglasiti da se podatci o ispitivanji-
ma mogu unijeti unutar 30 dana od datuma ispitivanja. Time se 
prevenira zlouporaba antidatiranja ispitivanja.
Planirane daljnjih aktivnosti i proširenja IS ZNR
Jedino ovlaštene tvrtke imaju obvezu unosa podataka s “tere-
na”, preko kojih će postajati detaljan uvid u obim, način i brzi-
nu obavljanja njihove usluge. Poslodavci za sada nemaju obve-
ze unosa podataka vezano za zaštitu na radu kod sebe, ali nije 
isključena mogućnost da će se i u tom smjeru sustav razvijati. 
Postoje razmišljanja o “uniformiranju” izvještaja i označavanja, 
putem te aplikacije. No vrijeme će pokazati hoće li ta ogromna 
količina podataka koja se slijeva u ministarstvo biti iskorištena za 
unaprjeđenje i dobrobit zaštite rada i radnika. Najgore od svega 
bilo bi da se sve zaustavi na obvezi ovlaštenih pravnih osoba koje 
moraju osigurati resurse za dnevni unos podataka u sustav, a da 
se oni ikad proaktivno i svrsishodno analiziraju.
Slika 1 – Pregled osposobljavanja u aplikaciji
Slika 2 – Pregled ispitivanja radne opreme u aplikaciji
Slika 3 – Pregled ispitivanja radnog okoliša – fizikalnih čimbenika u aplikaciji
