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ХИЩЕНИЕ ПУТЁМ ИСПОЛЬЗОВАНИЯ КОМПЬЮТЕРНОЙ ТЕХНИКИ, 
хищение путём изменения информации, обрабатываемой в компьютерной системе, 
хранящейся на машинных носителях или передаваемой по сети передачи данных либо 
путём введения в компьютерную систему ложной информации. 
Х. п. и. к. т. возможно лишь посредством компьютерных манипуляций, 
заключающихся в обмане потерпевшего или лица, которому имущество вверено или под 
охраной которого оно находится, с использованием системы обработки информации. 
Данное хищение может быть совершено как путём изменения информации, 
обрабатываемой в компьютерной системе, хранящейся на машинных носителях или 
передаваемой по сетям передачи данных, так и путём введения в компьютерную систему 
ложной информации. 
Х. п. и. к. т. юридически оконченным признается с момента наступления 2 
последствий: собственнику причиняется реальный вред; лицо противоправно, 
безвозмездно завладевает имуществом и получает реальную возможность пользоваться 
или распоряжаться похищенным. Для наличия оконченного преступления не требуется, 
чтобы виновный реально распорядился имуществом. В подобной ситуации достаточно 
установить, что у лица объективно появилась такая возможность и это обстоятельство 
осознаётся им.  
Если лицо использует компьютерную технику для изготовления заведомо 
фиктивного документа с целью последующего противоправного безвозмездного 
завладения имуществом потерпевшего путём обманного использования документа, всё 
совершённое квалифицируется только как мошенничество (ст. 209 УК). 
Субъективная сторона преступления характеризуется прямым умыслом и корыстной 
целью. Лицо сознаёт, что противоправно, безвозмездно завладевает имуществом путём 
изменения информации, обрабатываемой в компьютерной системе или хранящейся на 
машинных носителях, или передаваемой по сетям передачи данных, либо путём введения 
в компьютерную систему ложной информации, предвидит, что своими действиями 
причинит собственнику имущества вред, и желает этого. 
Субъектом преступления может быть физическое вменяемое лицо, достигшее 16-
летнего возраста. По ч. 1 ст. 212 УК – лицо, имеющее в связи с выполняемой работой 
доступ в закрытую информационную систему либо являющееся законным пользователем 
этой системы, либо имеющее разрешение для работы с данной информацией. 
В ч. 2 ст. 212 УК предусматривается ответственность за Х. п. и. к. т., совершённое 
повторно, либо группой лиц по предварительному сговору, либо сопряжённое с 
несанкционированным доступом к компьютерной информации.  В ч.  3  ст.  212  УК –  за 
действия, предусмотренные ч. 1 или 2 этой статьи, совершенные в крупном размере. В ч. 4 
ст. 212 УК – за действия, предусмотренные ч. 1, 2 или 3 этой статьи, совершенные 
организованной группой либо в особо крупном размере.  
Особенностью Х. п. и. к. т. является наличие такого квалифицирующего признака, 
как использование компьютерной техники, сопряжённое с несанкционированным 
доступом к компьютерной информации. Несанкционированным при хищении с 
использованием компьютерной техники считается доступ к компьютерной информации 
лица,  не имеющего права на доступ к этой информации либо имеющего такое право,  но 
осуществляющего его помимо установленного порядка. 
Оконченное хищение, сопряжённое с несанкционированным доступом к 
компьютерной информации и сопровождавшееся нарушением системы защиты, 
повлекшее по неосторожности изменение, уничтожение или блокирование информации, 
или вывод из строя компьютерного оборудования, либо причинение иного существенного 
вреда, квалифицируется по совокупности преступлений: ч. 2 ст. 212 УК и ч. 2 ст. 349 УК 
(«Несанкционированный доступ к компьютерной информации»). 
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