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EKSPERIMEN PRIVACY MANAGEMENT PADA GENERASI Z 
MENGGUNAKAN UJI MC NEMAR 
 
Oleh: 
Apriliana Muzumrotul Fadzila 
 
Kejahatan penyalahgunaan data privasi di internet saat ini sering disebabkan oleh 
pengguna yang kurang sadar terhadap data pribadi dan kurangnya pembekalan 
terhadap ilmu tentang kecerdasan digital atau Digital Intelligence (DQ) terkait 
dengan privacy management. Sama halnya Intelligence Quotient (IQ) dan 
Emotional Intelligence Quotient (EQ), DQ merupakan kompetensi yang dapat 
diukur. Sehingga dengan adanya DQ seseorang dapat berperilaku bijaksana, 
kompeten dan siap dalam menggunakan, mengontrol dan menciptakan teknologi 
dengan baik dan benar serta bertanggungjawab. Oleh karena itu penelitian 
eksperimental tentang privacy management perlu dilakukan untuk memberikan 
pemahaman yang lebih efektif kepada pengguna internet. Eksperimen privacy 
management dianalisis dengan teknik Mc Nemar berdasarkan indikator dalam DQ 
Framework. Tujuannya adalah untuk melihat pengaruh treatment terhadap 
pemahaman akan pentingnya privacy management pada generasi Z melalui 
pendekatan pre and posttest design. Responden adalah 96 generasi Z yang 
tersebar di beberapa wilayah Jawa Timur dengan kriteria menggunakan internet 
dalam kehidupan sehari-hari. Hasil riset menunjukkan bahwa treatment dalam 
bentuk pelatihan pada penelitian ini dinilai efektif dalam meningkatkan 
pengetahuan (knowledge) sebesar 20,8%, keterampilan (skills) sebesar 19,7% dan 
attitude sebesar 15,6%. Hasil uji statitistik menunjukkan nilai x2 lebih besar dari 
nilai Chi-Square dengan derajat kebebasan=1 yaitu 3,841 sehingga menunjukkan 
adanya pengaruh terhadap knowledge (x2 = 10,618), skills (x2 = 8,308) dan 
attitude (x2 = 7,259).  










































EXPERIMENTS PRIVACY MANAGEMENT IN GENERATION Z USING 
THE MC NEMAR TEST 
 
By: 
Apriliana Muzumrotul Fadzila 
 
Data privacy crimes on the internet today are often caused by users who are not 
aware of personal data and lack of knowledge about Digital Intelligence (DQ) 
related to privacy management. Similar to Intelligence Quotient (IQ) and 
Emotional Intelligence Quotient (EQ), DQ is a competency that can be measured. 
So that with DQ someone can behave wisely, competently and ready to use, 
control and create technology properly and responsibly. Therefore experimental 
research needs to be done to provide a more effective understanding to internet 
users. The privacy management experiment was analyzed using Mc Nemar's 
technique based on the indicators in the DQ Framework. The aim is to see the 
effect of treatment on the understanding of the importance of privacy management 
in Generation Z through a design approach before and after testing. Respondents 
are 96 Generation Z spread across several areas of East Java with the criteria of 
using the internet in their daily life. The results showed that the treatment in the 
form of training in this study was considered effective in increasing knowledge by 
20.8%, skills by 19.7% and attitude by 15.6%. The results of the statistical test 
showed that the value of x2 was greater than Chi-Square with degrees of freedom 
= 1 which was 3.841 so that it showed an influence on knowledge (x2= 10,618), 
skills (x2 = 8,308) and attitudes (x2 = 7,259). 
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1.1 Latar Belakang 
Pada era saat ini perkembangan teknologi informasi sudah memasuki era 
revolusi industri 4.0. Teknologi Informasi merupakan istilah untuk teknologi 
apapun yang membantu manusia dalam membuat, mengubah, menyimpan, 
mengomunikasikan atau menyebarkan informasi. Teknologi informasi dapat 
diartikan sebagai alat yang digunakan untuk mengolah data dan berkomunikasi 
dalam berbagai cara untuk menghasilkan informasi yang berkualitas, relevan, 
akurat dan tepat waktu. Salah satu perkembangan dari teknologi informasi adalah 
media sosial (Setiawan 2018). Pada kehidupan masyarakat sekarang ini media 
sosial sudah menjadi tren dari adanya perkembangan teknologi. Segala aktivitas 
kehidupan manusia tidak bisa luput dari media sosial, mulai dari berkomunikasi 
jarak jauh, transaksi jual beli hingga peminjaman uang secara online.  
Cybercrime merupakan tindak kejahatan dalam dunia maya dengan 
memanfaatkan terhubungnya internet dan teknologi lain yang menyebabkan 
kerugian kepada korban. Berdasarkan data Badan Siber dan Sandi Negara 
Indonesia menyebutkan bahwa terdapat sebanyak 88.414.296 kejahatan siber yang 
terjadi sejak bulan Januari hingga bulan April 2020 (Pusat and Keamanan 2020).  
Di Indonesia cybercrime dalam media sosial banyak disebabkan dari adanya 
konten negatif dari pihak yang tidak bertanggungjawab, contoh cybercrime di 
media sosial adalah penyalahgunaan data pribadi, penyebaran berita hoaks, 
cyberbullying, hate speech/ujaran kebencian, dan lain-lain. Sehingga tidak jarang 
pengguna media sosial yang bisa terpengaruh dari cybercrime karena kurangnya 
edukasi terhadap hal tersebut (Dista Amalia Arifah 2011). 
Berdasarkan hasil penelitian yang dilakukan oleh (Wijayanto, Muhammad, 
and Hariyadi 2020) yang berjudul Analisis Penyalahgunaan Data Pribadi Dalam 
Aplikasi Fintech Ilegal Dengan Metode Hibrid menjelaskan bahwa semua aplikasi 
fintech memiliki potensi besar penyalahgunaan data pribadi pelanggan. 
 


































(Wijayanto, Muhammad, and Hariyadi 2020) Sehubungan dengan hal ini maka 
pengguna media sosial harus mengetahui tentang privacy management dan adanya 
peluang kejahatan ancaman penyalahgunaan data di media sosial, selain itu 
pengguna media sosial dapat mengerti bagaimana cara dan upaya yang harus 
dilakukan untuk mencegah kejahatan tersebut.  
Privacy management merupakan suatu kemampuan dari pengguna teknologi 
untuk menangani dengan bijak semua informasi pribadi yang akan maupun telah 
dibagikan melalui media online dengan tujuan untuk melindungi data privasi 
pribadi dan orang lain (Park 2019). Pada saat ini perkembangan teori riset tentang 
privacy management masih belum banyak dilakukan karena teori ini diadopsi dari 
Digital Intelligence Framework (DQ Framework) yang merupakan standar global 
pertama di dunia terkait dengan Digital Literacy, Digital Skills dan Digital 
Readiness yang telah disetujui oleh IEEE Standards Board pada 24 September 
2020. Dengan memahami digital intelligence individu akan mampu berperilaku 
bijaksana, kompeten dan siap dalam menggunakan, mengontrol dan menciptakan 
teknologi dengan baik dan benar serta bertanggungjawab. 
Data pengguna media sosial menurut penelitian yang dilakukan oleh Asosiasi 
Penyelenggara Jasa Internet Indonesia (APJII) pada tahun 2018 mengalami 
kenaikan sebanyak 10,12 % dengan total 171,17 juta atau sekitar 64,8 % 
pendudukan yang sudah terhubung dengan internet. Terindikasi bahwa pengguna 
aktif internet adalah umur 15-19 tahun, dimana usia ini digolongkan sebagai 
generasi Z. Generasi Z umumnya disingkat Gen Z juga diketahui sebagai 
iGenaration atau Homeland Generation, yang merupakan generasi setelah 
Generasi Y atau biasa disebut dengan Gen Y. (Asosiasi Penyelenggara Jasa 
Internet Indonesia 2018). Generasi Z sendiri adalah generasi yang lahir pada 
rentang tahun 1995-2010 yang bertepatan dengan era digital yang memiliki sikap, 
perilaku serta pendapat dari konsumen (Cakranegara and Susilowati 2017). 
Kejahatan penyalahgunaan data bisa terjadi pada siapapun dan tidak pandang usia 
namun upaya penyuluhan tentang bagaimana mengatur dan mengelola serta 
menyimpan data pribadi dan bagaimana upaya untuk mencegah atau 
menanggulangi kejahatan penyalahgunaan data bisa dilakukan pada generasi Z 
 


































yaitu generasi yang tergolong masih muda dan sangat rentan dengan aktivitas 
cybercrime. 
Sehingga penelitian tentang pengetahuan terhadap privacy management 
penting untuk dilakukan karena pengetahuan tentang keamanan dan privasi data 
saat ini belum banyak dimengerti oleh pengguna media sosial sehingga masih 
banyak kejahatan penyalahgunaan data yang terjadi. Upaya kesadaran 
pengetahuan dan penyuluhan serta cara pencegahan harus dilakukan agar 
pengguna media sosial dapat mencegah dan menanggulangi adanya cybercrime 
maka untuk itu dilakukan penelitian yang berjudul “EKSPERIMEN PRIVACY 
MANAGEMENT PADA GENERASI Z MENGGUNAKAN UJI MC 
NEMAR”.  
Pengambilan data pada penelitian ini menggunakan observasi melalui lembar 
kuesioner dan melakukan eksperimen dengan memberikan treatment dalam 
bentuk pelatihan (training) kepada responden untuk mengetahui tingkat 
pengetahuan sebelum dan sesudah dilakukannya training. Sehingga penelitian ini 
bertujuan untuk mengetahui dan mengevaluasi hasil training yang telah dilakukan 
apakah berdampak signifikan terhadap pengetahuan, keterampilan dan 
attitude/values pengguna media sosial terhadap privacy management pada 
generasi Z. 
1.2 Rumusan Masalah 
Berdasarkan latar belakang di atas, perumusan masalah yang bisa dibentuk 
adalah:  
1. Apakah treatment dalam bentuk pelatihan yang dilakukan berdampak 
signifikan terhadap pengetahuan pengguna media sosial terhadap privacy 
management pada generasi Z? 
2. Apakah treatment dalam bentuk pelatihan yang dilakukan berdampak 
signifikan terhadap keterampilan pengguna media sosial terhadap privacy 
management pada generasi Z? 
3. Apakah treatment dalam bentuk pelatihan yang dilakukan berdampak 
signifikan terhadap attitude/values pengguna media sosial terhadap privacy 
management pada generasi Z? 
 


































1.3 Batasan Masalah 
Supaya penelitian ini dapat fokus kepada tujuan penelitian, maka batasan-
batasan masalah dalam penelitian ini adalah sebagai berikut: 
1. Objek penelitian adalah generasi Z yang lahir antara tahun 1995-2010 yang 
berdomisili dan atau berasal dari Jawa Timur. 
2. Kerangka pemikiran menggunakan DQ Framework. 
3. Tidak melakukan perbandingan antara kelompok yang diberikan treatment dan 
kelompok kontrol atau kelompok yang tidak diberikan treatment. 
1.4 Tujuan Penelitian 
Tujuan dari penelitian ini adalah:  
1. Untuk mengetahui apakah treatment dalam bentuk pelatihan yang dilakukan 
berdampak signifikan terhadap pengetahuan pengguna media sosial terhadap 
privacy management pada generasi Z. 
2. Untuk mengetahui apakah treatment dalam bentuk pelatihan yang dilakukan 
berdampak signifikan terhadap keterampilan pengguna media sosial terhadap 
privacy management pada generasi Z. 
3. Untuk mengetahui apakah treatment dalam bentuk pelatihan yang dilakukan 
berdampak signifikan terhadap attitude/values pengguna media sosial 
terhadap privacy management pada generasi Z. 
1.5 Manfaat Penelitian 
Manfaat dari penelitian ini dibagi berdasarkan manfaat akademis dan praktis:  
a. Manfaat akademis  
Dengan adanya penelitian ini diharapkan bisa menjadi referensi dan 
pengembangan untuk penelitian selanjutnya. Selain itu dengan adanya 
penelitian ini diharapkan bisa menjadi penguat kerangka berfikir secara 
teoritis maupun konseptual.  
b. Manfaat praktis 
Untuk mengetahui kesadaran dan sikap pengguna media sosial tentang 
adanya ancaman penyalahgunaan data sehingga pengguna media sosial 
dapat mencegah dan mengantisipasi adanya kejahatan penyalahgunaan 
data. 
 





































2.1 Tinjauan Penelitian Terdahulu 
Terdapat beberapa penelitian yang dianggap relevan untuk mendukung 
penelitian ini. Seperti penelitian (Revilia 2020) dengan judul penelitian "Literasi 
Media Sosial: Kesadaran Keamanan Dan Privasi Dalam Perspektif Generasi 
Milenial" yang dilakukan oleh Departemen Ilmu komunikasi, Fakultas Ilmu Sosial 
dan Ilmu Politik, Universitas Indonesia Salemba, Jakarta Pusat. Pengumpulan data 
dilakukan dengan survey, wawancara dan observasi menggunakan metode 
Technology Acceptance Model (TAM) yang fokus dengan dua variabel luar yaitu 
perceived usefulnes dan perceived ease of use dan exposure to security threats. 
Metode TAM digunakan untuk menentukan perilaku kesadaran pada generasi 
milenial pada saat pengambilan keputusan ketika menggunakan teknologi. Hasil 
dari penelitian ini adalah pengguna media sosial yang lebih lama tidak dapat 
dikatakan mempengaruhi tingkat literasi dalam menggunakan media sosial selain 
itu pengguna media sosial yang pernah mengalami ancaman akan lebih sadar 
dalam meningkatkan keamanan data. 
Penelitian lainnya yaitu penelitian (Ramadhani and Pratama 2020) yang 
berjudul “Analisis Kesadaran Cybersecurity Pada Pengguna Media Sosial di 
Indonesia” pada Program Studi Informatika Fakultas Teknologi Industri UII, 
Yogyakarta. Penelitian ini bertujuan untuk mengukur dan mengetahui tingkat 
kesadaran akan adanya cybersecurity di kalangan pengguna enam besar media 
sosial di Indonesia yaitu WhatsApp, Youtube, Instagram, Line, Twitter dan 
Facebook dimana penelitian ini menggunakan survey daring dengan analisis 
dalam pengumpulan datanya dan menggunakan metode Explorative Factor 
Analysis (EFA) dan Structural Equation Modelling (SEM). Hasil dari penelitian 
ini adalah terdapat perbedaan signifikan pada tingkat kesadaran akan adanya 
cybersecurity di kalangan pengguna media sosial karena dipengaruhi oleh usia 
 


































dan domisili selain itu pengaruh terbesar yaitu pada media sosial WhatsApp dan 
Youtube. 
Lain halnya dengan penelitian (Akraman, Candiwan, and Priyadi 2018) yang 
berjudul "Pengukuran Kesadaran Keamanan Informasi dan Privasi Pada Pengguna 
Smartphone Android di Indonesia" pada Program Studi Manajemen Bisnis 
Telekomunikasi dan Informatika, Universitas Telkom. Penelitian ini membahas 
mengenai keamanan dan privasi pribadi terhadap pengguna Android dengan cara 
melakukan suatu cara untuk mengukur masalah dari ukuran tingkat awareness 
yaitu attitude, knowledge dan behaviour yang berfokus pada area keamanan 
informasi dan area privasi. Menggunakan metode Analytical Hierarchy Process 
(AHP). Hasil dari penelitian ini menunjukkan bahwa pengguna smartphone di 
Indonesia masih memiliki tingkat kesadaran yang rendah dalam menjaga 
keamanan dan privas mereka. 
Penelitian selanjutnya yaitu penelitian (Afandi, Kusyanti, and Wardani 2017) 
yang berjudul "Analisis Hubungan Kesadaran Keamanan, Privasi Informasi, dan 
Perilaku Keamanan Pada Para Pengguna Media Sosial Line" pada Program Studi 
Sistem Informasi, Fakultas Ilmu Komputer, Universitas Brawijaya. Pada 
penelitian ini membahas tentang factor-faktor yang dapat mempengaruhi perilaku 
pengguna line dalam masalah keamanan informasi. Analisis penelitian ini 
menggunakan Structural Equation Modeling (SEM). Hasil menunjukkan bahwa 
semua variabel terdapat hubungan yang positif dan signifikan. 
Berbeda dengan penelitian (Batmetan 2018) pada Program Studi Pendidikan 
Teknologi Informasi dan Komunikasi, Universitas Negeri Manado yang berjudul 
"Tingkat Kesadaran Privasi Atas Masalah Keamanan Informasi (Lack of Security 
Awareness)". Pengumpulan data dilakukan dengan wawancara dan survey melalui 
kuesioner sejumlah 51 responden. Penelitian ini menghasilkan kesimpulan bahwa 
kebanyakan mahasiswa menyadari untuk menjaga keamanan privasi pribadi 
dalam suatu pelayanan publik dan juga sadar terhadap resiko yang kemungkinan 
dapat terjadi. Supaya lebih jelas dan dapat dengan mudah dipahami, berikut 
merupakan tabel penelitian terdahulu dari penelitian ini:  
 
 


































Tabel 2.1 Penelitian Terdahulu 
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Tabel 2.2 Penelitian Terdahulu lanjutan 
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Penelitian kali ini menggunakan pendekatan pretest and posttest design, 
dimana pada penelitian ini diadakan training dengan memberikan informasi dan 
edukasi kepada objek yaitu generasi Z, dimana generasi Z adalah generasi yang 
disebut APJII sebagai generasi yang aktif dalam menggunakan internet.  
2.2 Dasar Teori 
Pada subbab ini membahas dasar teori yang digunakan pada penelitian. 
Berikut dasar teori dalam penelitian ini: 
2.2.1 Digital Intelligence Framework (DQ Framework) 
Kecerdasan digital atau Digital Intelligence (DQ) merupakan kompetensi 
teknis, kognitif, meta-kognitif, dan sosio-emosional berdasarkan pada nilai-nilai 
moral universal dan memungkinkan seorang individu untuk menghadapi 
tantangan dengan memanfaatkan aspek digital. Dengan begitu individu yang 
mengerti dan memahami DQ akan dapat berperilaku bijaksana, kompeten dan siap 
dalam menggunakan, mengontrol dan menciptakan teknologi dengan baik dan 
benar serta bertanggungjawab.  
DQ Framework diciptakan oleh Dr. Yuhyun Park dan dikembangkan 
bersama tim peneliti dari DQ Institute yang terdiri dari berbagai universitas 
termasuk Nanyang Technologycal University, National Institute of Education in 
Singapore, dan Iowa State University pada tahun 2016. DQ Framework telah 
disetujui oleh Organization for Economic Cooperation and Development (OECD) 
Education 2030 Learning Framework dan IEEE 3527.1™ Standard sebagai tolak 
ukur penyelarasan digital intelligence global pada 24 September 2020. DQ 
Framework mencakup pengetahuan, keterampilan, sikap, dan nilai yang 
dibutuhkan oleh individu untuk berhasil berkembang di dunia digital dan dapat 
memenuhi tantangan dan tuntutan di era digital.  
Dr. Yuhyun Park pertama kali menciptakan konsep dan struktur digital 
intelligence dalam dua artikel yaitu “8 Digital Skills We Must Teach Our 
Children” dan “8 Digital Life Skills All Children Need – And A Plan For 
Teaching Them” yang telah diterbitkan oleh World Economic Forum di tahun 
2016. Dalam artikel “8 Digital Skills We Must Teach Our Children” menjelaskan 
bahwa dampak sosial, ekonomi dan kemajuan teknologi informasi saat ini sangat 
 


































berkembang pesat. Para ahli memperkirakan 90% dari seluruh populasi akan 
terhubung ke internet dalam waktu 10 tahun. Dengan adanya internet dunia digital 
dan fisik akan menyatu, dimana perubahan ini dapat menyebabkan permasalahan 
yang akan menjadi polemik terhadap anak-anak dan generasi muda. Anak-anak 
menggunakan teknologi dan media digital pada usia yang muda dan memiliki 
jangka waktu yang lebih lama daripada orang tua. Mereka menghabiskan rata-rata 
tujuh jam sehari di depan layar komputer, televisi hingga perangkat digital. 
Dengan demikian, hal ini dapat berdampak pada kesehatan dan dapat 
mempengaruhi perkembangan anak.  
Disisi lain dunia digital merupakan tempat pembelajaran dan hiburan yang 
sangat luas bagi anak, namun dunia digital juga tidak terlepas dengan resiko yang 
akan terjadi seperti cyberbullying, kecanduan teknologi, penipuan, pencurian data 
dan lain-lain. Sehingga sangat diperlukan untuk mempersiapkan diri dalam 
menghadapi tantangan di era digital dengan membekali anak-anak maupun diri 
sendiri dengan suatu kecerdasan digital. 
Pada artikel 8 Digital Life Skills All Children Need – And A Plan For 
Teaching Them. Dr. Yuhyun Park menjelaskan bahwa penguasaan media digital 
seseorang merupakan kompetensi yang dapat diukur seperti halnya Intelligence 
Quotient (IQ) dan Emotional Intelligence Quotient (EQ). DQ dapat dirinci dengan 
3 level yaitu sebagai berikut: 
1. Digital Citizenship, merupakan kemampuan untuk menggunakan teknologi 
dan media digital dengan cara yang aman, bertanggung jawab, dan efektif 
2. Digital Creativity, yaitu kemampuan untuk menjadi bagian dari ekosistem 
digital dengan menciptakan konten baru dan mengubah ide menjadi 
kenyataan dengan menggunakan alat digital. 
3. Digital Entrepreneurship, merupakan kemampuan untuk menggunakan 
media dan teknologi digital untuk memecahkan tantangan global atau untuk 
menciptakan peluang baru 
Dr. Yuhyun Park juga menjelaskan beberapa keterampilan yang perlu 
diajarkan dan dipelajari dalam DQ adalah dengan delapan cara khusus yaitu: 
 
 


































1. Digital citizen identity, merupakan kemampuan untuk membangun dan 
mengelola identitas yang sehat secara online dan offline dengan integritas 
2. Screen time management, adalah kemampuan untuk mengelola waktu layar, 
multitasking, dan keterlibatan seseorang dalam game online dan media 
sosial dengan kontrol diri. 
3. Cyberbullying management, merupakan kemampuan untuk mendeteksi 
situasi cyberbullying dan menanganinya dengan bijak 
4. Cybersecurity management, yaitu kemampuan untuk melindungi data 
seseorang dengan membuat kata sandi yang kuat dan mengelola berbagai 
serangan siber 
5. Privacy management, merupakan kemampuan untuk menangani dengan 
bijaksana semua informasi pribadi yang dibagikan secara online untuk 
melindungi privasi seseorang dan orang lain 
6. Critical thinking, adalah kemampuan untuk membedakan antara informasi 
yang benar dan salah, konten yang baik dan berbahaya, dan kontak online 
yang dapat dipercaya dan dipertanyakan. 
7. Digital footprints, yaitu kemampuan untuk memahami sifat jejak digital dan 
konsekuensi kehidupan nyata mereka dan untuk mengelolanya secara 
bertanggung jawab 
8. Digital empathy, adalah kemampuan untuk menunjukkan empati terhadap 
kebutuhan dan perasaan diri sendiri dan orang lain secara online. 
 Penelitian tentang DQ masih terus dilakukan oleh Dr. Yuhyun Park bersama 
dengan tim DQ Institute. Hingga pada tanggal 24 September 2020, DQ 
mengalami pembaruan kerangka pemikiran dan telah disahkan oleh IEEE sebagai 
standarisasi digital intelligence global pertama. Adapun struktut dari DQ 




















































Gambar 1.1 Diagram DQ Framework (Park 2019) 
Struktur dari DQ Framework terdiri dari area, level dan komponen 
kompetensi. Area DQ Framework terdiri dari delapan diantaranya adalah Digital 
Identity, Digital Use, Digital Safety, Digital Security, Digital Emotional 
Intelligence, Digital Communication, Digital Literacy, dan Digital Rights yang 
dibedakan berdasarkan tiga level yaitu Digital Citizenship, Digital Creativity, dan 
Digital Competitiveness serta didasari dengan tiga komponen kompetensi utama 
yaitu pengetahuan (knowledge), keterampilan (skills), dan sikap (attitude/value).  
Pada dasarnya tiga komponen kompetensi ini selaras dengan Organization 
for Economic Cooperation and Development (OECD) Education 2030 Learning 
Framework dengan tujuan untuk menanamkan kecerdasan digital yang 
memungkinkan individu dapat mencapai tujuannya dengan memanfaatkan aspek 
digital. Kompetensi ini juga dapat membantu individu dalam memaksimalkan 
manfaat dari teknologi dan meminimalkan bahaya untuk pribadi maupun orang 



















































Gambar 2.2 Area DQ Framework (Park 2019) 
Penjelasan dari area DQ Framework pada Gambar 2.2 adalah sebagai 
berikut: 
1. Digital Identitiy: merupakan kemampuan individu dalam membangun 
identitas secara online maupun offline dengan benar. 
2. Digital Use: yaitu kemampuan dalam menggunakan teknologi untuk 
keseimbangan kehidupan. 
3. Digital Safety: yaitu kemampuan individu dalam memahami, 
memitigasi dan mengelola berbagai macam risiko di dunia maya 
melalui penggunaan teknologi yang aman, bertanggung jawab, dan etis. 
4. Digital Security: kemampuan untuk mendeteksi, menghindari serta 
mengelola berbagai ancaman di dunia maya dengan tujuan untuk 
melindungi perangkat data, jaringan, dan sistem. 
5. Digital Emotional Intelligence: yaitu kemampuan untuk mengenali, 
mengontrol, dan mengekspresikan emosi diri dari setiap individu dalam 
berinteraksi dari luar maupun dari dalam diri seseorang. 
6. Digital Communication: merupakan kemampuan seseorang dalam 
berkomunikasi dan berkorelasi dengan orang lain dalam menggunakan 
teknologi. 
7. Digital Literacy: kemampuan dalam menemukan, membaca, 
mengevaluasi, membuat dan mengadaptasi informasi dan teknologi. 
 


































8. Digital Rights: merupakan kemampuan seseorang untuk memahami dan 
mengerti serta dapat menjunjung tinggi hak manusia maupun secara 
hukum saat menggunakan teknologi. 









Gambar 3.3 Level DQ Framework (Park 2019) 
Berikut penjelasan level DQ Framework berdasarkan Gambar 2.3: 
1. Digital Citizenship: Kemampuan pengguna teknologi dalam 
menggunakan teknologi digital dan media secara aman, bertanggung 
jawab, dan etis 
2. Digital Creativity: Kemampuan untuk menjadi bagian dari lingkungan 
digital, dan kemampuan untuk menciptakan pengetahuan baru yang 
berkaitan dengan teknologi, serta kemampuan untuk mengubah ide 
gagasan menjadi kenyataan 
3. Digital Competitiveness: Kemampuan dalam memecahkan tantangan 
global, untuk menciptakan inovasi, dan menciptakan peluang baru 
dalam economy digital dengan mendorong bidang kewirausahaan, 
















































Gambar 4.4 Komponen Kompetensi DQ Framework (Park 2019) 
Berikut adalah penjelasan komponen kompetensi DQ Framework 
berdasarkan pada Gambar : 
1. Knowledge: Disiplin, epistemik, dan procedural yaitu pengguna teknologi 
dapat menjaga dan memahami bahwa privasi merupakan suatu hal yang 
sangat penting, serta memahami bagaimana data privasi tersebut dapat 
digunakan, disimpan, diproses, dan diamankan dengan baik dan benar 
2. Skills: Cognitive & meta cognitive, social & emotional, physical & practical 
untuk menerapkan pengetahuan yang dimiliki dalam keadaan yang tidak 
diketahui.  
3. Attitude/values: Sikap dan nilai yang mengarahkan pengguna teknologi 
tentang bagaimana cara pengetahuan dan keterampilan dipergunakan dengan 
baik dalam tingkatan pribadi, lokal, sosial, dan global dengan tujuan untuk 

























































Gambar 5.5 Struktur DQ Framework (Park 2019) 
2.2.2 Privacy Management 
Dalam DQ Framework, Privacy Management merupakan bagian dari level 
digital citizenship dan area digital rights sebagaimana posisi dalam kotak merah 
pada Gambar 2.6. Privacy Management merupakan kemampuan pengguna 
teknologi untuk menangani dengan bijak semua informasi pribadi yang akan 
maupun telah dibagikan secara online dengan tujuan untuk melindungi data 
privasi pribadi dan orang lain (Park 2019). Dalam kategori ini mencakup apakah 
pengguna media sosial melakukan penyebaran informasi pribadi dengan cara 
mengunggah identitas personal seperti KTP, Passport, KK, dan juga memberikan 
infromasi di media sosial ketika berada di suatu tempat tanpa ditemani orang lain. 
 
 











































Gambar 6.6 DQ Competencies (Park 2019) 
Komponen kompetensi dan indikator dalam privacy management memiliki 3 area 







Gambar 7.7 Komponen Kompetensi Privacy Management (Park 2019)  
Penjelasan dari tiga komponen kompetensi privacy management dalam DQ 
Framework adalah sebagai berikut: 
1. Knowledge yaitu individu memahami privasi sebagai hak asasi manusia, apa 
itu informasi pribadi, dan bagaimana itu dapat digunakan, disimpan, diproses, 
dan dibagikan dalam platform digital, bersama dengan strategi dan alat yang 
membantu mereka menjaga informasi pribadi mereka tetap pribadi dan aman 
serta dapat memahami resiko yang yang akan terjadi. 
 


































2. Skills yaitu individu mampu mengembangkan strategi perilaku secara teknis 
untuk membatasi pelanggaran privasi, dan mampu membuat keputusan yang 
baik dalam menganalisis dan menangani resiko serta memiliki perilaku yang 
baik dalam menggunakan, menyimpan, dan membagikan informasi pribadi. 
3. Attitude adalah individu menunjukkan kepedulian dan rasa tanggungjawab 
terhadap privasi pribadi dan privasi orang lain, individu mampu 
bertanggungjawab terhadap keputusan yang telah dibuat serta memiliki niat 
yang baik dan rasa bertanggungjawab dalam menggunakan, menyimpan, dan 
membagikan informasi pribadi.  
Sehingga indikator pertanyaan terhadap kompetensi privacy management 
berdasarkan DQ Framework adalah sebagai berikut:  
- Privasi sebagai hak asasi manusia: yaitu individu mampu memahami, memiliki 
kemampuan dan sikap baik terhadap privasi untuk menjaga data pribadi yang 
merupakan bagian dari hak asasi manusia yang harus dijaga kerahasiannya. 
- Pengertian informasi pribadi: yaitu individu mampu memahami, memiliki 
kemampuan dan sikap yang baik dalam mengartikan informasi yang pribadi 
untuk diri sendiri dan orang lain. 
- Bagaimana informasi pribadi dapat digunakan, disimpan, diproses, dan 
dibagikan dalam platform digital: yaitu individu mampu memahami, memiliki 
kemampuan dan sikap yang baik untuk menggunakan data informasi pribadi 
dengan baik dan benar serta dapat memahami konsep jejak digital yang dapat 
membahayakan. 
- Strategi yang digunakan dalam menjaga informasi pribadi: yaitu individu 
mampu memahami, memiliki kemampuan dan sikap yang baik terhadap 
langkah-langkah yang dapat digunakan untuk melindungi dan mengelola data 
privasi.  
- Alat yang dapat membantu dalam menjaga informasi pribadi: yaitu individu 
mampu memahami alat atau tools yang dapat digunakan untuk melindungi dan 
menjaga data privasi, dan memiliki kemampuan untuk menggunakan alat/tools 
dengan baik dan benar serta memiliki sikap baik terhadap alat/tools yang 
digunakan. 
 


































- Resiko yang akan terjadi: yaitu individu mampu memahami segala bentuk 
resiko yang dapat merugikan akibat dari penyalahgunaan data pribadi dan 
memiliki kemampuan dalam menganalisis resiko serta memiliki sikap yang 
baik terhadap langkah yang dilakukan untuk menanggulangi resiko yang 
mungkin terjadi. (Park 2019) 
2.2.3 Privasi dan Keamanan Informasi 
Privasi adalah hak asasi manusia tentang bagaimana, kapan dan sejauh 
mana sebuah informasi pribadi dapat dikomunikasikan pada orang lain. (Irawan 
and Affan 2020). Konsep privasi dikembangkan oleh Warren dan Bradheis dalam 
artikel yang berupa jurnal ilmiah Sekolah Hukum Universitas Harvard dengan 
judul "The Right to Privacy" yaitu hak untuk tidak diganggu orang lain. Dalam 
jurnal tersebut menjelaskan tentang adanya hak seseorang untuk menikmati hidup 
yang diartikan sebagai hak seseorang atas data dan informasi pribadinya.  
Privasi secara konteks hukum adalah hak untuk "right to be let alone" 
yang harus dilindungi yaitu hak seseorang untuk tidak dapat diganggu orang lain. 
Terkait dengan perlindungan data pribadi dan penggunaan tanpa izin telah diatur 
dalam Pasal 26 UU ITE yang menyebutkan bahwa penggunaan setiap data pribadi 
dalam sebuah media elektronik harus mendapatkan persetujuan pemilik data. Dan 
Setiap orang yang melanggar akan digugat atas kerugian yang ditimbulkan. 
Definisi data pribadi dapat dilihat dalam Pasal 1 PP PSTE yaitu data perorangan 
tertentu yang disimpan, dirawat, dan dijaga kebenaran serta dilindungi 
kerahasiaan. (Latumahina 2014)  
Keamanan informasi adalah upaya dan usaha untuk melindungi informasi 
dan semua yang ada di dalamnya termasuk data dan perangkat. (Akraman, 
Candiwan, and Priyadi 2018). Prinsip utama keamanan informasi mencakup tiga 
hal yaitu confidentiality, integrity, dan availability yang sering disebut dengan 
CIA. Confidentiality (Kerahasiaan) merupakan aspek yang menjaga kerahasiaan 
informasi yang dimiliki dan memastikan suatu data dan informasi hanya dapat 
diakses oleh pihak yang mempunyai kewenangan serta menjamin kerahasiaan 
data. Integrity (Integritas) merupakan aspek yang menjamin bahwa suatu data dan 
informasi tidak akan terjadi perubahan tanpa adanya ijin dari orang/pihak yang 
 


































berwenang dalam data tersebut (Authorized) dan juga menjaga keaslian data dan 
keutuhan dari suatu informasi. Availabilty (Ketersediaan) merupakan aspek yang 
bertujuan untuk menjamin data dan informasi akan ada dan tersedia ketika 
diperlukan serta mengontrol siapa saja pihak yang berhak menggunakan 
informasi. (Batmetan 2018). 
2.2.4 Uji Mc Nemar 
Pengujian Mc Nemar digunakan untuk menguji suatu hipotesa. Uji Mc 
Nemar digunakan untuk jenis data yang berpasangan. Dan tipe data nya bersifat 
nominal. Penggunaan dari pengujian Mc Nemar antara lain: 
1. Menilai dan mengevaluasi hasil data yang dihasilkan dengan penyesuaian 
berdasarkan variabel independen.  Sehingga uji coba memberikan hasil dua nilai 
dari setiap subyek berdasarkan dua kondisi dari eksperimen yang bersifat 
independen. Hasil pengujian yang siginifikan terdapat. kecenderungan yang tinggi 
bahwa nilai eksperimen yang mewakili dua populasi beda. Hal ini dilakukan 
dengan tujuan untuk memastikan bahwa pengujian yang dipakai memperoleh 
hasil yang benar/sesuai. 
2. Menilai dan mengevaluasi desain penelitian dengan pendekatan pretest dan 
posttest. Data pada pretest dan posttest dihitung sehingga menghasilkan variabel 
yang saling berhubungan satu sama lain. Rumusan hipotesa yang bisa digunakan 
adalah “apakah ada perbedaan yang signifikan antara nilai pretest dan posttest?” 
 Model Uji Mc Nemar disajikan dalam bentuk tabel 2x2. Contoh tabel 
dalam pengujian Mc Nemar adalah sebagai berikut: 
Tabel 3.2 Pengujian Mc Nemar (Heryana 2017) 
 Kondisi 2 (Post-Test) Penjumlahan 
Baris Respon kategori 1 Respon kategori 2 
Kondisi 1 
(Pre-Test) 
Respon kategori 1 a b a + b = n1 
Respon kategori 2 c d c + d = n2 
 Penjumlahan 
Kolom 
a + c b + d n = n1 + n2 
 
Kolom a, b, c dan d merupakan jumlah subjek pada masing-masing kategori 
yang digunakan. untuk menunjukkan dua jenis respon dari subyek yaitu respon 
 


































kategori 1 dan respon kategori 2. Nilai a merupakan jumlah partisipan dari subyek 
yang pada pretest memberikan respon ke kategori 1 dan pada saat posttest 
memberikan respon kategori 1. Nilai b merupakan jumlah partisipan pada pretest 
memberikan respon ke kategori 1 dan pada posttest memberikan respon di 
kategori 2. Nilai c menunjukkan jumlah partisipan yang pretest memberikan 
respon di kategori 2 dan pada saat posttest merespon kategori 1. Sedangkan nilai d 
menunjukkan jumlah partisipan pada saat pretest memberi respon di kategori 2 
dan pada posttest merespon di kategori 2. 
 Rumus yang digunakan dalam pengujian Mc Nemar jika: 
1. Jumlah sampel kecil (≤ 25) 
 Menurut (Karmini 2020)  jika frekuensi yang digunakan dalam uji mc 
nemar kecil yaitu (A+C)/2 menghasilkan nilai kurang dari 5, maka pengujian 
menggunakan uji binomial. Dengan kaidah keputusan jika nilai probabilitas > α 
untuk uji satu pihak dan atau nilai probabilitas > α/2 untuk uji dua pihak, maka 
dapat ditarik kesimpulan bahwa H0 diterima dan Ha ditolak. 
2. Jumlah sampel besar (> 25) 
 Jika jumlah sampel besar yaitu >25 maka untuk menguji hipotesis 
menggunakan rumus Khi Kuadrat. Menurut (Sugiyono 2010), rumus Khi Kuadrat 











 = banyak frekuensi yang diobservasi dalam kategori ke-i 
𝑓
ℎ
= banyak frekuensi yang diharapkan di bawah H0 dalam kategori ke-i. 
 Sedangkan rumus khi kuadrat disederhanakan lagi dengan adanya koreksi 
kontinuitas oleh Yates (1934) yaitu dengan menggunakan nilai 1. Hal ini 
dikarenakan koreksi kontinuitas sangat diperlukan untuk distribusi kontinyu (Chi-
Square) yang digunakan untuk mendekati distribusi diskrit/normal.  
Sehingga rumus khi kuadrat diatas dirubah menjadi seperti berikut: 
(1) 
 



































(|𝒃 − 𝒄| − 𝟏)𝟐
𝒃 + 𝒄
 
Nilai |b – c| merupakan nilai dari selisih antara b dan c. Sedangkan nilai 1 
didapatkan dari menghitung derajat kebebasan yaitu (df)4 = 1, dengan rumus 
sebagai berikut: 
(𝒅𝒇)𝟒  =  (𝒓 −  𝟏) 𝒙 (𝒄 –  𝟏) 
Keterangan:  
(df)4 = derajat kebebasan atau degree of freedom 
r = jumlah baris 
c  = jumlah kolom 
Sehingga (df)4 untuk ukuran tabel 2x2 adalah df = (2-1) – (2-1) = 1 
Dengan kaidah keputusan: 
Jika 𝑥  hitung < 𝑥  tabel derajat kebebasan=1 maka H0 diterima dan Ha ditolak. 
Artinya perubahan pada responden dapat dikatakan signifikan apabila x2 lebih 
besar dari nilai x2 berdasarkan tabel Chi-Square dengan derajat kebebasan 1 yaitu 
3.841. (Karmini 2020) 
Dalam menentukan responden memiliki knowledge, skills dan attitude 
kurang dalam penelitian ini adalah jika skor knowledge, skills dan attitude 
responden lebih kecil dari mean. Sedangkan yang dimaksud knowledge, skills dan 
attitude responden baik adalah jika skor knowledge, skills dan attitude lebih besar  
dari mean (Nurfurqoni 2017). Berikut merupakan rumus untuk mencari mean 




∶ 𝒋𝒖𝒎𝒍𝒂𝒉 𝒑𝒆𝒓𝒕𝒂𝒏𝒚𝒂𝒏 
2.2.5 Penelitian Eksperimental 
Penelitian eksperimen merupakan penelitian yang dilakukan dengan cara 
memberikan treatment/perlakuan tertentu kepada subjek untuk dapat mengetahui 
bagaimana akibat dari keadaan yang akan diteliti. Istilah lain dari penelitian 
eksperimental adalah penelitian kausal atau penelitian sebab-akibat yang 







































a. Kelompok eksperimen yaitu kelompok yang diberikan treatment dengan 
kelompok kontrol atau kelompok yang tidak diberikan treatment, atau 
b. Kondisi subjek sebelum diberikan treatment dengan sesudah diberi 
perlakuan.  
Karakteristik penelitian eksperimental adalah metode penelitian 
eksperimental merupakan metode penelitian yang dianggap paling dapat menguji 
hipotesis hubungan sebab-akibat. Metode eksperimental merupakan penelitian 
yang digunakan dalam mencari suatu pengaruh dari perlakuan yang telah 
diberikan terhadap dampak yang akan terjadi. (Jaedun 2011) 
2.2.6 Rumus Lemeshow 
Rumus lemeshow merupakan rumus yang dapat dipakai dengan tujuan 
untuk mengetahui jumlah sampel. Dalam sebuah penelitian sampel memiliki 
peran yang sangat penting dalam mewakili sebuah populasi. Fungsi dari rumus 
lemeshow adalah untuk menentukan jumlah sampel dalam populasi yang tidak 
terhingga atau tidak diketahui. (Dahlan 2009) 
Berikut merupakan rumus Lemeshow yaitu:  
𝒏 =




n = Jumlah sampel 
Zα = Nilai distribusi normal pada tingkat kemaknaan 95% (1,96) 
P = Prevalensi outcome (0,5) 
d = Derajat ketepatan/ketelitian/sampling error (10%) 
 Populasi dalam penelitian ini merupakan populasi tidak terhingga, maka 
diperlukan tabel tingkat kepercayaan untuk menentukan besar sampel penelitian. 
Terdapat 3 tingkat kepercayaan yang dapat digunakan, yaitu 90% (1,645), 95% 
(1,960), dan 99% (2,576). Untuk menentukan nilai P (1-p) dapat menggunakan 








































Tabel 4.3 Nilai P dan P*(1-p) (Lwanga and Lemeshow 1991) 
P P*(1-p) 
0,5 0,25 
0,4  0,24  
0,3  0,21 
0,2  0,16 
0,1   0,09 
Dalam menentukan jumlah sampel menurut rumus lemeshow diperlukan 
nilai memilih P yaitu sebesar 0,5 sehingga nilai tersebut sudah cukup untuk 
memenuhi persyaratan dalam menentukan besar sampel. Sedangkan nilai presisi 
atau derajat ketepatan yang digunakan adalah 0,1 (Dahlan 2009). 
2.2.7 Populasi dan Sampel 
Populasi adalah semua objek dari penelitian yang dapat melengkapi 
karakteristik yang telah ditetapkan. Berdasarkan jumlah, populasi dapat dibagi 
menjadi dua yaitu: 
1) Populasi Terbatas merupakan sekolompok orang dari penelitian yang 
memiliki batasan. 
2) Populasi Tidak Terbatas merupakan populasi dengan jumlah yang tidak 
dapat dipastikan batasnya. Misalnya adalah semua pengunjung di kota 
tertentu. 
Pada suatu penelitian wajib melakukan pengambilan data dari kumpulan 
obyek yang sudah ditetapkan. Namun apabila terdapat dependensi maka 
pengumpulan data dapat menggunakan sampel. Sampel merupakan orang dalam 
populasi yang ditetapkan dengan metode atau teknik menurut penilaian yang telah 
ada (Sugiyono, 2010). Beberapa teknik yang dapat digunakan untuk pengambilan 
sampel adalah sebagai berikut: 
1) Probability Sampling adalah metode yang digunakan untuk menggunakan 
sampel dengan menggunakan peluang dan kesempatan. Berikut adalah 
teknik probability sampling: 
a. Simple random sampling merupakan teknik atau metode sampel yang 
memberikan peluang sama untuk didunakan sebagai sampel serta hanya 
mempunyai satu tahapan prosedur. 
 


































b. Proportionate Stratified Random Sampling merupakan metode penentuan 
sampel menggunakan cara membuat ketegori dalam populasi tertentu. 
c. Disportionate Stratified Random Sampling merupakan metode dalam 
menentukan sampel dengan cara membuat kategori dalam populasi khusus 
namun belum proposional 
d. Area Sampling merupakan teknik atau metode penentuan sampel dengan 
membagi menjadi beberapa daerah. geografis. 
2) Non Probabilty Sampling adalah metode penentuan sampel dengan tidak 
memberi kesempatan yang sama terhadap objek penelitian dalam penentuan 
sampel. 
a. Sampling Sistematis yaitu metode penentuan sampel dengan memberikan 
nomor urut bagi masing-masing anggota populasi 
b. Sampling Kuota merupakan metode untuk pengambilan sampel dengan 
melihat dari karakteristik khusus hingga mencapai batas yang telah 
ditetapkan 
c. Sampling Incidental yaitu mengumpulkan sampel dengan tidak sengaja pada 
saat menjumpai anggota populasi yang siap untuk dijadikan sampel. 
d. Purposive Sampling yaitu pengambilan sampel didasari dengan kriteria 
khusus dengan tujuan dapat memberikan informasi secara baik dan 
maksimal. Teknik atau metode ini dapat dilaksanakan jika populasi 
penelitian sangat banyak, letak dari populasi berjauhan, dan adanya 
pertimbangan lain. 
e. Sampling jenuh adalah metode yang dipakai untuk populasi dimana semua 
bagian dijadikan sampel. 
f. Snowball Sampling merupakan teknik atau metode pada populasi yang pada 
awalnya berjumlah sedikit lalu menjadi besar dengan melakukan penetapan 
responden awal dan akhir. 
2.2.8 Teknik Sampling 
Dalam sebuah penelitian diperlukan suatu teknik penentuan jumlah sampel 
agar sampel yang digunakan dapat mewakili seluruh populasi. Terdapat beberapa 
macam teknik untuk menentukan jumlah sampel antara lain menggunakan Tabel 
 


































Isaac dan Michael, Rumus Slovin, Rumus Lemeshow dan lain sebagainya 
(Suharsaputra 2012). Pada penelitian ini menggunakan rumus lemeshow 
dikarenakan jumlah populasi generasi Z yang berada di Jawa Timur adalah 
sebanyak 9.295.400 dan termasuk kedalam golongan populasi tidak terhingga. 
Fungsi dari rumus lemeshow adalah untuk menentukan jumlah sampel dalam 
populasi yang tidak terhingga atau tidak diketahui (Dahlan 2009).  
Berdasarkan perhitungan sampel menggunakan rumus lemeshow (5) 
didapatkan data sebanyak 96 sampel. Dimana sampel sebanyak 96 dalam 
pengujian mc nemar dapat digolongkan ke dalam sampel besar. Adapun ketentuan 
jumlah sampel dalam pengujian mc nemar dibedakan menjadi dua yaitu sampel 
kecil dan sampel besar seperti yang dijelaskan pada sub bab 2.2.4. Sehingga 
sampel yang digunakan dalam penelitian ini dapat dikatakan sudah memenuhi 
kaidah pengujian mc nemar. (Karmini 2020)  
2.2.9 Uji Validitas 
Uji validitas merupakan kebenaran dan ketepatan suatu instrument dalam 
pengukuran (Yusup et al. 2018). Tujuan dilakukan uji validitas dalam suatu 
penelitian adalah untuk mengukur valid atau tidaknya suatu instrument kuisioner 
yang digunakan dalam penelitian. Jika nilai validitas tinggi maka instrumen 
tersebut valid dan begitupun sebaliknya. Rumus uji validitas pada penilitian ini 
menggunakan rumus Product Moment Pearson adalah sebagai berikut: 
 
𝒓𝑿𝒀 =
𝑵 ∑ 𝑿𝒀 − ∑ 𝑿 ∑ 𝒀




rxy = koefisien korelasi antara variabel X dan Y 
N = jumlah responden 
ΣX = jumlah skor butir soal 
ΣY = jumlah skor total soal 
ΣX2 = jumlah skor kuadrat butir soal 
ΣY2 = jumlah skor total kuadrat butir soal 
(6) 
 


































Nilai r hitung dicocokkan dengan rtabel product moment pada taraf signifikan 
5%. Jika r hitung lebih besar dari rtabel 5%. Maka pertanyaan atau pernyataan 
tersebut valid. 
2.2.10 Uji Reliabilitas 
Uji reliabilitas diartikan sebagai usaha untuk dapat mengetahui instrumen 
yang dipakai pada penelitian bernilai reliabel. Apabila hasil yang diperoleh 
konsisten berarti maka memiliki taraf reliabilitas baik. Reliabilitas berarti dapat 
dipercaya yang artinya instrumen mampu memberikan hasil yang tepat. Untuk 
melihat tingkat tinggi tidaknya reliabilitas dapat ditetapkan oleh angka koefisien 
reabilitas, yang memiliki kisaran angka antara 0 sampai 1. Pada penelitian ini 
















r  = Nilai reliabilitas Alpha Cronbach 
Si  = Varians 
ΣSi  = Jumlah varians skor tiap item 
k  = Jumlah item pertanyaan 
Σx  = Total Skor 
St  = Varians total 
n  = Total Responden 
2.3 Integrasi Keilmuan 
Integrasi keilmuan diperoleh dengan metode wawancara bersama tokoh 
agama di wilayah peneliti. Beliau adalah Toni Wibowo, S.Pd.I. Proses wawancara 
dilakukan pada hari Minggu, 6 Desember 2020 bertempat di rumah beliau di desa 






































terdapat 4 ayat Al-Qur'an dan 2 hadits yang berkaitan dengan privacy 
management dan tindak kejahatan penyalahgunaan data di internet. 
Dalam surat Al-Hujurat ayat 12: 
نَ  َكثِْيًرا اْجتَنِبُْوا ٰاَمنُوا الَِّذْينَ  ٰيٓاَيَُّها الَ  اِثْمٌ  الظَّنِّ  بَْعضَ  اِنَّ  الظَّنِّۖ  ّمِ  اَيُِحبُّ  بَْعًضاۗ  بَّْعُضُكمْ  يَْغتَبْ  َوالَ  تََجسَُّسْوا وَّ
َ  َواتَّقُوا فََكِرْهتُُمْوهُۗ  َمْيتًا اَِخْيهِ  لَْحمَ  يَّأُْكلَ  اَنْ  اََحُدُكمْ  ّٰ َ  ۗ◌اِنَّ   ّٰ ابٌ   ِحْيمٌ  تَوَّ  رَّ
Artinya: 
“Wahai orang-orang yang beriman! Jauhilah banyak dari prasangka, 
sesungguhnya sebagian prasangka itu dosa dan janganlah kamu mencari-cari 
kesalahan orang lain dan janganlah ada di antara kamu yang menggunjing 
sebagian yang lain. Apakah ada di antara kamu yang suka memakan daging 
saudaranya yang sudah mati? Tentu kamu merasa jijik. Dan bertakwalah kepada 
Allah, sesungguhnya Allah Maha Penerima tobat, Maha Penyayang.” 
Keterkaitan ayat tersebut dengan privacy management adalah sebagai 
seseorang yang beriman Allah telah tegas melarang kita untuk berbuat dzalim 
dengan cara menggunjing atau menyebarkan aib orang lain, disisi lain terbukanya 
aib dari seseorang dapat disebabkan dari dirinya sendiri, maka dari itu perlu 
dilakukan manajemen dalam menjaga privasi atau hal-hal yang mengandung aib. 
Pada ayat ini juga menjelaskan bahwa kegiatan menggunjing juga merupakan 
suatu tindak penyalahgunaan privasi seseorang karena telah menyebarkan aib atau 
privasi orang lain. 
Dalam surat An-Nisa' ayat 29:  
ـاَيَُّها ا الَ  ٰاَمنُۡوا الَِّذۡينَ  ٰيۤ ۡنُكمۡ  تََراٍض  َعنۡ  تَِجاَرةً  تَُكۡونَ  اَنۡ  اِالَّۤ  بِاۡلبَاِطلِ  بَۡينَُكمۡ  اَۡمَوالَـُكمۡ  تَۡاُكلُۡوۤ  َوالَ  ۚ◌  ّمِ
ا  َ  اِنَّ  ؕ◌ اَۡنـفَُسُكمۡ  تَۡقتُلُۡوۤ ّٰ  َرِحۡيًما بُِكمۡ  َكانَ  
Artinya: 
“Wahai orang-orang yang beriman! Janganlah kamu saling memakan harta 
sesamamu dengan jalan yang batil (tidak benar), kecuali dalam perdagangan yang 
berlaku atas dasar suka sama suka di antara kamu. Dan janganlah kamu 
membunuh dirimu. Sungguh, Allah Maha Penyayang kepadamu”. Ayat ini 
termasuk ke dalam dampak dari adanya kelalaian dalam menjaga informasi 
 


































pribadi sehingga terjadi penyalahgunaan data yang dilakukan oleh orang lain. 
Pada ayat ini dijelaskan bahwa mendapatkan sesuatu dari orang lain tanpa 
persetujuan merupakan suatu sikap yang salah. 
 
Dalam surat Al-Maidah ayat 38: 
ا َوالسَّاِرقَةُ  َوالسَّاِرقُ  نَ  نَـَكاالً  َكَسبَا بَِما َجَزآءًۢ  اَۡيِديَُهَما فَاۡقَطعُۡوۤ ِ  ّمِ ّٰ   ◌ؕ  ُ ّٰ  َعِزۡيزٌ  َو
 َحِكۡيمٌ 
Artinya: 
"Adapun orang laki-laki maupun perempuan yang mencuri, potonglah tangan 
keduanya (sebagai) balasan atas perbuatan yang mereka lakukan dan sebagai 
siksaan dari Allah. Dan Allah Maha perkasa, Maha bijaksana.". Kejahatan 
penyalahgunaan data bisa digolongkan sebagai tindakan pencurian karena data 
privasi jika dikaji dapat digolongkan sebagai harta dan mendapatkan harta orang 
lain dengan tanpa persetujuan termasuk tindak pencurian. 
Rasulullah shallallahu ‘alaihi wasallam bersabda: 
 منه هللا يقبل ال أجمعين، والناس والمالئكة الالعنين ولعنة هللا لعنة فعليه محدثا، آوى أو حدثا، أحدث من
 عدال وال صرفا
Artinya: 
“Barangsiapa yang melakukan suatu kejahatan dan melindungi orang yang 
berbuat jahat maka dia mendapatkan laknat Allah, laknat orang-orang yang 
melaknat, laknat malaikat, dan laknat manusia seluruhnya. Allah Subhanahu wa 
Ta’ala tidak akan menerima darinya ganti dan tebusan apa pun.” (H.R. Bukhari 
dan Muslim) Integrasi dengan topik penelitian hadits ini adalah penyalahgunaan 
data pada dunia cyber merupakan suatu tindak kejahatan, semua tindak kejahatan 
dan melindungi orang yang melakukan kejahatan termasuk orang yang akan 
mendapat laknat dari Allah swt. 
Dalam surat Al-Alaq ayat 1-5 yang berbunyi: 
ۡنَسانَ  َخَلقَ  1( َخلَقَ  الَِّذۡى  َربِّكَ  بِاۡسمِ  اِۡقَراۡ   3( اۡالَۡكَرمُۙ  َوَربُّكَ  اِۡقَراۡ  2( َعلَقٍ  ِمنۡ  اۡالِ
ۡنَسانَ  َعلَّمَ  4( بِاۡلَقلَمِۙ  َعلَّمَ  الَِّذۡى  (5  يَۡعلَمؕۡ  لَمۡ  َما اۡالِ
 




































1. Bacalah dengan (menyebut) nama Tuhanmu yang menciptakan 
2. Dia telah menciptakan manusia dari segumpal darah 
3. Bacalah, dan Tuhanmulah Yang Mahamulia, 
4. Yang mengajar (manusia) dengan pena. 
5. Dia mengajarkan manusia apa yang tidak diketahuinya. 
Dalam hadits HR. Muslim, no. 2699: 
لَ  ِعْلًما فِيهِ  يَْلتَِمسُ  َطِريًقا َسلَكَ  َوَمنْ  ُ  َسهَّ َّ  اْلَجنَّةِ  ِإلَى َطِريًقا بِهِ  لَهُ  
Artinya: 
Barang siapa yang menempuh jalan untuk mencari ilmu, maka Allah akan 
memudahkan untuknya jalan menuju surga.” (HR. Muslim, no. 2699) 
Dari kedua dalil di atas menjelaskan bahwa umat Islam telah diwajibkan 
untuk menuntut ilmu karena Allah telah berfirman di dalam Al-Qur’an bahwa 
Allah telah menciptakan manusia dan membekalinya dengan ilmu maka untuk itu 
umat manusia mempunyai kewajiban untuk terus membaca dan menuntut ilmu 
dan Rasulullah SAW juga menjelaskan bahwa barang siapa yang belajar dan 





















































3.1 Metode Penelitian 
Dalam penelitian ini menggunakan metode eksperimental dengan 
menggunakan instrument kuisioner dan pendekatan one group pretest and posttest 
design. Instrumen kuisioner yang dipakai adalah google form. Diharapkan dengan 
menggunakan google form akan memudahkan dalam pengumpulan data yang 
dibutuhkan dikarenakan objek penelitian ini adalah generasi Z yang tersebar di 
beberapa wilayah dan daerah di Jawa Timur. Berdasarkan data pada portal 
Jawapos online (https://www.jawapos.com) populasi generasi Z di Jawa Timur 
adalah sebesar 9.295.400 jiwa. Oleh karena itu diharapkan dengan menggunakan 
kuisioner online dapat memudahkan perekapan atau pengelompokkan data yang 
telah diperoleh. Dalam kuisioner penelitian ini menggunakan pilihan ganda 
dengan pilihan baik dan kurang.  
Supaya data kuisioner yang diperoleh akurat dan tepat maka diperlukan 
pengujian terhadap instrument dengan melakukan pengujian validasi dan 
reliabilitas. Data akan dinilai valid jika memiliki nilai validitas yang tinggi dan 
menghasilkan nilai yang valid berdasarkan ketentuan yang ada. Apabila sudah 
dilakukan uji validitas dan reliabilitas, langkah berikutnya adalah melakukan 
eksperimen dengan memberikan training berupa penyampaian informasi dan 
edukasi kepada responden tentang privacy management. Training dalam 
penelitian ini bertujuan untuk mendapatkan hasil penelitian yang akan digunakan 
dalam pengujian Mc Nemar. Proses training dilakukan melalui vidio conference 
dengan menghadirkan pemateri seorang praktisi di bidang digital intelligence. 
Proses analisis dan pengujian data menggunakan tools berupa SPSS versi 22.  
 


































3.2  Alur Penelitian 

















Gambar  1.1 Alur Penelitian 
Berikut penjelasan diagram alur penelitian pada Gambar 3.1 di atas: 
3.2.1 Penentuan Model dan Hipotesa Penelitian 
Pada langkah pertama yang dilakukan adalah menentukan model dan 
hipotesa penelitian.  
3.2.1.1 Desain Penelitian 
Dalam tahap desain penelitian dilakukan studi literatur dan identifikasi 
permasalahan. Tahapan ini merupakan tahapan menganalisis permasalahan 
yang ada serta mencari beberapa solusi dengan membaca artikel ilmiah 
maupun jurnal-jurnal yang membahas topik penelitian yang sejenis atau 
setipe. Dari tahapan ini menghasilkan data dan informasi yang akan dipakai 
menjadi dasar topik dari penelitian. Beberapa data dan informasi yang 
 


































digunakan dalam penelitian ini antara lain studi kasus, objek, dan dasar teori. 
Selain itu dalam tahapan desain penelitian juga dilakukan identifikasi 
terhadap hal apa saja yang harus dimuat dalam penelitian yaitu bagaimana 
tingkat pengetahuan generasi Z terhadap privacy management dalam 
menangani dengan bijak kejahatan dan resiko yang terjadi dalam 
menggunakan platform digital dengan pendekatan metode pretest dan posttet. 
Setelah melakukan identifikasi masalah, desain penelitian dalam hal ini 
mencakup menentukan metode penelitian dan teknik pengujian yang 
digunakan. Metode penelitian yang digunakan adalah metode eksperimental 
dengan pendekatan pretest dan posttest, yaitu metode penelitian dengan 
memberikan treatment atau perlakuan secara khusus kepada subjek dan 
teknik pengujian dalam penelitian ini menggunakan Uji Mc Nemar yaitu uji 
statistic nonparametric dua sampel berpasangan untuk pengujian pretest dan 
posttest serta tools yang digunakan adalah SPSS versi 22. 
3.2.1.2 Hipotesis Penelitian 
Dalam tahapan pembuatan hipotesis, peneliti memberikan enam dugaan 
sementara. Perumusan hipotesis yang diajukan adalah sebagai berikut: 
H1a: Tidak ada perubahan signifikan terhadap pengetahuan pengguna media 
sosial terhadap privacy management setelah dilakukan training. 
H1b: Training berpengaruh signifikan terhadap pengetahuan pengguna media 
sosial terhadap privacy management 
H2a: Tidak ada perubahan signifikan terhadap keterampilan pengguna media 
sosial terhadap privacy management setelah dilakukan training. 
H2b: Training berpengaruh signifikan terhadap kerterampilan pengguna media 
sosial terhadap privacy management 
H3a: Tidak ada perubahan signifikan terhadap attitude/values pengguna media 
sosial terhadap privacy management setelah dilakukan training. 
H3b: Training berpengaruh signifikan terhadap attitude/values pengguna 




















































Gambar  2.2 Diagram Hipotesis 
3.2.2 Pengambilan dan Pengolahan Data 
Tahapan selanjutnya adalah pengambilan dan pengolahan data yang 
terdiri dari perencanaan yaitu penentuan sampel, pelaksanaan yaitu proses 
pengambilan data dan training, dan pengolahaan data yaitu tahapan uji 
validitas, reliabilitas, dan pengolahan nilai. 
3.2.2.1 Perencanaan: Penentuan Sampel dan Metode Sampling 
Dalam tahapan ini dilakukan tahapan menentukan jumlah sampel dan 
metode sampling yang akan digunakan. Penentuan jumlah sampel 
menggunakan rumus lemeshow dikarenakan jumlah populasi pada penelitian 
ini merupakan populasi tidak terhingga. Sedangkan rumus lemeshow 
merupakan rumus penentuan jumlah sampel yang digunakan untuk populasi 
tidak terhingga maupun tidak diketahui seperti yang dijelaskan pada Bab 2. 
Sehingga berdasarkan rumus Lemeshow (4) maka jumlah sampel yang 
diperoleh adalah sebagai berikut: 
 











































𝟑, 𝟖𝟒. 𝟎, 𝟐𝟓
𝟎. 𝟎𝟏
 
𝒏 = 𝟗𝟔  
Berdasarkan perhitungan rumus Lemeshow di atas maka penelitian ini 
menggunakan sampel minimal sejumlah 96 orang. Adapun teknik sampling 
yang digunakan adalah menggunakan metode purposive sampling yaitu 
pengambilan sampel berdasarkan kriteria tertentu (Suharsaputra 2012). 
3.2.2.2 Pelaksanaan: Pengambilan Data dan Training 
Pada tahapan pengambilan data dilakukan pembuatan kuisioner 
menggunakan google form. Tahapan ini adalah tahapan untuk mendapatkan 
data-data yang dibutuhkan. Pembuatan kuisioner pada penelitian ini 
berpedoman berdasarkan indikator dari DQ Framework dan sumber lain. 
Skala pengukuran yang digunakan dalam instrumen pertanyaan adalah pilihan 
ganda dengan opsi baik dan kurang. Skor jika memilih opsi baik adalah 2 dan 







Gambar  3.3 Kerangka Penelitian 
Konsep kerangka pemikiran dari penelitian ini menggunakan DQ 
Framework yang berfokus pada privacy management dan terdiri dari tiga 
kompetensi utama yaitu knowledge, skills dan attitude/values seperti yang 
dijelaskan pada bab 2. Tujuan menggunakan kerangka pemikiran DQ 
Framework adalah untuk mengetahui tingkat kesadaran individu dalam 
 


































menggunakan dan menyimpan serta menyebarkan informasi baik informasi 
milik pribadi maupun orang lain.  
Aspek Privacy management dalam DQ Framework yang digunakan 
dalam penelitian ini berupa knowledge dimana individu dapat menjaga dan 
memahami bahwa privasi mereka merupakan suatu hal yang sangat penting, 
serta memahami bagaimana data privasi tersebut dapat digunakan, disimpan, 
diproses, dan diamankan dengan baik dan benar. Skills adalah individu 
mampu menjaga data-data privasinya dengan seaman mungkin untuk 
membatasi penyalahgunaan data, dan mampu membuat suatu keputusan yang 
tepat dan dapat membagikan informasi yang bermanfaat untuk dirinya dan 
orang lain. Attitude adalah individu memiliki sikap bertangung jawab 
terhadap informasi pribadi maupun orang lain, dan menjaga informasi 
tersebut dengan baik dan aman. Kuisioner dibagi menjadi dua tahapan 
penyebaran yaitu kuisioner untuk pretest dan kuisioner untuk posttest. Daftar 
pertanyaan pada penelitian ini disajikan dalam tabel seperti dibawah ini: 
Tabel 5.1 Instrumen Angket Knowledge 
No. Aspek Item Pertanyaan 
1. Knowledge Individu memahami bahwa data privasi adalah bagian 
dari hak asasi manusia 
Individu memahami apa itu data serta informasi yang 
privasi bagi diri sendiri dan juga informasi informasi 
yang privasi bagi orang lain 
Individu memahami bagaimana data pribadi dapat 
digunakan dalam platform digital baik untuk urusan 
kebaikan, maupun untuk hal-hal yang membahayakan. 
Individu memahami bagaimana data pribadi dapat 
tersimpan dalam platform digital serta memahami 
bagaimana konsep jejak digital. 
Individu memahami bagaimana proses data pribadi 
dapat diolah menjadi suatu informasi yang baik maupun 
informasi yang dapat membahayakan 
Individu memahami bagaimana cara membagikan data 
 


































pribadi yang baik dan benar dalam platform digital 
Individu memahami bagaimana strategi dalam menjaga 
data pribadi agar tetap pribadi dan aman disaat 
menggunakan platform digital 
Individu memahami alat yang dapat membantu dalam 
menjaga data pribadi agar tetap aman 
Individu memahami adanya ancaman risiko karena 
kurangnya manajemen privasi dalam hal reputasi/nama 
baik dalam platform digital 
 
Tabel 6.2 Instrumen Angket Skills 
No. Aspek Item Pertanyaan 
1. Skills Individu memiliki kemampuan untuk menjaga data 
pribadi sebagai bagian dari hak asasi manusia yang 
harus dijaga kerahasiannya 
Individu memiliki kemampuan dalam membedakan 
informasi yang privasi bagi diri sendiri dan informasi 
yang privasi bagi orang lain 
Individu memiliki kemampuan dalam menggunakan 
data pribadi sendiri maupun data pribadi orang lain 
dengan baik dan benar 
Individu memiliki kemampuan dalam menjaga informasi 
pribadi yang tersimpan dalam platform digital serta 
memiliki kemampuan dalam menganalisis risiko yang 
akan terjadi 
Individu memiliki kemampuan dalam menganalisis data 
pribadi saat diproses menjadi suatu informasi pada 
platform digital 
Individu memiliki kemampuan tentang bagaimana cara 
membagikan data pribadi yang aman dan benar dalam 
platform digital 
Individu memiliki kemampuan dalam menjaga data 
pribadi agar tetap aman disaat menggunakan platform 
 



































Individu memiliki kemampuan dalam menggunakan 
alat/tools yang dapat digunakan untuk menjaga data 
pribadi agar tetap aman 
Individu memiliki kemampuan dalam menganalisis 
adanya ancaman risiko karena kurangnya manajemen 
privasi dalam hal reputasi/nama baik pada platform 
digital 
 
Tabel 7.3 Instrumen Angket Attitude 
No. Aspek Item Pertanyaan 
1. Attitude Individu memiliki sikap baik dan bertanggungjawab 
terhadap data pribadi yang merupakan bagian dari hak 
asasi manusia 
Individu memiliki  niat baik dan sikap tanggungjawab 
terhadap data pribadi milik sendiri maupun data pribadi 
milik orang lain. Contoh: dengan tidak mempublikasi 
NIK ke sosial media. 
Individu memiliki niat baik dan sikap tanggungjawab 
terhadap data pribadi yang digunakan dalam platform 
digital baik untuk urusan kebaikan maupun untuk hal 
yang membahayakan. Contoh: dengan tidak mencuri 
data digital orang lain. 
Individu memiliki sikap berhati-hati dan tanggungjawab 
terhadap data pribadi yang disimpan dalam platform 
digital dan dapat bertanggungjawab terhadap risiko yang 
akan terjadi. 
Individu memiliki niat baik dan sikap bertanggungjawab 
terhadap data pribadi yang diproses dalam platform 
digital karena ini bisa menjadi suatu informasi yang baik 
maupun informasi yang dapat membahayakan 
Individu memiliki sikap baik dan bertanggungjawab 
terhadap data pribadi yang dibagikan dalam platform 
 


































digital. Karena data yang masuk ke platform digital 
memiliki resiko tinggi untuk disalahgunakan 
Individu memiliki niat baik dan sikap bertanggungjawab 
terhadap strategi atau langkah yang digunakan dalam 
melindungi dan menjaga data pribadi agar tetap aman. 
Contoh: selalu belajar dengan tujuan agar bisa lebih 
sadar terhadap hal yang dapat membahayakan dan 
bagaimana cara melindunginya. 
Individu memiliki niat baik dan sikap tanggungjawab 
terhadap alat/tools yang digunakan dalam melindungi 
dan menjaga data pribadi serta data orang lain agar tetap 
aman. Contoh: tidak mengunggah foto KTP orang lain 
tanpa diblur NIK dan alamat lengkap yang tertera 
Individu memiliki niat baik dan sikap tanggungjawab 
terhadap risiko yang disebabkan karena kurangnya 
manajemen privasi dalam hal reputasi/nama baik dalam 
platform digital. Contoh: menjaga komentar yang 
diunggah di sosial media 
Kuisioner pada penelitian ini dibagi menjadi dua yaitu kuisioner pretest 
dan kuisioner posttest. Dalam tahapan pelaksanaan, juga dilakukan training 
sebagai media untuk memberikan informasi dan edukasi kepada responden. 
Training pada penelitian ini dilakukan melalui video conference dengan fokus 
materi privacy management dan cara mencegah adanya ancaman 
penyalahgunaan data privasi saat menggunakan media teknologi. Dalam 
langkah ini penyampaian informasi dilakukan oleh orang seorang praktisi 
digital intelligence. 
3.2.2.3 Pengolahan Data: Uji Validitas, Reliabilitas, dan Olah Nilai  
Setelah mendapatkan hasil dari proses Pelaksanaan: Pengambilan data 
dan Training maka tahapan selanjutnya adalah pengolahan data. Dalam 
langkah ini pengolahan data dilakukan dengan menggunakan tools SPSS 
yang digunakan untuk memudahkan dalam mendapatkan hasil penelitian 
yang diinginkan. Pengolahan data yang dilakukan adalah uji validitas, 
 


































reliabilitas dan Mc Nemar. Uji validitas pada penelitian ini menggunakan 
rumus Product Moment Pearson sedangkan uji reliabilitas menggunakan 
rumus Coefficient Alpha Cronbach seperti yang dijelaskan pada Bab 2. 
Pengujian data statistik pada penelitian ini menggunakan rumus (2) dan 
teknik uji Mc Nemar dengan menggunakan SPSS. Setelah dilakukan 
pengolahan data maka tahap selanjutnya adalah analisis data dan pengujian 
hipotesis yaitu melakukan pengambilan keputusan, apakah hipotesis yang 
telah dibuat dapat diterima atau ditolak.  
3.2.3 Interpretasi Hasil 
Setelah melakukan pengambilan dan pengolahan data maka langkah 
yang terakhir adalah menginterpretasi hasil data yang telah didapatkan dari 
pengujian statistik dan pengujian hipotesis. Data pengujian yang didapatkan 
adalah berupa tabel uji validitas, reliabilitas, tabel pengujian mc nemar aspek 
knowledge, skills dan attitude, dan tabel peningkatan dan penurunan nilai baik 
dan tabel tingkat keberhasilan masing-masing aspek yaitu pengaruh training 
terhadap nilai baik aspek knowledge, pengaruh training terhadap nilai baik 
aspek skills, dan pengaruh training terhadap nilai baik aspek attitude.   
 



































HASIL DAN PEMBAHASAN 
 
 
4.1 Deskripsi Data Sebaran (Kuisioner Pretest) 
 Penyebaran data kuisioner pretest pada penelitian ini disebarkan melalui 
online dengan menggunakan google form melalui link: https://s.id/FormApril. 









Gambar 1.1 Form Pretest 
Kuisioner dibagikan melalui akun media sosial WhatsApp baik grup 
maupun personal, serta bantuan reshare dari civitas akademik UINSA tepatnya 
pada tanggal 1 Maret 2021. Kuisioner tidak dibagikan secara offline karena 
melihat sebaran populasi generasi Z yang luas serta dampak dari Covid-19 yang 
tidak memungkinkan menyebarkan kuisioner secara langsung. Berikut merupakan 
















































Gambar 2.2 Proses Penyebaran Kuisioner 
Penyebaran data juga menggunakan poster sebagai media promosi untuk 
kegiatan training yang dibagikan melalui media sosial WhatsApp serta dengan 
bantuan reshare dari civitas akademik UINSA. Berikut merupakan salah satu 







Gambar 3.3 Proses Penyebaran Pamflet Training 
Hasil penyebaran kuisioner pretest didapatkan sebanyak 148 responden. 
Dan beberapa dari responden mengisi dua kali serta beberapa dari responden 
bukan termasuk kelompok dari generasi Z dan tidak memenuhi kriteria sebagai 
generasi Z yang berdomisili maupun berasal dari Jawa Timur sehingga data 
diverifikasi/dibersihkan kembali secara manual. Berdasarkan hal tersebut 
diperoleh data sebanyak 140 responden dengan karakteristik sebagai berikut: 
 


































4.1.1 Jenis Kelamin 
Dari penyebaran kusioner pretest diperoleh data berdasarkan kriteria terkait 
dengan jenis kelamin responden dapat dilihat pada Tabel 4.1 sebagai berikut: 
Tabel 1.1 Data Jenis Kelamin Kuisioner Pretest 
Jenis Kelamin Jumlah Presentase (%) 
Perempuan 81 58 % 
Laki-laki 59 42 % 
 
Berikut merupakan gambar diagram data jenis kelamin pada kuisioner pretest: 
 
Gambar 4.4 Diagram Data Jenis Kelamin Responden Pretest 
Dari Tabel 4.1 dan Gambar 4.4 Data responden berdasarkan jenis kelamin 
dapat diketahui bahwa generasi Z yang mengisi kuisioner dengan jenis kelamin 
perempuan sebanyak 81 orang (58%) dan generasi Z dengan jenis kelamin laki-
laki berjumlah 59 orang (42%). Sehingga dapat disimpulkan bahwa jumlah data 
terbanyak yang telah diperoleh dari penelitian ini yaitu responden dengan jenis 
kelamin perempuan. 
4.1.2 Umur 
Berdasarkan data responden yang telah diperoleh dari hasil penyebaran 
kuisioner pretest terkait data dengan jenis kriteria umur generasi Z akan 







































Tabel 2.2 Data Umur Responden Pretest 
Umur Jumlah Presentase (%) 
12 tahun 1 0.7 % 
13 tahun 3 2.1 % 
14 tahun 2 1.41 % 
15 tahun 4 2.8 % 
16 tahun 3 2.1 % 
17 tahun 1 0.7 % 
18 tahun 7 4.9 % 
19 tahun 13 9.9 % 
20 tahun 29 20.5 % 
21 tahun 49 34.7 % 
22 tahun 23 16.3 % 
23 tahun 5 3.5% 
 
Berikut merupakan gambar diagram perolehan data umur pada saat pretest: 
 
Gambar 5.5 Diagram Data Rentang Umur Responden Pretest 
Berdasarkan Tabel 4.2 dan Gambar 4.5 Data umur responden generasi Z 
dapat dilihat bahwa umur 12 tahun sejumlah 1 orang, umur 13 tahun sejumlah 13 
orang, 14 tahun sejumlah 2 orang, 15 sejumlah 4 orang, 16 tahun sejumlah 3 
orang, 17 tahun sejumlah 1 orang, 18 tahun sejumlah 7 orang, 19 tahun sejumlah 
13 orang, 20 tahun sejumlah 29 orang. 21 tahun sejumlah 49 orang, 22 tahun 
sejumlah 23 orang, dan 23 tahun sejumlah 5 orang. Sehingga dapat disimpulkan 
bahwa umur 21 tahun memiliki nilai terbanyak di dalam penelitian ini. 
4.1.3 Asal Instansi 
Berdasarkan hasil penyebaran kuisioner pretest terdapat data terkait asal 
instansi dari responden. Berikut merupakan tabel asal instansi yang diperoleh: 
 
























































Tabel 3.3 Data Asal Instansi Responden Pretest 
Asal Instansi Jumlah Presentase (%) 
UIN Sunan Ampel Surabaya 107 75 % 
MAN 1 Lamongan 1 0.7 % 
SMAN 1 Tambakboyo 4 2.8 % 
Universitas Negeri Sebelas Maret Surakarta 1 0.7 % 
IAIN Jember 2 1.44 % 
SMPN 2 Tambakboyo 9 6.38 % 
Unu Sunan Giri Bojonegoro 1 0.7 % 
PT. Granada Property Sukses 1 0.7 % 
Universitas PGRI Madiun 2 1.44 % 
Universitas Brawijaya 1 0.7 % 
Universitas Airlangga 1 0.7 % 
Universitas Gajayana 1 0.7 % 
MAN Sidoarjo 2 1.44 % 
SMP Darut Tauhid Tambakboyo 1 0.7 % 
UIN Maulana Malik Ibrahim 2 1.44 % 
Univeristas Islam Lamongan  1 0.7 % 
Universitas Negeri Surabaya 1 0.7% 
Berikut merupakan gambar diagram perolehan data asal instansi pada saat pretest: 
 
Gambar 6.6 Diagram Data Asal Instansi Responden Pretest 
Berdasarkan Tabel 4.3 responden berdasarkan asal instansi dapat dilihat 
bahwa generasi Z dari UIN Sunan Ampel Surabaya sebanyak 75%, MAN 1 
Lamongan, Universitas Negeri Sebelas Maret Surakarta, Unu Sunan Giri 
Bojonegoro, PT. Granada Property Sukses, Universitas Brawijaya, Universitas 
Airlangga, Universitas Gajayana, SMP Darut Tauhid Tambakboyo, Univeristas 
Islam Lamongan sebanyak 0.7%, SMAN 1 Tambakboyo sebanyak 2.8 %, SMPN 
2 Tambakboyo sebanyak 6.38 %, Universitas PGRI Madiun dan IAIN Jember 
sebanyak 1.44 %, MAN Sidoarjo sebanyak 1.44 %, UIN Maulana Malik Ibrahim 
 


































sebanyak 1.44%, dan Universitas Negeri Surabaya sebanyak 0.7% . Sehingga 
dapat diambil kesimpulan bahwa data dengan jumlah terbanyak pada penelitian 
ini diperoleh dari generasi Z dengan asal instansi UIN Sunan Ampel Surabaya. 
4.2 Hasil Uji Kuisioner 
Setelah mendapatkan data maka tahapan selanjutnya adalah melakukan uji 
kuisioner menggunakan tools SPSS versi 22. Pengujian yang dilakukan 
memperoleh hasil sebagai berikut: 
4.2.1 Uji Validitas 
Sebagaimana yang telah dijelaskan pada Bab II bahwa uji validitas 
merupakan kebenaran dan ketepatan suatu instrumen dalam pengukuran (Yusup et 
al. 2018). Tujuan dari uji validitas adalah untuk mengukur valid atau tidaknya 
suatu instrument kuisioner yang digunakan dalam penelitian. Masing-masing item 
pertanyaan harus diukur kevalidannya. Apabila angka kevaliditasnya tinggi maka 
instrumen dapat dikatakan valid begitupun sebaliknya. Uji validitas pada 
penelitian ini menggunakan Teknik atau metode Product Moment Pearson dengan 
taraf signifikan 0.05 atau 5% dan jumlah data uji sebesar 33. Sehingga diperoleh 
nilai rtabel sebesar 0,344. Berdasarkan hal tersebut maka item pertanyaan 
dinyatakan valid apabila rhitung ≥ rtabel dan apabila rhitung ≤ rtabel maka item 
pertanyaan tersebut dinyatakan tidak valid. Dari uji validitas yang dilakukan maka 
memperoleh nilai sebagai berikut: 
Tabel 4.4 Uji Validitas Kuisioner  
Aspek Kode_item rhitung rtabel (33) Keterangan 
Knowledge Item_1 0.493 0.344 Valid 
Item_2 0.454 0.344 Valid 
Item_3 0.460 0.344 Valid 
Item_4 0.779 0.344 Valid 
Item_5 0.713 0.344 Valid 
Item_6 0.544 0.344 Valid 
Item_7 0.788 0.344 Valid 
Item_8 0.784 0.344 Valid 







































Tabel 5.4 Uji Validitas Kuisioner lanjutan 
Aspek Kode_item rhitung rtabel (33) Keterangan 
Skills Item_1 0.365 0.344 Valid 
Item_2 0.481 0.344 Valid 
Item_3 0.454 0.344 Valid 
Item_4 0.763 0.344 Valid 
Item_5 0.626 0.344 Valid 
Item_6 0.634 0.344 Valid 
Item_7 0.601 0.344 Valid 
Item_8 0.624 0.344 Valid 
Item_9 0.748 0.344 Valid 
Attitude Item_1 0.555 0.344 Valid 
Item_2 0.587 0.344 Valid 
Item_3 0.587 0.344 Valid 
Item_4 0.555 0.344 Valid 
Item_5 0.747 0.344 Valid 
Item_6 0.453 0.344 Valid 
Item_7 0.671 0.344 Valid 
Item_8 0.651 0.344 Valid 
Item_9 0.572 0.344 Valid 
Dari Tabel 4.4 Hasil uji validitas sebanyak 27 item yang diuji dengan 
membandingkan nilai rhitung dengan rtabel harus lebih besar dari 0.344. Sehingga 
dapat disimpulkan bahwa semua item pertanyaan dalam penelitian ini bersifat 
valid atau sah.  
4.2.2 Uji Reliabilitas 
Uji reliabilitas merupakan uji yang dilakukan setelah dilakukan setelah 
pengujian validitas. Fungsi dari uji reliabilitas adalah untuk mengetahui stabilitas 
dan konsistensi nilai alat ukur yang menggunakan kuisioner. Rumus yang 
digunakan dalam uji reliabilitas menggunakan Cronbach’s Alpha sesuai yang 
dijelaskan pada Bab II. Dalam pengujian ini nilai Cronbach’s Alpha harus lebih 
besar dari 0.6.  Pengujian reliabilitas masing-masing aspek pada penelitian ini 
menghasilkan hasil yang akan disajikan dalam Tabel 4.5 sebagai berikut: 
Tabel 6.5 Uji Reliabilitas  
Aspek Nilai Cronboach’s Alpha Keterangan 
Knowledge 0.757 Reliabel 
Skills 0.749 Reliabel 
Attitude 0.742 Reliabel 
 
 


































Berdasarkan Tabel 4.5 Dapat dilihat bahwa hasil pengujian reliabilitas 
pada aspek Knowledge dapat dikatakan reliabel karena memiliki angka sebesar 
0.757 yang lebih besar dari 0.6. Sedangkan variabel Skills memiliki nilai sebesar 
0.749 yang juga reliabel karena memiliki nilai diatas 0.6. Sama hal nya dengan 
variabel Attitude yang reliabel karena memiliki nilai diatas 0.6 yaitu 0.742. Maka 
dapat disimpulkan bahwa semua variabel dalam penelitian ini bersifat reliabel. 
4.3 Proses Training 
Setelah responden mengisi kuisioner pretest maka responden akan 
diarahkan untuk gabung ke dalam grub WhatsApp yang tujuannya adalah untuk 
memudahkan dalam penyebaran link zoom meeting untuk tahapan training. Link 
grup dilampirkan dalam kuisioner pada fitur Pesan Konfirmasi. Adapun 









Gambar 7.7 Tangkapan Layar Grub 
Tahapan training dilakukan pada tanggal 20 Maret 2021 pukul 09.00-
11.00 WIB. Dengan menghadirkan pemateri praktisi digital intelligence yaitu Ibu 
Indri Sudanawati Rozas, M.Kom. Proses training dilakukan secara online melalui 
aplikasi zoom meeting dengan link https://s.id/APCxu. Berikut merupakan 














































Gambar 8.8 Proses Training 
Proses pengambilan data saat training dilakukan pada saat sesi tanya 
jawab dan saat penutupan. Sehingga jumlah responden yang hadir dan memenuhi 
kriteria untuk uji dua sampel berpasangan adalah sebanyak 96 orang.  
4.4 Deskripsi Data Sebaran (Kuisioner Posttest) 
Penyebaran data kuisioner posttest pada penelitian ini disebarkan online 
dan bisa diakses melalui link: https://s.id/FeedbackForm1. Link kuisioner posttest 
dibagikan disaat sesi terakhir atau sesi penutup acara training. Berikut merupakan 










Gambar 9.9 Form Kuisioner Posttest 
 


































Berdasarkan hasil penyebaran kuisioner posttest didapatkan sebanyak 109 
responden. Terdapat beberapa responden yang mengisi kuisioner sebanyak dua 
kali dan tidak mengikuti tahapan training sehingga data diverifikasi/dibersihkan 
kembali. Berdasarkan hal tersebut diperoleh data sebanyak 96 responden dengan 
karakteristik sebagai berikut: 
4.4.1 Jenis Kelamin 
Dari hasil penyebaran kusioner posttest diperoleh data berdasarkan 
dengan kriteria jenis kelamin responden akan dipaparkan di dalam Tabel 4.6 
sebagai berikut: 
Tabel 7.6 Data Jenis Kelamin Responden Posttest 
Jenis Kelamin Jumlah Presentase (%) 
Perempuan 57 59% 
Laki-laki 39 40% 
 
Berikut merupakan gambar diagram perolehan data jenis kelamin pada saat 
posttest: 
 
Gambar 10.10 Diagram Jenis Kelamin Responden Posttest 
Dari Tabel 4.6 Terdapat perbedaan hasil kuisioner jenis kelamin 
perempuan yang pada kondisi training berjumlah 81 orang menjadi hanya 57 
orang yang mengikuti tahapan sampai akhir. Begitupun hasil kuisioner jenis 
kelamin laki-laki saat sebelum training sebanyak 59 orang dan hanya 39 orang 
yang mengikuti tahapan penelitian sampai akhir. Sehingga jumlah data responden 
berdasarkan jenis kelamin bisa dilihat bahwa generasi Z yang mengikuti tahapan 
 


































dari awal hingga akhir dengan jenis kelamin perempuan sebanyak 57 orang (60%) 
dan generasi Z dengan jenis kelamin laki-laki berjumlah 39 orang (40%). Dapat 
disimpulkan bahwa jumlah data terbanyak pada penelitian ini yaitu responden 
dengan jenis kelamin perempuan. 
4.4.2 Umur 
Berdasarkan penyebaran kuisioner posttest diperoleh data responden 
berdasarkan umur yang akan dipaparkan dalam Tabel 4.7 sebeagai berikut: 
Tabel 8.7 Data Umur Responden Posttest 
Umur Jumlah  Presentase (%) 
12 tahun 1 1% 
13 tahun 3 3% 
14 tahun 2 2% 
15 tahun 2 2% 
16 tahun 3 3% 
17 tahun 1 1% 
18 tahun 4 4% 
19 tahun 9 9% 
20 tahun 18 18.5 % 
21 tahun 34 35% 
22 tahun 17 17.5 % 
23 tahun 3 3% 
 
Berikut merupakan gambar diagram perolehan data umur responden pada saat 
posttest: 
 
Gambar 11.11 Diagram Umur Responden Posttest 
Berdasaran Tabel 4.7 Dapat dilihat bahwa generasi Z yang mengikuti 
tahapan dari awal hingga akhir dengan kriteria umur 12 tahun sebanyak 1%, 13 
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tahun sebanyak 3%, 14 tahun sebanyak 2%, 15 tahun sebanyak 2%, 16 tahun 
sebanyak 3%, 17 tahun sebanyak 1%, 18 tahun sebanyak 4%, 19 tahun sebanyak 
9%, 20 tahun sebanyak 18.5%, 21 tahun sebanyak 35%, 22 tahun sebanyak 
17.5%, dan 23 tahun sebanyak 3%. Sehingga dapat disimpulkan bahwa data 
dengan jumlah terbanyak pada penelitian ini yaitu generasi Z dengan umur 21 
tahun. 
4.4.3 Asal Instansi 
Dari kusioner posttest diperoleh data terkait dengan asal instansi responden 
sebagai berikut: 
Tabel 9.8 Data Jenis Kelamin Responden Posttest 
Asal Instansi Jumlah Presentase (%) 
UIN Sunan Ampel Surabaya 71 73 % 
SMAN 1 Tambakboyo 4 4 % 
IAIN Jember 1 1 % 
SMPN 2 Tambakboyo 8 8 % 
Unu Sunan Giri Bojonegoro 1 1 % 
PT. Granada Property Sukses 1 1 % 
Universitas PGRI Madiun 1 1 % 
Universitas Brawijaya 1 1 % 
Universitas Airlangga 1 1 % 
Universitas Gajayana Malang 1 1 % 
MAN Sidoarjo 2 2 % 
UIN Maulana Malik Ibrahim 2 2 % 
Univeristas Islam Lamongan  1 1 % 
Universitas Negeri Surabaya 1 1% 
Berikut merupakan gambar diagram perolehan data asal instansi responden 









Gambar 12.12 Diagram Asal Instansi Responden Posttest 
 


































 Berdasarkan Tabel 4.8 Responden yang mengikuti tahapan dari awal hingga 
akhir berdasarkan asal instnasi adalah sebagai berikut, UIN Sunan Ampel 
Surabaya sebanyak 72%, SMAN 1 Tambakboyo sebanyak 4 %,  Universitas 
Negeri Sebelas Maret, IAIN Jember, Unu Sunan Giri Bojonegoro, PT. Granada 
Property Sukses, Universitas PGRI Madiun Universitas Brawijaya, Universitas 
Airlangga, Universitas Gajayana Malang, Univeristas Islam Lamongan, 
Universitas Negeri Surabaya  sebanyak 1%, SMPN 2 Tambakboyo sebanyak 8%, 
MAN Sidoarjo dan UIN Maulana Malik Ibrahim sebanyak 2%. Sehingga bisa 
ditarik kesimpulan bahwa data dengan jumlah terbanyak diperoleh dari generasi Z 
dengan asal instansi UIN Sunan Ampel Surabaya. 
4.5 Pengujian Mc Nemar 
Seperti yang dijelaskan pada bab 2, uji Mc Nemar merupakan uji dua 
sampel berpasangan. Sehingga berdasarkan data yang diperoleh melalui data 
sebaran pretest dan data sebaran posttest menghasilkan sebanyak 96 responden. 
Adapun pengolahan data pada penelitian ini menggunakan tools SPSS versi 22. 
Berikut merupakan hasil pengolahan data penelitian pretest dan posttest: 
4.5.1 Aspek Knowledge 
Knowledge merupakan pengetahuan yang dimiliki individu sehingga dapat 
menjaga dan memahami bahwa privasi mereka merupakan suatu hal yang sangat 
penting, serta memahami bagaimana data privasi tersebut dapat digunakan, 
disimpan, diproses, dan diamankan dengan baik dan benar (Park 2019). Seperti 
yang dijelaskan pada bab 2 tepatnya pada sub bab 2.2.4 adapun responden dapat 
dikatakan pengetahuan kurang apabila skor pengetahuan lebih kecil dari mean. 
Sedangkan responden dapat dikatakan memiliki pengetahuan baik apabila skor 
pengetahuan lebih besar dari mean (Nurfurqoni 2017).  
Berdasarkan rumus (4) diperoleh mean dalam aspek knowledge pretest 
sebesar 1.751157 dan mean aspek knowledge posttest sebesar 1.9618055. 
Sehingga data responden pada kondisi pretest yang memilih kurang adalah 
sebanyak 37 orang responden dan memilih baik sebanyak 59 orang responden. 
Sedangkan pada saat posttest sebanyak 17 orang responden memilih kurang dan 
79 responden memilih baik. Adapun skor jika memilih opsi baik adalah 2 dan jika 
 


































memilih opsi kurang adalah 1. Berdasarkan hal tersebut berikut merupakan hasil 
pengolahan data dengan teknik uji mc nemar aspek knowledge sebelum dan 
sesudah training: 
Tabel 10.9 Pengolahan Data Aspek Knowledge 




Kurang 10 27 
Baik 7 52 
 
Berdasarkan Tabel 4.9 Jumlah responden saat kondisi pretest memilih 
respon kurang dan pada saat posttest memilih respon kurang sebanyak 10 orang. 
Jumlah responden saat kondisi pretest memilih respon kategori kurang dan pada 
saat posttest memilih kategori baik sebanyak 27 orang. Sedangkan jumlah 
responden yang pada saat pretest memilih respon kategori baik dan pada saat 
kondisi posttest memilih kondisi kurang sebanyak 7 orang. Dan jumlah responden 
yang pada saat kondisi pretest memilih kategori baik dan pada saat kondisi 
posttest juga memilih respon kategori baik adalah 52 orang. Hasil perhitungan 
statistic uji mc nemar berdasarkan rumus (2) adalah sebagai berikut: 
𝒙𝟐 =




(|𝟐𝟕 − 𝟕| − 𝟏)𝟐
𝟐𝟕 + 𝟕
 
𝒙𝟐 = 𝟏𝟎, 𝟔𝟏𝟖 
Adapun pengolahan uji statistic mc nemar menggunakan tools SPSS adalah 
sebagai berikut: 
Tabel 11.10 Data Uji Statistik Mc Nemar Aspek Knowledge 
Test Statisticsa 
 Sebelum training & Sesudah training 
N 96 
Chi-Squareb 10.618 
Asymp. Sig. .001 
Hasil perhitungan x2 dengan tabel distribusi Chi-Square menggunakan derajat 
kebebasan 1 dengan taraf α = 0.5 yaitu 3,841. Sedangkan perolehan nilai x2 di 
 


































dalam aspek knowledge adalah 10,618 artinya nilai x2 ≥ 3.841. Sehingga dapat 
disimpulkan bahwa H1a ditolak dan H1b dapat diterima. 
 H1a : Tidak ada perubahan signifikan terhadap pengetahuan pengguna media 
sosial terhadap privacy management setelah dilakukan training 
 H1b : Training berpengaruh signifikan terhadap pengetahuan pengguna media 
sosial terhadap privacy management 
4.5.2 Aspek Skills 
Skills merupakan individu mampu menjaga data privasinya dengan seaman 
mungkin untuk membatasi penyalahgunaan data, dan mampu membuat suatu 
keputusan yang tepat dan dapat membagikan informasi yang bermanfaat untuk 
dirinya dan orang lain (Park 2019). Seperti yang dijelaskan pada bab 2 tepatnya 
pada sub bab 2.2.4 adapun responden dapat dikatakan pengetahuan kurang apabila 
skor keterampilan lebih kecil dari mean. Sedangkan responden dapat dikatakan 
memiliki keterampilan baik apabila skor pengetahuan lebih besar dari mean. 
(Nurfurqoni 2017) 
Berdasarkan rumus (4) diperoleh mean pada aspek skills pretest adalah 
1.6746849 dan mean skills posttest adalah sebesar 1.9432870. Sehingga data 
responden pada kondisi pretest yang memilih kurang adalah sebanyak 42 orang 
responden dan memilih baik sebanyak 54 orang responden. Sedangkan pada saat 
posttest sebanyak 23 orang responden memilih kurang dan 73 responden memilih 
baik. Adapun skor jika memilih opsi baik adalah 2 dan jika memilih opsi kurang 
adalah 1. Berdasarkan hal tersebut berikut merupakan hasil pengolahan data 
dengan teknik uji mc nemar aspek skills sebelum dan sesudah training. 
Tabel 12.11 Pengolahan Data Aspek Skills 




Kurang 13 29 
Baik 10 44 
 
Berdasarkan Tabel 4.11 Jumlah responden saat kondisi pretest memilih 
respon kategori kurang dan pada saat posttest memilih respon kategori kurang 
 


































sebanyak 13 orang. Jumlah responden saat kondisi pretest memilih respon 
kategori kurang dan pada saat posttest memilih kategori baik sebanyak 29 orang. 
Sedangkan jumlah responden yang pada saat pretest memilih respon kategori baik 
dan pada saat kondisi posttest memilih kondisi kurang sebanyak 10 orang. Dan 
jumlah responden yang pada saat kondisi pretest memilih kategori baik dan pada 
saat kondisi posttest juga memilih respon kategori baik adalah 44 orang. Hasil 
perhitungan statistic uji mc nemar berdasarkan rumus (2) adalah sebagai berikut: 
𝒙𝟐 =




(|𝟐𝟗 − 𝟏𝟎| − 𝟏)𝟐
𝟐𝟗 + 𝟏𝟎
 
𝒙𝟐 = 𝟖, 𝟑𝟎𝟖 
Adapun pengolahan uji statistic mc nemar menggunakan tools SPSS adalah 
sebagai berikut: 
Tabel 13.12 Data Uji Statistik Mc Nemar Aspek Skills 
Test Statisticsa 
 Sebelum training & Sesudah Training 
N 96 
Chi-Squareb 8.308 
Asymp. Sig. .004 
Perhitungan x2 dengan tabel distribusi Chi-Square menggunakan derajat 
kebebasan 1 dengan taraf α = 0.5 adalah 3,841. Sedangkan nilai x2 di dalam aspek 
skills adalah 8,308 artinya nilai x2 ≥ 3.841. Sehingga dapat disimpulkan bahwa 
H2a ditolak dan H2b dapat diterima. 
 H2a: Tidak ada perubahan signifikan terhadap keterampilan pengguna media 
sosial terhadap privacy management setelah dilakukan training. 
 H2b: Training berpengaruh signifikan terhadap kerterampilan pengguna media 
sosial terhadap privacy management 
4.5.3 Aspek Attitude 
Attitude/values adalah individu memiliki sikap bertangung jawab terhadap 
informasi pribadi maupun orang lain, dan menjaga informasi tersebut dengan baik 
 


































dan aman (Park 2019). Seperti yang dijelaskan pada bab 2 tepatnya pada sub bab 
2.2.4 adapun responden dapat dikatakan pengetahuan kurang apabila skor attitude 
lebih kecil dari mean. Sedangkan responden dapat dikatakan memiliki attitude 
baik apabila skor pengetahuan lebih besar dari mean. (Nurfurqoni 2017) 
Berdasarkan rumus (4) diperoleh mean pada aspek attitude pretest adalah 
1.8611111 dan mean attitude posttest adalah sebesar 1.975694. Sehingga data 
responden pada kondisi pretest yang memilih kurang adalah sebanyak 25 orang 
responden dan memilih baik sebanyak 71 orang responden. Sedangkan pada saat 
posttest sebanyak 10 orang responden memilih kurang dan 86 responden memilih 
baik. Adapun skor jika memilih opsi baik adalah 2 dan jika memilih opsi kurang 
adalah 1. Berdasarkan hal tersebut berikut merupakan hasil pengolahan data 
dengan uji mc nemar aspek attitude sebelum dan sesudah training: 
Tabel 14.13 Pengolahan Data Aspek Attitude 




Kurang 4 21 
Baik 6 65 
 
Berdasarkan Tabel 4.13 diatas jumlah responden saat kondisi pretest 
memilih respon kategori kurang dan pada saat posttest memilih respon kategori 
kurang sebanyak 4 orang. Jumlah responden saat kondisi pretest memilih respon 
kategori kurang dan pada saat posttest memilih kategori baik sebanyak 21 orang. 
Sedangkan jumlah responden yang pada saat pretest memilih respon kategori baik 
dan pada saat kondisi posttest memilih kondisi kurang sebanyak 6 orang. Dan 
jumlah responden yang pada saat kondisi pretest memilih kategori baik dan pada 
saat kondisi posttest juga memilih respon kategori baik adalah 65 orang. Hasil 
perhitungan statistic uji mc nemar berdasarkan rumus (2) adalah sebagai berikut: 
𝒙𝟐 =










































𝒙𝟐 = 𝟕, 𝟐𝟓𝟗 
Adapun pengolahan uji statistic Mc Nemar menggunakan tools SPSS adalah 
sebagai berikut: 
Tabel 15.14 Data Uji Statistik Mc Nemar Aspek Attitude 
Test Statisticsa 
 Sebelum training & Sesudah training 
N 96 
Chi-Squareb 7.259 
Asymp. Sig. .007 
Perhitungan x2 dengan tabel distribusi Chi-Square menggunakan derajat 
kebebasan 1 dengan taraf α = 0.5 adalah 3,841. Sedangkan nilai x2 di dalam aspek 
attitude adalah 7,259 artinya nilai x2 ≥ 3.841. Sehingga dapat disimpulkan bahwa 
H3a ditolak dan H3b dapat diterima. 
 H3a: Tidak ada perubahan signifikan terhadap attitude/values pengguna media 
sosial terhadap privacy management setelah dilakukan training 
 H3b: Training berpengaruh signifikan terhadap attitude/values pengguna 
media sosial terhadap privacy management 
4.6 Pembahasan 
Setelah melakukan pengolahan data dan uji hipotesis langkah selanjutnya 
adalah analisis data. Berikut merupakan tabel hasil pengujian Mc Nemar aspek 
knowledge, skills dan attitude: 






Jumlah Presentase (%) 
Knowledge  37 10 37-10 = 27 28% 
Skills 42 13 42-13 = 29 30,2% 
Attitude 25 4 25-4 = 21 21,8% 
Berikut merupakan grafik peningkatan nilai baik responden pada saat 
















































Gambar 13.13 Grafik Peningkatan Nilai Baik Setelah Training 
Tabel 4.15 merupakan tabel peningkatan nilai baik saat setelah dilakukan 
training sehingga pada aspek knowledge sebanyak 37 orang responden memilih 
kurang saat sebelum training dan hanya 10 orang responden saja yang tetap 
memilih kurang setelah dilakukan training artinya terdapat peningkatan nilai baik 
sebanyak 27 orang responden. Pada aspek skills sebanyak 42 orang responden 
memilih kurang saat sebelum training dan hanya 13 orang responden saja yang 
tetap memilih kurang setelah dilakukan training artinya terdapat peningkatan nilai 
baik sebanyak 29 orang responden. Pada aspek attitude sebanyak 25 orang 
responden memilih kurang saat sebelum training dan hanya 4 orang responden 
yang tetap memilih kurang setelah dilakukan training artinya terdapat 
peningkatan nilai baik sebanyak 21 orang responden. Adapun tabel penurunan 
nilai baik saat setelah posttest adalah sebagai berikut: 
Tabel 17.16 Penurunan nilai baik menjadi kurang 
Aspek Pretest (baik) Posttest (baik) Jumlah Presentase (%) 
Knowledge  59 52 59-52 = 7 7,29% 
Skills 54 44 54-44 = 10 10,41% 
Attitude 71 65 71-65 = 6 6,25% 
 
Berikut merupakan diagram penurunan nilai baik responden pada saat 
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Gambar 14.14 Diagram Penurunan Nilai Baik Setelah Training 
Tabel 4.16 adalah tabel penurunan nilai baik menjadi kurang saat setelah 
dilakukan training sehingga pada aspek knowledge sebanyak 59 orang responden 
memilih baik saat sebelum training dan 52 orang responden yang tetap memilih 
baik setelah dilakukan training artinya terdapat penurunan nilai baik sebanyak 7 
orang responden. Pada aspek skills sebanyak 54 orang responden memilih baik 
saat sebelum training dan 44 orang responden yang tetap memilih baik setelah 
dilakukan training artinya terdapat penurunan nilai baik sebanyak 10 orang 
responden. Begitupun aspek attitude sebanyak 71 orang responden memilih baik 
saat sebelum training dan 65 orang responden yang tetap memilih baik setelah 
dilakukan training artinya terdapat penurunan nilai baik sebanyak 6 orang 
responden. Sehingga berdasarkan hal tersebut tabel Mc Nemar untuk semua aspek 
adalah sebagai berikut: 





Square Kurang Baik  
Knowledge  Kurang 10 27 37 
10,618 Baik 7 52 59 
Total 17 79 96 
Skills Kurang 13 29 42 
8,308 Baik 10 44 54 
Total 23 73 96 
Attitude Kurang 4 21 25 
7,259 Baik 6 65 71 












Grafik Penurunan Nilai Baik
Knowledge Skills Attitude
 


































Dari Tabel 4.17 Dapat disimpulkan bahwa training yang dilakukan 
berdampak siginifikan terhadap knowledge, skills dan attitude terhadap privacy 
management pada generasi Z karena berdasarkan pengujian diketahui nilai Chi-
Square masing-masing aspek adalah x2 ≥ 3.841 (Karmini 2020). 
4.6.1 Pengaruh Training Terhadap Nilai Baik Aspek Knowledge  
Berdasarkan Tabel 4.17 diketahui bahwa dari 37 responden yang 
memiliki pengetahuan kurang saat sebelum training menjadi berpengetahuan baik 
setelah dilakukan training adalah sebanyak 27 orang (27,8%). Sedangkan dari 59 
orang responden yang memiliki pengetahuan baik saat sebelum training namun 
menyatakan kurang setelah dilakukan training adalah sebanyak 7 orang (7,21%). 
Berdasarkan hasil pengujian mc nemar menggunakan derajat kebebasan 1 dengan 
taraf α = 0.5 yaitu 3,841 dan diperoleh hasil nilai x2 sebesar 10,618 > 3,841. Nilai 
tersebut artinya training berpengaruh secara signifikan terhadap pengetahuan 
generasi Z. Adapun tabel tingkat keberhasilan training yang dilakukan terhadap 
aspek knowledge adalah sebagai berikut: 






Peningkatan Presentase (%) 
Knowledge  37 17 37-17 = 20 20,8 % 
 Berikut merupakan gambar diagram peningkatan nilai baik pada aspek 
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Sehingga aspek knowledge merupakan aspek yang memiliki keberhasilan 
tinggi dibandingkan dengan aspek skills dan attitude karena dari 37 (38%) orang 
dengan pengetahuan kurang sebelum training menjadi hanya 17 orang (17,5%) 
yang masih kurang setelah dilakukan training. Dengan kata lain terdapat 
peningkatan sebanyak 20 orang (20,8%) menjadi berpengetahuan baik setelah 
training. Pada aspek knowledge mayoritas responden telah memiliki pengetahuan 
yang baik di bidang privacy management. Hal ini dibuktikan dengan presentase 
sebanyak 52 orang (54,16%) menyatakan berpengetahuan baik saat sebelum dan 
sesudah dilakukan training.  
4.6.2 Pengaruh Training Terhadap Nilai Baik Aspek Skills 
Berdasarkan Tabel 4.17 Dapat diketahui dari 42 responden yang 
memiliki skills kurang saat sebelum training menjadi baik setelah dilakukan 
training adalah sebanyak 29 orang (29,89%). Sedangkan dari 55 orang responden 
yang memiliki skills baik saat sebelum training namun menyatakan kurang setelah 
dilakukan training adalah sebanyak 10 orang (10,3%). Berdasarkan hasil 
pengujian Mc Nemar menggunakan derajat kebebasan 1 dengan taraf α = 0.5 yaitu 
3,841 dan diperoleh hasil nilai x2 sebesar 8,308 > 3,841. Nilai tersebut artinya 
training berpengaruh secara signifikan terhadap pengetahuan generasi Z. Adapun 
tabel tingkat keberhasilan training yang dilakukan terhadap aspek skills adalah 
sebagai berikut: 






Peningkatan Presentase (%) 
Skills 42 23 42-23 = 19 19,7 % 
 
Berikut merupakan gambar diagram peningkatan nilai baik pada aspek 

















































Gambar 16.16 Diagram Peningkatan Aspek Skills Setelah Training 
Sehingga aspek skills merupakan aspek yang memiliki keberhasilan 
tertinggi kedua setelah aspek knowledge karena dari 42 orang (43%) dengan skills 
kurang sebelum training menjadi hanya 23 orang (23,7%) yang masih kurang 
setelah dilakukan training. Dengan kata lain terdapat peningkatan sebanyak 19 
orang (19,5%) menjadi skills baik setelah dilakukan training. Pada aspek skills 
mayoritas responden telah memiliki pengetahuan yang baik di bidang privacy 
management. Hal ini dibuktikan dengan presentase sebanyak 44 orang (45,8%) 
menyatakan memiliki skills baik saat sebelum dan sesudah dilakukan training. 
4.6.3 Pengaruh Training Terhadap Nilai Baik Aspek Attitude 
Berdasarkan Tabel 4.17 Dapat diketahui dari 25 orang responden yang 
memiliki attitude kurang saat sebelum training menjadi baik setelah dilakukan 
training adalah sebanyak 21 orang (21,64%). Sedangkan dari 77 orang responden 
yang memiliki attitude baik saat sebelum training namun menyatakan kurang 
setelah dilakukan training adalah sebanyak 6 orang (6,18%). Berdasarkan hasil 
pengujian Mc Nemar menggunakan derajat kebebasan 1 dengan taraf α = 0.5 yaitu 
3,841 dan diperoleh hasil nilai x2 sebesar 7,259 > 3,841. Nilai tersebut artinya 
training berpengaruh secara signifikan terhadap pengetahuan generasi Z. Adapun 
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Tabel 21.20 Peningkatan Nilai Kurang Menjadi Baik Aspek Attitude 
 
Berikut merupakan gambar diagram peningkatan nilai baik pada aspek 









Gambar 17.17 Diagram Peningkatan Nilai Baik Aspek Attitude 
Sehingga aspek attitude merupakan aspek yang memiliki keberhasilan 
terendah karena dari 25 orang (25,7%) dengan attitude kurang sebelum training 
menjadi hanya 10 orang (10,3%) yang masih kurang setelah dilakukan training. 
Dengan kata lain terdapat peningkatan sebanyak 15 orang (15,4%) menjadi baik 
setelah dilakukan training. Disisi lain pada aspek attitude mayoritas responden 
telah memiliki attitude yang baik di bidang privacy management. Hal ini 
dibuktikan dengan presentase sebanyak 65 orang (67,7%) menyatakan memiliki 
attitude baik saat sebelum dan sesudah dilakukan training. 
Berdasarkan penelitian terdahulu seperti yang dijelaskan pada Bab 2 yang 
berjudul "Literasi Media Sosial: Kesadaran Keamanan Dan Privasi Dalam 
Perspektif Generasi Milenial" oleh (Revilia 2020) dimana hasil dari penelitian 
tersebut adalah pengguna media sosial yang lebih lama tidak dapat dikatakan 
mempengaruhi tingkat literasi dalam menggunakan media sosial dan pengguna 
media sosial yang pernah mengalami ancaman akan lebih sadar dalam 
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Kesadaran Privasi Atas Masalah Keamanan Informasi (Lack of Security 
Awareness)" yang dilakukan oleh (Batmetan 2018) dimana hasil penelitian ini 
menyebutkan mayoritas objek yang diteliti yaitu mahasiswa menyadari untuk 
menjaga keamanan privasi pribadi dalam suatu pelayanan publik dan juga sadar 
terhadap resiko yang kemungkinan dapat terjadi. Namun kekurangan dalam 
penelitian ini adalah tidak adanya upaya atau tindakan sosialisasi terhadap objek. 
Sehingga penelitian ini dilakukan menggunakan metode eksperimental dengan 
pendekatan pre and posttest design, dengan objek penelitian adalah generasi Z 
dan menggunakan aspek atau variabel baru yaitu knowledge, skills, dan attitude. 
Sehingga hasil dari penelitian ini adalah treatment dalam bentuk pelatihan yang 
telah dilakukan dapat berpengaruh secara signifikan terhadap pemahaman privacy 























































5.1 Kesimpulan  
Hasil riset Eksperimen Privacy Management pada Generasi Z menggunakan 
Uji Mc Nemar menyatakan bahwa treatment dalam bentuk training: 
1. Berpengaruh signifikan terhadap pengetahuan (knowledge) privacy 
management generasi Z sebesar 20,8%. Hal ini dibuktikan dengan hasil uji 
statistik Mc Nemar yaitu nilai x2  = 10,618 dengan diketahui dari 37 orang 
memilih pengetahuan kurang sebelum training menjadi hanya 17 orang 
yang tetap memilih pengetahuan kurang saat setelah dilakukan training.  
2. Berpengaruh signifikan terhadap keterampilan (skills) privacy management 
generasi Z sebesar 19,7%. Hal ini dibuktikan dengan hasil uji Mc Nemar 
yaitu  nilai x2 = 8,308 dengan diketahui dari 42 orang dengan skills kurang 
sebelum training menjadi hanya 23 orang yang masih memilih kurang 
setelah dilakukan training. 
3. Berpengaruh signifikan terhadap attitude terhadap privacy management 
pada generasi Z sebesar 15,6%. Dibuktikan dengan hasil pengujian Mc 
Nemar yaitu nilai x2 = 7,259 dengan diketahui dari 25 orang memilih 
attitude kurang sebelum training menjadi hanya 10 orang yang masih 
memilih kurang setelah dilakukan training. 
5.2 Saran 
Berdasarkan hasil penlitian yang telah dilakukan, maka dapat diberikan 
saran untuk kelanjutan dari penelitian ini adalah sebagai berikut: 
1. Pada penelitian ini tidak dilakukan analisis faktor penyebab dan pengaruh 
penurunan nilai baik menjadi kurang setelah training, dan nilai kurang yang 
tetap sebelum dan sesudah training disarankan untuk peneliti selanjutnya 
agar menambah hal-hal apa saja yang menyebabkan responden yang pada 
saat sebelum training memilih baik namun pada saat setelah dilakukannya 
training memilih kurang dan begitupun sebaliknya. 
 


































2. Sampel dan objek yang digunakan diharapkan lebih besar dari penelitian ini, 
misalkan dengan memakai rumus tabel Isaac dan Michael dalam penentuan 
jumlah sampel serta memakai metode atau teknik sampling yang tidak sama 
dengan penelitian seperti menggunkan metode clustering dan lain 
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