



UNIVERSITA’ DI PISA 
FACOLTA’ DI INGEGNERIA 
CORSO DI LAUREA IN INGEGNERIA 
 DELLE TELECOMUNICAZIONI 
 
                                                                    
Elaborato Finale 
 
”Architettura IMS: Implementazione basata su software                          
Open Source.” 




Ing. Rosario G. Garroppo 
 
 
















The Internet provides interoperability at a very large scale, enabling people 
using different terminals to communicate.  
The Third Generation Partnership Project consortium has standardized a new 
domain All-IP called IP Multimedia Subsystem, that will allow the provisioning of 
new mobile service; IMS refers to a functional architecture for multimedia service 
delivery, based upon Internet Protocol. It aims at merging Internet and cellular 
worlds, in order to enable rich multimedia communications. 
For these reason, IMS is seen as a promising solution for facilitating multimedia 
service creation and deployment as well as supporting interoperability and network 
convergence. 
In first part of this work is depicted the overall architecture and the entities IMS; 
afterwards is presented the description of an implementation and related procedures 
for a playground IMS Open Source. 
At last, the procedures for service presence and immediate messaging support 
















"Se riesci a non perdere la testa 
     quando tutti intorno a te la perdono 
     e ti mettono sotto accusa 
     Se riesci ad avere fiducia in te stesso 
     quando tutti dubitano di te, 
     ma tenere nel giusto conto il loro dubitare. 
Se riesci ad aspettare, 
    senza stancarti di aspettare, 
    o essendo calunniato, 
    a non rispondere alle calunnie, 
    o essendo odiato, 
    a non abbandonarti all'odio, 
    pur non mostrandoti troppo buono, 
    né parlando troppo da saggio. 
Se riesci a sognare 
    senza fare dei sogni i tuoi padroni. 
Se riesci a pensare 
    senza fare dei tuoi pensieri il tuo fine. 
Se riesci, incontrando il trionfo e la rovina, 
    a trattare questi due impostori allo stesso modo. 
Se riesci a sopportare di sentire la verità che tu hai detto 
    distorte da furfanti che ne fanno trappole per sciocchi, 
    o vedere le cose per le quali hai dato la vita, distrutte, 
    e umiliarti, e ricostruirle con i tuoi attrezzi ormai logori. 
Se riesci a far un solo fagotto delle tue vittorie, 
    e rischiarle in un sol colpo, a testa o croce, 
    e perdere, e ricominciare da dove iniziasti, 
    senza dire mai una parola su quello che hai perduto. 
Se riesci a costringere il tuo cuore, i tuoi nervi, i tuoi polsi, 
    a sorreggerti anche dopo molto tempo che non li senti più, 
    ed a resistere anche quando ormai in te non c'è più niente, 
    tranne la tua volontà che ripete: resisti. 
Se riesci a parlare con la canaglia 
    senza perdere la tua onestà, 
    o a passeggiare con i Re 
    senza perdere il senso comune. 
Se tanto nemici che amici non possono ferirti. 
    Se tutti gli uomini per te contano, 
    ma nessuno troppo. 
Se riesci a riempire l'inesorabile minuto, 
    con un momento fatto di sessanta secondi, 
    tua è la Terra, e tutto ciò che è in essa. 
    E quel che più conta: 
    sarai un uomo, figlio mio". 
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Il panorama delle telecomunicazioni mondiali in questi ultimi anni è stato 
caratterizzato dalla rapida evoluzione della telefonia mobile e dalla diffusione 
capillare di Internet. Basti pensare che negli ultimi sei anni il valore di persone che si 
collegano ad Internet è raddoppiato, fino a superare di gran lunga il miliardo di unità, 
mentre nel mondo della telefonia mobile vi erano nel 2005 1,4 miliardi di utenti 
sottoscritti al GSM e nel 2006 la tecnologia UMTS era già presente in 47 nazioni con 
55 milioni di utenti sottoscritti.  
I significativi successi di questi due settori, apparentemente indipendenti, sono 
stati dettati principalmente dalla loro capacità di soddisfare la necessità di 
comunicazione, in un modo rivoluzionario rispetto ai metodi tradizionali. Infatti, 
mentre il primo è legato alla possibilità di comunicare in completa mobilità, il 
secondo mette a disposizione un’ampia gamma di servizi e contenuti. 
Tenendo conto di queste premesse, risulta di primaria importanza attivare una 
convergenza di modalità e infrastrutture tramite le quali si possa accedere ai servizi 
voce e Internet. 
Il mondo mobile ha scelto come unica soluzione convergente una nuova 
piattaforma “IP Multimedia Subsystem” (IMS) definita dal 3GPP (Third Generation 
Partnership Project), l'organismo di standarizzazione dell'UMTS. Tale piattaforma 
definisce l'integrazione tra reti mobili e quelle Internet per poter fornire un insieme di 
nuovi servizi multimediali evoluti. 
La caratteristica principale dell'architettura IMS, le cui entità sono tutte 
localizzate nel core network, è la separazione del layer dei servizi dal layer del 
network, che facilita l'interoperabilità tra reti fisse e mobili e permette lo sviluppo di 
servizi innovativi. 
L'IMS, dunque fornisce le specifiche per la creazione e lo sviluppo di servizi 
multimediali IP-based nelle nuove reti mobili, ovvero la modalità in cui devono 





multimediale per abilitare sessioni di comunicazioni tra molteplici utenti e device. I 
servizi IMS includono servizi peer-to-peer in real-time (come per esempio, la 
telefonia voce) su reti packet-switched e rimuovono la necessità delle reti circuit-
switched. 
IMS è dunque radicalmente differente dai primi servizi di comunicazione: 
permette la diffusione di molteplici sevizi multimediali attraverso un unico canale all-
IP. 
Il successo delle tecnologie di terza generazione si basa quindi sulla capacità, 
dei content provider e degli operatori di rete, di offrire servizi innovativi e fortemente 
personalizzati attraverso questa infrastruttura di rete.  
Per tutti questi motivi è di particolare interesse l'implementazione della 
piattaforma IMS: infatti bisogna avere una conoscenza dettagliata del suo 
funzionamento per poter sviluppare nuovi servizi multimediali.  
Inoltre l’affermazione delle applicazioni di instant messaging e presenza nel 
mondo internet, hanno portato il mondo mobile a sfruttare, e nello stesso tempo ad 
estendere il concetto di presenza. L’obiettivo è quello di supportare tutti quei servizi 
(incluso l’instant messaging) che possono beneficiare della conoscenza delle 
informazioni di presenza dell’utente (es.: stato della connessione, localizzazione, 
mezzi di comunicazione, …). I maggiori vantaggi derivano dalla possibilità di 
progettare nuovi servizi e di supportare l’implementazione del concetto di 
personalizzazione. Infatti si passerà da un personalizzazione basata solo sulle 
informazioni contenute nei profili di servizio e profili utente ad una personalizzazione 
più spinta che utilizzerà la conoscenza della presenza e del contesto (es.: location, 
bandwidth, attività dell’utente, etc) che caratterizza l'utente mobile in un certo 
momento. 
L’obiettivo del presente lavoro di tesi è quello di implementare una piattaforma 
IMS e analizzare il suo funzionamento in dettaglio. 






Nel primo capitolo si analizzano in sintesi le varie release che descrivono la 
piattaforma IMS standardizzata da parte del comitato 3GPP.  
Nel secondo capitolo si illustra il dominio IMS, descrivendo gli elementi di rete 
appartenenti alla Core Network e le relative interfacce interne. 
Nel terzo capitolo si descrive la piattaforma open source IMS implementata 
analizzando in dettaglio le proprie caratteristiche fisiche. 
Nel quarto capitolo, invece si delineano in breve, i passi svolti durante 
l'installazione e la configurazione della struttura IMS e dei due tipi di Client utilizzati.  
Nel quinto capitolo si descrive il flusso dei messaggi di segnalazione relativi alla 
procedura di registrazione e sottoscrizione di un utente. 
Nel sesto capitolo si illustrano le procedure di instaurazione e abbattimento di 
una sessione di chiamata in uno scenario semplificato costituito da un unico dominio 
di rete. Inoltre si analizza la procedura di Presence e Immediate messaging. 
Nel settimo capitolo invece si illustrano le procedure di instaurazione di una 
sessione di chiamata e il suo abbattimento in uno scenario costituito da due domini di 










BREVE DESCRIZIONE DEGLI STANDARD 3GPP 
 
Il grande successo avuto nel passato decennio dalla tecnologia GSM (Glogal 
System for Mobile Communication) e da Internet ha posto le basi per lo sviluppo 
delle reti di telefonia mobile di terza generazione (3G) note con il nome di reti UMTS 
(Universal Mobile Telecommunication System). 
La seconda generazione (2G), nata inizialmente nel nord Europa nei primi anni 
'90, è stata esportata in tutto il mondo così da superare abbondantemente in questi 
ultimi anni il miliardo di utenti: legata alla tecnologia a commutazione di circuito ha 
introdotto servizi diversi, tra cui la fonia: messaggistica (il noto servizio SMS, ossia 
Short Message Service), e dati a bassa velocità (comprese tra 14.4 kbps e 28.8 kbps). 
Tuttavia, anche le reti GSM, progettate secondo la tecnologia a commutazione di 
circuito, si prestavano male per soddisfare la crescente richiesta di servizi a 
commutazione di pacchetto, come ad esempio l'accesso ad Internet da terminale 
mobile; ciò a causa dei bassi "data rates" raggiungibili con un'architettura del genere. 
Per porre rimedio a questa situazione, alla rete GSM è stata affiancata un'altra rete 
nata per il supporto di servizi a commutazione di pacchetto: la rete GPRS (General 
Packet Radio Services). Questo ha portato a definire l'insieme delle reti GSM/GPRS 
come reti di generazione 2.5 (2.5G): reti in grado di offrire efficiente supporto a 
servizi a commutazione di pacchetto, oltre che ai tradizionali servizi a commutazione 
di circuito. 
Nonostante il notevole salto in avanti compiuto con le reti GSM/GPRS, 
restavano irrisolte almeno due questioni. Primo, il "data rate" offerto agli utenti si 
aggirava intorno a 64 kbps: un valore buono ma non sufficiente per molti servizi. 
Secondo, e forse più grave nell'ottica della fornitura di servizi Internet e multimediali, 
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non c'era supporto per i servizi a commutazione di pacchetto in tempo reale. Questo, 
per esempio, impediva la fornitura di servizi di videoconferenza, di streaming 
audio/video, e più in generale di tutti quei servizi che necessitano uno scambio di 
pacchetti sincronizzato e affidabile, con ritardi di trasmissione non eccessivi. La 
necessità di risolvere questi problemi ha portato allo sviluppo delle reti di telefonia 
mobile di terza generazione (3G) note con il nome di reti UMTS (Universal Mobile 
Telecommunication System). Le reti UMTS possono essere considerate l'evoluzione 
naturale delle reti GSM/GPRS; con tali reti si è in grado di offrire agli abbonati 
connettività fino a 2 Mbps, servizi di streaming (risolvendo in tal modo i problemi cui 
si è accennato in precedenza), ed anche servizi correlati al luogo da cui l'utente è 
connesso. 
La definizione formale della rete UMTS è curata dal 3GPP (3rd Generation 
Partnership Project), un'unione di vari organismi che si occupano di standards nelle 
telecomunicazioni: fra gli altri si ricordano l'ETSI (European Telecommunication 
Standards Institute). 
Lo sviluppo della rete UMTS è passato finora attraverso quattro Release. La 
prima Release ha condotto alla standardizzazione di una architettura di rete, derivata 
direttamente dalla rete GSM/GPRS, nota come Release 1999 (dal nome del relativo 
gruppo di specifiche). La Release 1999 verrà illustrata nel paragrafo 1.3; quello che si 
può dire sin da ora è che si tratta di una architettura nata per favorire la transizione 
degli utenti dalle generazioni precedenti (2G e 2.5G) verso la rete UMTS. La fase 
successiva ha portato alla standardizzazione di un'architettura di rete tramite un 
gruppo di specifiche note come Release 4, che sarà brevemente illustrata nel 
paragrafo 1.4. La Release 4 può essere definita come una operazione di transizione 
verso la Release 5: c'è l'introduzione di nuove idee di progettazione (che poi si 
ritroveranno nella Release 5) ma, a parte i cambiamenti dovuti a questo, l'architettura 
resta quella della Release 1999. Il passo successivo ha portato alla standardizzazione 
di un'architettura di rete denominata (come il gruppo di specifiche relativo) Release 5, 
decisamente innovativa rispetto alle precedenti per quello che riguarda l'introduzione 
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dell'IMS (IP Multimedia Subsystem) che ne è l'aspetto più interessante. 
La Release 6 include la definizione e lo sviluppo della seconda fase dell'IMS. In 
questa Release si è cercato di adattare l'IMS al mondo reale. 
Infine va citato anche il fatto che attualmente il 3GPP sta concludendo il lavoro 
relativo alla successiva architettura considerata la terza fase di sviluppo dell'IMS (e 
sul relativo gruppo di specifiche), che porterà il nome di Release 7; tale lavoro è 
tuttora in corso. 
 
 
1.1 Third Generation Partnership Project (3GPP) 
 
Come anticipato, il "3rd Generation Partnership Project" (3GPP) è un progetto 
di collaborazione tra alcuni enti di standardizzazione, quali ETSI (European 
Telecommunication Standard Institute), ARIB (Association of Radio Industries and 
Business), TTA (Telecommunication Technology Association), CWTS (China 
Wireless Telecommunication Standard Group) e TTC (Telecommunication 
Technology Committee). 
L'obiettivo principale del 3GPP è di sviluppare le specifiche tecniche (Technical 
Specification) e i report (Technical Report) per il sistema radiomobile di terza 
generazione UMTS. 
Il progetto è organizzato in maniera gerarchica. Al vertice si trova il Project 
Coordination Group (PCG), costituito da cinque Technical Specification Group 
(TSG), ognuno dei quali è internamente composto da vari Working Group (WG): 
1. Services and System Aspects (SA). 
2. Core Network (CN) and Terminals (T). 
3. GSM EDGE Radio Access Network (GERAN). 
4. Radio Access Network (RAN). 
La realizzazione delle specifiche 3GPP prevede tre fasi: 
Stage 1: descrizione del servizio dal punto di vista dell'utente. 
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Stage 2: descrizione dell'architettura di rete che realizza il servizio. 
Stage 3: descrizione dettagliata di modi e protocolli per la realizzazione 
del servizio. 
La standardizzazione del sottosistema IMS (IP Multimedia Subsystem) è curata 
principalmente da: 
• TSG SA WG1 (in breve SA1): cura gli aspetti legati alla definizione dei 
servizi di terza generazione (Stage 1). 
• TGS SA WG2 (in breve SA2): definisce gli aspetti di architettura del 
servizio definito da SA1 (Stage 2). 
• TSG CT WG1 (in breve CT1): si occupa della definizione dei protocolli 
utilizzati nella Core Network per il servizio (Stage 3). 
L'organizzazione dei gruppi del 3GPP è illustrata in figura 1.1. 
 
 
Figura 1.1 - Organizzazione gerarchica del 3GPP 
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1.2 Architettura della Release 1999 
 
 
La "Release 1999", come già affermato, è stata pensata con l'intento di 
permettere una transizione "indolore" dalla rete GSM/GPRS verso l'UMTS. 
Le funzionalità di tale Release sono state fissate nel Dicembre 1999. 
 
 
Figura 1.2 - Schema di principio dell'architettura della Release 1999 
 
Nella figura 1.2 sono illustrati i componenti funzionali principali dell'architettura 
della Release 1999: 
1. UTRAN: UMTS Terrestrial Radio Access Network. 
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2. CS-CN: Circuit Switched Core Network. 
3. PS-CN: Packet Switched CoreNetwork. 
 
L'evoluzione più significativa della Release 99 è l'adozione del sistema di 
comunicazione W-CDMA, ossia Wideband Code Division Multiple Access. 
All'UTRAN sono interamente demandate le funzionalità di accesso radio al 
sistema. A tal fine il 3GPP ha standardizzato l'interfaccia tra l'UTRAN ed i Core 
Networks componenti la rete: tale interfaccia è detta interfaccia Iu. A seconda del tipo 
di Core Network, si parla di interfaccia Iu-PS (verso la PS-CN) e di interfaccia Iu-CS 
(verso la CS-CN). Così facendo è possibile svincolare la modalità di funzionamento 
delle Core Networks interne alla rete dalla modalità di accesso radio alla rete stessa. 
 
 
1.3 Architettura della Release 4 
 
 
Come anticipato nell'introduzione, la Release 4 è essenzialmente una evoluzione 
della Release 1999 nel percorso di transizione verso la Release 5 e le successive. 
Nella Release 4 il principio architetturale della separazione del controllo di rete dal 
trasporto di rete viene applicato al dominio CS della Release 1999, anticipando ciò 
che poi verrà più estesamente applicato alla Release 5. 
Il layout del dominio CS rappresenta quindi la principale novità della Release 4. 
In particolare, la novità maggiore è la separazione dell'MSC in due entità di rete 
distinte: MSC server e MGW (Media GateWay). Tale separazione è il risultato 
dell'applicazione del principio di separazione di cui si parlava poco sopra. Infatti, 
riassumendo grossolanamente le funzionalità delle due entità, si può dire che: 
• l'MSC server è la "mente": si occupa del controllo di rete, ossia controllo 
di chiamata, gestione della mobilità, gestione della segnalazione da rete a 
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mobile e viceversa, integrando inoltre funzionalità da VLR; 
• l'MGW è il "braccio": si occupa di vari aspetti del trasporto di rete, ossia 
gestione delle risorse trasmissive, manipolazione dei dati in transito 
(transcoding, generazione di toni DTMF, etc.). 




1.4 Architettura della Release 5 
 
 
Come visto in precedenza nel paragrafo 1.2, nell'architettura della Release 1999 
si ha una rete d'accesso, l'UTRAN, dalla quale si accede a due domini distinti ed in un 
certo senso paralleli: il dominio CS (CS-CN) ed il dominio PS (PS-CN). Il dominio 
CS, di derivazione diretta dall'esperienza GSM, si presta al supporto di traffico 
vocale, che ha necessità di servizio in tempo reale; il dominio PS, di derivazione 
diretta dai nodi GPRS, è invece più adatto al supporto del traffico dati, che 
generalmente non ha requisiti di servizio in tempo reale. 
Di contro, con la Release 5 si è cercato di superare il principio architetturale 
delle due reti separate e parallele. Uno dei concetti di progetto fondamentali è quello 
della convergenza: non due reti separate e specializzate, ma l'integrazione di ogni tipo 
di traffico, in tempo reale o meno, su di un'unica piattaforma a commutazione di 
pacchetto, di fatto mantenendo le strutture di rete a commutazione di circuito soltanto 
per ragioni di compatibilità all'indietro.  
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Figura 1.3 - Architettura della Release 5 
 
Quindi, la principale innovazione della Release 5 rispetto alle precedenti è 
l'introduzione dell'IMS (IP Multimedia SubSystem): un insieme di server e media 
gateway controller dedicati al controllo delle sessioni IP multimediali d'utente. Il 
trasporto delle suddette sessioni è a carico del dominio a commutazione di pacchetto 
(PS), alle cui capacità tradizionali sono state aggiunte quelle per il trasporto di dati in 
tempo reale e per la gestione della qualità del servizio (QoS, ovvero Quality of 
Service). Sulla struttura interna del dominio IMS si tornerà diffusamente nel 
proseguo della tesi. 
La figura 1.3 fornisce una schematizzazione dell'architettura dove si evidenziano 
le componenti del dominio PS. Dalla distinzione tra di essi si nota come, nella 
progettazione dell'architettura della Release 5, sia stato applicato il principio della 
separazione del controllo di rete (dominio IMS) dal trasporto (dominio PS), già 
presente nella Release 1999, e che può generalizzarsi come principio di 
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stratificazione delle funzionalità. A tale proposito va notato anche che, in base a tale 
principio, la modalità d'accesso all'IMS, tramite UTRAN e dominio PS, non è che 
un'implementazione particolare per fornire connettività IP tra un terminale mobile ed 
un server del dominio IMS. Questo significa che è possibile impiegare ogni altra 
tecnologia per l'accesso all'IMS, a condizione che l'accesso fornito sia basato su IP.  
Un altro punto innovativo della Release 5 rispetto al passato è la scelta di non 
specificare in modo dettagliato l'offerta dei servizi supplementari; ciò che invece è 
stato dettagliato e definito sono le capacità di base necessarie per la creazione di 
servizi più complessi. È stata anche definita una API (Application Program Interface), 
che permette l'accesso e l'utilizzo di tali capacità di base da parte dei cosiddetti AS 
(Application Server); tali AS si trovano nella Service Platform, all'esterno del 
Dominio IMS e talvolta anche all'esterno della rete cui l'IMS appartiene. In questo 
modo si semplifica la definizione e realizzazione di servizi complessi, anche a cura di 
terze parti; di conseguenza, c'è un aumento dell'offerta di tali servizi da parte dei 
gestori, sia in termini di quantità che in termini di qualità e personalizzabilità. Questo 
concetto è brevemente riassunto con l'acronimo OSA, che sta per Open Service 
Architecture. 
Inoltre nella Release 5 vi è l'adozione del sistema di comunicazione HSDPA, 
ossia High Speed Downlink Packet Access, che consente agli utenti mobili di 
raggiungere velocità di download di gran lunga superiori a quelle rese disponibili 
dalla 3G (da 384 Kb/s dell'UMTS a 3.6Mb/s). 
Ultima, ma non meno importante, innovazione della Release 5 è l'estesa 
adozione di protocolli pubblici (derivanti dal mondo Internet) per la comunicazione 
tra le varie entità di rete. In particolare, 3GPP ha scelto il protocollo SIP (Session 
Initiation Protocol), per la comunicazione a livello applicazione tra i terminali utente 
(UE, User Equipment) e le entità del dominio IMS, ed anche tra alcune delle entità 
stesse. Date le caratteristiche peculiari della rete IMS, IETF ha definito una serie di 
estensioni a SIP, che sono utilizzate esclusivamente in ambito 3GPP. Inoltre è stato 
scelto il protocollo DIAMETER per la comunicazione tra HSS e gli altri elementi 
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della core Network. 
Le specifiche della Release 5 sono state discusse a lungo così che il testo 
complessivo è stato completato nel Marzo 2002. 
 
 
1.5 Architettura della Release 6 
 
La principale innovazione dal punto di vista dell'architettura generale è il 
supporto all'internetworking nei confronti di WLAN, dominio CS e altri tipi di reti IP. 
Inoltre vengano definiti nuovi reference point ed elementi di rete per permettere la 
convergenza di tali tecnologie con la struttura base dell'IMS. 
Inoltre nella Release 6 vi è l'adozione di un nuovo sistema di comunicazione 
HSUPA, ossia High Speed Uplink Packet Access, complementare al HSDPA, 
permette di ottenere velocità molte elevate sulla tratta di uplink (si parla di 
throughput complessivo teorico di 5,7Mb/s). 
Un altro novità della Release 6 sono i Location Services (LCS), riferiti alla 
capacità da parte della rete di localizzare un utente e di offrire un set di applicazioni 
usando queste informazioni, denominate “location applications”. Esempi di “location 
applications”.sono il supporto di informazioni di presence, instant messaging, PoC 
(Push to talk over Cellular), conferencing e servizi di localizzazione. Le applicazioni 
stesse sono fuori l'interesse di questo lavoro di standarizzazione. Il lavoro del 3GPP 
consiste nella definizione dei location methods e di open interfaces per il supporto di 
tali applicazioni. 
La Release 6 introduce alcune nuove evoluzioni tra le quali:  
• allineamento degli standard LCS tra 3GPP e altri forums; 
• sviluppo del supporto per anonymity e user privacy; 
• supporto da parte dei Location Services per IMS public identities; 
Lo sviluppo degli standard legati alla Release 6 è stato bloccato nel Dicembre 
2004. 
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1.6 Obiettivi della Release 7 
 
 
La Release 7 è in fase di definizione in quanto: 
 
• Lo Stage 1 si è concluso in Dec 2005;  
 
• Lo Stage 2 si è concluso nella seconda metà del 2006;  
 
• Mentre lo Stage 3 dovrebbe essere completato per la fine del 2007. 
 
Nella Release 7 viene sviluppata la terza fase dell'IMS. Tale Release si 
concentrerà nello sviluppare: 
 
• Il supporto per Emergency calls 
 
• Strutture innovative per permettere a terminali fissi a larga banda 
l'accesso all'IMS 
 
• Supporto alla Multimedia telephony  
 
• Fusione di CS bearers con l'IMS 
 






CAPITOLO 2  
 
ARCHITETTURA IMS (IP Multimedia SubSystem) 
 
 
Nella figura 2.1 è rappresentato il dominio IMS. 
 
 
Figura 2.1 - Architettura dell’IMS 
 
 
Le entità più importanti dell’IMS sono il Call SessionControl Function (CSCF) 
e l’Home Subscriber Server (HSS). Sono inoltre presenti le entità necessarie per 
l’interfacciamento con le reti a commutazione di circuito (Media e Signalling 
Gateways). 






2.1 Call Session Control Function (CSCF) 
 
Il CSCF è l’elemento più importante della Core Network IMS, il cui ruolo 
principale è di elaborare i messaggi di segnalazione SIP e interagire con HSS e AS. 
Le funzionalità principali del CSCF sono: 
 
• controllo della sessione multimediale; 
 
• traduzione di indirizzi e instradamento della segnalazione SIP; 
 
• negoziazione dei parametri dei media coinvolti nella sessione; 
 
• gestione del profilo d’utente. 
 
Il CSCF può caratterizzarsi in tre ruoli distinti: Proxy CSCF (P-CSCF), 
Interrogating CSCF (I-CSCF) e Serving CSCF (S-CSCF), illustrati ciascuno in uno 
dei paragrafi seguenti. 
 
 
2.1.1 Proxy CSCF 
 
Il Proxy CSCF rappresenta il primo punto di contatto con la Core Network IMS; 
può trovarsi nella “Visited Network”, quando l’utente è localizzato in una rete diversa 
da quella dell’operatore di appartenenza (quest’ultima è detta invece: HN, ossia 
Home Network). Il Proxy CSCF accetta richieste SIP, svolge funzionalità interne e 
inoltra la segnalazione SIP al prossimo nodo di rete coinvolto nell’instradamento. 
Le funzionalità svolte dal P-CSCF sono: 





• inoltrare le richieste di registrazione ricevute dallo UE verso l’Interrogating 
CSCF, il cui indirizzo è determinato, in base al dominio di appartenenza 
dell’utente, con un’interrogazione al DNS; 
 
• inoltrare i messaggi SIP al S-CSCF che ha in gestione l’utente, il cui indirizzo è 
determinato durante la registrazione; 
 
• inoltrare le richieste e le risposte allo User Equipment. 
 
Nel P-CSCF è inclusa un’entità particolare: il PCF (Policy ControlFunction). Lo 
scopo di tale entità è la gestione delle risorse di rete per le trasmissioni dei flussi di 
dati utente; tramite il PCF vengono erogate le autorizzazioni all’uso delle risorse da 




2.1.2 Interrogating CSCF 
 
L’Interrogating CSCF è il punto di contatto con la Home Network e permette di 
selezionare il Serving CSCF assegnato alla gestione dell’utente. 
Le funzionalità svolte dall’I-CSCF sono: 
 
• nella fase di registrazione, determina l’S-CSCF presso cui l’utente si 
registra; 
 
• durante l’instaurazione della sessione: 
 
- determina l’indirizzo del Serving CSCF interrogando l’HSS; 
 




- inoltra la segnalazione SIP verso il Serving CSCF. 
 




2.1.3 Serving CSCF 
 
Il Serving CSCF, oltre alle funzionalità di instradamento della segnalazione, 
gestisce il controllo della sessione per conto dell’utente sottoscritto. Il Serving CSCF 
determina se è necessario contattare uno o più Application Server per l’esecuzione di 
applicazioni. La decisione è presa in base al profilo di sottoscrizione, relativo 
all’utente servito, ricevuto dall’HSS durante la registrazione. 
Le funzionalità svolte dal S-CSCF sono: 
 
• nella fase di registrazione,  
 
- svolgere il ruolo di SIP Registrar e accettare le registrazioni; 
 
• durante l’instaurazione della sessione, 
 
- gestire il controllo della sessione; 
 
- svolgere il ruolo di SIP Proxy ed elaborare internamente la segnalazione, prima 
di inoltrarla verso la destinazione; 
 
- interagire con la Service Platform per la fornitura dei servizi; 
 
- interagire con l’HSS attraverso scambio di messaggi Diameter; 





- inoltrare i messaggi SIP alle opportune entità di rete, per l’instradamento 
verso PSTN/PLMN o verso il Dominio CS. 
 
Non è importante se l’utente si trovi nella propria rete di appartenenza (Home 
Network) o in una rete diversa (sia cioè in roaming presso una Visited Network): l’S-
CSCF che ne gestirà il controllo di sessione è sempre quello della sua Home 
Network, mentre le risorse utilizzate saranno quelle della rete presso cui l’utente è 
fisicamente attestato. Questa filosofia di progettazione prende il nome di “Home 
Control Of Services” ed è una caratteristica propria del dominio IMS. 
 
 
2.2 Home Subscriber Server 
 
L’Home Subscriber Server è l’evoluzione dell’Home Location Register e 
dell’Authentication Center; rappresenta il database che contiene le informazioni di 
sottoscrizione degli utenti, per coadiuvare le entità di rete nella gestione della 
chiamata/sessione. 
L’HSS è responsabile di mantenere i seguenti dati: 
 
- identificativi dell’utente; 
 
- informazioni per l’Autenticazione e l’Autorizzazione 
 
- informazioni di localizzazione; 
 
 - informazioni relative al profilo di servizio dell’utente. 
 
 







Figura 2.2 - Schema logico delle funzionalità dell’HSS 
 
L’HSS supporta le procedure di sicurezza (cioè: autenticazione, controllo di 
integrità, codifica) ed è responsabile di identificare le risorse di rete necessarie per il 
controllo di sessione. In figura 2.2 sono riassunte le funzionalità dell’HSS e le 
interfacce di comunicazione verso i domini CS, PS e IM-CN. 
 
 
2.3 Application Server 
 
 
Un Application Server (AS), che può essere un SIP Application Server (SIP-
AS), un OSA Application Server (OSA-AS) o un CAMEL IP Multimedia Service 
Switching Function (IM-SSF), permette la creazione e la fornitura di servizi 
multimediali. Il Serving CSCF è l’entità del dominio IMS che interagisce con gli 
Application Server utilizzando SIP come protocollo di segnalazione all’interfaccia IP 









2.4 Breakout Gateway Control Function 
 
Il Breakout Gateway Control Function (BGCF) seleziona la rete PSTN/PLMN o 
il Dominio CS, verso cui inoltrare la segnalazione relativa alla sessione. Se 
l’interfacciamento avviene all’interno della rete dello stesso operatore, la 
segnalazione è instradata verso il Media Gateway Control Function (MGCF), 
altrimenti è contattato un altro BGCF. 
 
 
2.5 Media Gateway Control Function 
 
Il Media Gateway Control Function (MGCF) si occupa dell’interfacciamento tra 
la segnalazione SIP nel dominio IMS e la segnalazione ISUP/BICC (ISDN Signalling 
UserPart/Bearer Independent Call Control) nelle reti General Switching Telephone 
Network (GSTN). II MGCF è inoltre responsabile del controllo del Media Gateway 
(IM-MGW), che si occupa dell’interfacciamento per il piano di utente, ad esempio 
determinando la conversione tra AMR (Adaptive Multi Rate coding) e la voce 
codificata in PCM. 
 
 
2.6 Multimedia Resource Function 
 
Il Multimedia Resource Function (MRF) è logicamente diviso in due entità: 
 
Media Resource Function Controller (MRFC), che controlla le risorse per 
i flussi multimediali nel MRFP e interpreta le informazioni che provengono dal 
S-CSCF o dall’Application Server per il trattamento dei media. 
 





Media Resource Function Processor (MRFP), che controlla il trasporto 
all’interfaccia Mb, determina il mixing degli stream multimediali ricevuti e, 
successivamente, applica l’elaborazione richiesta, come ad esempio la 
transcodifica o l’analisi dei media. 
 
 
2.7 Interfacce tra le entità del dominio IMS 
 
Nella figura 2.1 sono anche illustrate le interfacce interne tra gli elementi di rete 
IMS e le interfacce verso le entità dei domini CS e PS. 
 
 
2.7.1 Interfaccia HSS- CSCF (Cx Reference Point) 
 
L’interfaccia Cx si basa sul protocollo Diameter, che è un’evoluzione del 
protocollo Radius, concepito per le funzionalità di “AAA” (Authentication, 
Authorization and Accounting). Tale interfaccia supporta il trasferimento di 
informazioni tra l’HSS e i CSCF per: 
- procedure per l’assegnazione del S-CSCF; 
- procedure relative alle informazioni di instradamento; 
- svolgere il ruolo di SIP Registrar e accettare le registrazioni; 
 
 
2.7.2 Interfaccia HSS- SIP AS (Sh Reference Point) 
 
Un SIP Application Server può comunicare con l’HSS per ricevere informazioni 
relative al profilo dell’utente per la fornitura del servizio. L’interfaccia Sh è stata 
definita per fornire questa funzionalità e usa il protocollo Diameter. 






2.7.3 Interfaccia CSCF- UE (Gm Reference Point) 
 
L’interfaccia Gm permette allo User Equipment di comunicare con i vari CSCF 
per le procedure relative a: 
 
- registrazione presso un S-CSCF; 
 
- autenticazione per la fornitura di applicazioni e servizi; 
 
- inizio e termine di chiamate/sessioni; 
 
- controllo di servizi supplementari. 
 
L’interfaccia Gm utilizza il protocollo SIP. 
 
 
2.7.4 Interfaccia CSCF- AS (ISC Reference Point) 
 
L’interfaccia IP multimedia Service Control (ISC), tra il S-CSCF e gli 
Application Server è usata per lo scambio della segnalazione relativa alla fornitura di 
servizi multimediali. L’interfaccia ISC utilizza il protocollo SIP, così come definito 
nella relativa specifica di IETF. 
 
2.7.5 Interfaccia CSCF- MRFC (Mr Reference Point) 
 
Questa interfaccia permette l’interazione tra il S-CSCF e il MRFC; il protocollo 
usato per la segnalazione all’interfaccia Mr è SIP. 





2.7.6 Interfaccia CSCF- CSCF (Mw Reference Point) 
 
Questa interfaccia permette le interazioni tra le diverse tipologie di CSCF per 
svolgere procedure come ad esempio l'instradamento della segnalazione relativa 
all'instaurazione di una sessione. Il protocollo usato per la segnalazione all'interfaccia 
Mw è SIP. 
 
2.7.7 Interfaccia CSCF- BGCF (Mi Reference Point) 
 
L’interfaccia permette ai CSCF di inoltrare la segnalazione al Border Gateway 
Control Function (BGCF) per l’interworking con le reti PSTN. L’interfaccia si basa 
sul protocollo SIP. 
 
2.7.8 Interfaccia BGCF- MGCF (Mj Reference Point) 
 
L’interfaccia permette al Border Gateway Control Function (BGCF) di inoltrare 
la segnalazione al Media Gateway Control Function (MGCF) per l’interworking con 
le reti PSTN. L’interfaccia Mj si basa sul protocollo SIP. 
 
2.7.9  Interfaccia BGCF- BGCF (Mk Reference Point) 
 
L’interfaccia permette a un Breakout Gateway Control Function (BGCF) di 
inoltrare la segnalazione di sessione ad un altro Breakout Gateway Control 










2.8 Principali procedure nel dominio IMS 
 
 
Dopo aver introdotto l’architettura di base, analizziamo le operazioni 
fondamentali definite nel dominio IMS per stabilire le sessioni multimediali. 
Una sessione multimediale implica il controllo delle risorse di rete che sono 
dinamicamente impiegate per lo scambio di informazioni (voce, video. dati o una 
combinazione di questi) tra i nodi funzionali coinvolti (terminali e server). 
Le procedure necessarie per la fornitura di servizi nel dominio IMS prevedono 
l’instaurazione del “Data Bearer”, la registrazione presso un appropriato server, 
l’inizio, la gestione ed il termine di sessioni multimediali. Analizziamo come il 
protocollo SIP è usato per la creazione e fornitura del servizio nell’IP Multimedia 
Subsystem. Un terminale deve svolgere una serie di passi per ottenere l’accesso al 













- Data Connection Set-up 
 
II primo passo è rappresentato dallo stabilire la connessione per il trasporto dei 
dati verso il dominio IMS. Lo UE non conosce l’indirizzo IP del P-CSCF per 
effettuare direttamente la procedura di registrazione; occorre quindi definire la 
connessione attraverso la fase “Packet DataProtocol” (PDP) Context Activation”: 
prima di poter inviare traffico a pacchetto, l'UE deve attivare il suo indirizzo PDP 
(nel nostro caso, un indirizzo IP). L'UE invia una richiesta DHCP all'IP Connectivity 
Access Network (per esempio GPRS) che la inoltra a sua volta al DHCP server. Il 
DHCP restituisce una serie di server DNS per contattare il P-CSCF come mostrato in 
figura 2.3. Determinato il dominio, l'UE richiede al DNS l'indirizzo IP del Proxy-
CSCF. 
 
- Service Registration 
 
Prima di stabilire una sessione, l’UE deve registrarsi nel dominio IMS, per far 
conoscere alla rete la sua localizzazione ed abilitare i servizi sottoscritti. L’UE agisce 
da SIP client e invia il messaggio di registrazione alla sua Home Network attraverso 
il Proxy-CSCF. 
 
- Session Setup 
 
Dopo aver attivato il PDP Context e concluso il processo di registrazione, 
l’utente è in grado di stabilire la sessione, con l’invio degli opportuni messaggi 











Prima di poter attivare una sessione multimediale, lo User Equipment deve 
effettuare la registrazione presso il dominio IMS. La procedura prevede le seguenti 
azioni nelle entità di rete coinvolte: 
 
-  L’utente deve essere attestato presso un S-CSCF, che è selezionato durante 
la fase di registrazione nella propria Home Network. Il S-CSCF assegnato 
all’utente riceve dall’HSS il profilo di sottoscrizione ai servizi; 
 
-  per completare positivamente la procedura, sono svolte le procedure di 
Autorizzazione e Autenticazione, per verificare se l’utente è abilitato a 
registrarsi nella rete; 
 
Al termine della registrazione, la localizzazione corrente relativa all’utente viene 
notificata all’HSS, che ne aggiorna il profilo. 
Si descrive ora il flusso dei messaggi di segnalazione (“Call Flow”) per la 
registrazione, illustrato in figura 2.4. Valgono le seguenti ipotesi: 
 
• l’utente è localizzato in una Visited Network ed ha completato la 
procedura di PDP Context Activation per disporre della connettività IP; 
 
• l’I-CSCF rappresenta il punto d’accesso alla Home Network; 
 











Figura 2.4 - Procedura di Registrazione 
 
 
1. Dopo aver ottenuto il canale di segnalazione dalla rete di accesso, lo UE 
può iniziare la procedura di registrazione. Per fare questo, invia al P-CSCF il 
messaggio SIP REGISTER, che contiene l’identità dell’utente, da cui ricavare il 
nome del dominio della Home Network, e l’indirizzo IP dello UE. 
 
2. Alla ricezione del messaggio di registrazione, il P-CSCF esamina il 
nome del dominio di rete e determina, interrogando il DNS, l’entry point nella Home 
Network (cioè l’I-CSCF). Il P-CSCF aggiunge l’identificativo della Visited Network 
attraversata e inoltra il messaggio all’I-CSCF. 





3. L’I-CSCF interroga l’HSS per verificare se l’utente è già registrato nel 
dominio IMS; 
 
4. l’HSS determina se l’utente è abilitato a registrarsi, in base al profilo di 
sottoscrizione e alle specifiche restrizioni dell’operatore e comunica la risposta all’I-
CSCF. 
 
5. L’I-CSCF determina l’indirizzo del S-CSCF cui inoltrare la segnalazione 
SIP per la registrazione e gli inoltra la richiesta REGISTER. 
 
6. II S-CSCF può ora richiedere all'HSS il profilo dell'utente e memorizzre 
le informazioni di instradamento (cioè l’indirizzo del P-CSCF) da usare in caso di 
chiamate terminate verso l’utente. 
 
7. L’HSS risponde al S-CSCF inoltrando il profilo relativo all’utente 
registrato, che comprende la lista dei Filter Criteria per il contatto con gli eventuali 
AS da coinvolgere nella registrazione. 
 
8. In base ai Filter Criteria, il S-CSCF può notificare la registrazione alla 
piattaforma di servizio e svolgere le procedure di controllo appropriate. 
 
9 S-CSCF genera il messaggio di risposta “200 OK”, per l’avvenuta 
registrazione dell’utente e lo inoltra a ritroso attraverso tutti gli elementi di rete IMS 










2.8.2 Instaurazione della sessione multimediale. 
 
 
Nella figura 2.5 sono schematizzate le fasi fondamentali dell’instaurazione di 
una  sessione multimediale avente come terminazioni una coppia di UE. 
Si suppone che il chiamante ed il chiamato abbiano completato le procedure di 
PDP context activation, conoscano l’indirizzo del P-CSCF cui afferire e siano 
registrati presso i rispettivi S-CSCF. 
La procedura di instaurazione della sessione può essere scomposta in 8 fasi 
elementari, alcune delle quali fondamentali ed altre opzionali. Le fasi opzionali, 
evidenziate in figura con il tratteggio, possono avere luogo o meno a seconda del tipo 
di terminale e a seconda di come questo è stato preconfigurato dall’utente. 
 
1. l’utente Tobia invita alla sessione l’utente Teresa (tramite una richiesta SIP 
INVITE), corredando l’INVITE con un corpo SDP che descrive codec e/o flussi 
multimediali da utilizzare nella sessione. 
 
2. nella fase opzionale di pre-alerting, il mobile Teresa stabilisce un’interazione 
con l’utente chiamante attraverso un messaggio di Session Progress, per impostare 
alcune preferenze sulle caratteristiche della sessione proposte dal chiamante. Questo è 
importante affinché il chiamato possa scegliere, per esempio, il flusso dati (voce, 
video, ...) e la qualità del servizio, prima di riservare ed impegnare pesantemente 
risorse preziose come quelle radio. Nel frattempo, l’utente chiamante potrà ricevere 
un’indicazione del pre-alerting in atto. 
 





Figura 2.5 - Schematizzazione dell’instaurazione di sessione 
 
 
3. il mobile Tobia genera un messaggio di PRAck, in cui crea un descrittore di 
sessione sulla base delle interazioni avvenute nelle fasi precedenti, o semplicemente 
sulla base di configurazioni preimpostate dall’utente. 
 
4. il descrittore di sessione è propagato indietro verso il chiamante, come 
payload di un messaggio di OK che risponde alla richiesta di PRAck. 
 




5. in questa fase viene creato il trasporto necessario al supporto della sessione, 
sulla base delle caratteristiche negoziate (ad. Esempio, vengono attivati i secondary 
PDP context per lo scambio dei flussi scelti sia dal lato del chiamante che da quello 
del chiamante). 
 
6. completata l’assegnazione delle risorse da entrambe le parti, il mobile Teresa 
può accettare la sessione senza consultare l’utente oppure può decidere di segnalargli 
la sessione in arrivo aspettando indicazioni su come procedere. In quest’ultimo caso, 
l’utente chiamante potrà ricevere un’indicazione di alerting in atto. 
 
7. in questa fase opzionale, i due terminali possono modificare le caratteristiche 
del trasporto in base ad eventuali indicazioni emesse dall’utente Teresa e non 
conformi all’allocazione di risorse compiuta in precedenza (per esempio, possono 
essere modificati i secondary PDP context attraverso messaggi di UPDATE). 
 
8. l’utente chiamato risponde ed il terminale Teresa ne invia conferma al 
terminale Tobia. La sessione è attiva e può avere inizio la trasmissione dei flussi 
















2.8.3 Rilascio della sessione multimediale 
 
Nella figura 2.6 si osserva il flusso della segnalazione per l’abbattimento (o 
rilascio) della sessione multimediale, di cui segue una descrizione dettagliata. 
 
1. Uno degli utenti coinvolti chiude la comunicazione; ciò genera un 
messaggio (SIP BYE) dallo UE verso il P-CSCF. 
 
2. Lo UE inizia il rilascio del PDP context dedicato ai dati d’utente. Le 
risorse di rete IP allocate per la ricezione dei dati di questa sessione verso il terminale 
vengono rilasciate. 
 
Figura 2.6 - Procedura per il rilascio della sessione multimediale 
 
3. Il P-CSCF revoca l’autorizzazione concessa allo UE per l’uso delle 
risorse impiegate nella sessione. 
 
4. Il P-CSCF inoltra il BYE verso il S-CSCF del terminale che sta 
chiudendo la comunicazione. 
 
5. Il S-CSCF esegue, se necessario in base al profilo dell’utente servito, le 
dovute procedure di controllo dei servizi, contattando per esempio degli AS. 
 
6. Il S-CSCF dell’utente che chiude la sessione inoltra il BYE verso  il S-
CSCF dell’altro utente. 





7. Il S-CSCF esegue, se necessario in base al profilo dell’utente servito, le 
dovute procedure di controllo dei servizi, contattando per esempio degli AS. 
 
8. Il S-CSCF inoltra il BYE verso il P-CSCF di competenza per l’utente cui 
deve essere comunicato la chiusura di sessione. 
 
9. Il P-CSCF revoca l’autorizzazione concessa allo UE per l’uso delle 
risorse impiegate nella sessione. 
 
10. Il P-CSCF inoltra il BYE verso lo UE. 
 
11. Lo UE riconosce il BYE ed invia un messaggio di risposta SIP del tipo 
200 OK verso il P-CSCF di competenza. 
 
12.  Lo UE inizia il rilascio del PDP context dedicato ai dati d’utente. Le 
risorse di rete IP allocate per la ricezione dei dati di questa sessione verso il terminale 
vengono rilasciate. 
 
13.  Il messaggio SIP OK è inviato all’S-CSCF. 
 
14. L’S-CSCF dell’utente cui è stata notificata la chiusura di sessione inoltra 
la risposta 200 OK verso l’S-CSCF dell’utente che ha chiuso. 
 
15. La risposta 200 OK procede dall’S-CSCF al P-CSCF dell’utente che ha 
chiuso. 
 










L’Open IMS Core è una implementazione open source dell’IMS composta da 
CSCFs e HSS. 
E’ da notare che il sistema Open IMS Core non è inteso come prodotto in ambito 
commerciale, ma ha lo scopo di permettere l’implementazione di una piattaforma 
IMS per il testing e per lo sviluppo di applicazioni IMS, tipicamente testate in ambito 
di laboratorio.  
Gli utenti del sistema Open IMS Core devono garantire il rispetto di license e 
patenti IMS, come specificato dai vari standard IETF, ITU-T, ETSI e 3GPP. 
Open IMS Core è un software libero. Si può ridistribuire e/o modificare 


















3.1 Open IMS Playground 
 
 
L’Open IMS Playground di FOKUS rappresenta la tecnologia base per tutte le 
attività di ricerca e sviluppo e per attività commerciali di competenza del centro 
NGNI (Next Generation Network Infrastructures). 
L’IP Multimedia Core Network Subsystem (IMS) è definita dal 3rd Generation 
Partnership Project (3GPP) e rappresenta l’architettura di riferimento per supportare 
servizi IP Multimedia all’interno dell’emergente rete mobile all-IP, come definito da 
Release 5. 
L’IMS non è specializzata esclusivamente al dominio mobile, ma è considerata 
globalmente come struttura per il rapido e uniforme sviluppo di un piattaforma che 
supporti servizi multimediali.  
FOKUS ha implementato nel luglio 2004 la prima Open IMS Playground, che 
può essere usata da chiunque sia interessato a sviluppare l’infrastruttura e a verificare 
l’interoperabilità delle diverse applicazioni IMS. 
Dal sito web www.openimscore.org è stata ricavata la necessaria documentazione 
sulla piattaforma IMS dove è descritta l’infrastruttura e servizi supportati (vedi figura 
3.1). 
























3.2 THE FOKUS Open Source IMS Core (OSIMS) PROJECT 
 
 
L’Open Source IMS Core project dell’Instituto Fraunhofer FOKUS ha voluto 
colmare un vuoto presente nel mondo IMS sviluppando un software Open Source 
facilmente configurabile ed estendibile. 
 
 
Figura 3.2 –Struttura OpenIMSCore 
 
 
L’Open Source IMS Core mostrata in figura 3.2 è composta dai Call Session 




Control Functions (CSCFs), gli elementi centrali per instradare la segnalazione IMS, 
e un Home Subscriber Server (HSS) per gestire gli user profiles e tutte le 
informazioni di routing associate. La componente centrale del Open Source IMS 
Core project sono gli Open IMS CSCFs (Proxy, Interrogating, and Serving) sviluppati 
da FOKUS come estensione del SIP Express Router (SER) e testati con successo per 
l’interoperabilità con i prodotti proprietari IMS dell’Open IMS Playground. Ma tra le 
componenti base richieste per le funzionalità di rooting della segnalazione IMS vi è 
bisogno di un HSS, il FOKUS Home Subscriber Server (FHoSS) altra componente 
Open Source.  
L’Open Source IMS Core project supporta un interfaccia 3GPP IMS Service 
Control (ISC) per permettere di controllare le caratteristiche del routing e delle 
applicazioni riferite ai trigger point. Ciò permette lo sviluppo sul piano delle 
applicazioni e dei servizi IMS per le varie strutture, note come SIP Application 




3.3 Open IMS Call Session Control Function CSCFs 
 
 
Gli Open IMS CSCFs (Proxy, Interrogating, and Serving) sono sviluppati come 
estensione del SIP Express Router (SER) il quale può agire come SIP registrar, proxy 
o redirect server e può gestire molte migliaia di chiamate per secondo. Questi hanno 
una struttura modulare che da la possibilità di aggiungere funzionalità. Ciascun 
CSCFs è implementato come un SER caricabile dinamicamente che aggiunge le 
operazioni richieste al SER così da funzionare in accordo agli standard 3GPP. I 
moduli vengono processati in parallelo e possono gestire informazioni di stato 
supplementari così da dare scalabilità sia per la distribuzione del carico sia della 
quantità di dati. 




Altro requisito dei CSCFs è mantenere le stesse performance tipiche del SER. 
Questo è ottenuto dalla scelta di script di configurazione che permettono piena libertà 




3.3.1 SIP Express Router 
 
 
SER (Sip Express Router) è un progetto open-source di Iptel.org. In particolare 
Ser è un Sip Router che processa i messaggi Sip. Tutte le altre funzionalità e tutti gli 
altri servizi possono essere messi a disposizione e/o implementati tramite l’utilizzo di 
applicazioni esterne. SER gira su diverse varietà di distribuzioni Linux e Unix. 
Essendo open-source mette a disposizione il codice sorgente (C) per lo sviluppo o la 
personalizzazione dei servizi di Server. Alcuni dei servizi che mette a disposizione 
sono: 
 
 *  Sip Registrar 
 
 *  Sip Proxy 
     
 *  Sip Redirect 
   
 *  Voicemail 
  
 *  Instant messaging 
  
 *  Accounting 
     




 *  Authorization 
     
 *  Autentication 
   
 *  Gestione dell’annuncio di presenza 
    
 *  Gestione di domini multipli 
 
 
Questi ed altri servizi sono offerti da SER tramite l’utilizzo di moduli esterni; in 
effetti, SER si presenta come un nucleo che si occupa della gestione dei messaggi 
SIP. Intorno a questo nucleo, leggero, veloce e stabile, si affiancano dei moduli in 
formato shared object (estensione .so) che possono essere opportunamente combinati, 
modificati o sviluppati (essendo tutto open source) per la realizzazione di un 
qualsivoglia servizio di telefonia IP. 
Questa architettura modulare fa di SER una soluzione facilmente scalabile e 
versatile, inoltre va detto che i requisiti hardware che devono avere un pc sul quale 
far girare SER sono abbastanza modesti (ci riferiamo ovviamente al caso in cui sul Pc 
non sia installata la funzionalità di mediaproxy o RTP proxy. In quel caso, dovendo 
gestire il traffico dati, bisognerebbe essere più esigenti sui requisiti hardware). 
Ad esempio per gestire il traffico voce nelle ore di picco dell’intera area di San 
Francisco, basterebbe un Server biprocessore (all’incirca 2 Ghz) connesso a banda 
larga di 10 Mb con almeno 512 MB di RAM (10000 utenti registrati con 20 chiamate 
concorrenti). . 
Il vero cuore di SER è il file di configurazione ser.cfg, questo seleziona e 
controlla i moduli esterni da utilizzare e definisce come vanno configurati questi 
moduli, quindi si può pensare a questo file come al cervello di Sip Express Router. 
Per maggiore chiarezza si può considerare ser.cfg diviso in sette sezioni logiche: 
 




1. Definizioni globali: questa sezione contiene, in genere, l’indirizzo IP, la porta 
di ascolto del server, il livello di debug e le impostazioni per avviare o meno SER 
come demone; 
    
2. Gestione Moduli esterni: questa sezione contiene una lista di librerie esterne 
(moduli in formato shared object)) di cui si ha bisogno per aggiungere funzionalità  
non offerte dal nucleo di SER; 
    
3. Configurazione moduli: questa sezione contiene le impostazioni dei parametri 
che si utilizzano per configurare propriamente i moduli. Questi sono impostati con il 
comando modparam‚ nella seguente forma: modparam (“nome_modulo‚ parametro_ 
modulo‚ valore_parametro”); 
    
4. Blocco principale d’instradamento: è il punto iniziale per la gestione dei 
messaggi SIP e il controllo di come i messaggi ricevuti sono trattati; 
    
5. Blocchi secondari d’instradamento: si aggiungono al Blocco principale e sono 
da questo chiamati tramite delle etichette (label del tipo route) che li identificano; 
    
6. Blocchi d’instradamento di risposta: in questa sezione sono presenti dei 
blocchi di codice che gestiscono le risposte ai messaggi SIP. 
 
7. Blocco d’instradamento in caso di insuccesso: questa sezione contiene blocchi 
di instradamento che possono essere usati in casi particolari come ad esempio 
risposta busy o timeout. 
 
I blocchi di instradamento possono essere considerati uno script che viene 
eseguito ogni volta che un nuovo messaggio SIP viene ricevuto. Il processing parte 
dall’inizio del blocco principale di instradamento e attraverso i comandi che si 




trovano qui o negli altri blocchi, chiamati da quello principale, si gestiscono i 
messaggi SIP; per questa tipologia di funzionamento questo software si definisce un 
“SIP-router”. 
In questi blocchi sono anche presenti chiamate a funzioni dei moduli esterni. 
La spiegazione di ogni modulo e la lista delle sue funzioni e dei relativi 
parametri sono contenute nella cartella omonima del modulo. 
Per essere più approfonditi nell’analisi facciamo seguire la lista dei moduli 
presenti nell’ultima versione del Sip Express Router IMS: 
 
Modulo Descrizione 
acc_db accounting su database 
acc_radius accounting su Radius 
acc_syslog accounting su syslog 
auth funzioni base per l'autenticazione 
auth_db autenticazioni con database 
auth_diameter autenticazione tramite server DIAMETER 
auth_radius autenticazioni tramite Radius server 
avp modica il periodo di attesa dopo un invite 
avp_db funzioni per manipolare il contenuto AVPs (Attribute-Value pairs) 
avpops per la gestione dell'intestazione dei messaggi SIP 
avp_radius caricamento AVPs da Radius server 
cpl-c call processing language support 
ctl funzioni di monitoraggio 
dbtext per usare file di testo come database 
dialog dialog support (call stateful) in SIP server 
dispatcher permette di utilizzare come indirizzo un outbound proxy 
diversion permette di gestire al meglio l'inoltro di chiamata 
domain per gestire la tabella dei domini serviti dal SIP server 
enum supporto ENUM 
exec per esecuzione di script esterni 
fifo gestione fifo 
flatstore permette di implementare accounting senza utilizzare DBMS esterni 
gflags permette la manipolazione dei flag esternamente 
jabber per l'integrazione con Jabber 




lcr supporto least routing 
maxfwd per tenere traccia dei messaggi di forward 
mediaproxy permette l'utilizzo di un mediaproxy esterno 
msilo per l'immagazzinamento dei messaggi 
mysql supporto per mysql 
nathelper per la corretta rilevazione/gestione dei client dietro NAT 
options permette di rispondere al messaggio SIP OPTION 
pa agente di presenza 
pdt per il corretto instradamento della chiamata verso altri domini SIP 
permissions negazione/concessione permessi di connessione 
postgres supporto database PostgresSQL 
presence_b2b agisce come user agent B2B per eventi di presenza 
print permette di stampare messaggi sullo stdout 
registrar logica per il processamento dei messaggi REGISTER 
rls Resource List Server 
rr per gestire instradamenti e tenerne traccia 
sl gestisce le risposte stateless 
textops permette operazioni sui testi 
tls supporto tls (sperimentale) 
tm per la gestione delle transazioni SIP 
uac funzionalita' di base per uac 
uri per la corretta gestione dell'URI 
uri_db per la gestione dell'autenticazione tramite URI 
uri_radius per il controllo dell'URI in Radius 
usrloc gestisce la location dell'utente 
xlog permette la creazione di file di log 
xcap modulo per queries XCAP 
Tabella 1 : Descrizione moduli presenti del SER 
 
 
SER rispetta le specifiche definite nella RFC3261 nel senso che può gestire ogni 
tipologia di messaggio SIP, ma un errore nel file di configurazione ser.cfg può far 
perdere al SER il rispetto di tali specifiche.  
 





3.3.2 Proxy CSCF 
 
 
In questa implementazione dell’Open Source IMS Core, il P-CSCF agisce come 
firewall della core network a livello applicativo; solo ai terminali registrati è 
permesso di mandare messaggi all’interno della rete e i P-CSCFs hanno il compito di 
verificare l’identità dell’utente. Per questo, nella registrazione, il P-CSCF stabilisce 












Figura 3.3 – Struttura del Proxy CSCF 
 
Per gestire gli utenti registrati, ha un registrar inverso che è aggiornato 
intercettando i messaggi di registrazione che poi instrada al S-CSCF e alle 
notificazioni ricevute.  
I dati aggiornati sono mantenuti in un hash-table per permettere il recupero 
veloce. 
Per produrre la segnalazione di chiamata genera i Charging vectors e inserisce 
gli identificatori di rete e path che sono necessari per il corretto processing dei 





Le informazioni trasmesse da un UE che potrebbero condurre ad un attacco sono 
rimosse o corrette. Dopo una registrazione riuscita ad una home network dell'IMS, i 
messaggi successivi dell'utente sono spediti basandosi sulle informazioni di name 
resolution verso la home network richiesta. 
Per quanto riguarda il NAT per la segnalazione SIP, in direzione uscente, 
instrada verso l’UE, agendo come router per semplificare l’attività in entrambe le reti. 
Inoltre, i moduli NAT traversal sono stati adattati per i meccanismi specifici di user 
location storage. 
Caratteristiche dell'Open Source IMS P-CSCF: 
 
*signaling firewall and user identity assertion (P-Preferred-Identity, P-Asserted-
Identity header support) 
 
*Sincronizzazione del registrar locale attraverso il "reg" event RFC 3680  
 
*Supporto al Path header 
 
*Service-Route verification/enforcement  
 
*Dialog statefulness and Record-Route verification/enforcement  
 
*Supporto di IPSec  utilizzando CK and IK  
 
*Integrity-protection durante autenticazione 
 
*Security-Client, Security-Server, Security-Verify header support  
 
*Supporto base al P-Charging-Vector 





*Supporta l’header Visited-Network-ID 
 
*Supporto NAT per la segnalazione 
 










L’Interrogating CSCF (I-CSCF) ha il ruolo di uno stateless proxy che, usando gli 
identificativi di chiamante e chiamato, fa richieste al Home Subscriber Server (HSS) 
e instrada i messaggi di risposta al corretto S-CSCF. Questo implementa il reference 
point Cx di un I-CSCF verso HSS. Di conseguenza sostiene i comandi definiti da 
Diameter per individuare lo S-CSCF assegnato all’utente o per selezionare, seconde 
le capabilities, un nuovo S-CSCF e controlla l’identità, e le autorizzazioni per il 
roaming come specificato in 3GPP TS 29.228. Dopo la ricezione della risposta 
riuscita per una richiesta Diameter il I-CSCF spedisce i messaggi SIP completando le 
relative procedure. 



















Figura 3.4 – Interrogating CSCF 
 
È ottimizzato per velocità e il minimo numero di informazioni di stato 
mantenute. Per proteggere l’home network, hanno una funzione di firewalling che 
concede di segnalare soltanto i messaggi che vengono dalle reti di fiducia attraverso 
Network Domain Security (NDS). 
Caratteristiche dell’Open Source IMS I-CSCF: 
 
*pieno supporto per l'interfaccia Cx (LIR, UAR)  
 
*selezione del S-CSCF a seconda delle risorse dell’utente 
 
*Serial forking for forwarding to S-CSCF  
 
*Visited-Network-ID header support and roaming permission verification  
 
*Topology Hiding (THIG)  
 
*Network Domain Security (NDS) 





3.3.4 Serving CSCF 
 
 
L'implementazione del S-CSCF inoltre comunica con il HSS usando il 
protocollo Diameter (sopra l'interfaccia Cx) per richiamare i vettori di autenticazione, 
per aggiornare le informazioni di registrazione e per scaricare l’user profile come 












Figura 3.5 – Serving CSCF 
 
 
Il S-CSCF può accedere all’user profile utilizzando gli initial Filter Criteria 
(iFC) per trasmettergli degli specifici messaggi SIP. Supporta l’IMS Digest AKA 
version 1. 
Anziché generare i vettori di autenticazione lascia questo compito all’HSS e 
confronta questi valori  con quelli calcolati dall’UE. 
Per dare tempi di risposta minimi, il registrar del S-CSCF ha una struttura 
complessa basata su hash-table. Le informazioni che sono richieste per collegare un 




user identity ad un UE fisico sono memorizzate qui e sono usate poi per costruire il 
percorso di chiamata. Inoltre accettano sottoscrizioni di eventi di registrazione ed 
notificano agli abbonati su cambiamenti nel registrar. 
 
Caratteristiche dell’Open Source IMS S-CSCF: 
 
* pieno supporto per l'interfaccia Cx (MAR, SAR, PPR, RTR) 
 
* Autenticazione attraverso gli algoritmi AKAv1-MD5, AKAv2-MD5 e MD5 
 
* Supporto al Service-Route header 
 
* Supporto al Path header 
 
* Supporto al P-Asserted-Identity header 
 
* Supporto al Visited-Network-ID header 
 
* Download of Service-Profile from HSS 
 
* Initial Filter Criteria triggering 
 
* ISC interface routing towards Application Servers 
 
* "reg" event server with access restrictions 
 
* Dialog statefulness 
 
 








Una piattaforma IMS è incompleta senza la presenza di un Home Subscriber 
Server. Fokus ne ha sviluppato un prototipo interamente scritto in Java e basato su un 
software Open Source. Gli user data sono memorizzati in un database Mysql. Poichè 
il relativo scopo nell’Open Source IMS Core è quello di un database, il FHoSS è 














Figura 3.6 – Struttura del FHoSS 
 
 
FHoSS è il collegamento tra Database Management System e l’interfaccia 
Diameter con lo strato delle applicazioni dell’IMS e i CSCFs come si nota dalla 
figura 3.6. 
Il protocollo Diameter e i rispettivi comandi logici sono implementati nel 




FHoSS attraverso Diameter stack Java-based.  
Il FHoSS permette la generazione di vettori di autenticazione e gestione dell'user 
profile durante la procedura di registrazione e le iFC ( intial Filter Criteria) associate 
grazie a una interfaccia HTTP-based mostrata in figura 3.7. A tale interfaccia mi 









Caratteristiche del FHoSS :  
 
*Supporto per il 3GPP Cx Diameter application; 
 




*supporto per il 3GPP Sh e Zh Diameter application (come mostrato in figura 3.8); 
 
*integrated simple AuC functionality; 
 
*Java Diameter Stack implementation; 
 













IMPLEMENTAZIONE E CONFIGURAZIONE DELLA 





Prima di iniziare l'installazione della piattaforma IMS, si deve avere come 
requisiti hardware una versione di Linux aggiornata, un Gigabyte di RAM ed essere 
collegati a una rete Ethernet. 
A livello software bisogna aver installato, configurato e inizializzato: 
 
-   una versione di GCC 3 o superiore; 
 
-   una versione di Java 1.5 o superiore; 
 
-   una versione di Ant Apache; 
 
-   una versione di Subversion; 
 
-   una versione di  Mysql 
  
- le librerie libxml2 e libmysql entrambe con i rispettivi development 
 
-  un Linux Kernel 2.6 e ipsec-tools (setkey) se si vuole usare le IPsec SAs 
 
-  un name server (è consigliata una versione di Bind recente) 











Nel sito dell’Open IMS Core http://svn.berlios.de/svn root/repos/openimscore si 
può scaricare una subversion aggiornata  dell’architettura IMS. In questa pagina si 
può trovare sia tutto il file sorgente sia tutte le informazioni necessarie per 
l’installazione. 
I due elementi da scaricare sono il ser_ims (composto dai tre moduli separati dei 
CSCFs) e il FHoSS. Queste due componenti sono situate rispettivamente alle voci 
ser_ims/trunk e FHoSS/trunk. 
Il codice sorgente è preconfigurato per lavorare nella directory 
/opt/OpenIMSCore. Quindi come primo passo si crea tale directory e vi si entra. 
Si crea così una nuova directory ser_ims dove si scarica una copia dei CSCFs: 
 
#svn checkout http://svn.berlios.de/svnroot/repos/openimscore/ser_ims/trunk ser_ims 
 
Successivamente si crea sempre in /opt/OpenIMSCore una nuova directory 
denominata FHoSS, dove si mette una copia del codice sorgente relativo all'HSS. 
 
#svn checkout http://svn.berlios.de/svnroot/repos/openimscore/FHoSS/trunk FHoSS 
 













Il passo successivo consiste nel compilare i vari moduli. 
Per prima cosa si compila il ser_ims: 
 
#make install-libs all 
 
Nel caso in cui la compilazione non vada a buon fine bisogna controllare che 
tutti i prerequisiti definiti in precedenza siano soddisfatti. 
Per compilare l’HSS c’è bisogno di aver installato preventivamente una versione 
di Ant Apache, così da poterla utilizzare in questo procedura. 
Si generano file sorgente Java aggiuntivi, si compila il tutto e infine si definisce 
la directory base dove sarà sviluppato il tutto (di default è “deploy”).  
 
# ant gen 
 
# ant compile 
 
# ant deploy   
 















Tutta la struttura installata lavora di default utilizzando l’interfaccia di loopback 
locale (127.0.0.1) e nome di dominio “open-ims.test”. Quindi si deve 
necessariamente scegliere un indirizzo ip da utilizzare e da sostituire a quello di 
loopback. Nel nostro caso abbiamo scelto di utilizzare degli indirizzi privati per 
semplicità; in particolare abbiamo scelto il 192.168.1.1 come indirizzo ip della 
macchina dove si è installato sia il ser_ims che il FHoSS. 
Opzionalmente si può modificare anche il nome del dominio. Nel nostro caso 
lavorando con indirizzi privati abbiamo potuto mantenere tale identificativo. 
Inoltre si può decidere di modificare le varie password associate ai database. 
Per fare tutte queste operazioni esiste un file applicativo, il 
“cfg/configurator.sh”, che ci può aiutare nella configurazione. Quest’ ultimo è in 
grado di riconfigurare i file con estensione .xml, .sql, e .cfg del ser_ims e i file di 
configurazione del FHoSS (.properties), sostituendo ogni qual volta che è presente 
rispettivamente l’indirizzo di loopback con quello scelto, il campo “open-ims.test” 
con il nome del dominio scelto e infine le varie password.  
Prima di fare tutto ciò può convenire crearsi una copia di backup di tutti i file di 
configurazione così da mantenere una copia dei file originali (con le impostazioni di 
default). 
Bisogna adesso creare i vari database utilizzando mysql. Ipotizzando di avere 
accesso diretto a mysql, si creano i tre database necessari: 
 
# mysql -u root -p -h localhost < ser_ims/cfg/icscf.sql 
 
# mysql -u root -p -h localhost < FHoSS/scripts/hssdb.sql 
 




# mysql -u root -p -h localhost < FHoSS/scripts/userdata.sql 
 
Si verifica poi attraverso l’interfaccia web impostata, che i database siano 
presenti e accessibili. 
Come ultima componente da configurare, ho il DNS. Innanzitutto dobbiamo 
modificare il file di zona /ser_ims/cfg/open-ims.dnszone così da renderlo adattato al 
nostro scenario e creare un file di zona per risoluzione inversa. Si deve poi localizzare 
il file locate.conf e modificare aggiungendo la zona di nostro interesse. 
 






Adesso si copia il file /opt/OpenIMSCore/ser_ims/cfg/open-ims.dnszone dove si 
è fissato nel file named.conf (nel nostro caso pri/open-ims.dnszone).  
 
# cp /opt/OpenIMSCore/ser_ims/cfg/open-ims.dnszone /var/bind/pri/ 
# chown -R named:named /var/bind/pri/open-ims.dnszone 
 
Bisogna ricordarsi ogni qualvolta modifichiamo il DNS server di mandare un 
SIGHUP per aggiornare i cambiamenti.  
 
# /etc/init.d/named restart 
 
Come ultima operazione si deve verificare attraverso dei ping o dei nslookup se 
viene fatta la corretta risoluzione degli indirizzi. 
 
 




4.5 Run dei vari componenti 
 
 
Dopo aver installato e configurato tutta la piattaforma, si può fare il run delle 
varie componenti. 







E’ consigliabile verificare che nei messaggi di log mostrati nello schermo non vi 
siano errori e che l’interfaccie di Diameter siano aperte. 





Si può verificare dai messaggi della console del FHoSS se i vari Diameter Peer 
siano realmente connessi. 
Si verifica inoltre il corretto funzionamento dell’interfaccia web su 
http://localhost:8080/, attraverso la quale si può gestire l’user profile e le iFCs 
associate. Di default sono presenti due utenti sottoscritti: 
 
- alice@open-ims.test  
- bob@open-ims.test  
 
Tramite tale interfaccia si può sottoscrivere nuovi utenti e gestire il loro stato. 





4.6 Sottoscrizioni di utenti nel FHoSS 
 
 
E’ presente nel codice uno script, add-imscore-user.sh, in grado di generare due 
script  di tipo .sql per la creazione e la cancellazione di tabelle nell’HSS relative ad 
utenti IMS.  
Per esempio per creare un nuovo utente giuliano con password giuliano per il 
dominio “open-ims.test” devo: 
 
# ./add-imscore–user.sh –u giuliano -a 
 
 
L’opzione –u indica l’username, -p la password, -r dominio, -a automaticamente 
successivamente applica gli script. Di default, in assenza di password e dominio, 
viene considerata come password il username e dominio open-ims.test. 
Creati automaticamente i due script add-user-giuliano.sql e delete-user-
giuliano.sql, si possono aggiungere attraverso Mysql le tabelle associate all’utente. 
 
# mysql –u root –p <add–user-giuliano.sql 
  
Adesso anche l’utente Giuliano è sottoscritto nell’HSS e potrà partecipare alle 












4.7 Installazione e configurazione dei client 
 
4.7.1 UCT IMS Client 
 
Se tutta la Core dell’IMS funziona nel modo descritto possiamo passare 
all’installazione dei client.  
Inizialmente si è deciso di utilizzare un client che è stato sviluppato in accordo 
con le specifiche della piattaforma Open IMS Core. Il client è stato sviluppato dalla 
Communications Research Group dell’University of Cape Town, South Africa.  
Il UCT IMS Client supporta:  
 
-AKAv1 e AKAv2 registration  
 
-Subscribe to reg event  
 
-Provisional response acknowledgements (PRACK) e preconditions  
 
-Segnalazione delle succesive service routes  
 
-INVITE contiene p-preferred-identity e p-access-network info  
 
-Supporto private and public user identities  
 
-Pager-mode instant messaging  
 
-DTMF tones attraverso SIP INFO messages  
 
-Può anche essere utilizzato come normale terminale sip 





 La versione aggiornata supporta chiamate vocali (usando il µ-law codec). Il 





I requisiti base sono un sistema operativo Linux-based e una serie di librerie 
installate con i rispettivi development: 
 
-libosip2 (2.2.3)  
 
-libexosip2 (2.2.3)  
 










Scaricata la versione più aggiornata dell’UCT IMS Client e installate le 








Nota bene: In caso di compilazione fallita bisogna verificare che tutte le librerie 
siano state installate con le rispettive versioni aggiornate. 




Si apre così l’interfaccia dalla quale opereremo le varie registrazioni e chiamate 













4.7.2  IMS Communicator 
 
 
L'altro client utilizzato nei nostri scenari è l'IMS-Communicator: Ims-
communicator è un soft-phone nato come sviluppo della versione precedente del Sip-
communicator java project. I cambiamenti fatti sono serviti per supportare 
l'estensione dello stack Jain-SIP alla struttura IMS, in modo da aggiungere 
funzionalità al protocollo SIP e SDP. 
Le più importanti procedure generate dall'User Equipment IMS sono 
implementate seguendo le specifiche 3GPP TS 24.229, TS 23.228. L' Ims-
communicator include tra le sue funzionalità il supporto alla registrazione IMS 
(Autorizzazione, Security Agreement e la sottoscrizione relativa alla procedura di 
registrazione) e all'allestimento di una sessione di chiamata (PRACK, UPDATE e 
meccanismo di precondizioni). E' di particolare interesse il suo utilizzo in quanto 





I requisiti base sono un sistema operativo Windows o Linux e una serie di 
programmi installati: 
 
- JRE 1.5 (o J2DK 1.5) 
- Java Media Framework (JMF) API 
- Apache ANT 
 






figura 4.2: interfaccia dell'IMS Communicator 
 





-Le procedure SIP e SDP (Jain-SIP modificato per il dominio IMS) 
 
-Il metodo SIP PRACK (RFC 3261) e UPDATE (RFC 3311) 
 
-Meccanismo di precondizioni IMS (RFC 4032) 
 
-HTTP AKA (RFC 3310) 
 




-HTTP Digest Autentication (RFC 2617) 
 
-Algoritmo di autenticazione Milenage 3GPP (TS 35.205, TS 35.206, TS 35.207 
e TS 35.208) 
 
-Subscribe to reg event  
 
-Allestimento di video-chiamate  
 
-Sip Security Agreement (3GPP TS 33.203 Annex H) 
 
 
4.7.2.3 Installazione e configurazione 
 
 
Il codice sorgente si può scaricare utilizzando la subversion presente in 
http://svn.berlios.de/svnroot/repos/imscommunicator/trunk/ims.communicator. 
Questa directory contiene oltre il codice sorgente, le librerie richieste e la relativa 
documentazione. 
La configurazione dell'IMS-Communicator è fatta manualmente nel file ims-
communicator.xml o dal menù Settings > Configure nell'UA GUI. 
Si analizzano i vari campi per la configurazione:  
 
<net.java.sip.communicator> - proprietà generali sip-communicator 
 FIRST_LAUNCH – “false” per avviare la configurazione dell'UA caricandola 
direttamente dal file ims-communicator.xml. 
  
<net.java.sip.communicator.media> - media and SDP options 
 PREFERRED_AUDIO_ENCODING – numero di codec audio  




 PREFERRED_VIDEO_ENCODING – numero codec video scelti 
 AUDIO_PORT – porta dove ricevo dati audio 
 VIDEO_PORT – porta dove ricevo dati video  
 
<net.java.sip.communicator.sip> - configurazione profilo SIP 
 PUBLIC_ADDRESS – indirizzo pubblico SIP  
 TRANSPORT – protocollo trasporto utilizzato dal client (UDP di default) 
 REGISTRAR_ADDRESS – nome dominio del SIP Registrar  
 USER_NAME – user name, utilizzate per salvare l'user credentials 
 STACK_PATH – SIP stack, NIST-SIP didefault (“gov.nist”) 
 DISPLAY_NAME – nome SIP display, è incluso nell'headers From, To e 
Contact 
 REGISTRAR_TRANSPORT – protocollo di trasporto usato dal SIP Registrar 
 REGISTRATIONS_EXPIRATION  – timeout della registrazione dell'utente 
 REGISTRAR_PORT  – porta del SIP Registrar 
 DEFAULT_DOMAIN_NAME  – nome dominio dell'IMS home network 
 DEFAULT_AUTHENTICATION_REALM   – nome dominio utilizzato per 
autenticazione 
 
<net.java.sip.communicator.sip.ims> - IMS configurazione 
 IMS_CLIENT – “true” se effettuo procedure IMS 
 PRIVATE_ADDRESS – indirizzo privato per autenticazione 
 PREFERRED_ADDRESS – SIP address da includere P-Preferred-Identity 
header 
 PRIVACY – valore incluso nel Privacy header 
 OPERATOR_ID – ID operatore (32 HEX char). Di default è 0 
 SECURITY_AGREEMENT – nome meccanismo di autenticazione. Se vuoto, 
il Security-Client header non è inviato 
 SECURITY_ALGORITHM – meccanismo di sicurezza, da includere nel 





 se ho il valore “ipsec-3gpp”, si deve configurare i seguenti parametri: 
 SECURITY_ENCRYPT_ALG – parametro di Encryption Algorithm  
 SECURITY_SPI_C – parametro SPI-Client 
 SECURITY_SPI_S – parametro SPI-Server 
 SECURITY_PORT_C – parametro di Client Port nel Security-Client header 
 SECURITY_PORT_S – parametro di Server Port nel Security-Client header 
 PCSCF_DYNAMIC_DISCOVERY – indirizzo PCSCF per la ricerca del 
dominio attraverso DHCPv6 
 REG_EVENT_SUBSCRIPTION_TIMEOUT – valore incluso nel messaggio  
di SUBSCRIBE come Expires header 
 ACCESS_TYPE – tipo di access network, è incluso nel campo P-Access-
Network 
 DEFAULT_LOCAL_PRECONDITION – meccanismo di precondition  
 VIDEO_BANDWIDTH – valore di banda relativa al canale video presente 
nella descrizione offer/answer (resource reservation) 
 AUDIO_BANDWIDTH – valore di banda relativa al canale audio presente 
nella descrizione offer/answer (resource reservation) 
 
<net.java.sip.communicator.common> - configurazione interfaccia di rete 
 PREFERRED_NETWORK_INTERFACE – nome interfaccia di rete 
 PREFERRED_NETWORK_ADDRESS – indirizzo interfaccia di rete 
 
<javax.sip> - configurazione JAIN-SIP API 
 IP_ADDRESS–interfaccia di rete per instradare messaggi SIP. E' uguale al 
campo net.java.sip.communicator.common.PREFERRED_NETWORK_ ADDRESS. 
 OUTBOUND_PROXY – indirizzo dell'outbound proxy, scritto nel formato 
IPaddress:port/transport 
 





4.7.2.4 Configurazione webcam 
 
 
La trasmissione di video da parte dell'IMS-Communicator è permesso da JAIN 
SIP. Per permetterlo utilizzo il campo Settings > Media Preferences (JMF Registry)  
situato nel JMF Registry Editor. Nella tabella Capture Devices faccio un click nel 
tasto Detect Capture Devices come mostrato nella figura 4.3. Questo riconoscerà la 
sorgente video permetterà la sua trasmissione. 
 
 












4.8 Installazione e configurazione dell’OpenSER Presence server 
 
 
Si è deciso poi di utilizzare un Presence Server che è stato sviluppato in accordo 
con le specifiche della piattaforma Open IMS Core e testato con il client UCT-IMS 
Client. Tale Presence Server è stato sviluppato utilizzando come struttura di base 
l’Openser. 
L’OpenSER nasce inizialmente come evoluzione del progetto SER: alcuni 
sviluppatori coinvolti inizialmente nel piano di lavoro SER hanno deciso di 
implementare migliorie e requisiti richiesti dal protocollo SIP, dando così vita ad un 
nuovo progetto chiamato proprio Openser.  
Le novità più interessanti che introduce l’OpenSER sono: 
- Pieno supporto del protocollo di trasporto sicuro TLS 
- Supporto instradamento reti multi-domain e multi-homed 
- Load balancing 





I requisiti base sono un sistema operativo Linux-based e una serie di librerie 
installate con i rispettivi development: 
 
-  La libreria libmysqlclient-dev  
 
- La libreria libXML  
 
- una versione di GCC 3 o superiore; 





4.8.2 Installazione dell’Openser 
 
 
Dal sito di OpenSER è possibile scaricare codice sorgente, file binari e pacchetti 
per diverse distribuzioni di sistemi operativi. 
In http://www.openser.org/pub/openser/ si è trovato l’archivio openser-1.2.0-
notls_linux_i386.tar.gz contenente la versione già compilata per Linux. 
In tale versione non è presente però il modulo MySQL (mysql.so) per la 
memorizzazione di dati sul server, quindi si è dovuto compilare specificando 
esplicitamente i moduli da aggiungere. 
Si possono usare due opzioni:  
 
1. Modificare il file "Makefile" e rimuovere "mysql" dalla lista degli 
"excluded_modules". E poi utilizzare i seguenti comandi:  
#make all; 
# make install".  
 
2. Usare direttamente i comandi:  
#make all include_modules="mysql"; 
# make install include_modules="mysql".  
 
Bisogna poi installare il modulo di supporto per il presence, scaricabile sempre 
dal sito dell’OpenSER. 
E’ consigliabile scaricare direttamente il file di tipo .deb, per poter installare 
velocemente il modulo di presence utilizzando il comando “dpkg -i”. 
Una volta che OpenSER ed i moduli di presenza sono installati lo script 
openser_mysql configurerà i database relativi a mySQL per il Presence Server. 
A questo punto è stata installata la configurazione di default dell’Openser  
Per poter modificare tale configurazione, bisogna manipolare il file 




/etc/openser.cfg (nell’Appendice è presente il file di configurazione utilizzato in 
questo senario). 
Un esempio di file di configurazione per il supporto del servizio di presence è 
presente nel sito dell’UCTIMSClient http://www.uctimsclient.berlios.de. 
Una volta modificato il file openser.cfg possiamo inizializzare l’Openser 
attraverso il comando: 
 




4.8.3 Configurazione del FHoSS attraverso l’interfaccia Web 
 
Come ultimo passo bisogna settare l’IMPU (indirizzo pubblico) in modo da 
utilizzare il service profile di default (default_sp). Ciò può essere fatto direttamente 
utilizzando l’interfaccia Web relativa al FHoSS. 
Questo profilo instrada tutti i messaggi di PUBLISH e SUBSCRIBE 
all’Application Server (localhost:5065) che in questo caso lavora da Presence Server. 


















Una volta configurati i due client IMS e l'intera piattaforma IMS si può testare il 
loro funzionamento. Di default si può utilizzare una coppia di utenti che sono già 
state memorizzate e configurate nel database. Come già descritto, si possono anche 
creare nuove sottoscrizioni utilizzando l’interfaccia web del FHoSS. 









PROCEDURA DI REGISTRAZIONE NEL DOMINIO IMS 
 
Dopo aver descritto la struttura della piattaforma OPEN IMS Core, viene 
presentata una analisi dettagliata dell’intero processo di segnalazione durante le varie 
procedure implementate. In particolare, in questo capitolo si analizza lo scambio di 
messaggi relativi alle procedure di registrazione, sottoscrizione e de-registrazione di 
un client IMS. Il sistema è realizzato utilizzando due PC appartenenti alla stessa 
LAN, dove sono stati installati rispettivamente un client IMS e la struttura 
OPENIMSCore. Lo scenario utilizzato per l'analisi è mostrato in figura 5.1, dove 
sono messi in evidenza gli indirizzi IP associate alle varie entità IMS e le interacce di 
rete interne. In questo caso l'utente si collega direttamente alla Home Network open-
ims.test; per questo motivo Home Network e Visited Network coincidono. 
L’analisi dei messaggi è stata realizzata utilizzando l’analizzatore di protocollo 
Wireshark. Wireshark, nato come evoluzione di Ethereal, è un software in grado di 
fornire una copia di ogni pacchetto che transita da un determinata interfaccia di rete. 
In questo caso si è deciso di mandare in esecuzione Wireshark su tutte le 
interfacce di rete del sistema facente da IMS core. In questo modo, si catturano tutti i 
messaggi inviati e ricevuti dalle varie componenti dell'IMS core. 
 













Si inizia con l'analizzare la segnalazione relativa alla fase di registrazione. Prima 
di poter attivare una sessione multimediale, lo User Equipment deve effettuare la 
registrazione presso il dominio IMS. La procedura prevede le seguenti azioni nelle 
entità di rete coinvolte: 
 
CAP. 5 Procedura di registrazione nel dominio IMS 
 
76 
o l’utente deve essere attestato presso un S-CSCF, che è selezionato 
durante la fase di registrazione nella propria Home Network. Il S-
CSCF assegnato all’utente riceve dall’HSS il profilo di sottoscrizione 
ai servizi; 
 
o per completare positivamente la procedura, sono svolte le procedure di 
Autorizzazione e Autenticazione, per verificare se l’utente è abilitato a 
registrarsi nella rete; 
 
o al termine della registrazione, la localizzazione corrente relativa 
all’utente viene notificata all’HSS, che ne aggiorna il profilo. 
 
Durante queste procedure abbiamo filtrato i dati in modo da visualizzare i 
messaggi relativi esclusivamente alla fase di registrazione e si è ottenuta la sequenza 
di pacchetti mostrata in figura 5.2. 
 
 
Figura 5.2 - Messaggi acquisiti durante una procedura di registrazione 
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Si descrive ora il flusso dei messaggi di segnalazione (“Call Flow”) per la 
registrazione, illustrato in figura 5.3. In celeste sono colorati i messaggi SIP mentre 




Figura 5.3 - Procedura di Registrazione 
 
Dopo aver ottenuto il canale di segnalazione dalla rete di accesso, lo UE può 
iniziare la procedura di registrazione. Per fare questo, invia al P-CSCF (con indirizzo 
IP 192.168.1.1 e porta 4060) il messaggio SIP REGISTER, che contiene l’identità 
dell’utente, da cui ricavare il nome del dominio della Home Network, e l’indirizzo IP 
dello UE. Nella figura 5.4 è mostrato il contenuto del messaggio Register (Register 1 








Internet Protocol, Src: 192.168.1.2, Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 5060, Dst Port: 4060  
Session Initiation Protocol 
    Request-Line: REGISTER sip:open-ims.test SIP/2.0 
    Message Header 
    Via: SIP/2.0/UDP 192.168.1.2:5060;rport;branch=z9hG4bK1871572944 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 1 REGISTER 
        Contact: <sip:alice@192.168.1.2:5060> 
        Authorization: Digest username="alice@open-ims.test", realm="open-ims.test", nonce=" ", uri="sip:open-
ims.test", response=" " 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        Expires: 600000 
        Supported: path 
        Content-Length: 0 
figura 5.4 –  Messaggio REGISTER(1) 
 
Lo scopo di tale messaggio è di registrare il SIP URI dell’utente al S-CSCF 
dell’Home Network. All'interno di questo messaggio si possono notare i campi Via, 
From, Route, TO, Call-ID, CSeq, Contact, Authorization, Max-Forwards, User-
Agent, Content-Lenght ed Expires tipici del protocollo SIP. In particolare, il campo 
Contact  ci dice dove può essere raggiunto l'utente (l’indirizzo IP dell’utente), il 
campo To indica l'indirizzo di colui per il quale la registrazione viene fatta, From 
contiene l'indirizzo della persona che genera il messaggio di registrazione, il Request 
URI indica il nome del dominio in cui si registra l'utente (è contenuto nell’ISIM), C-
Seq permette di distinguere richieste derivanti dallo stesso terminale, Call-ID 
identifica l'utente, Via permette di memorizzare gli indirizzi dei nodi già attraversati. 
Il campo expires ci dice la durata della registrazione. Nel caso l'utente voglia 
cancellare la propria registrazione deve porre tale campo a 0. 
Nel nostro caso l'utente IMS avente indirizzo SIP <sip:alice@open-ims.test> (e 
indirizzo IP 192.168.1.2) registra se stesso al server avente dominio open-ims.test e la 
registrazione ha durata 600000 secondi. 
La sezione Authorization riporta: nel campo Digest username="alice@open-
ims.test" l’identificativo privato di Alice, realm="open-ims.test" e uri="sip:open-
ims.test" contengono rispettivamente dominio e il valore URI dell’Home Network 
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mentre i campi nonce e response al momento vengono lasciati vuoti.  
Inoltre vi è una sezione introdotta per il dominio IMS: Supported: path. Tale 
sezione impone che nel passo successivo venga memorizzato nel campo path 
l'indirizzo del P-CSCF stesso, così da forzare l'instradamento di tutte le richieste 
successive verso il P-CSCF. 
Alla ricezione del messaggio di registrazione, il P-CSCF esamina il nome del 
dominio di rete e determina, interrogando il DNS, l’entry point nella Home Network 
(cioè l’I-CSCF che detiene l'indirizzo IP 192.168.1.1 e porta 5060). In questo caso 
Alice appartiene già all'Home Network e quindi l'I-CSCF ha solo il compito di 
intermediario tra P-CSCF e S-CSCF. Il P-CSCF aggiunge l’identificativo della 
Visited Network attraversata e inoltra il messaggio all’I-CSCF. 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 4060, Dst Port: 5060 
Session Initiation Protocol 
Request-Line: REGISTER sip:open-ims.test SIP/2.0 
  Message Header 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKf8ba.2abb0ba2.0 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1871572944 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 1 REGISTER 
        Contact: <sip:alice@192.168.1.2:5060> 
        Max-Forwards: 16 
        Path: <sip:term@pcscf.open-ims.test:4060;lr> 
        Require: path 
        P-Charging-Vector: icid-value="P-CSCFabcd45fa506800000014"; icid-generated-at="192.168.1.1"; orig-
ioi="open-ims.test" 
        User-Agent: eXosip/2.2.2 
        Expires: 600000 
        Supported: path 
        Content-Length: 0 
        Authorization: Digest username="alice@open-ims.test", realm="open-ims.test", nonce=" ", uri="sip:open-
ims.test", response=" ", integrity-protected="no" 
        P-Visited-Network-ID: open-ims.test 
 
figura 5.5 –  Messaggio REGISTER(2) 
 
 
Il messaggio visualizzato in figura 5.5 riporta i campi From, Route, To, Call-ID, 
CSeq, Contact, User-Agent, Content-Lenght, path ed Expires inalterati rispetto al 
messaggio di Register inviato da Alice. Oltre all’aggiunta del campo Via e path si 
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osservano due nuovi identificativi caratteristici dell'IMS: P-Charging-Vector e P-
Visited-Network-ID. IL P-Charging-Vector trasporta l'ICID dal P-CSCF al S-CSCF: 
l'IMS charging ID (ICID), è creato dal P-CSCF ed è valido per tutta la durata della 
segnalazione IMS relativa a questa registrazione ed è utilizzato per identificare le 
informazioni di tariffazione relative ai rispettivi elementi di rete.  
IL P-Visited-Network-ID indica all'Home Network la rete dove è registrato 
momentaneamente l'utente (cioè la Visited Network). Si può notare che in questo 
caso Home e Visited Network coincidono.  
Dal punto di vista dell’autenticazione il P-CSCF non può garantire quale utente 
ha generato il messaggio di Register. Per questo il P-CSCF nel campo Authorization 
aggiunge il valore integrity-protected="no", così da evitare che utenti maliziosi 
possano ingannare il S-CSCF. 
Successivamente l’I-CSCF interroga l’HSS attraverso un messaggio di User 
Authorization Request (UAR), appartenente al protocollo Diameter, per richiedere 
l’autorizzazione per la registrazione nel dominio IMS. L'HSS verifica il SIP AOR e, 
se l’utente è definito valido nella rete domestica autorizza l’I-CSCF a continuare. 
Vi sono alcune sezioni sempre presenti nei messaggi di richiesta Diameter 
inviati durante la fase di registrazione: 
 
- Auth-Session-State, ci dice se l'utente è al momento già stato registrato e 
autenticato; 
- Origin-Host, identificativo dell’elemento di rete che invia la richiesta; 
- Origin-Realm, , identificativo del dominio della rete da cui si invia la 
richiesta; 
- Destination-Realm, identificativo del dominio della rete da cui si invia la 
richiesta; 
- User-Name, identificativo privato dell’utente. 
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Il messaggio di UAR contiene inoltre come si vede dalla figura 5.6 alcune 
sezioni caratteristiche: 
 
-  Public-Identity , Address-Of-Record (AOR) dell’utente 
 
-  Visited-Network-Identifier, identificativo della rete a cui è collegato l’utente 
 
Diameter Protocol User Authorization Request 3 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1 
Transmission Control Protocol, Src Port: 3869, Dst Port: 49586  
Diameter Protocol 
    Version: 0x01 
    Length: 276 
    Flags: 0xc0 (Proxyable, Request) 
    Command Code: User-Authorization-Request (300) 
    ApplicationId: 3GPP Cx (16777216) 
    Hop-by-Hop Identifier: 0xdd72f77e 
    End-to-End Identifier: 0x5d6adfe3 
    Attribute Value Pairs 
        Session-Id (UTF8String) l:0x29 (41 bytes)  
            UTF8String: icscf.open-ims.test;1926123069;12 
        Origin-Host (DiameterIdentity) l:0x1b (27 bytes) 
            Identity: icscf.open-ims.test 
        Origin-Realm (DiameterIdentity) l:0x15 (21 bytes) 
            Identity: open-ims.test 
        Destination-Realm (UTF8String) l:0x15 (21 bytes) 
            UTF8String: open-ims.test 
        Vendor-Specific-Application-Id (Grouped) l:0x20 (32 bytes) 
                    Application ID: Unknown 16777216 (0x01000000) 
        Auth-Session-State (Unsigned32) l:0xc (12 bytes)  
            Value: 0x00000001 (1): NO_STATE_MAINTAINED 
        User-Name (UTF8String) l:0x1b (27 bytes)  
            UTF8String: alice@open-ims.test 
        Public-Identity (UTF8String) l:0x23 (35 bytes) 
            UTF8String: sip:alice@open-ims.test 
        Visited-Network-Identifier (OctetString) l:0x19  
            Hex Data Highlighted Below 
 
figura 5.6 –  Messaggio User-Authorization-Request (UAR) DIAMETER(3)  
L’HSS comunica la risposta all’I-CSCF attraverso un messaggio di User-
Authorization-Answer, per informarlo sul risultato della richiesta. In tale messaggio, 
l'HSS comunica la risposta  attraverso la sezione Experimental-Result-Code. Si nota 
dalla figura 5.7 come in questo caso la risposta sia un valore di 
DIAMETER_SUBSEQUENT_REGISTRATION che indica: 
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- l'utente è autorizzato a registrare questa public identity; 
 
- il S-CSCF è già assegnato e non c'è bisogno di sceglierne un altro.  
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1 
Transmission Control Protocol, Src Port: 49586, Dst Port: 3869  
Diameter Protocol 
    Version: 0x01 
    Length: 192 
    Flags: 0x00 (<None>) 
    Command Code: User-Authorization-Answer (300) 
    ApplicationId: 3GPP Cx (16777216) 
    Hop-by-Hop Identifier: 0xdd72f77e 
    End-to-End Identifier: 0x5d6adfe3 
    Attribute Value Pairs 
       Auth-Session-State (Unsigned32) l:0xc (12 bytes) 
            Value: 0x00000001 (1): NO_STATE_MAINTAINED 
       Experimental-Result (Grouped) l:0x20 (32 bytes) 
       Experimental-Result-Code 
    AVP Code: Experimental-Result-Code (298) 
       AVP Flags: 0x40 (Mandatory) 
       AVP Length: 12 
       Value: 0x000007d2 (2002): DIAMETER_SUBSEQUENT_REGISTRATION 
 
figura 5.7– Messaggio di User-Authorization-Answer (UAA) DIAMETER(4) 
In questo esempio l’I-CSCF, conosce già l’indirizzo del S-CSCF cui inoltrare la 
segnalazione SIP per la registrazione e quindi inoltra la richiesta di REGISTER. Il 
messaggio di Register rimane sostanzialmente inalterato, ad eccezione del campo via 
in cui l'I-CSCF aggiunge il proprio indirizzo e del Request URI che definisce il server 
del dominio in cui si registra l'utente. Nella figura 5.8 sono mostrati i campi 
maggiormente interessanti del messaggio di Register: 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1  
User Datagram Protocol, Src Port: 5060, Dst Port: 6060 
Session Initiation Protocol 
    Request-Line: REGISTER sip:scscf.open-ims.test:6060 SIP/2.0 
     Via: SIP/2.0/UDP 192.168.1.1;branch=z9hG4bKf8ba.cee78e66  
     Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKf8ba.2abb0ba2.0 
     Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1871572944 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 1 REGISTER 
        Max-Forwards: 15 
           … 
figura 5.8 – Messaggio di REGISTER(5)   
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L’S-CSCF richiede all’HSS le informazioni di supporto per l'autenticazione 
dell'utente attraverso un messaggio di Multimedia-Auth-Request (303-MAR) 
visualizzato nella figura 5.9 che include, oltre i campi già visti, due nuove sezioni: 
 
• Server-Name, contiene il SIP URI del S-CSCF 
 
• informazioni di autenticazione, tra le quali SIP-Number-Auth-Items e 
SIP-Authentication-Scheme; 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1  
Transmission Control Protocol, Src Port: 3870 Dst Port: 55486, Seq: 0, Ack: 0, Len: 340 
Diameter Protocol 
    Version: 0x01 
    Length: 340 
    Flags: 0xc0 (Proxyable, Request) 
    Command Code: Multimedia-Auth-Request (303) 
    ApplicationId: 3GPP Cx (16777216) 
    Hop-by-Hop Identifier: 0x53d12b1f 
    End-to-End Identifier: 0xd0b7bbe5 
    Attribute Value Pairs 
        Session-Id (UTF8String) l:0x28 (40 bytes)            
           UTF8String: scscf.open-ims.test;3511176795;9             
        Destination-Realm (UTF8String) l:0x15 (21 bytes)             
                UTF8String: open-ims.test 
        Auth-Session-State (Unsigned32) l:0xc (12 bytes)             
           Value: 0x00000001 (1): NO_STATE_MAINTAINED 
        Public-Identity (UTF8String) l:0x23 (35 bytes)                              
           UTF8String: sip:alice@open-ims.test 
        User-Name (UTF8String) l:0x1b (27 ytes)            
                 UTF8String: alice@open-ims.test 
        SIP-Number-Auth-Items (Unsigned32) l:0x10 
             Value: 0x00000001 (1) 
        SIP-Auth-Data-Item (Grouped) l:0x28 (40 bytes)  
            SIP-Auth-Data-Item Grouped AVPs 
              SIP-Authentication-Scheme (UTF8String) l:0x1c (28 bytes)  
                UTF8String: Digest-AKAv1-MD5 
           Server-Name (UTF8String) l:0x28 (40 bytes)  
              UTF8String: sip:scscf.open-ims.test:6060 
 
figura 5.9 – Messaggio Multimedia-Auth-Request (MAR) DIAMETER(6) 
L'HSS risponde con un Multimedia-Auth-Answer (MAA), che include tutti i 
parametri necessari per la procedura di autenticazione dell'utente.  
In particolare un MAA contiene, oltre i campi caratteristici di un messaggio 
Diameter, le seguenti sezioni: 





• il Result-Code 
 
• Public-Identity  
 
• vettore di autenticazione (A.V.) costituito da SIP-Authorization, SIP 
Authenticate, Confidentiality-Key (CK), Integrity-Key (IK). 
 
Si nota dall'analisi della figura 5.10 che il campo Result-Code assume il valore 
DIAMETER_SUCCESS per indicare all'I-CSCF che: 
 
• l'utente è autorizzato a registrare questa public identity; 
• la prima fase dell'autorizzazione è andata a buon fine. 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1  
Transmission Control Protocol, Src Port: 55486, Dst Port: 3870 
Diameter Protocol 
    Version: 0x01 
    Length: 360 
    Flags: 0x00 (<None>) 
    Command Code: Multimedia-Auth-Answer (303) 
    ApplicationId: 3GPP Cx (16777216) 
    Hop-by-Hop Identifier: 0x53d12b1f 
    End-to-End Identifier: 0xd0b7bbe5 
               Auth-Session-State (Unsigned32) l:0xc (12 bytes) 
                    Value: 0x00000001 (1): NO_STATE_MAINTAINED 
               SIP-Authentication-Scheme (UTF8String) l:0x1c (28 bytes)  
                    UTF8String: Digest-AKAv1-MD5 
                SIP-Authenticate (OctetString) l:0x2c (44 byte) 
                    Hex Data Highlighted Below 
                SIP-Authorization (OctetString) l:0x14 (20 bytes) 
                    Hex Data Highlighted Below 
                Confidentiality-Key (OctetString) l:0x1c (28 bytes) 
                    Hex Data Highlighted Below 
                Integrity-Key (OctetString) l:0x1c (28 bytes) 
                    Hex Data Highlighted Below 
                SIP-Number-Auth-Items (Unsigned32) l:0x10 (16 bytes) 
                    Value: 0x00000001 (1) 
                Result-Code (Unsigned32) l:0xc (12 bytes)  
                    Value: 0x000007d1 (2001): DIAMETER_SUCCESS 
 
figura 5.10 – Messaggio Multimedia-Auth -Answer (MAA) DIAMETER(7) 
 




Il S-CSCF quindi deve richiede ad Alice di autenticarsi. Così risponde alla 
richiesta di registrazione, con un messaggio 401-Unautorized instradandolo lungo il 
cammino inverso verso l'I-CSCF. Nel campo nonce riporta i parametri codificati e 
concatenati di AUTN, RANDN e server specific data e viene imposto come algoritmo 
di autenticazione l’AKAv1-MD5 come standardizzato dalla RFC 3310. 
Inoltre nei campi CK e IK il S-CSCF mette le due chiavi che ha ricevuto 
dall’HSS attraverso il messaggio di M.A.A. E’ da notare che questi due campi non 
sono parte della definizione originale di WWW-Authenticate header, definita nella 
RFC3261. Questi campi sono definiti dalla 3GPP TS 24.229 come estensione per il 
dominio IMS.  
Il S-CSCF introduce il campo service-route: il S-CSCF riporta il proprio 
indirizzo in modo da comunicare all’utente, l’indirizzo attraverso il quale può 
accedere alle sezioni multimediali senza dover contattare ogni volta l’I-CSCF. Nella 
figura 5.11 è mostrato il contenuto del messaggio 401-Unautorized. 
 
Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 (192.168.1.1) 
User Datagram Protocol, Src Port: 6060 , Dst Port: 5060  
Session Initiation Protocol 
Status-Line: SIP/2.0 401 Unauthorized - Challenging the UE 
    Message Header 
      Via: SIP/2.0/UDP 192.168.1.1;branch=z9hG4bKf8ba.cee78e66.0 
      Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKf8ba.2abb0ba2.0 
      Via: SIP/2.0/UDP 192.168.1.2:5060; rport=5060;branch=z9hG4bK1871572944 
      From: <sip:alice@open-ims.test>;tag=822924119 
      To: <sip:alice@open-ims.test>;tag=a023b583116b0892b234c8de1f0b2ca0-df17 
      Call-ID: 197657388@192.168.1.2 
      CSeq: 1 REGISTER 
        WWW-Authenticate: Digest realm="open-ims.test", 
nonce="A02ljpvBbqpSd5/E4abnDBtOYnzV0gAAIwXIBCQElds=", algorithm=AKAv1-MD5, 
ck="5e8cc14004df364b204b211ec4a5e941", ik="14a7294739e535bc7029588df8571bb8"  
      Path: <sip:term@pcscf.open-ims.test:4060;lr> 
      Service-Route: <sip:orig@scscf.open-ims.test:6060;lr> 
      Server: Sip EXpress router (2.1.0-dev1-OpenIMSCore (i386/linux)) 
      Content-Length: 0 
      Warning: 392 192.168.1.1:6060 "Noisy feedback tells:  pid=3177 req_src_ip=192.168.1.1 req_src_port=5060 
in_uri=sip:scscf.open-ims.test:6060 out_uri=sip:scscf.open-ims.test:6060 via_cnt==3" 
 
figura 5.11 –  Messaggio 401 Unauthorized (8) 
L'-ISCF instrada il messaggio al P-CSCF togliendo il suo indirizzo dal campo 
via e lasciando inalterato il resto del messaggio. Nella seguente figura sono mostrati 
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alcuni campi di tale messaggio. 
 
 
Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 (192.168.1.1) 
User Datagram Protocol, Src Port: 5060 , Dst Port: 4060 
Session Initiation Protocol  
Status-Line: SIP/2.0 401 Unauthorized - Challenging the UE 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKf8ba.2abb0ba2.0 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1871572944 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test>;tag=a023b583116b0892b234c8de1f0b2ca0-df17 
        WWW-Authenticate: Digest realm="open-ims.test", 
nonce="A02ljpvBbqpSd5/E4abnDBtOYnzV0gAAIwXIBCQElds=", algorithm=AKAv1-MD5, 
ck="5e8cc14004df364b204b211ec4a5e941", ik="14a7294739e535bc7029588df8571bb8"  
                ... 
figura 5.12 –  Messaggio 401 Unauthorized (9) 
Il P-CSCF trasmette il messaggio ad Alice togliendo il suo indirizzo da via e i 
due campi CK e IK dalla sezione WWW-Authenticate per poter verificare che 
l’utente sia in grado di autenticarsi. La sezione WWW-Authenticate viene evidenziata 
nella figura 5.13 così da permettere l'immediata verifica delle modifiche effettuate. 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.2 
User Datagram Protocol, Src Port: 4060 , Dst Port: 5060  
Session Initiation Protocol 
Status-Line: SIP/2.0 401 Unauthorized - Challenging the UE 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1871572944 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test>;tag=a023b583116b0892b234c8de1f0b2ca0-df17 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 1 REGISTER 
        Path: <sip:term@pcscf.open-ims.test:4060;lr> 
        Service-Route: <sip:orig@scscf.open-ims.test:6060;lr> 
          WWW-Authenticate: Digest realm="open-ims.test", 
nonce="A02ljpvBbqpSd5/E4abnDBtOYnzV0gAAIwXIBCQElds=", algorithm=AKAv1-MD5 
 
figura 5.13 –  Messaggio 401 Unauthorized (10) 
 
 
Alice estrae l'AUTN dal campo nonce e verifica l'autenticità del messaggio 
ricevuto utilizzando il sequence number (SQN). Calcola il result attraverso la chiave 
condivisa e lo mette nel campo response. Quindi modifica il campo Cseq 
incrementando di uno il valore e instrada il messaggio verso il P-CSCF. Nella 
seguente figura viene mostrato questo messaggio di Register. 




Internet Protocol, Src: 192.168.1.2, Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 5060, Dst Port: 4060 
Session Initiation Protocol 
  Request-Line: REGISTER sip:open-ims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport;branch=z9hG4bK1951672232 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 2 REGISTER 
        Contact: <sip:alice@192.168.1.2:5060> 
        Authorization: Digest username="alice@open-ims.test", realm="open-ims.test", 
nonce="A02ljpvBbqpSd5/E4abnDBtOYnzV0gAAIwXIBCQElds=", uri="sip:open-ims.test", 
response="bd5eb56c7cdf65fd6f26cb0e94d399c8", algorithm=AKAv1-MD5 
        Expires: 600000 
        Supported: path 
        ... 
figura 5.14 –  Messaggio REGISTER(11) 
Il P-CSCF controlla se l’utente ha modificato in modo corretto il messaggio e in 
caso affermativo aggiunge all’header il campo integrity protect. Inoltre come viene 
mostrato in figura 5.15, aggiunge il proprio indirizzo nel campo Via, la sezione 
relativa al path e i due identificativi P-Charging-Vector e P-Visited-Network-ID già 
analizzati in precedenza. 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 4060, Dst Port: 5060 
Session Initiation Protocol 
Request-Line: REGISTER sip:open-ims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKc8ba.6ea8b3a.0 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1951672232 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 2 REGISTER 
        Contact: <sip:alice@192.168.1.2:5060> 
        Max-Forwards: 16 
        Path: <sip:term@pcscf.open-ims.test:4060;lr> 
        Require: path 
          P-Charging-Vector: icid-value="P-CSCFabcd45fa506800000015"; icid-generated-at="192.168.1.1"; orig-
ioi="open-ims.test" 
        Expires: 600000 
        Supported: path 
          Authorization: Digest username="alice@open-ims.test", realm="open-ims.test", 
nonce="A02ljpvBbqpSd5/E4abnDBtOYnzV0gAAIwXIBCQElds=", uri="sip:open-ims.test", 
response="bd5eb56c7cdf65fd6f26cb0e94d399c8", algorithm=AKAv1-MD5, integrity-protect 
          P-Visited-Network-ID: open-ims.test 
          ... 
figura 5.15 –  Messaggio REGISTER(12) 
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Successivamente l’I-CSCF interroga nuovamente l’HSS attraverso un 
messaggio di User Authorization Request (UAR) per verificare se l’utente è già 
registrato nel dominio IMS. L'HSS risponde all’I-CSCF attraverso un messaggio di 
User-Authorization-Answer (questi due messaggi non vengono mostrati in quanto 
identici ai due messaggi di User-Authorization analizzati precedentemente). 
L'I-CSCF, ottenuta l'autorizzazione dall’HSS, continua la procedura di 
registrazione dell'utente, inoltrando la richiesta di Register al S-CSCF. Nella figura 
5.16 viene mostrato questo messaggio di Register. 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 5060, Dst Port: 6060 
Session Initiation Protocol 
Request-Line: REGISTER sip:scscf.open-ims.test:6060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1;branch=z9hG4bKc8ba.09624962.0 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKc8ba.6ea8b3a.0 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1951672232 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Path: <sip:term@pcscf.open-ims.test:4060;lr> 
        Require: path 
        P-Charging-Vector: icid-value="P-CSCFabcd45fa506800000015"; icid-generated-at="192.168.1.1"; orig-
ioi="open-ims.test" 
        Authorization: Digest username="alice@open-ims.test", realm="open-ims.test", 
nonce="A02ljpvBbqpSd5/E4abnDBtOYnzV0gAAIwXIBCQElds=", uri="sip:open-ims.test", 
response="bd5eb56c7cdf65fd6f26cb0e94d399c8", algorithm=AKAv1-MD5, integrity-protect 
        P-Visited-Network-ID: open-ims.test 
 
figura 5.16 –  Messaggio REGISTER(15) 
 
L’S-CSCF, invia un messaggio di Server Assignement Request (SAR) all’HSS, 
che include nome e tipo di Server assegnato, indirizzo pubblico e privato dell'utente. 
In questo caso il S-CSCF fissa il valore User-Data-Not-Available per indicare che 
non ha ricevuto ancora i dati relativi all'utente. Così l'HSS dovrà inviargli l'user 
profile nella sua interezza. Si nota dai campi più interessanti del messaggio di SAR 
mostrati nella figura 5.17 come il server assegnato sia relativo a una procedura di 
registrazione: Server-Assignment-Type Registration. 





        Auth-Session-State (Unsigned32) l:0xc (12 bytes)  
            Value: 0x00000001 (1): NO_STATE_MAINTAINED 
        Public-Identity (UTF8String) l:0x23  
            UTF8String: sip:alice@open-ims.test 
        Server-Name (UTF8String) l:0x28 
            UTF8String: sip:scscf.open-ims.test:6060 
        User-Name (UTF8String) l:0x1b (27 bytes)  
            UTF8String: alice@open-ims.test 
        Server-Assignment-Type (Unsigned32) l:0x10 (16 bytes)  
            Value: 0x00000001 (1): Registration 
        User-Data-Already-Available (Unsigned32) l:0x10 (16 bytes)  
            Value: 0x00000001 (1): Registration Data-Not-Available 
            … 
figura 5.17 – Messaggio DIAMETER Server Assignement Request (16) 
 
L’HSS, risponde con un SAA, che include le sezioni Result, user data e charging 
info come si nota dalla figura 5.18. L’HSS risponde al S-CSCF inoltrando il profilo 
relativo all’utente registrato, che può comprendere la lista dei Filter Criteria per il 
contatto con gli eventuali AS da coinvolgere nella registrazione. L'HSS fissa il 
Result-Code AVP: DIAMETER_SUCCESS nel messaggio Diameter SAA, in modo 
da considerare l'utente definitivamente autenticato e registrato. 
 
        Session-Id (UTF8String) l:0x29 (41 bytes)  
            UTF8String: scscf.open-ims.test;3511176795;10 
        Origin-Host (DiameterIdentity) l:0x19 (25 bytes)  
            Identity: hss.open-ims.test 
        Origin-Realm (DiameterIdentity) l:0x15 (21 bytes)  
            Identity: open-ims.test 
        Auth-Session-State (Unsigned32) l:0xc (12 bytes) 
            Value: 0x00000001 (1): NO_STATE_MAINTAINED 
        User-Data (OctetString) l:0x368 (872 bytes)  
            Hex Data Highlighted Below 
        Charging-Information (Grouped) l:0x68 (104 bytes)  
            Charging-Information Grouped AVPs 
                Primary-Charging-Collection-Function-Name (DiameterIdentity) l:0x15  
                    Identity: prim_chrg 
                Secondary-Charging-Collection-Function-Name (DiameterIdentity) l:0x14  
                    Identity: sec_chrg 
                Primary-Event-Charging-Function-Name (DiameterIdentity) l:0x15  
                    Identity: pri_event 
                Secondary-Event-Charging-Function-Name (DiameterIdentity) l:0x15  
                    Identity: sec_event 
        Result-Code (Unsigned32) l:0xc (12 bytes) 
            Value: 0x000007d1 (2001): DIAMETER_SUCCES 
 
figura 5.18 – Messaggio DIAMETER Server Assignement Answer (17) 




Il S-CSCF ricevuto il secondo register da Alice, confronta il valore in response e 
il valore XRES che ha estratto dall'A.V. Se i due parametri sono identici autentica 
l'utente. Soltanto adesso il S-CSCF esegue le altre procedure di registrazione. Genera 
così il messaggio di risposta “200 OK” mostrato nella figura 5.19, per l’avvenuta 
registrazione dell’utente e lo inoltra a ritroso attraverso tutti gli elementi di rete IMS 
coinvolti, fino a raggiungere l’UE. Nella figura sono mostrati alcuni campi 
fondamentali del messaggio di 200-Ok inviato dal S-CSCF all’I-CSCF. 
 
 
Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 (192.168.1.1) 
User Datagram Protocol, Src Port: 6060 , Dst Port: 5060 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK - SAR succesful and registrar saved 
        Via: SIP/2.0/UDP 192.168.1.1;branch=z9hG4bKc8ba.09624962.0 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKc8ba.6ea8b3a.0 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1951672232 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Expires: 600000 
       Authorization: Digest username="alice@open-ims.test", realm="open-ims.test",      
nonce="A02ljpvBbqpSd5/E4abnDBtOYnzV0gAAIwXIBCQElds=", uri="sip:open-ims.test", 
response="bd5eb56c7cdf65fd6f26cb0e94d399c8", algorithm=AKAv1-MD5, integrity-protect 
 






















5.2 Procedura di Subscribe 
 
L’esempio successivo descrive la procedura di sottoscrizione relativa ad una 
registrazione in modo da notificare l’evento. È presupposto che l'utente si sia 
registrato prima dell'inizio della sottoscrizione. Nella figura 5.20 sono mostrati i 
pacchetti catturati durante la procedura di sottoscrizione. 
 
 
Figura 5.20 - Messaggi acquisiti durante una procedura di sottoscrizione 
 
5.2.1 Sottoscrizione relativa all' U.E. 
 
In modo da evidenziare meglio direzioni e contenuto di questi messaggi viene 
mostrato il seguente diagramma. Si nota come all’interno di questo grafico sono 
presenti sia la fase di procedura di sottoscrizione richiesta direttamente da Alice che 
quella richiesta dal P-CSCF. 
 




Figura 5.21 - Procedura di Subscribe 
L'UE come primo passo invia un messaggio di Subscriber, in cui include nel 
campo event:“reg” il nome dell'evento a cui si riferisce la sottoscrizione. Nella figura 
5.22 è mostrato l’intero contenuto del messaggio di Subscriber inviato da Alice: 
 
Internet Protocol, Src: 192.168.1.2, Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 5060, Dst Port: 4060 
Session Initiation Protocol 
 Request-Line: SUBSCRIBE sip:alice@open-ims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport;branch=z9hG4bK1587978247 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        Route: <sip:orig@scscf.open-ims.test:6060;lr> 
        From: <sip:alice@open-ims.test>;tag=1950219218 
        To: <sip:alice@open-ims.test> 
        Call-ID: 240961174@192.168.1.2 
        CSeq: 20 SUBSCRIBE 
        Contact: <sip:alice@192.168.1.2:5060> 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        Expires: 600000 
        Event: reg 
        Content-Length: 0 
figura 5.22 –  Messaggio SUBSCRIBE(1) 
 
IL P-CSCF rimuove l'identificativo in P-Preferred-Identity, se presente, controlla 
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se è valido e lo mette in P-Asserted-Identity; altrimenti mette nel campo P-Asserted-
Identity l’identificativo pubblico di default dell’UE registrato. Successivamente 
aggiunge il P-Charging-vector già impostato durante la registrazione e instrada il 
messaggio mostrato in figura 5.23 al S-CSCF. 
 
Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.2 (192.168.1.2) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 5060 (5060) 
Session Initiation Protocol 
Request-Line: SUBSCRIBE sip:alice@open-ims.test SIP/2.0 
    Message Header 
        Route: <sip:orig@scscf.open-ims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.open-ims.test:4060;lr> 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKedef.e59eef11.0 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1587978247 
        From: <sip:alice@open-ims.test>;tag=1950219218 
        To: <sip:alice@open-ims.test> 
        Call-ID: 240961174@192.168.1.2 
        CSeq: 20 SUBSCRIBE 
        Contact: <sip:alice@192.168.1.2:5060> 
        Expires: 600000 
        Event: reg 
        P-Asserted-Identity: <sip:alice@open-ims.test> 
        P-Charging-Vector: icid-value="P-CSCFabcd45fa506800000016"; icid-generated-at="192.168.1.1"; orig-
ioi="open-ims.test" 
figura 5.23 –  Messaggio SUBSCRIBE(2) 
IL S-CSCF risponde con un messaggio di OK, che riscontra la richiesta di 
sottoscrizione, indirizzato all'utente sottoscritto. E’ importante sottolineare come in 
questa procedura l’I-CSCF non partecipi allo scambio di messaggi. Viene mostrato 
tale messaggio: 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 6060, Dst Port: 4060 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 Subscription to REG saved 
    Message Header 
        Record-Route: <sip:mo@pcscf.open-ims.test:4060;lr> 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKedef.e59eef11.0 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1587978247 
        From: <sip:alice@open-ims.test>;tag=1950219218 
        To: <sip:alice@open-ims.test>;tag=a023b583116b0892b234c8de1f0b2ca0-9fa0 
        Call-ID: 240961174@192.168.1.2 
        CSeq: 20 SUBSCRIBE 
        Expires: 600000 
        Server: Sip EXpress router (2.1.0-dev1-OpenIMSCore) 
        Content-Length: 0 
figura 5.24 –  Messaggio 200 OK(3) 
Il S-CSCF genera un documento XML di tipo reginfo che spedisce all'interno 
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del messaggio di Notify visualizzato in figura 5.25. 
Una sezione di registration-state ha una struttura gerarchica composta da: 
- l’elemento root “reginfo”, che include informazioni associate all’utente 
che si è registrato. 
- Uno o più sotto-elementi “registration” dell’elemento root “reginfo” (nel 
nostro caso ho un unico elemento registration aor). 
- Uno o più contatti relativi ai sotto-elementi “registration” (nel nostro 
caso ho un unico elemento contact id). 
 
Nel nostro esempio l’Address of Record (AOR) è sip:alice@open-ims.test e tale 
registrazione è attiva, cioè l’URI è al momento registrato proprio con l’Address of 
Record. Si verifica come il tempo di validità della registrazione sia correttamente 
600000 secondi. 
 
Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 (192.168.1.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: NOTIFY sip:alice@192.168.1.2:5060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1:6060;branch=z9hG4bKf71.05a82b03.0 
        To: <sip:alice@open-ims.test>;tag=1950219218 
        From: <sip:alice@open-ims.test>;tag=a023b583116b0892b234c8de1f0b2ca0-9fa0 
        CSeq: 10 NOTIFY 
        Call-ID: 240961174@192.168.1.2 
        Route: <sip:mo@pcscf.open-ims.test:4060;lr> 
        Content-Length: 334 
        User-Agent: Sip EXpress router(2.1.0-dev1-OpenIMSCore (i386/linux)) 
        Contact: <sip:scscf.open-ims.test:6060> 
        Event: reg 
        Max-Forwards: 70 
        Subscription-State: active;expires=600000 
        Content-Type: application/reginfo+xml 
    Message body 
        <?xml version="1.0"?> 
        <reginfo xmlns="urn:ietf:params:xml:ns:reginfo" version="0" state="full"> 
        <registration aor="sip:alice@open-ims.test" id="0xb5d83a64" state="active"> 
        <contact id="0xb5d7c980" state="active" event="registered" expires="600000"> 
        <uri>sip:alice@192.168.1.2:5060</uri> 
        </contact> 
        </registration> 
figura 5.25 –  Messaggio NOTIFY(5) 
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5.2.2 Sottoscrizione relativa al P-CSCF 
 
 
Anche il P-CSCF ha bisogno di sottoscrivere informazioni di stato relative alla 
registrazione di Alice e per questo crea una richiesta di SUBSCRIBER, molto simile 




Internet Protocol, Src: 192.168.1.1 , Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 5060 (5060) 
Session Initiation Protocol 
    Request-Line: SUBSCRIBE sip:alice@open-ims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bK5955.02b95dc4.0 
        To: sip:alice@open-ims.test 
        From: sip:pcscf.open-ims.test:4060;tag=e04bc70097aa931546bf93f60b307ba2-316e 
        CSeq: 1 SUBSCRIBE 
        Call-ID: 75efde02-3158@192.168.1.1 
        User-Agent: Sip EXpress router(2.1.0-dev1-OpenIMSCore (i386/linux)) 
        Event: reg 
        Accept: application/reginfo+xml 
        Content-Length: 0 
        Max-Forwards: 10 
        Expires: 600030 
        Contact: <sip:pcscf.open-ims.test:4060> 
        P-Asserted-Identity: <sip:term@pcscf.open-ims.test:4060> 
 
figura 5.26 SUBSCRIBE(1) relativa P-CSCF 
 
 
La maggior differenza in questo caso è che il P-CSCF stesso sottoscrive 
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informazioni di stato relative alla registrazione: ciò si nota dai campi From e P-
asserted-Identity in cui mette il proprio indirizzo SIP. Inoltre il valore del Cseq è 
posto ad uno in quanto questa è la prima procedura inizializzata dal P-CSCF stesso. Il 
P-CSCF non memorizza alcuna informazione di routing durante la fase iniziale, 
quindi non può includere alcun header di Route in questa richiesta. Per questo motivo 
il P-CSCF deve inoltrare il messaggio all'I-CSCF in modo da determinare in quale S-
CSCF sia registrato l'utente. 
L' I-CSCF chiede al HSS, attraverso una richiesta di Location-Info-Request 
(LIR), l'indirizzo del S-CSCF che sta servendo in questo momento l'utente con 
identificativo pubblico sip:alice@open-ims.test. 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1 
Transmission Control Protocol, Src Port: 3869 (3869), Dst Port: 49586 (49586) 
Diameter Protocol 
    Version: 0x01 
    Length: 220 
    Flags: 0xc0 (Proxyable, Request) 
    Command Code: Location-Info-Request (302) 
    ApplicationId: 3GPP Cx (16777216) 
    Hop-by-Hop Identifier: 0xdf72f77e 
    End-to-End Identifier: 0x5f6adfe3 
    Attribute Value Pairs 
        Session-Id (UTF8String) l:0x29 (41 bytes) (44 padded bytes) 
            UTF8String: icscf.open-ims.test;1926123069;14 
        Origin-Host (DiameterIdentity) l:0x1b (27 bytes) (28 padded bytes) 
            Identity: icscf.open-ims.test 
        Origin-Realm (DiameterIdentity) l:0x15 (21 bytes) (24 padded bytes) 
            Identity: open-ims.test 
        Destination-Realm (UTF8String) l:0x15 (21 bytes) (24 padded bytes) 
            UTF8String: open-ims.test 
        Vendor-Specific-Application-Id (Grouped) l:0x20 (32 bytes) 
            Vendor-Specific-Application-Id Grouped AVPs 
                Vendor-Id (VendorId) l:0xc (12 bytes) (12 padded bytes) 
                    VendorId: 3GPP (10415) 
                Auth-Application-Id (AppId) l:0xc (12 bytes) (12 padded bytes) 
                    Application ID: Unknown 16777216 (0x01000000) 
        Auth-Session-State (Unsigned32) l:0xc (12 bytes) (12 padded bytes) 
            Value: 0x00000001 (1): NO_STATE_MAINTAINED 
        Public-Identity (UTF8String) l:0x23 (35 bytes) (36 padded bytes) 
            UTF8String: sip:alice@open-ims.test 
 
figura 5.27Messaggio di Location-Info-Request Diameter 
 
Nel messaggio di Location-Info-Answer (LIA), l'HSS indica l'indirizzo SIP del 
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S-CSCF in cui è registrato l'utente. Ciò è indicato dal campo Server-Name del 
messaggio mostrato in figura. Il result-code conferma il fatto che un server è già stato 
assegnato all'utente in precedenza. 
 
Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 
Transmission Control Protocol, Src Port: 49586 (49586), Dst Port: 3869 (3869) 
Diameter Protocol 
    Version: 0x01 
    Length: 212 
    Flags: 0x00 (<None>) 
    Command Code: Location-Info-Answer (302) 
    ApplicationId: 3GPP Cx (16777216) 
    Hop-by-Hop Identifier: 0xdf72f77e 
    End-to-End Identifier: 0x5f6adfe3 
    Attribute Value Pairs 
        Session-Id (UTF8String) l:0x29 (41 bytes) (44 padded bytes) 
            UTF8String: icscf.open-ims.test;1926123069;14 
        Origin-Host (DiameterIdentity) l:0x19 (25 bytes) (28 padded bytes) 
            Identity: hss.open-ims.test 
        Origin-Realm (DiameterIdentity) l:0x15 (21 bytes) (24 padded bytes) 
            Identity: open-ims.test 
        Server-Name (UTF8String) l:0x28 (40 bytes) (40 padded bytes) 
            UTF8String: sip:scscf.open-ims.test:6060 
        Vendor-Specific-Application-Id (Grouped) l:0x20 (32 bytes) 
            Vendor-Specific-Application-Id Grouped AVPs 
                Vendor-Id (VendorId) l:0xc (12 bytes) (12 padded bytes) 
                    VendorId: 3GPP (10415) 
                Auth-Application-Id (AppId) l:0xc (12 bytes) (12 padded bytes) 
                    Application ID: Unknown 16777216 (0x01000000) 
        Auth-Session-State (Unsigned32) l:0xc (12 bytes) (12 padded bytes)2 
            Value: 0x00000001 (1): NO_STATE_MAINTAINED 
        Result-Code (Unsigned32) l:0xc (12 bytes) (12 padded bytes) 
            Value: 0x000007d1 (2001): DIAMETER_SUCCESS 
 
figura 5.28 Messaggio di Location-Info-Answer 
 
L’I-CSCF, determinato l'indirizzo del S-CSCF a cui inoltrare la segnalazione SIP 
per la sottoscrizione, gli inoltra la richiesta di Subscribe. Il messaggio di Register 
rimane sostanzialmente inalterato, ad eccezione del campo via in cui l'I-CSCF 
aggiunge il proprio indirizzo. Nella figura 5.29 sono mostrati i campi maggiormente 








Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: SUBSCRIBE sip:alice@open-ims.test SIP/2.0 
    Message Header 
        Route: <sip:scscf.open-ims.test:6060> 
        Via: SIP/2.0/UDP 192.168.1.1;branch=z9hG4bK5955.33c12732.0 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bK5955.02b95dc4.0 
        To: sip:alice@open-ims.test 
        From: sip:pcscf.open-ims.test:4060;tag=e04bc70097aa931546bf93f60b307ba2-316e 
        CSeq: 1 SUBSCRIBE 
        Call-ID: 75efde02-3158@192.168.1.1 
        User-Agent: Sip EXpress router(2.1.0-dev1-OpenIMSCore (i386/linux)) 
        Event: reg 
        Accept: application/reginfo+xml 
        Content-Length: 0 
        Max-Forwards:  9 
        Expires: 600030 
        Contact: <sip:pcscf.open-ims.test:4060> 
        P-Asserted-Identity: <sip:term@pcscf.open-ims.test:4060> 
 
figura 5.29 Messaggio di Location-Info-Answer 
IL S-CSCF risponde con un messaggio di OK, che riscontra la richiesta di 
sottoscrizione, indirizzato inizialmente all'I-CSCF e poi al P-CSCF. E’ importante 
sottolineare come in questa procedura l’utente non partecipi allo scambio di 
messaggi. Viene mostrato tale messaggio: 
 
 
Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 
UserDatagram Protocol, Src Port: 6060 (6060), Dst Port: 5060 (5060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 Subscription to REG saved 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1;branch=z9hG4bK5955.33c12732.0 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bK5955.02b95dc4.0 
        To: sip:alice@open-ims.test;tag=a023b583116b0892b234c8de1f0b2ca0-c54b 
        From: sip:pcscf.open-ims.test:4060;tag=e04bc70097aa931546bf93f60b307ba2-316e 
        CSeq: 1 SUBSCRIBE 
        Call-ID: 75efde02-3158@192.168.1.1 
        Expires: 600030 
        Server: Sip EXpress router (2.1.0-dev1-OpenIMSCore (i386/linux)) 
        Content-Length: 0 
        Warning: 392 192.168.1.1:6060 "Noisy feedback tells:  pid=3177 req_src_ip=192.168.1.1 req_src_port=5060 
in_uri=sip:alice@open-ims.test out_uri=sip:alice@open-ims.test via_cnt==2" 
200  
figura 5.30 Messaggio di 200-OK 
 




Il S-CSCF genera un documento XML di tipo reginfo che spedisce all'interno 
del messaggio di Notify visualizzato in figura 5.30. Tale messaggio viene inviato 
direttamente al P-CSCF, che successivamente risponde con un messaggio di OK. In 
questo caso l’Address of Record (AOR) è sip:alice@open-ims.test e tale registrazione 
è attiva. In questo messaggio è stato aggiunto il campo Subscription-State: active. 
Si nota come il tempo di validità della registrazione sia sceso a 599990 secondi 
mentre quello relativo alla sottoscrizione sia maggiorato di 30 secondi: ciò deriva dal 





Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: NOTIFY sip:pcscf.open-ims.test:4060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1:6060;branch=z9hG4bKd7c8.349957e5.0 
        To: sip:pcscf.open-ims.test:4060;tag=e04bc70097aa931546bf93f60b307ba2-316e 
        From: sip:alice@open-ims.test;tag=a023b583116b0892b234c8de1f0b2ca0-c54b 
        CSeq: 10 NOTIFY 
        Call-ID: 75efde02-3158@192.168.1.1 
        Content-Length: 334 
        User-Agent: Sip EXpress router(2.1.0-dev1-OpenIMSCore (i386/linux)) 
        Contact: <sip:scscf.open-ims.test:6060> 
        Event: reg 
        Max-Forwards: 70 
        Subscription-State: active;expires=600020 
        Content-Type: application/reginfo+xml 
    Message body 
        <?xml version="1.0"?> 
        <reginfo xmlns="urn:ietf:params:xml:ns:reginfo" version="0" state="full"> 
        <registration aor="sip:alice@open-ims.test" id="0xb5d83a64" state="active"> 
        <contact id="0xb5d7c980" state="active" event="registered" expires="599990"> 
        <uri>sip:alice@192.168.1.2:5060</uri>\ 
        </contact> 
        <registration> 
        </reginfo> 










Si descrive ora il flusso dei messaggi di segnalazione (“Call Flow”) per la 






























Figura 5.32. - Procedura di de-registrazione 
 
La procedura di de-registrazione è invocata dall’utente e coincide con la 
registrazione ma in ogni messaggio il campo di expiration time viene posto nullo. 
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Figura 5.33 - Messaggi acquisiti durante una procedura di de-registrazione 
 
In particolare si vede dalla figura 5.34 che la struttura del messaggio è identica a 
quello inviato durante la fase di registrazione. Ho il valore di Cseq giustamente 
incrementato rispetto ai valori relativi alla fase di registrazione. 
 
Internet Protocol, Src: 192.168.1.2, Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 5060, Dst Port: 4060 
Session Initiation Protocol 
    Request-Line: REGISTER sip:open-ims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport;branch=z9hG4bK1383806398 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 3 REGISTER 
        Contact: <sip:alice@192.168.1.2:5060> 
        Authorization: Digest username="alice@open-ims.test", realm="open-ims.test", nonce=" ", uri="sip:open-
ims.test", response=" " 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        Expires: 0 
        Supported: path 
        Content-Length: 0 
 
figura 5.34 –  Messaggio REGISTER(1) 





Il P-CSCF effettua le stesse modifiche già viste in fase di registrazione: 
aggiunge i campo Via e path e i due identificativi caratteristici dell'IMS: P-Charging-
Vector e P-Visited-Network-ID. 
Dal punto di vista dell’autenticazione il P-CSCF aggiunge nel campo 
Authorization il valore integrity-protected="no", così da evitare che utenti maliziosi 
possano ingannare il S-CSCF. Tutto ciò è evidenziato in figura 5.35. 
 
Internet Protocol, Src: 192.168.1.1, Dst: 192.168.1.1 
User Datagram Protocol, Src Port: 4060, Dst Port: 5060 
Session Initiation Protocol 
    Request-Line: REGISTER sip:open-ims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKd8ba.869c2ed6.0 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1383806398 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 3 REGISTER 
        Contact: <sip:alice@192.168.1.2:5060> 
        Max-Forwards: 16 
        Path: <sip:term@pcscf.open-ims.test:4060;lr> 
        Require: path 
        P-Charging-Vector: icid-value="P-CSCFabcd45fa507e00000017"; icid-generated-at="192.168.1.1"; orig-
ioi="open-ims.test" 
        User-Agent: eXosip/2.2.2 
        Expires: 0 
        Supported: path 
        Content-Length: 0 
        Authorization: Digest username="alice@open-ims.test", realm="open-ims.test", nonce=" ", uri="sip:open-
ims.test", response=" ", integrity-protected="no" 
        P-Visited-Network-ID: open-ims.test 
 
figura 5.35 –  Messaggio REGISTER(2) 
 
In seguito mostriamo due messaggi relativi sempre alla fase di de-registrazione. 
Si intende così  evidenziare come i messaggi relativi a una procedura di de-
registrazione siano strutturati e manipolati in maniera identica a una procedura di 
registrazione. 
Nella figura 5.36 si mostra un messaggio di 401-Unautorized che il S-CSCF 
crea e instrada lungo il cammino inverso verso Alice. In tal modo il S-CSCF richiede 
ad Alice di autenticarsi. 




Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 (192.168.1.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 5060 (5060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 401 Unauthorized - Challenging the UE 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1;branch=z9hG4bKd8ba.20aee781.0 
        Via: SIP/2.0/UDP 192.168.1.1:4060;branch=z9hG4bKd8ba.869c2ed6.0 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport=5060;branch=z9hG4bK1383806398 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test>;tag=a023b583116b0892b234c8de1f0b2ca0-1f24 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 3 REGISTER 
        WWW-Authenticate: Digest realm="open-ims.test", 
nonce="biT501J76JG0j8rhEPs6yDMR/F2WewAAarWsReq/eTU=", algorithm=AKAv1-MD5, 
ck="42983e12b2a263fc680318ec82b3e953", ik="a21819c6bce00cac2c55241aaeda1fcf"  
        Path: <sip:term@pcscf.open-ims.test:4060;lr> 
        Service-Route: <sip:orig@scscf.open-ims.test:6060;lr> 
        Server: Sip EXpress router (2.1.0-dev1-OpenIMSCore (i386/linux)) 
        Content-Length: 0 
           Expires: 0 
figura 5.36 –  Messaggio 401 Unauthorized - Challenging the UE(8) 
Ricevuto il messaggio di 401-Unautorized Alice estrae il valore del campo 
nonce e verifica l'autenticità del messaggio ricevuto. Calcola il result attraverso la 
chiave condivisa e lo mette nel campo response. Quindi modifica il campo Cseq 
incrementando di uno il valore sequenziale e instrada il messaggio di Register 
visualizzato in figura 5.37 verso il P-CSCF. 
 
Internet Protocol, Src: 192.168.1.2 (192.168.1.2), Dst: 192.168.1.1 (192.168.1.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: REGISTER sip:open-ims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.2:5060;rport;branch=z9hG4bK608107604 
        Route: <sip:pcscf.open-ims.test:4060;lr> 
        From: <sip:alice@open-ims.test>;tag=822924119 
        To: <sip:alice@open-ims.test> 
        Call-ID: 197657388@192.168.1.2 
        CSeq: 4 REGISTER 
        Contact: <sip:alice@192.168.1.2:5060> 
        Authorization: Digest username="alice@open-ims.test", realm="open-ims.test", 
nonce="biT501J76JG0j8rhEPs6yDMR/F2WewAAarWsReq/eTU=", uri="sip:open-ims.test", 
response="bd0187fdc8f1368081228f3013631ef2", algorithm=AKAv1-MD5 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        Expires: 0 
        Supported: path 
        Content-Length: 0 
figura 5.37 –  Messaggio REGISTER(11) 
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Dopo aver effettuato la procedura di de-registrazione, con i relativi passi di 
autenticazione, il S-CSCF cancella le informazioni memorizzate dall’utente, aggiorna 
i dati nell’HSS e genera un documento XML di tipo reginfo che spedisce all'interno 
del messaggio di Notify. Tale messaggio viene inviato sia ad Alice che al P-CSCF. 
La sezione di registration-state è composta dall’elemento root “reginfo”, un  
sottoelemento  registration aor ed un unico elemento contact id. 
Il campo “state=partial” della sezione registration aor sta ad indicare che si sta 
modificando solo parzialmente una sottoscrizione di tipo “full” già avvenuta 
precedentemente. 
Nel nostro caso l’Address of Record (AOR) cioè sip:alice@open-ims.test, è 
stata de-registrata e il contact id viene cancellato dalla sottoscrizione. Si nota nel 
messaggio mostrato in figura 5.38 come il tempo di validità della registrazione sia 
giustamente nullo. 
 
 Internet Protocol, Src: 192.168.1.1 (192.168.1.1), Dst: 192.168.1.1 (192.168.1.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: NOTIFY sip:alice@192.168.1.2:5060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.1.1:6060;branch=z9hG4bK081.23a6d217.0 
        To: <sip:alice@open-ims.test>;tag=1950219218 
        From: <sip:alice@open-ims.test>;tag=a023b583116b0892b234c8de1f0b2ca0-9fa0 
        CSeq: 11 NOTIFY 
        Call-ID: 240961174@192.168.1.2 
        Route: <sip:mo@pcscf.open-ims.test:4060;lr> 
        Content-Length: 342 
        User-Agent: Sip EXpress router(2.1.0-dev1-OpenIMSCore (i386/linux)) 
        Contact: <sip:scscf.open-ims.test:6060> 
        Event: reg 
        Max-Forwards: 70 
        Subscription-State: terminated 
        Content-Type: application/reginfo+xml 
    Message body 
        <?xml version="1.0"?> 
            <registration aor="sip:alice@open-ims.test" id="0xb5d83a64" state="partial"> 
        <reginfo xmlns="urn:ietf:params:xml:ns:reginfo" version="1" state="terminated"> 
        <contact id="0xb5d7c980" state="terminated" event="unregistered" expires="0"> 
        <uri>sip:alice@192.168.1.2:5060</uri> 
        </contact> 
        </registration> 
        </reginfo> 






PROCEDURE IMS IN UNO SCENARIO SEMPLIFICATO 
COSTITUITO DA UN SOLO DOMINIO DI RETE 
 
In questo capitolo si analizza lo scambio di messaggi relativi alle procedure di 
Immediate Messaging e di instaurazione e abbattimento di una sessione di chiamata 
tra due client IMS appartenenti allo stesso dominio IMS. Il sistema è realizzato 
utilizzando tre PC appartenenti alla stessa LAN, dove sono stati installati 




Figura 6.1 – Configurazione rete sperimentale 
 
 




Lo scenario utilizzato per l'analisi è mostrato in figura 6.1, dove sono messi in 




6.1 Instaurazione di una sessione di chiamata con supporto di QoS 
 
 
Nella figura 6.2 sono schematizzate le fasi fondamentali dell’instaurazione di 
una sessione multimediale avente come terminazioni una coppia di UE. 
Si suppone che il chiamante ed il chiamato abbiano completato le procedure di 
PDP context activation, conoscano l’indirizzo del P-CSCF cui afferire e siano 
registrati presso i rispettivi S-CSCF. In questo caso ho un unico dominio quindi 
entrambi gli utenti appartengono alla stessa Home Network openims.test e Home 
Network e Visited Network coincidono. 
Si nota che in questo caso vi sia lo scambio di messaggi per garantire il supporto 
dei parametri di QoS (Quality of service) in modo hop-by-hop, attraverso la 
negoziazione delle precondizioni.  
Nel paragrafo 6.3 viene analizzata la procedura d'instaurazione di una chiamata 














Figura 6.2 - Schematizzazione dell’instaurazione di sessione 
 
 
In figura 6.3 è riportato lo scambio di pacchetti durante l'instaurazione di una 
chiamata tra due utenti filtrati utilizzando Wireshark. Anche in questo caso si è deciso 
di mandare in esecuzione Wireshark su tutte le interfacce di rete del sistema facente 
da IMS core. In questo modo, si catturano tutti i messaggi inviati e ricevuti dalle varie 















Figura 6.3 – Messaggi scambiati durante l’instaurazione di una sessione di chiamata 
 
 
Dopo che i due utenti hanno registrato e autenticato i loro indirizzi pubblici, può 
essere inizializzata una sessione IMS. In questo caso Marco invia la richiesta di Invite 
a Federica come si può notare dai campi From e To della figura 6.4. 
Cap 6 Procedure IMS in uno scenario semplificato costituito da un solo dominio di rete 
 
109 
In esso sono presenti molti campi, fondamentali per la descrizione della 
chiamata che l'utente vuole attivare: 
 
- il Subject indica il tipo di sessione multimediale (nel nostro caso chiamata 
IMS),  
 
- P-Preferred-Identity indica l'indirizzo pubblico del chiamante (è un campo 
opzionale), 
 
- Privacy:none sta ad indicare la volontà di Marco a non voler nascondere il 
proprio indirizzo pubblico,  
 
- P-Access-Network-Info indica il tipo di rete d'accesso, 
 
- “Require: precondition, sec-agree” indica la richiesta di scambio di 
precondizioni in modo affidabile, 
 
- Supported: 100rel indica che il terminale ricevuto l'Invite deve mandare un 
messaggio del tipo 1xx in modo “affidabile” contenente il corpo di una nuova 
descrizione SDP 
 
- Content-Type: application/sdp indica la presenza interna di un messaggio SDP.  
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Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: INVITE sip:federica@openims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport;branch=z9hG4bK113696187 
        Route: <sip:pcscf.openims.test:4060;lr> 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test> 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 70 
        User-Agent: UCT IMS Client 
        Subject: IMS Call 
        Expires: 120 
        P-Preferred-Identity: "Marco" sip:marco@openims.test 
        Privacy: none 
        P-Access-Network-Info: IEEE-802.11a 
        Require: pre-condition, sec-agree 
        Proxy-Require: sec-agree 
        Supported: 100rel 
        Content-Type: application/sdp 
        Content-Length: 320 
figura 6.4:Messaggio INVITE(1) 
 
Il P-CSCF ricevuto l'Invite, risponde a Marco con un messaggio di 100 Trying 
per confermare l'intenzione di contattare il S-CSCF. La risposta 100 Trying mostrata 
nella figura 6.5, come tutte le risposte di classe 1xx è una risposta provvisoria a cui 
dovrà seguire successivamente una risposta definitiva. Nello stesso modo, nei passi 
successivi ogni elemento di rete che riceve un Invite risponde inizialmente con un 
messaggio di Trying.  
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.2 (10.0.0.2) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 5060 (5060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 100 trying -- your call is important to us 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test> 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
        Server: Sip EXpress router (2.1.0-dev1 OpenIMSCore (i386/linux)) 
        Content-Length: 0 
        Warning: 392 10.0.0.1:4060 "Noisy feedback tells:  pid=3312 req_src_ip=10.0.0.2 req_src_port=5060 
in_uri=sip:federica@openims.test out_uri=sip:federica@openims.test via_cnt==1" 
figura 6.5:Messaggio TRYING(6) 
 




Il P-CSCF, processato il messaggio di Invite, rimuove il suo indirizzo dal campo 
Route e lo aggiunge nei campi di Record-Route e Via; inoltre rimuove l'identificativo 
in P-Preferred-Identity, controlla se è valido e lo mette in P-Asserted-Identity; infine 
aggiunge la sezione P-Charging-Vector dove descrive le informazioni di tariffazione e 
instrada il messaggio di Invite al S-CSCF. Viene mostrato tale messaggio nella figura 
6.6. 
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: INVITE sip:federica@openims.test SIP/2.0 
    Message Header 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.2a184813.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test> 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 16 
        User-Agent: UCT IMS Client 
        Subject: IMS Call 
        Expires: 120 
        Privacy: none 
        P-Access-Network-Info: IEEE-802.11a 
        Require: sec-agree 
        Proxy-Require: sec-agree 
        Supported: 100rel 
        Content-Type: application/sdp 
        Content-Length:   314 
        P-Asserted-Identity: "Marco" <sip:marco@openims.test> 
        P-Charging-Vector: icid-value="P-CSCFabcd4671418d0000000a"; icid-generated-at="10.0.0.1"; orig-
ioi="openims.test" 
 
figura 6.6:Messaggio INVITE(2) 
 
Il S-CSCF rimuove il suo indirizzo da Route e lo aggiunge in Record-Route e 
Via; e lo instrada verso il S-CSCF del dominio di Federica. In questo caso i due utenti 
appartengono allo stesso dominio quindi il S-CSCF a cui si riferiscono è lo stesso, 
però vengono utilizzati due indirizzi SIP diversi per identificarli: 
<sip:mo@scscf.open-ims.test:6060;lr> si utilizza per riferirsi al S-CSCF collegato 
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all'utente che invia la richiesta di Invite, mentre l'indirizzo <sip:mt@scscf.open-
ims.test:6060;lr> si riferisce al S-CSCF collegato all'utente chiamato.  
Inoltre il S-CSCF modifica il Request-URI, mettendo l'indirizzo pubblico con 
cui Federica è al momento rintracciabile: tale indirizzo è ricavato dal campo contact 
del messaggio di Register inviato precedentemente da Federica stessa. Per non 
perdere il Request-URI a cui Marco ha inviato il messaggio di Invite, il S-CSCF 
mette tale identificativo nel P-Called-Party-ID. Nella figura 6.7 è mostrato il 




Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: INVITE sip:federica@openims.test SIP/2.0 
    Message Header 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKea1b.59da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.2a184813.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test> 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
          P-Called-Party-ID: <sip:federica@openims.test> 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 15 
        ... 
 
figura 6.7:Messaggio INVITE(3) 
 
 
Il S-CSCF aggiunge il proprio indirizzo in Record-Route e Via, aggiunge poi 
l'indirizzo del P-CSCF relativo a Marco in Route. Infine spedisce il messaggio di 
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Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: INVITE sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
        Record-Route: <sip:mt@scscf.openims.test:6060;lr> 
        Route: <sip:term@pcscf.openims.test:4060;lr> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKea1b.69da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKea1b.59da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.2a184813.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        From: "Alice" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test> 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
        Contact: <sip:marco@10.0.0.2:5060> 
        P-Called-Party-ID: <sip:federica@openims.test> 
       ... 
figura 6.8:Messaggio INVITE(4) 
 
Il P-CSCF, ricevuto l’Invite, rimuove il suo indirizzo dal campo Route e lo 
aggiunge nei campi di Record-Route e Via come mostrato in figura 6.9; infine 
instrada il messaggio ad Federica. 
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.3 (10.0.0.3) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 5060 (5060) 
Session Initiation Protocol 
    Request-Line: INVITE sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
        Record-Route: <sip:mt@pcscf.openims.test:4060;lr> 
        Record-Route: <sip:mt@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.3a184813.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKea1b.69da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKea1b.59da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.2a184813.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test> 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
        Contact: <sip:marco@10.0.0.2:5060> 
        ... 
figura 6.9:Messaggio INVITE(5) 
 
Federica, ricevuto l'Invite salva il Contact Header dove rintracciare Marco. Poi 
crea la risposta: mette il proprio indirizzo in Contact e copia tutte le Record Route e i 
campi Via della richiesta nella risposta. Manda il messaggio di 101 Dialog 
Establishement, mostrato in figura 6.10, indirizzandolo verso il primo indirizzo del 
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campo Via che sarà tolto dalla lista. Ogni CSCF che riceve l'Invite elimina il campo 
Via dove appare il proprio indirizzo per poi inoltrare il messaggio. 
 
Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 101 Dialog Establishement 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.3a184813.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKea1b.69da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKea1b.59da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.2a184813.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        Record-Route: <sip:mt@pcscf.openims.test:4060;lr> 
        Record-Route: <sip:mt@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
        Contact: <sip:federica@10.0.0.3:5060> 
        User-Agent: eXosip/2.2.2 
        Content-Length: 0 
figura 6.10:Messaggio 101 Dialog Establishment(11) 
 
Il P-CSCF, riferito all'utente chiamato, processa il messaggio e rimuove il suo 
indirizzo da Via, come si nota dalla figura 6.11, infine instrada il messaggio al S-
CSCF. Successivamente saranno inviati gli altri messaggi di tipo 101 Dialog 
Establishement fino a raggiungere Marco. I messaggi successivi di tipo 101 non 
vengono mostrati in quanto non introducano modifiche sostanziali: ogni CSCFs 
elimina il campo Via dove appare il suo indirizzo. 
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 101 Dialog Establishement 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKea1b.69da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKea1b.59da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.2a184813.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        Record-Route: <sip:mt@pcscf.openims.test:4060;lr> 
        Record-Route: <sip:mt@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
figura 6.11:Messaggio 101 Dialog Establishment(12) 




Successivamente Federica risponde con un messaggio 183 Session Progress, per 
confermare la ricezione della richiesta di invito. L'header di un messaggio di 183 
Session Progress comprende i campi presenti nel messaggio di 101 Dialog 
Establishement dato che entrambi sono risposte provvisorie alla richiesta di Invite 
iniziale. Le differenze sostanziali sono l'aggiunta del corpo di un messaggio SDP 
come evidenziato dal campo Content-Type: application/sdp e la sezione relativa alle 
precondizioni. Infatti questo messaggio, mostrato in figura 6.12, è una risposta 
provvisoria alla richiesta di Invite trasmessa in modo “affidabile” per riscontrare la 
ricezione di tale richiesta. Proprio il campo Require: 100rel indica che il terminale 
che riceve il messaggio di 183 Session Progress deve inviare un messaggio di PRAck 
in risposta e il campo RSeq: 1 indica che questa è la prima risposta provvisoria 
inviata in modalità “affidabile”. 
Il messaggio di 183 Session Progress viene instradato lungo il cammino inverso 
fino a raggiungere Marco. 
 
Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 183 Session Progress 
    Message Header 
       Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.3a184813.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKea1b.69da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKea1b.59da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.2a184813.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        Record-Route: <sip:mt@pcscf.openims.test:4060;lr> 
        Record-Route: <sip:mt@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
        Contact: <sip:federica@10.0.0.3:5060> 
        User-Agent: eXosip/2.2.2 
        Require: 100rel 
        Require: precondition 
        RSeq: 1 
        Content-Type: application/sdp 
        Content-Length: 359 
figura 6.12:Messaggio 183 Session Progress(16) 
 




Nelle richieste successive Marco copia le Record-Route nelle Route della nuova 
richiesta e le invia all'indirizzo URI del destinatario: questo indirizzo viene ricavato 
dal campo contact del messaggio di risposta provvisoria. Si nota come in questo 
messaggio di PRAck il campo CSeq sia incrementato per differenziarlo dalla 
transazione relativa all'Invite. Come evidenziato dal campo Content-Type anche in 
questo caso è presente il corpo di un messaggio SDP. Inoltre il campo “RAck:1 20 
INVITE” include rispettivamente RSeq e CSeq e ci dice che questo messaggio è un 
riscontro alla risposta provvisoria 183 Session Progress. La richiesta di PRAck viene 
inviata da Marco verso Federica come mostrato nella figura 6.13. 
 
 
Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: PRACK sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
       Via: SIP/2.0/UDP 10.0.0.2:5060;rport;branch=z9hG4bK2033149550 
        Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Route: <sip:mo@scscf.openims.test:6060;lr> 
        Route: <sip:mt@scscf.openims.test:6060;lr> 
        Route: <sip:mt@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 21 PRACK 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 70 
        User-Agent: UCT IMS Client 
        RAck: 1 20 INVITE 
        Require: precondition 
        Require: sec-agree 
        P-Access-Network-Info: IEEE-802.11a 
        Content-Type: application/sdp 
        Content-Length:   359 
 
figura 6.12:Messaggio PRACK(21) 
 
 
Il P-CSCF, ricevuto il messaggio di PRAck, rimuove il suo indirizzo dal campo 
Route e lo aggiunge nel campo Via. Poi instrada il messaggio mostrato nella figura 
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Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: PRACK sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKfa1b.e567f62.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK2033149550 
        Route: <sip:mo@scscf.openims.test:6060;lr> 
        Route: <sip:mt@scscf.openims.test:6060;lr> 
        Route: <sip:mt@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 21 PRACK 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 16 
        User-Agent: UCT IMS Client 
        RAck: 1 20 INVITE 
        Require: precondition, sec-agree 
        P-Access-Network-Info: IEEE-802.11a 
        Content-Type: application/sdp 
        Content-Length:   359 
        P-Asserted-Identity: sip:marco@open-ims.test 
figura 6.13:Messaggio PRAck(22) 
 
Essendo il messaggio di PRAck una normale richiesta SIP, Federica deve inviare 
un messaggio di risposta: in questo caso risponde con un messaggio di Ok mostrato 
nella figura 6.14. Il Cseq indica che questa è una risposta definitiva al PRAck e non 
all'iniziale richiesta di Invite. Utilizzando il campo Via che indica il percorso inverso, 
il messaggio può essere instradato verso l'altro terminale. 
 
Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKfa1b.f567f62.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKfa1b.b8dc7c35.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKfa1b.a8dc7c35.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKfa1b.e567f62.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK2033149550 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 21 PRACK 
        User-Agent: eXosip/2.2.2 
        Content-Length: 0 
figura 6.14:Messaggio 200 OK (26) 
 
Marco una volta che ha riservato le risorse indispensabili per l'inizio della 
Cap 6 Procedure IMS in uno scenario semplificato costituito da un solo dominio di rete 
 
118 
chiamata, invia un messaggio di UPDATE contenete il messaggio SDP. La struttura 
del messaggio di UPDATE, mostrato in figura 6.15 è identica alla richiesta di PRAck 
in quanto tale messaggio serve solo a ritardare la procedura d'instaurazione di una 
chiamata in modo da permettere ai due terminali di prenotare le risorse richieste. 
 Nel caso i due client scelgano di iniziare una chiamata senza lo scambio di 
precondizioni, tale richiesta e la relativa risposta non saranno trasmesse. 
 
Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: UPDATE sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
       Via: SIP/2.0/UDP 10.0.0.2:5060;rport;branch=z9hG4bK2033149550 
        Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Route: <sip:mo@scscf.openims.test:6060;lr> 
        Route: <sip:mt@scscf.openims.test:6060;lr> 
        Route: <sip:mt@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 22 UPDATE 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        Content-Type: application/sdp 
        Content-Length:   363 
figura 6.15:Messaggio UPDATE(31) 
 
Successivamente Federica può rispondere con un messaggio 180 Ringing, per 
indicare che le risorse richieste per la sessione di chiamata sono prenotate. L'header 
di un messaggio di Ringing è costituito dagli stessi campi presenti nel messaggio di 
183 Session Progress dato che entrambi sono risposte provvisorie alla richiesta di 
Invite iniziale e presentano un messaggio SDP come evidenziato dal campo Content-
Type: application/sdp incluso nella figura 6.16.  
Per differenziare le due risposte provvisorie è utilizzato il campo RSeq: 2. La 
presenza del campo “Require: 100rel” obbliga Marco ad inviare successivamente un 
secondo messaggio di PRAck. 
Il messaggio di Ringing viene instradato lungo il cammino inverso fino a 
raggiungere Marco. 




Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 180 Ringing 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.3a184813.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKea1b.69da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKea1b.59da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.2a184813.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        Record-Route: <sip:mt@pcscf.openims.test:4060;lr> 
        Record-Route: <sip:mt@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
        Contact: <sip: marco@10.0.0.2:5060> 
        User-Agent: eXosip/2.2.2 
        Require: 100rel 
        RSeq: 2 
        Content-Length: 0 
figura 6.16:Messaggio 180 Ringing(36) 
 
Federica, dopo aver inviato il messaggio di Ringing, risponde alla richiesta di 
UPDATE con un messaggio di Ok mostrato nella figura 6.17. Questa riposta include 
il corpo di un messaggio SDP come evidenziato dal campo Content-Type: 
application/sdp. Utilizzando il campo Via che indica il percorso inverso, il messaggio 
può raggiungere l'altro terminale. 
 
Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKfa1b.f567f62.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKfa1b.b8dc7c35.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKfa1b.a8dc7c35.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKfa1b.e567f62.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK2033149550 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 22 UPDATE 
        Contact: <sip:marica@10.0.0.3:5060> 
        User-Agent: eXosip/2.2.2 
        Require: pre-condition, sec-agree 
        Proxy-Require: sec-agree 
        Content-Type: application/sdp 
        Content-Length:   367 
figura 6.17:Messaggio 200 OK(41) 
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Marco invia una seconda richiesta di PRAck: il valore del Cseq è nuovamente 
incrementato. Come evidenziato dal campo Content-Type anche in questo caso è 
presente il corpo di un messaggio SDP. Inoltre il campo “RAck:2 20 INVITE” ci dice 
che questo messaggio è un riscontro alla risposta provvisoria di Ringing. La richiesta 
di PRAck viene inviata da Marco verso Federica come mostrato nella figura 6.18. 
 
Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: PRACK sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport;branch=z9hG4bK2033149550 
        Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Route: <sip:mo@scscf.openims.test:6060;lr> 
        Route: <sip:mt@scscf.openims.test:6060;lr> 
        Route: <sip:mt@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 23 PRACK 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 70 
        User-Agent: UCT IMS Client 
        RAck: 2 20 INVITE 
        Require: sec-agree 
        P-Access-Network-Info: IEEE-802.11a 
        Content-Type: application/sdp 
        Content-Length:   210 
figura 6.18:Messaggio PRACK(46) 
 
Federica in modo da riscontrare la ricezione del messaggio di PRAck e accettare 
definitivamente la scelta dei media, risponde con un messaggio di Ok mostrato nella 
figura 6.19. 
 
Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKfa1b.f567f62.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKfa1b.b8dc7c35.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKfa1b.a8dc7c35.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKfa1b.e567f62.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK2033149550 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 23 PRACK 
        User-Agent: eXosip/2.2.2 
        Content-Length: 0 
figura 6.19:Messaggio 200 OK(51) 
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Marco dopo aver accettato la richiesta, invia un secondo messaggio di Ok 
riportato nella figura 6.20. Il campo CSeq:20 INVITE ci dice che questo messaggio è 
una risposta definitiva alla richiesta di Invite ricevuta inizialmente. 
 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.3a184813.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKea1b.69da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKea1b.59da4f71.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKea1b.2a184813.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK113696187 
        Record-Route: <sip:mt@pcscf.openims.test:4060;lr> 
        Record-Route: <sip:mt@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 INVITE 
        Contact: <sip:federica@10.0.0.3:5060> 
        User-Agent: eXosip/2.2.2 
        Content-Length: 0 
figura 6.20:Messaggio 200 OK (56) 
 
Dopo che il messaggio di risposta ha raggiunto il chiamante, questo invia il 
messaggio di ACK direttamente all'indirizzo dell'utente chiamato come mostrato 
nella figura 6.21. Questo indirizzo viene ricavato dal campo contact del messaggio di 
OK. Trasmesso questo messaggio può iniziare la sessione di chiamata con il relativo 
scambio di messaggi fra i due utenti. 
 
Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: ACK sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport;branch=z9hG4bK173205562 
        Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Route: <sip:mo@scscf.openims.test:6060;lr> 
        Route: <sip:mt@scscf.openims.test:6060;lr> 
        Route: <sip:mt@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 20 ACK 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        Content-Length: 0 
figura 6.21:Messaggio ACK(61) 




6.2 Negoziazione media per il supporto della QoS 
 
In questo paragrafo viene descritta in dettaglio la procedura di negoziazione dei 
media attraverso lo scambio di messaggi di tipo SDP presenti all'interno del campo 
dati dei messaggi SIP. Nella figura 6.17 viene rappresentato in dettaglio questa 
procedura. 
Si ricorda che in questo caso abbiamo considerato la procedura per garantire il 
supporto dei parametri di QoS (Quality of Service) in modo obbligatorio, attraverso 
la negoziazione delle precondizioni. 
 
 
figura 6.24:Procedura di negoziazione dei media senza supporto di QoS 
 
Marco mette nel messaggio SDP di Invite tutti i tipi di media e codec che vuol 




All'interno del messaggio SDP riportato nella figura 6.18, si possono notare i 
seguenti campi: 
la (v)line indica la versione del protocollo SDP, 
 
la (o)line indica nei primi due parametri l'identificativo della comunicazione 
SDP, il terzo parametro indica l'utilizzo del protocollo Internet e la relativa 
versione e l'ultimo parametro indica indirizzo IP del terminale. 
 
La (s)line indica tipo di sessione 
 
La (m)line indica il tipo di media utilizzato (in questo caso quello audio), la 
porta utilizzata e cioè la 10001 e il protocollo utilizzato (il RTP/AVP) e i formati 
supportati (i 0, 8 e 101). Successivamente negli attributi si descrivono in 
dettaglio i vari formati supportati: rtpmap:0 e rtpmap:8 PCMA/8000 indicano 
l'utilizzo di una Modulation pulse code ITU-T e rtpmap:101 telephone-
event/8000 indica l'utilizzo di un Dual Tone Multifrequency. 
 
La (b)line indica la banda supportata, in questo caso è di 64Kb/s. 
 
Negli attributi abbiamo anche la definizione dei parametri riferiti alle 
precondizioni: 
• “curr:qos local none /curr:qos remote none”:questi due campi indicano che al 
momento non ho QoS sia da lato chiamante che da lato chiamato 
• des:qos mandatory local sendrecv indica che il supporto di QoS è obbligatorio 
da parte del lato chiamante sia in direzionale di trasmissione che di ricezione. 
•  des:qos mandatory remote sendrecv indica che il supporto di QoS da lato 
chiamato è obbligatorio. 
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C'è da osservare che il lato “local” è considerato quello relativo a chi genera il 
messaggio SDP mentre il lato “remote” è quello di chi riceve il messaggio. 
 
 Message body 
        Session Description Protocol 
            Session Description Protocol Version (v): 0 
            Owner/Creator, Session Id (o): - 0 0 IN IP4 10.0.0.2 
            Session Name (s): IMS Call 
            Connection Information (c): IN IP4 10.0.0.2 
            Time Description, active time (t): 0 0 
       Media Description, name and address (m): audio 10001 RTP/AVP 0 8 101 
            Bandwidth Information (b): AS:64 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Attribute (a): rtpmap:0 PCMU/8000 
            Media Attribute (a): rtpmap:8 PCMA/8000 
            Media Attribute (a): rtpmap:101 telephone-event/8000 
            Media Attribute (a): fmtp:101 0-11 
 
figura 6.18:Messaggio SDP contenuto nell'INVITE 
 
Federica risponde, potendo rifiutare alcuni di questi media e codec. Si può 
notare analizzando la figura 6.19, che in questo caso vengono supportati da entrambi 
gli stessi formati audio. In aggiunta ho il campo “conf:qos remote sendrecv”: questo 
indica che il chiamante appena sono state riservate le risorse deve inviare un 
messaggio di conferma. Si ricorda che in questo caso Federica intende come lato 
“locale” il proprio e lato “remoto” quello del chiamante. 
 
 Message body 
        Session Description Protocol 
            Session Description Protocol Version (v): 0 
            Owner/Creator, Session Id (o): - 0 0 IN IP4 10.0.0.3 
            Session Name (s): IMS_Call 
            Connection Information (c): IN IP4 10.0.0.3 
            Time Description, active time (t): 0 0 
            Media Description, name and address (m): audio 10001 RTP/AVP 0 8 101  
            Bandwidth Information (b): AS:64 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Attribute (a): conf:qos remote sendrecv 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): rtpmap:101 telephone-event/8000 
            Media Attribute (a): fmtp:101 0-15 
            Media Attribute (a): rtpmap:0 PCMU/8000 
            Media Attribute (a): rtpmap:8 PCMA/8000 
 
figura 6.19:Messaggio SDP contenuto nel 183 Session Progress 
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Marco invia un primo messaggio di PRAck con i codec supportati per ogni tipo di 
media. 
Anche in questo caso ho in aggiunta il campo “conf:qos remote sendrecv” per 
indicare che anche il chiamato appena sono state riservate le risorse dovrà inviare un 
messaggio di conferma. Si ricorda che in questo caso Federica intende come lato 
“locale” il proprio e lato “remoto” quello del chiamante. Il corpo SDP di tale 
messaggio viene mostrato nella figura 6.20. 
 
 Message body 
        Session Description Protocol 
            ... 
            Media Description, name and address (m): audio 10001 RTP/AVP 0 8 101  
            Bandwidth Information (b): AS:64 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Attribute (a): conf:qos remote sendrecv 
            Media Attribute (a): rtpmap:101 telephone-event/8000 
            Media Attribute (a): fmtp:101 0-15 
            Media Attribute (a): rtpmap:0 PCMU/8000 
            Media Attribute (a): rtpmap:8 PCMA/8000 
figura 6.20:Messaggio SDP contenuto nel PRACK 
 
Marco attraverso il messaggio di UPDATE indica che dalla sua parte le risorse 
richieste sono già disponibili. Infatti si può notare dalla figura che il campo (a) 
curr:qos local è stato modificato da none a sendrecv. 
 
Message body 
        Session Description Protocol 
            ... 
            Media Description, name and address (m): audio 10001 RTP/AVP 0 8 101  
            Bandwidth Information (b): AS:64 
            Media Attribute (a): curr:qos local sendrecv 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Attribute (a): conf:qos remote sendrecv 
            Media Attribute (a): rtpmap:101 telephone-event/8000 
            Media Attribute (a): fmtp:101 0-15 
            Media Attribute (a): rtpmap:0 PCMU/8000 
            Media Attribute (a): rtpmap:8 PCMA/8000 
 figura 6.21:Messaggio SDP contenuto nel UPDATE  
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Federica risponde con un 200 OK al messaggio di UPDATE per indicare che 
anche dalla sua parte le risorse sono state ottenute. 
 
 
 Message body 
        Session Description Protocol 
            ... 
            Media Description, name and address (m): audio 10001 RTP/AVP 0 8 101  
            Bandwidth Information (b): AS:64 
            Media Attribute (a): curr:qos remote sendrecv 
            Media Attribute (a): curr:qos local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Attribute (a): conf:qos remote sendrecv 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): rtpmap:101 telephone-event/8000 
            Media Attribute (a): fmtp:101 0-15 
            Media Attribute (a): rtpmap:0 PCMU/8000 
            Media Attribute (a): rtpmap:8 PCMA/8000 
 




Ricevuto il messaggio di OK, Marco risponde con una seconda richiesta di 
PRAck: questo messaggio indica che la fase di prenotazione di risorse si è conclusa 




 Message body 
        Session Description Protocol 
            ... 
            Media Description, name and address (m): audio 10001 RTP/AVP 0 8 101 
            Bandwidth Information (b): AS:64 
            Media Attribute (a): rtpmap:0 PCMU/8000 
            Media Attribute (a): rtpmap:8 PCMA/8000 
            Media Attribute (a): rtpmap:101 telephone-event/8000 
            Media Attribute (a): fmtp:101 0-11 
 









6.3 Instaurazione di una chiamata senza il supporto di QoS 
 
 
In questo paragrafo viene descritta brevemente la procedura di instaurazione di 
una chiamata nel caso in cui non è presente il supporto di QoS. 
Anche in questo caso si suppone che il chiamante ed il chiamato abbiano 
completato le procedure di PDP context activation, conoscano l’indirizzo del P-CSCF 
cui afferire e siano registrati presso i rispettivi S-CSCF. Lo scenario a cui ci si 
riferisce è sempre quello mostrato in figura 6.1, caratterizzato dalla presenza di un 
unico dominio di rete denominato openims.test. 
Nella figura 6.24 sono schematizzate le fasi fondamentali dell’instaurazione di 
una chiamata in assenza di supporto di QoS avente come terminazioni una coppia di 
UE. 
Nel caso in cui i due utenti decidano di non supportare i parametri relativi di 
QoS vi è una notevole riduzione della quantità di pacchetti trasmessi e del tempo di 
instaurazione di una chiamata: ciò risulta evidente confrontando le figure 6.2-6.3 con 
le figure 6.24-6.25. Si passa dai 65 messaggi trasmessi per l'instaurazione di una 
chiamata nel caso in cui sia supportata la QoS ai 40 messaggi trasmessi in assenza si 
supporto per la QoS. Ciò è dovuto da una forte semplificazione che si ha nella 
procedura di negoziazione dei media come descritto in dettaglio nel paragrafo 
successivo. 
Infatti in questo caso non vi è il bisogno di trasmettere i messaggi di Update e il 
secondo messaggio di Provisional ACK con le relative risposte e neppure la risposta 
provvisoria di tipo 183-Session Progress alla richiesta di Invite in quanto non devo 









figura 6.24:Procedura di instaurazione di una chiamata in assenza di supporto di QoS 
 
 
Nella figura 6.25 viene descritto lo scambio di messaggi relativo alla  procedura 
di instaurazione di una chiamata in assenza di supporto di QoS. 
Tali messaggi sono stati filtrati utilizzando l'analizzatore di traffico Wireshark 
posto nel Pc in cui è installata tutta la piattaforma IMS. 
Si ricorda che la netta diminuzione del numero di pacchetti trasmessi si paga con 
assenza di supporto di QoS; ciò può rendere problematica la piena disponibilità di 












Figura 6.25: Scambio di messaggi relativo all'inizializzazione di una chiamata in 
















6.4 Negoziazione media in assenza di supporto di QoS 
 
 
L'UCT IMS Client permette di scegliere il tipo di supporto di QoS durante la 
sessione di chiamata supporto: le opzioni sono obbligatorio, opzionale o nessuno.  
In questo paragrafo viene descritta in dettaglio la procedura di negoziazione dei 
media senza alcun supporto di QoS attraverso lo scambio di messaggi SDP. Tali 
messaggi sono presenti nel campo dati di alcuni messaggi SIP. Nella figura 6.26 viene 
rappresentato in dettaglio questa procedura. 
 
 
figura 6.26:Procedura di negoziazione dei media senza supporto di QoS 
 
Si nota come in questo caso la procedura sia composta dallo scambio di soli tre 
messaggi. Inizialmente Marco mette nel messaggio SDP di Invite tutti i tipi di media 
e codec che vuol usare. 






   Session Description Protocol 
           Session Description Protocol Version (v): 0 
           Owner/Creator, Session Id (o): - 0 0 IN IP4 10.0.0.2 
           Session Name (s): IMS Call 
           Connection Information (c): IN IP4 10.0.0.2 
           Time Description, active time (t): 0 0 
           Media Description, name and address (m): audio 10001 RTP/AVP 0 8 101 
            Bandwidth Information (b): AS:64 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos none local sendrecv 
            Media Attribute (a): des:qos none remote sendrecv 
            Media Attribute (a): rtpmap:0 PCMU/8000 
            Media Attribute (a): rtpmap:8 PCMA/8000 
            Media Attribute (a): rtpmap:101 telephone-event/8000 
            Media Attribute (a): fmtp:101 0-11 
figura 6.27:Messaggio SDP contenuto nell'INVITE 
 
Federica risponde descrivendo tutti i tipi di media e codec che può supportare. Si 
può notare dalla figura 6.28, che in questo caso vengono supportati da entrambi gli 
stessi formati audio (in questo caso non vi è il supporto per trasmissioni video).  
        
 
Message body 
        Session Description Protocol 
            Session Description Protocol Version (v): 0 
            Owner/Creator, Session Id (o): - 0 0 IN IP4 10.0.0.3 
            Session Name (s): IMS_Call 
            Connection Information (c): IN IP4 10.0.0.3 
            Time Description, active time (t): 0 0 
            Media Description, name and address (m): audio 10001 RTP/AVP 0 8 101  
            Bandwidth Information (b): AS:64 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): des:qos none remote sendrecv 
            Media Attribute (a): des:qos none local sendrecv 
            Media Attribute (a): rtpmap:101 telephone-event/8000 
            Media Attribute (a): fmtp:101 0-15 
            Media Attribute (a): rtpmap:0 PCMU/8000 
            Media Attribute (a): rtpmap:8 PCMA/8000 
 
figura 6.28:Messaggio SDP contenuto nel 180 Ringing 
 
Marco sceglie un singolo codec per ogni media supportato da entrambi e lo fa 
sapere ad Federica attraverso il contenuto del messaggio di PRAck. Il corpo SDP di 
tale messaggio viene mostrato nella figura 6.29. Si nota come questo messaggio sia 
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identico al messaggio finale di PRACK nella procedura con supporto obbligatorio di 
QoS: ciò dipende dal fatto che in questo caso sono stati utilizzati due client identici. 
Così le due procedure di negoziazione di media in questo particolare caso ci portano 





            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos none local sendrecv 
            Media Attribute (a): des:qos none remote sendrecv 
            Media Attribute (a): rtpmap:101 telephone-event/8000 
            Media Attribute (a): fmtp:101 0-15 
            Media Attribute (a): rtpmap:0 PCMU/8000 
            Media Attribute (a): rtpmap:8 PCMA/8000 

























6.5 Rilascio della sessione multimediale 
 
 
Nella figura 6.30 si osserva il flusso della segnalazione per l’abbattimento (o 
rilascio) della sessione multimediale, di cui segue una descrizione dettagliata.  
 
 




Durante queste procedure abbiamo filtrato i dati in modo da visualizzare i 
messaggi relativi esclusivamente alla fase di abbattimento della chiamata e si è 






















figura 6.31: Scambio di messaggi durante il rilascio di una sessione 
 
Per terminare una chiamata Marco genera un messaggio di bye mostrato nella 
figura 6.32. Si nota come tale messaggio sia inviato a Federica, e il percorso da 
effettuare sia descritto attraverso il campo Route.  
 
 
Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: BYE sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport;branch=z9hG4bK658813370 
        Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Route: <sip:mo@scscf.openims.test:6060;lr> 
        Route: <sip:mt@scscf.openims.test:6060;lr> 
        Route: <sip:mt@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 22 BYE 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        Content-Length: 0 
figura 6.32: Messaggio Bye(1) 
 
Il P-CSCF, ricevuto il messaggio di Bye, rimuove il suo indirizzo dal campo 
Route e lo aggiunge nel campo Via. Infine instrada il messaggio di Bye, riportato in 
figura 6.33, al S-CSCF. 
Si nota che anche in questo caso il P-CSCF aggiunge il campo P-Asserted-
Identity. 




Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: BYE sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKca1b.f487e7f6.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK658813370 
        Route: <sip:mo@scscf.openims.test:6060;lr> 
        Route: <sip:mt@scscf.openims.test:6060;lr> 
        Route: <sip:mt@pcscf.openims.test:4060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=144520649 
        To: <sip:federica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 22 BYE 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 16 
        User-Agent: eXosip/2.2.2 
        Content-Length: 0 
        P-Asserted-Identity: sip:marco@openims.test 
 
figura 6.33:Messaggio Bye(2) 
 
Il S-CSCF inoltra il BYE verso il P-CSCF di competenza per l’utente cui deve 
essere comunicato la chiusura di sessione. Successivamente il messaggio di Bye 
viene inviato direttamente a Federica. 
Federica risponde a Marco con un messaggio di 200 OK mostrato nella figura 
6.34, che chiude definitivamente la sessione di chiamata. Tale messaggio durante il 
percorso inverso deve attraversare tutti gli elementi di rete sino a raggiungere Marco. 
 
Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKca1b.0587e7f6.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKca1b.411703d1.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKca1b.311703d1.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKca1b.f487e7f6.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK658813370 
        From: "Alice" <sip:marco@openims.test>;tag=144520649 
        To: <sip:marica@openims.test>;tag=1934873778 
        Call-ID: 181462402@10.0.0.2 
        CSeq: 22 BYE 
        User-Agent: eXosip/2.2.2 
        Allow: INVITE, ACK, OPTIONS, CANCEL, BYE, SUBSCRIBE, NOTIFY, MESSAGE, INFO, REFER, 
UPDATE 
        Content-Length: 0 
 
figura 6.34: Messaggio OK(6) 





6.6 Presence service 
 
Il successo indiscutibile delle applicazioni di instant messaging e presence nel 
mondo internet, hanno portato il mondo mobile a sfruttare, e nello stesso tempo ad 
estendere il concetto di presenza. L’obiettivo è quello di supportare tutti quei servizi 
(incluso l’instant messaging) che possono beneficiare della conoscenza delle 
informazioni di presenza dell’utente (es.: stato della connessione, localizzazione, 
mezzi di comunicazione, etc.). I maggiori vantaggi derivano dalla realizzazione di 
nuovi servizi o dall’arricchimento nelle funzionalità di quelli esistenti e di supportare 
l’implementazione del concetto di personalizzazione.  
Nel prossimo paragrafo si accennerà brevemente al concetto di presenza classico 
ossia nell’accezione odierna nel mondo internet per poi delinearne l’evoluzione verso 
la nozione di contesto. Infine si illustreranno i vantaggi. 
 
 
6.6.1 Il concetto di presenza 
 
Nel mondo internet, è stato sempre associato ai servizi di instant messaging. 
Infatti, tali servizi sono spesso utilizzati dagli utenti per venire a conoscenza della 
presenza sulla rete di altre persone con le quali abitualmente comunicano, 
consentendogli in tal modo di scambiarsi, in tempo reale, messaggi testuali o 
multimediali e file. 
Si può facilmente notare che le applicazioni presenti nel mondo internet, che 
fanno uso di questi servizi sono caratterizzate dal fatto che:  
 
• L’informazione di presenza è limitata allo stato della connessione dell’utente, 
ossia se l’utente ha stabilito una connessione ad internet ed ha avviato 
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l’applicativo o meno. Quindi l’informazione si limita semplicemente alle 
informazioni “on-line” oppure “off-line”. 
 
• L’utilità di tali applicativi risente fortemente della mancanza di una 
connessione permanente alla rete da parte degli utenti. 
 
Senza soffermarsi ulteriormente sull’utilizzo di tali servizi in Internet, si passa 
ad analizzare come la migrazione di tali servizi in un ambiente mobile permette una 
estensione del concetto di presenza e l’eliminazione del problema relativo alla 
mancanza di una connessione permanente alla rete, grazie alla caratteristica “always 
on” delle reti UMTS. 
Il mondo mobile ha deciso di sfruttare il concetto di presenza dell’utente in rete 
e nel contempo di estenderlo con una serie di informazioni che caratterizzano la 
dinamicità di questo ambiente. Il concetto che si sta affermando è quello di contesto 
dell’utente mobile. 
Il contesto si compone di vari aspetti, quali le necessità, le preferenze, la storia, e 
il comportamento dell’utente, aspetti relativi alla sua locazione come le coordinate 
fisiche e la velocità, ma anche aspetti tecnici come la bandwidth a disposizione, la 
QoS sottoscritta, e le caratteristiche del suo terminale. Il contesto può essere così 
definito come qualsiasi informazione che può essere idonea a caratterizzare la 
situazione di una entità. Con entità si intende una persona, un luogo, o oggetti fisici o 
computazionali che sono considerati rilevanti per le interazioni tra l’utente e le 
applicazioni.  
E’ prevedibile che il servizio di presence faciliti tutti i tipi di comunicazioni 
mobili, non solo l’instant messaging che inizialmente è stato il motivo principale 









6.6.2 Procedure implementate 
 
 
Il servizio di presence permette all’home network di gestire informazioni di 
presenza relative a un utente. Tali informazioni possono essere ottenute direttamente 
dall’utente stesso o fornite da entità di rete interne o esterne all’home network. 
L’architettura per il servizio di presence 3GPP è descritta in 3GPP TS 23.141. 
 
 
Figura 6.35 – Scenario implementato per il supporto del servizio di presenza 
 
Lo scenario utilizzato per l'analisi è mostrato in figura 6.35, dove sono messi in 
evidenza gli indirizzi IP associati ai tre CSCF, al Presence Server e ai due utenti 
considerati. Il Presence Server è stato installato nello stesso PC dove è presente il 
resto della Core IMS e vi si accede attraverso l’utilizzo delll’interfaccia di loopback. 
 




6.6.3 Procedura per la sottoscrizione di informazioni di presence  
 
 
In questo paragrafo viene descritta in dettaglio la procedura per la sottoscrizione 
di informazioni di presence attraverso lo scambio di messaggi SIP. Nella figura 6.36 






Figura 6.36 - Procedura per la sottoscrizione di informazioni di presence 
 
Nella figura 6.37 viene descritto lo scambio di messaggi relativo alla procedura 
di sottoscrizione di informazioni di stato relative all’evento presence. Tali messaggi 
sono stati filtrati utilizzando l'analizzatore di traffico Wireshark posto nel Pc in cui è 
installata tutta la piattaforma IMS. 
 
 






Figura 6.37 - Scambio di messaggi per la sottoscrizione di informazioni di presence 
 
In questo esempio Marco (campo From) aggiunge Federica (vedi campo 
Request-Uri e To) nella propria lista dei contatti. Per generare una sottoscrizione, 
invia una richiesta di subscribe relative all’evento “presence”: la durata temporale di 
tale sottoscrizione è 600 sec (vedi campo Expires).  
 
Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: SUBSCRIBE sip:federica@openims.test SIP/2.0 
    Message Header  
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport;branch=z9hG4bK375920669 
        Route: <sip:pcscf.openims.test:4060;lr> 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        From: <sip:marco@openims.test>;tag=1564631220 
        To: <sip:federica@openims.test> 
        Call-ID: 1294165830@10.0.0.2 
        CSeq: 20 SUBSCRIBE 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        Expires: 600 
        Event: presence  
       Content-Length: 0 
 
Figura 6.38 - Messaggio Subscribe(1) 
 
Il P-CSCF, ricevuto il messaggio di Subscribe, rimuove il suo indirizzo dal 
campo Route e lo aggiunge nel campo Via: le informazioni di Route sono state 
memorizzate durante la registrazione.  
Inoltre aggiunge il P-Asserted-Identity e il P-Charging-Vector in maniera 
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identica all’invio delle precedenti richieste. Infine instrada il messaggio mostrato 
nella figura 6.39 al S-CSCF. 
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: SUBSCRIBE sip:federica@openims.test SIP/2.0 
    Message Header 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK2ec1.6055e952.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK375920669 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        From: <sip:marco@openims.test>;tag=1564631220 
        To: <sip:federica@openims.test> 
        Call-ID: 1294165830@10.0.0.2 
        CSeq: 20 SUBSCRIBE 
        Contact: <sip:marco@10.0.0.2:5060> 
        Max-Forwards: 16 
        Content-Length: 0 
        P-Asserted-Identity: <sip:marco@openims.test> 
        P-Charging-Vector: icid-value="P-CSCFabcd46682270000000d0"; icid-generated-at="10.0.0.1"; orig-
ioi="openims.test" 
     … 
 
Figura 6.39 - Messaggio Subscribe(2) 
 
Il S-CSCF convalida il service profile dell’utente e controlla gli iFC (initial Filter 
Criteria). Si è posto che <sip:marica@openims.test> è un PSI (Public Service 
Identity) e l’utente sip:marco@openims.test è incluso nel service profile come parte 
di un originating initial Filter Criteria costituito dal seguente Service Trigger Point :  
 
- Method = SUBSCRIBE AND Event = PRESENCE  
 
che informa il S-CSCF di instradare la richiesta di SUBSCRIBE all’AS 
(Application Server) <sip:localhost:5065>. 
Quindi il S-CSCF rimuove il suo indirizzo da Route e lo aggiunge in Record-
Route e Via; e lo instrada al Presence server.  
 
 




Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 127.0.0.1 (127.0.0.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 5065 (5065) 
Session Initiation Protocol 
    Request-Line: SUBSCRIBE sip:federica@openims.test SIP/2.0 
    Message Header 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Route: <sip:localhost:5065;lr>, <sip:iscmark@scscf.openims.test:6060;lr;s=1;h=0;d=0> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bK2ec1.e6fc8885.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK2ec1.6055e952.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK375920669 
        From: <sip:marco@openims.test>;tag=1564631220 
        To: <sip:federica@openims.test> 
        Call-ID: 1294165830@10.0.0.2 
        CSeq: 20 SUBSCRIBE 
        Contact: <sip:marco@10.0.0.2:5060> 
        … 
Figura 6.40 - Messaggio Subscribe(3) 
 
Il Presence Server controlla che l’utente sia autorizzato a usare le informazioni di 
presence. In questo esempio la condizione è verificata , così che il PS mette nel 
campo Contact il proprio indirizzo e invia una risposta 200 (OK) al S-CSCF. Se la 
precedente condizione fosse fallita, allora  sarebbe stata inviata una risposta di tipo 
403 (Forbidden). 
 
Status-Line: SIP/2.0 200 OK 
    Message Header 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bK2ec1.e6fc8885.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK2ec1.6055e952.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK375920669 
        From: <sip:marco@openims.test>;tag=1564631220 
        To: <sip:federica@openims.test>;tag=a.3896.1181229680.15 
        Call-ID: 1294165830@10.0.0.2 
        CSeq: 20 SUBSCRIBE 
        Expires: 600 
        Contact: <sip:localhost:5065> 
        Server: OpenSER (1.2.0-notls (i386/linux)) 
        Content-Length: 0 
 
Figura 6.41 - Messaggio Ok(4) 
 
Il Presence server invia un messaggio di Notify a Marco (vedi Sip-URI), 
aggiungendo un file di tipo xml+pidf (presence information data format) in cui 
dichiara lo stato di Federica (in questo caso available).  




Internet Protocol, Src: 127.0.0.1 (127.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5065 (5065), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: NOTIFY sip:marco@10.0.0.2:5060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 127.0.0.1:5065;branch=z9hG4bK3ec1.87e08f54.0 
        To: sip:marco@openims.test;tag=1564631220 
        From: sip:federica@openims.test;tag=a.3896.1181229680.15 
        CSeq: 21 NOTIFY 
        Call-ID: 1294165830@10.0.0.2 
        Route: <sip:mo@scscf.openims.test:6060;lr>, <sip:mo@pcscf.openims.test:4060;lr> 
        Content-Length: 281 
        User-Agent: OpenSER (1.2.0-notls (i386/linux)) 
        Event: presence 
        Contact: <sip:localhost:5065> 
        Subscription-State: active;expires=600 
        Content-Type: application/pidf+xml 
    Message body 
        eXtensible Markup Language 
            <?xml 
            <presence 
                xmlns="urn:ietf:params:xml:ns:pidf" 
                xmlns:im="urn:ietf:params:xml:ns:pidf:im" 
                entity="sip:federica@openims.test"> 
                <tuple id="UCTIMSClient"> 
                    <status>  
             <basic>open</basic>             
                    <status>  
                    <note> Available </note> 
                    </tuple> 
                </presence>  
 
Figura 6.42 - Messaggio di Notify(7) 
 
Marco invia una risposta 200 (OK) al Presence Server così da riscontrare la 
ricezione del messaggio di Notify. 
 
Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK3ec1.3af80dc6.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bK3ec1.fc1b9d82.0 
        Via: SIP/2.0/UDP 127.0.0.1:5065;branch=z9hG4bK3ec1.87e08f54.0 
        From: <sip:federica@openims.test>;tag=a.3896.1181229680.15 
        To: <sip:marco@openims.test>;tag=1564631220 
        Call-ID: 1294165830@10.0.0.2 
        CSeq: 21 NOTIFY 
        User-Agent: eXosip/2.2.2 
        Content-Length: 0 
 
Figura 6.43 - Messaggio Ok(10) 
 




6.6.4 Procedura di registrazione al Presence Service 
 
 
In questo paragrafo viene descritta in dettaglio la procedura di registrazione di 
informazioni di Presence attraverso una richiesta di Publish. Nella figura 6.44 viene 





Figura 6.44 – Procedura di registrazione di informazioni di Presence  
 
Nella figura 6.45 viene descritto lo scambio di messaggi relativo alla procedura 
analizzata. Tali messaggi sono stati filtrati utilizzando l'analizzatore di traffico 











Figura 6.45 – Scambio di messaggi durante la registrazione di informazioni di 
presence 
 
Federica modifica il proprio stato (vedi campo From e To della figura 6.46), 
attraverso una richiesta di Publish inviata al Presence Server. Si nota dal messaggio 
XML incluso nel Publish, che lo stato di Federica pubblicato nel Presence Server è 
“chiamami.”  
 
Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: PUBLISH sip:federica@openims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport;branch=z9hG4bK519345167 
        Route: <sip:pcscf.openims.test:4060;lr> 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        From: <sip:federica@openims.test>;tag=1792940321 
        To: <sip:federica@openims.test> 
        Call-ID: 2105236263@10.0.0.3 
        CSeq: 25 PUBLISH 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        Content-Disposition: render;handling=required 
        Expires: 3600 
        Event: presence 
        SIP-If-Match: a.1182324819.2988.1 
        Content-Type: application/pidf+xml 
        Content-Length:   293 
    Message body 
        <?xml version="1.0" encoding="UTF-8"?>\ 
        <presence xmlns="urn:ietf:params:xml:ns:pidf" 
        xmlns:im="urn:ietf:params:xml:ns:pidf:im" 
        entity="sip:federica@openims.test"> 
                <tuple id="UCTIMSClient"> 
                    <status>  
             <basic>open</basic>             
                    <status>  
                    <note> Chiamami! </note> 
                    </tuple> 
                </presence>  








Il P-CSCF, ricevuto il messaggio, rimuove il suo indirizzo dal campo Route e lo 
aggiunge nel campo Via. Successivamente invia la richiesta al S-CSCF: quest’ultimo 
controlla gli iFC (initial Filter Criteria). Seguendo le informazioni memorizzate nei 
trigger point il S-CSCF instrada la richiesta Publish al PS <sip:localhost:5065>. 
Il Presence Server risponde con un messaggio di OK. Attraverso il campo SIP-
ETag viene identificata la transazione relativa a questo evento di Presence, infatti 





Internet Protocol, Src: 127.0.0.1 (127.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5065 (5065), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKc227.3b2ebbb5.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKc227.e54955d1.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK519345167 
        From: <sip:federica@openims.test>;tag=1792940321 
        To: <sip:federica@openims.test>;tag=dbc99a30905de80b52280789db754001.e619 
        Call-ID: 2105236263@10.0.0.3 
        CSeq: 25 PUBLISH 
        Expires: 3590 
        SIP-ETag: a.1182324819.2988.1 
        Server: OpenSER (1.2.0-notls (i386/linux)) 
        Content-Length: 0 
 



















6.7 Immediate Messaging 
 
Immediate messaging è la versione adottata dalla piattaforma IMS del servizio 
instant messaging. Per supportare tale servizio viene usato il metodo SIP Message, 
tramite cui si possono inviare messaggi di testo in modalità real time. 
Durante una sessione di immediate messagging il terminale genera una richiesta 
di Message, con il contenuto desiderato e mette nel Request-URI l'indirizzo del 
terminale destinatario. La richiesta è instradata dal mittente attraverso l'infrastruttura 
IMS in modo analogo alle richieste già analizzate in precedenza, sino a giungere al 
destinatario. 
Si può rispondere ad una richiesta di Message inviando un altro messaggio che 
include la replica, così da creare un dialogo interattivo. 
Il contesto di questa sessione esiste solo nella mente dei due terminali, a 
differenza dei dialoghi session-based. Infatti non ci sono strutture coinvolte: ciascun 
immediate messaging è una transazione indipendente e non è legata a richieste inviate 
precedentemente. Nella figura 6.48 è mostrata la procedura di immediate messaging. 
 
 
Figura 6.48 - Schematizzazione di una sessione d'Immediate Messaging 




In figura 6.49 è riportato lo scambio di pacchetti durante una sessione d'immediate 




figura 6.49:Scambio di messaggi durante una sessione d'Immediate Messaging 
 
 
La struttura e singoli campi di una richiesta di Message sono sostanzialmente 
uguali a quelli di un messaggio di Invite già analizzati in precedenza. In maniera 
analoga viene svolto l'instradamento del messaggio verso il destinatario. Viene 
mostrato nella figura 6.50 il contenuto di questo messaggio così da evidenziare tali 
somiglianze con i precedenti messaggi di richiesta. 
Marco (vedi campo From) invia il messaggio “come stai federica” presente nel 
Message body a Federica (campo To).Inoltre sono presenti i campi P-Preferred-
Identity e P-Access-Network-Info tipici delle richieste IMS. 
Successivamente viene analizzato in dettaglio il procedimento di routing della 
richiesta di message. 
 
 





Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:federica@openims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport;branch=z9hG4bK825924475 
        Route: <sip:pcscf.openims.test:4060;lr> 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=940308787 
        To: <sip:federica@openims.test> 
        Call-ID: 146808962@10.0.0.2 
        CSeq: 20 MESSAGE 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        P-Preferred-Identity: "Marco" <sip:marco@openims.test> 
        P-Access-Network-Info: IEEE-802.11a 
        Content-Type: text/plain 
        Content-Length:24 
        Message body 
           Line-based text data: text/plain 
              come stai federica? 
 
figura 6.50:Messaggio di MESSAGE(1) 
 
Il P-CSCF, ricevuto il messaggio di Message, rimuove il suo indirizzo dal 
campo Route e lo aggiunge nel campo Via; inoltre rimuove l'identificativo in P-
Preferred-Identity, controlla se è valido e lo mette in P-Asserted-Identity; infine 
aggiunge la sezione P-Charging-Vector dove descrive le informazioni di tariffazione e 
instrada il Message al S-CSCF. Viene mostrato tale messaggio nella figura 6.51. 
 
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:federica@openims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKab8c.aa4541e4.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK825924475 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        From: "Marco" <sip:marco@openims.test>;tag=940308787 
        To: sip:federica@openims.test 
         P-Asserted-Identity: "Marco" <sip:marco@openims.test> 
         P-Charging-Vector: icid-value="P-CSCFabcd4671427a0000000b"; icid-generated-at="10.0.0.1";  
orig-ioi="openims.test" 
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Il S-CSCF, ricevuto il messaggio di Message, rimuove il suo indirizzo dal campo 
Route e lo aggiunge nel campo Via. Infine lo invia all’ S-CSCF riferito al terminale 
chiamato. 
 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:federica@openims.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKab8c.1a993aa2.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKab8c.aa4541e4.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK825924475 
        From: "Marco" <sip:marco@openims.test>;tag=940308787 
        To: sip:federica@openims.test 
        … 
 
figura 6.52:Messaggio di MESSAGE(3) 
 
Il S-CSCF, ricevuto il messaggio di Message, rimuove il suo indirizzo dal 
campo Route e lo aggiunge nel campo Via; infine lo invia al P-CSCF. Tale messaggio 
è mostrato in figura 6.53. 
 
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:federica@10.0.0.3:5060 SIP/2.0 
    Message Header 
        Route: <sip:term@pcscf.openims.test:4060;lr> 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKab8c.2a993aa2.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKab8c.1a993aa2.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKab8c.aa4541e4.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK825924475 
        From: "Marco" <sip:marco@openims.test>;tag=940308787 
        To: sip:federica@openims.test 
        … 
 
figura 6.53:Messaggio di MESSAGE(4) 
 
Il P-CSCF ricevuto il messaggio, rimuove il suo indirizzo dal campo Route, lo 
aggiunge nel campo Via e invia il messaggio a Federica.  
Federica riscontra il messaggio ricevuto da Marco, inviandogli una risposta 200 
OK mostrata nella figura 6.54.  
 




Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKab8c.ba4541e4.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;received=10.0.0.1;rport=6060;branch=z9hG4bKab8c.2a993aa2.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKab8c.1a993aa2.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKab8c.aa4541e4.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK825924475 
        From: "Marco" <sip:marco@openims.test>;tag=940308787 
        To: <sip:federica@openims.test>;tag=1667301512 
        Call-ID: 146808962@10.0.0.2 
        CSeq: 20 MESSAGE 
        User-Agent: eXosip/2.2.2 
        Allow: INVITE, ACK, OPTIONS, CANCEL, BYE, SUBSCRIBE, NOTIFY, MESSAGE, INFO, REFER, 
UPDATE 
        Content-Length: 0 
 
figura 6.54:Messaggio 200 OK(5) 
 
Successivamente può inviare a sua volta un richiesta di Message con il 








SESSSIONI IMS IN UNO SCENARIO COSTITUITO DA  DUE 
DOMINI DI RETE DISTINTI 
 
In questo capitolo si analizza lo scambio di messaggi relativi alle procedure di 
instaurazione e abbattimento di una sessione di chiamata tra due client IMS 
appartenenti a due domini di rete distinti. L’intero sistema di comunicazione è 
realizzato utilizzando quattro PC appartenenti a due reti distinte, dove sono stati 





Figura 7.1 – Configurazione fisica della struttura sperimentale 
 
Nella figura 7.1 viene mostrata in dettaglio la struttura fisica dello scenario 
implementato, evidenziando le due modalità distinte di accesso alla rete: la subnet A 




utilizza una rete Ethernet come rete di accesso mentre la subnet B è una rete wireless 
denominata TLCNETGROUP-VOIP. Inoltre la subnet A viene identificata dal 
dominio Ing.test e a tale dominio appartiene l’utente giuliano@ing.test mentre 
l’utente marco@openims.test appartiene alla subnet B (con nome di dominio 
openims.test). Si evidenzia come in questo scenario entrambi gli utenti si colleghino 
rispettivamente alla propria Home Network: a livello pratico questo significa che in 
modo distinto per i due utenti Home e Visited Network coincidono e i due P-CSCF 
appartengono alla Home network relativa al singolo utente. 
Oltre alla struttura fisica è interessante analizzare la struttura logica dell’intero 
sistema. Infatti, come già evidenziato in precedenza, in questo scenario sono presenti 
due Core IMS installate nei due PC godel e planck, con tutti gli elementi di rete che 
vi appartengono. 




Figura 7.2 – Configurazione logica dell’intera struttura  
 
Ogni core IMS è costituita da i tre CSCF (Call Session Control Function) e il 




database HSS. Inoltre è presente all’interno di ogni Core IMS un DNS locale per la 
risoluzione degli indirizzi all’interno delle singole reti: nella figura 7.2 non viene 
raffigurato per semplificare la rappresentazione. 
 
 
7.1 Allestimento di una sessione di chiamata tra due utenti 
appartenenti a domini IMS distinti 
 
Nella figura 7.3 sono schematizzate le fasi fondamentali dell’instaurazione di 
una sessione multimediale avente come terminazioni una coppia di UE. In celeste 
sono colorati i messaggi SIP mentre i due pacchetti DIAMETER sono di colorazione 





Figura 7.3 – Procedura di inizializzazione di una chiamata  
 




Si suppone che il chiamante ed il chiamato abbiano completato le procedure di 
PDP context activation, conoscano l’indirizzo del P-CSCF cui afferire e siano 
registrati presso i rispettivi S-CSCF.  
Si nota come in questo esempio vi sia lo scambio di messaggi per garantire il 
supporto dei parametri di QoS (Quality of service) in modo hop-by-hop, attraverso la 
negoziazione delle precondizioni. Inoltre in questo caso non vi è la trasmissione della 
risposta provvisoria di tipo 101 Dialog Establishment come standardizzato dai 
documenti del 3GPP: in questo capitolo si ipotizza di utilizzare due Client di tipo 
IMS-Communicator evidenziando così le differenze che si hanno durante la 
procedura di instaurazione di una chiamata rispetto all’utilizzo dell’UCT-IMS client. 
In figura 7.4 e 7.5 è riportato lo scambio di pacchetti durante l'instaurazione di 
una chiamata tra due utenti catturati utilizzando Wireshark. Per acquisire tutti i 
messaggi scambiati durante la sessione di instaurazione di una chiamata tra i due 
utenti, data la configurazione dello scenario, si deve mandare in esecuzione 
Wireshark nelle due macchine contenenti le Core IMS (in figura 7.1 i PC denominati 
godel e planck). In questo modo si acquisisce una copia di ogni messaggio inviato da 
una client all’altro durante l’instaurazione della chiamata. 
 
Figura 7.4 – Scambio di messaggi durante l’inizializzazione di una chiamata filtrati 
da Godel 






Nella figura 7.4 viene mostrato lo scambio di messaggi durante l’instaurazione 
di una chiamata filtrati dal sistema installato nel PC denominato Godel mentre nella 
figura 7.5 si mostrano i messaggi filtrati da Planck. Si nota come ogni pacchetto 
instradato da un dominio di rete all’altro viene filtrato da entrambi gli analizzatori di 
traffico: quindi nelle due figure compare ogni volta una replica di tale pacchetto per 
ogni messaggio inviato da un utente all’altro. 
 
 
Figura 7.5 – Scambio di messaggi durante l’inizializzazione di una chiamata filtrati 
da Planck 
 
Dopo che i due utenti hanno registrato e autenticato i loro indirizzi pubblici, può 
essere inizializzata una sessione IMS. In questo caso Marco invia la richiesta di Invite 
ad Giuliano come si può notare dai campi From e To della figura 7.5. Inoltre si nota 
dal campo User Agent come sia stato utilizzato in questo caso il client IMS-
Communicator.  
Avendo già analizzato in dettaglio la struttura dei messaggi e i relativi campi nel 




precedente capitolo, adesso viene descritto con maggior attenzione il procedimento di 
routing dei messaggi durante una sessione di chiamata tra due utenti appartenenti a 
domini di rete diversi. 
Inizialmente Marco (identificato con <sip:marco@openims.test>) non è in grado 
di raggiungere direttamente l’utente Giuliano (identificato con 
<sip:giuliano@ing.test>) appartenente a un altro dominio di rete. Ciò che conosce è 
l’indirizzo del P-CSCF, ottenuto nella fase di accesso alla rete, e del S-CSCF che lo 
serve ottenuto durante la fase di registrazione. Quindi Marco mette nel campo Route 
proprio questi due indirizzi come mostrato da figura 7.5, così da poter instradare il 
messaggio verso questi due elementi di rete.  
 
 
Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: INVITE sip:giuliano@ing.test SIP/2.0 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 1 INVITE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test> 
        Via: SIP/2.0/UDP 10.0.0.3:5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
        Max-Forwards: 70 
        Contact: <sip:marco@10.0.0.3:5060> 
        Route: <sip:10.0.0.1:4060;transport=udp>,<sip:orig@scscf.openims.test:6060;lr> 
        P-Preferred-Identity: "marco@openims.test" <sip:marco@openims.test> 
        Privacy: none 
        Proxy-Require: sec-agree 
        Require: sec-agree 
        Supported: 100rel,precondition 
        P-Access-Network-Info: IEEE-802.11 
        User-Agent: IMS-Communicator 070427 
        Content-Type: application/sdp 
        Content-Length: 660 
 
Figura 7.5 – Messaggio INVITE(1) 
 
 
Il P-CSCF rimuove il proprio indirizzo dal campo Route e lo aggiunge nel 
campo via e Record-Route come mostrato in figura 7.6. Infine il P-CSCF instrada il 
messaggio al S-CSCF che sta servendo l’utente Marco (identificato da 
sip:scscf.openims.test:6060).  






Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
Request-Line: INVITE sip:giuliano@ing.test SIP/2.0 
    Message Header 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 1 INVITE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test> 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKbb79.80c6d9e2.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
        Max-Forwards: 16 
        Contact: <sip:marco@10.0.0.3:5060> 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        … 
 
Figura 7.6 – Messaggio INVITE(2) 
 
Il S-CSCF, processato il messaggio di Invite, rimuove la propria entry dal campo 
Route e l’aggiunge in Record-Route e Via. Verifica se i FC (Filter Criteria) sono 
applicabili al messaggio ricevuto, in caso contrario richiede al DNS di risolvere 
l’indirizzo del dominio di rete relativo all’utente Giuliano estratto dal Request-Uri 
(Ing.test). Ricevuto l’indirizzo dell’I-CSCF come risposta dal DNS, il S-CSCF 
instrada l’Invite all’indirizzo presente nella richiesta. Tale messaggio è mostrato nella 
seguente figura. 
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 5060 (5060) 
Session Initiation Protocol 
Request-Line: INVITE sip:giuliano@ing.test SIP/2.0 
        Message Header 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 1 INVITE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test> 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKbb79.e8f807c6.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKbb79.80c6d9e2.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
        Max-Forwards: 15 
        Contact: sip:marco@10.0.0.3:5060 
        … 
Figura 7.7 – Messaggio INVITE(3) 
L’I-CSCF, processato il messaggio di Invite, deve determinare il S-CSCF 




assegnato all’utente Giuliano; attraverso una richiesta di LIR-Diameter (Location 
Information Request), l’I-CSCF richiede all’HSS l’indirizzo del S-CSCF desiderato. 
Si nota dai campi “Origin-Host, Origin-Realm e Destination Realm” presenti in 
figura 7.8, come la richiesta sia inviata dall’I-CSCF all’HSS all’interno dello stesso 
dominio di rete Ing.test (e indirizzo IP 192.168.2.1). 
 
 
Internet Protocol, Src: 192.168.2.1 (192.168.2.1), Dst: 192.168.2.1 (192.168.2.1) 
Transmission Control Protocol, Src Port: 3869 (3869), Dst Port: 36925 (36925) 
Diameter Protocol 
    Version: 0x01 
    Length: 192 
    Flags: 0xc0 (Proxyable, Request) 
    Command Code: Location-Info-Request 
    Application-Id: Unknown 
    Hop-by-Hop Identifier: 0x388f2267 
    End-to-End Identifier: 0x19579a15 
    Attribute Value Pairs 
        Session-Id (Session-Id) l:0x24 (36 bytes) 
            Session ID: icscf.ing.test;2276897113;43 
        Origin-Host (DiameterIdentity) l:0x16 (22 bytes) 
            Identity: icscf.ing.test 
        Origin-Realm (UTF8String) l:0x10 (16 bytes) 
            UTF8String: ing.test 
        Destination-Realm (UTF8String) l:0x10 (16 bytes)  
            UTF8String: ing.test 
        Vendor-Specific-Application-Id (Grouped) l:0x20 (32 bytes)  
            Vendor-Specific-Application-Id Grouped AVPs 
                Auth-Application-Id (Enumerated) l:0xc  
                    Value: 0x01000000 (16777216): 3GPP Cx 
        Auth-Session-State (Enumerated) l:0xc (12 bytes) 
            Value: 0x00000001 (1): No State Maintained 
 
Figura 7.8 – Messaggio LIR(Location Information Request)-Diameter(4) 
 
L’HSS risponde all’I-CSCF con un messaggio di LIA-Diameter (Location-Info-
Answer). Si può notare dalla figura 7.9 come in tale messaggio sia compreso nel 
campo Server-Name l’indirizzo SIP del S-CSCF. Inoltre in tale messaggio, l'HSS 
comunica la risposta attraverso la sezione Experimental-Result-Code: in questo caso 
la risposta è un valore di DIAMETER_SUCCESS che indica: 
- l'utente è già stato registrato con questa public identity; 
- il S-CSCF è stato assegnato.  
 




Internet Protocol, Src: 192.168.2.1 (192.168.2.1), Dst: 192.168.2.1 (192.168.2.1) 
Transmission Control Protocol, Src Port: 36925 (36925), Dst Port: 3869 (3869) 
Diameter Protocol 
    Version: 0x01 
    Length: 184 
    Command Code: Location-Info-Answer 
    Application-Id: Unknown 
    Hop-by-Hop Identifier: 0x388f2267 
    End-to-End Identifier: 0x19579a15 
    Attribute Value Pairs 
        Session-Id (Session-Id) l:0x24 (36 bytes) (36 padded bytes) 
            Session ID: icscf.ing.test;2276897113;43 
        Origin-Host (DiameterIdentity) l:0x14 (20 bytes) (20 padded bytes) 
            Identity: hss.ing.test 
        Origin-Realm (UTF8String) l:0x10 (16 bytes) (16 padded bytes) 
            UTF8String: ing.test 
        Server-Name (UTF8String) l:0x28 
            UTF8String: sip:scscf.ing.test:6060 
        Vendor-Specific-Application-Id (Grouped) l:0x20 (32 bytes) (32 padded bytes) 
ì                    Value: 0x01000000 (16777216): 3GPP Cx 
        Auth-Session-State (Enumerated) l:0xc (12 bytes) (12 padded bytes) 
            Value: 0x00000001 (1): No State Maintained 
        Result-Code (Enumerated) l:0xc (12 bytes) (12 padded bytes) 
            Value: 0x000007d1 (2001): DIAMETER_SUCCESS 
Figura 7.9 – Messaggio LIA Diameter(5) 
 
L’I-CSCF, determinato l’indirizzo del S-CSCF, rimuove la propria entry dal 
campo Route nel caso fosse presente e aggiunge in Via il proprio indirizzo (non in 
Record-Route, in quanto le richieste successive non sono instradate all’I-CSCF). 
Infine instrada il messaggio di Invite al S-CSCF (appartenente sempre al dominio di 
rete Ing.Test). Si può notare come nel Request-Uri vi sia l’indirizzo con cui l’utente 
giuliano si è registrato in precedenza. 
 
Internet Protocol, Src: 192.168.2.1 (192.168.2.1), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: INVITE sip:giuliano@192.168.2.2:4060 SIP/2.0 
        Message Header 
        Route: <sip:scscf.ing.test:6060> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 1 INVITE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test> 
        Via: SIP/2.0/UDP 192.168.2.1;branch=z9hG4bKbb79.fce47224.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKbb79.e8f807c6.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKbb79.80c6d9e2.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
        … 
Figura 7.10 – Messaggio INVITE(6) 
 




Il S-CSCF, processato il messaggio di Invite, rimuove la propria entry dal campo 
Route e l’aggiunge in Record-Route e Via. Verifica se i FC (Filter Criteria) sono 
applicabili al messaggio ricevuto e instrada al next hop del campo Route. In questo 
caso si nota dalla figura 7.11, che in tale campo è presente l’indirizzo del P-CSCF 
appartenente al dominio di rete Ing.Test e memorizzato durante la procedura di 
registrazione. 
 
Internet Protocol, Src: 192.168.2.1 (192.168.2.1), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: INVITE sip:giuliano@192.168.2.2:4060 SIP/2.0 
    Message Header 
        Record-Route: <sip:mt@scscf.ing.test:6060;lr> 
        Route: <sip:term@pcscf.ing.test:4060;lr> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 1 INVITE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test> 
        Via: SIP/2.0/UDP 192.168.2.1:6060;branch=z9hG4bKbb79.cbafc452.0 
        Via: SIP/2.0/UDP 192.168.2.1;branch=z9hG4bKbb79.fce47224.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKbb79.e8f807c6.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKbb79.80c6d9e2.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
      … 
Figura 7.11 – Messaggio INVITE(7) 
 
Il P-CSCF rimuove il proprio indirizzo dal campo Route e lo aggiunge nel 
campo via e Record-Route come mostrato in figura 7.12. Infine il P-CSCF instrada il 
messaggio direttamente all’utente Giuliano.  
E’ interessante notare come in questo messaggio vi siano sei indirizzi nella 
sezione Via e quattro nella sezione Record-Route. In questo modo tutti i messaggi di 
risposta alla richiesta di Invite, sia provvisorie che definitive, percorreranno lo stesso 
cammino dell’Invite ma in senso opposto mentre le richieste successive 
percorreranno il cammino descritto dalla sezione Record-Route. E’per questo motivo 
che le richieste successive non attraversano l’I-CSCF, come si nota anche dalla figura 
7.3. 
 





Internet Protocol, Src: 192.168.2.1 (192.168.2.1), Dst: 192.168.2.2 (192.168.2.2) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: INVITE sip:giuliano@192.168.2.2:4060 SIP/2.0 
    Message Header 
        Record-Route: <sip:mt@pcscf.ing.test:4060;lr> 
        Record-Route: <sip:mt@scscf.ing.test:6060;lr> 
        Record-Route: <sip:mo@scscf.openims.test:6060;lr> 
        Record-Route: <sip:mo@pcscf.openims.test:4060;lr> 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 1 INVITE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test> 
        Via: SIP/2.0/UDP 192.168.2.1:4060;branch=z9hG4bKbb79.e472cb61.0 
        Via: SIP/2.0/UDP 192.168.2.1:6060;received=192.168.2.1;rport=6060;branch=z9hG4bKbb79.cbafc452.0 
        Via: SIP/2.0/UDP 192.168.2.1;branch=z9hG4bKbb79.fce47224.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKbb79.e8f807c6.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKbb79.80c6d9e2.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
         … 
Figura 7.12 – Messaggio INVITE(8) 
 
Giuliano, ricevuto l'Invite salva il Contact Header dove rintracciare Marco. Poi 
crea la risposta: mette il proprio indirizzo in Contact e copia tutte le Record Route e i 
campi Via della richiesta nella risposta. Manda il messaggio di 183-Session Progress, 
mostrato in figura 7.13, indirizzandolo verso il primo indirizzo del campo Via che 
sarà tolto dalla lista. Ogni CSCF che riceve il messaggio elimina il campo Via dove 
appare il proprio indirizzo per poi inoltrare al CSCF successivo. 
Vi è inoltre l'aggiunta del corpo di un messaggio SDP come evidenziato dal 
campo Content-Type: application/sdp e della sezione relativa alle precondizioni. 
Infatti questo messaggio, mostrato in figura 6.12, è una risposta provvisoria alla 
richiesta di Invite trasmessa in modo “affidabile” per riscontrare la ricezione di tale 
richiesta. Proprio il campo Require: 100rel indica che il terminale che riceve il 
messaggio di 183 Session Progress deve inviare un messaggio di PRAck in risposta e 
il campo RSeq: 686888620 identifica la prima risposta provvisoria inviata in modalità 
“affidabile”. 
Il messaggio di 183 Session Progress viene instradato lungo il cammino inverso 
fino a raggiungere Marco. 
 





Internet Protocol, Src: 192.168.2.2 (192.168.2.2), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 183 Session progress 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 1 INVITE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 192.168.2.1:4060;branch=z9hG4bKbb79.e472cb61.0 
        Via: SIP/2.0/UDP 192.168.2.1:6060;received=192.168.2.1;rport=6060;branch=z9hG4bKbb79.cbafc452.0 
        Via: SIP/2.0/UDP 192.168.2.1;branch=z9hG4bKbb79.fce47224.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKbb79.e8f807c6.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKbb79.80c6d9e2.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
        Record-Route:<sip:mt@pcscf.ing.test:4060;lr>,<sip:mt@scscf.ing.test:6060;lr>, 
<sip:mo@scscf.openims.test:6060;lr>, <sip:mo@pcscf.openims.test:4060;lr> 
        Contact: <sip:giuliano@192.168.2.2:4060> 
        P-Access-Network-Info: IEEE-802.11 
        User-Agent: IMS-Communicator 070427 
        Require: 100rel, precondition 
        RSeq: 686888620 
        Content-Type: application/sdp 
        Content-Length: 735  
 
Figura 7.13 – Messaggio Session Progress(15) 
 
 
Nelle richieste successive Marco copia le Record-Route nelle Route della nuova 
richiesta e le invia all'indirizzo URI del destinatario: questo indirizzo viene ricavato 
dal campo contact del messaggio di risposta provvisoria. Come evidenziato dal 
campo Content-Type anche in questo caso è presente il corpo di un messaggio SDP. 
Inoltre il campo “RAck: 686888620 1 INVITE” include rispettivamente RSeq e CSeq 
e ci dice che questo messaggio è un riscontro alla risposta provvisoria 183 Session 
Progress. La richiesta di PRAck viene inviata da Marco verso Giuliano come 
mostrato nella figura 7.14. Si ricorda che in questo caso il messaggio attraverserà i 










Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: PRACK sip:giuliano@192.168.2.2:4060 SIP/2.0 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 2 PRACK 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 10.0.0.3:5060;branch=z9hG4bKbf2a59a9547d29f0f7773a72d6e0b1f0 
        Max-Forwards: 70 
        Route:<sip:mo@pcscf.openims.test:4060;lr>,<sip:mo@scscf.openims.test:6060;lr>, 
<sip:mt@scscf.ing.test:6060;lr>, <sip:mt@pcscf.ing.test:4060;lr> 
        Contact: <sip:marco@10.0.0.3:5060> 
        P-Access-Network-Info: IEEE-802.11 
        User-Agent: IMS-Communicator 070427 
        RAck: 686888620 1 INVITE 
        Content-Type: application/sdp 
        Require: precondition,sec-agree 
        Proxy-Require: sec-agree 
        Content-Length: 670 
 
Figura 7.14 – Messaggio PRAck (Provisional Ack)(21) 
 
Il P-CSCF, ricevuto il messaggio di PRAck, rimuove il suo indirizzo dal campo 
Route e lo aggiunge nel campo Via. Poi instrada il messaggio mostrato nella figura 




Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Request-Line: PRACK sip:giuliano@192.168.2.2:4060 SIP/2.0 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 2 PRACK 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK8b79.cbac7c11.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bKbf2a59a9547d29f0f7773a72d6e0b1f0 
        Max-Forwards: 16 
        Route: <sip:mo@scscf.openims.test:6060;lr>,<sip:mt@scscf.ing.test:6060;lr>,<sip:mt@pcscf.ing.test:4060;lr> 
        Contact: sip:marco@10.0.0.3:5060 
        … 
 











Giuliano invia un messaggio di risposta affermativa (200-Ok) mostrato nella 
figura 7.16. Il Cseq indica che questa è una risposta definitiva al PRAck e non 
all'iniziale richiesta di Invite. Inoltre il campo Content-Type indica la presenza del 
corpo di un messaggio SDP. Utilizzando il campo Via che indica il percorso inverso, 




Internet Protocol, Src: 192.168.2.2 (192.168.2.2), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 2 PRACK 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 192.168.2.1:4060;branch=z9hG4bKbb79.e472cb61.0 
        Via: SIP/2.0/UDP 192.168.2.1:6060;received=192.168.2.1;rport=6060;branch=z9hG4bKbb79.cbafc452.0 
        Via: SIP/2.0/UDP 192.168.2.1;branch=z9hG4bKbb79.fce47224.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKbb79.e8f807c6.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKbb79.80c6d9e2.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
        P-Access-Network-Info: IEEE-802.11 
        Require: precondition 
        Content-Type: application/sdp 
        Contact: <sip:giuliano@192.168.2.2:4060> 
        Content-Length: 735 
 
figura 7.16:Messaggio 200 OK (26) 
 
Marco una volta che ha riservato le risorse indispensabili per l'inizio della 
chiamata, invia un messaggio di UPDATE contenete il messaggio SDP. La struttura 
del messaggio di UPDATE, mostrato in figura 7.17 è simile alla richiesta di PRAck in 
quanto tale messaggio ha soltanto il compito di ritardare la procedura d'instaurazione 
di una chiamata in modo da permettere ai due terminali di prenotare le risorse 
richieste. 
 Nel caso i due client scelgano di iniziare una chiamata senza lo scambio di 










Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: UPDATE sip:giuliano@192.168.2.2:4060 SIP/2.0 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 3 UPDATE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 10.0.0.3:5060;branch=z9hG4bKcda006a9790f24790e96ce244a54f70c 
        Max-Forwards: 70 
        Route: 
<sip:mo@pcscf.openims.test:4060;lr>,<sip:mo@scscf.openims.test:6060;lr>,<sip:mt@scscf.ing.test:6060;lr>,<sip:mt@
pcscf.ing.test:4060;lr> 
        Contact: <sip:marco@10.0.0.3:5060> 
        P-Access-Network-Info: IEEE-802.11 
        User-Agent: IMS-Communicator 070427 
        Allow: INVITE,ACK,CANCEL,BYE,MESSAGE,PRACK,UPDATE 
        Require: sec-agree 
        Proxy-Require: sec-agree 
        Content-Type: application/sdp 
        Content-Length: 678 
 
Figura 7.17 – Messaggio Update (31) 
 
Giuliano, dopo aver inviato il messaggio di Ringing che notifica lo squillio del 
client, risponde alla richiesta di UPDATE con un messaggio di Ok mostrato nella 
figura 7.18. Questa riposta include l’ultimo corpo di messaggi SDP come evidenziato 
dal campo Content-Type: application/sdp. Utilizzando il campo Via che indica il 
percorso inverso, il messaggio raggiunge l'utente chiamante. 
 
Internet Protocol, Src: 192.168.2.2 (192.168.2.2), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 3 UPDATE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 192.168.2.1:4060;branch=z9hG4bKbb79.e472cb61.0 
        Via: SIP/2.0/UDP 192.168.2.1:6060;received=192.168.2.1;rport=6060;branch=z9hG4bKbb79.cbafc452.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKbb79.e8f807c6.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKbb79.80c6d9e2.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
        P-Access-Network-Info: IEEE-802.11 
        Content-Type: application/sdp 
        Contact: <sip:giuliano@192.168.2.2:4060> 
        Content-Length: 695 
 
figura 7.18:Messaggio 200 OK (36) 
 





Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: PRACK sip:giuliano@192.168.2.2:4060 SIP/2.0 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 4 PRACK 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 10.0.0.3:5060;branch=z9hG4bK41d684d245ef00498faab9386645e389 
        Max-Forwards: 70 
        Route: <sip:mo@pcscf.openims.test:4060;lr>,<sip:mo@scscf.openims.test:6060;lr>, 
<sip:mt@scscf.ing.test:6060;lr>,<sip:mt@pcscf.ing.test:4060;lr> 
        Contact: <sip:marco@10.0.0.3:5060> 
        P-Access-Network-Info: IEEE-802.11 
        User-Agent: IMS-Communicator 070427 
        RAck: 686888621 1 INVITE 
        Require: sec-agree 
        Proxy-Require: sec-agree 
        Content-Length: 0 
figura 7.19:Messaggio PRAck (36) 
 
Marco invia una seconda richiesta di PRAck. Come evidenziato dal campo 
Content-Type anche in questo caso è presente il corpo di un messaggio SDP. Inoltre il 
campo “RAck:686888621 1 INVITE” ci dice che questo messaggio è un riscontro 
alla risposta provvisoria di Ringing. La richiesta di PRAck viene inviata da Marco 
verso Federica come mostrato nella figura 7.19. Marco dopo aver accettato la 
richiesta di PRAck, invia un secondo messaggio di Ok riportato nella figura 7.20. Il 
campo CSeq:1 INVITE conferma che questo messaggio è una risposta definitiva alla 
richiesta iniziale di Invite. 
 
Internet Protocol, Src: 192.168.2.2 (192.168.2.2), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 1 INVITE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 192.168.2.1:4060;branch=z9hG4bKbb79.e472cb61.0,SIP/2.0/UDP 
192.168.2.1:6060;received=192.168.2.1;rport=6060;branch=z9hG4bKbb79.cbafc452.0,SIP/2.0/UDP 
192.168.2.1;branch=z9hG4bKbb79.fce47224.0,SIP/2.0/UDP 10.0.0.1:6060 
        User-Agent: IMS-Communicator 070427 
        Record-Route: <sip:mt@pcscf.ing.test:4060;lr>,<sip:mt@scscf.ing.test:6060;lr>, 
<sip:mo@scscf.openims.test:6060;lr>,<sip:mo@pcscf.openims.test:4060;lr> 
        Contact: <sip:giuliano@192.168.2.2:4060> 
        Content-Length: 0 
figura 7.18:Messaggio 200 OK all’Invite (36) 





7.2 Negoziazione media per il supporto della QoS durante una video-
chiamata tra due utenti di reti distinte 
 
In questo paragrafo viene descritta in dettaglio la procedura di negoziazione dei 
media durante una video-chiamata attraverso lo scambio di messaggi di tipo SDP 
presenti all'interno del campo dati dei messaggi SIP. Infatti utilizzando il client IMS-
Communicator che supporta pure codec video, possiamo effettuare chiamate con 
supporto video.  
La struttura fisica dello scenario implementato è sempre quella della figura 7.1-
7.2. Nella figura 7.19 viene rappresentato in dettaglio questa procedura. Si ricorda 
che in questo caso abbiamo considerato la procedura per garantire il supporto dei 
parametri di QoS (Quality of Service) in modo obbligatorio, attraverso la 
negoziazione delle precondizioni.  
 
 
figura 7.19:Procedura di negoziazione dei media video-chiamata 





Confrontando quest’ultima figura con la figura 6.24 presente nel paragrafo 6.2 
possiamo notare come tale procedura sia implementata in modo molto diverso tra i 
due tipi di client. E’ da sottolineare come in questo caso con l’utilizzo dell’IMS 
Communicator la procedura rispetti gli standard della 3GPP. 
Marco mette nel messaggio SDP di Invite tutti i tipi di media e codec che vuol 
utilizzare. Si sottolinea come siano supportati da Marco (identificato dal proprio 
indirizzo IP 10.0.0.3) ben nove formati audio e tre video come mostrato dai campi 
“Media Description” presenti nella figura 7.20. 
Negli attributi relativi alla sezione audio vi è la definizione dei parametri riferiti 
alle precondizioni: 
• Bandwidth Information (b): AS:25 indica la banda supportata per lo stream 
audio 
 
• Media Attribute (a): sendrecv” indica che lo stream audio è sia in ricezione che 
in trasmissione 
 
• “curr:qos local none /curr:qos remote none”:questi due campi indicano che al 
momento non ho QoS sia da lato chiamante che da lato chiamato 
 
• “des:qos mandatory local sendrecv /des:qos mandatory remote sendrecv” 
indica che il supporto di QoS da lato chiamato e da lato chiamante è 
obbligatorio prima di poter iniziare la chiamata. 
 
Gli attributi relativi alla sezione video sono: 
 
• Bandwidth Information (b): AS:75 indica la banda supportata per lo stream 
video 
 




• “Media Attribute (a): recvonly” indica che lo stream video è bi-direzionale 
 




        Session Description Protocol 
            Session Description Protocol Version (v): 0 
            Owner/Creator, Session Id (o): marco 0 0 IN IP4 10.0.0.3 
            Session Name (s): - 
            Connection Information (c): IN IP4 10.0.0.3 
            Time Description, active time (t): 0 0 
            Media Description, name and address (m): audio 22224 RTP/AVP 0 3 4 5 6 8 15 35 18 
            Bandwidth Information (b): AS:25 
            Media Attribute (a): sendrecv 
            Media Attribute (a): rtpmap:0 ULAW/rtp 
            Media Attribute (a): rtpmap:3 gsm/rtp 
            Media Attribute (a): rtpmap:4 g723/rtp 
            Media Attribute (a): rtpmap:5 dvi/rtp 
            Media Attribute (a): rtpmap:6 dvi/rtp 
            Media Attribute (a): rtpmap:8 alaw 
            Media Attribute (a): rtpmap:15 g728/rtp 
            Media Attribute (a): rtpmap:35 null 
            Media Attribute (a): rtpmap:18 g729/rtp 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos none remote sendrecv 
            Media Description, name and address (m): video 22222 RTP/AVP 34 26 31 
            Bandwidth Infor mation (b): AS:75 
            Media Attribute (a): sendrecv 
            Media Attribute (a): rtpmap:34 h263/rtp 
            Media Attribute (a): rtpmap:26 jpeg/rtp 
            Media Attribute (a): rtpmap:31 h261/rtp 
            Media Attribute (a): curr:qos local none 
 
figura 7.20:Messaggio SDP contenuto nell'INVITE 
 
 
Giuliano (identificato dall’indirizzo IP 192.168.2.2) risponde mettendo il corpo 
di un messaggio SDP nella riposta di 183 Sesssion Progress, potendo rifiutare alcuni 
di questi media e codec. Si può notare analizzando la figura 7.21, che in questo caso 
vengono supportati da entrambi gli stessi formati audio e video in quanto sono stati 
utilizzati due client di caratteristiche identiche.  
In aggiunta negli attributi relativi alla sezione audio vi è il campo “conf:qos 
remote sendrecv”: questo indica che il chiamante appena sono state riservate le 




risorse in entrambi i lati deve inviare un messaggio di conferma (messaggio di 
Update). Si ricorda come Giuliano intenda come lato “locale” il proprio e lato 




        Session Description Protocol 
            Session Description Protocol Version (v): 0 
            Owner/Creator, Session Id (o): giuliano 0 0 IN IP4 192.168.2.2 
            Session Name (s): - 
            Connection Information (c): IN IP4 192.168.2.2 
            Time Description, active time (t): 0 0 
            Media Description, name and address (m): audio 22225 RTP/AVP 0 3 4 5 6 8 15 35 18 
            Bandwidth Information (b): AS:25 
            Media Attribute (a): recvonly 
            Media Attribute (a): rtpmap:0 ULAW/rtp 
            Media Attribute (a): rtpmap:3 gsm/rtp 
            Media Attribute (a): rtpmap:4 g723/rtp 
            Media Attribute (a): rtpmap:5 dvi/rtp 
            Media Attribute (a): rtpmap:6 dvi/rtp 
            Media Attribute (a): rtpmap:8 alaw 
            Media Attribute (a): rtpmap:15 g728/rtp 
            Media Attribute (a): rtpmap:35 null 
            Media Attribute (a): rtpmap:18 g729/rtp 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Attribute (a): conf:qos remote sendrecv 
            Media Description, name and address (m): video 22222 RTP/AVP 34 26 31 
            Bandwidth Information (b): AS:75 
            Media Attribute (a): recvonly 
            Media Attribute (a): rtpmap:34 h263/rtp 
            Media Attribute (a): rtpmap:26 jpeg/rtp 
            Media Attribute (a): rtpmap:31 h261/rtp 
            Media Attribute (a): curr:qos local none 
 
figura 7.21:Messaggio SDP contenuto nel 183 Session Progress 
 
 
Marco invia un primo messaggio di PRAck con i codec supportati per ogni tipo 
di media. Come mostrato dalla figura 7.22, si nota l’aggiunta dei seguenti parametri 
nella sezione relativa agli attributi video: 
 
• “curr:qos local none /curr:qos remote none”:questi due campi indicano che al 
momento non ho QoS sia da lato chiamante che da lato chiamato 
 
• “des:qos mandatory local sendrecv /des:qos mandatory remote sendrecv” 








    Message body 
        Session Description Protocol 
            Session Description Protocol Version (v): 0 
            Owner/Creator, Session Id (o): marco 0 0 IN IP4 10.0.0.3 
            Session Name (s): - 
            Connection Information (c): IN IP4 10.0.0.3 
            Time Description, active time (t): 0 0 
            Media Description, name and address (m): audio 22224 RTP/AVP 0 3 4 5 6 8 15 35 18 
            Bandwidth Information (b): AS:25 
            Media Attribute (a): sendrecv 
            Media Attribute (a): rtpmap:0 ULAW/rtp 
            Media Attribute (a): rtpmap:3 gsm/rtp 
            Media Attribute (a): rtpmap:4 g723/rtp 
            Media Attribute (a): rtpmap:5 dvi/rtp 
            Media Attribute (a): rtpmap:6 dvi/rtp 
            Media Attribute (a): rtpmap:8 alaw 
            Media Attribute (a): rtpmap:15 g728/rtp 
            Media Attribute (a): rtpmap:35 null 
            Media Attribute (a): rtpmap:18 g729/rtp 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Description, name and address (m): video 22222 RTP/AVP 34 26 31 
            Bandwidth Information (b): AS:75 
            Media Attribute (a): sendrecv 
            Media Attribute (a): rtpmap:34 h263/rtp 
            Media Attribute (a): rtpmap:26 jpeg/rtp 
            Media Attribute (a): rtpmap:31 h261/rtp 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
 
figura 7.22:Messaggio SDP contenuto nel PRACK 
 
Giuliano risponde mettendo il corpo di un messaggio SDP nella riposta di OK 
relativa al PRAck. Anche in questo caso ho in aggiunta il campo “conf:qos remote 
sendrecv” per indicare che anche il chiamato appena sono state riservate le risorse 
dovrà inviare un messaggio di conferma. E’ da notare come in questo caso tale campo 
sia presente sia nella sezione relativa ai formati audio sia a quelli video.  
Il corpo SDP di tale messaggio viene mostrato nella figura 7.23. 
 







        Session Description Protocol 
            Session Description Protocol Version (v): 0 
            Owner/Creator, Session Id (o): giuliano 0 0 IN IP4 192.168.2.2 
            Session Name (s): - 
            Connection Information (c): IN IP4 192.168.2.2 
            Time Description, active time (t): 0 0 
            Media Description, name and address (m): audio 22225 RTP/AVP 0 3 4 5 6 8 15 35 18 
            Bandwidth Information (b): AS:25 
            Media Attribute (a): recvonly 
            Media Attribute (a): rtpmap:0 ULAW/rtp 
            Media Attribute (a): rtpmap:3 gsm/rtp 
            Media Attribute (a): rtpmap:4 g723/rtp 
            Media Attribute (a): rtpmap:5 dvi/rtp 
            Media Attribute (a): rtpmap:6 dvi/rtp 
            Media Attribute (a): rtpmap:8 alaw 
            Media Attribute (a): rtpmap:15 g728/rtp 
            Media Attribute (a): rtpmap:35 null 
            Media Attribute (a): rtpmap:18 g729/rtp 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Attribute (a): conf:qos remote sendrecv 
            Media Description, name and address (m): video 22222 RTP/AVP 34 26 31 
            Bandwidth Information (b): AS:75 
            Media Attribute (a): recvonly 
            Media Attribute (a): rtpmap:34 h263/rtp 
            Media Attribute (a): rtpmap:26 jpeg/rtp 
            Media Attribute (a): rtpmap:31 h261/rtp 
            Media Attribute (a): curr:qos local none 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Attribute (a): conf:qos remote sendrecv 
 
figura 7.23: Messaggio SDP contenuto nella risposta 200 OK relativa alla prima 
richiesta di PRAck 
 
Marco attraverso il messaggio di UPDATE indica che dal suo lato le risorse 
richieste sia audio che video sono già disponibili. Infatti si può notare dalla figura 
7.24 che il campo “(a)curr:qos local” presente sia nella sezione audio che in quella 
video, è stato modificato da none a sendrecv. Da parte del lato remoto per il momento 
non sono state ancora prenotate le risorse richieste. 
Appena giunto questo messaggio all’utente chiamato, gli inizierà a squillare il 
telefono. 







        Session Description Protocol 
            Session Description Protocol Version (v): 0 
            Owner/Creator, Session Id (o): marco 0 0 IN IP4 10.0.0.3 
            Session Name (s): - 
            Connection Information (c): IN IP4 10.0.0.3 
            Time Description, active time (t): 0 0 
            Media Description, name and address (m): audio 22224 RTP/AVP 0 3 4 5 6 8 15 35 18 
            Bandwidth Information (b): AS:25 
            Media Attribute (a): sendrecv 
            Media Attribute (a): rtpmap:0 ULAW/rtp 
            Media Attribute (a): rtpmap:3 gsm/rtp 
            Media Attribute (a): rtpmap:4 g723/rtp 
            Media Attribute (a): rtpmap:5 dvi/rtp 
            Media Attribute (a): rtpmap:6 dvi/rtp 
            Media Attribute (a): rtpmap:8 alaw 
            Media Attribute (a): rtpmap:15 g728/rtp 
            Media Attribute (a): rtpmap:35 null 
            Media Attribute (a): rtpmap:18 g729/rtp 
            Media Attribute (a): curr:qos local sendrecv 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Description, name and address (m): video 22222 RTP/AVP 34 26 31 
            Bandwidth Information (b): AS:75 
            Media Attribute (a): sendrecv 
            Media Attribute (a): rtpmap:34 h263/rtp 
            Media Attribute (a): rtpmap:26 jpeg/rtp 
            Media Attribute (a): rtpmap:31 h261/rtp 
            Media Attribute (a): curr:qos local sendrecv 
            Media Attribute (a): curr:qos remote none 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
 




Giuliano, dopo aver prenotato tutte le risorse richieste, invia come risposta il 
messaggio di OK: Infatti come mostrato dalla figura 7.25 i due campi “(a) curr:qos 
local” e “(a) curr:qos remote” presenti sia nella sezione audio che in quella video, 
sono stati fissati “sendrecv”: questo indica che la fase di prenotazione di risorse si è 
conclusa positivamente da entrambi i lati e si può iniziare lo scambio di traffico audio 
e video relativo alla chiamata. 
 








        Session Description Protocol 
            Session Description Protocol Version (v): 0 
            Owner/Creator, Session Id (o): giuliano 0 0 IN IP4 192.168.2.2 
            Session Name (s): - 
            Connection Information (c): IN IP4 192.168.2.2 
            Time Description, active time (t): 0 0 
            Media Description, name and address (m): audio 22225 RTP/AVP 0 3 4 5 6 8 15 35 18 
            Bandwidth Information (b): AS:25 
            Media Attribute (a): recvonly 
            Media Attribute (a): rtpmap:0 ULAW/rtp 
            Media Attribute (a): rtpmap:3 gsm/rtp 
            Media Attribute (a): rtpmap:4 g723/rtp 
            Media Attribute (a): rtpmap:5 dvi/rtp 
            Media Attribute (a): rtpmap:6 dvi/rtp 
            Media Attribute (a): rtpmap:8 alaw 
            Media Attribute (a): rtpmap:15 g728/rtp 
            Media Attribute (a): rtpmap:35 null 
            Media Attribute (a): rtpmap:18 g729/rtp 
            Media Attribute (a): curr:qos local sendrecv 
            Media Attribute (a): curr:qos remote sendrecv 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
            Media Description, name and address (m): video 22222 RTP/AVP 34 26 31 
            Bandwidth Information (b): AS:75 
            Media Attribute (a): recvonly 
            Media Attribute (a): rtpmap:34 h263/rtp 
            Media Attribute (a): rtpmap:26 jpeg/rtp 
            Media Attribute (a): rtpmap:31 h261/rtp 
            Media Attribute (a): curr:qos local sendrecv 
            Media Attribute (a): curr:qos remote sendrecv 
            Media Attribute (a): des:qos mandatory local sendrecv 
            Media Attribute (a): des:qos mandatory remote sendrecv 
 

















7.3 Abbattimento della sessione di video-chiamata 
 
In questo paragrafo viene analizzata la procedura di abbattimento di una 
sessione di chiamata relativo allo scenario costituito da due domini di rete (mostrato 
precedentemente in figura 7.2). 
Nella figura 7.26 sono schematizzate le fasi fondamentali del rilascio di una 





Figura 7.26 - Procedura per il rilascio della sessione multimediale 
 
 
Durante queste procedure abbiamo filtrato i dati in modo da visualizzare i 
messaggi relativi esclusivamente alla fase di chiusura della chiamata. Per acquisire 
tutti i messaggi scambiati durante questa fase, data la configurazione dello scenario, 
si deve mandare in esecuzione Wireshark nelle due macchine contenenti le Core IMS 








Figura 7.27 – Scambio di messaggi durante l’abbattimento di una chiamata filtrati 
da Godel 
 
Nella figura 7.27 viene mostrato lo scambio di messaggi durante l’abbattimento 
di una chiamata filtrati dal sistema installato nel PC denominato Godel mentre nella 
figura 7.28 si mostrano i messaggi filtrati da Planck. Si nota come anche in questo 
caso, il pacchetto instradato da un dominio di rete all’altro venga visualizzato in 








Per terminare una chiamata Marco genera un messaggio di bye mostrato nella 
figura 7.29. Si nota come tale messaggio sia inviato a Giuliano, e il percorso da 
effettuare sia descritto attraverso il campo Route: il pacchetto verrà quindi instradato 
attraverso i quattro elementi di rete presenti nel campo Route.  







Internet Protocol, Src: 10.0.0.3 (10.0.0.3), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 5060 (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: BYE sip:giuliano@192.168.2.2:4060 SIP/2.0 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 5 BYE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 10.0.0.3:5060;branch=z9hG4bK26c9e1573a3a7a7f66120952378ee59d 
        Max-Forwards: 70 
        User-Agent: IMS-Communicator 070427 
        Route: <sip:mo@pcscf.openims.test:4060;lr>,<sip:mo@scscf.openims.test:6060;lr>, 
<sip:mt@scscf.ing.test:6060;lr>, <sip:mt@pcscf.ing.test:4060;lr> 
        Content-Length: 0 
 
Figura 7.29 – Messaggio di Bye(1) 
 
Il P-CSCF rimuove il proprio indirizzo dal campo Route e lo aggiunge nel 
campo via come mostrato in figura 7.30. Tale operazione verrà ripetuta da tutti i 
CSCF presenti nel campo Route. Successivamente il P-CSCF instrada il messaggio al 




Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: BYE sip:giuliano@192.168.2.2:4060 SIP/2.0 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 5 BYE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK7b79.27eeefe5.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK26c9e1573a3a7a7f66120952378ee59d 
        Max-Forwards: 16 
        User-Agent: IMS-Communicator 070427 
        Route: <sip:mo@scscf.openims.test:6060;lr>,<sip:mt@scscf.ing.test:6060;lr>,<sip:mt@pcscf.ing.test:4060;lr> 
        Content-Length: 0 
        P-Asserted-Identity: <sip:marco@openims.test> 
 
Figura 7.30 – Messaggio di Bye(2) 
 






Giuliano, ricevuto il messaggio di Bye, risponde a Marco con un messaggio di 
200 OK mostrato nella figura 7.31, che chiude definitivamente la sessione di 
chiamata. Tale messaggio durante il percorso inverso deve attraversare tutti gli 
elementi di rete memorizzati in Via sino a raggiungere Marco. 
 
 
Internet Protocol, Src: 192.168.2.2 (192.168.2.2), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Call-ID: 3679568e2f92bc37c2f08f76540b842f@10.0.0.3 
        CSeq: 5 BYE 
        From: "marco" <sip:marco@openims.test>;tag=23738549 
        To: <sip:giuliano@ing.test>;tag=7572744 
        Via: SIP/2.0/UDP 192.168.2.1:4060;branch=z9hG4bKbb79.e472cb61.0 
        Via: SIP/2.0/UDP 192.168.2.1:6060;received=192.168.2.1;rport=6060;branch=z9hG4bKbb79.cbafc452.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bKbb79.e8f807c6.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bKbb79.80c6d9e2.0 
        Via: SIP/2.0/UDP 10.0.0.3:5060;rport=5060;branch=z9hG4bK3432d8c8555ffa38182def3e1ea6b686 
        Content-Length: 0 
 























In questo paragrafo viene descritta la procedura di Immediate Messaging tra due 
utenti appartenenti a domini di rete distinti. 
Durante una sessione di immediate messagging un terminale genera una 
richiesta di Message, con il contenuto desiderato e mette nel Request-URI l'indirizzo 
del terminale destinatario. La richiesta è instradata dal mittente attraverso i due 
domini di rete IMS in modo analogo alla richiesta di Invite già analizzata in 
precedenza, fino a giungere al destinatario. 








Durante questa procedura abbiamo filtrato i dati in modo da visualizzare i 




messaggi relativi esclusivamente alla fase di Immediate Immesaging della chiamata. 
Per acquisire tutti i messaggi scambiati durante questa fase, data la configurazione 
dello scenario, si deve mandare in esecuzione Wireshark nelle due macchine 




Figura 7.33 Scambio di messaggi durante la procedura di Immediate Messaging 
filtrati da Godel 
 
 
Nella figura 7.33 viene mostrato lo scambio di messaggi durante la procedura di 
Immediate Messaging dal sistema installato nel PC denominato Godel mentre nella 
figura 7.34 si mostrano i messaggi filtrati da Planck. Si nota come anche in questo 




Figura 7.34  Scambio di messaggi durante la procedura di Immediate Messaging 




Marco (vedi campo From) invia il messaggio “ciao” presente nel Message body 
a Giuliano (campo To). Successivamente viene analizzato in dettaglio il 
procedimento di routing della trasmissione del pacchetto di Message. 
Viene mostrato nella figura 7.35 la richiesta di Message. Si nota come i due 
utenti appartengono a due domini di rete distinti. 






Internet Protocol, Src: 10.0.0.2 (10.0.0.2), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: sip (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:giuliano@ing.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport;branch=z9hG4bK349117290 
        Route: <sip:pcscf.openims.test:4060;lr> 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        From: <sip:marco@openims.test>;tag=683759604 
        To: <sip:giuliano@ing.test> 
        Call-ID: 806782088@10.0.0.2 
        CSeq: 20 MESSAGE 
        Max-Forwards: 70 
        User-Agent: eXosip/2.2.2 
        P-Preferred-Identity: <sip:marco@openims.test> 
        P-Access-Network-Info: IEEE-802.11a 
        Content-Type: text/plain 
        Content-Length: 4 
    Message body 
        Line-based text data: text/plain 
            ciao 
Figura 7.35 Messaggio di Message (1) 
 
Il P-CSCF, ricevuto il messaggio di Message, rimuove il suo indirizzo dal 
campo Route e lo aggiunge nel campo Via; inoltre rimuove l'identificativo in P-
Preferred-Identity, controlla se è valido e lo mette in P-Asserted-Identity; infine 
aggiunge la sezione P-Charging-Vector dove descrive le informazioni di tariffazione e 
instrada il Message al S-CSCF. Viene mostrato tale messaggio nella figura 7.36. 
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 10.0.0.1 (10.0.0.1) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:giuliano@ing.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK1fee.76c6bfa3.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK349117290 
        Route: <sip:orig@scscf.openims.test:6060;lr> 
        From: <sip:marco@openims.test>;tag=683759604 
        To: <sip:giuliano@ing.test> 
        Call-ID: 806782088@10.0.0.2 
        CSeq: 20 MESSAGE 
        Max-Forwards: 16 
        User-Agent: eXosip/2.2.2 
        P-Access-Network-Info: IEEE-802.11a 
        Content-Type: text/plain 
        Content-Length: 4 
        P-Asserted-Identity: <sip:marco@openims.test> 
        P-Charging-Vector: icid-value="P-CSCFabcd467f743400000019"; icid-generated-at="10.0.0.1"; orig-
ioi="openims.test" 
Figura 7.36 Messaggio di Message (2) 






Il S-CSCF, ricevuto il messaggio di Message, rimuove il suo indirizzo dal campo 
Route e lo aggiunge nel campo Via. Infine lo invia all’ I-CSCF riferito al terminale 
chiamato (appartenente al dominio di rete Ing.test). 
 
Internet Protocol, Src: 10.0.0.1 (10.0.0.1), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: sip (5060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:giuliano@ing.test SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bK1fee.47e3c9d7.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK1fee.76c6bfa3.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK349117290 
        From: <sip:marco@openims.test>;tag=683759604 
        To: <sip:giuliano@ing.test> 
        Call-ID: 806782088@10.0.0.2 
        CSeq: 20 MESSAGE 
        … 
Figura 7.37 Messaggio di Message (3) 
 
L’I-CSCF, determina l’indirizzo del S-CSCF attraverso una richiesta DNS e lo 
mette in Route; poi aggiunge in Via il proprio indirizzo. Infine instrada la richiesta di 
Message al S-CSCF (appartenente sempre al dominio di rete Ing.Test). Viene 
mostrato tale messaggio nella figura 7.38. 
 
 
Internet Protocol, Src: 192.168.2.1 (192.168.2.1), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: sip (5060), Dst Port: 6060 (6060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:giuliano@ing.test SIP/2.0 
    Message Header 
        Route: <sip:scscf.ing.test:6060> 
        Via: SIP/2.0/UDP 192.168.2.1;branch=z9hG4bK1fee.da3a3c53.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bK1fee.47e3c9d7.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK1fee.76c6bfa3.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK349117290 
        From: <sip:marco@openims.test>;tag=683759604 
        To: <sip:giuliano@ing.test> 
        Call-ID: 806782088@10.0.0.2 
        CSeq: 20 MESSAGE 
         … 
Figura 7.38 Messaggio di Message (4) 
 
 
Il S-CSCF, processato il messaggio di Invite, aggiunge la propria entry in Via e 
la elimina dal campo Route; inoltre aggiunge l’indirizzo del P-CSCF nella sezione 




Route. Verifica se i FC (Filter Criteria) sono applicabili al messaggio ricevuto e 
instrada verso il P-CSCF. Si può notare come nel Request-Uri vi sia l’indirizzo con 
cui l’utente giuliano si è registrato in precedenza. 
 
 
Internet Protocol, Src: 192.168.2.1 (192.168.2.1), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: 6060 (6060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:giuliano@192.168.2.2:5060 SIP/2.0 
    Message Header 
        Route: <sip:term@pcscf.ing.test:4060;lr> 
        Via: SIP/2.0/UDP 192.168.2.1:6060;branch=z9hG4bK1fee.e8080a11.0 
        Via: SIP/2.0/UDP 192.168.2.1;branch=z9hG4bK1fee.da3a3c53.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bK1fee.47e3c9d7.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK1fee.76c6bfa3.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK349117290 
        From: <sip:marco@openims.test>;tag=683759604 
        To: <sip:giuliano@ing.test> 
        Call-ID: 806782088@10.0.0.2 
        CSeq: 20 MESSAGE 
          … 
Figura 7.39 Messaggio di Message (5) 
 
 
Il P-CSCF aggiunge il proprio indirizzo nel campo via come mostrato in figura 
7.40. Infine il P-CSCF instrada il messaggio direttamente all’utente Giuliano.  
 
 
Internet Protocol, Src: 192.168.2.1 (192.168.2.1), Dst: 192.168.2.2 (192.168.2.2) 
User Datagram Protocol, Src Port: 4060 (4060), Dst Port: sip (5060) 
Session Initiation Protocol 
    Request-Line: MESSAGE sip:giuliano@192.168.2.2:5060 SIP/2.0 
    Message Header 
        Via: SIP/2.0/UDP 192.168.2.1:4060;branch=z9hG4bK1fee.a22476b.0 
        Via: SIP/2.0/UDP 192.168.2.1:6060;received=192.168.2.1;rport=6060;branch=z9hG4bK1fee.e8080a11.0 
        Via: SIP/2.0/UDP 192.168.2.1;branch=z9hG4bK1fee.da3a3c53.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bK1fee.47e3c9d7.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK1fee.76c6bfa3.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK349117290 
        From: <sip:marco@openims.test>;tag=683759604 
        To: <sip:giuliano@ing.test> 
        Call-ID: 806782088@10.0.0.2 
        CSeq: 20 MESSAGE 
         … 




Giuliano riscontra il messaggio ricevuto da Marco, inviandogli una risposta 200 
OK mostrata nella figura 7.41. Questa risposta utilizzando gli indirizzi memorizzati 




nella sezione Via effettuerà il percorso inverso. 
 
 
Internet Protocol, Src: 192.168.2.2 (192.168.2.2), Dst: 192.168.2.1 (192.168.2.1) 
User Datagram Protocol, Src Port: sip (5060), Dst Port: 4060 (4060) 
Session Initiation Protocol 
    Status-Line: SIP/2.0 200 OK 
    Message Header 
        Via: SIP/2.0/UDP 192.168.2.1:4060;branch=z9hG4bK1fee.a22476b.0 
        Via: SIP/2.0/UDP 192.168.2.1:6060;received=192.168.2.1;rport=6060;branch=z9hG4bK1fee.e8080a11.0 
        Via: SIP/2.0/UDP 192.168.2.1;branch=z9hG4bK1fee.da3a3c53.0 
        Via: SIP/2.0/UDP 10.0.0.1:6060;branch=z9hG4bK1fee.47e3c9d7.0 
        Via: SIP/2.0/UDP 10.0.0.1:4060;branch=z9hG4bK1fee.76c6bfa3.0 
        Via: SIP/2.0/UDP 10.0.0.2:5060;rport=5060;branch=z9hG4bK349117290 
        From: <sip:marco@openims.test>;tag=683759604 
        To: <sip:giuliano@ing.test>;tag=610179955 
        Call-ID: 806782088@10.0.0.2 
        CSeq: 20 MESSAGE 
        User-Agent: eXosip/2.2.2 
        Content-Length: 0 
















L’IMS (IP Multimedia SubSystem) rappresenta non solo il futuro della telefonia 
mobile in quanto porterà l’integrazione tra le reti mobili e quelle Internet, ma anche la 
modalità con cui si otterrà una piena convergenza multimediale che porterà alla 
creazione e sviluppo di nuovi servizi. 
L’obiettivo del presente lavoro di tesi è stato quello di fornire una base teorica e 
una piattaforma implementativa relativa all’architettura IMS, al fine di dare un 
risultato pratico che sia utile in prospettiva di ulteriori sviluppi.  
Il progetto si è focalizzato sulla descrizione dettagliata delle procedure 
implementate: come scenario generale è stata considerata una struttura costituita da 
due domini di rete IMS, uno fisso e l’altro mobile, attraverso i quali abbiamo eseguito 
sessioni di video-chiamata e Immediate Messaging. Infine grazie all’installazione di 
un Presence Server Open Source è stato implementato il servizio di presenza 





















A.1  OpenSER Presence Server 
 
Di seguito viene riportato il file di configurazione del Presence Server, 




# $Id: openser_presence.cfg 30-05-2007 
# 
# Simple quick-start config script for the openser to act as a presence server 
 
# To be used with the Open Source IMS Core http://www.openimscore.org 
# and the UCTIMSClient http://www.uctimsclient.berlios.de 
 
# Please refer to the Core CookBook at http://www.openser.org/dokuwiki/doku.php 
# for a explanation of possible statements, functions and parameters. 
# 






#log_stderror=no    # (cmd line: -E) 
children=4 
 








# uncomment the following lines for TLS support 
#disable_tls = 0 
#listen = tls:your_IP:5061 
#tls_verify_server = 1 
#tls_verify_client = 1 
#tls_require_client_certificate = 0 
#tls_method = TLSv1 
#tls_certificate = "/etc/openser/tls/user/user-cert.pem" 
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#tls_private_key = "/etc/openser/tls/user/user-privkey.pem" 
#tls_ca_list = "/etc/openser/tls/user/user-calist.pem" 
 
# ------------------ module loading ---------------------------------- 
 


















# Uncomment this if you want digest authentication 




# ----------------- setting module-specific parameters --------------- 
 
# -- mi_fifo params -- 
 
modparam("mi_fifo", "fifo_name", "/tmp/openser_fifo") 
 
# -- usrloc params -- 
 
modparam("usrloc", "db_mode",   0) 
 
# Uncomment this if you want to use SQL database  
# for persistent storage and comment the previous line 
#modparam("usrloc", "db_mode", 2) 
 
# -- auth params -- 
# Uncomment if you are using auth module 
# 
#modparam("auth_db", "calculate_ha1", yes) 
# 
# If you set "calculate_ha1" parameter to yes (which true in this config),  
# uncomment also the following parameter) 
# 
#modparam("auth_db", "password_column", "password") 
 
# -- rr params -- 
# add value to ;lr param to make some broken UAs happy 
modparam("rr", "enable_full_lr", 1) 
 
 
# -- presence params -- 
modparam("presence", "db_url", "mysql://openser:openserrw@localhost/openser") 
modparam("presence", "presentity_table", "presentity") 
modparam("presence", "active_watchers_table", "active_watchers") 
modparam("presence", "watchers_table", "watchers") 
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modparam("presence", "xcap_table", "xcaps") 
modparam("presence", "clean_period", 100) 
modparam("presence", "to_tag_pref", 'a') 
modparam("presence", "lock_set_size", 8) 
modparam("presence", "expires_offset", 10) 
modparam("presence", "force_active", 1) 
modparam("presence", "max_expires", 3600) 
modparam("presence", "server_address", "sip:localhost:5065") 
 
# -------------------------  request routing logic ------------------- 
 




 # initial sanity checks -- messages with 
 # max_forwards==0, or excessively long requests 
 if (!mf_process_maxfwd_header("10")) { 
  sl_send_reply("483","Too Many Hops"); 
  exit; 
 }; 
 
 if (msg:len >=  2048 ) { 
  sl_send_reply("513", "Message too big"); 




 # if the request is for other domain use UsrLoc 
 # (in case, it does not work, use the following command 
 # with proper names and addresses in it) 
  
  
 # presence handling 
 if(method=="PUBLISH"){ 












 # send it out now; use stateful forwarding as it works reliably 
 # even for UDP2TCP 
 if (!t_relay()) { 





# presence handling route 
route[2] 
{ 
 # absorb retransmissions 
 if (! t_newtran()) 
 { 
         sl_reply_error(); 
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  handle_publish(); 
  t_release(); 
 } else if( is_method("SUBSCRIBE")) { 
  handle_subscribe(); 
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