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Es un hecho que las más recientes tendencias en el mundo comercial hacen imprescindible una 
actividad de benchmarking, definiendo así un sistema que permita comparar las actividades 
desarrolladas por la empresa con aquéllas de los mejores en este campo. 
 
En otros términos, en un mundo marcado cada vez más por una competencia despiadada, todas las 
organizaciones necesitan, para poder sobrevivir, obtener y disfrutar de una información obtenida 
observando a sus competidores directos. 
 
De todas maneras, tendría que existir un límite que divida la inevitable actividad de benchmarking 
del espionaje industrial que, aunque nos parezca más relacionado con la literatura que con el mundo 
comercial, se configura más a menudo de lo que se pueda pensar con un tipo no ortodoxo de 
intelligence gathering. Porque si bien es un hecho que hasta representantes del mundo industrial, 
como la Sociedad de los profesionales en Inteligencia Competitiva (SCIP) reconocen que la 
inteligencia competitiva es no sólo ética, sino también necesaria para poder sobrevivir en el 
mercado, es igualmente evidente que tiene que haber un límite que no se puede rebasar en el 
benchmarking, para evitar llegar al espionaje industrial, práctica que universalmente consideramos 
viola las prescripciones no sólo de la ética, sino también de la ley. 
 
¿Pero cómo podemos definir lo que es ilegal en un campo donde el rápido avance de la tecnología 
es evidentemente incompatible con los tiempos de la ley? ¿Cuándo es que se rebasan los límites de 
práctica aceptables? 
 
Andrew Crane nos sugiere tres criterios para orientarse en los problemas éticos que puedan surgir 
durante operaciones de intelligence gathering: en su opinión se tiene que evaluar el problema desde 
varios puntos de vista: desde la manera mediante la cual se proporciona la información (con tácticas 
más o menos cuestionables desde un punto de vista legal o ético), pasando por el objeto de la 
investigación (la información puede ser privada o confidencial), hasta su objetivo final (los 
propósitos podrían estar en contra o a favor del interés público). 
 
¿Cuándo una táctica de recogida de información es cuestionable? Las posibilidades son varias: 
desde las claramente ilegales hasta las que se limitan a chocar con los principios deontológicos 
comunes o con la 'regla de oro', incluyendo todo lo que pueda violar las obligaciones de lealtad y 
honestidad en asuntos comerciales. Además determinar cuándo una información tiene que ser 
considerada privada o confidencial no es tan fácil como podría parecer, a causa de la estructura sin 
límites definida en la mayoría de las modernas corporaciones, y su tendencia a tratar cada vez más 
con más personas durante sus actividades; las cuales, además, se desarrollan a menudo en espacios 
públicos o semi-públicos, explotando infraestructuras y medios fácilmente observables. 





De hecho, aunque las importantes inversiones llevadas a cabo por las corporaciones comporten la 
imprescindible necesidad de proteger la propiedad intelectual, el rápido desarrollo de las 
tecnologías de la comunicación y de la información hace cada vez más fácil el acceso y la 
explotación desautorizada de los datos protegidos por derechos de propiedad intelectual, haciendo 
de la cuestión del robo o hacking de información digital sensible un problema crucial, enfrente del 
cual, la justicia no está preparada, sobre todo porque la mayor parte de estas operaciones tienen 
lugar en un espacio transnacional casi imposible de vigilar. 
 
Pero no sólo las tecnologías amenazan la propiedad intelectual: también la cultura puede poner en 
peligro este tipo de derechos: por ejemplo, no tenemos que olvidar que las culturas asiáticas 
consideran natural que la información sea compartida para obtener un progreso común. 
 
El concepto de interés público concierne principalmente los comportamientos anticompetitivos, 
pero la creciente colaboración entre empresas privadas y órganos de gobierno implica el desarrollo 
de productos y servicios relacionados con asuntos de seguridad nacional, lo cual hace que el acceso 
a datos confidenciales pueda en algunos casos comportar amenazas al interés público. Sin embargo, 
en algunos sectores, como el medicinal, la confidencialidad comercial puede actuar de hecho en 
contra del interés público. 
 
Concluyendo, si es un hecho que, con la creciente difusión de entornos knowledge-based, incentivos 
y oportunidades para que se rebase el límite en actividades de intelligence gathering han aumentado 
exponencialmente. También es seguro que la creciente colaboración y coincidencia de metas entre 
las actividades de estados y compañías nacionales hace imprescindible para el mundo comercial que 
se salvaguarde la integridad y seguridad de los datos, en la actitud hacia la privacidad, y en el 
establecimiento de fuertes relaciones de confianza entre los principales stakeholders. 
 
