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Komunikácia je slovo, ktoré má niekoľko významov. V kontexte tejto 
diplomovej práce sa myslí na „prenos informácií komunikačným kanálom“. Z toho 
vyplýva, že ide o prenos rozmanitých druhov informácií na nešpecifikované 
vzdialenosti, ktorý je neodmysliteľnou súčasťou pracovnej aj súkromnej činnosti 
každého človeka, firmy, organizácie.  
 
Informačné technológie sú odvetvím vývoja a výroby, ktoré sa touto 
problematikou zaoberajú, a ktoré zároveň zaznamenávajú obrovský technologický 
rozvoj. Uvádzanie noviniek do praxe prináša ich užívateľom vyššiu úroveň rýchlosti, 
dostupnosti, spoľahlivosti, kvality  a cenovej výhodnosti. To sú atribúty, ktoré sú 
v súkromnej aj podnikateľskej sfére najdôležitejšie. 
 
Zámerom mojej diplomovej práce je zmapovať situáciu v oblasti komunikácie 
v existujúcej firme a vypracovať návrh na jej inováciu a zefektívnenie. 
 
V tejto práci sa chcem zamerať na integráciu doplnkových multimediálnych 
služieb do existujúcej virtuálnej privátnej siete a pokúsim sa hľadať najvýhodnejšie 
riešenia pre túto situáciu v  menovanej firme. 
 
Postupne popíšem momentálny stav v oblasti komunikačnej siete, vyhodnotím, 
podľa môjho názoru, najväčšie nedostatky súčasného systému a potom sa pokúsim 
navrhnúť čo najefektívnejšie riešenie. 
 
 V tejto verejnej verzii diplomovej práce nie je uvedený názov „vybraného 
subjektu“ , jeho charakteristika a história, konkrétne súčasné ekonomické ukazovatele a 
prínosy po eventuálnom prijatí a realizácii návrhov podaných v tejto práci, grafické 
znázornenia súčasnej a navrhovanej komunikácie, ani prílohy, ktoré zobrazujú 
realizované stavby, pretože si to „vybraný subjekt“ neželá.  
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1. VYMEDZENIE PROBLÉMU A CIEĽA PRÁCE 
 
„Vybraný subjekt“ v súčasnej dobe využíva na svoju komunikáciu prenosom dát 
na úrovniach: 
centrála – stredisko 
   centrála – stavba 
   centrála – zamestnanec 
 
dostatočne spoľahlivú virtuálnu privátnu dátovú sieť. Najzávažnejším problémom ale je, 
že nad touto virtuálnou privátnou sieťou nie sú integrované hlasové služby. To 
znamená, že pre prenos hlasu firma využíva služby verejnej telefónnej siete a to zvyšuje 
jej náklady na komunikáciu.  
 
Ďalším problémom je neustále cestovanie členov vedenia spoločnosti medzi 
služobnými priestormi v Žiline a Bratislave a tým spôsobené vysoké náklady na 
dopravu a nezanedbateľná strata času. 
 
Z týchto dôvodov chce firma implementovať prídavné služby, ktoré pomôžu 
znížiť náklady a  zvýšiť kvalitu hlasovej a audiovizuálnej komunikácie medzi 
spomínanými úrovňami nad dátovou sieťou.  
 
Cieľom práce je preto navrhnúť ako zvýšiť komunikačnú úroveň pobočiek 
navzájom s možnosťou využitia dátovej siete tak, aby bol využitý potenciál, ktorý 
dátová sieť poskytuje. 
 
 
Navrhované riešenie by malo spĺňať všetky požiadavky spoločnosti a využívať 
moderné technológie v oblasti komunikácie. 
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2. ANALÝZA PROBLÉMU A SÚČASNEJ SITUÁCIE 
2.1 ANALÝZA STAVU SÚČASNEJ KOMUNIKÁCIE 
 
Hlavné sídlo „vybraného subjektu“ sa nachádza v Žiline. Z tejto lokality, kde 
sídli aj vedenie firmy, sú riadené a kontrolované všetky pobočky a stavby spoločnosti 
po celej republike. Firma pracuje na stavbách vo všetkých krajoch Slovenska. Strediská 
a stavby má firma vo viacerých mestách. 
 
Všetky tieto strediská, stavby aj centrála navzájom denne komunikujú. Dátové 
pobočky komunikujú štandardným spôsobom, to znamená, že využívajú servery pre 
klasický prenos súborov a dát. Hlasová komunikácia je zaisťovaná pomocou klasických 
telefónnych liniek verejnej telefónnej siete.  
 
Nedávno spoločnosť vybudovala nové reprezentačné priestory pre potreby 
manažmentu v Bratislave. Keďže sa hlavné sídlo firmy nachádza v Žiline a manažéri 
niekoľkokrát denne cestujú kvôli schôdzkam zo Žiliny do Bratislavy a naspäť, bolo by 
potrebné navrhnúť efektívnejší a lacnejší spôsob komunikácie. 
 
Na riešenie tohto problému by mohol prispieť systém videokonferencií. To 
znamená, že by ľudia nemuseli kvôli všetkým rokovaniam cestovať z miesta na miesto, 
ale sedeli by podľa potreby v jednej z kancelárií a komunikovali by prostredníctvom 
existujúcej dátovej siete.  
 
2.1.1 Dátová konektivita 
 
Dátová konektivita vždy závisí od lokality, kde sa stredisko, alebo stavba 
nachádza. Centrálna budova v Žiline je napojená priamo do MPLS siete rýchlosťou       
2 Mbit/s. Ostatné stavby a pobočky sú do tejto siete pripojené podľa možností v danej 
lokalite. Centrálna budova je  pripojená k  Internetu dvomi pripojeniami. Jedno z nich je  
aDSL s rýchlosťou 3072/384 kbit/s,  pomocou ktorého sa užívatelia pripájajú na bežné 
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služby ako http, ftp. Druhé symetrické pripojenie má rýchlosť 1024 kbit/s a využíva sa 
na služby, ktoré sú kritické na odozvu.  
Každý organizačný útvar firmy, ktorý sa chce pripojiť k Internetu, musí byť 
pripojený pomocou centrály v Žiline, v ktorej je nainštalovaný firewall, cez ktorý sú 
dáta posielané von zo siete. 
 
Výhoda tejto metódy je bezpečnosť. Celá sieť je prevádzkovaná na privátnej 
báze. Každý užívateľ, ktorý  sa chce pripojiť k Internetu, musí prejsť cez jediný bod 
v centrále, na ktorom je nainštalovaný firewall. Ten kontroluje prijímané aj odosielané 
dáta.  
 
Celá dátová konektivita je sprostredkovaná a spravovaná službou MPLS VPN 
spoločnosti T-Com. Táto služba dokáže bezpečne, relatívne lacno, kvalitne a bez 
problémov pripojiť všetky lokality spoločnosti k Internetu a lokálnej sieti bez toho, aby 
boli vystavené vonkajším vplyvom a rizikám. 
 
 
2.1.2 Hlasová konektivita 
 
Všetky strediská, pobočky a centrála spoločnosti dnes využívajú na hlasovú 
komunikáciu klasické telefónne linky verejnej telefónnej siete. Tento stav rapídne 
zvyšuje náklady na komunikáciu. Pritom je to úplne zbytočné, pretože nad dátovú linku 
služby MPLS VPN je možné implementovať aj hlas. Hlasové prenosy nad dátovou 
linkou cez protokol VoIP sú považované za prenos dát, a preto sú bezplatné.   
 
Vzhľadom k tomu, že sieť je už vytvorená, dátové linky sú platené a navyše 
spĺňajú všetky požiadavky pre integráciu hlasu, technicky nič nebráni tomu, aby celá 
hlasová komunikácia prešla na systém VoIP. Bude ale dôležité rozhodnúť, akým 
spôsobom by sa mal celý prechod realizovať. 
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Cieľom preto bude implementovať hlas nad existujúcu dátovú sieť čo 
najlacnejšie, s možnosťou dovolať sa na  všetky telefóny cez verejnú, ako aj cez lokálnu 
sieť, prostredníctvom pobočkových telefónnych čísiel. 
 
2.2 TYPY PRIPOJENÍ 
 
2.2.1 Centrálna lokalita Žilina 
 
Centrála „vybraného subjektu“ v Žiline je pripojená aj k Internetu, aj do siete 
MPLS VPN. Pripojenie do siete MPLS VPN má rýchlosť 2 Mbit/s s potenciálom 
využitia tejto kapacity aj pre službu VoIP a 1024 kbit/s spojenie pre prípojku k 
Internetu, ktorá slúži ako doplnková. Hlavné pripojenie k Internetu zabezpečuje ADSL 
linka s rýchlosťou 3072/384 kbit/s.  
 
Všetky telefóny v centrále spoločnosti sú pripojené priamo na verejnú telefónnu 
sieť, čo je v porovnaní s potenciálom existujúcej dátovej siete zbytočné plytvanie 




Obrázok č. 1 – Grafické znázornenie súčasného pripojenia centrály v Žiline 
Zdroj: vlastný 
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V budove centrály firmy sú k Internetu dva prístupy. Doplnkový pevný prístup, 
s rýchlosťou 1024 kbit/s, slúži na realizáciu ukončovania IPSEC a L2F tunelov 
a synchrónnej terminálovej komunikácie. Na pripojenie zamestnancov k Internetu, ftp 
a prístup k  e-mailom slúži ADSL prístup s rýchlosťou 3 Mbit/s. Doplnková služba 
MPLS Internet a ostatné doplnkové služby Dial VPN a ukončovanie IPSec VPN 
tunelov sú riešené koncovým zariadením MPLS CE – Cisco 2801. 
 
2.2.2 Pobočkové lokality so symetrickým prístupom 
 
Pobočky so symetrickým prístupom v  sú pripojené rýchlosťou 512 kbit/s. 
V obidvoch lokalitách sa nachádzajú počítače, pomocou ktorých jednotlivé útvary 








2.2.3 Pobočkové lokality s asymetrickým prístupom 
 
Útvary pripojené asymetrickým prístupom sú do MPLS VPN pripojené 
pomocou aDSL liniek spoločnosti T-Com s rýchlosťou 1536/256 kbit/s. Telefóny v nich 
sú pripojené do verejnej telefónnej siete. V budúcnosti bude vďaka dostatočnej rýchlosti 
v týchto pobočkách prístupná aj služba VoIP. Koncové zariadenia sú pripojené na FXS 
porty CPE smerovača Draytek Vigor 2700VGST. 
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Obrázok č. 3 – Grafické znázornenie súčasného pripojenia útvarov s asymetrickým prístupom 
Zdroj: vlastný 
 
2.2.4 Pobočkové lokality s GPRS pripojením 
 
Niektoré lokality a obchodní cestujúci sa pripájajú prostredníctvom GPRS cez 
GPRS prístup do MPLS VPN. Spoločnosť má u operátora T-Mobile vlastný APN 
prístupový bod, do ktorého sa užívatelia pripájajú pomocou GPRS a ten ich automaticky 
presmeruje do MPLS VPN. To znamená, že keď si bude zamestnanec kontrolovať cez 
svoj mobilný telefón svoj e-mailový účet, nebude sa vôbec pripájať k Internetu, a preto 
bude spojenie bezpečnejšie.  
 
2.2.5 Pobočkové lokality s FLASH–OFDM - Flarion pripojením 
 
Flarion je ďalšou možnosťou pripojenia do MPLS VPN. Flarion sú špeciálne 
modemy od telekomunikačnej spoločnosti T-Mobile. Prostredníctvom operátora T-
Mobile sa počítač dostane na špeciálnu adresu, z ktorej je presmerovaný na MPLS. 
Z tohto bodu postupuje do centrály, kde sa rozhodne o pripojení k lokálnej sieti, alebo k 
Internetu. 
 
Princípy pripojenia GPRS a Flarion sú v podstate rovnaké. Záleží od 
technického vybavenia a lokality, kde sa užívateľ nachádza. Podľa nich sa určí, ktorú 
z možností využije. Rýchlosti, latencia a hlavne QoS v GPRS a Flarion ale nedosahujú 
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2.2.6 IPSec a L2f, L2TP tunely 
 
IPSec a L2f, L2TP tunely sa využívajú tam, kde neexistuje žiadna iná spomínaná 
možnosť pripojenia. Na pripojenie sa preto využije iný operátor alebo bežná telefónna 
linka. Môže to byť konkurenčný operátor, miestny provider, alebo mikrovlnné 
pripojenie.  
Vytvorí sa IPSec tunel prostredníctvom softvéru buď na hardvérovej báze 
(router-router), alebo na softvérovej báze (klient na PC – router). Tento potom 
prechádza pomocou doplnkového spojenia rýchlosťou 1024 kbit/s do MPLS VPN. 
Ďalšou možnosťou sú dial-VPN užívatelia, ktorí sa pripájajú pomocou modemu 
po klasických telefónnych vytáčaných linkách.  
Užívateľ vytočí telefónne číslo a to ho po zadaní mena a hesla pomocou L2f 
tunelu nepripojí k Internetu, ale presmeruje do centrály. Tam bude pripojený priamo do 
MPLS siete a až odtiaľ k Internetu. 
 
2.3 ZISTENÉ NEDOSTATKY SÚČASNEHO STAVU 
 
V súčasnej dobe „vybraný subjekt“ nevyužíva potenciál svojej dátovej siete 
naplno a plytva svojími finančnými prostriedkami na príliš drahú hlasovú komunikáciu. 
Tým, že každý hovor je uskutočňovaný prostredníctvom verejnej telefónnej siete, je aj 
spoplatnený. Preto mesačné faktúry spoločnosti za telekomunikačné služby sú 
privysoké. To je v dnešnej dobe rozvoja informačných technológií, v dobe keď sa 
všetko digitalizuje a zefektívňuje neuspokojivý stav.  
 
Taktiež časté premiestňovanie sa vrcholného manažmentu firmy na trase    
Žilina – Bratislava je veľmi neefektívne. Spotrebované pohonné hmoty, opotrebenie 
dopravných prostriedkov, platy vodičov a veľká strata času dávajú podnet na navrhnutie 
nového, lepšieho spôsobu kvalitnej plnohodnotnej audiovizuálnej komunikácie medzi 
mestami Žilina a Bratislava, ktorý by eliminoval nutnosť fyzického premiestňovania 
osôb medzi oboma pracoviskami. 
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Hlavnou myšlienkou IP telefónie (Voice over Internet Protocol => VoIP) je 
využitie existujúcej komunikačnej infraštruktúry spoločnosti na prenos hlasu. 
IP telefónia plne nahrádza bežnú telefóniu a navyše poskytuje mnoho výhod, 
napr. významne šetrí náklady na telefonovanie, pretože na prenos hlasu dokáže 
efektívne využiť dátové pásmo a zjednodušuje správu, sťahovanie a rozširovanie počtu 
užívateľov, pretože je spravovaná štandardnými sieťovými prostriedkami. 
IP telefónia je založená na osvedčených štandardoch a otvorených rozhraniach. 
Je to riešenie, ktoré poskytuje neobmedzený priestor pre doplnenie ďalších vlastností 
pridávaním aplikácií. Otvára možnosť integrácie nad databázovými službami v rámci 
organizácie (adresár zamestnancov firmy, zákazníkov a pod.). 
Prenos hlasu po IP sieťach vyžaduje, aby sa IP sieť chovala podobne ako 
tradičná telefónna sieť. K tomu je potrebná signalizácia, ktorá umožňuje požadovanú 
kvalitu komunikácie medzi koncovými terminálmi a sieťou a overuje potrebu 
bezpečného spojenia s garantovanou úrovňou kvality služby (QoS).   
Hlasové služby nepotrebujú iba dostatočnú kapacitu siete. Prevádzka v reálnom 
čase a interaktívne aplikácie sú všeobecne citlivé na oneskorenie v sieti a jej nestabilitu. 
Pre tieto aplikácie nie je základnou vlastnosťou dostatočná šírka pásma, pretože ju môže 
zahltiť bežný prenos dát. V tom prípade musí prevádzka  v reálnom čase čakať, 
neprebieha hladko a príjemca ju vníma ako nekvalitnú. [5] 
Požiadavky na sieť pre hlasové služby teda jednoznačne vyplývajú zo skúseností 
s klasickou telefónnou sieťou: 
 
● trvalá dostupnosť služby 
● jednosmerné oneskorenie pod 150 ms 
● privátnosť hovorov (ochrana proti odpočúvaniu ) 
● garantovaná vysoká kvalita a odozva v reálnom čase. 
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Hlas je kritická aplikácia, ktorá vyžaduje maximálnu dostupnosť a spoľahlivosť 
siete (dostupnosť modernej telefónnej siete sa udáva v 99,999%). Pre porovnanie, iba 
malá časť dátového prenosu je podobne náročná. 
 
     Hlasová prevádzka sa od dátovej prevádzky výrazne odlišuje svojím charakterom 
a požiadavkami. Na rozdiel od dát, ktoré sú prenášané v dávkach (balíkoch), potrebuje 
hlas menšiu, ale  konštantnú šírku pásma (12-106 kbit/s v závislosti na rýchlosti 
vzorkovania, kodeku a réžii na 2. vrstve). Citlivosť na oneskorenie je pri hlase výrazne 
vyššia ako pri dátach. Maximálna jednosmerná latencia by sa mala pohybovať pod 180 
ms a maximálne kolísanie oneskorenia pod 30ms. Citlivosť na straty paketov sú 
pri hlase menšie ako pri dátach. Maximálna odporúčaná hodnota sa pohybuje okolo 1%. 
 
Ďalej sa sústredíme na protokoly vyšších vrstiev, ktoré podporujú VoIP: vrstvy 
transportné a relačné využívajú podporu QoS v IP. Nesmie sa však zabúdať, že podpora 
QoS potrebná pre hlasové služby začína už v nižších vrstvách, preto je nutnosť 
zabezpečiť prioritné zaobchádzanie s hlasovými paketmi už na vrstve spojovacej. 
Podpora hlasu sa taktiež presadzovala v sieťach WAN, napr. ako VoFR (Voice over 
Frame Relay) alebo VoATM, kde však vznikali problémy so spoluprácou zariadení od 
rôznych výrobcov a prenos hlasu sa nerealizoval na okrajoch, ale iba v centrálnych 
sieťach. [5] 
 
Analógový hlasový signál pre prenos v dátových sieťach je potrebné najskôr 
digitalizovať. K tomu sa využíva vzorkovanie kmitočtov 8 kHz a ich následné 
dávkovanie, pri ktorom sa každá vzorka priradí danej úrovni dávky. Potom nasleduje 
kódovanie, ktoré priradí danej úrovni kombináciu binárnych čísiel. Medzi kódeky, t.j. 
zariadenia pre kódovanie/dekódovanie a súčasne kompresiu/dekompresiu hlasového 
signálu, patria nasledujúce typy (so silou kompresie narastá oneskorenie a procesná 
náročnosť, ale znižuje sa potrebná šírka pásma):  
 
● G.711 – základné kódovanie PCM, výstupný tok s rýchlosťou 64 kbit/s, rámec 
0,125 ms, oneskorenie 0,75 ms; základný kódek pre všetky zariadenia pre VoIP 
(kompresia z 12 bit na 8) 
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● G.723.1 – kódovanie ACELP, prenosová rýchlosť 5,3 kbit/s, veľkosť vzorky 30 
ms, oneskorenie 30 ms 
● G.723 – kódovanie CS-ACELP, výstupný tok s rýchlosťou 8 kbit/s, rámec 10 
ms, oneskorenie 10 ms; najpopulárnejší kódek z hľadiska pomeru kvality, 
oneskorenia a výkonu 
 
3.2 QoS V IP 
 
Datagramový prenos prostredníctvom sieťového protokolu IP má jedinú úroveň 
služby: best effort. Internet a TCP/IP garantujú počas prevádzky, že datagram bude 
prenesený čo najlepším spôsobom v závislosti od dostupných prostriedkov a nebude 
akokoľvek umelo oneskorený ani nebude dochádzať k zbytočným stratám datagramov. 
Inými slovami, celý bežný IP chod sa realizuje s minimalizáciou oneskorenia 
spôsobeného sieťovým prenosom. [5] 
 
Niektoré nové typy prevádzky popri dátach v sieti, ako video v reálnom čase 
alebo hlas, sú citlivé na odchýlky v oneskorení a na stratu paketov. Každý druh 
prevádzky potrebuje inú šírku pásma. Preto rôzne kategórie prevádzky potrebujú 
garanciu rôznych veličín (v určitých hodnotách) siete vo forme kvality služby (QoS, 
Quality of Service). 
 
Medzi metriky QoS patrí koncové oneskorenie (doba medzi vyslaním paketu od 
zdroja a jeho doručením potenciálnemu príjemcovi), kolísanie oneskorenia (jitter, 
rozdiel v intervaloch medzi prijímanými paketmi), strata paketov (podiel prijatých 
paketov a vyslaných paketov za jednotku času), šírka pásma (prenosová kapacita) 
súvisiaca s priepustnosťou (objem dát úspešne prenesený za jednotku času). 
 
IP síce stále ponúka niekoľko typov služieb (ToS) špecifikovaných priamo 
v datagrame, ktoré môžu znamenať rôzne zaobchádzanie s datagramom (napr. 
z hľadiska minimalizácie oneskorenia na ceste v sieti), ale tie sa prakticky nepoužívali z 
dôvodu zvýšenia nárokov na spracovanie hlavne v smerovačoch. Ďalšou možnosťou 
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boli hodnoty priorít (IP Precedence), ktoré prostredníctvom 3 bitov umožňovali 
roztriediť chod iba do ôsmich tried služieb. 
IP Precedence bolo účinne nahradené DSCP (Differentiated Service Code 
Point), ktorý využíva 6 bitov a umožňuje 64 tried v rámci mechanizmu diferencovaných 
služieb (DiffServ). DSCP ako zatiaľ najmodernejšie riešenie podpory QoS v IP sa 
odporúča využívať všade, kde je to iba trochu možné. Pokiaľ má sieť spĺňať požiadavky 
na kvalitu služby rôznych typov prevádzky, musí systém pokryť niekoľko funkcií: 
mapovanie QoS (typicky medzi informáciou o požadovanej QoS v IP datagrame na 
informácie používané vo WLAN), riadenie prístupu k médiu (či je sieť vôbec schopná 
požiadavke vyhovieť), prideľovanie sieťových prostriedkov (typicky dostupné šírky 
pásma). [5] 
 
Poskytovanie sieťových prostriedkov sa rieši buď pomocou predbežnej 
rezervácie sieťových prostriedkov (signalizácia) alebo uprednostnením prevádzky (na 
základe politiky). 
 
Na základe politiky (súboru pravidiel) je prevádzka klasifikovaná do rôznych 
tried s podobnými požiadavkami na sieť (profily QoS). Klasifikovať prevádzku je 
možné podľa rôznych hodnôt: adries MAC, fyzického portu prepínača (v podnikových 
sieťach umožňuje koncovú QoS pre určitú skupinu užívateľov alebo pre špecifikované 
zariadenie), 802.1Q/p, adresy IP či označenie aplikácie (tj. čísiel portov TCP/UDP). 
Špecifikáciou vyšších protokolov sa dajú jednotlivé aplikácie presne roztriediť, hlavne 
pokiaľ používajú pevne pridelené, známe čísla portov. Tento spôsob sa dobre uplatní 
hlavne pre kritické aplikácie citlivé na oneskorenie alebo straty paketov.  
 
3.3 ŠÍRKA PÁSMA A LATENCIA 
Šírka pásma komunikačného kanálu určuje informačnú kapacitu kanálu. Je 
tvorená kmitočtami, ktoré je kanál schopný prenášať bez rušenia, alebo strát signálu. 
Šírka pásma označuje, koľko bitov sa prenesie za jednotku času daným médiom 
(medeným káblom, optickým káblom, alebo vzduchom). Ide o rozpätie kmitočtov, ktoré 
signál (analógový, alebo digitálny) obsadzuje na médiu.  
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Analógový signál (napríklad v telekomunikačnej sieti) sa priebežne mení v čase 
a dosahuje veľa hodnôt, preto sa v analógových prenosových systémoch šírka pásma 
vyjadruje ako rozdiel medzi zložkou signálu s najvyšším kmitočtom a zložkou signálu 
s najnižším kmitočtom. Meria sa v cykle zmien za sekundu, jednotkou je hertz. Čím 
vyššie kmitočty môže prenosové médium „zvládnuť“, tým je jeho prenosová kapacita 
väčšia. Hlasový signál má šírku pásma minimálnu, 3 kHz. [5] 
 
Digitálny signál (napríklad v ISDN) sa ale mení v určitých časových 
okamžikoch a dosahuje práve jednu z dvoch hodnôt, dvojkovej 0 alebo 1, preto sa 
v digitálnom prenose vyjadruje šírka pásma v bitoch za sekundu (bit/s).  
 
Oneskorenie súvisí so šírkou pásma, ktorá vytvára akúsi „rúru“ (pipe). Niektoré 
typy prenosov vyžadujú konštantnú šírku pásma (napr. hlas). Pre zhlukové prenosy 
(napríklad prenos súborov), snažiace sa využiť maximálnu šírku pásma, ktorá je 
k dispozícii potom platí: Čím je šírka pásma vyššia, tým kratšie je oneskorenie, pretože 
sa za sekundu prenesie viac bitov. Oneskorenie paketov je jedným zo základných 
kritérií kvality služby (QoS, Quality of Service).  
 
V sieti sa označuje ako oneskorenie (delay, latency) doba, ktorú paket potrebuje, 
aby sa dostal od jedného systému k druhému. Niekedy býva latencia meraná ako doba 
medzi odoslaním paketu od zdroja a jeho príjmu od adresáta, tzn. že ide o dobu odozvy.  
 
Oneskorenie v sieti má viacero zložiek a súvisí s uvedeným: 
 
• Rýchlosť šírenia (propagation) – šírenie bitov daným médiom medzi dvoma 
bodmi; podľa typu média sa rýchlosť šírenia môže blížiť rýchlosti svetla vo 
vákuu, alebo môže byť aj oveľa nižšia 
• Fáza kódovania a serializácie (paketizácia) – príprava paketov pre prenos 
médiom, závisí na dĺžke paketu 
• Rýchlosť prenosu paketu (transmission rate) – doba prenosu paketu závisí na 
dĺžke paketu a na prenosovej vzdialenosti (pevné hodnoty) 
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• Oneskorenie v rade na odbavenie – v jednotlivých medziľahlých systémoch 
(mosty, prepínače, smerovače, brány) na ceste sietí (dynamicky sa meniace 
hodnoty) sa môžu pakety ukladať na vstupe (pred vlastným „spracovaním“) 
a/alebo na výstupe zariadení (pred odoslaním výstupným rozhraním) 
• Oneskorenie pri smerovaní/prepínaní v sieti – kontrola hlavičky, nájdenie ďalšej 
cesty v sieti a s ňou súvisiaceho výstupného portu prepojovacieho zariadenia 
(dynamicky sa meniace hodnoty), zapúzdrenie paketu do rámca príslušného 
výstupného (vrátane zmeny niektorých riadiacich informácií: TTL, cieľová 
MAC adresa, kontrolný súčet) 
 
Šírenie signálu sa v rôznych médiách líši a úzko súvisí s rýchlosťou svetla vo 
vákuu, čo je základná konštanta prenosovej rýchlosti. Dnes sa za rýchlosť svetla c 
považuje 299 792, 458 km/s. Rýchlosť svetla v skle, alebo optickom káble je už 
podstatne nižšia, okolo 194 895 km/s, to je 0,65c. Rýchlosť šírenia elektrického prúdu 
vodičom sa uvádza 224 844 km/s, to je 0,75c. Podľa typu vodiča sa potom tieto 
rýchlosti mierne líšia: Pre tučný koaxiálny kábel je to zaokrúhlene 0,77c, pre tenký 
koaxiál 0,65c a pre netienenú dvojlinku 0,59c. [5] 
 
3.4 PREPÍNANIE ZNAČIEK: MPLS 
Prudko rastúci objem prenášaných dát na všetkých úrovniach Internetu nútil 
výrobcov smerovačov riešiť rýchle odovzdávanie datagramov v sieti. Všebecným 
trendom posledných rokov bol prechod na komunikačnú architektúru, ktorá presúva 
podstatnú časť operácií nad dátovými tokmi – smerovanie, administratívna stratégia, 
QoS, účtovanie – do okrajových častí komplexnej siete. Vnútorné uzly siete sú potom 
optimalizované na čo najväčšie prenosové rýchlosti, tzn. že sú im ponechané 
jednoduché funkcie, ktoré sa dajú efektívne implementovať priamo do hardvéru. 
V tradičnej IP sieti sa datagramy smerujú na základe cieľovej IP adresy 
a záznamu o ceste k tejto adrese v smerovacej tabuľke smerovača, ktorým datagram 
prechádza. Prepínanie značiek (label switching) oddeľuje proces smerovania od 
vlastného odovzdávania paketov (packet forwarding). Smerovače na okraji siete pridelia 
 - 24 -
datagramom daného dátového toku pri vstupe do siete značku (label) a smerovače vo 
vnútri siete potom datagram posielajú ďalej výhradne na základe informácie obsiahnutej 
v tejto značke. Tak sa výrazne obmedzuje záťaž smerovačov spôsobená prehľadávaním 
smerovacích tabuliek a urýchľuje sa celý proces odovzdávania datagramov v sieti. 
MPLS (multi protocol label switching) je štandardný spôsob prepínania značiek 
v IP sieťach. Vyvinul sa ako otvorený mechanizmus na základe výsledkov práce 
firemných mechanizmov rýchleho prepínania: IP Switching (Ypsilon Networks Inc., 
dnes Nokia) a Tag Switching (Cisco Systems Inc.). Vďaka MPLS sa datagramy 
pohybujú v sieti po cestách, ktoré sú obdobou okruhov vo verejných sieťach, preto je 
MPLS dobrým základom budovania VPN. [5] 
MPLS sa nedá jednoducho zaradiť z hľadiska referenčných modelov OSI - nemá 
vlastné sieťové adresovanie, ani smerovanie, a pritom pracuje s najrôznejšími sieťovými 
protokolmi a sieťovými technológiami. K tomu mu slúži rôzny formát pre zapúzdrenie 
dát a značky. Niekedy sa preto MPLS označuje ako technológia vrstvy 2+.  
Značka MPLS obsahuje informácie o ďalšom skoku na ceste, navyše môže 
špecifikovať ďalšie parametre (napríklad QoS), takže je efektívnym riešením podpory 
QoS v sieti. Značka používaná pre rýchle prepínanie v sieti sa vkladá priamo do paketu 
(medzi záhlavie druhej a tretej vrstvy). Každá značka má iba lokálny význam na spoji 
medzi dvomi smerovačmi v MPLS sieti, označovanými ako LSR (label switching 
router). [5] 
V tom momente, ako je paketu na okraji siete MPLS pridelená značka, používa 
sa k jeho odovzdávaniu medzi smerovačmi vo vnútri MPLS siete veľmi rýchly 
algoritmus prepojovania na základe jednoduchej tabuľky: datagram so značkou L1 
prichádzajúci cez rozhranie R1-LSR pridelí novú značku L2, odovzdá na rozhranie R2 
a pošle susednému LSR na ceste k cieľu. Dochádza teda k výmene značiek (label 
swapping). 
Všetky datagramy s rovnakou značkou sa posielajú rovnakou cestou v sieti: LSP 
(label switched path) cez príslušné LSR. Zatiaľ čo je odovzdávanie datagramov v MPLS 
v podstate triviálnou záležitosťou, samotný riadiaci mechanizmus (smerovanie, 
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signalizácia) je komplexnejší. K výmene informácií o pridelených značkách medzi 
susediacimi smerovačmi sa ako mechanizmus signalizácie používa protokol LDP (label 
distribution protocol). 
Lokálna tabuľka značiek na smerovači jednoznačne určuje smerovacie 
rozhodnutie tak, že pre každú lokálnu/vstupnú hodnotu značky paketu prijatého 
z určitého rozhrania na jednej strane priradí, do ktorého výstupného rozhrania má byť 
tento paket ďalej smerovaný, a na druhej strane definuje novú hodnotu 
lokálnej/výstupnej značky (ktorá sa vymení za pôvodnú hodnotu lokálnej/vstupnej 
značky). Tabuľka je generovaná z kombinácie informácií získaných z lokálne 
používaného (IP) smerovacieho protokolu a  protokolu distribúcie značiek 
implementovaného medzi jednotlivými MPLS prepínačmi. 
3.5 VPN 
 
Virtuálne neverejné (privátne) siete (VPN, Virtual Privat Network) nie sú 
špecifické svojou technológiou, ale spôsobom efektívneho využitia verejných sietí 
a komunikačných služieb. Využívajú verejnú (zdieľanú) infraštruktúru, ktorou môže 
byť Internet, verejná IP sieť, verejná sieť ATM, alebo Frame Relay na druhej alebo 
tretej vrstve sieťovej architektúry.  
 
VPN je teda logická sieť vytvorená v rámci verejnej infraštruktúry, ktorá si však 
zachováva charakter privátnej siete. Komunikácia v tejto sieti je zabezpečená (privátna) 
oddelením chodu od ostatných a kvalita komunikácie je zachovaná. Dáta odosielateľa 
najprv prechádzajú bránou VPN, umiestnenou na hranici medzi privátnou a verejnou 
sieťou, následne sú dáta prenesené verejnou sieťou až k ďalšej bráne na jej vzdialenej 
hranici, ktorá dáta spracuje pre použitie cieľovej privátnej siete. Pre VPN sa používajú 
dohody o kvalite služieb SLA (Service Level Agreements), v ktorých zákazník 
a operátor špecifikujú garantovanú kvalitu služby. [5] 
 
Adresovanie vo VPN ponúka niekoľko možností (väčšina komerčných brán 
VPN podporuje viac než jednu z nasledujúcich metód): 
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● statické prideľovanie adries – brána VPN alebo autentizačný server môže mať 
pre každého klienta rezervovanú statickú IP adresu 
● dynamické prideľovanie adries – DHCP server môže slúžiť na prideľovanie 
adries pre klientov VPN podobne ako pre klientov pripojených k miestnej sieti; 
koncentrátor môže spravovať určitú množinu adries, z ktorých sa vyberá  
● klientsky definované adresy – klient môže špecifikovať svoju  IP adresu 
 
Adresy môžu patriť buď lokálnej podsieti, alebo sa vytvorí virtuálna podsieť 
s novou adresou. To závisí hlavne od veľkosti adresovaného priestoru, ktorý má 
podniková sieť k dispozícii, prípadne na spôsobe alokácie adries rezervovaných pre 
privátne účely. 
 
3.6 MPLS VPN 
 
 
MPLS je ďalším vhodným mechanizmom pre tunelovanie, teda i budovanie 
VPN. MPLS je použiteľné pre VPN typu site-on site, ale nie je vhodné pre vzdialený 
prístup. MPLS je pre riešenie VPN zaujímavé výhodnosťou prenosu (rýchle prepínanie 
vo vnútri siete oddelenej od rozhodovania o smerovaní na okrajoch siete), ale tiež 
schopnosťami regulovať chod (traffic engineering) a zabezpečiť požadovanú kvalitu 
služieb. 
 
MPLS podporuje globálnu triedu služieb (CoS, Class of Service) cez kostru IP 
VPN, preto je možné zabezpečiť QoS podobne ako u sietí Frame Relay alebo ATM. 
Značka pridelená každému paketu na okraji siete obsahuje totiž nielen identifikátor 
VPN, ktorý sa stará o súkromnosť (privátnosť) komunikácie (paket sa nemôže dostať 
k užívateľovi v inej VPN), ale tiež identifikátor CoS, ktorý pre všetky pakety patriace 
do tej istej triedy služby zabezpečuje tie isté cesty sietí a také isté zachádzanie pri ceste 
sieťou. [5] 
 
VPN na báze MPLS poskytuje operátor. Môže ísť buď o VPN na druhej vrstve 
sieťovej architektúry alebo o VPN na vrstve tretej. VPN na druhej vrstve (L2VPN) 
používajú koncept pseudowire a sú založené na tuneloch alebo LSP (zariadenie 
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operátora posiela pakety na základe informácie druhej vrstvy). VPN na tretej vrstve 
(L3VPN) sú založené na tuneloch so zapúzdrením GRE alebo na MPLS/BGB. V tomto 
prípade sa pakety posielajú na základe informácií tretej vrstvy a poskytovateľ služby je 
zodpovedný za smerovanie. 
 
MPLS VPN na tretej vrstve využívajú tak prepínanie značiek (MPLS), ako aj 
rozšírený externý smerovací protokol (BGP), preto sa tiež označujú ako MPLS/BGP 
VPN. Umožňujú poskytovateľom služieb poskytovať služby s pridanou hodnotou, 
pretože ich výhodou je škálovateľnosť, ľahké riadenie, veľké QoS a traffic engineering 
i voliteľnosť topológie od hviezdy (pobočky sú pripojené na centrálny uzol) alebo mesh 
až po plne prepojenú topológiu (každý s každým). 
 
MPLS je mimoriadne vhodné pre rozsiahle VPN, pretože sa obmedzuje počet 
partnerských smerovačov oproti centrále. Bez MPLS musí mať centrála vzťah pre 
smerovanie s každou pobočkou, zatiaľ čo s MPLS si vystačí s jednou väzbou. Princíp 
MPLS totiž umožňuje realizovať model VPN typu peer, bez toho, aby museli byť 
všetky smerovače prepojené každý s každým na úrovni druhej vrstvy. [5] 
 
3.7 SYSTÉM TELEPREZENCIE 
 
Teleprezencia (angl. Telepresence, nemá v súčasnej dobe v slovenskom jazyku 
ekvivalent, preto bude ďalej v práci používaný voľný preklad teleprezencia), doslova 
vyjadruje videokonferenciu situovanú v špeciálne upravených miestnostiach. Inými 
slovami tento termín znamená garantované prostredie pre spoluprácu tímov na diaľku. 
Súčasťou riešení sú nielen video a audio konferenčné zariadenia, ale aj celá miestnosť, 
prenosová sieť a správa systému. Účastníci rokovania, ktorí sedia v dvoch od seba 
vzdialených miestnostiach, majú pocit, že rokujú za jedným konferenčným stolom. 
 
Konferenčná miestnosť pre teleprezenciu je miestnosť vybavená z celej jednej 
strany projekčnou stenou, alebo súvislým pásom LCD obrazoviek, ktoré zobrazujú 
rovnako vybavenú miestnosť na vzdialenej strane v životnej veľkosti, rovnako ako keby 
sme sa pozerali do zrkadla. Kamery sú ukryté za zobrazovacou plochou, alebo nad ňou, 
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mikrofóny sú ukryté na strope, alebo na stole a ovládanie je zabezpečené pomocou 
VoIP telefónu. 
 
Rozdiel medzi teleprezenciou a videokonferenciou nie je z pohľadu technológií 
takmer žiadny, ale z pohľadu psychológie použitia podstatný. V prípade inštalácie 
videokonferencií sa užívatelia často dopúšťajú chýb, ktoré vo finále zhoršujú celkový 
vnem. Toto nie je možné v prípade riešenia teleprezencie, kde je všetko fixne 
integrované do miestnosti a človek vidí účastníkov rokovaní na druhej strane tak, že to 
pôsobí ako keby sedeli priamo pri stole oproti. 
 
Videokonferencia bola od začiatku navrhnutá ako telefón s možnosťou volania 
ľubovoľnej protistrane. Teleprezencia je navrhnutá pre spoluprácu v rámci organizácie 
vo vnútri dopredu garantovaného prostredia. Videokonferencia existuje na rôznych 
úrovniach kvality, zatiaľ čo teleprezencia len v tej najvyššej.   
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4. VLASTNÉ NÁVRHY RIEŠENIA 
4.1 POTREBY A POŽIADAVKY RIEŠENIA 
 
Momentálna situácia „vybraného subjektu“ v oblasti komunikácie je vďaka 
zmenám vykonaným v priebehu posledných rokov na vysokej úrovni. Aj napriek tomu 
sa nájdu oblasti, ktoré by sa dali vylepšiť. 
 
V oblasti hlasovej komunikácie patria k najvážnejším problémom vysoké 
náklady spôsobené telefonovaním cez verejnú telefónnu sieť.  Práve preto je prvotnou 
požiadavkou ich zníženie.  Do úvahy prichádza viac možností ako riešiť túto situáciu. 
Hlavný cieľ návrhu riešenia je, aby bol podľa možností čo najväčší počet stredísk 
a stavieb spoľahlivo a kvalitne napojený do dátovej siete tak, aby jej prostredníctvom 
mohli hlasovo komunikovať  medzi sebou a centrálou spoločnosti.  
Aj keď osobné stretnutia manažérov nemožno z bežnej praxe úplne vylúčiť, 
vedú moderné zahraničné spoločnosti dialóg prostredníctvom pokrokových technológií, 
ktoré šetria čas. V tomto prípade by bola vhodným riešením inštalácia určitej formy 
videokonferencie.      
 
Spoločnosť chce všetky doplnkové služby a nové riešenia vnímať ako 
komplexnú službu od dodávateľov, ktorí by zabezpečovali údržbu, servis a dohľad. To 
znamená, že o funkčnosť, dodržiavanie parametrov a stabilitu celého systému by sa mal 
starať poskytovateľ služby, nie firma sama.  
 
4.2 VÝBER NAJVHODNEJŠÍCH RIEŠENÍ 
 
4.2.1 Hlasová komunikácia 
 
Riešenie problému hlasovej konektivity nie je z môjho pohľadu pre spoločnosť 
zložité a v súčasne vytvorených podmienkach sa priam samo ponúka. Jednoznačne 
najlepším riešením by bola integrácia hlasu nad dátovú linku, čiže prechod na protokol 
VoIP. 
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Do úvahy prichádzajú dve možnosti riešenia integrácie hlasu v rámci VoIP. 
Prvou možnosťou by mohlo byť, aby si firma kúpila vlastnú VoIP telefónnu ústredňu 
a všetky jej útvary v jednotlivých lokalitách by k nej boli pripojené pomocou VoIP. 
Táto ústredňa by bola pripojená k operátorovi cez klasické ISDN PRA rozhranie.  
 
Druhou možnosťou by bolo považovať VoIP nie ako technológiu, ale ako službu 
a spoločnosť by si nechala do fungujúcej MPLS VPN siete od operátora implementovať 
VoIP s tým, že využije jeho telefónnu ústredňu a bude mu platiť poplatky ako za bežnú 
službu telefonovania. Hlavná výhoda je v tom, že firma nebude musieť investovať do 
VoIP telefónnej ústredne a operátor preberie zodpovednosť za chod a kvalitu služby.  
 
V prípade spoločnosti odporúčam využiť druhú možnosť pripojenia. 
 
4.2.2 Audiovizuálna komunikácia 
 
Najvhodnejšie riešenie problému audiovizuálnej komunikácie by bolo také, 
ktoré by dokázalo eliminovať nutnosť cestovania ľudí a s tým spojenú stratu času 
a vysoké náklady.  
Z toho dôvodu navrhujem firme zaobstarať a nainštalovať nejaký moderný 
systém teleprezencie, ktorý umožní kvalitnú audiovizuálnu komunikáciu na trase 
Bratislava – Žilina.  
 
Teleprezencia je termín popisujúci garantované prostredie pre spoluprácu tímov 
na diaľku. Súčasťou riešení sú nielen video a audio konferenčné zariadenia, ale aj celá 
miestnosť, prenosová sieť a správa. Celkový vnem účastníkov dáva dojem rokovania za 
jedným konferenčným stolom. 
 
Inštalácia takéhoto zariadenia by vyriešila časté cestovanie manažérov 
a eliminovala by náklady s tým spojené. V dnešnej dobe je inštalácia teleprezenčných 
zariadení vo veľkých firmách komunikujúcich na diaľku bežná. Preto sa dá povedať, že 
technológia je overená a s jej inštaláciou sa nespájajú žiadne riziká. 
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4.3 INTEGRÁCIA VoIP 
 
Pravdepodobne najlepším riešením pre integráciu VoIP by bola služba Virtual 
Voice Net od spoločnosti T-Com a to z dôvodu, že celá MPLS sieť je spravovaná tým 
istým operátorom. Veľkou výhodou prevádzky systému je, ak v ňom všetky služby 
spravuje jeden provider a to hlavne z dôvodu, že má prehľad o všetkých 
parametroch systému a vie garantovať dostupnosť danej služby a parametre siete.  
 
V tom prípade by mala firma vyriešenú hlasovú komunikáciu aj vo vnútri aj von 
z firmy. Volanie v rámci spoločnosti pomocou pobočkových telefónov by bolo 
zadarmo. Ťarchu starostlivosti a konfigurácie by prevzal operátor.  
 
 
Hlasová konektivita pomocou VoIP by bola nasadzovaná iba v lokalitách, kde to 
rýchlosť pripojenia, latencia a QoS umožňujú. Boli by to všetky lokality so 
symetrickým, asymetrickým prístupom a centrála v Žiline. VoIP by som odporúčal 
spoločnosti využívať ako službu od operátora. Na zabezpečenie konektivity by slúžila 
VoIP ústredňa. Tá by dokázala uskutočňovať hovory nielen vo vnútri, ale aj mimo 
spoločnosti.   
 
4.4 INŠTALÁCIA SYSTÉMU TELEPREZENCIE 
 
4.4.1 Výber výrobcu systému teleprezencie 
 
Prvý dôležitý krok pri realizácii projektu takýchto rozmerov je výber výrobcu, 
ktorého produkt použijeme. Druhým krokom by mal byť výber dodávateľa systému, 
ktorý by mal riešenie zrealizovať.  
 
Čo sa týka výrobcov systémov teleprezencie, je dnes na trhu relatívne veľa 
firiem, ktoré takéto produkty ponúkajú. Patria medzi ne napríklad Polycom, Huawei, 
Hewlett – Packard, Nortel a v neposlednom rade Cisco, ktoré je z týchto spoločností 
najväčšie a je známe svojou špičkovou kvalitou. Každá z týchto spoločností ponúka 
produkt, ktorý by v podstate dokázal danú situáciu vyriešiť.  
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Americká firma Polycom, čínsky Huawei, svetoznámy Hewlett – Packard, 
Nortel i Cisco Systems ponúkajú porovnateľné produkty, ktoré sa ale od seba líšia 
kvalitou, úrovňou servisu, variabilitou systému, doplnkovými službami a hlavne cenou.  
 
Dá sa objektívne konštatovať, že jedine produkty od Cisco Systems nepatria do 
šedého priemeru, pretože  spĺňajú tie najnáročnejšie požiadavky zákazníkov. 
 
Výber výrobcu navrhujem realizovať podľa viacerých kritérií. Navrhujem 
riešenie od spoločnosti Cisco Systems, ktorá  je bezkonkurenčne číslom 1 medzi 
výrobcami teleprezenčných zariadení na svete.  
 
Tak širokú škálu možností systému teleprezencie ako má Cisco Systems 
neponúka žiaden alternatívny výrobca. Ak má zákazník záujem o špičkovú kvalitu 
s prakticky neobmedzenými možnosťami a je ochotný za realizáciu zaplatiť vyššiu 
sumu ako u konkurencie, čo sa týka aj nášho prípadu, je Cisco Telepresence jasnou 
voľbou.    
 
4.4.2 Realizácia inštalácie systému teleprezencie 
 
Ako už vieme, spoločnosť vybudovala reprezentačné priestory v Bratislave pre 
potreby vedenia podniku. To ale sídli v Žiline, niekedy rokuje v Bratislave a bolo by 
potrebné vyriešiť problém neustáleho cestovania manažérov zo Žiliny do Bratislavy 
a naspäť.  
 
Pre spoločnosť  by sa mohol navrhnúť systém pre prenos na báze 
videokonferencie, ktorý by fungoval nad existujúcou dátovou štruktúrou spoločnosti, 
a ktorý by spájal spomínané dve lokality v Žiline a Bratislave.  
 
Manažment „vybraného subjektu“ je početný, a preto je potrebné navrhnúť 
systém, v ktorom by mohlo komunikovať viac ľudí naraz. Firma počíta s tým, že pri 
realizovaní videokonferencií by sa v Bratislave nenachádzali viac než dvaja ľudia, ale 
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v Žiline by mohlo byť prítomných ľudí až šesť. Preto má spoločnosť požiadavku, aby 
navrhnutý systém využíval potenciál konferencie dvoch ľudí proti šiestim.  
 
Ako najlepšie riešenie tejto situácie by som navrhol miestnosť so systémom 
Cisco Telepresence 1000 na pobočke v Bratislave a miestnosť so systémom Cisco 
Telepresence 3000 v centrále v Žiline, ktoré dokážu najlepšie vyhovieť požiadavkám 
a predstavujú skoro ideálne riešenie tohto problému.  
 
Cisco Telepresence 3000 je trojkamerový systém teleprezencie vybavený tromi 
57“ palcovými LCD monitormi s Full HD rozlíšením, ktorý umožňuje videokonferenciu 
až šiestich ľudí na jednej strane. Dodáva sa komplet vrátane všetkých zariadení, aj 









Cisco Telepresence 1000 je jednokamerový systém teleprezencie umožňujúci 
prenos obrazu a hlasu dvoch osôb sediacich za jedným stolom. Na rozdiel od systému 
Cisco Telepresence 3000 sa k nemu nedodáva nábytok. 
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Obrázok č. 5 – Názorná ukážka Cisco Telepresence 1000 
Zdroj: [13] 
 
Prepojenie systémov Cisco Telepresence 3000 a 1000 nie je jednoduchá 
záležitosť. Hlavným problémom môže byť to, že oproti sebe budú systémy, ktoré majú 
iný počet kamier, monitorov a pri ktorých sedí rozdielny počet osôb. Môže sa zdať, že 
by lepším riešením mohla byť inštalácia dvoch systémov s rovnakým počtom kamier, 
teda buď dvoch systémov Cisco Telepresence 3000, alebo Cisco Telepresence 1000, ale 
v našom prípade to tak nie je.  
Dôvodom je to, že riešenie dvomi systémami Cisco Telepresence 3000 by bolo 
zbytočné a nákladné a riešenie systémami Cisco Telepresence 1000 by nespĺňalo 
požiadavky pre počet osôb sediacich v centrále v Žiline. 
 
Tento problém dokáže riešiť systém Cisco sám, nasledovným spôsobom. 
V miestnosti v Žiline, ktorá bude vybavená tromi obrazovkami bude v prípade spojenia 
so systémom Cisco Telepresence 1000 spustená iba stredná obrazovka, na ktorej budú 
zobrazení manažéri sediaci na druhom konci systému. Čo sa týka pobočky v Bratislave, 
bude na monitore zobrazovaný človek, ktorý práve rozpráva. Mikrofóny integrované 
v systéme majú senzor, ktorý rozpozná kto rozpráva a automaticky ho zobrazia.  
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Aby mohol prenos cez systém teleprezencie fungovať, musí mať linka určité 
parametre. Tieto parametre siete pre plynulý prenos obrazu a zvuku prostredníctvom 
teleprezencie zabezpečí operátor T-Com, ktorý by mal za základe požiadaviek 
spoločnosti dodržovať stanovenú úroveň a kvalitu spojenia.  
Pre bezproblémové spojenie systému Cisco Telepresence 3000 oproti systému 
Cisco Telepresence 1000 je potrebné, aby medzi koncovými bodmi nedochádzalo 
k oneskoreniu, ktoré je povolené maximálne 150 ms. Jitter môže dosahovať hodnôt 
maximálne 10 ms a stratovosť paketov môže byť maximálne 0,05 %. Šírka pásma by 
mala dosahovať hodnoty 15 Mbit/s. Pripojenie do siete funguje ako pripojenie 
klasického PC. Zariadenie však musí spĺňať hardvérové požiadavky systému.  
Spoločnosť XXX, a.s. je schopná v rámci Českej a Slovenskej republiky zaistiť 
všetko, čo sa inštalácie teleprezencie týka. Od prestavby miestnosti, logistiku, až po 
projektovú a implementačnú časť a servis. Preto odporúčam prenechať celý proces 
realizácie projektu na ich školenom personáli, ktorý je schopný za krátky čas obidve 
lokality pripraviť.  
 
4.5 TYPY PRIPOJENÍ 
 
Kvôli zmenám v komunikácii, ktoré navrhujem, bude potrebné upraviť 
pripojenia jednotlivých lokalít. Tieto zmeny sa týkajú pobočiek s pevným (káblovým) 
pripojením do siete. V niektorých pobočkách to bude iba inštalácia nových telefónov, 
niekde budú potrebné aj navýšenia rýchlosti, prípadne prechod na iný spôsob pripojenia. 
Pribudne nová lokalita v Bratislave, pre ktorú sa bude musieť taktiež vybrať 
najvhodnejší spôsob pripojenia. 
 
Všetky tieto zmeny by mal mať na starosti operátor, spoločnosť T-Com. 
„Vybraný subjekt“ si jedine musí stanoviť parametre siete, ktoré v jednotlivých 
lokalitách požaduje. Najväčšie zmeny parametrov siete budú  potrebné v lokalitách, kde 
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4.5.1 Centrálna lokalita Žilina 
 
Centrála spoločnosti by mala byť ako doteraz pripojená aj k Internetu, aj do siete 
MPLS VPN. Momentálne pripojenie do siete MPLS VPN rýchlosťou 2 Mbit/s nebude 
ale pre veľké nároky systému teleprezencie postačujúce. Preto bude najlepším riešením 
prechod na nový systém pripojenia centrály.  
Ako riešenie odporúčam službu Business CityNET od operátora T-Com. Služba 
je vhodná na vytváranie zákazníckych metropolitných sietí. Umožňuje používať 
doplnkové služby, ako napr. prístup k Internetu, či prístup k iným dátovým službám. To 
znamená, že sa terajšie metalické vedenie zmení na optické, garantujúce prenosovú 
rýchlosť až 100 Mbit/s. Ako koncové zariadenie navrhujem z dôvodu vysokých 
prenosových rýchlostí použiť CE - Cisco 3845.  
Vďaka vysokým rýchlostiam optického pripojenia odporúčam zrušiť existujúce 
pripojenie k Internetu prostredníctvom aDSL, ktoré už nebude potrebné. Doplnkové 
pripojenie k Internetu rýchlosťou 1024 kbit/s navrhujem z dôvodu ukončovania IPSEC 
a L2F tunelov ponechať. Na pripojenie centrály k službe VoIP by sa využíval účet 




Obrázok č. 6 – Grafické znázornenie navrhovaného pripojenia centrály v Žiline 
Zdroj: vlastný 
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4.5.2 Pobočkové lokality so symetrickým prístupom 
 
Lokality so symetrickým prístupom do siete by som rozdelil do dvoch kategórií. 
Jednu kategóriu tvoria už existujúce pobočky, druhú novovytvorená.  
Existujúcim pobočkám bude potrebné zmeniť parametre siete. Terajšie 
pripojenie 512 kbit/s slúžiace iba na dátové prenosy odporúčam zvýšiť na rýchlosť  
2048 kbit/s z dôvodu integrácie hlasu. Na pobočky sa nainštalujú VoIP telefóny, ktoré 
budú prenášať hlas nad dátovou sieťou. Ako koncové zariadenia budú postačovať už 




Obrázok č. 7 – Grafické znázornenie navrhovaného pripojenia existujúcich lokalít so symetrickým prístupom 
Zdroj: vlastný 
 
Výnimku tvorí novozriadená pobočka v Bratislave. Je to z dôvodu, že by tu mal 
byť nainštalovaný systém teleprezencie. Z toho vyplýva, že pripojenie na sieť bude 
potrebovať iné parametre ako v existujúcich pobočkách.  
 
Pobočku odporúčam pripojiť rovnako ako centrálu v Žiline prostredníctvom 
optického vedenia do metropolitnej siete rýchlosťou 100 Mbit/s. Táto rýchlosť bude aj 
s rezervou stačiť na bezproblémový a plynulý prenos dát, hlasu a používanie 
teleprezencie. Ako koncové zariadenie by som v tomto prípade použil CE – Cisco 2841. 
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Obrázok č. 8 – Grafické znázornenie navrhovaného pripojenia novej lokality v Bratislave 
Zdroj: vlastný 
 
4.5.3 Pobočkové lokality s asymetrickým prístupom 
 
Pre pobočkové lokality s asymetrickým prístupom nebude nutné meniť 
parametre siete. V týchto lokalitách sa naďalej budú využívať počítače pripojené 
prostredníctvom dátovej linky do virtuálnej privátnej siete. Pribudnú jedine nové VoIP 
telefóny, ktoré zabezpečia hlasový prenos nad dátovou sieťou.  
Keďže sa očakáva, že na každej pobočke sa bude nachádzať iba jeden, 
maximálne dva VoIP telefóny a niekoľko počítačov, terajšiu rýchlosť 1535/256 kbit/s 
dátovej linky nebude potrebné navýšiť. VoIP telefóny navrhujem pripojiť taktiež na 
FXS porty CPE smerovača Draytek Vigor 2700VGST, na ktorý sú v pobočkových 




Obrázok č. 9 – Grafické znázornenie navrhovaného pripojenia pobočky s asymetrickým prístupom 
Zdroj: vlastný 
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5. PRÍNOS (EFEKTÍVNOSŤ) NÁVRHOV RIEŠENÍ 
 
 
Prínos vlastných návrhov riešení sa dá rozdeliť do viacerých kategórií. Sú to 
nemerateľné a merateľné prínosy. Z tých merateľných sa zameriam hlavne 
na ekonomické prínosy. 
 
5.1 NEKVANTIFIKOVANÉ PRÍNOSY 
 
Nekvantifikované prínosy sú tie, ktoré sa nedajú merať. Čo sa týka prenosu 
hlasu nad dátovou sieťou, zjednotili by sa komunikačné schopnosti v rámci vnútornej 
štruktúry spoločnosti. Keďže každá lokalita dostane svoje klapkové telefónne číslo, 
sprehľadní sa celý systém a nebude potrebné stále zisťovať a hľadať nové telefónne 
čísla kolegov. Pri presune z lokality na lokalitu si totiž zamestnanec ponechá svoje 
klapkové číslo aj napriek tomu, že sa mu zmení číslo verejné. To platí hlavne pre ľudí 
pracujúcich na stavbách.  
 
Teleprezencia  prináša možnosť oveľa pohodlnejšie komunikovať medzi členmi 
vedenia vo vzdialených mestách, pričom sa ušetrí nemálo času, ktorý v dnešnej dobe 
trávia účastníci rokovaní  na cestách.  Cestovanie na preplnených komunikáciách 
prináša neraz stresové situácie i určité riziká ohrozenia zdravia, či dokonca života , čo 
určite   neprospieva  zdravému   životnému    štýlu   a môže aj   negatívne   ovplyvňovať   
a znižovať výkonnosť pracovníkov. Pohodlná komunikácia prostredníctvom 
teleprezencie prispeje k spríjemneniu atmosféry spoločných rokovaní, bez časovej 
tiesne.  
 
Nezanedbateľným argumentom je aj operatívnosť riadenia a z toho vyplývajúcej 
možnosti rýchleho zvolávania porád, ktorými by sa riešili náhle vzniknuté problémy bez 
nutnosti presúvania na väčšie vzdialenosti osôb, dokumentácie a iných informačných 
prostriedkov. Z ekologického pohľadu menej dopravných prostriedkov na cestách 
prospeje ovzdušiu a životnému prostrediu. 
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Teleprezencia každopádne zvýši komfort v rámci komunikácie. Aj keď je 
vozový park spoločnosti vybavený luxusnými limuzínami, každodenné cestovanie po 
diaľnici, ktorá nie je v súčasnosti dobudovaná po celej trase, nie je určite pohodlné 
a strávený čas v aute môžu manažéri využiť efektívnejšie.  
 
Zavedenie nového systému môže zo začiatku vyvolať obavy, či averziu, pretože 
ľudia sú zvyknutí stretávať sa osobne a v podvedomí budú stále vnímať, že nesedia 
meter od seba. Verím však, že si po krátkom čase zvyknú na možnosť riadiť spoločnosť 
priamo z miesta, čo im pomôže tieto bariéry prekonať.  
 
5.2 KVANTIFIKOVANÉ PRÍNOSY 
 
Medzi merateľné prínosy navrhovaných riešení môžeme zaradiť úsporu času, 
pohonných látok a zníženie nákladov spojených s cestovaním a telefonovaním, keďže 
všetky tieto veličiny vieme číselne definovať. Zníženiu nákladov sa budem 
podrobnejšie venovať v ďalšom bode. 
 
5.3 EKONOMICKÉ PRÍNOSY 
 
Komunikácie by nemali byť pohromou ekonomiky. Určite nie vtedy, keď 
existuje cenovo efektívny a vysoko uspokojivý spôsob, ako sa spájať, stretávať, riadiť a 
pracovať v rámci jednej firmy alebo organizácie, ale aj s niektorými zákazníkmi 
a dodávateľmi prostredníctvom technických vymožeností, bez ohľadu na ekonomické 
predpovede. 
 
Počas globálnej ekonomickej recesie sa spoločnosti pokúšajú znižovať náklady 
všade, kde sa dá. Súčasne si ale nemôžu dovoliť zanedbať efektívne riadenie, ktorého 
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6. ZÁVER 
 
V tejto diplomovej práci som sa pokúsil do existujúcej dátovej siete „vybraného 
subjektu“ integrovať hlasovú prevádzku a vďaka moderným technológiám eliminovať 
potrebu častého prepravovania manažmentu zo Žiliny do Bratislavy .  
Do úvahy prichádzalo viac riešení. Hlasovú konektivitu som navrhol vyriešiť 
produktom Virutal Voice Net od spoločnosti T-Com. Ako dodávateľa teleprezenčných 
zariadení som vybral spoločnosť Cisco, ktorá je svetovou špičkou v tomto odvetví. 
Zároveň som navrhol konkrétnu štruktúru virtuálnej privátnej siete, prostredníctvom 
ktorej by firma mohla v budúcnosti hlasovo aj audiovizuálne komunikovať. 
 
Pokúsil som sa navrhnúť také riešenie, aby firma nemusela vynaložiť veľké 
množstvo finančných prostriedkov a času. To sa podarilo, pretože celá realizácia zmeny 
systému je formou outsourcingu. Dodávateľ sa postará o zapojenie, funkčnosť a správu 
celej siete vo všetkých lokalitách. Firma musí iba nájsť a vybrať po jednej vhodnej 
miestnosti v Žiline a Bratislave, kde sa nainštaluje systém teleprezencie.  V návrhu 
riešenia je konkrétne znázornená a vysvetlená štruktúra navrhovanej siete.  
 
Podobný model štruktúry dátovej a hlasovej komunikácie odporúčam každej 
spoločnosti, ktorá potrebuje často a na vysokej úrovni komunikovať na veľké 
vzdialenosti a záleží jej na redukovaní nákladov spojených s využívaním 
komunikačných služieb. 
 
Vedenie „vybraného subjektu“ bolo už v priebehu realizácie tejto diplomovej 
práce informované o konkrétnych návrhoch riešenia problému a zhodnotilo návrhy 
riešenia ako veľmi perspektívne a zvažuje realizovať aj integráciu hlasu, aj zaobstaranie 
teleprezencie. Podľa posledných informácií dokonca už hľadá vhodné priestory pre jej 
inštaláciu. Na základe toho sa dá konštatovať, že navrhované riešenie splnilo 
definovaný cieľ. Snáď som aj ja prispel svojou diplomovou prácou k tomuto 
rozhodnutiu.  
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8. ZOZNAM SKRATIEK 
 
ANSI  American National Standards Institute je americká súkromná nezisková 
organizácia 
APN  Access Point Name je prístupový bod pre GPRS 
ATM  Asynchronous Transfer Mode je sieť aj protokol, ktoré používa Cell relay 
BGP  Border Gateway Protocol je smerovací internetový protokol 
C  Customer je zákazník 
CE  Customer Edge je smerovač zákazníka 
CoS  Class of Service je trieda služieb 
CS  Coding Scheme je schéma kódovania prenášaných dát v sieťach 
DSCP  Differentiated Service Code Point je kódové pole  
DSL  Digital Subscriber Line je technológia poskytujúca prenos údajov (dát) 
po telefónnej sieti 
EDGE  Enhanced Data for GSM Evolution je služba podporujúca prenos dát 
v sieti GSM 
GPRS  General Packet Radio Service je služba, ktorá podporuje prenos dát 
v sieti GSM 
GSM  Global System for Mobile Communications (Groupe Spécial Mobile) je 
sieť pre mobilné telefóny 
HD  High Definition je vysoké rozlíšenie s hodnotami 1920x1080 pixelov 
HLR  Home Location Register je centrálna databáza, ktorá obsahuje informácie 
o mobilných telefónoch v sieti 
IP  Internet Protocol je internetový protokol 
IPSec  Internet Protocol Security je súbor internetových protokolov 
ISDN  Integrated Services Digital Network je digitálna telekomunikačná služba 
L2f  je názov virtuálnej privátnej siete vyvinutej spoločnosťou Cisco 
L2TP  Layer 2 Tunneling Protocol je protokol používaný pre podporu 
virtuálnych privátnych sietí 
L2VPN Layer 2 VPN je úroveň 2. vrstvy MPLS VPN 
L3VPN Layer 3 VPN je úroveň 3. vrstvy MPLS VPN 
LAN  Local Area Network je lokálna počítačová sieť 
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LDP  Label Distribution Protocol je protokol, v ktorom si LSR navzájom 
vymieňajú informácie 
LSP  Label Switched Path je cesta cez MPLS sieť 
LSR  Label Switching Router je router nachádzajúci sa v strede MPLS siete 
MAC  Media Access Control je označenie adresy viazanej na sieťovú kartu 
počítača 
MPLS  Multi Protocol Label Switching je protokol, ktorý umožňuje prepínanie 
značiek v IP sieťach 
P  Provider je poskytovateľ (operátor) 
PBX  Private Branch eXchange je moderná telefónna ústredňa, pracujúca na 
báze VoIP 
PE  Provider Edge je smerovač poskytovateľa (operátora) 
PPTP  Point to Point Tunneling Protocol je protokol na vytvorenie virtuálnej 
privátnej siete 
QoS  Quality of Services je služba garantujúca kvalitu rôznych veličín v sieti  
SLA  Service Level Agreements sú dohody o kvalite služieb 
SMS  Short Message Service je služba umožňujúca posielať krátke správy 
v sieti GSM 
TCP  Transmission Control Protocol je internetový protokol 
TE  Traffic Engineering je činnosť, ktorá umožňuje regulovanie chodu siete 
TTL  Time to live je životnosť 
ToS  Type of Services je typ poskytovanej služby 
UTP Unshielded twisted pair je typ dátového vodiča 
VoIP  Voice over Internet Protocol je služba na prenos hlasu cez internetový 
protokol 
VPN  Virtual Private Network je počítačová sieť slúžiaca na prepojenie 
počítačov na rôznych miestach internetu do jednej virtuálnej siete 
VRF  Virtual Roating and Forwarding je technológia využívaná v počítačových 
sieťach 
WAN  Wide Area Network je rozsiahla počítačová sieť 
WLAN Wireless LAN je bezdrôtová lokálna počítačová sieť 
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