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INTRODUZIONE 
 
Il decreto legislativo 8 giugno 2001, n. 231 che reca la “Disciplina della 
responsabilità amministrativa delle persone giuridiche, delle società e delle 
associazioni anche prive di personalità giuridica”, entrato in vigore il 4 luglio 
2001 in attuazione dell’art. 11 della Legge-Delega 29 settembre 2000 n. 300, ha 
introdotto nell’ordinamento giuridico italiano, conformemente a quanto previsto 
in ambito comunitario, la responsabilità amministrativa degli enti per gli illeciti 
conseguenti alla commissione di un reato. 
 Tale forma di responsabilità, sebbene definita “amministrativa” dal legislatore, 
presenta i caratteri propri della responsabilità penale, essendo rimesso al giudice 
penale l’accertamento dei reati dai quali essa è fatta derivare, ed essendo estese 
all’ente le garanzie proprie del processo penale. 
Il decreto, in deroga al principio sancito nell'art.27 della Costituzione, prevede 
che la responsabilità penale è personale essendo impossibile far ricadere 
quest’ultima su soggetti diversi dalle persone fisiche, rendendo così l’ente 
soggetto passivo nella commissione di un reato. La realtà di oggi dimostra come 
le società sono le principali artefici di crimini di stampo economico, con 
conseguenze anche serie a livelli mondiali come la crisi economica del 2008. 
L’introduzione del D.lgs 231/2001 permette, una volta accertato il compimento 
di reati da parte di dipendenti e soggetti apicali (ad esempio gli amministratori) a 
vantaggio o nell’interesse dell’ente, di sanzionare le persone giuridiche facenti 
parte della società. 
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1. La responsabilità amministrativa degli enti 
Il D.Lgs.8 giugno 2001, n. 231, che reca la “Disciplina della responsabilità 
amministrativa delle persone giuridiche, delle società e delle associazioni anche 
prive di personalità giuridica” (di seguito anche il “D.Lgs.231/2001” o, anche 
solo il “Decreto”), entrato in vigore il 4 luglio 2001 in attuazione dell’art. 11 
della Legge-Delega 29 settembre 2000 n. 300, ha introdotto nell’ordinamento 
giuridico italiano, conformemente a quanto previsto in ambito comunitario, la 
responsabilità amministrativa degli enti. Tale forma di responsabilità, sebbene 
definita “amministrativa” dal legislatore, presenta i caratteri propri della 
responsabilità penale, essendo rimesso al giudice penale l’accertamento dei reati 
dai quali essa è fatta derivare, ed essendo estese all’ente le garanzie proprie del 
processo penale.  La responsabilità amministrativa dell’ente deriva dal 
compimento di reati, espressamente indicati nel D.Lgs.231/2001, commessi, 
nell’interesse o a vantaggio dell’ente stesso, da persone fisiche che rivestano 
funzioni di rappresentanza, amministrazione o direzione dell’ente o di una sua 
unità organizzativa dotata di autonomia finanziaria e funzionale, o che ne 
esercitino, anche di fatto, la gestione e il controllo (i cosiddetti “soggetti 
apicali”), ovvero che siano sottoposte alla direzione o vigilanza di uno dei 
soggetti sopra indicati (i cosiddetti “soggetti sottoposti”). Oltre all’esistenza dei 
requisiti sopra descritti, il D.Lgs.231/2001 richiede anche l’accertamento della 
colpevolezza dell’ente, al fine di poterne affermare la responsabilità 
amministrativa. Tale requisito è riconducibile ad una “colpa di organizzazione”, 
da intendersi quale mancata adozione, da parte dell’ente, di misure preventive 
adeguate a prevenire la commissione dei reati previsti dal Decreto 231, da parte 
dei soggetti individuati nello stesso. Se l’illecito è stato realizzato dal soggetto 
per un interesse esclusivamente proprio o di terzi, e quindi manca totalmente 
l’interesse o il vantaggio nei confronti dell’ente, quest’ultimo non è ritenuto 
responsabile. La responsabilità dell’ente può sussistere ove il soggetto aziendale 
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che ha commesso l’illecito abbia concorso con soggetti estranei / terzi 
all’organizzazione dell’ente stesso nella sua realizzazione. 
 
2. I reati previsti dal Decreto 
I reati, dal cui compimento è fatta derivare la responsabilità amministrativa 
dell’ente, sono quelli espressamente e tassativamente richiamati dal D.Lgs. 
231/2001
1
 e successive modifiche ed integrazioni. 
Si elencano di seguito i reati attualmente ricompresi nell’ambito di applicazione 
del D.Lgs. 231/2001: 
1. Indebita percezione di erogazioni, truffa in danno dello Stato o di un ente 
pubblico o per il conseguimento di erogazioni pubbliche e frode informatica in 
danno dello Stato o di un ente pubblico (Art. 24, D.Lgs. n. 231/2001):  
 Malversazione a danno dello Stato (art. 316-bis c.p.) 
 Indebita percezione di erogazioni a danno dello Stato (art.316-ter c.p.) 
 Truffa in danno dello Stato o di altro ente pubblico o delle Comunità 
europee (art.640, comma 2, n.1, c.p.) 
 Truffa aggravata per il conseguimento di erogazioni pubbliche (art. 640-bis 
c.p.) 
 Frode informatica in danno dello Stato o di altro ente pubblico (art. 640-ter 
c.p.) 
2. Delitti informatici e trattamento illecito di dati (Art. 24-bis, D.Lgs. n. 
231/2001) [articolo aggiunto dalla L. n. 48/2008]: 
 Falsità in un documento informatico pubblico o avente efficacia probatoria 
(art. 491-bis c.p.) 
 Accesso abusivo ad un sistema informatico o telematico (art. 615-ter c.p.) 
                                                          
1
 http://www.aodv231.it/documentazione.php?tipo=catalogo_reati 
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 Detenzione e diffusione abusiva di codici di accesso a sistemi informatici o 
telematici (art. 615-quater c.p.) 
 Diffusione di apparecchiature, dispositivi o programmi informatici diretti a 
danneggiare o interrompere un sistema informatico o telematico (art. 615-
quinquies c.p.) 
 Intercettazione, impedimento o interruzione illecita di comunicazioni 
informatiche o telematiche (art. 617-quater c.p.) 
 Installazione di apparecchiature atte ad intercettare, impedire o 
interrompere comunicazioni informatiche o telematiche (art. 617-quinquies 
c.p.) 
 Danneggiamento di informazioni, dati e programmi informatici (art. 635-bis 
c.p.) 
 Danneggiamento di informazioni, dati e programmi informatici utilizzati 
dallo Stato o da altro ente pubblico o comunque di pubblica utilità (art. 635-
ter c.p.) 
 Danneggiamento di sistemi informatici o telematici (art. 635-quater c.p 
 Danneggiamento di sistemi informatici o telematici di pubblica utilità (art. 
635-quinquies c.p.) 
 Frode informatica del certificatore di firma elettronica (art. 640-quinquies 
c.p.) 
3. Delitti di criminalità organizzata (Art. 24-ter, D.Lgs. n. 231/2001) [articolo 
aggiunto dalla L. n. 94/2009]: 
 Associazione per delinquere (art. 416 c.p.p.) 
 Associazione di tipo mafioso (art. 416-bis c.p.) 
 Scambio elettorale politico-mafioso (art. 416-ter c.p.) 
 Sequestro di persona a scopo di estorsione (art. 630 c.p.) 
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 Associazione finalizzata al traffico illecito di sostanze stupefacenti o 
psicotrope (art. 74 DPR 9 ottobre 1990, n. 309 
 Tutti i delitti se commessi avvalendosi delle condizioni previste dall´art. 
416-bis c.p. per agevolare l´attività delle associazioni previste dallo stesso 
articolo (L. 203/91) 
 Illegale fabbricazione, introduzione nello Stato, messa in vendita, cessione, 
detenzione e porto in luogo pubblico o aperto al pubblico di armi da guerra 
o tipo guerra o parti di esse, di esplosivi, di armi clandestine nonché di più 
armi comuni da sparo (art. 407, co. 2, lett. a), numero 5), c.p.p.) 
4. Concussione, induzione indebita a dare o promettere altra utilità e corruzione 
(Art. 25, D.Lgs. n. 231/2001) [articolo modificato dalla L. n. 190/2012]   
 Concussione (art. 317 c.p.) 
 Corruzione per l’esercizio della funzione (art. 318 c.p.) [articolo modificato 
dalla L. n. 190/2012] 
 Corruzione per un atto contrario ai doveri di ufficio (art. 319 c.p.) 
 Circostanze aggravanti (art. 319-bis c.p.) 
 Corruzione in atti giudiziari (art. 319-ter c.p.) 
 Induzione indebita a dare o promettere utilità (art. 319-quater) [articolo 
aggiunto dalla L. n. 190/2012] 
 Corruzione di persona incaricata di un pubblico servizio (art. 320 c.p.) 
 Pene per il corruttore (art. 321 c.p.) 
 Istigazione alla corruzione (art. 322 c.p.) 
 Peculato, concussione, induzione indebita dare o promettere utilità, 
corruzione e istigazione alla corruzione di membri degli organi delle 
Comunità europee e di funzionari delle Comunità europee e di Stati esteri 
(art. 322 bis c.p.) [articolo modificato dalla L. n. 190/2012] 
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5. Falsità in monete, in carte di pubblico credito, in valori di bollo e in strumenti 
o segni di riconoscimento (Art. 25-bis, D.Lgs. n. 231/2001) [articolo aggiunto dal 
D.L. n. 350/2001, convertito con modificazioni dalla L. n. 409/2001; modificato 
dalla L. n. 99/2009]:  
 Falsificazione di monete, spendita e introduzione nello Stato, previo 
concerto, di monete falsificate (art. 453 c.p.) 
 Alterazione di monete (art. 454 c.p.) 
 Spendita e introduzione nello Stato, senza concerto, di monete falsificate 
(art. 455 c.p.) 
 Spendita di monete falsificate ricevute in buona fede (art. 457 c.p. 
 Falsificazione di valori di bollo, introduzione nello Stato, acquisto, 
detenzione o messa in circolazione di valori di bollo falsificati (art. 459 
c.p.) 
 Contraffazione di carta filigranata in uso per la fabbricazione di carte di 
pubblico credito o di valori di bollo (art. 460 c.p.) 
 Fabbricazione o detenzione di filigrane o di strumenti destinati alla 
falsificazione di monete, di valori di bollo o di carta filigranata (art. 461 
c.p.) 
 Uso di valori di bollo contraffatti o alterati (art. 464 c.p.) 
 Contraffazione, alterazione o uso di marchi o segni distintivi ovvero di 
brevetti, modelli e disegni (art. 473 c.p.) 
 Introduzione nello Stato e commercio di prodotti con segni falsi (art. 474 
c.p.) 
6. Delitti contro l’industria e il commercio (Art. 25-bis.1, D.Lgs. n. 231/2001) 
[articolo aggiunto dalla L. n. 99/2009]   
 Turbata libertà dell’industria o del commercio (art. 513 c.p.) 
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 Illecita concorrenza con minaccia o violenza” (art. 513-bis c.p.) 
 Frodi contro le industrie nazionali (art. 514) 
 Frode nell’esercizio del commercio (art. 515 c.p.) 
 Vendita di sostanze alimentari non genuine come genuine (art. 516 c.p.) 
 Vendita di prodotti industriali con segni mendaci (art. 517 c.p.) 
 Fabbricazione e commercio di beni realizzati usurpando titoli di proprietà 
industriale (art. 517-ter c.p.) 
 Contraffazione di indicazioni geografiche o denominazioni di origine dei 
prodotti agroalimentari (art. 517-quater c.p.) 
7. Reati societari Art. 25-ter, D.Lgs. n. 231/2001) [articolo aggiunto dal D.Lgs. n. 
61/2002, modificato dalla L. n. 190/2012]: 
 False comunicazioni sociali (art. 2621 c.c.) 
 False comunicazioni sociali in danno della società, dei soci o dei creditori 
(art. 2622, comma 1 e 3, c.c.) 
 Impedito controllo (art. 2625, comma 2, c.c.) 
 Indebita restituzione di conferimenti (art. 2626 c.c.) 
 Illegale ripartizione degli utili e delle riserve (art. 2627 c.c.) 
 Illecite operazioni sulle azioni o quote sociali o della società controllante 
(art. 2628 c.c.) 
 Operazioni in pregiudizio dei creditori (art. 2629 c.c.) 
 Omessa comunicazione del conflitto d’interessi (art. 2629-bis c.c.) 
[aggiunto dalla legge n. 262/2005] 
 Formazione fittizia del capitale (art. 2632 c.c.) 
 Indebita ripartizione dei beni sociali da parte dei liquidatori (art. 2633 c.c.) 
 Corruzione tra privati (art. 2635 c.c.) [aggiunto dalla legge n. 190/2012] 
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 Illecita influenza sull’assemblea (art. 2636 c.c.) 
 Aggiotaggio (art. 2637 c.c.) 
 Ostacolo all’esercizio delle funzioni delle autorità pubbliche di vigilanza 
(art. 2638, comma 1 e 2, c.c.) 
8. Reati con finalità di terrorismo o di eversione dell’ordine democratico previsti 
dal codice penale e dalle leggi speciali (Art. 25-quater, D.Lgs. n. 231/2001) 
[articolo aggiunto dalla L. n. 7/2003]:   
 Associazioni sovversive (art. 270 c.p.) 
 Associazioni con finalità di terrorismo anche internazionale o di eversione 
dell’ordine democratico (art. 270 bis c.p.) 
 Assistenza agli associati (art. 270 ter c.p.) 
 Arruolamento con finalità di terrorismo anche internazionale (art. 270 
quater c.p.) 
 Addestramento ad attività con finalità di terrorismo anche internazionale 
(art. 270 quinquies c.p.) 
 Condotte con finalità di terrorismo (art. 270 sexies c.p.) 
 Attentato per finalità terroristiche o di eversione (art. 280 c.p.) 
 Atto di terrorismo con ordigni micidiali o esplosivi (art. 280 bis c.p.) 
 Sequestro di persona a scopo di terrorismo o di eversione (art. 289 bis c.p.) 
 Istigazione a commettere alcuno dei delitti preveduti dai Capi primo e 
secondo (art. 302 c.p.) 
 Cospirazione politica mediante accordo (art. 304 c.p.) 
 Cospirazione politica mediante associazione (art. 305 c.p.) 
 Banda armata: formazione e partecipazione (art. 306 c.p.) 
 Assistenza ai partecipi di cospirazione o di banda armata (art. 307 c.p.) 
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 Impossessamento, dirottamento e distruzione di un aereo (L. n. 342/1976, 
art.1 
 Danneggiamento delle installazioni a terra (L. n. 342/1976, art. 2) 
 Sanzioni (L. n. 422/1989, art. 3) 
 Pentimento operoso (D.Lgs. n. 625/1979, art. 5) 
 Convenzione di New York del 9 dicembre 1999 (art. 2) 
9. Pratiche di mutilazione degli organi genitali femminili (Art. 583-bis c.p.) (Art. 
25-quater.1, D.Lgs. n. 231/2001) [articolo aggiunto dalla L. n. 7/2006]: 
 Pratiche di mutilazione degli organi genitali femminili (art. 583-bis) 
10. Delitti contro la personalità individuale (Art. 25-quinquies, D.Lgs. n. 
231/2001) [articolo aggiunto dalla L. n. 228/2003]: 
 Riduzione o mantenimento in schiavitù o in servitù (art. 600 c.p.) 
 Prostituzione minorile (art. 600-bis c.p.) 
 Pornografia minorile (art. 600-ter c.p.) 
 Detenzione di materiale pornografico (art. 600-quater) 
 Pornografia virtuale (art. 600-quater.1 c.p.) [aggiunto dall’art. 10, L. 6 
febbraio 2006 n. 38] 
 Iniziative turistiche volte allo sfruttamento della prostituzione minorile (art. 
600-quinquies c.p.) 
 Tratta di persone (art. 601 c.p.) 
 Acquisto e alienazione di schiavi (art. 602 c.p.) 
 Adescamento di minorenni (art. 609-undecies) 
11. Reati di abuso di mercato (Art. 25-sexies, D.Lgs. n. 231/2001) [articolo 
aggiunto dalla L. n. 62/2005]: 
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 Abuso di informazioni privilegiate (art. 184 D. Lgs. n. 58/1998) 
 Manipolazione del mercato (art. 185 D. Lgs. n. 58/1998) 
12. Reati di omicidio colposo e lesioni colpose gravi o gravissime, commessi con 
violazione delle norme antinfortunistiche e sulla tutela dell’igiene e della salute 
sul lavoro (Art. 25-septies, D.Lgs. n. 231/2001) [articolo aggiunto dalla L. n. 
123/2007]: 
 Omicidio colposo (art. 589 c.p.) 
 Lesioni personali colpose (art. 590 c.p.) 
13. Ricettazione, riciclaggio e impiego di denaro, beni o utilità di provenienza 
illecita, nonchè autoriciclaggio (Art. 25-octies, D.Lgs. n. 231/2001) [articolo 
aggiunto dal D. Lgs. n. 231/2007; modificato dalla L. n. 186/2014]: 
 Ricettazione (art. 648 c.p.) 
 Riciclaggio (art. 648-bis c.p.) 
 Impiego di denaro, beni o utilità di provenienza illecita (art. 648-ter c.p.) 
 Autoriciclaggio (art. 648-ter.1 c.p.) 
14. Delitti in materia di violazione del diritto d’autore (Art. 25-novies, D.Lgs. n. 
231/2001) [articolo aggiunto dalla L. n. 99/2009]   
 Messa a disposizione del pubblico, in un sistema di reti telematiche, 
mediante connessioni di qualsiasi genere, di un’opera dell’ingegno protetta, 
o di parte di essa (art. 171, legge n.633/1941 comma 1 lett. a) bis) 
 Reati di cui al punto precedente commessi su opere altrui non destinate alla 
pubblicazione qualora ne risulti offeso l’onore o la reputazione (art. 171, 
legge n.633/1941 comma 3) 
 Abusiva duplicazione, per trarne profitto, di programmi per elaboratore; 
importazione, distribuzione, vendita o detenzione a scopo commerciale o 
imprenditoriale o concessione in locazione di programmi contenuti in 
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supporti non contrassegnati dalla SIAE; predisposizione di mezzi per 
rimuovere o eludere i dispositivi di protezione di programmi per elaboratori 
(art. 171-bis legge n.633/1941 comma 1) 
 Riproduzione, trasferimento su altro supporto, distribuzione, 
comunicazione, presentazione o dimostrazione in pubblico, del contenuto di 
una banca dati; estrazione o reimpiego della banca dati; distribuzione, 
vendita o concessione in locazione di banche di dati (art. 171-bis legge 
n.633/1941 comma 2) 
 Abusiva duplicazione, riproduzione, trasmissione o diffusione in pubblico 
con qualsiasi procedimento, in tutto o in parte, di opere dell’ingegno 
destinate al circuito televisivo, cinematografico, della vendita o del 
noleggio di dischi, nastri o supporti analoghi o ogni altro supporto 
contenente fonogrammi o videogrammi di opere musicali, cinematografiche 
o audiovisive assimilate o sequenze di immagini in movimento; opere 
letterarie, drammatiche, scientifiche o didattiche, musicali o drammatico 
musicali, multimediali, anche se inserite in opere collettive o composite o 
banche dati; riproduzione, duplicazione, trasmissione o diffusione abusiva, 
vendita o commercio, cessione a qualsiasi titolo o importazione abusiva di 
oltre cinquanta copie o esemplari di opere tutelate dal diritto d’autore e da 
diritti connessi; immissione in un sistema di reti telematiche, mediante 
connessioni di qualsiasi genere, di un’opera dell’ingegno protetta dal diritto 
d’autore, o parte di essa (art. 171-ter legge n.633/1941) 
 Mancata comunicazione alla SIAE dei dati di identificazione dei supporti 
non soggetti al contrassegno o falsa dichiarazione (art. 171-septies legge 
n.633/1941) 
 Fraudolenta produzione, vendita, importazione, promozione, installazione, 
modifica, utilizzo per uso pubblico e privato di apparati o parti di apparati 
atti alla decodificazione di trasmissioni audiovisive ad accesso condizionato 
effettuate via etere, via satellite, via cavo, in forma sia analogica sia digitale 
(art. 171-octies legge n.633/1941). 
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15. Induzione a non rendere dichiarazioni o a rendere dichiarazioni mendaci 
all’autorità giudiziaria (Art. 25-decies, D.Lgs. n. 231/2001) [articolo aggiunto 
dalla L. n. 116/2009]   
 Induzione a non rendere dichiarazioni o a rendere dichiarazioni mendaci 
all’autorità giudiziaria (art. 377-bis c.p.). 
16. Reati ambientali (Art. 25-undecies, D.Lgs. n. 231/2001) [articolo aggiunto 
dal D.Lgs. n. 121/2011, ed integrati con la L. 68/2015]   
 Uccisione, distruzione, cattura, prelievo, detenzione di esemplari di specie 
animali o vegetali selvatiche protette (art. 727-bis c.p.) 
 Distruzione o deterioramento di habitat all´interno di un sito protetto (art. 
733-bis c.p.) 
 Importazione, esportazione, detenzione, utilizzo per scopo di lucro, 
acquisto, vendita, esposizione o detenzione per la vendita o per fini 
commerciali di specie protette (L. n.150/1992, art. 1 e art. 2) 
 Scarichi di acque reflue industriali contenenti sostanze pericolose; scarichi 
sul suolo, nel sottosuolo e nelle acque sotterranee; scarico nelle acque del 
mare da parte di navi od aeromobili (D. Lgs n.152/2006, art. 137) 
 Attività di gestione di rifiuti non autorizzata (D. Lgs n.152/2006, art. 256) 
 Traffico illecito di rifiuti (D. Lgs n.152/2006, art. 259) 
 Attività organizzate per il traffico illecito di rifiuti (D. Lgs n.152/2006, art. 
260) 
 Inquinamento del suolo, del sottosuolo, delle acque superficiali o delle 
acque sotterranee (D. Lgs n. 152/2006, art. 257) 
 Violazione degli obblighi di comunicazione, di tenuta dei registri 
obbligatori e dei formulari (D. Lgs n.152/2006, art. 258) 
 False indicazioni sulla natura, sulla composizione e sulle caratteristiche 
chimico-fisiche dei rifiuti nella predisposizione di un certificato di analisi di 
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rifiuti; inserimento nel SISTRI di un certificato di analisi dei rifiuti falso; 
omissione o fraudolenta alterazione della copia cartacea della scheda 
SISTRI - area movimentazione nel trasporto di rifiuti (D. Lgs n.152/2006, 
art. 260-bis) 
 Inquinamento doloso provocato da navi (D. Lgs. n.202/2007, art. 8) 
 Inquinamento colposo provocato da navi (D. Lgs. n.202/2007, art. 9) 
 Inquinamento Ambientale (Art. 452-bis C.P.) 
 Disastro Ambientale (Art. 452-ter C.P.) 
 Delitti colposi contro l’ambiente (Art. 452-quinquies) 
 Traffico e abbandono di materiale ad alta radioattività (Art. 452-sexies) 
 
17. Impiego di cittadini di paesi terzi il cui soggiorno è irregolare (Art. 25-
duodecies, D.Lgs. n. 231/2001) [articolo aggiunto dal D.Lgs. n. 109/2012]   
 Impiego di cittadini di paesi terzi il cui soggiorno è irregolare (art. 22, 
comma 12 bis, D.Lgs. n. 286/1998) 
18. Reati transnazionali (L. n. 146/2006) [Costituiscono presupposto per la 
responsabilità amministrativa degli enti i seguenti reati se commessi in modalità 
transnazionale]   
 Disposizioni contro le immigrazioni clandestine (art. 12, commi 3, 3-bis, 3-
ter e 5, del testo unico di cui al D. Lgs. 25 luglio 1998, n. 286) 
 Associazione finalizzata al traffico illecito di sostanze stupefacenti o 
psicotrope (art. 74 del testo unico di cui al D.P.R. 9 ottobre 1990, n. 309) 
 Associazione per delinquere finalizzata al contrabbando di tabacchi lavorati 
esteri (art. 291-quater del testo unico di cui al D.P.R. 23 gennaio 1973, n. 
43) 
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 Induzione a non rendere dichiarazioni o a rendere dichiarazioni mendaci 
all’autorità giudiziaria (art. 377-bis c.p.) 
 Favoreggiamento personale (art. 378 c.p.) 
 Associazione per delinquere (art. 416 c.p.) 
 Associazione di tipo mafioso (art. 416-bis c.p.) 
 
3. Il reato di autoriciclaggio 
A partite dal 1 gennaio 2015 è stato introdotto, ampliando il catologo dei reati 
presupposto  per i quali possono essere applicate le sanzione previste dal D.Lgs 
231/2001 (in particolare art. 25.octies), il reato di autoriciclaggio. L’art. 3 comma 
3 Legge 186/2014 introduce nel Codice Penale il nuovo articolo 648-ter.1 che 
disciplina appunto questo specifico reato. Le disposizioni prevedono che venga 
punito chiunque, avendo commesso o concorso a commettere un delitto colposo, 
impiega, sostituisce, trasferisce in attività economiche, finanziarie, 
imprenditoriali o speculative, il denaro, i beni o le altre utilità provenienti dalla 
commissione di tale delitto, andando concretamente ad ostacolare il 
riconoscimento della loro provenienza da rato; non è punibile la condotta per cui 
la mera utilizzazione o l’impiego per fini personali del denaro, dei beni e delle 
utilità di provenienza delittuosa, in quanto non vengono lesi l’ordine economico 
e la concorrenza leale, ferma restando la responsabilità per il reato “a  monte”. Il 
reato deve essere commesso da soggetti apicali o soggetti sottoposti alla 
direzione e vigilanza degli apicali ai sensi degli artt. 5, 6 e 7 del D.Lgs. 
231/2001, e condizione necessaria è che questo sia commesso nell’interesse o a 
vantaggio dell’ente. Le sanzioni2 previste sono le seguenti: 
 Sanzioni pecuniaria nei confronti dell’ente da 200 a 800 quote 
                                                          
2
 Tratto dalla presentazione “AODV 231” di R. Carnà, “il nuovo delitto di Autoriciclaggio e l’impatto sul Modello 
organizzativo” 
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 Sanzione pecuniaria da 400 a 1000 quote, se il denaro, i beni o le altre 
utilità provengono da un delitto punito con la pena massima superiore a 5 
anni di reclusione. 
Tali tipologie di sanzioni vanno da un minimo di 51600 ad un massimo di 
1549000 di euro. 
Poi sono previste delle sanzione dimezzate (1/2) nei casi in cui: 
 L’autore del reato abbia commesso il fatto nel prevalente interesse proprio 
o di terzi, e l’ente ne abbia tratto vantaggio minimo; 
 Il danno patrimoniale sia di particolare tenuità. 
La diminuzione è da 1/3 a ½ se si verifica una delle seguenti condizioni, ossia 
fino a a 2/3 se si verificano entrambe: 
 L’ente abbia risarcito integralmente il danno o eliminato le conseguenza 
del reato 
 L’ente abbia adottato un Modello organizzativo dopo la commissione del 
fatto. 
Si applicano inoltre le seguenti sanzioni interdittive (con durata non superiore ai 
2 anni): 
 Interdizione dall’esercizio dell’attività; 
 Sospensione o revoca delle autorizzazioni, licenze o concessioni, 
funzionali, alla commissione illecito; 
 Divieto di contrattare con la P.A., salvo che per ottenere un pubblico 
servizio; 
 Esclusione da agevolazioni, finanziamenti, contributi e sussidi, o revoca di 
quelli concessi; 
 Divieto di pubblicizzare beni o servizi. 
Un ulteriore sanzione applicabile al reato di autoriciclaggio è la confisca: 
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 La condanna comporta la confisca diretta dei beni che costituiscono il 
prezzo o il profitto del reato, salvo che appartengano a persone estranee al 
reato; 
 Quando non è possibile la confisca diretta, sono confiscabili il denaro o 
altra utilità che l’ente disponga anche per interposta persona (confisca per 
equivalente). 
 La legge 186/2014 ha modificato l’art. 5-quinquies comma 3 D.L. 167/1990 
convertita in L. 227/1990, ossia “rilevazione ai fini fiscali di taluni trasferimenti 
da e per l’estero di denaro, titoli e valori”, ove tale norma esclude la punibilità 
delle condotte di autoriciclaggio commesse sino alla data del 30 settembre 2015, 
entro la quale può essere attivata la procedura di collaborazione volontaria se le 
condotte di impiego, sostituzione o trasferimento sono commesse in relazione a 
denaro o altre utilità provenienti da attività soggette alla Voluntary Disclosure 
(es. per i reati discali previsti dalla L 186/2014). Quest’ultima rappresenta 
l’ultima possibilità di sanare le violazioni tributarie connesse agli investimenti 
esteri, ovvero le altre violazioni relative alle medesime imposta, sia per le 
persone fisiche che per le persone giuridiche. La non adesione alla Voluntary 
Disclosure rende non applicabile l’esclusione della punibilità delle condotte di 
autoriciclaggio.  Pertanto è bene ricordare che, venendo sanzionato il reimpiego 
di qualunque attività avente origine da reato, è molto complicato andare a 
prevedere presidi di controllo che siano efficaci, in quanto questi dovrebbero 
essere già previsti nel Modello. In tal senso il Consiglio di Amministrazione e il 
Collegio Sindacale sono responsabili, in base alle rispettive competenze, di tale 
problema e stabilire un approccio specifico per ogni organizzazione. È necessario 
in tal senso rivedere la mappa dei rischi attuale dell’organizzazione, effettuando 
un controllo periodico al fine di integrare le singole fattispecie di reato e la 
commissione di questi in relazione con le possibili fattispecie di 
“autoriciclaggio”. In questo caso il reato sarà associato ad altre tipologie di reato, 
andando ad incidere sul fattore “impatto” incrementando l’esposizione al rischio 
dei processi sensibili. A tal fine è necessario che l’organizzazione analizzi: 
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 Le attività poste in essere; 
 La storia, i valori ed i principi etici; 
 Le modalità di gestione delle risorse finanziaria, sia “stand alone” che di 
gruppo. 
È importante quindi intervenire sulle attività aziendali esposte al rischio reato, 
ove potrebbe essere configurato il reato presupposto dell’autoriciclaggio. Alcuni 
esempi potrebbe essere: 
 malversazione; reato rilevante ai fini 231, è presupposto per 
“Autoriciclaggio”; 
 Introduzione nello Stato e commercio di prodotti con segni falsi; reato 
rilevante ai fini 231, e presupposto per “Autoriciclaggio”; 
 truffa aggravata ai danni dello Stato; reato rilevante ai fini 231, è 
presupposto per “Autoriciclaggio”; 
 Frode in commercio; reato rilevante ai fini 231, è presupposto per 
“Autoriciclaggio”; 
 false comunicazioni sociali in danno della società, dei soci e dei creditori; 
reato rilevante ai fini 231, è presupposto per “Autoriciclaggio”; 
 corruzione; reato  rilevante ai fini 231; è presupposto per 
“Autoriciclaggio”; 
 delitti ambientali;  reato rilevante ai fini 231, è presupposto per 
“Autoriciclaggio”; 
 indebita percezione di contributi pubblici; reato presupposto  rilevante ai 
fini 231, è presupposto per “Autoriciclaggio”; 
 riduzione in schiavitù; reato rilevante ai fini 231, è presupposto per 
“Autoriciclaggio”; 
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 usura, reato non rilevante ai fini 231, ma presupposto per 
l’autoriciclaggio; 
 reati fallimentari, reato non rilevante ai fini 231, ma presupposto per 
l’autoriciclaggio; 
 trattamento illecito dei dati, reato non rilevante ai fini 231, ma 
presupposto per l’autoriciclaggio; 
 gestione degli investimenti, ad esempio quando la liquidità di proprietà 
della società, riveniente da reato, potrebbe essere impiegata in una serie di 
investimenti finanziari, con modalità tali da occultarne la provenienza 
delittuosa; 
 gestione delle operazioni infragruppo, ad esempio nell’ambito dei rapporti 
infragruppo relativi allo scambio di prodotti e servizi il denaro riveniente 
da reato potrebbe essere trasferito attraverso la stipulazione di contratti 
simulati, con modalità tali da occultarne la provenienza delittuosa; 
 copertura del rischio cambio, ad esempio nell’ambito di operazioni di 
copertura del rischio-cambio, si potrebbe dar corso a sostituzione di 
denaro riveniente da reato attraverso l’acquisto/vendita di valuta estera, 
con modalità tali da occultarne la provenienza delittuosa. 
Anche il reimpiego dei proventi ed utilità provenienti da tutte le tipologie di 
reato, anche non rilevanti ai fini 231, possono configurare il reato di 
autoriciclaggio; esempi in tal senso possono essere: 
 reati tributari e doganali; non rilevanti ai fini 231, sono presupposto per 
l’Autoriciclaggio; 
 truffa semplice; non rilevanti ai fini 231, sono presupposto per 
l’Autoriciclaggio; 
 turbativa d’asta; non rilevanti ai fini 231, sono presupposto per 
l’Autoriciclaggio; 
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 omesso versamento delle ritenute previdenziali; non rilevanti ai fini 231, 
sono presupposto per l’Autoriciclaggio. 
In ottica sempre del reato di autoriciclaggio, sono ricorrenti, in una logica di 
Gruppo, i reati fiscali. I controlli da porre in essere nel Modello in tal senso sono 
i seguenti: 
 processo fiscale (verifiche, formalizzazione etc.); 
 Trasfer price policy (comunicazione della definizione dei prezzi di 
trasferimento alla capogruppo) 
 Contratti per servizi infragruppo formalizzati e congrui; 
 Collaborazione in sede di accesso; 
 Appropriata gestione dei flussi finanziari in ambito Gruppo (ad esempio: 
cash pooling). 
Le funzioni aziendali che potenzialmente potrebbe essere coinvolte nella 
commissione del reato di autoriciclaggio vanno individuate in coloro che, in base 
al sistema di deleghe e procure posto in essere dalla società, hanno il potere di 
disporre delle somme di denaro rivenienti da reato, e non solo in quanto 
occupano una posizione rilevante all’interno dell’organizzazione societaria. 
Certamente, sarà più facile riscontrare le caratteristiche suddette tra il personale 
appartenente all’Area Amministrazione, Finanza e Controllo (es. CFO, direttore 
amministrativo, financial controller, personale amministrativo che abbia una 
procura, gestori di fondi di investimento). I presidi di controllo che possono 
essere posti in essere devono consentire una tracciabilità e trasparenza delle 
operazioni svolte, essendo conformi con il sistema di deleghe e procure adottato. 
In tal senso possono essere di supporto quei tool gestionali in grado di garantire 
segregazione dei ruoli, rispetto dei livelli autorizzativi e controlli automatici nel 
processo di gestione dei flussi monetari e finanziari. Alcuni principi di controllo 
utili alla prevenzione del rischio di commissione del reato di autoriciclaggio 
sono: 
24 
 
 divieto di occultare i proventi derivanti da eventuali reati commessi nel 
presunto interesse o vantaggio della Società; 
 garanzia di trasparenza e tracciabilità delle transazioni finanziarie; 
 utilizzo nelle transazioni del sistema bancario, ove possibile; 
 formalizzazione delle condizioni e dei termini contrattuali che regolano i 
rapporti con fornitori e partner commerciali e finanziari, anche tra società 
appartenenti al medesimo gruppo; 
 analizzare costantemente le metodologie ed i controlli connessi alla 
gestione delle risorse finanziarie; 
 integrare il modello organizzativo con la corretta indicazione del reato ed 
il codice etico con i principi comportamentali indirizzati anche a prevenire 
questa categoria di reato; 
 
4. I destinatari del Decreto 
L'art. 1 comma 2 del decreto 231 individua i soggetti destinatari ai quali si 
applicano le disposizioni. Tale normativa riguarda “gli enti forniti di personalità 
giuridica e le società e associazioni anche prive di personalità giuridica”, mentre 
non si applicano “allo Stato, agli enti pubblici territoriali, agli altri enti pubblici 
non economici nonché agli enti che svolgono funzioni di rilievo costituzionale”. 
La disciplina si rivolge, oltre che alle società, a tutti gli enti dotati di personalità 
giuridica, nonché alle associazioni anche prive della personalità giuridica. 
Riguardo agli enti pubblici, essa ricomprende i soli enti pubblici economici. In 
particolare le disposizioni della legge delega su questo punto sono contenute in 
due differenti punti: per un verso, il comma 1 dell'art. 11 L. 300/2000 stabilisce 
che il decreto disciplini la responsabilità amministrativa delle "persone giuridiche 
e delle società, associazioni od enti privi di personalità giuridica che non 
svolgono funzioni di rilievo costituzionale"; per altro verso, il comma 2 del 
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medesimo articolo dispone che "per persone giuridiche s'intendono gli enti forniti 
di personalità giuridica, eccettuati lo Stato e gli altri enti pubblici che esercitano 
pubblici poteri". La volontà di estendere la responsabilità anche a soggetti 
sprovvisti di personalità giuridica ha suggerito l'uso del termine "ente" piuttosto 
che "persona giuridica". Lo stato e gli altri enti pubblici territoriali non rientrano 
nell'ambito dell'applicazione della normativa, poiché, da un lato, relativamente 
alle sanzioni di tipo pecuniario, coerentemente con il dettato dell'art 197 c.p., 
vige il principio secondo il quale lo Stato non può pagare se stesso, e dall'altro, a 
causa dell'applicazione di misure interdittive nei confronti di enti pubblici, si 
potrebbero generare disservizi e disagi ai cittadini
3
. In particolare, le Sezioni 
Unite della Cassazione con la sentenza 28699 del 2010 hanno ritenuto le s.p.a. a 
partecipazione mista pubblico-privata soggette al decreto 231. Infatti, considerata 
la forma societaria, esse sono qualificate come enti a carattere economico che 
non svolgono funzioni di rilievo costituzionale, ma al più intercettano nella loro 
attività valori di rango costituzionale. Al contrario, è stato superato il tentativo di 
includere le imprese individuali tra i destinatari della disciplina della 
responsabilità da reato degli enti. La più recente giurisprudenza di legittimità ha 
infatti confermato che il decreto 231 può applicarsi solo ai soggetti collettivi 
(Cass., VI sez. pen., 30085/2012)
4
.  
La normativa dunque si applica: 
 S.p.a (anche quelle partecipate dallo stato o da altri enti pubblici), S.a.p.a, 
S.r.l anche con socio unico; 
 Società estere con sede secondaria nel territorio dello stato, le società 
cooperative, le mutue assicuratrici; 
 Le società semplici, le S.n.c, le S.a.s; 
  Le società di fatto; 
                                                          
3
 G. GACOMA, O. CAPPARELLI, P. CALEB, Decreto Legislativo 231/2001: ambito di applicazione e modelli di 
controllo interno, IPSOA, 2010. 
4
 LineeGuida231_Confindustria_generale 
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 Le società di intermediazione mobiliare (SIM), le imprese di investimento a 
capitale variabile (SICAV), le società di gestione dei fondi comuni di 
investimento, le società sportive; 
 Le associazioni non riconosciute e i comitati; 
 Le società assicurative e mutue assicuratrici; 
 Le fondazioni; 
 Consorzi con attività esterna; 
 Enti pubblici economici come gli istituti di diritto pubblico. 
Non si applica agli enti a soggettività pubblica che non esercitano pubblici 
poteri: 
 IPAB; 
 A.S.L; 
 Enti di sviluppo delle regioni; 
 Enti pubblici autarchici (INPS, INAIL, ecc.); 
 Enti pubblici ausiliari (CONI, ACI); 
 Enti autarchici operanti in ambito locale (ordini professionali); 
 Imprenditori individuali. 
 
5. Le sanzioni previste dal Decreto 
Il legislatore italiano prevede una serie articolata di sanzioni a carico della 
società in conseguenza della commissioni o tentata commissione degli specifici 
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reati sopra menzionati. In particolare, l’art.9 del D.lgs 231/2001 elenca 4 
tipologie di sanzioni
5
:  
 Sanzioni pecuniarie;  
 Sanzioni interdittive, le quali articolate a loro volta in:  
a) Interdizione dall’esercizio dell’attività;  
b) Sospensione o revoca delle autorizzazioni, licenze o concessioni 
funzionali alla commissione dell’illecito;  
c) Divieto di contrattare con la pubblica amministrazione, salvo che per 
l’ottenimento di un servizio pubblico;  
d) Esclusione da agevolazioni, finanziamenti, contributi e sussidi, ed 
eventuale revoca di quelli già concessi;  
e) Divieto di pubblicizzare beni o servizi.  
In alternativa alla pena interdittiva, il giudice può nominare un commissario 
giudiziale, chiamato a proseguire l’attività dell’ente per un periodo pari alla 
durata della pena interdittiva che sarebbe stata applicata.  
 
 Pubblicazione della sentenza;  
 Confisca.  
 
5.1 Sanzione amministrativa pecuniaria 
 
L’art. 10 del D.lgs 231/2001 prevede che per l’illecito amministrativo da reato si 
applica sempre la sanzione pecuniaria e non è ammessa la formula ridotta salvo i 
casi previsti all’art. 12; la sua determinazione avviene secondo un meccanismo 
delle quote articolato in 2 fasi: 
Nella prima fase il giudice fissa l’ammontare del numero delle quote, che non 
                                                          
5
 DECRETO LEGISLATIVO 8 giugno 2001, n. 231. Gazzetta Ufficiale, 19 giugno, n. 140 
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deve essere mai inferiore a 100 né superiore a 1000; ciò accade in ragione della 
valutazione della gravità del fatto, del grado di responsabilità dell’ente (adozione 
di modelli organizzativi, codici etici, sistemi disciplinari), di condotte riparatorie 
e riorganizzative (sanzioni disciplinari) successive alla commissione del reato. 
Nella seconda fase l’organo giurisdizionale definisce il valore monetario della 
singola quota, la quale va da un minimo di 258 euro ad un massimo di 1549 euro, 
sulla base delle condizioni economiche e patrimoniali della persona giuridica. 
La somma finale è data dal prodotto tra l’importo della singola quota e il numero 
complessivo di quote che quantificano l’illecito amministrativo; la sanzione 
pecuniaria potrà quindi avere un ammontare che va da un minimo di 25800 (100 
quote di calore unitario 258 euro ciascuna) euro ad un massimo di 1549000 (100 
quote di calore unitario 1550 euro ciascuna)  euro, in modo da adeguarsi alle 
condizioni dell’ente. 
Tuttavia mentre un importo massimo come quello indicato può essere  
ammortizzato senza alcuno sforzo da un’ impresa di grandi dimensioni, quello 
minimo risulta essere sproporzionato per una piccola impresa; a tal fine il 
legislatore ha disciplinato dei casi di riduzione della sanzione pecuniaria nei quali 
l’importo della singola quota è pari a 103 euro. La sanzione pecuniaria, ai sensi 
dell’art. 12, è ridotta della metà e non può essere superiore a 103291 euro, se 
l’autore del reato ha commesso il fatto nel prevalente interesse proprio o di terzi 
e l’ente non ha ricavato un vantaggio consistente o il danno patrimoniale 
cagionato è tenue; essa, invece, è ridotta da un terzo alla metà se, prima della 
dichiarazione di apertura del dibattimento di primo grado, l’ente ha risarcito 
integralmente il danno e ha eliminato le conseguenze dannose del reato, o è stato 
adottato un modello organizzativo idoneo a prevenire i reati della specie di quello 
verificatosi (qualora entrambe le condizione si verificassero, la sanzione è ridotta 
dalla metà ai due terzi). 
Infine è bene precisare come la sanzione pecuniaria in misura ridotta non può 
essere inferiore a 10329 euro. 
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5.2 Sanzioni interdittive 
L’art. 13 del D.lgs 231/2001 stabilisce che l’interdizione è quell’istituto giuridico 
che comporta una limitazione temporanea dell’esercizio di una facoltà o di un 
diritto, in tutto o in parte; esso è la base delle sanzioni interdittive elaborate dal 
legislatore per contrastare più efficacemente le condotte illecite all’interno 
dell’ente grazie al loro contenuto inibitorio. 
Le sanzioni interdittive hanno una durata limitata (non inferiore a tre mesi e non 
superiore a due anni) e possono essere applicate in via definitiva solo secondo 
quanto stabilito dall’art. 16. 
L’art. 9 c.2 D.Lgs. 231/2001 elenca le sanzioni interdittive: 
 L’interdizione dall’esercizio dell’attività, comporta la chiusura dell’intera 
azienda o di un suo ramo; essa è un’autonoma sanzione ma può anche 
essere l’effetto dell’applicazione della seconda sanzione interdittiva; 
 La sospensione o revoca delle autorizzazioni, licenze, concessioni 
funzionali all’esercizio dell’attività; 
 Il divieto di contrattare con la pubblica amministrazione, comporta il 
blocco delle entrate dell’ente, con l’esclusione dei contratti necessari per 
ottenere le prestazioni di un servizio pubblico necessario al normale 
svolgimento dell’impresa; 
L’esclusione da agevolazioni, finanziamenti, contributi e la revoca di quelli già 
ottenuti o il divieto di pubblicizzare beni o servizi, comportano quasi una totale 
assenza di occasioni di profitto per l’ente. 
I presupposti per l’applicazione delle sanzioni interdittive sono disciplinati 
dall’art. 13 D.Lgs. 231/2001 che dice che le sanzioni interdittive si applicano in 
relazione ai reati per i quali sono espressamente previste, se l’ente ha tratto dal 
reato un profitto di un certo rilievo e il reato è stato commesso da un soggetto in 
posizione apicale o da un soggetto sottoposto alla direzione dei primi, a causa di 
gravi carenze organizzative; o in caso di reiterazione degli illeciti. 
Inoltre le sanzioni interdittive non si applicano se la sanzione pecuniaria è in 
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formula ridotta. 
I criteri di scelta delle sanzioni interdittive sono disciplinati dall’art. 14 D.Lgs. 
231/2001 e coincidono con i principi di: 
 Proporzionalità: richiama i criteri previsti per le sanzioni pecuniarie, ed il 
giudice sceglie la sanzione interdittiva a seconda della gravità del fatto, 
del grado di responsabilità dell’ente, delle condotte riparatorie e 
riorganizzative dopo la commissione del reato; 
 Idoneità: evidenzia come la sanzione interdittiva deve essere scelta in 
modo da prevenire il tipo di illecito commesso, consentendo anche 
un’applicazione congiunta di più sanzioni; 
 Gradualità: fissa la sanzione interdittiva massima, l’interdizione 
dall’esercizio dell’attività, che deve essere applicata dal giudice solo se le 
altre risultano essere inadeguate. 
 
I casi di non applicazione delle sanzioni interdittive sono disciplinati dall’art. 12 
c.1 D.Lgs. 231/2001, ossia il fatto commesso nel prevalente interesse della 
persona fisica o la tenuità del danno patrimoniale; rientrano inoltre in questa 
categoria le condotte riparatorie disciplinate dall’art. 17 D.Lgs. 231/2001 che 
dice che “ferma l’applicazione delle sanzioni pecuniarie, le sanzioni interdittive 
non si applicano quando, prima della dichiarazione di apertura del dibattimento 
di primo grado, si verificano le seguenti condizioni: 
 
 l’ente ha risarcito integralmente il danno ed ha eliminato le conseguenze 
dannose del reato; 
 è stato adottato un modello organizzativo idoneo a prevenire i reati della 
specie di quello verificatosi; 
 l’ente ha messo a disposizione il profitto conseguito ai fini della confisca. 
L’art. 16 D.Lgs. 231/2001 definisce quando la sanzione interdittiva va 
applicata in via definitiva; l’interdizione definitiva dall’esercizio 
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dell’attività può essere applicata se l’ente ha tratto dal reato un profitto di 
un certo rilievo ed è già stato condannato, almeno tre volte negli ultimi 
sette anni, all’interdizione temporanea dall’esercizio dell’attività. 
Il giudice, inoltre, può applicare all’ente in via definitiva la sanzione del 
divieto di contrattare con la pubblica amministrazione o del divieto di 
pubblicizzare beni o servizi, quando è già stato condannato alla stessa 
sanzione almeno tre volte negli ultimi sette anni. 
Infine in caso di impresa illecita, ossia un’organizzazione con l’unico 
scopo di consentire o agevolare la commissione di reati, deve essere 
sempre applicata l’interdizione definitiva dall’esercizio dell’attività. In 
alternativa alla sanzione interdittiva si può far ricorso al commissario 
giudiziale. Il legislatore ha elaborato all’art. 15 D.lgs. 231/2001 
un’alternativa alla sanzione interdittiva, rappresentata dal commissario 
giudiziale; questa soluzione deve essere adottata dal giudice nei confronti 
dell’ente, per un periodo pari alla durata della sanzione interdittiva che 
determina l’interruzione dell’attività dello stesso, se sussiste almeno una 
delle seguenti condizioni: 
 L’ente svolge un pubblico servizio o un servizio di pubblica necessità la 
cui interruzione comporterebbe un grave pregiudizio alla collettività; 
 L’interruzione dell’attività dell’ente può provocare, a causa delle 
dimensioni e delle condizioni economiche del territorio, ripercussioni 
sull’occupazione. 
Una volta accertata la sussistenza di uno dei due presupposti, il giudice con 
sentenza dispone la prosecuzione dell’attività dell’ente da parte di un 
commissario, indicandone i compiti e i poteri con particolare riferimento alla 
specifica area in cui è stato commesso l’illecito; il commissario cura quindi 
l’azione di modelli organizzativi idonei a prevenire la commissione di reati della 
specie di quello verificatosi e non può compiere atti di straordinaria 
amministrazione senza autorizzazione del giudice. 
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Nonostante la tutela della collettività, il commissario giudiziale è pur sempre 
un’alternativa alla sanzione interdittiva ed è per questo che deve possedere un 
carattere sanzionatorio; ciò avviene mediante la confisca del profitto derivante 
dalla prosecuzione dell’attività. 
Infine è bene precisare come la soluzione del commissario giudiziale non possa 
essere adottata in caso di applicazione di una sanzione interdittiva in via 
definitiva. 
 
5.3 La pubblicazione della sentenza di condanna 
 
 L’art. 18 D.Lgs. 231/2001 stabilisce che la pubblicazione della sentenza di 
condanna può essere disposta quando nei confronti dell’ente viene applicata una 
sanzione interdittiva; tale sanzione amministrativa ha un carattere accessorio in 
quanto la sua applicazione può avvenire solo contestualmente ad una sanzione 
amministrativa ed è discrezionale, in quanto è il giudice a stabilire quando 
applicarla. 
 La pubblicazione della sentenza di condanna opera nei casi più gravi come 
pubblicità denigratoria nei confronti dell’ente; le modalità di pubblicazione della 
sentenza di condanna in uno o più giornali, per estratto o per intero, può essere 
disposta dal Giudice, unitamente all’affissione nel comune dove l’Ente ha la sede 
principale, quando è applicata una sanzione interdittiva. La pubblicazione è 
eseguita a cura della Cancelleria del Giudice competente ed a spese dell’Ente. 
L’obiettivo di tale sanzione è quello di causare all’ente che ha subito la condanna 
un danno di immagine (potenzialmente elevato). 
5.4 La confisca 
 
L’art. 19 D.Lgs. 231/2001 stabilisce che “Nei confronti dell'ente è sempre 
disposta, con la sentenza di condanna, la confisca del prezzo o del profitto del 
reato, salvo che per la parte che può essere restituita al danneggiato. Sono fatti 
33 
 
salvi i diritti acquisiti dai terzi di buona fede. Quando non è possibile eseguire la 
confisca a norma del comma 1, la stessa può avere ad oggetto somme di denaro, 
beni o altre utilità di valore equivalente”6.  
 
 
6. L’applicazione del decreto ai gruppi 
aziendali 
Il D.Lgs. 231 adotta, in generale, un’impostazione di stampo “atomistico”, in 
base alla quale la responsabilità delle persone giuridiche è fondata sulla 
considerazione dell’ente singolarmente considerato. Secondo tale impostazione, 
sembra sulle prime potersi escludere qualsiasi “propagazione” automatica di 
responsabilità amministrativa tra controllata e controllante. In merito 
all’applicazione del decreto ai gruppi aziendali vediamo che non è punibile il 
gruppo in quanto tale, per reati commessi nel solo interesse del gruppo (senza 
interesse / vantaggio specifico di una società del gruppo o della società di 
appartenenza), mentre vengono puniti gli illeciti realizzati dai gestori della 
holding a vantaggio di una controllata, ma in presenza di un interesse diretto 
della holding (es. incremento della partecipazione azionaria). Inoltre sono puniti 
gli illeciti realizzati dai gestori della holding quali amministratori di fatto, 
soltanto in ipotesi patologiche e marginali nella realtà dei gruppi (c.d. “finzione 
di gruppo”). Vengono altresì riconosciute come punibili le ipotesi di concorso tra 
esponenti aziendali di società diverse, nell’interesse dei rispettivi enti di 
appartenenza. Infine è responsabile la holding per una posizione di garanzia auto-
generata, in casi di “modelli di gruppo” particolarmente stringenti in termini di 
poteri / obblighi di coordinamento e vigilanza della holding sulle controllate.  
 
                                                          
6 http://www.rivista231.it/Pagine/Pagina.asp?Id=522 
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7. La disciplina dei reati previsti dal decreto 
commessi all’estero  
I reati commessi all’estero, compresa l’attività delle controllate straniere della 
società italiana, sono disciplinati dall’4 del Decreto 231, il quale prevede la 
punibilità degli enti aventi sede principale
7
 nel territorio nazionale alle condizioni 
previste dagli artt. 7, 8, 9 e 10 del codice penale, salvo che nei loro confronti non 
proceda lo stato del luogo ove viene commesso l’illecito. Per l’applicazione della 
responsabilità, cosi come previsto dal D.Lgs. 231, devono sussistere determinati 
presupposti: 
 il reato deve essere commesso integralmente all’estero; 
 l’ente deve avere la sede principale in Italia; 
 non si è proceduto nello stato del luogo in cui è stato commesso il fatto; 
 nei casi in cui la legge preveda la punibilità a richiesta del Ministro della 
Giustizia, si procede contro l’ente solo se la richiesta è formulata anche 
nei sui confronti (art. 4, comma 2). 
Inoltre, in base all’art 25, comma 4 del Decreto 231, l’ente può essere sanzionato 
quando i fatti corruttivi riguardano pubblici funzionari di stati esteri, Comunità 
Europee e organizzazioni internazionali. Per un reato commesso all’estero si 
considera commesso in Italia quando l’azione o l’omissione è ivi avvenuta in 
tutto o in parte, o quando si è verificato l’evento che è conseguenza della 
condotta. In merito al presupposto “l’ente deve avere la sede principale in Italia”, 
                                                          
7
 L’individuazione della sede principale delle società commerciali è disciplinata dalle seguenti norme del 
codice civile: 
• obbligo delle imprese, in caso di istituzione di più sedi, di indicare quale sia quella 
principale (artt. 2196 e 2197 cod. civ.) 
• tutte le società soggette ad iscrizione nel Registro delle Imprese devono indicare nella 
corrispondenza la sede della società (art. 2250 cod. civ.) 
• in caso di divergenza tra sede formale e sede sostanziale: se il centro della direzione amministrativa ed 
organizzativa della società si trova in Italia, pur formalmente all’estero, deve essere data prevalenza al dato 
sostanziale (sede effettiva: art. 46 cod. civ.) 
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nei gruppi multinazionali (ove vige il principio di autonomia tra holding e 
controllate) si fa riferimento alla sede dell’ente nel cui ambito è stato commesso 
il reato. Dunque se la sede della società è all’estero ed il reato è stato commesso 
all’estero, la società non è perseguibile in Italia. La L. 16 marzo 2006, n. 146 
(ratifica ed esecuzione in Italia della Convenzione ONU di Palermo del 2001) ha 
ampliato il catalogo di reati rilevanti ai fini della responsabilità amministrativa 
degli enti ex D.lgs. 231, in relazione a determinate fattispecie di "reato 
transnazionale” (varie ipotesi di associazione a delinquere, induzione a non 
rendere dichiarazioni o a rendere dichiarazioni mendaci all’autorità giudiziaria, 
favoreggiamento personale, ecc.). Quest’ultimo è previsto dall’art. 3 L. 
146/2006: "il reato punito con la pena della reclusione non inferiore nel massimo 
a quattro anni, qualora sia coinvolto un gruppo criminale organizzato", a 
condizione che sussista almeno uno dei seguenti requisiti: 
 sia commesso in più di uno stato; 
 sia commesso in uno stato, ma una parte sostanziale della sua 
preparazione, pianificazione, direzione o controllo avvenga in un altro 
stato; 
 sia commesso in uno stato, ma in esso sia implicato un gruppo criminale 
organizzato impegnato in attività criminali in più di uno stato; 
 sia commesso in uno stato ma abbia effetti sostanziali in un altro stato. 
 
8. L’organismo di vigilanza 
Il D.Lgs.231/2001 affida all'Organismo di Vigilanza (OdV) il compito di vigilare 
sul funzionamento e l'osservanza dei modelli attuati ed adottati dall'organo 
dirigente e di curarne il loro aggiornamento. L’OdV è considerato uno dei pilastri 
essenziali del corpus normativo del Decreto, in quanto potrebbe compromettere 
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la validità del modello adottato dall’ente. L’OdV, regolato dall’art 6 comma 1, 
lett. b, del decreto, deve possedere i seguenti requisiti essenziali
8
: 
 autonomia ed indipendenza: l'autonomia dei poteri pare indicare 
un'autonomia decisionale, che concerne l'aspetto più propriamente 
funzionale e si esprime nella necessità di libertà tanto di 
autodeterminazione quanto d'azione, con pieno esercizio della 
discrezionalità tecnica nell'espletamento delle funzioni riconducibili ad un 
organismo di fatto svincolato da riporti funzionali od autorizzativi. In tal 
secondo l'OdV deve restare estraneo ad ogni forma di interferenza e 
pressione da parte dei vertici operativi, in modo da non essere coinvolto in 
alcun modo nell'esercizio di attività emerse come sensibili nel corso 
dell'attività di risk assessment, né partecipe di decisioni riguardanti la 
gestione aziendale. Al fine di rafforzare l'elemento della imparzialità e 
della capacità operativa dell'OdV, avuto finanche riguardo alla attività di 
vigilanza verso le prescrizioni del Modello 231 che riguardano il vertice 
aziendale, Confindustria ha suggerito di collocare l'OdV, all'interno 
dell'organigramma, nella più elevata posizione di staff, in modo tale da 
consentire un riporto diretto verso il Consiglio di Amministrazione nel suo 
complesso. Altro aspetto fondamentale di cui tenere conto sul punto 
peraltro niente affatto originale riguarda l'attribuzione del potere di 
interrompere il rapporto giuridico in essere con i membri dell'OdV; 
 professionalità ed onorabilità: vengono richiesti al fine di garantire le 
capacità di azione in contesti che richiedono approfondite capacità di 
valutazione e gestione dei rischi, conoscenze di analisi delle procedure, di 
organizzazione aziendale, di finanza, di revisione e di gestione, di diritto 
civile e penale e di pratica professionale. In tal senso è necessario gestire 
direttamente o indirettamente, con l’ausilio di esperti in materia, una serie 
di competenze specialistiche e diversificate. È fondamentale in merito 
all’onorabilità che non possono essere nominati componenti dell’OdV 
                                                          
8
 Linee guida di Confindustria per la costruzione dei modelli di organizzazione, gestione e controllo ex D.Lgs.231/01, 
marzo 2008. 
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colo i quali abbiano riportato una condanna, anche non definitiva, per uno 
dei reati previsti dal Decreto o non siano stati sottoposti a misure di 
prevenzione disposte dall’autorità giudiziaria; 
 Continuità di azione: è il requisito che caratterizza la necessità di una 
costante, continua e avvolgente attività di monitoraggio e di 
aggiornamento del Modello legata alla evoluzione della normativa di 
riferimento ed al mutare dello scenario aziendale
9
. La continuità di azione 
dell’OdV è la caratteristica sostanziale derivante dall’essere formalmente 
un organismo “dell’ente”, ossia nominato dall’organo direttivo di quello 
stesso ente, per vigilare sul funzionamento del suo modello organizzativo 
e che a tal fine interagisce con gli organi gestionali e di controllo dell’ente 
medesimo. 
 
8.1 La struttura dell’Organismo di Vigilanza  
 
La legge non prevede alcuna disposizione in merito alla composizione ed alla 
struttura dell’OdV, ad eccezione dell'art. 6, co. 4, che si limita a precisare - con 
specifico riguardo agli enti di piccole dimensioni - che i compiti attribuiti 
all'OdV possano essere assolti dall'organo dirigente. Le figure maggiormente 
presenti nella composizione di tale organo sono riconducibili ad amministratori 
indipendenti, responsabili della funzione di internal auditing, professionisti 
esterni, membri del collegio sindacale, ma appaiono anche responsabili risorse 
umane, direttori affari fiscali e societari. La giurisprudenza afferma 
l’incompatibilità per la qualifica di componente dell’OdV, di soggetti finanche 
non apicali, pur tuttavia coinvolti in processi decisionali all’interno dell’ente. Al 
fine di garantire efficienza e funzionalità all’organismo di controllo, i membri 
dell'OdV non devono avere compiti operativi, e se del caso ne devono essere 
                                                          
9 U. Lecis, “L'organismo di vigilanza nei gruppi di società”, in “La responsabilità amministrativa delle società e 
degli enti”, 2006. 
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spogliati, qualora i soggetti individuati per la carica non risultino idonei in 
relazione agli incarichi svolti in concreto. 
In altre parole, se i componenti dell'OdV fossero altresì partecipi di decisioni 
dell'attività dell'ente, si potrebbe veder pregiudicata la serenità di giudizio al 
momento delle verifiche. Al riguardo appare auspicabile comporre l'OdV con 
soggetti da individuare anche in collaboratori esterni, forniti della necessaria 
professionalità, che vengano a realizzare effettivamente "quell'organismo 
dell'ente dotato di autonomi poteri di iniziativa e controllo". 
8.2 L’attività svolta dall’Organismo di Vigilanza 
 
Le attività e le tecniche poste messi in atto dall’OdV sono finalizzate a: 
 a prevenire la commissione dei reati; 
 a valutare la conformità delle procedure agli indirizzi del modello 
organizzativo adottato; 
 ad accettare a posteriori come si sia potuto verificare un reato; 
 ad incentivare l’aggiornamento e la correzione del modello organizzativo 
quando intervengono cambiamenti nelle disposizioni legislative o nella 
struttura aziendale. 
Le attività poste in essere dell’OdV sono le seguenti: 
 ricognizione preliminare della struttura dell’azienda e del Sistema di 
Controllo Interno; 
 esame della documentazione ex D.Lgs. 231/2001; 
 promozione della formazione ed informazione; 
 segnalazioni ed informativa periodica da parte dell’OdV. 
Riguardo alle attività su citate il monitoraggio dell’OdV si concretizza nei 
seguenti controlli: 
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 riguardo al modello organizzativo, la stretta vigilanza sull’aggiornamento 
continuo del modello, sia in termini di mappatura dei rischi che di 
completezza normativa, con un monitoraggio della sua adeguatezza ed 
effettività; 
 in merito al codice etico, la verifica della sua completezza e della coerenza 
tra i comportamenti concreti dell’azienda e quelli previsti dal codice etico 
stesso; 
 sui flussi informativi, la raccolta ed esame delle informazioni provenienti 
dai flussi e delle segnalazioni di anomalie e reati; 
 riguardo alla formazione, verifica del piano formativo sia interno che 
esterno dell’azienda e dei suoi aggiornamento; verifica delle attività 
informative al personale; 
 per quanto concerne le comunicazioni ai responsabili della governance 
aziendale, reportistica periodica e comunicazione su specifici eventi. 
Data la moltitudine di attività demandate, l’OdV deve effettuare un programma 
di lavoro annuale al fine garantire una corretta gestione di verifica delle aree a 
rischio. 
 
8.3 Regolamento dell’OdV 
 
Il Consiglio di Amministrazione, oltre a nominare l’OdV, definisce: 
 la composizione, ove l’organo può essere monocratico o collegiale, ma la 
scelta della sua composizione deve essere coerente con la dimensione 
aziendale;  
 le risorse impiegate, ossia gli auditor e le altre figura di controllo, cui 
affidare un ruolo di supporto in merito ai controlli configurati dall’OdV; 
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 la durata dell’incarico, solitamente triennale; deve essere prevista la 
decadenza dell’incarico di membro dell’OdV nel caso in cui lo stesso 
perda un eventuale altro incarico nell’azienda in funzione del quale 
apparteneva all’OdV; 
 la remunerazione, che deve essere essere coerente con l’impegno prestato 
e riferirsi alle ora di attività preventivabili; 
 il budget di spesa, che deve coerente con le dinamiche, le dimensioni 
dell’organizzazione aziendale e con le caratteristiche professionali dei 
membri dell’OdV; 
 periodicità dell’informatica al Consiglio di Amministrazione, almeno 
annuale, predisposta per iscritto ed allegata agli atti afferenti 
all’approvazione del progetto di bilancio. 
Inoltre l’OdV deve redigere il suo “regolamento interno” che deve contenere: 
 quanto deliberato dal Consiglio di Amministrazione in fase di nomina; 
 l’oggetto del controllo; 
 la regolamentazione delle convocazione, del voto delle delibere; 
 la calendarizzazione delle attività, delle riunioni, delle relazioni; 
 la calendarizzazione dei flussi informativi da ricevere e da fornire alla 
struttura; 
 la periodicità delle informazioni al Consiglio di Amministrazione ed al 
Collegio Sindacale; 
 le modalità di verbalizzazione delle riunioni, di archiviazione e 
conservazione dei documenti; 
 il richiamo all’obbligo di riservatezza; 
 le regole di gestione della spesa. 
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Non è necessario che tale regolamento venga sottoposto all’approvazione del 
Consiglio di Amministrazione, mentre è invece obbligatorio la verbalizzazione 
delle riunioni mediante istituzione di apposito libro (meglio se vidimato)
10
. 
 
8.4 Il comitato Controllo e rischi 
 
Nel caso in cui un’azienda sia già dotata di un comitato atto a svolgere la 
funzione di controllo dei rischi imprenditoriali, ad esso potrà essere demandata 
l’attività svolta dall’Organismo di Vigilanza in quanto, date le sue peculiarità, il 
comitato presenta dei tratti distintivi che lo rendono idoneo ad assolvere ai 
compiti previsti dal dettato del decreto 231, equiparandolo ad un vero e proprio 
OdV.  
In tale fattispecie, anche il comitato sarà vincolato al possesso dei requisiti di 
indipendenza ed autonomia decisionale e, secondo quanto disposto dal Codice di 
autodisciplina delle società quotate in borsa, la sua composizione deve essere 
caratterizzata da amministratori privi di poteri esecutivi e indipendenti a 
maggioranza.  
Anche il comitato avrà il compito sostanziale di sovrintendere il Sistema di 
Controllo Interno lavorando, in fase di predispozione, in concorso con il 
consiglio di amministrazione per la fissazione delle caratteristiche distintive di 
cui si dovrà munire il sistema stesso, garantendo che le principali funzioni 
aziendali esposte a rischio reato siano identificate e monitorate.  
Il comitato, inoltre, è tenuto all’attenta analisi della relazione stilata dai soggetti 
responsabili delle azioni di controllo poste in essere. Valuterà l’appropriatezza 
dei principi contabili utilizzati per la redazione dei bilanci annuali nonché le 
proposte provenienti dalle società di revisione per l’ottenimento degli incarichi di 
revisione dei propri bilanci, intrattenendo rapporti con i revisori stessi. 
                                                          
10
 Regolamento dell’OdV ex D.Lgs. 231/2001 
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Nel caso in cui un’azienda valuti l’ipotesi di demandare al comitato controllo e 
rischi i compiti svolti dall’OdV, è consentito, in ausilio al comitato, il ricorso alla 
funzione di Internal Audit al fine di migliorare, qualora lo si ritenga necessario, 
l’attività ispettiva11.  
 
9. La funzione di Internal audit  
L’ Internal Audit ha la funzione di coadiuvare il comitato controllo e rischi, 
considerato come l’organo incaricato di raggiungere gli obiettivi di business 
prefissati in sede di pianificazione strategica.  
Dotato anch’esso dei requisiti di professionalità ed indipendenza, imprescindibili 
per svolgere la propria funzione, svolge un importante ruolo di assurance e 
consulenza, nell’intento di generare valore aggiunto migliorando l’efficienza e 
l’efficacia dei processi aziendali. Tale apporto gestionale gioverà all’area 
responsabile della valutazione e controllo dei rischi così come la corporate 
governance.  
Anche l’Internal Audit effettuerà una personale valutazione sull’affidabilità del 
Sistema di Controllo Interno, evidenziando e comunicando al management 
eventuali incongruenze presenti nel modello nonché spunti per il suo 
miglioramento.  
E’ necessario, infine, chiarire che l’Internal Audit svolge una funzione 
prettamente consulenziale al risk manager, non essendo chiamato allo 
svolgimento di attività di progettazione delle operations o mansioni procedurali.  
La funzione Internal Audit viene dunque collocata, all’interno 
dell’organigramma aziendale, al servizio del vertice esecutivo (Cda o 
amministratore delegato che sia) in quanto chiamato a svolgere, secondo il CoSO 
Report, funzione di ausilio ad esso nell’attività di monitoraggio del SCI.  
                                                          
11
 Confindustria, Op. cit., 2014   
43 
 
Attraverso la propria attività di controllo, consulenza e assurance, l’Internal 
Audit, come detto, permetterà lo sviluppo di percorsi di creazione di valore 
intervenendo su:  
 miglioramento dell’efficienza ed efficacia dei processi; 
 salvaguardia del patrimonio aziendale evitando possibili sanzioni per 231;  
 diffusione dei valori contenuti all’interno del codice etico; 
 migliorare la gestione dei rischi.12 
 
Di seguito viene proposto un esempio di modello cosiddetto “a tre linee di 
difesa”, il quale presenta diversi livelli di controllo effettuati ed i vari organi che 
di volta in volta intervengono. 
 
 

Figura 1 Il modello a tre linee di difesa
13
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 M. Anaclerio, A. Miglietta, R. Salvi, F. Servato. Internal Auditing, Una professione in continua evoluzione. 
IPSOA, Milano, 2011.   
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Come si può notare in figura, vengono definiti tre differenti livelli di presidio:  
 primo livello.  
Esso delinea i controlli di linea, da effettuare all’interno dei singoli processi che 
compongono le operations.  
Può essere svolto sia dai responsabili di funzione, e quindi dal management, che 
dall’operatore appartenente al processo in questione che, presumibilmente, 
dispone di una dimestichezza più elevata in considerazione della quotidianità con 
cui si confronta con quel determinato tipo di operazione.  
Ai soggetti aventi funzioni dirigenziali sarà demandato il compito di approntare 
tutti gli accorgimenti necessari per garantire un elevato livello di sicurezza sul 
lavoro a garanzia della tutela della salute del personale più propriamente 
operativo.  
 secondo livello.  
Tale livello di controllo è presidiato da soggetti indipendenti sia dai colleghi 
appartenenti al primo livello, sia dalle attività alla cui verifica si procede.  
In questo modo sarà garantita la copertura e la prevenzione dei rischi puramente 
operativi nonché la coerenza delle attività svolte ai dettami del decreto 231.  
 terzo livello.  
Nel caso di realtà aziendali di medio-grandi dimensioni, è prevista la possibilità 
di approntare un ulteriore livello di controllo effettuato, come detto, dall’Internal 
Audit, che si occuperà di coadiuvare l’OdV fornendo assurance, ovvero giudizi 
indipendenti in merito all’adeguatezza del Sistema di Controllo Interno, nonché 
eventuali spunti per l’ulteriore miglioramento, in collaborazione col management 
aziendale
14
. 
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10. Il Sistema di Controllo Interno 
Il Sistema di Controllo Interno (SCI) è un processo, attuato nel Consiglio di 
Amministrazione, dai Dirigenti e da altri soggetti della struttura aziendale, 
finalizzato a fornire una ragionevole sicurezza sul conseguimento dei seguenti 
obiettivi: 
 operativi; 
 di reporting; 
 di compliance. 
Il SCI può dunque essere definito un insieme di meccanismi, procedure e 
processi di controllo posti in essere dal vertice aziendale al fine di assicurare al 
management aziendale: 
 l’attendibilità dei dati; 
 la salvaguardia del patrimonio aziendale; 
 la conformità alle leggi e ai regolamenti in vigore; 
 l’efficacia nel conseguimento degli obiettivi aziendali; 
 l’efficienza operativa. 
La definizione di “Sistema di Controllo Interno” racchiude in ogni parola una 
serie di concetti fondamentali per capire quale sia la sua ragion d’essere. La 
parola “Sistema” indica un insieme di elementi tra loro connessi da relazioni 
dinamiche e volti al conseguimento di obiettivi e di risultati determinati. Il SCI è 
rappresentato da un modello costituito da: 
 una struttura: una serie di componenti che compongono stabilmente il 
SCI; 
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 un’attività: insieme di processi ordinati in fasi e volti al conseguimento di 
determinati obiettivi; 
 obiettivi e risultati: derivanti dalla relazione tra struttura e processi. 
La parola “Controllo” indica: 
 l’attività ispettiva e di vigilanza; 
 l’attività di guida e governo di un sistema. 
Infine la parola “Interno” sta ad indicare che tutti i controllo posti in essere 
operano nel tessuto organico della struttura aziendale, a tutela: 
 dei vincoli di aderenza agli obiettivi interni, delle condizioni di regolarità 
formale e sostanziale; 
 delle responsabilità particolari e generali. 
Le ultime due parole, “Controllo Interno”, vanno dunque a definire un processo 
rappresentato da una serie di azioni che riguardano l’intera attività aziendale, 
svolto da attori aziendali situati su vari livelli gerarchici: 
 Consiglio di amministrazione; 
 Management; 
 Personale operativo. 
Il SCI non fornisce al management ed al CdA una assoluta certezza sulla 
realizzazione degli obiettivi aziendali, ma soltanto una ragionevole sicurezza, 
dati i limiti insiti in ogni sistema di controllo.  
In particolare gli scopi principali che intende raggiungere un Sistema di controllo 
interno di una società sono: 
 fronteggiare tempestivamente ogni trasformazione dell’ambiente 
economico; 
 procedere in tempo utile agli adattamenti necessari per fa fronte ai 
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continui cambiamenti; 
 garantire l’efficienza; 
 salvaguardare il patrimonio aziendale da possibili perdite; 
 garantire che il bilancio sia attendibile e le attività siano conformi alle 
leggi ed ai regolamenti. 
L’implementazione di un Sistema di Controllo Interno, e dunque i controllo 
connessi comportano dei costi per un’azienda, sia in termini economici che di 
personale impiegato. Per rendere dunque il SCI efficace ed efficiente da un punto 
di vista sia economico che operativo, è necessario valutare il rapporto costi-
benefici di tali controlli da porre in essere. Di solito maggiore è il rischio per 
quella data attività/processo aziendale, maggiori saranno i controlli da dover 
attivare per farvi fronte. È fondamentale dunque evitare di effettuare controlli 
eccessivi per rischi bassi o quasi inesistenti, in quanto questo comporterebbe uno 
spreco di risorse economiche e non.  
Il Sistema di Controllo Interno può essere rappresentato dal modello, 
“Framework”, proposto dal COSO (Commitee of Sponsoring Organizations of 
Treadway Commission), il quale si compone di 5 componenti, tra loro 
interconnesse, che si influenzano a vicenda in maniera multi direzionale; queste 
sono: 
1. Ambiente di controllo 
2. Valutazione del rischio 
3. Attività di controllo 
4. Sistema informativo 
5. Monitoraggio 
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Figura 2 - COSO Framework15 
Ambiente di controllo. È il componente fondamentale del SCI atto ad assicurare 
un migliore governo aziendale, in quanto dà una misura dell’importanza del 
controllo fra il personale interno all’azienda. L’ambiente di controllo è costituito 
da azioni, politiche e procedure che mostrano l’attitudine del personale aziendale 
(dipendenti, alta direzione, responsabili delle varie unità organizzative) della 
rilevanza del sistema di controllo interno. I fattori che concorrono a definire 
l’ambiente di controllo sono: 
 integrità e valori etici: rappresentano elementi fondamentali 
dell’ambiente di controllo che influenzano l’efficacia della definizione, 
gestione e del monitoraggio delle altre componenti del controllo interno. 
In questo modo si forma la “cultura aziendale”, che sta alla base 
dell’atteggiamento e dei comportamenti tenuti dal personale all’interno del 
contesto aziendale. È importante per una sana “cultura aziendale” che i 
valori etici vengano diffusi in tutta l’organizzazione ed a tutti i livelli 
gerarchici, e che sia il management dell’azienda a dare per primi il “buon 
esempio”, in quanto molti soggetti sono inclini ad imitare i propri 
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superiori. Al fine di diffondere, comunicare ed assicurare una buona 
ricezione di tali valori etici, è fondamentale che l’azienda ponga in essere 
un codice di condotta o codice etico che descrivi i comportamenti che 
devono essere tenuti dai soggetti all’interno dell’organizzazione aziendale; 
 competenza del personale: si esplica nella conoscenza e nei requisiti 
necessari per adempiere i compiti che definiscono il  lavoro di ogni 
soggetto aziendale. Il management, sulla base degli obiettivi aziendali, 
deve definire il set minimo di conoscenze per ricoprire un determinato 
ruolo aziendale, al fine di adempiere ad una determinata mansione. 
 filosofia di controllo e stile di direzione: riguarda il modo in cui il 
management aziendale dirige l’azienda, in termini di approccio della 
direzione ad assumere ed a monitorare i rischi connessi all’attività, 
l’atteggiamento e le azioni della direzione verso l’informativa economico-
finanziaria, l’atteggiamento della direzione verso la funzione di 
elaborazione dati, la funzione contabile ed il personale. Esistono diversi 
stili di management che variano in base alla realtà aziendale che si 
presenta (accentrato, decentrato). 
 struttura organizzativa: fornisce il quadro di riferimento aziendale entro 
cui vengono pianificate, eseguite, controllate ed esaminate le attività 
aziendali dirette al raggiungimento degli obiettivi dell’impresa. 
Fondamentale ai fini di un’efficace ed efficiente struttura organizzativa è 
la definizione delle aree di responsabilità all’interno dell’azienda, 
definendo magari un sistema di deleghe e procure, che stabilisca i poteri 
ed i limiti ai vari attori aziendali, garantendo una coerenza con gli obiettivi 
aziendali. Ovviamente la struttura organizzativa varia in base alla 
dimensione aziendale, all’oggetto sociale, alla possibile partecipazione ad 
un gruppo di imprese etc.  
 organi amministrativi indipendenti dalle direzione esecutive (CdA e 
comitati ci controllo): è quindi indispensabile che il Consiglio di 
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Amministrazione sia in parte composto da amministratori non esecutivi, in 
modo tale che essi possano esaminare le attività del management. In 
generale le caratteristiche dei responsabili delle attività di governance 
includono il grado di indipendenza della direzione, l’esperienza e 
l’autorevolezza, il grado del loro coinvolgimento, la frequenza delle loro 
verifiche ed infine l’adeguatezza delle loro azioni; 
 autorità e responsabilità assegnate: è importante definire le modalità 
con cui vengono attribuite le responsabilità per le attività operative e le 
modalità con cui vengono stabiliti i rapporti gerarchici e di autorizzazione.  
 gestione delle risorse umane: le politiche e le procedure in merito alle 
risorse umane riguardano in generale: assunzioni, orientamento, 
formazione, valutazione, promozioni, retribuzioni ed azioni correttive. 
Bisogna quindi allocare in modo efficace ed efficiente le risorse per la 
gestione del controllo e dei rischi aziendali.  
Valutazione del rischio. Ogni azienda deve affrontare una varietà di rischi 
interni ed esterni. Il rischio viene definito come un evento potenziale che può 
avere impatti negativi, ossia che riduce la probabilità di raggiungere obiettivi di 
business, o positivo che può portare a dei benefici. La valutazione del rischio 
attiene alla capacità del management di: 
 identificare situazioni di rischio (Risk Assessment) che possono avere 
delle potenziali ripercussioni sull’economicità aziendale; 
 Progettare controlli ad hoc che consentono di fronteggiare tali situazioni di 
rischio. 
Un elemento fondamentale dunque per la gestione dei rischi è la determinazione 
degli obiettivi (strategici a livello aziendale e specifici afferenti alle varie unità 
organizzative). L’azienda fisserà, sulla base dell’obiettivo stabilito, un livello di 
rischio accettabile (Risk Appetite). 
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Figura 3 La mappa del rischio accettabile
16
 
 
 Dopo aver identificato i rischi è necessario procedere all’analisi degli stessi 
tramite: 
 la valutazione dell’importanza del rischio; 
 la valutazione delle probabilità/frequenza che il rischio si verifichi; 
 le modalità di gestione del rischio. 
Vi sono circostanze che richiedono una particolare attenzione nella gestione del 
rischio, in quanto possano avere potenzialmente un forte impatto a livello 
aziendale; alcune di queste sono: 
 cambiamenti nell’ambiente operativo; 
 nuovo personale; 
 nuovo sistema informativo; 
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 crescita rapida; 
 nuova tecnologia; 
 nuovi prodotti, attività o segmenti; 
 ristrutturazione aziendale; 
 attività all’estero. 
Attività di controllo. Si possono definire come l’applicazione delle politiche e 
delle procedure che garantiscono al management che le sue direttive vengano 
attuate. Le attività di controllo si attuano in tutti i livelli dell’organizzazione 
aziendale e possono essere classificate in funzione di obiettivi specifici, come 
quello di assicurare la completezza e l’accuratezza dell’elaborazione dei dati, ai 
fini della riduzione dei rischi aziendali.  I controlli comprendono il seguente 
insieme di attività: 
 adeguata separazione dei compiti; questa è perseguita mediante quattro 
modalità: 
 separazione attività di custodia beni da quelle di contabilizzazione; 
 separazione responsabilità operative da quelle di contabilizzazione; 
 separazione attività di autorizzazione da quelle di custodia; 
 separazione compiti.  
 corretta autorizzazione per tutte le operazioni; quest’ultima è perseguita 
definendo procedure di autorizzazione di due tipologie: 
 autorizzazione generale: politica che l’organizzazione deve seguire 
con riferimento ad operazioni ricorrenti della medesima specie (es. 
listini prezzi, limite di fido attribuiti ai clienti ecc..); 
 autorizzazione specifica: direttiva da seguire con riferimento a 
singole operazioni (es. autorizzazione all’acquisto di 
un’immobilizzazione). 
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 adeguata documentazione e registrazione delle operazioni; perseguita 
osservando i seguenti principi: 
 prenumerazione consecutiva dei documenti; 
 predisposizione tempestiva rispetto al verificarsi dell’operativa; 
 semplicità (rilevazione effettuate comprensibili); 
 predisposizione per finalità molteplici; 
 strutturati per agevolare la compilazione. 
 controllo fisico su beni e registrazioni; può essere fatto in vario modo: 
 inventari fisici; 
 elenchi delle persone autorizzate a disporre dei valori; 
 servizio di vigilanza, limitazioni all’accesso e adozione di 
particolari accorgimenti di protezione; 
 assicurazioni adeguate; 
 procedure per la ricostruzione dei dati contabili. 
 controlli indipendenti sulle prestazioni effettuate; sono effettuati al fine di 
mantenere stabile il Sistema di Controllo Interno, attraverso una adeguata 
pressione sugli attori aziendali. l’indipendenza del controllo può essere 
ottenuta tramite: 
 la suddivisione delle mansioni; 
 il coinvolgimento di soggetti esterni (altre imprese); 
 il ricorso a controlli interni automatizzati nei sistemi informatici. 
Informazione e comunicazione. Le informazioni devono essere individuate, 
rilevate e diffuse nei modi e nei tempi appropriati per consentire ai membri 
dell’organismo personale di assolvere le proprie responsabilità. La 
comunicazione deve essere efficace all’interno della struttura organizzative, in 
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quanto le informazioni sono indispensabili mezzi di comunicazione delle 
informazioni verso il management e verso i terzi. La qualità delle informazioni 
prodotte dai sistema condiziona la capacità decisionale del management nel 
gestire e controllare le attività aziendali. Le caratteristiche affinché 
un’informazione sia qualitativamente rilevante ai fini gestionali sono: 
 Contenuto; 
 Tempestività; 
 Aggiornamento; 
 Accuratezza; 
 Accessibilità. 
Il sistema informativo aziendale deve dunque fornire al management: 
 indicatori di performance, in base ai quali il management stesso possa 
monitorare le attività ed i rischi critici e definire gli interventi necessari; 
 sistemi informativi, che forniscano continuamente l’identificazione e la 
rilevazione delle informazioni attendibili ed utili ad uso interno ed esterno; 
 sistemi in grado di comunicare le informazioni rilevanti alle persone 
giuste, con la frequenza e la tempestività richieste. 
Monitoraggio. I sistemi di controllo interno hanno bisogno di essere monitorati, 
ossia una verifica continua e periodica dell’efficacia del disegno dei controlli e 
dell’effettiva operatività dei medesimi al fine di verificare che essi: 
 operino secondo gli obiettivi formulati (controlli operanti); 
 siano adeguati rispetto ad eventuali cambiamenti intervenuti nella realtà 
operativa (controlli aderenti). 
Quindi possiamo affermare che il monitoraggio dei controlli rappresenta un 
processo per valutare nel tempo la qualità del funzionamento del controllo 
interno; ciò richiede la valutazione della struttura e del funzionamento dei 
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controlli 
 tempestiva e l’adozione dei necessari provvedimenti correttivi; in tal senso il 
monitoraggio è svolto per garantire che i controlli continuino ad operare con 
efficacia. L’attività di monitoraggio può essere svolta seguendo due metodologie: 
 attività di supervisione continua; 
 interventi di valutazione specifici. 
La prima metodologia viene svolta in maniera continuativa, in quanto tali 
procedure di monitoraggio sono integrate nella attività operative aziendali, senza 
necessità di dover porre in essere un monitoraggio ad hoc. 
La seconda invece viene svolta invece qualora i primi siano deboli o poco 
efficaci.  
 
10.1 Limiti del SCI 
 
Il Sistema di Controllo Interno, come detto in precedenza, fornisce ai dirigenti ed 
agli amministratori solo una ragionevole sicurezza riguardo la realizzazione degli 
obiettivi aziendali. Pertanto un primo limite è ravvisato nella possibilità che 
vengano commessi errori di valutazione da parte dei soggetti che sono tenuti a 
prendere decisioni, e che queste ultime possano rivelarsi errate. Anche se ben 
concepiti, i sistemi di Controllo Interno possono essere oggetto di disfunzioni o 
di debolezze; ad esempio il personale può compiere errori umani dovuti alla 
distrazione, inesperienza e/o non conoscenza delle policy da parte del personale. 
Vi sono poi dei comportamenti collusivi tenuti da parte di soggetti operanti 
all’interno dell’azienda volti ad eludere il Sistema di Controllo Interno e renderlo 
inefficace. Un esempio di collusione potrebbe riguardare due responsabili 
appartenenti a funzioni aziendali diverse che si mettono d’accordo per compiere 
una frode. 
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11. L’Enterprise Risk Management 
L’Enterprise Risk Management si pone come una sorta di upgrade del Sistema di 
Controllo Interno, ampliandone gli ambiti cui quest’ultimo si riferisce e 
concentrando l’attenzione principalmente sulle tematiche di gestione del rischio 
aziendale. 
Interpretare il controllo interno come strumento per prevenire i rischi e 
attenuarne l’esposizione, vuol dire affidare al management non solo compito di 
raggiungere gli obiettivi, ma anche di identificare e monitorare i rischi che ne 
possano pregiudicare il raggiungimento. 
Un sistema ERM consente l’implementazione, da parte della corporate 
governance, di una cultura della prevenzione degli eventi dannosi, fornendo un 
insieme di strumenti e programmi d’azione in grado di ridurne la probabilità di 
accadimento. Viene posta l’attenzione non solo verso i rischi di tipo economico, 
ma anche sui rischi sociali, ambientali, etici, a tutela degli interessi delle diverse 
categorie di stakeholder cui l’azienda deve far fronte. 
Secondo il CoSO, l’ERM è definito come “un processo, posto in essere dal 
consiglio di amministrazione, dal management e da altri operatori della struttura 
aziendale, utilizzato per la formulazione delle strategie in tutta l’organizzazione 
e progettato per individuare eventi potenziali che possono influire sull’attività 
aziendale, per gestire il rischio entro i limiti del rischio accettabile e per fornire 
una ragionevole sicurezza sul conseguimento degli obiettivi aziendali”17.  
L’ERM risulta costituito da otto componenti interconnessi e integrati alle 
operations e ai processi aziendali. Affinché tale strumento possa assolvere alle 
funzioni per le quali è stato progettato, tutti i componenti devono coesistere, 
integrandosi a vicenda. 
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 Price Waterhouse Coopers, La gestione del rischio aziendale. ERM - Enterprise Risk Management: un modello di 
riferimento e alcune tecniche applicative. CoSO. Il Sole 24 Ore, 2006, p. 2.   
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Si riporta, di seguito, la raffigurazione esemplificativa del sistema ERM secondo 
quanto stabilito dal CoSO. 
 
 
Figura 4 L'Enterprise Risk Management
18
 
Al fine di fare maggiore chiarezza su come il management possa concretamente 
utilizzare il sistema di gestione del rischio e trarne da esso i benefici descritti, 
analizziamo in breve le componenti dell’ERM. 
 Ambiente interno: l’ambiente interno, che costituisce l’identità 
essenziale di un’organizzazione, determina i modi in cui il rischio è 
considerato e affrontato dalle persone che operano in azienda, come pure 
la filosofia della gestione del rischio, i livelli di accettabilità del rischio, 
l’integrità e i valori etici e l’ambiente di lavoro in generale. Essa attiene ai 
principi e ai valori che andranno a comporre il Codice Etico da redigere 
necessariamente al fine costruire un modello organizzativo tale da non 
incorrere in responsabilità amministrativa degli enti secondo il Decreto 
231/01. 
 Definizione degli obiettivi: gli obiettivi devono essere fissati prima di 
procedere all’identificazione degli eventi che possono potenzialmente 
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pregiudicare il loro conseguimento. L’ERM assicura che il management 
abbia attivato un adeguato processo di definizione degli obiettivi e che gli 
obiettivi scelti supportino e siano coerenti con la missione aziendale e 
siano in linea con i livelli di rischio accettabile. 
 Identificazione degli eventi: gli eventi esterni e interni, che influiscono 
sul conseguimento degli obiettivi aziendali, devono essere identificati 
distinguendoli tra “rischi” e “opportunità”. Le opportunità devono essere 
valutate riconsiderando la strategia definita in precedenza o il processo di 
formulazione degli obiettivi in atto. 
 Valutazione del rischio: i rischi sono analizzati, determinando la 
probabilità che si verifichino in futuro e il loro impatto, al fine di stabilire 
come devono essere gestiti. I rischi sono valutati in termini di rischio 
inerente (rischio in assenza di qualsiasi intervento) e di rischio residuo 
(rischio residuo dopo aver attuato interventi per ridurlo). 
 Risposta al rischio: dopo che il management è pervenuto alla valutazione 
della probabilità e dell’impatto del rischio, darà avvio alle possibili azioni 
di risposta al fine di contenere rischio emerso entro la soglia di 
accettabilità. 
 Attività di controllo: L’attività di controllo è quell’azione posta in essere 
dal management al fine di dare attuazione al precedente componente, 
ovvero la risposta al rischio. Infatti, dopo aver scelto le azioni ritenute più 
idonee a rispondere ai vari tipi di rischio che si presentano, il controllo 
monitora l’efficacia e l’adeguatezza della risposta al rischio prescelta. 
 Informazione e comunicazione: le informazioni pertinenti devono essere 
re identificate, raccolte e diffuse nella forma e nei tempi che consentano 
alle persone di adempiere correttamente le proprie responsabilità. In linea 
generale, si devono attivare comunicazioni efficaci, in modo che queste 
fluiscano per l’intera struttura organizzativa: verso il basso, verso l’alto e 
trasversalmente.  
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 Monitoraggio: L’intero processo dell’ERM deve essere monitorato e 
modificato ove necessario. Il monitoraggio si concretizza in interventi 
continui integrati nella normale attività operativa aziendale o in 
valutazioni separate, oppure in una combinazione dei due metodi.
19
  
 
11.1 Limiti e Benefici dell’ERM 
 
I principali benefici che si possono trarre dall’applicazione di un sistema di 
gestione del rischio (ERM) sono: 
 Porre in essere una strategia che sia in linea con il sostenimento di un 
rischio accettabile. Una volta fissato il livello di rischio accettabile, 
vengono stabiliti gli obiettivi strategici sulla base di quest’ultimo, al fine 
di prevenire qualsiasi forma di evento dannoso che possa compromettere il 
raggiungimento della mission aziendale.  
 Capacità di rispondere repentinamente al rischio. Grazie alle procedure e 
agli strumenti predisposti dall’ERM, il management sarà in grado di 
discernere quale di questi utilizzare per rispondere al meglio ai rischi che 
si presentano, prevenendoli, contenendoli o accettandoli. 
 Mitigazione del rischio e riduzione dei costi. In questo modo il 
management acquisirà un modus operandi ben definito grazie alle quale si 
possa migliorare la capacità di individuare e monitorare le aree 
maggiormente esposte al rischio, intervenendo in anticipo in modo da 
ridurre drasticamente i costi che da un evento dannoso possano derivare. 
 
Benché l’implementazione di un sistema di gestione del rischio possa porre il 
management nelle condizioni di raggiungere concretamente gli obiettivi 
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 http://www.coso.org 
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aziendali, l’ERM non può garantire la certezza assoluta del loro conseguimento. 
Ciò può avvenire per varie motivazioni.  
In primis, l’efficacia del sistema può essere vanificata disattendendo il modello: 
due o più manager, dirigenti, operativi, potrebbero infatti colludere aggirando il 
modello in modo fraudolento, al fine di trarne indebito beneficio a scapito 
dell’azienda. Secondariamente, esiste la possibilità che l’ERM ancorché attuato, 
possa essere male interpretato dal personale o, semplicemente, male applicato per 
distrazione o incuria. Infine, nel momento in cui vengono avviate le azioni 
necessarie all’attuazione dell’ERM, come ad esempio la valutazione del rischio o 
il controllo, bisogno tenere in considerazione la possibilità di fallimento di queste 
attività, che comporterebbero un ingente spreco di risorse qualora non riuscissero 
a dare i frutti sperati una volta avviate.  
 
 
11.2 Il sistema ERM ai fini della costruzione di un modello 
organizzativo 231 
  
Come detto antecedentemente, l’applicazione di un modello di riferimento 
internazionale per la gestione dei rischi aziendali quale è l’Enterprise Risk 
Management, pone le basi per il concreto raggiungimento degli obiettivi 
strategici, primo fra tutti la creazione di valore.  
L’implementazione del sistema ERM ai fini di una consapevole predisposizione 
dei modelli organizzativi in ottemperanza a quanto disposto dal decreto 231 può 
essere vista come una condizione necessaria.  
Oltre agli obiettivi che la messa a punto di un modello di gestione del rischio 
sulla base del framework dettato dal CoSO permette di raggiungere, l’ERM 
consente inoltre di adempiere agli obblighi di tipo amministrativo e di controllo, 
supportando l’azienda nell’assolvimento delle attività da porre in essere al fine di 
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avvalersi della clausola esimente, scongiurando il rischio di incorrere in 
responsabilità da 231.  
Un simile approccio alternativo non potrà far altro che permettere all’azienda la 
creazione di valore e il raggiungimento di ulteriori obiettivi in termini di:  
o miglioramento dell’organizzazione e reingegnerizzazione dei processi e 
delle funzioni aziendali;  
o aumento dell’efficacia dei meccanismi di governance;  
o razionalizzazione delle strutture di controllo.  
Peraltro, l’organizzazione trarrebbe dei vantaggi in termini di riduzione dei costi 
in quanto, in considerazione della preventiva implementazione del sistema di 
gestione dei rischi, l’applicazione dei modelli organizzativi ne risulterebbe 
agevolata e del tutto priva di costi. Il punto su cui si tenta di focalizzare 
l’attenzione è proprio la trasversalità del sistema ERM, la cui presenza permette 
il raggiungimento di obiettivi che vanno addirittura al di là di quelli dettati dalla 
normativa, ottenendo vantaggi non indifferenti in termini di miglioramento 
dell’efficienza e dell’efficacia del sistema di controllo, limitando le frodi in 
commercio, visione complessiva sullo stato di salute dell’azienda e sulla sua 
capacità di prevenire o contenere i rischi con cui quotidianamente si misura. Di 
seguito si riporta, quindi, una tabella dimostrativa del rilevante nesso di 
complementarietà tra l’ERM e il modello 231. delle frodi in commercio, visione 
complessiva sullo stato di salute dell’azienda e sulla sua capacità di prevenire o 
contenere i rischi con cui quotidianamente si misura.  
Di seguito si riporta, quindi, una tabella dimostrativa del rilevante nesso di 
complementarietà tra l’ERM e il modello 231. 
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Figura 5 Il nesso di complementarietà fra l’ERM e il modello 231 
 
 
 
 
ERM D. Lgs. 231/2001 
Ambiente Interno Codice Etico Sistema Disciplinare 
Sistema Organizzativo Informazione e 
comunicazione al personale 
Definizione degli obiettivi Protocolli 
Identificazione degli eventi Mappatura processi a rischio 
Valutazione del rischio Elenco rischi potenziali per processo 
Risposta al rischio Analisi sistema controllo interno 
Attività di controllo Sistema di controllo interno 
Suddivisione dei compiti 
Controllo sui processi 
Relazione sui controlli effettuati 
Informazione e comunicazione Procedure informatiche 
Monitoraggio Sistema di controllo di gestione 
Organismo di Vigilanza 
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Capitolo Secondo 
I Modelli di organizzazione, gestione e 
controllo ex D.Lgs 231/2001 
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1. I modelli di organizzazione, gestione e 
controllo 
 
La predisposizione e le messa in atto di adeguati modelli di organizzazione, 
gestione e controllo, previsti dal D.Lgs. n.231/2001, assumono una forte e 
specifica rilevanza giuridica, in quanto fondamentali nella prevenzione dei reati 
previsti dal decreto stesso. L’adozione del modello non è un obbligo imposto dal 
Decreto, bensì una scelta facoltativa rimessa a ciascun ente che sia sensibile 
all’esigenza di assicurare condizioni di correttezza e trasparenza nella 
conduzione dei proprio affari e delle relative attività aziendali, a tutela della 
propria immagine e reputazione, nel rispetto dei propri stakeholder e dei propri 
dipendenti, avendo sempre come obiettivo la prevenzione contro la commissione 
di comportamenti illeciti da parte dei proprio amministratori e dipendenti. 
Tramite l’adozione di tale modello gli enti perseguono principalmente tali 
finalità: 
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 vietare comportamenti che possano integrare le fattispecie di reato previsti 
dal decreto; 
 diffondere la consapevolezza che, dalla violazione del decreto, delle 
prescrizioni contenute nel modello e dei principi del codice etico, possano 
derivare l’applicazione dei misure sanzionatorie anche a carico degli enti; 
 porre una efficiente ed equilibrata organizzazione, con particolare 
riguardo alla chiara attribuzione dei poteri, alla formazione delle decisioni 
e alla loro trasparenza e motivazione, ai controlli, preventivi e successivi, 
sugli atti e le attività, nonché alla correttezza e veridicità dell’informazioni 
interna ed esterna; 
 consentire agli enti, grazie ad un sistema di presidi di controllo e ad una 
costante azione di monitoraggio sulla corretta attuazione di tale sistema, di 
prevenire e/o contrastare tempestivamente la commissione dei reati 
rilevanti ai sensi del decreto 231. L’art. 5 del D.Lgs. 231/2001, 
“Responsabilità dell’ente” così dispone:  
“1. L'ente è responsabile per i reati commessi nel suo interesse o a suo 
vantaggio: 
 a) da persone che rivestono funzioni di rappresentanza, di 
amministrazione o di direzione dell'ente o di una sua unità organizzativa 
dotata di autonomia finanziaria e funzionale nonché da persone che 
esercitano, anche di fatto, la gestione e il controllo dello stesso (soggetti in 
posizione apicale); 
 b) da persone sottoposte alla direzione o alla vigilanza di uno dei soggetti 
di cui alla lettera a) (soggetti in posizione subordinata).  
2. L'ente non risponde se le persone indicate nel comma 1 hanno agito 
nell'interesse esclusivo proprio o di terzi”. In sostanza l’ente risponde per i 
reati commessi sia da soggetti apicali, che da soggetti a questi subordinati, 
qualora questi soggetti abbiamo agito nell’interesse dell’azienda stessa 
(condizione necessaria, ma non sufficiente). 
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2. La Clausola esimente 
 
La Clausola esimente
20
, prevista dagli art. 6 e 7 del D.Lgs 231/2001, 
stabilisce che l’ente non risponda a titolo di responsabilità amministrativa, 
qualora dimostri che:  
 l’organo dirigente ha adottato ed efficacemente attuato, prima della 
commissione del fatto, modelli di organizzazione, gestione e controllo 
idonei a prevenire reati della specie di quello verificatosi; 
 il compito di vigilare sul funzionamento e l'osservanza dei modelli e di 
curarne il relativo aggiornamento, è stato affidato ad un organismo 
dell'ente dotato di autonomi poteri di iniziativa e di controllo (c.d. 
Organismo di Vigilanza); 
 le persone hanno commesso il reato eludendo fraudolentemente i modelli 
di organizzazione gestione e controllo; 
 non vi è stata omessa o insufficiente vigilanza da parte dell'Organismo di 
Vigilanza. 
L’adozione del modello di organizzazione, gestione e controllo, dunque, 
consente all’ente di potersi sottrarre all’imputazione di responsabilità 
amministrativa. La mera adozione di tale documento, con delibera 
dell’organo amministrativo dell’ente, non è, tuttavia, di per sé sufficiente ad 
escludere detta responsabilità, essendo necessario che il modello sia 
efficacemente ed effettivamente attuato.  
Con riferimento all’efficacia del modello di organizzazione, gestione e 
controllo per la prevenzione della commissione dei reati previsti dal D.Lgs. 
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 S. Corbella, “I modelli 231: la prospettiva aziendale”, FrancoAngeli, Milano, 2013 
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231/2001, si richiede che esso: 
 individui le attività aziendali nel cui ambito possono essere commessi i 
reati; 
 preveda specifici protocolli diretti a programmare la formazione e 
l'attuazione delle decisioni dell'ente in relazione ai reati da prevenire;  
 individui modalità di gestione delle risorse finanziarie idonee ad impedire 
la commissione dei reati; 
 preveda obblighi di informazione nei confronti dell'organismo deputato a 
vigilare sul funzionamento e l'osservanza dei modelli; 
 introduca un sistema disciplinare idoneo a sanzionare il mancato rispetto 
delle misure indicate nel modello di organizzazione, gestione e controllo.  
Con riferimento all’effettiva applicazione del modello di organizzazione, 
gestione e controllo, il D.Lgs. 231/2001 richiede: 
 una verifica periodica, e, nel caso in cui siano scoperte significative 
violazioni delle prescrizioni imposte dal modello o intervengano 
mutamenti nell’organizzazione o nell’attività dell’ente ovvero modifiche 
legislative, la modifica del modello di organizzazione, gestione e 
controllo; 
 l’irrogazione di sanzioni in caso di violazione delle prescrizioni imposte 
dal modello di organizzazione, gestione e controllo. 
In tal senso spetta all’azienda dimostrare che il soggetto in posizione apicale ha 
agito con dolo volendo violare in maniera fraudolenta il Modello di 
organizzazione, gestione e controllo implementato. Caso diverso è quello ove il 
reato sia commesso da soggetti sottoposti all’altrui direzione; tale situazione è 
prevista dall’art. 7 del D.Lgs 231/2001, ove non esiste l’inversione dell’onere 
della prova, e sarà il giudice a dovere individuare una possibile carenza di 
direzione e controllo, all’interno dell’organizzazione, che ha indotto alla 
commissione del reato; l’ente può essere prosciolto, e pertanto non essere 
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ritenuto responsabile, solo nel caso in cui il giudice non riesca a provare e 
dimostrare le carenze sofferte dal Modello. 
 
3. L’implementazione dei modelli di 
organizzazione, gestione e controllo 
 
L’implementazione di un Modello di organizzazione, gestione e controllo 231, 
come già detto, se rispettate le condizioni su citate permettere di beneficiare di 
una condizione esimente rispetto all’imputazione di una responsabilità 
amministrativa nei confronti dell’ente a cui è riconducibile il soggetto che ha 
commesso il reato previsto dal Decreto. Ai fini della realizzazione di un Modello 
231 possiamo dire che non esiste un modello standard, ma che ognuno ha le sue 
caratteristiche e peculiarità; possiamo definirlo come un vestito che deve calzare 
perfettamente alla società che lo adotta, e per questo ogni modello è reso unico in 
base alla realtà aziendale di riferimento. Possiamo comunque individuare le 
seguenti fasi per un efficace ed idonea costruzione del modello: 
1) Conoscenza della realtà aziendale; 
2) Mappatura delle aree a rischio reato e dei processi cd. sensibili; 
3) Elenco dei potenziali rischi; 
4) Valutazione del sistema di controllo interno (SCI); 
5) Risposta al rischio in merito al Decreto 231; 
6) Redazione del modello 231; 
7) Formazione e la diffusione del modello. 
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Figura 6 
 
 
3.1 Conoscenza della realtà aziendale 
 
Risulta fondamentale per l’implementazione di un modello di organizzazione, 
gestione e controllo andare a conoscere preventivamente la realtà aziendale che 
decide di dotarsi di tale strumento di “protezione”. Questo viene realizzato da 
parte di soggetti esperti interni o esterni all’azienda, i quali, tramite la 
documentazione fornita da parte dalla stessa ed una serie di interviste fatte nei 
confronti dei responsabili delle varie aziendali, prendono conoscenza di 
molteplici informazioni: 
 L’attività svolta da parte dell’azienda, il settore ed il mercato in cui opera; 
 L’appartenenza o meno ad un gruppo, nazionale o internazionale, e la 
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posizione ricoperta all’interno dalla stessa all’interno del gruppo; 
 La struttura organizzativa adottata, ovvero l’organigramma aziendale e le 
funzioni ed i ruoli ricoperti dai vari soggetti facenti parte dell’azienda; 
 La dimensione della società in termini di personale impiegato, fatturato, 
strutture aziendali; 
 Rapporti con la pubblica amministrazione, in quanto vi sono dei reati 
previsti dal decreto relativi per l’appunto ai rapporti con la P.A. ; 
 L’ambiente di lavoro, in termini di salute e sicurezza del contento in cui 
operano i lavoratori. 
 
3.2 Mappatura delle aree e processi a rischio reato 
 
La mappatura delle funzioni e dei processi aziendali a rischio di commissione dei 
reati presupposto, con le relative valutazioni sul grado di rischio, costituisce un 
elemento informativo base per la realizzazione del Modello di organizzazione, 
gestione e controllo, nonché per indirizzare le azioni di controllo dell’Organismo 
di Vigilanza. Per tali motivazioni le valutazioni sul rischio di commissione dei 
reati presupposto devono essere periodicamente aggiornate, al fine di adeguare i 
controlli preventivi alle dinamiche del contesto aziendale. Questa fase 
rappresenta il riferimento preliminare per la valutazione e l’analisi dei rischi 
reato all’interno della società.  Al fine dell’individuazione i rischi, è importante 
capire quale sia la struttura aziendale; per far questo richiederemo alla società 
beneficiaria del futuro modello, determinati documenti aziendali, ovvero: 
 La visura camerale 
 Lo statuto 
 L’organigramma aziendale aggiornato 
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 Il mansionario 
 Il manuale delle procedure 
 Altri documenti utili ai fini della conoscenza della struttura aziendale 
La fase di identificazione delle aree a rischio consiste nell’analisi: 
 delle funzioni aziendali di attività dove incorrono rischi potenziali di 
commissione del reato; 
 dei processi in cui i reati presupposto ai fini 231 hanno possibilità di 
essere commessi. 
 
3.3 Elenco dei potenziali rischi 
 
L’analisi dei potenziali rischi, individuati in seguito alla mappatura delle aree e 
dei processi a rischio, sfocia in una rappresentazione delle modalità in cui le 
fattispecie di reato possono essere attuate nel rispetto nel contesto operativo 
interno ed esterno in cui opera l’azienda. Il rischio viene valutato in termini di 
impatto e probabilità e, come detto precedentemente, la valutazione del rischio 
dei processi sensibili è basata su due momenti successivi: 
 rischio inerente: ossia quel rischio valutato prima dell’applicazione dei 
controlli (in fase preliminare); questo è il rischio originato dalle specifiche 
attività svolte all’interno di  un processo o di una data area aziendale 
indipendentemente dal sistema di controllo in essere o con l’applicazione 
delle procedure in vigore; 
 rischio residuo: quello che appunto residua successivamente 
all’applicazione dei controlli. 
Nel caso in cui la valutazione del livello di rischio residuo non sia accettabile, 
72 
 
ossia non in linea con il rischio accettabile ed risk appetite stabilita
21
 ex ante 
dall’azienda, per dati processi sensibili sono proposte delle ipotesi di 
miglioramento su cui sarebbe opportuno intervenire per potenziare il sistema di 
protocolli già in atto, al fine di ridurre ulteriormente il livello di rischio ad un 
livello ritenuto accettabile. 
 
3.4 Valutazione del sistema di controllo interno 
 
Questa seconda fase prevede la valutazione della presenza di esistenti controlli 
aziendali in grado di ridurre i rischi già presenti in azienda. Il Sistema di 
controllo interno viene definito dall’AIIA “un processo - attuato nel Consiglio di 
Amministrazione, dai Dirigenti e da altri soggetti della struttura aziendale – 
finalizzato a fornire una ragionevole sicurezza sul conseguimento degli obiettivi 
rientranti nelle seguenti categorie: 
- efficacia ed efficienza delle attività operative; 
- attendibilità delle informazioni di bilancio; 
- conformità alle leggi e ai regolamenti” 
Il SCI è in grado di fornire una ragionevole sicurezza (non assoluta a causa dei 
limiti presenti in tutti i sistemi di controllo) al management ed al CdA di 
un’azienda sulla realizzazione degli obiettivi aziendali che desidera raggiungere e 
le strategia per realizzarle, minimizzandone i rischi.  
 
3.5 Risposta al rischio in merito al Decreto 231 
 
Una volta individuato e valutato i rischi in azienda, ed il Sistema di controllo 
                                                          
21
 In realtà il risk appetite non viene stabilito a tavolino dal management, bensì questo viene determinata per fatti 
concludenti. Ad esempio se l’azienda decide di investire in strumenti finanziari con un tasso di remunerazione molto 
alto, allora vuol dire che la propensione al rischio dell’azienda sarà elevato, viceversa l’azienda sarà avversa al 
rischio. 
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interno, è necessario vedere come rispondere ai rischi individuati. 
Vi sono 4 azioni di risposta al rischio: 
 evitare: la risposta in questo caso consiste nell’eliminare alla radice le 
cause dell’esposizione al rischio; un esempio possono essere non investire 
in una data attività o in un dato settore rischioso (quello tecnologico). 
Questa è l’ultima spiaggia da battere, ossia quando non si può porre in 
essere alcun’altra risposta; 
 ridurre: la risposta consiste nell’adozione di provvedimenti ed azioni 
finalizzate a ridurre l’esposizione, portandolo entro un livello ritenuto 
accettabile, agendo sulla probabilità o sull’impatto del rischio stesso; 
 trasferire/condividere: la risposta consiste nel trasferire in tutto o in parte 
il rischio a terzi; l’esempio classico può essere l’assicurazione dell’auto 
per coprire il rischio incidenti, riducendo per noi l’impatto finanziario 
dell’incidente trasferendolo alla compagnia di assicurazione. Altro 
esempio può essere quello di dare in outsourcing l’esecuzione di un 
progetto ad un’altra società che ha maggiori competenze su quel tipo di 
lavoro. La mitigazione è quindi la strategia di risposta al rischio che si 
utilizza quando non si può evitare una minaccia, intraprendendo una data 
azione che sia in grado di ridurre la gravità dell’impatto qualora la 
minaccia dovesse manifestarsi. 
 accettare: la risposta consiste nell’accettare il rischio nella sua totalità, 
ossia senza porre in essere alcuna azione, in quanto il manifestarsi di un 
dato evento rischioso è il linea con la risk tolerance previsto dall’azienda. 
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Figura 7 
 
 
4. Redazione del modello 231 
Una società  può essere o meno sensibile all’esigenza di assicurare condizioni di 
correttezza e trasparenza nella conduzione degli affari e delle relative attività 
aziendali, a tutela della propria immagine e reputazione, delle aspettative dei 
propri stakeholder e del lavoro dei propri dipendenti, e dell’importanza di dotarsi 
di un di un Modello di organizzazione, gestione e controllo ai sensi del 
D.Lgs.231/2001 idoneo a prevenire la commissione di comportamenti illeciti da 
parte dei propri amministratori, dipendenti e collaboratori sottoposti a direzione o 
vigilanza da parte della Società. Al fine di rendere il modello efficace, il 
personale della società deve essere formato e costantemente aggiornato sui 
Evitare 
• rinunciare (es. ad entrare in un business) 
• abbandonare (es. un settore di mercato molto rischioso) 
• factoring pro soluto 
Ridurre 
• diversificare 
• mitigare 
• accantonamento a fondo rischi 
Traferire/ 
Condividere 
• assicurazione 
• outsourcing 
• factoring pro solvendo 
Accettare 
• Pianificazione ex ante 
• Monitoraggio continuo 
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contenuti del modello stesso. Come già detto comunque l’adozione del Modello 
non costituisca un obbligo imposto dal Decreto, bensì una scelta facoltativa 
rimessa a ciascun singolo ente, al fine di avviare un progetto di analisi dei propri 
strumenti organizzativi, di gestione e di controllo, volto a verificare la 
corrispondenza dei principi comportamentali e dei presidi di controllo già 
adottati alle finalità previste dal Decreto e, se necessario, all’integrazione del 
sistema attualmente esistente. Un modello di organizzazione, gestione e controllo 
si compone di 2 parti: 
1. Parte generale; 
2. Parte speciale. 
La parte generale si compone di varie sezioni: 
I. Informazioni attinenti il Decreto Legislativo 8 giugno 2001 n. 231, 
indicando i reati previsti, le sanzioni, la condizione esimente della 
responsabilità amministrativa etc. ; 
II. Il Modello di organizzazione, gestione e controllo che la società dovrà 
adottare, contente informazioni sulla società (governance e struttura 
organizzativa), le finalità del modello, i destinatari, etc. ; 
III. L’organismo di vigilanza, indicando la durata in carica, decadenza e 
revoca, i poteri e le sue funzioni, i flussi informativi che vengono 
scambiati tra l’OdC e gli altri organi societari; 
IV. Il Codice Etico; 
V. Il sistema sanzionatorio, indicando le sanzioni nei confronti del personale 
dipendente, dei lavoratori subordinati con la qualifica di dirigenti, dei 
collaboratori sottoposti a direzione, degli amministratori e dei soggetti 
apicali;  
VI. Diffusione del Modello; 
VII. Adozione ed aggiornamento del modello. 
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La parte speciale si compone di una sezione riguardante il percorso metodologico 
di definizione del modello, indicando la mappatura delle attività a rischio reato, i 
processi strumentali e principi di controllo e presidio dei rischi, il sistema di 
controllo interno etc.; successivamente abbiamo varie sezioni per ogni tipo di 
reati presupposto rispetto ai quali la realtà aziendale potrebbe essere assoggettata. 
 
4.1 Governance e struttura organizzativa 
 
La struttura organizzativa aziendale è fondamentale per implementare un 
modello di organizzazione gestione e controllo, in quanto per ogni area 
funzionale aziendale devono essere definiti: 
 la suddivisione di compiti e responsabilità, al fine di determinare chi è 
responsabile tra i vari soggetti aziendali, evitando una duplicazione di 
ruoli; 
 la segregazione dei compiti, che porta alla divisione del lavoro finalizzata 
ad ottenere la massima efficienza , rapidità ed economicità nello 
svolgimento dei compiti e decentrare tutti i poteri, in modo tale che non  
vengano concentrati tutti  su uno o pochi soggetti. 
 il coordinamento dell’intera struttura organizzativa, volta ad ottenere un 
risultato complessivo efficace. 
La definizione della struttura organizzativa consiste nell’individuazione delle 
modalità di divisione del lavoro, con attribuzione dei poteri e delle responsabilità 
all’interno dell’organizzazione. La struttura organizzativa consta 
fondamentalmente di due dimensioni: 
1. la dimensione verticale: esprime l’attribuzione del potere gerarchico 
all’interno dell’organizzazione e si sostanzia nella creazione di vincoli di 
dipendenza/subordinazione. Tale dimensione verticale viene sviluppata 
per coordinare in maniera efficace ed efficiente le attività tra il vertice e la 
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base operativa. I dipendenti che stanno alla base operativa devono 
svolgere le attività in modo coerente con gli obiettivi dei livelli superiori 
(obiettivi strategici), mentre i dirigenti devono essere a conoscenza delle 
attività e dei risultati afferenti i livelli inferiori. In questo modo la 
dimensione verticale si realizza mediante il riporto gerarchico, le regole 
poste in essere e l’implementazione di sistemi informativi, anch’essi 
verticali, che consentono lo scambio d’informazioni in modo efficiente 
dall’altro verso il basso e viceversa. 
2. La dimensione orizzontale: permette di superare le barriere tra le varie 
unità organizzative, fornendo il coordinamento necessario tra i dipendenti. 
Gli strumenti utili per realizzare tale coordinamento sono sempre i sistemi 
informativi, i quali consentono ai dipendenti di tutta l’organizzazione di 
scambiarsi continuamente informazioni su problemi, opportunità e 
decisioni. Un esempio di collegamento orizzontale di livello superiore può 
essere rappresentato dal contatto diretto tra manager e dipendente di 
livello inferiore. 
Ai fini dei modelli 231 è fondamentale definire un sistema di deleghe e procure 
all’interno dell’organizzazione che definiscano le procedure di approvazione ed 
autorizzazione di vari adempimenti ed oneri amministrativi, e non solo, della 
società. Le procedure indicano le modalità con cui devono essere poste in essere, 
sotto un aspetto pratico, un’attività; questa si differenzia dai protocolli che 
indicano il comportamento da tenere nella realizzazione di una data operazione o 
set di operazioni. I protocolli sono utili a determinare le procedure che devono 
poste in essere, al fine di evitare la commissione dei reati previsti dal Decreto 
231.  
 
4.2 Codice etico 
 
Un documento fondamentale, a corredo del Modello di organizzazione, gestione 
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e controllo, è il Codice Etico. Il documento, adottato dal Consiglio di 
Amministrazione della società, enuncia i principi ed i valori etici ai quali tutti i 
dipendenti si devono attenere nello svolgimento delle proprie attività, e dei quali 
hanno il diritto di pretendere la più rigorosa osservanza da parte di tutti i soggetti 
della società e, in generale, da parte di tutti coloro che cooperano e collaborano 
con essa per il perseguimento della propria mission aziendale. Le società, in tal 
senso, devono, per quanto di loro competenza, impegnarsi nel garantire la 
massima diffusione del Codice Etico, ed assicurare un adeguato programma di 
formazione e sensibilizzazione in ordine ai suoi contenuti. I principi etici ai quali 
le società devono conformarsi, al fine di raggiungere i propri obiettivi ed ai fini 
della prevenzione dei reati previsti dal decreto 231, sono: 
 rispetto delle disposizioni legislative e regolamentari vigenti in tutti i paesi 
nei quali la Società opera; 
 eguaglianza ed imparzialità nel trattamento dei dipendenti, dei 
collaboratori e dei clienti; 
 trasparenza e affidabilità; 
 onestà, correttezza e buona fede; 
 diligenza e professionalità; 
 riservatezza; 
 fiducia reciproca; 
 impegno sociale. 
Osservanza delle leggi. I comportamenti dei destinatari, nell’ambito delle attività 
svolte nell’interesse della propria realtà aziendale, devono essere improntati al 
più assoluto rispetto delle leggi e dei regolamenti vigenti in Italia e negli altri 
paesi in cui essa opera, e in particolar modo al più rigoroso rispetto della 
normativa anticorruzione. Pertanto i destinatari sono tenuti ad impegnarsi per 
adeguare la rispettiva società, nel più breve tempo possibile, alle nuove 
disposizioni legali e regolamentari che entreranno in vigore e per garantire il 
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pieno rispetto delle sanzioni che l’autorità giudiziaria dovesse comminare, ex 
lege, alla società. 
Eguaglianza ed imparzialità. Nella gestione delle diverse attività aziendali ed in 
tutte le relative decisioni (tra le quali, a mero titolo esemplificativo, la scelta dei 
clienti, la gestione del personale e l’organizzazione del lavoro, la selezione e 
gestione dei fornitori, i rapporti con la collettività e le Istituzioni che la 
rappresentano, ecc.), i destinatari devono sempre operare con imparzialità nel 
miglior interesse della società alla quale appartengono, improntando le proprie 
decisioni al rigore professionale ed all’imparzialità, secondo criteri di valutazione 
oggettivi e neutrali. 
Trasparenza ed affidabilità. Nello svolgimento delle attività lavorative o 
professionali, le azioni, operazioni, negoziazioni e, più in generale, i 
comportamenti dei destinatari devono essere ispirati alla massima trasparenza e 
affidabilità. 
 Nella gestione delle attività aziendali, i destinatari sono tenuti a fornire 
informazioni trasparenti, veritiere, complete ed accurate.  
Le società devono altresì promuovere e diffondere, ad ogni livello della propria 
organizzazione, la cultura del controllo, sensibilizzando i propri dipendenti sulla 
rilevanza del sistema di controllo interno e del rispetto, nello svolgimento delle 
attività lavorative, delle normative vigenti e delle procedure aziendali.  
Le società devono inoltre collaborare, attraverso i referenti aziendali a ciò 
preposti, con gli organi di controllo preposti e con la società di revisione 
contabile esterna, per quanto riguarda lo svolgimento dei relativi incarichi. 
Onestà, correttezza e buona fede. I destinatari del Codice Etico devono astenersi 
dallo svolgere attività che siano contrarie all’interesse della propria società, 
essendo consapevoli, che il perseguimento dell’interesse della stessa non potrà in 
alcun caso giustificare condotte contrarie ai principi del Codice Etico.  
I destinatari dovrebbe evitare, nella conduzione delle proprie attività, il 
verificarsi di situazioni nelle quali i soggetti coinvolti nelle transazioni siano, o 
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possano essere, in conflitto di interessi, intendendosi per conflitto di interessi la 
situazione nella quale il soggetto coinvolto persegua un interesse diverso da 
quello della propria società o compia attività che possano, comunque, interferire 
con la sua capacità di assumere decisioni nell’esclusivo interesse della società, o 
si avvantaggi personalmente di opportunità d’affari della stessa.  
Nell’ipotesi si verifichi un caso di conflitto d’interesse, i destinatari sono tenuti 
ad informare senza indugio il proprio responsabile o referente aziendale, 
conformandosi alle decisioni che saranno assunte in proposito. 
Diligenza e professionalità. Tutte le attività svolte devono essere condotte con il 
massimo impegno, diligenza e professionalità in uno spirito di rispetto e 
collaborazione reciproca.  
I destinatari devono svolgere le attività di loro spettanza con un impegno 
adeguato alle responsabilità ad essi affidate, tutelando in primis l’immagine e la 
reputazione della società. 
Riservatezza. Si deve assicurare la riservatezza delle informazioni in proprio 
possesso e deve astenersi dall’utilizzare dati riservati, salvo il caso di espressa e 
consapevole autorizzazione e, comunque, sempre nella osservando la 
legislazione vigente in materia di tutela dei dati personali.  
La comunicazione a terzi di informazioni riservate, è consentita solo per ragioni 
d’ufficio o professionali, e deve essere sempre espressamente dichiarato il 
carattere riservato dell’informazione e richiesta l’osservanza dell’obbligo di 
riservatezza al terzo. 
Nessun dipendente deve trarre vantaggi di alcun genere, diretti o indiretti, 
personali o patrimoniali, dall’utilizzo di informazioni riservate, né comunicare 
dette informazioni ad altri o raccomandare o indurre altri all’utilizzo delle stesse. 
La comunicazione a terzi delle informazioni può avvenire esclusivamente da 
parte di soggetti autorizzati e, in ogni caso, in conformità alle disposizioni 
previste dall’azienda di riferimento. 
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Bisogna altresì applicare adeguate politiche e procedure per la protezione delle 
informazioni. La riservatezza deve essere garantita, inoltre, attraverso adeguate 
misure di protezione dei dati aziendali custoditi su supporto informatico. 
I dipendenti sono pertanto tenuti a non trasmettere informazioni riservate a 
soggetti diversi da coloro che ne sono i destinatari, salvo se autorizzati del 
proprietario dell’informazione o per obbligo legale. Inoltre viene prescritta ai 
propri dipendenti la massima discrezione e l’adozione di misure di sicurezza 
adeguate a prevenire la divulgazione accidentale o l’uso inappropriato di 
un’informazione riservata. 
Fiducia reciproca. Si deve favorire l’istaurazione di rapporti basati su sulla 
fiducia reciproca e incoraggia il personale a proporre le proprie idee per il 
miglioramento dei processi aziendali in un’ottica di lungo termine. 
Generalmente il codice etico si compone di 6 parti: 
 la premessa: ove si evince qual è la visione da un punto di vista etico 
dell’azienda, ed evidenza quali sono i propri principi etici in base ai quali 
vengono perseguiti gli obiettivi aziendali;  
 l’ambito di applicazione ed i destinatari: si evidenziano la società ed i 
destinatari del Codice Etico; 
 le disposizioni generali: vengono indicati i valori, i principi etici ed i 
principi comportamentali ai quali l’azienda deve conformarsi;  
 rapporti interni: riguarda i rapporti che devono essere tenuti all’interno 
dell’azienda (ad esempio la tutela contro le molesti e la discriminazione in 
tutte le sue accezioni), e riguardo l’ambito salute e sicurezza sui luoghi di 
lavoro; 
 rapporti con i terzi: ossia in merito ai rapporti di fiducia, lealtà e 
correttezza con tutte le possibili controparti esterne all’azienda che si 
relazionano con essa (fornitori, clienti, istituzioni pubbliche, pubblica 
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amministrazione, autorità amministrative indipendenti); 
 disposizioni finali: afferenti alla diffusione del Codice Etico, violazione di 
quanto previsto, relative conseguenze sanzionatorie ed infine 
approvazione del Codice e relative modifiche successive in termini di 
aggiornamento. 
 
5. Il sistema di whistleblowing 
 
L’art. 54 bis1, d.lgs. 165/2001, inserito dall’art. 1, comma 51 della legge 
190/2012 (c.d. legge anticorruzione) introduce nel nostro ordinamento è uno 
strumento legale ideato e collaudato negli Stati Uniti e in Gran Bretagna per 
garantire un’informazione tempestiva in merito ad eventuali tipologie di rischio 
finalizzata a favorire l’emersione delle fattispecie di illecito all’interno dell’ 
impresa/ente pubblico/fondazione (frodi ai danni o ad opera dell’organizzazione, 
negligenze, illeciti, minacce). 
La ratio della norma è quella di evitare che il dipendente ometta di effettuare 
segnalazioni di illecito per il timore di subire conseguenze pregiudizievoli. Il 
termine deriva appunto da “whistleblower”, comunemente riferito al lavoratore 
che, nello svolgimento della propria attività, rilevata una possibile frode, un 
pericolo o un altro serio rischio che possa danneggiare clienti, colleghi, azionisti, 
il pubblico o la stessa reputazione dell’impresa/ente pubblico/fondazione, decide 
di segnalarla. Dall’esame della dottrina in materia si apprende che denunciare un 
illecito commesso in azienda viene definito giuridicamente whistleblowing 
(letteralmente “soffiata” e, per estensione, il whistleblower è chi usa il fischietto 
per denunciare abusi e disfunzioni in corso sotto i suoi occhi). 
A tal fine la norma garantisce la tutela del segnalante attraverso tre principi 
generali:  
 la tutela dell’anonimato;  
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 la previsione che la segnalazione è sottratta al diritto di accesso;  
 il divieto di discriminazione nei confronti del segnalante.  
Le tematiche legate a tale strumento sono di particolare interesse nell’ambito dei 
Modelli di organizzazione, gestione e controllo, in quanto il D.Lgs 231/2001 
dispone che “[...] in relazione all’estensione dei poteri delegati e al rischio di 
commissione dei reati, i Modelli di cui alla lettera a) del comma 1 devono 
rispondere alle seguenti esigenze: [...] prevedere obblighi di informazione nei 
confronti dell’Organismo deputato a vigilare sul funzionamento e l’osservanza 
dei Modelli [...]”22. Si possono distinguere le seguenti tipologie di 
whisteblowing: 
 interno all’azienda, laddove la segnalazione/informazione viene diretta: 
a) al proprio diretto superiore di pari livello o a un manager di livello 
più alto, in ipotesi di conflitto di interessi; 
b) ad appositi organismi interni all’azienda istituiti da una policy ad 
hoc o predisposti per questo fine specifico (si può pensare 
facilmente al Direttore delle Risorse Umane o al Responsabile della 
compliance aziendale); 
 esterno rispetto all’azienda, quando la segnalazione venga indirizzata: 
a) tramite denuncia a un ente regolatore esterno specifico per il 
determinato settore della società; 
b) alla polizia o all’autorità giudiziaria; 
c) ad un pubblico più ampio e ad organi di diffusione nazionale come 
i media. 
La diversificazione tra i vari tipi di whistleblowing concerne anche le modalità e 
le procedure di denuncia/segnalazione: 
 modalità aperta; 
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 DECRETO LEGISLATIVO 8 giugno 2001, n. 231. Gazzetta Ufficiale, 19 giugno, n. 140 
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 attraverso appositi canali confidenziali (che permettono di tenere l’identità 
del whistleblower conosciuta solamente al ricevente la segnalazione); 
 in forma anonima (che, pur riducendo il rischio di possibili ritorsioni, 
rende spesso difficili le indagini e può condurre comunque alla scoperta 
del “soffiatore”). 
In relazione a quanto detto, appare opportuno porre particolare attenzione alle 
parti e sezioni del Modello 231 che regolamentano i meccanismi di segnalazione 
e i flussi informativi, ed a valutare quanto sia efficace tale strumento. Nella 
pratica la reale capacità di prevenzione di un Modello di organizzazione, gestione 
e controllo è direttamente proporzionale all’efficacia del sistema di segnalazione 
e delle procedure che riguardano e disciplinano i flussi informativi verso 
l’Organismo di Vigilanza. Indici e segnalatori importanti dell’effettività del 
Modello appaiono il numero, la qualità e la frequenza delle segnalazioni 
all’Organismo di Vigilanza. 
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CAPITOLO TERZO 
L’adozione del D.Lgs. 231/2001 alle 
società calcistiche 
 
 
 
 
 
 
 
1. Il settore calcio: aspetti introduttivi 
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Il settore calcio rappresenta oggi un vero e proprio business, diventando 
l’industria calcio la quinta al mondo e la terza in Italia; occorre pensare a tutto 
ciò che muove il calcio: in primis diritti televisivi, sponsor, merchandising, 
scommesse sportive. Altri aspetti che possono sembrare meno rilevanti in termini 
economici afferisce a tutto ciò che riguarda i tifosi, che ogni domenica si recano 
negli stadi, utilizzando la rete dei trasporti pubblici, dormendo in alberghi, etc. Il 
mondo del calcio è composto oggi da attori ed interessi economici 
interdipendenti: i professionisti del calcio (atleti e tecnici), i tifosi e il pubblico 
sportivo, le organizzazioni sportive in senso stretto (società, Leghe e 
Federazioni), l’insieme degli investitori e l’indotto industriale di servizi e 
manifattura. Si consideri, tuttavia, che per i campionati professionistici in Italia il 
valore della produzione è di circa 3 miliardi di euro. In tal senso il calcio ormai è 
sempre più visto come un’industria, capace di coinvolgere interessi economici 
sempre più variegati, e sempre meno la ragion d’essere della sua nascita, ossia il 
gioco e lo sport. Il maggiore introito per le società calcistiche (soprattutto per le 
società italiane) è rappresentato oggi dai diritti televisivi; si pensi che in Italia, 
nella stagione 2014/15 i diritti televisivi ammontavano a più di 800 milioni di 
euro, mentre in Inghilterra superavano quasi di tre volte quelli italiani. Questo ci 
mostra come il ruolo delle televisioni nel finanziamento delle società di calcio 
professionistiche è diventato fondamentale per far quadrare i bilanci delle società 
calcistiche. In Italia l’incremento anno dopo anno dei diritti televisivi viene 
giustificato dalla sempre maggior competizione nel settore delle 
telecomunicazioni. Attualmente le società calcistiche di serie A non possono 
essere considerate delle vere e proprie imprese a differenza di altre società 
calcistiche europee. La fonte principale di ricavo per le italiane sono come detto i 
proventi derivanti dalla cessione dei diritti tv, i quali rappresentano circa il 60% 
delle entrate.  
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Figura 8 - Introiti diritti televisivi per i 5 maggiori campionati europei
23
 
 
Negli altri contesti europei, invece, la principale fonte di ricavo sono i proventi 
commerciali – ossia i ricavi provenienti da sponsorizzazioni e dal merchandising 
– mentre i diritti televisivi rappresentano soltanto il 30% delle entrate. Sul fronte 
dei costi la principale voce di spesa delle società di serie A sono le retribuzioni 
dei calciatori. Altro aspetto che rende le società italiane calcistiche meno 
competitive rispetto a quelle europee è la questione stadi. In Italia quasi tutti gli 
stadi delle società di A e di B, ad eccezione di 3 – 4 squadre, sono di proprietà 
pubblica. Le squadre di calcio utilizzano gli stadi di proprietà dei comuni a fronte 
di canoni di locazione che sempre più spesso sono integrati da accordi di 
compartecipazione per la suddivisione delle spese di manutenzione straordinaria 
degli impianti. Le società calcistiche europee (inglesi, tedesche etc.), costruendo 
stadi di proprietà, hanno incrementato gli introiti derivanti dalla vendita dei 
biglietti e tutto ciò che ruota attorno alla costruzione di uno stadio (es. centri 
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commerciali), hanno permesso alle società calcistiche europee un grande balzo in 
avanti in termini di ricavi e un rafforzamento dal punto di vista patrimoniale. 
L’evoluzione del settore calcio, essendo visto sempre più come un business, ha 
evidenziato un sorprendente incremento dei costi per la gestione di una squadra 
calcistica; in Italia infatti quasi tutte le società sono a conduzione familiare e la 
quadratura dei conti è dovuta spesso all’intervento dei vari presidenti azionisti 
che, mettendo mano al proprio portafoglio, coprono le perdite. Il mancato introito 
derivante dallo stadio di proprietà riduce le possibilità di finanziamento: infatti, il 
principale problema delle società di calcio italiane è trovare le fonti adeguate per 
raggiungere gli obiettivi prefissati; nel nostro Paese le società sono affidate ad 
un’azionista di maggioranza che è quindi costretto a continui aumenti di capitale, 
a titolo perciò di capitale di rischio, per coprire l’ingente passivo che la gestione 
di una squadra di calcio comporta. 
 
2. L’attività economica delle società calcistiche 
 
Il fine economico immediato di un’impresa è la produzione di remunerazioni 
monetarie e di altre connesse condizioni, per le persone componenti il soggetto 
economico. Fino al 1996, prima dell’emanazione del D.L. 485/9624, anno in cui 
le società calcistiche si siano trasformate in imprese a tutti gli effetti. – poteva 
esistere qualche dubbio circa il considerare le società di calcio come imprese, dal 
momento che le stesse erano gravate da tre vincoli: 
1) liquidazione del capitale in misura non superiore al valore nominale delle 
azioni; 
2) impossibilità di distribuire dividendi; 
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3) preventiva approvazione, da parte di un ente esterno, degli atti di straordinaria 
amministrazione, che mettevano in discussione il collegamento tra club calcistico 
e impresa.  
Dopo la riforma a seguito della “sentenza Bosman”, questi tre vincoli sono stati 
aboliti e in seguito i club calcistici possono essere considerati delle imprese in 
senso stretto. In definitiva, le società calcistiche possono essere inserite 
nell’ambito della tipologia istituto-impresa, poiché l’attività economica assume 
rilevanza originaria, anche se non mancano, come in qualsiasi istituto, fenomeni 
di ordine sociale o politico. Si può affermare, quindi, che a tutti gli effetti le 
società di calcio possono essere considerate delle imprese, dove oltre agli 
interessi economici convergono anche interessi di altra specie.  
Le imprese calcistiche possono far parte o meno di un gruppo aziendale; questo 
fa sì che cambiano sostanzialmente le decisioni che presiedono al 
comportamento delle società sportive indipendenti da quelle facenti parte di un 
gruppo, in quanto le imprese controllate devono soddisfare in modo efficace ed 
efficiente in termini prioritari le attese formulate dal soggetto economico del 
gruppo. Il soggetto economico valuta la convenienza a mantenere in vita 
l’impresa calcistica in base ad analisi e considerazioni che si discostano dai 
comuni requisiti dell’economicità aziendale che vale per le “normali” imprese. 
Le valutazioni vengono fatte in termini di benefici che l’impresa calcistica, in 
vario modo, è in grado di apportare al gruppo. Pertanto, è questo il motivo che 
giustifica, spesso, la partecipazione di società calcistiche, perennemente in 
perdita, ai rispettivi campionati. Per contro, le imprese calcistiche che vivono di 
forza propria e che non sono inserite in un gruppo devono soddisfare le tipiche 
condizioni dell’economicità aziendale, possibili solo in presenza di una gestione 
particolarmente attenta. Nell’attuale contesto italiano, le imprese calcistiche per 
continuare ad esistere necessitano di continue ricapitalizzazioni volte ad 
annullare gli effetti negativi prodotti dalla gestione. La mancata disponibilità 
degli azionisti a ripianare le perdite porta o al crollo dell’impresa dal mercato (es. 
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il fallimento del Parma Calcio del Marzo 2015) o alla sua continuazione in capo 
ad una nuova compagine proprietaria. 
L’allestimento dell’evento sportivo costituisce, nell’aspetto imprenditoriale, 
l’oggetto a cui è rivolta l’attività economica dell’impresa calcistica e di 
conseguenza la componente basilare, ma non esclusiva, del valore della 
produzione. I proventi derivanti dall’evento calcistico consentono vantaggi 
economici direttamente riconducibili all’allestimento dello spettacolo stesso o 
indiretti riguardo lo sfruttamento economico che esso in altro modo permette. I 
ricavi/introiti maggiormente rilevanti per una società calcistica sono: 
 incassi relativi alle gare disputate nei campionati di appartenenza o dalla 
partecipazione a competizioni sportive di altro tipo (ricavi tradizionali; 
 incassi relativi ai diritti televisivi; 
 incassi relativi  sponsorizzazioni; 
 incassi relativi merchandising; 
 l’attività di commercializzazione dei diritti alle prestazioni dei calciatori 
professionisti; 
 contributi erogati annualmente dalla Federazione alle società. 
Le società di calcio impiega, come tutte le altre imprese, capitali e risorse, umane 
e materiali e pertanto sostiene dei costi nello svolgere la propria attività 
economica; le principali voci di costo sono: 
 compensi agli atleti e le somme spettanti alle società da cui provengono i 
nuovi calciatori. 
 minusvalenze che seguono la cessione dei calciatori e dalle quote di 
ammortamento del “diritto alle prestazioni sportive”. 
 i costi del personale legato e non alla struttura tecnica 
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Così come ogni impresa ha una sua impostazione imprenditoriale (o formula) che 
dipende dalla sua storia e dalle scelte effettuate nel corso dell’esistenza, anche le 
società calcistiche hanno la propria formula imprenditoriale che comprende le 
seguenti variabili: 
 il sistema competitivo 
 il sistema di prodotto 
 la struttura 
 il sistema degli attori sociali 
 le prospettive offerte e/o i contributi richiesti25. 
 
 
Figura 9 La formula imprenditoriale dell'impresa
26
 
 
Il sistema competitivo è inteso secondo il modello della concorrenza allargata 
proposto da Porter, cosicché vi sono ricompresi oltre alle aziende rivali, le 
aziende clienti, le aziende fornitrici, i potenziali nuovi entranti e le aziende 
offerenti prodotti sostitutivi (Figura 10). Per quanto riguarda i concorrenti diretti, 
nel settore calcistico, essi sono riconducibili alle altre squadre che competono per 
il raggiungimento di un determinato obiettivo più o meno prestigioso. La 
concorrenza nel settore calcistico avviene tra le squadre di club, in ambito 
                                                          
25 V. Coda, La Valutazione della formula imprenditoriale, in “Sviluppo e Organizzazione”, n. 82, marzo-aprile 1984, 
pagg. 7-21. 
26
 Coda, op.cit. 
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nazionale, ma anche europeo, ove la competizione è molto forte. Legato 
all’aspetto della concorrenza vi è una particolarità riguardo il settore calcistico; 
se nella maggior parte delle industrie i concorrenti sono di norma beneficiati 
dalla scomparsa di un competitore, nelle competizioni calcistiche l’esistenza di 
un numero minimo di concorrenti è addirittura condizione necessaria per 
l’esistenza dell’industria stessa27.  
Per ciò che riguarda gli acquirenti ed i fornitori, il settore calcistico è 
caratterizzato da una peculiarità; infatti, astraendo dai fornitori di materiale 
tecnico e dagli acquirenti dello spettacolo calcistico intesi come spettatori 
paganti, i fornitori e gli acquirenti dei fattori fondamentali (i calciatori) sono le 
stesse squadre che competono tra di loro. I potenziali nuovi entranti sono 
rappresentati da quelle squadre che attuano spostamenti di obiettivi da più 
prestigiosi a meno prestigiosi e viceversa. I prodotti sostitutivi sono rappresentati 
sia dagli sport alternativi che possono spostare a loro favore l’attenzione degli 
sportivi, sia dalle altre attività ricreative quali il cinema o il teatro. 
Il secondo elemento della strategia competitiva è costituito dal sistema di 
prodotto, che nelle società di calcio è rappresentato dall’organizzazione di 
spettacoli calcistici. Il calcio può essere considerato un’industria sui generis, per 
la particolarità del prodotto che questa offre sul mercato: un prodotto unico, 
soggettivo ed intangibile. 
 Il termine struttura è inteso in senso lato, così da ricomprendervi non solo la 
struttura organizzativa ed i meccanismi operativi ma anche tutte le risorse 
costituenti il patrimonio tecnologico, commerciale, direzionale ed economico-
finanziario della società. Nella realtà dei club calcistici prevalgono 
indiscutibilmente le risorse umane, intese non solo come fattori produttivi, ma 
anche come know-how posseduto dai dirigenti che effettuano le scelte e 
prendono le decisioni, che hanno un’importanza cruciale per il raggiungimento 
della finalità aziendale. La strategia competitiva cerca di spiegare il rapporto tra 
le risorse disponibili per la società, i suoi obiettivi e la sua performance.  
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 L. A. Bianchi-D. Corrado, I bilanci delle società di calcio. Le ragioni di una crisi, Egea, Milano2004, pag. 4. 
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La quarta variabile della formula imprenditoriale è il sistema degli attori sociali. 
Con tale espressione ci si riferisce ai detentori di interessi coinvolti nell’esercizio 
dell’impresa estranei al sistema competitivo. Essi ripongono delle aspettative 
sull’impresa ed hanno il potere di influire sulla vita stessa del club. 
Infine, l’ultimo aspetto da indagare è costituito dalla proposta progettuale che 
l’impresa calcistica rivolge alle forze sociali coinvolte nella realizzazione della 
proposta stessa, offrendo determinate prospettive e richiedendo determinati 
contributi o consensi. 
In sintesi, si può asserire che la struttura determina il sistema di prodotto (il 
patrimonio umano e le conoscenze possedute determinano l’offerta di spettacolo 
calcistico), il quale, a sua volta, mentre concorre a plasmare il sistema 
competitivo, consente all’impresa di ritagliarvi il suo spazio operativo. Dal 
sistema competitivo, poi, la struttura riceve continui flussi informativi, che ne 
stimolano gli adattamenti di breve e di lungo periodo, nonché i flussi di risorse 
rappresentanti i corrispettivi degli scambi che intrattiene con il sistema stesso 
(incassi da gare, abbonamenti, diritti televisivi, sponsorizzazioni, merchandising 
e così via). Infine possiamo concludere dicendo che l’elemento cruciale al fine 
del raggiungimento dei suddetti traguardi è costituito da una efficace ed accorta 
programmazione della gestione, che rappresenta uno dei principali fattori critici 
di successo nelle società di calcio come peraltro nelle imprese in generale. 
 
3. L’applicazione dei Modelli di 
organizzazione, gestione e controllo nelle 
società di calcio 
 
Partendo dall’affermazione che le società sportive professionistiche devono 
necessariamente essere delle società di capitali, anche le Società di calcio, 
pertanto, devono essere costituite come società di capitali, ed in quanto tali 
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risultano sottoposte anche alla disciplina del D.Lgs 231/01 sulla responsabilità 
amministrativa delle persone giuridiche. Sebbene la normativa sia in vigore da 
svariati anni, le società di calcio si sono avvicinante solo negli ultimi anni alla 
concreta applicazione dei modelli di organizzazione, di gestione e controllo nella 
prevenzione dei reati. L’obiettivo da perseguire, dunque, è quello di far sì che le 
società, i loro tesserati e tutti gli altri soggetti ad esse collegati operino secondo 
un sistema di protocolli e procedure volto a minimizzare il rischio di illeciti, in 
modo tale da garantire il rispetto della legalità e della correttezza sia in ambito 
sportivo in generale, che nello svolgimento delle varie competizioni in 
particolare. 
L’avvio ad una concreta applicazione dei modelli organizzativi 231 per le società 
calcistiche di serie A è stata data dall’ Art 7 dello Statuto della FIGC 
(Federazione Italiana Giuoco Calcio”, il quale dice: “Il Consiglio Federale emana 
le norme necessarie e vigila affinché le società che partecipano a campionati 
nazionali adottino modelli di organizzazione, gestione e controllo idonei a 
prevenire il compimento di atti contrari ai principi di lealtà, correttezza e probità 
in ogni rapporto. I predetti modelli, tenuto conto della dimensione della società e 
del livello agonistico in cui si colloca, devono prevedere: 
a) Misure misure idonee a garantire lo svolgimento dell’attività sportiva nel 
rispetto della legge e dell’ordinamento sportivo, nonché a rilevare 
tempestivamente situazioni di rischio; 
b) l’adozione di un «codice etico»,17 di specifiche procedure per le fasi 
decisionali sia di tipo amministrativo che di tipo tecnico-sportivo, nonché 
i adeguati meccanismi di controllo; 
c) l’adozione di un incisivo sistema disciplinare interno idoneo a sanzionare 
il mancato rispetto delle misure indicate nel modello; 
d) la nomina di un organismo di garanzia «c.d di vigilanza», composto di 
persone di massima indipendenza e professionalità e dotato di autonomi 
95 
 
poteri di iniziativa e controllo, incaricato di vigilare sul funzionamento e 
l’osservanza dei modelli e di curare il loro aggiornamento.”28  
Tuttavia si sottolinea che il diritto calcistico aveva in un certo senso anticipato, 
nell’ordinamento sportivo, quel sistema di responsabilità della persona giuridica 
regolato nell’ordinamento statale con l’emanazione del D.lgs. 231/2001. Infatti il 
concetto di responsabilità dell’ente – nel caso di specie delle società sportive 
affiliate alla FIGC – per le condotte ascritte alle persone fisiche che agiscono 
nell’interesse del medesimo è un cardine fondamentale delle norme di diritto 
calcistico ed un concetto consolidato da tempo nella giustizia sportiva. In tal 
senso il Codice di Giustizia Sportiva prevede che le società: 
 rispondano direttamente dell’operato di chi le rappresenta, anche per 
singole questioni, ai sensi delle norme federali; 
 rispondano oggettivamente, ai fini disciplinari, dell’operato dei dirigenti, 
dei tesserati, dei soci e non soci cui è riconducibile, direttamente o 
indirettamente, il controllo delle società stesse, nonché di coloro che 
svolgono qualsiasi attività all’interno o nell’interesse della società stessa o 
comunque rilevante per l’ordinamento federale; 
 rispondano oggettivamente anche dell’operato e del comportamento delle 
persone comunque addette a servizi della società e dei propri sostenitori, 
sia sul proprio campo, intendendosi per tale anche l’eventuale campo 
neutro, sia su quello delle società ospitanti, fatti salvi i doveri di queste 
ultime; 
 siano responsabili dell’ordine e della sicurezza prima, durante e dopo lo 
svolgimento della gara, sia all’interno del proprio impianto sportivo, sia 
nelle aree esterne immediatamente adiacenti. La mancata richiesta della 
forza pubblica comporta, in ogni caso, un aggravamento delle sanzioni; 
 siano presunte responsabili degli illeciti sportivi commessi a loro 
vantaggio da persone a esse estranee. La responsabilità è esclusa quando 
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 http://www.figc.it/it/86/3827/Norme.shtml 
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risulti o vi sia un ragionevole dubbio che la società non abbia partecipato 
all’illecito o lo abbia ignorato; 
 rispondano della presenza di sostanze proibite dalle norme antidoping in 
luoghi o locali nella propria disponibilità, a titolo di possesso come 
definito e disciplinato dalla normativa antidoping del Comitato Olimpico 
Nazionale Italiano (di seguito CONI). 
In questi casi si parla di responsabilità oggettiva della società calcistica, ove è 
sufficiente che la persona fisica sia tesserata o ricopra una posizione apicale dalla 
quale derivino poteri di rappresentanza e che compia determinati tipi di condotte 
previsti espressamente dall’ordinamento sportivo, affinché la società stessa ne 
risponda, a prescindere da qualsivoglia profilo di dolo o colpa. Come nel caso del 
D.lgs. 231/2001 anche il Codice di Giustizia Sportiva prevede delle circostanze 
che costituiscano delle esimenti o delle attenuanti alla responsabilità oggettiva 
delle società in caso di comportamenti illeciti tenuti dai sostenitori delle società. 
L’art. 13 del CGS cita: 
1. “La società non risponde per i comportamenti tenuti dai propri sostenitori 
in violazione degli articoli 11 e 12 se ricorrono congiuntamente tre delle 
seguenti circostanze: 
a) la società ha adottato ed efficacemente attuato, prima del fatto, 
modelli di organizzazione e di gestione della società idonei a 
prevenire comportamenti della specie di quelli verificatisi, avendo 
impiegato risorse finanziarie ed umane adeguate allo scopo; 
b) la società ha concretamente cooperato con le forze dell’ordine e le 
altre autorità competenti per l’adozione di misure atte a prevenire 
i fatti violenti o discriminatori e per identificare i propri 
sostenitori responsabili delle violazioni; 
c) al momento del fatto, la società ha immediatamente agito per 
rimuovere disegni, scritte, simboli, emblemi o simili, o per far 
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cessare i cori e le altre manifestazioni di violenza o di 
discriminazione; 
d) altri sostenitori hanno chiaramente manifestato nel corso della 
gara stessa, con condotte espressive di correttezza sportiva, la 
propria dissociazione da tali comportamenti; 
e) non vi è stata omessa o insufficiente prevenzione e vigilanza da 
parte della società. La responsabilità della società per i 
comportamenti tenuti dai propri sostenitori in violazione degli 
articoli 11 e 12 è attenuata se la società prova la sussistenza di 
alcune delle circostanze elencate nel precedente comma. 
2. La responsabilità della società per i comportamenti tenuti dai propri 
sostenitori in violazione degli articoli 9 bis e 10 è attenuata se la società 
prova la sussistenza delle circostanze elencate nel precedente comma 1, 
alle lettere b), c) ed e)”29. 
L’aver adottato ed efficacemente attuato un modello 231 non esonera comunque 
le società calcistiche dalla responsabilità oggettiva nei casi di illeciti sportivi 
commessi dai propri dipendenti; in tal senso potrebbe comunque comportare una 
mitigazione della pena a favore della società da parte degli organi di giustizia 
sportiva.  
In conclusione possiamo affermare che le società di calcio professionistiche 
hanno intrapreso un percorso di crescita organizzativa in ottica manageriale e, 
pertanto, l’aspetto sportivo deve coesistere ed integrarsi, all’interno di una 
società di calcio, con l’aspetto meramente aziendale e per far ciò devono essere 
ben chiari e formalizzati ruoli, procedure, processi e responsabilità di ciascuna 
area. È necessario, quindi, che anche le società calcistiche, in linea con la crescita 
reale e potenziale del business calcistico adottino non solo modelli di 
organizzazione, gestione e controllo efficaci ed efficienti, seguendo i dettami del 
D.lgs. 231/2001, ma anche codici etici, capaci di apportare e diffondere i valori e 
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fornire garanzie oggettive sul comportamento societario a tutela di tutti i soggetti 
interessati. Agendo in tal senso, i club professionistici potranno cogliere 
opportunità in termini di rafforzamento di immagine sociale, raggiungimento di 
obiettivi di business, miglioramento della gestione e dei risultati sportivi. 
 
 
 
4. Le maggiori aree a rischio reati 231 per le 
società calcistiche 
 
Come detto nel primo capitolo, il D.Lgs. 231/2001 prevede un novero di reati dal 
cui compimento è fatta derivare la responsabilità amministrativa dell’ente. 
Di seguito possiamo elencare quali sono le maggiori aree a rischio reato 
riguardanti le società calcistiche: 
 reati societari (art. 25 ter): formazione dei dati contabili da esporre nelle 
comunicazioni sociali e al mercato (ad esempio compravendita di 
giocatori e c.d. plusvalenze incrociate, con conseguente falsa valutazioni 
dei calciatori); gestione dei flussi informativi verso gli organi di controllo 
interni, la società di revisione e le Autorità di Vigilanza; 
 percezione e destinazione di fondi pubblici (art. 24): gestione dei rapporti 
con soggetti pubblici, Stato, Comunità Europea, Enti pubblici (ad 
esempio CONI, FIGC, Credito Sportivo) diretti alla ricezione di risorse 
finanziarie, quali contributi, sponsorizzazioni o sovvenzioni e 
conseguente utilizzo e destinazione delle risorse ricevute: ad esempio 
l’induzione in errore della FIGC nell’erogazione di una sovvenzione, 
mediante la presentazione di un bilancio falso); 
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 reati di corruzione (art. 25), come ad esempio la gestione dei rapporti con 
la Pubblica amministrazione (di seguito PA) in particolare, con le forze 
dell’ordine, con gli organi federali e con le amministrazioni locali. 
Attività connesse a procedure di concessione di appalti o servizi (ad 
esempio vicenda concernente gara d’appalto per attività connessa alla 
gestione dello stadio),31 ottenimento di licenze e procedure di 
verifiche/ispezioni sull’adempimento di attività connesse (ad esempio 
sicurezza stadio); 
 reati colposi con violazione della disciplina antinfortunistica (art. 25 
septies): attività connesse alla tutela della sicurezza e della salute dei 
dipendenti (giocatori, steward, tecnici) nell’ambito delle strutture di 
proprietà o in uso alla società: ad esempio la condanna di un allenatore 
per la morte di un giocatore cagionata dalla caduta di una porta montata 
senza le dovute precauzioni); 
 reati di riciclaggio, ricettazione e impiego di denaro di provenienza 
illecita (art. 25 octies): rapporti con i fornitori e con gli sponsor; gestione 
degli introiti finanziari, della cassa dello stadio, del reparto acquisti e 
delle relazioni con soggetti a rischio; 
 abusi di mercato (art. 25 sexies): gestione delle informazioni societarie 
c.d. price sensitive, operazioni su azioni e quote sociali; 
 falsità in monete (art. 25 bis): gestione attività connesse alla ricezione di 
pagamenti, in particolare, relative alla biglietteria dello Stadio (ad 
esempio, spendita di monete contraffatte ricevute come pagamento). 
Le attività che possono essere considerate a rischio reato da tutte le società 
sportive riguardano la gestione delle sponsorizzazioni, della pubblicità, delle 
iniziative commerciali in genere e della relativa contrattualistica collegata, oltre 
che la gestione di omaggi e di opere di beneficienza. 
Queste attività sono universalmente considerate come sensibili in quanto 
storicamente si prestano a comportamenti fraudolenti finalizzati ad ottenere 
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vantaggi di varia natura sia per i dipendenti interessati nel processo, sia per le 
società stesse. È interesse delle società quindi «proceduralizzare» al meglio tali 
attività per limitare il più possibile il campo della discrezionalità degli agenti, 
soprattutto nei processi sensibili, e per evitare di incorrere in responsabilità 
amministrativa derivante da reati commessi dagli agenti stessi. Sono altresì 
ritenute a rischio dalla maggior parte delle società la gestione del personale, delle 
consulenze esterne, degli incassi e dei pagamenti, degli approvvigionamenti, dei 
rimborsi spese, dei costi di trasferta, delle carte di credito aziendali e delle spese 
di rappresentanza, la richiesta di finanziamenti e contributi, la gestione dei 
rapporti con la PA e gli adempimenti fiscali, contabili ed amministrativo 
gestionali, come anche gli adempimenti verso soci, sindaci, revisori, organismi di 
controllo e di vigilanza, compresi gli organismi sportivi. 
Ci sono infine attività che potrebbero essere valutate a rischio reato come lo 
scouting, la gestione delle scuole calcio, la compravendita dei calciatori, la 
gestione delle pratiche legali ed assicurative, la gestione dei conflitti di interesse 
e la gestione del magazzino.  
Le motivazioni che stanno dietro all’adozione di un modello organizzativo per 
una società calcistica si devono comunque ricercare nella sfera etica e di 
immagine. È quindi configurabile come un atto di responsabilità sociale dotarsi 
dei modelli precedentemente descritti. In tal senso la protezione da 
comportamenti scorretti si intreccia con una forte identità che la società crea 
verso l’interno, ma soprattutto verso l’esterno. Chiaramente anche le 
raccomandazioni statutarie della FIGC e la maggior severità della giustizia 
sportiva rispetto alla giustizia penale hanno fatto propendere alcune società ad 
uniformarsi a quanto previsto dal D.lgs. 231/2001. 
 
5. Il Modello di organizzazione, gestione e 
controllo in Juventus Football Club SpA 
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Come affermato precedentemente, le società sportive professionistiche devono 
necessariamente essere delle società di capitali ed in quanto tali risultano 
sottoposte anche alla disciplina del D.Lgs 231/01 sulla responsabilità 
amministrativa delle persone giuridiche. Juventus Football Club SpA nel Giugno 
del 2006, successivamente allo scandalo di calciopoli che ha coinvolto il calcio 
italiano (compresa la società Juventus), ha ritenuto opportuno e dunque deciso di 
adottare un Modello di organizzazione, gestione e controllo ai sensi del D.Lgs. 
231/2001, al fine di garantire non solo che gli strumenti di governo adottati siano 
idonei a prevenire la commissione dei reati, nonché la trasparenza e correttezza 
nella gestione delle attività aziendali. Juventus SpA ha costantemente, nel corso 
degli anni, aggiornato il modello 231 garantendo così l’efficacia dello stesso, alla 
luce dei mutamenti organizzativi e di business della società nel corso del tempo, 
rispetto a delle modifiche intervenute al D.Lgs. 231/2001, o a possibili criticità 
emerse nell’applicazione del modello. In questo modo la società, grazie 
all’aggiornamento del modello, è riuscita a tutelarsi nei casi di nuove fattispecie 
di reati previsti dalla normativa, di possibili fatti societari occorsi o di eventuali 
rischi individuati e rilevanti ai fini della normativa. Dunque possiamo affermare 
che l’obiettivo principale dell’adozione del modello di organizzazione, gestione e 
controllo in Juventus è quello di rafforzare e migliorare il sistema di controllo 
interno della società, arginando in maniera significativa il rischio di commissione 
dei reati previsti dalla normativa e di beneficiare, ove necessario, dell’esimente 
prevista dalle disposizioni del D.Lgs. 231/2001. Il Modello 231 in breve ha 
pertanto la funzione di: 
 individuare le attività svolte dalle singole funzioni aziendali, le quali 
possono comportare un rischio reato ai sensi del decreto; 
 individuare e valutare i rischi potenziali legati alla commissione dei reati 
nello svolgimento delle attività aziendali svolte, del business in cui opera 
l’azienda; 
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 valutare il sistema di controlli posti in essere preventivamente, al fine di 
ridurre al minimo il rischio di commissione dei reati ad un livello 
accettabile (risk tolerance); 
 implementare un sistema di regole che definiscano stili di comportamenti 
generali  (Codice Etico) e specifici (procedure organizzative) al fine di 
disciplinare le attività aziendali maggiormente “sensibili”; 
 definire un sistema di deleghe e procure (poteri autorizzativi e di firma), 
che possano garantire una trasparente e precisa rappresentazione dei ruoli 
all’interno dell’azienda ai fini della formazione e di attuazione delle 
decisioni; 
 l’implementazione di un sistema di controllo che sia in grado di 
individuare e segnalare tempestivamente l’insorgere di situazioni di 
criticità generale e/o particolare; 
 definire un sistema di comunicazione e formazione per il personale al fine 
di pubblicizzare all’interno della società del Codice Etico, dei poteri 
autorizzativi, dell’organigramma aziendale, delle procedure aziendali e di 
altri flussi informativi utili al fine di rendere trasparente l'attività aziendale 
svolta; 
 l’attribuzione ad un Organo di Vigilanza al fine di supervisionare e fare in 
modo che il Modello sia reamente efficace  e aggiornato durante lo 
svolgimento dell’attività aziendale; 
 determinare un sistema sanzionatorio al fine di far rispettare tutte le 
disposizioni previste dal Codice Etico, dalle procedure previste dal 
Modello. 
Il modello si compone di: 
 parte generale 
 parte speciale 
 Codice Etico 
 regolamento dell’Organismo di Vigilanza 
 composizione dell’Organismo di Vigilanza 
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 Organigramma 
 sistema di deleghe e procure 
 procedure aziendali 
 sistema sanzionatorio 
Da un punto di vista operativo, al fine di implementare / aggiornare il modello 
231 in Juventus SpA, è stato necessario: 
 eseguire la mappatura dei processi “sensibili” a rischio 231, al fine di 
identificare quelle a rischio reato (potenziale); 
 aggiornare il Codice Etico della società; 
 valutare e modificare, ove necessario, il sistema di deleghe e procure 
 identificare le procedure aziendali e, ove necessario, integrare ove 
carenti rispetto al Decreto; 
 introdurre specifiche clausole contrattuali da applicare a terzi, al fine di 
tutelare la Società. 
 
5.1 Processi “sensibili” in Juventus 
 
I processi sensibili
30
 sono quelli potenzialmente soggetti ad attività a rischio reato 
secondo il D.Lgs. 231/2001. In Juventus, data l’attività aziendale svolta, i rischi 
di commissione di reati sono stati focalizzati principalmente negli articoli: 
 24 e 25 – reati contro il patrimonio della Pubblica Amministrazione; 
 25 – reati contro la Pubblica Amministrazione; 
 24 bis – delitti informatici e trattamento illeciti dei dati; 
 24 ter – reati associativi; 
 25 bis - reati di falsità in strumenti o segni di riconoscimento; 
 25 ter – reati societari; 
 25 sexies – reati di manipolazione informativa ed operativa; 
 25 septies – reati in materia di salute e sicurezza sul lavoro; 
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 25 octies – ricettazione, riciclaggio e impiego di utilità illecite; 
 25 novies – delitti in materia di violazioni del diritto d’autore; 
 25 undecies – reati ambientali. 
Ai fini di una maggior dettaglio e chiarezza sull’attività svolta, elenchiamo di 
seguito alcuni dei principali processi sensibili in Juventus relativi agli articoli del 
Decreto 231 applicabili alla sua realtà.  
Relativamente agli articoli 24 e 25 citati del Decreto alcuni dei principali 
processi sensibili maggiormente a rischio sono: 
 la gestione dei rapporti e degli adempimenti nei confronti degli organismi 
sportivi nazionali ed internazionali (e.g. la gestione degli adempimenti in 
materia sportiva, l’iter per l’ottenimento delle licenze UEFA, il processo 
per il deposito dei contratti di prestazione sportiva dei giocatori, la 
procedura di iscrizione ai vari campionati/competizioni internazionali); 
 la gestione dei rapporti e degli adempimenti in materia tributaria, 
giudiziale, amministrativa, previdenziale; 
 la gestione dei rapporti con la Consob ed altre autorità di vigilanza; 
 la gestione della tesoreria, incassi e pagamenti; 
 la gestione dei tesseramenti dei calciatori; 
 la gestione degli investimenti immobiliari; 
Riguardo invece agli art 25 ter e 25 sexies del D.Lgs. 231/2001 si possono 
annoverare come processi sensibili maggiormente a rischio: 
 il processo di redazione del bilancio annuale ed infra-annuale; 
 la tenuta della contabilità così come previsto dalla legge; 
 la gestione delle informazioni privilegiate; 
 la gestione delle operazioni legate agli strumenti finanziari; 
 la gestione delle operazioni straordinarie; 
 gli adempimenti verso i soci, revisori e organismi di controllo;  
 la gestione delle operazioni con parti correlate.    
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Juventus, ed in particolare gli organi sociali, i dirigenti, i dipendenti, dunque si 
impegnano nel rispettare i divieti su citati, tenendo un comportamento corretto e 
trasparente, nel rispetto delle norme di legge e delle procedure aziendali definite 
internamente, ai fini della redazione del bilancio, fornendo in tal modo 
un’informazione chiara, veritiera e corretta della situazione patrimoniale, 
economica e finanziaria della società ai soci ed ai terzi. 
In merito agli articoli 25 bis, septies, octies novies restanti i principali processi 
sensibili sono: 
 la gestione degli adempimenti riguardo gli ambiti salute e sicurezza dei 
luoghi di lavoro e degli impianti sportivi; 
 l’approvvigionamento di beni e servizi e il conferimento di incarichi di 
consulenza; 
 la gestione degli investimenti; 
 la gestione dei rimborsi spese a dipendenti e collaboratori (compresa la 
gestione delle carte di credito aziendali); 
 la gestione dei finanziamenti; 
 la vendita e gestione delle sponsorizzazioni, diritti pubblicitari e diritti 
radiotelevisivi; 
 gestione ed organizzazione degli eventi, in particolare dell’evento 
partita; 
 gestione e sviluppo di iniziative commerciali; 
 gestione ed organizzazione degli eventi; 
 gestione e caratterizzazione dei rifiuti (e.g. rifiuti sanitari); 
 gestione e manutenzione dei campi e delle strutture di proprietà o in uso 
alla società Juventus. 
 
5.2 Diffusione del modello all’interno della società.   
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Al fine di rendere efficace l’attuazione del modello, è necessario che questo 
vengo diffuso e condiviso sia all’interno dell’organizzazione aziendale, sia 
all’esterno nei confronti dei terzi coinvolti che svolgono un’attività all’interno 
della società Juventus S.p.A. che potrebbe commettere uno o più reati previsti dal 
Decreto a vantaggio o nell’interesse della Società. Fondamentale è l’attività di 
comunicazione e formazione che la Società pone in essere al fine di rendere 
consapevoli i destinatari delle disposizioni aziendali da rispettare, e dei 
comportamenti eticamente corretti ai quali si devono ispirare guidati dalle norme 
previste dal Codice Etico societario. In primis, è l’Organismo di Vigilanza ha il 
compito di promuovere e porre in essere iniziative utili alla conoscenza e 
comprensione del modello, al fine di formare e sensibilizzare il personale 
sull’osservanza dei principi contenuti all’interno dello stesso. Successivamente, 
l’onere di diffondere il modello, in modo maggiormente operativo, è in capo alle 
varie funzioni aziendali, sempre comunque supportate e supervisionate da parte 
dell’Organismo di Vigilanza. Gli “strumenti” utilizzati ai fini della diffusione del 
modello all’interno della società sono: 
1) affissione in bacheca del modello, corredato dal Codice Etico; 
2) email inviata a tutto il personale con indicazioni dei contenuti del 
Decreto, corredata da una copia del Codice Etico; 
3) inserimento del modello nei sistemi informativi aziendali (intranet). 
 
5.3 Codice Etico 
 
Il Codice Etico, secondo quanto definito da Confindustria è un documento 
ufficiale dell’ente che contiene l’insieme dei diritti, dei doveri e delle 
responsabilità dell’ente nei confronti dei portatori di interesse. Il Codice Etico 
dunque rappresenta dei principi di condotta indirizzati a tutti i dipendenti, al fine 
di promuovere o evitare determinati comportamenti e può altresì prevedere delle 
sanzioni in caso di inottemperanza rispetto ai principi previsti. Il Codice Etico 
della società Juventus S.p.A., come premessa, sottolinea la sua ragion d’essere ed 
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i suoi obiettivi primari: “Il primo fondamentale scopo per la Società è dare ai 
propri sostenitori le più ampie soddisfazioni sportive. Questa finalità deve essere 
perseguita promuovendo l’etica sportiva e sapendo conciliare la dimensione 
professionista ed economica del calcio con la sua valenza etica e sociale, 
mantenendo nel tempo uni stile di condotta consono alla propria tradizione nel 
rispetto, appunto die propri sostenitori, e più in generale, di tutti gli sportivi. La 
Juventus ha inoltre, la finalità di creare valore per gli azionisti attraverso la 
valorizzazione del proprio brand, il mantenimento di una organizzazione 
sportiva di livello tecnico eccellente, lo studio e la realizzazione di progetti di 
diversificazione di attività”31. Il Codice Etico indica in primis chi sono i 
destinatari dello stesso e le modalità con le quali è possibile consultarlo. 
Successivamente indichiamo brevemente gli ambiti disciplinati dal Codice: 
o principi generali da rispettare nello svolgimento dell’attività (imparzialità, 
trasparenza e completezza nell’informazione, correttezza nei casi di 
potenziali conflitti di interessi); 
o rapporti tra i dipendenti (politica adottato nei confronti del personale e 
principi specifici riferiti al settore giovanile); 
o rapporti gerarchici all’interno della società (devono essere sempre 
orientati alla lealtà e correttezza); 
o salute, Sicurezza sul lavoro e ambiente; 
o rapporti con la Pubblica Amministrazione; 
o autorità giudiziaria e autorità di vigilanza, specificando che Juventus 
opera in modo lecito e corretto collaborando con l’autorità giudiziaria; 
o rapporti con clienti, fornitori e collaboratori, basati su criteri di fiducia, 
qualità competitività e professionalità e rispetto delle regole di una leale 
concorrenza; 
o trasparenza della contabilità e controlli interni, diffondendo a tutti i livelli 
una cultura orientata all’esercizio del controllo, e al contributo positivo 
che i controlli interni apportano al miglioramento dell’efficienza; 
o abuso di informazioni privilegiate, il c.d. Insider Trading; 
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 Estratto del Codice Etico di Juventus S.p.A. 
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o protezione del patrimonio della società; 
o prevenzione dei reati e modello organizzativo interno, sottolineando che 
tutti i collaboratori della Società, nello svolgimento delle proprie 
mansioni, non pongano in essere comportamenti illeciti costituenti i reati 
previsti dal D.Lgs. 231/2001; 
o regole di condotta nello svolgimento dell’attività sportiva.         
Il Codice Etico spesso viene scisso rispetto al Modello 231, in quanto rappresenta 
uno strumento adottato da parte delle aziende allo scopo di esprimere dei principi 
di “deontologia aziendale” che devono essere osservati da parte di tutti i 
dipendenti mentre il Modello risponde a specifiche prescrizioni contenute nel 
D.lgs 231/2001, finalizzate a prevenire la commissione dei reati e degli illeciti 
per fatti che, commessi apparentemente nell’interesse o a vantaggio dell’azienda, 
possono comportare una responsabilità amministrativa in base alle disposizioni 
del Decreto medesimo. Nel caso di Juventus il Codice Etico viene allegato al 
modello generale di organizzazione, gestione e controllo. 
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Conclusioni 
 
Il D.lgs. 231/2001, pur non esistendo un assetto organizzativo ideale, nel fissare 
fattispecie di reato cui collegare una responsabilità amministrativa dell’ente 
sociale e, soprattutto, nel prevedere precise condizioni di esenzione di tale 
imputazione, ha dato una violenta accelerata alla modernizzazione 
dell’organizzazione gestionale delle società. Queste, infatti, nell’approntare tutte 
le procedure e gli atti previsti dalle norme, hanno dovuto ripensare in gran parte 
l’intero sistema gestionale, passando attraverso le tre fasi dell’analisi, della 
progettazione e dell’applicazione. Grazie all’adozione dei modelli 231, le società 
hanno dovuto fare uno screening completo, analizzando le situazioni di criticità 
di gestione ed i rischi, hanno dovuto trovare dei correttivi, formalizzandoli nel 
modello organizzativo, hanno dovuto determinare rispetto a tutti gli interlocutori, 
una nuova cultura organizzativa, finalizzata al rispetto delle procedure e di alcuni 
principi base, come la trasparenza, la documentabilità delle attività e la netta 
divisione tra i ruoli meramente operativi e quelli incaricati al controllo. Le 
società sportive, pertanto, possono fare adottare ed attuare nuovi modelli 
organizzativi e di gestione, gradatamente, integrando la dimensione sportiva con 
quella manageriale, sviluppando un’adeguata cultura capace di adottare strategie 
innovative. Si pensi all’emergere di manager sempre più professionali e preparati 
ed alla strutturazione e lo sviluppo di nuove aree, tipiche di rischio del settore 
calcistico, quali gli acquisti e le cessioni dei diritti dei calciatori, i contratti di 
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sponsorizzazione e di gestione dei diritti di immagine, marketing, relazioni 
esterne, gestione stadi, gestione finanziaria etc.. 
La condivisione delle informazioni, la trasparenza, la collaborazione e la fiducia 
reciproca tra tutti gli interpreti della gestione societaria devono connotare 
fortemente ogni ipotesi organizzativa, in quanto l’ambiente sportivo deve essere 
basato sui due pilastri, motivazionale l’uno, di controllo l’altro, a livello 
individuale e sociale. 
L’applicazione del D.lgs. 231/2001 da parte delle società rappresenta un tema di 
stretta attualità ed un elemento centrale nelle strategie societarie, visto che un 
modello efficiente è destinato, non solo ad assicurare un’esimente di 
responsabilità amministrativa della società, ma anche un vantaggio competitivo 
sul mercato. 
L’adozione e l’attuazione efficace del modello organizzativo 231 da parte delle 
società di calcio potrà comportare molteplici vantaggi come ad esempio: la tutela 
dal rischio di sanzioni, sia in relazione alla giustizia ordinaria che alla giustizia 
sportiva; la tutela dell’investimento dei soci, in relazione al danno economico, di 
immagine e tecnico che potrebbe derivare dall’irrogazioni di gravose sanzioni; 
l’affinamento organizzativo nello svolgimento delle attività e la precisa 
individuazione delle responsabilità e delle relazioni organizzative e gerarchiche; 
facilitare il lavoro degli enti e organismi di controllo, interni ed esterni, 
valorizzare l’immagine esterna basata su una forte politica di integrità etica e di 
governante. 
In conclusione, possiamo asserire come sia innegabile che la priorità per cui una 
società di calcio decida di adottare ed attuare un modello previsto dal D.lgs. 
231/2001 sia la ricerca del beneficio dell’esimente di responsabilità verso 
comportamenti illeciti dei propri dipendenti, ma è bene anche ricordare che la 
presenza di un modello di organizzazione 231 è un presupposto fondamentale, 
ma non sufficiente per poter dimostrare l’estraneità della società rispetto a tali 
condotte. 
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La compliance 231, pertanto, non deve rappresentare un semplice adempimento 
burocratico, bensì deve diventare uno strumento concreto, operativo, 
costantemente aggiornato in base alle esigenze interne e alle prospettive, non 
solo strettamente sportive, che la società vuole concretamente perseguire. 
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