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と P2P (Peer to Peer)トラフィックである。 HTTP トラフィックは、 YouTube に代表される
動画共有サイトの誕生により急増した。 P2P トラフィックの割合は、 HTTP トラフィック増大








図 1.1: P2P トラフィックの割合











図 1.2: BitTorrent トラフィックの割合
ISP (Internet Services Provider)は、通信網の圧迫に悩まされており、 P2P トラフィックを
軽減させるために P2P プロトコルの帯域制御を行っているところもある。しかし、帯域制御は
P2P ユーザの不評を買っている。例として、米国の大手通信事業者である Comcast は BitTor-
rentの帯域制御を行ったことにより集団訴訟を起こされた。帯域制御以外の方法で ISPの負担を
軽減するために、 P4P (proactive network provider participation for P2Pまたは provider por-




多くを占有している。 HTTP ビデオトラフィックの増大によって、 P2P モデルが見直されてい
るため、 P2P トラフィックの帯域占有は今後も続くと予想される。
本論文では、 P2Pトラフィックの中で最もシェアの高い BitTorrentに着目し、 BitTorrentト


























































P2Pの通信形態にはピュア P2Pとハイブリッド P2P、スーパーノード型ハイブリッド P2Pが
ある。
2.2.1 ピュア P2P
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デックス情報を分散して保持するため、ハイブリッド P2P と比較して検索能力が劣る。代表的
















通信形態である。 BitTorrent、 Napster、MSN Messengerはハイブリッド P2P である
2.2.3 スーパーノード型ハイブリッド P2P
スーパーノード型ハイブリッド P2Pとは、処理能力の高いピアをスーパーノードとして選定
し、インデックス情報を管理させる方式である（図 2.4参照）。ピュア P2Pとハイブリッド P2P
を組み合わせた技術である。 Skype はスーパーノード型ハイブリッド P2P である。
2.3 代表的なP2P ソフトウェア
代表的な P2P ソフトウェアを紹介する。 BitTorrentについては、 2.4節で解説する。
10



















図 2.4: スーパーノード型ハイブリッド P2P モデルの通信
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Skypeはスーパーノード型ハイブリッド P2P技術を用いた IP電話ソフトウェアである。 Skype
同士のインターネット通話は無料であり、固定電話や携帯電話にも格安料金で通話できることを
特徴としている。 PC だけでなく、Windows Mobile や iPhone、 iPod touch でも利用可能であ
る。
2.4 BitTorrent
BitTorrent は、 Bram Cohen によって開発された、ハイブリッド P2P 方式で動作するファイ
ル転送用プロトコル及びその通信を行うソフトウェアである。ファイル共有のため世界中で利用






² ハイブリッド P2P 方式であり、トラッカーが必要である
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P2P トラフィックを軽減するため、 DCIA (Distributed Computing Industry Association)
[3]が 2007年に P4P Working Groupを発足した。メンバーとして、 AT&T、 Cisco Systems、
BitTorrent、 Comcastなどが参加している。
P4PWorking Groupは、 ISPと P2Pが協調するためのフレームワークを提案している。 P4P
フレームワークでは、各 ISPに iTracker と呼ばれるポータルサーバ を用意する。 iTracker は、
3つのインターフェース（表 3.1参照）を提供する。 P2P クライアントや、 P2P クライアント
を管理するサーバ (appTracker)は iTracker から情報を受け取ることで、効率性を考慮したピア
選択を行なうことができる。 DCIA が公開している論文 [4]では、 P4P を用いると回線利用率
と転送速度を 50%～ 70%改善できたとしている。
15
第 3 章 P2P トラフィックを制御する取り組み








capability ISPが持つ機能に関する情報を提供する。 ISPが提供している CoS
(class of services)を伝える等。
3.3 インテリジェントトラッカー










2. インテリジェントトラッカーは接続要求のあったピアの国情報及び AS 番号を考慮して、
同一国内または同一 AS 内にいるピアの IP アドレスを返す。もしも同一国内または同一
AS 内にピアが存在しない場合は、すべてのピアの IP アドレスを返す。
3. トラッカーから返された情報をもとにピアは通信を行う。
4. その後もピアは 90秒ごとにトラッカーに接続要求を送る。 4回目以降の接続要求に対して
は、インテリジェントトラッカーはすべてのピアの IP アドレスを返す。
5. ピアは P2P クライアントの接続上限数まで他のピアと通信を行う。
16
























国情報の取得にはMaxMind 社の GeoIP [6]を利用した。 GeoIP を用いると、 IP アドレスか
ら国の判別を行うことができる。
4.3 IP アドレスが所属するAS 番号とプレフィックスの取得方法
1つの AS内には、複数のネットワークが含まれている。例えば、 AS 2516には 119.106.0.0/16、




IRR (Internet Routing Registry)は、経路情報や経路の管理者を保持するデータベースであ
る。 IRR サービスの代表的なものとして、米国のMerit 社が提供する RADB [7]がある。日本
でも、 JPNICが JPIRRサービス [8]を提供している。 whoisコマンドを用いることで、誰でも
簡単に IRR サービス を利用することができる。例えば、以下のように whois.radb.net に問い合
わせを行うと、指定した IP アドレスが所属する AS とプレフィックスを知ることができる。
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¶ ³















BGP RIB (Routing Information Base)は、経路情報を蓄積するデータベースである。オレゴ
ン大学が BGP RIB を公開している。 BGP RIBを解析することでネットワークと AS の対応表
を作成することができる。以下に示す例の場合、 AS 17956に 133.9.0.0/16が含まれていること
がわかる。ネットワークと AS の対応表を用いれば、指定した IP アドレスが所属する AS とプ
レフィックスを割り出すことができる。提案手法では、この方法を用いる。¶ ³
Network Next Hop Metric LocPrf Weight Path





例えば、表 4.1の場合について考える。 133.9.81.5と 133.9.81.22は同じサブネットに所属して
いるが、 133.9.207.110は別のサブネットに配置されている。ここで、リーチャである 133.9.81.5
19
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がトラッカーに問い合わせを行ったとき、 133.9.81.22だけを教えれば、サブネット内にトラフィッ






表 4.1: 異なるサブネットに所属する 3つのピア








1. ドットで区切られた 4つのフィールドの値をそれぞれ 2進数に変換する
2. ドットを取り除く
3. 4つのフィールドをそのまま繋げ、 32桁の 2進数であるとみなす
表 4.1の 3つのピアの IP アドレスを整数に変換したものを表 4.2に示す。
表 4.2: 3つのピアの IP アドレスの整数変換
状態 IP アドレス 変換後 IP アドレス サブネット
リーチャ 133.9.81.5 10000101000010010101000100000101 133.9.81.0/25
シーダ 133.9.81.22 10000101000010010101000100010110 133.9.81.0/25
シーダ 133.9.207.110 10000101000010011100111101101110 133.9.207.0/24
次に、対応するビットごとに排他的論理和 (XOR)をとる。 XOR の値が 0に近いほど、 IP
アドレス同士が同じサブネットに所属している可能性は高くなる。 133.9.81.5と 133.9.81.22の
20
第 4 章 提案手法
 
                            
                            
                      
図 4.1: IP アドレスの変換例
XORをとると結果は 19、 133.9.81.5と 133.9.207.110では 40555となる。そのため、 133.9.81.5






























































² トラッカー 1台（debian 5.0.2）
² シーダ 10台、リーチャ 10台（PlanetLab [9]上のノードを利用）
² 1GB (1,073,741,824 bytes)のファイルで実験を行う
シーダとリーチャは PlanetLab上のノードを利用する。 PlanetLabとは、大学や IT 企業 が中
心となって作った地球規模の分散型テストベッドである。 1000台のノードが世界中に分散配置
されている。
シーダとリーチャの配置図を図 5.1に示す。リーチャには 1から 10まで番号が振ってある。
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これは、 4.4節で述べた IP アドレスの近接性を予測する手法の効果である。
既存手法の結果を見ると、所々 AS外のピアと通信を行っていることがわかるが、これはイン
25




尚、ランダム手法と既存手法は、ダウンロード量の合計値が 1GB (1,073,741,824 bytes)を超
えているところがあるが、これは同じピースを別々のピアからダウンロードすることがあるため
である。
表 5.1: ランダム手法におけるダウンロード元とダウンロード量の関係（単位: byte）
リーチャ番号 サブネット内 サブネット外 プレフィックス外 AS外
プレフィックス内 AS内
1 143,966,208 327,319,552 368,328,704 234,143,744
2 16,826,368 266,190,848 423,837,696 366,886,912
3 1,035,091,968 - 20,103,168 18,595,840
4 69,566,464 - 532,725,760 471,564,288
5 339,705,856 - 555,663,360 178,372,608
6 536,051,712 - 374,292,480 163,528,704
7 323,928,064 - 253,050,880 496,762,880
8 578,519,040 - 237,240,320 257,982,464
9 137,625,600 - 419,823,616 516,292,608
10 - 53,035,008 472,186,880 548,519,936
26
第 5 章 実証実験
表 5.2: 既存手法におけるダウンロード元とダウンロード量の関係（単位: byte）
リーチャ番号 サブネット内 サブネット外 プレフィックス外 AS外
プレフィックス内 AS内
1 191,840,256 427,540,480 454,361,088 0
2 32,653,312 350,240,768 690,978,816 0
3 1,026,637,824 - 33,046,528 14,057,472
4 95,289,344 - 617,889,792 360,595,456
5 506,118,144 - 567,918,592 0
6 496,959,488 - 576,798,720 0
7 62,947,328 - 832,307,200 178,569,216
8 968,048,640 - 105,693,184 0
9 433,913,856 - 458,358,784 181,469,184
10 - 66,879,488 692,076,544 314,884,096
表 5.3: 提案手法におけるダウンロード元とダウンロード量の関係（単位: byte）
リーチャ番号 サブネット内 サブネット外 プレフィックス外 AS外
プレフィックス内 AS内
1 1,073,741,824 0 0 0
2 1,073,741,824 0 0 0
3 1,073,741,824 - 0 0
4 1,073,741,824 - 0 0
5 1,073,741,824 - 0 0
6 1,073,741,824 - 0 0
7 1,073,741,824 - 0 0
8 1,073,741,824 - 0 0
9 1,073,741,824 - 0 0
10 - 1,073,741,824 0 0
27








表 5.4: 各手法におけるダウンロード完了までに要した時間（単位: 秒）
リーチャ番号 ランダム手法 既存手法 提案手法
1 280 251 244
2 143 138 1148
3 1183 1056 1136
4 1399 1269 761
5 158 141 539
6 163 137 539
7 173 322 187
8 164 79 86
9 291 339 359
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