Psikoloji Çalışmaları -Studies in Psychology Cilt/Volume: 38, Sayı/Issue: 2, 2018 easy-to-understand and easy-to-use scale. It is also intended to bring this measurement tool into the national literature by conducting its Turkish adaptation. In the translation of the Workplace Cyberbullying Measure, the method proposed by Brislin, Lonner, and Thorndike (1973) and accepted in the literature, was carried out and final shape of the scale in Turkish language which is ready to apply for researches was composed. The study was carried out by two samples in the banking sector in Kastamonu province determined by taking the data of the Banks Association of Turkey into consideration. In the data gathering process, emotional exhaustion scale and job satisfaction scale were also used with Workplace Cyberbullying Measure. In the content validity of the scale, opinions of experts in the field were taken. Structural validity studies of the scale were conducted with two samples and reliability analysis (in terms of internal consistency analysis) was performed for both of the samples. In order to evaluate the validity and reliability of the Workplace Cyberbullying Measure, item analysis and exploratory factor analysis were performed for the data taken from the first sample while confirmatory factor analysis and correlation analysis (with emotional exhaustion scale and job satisfaction scale) were performed for the data taken from the second sample.
Results
The first sample consists of 322 employees. With the data obtained from this group, item analysis, exploratory factor analysis and internal consistency analysis were conducted respectively. According to the findings of item analysis, the consistency of the items of the scale were determined. Due to findings of exploratory factor analysis it was determined that the scale had a two-factor structure as if in the original. Internal consistency analysis indicated that Cronbach's Alpha value of the scale (.88) was above the acceptability limit.
The second sample consists of 278 employees. With the data obtained from this group, confirmatory factor analysis, internal consistency analysis and correlation analysis (with emotional exhaustion scale and job satisfaction scale) were conducted respectively.
According to the findings of confirmatory factor analysis, it can be seen that the two-factor structure of the scale consisting of work-related cyberbullying and person-related cyberbullying was both confirmed as found in the findings of exploratory factor analysis conducted in the first sample and as in the original of the scale. Once again, internal consistency analysis indicated that Cronbach's Alpha value of the scale (.89) and its factors (.88 for work-related cyberbullying; .90 for person-related cyberbullying) were above the acceptability limit. Findings of correlation analysis (with emotional exhaustion scale and job satisfaction scale) demonstrated that there was a significant and positive relationship between emotional exhaustion and workplace cyberbullying and its factors. Furthermore, there was a significant and negative relationship between job satisfaction and workplace cyberbullying, and its factors. Findings obtained from all these analyses can be evaluated as evidence for validity and reliability of the Workplace Cyberbullying Measure.
Discussion
According to the results of the analyses related to validity and reliability, it is evaluated that the Turkish form of Workplace Cyberbullying Measure, which overlaps with the original scale and has a two-factor confirmed structure, can be used as a valid and reliable measurement tool for measuring the cyberbullying experiences of employees in the workplace. It should also be noted that the findings of this study are limited to the data obtained from the participants. This study has been carried out with employees in banking sector because of the fact that they are using information and communication technologies intensively. Moreover, future researches which will be conducted with different samples will strengthen the findings of this study related to validity and reliability of the scale. All things considered, the scale examined in this study will contribute as a meaningful tool for future researches in national literature related to workplace cyberbullying problem.
Teknolojinin yoğun kullanımı ve sürekli yenilik odaklı yapısı ile değişen zaman ve mekân algısı iş dünyası açısından da zaman ve mekân sınırının ortadan kalktığı yeni bir iş tanımını ortaya çıkarmıştır. Bu yeni açılımla birlikte işyerinde işe dair iletişimde devrim niteliğinde bir dönüşüm yaşandığı gözlenmektedir. İşin doğası değiştikçe ve daha fazla çevrimiçi dünyaya yöneldikçe zorbalık olgusu da aynı şekilde çevrimiçi olarak yaşanacaktır (Kowalski, Toth ve Morgan, 2017) . Bilgisayar ortamlı teknolojilerin yaygın doğasının modern işletmelerin verimliliğinde oldukça faydalı olduğunu kanıtlamış-tır ancak ileri düzey teknolojili iletişimin olumsuz yönünden kaçmak henüz mümkün görünmemektedir. Çalışanlar tarafından teknolojinin kötüye kullanımı elbette yeni değildir. Şirketlerin koruyucu mücadele politikalarına rağmen birçok çalışan diğer çalışan-lardan gelen siber tacizlere karşı savunmasız hissetmektedir (Piotrowski, 2012) . Teknoloji ortamlı kanallar sayesinde artan iletişim, siber zorbalık ihtimalini de arttırmaktadır (Farley, Coyne, Sprigg ve Subramanian, 2015) . İş çevresi fiziksel ortamdan sanal ortama doğru evrimleştikçe işyerinde siber zorbalık olgusuna zemin hazırlamaktadır (Vranjes, Baillien, Vandebosch, Erreygers ve De Witte, 2017). Böylece insanoğlunu rahatsız eden bir olgu olarak siber zorbalık kavramı karşımıza çıkmıştır (Watts, Wagner, Velasquez ve Behrens, 2017) .
Siber zorbalık (cyberbullying) kavramı ulusal yazında bazı çalışmalarda farklı şekil-lerde adlandırılmaktadır. Sanal zorbalık (Ayas, Aydın ve Horzum, 2015; Batmaz ve Ayas, 2013; Bayar ve Uçanok, 2012; Dilmaç, 2009) , teknolojik zorbalık (Tamer ve Vatanartıran, 2014) , çevrimiçi şiddet (Aslan ve Doğan, 2017) ve siber şiddet (Turan ve Dilmen, 2016 ) gibi kavramlarla Türkçeleştirilse de daha sık kullanım olarak siber zorbalık (Dikmen ve Tuncer, 2017; Ekşi, 2012; Eroğlu ve Güler, 2012) kavramının yaygın olarak tercih edildiği görülmektedir. Bu çalışmada da işyerinde siber zorbalık kavramı kullanılmıştır.
İşyerinde zorbalık, çalışanlar ve örgüt üzerindeki olası negatif etkileri ile birlikte 1990'lı yılların başlarından itibaren araştırmacıların ilgisini çeken bir konu olmuştur.
İşyerinde zorbalık kavramını tanımlarken genellikle üzerinde durulan temel özellikler; (a) davranışın hedef üzerindeki negatif etkisi, (b) davranışın sıklığı, (c) davranışın sü-rekliliği ve (d) davranış zorbalığın bir örneği olarak kabul edilmeden önce davranışın yarattığı güç dengesizliği olarak sıralanabilir (Saunders, Huynh ve Goodman-Delahunty, 2007 bibero, 2014). Siber zorbalık ise en basit şekilde zorbalık eyleminin siber ortamdaki hali olarak açıklanabilir (Campbell, 2005) . Hem geleneksel zorbalık hem de siber zorbalık ilişkiler, güç ve kontrol ile ilgilidir (Privitera ve Campbell, 2009 ). Siber zorbalık genel olarak elektronik medyayı kullanarak (sosyal ağ sitesi, e-posta, chat, SMS, MMS, vb.) kendini savunamayan diğer bir bireye zarar vermek olarak açıklanabilir (Palermiti, Servidio, Bartolo ve Costabile, 2017) . Privitera ve Campbell (2009) ile Piotrowski (2012) tarafından yapılan tanımlamalar doğrultusunda siber zorbalık, zorba tarafından çevrimi-çi ya da kablosuz bilgi ve iletişim teknolojileri kullanılarak bir hedefe (hedeflere) yöne-lik ve zarar verici nitelikte gerçekleştirilen uygunsuz, istenmeyen, negatif ve agresif davranışları ifade etmektedir (Akt. D 'Cruz ve Noronha, 2013) . Siber zorbalık, elektronik olarak iletişim kurmak üzere kullanılan herhangi bir araç ile gerçekleştirilebilir (Watts ve ark., 2017) .
Son dönemlerde siber zorbalığa yönelik artan bir farkındalık ortaya çıkmaktadır. Ancak siber zorbalığı ele alan araştırmaların çoğu ebeveynlerin ve medyanın kaygılarını ya da daha geniş toplumsal düzeydeki kaygıları yansıtmakla birlikte çocuklar ve gençler arasındaki siber zorbalık üzerine odaklanırken işyerinde siber zorbalık üzerinde çok durulmamıştır (Coyne ve ark., 2017; West ve ark., 2014) . Siber zorbalık çocuklar, ergenler ve gençler açısından incelenmekle birlikte (örn., Dilmaç, 2017; Eroğlu, Aktepe, Akbaba, Işık ve Özkorumak, 2015; Korkmaz, 2016; Peker ve Ekinci, 2016; ) yetişkinler arasında ve yetişkinlerin iş yaşamında da yer almaktadır (örn., Snyman ve Loh, 2015) . İş-yerinde siber zorbalık, yetişkinler işyerinde iş arkadaşları tarafından siber zorbalığa maruz kaldığında ortaya çıkmaktadır (Kowalski ve ark., 2017) .
İşyerinde siber zorbalık, belli bir süre içinde gerçekleşen ve tekrarlanan ya da en az bir kere gerçekleşen ancak birinin özel hayatına haksız yere müdahale eden ve bunu geniş bir izleyici kitlesine sergileyen, bilgi ve iletişim teknolojilerinin kullanımı aracılı-ğıyla oluşan iş kaynaklı negatif tüm davranışlar olarak tanımlanabilir. Bu davranış hedefteki bireyin kendisini çaresiz ve savunmasız hissetmesine yol açar (Vranjes ve ark., 2017) . İşyerinde siber zorbalık, işyerinde teknoloji aracılığıyla gerçekleşen tekrarlanan ve sürekli davranış biçimidir (Coyne ve ark., 2017) . İşyerinde siber zorbalığın tanımlan-masında, geleneksel zorbalığın ve bunun teknoloji üzerindeki karşılığı olarak siber zorbalığın temeli kendini kolayca savunamayan bir kurban ve bir zorba arasındaki negatif sosyal etkileşim olarak benzer kabul edilse de siber zorbalık kendi özel nitelikleri ile farklı bir olgudur (Vranjes ve ark., 2017) . İşyerinde zorbalığın kişi altı ay ya da daha uzun bir zaman diliminde en azından haftada bir kendisine yönelik tekrarlı ve sistematik negatif davranışlar algıladığında oluştuğu düşünülmektedir (Privitera ve Campbell, 2009 ). Siber zorbalığın zorbalık ile arasındaki en temel fark teknoloji içerikli olmasıdır.
Bunun yanı sıra Lawrence (2016) , zorbalık ve siber zorbalık arasındaki farklılıkları açıklarken zorbalık için yüz yüze olduğunu, güvenli bir yer bulunabileceğini ya da kaçı-labileceğini, izleyicilerinin sınırlı olduğunu, zorbanın belirlenebileceğini, hedef ve izleyicilerden fasiyal veya bedensel tepki görülebileceğini belirtmiştir. Diğer taraftan siber zorbalık için günde 24 saat, haftada 7 gün, yılda 365 gün karşılaşılabileceğini, güvenli bir yer bulunamayacağını ve kaçmanın zor olduğunu, geniş bir izleyici tarafından paylaşıldığını, saniyeler içinde bir virüs gibi yayılabileceğini, zorbanın bilenemeyebileceğini, hedefin duygularını anlamanın güç olduğunu, coğrafik sınırı olmadığını, hedefin de kolayca zorba haline gelebileceğini ifade etmiştir. İşyerinde siber zorbalık ile ilgili davranışlara birinin iş ile ilgili dosyalarını kasıtlı olarak silmek, birine zarar vermek için elektronik postalarını üçüncü bir tarafa iletmek ya da birini işyeri elektronik posta aracı-lığıyla rahatsız etmek örnek olarak gösterilebilir (Vranjes ve ark., 2017) . Siber ortamda yürütülen agresif eylem biçimleri internette taciz, çevrimiçi taciz ve elektronik saldır-ganlık gibi sıralanabilir. Ancak bu eylemler mutlaka zorbalığı doğurmaz çünkü bu negatif eylemlerin zaman içinde tekrarlanarak gerçekleşip gerçekleşmediği ve zorbanın kurban üzerinde gerçekten ona zarar verecek gücü olup olmadığı bilinmemektedir (Snyman ve Loh, 2015) . İşyeri zorbalığı, bir işgören tekrarlayan biçimde ve belirli bir zaman diliminde negatif eylemlere (sürekli istismar, saldırgan sözler, alay, sosyal dışlanma) maruz kaldığında ortaya çıkmakta iken siber zorbalık geleneksel zorbalıkla aynı nitelikleri taşımasının yanında sadece araç açısından farklılaşmakta ve siber zorbalıkta zorbalık eylemi internet veya yazılı mesajlar aracılığıyla oluşmaktadır (Kowalski ve ark., 2017) .
İşyerinde siber zorbalığın açıklanmasında yetkisizleştirme teorisinden (dysempowerment theory) yararlanılabilir. Yetkisizleştirme teorisi, bir çalışan bir işyeri olayını kendi itibarına yönelik bir ihlal olarak algıladığında çalışanın işle ilgili tutum ve davranışlarının bozulması ihtimali ile birlikte olumsuz duygusal tepkilerin ortaya çıkması durumunu açıklamaktadır (Kane ve Montgomery, 1998) . Buradan hareketle yetkisizleştir-me teorisi, itibarın ve saygı kurallarının ihlali ile siber zorbalığın nasıl negatif çıktılar ürettiğini anlamaya yardımcı olabilir. Ancak teori, bireylerin, kötü eylem için kimin suçlanacağına ya da suça dair niteliklerin birinin itibarının ihlal edildiğine dair algıyı nasıl etkilediğine ilişkin çıkarımları nasıl yapacağını göstermemektedir. Bir olayın ne düzeyde yetkisizleştirici olduğu o olaya ne atfettiğine bağlı olacağından yetkisizleştirme teorisi atfetme teorisi (attribution theory) ile genişletilerek kurbanın suç olarak algıladı-ğı eyleme neleri atfettiğinin incelenmesi de siber zorbalık olarak algılanan eylemi açık-lamada yardımcı olabilir (Farley ve ark., 2015) . Atfetme süreci, kişinin kendi davranış-larına ve diğer bireylerin davranışlarına anlam vererek değerlendirebilmesi ve kişinin algıladığı olayları anlamlandırabilmesi ya da yorumlayabilmesi için oldukça önemlidir (Kızgın ve Dalgın, 2012) . İşyerinde siber zorbalığın açıklanmasında duygusal olaylar teorisinden de (affective events theory) yola çıkılabilir. Buna göre, belirli duygusal iş olayları duygusal tepkiler doğurmaktadır ve duygusal olaylar teorisinin, duygusal iş olaylarının korku veya kızgınlık gibi duyguları deneyimleyerek duygusal güdümlü davranışlara nasıl yol açtığını açıklamasından hareket edilerek duygular siber zorbalık davranışının ardında yatan neden olarak görülebilir ve dolayısıyla iş stresörlerinin varlığı-nın duyguları ortaya çıkardığı ve işyerinde siber zorbalığı meydana getirdiği tartışılabilir (Vranjes ve ark., 2017) .
İşyerinde siber zorbalık siber dünyadan kaynaklanan psikososyal bir tehlike olarak görülebilir (Jon-Chao, Chien-Hou, Ming-Yueh, Ru-Ping ve Yi-Ling, 2014). Bununla birlikte, işyerinde siber zorbalık geleneksel zorbalık ile benzer öncüllerden kaynaklanan davranışsal bir gerginlik olarak düşünülebilir (Vranjes ve ark., 2017) . İşyerinde zorbalı-ğın birey üzerindeki olumsuz etkileri zorbalığın yeni şekli siber zorbalık açısından da benzerdir (Privitera ve Campbell, 2009 ). Zorbalığın her türünün kurban üzerinde negatif etkileri vardır (Jon-Chao ve ark., 2014). Gençler üzerinde yapılan araştırmalar geleneksel zorbalığı ya da siber zorbalığı deneyimleyen bireylerin depresyon, kaygı ve intihar düşüncesinin zorbalık eylemi ile karşılaşmayan bireylere göre daha yüksek olduğunu ortaya koymaktadır (Kowalski ve ark., 2017) . İşyerinde siber zorbalık ile ilişkili olarak da önemli çıktılar söz konusudur. Örneğin, işyerinde siber zorbalık ile iş doyumu arasın-da güçlü bir negatif ilişki bulunmaktadır (Coyne ve ark., 2017) . İşyerinde siber zorbalık ile çalışanların stres düzeyleri arasında pozitif yönlü ilişki olduğu vurgulanmaktadır (Snyman ve Loh, 2015) . Siber zorbalık yüksek düzeyde duygusal etkilere ve düşük öz-güvene yol açmaktadır (Jon-Chao ve ark., 2014; Palermiti ve ark., 2017). İşyerinde siber zorbalık iyimserliği negatif yönde etkilemektedir (Snyman ve Loh, 2015) . Zorbalık davranışlarının verimlilik üzerindeki ağır etkisi ve olası yasal sorumluluklarının yanısı-ra günümüz modern örgütlerinde özellikle e-taciz yöneticiler için artık önemli bir endişe kaynağı olmalıdır (Piotrowski, 2012) . Siber zorbalık kurbanları duygusal açıdan depre- İş Doyumu Ölçeği. Araştırmaya katılan banka çalışanlarının iş doyum düzeylerini belirlemek amacıyla, Brayfield ve Rothe (1951) tarafından geliştirilen, Bilgin (1995) tarafından Türkçeye uyarlanan ve genel iş doyumunu ölçmek üzere farklı araştırmalarda yararlanılan (örn., Keser, 2006; Üngüren, Doğan, Özmen ve Tekin, 2010; Yazıcıoğlu, 2010 ) "İş Doyumu Ölçeği" kullanılmıştır. Ölçek, beş ifade ve tek faktörden oluşmakta-dır. Ölçekte "Mutluluğu, en çok işimdeyken buluyorum." ve "İşyerinde zaman geçmek bilmiyor." gibi ifadeler yer almaktadır. Ölçek, beşli Likert puanlama usulüne uygun olarak hazırlanmıştır (1 = Kesinlikle katılmıyorum; 5 = Kesinlikle katılıyorum).
Verilerin Analizi
Araştırma verilerinin istatistiki analizleri için SPSS for Windows 21. 
