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Abstract - Protection of copyright on a work is absolutely necessary in order to appreciate the author's 
work. Many methods can be done for such protection. One method that can be used is the 
watermarking method Least Significant Bit (LSB). An outline of this method is to insert a code in the 
image to be protected, but does not alter the substance of that image. This unique code that will be a 
sign or mark on an image. With the existence of the code can be known to the authenticity of an 
image. Claims against the authenticity of the image can be evidenced by the unique code embedded 
in the image. The reason the application of methods Least Significant Bit (LSB) for ease in inserting 
the code and read the code and remove the inserted code. 
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Abstract - Perlindungan hak cipta terhadap sebuah karya mutlak diperlukan guna menghargai hasil 
karya seseorang. Banyak metode bisa dilakukan untuk perlindungan tersebut. Salah satu metode 
yang bisa digunakan adalah watermarking dengan metode Least Significant Bit (LSB). Garis besar 
dari metode ini adalah menyisipkan sebuah kode pada citra yang akan dilindungi namun tidak 
merubah substansi dari citra tersebut. Kode unik inilah yang akan menjadi tanda atau mark pada 
sebuah citra. Dengan adanya kode tersebut dapat diketahui keaslian sebuah citra. Klaim terhadap 
keaslian citra dapat dibuktikan dengan adanya kode unik yang tertanam pada citra. Alasan penerapan 
metode Least Significant Bit (LSB) karena kemudahan dalam menyisipkan kode dan membaca kode 
serta menghapus kode yang disisipkan. 
 Keywords:  Watermarking, Least Significant Bit, Hak Cipta Citra. Citra Digital. 
 
1. PENDAHULUAN  
Pada era serba digital seperti saat ini rawan 
terjadi pemalsuan atau duplikasi sebuah data 
atau dokumen untuk tujuan kejahatan. Apalagi 
dengan kemajuan teknologi internet yang 
menuntut adanya tingkat keamanan yang lebih 
baik supaya tingkat kejahatan terhadap 
pemalsuan dokumen bisa dihindari. Salah satu 
karya intelektual yang dilindungi adalah 
Produk dalam bentuk digital, seperti software 
dan produk multimedia seperti teks, musik 
(dalam format MP3 atau WAV), gambar/citra 
(image), dan video digital (VCD). Selama ini 
penggandaan atas produk digital tersebut 
dilakukan secara bebas dan leluasa. 
Pemegang hak cipta atas produk digital 
tersebut tentu dirugikan karena ia tidak 
mendapat royalti dari usaha penggandaan 
tersebut. 
Salah satu cara untuk melindungi hak milik 
intelektual atas produk multimedia 
(gambar/foto, audio, teks, video) adalah 
dengan menyisipkan informasi ke dalam data 
multimedia tersebut dengan teknik digital 
watermarking. Informasi yang disisipkan ke 
dalam data multimedia disebut watermark, dan 
watermark dapat dianggap sebagai sidik digital 
(digital signature) atau stempel digital dari 
pemilik yang sah atas produk multimedia 
tersebut.  
Watermarking sendiri merupakan bidang 
ilmu image processing yang berguna untuk 
menyisipkan sebuah tanda dalam sebuah citra 
sehingga keaslian dari citra tersebut bisa 
dideteksi. Watermarking ini memanfaatkan 
kekurangan-kekurangan sistem indera 
manusia seperti mata dan telinga. Dengan 
adanya kekurangan inilah, metoda 
watermarking ini dapat diterapkan pada 
berbagai media digital. 
Jadi watermarking merupakan suatu cara 
untuk penyembunyian atau penanaman 
data/informasi tertentu (baik hanya berupa 
catatan umum maupun rahasia) ke dalam 
suatu data digital lainnya, tetapi tidak diketahui 
kehadirannya oleh indera manusia (indera 
penglihatan atau indera pendengaran), dan 
mampu menghadapi proses-proses 
pengolahan sinyal digital sampai pada tahap 
tertentu. 
2. KAJIAN LITERATUR  
Perkembangan teknologi informasi 
menyisakan efek negative tersendiri  yakni 
terhadapa permasalahan pemalsuan dokumen 
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atau karya cipta yang lain. Misalnya kaya cipta 
pada sebuah citra atau image akan dengan 
mudah di palsukan atau diklaim oleh pihak 
lain. Perlindungan terhadapa karya cipta ini 
menjadi mutlak diperlukan untuk mengurangi 
terjadi pemalsuan dokumen atau perlindungan 
dokumen. Salah satu cara yang digunakan 
adalah menggunakan teknik watermarking 
dengan metode Least Significant Bit (LSB). 
Watermarking atau juga disebut dengan 
tanda air merupakan teknik menyisipkan 
pesan rahasia ke dalam sebuah pesan lain 
yang bisa melindunginya. Prinsip dasarnya 
mirip dengan steganography yang  dalam 
bahasa asalnya berarti tulisan berupa pesan 
rahasia yang tersembunyi dalam suatu media 
yang tetap terlihat jelas dan mampu 
menyamarkan pesan tersebut. Watermark 
harus memiliki sifat-sifat atau property tertentu 
agar bisa dimanfaatkan dengan baik. Sifat-sifat 
itu diantaranya adalah : (ariyus : 2009) 
1. Resilient, tidak mudah berubah. 
Watermark harus bisa bertahan terhadap 
serangan-serangan. 
2. Cheap, murah untuk diimplementasikan. 
Watermark tidak boleh memebrikan 
overhead yang besar. Sebaliknya 
watermark harus memiliki overhead 
seminimal mungkin. 
3. Stealthy, tidak diketahui keberadaannya. 
Watermark harus bisa mempertahankan 
sifat-sifat statistik dari media 
penyimpanannya. 
4. Unique identifying property, keberadaan 
watermark bisa dibuktikan dengan proses 
ekstraksi tertentu. 
Watermarking sebagai metoda untuk 
pelabelan hak cipta dituntut memiliki berbagai 
kriteria (ideal) sebagai berikut agar 
memberikan unjuk kerja yang bagus: 
(Irviantina : 2015) 
1. Label Hak Cipta yang unik mengandung 
informasi pembuatan, seperti nama, 
tanggal, dst, atau sebuah kode hak cipta 
seperti halnya ISBN (International 
Standard for Book Notation) pada buku-
buku. 
2. Data terlabel tidak dapat diubah atau 
dihapus (robustness) secara langsung 
oleh orang lain atau dengan 
menggunakan software pengolahan sinyal 
sampai tingkatan tertentu. 
3. Pelabelan yang lebih dari satu kali dapat 
merusak data digital aslinya, supaya 
orang lain tidak dapat melakukan 
pelabelan berulang terhadap data yang 
telah dilabel. 
Berdasarkan kawasan penyisipan 
watermark, terdapat dua cara untuk 
melakukan watermarking, yaitu watermarking 
pada kawasan spasial dan watermarking pada 
kawasan frekuensi. (Dwiandiyanta : 2011) 
Watermarking pada kawasan spasial 
mudah diimplementasikan dan tidak 
memerlukan citra asli (host) untuk mendeteksi 
watermark. Keunggulan penggunaan 
watermarking pada kawasan spasial adalah 
beban komputasi yang relatif lebih sedikit, 
sehingga dapat diimplementasikan untuk 
aplikasi real time. Kelemahan penggunaan 
watermarking pada kawasan spasial adalah 
kegagalan untuk mendeteksi watermark 
apabila citra telah diolah misalnya dengan 
penapisan, operasi geometris (cropping, 
penyekalaan citra), dan kompresi. 
Watermarking pada kawasan frekuensi 
secara umum memberikan perlindungan yang 
lebih terhadap pengolahan terhadap citra yang 
telah disisipi watermark. Akan tetapi 
watermark pada kawasan frekuensi umumnya 
membutuhkan citra asli (host) untuk 
mendeteksi watermark. 
Secara umum, system watermarking terdiri 
dari atas embedder dan detector. Embedder 
bekerja untuk menyisipkan watermark ke 
dalam dokumen (cover signal) dan detector 
akan mendeteksi watermark yang ada pada 
dokumen. Kunci watermark digunakan selama 
proses penyisipan dan pedeteksian. Kunci 
tersebut bersifat private dan hanya boleh 
diketahui oleh pihak-pihak yang diberi otoritas 
untuk menyisipkan atau mendeteksi watermark 
tersebut. (ariyus : 2009) 
 
Gambar 1. Proses Pemberian watermark 
pada dokumen 
 
Salah satu metode pada teknik digital 
watermarking adalah metode Least Significant 
Bit (LSB), pada metode ini dilakukan 
penyisipan kode unik pada citra yang akan 
dilindungi. Metode LSB merupakan metode 
steganografi yang paling sederhana dan 
mudah diimplementasikan. Metode ini 
menggunakan citra digital sebagai covertext. 
Pada susunan bit di dalam sebuah byte (1 byte 
= 8 bit), ada bit yang paling berarti (most 
significant bit atau MSB) dan bit yang paling 
kurang berarti (least significant bit atau LSB). 
Sebagai contoh byte 11010010, angka bit 1 
(pertama, digaris-bawahi) adalah bit MSB, dan 
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angka bit 0 (terakhir, digaris-bawahi) adalah bit 
LSB. Bit yang cocok untuk diganti adalah bit 
LSB, sebab perubahan tersebut hanya 
mengubah nilai byte satu lebih tinggi atau satu 
lebih rendah dari nilai sebelumnya. Misalkan 
byte tersebut tenyatakan warna merah, maka 
perubahan satu bit LSB tidak mengubah warna 
merah tersebut secara berarti. Mata manusia 
tidak dapat membedakan perubahan kecil 
tersebut. (Rahkmat : 2010) 
 
3. METODE PENELITIAN 
Pada penelitian kali ini akan menerapkan 
teknik watermarking untuk melindungi karya 
cipta menggunakan metode Least Significant 
Bit (LSB). Metode LSB ini merupakan teknik 
watermarking sederhana dengan menyisipkan 
kode-kode tertentu pada citra yang akan 
dilindungi. Biasanya citra dengan 24-bit atau 8-
bit digunakan untuk menyimpan citra digital. 
Representasi warna dari pixel-pixel bisa 
diperoleh dari warna-warna primer yaitu Red, 
Green, Blue. Penggunaan citra 24-bit 
memungkinkan setiap pixel direpresentasikan 
dengan nilai warna sebanyak 16.777.216 
warna. Dua bit terakhir bias digunakan untuk 
menyimpan kode rahasia sebagai penanda 
keaslian karya cipta.  
Proses penyisipan kode unik pada sebuah 
citra asli dapat diimplementasikan dengan 
algoritma sebagai berikut : 
1. Siapkan citra asli yang akan dilindungi 
keasliannya. 
2. Siapkan kode rahasia yang akan 
disisipkan ke citra asli sebagai tanda 
keaslian. 
3. Konversi citra asli ke dalam bentuk kode 
biner. 
4. Konversi kode rahasia ke dalam bentuk 
biner supaya bisa disisipkan pada citra 
asli. 
5. Mulai sisipkan kode rahasia tersebut ke 
dalam citra asli pada setiap bit terakhir 
pada setiap barisnya. 
6. Setelah kode unik disisipkan pada citra 
asli kemudian konversi kembali citra 
tersebut ke citra semula. 
7. Citra asli akan tampak seperti sedia kala 
sebelum disisipi kode unik. 
 
4. HASIL DAN PEMBAHASAN 
Citra asli yang disisipi kode unik akan 
menyembunyikan kode terakhir setiap 
barisnya. Penggunaan metode LSB ini 
memungkinkan adanya perubahan informasi 
kode citra asli tanpa adanya degradasi 
tampilan citra aslinya. Pada gambar 2 di 






Gambar 2. Proses Metode Least 
Significant Bit (LSB) 
Pada gambar diatas ditunjukkan kinerja 
atau proses LSB, dimana citra asli dengan 
kode warna primer Red, Green, Blue dirubah 
dalam bentuk citra biner yang kemudian akan 
disisipi dengan kode unik sebagai tanda 
keaslian sebuah citra.  
Pada gambar 3 di bawah ini merupakan 
citra asli dan citra asli yang direpresentasikan 
dalam bentuk matriks. Citra asli ini memiliki 
ukuran resolusi 140 x 194 pixel sehingga 
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Gambar 3a.  Citra Asli 
 3b.  Potongan Matriks Citra 
Warna Red 
3c. Potongan Matriks Citra 
Warna Green 




Dari citra dalam bentuk matrik tersebut 
akan dipilih pixel mana yang akan dijadikan 
tempat menampung kode unik yang telah 
disiapkan. Pada penilitian kali ini akan dipilih 
pada bagian baris pertama pada setiap matrik 
citra Red, Green, Blue. Pada Gambar 4 akan 
ditunjukkan matrik baris pertama dari citra asli.  
Red :  
Green :  
Blue :  
Gambar 4. Matriks Penampung Kode Unik 
Setelah penampung kode unik telah 
ditentukan kemudian konversikan ke dalam 
bentuk biner supaya bisa digunakan sebagai 
penampung kode yang berupa biner. Konversi 
matriks hanya pada pixel yang dibutuhkan saja 
tidak perlu semua pixel pada baris pertama 
tersebut. Hasil konversi ke biner dapat dilihat 





















Blue 62 53 41 29 111110 110101 101001 11101 
 
 
 Penampung yang disediakan sudah 
disiapkan kemudian langkah selanjutnya 
membuat kode yang akan disisipkan untuk 
menandai keaslian citra. Misal pada penelitian 
kali ini kode unik yang digunakan adalah huruf 
“B”. Kode tersebut harus dirubah ke dalam 
bentuk biner. Adapun bentuk biner huruf “B” 
sebagai berikut : 
 
B = 01000010 
 
Kode B akan disisipkan ke citra asli dengan 
menyisipkan disetiap biner pada citra aslinya. 
Berikut ini gambaran penyisipan kode unik ke 
citra asli. 
 





















Blue 62 53 41 29 111110 110101 101001 11101 
 
Pada setiap bit terakhir akan diganti dengan 
bit kode unik, penggantian ini tidak akan 
terlihat oleh kasat mata karena perubahan 
yang sangat kecil. Dengan demikin bit citra asli 
akan berubah sebagai berikut : 
 
Red 80 71 56 42 1010000 1000111 111000 101010 
Green 100 92 79 68 1100100 1011100 1001111 1000100 
Blue 62 53 41 29 111110 110101 101001 11101 
 
Sehingga jika dikembalikan dalam bentuk 
citra asli akan tampak sama seperti sedia kala 
tanap ada perubahan sama sekali. 
Penglihatan mata tidak akan tampak 
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perubahan pada citra, perubahan citra akan 











Ada beberapa kesimpulan dari penelitian 
kali ini, yaitu  
1. Dengan adanya teknik watermarking 
metode LSB ini dapat dengan mudah 
untuk melindungi karya cipta dari 
pemalsuan. Secara kasat mata 
perubahan warna tidak akan terlihat oleh 
mata namun bisa dideteksi dengan 
perhitungan. 
2. Metode LSB dapat dikombinasikan 
dengan teknik-teknik steganografi untuk 
memperkuat ketahanan citra asli dari 
pemalsuan karena teknik LSB saja akan 
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