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“T
hey that can 
give up essential liberty to obtain a little tem
porary safety deserve neither liberty nor safety ）1
（
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一
　
はじめに─アメリカ憲法と諜報
１
　
諜報
（
intelligence ）
への関心
アメリカは九・一一同時多発テロ
（以下九・一一）
以降、安全保障の重点をテロ対策に置
き
）2
（
、国土安全保障省
（
D
epartm
ent of H
om
eland Security （
D
H
S ））を設置するなど、組織の強化も含めて、その実効を期している。アルカイ
ダなどの国際テロ組織への対策である。しかし、二〇一三年四月のボストン・マラソンでのテロは、いわゆる自前のテロの恐怖を見せつけ、国内 テロからの安全保障に一石を投じている。
外国に対する諜報活動
（
foreign intelligence ）
は九・一一前から、一九七八年制定の外国諜報監視法
（
F
oreign 
Intelligence Surveillance A
ct （
F
ISA
）
50 U
.S.C
.
§1801 et seq
. ）
に基づいて行われている。ここにきて国内での諜報活動がさ
かんとなり、ＮＳＡ
（
N
ational Security A
gency 国家安全保障局）
をはじめ、ＦＢＩ
（
F
ederal B
ureau of Investigation 連邦捜
査局）
やＣＩＡ
（
C
entral Intelligence A
gency 中央諜報局）
といった諜報機関が、隠密にアメリカ国民のＥメールや電話
の交信記録、 インターネットの記録などを収集するようになっている。これを暴露したＮＳＡの契約職員
E スノーデン.Snow
den
の事件は記憶に新し
い
）3
（
。社会保障を充実させる福祉国家は個人の情報を必要とする。安全保障国家も同様で、高度に
発達したテクノロジーを利用しながら、アメリカは監視国家になってい
た
）4
（
。安全保障のための電子的監視
（本稿で
は電話盗聴からインターネットを含む通信の傍受を含む）
がテロ対策に有効なツールとして多用されるようになっている。
安全保障目的で情報を秘密裏に収集することを諜報
（
intelligence ）
と観念す
る
）5
（
。 「外国の権力や組織、人やそのエー
七八
ジェントの活動、能力、計画、意図についての時宜を得た正確な情報は、合衆国の安全保障に不可欠である」
（ＥＯ
（
E
xecutive O
rder
大統領命令）
1 
2 
3 
3 
3）。もっとも、対テロを中心に安全保障を構築するとき、その標的は海外に限定
されるわけではなく、国内のアメリカ市民にも向けられることとなる。国内育ちのテロリストを警戒するのだ
）（
（
。
諜報は刑事捜査とは一線を画する。諜報を法執行機関に行わせるのは、かつてのカナダのように珍しくはな
い
）（
（
。Ｆ
ＢＩは法執行と諜報の両方を行っている。Ｒ・ポズナーは、九・一一後のアメリカの諜報機関のあり方 考察した著書で、諜報について次のようにまとめ
る
）8
（
。 「諜報の目的は潜在的な敵の意図と能力を学ぶことである。…諜報に
おいては データはスパイに って、新聞雑誌、ウエブや科学技術雑誌といった公に利用できる資料を渉猟することによって、そして、イメージや信号の諜報 いったテクノロジーの監視手段によ て、収集される。データは照合解釈のために分析官に与えられ、その分析 結果は政策責任の官吏に送られる。かくして、収集、分析、行動の、三つのレヴェルが存在する。行動は、諜報で明らか なったことに従って行動する権限を付与された官吏によ 、分析への対応である」 。
アメリカは、九・一一を含む安全保障上の危機の経験を経ながら、現在、連邦政府に一七の諜報機関を擁し、諜報
共同体
（
Intelligence C
om
m
unity （
IC
） ）
を形成している。ＥＯ
1 
2 
3 
3 
3（
50 U
.S.C
.
§401a （
4 ） ）
では以下の機関とされる。
 
T
he O
ffi
ce of the D
irector of N
ational Intelligence （国家諜報長官局）
、
A
ir F
orce, A
rm
y, M
arine C
orps, N
avy Intelligence 
U
nits （陸海空軍海兵隊各諜報室）
、ＣＩＡ、
C
oast G
uard Intelligence （沿岸警備隊諜報部）
、
D
efense Intelligence A
gency 
（
incl. N
ational Intelligence C
enters ） （国防諜報庁）
、
O
ffi
ce of Intelligence, D
epartm
ent of E
nergy
（エネルギー省諜報部）
、 
O
ffi
ce of Intelligence and A
nalysis, D
epartm
ent of H
om
eland Security
（国土安全保障省諜報分析部）
、
B
ureau of  
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七九
Intelligence and R
esearch, D
epartm
ent of State （国務省諜報調査局）
、
O
ffi
ce of Intelligence and A
nalysis, D
epartm
ent 
of T
reasury
（財務省諜報分析部）
、
O
ffi
ce of N
ational Security Intelligence, D
rug E
nforcem
ent A
dm
inistration
（
D
E
A
）
（麻薬取締庁安全保障諜報部）
、
N
ational Security B
ranch, F
ederal B
ureau of Investigation
（
F
B
I ） （連邦捜査局安全保障支
局）
、
N
ational G
eospatial-Intelligence A
gency
（
N
G
A
） （国家地政諜報庁）
、
N
ational R
econnaissance O
ffi
ce （
N
R
O
） （国家
偵察
、ＮＳＡ。これらは、国家諜報組織、国防省組織、軍務諜報組織、文民諜報組織の四つのカテゴリーに分類で
きる
）（
（
。国家諜報組織は、ＣＩＡ、ＮＳＡ、ＮＲＯ、ＮＧＡである
）（（
（
。
こうしたＩＣを総轄するのが、二〇〇四年の諜報改革テロ防止法
（
Intelligence R
eform
 and T
errorism
 P
revention A
ct
（
IR
T
P
A
） ）
で設置されたＤＮＩ
（
D
irector of N
ational Intelligence
国家諜報長官）
である。これは九・一一委員会の報告を
反映させている。しかし、諜報機関の改革は終わったわけではなく、諜報活動の効率性や統制のための議論はいまだ止んでいな
い
）（（
（
。ＩＣの一七もの官僚機構をどう束ねるかは、ＤＮＩの権限も絡んで困難な問題であ
る
）（（
（
。あわせて
二〇万人前後の職員を擁し、七五億ドル規模
（二〇一二年度（ＦＹ２０１２）では五三億九千万ドル）
の予算を費やす諜報
機関で
）（（
（
、統合や過剰問題が常にとり沙汰され、諜報の重複など効率性は予算では必ず議論される
）（（
（
。
そもそも、諜報は国家活動として認められるか。アメリカ合衆国憲法
（以下憲法）
に諜報や秘密の情報収集の規定
はない。しかし、外国の諜報をなすのは憲法上黙示の必要な政府権限だとの認識は、以下のような前提から共有される
）（（
（
。第一に、諜報が安全保障にとって不可欠であること。第二に、諜報の果実は、技術が結果を出せば出すほど、意
思決定者にとって重要性が増していくこと。第三に、秘密の諜報活動は執行権によって管理されなければ らないこと。第四に、アメリカ憲法はいかなる作用も大統領に独占を許さず、諜報の責務にあ ても議会と共有さ なければ
八〇
ならないこと、である
）（（
（
。
大統領は、 「道理が示す限り諜報の業務をアレンジすることが」できる
（フェデラリスト・ペーパー第六四篇）
。フェデ
ラリストの
J ジェイ.Jay
は条約締結に関して、こう述べる。 「条約の交渉において、性質がいかようであれ、完全な秘密と
即時の処理が必須であることはおうおうにしてあることだ。それらは、最も有益な諜報が、それを保持している人が、それが公にされる懸念から解放されう なら、獲得できる場合である。そうした懸念は温情的か友好的かのいずれかの動機に駆り立てられて、そうした人に作用することとな 。まぎれもなく、大統領の秘密に頼るけれども、上院のそれには信頼を置かず、いわんや大所帯の人民議会のそれにおいておやとす 、両方に動機づけられた人が多く存在する。 ［大統領は上院 助言と承認に基づいて条約を締結するが］ 、それに かかわらず、彼は道理が示唆するようなやりかたで、諜報の業務を管理できる
」）（（
（
。条約締結を典型とする安全保障には迅速と秘密が要求され
る
）（（
（
。それには執
行権が最も適任であるとの認識だ。諜報という国家の事務が権力分立上執行権の作用 との認識は、 やばやと確立されたといってよかろう。
2　
合衆国憲法修正第四条への関心
一方で、諜報にはプライバシー侵害が懸念される。憲法は公権力の私生活への介入には、修正第四条で次のよう
に規定して、制限している。 「人民がそ 身体、家宅、書類その他物件を不合理な捜索や押収
（
unreasonable searches 
and seizures ）
から保全される権利は侵害されてはならず、しかも宣誓あるいは確約に基づく相当な理由
（
probable 
cause ）
に基づき、かつ、押収されるべき身体あるいは物と捜索されるべき場所を個別具体的に記載していなければ、
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令状は発給されてはならない」 。
同条は、軍の私人宅での宿営
（
quartering ）
を制限した修正第三条の直後に置かれているよう
に
）（（
（
、イギリスの特に軍
の暴挙を糾弾する意味で設けられ、個人の居宅、そして財産に、公権力は勝手に侵入してはならないことを意図した。自分 家は自分の城
（
H
is house is his ow
n castle ）
とのコモンロー原則に基づき、自分の私的空間、特に財産は不可侵
との思想を表してい
る
）（（
（
。不合理な捜索押収から個人の城が守られる、そしてそこに侵入するには令状が必要である、
との法は、イングランド 経験に基づ
く
）（（
（
。修正第四条は、刑事手続において、犯罪を行ったと信ずるに足る相当な理
由
（
probable cause ）
があって、それを司法裁判所が判断し
（実体的制約）
、なおかつ、これらのことを明記した令状に
よらなければ
（手続的制約）
、捜索や押収
（
search and seizure ）
はされないとする法である。
修正第四条は、 文言上明らかに、 人民に保全される権利を保障している。保全されるものは、 個人の身体、 家宅、 書類、
その他の物件であり、公権力の不当な捜索や押収から保護されるとする。公権力は刑事司法の利益を図らなければならないから、この権利を侵害できるけれども、その場合は捜査や押収の必要性を示す合理的な実体的理由がなければならず、加えて そ 対象となる物を特定して記載した司法官憲の令状を要 とした。
修正第三条が保護される領域を個人の家宅としたのに対し 修正第四条にはそうした限定的な文言はなく、広がり
をもっている。同条は捜索押収には、令状と相当な理由を要請し、両者を欠く証拠を排除する
（
exclusionary rule ）
趣
旨であ
る
）（（
（
。刑事手続では証拠となる物品等の押収や会話の聴取といった、いわば特定された物
（後にみるように有体物
のみではなく会話等も入るとされる）
が必要であり、したがって令状にはこれを特定した記載が、憲法上要求される。一
方、安全保障のための情報収集や諜報は、特定的ではなく、あるいは特定できないし、極秘に されることを旨とす
八二
る。アメリカ人がテロリストと交信するのを傍受するのに、同条に基づいて令状を要するのか。諜報のこうした特殊性を考えたとき、刑事手続と同様に司法権の前にさらけ出して 相当の理由を弁明させ、どのような令状を要するとするのか。
アメリカは安全保障のための諜報活動を秘密裏に行ってき
た
）（（
（
。これが世論を喚起させ、一九七〇年代に議会はいわ
ゆるチャーチ委員会を ちあげ、これまでのＣＩＡをはじめとする政府 諜報活動をすべて暴露して 課題を洗い出した
）（（
（
。これをうけて、 諜報活動に透明性をもたせて統制するために、 一九七八年にＦＩＳＡが制定される。同法によっ
て、外国の政府や機関と外国人に対して そのアメリカでの交信記録を収集できる。スノーデンが明らかにしたＮＳＡの活動では、司法的なプロセスもなく無令状で、かつ諜報機関の判断のみで、個人のＥメール 含む電信記録が収集されたり 電子盗聴
（
eavesdroping ）
されたりするようになっている。それは、二〇〇八年にＦＩＳＡが改正される
までは、ＥＯ
1 
2 
3 
3 
3でなされていた
）（（
（
。安全保障上の監視は、通常の司法警察上の監視とは別に扱われる
）（（
（
。
修正第四条は刑事司法に手続的制約を設けたのであり、安全保障のための情報収集
（諜報）
は語っていない。同条
が諜報活動にも及ぶかが議論となる。ここで留意したいのは、安全保障には大統領 専権が憲法上認められ、それは大統領固有の権限であって、 会等 関与は受けないといった、権力分立の問題が絡むことである
）（（
（
。
安全保障のための外国諜報の法的基準は、二つのベクトル せめぎ合いのなかで定立され
る
）（（
（
。一つは、アメリカ国
内でなされる以上、刑事司法での盗聴と同視すべきで、修正第四条を完全に適用させる するものであ 。もう一つは、安全保障には大統領に特別の権限が認められており、同条の射程外でなされうるとす も である。安全保障の情報収集での電子的監視は 実に憲 の権力分立と人権保障が複雑にクロスし 問題なのであ 。
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諜報機関が安全保障目的で収集した証拠で刑事訴追できるかは問題とな
る
）（（
（
。これが認められると、司法が全く関与
しないで盗聴がなされ、そこで得られた証拠で刑事訴追されることになり、修正第四条からは想像できない状況が生まれることになろう。後にみるように、連邦最高裁判所
（以下最高裁）
の判例をうけて、議会は刑事訴追のための盗
聴について立法
（
T
itle
Ⅲ
of the O
m
nibus C
ontrol and Safe Streets A
ct of 1（（8, 18 U
.S.C
.
§2510 et seq. ）
を設け、司法の令状
による電子的監視を認めている。その一〇年後 やはり最高裁の判例をうけてＦＩＳＡを制定し、海外での外国政府間に限定された交信の諜報の電子的監視を法務長官の判断
（ただしＦＩＳＡ裁判所（後述）の同意が原則必要）
で広く行
えるよう した。
テロをはじめ予測不可能で重篤な被害をもたらす犯罪あるいは安全保障上の事犯を未然に防ぐことは、安全保障上
のプライオリティであ そこでは効率的に、秘密裏に情報を収集することが国家利益となる。一方で、個人のプライバシーも重要な利益 り、刑事手続では修正第四条が公権力の刑事司法上の利益にこれ 優先させた。安全保障についてどうなのかが、ここでの問題である。九・一一以降、安全保障の利益のために修正第四条を考慮しない扱いを拡大させる方向 みられる
）（（
（
。
3　
本稿の目的と構成
本稿は、安全保障が憲法の人権保障の利益と衝突する深刻な局面にメスを入れる。テクノロジーの発展に裏打ちさ
れて、諜報活動としての電子的監視
（
electronic surveillance ）
に、憲法、とくに修正第四条が適用されるのか、される
とす ばどのように関係するのかを検討する。
八四
まず修正第四条の意義と問題点を、次の二点を明らかにすることで、明確にする。第一に、修正第四条が電子的監
視をどのように考えてきたのかの判例の推移をみる。修正第四条制定時、よもや電子的監視とか盗聴とかは想像だにされていなかった。しかし、テクノロジー 急速な発展は、現在も高度に発達していく電子的監視の手法を生み出している。同条は、テクノロジーの進展と緊張関係にたつ典型的な憲法条項である。それは、プライバイシーという憲法上保護 た人権と衝突する。そこで第二に、同条はプライバシーをどのよう 理解 たのかについて、判例の変遷をみる。修正第四 プライバシーの根拠となる条項である。こうした議論は、同条の直接のターゲットである刑事司法手続の空間で展開されてき 同条は刑事手続 規定 り、その際盗聴について同条の適用除外が認められることがあるのか、判例をうけて立法でどう整理されたのかも、観察する。
そのうえで、本稿の主題に入る。すなわち、安全保障に修正第四条が厳格に適用されるのかを検討する。ＮＳＡは
国民の知らぬ ころで諜報としての電子的監視を行っていることが明らかとなっ 。判例 以下みていくように、電子空間は解放された空間でプライバシーの及ぶところではないとしてお
り
）（（
（
、立法も、安全保障のために執行権たる
諜報機関の便宜で電子盗聴や第三者からの情報提供
（安全保障請求状（
N
ational Security L
etters （
N
SL
s ） ）など）
を用意し
ている。こうした状況では「修正 四条は死文化
（
dead letter ）
した」ともいわれ
る
）（（
（
。なるほど安全保障の諜報は歴
史的には古くから大統領の専権領域とされ、議会 関与はなかった。しかし、一九七二年の最高裁判決
（
K
eith ）
を契
機に、ＣＩＡなどの秘密の諜報活動が国内の反政府運動家にも向けられていたことが暴露されたのも手伝って、この領域での民主的アカウンタビリティが志向されるようになる。そこでＦＩＳＡを制定 外国権力 諜報 立法的根拠を与えた。そのプロセスが事後に議会へ報告する以外は執行権で進められることから、二〇一三年 問題となった
八五
安全保障上の電子的監視（富井）
ような国内諜報活動の電子的監視にチェックが入らない現象が生じる。九・一一以降、こうした諜報活動は諜報機関の整備や改編、さらに権限付与の拡大で深刻になっているのである。
アメリカではテロ対策が深刻になるなか、安全保障の名目で、諜報機関による国内での諜報活動、とくにＥメール
や電話の交信などの情報収集を執行権の判断のみでなすようになっている。かか 活動の有用性は否定しうるものではないけれども、憲法 人権保障との関係でどうバランスをとるべきかは慎重を要す
る
）（（
（
。諜報にあっては、おりから
対テロでぴりぴりしている状況下では、大統領 安全保障権限よろしく、ＮＳＡが暗躍 ようになり、彼らの判断のみで無令状でサイバー空間を監視するようになれば、修正第四条とまともにぶつか ことにな
る
）（（
（
。対テロの電子的
監視 令状は、政府機関にテロの諜報、つまり将来のテロ事犯を防止し伝統的な捜索令状のような特別の刑事的に絞られた証拠を要求し 情報 収集を授権す
る
）（（
（
。安全保障が絡めば軍の諜報活動も浸潤していくのであり、これをど
うチェックするかも問題となろ
う
）（（
（
。テロのような深刻な安全保障事案からわれわれはのがれられない以上、人権保障
と安全保障のバランスは注意深く考察せねばならない。
電子的監視は、修正第四条制定時には考えだにされなかった。しかし、テクノロジーは民間のみならず公権力組
織にも、他者を監視するのに使用されるようになってくる。
（
surveillance ）
は、スロボギンにならって、 「人の
情報を離れた ころから、通常密かに私的空間に侵入することなしに収集する政府の努力」と観念 てお
く
）（（
（
。それ
には三類型ある。第一は交信監視
（
com
m
unications surveillance ）
で、リアルタイムに交信を傍受する。第二は物理的
監視
（
physical surveillance ）
で、リアルタイムに物理的活動を観察する。第三が取引監視
（
transaction surveillance ）
で、
交信、活動その他の取引について記録された情報 アクセスするのを含む。政府の諜報 長くこれらに依存してきた
八六
が、九・一一以降安全保障のための監視に最新のテクノロジーを使用して、場末に至るまで広範に実施されるようになったという。とりわけ後二者が重用されるようになる
）（（
（
。高度に発達した、 そして日々進歩する通信テクノロジーに、
一八世紀に制定された修正第四条がどう対応しようとするのかを垣間見ることとなろう。
二
　
電子的監視と修正第四条─刑事司法での展開
修正第四条は刑事手続における公権力抑制のルールである。その趣意は文言上明らかで、個人の私生活領域は恣意
的な刑事司法権力の名の下では侵されず、正当な理由のある官憲の発する令状に基づいてのみ、その侵害が正当化される。これすなわち、刑事司法 の捜索押収には令状が必要だとする規範である。しかし、個人の支配領域がテクノロジーの発展で通信の空間にまで広がり、プライバシーが顔を出すようになってく と
き
）（（
（
、この原則を時勢にどう適
合させていくのかが、同条の課題として突き付けられることとなる。
1　
修正第四条の古典的意義
修正第四条を制定したとき、制憲者はよもや電話が世間 流布し、ましてや電子で通信が自由にできるとは考え
ておるまい。同条で想定していたのは、公権力が物理的に
（
physically ）
勝手に私人のテリトリーに入ってくることで
あった。ほとんどの州に修正第四条と同様な規定が設けられるようになった一七八九年に、アメリカはコモンローの伝統の中に捜索押収に関して最も広範な制約を建設し
た
）（（
（
。その後、テクノロジーの発達で、私人の領域が電子的空間
八七
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にまで広がりをみせた。それは当事者間の秘密の領域であるから、犯罪の相談もなされよう。制定から一〇〇年ほどは、同条の保護領域について論争がなかったけれども、電話の普及によってにわかに問題が認識されるようになる。以後、修正第四条の展開は技術の発達に同条をどう適合させていくかが軸となる
）（（
（
。
電話盗聴は、禁酒法
（
N
ational P
rohibition A
ct ）
が制定されてかかる捜査手法がとられるようになると、憲法問題が
提起されるようになる。一九二八年、私人間の電話の会話を傍受できるかが問題とな たとき、修正第四条との関係が意識された。禁酒法違反 、ワシントン州シアトルの警察が被告人 事務所 電話を約五か月間盗聴し、その証拠を刑事裁判に持ちだしたことで、この盗聴は修正第四条
（第五条違反も主張したが、第四条のみ判断）
に違反すると訴え
た。最高裁は、制憲者は電話を想定しておらず、同条の保護は被告人の家や事務所から全世界 到達する電線 まで及ぶとは想定されず、電線傍受は彼の家や事務所の侵入ではないとした
（
O オルムステッド
lm
stead
事件）
）（（
（
。すなわち、同条で保護され
るのは、同条が列記しているような有体物
（
tangible objects ）
であり、それが保全されるのは物理的な侵害
（
physical 
invasion ）
からであって、本件電話傍受はこれに当たらない
（
no physical intrusion ）
としたのである。修正第四条の文
言にこだわり、物理的な次元で保障を捉えた。
これにたいし
B ブランダイス
randeis
判事は、多数意見は文理にとらわれ、同条が禁じた手法あるいは手続に留意していないと
して、反対意見を述べてい
る
）（（
（
。一人に放っておいてもらう権利、つまりプライバシーの権利は、文明社会で最も価値
があり、 「この権利を保護する めに、いかなる手段に ろう も 個人のプライバシーに政府が不当に侵入することは、修正第四条違反とみなされる」
）（（
（
。制憲時、政府には「むき出しの実力
（
force and violence ）」で強制できる手段し
かなかったが、テクノロジーの発達により、繊細なやり方で個人の領域 入 こと できるようになった。そもそも
八八
制憲者は、 「アメリカ人の信条、思想、感情や情緒を保護する」ことを意図した。そのため、政府から放っておいてもらう権利、プライバシーが最も重要だとされたのであって、いかなる手段であれ、これを侵害する政府の不当な行為は同条に違反するとした
）（（
（
。
多数意見はプライバシーの概念を持ち出さず、盗聴した場所
（事務所から道路に出ている電話線に傍受装置を仕掛けた）
は彼の財産ではないとし 同条が保護しているのは財産の不可侵だと認識した。ブランダイスは そうした物権的有体物のみが対象 た。彼 一八八九年にハーバード法学雑誌に出した古典的論文「プライバシー権」よろしく、同条が保護しようとしたのは個人の私的領域といったプライバシーなのだと のであ
る
）（（
（
。その後、プライバ
シーの議論は修正第四条に端を発して で されるかどうかで議論されるようになっていく
）（（
（
。
修正第四条はもう一つの重要な原理を規定している。令状主義である。実体的に保護される個人の財産や身体の保
全を規定するとともに、これらを刑事司法のために差押えるには、判事の令状が必要だとして、手続 原理を据えたのである。 「修正第四条のポイントは、それが、合理的な人が証拠から導き出す通常の推論を支持することを法執行官に否定す ことにあるので ない。その保護は、そうした推論がしばしば犯罪を探し出す競合した企てに従事する官吏によって判断される代わりに、つながり ない中立 司法官憲
（
m
agistrate ）
によって導き出されなければならな
いとすることにある
」）（（
（
。修正第四条は、刑事司法において個人の財産を侵害する時は合理的な理由を要し、それが司
法官憲の令状 担保 憲法原理を明確にしたのである。
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2　
電子盗聴と修正第四条のその後の展開
テクノロジーの発展に、修正第四条の原則を適合させていくとともに、判例をうけて立法で対応していった。制憲
者は電子盗聴なるものは想定していなかった。科学技術の進歩は想定外だった。電話盗聴という新たな政府の手法には、一九三四年に連邦交信法
（
F
ederal C
om
m
unication A
ct ）
を制定し、 「電話の同定の情報へのアクセスあるいは交信
傍受を実効化するには適切な授権」
（
§（05 ）
を求めなければならないとの手続を確立させるように、一般通信事業者
に義務づけ
た
）（（
（
。いわく、 「なんぴとも送り手が認めない限り、電子交信を傍受し、いかなる者とのそうした傍受され
た交信の存在と 内容と、実体と趣旨と、または意味を暴露もしくは公刊してはならない」
）（（
（
。
これは電話盗聴を犯罪とした法である。同法の「なんぴと」に連邦官吏が含まれるかが問題となった。州際の酒の
取引を捜査していた連邦官吏が州際の電話での盗聴を証拠として訴追し 事件で、最高裁
（
R ロバーツoberts
判事法廷意見）
は
連邦官吏が含まれるとし、 さらに同条に反しての盗聴による証拠は刑事事件でその能力を認め いとした
）（（
（
。もっとも、
これで連邦の盗聴によ 捜査がなくなったわけではない
）（（
（
。
修正第四条で熱く論じられるのが、プライバシーとして保護される空間はどこまでかであ
る
）（（
（
。それはオルムステッ
ドが述べたように、
t トレスパスrespass （侵害）
ドクトリンと関係し、刑事目的で個人の領域に踏み込むときは、犯罪捜査上相
当な理由があり、令状がなければならないとしているから、令状が要するのはどこまで の問題でもある。最高裁は、ＦＢＩによる公衆電話の盗聴が修正第四条の捜索押収に当たるとした
K カッツ
atz
事件
で
）（（
（
、電話ボックス
（
telephone booth ）
が保護された空間なのか りも 捜索押収が憲法の認める基準でなされたかを問題とした。そして、捜索押収 対象
九〇
となるのは有体物
（
tangible ）
だけではなく、会話も含まれ、修正第四条は
area （領域）
だけではないとして、政府の
トレスパスを広く禁じたとし
た
）（（
（
。原審はオルムステッドにのっとり、電話ボックスは有体財産
（
tangible ）
ではないと
した。なるほど本件では、政府の盗聴は、目的も手法も時間も限定的である。しかし、それはどのように主張しても執行権だけの判断であり、そこに司法官憲が一切介在していないとしたの
オルムステッドは、電話盗聴は修正第四条の捜索に当たらないと判断したもので、同条が保護するのを私人の財
産の空間に限定した。カッツは、囲まれた
（
enclosed ） 電話ボックスは、家宅のように人が合理的にプライバシーを
期待できる憲法上保護された場所 私的
（
private ）
な場所に、物理的侵入はもちろん、電子的なそれも、修
正第四条に反し、捜索令状なしに連邦政府権力が憲法上保護された領域に侵入するのには、不合理の推定が働く（presum
ptively unreasonable ）
と判断したのであ
る
）（（
（
。 「修正第四条が保護するのは人であって、場所ではない
（
F
ourth 
A
m
endm
ent protects people, not places ）」として、財物よりもプライバシーの期待の観点から、電子的監視の合憲性を
判断するアプローチをとる
）（（
（
。
最高裁はこの間、修正第四条の変化を認めている。すなわち、 は財産基盤を根源とする認識から、政府
利益とプライバシーの利益を衡量して 法 を規制す ため より一般的な道具に変容したと判断したのであ
る
）（（
（
。
修正第四条が適用されるには、 政府
（官憲）
の行為が捜索もしくは押収
（
seizure ）に該当しなければならない。後者は 「財
産上の個人の占有的利益に対する何らかの有意な干渉」と概念され
る
）（（
（
。捜索
（
search ）
は歴史的に憲法上保護された
領域を侵害する政府のなんらかの行為を含むものであ
り
）（（
（
、この憲法上保護された領域がトレスパス理論からプライバ
シーへと変遷していった である。カッツでは、
H ハーラン
arlan
判事は、捜索された対象について、当該個人がプライバシー
九一
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であると主張し、これを社会が合理的あるいは正当であると認めるにやぶさかでないとなれば、修正第四条の問題が生じるとし
た
）（（
（
。社会通念に委ねられたのであり、修正第四条が保護するプライバシー領域は、社会の発展に附随する
国民の意識や公的利益で画定されるところとなる。
背景に、プライバシーの概念の成熟と国民の関心の高まり、そしてテクノロジーの進展がある。カッツで
B ブラック
lack
判
事は、反対意見で次のように述べてい
る
）（（
（
。 「思うに、本判決で本法廷は修正第四条の書き換えを完了させた。それは
ごく最近に、不合理な捜索押収 対する訴訟が個人のプライバシーと同じだとして修正第四条に不断に言及するようになったとき 始まった。…しかる 、プライバシーを保護するよう意図した本法廷の言葉に気まぐれに置き換えことで、不合理な捜索押収に対する保護を意図した憲法の文言に、本法廷は、修正第四条を、本法廷のプライバシーの最広義の概念をそこなう、憲法に反するすべての法を判示す 道具にした」 。もっとも、法廷意見はプライバシーを限定的に使用している。 「修正第四条は、一般的な憲法上の「プライバシー権」には翻訳されえない。この修正条項はいくつかの種類の政府による侵害から個人 プライバシー 保護 る。…憲法の他の規定はその他 類型の政府による侵害から個人のプライバシーを保護する しかし、プライバシーという個人の一般的な権利─他者から放っておいてもらう個人 権利─ 保護は、個々の州の立法に大きく委ねられている」
）（（
（
。
カッツで政府側は、本件でカバーされないケースでの例外を主張した。傍受される側の同意には、裁判所はやぶさ
かではないが、相当の理由の証明で司法官憲
（
m
agistrate ）
が事前に授権したときは、消極とな
る
）（（
（
。もっとも、 「国家
安全保障を含む状況で司法官憲による事前 授権以外の防御が修正第四条を満たすかどうかは、本件で提起された問題ではない」として る
）（（
（
。
九二
こうした多数意見にもかかわらず、
W ホワイト
hite
判事は、踏み込んで、大統領や法務長官が国家安全保障の要請として電
子的監視を合理的に授権したときは、令状の手続は不要だと強調してい
る
）（（
（
。この指摘に押された形で、
D ダクラスouglas
判事
は、ホワイト判事の完全な青信号は疑問だとしてい
る
）（（
（
。大統領も法務長官も、司法官憲ではないし、安全保障上の事
案でも中立な立場にはなく、利害当事者にほかならな 。スパイや破壊者やギャンブラー
（安全保障も刑事も同じとい
うこと）
も修正第四条の保護を受けるのであり、刑事罰に差異はないとする。
本件で最高裁
（法廷意見）
は、 「判事もしくは司法官による事前の承認なしに司法過程の外でなされる捜索は、それ
自体
（
per se ）
修正第四条の下で不合理となる。特別に確立され十分に境界の画定された
（
delineated ）
ごくわずかな例
外にのみ服する」 してい
る
）（（
（
。現実はそうした方向に展開していったとはいえまい。さまざまな電子技術の発展と安
全保障上 困難な脅威、特にテロリズムへの喫緊の対処の必要性が出現 たからである。
カッツは、刑事司法での電子的監視には修正第四条を厳格に適用することを指示した。ただ、安全保障については
別の扱いを示唆している。司法警察の手法の限界を超え、その手に負えない外国の諜報には、個人の人権と衡量したうえで、立法で限定的に電子的監視を認めるべきと指摘されるようになった
）（（
（
。
3　
T
itle
Ⅲ（タイトル・スリー）
電子的盗聴とその監視の必要性 高まり、カッツも影響して、議会は盗聴を認める規定を設けた。一九六八年、
O
m
nibus C
rim
e C
ontrol and Safe Streets A
ct （包括犯罪統制安全街路法）
T
itle
Ⅲ（
18 U
.S.C
.
§§2510
─
2522, ch. 11（ ）、いわ
ゆるタイトル・スリーに基づいて、司法警察官は、電子的監視、電話利用記録
（
pen-registered ））（（
（
、交信追跡
（
trap and 
九三
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trace ）
装
置
）（（
（
、同意によるモニタリング、身体検査
（
physical search ）、人の監視、通報
（
inform
ants ）
の六つの基本的な
監視の手段を獲得したのである。タイトル・スリーでは司法令状を要求しており、裁判官は「個人が、
§251（
で列
記された特定の犯則
（法定刑が死刑とされている犯罪などを列挙─筆者）
を現に犯している、または犯したもしくはまさ
に犯そうとしていると信用するに足る相当の理由
（
probable cause ）
が存在する」ことを発見しなければならない
（
18 
U
.S.C
.
§2518 ）。さらに、監視の行われる時と場所が特定されていなければならず、通常の捜査手法が尽きていること
も要求される。
pen-registered
と
trap and trace
には、法文上は相当の理由は要求されていないけれども、政府の法
務官に進行中の捜査に不可欠だとの疎明を要求している
（
18 U
.S.C
.
§3123 （
a ） （
1 ） ）
。
ここで留意すべきは、第一に、盗聴自体が厳格に制限されていることである。司法裁判官の令状が必要で、請求を
受けた裁判 は相当の理由があることを判断しなければならない。カッツ判決を十分に踏まえた立法となっている。相当の理由は個別判断になるが、犯罪が行われた、あるいは行われ と信ずるに足る相当な理由や事実の証明があるということである。
第二は、安全保障の捜査には適用されないとの明文の規定を置いたことである
（
§2511 （
3 ） ）
。議会は安全保障の情
報収集は大統領の権限であることを気にとめ こ につ てはオープン ままにしておいた。一九六八年のタイトル・スリーは、安全保障目的 大統領が外国の諜報活動を行うための電子的監視の権限には、影響を及ぼすものではないと規定した。これは、大統領には外国の諜報あるいは安全保障の目的での電子的監視を行う固有の権限があることを暗黙の前提としている。そして、次の五つ 目的 行為 タイトル・スリー 射程外で、規制されないとし
た
）（（
（
。①外
国勢力からの現実ある 潜在的な攻撃その他敵対行為から合衆国を防御する、②合衆国 安全 不可欠とされる外
九四
国の諜報情報を獲得する、③外国の諜報活動から国家の安全情報を防御する、④武力その他違法な手段によって政府を転覆することに対して合衆国を防護する、⑤政府の存在あるいは構造に対 いかなる明白かつ現在の危険から合衆国 保護 。
テクノロジーの進展で、私的領域は電子空間にまで拡大してい
く
）（（
（
。プレモダンの修正第四条は、私人の財産の保護
を意識しており、電子空間は想定 いない。こうした現実にあって、同条をアップデートさせたのは最高裁である。判例 うけて、立法が刑事司法での領域で公権力の侵害 限界を明確にさせた。タイトル・スリーはその到達点であり、刑事司法の電子的監視の実務はこれによることとなる。
4　
小
　　　
括
修正第四条が適用されるためには、法執行官の行為が捜索
（
search ）
でなければならない。それは、辞書の定義の
とおりで、 「本を見つけるために家を捜索するとか、泥棒を発見するために森の中を探すとかのように、何かを見つける目的で探し回る、探索する、立ち入って検証する」という意味であ
る
）（（
（
。捜索が禁じられるのでなく、それが合理
的で、かつ判事の令状があれば、合憲となる。令状があれば合理的となるのではなく、 民 不安 させる不合理な監視を行ってはならないことに主眼がある
）（（
（
。
では安全保障の捜査の電子盗聴や監視は令状なしに行えるのか。カッツは次の問題は宿題としたのである。 「司法
官憲による事前の授権以外の防御は、安全保障が絡む状況において修正第四条を満足させるか
」）（（
（
。刑事司法に電子的
監視を認めたタイトル・スリーが制定された一九六八年時点で、議会には、最高裁同様、執行権が安全保障目的で無
九五
安全保障上の電子的監視（富井）
令状の電子的監視を行うと主張する固有の権限論を抑制する心得はなかった
）（（
（
。
三
　
安全保障の電子的監視と修正第四条
1　
問題の所在
修正第四条は刑事司法での手続原理を定めたものである。同条の歴史的発展の中で、法執行
（
law
 enforcem
ent ）
に
は
電子的監視がどこまで認められるかが議論され、令状主義を厳格に確認した立法、タイトル・スリーに結実した。
修正第四条はそれ以外の手続については語ってはおらず、令状主義や合理性の要請が司法捜査以外にも及ぶかは、憲法上定かでない。
安全保障のための捜査
（
national security investigation ）
に無令状で大統領が電子盗聴を命じるのは修正第四条に反
さないかが初めて問題となったのが、一九七二年の合衆国対合衆国地方裁判所事件
（
K キースeith
事件）
であ
る
）（（
（
。一九六八
年に盗聴権限を認 る立法
（タイトル・スリー）
が制定さ
れ
）（（
（
、特定の犯罪
（
§251（
に規定される）
に電子的監視
（
electric 
surveillance ）
を授権している。意図的な傍受や電子的会話、電信の傍受
（
intercept ）
は、同法に規定されたもののほか
は認められないとしたうえで
（
§2511 （
1 ） ）
、法務長官に、同次官などとの内部で協議を経て、管轄権のある連邦裁判
所に、ＦＢＩとの会話を含む電子傍受の令状を請求する権限を認めている。ただし、安全保障上の諜報で 電子盗聴には言及がない。タイトル・スリーにはど 条項も、武力もしくはその他 手段で政府 転覆させること、または政府の存在や構造にその他 急迫かつ現在の危険に対して 合衆国を保護する に必要と考える手段をと 大統領の憲
九六
法上の権限を制限するものと解されてはならないと規定されていた
（
§2511 （
3 ） ）
。
キース事件時、安全保障と修正第四条の情況はこうであっ
た
）（（
（
。一九六八年制定のタイトル・スリーで、刑事捜査の
ための司 警察官の電子的監視には裁判官の令状を要することとなった。これは安全保障の情報収集や諜報には適用されない。安全保障の情報収集には、ＦＤＲ
（Ｆ・Ｄ・ローズベルト大統領）
以降、大統領が独断でこれを決行し、ト
ルーマン大統領が 務長 あての書簡でこれを文書化し、誰も異論をさしはさむことなく、無令状で大統領権として実行してきた歴史がある。一九五〇年代初頭
H Ｈ・マクグレイスow
ard
M
cG
rath
法務長官はマイクロホンの監視装置を据える自ら
の権限を否定し が、一九五四年、
H
Ｈ・ブラウネルerbert
B
row
nell 法務長官はこれを覆し、長官の承認なく、ＦＢＩにかかる監
視の権限が国益の許す限り認められると メモを出し
た
）（（
（
。はたしてこれが修正第四条の例外をなすのか、問題となっ
た
）（（
（
。安全保障は大統領が広範な裁量権を有する領域であり、したがってその行動は自らの判断 秘密にしうるとの伝
統的な憲法観が背景にある。典型的には、ペンタゴン・ペーパー事件で
S スチュワー トtew
art
判事の以下のような補足意見に
みられる。 「憲法が執行 に外交 行為と国防の維持に広範な程度の共有されない権限を与えておるなら、そのとき執行権は憲法上、その権限を成功裏に行使するのに必要な国内 安全 程度を維持し決定できる、広範には共有されない義務を持た ければならない
」）（（
（
。この考え方は、外交に関して大統領が唯一の機関
（
sole organ ）
であるとした
S サザーランドoutherland
判事の考えを反映している
）（（
（
。
憲法は国家が秘密に行動できるとする規定を設けておらない。どの機関が行えるかも規定はなく、秘密に行動でき
る判断の手続や審査にも言及が い。大統領に安全保障の広範な権限があり、 そのために秘密に行動できるとして 、
九七
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憲法に明確な規定がない以上、そこに立法が制約的に関与してはならないとするのに説得力は見出し難く、アカウンタビリティの観点から立法的整備は可能であるとの論理も成り立つ。
安全保障には大統領の秘密指定や隠密行動の権限が憲法上認められれば、修正第四条のプライバシーの保護と対峙
することになる。これが今日のＮＳＡの電子情報大量データ収集問題の要諦といえる。安全保障とプライバシーのバランスに、技術の発達が加味される問題である。この三つどもえの中で、安全保障のための電子的監視は憲法上どのように整理されなければならないの 。現代にも引きずる憲法問題として俎上にのぼることとなる。
2　
K
eith
判決
キースは、安全保障のための電子盗聴に修正第四条が適用されるかを判断した初のケースである。最高裁
（
P パウエルow
ell
判事）
は、令状主義を要求する利益と国内の脅威に対する安全保障上の利益とを衡量し、電子的監視で事前に令状を
得ることを政府に要求するのは合理的であるとした
）（（
（
。そのうえで、ニクソン大統領の盗聴命令は違憲と判断した
）（（
（
。
本件は、合衆国政府の財産の破壊工作に関する刑事裁判である。
W
白パンサー党 hite
P
anther
P
arty
の一味である被告の一人
P プラモンドンlam
ondon
が、ＣＩＡの支局をダイナマイトで爆破した罪状に問われ、その公判で彼は政府の監視情報の証拠能力
を問題として、政府が電子的監視で獲得した情報の開示を求めた。法務長官
J Ｊ・ミッチェルohn
M
itchell は、政府が仕掛けていた
盗聴によれば、彼がその会話に参加し政府転覆を画策していた は明 かだとした。担当判事
（
K
eith ）
は非公開
（
in 
cam
era ）
でこれを調べたが、被告側には開示しなかった。政府は、大統領には憲法上、国内の安全保障について諜報
を行う固有の権限があると主張した。しかし、この連邦地裁判事キースは、われわれは法 支配 服するのであり、
九八
人のそれではないとし、大統領が修正第四条の適用を免れるとするこうした権限には根拠がないとして、これを退けた
）（（
（
。政府は急きょ、キースの命令を退けるため第六控訴裁判所に控訴したところ、原審の判断を支持したの
で
）（（
（
、最高
裁に持ち込まれた。
最高裁は電子的監視を認めるタイトル・スリーに目をやる。これは、 電子盗聴を容認する状況を議会がプライバシー
と衡量のうえ慎重に調整したものである。政府は、その
§2511 （
3 ）（のちにＦＩＳＡが制定され、削除されている）
で、大
統領が安全保障 不可欠と考える手段を 大統領の憲法上の権限を侵害するもの 解釈されてはならないとの留保規定
（いわゆる
N
安全保障但書 ational
Security
disclaim
er ）
に依拠する。しかし、諜報に電子的監視の権限まで認めたかは、立法経緯
はこの点中立であったので、断定できない。同条が、 「法文 そうした目的には全く不適切であるので、何ら権限を付与した でないのは確かだ。本法は大統領が憲法上持ちうる権限を制限ないし邪魔立てするよう、解釈されてはならないと、規定して るにすぎない」
）（（
（
。
ここでパウエル判事
（法廷意見）
は、 この
§2511 （
3 ）が「大統領の憲法上の権限」として二つの情況の類型、 すなわち、
①「外国権力
（
foreign pow
er ）」の攻撃、その他敵対行動あるいは諜報活動から保護する必要性がある場合、②政府の
転覆あるいはその他、政府 構造や存在に対する明白かつ現在の危険から保護する必要 ある場合、に言及してい点に着目す
る
）（（
（
。両方とも安全保障で語られるけれども、安全保障は外国からの脅威に関わる①でのみ使用される。②
は「国内組織
（
dom
estic organization ）」から発する脅威に関わる。国内組織に明確な定義はないけれども、外国組織と
は関係を持たないアメリカ人 団体組織を意味している。違法な行為の国内と外国 区別は困難で、協働 ている場合もある。ただし本件はこれには及ばない。外国権力の安全保障情報を収集する固有の大統領権限の射程と、適用さ
九九
安全保障上の電子的監視（富井）
れるなら令状条項の、執行権を支配するであろう基準の問題を留保させて、国内の安全保障の脅威に本件判断を限定したのである
）（（
（
。パウエルは、国内での安全保障上の情報収集での人権侵害を懸念したのであろう
）（（
（
。
本件は、タイトル・スリーの違憲性も、大統領の外国政府の活動に対する国内外での監視権限の範囲も、問題にし
ていない。論点は、カッツが宿題としたように、 「司法官憲による事前の授権以外の防御が、国家安全保障を含む状況で修正第四条を満足させるか」である。その鍵は修正第四条の捜索押収 「合理性
（
reasonableness ）」にあり、そ
の判断は令状条項を通して されるとす
る
）（（
（
。国家の安全保障は政府の最重要の責務である。しかし、それは人権保障
規定で保護される国民の自由を政府が電子的監視で侵害してよいということにはならない。カッツを含むこれまでの判例は、黙示的に、電子的監視が巻き込む会話のプライバシー 政府が入り込む 修正第四条の保護が必要としている
）（（
（
。
パウエル判事は、立法には安全保障の情報収集について規定はないと確認したうえで、大統領の安全保障権限とい
う権力分立が問題になるとする。ただし、憲法も、タイトル・スリーも、大統領のそうした権限について触れておらない。 「修正第四条は、文言上は必ずしも無制限と していないから、われわれの仕事は本件で問題と っ る基本価値を検証し衡量することである。すなわち、国内の安全を保護する政府の義務と、個人のプライバシーや表現自由に対する不合理な監視によって課せられる潜在的危険であ
」）（（
（
。修正第四条は合理的な
（
reasonable ）
捜索であれ
ば令状が発せられ捜索できるとしているから、裁判所は合理性を判断す よう求められている。しかし、裁判所は安全保障の観点からの合理性を判断する能力 持たない。大統領の安全保障権限も否定され ものではない。 「国内の安全保障を防御する正当な必要性が政府の電子的監視の使用に必須とするなら 問題は、プライバシーと表現 自由
一〇〇
を市民が必要とすることが、そうした監視がなされる前に令状を要件とすることでよりよく保護されうるかどうか、である。われわれはまた、令状を必要とするなら、政府が自らを、政府の転覆やそれにむけた行為から防御する政府の努力をくじくことにならないかどうかも問わなければならない
」）（（
（
。しかし、修正第四条はプライバシーを保護して
おり、大統領が自由な安全保障の最終的な判断者だとさ る憲法上のいわれはな
い
）（（
（
。本件では修正第四条での基準が
求められており、 「政府の監視 、その目 が刑事捜査であれ 進行中 諜報情報収集であれ、憲法で保護された言論のプライバシーを侵害する危険を伴って る。安全保障としての監視は、国内安全保障 概念が もそも曖昧であること、諜報収集が本質的に広範かつ継続的 性質を持つこ 、そして政治的反対者 監視するために うした監視を用いる誘惑に駆 ることで、特にセンシティブである。われわれは、これまでもそうであったように、大統領に国内安全保障の役割を認め が、それは修正第四条に適合す やり方で行使 け ばな ないと考える」
）（（
（
。
なるほど令状の要請には例外はある。しかし、そうした例外は限定的で、慎重に画定される。すなわち、 「一般的
には、そうした例外が、証拠隠滅を防ぎ司法警察官の安寧 護するのに警察官の正当 利益に資する」場合である
）（（
（
。政府は、国内の安全 ための例外が認められる特別の情況であり、ここに令状を事前 要するとして司法を介入
させれば、大統領の権限行使を妨げると主張す
る
）（（（
（
。本件は特別の刑事訴追のための証拠収集ではなく、転覆勢力に関
する諜報のための監視である。現実にはかかるターゲットを客観的に特定するのは困難で、修正第四条が要求 相当の理由は要求し得ないけれども、安全保障上の必要性は存在す 他方、公的な監視は、刑事だろうが諜報だろうが、憲法で保護さ プライバシーを侵害する恐れがある。ましてや国内 全といっ 漠然とした概念では、諜報は必然的に広がり、政治的反対への監視にまで及んで、その懸念 果 しない
）（（（
（
。
一〇一
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かくして政府の主張は退けられた。しかし、二つの重要な留保をしてい
る
）（（（
（
。一つは、本件にタイトル・スリーが適
用されるわけではないことである。タイトル・スリーは、 「国家安全保障への国内的脅威に対応する大統領の権限を限定したり、あるい 削除したりす ものではない」 。もう一つは、この判断は外 の政府や機関の活動に絡むものにまで及ぶものではな という
では要求される令状とはどのようなものなのか。国内の安全保障の監視は犯罪捜査とは異なるとし、安全保障の令
状での正当な理由には刑事とは異なる基準が適用されるとしたうえで、 それは「われわれの市民の保護された権利と、諜報情報 ための政府の正当な必要性の、両方に関連して正当である かで、 「令状の申請は保護に値する市民の権利の性格と執行されるべき政府利益に符合して可変的 からだ」とした
）（（（
（
。
キース後も、ニクソンは国内の安全保障のための電子的監視をやめず、安全保障に関して外国の脅威 国内の脅威
を分けるのを拒否し
た
）（（（
（
。ニクソンの電子的監視の濫用は有名であるけれども、それは付加的な犯罪行為のパターンの
脈絡で暴かれたからでもあろう
）（（（
（
。
3　
K
eith
法理の課題
国内での安全保障上の捜査には修正第四条が適用されるルールをキース法理とする。海外の安全保障のための捜索
はどうか。キースはその判断を留保した。しかし、その後の下級審の判決は 修正第四条の適用を刑事事件と同じように 求めていない。
T トゥルーオン
ruong
事件では、 「執行権の必要性は、国内の安全保障領域とは異なり、海外諜報の領域で
はかくも強固なので、キースに従って統一の令状を必須とすることは、大統領の外交の責務を全う の 不当に妨
一〇二
げる
（
unduly frustrate ）」とし
た
）（（（
（
。その理由
は
）（（（
（
、第一に、安全保障として外国の脅威に対抗する試みは、最高次の迅速
と秘密を要求する。これに手続の要件を課せば、諜報活動の柔軟性を妨げることになる。さらに、より重要なことに、「外交で諜報を監視するかどうかの決定をなすのに、執行権は比類なき専門性を持っているのに対し、司法権は、外国諜報監視の背後にあるデリケートで複雑な決定をなすのにはあまりにも未経験である。…おそらく最も重要なことに、執行権は外国諜報分野で優越した専門家を擁しているだけでなく、外務に卓越した権限を有するものと憲法上企図されている」 。要するに、安全保障に関する執行権の柔軟性と専門性と憲法上の権限から、裁判所は外国 諜報活動を監視するのにいちいち令状を執行権から司法権に求めさせるこ には らないとした
）（（（
（
。
キースは、刑事捜査と安全保障の捜査は根本的に異なり、議会もこれを認識しているとした。 「刑事上の監視と国
内安全保障上のそ とは」別個で、 「議会は後者について、
（刑事上の監視）
のためにすでに規定された基準とは異なる
保護的な基準を考量しう 」
）（（（
（
。
キースを素直に読めば 安全保障の諜報活動での電子的監視は修正第四条の対象外だとはみれまい。他方、かかる
活動は法執行や司法警察とは大きく異なるのもしかりである。それは、目的の重大性やそれに見合った活動の秘密性や迅速性であり、令状をいちいち要求すれば、目的達成をそぎかねない。これを憲法的にどう正当化するか。
修正第四条が安全保障のための情報収集活動までは及ばないとは、裁判所 明確にしていない。キースは安全保障
目的での国内の電子的監視には修正第四条が適用され とした であって、 以外は判断していない。問題は外国に対する安全保障目的 の電子的監視に同条が適用さ るかである。
キースの直後、下級審でこれが問題となる。一九七三年、第五控訴裁判所は、違法な銃の州際通商に電話盗聴 無
一〇三
安全保障上の電子的監視（富井）
令状で行ったことについて、政府側が外国諜報を収集する目的だと主張したのをうけて、キースはこの点は白紙にしていたとし、 「国内の安全保障事案では許されないにしても、外国の権力がかかわっているところで 令状なしの電子的監視は合憲」とし、その根拠を憲法二条の最高司令官条項に求めた
）（（（
（
。
その後も、外国政府にアメリカの国防情報の伝送を教唆した事件で、同様に、政府の盗聴は連邦交信法にも修正第
四条にも違反しない され
た
）（（（
（
。修正第四条に反しないことでは、本件盗聴が「外国の諜報情報を収集する目的でのみ
実行され維持され る」点を強調する。相当の理由
（
probable cause ）
の必要性について、刑事では犯罪の存在を合
理的に信じる 足ることが要件となるが 本件のように、外務に関する判断に必要な情報を得るとの重要な政府利益は重くなり、相当の理由は厳格には要求されない 大統領の最高司令官としての地位を重視す
る
）（（（
（
。第九控訴裁判所も
この流れを踏襲し、 「外国の安全保障の盗聴は一般的な令状要求に対して認められた例外である」としてい
る
）（（（
（
。そう
でないとした下級審判例もあるが
）（（（
（
、少数である。
安全保障の捜査として例えば、空港での無令状の荷物検査がある。これは修正第四条に違反しないのか。連邦運輸
保安局
（
T
ransportation Security A
dm
inistration ）
は民間航空機の乗客や荷物を無令状で検査している。これについて最
高裁の判断はない。ただし、税関がその職員の麻薬検査のために無令状で採尿するのは刑事捜査ではなく、不当な理由ではないから、修正第四条に反しないとした判例で、最高裁は、捜索は相当 理由に基づく令状によるのが原則とする一方、修正第四条の侵害が通常の法執行の必要性を超え 政府 特別の必要に資するところ 、具体的 状況に照らして個人のプライバシーの期待と政府利益 を衡量して判断する
し
）（（（
（
、空港でのそうした検査は修正第四条で
の合理的な捜索に当たると下級審はしてきていると述べている
）（（（
（
。なお、特別の必要性は後に検討する。
一〇四
キースはあくまで国内の電子的監視には修正第四条が適用されるとしたのであって、外国の諜報については判断し
ていない。ＦＤＲ以来の慣行も考える
と
）（（（
（
、外国諜報のための電子的監視には同条が及ばないとも解され、現に下級審
ではそう解釈している例が少なくない。この展開で、安全保障目的での電子的監視について、国内と海外とに二分されていることが鮮明にされる。国内での安全保障目的の電子的監視に修正第四条は適用されるか されないとしてもどのような防御が考えられるか
（大統領の固有権だとしてもそれは無制限ではなく、救済も含めて憲法や制定法上の制約が及
ぶのか）
。
安全保障の名の下に政府の電子的監視が認められるならば、修正第一条の問題も出てくる。政府への正当な反対活
動や政治的その他の目的での電子交信が政府の監視のターゲットにされれば、表現の自由の問題とな
る
）（（（
（
。キースはこ
れを意識している。いわく、 「安全保障の事案は、通常 刑事事件では現 てこない修正第一条と第四条の価値の収束がしばしば映し出される。執行権 捜査義務はそうした事案ではより強い一方で、それはまた、憲法上保護された言論に、より大きな危険が存在する。歴史的には、イングランドでの言論出版の自由への闘争 捜索押収の権能の範囲の問題 絡んでいた。歴史はふんだんに、その動機がいかに思慮深くて善意であろうとも の政策を強烈に非難する人々を疑いの目 みる 府の傾向を証明している」
）（（（
（
。
キースは安全保障目的での連邦政府の電子的監視について、議会に手続や権限を明確にする立法制定への動機づけ
をもたらした。ＦＩＳＡである。ウォーターゲート
（
W
atergate ）
事件や、ＣＩＡやＮＳＡといった政府の秘密の諜報
活動の透明化に向けた政治的な動きも、ＦＩＳＡの制定に影響したことは間違 ない 外国の諜報だけでなく国内でも秘密裏に電子的監視が行われている懸念も、チャ チ委員会で指摘されたよう 、高まっていた。キースが国内
一〇五
安全保障上の電子的監視（富井）
電子的監視にはすべからく修正第四条が及ぶとした判断は、重いのである
）（（（
（
。
4　
外国諜報監視法
（ＦＩＳＡ）
の制定
（
1）　
ＦＩＳＡの意義
アメリカの外国に対する諜報活動は建国時のワシントンの時代にまでさかのぼり、大統領が諜報機関を設置し諜報
として情報収集を行ってきた。やがてＦＢＩやＣＩＡといった諜報機関は制定法で設置され、その活動も法の認容するところとなる。しかし、諜報活動が制定法で限界づけられることはなく、議会の監視も一九七〇年代まで存在しなかった
）（（（
（
。議会の諜報の統制は、憲法に規定がないため、大統領の権限を侵すのではないかと、憲法問題になる
）（（（
（
。
キース事件の時代、つまり七〇年代前半は、ウォーターゲート事件やベトナム戦争があり、政府の諜報活動への関
心が高まった。議会はチャーチ委員会を立ち上げて、ＣＩＡやＦＢ をはじめ する政府の諜報活動を洗い出
し
）（（（
（
、そ
の事実を把握して諜報活動に対するアカウンタビリティと統制を確保するための改革を検討した。これをうけて、諜報のための外国の電子的監視を立法で明ら にした。それ 一九七八年のＦＩＳＡ 制定であ
る
）（（（
（
。法務省は外国の諜
報を盗聴する に司法が制約を課すのをひたすら否定してきたが 最高裁が安全保障のた の無令状の盗聴を違憲と解する余地もあったし、ウォーターゲート事件で執行権への風当 りも強く、信頼を回復しなければならないとのプレッシャーが立法を促し
た
）（（（
（
。議会も大統領も、外国の諜報監視の分野には制定法の授権を要し、法の支配が妥当する
と認識したことになる。そこ は制定法による防御や統制も盛り込まれることになる
）（（（
（
。
ＦＩＳＡは複雑な法であるけれども、その根本は外国諜報に関する電子的監視を遂行するのに必要な手続を規定し
一〇六
たことにある。アメリカの安全保障の伝統的な手法である諜報を法的に位置付けるとともに、拡大する安全保障の諜報活動からアメリカ国民のプライバシーを保護する目的を有する。ＦＩＳＡの制定は、安全保障の諜報という執行権のコアを立法で規制する意義があり、そこに権力分立の問題も生じ ことに留意すべきであろう。
ＦＩＳＡは、大統領に安全保障目的での無令状の電子的監視を承認する固有の権限が認められるかの長い議論の果
実であ
る
）（（（
（
。ＦＩＳＡ自体を違憲とする主張はさほどな
い
）（（（
（
。大統領に外国の諜報のために無令状で電子的監視を行う固
有の憲法上の権限があるとしても、議会にはこれを支配する合理 令状手続を立法化することでこの権限行使を制限する権限が るとの理解が背景
）（（（
（
。
もっとも、議会が執行権の隠密の電子的監視の統制に万全のシステムを敷いたかは議論がある。ＦＩＳＣｔ
（外国
諜報監視裁判所）
を創設して令状主義を原則とするなど、統制の視点をメインに据えているものの、そのプロセスは不
透明で、法文も執行 の利に解され、人権保障の観点から問題なしとまではいえまい。（
2）　
ＦＩＳＡの主な内容─統制の観点から
ＦＩＳＡは、大統領
（執行権）
が外国の諜報目的での電子的監視の手続を規定することで、主に以下の三点でその
行使に規制をかける。第一に、令状の請求には、対象が「外国の諜報の情報
（
foreign intelligence inform
ation ）」であっ
て、そう判断することに相当な理由
（
probable cause ）
がなければならないとしている
（
50 U
.S.C
.
§1801 （
e ） ）
。外国の諜
報情報とは、外国権力あるいはそのエージェントによる
A現実あるいは潜在的な攻撃その他重篤な敵対行為、
B破
壊工作あるい 国際テロリズム、
C諜報サービスやネットワークの極秘の諜報活動、であって、アメリカの国防や外
一〇七
安全保障上の電子的監視（富井）
交に関係するものである。
Bには二〇〇八年の改正で「大量破壊兵器の国際的拡散」が付加された。法務長官は、相
当の理由を示して、こうした外国諜報情報収集が目的であることをＦＩＳＣｔに立証しなければならない
（
§1804 （
a ）
（
（ ） ）
。
第二に、 「電子的監視のターゲットが、外国権力か、もしくはそのエージェント」であるときのみ、令状は認めら
れる（
§1804 （
a ） （
（ ） ）
。外国権力とは、⑴アメリカが承認しているかどうかにかかわらず、外国の政府もしくはその部
分、⑵実質的にアメリカ人で構成されていない の分派、⑶外国政府が公に認知している実体で、そうした政府が指揮統制している、⑷国際テロリズムあるいはその準備活動に従事している集団、⑸実質的にアメリカ人で構成さていない外国に基盤をおく政治組織、⑹外国政府が指揮統制する実体、である
（
§1801 （
a ） ）
。外国権力のエージェン
トとは、非アメリカ市民であって、
A上記の⑷で定義された外国権力のメンバーとして、もしくは外国権力の官吏ま
たは被傭者として、アメリカ 活動しており
Bアメリカの利害に反して、アメリカ国内で極秘の諜報活動に外国権
力の めに従事しており そうした者がアメリカにいることがそうした活動に従事していることを示している、もしくはそうした者が故意にそうした活動 支援 いる または教唆して るとき、と定義され
（
§1801 （
b ） （
1 ）））（（（
（
。
ＦＩＳＡが認める捜査手法には、⑴電子的監視
（
50 U
.S.C
.
§1803 （
a ） ）
、⑵身体検査
（
§1822 （
c ） ） 、
⑶
pen register 
and trap
（電話利用状況記録） （
§1842 （
a ） （
1 ） ） 、
⑷有体物
（
tangible things ）
作成強制命令の使用
（
§18（1 （
b ） （
1 ） ）
がある。
二〇〇八年のＦＩＳＡ改正法で、外国にいると合理的に信じられている非アメリカ人やアメリカ人をターゲットにする外国諜報も認められるようになる
）（（（
（
。
第三に、許される電子的監視の手法は、以下のように限定している
（
§1801 （
f ） ）
。すなわち、⑴アメリカ国内にい
一〇八
る特定のアメリカ人に向けられた、あるいは受信された有線無線交信を含む有線無線交信監視装置を含む電気的、機械的、その他監視装置による取得で、内容が、意図的に当該アメリカ人をターゲットにすることによって取得され、人が合理的なプライバシーの期待をもち 法執行のためには令状が必要とされる状況下にある場合、⑵アメリカ国内にいる人へ、もしくは 国内から、有線無線交信を含む有線無線交信監視装置を含む電気的、機械的、その他監視装置による取得で、アメリカ国内で行われ、いかな 当事者の同意も得ていない場合、⑶アメリカ国内にいる特定のアメリカ に向けられた、もしくは受信された 有線無線交信を含む有線無 交信監視装置を含む電気的、機械的、そ 他の監視装置による意図的な取得で、 容が意図的に当該アメリカ人をターゲットにす ことによって取得され、人が合理的なプライバシーの期待をもち、法執 の めには令状が必要とされる状況下にあり、送信者も意図されたすべての受信者も合衆国内にいる場合、⑷アメリカ国内で情報を得る監視のための、有線無線交信以外からの電気的、機械 監視装置の使用あ いは設置で 人が合理的なプライバシー 期待 ち、法執行のためには令状が必要とされる状況下にある場合、で 。この定義 行、つまり刑事司法のための証拠収集たる では別の を要するとし いることで、法執行と諜報の間に「壁」を作っている点 留意したい。
ＦＩＳＡは安全保障目的の電子的監視において、諜報機関に二つの手段を認めた。第一に、法務長官は、当該監視
が「外国権力」間でのみの交信に向けられ、 「アメリカ市民」 交信を取得する意図が く、その可能性がないと確信したとき、一年以内の監視を授権す ことができ
る
）（（（
（
。第二に、それ以外の電子的監視で、法務長官が電子的監視あ
るいは物理的捜索の対象となる施設や財産が外国権力のため のみ使用され、 市民の交信を取得す 実質的可能性がない法定の情報であると 確証を提示し 、ＦＩＳＣｔ 申請し 命令 以て行う電子 監視であ
る
）（（（
（
。
一〇九
安全保障上の電子的監視（富井）
後者の手続が原則で、前者は例外的である
）（（（
（
。ＦＩＳＣｔの令状が原則として必要だということである。
ＦＩＳＣｔへの申請は、ＦＢＩまたはＮＳＡのエージェントが署名した宣誓供述書
（
affi
davit ）
の入った法務省司法
官
（
m
agistrate ）
署名の申請書と、ＦＢＩ長官のような最高幹部の署名した確証書の二点を要す
る
）（（（
（
。これらで、電子
的監視の対象となるターゲットの特定と、それが外国権力あるいはそのエージェントであるとの相当の理由を確証させなければならない。ただ、これはタイトル・スリーが同じ「相当の理由」とするも、それが、当該個人が特定の犯罪を犯している、ある は犯したと信じるに足るのに相当である理由であり、その特定の犯罪に特定の交信が取得され、 それが関連していると信じ に足る相当な理由 している点で
（
18 U
.S.C
.
§2518 ）、 ＦＩＳＡの方は緩やかといえる。
また、タイトル・スリーは交信を特定させて限定してい 対し、ＦＩＳＡは、外国からの攻撃あるいはテロ、秘密裏の諜報活動からアメ カを守 のに必要な「外国諜報情報
（
foreign intelligence inform
ation ）」と広く括っている
（
50 
U
.S.C
. 
§1801 （
e ） ）
。
概して、タイトル・スリーに比べれば、ＦＩＳＡは政府側に緩やかな規制となっている。電信傍受の期間では、
タイトル・スリーは三〇日間に限定 、延長 裁判官 よってさらに三〇日間を限度として認められ
（
18 U
.S.C
. 
§2518 ）。また、傍受
（
interception ）
終了から九〇日以内に傍受された者にその情報が提供される。ＦＩＳＡは傍受の
期間を九〇日から一二〇日とし、一年間まで認められることもあ
（
50 U
.S.C
.
§1805 （
e ） ）
。傍受の名宛人に通知する
ことは要求されていない。またＦＩＳＡでは、ターゲットが同定されてい くても電子的監視は認められ
（
50 U
.S.C
. 
§1804 （
a ） （
3 ） ）
、法務長官に緊急命令を認めている
（
§1805 ）。電子的監視ではタイトル・スリーよりＦＩＳＡの方が執
行権にとってハードルが低 ため、連邦レヴェル その八五％がＦＩＳＡによるともいわれる
）（（（
（
。
一一〇
ＦＩＳＡの法文上は、警察機関が外国の諜報目的での情報と区別するための明確な線引きはなかったけれども、制
定時は電子的監視はともかく、防諜での使用を認めていなかった。執行権は、
blackbag jobs （諜報の情報入手のための
不法侵入）
といわれる物理的な捜索は固有の権限であると解していた。しかし、一九八一年にＦＩＳＣｔが立法にこ
れを授権する規定がないと判示したので、ＦＩＳＡを改正し 身体検査を認めた
）（（（
（
。それは、 「合衆国内で、情報、資料、
あるいは財物の押収、再生、探知、あるいは変更を惹起するのを意図した不動産あるい 財物
（技術的な意味での屋内
の財物の検証 含む）
への物理的な侵害
（
physical invasion ）
であって、人が合理的なプライバシーの期待をもち、法執
行目的では令状が要求される状況にある場合」である。ただし、ＦＩＳＡの定義する電子的監視や他の法による合衆国政府の外国諜報情報の取得を含まない。
ＦＩＳＡで政府がビジネス記録の提出を強制できるのは、もともと、外国の諜報もしくは国際テロの捜査に必
要とされる四つのタイプ 事業者、すなわち 一般通信事業者
（
com
m
on carriers ）、公共施設
（
public accom
m
odation 
facilities ）、倉庫
（
storage facilities ）、自動車レンタル
（
vehicle rental facilities ）
であった。これが愛国者法
（
U
SA
 
P
A
T
O
R
IA
T
 A
ct ）
二一五条によって対象が広げられて「知覚できるもの
（
any tangible thing ）」とされ、二〇〇五年の
同法のさらなる改正では、求められた知覚できるものが授権された捜査に関連する
（
relevant ）
と信じるに合理的な理
由があることをＦＢＩが示せばよいとし
た
）（（（
（
。 「合理的」とか「関連性」とかには明確な定義がないけれども、相当な
理由
（
probable cause ）
よりも緩やか要件である。
ＦＩＳＡは、アメリカ国内で外国政府あるいはその機関と交信していると疑われ 外国人の電子的監視を認めた。
合衆国外での交信は完全に除外されている。それがアメリカ人へ 最小限化手続
（
m
inim
ization procedures ）」を満た
一一一
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し
）（（（
（
、かつ監視の目的が外国の諜報情報の獲得であり、他の捜査手法では合理的に獲得できない情報であるのが明らか
に誤りでなければ認められ
る
）（（（
（
。令状を求める司法長官は、外国の諜報情報を流布させ取得し加工する必要に応じて、
同意を得てい いアメリカ人に関する公情報の取得と留保を最小限にし、流布を禁じる特定の監視の技術と目的に照らして、合理的に企図された特別の手続
（
special procedures ）
を策定するものとしている。ここでは、アメリカ市民
が同定されて流布されることがないように配慮している。（
3）　
電子的監視の司法的統制
諜報活動の統制のために、これを許可する司法的機関としてＦＩＳＣｔを置い
た
）（（（
（
。制定当初、最高裁長官によっ
て任じられる七人の司法判事で構成されたが、二〇〇一年のいわゆる愛国者法で一一人に増員され、うち三人はワシントンＤＣから二〇マイル以内に居住することと 。任期は七年である。ＦＩＳＣｔの控訴裁判所
（
F
oreign 
Intelligence Surveillance C
ourt of R
eview
（
F
ISC
R
） ）
も置かれ、最高裁長官が任じる三人の判事で構成され
る
）（（（
（
。ＦＩＳＣ
ｔは、ＮＳＡやＦＢＩの請求をほぼ認めるゴム印と化しているともいわれており、また、審理は秘密で政府関係者のみが当事者であることか 、統制の実という点 は疑問もあろう
）（（（
（
。ＦＩＳＣｔの改革が議論されている
）（（（
（
。
一九七九年以来これまで
（二〇一三年）
に、約三四〇〇〇の外国諜報監視のための国内の電子的監視、物理的捜索、
両者の結合についての令状申請が、ＦＩＳＣｔになされ い
る
）（（（
（
。その詳細は議会に報告することが、立法で義務づ
けられている。カーター大統領期で五一八件、レーガン大統領期で四二九四件、ブッシュ大統領
（息子の方はブッシュ
43と記す）
期で二二一八件で、この間には一件の否認もない。クリントン大統領には一件の否認を含む六〇五七件、
一一二
ブッシュ
43大統領では一四三五三件
（九件の否認）
、オバマ大統領
（二〇一二年まで）
では六五五六件
（一件の否認）
であ
る。ＦＩＳＡ制定から二三年間は約一四〇〇〇件で年平均六〇〇件であったのが、九・一一以降、年平均が約三倍の一七〇〇件に増加している。
制定当初、司法裁判所はＦＩＳＡの電子的監視を厳格に解し、その「主たる目的
（
prim
ary purpose ）」が外国諜報情
報の獲得ではなく刑事訴追であるならば、認められないとし
た
）（（（
（
。電子的監視には、刑事司法と安全保障の諜報の壁が
厳格に意識された。しかし、 九・一一後の愛国者法によってＦＩＳＡが改正され、 「その目的
（
the purpose ）」 ではなく 「相
当な目的
（
significant purpose ）」が外国諜報情報の獲得にあれば、電子的監視が認められるとされ
た
）（（（
（
。また、ＦＢＩは
ＦＩＳＡの監視をするときには、ＦＢＩの刑事部
（
C
rim
inal D
ivision ）
に相談することが認められ
た
）（（（
（
。ただ、ＦＩＳＡ
の対象となる諜報情報はスパイや組織犯罪など、刑事事犯とも密接 関連していることが少なくない
）（（（
（
。
このＦＩＳＡ改正は修正第四条に違反しないと判断されている
（
In re Sealed C
ase ））（（（
（
。ＦＩＳＡ上の命令は中立の分
離された司法官憲
（
neutral and detached m
agistrate ）
によるものだから令状に類し、監視の期間や対象とされる情報も
限定されてい
る
）（（（
（
。ＦＩＳＡに基づく監視は合理的であり、テロリストやスパイの脅威から国家を保護するという、法
執行の通常の必要性を凌駕する政府の「特別の必要
（
special needs ）」の利益と個人のプライバシーの利益は適切に衡
量されているとした
）（（（
（
。
In re Sealed C
ase
では、愛国者法によるＦＩＳＡの改正が是認された。本件は、ＦＩＳＣｔが監視命令に条件を
付けたことで政府がその控訴裁判所たるＦＩＳＣＲに控訴した初めてのケース 。刑事司法と外国諜報の監視の間に壁が設けられたが、ＦＩＳＣＲは、一九七八年制定時 ＦＩＳＡには、政府の集め 諜報情報は刑事訴追に一切
一一三
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使用されないとする排除の意図はないと解釈した
）（（（
（
。
最高裁は、修正第四条の安全保障情報の収集への射程は明確にしていない。現実には、安全保障の情報収集や諜報
は同条の蚊帳の外でなされ ようになる。これにルールを設けたのがＦＩＳＡであり、以後諜報は同法で論じられるお膳だてがなされたこととなる。しかし、ＦＩＳＡが規定 ない国内 諜報については、法的問題が残った。
議会制定法であるＦＩＳＡにより、安全保障上の捜査に執行権の権限と手続が明確にされたけれども、依然として、
外国の諜報監視における大統領の憲法上の専権性との緊張関係は続く。条文と運用と制憲者意思、そして判例
（司法
権は、修正第四条は安全保障上の外国の諜報監視には適用されないとしている）
から、大統領の固有の諜報権限が認められ、
ＦＩＳＡはだまし
（
fraud ）
で違憲だとの主張もある
）（（（
（
。
こうした司法的な統制に加えて議会による監視も制度化している
（
50 U
.S.C
.
§1881f ）。最低でも半年に一回は、法務
長官は両院の安全保障諜報司法委員会のルールや議会規則に従って、ＦＩＳＡの執行に関して同委員会に十分に報告しなければならない
（ａ項）
。その中身は
§1881a 、
§1881b 、
§1881c
の各条に関する事項と法定されている
（ｂ項）
。
（
4）　
刑事司法捜査と安全保障上の捜査との「壁」
ＦＩＳＡは無令状を含む、外国の諜報のための電子的監視を認めたものであるから、修正第四条の関心から重要な
のは、それが法執行、つまり刑事司法捜査とは厳格に一線を画さなければ ら いとい ことである。これは壁と呼ばれ、ＦＩＳＡ以前から存在していたともいえ
る
）（（（
（
。最高裁は、証拠とするために無令状で私的書簡などを押収したこ
とは、修正第四条に反するとして本人に返還する義務があるとし、 違反の証拠能力を否定 てい
る
）（（（
（
。同条は違反
一一四
の効果は規定していないけれども、裁判所は排除法則
（
exclusionary rule ）
を読み込んでいる。判例は刑事捜査と安全
保障目的の情報収集を区別しており、後者は前者ほど厳格な手続を要しないとしている。
ＦＩＳＡは、 電子的監視にはその 「主要目的
（
prim
ary purpose ）」 が諜報であることを要件とした
（後に愛国者法により 「相
当な目的」に緩和）
。これはトゥルーオンが確認しているよう
に
）（（（
（
、刑事と安全保障の捜査を厳格に区別し、刑事が主要
な目的となれば令状が不可欠になるとの法理を示したものである。 執行機関 持た ＣＩＡと異なり、ＦＢＩは安全保障の諜報と法執行の司法警察権の両方を有する機関である。内部では部署は分かれているものの、安全保障の諜報対象は刑事事犯になることも多く、相互で情報交換等を行えば安全保障上の危険事犯を防ぐことになろう。ＦＩＳＡの対象と る外国権力のエージェント等が同時にテロ犯罪などの刑事事犯の容疑者である場合もありえよう。ＦＩＳＡは、安全保障 の捜査手法は刑事司法のそれに使用されてはならないことを明らかにし、ＦＢＩ いは法務省ではＦＩＳＡの壁と称して、法執行と安全保障捜査部門との情報や意見 交換が制限されると てき
）（（（
（
。
一九九五年七月一九日、時の法務長官
J
Ｊ・リノanet
R
eno
の出したメモ「外国諜報及び外国防諜の捜査に関するＦＢＩと
刑事部のコンタクトの手続」
（
W
all M
em
o ）
は、法務省内の刑事司法と諜報や防諜の職務が適切に調整されるのを図る
ことを目的とす
る
）（（（
（
。ただ、このメモでも交流を断絶させるのではなく、むしろ適切な調整、つまりルールをはっきり
させることを主眼としている。外国 諜報や防諜にＦＢＩの部局が電子的監視や身体検査を行うとき、それが事実や状況からして重要な連邦犯罪が犯されたと合理的に判断できるならば、ＦＢＩと諜報政策審 局
（
O
ffi
ce of Intelligence 
and P
olicy R
eview
 （
O
IP
R
） ）
は刑事部
（
C
rim
inal D
ivision ）
に知らせ、刑事部がＦＢＩと実質的に相談する前にＯＩＰＲ
に通知する。ＦＢＩは、ＯＩＰＲと刑事部 承認がなければ、そうした捜査には 務長官官房とコンタクトして な
一一五
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らない。法務省はトゥルーオンの主要目的テストを核としており、これがＦＩＳＡの壁の根源である
）（（（
（
。
壁
は
）（（（
（
、九・一一をうけて制定された愛国者法前後で変容する。法務省は九・一一後まもなく、諜報と法執行のよ
り大きな調整を可能にするＦＩＳＡの改正を議会に提案しており、それで「主要目的」が「相当な目的
（
significant 
purpose ）」に改正された
（愛国者法二一八条）
。二〇〇二年には法務長官
A アシュクロフト
shcroft
は、外国の脅威から安全を保障する
必要性は、 「十分かつ自由な交換」をやむを得ないもの しているとして、諜報と法執行の間での完全 情報と助言の交換を可能にする手続を示して、
W
all M
em
o
にとって代わっている。
さらに愛国者法は、電子的監視および身体検査では、ＦＩＳＡ令状を執行する連邦官吏は、外国権力もしくはその
エージェントの、⑴現実あ いは潜在的な攻撃またはその他の重篤な敵対行為、⑵破壊行為または国際テロリズム、⑶秘密裏の諜報活動やそのネットワーク、の捜査あ い 防御 ために、連邦法執行官吏と相談できるとした
）（（（
（
。
二〇〇二年の
In re Sealed C
ase
でＦＩＳＣＲは、そうした調整が法執行に捜査の裁量を認めこれを統制すること
になるとしても、ＦＩＳＡは法執行と諜報の間の完全な調整を意図しているとして この二〇〇二年の手続を認めてい
る
）（（（
（
。ただし、 「相当な目的」の制約がかかり、それは法執行でない相当な目的がある限り、ＦＩＳＡはテロ事
犯にも主要 ものとして使用されうるということであ
る
）（（（
（
。かくして、ＦＩＳＡでも刑事訴追の証拠収集が限定的に
認められることとなるが、そうした刑事事犯は限定されて る。すなわち、刑事事犯には「外国諜報犯罪
（
foreign 
intelligence crim
e ）」と「通常犯罪
（
ordinary crim
e ）」の二つのカテゴリーがあり、前者について可能ということであ
る
）（（（
（
。壁はＦＩＳＡに基づく監視を包括的に制限するものではなく、法執行、司法警察権との内部組織的調整を要すると
一一六
いうことであ
る
）（（（
（
。ＦＩＳＡによる捜査の対象や方法が特段、壁によって変わるわけではなく、壁のあることでプライ
バシーなど人権保障に資するということでもな
い
）（（（
（
。壁が憲法上要請されるかといった次元までさかのぼった議論はさ
ほどなされていないようであり、壁の是非は立法政策上の問題といえよ
う
）（（（
（
。ただ、タイトル・スリーとＦＩＳＡの両
方が選択可能である き、イージーなＦＩＳＡの令状に訴えることが多くなり、人権保障の観点から問題とされる
）（（（
（
。
現行のＦＩＳＡは、他の機関や連邦官吏がＦＩＳＡに基づいて収集された情報を名宛人に通知することなく使
用するのを認めている
（
§180（ （
a ） ）
。ただし、
m
inim
ization procedure （最小限化手続）
に適合している限りである。
 
ＦＩＳＡで収集された情報は、あらかじめ法務長官が刑事訴追目的での使用を許可しておらず、そうしたことが宣言されていない限り、法執行目的 の開示はされない
（
§1801 （
b ） ）
。
もっとも、連邦の職員は、安全保障目的で収集された情報を、特段の法律の規定がなければ、自らの公務の執行に
必要な限りで、そうした情報を無許可で開示するのを制約される条件で使用できる
（
50 U
.S.C
.
§403
─
5d ）。愛国者法で
追加された
§180（ （
k ）は、外国の諜報の情報を得るために電子的監視を行う連邦官吏は、法執行官吏に相談するこ
とができるとし、電子的監視について と諜報 壁はさりげ く取り払われたようにもみえる。
四
　
安全保障捜査の電子的監視のコンプレックス─修正第四条の守備範囲と権力分立
１
　
プライバシー─空間の限定
最高裁は、警察が
pen–register and trap
（誰に電話を掛けたかの記録）
や通話記録
（誰から電話を受けたか）
を使って
一一七
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獲得した証拠は、憲法上保護されたプライバシーを含むものではないと判断した
（
S スミスm
ith
判決
））（（（
（
。ボルチモア警察は窃
盗犯の捜査に無令状で電話会社に設置させた
pen–register
で、被告人の通話記録を収集していた。これが修正第四
条に反さないかが、問題となった。電話の契約者は電話会社に自分 とダイヤルした番号を伝えており、そうした電話番号 プライバシーの主観的な期待は存しないのであって、自発的に第三者に引き渡 情報に正当なプライバシーの期待
（
legitim
ate expectation of privacy ）
などもたないとしたのである
）（（（
（
。
pen–register
は電話の会話の中身ではな
く、電話番号の記録の装置に止まり、番号自体 自発的に契約者が電話会社に伝送したものであって、そこで電話会社の保有する情報となる。この解釈、すなわち個人 第三者と情報を共有する場合、 しく 第三者との取引ないし交信 一部として情報が流通する場では、プライバシーの保護を失うとするル ルは の法理
（
third-party 
doctrine ）
という判例法理を形成している
）（（（
（
。
電話番号等をプライバシーとして保護するために、電信記録追跡装置法
（
P
en R
egister and T
rap and T
race D
evices 
Statutes ）
を議会は制定している
）（（（
（
。電話番号は憲法上は保護されないことを前提としたうえで、 これを立法で保護した。
一九七四年にプライバシー法を制定し、自己に関 政府 コンピュータ情報の確認や訂正の権利を認めている。
社会が合理的と認識しているプライバシーの期待を本人が持ったかどうかのカッツのテストは、踏襲される。最高
裁は、マリファナを自宅で栽培している 被告人宅にサーモスタット
（温度が上がっているのはマリファナを栽培
している証拠となる）
を無令状で仕掛けたことが、修正第四条に反するとした
（
K カイロ
yllo
事件
））（（（
（
。家の中の熱の相対量をは
かるために公道から私人宅に向けたサーモスタットは、同条 捜索
（
search ）
に当たるとしたのである。カッツのテ
ストには、法廷意見を書いた
S スカリアcalia
判事も主観的に予見できるものではないと批判的であったが、コモンロー上プラ
一一八
イバシーには最低限の期待はあって、何が合理的かにも合意があり、それは家の中やカバーのかけられた家具や自動車や電話ボックスなどがそうで、本件はまさにこれに当てはまるとした
）（（（
（
。
もっとも、家の外部にサーモスタットを取り付けて温度の上昇を観察するのは、コモンローではトレスパスには当
たらないし、また会話を聞くわけでもないので、プライバシー侵害にな かは微妙である。また、家の温度は常識的にプライバシーと認識できるものなのかも微妙で る。政府 主張するように、家から出る熱だけを観取するのだから、盗聴のようにむき出しの、まさに無許可 私宅に土足で入るのとはわけがちがう。反対意見
（
S スティーヴンスtevens
判事）
は
off the w
all （壁から離れている）
と
through the w
all （壁を通している）
の区別の憲法的意義を強調する
）（（（
（
。後者では私的
空間に観察者は直接アクセスで るが、そこからい なる考えを導き出すかは公 空間とみ 。本件は
off the w
all
であり、観察者は家の外にあるの あ 。多数意見はこれを取らず、いわばリ タリアン的に、修正第四条は「家の入口に強固な線」を引いたのだとする。
最高裁は、一〇日間と許可した令状で、一一日目に麻薬売人の容疑者の車にＧＰＳ
（
G
lobal P
ositioning System
）
を
二八日間取り付けたのは、修正第四条に違反すると判示している
（
J ジョーンズones
事件
））（（（
（
。政府が明白に情報を得るために物理
的に個人の財産を占有しており、したがって物理的侵害があるから、同条の捜索に当た としたのである
）（（（
（
。
オルムステッドを思い出してみよう。修正第四条が保護した私人 空間は、古典的には レスパス法理での、物理
的に本人の手の届く範囲の有体物であった。これだと電子空間は保護されない。ブランダイス 反対意見は、修正第四条は技術の進歩と歩調をあわせなければならないとし い
た
）（（（
（
。その後電話盗聴をめぐって、合理的にプライバシー
が期待できる空間だとして、修正第四条の保護を認め
（カッツ）
。ハーラン判事の提示した合理的プライバシー期待
一一九
安全保障上の電子的監視（富井）
テストは同条の保護領域の判断基準となり、カイロでも新技術に対応した判断が下された
）（（（
（
。
法廷意見を述べたスカリアは、 「修正第四条の判例はコモンローのトレスパスに結び付けられていた」としたうえ
で、サーモ タットの装置は家の外の公用財産に据えられていたけれども、家の中の様々な熱を暴露するもので、熱から帰納される情報を取得することになるから、修正第四条の捜索
（
search ）
に当たるとし
た
）（（（
（
。 「家の内部の捜索の場
合─典型的ゆえに保護されたプライバシー 領域であると、最も訴訟にされる─コモンローに深く根差して、存在するプライバシー最低限の期待であり、ゆえに合理的と認識されているあらかじめの基準
（
ready criterion ）
がある。こ
の最小限の期待の保護を取っ払えば、修正第四条によって保障されたプライバシーを警察の技術で侵す を許すことになろう。感覚向上の
（
sense enhancing ）
技術によって、その他の手段では憲法上保護された領域に物理的に侵入
（
physical intrusion ）
せずには獲得されえない屋内の情報をなんでも獲得することは、捜索に当たる─少なくとも
（本件
のように）
問題となっている技術が一般的には公用に至っていないところでは
」）（（（
（
。ジョーンズはやはり新技術たるＧＰ
Ｓが問題となったが、合理的プライバシーのテストは らず、古典的 財産法のトレスパス テストで判断している。ただ、カッツで示された合理的プライバシーのテストはコモンロー上のトレスパスのテストにとって替わる ではなく、付加されるものであるとしている
）（（（
（
。
プライバシーの射程は一義ではない。この不確実性
（
uncertainty ）
はテクノロジーの急速な変化によってもたらさ
れた。最高裁判事
B ブライヤー
reyer
は、それは、プライバシーに対するわれわれの関心によって価値が複雑多様化しているこ
と、新技術に適応すべき新たな法制度の必要性がすでに複雑 あること、こうした複雑さ 法領域が競合する
（時に
対立する）
関心 バランスを取るのは困難であること、の三要因があると整理している
）（（（
（
。
一二〇
問題は、修正第四条は何を保護しようとしたのか、保護された権利は何か、である。判例では、個人の財産とする
古典的流れがある。これにプライバシーを加えるのが判例とみるか、そこでは修正第四条は保護していないと読むかの争いはある。ブランダイスのようにプライバシーまで保護したとみるのが多数のようであるが、最高裁は必ずしも明確ではないようだ。保護された権利の画定が同条の意義を決定する いえる。
同条は権利として「保全される権利
（
right to be secure ）」を置いている。これが何かを探るのが肝要であろ
う
）（（（
（
。オ
ルムステッドは物理的にとらえるも、その後カッツで、プライバシー、つまり物理的に限定されず、私的な空間の聖域化が図られる。カッツ トレスパス理論からシフトさせて、修正第四条はプライバシーを保護したと判断した。これはオルムステッドの判例を変更したと読むのが自然であろう。一方で、むしろ古典的財産観念を踏襲しているとの見方もある。ただ、プライバシーの合理的な期待 具体的な範囲や中身を判例は明確にしておらず、実際にどこまで保護されるかは不明瞭なところもある
）（（（
（
。
カッツが、修正第四条で保護される空間をオルムステッドのように目に見える物権的対象には限定されないとした
のは明らかだ。 「修正第四条が人であって単 る領域ではないものを不当な捜索押収から保護すると認識された以上、同条 射程が何らかの与えられ 囲い地へ 物理的な侵入があったかどうかにとどまらないこと なる」
）（（（
（
。
修正第四条の保護領域の画定は、テクノロジーの発展に伴い、犯罪やテロの手法の複雑さとそれらを捕捉する権力
側の高度な技術の必要性のあえぎの中で、プライバシー 概念を精緻にさせ ととも 、公益
（安全保障）
と私益
（プ
ライバシー）
の調整が憲法問題として先鋭化してくることとなる。また、修正第四条の令状主義は政府がプライバシー
に介入する場合のすべてに要求されるわけではなく、制憲者も例外があ と認識して る。令状主義が認められない
一二一
安全保障上の電子的監視（富井）
場合はあるのか、それはいかに正当化されるかの議論が重要となってくる。
2　
特別の必要性の法理
政府がＥメールなどサイバー空間に出た情報を収集分析しても、修正第四条の問題は発生しないとする解釈に、特
別の必要性
（
special needs doctrine ）
の法理があ
る
）（（（
（
。Ｅメールは誰が誰に発信したかは、プロバイダーなど第三者の手
を介していることから、その時点でもはやプライバシーを論じる意味がなく、そこを政府が監視しても修正第四条の問題は生じな との考えがある。これを発展させて、通常の法執行活動を超える目的で、令状を要すればその目的達成を阻害することとなる場合は 修正第四条の射程外とする理論で、判例で認められている。裁判所は公的、私的さまざまな利益 衡量しながら状況を斟酌して、個別に判断していくことにな 。
海上運輸安全法
（
M
arine T
ransportation Security A
ct ）
に基づくチャップラン湖のフェリーでの手荷物や車両の検査
がプライバシーの侵 だと訴えた事件
で
）（（（
（
、最高裁は政府の利益が勝ると判断した。その際、裁判所は以下の三点に着
目した。第一に、政府の侵害の性質や程度である。検査 短いもので事前に告知しており、プライバシー侵害を最小限にするように配慮されているとした。第二に、そうすることの差し迫った必要性の性質である。大規模なテロ攻撃を未然 防ぐ利益を認め 麻薬検査は空港などで実際に行われており、政府は特別の必要 を立証する責めを負わないとした。第三に、そうした必要性を示す政策の効率性 り、テロ予防に合理的関連性があると認めた そして特別の必要性には、ターゲットを特定し おくこ は要求されない。テロ攻撃 高度 危険性 判断では、裁判所は沿岸警備隊
（
C
oast G
uard ）
の決定に委譲するとした。
一二二
二〇〇八年のＦＩＳＡ改正によって、ＤＮＩと法務長官がアメリカ国外にいると合理的に推測できるものに電子的
監視を認めた規定が修正第四条との関係で問題となっ
た
）（（（
（
。アメリカ保護法
（
P
rotect A
m
erica A
ct, P
ub. L
. 110
─
55, 110th 
C
ong. A
ug. 5, 200（ ）
に基づい
て
）（（（
（
、電信プロバイダーにその一定の顧客を無令状で監視するよう命じることが修正第四
条に反しないかが、論じられた。同法は、アメリカ国外にいると合理的に信じられる標的に、令状なしの外国諜報の監視を認めて る。監視が外国諜報のプログラムに基づいており、外国人 は同条による保護は及ばず、また安全保障であって法執行活動ではないから、情報収集の喫緊性も高い し
た
）（（（
（
。政府の利益は「最高次の秩序
（
highest 
order ）」であり、正当な私的利益を適切に保護する「防御の母体
（
m
atrix of safeguard ）」があるとした
）（（（
（
。
これは、刑事司法を超える国家利益には修正第四条の令状主義が適用されないとする法理である。最高裁もこれを
認めてい
る
）（（（
（
。法執行の通常の必要性を超える特別の必要があり、なおかつ疑わしいとの理由があれば、無令状で捜索
できる。国境の防御などがこれに該当す 麻薬取引を捕まえるための高速道路での検問は、政府の主要目的が通常の刑事事犯の証拠を単に発見することにある ら 特別の必要は認められな
い
）（（（
（
。なるほど麻薬売人を捕らえるのは困
難であるけれども、目的は主観的にではなく実務的に判断される。メキシコ国境から一〇〇マイル内に検問所を置くのと、飲酒運転者を拘束するための検問とでは、後者は高速道路での飲酒運転による危険を避ける目的であり、法執行目的 変わらないとしている。テロは刑事事犯だとしても緊急性 認め れれば、それは脅威と同義 で 通常の刑事司法 枠を超え とす
特別の必要性の法理は、修正第四条が適用されるかの判断で、プライバシーと政府利益を衡量するけれども、その
限界は明確ではない。 「 れわれ市民 保全とプライバシーを保護す 修正第四条 目的を弱 る危険な兆候」との
一二三
安全保障上の電子的監視（富井）
述懐もあ
る
）（（（
（
。ニューヨークの地下鉄の捜索プログラムが対テロの必要性と目的から同条に違反しないとされたケース
は、地下鉄という、プライバシーがすでに減じられた空間であるとの認識をベースにして、政府利益を重んじるとともに、プライバシー利益との衡量を同法理の分析で軽量化する傾向を示したとされる
）（（（
（
。
特別の必要性は法であるけれども、野放しにしておいてよいわけではない。これは憲法というより立法政策の問題
かもしれない。サイバー空間を政府が監視するときは、独立した機関による事前 審査と同意が原則必要とされねばなるまい。立法でＦＩＳＣｔの許可を必要とさせ 途もあろう
）（（（
（
。
3　
権力分立と修正第四条
（
1）　
安全保障と大統領
二〇世紀以前は、安全保障情報の収集は戦時に限られてい
た
）（（（
（
。制憲者は、すべての捜索押収に修正第四条が適用さ
れて令状を要すると考えては なかったよう
だ
）（（（
（
。安全保障の権限は大統領にあると考え、それに不可欠の情報収集の
権限も有するとしていた。議会 秘密を守るにはあまりにも人が多すぎるので信用ならないが、独任の大統領は秘密を守れるというのである
）（（（
（
。実際、ＦＤＲ以来、大統領は令状なしで安全保障の電子的監視を行ってきた
）（（（
（
。
諜報活動、つまり安全保障のための捜査は憲法に規定がないので、大統領に固有の権限なのか、それとも立法に
よって権限が確定される、つまり議会の権限なのかは、権力分立の憲法問題になる。
Y ヤングスタウン
oungstow
n
事件での
J ジャクソンackson
判事の三類型テストによ ば
）（（（
（
、憲法上権限の所在が明確でない場合、
t
曖昧領域w
ilight
zone
となり、議会の立法がこれを確定
させることになる
（第二類型）
。しかし、大統領に憲法上の安全保障権限があるので、諜報は第三類型と解され、大統
一二四
領が固有の権限に基づいて、つまり立法の制約を超えて十全な裁量が認められる。実務では支配的な「排他的大統領（presidential exclusivity ）」であり、その根拠を制憲後の歴史
（
post-ratification history ）
に求め、ＦＤＲ以来の大統領の
専権としての諜報活動とこれへの議会の忍従
（
acquiescence ）
をことさらに強調する
）（（（
（
。
最高裁は総じて、安全保障には大統領に広範な権限を認め、憲法は諜報
（
intelligence ）
をどこにも規定していない
が、大統領の憲法上 地位にその根拠を認めている。いわ
く
）（（（
（
、 「大統領は、最高司令官と外交上の国家機関の両方と
して、報告が世界に公刊されていない、そしてされるべきではない諜報活動を利用することができる。裁判所が、関連する情報なしに、適切に秘密と判断された情報をとりあげた執行府の行為を審査したり、無効にしたりするようなことは、許されまい
（
w
ould be intolerable ）」 。
ここで問題となるのは政府、とりわけＦＢＩやＮＳＡ、ＣＩＡといった政府諜報機関が、安全保障の情報収集の際、
令状なく盗聴のために電子的装置を取り付けて活動できるのか、言い換えれば、司法裁判所の許可なくそうすることが修正第四条に反しないか、である。その焦点は令状が要求されるか
（
w
arrant clause ）
なのである。これは刑事司法
手続ではなく執行権の権限行使のための情報収集であるから、行政手続といえようか。
憲法の適正手続原理は行政手続にも適用される
か
）（（（
（
。もとより、修正第四条は刑事手続に適用されることを意図して
いる。安全保障のための家宅侵入 どは 同条は想定していない。さらに、安全保障の情報収集は憲 二条で認められた大統領権限であるとして、修正第四条をストレートに当 はめ のを懸念する憲法思想がある そもそも修正第四条は、令状主義などの手続は規定せず、それ 立法に委ねたと解され、議会によって同条は具体化される。その際、安全保障の情報収集まで令状主義を要求したとすれば 大統領の権限を侵害すると論じら 。修正第四条は安全保
一二五
安全保障上の電子的監視（富井）
障捜査にも何らかの役割は果たすであろうが、ごくごく控えめなのである
）（（（
（
。
K ケアerr
は司法裁判官が安全保障の領域に入ること自体、その能力を超えているのを否定できないとす
る
）（（（
（
。まず、そ
うした安全保障のための令状には現行法上どのよ なものがあり、どのように機能するのかは、オープンのままである
）（（（
（
。裁判所は、政治部門がそうした令状主義を裁判官によってどのように機能させようとしているのかは、はかりえ
ない。さらに、監視の技術に不案内だし、外交的取極でど っているのかも、知る由もない。いつ安全保障上の調査が修正第四条 かかわるか 法を全く知りえていないことは、どのような事実の組み合わせを考量したらよいのかの判断につ て、裁判所を傍観者 ままにさせている。裁判所は、人権 鍵だとして柔軟に修正第四条の令状主義を解釈してきた。それは理論的には成熟しても、実務で 不確かな部分を残した。安全保障 領域では、刑事司法での役割と必ずしも同じわけにはいくまい
）（（（
（
。
安全保障上の利益が絡む捜索に令状を必要とするかどうかを司法権が判断するとき、個人の人権
（これは司法権の得
意とする分野）
と安全保障の利益や意義を衡量しなければならないところ、 法に基準が設けられていないこともあって、
裁判官は能力的にも判断 づらいようだ。かかる基準を示す立法が必要で、議会にこれ 制定する義務があるように思われる。（
2）　
大統領の安全保障権限の統制
海外の諜報活動に関連した国内の捜索は、ＦＩＳＡでＦＩＳＣｔの許可があればできる。すでにみたように、ＦＩ
ＳＣｔは、電子的監視の対象が外国政府またはその機関であると信じ に足る相当の理由
（
probable cause ）
があれば、
一二六
これを認める
（
50 U
.S.C
.
§1805 （
a ） （
3 ） ）
。かかる情報とは合衆国の、
A外国勢力またはその機関の現実もしくは潜在的
な攻撃その他の重大な敵対行為、
B外国勢力またはその機関による破壊工作または国際テロ、
C外国勢力またはその
機関の諜報ネットワークによる秘密裏の諜報活動、から保護するのに必要なもの、である
（
50 U
.S.C
. 
§1801 （
e ） （
1 ） ）
。
ＦＩＳＣｔは憲法三条 裁判所である。電子的監視や盗聴は外国の政府やテロ集団との交信に限られるけれども、ＦＩＳＣｔの許可を要件としたのは、ここで人権保障の防波堤を考え、そこでの蓄積を電子的監視の許可の法的基準とする目論見があったのであり、そ 意味 は安全保障の捜索にも修正第四条の精神は生きているといえる
）（（（
（
。伸縮
ＦＩＳＣｔの審理は非公開である。法は、ＦＩＳＣｔやＦＩＳＣＲの審理記録は、 「最高裁長官が法務長官とＤＮ
Ｉとの協議で定めたセキュリティの手法の下で維持されるも とする」としている
（
50 U
.S.C
.
§1803 （
c ） ）
。一九七九年
に
W
Ｗ・バーガー
arren
B
urger
最高裁長官がこれを策定している。それらがいかなるものであろうとも、ＦＩＳＣｔはセキュリ
ティ 必要 合理的に判断する手続を定めうる
（
§1803 （
g ） ）
。二〇一〇年一一月一日に、ＦＩＳＣｔの個別的な手続
はＥＯ
1 
3 
5 
2 
（「秘密指定安全保障情報
（
C
lassified N
ational Security Inform
ation ）」に服することと相成る。一般に、
秘密指定された情報は二五年後に自動的に審査に服す が、ＦＩＳＡのファイルは五〇年間、原則として、審査に服すること な
い
）（（（
（
。当然ＦＯＩＡ
（情報公開法）
に基づく公開請求がなされるけれども、執行権側は、安全保障の諸決
定には憲法二条によって大統領に完全な裁量権があり、それは 情報管理権にも及ぶとする。もっとも、憲法はこの点明確ではなく、立法で規定すれば大統領はこれに服すべきとの解釈もあり、議会と大統領 安全保障の情報へのアクセスには権限を共有しているとさ る
）（（（
（
。ここにも権力分立が問題になるのをみるのである
）（（（
（
。
キースは安全保障上の捜索にも令状主義は及ぶとした。その前年、第六控訴裁判所は、完全に国内であれば、修正
一二七
安全保障上の電子的監視（富井）
第四条の令状主義から安全保障は免れることはないとしてい
た
）（（（
（
。ただキースをはじめ裁判所は、海外の安全保障上の
捜索に適用されるかは判断していない。パウエル キースが国際的な安全保障活動に及ぶとは述べていない
（及ばな
いともいっていない）
。これは立法に委ねたのであり、ＦＩＳＡが制定されたと、きれいに整理できる。
もっとも、諜報機関にあって、ＦＢＩもＣＩＡも国内のテロをはじめとする安全保障上の諜報にこうした区別を厳
格に認識しているかは疑問である。キースでは令状主義を貫徹させたが、どのような令状がどのような場合に必要なのかは立法もなく、コンセンサスがない状態であ
る
）（（（
（
。そんな中で実務だけが先行している感がある。実際、安全保障
としての諜報を国外 国内 厳格に区別できるかは疑問ともさ よう
）（（（
（
。
外国の安全保障の脅威に対抗するため国内で電子的監視をするのに、修正第四条が適用され か。これは明らか
否定されると 強い論調があ
る
）（（（
（
。修正第四条の令状主義は、外国の脅威から安全を保障するのに監視がなされるとき
には、必ずしも適用されないとするのだ。テロリ トには二つの別々の法システムで対応される。一つは、通常の刑事司法の枠内で、憲法三条の司法権の判事が相当の理由
（
probable cause ）
を認める証拠を提示しなければならない。
もう一つは戦時で、外的脅威から安全を保障するために監視に要する令状を政府も軍隊も必要 し 。 「合衆国内での軍事作戦も、国外 そうであるように、国家安全保障を守るために同じ法的自由を一般に受容する」
安全保障と諜報はアメリカ建国から密接につながり、国家の重要な責務であっ
た
）（（（
（
。初代大統領ワシントンはこう述
べている。 「よき諜報を調達しなければならぬことは明白であ 、議論の余地はない。私が付け加え べきことはただひとつ、汝、万 をできるかぎり秘密にせよ。この種 多くの企 成功は秘密にあり、それ くしては大方敗北することにな からだ」
）（（（
（
。
一二八
そもそも、安全保障のための諜報活動は憲法上誰の権限とされるのか。議会だとすれば大統領の諜報活動には厳格
な法律の根拠が必要であろう。フェデラリスト・ペーパーでジェイは以下のように述べてい
る
）（（（
（
。完全な秘密と迅速な
派遣が時として必須であるのは、いかなる性質のものであれ条約の交渉にはつきものである。もっとも、有益な諜報は、もしそれを持っている人が発見される心配を除去してやれるなら、獲得できる場合がある。大統領の秘密を頼みにし、上院の秘密 信頼せず、ましてや大所帯の下院の秘密など信用しない者も多数いる。大統領は条約の締結に上院の助言と承認で行動する一方で 分別が諭すよう 手法で諜報 業務に取り掛かることができるのである、と。外交と諜報は大統領の排他的関心なのだとの考え 建国まもない時代での微妙 歳出をめぐって争っていた議会と大統領の間ではすでに共有されていた
）（（（
（
。
令状なしで盗聴を行っていた歴史は浅くない。一九七〇年代の政府の諜報活動を洗いだした連邦議会のチャーチ委
員会はこう述べてい
る
）（（（
（
。 「一九三〇年代来、諜報機関はしばしば盗聴を行い、司法令状の便益なくしてアメリカ市民
に盗聴器を仕掛けてきた。…こうした監視のこれまでの対象は、連邦議会議員、議員秘書官、ジャーナリスト、報道者、そのほか、犯罪行為にはかかわっておらず、ホワイトハウスの国内問題顧問やベトナム戦争後の反対グループのような 国家安全保障に本質的な脅威を持たない多くの個人や集団を含む」 。ここで注意すべきは、安全保障の名目であっても れは反体制グループ どをターゲットにして、政治目的 なされているということである。刑事捜査と異なり、安全保障とした場合の目的や利益は必ず も一義的ではない。
国内も含む安全保障は大統領の権限であり、そのための必要な情報を収集できる固有の権利を大統領は有するとの
憲法解釈に立てば キースも不当とみることになろう。ただキースは最高裁判決であって、立法ではな 。外敵 脅
一二九
安全保障上の電子的監視（富井）
威から安全を保障するための諜報などを含む電子的監視については、最高裁は判断していないけれども、立法で許可を必要としており、大統領に安全保障の固有の権限を認めれば
）（（（
（
、ＦＩＳＡは違憲となろう。この点、ＦＩＳＡ以前に、
大統領は平時にあって 自らの権限に基づいて安全保障に脅威となる交信をモニターしていたとし、ＦＩＳＡの令状は修正第四条の令状ではなく、政府の行為が合理的であることのみを要求するもので、相当の理由では のであり、それ 一種の手続で妥協的産物とされ
る
）（（（
（
。その意味で大統領固有権説に立っても、ＦＩＳＡは大統領権限を制限する
のではなく、そ 行使 手続を定めたに ぎないと解すれば、ＦＩＳＡは違憲とはならない
）（（（
（
。
キースは、ニクソンの大統領固有権限論が少なくとも国内の安全保障の諜報には修正第四条を凌駕しないと判断し
た。ニクソン 帝王的
（
Im
perial P
residency ）のピークともされ、 大統領の安全保障権限の優勢を強調した一方で、
議会にはこれをコントロールする動きが見られた。一九七三年の戦争権限法はその典型であ
る
）（（（
（
。一九七八年に制定さ
れたＦＩＳＡも、こうした大統領権限を議会が制御する 環とみられ
る
）（（（
（
。お調子に乗っている大統領に議会がお灸を
すえるといっ と ろか。ただこう理解すると、安全保障上の諜報としての電子的監視に令状 要するかどうかは政策の問題であって、憲法問題にはならないととらえることとな
）（（（
（
。
（
3）　
修正第四条の対テロの実務への投影
現実には、大統領に広範な安全保障権限が認められている。
（執行権）
は、テロとの戦争にあって無令状で
アメリカ国民とテロの疑いのある外国人
（国や団体を含む）
の電子交信を監視している。ブッシュ
43は九・一一の後、
ＡＵＭＦ
（対テロのために武力行使を含むあらゆる権限を授権する議会決議）
に基づいて、ＮＳＡによるテロ監視プログラ
一三〇
ム
（
T
errorist Surveillance P
rogram
（
T
SP
） ）
を立ち上げている。
これには、修正第四条に反する大統領権限の行使だとの批判があ
る
）（（（
（
。ＴＳＰの中身は、ニューヨークタイムズ紙が
すっぱ抜いたことで、その存在が明らかになったものの、公刊されておらない。ＡＣＬＵ
（アメリカ人権協会）
が起こ
した訴訟で、ＴＳＰでは 一方当事者が国外 いて、ＮＳＡがアルカイダやアルカイダに関連する組織のメンバーもしくはその支援者である 結論するに合理的な根拠を持つ電話やＥメールをカバーしていることが明らかとなっている
）（（（
（
。ブッシュ
43側は、ＴＳＰは修正第四条には反しないとしており、それは安全保障に関する諜報は大統領固有の権
限であることと、ＮＳＡによる監視 合理的であることをあげる
）（（（
（
。
国内の安全保障に関する諜報としての電子的監視に、キースは執行権の独断のみで行ってはならないとした。海外
の諜報活動には修正第四条は及ばないと断定した最高裁判決は い一方で 下級審は大統領の安全保障権限を認めている。ただ、その分野で執行権に濫用がみられ、チャーチ委員会をはじめ、議会の統制が必要だと認識されるようになり、ＦＩＳＡを制定して、司法的監視をビルト・インさせた。もっとも、現実にはＦＢＩやＮＳＡは国内での安全保障目的で電子的監視を行っ おり、問題となってい
る
）（（（
（
。その際、執行権は、キースでは温存された大統領の固有権
を前面に出して正当性を主張するの ある。
キースは確かに、タイトル・スリーが安全保障に必要と判断する大統領の措置権限に影響を与えるものではない
（
18 
U
.S C
.
§2511 （
3 ）.　
現在削除）
と断言している。しかし、これはいかなる権限をも大統領に与えるものではない。文言
はあくまで中立であり、単に大統領の憲法上の権限を制限するように解されて ならないとするもので、 「要するに、議会 単純に大統領の権限を議会がそうだと判断するところに委ねた」
）（（（
（
。
一三一
安全保障上の電子的監視（富井）
この問題は、安全保障権限は憲法上大統領に専権が認められているか、そうではなくそれには立法の根拠が必要だ
とするかで、解釈が分かれ
る
）（（（
（
。政策として安全保障には秘密や効率が高度に求められると考えれば、外的関与として
の議会の同意はこれをそぐということになるし、一方で法の支配や民主性、公的支持を要するとすれば、そうはならない。いずれにせよ ＦＩＳＡがそ であるように 安全保障としての電子的監視には議会への報告が大統領に義務づけられており、大統領などの命令は正式の書式で出すなど、アカウンタビリティは要請されてい
る
）（（（
（
。もっとも、Ｆ
ＩＳＡは、大統領固有権限論者からすれば、これを規制する法で違憲だ 主張される。そう考えると、ＦＩＳＡは議会と大統領の妥協 産物ともいえる
）（（（
（
。
大統領は安全保障のための情報収集の権限を有する。これは判例であ
る
）（（（
（
。ただそうだとしても、憲法上の人権を侵
してまで許されるわ ではな 。大統領にか る権限 憲法上認められ と解するとき、そこに立法の根拠 必要なのか、どこまで規制できるのかの困難な問題が生じ 。どの人をターゲットにするか、いかなる手法を選択するかの判断は執行権にあろう。しかし 監視の手法の選択肢や手続は立法で規定すべきであり、その立法にのっとって行われなければなるまい。ＦＢＩやＮＳＡ、ＣＩＡ どの諜報には、立法よりも大統領命令や法務長官の通達が手続の主たる法的根拠とされ、立法の関与ははなはだ弱
い
）（（（
（
。問題は事後的に諜報活動をどこまで公表すべきかである。事前の
公表は性質上免除されうる。それが免除される場合を総合衡量 よって判断していくのが法となろう
）（（（
（
。
連邦犯罪の捜査やそれによる刑事訴追も、そして内外の諜報活動も、憲法上執行権
（大統領）
の権限である。大統
領権といっても制定法に服するのであり、判例の蓄積もあっ 、両方とも制定法が大統領のこうした権限の行使を規制している。ただ安全保障のための情報収集 さらに電子的監視は 刑事司法と多く 点で異なり、修正第四条の令
一三二
状や捜索押収の要件は緩和される。刑事事件とは違って、安全保障では情報を収集するターゲットは必ずしも特定できず、しかも極秘が 求される。そのため、司法を迂回することはおろか、一切公表され ことなく、秘密裏に政府諜報機関のエキスパートが行っている。そこには、修正第四条との整合性の憲法問題が提起されう
る
）（（（
（
。他方、かかる
権限は大統領固有の権限であって、大統領の判断でなしうるとの憲法的主張もある。ＦＩＳＡのように、制定法があればそれに は拘束される。しかし、それがカバーしない ころで、しかも執行権の責任ある判断で安全保障上必要であるとされれば 大統領権限で実
修正第四条
（令状主義条項）
が安全保障の捜査には控えめな
（
m
odest ）
機能しか果たさないのは、大統領の安全保障
権限の憲法上の定位も ることながら、修正第四条自体にあるともいえよ
う
）（（（
（
。これまで見たように、最高裁は同条の
安全保障上の捜査への射程は明確にしていない。同条の令状主義は順応的
（
m
alleable ）
に解釈されてきた。令状がど
のような場合に必要な か、そしていか る令状が必要な かは、鶏と卵の問題であって憲法上オープンで、加えて安全保障では、司法権はいかな 基準を適用すべきかには不案内であり、事実に照らしてどのような衡量の判断をすればよい かも定かでない
）（（（
（
。
安全保障のための電子的監視の手法として制定法が認めているものがある。一つは安全保障請求状
（
N
ational 
Security L
etters ）
であ
る
）（（（
（
。もうひとつは三〇〇以上あるといわれる行政文書提出命令
（
adm
inistrative subpoena ）
であ
る。これらは直接、盗聴など行うのではなく、交信記録等をＦＢＩなど 提出させるよう 民間 命じるものである。大統領の安全保障権限が声高に叫ばれるのが、ＮＳＡによる電子的監視である チャーチ委員会 すでに、ＮＳＡが国内諜報で問題となることを指摘していた。いわく、 「危険は、ＮＳＡ 国内の交信に対して驚くようなテクノロジー
一三三
安全保障上の電子的監視（富井）
を向ける能力にある。…ＮＳＡは内に転回されて、われわれ自身の人民に対して使用されるだろう
」）（（（
（
。ＮＳＡ自体制
定法に基づく機関ではなく、その活動にも立法的規制はほとんどない。ＮＳＡの活動のための権限に立法的根拠はない
）（（（
（
。まさに修正第四条とは別の世界で、大統領の憲法二条の権能に基づいてのみなされる。安全保障の名の下でのＮ
ＳＡの諜報活動を考察することは、大統領の権限を考える格好の素材となる。
五
　
国家安全保障局
（ＮＳＡ）
の電子的監視と修正第四条
1　
ＮＳＡによる電子的監視とその現状
（
1）　
m メタデータ
etadata
とアメリカ人の秘密理の諜報活動
キースは明言を避けているが、これをうけて制定されたＦＩＳＡは、外国の諜報活動の電子的監視を執行権に授権
した。九・一一以降、ブッシュ
43はＮＳＡに、一方当事者がアメリカ国外にいて、通話の参加者が「アルカイダもし
くはその提携団体のメンバーもしくはエージェントであると合理的に信じられる」場合、無令状で電子的監視を行えるように
）（（（
（
。
二〇〇八年のＦＩＳＡ改正法は、これまでのＦＩＳＡの手法を凌駕する、新規かつ独立の諜報収集権限を根拠づ
け
た
）（（（
（
。それがＦＩＳＡ七〇二条
（
50 U
.S.C
.
§1881a ）
で、海外にいる非アメリカ人をターゲットにする諜報に政府が
 
ＦＩＳＣｔの授権を求めることを容易にした。その際、それまでＦＩＳＡでは政府はターゲットが外国勢力あるいはその機関であるとする相当の理由
（
probable cause ）
を立証しなければならなかった。これが不要とされ、政府はター
一三四
ゲットにする場所や性質などを特定する必要がなくなったのである。
本稿冒頭でふれたように、ボストン・マラソン事件で顕著になってきたのは、生粋の国内のテロリストをどう監視
するか、いわゆる一匹狼
（
lone w
olf ）
の問題である。国内にあって安全保障目的での秘密裏の監視を大統領権限で行
うことができるかである。
大統領がＮＳＡを通じて国内で電子的監視を行っていることが暴露されている。先に見たスノーデンの暴露が引き
金となって、ＮＳＡが国内のアメリカ人の電子的監視を行っていたことが明らかとなってきた。友好国であるドイツのメルケル首相の携帯電話までＮＳＡがフォローしていたことも、彼が明らかにしている
）（（（
（
。
二〇一三年夏に問題となったのは、ＮＳＡが、国際のみならず国内での電話の交信の記録を大量 収集していたこ
とである。加えてインターネット交信の傍受を、一次的には国外にいる外国人をターゲットにしているが、アメリカ人の交信も偶発的に収集し しまっている である。むやみな大量のデータ収集は、なるほど対テロ等安全保障のための諜報 して役立つ面もあろう。しかし、 反射的 順法の無垢の市民のプライバシー情報をも収集することになり、憲法上看過しえなくなる。政府は、これは愛国者法二一五条もしくはＦＩＳＡ七〇二条に基づくもので、合法としている。
二〇〇六年から、ＦＢＩは定期的に更新する、主要 電話会社からの大量の電話記録を極秘に収集しており、Ｅ
メールやインターネット検索に関す 情報 同じように収集していたことが明らかとなっている。その間 グ グル、フェイスブック、スカイプ、アップルを含む九つの主要なインターネット会社のデータを、収集す よう なっている。これは
Ｐ
プリズム
ＲＩＳＭ
といわれるコンピュータ・ネットワークで簡単にできるようになっている。データはＮＳＡを
一三五
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はじめＩＣで共有されることもある。
電話の記録の収集は愛国者法二一五条に基づく。ＦＩＳＡのいう「業務記録
（
business records ）」であるから、ＦＩ
ＳＣｔの許可によって国際テロに関連する
（
relevant ）
と判断される有体物
（
tangible things ）
に第三者を通して秘密に
アクセスできる。プリズムは、二〇〇八年に制定され二〇一二年の再授権されたＦＩＳＡ七〇二条に基づくとしている。国外の非アメリカ人をターゲットにするもので、そうすることとテロに関連していることの二つの要件を充たてい ことが合理的に信 られればよいとす 。
プリズムは
m メタデータ
etadata
を収集する
）（（（
（
。それはＦＩＳＣｔの命令に基づき、誰が誰に電話したか、その電話番号は何か、
その日時や通話時間のデータであって、通話の内容はもちろん、場所の情報も含まれない。ＮＳＡから請求を受けた電話会社はデイリーベースでこうした情報 提供し これをＮＳＡが
C
集積庫 ollection
Store
となってデータベース化する。
ＦＩＳＣｔ 命令では、収集してから五年以内に削除されるものとされる。ＮＳＡは、この命令を得るためにＦＩＳＣｔに対して、当該電話記録に「明瞭にできる合理的な疑い
（
reasonable articulable suspicion ：
R
A
S ）」のあることを立
証する。ＲＡ は 一般的な捜索 必要とされる「相当な理由
（
probable cause ）」ほど厳格ではない。
無作為で大量の、そして秘密の、ＮＳＡによる情報収集が懸念されている。重要なのはその活動の監視
（
oversight ）
にある。現行法はこれを用意している。な よりも、ＦＩＳＡは捜査にはＦＩＳＣｔの承認を法律要件としている。申請の数は年々増加している
（二〇〇九年は二一件だったのが、二〇一二年には二一二件となっている）
一方で、二〇一二
年には申請を否定したケースは一件もなかった ＦＩＳＡ七〇二条で 、 を意識して、個別の監視命令を取得するのに事前のＦＩＳＣｔの承認は不要とされ 同条はそうしたプログラムの実施にはＦＩＳＣｔ 重要な意見
一三六
もいれて議会
（諜報司法委員会）
に報告する義務があるが、一般に秘密とされる。
政府は、ＮＳＡのメタデータの収集もプリズムも、すべて法令にのっとった適法なものであることを強調す
る
）（（（
（
。し
かし、こうした既存のメカニズムでは濫用は十分に統制できない。ＮＳＡは通信会社から「好きなものは何でも引き出せる
（
pull anything it likes ）」とまで認識されている情況が、そこにはある。
（
2）　
オバマ大統領による改革
スノーデンは秘密を漏洩した犯罪者として、司法の手に委ねられるべきとの声は強
い
）（（（
（
。他方、この暴露でＮＳＡ
による国内の市民向けの電子的監視が露見し、大統領をしてチェックが必要だと感じせしめるにいたった。オバマは、大統領の諮問機関「諜報とコミュニケーション技術に関する研究会
（
P
resident ’s R
eview
 G
roup on Intelligence and 
C
om
m
unications T
echnologies ）」を立ち上げ、二〇一三年一二月一二日、三〇八頁からなる最終報告書『変化する世界
における自由と安全保障』を公刊している
）（（（
（
。
そこでは、アメリカの民主主義は自由と安全保障の二つの価値を同時に追求するものであり、そのバランスをどう
とるかが重要だとしたうえで、 「われわれの安全保障の脅威に対 て国民を保護すること」 、 「他の安全保障や外交政策の利益を保護すること」 、 「プライバシー権を保護すること」 、 「民主主義、市民的自由、法の支配を保護すること」 、「ネットワーク世界の繁栄と安全と公開性を促進すること」 、 「戦略上の同盟国を保護すること」 、の諸目的を明確に掲げる。そして次の四つの原理を確認する。第一に、 「政府は、二つ 異なった安全の形態、国家の安全保障と個人プライバシーを同時に保護しなければならない」 。第二に、 「中心となる仕事は一つ 危機管理
（
risk m
anagem
ent ）
で
一三七
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ある。多様な危機が巻き込まれており、そうしたものすべてが斟酌されなければならない」 。第三に、 「バランシングの考えは確かに重要な要素であるが、同時に不適切で誤った方向に導く
（
m
isleading ）」 。第四に、 「政府はその諸決定
を、コストとベネフィットの両方を含む結果の慎重な分析に基づかせなければならない」 。
そのうえで、立法の制定や改正を含む四六の提言
（
recom
m
endations ）
を行う。主に、愛国者法二一五条での大量の
電話のメタデータ収集をやめさせること、透明性を確保すること、非アメリカ市民のプライバシーを向上させること、官邸の審査やＦＩＳＣｔの改革を含む組織改編 行うこと、などである。
この報告書の関心は次の六つにある。第一に、アメリカ人に対する監視で、愛国者法二一五条を適用してＮＳＡが
こうした収集を行っているのを懸念し、議会がそうしたデータの蓄積をやめさせ そうしたデータが個別に、いつ安全保障の必要性があるかを政府が問 よう するシステムに移行させるべきとす 第二に、非アメリカ市民のプライバシーにも配慮すべきとし 法律で特別に認められ、さら 政府が特別のやむに已まれない必要性を示さない限り、アメリカ市民と同様に扱うべきとする。第三 、不当あるいは不必要な監視は避けなけ ばならず、そのためには監視に安全保障の必要性 応じた優先順位
（
priorities ）
をつけなければならないとする。第四に組織の改
編を訴える。ＮＳＡ 関して、その長は上院の同意を要す 職とし 文民にも門戸を開くべしとする。次のＮＳＡ長官は文民にするよう大統領は配慮すべきだという。これまで プライバシー市民的自由監視委員会
（
P
rivacy and 
C
ivil L
iberties O
versight B
oard ）
に代わって、強化された独立の市民的自由プライバシー保護委員会
（
C
ivil L
iberties and 
P
rivacy P
rotection B
oard ）
を創設せよとする。ＦＩＳＣｔに関しても、そこでは政府関係者のみが当事者であるが、議
会は新たにＦＩＳＣｔ 前でプライバシーや市民的自由の利益 代表でき 公益弁護人
（
P
ublic Interest A
dvocate ）
を
一三八
創設すべきとする。第五に、地球的規模の交信の技術
（
G
lobal C
om
m
unications T
echnology ）
を推進させ、その際、プ
ライバシーや市民的自由に配慮しなければならないとする。第六に、収集したデータをしっかりと保護すべしとする。
insider threats （組織内脅威）
に伴うリスクを軽減せよというのである。政府は限定された機関でのみの共有を訴
えるが、セキュリティ・クリアランスを厳しくしたり、監視 制度を設けたりと、マネージメントの改革が必要とされる。
スノーデンの暴露以降、諜報機関、とりわけＮＳＡの国内の電子的交信の秘密の監視が世論の関心を呼ぶ。オバマ
大統領はこれを認めたうえで、アカウンタビリティの観点から国民向けの応答を公言しており さらに議会も関心を持つに至る。法的問題では、ＦＩＳＡを改正した愛国者法二一五条とＦＩＳＡ七〇二条にその注意が集中した
）（（（
（
。
オバマ大統領は四〇分以上にも及ぶ 電子的監視に関する初の主要な演説を二〇一四年一月一七日に行っ
た
）（（（
（
。アメ
リカは、安全保障に脅威を及ぼさない一般市民には諜報活動をしていないことを改めて強調する一方
で
）（（（
（
、安全保障、
特に反テロとして諜報や防諜活動は不可欠
で
）（（（
（
、発展したテクノロジーに裏付けられてデジタルのコミュニケーション
に入りこんでいかなければならないとした。ただそこには制約があり、法 支配に基づき、安全保障上の必要性が確実であるときのみ行い、人権を最大限に尊重す そのため チェックや防御のシステムを充実させるとしている。同日に出された大統領政策指令で
は
）（（（
（
、これまでのような大量の
（
bulk ）
収集はやめ、諜報など限定された正当な目的
でのみ行い、 大統領安全保障補佐官補やＤＮＩによ 年次ごとの定期的な審査 調整を行う。収集を 施した きは、一定期間内にＤＮＩに報告する義務を課している。取得 情報の流布や留保にもルールを設けて る。この大統領の指令は、ＮＳＡ よる電子的監視につい 法的ルール 整理したも といえよう。
一三九
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2　
ＮＳＡの組織と法
ＮＳＡによる電子的監視は法的にどう正当化できるのか。一九五二年一一月四日、トルーマンの大統領命令に
よって国防省に設置されたＮＳＡは、暗号や記号を解析する諜報機関であ
る
）（（（
（
。第二次大戦中、日本やドイツの暗号
を解読する重要性を認識したことに由来する。ＮＳＡ／ＣＳＳ
（
C
entral Security Service ）
は、
Ｓ
信号諜報 ＩＧＩＮＴ
（
Signals 
Intelligence ）と
Ｉ情報確保
Ａ
（
Inform
ation A
ssurance ）の果実と役務の両方を含む暗号作成
（
cryptology ）で政府をリードし、あら
ゆる情況で国家と同盟国に有利な決定を得るためにコンピュータ・ネットワーク作戦
（
C
om
puter N
etw
ork O
perations ）
を可能にさせる。ＩＡとは、 「センシティブなあるいは秘密の安全保障上の情報に、外国の敵対者がアクセスできないようにす 」任務で、ＳＩＧＩＮＴとは「諜報及び防諜のため、そして軍事作戦を支援するために、外国の信号から諜報の情報を収集し、加工し、流布させる」任務であ 。ＮＳＡはまた、憲法や法令の範囲内 人権を侵害しないように、国内外のテロリストやその組織を打ち負かすべく、ネットワーク上の戦闘作戦
（
N
etw
ork W
arfare O
perations ）
を可能にする。
一九七二年一月一七日の「信号諜報
（
Signals Intelligence ）」と題するＮＳＣ
（国家安全保障会議）
諜報指令第六号は、
中央諜報管理部部長
（
D
irector of C
entral Intelligence B
oard ）
が確立させた目的や要件ならびに優先順位に従って、ＮＳ
ＡがＳＩＧＩＮＴをな こととする。ＳＩＧＩＮＴは
Ｃ
交信の諜報
Ｏ
ＭＩＮＴ
と
Ｅ
電子諜報
ＬＩＮＴ
からなる。ＣＯＭＩＮＴは、無線な
どによる外国の交信を傍受してデータ処理する活動である。もともと軍の諜報機関の機能であったＥＬＩＮＴは、交
一四〇
信外や電磁波からくる諜報目的の情報を収集し処理する。
ＮＳＡはＩＣにあって最も秘密性が高い。前身は国防省に設けられ統合参謀長の指揮の下におかれた軍安全保障局
（
A
rm
ed F
orces Security A
gency （
A
F
SA
） ）
で、ジョンソン大統領が署名した統合参謀長指令
（
JC
S D
irective ）
二〇一〇に
よって、 一九四九年五月二〇日に設置された。一九五二年一〇月二四日、 トルーマンの「交信諜報活動
（
C
om
m
unications 
Intelligence A
ctivities ）」と題する極秘メモがＮＳＣ諜報指令第九号となり、これによってＡＦＳＡが廃されてＮＳＡ
が設置される。ただし、ＮＳＡの存在は一九五七年まで公に知られることはなかった。国防省内で別に組織されて、安全保障に高度な特別の技術的調整的機能を発揮した。ＮＳＡの設置根拠
（
charter ）
はＮＳＣ諜報指令第六号であり、
ＮＳＡにＳＩＧＩＮＴを命じている。
一九八一年一二月四日に発せられたＥＯ
1 
2 
3 
3 
3は、ＮＳＡ／ＣＳＳの権限の輪郭を規定している
（
1. 12 （
b ） ）
。そ
れは、国家や国防省の任務を支援するために、外国の諜報や防諜の目的 信号の諜報の情報やデータを収集し
（秘密
の行動を含む）
、加工し、分析し、生産し、流布させることである。二〇〇八年七月三一日に改定されたＥＯ
1 
2 
3 
3 
3
は、二〇〇四年の諜報改革テロ防止法や九・一 委員会の答申、さら ＤＮＩなどの諜報機関 長に従うことが明記される。ただ外国の諜報の情報収集のため、国内で市民を含む 子的監視はＦＩＳＡに従う。そ までは法の根拠なく電信の諜報を っていた。二〇一三年四月、ＦＩＳＣｔが
V ヴェリゾン
erizon
に対して三か月ごとの各発信者による電話の情
報を提供する命令 出し ることが公 され、ほぼ同様に、ＡＴ＆Ｔや
S スプリントprint
などに対して七年以上も交信情報
の提供が命じら ている。そしてプリズムである。大量のメタデータの収集が、ＮＳＡ
（ＦＢＩも含む）
によってなさ
れている
）（（（
（
。
一四一
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政府は、この収集はＦＩＳＡに基づいて行われた合法的なものであるとした。その濫用や違法性の統制はＦＩＳＣ
ｔで担保される。ＦＩＳＣｔの判事が、大量の収集は許可されていないとするなど、ＮＳＡとの間に相当の温度差があり、根本的な見解の違いも浮き彫りになってい
る
）（（（
（
。ＮＳＡは、テロリストは
G グーグルoogle
などを通して交信していると
し、法を破る意図 ど毛頭な としているけれども、大量の収集やテクノロジーが問題となっている面もある。
ＮＳＡは現在三万人以上の職員を要し、その多くは数学者である。一二〇カ国以上の言語分析者もいるが、職員の
半分以上は軍人であ 。その責務は、ＳＩＧＩＮＴとＩＡの二つである。前者は電信にのっかった声やインターネット交信、その他信号 外国の諜報や防諜の目的で収集し分析し伝達させるものである。ＩＡとは、軍事を含む政府の交信や情報のストックといった秘密保持システムを保護す ことである。こ ようにＮＳＡは、国防省とＩＣの両方のメンバーとしての責務を果たして、戦闘支援 機能 持った機関 国家諜報機関を兼備す
）（（（
（
。
これまでみたように、諜報のための電子的監視は愛国者法とそのさらなる改正によって、執行権の便宜に改革され
ている。ＦＩＳＡ七〇二条は、ターゲットが外国勢力であることが明らかであれば、ＦＩＳＣｔの事前の許可なく電子的監視ができるようにした。ＦＩＳＡは電子的監視に司法的統制 加えることを目論むが、それは踏まないのである。なるほどアメリカ市民がターゲッ にされることはな
い
）（（（
（
。しかし、多くのアメリカ人のメールや交信記録がその
プロセスで偶発的に
（
incidental ）
収集される危険は払拭できまい
）（（（
（
。ＦＩＳＣｔの役割は、 政府が交信を将来、 標的を絞っ
て収集す と提案している、最小限の手続を審査することに限定されるけれども、こうした標的 アメリカ市民に絞られ いないか、最小限の手続を履行しているかを見極めなければならない
）（（（
（
。
愛国者法二一五条も、記録がテロや秘密の諜報からの防御のための捜査の一環であれば、ターゲットが外国勢力だ
一四二
との立証は不要としており、メタデータが無造作に収集される可能性が増している。二〇〇六年以降、電話のメタデータがこの二一五条に基づいて大量に収集される。すなわち、ＦＩＳＣｔによって「関連する
（
relevant ）」と判断
された有体物の作成を個人 命じる権限が授権される。
ＮＳＡは大量で集める方が効率的であり、公にされた五四のテロ事犯で一三がアメリカとコネクションを持ち、そ
の一二に電話のメ データが奏功したとしてい
る
）（（（
（
。安全保障捜査の基本である秘密性と情報社会の宿命だとし、かつ
また法令に従ったもので、ＮＳＡは遵法精神に厚 文化を持ち、立法に対して直接アカウンタブルであるとして、こうした活動を正当視する者もあ
る
）（（（
（
。ＦＩＳＣｔの審査を経ているものであり、このＦＩＳＣｔは決してゴム印の機関
になっていないとする者もある
）（（（
（
。
実際、大量データ
（
B
ig D
ate ）
の偏在はその効用が故にであり、技術の発達は大量データの有用性を自覚せざるを
得ないのであ 、問題はむしろ、誰によってどのように大量データが使われるかにあるともいわ
る
）（（（
（
。スノーデン
の暴露であからさまになったＮＳＡのこの活動は、不合理な捜索に当たり、憲法問題も絡んで議会人や専門家の関心をにわかに集めることとなる。
3　
ＮＳＡによる電子的監視の違憲性
ＮＳＡのこうした活動は勢い、修正第四条との抵触が疑われる。その根拠となる愛国者法二一五条あるいはＦＩＳ
Ａ七〇二条が修正第四条に反するとして、憲法訴訟になる。アメリカ保護法そして二〇〇八年ＦＩＳＡ改正法で設けられた規定は、電子的監視を立法で明確にし 司 的授権に基づかせると もに議会の監視 服させ 修正第四条に
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反しないように配慮している。これにのっとって、国外にいると信じられる者の外国諜報は無令状で監視できるとした規定が、以下にみる
K クレイマン
laym
an
事件と
C クラッパーlapper
事件で問題となった。
この憲法訴訟を最初に判断するのはＦＩＳＣｔである。ＦＩＳＣｔは、このメタデータ収集にはスミス法理
（第三
者の法理）
から修正第四条の障害はなく、個人に修正第四条の利益が見出されない以上、同じような状況にある個人
の膨大な番号と一緒に収集しても、そもそも無であった
（
ex nihilo ）
ものからはなにも生じないのであって、結果、修
正第四条に反しないとした
）（（（
（
。
二〇一三年一二月一六日、ＤＣ連邦地裁はＮＳＡの電話等の電子交信の情報収集プログラムを違憲とする判断を
行った
（クレイマン事件
））（（（
（
。アメリカ市民の電話記録のメタデータ収集の慣行は適法
（憲法）
かが争われた。本件では
 
ＦＩＳＣｔの判断を経ている。ブッシュ
43が任命した
R
Ｒ・レオン ichard
J.L
eon
判事は、行政手続法での訴訟はＦＩＳＡが司
法審査規定を設けていることから認められないとするも、憲法判断の原告適格は認め、この慣行は五年という長い期間でデータが収集され加工される点で、その他の電話交信記録
（
pen-register ）
などとは大きく異なり、また歴史的コ
ンタクトの情報 ないも とも異なって、テロとの戦 が終わるまで続けられ 可能性が十分にあるとし
た
）（（（
（
。電話や
電子交信は、技術の発達し 今日、数十年前と比較にならないほど多くの市民の間に浸透している し プライバシーを侵しており、修正第四条に反するとした。政府側は「特別の必要性」を主張したが、立件できていない て退けている
）（（（
（
。
ここではメタデータがプライバシーの保護の対象となるかが、 先ず争点となろう。ＮＳＡ長官
K
アレキサンダeith
A
lexander
は、
メタデータは電話の発着のデータであって、電話で何をい たかではない点をＣＢＳの番組で強調し
た
）（（（
（
。レオン判事
一四四
は、それが歴史的に蓄積されることと、現在の電話は発信地など電話の記録以外の情報もわかってしまうことから、プライバシーとして合理的な期待を持ちうるとしてい
る
）（（（
（
。すなわち、スミス判決の第三者法理は
pen-register
のよう
なタイプには適用されるが、本件はそれではなく、いわゆるモザイク法理に従ったのであ
る
）（（（
（
。ジョーンズでの法理で
ある。それは、個人の車に取り付けられた物理的 ＧＰＳ装置がこれに付随する情報を巻き込んで収集することとなり、修正第四条の捜索に該当す ことと るとした。短期の捜索ならともかく、長期にわ るそうした は、家族や政治や宗教や性的な結合の情報も量 は収集さ るこ となり、修正第四条から司法権 関心となる。
では本件のメタデータ収集は修正第四条のもとで合理的か。愛国者法二一五条は令状を要求してもいなければ相当
の理由も要求していないから、特別 必要性
（
special needs ）
で正当化されるかを検討する。特別の必要性は、先にみ
たように、令状や相当の理由を要求することが現実的で なく、通常の法執行の必要性をこえる 特別の必要性がある場合であり かつそうした場合でも 政府利益とプライバシーを衡量しなければなら
い
）（（（
（
。すなわち、①本件捜索
で侵害されるプライバシー利益 性質②訴えられている侵害の特質③政府利害 急迫性と性質およびそれを充たすための本件手段の効率性 を考量 、本件ではメタデータ収集を 行してい うえで プライバシー利益が重視されるとした。
この地裁判決から一一日後の一二月二七日、ニューヨーク連邦地裁は逆に、スノーデンが暴露したＮＳＡの国内電
話データの大量収集は合法とした
（クラッパー事件
））（（（
（
。ポーリー判事は、ＦＩＳＡの規定はむしろ政府の権限を法治主
義的に根拠づけると同時に制限す ものであるし、安全保障の領域で 司法は委譲せざるをえず、ＦＩＳＣｔ どもＮＳＡのこうしたことを認めており、ま テロの事前抑止に機能した実績もあるとする。大量収集に無垢の人の情報
一四五
安全保障上の電子的監視（富井）
が入り込んでしまう危険が指摘されるが、大容量のメタデータでなければ何が関係があり何が関係ないかがわからないという。原告の訴訟要件の認定には積極的であったが、本案の判断では政府に好意的となる。アルカイダの技術も進歩し、遠隔的にテロを行えることを考えると、 「大 電話のメ データの収集のプログラムは、政府のカウンターパンチを示している。断片的で束の間の交信をアルカイダのテロのネットワークに再構成し除去することにつなげるのである」
）（（（
（
。スミス判決を踏襲して、本件の電話番号の記録の大量収集は修正第四条に反しないとした
）（（（
（
。
なお両事件とも本稿執筆段階
（二〇一四年末）
では控訴中である
）（（（
（
。
4　
小
　　　
括
国内の諜報活動は修正第四条と正面対決して、法的な議論はつきない。刑事司法には同条の要請があるが、諜報活
動には厳格には適用されないとするのが実務といえよう。もっとも、同じ公権力による電子的監視では、刑事司法でも安全保障の諜報でも手法は同じであ 。根本的に異なる点は、刑事司法が犯罪の発生をうけてそれを遡及的に調査するのに対し、安全保障としての諜報はテロ対策のように、むしろ事の発生を待っていては遅すぎ、 事前に抑止するため 情報収集する将来的
（
proactive ）
なものであることである。そこでは刑事手続に関する規定たる修正第
四条がどうコミット てくるのかは、権力分立の憲法原理が絡んで一義的ではない。安全保障には大統領の専権が認められ、修正第四条が及んだり、立法の規制が認められたりするこ は いとも論じられる。
この点、ラスコフの議論は興味深
い
）（（（
（
。彼は国内諜報活動
（テロ対策のみに限定されるわけではない）
実務とそのガバナ
ンスにギャップがあることを注視 その原因が理論 欠如、制度の欠陥、概念の未整理にあ と指摘する。最高裁
一四六
が、キースでもそうであるように、法理論的な指導原理を国内の諜報活動に関しては明確に判示していないことを指摘する。一方で、諜報は福祉国家から当然の帰結であり、それは規制のための情報収集と本質的に異ならないとする。規制は危険察知であり、 れは国内の諜報も同じである。すなわち、 「規制の政策や実務に 十分慣れ親 んだ危険評価
（
risk assessm
ent ）
の一側面として最もよく考えられるのであり、行政国家内で発展した法的制度的道具は効果的
で、長続きする諜報のガバナンスの枠組みを創設するのに必要である」とす
る
）（（（
（
。したがって、基本的には規制法、つ
まり行政法で国内諜報の枠組みを考えるべきで、司法審査も合理性審査
（
rationality review
）、すなわち、 「費用対効果
の拡大した概念 の行政法 規制の使命へ コンプライアンスと透明性に担保された多元主義の司法審査が国内諜報のガバナンスの中心的役割になる」とす
る
）（（（
（
。極言すれば、 「国内諜報
（その他の危険評価の形態と何ら変わる
ところがない）
は、単純に国家がその市民の健康と安全に関する意思決定を形作る情報を生成する手段である」とみ
るのである
）（（（
（
。
六
　
むすびにかえて
安全保障の電子的監視は諜報として執行権によってなされる。その憲法上の根拠は、明文の規定はないものの、憲
法二条の大統領権限に求められている。大統領の安全保障権限として、秘密の も認められる。それは違憲 ってはならない。修正第四条が安全保障捜査に適用されるかは明確ではない。むしろ 外国の諜報には立法がその手続を規定し、アメリカ人への諜報は厳しく制限している。諜報は制定法が根拠づけと制約をおくこととな 諜報 権
一四七
安全保障上の電子的監視（富井）
限は大統領権と憲法上観念されるも、立法の規制や根拠が前提となっている。大統領命令も安全保障の捜査の電子的監視に同様な機能を果たしている。なかでもＥＯ
1 
2 
3 
3 
3は、法令とかぶる部分もあるが、ＩＣにもわたる政府の諜
報に関する包括的な規範となっ
一方で、対テロ政策の喫緊性は微妙な法逸脱の運用を招来せしめている。 「安全保障の理由から令状なしの捜索が
志向される要因は、 「テロとの戦い」でもたらされた今日の情況のもので、やむにやまれないのである
」）（（（
（
。安全保障も
憲法上の利益であり、人権保障とのバランスが問題に
る
）（（（
（
。その際、統治機構上の問題として、議会の規制に服さな
い、大統領に固有の安全保障 限があるかが争点にな
もとより、安全保障といっても具体的にいかなる法概念かは明確ではない。留意すべきは、安全保障の利益の名の
下で公権力の情報収集に自由な領域が拡大していくことであ
る
）（（（
（
。プライバシーや自由は、テロという安全保障上危険
な時代にあって 警察のみならず軍や諜報機関の権限が大きくなるにつ て軽視される嫌いがあり そうしたなか、独立した司法の役割は きく、修正第四条はその契機 なりう
る
）（（（
（
。ただ、修正第四条は司法警察や法執行活動を想定
しており、安全保障への適用には憲法解釈の作業を要する。それが公権力によるプライバシー侵害を禁じるとの意図であれば、安全保障 つい も基本的に妥当する。 は国家に って不可欠であり、安全保障 利益 確保するために効率よく行われなければならないし、 上の人権を侵してもいけな
い
）（（（
（
。ジレンマである。安全保障の国家利益
は極 て重大であるから、目的に比例した合理的 捜索押収 一般には許容されるとの考えを出発点にすべきかもしれない
）（（（
（
。
政府の安全保障の情報収集、諜報は修正第四条よりも大統領権限 着々と実行され、裁判所もこれに関与するのに
一四八
は慎重であ
る
）（（（
（
。憲法としてはこうした公権力をどう統制するか、個人はこれをどう争うか、救済類型はどうかといっ
た問題がある
）（（（
（
。本稿はこう た課題を認識しながら、憲法の理論的レベルの考察 試みたものである。
（
1）
（ B
E
N
JA
M
IN F
R
A
N
K
L
IN, T
H
E P
A
P
E
R
S T
O B
E
N
JA
M
IN F
R
A
N
K
L
IN, 238, 242 （
L
eonard W
. L
abaree ed., 1（（3 ）.
（
2）アメリカ法に安全保障（
national security ）の明確な法的定義はなく、一義的にし難い。ここではごく一般的に、 「国家が、
その独立や主権、領土、国民の生命や財産といった、かけがえのない価値を、外敵の脅威から、軍事力によって守る」と観念しておく。杉井敦・星野了俊『防衛大学校で、戦争と安全保障をどう学んだか』 （祥伝社新書 二〇一四年）六二頁。なお侵略を各概念とし、これを排除予防するのが安全保障と捉えることもできる。高橋通敏『安全保障序説』 （有斐閣、一九六〇年）四頁。特定秘密の保護に関する法律（平成二五年）は、安全保障を「国の存在に関わる外部からの侵略等に対して国家及び国民の安全を保障すること」 （第一条）と定義している。
（
3）
See, W
A
SH. P
O
ST, June （, 2013, N
SA
 collecting phone records of m
illions of V
erizon custom
ers daily, T
H
E
 G
U
A
R
D
IA
N, June 
5, 2013; N
SA
 P
rism
 program
 taps in to user data of A
pple, G
oogle and others, T
H
E G
U
A
R
D
IA
N, June （, 2013; John G
reenburg, 
A
re A
m
ericans being ‘targeted
’ for surveillance? T
A
M
P
A
 B
A
Y T
IM
E
S, July 2, 2013.　
ＮＳＡはアメリカ人を含むＥメールの記
録を外国の諜報の一環として収集し、膨大なファイルにしていた。
N
SA
 collects m
illions of e-m
ail address books G
lobally, 
W
A
SH. P
O
ST, O
ct. 14, 2013.　
問題は誰の情報をとるかといった標的の定め方（
targeting ）であり、これには執行権に全て自
由が認められるとすれば、憲法問題になる。
（
4）
Jack M
. B
alkin, T
he C
onstitution in the N
ational Surveillance State, （3 M
IN
N. L
. R
E
V. 1 （
2008 ）.
（
5）「国家が外交軍事政策を形成し実行し、安全保障への脅威を取り除くために必要な情報」と定義される。
C
U
R
T
IS A
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E
Y A
N
D JA
C
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. G
O
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SM
IT
H, F
O
R
E
IG
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S L
A
W
 2（1 （
4th ed. 2011 ）.　
情報と混合した使用や認識もある。小谷賢
『インテリジェンス』 （ちくま学芸文庫、二〇一二年）第一章。小谷自身、その定義にはアメリカとイギリスでも異なる文脈があるのに注意すべきとしたうえで、 「国益のために 、分析、評価された 外交・安全保障政策における判断のための情報」と定義している。同上書、一八頁。外国に関する情報の収集や分析 評価などからなる製品である点に着目す 認識
一四九
安全保障上の電子的監視（富井）
ある。土屋大洋『情報による安全保障─ネットワーク時代のインテリジェンス・コミュニティ』 （慶應義塾大学出版会、二〇〇七年）一六─二〇頁。またプロダクトとしてのインテリジェンスに着目し、国家安全保障でもビジネスでも、 「判断・行動するために必要な知識」と観念する者もある。北岡元『インテリジェンスの歴史─水晶玉を覗こうとする者たち』 （慶應義塾大学出版会、二〇〇六年）一一─一七頁。プロセス、成果物、組織、それぞれ インテリジェンスがすべて同時に語られるとする。マーク・ローエンタール／茂田宏監訳『インテリジェンス
　
機密から政策へ』 （慶応義塾大学出版会、二〇一一年）
一一頁。インテリジェンス・プロセスは、 「政策決定者が情報の必要性を認識する段階から、コミュニティが政策決定者に対し分析したインテリジェンス成果物を提供するまでの段階または局面」であり 彼は、⑴要求の特定⑵収集⑶処理 活用⑷分析と生産⑸配布⑹消費⑺フィ ドバック、の七つを分析している。同上書 六九頁。本稿では主にプロセス、とりわけ情報収集のインテリジェ スを念頭に置いている。
（
（）ＤＨＳ長官
J Ｊ・ナポリターノanet
N
apolitano
は、パキスタンやソマリアなどからの移民の子孫がアメリカ土壌で育ち、ジハードのウエブ
サイトに容易にアクセスするなどし 自前のテロリスト（
hom
egrow
n terrorist ）が、新しい深刻な、次世代テロの問題だ
としている。
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13（ （
2011 ）.
（
（）カナダは諜報を国家警察（ＲＣＭＰ）に長く行わせていたが、一九八四年にＣＳＩＳ（カナダ安全保障諜報局）を設置し、ＲＣＭＰの諜報権限を除去してこれに独占させている。富井幸雄『憲法と緊急事態法制
　
カナダの緊急権』 （日本評論社、二
〇〇六年）第
（章Ⅴ、参照。
（
8）
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2004 ）.
（
（）
JE
F
F
R
E
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. R
IC
H
E
L
SO
N, T
H
E U
. S. IN
T
E
L
L
IG
E
N
C
E C
O
M
M
U
N
IT
Y 13 （
（th ed. 2012 ）.　
諜報のタイプには、政治、軍事、科学技術、
財政、経済、社会学的の六類型があり、諜報 標的を、国際、地域 国内の三類型に整理している。
Id. at 5
─
（.
（
10）
Id. at 1（.
（
11）民主的統制であり、それは指揮（
direction ）と監視（
oversight ）の二つからなる。指揮は、諜報任務全般でのＩＣへの文
民による指導であり、監視は、諜報活動の法枠組み、諜報共同体組織、予算、人事の全ての審査が民主的 セスで同定されることである。
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T
hom
as C
. B
runeau and Steven C
. B
oraz, eds., 200（ ）.　
そこには憲法の権力分立原理に基づ
いた、三権各機関の抑制と均衡に根差した協働の監視が施されているのに加え、ＩＣや機関の内的（内部監察官など）及び外的（メディアやＮＧＯなど）監視も存在する。ただし、執行権による統制（大統領府によるチェックや命令）が最も重要であるとする。
Steven C
. B
oraz, E
xecutive P
rivilege: Intelligence O
versight in the U
nited States, in id. at 2（.
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. N
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dw
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oreign Intelligence, in N
A
T
IO
N
A
L S
E
C
U
R
IT
Y
 A
N
D T
H
E C
O
N
ST
IT
U
T
IO
N: T
H
E IM
P
A
C
T
 O
F
 T
H
E 
P
O
L
IT
IC
A
L S
Y
ST
E
M
 50, 50
─
51 （
G
eorge C
. E
dw
ard III and W
allace E
arl W
alker, eds., 1（8（ ）.
（
1（）ローエンタール、前掲 （
5） 書、二四五頁以下、第一〇章「監視と説明責任」 。諜報の監視は大統領と共有されるけれども、
「議会は、インテリジェンス政策を形成するに当たり一貫したプレイーヤーになっている」とする。同上書、二七八頁。監視に当たる
oversight
には、注意深く配慮することと、それとは真逆の、見落としや無配慮という意味もあり、議会や行政府
はインテリジェンスを監視する際、前者を行って後者を避けうるようにするとしている。同上書、二四五頁。
（
1（）
T
H
E F
E
D
E
R
A
L
IST N
o. （4, at 3（2
─
（3 （
John Jay ） （
C
linton R
ossiter ed., 1（（1 ）. なお、Ａ・ハミルトン＝Ｊ・ジェイ＝Ｊ・マ
ディソン／齋藤眞・武則忠見訳『ザ・フェデラリスト』 （福村出版、一九九一年） 、三一二─三一七頁（第六四篇、Ｊ・ジェイ） 、参照。
（
18）「条約締結権は重要なもので とりわけそれが戦争や講和、そして通商に関連するものであるからだ。したがって、それは委任されてはならないだけでなく、最高次の安全保障を与えることになる以上、公共の善 最も伝導性（
conductive ）のあ
るやり方で、かつその目的 最も適した人物によって行使されるようなモードと慎重さをもってなされなければならない」 。T
H
E F
E
D
E
R
A
L
IST N
o. （4, at 3（0 （
John Jay ） （
C
linton R
ossiter ed., 1（（1 ）.
（
1（）修正第三条の意義については、富井幸雄「軍の私人宅宿営の禁止─合衆国憲法修正第三条の意義」大東文化大学紀要〈社
 
一五一
安全保障上の電子的監視（富井）
会科学〉
 三九号七三頁、二〇〇一年。軍の権限を規制する憲法規定はこれしかない。もっとも、軍隊の権能については議会が
コントロールできる仕組みとなっている。
U
.S. C
O
N
ST. A
rt.
Ⅰ,
§8, cls. 11
─
1（.　
軍の法執行活動を禁じた
P ポス・コミテイタス法osse
C
om
itatus
A
ct
はその例である。富井幸雄「軍の警察活動の制約─
P
osse C
om
itatus
法」法学新報一一一巻五・六号一六三頁、一一・一二
号五三頁、二〇〇五年、参照。
（
20）
T
H
O
M
A
S C
O
O
L
E
Y, T
R
E
A
T
IE
S O
N
 T
H
E C
O
N
ST
IT
U
T
IO
N
A
L L
IM
IT
A
T
IO
N
S W
H
IC
H R
E
ST
 U
P
O
N L
E
G
ISL
A
T
IV
E P
O
W
E
R O
F
 T
H
E
 S
T
A
T
E
S O
F
 
T
H
E A
M
E
R
IC
A
N U
N
IO
N 2（（
─
300 （
1st ed. 18（8 ）.　
そのあとでクーリーは個人のプライバシー（
one ’s privacy ）に言及する。
Id. 
at 305.　
捜索押収の令状は犯罪が行われたとの証拠の存在に確信があるときのみ発給され、そのときでさえ、 「個人のプライ
バシーを侵してはならない」とする。ただ、プライバシーの何たるかは説明がない。
（
21）
B
oyd v. U
nited States, 11（ U
.S. （1（, （25 （
1885 ）.　
修正第四条では、個人の家と生活のプライバシーへの侵害から保護さ
れるとしている。
Id. at （30 ．なお、イギリスの経験や歴史から、アメリカ制憲期の捜索押収の概念を詳細に検討したものと
して、
W
IL
L
IA
M
 J. C
U
D
D
IH
Y, T
H
E F
O
U
R
T
H A
M
E
N
D
M
E
N
T O
R
IG
IN
S A
N
D M
E
A
N
IN
G （02
─
1（（1 （
200（ ）. See also, O
T
IS H
. S
T
E
P
H
E
N
S 
A
N
D R
IC
H
A
R
D A
. G
L
E
N
N, U
N
R
E
A
SO
N
A
B
L
E S
E
A
R
C
H
E
S A
N
D S
E
IZ
U
R
E
S: R
IG
H
T
S A
N
D L
IB
E
R
T
IE
S U
N
D
E
R
 T
H
E L
A
W
 1（
─
（1 （
200（ ）.　
一
四八五年以前には不当な捜索押収の概念は く、一五八〇年から一六四二年の間に修正第四条の原型となる一定の不合理な捜索押収のパターンが、漠然とではあるが形成されたとする。
Id. at 25, 41.　
修正第四条の原理の歴史的生成について、
A
khil R
eed A
m
ar, F
ourth A
m
endm
ent F
irst P
rinciples, 10（ H
A
R
V. L
. R
E
V. （5（ （
1（（4 ）
; W
illiam
 J. Stuntz, T
he Substantive 
O
rigins of C
rim
inal P
rocedure, 105 Y
A
L
E L
.J. 3（3, 3（（
─
411 （
1（（5 ）.　
連邦の司法警察権の発動はまれであったから、最初の
一世紀は、修正第五条も含めて修正第四条は重要ではなかった。
Id. at 41（.　
同論文は、なるほど両条は警察官に向けられた
刑事手続の原理であるが、根源は、プライバシー（その定義は議論していない）の保護を基軸として政府活動を規制するものであると指摘する。
（
22）修正第四条に反して収集された証拠が排除されることは、判例で確立している。
W
eeks v. U
nited States, 232 U
.S. 383
（
1（14 ）, M
app v. O
hio, 3（（ U
.S. （43 （
1（（1 ）.
（
23）最高裁は一九 七年に、民間航空委員会の民間人の海外渡航の許可に関して大統領の審査を経るとする民間航空法の規定が問題となった事案で、大統領に秘密の情報管理権を認めている。 「大統領 、最高司令官そして外交に関する国家機関の
一五二
両方として、利用できる諜報機関を持ち、その報告は世界に公刊されないし、されてはならないものである。裁判所が、関連する情報なしに、執行権が適切に秘密と判断した情報についてなした行為を審査し、さらに無効にすることは許されないであろう」 。
C
hicago &
 Southern A
ir L
ines, Inc. v. W
aterm
an S.S. C
orp., 333 U
.S. 103, 111 （
1（4（ ）. 　
大統領の秘密の情報の
管理権が正当化されると、秘密が秘密を生み、政策の執行やテクノロジーの発達と諜報機関の官僚組織の相乗効果 、秘密指定権の裁量が増大 、安全保障上の情 の暴露 いった修正第一条の行使に影響していく。
H
eidi K
itrosser, C
lassified 
Inform
ation L
eaks and F
ree Speech, 2008 U
. IL
L. L
. R
E
V. 881, 88（
─
8（0.
（
24）「アメリカの諜報共同体（ＩＣ）は議会の第一級の調査に至る多くの事件やスキャンダルを経験してきている。こうした調査は、多くの場合、既存の認められてきたＩＣ 行動を明確にしたり、あるいは新た 制約を課す法律や執行命令に帰結する勧告を出している」 。
W
illiam
 J. L
ehnem
an, U
.S. Intelligence prior to 9/11 and O
bstacles to R
eform
, in B
R
U
N
E
A
U A
N
D
 
B
O
R
A
Z, supra note 11 at （3, （3.
（
25）
Jonathan W
. G
annon, F
rom
 E
xecutive O
rder to Judicial A
pproval: T
racing the H
istory of Surveillance of U
.S. P
ersons 
A
broad in L
ight of R
ecent T
errorism
 Investigations, （ J. N
A
T
’L S
E
C. L
. &
 P
O
L
’Y 5（, （（
─
（0 （
2012 ）.　
二〇〇八年改正前までは、
議会の監視はあったものの、海外のアメリカ人の電子的監視は執行権の裁量の範囲内にあった。
Id. at 80.
（
2（）
C
histopher Slobogin, Surveillance and the C
onstitution, 55 W
A
Y
N
E L
. R
E
V. 1105, 110（ （
200（ ）.　
後にみるように、非公開の
外国諜報監視裁判所（
F
oreign Intelligence Surveillance C
ourt （
F
ISC
t ） ）の許可に基づいて行われるが、令状を要しない場
合もある。二〇〇七年、アメリカ保護法によって国家諜報長官（ＤＮＩ）と法務長官が、監視が明らかにアメリカ国外にいる者に対するものと合理的に認められ、 かつ外国の諜報が監視の相当な（
significant ）目的であるなら、 令状は不要とされた。
P
rotect A
m
erica A
ct of 200（, P
ub. L
. N
o. 110
─
55, 121 Stat. 552 （
200（ ）.　
この点は後述（五
2）する。
（
2（）
P
hilip A
. L
acovara, P
residential P
ow
er to G
ather Intelligence: T
he T
ension betw
een A
rticle II and A
m
endm
ent IV
, 40 L
 &
 
C
O
N
T
E
M
. P
R
O
B
S. 10（ （
1（（（ ）.　
日本国憲法三五条と修正第四条を比較検討したものとして、中山代志子「行政調査における令
状主義の適用範囲（
1） （
2・完 ─刑事法および米国憲法修正
4条からみた行政手続に関する一考察」早稲田大学大学院法
研論集一四八号一二三頁、一四九号二二五頁 二〇一三年、二〇一四年。
（
28）
P
eter P
. Sw
ire, T
he System
 of F
oreign Intelligence Surveillance L
aw
, （3 G
E
O. W
A
SH. L
. R
E
V. 130（, 1310 （
2004 ）.
一五三
安全保障上の電子的監視（富井）
（
2（）修正第四条違反で収集された証拠能力を否定する主張の適格は、被告のうちでも限定される。
A
lderm
an v. U
nited States, 
3（4 U
.S. 1（5 （
1（（8 ）.
（
30）本稿で検討する電子的監視以外に、九・一一以降強化され修正第四条との関係で問題となっているものに、国境捜索がある。これは歴史的に議会の国際交易を規制する権限として修正第四条の例外とされてきたもので、令状は不要とされてきたが、同条の合理性の基準からのがれるわけではなく、問題となっている。
C
R
S R
E
P
O
R
T F
O
R C
O
N
G
R
E
SS, P
R
O
T
E
C
T
IN
G O
U
R 
P
E
R
IM
E
T
E
R: “B
O
R
D
E
R S
E
A
R
C
H
E
S
” U
N
D
E
R
 T
H
E F
O
U
R
T
H A
M
E
N
D
M
E
N
T, M
ay 1（, 2005, at 1, （.
（
31）本人が了解してプロバイダーなどの第三者にプライバシーを提供してい から、もはやプライバシーとして保護されない。第三者理論（
T
hird-P
arty doctrine ）といわれる。
See, G
reg N
ojeim
 and O
rin K
err, T
he D
ata Q
uestion: T
hird-P
arty 
Inform
ation, in P
A
T
R
IO
T
S D
E
B
A
T
E （3 （
A
m
erican B
ar A
ssociation, 2012 ）.
（
32）
Slobogin, supra note 2（ at 111（.　
（
33）「民主主義社会が直面するより悩ましいジレンマの中に、その領土と制度を保全することと、同時に真に自由な個人の結合体としてそれに不可欠な自由の核を傷つけずに保全することの、それがあ 」 。
U
nited States v. B
utenko, 4（4 F
. 2d 5（3, 5（（
（
1（（4 ）.　
外国政府にアメリカの国防情報を流した
conspiracy （陰謀）の刑事事件で、政府が電子的監視を行ったことでその
情報の開示を認めなかったものである。
（
34）
Jack G
oldsm
ith, T
he C
yberthreat, G
overnm
ent N
etw
ork O
perations, and the F
ourth A
m
endm
ent, G
overnm
ent Studies at 
B
rookings, D
ec. 8, 2010, at 11.　
ＦＩＳＣｔをはじめとする統制の必要性を訴えている。
（
35）
N
O
R
M
A
N A
B
R
A
M
S, A
N
T
I-T
E
R
R
O
R
ISM
 A
N
D C
R
IM
IN
A
L E
N
F
O
R
C
E
M
E
N
T 1（0 （
4th ed. 2012 ）.　「テロ関連の電子的監視のための司
法の承認は、伝統的な捜索令状の根源と、そうし 先見的なＦＢＩの捜査の間のどこかに横たわっているものとしてみられる」 。
Id. 
（
3（）緊急事態の不安定な時代にあっては、暴力の専門集団 社会で力を持つように ってくるとの警告は、肝に銘じるべきであろう。
H
arold D
. L
assw
ell, T
he G
arrison State, 4（ A
M
. J. S
O
C. N
o. 4, 455, at 455, 45（ （
Jan. 1（41 ）.
（
3（）
C
H
R
IST
O
P
H
E
R S
L
O
B
O
G
IN, P
R
IV
A
C
Y A
T R
ISK: T
H
E N
E
W
 G
O
V
E
R
N
M
E
N
T S
U
R
V
E
IL
L
A
N
C
E A
N
D
 T
H
E F
O
U
R
T
H A
M
E
N
D
M
E
N
T 3 （
200（ ）.
（
38）
Id. at 8
─
（.　
これには、特定の人に絞った（
target-driven ）取引監視と、特定の情報や状況に絞った（
event-driven ）取引
一五四
監視がある。
Id. at （, 12
─
13.　
（
3（）修正第四条に関する重要かつ著名な判例は、政府官吏が私的な文書を捜索したり、私的書類の提出を命じたり、電話の会話の盗聴を行ったりしたことにかかわる。
Stuntz, supra note 21 at 3（4.
（
40）
C
U
D
D
IH
Y, supra note 21 at （（2.  当時、不当な捜索押収の概念が今日のように複雑になることは予想していなかったのであ
り、不合理な捜索押収は多様で、かつ同定できる（
identifiable ）ものであったとする。
（
41）
O
rin S. K
err, T
he F
ourth A
m
endm
ent and N
ew
 T
echnologies: C
onstitutional M
yths and the C
ase for C
aution, 102 M
IC
H. 
L
. R
E
V. 801 （
2003 ）.　
彼は、盗聴の歴史を四つの時期に分け、第一期をこの禁酒法の時代としている（第二期は連邦交信法
（
F
ederal C
om
m
unication A
ct ）が制定された一九三四年から一九六七年（
K カッツ
atz
判決） 、第三期は六七─六八年のカッツ判決
時代と連邦盗聴法（
F
ederal W
iretap A
ct ）制定、第四期はそれ以降、つまりタイトル・スリーの時代） 。それ以前は、修正
第四条が問題となったケースは、少なくとも公刊の判例 はないとする。
Id. at 840
─
41.　
K
err
は、新たな通信技術の発達に
プライバシーを保護させていくの 裁判所ではなく立法であると指摘 修正第四条は古典的な財産権保護の域を出ておらず、能力的にも裁判所は新たな技術の展開に憲法のみで対応していくのは困難だともいう。
（
42）
O
lm
stead v. U
nited States, 2（（ U
.S. 438, 4（5 （
1（28 ） （
T
aft, C
hief J. ）.　
五対四の僅差の合憲判決である。法廷意見は、修正
第四条の意味の拡大を否定した一方で、議会が連邦刑事司法上傍受された交信の証拠能力を制限する立法をなすのは妨げないとしている。
Id. at 4（（.
（
43）
Id. at 4（1
─
485 （
B
randeis, J., dissenting ）.　
これに
H ホームズolm
es
判事が一部同調している。
Id. at 4（（.
（
44）
Id. at 4（（.　
盗聴を認めるワシントン州法は刑事法違反であり、そうした手法を政府がとる、つまり公のお金で悪いことを
する刑事司法は、いかがなも かとする。
Id. at 4（（
─
80.　
（
45）
Id. at 4（3.　
ブランダイスはこう警告する。 「自由に対する最大の危険は、熱意を持った善意の、しかし理解のない人によっ
て、じわじわと浸食してくることにある」 。
Id. at 4（（.　
ブランダイスのプライバシー権の背景について、宮下紘「ルイス・
ブランダイスのプライバシー権─三四歳と三七歳のブランダイスをつなぐ言葉」駿河台法学二六巻一号七一頁、二〇一二年、参照。ストーン判事も反対意見を書 ているが、彼はＦＢＩ長官フーバー 元上司である。ティム・ワーナー／山田侑幸訳『ＦＢＩ秘録
　
上』 （文藝春秋、二〇一四年）一一八頁。
一五五
安全保障上の電子的監視（富井）
（
4（）反対意見のブライト判事はブランダイスと同じ考えだが、ホームズはこの点は慎重になっていたようである。ブランダイスがプライバシーをすでに説いていたことは知られるが、次のような認識を背景に持っていた。 「進展する文明化に付随して生活が複雑で密度が濃くなっていくことは、世界か 何らかの撤退を余儀なくされ、人は文化の影響を限定していく中で公表にはより敏感になっていき、であるがゆえに孤独とプライバシーは、個人により不可欠となった」
Sam
uel D
. W
arren &
 
L
ouis O
. B
randeis, T
he R
ight to P
rivacy, 4 H
A
R
V. L
. R
E
V. 1（3, 1（（ （
18（0 ）.
（
4（）
Steven C
. D
ouse, N
ote, C
oncept of P
rivacy and the F
ourth A
m
endm
ent, （ U
. M
IC
H. J.L
. F
O
R
U
M
 154, 1（3 （
1（（2 ）.
（
48）
Johnson v. U
nited States, 333 U
.S. 10, 13
─
14 （
1（48 ） （
Jackson, J., delivering ）.
（
4（）個人の受話器で話されるのをそのまま聞いた電話の会話の暴露は、法（
§（05 ）に違反せず、なぜなら、その場合
は「
com
m
unication （交信） 」にも「
interception （傍受） 」にも当たらないからだとした。
G
oldm
an v. U
nited States, 31（ U
.S. 
12（ （
1（42 ）.　
壁に一方的に取り付けた傍受装置を使用した捜査は、
trespass （侵害）にあたるから無効であるとしたけれど
も、その内容を暴露したからといって、
§（05
違反にはならないとした。
Silverm
an v. U
nited States, 31（ U
.S. 505 （
1（（1 ）.
（
50）
4（ U
.S.C
.
§（05 （
a ） （
2000 ）.
（
51）
N
ardone v. U
nited States, 302 U
.S. 3（（ （
1（34 ）.
（
52）
D
A
V
ID S. K
R
IS A
N
D J. D
O
U
G
L
A
S W
IL
SO
N, N
A
T
IO
N
A
L S
E
C
U
R
IT
Y IN
V
E
ST
IG
A
T
IO
N
S A
N
D P
R
O
SE
C
U
T
IO
N
S
§3.2, W
est L
aw
 N
ext D
atabase 
 updated June 2013.　
一九四二年、最高裁は
O オルムステッド
lm
stead
の判例変更を拒否している。
G
oldm
an v. U
nited States, 31（ U
.S. 12（
（
1（42 ）.　
隣接するオフィスの会話を聞くため壁に盗聴装置を仕掛けることは、いかなる物理的侵入（
physical trespass ）も
ないから合法だとした。ただし、
M マーフィー
urphy, S ストー ンtone, F フランクファターrankfurter
判事は判例変更を主張した。
Id. at 13（.　
（
53）修正第四条でプライバシーが議論される局面は、保護され 実体的権利は何かと、そうした肯定的権利を否定しようとする行為は何か、の二つに整理される。
D
ouse, supra note 4（ at 15（
─
5（.
（
54）
K
atz v. U
nited States, 38（ U
.S. 34（ （
1（（（ ）.　
修正第四条の基本的な教義を明らかにしている。それは、 「判事あるいは司法
官の事前の同意 く、司法過程の外でなされた捜索は、それ自体修正第四条の下で不合理であり、特別に確立された十分に明確なごくわずかな例外に み服する」との原理である。
Id. at 35（.
（
55）
Id. at 353 （
Stew
art, J., delivering ）. トレスパス・ドクトリンは、もはや本条の解釈では支配的たりえないとした。 「電子的
一五六
に被告の言葉を聞いたり記録したりする政府の活動（無令状の電話盗聴─筆者）は、彼が電話ボックス（
telephone booth ）
を使用している間、 正当に依拠 （
justifiably relied ）プライバシーに反し、 したがって、 修正第四条の意味での「捜索押収」
に当てはまる。この目的を達成するために用いられた電子的装置が電話ボックスの壁をたまたま貫いていなかったという事実は、憲法上何の意味も持ちえない」 。
Id. 
（
5（）
Id. at 3（0
─
（1 （
H
arlan, J., concurring ）.　
ハーランは、敷衍してこう説示する。このルールは二重（
tw
ohold ）である。一
つは、人がプライバシーの現実の期待を表明し こと（
exhibit ） 、もう一つは、かかる期待に社会が合理的と認識する用意
があることである。
Id. at 3（1.
（
5（）
Id. at 351
─
2.
（
58）
W
arden v. H
ayden, 38（ U
.S. 2（4, 305
─
（ （
1（（（ ）.　「われわれは、修正第四条の主たる目的が財産よりもむしろプライバシー
の保護にあると認め 財産概念に依拠した見かけの手続的な制約を次第に廃棄している。…財産からプライバシーへの強調のこ シフトは、実体的及び手続的変革の敏感な相互作用によってもたらされた」 。
Id. at 304.
（
5（）
Sodal v. C
ook C
ounty, 50（ U
.S. 5（, （1 （
1（（2 ）.
（
（0）
Silverm
an v. U
nited States, 31（ U
.S. 505 （
1（（1 ）.
（
（1）
38（ U
.S., at 35（, 3（1 （
H
arlan, J., concurring ）.
（
（2）
Id. at 3（3.
（
（3）
Id. at 350
─
51.
（
（4）
38（ U
.S., at 358.
（
（5）
Id. n.23.　
（
（（）
Id. at 3（3
─
（4 （
W
hite, J., concurring ）.
（
（（）
Id. at 35（
─
（0 （
D
ouglas, J., concurring, joined by B
rennan, J. ）.
（
（8）
Id. at 35（.　
カッツと同年の別の判例では、公的利益が私人の利益を凌駕する場合は、修正第四条の令状と相当の理由の条
項の「特別に確立された例外」が認められるとしている。
C
am
ara v. M
unicipal C
ourt, 38（ U
.S. 523, 53（
─
540 （
1（（（ ）.
（
（（）
A
than G
. T
heoharis and E
lizabeth M
eyer, T
he “N
ational Security
” Justification for E
lectronic E
avesdropping: A
n E
lusive 
一五七
安全保障上の電子的監視（富井）
E
xception, 14 W
A
Y
N
E L
. R
E
V. （4（ （
1（（8 ）.　
一九四〇年代を境に、外国の諜報、つまり安全保障のための電子的監視の執行権
による慣行が積み重ねられるようになった（それ以前の電子的監視はもっぱら国内の刑事司法）歴史や実務を重視すべきとする。
Id. at （5（.
（
（0）「有線もしくは無線で伝達される道具によって伝達された通話、送信、受信あるいはサインの情報を記録もしくは解読する装置またはプロセス」で、 「ただし、いかなる会話の内容もそうした情報に含まれてはならない」 。
18 U
.S.C
.
§312（ （
3 ）.
（
（1）「最初の番号あるいはその他の通話や送信、信号化の情報を同定する受信の電子その他の電波（
im
pulse ）を捕捉する装置
またはプロセス」で、 「ただし そうした情報はいか る会話の内容も含まないものとする」 。
18 U
.S.C
.
§312（ （
4 ）.
（
（2）
K
R
IS A
N
D W
IL
SO
N, supra note 52 at
§3.5. See also, id. n.10.
（
（3）このことはすでにブランダイスらの古典的な論文が示唆していた。いわく、 「近時の発明とビジネスの手法は、個人の保護と個人の保全のために、クーリー判事のいう「ひとりにしてお てもらう」権利を斟酌される次なる段階に注意を引くこととなる。即時の写真や新聞業界 、プライベートな内的生活を浸食してしまった。そして多くの機械装置は、 「クローゼットの中でささやいたことは屋根から漏れていく である」 の予言 しとす ように脅か いる」 。
W
arren and B
randeis, 
supra note 4（ at 1（5.
（
（4）
K
yllo v. U
nited States, 533 U
.S. 2（, 32 n.1 （
2001 ）.
（
（5）
Slobogin, supra note 2（ at 1120.　
制憲者は「一般的な令状」による捜索を懸念した。
Id. at 1121.
（
（（）
38（ U
.S., at 358 n.23.
（
（（）
A
M
E
R
IC
O R
. C
IN
Q
U
E
G
R
A
N
A
, T
H
E W
A
L
L （
A
N
D W
IR
E
S ）
H
A
V
E E
A
R
S: T
H
E B
A
C
K
G
R
O
U
N
D A
N
D F
IR
ST T
E
N Y
E
A
R
S O
F
 T
H
E
 F
O
R
E
IG
N 
IN
T
E
L
L
IG
E
N
C
E S
U
R
V
E
IL
L
A
N
C
E A
C
T
 O
F 1（（8, 801 （
1（8（ ）.　
こうした議会の委譲的な（
deferential ）態度が、司法の審査なく執行
権に電子的監視を行わせ、この分野を占領させてしまってい 。
Id. See also, id. n.40.　
次に見る一九七二年の
K キースeith
判決の
時点でも、国内の安全保障の領域での電子的監視について、いかな 行為も議会はとることがなかった。
Id. at 803.　
（
（8）
U
nited States v. U
nited States D
istrict C
ourts, 40（ U
.S. 2（（ （
1（（2 ）.　
一方当事者がミシガンの連邦地裁判事
K キースeith
であっ
たことから、
K キースeith
事件ともいわれる。法廷意見を書いた
P パウエルow
ell 最高裁判事は、冒頭でこう述べている。 「われわれの面前
にある論点は、われわれ人民と彼らの政府にとって重要である。事前の司法の承認な 安全保障に関 て国内の電子的監視
一五八
が授権され、法務長官を介して行動する、大統領の権限というデリケートな問題を含んでいる。これまで大統領は、議会からの指針あるいは本法廷の決定的な判例なく そうした を認めてきた。本件は最初にこの問題を持ち込んだ。その解決は国家的関心事項であり、違法な政府転覆や攻撃から自らを防衛する政府の権利と、不当な政府の侵入に対するプライバシーを保全する市民の権利の両方にセンシティブが要求された」 。
Id. at 2（（.
（
（（）
T
itle III of the O
m
nibus C
rim
e C
ontrol and Safe Streets A
ct, 18 U
.S.C
.
§§2510
─
2520.
（
80）
T
revor W
. M
orrison, T
he Story of U
nited States v. U
nited States D
istrict C
ourt （
K
eith ）: T
he Surveillance P
ow
er, in P
R
E
SID
E
N
T
IA
L 
P
O
W
E
R S
T
O
R
IE
S 28（, 2（0 （
C
hristopher H
. Schroeder and C
urtis A
. B
radley, eds., 200（ ）.
（
81）
P
E
T
E
R M
. S
H
A
N
E A
N
D H
A
R
O
L
D H
. B
R
U
F
F, T
H
E L
A
W
 O
F P
R
E
SID
E
N
T
IA
L P
O
W
E
R
S 488 （
1（88 ）.　
そのメモいわく、 「ＦＢＩがわれ
われの国益に最も伝導的なやり方でマイクロホンをカバーするのは認めら るとするのが、法務省 解釈であると考える。ＦＢＩがその重要な諜報の任務を果たすために、 国内 安全保障と国益を考量することは至上である （
param
ount ） 。したがっ
て、国益においてこの技術 使う無制限の強制力がある」 。
Id. 
（
82）カッツがオープンにさせた問題は、 「司法官憲による事前の授権以外の防御が、国家安全保障を含む状況で修正第四条を満足させるか」である。
38（ U
.S., at 358 n.23.
（
83）
N
ew
 Y
ork T
im
es C
o. v. U
nited States, 403 U
.S. （13, （28 （
Stew
art, J., concurring ）.
（
84）「情報に関する秘密は」 、大統領の外交権の適切な行使に高度に不可欠であるとする。
U
nited States v. C
urtiss-W
right 
C
orp., 2（（ U
.S. 304, 320 （
1（3（ ）.
（
85）
40（ U
.S., at 321.　「いくつかの付加的な負担が法務長官に課せられようが、そうした不便さは憲法価値を守る自由な社会で
は正当化される」 。
Id. 一方でこうも述べている。 「政府たるものその最も基本的な機能は、個人とその財産の保全を提供する
ことだとはよくいわれてきた。そして、政府が機能し人民の保全を維持させ 自身の能力を防御 ければ、社会そのものは非常な無秩序となり、すべての権利も自由も危険にさらされることであろう」 。
Id. at 312.
（
8（）
P パウエルow
ell は保守的で、盗聴にも好意的であり、レーキストとともにニクソン大統領によって最高裁判事に任命されたば
かりであったが、上院の任命の公聴会では安全保障と盗聴の問題は明確にしていなかっ 。
T
racey M
aclin, T
he B
ush 
A
dm
inistration
’s T
errorist Surveillance P
rogram
 and the F
ourth A
m
endm
ent ’s W
arrant R
equirem
ent: L
essons from
 Justice 
一五九
安全保障上の電子的監視（富井）
P
ow
ell and the K
eith C
ase, 41 U
.C
. D
A
V
IS L
. R
E
V. 125（, 12（8 （
2008 ）.　
もっとも、 政府の犯罪捜査には信頼を置いており、 キー
ス事件で上告の準備中であった訴訟当事者にあって、パウエルの最高最判事就任は政府にとっては良いニュースで、キース判事側にとっては悪いニュースとなっていた。
M
orrison, supra note 80 at 305.
（
8（）
U
nited States v. Sinclair, 321 F
.Supp. 10（4 （
E
.D
. M
ich. 1（（1 ）.　
キースは外国の諜報と国内のそれをわけ、 「完全な国内の
情況にあっては、修正第四条の令状の要請から安全保障が免れることはない」とした。
Id. at 10（（
─
1080.
（
88）
U
nited States v. U
nited Stattes D
istrict C
ourt, 444 F
.2d （51 （
（th C
ir. 1（（1 ）.　
キース判事と同じ考えで政府の主張を退け
ている。 「政府は、大統領、法務長官、あるいは連邦法執行官を本件において修正第四条の制約から免除させる成文法の文言を、アメリカの憲法にも制定法にも判例にも何一つ示していないし、わ われも見出せない」 。
Id. at （（5.
（
8（）
40（ U
.S., at 303.
（
（0）
Id. at 30（ n.8.　
（
（1）
P
E
T
E
R M
. S
H
A
N
E A
N
D H
A
R
O
L
D H
. B
R
U
F
F, S
E
P
A
R
A
T
IO
N O
F P
O
W
E
R
S: C
A
SE
S A
N
D M
A
T
E
R
IA
L
S （02 （
3rd. ed. 2011 ）.
（
（2）「政治的反対への危険は、政府が「国内の安全（
dom
estic security ） 」を保護する権力といった、きわめて曖昧な概念の下
で行動しようとするところで、先鋭（
acute ）化する。国内の安全の利益を定義する困難が与件となって、かかる利益を保護
するために行動する濫用の危険は明白 なる」 。
40（ U
.S., at 314.
（
（3）
Id. at 308
─
310.
（
（4）
Id. at 313.　
（
（5）
Id. at 314
─
15.
（
（（）
Id. at 315.
（
（（）
Id. at 31（
─
1（.　
（
（8）
Id. at 320.　
D ダグラスouglas
の補足意見は、国内の安全保障は修正第四条の関知するところで、修正第四条は官憲のあらゆるプラ
イバシーへの侵入からの公的な防波堤となると強調する。
Id. at 324
─
333.　
W ホワイト
hite
判事は、政府の行為は法（
§2511 ）違反で
あり、憲法問題にはならないとしている。
Id. at 33（
─
3（.　
多数意見が当該電子的監視は違憲であると憲法レヴェルでとらえ
るのに対し、 ホワイトはタイトル・スリーがこの点につい 規定していないから、 大統領 電子的監視は違法と、 制定法レヴェ
一六〇
ルでとらえている。
（
（（）
Id. at 318.　
そうした例外が認められても、 「警察官は、実践可能であるならばいつでも、令状手続を通して捜索押収の司
法的承認を先んじて得る」 （
T
erry v. O
hio, 3（2 U
.S. 1, 20 （
1（（8 ） ）との原理を確認する。
Id. 
（
100）
Id. at 318
─
321.　「国内の安全保障の監視に適用される特別の情況は、令状主義にさらなる例外を要する。…こうした監視
は一次的に転覆勢力に関する諜報の収集と維持に向けられたもので、特別の刑事訴追のための証拠収集の試みではないといわれている。このタイプの監視は、進行中の諜報情報の収集ではなく、刑事活動の捜査を支配すべく確立された伝統的 令状主義に服する要のないものであ ということだ」 。
Id. at 318
─
1（.　
（
101）
Id. at 320.　
安全保障案件は司法的評価には繊細かつ複雑すぎて手に余るとの政府の主張も認めていない。
Id. 
（
102）
Id. at 321
─
324.　
（
103）
Id. at 322
─
23.
（
104）
R
O
B
E
R
T M
. P
A
L
L
IT
T
O A
N
D W
IL
L
IA
M
 G
. W
E
A
V
E
R, P
R
E
SID
E
N
T
IA
L S
E
C
R
E
C
Y A
N
D T
H
E L
A
W
 1（5 （
2005 ）.　
彼は辞任の一年前、 「国
内の安全保障事案では、大統領は初めに捜索令状をと ことなく、盗聴を授権する権限がある」と主張している。
Id. 
（
105）
Id.　
もっとも、ＦＤＲからニクソンまでの歴代大統領で比較してみると、電話盗聴の合計が七百、その年平均一二二で最
低で、最大のトルーマンがそれぞれ、二七二四、三六三 ったのと比べてみても、極小といえる。
Id. at T
able 5.1.
（
10（）
U
nited States v. T
ruong D
inh H
ung, （2（ F
.2d （08, （13 （
4th C
ir. 1（80 ）.　
アメリカ政府の極秘情報をベトナム社会主義共和
国に送ったとして、スパイ行為（
espionage ）とその教唆に問われた刑事事件で、いくつかの証拠が無令状での捜索押収に基
づくとして、問題となった。カーター大統領と法務長官 命令 かかる捜査が行われたのである。原審は、執行権は捜査が主に（
prim
arily ）外国の諜報の捜査であるかぎり、 無令状で行えると判断していた。
Id.　
第四控訴裁判所がこれを支持した。
この問題について最高裁の判断はないが、同審 キースを類推するとした。
Id.　
捜査の主目的が外国の諜報であるかのテス
トを設けている。 たがって、刑事訴追の目的となった時点で無令状捜査の証拠は採用され いとした なお、この事件はＦＩＳＡが制定 一九七八年）される前のものであることに注意したい。
（
10（）
Id. at （13
─
4.
（
108）「大統領のこの領域での憲法上の特権」から、また権力分立上外国諜報監視は外交権を有する大統領の主たる責務であるこ
一六一
安全保障上の電子的監視（富井）
とから、帰結される。
Id. at （12, （14.　
この「令状要請の外国諜報への例外」は「外国権力、そのエージェントもしくは協働
者」が かわる事例にのみ適用されるとした。
Id. at （12, （15.
（
10（）
40（ U
.S., at 322.  これは近時の最高裁判例でも確認されている。いわく、 「なるほど、キース判決は外国権力の活動に関す
る大統領の監視権限の射程についてのいかなる判断も明白に関わらないとしたけれども、それは暗黙に、外国諜報の監視の特別な枠組みは憲法上許容されることを示唆す 」 。
C
lapper v. A
m
nesty International U
SA
, 133 S. C
t. 1138, 1143 （
2013 ）.  
キース判決を引用している。
 
（
110）
U
nited States v. B
row
n, 484 F
. 2d 418, 425
─
2（ （
5th C
ir. 1（（3 ）.　
キースは、国内の安全保障には大統領は令状を要すると
したけれども、これまで下級審が判示してきたように、外交の文脈での安全保障では、大統領には憲法上の義務があるとした。 「国内での安全保障の事案で適切である大統領権への制約は、国際 領域の文脈では作り物でしかない（
artificial ） 」 。
Id. 
at 42（.
（
111）
U
nited States v. B
utenko, 4（4 F
.2d 5（3 （
3rd C
ir. 1（（4 ）.
（
112）
Id. at （08.　「外交の責務における大統領の重要性は、裁判所がこの領域で大統領権限に制約を置くのを求められたとき、
最高の注意を以て行動するよう要請される」 。
Id.　
（
113）
U
nited States v. B
uck, 548 F
.2d 8（1 （
（th. C
ir. 1（（（ ）, cert. denied, 434 U
.S. 8（0 （
1（（（ ）.　
第三控訴裁判所でも、外国の諜報
の情報を得るのが主目的であるならば、無令状の電子的監視は合法であ して る。
U
nited States v. B
utenko, 4（4 F
.2d 
5（3 （
3rd C
ir. 1（（4 ） （
en banc ）, cert. denied sub nom
. Ivanov v. U
nited States, 41（ U
.S. 881 （
1（（4 ）.
（
114）
Z
w
eibon v. M
itchell, 51（ F
.2d 5（4 （
D
.C
. C
ir. 1（（5 ）, cert.denied, 425 U
.S. （44 （
1（（（ ）.　
ＤＣ控訴裁判所は、外国の諜報監視
を含むすべての執行権による監視にはタイトル・スリーを適用するの 憲法の精神であり、したがって事前 令状を要するとした。本件は、アメリカ国内のソ連の施設に対して暴力活動 疑いのあ ユダヤ人防衛連盟 ＦＢＩが無令状で電子的監視をなしたことへ 損害賠償事件で、外国権力の諜報情報収集で 電子的監視事案 はな 。 「緊急事態でない限り、無令状の全ての電子的監視は不合理であって、し がって違憲 ある」 。
51（ F
.2d, at （14.　
（
115）
N
ational T
reasury E
m
ployees U
nion v. V
on R
aab, 48（ U
.S. （5（, （（5
─
（（ （
1（8（ ）.　
政府の特別の必要を認め、通常の令状と
相当の理由の要請から逸脱するのは正当化されるとした。
一六二
（
11（）
Id. at （（5 n.3.　
ある下級審の判断（
U
nited States v. E
dw
ards, 4（8 F
.2d 4（（, 500 （
2.d C
ir. 1（（4 ） ）を引用している。 「危険
が大型航空機を乗っ取るあるいは吹っ飛ばすのに固有の何百もの生命と何百万ドルもの財産に及ぶとき、その危険はそれだけで合理性のテストを満たす」 。
（
11（）アメリカの諜報は建国時にさかのぼるが、隠密に外国の諜報を行うようになったのは、ＦＤＲにはじまる。それは大統領の権限として、ＦＢＩなどの諜報機関に無令状で行わせるものであった。富井幸雄「ＦＢＩの安全保障請求状（
N
ational 
Security L
etters ） 」法学会雑誌五五巻一号三七頁、五〇─五三頁、二〇一四年。
（
118）
D
aniel J. Solove, T
he F
irst A
m
endm
ent as C
rim
inal P
rocedure, 82 N
.Y
.U
. L
. R
E
V. 112 （
200（ ）.　
その基本認識は「政府の
情報収集を規制する重要な役割を果たす に、修正第一条には教義的、歴史的、そして規範的な基盤が存在する」ことである。
Id. at 11（.　
修正第四条や第五条で救えない部分が修正第一条の問題となり、これらはともに憲法的刑事訴訟の基盤を形
成す とする。
（
11（）
40（ U
.S., at 313
─
14.
（
120）キース判決の憲法的インプリケーションはいまだ健在で、国内の監視のレヴェルに限定されているものの、 「無令状の電子的監視という一般的トピックで、今なお最高裁の最重要な言明である」 。
M
orrison, supra note 80 at 325.
（
121）
S
H
A
N
E
 A
N
D B
R
U
F
F, supra note （1 at （3（
─
（3（. See also, C
IN
Q
U
E
G
R
A
N
A
, supra note （（ at 80（.　
（
122）
D
avid E
verett C
olcon, Speaking T
ruth to P
ow
er: Intelligence O
versight in an Im
perfect W
orld, 13（ U
. P
A
. L
. R
E
V. 5（1, 
58（ （
1（88 ）.　
もっとも、一般的には憲法が列挙する議会の権限規定から執行権の広い監視権が導き出される。
Id. at 5（0.
（
123）南米の国家への秘密裏の軍事支援や、国内に関しては共産主義者から始まって反政府的な人物や公民権運動家などへの諜報が暴露される。
（
124）
50 U
.S.C
.
§1801 et seq. （
1（82 ）.　
同法について、邦文の文献があるのでここでは詳細は触れない。岡本篤尚『 《九・一一》
の衝撃とアメリカの「対テロ戦争」法制』 （法律文化社、二〇〇九年） 。ＦＩＳＡの愛国者法による改正について、同書第五章で詳細に検討している。なお、ＦＩＳＡとその前後の外国諜報活動法の歴史について、
See, Sw
ire, supra note 28 ; S
H
A
N
E 
A
N
D B
R
U
F
F, supra note （1 at （02
─
（08.　
ここではこれらにも依拠しながら、ＦＩＳＡのポイントのみ触れておく。
（
125）
P
A
L
L
IT
T
O A
N
D W
E
A
V
E
R, supra note 104 at 1（0.
一六三
安全保障上の電子的監視（富井）
（
12（）
S
H
A
N
E A
N
D B
R
U
F
F, supra note 81 at 4（（.
（
12（）
C
IN
Q
U
E
G
R
A
N
A
, supra note （（ at （（3, （（4.　
ＦＩＳＡは「立法府と執行府の間の厳しい戦いの妥協であった」 。
D
iane 
C
arraw
ay P
iette and Jesselyn R
adack, P
iercing the “H
istorical M
ists
”: T
he P
eople and E
vents behind the P
assage of F
ISA
 
and the C
reation of the “W
all ”, 1（ S
T
A
N. L
. &
 P
O
L
’Y R
E
V. 43（, 441 （
200（ ）.
（
128）必要適切条項（一条八節一八項）によって大統領の外交権を制限できるけれども、大統領の外交目的は妨げてはならないとの説（
P
rakash and R
am
sey ）もある。上院の司法委員会は、 「本法は、司法長官が同意するように、以下の理解に基づ
く。なるほど、大統領は外国の諜報の目的で無令状の監視を授権する固有の憲法上の権限を有している。だとしても、議会は、外国の諜報の監視を支配する合理的な令状の手続を立法化することで、この権限の行使を規制する権限を有する」とする。
S
H
A
N
E A
N
D B
R
U
F
F, supra note （1 at （02.　
大統領の固有の権限を制限するもので、判例にも逆行するとして、ＦＩ
ＳＡそのものを違憲とする者がある。
R
obert F
. T
urner, F
irst P
rinciples: A
re Judicial and L
egislative O
versight of N
SA
 
C
onstitutional? 14 E
N
G
A
G
E 84 （
2003 ）.
（
12（）
S
H
A
N
E
 A
N
D
 B
R
U
F
F, supra note 81 at 501.　
（
130）執行権のブラックパンサーの電子的監視について、スカリアＤＣ控訴裁判所判事（当時。現在最高裁判事）は、この集団が外国の革命家とコンタクトを取っているのは広く知られており、タイトル・スリーの例外となる安全保障 正当化事由をはっきり提供していると、広く らえている。
E
llsburg v. M
itchell, 80（ F
.2d 204, 20（ （
D
.C
. C
ir. 1（8（ ）.　
ＦＩＳＡ制定前の
事案であるが、その後の司法実務に影響をもたらしている。
P
A
L
L
IT
T
O A
N
D W
E
A
V
E
R, supra note 104 at 188.
（
131）
50 U
.S.C
.
§§1881b （
a ）, 1881c （
a ）.  ＦＩＳＡでは、アメリカ人とはアメリカ市民と永住者はもちろん、法人化されていない
（
unincorporated ）相当数のアメリカ人からなる結社（
associations ）も含まれる。
50 U
.S.C
.
§1801 （
i ）.
（
132）
50 U
.S.C
. 
§1802 （
a ） （
1 ） （
2 ） （
3 ） （
4 ）.
（
133）
50 U
.S.C
. 
§1802 （
b ）, 
§1804 （
a ）.
（
134）法務長官の判断以外に以下の三つが、ＦＩＳＣｔの許可なく電子的監視および物理的捜索が認められる。第一はＦＩＳＣｔが許可する七二時間前の緊急の監視捜索（
50 U
.S.C
.
§1805 （
f ）,
§1824 （
e ） ） 。第二は電子的監視に関してのみでテストや訓
練
 （
50 U
.S.C
.
§1805 （
g ） ） 。第三は議会が宣戦してから一五日間（
50 U
.S.C
.
§1811 （電子的監視について大統領が授権） 、
50 
一六四
U
.S.C
. 
§182（ （身体検査） ） 。
（
135）
50 U
.S.C
.
§§1804
─
1805, 50 U
.S.C
.
§§1823
─
1824.
（
13（）
P
A
L
L
IT
T
O A
N
D W
E
A
V
E
R, supra note 104 at 1（4
─
（5.
（
13（）
P
ub. L
. 103
─
35（, T
itle V
III,
§80（ （
a ） （
3 ）, 108 Stat. 3444 （
1（（4 ）, 50 U
.S.C
.
§1821 （
5 ） （
2012 ）.　
これにも最小限化手続
（
m
inim
ization procedure ）が要求されている。
§1821 （
4 ）.
（
138）
50 U
.S.C
. 
§18（1 （
b ） （
2 ） （
A
）.
（
13（）
50 U
.S.C
.A
.
§1801 （
h ） （
1 ）,
§1805 （
a ） （
4 ）.　
最小限化手続は、通例、特定の交信が収集され、利用され、共有される情況に
基準を提供するもので、合憲性担保や統制の機能を果たす。ＦＩＳＡは以下のように定義している。 「法務長官によって採択される特別の手続であり、特定の監視の目的と技術に関して、外国の諜報情報を獲得し、生産 、流布させるアメリカの必要性に合致し、同意していないアメリカ人には公には利用できない情報の取得と保持を最小限にし その流布を禁じるよう、合理的に企図されたもの」 。
50 U
.S.C
.A
.
§1801 （
h ） （
1 ） （
2012 ）.
（
140）
50 U
.S.C
.A
.
§1804 （
a ） （
（ ） （
B
）
─（
C
）,
§1805 （
a ） （
5 ）.　
アメリカ市民がターゲットになるのは、彼（女）が何らかのアメリカ
刑事法の事犯になっている場合である。
D
avid S. K
ris, T
he R
ise and F
all of the F
ISA
 W
all, 1（ S
T
A
N. L
. &
 P
O
L
’Y R
E
V. 48（, 
4（2 （
200（ ）.
（
141）議会にとって当初からの難題は、安全保障目的の電子的監視の要請を承認するのに連邦司法判事を介在させることが可能かというものであった。かかる事案は事件争訟性を満たし、個人 プライバシーの侵害に司法 監視を置く は司法権の根本的意図にかなっていることから、肯定された。
C
IN
Q
U
E
G
R
A
N
A
, supra note （（ at 808.　
（
142）ＦＩＳＣｔや同控訴裁判所（ＦＩＳＣＲ は
A
rticle
Ⅲ（憲法三条）裁判所、つまり司法裁判所であるが、その判事は上院
の同意に基づいて大統領が任じるのではない。しかし、現在の任命方法には改正の動きも出ている。
V
IV
IA
N S. C
H
U, R
E
F
O
R
M
 
O
F
 T
H
E F
O
R
E
IG
N IN
T
E
L
L
IG
E
N
C
E S
U
R
V
E
IL
L
A
N
C
E C
O
U
R
T （
F
ISC
）: S
E
L
E
C
T
IO
N
 O
F JU
D
G
E
S, C
O
N
G
R
E
SSIO
N
A
L R
E
SE
A
R
C
H S
E
R
V
IC
E, M
ay 
（, 2014, R
43534.　
（
143）ＦＩＳＣｔの判事は政府の情報の正確さのみを審査し、監視や政府のスパイ・プログラム 適切さを審査して判断する道具が不足していると、その首席判事
R
ウォルトン eggie
B
.W
alton
は述べている。
C
arol D
. L
eoning, C
ourt: A
bility to police U
.S. 
一六五
安全保障上の電子的監視（富井）
spying program
 lim
ited, W
A
SH. P
O
ST, A
ug. 15, 2013, http://w
w
w
.w
ashingtonpost.com
/politics<
last visited A
ug. 22, 2013>
平均して二日半の割合で複雑な一件の令状申請を審理しなくてはならない現状からも推して知るべきであろう。
P
A
L
L
IT
T
O
 
A
N
D W
E
A
V
E
R, supra note 104 at 1（5.  国内の電子的監視の管理には驚くべき効果をあげているとの評価もある。
E
lizabeth 
R
indkoff P
arker and B
ryan P
ate, R
ethinking Judicial O
versight of Intelligence, in B
R
U
N
E
A
U A
N
D B
O
R
A
Z, supra note 11 at 51, 
（（.
（
144）人権や市民的利益を代表して政府に対抗させる公的代理人（
public advocate ）の創設、ＦＩＳＣｔ判事全員の陪席を要求
することでＦＩＳＡ申請の司法審査の総計を増加させること、判事選任制度の見直し、ＦＩＳＡに関する意見のさらなる公開などが主な提案である。
JA
R
E
D C
O
L
E A
N
D A
N
D
R
E
W
 N
O
L
A
N, R
E
F
O
R
M
 O
F
 T
H
E F
O
R
E
IG
N IN
T
E
L
L
IG
E
N
C
E S
U
R
V
E
IL
L
A
N
C
E C
O
U
R
T
S: 
A
 B
R
IE
F
 O
V
E
R
V
IE
W
, C
R
S, M
ar. 31, 2014, R
43451.
（
145）
T
he F
oreign Intelligence Surveillance C
ourt, http://w
w
w
.w
ashingtonpost.com
/politics/the-foreign-intelligence-surveillance-
court/2013　
ＦＩＳＡは法務長官に毎年議会（各院の諜報委員会）に半年ごとにＦＩＳＡ適用例を報告することになって
いる。
50 U
.S.C
.
§1808 （
a ） （
b ）.　
制定当初の一〇年間は、合計で四二七八件の申請と四二九三件の命令が出されている。
C
IN
Q
U
E
G
R
A
N
A
, supra note （（ at 814
─
15.
（
14（）
U
nited States v. T
ruong D
inh H
ung, （2（ F
.2d （08, （15 （
4th C
ir. 1（80 ）.　
主要な目的テストといわれる。
（
14（）
50 U
.S.C
.A
. 
§1804 （
a ） （
（ ） （
B
） （
W
est. 2003 ）.
（
148）
50 U
.S.C
.A
. 
§180（ （
k ） （
I ） （
W
est. 2003 ）.
（
14（）トゥルーオンは、主要な目的テストはプライバシーを保護しないから、外国諜報のみといった唯一（
sole ）テストを取る
べきとの主張に対して、確かに対象とされる人は刑事訴追されることがあるとしたうえで、唯一テストだと執行権は外国諜報の情報収集に常 令状を要することとなり、そうなれば外国諜報分野での執行権の必要性と責務に適切な考慮を払わないことになるとする。
（2（ F
.2d, at （15
─
1（.
（
150）
In re Sealed C
ase, 310 F
.3d （1（ （
F
oreign Int. Surv. C
t. R
ev. 2002 ）.   ＦＩＳＡでは、ＦＩＳＣｔやＦＩＳＣＲでの審理は
非公開で秘密を原則 するから、当事者名は明かせられないということである。
（
151）
Id. at （38
─
40.　
タイトル・スリーでの令状の要件と比較している。しかし、ＦＩＳＣｔの判事が執行権の手続を現実に問
一六六
題視する権限を持たないなら、この判断は疑問で、本判決は執行権に過度な権限を認めることになり、プライバシーのみならず権力分立上も問題だとする。
N
ote, C
onstitutional L
aw
-F
ourth A
m
endm
ent-F
oreign Intelligence Surveillance C
ourt of 
R
eview
 H
olds that P
rosecutors M
ay Spy on A
m
erican A
gents of F
oreign P
ow
ers w
ithout a W
arrant, 11（ H
A
R
V. L
. R
E
V. 224（, 
2253 （
2003 ）.
（
152）
310 F
.3d, at （41, （45
─
4（.
（
153）
Id. at （2（.　
ＦＩＳＡの立法経緯を検証している。委員会の報告は曖昧であるが、本会議の討論（
floor debate ）は明確で、
ＦＩＳＡ法案は法執行と諜報の伝統的なバリアを壊した であり、それは国際テロとの戦いのためというよりも、外国諜報の広範な定義に刑事捜査がオーバーラップするためだとの議論に注目している。
（
154）
T
urner, supra note 128 at 84.
（
155）
W
illiam
 F
unk, E
lectronic Surveillance of T
errorism
: T
he Intelligence/L
aw
 E
nforcem
ent D
ilem
m
a—
A
 H
istory, 11 L
E
W
IS &
 
 C
L
A
R
K L
. R
E
V. 10（（, 110（ （
200（ ）.
（
15（）
W
eeks v. U
nited States, 232 U
.S. 383 （
1（14 ）.　
ここでは私有財産の保護が修正第四条の核とされたが、それはこうした違
法な財産剥奪に対する救済に利用できる面があったからともいえる。
W
arden v. H
ayden, 38（ U
.S. 2（4, 304 （
1（（（ ）.
（
15（）主要な目的テストとされる。 「監視は刑事捜査が主であるとなれば、裁判所は通常の相当な理由（
probable cause ）の決定
をなすのに完全な権限を有するのであり、なぜな ば、重要なことに、政府が刑事訴追 ための基盤を主に形作ろうとしているとき、個人のプライバシーの利益が前面に出てきて、政府 外交政策の関心は後退するからである」 。
（2（ F
. 2d, at （15.
（
158）
K
ris, supra note 140 at 48（
─
8, 4（（.
（
15（）
http://w
w
w
.fas.org/irp/agency/doj/fisa/1（（5procs.htm
l  この背景や制定過程について、
P
iette and R
adack, supra note 
12（ at 4（（
─
4（8 ; K
ris, supra note 140 at 4（（
─
50（.　
一九九四年の
A
Ａ・エイムズldrich
A
m
es
事件（ＣＩＡ防諜部員が一九八五年からス
パイ活動をして た）でのＦＢＩや法務省内で 法執行・司法警察部門 安全保障諜報部門との度を超えた交流への反省が大きい。
（
1（0）
P
iette and R
adack, supra note 12（ at 4（8. K
ris, supra note 140 at 4（（.　
K
ris
は壁の歴史を七つの時期に分けて、詳細に分
析している。
Id. at 4（（
─
518.　
本節の以下の記述はこれに大きく依拠している。
一六七
安全保障上の電子的監視（富井）
（
1（1）「壁は、一九九五年に法務省によって採択された手続に基づいて、連邦法執行官吏と諜報官吏がお互いに情報を調整し、助言し、共有することができないことの比喩である」 。
C
edric L
ogan, T
he F
ISA
 W
all and F
ederal Investigation, 4 N
.Y
.U
. J. L
. 
&
 L
IB. 20（, 222 （
200（ ）.　
ここに主要な目的テストが成文化された。
Id. at 22（.
（
1（2）
50 U
.S.C
.
§§180（ （
k ） （
1 ）, 1825 （
k ） （
1 ）.
（
1（3）
310 F
.3d, at （33
─
34.　「外国の諜報の情報を得るべく、ＦＩＳＡの監視を立ち上げ、実施し、継続し、あるいは拡大させる
ことについて、ＦＢＩの諜報部員に助言する刑事検察官の能力を、たとえそうした情報が外国の諜報の犯罪の証拠を含むとしても、制限される」との解釈には、 「いか る根拠もない（
no basis ） 」 。
Id. B
ut see, F
unk, supra note 155 at 1123.　
いわ
く、ＦＩＳＡの立法経緯や趣意は、ＦＩＳＡが決してタイトル・スリーにとって替わるものであってはならない明白なメッセージを出している。
（
1（4）必要な免許なく中国に軍事技術を提供したことが輸出統制 に反するとされた刑事事件で、この情報がＦＩＳＡに基づいて収集されたにもかかわらず、刑事事件に証拠として使用された が、 「主要な目的」要件の修正第四条に反しないかが争われた。
U
nited States v. N
ing W
en, 4（（ F
.3d 8（（ （
（th C
ir. 200（ ）.　
ＦＩＳＡは「相当な理由」としており、ＦＩＳＣｔは外
国の機関が法律に違反 いるかの相当な理由を判断 必要はない。修正第四条は排除ルールにはよき根拠たりえないとし、相当な理由のある外国機関との傍受で取得された国内犯罪の証拠は、国内の事犯について知ることが期待されるか否かにかかわらず、国内の刑事訴追に使用されうるとした。
See also, U
nited States v. D
uggan, （43 F
. 2d 5（ （
2d C
ir. 1（84 ）.
（
1（5）
310 F
.3d, at （23, （31, （3（.　
証拠収集が可能な犯罪はＦＩＳＡの
§1801 （
a ）
─（
e ）で言及されているとする。
（
1（（）「壁それ自体は捜索監視活動への決定的な制約ではない。むしろ、法執行官吏を諜報捜査から離しておくことで政府が履行する順応性のある（
m
alleable ）要件である」 。
K
ris, supra note 140 at 518.　
 
（
1（（）
Id. at 520. B
ut see, F
unk, supra note 155 at 113（
─
113（.　
F
unk
は、壁は主要目的を掲げるＦＩＳＡのもともとの趣旨であ
り、政府がＦＩＳＡで取得しようとすることに横たわる諜報／法執行の二分法（
dichotom
y ）には長い伝統があり、ＦＩＳ
Ａはこれを単純に踏襲しようとしたものである。壁の消去あるいは変更は、刑事司法の証拠収集に広範な侵害的捜査手法を認めることになっていると批判する。
（
1（8）「壁を再建すれば、われわれ自身の安全保障機関が起こし得る濫用と外国の脅威からアメリカ人を安全にさせなくな 」 。
一六八
K
ris, supra note 140 at 52（. B
ut see, L
ogan, supra note 1（1 at 250.　
裁判所も法務省も、壁あるいは主要な目的テストが憲法
上の要請とみていたと分析している。
（
1（（）
P
A
L
L
IT
T
O
 A
N
D W
E
A
V
E
R, supra note 104 at 185.
（
1（0）
Sm
ith v. M
aryland, 442 U
.S. （35 （
1（（（ ）.
（
1（1）
Id. at （42
─
（44.　「電話使用者は典型的に電話会社に番号情報を伝えなければならないことを知っており、電話会社はこの
情報を記録する設備を持っており、電話会社は事実、多様な正当のビジネス目的でこの情報を記録しているのである」 。
Id. 
at （43.　
これは踏襲されている。
See, e.g., U
nited States v. R
eed, 5（5 F
.3d （00, （14 （
（th C
ir. 200（ ）.　
いわゆる第三者の法
理であり、学説には批判も強い。肯定的に検討したものとして、
O
rin S. K
err, T
he C
ase for the T
hird P
arty D
octrine, 10（ 
M
IC
H. L
. R
E
V. 5（1 （
200（ ）.
（
1（2）
E
D
W
A
R
D C
. L
IU, A
N
D
R
E
W
 N
O
LA
N A
N
D R
IC
H
A
R
D M
. T
H
O
M
PSO
N
Ⅱ, O
V
E
R
V
IE
W
 O
F C
O
N
ST
IT
U
T
IO
N
A
L C
H
A
LLE
N
G
E
S T
O N
SA
 C
O
LLE
C
T
IO
N 
A
C
T
IV
IT
IE
S A
N
D R
E
C
E
N
T D
E
V
E
L
O
P
M
E
N
T, C
R
S R
4345（, A
pr. 1, 2014. at （.
（
1（3）
18 U
.S.C
.
§§3121
─
2（ （
2000 ）.
（
1（4）
K
yllo v. U
. S., 121 S. C
t. 2038 （
2001 ） （
Scalia, J., delivering ）.
（
1（5）
Id. at 2043.
（
1（（）
Id. at 204（ （
Stevens, J., dissenting ）.
（
1（（）
U
.S. v. Jones, 132 S. C
t. （45 （
2012 ） （
Scalia, J., delivering ）.
（
1（8）
Id. at （4（.　
同条は財産を保護しトレスパスにかかわるが、 カッツでとられたプライバシーを判断するには及ばないとする。
Id. at （50.　
なおこの判決の邦文紹介として、 ［
2013 ］アメリカ法（
35（ ） 。
（
1（（）
O
lm
stead v. U
nited States, 2（（ U
.S. 438, 4（2 （
B
randeis, J., dissenting ）.
（
180）
533 U
.S., at 2（.
（
181）
Id. at 31.　
（
182）
Id. at 34.　
興味深いのは、
originalism
（原意主義） 、それも憲法の文言は制憲時に通常の意味で使用されていたものが意
味となるとの立場の
S スカリアcalia
が、当時はそうした技術がなかったことで本件にはこのアプローチが適用し得ず、物理的侵入
一六九
安全保障上の電子的監視（富井）
（
physical intrusion ）の意味を現代的状況に翻訳していることである。
L
aw
rence R
osenthal, O
riginalism
 in P
ractice, 8（ IN
D. 
L
.J. 1183, 1208 （
2012 ）.  この論文は、
originalism
をもともと期待された適用と語義的原意主義に整理して、現代では非原意
主義にならざるをえなくなっていると分析する。
（
183）
132 S. C
t.,, at （51
─
52. See also, Spencer S. C
ady, N
ote, R
econciling P
rivacy w
ith P
rogress: F
ourth A
m
endm
ent P
rotection of 
E
-M
ail Sored w
ith and Sent through a T
hird-party Internet Service P
rovider, （1 D
R
A
K
E L
. R
E
V. 225, 23（ （
2012 ）.　
ジョーン
ズ判決で最高裁は、ＧＰＳの設定と使用は一八世紀的な意味での捜索に当たるかの類推には関係がないとしたうえで、 「新たな捜査の方法がどのように工夫されようとも、われわれの仕事は最低限、問題となっている行為が修正第四条の原意内の捜索を構成したかを決定することである」とする。
132 S. C
t., at （50 n.3.
（
184）
S
T
E
P
H
E
N B
R
E
Y
E
R, A
C
T
IV
E
 D
U
T
Y: IN
T
E
R
P
R
E
T
IN
G O
U
R D
E
M
O
C
R
A
T
IC C
O
N
ST
IT
U
T
IO
N （（ （
2005 ）.　
プライバシーを、 「彼または彼
女について他人が知るようになり るもの コントロールす 個人 力」と定義している。
（
185）
T
hom
as K
 C
lancy, W
hat does the F
ourth A
m
endm
ent P
rotect, P
roperty, P
rivacy, or Security?  33 W
A
K
E F
O
R
E
ST L
. R
E
V. 
30（ （
1（88 ）.
（
18（）「プライバシーの合理的な期待テストは修正第四条法の際たるミステリーである」 。
O
rin S. K
err, F
our M
odels of F
ourth 
A
m
endm
ent P
rotection, （0 S
T
A
N. L
. R
E
V. 503, 504 （
2008 ）.　
K ケアerr
はこのテストに、なにが憲法上合理的であるかを示す類型
として、蓋然性（
probabilistic ）モデル（分別ある人が自らのプライバシーを維持するものとあらかじめ思っている機会で判
断） 、私的事実（
private facts ）モデル（政府が集め 情報に着目し、その情報が憲法上プライバシーとして保護され 価値
があるかで判断） 、実体法モデル（政府の行為を規制する実体法が かで判断） 、政策モデル（警察 行為が令状を要するとすべきかの政策 見地から判断）の四つが存在し、混淆している 分析している。
Id. at 508, 512, 51（, 51（.　
（
18（）
38（ U
.S., at 353.
（
188）特別の必要性の法理については以下に基づく。
G
oldsm
ith, supra note 34 at 12.
（
18（）
C
assidy v. C
hertoff, 4（1 F
.3d （（ （
2d. C
ir. 200（ ）.　
この時の判事が現最高裁判事の
S ソトマイヤーotom
ayor
である。
（
1（0）
In re D
irectives P
ursuant to Section 508 of the F
oreign Intelligence Surveillance A
ct, 551 F
.3d 1004 （
F
oreign Int. 
Surv. C
t. R
ev. 2008 ）.
一七〇
（
1（1）政府がアメリカ国外に「合理的にいると信じられている」外国諜報のターゲットを監視するのに令状の要請を廃止したもので、ＦＩＳＡ改正法（
T
he F
ISA
 A
m
endm
ents A
ct of 2008 ）はＦＩＳＡ第七章のアメリカ保護法の多くの規定を再授権し
た。この点は本稿五で検討する。
（
1（2）
551 F
. 3d, at 1011.　
（
1（3）
Id. at 1013.　
防御のマトリックスは、ターゲットの手続、侵害を最小限にする（
m
inim
ization ）手続、監視の有意な目的
（
significant ）が外国の諜報の情報の獲得にあることを確保させる手続、大統領命令（ＥＯ
1 
2 
3 
3 
3）に編入された手続、認
証の根拠となる
affi
davit （宣誓供述書）で示された手続の、少なくとも五つが認められるとする。
（
1（4）
In re Sealed C
ase, 310 F
.3d （1（, （45
─
（ （
F
oreign Int. Surv. C
t. R
ev. 2002 ）.
（
1（5）
C
ity of Indianapolis v. E
dm
ond, 531 U
.S. 32 （
2000 ）.
（
1（（）
N
ew
 Jersey v. T
.L
.O
., 4（（ U
.S. 325, 358 （
1（85 ） （
B
rennan, J., dissenting ）.　
 
（
1（（）
M
acW
ade v. K
elly, 4（0 F
. 3d 2（0 （
2d C
ir. 200（ ）. See also, C
rim
inal L
aw
-F
ourth A
m
endm
ent, 120 H
A
R
V. L
. R
E
V. （35 （
200（ ）.　
同
裁判所は特別の必要性の法理での衡量に四つのテストを設けた。第一に、テロリスト抑止の政府利益は差し迫った実質的なものである。第二に、地下鉄の乗客は客観的にも主観的にもプライバシーの合理的な期待を十分に享受している。第三に、地下鉄 捜索プログラムはそ プライバシーの期待に最小限の制約しかもたらなさない。第四に、地下鉄のテロ攻撃を効果的に抑止するのに合理的な手法である。
Id. at （3（
─
38.
（
1（8）
G
oldsm
ith, supra note 34 at 14.　
彼はそれ以外にも時限立法など統制の手法を提案している。
Id. at 14
─
1（.
（
1（（）
L
aura K
. D
onohue, A
nglo-A
m
erican P
rivacy and Surveillance, （（ J. C
R
IM
. L
. &
 C
R
IM
IN
O
L
O
G
Y 105（, 10（2 （
200（ ）.　
長大なこ
の論稿でアメリカとイギリスの安全保障とプライバシーの関係を法的に分析し、バランスのとれた制度への改革を提言している。
（
200）
A
m
ar, supra note 21 at （（0
─
（1 （
1（（4 ）.　
イングランドでは令状は執行権の裁量であることが少なくなく、さらに制憲当時
は、司法官に対する不信も相当であったとする。
A アマー
m
ar
は、令状主義ではなく合理性の統制に着目（これが第一の原理とい
うことか）すべきことを説く。それは常識の 性ではなく、憲法上で 合理性であるという。 「修正第四条ははっきりと、手続的はもちろん、実体的な不公平さ（
unfairness ）を語っており、合理的と非合理的の政府の政策を区別する必要性を公
一七一
安全保障上の電子的監視（富井）
然と主張している」 。
Id. at 811.
（
201）前掲注 （
1（） 。
（
202）
Z
w
eibon v. M
itchell, 51（ F
. 2d 5（4, （01 （
1（（5 ）. See also, G
lenn Sulm
asy and John Y
oo, K
atz and the W
ar on T
errorism
, 
41 U
.C
. D
A
V
IS L
. R
E
V. 121（, 1248 （
2008 ）.　
ウオーターゲート事件の後、政府の諜報活動を洗いざらい追及したチャーチ
委員会（
U
.S. Senate Select C
om
m
ittee to Study G
overnm
ental O
perations w
ith R
espect to Intelligence A
ctivities ）も、
 
「一九三〇年代以降、諜報機関は司法令状の恩恵なしにアメリカ人をしばしば盗聴してきた」として、そこには議員や反政府活動家も含まれるとしている。
IN
T
E
L
L
IG
E
N
C
E A
C
T
IV
IT
IE
S A
N
D T
H
E R
IG
H
T
S O
F A
M
E
R
IC
A
N
S, F
IN
A
L R
E
P
O
R
T O
F T
H
E
 S
E
L
E
C
T 
C
O
M
M
IT
T
E
E T
O S
T
U
D
Y G
O
V
E
R
N
M
E
N
T
A
L O
P
E
R
A
T
IO
N, B
O
O
K II, （4
th C
O
N
G. 2d. Sess., R
E
P （4
─
（55, 1（（（, at 12.  ＦＤＲの一九四〇
年のメモは、議会の制約を受けな で安全保障のための電子的監視を行う執行権の権限を宣言したものである。
K
R
IS A
N
D 
W
IL
SO
N, supra note 52 at
§3.3.　
戦後、トルーマン大統領に受け継がれ、国家転覆活動の疑いのある者への傍受にまで拡大さ
せた。
Id.　
その後ジョンソン大統領のときは、通信傍受を安全保障目的に限定し、かつ事前に法務長官の承認を経ることと
した。この間、こうした措置が修正第四条や連邦交信法に反するとした判例はない。
Id. at
§3.4.　
（
203）大統領のスト防止のための鉄鋼所国有化措置が違憲と判断された判例で、大統領の憲法上の権限の解釈について三つの類型を示した。第三類型は「大統領が議会の明示または黙示の意思に矛盾する措置を取る時、その 限は最低網（
low
est 
w
eb ）となり、その事項に関する議会の憲法上の権限を引いた自らの憲法上の権限のみに依拠できる」との公式である。
Y
oungstow
n Sheet &
 T
ube C
o. v Saw
yer, 343 U
.S. 5（（, （35
─
（3（ （
1（52 ）.  これについて、富井幸雄「軍権と行政権」比較憲
法学研究二一号二五頁、四〇頁、二〇〇九年、参照。
（
204）
H
eidi K
itrosser, It C
am
e from
 beneath the T
w
ilight Z
one: W
iretapping and A
rticle II Im
perialism
, 88 T
E
X. L
. R
E
V. 1401
（
2010 ）.　
K キトロッサー
itrosser
は排他的大統領権者ではなく、諜報での電子的監視は憲法上、議会の立法に服するとの立場から、議会
や裁判所で今や優勢となっている排他的大統領権者が制憲後の運用の歴史を根拠としている議論を論難する。
（
205）
C
 &
 S. A
ir L
ines v. W
aterm
an, S. S. C
orp., 333 U
.S. 103, 111 （
1（48 ） （
Jackson, J., delivering ）.　
行政訴訟を認めた民事航空
法（
C
ivil A
eronautics A
ct ）の規定は、大統領の権限である外国の航空運輸に従事するアメリカ市民の許認可命令には適用
されないとした。 「裁判所は、執行権の秘密を考量するためにイン・カメラで審理することもできない かりに裁判所が完全
一七二
な開示を要求できたとしても、外交政策に関する執行決定の性質はまさに政治的であって、司法的ではない」 。
Id. 
（
20（）規約の順守や衛生管理の点検のために、市職員の住宅への定期的な無令状での立ち入りを認め、これを拒否した者に刑事罰を科す条例の合憲性が問題となった。
C
am
ara v. M
unicipal C
ourt of the C
ity and C
ounty of San F
rancisco, 38（ U
.S. 523
（
1（（（ ）.　
最高裁は、修正第四条が「政府の官憲による無節操な侵害から個人のプライバシーと保全を守る目的である」とし
（
Id. at 528 ） 、家所有者の財産権そのものが保護されるとしたうえで、行政上の目的であっても修正第四条が保護した権利の
重大な侵害であり、特に緊急事態でなければ、令状が必要となるとした。
Id. at 53（ （
W
hite, J., delivering ）.
（
20（）
O
rin S. K
err, T
he M
odest R
ole of the W
arrant C
lause in N
ational Security Investigations, 88 T
E
X. L
. R
E
V. 1（（（, 1（（（ （
2010 ）.
（
208）
Id. at 1（80.
（
20（）これには、⒜令状を要求するとするも、令状の要件は不明のままにしておく、⒝既存の確立した制定法 令状制度が憲法上の手本を満たしているかを評価 る、 二つのパターンがあるとする。
Id. at 1（（（
─
80.　
キースは前者である。
（
210）
Id. at 1（84.
（
211）
M
aclin, supra note 8（ at 131（.　
したがって、政府がテロ監視プログラムには令状主義が適用されないとの主張は説得力を
欠くとする。
Id. at 1318.
（
212）
A
U
D
IT O
F T
H
E D
E
P
A
R
T
M
E
N
T O
F JU
ST
IC
E
’S IM
P
L
E
M
E
N
T
A
T
IO
N O
F A
N
D C
O
M
P
L
IA
N
C
E W
IT
H C
E
R
T
A
IN C
L
A
SSIF
IC
A
T
IO
N R
E
Q
U
IR
E
M
E
N
T
S, 
U
.S. D
E
P
T. O
F JU
ST
IC
E, O
F
IIC
E O
F T
H
E IN
SP
E
C
T
O
R G
E
N
E
R
A
L 23 （
2013 ）.
（
213）
J
A
R
E
D P
. C
O
L
E, D
ISC
L
O
SU
R
E O
F F
ISA
 O
P
IN
IO
N
S-S
E
L
E
C
T
E
D L
E
G
A
L ISSU
E
S, C
O
N
G
R
E
SSIO
N
A
L R
E
SE
A
R
C
H S
E
R
V
IC
E, C
R
S （
─
5（00, 
R
43404, F
eb. 24, 2014.
（
214）秘密指定（
confidential, secret, top secret ）には執行権の裁量が認められるとはいえ、議会や裁判所がどこまで介入できる
かは明確ではない。一九七四年のＦＯＩＡ（情報公開法）改正後、裁判所は執行権に委譲する傾向が顕著となっているが、立法で始審的（
de novo ）を可能にするのは憲法上問題ないとの指摘もある。
N
ote, K
eeping Secrets: C
ongress, the C
ourts, 
and N
ational Security Inform
ation, 103 H
A
R
V. L
. R
E
V. （0（ （
1（（（ ）.
（
215）
U
nited States v. Sm
ith, 321 F
. Supp. 424, 42（ （
C
.D
. C
al. 1（（1 ）. See also, U
nited States v. Sinclair, 321 F
. Supp. 10（4, 1080
（
E
.D
. M
ich. 1（（1 ）.
一七三
安全保障上の電子的監視（富井）
（
21（）
W
illiam
 C
. B
anks and M
. E
. B
ow
m
an, E
xecutive A
uthority for N
ational Security Surveillance, 50 A
M
. U
. L
. R
E
V. 1, 1（
─
31
（
2000 ）.
（
21（）
P
eter E
. Q
uint, T
he Separation of P
ow
ers under N
ixon: R
eflections on C
onstitutional liberties and the R
ule of L
aw
, 1（81 
D
U
K
E L
.J. 1, at 23 n.101.　
海外の諜報といっても政治目的でなされる（例えば共産主義思想の動向など）ことが少なくなく、
海外にかこつけて国内のそうした配慮に押されてなされるのである。
 N
ote, F
oreign Security Surveillance and the F
ourth 
A
m
endm
ent, 8（ H
A
R
V. L
. R
E
V. （（（, （8（
─
88 （
1（（4 ）.
（
218）
Sulm
asy and Y
oo, supra note 202 at 122（
─
1230.
（
21（）
B
anks and B
ow
m
an, supra note 21（ at 18.　
（
220）
W
ashington to C
ol. E
lias D
ayton, July 2（, 1（（（, in 8 W
R
IT
IN
G
S O
F G
E
O
R
G
E W
A
SH
IN
G
T
O
N 4（8
─
（ （
John C
. F
itzpatrick ed. 
1（35 ）.
（
221）
F
E
D
E
R
A
L
IST N
O. （4, at 434
─
35 （
John Jay ） （
Jacob E
. C
ooke, ed. 1（（1 ）.　
前掲注 （
1（） 。ジェイのこの言明は条約締結のプロ
セスでの執行権の秘密の特権を正当化するものであるが、広く執行権の秘密の諜報権能の正当化として引き合いに出される。R
ansom
, supra note 15 at 52
─
53.
（
222）
R
obert F
. T
urner, C
onstitutional and International L
aw
 Im
plications of E
xecutive O
rder 13440 Interpreting C
om
m
on 
A
rticle 3 of the 1949 G
eneva C
onventions, P
repared statem
ent before Select C
om
m
, on Intelligence U
. S. Senate, Sep. 25, 
200（, at 13.　
大統領と議会で最強の諜報機関を創設していくことで争いが生じたことはなく、主たる公的論争も生じなかっ
たのであり、 「立憲システムは諜報機能を促進させるように機能してきた」とされる。
R
ansom
, supra note 15 at （8
─
（（.
（
223）前掲注 （
202） 。
　
（
224）「諜報収集は大統領が（効率的な防衛）を遂行しうる不可欠の道具である。憲法条文と構造から黙示されることは、安全保障の決定はしばしば、議会よりもむしろ大統領を特徴づける行動に、目的と精力の統一を必要とする実践的な考慮によって裏付けられる」 。
Sulm
asy and Y
oo, supra note 202 at 123（.
（
225）
Id. at 123（, 1248.　「ＦＩＳＡは、執行権に令状をもらうよう裁判所に行くことを要求している点で、妥協である。それま
では、執行府（
E
xecutive B
ranch ）は判事から許可をもらう必要はなく、安全保障の理由で捜索を行うことができた。…
一七四
（執行権寄りのこうした考え方は） 、執行権が司法権より安全保障の要請をよりよく満足させることができるから、また、大統領は安全保障の憲法上の義務を有するから、裁判所は令状なしの諜報の捜索を行う大統領の権限を制限しようとすべきではないことを認識したものである」 。
Id. at 123（.
（
22（）「多くの安全保障法は手続である」として電子的監視法制に言及する。
JA
M
E
S E
. B
A
K
E
R, IN
 T
H
E C
O
M
M
O
N D
E
F
E
N
SE: 
N
A
T
IO
N
A
L S
E
C
U
R
IT
Y L
A
W
 F
O
R P
E
R
IL
O
U
S T
IM
E
S 23 （
200（ ）.
（
22（）同法の制定経緯や論点について、富井幸雄『海外派兵と議会』 （成文堂、二〇一三年）第Ⅳ章、参照。
（
228）
Q
uint, supra note 21（ at 25.　
なお
Q クィント
uint
は、ニクソンがとった執行権の行為には、自らが一般的規範を定立するものと、
立法なくして憲法上の人権を侵害するものの二つがあるとし、ともに違憲であって、立法の授権を要するものだとして、司法の積極性を主張する。キース 後者に位置づけられ 。
（
22（）ＦＩＳＡは安全保障とプライバシーの双方のバランスをとった立法だと評価する者として
Ira S. Shapiro, T
he F
oreign 
Intelligence Surveillance A
ct: L
egislative B
alancing of national Security and the F
ourth A
m
endm
ent, 15 H
A
R
V. J. O
N L
E
G
IS. 
11（ （
1（（8 ）.
（
230）
M
aclin, supra note 8（.　
キースを踏みにじっているとする。ＦＩＳＡ違反の恐れもありうるが、ＦＩＳＡは合衆国をター
ゲットにしているテロリストには無令状で電子的監視 めているか 、これに当てはまるとすればよいであろう。大統領側は、ＦＩＳＡとの適合性は大統領の憲法上の権限であるから議論するに及ばないとしてい 。
Id. at 1302
─
3.
（
231）
Id. at 12（3. A
C
L
U
 v. N
SA
, 4（3 F
. 3d （44, （48 （
（th C
ir. 200（ ）.　
ＴＳＰが修正第四条に違反しているかが争点となった。裁
判所は、原告はＴＳＰが実施されたと実証 いない で原告適格を欠くとして、憲法問題には立ち入らなかった さらに行政手続法の行政処分（
agency action ）を争ってはいないとした。なお、ＮＳＡの本件盗聴にタイトル・スリーは適用され
ないとし、不適用の要件を四つ挙げている。す わち、①外国諜報活動に従事 てい ②他に適用され 連邦法があり、これに従っている③監視が外国の電信システムを含んでいる④ＦＩＳＡで規定された電子的監視以外の手段を使用している、である。また、本件 ＦＩＳＡの対象でもないとした。
Id. at （81.　
原審はＴＳＰが無令状での電話盗聴であるとして、修
正第一条、第四条に違反していると判断していた。
A
C
L
U
 v. N
SA
, 4（（ F
. Supp. 2d （54 （
E
.D
. M
ich. 200（ ）.　
なお、政府が気
に入らない出版を抑圧す ための制度 して、捜索押収権限を使っ きた歴史がある。
M
arcus v. Search W
arrant, 3（（ U
.S. 
一七五
安全保障上の電子的監視（富井）
（1（, （24 （
1（（1 ）.　
猥褻物を取り締まるためのミズーリ州の包括的な令状を違憲としたもので、修正第一四条を通して修正第
四条が適用される。
（
232）大統領は最高司令官であって、テロとの戦争にあるのだから、こうした権限は当然認められると支持する者として、
John 
Y
oo, T
he T
errorist Surveillance P
rogram
 and the C
onstitution, 14 G
E
O. M
A
SO
N L
. R
E
V. 5（5 （
200（ ）.　
だめおしとして、ＡＵ
ＭＦで立法府も容認してい とも説く。ＴＳＰが立法からフリーだとするブッシュ
43側の考えの根拠は、次の三つに整理さ
れよう。第一にＦＤＲ以来の慣行で、大統領は立法 なくてもこれにこだわ ことなく盗聴を実施してきた。第二に、こうした大統領主導
=
議会忍従は両部門の憲法上の権限を尊重し 結果である。第三に、この議会の長期にわ る忍従は、自ら
が諜報収集を制約する憲法上の権限がないとの認識を反映している。こうした議論は能力を法的特権に融合させる誤った解釈で、大統領の排他的権限を正当化するもの はないと批判される。
K
itrosser, supra note 204 at 1411. See also, D
avid G
ray 
A
dler, G
eorge B
ush and the A
buse of H
istory: T
he C
onstitution and P
residential P
ow
er in F
oreign A
ffairs, 12 U
C
L
A
 L
.J. &
 
F
O
R. A
F
F. （5 （
200（ ）.　
大統領固有権論は制憲者の意思に反しており、ブッシュが制憲史からこれを説くのは誤謬だとする。
Id. at 83, （3
─
（4, 141.
（
233）
Id. at 3.　
国内での諜報活動は、キースとそれを受け継いだＦＩＳＡに照らして、憲法は制限している以上、修正第四条に
反するとし、さらにターゲットを絞り込むために行っている らなおさらだとする。
W
illiam
 B
anks, 
“If M
en W
ere A
ngels
” 
N
SA
 E
avesdropping and the F
ourth A
m
endm
ent, 28 A
B
A
 N
A
T
’L S
E
C. L
. R
E
P. 1
─
2 （
200（ ）. B
ut see, R
obert T
urner, N
ational 
Security L
aw
 and the N
SA
-F
ISA
 C
ontroversy, 28 A
B
A
 N
A
T
’L
 S
E
C. L
. R
E
P. （
─
（ （
200（ ）.　
判例は大統領に固有の諜報権限
を認めており、修正第四条の不合理なという制約は及び、議会はこれを緩めることはできても、大統領の の裁量を制限することはできないとする。一方、ミクロでの秘密性（
m
icro-secrecy ）は認められるにしても、マクロの透明性（
m
acro-
transparency ）は憲法上の指令だとして、ブッシュ
43はこれをごっちゃにした誤った憲法解釈で秘密権限を拡大させてい
ると批判する者として、
H
eidi K
itrosser, 
“M
acro-T
ransparency
” as Structural D
irectives: A
 L
ook at the N
SA
 Surveillance 
C
ontroversy, （1 M
IN
N. L
. R
E
V. 11（3 （
200（ ）.
（
234）
40（ U
.S., at 303.
§2511 （
3 ）を「議会の但書と中立の表現とみれば、制定法は本件で断定された執行権の権限を計る
（
m
easure ）ものではないと判断する。むしろわれわれは、大統領の憲法上の権限を見なければならない」 。
Id. at 308.
一七六
（
235）
B
A
K
E
R, supra note 22（ at 8（
─
（3.
（
23（）
Id. at （（
─
（8.
（
23（）
Id. at （（.
（
238）リンカーンとのスパイ契約（
espionage ）に関する損害賠償請求事件で、最高裁は、大統領は最高司令官条項（憲法二条）
でかかる契約を結びうるし、その履行は秘密裏になされることを旨としているのであり（
secret service ） 、公表されないの
は公政策であるとした。
T
otten v. U
nited States, （2 U
.S. 105 （
18（5 ）.
（
23（）
E
ric L
. R
ichard, “U
nleashing
” the intelligence C
om
m
unity, （（ A
B
A
 J. （0（, （10 （
1（83 ）.
（
240）
See, e.g., In re Sealed C
ase, 310 F
.3d （1（, （4（ （
F
oreign Int. Surv. C
t. R
ev. 2002 ）.
（
241）その判断は、議会監視からも最高裁のレヴューからも、実務的観点だとして排されており、 「一一人のＦＩＳＣｔの判事と、三人のＦＩＳＣＲの判事と、大統領と法務長官によって創設されたまさに秘密の憲法であって、修正第四条の判例と、プライバシー権と、刑事訴訟と修正第一条の権利に踏みこめない秘密のベールの下に再構成する憲法である。アメリカ市民を侵害的に監視するのに従 するのは大統領の当然の権限だと 誤った信条の下で、議会が執行府の機関に移送した権力なのである」 。
P
A
L
L
IT
T
O A
N
D W
E
A
V
E
R, supra note 104 at 1（2.
（
242）
K
err, supra note 20（.　「安全保障のセッティングでは、令状条項は控えめのままでなければならない」のであり、 「詳細は
立法に委ねている」 。
Id. at 1（（0, 1（84.　
（
243）
Id. at 1（（1, 1（（（.　
（
244）富井、前掲 （
11（） 論文、参照。
（
245）
5 H
earings B
efore S. Select C
om
m
. to Study G
overnm
ental O
perations w
ith R
espect to Intelligence A
ctivities: N
ational 
Sec. A
gency and F
ourth A
m
endm
ent R
ights, （4 th C
ong. 2
─
3 （
1（（（ ）.
（
24（）
JO
H
N N
O
R
T
O
N M
O
O
R
E A
N
D R
O
B
E
R
T F
. T
U
R
N
E
R, E
D
S., N
A
T
IO
N
A
L S
E
C
U
R
IT
Y L
A
W
 （40 （
2nd ed. 2005 ）.
（
24（）
C
lapper v. A
m
nesty Int ’l, 5（8 U
.S. ＿
, 3 （
2013 ） （
A
lito, J., delivering ）. ブッシュ
43政権でのＮＳＡによる電子的監視につい
て、岡本、前掲 （
124） 書、二一六─二三五頁、土屋、前掲 （
5） 書、第八章「ブッシュ政権の令状なし通信傍受」 、参照。
（
248）
5（8 U
.S., at 4.
一七七
安全保障上の電子的監視（富井）
（
24（）
A
ngela M
erkel: N
SA
 snooping claim
s ’ extrem
ely serious ’, T
H
E G
U
A
R
D
IA
N, July 3, 2013.　
スノーデンは二〇一三年のク
リスマスを前に、一連の暴露の使命は果たしたとしている。
E
dw
ard Snow
den, after m
onths of N
SA
 revelations, says his 
m
issions accom
plished, W
A
SH. P
O
ST, D
ec. 23, 2013.
（
250）この段落の記述は以下に基づく。
L
IU, N
O
L
A
N A
N
D T
H
O
M
P
SO
N II, supra note 1（2 at 3
─
4. 
（
251）
R
obert S. L
itt, O
D
N
I G
eneral C
ounsel, A
n O
verview
 of Intelligence C
ollection, July 18, 2013, http://icontherecord.tum
blr.
com
/post/5（（24442（0（ <
last visited, July 24, 2014>
. すなわち、 「政府の三部門すべてはこれらのプログラムを知ってお
り、承認し、適法になされるように支援したのである」 。なお、大林啓吾「プリズムの衝撃─監視国家と立憲主義
 ⑴
 ⑵
 ⑶」
JC
L
U
 N
ew
sletter 三八七号八頁、三八八号八頁、三八九号八頁、二〇一三年、参照。
（
252）スノーデンの行為を評価し諜報活動の違法な実態を糾弾するものとして、グレン・グリーンウォルド／田口俊樹・濱野大道・武藤陽生訳『暴露』 （新潮社、二〇一四年） 。
（
253）
L
IB
E
R
T
Y A
N
D S
E
C
U
R
IT
Y
 IN
 A
 C
H
A
N
G
IN
G W
O
R
L
D ：
R
E
P
O
R
T A
N
D R
E
C
O
M
M
E
N
D
A
T
IO
N
S O
F T
H
E P
R
E
SID
E
N
T
’S R
E
V
IE
W
 G
R
O
U
P O
N  
IN
T
E
L
L
IG
E
N
C
E A
N
D C
O
M
M
U
N
IC
A
T
IO
N
S T
E
C
H
N
O
L
O
G
IE
S, D
ec. 12, 2013. この研究会のメンバーは、
R
Ｒ・クラークichard
C
larke, M
Ｍ・モレルichael
M
orell, 
G
Ｇ・ストーンeoffrey
Stone, C Ｃ・サンスティンass
Sunstein, P Ｐ・スワイアeter
Sw
ire
である。
（
254）
M
A
R
SH
A
L
L C
U
R
T
IS E
R
W
IN A
N
D E
D
W
A
R
D C
. L
IU, N
SA
 S
U
R
V
E
IL
L
A
N
C
E L
E
A
K
S: B
A
C
K
G
R
O
U
N
D A
N
D ISSU
E
S F
O
R C
O
N
G
R
E
SS, C
R
S 
R
E
P
O
R
T
 F
O
R C
O
N
G
R
E
SS, July 2, 2013, C
R
S（
─
5800, w
w
w
.crs.goc.R
43134.　
愛国者法二一五条は二〇一五年六月一日に失効する
ことになっている。議会はアメリカ自由法（
U
SA
 F
reedom
 A
ct ）案をめぐってＮＳＡの大量データ収集のあり方を審議して
いたが、六月二日に上院で六七対三二でこれを可決し、ＮＳＡのこの活動を終わらせようとしている。
（
255）
O
bam
a calls for significant changes in collection of phone records of U
.S. citizens, W
A
SH. P
O
ST, Jan. 18, 2014 ; O
bam
a
’s 
restrictions on N
SA
 surveillance rely on narrow
 definition of ‘Spying
’, W
A
SH. P
O
ST, Jan. 18, 2014.
（
25（）ホワイトハウスのこの二〇一三年の報告書は、ＮＳＡが収集する情報の多くはテロリストと関係のない市民のものであり、なんら違法な行為の証拠になるもの はないという重要な二点を斟酌していないと批判される。
R
ecent A
dm
inistration 
W
hite P
aper, 12（ H
A
R
V. L
. R
E
V. 18（1, 18（5 （
2014 ）.
（
25（）防諜（
counterintelligence ）は、敵国とその諜報機関による侵入と撹乱から自国の諜報工作を防護する取り組みで、分析的
一七八
であると同時に工作的である。すなわち防御行為以上のものであって、収集、防御、攻撃のタイプがある。ローエンタール、前掲 （
5） 書、一八七頁。
（
258）
P
residential P
olicy D
irective/P
P
D
─
28, Signals Intelligence A
ctivities, Jan. 1（, 2014.
（
25（）本節は以下に依拠している。ＮＳＡのＨＰ、
http://w
w
w
.nsa.gov; R
IC
H
E
L
SO
N, supra note （ at 30
─
3（.　
国家インテリジェ
ンスの情報収集の手段は、人的情報（
hum
an intelligence ：
H
um
int ） 、公開情報（Ｏ
オシント
ＳＩＮＴ） 、技術情報（Ｔ
テキント ＥＣＨＩＮＴ）
に分類され、ＴＥＣＨＩＮＴはさらに通信情報（
Ｓ
シギント ＩＧＩＮＴ
）や画像情報（
Ｉ
イミント ＭＭＩＮＴ
）などに分類される。小谷、前
掲 （
5） 書、六七─一〇五頁。ＮＳＡに至るアメリカのＳＩＧＩＮＴの展開について、デイヴィッド・カーン／秦郁彦・関根
英夫訳『暗号作戦』 （早川文庫、昭和五七年） 、参照。ＮＳＡの歴史と諜報活動 中身につい ジェイムズ・バムフォー
 
ド／滝沢一郎訳『パズル・パレス』 （早川書房、昭和六一年） 、参照。
（
2（0）プリズムを含む詳細なＮＳＡの電子的監視の仕組みと実績について、
See, W
A
Y
N
E M
A
D
SE
N, N
A
T
IO
N
A
L S
E
C
U
R
IT
Y A
G
E
N
C
Y 
S
U
R
V
E
IL
L
A
N
C
E: R
E
F
L
E
C
T
IO
N
S A
N
D R
E
V
E
L
A
T
IO
N
S, 2001
─
2013 （
2013 ）.
（
2（1）
N
SA
 goes on 60 M
inutes: the D
efinitive facts behind C
B
S
’s flaw
ed report, T
H
E G
U
A
R
D
IA
N, D
ec. 1（, 2013.
（
2（2）
R
ajesh D
e, T
he N
SA
 and A
ccountability in an E
ra of B
ig D
ate, （ J. N
A
T
’L S
E
C. L
. &
 P
O
L
’Y 301, 303 （
2014 ）.　「ＮＳＡは国
防長官の指揮で軍事作戦を支援するとともに、ＤＮＩによって調整された国家的要請に応じて の報告を作成する」 。
Id. 
（
2（3）ＦＩＳＡ七〇二条は、二〇〇八年の同法改正法（
F
ISA
 A
m
endm
ents A
ct ）によって、アメリカ国外にいると合理的に信
じられる非アメリカ人を対象にすることを、法務長官と 合 に授権することを認めた。
50 U
.S.C
.
§1881a. これは
 
一年間効力を有するが、いくつかの制約もあ 。
50 U
.S.C
.
§1881a （
b ）.　
第一に、国内にいると合理的に分かっている間には、
なんぴとをも意図的に標的にすることはできない。第二に、国内に合理的にいると信じられ 特定の個人を標的にする目的で、国外に合理的にいると信じられ 者を故意に標的にできない。第三に 国外に合理的にいると信じられるアメリカ人を故意に標的にできない。第四に、収集の時全ての情報の送受信者が国内にいるとわかってい のに、故意に交信を取得することはでき い。第五に、修正第四条 符合したやり方で行われなければならない。
（
2（4）
L
aura K
. D
onohue, N
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