La protection des données à caractère personnel et l'entreprise by Léonard, Thierry
RESEARCH OUTPUTS / RÉSULTATS DE RECHERCHE
Author(s) - Auteur(s) :
Publication date - Date de publication :
Permanent link - Permalien :
Rights / License - Licence de droit d’auteur :
Bibliothèque Universitaire Moretus Plantin
Institutional Repository - Research Portal
Dépôt Institutionnel - Portail de la Recherche
researchportal.unamur.beUniversity of Namur
La protection des données à caractère personnel et l'entreprise
Léonard, Thierry
Published in:




le PDF de l'éditeur
Link to publication
Citation for pulished version (HARVARD):
Léonard, T 2007, La protection des données à caractère personnel et l'entreprise. Dans Guide juridique de
l'e treprise. VOL. XI-112.1, Kluwer, Bruxelles, p. 1-66.
General rights
Copyright and moral rights for the publications made accessible in the public portal are retained by the authors and/or other copyright owners
and it is a condition of accessing publications that users recognise and abide by the legal requirements associated with these rights.
            • Users may download and print one copy of any publication from the public portal for the purpose of private study or research.
            • You may not further distribute the material or use it for any profit-making activity or commercial gain
            • You may freely distribute the URL identifying the publication in the public portal ?
Take down policy
If you believe that this document breaches copyright please contact us providing details, and we will remove access to the work immediately
and investigate your claim.
Download date: 02. Jan. 2022
Introduction
010 Gestion de l'information et protection des donneÂes
L'information est assureÂment devenue pour la plupart des entreprises un facteur de
production aussi important que le travail, le capital ou l'outil 1. L'information relative
aÁ des personnes physiques est d'une importance strateÂgique pour les entreprises
relevant par exemple du secteur bancaire, de l'assurance ou du marketing. Toutes
les entreprises traitent des informations relatives aÁ leur personnel. Elles sont pour la
plupart preÂsentes sur le web et utilisent souvent leur site comme un outil de collecte
d'informations sur leur clienteÁle actuelle ou future.
La gestion de ces informations doit respecter un cadre reÂglementaire de plus en plus
touffu et contraignant au sein duquel la loi du 8 deÂcembre 1992 relative aÁ la protection
de la vie priveÂe aÁ l'eÂgard des traitements de donneÂes aÁ caracteÁre personnel 2 occupe
une place de choix.
L'objet de cette leÂgislation est par essence « difficile » aÁ appreÂhender ± qui peut par
exemple deÂfinir avec preÂcision ce qu'est la vie priveÂe? ± mais comment alors qualifier
la taÃche de l'entreprise deÂsireuse d'appliquer en son sein la complexe reÂglementation
issue de son prescrit? C'est d'autant plus vrai que sa mise en úuvre pratique demande
une collaboration eÂtroite entre diffeÂrents acteurs de la vie de l'entreprise: juristes,
commerciaux et informaticiens.
020 LeÂgislation eÂparpilleÂe
Les arreÃteÂs royaux d'application de la loi du 8 deÂcembre 1992 n'eÂtaient pas encore
tous publieÂs lorsque l'Union europeÂenne s'est doteÂe, le 24 octobre 1995, d'une
directive relative « aÁ la protection des personnes physiques aÁ l'eÂgard du traitement
des donneÂes aÁ caracteÁre personnel et aÁ la libre circulation de ces donneÂes » 3.
La loi du 11 deÂcembre 1998, suivie de son arreÃteÂ royal d'application du 13 feÂvrier
2001 4, impleÂmente cette directive en droit belge par voie de modifications du texte de
la loi initiale. L'arreÃteÂ susmentionneÂ simplifie fortement les textes en vigueur en
abrogeant la kyrielle d'arreÃteÂs royaux qui exeÂcutaient l'ancienne version de la loi.
L'entreprise soucieuse de respecter la leÂgislation sur la protection des donneÂes
devra cependant rester attentive aÁ l'existence d'autres dispositions pouvant avoir une
incidence directe sur son fonctionnement. Ainsi en est-il de certaines dispositions sur
1. E. Meysmans, `De praktische uitvoering van de privacywet in de onderneming', in Persoonsgegevens
en privacybescherming Commentaar op de wet tot bescherming van de persoonlijke levensfeer, Bruges,
Die Keure, 1995, p. 218.
2. Telle que modifieÂ par la loi du 11 deÂcembre 1998. Ci-apreÁs deÂnommeÂe `la loi'.
3. J.O.C.E., no L 281, 23 novembre 1995, p. 31 et s.; pour un commentaire approfondi, voir par exemple,
M.-H. Boulanger, C. De Terwangne, Th. LeÂ onard et alii, `La protection des donneÂes en droit
communautaire', J.T. Eur., 1997, pp. 121 aÁ 127, pp. 145 aÁ 155, pp. 173 aÁ 179.
4. ArreÃteÂ royal portant exeÂcution de la loi du 8 deÂcembre 1992 relative aÁ la protection de la vie priveÂe aÁ
l'eÂgard des traitements de donneÂes aÁ caracteÁre personnel, M.B., 13 mars 2001, p. 7908 et s. Ci-apreÁs
deÂnommeÂ l'`arreÃteÂ royal'.
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le spam, introduites dans la loi sur le commerce eÂlectronique 5 ou dans la reÂglementa-
tion du droit du travail 6.
030 Limites de l'analyse
Seules les dispositions de la loi et de son arreÃteÂ royal d'exeÂcution pouvant inteÂresser
l'entreprise relevant du secteur priveÂ seront commenteÂes, aÁ l'exclusion des reÁgles
speÂcifiques au secteur public. Les principes protecteurs sont cependant a priori
identiques 7.
Les dispositions particulieÁres aÁ certains secteurs ne seront pas abordeÂes. On pense
essentiellement au chapitre VI de la loi du 12 juin 1991 relative au creÂdit aÁ la
consommation ou aux dispositions propres aux teÂleÂcommunications.
5. Cf. l'article 14 de la loi du 11 mars 2003 sur certains aspects juridiques des services de la socieÂteÂ de
l'information et son arreÃteÂ royal d'application du 4 avril 2003.
6. Voir par exemple la convention collective no 81 du 26 avril 2002 rendue obligatoire par arreÃteÂ royal du
12 juin 2002 relative aÁ la protection de la vie priveÂe des travailleurs aÁ l'eÂgard du controÃle des donneÂes
de communication eÂlectroniques en reÂseau (sur ce texte, voir M.-H. Boulanger, A.-Ch. Lacoste,
S. Louveaux, `La surveillance des communications eÂlectroniques des employeÂs', Rev. UbiquiteÂ, 2003,
p. 47 et s.).
7. M.-H. Boulanger, C. De Terwangne, Th. LeÂ onard, `La loi du 8 deÂcembre 1992 relative aÁ la
protection de la vie priveÂe aÁ l'eÂgard des traitements de donneÂes aÁ caracteÁre personnel', J.T., 1993,
p. 375, no 26.
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Chapitre 1. Concepts de base et deÂfinitions
040 Importance des deÂfinitions
L'entreprise confronteÂe aÁ l'application de la loi du 8 deÂcembre 1992 rencontre d'abord
une difficulteÂ de compreÂhension du vocabulaire speÂcifique et technique retenu par le
texte leÂgal.
Les deÂveloppements des technologies de l'information ont deÂboucheÂ sur un large
panel d'outils permettant le traitement de l'information: Personal Computer, reÂseaux
informatiques ouverts (intranet) ou fermeÂs, internet, etc. L'entreprise s'est, ce faisant,
habitueÂe aÁ manier un certain nombre de concepts deÂsignant tels ou tels technologie ou
support utiliseÂs: CD-ROM, disquette, puce eÂlectronique, etc.
La loi a voulu reÂglementer l'ensemble des traitements de l'information sans
distinguer selon la technique utiliseÂe. Elle passe deÁs lors par des notions abstraites
recouvrant tout ou partie des technologies inteÂgreÂes dans l'environnement journalier
de l'entreprise.
Il est capital, pour la bonne compreÂhension de la loi, de s'eÂloigner de cette reÂaliteÂ
technique sous peine d'avoir une ideÂe erroneÂe de son champ d'application.
Les concepts de donneÂes, de traitements ou de fichiers recËoivent une deÂfinition
diffeÂrente de celle retenue en informatique ou dans le langage courant.
Les deÂfinitions de responsable du traitement et de sous-traitant permettent de
deÂterminer la personne morale ou physique destinataire des obligations leÂgales. Enfin,
les nouvelles dispositions leÂgales preÂcisent les notions de tiers, de destinataire et de
consentement de la personne concerneÂe.
SECTION 1. LA DONNEÂE AÁ CARACTEÁRE PERSONNEL
050 DeÂfinition ± commentaires
L'article 1er, § 1er de la loi eÂnonce d'abord que les donneÂes aÁ caracteÁre personnel sont
« toute information concernant une personne physique identifieÂe ou identifiable ».
Si la loi ne deÂfinit pas la notion meÃme de « donneÂe », les travaux preÂparatoires
laissaient deÂjaÁ entendre qu'une « donneÂe » ne vise pas seulement une information
eÂcrite ou chiffreÂe mais aussi l'information contenue dans une image, une bande son,
ou une empreinte digitale 8.
Toute information est donc susceptible d'eÃtre une donneÂe au sens de la loi, quels
que soient sa forme, son sens ou son objet, sous reÂserve de son caracteÁre personnel 9.
8. Dans le meÃme sens, voir la deÂclaration d'un membre de la Commission de la vie priveÂe (in Rapport fait
au nom de la Commission de la Justice, Doc. parl., SeÂnat, sess. extr. 1991-1992, no 445-2, p. 19) ainsi
que la reÂponse du Ministre (idem, p. 57).
9. M.-H. Boulanger, C. De Terwangne et Th. LeÂ onard, `La loi du 8 deÂcembre 1992 relative aÁ la
protection de la vie priveÂe aÁ l'eÂgard des traitements de donneÂes aÁ caracteÁre personnel', op. cit., p. 371,
no 5; D. De Bot, Verwerking van persoonsgegevens, Anvers, Kluwer, 2001, p. 23, no 28 et s.
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Pour tomber sous le champ d'application de la loi, l'information doit en effet
permettre l'identification d'une personne physique 10. Les personnes morales sont
donc exclues de la protection leÂgale. Les traitements relatifs aÁ des entreprises ±fichiers
« business to business », etc. ± sont toutefois viseÂs deÁs lors qu'ils contiennent de
l'information sur des personnes physiques (p. ex.: les noms des administrateurs d'une
socieÂteÂ ou des membres d'une association sans but lucratif) 11.
La nouvelle version de la deÂfinition apporte cependant une preÂcision importante.
Reprenant textuellement la directive qui la fonde, elle reÂpute comme identifiable:
« une personne qui peut eÃtre identifieÂe directement ou indirectement, notamment par
reÂfeÂrence aÁ un numeÂro d'identification ou aÁ un ou plusieurs eÂleÂments speÂcifiques,
propres aÁ son identiteÂ physique, physiologique, psychique, eÂconomique, culturelle ou
sociale ».
Un numeÂro de teÂleÂphone, de plaque d'immatriculation de voiture, de seÂcuriteÂ
sociale ou de passeport peut ainsi eÃtre consideÂreÂ comme une donneÂe aÁ caracteÁre
personnel.
L'exposeÂ des motifs de la nouvelle loi interpreÁte treÁs largement le caracteÁre
identifiable de la donneÂe 12. DeÁs lors qu'il existe un moyen raisonnable d'identifier
les personnes concerneÂes, soit dans le chef du responsable du traitement, soit meÃme
par un tiers, il s'agit d'une donneÂe aÁ caracteÁre personnel dont le traitement est
susceptible d'eÃtre reÂglementeÂ par la loi. Cette interpreÂtation a fait l'objet de diffeÂrentes
critiques deÁs lors qu'elle impose l'application de la loi aÁ des responsables incapables
d'identifier les personnes concerneÂes par les donneÂes traiteÂes 13.
10. JugeÂ que les heÂritiers et ayants droit doivent eÃtre assimileÂs aÁ la personne concerneÂe au sens de la loi
(Civ. Bruxelles (2e ch.), 23 avril 1999,Rev. Dr. SanteÂ, 1999-2000, p. 353 et s. et noteM.-H.Boulanger).
La loi serait donc susceptible de s'appliquer aux personnes physiques deÂceÂdeÂes dans certaines hypo-
theÁses. En l'espeÁce, il s'agissait de donneÂes meÂdicales relatives aÁ une personne deÂceÂdeÂe dont l'eÂpoux
demandait la transmission aÁ un meÂdecin. Sur ce point, voir D. De Bot, Verwerking van persoonsgege-
vens, op. cit., p. 26 ainsi que l'avis de la Commission de la protection de la vie priveÂe no 18/2000 du
15 juin 2000 relatif au droit d'acceÁs des heÂritiers au dossier meÂdical du deÂfunt qui en appelle aÁ une
reÂglementation ad hoc vu l'incertitude juridique qui entoure la reconnaissance de la protection des
informations relatives aÁ la personne deÂceÂdeÂe, http://www.privacy.fgov.
11. De manieÁre assez eÂtonnante, la Commission de la protection de la vie priveÂe a consideÂreÂ notamment
que dans le cadre du reÂpertoire national des personnes morales et des groupements deÂnueÂs de la
personnaliteÂ juridique, les S.P.R.L. unipersonnelles et les associations de fait constitueÂes de diffeÂ-
rentes personnes physiques identifiables devaient eÃtre consideÂreÂes `dans le prolongement de leur
qualiteÂ de personnes morales ou de groupements deÂnueÂs de la personnaliteÂ juridique'. En conseÂ-
quence, selon elle, ces informations ne devaient pas eÃtre consideÂreÂes comme des donneÂes aÁ caracteÁre
personnel (avis no 26/1999 du 25 aouÃt 1999 relatif aÁ un projet de loi organisant un reÂpertoire national
des personnes morales et des groupements deÂnueÂs de la personnaliteÂ juridique, soumis aÁ des
obligations ou titulaires de droits en vertu de la leÂgislation fiscale, sociale ou eÂconomique belge,
http://www.privacy.fgov.be).
12. ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, p. 12, notamment: `Une
information relative aÁ une personne est donc consideÂreÂe comme donneÂe aÁ caracteÁre personnel tant
que quelqu'un est encore en mesure, par quelque moyen qui puisse raisonnablement eÃtre mis en
úuvre, de deÂterminer aÁ quel individu se rapporte cette information. Sont donc eÂgalement consideÂreÂes
comme`donneÂes aÁ caracteÁre personnel' les informations codeÂes pour lesquelles le responsable du
traitement lui-meÃme ne peut veÂrifier aÁ quelle personne elles se rapportent, parce qu'il ne posseÁde pas
les clefs neÂcessaires aÁ son identification, lorsque l'identification peut encore eÃtre effectueÂe par une
autre personne'.
13. Voir par exemple, D. De Bot, Verwerking van persoonsgegevens, op. cit., p. 29 et s., nos 35 aÁ 39;
Th. LeÂ onard et Y. Poullet, `La protection des donneÂes aÁ caracteÁre personnel en pleine (r)eÂvolu-
tion', J.T., 1999, p. 378, no 3. Pour des exemples d'application de l'interpreÂtation large, voir par
exemple, C.E., 26 janvier 2000, A.S.B.L. FeÂdeÂration belge des chambres syndicales des meÂdecins et
autres, no 84880, Rev. Dr. SanteÂ, 2000-2001, p. 285 et s. et note S. Callens (aÁ propos du reÂsumeÂ
psychiatrique minimum) et avis de la Commission de la vie priveÂ no 34/2001 du 22 novembre 2000
relatif aÁ la protection de la vie priveÂe dans le cadre du commerce eÂlectronique concernant les adresses
IP des internautes (http://www.privacy.fgov.be). Pour une analyse de ces deux interpreÂtations,
Y. Poullet, A. Cruquenaire, N. Daubies et alii, Droit de l'informatique et des technologies de
l'information Chronique de jurisprudence 1995-2001, Bruxelles, Larcier, 2003, p. 140, no 146 et s.
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060 Protection des donneÂes et protection de la vie priveÂe
Le fondement de l'intervention leÂgislative est maintenant indiqueÂ aÁ l'article 2 de la loi:
« Lors du traitement de donneÂes aÁ caracteÁre personnel la concernant, toute personne
physique a droit aÁ la protection de ses liberteÂs et droits fondamentaux, notamment aÁ la
protection de sa vie priveÂe ».
Il ne s'agit pas seulement de proteÂger la vie priveÂe des individus. C'est en effet
l'ensemble des liberteÂs et droits fondamentaux des personnes physiques qui peuvent
eÃtre eÂnerveÂs lors de traitements de donneÂes aÁ caracteÁre personnel. On retrouve ici
l'ideÂe d'un eÂlargissement de la protection traditionnelle en matieÁre de protection de la
vie priveÂe 14. A priori, aucune distinction n'est aÁ opeÂrer suivant le caracteÁre public ou
priveÂ de l'information: tout traitement de donneÂe aÁ caracteÁre personnel tombe sous le
champ d'application de la protection, qu'il reÂveÁle ou non une ingeÂrence dans la vie
priveÂe de l'individu.
Des donneÂes ayant trait aux activiteÂs commerciales ou professionnelles de per-
sonnes physiques tombent normalement sous le champ d'application de la loi 15, sauf
application d'une exception leÂgale.
SECTION 2. LE TRAITEMENT
070 Concept biceÂphale
Au sens de la loi, le traitement couvre tant celui opeÂreÂ par des proceÂdeÂs automatiseÂs
que celui qui est indeÂpendant de tels proceÂdeÂs.
Le traitement peut donc eÃtre automatiseÂ ou non. Mais les obligations leÂgales
diffeÁrent dans les deux cas. Si le traitement n'est pas automatiseÂ les donneÂes doivent
eÃtre contenues dans un fichier au sens ouÁ la loi le deÂfinit pour que la protection leÂgale
trouve aÁ s'appliquer.
Sous-section 1. Le traitement automatiseÂ de donneÂ es
080 DeÂfinition ± Conditions
L'article 1er, § 2 de la loi deÂfinit le traitement comme: « toute opeÂration ou ensemble
d'opeÂrations effectueÂes ou non aÁ l'aide de proceÂdeÂs automatiseÂs, et appliqueÂes aÁ des
donneÂes aÁ caracteÁre personnel, telles que la collecte, l'enregistrement, l'organisation,
la conservation, l'adaptation ou la modification, l'extraction, la consultation, l'uti-
lisation, la communication par transmission, diffusion ou toute autre forme de mise aÁ
disposition, le rapprochement ou l'interconnexion, ainsi que le verrouillage, l'effa-
cement ou la destruction de donneÂes aÁ caracteÁre personnel ».
Pour qu'il y ait traitement automatiseÂ, deux conditions doivent donc eÃtre remplies:
l'existence d'une ou plusieurs opeÂrations effectueÂes sur les donneÂes et l'utilisation de
proceÂdeÂs automatiseÂs. A notre sens, un eÂleÂment suppleÂmentaire doit eÃtre retenu: une
finaliteÂ d'utilisation transcendant toute utilisation des donneÂes.
14. Voir sur ce point, Th. LeÂ onard, Observations sous Civ. Bruxelles, PreÂs., 22 mars 1994, J.T., 1994,
pp. 849 et 850. Dans le meÃme sens, D. De Bot, Verwerking van persoonsgegevens, op. cit., p. 35,
no 40.
15. Civ. Bruxelles (PreÂs.), 22 mars 1994, J.T., 1994, p. 843; Civ. Nivelles (PreÂs.), 15 novembre 1994, J.T.,
1995, p. 284; J.-P. Buyle, L. Lanoye, Y. Poullet et V. Willems, `Chronique de jurisprudence
L'informatique (1987-1994)', J.T., 1996, p. 231, no 57.
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090 Existence d'opeÂrations effectueÂes sur les donneÂes
Une ou plusieurs opeÂrations doivent eÃtre effectueÂes sur les donneÂes. Le texte en
preÂvoit de diffeÂrents types: la collecte, l'enregistrement, la conservation, la modifica-
tion, l'effacement, la consultation, etc.
Contrairement aÁ l'ancien texte, une seule opeÂration suffit pour appeler l'application
mateÂrielle de la loi. Ainsi, le simple captage et visionnage d'images 16, la simple
consultation d'une banque de donneÂes en ligne ou d'une page web sur internet
pourraient bien impliquer une application inteÂgrale de la loi dans le chef de celui
qui visionne ou consulte les informations qui y sont contenues 17. Cette conception a
deÂjaÁ eÂteÂ amplement critiqueÂe 18. Quel est en effet le sens aÁ donner aÁ l'obligation
d'informer la personne concerneÂe ou aÁ l'obligation de notification aupreÁs de la
Commission de la protection de la vie priveÂe si les donneÂes consulteÂes ne font l'objet
d'aucune conservation ou enregistrement dans le chef du consultant?
100 Utilisation de proceÂdeÂs automatiseÂs
Les opeÂrations doivent eÃtre effectueÂes en tout ou en partie aÁ l'aide de proceÂdeÂs
automatiseÂs. La notion de proceÂdeÂ automatiseÂ est extreÃmement vague, ce qui permet
d'englober aÁ peu preÁs toutes les nouvelles technologies de l'information (informa-
tique, teÂleÂmatique, reÂseaux de teÂleÂcommunication, etc.).
Il est neÂcessaire, mais suffisant, qu'aÁ un moment de la proceÂdure de traitement de
l'information intervienne un proceÂdeÂ automatiseÂ pour que l'ensemble des opeÂrations
constitue un traitement automatiseÂ au sens de la loi. Si des fiches papiers sont classeÂes
suivant des numeÂros d'identification repris ensuite dans la meÂmoire d'un ordinateur ±
ce qui facilite la recherche des fiches ± l'ensemble du traitement devra donc eÃtre
reÂputeÂ automatiseÂ. Il en est de meÃme pour une communication d'informations sur
papier imprimeÂ graÃce au logiciel qui geÁre une banque de donneÂes.
Le proceÂdeÂ automatiseÂ dont il est question vise l'emploi d'une machine « intelli-
gente » pour effectuer des opeÂrations sur les donneÂes. Ces dernieÁres sont possibles sans
intervention humaine. L'utilisation d'une photocopieuse ou d'un fax ne sont pas des
proceÂdeÂs automatiseÂs au sens de la loi. La machine ne peut effectuer seule des
opeÂrations sur l'information copieÂe 19. Un ordinateur, par contre, graÃce aÁ ses logiciels,
saisit l'information, la trie, en deÂduit d'autres, etc.
110 OpeÂration(s) effectueÂe(s) en vue de la reÂalisation d'une ou plusieurs finaliteÂs
Toute personne deÂsireuse de se conformer aÁ la loi bute d'embleÂe sur une difficulteÂ:
comment identifier un traitement au sens de la loi ? La question est essentiellement
16. En ce sens, l'avis de la Commission de la vie priveÂe no 34/1999 du 13 deÂcembre 1999 relatif aux
traitements d'images effectueÂs en particulier par le biais de systeÁmes de videÂo-surveillance, http://
www.privacy.fgov.be.
17. ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, p. 13: `Une extraction, par
exemple, ou une consultation unique d'un fichier contenant des donneÂes aÁ caracteÁre personnel
constitue eÂgalement un traitement auquel s'appliquent les dispositions de la loi'; pour autant que
cette opeÂration unique tombe sous le champ d'application territorial de la loi.
18. M.-H. Boulanger, C. De Terwangne, Th. LeÂ onard et alii, `La protection des donneÂes en droit
communautaire', op. cit., pp. 125 et 126, no 16; M.-H. Boulanger, C. de Terwangne, `Internet et le
respect de la vie priveÂe', in Internet face au droit, Diegem-Namur, Story Scientia-C.R.I.D., Cahiers du
C.R.I.D., no 12, 1997, pp. 198 et 199.
19. Dans le meÃme sens, D. De Bot, Verwerking van persoonsgegevens, op. cit., p. 64, no 91.
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pratique. La deÂtermination des diffeÂrents traitements est la premieÁre eÂtape indispen-
sable aÁ son application au sein de l'entreprise du responsable du traitement. En effet,
en pratique, tout le controÃle du respect de la loi se fait au niveau de chaque traitement.
Le criteÁre unificateur des diverses opeÂrations peut encore reÂsider, d'apreÁs nous,
dans la finaliteÂ « geÂneÂrique » poursuivie par le traitement. A chaque traitement
correspond une ou un certain nombre d'opeÂrations participant toutes aÁ la reÂalisation
d'un seul et meÃme but 20. S'il est vrai que cette unification conceptuelle (un traitement
= une finaliteÂ d'utilisation des donneÂes) n'est plus neÂcessaire au vu de la deÂfinition
leÂgale 21, elle ne heurte pas la protection mise en place 22. Du reste, meÃme ceux qui
critiquent cette assimilation admettent que le controÃle de l'application du principe de
finaliteÂ doit encore s'effectuer finaliteÂ par finaliteÂ. Notre approche preÂsente par contre,
selon nous, l'avantage d'offrir un criteÁre preÂcis de deÂtermination du traitement
permettant tant une protection optimale de l'individu 23 qu'une limitation du risque
juridique dans le chef du responsable du traitement 24.
Ainsi, si une entreprise effectue une seÂrie d'opeÂrations sur les donneÂes de son
personnel en vue du paiement de leur reÂmuneÂration, l'enregistrement des donneÂes,
mais aussi leur rapprochement (p. ex. le rassemblement de toutes les sommes verseÂes aÁ
un individu durant une peÂriode deÂtermineÂe), voire leur diffusion limiteÂe (envoi des
fiches de salaires, envoi de donneÂes aux organismes de seÂcuriteÂ sociale), constituent
des applications poursuivies en vue de la reÂalisation d'une seule et meÃme finaliteÂ: le
paiement des reÂmuneÂrations du personnel.
Par conseÂquent, la finaliteÂ peut parfaitement servir de criteÁre de distinction des
traitements entre eux. Le criteÁre n'est pas ici mateÂriel ± par exemple le support ± mais
abstrait ± le but d'utilisation des donneÂes ±. Une meÃme banque de donneÂes peut reÂveÂler
diffeÂrents traitements automatiseÂs au sens ouÁ nous l'entendons, meÃme si l'on peut n'y
voir qu'un traitement au sens de la deÂfinition leÂgale.
Une banque de donneÂes clienteÁle peut par exemple eÃtre utiliseÂe pour la gestion du
service proposeÂ au client mais aussi pour effectuer des opeÂrations de marketing. Un
traitement peut certes viser plusieurs finaliteÂs de marketing. On pourrait deÁs lors
20. Dans le meÃme sens mais sous l'ancienne loi, S. Gutwirth, `De toepassing van het finaliteitbeginsel
van de privacywet van 8 december 1992 tot de bescherming van de persoonlijke levensfeer ten
opzichte van de verwerking van persoonsgegevens', T.P.R., 1993, p. 1460, no 29; M.-H. Boulanger,
C.De Terwangne, Th. LeÂ onard, `La loi du 8 deÂcembre 1992 relative aÁ la protection de la vie priveÂe
aÁ l'eÂgard des traitements de donneÂes aÁ caracteÁre personnel', op. cit., p. 372, no 9; J. Dumortier,
Fr. Robben, note sous Comm. Anvers, 7 juillet 1994 et Comm. Bruxelles, 15 septembre 1994,
Computerrecht, 1994, p. 248; Th. LeÂ onard, Y. Poullet, `Fichiers bancaires: de quelques questions
de vie priveÂe', in Financieel Recht tussen Oud en Nieuw, Anvers, Maklu, 1996, pp. 557 et 558.
21. Et nous sommes entieÁrement d'accord avec M. De Bot lorsqu'il eÂnonce que l'application mateÂrielle
de la loi est indeÂpendante de la finaliteÂ viseÂe par le traitement (D. De Bot, Verwerking van
persoonsgegevens, op. cit., p. 38 nos 43 et 44). Notre souci est ici beaucoup plus terre aÁ terre: ne
pas nous deÂpartir d'une reÁgle d'identification des traitements simple permettant l'application logique
et systeÂmatique des reÁgles (trop) complexes preÂvues par la loi.
22. Elle ne reÂduit pas, par exemple, le champ d'application mateÂriel de la loi meÃme si, nous l'admettons,
l'existence d'une finaliteÂ n'est pas neÂcessaire aÁ l'application de la loi. Il n'empeÃche que tout traitement
de donneÂes est normalement traverseÂ par une finaliteÂ d'utilisation, fuÃt-elle indeÂtermineÂe.
23. Plus la finaliteÂ est deÂtermineÂe de manieÁre preÂcise, plus la protection deÂcoulant du principe de finaliteÂ
est efficace.
24. Si, d'embleÂe, une entreprise deÂfinit trop largement ses traitements en ne distinguant pas ceux-ci
suffisamment au regard des finaliteÂs poursuivies, elle risque fort d'appliquer erroneÂment le principe de
finaliteÂ aÁ des buts d'utilisation trop larges. Nous verrons que de telles approches ont preÂciseÂment deÂjaÁ
eÂteÂ censureÂes par les tribunaux (cf. infra, no 300). Par contre, si elle adopte deÁs le deÂpart une approche
par des finaliteÂs treÁs preÂcises correspondant chacune aÁ un seul et meÃme traitement, elle reÂduit
fortement le risque de censure.
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s'arreÃter aÁ cette deÂfinition. Mais ne pas deÂfinir plus preÂciseÂment la finaliteÂ de deÂpart
peut reÂserver de mauvaises surprises par la suite. Il a ainsi eÂteÂ jugeÂ que la promotion et
la prospection de produits financiers d'une banque participaient aÁ une finaliteÂ distincte
du marketing de produits d'assurance 25. On voit ici tout le risque d'une deÂfinition du
traitement indeÂpendante des finaliteÂs poursuivies: une fois le traitement identifieÂ, tout
porte aÁ croire que l'entreprise raisonnera au deÂpart de l'ensemble des finaliteÂs du
traitement sans plus tenter par la suite de preÂciser chacune des finaliteÂs qui y seraient
artificiellement regroupeÂes.
Sous-section 2. Le traitement non automatiseÂ
120 DeÂfinition ± Conditions
De la deÂfinition du traitement se deÂduit l'existence leÂgale du traitement non auto-
matiseÂ. Ce dernier ne tombe toutefois sous le champ d'application de la loi que si le
traitement porte sur des donneÂes « contenues ou appeleÂes aÁ figurer dans un fichier » 26.
Pour qu'il y ait un traitement non automatiseÂ, trois conditions doivent eÃtre remplies:
l'existence d'une ou plusieurs opeÂrations sur les donneÂes (1), l'existence d'un fichier
(2) et l'utilisation exclusive de proceÂdeÂs non automatiseÂs (3).
La premieÁre de ces conditions ayant deÂjaÁ eÂteÂ examineÂe, on se limitera aÁ l'analyse
des deux autres.
130 Existence d'un fichier ± Exclusion des dossiers
L'article 1er, § 2 deÂfinit aujourd'hui le fichier comme « tout ensemble de donneÂes aÁ
caracteÁre personnel accessibles selon des criteÁres deÂtermineÂs, que cet ensemble soit
centraliseÂ, deÂcentraliseÂ ou reÂparti de manieÁre fonctionnelle ou geÂographique ».
Au sens le plus classique du terme, le fichier deÂsigne un simple ensemble de
donneÂes traiteÂes en vue d'une utilisation particulieÁre. En subordonnant l'existence du
fichier aÁ une condition expresse d'accessibiliteÂ des donneÂes, la loi vise aÁ exclure les
dossiers de son champ d'application.
Le criteÁre retenu est preÂciseÂ par rapport aÁ l'ancienne loi. La structure des donneÂes aÁ
caracteÁre personnel doit permettre leur accessibiliteÂ selon des criteÁres deÂtermineÂs. Ce
n'est donc pas les dossiers eux-meÃmes qui doivent faire l'objet d'une organisation ou
structuration mais bien les donneÂes qu'ils contiennent en vue d'en faciliter l'acceÁs et
l'utilisation 27 . La nouvelle loi est cependant muette concernant le niveau d'accessi-
biliteÂ aÁ atteindre pour admettre la qualification de fichier. On peut donc s'attendre aÁ ce
que les difficulteÂs d'application de cette notion continuent 28.
25. Comm. Anvers (PreÂs.), 7 juillet 1994, D.C.C.R., 1994, p. 83 et note de Th. LeÂ onard confirmeÂe par
Anvers (5e ch.), 13 mai 1999, A.J.T., 1999-2000, p. 437 et s.
26. Art. 3, § 1er de la loi.
27. Le consideÂrant 27 de la directive preÂcise bien que `les dossiers ou ensemble de dossiers, de meÃme que
leurs couvertures, qui ne sont pas structureÂs selon des criteÁres deÂtermineÂs n'entrent en aucun cas dans
le champ d'application de la preÂsente directive'. Dans le meÃme sens, Y. Poullet, A. Cruquenaire,
N. Daubies et alii, Droit de l'informatique et des technologies de l'information Chronique de
jurisprudence 1995-2001, op. cit., p. 143, no 147.
28. Il est significatif que la seule affaire belge ayant donneÂ lieu, en la matieÁre, aÁ un arreÃt de la Cour de
cassation ait preÂciseÂment porteÂ sur la deÂfinition du `fichier' (voir Cass. (1re ch.), 16 mai 1997, J.T.,
1997, p. 779).
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La Commission de la protection de la vie priveÂe a toujours opteÂ pour une deÂfinition
treÁs large de la notion de fichier 29. La jurisprudence est, quant aÁ elle, plus restrictive
bien qu'il ne paraisse pas possible de preÂciser le criteÁre de distinction retenu, l'analyse
gisant presque inteÂgralement en fait 30.
Contrairement aÁ ce que soutient un arreÃt de la Cour d'appel d'Anvers, la loi
s'applique meÃme lorsque le fichier n'est pas concËu pour eÃtre conserveÂ durant une
longue peÂriode 31. Il s'agissait en l'espeÁce d'une demande d'acceÁs, introduite par la
personne concerneÂe, aÁ un dossier de candidature constitueÂ par le MinisteÁre de la
Justice en vue de pourvoir une place vacante de preÂsident d'un tribunal. La Cour
d'appel a consideÂreÂ que le dossier en cause, de par sa nature « occasionnelle » ± il ne
devait eÃtre consulteÂ que durant la peÂriode d'examen des candidatures ± ne permettait
pas une consultation systeÂmatique des donneÂes. Ce faisant, elle ajoutait une condition
relative aÁ la dureÂe de la conservation, absente de l'ancienne deÂfinition leÂgale du fichier
et contraire au nouveau texte puisque, doreÂnavant, un traitement peut exister indeÂ-
pendamment de toute condition de conservation des donneÂes.
140 Utilisation d'un proceÂdeÂ non automatiseÂ
Les donneÂes doivent eÃtre conserveÂes et utiliseÂes sur un support non automatiseÂ. A
l'opposeÂ de la deÂfinition des traitements automatiseÂs, on vise ici les utilisations de
donneÂes qui ne s'effectuent pas par le biais d'une technologie de l'information
« avanceÂe » (informatique, teÂleÂmatique, etc.). On pense aÁ toute technique qui ne
neÂcessite pas l'emploi d'une machine « intelligente » pour effectuer des opeÂrations
sur les donneÂes. En ce sens, le support permet un acceÁs direct de l'opeÂrateur aÁ
l'information et ce, de manieÁre autonome (la feuille de papier, la microfiche 32, la
cassette analogique, etc.).
SECTION 3. LE RESPONSABLE DU TRAITEMENT
ET LE SOUS-TRAITANT
150 DeÂfinition du responsable du traitement
Les concepts de «maõÃtre du fichier » et de « gestionnaire du traitement » ont eÂteÂ
remplaceÂs par les deÂfinitions de « responsable du traitement » et de « sous-traitant ».
L'article 1er, § 4 de la loi deÂfinit le responsable du traitement comme « la personne
physique ou morale, l'association de fait ou l'administration publique qui, seule ou
29. Cf. par exemple, avis de la Commission de la protection de la vie priveÂe no 15/2000 du 24 mai 2000,
http://www.privacy.fgov.be ouÁ elle estime que des archives conserveÂes `en bon ordre' qui contiennent
des donneÂes aÁ caracteÁre personnel doivent eÃtre consideÂreÂes comme des fichiers tout en insistant sur le
fait que l'admission ou le rejet de la qualification deÂpend d'une analyse in concreto du contenu et de la
manieÁre dont les archives sont conserveÂes; avis no 21/1998 du 27 juillet 1998 relatif aÁ un avant-projet
de loi modifiant la loi sur les hoÃpitaux concernant les dossiers meÂdicaux, http://privacy.fgov.be.
30. Voir par exemple, Civ. Hasselt (reÂf.), 2 octobre 1997, Rev. Dr. SanteÂ, 1997-1998, p. 333 et s. et note
W. Vercruyssen (ancienne deÂfinition; refus de la qualification de dossiers meÂdicaux); Trib.
trav. Gand (4e ch.), 1er octobre 1999, T.G.R., 2000, p. 90 et s.; A.J.T., 1999-2000, p. 850 et s.
(ancienne deÂfinition; refus de la qualification d'une liste d'envois postaux aÁ des assureÂs sociaux);
Bruxelles (1re ch.), 14 septembre 1999, A.M., 2000, p. 93 et s. (ancienne deÂfinition; refus de
qualification concernant la publication d'un nom et de l'aÃge d'une personne dans un magazine).
31. Anvers (1re ch.), 27 septembre 1995, A.J.T., 1995-96, note J. Dumortier; R.W., 1995-1996, p.750.
32. Certes, dans ce cas, l'utilisation d'une `machine' est neÂcessaire pour acceÂder aÁ l'information. Ce
proceÂdeÂ ne peut cependant pas eÃtre consideÂreÂ comme un support automatiseÂ; il consiste en une simple
loupe mais ne permet pas en lui-meÃme de traiter les donneÂes.
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conjointement avec d'autres, deÂtermine les finaliteÂs et les moyens du traitement de
donneÂes aÁ caracteÁre personnel (...) » 33.
Si le criteÁre de la deÂtermination des finaliteÂs est conserveÂ, celui de la deÂtermination
des «moyens » du traitement remplace celui du choix des cateÂgories de donneÂes,
preÂsent dans l'ancienne loi. Les deux criteÁres sont doreÂnavant cumulatifs.
La deÂfinition leÂgale preÂcise que la prise de deÂcision quant aux finaliteÂs et moyens du
traitement peut eÃtre conjointe, ce qui impliquera alors l'identification de plusieurs
responsables aÁ l'eÂgard d'un meÃme traitement. Ainsi, si diffeÂrents opeÂrateurs de
teÂleÂcommunication centralisent des donneÂes relatives aux abonneÂs preÂsentant des
retards de paiement, ils seront chacun consideÂreÂs comme responsable du traitement
centraliseÂ. Par contre, s'ils se groupent en une entiteÂ juridique distincte, cette dernieÁre
apparaõÃtra comme le responsable des divers traitements de donneÂes creÂeÂs en son sein.
On peut aussi penser aux centrales de creÂdit ou de risques particuliers en matieÁre
d'assurance.
Cette nouvelle deÂfinition peut poser, en pratique, pas mal de difficulteÂs lorsqu'il
s'agit de deÂterminer qui est le responsable du traitement au sein de groupes d'en-
treprises, soit parce que des entiteÂs juridiques distinctes deÂterminent les finaliteÂs et les
moyens du traitement, soit parce que le traitement est mis aÁ la disposition de plusieurs
entreprises du groupe par une seule entiteÂ 34.
160 DeÂfinition du sous-traitant
Celui qui traite les donneÂes pour le compte du responsable est deÂsigneÂ par le terme de
« sous-traitant » 35.
Il peut s'agir du prestataire informatique qui geÁre le traitement, de l'entreprise de
marketing direct qui met aÁ jour les donneÂes de ses clients, du secreÂtariat social qui geÁre
le paiement des salaires pour une P.M.E., etc.
Le sous-traitant doit eÃtre distingueÂ de celui qui traite les donneÂes sous l'autoriteÂ
directe du responsable, aÁ savoir principalement le preÂposeÂ ou le fonctionnaire agissant
dans le cadre de leur contrat de travail ou statut.
170 Responsable du traitement et sous-traitant ± Distinction
Dans un certain nombre de situations, il n'est pas aiseÂ de distinguer le responsable du
traitement et le sous-traitant. On pense par exemple aÁ l'employeur qui confie, en tout
ou partie, la gestion de l'administration du personnel aÁ un secreÂtariat social ou aÁ une
autre entreprise de service eÂquivalente ou encore aÁ l'entreprise qui fait appel aÁ une
socieÂteÂ de marketing direct aux fins de deÂterminer un public cibleÂ pour une de ses
campagnes publicitaires.
En theÂorie, des distinctions devraient eÃtre opeÂreÂes suivant les criteÁres leÂgaux
d'identification du responsable du traitement. Le prestataire de service qui traite
33. La deÂfinition leÂgale se poursuit en indiquant que: `Lorsque les finaliteÂs et les moyens du traitement
sont deÂtermineÂs par ou en vertu d'une loi, d'un deÂcret ou d'une ordonnance, le responsable du
traitement est la personne physique, la personne morale, l'association de fait ou l'administration
publique deÂsigneÂe comme responsable du traitement par ou en vertu de cette loi, de ce deÂcret ou de
cette ordonnance'.
34. Pour une analyse plus fouilleÂe, D. De Bot, Verwerking van persoonsgegevens, op. cit., p. 46 et s.,
nos 60 aÁ 63.
35. Article 1er, § 5 de la loi: `la personne physique ou morale, l'association de fait ou l'administration
publique qui traite des donneÂes aÁ caracteÁre personnel pour le compte du responsable du traitement et
est autre que la personne qui, placeÂe sous l'autoriteÂ directe du responsable du traitement, est habiliteÂe
aÁ traiter les donneÂes'.
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des donneÂes de son client dans le cadre des services presteÂs devra geÂneÂralement eÃtre
consideÂreÂ comme un responsable du traitement. Si un secreÂtariat social, contacteÂ par
un employeur, assure le paiement des salaires, ainsi que les diffeÂrentes obligations
administratives lieÂes, se dote d'un outil informatique performant lui permettant de
traiter toutes les informations neÂcessaires, il paraõÃt seul deÂcider de sa finaliteÂ et des
moyens du traitement. Il en est de meÃme pour la socieÂteÂ de marketing direct qui, aÁ
partir de ses propres banques de donneÂes, fournit une liste d'adresses cibleÂes aÁ ses
clients.
En pratique, les situations sont toutefois plus complexes. Celui qui fait appel aÁ un
prestataire de services peut aussi vouloir garder le controÃle de toutes les informations
qu'il lui transmet. Il est donc recommandeÂ aux parties de deÂterminer avec preÂcision
dans leur contrat, quelles sont les qualiteÂs de chaque partie au regard de la loi. On peut
d'ailleurs imaginer que les diffeÂrentes obligations soient partageÂes entre parties.
SECTION 4. AUTRES DEÂFINITIONS
180 Tiers et destinataire
La notion de « tiers » 36 fait doreÂnavant l'objet d'une deÂfinition leÂgale. Il s'agit de toute
autre personne que le responsable du traitement, le sous-traitant et les personnes qui
traitent les donneÂes sous leur autoriteÂ directe. La plupart du temps, deux socieÂteÂs du
meÃme groupe d'entreprises sont ainsi tiers au sens de la loi.
Le concept de « destinataire » est tout aÁ fait neuf 37. Proche de la notion de « tiers »
en ce qu'il vise les personnes qui recËoivent communication des donneÂes, il s'en
distingue cependant par le fait que ces personnes peuvent faire partie de l'entiteÂ du
responsable du traitement ou du sous-traitant. On vise donc par laÁ, outre la commu-
nication aÁ des tiers au sens preÂciteÂ, les flux d'informations entre deÂpartements d'une
meÃme socieÂteÂ 38. Cette notion est principalement utiliseÂe dans le cadre de l'obligation
d'information qui oblige notamment le responsable du traitement aÁ informer la per-
sonne concerneÂe des destinataires de donneÂes.
190 Consentement de la personne concerneÂe
La loi deÂfinit enfin ce qu'il faut entendre par le « consentement de la personne
concerneÂe ». Le consentement de la personne concerneÂe joue un roÃle essentiel dans
la protection mise en place. Il permet par exemple de leÂgitimer un traitement ou de
lever l'interdiction de traitement des donneÂes sensibles. La loi vise par laÁ « toute
manifestation de volonteÂ, libre, speÂcifique et informeÂe par laquelle la personne
concerneÂe ou son repreÂsentant leÂgal accepte que des donneÂes aÁ caracteÁre personnel
la concernant fassent l'objet d'un traitement » 39.
36. Article 1er, § 6 de la loi: `la personne physique, la personne morale, l'association de fait ou
l'administration publique, autre que la personne concerneÂe, le responsable du traitement, le sous-
traitant et les personnes qui, placeÂes sous l'autoriteÂ directe du responsable du traitement ou du sous-
traitant, sont habiliteÂes aÁ traiter les donneÂes'.
37. Article 1er, § 7 de la loi: `la personne physique, la personne morale, l'association de fait ou
l'administration publique qui recËoit communication de donneÂes, qu'il s'agisse ou non d'un tiers
(...)'; cette disposition preÂcise en outre que `les instances administratives ou judiciaires qui sont
susceptibles de recevoir communication de donneÂes dans le cadre d'une enqueÃte particulieÁre ne sont
toutefois pas consideÂreÂes comme des destinataires'.
38. ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, p. 16.
39. Article 1er, § 8 de la loi.
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Toute manifestation de volonteÂ peut constituer un consentement. Il ne doit pas
neÂcessairement eÃtre donneÂ par eÂcrit et peut eÃtre implicite, sauf exception preÂvue par la
loi 40.
Le consentement doit eÃtre libre, c'est-aÁ-dire eÃtre donneÂ en dehors de toute pression.
L'ideÂe est de preÂvenir toute menace de discrimination suite au choix de la personne
concerneÂe. Cette condition paraõÃt bien illusoire en pratique. La pression eÂconomique
consistant dans le risque de se voir refuser un produit ou un service consideÂreÂ aÁ tort ou
aÁ raison comme essentiel par la personne concerneÂe l'ameÁnera bien souvent aÁ donner
son consentement sans aucun esprit critique.
Le consentement doit eÂgalement eÃtre speÂcifique. Il ne peut avoir un objet geÂneÂral
mais doit porter sur des traitements preÂciseÂment deÂfinis notamment en leurs finaliteÂs,
poursuivis par des responsables deÂtermineÂs.
Le consentement doit enfin eÃtre informeÂ. Le responsable du traitement doit donc
transmettre aÁ la personne concerneÂe toute information neÂcessaire aÁ l'analyse du risque
particulier que repreÂsente le traitement envisageÂ pour ses droits et liberteÂs. A cet eÂgard,
l'information recËue par la personne concerneÂe au moment de la collecte semble
constituer un minimum.
40. Par exemple en matieÁre de donneÂes dites sensibles (cf. infra, no 360 et s.).
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Chapitre 2. Champ d'application
SECTION 1. CHAMP D'APPLICATION MATEÂRIEL
200 Principe
Le champ d'application ratione materiae de la loi est particulieÁrement vaste. Elle
s'applique aÁ tout traitement de donneÂes aÁ caracteÁre personnel deÁs lors qu'il est
automatiseÂ en tout ou partie. Elle s'applique eÂgalement aux traitements non auto-
matiseÂs de donneÂes contenues ou destineÂes aÁ figurer dans un fichier.
L'article 3, § 2 preÂvoit cependant diffeÂrentes exceptions ne beÂneÂficiant pour la
plupart qu'aux entiteÂs relevant du secteur public. Deux exceptions au champ d'ap-
plication mateÂriel retiennent neÂanmoins ici brieÁvement notre attention 41.
210 PremieÁre exception: traitements dans l'exercice d'activiteÂs personnelles ou do-
mestiques
L'article 3, § 2 de la loi exclut de son champ d'application le « traitement de donneÂes aÁ
caracteÁre personnel effectueÂ par une personne physique pour l'exercice d'activiteÂs
exclusivement personnelles ou domestiques ».
Seuls les traitements tenus aÁ titre personnel ou domestique par des personnes
physiques sont viseÂs. On peut penser aux traitements poursuivis aux fins de la gestion
du budget familial, les reÂpertoires d'adresses priveÂs, l'organisation d'eÂveÂnements
priveÂs comme un mariage, etc.
Les socieÂteÂs ou associations ne beÂneÂficient jamais de cette exception, au contraire
des personnes physiques qui la composent. A partir du moment ouÁ ces traitements sont
mis en úuvre, meÃme occasionnellement, aÁ titre professionnel ou public, ils tombent
dans le champ de la loi. Ainsi, le courtier d'assurance qui s'adresse aÁ des connais-
sances afin de leur proposer une police d'assurance doit respecter la loi meÃme s'il se
base sur son reÂpertoire d'adresses priveÂ.
220 Seconde exception: traitements effectueÂs aux seules fins de journalisme ou
d'expression artistique ou litteÂraire
L'article 3, § 3 de la loi exclut partiellement de son champ d'application les traite-
ments effectueÂs aux seules fins de journalisme ou d'expression artistique ou litteÂraire.
Le but eÂtait ici de se conformer aÁ l'article 9 de la directive qui imposait aux Etats
membres de preÂvoir des exemptions et deÂrogations aux principes fondamentaux de la
protection « dans la seule mesure ouÁ elles s'aveÁrent neÂcessaires pour concilier le droit
aÁ la vie priveÂe avec les reÁgles reÂgissant la liberteÂ d'expression ».
41. Notons que l'article 3, § 5, 4o de la loi eÂnonce que les dispositions relatives aÁ l'obligation d'informa-
tion, au droit d'acceÁs et au droit de correction (art. 9, 10, § 1er et 12) ne s'appliquent pas aux
traitements de donneÂes aÁ caracteÁre personnel rendus neÂcessaires par la loi du 11 janvier 1993 relative
aÁ la preÂvention de l'utilisation du systeÁme financier aux fins du blanchiment de capitaux.
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Il ne peut eÃtre question ici de commenter en deÂtail une disposition qui demanderait aÁ
elle seule une eÂtude approfondie 42. Retenons ici qu'au nom des liberteÂs d'expression
et artistiques, des exceptions conditionneÂes sont reconnues aÁ la protection leÂgale mise
en place concernant principalement le reÂgime des donneÂes sensibles, aÁ l'obligation
d'information, aux droits d'acceÁs et de correction ainsi qu'aÁ l'obligation de deÂcla-
ration.
SECTION 2. CHAMP D'APPLICATION TERRITORIAL
230 Principe
La loi, en son article 3bis, preÂvoit deux criteÁres de rattachement permettant d'appeler aÁ
la protection leÂgale.
Pour que la loi belge soit applicable, il faut:
± soit que le traitement soit « effectueÂ dans le cadre des activiteÂs reÂelles et effectives
d'un eÂtablissement fixe du responsable du traitement sur le territoire belge ou en
un lieu ouÁ la loi belge s'applique en vertu du droit international public »;
± soit, si le responsable du traitement n'a pas d'eÂtablissement sur le territoire de la
CommunauteÂ europeÂenne, que ce dernier « recourt, aÁ des fins de traitement de
donneÂes aÁ caracteÁre personnel, aÁ des moyens automatiseÂs ou non, situeÂs sur le
territoire belge, autres que ceux qui sont exclusivement utiliseÂs aÁ des fins de transit
sur le territoire belge » 43.
240 HypotheÁse d'un eÂtablissement fixe du responsable sur le territoire belge
Le traitement doit eÃtre effectueÂ dans le cadre des activiteÂs reÂelles et effectives d'un
eÂtablissement fixe du responsable du traitement. C'est donc la loi du territoire sur
lequel se situe l'eÂtablissement pour lequel le traitement est effectueÂ qui est appli-
cable 44.
Ainsi, une entreprise eÂtrangeÁre qui effectue un traitement sur son territoire ne sera
pas soumise aÁ la loi belge si, malgreÂ la preÂsence de filiales sur le territoire belge, le
traitement n'est pas poursuivi dans le cadre des activiteÂs de cette filiale. On peut par
exemple penser aÁ des traitements poursuivis dans le cadre d'un site web ouvert par la
maison meÁre eÂtrangeÁre d'un groupe de socieÂteÂs dont une filiale se situe en Belgique,
pour autant que les services qui sont presteÂs via ce site le sont par la seule maison
meÁre, indeÂpendamment de sa filiale belge. Ainsi, des commandes de disques peuvent
eÃtre effectueÂes sur le web sans intervention d'une filiale situeÂe en Belgique. Le
42. Voir notamment, concernant l'ancienne loi meÃme si les questions fondamentales abordeÂes restent
d'actualiteÂ M. FlameÂ e et Th. LeÂ onard, `La liberteÂ de la presse aÁ l'aune de la protection des donneÂes:
liberteÂ responsable ou liberteÂ surveilleÂe?', Revue GeÂneÂrale de Droit Civil, 1997, p.5 aÁ 42; voir aussi
Avis de la Commission de la protection de la vie priveÂe no 09/95 du 5 avril 1995 concernant
l'application de la loi du 8 deÂcembre 1992 relative aÁ la protection de la vie priveÂe aÁ l'eÂgard des
traitements de donneÂes aÁ caracteÁre personnel par les meÂdias, http://www.privacy.fgov.be; concernant
la disposition actuelle, voir D.De Bot, Verwerking van persoonsgegevens, op. cit., p. 74 et s., nos 101
aÁ 110; L. GeuÃ ens, `Presse et vie priveÂe: vraie question de liberteÂs, fausse question de censure', Rev.
UbiquiteÂ, 1999, p. 67 et s.; Th. LeÂ onard et Y. Poullet, `La protection des donneÂes aÁ caracteÁre
personnel en pleine (r)eÂvolution', op. cit., p. 380, nos 10 aÁ 14 .
43. Le responsable doit alors deÂsigner un repreÂsentant eÂtabli sur le territoire belge. Ce dernier assurera le
lien neÂcessaire entre le responsable du traitement situeÂ aÁ l'eÂtranger et les personnes concerneÂes par les
donneÂes et/ou les autoriteÂs de controÃle. Il sera, le cas eÂcheÂant, responsable du non-respect de la loi sans
preÂjudice d'actions eÂventuelles intenteÂes contre le responsable lui-meÃme.
44. ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, p. 26.
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traitement des donneÂes poursuivi par la maison meÁre n'est pas effectueÂ dans le cadre
des activiteÂs de la filiale belge.
Une autre condition essentielle est, selon nous, contenue dans le criteÁre retenu par la
loi belge 45. L'eÂtablissement doit participer au traitement des donneÂes dans le cadre de
ses activiteÂs et n'est soumis aÁ la loi que dans la mesure du traitement qu'il opeÁre sur les
donneÂes. S'il profite donc de donneÂes traiteÂes en dehors du territoire ±il a par exemple
un acceÁs on line aÁ une banque de donneÂes organiseÂe aÁ l'eÂtranger par une socieÂteÂ súur ±
la loi belge ne s'applique aÁ lui que pour les opeÂrations subseÂquentes de traitement
(p. ex., il inteÁgre les donneÂes consulteÂes dans sa propre banque de donneÂes).
Une dernieÁre condition est que l'eÂtablissement du responsable du traitement pour
lequel le traitement est effectueÂ soit situeÂ sur le territoire belge.
La loi, reprenant le principe contenu dans la directive, vise tout eÂtablissement fixe
du responsable du traitement. L'exposeÂ des motifs se reÂfeÁre expresseÂment au consi-
deÂrant 19 de la directive selon lequel « l'eÂtablissement sur le territoire d'un Etat
membre suppose l'exercice effectif et reÂel d'une activiteÂ au moyen d'une installation
stable ». Ce consideÂrant preÂcise en outre que « la forme juridique retenue pour un tel
eÂtablissement, qu'il s'agisse d'une simple succursale ou d'une filiale ayant la
personnaliteÂ juridique, n'est pas deÂterminante aÁ cet eÂgard ».
250 HypotheÁse de l'eÂtablissement du responsable situeÂ en dehors du territoire euro-
peÂen
Le responsable du traitement n'a pas d'eÂtablissement sur le territoire de la Commu-
nauteÂ europeÂenne mais « recourt, aÁ des fins de traitement de donneÂes aÁ caracteÁre
personnel, aÁ des moyens automatiseÂs ou non, situeÂs sur le territoire belge, autres que
ceux qui sont exclusivement utiliseÂs aÁ des fins de transit sur le territoire belge » 46. La
loi belge lui est alors applicable.
La porteÂe exacte de ce criteÁre n'est pas claire. Il pose en outre d'inextricables
difficulteÂs dans son eÂventuelle application aux traitements poursuivis dans le cadre de
la gestion d'un site internet au deÂpart d'un pays tiers aÁ l'Union.
Deux interpreÂtations peuvent, aÁ tout le moins, eÃtre deÂfendues 47.
La premieÁre interpreÂtation consiste aÁ appliquer cette disposition aÁ la lettre. DeÁs lors
que le responsable n'a pas d'eÂtablissement sur le territoire communautaire mais utilise
n'importe quel moyen 48 situeÂ sur le territoire belge en vue de traiter des donneÂes aÁ
caracteÁre personnel, la loi belge s'appliquerait sous reÂserve du seul transit des donneÂes
sur le territoire.
Il en reÂsulterait un pheÂnomeÁne de rattachement de tout traitement situeÂ en dehors
des CommunauteÂs aux lois nationales deÁs lors que ce traitement preÂsenterait un lien
mateÂriel, si minime soit-il, avec le territoire d'un pays des CommunauteÂs, en l'espeÁce
45. Dans le meÃme sens, D. De Bot, Verwerking van persoonsgegevens, op. cit., p. 91 et s., no 121;
Th. LeÂ onard et Y. Poullet, `La protection des donneÂes aÁ caracteÁre personnel en pleine (r)eÂvolu-
tion', op. cit., p. 382, no 19.
46. Le responsable doit alors deÂsigner un repreÂsentant eÂtabli sur le territoire belge. Ce dernier assurera le
lien neÂcessaire entre le responsable du traitement situeÂ aÁ l'eÂtranger et les personnes concerneÂes par les
donneÂes et/ou les autoriteÂs de controÃle. Il sera, le cas eÂcheÂant, responsable du non-respect de la loi sans
preÂjudice d'actions eÂventuelles intenteÂes contre le responsable lui-meÃme.
47. Voir notamment sur cet eÂpineux deÂbat, D. De Bot, Verwerking van persoonsgegevens, op. cit., p. 92
et s., no 124 et s.; Th. LeÂ onard et Y. Poullet, `La protection des donneÂes aÁ caracteÁre personnel en
pleine (r)eÂvolution', op. cit., p. 383, no 20 et s.
48. D'apreÁs l'exposeÂ des motifs, `le terme`moyens' recouvre tout eÂquipement possible, tels que les
ordinateurs, les appareils de teÂleÂcommunication, les uniteÂs d'impression, etc., aÁ l'exclusion, formuleÂe
explicitement, des moyens qui sont uniquement utiliseÂs pour le transit des donneÂes aÁ caracteÁre
personnel par le territoire, tels que les caÃbles, les routers, etc.' (p. 27).
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la Belgique. En conseÂquence par exemple, tout traitement de donneÂes aÁ caracteÁre
personnel poursuivi dans le cadre d'un site web dont le responsable est eÂtabli dans
n'importe quelle partie du monde serait soumis aÁ la loi belge deÁs lors que ce site
permettrait la collecte de ces donneÂes par des moyens situeÂs sur le territoire belge ± le
P.C. du surfeur belge, son logiciel de navigation, les installations de son fournisseur
d'acceÁs, les lignes des opeÂrateurs de teÂleÂcommunication, etc.
Une deuxieÁme interpreÂtation prend le contre-pied de la premieÁre. La disposition
commenteÂe doit se comprendre aÁ la lumieÁre de sa ratio legis et des autres dispositions
de la loi, principalement celles relatives aux flux de donneÂes vers les pays tiers aÁ la
CommunauteÂ.
Elle ameÁne aÁ retenir l'application de l'article 3bis, 2o dans deux cateÂgories de
situations 49. La premieÁre est celle ouÁ le responsable du traitement cherche deÂlibeÂreÂ-
ment aÁ contourner les lois nationales prises en vertu de la directive et, pour ce faire,
deÂlocalise son eÂtablissement dans un pays tiers tout en utilisant encore certains
moyens sur le territoire communautaire. La seconde vise le cas ouÁ le responsable
du traitement reÂalise, par des moyens propres situeÂs sur le territoire europeÂen, un flux
de donneÂes vers le pays tiers ouÁ il traite les donneÂes 50.
49. Cette interpreÂtation a eÂteÂ deÂfendue en matieÁre d'Internet par M.-H. Boulanger, C. de Terwangne,
« Internet et le respect de la vie priveÂe », op. cit., pp. 200 aÁ 204.
50. On pense notamment au cas ouÁ il deÂpose des cookies sur le disque dur d'un surfeur europeÂen lors de la
consultation de son site web.
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Chapitre 3. LeÂgitimiteÂ et liceÂiteÂ des traitements
poursuivis par l'entreprise
260 Principe
La loi vise avant tout aÁ creÂer un lieu d'eÂquilibre entre les inteÂreÃts du responsable du
traitement et ceux de la personne concerneÂe. Son but n'est pas d'interdire aÁ l'en-
treprise de traiter des donneÂes aÁ caracteÁre personnel.
Le principe reste la liberteÂ de traitement, brideÂe par le respect du principe de
finaliteÂ. Un traitement peut eÃtre poursuivi deÁs lors qu'il respecte les liberteÂs indivi-
duelles de l'individu. Cette condition est deÂpendante du but d'utilisation des donneÂes
et de la correÂlation neÂcessaire qui doit exister entre les donneÂes et ce but d'utilisation.
Nous verrons que la loi deÂtermine largement a priori les hypotheÁses dans lesquelles la
finaliteÂ du traitement peut eÃtre accepteÂe.
Seules certaines cateÂgories de donneÂes ± les donneÂes dites « sensibles » ± obeÂissent
aÁ la reÁgle inverse: interdiction de traitement sauf exception preÂvue par ou en vertu de
la loi.
D'autre cateÂgories de reÁgles limitent aujourd'hui la liberteÂ de traitement du
responsable: certains transferts transfrontieÁres de donneÂes sont interdits, de meÃme
que les deÂcisions dites « automatiseÂes ». Enfin, le Roi peut eÂdicter des conditions
particulieÁres de mise en úuvre de traitements preÂsentant des risques particuliers.
SECTION 1. LE PRINCIPE DE FINALITEÂ
270 Dispositions fondamentales: les articles 4 et 5 de la loi
Les articles 4 et 5 de la loi posent deux principes distincts, mis en eÂvidence par la
doctrine 51.
Le premier ± principe de leÂgitimiteÂ ± postule que le but du traitement soit
deÂtermineÂ, explicite et leÂgitime 52. L'article 5 de la loi preÂvoit une liste d'hypotheÁses
dans lesquelles les finaliteÂs de traitement sont a priori leÂgitimes.
Le second ± principe de conformiteÂ ± exige un lien eÂtroit entre l'utilisation des
donneÂes et la finaliteÂ leÂgitime deÂclareÂe. Toute utilisation des donneÂes doit eÃtre
compatible avec la finaliteÂ. Plus preÂciseÂment, les donneÂes doivent eÃtre adeÂquates,
pertinentes et non excessives par rapport aÁ cette finaliteÂ.
A ces principes s'ajoutent eÂgalement les reÁgles de loyauteÂ et de liceÂiteÂ inscrites aÁ
l'article 4, § 1er, 1o ainsi que l'obligation d'exactitude des informations inscrites aÁ
l'article 4, § 1er, 4o.
51. Voir principalement, Th. LeÂ onard et Y. Poullet, `Les liberteÂs comme fondement de la protection
des donneÂes nominatives', in F. Rigaux, La vie priveÂe une liberteÂ parmi les autres?, Travaux de la
FaculteÂ de droit de Namur no 17, Bruxelles, Larcier, 1992, p. 231 et s.; S.Gutwirth, `De toepassing
van het finaliteitbeginsel van de privacywet van 8 december 1992 tot de bescherming van de
persoonlijke levensfeer ten opzichte van de verwerking van persoonsgegevens', T.P.R., 1993,
p. 1409 et s.
52. Article 4, § 1er, 2o de la loi: `Les donneÂes aÁ caracteÁre personnel doivent eÃtre: (...) 2o. collecteÂes pour
des finaliteÂs deÂtermineÂes, explicites et leÂgitimes, et ne pas eÃtre traiteÂes ulteÂrieurement de manieÁre
incompatible avec ces finaliteÂs, compte tenu de tous les facteurs pertinents, notamment des preÂvisions
raisonnables de l'inteÂresseÂ et des dispositions leÂgales et reÂglementaires applicables (...)'.
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Sous-section 1. La leÂ gitimiteÂ de la finaliteÂ
280 HypotheÁses de leÂgitimiteÂ des finaliteÂs preÂvues aÁ l'article 5
L'article 5 de la loi distingue six hypotheÁses dans lesquelles la poursuite d'un
traitement est a priori leÂgitime. Quatre peuvent concerner l'entreprise du secteur
priveÂ 53. La quatrieÁme retiendra principalement notre attention.
Le traitement peut d'abord avoir lieu « si la personne concerneÂe a indubitablement
donneÂ son consentement ». Le consentement dont il s'agit doit bien eÂvidemment
reÂpondre aux conditions contenues dans la deÂfinition leÂgale 54.
Le traitement se justifie eÂgalement a priori s'il est « neÂcessaire aÁ l'exeÂcution d'un
contrat auquel la personne concerneÂe est partie ou aÁ l'exeÂcution de mesures preÂcon-
tractuelles prises aÁ la demande de celle-ci ». Les traitements neÂcessaires aÁ l'exeÂcution
d'un service demandeÂ ou de la livraison d'un bien acheteÂ par la personne concerneÂe en
sont des exemples d'application.
La disposition permet aussi le traitement de donneÂes « neÂcessaire au respect d'une
obligation aÁ laquelle le responsable du traitement est soumis par ou en vertu d'une loi,
d'un deÂcret ou d'une ordonnance ». On peut citer aÁ titre d'exemple des obligations qui
s'imposent aux employeurs telles que la tenue d'une comptabiliteÂ particulieÁre ou un
registre du personnel accessible aux inspecteurs chargeÂs du controÃle de la leÂgislation
sociale, la communication de certaines donneÂes de leur personnel aux organismes de
seÂcuriteÂ sociale, etc.
290 HypotheÁse particulieÁre de l'eÂquilibre des droits, liberteÂs et inteÂreÃts en preÂsence
L'article 5, f) preÂcise qu'un traitement peut eÃtre poursuivi si « il est neÂcessaire aÁ la
reÂalisation d'un inteÂreÃt leÂgitime poursuivi par le responsable du traitement ou par le
ou les tiers auxquels les donneÂes sont communiqueÂes, aÁ condition que ne preÂvalent pas
l'inteÂreÃt ou les droits et liberteÂs fondamentaux de la personne concerneÂe ».
Cette hypotheÁse tranche avec la preÂcision des autres cas de leÂgitimiteÂ preÂvus par la
loi. Elle exprime un standard, une reÁgle ouverte: c'est au cas par cas qu'il conviendra
d'opeÂrer la balance des inteÂreÃts en preÂsence.
Eu eÂgard au but de la protection ± le respect de la vie priveÂe de la personne
concerneÂe par les donneÂes, et de manieÁre geÂneÂrale, le respect des liberteÂs individuelles
± la loi ne peut admettre des finaliteÂs de traitement qui impliquent une violation
injustifieÂe des droits et liberteÂs de la personne concerneÂe.
De manieÁre plus preÂcise, la loi subordonne ici la leÂgitimiteÂ de la finaliteÂ aÁ trois
conditions cumulatives:
a. L'existence d'un inteÂreÃt leÂgitime poursuivi par le responsable du traitement ou le
tiers auquel les donneÂes sont communiqueÂes. Un inteÂreÃt est leÂgitime lorsqu'il n'est
contraire aÁ aucune loi ou reÁglement en vigueur. JugeÂ par exemple que la lutte contre
la fraude aÁ l'assurance et l'appreÂciation correcte du risque ainsi que la personna-
lisation des primes constituaient des inteÂreÃts leÂgitimes pour des compagnies
d'assurance regroupeÂes dans une entiteÂ speÂcifique en vue d'eÂchanger des informa-
tions relatives aÁ des personnes repreÂsentant des risques particuliers 55.
53. On ne parle pas ici des hypotheÁses ouÁ le traitement est neÂcessaire aÁ la sauvegarde de l'inteÂreÃt vital de la
personne ou est neÂcessaire aÁ l'exeÂcution d'une mission d'inteÂreÃt public (art. 5 d) et e) de la loi).
54. Voir supra, no 190.
55. Civ. Bruxelles (PreÂs.), 19 deÂcembre 2000, Bull. ass., 2001, p. 266 et s. et note Ch. van Oldeneel
(cette deÂcision est frappeÂe d'appel).
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b. Le lien de neÂcessiteÂ entre l'existence du traitement et la reÂalisation de l'inteÂreÃt
leÂgitime. Si d'autres moyens moins attentatoires aux liberteÂs individuelles que le
traitement en cause apportent au responsable un reÂsultat analogue, il ne peut choisir
la voie la plus dommageable. JugeÂ que ni le systeÁme du bonus-malus, ni celui de la
segmentation de la clienteÁle n'eÂnerve, pour les assureurs, la neÂcessiteÂ de constituer
une banque de donneÂes centrale afin d'appreÂcier correctement le risque et de
personnaliser les primes 56.
c. La non-preÂpondeÂrance d'un inteÂreÃt, d'un droit ou d'une liberteÂ fondamentale de la
personne concerneÂe. MeÃme si le responsable du traitement poursuit un inteÂreÃt
leÂgitime au moyen d'un traitement qui paraõÃt neÂcessaire, la finaliteÂ poursuivie ne
sera consideÂreÂe comme leÂgitime que si la balance des inteÂreÃts, liberteÂs et droits en
preÂsence penche en sa faveur.
Ont ainsi eÂteÂ jugeÂes leÂgitimes sur la base d'un eÂquilibre des inteÂreÃts en preÂsence, les
finaliteÂs de lutte contre la fraude aÁ l'assurance et d'appreÂciation correcte des primes
d'une centrale de risques en matieÁre d'assurance 57 ainsi que les finaliteÂs de promotion
et de prospection commerciale en geÂneÂral 58. Ont par contre eÂteÂ jugeÂs illeÂgitimes la
meÃme finaliteÂ de prospection commerciale poursuivie au deÂpart d'une analyse des
donneÂes contenues dans des virements en vue d'une opeÂration de marketing de
produits d'assurance 59 ainsi que le traitement de noms et d'adresses en vue de la
confection d'un annuaire et de sa distribution gratuite aÁ des fins de deÂmarchages
commerciales 60.
La Commission de la protection de la vie priveÂe s'est prononceÂe aÁ de nombreuses
reprises sur l'application de la disposition commenteÂe, dans un sens parfois contraire
aux solutions jurisprudentielles preÂciteÂes. Ainsi, par exemple, elle s'est montreÂe treÁs
seÂveÁre aÁ l'eÂgard des centrales de donneÂes, que ce soit dans le secteur de l'assurance 61
ou dans celui de l'immobilier 62. Elle a eÂgalement consideÂreÂ que l'eÂquilibre n'eÂtait pas
respecteÂe en cas de finaliteÂs de prospection commerciale impliquant des collectes de
donneÂes sur internet relatives aÁ des mineurs n'ayant pas atteint l'aÃge de discerne-
ment 63, d'enregistrements de communications teÂleÂphoniques dans un but de marketing
56. Idem.
57. Civ. Bruxelles (PreÂs.), 19 deÂcembre 2000, Bull. ass., 2001, p. 266 et s. et note Ch. van Oldeneel
(cette deÂcision est frappeÂe d'appel); Civ. Nivelles (PreÂs.), 28 octobre 2003, Bull. ass., 2004, p. 49 et s.
et note Ch. van Oldeneel concernant la seule finaliteÂ de lutte contre la fraude.
58. Comm. Anvers (PreÂs.), 7 juillet 1994 et Comm. Bruxelles (PreÂs.), 15 septembre 1994, Computerrecht,
1994, p. 244 et s. et note J. Dumortier et Fr. Robben; D.I.T., 1995, p. 55 et note O. Lesuisse; pour
d'autres commentaires sous ces deÂcisions, voir D.C.C.R., 1994, p. 83 et s. et note Th. LeÂ onard;
S. Gutwirth, `De ontdekking van de privacy van de burgers als doeltreffend wapen in de strijd
tussen concurrenten', note sous Comm. Bruxelles (reÂf.), 15 septembre 1994, Jaarboek Handelsprak-
tijk 1994, Diegem, Kluwer Rechtswetenschappen, 1995, p. 361 et s.; J-P. Buyle, L. Lannoye,
Y. Poullet, V. Willems, `Le droit de l'informatique Chronique de jurisprudence (1987-1994)',
op. cit., p. 236, no 72.
59. Anvers (5e ch.), 3 mai 1999, A.J.T., 1999-2000, p. 437 et s. et note C.De Vos sur appel de la deÂcision
preÂciteÂe du tribunal de commerce du 7 juillet 1994. La Cour est donc plus seÂveÁre que le tribunal sur le
point de la leÂgitimiteÂ: la deÂcision dont appel consideÂrait les donneÂes comme excessives eu eÂgard aÁ la
finaliteÂ de marketing et se placËait sur le seul terrain de la conformiteÂ des donneÂes au regard de la
finaliteÂ poursuivie (cf. sur ce point, Th. LeÂ onard, « La banque, le courtier et la vie priveÂe: une
premieÁre deÂcision jurisprudentielle », note sous Comm. Anvers (PreÂs.), 7 juillet 1994,D.C.C.R., 1994,
p. 8 et s., no 6).
60. Corr. Gand, 22 janvier 2000, Computerrecht, 2001, p. 263 et s.
61. Avis de la Commission de protection de la vie priveÂe no 21/2000 du 28 juin 2000 relatif au fichier
RSR, http://www.privacy.fgov.
62. Avis de la Commission de protection de la vie priveÂe no 52/2002 du 19 deÂcembre 2002 relatif aÁ la
constitution d'un fichier externe des locataires deÂfaillants, http://www.privacy.fgov.
63. Avis de la Commission de la protection de la vie priveÂe no 38/2002 du 16 septembre 2002 relatif aÁ la
protection de la vie priveÂe des mineurs sur l'internet, http://www.privacy.fgov.
± 3B2 (v 5.51a/W (Mar 07 1997)) , "K:/PDP/GUJE/11-112c1", p. 27, 10 November 2004, 13:16 Ð
LIVRE 112.1. LA PROTECTION DES DONNEÂES AÁ CARACTEÁRE PERSONNEL ET L'ENTREPRISE
GUJE (2e eÂd.), septembre 2004 Livre 112.1 ± 27
ou d'information de la clienteÁle 64, de collecte d'informations relatives aÁ la navigation
et au comportement d'un internaute sur un site de commerce eÂlectronique 65, etc.
Il faut toutefois eÃtre attentif au fait que l'eÂquilibre aÁ analyser est deÂpendant des
eÂleÂments speÂcifiques de fait et de droit qui entourent le traitement. Toute geÂneÂralisa-
tion ± comme l'affirmation que toute finaliteÂ de marketing est forceÂment leÂgitime ± est
donc aÁ proscrire.
300 ReÁgle de compatibiliteÂ des finaliteÂs
La finaliteÂ poursuivie doit eÃtre deÂtermineÂe. Cette condition formelle renvoie au
principe de transparence des traitements, exprimeÂe aÁ divers endroits de la loi 66.
Une finaliteÂ secreÁte est contraire aÁ l'article 4 de la loi. Il en deÂcoule deux
conseÂquences importantes pour le responsable du traitement.
Une finaliteÂ doit toujours eÃtre eÂnonceÂe de manieÁre claire, compleÁte et preÂcise par le
responsable du traitement, soit dans l'exeÂcution de ses obligations d'information, soit
dans l'exercice de son obligation de deÂclaration, de sorte qu'un controÃle de celle-ci
soit rendue possible. Une banque a, deÁs lors, eÂteÂ condamneÂe car elle poursuivait une
finaliteÂ de marketing de produits d'assurance alors que la finaliteÂ annonceÂe de son
traitement preÂcisait viser la « prospection pour les diffeÂrents services financiers » 67.
Une finaliteÂ ne peut eÃtre deÂtourneÂe. Une fois annonceÂe, la finaliteÂ doit eÃtre
respecteÂe, c'est-aÁ-dire que les donneÂes ne peuvent eÃtre utiliseÂes de manieÁre incompa-
tible avec cette finaliteÂ. La loi preÂcise cependant que la compatibiliteÂ doit tenir compte
de tous les facteurs pertinents, « notamment des preÂvisions raisonnables de l'inteÂresseÂ
et des dispositions leÂgales et reÂglementaires applicables ».
La Commission de protection de la vie priveÂe a, dans ses avis, mis en avant aÁ
diverses reprises des exemples de finaliteÂs incompatibles avec celles annonceÂes par le
responsable du traitement: la photo preÂsente sur un badge d'identification ne peut eÃtre
reÂutiliseÂe par un employeur en vue de l'eÂdition d'une brochure de preÂsentation de
l'entreprise 68; des donneÂes communiqueÂes par un acheteur pour les besoins d'une
transaction ne peuvent eÃtre reÂutiliseÂes et transmises par le vendeur aÁ un tiers qui serait
inteÂresseÂ par le profil du client 69; l'utilisation aÁ des fins de prospection commerciale
de donneÂes d'identification collecteÂes en vue de la confection d'un annuaire teÂleÂ-
phonique 70, etc.
64. Recommandation de la Commission de protection de la vie priveÂe no 01/2002 du 22 aouÃt 2002 relative
aÁ l'enregistrement des teÂleÂcommunications effectueÂes dans le cadre des services bancaires, http://
www.privacy.fgov.
65. Avis de la Commission de la protection de la vie priveÂe no 34/2000 du 22 novembre 2000 relatif aÁ la
protection de la vie priveÂe dans le cadre du commerce eÂlectronique, http://www.privacy.fgov.
66. Cf. infra no 520 et s., le commentaire des obligations d'information et de deÂclaration des traitements
automatiseÂs.
67. Comm. Anvers (PreÂs.), 7 juillet 1994, op. cit., cf. note 39. Certains commentateurs ont deÁs lors eÂnonceÂ
avec raison que `Ainsi, la jurisprudence preÂcise que doit faire l'objet d'une transparence chaque
traitement, c'est-aÁ-dire tout ensemble d'opeÂrations marqueÂes par une finaliteÂ unique telle que la
personne concerneÂe puisse raisonnablement, aÁ la lecture de l'eÂnonceÂ de cette finaliteÂ, concevoir les
types d'opeÂrations couvertes par cette finaliteÂ' (J-P. Buyle, L. Lannoye, Y. Poullet, V. Willems,
« Le droit de l'informatique Chronique de jurisprudence (1987-1994) », op. cit., p. 233, no 65, in fine).
68. Avis de la Commission de la protection de la vie priveÂe no 2/2004 du 26 feÂvrier 2004 relatif aux
badges d'identification sur lesquels figurent le nom et/ou la photo du deÂtenteur du badge, http://
www.privacy.fgov.be.
69. Avis de la Commission de la protection de la vie priveÂe no 34/2000 du 22 novembre 2000 relatif aÁ la
protection de la vie priveÂe dans le cadre du commerce eÂlectronique, http://www.privacy.fgov.
70. Recommandation de la Commission de la protection de la vie priveÂe no 1/1999 du 23 juin 1999
relative aÁ l'utilisation des donneÂes contenues dans les annuaires teÂleÂphoniques, http://www.privacy.
fgov.
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Est-ce aÁ dire que le responsable du traitement ne peut, en cours de traitement,
modifier les finaliteÂs de ce dernier et, ainsi, le faire eÂvoluer? Le cas le plus eÂvident est
celui de l'entreprise qui deÂsire utiliser les donneÂes relatives aÁ sa clienteÁle en vue de
poursuivre une finaliteÂ de marketing direct alors qu'elle n'avait pas annonceÂ cette
finaliteÂ au moment de la collecte des donneÂes. D'apreÁs nous, une telle modification
des finaliteÂs doit eÃtre possible aÁ la condition que la nouvelle finaliteÂ satisfasse aÁ
l'ensemble des conditions leÂgales et soit consideÂreÂe comme un nouveau traitement aÁ
part entieÁre (information speÂcifique sur la nouvelle finaliteÂ, leÂgitimation de celle-ci, le
cas eÂcheÂant, deÂclaration aupreÁs de la Commission, etc.) 71. Cette possibiliteÂ est
cependant rejeteÂe par certains qui proÃnent une application stricte du principe de
compatibiliteÂ et n'admettent une nouvelle finaliteÂ que si elle est couverte par le
consentement de la personne concerneÂe 72.
310 Exception des traitements ulteÂrieurs aÁ finaliteÂs historiques, statistiques ou scien-
tifiques
A titre d'exception aÁ la reÁgle de compatibiliteÂ des finaliteÂs, la loi preÂcise en son article
4, § 1er, 2o que n'est pas reÂputeÂ incompatible un traitement ulteÂrieur aÁ des fins
historiques, statistiques ou scientifiques lorsqu'il est effectueÂ conformeÂment aux
conditions fixeÂes par le Roi.
Un double reÂgime s'instaure donc concernant la poursuite de telles finaliteÂs. Si la
finaliteÂ initiale annonceÂe est une finaliteÂ historique, statistique ou scientifique, le
traitement reste soumis aux seules reÁgles leÂgales commenteÂes. Si, par contre, la finaliteÂ
annonceÂe lors de la collecte eÂtait diffeÂrente et incompatible avec de telles finaliteÂs ±
par exemple, l'exeÂcution d'un contrat de prestation de services ± et qu'ulteÂrieurement
le responsable du traitement veut utiliser ces donneÂes en vue de reÂaliser, par exemple,
une eÂtude statistique de marcheÂ, il doit se conformer au reÂgime complexe organiseÂ par
les articles 2 aÁ 24 de l'arreÃteÂ royal.
Cette reÂglementation particulieÁre ne peut eÃtre analyseÂe dans le cadre du preÂsent
commentaire geÂneÂral de la loi. Nous nous permettons donc de renvoyer le lecteur aÁ
l'arreÃteÂ royal preÂciteÂ ainsi qu'aux commentaires particuliers auxquels il a donneÂ
lieu 73. Ces dispositions sont toutefois capitales pour certaines entreprises priveÂes
ayant par exemple pour objet la recherche meÂdicale ou la production de statistiques
priveÂes (eÂtudes de marcheÂ, etc.).
Retenons seulement ici que le principe de base est qu'il incombe au responsable du
traitement de ne travailler qu'avec des donneÂes anonymes. Si cela s'aveÁre impossible,
il doit alors coder les donneÂes et se soumettre aux reÁgles particulieÁres propres aux
traitements de telles donneÂes. Si un tel codage est impossible, il doit se soumettre au
reÂgime speÂcifique au traitement de donneÂes non codeÂes. Les conditions de traitement
sont aÁ chaque eÂtape de plus en plus strictes: de l'absence de protection pour les
donneÂes anonymes aÁ un reÂgime de consentement preÂalable pour les donneÂes non
codeÂes.
71. Th. LeÂ onard et Y. Poullet, `La protection des donneÂes aÁ caracteÁre personnel en pleine (r)eÂvolu-
tion', op. cit., p. 385, no 30. Dans le meÃme sens, D. De Bot, Verwerking van persoonsgegevens,
op. cit., p. 118 et s., nos 154 aÁ 156.
72. Voir par exemple J. Dumortier, `De nieuwe wetgeving over de verwerking van persoonsgegevens',
in Recente ontwikkelingen in informatica- en telecommunicatierecht, Bruges, Die Keure, 1999, p. 86.
Dans le meÃme sens, ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, p. 29.
73. Voir par exemple, I. AnneÂ , `De verwerking van persoonsgegevens voor wetenschappelijk onder-
zoek', Computerrecht, 2000, pp. 288 aÁ 296; D. De Bot, Verwerking van persoonsgegevens, op. cit.,
pp. 101 aÁ 110; C. de Terwangne et S. Louveaux, `La protection de la vie priveÂe face au traitement
de donneÂes aÁ caracteÁre personnel: le nouvel arreÃteÂ royal', J.T., 2001, pp. 465 aÁ 469.
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Sous-section 2. La conformiteÂ des donneÂ es
320 CaracteÁre adeÂquat, pertinent et non excessif des donneÂes
Une finaliteÂ deÂtermineÂe, explicite et leÂgitime n'autorise pas d'elle-meÃme l'utilisation
de n'importe quelle donneÂe.
Le principe de conformiteÂ implique que les donneÂes utiliseÂes soient adeÂquates,
pertinentes et non excessives par rapport aÁ la finaliteÂ deÂtermineÂe et leÂgitime. On
retrouve ici explicitement une reÁgle de proportionnaliteÂ.
L'adeÂquation et la pertinence de la donneÂe visent une liaison neÂcessaire et suffi-
sante de l'information par rapport au but poursuivi par le traitement. Si un particulier
deÂsire s'abonner aÁ une newsletter sur internet, son adresse e-mail constitue une donneÂe
adeÂquate et pertinente au regard de la finaliteÂ d'inscription. D'autres informations
comme son nom, son adresse et ses centres d'inteÂreÃts seraient par contre inadeÂquates et
non pertinentes au vu de cette seule finaliteÂ 74.
Le caracteÁre non excessif de la donneÂe exige que meÃme si son utilisation s'aveÁre
neÂcessaire au vu de la finaliteÂ poursuivie, elle ne soit pas retenue si elle preÂsente un
risque d'atteinte disproportionneÂe par rapport aux inteÂreÃts individuels de la personne
concerneÂe. Il a ainsi eÂteÂ jugeÂ, de manieÁre sans doute critiquable 75, que les donneÂes
relatives aux nom et adresse du destinataire d'un virement, aux raisons du paiement et
au montant ne pouvaient sans violer le principe de conformiteÂ eÃtre traiteÂes par une
banque en vue d'une finaliteÂ de marketing 76. Une autre deÂcision a consideÂreÂ que le
traitement systeÂmatique d'informations sur les beÂneÂficiaires de virements eÂtait exces-
sif par rapport aux finaliteÂs de gestion de compte et de marketing 77. La Commission a
aussi consideÂreÂ que si un badge d'identification eÂtait utiliseÂ dans une grande entreprise
en vue de controÃler les deÂplacements du personnel, les mentions des nom et preÂnom de
la personne eÂtaient disproportionneÂes, au contraire de sa photo et d'un numeÂro de
reÂfeÂrence unique 78.
330 DureÂe de conservation limiteÂe des donneÂes ± Droit aÁ l'oubli
Les donneÂes ne peuvent eÃtre conserveÂes indeÂfiniment par le responsable du traitement.
Ce principe est aÁ ce point essentiel pour la personne concerneÂe par les donneÂes qu'il a
deÂboucheÂ sur la reconnaissance d'un droit speÂcifique: le droit aÁ l'oubli.
74. Avis de la Commission de la protection de la vie priveÂe no 34/2000 du 22 novembre 2000 relatif aÁ la
protection de la vie priveÂe dans le cadre du commerce eÂlectronique, http://privacy.fgov.be. Par contre,
comme le releÁve la Commission, ces donneÂes pourraient s'aveÂrer adeÂquates et pertinentes au regard
d'une finaliteÂ distincte comme le profilage des abonneÂs, finaliteÂ qui devrait alors eÃtre annonceÂe
comme telle par le responsable du site internet.
75. J-P. Buyle, L. Lannoye, Y. Poullet, V. Willems, `Le droit de l'informatique Chronique de
jurisprudence (1987-1994)', op. cit., p.236, no 72 et reÂf. citeÂes; Th. LeÂ onard, `La banque, le courtier
et la vie priveÂe: une premieÁre deÂcision jurisprudentielle', note sous Comm. Anvers (PreÂs.), 7 juillet
1994, D.C.C.R., 1994, p. 77 et s., speÂc. p. 88.
76. Comm. Anvers (PreÂs.), 7 juillet 1994, op. cit.
77. Comm. Bruxelles (PreÂs.), 15 septembre 1994, op. cit.
78. Avis de la Commission de la protection de la vie priveÂe no 2/2004 du 26 feÂvrier 2004 relatif aux
badges d'identification sur lesquels figurent le nom et/ou la photo du deÂtenteur du badge, http://
www.privacy.fgov.be.
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L'article 4, 5o de la loi preÂcise que les donneÂes doivent eÃtre « conserveÂes sous une
forme permettant l'identification des personnes concerneÂes pendant une dureÂe n'ex-
ceÂdant pas celle neÂcessaire aÁ la reÂalisation des finaliteÂs pour lesquelles elles sont
obtenues ou pour lesquelles elles sont traiteÂes ulteÂrieurement ». La non-utilisation des
donneÂes en vue de la finaliteÂ poursuivie implique donc leur effacement. La dureÂe de
conservation d'une donneÂe doit toujours eÃtre justifieÂe au regard de la finaliteÂ pour-
suivie.
Faisant application de ce principe, le PreÂsident du Tribunal de premieÁre instance de
Bruxelles a ainsi deÂcideÂ que la conservation durant deux ans de donneÂes relatives aÁ des
deÂbiteurs deÂfaillants par la Banque Nationale de Belgique n'eÂtait pas excessive eu
eÂgard aÁ la finaliteÂ poursuivie par ce type de traitement 79.
Sous-section 3. Les reÁ gles de loyauteÂ , de liceÂ iteÂ et
d'exactitude
340 ReÁgles de liceÂiteÂ et de loyauteÂ
L'article 4, § 1er, 1o de la loi dispose que les donneÂes doivent eÃtre traiteÂes loyalement
et licitement.
Pour eÃtre licite, un traitement de donneÂes doit respecter l'ensemble des prescrits
leÂgaux et reÂglementaires applicables. Outre le prescrit de la loi sur la protection des
donneÂes, d'autres dispositions peuvent conditionner le traitement de certaines don-
neÂes. Ainsi en est-il, par exemple, du traitement de l'adresse e-mail en vue d'une
finaliteÂ de publiciteÂ. L'article 14 de la loi du 11 mars 2003 ± loi dite e-commerce ±
interdit en effet l'utilisation du courrier eÂlectronique aÁ des fins de publiciteÂ sans le
consentement preÂalable, libre, speÂcifique et informeÂ du destinataire du message et
impose des obligations particulieÁres, notamment une information speÂcifique au
beÂneÂfice au destinataire de la publiciteÂ 80. Le traitement de l'adresse e-mail dans
une finaliteÂ de publiciteÂ doit donc, pour eÃtre licite, se conformer aÁ ces dispositions
dans la limite de son champ d'application 81.
La loyauteÂ du traitement eÂvoque, principalement, la transparence des actions. Cette
transparence doit eÃtre assureÂe deÁs la collecte, notamment par le biais de l'obligation
d'informer la personne concerneÂe. Cette dernieÁre doit savoir quel est le but d'utilisa-
tion des donneÂes, entre quelles mains elles se trouvent, aÁ quelles fins elles sont
communiqueÂes, etc. 82. La loyauteÂ peut eÂgalement proscrire certaines collectes d'in-
formation consideÂreÂes comme inacceptables au vu, par exemple, des circonstances
dans lesquelles elles ont lieu: la Commission de protection de la vie priveÂe consideÁre
ainsi qu'apparaõÃt comme deÂloyale la collecte aupreÁs d'un mineur d'aÃge de donneÂes
concernant son entourage, telles que les centres d'inteÂreÃts ou les habitudes de
consommation des membres de sa famille 83.
79. Civ. Bruxelles (PreÂs.), 13 septembre 1995, D.C.C.R., 1996, p.57 et s. et note Th. LeÂ onard.
80. Sauf exception preÂvue par l'arreÃteÂ royal du 4 avril 2003 visant aÁ reÂglementer l'envoi de publiciteÂ par
courrier eÂlectronique.
81. On pense eÂgalement aÁ la convention collective de travail no 68 conclue le 16 juin 1998 relative aÁ la
protection de la vie priveÂe des travailleurs aÁ l'eÂgard de la surveillance par cameÂras sur le lieu de travail
et aÁ la convention collective de travail no 81 du 26 avril 2002 relative aÁ la protection de la vie priveÂe
des travailleurs aÁ l'eÂgard du controÃle des donneÂes de communication eÂlectronique en reÂseau.
82. Voir supra no 530 et s., le contenu de l'obligation d'information.
83. Avis de la Commission de la protection de la vie priveÂe no 38/2002 du 16 septembre 2002 relatif aÁ la
protection de la vie priveÂe des mineurs sur l'Internet, http://www.privacy.fgov.be.
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350 Obligation d'exactitude des donneÂes
L'article 4, § 1er, 4o de la loi eÂnonce que les donneÂes traiteÂes doivent eÃtre exactes et, si
neÂcessaire, mises aÁ jour. Il preÂcise que « toutes les mesures raisonnables doivent eÃtre
prises pour que les donneÂes inexactes ou incompleÁtes au regard des finaliteÂs pour
lesquelles elles sont collecteÂes ou pour lesquelles elles sont traiteÂes ulteÂrieurement
soient effaceÂes ou rectifieÂes ».
Le prescrit de cette disposition incite aÁ penser qu'il s'agit d'une obligation de
diligence qui est mise aÁ charge du responsable du traitement. Le criteÁre aÁ prendre en
compte serait donc celui du responsable normalement prudent et diligent 84. Le doute
est cependant permis si l'on se reÂfeÁre aÁ l'article 15bis de la loi qui pourrait eÂtablir un
reÂgime particulier de responsabiliteÂ civile 85.
SECTION 2. LE TRAITEMENT DES DONNEÂES SENSIBLES
360 GeÂneÂraliteÂs
La loi distingue trois types de donneÂes « sensibles »: les donneÂes sensibles au sens
strict, les donneÂes relatives aÁ la santeÂ, et les donneÂes judiciaires. Les traitements de ces
donneÂes sont, en reÁgle, interdits sauf exception eÂtablie par la loi elle-meÃme. La loi
charge en outre le Roi de preÂvoir quelles sont les conditions particulieÁres auxquelles
doivent alors satisfaire les traitements permis de telles donneÂes. Ces conditions sont
preÂvues aux articles 25 aÁ 27 de l'arreÃteÂ royal.
Nous analyserons d'abord la porteÂe de l'interdiction et des exceptions pour chacune
des cateÂgories de donneÂes sensibles. Nous analyserons ensuite les conditions particu-
lieÁres de traitement qui s'appliquent aÁ ces diffeÂrentes exceptions.
Sous-section 1. Le reÂ gime des donneÂ es sensibles au sens strict
370 DonneÂe sensible: notion
Les donneÂes sensibles au sens strict sont eÂnumeÂreÂes aÁ l'article 6 de la loi. Il s'agit des
donneÂes « qui reÂveÁlent l'origine raciale ou ethnique, les opinions politiques, les
convictions religieuses ou philosophiques, l'appartenance syndicale, ainsi que (les)
donneÂes relatives aÁ la vie sexuelle ».
La notion de donneÂe sensible, modifieÂe par la loi du 11 deÂcembre 1998, s'eÂlargit au
regard de l'ancien texte. En effet, mises aÁ part les donneÂes relatives aÁ la vie sexuelle,
une donneÂe est sensible si elle « reÂveÁle » une des informations viseÂes par le nouveau
texte. Comme l'explique l'exposeÂ des motifs, les donneÂes ne doivent pas, par exemple,
se rapporter directement aux origines raciales ou ethniques pour tomber sous le champ
de la disposition mais il suffit que la race ou l'origine ethnique puisse eÃtre deÂduites des
donneÂes 86.
84. Voir en ce sens, D.De Bot, Verwerking van persoonsgegevens, op. cit., p. 127, no 167; Th. LeÂ onard
et Y. Poullet, `La protection des donneÂes aÁ caracteÁre personnel en pleine (r)eÂvolution', op. cit.,
p. 385, no 31.
85. Cf. supra, no 900 concernant le contenu de cette disposition.
86. ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, pp. 33 et 34.
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Les exceÁs de l'application stricte de cette disposition ont eÂteÂ souligneÂs 87. Ainsi, par
exemple, un virement contenant la mention d'un syndicat comme beÂneÂficiaire et la
communication « cotisation 2004 » reÂveÁlerait l'appartenance syndicale et le traitement
de ces donneÂes, neÂcessaire aÁ l'opeÂration de paiement, serait donc interdit a priori.
L'exposeÂ des motifs paraõÃt se rendre compte de la difficulteÂ lorsqu'il en appelle aÁ une
application raisonnable de la disposition 88.
380 Exceptions leÂgales au reÂgime d'interdiction de traitement des donneÂes sensibles
L'article 6, § 2 de la loi leÁve l'interdiction de traitement des donneÂes sensibles au sens
strict dans les hypotheÁses qu'il deÂtermine. Seules les exceptions inteÂressant normale-
ment l'entreprise sont commenteÂes ci-dessous.
390 Consentement eÂcrit de la personne concerneÂe
L'article 6, § 2, a) de la loi eÂnonce que les donneÂes sensibles au sens strict peuvent
faire l'objet d'un traitement lorsque « la personne concerneÂe a donneÂ son consente-
ment par eÂcrit aÁ un tel traitement pour autant que ce consentement puisse aÁ tout
moment eÃtre retireÂ par celle-ci ». Le consentement doit bien eÂvidement reÂpondre aux
conditions de sa deÂfinition leÂgale 89.
Il en deÂcoule que la personne concerneÂe doit eÃtre preÂciseÂment informeÂe de la ou des
finaliteÂ(s) d'utilisation des donneÂes sensibles qui vont eÃtre traiteÂes. La finaliteÂ trace
donc les limites de la porteÂe du consentement. Ce consentement, comme la finaliteÂ sur
laquelle il porte, ne peut eÃtre ni geÂneÂral, ni ambigu.
La personne peut aÁ tout moment retirer son consentement. Il s'agit, alors, d'un
veÂritable droit d'opposition aÁ rebours.
400 Traitement neÂcessaire aÁ l'application du droit du travail
L'interdiction tombe eÂgalement lorsque le traitement poursuivi est neÂcessaire « afin
d'exeÂcuter les obligations et droits speÂcifiques du responsable du traitement en
matieÁre de droit du travail » 90.
Cette exception doit eÃtre interpreÂteÂe de manieÁre stricte. Seuls les traitements
imposeÂs par une reÁgle du droit du travail sont viseÂs. On a penseÂ ici aux traitements
poursuivis en exeÂcution de la reÂglementation de la meÂdecine du travail, des congeÂs
politiques et syndicaux, des empeÃchements (communion solennelle, ordination, etc.),
des suspensions du contrat de travail pour cause de grossesse ou d'allaitement, etc.
Il deÂcoule de cette interpreÂtation que tout enregistrement de donneÂes sensibles dans
la relation entre l'employeur et son personnel n'est pas automatiquement permis par
cette exception.
87. Th. LeÂ onard et Y. Poullet, `La protection des donneÂes aÁ caracteÁre personnel en pleine (r)eÂvolu-
tion', op. cit., p. 386, no 6.
88. ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, p. 34: `cette disposition doit
naturellement eÃtre appreÂcieÂe de manieÁre raisonnable au sens ouÁ les informations sensibles doivent
pouvoir eÃtre deÂduites des donneÂes avec certitude ou avec une probabiliteÂ quasi certaine. On ne peut
conclure par exemple aÁ la conviction religieuse d'une personne avec certitude ou avec quasi certitude
sur la base du seul fait qu'elle commande un exemplaire de la Bible aÁ une socieÂteÂ de vente par
correspondance'. Dans le meÃme sens, sauf modification du texte leÂgal, D. De Bot, Verwerking van
persoonsgegevens, op. cit., p. 141, no 184.
89. Cf. supra, no 190.
90. Article 6, § 2, b) de la loi.
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410 Exceptions diverses
D'autres exceptions pourront eÂgalement inteÂresser l'entreprise. On peut ainsi citer les
hypotheÁses suivantes:
a. Le traitement est neÂcessaire aÁ la deÂfense des inteÂreÃts vitaux de la personne
concerneÂe ou d'une autre personne dans le cas ouÁ la personne concerneÂe se trouve
dans l'incapaciteÂ physique ou juridique de donner son consentement 91.
b. Le traitement est effectueÂ, dans le cadre de leurs activiteÂs leÂgitimes, par une
fondation, une association, ou tout autre organisme aÁ but non lucratif et aÁ finaliteÂ
politique, philosophique, religieuse, mutualiste ou syndicale, aÁ condition que le
traitement se rapporte aux seuls membres de cet organisme ou aux personnes
entretenant avec lui des contacts reÂguliers lieÂs aÁ sa finaliteÂ et que les donneÂes ne
soient pas communiqueÂes aÁ des tiers sans le consentement des personnes concer-
neÂes 92.
c. Le traitement porte sur des donneÂes manifestement rendues publiques par la
personne concerneÂe 93.
d. Le traitement est neÂcessaire aÁ la constatation, aÁ l'exercice ou aÁ la deÂfense d'un droit
en justice 94.
e. Le traitement est neÂcessaire aÁ des recherches scientifiques et est effectueÂ aux
conditions fixeÂes par arreÃteÂ royal 95.
f. Le traitement est neÂcessaire aux fins de la meÂdecine preÂventive, des diagnostics
meÂdicaux, de l'administration de soins ou de traitements soit aÁ la personne
concerneÂe soit aÁ un parent ou de la gestion des services de santeÂ agissant dans
l'inteÂreÃt de la personne concerneÂe et que le traitement est effectueÂ sous la
surveillance d'un professionnel des soins de santeÂ. Dans ce cas, le professionnel
des soins de santeÂ et ses preÂposeÂs ou mandataires sont soumis au secret 96.
Les autres exceptions preÂvues par la loi n'inteÂressent normalement pas l'entreprise.
Sous-section 2. Les donneÂ es relatives aÁ la santeÂ
420 DonneÂe relative aÁ la santeÂ: notion
Le nouvel article 7 de la loi ne deÂfinit plus ce qu'il faut entendre par les donneÂes
relatives aÁ la santeÂ 97.
L'exposeÂ des motifs invite aÁ reconnaõÃtre une porteÂe plus eÂtroite aÁ la donneÂe
« relative aÁ la santeÂ » 98. Alors que les donneÂes qui « reÂveÁlent » une information
91. Article 6, § 2, c) de la loi.
92. Article 6, § 2, d) de la loi.
93. Article 6, § 2, e) de la loi
94. Article 6, § 2, f) de la loi.
95. Article 6, § 2, g) de la loi. Cf. les articles 14 et 16 de l'arreÃteÂ royal.
96. Article 6, § 2, j) in fine de la loi.
97. PreÂceÂdemment, l'ancienne disposition, modifieÂe par la loi du 11 deÂcembre 1998, entendait par
`donneÂes meÂdicales' `toutes donneÂes aÁ caracteÁre personnel dont on peut deÂduire une information
sur l'eÂtat anteÂrieur, actuel ou futur de la santeÂ physique ou psychique, aÁ l'exception des donneÂes
purement administratives ou comptables relatives aux traitements et aux soins meÂdicaux'.
98. ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, p. 34; voir cependant aÁ la
p. 38, la deÂclaration selon laquelle les donneÂes relatives aÁ la santeÂ seraient une cateÂgorie de donneÂes
plus large que les donneÂes meÂdicales...
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sensible se rapportent aÁ toute information sensible « deÂduite » de la donneÂe ± comme
viseÂ sous l'ancien texte dans la deÂfinition de la donneÂe meÂdicale ± celles qui sont
seulement « relatives » aÁ la santeÂ doivent « se rapporter » aÁ ces informations. Le
Ministre en conclut que « des donneÂes qui reÂveÁlent seulement l'eÂtat de santeÂ ou la vie
sexuelle d'un individu, mais qui ne se rapportent pas aÁ sa santeÂ ou aÁ sa vie sexuelle, ne
tombent pas sous le reÂgime ± plus strict ± de l'article 8 de la directive ». On peut
penser ici aÁ une photographie « reÂveÂlant » un handicap. On a deÂjaÁ souligneÂ le manque
de clarteÂ de cette distinction.
430 Exceptions leÂgales au reÂgime d'interdiction de traitement des donneÂes relatives aÁ
la santeÂ
Les exceptions au reÂgime d'interdiction sont, pour la plupart, identiques aÁ celles deÂjaÁ
releveÂes concernant les donneÂes sensibles au sens strict.
On retrouve donc ici le consentement eÂcrit de la personne concerneÂe 99, le traite-
ment neÂcessaire aÁ l'exeÂcution d'obligations et droits issus du droit du travail 100, le
traitement neÂcessaire aÁ la reÂalisation d'une finaliteÂ fixeÂe par ou en vertu de la loi en
vue de l'application de la seÂcuriteÂ sociale 101, celui neÂcessaire aÁ la deÂfense d'inteÂreÃts
vitaux de la personne concerneÂe ou d'une autre personne si la personne concerneÂe se
trouve dans l'incapaciteÂ physique ou juridique de donner son consentement 102, le
traitement portant sur des donneÂes manifestement rendues publiques par la personne
concerneÂe 103, le traitement neÂcessaire aÁ la constatation, aÁ l'exercice ou aÁ la deÂfense
d'un droit en justice 104, le traitement neÂcessaire aux fins de la meÂdecine preÂventive,
des diagnostics meÂdicaux, de l'administration de soins ou de traitements soit aÁ la
personne concerneÂe soit aÁ un parent ou de la gestion des services de santeÂ agissant
dans l'inteÂreÃt de la personne concerneÂe 105 et le traitement neÂcessaire aÁ la recherche
scientifique 106.
En outre, ne sont pas soumis aÁ l'interdiction de traitement ceux neÂcessaires aÁ la
promotion et aÁ la protection de la santeÂ publique y compris le deÂpistage 107 et ceux
neÂcessaires pour la preÂvention d'un danger concret ou la reÂpression d'une infraction
peÂnale deÂtermineÂe 108.
440 Conditions leÂgales du reÂgime d'exception de traitement des donneÂes relatives aÁ la
santeÂ
Ces exceptions ne sont admises que si les donneÂes relatives aÁ la santeÂ sont traiteÂes sous
la responsabiliteÂ d'un professionnel des soins de santeÂ, sauf en cas de consentement de
la personne concerneÂe ou de neÂcessiteÂ pour la preÂvention d'un danger concret ou la
reÂpression d'une infraction peÂnale deÂtermineÂe.
99. Article 7, § 2, a) de la loi.
100. Article 7, § 2, b) de la loi.
101. Article 7, § 2, c) de la loi.
102. Article 7, § 2, f) de la loi.
103. Article 7, § 2, h) de la loi.
104. Article 7, § 2, i) de la loi.
105. Article 7, § 2, j) de la loi.
106. Article 7, § 2, k) de la loi et articles 14 et 16 de l'arreÃteÂ royal.
107. Article 7, § 2, d) de la loi.
108. Article 7, § 2, g) de la loi.
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On peut cependant se demander ce qu'il faut entendre par la notion de « pro-
fessionnel des soins de santeÂ » 109. Ces termes correspondraient « aÁ un concept vaste
qui fait reÂfeÂrence aÁ l'ensemble des personnes qui prestent des soins de santeÂ aÁ l'eÂgard
d'autres personnes dans l'exercice de leur profession » 110. Mais l'exposeÂ vise eÂgale-
ment les personnes travaillant pour le compte de professionnels des soins de santeÂ.
L'alineÂa 3 du § 4 de la disposition commenteÂe preÂvoit que « le professionnel des
soins de santeÂ et ses preÂposeÂs ou mandataires sont soumis au secret ». L'article 39, 3o
eÂrigeant la violation de l'article 7 par le responsable du traitement, ses preÂposeÂs ou
mandataires, l'exposeÂ des motifs y voit une obligation de secret sanctionneÂe peÂnale-
ment. Les personnes intervenant dans le traitement des donneÂes relatives aÁ la santeÂ
sont donc tenues aÁ une sanction peÂnale distincte de l'article 458 du Code peÂnal 111.
En outre, en vertu du § 5 de l'article 7, les donneÂes relatives aÁ la santeÂ ne peuvent
normalement eÃtre collecteÂes qu'aupreÁs de la personne concerneÂe. Elle ne peuvent eÃtre
collecteÂes aupreÁs d'autres sources que si la collecte est conforme aux conditions
prescrites par le Roi, est effectueÂe sous la responsabiliteÂ du professionnel des soins de
santeÂ, et est neÂcessaire aÁ la finaliteÂ poursuivie.
Sous-section 3. Les donneÂ es judiciaires
450 DonneÂe judiciaire: notion
Les donneÂes dites « judiciaires » recËoivent une deÂfinition particulieÁrement large. Il
s'agit « des donneÂes aÁ caracteÁre personnel relatives aÁ des litiges soumis aux cours et
tribunaux ainsi qu'aux juridictions administratives, aÁ des suspicions, des poursuites
ou des condamnations ayant trait aÁ des infractions, ou aÁ des sanctions administratives
ou des mesures de suÃreteÂ ».
Cette deÂfinition eÂlargit celle preÂsente dans la directive. Cette dernieÁre ne visait ni
les donneÂes relatives aux suspicions et aux poursuites ni celles relatives, de manieÁre
geÂneÂrale, aux « litiges » soumis aux cours et tribunaux. DoreÂnavant en droit belge, les
banques ou les grands magasins ne pourront plus traiter des donneÂes relatives aÁ des
suspicions de fraudes peÂnales.
460 Exceptions leÂgales au reÂgime d'interdiction de traitement des donneÂes judiciaires
Les exceptions au principe d'interdiction, preÂvues par l'article 8, § 2 de la loi, sont
assez limiteÂes. L'interdiction est leveÂe si le traitement est effectueÂ:
a. sous le controÃle d'une autoriteÂ publique ou d'un officier ministeÂriel au sens du
Code judiciaire, lorsque le traitement est neÂcessaire aÁ l'exercice de leurs taÃches;
b. par d'autres personnes lorsque le traitement est neÂcessaire aÁ la reÂalisation de
finaliteÂs fixeÂes par ou en vertu d'une loi, d'un deÂcret ou d'une ordonnance;
c. par des personnes physiques ou par des personnes morales de droit public ou de
droit priveÂ pour autant que la gestion de leurs propres contentieux l'exige. La
Commission de la protection de la vie priveÂe a, sur cette base, consideÂreÂ que l'IFPI
et la Sabam pouvaient traiter des donneÂes relatives aux internautes qui teÂleÂchargent
109. Le Conseil d'Etat critique amplement l'utilisation de ce terme trop vague et ne se reÂfeÂrant aÁ aucun
concept leÂgal deÂfini anteÂrieurement (Avis du Conseil d'Etat, 2 feÂvrier 1998, Doc. parl., Ch. repr.,
sess. ord. 1997-1998, no 1566/1, p. 220).
110. ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, p. 39.
111. Sans preÂjudice de l'application de cette disposition pour les professionnels des soins de santeÂ qu'elle
vise.
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des fichiers musicaux en infraction aux reÁgles de protection du droit d'auteur mais
uniquement dans le cadre d'un contentieux preÂcis ou d'une phase preÂparatoire aÁ un
tel contentieux, et dans la mesure ouÁ elles repreÂsentent en justice leurs membres,
maisons de disques ou artistes. Mais en aucune facËon, l'exception ne permettrait aÁ
ces organismes de rechercher systeÂmatiquement et de facËon proactive des donneÂes
aÁ caracteÁre personnel sur Internet dans le but de deÂceler des infractions au droit
d'auteur 112;
d. par des avocats ou d'autres conseils juridiques, pour autant que la deÂfense de leurs
clients l'exige;
e. pour les neÂcessiteÂs de la recherche scientifique, dans le respect des conditions
fixeÂes par le Roi.
470 Conditions communes de traitement des donneÂes sensibles preÂvues par arreÃteÂ
royal
MeÃme si le responsable du traitement beÂneÂficie d'une exception au reÂgime d'interdic-
tion de traitement des donneÂes sensibles, il doit encore respecter les conditions
particulieÁres de tels traitements, preÂvues par l'arreÃteÂ royal.
Certaines sont communes aux trois cateÂgories de donneÂes sensibles 113.
Le responsable ± ou le sous-traitant ± doit ainsi deÂsigner les cateÂgories de personnes
ayant acceÁs aux donneÂes avec une description preÂcise de leur fonction par rapport au
traitement en cause. La liste de ces cateÂgories de personnes doit eÃtre tenue aÁ la
disposition de la Commission de la protection de la vie priveÂe. En se reÂfeÂrant aÁ des
cateÂgories de personnes, le Roi n'impose pas de deÂsigner nommeÂment les personnes
ayant acceÁs aux donneÂes mais bien les profils ou fonctions des personnes pouvant
avoir acceÁs aux donneÂes (p. ex. les meÂdecins et docteurs d'une clinique).
En outre, le responsable doit veiller aÁ ce que les personnes ainsi deÂsigneÂes soient
tenues par une obligation leÂgale, statutaire ou contractuelle de respect du caracteÁre
confidentiel des donneÂes viseÂes. Enfin, le responsable doit indiquer la base leÂgale ou
reÂglementaire qui lui reconnaõÃt de lever l'interdiction de traitement tant dans l'infor-
mation donneÂe aÁ la personne concerneÂe que dans la deÂclaration qu'il devra, le cas
eÂcheÂant, deÂposer aupreÁs de la Commission de la protection de la vie priveÂe.
D'autres conditions de traitement ne visent que les seuls traitements de donneÂes
sensibles au sens strict et de donneÂes relatives aÁ la santeÂ 114.
Si l'interdiction de traitement de ces donneÂes est leveÂe sur la base de l'exception du
consentement, le responsable doit informer preÂalablement la personne des motifs du
traitement de ces donneÂes et lui communiquer la liste des cateÂgories de personnes y
ayant acceÁs.
Dans la meÃme hypotheÁse, le traitement reste interdit lorsque le responsable du
traitement est l'employeur preÂsent ou potentiel de la personne ou lorsque la personne
concerneÂe se trouve dans une situation de deÂpendance vis-aÁ-vis de lui, l'empeÃchant de
refuser librement son consentement. Cette dernieÁre interdiction est cependant leveÂe si
le traitement vise l'octroi d'un avantage aÁ la personne concerneÂe. Cette disposition a
eÂteÂ justement critiqueÂe. Outre qu'elle apparaõÃt comme particulieÁrement floue, elle
revient aÁ admettre comme valable un consentement qui ne peut eÃtre reconnu comme
112. Avis de la Commission de la protection de la vie priveÂe no 44/2001 du 12 novembre 2001 concernant
la compatibiliteÂ de la recherche d'infractions au droit d'auteur commises sur internet avec les
dispositions juridiques proteÂgeant les donneÂes aÁ caracteÁre personnel et les teÂleÂcommunications, http://
www.privacy.fgov.be.
113. Article 26 de l'arreÃteÂ royal.
114. Articles 26 et 27 de l'arreÃteÂ royal.
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libre deÁs lors qu'un avantage, aussi minime soit-il, est reconnu aÁ la personne
concerneÂe 115.
SECTION 3. LES TRANSFERTS TRANSFRONTIEÁRES
DE DONNEÂES
480 Principe d'interdiction des transferts de donneÂes vers des pays tiers
Le premier alineÂa de l'article 21 de la loi eÂnonce un principe: le transfert de donneÂes
faisant l'objet d'un traitement apreÁs ce transfert vers un pays non membre de la
CommunauteÂ europeÂenne n'est autoriseÂ que si le pays destinataire des donneÂes assure
un niveau de protection adeÂquat et, ajoute la loi, moyennant le respect des autres
dispositions de la preÂsente loi et de ses arreÃteÂs d'exeÂcution.
L'article 21 preÂcise en son alineÂa 2 les criteÁres d'appreÂciation du caracteÁre adeÂquat:
« Le caracteÁre adeÂquat du niveau de protection s'appreÂcie au regard de toutes les
circonstances relatives aÁ un transfert de donneÂes ou aÁ une cateÂgorie de transferts de
donneÂes. Il est notamment tenu compte de la nature finale, des reÁgles de droit,
geÂneÂrales et sectorielles, en vigueur dans le pays en cause, ainsi que des reÁgles
professionnelles et des mesures de seÂcuriteÂ qui y sont respecteÂes »
Il revient d'abord au responsable du traitement d'appreÂcier le caracteÁre adeÂquat de
la protection du destinataire 116. Il s'aidera utilement des travaux du Groupe dit de
l'article 29 de la Directive 117 qui a eÂtabli une meÂthodologie d'analyse des flux et a
fixeÂ les criteÁres du caracteÁre adeÂquat de la protection 118. La Commission europeÂenne
peut du reste deÂcider qu'un pays tiers offre un niveau de protection adeÂquat en raison
de sa leÂgislation interne ou des engagements pris au niveau international 119.
Le Roi deÂtermine « pour quelles cateÂgories de traitements et dans quelles circons-
tances, la transmission » n'est pas autoriseÂe. Cette solution de la « liste noire » est
illusoire dans la mesure ouÁ l'on sait que la deÂcision d'inscrire un pays dans la liste
noire est bien trop deÂlicate politiquement. L'utilisation par le Roi des preÂrogatives qui
lui sont confieÂes par l'article 21 risque d'eÃtre exceptionnelle et de n'eÃtre jamais que le
suivi d'une deÂcision europeÂenne.
115. C. de Terwangne et S. Louveaux, `La protection de la vie priveÂe face au traitement de donneÂes aÁ
caracteÁre personnel: le nouvel arreÃteÂ royal', op. cit., p. 460.
116. Pour des analyses plus preÂcises de ce reÂgime, voir par exemple, D. De Bot, Verwerking van
persoonsgegevens, op. cit., p. 299 et s.; B. Havelange, A.-Chr. Lacoste, `Les flux transfrontaliers
de donneÂes aÁ caracteÁre personnel en droit europeÂen', J.T. Eur., 2001, p. 241 et s.
117. Document de travail adopteÂ par le Groupe le 24 juillet 1998: `Transferts de donneÂes personnelles
vers des pays tiers: application des articles 25 et 26 de la directive relative aÁ la protection des
donneÂes', cf. http://europa.eu.int/comm/internal_market/privacy. Ce document reprend les conclu-
sions de l'eÂtude: Y. Poullet et B. Havelange, Elaboration d'une meÂthodologie pour eÂvaluer
l'adeÂquation du niveau de protection des personnes physiques aÁ l'eÂgard du traitement de donneÂes aÁ
caracteÁre personnel, Janvier 1997, Annexe au rapport annuel 1998 (XV D/5047/98) du groupe de
travail eÂtabli par l'article 29 de la directive 95/46/CE, Office des publications europeÂennes, ISBN 92-
828-4305-X.
118. Le document analyse eÂgalement l'interpreÂtation aÁ donner aux exceptions preÂvues par l'article 26 de
la directive.
119. L'effet d'une telle deÂcision est alors que les donneÂes aÁ caracteÁre personnel peuvent eÃtre transfeÂreÂes
des 25 Etats membres de l'UE et des trois Etats membres de l'EEE (NorveÁge, Liechtenstein et
Islande) vers un pays tiers sans neÂcessiteÂ d'obtenir des garanties suppleÂmentaires. Ce caracteÁre
adeÂquat a eÂteÂ notamment retenu pour la Suisse, le Canada, l'Argentine, Guernesey, l'Ile de Man, les
principes de la `spheÁre de seÂcuriteÂ' publieÂs par le MinisteÁre du Commerce des Etats-Unis d'AmeÂ-
rique et les donneÂes aÁ caracteÁre personnel contenues dans les dossiers des passagers aeÂriens
transfeÂreÂs au Bureau des douanes et de la protection des frontieÁres des Etats-Unis. Pour plus
d'informations, cf. http://europa.eu.int/comm/internal_market/privacy.
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Il reÂsulte donc un triple reÂgime en cas de transferts de donneÂes hors du territoire
belge. Soit le pays destinataire est un pays europeÂen, et le reÂgime normal d'application
territorial de la loi s'applique. Ce transfert est normalement autoriseÂ puisque le pays
destinataire preÂsente par deÂfinition ± sa loi est prise en application de la meÃme
directive europeÂenne ± un niveau de protection adeÂquat. Soit le destinataire est eÂtabli
hors de l'Union europeÂenne et alors il convient de veÂrifier s'il n'y a pas lieu de faire
une application extraterritoriale de la loi en application de ses criteÁres de rattache-
ment 120. Si la reÂponse est neÂgative, il convient d'appliquer le reÂgime des articles 21 et
22 de la loi.
490 Exceptions au principe d'interdiction des transferts vers des pays tiers
L'article 22 preÂvoit conformeÂment aÁ la directive un reÂgime d'exceptions aÁ l'interdic-
tion eÂnonceÂe par l'article 21 de la loi. L'article 22, § 1er vise des cas particuliers qui
tiennent compte du contexte dans lequel s'inscrit le flux. Nous citerons celles
susceptibles d'eÃtre utiles aÁ une entreprise du secteur priveÂ: la personne concerneÂe a
indubitablement donneÂ son consentement, le transfert est neÂcessaire aÁ l'exeÂcution d'un
contrat entre la personne concerneÂe et le responsable du traitement ou des mesures
preÂalables aÁ la conclusion de ce contrat, prises aÁ la demande de la personne concerneÂe,
le transfert est neÂcessaire aÁ la conclusion ou aÁ l'exeÂcution d'un contrat conclu ou aÁ
conclure, dans l'inteÂreÃt de la personne concerneÂe, entre le responsable du traitement et
un tiers. Ces exceptions doivent eÃtre interpreÂteÂes restrictivement.
Le § 2 du meÃme article exige qu'aÁ deÂfaut de protection adeÂquate offerte par le pays
tiers, celle-ci soit offerte par le meÂcanisme de « garanties suffisantes », notamment
contractuelles. Ainsi, si une entreprise multinationale deÂsire transfeÂrer les donneÂes
relatives aÁ son personnel, sans consentement de celui-ci, dans un pays n'offrant pas de
protection adeÂquate, il lui revient par des meÂcanismes varieÂs tantoÃt de seÂcuriteÂ
technique, tantoÃt organisationnels (nomination d'un deÂtacheÂ chargeÂ de veiller au
respect dans le pays du destinataire des normes de protection des donneÂes), tantoÃt
enfin par des clauses contractuelles aÁ objet varieÂ (reconnaissance d'un droit d'acceÁs et
de rectification, limitation des finaliteÂs d'utilisation, ...), de procurer des « garanties
suffisantes quant au respect effectif des principes de la protection des donneÂes ».
L'article 22, § 2 laisse au Roi le soin d'autoriser de tels transferts. Le responsable
s'adressera auMinisteÁre de la Justice qui, apreÁs avis de la Commission de la protection
de la vie priveÂe, se prononcera par voie d'arreÃteÂ 121.
Il convient de noter que la Commission europeÂenne peut deÂcider que certaines
clauses contractuelles types offrent des garanties suffisantes. Elle a ainsi adopteÂ des
clauses contractuelles types tant aÁ destination de responsables de traitement eÂtablis en
dehors de l'Union que de sous-traitants eÂtablis dans de tels pays qui ne preÂsentent pas
des protection adeÂquates 122. Si le responsable eÂtabli en Belgique utilise ces clauses,
120. Cf. supra, no 250.
121. Pour un exemple, voir Avis de la Commission de la protection de la vie priveÂe no 04/2004 du 15 mars
2004 visant aÁ leÂgitimer un transfert de donneÂes aÁ caracteÁre personnel vers des pays non membres de
la CommunauteÂ europeÂenne, http://www.privacy.fgov.be.
122. DeÂcision de la Commission 2001/497/CE du 15 juin 2001 relative aux clauses contractuelles types
pour le transfert de donneÂes aÁ caracteÁre personnel vers des pays tiers en vertu de la directive 95/46/
CE, J.O.C.E., no L 181/19, 4 juillet 2001, pp. 19 aÁ 31 et DeÂcision de la Commission 2002/16/CE du
27 deÂcembre 2001 relative aux clauses contractuelles types pour le transfert de donneÂes aÁ caracteÁre
personnel vers des sous-traitants eÂtablis dans des pays tiers, J.O.C.E., no L 006, 10 janvier 2002,
pp. 52 aÁ 62. Ces clauses sont accessibles en ligne aÁ l'adresse http://europa.eu.int/comm/internal_
market/privacy/modelcontracts_fr.htm.
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les donneÂes peuvent en principe eÃtre transmises vers un pays qui n'assure pas un
niveau adeÂquat de protection des donneÂes et ainsi lever l'interdiction de principe.
SECTION 4. LES DEÂCISIONS AUTOMATISEÂES
500 Interdiction de principe des deÂcisions automatiseÂes et exceptions leÂgales
L'article 12bis de la loi eÂnonce que « une deÂcision produisant des effets juridiques aÁ
l'eÂgard d'une personne ou l'affectant de manieÁre significative ne peut eÃtre prise sur le
seul fondement d'un traitement automatiseÂ de donneÂes destineÂes aÁ eÂvaluer certains
aspects de la personnaliteÂ ». On vise principalement par laÁ les systeÁmes automatiseÂs
eÂvaluant le rendement professionnel, le creÂdit, la fiabiliteÂ et le comportement de la
personne. Le but est d'eÂviter que, sans aucune intervention humaine, des deÂcisions
soient prises directement sur la base d'un reÂsultat fourni de manieÁre automatiseÂe 123.
L'interdiction fait l'objet de deux larges exceptions. Elle est leveÂe lorsque
la deÂcision est prise dans le cadre d'un contrat ou est fondeÂe sur une disposition
preÂvue par ou en vertu d'une loi, d'un deÂcret ou d'une ordonnance. Le texte leÂgal
preÂcise que ce contrat ou cette disposition doivent contenir des mesures approprieÂes,
garantissant la sauvegarde des inteÂreÃts leÂgitimes de l'inteÂresseÂ. Il doit au moins lui eÃtre
permis de faire valoir utilement son point de vue.
SECTION 5. LES TRAITEMENTS PREÂSENTANT DES RISQUES
PARTICULIERS
510 Le reÂgime de certains traitements particuliers preÂvu par l'article 17bis de la loi
L'article 17bis de la loi charge le Roi, apreÁs avis de la Commission de la protection de
la vie priveÂe, de deÂterminer des cateÂgories de traitements qui preÂsentent des risques
particuliers « au regard des droits et liberteÂs des personnes concerneÂes » et de fixer
dans ces hypotheÁses des conditions particulieÁres garantissant ces droits et liberteÂs.
Le texte leÂgal cite explicitement comme exemple de garantie la deÂsignation par le
responsable du traitement d'un preÂposeÂ aÁ la protection des donneÂes chargeÂ d'assurer,
de manieÁre indeÂpendante, l'application de la loi et de son arreÃteÂ. Le Roi est chargeÂ,
toujours apreÁs avis de la Commission, de deÂterminer le statut d'un tel preÂposeÂ. A ce
jour, cette disposition n'a pas recËu d'application en l'absence d'arreÃteÂ royal ayant cet
objet.
123. ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord. 1997-1998, no 1566/1, p. 17.
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Chapitre 4. Obligations de l'entreprise
520 GeÂneÂraliteÂs
Le responsable du traitement est soumis aÁ une seÂrie d'obligations en vue d'assurer la
transparence des traitements poursuivis et la possibiliteÂ d'un controÃle effectif de ceux-
ci tant par la personne concerneÂe par les donneÂes que par la Commission de la
protection de la vie priveÂe ou par le juge.
Il doit ainsi informer la personne concerneÂe des caracteÂristiques de ses traitements
afin de lui permettre d'acceÂder aux donneÂes, voire d'en demander la rectification ou de
s'y opposer.
Le cas eÂcheÂant, le responsable du traitement devra deÂclarer ses traitements auto-
matiseÂs aupreÁs de la Commission de la protection de la vie priveÂe.
Enfin, le responsable et le soustraitant sont soumis aÁ des obligations de seÂcuriteÂ et
de confidentialiteÂ.
SECTION 1. L'OBLIGATION D'INFORMATION
530 Objet de l'obligation d'information
La loi conserve un double reÂgime d'information de la personne concerneÂe selon que le
responsable du traitement a « obtenu » 124 les donneÂes aupreÁs de la personne concerneÂe
(art. 9, § 1er de la loi) ou aupreÁs d'une autre personne (art. 9, § 2).
Dans les deux situations, la loi impose une information minimale de la personne
concerneÂe: l'information sur le nom et l'adresse du responsable du traitement et les
finaliteÂs du traitement. Elle ajoute une information compleÂmentaire lorsque la finaliteÂ
de direct marketing est « envisageÂe » par le responsable du traitement: la personne
concerneÂe doit eÃtre informeÂe de son droit d'opposition aÁ un tel traitement 125.
La loi oblige aussi le responsable du traitement aÁ fournir des informations « sup-
pleÂmentaires » suivant le criteÁre qu'elle deÂtermine. Ces informations visent, notam-
ment, les cateÂgories de donneÂes, les cateÂgories de destinataires, le caracteÁre obligatoire
ou non de la reÂponse et l'existence d'un droit d'acceÁs et de rectification. Ces
informations suppleÂmentaires ne doivent pas eÃtre communiqueÂes aÁ la personne si,
au regard des circonstances de l'obtention des donneÂes, elles ne sont pas neÂcessaires
pour assurer un « traitement loyal des donneÂes ».
D'autres informations « suppleÂmentaires » devront donc eÃtre transmises, le cas
eÂcheÂant, en fonction de l'application de ce criteÁre de loyauteÂ. Ainsi, si le traitement
se deÂroule en partie aÁ l'eÂtranger, ce fait doit eÃtre reÂveÂleÂ, au vu des risques accrus que le
transfert de donneÂes implique pour la personne concerneÂe.
Le Roi peut toujours imposer une information suppleÂmentaire en fonction du
caracteÁre speÂcifique du traitement.
Dans les deux hypotheÁses d'information, l'obligation est leveÂe si la personne a deÂjaÁ
recËu l'information en cause anteÂrieurement.
124. Le mot `collecte' implique une deÂmarche active du responsable du traitement alors que l'expression
`obtenir des donneÂes' vise eÂgalement la situation dans laquelle la personne concerneÂe communique
spontaneÂment les donneÂes aÁ caracteÁre personnel (ExposeÂ des motifs, Doc. parl., Ch. repr., sess. ord.
1997-1998, no 1566/1, p. 44).
125. Sur le contenu de ce droit d'opposition, cf. infra no 640 et s.
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540 ProceÂdure d'information
Aucune proceÂdure particulieÁre d'information n'est speÂcifieÂe par la loi. Celle-ci peut
donc eÃtre eÂcrite ou orale, transmise par voie eÂlectronique, collective ou particulieÁre.
Des proceÂdures collectives suppleÂmentaires s'imposeront souvent pour les traite-
ments relatifs au personnel de l'entreprise, le cas eÂcheÂant dans le respect de reÁgles
particulieÁres preÂvues par le droit du travail. Citons aÁ titre d'exemple, les proceÂdures
speÂcifiques d'information preÂvues par la convention collective de travail no 68
conclue le 16 juin 1998 relative aÁ la protection de la vie priveÂe des travailleurs aÁ
l'eÂgard de la surveillance par cameÂras sur le lieu de travail et par la convention
collective de travail no 81 du 26 avril 2002 relative aÁ la protection de la vie priveÂe des
travailleurs aÁ l'eÂgard du controÃle des donneÂes de communication eÂlectronique en
reÂseau. Il convient d'eÃtre attentif au fait que ces textes, ainsi que d'autres 126, peuvent
venir modaliser le reÂgime d'information preÂvu par la loi. Il convient donc de veÂrifier
tous les textes applicables avant d'organiser la transmission des informations aÁ la
personne concerneÂe.
Le responsable du traitement pourra s'inspirer utilement des proceÂdures preÂconi-
seÂes par la Commission aÁ l'eÂgard de certains traitements particuliers. On pense par
exemple aÁ l'information aÁ communiquer dans le cadre des traitements poursuivis
dans une relation d'e-commerce 127.
GeÂneÂralement, l'information lors de la collecte s'effectue par l'insertion d'une
clause-type sur un questionnaire, un coupon ou un courrier transmis aÁ la personne
concerneÂe. La principale difficulteÂ rencontreÂe consiste souvent aÁ eÂviter au maximum
que l'information transmise ne prenne une place trop importante sur le document.
DeÁs lors qu'un lien contractuel lie le responsable du traitement aÁ la personne
concerneÂe, une insertion de l'information dans le contrat ou les conditions geÂneÂrales
est souvent la solution la plus simple. Il ne faut toutefois pas oublier que l'information
est censeÂe preÂceÂder la conclusion du contrat.
Le mode d'information ne doit pas consister forceÂment en un eÂcrit. Il peut eÃtre oral,
par exemple lors d'une collecte d'informations par teÂleÂphone. L'important est alors de
se constituer une preuve de la reÂaliteÂ de l'information. Cette preuve pourra eÃtre tireÂe de
diverses preÂsomptions comme par exemple une note interne aux employeÂs chargeÂs du
deÂmarchage, ouÁ il est preÂciseÂ les informations qui doivent obligatoirement eÃtre
transmises aÁ la personne concerneÂe, ou une confirmation lors d'un envoi eÂventuel
de documents, etc.
550 SpeÂcificiteÂs de l'information en cas d'obtention des donneÂes aupreÁs de la per-
sonne concerneÂe
Il convient de noter que ni la loi ni l'arreÃteÂ d'exeÂcution ne preÂvoient d'exception aÁ
l'obligation d'information lorsque les donneÂes sont obtenues par le responsable
directement aupreÁs de la personne concerneÂe.
C'est pourquoi il convient d'insister sur la porteÂe extreÃmement large de cette
obligation. Quels que soient la qualiteÂ du responsable, le type de relation entretenue
avec la personne, la nature des donneÂes, etc., le responsable doit informer la personne
des eÂleÂments preÂvus par la loi.
126. Par exemple, celle imposeÂe en cas de finaliteÂs ulteÂrieures scientifiques, statistiques et historiques (cf.
supra, no 310) ou de finaliteÂ de publiciteÂ de courriers eÂlectroniques (cf. supra, no 340).
127. Avis no 34/2000 du 22 novembre 2000 relatif aÁ la protection de la vie priveÂe dans le cadre du
commerce eÂlectronique, http://www.privacy.fgov.be.
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L'information doit parvenir aÁ la personne concerneÂe « au plus tard au moment ouÁ
ces donneÂes sont obtenues ». Cette preÂcision a eÂteÂ inseÂreÂe aÁ la demande de la
Commission qui, consideÂrant que normalement l'information devait eÃtre effectueÂe
au moment de la collecte des donneÂes, insistait sur le fait que la personne devait avoir
la possibiliteÂ de refuser la transmission des donneÂes sur la base des informations
transmises preÂalablement par le responsable 128.
560 SpeÂcificiteÂs de l'information en cas d'obtention des donneÂes aupreÁs d'une per-
sonne autre que la personne concerneÂe
L'information doit ici eÃtre transmise deÁs l'enregistrement des donneÂes, et si une
communication aÁ un tiers est envisageÂe, au plus tard lors de la premieÁre communica-
tion aÁ ce tiers.
Si la communication ou l'utilisation des donneÂes a lieu aÁ des fins de marketing
direct, la personne concerneÂe doit eÃtre avertie avant la communication au tiers ou
l'utilisation pour le tiers afin de pouvoir exercer en temps utile son droit d'opposition.
Autre particulariteÂ: la loi a preÂvu deux exceptions aÁ l'obligation d'information
lorsque les donneÂes ne sont pas obtenues de la personne concerneÂe.
La premieÁre exception vise les cas ouÁ « l'information de la personne concerneÂe se
reÂveÁle impossible ou implique des efforts disproportionneÂs ». Le prescrit leÂgal vise, en
particulier, les traitements aÁ finaliteÂ statistique, de recherche historique ou scientifique
et ceux poursuivis pour le deÂpistage motiveÂ par la protection et la promotion de la
santeÂ publique. Les contours de l'impossibiliteÂ d'information et du caracteÁre dispro-
portionneÂ des efforts demandeÂs pas l'obligation d'information au responsable du
traitement ne sont pas clairs. L'arreÃteÂ royal oblige en son article 31 le responsable aÁ
justifier lesdits motifs dans sa deÂclaration. Cette justification sera reprise dans le
registre public des deÂclarations. L'arreÃteÂ royal preÂcise aussi que le responsable ± ou le
tiers aÁ qui les donneÂes ont eÂteÂ communiqueÂes ± doit neÂanmoins, lors de la premieÁre
prise de contact avec la personne concerneÂe, lui communiquer l'information preÂvue
leÂgalement 129.
La seconde exception vise les cas ouÁ l'enregistrement ou la communication sont
effectueÂs en vue de l'application d'une disposition preÂvue par ou en vertu d'une loi,
d'un deÂcret ou d'une ordonnance. Son libelleÂ eÂlargit singulieÁrement la porteÂe res-
treinte de l'exception preÂvue par la directive, sur laquelle l'exception belge preÂtend se
fonder 130.
SECTION 2. L'OBLIGATION DE COMMUNICATION ET DE
RECTIFICATION DES DONNEÂES
570 GeÂneÂraliteÂs
L'ideÂe de transparence, qui est aÁ la base de nombreuses dispositions de la loi, a
notamment pour but de permettre aÁ la personne concerneÂe d'exercer elle-meÃme un
128. Avis no 30/96 du 13 novembre 1996 de la Commission de la protection de la vie priveÂe, Doc. Parl.,
Ch. repr., sess. ord. 1998-1999, no 1566/10, p. 122, no 26.
129. Article 30 de l'arreÃteÂ royal. L'arreÃteÂ royal rappelle eÂgalement que des reÁgles particulieÁres ont eÂteÂ
eÂdicteÂes concernant les traitements ulteÂrieurs aÁ finaliteÂ scientifique, statistique et historique.
130. Th. LeÂ onard et Y. Poullet, `La protection des donneÂes aÁ caracteÁre personnel en pleine (r)eÂvolu-
tion', op. cit., p. 389, no 46.
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controÃle sur les traitements portant sur des donneÂes aÁ caracteÁre personnel qui la
concernent.
La personne concerneÂe a, en effet, le droit d'acceÂder aÁ l'ensemble de ces donneÂes
afin d'en obtenir, le cas eÂcheÂant, la rectification. Ces droits sont cependant rarement
exerceÂs en pratique.
La loi preÂvoit aussi un droit de s'opposer au traitement des donneÂes dans les
hypotheÁses et conditions qu'elle deÂtermine.
La loi instaure une proceÂdure d'acceÁs indirect ± c'est-aÁ-dire exerceÂe par l'intermeÂ-
diaire de la Commission ± pour les traitements poursuivis par certaines autoriteÂs
publiques (police, suÃreteÂ de l'Etat, etc.) 131.
Sous-section 1. L'acceÁ s aux donneÂ es
580 PorteÂe
L'article 10 de la loi permet aÁ toute personne concerneÂe justifiant de son identiteÂ
d'obtenir du responsable du traitement:
± la confirmation de l'(in)existence du traitement, ainsi que les finaliteÂs du traite-
ment, les cateÂgories de donneÂes traiteÂes et de destinataires;
± la communication, sous une forme intelligible, des donneÂes traiteÂes ainsi que toute
information disponible sur leur origine; toutes les donneÂes qui font l'objet d'un
traitement au sens de la loi sont ici viseÂes (informations objectives, subjectives,
photographies, etc.);
± la connaissance de la logique suivie lors du traitement en cas de systeÁme automatiseÂ
de deÂcision 132.
Le responsable doit eÂgalement rappeler dans sa reÂponse l'existence des droits de
correction, du droit d'intenter une action en cessation et de consulter, le cas eÂcheÂant, le
registre public des deÂclarations.
590 Introduction de la demande d'acceÁs
Afin d'obtenir l'acceÁs aux informations preÂciteÂes, la personne concerneÂe doit adresser
un courrier dateÂ et signeÂ au responsable du traitement. Elle peut aussi l'adresser aÁ son
repreÂsentant en Belgique ou aÁ un de ses mandataires ou preÂposeÂs, voire meÃme au sous-
traitant tenu alors de transmettre la demande au responsable 133.
La demande d'acceÁs eÂmane normalement de la personne concerneÂe elle-meÃme.
Rien ne permet toutefois d'exclure l'hypotheÁse d'un mandat speÂcial donneÂ aÁ un tiers,
notamment son avocat 134. La personne concerneÂe, qu'elle exerce son droit person-
nellement ou via un mandataire, doit justifier de son identiteÂ. Devant le silence de la
131. ViseÂes aÁ l'article 3, § 4 aÁ § 6 de la loi. Les modaliteÂs concreÁtes de ce droit sont reÂgleÂes par les articles
36 aÁ 46 de l'arreÃteÂ royal.
132. Sur cet article, voir supra no 500.
133. Article 32 de l'arreÃteÂ royal.
134. J. Dumortier, `De verplichtingen van de houder van het best and' in Personnsgegevens en
privacybescherming Commentaar op de wet tot bescherming van de persoonlijke levensfeer,
op. cit., p. 96; Contra mais aÁ tort E. Meysmans, `Het recht van toegang en verbetering in de
Belgische privacywet', op. cit., p. 226. L'auteur se fonde sur le texte de l'article 10 de la loi visant `de
hem betreffende gegevens die in een verwerking zijn opgenomen' (les donneÂes qu'un traitement
contient aÁ son sujet). C'est oublier que le mandataire agit au nom et pour compte de son mandant. Du
reste, l'auteur admet que l'acceÁs aux donneÂes soit exerceÂ par un avocat.
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loi, il est recommandeÂ d'annexer aÁ sa demande une copie recto verso de sa carte
d'identiteÂ.
La demande peut eÃtre remise sur place ou transmise par voie postale, voire par tout
autre moyen de teÂleÂcommunication 135. La personne concerneÂe devra toutefois eÃtre
attentive aÁ se meÂnager la preuve de l'exercice de son droit. En cas de remise sur place,
l'arreÃteÂ royal impose aÁ la personne qui recËoit la demande de deÂlivrer immeÂdiatement
un accuseÂ de reÂception dateÂ et signeÂ.
Le responsable du traitement quant aÁ lui sera attentif au controÃle de l'identiteÂ de la
personne concerneÂe: il ne peut en effet communiquer des donneÂes aÁ caracteÁre
personnel aÁ une personne non autoriseÂe 136.
600 ReÂponse du responsable du traitement
Le responsable du traitement, ou toute autre personne deÂsigneÂe par le Roi, qui recËoit
une demande d'acceÁs dispose, aÁ compter de la reÂception de la demande, d'un deÂlai
maximal de quarante cinq jours pour y donner une suite 137. Toutefois, l'article 10, § 2
de la loi dispose que les renseignements doivent eÃtre communiqueÂs sans deÂlai, ce qui
implique que tout soit mis en úuvre pour satisfaire au plus vite la demande, sous peine
de voir engageÂe la responsabiliteÂ du responsable.
Cette suite consiste d'abord aÁ veÂrifier la recevabiliteÂ de la demande d'acceÁs. Le
responsable n'est en effet pas tenu de reÂpondre aÁ une demande introduite alors qu'un
deÂlai raisonnable n'est pas expireÂ depuis une demande anteÂrieure de la meÃme personne
aÁ laquelle il a eÂteÂ reÂpondu ou depuis la date de communication d'office des donneÂes
demandeÂes 138. Le but du leÂgislateur est bien ici d'eÂviter certains abus consistant en
des demandes reÂpeÂtitives ou intempestives de la meÃme personne concerneÂe.
Si la demande d'acceÁs est recevable, le responsable du traitement est tenu de
communiquer les informations preÂvues par la loi aÁ la personne concerneÂe. La commu-
nication des donneÂes doit se faire sous une forme compreÂhensible, sous peine de
manquer au but du droit reconnu aÁ la personne concerneÂe, ce qui exclut un langage
informatique ou un listing sous forme de codes sans autre explication. La loi ne preÂvoit
cependant pas de forme particulieÁre. Il est donc utile que le responsable du traitement
se meÂnage une preuve de la communication des donneÂes.
610 AcceÁs aux donneÂes relatives aÁ la santeÂ
Toute personne a droit eÂgalement aÁ prendre connaissance des donneÂes aÁ caracteÁre
personnel traiteÂes relatives aÁ sa santeÂ, soit directement, soit avec l'aide d'un praticien
professionnel en soins de santeÂ 139.
La communication elle-meÃme des donneÂes peut eÃtre effectueÂe par l'intermeÂdiaire
d'un professionnel des soins de santeÂ choisi par la personne concerneÂe et cela, aÁ la
demande du responsable du traitement ou de la personne concerneÂe.
L'exercice de ce droit d'acceÁs a lieu sans preÂjudice de l'application de l'article 9,
§ 2 de la loi du 22 aouÃt 2002 relative aux droits du patient. Cette disposition organise
l'acceÁs du patient aÁ son dossier meÂdical selon des modaliteÂs distinctes de celles
135. Article 32 de l'arreÃteÂ royal.
136. Cf. infra no 790 et 820.
137. Article 10, § 1er in fine de la loi.
138. Article 10, § 3 de la loi.
139. Article 10, § 2 de la loi.
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analyseÂes ici. Ces dispositions particulieÁres s'appliquent indeÂpendamment de la loi sur
la protection des donneÂes.
Dans les circonstances et aux conditions strictes que la loi deÂtermine, la commu-
nication des donneÂes relatives aÁ la santeÂ traiteÂes pour une finaliteÂ de recherches
meÂdico-scientifiques peut eÃtre diffeÂreÂe au plus tard jusqu'aÁ l'acheÁvement des recher-
ches. Il faut alors qu'il soit manifeste qu'il n'existe aucun risque d'atteinte aÁ la vie
priveÂe de la personne concerneÂe (1); que les donneÂes ne soient pas utiliseÂes pour
prendre des mesures aÁ l'eÂgard de cette personne (2); que ladite communication soit
susceptible de nuire gravement auxdites recherches (3); que la personne ait donneÂ son
autorisation eÂcrite et preÂalable quant au traitement et aÁ la possibiliteÂ de diffeÂrer la
communication des donneÂes (4). Autant dire que cette exception, au vu de ces
conditions, a peu de chances d'eÃtre mise en úuvre en pratique...
Sous-section 2. La rectification des donneÂ es
620 PorteÂe
L'article 12 de la loi preÂvoit que toute personne a le droit d'obtenir sans frais la
rectification de toute donneÂe aÁ caracteÁre personnel inexacte qui la concerne ainsi que
la suppression ou l'interdiction d'utilisation des donneÂes qui, compte tenu du but du
traitement, sont incompleÁtes ou non pertinentes ou dont l'enregistrement, la commu-
nication ou la conservation sont interdits ou encore qui ont eÂteÂ conserveÂes au-delaÁ de
la peÂriode autoriseÂe.
Ce droit de rectification doit donc se comprendre au sens large. Il vise de manieÁre
geÂneÂrale toute difficulteÂ relative aÁ la qualiteÂ des donneÂes traiteÂes ± exactitude,
pertinence, etc. ± mais aussi aÁ la leÂgitimiteÂ et la liceÂiteÂ du traitement des donneÂes ±
interdiction de traitement, leÂgitimiteÂ de la finaliteÂ, etc. ±.
La charge de la preuve repose sur la personne concerneÂe par les donneÂes, ce qui
pose souvent en pratique une grande difficulteÂ. Parfois, cette preuve sera meÃme
impossible, notamment si elle reÂveÁle une appreÂciation subjective du responsable du
traitement. Dans cette dernieÁre hypotheÁse, seul le caracteÁre excessif de la donneÂe
paraõÃt pouvoir eÃtre contesteÂ.
Contrairement aux cas ouÁ la loi ouvre un droit d'opposition, la suppression ou un
effacement des donneÂes ne peuvent eÃtre obtenus par la personne concerneÂe que si elle
rapporte preÂalablement la preuve de la violation de la loi.
DeÁs la reÂception d'une demande de rectification, tout comme en cas de notification
de l'introduction de l'instance viseÂe aÁ l'article 14, le responsable du traitement doit
indiquer l'existence de la contestation lors de toute communication des donneÂes
litigieuses aÁ des tiers 140. Cette mention doit apparaõÃtre jusqu'aÁ ce qu'une deÂcision
judiciaire soit couleÂe en force de chose jugeÂe.
630 Introduction de la demande de rectification et reÂaction du responsable du traitement
Dans les meÃme formes que pour le droit d'acceÁs, la personne concerneÂe transmet sa
demande de rectification au responsable du traitement ou aux autres personnes
preÂciteÂes 141. La personne concerneÂe ayant la charge de la preuve, la demande
contiendra les motifs justifiant la correction ou la suppression des donneÂes litigieuses.
140. Article 15 de la loi.
141. Article 33 de l'arreÃteÂ royal.
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Dans le mois de la demande, la rectification des donneÂes contesteÂes est commu-
niqueÂe par le responsable du traitement tant aÁ la personne concerneÂe, qu'aux tiers
auxquels les donneÂes ont eÂteÂ communiqueÂes. Ces derniers ne recËoivent la rectification
que « pour autant que le responsable du traitement ait encore connaissance des
destinataires de la communication » et que « la notification aÁ ces destinataires ne
paraisse pas impossible ou n'implique pas des efforts disproportionneÂs ».
Sous-section 3. L'opposition au traitement
640 PorteÂe
L'article 12, § 1er de la loi consacre le droit d'opposition dans deux hypotheÁses.
Dans la premieÁre hypotheÁse, la personne concerneÂe a le droit de s'opposer au
traitement de certaines de ses donneÂes pour des raisons seÂrieuses et leÂgitimes tenant aÁ
une situation particulieÁre. Le traitement est donc licite en lui-meÃme (il poursuit une
finaliteÂ leÂgitime, il respecte le reÂgime des donneÂes sensibles, etc.) mais il est
neÂanmoins particulieÁrement dommageable aÁ la personne concerneÂe pour des raisons
qui sont propres et deÂpendantes de sa situation particulieÁre. Notons que la loi interdit
ce droit d'opposition lorsque le traitement est neÂcessaire aÁ la conclusion ou aÁ
l'exeÂcution d'un contrat ainsi qu'au respect d'une obligation leÂgale.
La seconde hypotheÁse est de loin la plus freÂquente. Gratuitement et sans justifica-
tion, la personne concerneÂe peut s'opposer au traitement projeteÂ lorsque des donneÂes aÁ
caracteÁre personnel sont collecteÂes aÁ des fins de « direct marketing ».
L'effet d'une opposition fondeÂe sur l'une ou l'autre des deux hypotheÁses est
l'effacement des donneÂes litigieuses par le responsable du traitement.
650 Information de l'existence du droit d'opposition en matieÁre de marketing direct
On a vu que le responsable du traitement devait informer la personne concerneÂe de
l'existence du droit d'opposition ouvert aÁ son profit dans le cas de traitements aÁ
finaliteÂ de marketing direct 142.
L'arreÃteÂ royal est venu preÂciser les modaliteÂs particulieÁres de cette information.
Soit le responsable du traitement obtient directement les donneÂes de la personne
concerneÂe, il doit alors offrir lors de cette collecte la possibiliteÂ de s'opposer
gratuitement au traitement 143. Si la collecte est effectueÂe par eÂcrit, la personne doit
pouvoir exercer son droit sur le document eÂcrit (coupon-reÂponse dans un journal,
formulaire de commande, voire formulaire eÂlectronique sur interne, etc.) 144. Si la
collecte est effectueÂe autrement que par eÂcrit (par teÂleÂphone, carte aÁ puce, etc.), le
responsable doit l'inviter aÁ exercer son droit d'opposition soit sur un document ad hoc
qu'il lui communique dans les deux mois de l'obtention des donneÂes, soit par tout
autre moyen technique lui permettant de garder une preuve que la personne concerneÂe
a eu la possibiliteÂ d'exercer son droit 145. Dans ce dernier cas, l'invitation aÁ l'exercice
du droit doit eÃtre concomitante aÁ l'obtention des donneÂes en vertu du prescrit de
l'article 9, § 1er de la loi.
142. Cf. supra, no 530
143. Article 9, § 1er de la loi.
144. Article 34, alineÂa 1er de l'arreÃteÂ royal.
145. Article 34, alineÂa 2 de l'arreÃteÂ royal.
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Soit le responsable du traitement a obtenu les donneÂes d'une personne autre que la
personne concerneÂe par les donneÂes. L'article 9, § 2 de la loi preÂcise que l'information
doit avoir lieu avant que les donneÂes ne soient pour la premieÁre fois communiqueÂes aÁ
des tiers ou utiliseÂes pour le compte de tiers aÁ des fins de marketing direct. L'arreÃteÂ
royal preÂcise alors que le responsable doit prendre contact avec elle par eÂcrit pour
l'interroger sur ses intentions aÁ l'eÂgard de l'exercice du droit d'opposition.
660 Introduction de la demande d'opposition et reÂaction du responsable du traite-
ment
La personne concerneÂe transmet normalement sa demande d'opposition au respon-
sable du traitement ou aux autres personnes preÂciteÂes dans les meÃme formes que pour
le droit d'acceÁs et de rectification 146. Cela eÂtant, elle pourra normalement utiliser les
supports eÂcrits parfois imposeÂs pour l'informer de l'existence du droit.
Dans le mois de l'opposition, le responsable doit lui communiquer quelle suite il a
reÂserveÂ aÁ sa demande. Si cette dernieÁre est justifieÂe, il doit arreÃter de traiter les donneÂes
litigieuses.
SECTION 3. L'OBLIGATION DE DEÂCLARATION DES
TRAITEMENTS AUTOMATISEÂS
Sous-section 1. Le principe
670 PorteÂe de l'obligation de deÂclaration
La loi organise une formaliteÂ de deÂclaration des traitements entieÁrement ou partiel-
lement automatiseÂs ou d'un ensemble de tels traitements ayant une meÃme finaliteÂ ou
des finaliteÂs lieÂes. La deÂclaration doit eÃtre effectueÂe avant leur mise en úuvre
effective. Le but est d'assurer une information claire et compleÁte tant aÁ la Commission
de la protection de la vie priveÂe qui y trouve un outil neÂcessaire aÁ l'exercice de ses
missions de controÃle qu'au citoyen qui y trouve des informations neÂcessaires aÁ
l'exercice de ses droits.
En vue d'optimaliser cette transparence, les diffeÂrentes deÂclarations sont regrou-
peÂes et consigneÂes dans un registre, appeleÂ communeÂment « fichier des fichiers » 147.
Ce dernier reprend la liste des traitements automatiseÂs et de leurs principales caracteÂ-
ristiques. Son acceÁs au public est organiseÂ conformeÂment au prescrit des articles 63 aÁ
69 de l'arreÃteÂ royal. Retenons simplement qu'il est accessible via le site internet de la
Commission, lors d'une consultation sur place dans les locaux de la Commission ou
par une demande orale ou eÂcrite d'extraits.
La formaliteÂ de deÂclaration mise explicitement aÁ charge du responsable du traite-
ment ne concerne que les traitements automatiseÂs. On peut se demander ce qu'il faut
entendre par la reÂfeÂrence, absente dans l'ancien texte, « d'un ensemble de tels
traitements ayant une meÃme finaliteÂ ou des finaliteÂs lieÂes » et comment la comprendre
au regard des concepts de « traitement » et de « finaliteÂ » 148. Ce qui est certain, c'est
146. Article 12, § 2 de la loi.
147. Article 18 de la loi. Seules les indications reprises aÁ l'article 17, § 3 et 6 sont viseÂes.
148. Voir Th. LeÂ onard et Y. Poullet, `La protection des donneÂes aÁ caracteÁre personnel en pleine
(r)eÂvolution', op. cit., pp. 392 et 393, no 60 qui releÁvent les incoheÂrences du texte et l'opinion plus
conciliante de D. De Bot, Verwerking van persoonsgegevens, op. cit., p. 267 et s.
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que la loi a voulu alleÂger l'obligation de deÂclaration en permettant d'opeÂrer une
meÃme deÂclaration pour diffeÂrents finaliteÂs lieÂes aÁ un ou plusieurs traitements. On
s'accordera aÁ dire que ce sont les circonstances de fait qui seront deÂterminantes et qu'il
faut veiller aÁ trouver une relation factuelle eÂvidente entre diffeÂrents traitements et
finaliteÂs pour opeÂrer une seule deÂclaration 149.
La Commission a reÂgleÂ la difficulteÂ en proposant dans un lexique de finaliteÂs
attacheÂ aÁ la deÂclaration des cateÂgories de finaliteÂs dans lesquelles les finaliteÂs sont
preÂsumeÂes lieÂes 150. Ainsi, par exemple, les finaliteÂs de gestion de la clienteÁle et de
lutte contre la fraude et infractions de la clienteÁle sont rangeÂes dans la meÃme cateÂgorie
et consideÂreÂes comme lieÂes. Elles peuvent donc faire l'objet d'une seule et meÃme
deÂclaration.
La deÂclaration n'est pas une proceÂdure d'autorisation de traitement mais une
obligation purement administrative. En cas de plainte, de controÃle ou de proceÂdure
judiciaire, les informations reprises dans la deÂclaration seront censeÂes correspondre aÁ
la reÂaliteÂ et feront foi contre le responsable du traitement. L'inexactitude ou le deÂfaut
d'informations exigeÂes dans la deÂclaration sont eÂrigeÂs en infraction peÂnale 151.
La deÂclaration comporte une description des caracteÂristiques du traitement. Il s'agit
essentiellement de l'identification du responsable du traitement, de la finaliteÂ ou de
l'ensemble des finaliteÂs lieÂes du traitement, et des cateÂgories de personnes admises aÁ
obtenir les donneÂes 152. Deux situations donneront lieu aÁ un compleÂment
de deÂclaration. D'une part, lorsque la Commission de la protection de la vie priveÂe
effectue une deÂmarche aÁ cet effet 153 et, d'autre part, lorsque les donneÂes traiteÂes sont
destineÂes aÁ eÃtre transmises vers l'eÂtranger 154.
Si le traitement vient aÁ eÃtre supprimeÂ ou si une des mentions de la deÂclaration devait
eÃtre modifieÂe, une deÂclaration ad hoc est requise 155. Il en est ainsi lorsque les donneÂes
sont traiteÂes en vue d'une finaliteÂ diffeÂrente de celle preÂvue dans une
premieÁre deÂclaration.
Dans les trois jours ouvrables de la reÂception d'une deÂclaration, la Commission
adresse un accuseÂ de reÂception 156.
680 Montant et paiement de la redevance
En son paragraphe 9, l'article 17 de la loi preÂvoit que le responsable du traitement est
tenu de verser une contribution au profit de la Commission lors de chaque deÂclaration.
Les articles 47 aÁ 50 de l'arreÃteÂ royal exeÂcutent cette dernieÁre disposition.
Le montant des redevances est fonction du type de deÂclaration choisi par le
responsable du traitement:
a. la redevance pour la deÂclaration effectueÂe au moyen d'un formulaire papier fourni
par la Commission est fixeÂe aÁ 125 euros;
149. Idem.
150. Ce document, ainsi que les deÂclarations et toutes les explications utiles quant aÁ la proceÂdure de
deÂclaration sont disponibles librement et gratuitement sur le site de la Commission de la protection
de la vie priveÂe (http://www.privacy.fgov.be).
151. Article 39, 8o de la loi.
152. Le deÂtail des mentions est repris aÁ l'article 17, § 3 de la loi.
153. Article 17, § 4. Le compleÂment de deÂclaration portera en particulier sur l'origine des donneÂes, de la
technique d'automatisation choisie et des mesures de seÂcuriteÂ preÂvues.
154. Article 17, § 6. Doivent alors eÃtre mentionneÂes les cateÂgories de donneÂes faisant l'objet de la
transmission et le pays de destination pour chaque cateÂgorie de donneÂes.
155. Article 17, § 7 de la loi.
156. Article 17, § 2 de la loi.
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b. la redevance pour la deÂclaration effectueÂe au moyen du formulaire type sur support
magneÂtique fourni par la Commission est fixeÂe aÁ 25 euros; il en est de meÃme pour
la deÂclaration effectueÂe via Internet, qui est assimileÂe par la Commission aÁ
une deÂclaration sur support magneÂtique.
c. la redevance pour une deÂclaration modificative d'une deÂclaration initiale est fixeÂe aÁ
20 euros.
Le responsable effectue le paiement des redevances au moyen des documents mis aÁ
disposition par la Commission. La contribution due doit en pratique eÃtre verseÂe sur le
compte no 679-2005601-29 de la Commission de la protection de la vie priveÂe aÁ 1000
Bruxelles, avec communication du numeÂro du dossier HM c'est-aÁ-dire le numeÂro
attribueÂ au responsable du traitement.
Il convient de noter que le responsable paye un seul et meÃme montant pour toutes
les informations qu'il deÂclare aÁ la meÃme occasion.
690 DeÂclarations-types eÂlaboreÂes par la Commission
Pour l'instant, trois reÂgimes de deÂclaration sont proposeÂs par la Commission. L'un est
geÂneÂral et concerne la quasi-totaliteÂ des traitements. Le second concerne
les deÂclarations standard qui ont eÂteÂ mises au point par la Commission et des
organisations professionnelles, sectorielles ou des secreÂtariats sociaux. Le troisieÁme
est propre aux traitements ulteÂrieurs aÁ finaliteÂs scientifiques, statistiques et histori-
ques.
Les modeÁles types de deÂclaration creÂeÂs par la Commission sont tous composeÂs de
quatre parties. La premieÁre comprend les donneÂes d'identification du responsable du
traitement, la seconde celles relatives au traitement. La troisieÁme est propre aux
modifications apporteÂes dans un traitement ayant fait l'objet d'une deÂclaration anteÂ-
rieure et la quatrieÁme aÁ la suppression d'un tel traitement.
Toutes les mentions preÂvues par la loi s'y retrouvent.
Le responsable du traitement voit sa taÃche faciliteÂe par l'existence de lexiques et
notices explicatives. Les lexiques reprennent par exemple les cateÂgories de donneÂes et
les finaliteÂs les plus courantes. Mais ces documents, quoique treÁs utiles, ne peuvent
eÃtre complets et le responsable doit toujours apporter les preÂcisions qui s'imposent deÁs
lors que son traitement diffeÁre des indications qui lui sont donneÂes.
Sous-section 2. Les exceptions aÁ l'obligation de deÂ claration
700 GeÂneÂraliteÂs
En application de l'article 17, § 8 de la loi, le Roi a recËu le pouvoir d'exempter
de deÂclaration les traitements automatiseÂs qui ne preÂsentent manifestement pas
d'atteinte aÁ la vie priveÂe. L'arreÃteÂ royal 157 accorde cette exemption aÁ douze cateÂgories
de traitements qui reÂpondent, eÂventuellement sous certaines conditions, au criteÁre
leÂgal d'exemption. Seules les exemptions inteÂressant normalement l'entreprise seront
deÂveloppeÂes ci-apreÁs 158. Il est aÁ noter que ces exemptions sont quasi identiques aÁ
157. Articles 51 aÁ 62.
158. Parmi celles qui ne feront pas l'objet d'un commentaire, on citera seulement les traitements effectueÂs
par une fondation, une association ou tout autre organisme sans but lucratif dans le cadre de leurs
activiteÂs ordinaires (art. 56 de l'arreÃteÂ royal). Le lecteur recherchant de l'information sur les
exemptions relatives aÁ une entreprise ne relevant pas du secteur priveÂ est deÁs lors inviteÂ aÁ consulter
l'arreÃteÂ royal.
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celles issues de l'ancien texte. C'est pourquoi l'on se reÂfeÁre encore utilement ci-apreÁs
aÁ l'exposeÂ des motifs de l'ancien arreÃteÂ royal.
La deÂclaration eÂtant de principe, l'exemption repreÂsentant l'exception, une inter-
preÂtation restrictive des finaliteÂs deÂtermineÂes par le Roi paraõÃt s'imposer. Ces der-
nieÁres restreignent en effet la porteÂe du principe de transparence, au cúur de la
protection accordeÂe par la loi aux liberteÂs individuelles de la personne concerneÂe
par les donneÂes.
710 Traitements relatifs aÁ l'administration des salaires
L'article 51 de l'arreÃteÂ royal preÂvoit une exemption de deÂclaration pour les traitements
automatiseÂs relatifs aÁ l'administration des salaires.
Pour ces types de traitement automatiseÂ, les donneÂes se rapportent aÁ des personnes
« au service du ou travaillant pour le responsable du traitement ». Le statut du
beÂneÂficiaire (salarieÂ, statutaire, indeÂpendant, etc.) est ici sans importance 159.
Le rapport au Roi preÂcise que le terme « salaire » comprend toutes formes de
salaire, traitement ou autres reÂmuneÂrations pour ou en rapport avec des prestations
effectueÂes par les inteÂresseÂs aÁ la demande ou pour le responsable du traitement. La
nature de la reÂmuneÂration (remboursement de frais, salaire, etc.) est sans importance.
L'arreÃteÂ est, par contre, muet quant aux buts d'utilisation des donneÂes que recouvre
l'administration des salaires. On peut notamment y inclure les opeÂrations de calcul et
de paiement des reÂmuneÂrations, les calculs de cotisations de toute nature donnant lieu
aÁ des retenues (pension, seÂcuriteÂ sociale, mutuelle, etc.), les deÂclarations et commu-
nications d'informations aux administrations concerneÂes, la gestion des retenues sur
salaires imposeÂes par des tiers leÂgitimes (saisies-arreÃts sur salaires, etc.), etc. Le
rapport au Roi paraõÃt identifier l'administration des salaires aux taÃches eÂventuellement
confieÂes aux secreÂtariats sociaux. C'est oublier que ces derniers remplissent souvent
des missions plus larges comme certains aspects de l'administration du personnel ou
du conseil juridique.
Sous reÂserve du controÃle du caracteÁre de neÂcessiteÂ par rapport aux types d'opeÂra-
tions preÂciteÂes, les cateÂgories de donneÂes traiteÂes peuvent eÃtre treÁs diverses. D'apreÁs le
rapport au Roi, « l'exemption concerne le traitement de toutes les donneÂes qui sont
requises par la loi sur les documents sociaux et les obligations compleÂmentaires et
qui deÂcoulent notamment des dispositions en matieÁre de droit du travail, de seÂcuriteÂ
sociale, de leÂgislation fiscale y compris les dispositions des conventions collectives et
individuelles de travail » 160. On retrouvera donc des donneÂes d'identification, finan-
cieÁres, administratives (composition de famille, affiliation aÁ une mutuelle, ....), etc.
Le Rapport au Roi admet explicitement que certaines donneÂes sensibles au sens de
la loi, notamment des donneÂes judiciaires 161, puissent eÃtre traiteÂes dans le cadre de la
gestion des salaires tout en beÂneÂficiant de l'exemption.
Pour beÂneÂficier de l'exemption, les donneÂes ne peuvent eÃtre utiliseÂes pour une autre
finaliteÂ que l'administration des salaires, ce qui reÂduit fortement la porteÂe de l'exemp-
tion. En effet, une grande partie de ces donneÂes sera toujours, par exemple, traiteÂe en
vue de la gestion du personnel, pour ne citer que cet exemple. En outre, ces donneÂes
doivent uniquement eÃtre communiqueÂes aux destinataires « qui en ont droit ». Le Roi
paraõÃt viser par laÁ les destinataires aÁ qui les donneÂes doivent eÃtre communiqueÂes
159. Rapport au Roi preÂceÂdant l'arreÃteÂ royal no 13, M.B., 15 mars 1996, p. 5805.
160. Idem, p. 5805.
161. Le Rapport au Roi vise explicitement des donneÂes relatives aÁ la deÂtention preÂventive et, plus
geÂneÂralement, les donneÂes judiciaires qui ont une incidence sur le contrat de travail (p. 5805).
± 3B2 (v 5.51a/W (Mar 07 1997)) , "K:/PDP/GUJE/11-112c1", p. 51, 10 November 2004, 13:17 Ð
LIVRE 112.1. LA PROTECTION DES DONNEÂES AÁ CARACTEÁRE PERSONNEL ET L'ENTREPRISE
GUJE (2e eÂd.), septembre 2004 Livre 112.1 ± 51
(administrations de la seÂcuriteÂ sociale, etc.). Enfin, elles ne peuvent eÃtre conserveÂes au
delaÁ du temps neÂcessaire aÁ la poursuite des finaliteÂs du traitement.
720 Traitements relatifs aÁ l'administration du personnel
Les traitements relatifs aÁ l'administration du personnel sont eÂgalement exempteÂs de
l'obligation de deÂclaration.
Le Rapport au Roi eÂnonce qu'il faut entendre par laÁ « les traitements relatifs au
personnel effectueÂs par les employeurs, pour autant que lesdits traitements
ne deÂcoulent pas directement de l'application de dispositions leÂgales, reÂglementaires
ou conventionnelles concernant l'emploi » 162. Le Roi paraõÃt identifier ces derniers
traitements aÁ ceux neÂcessaires aÁ l'administration des salaires.
Cette « deÂfinition » paraõÃt a priori excessivement large par rapport au texte meÃme
de l'arreÃteÂ et provoque un trouble quant aÁ la deÂlimitation des traitements qui releÁvent
de l'administration des salaires ou du personnel. En effet, la presque totaliteÂ des
relations entre un salarieÂ et son employeur tombe directement sous le coup de
reÂglementations ou de dispositions conventionnelles. Est-ce aÁ dire que les traitements
utiliseÂs aux fins de la gestion de ces relations « reÂglementeÂes » visent automatiquement
l'administration des salaires? La question n'est pas sans inteÂreÃt pratique puisqu'on
verra que les conditions d'exemption sont plus lourdes pour les finaliteÂs propres aÁ
l'administration du personnel.
L'administration des salaires au sens large comprend, selon nous, toutes les
finaliteÂs ayant un rapport direct avec la gestion des reÂmuneÂrations geÂneÂralement
quelconques verseÂes au beÂneÂficiaire dans le cadre de la relation de travail ou de la
prestation effectueÂe. C'est un fait que la matieÁre est soumise aÁ de nombreuses
obligations administratives imposeÂes par la loi ou des arreÃteÂs reÂglementaires. Toute
la relation de travail ou d'emploi ne se reÂsume pas, loin s'en faut, au paiement d'une
reÂmuneÂration et aÁ son administration.
Si l'on sort de l'administration du salaire, on sort du champ d'application de
l'article 51 de l'arreÃteÂ royal et on entre dans celui de l'article 52, aÁ savoir l'adminis-
tration du personnel. Cette dernieÁre est donc une notion geÂneÂrique qui couvre toutes
les finaliteÂs de traitements automatiseÂs poursuivies aÁ l'occasion de la relation de
travail, excepteÂ celles relatives aÁ l'administration du salaire.
L'article 52 recouvre donc des finaliteÂs de traitements ayant trait notamment aÁ la
seÂlection et au recrutement, aÁ la formation, aÁ l'organisation ou aÁ l'eÂvaluation du travail
mais aussi aÁ des communications de donneÂes aux administrations ou des tiers deÁs lors
que cette communication ne preÂsente pas de lien direct avec la gestion du salaire.
L'exemption relative aÁ la deÂclaration des traitements poursuivant des finaliteÂs
d'administration du personnel est conditionnelle.
Le traitement ne peut se rapporter aÁ des donneÂes relatives aÁ l'eÂtat de santeÂ de la
personne concerneÂe par les donneÂes. Le traitement ne peut pas non plus porter sur des
donneÂes sensibles et/ou judiciaires au sens des articles 6 et 8 de la loi, ni sur des
donneÂes destineÂes aÁ une eÂvaluation de l'inteÂresseÂ. Cette condition imposera donc
la deÂclaration de la plupart des traitements automatiseÂs poursuivis en vue de l'embau-
che et de la seÂlection du personnel ainsi que ceux effectueÂs aÁ des fins de planification
de carrieÁre.
Enfin, les donneÂes traiteÂes ne peuvent eÃtre communiqueÂes aÁ des tiers, sauf
exceptions: le traitement est poursuivi dans le cadre de l'application d'une disposition
162. Rapport au Roi preÂceÂdant l'arreÃteÂ royal no 13, op. cit., p. 5805.
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leÂgale ou reÂglementaire ou les communications sont indispensables aÁ la reÂalisation des
objectifs du traitement.
L'arreÃteÂ rappelle eÂgalement que les donneÂes ne peuvent eÃtre conserveÂes au-delaÁ du
deÂlai neÂcessaire aÁ la finaliteÂ poursuivie.
730 Traitements relatifs aÁ la comptabiliteÂ
L'article 53 de l'arreÃteÂ royal admet l'exemption de deÂclaration pour les traitements
« qui se rapportent exclusivement aÁ la comptabiliteÂ du maõÃtre du fichier, pour autant
que lesdites donneÂes soient utiliseÂes exclusivement aÁ la comptabiliteÂ ».
Le rapport au Roi preÂcise que le terme « comptabiliteÂ » doit eÃtre interpreÂteÂ « dans le
sens de la loi du 17 juillet 1975 relative aÁ la comptabiliteÂ et aux comptes annuels des
entreprises comme eÂtant l'administration qui, tenue de manieÁre reÂgulieÁre et confor-
meÂment aux reÁgles usuelles en la matieÁre, peut servir de moyen de perception et de
controÃle lors de la perception des impoÃts eÂtant entendu que l'ouverture et la
communication des documents peuvent eÃtre demandeÂes au tribunal » 163. Le Ministre
preÂcise, en outre, que « toute comptabiliteÂ reÂpondant aÁ cette deÂfinition, qu'elle tombe
ou non sous le champ d'application de la loi du 17 juillet 1975, est susceptible
d'obtenir une exemption. La reÂfeÂrence aÁ la loi preÂciteÂe concerne deÁs lors uniquement
la deÂfinition de la notion de comptabiliteÂ ».
Les conditions de l'exemption sont que les donneÂes soient utiliseÂes exclusivement aÁ
la comptabiliteÂ du responsable; que ces donneÂes portent uniquement sur des personnes
dont les donneÂes sont neÂcessaires aÁ la comptabiliteÂ 164; la non-communication des
donneÂes aux tiers, sauf si la communication a lieu en application d'une disposition
leÂgale ou reÂglementaire ou si elle est indispensable aÁ la tenue de la comptabiliteÂ.
Rentre vraisemblablement dans cette dernieÁre hypotheÁse, la communication des
donneÂes aÁ un service comptable externe aÁ l'entreprise.
Enfin, les donneÂes ne peuvent eÃtre conserveÂes au-delaÁ du deÂlai neÂcessaire aÁ la
comptabiliteÂ et aÁ l'archivage.
740 Traitements relatifs aÁ l'administration des donneÂes d'actionnaires et d'associeÂs
BeÂneÂficient de l'exemption, en application de l'article 54 de l'arreÃteÂ royal, les
traitements « qui visent exclusivement l'administration d'actionnaires et d'associeÂs ».
Le rapport au Roi preÂcise que sont viseÂes les opeÂrations relatives aÁ l'enregistrement
des associeÂs et actionnaires, aÁ la gestion des beÂneÂfices financiers et autres, aux
convocations, aux proceÁs-verbaux, etc. 165.
Les finaliteÂs des traitements en cause ne font l'objet d'aucune autre preÂcision. Les
traitements viseÂs sont ceux portant sur les associeÂs et actionnaires du responsable du
traitement et des socieÂteÂs membres d'un groupe dont il ferait partie. Sont par contre
exclues du beÂneÂfice de l'exemption les banques de donneÂes qui reprendraient des
renseignements relatifs aux actionnaires et associeÂs de toutes ou partie des socieÂteÂs
belges ou eÂtrangeÁres 166.
Les conditions de l'exemption sont la non-communication aÁ des tiers sauf dans le
cadre de l'application d'une disposition leÂgale ou reÂglementaire 167. Si les donneÂes
sont donc transmises aux banques de donneÂes commerciales dont il est question ci-
163. Rapport au Roi, p. 5806.
164. Cette preÂcision est inutile puisque le principe de conformiteÂ des donneÂe a le meÃme effet.
165. Rapport au Roi, p. 5806.
166. Idem.
167. Le Roi rappelle que les donneÂes ne peuvent eÃtre conserveÂes au-delaÁ du deÂlai neÂcessaire aÁ l'objectif
viseÂ.
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avant, le traitement perd le beÂneÂfice de l'exemption. Le nouveau texte preÂcise que le
traitement doit porter uniquement sur les donneÂes neÂcessaires aÁ l'administration
d'actionnaires et d'associeÂs et que ces donneÂes soient uniquement relatives aÁ des
personnes dont les donneÂes sont neÂcessaires aÁ cette administration. LaÁ encore, il s'agit
d'une simple application des principes de leÂgitimiteÂ et de conformiteÂ tels qu'expliciteÂs
ci-avant.
750 Traitements relatifs aÁ la gestion de la clienteÁle et des fournisseurs
La gestion de la clienteÁle et celle des fournisseurs fait l'objet d'une exemption preÂvue
aÁ l'article 55 de l'arreÃteÂ royal.
Le traitement peut uniquement porter sur des clients ou des fournisseurs potentiels,
existants ou anciens du responsable du traitement. Elle vise, d'apreÁs le Ministre, la
gestion de toutes les relations commerciales du responsable du traitement, indeÂpen-
damment de sa qualiteÂ (entreprise, profession libeÂrale, etc.) 168.
Pour beÂneÂficier de l'exemption, le traitement ne peut porter sur des donneÂes
relatives aÁ la santeÂ de l'inteÂresseÂ, ni sur des donneÂes sensibles ou judiciaires au sens
des articles 6 et 8 de la loi.
Les donneÂes ne peuvent eÃtre communiqueÂes aÁ des tiers, sauf dans le cadre de
l'application d'une disposition leÂgale ou reÂglementaire ou aux fins de la gestion
normale de l'entreprise.
Pour la seule gestion de la clienteÁle, aucune donneÂe ne peut eÃtre enregistreÂe dans un
traitement sur la base d'informations obtenues de tiers. Le Ministre vise explicitement
dans son commentaire l'hypotheÁse de donneÂes sur des clients potentiels obtenues
aupreÁs de clients (action de parrainage). Il ajoute que l'exemption reste de mise dans le
cas de donneÂes obtenues de sources externes publiques 169. Cette dernieÁre interpreÂta-
tion paraõÃt sans fondement. La notion de tiers ne preÂvoit pas une distinction en
fonction de l'origine des donneÂes aÁ caracteÁre personnel.
Ici aussi, le texte preÂcise que les donneÂes ne peuvent eÃtre conserveÂes plus longtemps
qu'il n'est neÂcessaire aÁ la gestion normale de l'entreprise.
760 Traitements visant l'identification indispensable aÁ la communication
L'article 57 de l'arreÃteÂ exempte de deÂclaration les « traitements de donneÂes d'identi-
fication indispensables aÁ la communication effectueÂs dans le seul but d'entrer en
contact avec l'inteÂresseÂ ».
Cette disposition vise, de manieÁre geÂneÂrale, aÁ exclure de la deÂclaration les traite-
ments de donneÂes d'identification utiliseÂes par le responsable du traitement pour nouer
ou entretenir des relations publiques, sociales ou professionnelles 170. On peut penser,
par exemple, aux traitements effectueÂs en vue d'adresser des invitations aÁ une
confeÂrence ou aÁ une reÂunion de travail. C'est ce que l'on appelle communeÂment les
« fichiers d'adresses ». Les donneÂes sont relatives au nom, aÁ l'adresse, aÁ l'entreprise, aÁ
la fonction, au titre, aÁ la langue, au numeÂro de teÂleÂphone et de teÂleÂfax, aÁ l'adresse
eÂlectronique, etc. des personnes avec lesquelles on deÂsire entrer en contact. Bref, selon
l'expression de la Commission, il s'agit de toutes les donneÂes d'identification et de
localisation de la personne dans l'espace et dans le temps 171.
168. Rapport au Roi, p. 5806.
169. Rapport au Roi, p. 5807.
170. Idem.
171. Avis 33/95 du 22 deÂcembre 1995 de la Commission, M.B., 15 mars 1996., p. 5814.
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Tant le Ministre que la Commission preÂcisent cependant qu'aucune autre donneÂe ne
peut eÃtre utiliseÂe pour beÂneÂficier de l'exemption. Sont donc exclus les traitements
portant sur des donneÂes deÂterminant un profil ou relatives aux hobbies, aux preÂ-
feÂrences, aux habitudes de consommation, etc. des personnes concerneÂes.
La disposition ne jouera qu'aÁ titre subsidiaire. Les traitements preÂciteÂs ne beÂneÂfi-
cient de l'exemption que s'ils ne sont pas deÂjaÁ viseÂs par d'autres dispositions de
l'arreÃteÂ. Paraissent donc exclus du beÂneÂfice de l'exemption les traitements de
communication qui seraient viseÂs par d'autres dispositions de l'arreÃteÂ mais qui ne
rempliraient pas les conditions speÂcifiques d'exemptions preÂvues. On pense par
exemple aux traitements de donneÂes relatives aÁ l'administration de la clienteÁle, des
fournisseurs, etc. qui seraient obtenues de tiers 172.
Les donneÂes utiliseÂes ne peuvent toutefois pas eÃtre communiqueÂes aÁ des tiers. Si le
responsable commercialise ou eÂchange ses fichiers d'adresses, il ne beÂneÂficie pas de
l'exemption.
770 Traitements relatifs aÁ l'enregistrement des visiteurs dans le cadre d'un controÃle
d'acceÁs
L'article 58 de l'arreÃteÂ exempte eÂgalement de l'obligation de deÂclaration les traite-
ments portant exclusivement sur l'enregistrement de visiteurs, effectueÂ dans le cadre
d'un controÃle d'acceÁs.
Les conditions sont ici treÁs strictes puisque seules peuvent eÃtre traiteÂes les donneÂes
relatives aux noms, aÁ l'adresse professionnelle du visiteur, aÁ l'identification de son
employeur et de son veÂhicule, au nom, aÁ la section et aÁ la fonction de la personne
visiteÂe ainsi qu'au jour et aÁ l'heure de la visite.
De plus, seule la finaliteÂ de controÃle de l'acceÁs est viseÂe, aÁ l'exclusion de toute
autre, et les donneÂes ne peuvent eÃtre utiliseÂes que pour cette finaliteÂ. Est donc, par
exemple, exclu de l'exemption un controÃle de l'emploi du temps de la personne visiteÂe
par l'employeur. Le Ministre et le Roi ont toutefois preÂciseÂ que le controÃle de l'acceÁs
peut englober aussi bien le controÃle au moment de la visite que les veÂrifications faites
par la suite dans le cadre de la politique de seÂcuriteÂ interne 173.
SECTION 4. LES OBLIGATIONS DE SEÂCURITEÂ ET
DE CONFIDENTIALITEÂ
780 GeÂneÂraliteÂs
La loi, en son article 16, vient deÂfinir des obligations de seÂcuriteÂ et de confidentialiteÂ aÁ
l'eÂgard des traitements que le responsable du traitement met en úuvre. Certaines sont
geÂneÂrales et d'autres particulieÁres aÁ certaines mesures concreÁtes et organisationnelles
que la loi deÂtermine. Ces obligations feront l'objet de controÃles par la Commission ou,
le cas eÂcheÂant, par les autoriteÂs judiciaires.
Une attention particulieÁre est porteÂe sur la relation de sous-traitance noueÂe par le
responsable du traitement.
172. D. De Bot, Verwerking van persoonsgegevens, op. cit., p. 290, no 398.
173. Rapport au Roi, p. 5607.
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790 Obligation geÂneÂrale de seÂcuriteÂ 174
Le responsable du traitement, ou son repreÂsentant en Belgique, mais aussi le sous-
traitant, sont tenus de prendre les mesures techniques et organisationnelles requises
pour « proteÂger les fichiers contre la destruction accidentelle ou non autoriseÂe, contre
la perte accidentelle, ainsi que contre la modification, l'acceÁs et tout autre traitement
non autoriseÂ de donneÂes aÁ caracteÁre personnel » 175.
Cette obligation vise les mesures de seÂcuriteÂ tant techniques qu'organisationnelles
qui doivent eÃtre prises pour assurer le respect de la loi. Le piratage du systeÁme
informatique par des tiers mais aussi les malveillances possibles des membres du
personnel doivent eÃtre eÂviteÂs. A cet eÂgard, on peut conseiller au responsable du
traitement d'inseÂrer tant dans ses contrats de travail que dans les contrats de services
qui le lient aÁ des tiers prestataires, une clause speÂciale de confidentialiteÂ.
Le degreÂ de protection doit eÃtre adeÂquat eu eÂgard, d'une part, aÁ l'eÂtat de l'art en la
matieÁre et aux deÂpenses susciteÂes par les mesures adopteÂes, et d'autre part, aux
menaces virtuelles et aÁ la nature des donneÂes aÁ proteÂger 176, 177. On peut s'interroger
sur l'interpreÂtation aÁ donner aÁ la notion de « deÂpenses susciteÂes ». Faudra-t-il les
eÂvaluer au regard des moyens du responsable du traitement? Si l'on retient ce criteÁre,
la seÂcuriteÂ des donneÂes pourrait eÃtre plus ou moins bien assureÂe en fonction de la
capaciteÂ financieÁre du responsable du traitement.
800 Gestion de la relation de sous-traitance
Lorsque le traitement est confieÂ en tout ou partie aÁ un sous-traitant, le responsable ou,
le cas eÂcheÂant, son repreÂsentant, est soumis aÁ diverses obligations particulieÁres.
Il doit d'abord choisir un sous-traitant qui apporte des garanties suffisantes au
regard des mesures de seÂcuriteÂ technique et d'organisation relatives au traitement.
Cette obligation impose, selon nous, que le responsable s'informe des mesures qui
seront prises par le sous-traitant et qu'il les eÂvalue aÁ la mesure de l'obligation de
seÂcuriteÂ telle que deÂfinie par la loi 178. Par le biais de cette obligation, il pourra le cas
eÂcheÂant voir sa responsabiliteÂ personnelle engageÂe au cas ouÁ celle du sous-traitant le
serait suite aÁ une meÂconnaissance de l'obligation de seÂcuriteÂ qui peÁse eÂgalement sur lui
en vertu de la loi.
Il doit ensuite veiller au respect de ces mesures par le sous-traitant, notamment par
la stipulation de mentions contractuelles. Le plus simple est d'annexer au contrat une
description des mesures de seÂcuriteÂ techniques et organisationnelles auxquelles
s'engage le sous-traitant. Les parties peuvent aussi preÂvoir des proceÂdures de controÃle
durant l'exeÂcution du contrat (audit, etc.).
Le contrat doit fixer la responsabiliteÂ du sous-traitant aÁ l'eÂgard du responsable du
traitement. Les parties peuvent ainsi modaliser la responsabiliteÂ contractuelle du sous-
traitant conformeÂment au droit commun. Il faut cependant eÃtre attentif au fait que plus
la responsabiliteÂ du sous-traitant sera alleÂgeÂe, plus des doutes leÂgitimes pourront naõÃtre
quant au caracteÁre raisonnable du choix du responsable du traitement. En effet, quelle
174. Pour plus de preÂcisions, voir D. De Bot, Verwerking van persoonsgegevens, op. cit., pp. 247 et 254
et reÂf. citeÂes.
175. Article 16, § 4 de la loi.
176. Des normes approprieÂes pour toutes ou certaines cateÂgories de traitements pourront eÃtre eÂdicteÂes par
le Roi sur avis de la Commission de la vie priveÂe. Aucune reÂglementation particulieÁre n'existe aÁ
l'heure actuelle.
177. Voir J.-P. Buyle, L. Lannoye, Y. Poullet, V.Willems, `Le droit de l'informatique Chronique de
jurisprudence (1987-1994)', op. cit., p. 237, no 74.
178. Cf. supra, no 790.
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est la valeur des garanties de seÂcuriteÂ censeÂes eÃtre promises par le sous-traitant s'il
n'admet qu'une responsabiliteÂ treÁs limiteÂe en cas de violation de ses obligations?
La loi demande eÂgalement de convenir avec le sous-traitant que ce dernier n'agira
que sur la seule instruction du responsable et qu'il sera tenu par les meÃmes obligations
de seÂcuriteÂ que celles auxquelles le responsable est tenu. Ce faisant, les obligations
leÂgales qui peÁsent deÂjaÁ sur le sous-traitant ± et le responsable ± en vertu de l'article 16,
§ 3 de la loi, sont contractualiseÂes de sorte que leur non-respect par le sous-traitant
risque eÂgalement d'engager sa responsabiliteÂ contractuelle vis-aÁ-vis du responsable.
Enfin, la loi impose que le contrat soit consigneÂ par eÂcrit ou sur un support
eÂlectronique 179.
810 Mise aÁ jour et rectification des donneÂes
L'article 4, § 1er, 4o de la loi, qui eÂnonce le principe de finaliteÂ, preÂcise deÂjaÁ que les
donneÂes aÁ caracteÁre personnel traiteÂes doivent eÃtre exactes et si neÂcessaire mises aÁ
jour. L'article 16, § 1er, 3o de la loi preÂcise et renforce l'obligation du responsable du
traitement non seulement tenu de « faire toute diligence pour tenir les donneÂes aÁ jour »
et « pour rectifier ou supprimer les donneÂes inexactes, incompleÁtes, ou non pertinen-
tes » mais cette dernieÁre obligation est eÂtendue aux donneÂes « obtenues ou traiteÂes en
meÂconnaissance des articles 4 aÁ 8 » de la loi (principe de finaliteÂ et reÂgime des
donneÂes sensibles).
Quelle est la porteÂe de cette disposition ? Elle confirme a priori que les obligations
de mise aÁ jour, de rectification et de suppression sont consideÂreÂes comme analogues aÁ
des obligations de moyen 180. La jurisprudence avait, sous l'ancienne loi, enteÂrineÂ
l'analyse 181. Pourtant, le doute s'installe du fait de l'introduction de l'article 15bis et
du retournement de charge de la preuve qu'il implique, selon certains 182.
820 Limitations de l'acceÁs aux donneÂes
Le responsable du traitement doit veiller aÁ ce que, pour les personnes agissant sous son
autoriteÂ, l'acceÁs aux donneÂes et les possibiliteÂs de traitement soient limiteÂes aÁ ce dont
ces personnes ont besoin pour l'exercice de leurs fonctions ou les neÂcessiteÂs du
service 183.
On vise donc ici les membres du personnel du responsable du traitement. Le criteÁre
de l'acceÁs est la fonction exerceÂe. Si l'acceÁs n'est pas neÂcessaire aÁ l'exercice de la
fonction, il doit eÃtre deÂnieÂ. Le responsable doit en outre veiller aÁ ce que ces personnes
autoriseÂes ne puissent effectuer des traitements de donneÂes non neÂcessaires aÁ leurs
fonctions ou aux neÂcessiteÂs du service. Il doit ainsi veiller aÁ ce qu'elles ne puissent
effectuer des modifications, ajouts, effacements, lectures, rapprochements ou inter-
connexions non autoriseÂs ou interdits au regard de ce criteÁre.
L'article 16, § 3 de la loi preÂcise encore que toute personne agissant sous l'autoriteÂ
du responsable, du sous-traitant, ainsi que le sous-traitant lui-meÃme, qui acceÁde aÁ des
donneÂes aÁ caracteÁre personnel, ne peut les traiter que sur instruction du responsable du
traitement.
179. Cf. D.De Bot, Verwerking van persoonsgegevens, op. cit., p. 260 et s. ainsi que le modeÁle de contrat
qu'il propose en annexe de son ouvrage.
180. Ibidem, p. 255, no 352.
181. Voir notamment, la jurisprudence analyseÂe in Y. Poullet, A. Cruquenaire, N. Daubies et alii,
Droit de l'informatique et des technologies de l'information Chronique de jurisprudence 1995-2001,
op. cit., p. 157, no 159.
182. Ibidem.
183. Article 16, § 2, 2o de la loi.
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830 ConformiteÂ des programmes aux mentions de la deÂclaration
L'article 16, § 2, 2o de la loi preÂvoit que le responsable du traitement doit s'assurer de
la conformiteÂ des programmes servant aux traitements automatiseÂs avec les termes de
leur deÂclaration eÂventuelle.
Il est difficile de comprendre la porteÂe exacte de cette obligation. Le responsable
doit d'eÂvidence veiller aÁ ce que la deÂclaration vise effectivement les diverses
utilisations possibles des donneÂes permises par le traitement automatiseÂ.
840 Information du personnel
Le responsable du traitement est tenu de faire connaõÃtre aux personnes agissant sous
son autoriteÂ ± principalement les membres de son personnel ± la teneur de la nouvelle
loi ainsi que toute autre prescription pertinente relative aux exigences particulieÁres de
la vie priveÂe face aux traitements de donneÂes aÁ caracteÁre personnel 184.
184. Article 16, § 2, 3o de la loi.
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Chapitre 5. Le controÃle de l'application de
la loi
850 GeÂneÂraliteÂs
Le controÃle de l'application de la loi est exerceÂ de diverses manieÁres. Il revient en
premier lieu aÁ la personne concerneÂe par les donneÂes qui exerce les droits qui lui sont
reconnus par la loi. Le juge peÂnal peut eÂgalement connaõÃtre des violations des
nombreuses dispositions constitutives d'infractions (cf. infra, chapitre 6).
On s'attardera ci-apreÁs sur les pouvoirs de controÃle reconnus aÁ la Commission de la
protection de la vie priveÂe et sur la proceÂdure speÂcifique dont dispose la personne
concerneÂe devant le PreÂsident du tribunal de premieÁre instance. Un mot sera dit
eÂgalement sur la probleÂmatique de la mise en cause de la responsabiliteÂ civile du
responsable du traitement depuis l'introduction dans la loi du nouvel article 15bis.
SECTION 1. LA COMMISSION DE LA PROTECTION DE LA
VIE PRIVEÂE
860 GeÂneÂraliteÂs
La loi a mis en place, sans preÂjudice de la compeÂtence des autoriteÂs judiciaires, une
autoriteÂ particulieÁre, la Commission de la protection de la vie priveÂe, ayant notamment
pour mission le controÃle du respect de la loi.
La composition 185 de la Commission, comme son mode de fonctionnement 186, ont
eÂteÂ modifieÂs par la loi du 26 feÂvrier 2003 afin de lui donner une plus grande efficaciteÂ
et une plus grande indeÂpendance vis-aÁ-vis des autres pouvoirs. Elle est institueÂe aupreÁs
de la Chambre. Elle comprend des comiteÂs sectoriels compeÂtents pour instruire et
statuer des demandes relatives au traitement ou aÁ la communication de donneÂes faisant
l'objet de leÂgislations particulieÁres, dans les limites deÂtermineÂes par celles-ci 187.
La Commission a recËu des missions administratives. Elle geÁre les deÂclarations des
traitements automatiseÂs que les responsables de traitement lui transmettent. Sur la
base de ces deÂclarations, elle tient un « fichier des fichiers » 188, concËu pour permettre
de donner aux personnes concerneÂes ainsi qu'aux tiers une vue d'ensemble des
traitements de donneÂes aÁ caracteÁre personnel en Belgique 189.
185. Articles 23 et 24 de la loi. Ses membres sont deÂsigneÂs par la Chambre. Huit sont effectifs, huit sont
suppleÂants. Ils doivent offrir toutes les garanties leur permettant d'exercer leur mission avec
indeÂpendance et toutes les garanties de compeÂtence dans le domaine de la protection des donneÂes.
Il doit exister en son sein un eÂquilibre entre les diffeÂrents groupes socio-eÂconomiques (art. 24, § 4 de
la loi). Le PreÂsident doit eÃtre magistrat (art. 24, § 1er de la loi). Ils sont eÂlus sur des listes comprenant,
pour chaque mandat aÁ pourvoir, deux candidats preÂsenteÂs par le Conseil des Ministres.
186. Les membres sont eÂlus pour une dureÂe de six ans renouvelable (art. 24, § 4 de la loi). Si les membres
peuvent eÃtre releveÂs de leur charge par la Chambre qui les a nommeÂs en cas de manquement aÁ leurs
devoirs ou d'atteinte aÁ la digniteÂ de leur fonction, ce ne peut en aucun cas l'eÃtre aÁ l'occasion des
opinions qu'ils eÂmettent ou des actes qu'ils accomplissent pour remplir leurs fonctions (art. 24, § 3 et
§ 6 de la loi). Dans les limites de leur attribution, les membres ne recËoivent d'instructions de
personne.
187. Article 31bis de la loi.
188. Article 18 de la loi.
189. Cette vue d'ensemble sera fortement limiteÂe vu le grand nombre d'exemptions de deÂclarations
preÂvues par l'arreÃteÂ royal.
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La Commission a eÂgalement recËu une mission geÂneÂrale de proposition et de conseil
aÁ l'eÂgard des pouvoirs publics. Elle est ameneÂe aÁ rendre des avis ou des recommanda-
tions, soit d'initiative, soit sur demande du Gouvernement, du Parlement, des exeÂcu-
tifs et conseils communautaires et reÂgionaux ou d'un comiteÂ de surveillance. Ceux-ci
portent sur toute question inteÂressant la protection de la vie priveÂe aÁ l'eÂgard des
traitements de donneÂes aÁ caracteÁre personnel 190.
870 Pouvoirs de controÃle de la Commission
Ce qui importe le plus dans le cadre de l'application de la loi aÁ l'entreprise est la
compeÂtence geÂneÂrale de controÃle de son application reconnue aÁ la Commission.
Cette dernieÁre examine les plaintes qui lui sont adresseÂes dans le cadre de ses
missions. Cet examen est meneÂ sans preÂjudice de toute voie de recours devant les
tribunaux 191. Si la Commission estime la plainte recevable, elle accomplit toute
mission de meÂdiation qu'elle juge utile 192. Une plainte deÂposeÂe aÁ la Commission
ne peut avoir pour conseÂquence une prise de deÂcision contraignante vis-aÁ-vis du
responsable du traitement. La Commission ne peut que prendre un avis ou une
recommandation neÂgative vis-aÁ-vis du responsable du traitement 193. Elle ne peut
toutefois contraindre ce dernier aÁ respecter la loi. Elle communique ses deÂcisions, avis
ou recommandations au plaignant, au responsable et aÁ toutes les autres parties aÁ la
cause. Elle adresse copie au Ministre de la Justice.
Il ne faut pas sous-estimer le poids de la Commission qui peut donner aÁ l'exercice
de ses missions une certaine publiciteÂ mettant l'entreprise dans une position deÂlicate,
notamment vis-aÁ-vis de sa clienteÁle, voire de ses concurrents. Il convient aÁ ce propos
de rappeler que les avis et recommandations de la Commission sont publieÂs sur son
site internet 194 et qu'elle eÂmet parfois d'initiative des communiqueÂs de presse sur
certains dossiers. Elle fait annuellement rapport aÁ la Chambre 195. Elle peut eÂgalement
transmettre les dossiers litigieux aÁ la justice. La Commission doit ainsi deÂnoncer au
procureur du Roi les infractions dont elle aurait connaissance 196 et peut saisir
d'initiative le tribunal de premieÁre instance de tout litige relatif aÁ l'application de la
loi ou de ses arreÃteÂs royaux d'exeÂcution 197.
La Commission a enfin recËu des pouvoirs d'investigation importants pour l'exeÂcu-
tion de ses missions. Elle peut faire opeÂrer des controÃles et veÂrifications en entreprise
et est habiliteÂe aÁ requeÂrir le concours d'experts 198. Dans ce cas, les membres de la
Commission ont la qualiteÂ d'officier de police judiciaire, auxiliaire du procureur du
Roi 199. Elle a eÂgalement recËu le pouvoir d'exiger qu'une information compleÁte lui soit
transmise notamment sur l'origine des donneÂes traiteÂes, la technique d'automatisation
retenue et les mesures de seÂcuriteÂ preÂvues 200. Ces pouvoirs sont d'autant plus
importants que la loi eÂrige en infraction peÂnale le fait d'empeÃcher la Commission
190. Article 30 de la loi.
191. Article 31, § 1er de la loi.
192. Article 31, § 3 de la loi.
193. Idem.
194. http://www.privacy.fgov.be
195. Article 32, § 2 de la loi.
196. Article 32, § 2 de la loi.
197. Article 32, § 3 de la loi.
198. Article 32, § 1er de la loi.
199. Article 32, § 1er de la loi.
200. Article 17, § 4 de la loi.
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d'effectuer des veÂrifications ou de refuser de lui transmettre les informations deman-
deÂes 201.
La Commission de la protection de la vie priveÂe est donc une autoriteÂ qui est
devenue incontournable vis-aÁ-vis des entreprises qui poursuivent un grand nombre de
traitements de donneÂes aÁ caracteÁre personnel ou traitent des cateÂgories de donneÂes
ayant un caracteÁre sensible.
SECTION 2. LE PREÂSIDENT DU TRIBUNAL DE PREMIEÁRE
INSTANCE
880 Action en cessation ± GeÂneÂraliteÂs
La personne concerneÂe par les donneÂes beÂneÂficie d'un recours speÂcifique aupreÁs du
PreÂsident du tribunal de premieÁre instance sieÂgeant comme en reÂfeÂreÂ 202. Le PreÂsident
exerce donc une compeÂtence au fond mais dans les formes acceÂleÂreÂes du reÂfeÂreÂ.
La juridiction preÂsidentielle connaõÃt « de toute demande relative au droit accordeÂ
par ou en vertu de la loi, d'obtenir communication de donneÂes aÁ caracteÁre personnel
et de toute demande tendant aÁ faire rectifier, supprimer ou interdire d'utiliser toute
donneÂe aÁ caracteÁre personnel inexacte ou, compte tenu du but du traitement,
incompleÁte ou non pertinente, dont l'enregistrement, la communication ou la conser-
vation sont interdits, au traitement de laquelle la personne concerneÂe s'est opposeÂe ou
encore qui a eÂteÂ conserveÂe au-delaÁ de la peÂriode autoriseÂe ».
De manieÁre geÂneÂrale, on peut y voir une action en cessation permettant de
demander de mettre fin aÁ une violation de la loi 203, ce qui exclut toutefois l'octroi
de dommages et inteÂreÃts 204. Contrairement aÁ d'autres actions en cessation, le principe
selon lequel « le peÂnal tient le civil en eÂtat » trouve aÁ s'appliquer en la matieÁre 205.
Le PreÂsident peut, outre la cessation, ordonner au responsable du traitement
d'informer les tiers aÁ qui ont eÂteÂ communiqueÂes les donneÂes, de leur rectification
ou de leur suppression 206. Saisi par requeÃte unilateÂrale, il peut ordonner toute mesure
de nature aÁ eÂviter une dissimulation ou une disparition d'un eÂleÂment de preuve 207.
L'ordonnance rendue par le tribunal est prononceÂe en audience publique et est
exeÂcutoire par provision nonobstant opposition ou appel 208.
201. Article 39, 10o et 13o de la loi.
202. Article 14 de la loi.
203. Sur cette action, voir P. Lemmens, `De procedure zoals in kort geding betreffende de bescherming
van de persoonlijke levensfeer', in Le deÂveloppement des proceÂdures`comme en reÂfeÂreÂ' De
ontwikkeling van de procedures`zoals in kort geding', Actes du colloque tenu aÁ Louvain-la-Neuve
le 17 deÂcembre 1993, Bruxelles-Diegem, Bruylant-Kluwer, 1994, pp. 175 aÁ 183; Th. LeÂ onard,
observations sous Civ. Bruxelles, PreÂs., 22 mars 1994, J.T., 1994, pp. 843 aÁ 847.
204. Civ. Bruxelles (PreÂs.), 19 deÂcembre 2000, Bull. ass., 2001, p. 266 et s. et note Ch. van Oldeneel;
Civ. Bruxelles (PreÂs.), 12 avril 1995, ineÂdit, citeÂ in Th. LeÂ onard, `Centrales de creÂdit et protection
de la vie priveÂe: incertitude et inseÂcuriteÂ juridique', note sous Civ. Bruxelles (PreÂs.), 13 septembre
1995, D.C.C.R., 1996, pp. 57 aÁ 81, speÂc. p. 76 note 4; contra mais aÁ tort, Civ. Bruxelles (PreÂs.),
22 mars 1994, op. cit. et obs. critiques de Th. LeÂ onard; Civ. Nivelles (PreÂs.), 15 novembre 1994,
J.T., 1995, p. 289; de manieÁre plus geÂneÂrale sur cette probleÂmatique, voir J.-Fr. Van Drooghen-
broek, `La nature et le reÂgime de la compeÂtence exerceÂe comme en reÂfeÂreÂ. L'exemple de l'action en
dommages et inteÂreÃts', J.T., 1996, p. 553 et s.
205. Th. LeÂ onard, obs. sous Civ. Bruxelles (PreÂs.), 22 mars 1994, op. cit., p. 845, no 8.
206. Article 14, § 6 de la loi.
207. Article 14, § 7 de la loi.
208. Article 14, § 2 de la loi.
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890 Saisine de la juridiction et recevabiliteÂ de l'action
Le PreÂsident est saisi par voie de requeÃte contradictoire selon une proceÂdure reÂgleÂe par
l'article 14 de la loi ainsi que par les articles 1034bis aÁ 1034sexies du Code
judiciaire 209.
C'est la juridiction preÂsidentielle du domicile du requeÂrant qui est normalement
compeÂtente territorialement 210.
L'action n'est recevable que si une demande de droit d'acceÁs ou de rectification a
eÂteÂ rejeteÂe ou s'il n'y a pas eÂteÂ donneÂ suite dans les quarante-cinq jours concernant la
demande d'acceÁs 211 ou dans le mois des demandes de rectification ou d'opposi-
tion 212. Ce deÂlai d'attente est en pratique un inconveÂnient important qui poussera,
sans doute, aÁ preÂfeÂrer une veÂritable action en reÂfeÂreÂ aux fins d'obtenir d'urgence
une deÂcision provisoire sur les droits de la personne concerneÂe.
Cette action a eÂteÂ, pour l'instant, rarement mise en úuvre 213. Il faut rappeler ici
qu'elle ne peut eÃtre introduite par le responsable du traitement lui-meÃme. Certains ont
deÁs lors attaqueÂ des concurrents pour violation de la loi sur la base de l'action en
cessation issue de la loi sur les pratiques du commerce 214.
209. S. Raes, `La requeÃte contradictoire', in Le droit judiciaire reÂnoveÂ Premier commentaire de la loi du
3 aouÃt 1992 modifiant le Code judiciaire, Bruxelles, Centre interuniversitaire de droit judiciaire,
1992, p. 85, no 13. S'il existe une incompatibiliteÂ entre une formaliteÂ ou mention prescrite par les
articles 1034ter aÁ 1034sexies, et celle prescrite par la disposition leÂgale particulieÁre, il doit eÃtre donneÂ
preÂfeÂrence aÁ cette dernieÁre; P. Lemmens, `De procedure zoals in kort geding betreffende de
bescherming van de persoonlijke levensfeer', op. cit., p. 5.
210. Si le requeÂrant n'a pas de domicile en Belgique, c'est le PreÂsident du tribunal du domicile du
responsable du traitement, voire du sieÁge social de ce dernier (art. 14, § 2 de la loi).
211. Article 14, § 5 et 10, § 1er de la loi.
212. Article 14, § 5 et 12, § 3 de la loi.
213. Voir par exemple Civ. Bruxelles (PreÂs.), 19 deÂcembre 2000, Bull. ass., 2001, p. 266 et s. et note
Ch. van Oldeneel; Civ. Nivelles (PreÂs.), 28 octobre 2003, Bull. ass., 2004, p. 49 et s. et note
Ch. van Oldeneel Cf. aussi J-P. Buyle, L. Lannoye, Y. Poullet, V. Willems, `Le droit de
l'informatique Chronique de jurisprudence (1987-1994)', op. cit., pp. 237 et 238; deux deÂcisions
reÂveÁlent son application en matieÁre de creÂdit aÁ la consommation (Civ. Bruxelles (PreÂs.), 13 septembre
1995 et Civ. Bruxelles (PreÂs.), 12 avril 1995, op. cit.). Le PreÂsident du tribunal de premieÁre instance
semble cependant sans compeÂtence pour connaõÃtre d'une violation de la loi du 12 juin 1991 relative aÁ
la loi sur le creÂdit aÁ la consommation qui preÂvoit des reÁgles speÂcifiques en la matieÁre (Th. LeÂ onard,
`Centrales de creÂdit et protection de la vie priveÂe: incertitude et inseÂcuriteÂ juridique', op. cit., pp. 64
aÁ 68).
214. J-P. Buyle, L. Lannoye, Y. Poullet, V. Willems, `Le droit de l'informatique Chronique de
jurisprudence (1987-1994)', op. cit., p. 238, no 78; Y. Poullet, A. Cruquenaire, N. Daubies et
alii, Droit de l'informatique et des technologies de l'information Chronique de jurisprudence 1995-
2001, op. cit., p. 172, no 174.
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Chapitre 6. Sanctions civiles, peÂnales et
entreÂe en vigueur
900 Sanctions civiles
En vertu de l'article 15bis de la loi, lorsque la personne concerneÂe subit un dommage
causeÂ par un acte contraire aÁ la loi ou aÁ son arreÃteÂ royal, le responsable du traitement
est responsable du dommage ainsi causeÂ et n'est exoneÂreÂ de cette responsabiliteÂ que
s'il prouve que le fait qui a provoqueÂ le dommage ne lui est pas imputable.
On peut s'interroger leÂgitimement sur la porteÂe de cette disposition susceptible
d'interpreÂtations divergentes.
A-t-elle pour objet d'instaurer une ± forme leÂgeÁre de 215 ± responsabiliteÂ objective
ayant pour conseÂquence de permettre au demandeur en responsabiliteÂ civile de ne pas
devoir prouver une faute au sens du droit commun ? D'aucuns le preÂtendent, non sans
preÂcaution. L'objectivation de la responsabiliteÂ proviendrait du fait que si le respon-
sable reste dans l'incapaciteÂ de prouver que le fait qui a provoqueÂ le dommage ne lui
est pas imputable, il endosse la responsabiliteÂ de l'acte et doit le reÂparer 216. D'autres y
voient deÁs lors plutoÃt un simple retournement de la charge de la preuve au beÂneÂfice de
la victime 217. Une fois la contrarieÂteÂ aÁ la loi prouveÂe, il reviendrait au responsable de
deÂmontrer que ce fait ne lui est pas imputable. Il reviendra aÁ la jurisprudence de se
prononcer.
910 Sanctions peÂnales
Le chapitre VIII de la loi preÂvoit un grand nombre de sanctions peÂnales en cas de
violation de ses dispositions.
Les peines principales consistent geÂneÂralement en des amendes dont le montant
peut varier de 500 euros aÁ 500 000 euros selon le deÂlit. En cas de reÂcidive, l'article 41,
§ 3 preÂvoit la possibiliteÂ pour le juge de prononcer au choix une amende et/ou une
peine d'emprisonnement de trois mois aÁ deux ans.
Les peines accessoires apparaissent comme particulieÁrement adapteÂes aÁ la reÂaliteÂ
reÂglementeÂe. Elles preÂsentent un caracteÁre dissuasif certain au cas ouÁ le responsable du
traitement est une personne morale. Ainsi, le juge pourra prononcer la confiscation des
supports mateÂriels des donneÂes qui forment l'objet de l'infraction (disquettes, bandes
magneÂtiques, etc.) aÁ l'exclusion des ordinateurs eux-meÃmes ou de « tout autre
mateÂriel » 218. Le but est ici d'eÂviter de bloquer l'activiteÂ de l'entreprise 219. Les
objets confisqueÂs doivent eÃtre deÂtruits lorsque la deÂcision est couleÂe en force de chose
jugeÂe 220. Le juge peut aussi ordonner l'effacement des donneÂes 221. Il a encore la
215. Selon l'expression employeÂe in D. De Bot, Verwerking van persoonsgegevens, op. cit., p. 241,
no 326 et s.
216. Ibidem, p. 241, no 327.
217. Y. Poullet, A. Cruquenaire, N. Daubies et alii, Droit de l'informatique et des technologies de
l'information Chronique de jurisprudence 1995-2001, op. cit., p. 169, no 170.
218. Article 41, § 1er de la loi.
219. Rapport fait au nom de la Commission de la Justice, Doc. parl., Ch. Repr., sess. extr. 1991-1992,
no 413/12, p. 70.
220. Article 41, § 1er, al. 4 de la loi.
221. Article 41, § 1er, al. 1er; remarquons que « la confiscation ou l'effacement peuvent eÃtre ordonneÂs
meÃme si les supports mateÂriels des donneÂes aÁ caracteÁre personnel n'appartiennent pas au condamneÂ »
(art. 41, § 1er, al. 2 de la loi).
± 3B2 (v 5.51a/W (Mar 07 1997)) , "K:/PDP/GUJE/11-112c1", p. 63, 10 November 2004, 13:17 Ð
LIVRE 112.1. LA PROTECTION DES DONNEÂES AÁ CARACTEÁRE PERSONNEL ET L'ENTREPRISE
GUJE (2e eÂd.), septembre 2004 Livre 112.1 ± 63
possibiliteÂ d'ordonner « l'insertion du jugement, inteÂgralement ou par extraits, dans
un ou plusieurs journaux, dans les conditions qu'il deÂtermine, aux frais du condam-
neÂ » 222.
Le responsable du traitement ou son repreÂsentant en Belgique sont civilement
responsables du paiement des amendes auxquelles son preÂposeÂ ou mandataire a eÂteÂ
condamneÂ 223.
Le juge pourra enfin interdire aÁ la personne condamneÂe de geÂrer, personnellement
ou par personne interposeÂe, tout traitement de donneÂes aÁ caracteÁre personnel. La dureÂe
de cette interdiction ne peut toutefois exceÂder deux anneÂes 224.
Ces peines peuvent s'aveÂrer extreÃmement lourdes. L'exposeÂ des motifs les justifiait
par l'objet particulier de la leÂgislation: la deÂfense d'un droit fondamental de l'indi-
vidu 225.
Le texte des articles 38 et 39 de la loi deÂsigne, le plus souvent 226, l'agent
peÂnalement responsable devant la loi par l'expression « le responsable du traitement,
son repreÂsentant en Belgique, son preÂposeÂ ou mandataire ». L'imputabiliteÂ leÂgale du
responsable du traitement ou de son repreÂsentant en Belgique s'explique par le fait que
la loi met expresseÂment aÁ leur charge la plupart des obligations deÂcoulant du systeÁme
de protection. L'imputabiliteÂ du preÂposeÂ paraõÃt plus eÂtrange. La lecture des travaux
parlementaires reÂveÁle que l'ajout des termes « preÂposeÂ ou mandataire » ne vise qu'aÁ
rencontrer l'hypotheÁse ouÁ le responsable du traitement est une personne morale 227.
Les poursuites peÂnales sur la base d'une infraction aÁ la loi sont pratiquement
inexistantes 228.
920 EntreÂe en vigueur
La loi telle que modifieÂe par la loi du 11 deÂcembre 1998 est entreÂe en vigueur le
1er septembre 2001 229.
L'article 9, § 2 de la loi a preÂvu une exception dans l'hypotheÁse ouÁ la premieÁre
communication des donneÂes a eu lieu avant l'entreÂe en vigueur de cette disposition,
soit le 1er septembre 2001. Le responsable beÂneÂficiait alors d'un deÂlai de trois ans pour
proceÂder aÁ la communication de l'information sauf s'il avait beÂneÂficieÂ d'une exemp-
tion aÁ l'obligation d'information telle que preÂvue par la loi et par l'arreÃteÂ royal no 15
du 12 mars 1996 aujourd'hui abrogeÂ.
222. Article 40 de la loi.
223. Article 42 de la loi
224. Article 41, § 2 de la loi.
225. Doc. parl., Ch. Repr., sess. ord. 1990-1991, no 1610/1, p. 30.
226. Dans trois cas, l'imputabiliteÂ leÂgale des faits incrimineÂs est implicite. Le leÂgislateur utilise l'expres-
sion `quiconque'. Il s'agit des violations de l'article 4, § 1er et, § 2 (reÂgime de la collecte), des articles
21 et 22 (reÂgime des flux transfrontieÁres et des interconnexions de traitements) ainsi que de l'article
32 (entraves aux veÂrifications de la Commission ou de ses membres et experts).
227. Dans le cas ouÁ le responsable du traitement est une personne physique, voir M.-H. Boulanger,
C. De Terwangne, Th. LeÂ onard, `La loi du 8 deÂcembre 1992 relative aÁ la protection de la vie
priveÂe aÁ l'eÂgard des traitements de donneÂes aÁ caracteÁre personnel', op. cit., p. 387, no 96.
228. Pour un exemple, voir Corr. Gand, 22 janvier 2001, Computerrecht, 2001, p. 263 et s.
229. Cf. l'article 70 de l'arreÃteÂ royal.
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