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2概要書
本研究は、公認会計士（監査法人）が財務諸表監査を行ったにも関わらず起きてしまう、不正会計事
案について、ブロックチェーンを利用することで防止できるのか、検討を行う。検証にあたっては、東
芝が起こした不正会計問題を題材としてケーススタディを行った。その結果、全ての不正をブロックチ
ェーンで防ぐことは難しいが、多くの場合において効力を発揮することがわかった。
ケーススタディを行う前に、ブロックチェーンを作成できるEthereumというプラットフォームアプリ
ケーションを使い、どのようにブロックチェーンを会計に導入するのが適しているか検討した。
公認会計士（監査法人）がという主体に立つと、次の３つの点に会計不正の発生要因はまとめられる
と考えられる。
1つ目は、公認会計士の怠慢または企業との癒着である。２つ目は、監査対象企業が会計監査にあたっ
て必要な書類等を十分に提供していない、または虚偽の報告をしている場合。３つ目は、監査する側に
発見しづらい手法、例えば会計ルールの抜け道や見積もり関連の利益操作などによるものである。
なお、本論では、２つ目と３つ目に注目してケーススタディを行った。
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4１．はじめに
本研究は、ブロックチェーンを用いることで不正会計の発生を防止することが可能であるかという点
について検証することを目的とする。
ブロックチェーンは、中本哲史氏が論文“Bitcoin: A Peer-to-Peer Electronic Cash System”[1]で
提唱した分散型台帳システムである。一般的には、暗号通貨ビットコインの中心的なシステムとして知
られている。しかしながら、その利用範囲はビットコイン等の暗号通貨にとどまらず、既存のあらゆる
中央集権的な仕組みにとって代ることが可能である。ブロックチェーンを利用することで、今までより
もセキュリティの面で安全性が高いものになり、かつコストも削減できると考えられるからだ。
日本ブロックチェーン協会によると、狭義のブロックチェーンとは、「ビザンチン障害を含む不特定多
数のノードを用い、時間の経過とともにその時点の合意が覆る確率が 0 へ収束するプロトコル、または
その実装」[2]のことを言う。一方で、広義のそれは、「電子署名とハッシュポインタを使用し改竄検出
が容易なデータ構造を持ち、且つ、当該データをネットワーク上に分散する多数のノードに保持させる
ことで、高可用性及びデータ同一性等を実現する技術」[2]である。
後者の意味合いにおけるブロックチェーンは、大量のデータを特定の目的を持って扱うことが求めら
れる場合において、非常に役に立つ。昨今、この点に注目が集まり、ブロックチェーンを会計領域に導
入が検討されている。実際、大手監査法人もその運用や開発に乗り出している[3]。
次章でブロックチェーンの会計への利用に関する先行研究を見る。
２．先行研究
２．１ ブロックチェーンの会計利用に関する研究
Deloitteが“Blockchain Technology A game-changer in accounting?”[3]において、ブロックチェ
ーンを会計に利用可能であるというコンセプトを提案している。その中で、ブロックチェーンの特性で
ある追跡可能性を根拠に、完全にオートメーション化された会計監査が可能になるかもしれないと述べ
ている。ここで言うオートメーション化とは、機械化つまり人力での監査が必要無くなるということを
意味していると考えられる。
しかしながら、その可能性について具体的な検討はなされていない。そこで、本研究では過去に起き
た会計不正事例を題材にして、精密な検討を行う。
5２．２ 企業の不正行為分類に関する研究
金融庁金融研究センターの報告書[4]によると、公認不正検査士協会（ACFE）は企業が関連する不正行
為について大きく次の３つに分類している。
(1)  「資産の横領・不正流用」: 従業員が会゙社の資産を盗んだり、費用を水増しして会社に請求した
りするケース。   
(2)  「汚職」: 個人的な利益を獲得するために、取引上への影響の行使やその乱用。   
(3)  「不正会計」: 意図的に会社の決算書の記述を間違えたり計上しなかったりすること。   
３．手法と対象
具体的な検討方法として、本研究ではケーススタディを採用する。本研究では、 社会的インパクト
が大きく、一旦不正が発生するとその衝撃が甚大である、上述の3. 「不正会計」: 意図的に会社の決
算書の記述を間違えたり計上しなかったりすること、に注目した。対象としては、2015 年に起こった東
芝の不正会計を題材とした。同年7月20 日に発表された第三者委員会による調査報告書[5]において公
表されているデータ、文章を参考にした。
ブロックチェーン技術については、論文“Bitcoin: A Peer-to-Peer Electronic Cash System”[1]に
依拠する。
調査報告書によると、東芝で行われた不正会計は次の４つに分類される。
(1)工事進行基準に係る会計処理
(2)映像事業における経費計上等に係る会計処理
(3)ハソコン事業における経費計上に係る会計処理
(4)半導体事業における在庫の評価に係る会計処理
これら４つについて、それぞれブロックチェーンが導入された場合について不正会計を防ぐことがで
きるのかという点について検討した。上場企業においては三様監査が行われるが、本研究では最も重要
とされる公認会計士による財務諸表監査についての検討を行う。内部監査人や監査役等の働きについて
は本研究では検討しない。
6まず、具体的な検討を行う前に、どのようにブロックチェーンが会計の仕組みの一連の流れに適用さ
れるのかという点について説明する。
４．ブロックチェーンの会計への利用の仕方
４.１ Ethereumの利用
ブロックチェーンを作成できるプラットフォームは幾つかあるが、本研究ではEthereum[6]を採用した。
EthereumはVitalik Buterinによって2013年にその構想が提示された。Ethereumは、スマートコント
ラクトの構築が可能な分散型アプリケーションである。スマートコントラクトとは、Self-enforcing
contractのことで、契約の履行までを自動的に強制できるという特徴を持つ契約それ自体のことを指し
ている。
つまり、あらゆるトランザクションの状態遷移についてプログラム言語を使用することでブロックチ
ェーン上に記入することが可能である。ケーススタディを行うにあたり、実際にEthereumを使って、取
引記録がブロックチェーン上にどのように記入されるのか確かめた。具体的には、Ethereum walletの
Test netを使用し、２者間の取引を行った。
7図１（Account1からAccount2への送金を示す取引記録）
図１はAccount1からAccount2に1.00ETHER(ETHERはETHEREUM内で使用可能な独自通貨)を送金した
ことを表している。Ethereumを使えば、送金・受取を誰でも自由に行うことが可能である。
また、Transactionは図２のように自動的にEtherscan（誰でも自由に閲覧可能）に記入される。
8図２（送り主と受け手、送金額とブロック名が時系列に表示される）
このように取引記録は、Ethereum を使用した場合は記録される。図２では、送金情報のみしか記入さ
れていないが、Ethereum walletではなく、より詳細なプログラムが可能であり開発者用のために提供され
ているCommand lineを使ってプログラムすれば、その他の情報も同時に記入した取引記録についても追
加が可能である。つまり、企業活動によって生じた価値の転移行為を全て扱うことができると考えられ
る。
４.２ 会計記録をするために必要なブロックチェーンの仕様変更
会計取引にブロックチェーンを利用した場合の Transaction には、送金情報以外にどのようなことを記
録する必要があるだろうか。送金者と受信者、送金額、日付は現行のブロックチェーンですでに記録さ
れる。必要なのは、取り交わされたプロダクトやサービスに関わる情報である。例えば、前節でAccount1
とAccount2が不動産の取引をしたとすると、図３のようなコントラクトが作成される。
9ETH contract
Address: 0xd8413e1efc39a196a6c305a94e304b6e55a2bc2beddf22914553d92d1011364d
Product or service: real estate
Price: 1Ether
Seller: Account 2
Buyer: Account 1
Signature (Seller): ×
Signature (Buyer): ×
図３（Account1がAccount2から1Etherで不動産を購入したという契約）
なお、コントラクトの作成には、BitcoinにはないEthereum特有のシステムを使う必要がある。Bitcoin
のトランザクションでは、送信者の署名、送信量、受信者の情報が記載されている。そのトランザクシ
ョンをまとめたものを、ブロックとしてブロックチェーンにつなげることで、取引の正当性が保証され
る。
EthereumではEtherとMessageの２つが送信される。Messageがコントラクトに送られてコントラク
トのファンクションが起動される。その結果、コントラクトが作成される。
４.３ 会計利用の際に解決すべき課題
会計記録をブロックチェーン上に記録しようとする場合、２つの問題がある。
１つは、マイナーの設定についてである。取引の正当性を保証するために、ブロックチェーンはProof
of workというシステムを採用しているため、必ずマイナーつまり複数の第三者のコンピューティングパ
ワーが必要になる。マイナーは、コンピューティングパワーを提供する代わりに一定の見返り（Ethereum
の場合はEther）を獲得するのだが、そのマイナーを誰にするのかという問題がある。独自のトークンを
作成してブロックチェーン上に会計記録を記入しようとする場合（独自のトークンを設定しない場合は、
Etherを見返りとしてマイナーに提供することになる）、トークンの価値を保証する必要するがある。そ
の保証をどうやってするのか、つまり、いかにしてマイナーにインセンティブを与えるのかということ
である。
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仮に十全な保証が可能である場合、市場原理が働くのでマイナーは自然と現れる。つまり、コンピュ
ーティングパワーの使用に関わる費用を上回る報酬が望める環境が提供された場合、その環境、すなわ
ち市場に参入する動機がマイナーに発生するということである。
しかしながら、マイナーの数が一定量以下になってしまうと、例えば極端な話、２者のみの場合、彼
らが協力したら取引の正当性を保証することは難しくなる[7]。
ブロックチェーンを会計に導入する場合には、マイナーを誰にするのかという問題をまず解決する必
要がある。その具体的な対象として、私は次の２つを提案したい。
ひとつは、監査法人をマイナーとし、監査される企業が監査報酬の代わりに監査法人が入手したEther
を一定のレートで円やドルなどに換金するという形である。監査法人内で複数のマイナーを設定するこ
とになるだろう。
もうひとつは、企業内でマイナーを設定するという方法である。この場合、ブロックチェーン上に新
しい記録を書き込もうとする者がマイナーとなり、古い記録の正当性を保証するという仕組みを想定し
ている。以上の２つの方法を用いることで、マイナーの設定という問題についてはひとまず解決できる
だろう。本研究では後者の場合は、従業員同士が手を組ませないようなインセンティブの設定が困難で
あると考えられるため、前者の監査法人がマイナーであると想定してケーススタディを行った。
もう１つの問題は、ブロックチェーン上に複数の企業の取引記録を載せてしまうとあらゆる企業活動
が可視化されてしまうというものである。つまり、競合企業に秘密にしたい取引さえ全て筒抜けになっ
てしまう。この問題は、１つの企業のみのプラーベートなブロックチェーンを想定すれば解決できる。
その場合でも、ブロックチェーンの持つ改竄不可能性等の効力は十分に発揮される。ケーススタディに
おいては、実現可能性という面も鑑みて、プライベートブロックチェーンを想定して、検討を行う。
なお、プライベートブロックチェーンとは、１社のみの閉じられたものを示す。これは、当該企業を
監査する監査法人しか閲覧できない。（一方、パブリックブロックチェーンとは２社以上の複数の企業
の取引記録を同一のブロックチェーンに記録したものである。この場合、監査法人のみならず、誰でも
取引記録を閲覧できるものになるだろう。）
４.４ 現行の会計とブロックチェーンを導入した会計の比較
会計監査において最も重要な役割は、公認会計士によって行われる財務諸表監査である。その目的は、
重要な虚偽の表示を排除することである。
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当然そのために、監査対象である企業側は、重要な書類は必ず監査する側に渡さなければならない。し
かしながら、大きな不正会計事件ではこの点が曖昧にされ、監査する側が十分な情報量を持つ書類に（故
意かどうかは不明であるが）アクセスすることなしに、財務諸表監査を終えている場合が散見される。
このような事態が起き続けてしまうのは、監査する側が適切な情報にアクセスする環境が整えられて
いないからであると考えられる。本研究でケーススタディをした東芝のケースも、この監査する側が適
切な量と質の情報にアクセスできていないことが事件発生の大きな原因のひとつであったと言える[5]。
ブロックチェーンを利用すると、原理的には、監査する側はあらゆる記録にアクセスすることができ
る。もちろん、その結果獲得した情報がどのようなことを意味するのか、つまり会社としてどのような
目的を持った経済活動であったのかについては、担当者なりCEOなりに直接問う必要がある。
しかしながら、改竄されていないという保証が事前になされた情報に自由にアクセスできるため、よ
り不正発生リスクが高い事項について、時間をかけて質の高い会計監査業務が行えるものと考えられる。
５．ケーススタディ
具体的な検討に入る前に、争点を明確にしたい。
本研究は、公認会計士が財務諸表監査をした結果起きてしまう不正会計事案について、ブロックチェ
ーンを利用することでそれが防止できるのかという点についての検討を行う。公認会計士（監査法人）
がという主体に立つと、次の３つの点に会計不正の発生要因はまとめられると考えられる。
1つ目は、公認会計士の怠慢または企業との癒着である。２つ目は、監査対象企業が会計監査にあたっ
て必要な書類等を十分に提供していない、または虚偽の報告をしている場合。３つ目は、監査する側に
発見しづらい手法、例えば会計ルールの抜け道や見積もり関連の利益操作などによるものである。
１つ目については公認会計士の存在意義に関わる問題である。本研究では、結論部で考察することと
し、ケーススタディの段階ではその点については検討を行わない。２つ目については、前節で述べたよ
うに、情報へのアクセスを自由に監査する側がアクセスできるかどうかが不正防止の焦点と言える。十
分に検討したい。３つ目については、ブロックチェーンを利用することでその手法を無意味にできるの
かについて検討する。
なお、東芝の不正事例は３章で説明したように次の４つに分類される。それぞれについて検討した。
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(1)工事進行基準に係る会計処理
(2)映像事業における経費計上等に係る会計処理
(3)ハソコン事業における経費計上に係る会計処理
(4)半導体事業における在庫の評価に係る会計処理
(1)工事進行基準に係る会計処理
工事原価総額を過小見積りすることで、原価が収益を超過した分、すなわち工事損失引当金を計上し
なかったことが問題とされている。この手法は、不正会計の典型的な手法と言える。ブロックチェーン
を導入することでこの問題の解決は可能である。見積もりの詳細な項目について、計算の過程を含めブ
ロックチェーン上にすべて記入させることで、監査する側が不正を見抜く機会を獲得できる。
(2)映像事業における経費計上等に係る会計処理
取引先に請求書の発行を遅らせてもらうことで、広告費や物流費を翌四半期に先送りしたことが問題
とされる。ブロックチェーンを導入することでこの問題の解決は可能である。
第三者報告書によると「会計監査人の監査においては、月次損益分析、会社別・勘定科目別の期別比
較、期間 帰属の適切性を検証することを目的としたサンプルチェック、これらを踏まえた妥当性検証等
の監査が行われたか、C/O を示唆する回答は見受けられなかった。また過去の監 査の過程において、C/O
管理表や映像カンハニー等に公表値と実力値という概念が存在することを示唆する資料にも接しておら
ず、映像事業について C/O が実施されていたことを検出できなかった。 これは、映像カンパニー等が
会計監査人に対して、C/O の実施を窺わせる資料ないし情報を開示せず、また、C/O を実施している
ことが会計監査人に判明しないよう説明内容を工夫していたことによるものと思料される。 」とある。
つまり、適切な情報を監査する側が入手できていなかったことが原因であると考えられる。ブロックチ
ェーンを利用することで情報の不足という問題に陥ることなく正しい監査が可能になるだろう。
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(3)パソコン事業における経費計上に係る会計処理
東芝グループは、台湾の組立会社を利用し、部品の押し込み販売をすることで一時的に利益をかさ
上げしていたことが問題とされる。ブロックチェーンを導入することで、この問題の一部の解決は可能
である。
第三者報告書によると「会計監査人から、意図的な ODM 部品の押し込みにつき何らかの指摘がなされ
た形跡は見当たらない。このことが、ODM 部品の押し込みによる利益の嵩上げが長期化する一因とな
ったものと考えられる。会計監査人は、青梅事業所において四半期末日に製造原価が減少し多額
の粗利が発生しており、その額は2012 年度以降生産高を上回る水準になっていることを確認してい
たが、その要因として、四半期ごとの交渉により一括して部品に関する CR(コストリダクション)を
受け製造利益を確保している旨の不十分な説明を受けていた。
一方、2013 年度の経営監査部の監査報告書には「会計基準ではBuy-Sellの転売益は製品に転嫁さ
れて売上に繋がるまで未実現とする必要があるが、ODMが持つBuy-Sell部品在庫は通常3日分程度で
あることから、監査法人に未実現損益の影響は小さいとの説明を行い、現行の勘定処理で了解を得
ている。」と記載されているが、実際にそのようなやり取りが新日本監査法人との間で行われた
か否かは確認できていない。これらの経緯からすれば、会計監査人による統制が十分に機能していた
とは評価し得ない。」とある。
すなわち、問題は２点。ひとつは、多額の粗利が発生した理由についての企業からの不十分な説明。
もうひとつは、未実現損益の扱いに対する東芝と新日本監査法人で交わされたやり取りが不透明であり、
この点について監査法人の怠慢を原因とするにしても、その証拠が残っていないということである。
４章２節で、Ethereumを利用したコントラクトのイメージ図を提示したが、そのProduct or Service
の項目に企業間での取引に関わるあらゆる書類をすべてURL化してブロックチェーン上に上げることで、
現在までの書類情報を改竄不可能な形で保存できる。そうすることで、後者の未実現損益に関する問題
については責任の所在を明確にできる。
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(4)半導体事業における在庫の評価に係る会計処理
半導体事業において、損失を認識していたにもかかわらず、在庫の廃棄まで評価損を計上していなか
った点が問題とされる。ブロックチェーンを導入することでこの問題の解決は、難しい。
なぜなら、このスキームは独自の滞留在庫に関する評価減ルールを適用することで可能であったと判
明しており、いくらブロックチェーンを使ったところで会計上のルールを突かれては、不正を防ぐこと
はできない。
ここまでの検討を表１にまとめた。◯は不正防止可能、△は一部可能、×は不可能を示す。
表１
不正の種類 工事進行基準に係
る会計処理
映像事業における
経費計上等に係る
会計処理
パソコン事業にお
ける経費計上に係
る会計処理
半導体事業におけ
る在庫の評価に係
る会計処理
ブロックチェーン
を導入した結果
◯ ◯ △ ×
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６．考察
上述した結果を解釈すると、ブロックチェーンを導入することで不正を全てなくすことは難しいが、
多くの場合においてその効果が発揮されることがわかった。ブロックチェーンは改竄を防止するという
点や情報を共有する点においてはその効力を発揮することは明らかである。もちろん、上述したように
会計ルールの穴を突いた場合では、詳細な検討が必要である。
詳細な検討をするにあたり、ケーススタディではいかなる情報もブロックチェーンに記入されると仮
定した。しかし、現実的にはコストや実現可能性といった面から、どのような段階（仕分け、取引帳票、
四半期決算など）をブロックチェーン化するのかを考える必要があるだろう。
また、ブロックチェーンがその効力を十全に発揮するには、適切な量のマイナーの確保が欠かせない。
マイナーが少ない場合や特定のマイナーのコンピューティングパワーが他のマイナーのそれを上回って
しまう場合は、ブロックチェーンは不可逆性を保てない[7]。
本論で幾つかマイナーの設定について提案したが、実際に運用してみなければわからないことも多い。
４.３で検討したように、監査法人がマイナーになるという案は現行の監査制度と非常に形が近い。その
ため、運用にあたっても理解を得やすいだろう。しかしながら、監査法人が必ず不正をしないとは言い
切れず、本来であれば監査法人以外にも複数のマイナーを獲得すべきである。具体的には、証券取引所
や政府機関などが考えられる。
Bitcoin も現在マイナーに関する問題を抱えており、今後どのようにそれに対応していくのかは不透明
である。会計領域にブロックチェーンを導入する場合、マイナーに関わる問題を、まず解決することが
必要である。マイナーによってブロックチェーンの正当性は支えられており、この問題を解決しない限
りは、あらゆる不正がブロックチェーン上で起きる可能性を孕んでいる。問題の解決が待たれるが、運
用しながら対処していくというのが現実的な対応であるだろう。
加えて、監査法人は監査対象に対して独立性を保持しなければならない。現在は慣行としてグレーゾ
ーンになっている監査対象企業とのやりとりを全てブロックチェーンに記入してしまうのは、大きな反
対にあうだろう。本研究では、全てのやりとりをブロックチェーンに記入すると仮定したが、現実的な
ラインの見極めが必要になる。
以上のように運用に際し課題はあるが、ブロックチェーンは、お互いに信用の出来ない人たちの間で
合意形成し、取引記録をつける画期的な方法である。運用への課題はあるが、会計監査の枠組みを変え
る可能性も十分にあると言える。
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