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ABSTRACT 
One of the most significant concerns of software corporations is protect their 
products against unauthorized copying. Since now the researchers proposed some 
copy protection models that all of them have weakness to protect against 
unauthorized copying. The goal of this project is propose new model of serial-based 
method that more security against illegal usage. This project offered Online Modules 
model in serial-based method that it spilt the software to two parts. Fist part run in 
client and second part run in web service, when the software needs to use the second 
part then the software connect to the web service and the server check the software 
license. If the license has been valid then run the second part. This model compares 
with online activation model in serial-based method and the results show the 
proposed model has more secure against unauthorized copying. 
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ABSTRAK 
Salah satu masalah yang paling signifikan dari perusahaan perangkat lunak 
adalah melindungi produk mereka terhadap penyalinan yang tidak sah. Sejak 
sekarang para peneliti mengusulkan model copy perlindungan bahwa semua dari 
mereka memiliki kelemahan untuk melindungi terhadap penyalinan yang tidak sah. 
Tujuan dari proyek ini adalah mengusulkan model baru dari seri berbasis metode 
yang lebih keamanan terhadap penggunaan ilegal. Disertasi ini menawarkan model 
yang online Modul dalam serial berbasis metode yang tumpah perangkat lunak untuk 
dua bagian. Bagian Fist berjalan di klien dan bagian kedua dijalankan dalam layanan 
web, ketika perangkat lunak perlu menggunakan bagian kedua maka software 
terhubung ke layanan web dan server memeriksa lisensi perangkat lunak. Jika lisensi 
telah berlaku kemudian jalankan bagian kedua. Model ini dibandingkan dengan 
model Aktivasi online di serial berbasis metode dan hasilnya menunjukkan Modul 
Online memiliki keamanan yang lebih terhadap penyalinan yang tidak sah. 
  
