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Samenvatting 
Het onderwerp van dit afstudeerverslag voor de Masteropleiding Business 
Processes and IT aan de Open Universiteit Nederland betreft de risicofactoren 
van IT-outsourcing. De groei van IT-outsourcing en in het bijzonder IT-off-
shoring neemt nog ieder jaar toe. IT-dienstverleners zullen het IT-offshoren 
op moeten gaan nemen in hun portfolio om te kunnen concurreren in de glo-
bal IT industrie. Wat er gebeurt met de risicofactoren van de IT-outsourcing 
bij de uitbesteder als de IT-dienstverlener bepaalde diensten gaat uitbeste-
den in een offshore-arrangement, is de kernvraag van dit onderzoek.  
Dit theorietoetsende onderzoek heeft geleid tot verdieping van de bestaande 
inzichten m.b.t. de risicofactoren bij IT-outsourcing in die situatie dat de IT-
dienstverlener gaat offshoren. Het onderzoek heeft op 2 vragen antwoord 
gegeven. 
 
De 1e vraag van het onderzoek, beantwoord door middel van een literatuur-
studie, luidt: 
Wat zijn de relevante risicofactoren van IT-outsourcing bij de uitbeste-
der en wat is de invloed van verdere IT-offshoring van diensten door 
de IT-dienstverlener zelf, op die risicofactoren? 
 
Een zoektocht naar wetenschappelijke literatuur over risico’s van IT-outsour-
cing en IT-offshoring heeft uiteindelijk 24 relevante wetenschappelijke actue-
le (vanaf 1997) artikelen opgeleverd.  
Door theorieën van Aubert en Delen te combineren, is een set van 4 risico-
factoren vastgesteld, die voor de uitbesteder bij IT-outsourcing relevant zijn. 
Van deze risicofactoren zijn ook de criteria benoemd die gebruikt kunnen 
worden om de aanwezigheid van die risicofactoren vast te stellen. 
Het vaststellen van de risicofactoren van IT-offshoring was lastiger. Er is nog 
maar beperkt onderzoek gedaan naar de risicofactoren van IT-offshoring. 
M.b.v. 6 artikelen zijn aandachtspunten m.b.t. IT-offshoring vastgesteld. Ver-
volgens zijn deze aandachtspunten gecombineerd met de risicofactoren van 
IT-outsourcing. Er is toen een set van 14 risicofactoren van IT-offshoring 
ontstaan.  
Door vervolgens te beredeneren wat de invloed van die 14 risicofactoren van 
IT-offshoring is op de 4 risicofactoren van IT-outsourcing, is de eerste onder-
zoeksvraag beantwoord. De uitkomsten van deze vraag zijn verwoord in een 
viertal hypotheses.  
 
De 2e onderzoeksvraag luidt: 
Hoe zien de onderkende risicofactoren en de invloed van de IT-
offshoring op die risicofactoren eruit bij de case GUF1? 
 
                                                 
1 In verband met geheimhouding is er in de eindversie van het afstudeerverslag gebruik gemaakt van 
gefingeerde namen. De bijlagen 4, 6 en 7 zijn om dezelfde reden niet opgenomen in dit eindverslag. In de 
bijlagen staat aangegeven op welke wijze navraag gedaan kan worden.    
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Voor de beantwoording van deze 2e vraag is, gezien het feit dat achtergron-
den en argumentaties voor de verdere ontwikkeling van het inzicht interes-
sant zijn, gekozen voor een casestudie. De case GUF bleek een geschikte 
case aangezien IT-outsourcing door uitbesteder GUF en IT-offshoring door 
ICT-dientverlener INTID 2recent plaatsgevonden hadden en deze case bij 
INTID representatief is voor hun strategie. Tevens kon ik beschikken over de 
benodigde bronnen. De deelvragen van de casestudie zijn beantwoord door 6 
individuele face-to-face gesprekken met direct betrokken medewerkers van 
INTID te houden. Om de betrouwbaarheid te vergroten zijn er 5 relevante 
documenten bestudeerd.  
 
De casestudie resultaten per risicofactor zijn: 
 
1. De risicofactor ‘negatieve business case van de uitbesteder’ blijkt bij de 
case GUF aanwezig te zijn.  
Het conceptueel model is bevestigd: als gevolg van het IT-offshoren door 
de IT-dienstverlener ontstond er een versterkend effect. Een business 
case bestaat grofweg uit beoogde baten, kosten en risicofactoren. De ver-
sterking ontstaat door een verzwaring van de risicofactoren als gevolg 
van de IT-offshoring. Bovendien wijzigt de business case doordat de kos-
ten verlaagd zijn omdat INTID een lagere prijs doorberekend heeft als 
gevolg van het IT-offshoren.  
Aangezien uit de literatuurstudie gebleken is dat IT-offshoring altijd tot 
meer en zwaardere risicofactoren leidt, kan gesteld worden dat deze 
hypothese ook algemeen geldend verklaard kan worden.  
Voor zowel de uitbesteder als de IT-dienstverlener is dit inzicht van be-
lang. De uitbesteder zal deze versterking moeten managen. De IT-dienst-
verlener weet nu dat rekening gehouden moet worden met de gewijzigde 
business case van de uitbesteder. 
 
2. De risicofactor ‘uitbesteder is onvoldoende toegerust’ blijkt bij de case 
GUF aanwezig. Volgens de hypothese zou de IT-offshoring door de IT-
dienstverlener geen invloed te hebben op deze risicofactor. De case GUF 
bevestigt deze hypothese.  
Voor de case GUF betekent deze uitkomst dat de uitbesteder binnen zijn 
eigen organisatie geen extra maatregelen hoeft te nemen om de kennis 
en capaciteiten uit te breiden als gevolg van de IT-offshoring. Uit nader 
onderzoek zal moeten blijken of deze conclusie breder geldt. 
 
3. De risicofactor ‘onzorgvuldige overdracht van personeel’ kan leiden tot 
een verslechtering van de dienstverlening door een gebrek aan kennis-
overdracht. Volgens de hypothese zou deze risicofactor niet van toepas-
sing zijn omdat er bij IT-offshoring geen overdracht van personeel plaats 
zou vinden. Bij de case GUF bleek er wel personeel overgeplaatst te zijn, 
ook al werd het werk verplaatst naar het buitenland. De hypothese is 
daarom verworpen. 
                                                 
2 Zie voetnoot 1.  
 3
De uitbesteder zal indien er personeel verplaatst wordt, bij IT-offshoring 
nog zorgvuldiger om moeten gaan met de overdracht om de acceptatie zo 
groot mogelijk te laten zijn. Bij de case GUF bleek het betrokken perso-
neel minder gemotiveerd, waardoor de kennisoverdracht en integratie niet 
goed verliepen en hierdoor ook extra communicatie inspanningen gevergd 
werden.  
De hypohese zal n.a.v. deze casestudie aangepast moeten worden, de 
risicofactor zal bij IT-offshoring door de IT-dienstverlener wel aanwezig 
kunnen zijn. Of de versterking bij andere cases ook plaats zal vinden, zal 
uit nader onderzoek moeten blijken. 
 
4. Bij de case GUF is de risicofactor ‘slechte begeleiding van de gebruikers’ 
vastgesteld. De hypothese dat er een versterkend effect optreedt als ge-
volg van de offshoring is bevestigd. Bij de gebruikers die contact hebben 
met de offshore-dienstverlener treedt een versterkend effect op. Er zijn 
echter maar weinig gebruikers die contacten met de offshore-leverancier 
onderhielden. De aanwezigheid van de risicofactor kan verkleind worden 
door de betrokken gebruikers te betrekken bij de besluitvorming en hen 
juist te informeren over de consequenties. Hun verwachtingen zullen bij-
gesteld moeten worden, zodat het succes van de uitbesteding niet 
beschadigd raakt. 
 
Dit onderzoek biedt aanknopingspunten voor verder onderzoek. Door meer-
dere cases te onderzoeken zal de validiteit toenemen. De volgende 2 sugges-
ties zouden interessante inzichten kunnen opleveren. 
 
1) In een meervoudige casestudie zouden enkele cases vergeleken kun-
nen worden. De onderzoeksvraag van het uitgevoerde onderzoek zou 
uitgebreid kunnen worden met de vraag of er verschillen optreden tus-
sen het IT-offshoren van applicatiediensten en het IT-offshoren van 
infrastructuurmanagement.  
 
2) Kennis van de aanwezigheid van risicofactoren is een belangrijke basis 
voor risicomanagement. De uitkomsten van dit onderzoek zijn te 
gebruiken voor vervolgonderzoek naar het managen van deze risico’s. 
Een beschrijvend onderzoek van een aantal cases zou interessant 
materiaal op kunnen leveren. Enerzijds om de wetenschappelijke 
inzichten te vergroten. Anderzijds zullen de uitkomsten van dergelijk 
onderzoek interessante input opleveren voor zowel uitbestedende 
bedrijven als IT-dienstverleners.  
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1.  Inleiding 
Het afstudeertraject van de Masteropleiding Business Processes and IT aan 
de Open Universiteit Nederland betreft het uitvoeren van en rapporteren over 
een eigen onderzoek. Dit verslag is het resultaat van mijn afstudeertraject. 
 
In dit hoofdstuk worden eerst de ontwikkelingen m.b.t. IT-outsourcing en IT-
offshoring geschetst. Vervolgens wordt ingegaan op het risicomanagement 
van IT-outsourcing en IT-offshoring. Tevens licht ik de keuze voor het onder-
zoeksonderwerp toe. Daarna volgt uitleg over de opbouw van dit verslag. Dit 
hoofdstuk eindigt met een dankwoord. 
1.1. IT-outsourcing en IT-offshoring 
In 1989 vond de eerste grote uitbesteding van IT-dienstverlening plaats door 
Eastman Kodak aan IBM en DEC. Dit contract had een waarde van 250 mil-
joen dollar en een looptijd van 10 jaar (Delen, 2005). Over de jaren 2002 tot 
2007 groeit de omzet van de IT-outsourcing in Nederland van 4,2 miljard tot 
10,5 miljard; dit is een jaarlijkse groei van 20%. (Delen, 2005).  
 
In dit onderzoek is gekozen voor de volgende definitie van IT-outsourcing 
(Delen, 2005): 
1) Het overdragen van bepaalde bedrijfsprocessen en de daarbij horende 
bedrijfsmiddelen en medewerkers aan een externe dienstverlener en 
vervolgens  
2) het gedurende een bepaald aantal jaren terugontvangen van IT-
diensten van die dienstverlener op basis van die processen met een 
resultaatverplichting. 
 
Er zijn ook onderzoekers die een eenvoudigere benadering kiezen door te 
stellen dat IT-outsourcing het overdragen van (een gedeelte van) activiteiten 
aan een externe dienstverlener is (Barthélemy, 2001). Dit onderzoek richt 
zich echter, refererend aan de faseringsmodellen van sourcing (Beulen, 
2005) op het dienstverleningsproces en niet op het contract- en transitie-
proces. En binnen het dienstverleningsproces ligt de nadruk op gebruik, wij-
ziging en exploitatie en niet op beleid, ontwikkeling, acceptatie en invoering 
(het toestandenmodel van Looijen, 2002). Omdat in de uitgebreide definitie 
de langdurige samenwerking benadrukt wordt, is voor deze definitie gekozen. 
 
Volgens Looijen (2002) zijn er vijf belangrijke redenen voor IT-outsourcing, 
namelijk: 
¾ ‘Back to business’; 
¾ Kostenbesparingen; 
¾ Stagnatie in toepassing van bestaande technologieën als gevolg van 
onvoldoende kennis en tijd bij bestaand personeel; 
¾ Beter in kunnen spelen op allerlei verzoeken vanuit het gebruik; 
¾ Verantwoorde inrichting van beheer. 
 7
Uit recent onderzoek (Delen, 2005) blijkt dat het besparen van operationele 
kosten het belangrijkste motief is voor uitbesteders om over te gaan op IT-
outsourcing.  
 
Een recente ontwikkeling is IT-offshoring. Beulen (2004) ziet IT-offshoring 
als een bijzondere vorm van IT-outsourcing waarbij de diensten op een an-
dere geografische locatie worden uitgevoerd. Aubert (2005) legt de nadruk 
op de lagere loonkosten:  
Global or off-shore IT-outsourcing are recent operations led by 
computer service providers that operate on an international scale 
hiring a workforce in countries with low incomes but enough computer 
knowledge.  
Sommige onderzoekers gebruiken de term near-shoring voor het beleggen 
van operations in een ander land maar wel in dezelfde regio. Voor dit onder-
zoek wordt IT-offshoring als een bijzondere vorm van IT-outsourcing be-
schouwd, die wordt toegepast omdat de loonkosten in het land van uitvoe-
ring lager zijn. Near-shoring is dan een bijzondere vorm van IT-offshoring 
maar deze term zal verder niet gebruikt worden.  
 
Gonzalez (2006B) geeft aan dat er diverse redenen zijn die het bestaan en 
de groei van IT-offshoring kunnen verklaren. De belangrijkste reden is het 
besparen van kosten aangezien de loonkosten beduidend lager liggen. 
Andere redenen om te gaan offshoren (Gonzalez 2006B) zijn:  
• Economie en markt globalisatie: eerder werd IT-offshoring toegepast 
in de textiel-, automobiel- en staalindustrie, nu volgt IT. IT-dienstver-
leners zullen IT-offshoring op moeten gaan nemen in hun portfolio om 
te kunnen concurreren in de global IT industrie (Beulen 2005). 
• Tekort aan gekwalificeerd personeel in de USA en Europa. Khan (2004) 
formuleert het andersom door te stellen dat door offshoren beschikt 
kan worden over ‘highly skilled professionals’.  
• De behoefte om de ontwikkeltijd van IT-projecten te verkorten (redu-
ced time cycle) door het benutten van verschillende tijdzones. 
• De verbeterde mogelijkheden van telecommunicatie en internet. 
 
Carmel (2002) heeft een vier-fasenmodel ontwikkeld. Uit dit onderzoek blij-
ken de redenen voor firma’s om over te stappen op offshoren per fase te ver-
schillen. De proactieve strategische focus staat in de vierde fase centraal. 
Niet alleen de kostenbesparingen zijn dan van belang. Door te offshoren wil 
de firma groeien door business innovatie, snelle technologische ontwikkelin-
gen, ontwikkelen van nieuwe producten en toegang tot nieuwe global mark-
ten.  
1.2. Risicomanagement 
IT-outsourcing en IT-offshoring blijken echter lang niet altijd succesvol te zijn 
(Beulen en Tjia, 2004). Aangezien er grote bedragen en belangen spelen, is 
het interessant te weten welke risicofactoren uiteindelijk leiden tot een niet-
succesvolle IT-outsourcing en/of IT-offshoring.  
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Aubert (2001) geeft aan dat risicofactoren vanuit verschillende perspectieven 
benaderd kunnen worden. In dit onderzoek wordt Aubert (1998) gevolgd die 
gekozen heeft voor het perspectief:  
The possibility of loss or injury.  
Aubert (2001A) geeft aan dat de belangrijkste reden voor het belichten van 
de negatieve kant van risicofactoren is, dat de besluiten over IT-outsourcing 
genomen worden op basis van te veel optimisme. 
 
Aubert (1998) stelt dat het risico van IT-outsourcing aan de hand van de for-
mule van de Risk Exposure (RE) vastgesteld kan worden. De RE wordt uitge-
drukt in de waarschijnlijkheid van een ongewenste uitkomst, vermenigvul-
digd met de waarde van het verlies van de ongewenste uitkomst.  
Aubert heeft verschillende onderzoeken uitgevoerd naar de factoren die van 
invloed zijn op de (gedeeltelijke) aanwezigheid van de ongewenste uitkom-
sten. Door deze factoren, de zgn. risicofactoren te identificeren en vast te 
stellen, is de basis gelegd voor het vaststellen van de risico’s. 
 
Aubert (1998) maakt in de context van Outsourcing gebruik van de transac-
tiekosten theorie (Bijlage 1) en the agency theorie (Bijlage 2) om risico’s en 
risicofactoren toe te wijzen aan drie sources, namelijk de dienstverlener 
(leverancier, agent, supplier, outsourcer), de uitbesteder (principaal, cliënt) 
en de transactie.  
 
Het doel van risicomanagement is het reduceren van de RE van een bepaalde 
business-situatie (Aubert, 1998). Hoe het reduceren van de risicofactoren het 
beste gemanaged kan worden, valt buiten het doel van dit onderzoek. 
 
Bovengenoemde actuele ontwikkelingen zijn de aanleiding geweest voor dit 
onderzoek. Er zijn diverse onderzoeken uitgevoerd naar verschillende facet-
ten van risicofactoren bij IT-outsourcing en bij IT- offshoring. Er is echter nog 
nauwelijks onderzoek gedaan naar de risicofactoren van IT-outsourcing als 
de IT-dienstverlener gaat offshoren. De IT-dienstverlener zal moeten gaan 
offshoren om concurrerend te kunnen blijven acteren, maar wat betekent dat 
dan voor de risicofactoren van de uitbesteder. Veranderen de risicofactoren 
in die situatie? Dat is het onderwerp van mijn onderzoek. 
 
Dit onderwerp sluit ook goed aan bij mijn werk als Service Delivery Manager. 
Om concurrerend te kunnen blijven werken, zal ook mijn werkgever moeten 
gaan offshoren. Tegelijkertijd zal er voor gezorgd moeten worden dat de uit-
besteder tevreden blijft over de geboden dienstverlening. Dan is het van be-
lang te weten welke risicofactoren relevant zijn.  
1.3. De opbouw van dit verslag 
In hoofdstuk 2 wordt de probleemstelling toegelicht. Aangegeven wordt wat 
de doelstelling van dit onderzoek is, hoe het onderzoeksmodel eruit ziet en 
welke 2 hoofdvragen en onderliggende deelvragen beantwoord gaan worden. 
Tevens zal verantwoording afgelegd worden over de onderzoeksaanpak.  
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In het 3e hoofdstuk staan de resultaten van de literatuurstudie. Eerst worden 
de risicofactoren van IT-outsourcing beschreven. Hierbij wordt uitgebreid stil-
gestaan bij onderzoeken van Aubert (2006) en Delen (2005). Vervolgens 
wordt aandacht besteed aan IT-offshoring en de bijbehorende risicofactoren. 
Uiteindelijk wordt er een conceptueel model met 4 hypotheses gepresen-
teerd, waarin vermeld staat wat het verwachte effect zal zijn van IT-offsho-
ring door de IT-dienstverlener op de risicofactoren van de uitbesteder. Deze 
hypotheses zijn vervolgens empirisch getoetst bij de case GUF. In hoofdstuk 
4 staan de resultaten van de toetsing. Het 5e hoofdstuk bevat de conclusies 
en de aanbevelingen voor verder onderzoek. Reflectie over zowel de inhoud 
als over de totstandkoming van het verslag is te lezen in hoofdstuk 6. Het 
laatste hoofdstuk bevat de literatuurreferenties.  
 
In verband met de vertrouwelijkheid van de gegevens zijn de casestudiere-
sultaten geanonimiseerd. De bedrijfsnamen GUF (= Grote Uitbestedende Fir-
ma), INTID (InterNaTionaal It Dienstverlener) en OOSD (Oost europa 
OffShore Dienstverlener) zijn gefingeerde namen.  
Het bedrijf GUF heeft zowel het desktopbeheer als het beheer van de servers 
(zgn. serverbeheer) uitbesteed aan INTID. INTID voert het desktopbeheer in 
Nederland zelf uit en heeft het serverbeheer uitbesteed aan OOSD.  
1.4. Dankwoord 
Mijn afstudeerbegeleider Hans Hofstee wil ik bedanken voor de kritische en 
positieve aanwijzingen van het afgelopen jaar. Hij heeft me geholpen om op 
consistente wijze dit afstudeertraject wetenschappelijk verantwoord te door-
lopen. Tevens wil ik diverse collega’s bedanken voor de tijd die ze voor mij 
vrijgemaakt hebben om input te leveren voor dit afstuderen. Afstuderen kost 
veel tijd en energie, dat vond ikzelf niet altijd prettig, maar heeft ook veel 
gevraagd van Peter, Steven, Wouter en Sanne. Ik heb het een interessant 
traject gevonden. Tegelijkertijd ben ik ook blij dat het achter de rug is, er 
zijn nog zoveel andere leuke dingen te doen.
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 2. Probleemstelling 
In het vorige hoofdstuk zijn de aanleiding en introductie van dit onderzoek 
toegelicht. In dit hoofdstuk komen de probleemstelling, het onderzoeksmo-
del, de hoofd- en deelvragen en de onderzoeksaanpak aan de orde.  
2.1. Probleemstelling 
In dit onderzoek wordt gezocht naar een antwoord op de volgende vragen: 
1. Wat zijn de risicofactoren m.b.t. IT-outsourcing bij de uitbesteder? 
2. Wat gebeurt er met die risicofactoren als de IT-dienstverlener de uit-
bestede diensten zelf verder gaat uitbesteden in een offshore arrange-
ment?  
 
 
 
    Transactie    Transactie  
    IT-outsourcing    IT-offshoring  
    
  
 
 
 
 
 
Offshore  IT-
dienstverlener 
IT-dienst- 
verlener 
Uitbesteder: 
1. Wat zijn de risico- 
factoren bij  
IT-outsourcing?  
2. In welke mate veran-
deren deze risicofacto-
ren bij IT-offshoring 
door de IT-
dienstverlener? 
Figuur 1: Verduidelijking van het onderzoek 
     
Baarda (2005) onderscheidt twee soorten onderzoeksrelevantie, namelijk de 
theoretische en de praktische.  
 
De theoretische doelstelling van het onderzoek is het leveren van een bijdra-
ge aan een verdere ontwikkeling van het inzicht in de risicofactoren bij IT-
outsourcing bij de uitbesteder in een situatie waarbij de IT-dienstverlener be-
paalde diensten verder uitbesteedt in een offshoring arrangement, door een 
overzicht te geven van die risicofactoren en na te gaan in welke mate de risi-
cofactoren veranderen in deze situatie. 
 
De praktische doelstelling van dit onderzoek is dat INTID inzicht krijgt in de 
risicofactoren van IT-outsourcing indien bepaalde diensten geoffshored wor-
den, door een overzicht te geven van de risicofactoren bij de uitbesteder die 
binnen INTID in het geval van casus GUF worden onderkend en na te gaan in 
welke mate de risicofactoren veranderen in deze situatie.  
 
Als de risicofactoren bekend zijn en de invloed erop t.g.v. de verdere IT-off-
shoring is vastgesteld, kunnen deze risicofactoren gemanaged gaan worden 
zodat de kans op mislukken van de IT-outsourcing kleiner wordt. Het Risk 
Management Framework van Aubert (2005) beschrijft hoe de risicofactoren 
gemanaged kunnen worden. Het managen van de risicofactoren is geen on-
derdeel van dit onderzoek. 
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2.2. Onderzoeksmodel 
 
 
 
 
 
     
     
 
 
 
       
    
Verdere ontwikkeling 
inzicht risicofactoren  
bij IT-outsourcing (3) 
Overzicht van relevante 
risicofactoren van IT-
outsourcing bij uitbe-
steder bij verdere IT-
offshoring van diensten 
door IT-dienstverlener(1) 
Theorie over IT-
outsourcing  
Theorie over risico-
factoren IT-outsourcing  
Theorie over risico-
factoren IT-offshoring 
 
Case GUF bij INTID (2)  
 
 
Figuur 2: Onderzoeksmodel 
 
Het bestuderen van verschillende theorieën over (de risicofactoren van) IT-
outsourcing en –offshoring levert een overzicht op van de relevante risicofac-
toren van IT-outsourcing bij de uitbesteder, indien de IT-dienstverlener dien-
sten gaat offshoren (1). Vervolgens wordt de aanwezigheid en de verande-
ring t.g.v. de verdere IT-offshoring van deze beschreven risicofactoren empi-
risch getoetst bij de case GUF bij INTID (2). Na de toetsing zullen de resul-
taten een bijdrage leveren aan de verdere ontwikkeling van inzicht in de risi-
cofactoren van IT-outsourcing (3).  
2.3. Hoofd- en deelvragen 
Uit het onderzoeksmodel zijn de volgende 2 hoofdvragen afgeleid: 
1. Wat zijn de relevante risicofactoren van IT-outsourcing bij de uitbeste-
der en wat is de invloed van verdere IT-offshoring van diensten door 
de IT-dienstverlener zelf, op die risicofactoren? 
 
2. Hoe zien de onderkende risicofactoren en de invloed van IT-offshoring 
op die risicofactoren eruit bij de case GUF? 
 
De literatuurstudie zal aan de hand van de volgende deelvragen een ant-
woord gaan geven op de 1e hoofdvraag. 
1. Welke risicofactoren worden bij IT-outsourcing onderkend en 
welke van die risicofactoren hebben betrekking op de uitbeste-
der?  
2. Welke criteria kunnen gebruikt worden om vast te stellen of de 
risicofactoren bij de uitbesteder, benoemd in deelvraag één, 
aanwezig zijn? 
3. Welke risicofactoren worden bij IT-offshoring, als bijzondere 
vorm van IT-outsourcing onderkend? 
4. Wat is de invloed van het offshoren door de IT-dienstverlener 
zelf op de risicofactoren van de IT-outsourcing bij de 
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uitbesteder, indien de uitkomsten van de eerdere vragen met 
elkaar geconfronteerd worden? 
 
De casestudie zal aan de hand van de volgende deelvragen een antwoord 
gaan geven op de 2e hoofdvraag: 
5. Hoe ziet de risicofactor ‘negatieve business case’ eruit bij case 
GUF en wat is de invloed hierop ten gevolge van het offshoren 
door de IT-dienstverlener? 
6. Hoe ziet de risicofactor ‘uitbesteder is onvoldoende toegerust’ 
eruit bij case GUF en wat is de invloed hierop ten gevolge van 
het offshoren door de IT-dienstverlener? 
7. Hoe ziet de risicofactor ‘onzorgvuldige overdracht van personeel’ 
eruit bij case GUF en wat is de invloed hierop ten gevolge van 
het offshoren door de IT-dienstverlener? 
8. Hoe ziet de risicofactor ‘slechte begeleiding van de gebruikers’ 
eruit bij case GUF en wat is de invloed hierop ten gevolge van 
het offshoren door de IT-dienstverlener? 
9. Moeten de hypotheses bevestigd of verworpen worden op basis 
van de onderzoeksresultaten? 
2.4. Onderzoeksaanpak  
Dit theorietoetsend onderzoek bestaat uit 2 deelonderzoeken. Het 1e deelon-
derzoek is een literatuurstudie die resulteert in een conceptueel model waar 
hypotheses uit af te leiden zijn. De hypotheses zijn vervolgens empirisch ge-
toetst in deelonderzoek 2, namelijk de casestudie.  
2.4.1. Aanpak literatuurstudie 
De aanpak van de literatuurstudie is gericht op het beantwoorden van de 1e 
hoofdvraag namelijk: 
 
Wat zijn de relevante risicofactoren van IT-outsourcing bij de uitbeste-
der en wat is de invloed van verdere IT-offshoring van diensten door 
de IT-dienstverlener zelf, op die risicofactoren? 
 
Voor publicaties in de Angelsaksische taal is gekozen omdat deze bepalend is 
in het vakgebied. Daarnaast zijn een aantal Nederlandse publicaties bestu-
deerd omdat deze inzicht geven in de Nederlandse praktijk.  
Een ander criterium was de ouderdom. Aangezien IT-outsourcing en zeker 
IT-offshoring  recente ontwikkelingen zijn, is gekozen voor literatuur die niet 
ouder is dan 10 jaar (vanaf 1997).  
Gestart is met het doornemen van artikelen over de risico’s van IT-outsour-
cing en IT-offshoring in toonaangevende internationale ICT-tijdschriften (Bij-
lage 3). Tevens zijn de overzichtsartikelen van Lee (2000 en 2003), Gonzalez 
(2006A en 2006B) en Dibbern (2004) gebruikt om te zoeken naar bruikbare 
bronnen. Ook is er m.b.v. Scholar Google gezocht naar relevante publicaties 
van Aubert, Patry en Rivard aangezien zij veel geciteerde onderzoekers zijn. 
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De publicaties van Delen en Beulen zijn ook bestudeerd omdat zij onderzoek 
gedaan hebben naar Nederlandse praktijksituaties m.b.t. IT-outsourcing.  
Het vaststellen van het noodzakelijke wetenschappelijk karakter heeft plaats-
gevonden door het toetsen van de peer-reviewed status. Continue is ge-
checkt of de literatuur een bijdrage kon leveren aan de hoofdvraag.  
 
Uiteindelijk zijn er 24 relevante wetenschappelijke bronnen gebruikt. Daar-
van waren er 13 afkomstig uit toonaangevende ICT-tijdschriften. Van de 24 
artikelen waren er 2 in de Nederlandse taal, de overige artikelen waren in de 
Angelsaksische taal. In het volgende overzicht is de gebruikte literatuur 
m.b.t. risico’s gekwantificeerd naar onderwerp, jaartal en onderwerp: 
 
'98 '99 '00 '01 '02 '03 '04 '05 '06 '07 totaal
IT-outsourcing 2 2 1 5 2 1 2 2 1 18
IT-offshoring 1 3 2
totaal 2 2 1 5 1 2 4 4 2 1 24
6
  
Tabel 1: Bronspecificatie literatuurstudie 
 
Er is weinig over risico’s m.b.t. IT-outsourcing gepubliceerd, dit geldt zeker 
voor de risico’s m.b.t. IT-offshoring. Over de risicofactoren van IT-outsour-
cing bij de uitbesteder als de dienstverlener gaat offshoren is geen literatuur 
gevonden. Dit bemoeilijkte de beantwoording van de 1e hoofdvraag.  
2.4.2. Aanpak casestudie 
De aanpak van de casestudie heeft tot doel het kunnen beantwoorden van de 
2e hoofdvraag, namelijk: 
Hoe zien de onderkende risicofactoren en de invloed van IT-offshoring 
op die risicofactoren eruit bij de case GUF? 
 
De keuze voor een casestudie vloeit voort uit 3 kernbeslissingen (Verschu-
ren, 2007). Voor een diepgaand onderzoek is, in tegenstelling tot een groot-
schalige aanpak, gekozen omdat de interesse van mij daar naar uitgaat en 
het ook lastig bleek te zijn om een grootschalige aanpak bij mijn werkgever 
gefaciliteerd te krijgen. De 2e beslissing betreft de keuze voor een kwalitatief 
onderzoek in plaats van een kwantitatief onderzoek naar de risicofactoren. 
Uiteindelijk zullen de risicofactoren gemanaged moeten worden en om goed 
te kunnen managen vind ik het belangrijk te weten wat de achtergronden en 
de argumentatie van de risicofactoren zijn geweest. De 3e keuze, tussen em-
pirisch- versus bureauonderzoek hangt samen met mijn persoonlijkheid. Ik 
ga graag het veld in om de actuele werkelijkheid te onderzoeken en op basis 
van de analyse van deze gegevens tot uitspraken te komen. Uitgaande van 
deze 3 kernbeslissingen, zijn de hypotheses getoetst door middel van een 
kwalitatieve casestudie.  
 
De studie is uitgevoerd bij de case GUF (Bijlage 4). Voor deze case is geko-
zen omdat de domeinen van de hoofdvragen bij deze case relevant zijn: er is 
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sprake van een omvangrijke IT-outsourcing (van GUF aan INTID) en be-
paalde diensten zijn door de IT-dienstverlener ondergebracht in een off-shore 
arrangement (van INTID aan OOSD). Een praktisch voordeel was dat ik als 
onderzoeker toegang had tot de benodigde bronnen. Tevens sluit de keuze 
van deze case goed aan bij de praktische doelstelling van dit onderzoek. De 
strategie van INTID is het aanbieden van generieke ICT-diensten op wereld-
wijd niveau aan grote organisaties. De case GUF past binnen die strategie. 
Resultaten van dit onderzoek vergroten het inzicht en kunnen door INTID ge-
bruikt worden als input voor andere grote deals.  
Om de 2e hoofdvraag te kunnen beantwoorden waren gegevens nodig waar-
mee de risicofactoren aan de hand van de criteria (beantwoord in deelvraag 
2) bij de case GUF vastgesteld konden worden. Deze gegevens bleken nau-
welijks in documenten vastgelegd te zijn. Door middel van het houden van 
interviews met INTID-medewekers, werkzaam op verschillende niveaus, die 
nauw betrokken zijn (geweest) bij de (totstandkoming van de) outsourcings-
deal, kwamen de benodigde gegevens wel beschikbaar . Deze medewerkers 
konden vervolgens de relevante bronnen voor dit onderzoek aangeven.  
 
In de volgende tabel staat vermeld met wie de 6 individuele face-to-face 
interviews hebben plaatsgevonden. 
  
nr Functie Niveau  
I1 Unit manager GUF Operationeel 
I2 Service Delivery manager  Tactisch 
I3 International Cliënt Director Strategisch 
I4 International Strategic Program Director Strategisch 
I5 Global Service Delivery Manager  Tactisch 
I6 Operationeel Field manager  Operationeel 
Tabel 2: Interviewgegevens: functie, periode betrokken bij case, niveau werkzaam. 
 
De zes geïnterviewden hebben 5 relevante bronnen aangereikt.  
 
nr Document 
D1 Desktop Services Framework Agreement m.b.t. de case 
D2 ICT Service Management Agreement (SLA) m.b.t. de case 
D3 Service Level Report March 2008 m.b.t. de case 
D4 Operational Level Agreement (OLA) m.b.t. de case 
D5 Business case: Offshoring Server- and Network management 
Tabel 3: Omschrijving geraadpleegde documenten casestudie 
 
De interviews zijn gehouden aan de hand van een interviewprotocol, incl. een 
topiclijst (Bijlage 5). De topics volgen de vier risicofactoren en de bijbehoren-
de criteria, zodat de hypotheses van het conceptueel model getoetst konden 
worden. Door het gebruik van de topiclijst was de volledigheid gewaarborgd. 
Om de betrouwbaarheid te vergroten is van ieder interview een verslag ge-
maakt en teruggekoppeld aan de geïnterviewde (Bijlage 6). Van de docu-
menten zijn de relevante onderdelen samengevat (Bijlage 7).  
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Om antwoorden te krijgen op de onderzoeksvragen 5 t/m 8 ben ik gestart 
met het screenen van de interviewresultaten en de documentsamenvattingen 
op relevante input. Deze input heb ik per onderzoeksvraag verzameld. Som-
mige deelantwoorden kon ik nazoeken in 1 van de 5 documenten. Zo staat in 
D4 (OLA) beschreven in welke situaties OOSD rechtstreeks contact heeft met 
GUF. Degenen die het meest betrokken waren bij het antwoord, hadden de 
meest uitgebreide antwoorden. Zo kon I1, die direct betrokken was bij de 
overplaatsing van het personeel, veel input leveren voor de beantwoording 
van onderzoeksvraag 7. 
Bij de onderzoeksvragen 7 en 8 leken er in eerste instantie enkele tegenstrij-
digheden te bestaan tussen de interviewresultaten. Uit nadere analyse bleek 
dat de direct betrokkenen een duidelijker en kritischer beeld hadden dan de-
gene die meer afstand hadden tot dat onderwerp. Zo waren de direct betrok-
kenen I1 en I3 veel kritischer over de overdracht van personeel dan I2 die 
pas maanden later verantwoordelijkheden kreeg bij de case GUF. Bij onder-
zoeksvraag 8 bleek de risicofactor mede afhankelijk te zijn van de recht-
streekse contacten tussen GUF en OOSD. Die contacten bleken er alleen te 
zijn op operationeel niveau. Dat verklaarde waarom I1 en I6 veel concreter 
en kritischer waren t.a.v. de IT-offshoring. De andere geïnterviewden hadden 
nauwelijks weet van die contacten en zagen dan ook nauwelijks een toename 
van de risico’s.  
Gebruikmakend van deze achtergrondkennis konden de 4 onderzoeksvragen 
goed beantwoord worden. De resultaten van de aanpak van de casestudie 
geven een betrouwbaar beeld van de case GUF en zijn in bepaalde gevallen 
ook breder geldig (zie hoofdstuk 5). 
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 3. Risicofactoren IT-outsourcing bij IT-
offshoring 
In dit hoofdstuk worden, door middel van het bestuderen van relevante lite-
ratuur, de uit de eerste hoofdvraag afgeleide vier deelvragen beantwoord.  
3.1. Deelvraag 1: risicofactoren IT-outsourcing 
Deze paragraaf geeft antwoord op de volgende deelvraag:  
Welke risicofactoren worden bij IT-outsourcing onderkend en welke 
van die risicofactoren hebben betrekking op de uitbesteder?  
 
In de literatuur over de risicofactoren van IT-outsourcing komen verschillen-
de benaderingen voor. Eén benadering, beschreven in de volgende para-
graaf, is het weergeven van de factoren die leiden tot ongewenste uitkom-
sten (Aubert, 2005). In paragraaf 3.1.2. komen de controlfactoren van Delen 
(2005) aan de orde, hij heeft controlfactoren benoemd die bepalend zijn voor 
het slagen of mislukken van IT-outsourcing. Het in ogenschouw nemen van 
deze controlfactoren voor dit onderzoek vind ik relevant omdat de factoren 
recent getoetst zijn in de Nederlandse praktijk. Vervolgens zijn in paragraaf 
3.1.3. beide benaderingen met elkaar vergeleken en ontstaat er een nieuwe 
set van risicofactoren bij IT-outsourcing. Hiervan zijn er 4 risicofactoren toe 
te wijzen aan de uitbesteder. In paragraaf 3.1.4. staan de ongewenste uit-
komsten van die 4 risicofactoren.  
3.1.1. Risicofactoren met ongewenste uitkomsten 
In een recent gepubliceerd onderzoek van Aubert (2005) worden er 8 onge-
wenste uitkomsten van IT-outsourcing gepresenteerd. Per uitkomst zijn de 
bijbehorende risicofactoren expliciet weergegeven. 
 
Undesirable outcomes Factors leading to outcome 
Unexpected transition and management 
costs 
• Lack of experience and expertise of the client 
with the activity 
• Lack of experience of the client with Outsourcing 
• Uncertainly about the legal environment 
Switching costs • Asset specificity 
• Small number of suppliers 
• Scope 
• Interdependence of activities 
Costly contractual • Uncertainly 
• Technological discontinuity 
• Task complexity 
Disputes and litigation • Measurement problems 
• Lack of experience and expertise of the client 
and/or the supplier with Outsourcing contracts 
• Uncertainly about the legal environment 
• Poor cultural fit 
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Service debasement • Interdependence of activities 
• Lack of experience and expertise of the supplier 
with the activity 
• Supplier size 
• Supplier financial instability 
• Measurement problems 
• Task complexity 
Cost escalation • Lack of experience and expertise of the client 
with contract management 
• Measurement problems 
• Lack of experience and expertise of the supplier 
with the activity 
Loss of organizational competency • Scope of the activities 
• Proximity to the core competency  
• Interdependence of activities  
Hidden service costs • Complexity of the activities 
• Measurement problems 
• Uncertainly 
Tabel 4: Components of IT-outsourcing risk exposure (Aubert, 2005) 
3.1.2. Controlfactoren  
Delen (2005) heeft met behulp van een literatuurstudie (Lacity 1998, Will-
cocks 1999, Barthelémy 2001 en Beulen 2000) en een exploratief onderzoek 
onderzocht welke generieke factoren van invloed zijn op het slagen of falen 
van een IT-outsourcing en hoe dit inzicht gebruikt kan worden voor het ver-
hogen van de kans op succes van het outsourcingtraject.  
De IT-outsourcing is mislukt als deze voor één van de partijen nadelig 
uitpakt. De controlfactoren van Delen zijn als risicofactoren voor dit onder-
zoek te beschouwen. Het zijn immers factoren die bij mislukken kunnen lei-
den tot ongewenste uitkomsten zoals het mislukken van de IT-outsourcing. 
De controlfactoren richten zich op het dienstverleningsproces.  
Delen (2005) heeft na zijn literatuurstudie 10 controlfactoren benoemd. Op 
basis van het exploratief onderzoek bij 18 cases bleek er voor 1 controlfactor 
geen relatie aanwezig te zijn tussen de factor en het mislukken of slagen van 
de case. Deze risicofactor ‘overdracht van middelen’ is daarom verder buiten 
beschouwing gelaten. 
 
In het volgende overzicht staan de 9 controlfactoren (Delen, 2005, tabel 
9.1.) en de bijbehorende criteria die bepalen of die factor onder controle is.  
 
Controlfactoren  
Criteria (Delen, 2005) 
1. Positieve business case voor uitbesteding.  
Deze is positief als: (pagina 73) 
¾ Er geen kerncompetenties worden uitbesteed; 
¾ De beoogde materiele en immateriële baten van de uitbesteding vooraf zijn 
vastgesteld en die opwegen tegen de kosten en risico’s van de uitbesteding; 
¾ Tijdens het sourcingproces wordt gestuurd op deze business case. 
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2. Zorgvuldige overdracht van personeel.  
Deze is zorgvuldig als er expliciet aandacht is besteed aan: (pagina 81) 
¾ Overdracht van kennis; 
¾ Acceptatie door het personeel; 
¾ Betrokkenheid van de ondernemingsraad; 
¾ Communicatie; 
¾ Overbruggen van cultuurverschillen; 
¾ Integratie bij de IT-dienstverlener. 
3. Positieve business case voor inbesteding.  
Deze is positief als: (pagina 73) 
¾ De in te besteden processen kerncompetenties zijn voor de IT-dienstverlener; 
¾ De beoogde materiele en immateriële baten van de inbesteding vooraf zijn 
vastgesteld en die opwegen tegen de kosten en risico’s van de inbesteding; 
¾ Tijdens het sourcingproces wordt gestuurd op deze business case. 
4. Een degelijk contract.  
In een degelijk contract zijn minimaal de volgende aandachtspunten geregeld: (pagina 86) 
¾ Aansprakelijkheid;  
¾ Flexibiliteit en dienstverlening; 
¾ Flexibiliteit in volume en looptijd; 
¾ Exit-clausule. 
5. Heldere financiële afspraken.  
Financiële afspraken zijn helder als alle tarieven voor zowel de uitbesteder als de IT-
dienstverlener transparant en eenduidig zijn (pagina 87) 
6. Performance-management 
Performancemanagement is adequaat als: (pagina 91) 
¾ Er Kritische Prestatie Indicatoren (KPI’s) voor de dienstverlening zijn opgesteld die 
aansluiten op de doelstellingen van de organisatie; 
¾ Er Service Level Agreements (SLA’s) zijn opgesteld die aansluiten op de KPI’s en er 
afspraken zijn gemaakt over rapportage ten opzichte van de normen die in de SLA’s 
staan; 
¾ Eventuele bonus- of malusregimes aansluiten op de SLA’s. 
7. Planmatige aanpak 
Er is sprake van een planmatige aanpak indien: (pagina 108) 
¾ Er een plan is gemaakt waarin de fasen van de sourcingscyclus te herkennen zijn, en 
wel tot op het niveau van activiteiten van enkele mensweken en met een duidelijke 
toewijzing van verantwoordelijkheden; 
¾ Dit plan tijdens het sourcingproces gebruikt wordt om op te sturen. 
8. Goede begeleiding van de gebruikers 
De veranderingen voor de gebruikers zijn goed begeleid als de nieuwe werkwijze en het 
nieuwe SLA helder aan hen zijn gecommuniceerd, zodat zij weten wat zij wel en niet mogen 
verwachten (pagina 83) 
9. Kennisbehoud 
Er is sprake van kennisbehoud als de uitbesteder nog voldoende kennis, ervaring en 
competenties heeft om: (pagina 92) 
¾ Zelfstandig te kunnen follow-up-sourcen naar een andere dienstverlener; 
¾ (met externe hulp) te kunnen backsourcen. 
Tabel 5: Controlfactoren Delen (2005) 
3.1.3. Risicofactoren bij IT-outsourcing 
In de volgende tabel staan de ‘factors leading to outcome’ (Aubert, 2005) en 
de controlfactoren (Delen, 2005) in aparte kolommen vermeld. Alle factoren 
zijn ingedeeld naar de sources of risk, gebruikmakend van Aubert (1998). 
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Voor dit onderzoek zijn de ‘factors leading to outcome’ en de controlfactoren 
als volgt gecombineerd tot een nieuwe set van risicofactoren. 
1. Toepassen van eenduidige Nederlandse begrippen.  
2. Factoren die een zelfde strekking hebben, zijn gecombineerd. Zo zijn 
bijvoorbeeld de factoren ‘measurement problems’ en ‘performance 
management’ samengevoegd.  
3. Factoren die nauw verband met elkaar hebben zijn gecombineerd. Zo 
zijn de 3 ‘factors leading to outcome’ m.b.t. de IT-dienstverlener ge-
combineerd tot de risicofactor ‘IT-dienstverlener is onvoldoende toege-
rust’. 
4. De gecombineerde factoren zijn in negatieve termen uitgedrukt, con-
form het gestelde in paragraaf 1.2.  
 
Source of 
risk 
Factors leading to 
outcome  
(Aubert, 2005) 
Controlfactoren  
(Delen, 2005) 
Risicofactoren  
IT-outsourcing 
 
IT-Dienst-
verlener  
• Lack of experience and 
expertise of the supplier 
with the activity and 
with Outsourcing con-
tracts 
• Supplier size 
• Supplier financial insta-
bility 
• Business case voor   
inbesteding 
 
• Negatieve business 
case IT-dienstver-
lener 
• IT-dienstverlener is 
onvoldoende 
toegerust  
Transactie • Uncertainly (about the 
legal environment) 
• Asset specificity 
• Small number of sup-
pliers 
• Interdependence of acti-
vities 
• Technological disconti-
nuity 
• Task/activities 
complexity 
• Measurement problems 
• Poor cultural fit 
• Scope (of the activities) 
• Proximity to the core 
competency 
• Een degelijk contract  
• Heldere financiële 
afspraken 
• Performance-
management  
 
 
• Klein aantal IT-
dienstverleners 
• Geringe culturele fit 
• Onderlinge 
afhankelijkheid van 
activiteiten 
• Ondeugdelijk 
contract  
• ‘Measurement 
problems’ 
 
 
Uitbesteder  • Lack of experience and 
expertise of the client 
with the activity, with 
Outsourcing and with 
contract (management) 
 
• Business case voor 
uitbesteding 
• Zorgvuldige overdracht 
van personeel  
• Goede begeleiding van 
de gebruikers 
• Kennisbehoud  
• Negatieve business 
case uitbesteder  
• Uitbesteder is on-
voldoende toegerust 
• Onzorgvuldige over-
dracht van perso-
neel  
• Slechte begeleiding 
van de gebruikers  
Tabel 6: Risicofactoren IT-outsourcing 
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Per risicofactor volgt nu een toelichting: 
 
Source of risk: IT-dienstverlener 
Negatieve business case IT-dienstverlener: er is sprake van een negatieve 
business case als de uit te besteden processen geen kerncompetenties zijn, 
de beoogde materiele en immateriële baten niet opwegen tegen de kosten en 
risicofactoren, en er tijdens het IT-outsourcingspoces niet wordt gestuurd op 
de business case. Als een IT-dienstverlener zich het vel over de oren laat 
trekken, kan blijken dat hij niet op een normale manier kan leveren en dan 
hebben beide partijen een probleem (Delen, 2005). 
 
IT-dienstverlener is onvoldoende toegerust: één of meerdere aspecten zijn 
bij de dienstverlener onvoldoende, namelijk:  
• ‘Degree of expertise with the IT-operation’; (Bahli, 2003)   
• Kennis en ervaring met IT-outsourcings(contracten); (Bahli, 2003) 
• Een onstabiele financiële situatie; (Aubert, 2005) 
• Te beperkte omvang. (Aubert, 2005) 
Te weinig kennis en ervaring met IT-outsourcings(contracten) zal leiden tot 
disputen en rechtszaken. Te weinig kennis en ervaring met de uitbestede ac-
tiviteiten, een te kleine IT-dienstverlener en een financieel instabiele dienst-
verlener leidt tot kwaliteitsvermindering (Aubert, 1998). 
 
Source of risk: Transactie 
Een klein aantal IT-dienstverleners is volgens de transactiekostentheorie een 
omgevingsfactor die kan leiden tot een te hoge prijs aangezien er te weinig 
marktwerking plaats kan vinden (Aubert 2001B).  
 
Geringe culturele fit: Beulen (2000) benadrukt, vanuit de transactiekosten-
theorie het belang van een gelijksoortige cultuur tussen het uitbestedende 
bedrijf en de IT-dienstverlener. Een geringe culturele fit zal leiden tot meer 
coördinatiekosten.  
 
Hoe groter de onderlinge afhankelijkheid van activiteiten, hoe meer proble-
men opgelost moeten worden, hoe meer coördinatie nodig is en hoe meer 
onderlinge regelingen getroffen moeten worden (Bahli, 2003). Gevolg kan 
zijn dat er uiteindelijk ‘switching costs’ gemaakt moeten worden om over te 
stappen op een andere IT-dienstverlener (Aubert, 2005). 
 
Er is sprake van een ondeugdelijk contract als de volgende punten 
onvoldoende geregeld zijn (Delen, 2005): 
¾ Aansprakelijkheid; 
¾ Flexibiliteit en dienstverlening; 
¾ Flexibiliteit in volume en looptijd; 
¾ Exit-clausule. 
Een ondeugdelijk contract kan leiden tot onverwachte management kosten 
(Aubert, 2005).  
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De risicofactor ‘measurement problems’ wordt als controlfactor ook wel per-
formancemanagement genoemd. Het betreft het kunnen specificeren, meten 
en sturen op de performance van de IT-dienstverlener (Delen, 2005). Deze 
risicofactor kan leiden tot disputen en rechtszaken (Aubert, 2005). 
 
Source of risk: Uitbesteder 
In een negatieve business case van de uitbesteder wegen volgens Delen 
(2005) de verwachte voordelen niet op tegen de kosten en de risicofactoren 
en wordt de business case onvoldoende gemanaged. Een negatieve business 
case kan o.a. veroorzaakt worden door ‘hidden costs’. Barthélemy (2001) on-
derscheidt vier soorten ‘hidden costs’. Voorbeelden zijn het monitoren van de 
contractuele verplichtingen, onderhandelen met de dienstverlener en het tot 
stand brengen van contractswijzigingen. Een negatieve business case kan 
ook ontstaan door het uitbesteden van de verkeerde activiteiten waardoor je 
te maken kunt krijgen met toenemende kosten en dalende productiviteit. 
 
De transactie risicofactoren ‘Proximity to the core competency’ en ‘scope’ zijn 
meegenomen bij deze risicofactor. Willcocks (1999) ziet het outsourcen van 
de verkeerde activiteiten als een bedreiging voor het ontwikkelen van nieuwe 
technologieën. Deze uitleg van ‘scope’ past binnen de risicofactor ‘een nega-
tieve businesscase van de uitbesteder’. 
 
Uitbesteder is onvoldoende toegerust: De uitbesteder is onvoldoende toege-
rust als er onvoldoende capaciteiten zijn om de dienstverlener te sturen, 
en/of de dienstverlener onvoldoende wordt gemanaged (Barthélemy, 2003), 
en/of er onvoldoende kennis achterblijft voor het follow-up/backsourcen 
(Delen, 2005, CF6).  
Volgens Barthélemy (2003) kan een bedrijf om twee redenen de controle 
over de uitbestede activiteit kwijtraken: het beschikt niet over de capacitei-
ten om de uitvoerder te sturen of de uitvoerder wordt domweg niet voldoen-
de actief gemanaged. Ook Willcocks (1999) benadrukt het risico van het 
falen van het actief managen van de dienstverlener door de uitbesteder.  
Kennisbehoud betekent dat de uitbesteder nog voldoende kennis, ervaring en 
competenties heeft om zelfstandig te kunnen follow-up-sourcen naar een an-
dere dienstverlener dan wel (met externe hulp) te kunnen backsourcen 
(Delen, 2005). Aubert et al. (2001B) pleitte voor het vervangen van ‘asset 
specificity’ door een ‘Resource Based View’. De karakteristieken van deze 
achterblijvende resources zijn waardevol, zeldzaam, moeilijk te imiteren en 
moeilijk te vervangen. Door deze resources in huis te houden is de firma in 
staat om concurrentievoordeel te halen. 
 
Onzorgvuldige overdracht van personeel heeft bij de controlfactoren betrek-
king op het IT-personeel dat overgaat naar de externe dienstverlener. Het is 
belangrijk dat dit personeel met kennis bij de dienstverlener terechtkomt 
zodat de dienstverlening zonder haperen overgenomen kan worden. Andere 
punten die een rol spelen bij de overdracht zijn de acceptatie door het per-
soneel, betrokkenheid van de OR, communicatie, overbrugging van de 
cultuurverschillen en de integratie bij de dienstverlener (Delen, 2005). 
 22
Barthélemy (2003) noemt het een doodzonde om de impact op het personeel 
niet te onderkennen. Gevolgen kunnen zijn een dalende productiviteit maar 
ook vertrek van medewerkers, waardoor specifieke firmakennis verloren 
gaat. 
 
Slechte begeleiding van de gebruikers is een risicofactor. Gebruikers komen 
op grotere afstand te staan van de IT-dienstverlener en zullen daarbij bege-
leid moeten worden. De individuele gebruikers moeten weten dat zij de ser-
vice krijgen waar hun organisatie voor betaalt, anders dreigt de gevarendrie-
hoek van verwachtingen. De veranderingen voor de gebruikers zijn slecht be-
geleid als de nieuwe werkwijze en het nieuwe SLA niet helder aan hen zijn 
gecommuniceerd. Zij weten dan niet wat zij wel en niet mogen verwachten. 
Dit kan leiden tot zo’n slechte sfeer dat het succes van de uitbesteding 
onherstelbaar beschadigd raakt (Delen, 2005) 
3.1.4. Conclusie risicofactoren IT-outsourcing bij uitbesteder 
In de volgende tabel worden de risicofactoren van IT-outsourcing, die bij de 
uitbesteder worden onderkend, opgesomd. Per risicofactor zijn voorbeelden 
van mogelijk ongewenste gevolgen genoemd. Deze voorbeelden zijn afkom-
stig van Aubert (2005), tenzij er expliciet een andere bron staat. De onge-
wenste uitkomsten bepalen uiteindelijk de risico’s en de mogelijke maatre-
gelen om deze risico’s te managen.  
 
Risicofactoren IT-outsourcing bij 
uitbesteder 
Ongewenste uitkomsten 
Negatieve business case uitbesteder  
 
• ‘vergeten’ kosten zoals het managen 
van de dienstverlener (Barthélemy, 
2001) 
• Dalende productiviteit (Barthélemy, 
2001) 
• Poor sourcing and contracting for the 
development and new technologies 
(Willcocks, 1999) 
Uitbesteder is onvoldoende toegerust  
 
• Onverwachte transitie- en (manage-
ment)kosten 
• Disputen en rechtszaken 
• Geen concurrentievoordeel (Aubert 
2001B) 
• Slechte follow-up of back-upsourcing 
(Delen, 2005) 
Onzorgvuldige overdracht van 
personeel  
 
• Verslechtering dienstverlening (Delen, 
2005) 
• Dalende productiviteit (Barthélemy, 
2003) 
• Gebrek firma-specifieke kennis (Bar-
thélemy, 2003) 
Slechte begeleiding van de gebruikers 
 
• Succes IT-outsourcing wordt onher-
stelbaar beschadigd (Delen, 2005) 
Tabel 7: Risicofactoren IT-outsourcing uitbesteder met voorbeelden ongewenste uitkomsten. 
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 3.2. Deelvraag 2: criteria risicofactoren bij uitbesteder 
Deze paragraaf geeft antwoord op de volgende deelvraag:  
Welke criteria kunnen gebruikt worden om vast te stellen of de 
risicofactoren bij de uitbesteder, benoemd in deelvraag één, 
aanwezig zijn? 
 
Om de aanwezigheid van de 4 risicofactoren vast te kunnen stellen zijn crite-
ria nodig. Deze criteria zijn gebaseerd op de criteria die Delen (2005) ge-
bruikt heeft voor zijn onderzoek, aangevuld met criteria uit andere onderzoe-
ken (zie bronvermelding). In het volgende overzicht staan de 4 risicofactoren 
met hun definitie en de criteria die de aanwezigheid van die risicofactor be-
palen weergegeven.  
 
Risicofactoren IT-outsourcing 
uitbesteder 
Criteria 
Negatieve business case uitbesteder  
 
Definitie: bij de uitbesteder is de IT-outsourcing 
geen succes: de business case is tijdens het 
sourcingsproces negatief (Delen, 2005, CF2, 
pagina 73).  
 
 
• De uitbesteder heeft geen of een irreële 
scope (Willcocks, 1999). 
• De uitbesteder heeft kernactiviteiten uit-
besteed. Deze zijn gebaseerd op de (in 
hoge mate) unieke, moeilijk te imiteren 
resources en capaciteiten van de onder-
neming waarop het strategisch con-
currentievoordeel is gebaseerd.  
(Barthélemy, 2001)(Delen, 2005, CF2). 
• Bij de uitbesteder wegen de beoogde 
materiele en immateriële baten niet op 
tegen de kosten en risicofactoren van de 
uitbesteding. (Delen, 2005, CF2). 
• De uitbesteder stuurt tijdens het sour-
cingsproces onvoldoende op het realise-
ren van de business case (Delen, 2005, 
CF2). 
Uitbesteder is onvoldoende toegerust  
 
Definitie: De uitbesteder is onvoldoende 
toegerust als er onvoldoende capaciteiten zijn 
om de dienstverlener te sturen, en/of de 
dienstverlener onvoldoende wordt gemanaged 
(Barthélemy, 2003), en/of er onvoldoende 
kennis achterblijft voor het follow-
up/backsourcen (Delen, 2005, CF6).  
• De uitbesteder heeft onvoldoende kennis 
en ervaring met eerdere sourcingen 
(Bahli, 2003, 2.2) 
• De uitbesteder beschikt over onvoldoende 
competenties t.b.v. het afdekken van het 
sourcingsproces (Barthélemy, 2003). 
• De uitbesteder faalt in het actief mana-
gen van de dienstverlener (Willcocks, 
1999) 
• De uitbesteder houdt onvoldoende ken-
nis, ervaring en competenties in huis om 
zelfstandig te kunnen follow-up-sourcen 
of (met externe hulp) te kunnen 
backsourcen (Delen, 2005, CF6, pagina 
92) 
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Onzorgvuldige overdracht van personeel  
 
Definitie: Bij overdracht van personeel was er 
onvoldoende expliciete aandacht voor de over-
dracht en behoud van kennis, overbruggen van 
cultuurverschillen, communicatie, het omgaan 
met weerstanden en de ondernemingsraad (De-
len, 2005, CF41, pagina 81) 
• Er is onvoldoende overdracht van kennis  
• Het personeel accepteert de overdracht 
nauwelijks 
• De Ondernemingsraad (OR) is onvoldoen-
de betrokken bij de overdracht van het 
personeel 
• Er heeft onvoldoende communicatie 
plaatsgevonden 
• Er is een te groot cultuurverschil tussen 
beide bedrijven.  
• Onvoldoende integratie bij de 
dienstverlener 
(Delen, 2005, CF41, pagina’s 73-81) 
Slechte begeleiding van de gebruikers 
 
Definitie: de gebruikers zijn slecht begeleid 
indien zij onvoldoende weten wat zij van de 
dienstverlening kunnen verwachten (Delen 2005, 
CF43, pagina 83). 
• De gebruikers zijn onvoldoende betrok-
ken geweest bij het besluit te gaan out-
sourcen.  
• De gebruikers zijn onvoldoende betrok-
ken geweest bij het opstellen van het 
SLA.  
• Er is onvoldoende heldere communicatie 
over de nieuwe werkwijze en de nieuwe 
SLA zodat de gebruikers niet weten wat 
zij wel en niet mogen verwachten  
(Delen, 2005, CF43, pagina 192). 
Tabel 8: Risicofactoren IT-outsourcing uitbesteder met criteria. 
3.3. Deelvraag 3: risicofactoren IT-offshoring 
Deze paragraaf geeft antwoord op de volgende deelvraag:  
Welke risicofactoren worden bij IT-offshoring, als bijzondere vorm 
van IT-outsourcing onderkend? 
 
De risicofactoren van IT-offshoring zijn vastgesteld door uit verschillende on-
derzoeken de aandachtspunten m.b.t. IT-offshoring te inventariseren en ver-
volgens deze punten toe te voegen aan de risicofactoren van IT-outsourcing. 
IT-offshoren is immers een bijzondere vorm van IT-outsourcing (Beulen, 
2004).  
3.3.1. Aandachtspunten IT-offshoring 
Door middel van het vergelijken van verschillende onderzoeken (Beulen 
2005, Rottman 2004, Gonzalez 2006B, Kaiser 2004, Beulen 2007) zijn speci-
fieke aandachtspunten m.b.t. IT-offshoring geïnventariseerd. Deze aan-
dachtspunten zijn ingedeeld naar de drie mogelijke sources van risk. 
In het volgende overzicht staan in de middelste kolom de aandachtspunten 
m.b.t. IT-offshoring. Deze aandachtspunten zijn vervolgens vergeleken met 
de bestaande risicofactoren van IT-outsourcing. Sommige aandachtspunten 
passen binnen de definitie van een al bestaande risicofactor. Zo past het 
aandachtspunt ‘het outsourcen van verkeerde activiteiten is risicovoller’ bin-
nen de definitie van de risicofactor ‘negatieve business case’. Het is geen 
nieuwe risicofactor, de bestaande risicofactor zal alleen versterkt worden. 
Andere aandachtspunten zijn wel nieuwe risicofactoren ten opzichte van de 
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eerder vastgestelde risicofactoren van IT-outsourcing. Zo wordt een slechte 
infrastructuur momenteel in Nederland niet meer als een risicofactor onder-
kend, maar is een slechte infrastructuur in het buitenland wel degelijk een 
potentiële risicofactor. In de rechterkolom staat de verwachte invloed van het 
aandachtspunt op de bestaande risicofactor(en) weergegeven. 
 
Source of 
risk 
Aandachtspunten IT-offshoring 
 
Invloed aandachtspunten 
op risicofactoren van  
IT-outsourcing 
(versterkt/nieuw/vervalt) 
Dienstverle
ner 
a. Medewerkers hebben last van een turn-over, een 
burn-out, onervarenheid en/of beschikken over te 
weinig communicatievaardigheden (Rottman, 2004). 
Versterking van risicofacto-
ren: ‘dienstverlener is onvol-
doende toegerust’ en ‘slechte 
begeleiding gebruikers’ 
 b. Roulatie van on-shore resources (Beulen 2005): 
Infrastructure Management Dienstverlening moet 
voor een langere tijd (veelal 36 maanden) geleverd 
worden en dat betekent dat ook voor een langere tijd 
de benodigde resources op locatie gealloceerd 
moeten zijn.  
Versterking van risicofacto-
ren: ‘dienstverlener is onvol-
doende toegerust’ en ‘slechte 
begeleiding gebruikers’ 
 c. Gebrekkige kwaliteit: dit kan op het gebied van de 
taal zijn (‘speaking a language is not the same as un-
derstanding it perfectly), maar ook op het gebied van 
bijvoorbeeld business en marketing. (Gonzalez 
2006B). 
Versterking van risicofactor:  
‘dienstverlener is onvoldoende 
toegerust’ 
 d. ‘Juridische risicofactoren’. Voorbeelden zijn het ge-
rechtelijk systeem in het offshore-land land, het over-
treden van intellectuele eigendomsrechten, exportre-
stricties, inflexibele arbeidswetten, moeizaam verkrij-
gen van visa’s, veranderingen in belastingwetgeving, 
security- en privéwetgeving (Rottman 2004). 
Nieuwe risicofactor: ‘juridi-
sche risicofactoren’ 
 e. ‘Politieke risicofactoren’. Voorbeelden zijn in het 
off-shore-land terugval van de interne staff, 
perceived as unpatriotic, politiek bedreigen van fir-
ma’s die offshoren, politieke instabiliteit in het land 
van offshoren, politieke instabiliteit tussen land van 
uitbesteder en off-shore-land. (Rottman 2004). 
Beulen (2005) benadrukt dat door de benodigde 
investeringen bij infrastructure management de 
Service provider langere tijd locaal aanwezig zal 
willen zijn en daarom de geopolitieke risicofactoren 
toenemen. 
Nieuwe risicofactor: ‘politieke 
risicofactoren’ 
 f. ‘Sociale en logistieke risicofactoren’. Tijdsverschil-
len: een risico dat alleen speelt bij IT-offshoring 
(Rottman 2004). Door het beperkt aantal overlappen-
de uren tussen de dienstverlener en de uitbesteder, is 
goede communicatie lastig. (Gonzalez 2006B). An-
dere voorbeelden die genoemd worden zijn ver-
schillende vakantie- en feestdagen, het op afstand 
managen van teams en het coördineren van reizen 
(Rottman 2004). 
Nieuwe risicofactor: ‘sociale 
en logistieke risicofactoren’ en 
versterking risicofactor:  
‘slechte begeleiding gebrui-
kers’ 
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 g. Slechte infrastructuur: de 7x24 betrouwbaarheid 
van telecommunicatie en data infrastructuur is een 
groot risico (Beulen 2005). Het belang dat een rege-
ring hecht aan het beschikbaar stellen van een snelle 
safe infrastructuur is daarbij onontbeerlijk (Gonzalez 
2006B). Voor het offshoren blijken de risicofactoren 
met betrekking tot elektriciteit, gas en water eigenlijk 
nog groter dan telecommunicatie (Rottman 2004). 
Nieuwe risicofactor: ‘slechte 
infrastructuur’ 
Transactie h. Het managen van de ‘relationship’ is beduidend be-
langrijker bij IT-offshoring (Rottman 2004). De con-
trol over de relationship moet over afstand gebeuren 
en kan leiden tot een zeker opportunisme (Gonzalez 
2006B). Kaiser (2004) omschrijft de ontwikkeling van 
de onderlinge relatie met de omschrijving: ‘from out-
sourcing naar cosourcing’.  
Versterking risicofactor: 
‘geringe culturele fit’ 
 i. De culturele verschillen en de verschillen tussen va-
kanties en (religieuze) feestdagen (Rottman 2004). 
Versterking risicofactoren:  
‘geringe culturele fit’ en 
‘slechte begeleiding gebrui-
kers’ 
Uitbesteder j. Outsourcen van verkeerde activiteiten is risicovoller 
bij IT-offshoring (Rottmann 2004). 
Versterking risicofactor: 
‘negatieve business case 
uitbesteder’ 
 k. Transferkosten van kennis en know-how  en extra 
kosten voor het data-transfer, bijvoorbeeld door ex-
tra bandbreedte in te zetten (Gonzalez 2006B). Beu-
len (2005) benadrukt dit risico bij Infrastructuur ma-
nagement i.v.m. de hoge frequentie van knowledge 
transfer en i.v.m. de tijdskritieke service levels.  
Versterking risicofactor: 
‘negatieve business case 
uitbesteder’ 
 l. Voor bijzondere aspecten (zoals juridische, politie-
ke, infrastructurele) te managen, zijn extra adviseurs 
en juristen nodig. Deze extra coördinatiekosten kun-
nen de business case negatief beïnvloeden. (Gonzalez 
2006B). 
Versterking risicofactor:‘nega-
tieve business case uitbe-
steder’ 
 m. Extra stafkosten. Uit onderzoek blijkt (Beulen 
2007) dat door tijdzoneverschillen, taal- en cultuur-
verschillen de span of control kleiner is, waardoor 
extra staf nodig is. Tevens wordt er meer van hen 
verwacht. Dat geldt zowel op het gebied van business 
en interpersoonlijke vaardigheden als op het gebied 
van project- en programmamanagement. 
Versterking risicofactoren: 
‘negatieve business case uit-
besteder’ en ‘onderlinge af-
hankelijkheid van activiteiten’ 
 n. Er is geen sprake van overdracht van personeel bij 
IT-offshoring (Delen 2005). 
Risicofactor ‘onzorgvuldige 
overdracht van personeel’ 
vervalt 
Tabel 9: Aandachtspunten IT-offshoring 
3.3.2. Risicofactoren IT-offshoring 
Bij de beantwoording van de 1e deelvraag zijn de algemene risicofactoren 
van IT-outsourcing vastgesteld. In tabel 9 staan de aandachtspunten m.b.t. 
IT-offshoring. In tabel 10 staan beide uitkomsten vermeld. De risicofactoren 
van IT-offshoring, ontstaan door beiden samen te voegen, staan in de rech-
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ter kolom. Bij de vermelding van (+) wordt bedoeld dat deze risicofactor bij 
IT-offshoring sterker is dan de risicofactor die geldt bij IT-outsourcing. 
 
Source of 
risk 
Risicofactoren  
IT-outsourcing  
Aandachtspunten  
IT-offshoring  
Risicofactoren  
IT-offshoring 
IT-Dienst-
verlener  
• Negatieve business case 
IT-dienstverlener 
• IT-dienstverlener is 
onvoldoende toegerust  
• IT-dienstverlener is 
onvoldoende toegerust  
• Nieuw: Juridische 
risicofactoren 
• Nieuw: Politieke risico-
factoren 
• Nieuw: Sociale en logis-
tieke risicofactoren 
• Nieuw: Slechte infra-
structuur 
1. Negatieve business case 
IT-dienstverlener 
2. IT-Dienstverlener is on-
voldoende toegerust (+) 
3. Juridische risicofactoren 
4. Politieke risicofactoren 
5. Sociale en logistieke 
risicofactoren 
6. Slechte infrastructuur 
Transactie • Klein aantal 
dienstverleners 
• Geringe culturele fit 
• Onderlinge afhankelijk-
heid van activiteiten 
• Ondeugdelijk contract  
• ‘Measurement problems’ 
• Geringe culturele fit  
 
7. Klein aantal dienstverle-
ners 
8. Geringe culturele fit (+) 
9. Onderlinge afhankelijk-
heid van activiteiten (+) 
10. Ondeugdelijk contract  
11. ‘Measurement problems’ 
Uitbesteder  • Negatieve business case 
uitbesteder  
• Uitbesteder is onvol-
doende toegerust  
• Onzorgvuldige over-
dracht van personeel  
• Slechte begeleiding van 
de gebruikers  
• Negatieve business case 
uitbesteder  
• Uitbesteder is onvol-
doende uitgerust 
• Onzorgvuldige 
overdracht van perso-
neel vervalt 
• Slechte begeleiding van 
de gebruikers 
12. Negatieve business case 
uitbesteder (+) 
13. Uitbesteder is onvol-
doende toegerust (+) 
14. Slechte begeleiding van 
de gebruikers (+) 
Tabel 10: Risicofactoren IT-offshoring 
3.4. Deelvraag 4: invloed offshoren op risicofactoren 
IT-outsourcing   
Deze paragraaf geeft antwoord op de volgende deelvraag:  
Wat is de invloed van het offshoren door de IT-dienstverlener zelf 
op de risicofactoren van de IT-outsourcing bij de uitbesteder, indien 
de uitkomsten van de eerdere vragen met elkaar geconfronteerd 
worden? 
 
Bij de uitbesteder worden bij IT-outsourcing 4 risicofactoren onderkend. Van 
deze risicofactoren zijn ook de criteria bekend (tabel 8). Bij IT-offshoring zijn 
14 risicofactoren aanwezig (tabel 10). In de volgende paragrafen staat per 
risicofactor, en zonodig per criterium, of er een invloed van de 14 risico-
factoren van IT-offshoring op die risicofactor te verwachten is. 
3.4.1. Invloed op ‘negatieve businesscase uitbesteder’ 
Bij de uitbesteder is de IT-outsourcing geen succes: de business case 
is tijdens het sourcingsproces negatief.  
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Bij deze risicofactor gelden vier criteria.  
1. De uitbesteder heeft geen of een irreële scope.  
Nee: door IT-offshoring door de IT-dienstverlener zal de scope van de 
outsourcingsdeal niet wijzigen.  
 
2. De uitbesteder heeft kernactiviteiten uitbesteed 
Nee: door IT-offshoring door de IT-dienstverlener zullen er geen 
andere (kern)activiteiten uitbesteed worden door de uitbesteder. 
 
3. Bij de uitbesteder wegen baten niet op tegen de kosten en 
risicofactoren.  
Baten: Nee. In paragraaf 1.1. worden de voordelen (c.q. baten) om te 
gaan IT-offshoren genoemd. Er staan alleen voordelen genoemd die 
voor de uitbestedende IT-dienstverlener zouden kunnen gelden, er 
staan geen voordelen voor de uitbesteder genoemd. Het verkorten van 
de ontwikkeltijd van IT-projecten is wel een voordeel voor een uitbe-
steder, maar dit onderzoek richt zich niet op de ‘ontwikkeling van IT’.  
 
Kosten: Ja. Eén van de aanbevolen practices van Rottman (2004) om 
de risico’s bij offshore sourcing te verzachten, is het voorleggen van 
een keuze door de IT-dienstverlener aan de uitbesteder. De uitbeste-
der kan kiezen tussen een off-shore-dienstverlener of een nationale 
dienstverlener. Bij de off-shoredienstverlener zijn de kosten lager en 
bij de nationale dienstverlener zijn de risico’s kleiner. Lagere kosten bij 
IT-offshoring beïnvloeden de business case van de uitbesteder indien 
de IT-dienstverlener bereid is het kostenvoordeel door te geven aan de 
uitbesteder. 
 
Risicofactoren: Ja. In de vorige paragraaf is betoogd dat IT-offshoring 
t.o.v. IT-outsourcing extra (nr. 3 t/m 6) een verzwaring (2, 8,12,13) 
van de risicofactoren met zich meebrengt. Zo kunnen een slechte 
infrastructuur in het offshore-land en een onvoldoende toegeruste off-
shore-dienstverlener een negatief effect hebben op de dienstverlening.  
 
4. De uitbesteder stuurt tijdens het sourcingsproces onvoldoende op het 
realiseren van de business case. 
Nee: er zijn geen aanwijzingen die er op duiden dat IT-offshoring door 
de IT-dienstverlener van invloed zal zijn op deze risicofactor bij de uit-
besteder. De IT-dienstverlener zal immers de off-shore dienstverlener 
moeten managen, die rol ligt niet bij de uitbesteder. 
 
Conclusie: Er zal een versterkend effect optreden indien de IT-dienstverlener 
gaat offshoren door een veranderende business case bij de uitbesteder (cri-
terium 3). Er is een grotere kans dat de business case negatief uit zal pak-
ken, doordat de risico’s toe zullen nemen en doordat, als de IT-dienstverle-
ner het lagere kostenniveau heeft doorgegeven, er rekening is gehouden met 
minder kosten.  
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3.4.2. Invloed op: ‘uitbesteder is onvoldoende toegerust’ 
De uitbesteder is onvoldoende toegerust als er onvoldoende capaci-
teiten zijn om de dienstverlener te sturen en/of de dienstverlener on-
voldoende wordt gemanaged en/of er onvoldoende kennis achterblijft 
voor het follow-up/backsourcen. 
 
Nee: er zijn geen aanwijzingen gevonden die er op duiden dat IT-offshoring 
door de IT-dienstverlener van invloed zal op 1 van de 4 criteria van deze risi-
cofactor. Zie ook de toelichting bij het 4e criterium van de vorige risicofactor. 
3.4.3. Invloed op: ‘onzorgvuldige overdracht personeel’ 
Bij overdracht van personeel was er onvoldoende expliciete aandacht 
voor de overdracht en behoud van kennis, overbruggen van cultuur-
verschillen, communicatie, het omgaan met weerstanden en de onder-
nemingsraad. 
 
Nee. Bij IT-offshoring is er geen sprake van overdracht van personeel 
(risicofactor is vervallen, tabel 9 punt n). Het doorlopen van de 6 criteria 
daarom niet zinvol.  
3.4.4. Invloed op: ‘slechte begeleiding van de gebruiker’ 
De gebruikers zijn slecht begeleid indien zij onvoldoende weten wat zij 
van de dienstverlening kunnen verwachten 
 
Bij deze risicofactor gelden drie criteria, namelijk:  
1. De gebruikers zijn onvoldoende betrokken geweest bij het besluit te 
gaan outsourcen.  
2. De gebruikers zijn onvoldoende betrokken geweest bij het opstellen 
van het SLA.  
3. Er is onvoldoende heldere communicatie over de nieuwe werkwijze en 
de nieuwe SLA zodat de gebruikers niet weten wat zij wel en niet 
mogen verwachten.  
 
Ja. Bij IT-offshoring wordt deze risicofactor bij de uitbesteder versterkt (door 
aandachtspunten a, c, f en i van tabel 9). De uitbesteder is in dit geval de IT-
dienstverlener.  
Indien de gebruikers van de uitbesteder van de IT-outsourcing ook in contact 
komen met de offshore-dienstverlener dan is te verwachten dat deze risico-
factor versterkt wordt. Dit betekent dat indien de IT-dienstverlener gaat off-
shoren, er ook rekening gehouden moet worden met de begeleiding van de 
gebruikers bij de uitbesteder. Dit geldt voor het betrekken van de gebruikers 
bij de besluitvorming over de IT-offshoring, bij het opstellen c.q. zonodig 
aanpassen van de SLA en dat geldt voor het communiceren over eventuele 
nieuwe werkwijzen en aanpassingen van de SLA als gevolg van het feit dat 
de IT-dienstverlener gaat offshoren. Denk dan aan het informeren over het 
gebruik van een andere taal, tijdverschillen, wijze van communiceren en 
mogelijke cultuurverschillen. 
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3.4.5. Samenvattend: invloed offshoren op risicofactoren  
De 4 risicofactoren van IT-outsourcing bij de uitbesteder worden als volgt 
beïnvloed indien de IT-dienstverlener gaat offshoren:  
1. De risicofactor ‘negatieve business case uitbesteder’ wordt versterkt 
omdat de risico’s toenemen.  
2. De risicofactor ‘uitbesteder is onvoldoende toegerust’ blijft ongewij-
zigd. 
3. De risicofactor ‘onzorgvuldige overdracht van personeel’ vervalt.  
4. De risicofactor ‘slechte begeleiding van de gebruikers’ kan versterkt 
worden indien er contact is tussen de offshore-dienstverlener en de 
gebruikers. De gebruikers kunnen geconfronteerd met wijzigingen op 
het gebied van taal, tijd, cultuur en communicatie. 
3.5. Conceptueel model  
Het conceptuele model (Verschuren 2007, Appendix) luidt: 
 
 
IT-offshoring door de IT-dienst-
verlener: 
• Risicofactoren 
 
Risicofactoren IT-outsourcing 
uitbesteder: 
• Negatieve business case 
• Onvoldoende toegerust 
• Overdracht personeel 
• Begeleiding gebruikers 
 
   
 
 
 
 
 
 
Figuur 3: conceptueel model 
 
Het conceptueel model geeft de relaties weer tussen de risicofactoren van 
het offshoren door de IT-dienstverlener en de risicofactoren van IT-outsour-
cing bij de uitbesteder.  
 
De relaties (hypotheses), gebaseerd op de uitkomsten van de literatuurstu-
die, zijn:  
1: De risicofactoren van IT-offshoring door de IT-dienstverlener hebben een 
versterkend effect op de risicofactor ‘negatieve business case’ van de 
uitbesteder. 
 
2: De risicofactoren van IT-offshoring door de IT-dienstverlener hebben geen 
effect op de risicofactor ‘uitbesteder is onvoldoende toegerust’ van de 
uitbesteder. 
 
3: De risicofactoren van IT-offshoring door de IT-dienstverlener hebben een 
zodanig effect op de risicofactor ‘onzorgvuldige overdracht van personeel’ 
van de uitbesteder dat deze risicofactor komt te vervallen.  
 
4: De risicofactoren van IT-offshoring door de IT-dienstverlener hebben een 
versterkend effect op de risicofactor ‘slechte begeleiding van de gebruikers’ 
van de uitbesteder. 
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4. Onderzoeksresultaten 
In dit hoofdstuk worden de onderzoeksresultaten gepresenteerd die 
antwoord geven op de 2e hoofdvraag: 
Hoe zien de onderkende risicofactoren en de invloed van IT-offshoring 
op die risicofactoren eruit bij de case GUF? 
 
In de volgende 4 paragrafen worden de deelvragen 5 t/m 8 beantwoord. De 
9e deelvraag over het bevestigen of verwerpen van de hypotheses, wordt aan 
het einde van iedere paragraaf, op basis van de onderzoeksresultaten beant-
woord. De vaststelling van de aanwezigheid van een bepaalde risicofactor is 
bepaald aan de hand van de criteria (tabel 8) en op basis van interviews en 
documenten. In de tekst wordt verwezen naar de 6 gespreksverslagen I1 t/m 
I6 (Bijlage 6) en de 5 documenten D1 t/m D5 (Bijlage 7). 
4.1. ‘Negatieve business case uitbesteder’ bij case GUF 
Deze paragraaf geeft antwoord op de volgende deelvraag: 
Hoe ziet de risicofactor ’negatieve business case uitbesteder’ eruit bij 
case GUF en wat is de invloed hierop ten gevolge van het offshoren 
door de IT-dienstverlener? 
4.1.1. De uitbesteder heeft geen of een irreële scope  
De scope van de IT-outsourcing van GUF was niet irreëel. Volgens geïnter-
viewde I4 had GUF kostenverlaging, handhaving van de kwaliteit voor de 
gebruikers en vermindering van managementaandacht voor ogen. Volgens 
Looijen (2002) zijn dit gangbare redenen.  
 
Invloed offshoring door INTID: nee 
Uit de documenten D2 en D4 blijkt niet dat de offshoring geleid heeft tot 
aanpassing van de scope van de IT-outsourcing.  
4.1.2. De uitbesteder heeft kernactiviteiten uitbesteed 
De activiteiten die zijn uitbesteed worden omschreven als ‘desktop services’ 
(D1). Volgens I1 en I4 zijn deze activiteiten geen kerncompetenties van GUF 
en levert deze uitbesteding geen risico’s op in het behalen van concurrentie-
voordelen. De uit te besteden diensten waren nauwelijks klantspecifiek en de 
meeste diensten werden ook al door ingehuurd personeel (i.p.v. eigen perso-
neel) uitgevoerd.  
 
Invloed offshoring door INTID: nee 
Uit de interviews en documenten blijkt niet dat er sprake is van enige invloed 
op dit criterium.  
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4.1.3. Bij uitbesteder wegen baten niet op tegen kosten en 
risicofactoren 
GUF heeft een businesscase opgesteld. Dit document is echter niet bekend 
gemaakt bij INTID. Onbekend is of GUF ook risicofactoren heeft erkend en 
meegenomen in het business plan. De indruk bestaat dat de business case 
financieel gezien niet helemaal gerealiseerd is, anderzijds zijn de kosten be-
hoorlijk afgenomen t.o.v. de periode van voor de IT-outsourcing aan INTID. 
Door GUF zou erg optimistisch gerekend zijn; voorbeelden zijn dat er onvol-
doende rekening werd gehouden met reële aantallen interne verhuizingen en 
standaard wijzigingen (I3). 
 
Invloed offshoring door INTID: ja 
Baten: Nee. Uit de gesprekken en documenten is geen verandering van de 
baten voor GUF als gevolg van de offshoring gebleken. 
 
Kosten: Ja. De kosten in de business case van GUF zijn als gevolg van de IT-
offshoring gewijzigd. Het eerste aanbod van INTID was tijdens het RFP-tra-
ject afgewezen, mede i.v.m. een te hoge prijs. Volgens I4 heeft het aanbie-
den van een lagere prijs, mogelijk gemaakt door de geplande IT-offshoring, 
ertoe geleid dat GUF alsnog voor INTID heeft gekozen. De IT-offshoring van 
de serverbeheeractiviteiten door INTID aan OOSD heeft namelijk een direct 
financieel voordeel voor GUF opgeleverd. Geïnterviewden (I1, I3 en I5) 
geven aan dat de offshore-prijs (vastgelegd in D2) ongeveer de helft was van 
het oorspronkelijke serverbeheeraanbod, gebaseerd op serverbeheer vanuit 
Nederland.  
INTID stimuleert IT-offshoring van diensten door kostenverlagingen aan te 
bieden. In de SLA (D2) wordt bij verdere offshoring van diensten een prijs-
reductie in het 2e en 3e jaar beloofd.   
 
Voor INTID is de outsourcing van het serverbeheer, gecombineerd met de 
offshoring naar OOSD verliesgevend (I5). De prijs die INTID aan OOSD moet 
betalen is vrijwel gelijk aan de opbrengsten die zij van GUF ontvangt. INTID 
maakt echter nog meer kosten, waardoor het totaal verliesgevend wordt. Dit 
wordt nog versterkt doordat er volgens I5 onvoldoende rekening gehouden is 
bij het maken van de prijsafspraken met de hogere inflatie in Oost Europa. 
Eén van de redenen voor de verliesgevendheid is dat het oorspronkelijk de 
bedoeling was om het serverbeheer vanuit Azie te gaan uitvoeren. Dit bleek 
niet mogelijk en daarom moest overgestapt worden naar het relatief duur-
dere Oost Europa. Volgens I4 zijn de hogere kosten door deze verplaatsing 
niet besproken met GUF, het verlies is als een bedrijfsrisico door INTID geac-
cepteerd. Dat het GUF-serverbeheer voor INTID verliesgevend is, heeft voor 
GUF volgens I5 geen directe financiële gevolgen.  
 
Risico’s: Ja. Uit verschillende interviews blijken de risicofactoren door de IT-
offshoring toe te nemen. Deze risicofactoren kunnen leiden tot ongewenste 
uitkomsten waar ook GUF last van kan hebben. In tabel 10 staan de risico-
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factoren van IT-offshoring. Van enkele risicofactoren zal een voorbeeld gege-
ven worden:  
• Negatieve business case uitbesteder (=INTID): GUF heeft nog geen 
directe hinder ontvonden van de verliesgevende deal. Het serverbe-
heer is een onderdeel van een veel grotere outsourcingsdeal en de 
totale deal is wel winstgevend voor INTID (I5) 
• Juridische risicofactor: In het land van vestiging zijn veel strengere 
regels m.b.t. werk- en rusttijden en er heerst een andere cultuur. Dit 
heeft al een keer tot een wilde staking geleid waardoor de dienstverle-
ning in gevaar kwam (I3).  
• Geringe culturele fit: De transitie naar OOSD is o.a. vertraagd door 
een hoog personeelsverloop (I6). 
• Onderlinge afhankelijkheid van activiteiten: Door de IT-offshoring is 
een extra schakel in het proces toegevoegd. Door o.a. 
cultuurverschillen is het lastiger om af te stemmen met die schakel. 
M.n. buiten de kantooruren zijn een aantal storingen niet tijdig 
gesignaleerd en opgelost als gevolg van een hapering in de keten van 
activiteiten (I1, I3).  
4.1.4. De uitbesteder stuurt onvoldoende op realiseren business 
case  
De opgestelde contracten (D1 en D2) werden door de operatie als onduidelijk 
ervaren, dit heeft zeker het eerste jaar tot veel (financiële) discussies met de 
klant geleid. Na dit jaar was duidelijk welke werkzaamheden als meerwerk 
gefactureerd konden worden. INTID verstrekt maandelijks aan GUF gedetail-
leerde facturen op afdelingsniveau. Het laatste jaar is de financiële sturing 
door GUF beperkt (I1).  
 
Invloed offshoring door INTID: nee 
Uit de interviews en documenten is niet gebleken dat door het offshoren een 
verandering in sturing op de eigen business case heeft plaatsgevonden. 
4.1.5. Conclusie hypothese 1  
De risico’s in de business case nemen toe door de IT-offshoring. Tevens zijn 
de kosten in de business case verlaagd, omdat INTID een lagere prijs door-
berekend heeft als gevolg van het offshoren. GUF zal de business case aan-
gepast hebben en heeft door het lagere kostenbudget een grotere kans dat 
de kosten overschreden worden.  
 
Hypothese 1:  
De risicofactoren van IT-offshoring door de IT-dienstverlener hebben 
een versterkend effect op de risicofactor ‘negatieve business case’ van 
de uitbesteder. 
is bevestigd bij case GUF. 
 
De uitspraak van geïnterviewde I5 illustreert de versterking van deze risico-
factor bij case GUF: ‘het offshoren van het serverbeheer is verliesgevend 
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voor INTID, maar dit heeft geen directe financiële consequentie voor GUF 
omdat andere diensten wel winstgevend zijn. Als INTID alleen het server-
beheer en geen andere diensten uit zou voeren, dan zou de stekker er al 
lang uitgetrokken zijn’. 
4.2. ‘Uitbesteder is onvoldoende toegerust’ bij case GUF 
Deze paragraaf geeft antwoord op de volgende deelvraag: 
Hoe ziet de risicofactor ‘uitbesteder is onvoldoende toegerust’ eruit bij 
case GUF en wat is de invloed hierop ten gevolge van het offshoren 
door de IT-dienstverlener? 
4.2.1. Uitbesteder heeft onvoldoende kennis en ervaring met eer-
dere sourcingen 
GUF had tot het afsluiten van het nieuwe contract beperkte ervaring met IT-
outsourcing. De meeste diensten werden in eigen beheer uitgevoerd, met ei-
gen of ingehuurd personeel. Wel werden er activiteiten aan INTID uitbesteed, 
maar deze activiteiten werden on-site uitgevoerd, er was geen sprake van 
remote beheer (I1). 
 
Invloed offshoring door INTID: nee 
De offshoring door INTID heeft geen invloed gehad op de aanwezige en be-
nodigde kennis en ervaring met eerdere sourcingen bij GUF. 
4.2.2. Uitbesteder beschikt over onvoldoende competenties t.b.v. 
afdekken van sourcingsproces  
GUF was niet bedreven in het afsluiten van een IT-outsourcingcontract. Bin-
nen GUF was er te weinig samenwerking en afstemming tussen Inkoop en 
Services. In de SLA is de dienstverlening te weinig concreet onderbouwd 
(I2). Het opgestelde contract wordt door de operatie als onduidelijk ervaren 
(I1). 
I4 doet de volgende uitspraak: ‘De IT-processen waren bij GUF volledig uit-
gekauwd en klantspecifiek opgesteld. Er was sprake van een interne focus.’  
 
Invloed offshoring door INTID: nee 
Uit de interviews en documenten is niet gebleken dat er door het IT-
offshoren een wijziging in de benodigde competenties is opgetreden.  
4.2.3. Uitbesteder faalt in actief managen van dienstverlener  
Op operationeel niveau wordt er door GUF nog steeds actief gestuurd op de 
processen en de procesuitvoering. De procesmanagers hebben hun werk 
nauwelijks aangepast aan de IT-outsourcing. De Servicedesk tool die GUF 
zelf gebruikte, heeft INTID gehandhaafd. GUF heeft toegang tot die tool en 
blijft, ondanks de IT-outsourcing, gedetailleerd ‘meekijken’ en ‘meesturen’ 
(I1). 
Binnen GUF is de IT-organisatie, die INTID aan zou moeten sturen, geïso-
leerd ingericht. INTID heeft contacten met de ‘contractowner’ bij GUF. De 
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contractowner opereert nog alsof er geen sprake is van IT-outsourcing: ‘de 
IT-dienstverlener en de uitbesteder zitten op dezelfde stoel’. De IT-dienst-
dienstverlener wordt niet afgerekend op haar prestaties (bijv. geen bonus- 
en/of malusregeling) (I2). 
 
Invloed offshoring door INTID: nee 
De service level rapportage (D3) geeft op gedetailleerd niveau de performan-
ce per server weer. Doordat INTID is gaan offshoren, treedt er geen wijziging 
op in het al dan niet actief managen van INTID door de uitbesteder. Er zijn 
ook geen aanwijzingen waaruit blijkt dat die wijziging wenselijk zou zijn. 
4.2.4. Uitbesteder houdt onvoldoende kennis in huis  
GUF heeft alleen het serverbeheer tot en met het operating system aan 
INTID uitbesteed. Het technisch en functioneel beheer van de applicaties en 
het database-beheer is niet uitbesteed (D2). Volgens I4 waren de uitbestede 
diensten nauwelijks klantspecifiek. GUF beschikt nog over procesmanagers, 
applicatieowners en server-owners (I2) waardoor er nog voldoende bedrijfs-
specifieke kennis in huis is voor een follow-up c.q. back-sourcing. De kennis, 
ervaring en competenties voor het technische beheer van Wintelservers is 
vrij gemakkelijk in te huren c.q. bij nieuwe medewerkers weer snel zelf op te 
bouwen.  
 
Invloed offshoring door INTID: 
De offshoring door INTID heeft geen invloed op dit criterium. 
4.2.5. Conclusie hypothese 2: 
De risicofactor ‘uitbesteder is onvoldoende toegerust’ is bij GUF zeker van 
toepassing, er is maar beperkte kennis, ervaring en competenties m.b.t. IT-
outsourcing aanwezig en de besturing van de IT-outsourcing is nog teveel 
gebaseerd op de tijd dat GUF nog zelf verantwoordelijk was voor het beheer.  
De invloed van de offshoring op deze risicofactor is getoetst a.d.h.v. de vier 
eerder vastgestelde criteria en is niet aangetroffen.  
 
Hypothese twee:  
De risicofactoren van IT-offshoring door de IT-dienstverlener hebben 
geen effect op de risicofactor ‘uitbesteder is onvoldoende toegerust’ 
van de uitbesteder. 
is bevestigd bij de case GUF.    
4.3. ‘Onzorgvuldige overdracht van personeel’ bij case GUF 
Deze paragraaf geeft antwoord op de volgende deelvraag: 
Hoe ziet de risicofactor ‘onzorgvuldige overdracht van personeel’ eruit 
bij case GUF en wat is de invloed hierop ten gevolge van het offshoren 
door de IT-dienstverlener? 
 
Vanaf de start van het IT-outsourcingstraject (voorjaar 2006) was voor GUF 
duidelijk dat er overdracht van personeel plaats zou vinden. Dat INTID, om 
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de prijs te kunnen verlagen het serverbeheer is gaan offshoren, heeft niets 
veranderd aan dit standpunt. In de SLA (D2) staat zowel de IT-offshoring 
naar OOSD beschreven als het overnemen van 6 medewerkers.  
Tijdens de transitieperiode is discussie ontstaan tussen INTID en GUF over 
het aantal over te nemen medewerkers. GUF wilde perse vasthouden aan de 
overdracht van 6 medewerkers (I4) en heeft hierover ook een artikel toe 
laten voegen aan het contract  (D2).  
Uiteindelijk zijn alle 6 medewerkers van GUF in dienst gekomen bij INTID. 
Van deze 6 medewerkers waren er 2 die taken en verantwoordelijkheden 
hadden op het gebied van het beheer van de servers.  
Overigens heeft INTID ook tijdelijk de inhuurkrachten van andere bedrijven 
overgenomen om zo de dienstverlening te kunnen blijven garanderen. Bin-
nen een half jaar zijn deze inhuurkrachten afgebouwd.  
4.3.1. Onvoldoende overdracht van kennis  
De 2 medewerkers waren jarenlang verantwoordelijk voor het inrichten en 
beheren van de servers. Zij beschikten over jarenlange ervaring en kennis 
van zowel de servers als van de business van GUF. Door het overnemen van 
dit personeel was er voldoende mogelijkheid om deze kennis over te dragen.  
 
Invloed offshoring door INTID: ja 
De kennisoverdracht is zeer moeizaam verlopen door: 
• de minder gemotiveerde medewerkers die de overstap naar INTID en 
de werkverschuiving naar OOSD niet accepteerden (I1, I2, I5, I6)  
• de locatie van de nieuwe OOSD-beheerders waardoor face-to-face 
communicatie nauwelijks mogelijk was en hinder ondervonden werd 
van taal- en cultuurverschillen (I6) . 
• de beperkte kennis bij de technisch beheerders van OOSD, versterkt 
door het hoge personeelsverloop (I6). 
4.3.2. Het personeel accepteert de overdracht nauwelijks 
De 6 medewerkers boden in het begin weerstand. De rollen werden omge-
draaid. Eerst beschouwden deze medewerkers zich als opdrachtgevers t.o.v. 
de INTID medewerkers. Door de overname werden zij opeens ‘ondergeschikt’ 
aan INTID.  
 
Invloed offshoring door INTID: ja 
Van de 6 medewerkers waren er 2 die niet alleen een nieuwe werkgever kre-
gen maar ook hun werk naar het buitenland zagen verdwijnen. 
De 2 medewerkers hadden veel weerstand tegen de overstap naar INTID. 
Het feit dat de rollen omgedraaid zouden worden, speelde een rol. Een ande-
re belangrijke reden van de weerstand was het feit dat hun werk naar OOSD 
zou verhuizen. De medewerkers voelden zich door GUF ‘gedumpt’. Ze raak-
ten ‘hun kindje’ kwijt aan OOSD (I1). Aangezien zij hun werk niet konden 
volgen, i.t.t. de andere 4 medewerkers, waren deze 2 medewerkers extra 
onzeker over hun toekomstmogelijkheden.  
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4.3.3. De Ondernemingsraad (OR) is onvoldoende betrokken bij 
overdracht van personeel 
De OR is uitgebreid betrokken bij de overdracht van het personeel. Er is een 
Sociaal protocol, afgestemd met betrokken partijen (o.a. OR, vakbond), vast-
gesteld en uitgevoerd.  
De OR heeft positief meegewerkt. De medewerking van 1 van de 6 medewer-
kers, die tevens OR-lid was, heeft een positieve invloed gehad op de accep-
tatie van de overdracht (I4). 
 
Invloed offshoring door INTID: nee 
Dit criterium is niet tot nauwelijks beïnvloed door de IT-offshoring. 
4.3.4. Er heeft onvoldoende communicatie plaatsgevonden 
Om zorgvuldig te communiceren over de overdracht, zijn er HR-consultants 
vanuit GUF en vanuit INTID benoemd. Zij hebben samen het overnamepro-
ces begeleid.  
Er is ook een informatie-sessie georganiseerd met een spreker die eerder de 
overstap gemaakt had van GUF naar INTID. 
 
Invloed offshoring door INTID: ja 
Door de IT-offshoring waren er extra emoties en gevoeligheden waardoor er 
veel extra tijd en communicatie nodig is geweest (I1 en I5). 
4.3.5. Er is een te groot cultuurverschil tussen beide bedrijven.  
Uit de gesprekken met de geïnterviewden zijn geen grote cultuurverschillen 
genoemd die er zouden bestaan tussen GUF en INTID. 
 
Invloed offshoring door INTID: nee 
Het eventuele cultuurverschil tussen GUF en INTID wordt niet beïnvloed door 
het feit dat er ook sprake is van IT-offshoring. De medewerkers zijn immers 
niet verplaatst naar OOSD. 
4.3.6. Onvoldoende integratie bij dienstverlener 
De integratie van de 4 medewerkers verliep redelijk soepel (I4). 
 
Invloed offshoring door INTID: ja 
De integratie van de 2 medewerkers verliep erg moeizaam. Uiteindelijk zijn 
de 2 medewerkers verplaatst binnen INTID.  
De medewerkers weigerden bepaalde zaken uit te voeren. De informele com-
municatie met de GUF-organisatie bleef op de ‘oude wijze’ voortbestaan 
waardoor INTID haar eigen werkwijze/processen maar moeilijk kon imple-
menteren (I2). 
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4.3.7. Conclusie hypothese 3 
Bij de case GUF was er wel sprake van overdracht van personeel, ook al wer-
den diensten overgeplaatst naar een lageloonland. Hierdoor is de risicofactor 
‘overdracht van personeel’ wel van toepassing.  
Deze risicofactor is door de IT-offshoring sterker geworden, dit wordt voorna-
melijk veroorzaakt door de slechte acceptatie door het personeel. Door die 
slechte acceptatie waren de ‘overdracht van kennis’ en de ‘integratie bij de 
dienstverlener’ onvoldoende en werden er meer eisen gesteld aan de ‘com-
municatie’. De criteria ‘betrokkenheid van de OR’ en ‘te grote cultuurverschil-
len’ zijn niet beïnvloed door de offshoring van INTID.  
 
Hypothese drie:  
De risicofactoren van IT-offshoring door de IT-dienstverlener hebben 
een zodanig effect op de risicofactor ‘onzorgvuldige overdracht van 
personeel’ van de uitbesteder dat deze risicofactor komt te vervallen.  
is verworpen bij de case GUF.   
4.4. ‘Slechte begeleiding gebuikers’ bij case GUF 
Deze paragraaf geeft antwoord op de volgende deelvraag: 
Hoe ziet de risicofactor ‘slechte begeleiding gebruikers’ eruit bij case 
GUF en wat is de invloed hierop ten gevolge van het offshoren door de 
IT-dienstverlener?  
 
Bij GUF zijn twee groepen gebruikers te onderscheiden, namelijk de eindge-
bruikers en de IT-organisatie zoals de procesmanagers, de contract-, appli-
catie- en serverowners. 
De eindgebruikers hebben weinig van doen met het beheer van servers. Zij 
worden alleen geconfronteerd met de mate van beschikbaarheid van de ser-
vers. Aangezien de begeleiding van de eindgebruikers in deze case nauwe-
lijks relevant is, is deze groep verder buiten beschouwing gelaten.  
4.4.1. Gebruikers onvoldoende betrokken bij besluit outsourcen 
GUF heeft de strategische keuze gemaakt om de desktop en server services 
te gaan outsourcen. De gebruikers van GUF zijn niet of nauwelijks betrokken 
geweest bij deze besluitvorming (I2). 
 
Invloed offshoring door INTID: ja 
De gebruikers zijn niet betrokken geweest bij het besluit om het serverbe-
heer te gaan offshoren. INTID kon door het offshoren een lagere prijs aan-
bieden en toen is door GUF op strategisch niveau besloten gebruik te maken 
van het nieuwe aanbod van INTID. De gebruikers zijn daarbij niet betrokken 
geweest (I1) 
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4.4.2. Gebruikers zijn onvoldoende betrokken geweest bij 
opstellen van SLA 
De applicatie-owners zijn niet betrokken geweest bij het opstellen van de 
SLA, de contractowner en de procesmanagers wel. De procesmanagers wa-
ren negatief over de IT-outsourcing, zij zagen hun ‘koninkrijken’ afbrokkelen. 
Met de procesmanagers is veel gediscussieerd, m.n. over de koppelvlakken 
van hun activiteiten en die van INTID (I4). 
 
Invloed offshoring door INTID: nee 
In de SLA (D2) staat vermeld dat de werkzaamheden m.b.t. het serverbe-
heer vanuit OOSD uitgevoerd zullen worden. De IT-offshoring door INTID 
heeft niet geleid tot aanpassingen van de SLA waar gebruikers bij betrokken 
zouden moeten worden. Dit criterium verandert niet door de IT-offshoring. 
4.4.3. Onvoldoende heldere communicatie over nieuwe werkwijze 
en nieuwe SLA  
De communicatie over de contracten is onvolledig en te laat gebeurd (I2). De 
gebruikers ervoeren, zeker in het begin, dat de huidige praktijk niet overeen 
kwam met hun verwachtingen (I1).  
 
Invloed offshoring door INTID: ja 
Uit de interviews is naar voren gekomen dat de offshoring op beperkte schaal 
wijzigingen tot gevolg heeft gehad. Het volgende overzicht verduidelijkt dit: 
 
nieuwe SLA-afspraken nieuwe werkwijze
strategisch n.v.t. n.v.t.
tactisch n.v.t. n.v.t.
operationeel n.v.t. n.v.t. mb.t. processen en werkwijzen
wel m.b.t. inhoudelijke afstemming  
Tabel 11: wijzigingen SLA en werkwijze na offshoring bij case GUF 
 
De gebruikers van GUF hebben op operationeel niveau primair contact met 
de Service Desk die is gevestigd on-site. De Service Desk heeft de functie 
van Single Point of Contact (SPOC). Toch zijn er ook activiteiten waarbij er 
rechtstreeks inhoudelijke afstemming nodig is tussen GUF en OOSD. 
Voorbeelden zijn:  
• Bij incidenten incl. mogelijke hardwareproblemen zal de Service desk 
of OOSD het oplossen van het incident coördineren (D4) 
• Bij het doorvoeren van beheerwerkzaamheden (bijvoorbeeld een 
reboot, het doorvoeren van patches, het installeren van updates) 
moeten de technische beheerders uit OOSD afstemmen met de 
applicatie- en server-owners van GUF (I1, I3) 
• Bij projecten en major changes zijn er directe afstemmingscontacten 
tussen OOSD en GUF (bijvoorbeeld bij migratie van OS)(I5). 
 
Uit de interviews is gebleken dat de inhoudelijke afstemming met beheerders 
van de offshore-dienstverlener anders verliep dan men gewend was, er was 
sprake van cultuur- en taalverschillen en face-to-face communicatie was niet 
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meer mogelijk. 
 
De medewerkers van OOSD acteren gemiddeld genomen op de volgende 
‘culturele’ aspecten anders dan de Nederlandse medewerkers. De OOSD-
medewerkers:  
• hebben minder klantenbinding (I3) 
• nemen minder risico’s (I3) 
• stellen zich sterk ‘volgend’ op, ondernemen pas actie na een concrete 
opdracht (I1, I3, I5) 
• richten zich meer op het oplossen van ‘events’ in plaats van procesma-
tig te denken en te handelen (I1). 
 
Tussen de verschillende partijen wordt er gecommuniceerd in het Engels. De 
Engelse taal is voor niemand de moedertaal. De communicatie is hierdoor 
lastiger waardoor eerder onduidelijkheden ontstaan.  
 
Door de fysieke afstand is face-to-face communicatie onmogelijk. Mogelijk 
gevolg is vertraging in de uitvoering van beheer (zoals uitrol van patches). 
 
INTID heeft deze nadelige gevolgen proberen te minimaliseren door in Ne-
derland een serverbeheerder verantwoordelijk te maken voor de inhoudelijke 
afstemming tussen de IT-organisatie van GUF en de beheerders van OOSD.  
4.4.4. Conclusie hypothese 4 
Voor de eindgebruikers van GUF is de risicofactor ‘slechte begeleiding van de 
gebruikers’ zowel m.b.t. de IT-outsourcing als de IT-offshoring niet aan de 
orde. 
Voor de IT-organisatie van GUF is de risicofactor wel aanwezig. Deze risico-
factor wordt versterkt door de IT-offshoring van INTID om de volgende 
redenen: 
¾ Onvoldoende betrokken bij het besluit om te gaan offshoren 
¾ Noodzaak om helder te communiceren over de veranderingen in 
werkwijze als gevolg van het besluit om te gaan offshoren. De GUF-
medewerkers moeten in beperkt mate inhoudelijk afstemmen met de 
technisch beheerders in OOSD. GUF-medewerkers worden dan 
geconfronteerd met cultuur- en taalverschillen en het ontbreken van 
face-to-face communicatie. Gebruikers zullen over deze aangepaste 
werkwijze extra begeleid moeten worden.  
 
Hypothese vier:  
De risicofactoren van IT-offshoring door de IT-dienstverlener hebben 
een versterkend effect op de risicofactor ‘slechte begeleiding van de 
gebruikers’ van de uitbesteder. 
is bevestigd bij de case GUF. 
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5. Conclusies en aanbevelingen 
5.1. Conclusies  
De 4 relevante risicofactoren van IT-outsourcing bij de uitbesteder zijn: 
1. Negatieve business case van de uitbesteder 
2. Uitbesteder is onvoldoende toegerust 
3. Onzorgvuldige overdracht van personeel 
4. Slechte begeleiding van de gebruikers 
 
De aanwezigheid van deze 4 risicofactoren is bij de case GUF vastgesteld. 
De verwachte invloed van IT-offshoring door de IT-dienstverlener zelf op 
deze risicofactoren is door middel van hypotheses in het conceptueel model 
vastgelegd. Toetsing van de hypotheses bij de case GUF heeft geleid tot een 
aanpassing en verdieping van de vier hypotheses. De conclusies per hypo-
these zijn: 
 
1. Bij de case GUF bleken de risicofactoren van IT-offshoring door de IT-
dienstverlener, conform het conceptueel model, een versterkend effect te 
hebben op de risicofactor ‘negatieve business case’ van de uitbesteder. 
De toenemende risico’s door de IT-offshoring zullen ook in de business 
case van de uitbesteder meegenomen moeten worden. Als de IT-dienst-
verlener door het offshoren de prijs richting de uitbesteder laat dalen, zal 
ook het kostenniveau in de businesscase aangepast worden.  
 
Voor het management van de uitbesteder zal een aanpassing van de busi-
ness case betekenen dat er een heroverweging plaats zal vinden die tot 
nieuwe inzichten en besluiten kan leiden. Ook het sturen op het realiseren 
van de business case zal rekening moeten houden met deze wijzigingen. 
Voor de IT-dienstverlener is het van belang te beseffen dat een IT-offsho-
ring, wat gezien zou kunnen worden als een ‘interne efficiency-maatre-
gel’, kan leiden tot andere besluiten door de uitbesteder.  
 
2. De risicofactor ‘uitbesteder is onvoldoende toegerust’ bleek bij de case 
GUF bij de IT-offshoring door de IT-dienstverlener niet te veranderen. Dit 
kwam overeen met de hypothese. Als deze bevinding algemeen geldend 
is, dan betekent deze conclusie dat de uitbesteder binnen zijn eigen 
organisatie geen extra maatregelen hoeft te nemen om de kennis en 
capaciteiten uit te breiden als gevolg van de IT-offshoring.     
 
3. Volgens de hypothese zou de risicofactor ‘onzorgvuldige overdracht van 
personeel’ niet van toepassing zijn. Bij de case GUF bleek er wel perso-
neel overgeplaatst te zijn, ook al werd het werk verplaatst naar het bui-
tenland. Vanuit de uitbesteder bekeken is dit logisch, de werkzaamheden 
komen te vervallen en geprobeerd wordt om een nieuwe werkgever voor 
de werknemer te vinden. Bovendien kan de medewerker nog een bijdrage 
leveren aan de kennisoverdracht. 
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De uitbesteder zal indien personeel verplaatst wordt, bij IT-offshoring nog 
zorgvuldiger om moeten gaan met de overdracht om de acceptatie zo 
groot mogelijk te laten zijn. Bij de case GUF bleek het betrokken perso-
neel minder gemotiveerd, waardoor de kennisoverdracht en integratie niet 
goed verliepen en hierdoor ook extra communicatie inspanningen gevergd 
werden.  
 
4. Bij de case GUF bleek, conform de hypothese, een versterkend effect op 
te treden bij de risicofactor ‘slechte begeleiding van de gebruikers’ van de 
uitbesteder als gevolg van de offshoring. De mate van versterking hangt 
af van de mate waarin de gebruikers contact hebben met de off-shore-
dienstverlener. In de case GUF hadden de eindgebruikers geen contacten 
en de IT-organisatie beperkte contacten met de offshore-dienstverlener. 
Het is raadzaam om als uitbesteder tijdig in te schatten hoe de contacten 
zullen verlopen en zonodig de gebruikers te betrekken bij de besluit-
vorming en hen juist te informeren over de consequenties. Hun verwach-
tingen zullen bijgesteld moeten worden, zodat het succes van de uitbe-
steding niet beschadigd raakt. 
5.2. Aanbevelingen verder onderzoek 
Dit onderzoek heeft de risicofactoren bij de uitbesteder als de IT-dienstverle-
ner gaat offshoren, bij één case getoetst. Dit onderzoeksonderwerp is nog 
steeds actueel en biedt aanknopingspunten voor verder onderzoek, zowel 
voor verdiepend als voor verbredend onderzoek. Door meerdere cases te 
onderzoeken zal een verdere ijking en verfijning van de hypotheses mogelijk 
zijn.  
 
In een meervoudige casestudie zouden enkele cases (applicatiediensten vs. 
infrastructuurmanagement) vergeleken kunnen worden om het huidige in-
zicht te verfijnen. Onderzoeksvraag zou kunnen zijn in hoeverre er verschil-
len zijn tussen de mate van risicofactoren bij de uitbesteder bij het offshoren 
door de IT-dienstverlener van applicatiediensten vs. infrastructuurmanage-
ment. Het zou me niet verbazen als blijkt dat bij het IT-offshoren van appli-
catiediensten het begeleiden van de gebruikers veel belangrijker, en dus een 
sterkere risicofactor is, dan bij infrastructuurmanagement.  
 
Tijdens de uitvoering van mijn onderzoek heb ik me regelmatig afgevraagd 
wat het effect zou zijn als de IT-dienstverlener gekozen zou hebben voor IT-
outsourcing i.p.v. IT-offshoring. Wellicht treedt er dan ook een verzwaring 
van bepaalde risicofactoren op. Zo zal de risicofactor ‘onderlinge afhanke-
lijkheid van activiteiten’ naar mijn verwachting ook sterker worden bij IT-
outsourcing. In een meervoudige casestudie zouden beide situaties verge-
leken kunnen worden.  
 
Kennis van de aanwezigheid van risicofactoren is een belangrijke basis voor 
risicomanagement. De uitkomsten van dit onderzoek zijn te gebruiken voor 
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vervolgonderzoek naar het managen van de risico’s. Is het vaststellen van de 
Risk Exposure (RE) bruikbaar? En op welke wijze kan de RE-waarde het bes-
te gereduceerd worden. Dit wordt bemoeilijkt door het feit dat de IT-offsho-
ring door de IT-dienstverlener gebeurt en de uitbesteder daar geen directe 
bemoeienissen mee heeft. Het zou interessant zijn te weten hoe uitbesteden-
de bedrijven hiermee omgaan. Een beschrijvend onderzoek van een aantal 
cases zou interessant materiaal op kunnen leveren. Enerzijds om de weten-
schappelijke inzichten te vergroten. Anderzijds zullen de uitkomsten zowel 
voor uitbestedende bedrijven als voor de IT-dienstverleners bruikbare input 
leveren om de IT-offshoring voor alle partijen succesvol te laten verlopen.  
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 6. Reflectie 
6.1. De resultaten van het onderzoek 
Door het artikel ‘Ook het creatieve werk gaat naar India’ in de Volkskrant 
(d.d. 06-01-07) werd mijn interesse gewekt voor het onderwerp IT-offsho-
ring. Bij mijn werkgever werd ik regelmatig geconfronteerd met erg optimis-
tische uitspraken van het management over dit onderwerp. Ikzelf had juist 
mijn bedenkingen, omdat ik vanuit mijn functie veelal geconfronteerd werd 
met klanten die niet tevreden waren over de geleverde dienstverlening. IT-
offshoring zou dan misschien wel goedkoper zijn, maar het managen van de 
klanttevredenheid leek me wel een stuk lastiger. Of zou het gewoon een 
kwestie van wennen zijn, zou ik gewoon moeten leren zaken uit handen te 
geven. Ik besefte me dat ik geen kennis van en ervaring met IT-offshoring 
had. Wel wist ik zeker dat deze nieuwe ontwikkeling onomkeerbaar is, in an-
dere industrieën is het immers al gemeengoed.  
Door dit afstudeertraject doorlopen te hebben, heb ik een meer objectieve en 
zakelijke kijk op dit onderwerp gekregen. Het onderbrengen van diensten in 
het buitenland heeft voor mij geen negatieve bijklank meer. Het is een on-
stuitbare ontwikkeling waar met verstand mee omgegaan dient te worden.  
De uitkomsten van het onderzoek kan ik goed gebruik in mijn werkcarrière.  
6.2. Het onderzoeksproces 
Het afstudeertraject kende vele stappen. De uitvoering van sommige stappen 
is moeizaam verlopen. Door mijn ruime werkervaring heb ik, veelal onbe-
wust, een eigen werkwijze ontwikkeld die lang niet altijd overeen komt met 
de verlangde wetenschappelijke aanpak. Omdat ICT een snel veranderende 
wereld is, en ik daar middenin werk, vond ik dat af en toe irritant.  
 
Dat de onderzoeksresultaten van ‘Gartner’ niet zondermeer gebruikt mochten 
worden, verbaasde mij. In de ICT-praktijk worden namelijk de ‘Gartner’-rap-
porten als ‘wetenschappelijk vastgestelde feiten’ gepresenteerd. In de loop 
van het afstudeertraject ben ik me wel bewuster geworden van het feit dat 
de betrouwbaarheid toeneemt indien je kritisch omgaat met de selectie van 
je bronnen.  
 
De beperkte beschikbaarheid van relevante literatuur heeft het onderzoeks-
proces bemoeilijkt. M.n. het gefundeerd beantwoorden van de 1e vraag was 
daardoor lastig. Achteraf bezien ben ik misschien te snel met de uitvoering 
van de 2e vraag begonnen.  
Door mijn privé-situatie heb ik erg versnipperd gewerkt aan dit afstudeer-
traject. Veelal kon ik maar 1 tot 3 uur achter elkaar werken aan het afstude-
ren. Voor de uitwerking van het verslag heb ik wel meerdere dagen achter 
elkaar kunnen besteden. Voor een afstudeertraject werkt dat beter. 
 
 45
7. Literatuurreferenties 
1. Aubert B.A.H., Patry M., Rivard S. (1998) Assessing the Risk of IT-outsourcing 
Thirty-First Annual Hawaii International Conference on System Sciences-Volume 
6, Hawaii, IEEE Computer Society. 
 
2. Aubert B.A.H., Dussault S., Patry M., Rivard S. (1999) Managing the Risk of IT-
outsourcing Proceedings of the 32nd Hawaii International Conference on System 
Sciences – 1999, Hawaii, IEEE Computer Society.  
 
3. Aubert B.A.H., Patry M. (2001A) IT-outsourcing Risk Management at British 
Petroleum Proceedings of the 34th Annual Hawaii International Conference on 
System Sciences – Volume 8 IEEE (HICSS-34): 8076. 
 
4. Aubert B.A.H., Weber R. (2001B) Transaction cost theory, the resourced-based 
view, and information technology sourcing decisions: a re-examination of Lacity 
et al.‘s findings. Cahier du GReSI no 01-08.  
 
5. Aubert B., Patry M., Rivard S. (2005) A framework for Information Technology 
Outsourcing Risk Management The data base for Advances in Information 
Systems – Fall 2005 (vol.36, No 4). 
 
6. Baarda D.B., de Goede M.P.M., Teunissen J. (2005) Basisboek kwalitatief 
onderzoek Groningen, 2e herziene druk. 
 
7. Bahli B., Rivard S. (2003) A validation of measures associated with the risk 
factors in information technology outsourcing Proceedings of the 36th Hawaii 
International Conference on System Sciences, 2003 IEEE. 
 
8. Barthelémy J. (2001) The hidden costs of IT-outsourcing Sloan Management 
Review 42 nr 3 pp 60-69. 
 
9. Barthelémy J. (2003) The seven deadly sins of IT-outsourcing Academy of 
Management Executive, 2003. Vol 17. No 2. 
 
10. Beulen E.P. (2000) Beheersing van IT-outsourcingsrelaties proefschrift KU 
Brabant, Tilburg. 
 
11. Beulen E. en Tjia P. (2004) ‘Offshore IT-outsourcing in stroomversnelling’. 
Management & Informatie, januari/februari ‘04, p: 13-15. 
 
12. Beulen E, Fenema van P., Currie W. (2005) From application outsourcing to 
infrastructure management: extending the offshore outsourcing service portfolio 
European Management Journal Vol. 23, No 2., pp133-144, april 2005. 
 
13. Beulen E., (2007) The management of global IT-outsourcing partnerships: 
implications for the capabilities and skills of the IS function. First Information 
Systems Workshop on Global Sourcing: Services, Knowledge and Innovation, Val 
d’Isère, 13-15 march 2007.  
 
14. Carmel E., and Agarwal, R. (2002) The maturation of offshore sourcing of 
information technology work  Management Information Systems Quarterly 
Executive, Vol.1, No. 2, pp 65-78. 
 46
 
15. Carmel E., Nicholson B. (2005) Small Firms and Offshore software outsourcing: 
high transaction costs and their mitigation Journal of Global Information 
Management, 13(3), p. 33-54. 
 
16. Delen G. (2005) Decision- en controlfactoren voor IT-sourcing (handelseditie van 
Academisch proefschrift), Amsterdam, Uitgeverij Van Haren Publishing, 232 
pagina’s.  
 
17. Dibbern J., Goles T., Hirschheim, Jayatilaka B. (2004) , Information Systems IT-
outsourcing: A survey and Analysis of the Literature The data base for Advances 
in Information Systems – Fall 2004 (vol.35, No 4). 
 
18. Gonzalez R., Gasco J., Llopis J. (2006A) Information systems outsourcing: A 
literature analysis. Information & Management 2265. 
 
19. Gonzalez R., Gasco J., Llopis J. (2006B). Information systems offshore  
outsourcing, a descriptive analysis. Emerald Vol.106 No 9. 2006 pp 1233-1248.  
 
20. Kaiser K.M., Hawk S. (2004) Evolution of offshore software development: from 
outsourcing to cosourcing MIS Quarterly Executive Vol. 3 No. 2. 
 
21. Khan N., Fitzgerald G. (2004) Dimensions of Offshore outsourcing Business 
Models Journal of Information Technology Cases and Applications; 2004; volume 
6, number 3, p. 35-50. 
 
22. Lacity M.C., Willcocks L.P. (1998) An emperical investigation of information 
technology IT-IT-outsourcing practices: lessons from experience MIS Quarterly 
22 nr 3 pp 363-408. 
 
23. Lacity M., Willcocks I. (2001) Global Information Technology IT-outsourcing: 
Search for Business Adnavtage Wiley, Chichester.  
 
24. Lee J-N, Huynh M.Q., Chi-wai K.R., Pi S-M (2000), The evolution of IT-
outsourcing research: what is the next issue? Proceedings of the 33rd Hawaii 
international Conference on System Sciences.  
 
25. Lee J-N, Huynh M.Q., Kwok R. C-W., Pi S-H. (2003) IT-outsourcing evolution 
Past, Present and Future Communications of the ACM, may 2003/Vol. 46, NO 5.  
 
26. Looijen M. (2002) Beheer van informatiesystemen Den Haag, 5e herziene druk.  
 
27. Rottman J., Lacity M., (2004) Twenty practices for offshore sourcing, 
Management Information Systems Quarterly Executive, Vol. 3, No. 3, pp 117-
130. 
 
28. Verschuren P., Doorewaard H. (2007), Het ontwerpen van een onderzoek (vierde 
ed.) Utrecht: Lemma.  
 
29. Willcocks L.P., Lacity M.C. (1999) IT outsourcing in insurance services: risk 
creative contracting and business advantage, Information Systems Journal9 nr 3 
pp 163-180. 
 47
Bijlagen 
Bijlage 1: Transactiekosten theorie 
Organisaties zijn in staat tot een make or buy-beslissing. De buy-beslissin-
gen, zoals het besluit om te gaan outsourcen, worden gecoördineerd door de 
markt. Gebruikmaken van de markt bij het outsourcen van de IT is niet fric-
tieloos, als het inkopen van IT-diensten te duur wordt, wordt interne 
productie (make-beslissing) een alternatief.  
Binnen de transactiekosten theorie (Beulen 2000) wordt onderscheid ge-
maakt naar productie- en coördinatiekosten. Onder coördinatiekosten worden 
de kosten verstaan die nodig zijn om de transitie te realiseren: het monito-
ren, beheersen en besturen van de transactie.  
 
Binnen de Transactiekosten theorie gaat men uit van twee gedrags-veronder-
stellingen: bounded rationality en opportunisme. Bij het nemen van beslissin-
gen worden bedrijven beperkt door bounded rationality, het beperkte mense-
lijke vermogen om alle mogelijkheden en consequenties van een keuze te 
overzien. Opportunisme betekent het handelen zonder een bepaald beginsel 
naar de eisen van het ogenblik, waarbij men ernaar streeft iedere omstandig-
heid ten voordele van zichzelf aan te wenden. Beide veronderstellingen lei-
den tot meer onzekerheid en hebben daardoor een stijging van de coördina-
tiekosten tot gevolg.  
 
De transactiekosten theorie typeert transacties, contracten en governance 
aan de hand van de variabelen ‘frequentie’, ‘asset specificity’ (Beulen 2000) 
en ‘uncertainty and measurement problems (Aubert 2001B, Aubert 2005).  
 
De ‘frequentie’ is het aantal malen dat een transactie tussen partijen tot 
stand komt, hoe hoger de frequentie hoe lager de productiekosten en de 
coördinatiekosten.  
 
De ‘asset specificity’ (fysiek en/of mensen) betreft de mate waarin een 
productiemiddel kan worden ingezet, hoe hoger de ‘asset specificity’ hoe 
meer het productiemiddel is toegesneden op de situatie en hoe minder het in 
een andere situatie ingezet kan worden. De productie- en coördinatiekosten 
zullen dan stijgen.  
 
‘Uncertainty and measurement problems’: de contracterende partijen moeten 
in staat zijn om de producten en diensten te kunnen evalueren in termen van 
kwaliteit, kwantiteit doorlooptijden etc. Indien er meerdere partijen bij 
betrokken zijn wordt dit nog lastiger. Lukt deze evaluatie niet dan zal de 
marktwerking ook falen.  
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Bijlage 2: Agency theorie  
Beulen (2000) gaat uitgebreid in op de Agency theorie en de vertaling ervan 
naar de IT-outsourcing. De Agency theorie beschrijft de relatie tussen de 
principaal en de agent. De principaal is de eigenaar van een bedrijf, de agent 
neemt de beslissingen in opdracht van de principaal en voert de werkzaam-
heden uit voor de principaal tegen een vergoeding. Er is sprake van een in-
formatie asymmetrie, de agenten hebben een informatievoorsprong op de 
principalen, om de principalen toch enige informatie te geven is rapportage 
noodzakelijk. Mogelijke problemen zijn ‘consumption on the job’, het mis-
bruik maken van de gedelegeerde bevoegdheid door agenten en ‘shrinking’. 
‘Shrinking’ is de frictie tussen agenten als er meerdere agenten bij betrokken 
zijn.  
De belangentegenstelling tussen de agent en de principaal is het centrale 
uitgangspunt van de Agency theorie. Om de tegenstelling te verkleinen is 
‘bounding’ (rapporteren van de agenten aan de principalen) en ‘monitoring’ 
(controle door de principaal van de agent) nodig, zo wordt ‘consumption on 
the job’ en ‘shrinking’ deels voorkomen. De tegenstelling kan ook verkleind 
worden als de partijen een contract ondertekenen, in dit contract kunnen ook 
expliciete afspraken komen te staan over de doelstellingen die partijen met 
de samenwerking hebben. 
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Bijlage 3: literatuurstudie: ICT-tijdschriften 
Voor de literatuurstudie is primair gebruik gemaakt van 7 toonaangevende 
internationale ICT-tijdschriften. 
 
Als basis is gebruikt de top 5 voor Europees publiek (Delen, 2005). CACM is 
weglaten aangezien in CACM weinig artikelen te verwachten zijn over IT-
outsourcing (Delen 2005).  
 
De tijdschriften ‘Journal of IT’ (JIT) en ‘Sloan Management Review’ zijn 
toegevoegd. Deze tijdschriften hebben namelijk veel over IT-outsourcing 
gepubliceerd (Gonazales et al. 2006).  
Tevens is ‘Institute of Electrical and Electronics Engineers’ (IEEE) toegevoegd 
aangezien Aubert diverse publicaties in IEEE heeft gepubliceerd.  
 
Dit zijn de 7 toonaangevende internationale ICT-tijdschriften die gebruikt 
zijn: 
• Management of Information Systems Quartly (MISQ) 
• Information Systems Research Journal (ISR) 
• European Journal of Information Systems (EJIS) 
• Information Systems Journal (ISJ) (voorheen Journal of 
Information Systems) 
• Journal of IT (JIT) 
• Sloan Management Review (SLOAN) 
• Institute of Electrical and Electronics Engineers(IEEE)  
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Bijlage 4: Case GUF 
 
Deze bijlage is niet voor publicatie beschikbaar. Voor meer informatie mail 
naar famvandijke@home.nl 
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Bijlage 5: Interviewprotocol 
 
1. Inleiding: 
1. Afstuderen studie managementwetenschappen Business Processes 
and ICT aan de Open Universiteit. 
 
2. Toelichting onderwerp afstuderen (tonen figuur 1) 
 
3. Onderzoek bestaat uit literatuuronderzoek en casestudie bij GUF. 
Casestudie concentreert zich op risicofactoren bij uitbesteder (in dit 
geval GUF). De risicofactoren van IT-outsourcing vanuit de invalshoek 
‘de uitbesteder’ zijn: 
• Negatieve business case uitbesteder: als de IT-outsourcing niet 
voldoet aan de vooraf beschreven opbrengsten, kosten en 
risico’s. 
• Uitbesteder is onvoldoende toegerust: betreft onvoldoende ken-
nis, ervaring, houding, capaciteiten met betrekking tot het 
outsourcen bij de uitbesteder zelf.  
• Slechte begeleiding van de gebruikers: de gebruikers ontvangen 
een mindere dienstverlening dan zij verwachten 
• Onzorgvuldige overdracht van personeel  
 
4. Dit is één van de zes interviews t.b.v. casestudie GUF.  
 
5. Interview-vorm: gesprek aan de hand van topics 
 
6. Noteren van uitspraken, later uitwerken in een verslag en ter 
commentaar toesturen. 
 
Figuur 1: verduidelijking van het onderzoek 
 
    Transactie    Transactie  
    IT-outsourcing    IT-offshoring  
    
  
 
 
 
 
    Risicofactoren       
  
Offshore 
dienstverlen
er  
IT-dienstver-
lener  
(INTID) 
Uitbesteder 
(klant) 
IT-outsourcing  
 
Invalshoeken risicofactoren IT-outsourcing:  
• Uitbesteder 
• Transactie 
• IT-dienstverlener 
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2. Topics 
 
1. Bedrijf GUF 
 
2. Historie relatie GUF-INTID 
 
3. Outsourcing door GUF  
¾ Welke activiteiten uitbesteed 
¾ Welke verwachtingen, voordelen vooraf, een business case?  
¾ Kennis, ervaring m.b.t. outsourcen 
¾ Uitgekomen? (bij eindgebruikers, demand-organisatie) 
¾ managen van de Outsourcing door GUF 
¾ veranderingen bij GUF door offshoring 
¾ eindgebruikers betrokken bij de besluitvorming en geïnformeerd 
over diensten? Idem demand-organisatie? 
 
4. Waarom offshoring door INTID: 
¾ business case, risico-analyse 
¾ (financiële) voordelen aan GUF aangeboden 
 
5. Dienstverlening door OOSD t.o.v. Nederlandse organisatie 
¾ calculatie? Vergelijking met Nederlandse organisatie? 
¾ cultuur in OOSD 
¾ Taalverschil 
¾ serviceniveau, processen, werkwijzen veranderd? 
 
6. INTID-organisatie: 
¾ Hoe dienstverlening georganiseerd 
¾ Hoe OOSD geborgd? 
¾ Personeel overgenomen, kennisoverdracht, integratie? 
 
 
3. Afsluiting 
¾ Aanvullende informatie die nog niet aan orde geweest? 
¾ nog interessante documenten? 
¾ bedankt 
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Bijlage 6: Gespreksverslagen interviews 
Bijlage 6.1 Interview: Unit manager GUF (I1) 
Bijlage 6.2 Interview: Service Delivery manager (I2) 
Bijlage 6.3 Interview 3: International Cliënt Director (I3) 
Bijlage 6.4 Interview: International Strategic Program Director (D4)  
Bijlage 6.5 Interview: Global Service Delivery Manager (D5) 
Bijlage 6.6  Interview Operationeel Field manager (I6) 
 
Deze bijlagen zijn niet voor publicatie beschikbaar. Voor meer informatie mail 
naar famvandijke@home.nl 
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Bijlage 7: Documenten 
 
Bijlage 7.1: Document 1: Service Framework (D1) 
Bijlage 7.2: Document 2: SLA (D2) 
Bijlage 7.3: Document 3: Service Level report (D3) 
Bijlage 7.4: Document 4: OLA (D4) 
Bijlage 7.5: Document 5: Business case (D5) 
 
Deze bijlagen zijn niet voor publicatie beschikbaar. Voor meer informatie mail 
naar famvandijke@home.nl 
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