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POKYNY PRO VYPRACOVÁNÍ:
Téma je zaměřeno na kryptografické metody pro ochranu soukromí v kyberprostoru. Výstupem práce je webová
aplikace realizující protokoly na vydávání a ověřování osobních atributů dle schématu CDH16. Cílem práce je
implementace  funkcí  pro  vydání  osobních  atributů  na  čipovou  kartu  a  realizace  přívětivého  uživatelského
rozhraní.  K  aplikaci  bude  vytvořena  kompletní  dokumentace  (uživatelská  i  instalační),  vhodné  uživatelské
rozhraní, protokol z testování včetně měření základních parametrů (doba vydání atributů, zhodnocení kapacitních
omezení, chybovost, atp.) a aplikace bude odladěna a optimalizována.
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ABSTRAKT
Cílem této práce bylo vytvořit webové aplikace pro entity vydavatele, ověřovatele a re-
vokační autority systému anonymní atributové autentizace RKVAC. Vytvořené aplikace
poskytují veškeré funkce, které těmto entitám vyplývají z jejich podstaty. Aplikace tak vy-
tvářejí komplexní fungující prostředí, v kterém je možná celková správa systému RKVAC.
V aplikaci ověřovatele byl vytvořen autentizační modul, který umožňuje chránit webo-
vou službu pomocí atributové autentizace RKVAC. Aplikace pro vydavatele a revokační
autoritu jsou kompatibilní v rámci celého schématu RKVAC a je proto možná jejich
implementace jako centrálních prvků systémů.
KLÍČOVÁ SLOVA
atributová autentizace, RKVAC, webová aplikace, řízení přístupu, zabezpečení webové
služby, Node.js
ABSTRACT
The main goal of this diploma thesis was to create web applications for issuer, verifier
and revocation authority of revocable keyed-verification anonymous credentials system.
Applications created in this thesis provide functions for all tasks, that are performed by
each entity. Using these applications a global management of RKVAC system is possible.
Authentication module created in verifier’s app is universaly usable for access control to
any web service. Both issuer’s and revocation authority’s app are compatible with whole
RKVAC system and are therefor applicable as central elements of systems.
KEYWORDS
attribute authentication, RKVAC, web application, access control, protecting web ser-
vice, Node.js
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