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Resumen 
 
Las Tecnologías de la Información y la Comunicación (TIC) pueden ser de gran utilidad en 
muchos campos, como por ejemplo, en el área de salud. Sin embargo, la incursión de estas 
tecnologías en zonas rurales aisladas requiere una adaptación particular, tanto para adecuarlas al 
entorno especial en el que se trabaja como a los requisitos económicos de los que se dispone. 
El presente Proyecto de Fin de Carrera (PFC) persigue dos grandes objetivos. Por una parte, 
intenta describir el diseño y la implementación de una red de Telemedicina, instalada en la zona 
de Balsapuerto de la Amazonía peruana, a través de enlaces inalámbricos IEEE 802.11n de larga 
distancia. Por otra parte, pretende analizar y realizar un estudio de línea de base sobre uno de los 
servicios ofrecidos en esta red, un sistema de videoconferencia. Ambos objetivos han sido 
llevados a cabo ‘in situ’ durante casi tres meses de convivencia e interacción en la provincia del 
Alto Amazonas. 
En comunidades tan abandonadas, donde el acceso y los recursos son tan limitados, es 
imprescindible establecer un sistema de comunicación para intentar acortar estas distancias y 
dar una oportunidad de desarrollo a la población que habita en ellas. 
El sistema implementado está enfocado a ofrecer la posibilidad a que puestos y centros de salud 
totalmente aislados, puedan comunicarse con un hospital de apoyo para realizar consultas 
médicas a través de audio y vídeo. De esta manera, técnicos de enfermería y médicos sin mucha 
experiencia que dirigen estos centros sanitarios, pueden ser guiados y aconsejados por 
especialistas a distancia, hecho que evita traslados de pacientes y, en definitiva, una reducción 
de la tasa de mortalidad. 
Tecnológicamente, los resultados obtenidos son más que satisfactorios. Se ha comprobado que 
la tecnología MIMO 2x2 puede funcionar correctamente en enlaces de más de 25 Km, 
consiguiendo un ‘throughput’ o tasa de transmisión superior a 60 Mbits/s, valores nunca 
conseguidos anteriormente en orografías y condiciones climáticas como los de la selva tropical. 
Por otra parte, el estudio de línea de base enfocado al sistema de videoconferencia recoge 
información suficiente para describir la situación actual. La idea era intentar conocer cuán 
importante sería la incursión de imágenes en un posible diagnóstico médico realizado a 
distancia. Una mejora en la atención a los pacientes y un aumento del nivel de seguridad del 
personal sanitario, que con el sistema se sienten apoyados por profesionales con más 
experiencia, serían detonantes o indicadores para empezar una cuantificación. 
En resumen, lo que pretende demostrar esta tesis es que los aspectos tecnológicos y sociales son 
conceptos similares y dependientes. Diseñamos tecnologías para intentar mejorar la calidad de 
vida de las personas. 
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Capítulo I 
Introducción  
 
1.1. Propósito del Trabajo 
 
El objetivo de esta tesis abarca dos temas muy diferenciados; por una parte, pretende 
documentar el proceso de diseño e implementación de una red de comunicaciones basada en la 
tecnología IEEE 802.11n en un entorno rural con enlaces de larga distancia. Por otra parte, 
define una línea de base enfocada al servicio de videoconferencia que es utilizado en el ámbito 
de la Telemedicina.  
 
Inicialmente, el objetivo del proyecto era crear una prueba piloto que conectase dos puntos y 
comprobar así su correcto funcionamiento. Gracias a la ayuda de la Municipalidad de la región, 
se amplió a cuatro puntos, creando una red local entre tres comunidades aisladas y una capital 
de distrito. 
 
Esta red ha sido diseñada para ofrecer servicios de transmisión de voz y datos entre Puestos de 
Salud de comunidades aisladas de la Amazonía peruana. De esta manera, se establece la 
comunicación entre los diferentes nodos para consultas médicas, tanto a través de llamadas 
telefónicas como de sesiones de videoconferencia. Adicionalmente, se incluyen servicios de 
capacitación a distancia en tiempo real y emisión de vídeos, así como un servicio de carpetas 
compartidas para el envío y recepción de documentos administrativos. 
 
En cuanto a la línea de base, se han tenido en cuenta tanto aspectos del entorno como sociales, 
haciendo énfasis y detectando los principales problemas que estas comunidades poseen, ya no 
sólo a nivel de salud sino también de inaccesibilidad. Se ha realizado un estudio profundo 
analizando cada uno de los factores que podrían derivar en indicadores, los cuáles serían objeto 
de evaluación en un estudio de impacto posterior. 
 
Podemos decir que, a día de hoy, la red local de Telemedicina en la zona de Balsapuerto está 
funcionando de manera óptima y estable como se había diseñado previamente. Después de la 
fase de pruebas y el monitoreo de los enlaces, podemos asegurar que la tecnología IEEE 
802.11n, modificada para largas distancias, es capaz de ofrecer caudales muy elevados, incluso 
en regiones donde el clima y la orografía del terreno hacen difícil su implementación. 
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1.2. Organización del documento 
 
 
Este documento está estructurado en capítulos. Cada uno de ellos hace referencia a un tema 
distinto y se desglosa en diferentes subapartados que profundizan y aportan más información de 
cada uno de los temas. 
El Capítulo 2 detalla las bases teóricas de lo que se ha tenido en cuenta para diseñar este 
proyecto a nivel tecnológico. Partiendo de lo general a lo particular, se define la familia de 
estándares utilizados en comunicaciones inalámbricas, haciendo hincapié en el estándar IEEE 
802.11n y en las modificaciones que se aplican para que éste pueda trabajar en enlaces de larga 
distancia.  
El Capítulo 3 está basado en el diseño de la red. Partiendo del entorno y la población, se 
analizan los aspectos de radiopropagación de la zona, se justifica la elección de WIFI
1
 para este 
escenario y se muestran tecnologías alternativas. Finalmente, entra en detalle con la topología, 
el diseño de los radioenlaces y el direccionamiento IP de la red. 
El Capítulo 4 ofrece los resultados obtenidos en la evaluación de la calidad de la red. Toda la 
información se extrae de una fase de pruebas y monitoreo de los enlaces. 
El Capítulo 5 introduce el concepto de videoconferencia. Se establece una base teórica, su 
funcionamiento y su lista de elementos. Adicionalmente, se especifica el sistema utilizado en 
este proyecto en concreto. 
El Capítulo 6 define una línea de base enfocada al sistema de videoconferencia. Parte de un 
análisis previo del entorno y concluye con un estudio de campo. Se detallan y se cuestionan 
aspectos que pueden ser útiles en la realización de un estudio de impacto basado en el uso de la 
Telemedicina en la zona. 
Finalmente, encontramos las conclusiones generales extraídas a lo largo de la ejecución del 
proyecto.  
   
1.3. Marco de referencia 
 
1.3.1. TICS en las zonas rurales en países en vías de desarrollo 
 
La carencia de infraestructura en las comunicaciones y el acceso a la información son factores 
que inciden directamente en zonas rurales aisladas de países en vías de desarrollo, en las que 
conviven más de la mitad de la población mundial. Con los Objetivos de Desarrollo del 
                                                 
1
 WIFI: Abreviatura del término anglosajón ‘Wireless Fidelity’. 
2
 Los Objetivos de Desarrollo de Milenio, fijados en el año 2000, son ocho objetivos de desarrollo 
humano, que los 192 países miembros de las Naciones Unidas acordaron conseguir para el año 2015. 
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Milenio
2
 como escenario, los agentes internacionales han incrementado sus esfuerzos por dotar, 
a estas zonas tan remotas, de conectividad a redes de información, principalmente teléfono e 
Internet. Sin embargo, sigue siendo un proceso muy complicado debido a la dificultad de 
establecer una tecnología que sea apropiada en este entorno y, al mismo tiempo, sostenible. La 
falta de infraestructura eléctrica, en muchos casos, el bajo nivel de conocimientos que la 
población local posee para dotar de un mantenimiento óptimo al sistema o la falta de recursos 
económicos que éstos sustentan, son factores que explican la baja tasa de perdurabilidad de 
muchos de estos proyectos. 
Por su parte, los diversos agentes de desarrollo sí pueden disponer de los medios para aportar 
soluciones locales de comunicaciones y servicios en las áreas de incidencia de sus proyectos y 
programas de desarrollo si poseen tecnologías baratas, robustas y adaptadas a las necesidades de 
este contexto. 
 
1.3.2. TIC para la Salud: Telemedicina 
 
Una tercera parte de los Objetivos de Desarrollo del Milenio está directamente relacionada con 
la salud: 
 Objetivo 4: Reducir la mortalidad infantil. 
- Reducir en dos terceras partes, entre 1990 y 2015, la mortalidad de niños menores de 
cinco años. 
 Objetivo 5: Mejorar la salud materna. 
- Reducir en tres cuartas partes, entre 1990 y 2015, la mortalidad materna. 
- Lograr el acceso universal a la salud reproductiva. 
 Objetivo 6: Combatir el VIH/SIDA, el paludismo y otras enfermedades. 
- Haber detenido y comenzado a reducir la propagación del VIH/SIDA en 2015. 
- Lograr, para 2010, el acceso universal al tratamiento del VIH/SIDA de todas las 
personas que lo necesiten. 
- Haber detenido y comenzado a reducir, en 2015, la incidencia de la malaria y otras 
enfermedades graves 
 
Los Sistemas de Atención Primaria en Salud de países en vías de desarrollo, especialmente en 
las zonas rurales aisladas donde se encuentra el grueso de su población, tienen graves 
limitaciones económicas y de otros recursos para afrontar estas metas. Se hace, entonces, 
necesario emplear Tecnologías de la Información y Comunicaciones (TIC) que sean apropiadas, 
robustas y sostenibles, es decir, de bajo consumo, bajo coste y bajo rendimiento, que 
contribuyan a reducir las brechas formativas del personal de salud rural, a mejorar sus 
capacidades diagnósticas y terapéuticas y a potenciar la coordinación con los niveles o 
jerarquías superiores. 
 
                                                 
2
 Los Objetivos de Desarrollo de Milenio, fijados en el año 2000, son ocho objetivos de desarrollo 
humano, que los 192 países miembros de las Naciones Unidas acordaron conseguir para el año 2015. 
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Según la Organización Mundial de la Salud (OMS) la Telemedicina es el suministro de 
servicios de atención sanitaria, en los casos en que la distancia es un factor crítico, llevado a 
cabo por profesionales sanitarios que utilizan tecnologías de la información y la comunicación 
para el intercambio de información válida para hacer diagnósticos, prevención y tratamiento de 
enfermedades, formación continuada de profesionales en atención a la salud, así como para 
actividades de investigación y evaluación, con el fin de mejorar la salud de las personas y de sus 
comunidades. 
La Telemedicina permite que un médico, o equipo médico, cuide a distancia la salud de un 
individuo o de un grupo de individuos, mediante el empleo de medios diagnósticos y 
terapéuticos manejados remotamente.  
La Telemedicina es aplicable a todos los campos médicos, incluyendo cirugía. Sin embargo, 
poca ha sido la atención prestada a sus aplicaciones más prácticas y sencillas y que permiten la 
mayor reducción de costes con contundentes mejoras en eficiencia, calidad y cobertura. 
El empleo de las TIC en el entorno médico permite, también, a los profesionales de este campo, 
la utilización de técnicas e instrumentos sanitarios que de otro modo serían impensables, como 
métodos diagnósticos o terapéuticos que se basan en el análisis de imágenes y señales. Muestras 
de ello son los sistemas de tele-estetoscopía, utilizados para ayudar al diagnóstico de IRA
3
 y 
enfermedades cardiovasculares, de tele-microscopía, utilizados para ayudar al diagnóstico de 
malaria, TBC
4
 y EDA
5
, o de tele-ultrasonografía, utilizados para diagnósticos relacionados con 
gestantes. 
El uso de las TIC también hace posible, como hemos perseguido con la ejecución de este 
proyecto, el tratamiento del paciente a distancia, con lo que los servicios médicos que necesita 
el paciente se pueden prestar de forma remota por teléfono o mediante sesiones de 
videoconferencia, sin la necesidad de desplazamiento al centro de salud. De esta manera, 
aumenta la sensación de confianza del paciente en el equipo sanitario que lo atiende, se 
disminuyen los costes de las instituciones médicas en cuanto a recursos y a tiempo, se facilita 
una atención continua y se reducen las barreras de acceso a la atención sanitaria. 
 
1.3.3. El Grupo de Telecomunicaciones Rurales (GTR) 
 
El Grupo de Telecomunicaciones Rurales (GTR) de la Pontificia Universidad Católica del 
Perú (PUCP), del que he tenido el placer de formar parte para la realización de esta tesis, es un 
grupo de ingenieros que lleva más de 10 años implementando proyectos de ingeniería en zonas 
marginales que carecen, o tienen acceso limitado, a medios de comunicación, como pueden ser 
comunidades aisladas ubicadas en áreas rurales. 
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Es un grupo multidisciplinario que se ocupa de investigar, desarrollar y difundir Tecnologías de 
Información y Comunicaciones (TIC) para intentar mejorar la vida de muchos ciudadanos con 
recursos limitados. 
Desde su fundación en 1997, los objetivos de este grupo han seguido siempre una línea muy 
clara: 
 Contribuir a la reducción de la brecha digital en las zonas de intervención. 
 Actuar como facilitadores de diversos actores sociales que contribuyan a la mejora de la 
calidad de vida de nuestro grupo objetivo. 
 Contribuir al desarrollo humano a través de la implementación de TIC apropiadas. 
 Identificar, formular, planear, ejecutar, difundir y promover oportunidades y proyectos 
de TIC para el desarrollo. 
En su larga trayectoria profesional, han desarrollado proyectos con diferentes tecnologías, 
adecuándolas a las necesidades tanto de la población como del entorno de trabajo.  
Han colaborado con varias fundaciones y/u ONG
6
, de las que podemos destacar las siguientes: 
 Ingeniería Sin Fronteras (ISF) 
 Fundación EHAS (Enlace Hispano Americano de Salud) 
 OXFAM International 
 Fundación IEEE HTC (Humanitarian Technology Challenge) 
Su labor, les ha permitido a muchas comunidades remotas la posibilidad de estar en contacto 
con un mundo que se mueve cada día más deprisa, ayudándoles así a formar parte de él y a 
avanzar. 
 
1.3.4. Fundación IEEE HTC (Humanitarian Technology Challenge) 
 
La fundación Humanitarian Technology Challenge (HTC), que ha colaborado activamente 
con el Grupo de Telecomunicaciones Rurales (GTR) en la ejecución del presente proyecto, es 
una organización dedicada a la innovación, desarrollo e implementación de soluciones 
tecnológicas para retos humanitarios en países en vías de desarrollo. 
Nace de la estrecha colaboración de dos organizaciones mundiales, el ‘Institute of Electrical and 
Electronics Engineers’ (IEEE) y la ‘Organización de las Naciones Unidas’ (ONU). 
Su misión comparte las siguientes actividades: 
 Resolver desafíos globales, de su inminente impacto en la humanidad y de su éxito en el 
futuro. 
 Crear soluciones que sean sostenibles, escalables y adaptables al medio para poder ser 
implementadas localmente, teniendo en cuenta las condiciones del entorno, de la 
cultura, de la política y del marco socio-económico de la zona. 
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 Apoyar el trabajo de las Naciones Unidas y de otros grupos de asistencia humanitaria 
que operan alrededor del mundo.  
Según estudios realizados, se detectaron 37 necesidades básicas que se pudieron  clasificar  en 
nueve categorías: 
 Comunicación 
 Recopilación de datos 
 Historial clínico electrónico 
 Operación 
 Mantenimiento 
 Sensores de potencia 
 Contaminación 
 Gestión de suministros 
 Logística 
 Telemedicina 
 Formación 
 
De estas nueve categorías que el HTC identificó, propuso un marco general común y analizó los 
siguientes aspectos: 
1. El número de personas a las que se le puede ayudar  
2. La magnitud de los beneficios  
3. La amplitud y la complejidad de las tecnologías potenciales  
4. La capacidad para ponerlas en práctica con éxito en el entorno local 
Según estas premisas, la fundación HTC estableció tres objetivos prioritarios o retos a alcanzar: 
o Reliable Electricity (Fiabilidad en los sistemas eléctricos) 
o Data Connectivity for Telehealth (Conectividad para la Telemedicina) 
o Individual ID for Medical Records (Identificadores personales para historiales médicos) 
La colaboración de la fundación IEEE HTC dentro del proyecto de cooperación que se ha 
realizado en la zona de Balsapuerto, está enmarcada dentro del segundo desafío de los tres 
listados anteriormente: Data Connectivity for Telehealth. 
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Capítulo II 
Aspectos Tecnológicos 
 
2.1. Fundamentos Teóricos 
 
Este apartado define las bases teóricas de la tecnología utilizada en el presente proyecto. 
Partiendo de un marco general, se va particularizando con detalle en aquellas cuestiones más 
relevantes que se han tenido en cuenta en el diseño e implementación. 
2.1.1. La Familia 802.11 
 
En esta sección estudiaremos con detalle la familia de estándares IEEE 802.11, perteneciente al 
grupo IEEE 802. Este grupo está dedicado por completo a la normalización de Redes de Área 
Local (Local Area Network - LAN), centrándose en los dos niveles más bajos de la arquitectura 
OSI
7
: la capa física y la capa de enlace. En la Ilustración 1 vemos algunos de los estándares 
que propone el IEEE 802, así como su estructura de capas según el modelo OSI. 
 
Ilustración 1: Familia de estándares IEEE 802 
 
Como hemos anunciado anteriormente, las especificaciones del estándar 802 del IEEE se 
centran en las dos capas más bajas del modelo OSI, ya que éstas incorporan detalles tanto 
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físicos como de interconexión de datos e información. Todas las redes 802 tienen componentes 
de las capas PHY (nivel físico) y MAC (nivel de enlace). MAC son el conjunto de normas que 
determinan cómo se accede al medio, mientras que en PHY se establecen las características de 
transmisión y recepción. 
De entre todos los estándares, cabe destacar dos por su enorme difusión a nivel mundial: 
 IEEE 802.3: También conocido como Ethernet, estándar dominante en las tradicionales 
redes de área local que se basan en una infraestructura cableada. 
 IEEE 802.11: También conocido como WIFI, el cual hace referencia a las redes 
inalámbricas de área local (Wireless Local Area Network – WLAN). 
La creación del estándar IEEE 802.11, que es en el que nos centraremos en este proyecto, se 
puede entender a partir de la proliferación de las necesidades de redes inalámbricas. Éstas tenían 
que adecuarse a los estándares que las redes Ethernet ya cumplían, pero además, requerían otras 
especificaciones que particularizasen detalles propios de redes no cableadas, como por ejemplo 
el uso de los recursos radioeléctricos para asegurar la comunicación entre los equipos. 
La utilización de ondas radioeléctricas como sustrato físico para las comunicaciones, hace que 
tanto el nivel físico como el nivel de enlace sean sumamente complejos en comparación con los 
de otros estándares del mismo grupo. Una buena muestra de ello es la separación en subcapas 
que se aplica en cada una de ellas. Como resultado, el nivel físico se divide en dos componentes 
genéricos: PLCP y PMD. Por su parte, el nivel de enlace hace lo propio con MAC y LLC. 
Veremos este fenómeno con más detenimiento más adelante. 
 
Ilustración 2: Capas física y de enlace 
 
El estándar IEEE 802.11 fue aprobado por el IEEE en 1997 y permite trabajar con velocidades 
de transmisión elevadas. Desde que el estándar fue establecido hasta hoy, han sido muchos los 
grupos de trabajo creados para mejorar las deficiencias detectadas en él, así como para mejorar 
algunas de sus prestaciones. 
Dentro de lo que se denomina WIFI hay varios estándares, a continuación se detallan los más 
habituales y extendidos: 
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 IEEE 802.11a: Estándar para operar redes inalámbricas en la banda de 5GHz con tasas 
de transmisión de datos de hasta 54Mbits/s. 
 IEEE 802.11b: Estándar para operar redes inalámbricas en la banda de 2.4 GHz con 
tasas de transmisión de datos de hasta 11Mbits/s. 
 IEEE 802.11g: Estándar para incrementar las tasas de transmisión de datos en la banda 
de 2.4 GHz hasta los 54Mbits/s. 
 IEEE 802.11n: Estándar para operar redes inalámbricas que introduce Multiple Input - 
Multiple Output (MIMO) con tasas de transferencia de más de 100Mbits/s. Tiene la 
capacidad de operar en las dos bandas de frecuencias: 2,4 GHz (la que emplean 802.11b 
y 802.11g) y 5 GHz (la que usa 802.11a). Gracias a ello, 802.11n es compatible con 
dispositivos basados en todas las ediciones anteriores de WIFI. Además, como se 
demuestra en el presente proyecto, es útil que trabaje en la banda de 5 GHz, ya que está 
menos congestionada y en 802.11n permite alcanzar un mayor rendimiento. 
 IEEE 802.11e: Extensión para proporcionar Calidad de Servicio (Quality of Service – 
QoS) a redes IEEE 802.11a/g/h. 
 
2.1.1.1. Arquitectura Lógica-Funcional. Componentes básicos. 
 
La arquitectura del estándar IEEE 802.11 está basada, como vemos en la Ilustración 3, en una 
arquitectura celular.  
El sistema se divide en celdas o células denominadas BSS (‘Basic Service Set’) o Conjunto 
Básico de Servicios. Un BSS está formado por nodos, fijos o móviles, llamados estaciones, 
STA (‘Station’). 
Cada BSS está gobernado por un Punto de Acceso o AP (‘Access Point’). Un AP se define 
como una estación base provista de acceso al Sistema de Distribución o DS (‘Distribution 
System’), capaz de proveer a las estaciones de los servicios de éste. 
 
Ilustración 3: Arquitectura IEEE 802.11 
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Para hacernos una idea general del estándar, profundizaremos un poco más en cada uno de sus 
componentes: 
 La estación (STA): Es el elemento básico de una red inalámbrica, ya que la red se 
implementa para que las estaciones puedan transmitirse información entre ellas. Puede 
tratarse de un ordenador de sobremesa, un portátil o, incluso, una PDA
8
. 
 El Punto de Acceso (Access Point – AP): Las tramas de una red 802.11 deben ser 
convertidas a otro formato antes de ser enviadas al resto de los destinos. El AP se 
encarga de la conexión de las interfaces inalámbricas y cableadas y actúa como puente 
entre ellas, entre muchas otras funciones. 
 El Medio Inalámbrico: Para que las tramas que las estaciones envían lleguen hasta el 
AP o a cualquier otra estación, se necesita un sustrato material, que en este caso es el 
medio inalámbrico. En un inicio, en el estándar se definieron tres sustratos de 
radiofrecuencia (Radiofrequency – RF) y uno de infrarrojos (Infrared – IR), aunque éste 
último nunca ha sido muy utilizado. 
 El Sistema de Distribución: Cuando hay que conectar varios AP o unir nuestra red a 
otra más extensa, se requiera de un sistema de distribución. El estándar IEEE 802.11 no 
define cómo debe implementarse este sistema de distribución, por lo que las alternativas 
varían en función del uso que vaya a tener la red en cuestión. 
En el estándar tampoco se detalla cómo debe implementarse cada uno de los demás 
componentes, es un tema abierto que queda a la decisión de los fabricantes. Lo que sí están 
especificados son los servicios que debe prestar esta tecnología, por lo que las opciones de los 
fabricantes, si bien no están limitadas, deben permitir que su producto cumpla dichos requisitos. 
A continuación se describen, brevemente, los servicios prestados. Estos pueden dividirse en dos 
categorías: Station Service (SS) y Distribution System Service (DSS). 
 Station Service (SS): Son servicios comunes a todas las estaciones de la red, 
incluyendo al punto de acceso. Estos servicios tienen que estar dentro de cualquier 
dispositivo que ofrezca compatibilidad con IEEE 802.11. Los podemos clasificar como: 
 Entrega de tramas MSDU (MAC Service Data Unit): Para la entrega de 
tramas al destinatario. 
 Privacidad: Su función es incrementar la seguridad. Esto se consigue 
encriptando la información de dichas tramas, que pasarán a ser privadas. Con 
esta acción lo que se pretende es dotar a WIFI de una seguridad similar a la que 
goza Ethernet. 
 Autenticación: Permite controlar la identidad del que accede a la LAN antes de 
que éste establezca la conexión. Lo utilizan todas las estaciones para 
identificarse y demostrar que tienen permiso para hacerlo. 
 Desautentificación: Permite dar por finalizado un servicio de autentificación 
como el anteriormente descrito. 
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 PDA: Siglas de ‘Personal Digital Assistant’. Se trata de un ordenador de mano que, originariamente, 
hacía las funciones de agenda electrónica. En la actualidad, las PDAs son capaces de reproducir música, 
vídeo, navegar por Internet, etc. 
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 Distribution System Service (DSS): Engloban a los servicios que son parte de un 
Distribution System (DS). Se accede a ellos a través de un punto de acceso. Serían los 
siguientes: 
 Distribución: Servicio utilizado en la entrega de tramas para determinar la 
dirección de destino en redes de tipo infraestructura. 
 Integración: Se utiliza para la entrega de tramas a una red LAN 802 que esté 
fuera de nuestra red inalámbrica. 
 Asociación: Establece cual es el punto de acceso que presta las funciones de 
gateway
9
 hacia una estación móvil determinada. 
 Reasociación: Se utiliza para cambiar el punto de acceso elegido en el servicio 
descrito anteriormente. 
 Desasociación: Elimina la vinculación de una estación inalámbrica de la red.  
Aunque ya se ha mencionado con anterioridad, para entender mejor la arquitectura de red del 
estándar IEEE 802.11 debemos conocer el modelo OSI (Open System Interconnection), que 
describe una arquitectura normalizada formada por siete niveles jerarquizados que corresponden 
a cada función. 
Como dijimos al inicio de este capítulo, los niveles de la arquitectura OSI que más nos interesan 
son los más bajos, el nivel físico y el de enlace. Estos dos niveles se corresponden 
aproximadamente con los niveles PHY y MAC que describe el estándar. Como explicamos, el 
nivel físico se ocupa de todo lo relacionado con temas eléctricos y ondas radioeléctricas, 
mientras que el nivel de enlace se encarga tanto de la seguridad del nivel físico como de iniciar, 
mantener y finalizar el enlace. 
En la Ilustración 4 podemos observar una comparación entre los dos niveles OSI y su 
equiparación con los niveles especificados en el estándar. 
 
Ilustración 4: Arquitectura de capas de los protocolos IEEE 802 vs. Modelo OSI 
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 Gateway: Una pasarela o puerta de enlace (en inglés gateway) es un dispositivo que permite 
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2.1.1.2. La capa física (PHY) en IEEE 802.11 
 
La capa física es la encargada de conectar la capa de enlace con el medio físico, por donde se 
transmiten las señales. Sus principales funciones las podríamos enumerar de la siguiente 
manera: 
 Trasmisión de tramas al medio utilizando diferentes tipos de modulación 
 Dar información a la capa de enlace sobre la ocupación del medio, es decir, si está 
siendo transmitida, en ese momento, una señal a la misma frecuencia de la que 
queremos trasmitir. 
 Intercambio de tramas con la capa de enlace. 
A continuación vamos a ver las distintas técnicas de transmisión que se utilizan en la familia 
IEEE 802.11. Las técnicas a usar nos permitirán diferentes prestaciones, y el uso de unas u otras 
dependerá del entorno, las necesidades de la red y la variante del estándar que estemos 
utilizando. 
Podemos dividirlas en dos grandes grupos: tecnologías de trasmisión por infrarrojos y 
tecnologías de transmisión por ondas de radio. Como en IEEE 802.11 la transmisión por 
infrarrojos no es muy común y sólo es posible en distancias muy cortas, capacidad que no es 
apta para nuestro proyecto, vamos a centrarnos en las técnicas de propagación por ondas de 
radio. Se pueden diferenciar tres: DSSS, FHSS y OFDM, como explicamos a continuación: 
 Direct Sequence Spread Sprectrum (DSSS): En Español lo podemos traducir como 
Espectro Ensanchado por Secuencia Directa. En esta técnica se genera un patrón de 
bits redundante para cada uno de los bits que componen la señal. Cuanto mayor sea este 
patrón de bits, mayor será la resistencia de la señal a las interferencias. El estándar 
IEEE 802.11 recomienda un tamaño de 11 bits, pero el óptimo es de 100. En recepción 
es necesario realizar el proceso inverso para obtener la información original. 
 
Ilustración 5: Funcionamiento de DSSS 
La secuencia de bits utilizada para modular los bits se conoce como secuencia de 
‘Barker’ (también llamado código de ‘dispersión’ o ‘pseudorruido’). Es una secuencia 
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rápida diseñada para que aparezca aproximadamente la misma cantidad de 1 que de 0. 
Sólo los receptores a los que el emisor haya enviado previamente la secuencia podrán 
recomponer la señal original. Además, al sustituir cada bit de datos a transmitir, por una 
secuencia de 11 bits equivalente, aunque parte de la señal de transmisión se vea 
afectada por interferencias, el receptor aún puede reconstruir fácilmente la información 
a partir de la señal recibida. 
 
Se han definido dos tipos de modulación para esta técnica, la DPBSK (Differential 
Binary Phase Shift Keying) y la DQPSK (Differential Quadrature Phase Shift Keying) 
que proporcionan una velocidad de 1 y 2Mbits/s, respectivamente. En el caso particular 
del estándar IEEE 802.11 se ha aumentado esta velocidad a 11Mbits/s. 
 Frequency Hopping Spread Spectrum (FHSS): En Español lo podemos traducir por 
Espectro Ensanchado por Salto de Frecuencia. Esta técnica consiste en transmitir una 
parte de la información en una determinada frecuencia durante un intervalo de tiempo 
llamada Dwell Time inferior a 400 ms. Pasado este tiempo, se cambia la frecuencia de 
emisión y se sigue transmitiendo a otra frecuencia. De esta manera, cada tramo de 
información se va transmitiendo en una frecuencia distinta durante un intervalo muy 
corto de tiempo. 
El orden en los saltos en frecuencia se determina según una secuencia pseudoaleatoria 
almacenada en unas tablas, que tanto el emisor y el receptor deben conocer. Si se 
mantiene la sincronización en los saltos de frecuencias se consigue que, aunque en el 
tiempo se cambie de canal físico, a nivel lógico se mantenga un único canal por el que 
se realiza la comunicación. 
Esta técnica también utiliza la zona de los 2.4GHz, la cual organiza en 79 canales con 
un ancho de banda de 1MHz cada uno.  
El estándar IEEE 802.11 define la modulación aplicable en este caso. Se utiliza la 
modulación en frecuencia FSK (Frequency Shift Keying), con una velocidad de 
1Mbits/s  ampliable a 2Mbits/s. En la revisión del estándar, la 802.11b, esta velocidad 
también ha aumentado a 11Mbits/s.  
 
Ilustración 6: Funcionamiento de FHSS 
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 Orthogonal Frequency Division Multiplexing (OFDM): En Español se traduce como 
Multiplexación Ortogonal por División de Frecuencias. Es una técnica que codifica una 
transmisión en múltiples subportadoras ortogonales. El procedimiento consiste en tomar 
un canal y dividirlo en otros más pequeños, llamados subcanales. Cada subcanal se 
utilizará para transportar información en paralelo y podrá ser modulado de forma 
distinta. 
 
Ilustración 7: Subportadoras ortogonales de OFDM 
 
OFDM es parecido a FDM (Multiplexación por División en Frecuencia) pero mientras 
que en FDM cada usuario dispone de un canal en exclusiva con bandas de guarda para 
evitar interferirse con otros canales adyacentes, OFDM selecciona canales que se 
superponen pero que no se interfieren gracias a la propiedad de ortogonalidad. En 
particular, toma señales de cada subcanal y las combina utilizando la Transformada 
Rápida Inversa de Fourier (IFFT). Los receptores aplicarán la Transformada Rápida de 
Fourier (FFT), a la forma de onda recibida, para extraer la amplitud de cada 
subportadora. De esta forma, se consigue llegar a velocidades de transmisión de hasta 
54Mbits/s. 
 
Uno de los problemas de la transmisión de datos es la Interferencia Inter Simbólica 
(ISI) y la Interferencia Inter Canal (ICI). Para intentar resolverlas, OFDM se reserva 
la primera parte de cada símbolo como tiempo de guarda.  
 
La Transformada de Fourier se realizará sólo sobre la parte del símbolo fuera de este 
intervalo de guarda. La selección de un intervalo de guarda adecuado es uno de los 
principales problemas de OFDM, ya que si es demasiado corto no protegerá 
interferencias y si es demasiado largo estaremos reduciendo la tasa de transmisión. 
Como se mencionó en un apartado anterior, la capa física se divide en dos subcapas: 
1. La subcapa inferior, PMD (Physical Media Dependent), que corresponde al conjunto de 
especificaciones de cada uno de los sistemas de transmisión a nivel físico. Como hemos 
visto antes, el estándar define cuatro: Infrarrojos, FHSS, DSSS y OFDM. 
2. La subcapa superior, PLCP (Physical Layer Convergence Procedure), que se encarga 
de adaptar las diversas especificaciones de la subcapa PMD a la subcapa MAC, 
inmediatamente superior. 
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Ilustración 8: Tabla comparativa de técnicas de propagación 
 
2.1.1.3. La capa de enlace (MAC) en IEEE 802.11 
 
Uno de los pilares más importantes del estándar IEEE 802.11 reside en la precisión con que se 
especifica el nivel MAC. El medio inalámbrico provoca infinidad de problemas desconocidos 
en las redes Ethernet cableadas, sobre todo cuando, tanto el número de clientes para un mismo 
punto de acceso, como el número de redes inalámbricas en un mismo espacio, aumenta. Por esta 
y otras razones, la capa MAC debe estar bien definida. En ella se define la interacción de las 
redes cableadas con las inalámbricas, el funcionamiento de las tramas, la transmisión de datos 
de los usuarios, etc. 
Para profundizar un poco más en todo esto, veamos cuáles son algunos de los problemas con los 
que nos encontramos y cómo se solucionan en la definición de la capa MAC del estándar: 
1. Calidad del radioenlace: En un enlace radio no podemos asegurar la buena recepción de 
una trama por parte de un destinatario, entre otras cosas porque las frecuencias que se 
utilizan normalmente no poseen licencia, lo cual implica la inevitable presencia de ruido e 
interferencias. Se hace necesaria, por tanto, la presencia de tramas que confirmen la 
recepción de los datos enviados. Este hecho es poco común en este tipo de protocolos. 
Todas y cada una de las tramas enviadas deben ser reconocidas y confirmadas. Si no es así, 
se considera que éstas han sido perdidas y se procede al reenvío de las mismas. 
Este aspecto, que en condiciones normales tiene una solución relativamente fácil, en nuestra 
aplicación para largas distancias supondrá un problema que deberá ser tenido en cuenta para 
el buen funcionamiento de la red. 
2. Nodo oculto: Como los límites de las redes inalámbricas están mucho menos definidos que 
los de las redes cableadas, puede ocurrir que una estación no esté dentro del alcance de otra, 
de manera que resulta imposible la comunicación entre ellas. En esa situación, decimos que 
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estas dos estaciones o nodos están ocultos. Veámoslo con un ejemplo gráfico en la 
Ilustración 9:  
 
Ilustración 9: Problema del 'nodo oculto' 
Los nodos 1 y 3 se encuentran ocultos, mientras que el nodo 2 puede comunicarse con 
ambos. En ese caso, podría ocurrir que las estaciones 1 y 3 transmitieran simultáneamente 
hacia la estación 2, y ésta sería incapaz de recibir la información correctamente. 
Este tipo de colisiones son difíciles de detectar, ya que los receptores inalámbricos suelen 
ser half-duplex
10
. Para evitar este problema, el estándar IEEE 802.11 implementa un sistema 
de Request To Send (RTS) y Clear To Send (CTS). De esta forma, un nodo puede 
asegurarse que otro está preparado y libre para recibir tramas. 
3. Mecanismos de Acceso al Medio: El acceso al medio es algo que todo protocolo y estándar 
deben tener controlado. En Ethernet se utiliza un mecanismo de CSMA/CD. En IEEE 
802.11 existe algo parecido, con alguna particularidad. Existen dos modos distintos, cada 
uno con sus características, DCF (Distributed Coordination Function) que provee el 
mecanismo CSMA/CA y PCF (Point Coordination Function) que proporciona 
transferencia de tramas sin contienda (contention-free service). 
 
 DCF (Distributed Coordination Function): Es la base del mecanismo de acceso 
CSMA/CA. Para evitar colisiones, las estaciones utilizan un tiempo de back-off 
aleatorio después de cada trama. En algunas ocasiones el DCF puede utilizar el 
mecanismo RTS/CTS, explicado anteriormente, para reducir la probabilidad de 
colisiones. Aquí también se utiliza la confirmación en la recepción de tramas mediante 
un ACK
11
. Si el emisor no el recibe el ACK en un determinado periodo de tiempo, dará 
la trama por perdida y la reenviará. Cabe destacar la posibilidad que la pérdida puede 
haber sido de la propia trama ACK y que el destinatario haya recibido la trama enviada 
por el emisor correctamente. 
Respecto a lo anterior, hay que señalar que en el estándar IEEE 802.11 se menciona un 
parámetro denominado ACKTimeout, que es el tiempo que el emisor espera antes de 
                                                 
10
 Half-duplex: significa que el método o protocolo de transmisión de información es bidireccional pero 
no simultáneo. 
11
 ACK: Abreviatura de ‘Acknowledge’. 
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considerar que una trama se ha perdido y, debe así, reenviarse. El estándar no da mucha 
importancia a este parámetro e incluso no le asigna ningún valor. En nuestro caso, el 
ACKTimeout será de mucha importancia y su valor asignado será vital para el correcto 
funcionamiento del IEEE 802.11n en enlaces de larga distancia. Todo esto lo veremos 
con más detalle más adelante. 
Otros valores que sí define el estándar son el aSlotTime, que fija una duración de slot (o 
ranura), aunque el nivel MAC no sea ranurado. Lo debemos entender como la partición 
que sufren los bloques de tiempo. 
Además de la duración de ciertas tramas y ranuras, el estándar también define los 
tiempos entre tramas, denominados IFS (Inter Frame Space). 
 
IFS (Inter Frame Space) 
La definición de estos tiempos sirve para establecer ciertas prioridades a la hora de 
acceder al medio, dependiendo del tipo de trama y del modo de coordinación con el que 
se esté trabajando (veremos PFC en el siguiente apartado). 
La lógica del funcionamiento es bastante simple, el tráfico de alta prioridad debe esperar 
un tiempo menor al resto una vez el canal ha quedado libre. 
Los distintos tipos de tiempos entre tramas definidos son los siguientes: 
 SIFS (Short Inter Frame Space): Se utiliza para las transmisiones de más alta 
prioridad, como son los RTS/CTS y las tramas de reconocimiento ACK. Dichas 
transmisiones pueden empezar una vez transcurrido un tiempo SIFS, por esta 
razón es el más corto de todos. Se utiliza cuando una estación ya ha obtenido el 
medio y necesita mantenerlo para una comunicación determinada. 
 PIFS (PCF Inter Frame Space): Las estaciones con datos para transmitir en el 
periodo libre de contienda pueden hacerlo después de un tiempo PIFS y, 
adelantarse así, al tráfico con contienda. De esta manera, por ejemplo, el AP lo 
utiliza para ganar el medio antes que las demás estaciones. 
 DIFS (DCF Inter Frame Space): Es el mínimo tiempo en el que el medio 
puede permanecer desocupado antes que las estaciones trasmitan su tráfico con 
contienda. De esta forma, las estaciones pueden tener acceso inmediato al 
medio si ha transcurrido un tiempo DIFS desde que el canal quedó libre. 
 EIFS (Extended Inter Frame Space): Se utiliza sólo cuando ha habido un 
error en la transmisión de una trama. Es el tiempo más largo y sirve para evitar 
que se produzcan colisiones cuando una estación no entiende la duración de una 
trama que está recibiendo. 
 
 PCF (Point Coordination Function): La otra forma de acceso al medio se basa en la 
función de coordinación puntual (PFC). Con esta función se pueden trasmitir tramas sin 
tener que pasar por una contienda para ganar el medio, lo que puede ser útil para tramas 
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en las que el tiempo de procesado es crítico como en el caso de la transmisión de voz o 
vídeo. Esta funcionalidad está pensada para servicios de tipo síncrono que no toleran 
retardos aleatorios en el acceso al medio. 
Existe un nodo organizador o director, llamado Punto de Coordinación o PC (Point 
Coordinator). El punto de coordinación se encuentra ubicado en el punto de acceso y 
controla las transmisiones de tramas por parte de las estaciones. Al principio de un 
periodo libre de contienda, el PC gana el control del medio dado que sólo espera un 
intervalo PIFS, intervalo menor que el del resto de las estaciones que operan con DCF. 
Entonces, enviará una trama de configuración CF-Poll (trama Beacon
12
) a cada estación 
que pueda transmitir en PCF, concediéndole el poder de transmisión. Esta trama incluye 
el campo CF (Contention Free) con los parámetros establecidos para el periodo libre de 
contienda, y cuando las estaciones lo reciban, actualizarán su NAV al valor que se les 
indique. El PC mantendrá una lista con todos los datos de las estaciones que se han 
asociado al modo PFC. La concesión de transmisiones será por riguroso listado y no 
permitirá que una estación envíe dos tramas hasta que la lista se haya completado. 
DCF y PCF pueden operar conjuntamente en una misma celda dentro de una estructura 
llamada supertrama. Una parte de esta supertrama se asigna al periodo de contienda, 
permitiendo al subconjunto de estaciones que lo requieran transmitir bajo mecanismos 
aleatorios. Una vez finaliza este periodo, el punto de acceso toma el medio y se inicia un 
periodo libre de contienda, en el que pueden transmitir el resto de estaciones de la celda 
que utilizan técnicas deterministas. 
 
CSMA/CA (Carrier Sense Multiple Access / Collision Avoidance) 
 
El protocolo básico de acceso de Ethernet (estándar IEEE 802.3) es el CSMA/CD (Carrier 
Sense Multiple Access / Collision Detection). Esta técnica consiste en lo siguiente: las 
estaciones antes de transmitir miran primero si hay otra haciéndolo. Si no es así intentan 
transmitir ellas, manteniéndose a la escucha del canal. Si aprecian diferencia entre la señal del 
canal y su señal suponen que ha ocurrido una colisión (detección de colisión). En ese momento 
dejan de transmitir el paquete y difunden una señal especial (señal de Jamming) para avisar al 
resto de estaciones que deben descartar el paquete. Después esperan un tiempo aleatorio antes 
de volver a intentar transmitir.  
 
Dado que es muy costoso implementar radiorreceptores que transmitan y reciban al mismo 
tiempo, la técnica empleada en 802.11 es CSMA/CA (Carrier Sense Multiple Access / 
Collision Avoidance) o Acceso Múltiple por Detección de Portadora con Evasión de 
Colisiones. La diferencia principal radica en la detección de colisiones, ya que en el aire es 
difícil detectar una colisión, lo que hace que CSMA/CA intente evitar las colisiones (Collision 
Avoidance).  
 
                                                 
12
 Trama Beacon: Son tramas que contienen la información necesaria para identificar las características de 
la red y poder conectar con el punto de acceso   
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Para entender claramente el funcionamiento de CSMA/CA utilizaremos un caso particular (para 
ello nos serviremos de la Ilustración 10). 
 
Supongamos que una estación “A” desea transmitir una trama hacia “B” y detecta que el canal 
está libre. “A” espera el tiempo DIFS (50ms) y a continuación empieza a transmitir. De esta 
forma se asegura que cualquier trama emitida en la red irá separada de la anterior al menos por 
este espacio de tiempo. Una vez ha terminado de emitir su trama, “A” espera una confirmación 
(ACK) de “B”. Dicha confirmación es un mensaje de alta prioridad, por lo que no ha de esperar 
el tiempo habitual DIFS después de que termine la trama de “A”, sino que sólo ha de esperar el 
tiempo SIFS (10ms). 
 
 
 
Ilustración 10: Funcionamiento de CSMA/CA 
 
En algún momento durante la emisión de la trama de “A”, un segundo emisor “C” desea enviar 
una trama a una estación “D” (no mostrado en la figura). “C” escucha el canal y comprueba que 
está ocupado, por lo que espera hasta que termine la transacción actual.  
 
Cuando la transmisión de la trama de “A” a “B” termina, “C”, que seguía a la escucha, detecta 
el canal libre y comienza un tiempo de espera DIFS. Como el canal vuelve a estar ocupado a los 
SIFS segundos (10ms) por el ACK de “B” y no se ha llegado a producir una pausa lo bastante 
grande (el tiempo esperado ha sido menor que DIFS, 50ms), “C” seguirá esperando hasta el fin 
del ACK.  
 
Cuando por fin termina el ACK de “B”, “C” comienza de nuevo el tiempo de espera que ahora 
sí es lo suficientemente grande (esta vez el tiempo de espera ha sido mayor o igual que DIFS, 
50ms). Pero ahora no transmite de inmediato sino que la estación ejecuta el llamado algoritmo 
de back-off, según el cual se determina otra espera adicional y aleatoria escogida uniformemente 
entre un intervalo [CWmín, CWmáx] llamado ventana de contienda (CW). El algoritmo de 
back-off nos da un número aleatorio y entero de ranuras temporales (slot time) y su función es la 
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de reducir la probabilidad de colisión con otras estaciones que pudieran también estar 
observando el proceso de “A” y “B” y esperando para transmitir a continuación.  
 
Mientras se ejecuta la espera marcada por el algoritmo de back-off, “C” continúa escuchando el 
medio. Si durante la ventana de congestión asignada “C” detecta que alguna estación transmite, 
congelará su contador de tiempo aleatorio para volver a activarlo un tiempo DIFS (50ms) 
después de que haya cesado toda actividad. Si por el contrario no detecta actividad alguna, la 
espera proseguirá hasta consumir todas las ranuras temporales asignadas. 
 
2.2. Caso particular: IEEE 802.11n 
 
La Red de Telecomunicación del proyecto GTR – IEEE que esta tesis describe, está constituida 
por enlaces inalámbricos empleando tecnología WIFI estándar IEEE 802.11n. 
Los siguientes apartados intentarán dar a conocer un poco más esta tecnología y ahondar en sus 
características y especificaciones. 
 
2.2.1. IEEE 802.11n 
 
IEEE 802.11n es una propuesta de modificación al estándar IEEE 802.11-2007 para mejorar 
significativamente el rendimiento de la red más allá de los estándares anteriores, tales 
como 802.11b y 802.11g, con un incremento significativo en la velocidad máxima de 
transmisión de 54 Mbits/s  a un máximo de 600 Mbits/s. Actualmente la capa física soporta una 
velocidad de 300Mbits/s, con el uso de dos flujos espaciales en un canal de 40 MHz. 
Dependiendo del entorno, esto puede traducirse en un rendimiento percibido por el usuario de 
100Mbits/s. 
El estándar 802.11n fue ratificado por la organización IEEE el 11 de septiembre de 2009. 
 
2.2.1.1. Descripción. Tecnología MIMO. 
 
El estándar IEEE 802.11n se trata de una corrección del IEEE 802.11-2007 modificada por el 
IEEE 802.11k-2008, el IEEE 802.11r-2008, el IEEE 802.11y-2008 y el IEEE 802.11w-2008, y 
se basa en estándares 802.11 anteriores agregando la técnica de Multiple-Input Multiple-
Output (MIMO) y canales de 40 MHz en la capa física (PHY) y un incremento de robustez en 
la capa MAC. 
MIMO es una tecnología que utiliza múltiples antenas para resolver, de manera coherente, más 
información posible de lo que se lograría con una antena simple. Una de las modalidades que 
ofrece es la Multiplexación por División Espacial (Spatial Division Multiplexing – 
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SDM).  SDM multiplexa espacialmente múltiples flujos de datos de forma independiente, 
transferidos simultáneamente dentro de un canal espectral de ancho de banda. MIMO SDM 
puede incrementar significativamente el caudal o throughput de los datos a medida que los 
flujos espaciales de salida aumentan. Cada flujo espacial requiere una antena discreta tanto en el 
trasmisor como en el receptor. Adicionalmente, la tecnología MIMO impone una cadena 
independiente de radiofrecuencia y un conversor analógico-digital para cada antena MIMO, lo 
que se traduce en un coste mayor de implementación que los sistemas que no utilizan MIMO. 
Los canales operando en 40 MHz (llamado ‘Channel Bonding’) es otra de las nuevas 
incorporaciones que presenta el 802.11n, que duplica el ancho de canal de 20 MHz que 
presentaban versiones anteriores para trasmitir datos. Este hecho permite duplicar la velocidad 
de los datos sobre un único canal de 20 MHz. Puede funcionar en la banda de 5 GHz o en la de 
2.4 GHz. Para operar en esta última, debemos cerciorarnos de que no interferiremos con otros 
dispositivos que utilizan 802.11 o sistemas que no utilizan la tecnología 802.11 pero que 
funcionan en el mismo rango de frecuencias, como es el caso de Bluetooth. 
La fusión de la arquitectura MIMO con canales de ancho de banda mayores ofrece una tasa de 
transferencia física muy superior a la de los estándares 802.11a (5 GHz) y 802.11g (2.4 GHz). 
 
Ilustración 11: Tabla de velocidades en IEEE 802.11n 
 
 MCS Index: Modulation and Coding Scheme (MCS) es un índice que representa una 
modulación y una tasa de codificación correspondiente. 
 L-GI: Intervalo de guarda inferior, que equivale a 800 ns. 
 S-GI: Intervalo de guarda superior, que equivale a 400 ns. 
En el apartado de ‘Anexos’, Configuración de las placas Mikrotik, veremos cómo jugamos con 
estos parámetros para obtener tasas de transferencia mayores, variando su índice MCS básico y 
soportado, así como los intervalos de guarda. 
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2.2.1.2. Codificación de datos 
 
El transmisor y el receptor utilizan técnicas de pre-codificación y post-codificación, 
respectivamente, para alcanzar la capacidad de un enlace MIMO. La pre-codificación incluye 
‘Spatial Beamforming’ (codificación espacial de formación de haz) y codificación espacial. 
Spatial Beamforming mejora la calidad de la señal recibida en la etapa de decodificación. La 
codificación espacial puede aumentar el caudal o ‘throughput’ de los datos a través de un 
demultiplexado espacial e incrementa el rango utilizando diversidad espacial en técnicas como 
la codificación de Alamouti
13
. 
 
2.2.1.3. Velocidad de transferencia 
 
Es posible conseguir velocidades de hasta 600 Mbits/s  sólo con un máximo de cuatro 
secuencias o flujos espaciales utilizando canales de 40 MHz de ancho de banda. En la 
Ilustración 11 podemos observar y analizar las distintas variables que permiten una tasa de 
transferencia máxima para este estándar. Como vemos, con dos flujos independientes, 40 MHz 
de ancho de banda y un intervalo de guarda de 400 ns, podemos llegar a 300 Mbits/s. 
 
2.3. WIFI Alliance 
 
Organización creada por líderes proveedores de software y equipos inalámbricos con la misión 
de certificar los productos basados en el estándar IEEE 802.11 para lograr interoperabilidad y 
promover el término WIFI como un marca global para cualquier producto basado en el 802.11. 
Antiguamente, el grupo era conocido como ‘Wireless Ethernet Compatibility Alliance’ 
(WECA), pero cambió su nombre en Octubre de 2002. 
Todos los productos basados en el 802.11 son llamados WIFI, pero sólo los productos que han 
sido aprobados por la WIFI Alliance tienen permitido llevar la marca registrada ‘WIFI 
Certified’. 
 
Ilustración 12: WIFI Alliance 
                                                 
13
 Codificación de Alamouti: Alamouti fue el primero en demostrar un método de codificación de datos 
en el que se permitía todo tipo de diversidad utilizando con una transformación lineal en el receptor. 
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2.4. Aplicación del 802.11 para enlaces de larga 
distancia 
 
El estándar 802.11 fue diseñado para dar cobertura a redes inalámbricas, lo que significa que el 
área de actuación que cubren estas redes suele ser del orden de cientos de metros. Sin embargo, 
para el caso particular de redes de comunicaciones en zonas rurales, esta cobertura es 
insuficiente, ya que los puestos de salud que se desean conectar suelen estar separados por 
varios kilómetros de distancia.  
Afortunadamente, algunas aplicaciones puntuales y los productos de algunos fabricantes han 
demostrado su posible utilidad para distancias superiores. Uno de estos fabricantes, 
concretamente utilizado en el presente proyecto, sería la empresa ‘Mikrotik’. Mikrotik es una 
empresa establecida en Letonia que, inicialmente, empezó a experimentar con enlaces punto a 
multipunto de hasta 12 Km de distancia entre estaciones, y punto a punto de hasta 40 Km. Su 
objetivo era brindar recursos para el acceso a redes de datos, hecho que no podían ofrecer las 
redes de telefonía, sobre todo en países menos desarrollados. 
Éste y otros ejemplos, los cuáles no mencionaremos por estar fuera del alcance de esta tesis, 
coinciden en lograr enlaces con material estándar WIFI complementado con amplificadores 
bidireccionales y antenas externas directivas. 
El hecho de implementar enlaces para conectar puntos tan distantes entre sí hace que surjan 
problemas en varios niveles. Para tratar de ilustrar cómo se adapta el estándar 802.11 bajo estas 
premisas relacionaremos los niveles físico y MAC con las especificaciones de WIFI. 
2.4.1. Límites en la capa física 
 
Debemos, primero, conocer cómo afecta la larga distancia al funcionamiento del estándar 
802.11 en relación a la capa física. Para ello, debemos tener en cuenta aspectos basados en 
radiofrecuencia y propagación de ondas en el espacio. 
A continuación, evaluaremos las limitaciones más importantes que nos impone el estándar para 
saber qué posibles modificaciones debemos efectuar para poder desarrollar nuestro marco bajo 
nuestras condiciones de diseño. 
1. Potencia: El problema más obvio que se nos plantea es la potencia que reciben las 
distintas estaciones de nuestra red o, más concretamente, cómo se transporta la señal hasta 
puntos alejados a kilómetros de distancia. La distancia entre un punto y otro es tan elevada 
que la señal se atenúa, por lo que se debe hacer algo para que el nivel de recepción sea 
suficiente, es decir, igual o mayor a la sensibilidad del receptor. 
El nivel de potencia recibida se calcula según la ‘Ecuación de Balance’ siguiente: 
 
𝑷𝑹𝒙 = 𝑷𝑻𝒙 + 𝑮𝑹𝒙 + 𝑮𝑻𝒙 − 𝑳𝒄𝑹𝒙 − 𝑳𝒄𝑻𝒙 − 𝑳𝒑 
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Donde: 
   = Potencia recibida 
   = Potencia transmitida 
   = Ganancia del receptor 
   = Ganancia del transmisor 
    = Pérdidas de cableado del receptor 
    = Pérdidas de cableado del transmisor 
  = Pérdidas de propagación 
 
Uno de los parámetros que más nos interesa calcular son las pérdidas de propagación. Para 
ellos existen varios modelos dependiendo de factores como la orografía, el tipo de entorno: 
urbano o rural, la distancia, etc. 
En el caso general de propagación en espacio libre, la expresión que determina las pérdidas 
de propagación la podemos encontrar según la Fórmula de Friis, que es la siguiente: 
 
 
Si nos encontramos en la banda de frecuencias ISM
14
 5.8 GHz, podemos particularizar la 
expresión anterior de la siguiente manera: 
 
 
Una condición indispensable para la utilización de esta expresión es la existencia de Línea 
de Vista (Line of Sight – LoS), que significa no sólo la posibilidad de visión mutua entre 
dos emplazamientos, sino también que la primera zona de Fresnel esté despejada en un 60 
por ciento o superior. Adicionalmente, supone que no existe efecto multicamino, hecho que 
en nuestro caso no podremos asegurar, debido sobre todo a la presencia de otras torres 
cercanas, otras antenas o tejados de calamina. 
Estas expresiones, sin embargo, dan resultados aproximados que dependen en cierta medida 
de las condiciones climáticas y geográficas de la zona, haciendo que la precisión no sea 
siempre la óptima. 
Para mejorar estas predicciones, existen otros modelos más precisos enfocados a situaciones 
particulares, como puede ser nuestro caso. Dentro de estos modelos, destacamos el ‘Modelo 
Longley-Rice’, que es el utilizado en nuestro estudio. 
 
Modelo Longley-Rice 
 
El modelo de Longley-Rice o Irregular Terrain Model (ITS), es un modelo de radio de 
propagación de propósito general cuyo rango de operación en frecuencia está comprendido 
                                                 
14
 Bandas ISM: Son bandas de frecuencias reservadas internacionalmente para uso no comercial de 
radiofrecuencia (RF) electromagnética para propósitos industriales, científicos y/o médicos, de ahí sus 
siglas: Industrial, Scientific and Medical.  
𝑳𝒑 𝒅𝑩 = 𝟏𝟎𝟕,𝟕𝟐+ 𝟐𝟎 · 𝒍𝒐𝒈𝟏𝟎 𝒅  𝑲𝒎  
𝑳𝒑 𝒅𝑩 = 𝟗𝟐,𝟒𝟓+ 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝒇   𝑮𝑯𝒛 + 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝒅  𝑲𝒎  
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entre los 20 MHz y los 20 GHz y puede ser aplicado en una amplia variedad problemas de 
ingeniería. El modelo se basa en la teoría electromagnética y en análisis estadísticos de las 
características de terreno y mediciones de radio. Entrega, como resultado, el valor medio de 
la atenuación de la señal de radio como una función de la distancia y la variabilidad de la 
señal en el tiempo y espacio, permitiendo estimar las características de recepción de la señal 
necesarias en un radioenlace determinado sobre terreno irregular. 
El modelo original fue desarrollado a finales de los años 60 como resultado de la necesidad 
de mejorar los sistemas móviles de radio y transmisión de televisión. Fue escrito en forma de 
algoritmo para facilitar la programación de software de procesamiento de datos.  
El modelo en sí permite operar en dos modalidades de trabajo: el modo de predicción de área 
y el modo punto a punto. El modo punto a punto es capaz de predecir estadísticamente las 
pérdidas de propagación sobre un trayecto de propagación determinista a partir de los datos 
característicos de radio y del entorno. El modo de predicción de área opera de manera 
similar, sin embargo, no trabaja sobre un trayecto de propagación determinista, sino que 
genera una proyección del área de cobertura de un terminal dado en función de las 
características de cada terminal y las irregularidades del terreno. 
Las variables de entrada del modelo de Longley-Rice se indican en la Ilustración 13. En 
ella, se establecen los valores permitidos o los límites para los cuáles el modelo ha sido 
diseñado. 
 
Ilustración 13: Variables de entrada del modelo Longley-Rice 
Por todo esto, el modelo Longley-Rice es el elegido para trabajar. Un factor de decisión 
importante es la existencia de un software de cálculo y diseño de radioenlaces llamado 
‘Radio Mobile’, que facilita la simulación y la estructura de la red. Este software utiliza el 
modelo de Longley-Rice en sus operaciones. 
2. Espectro Radioeléctrico: El estándar 802.11n trabaja tanto en el rango de 2.4 GHz 
como en el de 5 GHz. En ambas bandas no se necesitan licencias para poder operar, como 
hemos explicado anteriormente, hecho que tiene sus ventajas pero también sus 
inconvenientes, como es la presencia inevitable de ruido e interferencias. 
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En nuestro caso, al trabajar en entornos rurales, la presencia de interferencias es mucho 
menor que en ambientes urbanos, donde la multitud de cableado eléctrico o la existencia de 
otras antenas pueden hacer que el canal no sea del todo limpio. De todas maneras, siempre 
pueden existir interferencias que empeoran nuestra recepción, en especial cuando nos 
acercamos a poblaciones más grandes, como puede ser la ciudad de Yurimaguas en nuestro 
caso, o cuando utilizamos la banda de 5.8 GHz, como en el presente proyecto, tan sensible a 
las condiciones atmosféricas. 
3. Fenómenos meteorológicos: Como hemos apuntado anteriormente, la banda de 5.8 
GHz, utilizada en el proyecto, se encuentra mucho menos saturada que la banda de 2.4 GHz 
pero es muy susceptible a trayectos múltiples y los fenómenos meteorológicos afectan la 
calidad del enlace. El área de la Amazonía peruana se caracteriza por sus fuertes lluvias. 
Puede llover con violencia durante horas o, incluso, días. En nuestro caso, observamos que 
estas precipitaciones afectaban a los enlaces, los hacían más vulnerables y propensos a la 
variabilidad, es decir, los hacía muy inestables.  
La recomendación de la UIT-R 838 afirma que a frecuencias inferiores a los 6 GHz, las 
lluvias no afectan considerablemente en las pérdidas de un enlace, pero sí lo hacen a 
frecuencias mayores. En nuestro caso, como hemos explicado antes, sí que notamos una 
gran inestabilidad, pese a no operar en una banda superior a 6 GHz. Esto podría ser también 
objeto de estudio. 
4. Interferencia Inter Simbólica (ISI): Al transmitir señales entre dos puntos 
distanciados por kilómetros, si existe presencia de propagación multicamino, ésta puede ser 
muy perjudicial para una recepción óptima. 
 
5. Equipos, materiales y cableado: Eventualmente, las antenas o el cableado pueden 
no tener el comportamiento esperado. De hecho, como pudimos comprobar a lo largo de la 
instalación, la deficiente alineación de las antenas, el mal funcionamiento de los cables 
coaxiales o una vulcanización parcial de las conexiones son los principales causantes de 
error en el desarrollo del sistema. De la misma manera, las antenas se desalinean, los 
conectores se sueltan, los cables atenúan más de lo debido, etc. Es una realidad y pasa muy 
a menudo, por tanto hay que ser conscientes de ello y tenerlo en cuenta. 
 
2.4.2. Límites en la capa MAC 
 
Los estándares de la familia IEEE 802.11 no poseen restricciones a la hora de hablar de 
distancia, pero es obvio que la capa MAC tiene multitud de tiempos constantes definidos en los 
que la distancia entre nodos afecta de manera significativa.  
Las limitaciones más importantes que encontramos las podemos agrupar en: 
 El temporizador de espera de los ACKs (ACKTimeout) 
 El tiempo relacionado con el tamaño de la ranura (aSlotTime) 
 El cálculo del NAV para la detección de portador virtual 
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2.4.2.1. ACKTimeout 
 
El ACKTimeout o ACK Window se define como el tiempo que una estación espera la 
confirmación (ACK) de un paquete que ha mandado antes de darlo por perdido y volverlo a 
enviar. Como es evidente, si el tiempo que tarda el paquete en ir y la respuesta (ACK) en volver 
( ·      ) es mayor que el ACKTimeout, el rendimiento de la red se deteriorará severamente. 
Así pues, el valor máximo de este temporizador condiciona de forma decisiva la distancia 
máxima de enlace que podremos establecer. 
En la Ilustración 14 podemos observar qué pasa cuando el ACKTimeout es insuficiente en la 
transmisión de una trama: 
 
Ilustración 14: Transmisión de una trama cuando el ACKTimeout es insuficiente 
 
No obstante, el estándar no proporciona un valor claro a este parámetro y los equipos WIFI del 
mercado varían mucho en su implementación del ACKTimeout. Algunos sistemas tiene un 
valor por defecto de, aproximadamente, DIFS+SIFS pero que se puede modificar, y otros tienen 
valores no modificables pero más grandes.  
Cuando una estación intenta transmitir un paquete a otra que está demasiado distante como para 
recibir de ella el ACK antes de agotar el ACKTimeout, transcurrido este tiempo, como hemos 
apuntado anteriormente, se interpretará que la transmisión no se completó y el paquete se 
retransmitirá. Lo mismo sucede en cada retransmisión, cada paquete se retransmitirá el máximo 
número de retransmisiones antes de descartarse y dejar paso al siguiente. La capa WIFI de la 
estación transmisora “creerá” que no logró enviar el paquete, pero, de hecho, lo más probable es 
que hayan llegado correctamente varias copias del mismo, de las que la primera se pasará a la 
capa superior en el receptor. 
El resultado es que el enlace funciona pero con un rendimiento pésimo ya que todo se 
retransmite varias veces, por defecto 7. Es por ello que la posibilidad de modificar el valor del 
ACKTimeout resulta indispensable para enlaces de larga distancia como los nuestros. 
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2.4.2.2. aSlotTime 
 
El aSlotTime o Tiempo de ranura tiene un valor por defecto de      , y cuando trabajamos 
con distancias cortas se supone que este valor es superior al tiempo de propagación de las 
tramas. Sin embargo, en largas distancias puede no ser así. Cada 6 Km, el tiempo de 
propagación aumenta en un valor igual a aSlotTime. Si imaginamos el efecto que puede tener 
esto en enlaces de 30 Km de distancia, podemos concretar que no es despreciable, ya que las 
estaciones podrían recibir muy tarde la notificación de que otra está trasmitiendo y producirse, 
así, colisiones. 
El valor del tiempo de ranura, de SIFS y de DIFS, impone restricciones al funcionamiento de la 
capa MAC de WIFI. El estándar prevé que las estaciones que transmiten son oídas por las 
demás dentro del mismo slot en que se ha producido la transmisión, lo cual impone un límite de 
unos 3 Km. Más allá de esa distancia, las prestaciones de los enlaces empeoran, como hemos 
dicho, con la distancia, aunque aún resultan utilizables si el número de nodos activos es 
suficientemente bajo. 
 
2.4.2.3. Network Allocation Vector (NAV) 
 
El Network Allocation Vector (NAV) es un mecanismo de detección de portadora virtual que 
utilizan ciertos protocolos de redes inalámbricas, tales como IEEE 802.11 o IEEE 802.16. Las 
cabeceras de la capa MAC contienen un campo de duración que especifica el tiempo de 
transmisión necesario para el envío de la trama, tiempo en el cual el medio estará ocupado. Las 
estaciones que permanecen a la escucha del medio, leen este campo de duración y establecen su 
NAV, que un indicador que les sirve para saber que durante ese tiempo no pueden trasmitir 
porque otra estación ya lo está haciendo. 
Como vimos anteriormente, en IEEE 802.11 se emplea el mecanismo RTS/CTS para evitar 
colisiones entre nodos ocultos. No obstante, ese mecanismo funciona si el cómputo del NAV se 
corresponde con el tiempo que verdaderamente el canal va a permanecer ocupado. Debido a que 
el NAV no se calcula teniendo en cuenta el tiempo de propagación, a medida que la distancia 
aumenta, su efectividad empeora. En enlaces punto a multipunto con distancias del orden de 
kilómetros, el RTS/CTS es prácticamente inservible y no hay un mecanismo alternativo. 
 
2.4.3. Conclusiones 
 
Después de analizar todos estos parámetros y las limitaciones que impone el estándar, podemos 
decir que WIFI puede ser utilizado, aunque con cierta pérdida de prestaciones, para enlaces 
punto a punto de larga distancia si los equipos terminales permiten configurar el ACKTimeout. 
En cambio, para enlaces punto a multipunto el funcionamiento es notablemente peor a menos 
que la carga ofrecida y el número de nodo sean muy reducidos. 
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En nuestro caso, tratándose de enlaces punto a punto y aunque el estándar no ha sido diseñado 
para trabajar en largas distancias, podemos asegurar que puede hacerlo de manera satisfactoria 
teniendo en cuenta los puntos enumerados referentes a la capa física y a la capa MAC. Después 
de la fase de pruebas y monitoreo de la red implementada, podemos asegurar que la transmisión 
es posible con muy buenos resultados, como veremos en el apartado de ‘Calidad de la Red’. 
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Capítulo III 
Diseño de Red 
 
3.1. Introducción 
 
La Red de Telemedicina implementada en la zona de Balsapuerto, inicialmente, pretendía ser 
sólo una prueba piloto que conectaba dos comunidades, San Gabriel de Varadero y Balsapuerto. 
Gracias a la Municipalidad del distrito se pudieron unir dos puntos o nodos más, estableciendo 
así una red local que unía tres comunidades aisladas, San Juan del Armanayacu, San Gabriel de 
Varadero y Balsapuerto, con una ciudad capital de distrito, Yurimaguas. A su vez, de esta 
manera se permitía conectar a puestos y centros de salud con un hospital de apoyo, dotado de 
médicos y especialistas que podían resolver dudas o, incluso, realizar diagnósticos a distancia a 
través de uno de los servicios incluidos en nuestro diseño, un sistema de videoconferencia. 
Esta red está implementada a través de enlaces inalámbricos utilizando la tecnología IEEE 
802.11n, modificada para largas distancias. En ella se conectan tanto los puestos, centros de 
salud y hospital de las ubicaciones mencionadas anteriormente, como las dos sedes que posee la 
Municipalidad de Balsapuerto, una en el mismo Balsapuerto y otra en Yurimaguas, y la Red de 
Salud. 
Los servicios que ofrece la red de Telemedicina incluyen la transmisión de audio, a través de 
llamadas telefónicas, vídeo, por sesiones de videoconferencia y emisión de vídeos de 
capacitación, y datos, por medio de un sistema de carpetas compartidas controlado por un 
servidor central. Adicionalmente, gracias al aporte económico de la Red de Salud, se ha podido 
dotar de Internet a la red. 
En la página siguiente se expone el diagrama de la Red de Telemedicina Balsapuerto 2011 GTR 
– IEEE, especificando el nombre de sus enlaces, el direccionamiento IP, las características de 
las antenas y los equipos instalados en cada uno de los nodos, entre otras características. 
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Red de Telemedicina Balsapuerto 2011 GTR - IEEE 
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3.2. Estudio de campo inicial 
 
El proyecto de la Red de Telemedicina para el distrito de Balsapuerto, provincia de Alto 
Amazonas, departamento de Loreto, es una iniciativa del Grupo de Telecomunicaciones Rurales 
de la Pontificia Universidad Católica del Perú (GTR‐PUCP) y de la Fundación Humanitarian 
Technology Challenge de la IEEE. Se cuenta con el compromiso de colaboración tanto de la 
Red de Salud de Alto Amazonas, principal beneficiario del proyecto, como de la Dirección 
Regional de Salud de Loreto (DIRESA Loreto) y del Gobierno Regional de Loreto (GOREL). 
 
 
 
Ilustración 15: Distrito de Balsapuerto 
 
De acuerdo al Instituto Nacional de Estadística e Informática (INEI), Balsapuerto es uno de los 
distritos más pobres y menos desarrollados de Perú, con una población mayoritaria de indígenas 
de la etnia Chayahuita. 
En el distrito hay 13 establecimientos de Salud (C.S. Balsapuerto, P.S. Centro América, P.S. 
Fray Martin, P.S. Nueva Vida, P.S. Nuevo Arica, P.S. Panam, P.S. Progreso, P.S. Pucallpillo, 
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P.S. San Gabriel de Varadero, P.S. San Juan, P.S. Soledad, P.S. Vista Alegre y P.S. Nueva 
Esperanza), de los cuáles 5 son relativamente nuevos. 
Unos meses antes del inicio de la instalación, el Grupo de Telecomunicaciones Rurales (GTR-
PUCP) realizó un estudio de campo para valorar y delimitar la zona de operaciones. Este estudio 
comprendió la visita de todos los establecimientos de salud ubicados a orillas de los ríos 
Paranapura, Armanayacu y Cachiyacu. Se obtuvieron datos georeferenciales de las posibles 
ubicaciones de las torres ventadas a implementar, información relevante para el diseño final de 
la red. 
Los establecimientos de salud visitados fueron: 
 
 
1.- Hospital Santa Gema 
2.- P.S. Munichis   Micro Red Yurimaguas 
3.- P.S. Santa Lucía   Micro Red Yurimaguas 
4.- P.S. Varaderillo   Micro Red Yurimaguas 
5.- P.S. San Juan   Micro Red Balsapuerto 
6.- P.S. Nueva Arica   Micro Red Balsapuerto 
7.- P.S. Centro América  Micro Red Balsapuerto 
8.- P.S. Fray Martín   Micro Red Balsapuerto 
9.- P.S. Varadero   Micro Red Balsapuerto 
10.- P.S. Nueva Esperanza  Micro Red Balsapuerto 
11.- C.S. Balsapuerto   Micro Red Balsapuerto 
 
Adicionalmente, se obtuvo información procedente de la base de datos del GTR-PUCP de los 
siguientes establecimientos de salud: 
 
 
1.- P.S. Panam    Micro Red Balsapuerto 
2.- P.S. Progreso   Micro Red Balsapuerto 
3.- P.S. Vista Alegre   Micro Red Balsapuerto 
4.- P.S. Nueva Vida   Micro Red Balsapuerto 
5.- P.S. Pucalpillo   Micro Red Balsapuerto 
6.- P.S. Soledad   Micro Red Balsapuerto 
 
Para la elaboración del diseño de la red WIFI se ha empleado el software de diseño de 
radioenlaces ‘RadioMobile’, así como la herramienta de Internet ‘Google Earth’ y el software 
propietario ‘MapSource’ de la empresa GARMIN. Los criterios de diseño empleados en la 
simulación software de los radioenlaces WIFI en zonas de selva, son fruto de la experiencia 
obtenida por el grupo GTR-PUCP durante los últimos diez años de investigación. 
 
Diseño de Red 
34 
 
 
 
Ilustración 16: Estudio de campo realizado en la zona de Balsapuerto 
 
 
En la Tabla 1 se muestran los datos georeferenciales de los establecimientos de salud escogidos 
para instalar el sistema de transmisión de audio, vídeo y datos: 
 
Ítem Establecimiento Latitud (S) Longitud (O) 
Altura (msnm) 
Mapa SRTM GPS Diferencia 
01 Balsapuerto 05°42’48.1” 76°24’38.3” 207.55 219.00 -11.45 
02 Varadero 05°50’04.8” 76°33’33.7” 163.89 176.00 -12.11 
03 Centro América 05°47’21.3” 76°21’57.0” 155.20 163.00 -7.80 
04 Varaderillo 05°52’03.7” 76°18’41.7” 148.74 149.00 -0.26 
05 Munichis 05°53’31.9” 76°13’43.6” 146.11 155.00 -8.89 
06 Santa Gema 05°53’38.5” 76°06’24.5” 145.07 162.0 -16.93 
07 Nueva Arica 05°54’43.00” 76°25’41.2” 166.66 171.00 -4.34 
08 Nueva Esperanza 05°45’00.1” 76°28’48.5” 172.01 183.00 -10.99 
09 Fray Martín 05°46’26.0” 76°23’20.0” 169.89 179.00 -9.11 
10 Red Alto Amazonas 05°53’47.1” 76°06’50.9” 144.70 170.00 -25.30 
11 Santa Lucía 05°53’26.4” 76°16’45.6” 152.04 158.00 -5.96 
12 San Juan 05°52’51.9” 76°21’34.8” 171.38 0.00 171.38 
13 Panam 05°38’40.2” 76°32’12.3” 180.41 0.00 180.41 
14 Progreso 05°39’01.4” 76°32’54.5” 176.76 0.00 176.76 
15 Nueva Vida 05°34’29.2” 76°40’20.4” 188.83 0.00 188.83 
16 Vista Alegre 05°40’58.9” 76°36’53.9” 184.34 0.00 184.34 
17 Soledad 05°40’21.3” 76°35’36.4” 183.96 0.00 183.96 
18 Pucalpillo 05°36’23.4” 76°37’18.8” 183.94 0.00 183.94 
 
Tabla 1: Datos georefenciales de todos los nodos de la red 
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Ilustración 17: Diseño de la Red WIFI del proyecto de Telemedicina de Balsapuerto 
 
3.2.1. Resultados del estudio 
 
Concluida la etapa de simulación de los radioenlaces WIFI, se llegó a la conclusión de que la 
implementación total de la red de Balsapuerto se desarrollaría por etapas. 
 
La etapa inicial corresponde a la implementación de la red troncal, la cual interconectará a dos 
establecimientos de la municipalidad de Balsapuerto y a cuatro establecimientos de salud 
(Hospital de Apoyo Santa Gema de Yurimaguas, P.S. San Juan del Armanayacu, P.S. San 
Gabriel de Varadero y C.S. Balsapuerto).  
 
Tras la finalización de esta etapa inicial, estarán interconectados dos puestos de salud, un centro 
de salud y el hospital Santa Gema de Yurimaguas. También, debido a su colaboración y 
estrecha vinculación, se conectarán la Red de Salud de Yurimaguas y dos sedes pertenecientes a 
la Municipalidad de Balsapuerto, una en Yurimaguas y otra en el mismo Balsapuerto. 
 
En las siguientes etapas se procederá a la ampliación de la red troncal y de las redes de 
distribución. De esta manera, se permitirá la conexión con los demás nodos  correspondientes a 
los establecimientos de salud antes mencionados. 
 
El proyecto contempla la instalación de sistemas de transmisión de audio, vídeo y datos, como 
detallaremos más detenidamente en apartados posteriores. 
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3.3. Descripción de la red de Telecomunicaciones 
 
Como hemos explicado en la introducción, en el presente proyecto se ha desplegado una red de 
telecomunicaciones para la transmisión de audio, vídeo y datos con el objetivo de que las 
dependencias de las municipalidades del distrito y establecimientos de salud puedan conectarse 
entre sí a través de una red local. Además, y gracias al aporte económico de la Red de Salud, se 
ha dotado también a la red de Telemedicina de acceso a Internet. 
 
Las localidades de intervención son: Yurimaguas, San Juan del Armanayacu, San Gabriel 
de Varadero y Balsapuerto. 
 
La red de telecomunicación del proyecto GTR - IEEE está constituida por enlaces inalámbricos 
empleando tecnología WIFI estándar IEEE802.11n, organizada mediante redes troncales y redes 
locales tal como se observa en la Ilustración 18. 
 
 
 
Ilustración 18: Esquema de la red de Telemedicina de Balsapuerto 2011 
 
Como hemos mencionado anteriormente, los enlaces que conforman la red troncal permiten la 
interconexión de las localidades de Balsapuerto, San Gabriel de Varadero, San Juan del 
Armanayacu y Yurimaguas. Estos enlaces son de larga distancia, con un máximo de 28 Km y 
un mínimo de 19,47 Km.  
 
Las redes locales están compuestas por enlaces punto multipunto entre un repetidor local y sus 
clientes. El repetidor local recibe la señal de la red troncal y la distribuye a sus clientes, creando, 
de esta manera, enlaces de distribución. 
Diseño de Red 
37 
 
En la Tabla 2 se muestra las coordenadas geográficas y las alturas de los puntos que 
comprenden las redes troncales y los repetidores locales. 
 
ÍTEM UBICACIÓN Latitud (S) Longitud (O) 
Altura (msnm) 
Mapa SRTM GPS Diferencia 
1 ENLACES TRONCALES      
1.1 Balsapuerto  05°42’48.1” 76°24’38.3” 207.55 219.00 -11.45 
1.2 San Gabriel de Varadero 05°50’04.8” 76°33’33.7” 163.89 176.00 -12.11 
1.3 Santa Gema  05°53’38.5” 76°06’24.5” 145.07 162.0 -16.93 
1.4 San Juan del Armanayacu 05°52’51.9” 76°21’34.8” 171.38 0.00 171.38 
 
Tabla 2: Tabla de coordenadas de los nodos implementados 
 
3.3.1. Funcionamiento  
 
En este apartado se describen los dos tipos de redes utilizadas: la red troncal y la red de 
distribución. La red troncal está formada por enlaces de larga distancia que unen los cuatro 
nodos principales, los cuatro repetidores troncales. La red de distribución la forman aquéllos 
puntos finales o clientes por los que, a través de repetidores locales, se distribuye la señal que 
llega por los enlaces troncales. Estos enlaces de distribución son de corta distancia. 
 
3.3.1.1. Red Troncal 
 
La red troncal está constituida por enlaces inalámbricos punto a punto en la banda de 5.8 GHz. 
Los repetidores troncales están ubicados en el Hospital Santa Gema en Yurimaguas, en San 
Juan del Armanayacu, en San Gabriel de Varadero y en Balsapuerto.  
El punto de acceso a Internet se encuentra en uno de los clientes del Hospital Santa Gema, más 
concretamente en la Red de Salud. El nexo entre los repetidores troncales y los clientes de las 
localidades son los repetidores locales. 
A continuación, se describen los sistemas de telecomunicación, infraestructura, energía y 
protección eléctrica que posee la red troncal. 
1. Sistemas de Telecomunicación  
En la Tabla 3 se muestran los equipos que conforman el sistema de telecomunicación en cada 
repetidor troncal. Los elementos principales son: 
 Router Mikrotik modelo RB 433AH 
 Tarjetas inalámbricas modelo R52Hn 
 Antenas de alta ganancia 
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Descripción de equipos del Sistema de Telecomunicación 
Torre ventada de 60m de altura 
Antena Grilla 5.8 Ghz 27 dBi (HG5827G) – Hyperlink 
Antena de Doble Polaridad 5.8 Ghz 29 dBi (HG5158DP-29D) – Hyperlink 
Antena Omnidireccional o Antena de panel 
Cable coaxial N macho – N macho – x metros 
Caja o Tablero metálico  + plancha para equipos en torre CRN 600 x 400 x 200 
Caja metálica  + plancha para equipos en caseta CRN 800 x 600 x 200 
Caja metálica para batería en torre 600 x 400 x 250 
Protector de línea 5.8 Ghz (1/4 onda) (N Macho –hembra) 
Case para placa Mikrotik – Alix 
Placa Mikrotik RB 433AH 
Tarjeta Inalámbrica Mikrotik R52Hn 
Pigtail MMCX – N Hembra 
Alimentación 12v – batería - borneras 
 
Tabla 3: Equipos del Sistema de Telecomunicación 
 
2. Sistemas de Infraestructura  
La infraestructura de un repetidor troncal está constituida básicamente por una torre ventada y 
una caja metálica para albergar equipos. En la red de Telemedicina GTR – IEEE de Balsapuerto 
se construyeron sólo dos torres ventadas en San Gabriel de Varadero y en San Juan del 
Armanayacu. Tanto en Yurimaguas como en Balsapuerto, se utilizaron torres que ya habían sido 
levantadas en el pasado para la realización de otros proyectos. 
Para tener una idea clara del equipamiento de telecomunicación que se instala en la 
infraestructura de cada repetidor troncal, se muestran, a continuación, unos esquemas de 
conexión correspondientes a los cuatro nodos implementados. 
 
 
Ilustración 19: Esquema de conexiones en Balsapuerto 
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En Balsapuerto tenemos un enlace trocal con tecnología SISO 1x1 que enlaza con S.G. de 
Varadero. La comunicación de este enlace se realiza a través de una antena ‘grilla’ de 27 dBi.  
Para los enlaces de distribución, los que unen la red troncal con los clientes, se utiliza una 
antena omnidireccional, ya que en este caso no sólo está conectado el centro de salud, sino 
también una de las sedes de la Municipalidad del distrito. 
 
Ilustración 20: Esquema de conexiones en S.G. de Varadero 
S.G. de Varadero se enlaza con Balsapuerto con un enlace SISO 1x1, como hemos explicado 
antes, utilizando una antena ‘grilla’ de 27 dBi. A su vez, se enlaza con San Juan del 
Armanayacu a través de un enlace MIMO 2x2, utilizando una antena con plato de doble 
polaridad de 29 dBi. 
Para el enlace de distribución, se utilizó una antena de panel porque, de momento, el puesto de 
salud es el único cliente que existe. En el futuro, se pretende conectar también el colegio de la 
comunidad y se decidirá si colocar una antena de panel más dirigida hacia el colegio o cambiar 
las antenas de panel por una omnidireccional que pueda distribuir la señal a todos los clientes. 
 
Ilustración 21: Esquema de conexiones en San Juan 
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San Juan del Armanayacu se enlaza tanto con S.G. de Varadero como con el Hospital de Santa 
Gema en Yurimaguas a través de enlaces con tecnología MIMO 2x2. Para ello, como se muestra 
en el gráfico, se utilizan dos antenas con plato de doble polaridad de 29 dBi. 
El enlace de distribución, como en el caso de S.G. de Varadero, se realiza a través de una antena 
de panel ya que el puesto de salud es su único cliente. 
 
Ilustración 22: Esquema de conexiones en Yurimaguas 
 
Finalmente, el Hospital Santa Gema en Yurimaguas se enlaza con San Juan del Armanayacu a 
través de un enlace MIMO 2x2 con una antena con plato de doble polaridad de 29 dBi. 
Para la red de distribución, como en el caso de Balsapuerto, se decidió utilizar una antena 
omnidireccional ya que había varios clientes, más concretamente: la Red de Salud y una de las 
sedes de la Municipalidad del distrito. 
Debido a la cercanía de la torre ventada al Hospital Santa Gema, se decidió establecer la 
comunicación entre ellos de forma cableada, con un cable de red para exteriores. 
3. Sistemas de Energía 
En los repetidores troncales se empleó la energía suministrada por un sistema fotovoltaico. Este 
sistema está dimensionado para alimentar las placas Mikrotik RB 433AH las 24 horas del día 
con una autonomía de 3 días. En la siguiente Tabla 4 podemos ver sus componentes: 
 
 
Tabla 4: Equipos del Sistema de Energía 
Descripción de equipos del Sistema de Energía 
Panel solar de 85 Wp – Marca SOLAR WORLD 
Batería de 12 VDC – 100 A/h – Marca RITAR 
Regulador fotovoltaico – Marca STECA y Modelo 20 A 
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4. Sistemas de Protección Eléctrica 
El sistema de protección eléctrica consta de un sistema pararrayos instalado en la torre ventada 
que incluye los siguientes componentes: 
 Tetrapunta con base aislada 
 Cable de cobre desde la cima de la torre hasta el fleje del pozo a tierra horizontal 
 Brazos aisladores para la bajada del cable de cobre 
Al sistema pararrayos se añade también un pozo a tierra con fleje de 20 metros de longitud y 
una barra de cobre, ubicada en la caseta, para las conexiones de puesta a tierra de los equipos. 
 
3.3.1.2. Red de Distribución 
 
La red de distribución está constituida por enlaces inalámbricos punto a multipunto y la forman 
aquellos nodos separados de la red troncal una distancia inferior a los 3-5 Km. La señal que 
llega por los enlaces troncales se distribuye a los clientes finales a través de repetidores locales. 
En nuestro caso, los clientes finales serán los centros o puestos de salud y las entidades 
municipales del distrito. 
En la Tabla 5 podemos ver qué clientes exactamente tiene cada repetidor local: 
ITEM UBICACIÓN TELEFONIA INTERNET TIPO 
1 YURIMAGUAS    
1.1 Hospital Santa Gema     Repetidor local 
1.2 Hospital GTR-IEEE GTR-IEEE Cliente 
1.3 Red de Salud GTR-IEEE GTR-IEEE Cliente 
1.3 Municipalidad de Balsapuerto GTR-IEEE GTR-IEEE Cliente 
2 SAN JUAN    
2.1 San Juan del Armanayacu   Repetidor local 
2.2 Puesto de Salud GTR-IEEE GTR-IEEE Cliente 
3 VARADERO    
3.1 San Gabriel de Varadero   Repetidor local 
3.2 Puesto de Salud GTR-IEEE GTR-IEEE Cliente 
4 BALSAPUERTO    
4.1 Balsapuerto   Repetidor local 
4.2 Centro de Salud GTR-IEEE GTR-IEEE Cliente 
4.3 Municipalidad de Balsapuerto GTR-IEEE GTR-IEEE Cliente 
 
Tabla 5: Clientes asociados a cada estación 
A continuación, como hemos hecho en el caso de la red troncal, se describen los sistemas de 
telecomunicación, infraestructura, energía y protección eléctrica que posee las estaciones 
cliente. 
1. Sistemas de Telecomunicación  
En la Tabla 6 se muestran los elementos que conforman el sistema de telecomunicación  en 
cada estación final o cliente: 
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Descripción de equipos del Sistema de Telecomunicaciones 
Antena Panel 5.8 Ghz 19 dbi (HG5819P) – Hyperlink 
Cable coaxial N macho – N macho – X metros 
Caja o Tablero metálico  + plancha para equipos en torre CRN 600 x 400 x 200 
Caja metálica  + plancha para equipos en caseta CRN 800 x 600 x 200 
Caja metálica para batería en torre 600 x 400 x 250 
Protector de línea 5.8 Ghz (1/4 onda) (N Macho –hembra) 
Case para placa Mikrotik – Alix 
Placa Mikrotik RB 433 
Placa Mikrotik RB 333 
Placa embebida ALIX2D2 para servidor Asterisk – PC Engines 
Tarjeta Inalámbrica Mikrotik R52Hn 
Tarjeta Inalámbrica Mikrotik R5H 
Pigtail MMCX – N Hembra 
Alimentación 12v – baterías - borneras 
Fuente de Alimentación sobre Ethernet (PoE) - Ubiquiti 
ATA Grandstream HT502 + cable de red 
Teléfono Panasonic KX-TS500 
MEMORIA CF de 2 GB 
Computadora + Cámara Web 
 
Tabla 6: Equipos del Sistema de Telecomunicación 
2. Sistema de Infraestructura 
Como podemos observar en la Ilustración 23, en los clientes finales se instalan antenas de 
panel dirigidas hacia la torre ventada para establecer la comunicación a través de enlaces de 
distribución.  
Cada estación final cuenta con su equipo de videoconferencia y su teléfono, los cuáles van 
conectados a una caja metálica que alberga las placas Mikrotik, los reguladores de corriente, 
borneras, etc. 
La energía se obtiene a través de paneles solares ubicados en el tejado que recargan el sistema 
con baterías de 12V. El ordenador o portátil se conecta a través de un inversor. 
 
Ilustración 23: Esquema de conexiones de una estación final o cliente 
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3. Sistemas de energía 
 
La ciudad de Yurimaguas está dotada de red eléctrica convencional, por lo tanto, los clientes allí 
ubicados no necesitan un sistema fotovoltaico para su funcionamiento. 
En el resto de ubicaciones, San Juan del Armanayacu, S.G. de Varadero y Balsapuerto, se hace 
necesaria la utilización de paneles solares para aprovechar la energía solar. Como hemos 
explicado anteriormente, estos sistemas están formados por paneles solares, la cantidad es 
variable en cada caso, baterías y reguladores fotovoltaicos. 
4. Sistemas de Protección Eléctrica 
En el caso de las estaciones finales, todos los nodos cuentan con un pozo a tierra vertical, varilla 
de cobre de 2.4 metros enterrada con gel electrolítico, y una barra de cobre para las conexiones 
de puesta a tierra de los equipos. 
 
3.3.2. Equipos utilizados y especificaciones técnicas 
 
En este apartado se describen los equipos utilizados, sus especificaciones técnicas y para qué 
fueron instalados en el presente proyecto. 
Placa Mikrotik RB 433 
 
 Router empleado en las estaciones finales 
 
- CPU Atheros AR7130 300MHz 
- Memoria de 64/128MB DDR SDRAM 
- 64MB Almacenamiento de datos en tarjeta, chip de memoria NAND 
y microSD 
 - Tres puertos Ethernet 10/100 Mbit/s con Auto-MDI/X 
 - Tres slots MiniPCI Tipo IIIA/IIIB 
 - Consumo de potencia ~3W sin tarjetas, máximo – 25 W POE 
10.28V DC, 16W de salida a tarjetas  
- Sistema Operativo MikroTik RouterOS v3, Licencia nivel 5 
 
Memoria Compact Flash 2G 
 
Memoria Compact Flash empleada como disco duro en los 
sistemas  ‘embedded’ ALIX 
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Placa ALIX 2D2 
 
Sistema ‘embedded’ utilizado en una de las estaciones 
finales como servidor de telefonía 
- CPU 500 MHz AMD Geode LX800 
- DRAM: 256MB DDR SDRAM 
- Socket para almacenamiento: CompactFlash 
- 2 puertos Ethernet 
- 2 slots MiniPCI slots 
- Conector para alimentación DC o POE, min. 7V a max. 20V  
- Puerto serial I/O: DB9, dual USB2.0 
 
 
Placa Mikrotik RB 433AH 
 
Router empleado en los repetidores troncales 
 
- CPU Atheros AR7161 680MHz 
- Memoria de 128MB DDR SDRAM 
- 128MB Almacenamiento de datos en tarjeta, chip de memoria 
NAND y microSD 
 - Tres puertos Ethernet 10/100 Mbit/s con Auto-MDI/X 
 - Tres slots MiniPCI Tipo IIIA/IIIB 
 - Consumo de potencia ~3W sin tarjetas, máximo – 25 W POE 
10..28V DC, 16W de salida a tarjetas  
- Sistema Operativo MikroTik RouterOS v3, Licencia nivel 5 
 
 
Placa Mikrotik RB 333 
Router empleado en los repetidores troncales  
 
 
- CPU MPC8231 333MHz 
- Memoria de 64 DDR SDRAM 
- 64MB Almacenamiento de datos en tarjeta, chip de memoria NAND 
- Tres puertos Ethernet 10/100 Mbit/s con Auto-MDI/X 
- Tres slots MiniPCI Tipo IIIA/IIIB 
- Consumo de potencia ~3W sin tarjetas, máximo – 25 W POE 
10..28V DC, 16W de salida a tarjetas  
- Sistema Operativo MikroTik RouterOS v3, Licencia nivel 5 
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Teléfono Panasonic KX – TS500 
 
Teléfono analógico instalado en cada punto de la red GTR – 
IEEE de Telemedicina  
 
 
 
Tarjeta inalámbrica R52Hn 
Tarjeta inalámbrica utilizada en los routers Mikrotik 
 
- 802.11 a, b, g,n 
- Operan en las bandas 2.4 y 5.8 Ghz. 
- Soporta Mikrotik Nstreme 
- Largas distancias y altas velocidades. 
 
 
 
Antena Grilla 
Antena empleada en los repetidores troncales para enlaces 
con tecnología SISO  
 
- Antena Grilla de alta ganancia 
- Trabaja en la banda de 5.8 GHz 
- Ganancia de la antena de 27 dBi 
 
 
 
Antena omnidireccional 
Antena omnidireccional empleada en los repetidores locales 
para repartir la señal a las estaciones finales  
 
- Trabaja en la banda de 5.8 GHz 
- Ganancia de 12 dBi 
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Antena de panel 
 
Antena de panel empleada en las estaciones finales y en los 
repetidores troncales 
- Trabaja en la banda de 5.8 GHz 
- Ganancia de 19 dBi 
 
Antena de doble polaridad 
 
Antena con plato de doble polaridad utilizada en los enlaces              
troncales que utilizan MIMO 2x2 
- Marca Hiperlink 
- Ganancia de 29 dBi 
- Trabaja en el rango de 5.1 – 5.8 GHz 
 
Protector de línea 
 
Protector de línea cuarto de onda – 5.8GHz – N hembra / N hembra  
- Empleado en los repetidores troncales y locales para proteger los enrutadores 
inalámbricos contra las descargas eléctricas. 
 
Protector de línea 
 
Protector de línea cuarto de onda – 5.8GHz – N Macho / N hembra  
- Empleado en los repetidores troncales y locales para proteger los enrutadores 
inalámbricos contra las descargas eléctricas. 
 
 
Pigtail MMCX – N Hembra 
 
Cable coaxial tipo latiguillo 
- Cable coaxial tipo latiguillo con extremos de conectores MMCX en un lado y 
N hembra en el otro lado. Por lo general miden 25 cm. 
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Cable coaxial HELIAX SUPER FLEX 
 
Empleado en todas las conexiones de las antenas 
- Pérdida de 34 dB en 100 m. 
 
 
ATA Grandstream HT- 502 
 
Adaptador telefónico que se emplea en todos los puntos de 
instalación. 
- 2 puertos FXS para 2 anexos 
- 1 puerto Ethernet. 
 
 
Panel Solar  
 Empleado para proporcionar energía solar al sistema 
  
            - 85 Wp 
            - Marca SOLAR WORLD 
 
  
Controlador Solar  
       
       Empleado para proteger al sistema de una sobrecarga 
   - Marca STECA 
   - Modelo 20 Amperios 
   - Modelo 30 Amperios 
Baterías 
       Empleado para almacenar energía 
 
   - Marca RITAR 
   - 12 VDC – 100 A/h 
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3.4. Diseño de radioenlaces 
 
Para una información detallada de los criterios de diseño de los radioenlaces, así como otros 
aspectos de la red, conviene consultar el documento ‘Diseño de las redes de comunicaciones de 
Perú (Pastaza, Morona y Napo) y Ecuador (Pastaza y Morona)’ [11], realizado por la 
Fundación EHAS, que está citado en la bibliografía. En este documento, se describen los puntos 
generales que hay que tener en cuenta para el diseño de la red, ordenados por temas. Si bien a lo 
largo de este trabajo se van a tratar en su mayoría, para tener una visión más amplia y 
esquemática de todos ellos se recomienda acudir a ese escrito. En esta tesis sólo se van a 
explicar asuntos prácticos del uso del software. 
 Software de diseño: Radio Mobile 
Con el fin de simular y predecir el comportamiento de la red y poder, así, realizar un diseño más 
realista, se utilizó el software RadioMobile. Esta aplicación permite calcular radioenlaces para 
cualquier tipo de tecnología, ya que es posible escoger la frecuencia a la que queremos trabajar, 
los tipos de antenas, la potencia transmitida y muchos otros parámetros. Además, puede trabajar 
con coordenadas reales, de manera que se pueden e incluir mapas de la zona que se sea 
necesaria.  
Previamente al diseño final, se realizó una visita a la zona, como hemos comentado al inicio de 
este capítulo, donde se tomaron las coordenadas de todos los puntos a través de un GPS, se 
verificó la posibilidad de instalar torres en el terreno, se comprobaron las condiciones general, 
etc. Con toda esta información, se procedió a realizar el cálculo de los radioenlaces con Radio 
Mobile. 
A continuación, se muestra el diseño de los tres enlaces troncales de nuestra red: 
1. Enlace: Yurimaguas – San Juan del Armanayacu   
 
Ilustración 24: Perfil del radioenlace entre Santa Gema y San Juan 
Resultados Radio Mobile 
Data Input / Output 1.0F1 
San Juan 32.00m 
Santa Gema 20.00m 
Bosque 0.0dB 
d1 Km 
% de tiempo 90% 
% de situaciones 70% 
Nivel RX -66.4dBm 
Cálculo de la Primera Zona de Fresnel 
d= 27.99Km 
d1= Km 
d2= Km 
f= 5845.00Mhz 
r1= m 
0.6r1= m 
Altura de los árboles 25.00m 
Medida del Clearance 18.53m 
Agregar m 
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2. Enlace: San Juan del Armanayacu – San Gabriel de Varadero 
       
Ilustración 25: Perfil del radioenlace entre San Juan y S.G. de Varadero 
 
 
 
3. Enlace: San Gabriel de Varadero – Balsapuerto 
 
Ilustración 26: Perfil del radioenlace entre S.G. de Varadero y Balsapuerto 
 
Resultados Radio Mobile 
Data Input / Output 1.0F1 
Varadero 25.00m 
San Juan 30.00m 
Bosque 0.0dB 
d1 Km 
% de tiempo 90% 
% de situaciones 70% 
Nivel RX -64.9dBm 
Cálculo de la Primera Zona de Fresnel 
d= 19.47Km 
d1= Km 
d2= Km 
f= 5845.00Mhz 
r1= m 
0.6r1= m 
Altura de los árboles 25.00m 
Medida del Clearance 13.80m 
Agregar m 
Resultados Radio Mobile 
Data Input / Output 1.0F1 
Balsapuerto 17.00m 
Varadero 28.00m 
Bosque 0.0Db 
d1 Km 
% de tiempo 90% 
% de situaciones 70% 
Nivel RX -67.70dBm 
Cálculo de la Primera Zona de Fresnel 
d= 21.26Km 
d1= Km 
d2= Km 
f= 5845.00Mhz 
r1= M 
0.6r1= M 
Altura de los árboles 25.00m 
Medida del Clearance 16.84m 
Agregar M 
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3.5. Direccionamiento IP y enrutamiento OSPF 
 
En el diagrama de la Red de Telemedicina Balsapuerto 2011, expuesto anteriormente, se debe 
prestar atención al direccionamiento de las redes troncales y al direccionamiento interno de la 
red. En ella, se dispone de varias subredes con máscara “/28” (255.255.255.240). Con esta 
configuración disponemos de hasta 14 equipos    −  =     lo que permite disponer de 14 
direcciones „host‟ en cada subred. 
Adicionalmente, se ha utilizado el enrutamiento dinámico con OSPF
15
 enfocado a redes donde 
se esperan cambios en la topología o redes que manejan más de 15 saltos. De acuerdo al estudio 
de campo inicial, se ha supuesto que la red crecerá en el futuro, por lo que el uso de un 
enrutamiento dinámico nos facilitará esta expansión. El enrutamiento estático se utiliza en casos 
donde el número de saltos es inferior a 15. 
 Hay tres acciones básicas en la configuración del OSPF:  
o Activar y configurar el sistema (instancia) OSPF. 
o Configuración del área OSPF. 
o Configuración de las redes e interfaces OSPF. 
En la Ilustración 27 se muestra la configuración del OSPF. 
 
 
 
 
 
 
 
Para verificar que el enrutamiento OSPF está correctamente configurado, realizamos unos 
‘prints’ sobre el sistema, interfaces y redes para que nos muestre los parámetros establecidos. La 
Ilustración 28 ejemplifica esta acción: 
                                                 
15
 OSPF (Open Shortest Path First): Es un protocolo de enrutamiento jerárquico de pasarela interior o 
IGP (Interior Gateway Protocol), que usa el algoritmo Dijkstra enlace-estado (LSA – Link State 
Algorithm) para calcular la ruta más corta posible. Una cost como su medida de métrica. Adémas, 
construye una base de datos enlace-estado (link-state database, LSDB) idéntica en todos los enrutadores 
de la zona. 
OSPF 
******* 
[admin@b1-santagema] > routing ospf instance set router-id=0.0.1.8 metric-default=10 
metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 redistribute-connected=as-
type-1 redistribute-static=as-type-1 distribute-default=if-installed-as-type-1 numbers=0 
 
[admin@b1-santagema] > routing ospf network add network=20.20.5.0/28 area=backbone   
[admin@b1-santagema] > routing ospf network add network=20.21.1.0/28 area=backbone 
 
[admin@b1-santagema] > routing ospf interface add interface=wlan1 cost=10  
[admin@b1-santagema] > routing ospf interface add interface=wlan2 cost=10  
Ilustración 27: Configuración del enrutamiento dinámico OSPF 
Diseño de Red 
51 
 
 
 
 
 
 
 
 
 
 
 
 
La primera línea de código representa el enrutamiento por defecto, para que se pueda navegar 
por Internet.  
Una vez se hayan establecido las relaciones del router con sus vecinos OSFP, se importarán y 
exportarán todas las subredes correspondientes a toda la red. Finalmente, todas estas subredes 
aparecerán en la tabla de enrutamiento. 
De la configuración del sistema (instancia) OSPF detallamos los siguientes parámetros: 
 
 
 
 
 
 
 
 
 
[admin@b1-santagema]  >  routing ospf instance print 
Flags: X - disabled 
0   name="default" router-id=0.0.1.8 distribute-default=if-installed-as-type-1 redistribute-
connected=as-type-1 redistribute-static=as-type-1 redistribute-rip=no redistribute-bgp=no 
redistribute-other-ospf=no metric-default=10 metric-connected=10 metric-static=10 metric-
rip=0 metric-bgp=0 metric-other-ospf=auto in-filter=ospf-in out-filter=ospf-out 
 
[admin@b1-santagema] > routing ospf interface print 
Flags: X - disabled, I - inactive, D - dynamic, P - passive 
#    INTERFACE COST  PRIORITY NETWORK-TYPE   AUTHENTICATION 
AUTHENTICATION-KEY 
0    wlan1                10  1          default          none 
1    wlan2                10      1          default          none 
 
[admin@b1-santagema] > routing ospf network print 
Flags: X - disabled, I - invalid 
#   NETWORK            AREA 
0   20.20.5.0/28       backbone 
1   20.21.1.0/28       backbone 
 
[admin@b1-santagema] > ip route print 
Flags: X - disabled, A - active, D - dynamic, C - connect, S - static, r - rip, b - bgp, o - ospf, m - 
mme, B - blackhole, U - unreachable, P - prohibit 
#        DST-ADDRESS        PREF-SRC        GATEWAY            DISTANCE 
0 A S    0.0.0.0/0              20.21.1.2              1 
1 ADC   20.20.5.0/28        20.20.5.2        wlan1                0 
2 ADC   20.21.1.0/28        20.21.1.1        wlan2               0 
3 ADC   20.22.1.0/28       20.22.1.1        br1                  0 
 
[admin@b1-santagema] > routing ospf instance set router-id=0.0.1.8 metric-default=10 metric-
connected=10 metric-static=10 metric-rip=0 metric-bgp=0 redistribute-connected=as-type-1 
redistribute-static=as-type-1 distribute-default=if-installed-as-type-1 numbers=0 
 
 [admin@b1-santagema]  >  routing ospf instance print  
Flags: X - disabled  
 0   name="default" router-id=0.0.1.8 distribute-default=if-installed-as-type-1 redistribute-
connected=as-type-1 redistribute-static=as-type-1 redistribute-rip=no redistribute-bgp=no 
redistribute-other-ospf=no metric-default=10 metric-connected=10 metric-static=10 metric-
rip=0 metric-bgp=0 metric-other-ospf=auto in-filter=ospf-in out-filter=ospf-out  
 
Ilustración 28: Parámetros de verificación del enrutamiento dinámico OSPF 
Ilustración 29: Configuración del sistema OSPF 
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 router-id=0.0.1.8: Es el identificador (ID) de router OSPF. Si no es especificado, OSPF 
utiliza una de las direcciones IP del router. 
 distribute-default=if-installed-as-type-1: Asigna la ruta por defecto. En este caso la 
ruta por defecto es de métrica de „tipo 1‟ o „type 1‟, sólo para el caso en el que esta ruta 
haya sido instalada. 
 redistribute-connected=as-type-1: Redistribuye directamente las rutas conectadas.  
 redistribute-static=as-type-1: Redistribuye las rutas estáticas configuradas. 
 metric-default=10: La ruta por defecto es distribuida con métrica igual a 10. 
 metric-connected=10: Las rutas a redes directamente conectadas son distribuidas con 
métrica igual a 10. 
 metric-static=10: Las rutas estáticas son distribuidas con métrica igual a 10. 
 
Para realizar la configuración del área y las redes OSPF se deben añadir la red a un área 
determinada en el router. Además, se agregan también las redes con sus máscaras apropiadas, 
como vemos a continuación: 
 
 
 
 
 
 
 
Cada vez que se agrega una interfaz a la configuración OSPF, se considera como un enlace, y se 
utiliza para generar una base de datos de enlaces. Como vemos a continuación, se agregan las 
dos interfaces ‘wlan1’ y ‘wlan2’ se añaden con una métrica igual a 10. 
 
 
 
 
 
 
 
 
 
[admin@b1-santagema] > routing ospf network add network=20.20.5.0/28 area=backbone   
[admin@b1-santagema] > routing ospf network add network=20.21.1.0/28 area=backbone 
[admin@b1-santagema] > routing ospf network print  
Flags: X - disabled, I - invalid  
 #   NETWORK            AREA                                                                                                                                            
 0   20.20.5.0/28       backbone                                                                                                                                        
 1   20.21.1.0/28       backbone     
 
[admin@b1-santagema] > routing ospf interface add interface=wlan1 cost=10  
[admin@b1-santagema] > routing ospf interface add interface=wlan2 cost=10  
[admin@b1-santagema] > routing ospf interface print  
Flags: X - disabled, I - inactive, D - dynamic, P - passive  
 #    INTERFACE COST  PRIORITY NETWORK-TYPE   AUTHENTICATION 
AUTHENTICATION-KEY 
 0    wlan1                10  1          default          none                              
 1    wlan2                10      1          default          none         
 
Ilustración 30: Configuración del área y las redes de OSPF 
Ilustración 31: Configuración de las interfaces de OSPF 
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3.6. Cálculo de presupuesto de potencia 
 
El proceso de determinar si un enlace es viable se denomina ‘Cálculo de presupuesto de 
potencia’. La potencia disponible en un sistema 802.11n puede caracterizarse por los siguientes 
parámetros: 
 
 Mínimo de señal recibida 
 Pérdida por atenuación en los cables y conectores 
 Potencia de transmisión 
 Ganancia de las antenas 
Veamos cada uno de nuestros enlaces troncales: 
1. Enlace: Yurimaguas – San Juan del Armanayacu 
 
24 dBm  Potencia de transmisión 
+   28.5 dBi  Ganancia de la antena transmisora 
-   1.4 dB  Pérdida en los cables y conectores de transmisor 
 
51.1 dBm  El PIRE < 52 dBm cumple lo especificado en la norma. 
 
Sumando todas las ganancias y pérdidas en la estación transmisora y receptora tenemos: 
 
24 dBm  Potencia de transmisión 
+   28.5 dBi  Ganancia de la antena transmisora 
-   1.4 dB   Pérdida en los cables y conectores de transmisor 
+   28.5 dBi  Ganancia de la antena receptora 
-   1.4 dB   Pérdida en los cables y conectores del receptor 
 
78.2 dBm = Ganancia Total 
 
La pérdida en el trayecto de un enlace de 28 Km, considerando únicamente las pérdidas en 
espacio libre: 
 
 
Obtenemos: 
 
 
 
𝑳𝒑 𝒅𝑩 = 𝟗𝟐,𝟒𝟓+ 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝒇 𝑮𝑯𝒛 + 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝒅 𝑲𝒎   
𝑳𝒑 𝒅𝑩 = 𝟗𝟐,𝟒𝟓+ 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝟓.𝟖 + 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝟐𝟖 = 𝟏𝟑𝟔.𝟔𝟕 𝒅𝑩  
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Restamos la pérdida en trayecto de la ganancia total: 
  .      −    .      = −  .        
Es sabido que basta con un margen de 10 a 15 dB para establecer la comunicación pero,  para 
contrarrestar los efectos producidos por la atenuación y el multitrayecto en la señal de radio 
recibida, es preferible tener un margen de 20 a 25 dB. En nuestro caso, ya que -58.46 dBm es 
mayor que la sensibilidad del receptor (-97 dBm), el nivel de señal, con margen de 38.55 dB 
(97dBm - 58.45 dBm), es muy satisfactorio y más que suficiente para la comunicación entre el 
transmisor y el receptor. 
2. Enlace: San Juan del Armanayacu – San Gabriel de Varadero 
 
24 dBm  Potencia de transmisión 
+   28.5 dBi  Ganancia de la antena transmisora 
-   1.4 dB  Pérdida en los cables y conectores de transmisor 
 
51.1 dBm  El PIRE < 52 dBm cumple lo especificado en la norma. 
 
Sumando todas las ganancias y pérdidas en la estación transmisora y receptora tenemos: 
 
24 dBm  Potencia de transmisión 
+   28.5 dBi  Ganancia de la antena transmisora 
-   1.4 dB   Pérdida en los cables y conectores de transmisor 
+   28.5 dBi  Ganancia de la antena receptora 
-   1.4 dB   Pérdida en los cables y conectores del receptor 
 
78.2 dBm = Ganancia Total 
 
La pérdida en el trayecto de un enlace de 19.5 Km, considerando únicamente las pérdidas en 
espacio libre: 
 
 
Obtenemos: 
 
 
 
Restamos la pérdida en trayecto de la ganancia total: 
  .      −    .      = −  .        
𝑳𝒑 𝒅𝑩 = 𝟗𝟐,𝟒𝟓+ 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝒇 𝑮𝑯𝒛 + 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝒅 𝑲𝒎   
𝑳𝒑 𝒅𝑩 = 𝟗𝟐,𝟒𝟓+ 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝟓.𝟖 + 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝟏𝟗.𝟓 = 𝟏𝟑𝟑.𝟓𝟐 𝒅𝑩  
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Como en el caso anterior y con un margen de 41.68 dB (97dBm – 55.32 dBm), concluimos que 
es muy satisfactorio y más que suficiente para la comunicación entre el transmisor y el receptor. 
3. Enlace: San Gabriel de Varadero – Balsapuerto 
 
24 dBm  Potencia de transmisión 
+   27 dBi   Ganancia de la antena transmisora 
-   1.4 dB  Pérdida en los cables y conectores de transmisor 
 
49.6 dBm  El PIRE < 52 dBm cumple lo especificado en la norma. 
 
Sumando todas las ganancias y pérdidas en la estación transmisora y receptora tenemos: 
 
24 dBm  Potencia de transmisión 
+   27 dBi   Ganancia de la antena transmisora 
-   1.4 dB   Pérdida en los cables y conectores de transmisor 
+   27 dBi   Ganancia de la antena receptora 
-   1.4 dB   Pérdida en los cables y conectores del receptor 
 
75.2 dBm = Ganancia Total 
 
La pérdida en el trayecto de un enlace de 21.3 Km, considerando únicamente las pérdidas en 
espacio libre: 
 
 
Obtenemos: 
 
 
 
Restamos la pérdida en trayecto de la ganancia total: 
  .      −    .      = −  .        
Como en los dos casos anteriores y con un margen de 37.91 dB (97dBm – 59.09 dBm), 
concluimos que es muy satisfactorio y más que suficiente para la comunicación entre el 
transmisor y el receptor. 
 
𝑳𝒑 𝒅𝑩 = 𝟗𝟐,𝟒𝟓+ 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝒇 𝑮𝑯𝒛 + 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝒅 𝑲𝒎   
𝑳𝒑 𝒅𝑩 = 𝟗𝟐,𝟒𝟓+ 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝟓.𝟖 + 𝟐𝟎 · 𝐥𝐨𝐠𝟏𝟎 𝟐𝟏.𝟑 = 𝟏𝟑𝟒.𝟐𝟗 𝒅𝑩  
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Capítulo IV 
Calidad de la Red 
 
4.1. Introducción 
 
En este capítulo se pretende demostrar y justificar los resultados obtenidos según las hipótesis 
formuladas en el diseño previo realizado en el laboratorio.  
Estos resultados son fruto de una fase de monitoreo que se llevó a cabo al finalizar la instalación 
y puesta en marcha del sistema. En estas pruebas se analizaron parámetros como la potencia de 
la señal recibida, el caudal o ‘throughput’ o los tiempos de transmisión en diferentes franjas 
horarias y condiciones atmosféricas. 
Debido al corto tiempo de vida de la red implementada, estos resultados no dejan de ser 
orientativos ya que se continúan haciendo pruebas para tratar de optimizar todavía más los 
recursos de la red y dotarla, así, de una mayor eficiencia y estabilidad. 
 
4.2. Escaneo de señal en la banda de 5.8 GHz 
 
El objetivo de esta prueba es realizar un escaneo de las señales que percibe el receptor de la 
placa Mikrotik. Debido a que la placa está configurada para operar en la banda de 5.8 GHz, sólo 
captará señales que se encuentren dentro de ese rango.  
Para ello, desde el Hospital de St. Gema, ubicado en la cuidad de Yurimaguas, realizamos un 
‘scan’ sobre la interfaz ‘wlan1’. Como podemos ver en la Ilustración 32, el receptor capta la 
señal con SSID BALSA5, que corresponde a uno de nuestros enlaces, el que une las 
poblaciones de Yurimaguas y San Juan del Armanayacu más concretamente. Podemos ver las 
características de este enlace: 
 
 
 Banda de frecuencia (BAND) 
 Canal (Frequency – FREQ) 
 Nivel de señal (Signal – SIG) 
 Nivel de ruido ( Noise Floor – NF) 
 Relación señal a ruido (SNR) 
 Dirección MAC de la tarjeta inalámbrica del AP (RADIO-NAME) 
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Ilustración 29: Escaneo de señales en la banda de 5 GHz 
Según los parámetros obtenidos en este escaneo y considerando que la sensibilidad en recepción 
es de -97 dBm, se observa que el nivel de ruido es de -115 dBm y el nivel de señal recibida es 
de -66 dBm, lo que ofrece un excelente valor de SNR de valor igual a 49 dB (valor que servirá 
de ‘colchón’ permitiendo un enlace de muy buenas condiciones). Además, se obtiene un margen 
de 31 dB (97dBm - 66dBm) muy bueno, considerando que este valor para zonas de la zona de 
selva amazónica debe ser superior a 30 dB. 
Realizamos, también, una prueba de conectividad a los equipos ubicados en la torre de  San 
Juan y a Internet a través del comando de testeo ‘ping’. De esta manera, comprobamos que hay 
conexión y podemos analizar el retardo de ida y vuelta de un paquete (‘Round Trip delay Time o 
RTT’). 
 
 
 
 
 
 
 
 
 
 
Ilustración 30: Prueba de conectividad desde el Hospital de St. Gema a San Juan e et 
 
 
[admin@b1-santagema] > interface wireless scan wlan1 
Flags: A - active, B - bss, P - privacy, R - routeros-network, N - nstreme 
ADDRESS                       SSID           BAND       FREQ  SIG  NF  SNR  RADIO-NAME 
AB R  00:0C:42:64:59:62 PUERTO1   5ghz-11n   5300 -46-115 69  000C42645962 
AB R  00:0C:42:64:5F:F9 BALSA5      5ghz-11n   5765 -66 -115 49  000C42645FF9 
ABPR  00:15:6D:FE:11:CC AUCOOP 2010   5ghz-11n   5805 -53 -115 62  AP - Sta Gema 
ABPR  00:15:6D:68:0B:8E computelhugo      5ghz-11n   5200 -86 -115 29  00156D680B8E 
[admin@b1-santagema] > ping address=20.20.5.1 
20.20.5.1 64 byte ping: ttl=64 time=14 ms 
20.20.5.1 64 byte ping: ttl=64 time=10 ms 
20.20.5.1 64 byte ping: ttl=64 time=10 ms 
20.20.5.1 64 byte ping: ttl=64 time=10 ms 
20.20.5.1 64 byte ping: ttl=64 time=10 ms 
20.20.5.1 64 byte ping: ttl=64 time=10 ms 
42 packets transmitted, 42 packets received, 0% packet loss 
round-trip min/avg/max = 2/9.1/14 ms 
[admin@b1-santagema] > ping google.es 
74.125.229.52 64 byte ping: ttl=249 time=315 ms 
74.125.229.52 64 byte ping: ttl=249 time=514 ms 
74.125.229.52 64 byte ping: ttl=249 time=432 ms 
74.125.229.52 64 byte ping: ttl=249 time=490 ms 
74.125.229.52 64 byte ping: ttl=249 time=220 ms 
35 packets transmitted, 35 packets received, 0% packet loss 
round-trip min/avg/max = 113/314.1/539 ms 
Ilustración 32: Escaneo de señales en la banda de 5 GHz 
Ilustración 33: Prueba de conectividad desde Yurimaguas a San Juan e Internet 
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4.3. Monitoreo del enlace con SSID: ‘Balsa5’ 
 
Igual que el escaneo, el monitoreo se realiza únicamente desde la estación cliente. Al teclear el 
comando ‘interface wireless monitor wlan1’ se monitoriza la interfaz inalámbrica número 1, 
donde se obtienen los valores representados en la Ilustración 34.  
 
Los parámetros que más nos interesan son los siguientes: 
 
 Estado o STATUS 
 Banda y frecuencia 
 Tasa de transmisión y recepción 
 SSID (Service Set Identifier) 
 BSSID (Basic Service Set Identifier) 
 Nivel de señal (Signal – strength) 
 Nivel de ruido (Noise – floor) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
[admin@b1-santagema] > interface wireless monitor wlan1 
 
status: connected-to-ess 
band: 5ghz-11n 
frequency: 5765MHz 
tx-rate: "104.0Mbps-HT" 
rx-rate: "104.0Mbps-HT" 
ssid: "BALSA5" 
bssid: 00:0C:42:64:5F:F9 
radio-name: "000C42645FF9" 
signal-strength: -64dBm 
tx-signal-strength: -64dBm 
noise-floor: -109dBm 
signal-to-noise: 45dB 
tx-ccq: 84% 
rx-ccq: 91% 
p-throughput: 82638 
overall-tx-ccq: 84% 
authenticated-clients: 1 
current-ack-timeout: 207 
wds-link: no 
nstreme: no 
framing-mode: none 
routeros-version: "4.11" 
last-ip: 20.23.7.10 
802.1x-port-enabled: yes 
compression: no 
wmm-enabled: yes 
current-tx-powers: 
6Mbps:24(24/27),9Mbps:22(22/25),12Mbps:22(22/25),18Mbps:22(22/25),24Mbps:22(22/25),36Mbps:20(2
0/23),48Mbps:19(19/22),54Mbps:18(18/21),HT20-0:24(24/27),HT20-1:20(20/23), 
HT20-2:19(19/22),HT20-3:18(18/21),HT20-4:17(17/20),HT20-5:16(16/19),HT20-6:15(15/18),HT20-
7:14(14/17) 
notify-external-fdb: no 
 
Ilustración 34: Monitoreo del enlace 'Balsa5' 
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Del monitoreo de este enlace, lo que podemos concluir es que funciona de manera óptima. Si 
observamos el nivel de señal (-64 dBm) y la relación señal a ruido (45 dB) podemos observar 
que se está transmitiendo con un buen nivel de potencia sin demasiado nivel de ruido, hecho que 
nos deja un margen muy bueno de operatividad. 
El parámetro ‘ccq’  es un índice que evalúa la calidad del enlace, tanto en transmisión como en 
recepción. Tiene en cuenta errores, paquetes retransmitidos, retardos, etc. por eso nos interesa 
que esté cerca del 100%, que equivaldría a un enlace perfecto. En nuestro caso ronda una 
proporción del 84% en este caso (en otras pruebas superaba el 90%), lo que equivale a una 
calidad de enlace casi excelente. 
También observamos cómo el sistema Mikrotik, fijando su parámetro ‘ack-timeout = dynamic’, 
resuelve, en este caso, el AKCTimeout a       . De manera inteligente, en base a los 
parámetros y a la distancia del enlace, calcula qué ACKTimeout es el adecuado en cada caso, 
cosa que nos facilita la labor en enlaces de larga distancia como los nuestros. Recordemos que: 
 
 
Donde, en un enlace de 28 Km como es en este caso, el tiempo de propagación sería: 
     =
    
 ·    (
  
 )
=   .      
Si analizamos un poco más la configuración que se ha realizado para controlar este enlace, 
podemos ver que se ha programado un intervalo de guarda variable ‘ht-guard-interval = any’.  
 
 
 
 
 
Recordemos que el intervalo de guarda equivale a una porción de tiempo en la que se deja de 
transmitir información para poder canalizar interferencias, como pueden ser las producidas por 
los efectos multicamino. Los efectos multicamino se traducen en interferencias entre símbolos 
(ISI, Interferencia Inter Simbólica) y en la consiguiente destrucción de la información. 
Supongamos que tenemos un sistema radioeléctrico donde se tiene una portadora modulada 
digitalmente por símbolos consecutivos, cada uno de longitud ‘N’ bits y duración ‘Ts’ y que la 
señal llega al receptor por dos trayectos diferentes, de diferente longitud, de forma que una señal 
llega primero y la otra con un retardo equivalente a ‘4.5·Ts’ como se ilustra en la Figura (a). 
Este retardo da lugar a que en el receptor esté presente el símbolo ‘n’ durante el período de 
integración, es decir, de demodulación, simultáneamente con porciones de los símbolos cuarto y 
𝑨𝑪𝑲𝑻𝒊𝒎𝒆𝒐𝒖 = 𝑺𝑰𝑭𝑺+ 𝟐 · 𝒕𝒑𝒓𝒐𝒑 + 𝑷𝑳𝑪𝑷𝑷𝒓𝒆𝒂𝒎𝒃𝒍𝒆 + 𝑷𝑳𝑪𝑷𝑯𝒆𝒂𝒅𝒆𝒓+ 𝑺𝒍𝒐𝒕𝑻𝒊𝒎𝒆 
[admin@b1-santagema] > interface wireless set wlan1 ack-timeout=dynamic 
band=5ghz-onlyn frequency=5765 mode=station ssid=BALSA5 disable-running-
check=yes rate-set=configured tx-power=24 tx-power-mode=card-rates disabled=no ht-
extension-channel=disabled ht-guard-interval=any ht-basic-mcs=mcs-15 ht-supported-
mcs=mcs-0,mcs-1,mcs-2,mcs-3, mcs-4,mcs-5,mcs-6,mcs-7,mcs-8,mcs-9,mcs-10,mcs-
11,mcs-12,mcs-13,mcs-14,mcs-15 ht-txchains=0,1 ht-rxchains=0,1   
Ilustración 36: Configuración del ACKTimeout y el intervalo de guarda 
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quinto previos, ‘n – 4’ y ‘n – 5’, que se comportarán como señales interferentes sobre el símbolo 
deseado. 
Si el retardo introducido por el segundo trayecto es inferior a ‘Ts’, se dará una situación similar 
a la que se ilustra en la Figura (b). La porción del símbolo ‘n – 1’ presente durante el periodo 
de integración actuará también como interferencia, mientras que la porción retrasada del propio 
símbolo ‘n’ se sumará consigo mismo de forma constructiva o destructiva, según sea la fase 
entre la porción directa y la retrasada. 
 
 
Ilustración 37: Ejemplo de intervalo de guarda 
 
Aunque el retardo sea menor a la duración de un símbolo, se mantiene, en mayor o menor 
escala, interferencia entre símbolos debido a la presencia del símbolo previo. Esto podría 
eliminarse si el periodo durante el cual se produce cada símbolo se hace mayor que el periodo 
durante el cual el receptor realiza la integración de la señal, lo que sugiere la conveniencia de 
utilizar un intervalo de guarda. 
Como sabemos, el estándar 802.11n permite elegir qué intervalo de guarda queremos, si el 
largo, que es de 800 ns, o el corto, que sería de 400 ns. Con este parámetro configurado a ‘any’, 
el sistema elige cuál es el adecuado en cada momento. En condiciones donde no existe una 
elevada probabilidad de interferencias, nos interesa que el intervalo de guarda sea mínimo, de 
400 ns, para poder transmitir el máximo tiempo posible y aumentar, así, la tasa de transferencia 
de datos. 
 
4.4. Capacidad del enlace 
 
La red de Telemedicina implementada, como hemos descrito en apartados anteriores, está 
formada por tres enlaces troncales y seis de distribución. Dos de los enlaces troncales, los que 
enlazan Yurimaguas – San Juan y San Juan – Varadero, están gobernados bajo la tecnología 
MIMO (Multiple-Input Multiple-Output) - 2x2, mientras que el tercero y último enlace 
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troncal, el que enlaza Varadero – Balsapuerto, funciona con tecnología SISO (Simple-Input 
Simple-Output, 1x1). Esta dicotomía se debe a que, inicialmente, se iba a establecer sólo un 
enlace piloto entre las comunidades de Balsapuerto y Varadero. Por esta razón, se decidió 
utilizar tecnología SISO para analizar y observar cómo funcionaba en la zona y, dependiendo de 
los resultados, se podría aumentar, en el futuro, la capacidad del enlace agregando tráfico con 
una antena de doble polaridad. Al sumar dos puntos más a la red, se decidió probar la tecnología 
MIMO para poder compararla, sobre las mismas condiciones orográficas y climáticas, con la 
tecnología del enlace piloto. 
Como hemos explicado en el capítulo de ‘Aspectos Tecnológicos’, la tecnología MIMO 
aprovecha fenómenos físicos, como la propagación multicamino,  para incrementar la tasa de 
transmisión y reducir la tasa de error. En breves palabras, MIMO aumenta la eficiencia espectral 
de un sistema de comunicación inalámbrica por medio de la utilización del dominio espacial. 
Lo que supone añadir una dimensión espacial adicional es que puede aprovechar la formación 
de canales estadísticamente independientes originados por el multitrayecto
16
 y mitigar el efecto 
del mismo, consiguiendo un incremento sustancial de la eficiencia espectral. 
 
4.4.1. Enlaces con tecnología MIMO 
 
En nuestro caso, los enlaces implementados con tecnología MIMO nos ofrecen tasas de 
transferencia de datos mucho mayores de lo que habíamos estimado en el laboratorio.  
Como podemos observar, el caudal o ‘throughput’ del enlace MIMO 2x2 desde el Hospital de 
Santa Gema a San Juan del Armanayacu, supera los 60 Mbps y se encuentra totalmente estable 
en la actualidad. 
Este enlace está configurado con un intervalo de guarda mínimo de 400 ns y un índice MCS 
básico máximo para una tecnología de doble polaridad, ‘mcs-basic = mcs-15’.  
Bajo estas condiciones y a corta distancia, se podrían llegar a conseguir 144 Mbps de tasa de 
transferencia, pero como nos encontramos en largas distancias, el resultado es más que 
satisfactorio. 
Realizando un ‘tool bandwidth-test’ sobre el enlace obtenemos los siguientes resultados, 
mostrados en la página posterior. 
 
 
 
                                                 
16
 Multitrayecto: la propagación multicamino o multitrayecto hace referencia al hecho de que múltiples 
versiones de la señal transmitida llegan a la antena receptora desplazadas una respecto de otra en términos 
de tiempo y de orientación espacial. 
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Hospital Santa Gema (Yurimaguas) – San Juan del Armanayacu 
 
Ilustración 38: 'Throughput' del enlace MIMO 2x2 'Balsa5' 
 
El segundo enlace MIMO 2x2 implementado es, como hemos dicho en varias ocasiones, el que 
une las comunidades de San Gabriel de Varadero y San Juan del Armanayacu. Pese a ser un 
enlace menor que el descrito anteriormente, no se consigue un caudal tan elevado, como 
podemos observar en la siguiente gráfica: 
 
San Gabriel de Varadero – San Juan del Armanayacu 
 
Ilustración 39: 'Throughput' del enlace MIMO 2x2 'Balsa7' 
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Este hecho es debido, seguramente, al canal utilizado. En la actualidad se siguen haciendo 
pruebas al respecto. Se pretende cambiar el canal para encontrar uno, dentro de la banda, que 
funcione mejor. Ya sabemos que los canales no funcionan igual en las comunicaciones 
inalámbricas, debido a la orografía del terreno, a los factores climáticos, etc., por esa razón se 
están probando otros canales para poder aumentar la tasa de transferencia de datos. 
Además de lo expuesto anteriormente y debido a su variabilidad, este enlace se configuró con 
un intervalo de guarda largo o ‘long’ de 800 ns. Al verificar que esa variabilidad no desaparecía, 
se optó por considerar un cambio de canal. Cuando se lleve a cabo el mismo, se volverá a 
restablecer el intervalo de guarda al mínimo posible, 400 ns, ya que así podremos transmitir 
durante 400 ns más, lo que hará aumentar el caudal. 
En conclusión, es cuestión de tiempo que este enlace funcione de manera tan eficiente como lo 
está haciendo en la actualidad el otro enlace 2x2. 
 
4.4.2. Enlace con tecnología SISO 
 
Como hemos explicado antes, el enlace SISO emplea sólo una antena en transmisión y otra en 
recepción. Aun así, como podemos observar en la figura, conseguimos un caudal superior a 20 
Mbps, dato que nos asegura su perfecta optimización y funcionamiento. 
 
San Gabriel de Varadero – Balsapuerto 
 
Ilustración 40: 'Throughput' del enlace SISO 1x1 'Balsa17' 
 
Es importante destacar que con un enlace SISO 802.11n de largas distancias se consigue un 
‘throughput’ de datos mucho mayor a los obtenidos por el Grupo de Telecomunicaciones 
Rurales (GTR-PUCP) en otras zonas del país con tecnologías 802.11 a/b/g. Además, cabe 
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destacar también que, para enlaces con estas características, se deberá configurar un intervalo de 
guarda de 400ns para poder alcanzar una tasa de transferencia más elevada. El incremento de 
esta tasa se pueden apreciar en Ilustración 11 ubicada en el capítulo de ‘Aspectos 
Tecnológicos’. En ella se detallan los rangos de velocidades de datos de enlaces 1x1 con 
802.11n. 
4.4.3. Capacidad extremo a extremo 
 
Gracias a la aplicación iperf 
17
 podemos saber la capacidad extremo a extremo de la red. Si 
ejecutamos esta aplicación entre los equipos de videoconferencia de la Red de Salud en 
Yurimaguas (“c1-redsalud-yuri”), y del P.S. San Gabriel de Varadero (“c1-varadero-ps”), 
obtenemos los siguientes resultados:  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
En la página siguiente podemos ver una aproximación gráfica del ‘iperf’ realizado. 
  
                                                 
17
 iperf: ‘iperf’ es una aplicación de software que nos permite saber el caudal o ‘throughput’ entre dos 
puntos o extremos de una red  
root@ubuntu:/home/cdga# iperf –s 
------------------------------------------------------------ 
Server listening on TCP port 5001 
TCP window size: 85.3 KByte (default) 
------------------------------------------------------------ 
[  4] local 20.23.1.10 port 5001 connected with 20.23.7.10 port 2545 
[  4]  0.0-30.9 sec  84.24 MBytes  29.38 Mbits/sec 
root@ubuntu:/home/osantos# iperf -c 20.23.1.10 -i 5 -t 30 
------------------------------------------------------------ 
Client connecting to 20.23.1.10, TCP port 5001 
TCP window size: 16.0 KByte (default) 
------------------------------------------------------------ 
[  3] local 20.23.7.10 port 2545 connected with 20.23.1.10 port 5001 
[  3]  0.0- 5.0 sec  14.59 MBytes  28.69 Mbits/sec 
[  3]  5.0-10.0 sec  13.82 MBytes  29.41 Mbits/sec 
[  3] 10.0-15.0 sec  14.08 MBytes  29.84 Mbits/sec 
[  3]  15.0-20.0 sec  13.83 MBytes  29.42 Mbits/sec 
[  3]  20.0-25.0 sec  13.83 MBytes  29.42 Mbits/sec 
[  3]  25.0-30.0 sec  14.09 MBytes  29.86 Mbits/sec 
[  3]  0.0-30.3 sec  84.24 MBytes  29.71 Mbits/sec 
 
Ilustración 41: Medición de la capacidad extremo a extremo de la red con 'iperf' 
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Prueba de capacidad extremo a extremo entre 
la Red de Salud y el P.S. Varadero 
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Si ejecutamos la aplicación ‘iperf’ entre los extremos reales de nuestra red, es decir, incluyendo 
el enlace SISO entre Varadero y Balsapuerto, veremos cómo éste actúa de ‘cuello de botella’, 
limitando el caudal o ‘throughput’ total al suyo propio.  
Así pues, realizamos un ‘iperf’ nuevamente desde la Red de Salud en Yurimaguas (“c1-
redsalud-yuri”) pero ahora hasta el equipo de videoconferencia del C.S. Balsapuerto (“c1-
balsapuerto-ps”): 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
En el futuro, cuando la red se extienda, se pretende dejar este enlace sólo de distribución, es 
decir, ya no será un enlace troncal como está establecido en la actualidad. Los nodos que se 
agreguen, formando más enlaces troncales, se enlazarán con Varadero y no con Balsapuerto.   
Como en el caso anterior, en la página siguiente podemos ver una aproximación gráfica del 
‘iperf’ realizado. 
root@ubuntu:/home/cdga# iperf –s 
------------------------------------------------------------ 
Server listening on TCP port 5001 
TCP window size: 85.3 KByte (default) 
------------------------------------------------------------ 
[  4] local 20.23.1.10 port 5001 connected with 20.23.17.10 port 2545 
[  4]  0.0-30.9 sec  58.36 MBytes  18.38 Mbits/sec 
root@ubuntu:/home/osantos# iperf -c 20.23.1.10 -i 5 -t 30 
------------------------------------------------------------ 
Client connecting to 20.23.1.10, TCP port 5001 
TCP window size: 16.0 KByte (default) 
------------------------------------------------------------ 
[  3] local 20.23.17.10 port 2545 connected with 20.23.1.10 port 5001 
[  3]  0.0- 5.0 sec  9.71 MBytes  18.68 Mbits/sec 
[  3]  5.0-10.0 sec  9.82 MBytes  19.42 Mbits/sec 
[  3] 10.0-15.0 sec  9.08 MBytes  19.85 Mbits/sec 
[  3]  15.0-20.0 sec  9.83 MBytes  19.41 Mbits/sec 
[  3]  20.0-25.0 sec  9.83 MBytes  19.41 Mbits/sec 
[  3]  25.0-30.0 sec  10.09 MBytes  19.87 Mbits/sec 
[  3]  0.0-30.3 sec  58.36 MBytes  19.72 Mbits/sec 
 
Ilustración 42: Medición de la capacidad extremo a extremo incluyendo SISO 
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Prueba de capacidad extremo a extremo entre 
la Red de Salud y el C.S. Balsapuerto 
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4.5. Problemas encontrados 
 
Han sido muchos los problemas con los que nos hemos encontrado a la hora de implementar 
estos enlaces. La configuración de placas „Mikrotik‟, el uso del estándar 802.11n y la tecnología 
MIMO nos han dado tantas posibilidades y tantas alternativas que, a veces, no sabíamos 
compactar todas sus funciones para optimizar los enlaces correctamente. De todas maneras, los 
principales problemas han sido físicos: 
 Alineación deficiente de las antenas 
 Mal funcionamiento del cableado  
 Vulcanización deficiente de los conectores 
Una vez solucionados estos problemas físicos, los requisitos principales del éxito han sido las 
pruebas o ‘tests’ que hemos ido realizando para conseguir: 
 El mejor canal de funcionamiento 
 Los índices MCS que mejor se ajustan a la velocidad real 
 Una buena elección del intervalo de guarda 
 La mejor potencia de transmisión 
De esta manera, hemos ido observando y analizando cómo funcionan cada uno de esos 
parámetros, relacionándolos entre ellos y extrayendo lo mejor de cada uno. Los resultados, pese 
a todos los problemas, han sido y son satisfactorios. 
 
4.6. Conclusiones 
 
Estando todavía en fase de pruebas, nuestra red sigue teniendo problemas, especialmente 
cuando hay lluvias fuertes en la zona. Como explicamos en un capítulo anterior, la banda de 5.8 
GHz no está saturada en comparación a la de 2.4 GHz, pero es muy sensible a los cambios 
climáticos, hecho que debería ser objeto de estudio en el futuro para poder mitigar esas 
variaciones que sufren nuestros enlaces bajo precipitaciones incontroladas típicas de climas 
tropicales. 
También, se ha podido comprobar que para poder utilizar un ancho de banda de 40 MHz con 
sistemas MIMO 2x2 se necesitarán adaptar los transceptores MIMO, de una forma más óptima, 
para largas distancias con el propósito de que la diversidad espacial dada por las antenas, sea 
aprovechada al máximo y se consiga un aumento de capacidad de transmisión o ‘throughput’ de 
datos (a través de la multiplexación espacial). Los transceptores MIMO pierden eficacia en 
largas distancias debido a la correlación y a efectos de rango deficientes inducidos en el canal 
por dispersores físicos (referidos al medio ambiente). 
Pese a eso, el trabajo de instalación y de configuración ha sido realmente satisfactorio. Los 
resultados son muy buenos y alentadores. Se ha llegado a tasas de transferencia superiores a 60 
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Mbits/s en enlaces de 30 Km de distancia, cosa que nos hace pensar que,  con algunas 
modificaciones más del estándar, se podrían alcanzar velocidades muy superiores. 
Como conclusión final podríamos decir que, por lo observado, la tecnología WIFI no tiene 
límites. Ni la distancia ni la orografía del terreno suponen una limitación crítica o de 
funcionamiento.  
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Capítulo V 
Sistema de Videoconferencia 
 
5.1. Introducción 
 
Uno de los principales servicios que la Red de Telemedicina implementada en la zona de 
Balsapuerto pretendía ofrecer, era un servicio de videoconferencia.  
Gracias a la amplia experiencia del Grupo de Telecomunicaciones Rurales (GTR) en proyectos 
de cooperación dedicados, principalmente, al ámbito de salud, se decidió ya no sólo dar 
cobertura para que los centros pudieran realizar consultas médicas a través de llamadas 
telefónicas, sino también se consideró la posibilidad de incluir un sistema de videoconferencia 
para realizar consultas a través de vídeo en las que el especialista fuera capaz de ver físicamente 
al paciente. 
En comunidades tan aisladas, la presencia de médicos es muy escasa. Normalmente, los centros 
o puestos de salud están dirigidos por técnicos de enfermería que, a veces, no poseen los 
conocimientos necesarios para tratar o diagnosticar según qué enfermedades. También es 
bastante común, como pudimos comprobar durante nuestra estancia, que si existe la presencia 
de un médico en estas comunidades, es un médico sin experiencia, que acaba de finalizar sus 
estudios y que está realizando el SERUMS
18
, por lo que al cabo de un año será destinado a otro 
lugar. En estos casos, pese a ser médicos titulados, tampoco saben afrontar según qué 
situaciones debido a su falta de experiencia.  
Por éstas y otras razones, se creyó necesaria la incursión de un sistema de videoconferencia, a 
través del cual los técnicos de enfermería o médicos sin mucha experiencia se pudieran 
comunicar, ya no sólo por audio sino también por vídeo, con médicos mucho más formados y/o 
especialistas.  
Las consultas que se realizan a través de una llamada telefónica son, normalmente, para 
enumerar los síntomas del paciente y preguntar qué se puede hacer en cada caso. Con las 
sesiones de videoconferencia, el especialista que está al otro lado es capaz de ver físicamente al 
paciente a través de una cámara web, observar sus heridas, su estado de ánimo, analizar su 
comportamiento, etc., datos que pueden ser muy relevantes en el diagnóstico de una enfermedad 
y que no se pueden extraer de una simple llamada telefónica. 
                                                 
18
 SERUMS: Es un programa que hace referencia al Servicio Rural y Urbano Marginal de Salud y su 
objetivo es brindar una atención integral de la salud a las poblaciones más vulnerables del país, que serán 
seleccionados por el Ministerio de Salud (MINSA). 
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5.2. La Telemedicina  
 
Como ya explicamos de manera general en el capítulo introductorio de la presente tesis, la 
Telemedicina significa Medicina practicada a distancia, en la que se incluye tanto diagnóstico 
y tratamiento, como también la educación médica.  
Esta técnica es un recurso tecnológico que posibilita la optimización de recursos de atención en 
salud, ahorrando tiempo y dinero y facilitando el acceso a zonas distantes para tener atención de 
especialistas. Otra de las utilidades que presta el uso de la transmisión de datos médicos sobre 
redes adecuadas es la educación, donde los alumnos o médicos sin mucha experiencia pueden 
aprender y ser guiados remotamente, apoyados por médicos experimentados.  
Podemos hacer una clasificación de los servicios que la Telemedicina ofrece: 
 Servicios complementarios e instantáneos a la atención de un especialista (obtención de 
una segunda opinión). 
 Diagnósticos inmediatos por parte de un médico especialista en un área o campo 
determinado. 
 Educación o capacitación remota. 
 Servicios de archivo digital de exámenes radiológicos, ecografías y otros. 
Todo esto se traduce en una disminución de tiempo entre la toma de exámenes y la obtención de 
los resultados. En nuestro caso es más importante la disminución entre la atención que se le da 
al paciente y el diagnóstico certero del especialista. En zonas tan inaccesibles como las 
contempladas en este proyecto, se hace impensable la posibilidad de que el especialista viaje a 
la comunidad donde reside el paciente o que el paciente sea transferido, ya que, en depende qué 
circunstancias, son viajes que el enfermo no llega a superar. Por lo tanto, no sólo es una práctica 
que reduce el tiempo o el coste, sino también el índice de mortalidad.  
 
5.3. Videoconferencia sobre redes IP 
 
5.3.1. Introducción 
 
Voz sobre IP (Voice over IP - VoIP) es un conjunto de recursos que permiten que la señal de 
voz viaje a través de redes TCP/IP. Esto significa que se envía la señal de voz en forma digital, 
en paquetes de datos, en lugar de enviarla en forma analógica a través de circuitos utilizables 
sólo por telefonía convencional como las redes PSTN
19
 (Public Switched Telephone Network). 
Los protocolos que se utilizan para enviar señales de voz sobre la red IP se conocen como 
protocolos de Voz sobre IP o protocolos IP. A través de ellos, el tráfico puede circular por 
                                                 
19
 Red PSTN: Corresponde a la Red Telefónica Pública Conmutada o RTB y está constituida por todos 
los medios de transmisión y conmutación necesarios para enlazar dos equipos terminales mediante un 
circuito físico que se establece para la comunicación y se libera cuando ésta ha finalizado. 
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cualquier red IP, incluyendo aquéllas conectadas a Internet, como pueden ser, por ejemplo, las 
redes de área local o LAN. 
El modelo de Voz sobre IP está formado por tres principales elementos: 
 
 Clientes: El cliente establece y origina las llamadas realizadas de voz, esta información 
se codifica, se empaqueta y se transmite a través del micrófono (entrada de la 
información) del usuario. De la misma forma, la información se decodifica y reproduce 
a través de los altavoces o audífonos (salida de la información). 
 
Un Cliente puede ser un usuario de Skype o un usuario de alguna empresa que venda 
sus servicios de telefonía sobre IP a través de equipos como ATAs (Adaptadores de 
Teléfonos Analógicos), teléfonos IP o ‘Softphone’, que son aplicaciones software que 
permiten realizar llamadas o sesiones de videoconferencia a través de una computadora, 
como explicaremos más adelante. 
 
 Servidores: Los servidores se encargan de manejar operaciones de base de datos, 
realizadas tiempo real como fuera de él. Entre estas operaciones se destacan la 
contabilidad, la recolección, el enrutamiento, el control del servicio, el registro de los 
usuarios, etc. 
 
Usualmente, en los servidores se instalan software denominados Switch o IP-PBX 
(Conmutadores IP). Ejemplos de switch podrían ser ‘Voipswitch’, ‘Mera’ o ‘Nextone’, 
entre otros. Para el caso de IP-PBX existe ‘Asterisk’,  uno de los más usados y de 
código abierto. 
 
 Gateways: Los ‘gateways’ brindan un puente de comunicación entre todos los usuarios. 
Su función principal es la de proveer interfaces con la telefonía tradicional adecuada, la 
cual funcionará como una plataforma para los usuarios (clientes) virtuales. 
 
Los ‘gateways’ se utilizan para „finalizar‟ la llamada, es decir, un cliente „inicia‟ una 
llamada y el ‘gateway’ finaliza cuando la comunicación ha terminado. 
 
 
Ilustración 43: Diagrama Voz sobre IP (VoIP) 
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5.3.2. Protocolos de voz sobre IP (VoIP) 
 
Los protocolos de Voz sobre IP (VoIP) son los lenguajes que utilizarán los distintos 
dispositivos VoIP para su conexión. Esta parte es importante ya que de ella dependerá la 
eficacia y la complejidad de la comunicación. 
A continuación, se describen los protocolos de VoIP más comunes. 
 
5.3.2.1. Protocolo H.323 
 
H.323 es una recomendación del ITU-T (International Telecommunication Union), que define 
los protocolos para proveer sesiones de comunicación audiovisual sobre paquetes de red.  
A partir del año 2000 se encuentra implementada por varias aplicaciones de Internet que 
funcionan en tiempo real como ‘Microsoft Netmeeting’ o ‘Ekiga’. Es una parte de la serie de 
protocolos H.32x, los cuales también dirigen las comunicaciones sobre RDSI, RTC o SS7. 
H.323 es utilizado comúnmente para Voz sobre IP (VoIP, Telefonía de Internet o Telefonía IP) 
y para videoconferencia basada en IP.  
En definitiva, es un conjunto de normas ITU para comunicaciones multimedia que hacen 
referencia a los terminales, equipos y servicios estableciendo una señalización en redes IP. No 
garantiza una calidad de servicio, y en el transporte de datos puede, o no, ser fiable; en el caso 
de voz o vídeo, nunca es fiable. Además, es independiente de la topología de la red y admite 
pasarelas o ‘gateways’, permitiendo usar más de un canal de cada tipo (voz, vídeo, datos) al 
mismo tiempo. 
 
 Ilustración 44: Esquema de un sistema VoIP con H.323 
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La topología clásica de una red basada en H.323 es la siguiente: 
 Portero: realiza el control de llamada en una zona. Es opcional pero su uso está 
recomendado, de modo que si existe, su uso será obligatorio. Traduce direcciones, 
ofrece servicio de directorio, control de admisión de terminales, control de consumo de 
recursos y procesa la autorización de llamadas, así como también puede encaminar la 
señalización. 
 
 Pasarela o ‘gateway’: Es el acceso a otras redes, de modo que realiza funciones de 
transcodificación y traducción de señalización. 
 
 MCU: Soporte multiconferencia. Se encarga de la negociación de capacidades. 
 
H.323 se creó, originalmente, para proveer de un mecanismo para el transporte de aplicaciones 
multimedia en LANs (Redes de área local) pero evolucionó rápidamente para poder soportar las 
necesidades que requerían las redes de VoIP. 
Un punto fuerte de H.323 era la relativa y temprana disponibilidad de un grupo de estándares, 
no solo definiendo el modelo básico de llamada, sino que además definía servicios 
suplementarios, necesarios para dirigir las expectativas de comunicaciones comerciales. De esta 
manera, H.323 fue el primer estándar de VoIP en adoptar el estándar de IETF de RTP 
(Protocolo de Transporte en Tiempo Real), con el propósito de transportar audio y vídeo sobre 
redes IP. 
Por último, podemos decir que H.323 está basado en el protocolo RDSI Q.931. 
 
5.3.2.2. Protocolo SIP 
 
Session Initial Protocol o SIP es un protocolo desarrollado por el grupo de trabajo 
MMUSIC del IETF (Internet Engineering Task Force) con la intención de ser el estándar para la 
iniciación, modificación y finalización de sesiones interactivas de usuario donde intervienen 
elementos multimedia como voz, vídeo, mensajería instantánea, juegos en línea o realidad 
virtual, entre otros. 
La sintaxis de sus operaciones se asemeja a las de HTTP y SMTP, los protocolos utilizados en 
los servicios de páginas Web y de distribución de e-mails, respectivamente. Esta similitud es 
natural ya que SIP fue diseñado para que la telefonía se vuelva un servicio más en Internet.
 
En noviembre del año 2000, SIP fue aceptado como el protocolo de señalización de 3GPP y 
elemento permanente de la arquitectura IMS (IP Multimedia Subsystem). SIP es uno de los 
protocolos de señalización para voz sobre IP, dentro de la amplia gama de protocolos que se 
dedican a este entorno, como son: H.323, explicado anteriormente, e IAX, que actualmente ha 
pasado a ser IAX2. 
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Ilustración 45: Protocolo SIP 
 
SIP no es un protocolo de propósito general, su objetivo es ayudar a establecer y finalizar la 
comunicación. Se apoya en otros protocolos para lograr controlar y manejar llamadas 
telefónicas, sesiones de videoconferencia y mensajería instantánea. Los protocolos en los que se 
ayuda son:  
 RTSP (Real Time Streaming Protocol): Utilizado en el control de flujo y sesión. 
 SDP (Session Description Protocol): Utilizado para describir los tipos de flujos. 
 RTP/RTCP (Real Time Protocol / Real Time Control Protocol): Utilizados para el 
transporte de datos en tiempo real. 
 RSVP (Resource Reservation Setup Protocol): Utilizado, junto con DiffServ 
(Differentiated Services), para dotar a la red de calidad de servicio y la reserva de 
recursos. 
En las redes TCP/IP las conversaciones, flujos de audio y vídeo, que utilizan señalización del 
tipo SIP hacen uso del protocolo RTP. RTP es el encargado de transportar o dirigir estos flujos a 
su destino.  
 
5.3.2.3. Protocolo IAX e IAX2 
 
IAX es uno de los protocolos utilizados por Asterisk. Maneja las conexiones entre servidores 
Asterisk y entre servidores y clientes que también utilizan el protocolo IAX. Actualmente, este 
protocolo ha derivado al nombre IAX2. 
IAX es robusto, incluye muchas novedades y su utilización es muy simple en comparación con 
otros protocolos. Soporta una amplia gama de códecs y un gran número de flujos de audio y 
vídeo, lo que significa que puede ser utilizado para transportar cualquier tipo de dato. Esta 
particularidad lo hace muy útil para realizar videoconferencias o presentaciones a distancia. 
Sistema de Videoconferencia 
76 
 
Soporta ‘trunking’, donde un simple enlace permite transmitir datos y señalización por múltiples 
canales. Cuando se realiza ‘trunking’, los datos de múltiples llamadas son controlados en un 
único conjunto de paquetes, lo que significa que un datagrama IP puede entregar información de 
más llamadas sin crear un retardo adicional. Esta es una gran ventaja para los usuarios de VoIP, 
donde las cabeceras IP ocupan un gran porcentaje del ancho de banda utilizado. 
 
 
Ilustración 46: Protocolo IAX (o IAX2) 
 
El principal objetivo de IAX ha sido minimizar el ancho de banda utilizado en la transmisión de 
paquetes de voz y vídeo a través de la red IP. Su estructura básica se fundamenta en la 
multiplexación de la señalización y del flujo de datos, sobre un simple puerto UDP, entre dos 
sistemas. 
En el presente proyecto no fue utilizado finalmente porque sólo se utilizó un servidor Asterisk 
para la implementación de la red. Se barajó la posibilidad de incluir un segundo servidor en la 
ciudad de Yurimaguas pero, finalmente, no se llevó a cabo. 
 
5.3.3. Servidor Asterisk 
 
 
Asterisk es una aplicación de software libre (con licencia GPL) que proporciona 
funcionalidades de una central telefónica (Private Branch Exchange – PBX). Como en cualquier 
PBX, se pueden interconectar un número determinado de terminales para realizar llamadas 
telefónicas y sesiones de videoconferencia e incluso, conectar a proveedores de VoIP y de 
telefonía convencional tanto analógica como digital. 
En sus inicios, Asterisk fue desarrollado para entornos GNU/Linux aunque, en la actualidad, 
existen versiones para sistemas operativos como MacOSX, BSD o Microsoft Windows.  
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Dentro de las funcionalidades de Asterisk, podemos encontrar los servicios de buzón de voz, 
conferencia, respuesta de voz interactiva (Interactive Voice Response – IVR), distribución 
automática de llamadas, etc. Los usuarios pueden crear nuevas funcionalidades escribiendo 
un dial plan
20
 en el lenguaje de script de Asterisk o añadiendo módulos escritos en lenguaje C o 
en cualquier otro lenguaje de programación soportado en GNU/Linux. 
 
Ilustración 47: Esquema de conexiones a través de Asterisk 
 
Asterisk es el servidor software utilizado en este proyecto para gestionar las llamadas, sesiones 
de videoconferencia y envío de mensajes instantáneos entre los diferentes clientes de la red. 
Asterisk funciona bajo el sistema operativo ‘Linux Voyage’, el cual es una distribución 
derivada de Debian que está optimizada para poder operar con plataformas x86 de propósito 
específico, tales como las placas de PC Engine ALIX utilizadas en la instalación.   
Cabe decir que, inicialmente, se instaló la versión ‘asterisk-1.4.24.1’ de Asterisk. Al tratar de 
configurar los ‘Softphones’ para establecer sesiones de videoconferencia, éstas no funcionaban 
correctamente y decidimos instalar una versión más actualizada del software. Finalmente, tras la 
instalación de la versión ‘asterisk-1.8.3.3’, comprobamos que con ella sí se soportaban 
perfectamente los servicios de videoconferencia y los usuarios eran capaces de registrarse y 
realizar videollamadas entre sí. 
Asterisk funciona del mismo modo que una centralita de una empresa. Con las extensiones 
configuradas podemos encaminar las llamadas de un cliente a otro, las sesiones de 
videoconferencia, las llamadas a tres, etc. 
La configuración de Asterisk se lleva a cabo a través de archivos de configuración. Los más 
importantes, los que más modificamos durante la configuración de los equipos a la hora de 
realizar las pruebas y la puesta en marcha del sistema, son los archivos ‘sip.conf’ y 
‘extensions.conf’.  
                                                 
20
 Dial plan: Un dial plan es un software residente en algunos gateways y en casi todas las IP-PBX que 
permite determinar el trato que se le debe ofrecer a un determinado número marcado. 
Sistema de Videoconferencia 
78 
 
El archivo ‘sip.conf’ está estructurado en tres bloques. Hay una parte general donde se define la 
configuración de nuestras extensiones. En el bloque central se establece el registro de nuestros 
clientes y, si es necesario, los datos para conectar entre ellos distintos servidores Asterisk. Por 
último, en la parte final se configuran nuestras extensiones externas e internas. 
El archivo ‘extensions.conf’ contiene el dial plan de Asterisk, el plan maestro de control o de 
flujo de ejecución para todas las operaciones. Controla cómo se manejan y se encaminan las 
llamadas entrantes y salientes. Aquí es donde se configura el comportamiento de todas las 
conexiones con tu PBX. 
Tanto la configuración del archivo ‘sip.conf’ como la del archivo ‘extensions.conf’ se detallan 
en el apartado de ‘Anexos’. En ellos se pueden distinguir las extensiones adjudicadas a los 
clientes de nuestra red o los códecs de audio y vídeo soportados dentro de la comunicación entre 
ellos, parámetros de vital importancia para el buen funcionamiento del servicio de 
videoconferencia, que es el explicado en esta sección. 
 
5.3.4. Códecs de Audio 
 
Un códec de audio es un códec que incluye un conjunto de algoritmos  que 
permiten codificar y decodificar los datos de voz, lo cual significa reducir la cantidad de bits 
que ocupa el fichero de audio. Sirve para comprimir señales o ficheros de audio con un flujo de 
datos o ‘stream’ con el objetivo de que ocupen el menor espacio posible, consiguiendo una 
buena calidad final, y descomprimiéndolos para reproducirlos o manipularlos en 
un formato más apropiado. Se implementa en software, hardware o en una combinación de 
ambos. 
Asterisk puede trabajar con diferentes códecs de audio. A continuación se enumeran los códecs 
soportados y su ancho de banda necesario: 
 G.711 µlaw (utilizado en EEUU) (64 Kbits/s) 
 G.711 alaw (utilizado en Europa) (64 Kbits/s) 
 G.723.1 - pass-thru sin licencia (6.3/5.3 Kbits/s) usado en H.323 
 G.726 - (16/24/32/40 Kbits/s) 
 G.729 - pass-thru sin licencia (8 Kbits/s) 
 GSM (13 Kbits/s) 
 iLBC (13.33/15.2 Kbits/s) 
 Speex (configurable 2.15-22 Kbits/s ) 
Analicemos un poco cada uno de ellos: 
o G.711: Estándar para la compresión de audio para telefonía o videollamadas. Representa las 
señales de audio a través de muestras comprimidas en una señal digital con tasa de muestreo 
igual a 8000 muestras/seg con un flujo de datos de 64 Kbits/s. Existen dos variantes: 
 
 µ-law: Utilizado sobre todo en América del Norte y Japón. Codifica cada 14 
muestras en palabras de 8 bits. 
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 a-law: Utilizado en Europa y en el resto del mundo. Codifica cada 13 muestras 
en palabras de 8 bits. 
Utilizar G.711 para VoIP nos dará la mejor calidad de voz, ya que no usa ninguna 
compresión y es el mismo códec utilizado por la red RTB y líneas RDSI, suena como si 
utilizáramos un teléfono RDSI normal. También tiene la menor latencia puesto que no hay 
necesidad de compresión, lo cual conlleva una menor capacidad de procesamiento. El único 
problema es que utiliza más ancho de banda que otros códecs, hasta 84 Kbits/s  incluyendo 
todo el ‘overhead’ de TCP/IP.  
o G.723.1: Es un estándar ITU del tipo ‘narrow-band’ que codifica-decodifica señales de voz 
en una cadena de datos cada 30 ms, en un total de 240 muestras. Cada „frame‟ puede ser de 
20 o 24 bytes de longitud, lo que hace que la cadena de datos pueda operar en 5.3 Kbits/s  o 
6.4 Kbits/s.  
Este códec está protegido por una gran variedad de patentes, lo que significa que debe 
pagarse una licencia antes de poder utilizarlo comercialmente. 
 
o G.726: Es un estándar ITU basado en ADPCM (Adaptative Differential Pulse Code 
Modulation). Permite trabajar con velocidades de 16, 24, 32 y 40 Kbits/s. Este códec 
proporciona una disminución considerable del ancho de banda sin aumentar en gran medida 
la carga computacional. Normalmente, es el códec que utilizan las redes troncales 
internacionales de telefonía. También es el códec estándar utilizado en teléfonos 
inalámbricos DECT. 
 
o G.729: Es un algoritmo de compresión de datos de audio que comprime la señal de voz en 
porciones de 10 ms. G.729 se utiliza, mayoritariamente, en aplicaciones de Voz sobre IP 
(VoIP) por sus bajos requerimientos en cuanto al ancho de banda se refiere. Opera con tasas 
de 8 Kbits/s  pero existen extensiones para tasas de 6.4 Kbits/s  y 11.8 Kbits/s  para peor o 
mejor calidad de voz, respectivamente. 
 
o GSM (Global System Mobile): GSM emplea una modulación GMSK (Gaussian Minimum 
Shift Keying), obtenida a partir de una modulación MSK que posee similitudes con la 
modulación FSK. Opera a 13 Kbits/s  con una carga de CPU aceptable. Inicialmente, fue 
desarrollado para la telefonía móvil. Para el acceso en el interfaz radio se utiliza un sistema 
TDMA (Time Division Multiple Access) de banda estrecha entre la estación base y el 
teléfono móvil, utilizando dos canales radio de doble frecuencia.  
 
o iLBC (Internet Low Bit rate Códec): Es un algoritmo complejo desarrollado por Global 
IP Sound o GIPS que ofrece una buena relación entre la calidad de la señal de voz obtenida 
y el ancho de banda que ocupa. De todas maneras, el alto grado de carga computacional que 
necesita es una de sus desventajas. Puede operar a 13.3 Kbits/s  y a 15.2 Kbits/s. 
 
o Speex: Es un algoritmo capaz de variar la velocidad de transmisión dependiendo de las 
condiciones de la red en cada momento. Su ancho de banda puede variar desde 2.15 Kbits/s  
a 22.4 Kbits/s. 
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Para el servicio de videoconferencia tuvimos en cuenta no sólo los códecs que podía soportar 
Asterisk, sino también los que podían funcionar en el ‘Softphone’ utilizado para realizar 
videollamadas.  
En nuestros enlaces que son de larga distancia, sensibles muchas veces a las condiciones 
climáticas, necesitábamos un códec de audio sencillo, que diera como resultado una buena 
calidad de voz pero que ocupara lo mínimo de nuestro ancho de banda. Para ello, estuvimos 
probando las dos opciones que nos parecieron más interesantes: G.711 y GSM. Ambos códecs 
podían ser configurados en nuestro ‘Softphone’ y, a priori, ofrecían buenos resultados. 
Inicialmente, nos inclinábamos más por GSM ya que operaba a tasas muy inferiores que G.711, 
en concreto a 13.5 Kbits/s, pero después de probarlo en diferentes horarios y condiciones 
atmosféricas, observamos que no funcionaba del todo bien.  
Como el ancho de banda conseguido en nuestra red nos dejaba mucho margen de operatividad, 
decidimos hacer pruebas con G.711 que, pese a trabajar con tasas de 64 Kbits/s , ofrecía una 
mayor robustez que GSM ya que evitaba la compresión y esto hacía que su retardo fuera menor 
debido a que su tiempo de procesamiento también era menor. Después de muchas pruebas y 
comunicaciones entre diferentes nodos, observamos que funcionaba perfectamente. La calidad 
de voz era nítida sin presencia de ruido, como si habláramos a través de un teléfono 
convencional.  
 
5.3.5. Códecs de Vídeo 
 
Un códec de video es un tipo de códec que permite comprimir y descomprimir vídeo digital. 
Normalmente, los algoritmos de compresión empleados conllevan una pérdida de información. 
Asterisk puede trabajar con diferentes códecs de audio. A continuación se enumeran los códecs 
soportados y su ancho de banda necesario: 
 H.261 (entre 40 Kbits/s y 2 Mbits/s) 
 H.263 (desde menos de 64 Kbits/s hasta 583.9 Mbits/s sin compresión) 
 H.263p (Asterisk 1.4 y versiones superiores) (desde menos de 64 Kbits/s hasta 583.9 
Mbits/s sin compresión) 
 H.264 (Asterisk 1.4 y versiones superiores) (entre 64 Kbits/s y 960 Mbit/s) 
Analicemos un poco cada uno de ellos: 
o H.261: Fue el primer estándar de codificación de vídeo, originalmente diseñado para la 
transmisión sobre líneas RDSI, en las cuales los ‘bit rates’ o tasas de bit son múltiplos de 64 
Kbits/s. El diseño de H.261 fue un esfuerzo pionero, y todos los subsiguientes estándares de 
codificación de vídeo internacionales (MPEG-1, MPEG-2/H.262, H.263, e incluso H.264) 
están basados en su diseño.  
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El algoritmo de codificación utiliza un híbrido de predicción inter-imagen compensada por 
el movimiento y codificación de transformaciones espaciales con cuantificación escalar, 
escaneado en zig-zag y codificación entrópica. 
La unidad de procesamiento básica del diseño se llama ‘macrobloque’, y H.261 fue el 
primer estándar donde apareció este concepto. Cada ‘macrobloque’ consiste en una matriz 
de dimensión 16x16, con muestras ‘luma’ y dos matrices correspondientes de dimensiones 
8x8 con muestras ‘chroma’, utilizando un muestreo 4:1:1 con un espacio de color YCbCr. 
o H.263: Se trata de un códec de vídeo diseñado por la ITU-T como solución de codificación 
de bajo ‘bit rate’ para videoconferencia. Se diseñó primero para ser utilizado en sistemas 
basados en H.324 (RTB y otras redes conmutadas de videoconferencia y videotelefonía) 
pero desde entonces se encontraron también usos en soluciones H.323 (videoconferencia 
basada en IP/RTP), H.320 (videoconferencia basada en RDSI), RTSP (streaming) y SIP 
(conferencia en Internet). 
H.263 fue desarrollado como una revolucionaria mejora basada en la experiencia de H.261, 
el estándar ITU-T previo para compresión de vídeo explicado anteriormente, y los 
estándares MPEG-1 y MPEG-2. La primera versión se completó en 1995 y proporcionó un 
conveniente reemplazo para H.261 en todos sus ‘bit rates’. 
o H.263p: También conocido como H.263+/h263p o H.263v2 es básicamente una mejora de 
H.263,  soportada por muchos ‘Softphones’ como ‘Linphone’, proporcionando una mejora 
de la calidad de vídeo. 
Fue diseñado reteniendo completamente el contenido técnico de la primera versión (H.263) 
del estándar, pero mejorando las capacidades de éste añadiendo varios anexos que pueden 
mejorar substancialmente la eficiencia de la codificación y proporcionar otras capacidades 
(tales como una robustez mejorada frente la pérdida de datos en el canal de transmisión). El 
proyecto H.263+ fue ratificado por la ITU en Febrero de 1998.  
H.263v2 también añadió soporte para formatos flexibles de imágenes personalizadas y con 
frecuencias de reloj de imagen personalizadas. Previamente, los únicos formatos de imagen 
soportados en H.263 habían sido Sub-QCIF, QCIF, CIF, 4CIF, y 16CIF, y la única 
frecuencia de reloj de imagen había sido 29.97 (30000/1001 tics de reloj por segundo). 
o H.264: Se trata de un estándar de alta compresión de vídeo, también conocido como 
MPEG-4 Part 10, o MPEG-4 AVC (Advanced Video Coding). 
La finalidad del proyecto H.264/AVC era crear un estándar capaz de proporcionar buena 
calidad de vídeo a ‘bit rates’ sustancialmente inferiores que los estándares previos (por 
ejemplo, menos de la mitad del ‘bit rate’ de MPEG-2, H.263 o MPEG-4 Part 2), sin 
incrementar demasiado la complejidad del diseño para que no fuera impracticable o 
excesivamente caro de implementar. Un objetivo adicional era proporcionar 
suficiente flexibilidad para permitir aplicar el estándar en una amplia variedad de 
aplicaciones y una amplia variedad de redes y sistemas, incluyendo bajos y altos ‘bit rates’, 
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vídeo de alta y baja resolución, multidifusión, almacenamiento en DVD, redes de paquetes 
RTP/IP y sistemas de telefonía multimedia ITU-T, entre otros. 
En general, en el presente proyecto, desde el inicio intentamos que el códec utilizado para 
nuestro sistema de videoconferencia fuese el H.264, ya que era el que podía ofrecer la mejor 
calidad de imagen con alta resolución. Sin embargo, fue difícil encontrar una aplicación 
‘Softphone’ que incluyera este códec y que, al mismo tiempo, fuera de libre distribución u 
‘Open Source’. La mayoría de estas aplicaciones ofrecían versiones de prueba o ‘trials’ que 
incluían hasta la versión H.263p para códecs de vídeo. En un sistema de videoconferencia 
dedicado a la Telemedicina esto no era suficiente. Necesitábamos una calidad de imagen 
excelente para que los especialistas pudieran ver a sus pacientes con el máximo detalle y, así, 
poder realizar un diagnóstico mucho más completo. 
Finalmente, como explicaremos en el siguiente apartado, encontramos una aplicación de libre 
distribución que incluía el códec H.264 de alta definición (High Definition – HD). En la versión 
más actualizada del ‘Softphone’, Linphone v.3.4.3, sólo había que instalar un ‘plug in’ para 
poderlo dotar de este códec. 
Los resultados han sido realmente asombrosos. La imagen es nítida y no se producen retardos o 
‘delays’. La resolución es realmente sobresaliente y el ancho de banda que ocupa cada una de 
estas videoconferencias es ajustable, ya que tiene una opción de control de ese ancho de banda, 
tanto de subida como de bajada de los datos. Esto es muy beneficioso para nuestro sistema, ya 
que nuestros enlaces, al ser de larga distancia, son a menudo variables, cosa que hace necesario 
el ajuste del ancho de banda en nuestras aplicaciones. 
 
Ilustración 48: Videoconferencia entre los técnicos de San Juan y Balsapuerto 
 
5.3.6. Softphones y equipos 
 
Un ’Softphone’ (en inglés es la combinación de software y de telephone) es una aplicación 
software que hace una simulación de teléfono convencional a través de un ordenador. De esta 
manera, permite utilizar el ordenador para hacer llamadas de audio o de audio + vídeo 
(videollamadas) a otros ‘Softphones’ o a otros teléfonos convencionales usando un VoIP 
Service Provider o VSP. 
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Normalmente, un ‘Softphone’ es parte de un entorno Voz sobre IP (VoIP) y puede estar basado 
en el estándar SIP/H.323 o ser privativo. 
En nuestro caso concreto, necesitábamos que el ‘Softphone’ utilizado para nuestras sesiones de 
videoconferencia cumpliera ciertos requisitos indispensables: 
 Aplicación de libre distribución u ‘Open Source’: En el marco de un proyecto de 
cooperación como el nuestro, no podíamos gastar dinero en la adquisición de licencias 
de software o de componentes parecidos.  
 SIP: Requeríamos que trabajase bajo el protocolo SIP, que era el protocolo que 
utilizaba nuestro servidor Asterisk. 
 Microsoft Windows 7: Debía ser una aplicación que fuera compatible con el sistema 
operativo de nuestros equipos que, en este caso, era Windows 7. Se barajó la 
posibilidad de instalar alguna distribución de Linux, pero se descartó debido a que las 
personas que iban a utilizar estos equipos no estaban familiarizadas con otro sistema 
operativo que no fuese Microsoft Windows. 
 Códecs de audio: Necesitábamos que, al menos, los códecs GSM y/o G.711 estuvieran 
incluidos, ya que eran los que habíamos previsto utilizar para nuestras comunicaciones 
por audio y videollamadas. 
 Códecs de vídeo: Priorizábamos la inclusión del códec H.264 sin licencia sobre todos 
los demás. Como hemos explicado anteriormente, este códec era el que nos podía 
ofrecer la calidad de imagen que necesitábamos para nuestros propósitos. 
 Sencillez: La sencillez en aplicaciones software cuando se trata de comunidades 
aisladas donde, es probable, que el uso de un ordenador no sea muy común, era algo 
que teníamos muy en cuenta. Estas aplicaciones debían ser lo más sencillas posible 
para que, a las personas que las iban a utilizar, no les supusiera un gran esfuerzo 
aprender su funcionamiento y su mecánica. 
 Webcam: El uso de una webcam formaba parte del sistema. Debíamos cerciorarnos de 
que la aplicación que íbamos a utilizar pudiera aceptar todo tipo de modelos y marcas 
de cámaras web externas. 
Adicionalmente a todo esto, y el asunto más importante, era que la aplicación fuera compatible 
con Asterisk. A pesar de utilizar el protocolo SIP, en nuestra fase de pruebas nos encontramos 
que algunas aplicaciones no funcionaban correctamente con Asterisk, es decir, éste no era capaz 
de controlar la comunicación entre usuarios como nosotros la habíamos programado. 
A continuación, se enumeran algunas de las propuestas de ‘Softphones’ que se barajaron y las 
razones de por qué se descartaron finalmente.  
o Mirial: Mirial (anteriormente DyLogic) es uno de los principales proveedores del mundo de 
productos avanzados para la comunicación de audio y vídeo sobre redes convergentes. Son 
pioneros en el software de videoconferencia de escritorio desde 1999. La cartera de la 
compañía incluye un conjunto completo de soluciones para servicios audiovisuales en las 
redes IP y videoconferencia de alta definición (HD). 
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Ilustración 49: 'Softphone' Mirial 
 
Esta opción era, sin lugar a dudas, una de las mejores. Podía trabajar con SIP/H.323, incluía 
todos los códecs de audio y vídeo que requeríamos, era fácil de utilizar y de configurar, etc. 
En definitiva, sólo tenía un problema, que no era una aplicación de libre distribución, aporte 
que nos obligó a descartarlo. 
 
o X–Lite: X–Lite es un ‘Softphone’ de VoIP que utiliza el protocolo SIP. Está desarrollado 
por la empresa CounterPath Corporation, con sede en Vancouver (Canadá). En Septiembre 
del año 2010, CounterPath lanzó la nueva versión de X–Lite, la v.4.0. Esta versión fue la 
que estuvimos testeando en nuestra fase de pruebas.  
 
 
Ilustración 50: Códecs de audio en productos de la empresa CounterPath 
 
Pese a ser una versión ‘trial’, según su hoja de especificaciones, incorporaba muchas 
opciones interesantes y estuvimos estudiándolo con profundidad durante un tiempo. Al 
realizar las pruebas, vimos que trabajaba bien con Asterisk, pero los resultados en cuanto a 
la calidad de imagen dejaron mucho que desear. 
 
La empresa CounterPath Corporation tiene dos aplicaciones más para realizar llamadas y 
videollamadas por VoIP. Estas dos aplicaciones no son de distribución libre y, por esta 
razón, incorporan opciones de un nivel más elevado que X–Lite. Como podemos ver en las 
Ilustraciones 50 y 51, uno de los códecs que la versión „trial‟ no incluye es el H.264, 
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completamente necesario en nuestro caso. En referencia a códecs de audio, como vemos, sí 
podía adecuarse a nuestras necesidades. 
 
 
Ilustración 51: Códecs de vídeo en productos de la empresa CounterPath 
 
Las pruebas no dejaban lugar a dudas. La calidad de la imagen resultante con X–Lite 4.0 
resultaba inaceptable para nuestros propósitos. Así pues, debido a que no se conseguía una 
buena calidad de imagen de alta resolución, se decidió descartarlo. 
 
o Jitsi: Jitsi (antes SIP Communicator) es una aplicación de videoconferencia, VoIP, 
y mensajería instantánea para los sistemas operativos Windows, Linux y Mac OS X. Es 
compatible con varios protocolos populares de mensajería instantánea y de telefonía, entre 
ellos SIP o XMPP. 
 
Ilustración 52: 'Softphone' Jitsi 
Distribuido bajo los términos de la GNU Lesser General Public License, Jitsi es software 
libre y de código abierto. Jitsi soporta varios sistemas operativos, incluyendo Windows, así 
como sistemas de tipo UNIX, como Linux, Mac OS X y BSD. Sus principales 
funcionalidades son las siguientes:  
Sistema de Videoconferencia 
86 
 
 Transferencia de llamadas atendidas y/o ciegas 
 Cambio a "ausente" automático 
 Auto reconexión 
 Grabación de llamadas 
 Cifrado con protocolos SRTP y ZRTP 
 Llamadas de conferencia 
 Establecimiento de conexión de medios directa mediante protocolo ICE 
 Almacenamiento de contraseñas cifradas con una contraseña maestra 
 Transferencia de archivos para los servicios XMPP, AIM/ICQ, Windows Live 
Messenger Service, Yahoo! 
 Cifrado de mensajería instantánea con Off-the-Record Messaging 
 Soporte IPv6 para SIP y XMPP 
 Indicador de mensaje en espera (RFC 3842) 
 Llamadas de voz y vídeo mediante protocolos SIP y XMPP, con H.263 y H.264 
para codificación de vídeo. 
 Telefonía de banda ancha con G.722 y Speex 
Jitsi era una muy buena opción, de trataba de un software libre que incluía todos los 
requisitos que imponíamos en nuestra configuración y, además, su entorno gráfico era muy 
atractivo. Sin embargo, en las pruebas realizadas no funcionaba del todo bien con Asterisk. 
Se establecían los registros de los usuarios en el servidor, pero a la hora de realizar sesiones 
de videoconferencia había problemas con el audio y el vídeo. Si se veía bien la imagen no 
se podía escuchar al otro interlocutor y viceversa. Comprobamos, a través del foro de su 
página web, que este problema era común si se utilizaban algunas versiones de Asterisk. 
Después de muchos ‘tests’ y de probar distintas configuraciones, decidimos descartarlo y 
buscar uno que funcionara correctamente al 100%. 
De esta manera, fuimos probando distintas aplicaciones de software que nos permitieran realizar 
llamadas de audio y vídeo a través del protocolo SIP controladas por Asterisk. A parte de las 
mencionadas, también probamos las siguientes: 
 Ekiga 
 Hayibo! 
 Polycom 
 Bria 3.0 
En todas ellas siempre encontramos algo que no se adecuaba a nuestras necesidades: o no era 
software libre y se requería de licencia, o no se incluían los códecs que necesitábamos o, 
simplemente, no trabajaban bien con Asterisk. 
Finalmente, encontramos una aplicación que cubría todas nuestras necesidades y que funcionaba 
perfectamente con Asterisk: LINPHONE. 
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Linphone es una aplicación de VoIP disponible para PC con sistemas operativos como Linux, 
Windows o Mac OS X. Utiliza el protocolo SIP para la comunicación entre usuarios y está bajo 
la licencia GNU (General Public License). 
Sus códecs de audio incluyen los estándares Speex (de banda ancha y estrecha), G.711 (tanto la 
versión µ-law como a-law), GSM y iLBC (a través de un ‘plug in’ opcional). Con referencia al 
vídeo, soporta códecs como: H.263p, MPEG-4, Theora y, sobre todo, H.264, añadiendo 
únicamente el ‘plug in’ x264, con resoluciones que van desde QCIF (176 x 144) hasta HD 
(1280 x 720). 
Con sólo evaluarlo, observamos que su entorno gráfico era muy adecuado, ya que incluía listas 
de contactos (que podíamos utilizar para los diferentes centros y puestos de salud) y su manejo 
era muy sencillo. Al realizar las pruebas de audio y vídeo nos dimos cuenta que era el software 
que estábamos buscando. Añadimos cámaras web de alta resolución y la imagen era, 
prácticamente, perfecta sin ningún tipo de retardo. La señal de voz, a través del códec G.711 µ-
law, era nítida sin presencia de ruido, como si se estuviera estableciendo una comunicación a 
través de un teléfono convencional. 
 
 
Ilustración 53: 'Softphone' Linphone 
Sus funcionalidades eran muy diversas pese a su sencillez. Su configuración era muy simple, 
sólo se tenía que registrar al cliente a través de su extensión con una cuenta SIP y ya podía 
establecer la comunicación con cualquier otro usuario registrado. 
Con Linphone se pueden establecer llamadas telefónicas, sesiones de videoconferencia y 
mensajería instantánea entre los usuarios conectados dentro de la red local. 
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Como equipos externos, utilizamos cámaras web de alta definición y auriculares con micrófono 
incorporado. Ambos productos de la marca Logitech: 
 
 
Ilustración 54: HD Webcam Logitech C910 con auriculares y micrófono 
 
5.3.7. Video Streaming para educación: VideoLAN 
 
La educación o capacitación al personal de salud es algo prioritario. Son las personas que van a 
utilizar el sistema, por esta razón creímos que era totalmente indispensable enseñarles todo lo 
que habíamos implementado y las funciones de cada uno de los servicios.  
Hicimos cursos de capacitación en cada una de las comunidades, así como en el Hospital de 
Apoyo Santa Gema de Yurimaguas. En estos cursos, explicamos cuál era el proyecto que 
habíamos realizado, tanto a nivel tecnológico como social, y cuáles eran los objetivos que con él 
pretendíamos alcanzar. 
Tanto en los puestos y centros de salud de San Juan, Varadero y Balsapuerto, como en el 
Hospital Santa Gema, se mostraron muy receptivos y nos apoyaron en todo. Nos facilitaron 
parte de su tiempo para que pudiéramos explicarles cómo utilizar los servicios e hicieron 
prácticas, como llamadas telefónicas y sesiones de videoconferencia, con el personal de salud de 
otros centros, para que se fueran habituando y familiarizando a utilizar todas las funciones y 
poder, así, empezar a realizar consultas médicas lo antes posible. 
Adicionalmente, creamos tutoriales y manuales del software utilizado y dejamos vídeos 
explicativos tanto de las aplicaciones como de cuestiones de ofimática y manejo de archivos. 
Entre estas funciones, creamos unos ‘scripts’ para poder emitir vídeos de capacitación, con sólo 
hacer un clic, desde el Hospital Santa Gema a todos los puestos y centro de salud de nuestra red 
de Telemedicina. Estas emisiones se realizan a través del software libre VideoLAN y, con 
nuestro ‘script’, sólo es necesario cambiar el nombre del archivo del vídeo a emitir para poder 
difundir cualquier vídeo que ellos precisen. 
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En el ejemplo que mostramos a continuación, se utilizó un vídeo que explicaba los síntomas y 
cómo actuar frente a una lesión cerebral, muy práctico para guiar a los técnicos de enfermería o 
médicos sin mucha experiencia de las comunidades aisladas. 
 
 
 
 
 
 
 
 
Para poder recibir estos vídeos desde los diferentes nodos y comunidades, creamos otro ‘script’, 
a través del cual, sólo con un clic, podían ver la reproducción de ese vídeo. 
De esta manera, el único emisor es el Hospital Santa Gema, que es donde están todos los 
médicos y especialistas, y el resto de nodos son receptores, es decir, únicamente pueden recibir 
vídeos procedentes del Hospital. 
 
 
 
 
 
 
 
 
 
 
 
 
 
powershell "get-process vlc* | stop-process" 
"C:\Program Files (x86)\VideoLAN\VLC\vlc.exe"  
C:\red_de_salud\videos\lesion_cerebral.flv -- loop -- qt-start-
minimized -- sout-ts-dts-delay 100 -- sout-udp-caching 20 -- 
realrtsp-caching 20 -- rtsp-caching 20 -- udp-caching 20 -- 
sout=#transcode{vcódec=h264, vb=0, scale=0, acode=mp4a, ab=128, 
channels=2, samplerate=44100} :http{mux=ffmpeg{mux=flv},dst=:8080/} 
:no-sout-rtp-sap :no-sout-standard-sap :ttl=1 :sout-keep 
<!DOCTYPE HTML PUBLIC "-//W3C//DTD HTML 4.01 Transitional//EN"> 
 
<html><head><title>Red de Salud Santa Gema</title> 
 
</head> 
<body style="color: white; background-color: black;" alink="#000099" 
link="#000099" vlink="#990099"> 
<h1 style="text-align: center;">Red de Salud Alto Amazonas -
Videoconferencia v0.1</h1> 
<div style="text-align: center;">Transmisión desde el Hospital Sta 
Gema en Yurimaguas:</div><hr> 
<center> 
<embed type="application/x-vlc-plugin" id="vlc" name="video1" 
autoplay="yes" loop="no" hidden="no" target="http://20.22.1.10:8080" 
height="720" width="1280"></center></body></html> 
 
Ilustración 55: 'Script' para emitir vídeos de capacitación a través de VideoLAN 
Ilustración 56: 'Script' para recibir vídeos de capacitación desde el Hospital  
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5.4. Conclusiones 
 
Como avanzamos en la introducción de este capítulo, la implementación de un sistema de 
videoconferencia era una de las metas que incluía este proyecto. El aislamiento y, a menudo, la 
falta de conocimientos por parte del personal de salud encargado de comunidades tan remotas, 
hacía necesario un elemento más para que un especialista pudiera realizar un diagnóstico a 
distancia con toda la información posible. 
La imagen es siempre un elemento que aporta un alto contenido de información. Los síntomas 
de un paciente pueden ser claros para un especialista en depende qué situaciones, pero si a esos 
síntomas, le añades la imagen física del paciente, los detalles que puede percibir el especialista 
son mucho más completos y reales. 
Actualmente, en la red de Telemedicina implementada, ya se está utilizando el sistema a través 
de llamadas telefónicas y sesiones de videoconferencia con el Hospital Santa Gema. Se realizan 
llamadas telefónicas, normalmente, para alertar de la evacuación de un paciente y para trámites 
administrativos. El servicio de videoconferencia está siendo utilizado para consultas médicas 
con especialistas. 
Como apunte final, explicaremos un caso real de funcionalidad: Unos días antes de nuestro 
regreso a la ciudad de Lima, el técnico de enfermería de la comunidad de San Juan del 
Armanayacu estableció una sesión de videoconferencia con uno de los médicos del Hospital 
Santa Gema en Yurimaguas. La razón fue un caso de „ofidismo‟ o mordedura de serpiente. El 
técnico de enfermería, a través de su cámara web externa, mostró la mordedura al médico en 
Yurimaguas. Éste, tras observar los rasgos y la forma de la mordedura, le indicó al técnico qué 
antídoto debía utilizar en ese caso concreto. De esta forma, la paciente no tuvo que ser evacuada 
a Yurimaguas y permaneció estable al cabo de pocas horas. 
Con este ejemplo queremos demostrar la utilidad que tienen sistemas como éstos en 
comunidades donde el transporte es escaso, los recursos son mínimos y las limitaciones son 
demasiadas. Un sistema de videoconferencia no sólo ayuda profesionalmente a un técnico de 
enfermería, sino que anímicamente (no olvidemos que estos técnicos están completamente solos 
en la práctica de la medicina en sus comunidades) les aporta un grado de confianza el estar 
supervisados por un médico o especialista con años de experiencia. 
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Capítulo VI 
Estudio de línea de base  
 
6.1. Introducción 
 
La presente tesis también incluye este capítulo en el que se realiza un estudio de línea de base 
enfocado al servicio de videoconferencia implementado en el proyecto. El estudio pretende 
analizar la información recogida en la zona, ya que puede ser de gran ayuda para un estudio de 
impacto posterior. 
Desde un principio, se decidió dirigir esta tesis no sólo hacia aspectos tecnológicos, sino 
también hacia modelos de comportamiento y ámbitos sociales para poder justificar y 
contextualizar la ejecución de un proyecto como el que se ha llevado a cabo. 
La línea de base se define como la primera medición de todos los indicadores contemplados en 
el diseño de un proyecto de desarrollo social y, ‘por ende’, permite conocer el valor de los 
indicadores al momento de iniciarse las acciones planificadas. En resumen, establece ‘el punto 
de partida’ de la intervención. 
Enfocando esta línea de base al sistema de videoconferencia, lo que queríamos conocer era cuán 
necesario sería para la población y para el entorno donde se ha desarrollado. Para ello, 
estudiamos y recogimos información sobre el lugar, sus gentes, su ‘modus vivendi’, etc. para 
intentar entender y prever sus reacciones y sus actos. Adicionalmente, realizamos entrevistas a 
miembros del personal médico para saber sus necesidades y les propusimos que intentaran 
imaginar, desde su experiencia, cómo mejoría la asistencia a los pacientes si dispusieran de un 
sistema de videoconferencia.   
En definitiva, establecer un marco de estudio de este tipo ayuda a justificar la incursión de las 
Tecnologías de la Información y Comunicación (TIC) en ambientes aislados rurales, donde las 
necesidades son muchas pero hace falta entenderlas bien para poder contribuir a su erradicación. 
 
6.2. Distrito de Balsapuerto 
 
El presente proyecto se ha realizado en el distrito de Balsapuerto, perteneciente a la provincia de 
Alto Amazonas del departamento de Loreto. En esta sección se explicarán tanto los factores 
geográficos y demográficos como el diagnóstico situacional y de salud del distrito para 
contextualizar mejor la línea de base propuesta. 
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6.2.1. Situación geopolítica 
 
 Política 
 
País: Perú 
Región: Loreto 
Provincia: Alto Amazonas 
Distrito: Balsapuerto 
 
 
Ilustración 57: Mapa del Distrito de Balsapuerto 
 
 Geografía 
 
Se encuentra ubicado sobre una extensa llanura y ramificaciones de la cordillera 
oriental de selva tropical de la Provincia de Alto Amazonas, en las siguientes 
coordenadas: 
 
 Latitud Sur           :     05
o 
  41’  05’’   
Latitud Oeste      :     76
o   35’  30’’ 
 
 Extensión, Población y Altitud 
 Extensión: La extensión territorial del distrito de Balsapuerto es de 2,165.24 Km2   
 Población: La población de Balsapuerto es de 14,273 habitantes y la densidad 
poblacional de 6.59 hab. / Km
2
.  
 Altitud: 220 m.s.n.m.  
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 Límites  
Limita con el distrito de Cahuapanas en la provincia de Datem del Marañon, los distritos de 
Jeberos y de Yurimaguas y las provincias de Moyobamba y Lamas en el departamento de 
San Martín 
Por el norte limita con el distrito de Jeberos. 
El límite se inicia en un punto de cota 214 de coordenada UTM 318,1 Km E y 9397,6 Km 
N, continúa en dirección Este por la divisoria de aguas del río Paranapura (tributario: 
quebrada Panan) y el río Aypena, hasta un punto de coordenada UTM 356,4 Km E y 9386,5 
Km N. 
Por el este limita con el distrito de Yurimaguas. 
Desde último punto mencionado, el límite continúa en dirección Sur por la divisoria de 
aguas del río Huallaga (tributario: río Zapote) y el río Paranapura, hasta punto en la vaguada 
del río Paranapura, de coordenada UTM 354,9 Km E y 9353,2 Km N. El límite prosigue en 
dirección Sur Oeste por la divisoria del río Armanayacu y la quebrada Yanayacu, hasta un 
punto de cota 1282 de coordenadas UTM 330,3 Km E y 9334,8 Km N. 
Por el sur y por el oeste limita con las provincias de Moyobamba y Lamas, en el 
departamento de San Martín. 
Desde último punto mencionado, el límite continúa en dirección Noroeste para la divisoria 
de aguas del río Paranapura (tributarios: río Armanaycu, río Cachiyacu, quebrada Buen 
Paso, quebrada Pumayacu, quebrada Mashoyacu, quebrada Cachiyacu Blanco, quebrada 
Escalerayacu, quebrada Cachiyacu Negro y el río Yanayacu) y el río Mayo (tributario: 
quebrada Yanayacu), hasta un punto de cota 1626 de coordenada UTM 290,2 Km E y 
9336,5 Km N. 
Por el oeste limita con el distrito de Cahuapanas. 
Desde último punto mencionado, el límite continúa en dirección Norte por la divisoria de 
aguas del río Paranapura (tributarios: río Yanaycu y quebrada Paucaryacu) y el río 
Cahuapanas (tributario: quebrada Sillay), hasta un punto de cota 214 de coordenada UTM 
318,1 Km E y 9397,6 Km N, punto de inicio de la presente descripción. 
 
 Acceso 
El distrito de Balsapuerto está articulado con la región y el resto del país a través de dos ejes 
viales. El primero comprende un sistema de dos ríos, con el río Paranapura, que desemboca 
a la altura de la ciudad de Yurimaguas. Siguiendo el curso de este río, aguas arriba, se llega 
al centro poblado de San Gabriel de Varadero y, a partir de este punto, se sigue el curso del 
río Cachiyacu, para llegar a la localidad de Balsapuerto. El trayecto desde S.G. de Varadero 
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hasta la capital distrital se hace en bote motor, en un tiempo de cuatro horas, y en canoa se 
realiza en un lapso de doce horas.  
El otro eje vial es el aéreo desde  la ciudad de Yurimaguas  al centro del poblado de 
Balsapuerto. Se realiza en avionetas de un solo motor, en un tiempo de cuarenta minutos, 
aproximadamente.  
 
 
Ilustración 58: Mapa provincial del Alto Amazonas 
 
6.2.2. Antecedentes históricos 
A inicios de las primeras décadas del siglo XIX, Balsapuerto fue fundada por el gobernador 
general de Misiones, el Teniente Coronel Doroteo Arévalo, siendo este lugar antes de esa fecha, 
embarcadero del Cachiyacu. Su fundación data del año de 1822. 
Desde hace muchos años, a los habitantes de Balsapuerto les dieron el apelativo de ‘balsachos’ 
o ‘balsapuertinos’, proviniendo el nombre de dos vocablos hispanos: 
 Balsa: embarcación de transporte de los indígenas del lugar   
 Puerto: lugar o embarcadero donde acoderar las embarcaciones. 
Balsapuerto, lo denominó Doroteo Arévalo al paraje del embarcadero del Cachiyacu. Sus 
habitantes (indígenas) utilizaban las balsas como embarcación de transporte, de bajada del río. 
El retorno lo hacían por caminos de herradura.  
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El Distrito de Balsapuerto, capital histórica de la Provincia de Alto Amazonas, ha tenido una 
larga tradición histórica de contacto social, cultural y económico desde tiempos ancestrales, es 
decir, antes de su fundación como pueblo. 
En su territorio habitaron una heterogeneidad de grupos y familias indígenas. Su población se 
fue formando como consecuencia de las diferentes oleadas migratorias. Los datos señalan que 
las primeras familias lingüísticas que llegaron a la zona, pertenecían a las familias Cahuapanas, 
Jíbaro y Tupi Guaraní, procedentes del Alto y Bajo Paranapura, así como también del Huallaga 
y parte de San Martín. Los grupos étnicos, que integraron los territorios del distrito fueron: 
 Los Chayahuitas (Campo Piyapi), que habitaron en el Alto Paranapura, oriundos del 
Cahuapanas. 
 Los Jeberos, oriundos del mismo nombre, ocuparon el Bajo Paranapura. 
 Los Aguarunas, oriundos del Alto Marañón, ocuparon el Alto y Bajo Paranapura. 
 Los Muniches que habitaron en las alturas del Paranapura. 
 Los Motilones Lamistos, estuvieron a orillas del río Cachiyacu. 
 Los Cumbaza (San Martín en el Shilcayo), habitaron a orillas del Cachiyacu. 
 
Estos grupos étnicos nos dan a entender la existencia de una red más o menos cosmopolita de 
alianzas e intercambios por un lado, y de antagonismo y conflictos por el otro. Las relaciones 
interétnicas al interior de la región, nos muestra una amplia red de intercambio que articulaban 
diversas poblaciones. 
Es evidente lo que manifiesta la teoría del sabio Julio C. Tello, que algunas de estas etnias locales 
del bosque tropical, penetraron profundamente en zonas de mediana altitud de la vertiente oriental 
de los Andes, originando la cultura del río Abiseo (Pajatén) y toda esa gran ‘mancha’ cultural 
habría contribuido significativamente en el origen de las culturas prehistóricas. 
El crecimiento demográfico del incario habría presionado a los quechuas en la búsqueda de 
nuevos recursos, volcando su atención hacia la Selva Alta y Baja. Fueron muchas las campañas 
militares expansionistas del imperio inca al Antisuyo
21
, las cuáles en su mayoría resultaron 
infructuosas.  
Muchos fueron los obstáculos que la naturaleza opuso a la expansión de los incas en la región 
selvática. Algunos de ellos serían la insalubridad del clima tropical, la falta de vía de 
comunicación o la dificultad de transporte de tropas, por las enormes distancias que tuvieron que 
recorrer. Salvando estos inconvenientes, los soberanos del Cuzco lograron penetrar en el misterio 
de la selva, aunque no llegaron a establecerse en ella, tal es el caso de Túpac Yupanqui y Huayna 
Capac. 
 
 
                                                 
21
 Antisuyo: El Antisuyo fue una suyo del Imperio incaico ubicado al norte y noreste del Cuzco. Sólo la 
región de la selva no pudo ser dominada por los incas. 
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6.2.3. Diagnóstico situacional 
 
Balsapuerto es uno de los principales centros poblados que, a principio de la conquista española, 
y posteriormente en época del caucho, fue solamente un corredor económico hacía la ciudad de 
Moyabamba. 
En la actualidad predomina la etnia Chayahuita (Campo piyapi) en un 90%, y mestizos el 10%, 
además de la producción agropecuaria de sostenimiento. 
La marginación y el asistencialismo, propia del carácter Chayahuita, y sus serias limitaciones en 
salud y nutrición, en educación y sus creencias místicas, limitan su desarrollo. Es necesario, así 
pues, su institucionalización a través de un ‘Plan de Desarrollo Concertado’ para que sean 
conscientes de su realidad.  
 
6.2.3.1. Dimensión económica 
 
Balsapuerto está calificada como una zona de pobreza extrema, lo que significa que no existen 
oportunidades de trabajo y, por lo tanto, los pobladores no tienen ingresos económicos 
suficientes para cubrir sus necesidades más básicas. 
Es necesario que los proyectos productivos tengan ideas de capacitación de género e 
interculturalidad, para incentivar la agricultura como fuente de generación de materia prima, la 
producción y la creación de agroindustrias. 
 Actividad agrícola 
Los principales cultivos del distrito los podemos ver en el Tabla 7. Se trabajan en pequeñas 
extensiones debido a los bajos precios que se pagan por las cosechas en el mercado de la ciudad 
de Yurimaguas. 
 
Cultivo Hectárea Rendimiento  Zona 
Arroz 175 1,500 Todo el Distrito 
Yuca 500 10,000 Todo el Distrito 
Plátano 375 8,000 Todo el Distrito 
Maíz 50 800 Todo el Distrito 
Frijol 25 600 Todo el Distrito 
 
Tabla 7: Principales cultivos del Distrito 
 Actividad pecuaria 
La actividad pecuaria en el distrito esta diversificada. En la mayoría de las cuencas se 
encuentran pequeños hatos ganaderos, crianza de porcinos, aves de corral, ovinos de pelo, etc.  
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Las pasturas para la crianza del ganado vacuno están constituidas por pastos de la especie 
‘Brachiaria decumbens’ y, en una mayor extensión, por pastos naturales de la especie  
‘Paspalum notatum’ o ‘toro urco’.  
Los servicios de sanidad agraria no existen. Las personas o comunidades que se dedican a estas 
actividades no pueden acceder a servicios de créditos por carecer de documentación legal. 
 Actividad piscícola 
En el distrito de Balsapuerto la pesca es artesanal y es de uso doméstico y local. La pesca local 
va desapareciendo debido a que la fauna piscícola está siendo diezmada por los depredadores 
que utilizan barbasco para la pesca, tanto en los riachuelos, como en los lagos. 
Al existir este tipo de problemas, la Municipalidad y otras entidades han venido fomentando la  
crianza de peces en cautiverio en pozos artesanales, con la finalidad de producir proteína animal 
para mejorar las condiciones de desnutrición crónica existente en las familias.   
 Actividad forestal 
Los bosques del distrito de Balsapuerto, tanto en las zonas altas como bajas, nos muestran una 
exuberante vegetación de diferentes variedades de plantas arbóreas. Dentro de ellas hay plantas 
medicinales, resinosos frutales nativos, lianas, bejucos, plantas ornamentales y exóticas, árboles 
maderables de diferente uso, etc. Entre las más comerciales están la caoba, cedro, moena, 
tornillo, ishpingo, quillo bordón, palo sangre, ponas, quinilla y maderas duras para construcción 
de viviendas en la zona del distrito.  
Una actividad racional de la explotación forestal puede contribuir a mejorar los ingresos de la 
población de la zona, siempre que esté acorde con la normatividad ambiental y forestal vigente.  
 Actividad turística 
El distrito de Balsapuerto es uno de los privilegiados de la Provincia de Alto Amazonas al 
contar con ventajas para desarrollar la actividad turística. Cuenta con una población de la etnia 
Chayahuita, que cubre el 100% del territorio, cuyo conocimiento de su cultura puede ser 
utilizado en el desarrollo del turismo, mostrando costumbres, cultura, arte e idioma. 
Cuenta también con lugares atractivos naturales que el turista puede utilizar para su recreación y 
aventura. Un ejemplo claro son los petroglifos de ‘Cumpanamá’, un verdadero tesoro para la 
atracción turística. También hermosas caídas de aguas o cataratas para deleitar a propios y a 
extraños.  
Los atractivos turísticos de incalculable valor existentes en el distrito nos lleva a otra realidad 
que también debemos tener en cuenta: no existe personal capacitado para desarrollar, 
adecuadamente, esta actividad. Tampoco existen alojamientos o albergues para alojar a los 
visitantes o turistas tanto nacionales y extranjeros. La situación de aislamiento de estos centros 
turísticos es tan grande que los accesos por tierra están siendo objeto de estudio en la actualidad.  
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 Sistema de infraestructura vial 
El distrito de Balsapuerto no cuenta en la actualidad con ninguna vía que permita el acceso y la 
comunicación entre comunidades. Tampoco es posible la comunicación de éstas con la capital 
de la Provincia de Alto Amazonas, con la capital del Departamento de San Martín y, todavía 
menos, con los distritos colindantes de Cahuapanas y Jeberos.  
De acuerdo a las aspiraciones de sus pobladores y autoridades, se ha diseñado una futura red 
vial que comprende varios tramos. Esta red parte de la comunidad de Munichis, pasando por la 
cuenca del Armanayacu, y llega a Balsapuerto, lo que corresponde a una distancia aproximada 
de 54 Km.  
Otra posibilidad a tener en cuenta para una ruta a Balsapuerto es ir pasando por las cabeceras 
del río Yanayacu, a la altura de San Antonio, y llegar a la comunidad de Progreso, lo que 
supone una distancia total de 41 Km. 
Una tercera red troncal es aquella que parte desde Progreso pasando por Libertad, Nueva Vida y 
Los Angeles, en el Alto Paranapura, hasta la frontera con el Distrito de Cahuapanas, en una 
longitud estimada de 39 Km.  
Coincidiendo con nuestra llegada a la zona para la instalación del proyecto, se empezaron las 
obras de construcción para habilitar una carretera entre la comunidad de Balsapuerto y la ciudad 
de Moyobamba, situada en el departamento de San Martín. Sin embargo, ni las autoridades del 
distrito ni los habitantes del mismo se atreven a predecir cuándo se podrá disfrutar de este 
acceso. 
 Sistema eléctrico 
El consumo de energía eléctrica en el distrito es casi nulo. En realidad sólo alcanza  a dos 
comunidades: Balsapuerto y San Gabriel de Varadero, lo que equivale a cubrir sólo el 6 % de 
las necesidades de la población. Los ochenta centros poblados adicionales, que representan el 94 
% de la población, no cuentan con este servicio, ni de ninguna otra fuente de energía.  
La situación de extrema pobreza de estos pueblos no permite efectuar instalaciones de redes 
eléctricas primarias debido a que carecen de recursos económicos para el mantenimiento y 
sostenibilidad de estos servicios. 
La falta de recursos hace que las únicas vías para dotar a estos pueblos de energía eléctrica sean 
a través de sistemas solares con paneles. También, en el futuro, se deberían intentar aprovechar 
las caídas de agua o cataratas que existen en las cabeceras de sus principales ríos para construir 
minicentrales hidroeléctricas. 
 
6.2.3.2. Dimensión social 
 
El crecimiento demográfico en el distrito es debido, principalmente, a dos factores:  
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 La alta tasa de natalidad (reflejada en el número de hijos por familia)  
 La migración a la zona 
Estos factores hacen que los programas de asistencia social en educación, seguridad familiar, 
salud y nutrición, no alcancen a cubrir las necesidades elementales. Esta situación, además de 
otras relacionadas, tiene relación con la alta tasa de desnutrición infantil. 
 Educación 
La población principal del distrito, como hemos reflejado anteriormente, la forma la etnia 
Chayahuita. Por esta razón, la educación es bilingüe.  
El distrito tiene un total de 80 centros educativos, de los cuales 10 son de nivel inicial, 65 de 
primaria y 5 de secundaria. La mayoría de los centros educativos están en mal estado, con 
suelos sin asfaltar y paredes de caña. La mayor parte de ellos están construidos con material 
propio de la zona.  
En la Tabla 8 siguientes podemos ver cómo están estructurados estos sectores: 
 
 
Sectores 
 
 
Centros 
 
 
Número 
CE 
 
 
Matriculados 
 
 
Aulas 
 
 
Ingresantes 
 
 
Promovidos 
 
 
Repitentes 
 
 
Profesores 
 
Centro 
América 
 
Inicial 3 102 4    3 
Primaria 29 1,393 281 49 381 683 55 
Secundaria 1 115 3 40 46 29 9 
Balsapuerto 
 
 
 
Inicial 1 11 1    1 
Primaria 14 835 30 153 482 186 29 
Secundaria 1 139 5 40 69 23 7 
Panan 
 
Inicial 6 174 6    6 
Primaria  1,313 46 223 697 345 40 
Secundaria  225 3 64 135 8 18 
Sub Total 
 
Inicial 10 287 11    10 
Primaria 65 3,541 357 425 1,460 1,214 124 
Secundaria 5 479 17 144 250 60 34 
Total                      80 4,307 385 569 1,720 1,274 168 
 
Tabla 8: Centros educativos por sectores del Distrito 
 
Balsapuerto, con sus limitaciones y dificultades, cuenta con un total de 80 centros educativos, 
4.307 alumnos y 168 profesores. 
 
 El nivel inicial representa 6.7%, los niveles primarios y secundario representan el 82.2 
% y 11.1 %, respectivamente. 
 El 30.2 % de la población total del distrito de Balsapuerto es estudiante. 
 
La carga docente que se ha encontrado es de: 
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 28.7 alumnos/profesor en el nivel inicial 
 28.6 alumnos/profesor en el nivel primario 
 14.1 alumnos/profesor en el nivel secundario 
 
Otros indicadores son los siguientes: 
 
 Los índices de escolaridad están alrededor del 68%. 
 Tasa de analfabetismo en mujeres de 15 años es del 22.4%. 
 Tasa de analfabetismo de hombres de 15 años es del 18.7 %. 
 La población de 3 – 4 años es de 807 niños: sólo el 35.6% de ellos están matriculados 
en el nivel inicial. 
 La población de  5 – 12 años es de 2.999 niños: sólo el 18.1% de ellos están 
matriculados. 
 La población adolescente ronda los 2.457 habitantes. Sólo el 19.5% de ellos están 
matriculados, mientras que el resto no acude a las aulas por las condiciones de crisis 
económica, que los obliga a trabajar para ayudar y sostener a su familia.  
 En el distrito no existe un centro de educación superior pedagógica ni tecnológica. 
 
6.2.3.3. Dimensión cultural 
 
La gran mayoría de la población Chayahuita posee una cultura de apatía hacia un desarrollo de 
su propio entorno. No valoran la interculturalidad con los mestizos y se muestran pasivos a la 
hora de realizar cualquier interacción. 
En Balsapuerto, la interculturalidad debe realizarse como un proceso de interrelación que parte 
de la reflexión del reconocimiento de la diversidad y del respeto. No obstante, este propósito 
puede resultar muy difícil debido a la escasa participación que ejercen los miembros de la etnia. 
El objetivo principal que se persigue desde hace algún tiempo es promover la interacción entre 
la etnia Chayahuita y la raza mestiza y poder llegar, así, a una conexión más cercana. 
Principalmente, se busca el reconocimiento de: 
 Las diferencias y convergencias entre las personas y grupos. 
 Las identidades individuales y colectivas. 
 Los conocimientos de cada cultura como aporte complementario a las otras culturas. 
 Los derechos humanos. 
 Los valores compartidos. 
 Las normas de convivencia legítimas y aceptadas  
 Los intereses comunes para el desarrollo local  
 La equidad y género 
 El medio ambiente 
El distrito tiene por costumbre celebrar las fiestas religiosas y patronales. Las fiestas religiosas, 
como la Semana Santa, es colectiva y moviliza, mayoritariamente, a las familias con una mayor 
fe religiosa.  
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La fiesta de San Juan Bautista, que se celebra el 24 de junio, tiene carácter regional. Es una de 
las efemérides cristianas que en la región suscita reuniones familiares en las riberas de los ríos. 
En ellas, se degustan los famosos juanes
22
 acompañados de ruidosos bailes y bebidas 
alcohólicas.  
La celebración de la Navidad y Año Nuevo son otras de las festividades que se celebran a nivel 
global de la comunidad. 
 
6.2.3.4. Dimensión territorial 
 
Balsapuerto tiene una superficie territorial de 2,165.24 Km² que corresponde al 3.55% de la 
superficie provincial y 0.58 % de la superficie regional. Posee una vasta planicie fruto de las 
ramificaciones de la cordillera andina oriental a través de Moyabamba, capital de la región de 
San Martín, hacia la cuenca amazónica. La capital está emplazada en la orilla izquierda del río 
Cachiyacu, afluente del Paranapura. 
o Clima 
El distrito de Balsapuerto posee pequeñas variaciones en cuanto al clima se refiere. Las 
precipitaciones oscilan entre los 1000 mm y los 2000 mm al año, característico de zonas 
subtropicales. La temperatura también varía entre los 16° C y 24° C, aunque en algunas épocas 
del año se pueden superar los 35º C.  
o Hidrografía 
Balsapuerto está limitado por una extensa red hidrográfica de ríos caudalosos, de  recorrido 
meándrico, y aguas cargadas de sedimentos que tienen su origen en los andes. 
El Paranapura, afluente del río Huallaga, es el principal río que recorre el distrito de Oeste a 
Este. Son dignos de mención, también, los ríos Armanayacu, Cachiyacu y Yanayacu, que dan 
sus aguas al Paranapura. En los alrededores de estos ríos, existen innumerables fuentes de aguas 
que incrementan sus caudales. 
 
6.2.4. Área de sanidad 
 
La salud es el objetivo principal de este proyecto. Los sistemas de comunicación implementados 
en la zona de Balsapuerto son, exclusivamente, para uso médico. Como ya hemos explicado en 
más de una ocasión, existen grandes necesidades entorno a la salud y la atención médica en 
comunidades tan abandonadas. La falta de personal cualificado y el aislamiento que sufren estos 
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 Juanes: Es una comida típica de la región selvática de la Amazonía peruana. Se elaboran con arroz, 
carne de gallina, aceituna, huevo cocido, etc. y se envuelve en una hoja de bijao. Posteriormente, se 
hierbe durante, aproximadamente, una hora y media. 
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lugares hace que, muchas veces, se agraven situaciones que en un entorno urbano podrían ser 
controladas de forma inmediata. 
En este apartado intentaremos explicar con detalle el nivel de salud y los recursos médicos que 
posee esta zona. Una vez analizado esto desde un punto de vista teórico y cuantitativo, 
intentaremos establecer un punto de partida anterior a la implantación de nuestro sistema. De 
esta manera, podremos analizar qué posibles problemas podrían ser resueltos o, al menos, 
suavizados, con la implementación de los servicios de Telemedicina que hemos instalado y 
configurado en este área de la Amazonía peruana. 
 
6.2.4.1. Establecimientos sanitarios  
 
La categorización de establecimientos de salud, es decir, la determinación del tipo de 
establecimientos que son necesarios para abordar las demandas de la salud de la población que 
se atiende, constituye uno de los aspectos más importantes de la organización del sistema de 
atención de salud. Así, permite consolidar redes asistenciales articuladas por niveles de 
complejidad, un sistema de referencia y contrarreferencia efectivo, y el ordenamiento de la 
actual oferta en servicios.  
La categorización de los Establecimientos del Sector Salud es una norma técnica, elaborada por 
el Ministerio de Salud del Perú o MINSA, que establece las categorías necesarias para el 
adecuado funcionamiento de los servicios, contribuyendo así al logro de los objetivos y políticas 
sectoriales que propende la construcción de una cultura de vida y salud a favor de las personas, 
familias y comunidades del Perú.  
A continuación se detallan las funcionalidades, infraestructura y equipo humano que conforman 
cada categoría de los establecimientos de salud de los nodos implementados en este proyecto. 
o Categoría I - 1  
Es la categoría que sustenta el P.S. San Juan del Armanayacu y pertenece al primer nivel de 
atención. Es responsable de satisfacer las necesidades de salud de la población de su ámbito 
jurisdiccional, a través de una atención integral ambulatoria basada en la promoción de la 
salud y en la prevención de los riesgos y daños. Los establecimientos de esta categoría dependen 
de los Centros de Salud y están situados en poblaciones, en la mayoría de los casos, aisladas, en 
áreas de baja densidad de población y generalmente con menos de 1.000 habitantes. En su 
mayoría, no cuentan con línea telefónica y están mal dotados de infraestructura de carreteras y 
suministro eléctrico. Contará como mínimo, con un Técnico de Enfermería (debidamente 
capacitado) y puede adicionalmente contar con una Enfermera y/u Obstetra.  
Para el MINSA corresponde al Puesto de Salud (PS) sin Médico. Es parte del micro red de 
salud, articulándose con otros establecimientos, para resolver los problemas sanitarios de su 
ámbito.  
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Los establecimientos de salud que correspondan a esta categoría, tendrán las siguientes unidades 
productoras de servicio: 
 Salud Comunitaria y Ambiental. Es la unidad funcional dedicada a la promoción de 
la salud, prevención de riesgos y daños, a través de acciones e intervenciones 
específicas en la comunidad y el medio ambiente, fomentando la participación 
ciudadana. Cuenta con equipos y material audiovisual, de difusión, información, 
educación, etc. Las actividades son gestionadas por personal técnico de enfermería. 
 Consulta Externa. Es el área funcional dedicada a la atención integral ambulatoria del 
niño, adolescente, y del adulto, con actividades de promoción, prevención, 
recuperación y rehabilitación de problemas de salud, que por su naturaleza y grado de 
compromiso puedan ser manejados en este nivel de atención. Es atendida por el técnico 
o auxiliar de enfermería. 
o Categoría I - 2 
Es la categoría que sustenta el P.S. San Gabriel de Varadero. En este caso, y al contrario que la 
categoría I-1, realiza una atención médica integral ambulatoria. Al igual que los 
establecimientos de la categoría anterior, se encuentran en zonas aisladas y disponen de muy 
poca infraestructura eléctrica y de comunicaciones para su funcionamiento.  
Para el MINSA corresponde al Puesto de Salud con Médico. Es parte del micro red de salud, 
articulándose con otros establecimientos, para resolver los problemas sanitarios de su ámbito.  
El personal mínimo que compone esta categoría es el siguiente: 
 
Ilustración 59: Personal sanitario en Categoría I-2 
Los establecimientos de salud que correspondan a esta categoría, tendrán las siguientes unidades 
productoras:  
 Salud Comunitaria y Ambiental: Cuenta con las mismas funciones y características 
que la categoría anterior, excepto que la responsabilidad final corre a cargo de un 
enfermero.  
 Consulta Externa: A diferencia de la categoría anterior, se cuenta con la presencia de 
un médico general, lo que conlleva a requerir cierta infraestructura y equipamiento 
mínimo para garantizar una atención médica de calidad al paciente.  
 Botiquín: Es el área específica para la venta, dispensación y almacenaje de 
medicamentos e insumos, con lo mínimo establecido en la normativa vigente. Cuenta 
con mobiliario y equipos para la conservación de medicamentos, todo ello gestionado 
por el técnico de enfermería.  
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o Categoría I-3 
Es la categoría que sustenta el C.S. Balsapuerto. Brinda atención médica integral 
ambulatoria, con acciones de promoción de salud, prevención de riesgos y daños, y la 
recuperación de los problemas de salud más frecuentes, a través de servicios básicos de salud de 
complejidad inmediata superior a las categorías I-2. Generalmente se encuentran situados en 
capitales de provincia o distritos (por lo tanto, en localidades medianamente pobladas, entre 
1.000 y 10.000 habitantes).  
Para el MINSA corresponde a los Centros de Salud (CS) sin internamiento. Es parte principal 
de la Red de Salud y es el centro de referencia de diversos Puestos de Salud (PS). 
El personal mínimo que compone esta categoría es el siguiente: 
 
Ilustración 60: Personal sanitario en Categoría I-3 
Los establecimientos de salud que correspondan a esta categoría, tendrán las siguientes unidades 
productoras:  
 Salud Comunitaria y Ambiental: Es la misma que corresponde a la categoría anterior.  
 Consulta Externa: Además de lo considerado en la categoría anterior, se agrega la 
Consulta Externa Odontológica, para lo cual se hace necesario la infraestructura y 
equipamiento mínimo necesario.  
 Farmacia / Botiquín: Igual que en la categoría anterior, salvo que los técnicos de 
farmacia son regentados y supervisados por un Químico Farmacéutico de la micro red. 
 Patología Clínica (Laboratorio): Es el área funcional donde se realiza la toma, 
recepción, procesamiento o envío de las muestras de sangre o fluidos corporales, y 
emisión de resultados de exámenes o ensayos del paquete básico correspondiente al 
laboratorio local. Cuenta con técnicos de laboratorio o técnicos de enfermería 
capacitados.  
Si bien no existen otras unidades productoras de servicios de salud organizadas como tales, al 
igual que en las categorías anteriores se realizan las actividades: atención de parto, atención de 
emergencia, administración, transporte y comunicación.  
o Categoría II - 1 
Es la categoría que sustenta el Hospital de Apoyo Santa Gema, en Yurimaguas. Lo conforman 
establecimientos de salud del segundo nivel de atención, y son los responsables de satisfacer las 
necesidades de salud de la población de su ámbito jurisdiccional, proporcionando una atención 
Estudio de Línea de base 
105 
 
ambulatoria y hospitalaria en varias especialidades básicas: medicina interna, ginecología, 
cirugía general, pediatría, anestesiología, prevención de riesgos y daños, recuperación y 
rehabilitación de problemas de salud.  
Para el MINSA corresponden al Hospital I. Se encuentra dentro del ámbito de la Dirección de 
la Red de Salud y es el establecimiento de referencia de las microrredes de salud. 
El personal mínimo que compone esta categoría, es el siguiente: 
 
Ilustración 61: Personal sanitario en Categoría II-1 
Los establecimientos de salud que correspondan a esta categoría, tendrán las siguientes unidades 
productoras:  
 Salud Comunitaria y Ambiental: Igual a lo consignado en la categoría anterior.  
 Consulta Externa: Cuenta con médico de las cuatro especialidades básicas: Cirugía, 
Pediatría, Obstetricia y Medicina Interna.  
 Emergencia: Es el área funcional organizada permanentemente para la atención 
inmediata de pacientes en situación de emergencia. Para ello cuenta con un equipo de 
profesionales dirigido por un médico especialista, según sea el caso. Presenta un área de 
evaluación específica y camas de observación diferenciadas como mínimo por sexo. La 
atención debe brindarse diariamente durante 24 horas, garantizando la disponibilidad de 
los servicios de apoyo y tratamientos necesarios. En caso de ser necesario, puede 
referenciar el paciente, luego de su estabilización básica, a niveles de complejidad 
superior.  
 Hospitalización: Área funcional destinada a brindar los cuidados necesarios a los 
usuarios que requieren ser internados por más de 24 horas para recibir manejo y 
tratamiento médico o quirúrgico. Cuenta con un número de camas aptas para el 
alojamiento de pacientes (diferenciados por sexo y edad) de acuerdo al volumen de la 
demanda local. La hospitalización deberá garantizar la atención adecuada a los 
pacientes, durante las 24 horas al día, en las cuatro especialidades básicas, cuidados, 
procedimientos médicos, quirúrgicos y de enfermería.  
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 Epidemiología: Se realiza el análisis epidemiológico del ámbito de la influencia del 
establecimiento y la evaluación periódica de las acciones tomadas para mejorar la 
situación de salud de la población. Para ello cuenta con equipos informáticos y medios 
de comunicación para procesamiento de información y transmisión inmediata. 
 Centro Quirúrgico: Es el área funcional organizada para la realización de 
intervenciones quirúrgicas con las mayores garantías de asepsia quirúrgica66 y dotación 
tecnológica. Cuenta con un médico anestesiólogo y médicos especialistas (cirugía 
general y gineco-obstetricia), asistidos por profesional de enfermería y técnicos 
debidamente capacitados.  
 Centro Obstétrico: Área funcional donde se realiza la atención especializada del parto 
eutócico y distócico, así como el diagnóstico, estabilización y referencia del embarazo, 
parto y puerperio de alto riesgo o con complicaciones severas. Para ello cuenta con un 
médico gineco-obstetra, médico pediatra, profesional de enfermería y técnicos 
debidamente capacitados.  
 Esterilización: Área funcional organizada para la realización de procedimientos de 
esterilización y desinfección de los materiales e insumos mediante medios físicos y 
químicos. Cuenta con profesional de enfermería y técnicos de enfermería capacitados.  
 Farmacia: Área específica para la dispensación y almacenaje de los medicamentos e 
insumos en forma adecuada, y según las especificaciones de la DIGEMID67. La 
atención deberá garantizarse, durante 24 horas, por un químico-farmacéutico y técnicos 
de farmacia.  
 Medicina de Rehabilitación: Área funcional destinada al restablecimiento de los 
pacientes que presentan alguna deficiencia o discapacidad física, mental o sensorial 
temporal o permanente. La atención se realiza en forma ambulatoria y a pacientes 
hospitalizados. Cuenta con un tecnólogo médico.  
 Diagnóstico por imágenes: Área dedicada a la ejecución y procesamiento de los 
estudios realizados por métodos de radiación y/o ultrasonido, con la finalidad de apoyo 
al diagnóstico de las especialidades específicas.  
 
6.2.4.2. Enfermedades comunes 
 
El distrito de Balsapuerto posee un índice de pobreza total del 94.6% (INEI 2009). Esta cifra 
refleja que las condiciones de salud de la población son deficientes, siendo algunas de las 
siguientes las principales enfermedades: 
1. Desnutrición: La desnutrición en el distrito se ve más reflejada en los niños menores de 
5 años. Esta enfermedad, combinada con otras, puede ocasionar la muerte en el peor de los 
casos. Este problema crónico afecta a  alrededor del 38% de la población infantil, cifra muy 
elevada considerando el promedio nacional de Perú.  
Las mujeres embarazadas o gestantes también sufren este problema debido a la falta de 
consumo de raciones balanceadas ricas en hierro en su dieta diaria. Esta carencia origina 
enfermedades como la anemia, que puede causar un desarrollo deficiente del feto y muertes 
fetales y/o maternas.  
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2. Enfermedades diarreicas: Las enfermedades diarreicas, agudas acuosas o 
disentéricas, son una de las causas más comunes de deshidratación en niños. Éstas, son 
causadas por virus, protozoarios y bacterias, acompañados de un desorden alimenticio. Si no 
son tratadas a tiempo con antibióticos y sueros de rehidratación oral, pueden desencadenar 
en desequilibrios electrolíticos y, finalmente, muerte. 
 
En 2009 se concluyó que el 15% de los niños tenía EDA acuosa y el 1% EDA disentérica, 
de un total de 5910 niños entre 1 y 9 años de edad. 
 
3. Malaria: Las zonas de mayor incidencia de malaria (‘Vivax’ y ‘Falciparum’) son el alto 
Paranapura, Yanayacu y S.G. de Varadero. Desde el 2005, el personal de salud, con sus 
respectivos promotores locales, vienen haciendo un trabajo con enfoque comunitario para 
controlar e intentar erradicar este problema. En 2009 se consiguieron reducir casi un 80% de 
los casos en toda la jurisdicción de Balsapuerto. 
 
4. Enfermedades respiratorias: El segmento de población más sensible a estas 
enfermedades son los niños menores de 4 años, ya que las características anatómicas y 
fisiológicas de las vías respiratorias a esta edad hacen que los cuadros sean más frecuentes y 
severos.  
 
Entre estas enfermedades podemos destacar la neumonía, que se trata de una infección 
respiratoria aguda producida por agentes predominantemente bacterianos localizados en los 
pulmones. También podemos destacar las infecciones agudas no neumónicas, muy 
frecuentes en esta zona, como podrían ser: rinofaringitis, bronquitis, laringitis, amigdalitis, 
otitis, bronquiolitis y laringotraqueitis. 
 
5. Otras enfermedades: Otros estudios practicados muestran una serie de enfermedades 
también de ámbito común. Entre ellas podemos destacar: la tosferina, la leishmaniosis 
cutánea, causada por protozoos, y el ofidismo o mordedura de serpiente.  
 
Sin embargo, existe un número más elevado de enfermedades que todavía no se han 
detectado ya que la población, sobre todo de la etnia Chayahuita, prefiere acudir a guías 
espirituales o curanderos y tratarse con medicina tradicional. 
 
En clave de resumen, en la siguiente página se muestra la Tabla 9, que ejemplifica las 
enfermedades detectadas en la zona de Balsapuerto y los casos reportados por el Ministerio de 
Salud del Perú (MINSA). 
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Tabla 9: Índices y causas de morbilidad según el MINSA 
 
6.3. Estudio de campo 
 
Como apuntábamos al inicio del capítulo, en la presente tesis se incluye una recogida de 
información para la elaboración de una línea de base enfocada al sistema de videoconferencia 
implementado en el proyecto. 
Esta línea de base pretende ayudar o aportar indicadores que pueden ser medidos en un estudio 
de impacto posterior.  
Los indicadores son factores que cuantifican el grado de cambio que se ha producido desde la 
ausencia hasta la implantación y puesta en marcha de una intervención. En este caso, la línea de 
base enfocada al sistema de videoconferencia pretende extraer esos posibles indicadores que 
demostrarán, o refutarán, la mejora introducida en el nivel de salud y atención médica tras su 
implantación. 
Para extraer información se realizaron una serie de entrevistas a personal médico, pacientes y 
lugareños, mientras se trabajaba, en paralelo, en la instalación del sistema.  
El objetivo de estas entrevistas era conocer la opinión de los entrevistados acerca de la 
implantación de un sistema de videoconferencia, en los puestos o centros de salud, para que el 
personal sanitario fuese capaz de realizar teleconsultas a médicos y/o especialistas a través de un 
ordenador. Se incidió, sobre todo, en los conceptos de ‘comunicación’ e ‘imagen’, es decir, 
cómo creían que la comunicación con otros profesionales de salud a través de imágenes podía 
ayudar a mejorar la sanidad y la atención al paciente en la zona. Las transcripciones de algunas 
de estas entrevistas se encuentran en la sección de ‘Anexos’. 
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6.3.1. Primeras impresiones 
 
Lo primero que nos dimos cuenta al llegar a la zona es que en cada comunidad se vivía de una 
forma distinta. Pese a ser el mismo distrito, en aquéllas comunidades donde el mestizaje estaba 
presente en la mayor parte de la población era muy diferente que en comunidades donde 
predominaba la población Chayahuita. Además, debido a la ubicación geográfica y a las 
facilidades de acceso, unas comunidades tenían más influencia externa que otras, dotándolas así, 
de maneras de pensar más abiertas. 
La primera comunidad que visitamos fue San Juan del Armanayacu. Es una pequeña población 
situada a una hora y media, aproximadamente, de la ciudad de Yurimaguas.  
Se puede llegar a ella por tierra, a través de motokar o de coches 4x4. El camino no está 
asfaltado, se trata únicamente de una senda de arena o ‘trocha’. Cuando llueve, el tránsito por 
ella se hace muy dificultoso, debido al barro que se origina y a los desniveles que existen. 
San Juan es una pequeña comunidad con población, mayoritariamente, Chayahuita. Cuenta con 
un puesto de salud humilde controlado por un técnico de enfermería mestizo. Él y su familia se 
trasladaron a vivir a la comunidad hace algún tiempo. 
 
 
Ilustración 62: San Juan del Armanayacu 
 
Nuestra segunda visita nos llevó a la comunidad de San Gabriel de Varadero. Es una comunidad 
predominantemente habitada por mestizos, aunque también existe un tanto por cierto de 
población Chayahuita. El acceso a esta comunidad se hace por río. Puedes partir en embarcación 
desde la ciudad de Yurimaguas directamente o hacer una parte en motokar, hasta las 
comunidades de ‘Munichis’ o ‘Santa Lucía’, y allí embarcar. Dependiendo del tipo de 
embarcación, „peque-peque‟ o „deslizador‟, y del nivel del agua del río, se pueden tardar desde 
5-7 horas hasta días enteros para llegar a S.G. de Varadero.  
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S.G. de Varadero es un poblado pequeño pero, aun así, es más grande que San Juan. Tiene una 
plaza central, un colegio y dos residencias para estudiantes, una para chicos y otra para chicas. 
Está provisto, también, de un nuevo puesto de salud muy bien acondicionado, donde reside un 
médico, una obstetra y un enfermero. 
Su ubicación geográfica, en la intersección de dos ríos, hace que sea un lugar de paso hacia 
cualquier destino. Esta situación se refleja en la cantidad de comerciantes o de movilidad que 
pasa por sus orillas. Es un lugar donde los viajeros, a menudo, pasan la noche antes de partir 
hacia otras comunidades situadas más al norte. 
 
 
Ilustración 63: San Gabriel de Varadero 
 
De S.G. de Varadero partimos hacia la comunidad de Balsapuerto. Es la capital del distrito y sus 
dimensiones son mayores a las dos comunidades mencionadas anteriormente. Su acceso es, 
únicamente, a través de bote a motor, como en el caso de S.G. de Varadero. Desde esta última 
se tardan unas 4 horas aproximadamente aunque, obviamente, el tiempo siempre depende del 
nivel del agua que tenga el río en ese momento. El río Cachiyacu, por el que se transita, el más 
estrecho y menos profundo que el río Paranapura, que es el que baña las orillas de la comunidad 
de S.G. de Varadero. Por esta razón, el viaje sólo se puede realizar en embarcaciones pequeñas, 
pequeños deslizadores o canoas a motor. 
Balsapuerto es mayoritariamente zona de población Chayahuita. Los únicos mestizos que 
encontramos fueron los trabajadores del centro de salud y alguna familia comerciante que se ha 
establecido en el pueblo. Su extensión le permite tener varios comercios, hospedajes y un 
colegio de destacables dimensiones. 
Su centro de salud, ubicado en uno de los extremos del pueblo, es relativamente nuevo y está 
bien acondicionado. Lo dirigen dos médicos, dos obstetras, varias enfermeras, varios técnicos 
de enfermería y un administrador, entre otros. 
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Por ser la capital del distrito, Balsapuerto también cuenta con una sede de la Municipalidad 
distrital. Existe otra sede en la ciudad de Yurimaguas. 
 
 
Ilustración 64: Puerto de Balsapuerto 
 
Las primeras impresiones que tuvimos tras nuestra llegada a las tres comunidades fueron 
positivas en algunos aspectos y desoladoras en otros. Por una parte, tanto el personal sanitario 
como la población en general se mostraron muy receptivos y emocionados con la ejecución y 
puesta en marcha del proyecto que íbamos a implementar. Lamentablemente, por otra parte 
pudimos comprobar las condiciones en las que viven las familias de estas comunidades. La falta 
de electricidad, de agua potable y de higiene, sumados a la escasa variedad de alimentos, son 
factores que inevitablemente afectan a la salud de la población. 
En referencia a nuestro estudio de línea de base enfocado al sistema de videoconferencia, 
observamos que las necesidades en cada sitio parecían ser similares pero, a su vez, diferentes, 
como comprobamos posteriormente. 
 
6.3.2. Entrevistas 
 
Para conocer lo que podía aportar un sistema de videoconferencia en los puestos y centros de 
salud, decidimos entrevistar al personal sanitario. Tanto en el P.S. San Gabriel de Varadero 
como en el C.S. Balsapuerto existían médicos, así que empezamos por ellos. 
Coincidiendo con nuestra llegada a la zona, el médico de S.G. de Varadero, el Dr. Julio César 
Mayhua Crispín, había finalizado su año como SERUMS en la comunidad y se disponía a dejar 
su cargo al médico entrante.  
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La entrevista que mantuvimos con él fue muy interesante. Había llegado a la comunidad 
procedente de su lugar natal en la sierra peruana y había tenido que aprender y convivir con un 
entorno completamente diferente al que estaba acostumbrado. Entre otras muchas cosas, nos 
comentó que sus inicios habían sido difíciles porque le costó mucho acostumbrarse a la cultura 
y a la forma de pensar de la población del pueblo que, tras su llegada, habían pasado a ser sus 
pacientes. Inicialmente, nos explicó un poco cual era el organigrama del puesto y cuáles eran 
sus funciones. Nos describió las enfermedades más comunes y cómo la población actuaba ante 
ellas. El Dr. Mayhua fue el primero en hablarnos de la existencia de „brujos‟ o curanderos y 
„parteras‟ a los que acudía la mayor parte de la población antes de pasar por el puesto de salud. 
Nos dejó muy claro que los métodos de estos guías espirituales no eran, en la mayor parte de los 
casos, beneficiosos para el paciente. 
En la Amazonía peruana una gran parte de la población se ve forzada, por sus creencias, a 
recurrir a curanderos para que sane sus males. Cualquier enfermedad la atribuyen a un espíritu 
maligno que debe ser extraído de su ser para poder curarse. Si no acuden a ellos, tienen la 
creencia que serán castigados al no haberse deshecho de ese mal que llevan dentro. 
El Dr. Mayhua nos explicó que los casos más dramáticos que había vivido en su estancia como 
médico en S.G. de Varadero tenían siempre el mismo patrón: un paciente enfermo que acude al 
curandero, éste le retiene de 3 a 5 días para despojarle del mal y sanarlo y, cuando ya no puede 
hacer nada, lo deriva al puesto de salud donde, en el peor de los casos, ya no se puede hacer 
nada por él y muere. El doctor nos explicó que era muy complicado hacer entender a la gente 
que el primer sitio donde tenían que acudir cuando se encontraban mal era al puesto de salud.  
Cuando le explicamos qué veníamos a hacer en el pueblo y cómo lo íbamos a hacer se mostró 
muy ilusionado. Nos explicó que en estas comunidades tan aisladas la falta de información o de 
comunicación era uno de los problemas principales. En el puesto de salud, nos comentó, 
disponían sólo de un teléfono satelital que podían hacer servir comprando unas tarjetas de 
prepago. Estas tarjetas sólo permitían la comunicación durante 2 o 3 minutos, tiempo 
insuficiente para realizar cualquier consulta médica. 
Cuando le preguntamos por el sistema de videoconferencia nos explicó que era algo totalmente 
necesario. Él, por ejemplo, hacía un año que había acabado su carrera. Cuando llegó a S.G. de 
Varadero no tenía ninguna experiencia y el hecho de no poder realizar consultas le había 
obligado a evacuar a muchos pacientes. También, nos aseguró que la falta de capacitación hace 
que cuando regresas a trabajar en una ciudad, tus conocimientos en muchos temas han quedado 
obsoletos. Incidió mucho en la falta de asesoría que había tenido. Muchas veces, decía, sabía 
cómo podía abordar un problema pero necesitaba que alguien con más experiencia le guiara 
para poder saber con exactitud que lo que estaba haciendo era lo correcto. 
Además de todas las anécdotas que nos explicó, nos dejó muy claro el concepto de soledad 
profesional. Nos comentó que la única relación que tenía con otros médicos era estrictamente 
para avisar de la evacuación de un paciente, para ponerles en alerta y a la espera. 
Con toda esta información nos fuimos a Balsapuerto. Allí, la Dra. Yohami Aguilar Castillo y la 
enfermera Janet Silva Collantes nos explicaron sus experiencias como parte del personal médico 
del C.S. Balsapuerto.  
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Como hemos explicado antes, en Balsapuerto predomina la población Chayahuita, hecho que 
dificulta todavía más la comunicación por la barrera del idioma. Aun así, en el centro de salud 
existe una enfermera Chayahuita bilingüe a la que, en muchas ocasiones, avisan para que haga 
de traductora. 
La doctora y la enfermera de Balsapuerto nos explicaron que un sistema como el que nos 
proponíamos a implantar iba a ser muy beneficioso para poder: 
 Habilitar la comunicación por audio y vídeo con especialistas de la ciudad de 
Yurimaguas, reduciendo el número de pacientes derivados al poder realizar consultas 
por videoconferencia 
 Posibilitar que los cursos de capacitación se pudieran hacer por videoconferencia para 
no tener que desplazarse a la ciudad de Yurimaguas y dejar, así, el centro sin personal 
sanitario 
 Participar también en la asesoría de puestos de salud donde no hay médicos 
 Poder realizar trámites administrativos a distancia sin necesidad de desplazamiento 
Nuestra llegada coincidió, casualmente, con un curso de capacitación que ellos mismos iban a 
impartir. A este curso estaban llegando técnicos de enfermería de comunidades situadas más al 
norte. En la Ilustración 56, se puede ver el cartel informativo que ubicaron en la entrada del 
centro avisando de este curso a la población. 
 
Ilustración 65: Panel informativo en el C.S. Balsapuerto 
 
Como podemos leer, el centro de salud queda únicamente operativo para emergencias ya que se 
debe impartir el curso de capacitación. Además, los técnicos de enfermería que llegan al 
poblado para hacer el curso, dejan sus comunidades sin la presencia de personal sanitario. 
Sabíamos que los profesionales que más necesidad de comunicación tenían eran los técnicos de 
enfermería. Es personal sanitario que, a menudo, no tiene los conocimientos necesarios para 
abordar según qué diagnósticos. Por esta razón, los reunimos a todos y les entrevistamos. 
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Esta entrevista fue muy decisiva. En ella participaron técnicos de comunidades alejadas, como: 
Progreso, Nueva Vida, Soledad, Panam, Vista Alegre, etc. comunidades a las que sólo se accede 
por bote a motor y en la que no hay presencia de un médico. 
Al explicarles nuestro proyecto y el sistema de videoconferencia que íbamos a implantar nos lo 
agradecieron profundamente, aun no siendo sus comunidades las elegidas para empezar el 
despliegue. Nos explicaron todos los problemas que tienen en sus comunidades: el aislamiento 
total que sufren, su falta de conocimientos en temas como obstetricia o problemas 
cardiovasculares y, el más importante, la falta de apoyo que reciben practicando su profesión. 
Ellos mismos nos aseguraban que, muchas veces, arriesgaban sus propias vidas transportando a 
pacientes por río cuando no sabían qué hacer con ellos. Sin la posibilidad de comunicarse con 
un médico o con algún profesional sanitario con más experiencia y conocimiento, en muchas 
ocasiones se sentían perdidos y lo único que podían hacer era aventurarse a trasladar al paciente 
al centro de salud más cercano. Estos traslados podían demorarse horas, a veces de noche, sin 
luz, empujando la embarcación ellos mismos porque el río no tenía suficiente agua para 
arrastrarla. Aseguraban, que los pacientes graves, en la mayoría de estos traslados, llegaban 
muertos o agonizando.    
 
Ilustración 66: Técnicos de comunidades alejadas y personal del C.S. Balsapuerto 
 
Después de hablar con ellos vimos un sinfín de aplicaciones para nuestro sistema. Podía llegar a 
ser muy útil para asesorar a estos técnicos, para que pudieran realizar todas las consultas que 
necesitaran y para que los médicos, tanto en Balsapuerto como en Yurimaguas, pudieran ver 
físicamente a sus pacientes e indicarles qué tratamiento podían seguir. Además, a través de la 
emisión de vídeos de capacitación o cursos de capacitación en tiempo real, no tendrían que 
desplazarse y dejar sus comunidades sin presencia de personal sanitario. 
De vuelta a la ciudad de Yurimaguas hablamos con los médicos y especialistas del Hospital de 
Apoyo Santa Gema. Se mostraron muy receptivos cuando les explicamos qué íbamos a 
implantar y nos aseguraron que era algo necesario y que estaban dispuestos a colaborar 
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activamente en todo lo que fuera. Nos explicaron que, muchas veces, el traslado del paciente 
hacía que empeorara notablemente. Nos aseguraban que en la mayoría de casos, sólo con una 
simple explicación del tratamiento preventivo a seguir, se podían evitar las derivaciones o paliar 
los efectos que un traslado originaba en los pacientes. La falta de comunicación era, sin duda, 
uno de los problemas principales.  
En un primer momento, temíamos que el personal médico del Hospital no se mostrara lo 
suficientemente interesado en nuestro proyecto. Recordemos que ellos son los que deben recibir 
las consultas, lo que supone un esfuerzo más y una dedicación más al trabajo que realizan con 
sus propios pacientes. Desde el principio, sin embargo, se mostraron encantados y deseosos de 
colaborar. Nos hicieron ver que el problema que tenían estas comunidades no era algo que 
sintieran ajeno, sino que estaban, lamentablemente, acostumbrados a recibir a pacientes 
derivados que llegaban en condiciones muy malas. Nos aseguraron que un sistema de 
videoconferencia iba a ser muy útil porque ellos mismos iban a poder observar a los pacientes y 
realizar diagnósticos a distancia. 
 
6.3.3. Posibles indicadores 
 
Después de realizar todas estas entrevistas, y muchas otras que se muestran en la sección de 
‘Anexos’, nos hicimos la siguiente pregunta: ¿Qué podría medir el ‘antes’ y el ‘después’ de la 
implantación del sistema de videoconferencia? 
Si nos guiamos por toda la información recogida, indudablemente, los dos indicadores de 
medida principales serían: 
1. Número de pacientes derivados  
2. Número de consultas realizadas 
De todas maneras, no todo se reduce a eso. Inequívocamente, un sistema de este tipo lo que 
pretende es reducir el índice de mortalidad. Equipando a los puestos y centros de salud con 
sistemas como éste, hace que se reduzcan los traslados de pacientes, evitando así su muerte o 
empeoramiento. Adicionalmente, sin embargo, observamos un detalle muy relevante que fue la 
falta de confianza que tiene el personal sanitario en él mismo, sobre todo a nivel de técnicos de 
enfermería. Nos comentaron que había veces que, de la confusión y el estrés que generaba 
según qué casos, sabían menos de lo que sabían y optaban por derivar al paciente directamente. 
Esto es algo, sin duda, totalmente normal ya que ellos mismos se han visto envueltos en 
situaciones donde estaban completamente solos y no sabían qué hacer con un paciente. Con un 
sistema de este tipo, en el que pueden preguntar y asesorarse a cada instante, tener un camino de 
comunicación con el exterior, se reduciría esa sensación de inseguridad. ¿Cómo se mide la 
sensación de inseguridad? Es un parámetro que, sin lugar a dudas, variaría en un estudio de 
impacto pero que seguramente sea muy complicado de medir. 
Con este ejemplo intentamos explicar que los indicadores de medida pueden ser muchos, pero 
que no siempre es sencillo medirlos. Lo que sabemos es que si se realiza un estudio de impacto 
en el futuro, deben tenerse en cuenta aspectos intuitivos o lógicos, no sólo cuantificables. 
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6.4. Valoración personal 
 
Después de toda la información que he recogido, puedo asegurar que un sistema de 
videoconferencia puede dotar a los profesionales de herramientas para abordar su atención al 
paciente de una manera más eficaz y efectiva.  
En comunidades como éstas donde el transporte en tan complicado y las enfermedades son tan 
diversas, debido a la pobreza que existe y a la falta de recursos, se hace necesario dotar a estos 
de centros de salud con equipos o sistemas que les ayuden a acortar esas distancias o a paliar 
esas necesidades.  
Por otra parte, el personal de salud de estas zonas está muy concienciado con los problemas que 
existen porque los viven a diario. La mayoría es gente joven, preparada y con muchas ganas de 
cambiar la situación, con ganas de mejorar.  
Este estudio de línea de base me ha permitido hablar con mucha gente y que me explicaran 
infinidad de cosas. A veces es difícil toparse con la realidad pero soy de la opinión que para 
intentar cambiar a mejor, primero hay que saber qué cambiar. Un sistema de comunicación es 
algo completamente necesario en estas partes del país,  y si es por vídeo, el cual aporta una serie 
de detalles imperceptibles en una conversación telefónica, será mucho más útil y valioso. 
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Capítulo VII 
Conclusiones Generales 
 
 
La ejecución de un proyecto de cooperación siempre es algo motivante, no sólo por el hecho de 
tener la sensación de hacer algo útil, sino también porque permite comprender aspectos y 
detalles de una realidad. 
En esta tesis se ha mostrado el diseño y la implementación de una red de Telemedicina a través 
de enlace inalámbricos con tecnología IEEE 802.11n modificada para largas distancias. 
Adicionalmente, se ha pretendido presentar un estudio de línea de base enfocado a uno de los 
servicios que ofrece la red, el sistema de videoconferencia. 
Según los resultados obtenidos y analizados, la red está correctamente configurada y opera de 
manera estable. Se ha comprobado que la tecnología 802.11n con enlaces MIMO 2x2 es útil 
también en zonas rurales y para largas distancias, cosa que no se había realizado con 
anterioridad. La obtención de ‘throughputs’ de más de 60 Mbits/s en enlaces de hasta 30 Km de 
distancia, supone una innovación muy destacable. Además, como hemos explicado cuando 
analizábamos la calidad de la red, nos hace pensar que esas cifras podrían ser más elevadas 
realizando pequeñas modificaciones en la configuración de las placas Mikrotik. La tecnología 
MIMO, a través de técnicas como la diversidad y/o la multiplexación espacial, permite 
aumentar la tasa de transmisión y reducir la probabilidad de error, características muy 
importantes en enlaces como los nuestros, a menudo variables debido a las condiciones 
climáticas de la selva tropical. 
Por otro lado, el estudio de línea de base enfocado al sistema de videoconferencia demuestra el 
posible éxito que se obtendría si se practicara un estudio de impacto. En estas zonas tan 
abandonadas, donde las distancias parecen mayores de lo que son, se hace indispensable un 
sistema de comunicación para intentar acortar esas distancias o aportar nuevos elementos que 
reduzcan las necesidades que posee la población. Con este sistema de vídeo, por el que los 
técnicos de enfermería y médicos sin mucha experiencia pueden comunicarse con especialistas 
ubicados a horas de distancia, se pretende eso exactamente, paliar la falta de recursos que tienen 
los puestos y centros de salud de esta zona y ayudarles a mejorar la atención que ofrecen a sus 
pacientes. 
En definitiva, tanto los aspectos tecnológicos como sociales que constituyen y dan forma a esta 
tesis, no dejan de ser conceptos similares y dependientes. La incursión de las Tecnologías de la 
Información y la Comunicación (TIC) en entornos aislados y rurales es, siempre, un intento de 
mejorar la vida de las personas que habitan en ellos, acercándoles a recursos, vetados hasta 
ahora para ellos, a los que deben poder acceder.  
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Anexos 
 
A. Configuración de las Placas Mikrotik 
 
1. YURIMAGUAS 
 
1.1. Repetidor Santa Gema (Torre) 
 
Placa Mikrotik Routerboard 433AH – Placa 1 (Torre) 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
******** 
[admin@MikroTik] > password  
gtrehasisf 
 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=b1-santagema 
 
 
Interface Wireless 
****************** 
[admin@b1-santagema] > interface wireless security-profiles add name=psk2-
ieee  
 
[admin@b1-santagema] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@b1-santagema] > interface wireless set wlan1 security-profile=psk2-
ieee 
[admin@b1-santagema] > interface wireless set wlan2 security-profile=psk2-
ieee 
 
[admin@b1-santagema] > interface wireless set wlan1 ack-timeout=dynamic 
band=5ghz-onlyn frequency=5765 mode=station ssid=BALSA5 disable-running-
check=yes rate-set=configured tx-power=24 tx-power-mode=card-rates disabled=no 
ht-extension-channel=disabled ht-guard-interval=any ht-basic-mcs=mcs-15 ht-
supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3, mcs-4,mcs-5,mcs-6,mcs-7,mcs-8,mcs-9,mcs-
10,mcs-11,mcs-12,mcs-13,mcs-14,mcs-15 ht-txchains=0,1 ht-rxchains=0,1   
 
[admin@b1-santagema] > interface wireless set wlan2 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz frequency=5300 mode=ap-bridge ssid=PUERTO1 
disable-running-check=yes basic-rates-a/g=6Mbps supported-rates-
a/g=6Mbps,9Mbps,12Mbps,18Mbps rate-set=configured tx-power=25 tx-power-
mode=card-rates disabled=no  
Anexos 
121 
 
 
Direcciones IP 
************** 
[admin@b1-santagema] > interface bridge add name=br1 
[admin@b1-santagema] > interface bridge port add interface=ether1 bridge=br1   
[admin@b1-santagema] > interface bridge port add interface=ether2 bridge=br1   
[admin@b1-santagema] > interface bridge port add interface=ether3 bridge=br1   
 
 
[admin@b1-santagema] > ip address add address=20.20.5.2/28 interface=wlan1 
[admin@b1-santagema] > ip address add address=20.21.1.1/28 interface=wlan2 
[admin@b1-santagema] > ip address add address=20.22.1.1/28 interface=br1 
 
 
OSPF 
**** 
[admin@b1-santagema] > routing ospf instance set router-id=0.0.1.8 metric-
default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 
redistribute-connected=as-type-1 redistribute-static=as-type-1 distribute-
default=if-installed-as-type-1 numbers=0 
 
[admin@b1-santagema] > routing ospf network add network=20.20.5.0/28 
area=backbone   
[admin@b1-santagema] > routing ospf network add network=20.21.1.0/28 
area=backbone 
 
[admin@b1-santagema] > routing ospf interface add interface=wlan1 cost=10  
[admin@b1-santagema] > routing ospf interface add interface=wlan2 cost=10  
 
 
1.2. Cliente: Oficina de la Municipalidad de Balsapuerto 
 
Placa Mikrotik Routerboard 433 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
******** 
[admin@MikroTik] > password  
gtrehasisf 
 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=c2-balsamuni-yuri 
 
Interface Wireless 
****************** 
[admin@c2-balsamuni-yuri] > interface wireless security-profiles add 
name=psk2-ieee  
 
[admin@c2-balsamuni-yuri] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@c2-balsamuni-yuri] >interface wireless set wlan1 security-profile=psk2-
ieee 
  
[admin@c2-balsamuni-yuri] > interface wireless set wlan1 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz frequency=5300 mode=station ssid=PUERTO1 disable-
running-check=yes basic-rates-a/g=6Mbps supported-rates-
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a/g=6Mbps,9Mbps,12Mbps,18Mbps rate-set=configured tx-power=23 tx-power-
mode=card-rates disabled=no 
 
Direcciones IP 
************** 
[admin@c2-balsamuni-yuri] > interface bridge add name=br1 
[admin@c2-balsamuni-yuri] > interface bridge port add interface=ether1 
bridge=br1 
[admin@c2-balsamuni-yuri] > interface bridge port add interface=ether2 
bridge=br1   
[admin@c2-balsamuni-yuri] > interface bridge port add interface=ether3 
bridge=br1   
[admin@c2-balsamuni-yuri] > ip address add address=20.21.1.3/28 
interface=wlan1 
[admin@c2-balsamuni-yuri] > ip address add address=20.24.1.1/28 interface=br1 
 
OSPF 
**** 
[admin@c2-balsamuni-yuri] > routing ospf instance set router-id=0.0.1.9 
metric-default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-
bgp=0 redistribute-connected=as-type-1 redistribute-static=as-type-1 
distribute-default= if-installed-as-type-1 numbers=0 
 
[admin@c2-balsamuni-yuri] >routing ospf network add network=20.21.1.0/28 
area=backbone  
 
[admin@c2-balsamuni-yuri] > routing ospf interface add interface=wlan1 cost=10  
 
 
1.3. Cliente: Red de Salud de Alto Amazonas 
 
Placa Mikrotik Routerboard 433 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
********* 
[admin@MikroTik] > password  
gtrehasisf 
 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name= c1-redsalud-yuri 
 
Interface Wireless 
****************** 
[admin@c1-redsalud-yuri] > interface wireless security-profiles add name=psk2-
ieee  
 
[admin@c1-redsalud-yuri] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@c1-redsalud-yuri] > interface wireless set wlan1 security-profile=psk2-
ieee 
 
[admin@c1-redsalud-yuri] > interface wireless set wlan1 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz frequency=5765 mode=station ssid=PUERTO1 disable-
running-check=yes basic-rates-a/g=6Mbps supported-rates-
Anexos 
123 
 
a/g=6Mbps,9Mbps,12Mbps,18Mbps rate-set=configured tx-power=20 tx-power-
mode=card-rates disabled=no 
 
Direcciones IP 
************** 
[admin@c1-redsalud-yuri] > interface bridge add name=br1 
[admin@c1-redsalud-yuri] > interface bridge port add interface=ether1 
bridge=br1   
[admin@c1-redsalud-yuri] > interface bridge port add interface=ether2 
bridge=br1   
[admin@c1-redsalud-yuri] > ip address add address=20.21.1.2/28 interface=wlan1 
[admin@c1-redsalud-yuri] > ip address add address=192.168.1.2/24 
interface=ether3 
[admin@c1-redsalud-yuri] > ip address add address=20.23.1.1/28 interface=br1 
OSPF 
**** 
[admin@c1-redsalud-yuri] > routing ospf instance set router-id=0.0.1.7 metric-
default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 
redistribute-connected=as-type-1 redistribute-static=as-type-1 distribute-
default=always-as-type-1 numbers=0 
 
 
[admin@c1-redsalud-yuri] > routing ospf network add network=20.21.1.0/28 
area=backbone  
 
[admin@c1-redsalud-yuri] > routing ospf interface add interface=wlan1 cost=10  
 
 
2. SAN JUAN 
 
2.1. Repetidor San Juan (Torre) 
 
Placa Mikrotik Routerboard 433AH – Placa 1 (Torre) 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
******** 
[admin@MikroTik] > password  
gtrehasisf 
 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=b1-sanjuan 
 
 
Interface Wireless 
****************** 
[admin@b1-sanjuan] > interface wireless security-profiles add name=psk2-ieee  
 
[admin@b1-sanjuan] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@b1-sanjuan] > interface wireless set wlan1 security-profile=psk2-ieee 
[admin@b1-sanjuan] > interface wireless set wlan3 security-profile=psk2-ieee 
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[admin@b1-sanjuan] > interface wireless set wlan1 ack-timeout=dynamic 
band=5ghz-onlyn frequency=5825 mode=ap-bridge ssid=BALSA7 disable-running-
check=yes rate-set=configured tx-power=24 tx-power-mode=card-rates disabled=no 
ht-extension-channel=disabled ht-guard-interval=long ht-basic-mcs=mcs-8 ht-
supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3, mcs-4,mcs-5,mcs-6,mcs-7,mcs-8 ht-
txchains=0,1 ht-rxchains=0,1   
 
[admin@b1-sanjuan] > interface wireless set wlan3 ack-timeout=dynamic 
band=5ghz-onlyn frequency=5765 mode=ap-bridge ssid=BALSA5 disable-running-
check=yes rate-set=configured tx-power=24 tx-power-mode=card-rates disabled=no 
ht-extension-channel=disabled ht-guard-interval=any ht-basic-mcs=mcs-15 ht-
supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3, mcs-4,mcs-5,mcs-6,mcs-7,mcs-8,mcs-9,mcs-
10,mcs-11,mcs-12,mcs-13,mcs-14,mcs-15 ht-txchains=0,1 ht-rxchains=0,1 
 
 
Direcciones IP 
************** 
[admin@b1-sanjuan] > interface bridge add name=br1 
[admin@b1-sanjuan] > interface bridge port add interface=ether1 bridge=br1   
[admin@b1-sanjuan] > interface bridge port add interface=ether2 bridge=br1   
 
 
[admin@b1-sanjuan] > ip address add address=20.20.7.2/28 interface=wlan1 
[admin@b1-sanjuan] > ip address add address=20.20.5.1/28 interface=wlan3 
[admin@b1-sanjuan] > ip address add address=172.16.1.4/24 interface=ether3 
[admin@b1-sanjuan] > ip address add address=20.22.5.1/28 interface=br1 
 
 
OSPF 
**** 
[admin@b1-sanjuan] > routing ospf instance set router-id=0.0.1.6 metric-
default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 
redistribute-connected=as-type-1 redistribute-static=as-type-1 distribute-
default=if-installed-as-type-1 numbers=0 
 
[admin@b1-sanjuan] > routing ospf network add network=20.20.7.0/28 
area=backbone   
[admin@b1-sanjuan] > routing ospf network add network=20.20.5.0/28 
area=backbone 
 
[admin@b1-sanjuan] > routing ospf interface add interface=wlan1 cost=10  
[admin@b1-sanjuan] > routing ospf interface add interface=wlan3 cost=10  
 
 
 
Placa Mikrotik Routerboard 433AH – Placa 2 (Torre) 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
********* 
[admin@MikroTik] > password  
gtrehasisf 
 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=b2-sanjuan 
 
 
Interface Wireless 
****************** 
[admin@b2-sanjuan] > interface wireless security-profiles add name=psk2-ieee  
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[admin@b2-sanjuan] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@b2-sanjuan] >interface wireless set wlan1 security-profile=psk2-ieee 
 
[admin@b2-sanjuan] > interface wireless set wlan1 ack-timeout=dynamic antenna-
mode=ant-a band=5ghz-onlyn frequency=5785 mode=ap-bridge ssid=PUERTO5 disable-
running-check=yes rate-set=configured tx-power=17 tx-power-mode=card-rates 
disabled=no ht-extension-channel=disabled ht-guard-interval=long ht-basic-
mcs=mcs-0 ht-supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3 
 
 
Direcciones IP 
************** 
[admin@b2-sanjuan] > interface bridge add name=br1 
[admin@b2-sanjuan] > interface bridge port add interface=ether1 bridge=br1   
[admin@b2-sanjuan] > interface bridge port add interface=ether2 bridge=br1   
[admin@b2-sanjuan] > ip address add address=20.21.5.1/28 interface=wlan1 
[admin@b2-sanjuan] > ip address add address=172.16.1.2/24 interface=ether3 
[admin@b2-sanjuan] > ip address add address=20.22.5.17/28 interface=br1 
 
 
OSPF 
**** 
[admin@b2-sanjuan] > routing ospf instance set router-id=0.0.1.10 metric-
default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 
redistribute-connected=as-type-1 redistribute-static=as-type-1 distribute-
default=if-installed-as-type-1 numbers=0 
 
 
[admin@b2-sanjuan] > routing ospf network add network=20.21.5.0/28 
area=backbone  
[admin@b2-sanjuan] > routing ospf network add network=172.16.1.0/24 
area=backbone   
 
[admin@b2-sanjuan] > routing ospf interface add interface=wlan1 cost=10  
[admin@b2-sanjuan] > routing ospf interface add interface=ether3 cost=10  
 
 
2.2. Cliente: Puesto de Salud de San Juan 
 
Placa Mikrotik Routerboard 433 – Placa 1 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
******** 
[admin@MikroTik] > password  
gtrehasisf 
 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=c1-sanjuan-ps 
 
Interface Wireless 
****************** 
[admin@c1-sanjuan-ps] > interface wireless security-profiles add name=psk2-
ieee  
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[admin@c1-sanjuan-ps] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@c1-sanjuan-ps] >interface wireless set wlan1 security-profile=psk2-ieee 
 
[admin@c1-sanjuan-ps] > interface wireless set wlan1 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz-onlyn frequency=5785 mode=ap-bridge ssid=PUERTO5 
disable-running-check=yes rate-set=configured tx-power=17 tx-power-mode=card-
rates disabled=no ht-extension-channel=disabled ht-guard-interval=long ht-
basic-mcs=mcs-0 ht-supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3 
 
Direcciones IP 
************** 
[admin@c1-sanjuan-ps] > interface bridge add name=br1 
[admin@c1-sanjuan-ps] > interface bridge port add interface=ether1 bridge=br1 
[admin@c1-sanjuan-ps] > interface bridge port add interface=ether2 bridge=br1   
[admin@c1-sanjuan-ps] > interface bridge port add interface=ether3 bridge=br1   
[admin@c1-sanjuan-ps] > ip address add address=20.21.5.2/28 interface=wlan1 
[admin@c1-sanjuan-ps] > ip address add address=20.23.5.1/28 interface=br1 
 
OSPF 
**** 
[admin@c1-sanjuan-ps] > routing ospf instance set router-id=0.0.1.5 metric-
default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 
redistribute-connected=as-type-1 redistribute-static=as-type-1 distribute-
default=if-installed-as-type-1 numbers=0 
 
 
[admin@c1-sanjuan-ps] >routing ospf network add network=20.21.5.0/28 
area=backbone  
[admin@c1-sanjuan-ps] > routing ospf network add network=20.23.5.0/28 
area=backbone 
 
 
[admin@c1-sanjuan-ps] > routing ospf interface add interface=wlan1 cost=10  
 
 
3. VARADERO 
3.1. Repetidor Varadero (Torre) 
 
Placa Mikrotik Routerboard 433AH – Placa 1 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
******** 
[admin@MikroTik] > password  
gtrehasisf 
 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=b1-varadero 
 
Interface Wireless 
****************** 
[admin@b1-varadero] > interface wireless security-profiles add name=psk2-ieee  
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[admin@b1-varadero] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@b1-varadero] > interface wireless set wlan2 security-profile=psk2-ieee 
[admin@b1-varadero] > interface wireless set wlan3 security-profile=psk2-ieee 
 
 
[admin@b1-varadero] > interface wireless set wlan2 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz-onlyn frequency=5785 mode=ap-bridge ssid=PUERTO7 
disable-running-check=yes rate-set=configured tx-power=17 tx-power-mode=card-
rates disabled=no ht-extension-channel=above-control ht-guard-interval=any ht-
basic-mcs=mcs-0 ht-supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3 
 
[admin@b1-varadero] > interface wireless set wlan3 ack-timeout=dynamic 
band=5ghz-onlyn frequency=5825 mode=station ssid=BALSA7 disable-running-
check=yes rate-set=configured tx-power=24 tx-power-mode=card-rates disabled=no 
ht-extension-channel=disabled ht-guard-interval=long ht-basic-mcs=mcs-8 ht-
supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3, mcs-4,mcs-5,mcs-6,mcs-7,mcs-8 ht-
txchains=0,1 ht-rxchains=0,1 
 
 
Direcciones IP 
************** 
[admin@b1-varadero] > interface bridge add name=br1 
[admin@b1-varadero] > interface bridge port add interface=ether1 bridge=br1   
[admin@b1-varadero] > interface bridge port add interface=ether2 bridge=br1   
 
 
[admin@b1-varadero] > ip address add address=20.21.7.1/28 interface=wlan2 
[admin@b1-varadero] > ip address add address=20.20.7.1/28 interface=wlan3 
[admin@b1-varadero] > ip address add address=172.16.2.1/24 interface=ether3 
[admin@b1-varadero] > ip address add address=20.22.7.1/28 interface=br1 
 
 
OSPF 
**** 
[admin@b1-varadero] > routing ospf instance set router-id=0.0.1.2 metric-
default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 
redistribute-connected=as-type-1 redistribute-static=as-type-1 distribute-
default=if-installed-as-type-1 numbers=0 
 
[admin@b1-varadero] > routing ospf network add network=20.21.7.0/28 
area=backbone  
[admin@b1-varadero] > routing ospf network add network=20.20.7.0/28 
area=backbone 
[admin@b1-varadero] > routing ospf network add network=172.16.2.0/24 
area=backbone   
 
[admin@b1-varadero] > routing ospf interface add interface=wlan2 cost=10 
[admin@b1-varadero] > routing ospf interface add interface=wlan3 cost=10 
[admin@b1-varadero] > routing ospf interface add interface=ether3 cost=10  
 
 
Placa Mikrotik Routerboard 433AH – Placa 2 (Torre) 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
 
 
Password 
********* 
[admin@MikroTik] > password gtrehasisf 
 
Anexos 
128 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=b2-varadero 
 
 
Interface Wireless 
****************** 
[admin@b2-varadero] > interface wireless security-profiles add name=psk2-ieee  
 
[admin@b2-varadero] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@b2-varadero] >interface wireless set wlan1 security-profile=psk2-ieee 
 
[admin@b2-varadero] > interface wireless set wlan1 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz-onlyn frequency=5180 mode=station ssid=BALSA17 
disable-running-check=yes rate-set=configured tx-power=24 tx-power-mode=card-
rates disabled=no ht-extension-channel=disabled ht-guard-interval=long ht-
basic-mcs=mcs-0 ht-supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3 
 
 
Direcciones IP 
************** 
[admin@b2-varadero] > interface bridge add name=br1 
[admin@b2-varadero] > interface bridge port add interface=ether1 bridge=br1   
[admin@b2-varadero] > interface bridge port add interface=ether2 bridge=br1   
[admin@b2-varadero] > ip address add address=20.20.17.2/28 interface=wlan1 
[admin@b2-varadero] > ip address add address=172.16.2.2/24 interface=ether3 
[admin@b2-varadero] > ip address add address=20.22.7.2/28 interface=br1 
 
 
OSPF 
**** 
[admin@b2-varadero] > routing ospf instance set router-id=0.0.1.11 metric-
default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 
redistribute-connected=as-type-1 redistribute-static=as-type-1 distribute-
default=if-installed-as-type-1 numbers=0 
 
 
[admin@b2-varadero] > routing ospf network add network=20.20.17.0/28 
area=backbone  
[admin@b2-varadero] > routing ospf network add network=172.16.2.0/24 
area=backbone   
 
[admin@b2-varadero] > routing ospf interface add interface=wlan1 cost=10  
[admin@b2-varadero] > routing ospf interface add interface=ether3 cost=10  
 
 
 
3.2. Cliente: Puesto de Salud de Varadero 
 
Placa Mikrotik Routerboard 433 – Placa 1 
 
<**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
******** 
[admin@MikroTik] > password gtrehasisf 
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Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=c1-varadero-ps 
 
 
Interface Wireless 
****************** 
[admin@c1-varadero-ps] > interface wireless security-profiles add name=psk2-
ieee  
 
[admin@c1-varadero-ps] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@c1-varadero-ps] >interface wireless set wlan1 security-profile=psk2-
ieee 
 
[admin@c1-varadero-ps] > interface wireless set wlan1 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz-onlyn frequency=5785 mode=station ssid=PUERTO7 
disable-running-check=yes rate-set=configured tx-power=17 tx-power-mode=card-
rates disabled=no ht-extension-channel=above-control ht-guard-interval=any ht-
basic-mcs=mcs-0 ht-supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3 
 
Direcciones IP 
************** 
[admin@c1-varadero-ps] > interface bridge add name=br1 
[admin@c1-varadero-ps] > interface bridge port add interface=ether1 bridge=br1 
[admin@c1-varadero-ps] > interface bridge port add interface=ether2 bridge=br1   
[admin@c1-varadero-ps] > interface bridge port add interface=ether3 bridge=br1   
[admin@c1-varadero-ps] > ip address add address=20.21.7.2/28 interface=wlan1 
[admin@c1-varadero-ps] > ip address add address=20.23.7.1/28 interface=br1 
 
 
OSPF 
**** 
[admin@c1-varadero-ps] > routing ospf instance set router-id=0.0.1.1 metric-
default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 
redistribute-connected=as-type-1 redistribute-static=as-type-1 distribute-
default=if-installed-as-type-1 numbers=0 
 
 
[admin@c1-varadero-ps] >routing ospf network add network=20.21.7.0/28 
area=backbone  
[admin@c1-varadero-ps] > routing ospf network add network=20.23.7.0/28 
area=backbone 
 
 
[admin@c1-varadero-ps] > routing ospf interface add interface=wlan1 cost=10  
 
 
3.3. Servidor Asterisk 
 
a) Configuración ASTERIX  
 
s1-varadero:~# cat /etc/default/asterisk 
RUNASTERISK=yes 
 
 
b) Configuración ASTERIX – SIP.CONF 
 
s1-varadero:~# cat /etc/asterisk/sip.conf 
;######################################################################### 
; sip.conf 
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;######################################################################### 
; 
[general] ; etiqueta que introduce la parte general de la configuración 
;tos=0xb8   ; habilitada el marcado de paquetes con valor 0xb8 en el asterisk  
bindport=5060 ; el puerto utilizado para conectar las extensiones SIP al 
servidor asterisk (protocolo UDP) 
disallow=all  ;  deshabilitar todos los códecs (audio y vídeo) 
allow=gsm  ; habilita el códec audio “gsm” para todas las extensiones 
allow=g726aal2  ; igual que arriba para el códec “g726” 
allow=ulaw  ; igual que arriba para el códec “ulaw” 
allow=alaw  ; igual que arriba para el códec “alaw” 
;allow=g729a  ; igual que arriba para el códec “g729a” 
;allow=g722.1/C  ; igual que arriba para el códec “g722” 
; 
[610] ; número de la extensión 
type=friend  ; tipo de extensión Puede ser friend, user o peer. Friend puede 
hacer y recibir llamadas, user sólo recibir y peer sólo puede hacer (como en 
el caso de proveedores VoIP que usamos solo para hacer llamadas) 
host=dynamic  ; si la extensión se conecta remotamente cambiando continuamente 
su direccion IP se pone este parametro 
language=es  ; si hemos instaladas locuciones en más de un idioma, aquí 
podemos definir qué idioma usará la extensión 
context=center  ; el contexto que usará la extensión 
secret=passwd  ; la clave o contraseña de la extensión 
username=610  ; nombre de usuario de la extensión 
callerid=610  ; el nombre y el número de identificación de la extensión 
;fromuser=<610>  ; los datos que nos pide el proveedor para conectarnos 
(usuario y contraseña) 
dtmfmode=rfc2833  ; el protocolo para enviar los tonos DTMF 
;videosupport=yes  ; Para permitir videollamadas 
;allow=h261  ; habilita el códec audio h261 (el primero que se intentará 
utilizar a lo largo de una llamada) 
;allow=h263  ; habilita el códec audio h263 
;allow=h263p  ; habilita el códec audio h263p 
;allow=h264  ; habilita el códec audio h264 
;maxcallbitrate=2048   
qualify=yes  ; Para saber el tiempo de respuesta de una extensión y si está 
alcanzable o no 
  
 
c) Configuración ASTERIX – EXTENSIONS.CONF 
 
s1-varadero:~# cat /etc/asterisk/extensions.conf 
;######################################################################### 
; extensions.conf 
; dialplan 
;######################################################################### 
; parametros general 
; 
[general] 
; 
static=yes  ; si static es yes y writeprotect es no, para guardar los cambios 
hechos desde la consola de asterisk tendremos que escribir el comando dialplan 
reload. 
writeprotect=no  ;  En caso contrario se actualizará automáticamente pero 
perderemos todos los comentarios presentes en el archivo 
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autofallthrough=no  ; si es yes, cuando alguna llamada, por algún motivo se 
sale del plan se terminará 
clearglobalvars=no   
;priorityjumping=yes  ; Algunas aplicaciones y/o funciones tienen la 
capacidad, bajo algunas circunstancias de "saltar" desde la prioridad donde se 
encuentran a una prioridad que normalmente es “n=+101” donde n es el número de 
la línea que se está ejecutando. Si está en yes hará ese salto sino no. 
; 
;========================================================================= 
; variables globales 
; 
[globals] 
; 
IP-SERVER200= 
IP-SERVER300=20.20.20.13 
IP-SERVER800= 
IP-SERVER900= 
; 
IP-SERVER-PSTN= 
; 
PHONE-DEFAULT= 
; En “globals” configuramos las variables que queremos usar en el dialplan, 
por ejemplo si llamamos a menudo a un número y queremos configurarlo con una 
sigla o un nombre es en esta parte del archivo que lo podemos configurar.  
;========================================================================= 
; macros 
; 
[macro-dial-svlocal] 
exten => s,1,Dial(${ARG1}/${ARG2},26) 
exten => s,2,Hangup  ; con esta línea de comando la llamada se terminará y 
además el número “2” indica la prioridad de la línea de comando 
exten => s,3,Macroexit() 
exten => s,102,Hangup 
exten => s,103,Macroexit() 
; 
1:38 PM [macro-sounds-record] 
exten => s,1,Set(CHANNEL(language)=es) 
exten => s,n,Wait(2) 
exten => s,n,Record(/root/mensaje-pbx%d:${ARG1}) 
exten => s,n,Wait(2) 
exten => s,n,Playback(${RECORDED_FILE}) 
exten => s,n,Hangup 
exten => s,n,Macroexit() 
; 
[macro-dial-svred] 
exten => s,1,Dial(IAX2/iaxuser:passwd@${ARG1}/${ARG2},28) 
exten => s,2,Hangup 
exten => s,3,Macroexit() 
exten => s,102,Hangup 
exten => s,103,Macroexit() 
; 
[macro-call-svlocal] 
exten => s,1,Set(CHANNEL(language)=es) 
exten => s,n,Playback(xservidor) 
exten => s,n,Saydigits(${ARG1}) 
exten => s,n,Wait(1) 
exten => s,n,Hangup 
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exten => s,n,Macroexit() 
; 
[macro-dial-pstn] 
exten => s,1,Dial(SIP/${ARG1}@${ARG2},30) 
exten => s,2,Hangup 
exten => s,3,Macroexit() 
exten => s,102,Hangup 
exten => s,103,Macroexit() 
; 
;========================================================================= 
; Es en esta parte donde vamos a configurar el verdadero plan de numeración 
(dialplan). El plan de numeración se compone de contextos y dentro de cada 
contexto, extensiones y prioridades. En este caso se va a definir un sólo 
contexto para realizar las llamadas VoIP y sesiones de Videoconferencia. 
; 
;contexto principal 
[center] 
; 
;llamar area local 
;exten => _3[67]X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
;exten => _6[23]X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
;exten => _4[23]X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
exten => _61X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
exten => _63X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
exten => _51X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
exten => _53X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
exten => _47X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
exten => _39X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
exten => _31X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
exten => _35X,1,Macro(dial-svlocal,SIP,${EXTEN}) 
; 
 
 
d) Configuración De Interfaces 
 
s1-varadero:~# cat /etc/network/interfaces 
# Used by ifup(8) and ifdown(8). See the interfaces(5) manpage or 
# /usr/share/doc/ifupdown/examples for more information. 
 
auto lo 
iface lo inet loopback 
 
#auto eth0 
#iface eth0 inet static 
# address 20.23.7.2 
# netmask 255.255.255.240 
 
#auto eth1 
#iface eth1 inet static 
# address 11.11.12.1 
# netmask 255.255.255.0 
 
#auto eth2 
#iface eth2 inet static 
#address 11.11.12.1 
#netmask 255.255.255.0 
 
auto br0 
iface br0 inet static 
# address 192.168.1.40 
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address 20.23.7.2 
# netmask 255.255.255.0 
netmask 255.255.255.240 
bridge_ports eth0 eth1 
bridge_stp off 
bridge_maxwait 5 
 
 
s1-varadero:~# cat /etc/network/nat-static-routes 
# Configuracion de rutas estaticas, max 100 rutas 
# Configuracion de nat, max 100 redes 
# Configuracion de nat para todas las redes por medio de una interfaz 
# 
#ROUTENAT_VERBOSITY=0 
 
DEFAULT_GW="20.23.7.1" 
#DEFAULT_GW="192.168.1.1" 
 
#ROUTE1="10.10.12.0/24 10.10.1.2 10" 
#ROUTE2="10.10.13.0/24 10.10.1.2 10" 
 
#NAT1="10.10.1.0/24 ath1 172.16.6.33" 
#NAT2="10.10.10.0/24 ath1 172.16.6.33" 
 
#DEFAULT_NAT="eth1" 
 
 
4. BALSAPUERTO 
 
4.1. Repetidor Balsapuerto (Torre) 
 
Placa Mikrotik Routerboard 433AH – Placa 1 (Torre) 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
******** 
[admin@MikroTik] > password  
gtrehasisf 
 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=b1-balsapuerto 
 
 
Interface Wireless 
****************** 
[admin@b1-balsapuerto] > interface wireless security-profiles add name=psk2-
ieee  
 
[admin@b1-balsapuerto] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@b1-balsapuerto] > interface wireless set wlan1 security-profile=psk2-
ieee 
[admin@b1-balsapuerto] > interface wireless set wlan2 security-profile=psk2-
ieee 
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[admin@b1-balsapuerto] > interface wireless set wlan1 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz-onlyn frequency=5180 mode=ap-bridge ssid=BALSA17 
disable-running-check=yes rate-set=configured tx-power=24 tx-power-mode=card-
rates disabled=no ht-extension-channel=disabled ht-guard-interval=long ht-
basic-mcs=mcs-0 ht-supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3 
 
[admin@b1-balsapuerto] > interface wireless set wlan2 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz-onlyn frequency=5745 mode=ap-bridge ssid=PUERTO17 
disable-running-check=yes rate-set=configured tx-power=17 tx-power-mode=card-
rates disabled=no ht-extension-channel=disabled ht-guard-interval=long ht-
basic-mcs=mcs-0 ht-supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3  
 
 
Direcciones IP 
************** 
[admin@b1-balsapuerto] > interface bridge add name=br1 
[admin@b1-balsapuerto] > interface bridge port add interface=ether1 bridge=br1   
[admin@b1-balsapuerto] > interface bridge port add interface=ether2 bridge=br1   
[admin@b1-balsapuerto] > interface bridge port add interface=ether3 bridge=br1   
 
 
[admin@b1-balsapuerto] > ip address add address=20.20.17.1/28 interface=wlan1 
[admin@b1-balsapuerto] > ip address add address=20.21.17.1/28 interface=wlan2 
[admin@b1-balsapuerto] > ip address add address=20.22.17.1/28 interface=br1 
 
 
OSPF 
**** 
[admin@b1-balsapuerto] > routing ospf instance set router-id=0.0.1.3 metric-
default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-bgp=0 
redistribute-connected=as-type-1 redistribute-static=as-type-1 distribute-
default=if-installed-as-type-1 numbers=0 
 
[admin@b1-balsapuerto] > routing ospf network add network=20.20.17.0/28 
area=backbone   
[admin@b1-balsapuerto] > routing ospf network add network=20.21.17.0/28 
area=backbone 
 
[admin@b1-balsapuerto] > routing ospf interface add interface=wlan1 cost=10  
[admin@b1-balsapuerto] > routing ospf interface add interface=wlan2 cost=10 
 
 
  
4.2. Cliente: Municipalidad de Balsapuerto 
 
Placa Mikrotik Routerboard 433 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
******** 
[admin@MikroTik] > password gtrehasisf 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=c2-balsapuerto-muni 
 
Interface Wireless 
****************** 
[admin@c2-balsapuerto-muni] > interface wireless security-profiles add 
name=psk2-ieee  
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[admin@c2-balsapuerto-muni] > interface wireless security-profiles set psk2-
ieee authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-
ccm wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@c2-balsapuerto-muni] >interface wireless set wlan1 security-
profile=psk2-ieee 
  
[admin@c2-balsapuerto-muni] > interface wireless set wlan1 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz-onlyn frequency=5745 mode=station ssid=PUERTO17 
disable-running-check=yes rate-set=configured tx-power=17 tx-power-mode=card-
rates disabled=no ht-extension-channel=above-control ht-guard-interval=any ht-
basic-mcs=mcs-7 ht-supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3,mcs-4,mcs-5,mcs-
6,mcs7  
 
 
Direcciones IP 
************** 
[admin@c2-balsapuerto-muni] > interface bridge add name=br1 
[admin@c2-balsapuerto-muni] > interface bridge port add interface=ether1 
bridge=br1 
[admin@c2-balsapuerto-muni] > interface bridge port add interface=ether2 
bridge=br1   
[admin@c2-balsapuerto-muni] > interface bridge port add interface=ether3 
bridge=br1   
[admin@c2-balsapuerto-muni] > ip address add address=20.21.17.3/28 
interface=wlan1 
[admin@c2-balsapuerto-muni] > ip address add address=20.23.17.17/28 
interface=br1 
 
 
OSPF 
**** 
[admin@c2-balsapuerto-muni] > routing ospf instance set router-id=0.0.1.21 
metric-default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-
bgp=0 redistribute-connected=as-type-1 redistribute-static=as-type-1 
distribute-default= if-installed-as-type-1 numbers=0 
 
[admin@c2-balsapuerto-muni] >routing ospf network add network=20.21.17.0/28 
area=backbone  
 
[admin@c2-balsapuerto-muni] > routing ospf interface add interface=wlan1 
cost=10  
 
 
4.3. Cliente: Centro de Salud de Balsapuerto 
Placa Mikrotik Routerboard 433 
 
**************** 
* RouterOS 4.5 * 
**************** 
 
Password 
********* 
[admin@MikroTik] > password gtrehasisf 
 
Nombre de la Placa 
****************** 
[admin@MikroTik] > system identity set name=c1-balsapuerto-ps 
 
 
Interface Wireless 
****************** 
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[admin@c1-balsapuerto-ps] > interface wireless security-profiles add 
name=psk2-ieee  
 
[admin@c1-balsapuerto-ps] > interface wireless security-profiles set psk2-ieee 
authentication-types=wpa2-psk group-ciphers=aes-ccm unicast-ciphers=aes-ccm 
wpa2-pre-shared-key=gtr0ehas0isf mode=dynamic-keys 
[admin@c1-balsapuerto-ps] > interface wireless set wlan1 security-
profile=psk2-ieee 
 
[admin@c1-balsapuerto-ps] > interface wireless set wlan1 ack-timeout=dynamic 
antenna-mode=ant-a band=5ghz-onlyn frequency=5745 mode=station ssid=PUERTO17 
disable-running-check=yes rate-set=configured tx-power=17 tx-power-mode=card-
rates disabled=no ht-extension-channel=disabled ht-guard-interval=long ht-
basic-mcs=mcs-0 ht-supported-mcs=mcs-0,mcs-1,mcs-2,mcs-3  
 
 
Direcciones IP 
************** 
[admin@c1-balsapuerto-ps] > interface bridge add name=br1 
[admin@c1-balsapuerto-ps] > interface bridge port add interface=ether1 
bridge=br1   
[admin@c1-balsapuerto-ps] > interface bridge port add interface=ether2 
bridge=br1 
[admin@c1-balsapuerto-ps] > interface bridge port add interface=ether3 
bridge=br1   
[admin@c1-balsapuerto-ps] > ip address add address=20.21.17.2/28 
interface=wlan1 
[admin@c1-balsapuerto-ps] > ip address add address=20.23.17.1/28 interface=br1 
 
 
OSPF 
**** 
[admin@c1-balsapuerto-ps] > routing ospf instance set router-id=0.0.1.4 
metric-default=10 metric-connected=10 metric-static=10 metric-rip=0 metric-
bgp=0 redistribute-connected=as-type-1 redistribute-static=as-type-1 
distribute-default=always-as-type-1 numbers=0 
 
 
[admin@c1-balsapuerto-ps] > routing ospf network add network=20.21.17.0/28 
area=backbone  
 
[admin@c1-balsapuerto-ps] > routing ospf interface add interface=wlan1 cost=10  
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B. Entrevistas 
 
o Entrevista con los técnicos de enfermería de comunidades alejadas 
 
 Óscar Santos: ¿Todos sois técnicos en enfermería? ¿Os podríais presentar y decir de qué 
comunidad sois por favor? 
 Ulises: Trabajo en la comunidad nativa Vista Alegre y el puesto es Reino Unido. 
 Ignacio Panduro: Pertenezco a la comunidad nativa de Panam, y el puesto de salud 
también es Panam. 
 Sixto Fernández: Soy de la comunidad nativa Soledad y laboro en el puesto de Soledad 
también.  
 Rolando Mori: Yo soy técnico enfermero y trabajo en el puesto Reino Unido en la 
comunidad de Vista Alegre. 
 Miguel Ríos: Soy encargado del puesto de salud El Progreso y la comunidad también se 
llama Progeso.  
 Denise Tello: Yo trabajo en el puesto de Salud Nueva Esperanza. 
 Óscar Santos: Nueva Esperanza está entre Balsapuerto y Varadero, ¿verdad? 
 Denise Tello: Sí, exactamente. 
 Óscar Santos: Ok, ¿Sabéis un poco del trabajo que se está haciendo? Bueno, estamos 
interconectando 4 puntos de la red de Salud: Balsapuerto, Varadero, San Juan y 
Yurimaguas,  para que los médicos y técnicos enfermeros se puedan comunicar entre sí, ya 
sea por videoconferencia o vía teléfono, en caso que tengan alguna duda o requieran de una 
segunda opinión. ¿Entonces cómo creéis que os ayudaría esto a vosotros? Sobre todo, en sus 
comunidades donde no cuentan con un médico y tendrían la posibilidad de comunicarse con  
un especialista en Yurimaguas o de aquí mismo en Balsapuerto. 
 Sixto Fernández: Ingeniero, disculpe, ¿Se van a conectar  todos los puestos? 
 Óscar Santos: En principio son estos cuatro puntos, pero en el futuro se tiene pensado 
conectar los puestos del distrito de Balsapuerto incluyendo vuestras comunidades. 
 Sixto Fernández: Ah, ¡Qué bien! Nos va a servir mucho poder consultar con un médico de 
algún paciente referido sobre el diagnóstico. 
 Óscar Santos: ¿Y cuáles son las enfermedades que les cuesta más detectar? O ¿Qué se 
necesitaría más la ayuda de un médico? 
 Denise Tello: Tanto como enfermedades, no. Normalmente, tenemos más emergencias en 
gestantes, como retención de placenta.  
 Óscar Santos: ¿Y han recibido alguna capacitación sobre gestantes o trato de gestantes? 
 Denise Tello: Hemos tenido algunos cursos pero no es suficiente para las emergencias que 
se presentan ya que algunos casos no se cuenta ni con movilidad para trasladarla a 
Yurimaguas.  
 Óscar Santos: ¿Ahora cuentan con algún tipo de comunicación? 
 Denise Tello: Sí, contamos con un equipo, pero creo que ya tienen más de 10 años. Cuando 
llueve no se puede establecer la llamada o a veces hay que esperar que caliente el sol para 
recién hacer uso. Tampoco contamos con tarjetas telefónicas para realizar las llamadas. 
 Óscar Santos: Ah ¿También tienen Gilat allí? 
 Denise Tello: Sí, hay. 
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 Miguel Ríos: A diferencia de la comunidad donde yo laboro, sólo contamos con teléfonos 
Motorola, ahí no hay teléfono Gilat.  
 Sandy Maldonado: ¿Y en Panam sí tienen teléfonos Gilat? 
 Ignacio Panduro: Sí, allí si tenemos, radios Motorola también pero no funcionan bien. Los 
teléfonos son buenos, el problema son las baterías y los paneles. 
 Miguel Ríos: En el caso de mi Jurisdicción también tenemos pero hace dos años que se han 
malogrado, había radiofonía pero ahora sólo usamos el teléfono y siempre hay que esperar 
para ubicar al médico o a la obstetra, ya que ellos no nos pueden atender al instante. 
Normalmente, hay que esperar media hora o una hora. Por eso en caso de emergencia, los 
trasladamos de frente. Los pacientes de los puestos de Alto Paranapura los llevamos a 
Varadero y cuando allí no pueden hacer nada, ya de frente a Yurimaguas.  
 Sandy Maldonado: ¿A ustedes les queda más cerca Varadero que Balsapuerto? 
 Miguel Ríos: Claro, Varadero es como punto de intersección. Es que Balsapuerto nos queda 
dificultoso por la corriente del río. 
 Rolando Mori: Otro problema es que los teléfonos no están abiertos toda la noche, sólo 
hasta las 8 u 8:30 pm, más tarde ya no nos quieren abrir hasta el día siguiente a partir de las 
8:30 am. 
 Sandy Maldonado: Y en el caso que tengan una emergencia en la noche, ¿Esperan hasta el 
día siguiente? 
 Rolando Mori: No, los sacamos como sea.  
 Óscar Santos: ¿Los trasladan sin poder avisar? 
 Rolando Mori: Sí, como sea los llevamos. 
 Óscar Santos: ¿Y ha habido algún caso de muerte en el transporte? 
 Rolando Mori: Desde que yo estoy acá, una vez se murió un paciente en el camino. Es que 
el transporte no ayuda tampoco, sólo contamos con transporte por río. No tenemos 
carreteras ni nada. 
 Óscar Santos: ¿Y en sus comunidades también acuden con frecuencia a las parteras o 
curanderos? 
 Ulises: Sí, en todas las comunidades tienen sus parteras. Cada sitio tienen sus parteras ya 
conocidas, las gestantes suelen ir allí. Sólo cuando tienen retención de placenta o se les 
complica, nos avisan.  
 Miguel Ríos: O a veces cuando ya ha nacido y ha tenido problemas, entonces vienen con el 
bebé enfermo. Ahí sería necesaria la comunicación con la obstetra, para saber qué 
administrarle a un niño con esos síntomas.  
 Sandy Maldonado: Claro, sería importante. ¿Y cómo ven el tema de las 
videoconferencias? Ya que, como lo dijo Óscar, la idea a futuro es interconectar los 15 
puestos de salud con el Centro de Salud de Balsapuerto y llegar hasta Yurimaguas.  
 Sixto Fernández: Uy! eso sería excelente. Así ya no tendríamos que referir tanto porque los 
médicos nos podrían estar guiando, viendo directamente al paciente.  
 Óscar Santos: Claro, incluso se podrían enfocar directamente las heridas o las emergencias 
que se presenten. Por otro lado, está el tema de las capacitaciones. No tendrían que estar 
viajando cuando haya este tipo de capacitaciones (como la que hay estos días en 
Balsapuerto). 
 Miguel Ríos: Si eso se puede hacer, ya no dejaríamos nuestros puestos solos cuando 
venimos para estas capacitaciones. 
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 Sixto Fernández: Pero también en el caso de que te guíen por cámara,  hay que ver si 
alguien te puede guiar, o sea si el profesional está disponible. 
 Sandy Maldonado: Claro, ésa es la idea. Porque se podría tener el medio de comunicación 
pero si al otro lado nadie puede atenderte o ayudarte, pues el resultado sería el mismo.  
 Óscar Santos: Una pregunta Janet, ¿Hay gente que hace retén y/o guardias? 
 Janet Silva: Bueno acá la doctora todo el tiempo está de guardia en el día. Pero en las 
noches, los días pares estoy de guardia yo y los impares la otra enfermera del Centro. 
 Óscar Santos: Ah Ok, entonces siempre hay alguien disponible. 
 Janet Silva: Mayormente sí, pero, por ejemplo, el personal de obstetricia continuamente 
está bajando a Yurimaguas para conferencias y capacitaciones, entonces por ejemplo ahora 
en toda la jurisdicción no contamos con obstetras. Pero si se tuviera videoconferencia, no 
tendrían que irse todas, podrían conectarse a cierta hora desde sus puestos de trabajo y 
recibir las charlas. 
 Ignacio Panduro: Si, porque cuando se van  y tenemos alguna emergencia ya no nos 
pueden ayudar. 
 Óscar Santos: Así no dejarían sus puestos abandonados. 
 Janet Silva: Y los teléfonos Gilat tampoco ayudan en caso de emergencias, porque cuando 
uno quiere hacer una llamada en las noches, hay que tener el teléfono descolgado como 
media hora para que recién se active el tono. Y en media hora se te muere un paciente.  
 Óscar Santos: Aparte que tiene un coste. 
 Janet Silva: Claro, aparte que tiene un costo que cada uno asume de su bolsillo, porque las 
tarjetas las compramos nosotros. Por eso la ventaja de esto es que nos han dicho que el 
teléfono que nos van a poner ya no va a tener costo. 
 Ignacio Panduro: ¿Va a ser gratis? 
 Óscar Santos: Claro, se comunicarían como si fuera una red local.  
 Miguel Ríos: ¿No nos va a costar nada? 
 Janet Silva: No, porque son como anexos ¿no? 
 Óscar Santos: Claro es una red local sólo para vosotros. Si creéis conveniente conversar 
con un médico de Yurimaguas lo podéis hacer sin coste alguno. 
 Sandy Maldonado: Claro, la idea es que se tiene pensando hacer un proyecto grande que 
incluya sus puestos de salud también, pero se tiene que conseguir el financiamiento con 
ONG. 
 Óscar Santos: Lo que se quiere hacer es demostrar los beneficios que esto trae en los 
puntos que se están estableciendo y, así, conseguir el financiamiento para los demás puntos. 
 Sandy Maldonado: Por eso queremos saber ¿Cuáles son sus problemas y cómo se podrían 
solucionar con la tecnología que actualmente se cuenta? 
 Janet Silva: Inclusive hay comunidades como Nueva Vida muy alejadas que sólo hay 
intervenciones 5 veces al año, casi nadie llega allá porque es muy difícil el acceso. Ellos son 
los que bajan caminando por los cerros porque cuando el río está bajo, no hay manera de 
llegar. Imagínate si para nosotros, que contamos con médico y obstetras, a veces nos es 
difícil llegar a un diagnóstico, ellos que están allá solos tienen que ingeniárselas para ayudar 
a sus pacientes. La gran realidad es que si se construyera este sistema sería de gran ayuda 
para ellos.  
 Miguel Ríos: Por ejemplo, ahora si se presenta una emergencia yo no cuento con teléfonos 
en la comunidad y las baterías de los Motorola siempre se descargan y no tengo ningún 
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medio de comunicación. Lo único que tendría que hacer es derivar al paciente a Varadero. 
Para salvarle la vida. 
 Janet Silva: Y a veces derivar a un paciente de noche es más riesgoso. Incluso hay un 
reglamente que dice que no se puede bajar de noches con el paciente, porque no solo 
arriesgas la vida de tu paciente sino de las tres o cuatro personas que están llevando. Porque 
ha habido varios accidentes en el río. Pero si ellos podrían contar con este sistema, podrían 
estabilizar a su paciente y trasladarlo en un momento adecuado. 
 Denise Tello: Sí, es muy importante este proyecto, facilitaría mucho nuestra labor. 
 
o Entrevista con la enfermera Janet Silva del C.S. Balsapuerto 
 
 Óscar Santos: Buenas tardes Janet. ¿Cuánto tiempo hace que está aquí trabajando? 
 Janet Silva: Buenas tardes. Acá, en el centro de salud, llevo aproximadamente un mes y 
medio o dos meses trabajando. 
 Óscar Santos: ¿Cuántos pacientes tienen de media al día el centro aproximadamente? 
 Janet Silva: Pues sobre unos 35-50 pacientes en enfermería o atención integral de niños, 
25-30 en medicina y unos 15 en obstetricia, más o menos. 
 Óscar Santos: ¿A qué distancia están de las comunidades nativas? 
 Janet Silva: Bueno, toda esta zona es nativa. Las distancias dependen de la comunidad. 
Hay comunidades que están a una hora de distancia y las hay que están a 6 u 8 horas, 
aproximadamente. 
 Sandy Maldonado: Por ejemplo, ¿Varadero también es considerada una comunidad 
nativa? 
 Janet Silva: Varadero es un puesto de salud aparte, pertenece a la jurisdicción de la 
microrred. Nosotros como centro de salud tenemos comunidades a nuestro cargo, como 
Canoa Puerto, Varaderillo, etc. y Varadero se ocupa de otras comunidades situadas al norte. 
Si vienen pacientes de cualquier comunidad se les atiende acá igual, de hecho hay 
comunidades que son del ámbito de Varadero, por ejemplo las que quedan cerca de Nueva 
Esperanza, pero prefieren venir acá por la atención que les ofrecemos, ya que en Nueva 
Esperanza sólo hay un técnico de enfermería.   
 Óscar Santos: ¿Y este técnico se comunica con ustedes para realizar alguna consulta o por 
otros motivos? Porque claro, habrá situaciones que él solo no pueda controlar. 
 Janet Silva: No, no se puede comunicar, no dispone ni de teléfono satelital ni de radio. 
 Óscar Santos: Y cuando tiene que derivar un paciente y lo traslada aquí, ¿no se puede 
poner en contacto con ustedes? ¿Trae al paciente directamente? 
 Janet Silva: Directo, de frente. Él no se puede comunicar con nadie. Incluso, los mismos 
familiares traen al paciente acá. Llegamos a un acuerdo de que si los familiares de un 
paciente traían al enfermo, nosotros devolvíamos el importe del combustible, sino los 
pacientes se nos morían en sus comunidades por falta de recursos económicos. Si el caso es 
muy grave se le traslada directamente a Yurimaguas. Es bien difícil la comunicación en esta 
zona. 
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 Óscar Santos: ¿En qué cree que sería útil poder comunicarse con el Hospital Santa Gema 
en Yurimaguas? 
 Janet Silva: Por muchos motivos, allí tienen especialistas, para una segunda razón. Otra 
razón es que ésta es una comunidad muy alejada y dependemos del nivel del río. No 
podemos trasladar a un paciente caminando, demoraríamos más de 10 horas y depende del 
estado del paciente llegaría muy mal o, incluso, muerto. Otra razón son los niños…acá es 
atípico no ver a un niño desnutrido o anémico, contar con un pediatra que te guíe en la 
dosificación de los medicamentos o de los tratamientos, sería realmente muy bueno. 
 Óscar Santos: ¿Y para ustedes? Profesionalmente, capacitación o cursos a distancia. 
 Janet Silva: Sería muy bueno porque no tendríamos que estar viajando todo el rato dejando 
a nuestras comunidades sin personal médico. O si necesitas una información, por ejemplo 
ahora estamos en plena campaña de Maternidad Saludable y no tenemos la información 
adecuada para ello. 
 Sandy Maldonado: ¿Tú has trabajado en ciudad verdad? ¿En qué notas la diferencia? 
 Janet Silva: Pues ya estoy acostumbrada porque llevo años por esta zona trabajando. Pero 
lo notas en la paciencia que tienes que tener con los pacientes, porque su cultura les obliga a 
acudir a Parteras o Brujos antes de venir acá y eso te crea mucha impotencia, al principio no 
lo entiendes. Luego ya te acostumbras y ves las necesidades que tienen estas áreas. No hay 
comunicación, no hay equipos y las condiciones higiénicas no son las adecuadas. Además el 
agua del río está contaminada y eso crea multitud de enfermedades. 
 Óscar Santos: Sí, la situación es muy alarmante, debe ser muy complicado llevarlo bien, 
esperemos que la instalación salga como hemos planeado y se puedan comunicar para 
intentar paliar esas necesidades. 
 Janet Silva: Sí, la comunicación en estas zonas es esencial. Los servicios que decís que 
vamos a tener en el centro nos irán muy bien porque, como les he dicho antes, las distancias 
aquí se notan mucho y los pacientes se nos mueren por el camino. Si dispusiéramos de 
equipos para comunicarnos con el Hospital de Yurimaguas, todo sería diferente porque 
podríamos ofrecer a nuestros pacientes una atención mucho más completa. Además, 
podríamos informar de las derivaciones pertinentes para casos de máxima urgencia. Eso 
sería muy bueno. 
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