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Abstrak:  Tata Kelola Teknologi Informasi adalah sebuah proses untuk mengatasi permasalahan, dan 
pengambilan keputusan serta kerangka kerja yang harus dipertanggung jawabkan. Teknologi Informasi 
yang baik, mampu meningkatkan efektifitas dan efisiensi dalam aktifitas manusia. Evaluasi tata kelola 
teknologi informasi sangat diperlukan untuk menentukan keberhasilan IT. Dalam mengatasi 
permasalahan diperlukan kerangka kerja. Salah satunya yaitu COBIT 5 (Control Objective for 
Information Related Technology version 5). Kerangka kerja Cobit 5 memiliki domain yang bisa dipilih 
yaitu domain DSS (Deliver, Service and Support), MEA (Monitor, Evaluate and Asses), dan BAI (Build, 
Acquire and Implement). Metode penelitain ini memakai beberapa metode yaitu metode literatur, metode 
model konseptual, dan analisis. Tujuan penelitian ini yaitu untuk meningkatkan program audit, mengatasi 
permasalahan dan pengambilan keputusan dengan menggunakan COBIT 5 dengan menggunakan domain 
DSS, MEA, dan BAI. Dari penilitian ini dapat disimpulkan bahwa dalam mengatasi permasalahan dan 
pengambilan keputusan dapat dilakukan dengan menggunakan kerangka kerja COBIT 5 dengan domain 
DSS, MEA, dan BAI. 
Kata kunci: Tata Kelola TI, Framework COBIT, DSS, MEA, BAI 
 
Abstract: Information Technology 
Governance is a process for overcoming 
problems, and making decisions and frameworks 
that must be accounted for. Information 
Technology is good, able to increase the 
effectiveness and efficiency in human activities. 
Evaluation of information technology 
governance is needed to determine the success of 
IT. In overcoming problems, a framework is 
needed. One of them is COBIT 5 (Control 
Objective for Information Related Technology 
version 5). The Cobit 5 framework has selectable 
domains, namely the DSS (Deliver, Service and 
Support), MEA (Monitor, Evaluate and Asses), 
and BAI (Build, Acquire and Implement) 
domains. This research method uses several 
methods, namely literature method, method of 
conceptual model, and analysis. The purpose of 
this study is to improve the audit program, 
overcome problems and decision making by using 
COBIT 5 by using the DSS, MEA, and BAI 
domains. From this research it can be concluded 
that in overcoming problems and decision 
making can be done using the COBIT 5 
framework with domains DSS, MEA, and BAI. 
Keywords: IT Governance, COBIT Framework, 
DSS, MEA, BAI 
 
I. PENDAHULUAN 
Perkembangan teknologi informasi untuk 
sekarang ini sangat dibutuhkan baik oleh 
pemerintahan maupun perusahaan. Teknologi 
informasi dibuat untuk memudahkan dalam 
menangani permasalahan pengambilan keputusan 
dan menjadikan penggunaannya semakin efektif. 
Dalam teknologi informasi tentunya memerlukan 
kerangka kerja yang mengelolanya. Salah satu 
kerangka kerja yang bisa digunakan yaitu COBIT 
5. Dalam COBIT 5, memiliki beberapa domain 
yang bisa digunakan untuk mengelola teknologi 




informasi yang ada. COBIT 5 membuat 
penggabungan antara pemikiran terbaru dari tata 
kelola perusahaan dan juga manajemen. Teknik 
dan memberikan prinsip-prinsip yang diberikan 
secara global [1].  
COBIT itu sendiri memiliki lima domain utama 
yaitu: 
1. EDM (Evaluate, Direct, and Monitor) 
merupakah tahapan dalam evaluasi dan 
monitoring. 
2. APO (Align, Plan, Organize) adalah proses 
dalam menyelaraskan, merencakanan dan 
mengatur dalam suatu organisasi.  
3. BAI (Build, Acquire and Implement) adalah 
tahapan dalam proses membangun atau 
merancang dan mengimplementasikan suatu 
tata kelola. 
4. DSS (Delivery, Service and Support) adalah 
proses mengirim, melayanidan dukungan. 
5. MEA (Monitor, Evaluate and Assess) adalah 
proses memantau, evaluasi, dan menilai. 
 
Gambar 1. Domain Cobit 5 [2] 
Namun dalam penelitian kali ini yang akan 
penulis bahas adalah berfokus pada domain DSS, 
BAI, dan MEA. Domain DSS (Delivery, Service 
and Support) digunakan untuk menganalisis yang 
berhubungan dengan pengiriman, layanan dan 
dukungan. Domain DSS memiliki proses pemetaan 
yang dilakukan untuk mendapatkan proses domain 
DSS mana saja yang dapat, masuk dalam kegiatan 
audit. Dalam penelitian yang membahas Sistem 
Informasi Manajemen Kota Tanpa 
Kumuh (SIM KOTAKU), domain DSS dipilih 
karena lebih fokus untuk menyikapi penyampaian 
TI pada saat pengiriman dan layanan TI. Lalu 
domain ini juga dapat mendukung proses bisnis 
yang ada serta menjamin agar proses bisnis itu 
tetap terjaga [3].   
Domain BAI (Build, Acquire and Implement) 
bertujuan untuk menetapkan persyaratan, 
identifikasi, solusi, kelayakan dan kegiatan 
operasional dalam menjalankan sistem. Domain ini 
memiliki 10 proses [4]. 
Domain MEA (Monitor, Evaluate and Assess) 
ertujuan untuk menanalisis nilai kepatuhan dari 









II. METODOLOGI PENELITIAN 
Metode penelitian yang digunakan dalam 
penelitian ini yaitu antara lain: 
 Metode Literatur  untuk DSS 
Metode Literatur dilakukan dengan mencari 
jurnal tentang COBIT 5 domain DSS. 
 Metode dengan model sonseptual untuk 
domain BAI 
Metode dengan model ini dilakukan dengan 
cara input, proses dan output. Input yaitu 
memasukkan data dari reverensi jurnal lain untuk 
dikelola dalam proses. Proses yaitu menyaring 
semua informasi dalam masing-masing jurnal, 
kemudian menyatukannya untuk menghasilkan 
output. Sedangkat output merupakan hasil dari 
input yang telah di proses berupa dokumen tata 
kelola. 
 Metode yang digunakan MEA yaitu 
wawancara, literatur dan observasi. Setelah 
tahap itu maka akan dilakukan pengumpulan 
data  
 Metode Analisis  
Metode yang dilakukan dengan menganalisa 
referensi agar memperoleh hasil yang baik 
pada penggunaan framework COBIT 5. 
 
III. HASIL DAN PEMBAHASAN 
A. COBIT (Control Objective for Information and 
Related Technology ) 
COBIT merupakan suatu praktek manajemen 
teknologi informasi dan dokumen based practices 
yang dapat membantu audit manajemen dan 
menjembatani pemisah atau gap antar 
permasalahan-permasalahan teknis [6].  
B. COBIT 5 (Control Objective for Information 
and Related Technology Version 5) 
COBIT 5 merupakan salah satu dari kerangka 
kerja yang disejajarkan dengan ISO, CMM dan 
ITIL. COBIT 5 secara umum memiliki lima 
prinsip yaitu: 
 
Gambar 2. Prinsip Cobit 5 [7] 




 Pinsip 1: Meeting Stakeholder Needs 
Pemeliharaan keseimbangan antara realisasi 
keuntungan dan optimalisasi dapat dilakukan 
dengan memenuhi nilai kehadiran stakeholdernya. 
Pada setiap perusahaan memiliki tujuan yang 
berbeda-beda sesuai dengan konteks perusahaan 
yang dimiliki oleh perusahaan tersebut.  
 
Gambar 3. Meeting Stakeholder Needs [8] 
 Prinsip 2: Covering the Enterprise End-to-end 
Prinsip 2 ini memiliki 2 cara yaitu, antara lain: 
 
Gambar 4. Covering the Enterprise End-to-end [9]
a. Mengakomodasi fungsi dan proses pada 
enterprise 
b. Mengakomodasi seluruh stakeholder. 
 Prinsip 3: Aploying A Single Integrated 
Framework 
Prinsip ini disesuaikan dengan standar 
framework lain sebagai lingkup manajemen untuk 
IT Enterprise 





Gambar 5. Aploying A Single Integrated Framework [9] 
 Prinsip 4: Enabling a Holistick Approach 
Prinsip ini melakukan pendekatan secara 
holistic agar pemerintah dan manajemen 
perusahaan IT melakukan pendekatan yang efektif 
dan efisien. COBIT 5 sendiri memiliki 7 Kategori 
enablers yaitu : 
a. principle, policies and frameworks 
b. processes  
c. organisational structures  
d. culture, ethics and behaviour 
e. informations 
f. services infrastructure and applications 
g. peoples skills and competencies 
 
 
 Separating Governance From Manajemen 
COBIT 5 sendiri membedakan tata kelola dan 
manajemen. Keduanya memiliki tipe aktivitas 
yang berbeda. Tata kelola yang bertanggung jawab 
untuk tata kelolanya yaitu Dewan Direksi 
sedangkan manajemen pertanggung jawabannya 














Gambar 6. Enabling a Holistick Approach [9]
 
Gambar 7. Ruang Lingkup Governance dan Management [10]  
COBIT 5 ini sendiri telah dipakai dalam 
beberapa penelitan di seluruh dunia. Dikarenakan 
ada beberapa kelebihan yang didapatkan dari 
COBIT 5 itu sendiri. Diantaranya: 
1. Berhubungan dengan informasi yang relevan 
dan berkenaan dengan proses bisnis, dan 
sebaik mungkin informasi dikirim tepat waktu, 
benar, konsisten, dan berguna [11]. 
2. Banyaknya sumber daya, tools, serta petunjuk 
untuk digunakan [12].  
3. Proteksi terhadap informasi yang sensitif dari 
akses yang tidak bertanggung jawab [11]. 
4. Mencapai keunggulan operasionalmelalui    
penerapan    teknologi    yanghandal dan 
efisien [1]. 
5. Berhubungan dengan tersedianya informasi 
ketika dibutuhkan oleh proses bisnis sekarang 
dan masa depan [11]. 
Framework COBIT 5: 
1. Domain DSS 
Domain DSS (Delivery, Service and Support) 
adalah COBIT 5 yang menganalisa kasus Sistem 
Informasi yang berhubungan pengiriman, layanan 
dan dukungan. Domain DSS memiliki proses 




pemetaan yang dilakukan untuk mendapatkan 
proses domain DSS mana saja yang dapat, masuk 
dalam kegiatan audit. Domain DSS sendiri 
memiliki 6 proses yang terbagi menjadi DSS01 
sampai DSS06. Proses tersebut antara lain: 
mengelola operasi, mengelola layanan permintaan 
dan insiden, mengelola permasalahan, mengelola 
layanan yang berkelanjutan, layanan keamanan 
dan yang terakhir yaitu proses kendali bisnis. 
 
Gambar 8. Domain DSS Cobit 5 [13] 
Pada domain DSS memiliki beberapa kategori 
system availability management, problem 
management, service desk and incident 
management, security administration, IT operation 
and database administration. 
2. Domain BAI 
Domain BAI (Build, Acquire and Implement) 
digunakan untuk membangun, memperoleh, 
melaksanakan solusi IT yang dikembangkan dan 
diterapkan dalam bisnis peusahaan. Domain BAI 
terdiri dari 10 proses yang terbagi menjadi BAI01 
hingga BAI10. Proses tersebut diantaranya 
mengelola: program dan proyek, defenisi 
kebutuhan, solusi otomatis, ketersediaan dan 
kapasitas, perubahan pemberdayaan organisasi, 
perubahan, penerimaan perubahan dan transisi, 
pengetahuan, aset dan konfigurasi. 
BAI memiliki proses pemetaan yang berfokus 
pada proses BAI01, BAI02, BAI03 dan BAI08. 
Walaupun proses pemetaan ini belum berjalan 
dengan baik pada beberapa perusahaan, namun 
karena proses ini menjadi kebutuhan maka proes 
ini tetap dilakukan.  
3. Domain MEA 
Domain MEA (Monitor, Evaluate and Acces) 
digunakan untuk mengawasi, mengevaluasi dan 
menilai kebutuhan setiap perusahaan pada proses 
IT serta kepatuhan dari peraturan tata kelola. 
Selain itu, penilaian juga dilakukan pada 
kemampuan proses kontol perusahaan dan 
pemenuhan proses bisnis. Domain MEA memiliki 
3 proses yang tebagi menjadi MEA01 sampai 
MEA03 yaitu untuk memantau, mengevaluasi dan 
menilai kinerja dan kesesuaian, system 
pengendalian serta kepatuhan dan kebutuhan 
eksternal. 
VI. KESIMPULAN 
Berdasarkan pengamatan terhadap beberapa 
sumber yang telah dilakukan maka dapat 
disimpulkan bahwa setiap domain dalam COBIT 5 
memiliki peran masing-masing dalam kerangka 
kerja dan tata kelola teknologi informasi. 




Framework COBIT 5 merupakan metode yang 
cukup baik untuk digunakan oleh perusahaan 
untuk menganalisa tata kelola TI. Harapannya 
dengan framework COBIT 5 dapat menghasilkan 
sebuah hasil yang maksimal dalam analisi metode 
Domain DSS, MEA dan BAI. 
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