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Cisco: Empresa fabricante de dispositivos para redes locales y externa, acorde con 
su propio lenguaje de programación para cada uno de sus dispositivos. 
CCNP: (Cisco Certified Network Professional) Programa de certificación de nivel 
profesional en sistemas Cisco  
Networking: Una red consiste en dos o más computadoras unidas que comparten 
recursos como archivos, CD-Roms o impresoras, y que son capaces de realizar 
comunicaciones electrónicas. Las redes están unidas por cable, líneas de teléfono, 
ondas de radio, satélite, etc. 
Enrutamiento: El enrutamiento o ruteo es la función de buscar un camino entre 
todos los posibles en una red de paquetes cuyas topologías poseen una gran 
conectividad. 
Conmutación: Se considera como la acción de establecer una vía, un camino, de 
extremo a extremo entre dos puntos, un emisor y un receptor a través de nodos o 
equipos de transmisión. 
Redes: Conjunto de establecimientos de un mismo ramo, y en ocasiones bajo una 
misma dirección, que se distribuyen por varios lugares de una localidad o zona 
geográfica para prestar un servicio. 
Protocolo: Un protocolo de comunicaciones es un sistema de reglas que permiten 
que dos o más entidades de un sistema de comunicación se comuniquen entre ellas 










En el presente trabajo se implementó la ejecución de dos escenarios, en donde se 
simulará en el programa GNS3. Se aplicarán los diferentes métodos de 
enrutamiento y conmutación que fueron abordados en el transcurso del diplomado 
de Cisco CCNP para el manejo de las redes. 
 
Se abordarán conceptos principales como protocolos de enrutamiento EIGRP, 
OSPF. 
 










In the present work, the execution of two scenarios was implemented, where it will 
be simulated in the GNS3 program. The different routing and switching methods that 
were addressed during the course of the Cisco CCNP diploma course for network 
management will be applied. 
 
Main concepts such as EIGRP, OSPF routing protocols will be addressed. 
 








En el presente trabajo se aborda la correspondiente temática con respecto al 
contenido visto durante el curso; a partir de estos conceptos se abordarán dos 
escenarios los cuales contemplarán diferentes elementos a configurar, para 
establecer un proceso de comunicación y de interacción entre los elementos lo 
anterior por medio de las parametrizaciones exigidas. 
 
Ambos escenarios serán simulados por medio del programa GNS3, el cual permite 
tener un entorno cercano a la realidad del procedimiento de configuración por 
medio de los comandos pertinentes y permitiendo que durante el desarrollo del 
trabajo se observe la aplicación de métodos de enrutamiento y conmutación los 
cuales fueron abordados en el transcurso del diplomado de Cisco CCNP para el 
manejo de redes. 
 
Se verificará y comprobará el correspondiente procedimiento por medio de 
diferentes comandos, lo cual es muy importante ya que llevara a identificar que las 






1. ESCENARIO 1 
 
En este escenario se puede observar la configuración entre cinco routers los cuales R1, R2 
y R3 están organizados en modo OSPF y R4 y R5 están organizados en EIGRP, cada router 
cuenta con una configuración especifica; el objetivo de tener esta organización es realizar 
un reconocimiento entre los routers que permita obtener una red con diferentes puntos de 
comunicación entre los sectores involucrados.   
 





Figura 2. Simulación de escenario 1 
 
 
Para la simulación del escenario se utiliza el programa GNS3, el cual permite realizar una 
simulación exitosa, debido a que contempla los comandos que requiere el escenario 
proporcionado a simular. 
 
 































En este ejercicio de simulación se aplicarán las interfaces de la Tabla 1, estas 
interfaces fueron proporcionadas para el desarrollo del ejercicio y en la misma se 







1.1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 
topología de red. 
 
Configuración R1 
configure terminal  
hostname R1 
no ip domain-lookup  
line con 0 
logging synchronous  
exec-timeout 0 0  
exit  
interface loopback 1 
interface serial 1/0  
ip address 10.113.12.2 255.255.255.0  








Router ospf 1 
router-id 1.1.1.1 
network 10.1.0.0 0.0.3.255 area 5 
network 10.113.12.0 0.0.0.255 area 5 
exit 
exit 










configure terminal  
no ip domain-lookup  
line con 0  
logging synchronous  
exec-timeout 0 0  
exit  
interface loopback 2 
interface serial 1/0 
ip address 10.113.12.1 255.255.255.0 
no shutdown 
interface serial 1/1 

















router ospf 1 
router-id 2.2.2.2 
network 10.113.12.0 0.0.0.255 area 5 
network 10.113.13.0 0.0.0.255 area 5 
exit 
exit 
copy running-config startup-config 








configure terminal  
no ip domain-lookup  
line con 0  
logging synchronous  
exec-timeout 0 0  
exit  
interface loopback 3 
interface serial 1/0 
ip address 10.113.13.1 255.255.255.0  
clock rate 128000  
no shutdown 
exit 
interface loopback 3 
interface serial 1/1 








router ospf 1 
router-id 3.3.3.3 
network 10.113.13.0 0.0.0.255 area 5 
exit 
exit 











configure terminal  
no ip domain-lookup  
line con 0  
logging synchronous  
exec-timeout 0 0  
exit  
interface loopback 4 
interface serial 1/0 
ip address 172.19.34.1 255.255.255.0 
no shutdown 
interface serial 1/1 





















configure terminal  
no ip domain-lookup  
line con 0  
logging synchronous  
exec-timeout 0 0  
exit  
interface loopback 5 
interface serial 1/0 
ip address 172.19.45.1 255.255.255.0 


















En este punto se realizó la parametrización inicial de los routers de acuerdo con lo 
solicitado, se asignaron las diferentes direcciones con respecto a las referencias de 
la tabla 1 interfaces routers; como resultado se obtiene el nombre y la dirección con 
la que se reconoce cada uno de los Router.   
 
 
1.2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 5 de 
OSPF. 











configure terminal  
interface loopback11 
ip address 10.1.0.1 255.255.252.0 
exit 
interface loopback12 






ip address 10.1.8.1 255.255.252.0 
exit 
interface loopback14 
ip address 10.1.12.1 255.255.252.0 
exit 
router ospf 1 
router-id 1.1.1.1 
network 10.1.0.0 0.0.3.255 area 5 
network 10.113.12.0 
exit 
router ospf 1  
network 10.113.12.0 0.0.0.255 area 5 
exit 
exit 
copy running-config startup-config 





interface loopback11  
ip ospf network point-to-point  
exit  
interface loopback12 
ip ospf network point-to-point  
exit  
interface loopback13  
ip ospf network point-to-point  
exit  




ip ospf network point-to-point  
exit  
exit 
copy running-config startup-config 




De acuerdo con el desarrollo anterior, se evidencia que se realizó configuración del Router 
1 en el cual se configuro las cuatro (4) interfaces loopback a los cuales se les asigno la 
dirección IP correspondiente. 
 
1.3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el Sistema 
Autónomo EIGRP 15. 
Tabla 3. Interfaces Loopback R5 









ip address 172.5.0.1 255.255.252.0 
exit 
interface loopback52 






ip address 172.5.8.1 255.255.252.0 
exit 
interface loopback54 
ip address 172.5.12.1 255.255.252.0 
exit 
router eigrp 15 
auto-summary 
network 172.5.0.0 0.0.3.255 
network 172.19.45.0 0.0.0.255 
exit 
exit 
copy running-config startup-config 




En este punto y siguiendo las instrucciones, se realizó la configuración del Router 5 en 
donde se realizó el procedimiento de configuración de las cuatro (4) interfaces Loopback, 


















1.4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
Figura 14. Revisión 4.1 de interfaces en Router 3 
 
 
En esta parte del ejercicio se realizó el comando Show ip route, sobre esto en la figura 14 
se observa que el Router está aprendiendo las direcciones de las interfaces loopback. 
 
1.5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda 





router ospf 15 
redistribute eigrp 15 subnets 
exit 
router ospf 1 
redistribute eigrp 15 
redistribute eigrp 15 subnets 
exit 
router eigrp 15 






















network 172.29.34.0 0.0.0.255 area 5 
exit 
exit 
show ip route 





router ospf 1 
redistribute eigrp 15 subnets 
log-adjacency-changes 
redistribute eigrp 7 subnets 
network 172.19.45.0 0.0.0.255 area 5 
exit 
router eigrp 15 























Se realizo el proceso para la distribución de las rutas encontradas en EIGRP en OSPF en 
donde se asignó el costo de 50000 y a su vez se trabajó para que las rutas OSPF pasaran 





















1.6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
 











Se realizo la comprobación en los routers 1 y 5, utilizando el comando show ip route, allí 
se observó la existencia de las rutas correspondientes, comprobando la funcionalidad y 
conexión de la red y su éxito. 
 
2. ESCENARIO 2 
 
Acorde con el escenario propuesta, se observa la implementación de 4 switches y 4 equipos 
Host, los cuales se conectan de forma doble entre los dispositivos y cada uno tiene una 
configuración, cumpliendo con lo exigido lograr una comunicación entre los diferentes 
elementos de la red.  
 




En la figura 22 se realiza la simulación del escenario por medio del programa GNS3, logrando 






















Figura 22. Simulación Escenario 2 
 
 
En este escenario de simulación se aplicarán las interfaces de la Tabla 4, estas 
interfaces fueron proporcionadas para el desarrollo del ejercicio y en la misma se 
evidencia cada interfaz para cada Switch. 
 

































1. Configurar la red de acuerdo con las especificaciones.  
1.1. Apagar todas las interfaces en cada switch.  





int ran e0/0-2, e1/1-2, e2/0-1 
shutdown 
exit 
int ran e1/1-2 
no switchport 









int ran e0/0-2, e1/1-2, e2/0-1  
shutdown 
exit 
int ran e0/1-2 
no switchport 






























Figura 26. Configuración 1.1 ALS 2 
 
En este punto se realizó la parametrización inicial de los Switch de acuerdo con lo 
solicitado, se asignaron las diferentes direcciones con respecto a las referencias de 
la tabla 4 interfaces Switch; como resultado se obtiene el nombre y la dirección con 
la que se reconoce cada uno de los Switch en cada uno de los puntos de conexión 
del diagrama de red.   
 
1.3. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama.  
1.3.1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando LACP. 
Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 utilizará 10.12.12.2/30.  
1.3.2. Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP.  
1.3.3. Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP.  









interface port-channel 12 
ip add 10.12.12.1 255.255.255.252 
exit 
int ran e0/1-2, e2/0-1 
switchport trunk encapsulation dot1q 
switchport trunk NATIVE vlan 500 





Figura 27. Configuración 1.3 DLS 1 
 
Configuración DLS2 
interface port-channel 12 
ip address 10.12.12.2 255.255.255.252 
exit 
int ran E0/1-2, E2/0-1 
switchport trunk encapsulation dot1q 
switchport trunk NATIVE vlan 500 




int ran E0/1-2 





Figura 28. Configuración 1.3 DLS 2 
 
Configuración ALS1 
int ran E0/1-2, E2/0-1 
swi mo tru 




int ran E0/1-2 
channel-group 1 mode active 
switchport trunk allowed vlan 12,123,234,500,1010,1111,3456 
no shut 
exit 
int ran E2/0-1 
channel-group 3 mode desirable 













Figura 29. Configuración 1.3.1 ALS 1 
 
Figura 30. Configuración 1.3.2 ALS 1 
 
Configuración ALS2 
int ran E2/0-1, E0/1-2 
swi mo tru 




int ran E0/1-2 




switchport trunk allowed vlan 12,123,234,500,1010,1111,3456 
no shut 
exit 
int ran E2/0-1 
channel-group 4 mode desirable 




Figura 31. Configuración 1.3.1 ALS 2 
 





Figura 33. Configuración 1.3.3 ALS 2 
 
Se realizo la correcta configuración de los puertos troncales y de los Port-channels, 
conectando el DLS1 y DLS2, a los que se les asigno dirección que permitiera su 
comunicación, se ejecutó el protocolo LACP y PAgP en las interfases requeridas. 
Se creo la VLAN nativa para cada uno de los puertos. 
 
1.4. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1.4.1. Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
1.4.2. Configurar DLS1 como servidor principal para las VLAN. 
1.4.3. Configurar ALS1 y ALS2 como clientes VTP. 
Configuración DLS1 
vtp domain CISCO 
vtp ver 3 
vtp password ccnp321 
end 
vtp primary vlan 






vtp domain CISCO 
vtp ver 3 
vtp mo client 
vtp password ccnp321 
 
Figura 35. Configuración 1.4 ALS 1 
 
Configuración ALS2 
vtp domain CISCO 
vtp ver 3 
vtp mo client 


























Figura 36. Configuración 1.4 ALS 2 
 
 
En este punto se puede apreciar la generación del procedimiento VTP versión para 
cada uno de los switches, generando el dominio CISCO, para los cuales se estableció 
la contraseña ccnp321.   
 
1.5. Configurar en el servidor principal las siguientes VLAN:  
 









500  NATIVA  434  PROVEEDORES  
12  ADMON  123  SEGUROS  
234  CLIENTES  1010  VENTAS  

















































Figura 38. Configuración 1.5.2 DLS 1 
 
 
En el switch DLS1 se configuro como servidor principal y se creó 8 VLAN acordes a 
la tabla 5 del ejercicio, lo que genera los parámetros necesarios que lo hacen el 
servidor principal. 
 







 Figura 39. Configuración 1.6 DLS 1 
 
 
En el switch DLS1 se suspende la VLAN 434 o proveedores, esto obedeciendo a las 
directrices del escenario. 
 
1.7. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
Configuración DLS2 
vtp ver 2 




spanning-tree vlan 1,12,123,234,434,500,1010,3456 root secondary 





































Figura 41. Configuración 1.7.2 DLS 2 
 
 
Parametrización de VLAN en el DLS2, acorde con la tabla 5 proporcionada, se 
efectuaron los comandos de forma este switch quedara con un VTP transparente. 
 







Figura 42. Configuración 1.8 DLS 2 
 
 
En el switch DLS2 se suspende la VLAN 434 o proveedores, esto obedeciendo a las 
directrices del escenario 
 
1.9. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 










Figura 43. Configuración 1.9 DLS 2 
 
 
Se crea la VLAN Producción en el DLS2, esto obedeciendo a las instrucciones del 
ejercicio a desarrollar. 
 
1.10. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 1010, 1111 
y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
Configuración DLS1 
spanning-tree vlan 1,12,434,500,1010,1111,3456 root primary 
spanning-tree vlan 123,234 root secondary 
 
Figura 44. Configuración 1.10 DLS 1 
 
 
Se genera proceso de asignación de spanning-tree en el DLS1 en donde se especifica 





1.11. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como una raíz 
secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
Configuración DLS2 
spanning-tree vlan 1,12,123,234,434,500,1010,1111,3456 root secondary 
spanning-tree vlan 123,234 root primary 
 
Figura 45. Configuración 1.11 DLS 2 
 
 
Se genera proceso de asignación de spanning-tree en el DLS2 en donde se especifica 
las VLAN primarias y secundarias, esto con el fin de establecer el sistema de las VLAN. 
 
1.12. Configurar todos los puertos como troncales de tal forma que solamente las VLAN 
que se han creado se les permitirá circular a través de estos puertos. 
 
Configuración DLS1 
interface port-channel 1 
switchport trunk allowed vlan 12,123,234,500,1010,1111,3456 
exit 
interface port-channel 4 
switchport trunk allowed vlan 12,123,234,500,1010,1111,3456 
 








switchport trunk allowed vlan 12,123,234,500,1010,1111,3456 
exit 
interface port-channel 3 
switchport trunk allowed vlan 12,123,234,500,1010,1111,3456 
exit 
  




int ran E0/1-2 
channel-group 1 mode active 
switchport trunk allowed vlan 12,123,234,500,1010,1111,3456 
no shut 
exit 
int ran E2/0-1 
channel-group 3 mode desirable 
switchport trunk allowed vlan 12,123,234,500,1010,1111,3456 
no shut 
exit 







int ran E0/1-2 
channel-group 2 mode active 
switchport trunk allowed vlan 12,123,234,500,1010,1111,3456 
no shut 
exit 
int ran E2/0-1 
channel-group 4 mode desirable 




Figura 49. Configuración 1.12 ALS 2 
 
 
Se establecen todos los puertos de los switches DLS1 y DLS 2 como troncales de tal 
forma que solamente las VLAN que se han creado se les permitirá circular a través 
de estos puertos.  
 
1.13. Configurar las siguientes interfaces como puertos de acceso, asignados a las VLAN 
de la siguiente manera: 
 
Tabla 6. Interfaces a Puertos 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 3456  12, 1010  123, 1010  234  
Interfaz Fa0/15 1111  1111  1111  1111  













swi ac v 1111 
no sh 
exit 
int ran E3/0-3 
swi host 










switchport access vlan 12 





swi ac v 1111 
no sh 
exit 





swi ac v 567 
no shut 
exit 
int ran E3/0-3 
swi host 










switchport access vlan 123 





swi ac v 1111 
no sh 
exit 
int ran E3/0-3 
swi host 




















swi ac v 1111 
no sh 
exit 
int ran E3/1-3 
swi host 
















Figura 53. Configuración 1.13 ALS 2 
 
 
Para cada una de las interfases de los switches DLS1, DLS2, ALS1 y ALS2 se establecieron 
puertos de acceso en cada uno, con el objetivo de que, al momento de realizar conexión 
en alguna de estas fases, se cuente con el puerto establecido de la VLAN. 
 
2. Conectividad de red de prueba y las opciones configuradas. 
2.1. Verificar la existencia de las VLAN correctas en todos los switches y la asignación de 
puertos troncales y de acceso  
2.2. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado correctamente  
2.3. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN. 
 
Configuración DLS1 





Figura 55. Configuración 2.2 DLS 1 
 
 







Figura 57. Configuración 2.4 DLS 1 
 
 









Figura 59. Configuración 2.1 DLS 2 
 
 






Figura 61. Configuración 2.3 DLS 2 
 
 






Figura 63. Configuración 2.5 DLS 2 
 
 







Figura 65. Configuración 2.1 ALS 1 
 
 






Figura 67. Configuración 2.3 ALS 1 
 
 







Figura 69. Configuración 2.1 ALS 2 
 
 





Figura 71. Configuración 2.3 ALS 2 
 
 
Figura 72. Configuración 2.4 ALS 2 
 
 
Se comprobó que cada una de las conexiones y configuraciones realizadas en cada uno 









En el trabajo anterior se presentó los conocimientos adquiridos por medio de los 
diferentes niveles de la plataforma Cisco y dentro del diplomado para la resolución 
del escenario a desarrollar. 
 
Acorde con el escenario 1 se visualiza una correcta configuración acorde con los 
métodos de enrutamiento OSPF y EIGRP, los cuales demuestran la comunicación 
entre los 5 routers utilizados en el desarrollo del ejercicio. 
 
Para el escenario 2, se realizo la configuración de diversas VLAN en los switches 
de modo que se generara un proceso de descubrimiento autónomo en la red, lo 
anterior permite la comunicación entre los diferentes elementos que integran la red 
y establecen un direccionamiento para cada uno de estos.  
 
Durante el desarrollo de los escenarios se realizaron diferentes configuraciones con 
sus correspondientes protocolos de enrutamientos, en donde se presentó el método 
de manejo de diferentes interfaces loopback con su correspondiente identificador 
“direcciones IP”, se validó el método de manejo de enrutamiento implementando 
EIGRP y OSPF, se verifico el estado de la conexión por medio de la tabla de 


















Froom, R., Frahim, E. (2015). CISCO Press (Ed). Spanning Tree Implementation. 
Implementing Cisco IP Switched Networks (SWITCH) Foundation Learning Guide 
CCNP SWITCH 300-115. Recuperado de https://1drv.ms/b/s!AmIJYei- 
NT1IlnWR0hoMxgBNv1CJ 
 
Teare, D., Vachon B., Graziani, R. (2015). CISCO Press (Ed). Basic Network and 
Routing Concepts. Implementing Cisco IP Routing (ROUTE) Foundation Learning 
Guide CCNP ROUTE 300-101. Recuperado de https://1drv.ms/b/s!AmIJYei-
NT1IlnMfy2rhPZHwEoWx   
 
Teare, D., Vachon B., Graziani, R. (2015). CISCO Press (Ed). EIGRP 
Implementation. Implementing Cisco IP Routing (ROUTE) Foundation Learning 
Guide CCNP ROUTE 300-101. Recuperado de https://1drv.ms/b/s!AmIJYei- 
NT1IlnMfy2rhPZHwEoWx 
 
Teare, D., Vachon B., Graziani, R. (2015). CISCO Press (Ed). Manipulating Routing 
Updates. Implementing Cisco IP Routing (ROUTE) Foundation Learning Guide 
CCNP ROUTE 300-101. Recuperado de https://1drv.ms/b/s!AmIJYei-
NT1IlnMfy2rhPZHwEoWx 
 
Teare, D., Vachon B., Graziani, R. (2015). CISCO Press (Ed). OSPF 
Implementation. Implementing Cisco IP Routing (ROUTE) Foundation Learning 
Guide CCNP ROUTE 300-101. Recuperado de https://1drv.ms/b/s!AmIJYei-
NT1IlnMfy2rhPZHwEoWx 
 
