Perlindungan Hukum Terhadap Korban Cyberbullying by Utoyo, Bayu et al.





Diajukan untuk Memenuhi Tugas dan Melengkapi Syarat Guna












HALAMAN PERSETUJUAN PEMBIMBING 











		         





Dekan Fakultas Hukum Universitas Pancasakti Tegal











Telah Diperiksa dan Disahkan Oleh 
          Tegal,	  Agustus 2020
Penguji I							Penguji  II


Dr. Hj. Suci Hartati, S.H., M.Hum       Dr. H. Achmad Irwan Hamzani,S.H.I.,M.Ag




		   	         
Siswanto, S.H., M.H.				       Fajar Dian Aryani, S.H., M.H.	
NIDN:	0013126401				       NIDN: 0608087702

Mengetahui









Yang bertanda tangan dibawah ini:
Nama 				: Bayu Utoyo
NPM				: 5116500041
Tempat/Tanggal Lahir	: Tegal, 5 November 1997
Program Studi			: Ilmu Hukum
Judul Skripsi	      : PERLINDUNGAN HUKUM TERHADAP KORBAN  CYBERBULLYING
	
Dengan ini menyatakan bahwa Skripsi ini merupakan hasil karya penulis sendiri, orisinil dan tidak dibuatkan oleh orang lain serta belum pernah ditulis oleh orang lain. Apabila dikemudian hari terbukti pernyataan penulis ini tidak benar, maka penulis bersedia gelar Sarjana Hukum (S.H) yang telah penulis peroleh dibatalkan.
Dengan demikian surat pernyataan ini dibuat dengan sebenarnya.   














Penelitian ini bertujuan untuk mendeskripsikan pengaturan tindak pidana cyber bullying dampak dan akibat tindak pidana cyber bullying  serta upaya perlindungan hukum bagi korban cyberbullying. 
Jenis penelitian adalah library research yang didasarkan pada literatur atau pustaka. Pendekatan yang digunakan yaitu pendekatan Undang-undang (statute approach) dan pendekatan konseptual (conceptual approach). Metode pendekatan yang digunakan dalam menganalisa dan mengembangkan permasalahan dalam skripsi adalah metode pendekatan yuridis normatif. Teknik pengumpulan datanya melalui studi dokumen (studi kepustakaan). dan dianalisis dengan teknik analisis bahan hukum dengan metode deduktif.
Hasil penelitian ini menunjukan Di Indonesia, pengaturan media sosial diatur dalam undang-undang nomor 40 tahun 1999 tentang pers, dicantumkan dalam pasal 4, pasal 5 dan pasal 18 tentang pers yang hanya mengatur tentang perlindungan bagi suatu profesi (wartawan), untuk pengaturan bullying yang diatur dalam KUHP yang tercantum dalam pasal 310 KUHP, dimana isi dari pasal 310 KUHP tersebut tidak bisa untuk menjerat kejahatan cyber bullying yang kejahatannya dilakukan dengan menggunakan komputer melalui internet, di Indonesia kejahatan cyber bullying sudah diatur dalam undang-undang Nomor 19 Tahun 2016 tentang Perubahan atas Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi dan Transaksi Elektronik, dan tindak pidana tersebut sebagaimana diatur dalam pasal 27 ayat (3) dan pasal 28 tentang perbuatan yang dilarang, diatur juga ketentuan pidana diatur dalam pasal 45 dan pasal 45A, berdasarkan pasal-pasal di atas yang menjerat pelaku tindak pidana cyber bullying bertujuan untuk memberikan efek jera bagi pelaku tindak pidana cyberbullying.
Berdasarkan hasil penelitian ini diharapkan akan menjadi bahan informasi dan masukan bagi mahasiswa, akademisi, praktisi, dan semua pihak yang membutuhkan di lingkungan Fakultas Hukum Universitas Pancasakti Tegal.












	This study aims to describe the regulation of cyberbullying crime, the impact and consequences of cyberbullying crime as well as legal protection efforts for victims of cyberbullying.
	This type of research is a research library based on literature or libraries. The approach used is the statue approach and the conceptual approach. The approach method used in analyzing and developing problems in the thesis is a normative juridical approach. The technique of collecting data is through document study (literature study). and analyzed by legal material analysis techniques with deductive methods.
	The results of this study show that in Indonesia, the regulation of social media is regulated in law number 40 of 1999 concerning the press, stated in article 4, article 5 and article 18 concerning the press which only regulates protection for a profession (journalist), to regulate bullying that is is regulated in the KUHP as stated in article 310 of the Criminal Code, where the contents of article 310 of the Criminal Code cannot be used to prosecute cyberbullying crimes which are committed using computers via the internet, in Indonesia the crime of cyberbullying has been regulated in law Number 19 of 2016 concerning Amendments to the Law -Law Number 11 of 2008 concerning Electronic Information and Transactions, and such criminal acts as regulated in Article 27 paragraph (3) and Article 28 concerning prohibited acts, also stipulated criminal prosecution is regulated in Article 45 and Article 45A, based on the articles above. which ensnares the perpetrator of the crime of cyberbullying aims to give effect deterrent to the perpetrators of cyberbullying.
	Based on the results of this study, it is hoped that it will become material for information and input for students, academics, practitioners, and all those who need it in the Faculty of Law, Pancasakti University, Tegal.
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    BAB I
PENDAHULUAN
A.	Latar Belakang        
   Istilah cyber bullying pada dasarnya berasal dari dua kata yang terdiri dari cyber dan bullying. Cyber itu sendiri merupakan singkatan dari cyberspace yang berasal dari kata cybernetics dan space serta sebuah representasi grafis dari data yang diabstraksikan dari wadah penyimpanan di setiap komputer dalam sistem manusia, oleh karena itu cyber menurut hemat penulis diartikan sebagai media teknologi yang digunakan untuk berinteraksi dalam dunia maya tanpa harus bertatap muka secara langsung, Menurut Sullivan dalam bukunya yang berjudul “the Anti Bullying Handbook on 2000th”, bullying diartikan sebagai tindakan penyerangan yang dilakukan secara sadar dan sengaja dan atau dimanipulasi oleh satu atau lebih banyak orang terhadap orang lain atau banyak orang.​[1]​
Teknologi internet memberikan berbagai kemudahan dalam mencari dan memberikan informasi bagi masyarakat. Teknologi yang canggih melalui internet juga memudahkan masyarakat dalam berinteraksi tanpa perlu bertatap muka dimana tidak ada batasan geografis. Terlebih sekarang ini telah banyak orang mengenal media sosial. Media sosial memberikan berbagai dampak dan bahkan bisa menggeser media konvensional lainnya. Hanya dengan menggunakan media sosial, seperti Facebook, Twitter, Path, dan lain sebagainya, masyarakat dengan mudahnya bisa mendapatkan berbagai informasi. Bahkan portal-portal berita sekarang ini sudah terkoneksi dengan media sosial. Media sosial juga banyak digunakan orang untuk berbagi informasi, mencari teman, atau membangun self-image seseorang. Bahkan, media sosial juga dipergunakan orang sebagai alat untuk melakukan kampanye.
Remaja merupakan sosok yang paling sering menggunakan media sosial. Kebanyakan dari mereka menggunakan media sosial untuk mencari teman atau membangun pertemanan, mempost foto atau video tentang aktivitas mereka, membangun self-image, dan lainnya. Tidak semua remaja mengerti bagaimana menggunakan media sosial dengan baik dan benar. Media sosial juga sering dijadikan para remaja sebagai ajang untuk mengomentari status atau postingan dari orang lain. Komentar-komentar tersebut bisa berupa komentar yang baik dan buruk. Remaja adalah sosok yang paling mudah terpengaruh dan masih berjiwa labil. Rentannya jiwa remaja yang mudah terpengaruh dan media sosial yang saat ini menjadi bagian dalam aktivitas remaja menarik perhatian khusus.​[2]​ Tidak ada persyaratan yang wajib dilakukan bagi orang-orang yang hendak beraktivitas di internet, khususnya di media sosial, bagaimana mereka harus beretika dalam menggunakan media sosial dan hal-hal apa yang sebaiknya tidak dilakukan dalam menggunakan media sosial. Kebebasan orang dalam menggunakan media sosial inilah yang menimbulkan berbagai penyalahgunaan media sosial. Salah satu penyalahgunaan media sosial yang akhir-akhir ini semakin ditemui adalah cyberbullying.
Pandie dan weisman menyatakan bahwa kecenderungan remaja untuk menjadi pelaku cyberbullying dipengaruhi oleh:
1.	Dendam yang tidak terselesaikan, diantaranya
a.	Flaming (amarah), terbentuk ujaran dengan menggunakan pesan elektronik dengan bahasa yang agresif  atau kasar
b.	Harassment (pelecehan), merujuk pada pesan-pesan yang berisi pesan kasar, menghina orang lain atau yang tidak diinginkan, berulang kali mengirimkan pesan berbahaya untuk seseorang secara online.
2.	Termotivasi untuk melakukan pembajakan, balas dendam, pencurian, atau sekedar iseng, dengan berbagai macam tuduhan, diantaranya 
a.	Denigration (pencemaran nama baik) yaitu proses mengumbar keburukan seseorang di internet dengan maksud merusak reputasi dan nama baik seseorang tersebut.
b.	Impersonation (peniruan) yaitu dimana seseorang berpura-pura menjadi orang lain dan mengirimkan pesan-pesan atau setatus yang tidak baik.
c.	Trickery (tipu daya) yaitu membujuk seseorang dengan tipu daya supaya mendapatkan rahasia atau foto pribadi orang tersebut.
Selain dendam dan motivasi, cyberbullying juga dapat dilakukan karena keinginan untuk dihormati dan juga karena faktor bosan dan mencari hiburan. Cyberbullying akibat kebosanan dan keisengan untuk mendapatkan kesenangan biasanya dilakukan melalui perencanaan bersama dan dilakukan secara berkelompok. Contoh cyberbullying jenis ini adalah outing, yakni menyampaikan komunikasi pribadi atau gambar yang berisi informasi yang berpotensi memalukan. 
Di Indonesia, dalam UU No. 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik (ITE) disebutkan bahwa siapa saja yang dengan sengaja dan tanpa hak mendistribusikan informasi elektronik yang melanggar kesusilaan, akan dipidana dengan penjara paling lama 6 tahun dan/atau denda paling banyak satu miliar rupiah. Perangkat hukum ini sebenarnya telah mengakomodir perlindungan dari kekerasan yang dilakukan melalui media social.
Saat ini, bullying merupakan istilah yang sudah tidak asing di telinga masyarakat Indonesia. Bullying adalah tindakan penggunaan kekuasaan untuk menyakiti seseorang atau sekelompok orang baik secara verbal, fisik, maupun psikologis sehingga korban merasa tertekan, trauma, dan tak berdaya. Pelaku bullying sering disebut dengan istilah bully. Seorang bully tidak mengenal gender maupun usia. Bahkan, bullying sudah sering terjadi di sekolah dan dilakukan oleh para remaja. Dampak yang diakibatkan oleh tindakan ini pun sangat luas cakupannya. ​[3]​Remaja yang menjadi korban bullying lebih berisiko mengalami berbagai masalah kesehatan, baik secara fisik maupun mental. Adapun masalah yang lebih mungkin diderita anak-anak yang menjadi korban bullying, antara lain munculnya berbagai masalah mental seperti depresi,​[4]​ kegelisahan dan masalah tidur yang mungkin akan terbawa hingga dewasa, keluhan kesehatan fisik, seperti sakit kepala, sakit perut dan ketegangan otot, rasa tidak aman saat berada di lingkungan sekolah, dan penurunan semangat belajar dan prestasi akademis.
Cyberbullying lebih mudah dilakukan dari pada kekerasan konvensional karena si pelaku tidak perlu berhadapan muka dengan orang lain yang menjadi targetnya. Korban yang terkena cyber bullying juga jarang yang melaporkan kepada pihak yang berwajib, ​[5]​sehingga banyak orang tua yang tidak mengetahui bahwa anak-anak mereka terkena bullying. Banyaknya fenomena perilaku cyberbullying di kalangan masyarakat yang mengakibatkan dampak psikologis bagi korban, peneliti ingin meneliti lebih dalam lagi mengenai perilaku cyberbullying dari sudut pandang pelaku yang menggunakan media sebagai pemuas kebutuhannya Motivasi yang ada merupakan dorongan agar pelaku melakukan perilaku cyberbullying terhadap orang lain. Dilihat dari penggunaan media sosialnya oleh pelaku yang lebih mengarah kepada motif dalam berperilaku cyberbullying telah menciptakan fenomena yang unik.​[6]​
Motif cyberbullying, jika dalam bullying conventional, pelaku melakukan bullying karena kurangnya perhatian, kecenderungan permusuhan, korban kekerasan merupakan motif yang mendasari tindakan cyberbullying. Sebagaimana diatur dalam Undang-Undang No. 11 Tahun 2008 Jo Undang-Undang No. 19 Tahun 2016 tentang Informasi dan Transaksi Elektronik, dan bullying yang ​[7]​dilakukan ditempat umum atau didepan banyak orang dengan sengaja menyerang kehormatan seseorang dan mengakibatkan pencemaran nama baik seseorang sebagaimana diatur dalam kitab undang-undang hukum pidana (KUHP) pasal 310. Menyatakan: barang siapa sengaja menyerang kehormatan atau nama baik seseorang dengan menuduhkan sesuatu hal, yang maksudnya terang supaya hal itu diketahui umum, diancam karena pencemaran nama baik dengan pidana penjara paling lama sembilan bulan atau pidana denda paling banyak Empat Ribu Lima Ratus.
Menurut Smith , Cyberbullying adalah perlakuan kasar yang dilakukan oleh seseorang atau sekelompok orang, menggunakan bantuan alat elektronik yang dilakukan secara berulang dan terus menerus pada seorang target yang kesulitan membela diri. Singkatnya, cyberbullying adalah tindakan kekerasan non fisik yang terjadi di dunia maya yang umumnya terjadi di media social seperti Facebook, Instagram, Twitter, dan lain-lain. Kekerasan di dunia maya lebih akrab disebut dengan Cyber bullying. Bentuk tindakan dari cyberbullying bermacam-macam. Bisa berupa intimidasi melalui pesan singkat, menyebarluaskan gambar atau foto yang bisa mempermalukan korban,​[8]​
Rafferty  melalui penelitiannya mengungkapkan bahwa cyber bullying terjadi karena kurangnya rasa menghormati dan menghargai orang lain, dan kurangnya nilai-nilai moral yang bertentangan dengan penyimpangan yang dimiliki oleh remaja. Merujuk pada hasil penelitian tersebut diketahui bahwa kurangnya nilai-nilai moral yang dimiliki remaja memiliki hubungan dengan perilaku cyberbullying, serta adanya fakta di lapangan yang mengungkapkan bahwa pengendalian yang dilakukan oleh pemerintah melalui undang-undang informasi dan transaksi elektronik masih belum mampu untuk mengendalikan perilaku cyberbullying di media sosial.
Dari kenyataan objektif tersebut, bagaimana cara menanggulangi masalah cyber bullying (perundungan di dunia maya) ini. Padahal menurut Undang-Undang No. 11 Tahun 2008 Jo Undang-Undang No. 19 Tahun 2016 tentang Informasi dan Transaksi Elektronik,
  pasal 27 ayat (3) 
“Setiap orang yang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya informasi elektronik dan/atau dan dokumen elektronik yang memiliki muatan penghinaan dan/atau pencemaran nama baik, dipidana dengan pidana penjara paling lama 4 (empat) tahun  dan denda paling banyak Rp750.000,000 (tujuh ratus lima puluh juta rupiah)”.
Pada kenyataanya setelah diberlakunya undang-undang ini, tindak pidana cyberbullying tampaknya masih belum dapat ditekan dan diselesaikan secara maksimal, baik dari segi kualitas maupun kuantitas, dan ini merupakan tugas serta tanggung jawab semua pihak guna mengatasinya.  
Terhadap tindak pidana cyber bullying, disini kelihatan sanksi hukum atau instrumen hukum yang sangat lemah, pidana penjaranya hanya 4 (empat) tahun, tapi dampak yang ditimbulkan dari perbuatan tersebut sangatlah merugikan. Maka dengan kondisi demikian, kasus cyberbullying di Indonesia sudah berada pada tingkat yang mengkhawatirkan. Selain itu, yang sangat memprihatinkan bahwa penanganan terhadap kasus cyberbullying tidak sepenuhnya di proses secara tuntas, dari sejumlah kasus yang terjadi, hanya sedikit yang sampai ke pengadilan. Hal itu terjadi karena kurangnya peran dari pemerintah untuk mensosialisasikan kepada masyarakat bahwa cyberbullying tergolong ke dalam sebuah tindak pidana yang jelas pengaturan hukum nya.
Terkait hal perlakuan penanggulangan kejahatan, maka penegak hukum lebih cepat menangani kasus-kasus kejahatan yang menimbulkan korban secara nyata seperti pembunuhan. Reaksi dari masyarakat sangat cepat di proses oleh penegak hukum. Hal ini berbanding terbalik dengan kasus-kasus kejahatan yang terjadi di dunia virtual.
Berdasarkan uraian diatas, penelitian ini sangat penting untuk dilakukan karena di era modern ini banyak fenomena kejahatan yang berkaitan dengan teknologi internet yang kemudian dikemukakan dalam judul “Perlindungan Hukum Terhadap Korban Cyberbullying”.  
B.	Rumusan Masalah
Berdasarkan uraian latar belakang yang dipaparkan di atas, maka perumusan masalahnya ialah sebagai berikut:
1.	Bagaimana Pengaturan tindak pidana cyberbullying di indonesia?
2.	Bagaimana akibat dampak tindak pidana cyberbullying?
3.	Bagaimana upaya perlindungan hukum terhadap korban tindak pidana cyber bullying?
C.	Tujuan Penelitian 
Berdasarkan uraian pada latar belakang dan rumusan masalah diatas, maka tujuan penelitian yang ingin dicapai adalah sebagai berikut.
1.	Untuk mendeskripsikan pengaturan tindak pidana cyber bullying.
2.	Untuk mendeskripsikan dampak dan akibat tindak pidana cyber bullying.
3.	Untuk mendeskripsikan upaya perlindungan hukum bagi korban. 
D.	Manfaat Penelitian 
Berdasarkan tujuan di atas, maka hasil penelitian ini diharapkan dapat memiliki manfaat:
1.	Manfaat Teoritis 
a.	Penulisan hukum ini diharapkan dapat memberikan sumbangsih gagasan konseptual mengenai pengaturan tentang hukuman cyberbullying dan mengapa media sosial sering digunakan sebagai tindak pidana cyberbullying.
b.	Penulisan hukum ini diharapkan dapat menjadi tambahan referensi, literatur atau bahan-bahan informasi ilmiah dan acuan bagi penulisan hukum selanjutnya.
2.	Manfaat Praktis
a.	Bagi peneliti 
Menambah wawasan pengetahuan peneliti mengenai pengaturan tentang hukum cyberbullying dan mengapa media sosial sring digunakan sebagai tindak pidana cyberbullying. Sehingga peneliti mendapatkan suatu pengalaman antara teori yang didapat selama perkuliahan dengan gagasan konseptual yang ada kenyataan di lapangan.
b.	Bagi Masyarakat 
Dapat menambah informasi mengenai pengaturan tentang hukuman cyberbullying dan mengapa media sosial sering digunakan tindak pidana cyberbullying.
c.	Bagi Pemerintah 




Adapun penelitian yang relevan dan dapat dijadikan referensi dalam penulisan skripsi ini adalah sebagai berikut:
1.	 Yana Choria Utami (2014), Cyberbullying di Kalangan Remaja.
Kesimpulan dari penelitian ini Cyberbullying adalah tindakan yang merugikan orang lain baik secara mental maupun fisik. Akan tetapi cyber bullying lebih cepat menyerang pada mental seseorang karena mereka dipermalukan ataupun diolok-olok seenaknya sendiri tanpa pandang bulu. Cyberbullying sebenarnya sama dengan bullying pada umumnya. Perbedaan antara cyberbullying dan bullying adalah tempat melakukannya. Cyberbullying menggunakan alat perantara seperti handphone, atau media sosial untuk mengintimidasi seseorang, sedangkan bullying tidak menggunakan perantara namun langsung bertemu atau berhadapan dengan korban. 
Masalah cyberbullying ini muncul dikarenakan intensitas penggunaan internet yang meningkat dan munculnya media sosial, yang sering diakses para siswa. Mengakses dunia maya merupakan sebuah habitat (kebiasaan) yang dilakukan para siswa selain mereka belajar. Intensitas penggunaan dunia maya para siswa dalam satu hari mereka mengakses minimal 6 jam. Mereka akan menerima dampak negatif akibat terlalu sering mengakses dunia maya, yaitu para remaja menjadi malas belajar, serta dampak paling buruk mereka akan menerima cyberbullying.
2.	Merdiana Hapsari Putri (2018) dinamika psikologis korban cyberbullying 
 Berdasarkan hasil penelitian ini dapat disimpulkan bahwa kelima subjek adalah korban cyberbullying. Cyberbullying yang terjadi adalah cyberbullying secara langsung dan cyberbullying secara tidak langsung. Bentuk-bentuk cyberbullying yang terjadi berupa flaming (pertengkaran online), harassment (pelecehan), denigration (pencemaran nama baik), exclusion (pengucilan) dan outing (mengumbar rahasia) Cyberbullying yang terjadi dalam bentuk-bentuk tersebut dilakukan secara verbal dengan berbagai ungkapan negatif yang merendahkan fisik, memberikan nama panggilan tidak pantas, memberikan label serta menggunakan bahasa Jawa kasar atau misuh. Bentuk cyberbullying yang paling banyak diterima korban adalah flaming. Perilaku cyberbullying memberikan dampak psikologis pada korban seperti timbul perasaan tidak tenang, tidak aman, sedih, takut, malu dan tidak percaya diri. Selain itu berpengaruh pada akademis korban yang merasa kurang konsentrasi dalam belajar. Dampak lainnya korban merasa lebih menutup diri, ingin menyendiri, merasa temannya berkurang, mengurangi intensitas mengakses akun media sosial, lebih selektif ketika akan mengunggah konten baik berupa foto, teks maupun video di media sosial, dan lebih berhati-hati dalam bertindak agar tidak dinilai selalu salah oleh orang lain. Cara korban menghadapi perilaku cyberbullying dengan menarik diri dari lingkungan, memutuskan hubungan dengan pelaku, mengurung diri karena tidak ingin bercerita pada siapapun, mengurangi update status maupun foto di media sosial serta menceritakan kejadian yang dialami pada teman yang dipercaya dan melampiaskannya dengan menangis karena merasa tidak memiliki kekuasaan lebih untuk membalas apa yang telah dilakukan pelaku. Keunikan dari bahasa yang digunakan pelaku untuk menyerang korban yaitu rata-rata menggunakan bahasa Jawa. Beberapa pelaku menggunakan bahasa Jawa kasar yang biasanya disebut misuh dimana bahasa tersebut tidak dapat digantikan dengan bahasa lain. Seperti kata panggilan cuk dan nduk. Selain itu masalah yang melatarbelakangi antara korban dan pelaku mempengaruhi ungkapan yang dilontarkan pada korban, yaitu seperti pemberian label, ungkapan negatif atau sumpah serapah dan julukan kasar serta ungkapan yang menjelek-jelekkan korban.
3.	Liano Rovi Frederick Rumbay (2017) Tindak pidana cyberbullying dalam media  sosial menurut uu no. 11 tahun 2008 tentang informasi dan transaksi elektronik.      
Secara keseluruhan, faktor-faktor penyebab media sosial digunakan sebagai sarana melakukan tindak pidana cyberbullying dapat dibagi menjadi 2 (dua) kelompok. Faktor internal, yaitu hal-hal yang berasal dari dalam diri pelaku tindak pidana cyberbullying, seperti kepribadian pelaku yang masih memiliki emosi yang tidak menentu, kurangnya perhatian, marah, sakit hati ingin balas dendam, memiliki sifat menyakiti dan bercanda yang berlebihan yang menyebabkan perlu adanya sebuah sarana untuk menyalurkan keinginan-keinginan tersebut, sehingga kecenderungan tersebut akhirnya berujung pada penyalahgunaan media sosial. Faktor eksternal, yaitu hal-hal yang datang dari luar diri yang bersangkutan dalam hal ini mencakup penggunaan media sosial dan lingkungan sosial itu sendiri. Media sosial dipakai sebagai sarana melakukan kejahatan cyber bullying karena pelaku dapat menyembunyikan identitas, lokasi, dan menggunakan akun samaran. Hal yang paling penting penyebab media sosial digunakan sebagai sarana kejahatan cyber bullying karena media sosial bersifat anonim dan dinamis.

F.	Metode Penelitian
Penelitian hukum merupakan suatu proses untuk menemukan aturan hukum, maupun doktrin-doktrin hukum guna menjawab isu hukum yang dihadapi.​[9]​  Maka menurut penulis, metodologi penelitian merupakan prosedur dan teknik dalam penelitian yang dapat menganalisa permasalahan hukum yang sedang ditulis oleh penulis sehingga dapat dikembangkan secara optimal sesuai dengan metode penelitian demi tercapainya tujuan penelitian yang penulis rumuskan.
1.	Jenis penelitian 
Dalam penelitian karya ilmiah dapat menggunakan salah satu dari tiga bagian grand method yaitu library research, ialah karya ilmiah yang didasarkan pada literatur atau pustaka; field research, yaitu penelitian yang didasarkan pada penelitian lapangan; dan bibliographic research, yaitu penelitian yang memfokuskan pada gagasan yang terkandung dalam teori.
Berdasarkan pada subyek studi dan jenis masalah yang ada, maka dari tiga jenis grand method yang telah disebutkan, dalam penelitian ini akan digunakan metode penelitian library research atau penelitian kepustakaan. Mengenai penelitian semacam ini lazimnya juga disebut “Legal Research” atau “Legal Research Instruction”.​[10]​ Penelitian hukum semacam ini tidak mengenal penelitian lapangan (field research) karena yang diteliti adalah bahan-bahan hukum sehingga dapat dikatakan sebagai library based, focusing on reading and analysis of the primary and secondary materials.​[11]​
2.	Pendekatan Penelitian
Pendekatan yang dipakai dalam penelitian ini  adalah pendekatan undang-undang (statute approach) dan pendekatan konseptual (conceptual approach). Menurut Peter Mahmud Marzuki, pendekatan undang-undang ini dilakukan dengan telaah terhadap undang-undang dan regulasi yang bersangkut paut dengan isu hukum yang sedang ditangani. Pendekatan konseptual (conseptual approach) dengan cara mempelajari pandangan- pandangan dan doktrin-doktrin yang berkembang di dalam ilmu hukum, peneliti akan menemukan ide-ide yang melahirkan pengertian-pengertian hukum, konsep-konsep hukum, dan asas-asas hukum yang relevan dengan isu yang dihadapi. Pemahaman akan pandangan-pandangan dan doktrin-doktrin tersebut merupakan sandaran bagi peneliti dalam membangun suatu argumentasi hukum dalam memecahkan isu yang dihadapi. 
Metode pendekatan yang digunakan dalam menganalisa dan mengembangkan permasalahan dalam skripsi adalah metode pendekatan yuridis normatif. Menurut Soerjono Soekanto pendekatan yuridis normatif yaitu penelitian hukum yang dilakukan dengan cara meneliti bahan pustaka atau data sekunder sebagai bahan dasar untuk diteliti dengan cara mengadakan penelusuran terhadap peraturan-peraturan dan literatur-literatur yang berkaitan dengan permasalahan yang diteliti.​[12]​
Penelitian hukum normatif (normative law research) menggunakan studi kasus hukum normatif berupa produk perilaku hukum, misalnya mengkaji rancangan undang-undang. Pokok kajiannya adalah hukum yang dikonsepkan sebagai norma atau kaidah yang berlaku dalam masyarakat dan menjadi acuan perilaku setiap orang. Sehingga penelitian hukum normatif berfokus pada inventarisasi hukum positif, asas-asas dan doktrin hukum, penemuan hukum dalam perkara in concreto, sistematik hukum, taraf sinkronisasi hukum, perbandingan hukum, dan sejarah hokum,​[13]​ Sesuai dengan jenis penelitiannya yakni penelitian hukum normatif (yuridis normatif), maka dapat digunakan lebih dari satu pendekatan.​[14]​ Dalam penelitian ini digunakan pendekatan perundang-undangan (Statute Approach) dan pendekatan konsep (conceptual approach).  Pendekatan perundang-undangan digunakan untuk mengetahui keseluruhan peraturan hukum khususnya hukum pidana di Indonesia. Pendekatan kasus bertujuan untuk mempelajari penerapan norma-norma atau kaidah hukum yang dilakukan dalam praktik hukum. 
Pendekatan yuridis normatif merupakan metode yang dapat digunakan dalam suatu penelitian yang menekankan pada ilmu hukum, tetapi di samping itu juga berusaha menelaah kaidah-kaidah hukum yang berlaku dalam masyarakat​[15]​ dengan cara menguji dan mengkaji secara yuridis mengenai permasalahan yang diteliti dengan peraturan atau ketentuan-ketentuan yang lalu dan saat ini diberlakukan, agar mendapatkan gambaran yang jelas tentang masalah yang diteliti dalam skripsi ini. 
3.	Sumber data 
Penelitian hukum ini menggunakan bahan buku primer dan bahan buku sekunder. Menurut peter mahmud marzuki bahan buku primer merupakan bahan hukum yang bersifat otoritatif, artinya mempunyai otoritas. Bahan-bahan hukum primer terdiri dari pembuatan perundang-undangan dan putusan-putusan hakim.
Adapun bahan hukum primer dan sekunder tersebut adalah sebagai berikut:
a.	Bahan buku primer 
1)	Undang-Undang Dasar Republik indonesia tahun 1945
2)	Menurut Undang-Undang No. 11 Tahun 2008 Jo Undang-Undang No. 19 Tahun 2016 tentang Informasi dan Transaksi Elektronik.
3)	Kitab Undang-Undang Hukum Pidana (KUHP)
b.	Bahan-bahan hukum sekunder yang terutama adalah buku-buku hukum termasuk skripsi, tesis, dan di sertai hukum, jurnal-jurnal hukum. Disamping itu juga, kamus-kamus hukum dan komentar-komentar atas putusan pengadilan. Bahan hukum sekunder yang digunakan penulis adalah jurnal-jurnal dan buku teks yang terkait dengan tindak pidana cyberbullying.
4.	Metode pengumpulan data 





5.	Metode analisis data 
Penelitian bahan hukum ini menggunakan teknik analisis bahan hukum dengan metode deduktif. dengan analisis normatif kualitatif yaitu teori hukum, asas hukum, hukum positif yang berlaku, Pola berpikir deduktif ini terdapat 2 (dua) premis untuk membangun analisis terhadap isu hukum yaitu premis mayor yang merupakan aturan hukum yang berlaku dan premis minor merupakan fakta hukum atau kondisi empiris dalam pelaksanaan suatu aturan hukum. Kemudian dari kedua premis tersebut ditarik kesimpulan.
G.	 Sistematika Penulisan
               Sistematika penulisan proposal tersebut terdiri dari 4 bagian bab sebagai tahapan dalam penulisan, yaitu:
Bab I Pendahuluan
Bab I menguraikan tentang : latar belakang masalah, rumusan masalah, tujuan penelitian, manfaat penelitian, tinjauan pustaka, metode penelitian, sistematika penulisan.
Bab II Tinjauan Konseptual 





Bab III Hasil Penelitian dan Pembahasan 
Bab ini menguraikan hasil rumusan masalah tentang, bagaimana pengaturan tindak pidana cyber bullying di Indonesia, bagaimana akibat dan dampak tindak pidana cyberbullying, bagaimana perlindungan hukum terhadap korban cyberbullying.
Bab IV Penutup






































A.	Pengertian Media Sosial Dan Fungsi Media Sosial 
1.	Pengertian Media Sosial
Media sosial merupakan kombinasi dari tiga elemen, yaitu content, komunitas, dan teknologi Web 2.0. Perkembangan dari media sosial akan berdampak pada tiga area, yaitu masyarakat, perusahaan, dan lingkungan local. (Ahlqvist et. al., 2012). Media sosial bergantung terhadap teknologi mobile dan web-based untuk membuat platform interaktif tempat pengguna berbagi, berdiskusi, dan memodifikasi sebuah konten. Berdasarkan data dari Nielsen, jumlah pengguna internet terus meningkat karena adanya situs media sosial dibandingkan dengan tipe situs lainnya.
Teknologi media sosial menggabungkan model-model seperti majalah, forum internet, weblogs, sosial blog, microblogging, wikis, jaringan sosial, gambar, video, dan lain-lain. Dengan mengaplikasikan beberapa model tersebut, maka terdapat enam tipe media sosial: (1) Projek Kolaboratif, seperti Wikipedia. (2) Blogs dan Mikroblog, seperti Twitter dan Tumblr. (3) Komunitas konten, seperti YouTube dan DailyMotion. (4) Situs Social Networking, seperti Facebook. (5) Virtual game-worlds, seperti World of Warcraft. (6) Virtual social worlds, seperti Second Life.​[16]​
Menurut Antony Mayfield Media sosial adalah tentang menjadi manusia. Orang biasa yang berbagi ide, bekerjasama, dan berkolaborasi untuk menciptakan kreasi, pemikiran, berdebat, menemukan orang yang bisa menjadi teman baik, menemukan pasangan dan membangun sebuah komunitas.​[17]​
Menurut  Andreas Kaplan dan Michael Haenlein Mendefinisikan media sosial sebagai “sebuah kelompok aplikasi berbasis internet yang membangun Web 2.0 ideologi dan teknologi, dan yang memungkinkan penciptaan dan pertukaran user-generated content”.
Dalam menyampaikan informasi dari seseorang kepada seseorang atau kelompok orang, untuk mencapai tujuan individu maupun tujuan kelompok. Untuk lebih jelas sebagaimana dikemukakan Nasrullah dalam buku Media Sosial bahwa “ media sosial dapat dilihat dari perkembangan bagaimana hubungan individu dengan perangkat media. “ 
Dan menurut Van Dijk , yang dikutip oleh Nasrullah dalam buku Media Sosial bahwa “Media sosial adalah platform media yang memfokuskan pada eksistensi pengguna yang memfasilitasi mereka dalam beraktivitas maupun berkolaborasi, Karena itu media sosial dapat dilihat sebagai medium( fasilitator) online yang menguatkan hubungan antar pengguna sekaligus sebagai sebuah ikatan sosial.” 
Berbagai definisi, Dr.Rulli Nasrullah M.Si. dalam buku Media Sosial​[18]​ menyimpulkan bahwa Media Sosial merupakan medium di internet yang memungkinkan penggunanya mempresentasikan dirinya maupun berinteraksi, bekerja sama, saling berbagi, berkomunikasi dengan pengguna lainnya, dan membentuk ikatan sosial secara virtual.” 







Media sosial adalah sebuah media online, dengan para penggunanya bisa dengan mudah berpartisipasi, berbagi, dan menciptakan isi meliputi blog, jejaring sosial, wiki, forum dan dunia virtual. Blog, jejaring sosial dan wiki merupakan bentuk media sosial yang paling umum digunakan oleh masyarakat di seluruh dunia. Pendapat lain mengatakan bahwa media sosial adalah media online yang mendukung interaksi sosial dan media sosial menggunakan teknologi berbasis web yang mengubah komunikasi menjadi dialog interaktif. 
Andreas Kaplan dan Michael Haenlein mendefinisikan media sosial sebagai “sebuah kelompok aplikasi berbasis internet yang membangun di atas dasar ideologi dan teknologi Web 2.0 , dan yang memungkinkan penciptaan dan pertukaran user-generated content”. 
Jejaring sosial merupakan situs dimana setiap orang bisa membuat web page pribadi, kemudian terhubung dengan teman-teman untuk berbagi informasi dan berkomunikasi. Jejaring sosial terbesar antara lain Facebook, Myspace, dan Twitter. Jika media tradisional menggunakan media cetak dan media broadcast, maka media sosial menggunakan internet. Media sosial mengajak siapa saja yang tertarik untuk berpartisipasi dengan memberi kontribusi dan feedback secara terbuka, memberi komentar, serta membagi informasi dalam waktu yang cepat dan tak terbatas.​[19]​
2.	Fungsi Media Sosial 
Sosial media memiliki beberapa fungsi sebagai berikut:​[20]​
Social media adalah media yang didesain untuk memperluas interaksi sosial manusia menggunakan internet dan teknologi web.Social media berhasil mentransformasi praktik komunikasi searah media siaran dari satu institusi media ke banyak audience (“one to many”) menjadi praktik komunikasi dialogis antar banyak audienc (“many to many”). Social media mendukung demokratisasi pengetahuan dan informasi. Mentransformasi manusia dari pengguna isi pesan menjadi pembuat pesan itu sendiri.
Selanjutnya McQuail berpendapat bahwa fungsi utama media bagi masyarakat adalah :​[21]​
a.	Informasi
	Inovasi, adaptasi, dan kemajuan.
b.	Korelasi
	Menjelaskan, menafsirkan, mengomentari makna peristiwa dan informasi.




	Mengekspresikan budaya dominan dan mengakui keberadaan kebudayaan. khusus (subculture) serta perkembangan budaya baru.
	Meningkatkan dan melestarikan nilai-nilai.
d.	Hiburan
	Menyediakan hiburan, pengalihan perhatian, dan sarana relaksasi.
	Meredakan ketegangan sosial.
Psikolog Sosial Universitas Gadjah Mada (UGM), Prof. Koentjoro menyebutkan media sosial (medsos) bisa mempengaruhi perilaku sosial seseorang, termasuk bullying.Medsos berpengaruh besar memicu tindakan bullying, jelas Prof. Koentjoro dilansir dari laman resmi UGM. Dia mengatakan penggunaan gadget dan medsos pada anak-anak saat ini kurang begitu terkontrol.​[22]​
( Prof. Danilo Arao) Media sosial memungkinkan pengguna secara online melakukan cyberbullying karena fasilitas posting dan penyebaran konten online sangat mudah dan sama mudahnya ketika memberikan reaksi terhadap konten tersebut, (Prof. Nymia Simbulan) Cyberbullying pada media sosial memiliki efek positif karena kasusnya terangkat ke tempat public sehingga bukti yang ada dapat dengan mudah diakses, Insp. (Kimberly Gonzales).
Media sosial merupakan media yang sempurna bagi penjahat cyber untuk melakukan aksinya karena merupakan komunitas terbuka bagi siapapun, (Atty. Christopher Lao Semua) orang saling terhubung melalui media sosia, sehingga penyebaran informasi menjadi sangat cepat.​[23]​
Media sosial memiliki karakteristik yang berbeda dengan teknologi komunikasi lainnya. Beberapa karakteristik yang berbeda adalah updating secara real-time, informasi yang tersebar secara luas, memiliki titik kumpul untuk melihat informasi, memiliki fitur yang memungkinkan pengguna situs media soal dapat menanggapi dan memberi masukan. Kemampuannya dalam menanggapi dan memberi masukan dapat menyebabkan cyberbullying. Kemampuan tersebut semakin meningkat ketika digabungkan dengan teknologi mobile yang memiliki kemampuan untuk menyebarkan informasi kapan dan dimanapun. Dengan kemampuan teknologi mobile tersebut, maka tindakan cyberbullying pun semakin sering terjadi.
Media sosial adalah salah satu contoh dari sebuah media berbasis online dengan memiliki banyak pengguna yang tersebar hingga ke seluruh penjuru dunia. Media sosial umumnya dimanfaatkan untuk saling berbagi dan berpartisipasi. Tak jarang, media sosial juga digunakan sebagai sarana untuk melakukan interaksi sosial. Hal ini dikarenakan kemudahan dalam mengakses sosial media yang dapat dilakukan kapanpun dan dimanapun. Selain pernyataan diatas, berikut adalah beberapa fungsi media sosial lainnya.
	1. Mencari berita, informasi dan pengetahuan 
	Media sosial berisi jutaan berita, informasi dan juga pengetahuan hingga kabar terkini yang malah penyebaran hal-hal tersebut lebih cepat sampai kepada khalayak melalui media sosial daripada media lainnya seperti televisi. 
	2. Mendapatkan hiburan 
Kondisi seseorang atau perasaan seseorang tidak selamanya dalam keadaan yang baik, yang ceria, yang tanpa tanpa ada masalah, setiap orang tentu merasakan sedih, stress, hingga kejenuhan terhadap suatu hal. Salah satu hal yang bisa dilakukan untuk mengurangi segala perasaan yang bersifat negatif tersebut adalah dengan mencari hiburan dengan bermain media sosial. 
	3. Komunikasi online 

Mudahnya mengakses media sosial dimanfaat oleh para penggunanya untuk bisa melakukan komunikasi secara online, seperti chatting, membagikan status, memberitahukan kabar hingga menyebarkan undangan. Bahkan bagi pengguna yang sudah terbiasa, komunikasi secara online dinilai lebih efektif dan efisien. 
	4. Menggerakan masyarakat 
Adanya permasalah-permasalah kompleks seperti dalam hal politik, pemerintahan hingga suku, agama, ras dan budaya (SARA), mampu mengundang banyak tanggapan dari khalayak. Salah satu upaya untuk menanggapi berbagai masalah tersebut adalah dengan memberikan kritikan, saran, celaan hingga pembelaan melalui media sosial. 
	5. Sarana berbagi 
Media sosial sering dijadikan sebagai sarana untuk berbagi informasi yang bermanfaat bagi banyak orang, dari satu orang ke banyak orang lainnya. Dengan membagikan informasi tersebut, maka diharapkan banyak pihak yang mengetahui tentang informasi tersebut, baik dalam skala nasional hingga internasional. 
B.	Bentuk-Bentuk Kejahatan Cyberbullying 
1.	Pengertian Kejahatan 
Kejahatan bukan merupakan peristiwa hereditas (bawaan sejak lahir, warisan) juga bukan merupakan warisan biologis.​[24]​ Tindak kejahatan bisa dilakukan siapapun baik wanita maupun pria dengan tingkat pendidikan yang berbeda.​[25]​ Tindak kejahatan bisa dilakukan secara sadar yaitu dipikirkan, direncanakan, dan diarahkan pada maksud tertentu secara sadar benar. Kejahatan suatu konsepsi yang bersifat abstrak, dimana kejahatan tidak dapat diraba dan dilihat kecuali akibatnya saja. 
Definisi kejahatan menurut Kartono bahwa : “secara yuridis formal,kejahatan adalah bentuk tingkah laku yang bertentangan dengan moral kemanusiaan (immoril), merupakan masyarakat, sosial sifatnya dan melanggar hukum serta undang-undang pidana.​[26]​
Definisi kejahatan menurut Kartono bahwa : secara sosiologis, kejahatan adalah semua ucapan, perbuatan dan tingkah laku yang secara ekonomis, politis dan osial psikologis sangat merugikan masyarakat, melanggar norma-norma susila dan menyerang keselamatan warga masyarakat (baik yang telah tercantum dalam undang-undang pidana).”​[27]​
Dalam kehidupan bermasyarakat terdapat berbagai macam kejahatan tergantung pada sasaran kejahatannya, sebagaimana dikemukakan oleh Mustofa yang dikutip dari buku Tri Andrisman bahwa: 
“Jenis kegiatan menurut sasaran kejahatannya yaitu: kejahatan terhadap badan (pembunuhan, pemerkosaan, penganiayaan, kejahatan terhadap harta benda (perampokan, pencurian, penipuan), kejahatan terhadap ketertiban umum (pemabukan, perjudian) kejahatan terhadap keamanan negara.​[28]​
Sebagian kecil dari bertambahnya kejahatan dalam masyarakat disebabkan karena beberapa faktor luar, sebagian besar disebabkan karena ketidakmampuan dan tidak adanya keinginan dari orang-orang dalam masyarakat untuk menyesuaikan diri dengan norma-norma yang berlaku dalam masyarakat. Menurut Budianto bahwa: salah satu penyebab tingginya tingkat kejahatan di Indonesia adalah tingginya angka pengangguran, maka kejahatan akan semakin bertambah jika masalah pengangguran tidak segera diatasi.
Sebenarnya masih banyak penyebab kejahatan yang terjadi di Indonesia misalnya: kemiskinan yang meluas, kurangnya fasilitas pendidikan, bencana alam, urbanisasi dan industrialisasi, serta kondisi lingkungan yang memudahkan orang melakukan kejahatan. 
Menurut Sutrisno dan Sulis bahwa : penyebab kejahatan dapat dilihat dari beberapa faktor yaitu bakat si penjahat, alam sekitarnya dan unsur kerohanian. Bakat seorang penjahat dapat dilihat menurut kejiwaan/kerohanian ada penjahat yang pada kejiwaannya lekas marah, jiwanya tidak berdaya menahan tekanan-tekanan luar, lemah jiwanya. Ada juga yang sejak lahirnya telah memperoleh cacat rohaniah.​[29]​ Selain itu ada istilah kleptomania yaitu mereka yang acap kali menjadi orang yang sangat tamak, apa yang dilihatnya diinginkannya dan dicurinya.”​[30]​
Selain itu, bakat seorang penjahat juga dapat dilihat menurut jenis kelamin, berdasarkan jenis kelamin bahwa persentase yang dilakukan wanita dan laki-laki lebih berbeda. Hal itu dapat dilihat dari statistik bahwa persentase kejahatan yang dilakukan oleh laki-laki lebih banyak daripada wanita. Hal itu tentu berhubungan dengan perbedaan sifat-sifat yang dimiliki wanita dengan sifat laki-laki yang sudah dipunyai sejak lahir, juga diketahui bahwa fisik wanita lebih rendah dibandingkan dengan laki-laki.
Menurut faktor alam sekitarnya si penjahat dapat dilihat dari segi pendidikan dan pengajaran sehari-harinya, keburukan-keburukan dan ketidakteraturan maupun kekacauan pendidikan pengajaran yang dialami.​[31]​Lingkungan keluarga dan masyarakat juga dapat memberikan dampak kejahatan, misalnya kemiskinan dan padatnya keluarga, kenakalan dan padatnya keluarga, dan kejahatan orang tua, perpecahan dalam keluarga kurangnya perasaan aman karena ketegangan dalam rumah, ketidakharmonisan dalam keluarga.​[32]​ 
Nama kriminologi ditemukan oleh Paul Topinard seorang ahli antropologi Perancis. Kriminologi merupakan ilmu pengetahuan yang mempelajari tentang kejahatan. Secara harfiah berasal dari kata “crime” yang berarti kejahatan atau penjahat dan “logos” yang berarti ilmu pengetahuan, kriminologi dapat berarti ilmu kejahatan atau penjahat.​[33]​
Menurut Moeljatno kriminologi merupakan ilmu pengetahuan tentang kejahatan dan kelakuan buruk dan tentang orangnya yang tersangkut pada kejahatan dan kelakuan buruk itu.​[34]​ Dengan kejahatan yang dimaksud pula pelanggaran, artinya perbuatan menurut Undang-undang diancam dengan pidana, dan kriminalitas meliputi kejahatan dan kelakuan buruk.
Ilmu kriminologi menunjuk pada studi ilmia tentang sifat, tingkah, penyebab dan pengendalian perilaku kriminal baik yang terdapat dalam pengendalian perilaku kriminal, diri individu maupun dalam kehidupan sosial, budaya, politik dan ekonomi. Dalam artian, cakupan studi kriminologi tidak hanya berfokus dalam berbagai peristiwa kejahatan namun, cakupan studi kriminologi juga meliputi bantuk, penyebab, konsekuensi, psikologis, dari berbagai kejahatan serta berbagai bentuk reaksi sosial yang diakibatkan oleh kejahatan.
Adapun yang menjadi tugas kriminologi dalam mempelajari kejahatan adalah: 
a.	Apa yang dirumuskan sebagai kejahatan dan fenomenanya yang terjadi didalam kehidupan masyarakat, kejahatan apa dan siapa penjahatnya merupakan bahan penelitian para ahli kriminologi 
b.	Faktor-faktor yang menjadi penyebab timbulnya atau dilakukannya kejahatan. 
Menurut W.A Bonger kriminologi adalah ilmu pengetahuan yang bertujuan menyelidiki kejahatan seluas-luasnya. Pengertian kejahatan seluas-luasnya berarti mencakup seluruh gejala patologi sosial, seperti pelacuran, narkotika, korupsi, kalusi, pemalsuan identitas dan lain sebagainya. Penelitian gejala-gejala meliputi penelitian sebab-sebab dari gejala tersebut. 
Wolf Gang Savitr dan Jahnston merumuskan pengertian kriminologi adalah suatu ilmu pengetahuan yang mempergunakan metode ilmiah dalam mempelajari dan menganalisa keteraturan, keseragaman, pola-pola dan fakta sebab musabab yang berhubungan dengan kejahatan dan penjahat serta reaksi sosial terhadap kedua-keduanya.
Ruang lingkup kriminologi seperti yang telah dikemukakan oleh Edwin H Sutherland dan Donald R.Cressy: bertolak dari pandangan bahwa kriminologi adalah kesatuan pengetahuan mengenai kejahatan sebagai gejala sosial, mengemukakan ruang lingkup kriminologi yang mencakup proses-proses perbuatan hukum, pelanggaran hukum dan reaksi atas pelanggaran hukum. 
Menurut Sutherland, kriminologi dapat dibagi dalam tiga bagian utama yaitu: 
a.	Sosiologi hukum sebagai analisis ilmiah atau kondisi-kondisi berkembangnya hukum pidana 
b.	Etiologi kriminal, yang mencoba melakukan analisa ilmiah mengenai sebab-sebab kejahatan 
c.	Penologi yang menaruh perhatian pada pengendalian kejahatan.
Objek bahasan kriminologi sangatlah luas karena itu kriminologi memerlukan sumbangan dari berbagai ilmu pengetahuan yang lain. Adapun ilmu pengetahuan bagian dari kriminologi merupakan kumpulan dari banyak ilmu pengetahuan yang terdiri dari: 
a.	Antropologi kriminal ialah ilmu pengetahuan tentang manusia yang jahat 
b.	Sosiologi kriminal ialah ilmu pengetahuan tentang kejahatan sebagai suatu gejala masyarakat, jadi intinya tentang sampai dimana letak sebab kejahatan dalam masyarakat (etiologi social) 
c.	Psikologi kriminal ialah ilmu pengetahuan tentang kejahatan dipandang dari sudut ilmu jiwa 
d.	Psycho dan neuro patologi kriminal ialah ilmu pengetahuan tentang penjahat yang sakit jiwa 
e.	Penologi ialah ilmu pengetahuan tentang timbul dan bertumbuhnya hukum 
f.	Kriminologi yang dilaksanakan adalah Higiene kriminal dan politik kriminal 
g.	Kriminalistik (police scientique) ilmu pengetahuan untuk dilaksanakan yang menyelidiki teknik dan pengusutan kejahatan. 
h.	Sebagai studi mengenai kejahatan. Penjahat serta reaksi masyarakat atas kejahatan dan penjahat dengan bidang cukup yang meliputi proses pembentukan hukum dan penegakan hukum. 
Prinsip-prinsip dalam penelitian kriminologi menurut Herman Manheim adalah: “...terutama memperhatikan penemuan sebab-sebab kejahatan serta akibat berbagai cara pembinaan. Riset mengenai frekuensi dan distribusi berdasarkan umur, jenis kelamin, wilayah serta faktor-faktor sosial atau psikologi lain yang memainkan peranan penting.​[35]​
Herman Mainheim mengemukakan bahwa arti penting penelitian kriminologi sedikitnya mencakup: 
a.	Akan menelusuri atau paling sedikit mengurangi kepercayaan yang salah terutama yang mencakup sebab-sebab kejahatan serta mencari berbagai cara pembinaan narapidana yang baik 
b.	Dalam sisi positifnya suatu penelitian dapat bermanfaat untuk meningkatkan pembinaan pelanggaran hukum dan lebih jauh menggantikan cara dalam pembinaan pelanggaran hukum
c.	Karena hasil penelitian kriminologi lambat laun memberikan hasil terutama melalui penelitian kelompok kontrol dan penelitian ekologis yang menyediakan bahan keterangan yang sebelumnya tidak bersedia mengenai non dilikuendan mengenai ciri-ciri berbagai wilayah tempat tinggal dalam hubungan dengan kejahatan.
2.	Bentuk-Bentuk Kejahatan
Menurut Willard, macam-macam jenis cyberbullying, yaitu sebagai
berikut:​[36]​
a.	 Flaming (terbakar), yaitu mengirimkan pesan teks yang isinya merupakan kata-kata yang penuh amarah dan frontal. Istilah “flame” ini pun merujuk pada kata-kata di pesan yang berapi-api. Flaming secara mudahnya dapat diartikan penghinaan atau komentar kasar terhadap orang lain. Flaming juga dapat berarti lari dari substansi atau fokus diskusi. Secara lebih luas flaming adalah tindakan provokasi, mengejek, ataupun penghinaan yang menyinggung pengguna lain. Contoh pertengkaran mengenai kasus prostitusi dalam jaringan yang melibatkan artis berinisial TM dan AS serta mucikari RA. Berawal ketika TM memblokir akun media sosial dan nomor kontak AS yang sedang terkena kasus prostitusi daring (dalam jaringan). AS pun menyindir TM yang dianggap mencari selamat karena tidak mau mengakui bahwa TM juga terlibat kasus tersebut. Hal menarik lainnya, seseorang yang diduga mucikari dengan inisial RA pun turun mengomentari status AS. Komentar-komentar lain ikut mengalir dan para pengguna sosial yang kemudian menjadi ajang perang kata-kata dan saling menyindir.​[37]​
b.	 Harassment (gangguan), yaitu pesan-pesan yang berisi gangguan pada e-mail, sms, maupun pesan teks di jejaring sosial dilakukan secara terus menerus. Pelaku harassment akan sering menulis komentar kepada korban yang dimaksudkan untuk menyebabkan kegelisahan dan akan sama. Pelaku mungkin masuk ke akun korban kemudian dari akun tersebut pelaku mengirim email cabul atau pesan yang membuat orang sakit hati dan biasanya ditujukan ke keluarga korban, teman, rekan kerja dan atasnya, bahkan bisa juga membuat website dengan menggunakan editan foto seksual dari korban untuk kemudian mengirim foto tersebut ke situs porno amatir.
c.	 Cyberstalking, mengganggu dan mencemarkan nama baik seseorang secara intens sehingga membuat ketakutan besar pada orang tersebut. Contoh akun twitter @triomacan2000 yang beraksi melakukan political bullying ini secara terbuka dan tanpa segan menyudutkan orang-orang tertentu. Akun ini melontarkan berbagai kata intimidasi secara terus menerus terhadap beberapa orang, salah satunya adalah Joko Widodo. Salah satu contoh tweet Trio Macan 2000 tanggal 5 April 2014 berbunyi: “mbak wirda, sorry banget bukan gua yang memulai, tapi Jokowi manusia sampah yang memulai semua...’’.
d.	Denigration (pencemaran nama baik), yaitu proses mengumbar keburukan seseorang di internet dengan maksud merusak reputasi dan nama baik orang tersebut. Seperti Beberapa kasus bahkan membuat laman khusus di media sosial untuk mempermalukan seseorang. Sebuah laman di Facebook yang berjudul Say No to K dengan jumlah 336.003 like atau suka dibuat untuk mempermalukan citra penyanyi K. Laman ini khusus memposting berita-berita negatif tentang K disertai komentar-komentar kejam dari para anggotanya.​[38]​
e.	 Impersonation (peniruan), berpura-pura menjadi orang lain dan mengirimkan pesan-pesan atau status yang tidak baik. Pada Maret 2016, artis MR melaporkan gugatan terhadap akun Facebook yang mencatut namanya untuk berjualan tas bermerek mahal. MR yang mengaku sudah tidak membuka akun Facebooknya sejak tahun 2010 ini merasa nama baiknya tercemar karena akun palsu menipu para pelanggan dan melarikan uang pembayaran tanpa mengirimkan tas yang dijual.
f.	 Outing dan trickery, yaitu outing menyebarkan rahasia orang lain, atau foto-foto pribadi orang lain. Sedangkan trickey adalah tipu daya, membujuk seseorang dengan tipu daya agar mendapatkan rahasia atau foto pribadi orang tersebut.​[39]​
g.	Exclusion (pengeluaran), yaitu secara sengaja dan kejam mengeluarkan seseorang dari grup online. Kasus ini banyak terjadi di kalangan masyarakat umum berupa peer-group atau kelompok pertemanan. Di Facebook misalnya, muncul sebuah laman yang mengucilkan seseorang berinisial WASP dari kelompok berteman. Laman itu bernama WSAP Pelacur Facebook Harus Dikucilkan yang disukai oleh 11 akun Facebook. Dari beberapa bentuk cyberbullying yang telah dijelaskan di atas, bahwa cyberbullying menitikberatkan kepada kekerasan secara verbal secara tidak langsung yang akan berdampak kepada kondisi emosional atau psikis dari korbannya.
Kejahatan pada dasarnya tumbuh dan berkembang dalam masyarakat, tidak ada kejahatan tanpa masyarakat mempunyai penjahat sesuai dengan jasanya.​[40]​ Oleh karena itu, kejahatan cyberbullying ada karena banyaknya masyarakat yang menggunakan internet untuk berkomunikasi setiap harinya.
Cyberbullying dalam dunia mayantara berpengaruh besar pada kehidupan remaja. Para ahli menyatakan tidak ada jalan keluar dalam cyberbullying (no escape), juga menyatakan para remaja enggan memberitahu orang tua mereka mengenai insiden-insiden online yang terjadi pada mereka disebabkan mereka tidak mau orang tua membatasi keinginan untuk menggunakan internet. Oleh karena itu, cyberbullying bisa menjadi beban bagi para remaja karena dapat terjadi waktu yang lama.​[41]​ Tindakan cyberbullying pada dunia maya tidak mengarah kepada perempuan saja atau laki-laki saja, dengan kata lain cyberbullying tidak mengenal jenis kelamin (gender). Cyberbullying terdiri dari dua individu yang terlibat, yaitu:
a.	Pelaku (the bully), adalah seseorang yang secara langsung melakukan agresi baik fisik, verbal, atau psikologis kepada orang lain pada media cyber. Pelaku adalah subjek.
b.	Korban (the victim), adalah seseorang yang menjadi sasaran atau target dari penindasan yang dilakukan oleh pelaku. Korban adalah objek dari cyberbullying. Berbeda dengan pelaku bullying konvensional, di mana pelaku dapat berupa subjek tunggal yang melakukan agresi terhadap korban, 
Pada kejahatan mayantara pelaku dapat dicirikan menjadi dua, yaitu:
a. Pelaku utama, adalah seseorang yang memicu maupun memulai pertama kali penindasan terhadap seseorang. Pelaku utama dapat dilihat pada bentuk postingan yang menjadi pemicu utama baik berupa status maupun kiriman gambar yang bertujuan mengejek atau menghina, merendahkan, menyebarkan gosip atau rumor, mengancam maupun menghancurkan relasi.
b. Pelaku pembantu, apabila orang tersebut ikut berperan dalam mengirimkan pesan berunsur cyberbullying pada tautan, status maupun gambar yang diberikan pelaku utama ditujukan untuk objek sasaran yaitu korban. Pelaku pembantu menjadi representasi wujud cyberbullying yang nyata dimana mayoritas serangan terhadap korban dilakukan oleh pelaku pembantu. Dalam beberapa kasus, pelaku utama juga dapat berperan menjadi pelaku pembantu, yaitu turut menyerang korban dengan terus mengirimkan pesan cyberbullying pada tautan yang dikirimka nya sendiri.
Dalam cyberbullying, korban adalah seseorang yang menjadi sasaran atau target dari penindasan yang dilakukan oleh pelaku. Pada penelitian yang dilakukan oleh Budi Setiawan berjudul “Dealing with Cyberbullies”, pemicu korban cyberbullying pada anak-anak atau remaja adalah mereka yang sering diejek dan dipermalukan karena penampilan mereka, warna kulit, keluarga mereka, atau cara mereka bertingkah laku di sekolah. Namun bisa juga si korban cyberbullying justru adalah anak yang populer, pintar dan juga menonjol di sekolah sehingga membuat iri teman sebayanya. Berbeda dengan pelaku yang memiliki pelaku utama dan pelaku pembantu, pada kasus cyberbullying yang diteliti korban adalah subjek tunggal atau perseorangan.




Teori-teori pemidanaan berkembang mengikuti dinamika kehidupan masyarakat sebagai reaksi dari timbul dan berkembangnya kejahatan itu sendiri yang senantiasa mewarnai kehidupan sosial masyarakat dari masa ke masa. Dalam dunia ilmu hukum pidana itu sendiri, berkembang beberapa teori tentang tujuan pemidanaan, yaitu teori absolut (retributif),  teori penggabungan (integratif), teori perlindungan sosial (social defence). Teori-teori pemidanaan mempertimbangkan berbagai aspek sasaran yang hendak dicapai di dalam penjatuhan pidana. Berikut penjelasan tentang teori-teori pemidanaan :​[43]​
1.	Teori absolut (teori retributif) 
Teori ini memandang bahwa pemidanaan merupakan pembalasan atas kesalahan yang telah dilakukan, jadi berorientasi pada perbuatan dan terletak pada kejahatan itu sendiri. Pemidanaan diberikan karena si pelaku harus menerima sanksi itu demi kesalahannya. Menurut teori ini, dasar hukuman harus dicari dari kejahatan itu sendiri, karena kejahatan itu telah menimbulkan penderitaan bagi orang lain, sebagai imbalannya (vergelding)si pelaku harus diberi penderitaan. Setiap kejahatan wajib diikuti dengan pidana. Menurut Hegel bahwa, pidana merupakan keharusan logis sebagai konsekuensi dari adanya kejahatan. Seseorang mendapat pidana oleh karena melakukan kejahatan tanpa mempertimbangkan akibat apa yang ditimbulkan dan apakah masyarakat dirugikan. Pembalasan sebagai alasan untuk memidana suatu kejahatan. Penjatuhan pidana pada dasarnya penderitaan pada penjahat dibenarkan karena penjahat telah membuat penderitaan bagi orang lain. Tujuan pemidanaan tidak untuk memperbaiki, mendidik atau memasyarakatkan kembali pelaku.​[44]​
2.	Teori gabungan (integratif)
Teori ini mendasarkan pidana pada asas pembalasan dan asas tertib pertahanan tata tertib masyarakat, dengan kata lain dua alasan itu menjadi dasar dari penjatuhan pidana. Pada dasarnya teori gabungan adalah gabungan teori absolut dan teori relatif. Gabungan kedua teori itu mengajarkan bahwa penjatuhan hukuman adalah untuk mempertahankan tata tertib hukum dalam masyarakat dan memperbaiki pribadi si penjahat. Teori gabungan ini dapat dibedakan menjadi dua golongan besar, yaitu :​[45]​
a.	Teori gabungan yang mengutamakan pembalasan, tetapi pembalasan itu tidak boleh melampaui batas dari apa yang perlu dan cukup untuk dapatnya dipertahankannya tata tertib masyarakat;
b.	Teori gabungan yang mengutamakan perlindungan tata tertib masyarakat, tetapi penderitaan atas dijatuhinya pidana tidak boleh lebih berat daripada perbuatan yang dilakukan terpidana.
3.	Teori perlindungan sosial (social defence)





D.	Ketentuan Pidana Dalam Kejahatan Cyberbullying




Setiap Orang yang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki muatan pemerasan dan/atau pengancaman sebagaimana dimaksud dalam Pasal 27 ayat (4) dipidana dengan pidana penjara paling lama 6 (enam) tahun dan/atau denda paling banyak Rp1.000.000.000,00 (satu miliar rupiah).
	
























	HASIL PENELITIAN DAN PEMBAHASAN

A.	 Pengaturan Tindak Pidana Cyberbullying Di Indonesia
Media sosial adalah sebuah media online, dengan para penggunanya bisa dengan mudah berpartisipasi, berbagai dan menciptakan isi meliputi blog, jejaring sosial, wiki, forum dan dunia virtual. Blog, jejaring sosial dan wiki merupakan bentuk media sosial yang paling umum digunakan oleh masyarakat di seluruh dunia.
Media sosial sendiri diatur dalam undang-undang Nomor 40 Tahun 1999 tentang Pers, Undang-Undang Pers (UU Pers) lahir sebagai perwujudan terhadap penghormatan hak asasi manusia dalam hal berekspresi, mengeluarkan pendapat dan pikiran, serta berkomunikasi dan memperoleh informasi. Pers selain berfungsi sebagai instrumen dalam hal peningkatan kualitas kehidupan masyarakat, juga berfungsi sebagai media informasi dan komunikasi, pers merupakan refleksi jati diri masyarakat, karena berkaitan dengan kegiatan masyarakat yang ditampilkan oleh pers dalam institusi media.
Keberadaan pers dalam interaksi antara pers dan masyarakat publik, dan institusi-institusi lain yang ada di tengah masyarakat, selalu bersinggungan dengan kepentingan publik, politik dan negara. Berkaitan dengan penyebarluasan informasi dan komunikasi di ruang publik tersebut akan memberikan dampak positif dan negatif pada khalayak. Akibat ketidaksesuaian kehendak dari pemberitaan pers, sehingga memunculkan permasalahan hukum dengan adanya kepentingan publik yang disoroti oleh media.
Akibat pemberitaan pers yang memunculkan persoalan hukum diperlukan penyelesaian sengketa pers yang berkeadilan. Penyelesaian hukum yang berkeadilan dan melembaga diinginkan berjalan memenuhi rasa keadilan antara hak dan kewajiban yang harus dilakukan oleh pers, masyarakat dan institusi yang memiliki kewenangan dalam penanganan di bidang hukum berkaitan dengan tanggung jawab hukum dari institusi pers.​[47]​
Pasal 1 angka (1),(2):
1.	Menyatakan: Pers adalah lembaga sosial dan wahana komunikasi massa yang melaksanakan kegiatan jurnalistik meliputi mencari, memperoleh, memiliki, menyimpan, mengolah dan menyampaikan informasi baik dalam bentuk tulisan, suara, gambar, suara dan gambar serta data dan grafik maupun dalam bentuk lainnya dengan menggunakan media cetak, media elektronik, dan segala jenis saluran yang tersedia.
2.	Perusahaan pers adalah badan hukum Indonesia yang menyelenggarakan usaha pers meliputi perusahaan media cetak, media elektronik, dan kantor berita, serta perusahaan media lainya yang secara khusus menyelenggarakan, menyiarkan, atau menyalurkan informasi.​[48]​ 
Dalam undang-undang Nomor 40 Tahun 1999 tentang Pers, hanya mengatur perlindungan sebagai profesi bukan untuk perlindungan sebagai korban cyberbullying dimana dalam pasal 18 ayat (1) undang-undang Nomor 40 Tahun 1999 tentang Pers berbunyi:
“Setiap orang yang secara melawan hukum dengan sengaja melakukan tindakan yang berakibat menghambat atau menghalangi pelaksanaan ketentuan pasal 4 ayat (2) dan (3) dipidana dengan pidana penjara paling lama 2 (dua) tahun atau denda paling banyak Rp. 500.000.000.00 ( lima ratus juta rupiah)”. 
Indonesia sebagai negara hukum dan negara yang menjunjung tinggi hak kebebasan sesuai dengan pasal 1 Undang-Undang Nomor 9 Tahun 1998 tentang Kemerdekaan Menyampaikan Pendapat Di Muka Umum yang menyatakan bahwa “Kemerdekaan menyampaikan pendapat adalah hak setiap warga negara untuk menyampaikan pikiran dengan lisan, tulisan dan sebagainya secara bebas dan bertanggung jawab sesuai dengan ketentuan peraturan perundang-undangan yang berlaku”.
Meskipun kebebasan berpendapat masuk dalam kategori hak dasar yang penting, hal ini adalah hak yang dapat dibatasi. Oleh karena itu, dalam setiap sistem HAM (Hak Asasi Manusia) internasional maupun nasional telah diakui jika kemerdekaan berpendapat hanya bisa dibatasi dengang pembatasan yang sangat terbatas dan harus dibuat dengan hati-hati dan harus sesuai dengan ketentuan yang berlaku. Maka dapat dengan jelas dimaknai bahwa kemerdekaan menyampaikan pendapat harus dengan kemampuan bertanggung jawab, atau tidak seenaknya.​[49]​ 
Perbuatan yang dilakukan dalam menyampaikan pendapat di muka umum yang pada akhirnya menimbulkan penghinaan, pelecehan, fitnah, intimidasi yang dijerat dengan beberapa pasal yang telah ada dalam Kitab Undang-Undang Hukum Pidana dan Undang-Undang Informasi dan Transaksi Elektronik. Namun faktanya di Indonesia sendiri penghinaan, pelecehan, fitnah dan intimidasi tidak hanya terjadi di muka umum tetapi juga banyak terjadi di dunia teknologi dan informasi. 
Teknologi internet juga membawa dampak negatif yang tidak kalah banyak dengan manfaat yang ada, teknologi internet dapat menjadi sarana efektif perbuatan melawan hukum. Kejahatan-kejahatan baru bermunculan seiring dengan perkembangan teknologi informasi dan internet. Kejahatan yang disebut cyber crime atau kejahatan yang melalui jaringan internet ini mengancam siapapun dengan resiko tertangkap yang sangat minim oleh individu maupun kelompok dengan akibat kerugian yang lebih besar baik untuk masyarakat maupun Negara.​[50]​
Untuk mengantisipasi cybercrime, telah lahir suatu rezim hukum baru yang dikenal dengan cyberlaw (hukum siber atau hukum telematika), yaitu hukum yang terkait dengan pemanfaatan teknologi informasi, hukum dunia maya, dan hukum mayantara. Istilah-istilah tersebut lahir mengingat kejahatan yang dilakukan melalui sistem komputer dan sistem komunikasi, baik dalam lingkup lokal maupun global (internet), dengan memanfaatkan teknologi informasi berbasis sistem komputer yang merupakan sistem elektronik yang dapat dilihat secara virtual.​[51]​
Menanggapi masalah cyberbullying, Indonesia telah memiliki peraturan perundang-undangan yang cukup untuk menindak tindak pidana Cyberbullying ini. Secara umum, Cyberbullying dapat saja di-interpretasikan terhadap berbagai delik yang diatur dalam hukum pidana umum di Indonesia, yaitu yang termuat dalam Kitab Undang-Undang Hukum Pidana (KUHP). Pasal pasal KUHP yang relevan dalam mengatur delik Cyberbullying ini adalah yang tercantum dalam Bab XVI mengenai penghinaan, khususnya pasal 310 ayat (1) dan (2) (3)
Pasal 310 
1)	Barang siapa sengaja menyerang kehormatan atau nama baik seseorang dengan menuduhkan sesuatu hal, yang maksudnya terang supaya hal itu diketahui umum, diancam karena pencemaran dengan pidana penjara paling lama sembilan bulan atau pidana denda paling banyak empat ribu lima ratus rupiah. 
2)	 Jika hal itu dilakukan dengan tulisan atau gambaran yang disiarkan, dipertunjukkan atau ditempelkan di muka umum, maka diancam karena pencemaran tertulis dengan pidana penjara paling lama satu tahun empat bulan atau pidana denda paling banyak empat ribu lima ratus rupiah. 
3)	Tidak merupakan pencemaran atau pencemaran tertulis, jika perbuatan jelas dilakukan demi kepentingan umum atau karena terpaksa untuk membela diri.
Makna pasal 310  dinilai lebih cocok untuk menuntut para pelaku Cyberbullying. Namun memang disini tidak ditegaskan mengenai apa yang dimaksud dengan “muka umum”. Pertanyaan mengenai apakah dunia maya termasuk dalam kategori “muka umum” sudah dijawab dalam Putusan Mahkamah Konstitusi Nomor 50/PUU-VI/2008, dimana Mahkamah berpendapat bahwa “Penghinaan yang diatur dalam KUHP (penghinaan offline) tidak dapat menjangkau delik penghinaan dan pencemaran nama baik yang dilakukan di dunia cyber (penghinaan online) karena ada unsur-unsur di muka umum. Pada dasarnya, KUHP memang dibentuk jauh sebelum perkembangan teknologi dunia maya dicetuskan. Maka, dalam rangka mengakomodasi pengaturan mengenai dunia maya dan segala hal yang berkaitan dengannya, dibentuklah Undang-Undang Nomor 19 Tahun 2016 atas perubahan Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik.​[52]​
Sejatinya perubahan undang-undang Nomor 11 Tahun 2008 diubah dengan undang-undang Nomor 19 Tahun 2016 substansinya sebagai berikut, Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi dan Transaksi Elektronik ini kemudian direvisi dan diperbarui menjadi Undang-Undang Nomor 19 Tahun 2016 tentang Informasi dan Transaksi Elektronik. Karena sejak dilahirkan undang-undang informasi dan transaksi elektronik selalu membawa kontroversi, terutama pada bagian kriminalisasi. Salah satu pasal yang menjadi sorotan masyarakat adalah ketentuan pasal 27 ayat 4 Undang-Undang Informasi dan Transaksi Elektronik, yang berbunyi “Setiap orang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektrik yang memiliki muatan pemerasan dan/atau pengancaman” dan perubahan tersebut atas dasar pertimbangan sebagai berikut:​[53]​
a.	Bahwa untuk menjamin pengakuan serta kehormatan atas hak dan kebebasan orang lain dan untuk memenuhi tuntutan yang adil sesuai dengan pertimbangan keamanan dan ketertiban umum dalam suatu masyarakat yang demokratis perlu dilakukan perubahan terhadap Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik agar terwujud keadilan, ketertiban umum, dan kepastian.
b.	Bahwa berdasarkan pertimbangan sebagaimana dimaksud dalam huruf a, perlu membentuk Undang-Undang tentang Perubahan atas Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik. Dalam Undang-Undang Nomor 19 Tahun 2016 tentang Perubahan atas Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik telah menyediakan kode-kode sosial bersama yang termuat di dalamnya. Undang-Undang ini membahas hal-hal yang terkait dengan informasi melalui elektronik dan perbuatan yang mengganggu. Undang-Undang Informasi dan Transaksi Elektronik terdapat 10 pasal yang menyimpan ancaman sanksi pidana bagi pelanggarnya, yakni mulai dari pasal 27 sampai dengan pasal 37. Subjek delik yang diakui Undang-Undang Nomor 19 Tahun 2016 Tentang Perubahan Atas Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi dan Transaksi Elektronik tidak hanya orang perorangan, tapi juga korporasi. Baik orang perorangan maupun korporasi dapat melakukan tindak pidana informasi dan transaksi elektronik yang jumlahnya sebanyak 19 (sembilan belas) perbuatan yang diatur mulai Pasal 27 hingga Pasal 37 jo Pasal 45 hingga 51, sebagai berikut:​[54]​
1)	Setiap orang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya informasi elektronik dan/atau dokumen elektronik yang memiliki muatan yang melanggar kesusilaan.
2)	Setiap orang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya informasi elektronik dan/atau dokumen elektronik yang memiliki muatan perjudian.
3)	Setiap orang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya informasi elektronik dan/atau dokumen elektronik yang memiliki muatan penghinaan dan/atau pencemaran nama baik.
4)	Setiap orang dengan sengaja dan tanpa hak mendistribusikan dan/atau menstransmisikan dan/atau membuat dapat diaksesnya informasi elektronik dan/atau dokumen elektronik yang memiliki muatan pemerasan dan/atau pengancaman.
5)	Setiap orang dengan sengaja dan tanpa hak menyebarkan berita bohong dan menyesatkan yang mengakibatkan kerugian konsumen dalam transaksi elektronik.
6)	Setiap orang dengan sengaja dan tanpa hak menyebarkan informasi yang ditujukan untuk menimbulkan rasa kebencian atau permusuhan individu dan/atau kelompok masyarakat tertentu berdasarkan atas Suku, Agama, Ras dan Antargolongan (SARA).
7)	Setiap orang dengan sengaja dan tanpa hak mengirimkan informasi elektronik dan/atau dokumen elektronik yang berisi ancaman kekerasan atau menakut-nakuti yang ditujukan secara pribadi.
8)	Setiap orang dengan sengaja dan tanpa hak atau melawan hukum mengakses komputer dan/atau sistem elektronik milik orang lain dengan cara apa pun.
9)	Setiap orang dengan sengaja dan tanpa hak melawan hukum mengakses komputer dan/atau sistem elektronik dengan cara apapun dengan tujuan untuk memperoleh informasi elektronik dan/atau dokumen elektronik dan/atau dokumen elektronik. 
10)	 Setiap orang dengan sengaja dan tanpa hak melawan hukum mengakses komputer dan/atau sistem elektronik dengan cara apa pun dengan melanggar, menerobos, melampaui, atau menjebol sistem pengamanan.
11)	 Setiap orang dengan sengaja dan tanpa hak atau melawan hukum melakukan intersepsi atau penyadapan atas informasi elektronik dan/atau dokumen elektronik dalam suatu komputer dan/atau sistem elektronik tertentu milik orang lain.
12)	 Setiap orang dengan sengaja dan tanpa hak atau melawan hukum melakukan intersepsi atau transmisi informasi elektronik dan/atau dokumen elektronik yang bersifat publik, dari, ke, dan dalam suatu komputer dan/atau sistem elektronik tertentu milik orang lain, baik yang tidak menyebabkan perubahan apapun maupun yang menyebabkan adanya perubahan, penghilangan, dan/atau penghentian informasi elektronik dan/atau dokumen elektronik yang sedang ditransmisikan.
13)	 Setiap orang dengan sengaja dan tanpa hak atau melawan hukum dengan cara apapun mengubah, menambah, mengurangi, melakukan transmisi, merusak, menghilangkan, memindahkan, menyembunyikan suatu informasi elektronik dan/atau dokumen elektronik milik orang lain atau milik publik. 
14)	 Setiap orang dengan sengaja dan tanpa hak atau melawan hukum dengan cara apapun memindahkan atau mentransfer informasi elektronik dan/atau dokumen elektronik kepada sistem elektronik orang lain yang tidak berhak.
15)	 Setiap orang dengan sengaja dan hak atau melawan hukum melakukan tindakan apapun yang berakibat terganggunya sistem elektronik dan/atau mengakibatkan sistem elektronik menjadi tidak bekerja sebagaimana mestinya.
16)	 Setiap orang dengan sengaja dan tanpa hak atau melawan hukum memproduksi, menjual, mengadakan untuk digunakan, mengimpor, mendistribusikan, menyediakan, atau memiliki:
a.	   Perangkat keras atau perangkat lunak komputer yang dirancang atau secara khusus dikembangkan untuk memfasilitasi perbuatan sebagaimana dimaksud dalam Pasal 27 sampai Pasal 33;
b.	Sandi lewat komputer, kode akses, atau hal sejenis dengan itu ditujukan agar sistem elektronik menjadi dapat diakses dengan tujuan memfasilitasi perbuatan sebagaimana dimaksud dalam Pasal 27 sampai dengan Pasal 33.





1.	Perbuatan yang dilarang 
Pasal 27  
1)	Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki muatan yang melanggar kesusilaan.
2)	Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki muatan perjudian.
3)	Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki muatan penghinaan dan/atau pencemaran nama baik.
4)	Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki muatan pemerasan dan/atau pengancaman.
Pasal 28
1)	Setiap Orang dengan sengaja dan tanpa hak menyebarkan berita bohong dan menyesatkan yang mengakibatkan kerugian konsumen dalam Transaksi Elektronik.
2)	Setiap Orang dengan sengaja dan tanpa hak menyebarkan informasi yang ditujukan untuk menimbulkan rasa kebencian atau permusuhan individu dan/atau kelompok masyarakat tertentu berdasarkan atas Suku, Agama, Ras, dan Antargolongan (SARA).
 Pasal 29
“Setiap Orang dengan sengaja dan tanpa hak mengirimkan Informasi Elektronik dan/atau Dokumen Elektronik yang berisi ancaman kekerasan atau menakut-nakuti yang ditujukan secara pribadi”.
2.	Ketentuan pidana
Pasal 45 
(1)	Setiap Orang yang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki muatan yang melanggar kesusilaan Yang dimaksud dalam Pasal 27 ayat (1) dipidana dengan pidana penjara paling lama 6 (enam) tahun dan/atau denda paling banyak Rp1.000.000.000,00 (satu miliar rupiah).
(2)	 Setiap Orang yang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki muatan perjudian sebagaimana dimaksud dalam Pasal 27 ayat (2) dipidana dengan pidana penjara paling lama 6 (enam) tahun dan/atau denda paling banyak Rp1.000.000.000,00 (satu miliar rupiah)
(3)	Setiap Orang yang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki muatan penghinaan dan/atau pencemaran nama baik sebagaimana dimaksud dalam Pasal 27 ayat (3) dipidana dengan pidana penjara paling lama 4 (empat) tahun dan/atau denda paling banyak Rp750.000.000,00 (tujuh ratus lima puluh juta rupiah).
(4)	Setiap Orang yang dengan sengaja dan tanpa hak mendistribusikan dan/atau mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik dan/atau Dokumen Elektronik yang memiliki muatan pemerasan dan/atau pengancaman sebagaimana dimaksud dalam Pasal 27 ayat (4) dipidana dengan pidana penjara paling lama 6 (enam) tahun dan/atau denda paling banyak Rp1.000.000.000,00 (satu miliar rupiah).
Pasal 45A
(1)	Setiap Orang yang dengan sengaja dan tanpa hak menyebarkan berita bohong dan menyesatkan yang mengakibatkan kerugian konsumen dalam Transaksi  Elektronik sebagaimana dimaksud dalam Pasal 28 ayat (1) dipidana dengan pidana penjara paling lama 6 (enam) tahun dan/atau denda paling banyak Rp1.000.000.000,00 (satu miliar rupiah).
(2)	Setiap Orang yang dengan sengaja dan tanpa hak menyebarkan informasi yang ditujukan untuk menimbulkan rasa kebencian atau permusuhan individu dan/atau kelompok masyarakat tertentu berdasarkan atas suku, agama, ras, dan Antar golongan (SARA) sebagaimana dimaksud dalam Pasal 28 ayat (2) dipidana dengan pidana penjara paling lama 6 (enam) tahun dan/atau denda paling banyak Rp1.000.000.000,00 (satu miliar rupiah).
Pasal 45B
 “Setiap Orang yang dengan sengaja dan tanpa hak mengirimkan Informasi Elektronik dan/atau Dokumen Elektronik yang berisi ancaman kekerasan atau menakut-nakuti yang ditujukan secara pribadi sebagaimana dimaksud dalam Pasal 29 dipidana dengan pidana penjara paling lama 4 (empat) tahun dan/atau denda paling banyak Rp750.000.000,00 (tujuh ratus lima puluh juta rupiah)”.
Dari pembahasan diatas tindak pidana cyberbullying, akan dikenakan pasal 27 ayat(3) dimana pasal 27 ayat (3) memenuhi unsur-unsur untuk menjerat pelaku tindak pidana cyberbullying, Karena itu  penghinaan yang diatur dalam KUHP dinilai tidak dapat menjangkau delik penghinaan dan pencemaran nama baik di dunia cyber. Tetapi disisi lain, urgensi Pasal 27 ayat (3) undang-undang informasi dan transaksi elektronik bukanlah terletak pada tidak dapat dipenuhinya unsur “di muka umum” sebagaimana dimaksud dalam Pasal 310 KUHP, tetapi pada bentuk “dimuka umum” yang dimaksud dalam Pasal 27 ayat (3) undang-undang informasi dan transaksi elektronik ialah dalam konteks cyberspace, yaitu informasi dan dokumen elektronik tersebut dapat diakses oleh umum sehingga dengan demikian dapat diketahui oleh umum.
 Selain itu, rumusan pasal Pasal 27 ayat (3) undang-undang informasi dan transaksi elektronik telah memberikan perlindungan dengan mengatur unsur “dengan sengaja” dan “tanpa hak” sebagai penyesuaian perkembangan di bidang teknologi informasi dan ketentuan seperti itu diperlukan sebagai salah satu cara untuk menutup kelemahan hukum tertulis agar dapat mengikuti perkembangan masyarakat atau perkembangan teknologi informasi.​[55]​
B.	Akibat Dan Dampak Tindak Pidana Cyberbullying 
Masa remaja merupakan periode kehidupan yang penuh dinamika karena pada masa tersebut terjadinya transisi dari masa kanak-kanak ke masa remaja hingga masa remaja ini bisa dikatakan sebagai masa labil. Sedangkan penggunaan teknologi informasi di kalangan remaja semakin meningkat dari tahun ke tahun. Remaja dapat menghabiskan waktu selama 5 jam dalam satu minggu untuk membuka internet. Remaja laki-laki menggunakan internet untuk online, membuka web dan bermain game online sedangkan remaja perempuan menggunakan internet untuk membuka jejaring sosial, chatting, dan berbelanja lewat online shop. Peningkatan waktu dalam menggunakan internet memungkinkan remaja untuk memiliki pengalaman yang lebih luas di luar batas- batas rumah, sekolah dan masyarakat lokal, namun juga mengakibatkan adanya kenakalan-kenakalan yang dilakukan dalam internet. Kenakalan-kenakalan yang dilakukan oleh remaja tersebut misalnya cyberbullying. 
Perilaku cyberbullying dapat memberikan dampak negatif, antara lain korban mengalami depresi, kecemasan, ketidaknyamanan, prestasi di sekolah menurun, tidak mau bergaul dengan teman-teman sebaya, menghindar dari lingkungan sosial, dan adanya upaya bunuh diri. Cyberbullying yang dialami remaja secara berkepanjangan akan menimbulkan stres berat, melumpuhkan rasa percaya diri sehingga memicunya untuk melakukan tindakan-tindakan menyimpang seperti mencontek, membolos, kabur dari rumah, bahkan sampai minum minuman keras atau menggunakan narkoba. Cyberbullying juga dapat membuat mereka menjadi murung, dilanda rasa khawatir, dan selalu merasa bersalah atau gagal. Sedangkan dampak yang paling menakutkan adalah apabila korban cyberbullying sampai berpikir untuk mengakhiri hidupnya (bunuh diri) oleh karena tidak mampu menghadapi masalah yang tengah dihadapinya.​[56]​
Namun, tidak semua ikatan sosial bersifat mendukung. Pola jejaring sosial yang negatif dapat terjadi, sebagai contoh anggota jejaring sosial dapat terlalu kritis atau menuntut satu sama lain, atau anggota jejaring sosial dapat memperkuat atau mendorong pelaku yang membahayakan atau antisosial.​[57]​ Tidak jarang komunikasi melalui jejaring sosial menuai problematika, sehingga berujung di meja hijau. Roberts mengatakan bahwa ini dikarenakan perilaku yang memang ada di dunia nyata dengan lebih mudah lagi ditranslasikan di dunia maya.​[58]​ Banyak terjadi penyalahgunaan dari situs-situs tersebut. Munculnya beberapa kasus terkait penyalahgunaan jejaring sosial marak terjadi, salah satunya adalah bullying. 
Seorang anak remaja berusia 18 tahun divonis bersalah oleh pengadilan karena dianggap menghina temannya lewat jejaring sosial facebook.​[59]​ Pada tahun 2010, Nur Arafah alias Farah (18 tahun) terdakwa kasus penghinaan melalui situs jejaring sosial facebook dijatuhi vonis dua bulan 15 hari dengan masa percobaan selama lima bulan oleh hakim di Pengadilan Negeri Bogor. Dalam perkara tersebut, Ferly Fandini sebagai korban melaporkan penghinaan atas dirinya yang dilakukan oleh Nur Arafah alias Farah. Saat itu Farah mengaku cemburu atas kedekatan pacarnya (Ujang) dengan pelapor (korban), sehingga Farah menulis kata-kata hinaan dalam facebooknya.​[60]​
 Seperti halnya yang dialami Pria asal Yogyakarta ini melakukan tindakan nekat dengan menabrakkan diri ke kereta api pada Sabtu 26 Mei 2013. Pria yang akrab disapa Bobby Kebo ini melakukan tindakan nekat tersebut karena karena tekanan dan hujatan akibat gagalnya acara musik Locstock Fest 2. Sebagai ketua Event Organizer acara tersebut, Yoga dianggap sebagai orang yang paling bertanggung jawab atas gagalnya acara tersebut. Dalam kicauan terakhirnya, Yoga menuliskan, “Terimakasih atas segala caci maki @locstockfest2..ini gerakan..gerakan menuju Tuhan salam”,​[61]​ Sesaat sebelum memutuskan untuk bunuh diri, Yoga sempat berkicau di twitter pribadinya "Terimakasih atas sgala caci maki @lockstockfest2..ini gerakan..gerakan menuju Tuhan..salam"
Kekerasan cyberbullying pada remaja apabila tidak segera diselesaikan dengan baik dikhawatirkan akan muncul perilaku negatif yang berakibat fatal. Maka tindakan-tindakan preventif harus segera dilakukan untuk menanggulangi masalah- masalah tersebut. Tindakan preventif bisa dilakukan mulai dari diri sendiri, misalnya menambah wawasan tentang penggunaan teknologi informasi, memperkaya kreatifitas, dan mulai menanamkan sikap kearifan sejak dini. Peran keluarga dan bimbingan orang tua juga sangat diperlukan misalnya dengan mendampingi anak saat menggunakan alat komunikasi serta membiasakan untuk bersikap terbuka antar masing-masing anggota keluarga
C.	Upaya Perlindungan Hukum Terhadap Korban Tindak Pidana Cyberbullying
Pembangunan nasional yang merupakan proses dari kelanjutan yang senantiasa tanggap terhadap dinamika yang terjadi dalam masyarakat, dengan adanya Globalisasi informasi, Indonesia sebagai masyarakat informasi dunia sehingga mengharuskan yang mulai berkembang saat ini, merupakan dampak dari dunia industri yang diawali oleh inggris di abad 19. Dengan berkembangnya dunia maka kehidupan menjadi sangat mudah, pendidikan, ekonomi, dan kesehatan dapat diketahui dengan cepat.
1.	Pemahaman dan pemanfaatan internet
Internet dalam masa ini, bukan lagi kebutuhan sekunder melainkan merupakan kebutuhan primer yang tidak bisa dipisahkan dari kehidupan masyarakat. Hal ini bisa dirasakan dengan aneka hal yang terjadi di kehidupan dunia dapat dirasakan teknologi informasi, baik pendidikan, ekonomi, politik dan kesehatan dari fenomena ini negara dengan kekuasan yang diberikan oleh hukum dituntut untuk membuat peraturan dengan disesuaikan dengan kebutuhan masyarakat.
Dalam kehidupan sekarang, pemerintah dengan mengesahkan undang-undang Informasi dan transaksi elektronik yang terus berkembang pesat maka penggunaan dan pemanfaatannya harus digunakan dan dimanfaatkan untuk menjaga, memelihara, dan memperkokoh persatuan dan kesatuan indonesia, secara aman dengan memperhatikan nilai-nilai agama dan sosial budaya masyarakat Indonesia.
Pemanfaatan teknologi yang terus berkembang berperan penting dalam perdagangan dan pertumbuhan perekonomian Indonesia untuk mewujudkan kesejahteraan masyarakat. Dengan begitu masyarakat diharapkan untuk menggunakan dengan sebaik-baiknya sesuai yang tertera di pasal 4 undang-undang informasi dan transaksi elektronik yang didalamnya yaitu :
a.	 Mencerdaskan kehidupan bangsa sebagai bagian dari masyarakat dunia.
b.	Mengebangkan perdagangan dam perekonomian nasional dalam rangka meningkatkan kesejahteraan masyarakat.
c.	Meningkatkan efektivitas dan efisiensi pelayanan public.
d.	Membuka kesempatan seluas-luasnya kepada setiap orang untuk memajukan pemikiran dan kemampuan di bidang penggunaan dan pemanfaatan teknologi informasi seoptimal mungkin dan bertanggung jawab.
e.	Memberikan rasa aman, keadilan, dan kepastian hukum bagi pengguna dan penyelenggara teknologi informasi.
 Dari pasal 4 undang-undang informasi dan transaksi elektronik, dapat kita pahami sebenarnya terciptanya undang-undang informasi dan transakasi elektronik merupakan wujud kekhawatiran pemerintah dalam perkembangan teknologi informasi dan transaksi elektronik agar public diberikan rasa aman, keadilan dan kepastian hukum dalam penggunaan teknologi informasi. Sebenarnya dengan terciptanya undang-undang tersebut, publik yakni konsumen dilindungi oleh pemerintah dari pihak pemberi informasi yang dapat membohongi publik.Yang di rasakan akhir-akhir ini, ada anggapan dari beberapa tokoh masyarakat terciptannya undang-undang informasi dan transaksi elektronik bukan lagi yang terdapat di pasal 4 poin (a), (d) dan (e).  karena mereka merasa terisolasi dalam menggunakan dan memanfaatkan teknologi informasi. Malah sebagian masyarakat beranggapan dengan adanya undang-undang informasi dan transaksi elektronik mereka merasa dibatasi dalam menyatakan pendapat yang dalam sedangkan pasal 28E ayat (3) UUD 1945 "setiap orang berhak atas kebebasan berserikat, berkumpul dan mengeluarkan pendapat" dan pasal 28F UUD 1945"​[62]​
Berdasarkan dari pengamatan para-pakar hukum dan politik undang-undang informasi dan transaksi elektronik mempunyai sisi positif bagi Indonesia. Misalnya memberikan peluang bagi bisnis baru bagi para wiraswastawan di Indonesia karena penyelenggaraan sistem elektronik diwajibkan berbadan hukum dan berdomisili di Indonesia. Otomatis jika dilihat dari segi ekonomi dapat mendorong pertumbuhan ekonomi. Selain pajak yang dapat menambah penghasilan negara juga menyerap tenaga kerja dan meningkatkan penghasilan penduduk.







Undang-undang itu juga memungkinkan kejahatan yang dilakukan oleh seseorang di luar Indonesia dapat diadili. Selain itu, undang-undang informasi dan transakasi elektronik juga membuka peluang kepada pemerintah untuk mengadakan program pemberdayaan internet. Masih banyak daerah-daerah di Indonesia yang kurang tersentuh adanya internet. Undang-undang ini juga memberikan solusi untuk meminimalisir penyalahgunaan internet. upaya hukum diharapkan sesuai dengan tujuan agar:
a.	Semakin berhati-hatinya masyarakat dalam menggunakan media sosial agar tidak terjadi kesusilaan dan menyinggung orang lain yang bisa mengakibatkan pencemaran nama baik. 
b.	 Semua kegiatan pengajuan harga, kontrak kerjasama, penagihan berbasis elektronik dilindungi hukum. Semua kiriman email ke klien yang terdokumentasi bisa menjadi bahan pertimbangan hukum, bila suatu waktu terjadi masalah dalam proses kerja sama. Untuk kita yang kerjanya di ranah maya, tentu ini memiliki nilai positif.
c.	Bila ada perusahaan yang mendaftarkan nama domain dengan maksud menjelekkan produk/merk/nama tertentu, perusahaan tersebut bisa dituntut untuk membatalkan nama domain. Makanya, kalau ada yang membuat nama domain di jelek-jelekan berhati-hatilah.
































Berdasarkan hasil penelitian yang telah dilakukan penulis dan telah dijelaskan pada bab sebelumnya, maka dapat diambil kesimpulan yaitu: 
1.	Pengaturan tindak pidana cyberbullying Di Indonesia, diatur dalam undang-undang nomor 40 tahun 1999 tentang pers, dicantumkan dalam pasal 4, pasal 5 dan pasal 18 tentang pers yang hanya mengatur tentang perlindungan bagi suatu profesi (wartawan), untuk pengaturan bullying yang diatur dalam KUHP yang tercantum dalam pasal 310 KUHP, dimana isi dari pasal 310 KUHP tersebut tidak bisa untuk menjerat kejahatan cyber bullying yang kejahantannya dilakukan dengan menggunakan komputer melalui internet, di Indonesia kejahatan cyber bullying sudah diatur dalam undang-undang Nomor 19 Tahun 2016 tentang Perubahan atas Undang-Undang Nomor 11 Tahun 2008 Tentang Informasi dan Transaksi Elektronik, dan tindak pidana tersebut sebagaimana diatur dalam pasal 27 ayat (3) dan pasal 28 tentang perbuatan yang dilarang, diatur juga ketentuan pidana diatur dalam pasal 45 dan pasal 45A, berdasarkan pasal-pasal diatas yang menjerat pelaku tindak pidana cyber bullying bertujuan untuk memberikan efek jera bagi pelaku tindak pidana cyber bullying.
2.	Perilaku cyberbullying dapat memberikan dampak negatif, antara lain korban mengalami depresi, kecemasan, ketidaknyamanan, prestasi di sekolah menurun, tidak mau bergaul dengan teman-teman sebaya, menghindar dari lingkungan sosial, dan adanya upaya bunuh diri. Cyberbullying yang dialami remaja secara berkepanjangan akan menimbulkan stres berat, melumpuhkan rasa percaya diri sehingga memicunya untuk melakukan tindakan-tindakan menyimpang seperti mencontek, membolos, kabur dari rumah.
3.	Teknologi internet memberikan berbagai kemudahan dalam mencari dan memberikan informasi bagi masyarakat. Teknologi yang canggih melalui internet juga memudahkan masyarakat dalam berinteraksi tanpa perlu bertatap muka dimana tidak ada batasan geografis. Terlebih sekarang ini telah banyak orang mengenal media sosial. Media sosial memberikan berbagai dampak dan bahkan bisa menggeser media konvensional lainnya. Hanya dengan menggunakan media sosial, seperti Facebook, Twitter, Path, dan lain.




a.	Pada kasus cyberbullying kepolisian perlu meningkatkan kinerja dalam melakukan penanggulangan terhadap tindak pidana cyber bullying baik secara preventif, maupun represif, sehingga tindak pidana cyber bullying dapat dikurangi dan kasus yang sudah terjadi dapat ditindak. Selain itu pihak kepolisian harus transparan Dalam memberikan informasi yang berkaitan dengan kasus cyberbullying yang sudah berkekuatan hukum tetap
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