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Abstrakt 
Tato diplomová práce se zabývá posouzením informačního systému ve společnosti 
Spielberg s. r. o. Teoretická část práce je věnována problematice informačních systémů 
a vysvětlení jednotlivých metod použitých později při analýze. Nedostatky odhalené 
analýzou jsou rozpracovány a jsou navrženy změny informačního systému i opatření 
k eliminaci rizik. Ty by měly vést ke zlepšení či zdokonalené současného stavu. 
Klíčová slova 
Informační systémy, vinařství, SWOT analýza, SLEPTE analýza, HOS 8, eliminace 
rizik, čárové kódy. 
Abstract 
This master's thesis deals with assessment of information system in the company 
Spielberg s. r. o. Theoretical part includes issue of information system and explanation 
of each method which is used in a following analysis. Shortcomings which are found 
thanks to the analysis are elaborated and the changes of information system and 
eliminations of the risks are proposed. This part of this thesis shloud lead to the 
improvement of the current situation. 
Keywords 
Information system, viniculture, SWOT analysis, SLEPTE analysis, HOS 8, elimination 
of risks, barches. 
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Prudký rozvoj a globalizace trhu probíhající i v České republice nutí podniky 
k neustálému zdokonalování jejich systémů řízení s využíváním nejnovějších 
informačních technologií. Neustále probíhá zavádění nových produktů, zlepšování 
a zvyšování efektivnosti spolupráce s partnery a se státní správnou. Tyto výzvy 
se neprojevují pouze u podniků dodávajících své zboží a služby do zahraničí, případně 
u dceřiných společností nadnárodních koncernů operujících v České republice. Ve stále 
rostoucí míře ovlivňují činnost podniků a rozhodovací procesy managementu 
rovněž u segmentu malých a středních společností. Úlohou informačních technologií 
je tyto změny v maximální míře podporovat.  
Flexibilitu rozhodování bez přizpůsobitelného informačního systému, který 
je schopen nejen dostatečně rychle adaptovat jak svoji funkcionalitu věcnou, tak svou 
výkonnost podle potřeb zákazníků, již v současné době nelze dosáhnout. 
Současná ekonomika je stále více orientovaná na znalosti, je charakterizovaná 
kratším životním cyklem produktů, důrazem na inovace a rychlým technologickým 
pokrokem. Informační systémy se stávají integrální součástí podniků celé společnosti 
a jsou klíčové pro jejich fungování. Klíčová role informačních systému a informačních 
a komunikačních technologií zvyšuje význam procesu jejich vytváření, protože 
informační systémy musí být implementovány v relativně krátké době, musí 
uspokojovat rychle se měnící požadavky a musí být pořízeny za rozumnou cenu.  
Existuje poměrně velké množství informačních zdrojů, norem, standardů a metodik 
v oblasti softwarových procesů. Jejich cílem je zlepšit tyto procesy a zvýšit úspěšnost 
softwarových procesů. Tyto informační a metodické zdroje však nejsou celosvětově 
a zejména v České republice v dostatečné míře využívány. 
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Cíle práce, metody a postupy zpracování 
Hlavním cílem této práce je návrh změn informačního systému ve vybraném 
podniku. Dílčím cílem je posouzení informačního systému. Na zhodnocení jsou použity 
metody HOS 8 a Zefis, které by měly posoudit celkovou úroveň informačního systému 
vybraného podniku. Tyto dvě metody popisují výsledky hodnocení na základě 
dotazníků vyplněných zaměstnanci zkoumané organizace. Pomocí výsledků těchto 
analýz jsou navrženy změny, které by měly dopomoci k lepšímu stavu současného 
informačního systému s výsledným ekonomickým zhodnocením navrhované změny. 
Dalším cílem je provést analýzu externího a interního okolí vybraného podniku. 
Externí okolí je zkoumáno pomocí analýzy SLEPTE, kde jsou popsány sociální, 
legislativní, ekonomické, politické, technologické a nakonec ekologické faktory. 
Tato práce se rovněž zabývá analýzou interního prostředí pomocí SWOT analýzy, 
kde jsou charakterizovány silné a slabé stránky, příležitosti a hrozby společnosti. 
Dále jsou vytyčena rizika, která se mohou vyskytnout při běžném provozu ve firmě 
a kromě toho jsou navržena opatření k eliminaci těchto rizik.  
V teoretické části jsou popsány důležité informace, informační technologie 
a informační systémy, případně další oblasti související s danou problematikou. 
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1 Teoretická východiska práce 
1.1 Základní informace  
Vaněk (2013, s. 11) popisuje jednotlivé základní informace k dané problematice: 
Data jsou jen potenciální informací, na informace je zhodnocuje až informační 
proces, takže bezchybně i včas doručená zpráva nemusí mít pro řídícího pracovníka 
informační charakter. Data představují odraz jevů, procesů a vlastností, které existují 
a probíhají v části reálného světa, kterou odrážejí. Jsou vyjádřením skutečnosti 
a myšlenek v předepsané podobě tak, aby je bylo možné přenášet a zpracovávat. 
Informace jsou výsledkem zpracování dat. Tento proces přetváří data tak, 
aby mohl příjemce výsledek využít a zvýšil svou „úroveň vědění“. Je nutné zahrnout 
nejen data, která slouží na vypracování vybrané varianty, ale všechna data použitá 
na vypracování všech variant, ze kterých se vybírá řešení. Informací rozumíme 
přetvořená data, kterým uživatel připisuje určitý význam, které uspokojují konkrétní 
informační a objektivní potřebu svého příjemce. 
Znalosti představují zobecnění poznání reality. Jedná se o vzájemnou interakci 
zkušeností, faktů, vztahů, hodnot, myšlenkových procesů a významů. Znalosti tedy 
souvisejí s vymezováním pojmů, s kategorizací a definováním hypotéz a odvozováním 
závěrů. Znalosti vytvářejí systémový rámec pro vznik nových informací spočívajících 
v tom, že umožňují rozpoznat potřebný informační obsah dat. Na rozdíl od dat, která 




Obr. 1. Hierarchie informací  
 
Zdroj: Vlastní zpracování dle Vaňka, 2013, s. 12 
1.2 Informační systémy 
Vaněk (2013, s. 16) charakterizuje informační systém (IS) jako komplex lidí, 
informací a systému řízení chodu IS, který zabezpečuje těsné a logické propojení 
prostředí, systému organizace práce spojeného s provozem a využitím IS, technických 
prostředků a metod zabezpečující sběr, přenos, aktualizaci, uchování a další zpracování 
dat pro tvorbu a prezentaci informací pro potřeby uživatelů a použité informační 
technologie. Cílem je získání, spárování a poskytování potřebných informací 
na odpovídající místa ve vhodném čase, potřebném rozsahu a vhodné formě. 
Naopak Voříšek (2008, s. 18) vysvětluje informační systém podniku jako systém 
pro sběr, přenos, uchování, zpracování a poskytování dat (informací, případně znalostí) 
využívaných při činnosti podniku. Jeho komponentami jsou informační a komunikační 
technologie, data a lidé. Jeho cílem je efektivní podpora informačních, rozhodovacích 
a řídících procesů na všech úrovních řízení společnosti. Vývoj a provoz IS jsou 








Vymětal (2009, s. 14) definuje informační systém jako uspořádání vztahů mezi 
lidmi, datovými a informačními zdroji a postupy jejich zpracování za účelem dosažení 
stanovených cílů. 
Nakonec Gála (2009, s. 25) informační systém představuje jako konzistentní 
uspořádanou množinu komponent spolupracující za účelem tvorby, shromáždění, 
zpracování, přenášení a rozšiřování informací. Prvky informačního systému tvoří lidé, 
respektive uživatelé informací a informačních zdrojů. Komponenta je tvořena jedním 
prvkem nebo více prvky. 
1.3 Informační strategie 
O informační strategii pojednává mnoho publikací a všechny se shodují v tom, 
že neexistence informační strategie je hlavní příčinou neefektivního využití výdajů 
použitých na informační systém a technologie (IT).  
K plně fungující informační strategii je třeba fungující zázemí, tedy informační 
infrastruktura podniku, která nesmí v žádném případě brzdit rozvoj IS/IT. 
Ke komponentům infrastruktury dle Molnára (2000, s. 19) patří:  
 dostatečně výkonné hardwarové vybavení včetně síťových a komunikačních 
prostředků (hardware); 
 vhodné a perspektivní operační a databázové systémy (základní software); 
 správné datové zdroje (dataware); 
 dostatečná informační a počítačová gramotnost lidí (peopleware); 
 adekvátní organizační uspořádání kompatibilní s informačními systémy 
a se systémem řízení podniku (orgware). 
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Obr. 2. Komponenty IS  
 
Zdroj: Vlastní zpracování dle Vaňka, 2013, s. 17 
Dle Molnára (2000, s. 20) je informační strategie ucelený pohled na veškerou 
problematiku podnikových informačních systémů a technologií. Základem 
pro formulování informační strategie firmy je důsledná analýza současné situace 
využívání IS/IT. Výsledkem procesu definování podnikové informační strategie 
je nalezení odpovědí na následující otázky: 
 jak může našim produktům informační technologie přidat hodnotu?  
 Jaký informační systém zvýší nejvíce naši konkurenceschopnost?  
 Kdo a jak má řídit provoz a rozvoj IS/IT?  
 Jak má být provoz a rozvoj IS/IT organizován?  
 Kolik prostředků má být vydáno na provoz a rozvoj IS/IT?  
 Kde a jak podnik získá zdroje na provoz a rozvoj IS/IT a jak bude hodnocena  
jejich efektivnost?  
 Jak budou pracovníci motivováni a poučeni o využívání IS/IT? 
1.4 Podnikové informační systémy 
1.4.1 Z pohledu architektur 
Architektura tvoří klíčový prvek řízení IS, z něhož pak vycházejí detailní 




podnikovou strategii cíle, na kterou navazuje i cíl IS. Podstatou a účelem dané 
architektury je například podpora strategické orientace, flexibilnost, jednoduchost nebo 
také otevřenost.  
Globální architektura představuje hrubý návrh celého IS/IT neboli vizi budoucího 
stavu. Zachycuje jednotlivé komponenty a jejich vzájemné vazby v IS/IT. Globální 
architektura je složena z bloků. Tyto bloky představují skupiny funkcí, které slouží 
k optimalizovanému uspořádání procesů a zdrojů. Vaněk (2013, s. 21) rozděluje 
globální architekturu na následující dílčí architektury: 
 funkční – rozděluje informační systém na jednotlivé dílčí funkce.   
 Procesní – vymezuje návrh firemních procesů a datových toků. Záměrem 
je co nejrychlejší reakce podniku na externí události. 
 Datová – zaměřuje se na určení datových objektů, externích či interních zdrojů, 
dalším úkolem je návrh datových entit, databázových soborů a jejich následné 
uložení. Jinými slovy se jedná o rozlišení na aplikační, základní nebo systémový 
software.  
 Softwarová – určuje, z jakých softwarových programů bude informační systém 
postaven a jaké vazby budou mezi nimi existovat.  
 Hardwarová – postihuje celý komplex prostředků počítačové a komunikační 
techniky. 
 Organizační – zahrnuje organizační strukturu a vymezuje jednotlivé organizační 
jednotky. 
 Personální – je tvořena profesní a kvalifikační strukturou.  
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Zdroj: Vlastní zpracování dle Kocha, 2008 
1.4.2 Z pohledu úrovně řízení  
Z pohledu úrovně řízení podniku dle Kocha (2008, s. 7) platí, že jednotlivé řídící 
vrstvy využívají rozdílných informací. Podle řídící pyramidy je nejvíce informací 
potřeba na nejnižší, provozní úrovni, zatímco nejvyšší, strategická úroveň využívá 
především informací z okolí podniku a skupinově zpracovaných informací zevnitř 
podniku. 
 CIM – je počítačem integrovaná výroba, která zahrnuje přímé řízení 
technologických procesů.  
 TPS – jsou nástupci klasických dávkových systémů, agend, které jsou 
umístěny u pracovníka.  
 MIS – mají své kořeny v účetních a ekonomických systémech. Jsou určeny 
pro taktické řízení, provádí zpravidla sumarizaci a agregaci dat za určité 
období.  
 DSS – jsou systémy na podporu rozhodování. Jedná se většinou o analýzu 
dat z MIS, určených pro taktické a strategické řízení.  
 OA – je automatizace administrativy, využívají se zde textové editory, 
elektronický kalendář či elektronická pošta. Prochází všemi úrovněmi 
řízení. 
Funkční Procesní Datová 
Technická Technologická Programová 




 EIS – informační systémy pro vrcholové vedení, které umožňují přístup 
k externím datům, dále agregují podnikové informace do nejvyšší úrovně.  
 EDI – zaměřuje se na komunikaci podniku s jeho okolím, zákazníky, 
bankami a podobně. 
1.4.3 Z pohledu okolí 
Sledování klíčových toků a dat uvnitř podniku je zachyceno v následujícím diagramu. 
Obr. 4. IS z pohledu okolí 
 
Zdroj: Vlastní zpracování dle Kocha, 2008. s. 7 
1.4.4 Z pohledu výroby a odbytu 
Následující obrázek č. 5 představuje nejobvyklejší současné řešení, kde však 
systémy SCM a CRM bývají nasazovány jen u firem, které mají extrémní množství 
dodavatelů nebo odběratelů. Tím je kupříkladu automobilový průmysl či operátoři 
telekomunikací. Jádrem systému bývá ERP systém, doplněný o manažerskou 
nadstavbu, tj. MIS (Koch, 2010, s. 17).  









 MIS (Management Information System) je v podstatě  manažerská 
nadstavba;  
 SCM (Supply Chain Management) je řízení celého dodavatelského řetězce; 
 ERP (Enterprise Resource Planning) neboli systém plánování zdrojů tvoří 
jádro informačního systému podniku, integruje a automatizuje velké 
množství procesů souvisejících s produkčními činnostmi podniku – řízení 
výroby, logistiky, financí, lidských zdrojů a dalších;  
 CRM (Customer Relationship Management) neboli systém řízení vztahů 
se zákazníky chápeme jako proces shromažďování, zpracování a využití 
informací o zákaznících firmy, který je podporován databázovou technologií 
(Koch, 2010, s. 17).  
1.5 Životní cyklus podnikového informačního systému 
Sodomka (2010, s. 93-95) popisuje životní cyklus informačního systému, který 
se neustále zkracuje a stává se, že během rozpracovaného projektu je nutno rozšířit jeho 
zadání, to znamená inovovat a rozvíjet systém za probíhající implementace. K tomuto 
jevu dochází zejména ve velkých podnicích, kde zavádění systému trvá déle než jeden 
rok. Již během implementace tak mohou růst náklady na funkční doplňování 
informačního systému.  
Informační systém bývá rozvíjen buď vertikálně, tzn. orientací na analytickou 
funkcionalitu, nebo horizontálně, se zaměřením na spolupráci s dodavatelskými řetězci 
(SCM) či řízení vztahů se zákazníky (CRM).  
1. Provedení analytických prací a volba rozhodnutí – hned na začátku je nutné, 
aby si manažeři položili otázku, zda potřebují nový informační systém nebo postačí 
inovovat stávající. Přitom by měli vycházet z podnikové a informační strategie. 
Dále je potřeba pečlivě zvažovat stav IS/ICT, zejména pak ve velkých organizacích 
nebo firmách s pobočkami, kde může paralelně existovat mnoho různých dílčích 
informačních systémů či může být kvalitativně různá obsluha podnikových procesů. 
Tato analytická a rozhodovací fáze by měla zahrnovat definici požadavků na systém, 
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charakteristiku jeho cílů, přínosů a rozbor dopadů tohoto rozhodnutí na úroveň 
podnikání společnosti. 
2. Výběr systému a implementace partnera – tato etapa životního cyklu 
IS zahrnuje volbu produktu (hardware, software, infrastruktura, služby), který nejlépe 
odpovídá nárokům organizace. 
3. Uzavření smluvního vztahu – tato fáze patří k nejvíce podceňovaným 
a zároveň nejkritičtějším místům. Dodavatel předkládá zákazníkovi k podpisu sadu 
smluv, která se vyznačuje specifickou terminologií, nemusí být upravena zákonem 
a může být z právního i obsahového hlediska velmi složitá k posouzení. 
4. Implementace – zahrnuje přizpůsobení informačního systému nebo jeho 
parametrizaci tak, aby co nejdéle odpovídal požadavkům organizace. K nejnákladnějším 
činnostem během implementační fáze patří customizace informačního systému a školení 
uživatelů. Samotné školení pak zasahuje i do dalších etap vývoje. 
5. Užívání a údržba – zahrnuje ostrý provoz IT řešený způsobem, který umožní 
realizaci očekávaných přínosů. 
6. Rozvoj, inovace a „odchod do důchodu“ – v rámci této etapy, která může 
následovat již po implementaci samotného jádra systému, jsou integrovány 
do podnikového systému další aplikace. Ty mají za úkol detailněji pokrýt klíčové 
procesy za účelem získání dodatečných přínosů. Mohou být nasazeny také proto, 
že původní informační systém nedokáže potřebnou funkčnost v dané oblasti zajistit. 
1.6 Bezpečnost IS 
 Bezpečnost IS je jednou z klíčových oblastí, které je nutno věnovat vysokou 
pozornost, jelikož data a informace patří k nejdůležitějším aktivům organizace. Přesto 
je to mnohdy podceňovaná a zanedbávaná oblast provozu IS.  Je třeba chránit 
informace, jejichž ztráta, zneužití nebo neoprávněná modifikace mohou způsobit škodu. 
Každý podnik by měl mít svou bezpečnostní politiku, která by měla definovat podrobné 
principy zabezpečení provozu IS na všech úrovních uživatelů.  
Dle Vaňka (2013, s. 118) musí být informace chráněny ve společnosti tak, aby: 
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 k nim měly přístup pouze oprávněné osoby; 
 se zpracovávaly nefalšované informace; 
 se dalo zjistit, kdo je vytvořil, upravil nebo odstranil; 
 nebyly kontrolovaným způsobem vyzrazeny; 
 byly dostupné tehdy, když jsou potřebné. 
Obr. 6. Vztahy v rámci systému bezpečnosti 
 
Zdroj: Vlastní zpracování dle Vaňka, 2013 
1.7 Trendy IS podniků 
 Hlavním tahounem změn podnikových IS je v současnosti zejména internet a jeho 
možnosti. Ten má vliv jak na dostupnost IS při zadávání a využívání dat, ale také 
na způsob distribuování a provozování. V neposlední řadě mění celou koncepci, 





Cloud computing  
Jedná se o model poskytování v oblasti ICT. Data, aplikace i infrastruktura jsou 
v tomto případě někde v cloudu, „mraku“, uživatel neví, kde přesně se nachází. 
Cloudová řešení jsou specifická v tom, že je zde možnost změny parametrů podle 
požadavků zákazníka. Všechny služby jsou přístupné prostřednictvím internetu, 
tzn. standardního webového prohlížeče, popřípadě prostřednictvím klientských aplikací. 
Můžeme zde najít tři typy služeb podle Basla (2012, s. 167):  
SaaS (Software as a Service) – způsob, kdy zákazník používá informační systém 
a aplikace formou služby přes internet. Zákazník tak platí za pronájem. 
V současnosti je možné formou Cloud Computingu využívat jak kancelářské 
aplikace, tak celý podnikový informační systém.  
PaaS (Platform as a Service) – na rozdíl od konceptu SaaS má zákazník 
k dispozici kompletní vývojové, ladicí a aplikační prostředí, ve kterém si musí 
konkrétní aplikace vyvinout sám. Nepronajímá si je tak jako předem vytvořený 
celek.  
IaaS (Infrastructure as a Service) – typickým příkladem jsou různá virtuální 
úložiště a webhostingové služby. Zákazníkovi je poskytnut výpočetní výkon, 
infrastruktura a datová úložiště, nikoli aplikační software. 
1.8 Analytické metody 
1.8.1 SWOT analýza  
SWOT analýza je jedním ze základních strategických nástrojů aplikovaných 
při analýze firemního prostředí. Dnes je poměrně rozšířeným nástrojem a často 
aplikována také jako nástroj osobního rozvoje. 
SWOT analýza dle Kotlera (2007, s. 96-97) je metoda, jejíž pomocí je možno 
identifikovat silné a slabé stránky, příležitosti a hrozby, které jsou spojeny s určitým 
typem podnikání, s firmou samotnou, případně s podnikatelským záměrem. Díky tomu 
je možné komplexně vyhodnotit fungování firmy, nalézt problémy nebo nové možnosti 
růstu. Je součástí strategického (dlouhodobého) plánování společnosti. 
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SWOT analýza je subjektivní hodnocení. Proto dobrá SWOT analýza nejprve 
důkladně analyzuje negativní a až následně pozitivní aspekty podnikání. Tato analýza 
podniku je jednoduchá, konkrétní, postavená především na faktech, nikoli pocitech 
a rozlišuje striktně mezi stavem kde je firma nyní a kde by mohla být. 
Analýza spočívá v rozboru a hodnocení současného stavu firmy (vnitřní prostředí) 
a současné situace okolí firmy (vnější prostředí). Ve vnitřním prostředí hledá 
a klasifikuje silné a slabé stránky firmy. Ve vnějším prostředí vyhledává a identifikuje 
příležitosti a hrozby pro firmu. Pro specifikování jednotlivých např. silných stránek 
bývá využit brainstorming s managementem firmy a specialisty na oblast, kterých 
se SWOT analýza týká.  
Po brainstormingu se vše roztřídí podle relevantnosti k záměru použití SWOT 
analýzy. Následně nastupuje kvantifikované hodnocení jednotlivých položek všemi 
zúčastněnými. Po vyhodnocení a spočítání váhy jednotlivých např. silných stránek 
celým týmem se seřadí dle důležitosti. Dále musí proběhnout jasné rozhodnutí 
managementu, jak s výsledky analýzy naloží a co bude realizovat.  
 V rámci SWOT analýzy je vhodné hledat vzájemné vazby mezi silnými a slabými 
stránkami, příležitostmi a silnými stránkami apod. Tyto vazby pak vzápětí mohou být 
použity pro stanovení strategie a rozvoje firmy. Výstupem kompletní SWOT analýzy 
je chování firmy, která se snaží maximalizovat přednosti a příležitosti a minimalizovat 
své nedostatky a hrozby. 
1.8.2 SLEPTE analýza  
Analýza obecného okolí je rozborem vzájemně souvisejících mezinárodních, 
domácích, společenských, ekonomických, legislativních, politických, technických 
a technologických trendů ovlivňujících podnik. SLEPTE analýza je jednoduchým 
a přesto efektivním nástrojem k hodnocení vlivu faktorů na globální prostředí podniku. 
Struktura názvu se skládá dle Žáčka (2009, s. 68) z jednotlivých faktorů: 
• social factors, 
• legislative factors, 
• economic factors, 
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• political factors, 
• technological factors, 
• ecological factors. 
1.9 Zefis 
Nástroj ZEFIS slouží pro online prvotní posouzení efektivnosti informačních 
systémů firem. Systém využilo již přes 2000 českých i slovenských podniků, 
aby zjistily, zda je pro jejich pracovníky systém lepší než má konkurence, jaká 
je úroveň bezpečnosti dat ve firmě, jak pracovníci jejich informační systém vnímají, 
jaká je úroveň podpory atd. Výsledkem nástroje ZEFIS je nejen posouzení efektivnosti 
informačního systému daného podniku, ale také porovnání s ostatními firmami 
v již zmíněné databázi. Výzkum probíhá formou online dotazníku, který se skládá 
z 59 otázek, na které lze odpovědět výběrem jedné z možností. Po uzavření dotazníku 
můžeme dle kritérií, jako jsou odvětví, ve kterém firma podniká, velikost podniku 
dle počtu zaměstnanců a profese respondenta porovnat výsledky zkoumaného podniku 
s výsledky ostatních firem v databázi. Výsledky vyhodnocení jsou dostupné 
bezprostředně po vyplnění dotazníku a to zdarma. Dotazník je rozdělen do devíti 
následujících oblastí: 
 nastavení parametrů – pro následné srovnání s ostatními podniky. Omezení 
velikosti firmy, oboru podnikání či profese zaměstnance. 
 Firma – v této kapitole jsou vymezeny základní informace o firmě. 
 Informační systém – základní posouzení a údaje o informačním systému. 
 Zaměstnanci – informace o zaměstnancích a jejich porovnání s ostatními 
firmami. 
 Úroveň podpory – posouzení technické a uživatelské podpory informačního 
systému. 
 Úroveň řízení – tato kapitola zkoumá, zda ve firmě existuje manažer 
odpovědný za informační systém, jestli jsou zaměstnanci firmy dobře 
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seznámeni s působením jejich odvedené práce na výsledky firmy a zda mají 
povědomí o podnikové informační strategii. 
 Efektivnost informačního systému – posouzení adekvátnosti vynaložených 
prostředků na výsledek a možnosti, zda by mohl být informační systém 
pracovníkům více nápomocen. 
 Bezpečnost informačního systému – zkoumá úroveň zabezpečení dat. 
 Chápání informačních systémů jako služby – stěžejním bodem této kapitoly 
je pojednání o tom, jak je chápán informační systém. Zda jako služba, 
podpůrný proces nebo integritní součást procesů, což je důležité pro úvahy 
o outsourcingu (Zefis, 2014). 
1.10 HOS 8 
Metoda HOS 8 vyvinutá na Ústavu informatiky Podnikatelské fakulty 
VUT podává ucelený pohled na podnikový informační systém na základě osmi oblastí 
a zkoumá jejich vzájemnou vyváženost. Hlavní myšlenka hodnocení informačního 
systému dle této metody by se dala přirovnat k řetězu, který je tak silný, jako jeho 
nejslabší článek. Aby byl systém považován za vyvážený, musí být všechny jeho oblasti 
na podobné úrovni. K neefektivnosti celku může vést nevyváženost jedné z oblastí. 
Mezi zkoumané oblasti dle Kocha (2006, s. 60) patří: 
 hardware (HW) – je zkoumána spolehlivost a bezpečnost fyzického vybavení 
a dále jeho použitelnost se softwarem.  
 Software (SW) – zkoumá se programové vybavení, jeho funkce a ovládání 
(userfriendly aplikace).  
 Orgware (OW) – oblast zahrnuje pravidla provozu informačního systému 
a doporučené pracovní postupy.  
 Peopleware (PW) – patří sem zkoumání uživatelů informačního systému 
ve vztahu k rozvoji jejich schopností, podpoře při užívání IS a vnímání 
jeho důležitosti. Cílem metody není hodnotit odborné znalosti.  
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 Dataware (DW) – zkoumání dat uložených a používaných v informačním 
systému ve vztahu k tomu, do jaké míry jsou dostupná, jak je s nimi nakládáno 
a jak vysoce jsou bezpečná. 
 Customers (CU) – oblast zkoumá přínos informačního systému pro zákazníka. 
Neklade si za cíl zkoumat spokojenost zákazníků, ale způsob řízení této oblasti.  
 Suppliers (SU) – předmětem zkoumání je způsob řízení informačního systému 
vzhledem k dodavatelům.  
 Management IS (MA) – poslední oblast zkoumá řízení IS ve vztahu 
k informační strategii podniku a důslednost stanovených pravidel. Nízká úroveň 
této oblasti negativně ovlivňuje úroveň ostatních zkoumaných oblastí, a tím 
i souhrnný stav. Je to dáno tím, že řídící pracovníci mohou přímo ovlivňovat 
většinu ostatních zkoumaných oblastí. 
1.11 Obecný postup analýzy rizik  
Riziko většinou neexistuje izolovaně, ale obvykle se jedná o určité kombinace 
rizik, které mohou ve svém dopadu představovat hrozbu pro daný subjekt. Vzhledem 
k množství rizik je třeba určit priority z pohledu dopadu a pravděpodobnosti jejich 
výskytu a zaměřit se na klíčové rizikové oblasti. V průběhu analýzy rizik se provádějí 
některé obecné činnosti. Jednotlivé kroky činností popisuje Smejkal (2006, s. 86-91): 
1. Stanovení hranice analýzy rizik – hranice je pomyslná čára oddělující 
aktiva, která budou zahrnuta do analýzy, od aktiv ostatních. Při stanovení 
hranice vycházíme ze záměru managementu. Uvnitř hranice leží jednotlivá 
aktiva, ze kterých je subjekt složen, a ostatní aktiva leží mimo hranici 
analýzy rizik. 
2. Identifikace aktiv – jde o vytvoření soupisu všech aktiv ležících uvnitř 
hranice analýzy rizik. V soupisu je pak uveden název a umístění aktiva.  
3. Stanovení hodnoty a seskupování aktiv – posuzování hodnoty aktiva 
je založeno na velikosti škody způsobené zničením či ztrátou aktiva. 
Stanovení hodnoty vychází z nákladových a výnosových charakteristik 
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aktiva. Vzhledem k tomu, že aktiv je obvykle velké množství, snižuje 
se jejich počet tak, že se provede seskupení aktiv podle podobných 
vlastností. Toto seskupení pak vystupuje jako jedno aktivum.  
4. Identifikace hrozeb – se provádí tak, že se vybírají hrozby, které by mohly 
ohrozit alespoň jedno z aktiv subjektu. Pro získání seznamu hrozeb 
subjektu je vhodné použít metodu Delphi či brainstorming. 
5. Analýza hrozeb a zranitelností – každá hrozba se hodnotí vůči každému 
aktivu. Při stanovení úrovně hrozby se vychází z faktorů jako 
je bezpečnost, motivace a přístup, naopak při stanovení úrovně zranitelnosti 
pak z citlivosti, případně kritičnosti. Výsledným stavem je seznam dvojic 
„hrozba-aktivum“ se stanovenou úrovní hrozby a zranitelnosti. 
6. Pravděpodobnost jevu – k popisu určitého jevu se musí doplnit údaj, 
s jakou pravděpodobností tento jev může nastat. Rozlišuje 
se, zda je analyzovaný jev náhodný či nikoli, zda patří do intervalu 
pravděpodobnosti. 
7. Měření rizika – výše rizika vyplývá z hodnoty aktiva, úrovně hrozby 
a zranitelnosti aktiva. 
Smejkal a Rais (2013, s. 45) vyjadřují významnost rizika jako součet 
pravděpodobností (stupnice 1 až 5 dle tabulky č. 1) a jeho dopadu (stupnice 1 až 5 dle 
tabulky č. 2) a nabývá hodnoty od 2 do 10. Stupnice významnosti rizika je rozdělena 
do tří částí: zelená znázorňuje obecně přijatelnou míru, žlutá značí riziko, které 
je za určitých podmínek přijatelné a červená znázorňuje nepřijatelné riziko, které musí 
být řešeno. 
Tab. 1 Hodnotící tabulka – pravděpodobnost výskytu 
Pravděpodobnost 
v % 
Slovní popis Hodnota 
Nepravděpodobná  
(0 – 5) 
Pravděpodobnost výskytu rizika je zanedbatelná 1 
Nízká (5 – 20) Pravděpodobnost výskytu rizika je nízká, potřeba 




Střední (20 – 50) Pravděpodobnost výskytu rizika je střední, je třeba 
řešení, ale ne však naléhavě 
3 
Vysoká (50 – 70) Pravděpodobnost výskytu rizika je vysoká, je třeba 
včasné řešení 
4 
Velmi vysoká  
(70 -100) 
Pravděpodobnost výskytu rizika je velmi vysoká, je 
třeba bezodkladné řešení 
5 
Zdroj: Vlastní zpracování dle Smejkala a Raise, 2013 
Tab. 2 Hodnotící tabulka – dopad 
Dapad Slovní popis Hodnota 
Zanedbatelný Dopad rizika je minimální, neohrožuje plynulý provoz 1 
Malý Dopad rizika je malý, neohrožuje plynulý provoz 2 
Střední Dopad rizika je středně významný, je možné částečné 
zpomalení provozu IS 
3 





Dopad rizika je velmi závažný, může dojít k zastavení celého 
provozu IS 
5 
Zdroj: Vlastní zpracování dle Smejkala a Raise, 2013 
Tab. 3 Hodnotící tabulka – významnost 
Významnost rizika 
2 - 4 Nízká  Zanedbatelný dopad na chod IS 
5 - 6 Zvýšená Zvýšený dopad na chod IS 
7 - 10 Vysoká Nepříznivý vliv na chod IS  
Zdroj: Vlastní zpracování dle Smejkala a Raise, 2013 
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1.12 Automatická identifikace zboží  
Kulčák (2010, str. 118- 123) uplatňuje systémy automatické identifikace tam, 
kde je požadována automatizace procesů ve výrobní a nevýrobní sféře. V současné době 
převládají aplikace v oblasti výroby a řízení výrobního procesu, tím je myšleno 
například sledování výrobních operací, toku materiálu, skladování, evidence majetku, 
dokumentace a řízená přeprava a jiné. Jinými slovy automatická identifikace zboží 
urychluje hmotný a informační tok uvnitř logistického řetězce, čímž výrazně napomáhá 
ke snížení stavu zásob potažmo vázaných kapitálových prostředků. Urychlení přináší 
automatické vyhledávání potřebných dat v externí databázi na základě automatické 
identifikace zboží, která by jinak musela být vyhledávána ručně. Výhody ze zavedení 
systému jsou zřejmé a to kupříkladu: 
• snížení ruční a namáhavé práce a objemu administrativních prací; 
• minimalizace počtu chyb; 
• aktuální přehled o každé jednotce na sledovaném logistickém řetězci; 
• zvýšení rychlosti pořízení dat; 
• růst produktivity a efektivnosti; 
• úspora v přesunu materiálu; 
• rychlá návratnost investice. 
1.12.1 Čárový kód  
 Slouží k přepisu řetězce znaků běžného písma do podoby čitelné speciálním 
optickým zařízením. Byl patentován v USA v roce 1948, s jeho rutinním použitím 
se setkáváme od 60. let 20. století v mnoha oborech lidské činnosti. Vzhledem 
k početným způsobům aplikace došlo v průběhu let k vývoji mnoha podtypů čárového 
kódu. Čárové kódy Macešková (2012, str. 35) klasifikuje:  
 podle použití (pro potřeby obchodu či průmyslu); 
 podle délky kódovaného řetězce (s fixní a variabilní délkou);  
 podle charakteru kódovaných znaků (numerické, alfanumerické, atd); 
 podle struktury řetězce (s dělicím znakem, bez dělicího znaku).  
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V současnosti existuje kolem 200 druhů čárových kódů, pro označování výrobků 
jsou nejvíce používány:  
 EAN (European Article Numbering) – region Evropy.  
 UPC (Universal Product Code) – USA. 
1.12.2 Další systémy 
Kulčák (2010, str. 119) rozlišuje: 
Radiofrekvenční systémy – vysílají radiofrekvenční signál k aktivním nebo pasivním 
identifikačním štítkům, které vyvolají zpětnou odpověď. Uplatňují se tam, kde není 
možné aplikovat levnější alternativu. Příkladem takového důvodu je prašnost prostředí, 
špatná viditelnost, extrémní teplota či vlhkost.  
Magnetické systémy – kódují informaci do magnetického proužku z magnetického 
materiálu nebo do čipu plastikové karty s magnetickým proužkem. Tento typ se nejvíce 
používá v bankovnictví, dopravě, cestovním ruchu, knihovnách a dalších oblastech. 
Biometrické systémy – využívají některé fyziologické vlastnosti člověka, které 





2 Analýza problému 
V této kapitole je analyzován aktuální stav informačního systému ve vybrané 
společnosti SPIELBERG CZ, s. r. o. a jsou popsány základní informace o daném 
podniku.  
2.1 Charakteristika podniku  
Obchodní firma: SPIELBERG CZ, s. r. o. 
Sídlo: Archlebov 406, PSČ 696 33 
Identifikační číslo: 607 18 463 
Datum zápisu do obchodního rejstříku: 18. 8. 1994 
Předmět podnikání:  
• pronájem bytových a nebytových prostor spojený s poskytováním 
základních služeb; 
• zemědělská činnost; 
• výroba, obchod a služby neuvedené v přílohách 1 až 3 živnostenského 
zákona (Justice, 2016). 
Tato práce se zabývá pouze podnikáním v oblasti vinařství v Archlebově. 
Společnost provozuje také prodejnu v Praze, touto se práce nezabývá. 
V překrásné krajině tradiční vinařské oblasti Kyjovska, jen pár minut jízdy 
od Slavkova u Brna, se nachází pod pásem Ždánického lesa půvabná vinařská obec 
Archlebov a na jejím samém začátku stojí vinařství SPIELBER s. r. o. Pracuje 




2.1.1 Organizační struktura 
Obr. 7. Organizační struktura podniku 
 
Zdroj: Vlastní zpracování 
2.1.2 Skladba sortimentu zboží a služeb 
Zákazníkům jsou nabízena vína:  
• stolní – vyrábí se z hroznů sklizených na území jakéhokoli státu EU, které 
dosáhly nejméně 11 stupňů cukernatosti; 
• jakostní – jsou vyrobena z hroznů moštových odrůd sklizených 
ve vinařských oblastech ČR, které dosáhly nejméně 15 stupňů cukernatosti; 
• přívlastková – vyrábí se z hroznů, rmutu nebo moštu jedné moštové odrůdy 
révy vinné stanovené pro vinařskou oblast prováděcím právním předpisem, 
sklizených ve viničních tratích. Víno s přívlastkem bývá navíc označováno 
názvem přívlastku, názvem vinařské oblasti a vinařské obce a rokem 
sklizně hroznů. Přívlastky jsou určeny jednak přírodní cukernatostí hroznů, 
případně moštu, a jednak dalšími okolnostmi zpracování při jejich výrobě; 
• archivní – jsou vína, která se mohou uložit k dlouhodobé archivaci, nebo 
si zákazník může hned vychutnat jejich vynikající kvalitu; 
Jednatel 







• ledová – vyrábí se z hroznů, které byly sklizeny při teplotách minus 
7°C a nižších, v průběhu sklizně a zpracování zůstaly zmrazeny a získaný 
mošt vykazoval nejméně 27 stupňů přírodní cukernatosti; 
• slámová – vyrábí se z hroznů, které byly před zpracováním skladovány 
na slámě či rákosu nebo byly zavěšeny ve větraném prostoru po dobu 
alespoň 3 měsíců a získaný mošt vykazoval nejméně 27 stupňů přírodní 
cukernatosti (Evinice, 2016). 
Kromě daného sortimentu společnost nabízí degustaci vína ve zmiňované obci. 
Většinou lze ochutnat vzorky vína na různých festivalech, slavnostech či při jiných 
příležitostech. V dnešní době roste zájem o tyto akce v podobě degustace na území 
ČR i v zahraničí. Své produkty nově nabízejí na e-shopu.  
2.1.3 SWOT analýza 
V následující tabulce č. 4 je provedena SWOT analýza dané společnosti.   
Tab. 4  SWOT analýza 
Silné stránky Slabé stránky 
Trvale vysoká kvalita; 
dlouhodobá tradice; 
investice do modernizace zařízení; 
dobré obchodní výsledky; 
nízké náklady na produkci; 
spolupráce s novými dodavateli; 
komplexnost nabídky. 
Nutnost vysokých investic do výroby 
a moderních technologií v zájmu 
udržení vysoké kvality a 
konkurenceschopnosti; 
nespokojenost zákazníků; 
nízká produktivita práce; 
vysoké personální náklady; 
malé investice v reklamě. 
Příležitosti Hrozby 
Proniknutí na další trhy; 
víno může být daňově uznatelným 
nákladem; 
vývoj počtu obyvatel; 
využívání nových nástrojů propagace; 
kvalita produktů a služeb. 
Změny cen vstupních materiálů; 
nové akce konkurence; 
posilování kurzu české koruny; 
špatné přírodní podmínky; 
špatný vstupní materiál; 
vysoká procentuální míra DPH, 
špatný marketing. 
Zdroj: Vlastní zpracování 
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2.1.4 Porterova analýza pěti sil  
Každá organizace se musí před vstupem na určitý trh nebo segment trhu zabývat 
otázkou, zda je na daném trhu vhodné realizovat svou aktivitu. Vhodnost vstupu na trh 
ovlivňuje mnoho faktorů. Pět základních sil ovlivňujících rozhodování zpracoval 
M. Porter do následujícího modelu: 
Obr. 8. Porterův model pěti sil  
 
Zdroj: Strateg, 2015 
• Nově vstupující konkurenti na trh 
Dle mého názoru je rivalita v odvětví poměrně vysoká, což je dáno mnoha faktory. 
Jedním z nich jsou vysoké náklady na vstup do odvětví. Tyto vysoké pořizovací fixní 
náklady snižují hrozbu vstupu nových konkurentů. Na druhou stranu je odvětví stále 
velice lukrativní, a jelikož neexistují významné státní restrikce pro vstup do tohoto 
odvětví, je trh s vínem stále otevřený. Výrobky jsou vysoce diferencované a k jejich 
výrobě je nutné velké „know-how“ a zkušenosti. Zároveň je nutné podotknout, 
že návratnost investice do vinařství je poměrně dlouhodobá, což je dáno především tím, 
že úroda je pouze jednou ročně. Rovněž se jedná o velice rizikovou investici, jelikož 
existuje spousta nepředpokládaných faktorů, které mohou úrodu poškodit či zničit.  
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• Rivalita stávající konkurence 
Vysoká rivalita je dána velkým počtem konkurentů na trhu. Vinařství je životní 
styl a tito lidé si často neumí představit, že by dělali něco jiného. Dle Svazu vinařů 
České republiky představuje česká produkce zhruba třetinu celkové spotřeby vína 
v České republice a proto je zřejmé, že stále bude narůstat počet vinařských podniků 
a tedy bude docházet ke zvyšující se rivalitě na trhu s vínem.  
• Hrozba substitutů  
Dle mého názoru největším substitutem českých vín jsou vína dovážená 
ze zahraničí. Rozdílnost českých a dovážených vín je nesmírně velká. Příkladem 
je rozdílnost v kvalitě či celkové charakteristice nebo například v psychologickém 
přístupu konzumentů.  Dovážená vína ze zahraničí jsou mnohdy levnější, čímž 
je hrozba substitutů poměrně vysoká. Lokální výrobci nemohou cenu snižovat 
na úroveň vín dovážených.  
• Vyjednávací síla odběratelů 
Síla zákazníků je velmi vysoká, jelikož existuje velká konkurence a tím pádem 
velké množství nabízených produktů. Víno je sice diferencovaný produkt, ovšem toto 
tvrzení platí pouze u opravdových znalců vína. Lze říci, že ve většině případů se jedná 
o spotřebitele, kteří příliš nerozpoznají rozdíly mezi produkty jednotlivých českých 
výrobců. Vysoká vyjednávací síla je rovněž dána dostatečným množstvím tržních 
informací. Existuje celá škála různých statistik, výročních zpráv a v neposlední řadě 
mnoho informací, které jsou snadno dostupné na internetu. Mnoho podniků realizuje 
prodej pomocí více prodejních kanálů. Největší objem prodeje se uskutečňuje pomocí 
velkých obchodních řetězců. Naprostou samozřejmostí je v dnešní době prodej 
na internetu v rámci e-shopu na vlastních webových stránkách. Jedním z dalších 




• Vyjednávací síla dodavatelů 
Jelikož se jedná o poměrně malý podnik v České republice, vyjednávací síla vůči 
jeho dodavatelům je poměrně malá. Tím je myšleno, že malý podnik nemá takový 
vyjednávací vliv jako velký podnik. To jsou třeba různé množstevní slevy. 
2.2 SLEPTE analýza 
2.2.1 Politické a legislativní faktory 
Vinařství a výroba vína je silně regulováno národní i Evropskou legislativou. 
Legislativa není ovšem to jediné, co odvětví vinařství z politických a legislativních 
faktorů ovlivňuje. Mezi další faktory patří dotační politika, podpora nevládních 
organizací, kontrola jakosti vína, daňová politika, licenční politika či vinařské právo 
a zákon o vinohradnictví a vinařství (Šperková a Duda, 2009, str. 7). 
1. Vinařské právo a zákon o vinohradnictví a vinařství 
Z národní legislativy je nejdůležitější zákon č. 256/2011 Sb., kterým se mění zákon 
č. 321/2004 Sb. o vinohradnictví a vinařství a o změně některých souvisejících zákonů 
ve znění pozdějším předpisů a zákon č. 452/2001 Sb. o ochraně označení původu 
a zeměpisných označení a o změně zákona o ochraně spotřebitele, ve znění pozdějších 
předpisů. Zákon je platný od 1. 9. 2011, část od 1. 1. 2012 (Zákon č. 321/2004). 
Jsou zde definovány pojmy, upraveny povinnosti a práva výrobců a zpracovatelů, 
direktiva v rámci výroby a další.  
2. Daňová politika 
 Spotřební daň  
Důležitým faktorem je rozdělení vína do kategorií ve vztahu k odvodu spotřební 
daně. Jak je výše zmíněno, tento zákon rozlišuje tzv. tichá a šumivá vína. Oba tyto 
pojmy jsou specifikovány legislativou.  
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Tab. 5 Sazba spotřební daně 
Druh vína Sazba daně 
Šumivá vína podle §93 odst. 2 2.340 Kč/hl 
Tichá vína podle § 93 odst. 3 0 Kč/hl 
Meziprodukty podle § 93 odst. 4 2.340 Kč/hl 
Zdroj: Vlastní zpracování dle Zákona č. 353/2003 o spotřebních daních 
 Daň z přidané hodnoty 
Vývoj daně z přidané hodnoty je za posledních šest let téměř konstantní s mírným 
růstem. V roce 2013 došlo ke zvýšení DPH na 21 % pro základní a v roce 2014 
na 15 % pro sníženou sazbu. Zvyšováním daně z přidané hodnoty klesá 
konkurenceschopnost menších vinařů, jelikož dochází k růstu konečné ceny. Místo 
toho, aby došlo ke snížení daní a zvýšení konkurenceschopnosti oproti sousedním 
zemím a podpory podnikání, je tomu přesně naopak. Tento trend nepoškozuje pouze 
podnikatele na území České republiky, ale rovněž stát. Z teoretických textů a praxe 
vyplývá, že příliš vysoké daně mají vliv na snížení celkového daňového příjmu a platí 
tomu i naopak. Příkladem je klesající sazba daně od devadesátých let dvacátého století 
mající za následek růst daňového inkasa. Když jsou sazby daní nízké, málokomu stojí 
za to vyhýbat se daňovým odvodům (Kohout, 2012). 
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Obr. 9. Vývoj sazby daně z přidané hodnoty 
 
Zdroj: Vlastní zpracování na základě Zákona o DPH 
 Daňově uznatelný náklad 
Aktuální nastavení daňových zákonů přispívá k možnému využití tichého vína 
pro propagaci společností. Pokud je víno označeno logem podniku a cena nepřesáhne 
hodnotu 500 Kč, tvoří pak daňově uznatelný náklad. Plátci DPH mohou dokonce 
nárokovat zpět DPH ve výši 21 % (Zákon č. 235/2004, str. 27). 
3. Dotační politika 
 Podpory z ČR 
Zásady, kterými se stanovují podmínky pro poskytování dotací, jsou uvedeny 
v §2 a § 2d zákona č. 252/1997 Sb. o zemědělství.  V roce 2014 byly dotace poskytnuty 
z následujících podpůrných národních programů: 
• státní podpora na zavlažování vinic, 
• podpora na budování prostorových izolátů množitelského materiálu 




• podpora šlechtění révy vinné zaměřená na vyšší odolnost proti 
škodlivým biotickým a abiotickým činitelům, 
• podpora evropské integrace nevládních organizací (Svaz vinařů ČR), 
• podpora zpracování zemědělských produktů a zvyšování 
konkurenceschopnosti potravinářského průmyslu (Eagri, 2015).  
 Podpůrný a garanční rolnický a lesnický fond, a.s 
Programy Podpory podnikání jsou zacíleny na dlouhodobé investice se zaměřením 
na zvyšování efektivity výroby, modernizace, snižování výrobních nákladů, zlepšení 
jakosti a jiné. Poskytování takovéto podpory je možné pouze na investice, které nejsou 
považovány za přijatelné výdaje v rámci Programu rozvoje venkova z Evropského 
zemědělského fondu pro rozvoj venkova. V rámci této podpory jsou otevřeny 
tři programy a to program Zemědělec, program Zemědělské pojištění a program 
Podpora nákupu půdy (Eagri, 2015). 
 Podpory z prostředků Vinařského fondu 
Vinařský fond podporuje marketing vína, prodej produktů a ochranu označování 
vína podle zeměpisného původu, informuje veřejnost o vinohradnictví a vinařství 
a o dalších významných skutečnostech souvisejících s vinohradnictvím a vinařstvím, 
podporuje uchovávání a rozvoj vinohradnictví a vinařství jako významné součásti 
evropského kulturního dědictví, dále podporuje rozvoj turistiky v oblasti vinohradnictví 
a vinařství.  
Příjmy Vinařského fondu jsou tvořeny odvody za víno poprvé uvedené do oběhu, 
odvody z plochy, penále, úroky, dotacemi z rozpočtu územních samosprávných celků 
a finanční podporou státu ve výši součtu všech příjmů Fondu. V roce 2014 tvořily 
celkové příjmy cca 64,5 milionů Kč. Naopak Vinařský fond vydal v roce 2014 
na propagaci prostředky ve výši zhruba 58,5 milionů Kč. Tato částka zahrnuje výdaje 
na komunikační kampaň značky „Vína z Moravy, vína z Čech“ a značek 
„Svatomartinské“ a „Růžové CZ“ (Eagri, 2015). 
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4. Kontrola jakosti vína 
Kontrola jakosti vína je prováděna Státní zemědělskou a potravinářskou inspekcí 
(SZPI). Kontrolovány jsou vzorky vín tuzemských i z dovozu. Převážně se dohlíží 
na vína v prodejních sítích, naopak méně v restauracích. SZPI vydává osvědčení 
o kvalitě vína určeného pro export (Eagri, 2015). 
2.2.2 Ekonomické faktory  
Podnikání společnosti závisí obecně na mnoha faktorech. V rámci širšího 
ekonomického prostředí je nutností sledovat současný stav a možný budoucí vývoj 
následujících veličin jako je hospodářský cyklus, který ovlivňuje poptávku, tím vývoj 
podniku a v případě hluboké recese ohrožuje podnikání menších či slabších firem. Dále 
inflace, která snižuje kupní sílu peněz, čímž je opět ovlivněna poptávka, jelikož lidé 
s penězi, které ztrácejí na hodnotě, nejsou schopni nakoupit taková množství jako 
při nízké a stabilní inflaci. Daňové zatížení působí svou výší na motivaci společností 
k podnikání.  
 Hrubý domácí produkt 
Obr. 10. Meziroční přírůstky HDP  
 
Zdroj: Vlastní zpracování dle dat Českého statistického úřadu, 2001-2015 
Z hlediska hospodářského cyklu dochází v České republice k postupnému 
oživování z recese, a to po největších dopadech globální ekonomické krize, která 
propukla v roce 2008 a českou ekonomiku plně zasáhla o rok později. To lze vidět 
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na obrázku č. 10. Jelikož poslední dva roky má křivka rostoucí tendenci, tento faktor 
nemá významný dopad pro náš podnik.  
 Inflace 
Obr. 11. Meziroční vývoj míry inflace 
 
Zdroj: Vlastní zpracování dle dat Českého statistického úřadu, 2000-2015 
Obrázek č. 11 popisuje míru inflace, která je vyjádřená přírůstkem průměrného 
ročního indexu spotřebitelských cen a vyjadřuje procentní změnu průměrné cenové 
hladiny za 12 posledních měsíců proti průměru dvanácti předchozích měsíců. Tato míra 
inflace je vhodná při úpravách nebo posuzování průměrných veličin. Poslední tři roky 
má inflace klesající tendenci, což má pozitivní vliv na naši organizaci. 
 Nezaměstnanost 
Nezaměstnanost, která se taktéž řadí mezi faktory ekonomické, byla nejnižší v roce 
2015. Nízká nezaměstnanost pro zaměstnavatele obecně znamená vyšší fluktuaci a nižší 
loajalitu pracovníků.   
 42 
 
Obr. 12. Míra nezaměstnanosti 
 
Zdroj: Vlastní zpracování dle dat Českého statistického úřadu, 2000-2015 
Prvním významným bodem je rok 2004, po němž následuje další roky klesající 
trend vývoje nezaměstnanosti. Tento rok byl pro ČR charakteristický zejména vstupem 
do Evropské unie. Českému obyvatelstvu se otevřel přístup i na jiné pracovní trhy 
v prostoru EU. V roce 2008 nezaměstnanost klesla až na 4,4 %, avšak ekonomická 
recese nezaměstnanost postupně zvýšila. V současnosti pozorujeme prudký pokles 
nezaměstnanosti. 
Nezaměstnanost úzce souvisí se sociálními problémy, které sama způsobuje, mají 
největší dopad na životní úroveň lidí a na jejich psychiku. Negativní vlivy 
nezaměstnanosti popisuje (Šperková a Duda, 2009):  
• vliv na životní úroveň – nezaměstnanost s sebou přináší finanční potíže 
a sociální izolaci. Člověk se začne stranit okolí, omezí kontakty s lidmi 
a může dojít i k vyřazení člověka ze společnosti.  
• Vliv na rodinu – v důsledku nezaměstnanosti se může změnit status člověka 
v rodině a může docházet k narušení harmonie v rodině, ovlivnit porodnost 
a často i rozbít partnerské vztahy. V rodině, kde jsou nezaměstnaní, 
zaostává rovněž výchovná funkce. 
 43 
 
• Vliv na strukturaci a vnímání času – nezaměstnaností je narušen denní 
režim člověka, čas přestává být důležitý a není plnohodnotně využíván. 
V tomto případě se může stát, že se lidé začnou nudit, a proto dochází 
k alkoholismu a dokonce může narůstat i kriminalita u těchto lidí. 
• Vliv na fyzické a psychické zdraví – ztráta zaměstnání vyvolává v člověku 
pocity nepotřebnosti, stresu, neužitečnosti, člověk ztrácí pocit sebedůvěry. 
2.2.3 Sociální faktory 
Sociální faktory podle autora výrazně ovlivňují stranu poptávky. Mezi důležité 
faktory ovlivňující poptávku jsou demografická a vzdělanostní struktura obyvatelstva, 
životní styl nebo třeba životní úroveň (Šperková a Duda, 2009). 
 Vývoj počtu obyvatel 
Vývoj počtu obyvatel má stále podobné tempo. Česká republika má dle ČSÚ 
záporný přirozený přípustek obyvatel, což může být zapříčiněno migrací po Evropě.  
Rostoucí populace dává příležitost dalšímu rozvoji podnikání.  
Obr. 13. Vývoj počtu obyvatel 
 
Zdroj: Vlastní zpracování dle dat Českého statistického úřadu, 2001-2015 
Není to pouze růst populace, co přispívá k pozitivnímu trendu vývoje pro rozvoj 
podnikání, je to také stárnoucí populace. Podle výzkumu Víno a český spotřebitel, který 
pro vinařský fond zpracovala společnost Focus Marketing and Social Research 
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konzumují nejčastěji víno lidé s vyšším vzděláním ve věkové struktuře 35-54 let 
ze středně velkých obcí (Eagri, 2015). 








Zdroj: Vlastní zpracování dle dat Českého statistického úřadu, 2010-2014 
Za čtyři roky narostl počet lidí s vysokoškolským vzděláním o 4,4 procentního 
bodu. Stále zvyšující se podíl vzdělaných lidí ve společnosti je pozitivním jevem 
pro vývoj trhu s kvalitním českým vínem.  
2.2.4 Technické a technologické faktory 
I ve vinařství, stejně jako v téměř každém odvětví platí, že technický pokrok 
je nedílnou součástí úspěchu strategického řízení a zvyšování konkurenceschopnosti. 
Možností využití nových technologií je spousta. Technologický pokrok lze rozdělit 
na dvě skupiny. První z nich jsou inovace spojené s produkcí vína, druhá je využití 
technologií pro propagaci a marketing svých výrobků a své značky.  Mezi 
technologické novinky pro výrobu vína lze řadit jakoukoliv modernizaci spojenou 
se samotným pěstováním, sběrem, zpracováním, filtrací, lahvováním, korkováním atd. 
Další možností využití technologických novinek je samotná propagace firmy a jejích 
produktů. Významný potenciál má využití online marketingu pro propagaci. Velkou 
výhodou dnešní moderní doby je snadná a velice levná komunikace se zákazníkem 
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prostřednictvím sociálních sítí, či odběr novinek pomocí tzv. newslettrů1. Dalším 
rozvojem je účast na pořádání akcí, tím jsou myšleny vinařské slavnosti, výstavy vín 
nebo akce otevřené sklepy a jiné.  
2.2.5 Ekologické faktory 
Mezi další faktory ovlivňující zvýšení konkurenceschopnosti patří využití 
tzv. ekologického vinařství, které je šetrnější k životnímu prostředí a lidskému zdraví, 
pečuje o zemědělskou krajinu a zlepšuje sociální vztahy pracovníků a spotřebitelů. 
(Šperková a Duda, 2009, s. 5). 
Existuje celá řada opatření při výrobě bio vína jako např. používání ochranných 
prostředků na bázi elementární síry a mědi, dále některé mikrobiální přípravky. Není 
povoleno používat herbicidy ani konvenční průmyslová hnojiva (Znalecvin, 2012). 
Do této oblasti lze zařadit i klimatické faktory. Nepřízeň počasí jako jsou silné 
mrazy, nestandardní výkyvy teplot v jednotlivých ročních obdobích, krupobití, bouřky 
či silné deště a následná vysoká vlhkost mají obrovský vliv na úrodu vinné révy, a tím 
i hospodářské výsledky. Pro vinařství často nepříznivé klimatické podmínky znamenají 
nárůst nákladů na častější chemické ošetření vinic a s ním spojené personální 
a materiálové náklady. Klimatické podmínky mohou velmi silně ovlivnit celkové 
podnikání firmy a její úspěch na trhu. 
2.3 Propagace pomocí internetové stránky 
Společnost se v roce 2013 rozhodla využít prodeje formou elektronického 
obchodu. Pro tento způsob si zvolila firmu, která webové stránky vytvořila s doménou 
spielberg.cz. Provozovatelem stránek firmy Spielberg s. r. o. je společnost E-WORKS – 
webdesign studio. Tvorba stránek vyšla na cca 50.000 Kč. Společnost je velmi 
                                                 
1 Newsletter je anglický termín označující elektronický zpravodaj (news = novinky, letter = dopis). Jde 
o emaily, obvykle ve formátu HTML, pravidelně zasílané přihlášeným odběratelům. Newsletter patří 
k moderním, levným a účinným marketingovým nástrojům (Adaptic, 2016). 
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spokojena s nabízenými službami, údržba webového prostoru stojí cca 500 Kč měsíčně. 
O správu elektronického obchodu se stará podnik sám.  
Reálných uživatelů internetu stále přibývá. Ať již je internet brán jako samozřejmost 
při většině povolání, tak je důležitý pro většinu populace pro každodenní činnost. 
Dle uvedené statistiky lze pozorovat, že počet uživatelů na internetu má stoupající tendenci, 
viz obrázek níže: 
Obr. 15. Počet internetových uživatelů 
 
Zdroj:NetMonitor – SPIR – Gemius, 1/2014-2/2016 (Netmonitor,2015) 
Při obchodování s vínem se obvykle používají dva modely elektronického 
obchodu. Jedním je B2B, kdy výrobci vína prodávají restauracím a obchodníkům. 
Druhým B2C, kdy je prodej směřován přímo koncovým zákazníkům. 
 Hlavní rozdíl mezi nákupem v kamenné prodejně a přes internet je nemožnost 
degustace, a proto se musí zákazník spolehnout na vlastní zkušenosti, případně 
na kvalitní popis daného produktu. Prodejci se snaží tuto nevýhodu odstranit pořádáním 
veřejných ochutnávek. Přes internetové obchody se prodávají nejvíce vína nižších 
cenových hladin a pak naopak kvalitní vzorky jednotlivých vinařství. Postupně dávají 
zákazníci více přednost kvalitnějším vínům, jako jsou vína s přívlastkem nebo jakostní 
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vína. Zvyšování zákaznické náročnosti znamená pokles poptávky po vínech v krabicích, 
PET láhvích a je kladen důraz na estetiku balení.  
S rozvojem internetových obchodů se objevily první padělky napodobující vína 
z Čech a Moravy. Běžný spotřebitel je nerozeznal od kvalitních vín. Díky tomu vznikl 
portál Puvodvina.cz, který spustilo Ministerstvo zemědělství ve spolupráci se Státní 
zemědělskou a potravinářskou inspekcí a Ústředním kontrolním a zkušebním ústavem 
zemědělským, na němž lze najít evidenci jakostních vín a vín s přívlastkem od roku 
2009 (Eagri, 2015). 
2.4 Posouzení informačního systému 
Tak jako v každém odvětví je nutností zlepšovat a používat moderní informační 
systém. Jedná se o nezbytnou složku pro fungování dané společnosti.  
2.4.1 Technické vybavení – hardware a software 
Pracovní stanice používané ve společnosti jsou jak pevné, tak přenosné. Stolní 
počítače jsou využívány především na prodejně. Z důvodu práce mimo prodejnu 
je jednatel vybaven přenosným počítačem. Podnik vlastní 6 výkonných počítačů, 
přičemž na všech je nainstalován informační systém Pohoda. Všechny tyto počítače 
byly pořízeny před pěti lety. Čtyři počítače se nachází v kanceláři ekonomického 
oddělení, jedna počítačová jednotka v kanceláři u skladu a jedna na prodejně. Počítače 
byly nastaveny společností Omnilink, aby splňovaly požadavky informačního systému 
na HW. Na všech počítačích je instalován licencovaný operační systém Windows 
7 ve verzi Professional. Dalším vybavením každého počítače je kancelářský balík 
Microsoft Office, který obsahuje Microsoft Word, Microsoft Excel, Microsoft 
Powerpoint a emailový klient Outlook. Každý zaměstnanec disponuje svou vlastní 
emailovou schránkou, není založena hromadná schránka. Všechny počítače jsou 
opatřeny antivirovou aplikací Windows Defender, který pomáhá chránit počítač před 
viry a jiným škodlivým malwarem. Jedná se o freeware aplikaci, kterou nabízí 
Microsoft zdarma ke stažení svým zákazníkům. K základním součástem patří ochrana 
před viry, spyware a jiným škodlivým softwarem v reálném čase, online prověřování 
a čištění systému, služba dynamických definic virů a jiné. Otázkou je, do jaké míry 
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je freeware aplikace schopna zabránit napadení počítače z venku.  Podnik dále vlastní 
jednu tiskárnu od společnosti Brother.  
2.4.2 Informační systém Pohoda  
V současnosti je ve společnosti využívána aktuální verze systému Pohoda 
E1 Premium. Jedná se o kompletní účetnictví včetně skladového hospodářství a mezd 
s množstvím rozšiřujících funkcí. Umožňuje zakázkové vedení účetnictví a mezd 
pro neomezený počet spravovaných firem. Tuto verzi je tedy možné využívat 
pro vedení agend několika středisek samostatně či více firem společně v rámci jediného 
informačního systému. Rovněž je možná práce více uživatelů systému najednou. 
Pracovníci společnosti tedy nejsou omezování ve využívání systému (Pohoda, 2014).  
Informační systém Pohoda E1 je založen na technologii klient-server. To znamená, 
že data jsou uložena na jediném serveru, ke kterému se uživatelé připojují přes 
počítačovou síť pomocí aplikace instalované na jejich pracovní stanici. Výhodou 
je centralizované řešení dat, kdy nemusí být data složitě synchronizována z několika 
pracovních stanic a nemůže docházet k jejich zdvojování. Data na serveru jsou uložena 
v databázi využívající dotazovací jazyk SQL (Pohoda, 2014). 
Organizace disponuje 5 licencemi, server je uložen na druhé prodejně v Praze. 
Informační systém Pohoda E1 Premium obsahuje následující funkce:  
• účetnictví (účetní deník, předkontace, interní doklady, saldo, finanční 
analýza); 
• finance (pokladna, banka, interní doklady);  
• daně (přiznání k DPH, souhrnná hlášení, podklady pro daň z příjmů, 
elektronická podání daňových přiznání);  
• homebanking (tvorba a export příkazů, import a zaúčtování výpisů); 
• cizí měny (částky v cizích měnách, kurzové lístky, cizojazyčné sestavy);  
• objednávky (nabídky, poptávky, vydané a přijaté objednávky);  
• fakturace (vydané a přijaté faktury, zálohové faktury, příkazy k úhradě, 
elektronická fakturace); 




• sklady (zásoby, příjemky, výdejky, prodejky, převodky, výroba, výrobní 
čísla, editace výrobních listů, účtování zásob metodou A i B, evidence 
reklamací a oprav, evidence více dodavatelů, cizí názvy zásob, nákupní 
ceny v cizí měně, automatické objednávky jednoduchých i složených 
zásob, inventury pro více skladů, synchronizace skladů a podobně); 
• internetové obchody (parametry a kategorie zboží, administrace přímo 
v programu POHODA, automatické spouštění XML komunikace pro 
export zásob ze systému POHODA a přijímání objednávek do systému 
POHODA);  
• výkazy pro Intrastat;  
• modul Kasa pro přímý online maloobchodní prodej zásob;  
• podpora pokladního hardwaru, čárových kódů a mobilní fakturace;  
• uživatelská rozšíření programu (nastavení volitelných parametrů, 
uživatelské agendy podle individuálních potřeb, tiskové sestavy na míru);  
• přístupová práva (přímá definice, definice pomocí rolí, práva na číselné 
řady, tiskové sestavy, exporty agend atd.); 
• majetek (dlouhodobý, leasingový, drobný majetek);  
• kniha jízd (vozidla, jízdy); 
• cestovní příkazy (tuzemské a zahraniční); 
• mzdy (personalistika, mzdy pro neomezený počet zaměstnanců);  
• poštovní sestavy (poukázky, obálky, průvodky, štítky). 
2.5 Analýza efektivnosti (Zefis) 
2.5.1 Posouzení efektivnosti IS a jeho slabých míst 
Pro posouzení efektivnosti informačního systému a jeho slabých míst je použit 
nástroj na portále www.zefis.cz. Konkrétní osoby z daného podniku odpovídají 
na 59 otázek v dotazníkovém šetření. Tyto dotazníky vyplňují elektronicky. S ohledem 
na uvedenou velikost organizace a počet počítačů je doporučeno tři a více dotazníků. 
Ve skutečnosti jsou vyplněny celkem čtyři. Tento počet je dostatečný k posouzení celé 
firmy a platnost výsledků tak lze zobecnit na celou organizaci.  Dotazník je rozdělen 
na několik částí a to: 
 vaše firma; 
 váš informační systém; 
 vaši zaměstnanci; 
 50 
 
 úroveň podpory; 
 úroveň řízení; 
 efektivnost informačního systému; 
 bezpečnost informačního systému.  
Jako filtr pro porovnání s ostatními firmami z databáze je navoleno výrobní 
odvětví s méně než 49 zaměstnanci a 10 počítači na území České republiky. V systému 
bylo pro porovnání nalezeno 2489 firem a 6851 respondentů. Dedukcí z vyplněných 
otázek respondenta a výsledků metody je zjištěno následující: 
 Informační systém: 
• velikost informačního systému je přiměřená vzhledem k velikosti 
společnosti; 
• informační systém je již zakoupené hotové řešení; 
• největší silnou stránkou je přesnost a úplnost informací poskytovaných 
systémem a dále systém plně vyhovuje potřebám respondenta; 
• naopak největším problém je rychlost odezvy či zpracování.  
 Zaměstnanci: 
• jsou to pracovníci s vysokoškolským a středoškolským vzděláním, kteří 
umí dobře pracovat s počítači.  
• Informační systém je používán několikrát denně. 
• Další vzdělávání pracovníků není příliš podporováno.  
 Úroveň podpory: 
• o technickou a uživatelskou podporu se stará externí firma Omnilink, která 
vykonává svou práci zdánlivě velmi dobře, jelikož jsou respondenti plně 
spokojeni s jejím přístupem. Většinu problému se však snaží respondenti 
vyřešit sami. Nevýhodou externí firmy je to, že řešení daného problému 
může trvat několik dnů.  
 Úroveň řízení:   
• ve firmě není zastoupena funkce manažera informačního systému; 
• pracovníci jsou částečně informováni o firemní a informační strategii. 
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 Efektivnost informačního systému: 
• pracovníci považují informační systém za nezbytně nutný ke každodenním 
pracovním činnostem, bez něj by firma nemohla fungovat; 
• pracovníci neabsolvovali žádné externí školení na informační systém. 
 Bezpečnost informačního systému: 
• bezpečnostní pravidla existují, avšak nejsou napsána například v kodexu 
jednání společnosti nebo jiné směrnici.  
• pracovníci mají přístup do počítačové sítě, naopak veřejnost ne; 
• pracovníci mají neomezený přístup na internet; 
• počítače jsou chráněny hesly. 
2.5.2 Posouzení vyváženosti IS metodou HOS 8 
Dalším podkladem je vyhodnocení a posouzení vyváženosti informačního systému 
zkoumané organizace metodou HOS 8, která je volně dostupná také na internetovém 
portálu www.zefis.cz. Jedná se o sérii doporučení na základě vyhodnocení vyplněného 
dotazníku zaměstnancem firmy. Dotazník obsahuje 94 otázek. Výsledky mají 
indikativní charakter, dále slouží jako podklad pro návrhovou část a jsou předmětem 
diskuze. 
1. Posouzení zkoumaných oblastní daného IS  
V prvním kroku se hodnotí jednotlivé oblasti informačního systému. Úroveň každé 
z oblastí je ohodnocena pomocí čtyřbodové škály jako 1 – špatná, 2 – spíše špatná, 3 –
 spíše dobrá, 4 – dobrá. Nejlépe jsou ohodnoceny oblasti jako je software, dataware, 
peopleware a dodavatelé. Naopak hůře dopadly tyto oblasti: hardware, orgware, 
management IS a zákazníci. 
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Obr. 16.  Posouzení jednotlivých oblastí 
 
Zdroj: Vlastní zpracování na základě dat z portálu Zefis,2014 
2. Celkový stav daného systému 
Celková úroveň systému je dána jeho nejslabším článkem. Lze vyjít z předpokladu, 
že optimální poměr nákladů k přínosu informačního systému je u systémů vyvážených, 
tedy takových, kde všechny části jsou přibližně na stejné úrovni, a nejvýše tři zkoumané 
oblasti se neodlišují od ostatních o více než jeden stupeň hodnocení.  
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Obr. 17. Celkový stav daného systému 
 
Zdroj: Vlastní zpracování na základě dat z portálu Zefis,2014 
Pomocí metody je zjištěno, že podnik má čtyři oblasti, které se liší od ostatních 
vyvážených oblastí. Což je pouze o jednu oblast více, než je doporučeno. Další 
podmínku, kdy se mají oblasti lišit pouze o jeden stupeň, náš podnik splňuje. Celková 
úroveň informačního systému byla ohodnocena na spíše špatnou úroveň. 
3. Doporučená podoba informačního systému  
 Doporučený stav vychází z důležitosti systému, kterou jí přikládáte. Pokud 
je zvolena možnost, že informační systém je pro činnost firmy nezbytně nutný, 
pak doporučená úroveň systému je 4 – dobrý. Pro systémy, bez kterých je činnost firmy 
možná, ale s velkými obtížemi je doporučena úroveň 3 – spíše dobrý. Pokud 
se společnost obejde bez zkoumaného informačního systému a dané organizaci 
to přinese malé, či žádné obtíže, pak doporučený stav je 2 – spíše špatný. U této 
varianty se ale naskýtá otázka, zda systém má pro firmu vůbec smysl, a vynaložené 




Obr. 18. Doporučený stav daného systém 
 
Zdroj: Vlastní zpracování na základě dat z portálu Zefisu,2014 
Dle analýzy vychází, že podnik dosahuje úrovně č. 2, což znamená, že v případě, 
kdy by podnik pracoval bez daného informačního systému, tak by to zapříčinilo 
v podniku pouze malé problémy, případně žádné. Dle mého názoru se ale jedná 
o případ, kdy by to firmu značně postihlo, takže by měla dosáhnout alespoň úrovně 3. 
Zkreslení výsledků je zapříčiněno například nepochopením otázek vyplněných 
jednotlivými respondenty v dotazníkovém průzkumu. Naopak v metodě Zefis vyšlo, 
že zaměstnanci se neobejdou bez informačního systému a dále by bez něj nemohl 
fungovat ani elektronický obchod. 
Koch (2010) říká, že pokud nedosáhne informační systém v analýze 
HOS 8 příznivých výsledků, jeho stav lze změnit pomocí tří základních strategií:  
 Strategie expanze – v tomto případě nejčastěji hovoříme o jednorázovém 
zlepšování informačních systémů, což samozřejmě zapříčiňuje i vyšší finanční 
investice do IS.   
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 Strategie stability – hlavní cíl této strategie je udržení IS na stejné úrovni. 
Neznamená to stagnování IS, ale postupné zdokonalování efektivity 
informačních systémů. S touto strategií jsou samozřejmě také spojeny investiční 
výdaje, ne už ale v takovém rozsahu jako u strategie expanze.  
 Strategie omezení – tato strategie si klade za cíl nejen to, že se nebude vkládat 
více prostředků do rozvoje a provozu IS, ale zejména snižování těchto 
prostředků, které pak můžeme použít na jiné účely. 
4. Informační bezpečnost 
Z průzkumu je zřejmé, že součástí strategie podniku není informační bezpečnost, 
která není nijak zahrnuta do informačního systému. Dále z šetření vyplývá, že není 
zavedena norma ISO 27000, tj. systém pro řízení bezpečnosti informací a firma 
se nepodílí na školení svých zaměstnancům v dané oblasti. Následně je zjištěno, 
že zaměstnanci nedodržují pravidlo prázdného stolu a prázdné obrazovky. Rovněž 
nedochází ke změně hesel v pravidelných intervalech.  
Zde se hodnotila jak fyzická bezpečnost – ochrana proti vlivům počasí, před 
odcizením, tak softwarová – ztráta, zneužití, únik a nepřístupnost dat. Úroveň 
informační bezpečnosti: 2 (spíše špatná úroveň). 
Přehled jednotlivých oblastí vyplývajících z analýz  
Informační systém zkoumané organizace je horší, než byla očekávaná úroveň 
stanovená důležitostí systému pro podnik. Logicky ani nelze očekávat, 
že by internetový prodej mohl fungovat bez informačního systému, proto 
je zde tak velký rozdíl mezi očekávanou důležitostí a skutečným stavem. Z vycházející 
analýzy lze konstatovat, že reálná úroveň je spíše špatná v oblastech hardware, orgware, 
zákazníci a management IS. Naopak v ostatních oblastech daného šetření je úroveň 
spíše dobrá. 
Následující zhodnocení vychází z pozorování uvnitř firmy a výsledků metody 




Je možné, že současná technika je spíše zastaralá a rozhodně se nedá označit 
za zánovní nebo pořízenou v nedávné době. Tím pádem se dá říci, že není vyloučena 
možnost, že určitá technika výkonově nesplňuje potřeby IS, čímž přispívá negativně 
k jeho rychlosti a použitelnosti. Připojení k počítačové síti lze hodnotit jako spolehlivé, 
dostatečně rychlé a vyhovující. Doba odezvy některých systémů je spíše špatná. 
To znamená, že provádění některých operací trvá déle, než by uživatel očekával 
a potřeboval k efektivní činnosti na pracovišti. V případě výpadku klíčových prvků 
systému podnik nedisponuje žádným záložním technickým vybavením, avšak tyto 
poruchy se vyskytují v dané organizaci jen málokdy. I přes horší vybavenost 
se dá konstatovat, že vybavení bude ještě pár let fungovat, i když investice do nové 
techniky stojí za zváženou.  
 Software 
Z analýzy oblasti software vyplývá, že spíše poskytuje všechny funkce, které jsou 
nezbytné pro práci uživatelů, je dostatečně přehledný a slouží ke snadnější či jednodušší 
práci se systémem. Informační systém pokrývá téměř všechny potřeby, které jsou od něj 
očekávány. Zaměstnanci jsou s ním spíše spokojeni, zejména díky snadnému používání 
a zažitým postupům. K pravidelným obměnám a aktualizacím spíše nedochází.  
 Orgware 
V organizaci neexistuje žádný interní předpis, který by pojednával o tom, jak má 
koncový uživatel s informačním systémem zacházet. Jelikož se jedná o malý podnik, 
daná pravidla jsou stanovena v neformální podobě. Dále nejsou žádné postupy 
a směrnice pro řešení nestandardních situací informačního systému. Nejsou jasně 
stanovena bezpečnostní pravidla IS. To znamená, jak má pracovník zacházet s interními 
daty, zda má neomezený přístup na internet, zda může použít externí disk do pracovního 
počítače, nebo má pravidelně měnit svá hesla, případně instalovat jiné programy 
a podobně. Toto vše má za následek, že v podniku není nastaveno zkoumání dodržování 
bezpečnosti a provozu informačního systému. Do budoucna je jednoznačně žádoucí 
určení jasných a logicky strukturovaných pravidel bezpečnosti a provozu informačního 




Z analýzy oblasti orgware je jasné, že pracovníci nejsou jednoznačně proškoleni 
na jednotlivé operace, které mohou s informačním systémem provádět. To znamená 
v praxi, že tito nově příchozí pracovníci jsou zaučováni stávajícími pracovníky, kteří již 
mají jisté zkušenosti s daným systémem. Na druhou stranu nelze tvrdit, že toto školení 
není správné. V daném podniku neprobíhá žádné externí školení na problematiku 
informačního systému. Zaměstnanci se názorově nepodílí na tom, jaké programy 
či funkce jsou nutné ke zlepšení efektivnosti jejich práce.  
 Dataware 
Každý zaměstnanec nese odpovědnost za data, která spravuje a měl by mít určeno, 
kdy a jaká data zavést do informačního systému. Dle respondentů uživatelům nechybí 
žádná data, která by potřebovali k práci a nezískávají ani nadbytečná či nepřesná data. 
Dle mého názoru největší slabou stránkou je zálohování dat. Jednotlivá data jsou 
ukládána na lokálních počítačích, nejsou dále zálohována. Je zřejmé, že takto 
zálohovaná data jsou nejen velice nepřehledná, ale především jsou mnohem hůře 
chráněná proti zneužití, ztrátě či krádeži. V dnešní době jsou informační systémy 
vystaveny nejrůznějším hrozbám, a proto je nutné mít dobře zabezpečená data. 
Je nezbytné, aby byly všechny počítače dostatečně zabezpečeny a zároveň stanovit 
pravidla a postupy užívání dat ze systému a v neposlední řadě určit, s jakými daty smí 
kdo pracovat. Nikdo by neměl získat přístup k datům, která nepotřebuje pro svou 
pracovní činnost. 
 Zákazníci 
V analýze znamená tento pojem skutečný subjekt, který navštíví internetový 
obchod s touhou uspokojit svou potřebu a dále se jedná o interního uživatele IS, tedy 
zaměstnance podniku, který potřebuje systém a jeho výstupy ke své práci. Podnik 
neprovádí průzkumy spokojenosti zákazníků s internetovým obchodem, neprovádí 
ani žádné výzkumy ohledně názorů svých zaměstnanců na změnu či úpravu 




 Zkoumaná společnost využívá už několik let informační systém od stejného 
dodavatele, který svou povahou je naprosto dostačující. Společnost Stormware 
je tradiční česká softwarová společnost zabývající se produkcí softwarových produktů 
pro platformu Microsoft Windows, a proto se management ani nezabývá možnou 
změnou dodavatele informačního systému. V případě komplikací je problém řešen 
pomocí telefonu nebo emailovou poštou. Zaměstnanci jsou spokojeni s úrovní 
i technickou podporou. Opravy počítačů či tiskáren a výměnu náplní v tiskárnách 
má na starost externí společnost. 
 Management informačního systému 
Předmětem zkoumání této oblasti není hodnocení znalosti managementu 
IS, ale správa IS v souladu s informační strategií, důslednost používání určených 
pravidel a vnímání koncových uživatelů IS. Dle mého názoru se informační systém řeší 
až v nezbytné nutnosti, tak jak to bývá ve většině jiných organizací. 
2.6 Analýza rizik 
Vzhledem k zaměření této diplomové práce jsou rozebrána rizika spojená 
s provozem informačního systému organizace. 
2.6.1 Ishikawův diagram 
Na základě vlastního rozboru informačního systému a dvou dotazníkových metod 
byla zjištěna rizika, která by mohla vést ke snížení efektivnosti informačního systému 
nebo dokonce k jeho dočasnému vyřazení. Pro větší přehlednost byla rizika zobrazena 
pomocí Ishikawova diagramu, tzv. rybí kosti, který popisuje oblasti způsobující 
neefektivnost informačního systému a její příčiny (Tichý, 2006, str. 81). 
 Nalezená rizika jsou rozdělena podle charakteru do 5 kategorií: hardware, 
























                                 HARDWARE        BEZPEČNOST 
         
        Viry     
        Krádež         
 Nefunkční hardware      Zničení, případně poškození dat   
 Nedostatečný hardware      Nedostatečné zálohování dat   
        Poškození HW lidským zaviněním     
        Nedostatečné zabezpečení počítače        
  
              
  
 
   
   Nefunkční software    
  Prodleva informačního systému     Neexistuje směrnice v podniku    Požár či jiná živelná pohroma 
  Poruchy informačního systému    Chybné informace v informačním systému   Ztráta dat v důsledku výpadku elektřiny 
            Prodleva při výpadku internetového připojení 
SOFTWARE   ORGWARE     OSTATNÍ 





Dále je navržena tabulka č. 6, kde jsou popsána všechna rizika. Tato rizika 
nemohla být zobrazena v Ishikawově diagramu z důvodu lepší přehlednosti.  
Tab. 6 Hodnocení jednotlivých rizik 
Oblast Riziko P D V 
HW Ztráta či poškození dat v případě výpadku zastaralého HW 3 3 6 
SW Prodleva informačního systému 2 3 5 
SW Nefunkčnost informačního systému 2 3 5 
SW Napadení virem z důvodu špatného zabezpečení počítače 3 4 7 
OW Nedovolené zacházení s daty neoprávněným zaměstnancem 4 4 8 
OW Neomezený přístup na internet vedoucí k možnému virovému 
napadení 
5 4 9 
OW Připojení externího paměťového zařízení vedoucí ke zneužití dat 5 3 8 
OW Instalace neoprávněných či jiných programů 5 4 9 
PW Pochybení pracovníka z neznalosti pracovních postupů 3 1 4 
PW Úmyslné pochybení zaměstnance 3 3 6 
PW Nezastupitelnost odpovědného zaměstnance na dané pozici 2 2 4 
DW Manipulace s daty vlivem neoprávněného přístupu 5 4 9 
DW Ztráta a znehodnocení osobních dat zaměstnance určených k záloze 5 3 8 
DW Nemožnost dohledání starších dat   5 4 9 
BIS Nízká zabezpečenost dat 4 3 7 
BIS Zpomalení systému vlivem nežádoucích programů 3 3 6 
OST Požár či jiná živelná pohroma 1 3 4 
OST Ztráta dat způsobená výpadkem elektřiny 1 3 4 
OST Prodleva při výpadku internetového připojení 1 3 4 




Jednotlivá rizika jsou vyznačena i v součtové matici. 
Obr. 20. Součtová matice 
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Zdroj: Vlastní zpracování 
Shrnutí výsledků analýz současného stavu 
Na základě vypracovaných metod je zjištěno, že stav informačního systému 
je horší než společnost předpokládá. Nejhůře dopadly oblasti hardware, orgware, 
management IS a zákazníci v metodě HOS 8, naopak ostatní oblasti byly ohodnoceny 
bodem č. 3, čím se vyznačuje spíše dobrá úroveň. Dále z jednotlivých metod vyplývá, 
že podnik nepoužívá žádnou směrnici či kodex jednání. Zaměstnanci jsou s daným 
informačním systémem spokojeni. Dle zaměstnanců největší problém tkví v tom, 
že společnost ukládá svá data pouze na lokálních počítačích. Dle mého názoru se jedná 










3 Vlastní návrhy řešení 
Tato část práce je zaměřená na návrhy, kterými by se dal zvýšit přínos 
informačního systému pro danou společnost. Vzhledem k tomu, že na základě 
analytické části je zjištěno, že stávající informační systém je na poměrně vhodné a spíše 
dobré úrovni, nedávalo by smysl systém od základů měnit nebo navrhovat jiný. 
Zaměstnanci jsou velmi spokojeni s daným informačním systémem. Tato kapitola 
je zaměřena na poskytnutí návrhů, jejichž realizace by měla vést ke zlepšení úrovně 
některých oblastí systému, na jejichž nedostatky poukázala v analytické části metoda 
HOS 8.  
Následující část tedy obsahuje návrhy na zlepšení, včetně preventivních opatření 
vůči potenciálním rizikům, identifikovaným a ohodnoceným v předchozí kapitole. 
3.1 Vlastní návrhy na zlepšení dle jednotlivých oblastí HOS 8 
 Hardware 
V současné době není nutné, aby podnik svůj hardware modernizoval. Hardware 
je vyhovující, relativně nový, dobře použitelný v kombinaci se softwarem, v blízké 
budoucnosti se musí počítat s výměnou starších počítačových jednotek. Společnost má 
v případě poruch sjednaný kvalitní servis u společnosti Omnilink z Prahy. Hardware 
je dobře zabezpečen, cizí osoba k němu má přístup jen těžce. Počítačové stanice jsou 
umístěny v zamykatelných místnostech, do kterých mají přístup pouze zaměstnanci 
s oprávněním.  Doporučuji provádět pravidelnou roční údržbu HW, větráky a ostatní 
komponenty čistit od prachu, vymazat přebytečné soubory, které zpomalují počítače 
a nakonec přesunout archivní data na externí disky.  
 Software 
Jak naznačuje obr. 16, není důvod k radikální změně informačního systému 
ve firmě. Podnik je s fungováním a službami informačního systému celkově spokojený. 
Zaměstnanci si stěžují na občasné problémy s informačním systémem, někdy 
se objevují chybové hlášky, případně výpadky. Nejčastěji se vyskytuje zaseknutí 
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počítače, zaměstnanci se nejprve pokouší restartovat program, případně počítačovou 
jednotku. V případě, že tato řešení nejsou dostačující, zaměstnanci kontaktují společnost 
Omnilink. Většina těchto výpadků radikálně neohrožuje chod podniku. Na druhou 
stranu lze konstatovat, že i u nejlepších programů jako je SAP, se mohou vyskytovat 
podobné problémy. 
 Orgware 
Pokud jsou nějaká pravidla definována, není o nich žádný písemný záznam a jsou 
šířena pouze ústní formou. Bylo by tedy vhodné definovat postupy pro řešení havárie 
systému a stanovit ve firmě jasná bezpečnostní pravidla. Dále je nutné vymezit postupy 
pro práci s informačním systémem a udržovat jejich aktuálnost. To, že ve firmě není 
příliš kontrolováno dodržování pravidel bezpečnosti a provozu informačních systémů 
by mohlo způsobit problémy. Doporučuji tedy vytvořit stručnou jasnou směrnici, která 
by měla obsahovat body jako: kdo je za co odpovědný, jaké jsou přístupy 
pro zaměstnance, zda mohou zaměstnanci instalovat programy na své počítače, 
jak zabezpečit data heslem, jaké stránky na internetu mohou být používány. Některé 
společnosti nechávají zablokovat určité webové stránky, aby k nim neměli zaměstnanci 
přístup. Dle mého názoru toto řešení není nutné v naší firmě. V případě příliš častého 
surfování na internetu v pracovní době, které ovlivňuje efektivitu práce, lze zvážit tuto 
možnost blokace. 
 Peopleware 
Je žádoucí zhodnotit, zda by nepřineslo užitek podporovat další vzdělávání 
pracovníků formou praktického školení na informační systém. Bylo by vhodné zvýšit 
důraz na dodržování pravidel například prostřednictvím bonusů. V návaznosti na změny 
v orgware doporučuji, aby byli pracovníci proškoleni ohledně nově vzniklé směrnice 
a pravidel a doporučení v ní definovaných. Školení lze provádět pomocí e-learningu 
nebo přednášek a seminářů. Většina společností proškolí své zaměstnance pomocí 
prezentace, kde na konci musí vyplnit závěrečný test s danou problematikou. Z důvodu 




Dle dotazníku je tato oblast spíše dobrá, avšak dle mého názoru je zde několik 
významných nedostatků. Je nutné, aby probíhala záloha dat nejen vložených 
do informačního systému, ale rovněž na lokálních počítačích umístěných ve firmě. 
 Data v podobě dokumentů, fotografií, videí a dalších souborů by měla zůstat 
neustále v bezpečí díky dnešním nástrojům, které umožňují automaticky zálohovat 
na datová úložiště. V případě potřeby data zůstanou uložena na těchto místech a jsou 
k dispozici kdykoliv. Existuje celá řada možností. První variantou je zálohování dat 
pomocí cloudového úložiště. V dnešní době jsou cloudová úložiště a celkově 
přesouvání veškerých služeb a dat do cloudu velkým hitem, který se nešíří jen mezi 
firmami, ale i mezi běžnými domácími uživateli. Je totiž velmi pohodlné mít zálohu 
dokumentů mimo fyzické disky umístěné doma také někde na serveru, ke kterému 
lze přistoupit vzdáleně odkudkoliv na zemi. Nevýhodou tohoto řešení je to, že veškerá 
data jsou ukládána na serverech poskytovatele, kde nelze vyloučit riziko jejich zneužití. 
Některé cloudové služby si ve svých smluvních podmínkách vyhrazují právo přístupu 
k souborům, případně jejich využití. Jako nejlepší řešení se jeví OneDrive. Jedná 
se o bezplatné online úložiště, které je součástí účtu Microsoft. V případě, 
že je vyčerpán limit, je možné za malý měsíční poplatek rozšířit kapacitní velikost 
(OneDrive, 2016). 
Jako další varianta se nabízí zařízení sloužící k zálohování dat, ke kterému stačí 
připojit datové úložiště jako je například externí disk, nebo NAS2 server.  Některé NAS 
servery dokážou data ještě zašifrovat, což zajistí vyšší stupeň zabezpečení a ochrany. 
Nevýhodou je možnost krádeže v podniku, případně živelná pohroma.  
Pokud zvážíme koupi externích disků ke každému počítači, může to být pro firmu 
velice nepřehledné. Jednotlivé informace má na více místech a dále je řešení finančně 
náročné. Další možnou variantou se naskýtá koupě NAS serveru do společnosti, který 
je ve své podstatě malý počítač, vybavený sloty pro pevné disky. Obsahuje procesor, 
paměť a operační systém, který celý chod řídí. Prostřednictvím webového rozhraní 
                                                 
2
 Network Attached Storage (FreeFileSync, 2016). 
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je ovládání velice jednoduché. Jinými slovy lze říct, že je jedná o centrální místo, kam 
mohou všichni ukládat svá data, a co je důležité, mohou je mít kdykoliv a kdekoliv 
k dispozici prostřednictvím připojení k internetu. Nevýhodu lze vidět v přenosu dat, 
který může probíhat za snížené rychlosti pomocí internetového připojení. NAS servery 
jsou primárně koncipovány na nepřetržitý provoz, a proto je nutné při výběru zohlednit 
i parametr spotřeby. Tato zařízení jsou svojí stavbou poměrně jednoduchá a tomu taktéž 
odpovídá jejich spotřeba elektrické energie, která je poměrně nízká (Technet.idnes, 
2015). Cena tohoto zařízení pro malé společnosti se pohybuje 
od 2.000 Kč do 40.000 Kč. Je přímo úměrná výkonnosti a nabízené kapacitě (Heureka, 
2016). 
Aby bylo zajištěno automatické zálohování dat, je nutné nainstalovat si program 
s názvem FreeFileSync , který je volně dostupný na internetu. Slouží k synchronizaci 
či zálohování souborů mezi dvěma složkami či disky. Umožňuje funkci zrcadelní 
složek3 nebo obousměrnou synchronizaci, zkopíruje nové soubory, ale nezapomene 
ani na zaktualizované soubory a to v obou směrech. Tento program je i v české verzi, 
což usnadní jeho pochopení. Další výhodou je, že podporuje operační systém Windows 
7, který je ve společnosti nainstalován. Náklady tohoto návrhu jsou pouze v koupi 
NAS serveru (FreeFileSync, 2016). 
Pro lepší přehlednost je navržena tabulka č. 7, kde jsou porovnány jednotlivé 
varianty.  
Tab. 7 Cloudová úložiště vs. NAS servery 
 
 Cloudová úložiště NAS servery 
Výhody 
Soubory jsou přístupné odkudkoliv; 
smazané soubory lze obnovit; 
snadné sdílení souborů; 
relativně cenově nenáročné. 
Nízká spotřeba energie; 
synchronizace dat v obou směrech; 
automatické zálohování; 
jednoduché ovládání. 
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Nutnost připojení k internetu; 
bezpečnost dat; 
ochrana soukromí. 
Vysoké pořizovací náklady; 
možnost krádeže dat; 
zničení dat živelnou pohromou. 
Zdroj: Vlastní zpracování 
 Dodavatelé  
Tato oblast je zaměřená na dodavatele informačního systému, tedy toho, 
kdo má na starost jeho provoz. V našem případě se jedná o firmu Stormware. 
Informační systém je dodán jako univerzální hotové řešení. Pravidelně je placen 
poplatek za prodloužení licence na 6 počítačích. Komunikace při dotazech či vzniklých 
potížích probíhá přes telefon či emailem. Podnik má s uživatelskou podporou velmi 
dobré zkušenosti, jsou naprosto spokojeni. 
 Management IS 
Jak již bylo zmíněno, společnost nemá vypracovanou žádnou informační směrnici 
a ani není známa informační strategie. Vzhledem k velikosti podniku to nebude 
až takový problém. 
Pomocí různých metod jsou určena rizika, která se v organizaci vyskytují.  
Je doporučeno zavedení směrnice určující zaměstnancům, jak s daty zacházet, kdo má 
jakou odpovědnost, zda neoprávněně nemanipuluje s daty či programem, anebo 
aplikací.  
Tab. 8 Hodnocení rizika po možném novém řešení 
Oblast Riziko P D V 
SW Napadením virem z důvodu špatného zabezpečení počítače 1 3 4 
OW Nedovolené zacházení s daty neoprávněným zaměstnancem 1 3 4 
OW Neomezený přístup na internet vedoucí k možnému virovému 
napadení 
2 2 4 
OW Připojení externího paměťového zařízení vedoucí k zneužití dat 1 2 3 
OW Instalace neoprávněných či jiných programů 2 2 4 
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PW Úmyslné pochybení zaměstnance 2 3 5 
DW Manipulace s daty vlivem neoprávněného přístupu 1 3 4 
DW Ztráta a znehodnocení osobních dat zaměstnance určených k záloze 1 2 3 
DW Nemožnost dohledání starších dat   1 2 3 
BIS Nízká zabezpečenost dat 2 2 4 
BIS Zpomalení systému vlivem nežádoucích programů 1 2 3 
Zdroj: Vlastní zpracování 
Součtová matice po zavedení opatření, která přispěla k eliminaci nalezených rizik, 
zachycuje fakt, že všechny hrozby, které mají nepříznivý vliv na informační systém, 
se podařilo snížit na akceptovatelnou míru rizika a to za předpokladu zavedení větší 
bezpečnosti a směrnice v organizaci a podobně lepšího zálohování dat.  
Obr. 21. Součtová matice po možném novém řešení 
 
5 
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Zdroj:Vlastní zpracování 
Náklady spojené s novými návrhy 
Dle mého názoru se nejedná o žádné radikální vstupní náklady. Pokud si firma 
zvolí variantu ukládání zálohových dat na cloudové uložiště, tak náklady jsou o mnoho 









Dále vypracování směrnice a případné školení není také finančně příliš náročné, avšak 
přínosy jsou znatelné.  
Přínosy: 
 snížení rizik. 
 Zajištěná záloha dat na lokálních počítačích.  
 Určení pracovníka odpovědného za IS/IT. 
 Vznik směrnice, která zefektivní práci s IS a ochranu dat. Jsou zde zahrnuty 
i pravidla a postupy v případě havárie a kontaktní osoby.   
 Pravidelná údržba HW napomáhá ke zrychlení počítače.   
Přínosem jsou ušetřené finance a čas, vše je ovšem stěží vyčíslitelné, jelikož 
se musí vzít do úvahy kupříkladu kalkulace ztracených dat nebo čas, o který 
by pracovník strávil delší dobu u počítače kvůli jeho prodlevám z důvodu přeplněného 
disku. 
3.2 Návrh změn ve skladování 
Organizace vidí problém se svým informačním systémem a to v oblasti skladu, 
proto jsou v této podkapitole řešeny nedostatky, se kterými se zaměstnanci skladu 
potýkají při vkládání informací do modulu Řízení zásob podnikového informačního 
systému. Součástí kapitoly je návrh změny vedoucí k zefektivnění jednotlivých operací 
práce se systémem, které jsou prováděny při evidenci zboží ve skladu. 
Nejdříve je velmi důležité rozpoznat, jaká vína se mohou uskladnit a jaká 
ne. Některá vína jsou totiž vyrobena k okamžité spotřebě a jiná jsou zase záměrně 
vyrobena tak, že své dokonalosti dosáhnou až po čase zrání. Podnik skladuje přímo 
v sudech a v lahvích ve sklepech daného vinařství, případně ve skladu vzdáleném 
kousek od prodejny. Až po tomto rozhodnutí navazuje proces naskladnění. 
Procesy naskladnění a zejména aktualizace databáze zboží na skladě jsou 
ve společnosti problematické. Příjem zboží má na starost odpovědná osoba, která 
kontroluje stav zboží, množství a následné zpracování. V souvislosti s tím vystaví 
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příjemku zboží pro zajištění evidence zboží. Poté následuje uložení do skladových 
prostor. Do skladu se zboží ukládá dle vlastního uvážení pracovníků skladu, jelikož 
jednotlivé druhy vína nemají vyčleněná místa ve skladu. To vede k problému, 
kdy tzv. zaběhlý skladník ví, v jaké části skladu leží dané zboží, jelikož má svůj systém. 
Avšak v momentě, kdy musí jeho práci zastat někdo jiný, nastávají problémy s tím 
spojené.  
Další skladovou operací je zpracování objednávek a vychystání objednaného 
zboží. Objednávky jsou vyřizovány většinou telefonicky s jednatelem společnosti nebo 
jejím manažerem, případně prostřednictvím elektronického obchodu. Objednávky jsou 
následně zpracovány, navazuje vystavení faktury, která je předána do skladu, kde podle 
ní dané zboží vyskladní. Po všech těchto operacích nastává poslední operace 
a to je expediční činnost. Do této oblasti řadíme kontrolu objednávkové dokumentace 
a stavu zboží a dále pak naložení vozidla a rozvoz. Jednotlivé operace jsou zaznačeny 
na obrázku č. 22.  






Obrázek č. 23 popisuje proces zadávání vyrobeného zboží do informačního 
systému v našem podniku. Jednotlivé kroky jsou popsány výše, avšak pro lepší 
přehlednost jsou zpracovány i graficky.  
Obr. 23. Proces zadání vyrobeného zboží do informačního systému 
 
Zdroj:Vlastní zpracování 
S časovou náročností se můžeme setkat ve zkoumaném skladu, viz tabulka č. 9 
Tab. 9  Souhrn činností ve skladu 
 Vstup Výstup Časová náročnost 
Zaměstnanec 
skladu Karton s vínem Uskladněná paleta 
15 – 20 minut/ 
paletu 






Vyskladněné zboží a 










potvrzení o přijetí 
dodavatelem 
Naskladněné zboží 
Až 30 minut/ den, 
dle rozsahu 
objednávky 
Zdroj: Vlastní zpracování 
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3.2.1 Návrh zefektivnění procesu skladování v podniku 
Vhodným řešením pro zjednodušení evidence skladových zásob na prodejně 
a skladech a zároveň zvýšení přehlednosti o těchto zásobách je jednoznačně rozšíření 
stávajícího softwaru tak, aby se pohyb zboží zadával do programu ihned a zajistil 
co nejvyšší aktuálnost stavu zásob daného podniku. 
Navrhuji řešení, kdy se jedná o rozšíření stávajícího programu a zavedení čárových 
kódů. Technologie čárového kódu a jejich čtecích zařízení nepatří mezi nově objevené 
technologie, avšak doposud nebyla tato technologie zavedena v dané společnosti. 
Proto se zde nachází prostor pro využití.  
Mezi hlaví důvody pro využití čárových kódů lze zařadit (Combitrading, 2016): 
 Přesnost  
Snímání čárových kódů je jedna z nejpřesnějších a nejrychlejších metod 
k registraci většího množství dat. Eliminuje chybné vstupy do informačních 
systémů. Při použití čárových kódů se počet chyb snižuje o několik řádů. 
I zbývající skupina chyb může být efektivně eliminována správným návrhem 
automatických kontrolních funkcí.  
 Rychlost  
Rychlost pořízení dat pomocí snímače čárového kódu je ve srovnání 
s klávesnicovým zadáním výrazně rychlejší a v konečném důsledku šetří 
čas firemních pracovníků. Výsledkem je tedy zvýšení produktivity.  
 Flexibilita  
Využití čárových kódů je mnohoúčelové, snadné a spolehlivé, lze je aplikovat 
v mnoha různých, i extrémních prostředích. Materiály pro tisk čárového kódu 
jsou vyráběny v různě odolných materiálech a rozměrech.  
 Efektivita  
Čárové kódy přinášejí možnost rychlého zaznamenání informací a zpětného 
přístupu k nim v jakékoli chvíli, což přináší úspory provozních nákladů. 
Zavedení čárových kódů má za úkol zjednodušit a zrychlit veškerou činnost 
spojenou s operacemi souvisejícími s jakoukoliv manipulací se zbožím. Stejně 
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tak má v reálném čase plně provázat tyto úkony s oddělením ekonomiky, nákupu 
a obchodování. 
Je však třeba zmínit, že plně funkčního systému využívajícího technologii 
čárového kódu lze dosáhnout jen testováním jednotlivých komponent přímo v praxi 
a dolaďováním konkrétních problémů. 
3.2.2 Srovnání jednotlivých parametrů pro vhodný výběr nového řešení 
Výběr typu automatické identifikace 
Existuje mnoho typů čárových kódů, z nichž každý je většinou určen 
pro specifické použití. Některé typy čárových kódů mohou kódovat pouze číslice, jiné 
naopak i písmena a speciální znaky. 
Rozeznáváme čárové kódy jednodimenzionální (1D) a dvoudimenzionální (2D). 
1D kódy mají omezenou kapacitu a obvykle kódují numerický nebo alfanumerický 
řetězec, který je klíčem k identifikaci označeného předmětu do nějaké externí databáze. 
2D kódy vzhledem k vyšší kapacitě obvykle obsahují veškerou potřebnou informaci 
o označeném předmětu v sobě.  
Další možností se nabízí RFID4. Radiofrekvenční systém je moderní technologií 
identifikace objektů pomocí radiofrekvenčních vln. Data jsou zapsána v elektronické 
podobě na čip, neboli tag, a přenášena bezdrátově. Tyto tagy mohou mít podoby 
od nejpoužívanějších samolepících etiket, přes skleněné kapsle až po přívěsky. Tagy 
obsahují mikročip a anténu. Tento systém lze úspěšně nasadit v mnoha odvětvích 
a oblastech, kde je kladen důraz na co nejrychlejší a přesné zpracování 
informací a okamžitý přenos těchto načtených dat k následnému zpracování 
(Combitrading, 2016). 
                                                 
4 Radio Frequency Identification (Combitrading, 2016).  
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Porovnání těchto typů kódů je uvedeno v následující tabulce. 
Tab. 10  Porovnání typů čárových kódů a RFID 
 1D kód  2D kód RFID etikety 
Použití 
Nejběžnější způsob 
značení, je vhodný 
k označení běžného 
zboží. 
Vhodné na předměty 
s minimálním prostorem na 
umístění štítku a tam, kde je 
požadavek na uvedení velkého 
množství informací na štítku. 
Zpracovatelský průmysl či 
velkoobchod. 
Výhody Cenová dostupnost. 
Minimální velikost štítku 
(například 10 znaků na štítku 
6x6mm), velká hustota informací 
na minimálním prostoru, 
schopnost přečtení kódu i při 
poškození. 
Čtecí zařízení nemusí mít přímý 
kontakt s čipem, větší čtecí 
vzdálenost; snímaní více tagů 




informací na štítku, 
velké etikety. 
Malá čtecí vzdálenost, dražší 
hardware, nutnost viditelného 
umístění. 
Velké pořizovací náklady, 
technologická náročnost a 
implementace. 
Zdroj: Vlastní zpracování (Kodys.cz, 2016) 
Z důvodu, že náš zkoumaný podnik není velmi rozsáhlý, postačí zavedení 1D 
kódu. Výhodou je cenová dostupnost nového řešení, jedná se o nejběžnější typ kódu. 
Postačující je i množství informací v daném kódu. 
Snímače 
Úkolem snímačů je rychle a bezchybně přečíst čárový kód a předat jeho obsah 
hostiteli. Tím může být běžný počítač, pokladna anebo jakékoliv zařízení podporující 
některé ze standardních průmyslových rozhraní. Připojení snímače k hostiteli může být 
realizováno kabelem anebo bezdrátově. 
Z hlediska principu snímání dělíme snímače na laserové a digitální. Laserové 
snímače využívají technologie čtení jedním nebo více paprsky emitovanými laserovými 
diodami a jsou schopné číst čárové kódy i z větších vzdáleností. Princip digitálních 
snímačů je stejný jako u digitálních fotoaparátů. Kód se vyfotí a obrázek je poté 
dekódován integrovaným dekodérem. Výhodou je mnohasměrné čtení 1D i všech typů 
2D kódů (Kodys.cz, 2016). 
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Online a offline režim datových terminálů 
Systémy čárových kódů pro informační systém představují komplexní nadstavbové 
řešení, které umožňuje efektivní sběr dat pomocí mobilních zařízení (nejčastěji PDA5 
se čtečkou čárových kódů). Mobilní terminály můžeme dělit z různých hledisek, 
nejčastěji se setkáváme s členěním podle způsobu práce s daty, tedy na offline a online. 
Offline přenosné terminály jsou vhodné pro mobilní sběr dat v provozech, 
kde jejich objem a nároky na aktuálnost nevyžadují online provoz. Pracují v dávkovém 
offline režimu, data jsou ukládána do paměti zařízení a následně přenesena do počítače 
pomocí komunikačního kabelu nebo základny. Nejčastější uplatnění naleznou 
při mobilním prodeji z vozu, inventarizaci, odečítání hodnot z elektroměrů, plynoměrů, 
vodoměrů, v přepravních společnostech atd. (Kodys, 2016). 
Obr. 24. Offline přenos dat 
 
Zdroj: Vlastní zpracování 
Online mobilní terminály umožňují přenos dat díky bezdrátovým technologiím 
jako je wi-fi, bluetooth, a jiné. Komunikace se provádí v reálném čase přímo s aplikací 
běžící na serveru. Mohou ukládat data přímo na síťové úložiště do souborů nebo 
databází. Obsluha má v terminálu vždy k dispozici aktuální data a může s nimi pracovat 
(Kodys, 2016).  
                                                 
5 personal digital assistant (Kodys, 2016). 
 75 
 
Obr. 25. Online přenos dat 
 
Zdroj: Vlastní zpracování 
Následující tabulka shrnuje jednotlivé výhody a nevýhody těchto dvou množností 
datových terminálů. 
Tab. 11 Online vs. offline datové terminály 
 Online režim Offline režim 
Výhody 
Nasnímaná data jsou okamžitě 
k dispozici; 
případná chyba se snáze opravuje; 
bezdrátový přenos. 
Nezávislost na běhu systému; 
nižší cena HW než online řešení; 
na straně systému není potřebný server 
terminálových služeb. 
Nevýhody 
Závislost na běhu systému a dalších 
zařízení, podmiňující bezdrátový 
přenos; 
vyšší cena HW; 
potřeba pokrytí požadovaných 
prostor dostatečnou úrovní signálu; 
nutno použít server terminálových 
služeb a potřebné licence. 
 
Výsledky zpracování jsou k dispozici 
v informačním systému až po přenesení 
dávky a jejím načtení; 
pracnější náprava v případě zjištěné chyby; 
náročnost na synchronizace dat. 




Nedílnou součástí při implementaci nových technologií do stávajících firemních 
procesů a postupů je, kromě datových terminálů, i ucelené softwarové řešení. Tedy 
aplikace, která bude s pořízenými daty dále pracovat a umožní jejich použití, 
nebo navázání na další software – podnikový plánovací a informační ERP systém, 
případně systém řízeného skladu WMS (Warehouse Management System). Pro tisk 
čárového kódu jsou k dispozici buď speciální fonty, které kupříkladu v tabulkovém 
procesoru umožňují jednoduchou konverzi čísla na čárový kód, nebo je k dispozici 
specializovaný software, který umožňuje kompletní návrh štítku nebo tiskové sestavy 
s čárovým kódem, umožňující například napojení na databázi nebo datový soubor, čímž 
dokážou tisk kódu plně zautomatizovat. Některé tiskárny čárového kódu je možné 
ovládat přímo ze speciální klávesnice a zadávat tak podklady pro tisk manuálně 
bez nutnosti napojení na počítač 
Tisk čárového kódu 
Čárový kód lze tisknout obyčejnou nebo speciální tiskárnou na etikety za pomoci 
příslušného software pro tvorbu čárových kódů. Existují výhody a nevýhody 
u jednotlivých typů tiskáren: 
 Jehličkové tiskárny tisknou pomocí matice drobných jehliček přes barvící pásku 
na různé typy materiálů. Kvůli nižšímu rozlišení tisku není vhodný pro všechny 
kódy. Hlavní výhodou je nízká cena tiskárny a spotřebního materiálu. Barvící 
pásku lze i opakovaně použít, avšak může způsobit, že kódy nepůjdou v případě 
velkého opotřebení pásky vždy přečíst. Tisk je vhodný zejména pro velké kódy 
s nízkou hustotou čar. 
 Inkoustové tiskárny tisknou pomocí tiskové hlavy, která rozprašuje inkoust 
pomocí sady trysek. Výhodou tohoto tisku je možnost tisknout na různé 
materiály, případně přímo na označované předměty. Nevýhodou je pak vyšší 
cena tiskárny a provozních náplní. Stejně jako u jehličkového tisku je problém 
při tisku čárových kódů nižší rozlišení tisku. Také je vhodné vyvarovat se tisku 
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kódu na pozadí. Může docházet i k rozpití kódu při tisku na některé materiály 
a tím k poškození kódu. 
 Laserový tisk je vhodný pouze na omezené materiály jednak kvůli rozměrům 
tiskárny a pak také materiál musí dobře snášet vyšší teploty při zapékaní toneru 
a musí být dostatečně ohebný, aby prošel mechanikou tiskárny. Samotný tisk 
je pak velmi přesný, tzn. s čitelností kódů není problém. 
 Tiskárny čárových kódů – dělíme podle typu použití 
o Mobilní tiskárny účtenek a etiket, standardně s bluetooth nebo wi-fi 
rozhraním lze uplatnit tam, kde je potřeba ihned přesně označit zboží, 
tj. příjem na sklad, evidence nebo při převzetí zásilky.  
o Stolní tiskárny jsou určeny pro malé a střední objemy tisků etiket a proto 
jsou vhodné pro použití v kanceláři či skladu.  
o Průmyslové tiskárny se vyznačují robustní kovovou konstrukcí, 
spolehlivostí, vysokým výkonem a dlouhou životností. Využívají 
se pro nepřežitý provoz (Eshop.codeware, 2016). 
3.2.3 Návrh nového řešení 
Dle mého názoru se jako nejvýhodnější řešení nabízí program PlusSystem. Jedná 
se o rozšíření stávajícího systému a ne koupi nového IS. V současnosti 
jde o nejpropracovanější aplikaci, jakou je možné pro ES Pohoda získat. Jedná 
se o řešení, které funguje na principu klient-server neboli online režim, kdy datový 
terminál bezdrátově komunikuje se serverem. Data jsou načtena terminálem a následně 
ihned přenesena do podnikového systému. K tomuto řešení je tedy nutné pokrytí 
bezdrátovou síťí ve všech prostorech, aby byla zajištěna neustálá komunikace mezi 
terminálem a počítačem.  
Další výhodou, kterou tento program nabízí, je připojení přes GPRS síť, která 
je vhodná pro mobilní prodejce mimo prodejnu. Všechna data jsou naprosto online 
aktuální a je zaručená rychlá odezva. Tato služba zatím nebude využívána, jelikož zatím 
organizace nepracuje v terénu.  
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V systému je možné vytvořit příjemku od dodavatele, následně ji online 
importovat do ES Pohoda a tím pádem dojde i k naskladnění zboží. Je možné 
také vybírat konkrétního dodavatele. Mezi další přínosy lze zařadit i vytváření převodek 
mezi jednotlivými sklady.  
PlusSystem umožňuje prostřednictvím datového terminálu zapisovat údaje 
o zásobách přímo do agendy Inventura v ES Pohoda dle čárových kódů nebo číselného 
kódu zásoby. Je rovněž možné vytvářet prodejky, výdejky i objednávky. Ze systému 
lze přímo tisknout prodejní doklady na mobilní dokladové tiskárně.  
Jinak řečeno systém datových terminálů umožňuje provádět příjemky, výdejky, 
prodejky, vydané faktury, inventury, kontroly dokladů či vykrývaní dokladu a jiné. 
3.2.4 Ekonomické zhodnocení nového řešení  
 Server 
Aby mohl nový systém plně pracovat, je třeba zakoupit nový server 
a pro něj PlusSystem licenci. Na serveru je také fyzicky umístěna instalace systému 
Pohoda a případně i její databáze. Tento server nevyžaduje žádnou obsluhu ani údržbu. 
Jedná se o jedinou součást systému, která přímo komunikuje s databází a systémem 
Pohoda. Všechny ostatní části jsou klientskými aplikacemi k tomuto serveru. Pomocí 
aplikace PlusSystem je možné provádět změny nastavení a chování celého systému 
včetně jednotlivých čteček, jejich konfigurace a správa je velmi snadná (bhit, 2016). 
Jelikož se server nachází na druhé prodejně v Praze, je tato licence nainstalována zde. 
Základní licence obsahuje oprávnění pro použití jednoho přenosného terminálu. 
 Terminál 
Nejprodávanějším modelem na portálu www.chainway.cz je mobilní datový 
terminál C2000. Je novým vývojovým stupněm v oblasti služeb sběru dat. Asistuje 
podnikovým zaměstnancům ke zlepšení efektivity jejich práce na zcela nové úrovni. 
Vlastnosti terminálu berou ohled na požadavky zákazníků z hlediska vzhledu 
a ergonomie designu, který zároveň splňuje podnikové požadavky 
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zaměstnanců. Výhodou je přenositelnost a skvělý vzhled, kompaktní velikost a lehké 
ovládání, odolnost proti vodě a prachu, robustnost a odolnost, vysoká přesnost 
a rychlost splnění různých požadavků při sběru dat. 
Obr. 26. Chainway C2000 
 
Zdroj: Chainway, 2016 
Hlavním omezením tohoto modelu je nemožnost použití pistolového držáku, anebo 
nabíjecího stojánku. Další nevýhodou je snímání pouze 1D kódu. 
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Dalším typem je snímač od stejného výrobce, avšak jedná se o model C3000. 
Obr. 27. Chainway C3000 
 
Zdroj: Chainway, 2016 
Mobilní datový terminál Chainway C3000 je navržen pro uspokojení rozmanitých 
potřeb v jednom jediném zařízení. Kombinuje velký dotykový displej spolu s plně 
alfanumerickou klávesnicí pro snadné ovládání, všechny běžné komunikační možnosti 
jako wi-fi, bluetooth, GSM a průmyslem vyžadované funkce jako RFID, čárové kódy, 
čtečku otisku prstů, GPS a další. Především zaměstnanci mohou ocenit možnost 
nabíjení v samostatném stojánku a možnost použití pistolového držáku. Zařízení 
je vybaveno výkonným procesorem Cortex-A8 o rychlosti 800MHz a zajišťuje 
tak plynulý provoz operačního systému Windows CE 6.0 a všech nainstalovaných 
aplikací (Chainway, 2016). 
Tento terminál umožňuje efektivně provádět inventuru, kontrolovat výdej zboží 
podle vystavené faktury či provádět vykrývání objednávek do výdejových dokladů, jako 
jsou výdejky, vydané faktury a prodejky. Systém také podporuje výrobní čísla a šarže, 
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které je možné evidovat při příjmu a výdeji zboží prostřednictvím příjemek, výdejek, 
prodejek, faktur a podobně. Systém umožňuje taktéž přiřazení nebo změny čárového 
kódu na zboží. To je ideální řešení bez nutnosti opisování kódů či nošení zboží 
k drátové čtečce (bhit, 2016).  
Velkou výhodou je, že snímače pro čtení 2D kódů dovedou snímat také informace 
z 1D kódů, což umožňuje firmě podle potřeby kombinovat oba druhy identifikace zboží. 
Nevýhodou je však vyšší pořizovací cena. Jednotlivé srovnání těchto modelů popisuje 
tabulka č. 12.  
Tab. 12 Porovnání dvou typů datových terminálů 
 Chainway C2000 Chainway C3000 
Výhody 
Nízká hmotnost; 
nižší cena oproti modelu C3000. 
Možnost použití pistolového 
držáku a nabíjecí stojánku; 
čtení 1D i 2D kódu. 
Nevýhody 
Nemožnost použití pistolového držáku a 
nabíjecího stojánku, čtení informací pouze z 1D 
kódu. 
Vyšší pořizovací cena oproti 
modelu C2000.  
Zdroj: Vlastní zpracování 
U dvou uvažovaných modelů se jedná o cenový rozdíl přibližně 5.000 Kč. Dle 
mého názoru to není až tak dramatický rozdíl v pořizovací ceně a výhody u modelu 
C3000 jsou výrazné. Díky takovému relativně malému cenovému rozdílu stojí 
za zváženou, aby podnik investoval do lepšího modelu. 
Tisk čárových kódů 
Existují tři základní možnosti tisku etiket s požadovaným 1D kódem: koupě 
speciální tiskárny nebo využití vlastní tiskárny, případně zakázkové zhotovení etiket 
dle požadavků podniku. 
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Organizace disponuje relativně novou tiskárnou, takže se naskýtá prostřední 
varianta. Jedná se o laserovou tiskárnu, která je velmi výkonná a pracuje bez velkých 
problémů.   
Obr. 28. Tiskárna v daném podniku 
 
 
Zdroj: Tonerwarehouse, 2016 
Avšak časem společnost určitě musí uvažovat nad koupí speciální tiskárny. Cena 
se pohybuje kolem 20.000 Kč (Codeware, 2016)  
Jelikož 1D kód je součástí etikety na láhvi a společnost využívá služeb 
dodavatelské firmy na tisk etiket, nabízí se možnost, že by podnik mohl zvolit poslední 
variantu. Tato práce počítá s poslední variantou, kdy náklady jsou zatím neměnné, tedy 
cena etiket s čárovými kódy je konstantní.  
Podnik však musí zvážit, zda neinvestovat do kvalitnější tiskárny na tisk čárových 
kódu a etiket zároveň. Je však nutné si říct, zda by se tato koupě vyplatila danému 
podniku.   
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 Pořizovací náklady spojené s implementací  
Náklady jsou uvedeny dle ceníku dodavatelské společnosti s názvem 
BHIT CZ s. r. o. Přesná cenová nabídka však záleží na zvoleném podniku, vyjednané 
slevě, vzdálenosti podniku a mnoha dalších faktorech. Ceník implementace je proto 
pouze orientační, společnost nemusí vybrat přímo toto řešení. Aby propojení mezi 
sklady efektivně pracovalo, musí podnik koupit tři datové terminály včetně licencí. 
Jedná se o prodejnu v Praze, v Archlebově a sklad v Janově Dvoře.  
Tab. 13 Instalace terminálu na prodejně v Praze v Kč bez DPH (zaokrouhleno 
na stokoruny) 
PlusSystem server vč. terminálové licence 24.000 
Terminál CHAINWAY C 3000, 2D 15.200 
Základní instalační balíček (2h instalace + 2h školení) 4.000 
 Jízdné (Brno – Praha a zpět) 3.600 
Čas strávený na cestě (Brno – Praha a zpět) 2.200 
Celkem  49.000  
Zdroj: Vlastní zpracování dle ceníku (bhit, 2016) 
Abychom zajistili provázanost, je třeba zakoupit přídavnou licenci pro použití 
druhého a třetího přenosného terminálu. Ceník tohoto řešení je následující: 
Tab. 14 Instalace terminálů v Archlebově a Janově Dvoře v  Kč bez DPH (zaokrouhleno 
na stokoruny) 
 
Zdroj:Vlastní zpracování dle ceníku (bhit, 2016) 
 2 x PlusSystem CAL + 2 x terminálové licence  10.000 
2x Terminál CHAINWAY C 3000, 2D 30.400 
Jízdné (Brno – Archlebov a zpět)  600 




Následující tabulka popisuje jednotlivé volitelné příslušenství k danému programu. 
Rozhodnutí, zda společnost využije maximální počet těchto zařízení, je pouze na ní. 
Tab. 15 Volitelné příslušenství v Kč bez DPH (zaokrouhleno na stokoruny) 
3 x pistolový držák s baterií 5.700 
3 x nabíjecí stojánek 5.100 
3 x pouzdro na opasek 2.000 
Celkem 11.000 
Zdroj: Vlastní zpracování dle ceníku (bhit, 2016) 
V neposlední řadě se na PlusSystem vztahuje roční servisní poplatek, který 
zajišťuje přístup k aktualizačním balíčkům a telefonickou či emailovou poradenskou 
podporu. 
Nakonec je potřeba, aby vše mohlo spolu provázaně spolupracovat, pokrýt 
bezdrátovou sítí sklad v obci v Janově Dvoře. Jelikož společnost dlouhodobě využívá 
služeb od Libora Rybky, místního poskytovatele wi-fi připojení, poslouží i v řešení této 
nové věci. Je možné, že dodavatel uplatní nějakou slevu v případě dlouholeté 
spolupráce. 
Celkové náklady včetně kompletního příslušenství činí 101.600 Kč bez DPH. 
Aktualizace a technická podpora ročně vychází na 6.800 Kč bez DPH, první rok je tato 
služba zdarma. Čárové kódy jsou tisknuty externí společností, kde cena za tisk etikety 
s čárovým kódem je stejná. Roční poplatek za wi-fi připojení ve skladě v Janově Dvoře 
činí 4.000 Kč bez DPH 
3.2.5 Přínosy 
Zavedení čárových kódů slouží k rychlejší a přesnější identifikaci materiálu, 
zařízení a zboží. Používáním snímačů čárových kódů dojde ke snížení chybovosti 
v důsledku ručního zadávání dat do systému a zaměstnanec společnosti či zákazník 
mohou v jakémkoliv okamžiku zjistit detailní stav zásob na skladě. 
Jedním z hlavních přínosů implementace je automatické načítání a odečítání 
skladových zásob v informačním systému společnosti. Jinými slovy, docílí se rychlé 
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aktualizace informací o množství zboží, jež je naskladněno a následně vyexpedováno. 
Tím se eliminuje riziko zadání chybných informací vedoucích pracovníků, kteří 
doposud tyto informace zadávají ručně a s určitým zpožděním. Čas by se měl zkrátit 
o polovinu, jelikož vedoucí skladu nebude ručně zadávat výdejky a prodejky 
do počítače. Ročně by tak vedoucí skladu ušetřil cca 100 hodin. Při hodinové mzdě 
200 Kč se jedná o roční úsporu ve výši 20.000 Kč.  
Dalším přínosem je evidence skutečného stavu daných lahví, které jsou načítány 
přes 1D kód, čímž nemůže dojít k záměně zboží, což se stává, když se vše zadává 
manuálně. 
Další výhoda vzniká v procesu chystání objednávek. Vzhledem k elektronicky 
zavedeným skladovým místům pro každý druh zboží ho lze dohledat během chvíle. 
Navíc informace o skladovém místě zboží může být zobrazena spolu s dalšími 
informacemi na ručním mobilním terminálu. V případě naskladňování palet řidič díky 
informacím přesně ví, kam paletu umístit. Tím vznikají další časové úspory jak při 
naskladnění palety se zbožím, tak při chystání objednávek. Tyto drobné časové úspory 
při chystání objednávek a naskladňování zboží by mohly v ročním součtu tvořit 
až 35 hodin. Při hodinové mzdě 100 Kč se jedná o úsporu 3.500 Kč za rok.  
Zavedení systému čárových kódů rovněž přinese výrazné úspory při následných 
inventurách, které bude možno díky novému řešení provádět rychle a přesně. Inventura 
se provádí jednou do roka. Trvá přibližně 8 hodin, s použitím nové technologie 
by se potřebný čas zkrátil až na 4 hodiny. V případě, že se inventury účastní všichni 
zaměstnanci, jedná se o úsporu 100 hodin za rok neboli přibližně 10.000 Kč. Existují 
dvě možnosti jak využít nové řešení při inventarizaci. Zaprvé načítání konkrétního 
zboží online přímo do inventurního seznamu, což umožňuje okamžité zobrazení 
aktuálního stavu zboží. Druhým způsobem jak provést inventarizace pomocí tohoto 
nového zařízení je vytvoření inventurního soupisu v terminálu načítáním zboží. Soupis 
se po dokončení dá přenést přímo do inventury. Výhodou je pak zrychlení operace, 
úspora času s tím spojených nákladů, dále omezení papírové práce, zpřesnění evidence 




3.2.6 Zhodnocení návratnosti investice 
Pořizovací náklady jsou ve výši 101.600 Kč, od druhého roku jsou roční náklady 
spojené s aktualizací systému 6.800 Kč. Dalším nákladem je internetové připojení, které 
stojí 4.000 Kč za rok. Všechny ceny jsou uvedeny bez DPH.  
Celkové roční úspory činí přibližně 33.500 Kč. Jedná se o ušetření mzdových 
nákladů vedoucího skladu ve výši 20.000 Kč, dále 10.000 Kč při inventuře a nakonec 
3.500 Kč při drobných činnostech ve skladu. 
Obr. 29. Zhodnocení návratnosti investice 
 
Jak lze vidět na obrázku č. 29, návratnost investice do nové technologie 
je přibližně pět let, proto je tato investice pro náš podnik výhodná.    
V případě, že podnik investuje do této nové technologie, může si podat žádost 
o dotaci v Programu rozvoje venkova na nákup technologií do vinařského provozu. 




Kvalitní informační systém je v současnosti nutnou podmínkou úspěšnosti firem 
ve všech oblastech podnikání. Hlavním důvodem nutnosti vlastnit hodnotný informační 
systém je to, že je jedním z hlavních faktorů efektivnosti řízení a konkurenceschopnosti 
podniku. Potřeba dobrého informačního systému roste s významem informace a dnešní 
firmy jsou závislé na validních a včasných informacích. Tato situace je způsobena 
především prudkým růstem informatizace společností a právě proto se v posledních 
letech výrazně, a to až několikanásobně, zvyšují objemy finančních prostředků 
investovaných do inovace informačních systémů a informační technologie. 
Informační systém je nezbytnou součástí výbavy podniku. Bez něj by podnik 
postrádal nástroj na získávání, správu a distribuci informací, které nutně potřebuje 
ke své činnosti. Bez informačního systému v dnešní době nemůže podnik fungovat.  
Tato diplomová práce se zabývá posouzením informačního systému ve vybraném 
podniku a návrhem změn.  
První část práce popisuje teoretická východiska k dané problematice. Je objasněna 
podstata informačních systémů a jejich efektivnost. Dále jsou vysvětleny jednotlivé 
metody pro zkoumání podniku.  
Druhá část je zaměřena na analýzu informačního systému. Toto šetření 
je provedeno na základě vyplněných dotazníků na portále www.zefis.cz. Výsledky 
z průzkumů jsou rozebrány pro jednotlivé komponenty informačního systému, které 
ovlivňují jeho řízení a efektivitu. Dále byla provedena analýza rizik a navržena opatření 
vedoucí k jejich eliminaci. Tyto nedostatky jsou sice menšího charakteru, avšak 
v konečném výsledku mohou významně ovlivnit chod společnosti.  
Z důvodu detailnějšího posouzení podniku byly provedeny dvě analýzy, 
a to analýza vnitřního a vnějšího okolí. Podrobněji se jedná o SWOT analýzu, Porterův 
model pěti sil a SLEPTE analýzu. V této podkapitole jsou popsány jednotlivé veličiny, 
které mohou ovlivňovat průběh podnikání v této oblasti.  
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Poslední a nejdůležitější část této práce vysvětluje vlastní návrh řešení, 
kdy je do informačního systému nainstalován program SystemPlus od společnosti Bhit 
s. r. o., který má dopomoci k efektivnějšímu systému skladování. Jedná se o technologii 
čárových kódů, která zajistí zrychlení operací, úsporu času a s tím spojených nákladů, 
omezení papírové práce, zpřesnění evidence a nakonec spolehlivost a eliminaci chyb 
způsobených lidským faktorem.  
Je však třeba zmínit, že plně funkčního systému využívajícího technologii 
čárového kódu lze dosáhnout jen testováním jednotlivých komponent přímo v praxi 
a dolaďováním konkrétních problémů. 
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