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d. Controlli	 su	 fatti	 non	 rilevanti	 ai	 fini	 della	
























































































































































elettronici	 e	 centraline	 telefoniche	 per	 minare	 la	 funzionalità	
dell’articolo	4,	ma	 il	 rapido	decadimento	di	una	norma	che	 tratta	 le	
nuove	 tecnologie	 come	 suo	 elemento	 caratterizzante	 è	 abbastanza	
naturale:	più	il	progresso	tecnologico	procede	rapidamente,	infatti,	e	
più	sarà	difficile	 imbrigliarlo	 in	una	norma	che	per	sua	stessa	natura	











i	 controlli	 a	 distanza	 e	 inevitabilmente	 l’articolo	 4	 iniziò	 a	 perdere	
		 2	
terreno	 sul	 piano	 della	 sua	 validità.	 La	 giurisprudenza	 fu	 costretta	 a	
modellare	 l’articolo	4	 in	accordo	con	 le	nuove	esigenze	che	si	erano	
venute	 a	 creare	 e	 un’interpretazione	 letterale	 che	 guardasse	 alle	







esempio	 i	 telelavoratori,	 con	 cui	 molto	 raramente	 il	 datore	 viene	
personalmente	a	contatto)	o	non	avrebbe	potuto	impiegare	sul	lavoro	
certe	 tecnologie	 avanzate	 solo	 perché	 	 i	 sindacati	 negavano	 il	 loro	
consenso	alla	loro	installazione.	












Nuove	 tecnologie	 e	 tutela	 della	 riservatezza	 dei	 lavoratori,	Milano,	 Cit.,	p.	 115-117;	 inoltre	
secondo	G.B.	Gallus,	Verifiche	sull’accesso	ad	internet	dei	dipendenti	e	controlli	difensivi	in	Dir.	
Inf.,	 fasc.1,	 2007,	 pg.	 200,	 ci	 vorrebbe	 un	 codice	 di	 deontologia	 e	 buona	 condotta	 per	 gli	
interessati	al	trattamento	di	dati	personali	per	la	gestione	del	rapporto	di	lavoro	
2	In	base	all’articolo	41	cost.	sappiamo	che	la	dignità	umana	(da	cui	deriva	anche	il	diritto	alla	
riservatezza)	 deve	 sempre	 essere	 tutelata,	 anche	 a	 discapito	 della	 libertà	 di	 iniziativa	
economica	privata.	
3		È	il	codice	civile	stesso	che,	nell’esprimere	quali	sono	i	diritti	e	i	doveri	che	scaturiscono	dal	











gran	 parte	 all’impossibilità,	 per	 l’interprete,	 di	 leggere	 l’articolo	 ed	
interpretarlo	 nel	 modo	 più	 vicino	 a	 quella	 che	 era	 l’intenzione	
originaria	del	 legislatore	che	 lo	ha	 scritto.	Non	è	più	possibile	 infatti	
accogliere	 un’interpretazione	 letterale	 del	 vecchio	 articolo	 4	 perché	
con	esso	il	legislatore	faceva	riferimento	ad	un’ambiente	lavorativo	che	
oggi	è	radicalmente	cambiato.	
Il	 rapporto	 di	 lavoro	 a	 cui	 si	 riferiva	 il	 legislatore	 statutario	 era	 un	
rapporto	di	tipo	tradizionale	in	cui	il	lavoratore	utilizzava	strumenti	che	





controlli	 esercitati	 personalmente	 e	 il	 vecchio	 articolo	 4	 funzionava	
perfettamente	 al	 fine	 di	 evitare	 che	 i	 controlli	 datoriali	 si	 facessero	
troppo	opprimenti:	il	legislatore	statutario	voleva	evitare	il	rischio	che	
il	 datore	 di	 lavoro,	 nascondendosi	 dietro	 a	 una	 telecamera,	 si	
trasformasse	in	una	sorta	di	“grande	fratello”	che	vede	tutto,	sa	tutto	






piccola	 mancanza,	 dalla	 corretta	 esecuzione	 della	 prestazione	
lavorativa,	 ai	 tempi	 impiegati	 nell’eseguirla,	 alle	 così	 dette	 “licenze	
comportamentali”	 	 che	 il	 lavoratore	 umanamente	 si	 prende	 tra	
l’esecuzione	di	un	compito	e	 l’altro.	 Il	pericolo	paventato	è	quello	di	
“disumanizzare”	il	lavoro:	si	temeva	che	le	macchine,	da	strumento	di	
aiuto,	 si	 trasformassero	 in	 “nemiche”	 del	 lavoratore,	 svolgendo	 un	
controllo	 opprimente,	 continuo	 e	 anelastico	 sulla	 attività	 svolta	 e	
rendessero	 il	 lavoro	 non	 “a	 misura	 d’uomo”	 come	 invece	 avrebbe	
dovuto	essere.4	
L’articolo	 4,	 quindi,	 vietava	 ogni	 tipo	 di	 controllo	 svolto	 con	 le	
“macchine”,	 cioè	 quel	 controllo	 che	 oggi	 siamo	 soliti	 definire	 “a	
distanza”,	 consentendolo	 solo	 laddove	 c’erano	 	 delle	 motivazioni	
degne	di	nota,	quali	le	esigenze	organizzative,	produttive	o	di	sicurezza	
di	cui	parla	il	testo	della	norma,	e	solo	se	il	datore	di	lavoro	riusciva	a	
raggiungere	 un	 accordo	 con	 i	 sindacati	 o,	 in	 assenza,	 ad	 ottenere	 il	
consenso	dell’ispettorato	del	lavoro.	
A	partire	dagli	anni	’80	(ma	in	parte	anche	da	prima)	le	premesse	su	cui	
si	 basava	 la	 funzionalità	 dell’articolo	 4,	 St.	 Lav.	 decaddero	
progressivamente.	
In	primo	 luogo,	 con	 le	nuove	 tecnologie	 venne	meno	 la	 tradizionale	
distinzione	tra	strumenti	di	lavoro	e	strumenti	di	controllo	a	distanza:	
Per	il	datore	di	lavoro	non	risultava	più	indispensabile	l’impiego	di	uno	
strumento	 ad	 hoc	 che	 controllasse	 l’attività	 dei	 lavoratori,	 perché	
poteva	sfruttare	le	funzioni	intrinseche	degli	stessi	strumenti	di	lavoro	







modi	 indicati	 e	 se	 il	 lavoratore	ha	operato	 con	 la	 diligenza	 che	 gli	 è	
richiesta.		
Data	 questa	 situazione,	 un’interpretazione	 letterale	 dell’articolo	 4	
sembra	 inammissibile.	 Se	 la	 norma	 sui	 controlli	 a	 distanza	 fosse	
applicata	nel	suo	significato	originario,	infatti,	ne	risulterebbe	che	solo	
quei	 controlli	 svolti	 da	 apparecchiature	 ad	 hoc	 rientrerebbero	 nel	
campo	d’applicazione	del	divieto	di	controlli	a	distanza,	lasciando,	così,	




La	 soluzione	 più	 corretta,	 in	 definitiva,	 sembra	 essere	 quella	 di	
abbandonare	l’interpretazione	letterale	dell’articolo	4	per	una	lettura	
della	norma	che	tenga	in	considerazione	lo	sviluppo	tecnologico	che	in	
45	 anni	 è	 maturato,	 e	 quindi	 di	 ricomprendere	 nel	 campo	
d’applicazione	della	norma	anche	gli	strumenti	di	lavoro	nel	caso	in	cui	
siano	questi	a	svolgere	i	controlli	a	distanza.	
In	 questo	 caso,	 però,	 il	 potere	 di	 iniziativa	 economica	 del	 datore	 di	
lavoro	 (potere	 costituzionalmente	 garantito)	 ne	 risulterebbe	
significativamente	limitato,	poiché	il	datore	di	lavoro,	qualora	volesse	
introdurre	 nella	 propria	 impresa	 certi	 strumenti	 di	 lavoro	 (come	 il	
computer)	 dovrebbe	 accordarsi	 con	 i	 sindacati	 e	 ciò	 avrebbe	
conseguenze	anche	sul	piano	economico	per	l’impresa	perché,	laddove	
l’accordo	 non	 fosse	 raggiunto	 (anche	 solo	 a	 causa	 di	 questioni	
politiche),	 l’imprenditore	 dovrebbe	 far	 a	 meno	 di	 certe	 tecnologie	
avanzate,	il	cui	utilizzo	avrebbe	migliorato	la	produzione	e	avrebbe	reso	
l’impresa	più	competitiva	sul	piano	della	concorrenza	internazionale.	
Inoltre	 non	 possiamo	 permettere	 che	 queste	 nuove	 modalità	 di	
svolgimento	dei	 controlli	a	distanza	 restino	escluse	da	una	disciplina	
		 6	
pensata	per	tutelare	 la	dignità	e	 la	riservatezza	dei	 lavoratori	perché	
tramite	queste	nuove	tecnologie,	spesso,	non	solo	vengono	registrate	
informazioni	 sull’attività	 lavorativa,	 ma	 anche	 informazioni	 sul	
lavoratore	 stesso	 (quei	 “fatti	 non	 rilevanti	 ai	 fini	 della	 valutazione	
dell’attitudine	 professionale	 del	 lavoratore”	 di	 cui	 l’articolo	 8	 dello	
statuto	 dei	 lavoratori	 vieta	 espressamente	 l’acquisizione).	 In	 questo	
modo	 è	 evidente	 come	 le	 nuove	 tecnologie	 violino	 l’intimità,	 la	
riservatezza	e	la	dignità	del	lavoratore	più	di	quanto	potesse	avvenire	
in	 passato,	 quando	 gli	 unici	 mezzi	 di	 controllo	 a	 distanza	 erano	 le	
telecamere,	 pertanto	 è	 impensabile	 lasciarle	 fuori	 dal	 campo	
d’applicazione	dell’articolo	4,	nonostante	esso	non	fosse	stato	scritto	
pensando	a	strumenti	di	lavoro	che	esercitano	il	controllo.	
In	 secondo	 luogo,	 un	 altro	 fattore	 che	 rese	 critica	 l’applicazione	
dell’articolo	4	fu	la	perdita	del	carattere	estremamente	personale	del	
rapporto	 di	 lavoro.	 Il	 legislatore	 statutario	 nello	 scrivere	 l’articolo	 4	
aveva	in	mente	un	tipo	di	rapporto	di	lavoro	caratterizzato	da	una	certa	
relazione	 interpersonale	 tra	 il	 lavoratore	e	 il	datore	di	 lavoro	e	 tra	 il	
lavoratore	 e	 i	 suoi	 colleghi.	 Per	 instaurare	 la	 fiducia	 su	 cui	 si	 basa	 il	
rapporto	 di	 lavoro	 è	 necessaria	 una	 reciproca	 conoscenza	 che	 negli	
anni	 ’60	 sarebbe	 stata	 difficilmente	 raggiungibile	 senza	 un	 contatto	
continuo	e	diretto	tra	il	datore	di	 lavoro	e	i	suoi	dipendenti,	quindi	il	
legislatore	 non	 si	 faceva	 problemi	 nel	 vietare	 i	 controlli	 a	 distanza	
sull’attività	lavorativa,	perché	tanto	sapeva	che,	anche	se	tali	controlli	
fossero	 stati	 vietati,	 il	 datore	 di	 lavoro	 avrebbe	 sempre	 potuto	
esercitare	 personalmente	 un	 controllo	 sull’operato	 del	 lavoratore.	




i	 lavoratori	 sui	 nominativi	 delle	 persone	 addette	 alla	 vigilanza,	 a	
		 7	
dimostrazione	del	fatto	che	l’unica	preoccupazione	del	legislatore	era	
quella	 di	 evitare	 controlli	 occulti	 o	 troppo	 lesivi	 della	 dignità	 del	
lavoratore,	ma	non	intendeva	assolutamente	impedire	od	ostacolare	i	
controlli	che,	anzi,	erano	(e	sono)	sentiti	come	necessari.	
Tuttavia	 oggi	 la	 situazione	 è	 cambiata:	 le	 nuove	 tecnologie	 stanno	
dando	sempre	più	spazio	e	rilevanza	a	nuovi	tipi	di	“lavoro	a	distanza”	




addirittura	 impossibile	–	 svolgere	 controlli	 sull’attività	del	 lavoratore	
che	non	siano	“controlli	a	distanza”.	
Nei	 confronti	 di	 queste	 nuove	 forme	 di	 lavoro	 la	 disciplina	
giuslavoristica	 tradizionale	 era	 	 del	 tutto	 inidonea	 ed	 è	 sorta	
immediatamente	l’esigenza	di	una	disciplina	specifica	per	il	telelavoro	
che	verso	la	fine	degli	anni	‘90	si	è	tramutata	in	una	serie	di	leggi5,	ma	
con	 lo	sviluppo	e	 l’incremento	della	tecnologia	sul	 luogo	di	 lavoro	(e	




di	 queste	 nuove	 tecnologie	 non	 era	 ancora	 così	 capillare	 come	 lo	 è	




- Regolamento	del	ministro	della	 funzione	pubblica	dell’8	marzo	1999,	n.	70	 :	detta	
modalità	 organizzative	 delle	 amministrazioni	 che	 ricorrono	 al	 	 telelavoro,	 tra	 cui	
predispone	anche	modi	di	verifica	dell’adempimento	della	prestazione	lavorativa	
- Accordo	quadro	nazionale	sul	telelavoro	stipulato	il	23	marzo	del	2000:	prevede	la	
determinazione	 ad	 opera	 della	 contrattazione	 integrativa	 degli	 adattamenti	 della	




possono	 sorgere	 oggi,	 quando	 l’archiviazione	 di	 informazioni	 su	 una	
persona	inizia	ancor	prima	che	l’individuo	stipuli	un	contratto	di	lavoro,	
e	quando	l’impiego	di	un	computer	e/o	di		uno	smartphone	(entrambi	
in	 grado	 di	 raccogliere	 dati,	 anche	 sensibili,	 sul	 lavoratore	 e	
potenzialmente	 capaci	 di	 tracciare	 ogni	 movimento	 di	 colui	 che	 li	
utilizza	grazie	a	sistemi	di	geolocalizzazione	integrati	in	essi)	sembrano	
imprescindibili	dallo	svolgimento	dell’attività	lavorativa.	
Ancora	 oggi	 permangono	 le	 stesse	 esigenze	 di	 tutela	 che	 nel	 1970	
avevano	spinto	 il	 legislatore	a	regolare	 la	materia:	 il	datore	di	 lavoro	
reclama	 il	 suo	 diritto	 a	 controllare	 il	 corretto	 adempimento	 degli	
obblighi	 contrattuali	 imposti	 ai	 dipendenti	 (	 e	 questo	 diritto	 sembra	
avvalorato	 e	 sostenuto	 sia	 dal	 codice	 civile	 che	 dalla	 costituzione),		
mentre	il	lavoratore	reclama	il	diritto,	ugualmente	apprezzabile,	a	che	
sia	tutelata	la	sua	riservatezza	e	la	sua	dignità,	sia	come	uomo	che,	a	
maggior	 ragione,	 all’interno	 del	 rapporto	 di	 lavoro	 dove	 ogni	
informazione	sul	suo	conto	diventa	logicamente	più	“sensibile”,	dato	
che	il	lavoratore	ha	un	interesse	aggiunto	rispetto	a	quello	del	cittadino	
comune,	 cioè	 l’interesse	 alla	 conservazione	 (o	 all’ottenimento)	 del	
posto	di	lavoro.		
Tuttavia	 il	bilanciare	questi	due	 interessi	contrapposti	è	reso	sempre	
più	 difficile	 dall’evolversi	 delle	 nuove	 tecnologie,	 tanto	 più	 che	 la	





















si	 riferiva	 il	 divieto	 di	 controlli	 a	 distanza	 è	 stato	 il	 punto	 di	 forza	




di	 applicazione	 dell’articolo	 4	 sarebbe	 rimasto	 ingiustificatamente	
confinato	ad	una	certa	modalità	di	controlli	a	distanza	che,	pur	essendo	
presente	 anche	 ai	 giorni	 nostri,	 era	 più	 tipica	 della	 società	
preinformatica;	se	il	legislatore	non	avesse	lasciato	una	clausola	aperta,	
la	 giurisprudenza	 non	 avrebbe	 potuto	 fare	 molto	 per	 estendere	 il	
campo	 d’applicazione	 del	 divieto	 dei	 controlli	 a	 distanza	 perché,	
essendo	 l’articolo	 4	 	 una	 norma	 che	 si	 colloca	 nell’ambito	 penale6,	












perfettamente	 alle	 nuove	 tecnologie	 ha	 lasciato	 uno	 spazio	 forse	










a	 distanza	 sono	 sempre	 più	 comuni	 e	 vengono	 utilizzati	
quotidianamente	anche	al	di	fuori	dell’ambito	lavorativo.	Praticamente	
qualsiasi	 dispositivo	 tecnologicamente	 avanzato	 con	 cui	 le	 persone	
entrano	 in	 contatto	 è	 potenzialmente	 in	 grado	 di	 tracciare	 gli	
spostamenti	o	registrare	informazioni	sugli	utenti;	anzi,	molto	spesso	





solite	 guardare	 alle	 apparecchiature	 tecnologiche	 ed	 oggi	 sarebbe,	
spesso,	 molto	 difficile	 imporre	 a	 qualcuno	 di	 fare	 a	 meno	 di	 certe	
tecnologie	divenute	di	uso	comune.	Tanto	più	sarebbe	difficile	imporre	
al	datore	di	lavoro	di	non	impiegare	strumenti,	come	i	computer,	che	










Suprema:	 Più	 volte,	 ad	 esempio,	 la	 cassazione	 è	 stata	 chiamata	 a	
chiarire	quali	 siano	 i	 limiti	del	 campo	d’applicazione	dell’articolo	4	e	
quali	fattispecie	debbano	rimanerne	escluse	e	molto	spesso	le	soluzioni	
a	cui	 le	varie	corti	sono	giunte	sono	state	discordanti,	come	nel	caso	
dei	 	 “controlli	 difensivi”7	 per	 cui	 nel	 tempo	 sono	 state	 adottate	
soluzioni	diverse.	
Il	 legislatore,	 tenuto	 conto	 di	 quanto	 profondamente	 è	 mutata	 la	
società	rispetto	a	quella	a	cui	si	rivolgeva	lo	statuto	dei	lavoratori,	ha	
finalmente	 ravvisato	 i	 rischi	 	 che	 avrebbe	 comportato	 il	 mantenere	
inalterato	l’articolo	4	dello	statuto	dei	lavoratori	e	con	l’articolo	23	del	
decreto	 attuativo	 n.	 151	 del	 jobs	 act	 ha	 cercato	 di	 ridisciplinare	 la	
materia	 dei	 controlli	 a	 distanza,	 sottraendola	 al	 rischio	 di	
interpretazioni	 giurisprudenziali	 troppo	 discrezionali,	 ma	 tenendo	
sempre	 presente	 l’obiettivo	 di	 bilanciare	 quei	 2	 interessi,	 entrambi	
meritevoli	 di	 tutela,	 che	 sono	 ,	 da	 una	 parte,	 l’interesse	 a	 che	 sia	
tutelata	la	sfera	di	riservatezza	del	lavoratore	e,	dall’altra,	l’interesse	a	
che	sia	mantenuta	la	libertà	di	iniziativa	economica	del	datore	di	lavoro	






15892/2007	 (in	 FI	 rep.	 2007,	 n.	 1025)	 in	 cui	 la	 corte	 di	 cassazione	 circoscrive	 i	 “controlli	




decreto	 legislativo	n.	151,	attuativo	della	 l.	183/2014,	 riguardante	 le	
“Disposizioni	 di	 razionalizzazione	 e	 semplificazione	 delle	 procedure	 e	
degli	adempimenti	a	carico	di	cittadini	e	imprese	e	altre	disposizioni	in	
tema	di	pari	opportunità”	che	ha	modificato	la	norma	suoi	controlli	a	
distanza,	 attualizzandola	 e	 rendendola	 più	 conforme	 alla	 situazione	
attuale	e	agli	obiettivi	che	questa	legislatura	si	è	prefissata.	
Con	 il	 nuovo	 articolo	 4	 il	 legislatore	 ha	 voluto	 dare	 una	 svolta	 alla	
disciplina	dei	controlli	a	distanza,	raccogliendo	finalmente	la	richiesta	–	











al	 datore	 di	 lavoro	 più	 libertà	 nell’eseguire	 i	 controlli	 sui	 lavoratori,	
consentendogli	sempre	l’impiego	di	strumenti	di	 lavoro	che	svolgano	
anche	 controlli	 a	 distanza,	 per	non	 rischiare	una	 stasi	 nell’economia	
italiana:	in	un	periodo	storico	di	crisi	economica	come	quello	attuale,	
infatti,	 il	 legislatore	 ha	 ritenuto	 irragionevole	 e	 controproducente	
lasciare	 che	 un	 imprenditore	 sia	 ostacolato	 nell’installare	 nella	 sua	






legislatore	 ha	 fatto	 rientrare	 espressamente	 i	 controlli	 difesivi	 nel	
campo	d’applicazione	dell’art.	4.	In	questo	modo	il	datore	di	lavoro	non	
può	più	appellarsi	all’esigenza	di	 tutelare	 il	patrimonio	aziendale	per	
svolgere	 i	 controlli	difensivi	 sulla	condotta	 illecita	del	 lavoratore,	ma	
deve	 ricercare	un	accordo	con	 i	 sindacati	 (sempre	che	 tale	condotta	
illecita	debba	essere	accertata	tramite	mezzi	ad	hoc,	perché	se	invece	
è	accertabile	tramite	strumenti	di	lavoro,	allora	il	datore	di	lavoro	non	
è	 obbligato	 ad	 accordarsi	 con	 i	 sindacati,	 ma	 può	 decidere	
unilateralmente)	
Tuttavia	 questa	 piccola	 “concessione”	 all’interesse	 del	 lavoratore	 è	
poca	cosa	 rispetto	a	quanto	concesso	al	datore	di	 lavoro,	cosicché	 il	
nuovo	 articolo	 4	 sembra	 far	 pendere	 l’ago	 della	 bilancia	 un	 po’	 più	
verso	 il	 datore	 di	 lavoro,	 che	 sembra	 avere	 quasi	 completamente	
campo	libero	nell’eseguire	i	controlli.	
Senza	 dubbio	 il	 vecchio	 articolo	 4	 doveva	 essere	 sostituito	 con	 una	
norma	 che	 tenesse	 in	 considerazione	 l’evoluzione	 tecnologica	
avvenuta	nel	corso	degli	anni,	ma	sarebbe	stato	auspicabile	un	migliore	
bilanciamento	 degli	 interessi	 in	 contrasto	 (che	 adesso	 sembrano	




Tuttavia	 sarebbe	 sbagliato	pensare	 che	 con	questo	nuovo	 articolo	 4	







certa	 misura	 è	 sempre	 garantito),	 ma	 il	 potere	 contrattuale	 dei	
sindacati,	che	non	hanno	più	voce	in	capitolo	circa	l’installazione	degli	
apparecchi	di	controllo	a	distanza,	nel	caso	in	cui	siano	gli	strumenti	di	











aspetto	 che	 deve	 essere	 compreso	 è	 quale	 sia	 la	 ratio	 sottostante	
all’articolo	4	St.	Lav.,	 in	altre	parole	bisogna	capire	quali	motivazioni	
abbiano	 spinto	 il	 legislatore	 a	 inserire	 quella	 norma	 all’interno	 del	
nostro	ordinamento,	e	allora	appare	subito	evidente	che	il	legislatore	
ha	voluto	dare	una	risposta	all’esigenza	di	contemperare		due	interessi,	
entrambi	 ugualmente	 tutelati	 dall’ordinamento	 italiano,	 ma	 che	 in	







Già	 il	 codice	 civile	 del	 1942,	 nell’elencare	 diritti	 e	 doveri	 delle	 parti	
stipulanti	il	contratto	di	lavoro	poneva	in	capo	all’imprenditore	il	diritto	
di	controllare	 il	 lavoratore	e	 la	corretta	esecuzione	della	prestazione	
lavorativa,	ma	questa	 idea	venne	 ripresa	anche	successivamente	nel	
1948,	 quando	 l’assemblea	 costituente	 dichiarò	 nella	 carta	
fondamentale	 del	 nostro	 ordinamento	 che	 l’iniziativa	 economica	
privata	 è	 libera;	 tuttavia	 qui	 venne	 espressa	 anche	 l’idea	 che	 per	
quanto	il	datore	di	lavoro	abbia	il	diritto	di	esercitare	determinati	poteri	
imprenditoriali,	ciò	non	deve	comportare	una	svalutazione	del	diritto	
alla	 libertà	 e	 alla	 dignità	 del	 lavoratore,	 da	 cui	 deriva	 il	 “diritto	 alla	
riservatezza	dei	lavoratori”.	
Lo	statuto	dei	lavoratori	e	in	particolare	gli	art.	2,	3,	4	e	8,	quindi,	in	una	




controlli	 sull’attività	 lavorativa,	 sia	 il	 diritto	 alla	 riservatezza	 dei	
lavoratori.	
Con	 il	 codice	 della	 privacy	 del	 2003,	 poi,	 si	 è	 prestata	 ulteriore	
attenzione	al	diritto	alla	riservatezza	delle	persone,	estendendolo	al	di	
fuori	 della	 sfera	 lavorativa	 e	 riconfermando	 quanto	 previsto	 dalla	
L.300/1970	per	quanto	riguarda	la	privacy	dei	lavoratori.	
Successivamente,	 le	prerogative	 sono	 cambiate	e	 tutte	quelle	 tutele	
che	 lo	 statuto	 ha	 dato	 al	 diritto	 alla	 riservatezza	 dei	 lavoratori	 a	
discapito	del	 legittimo	diritto	dell’imprenditore	 a	 eseguire	 i	 controlli	
per	il	buon	andamento	dell’impresa,	sono	state	sentite	come	eccessive.	
Le	nuove	tecnologie	hanno	cambiato	il	modo	di	svolgere	i	controlli	e	la	
crisi	 economica	 ha	 reso	 il	 buon	 andamento	 delle	 imprese	 italiane	




la	 libertà	di	 iniziativa	economica	dell’imprenditore	ed	aiutarlo	 in	una	
migliore	gestione	dell’impresa.		
In	questa	direzione	va	anche	la	legge	148/2011	sulla	contrattazione	di	




1	 L.	183/2014	comma	7	afferma	che	“Allo	scopo	di	 rafforzare	 le	opportunità	di	 ingresso	nel	
mondo	del	 lavoro	da	parte	di	coloro	che	sono	in	cerca	di	occupazione,	nonché	di	riordinare	i	



















parti	 stipulanti	 il	 contratto	 di	 lavoro,	 dapprima	 stabilendo	 quale	
posizione	 della	 scala	 gerarchica	 ricoprono	 coloro	 che	 si	 trovano	 ad	
operare	all’interno	dell’impresa	e	dunque	afferma	che	l’imprenditore	è	





regolamentazione	fondante	 il	potere	direttivo	del	datore	di	 lavoro,	 il	
legislatore	 afferma	 che	 il	 prestatore	 di	 lavoro	 deve	 osservare	 le	
disposizioni	 per	 l’esecuzione	 e	 per	 la	 disciplina	 del	 lavoro	 impartite	
dall’imprenditore,	il	che	in	altre	parole	significa	che	il	datore	di	lavoro	
ha	 il	 compito	 di	 dirigere	 il	 lavoro,	 dare	 indicazioni	 stringenti	 ai	
dipendenti	circa	le	modalità	con	cui	eseguire	la	prestazione	lavorativa	
e	 su	 che	 tipo	di	 condotta	 adottare	e	quindi	 in	 generale	deve	 fissare	





così	 come	 prospettato	 dal	 carattere	 sinallagmatico	 del	 contratto	 di	
lavoro.	
Dagli	 articoli	 precedentemente	 analizzati	 è	 possibile	 dedurre	 che	 il	
datore	di	lavoro	esercita	un	certo	potere	direttivo	sui	suoi	sottoposti,	
ma	può	avvenire	che	la	prestazione	di	lavoro	non	sia	svolta	nel	modo	
indicato	dall’imprenditore	o	che	 il	 lavoratore	non	abbia	 impiegato	 la	
diligenza	 che	 gli	 era	 richiesta,	ma	 in	questo	 caso	 il	 codice	 civile	 non	
prevede	necessariamente	che	il	contratto	tra	le	parti	si	sciolga	in	forza	
di	 questo	 inadempimento:	 Il	 contratto	 di	 lavoro	 continua	 ad	 essere	
valido,	ma	 l’articolo	2106	c.c.	prevede	 la	possibilità	 che	 il	 lavoratore	
possa	essere	sanzionato	in	ragione	di	questa	sua	mancanza.	
Il	datore	di	lavoro	ha	quindi	un	diritto	sanzionatorio	nei	confronti	del	
lavoratore,	 nel	 caso	 in	 cui	 questi	 venga	 meno	 ai	 suoi	 obblighi	
contrattuali,	individuando	per	lui	una	sanzione	adeguata	all’infrazione	





dunque	 prerogativa	 del	 datore	 di	 lavoro	 esercitare	 il	 suo	 diritto	 a	
controllare	 l’attività	 lavorativa	ai	fini	di	accertarsi	che	il	prestatore	di	
lavoro	 si	 attenga	 agli	 standard	 qualitativi	 e	 quantitativi	 richiesti,	








meno	 alienante	 possibile,	 informando	 il	 lavoratore	 di	 tutte	 le	
potenzialità	 e	 le	 modalità	 con	 cui	 il	 controllo	 può	 essere	 svolto	 e	
lasciando	 al	 lavoratore	 la	 possibilità	 di	 contestare	 le	 risultanze	 di	
questo	controllo3.	
Mentre	 i	 riferimenti	 civilistici	 ai	 poteri	 esercitabili	 dall’imprenditore	
sono	 chiari	 e	 coincisi	 e	 non	 lasciano	 spazio	 ad	 interpretazioni,	
altrettanto	non	 si	 può	dire	per	 gli	 accenni	 che	 sul	 tema	 troviamo	 in	
Costituzione.	
Durante	la	stesura	della	costituzione,	infatti,	i	costituenti	si	ritrovarono	
a	 trattare	 nuovamente	 l’argomento,	 ma	 stavolta	 parlandone	 in	 un	
senso	molto	più	generale	e	confuso.	
L’articolo	 41,	 infatti,	 può	 essere	 interpretato	 come	 l’articolo	 della	
costituzione	 con	 cui	 i	 costituenti	 hanno	 voluto	 ribadire	 la	 libertà	





Tuttavia	 il	 comma	 1	 dell’art.	 41	 non	 parla	 espressamente	 di	 “poteri	
dell’imprenditore”,	ma	parla	di	libertà	nell’iniziativa	economica	privata	
e	allora,	per	capire	meglio	il	senso	e	la	portata	dell’articolo	4	bisogna	
verificare	 a	 cosa	 i	 costituenti	 hanno	 voluto	 riferirsi	 dicendo	 che	
l’iniziativa	economica	privata	è	libera.	
L’idea	che	l’iniziativa	economica	privata	debba	essere	libera	è	nata	alla	
fine	 del	 ‘600	 quando	 John	 Locke	 pubblicò	 l’opera	 “Due	 trattati	 sul	








Locke	 afferma	 che	 nel	momento	 in	 cui	 gli	 uomini	 hanno	 stipulato	 il	
contratto	sociale,	non	hanno	ceduto	allo	stato	tutti	i	loro	diritti,	ma	solo	
il	 diritto	 a	 farsi	 giustizia	 da	 sé,	 ragione	 per	 cui	 tutti	 gli	 altri	 diritti	
“naturali”	 (vita,	 uguaglianza	 sociale,	 libertà	 e	 proprietà	 privata)	
rimangono	nella	piena	disponibilità	degli	uomini.		
Tra	questi	diritti	naturali	 si	può	trovare	anche	 il	diritto	alla	 libertà	di	
iniziativa	 economica	 privata,	 in	 quanto	 unione	 dei	 diritti	 naturali	 di	
libertà	e	di	proprietà	privata.	
Successivamente	 la	 rivoluzione	 francese	operò	per	 far	 valere	questo	




del	 commercio	 e	 dell’industria”,	 ma	 le	 costituzioni	 ottocentesche	
raramente	 affermano	 la	 tutela	 di	 questo	 diritto	 espressamente:	 la	
libertà	di	iniziativa	economica	privata	veniva	garantita	implicitamente,	
grazie	 alla	 presenza	nei	 vari	 ordinamenti	 di	 altri	 diritti	 che	 facevano	
presupporre	anche	 l’esistenza	di	un	diritto	a	godere	 liberamente	dei	
propri	beni	privati	e	quindi	ad	iniziare	con	essi	un’attività	economica.5	
I	 costituenti	 decisero	 di	 dedicare	 alla	 libertà	 di	 iniziativa	 economica	
privata	uno	specifico	articolo	della	costituzione,	ma	a	ben	vedere	ciò	
non	 costituì	 una	mera	 volontà	 di	 ribadire	 che	 all’interno	 del	 nostro	
ordinamento	esiste	tale	diritto,	ma	piuttosto	la	costituzione	ha	voluto	
riaffermare	che,	pur	essendoci	libertà	di	iniziativa	economica	privata,	













Tuttavia,	 queste	 indicazioni	 hanno	 lasciato	 spazio	 a	 dubbi	
interpretativi:	 già	 in	 sede	 di	 assemblea	 costituente	 Einaudi	 criticò	
l’eccessiva	vaghezza	del	termine	“utilità	sociale”6	e	in	ragione	di	questa	
ambiguità,	sembra	logico	pensare	che	i	costituenti	non	abbiano	voluto	
individuare	 limiti	 autonomi,	 cioè	 validi	 di	 per	 sé	 a	 circoscrivere	 la	
portata	dell’art	41,	co.	1,	ma	che	ci	sia	bisogno	di	una	regolamentazione	
specifica	 che	 limiti	 la	 portata	 del	 diritto	 alla	 libertà	 di	 iniziativa	
economica	privata.		








Secondo	alcuni,	 la	sicurezza,	 la	 libertà	e	 la	dignità	umana	sono	diritti	
fondamentali	 che	 si	 ritrovano	 dichiarati	 anche	 altrove	 nella	












Tuttavia,	 secondo	 una	 tesi	 da	 lungo	 tempo	 sostenuta	 dalla	
giurisprudenza	 costituzionale,	 il	 comma	 2	 dell’art	 41	 costituisce	 una	
implicita	riserva	di	legge8,	quindi	ha	bisogno	di	un	ulteriore	intervento	







300/1970	 si	 inserisce	 nel	 nostro	 ordinamento	 come	 parte	 del	
meccanismo	di	attuazione	costituzionale,	in	quanto	intende	specificare	
fin	dove	può	spingersi	 il	potere	di	 libertà	di	 iniziativa	economica	del	






controllo	 sul	 lavoratore.	 Infatti,	 la	 fonte	di	ogni	potere	che	 spetta	al	
datore	 di	 lavoro	 è	 rinvenibile	 in	 quel	 più	 generale	 diritto	 alla	 libera	
																																																						
8	 Sent.	 c.	cost.	4/1962	giustifica	 la	 tesi	 sostenendo	che	ciò	si	desume	“dai	principi	generali	
informatori	dell’ordinamento	democratico,	secondo	i	quali	ogni	specie	di	limite	imposto	ai	diritti	





delle	 persone	 e	 all’utilità	 sociale.	 Il	 legislatore	 statutario	 si	 è	
domandato	 il	 significato	 di	 questi	 termini	 “libertà”	 e	 “dignità”	
all’interno	dei	 rapporti	 economici	 privati	 ed	 in	 particolare	nel	 primo	
titolo	della	l.	300/1970	il	 legislatore	è	stato	attento	a	dare	tutela	alla	
dignità	umana	in	ogni	sua	estrinsecazione:	ad	esempio	l’art.	1	e	8	st.	
lav.	 tutelano	 la	 libertà	 e	 la	 dignità	 come	 libera	 manifestazione	 del	





necessari	 al	 buon	 andamento	 dell’impresa,	 devono	 essere	 limitati	




cost.)	 che	 trova	 la	 sua	 giustificazione	 nell’art.	 41,	 co.	 2	 della	
costituzione.		
Lo	statuto	dei	 lavoratori	non	 fa	altro	che	coordinare	 l’attuazione	del	
primo	e	secondo	comma	dell’art.	41,	svolgendo	un	bilanciamento	degli	












potere	 di	 controllo	 del	 datore	 di	 lavoro	 nei	 confronti	 dei	 lavoratori.	
Come	già	 fatto	notare	da	autorevole	dottrina,	“la	 legge	non	detta	 in	
alcun	luogo,	espressamente,	che	il	controllo	deve	svolgersi	in	forme	non	
lesive	 della	 dignità	 umana	 del	 lavoratore…ma	 siffatta	 limitazione	 si	
ricava	da	altri	ovvi	principi	che	circolano	e	animano	 l’intero	contesto	
della	 legge”10;	 Il	 titolo	primo	della	 l.	300/1970,	 infatti,	è	denominato	
“Della	 libertà	 e	 dignità	 dei	 lavoratori”	 	 e	 si	 può	 desumere	 che	 è	 in	
ragione	 di	 questi	 due	 principi	 di	 fondo	 che	 dedica	 particolare	
attenzione	 al	 tema	 dei	 controlli.	 Con	 lo	 statuto	 dei	 lavoratori,	 il	
legislatore	 ha	 voluto	 regolare	 le	 modalità	 di	 effettuazione	 delle	
verifiche	sull’attività	dei	lavoratori	in	modo	da	stabilire	fino	a	che	punto	
l’imprenditore	 può	 spingersi	 nella	 sua	 necessità	 di	 esercitare	 il	
controllo	 e	 quand’è	 che	 invece	 la	 dignità	 e	 la	 libertà	 dei	 lavoratori	
devono	 prevalere,	 anche	 contro	 il	 potere	 del	 datore	 di	 lavoro	 che	
deriva	 da	 quella	 libertà	 di	 iniziativa	 economica	 privata	 prevista	 in	
costituzione,	 dunque	 lo	 statuto	 dei	 lavoratori	 legifera	 sul	 potere	
datoriale	di	controllo	non	tanto	per	affermarne	l’esistenza	all’interno	
del	nostro	ordinamento	(cosa	già	dichiarata	dal	codice	civile,	anche	se	
implicitamente),	 ma	 per	 arginare	 le	 derive	 illiberali	 e	 contrarie	 al	
principio	di	correttezza	che	il	potere	di	controllo	può	assumere11.	
Con	 lo	 statuto	 dei	 lavoratori,	 il	 legislatore	 ha	 introdotto	 nel	 nostro	








ma	 che	 nel	 nostro	 ordinamento	 non	 era	 ancora	 tutelata.	 Come	
affermato,	tra	l’altro,	da	S.	Rodotà,	c’è	“un	legame	profondo	tra	libertà,	
dignità̀	e	privacy”12,	tale	che,	per	poter	tutelare	la	dignità	dei	lavoratori,	





Lo	 statuto	 dei	 lavoratori	 ha,	 infatti,	 introdotto	 in	 Italia	 il	 principio	
secondo	 cui	 è	 diritto	 dei	 lavoratori,	 in	 quanto	 esseri	 umani,	 veder	
tutelata	 la	 loro	 riservatezza,	 perché	 violando	 la	 riservatezza	 delle	
persone	si	reca	danno	alla	loro	dignità	umana13,	che	invece,	ex	art.	41	





per	 quanto	 riguarda	 le	 condotte	 oggetto	 di	 controllo	 o	 per	 quanto	







lavoro	 sia	 la	 forma	 più	 invasiva	 della	 sfera	 personale	 ed	 un’intrusione	 nell’intimità	 del	
lavoratore,	 con	 aspetti	 anche	 fisici,	 come	 ci	 viene	 ricordato	 anche	 dalla	 norma	 sulle	 visite	
personali	di	controllo	
14	Questa	tesi	è	sostenuta	in	AA.VV.,	Nuove	tecnologie	e	tutela	della	riservatezza	dei	lavoratori,	
Milano,	 1988,	 da	 R.	 De	 Luca	 Tamajo,	 Presentazione	 della	 ricerca.;	 C.	 Pisani,	 Il	 Computer	 e	














fine	 di	 accertare	 che	 il	 lavoratore	 rispetti	 gli	 standard	 qualitativi	 e	
quantitativi	richiesti	dal	datore	di	lavoro.	
Gli	articoli	2,	3	e	4,	quindi,	sono	volti	a	evitare	quei	controlli	che	sono	
visti	 come	 eccessivi	 perché	 violano	 la	 riservatezza	 del	 lavoratore	 in	
modo	scorretto,	perché	vengono	impiegati	per	il	controllo	soggetti	la	
cui	mansione	al	servizio	del	datore	di	lavoro	dovrebbe	essere	un’altra	




condizionamento	 psichico	 che	 lo	 induca	 alla	 massima	 tensione	
produttiva15,	violando	così	la	sua	dignità	di	essere	umano.	
L’articolo	8,	poi,	vieta	quei	controlli	che	sono	eccessivi	circa	l’oggetto	











Il	 primo	 articolo	 dello	 statuto	 che	 tratta	 dei	 controlli	 sull’attività	
lavorativa	per	dare	una	concreta	tutela	alla	dignità	umana	è	l’art.	2,	che	




Secondo	 i	 r.d.	 773/1931,	 art	 133	 e	 r.d.	 635/1940,	 infatti,	 le	 guardie	
giurate	devono	vigilare	e	custodire	solo	beni	(mobili	o	immobili)	e	non	
persone,	 devono	 essere	 immediatamente	 riconoscibili	 tramite	
l’uniforme	o	un	distintivo	e	possono	stendere	verbali	che	fanno	fede	in	
giudizio	solo	su	fatti	riguardanti	il	servizio	cui	erano	destinate,	ma	nella	
pratica	 avveniva	 spesso	 che	 l’imprenditore	 li	 poneva	 senza	 segni	
distintivi	nei	 luoghi	di	 lavoro	per	“spiare”	 le	opinioni	e	 le	attività	dei	




caso	 vigilare	 sull’attività	 lavorativa	 e,	 in	 aggiunta,	 non	 possono	mai	
neppure	 entrare	 nei	 luoghi	 di	 lavoro,	 “se	 non	 eccezionalmente	 per	
specifiche	e	motivate	esigenze”	attinenti	ai	compiti	propri	delle	guardie	
giurate.	 Questa	 eccezione	 però	 non	 limita	 troppo	 la	 portata	 della	
norma	 perché	 questi	 casi	 sono	 effettivamente	 eccezionali	 e	 rari:	






secondo	 i	 contratti	 di	 lavoro	 sono	 i	 lavoratori	 stessi	 ad	 essere	
responsabili	della	lesione	colposa	o	dolosa	dei	beni	aziendali	a	cui	sono	
preposti	 e,	 nel	 caso,	 il	 datore	 di	 lavoro	 può	 fare	 azione	 risarcitoria	
contro	di	essi,	ma	comunque	le	guardie	giurate	non	sono	autorizzate	
ad	intervenire	contro	gli	atti	dei	lavoratori17.	
Inoltre	 lo	 statuto	 dei	 lavoratori	 prevede	 anche	 un	 sistema	
sanzionatorio	in	caso	di	violazione	dell’art.	2:	il	datore	di	lavoro	infatti	
è	 penalmente	 responsabile	 per	 un	 impiego	 scorretto	 delle	 guardie	
giurate	e	può	andare	incontro	a	una	sanzione	penale	ex	art	38,	st.	lav.,	
mentre	 le	 guardie	 giurate	 possono	 incorrere	 in	 una	 sanzione	
amministrativa	ex	art.	2,	co.	4.,	 il	che	rende	effettivo	 il	divieto	posto	





Anche	 nell’articolo	 successivo	 dello	 statuto	 dei	 lavoratori	 l’intento	
manifesto	è	quello	di	tutelare	 la	dignità	dei	 lavoratori,	evitando	ogni	













Da	 questa	 norma,	 dunque,	 risulta	 evidente	 che	 il	 legislatore	 non	
proibisce	ogni	tipo	di	controllo	sui	lavoratori,	ma	lo	disciplina	in	modo	
tale	 che	 il	 controllo	 legittimamente	 esercitato	 non	 sia	 troppo	
opprimente	 e	 non	 sia	 lesivo	 per	 la	 dignità	 e	 la	 riservatezza	 del	
lavoratore:	il	datore	di	lavoro	ha	l’onere	di	comunicare	ai	lavoratori	i	
nominativi	di	coloro	a	cui	sono	stati	assegnati	compiti	di	vigilanza	e	fin	
dove	 arriva	 il	 loro	 potere	 di	 controllo	 (il	 datore	 di	 lavoro	 infatti	
potrebbe	 aver	 assegnato	 loro	 anche	 un	 certo	 potere	 disciplinare,	
oppure	 no	 e	 allora	 il	 personale	 di	 vigilanza	 dovrebbe	 limitarsi	 a	
comunicare	le	mancanze	dei	lavoratori	al	datore	di	lavoro	affinché	sia	




il	 datore	 di	 lavoro	 stesso.	 Gli	 unici	 dubbi	 rimangono	 per	 quanto	
riguarda	 il	personale	di	vigilanza	che	ricompre	anche	mansioni	come	
lavoratore	 per	 l’impresa	 circa	 la	 sua	 facoltà	 (o	meno)	 di	 entrare	 nei	
luoghi	 in	 cui	non	 si	 svolge	 attività	 lavorativa,	 come	 il	 locale	 in	 cui	 si	








parla	 in	 questi	 articoli	 sono	 sempre	 controlli	 esercitati	 sull’attività	





da	 ritenersi	 legittimo20	 (anche	 se	 esse	 operano	 all’insaputa	 dei	














erano	 ancora	 agli	 albori	 e	 stavano	 facendo	 un	 loro	 primo,	 timido,	
ingresso	nel	mondo	del	lavoro.	
Quelle	 a	 cui	 si	 riferiva	 il	 legislatore	 del	 1970	 erano	 apparecchiature	
dalla	 capacità	 lesiva	 nei	 confronti	 della	 dignità	 del	 lavoratore	molto	
inferiore	 rispetto	 a	 quella	 che	 hanno	 oggi	 gli	 strumenti	 più	
tecnologicamente	 avanzati,	 ma	 già	 allora	 la	 scarsa	 familiarità	 dei	
cittadini	 con	 questi	 apparecchi	 e	 l’inadeguatezza	 di	 un	 apparato	
legislativo	che	non	tutelava	la	privacy	dei	cittadini,	avrebbero	potuto	
comportare	 una	 lesione	 della	 dignità	 umana	 che	 il	 legislatore	 non	
poteva	permettersi	 di	 ignorare,	 soprattutto	nell’ambito	 lavorativo	 in	




portatori	 dell’interesse	 (ulteriore)	 di	 conservare	 il	 proprio	 posto	 di	
lavoro.	
La	 disciplina	 sui	 controlli	 a	 distanza,	 dunque,	 nacque	 da	 un’attenta	
analisi	del	mondo	del	lavoro	e	dalla	constatazione	della	pratica,	attuata	
da	molti	datori	di	lavoro,	di	approfittare	dell’evoluzione	tecnologica	in	






da	 vietarlo	 in	 tutti	 quei	 casi	 in	 cui	 il	 datore	 di	 lavoro,	 vigilando	 sul	
lavoratore,	non	rispetti	quei	principi	di	correttezza	che,	secondo	l’art.	
1175	 c.c.,	 dovrebbero	 sempre	 intercorrere	 tra	 debitore	 e	 creditore	





La	 ratio	 più	 primordiale	 della	 norma	 volta	 a	 tutelare	 la	 dignità	 dei	
lavoratori	potrebbe	essere	ravvisata	in	un	generale	intento	di	vietare	
quei	controlli	che	risultano	eccessivi	in	quanto	esorbitanti	dall’insieme	
degli	 accertamenti	 che	 il	 datore	 di	 lavoro	 è	 legittimato	 (ex	 c.c.)	 ad	
eseguire	in	funzione	del	buon	andamento	dell’impresa.	
Possono	essere	ritenuti	“eccessivi”	quei	controlli	che	non	si	limitano	ad	









caratterizzanti	 dell’individuo,	 come	 le	 “licenze	 comportamentali”23	 o	
come	i	comportamenti	tenuti	dal	lavoratore	durante	le	“micro-pause”;	
inoltre	 possono	 essere	 ritenuti	 “eccessivi”	 quei	 controlli	 continui	 e	




al	 datore	 di	 lavoro	 e	 secondo	 il	 legislatore	 statutario	 devono	 essere	
vietati	 perché	minano	quella	 serenità	 che	 il	 dipendente	ha	diritto	di	
provare	durante	il	diligente	adempimento	della	prestazione	lavorativa;	
come	 è	 possibile	 leggere	 nella	 relazione	 ministeriale	 di	
accompagnamento	 allo	 statuto	 dei	 lavoratori,	 infatti,	 obiettivo	 del	











24	Dalla	 relazione	ministeriale	di	accompagnamento	allo	 statuto	dei	 lavoratori	 risulta	che	 il	
legislatore	 era	 intenzionato	 a	 vietare	 i	 controlli	 a	 distanza	 per	mantenere	 il	 lavoro	 su	 una	
“dimensione	 umana”	 e	 cioè	 non	 esasperata	 dall’uso	 di	 tecnologie	 che	 possano	 rendere	 la	
vigilanza	stessa	continua	e	anelastica,	eliminando	ogni	zona	di	riservatezza	e	di	autonomia	nello	
svolgimento	 del	 lavoro;	 questa	 considerazione	 della	 relazione	 ministeriale	 è	 tenuta	 in	
considerazione	anche	dalla	sentenza	della	cass.	civile,	 sez.	 lav.,	23	 febbraio	2010,	n.	4375	e	
ripresa	da	C.	Zola,	Il	controllo	a	distanza	del	datore	di	lavoro:	articolo	4,	l.	n.	300	del	1970	tra	
attualità	 ed	esigenze	di	 riforma	 in	RIDL,	 fasc.	 4,	 2009;	 inoltre	 ritengono	 che	 la	 vigilanza	 sul	





privacy	 che	 troverà	 un	 completamento	 più	 organico	 e	 generalizzato	
solo	a	partire	dagli	anni	90.	
In	passato	sono	state	mosse	critiche	a	questa	teoria	che	vede	l’art.	4	
come	 portatore	 di	 un	 diritto	 alla	 privacy	 del	 lavoratore	 e	 il	 punto	
centrale	consisteva	nella	constatazione	che	all’interno	del	rapporto	di	
lavoro	 non	 può	 esserci	 una	 zona	 di	 riservatezza	 da	 tutelare,	 dal	
momento	che	il	c.c.	concede	al	datore	di	lavoro	il	potere	di	controllo	
sul	lavoratore,	tuttavia	la	condizione	che	vive	il	lavoratore	è	solo	una	





tutela	 accentuata	 poiché	 il	 lavoratore	 è	 immerso	 in	 un	 ambiente	
“alieno”,	da	altri	predisposto	e	organizzato27	e	che	potrebbe	renderlo	
succube	 delle	 macchine	 che,	 da	 strumento	 di	 aiuto	 diventerebbero	
strumenti	vessatori	e	invasivi	di	ogni	più	piccolo	spazio	di	riservatezza,	




i	 controlli	 ritenuti	 eccessivi,	 è	 ravvisabile	 nell’intento	 di	 ostacolare	 i	
controlli	occulti.	














rispetto	 al	 controllo	 esercitato	 da	 persone	 a	 causa	 della	 maggiore	
capacità	 delle	 macchine	 di	 incamerare	 informazioni,	 con	 la	
conseguenza	che	il	controllo	così	si	fa	più	opprimente.	
Tuttavia,	 nel	 caso	 dei	 controlli	 a	 distanza,	 la	 dignità	 del	 lavoratore	
verrebbe	 lesa	 anche	 nel	 caso	 in	 cui	 i	 controlli	 fossero	 esercitati	
consapevolmente29:	 la	 consapevolezza	 di	 essere	 sempre	 sotto	
osservazione,	infatti,	farebbe	venir	meno	quel	minimum	di	serenità30	
che	 dovrebbe	 sempre	 esserci	 sul	 luogo	 di	 lavoro	 e	 renderebbe	
alienante	e	vessatoria	la	presenza	di	apparecchi	tecnologici	sul	luogo	di	
lavoro,	 che	 svolgerebbero	 un’azione	 intimidatoria	 nei	 confronti	 dei	
lavoratori,	 che	 verrebbero	 indotti	 a	 una	 prestazione	 di	 lavoro	
stressante31.	Per	questo	motivo,	per	i	controlli	a	distanza	una	soluzione	
simile	a	quella	prospettata	per	l’art.	3	st.	lav.	(sì	ai	controlli	solo	se	gli	
interessati	 sanno	 chi	 li	 esercita)	 non	 sarebbe	 adeguata,	 perché	
comunque	non	 impedirebbe	una	 lesione	della	dignità	del	 lavoratore,	
che	è	lo	scopo	primario	della	norma.	












Questo	 termine	 non	 si	 legge	 nel	 titolo	 della	 norma,	 in	 quanto	 il	
legislatore	 del	 1970	 nello	 scrivere	 l’art.	 4	 st.	 lav.	 aveva	 in	 mente	
principalmente	 impianti	 audiovisivi	 (tipicamente	 le	 telecamere	 a	
circuito	chiuso	che	avevano	da	poco	iniziato	a	fare	il	loro	ingresso	nei	
luoghi	di	lavoro),	tuttavia	la	lungimiranza	del	legislatore	lo	ha	portato	
















tradizionali	 svolti	 “di	 persona”	 perché	 la	 distanza	 aumenta	






33	 R.	 Romei,	 Dibattito	 dottrinale	 sull’articolo	 4	 dello	 statuto	 dei	 lavoratori	 e	 orientamenti	
giurisprudenziali	sull’articolo	3	e	sull’articolo	4	dello	statuto	dei	lavoratori,	in	Nuove	tecnologie	
e	tutela	della	riservatezza	dei	lavoratori,	cit.;	intervento	del	prof.	S.	Passarelli	nel	dibattito	Art.4	




le	 condotte	 biasimevoli	 del	 lavoratore	 e	 non	 anche	 quelle	 diligenti,	
inoltre	rende	più	difficoltoso	per	il	lavoratore	esercitare	il	suo	diritto	di	
ribattere	 alla	 contestazioni	 effettuate	 dal	 datore	 di	 lavoro,	 a	 cui	 il	
prestatore	di	lavoro	ha	diritto	sulla	base	di	quanto	disposto	dall’art.	7	
st.	 lav.,	 che	 disciplina	 il	 potere	 sanzionatorio	 del	 datore	 di	 lavoro	 e	
prevede	che	quest’ultimo	può	irrogare	sanzioni	disciplinari	solo	dopo	
aver	sentito	il	lavoratore	a	sua	difesa.	
Con	 il	 termine	 “controllo”,	 poi,	 il	 legislatore	 si	 riferiva	 all’attività	
tipicamente	esercitata	dal	datore	di	lavoro	(e	a	cui	ha	diritto	in	base	agli	
articoli	precedentemente	analizzati	del	 codice	civile)	 tramite	cui	può	
essere	 svolta	 un’attività	 di	 accertamento	 riguardo	 alla	 condotta	 del	





la	 condotta	 (e	 quindi	 la	 diligenza	 o	meno)	 del	 lavoratore.	 È	 dunque	
possibile	 riscontrare	 la	 sussistenza	di	 controlli	 solo	nei	 casi	 in	 cui	 gli	













ma	 se	 letti	 in	 combinato	 con	 altre	 informazioni,	 tramite	 un	
ragionamento	deduttivo,	possono	essere	utili	al	datore	di	 lavoro	per	
ottenere	informazioni	rilevanti	sull’attività	del	lavoratore.	
Il	 primo	 comma	 dell’articolo	 4,	 quindi,	 in	 osservanza	 di	 queste	
considerazioni,	pone	il	divieto	di	effettuare	controlli	a	distanza,	tuttavia	
il	 legislatore	 sa	 bene	 che	 il	 controllo	 sull’adempimento	 della	
prestazione	 lavorativa	 è	 una	 caratteristica	 ineliminabile	 e	
indispensabile	per	l’organizzazione	dell’impresa,	ai	fini	di	coordinare	e	
valutare	 l’apporto	 lavorativo35;	 l’articolo	4,	 infatti,	non	costituisce	un	
divieto	assoluto	nei	confronti	dei	controlli	a	distanza,	ma	rappresenta	
un	 tentativo	 di	 bilanciare	 i	 due	 interessi	 in	 contrasto	 che	 nella	
fattispecie	in	questione	entrano	in	gioco:	il	diritto	del	datore	di	lavoro	
a	controllare	l’operato	del	lavoratore	(e	l’interesse	del	datore	ma	anche	
dell’intera	 collettività	 a	 vedere	 soddisfatte	 le	 esigenze	organizzative,	
produttive	 e	 di	 sicurezza)	 e	 il	 diritto	 del	 prestatore	 di	 lavoro	 a	 non	
subire	controlli	troppo	invadenti	della	sua	sfera	di	riservatezza	e	lesivi	
della	sua	dignità36.	Questo	è	dimostrato	dal	fatto	che	mentre	il	primo	
comma	 pone	 in	 essere	 un	 divieto	 categorico,	 il	 secondo	 comma	 ne	
funge	da	deroga.	
Il	primo	comma	afferma	che	non	possono	essere	mai	installati	sul	luogo	











anni	 ’70	 a	 ora	 si	 sono	 evolute	 sempre	 di	 più,	 sorge	 il	 dubbio	 –	 non	
chiarito	 dal	 legislatore	 statutario	 –	 se	 soltanto	 gli	 apparecchi	
materialmente	in	grado	di	esercitare	il	controllo	a	distanza	servono	ad	




sostiene	 che	 è	 ininfluente	 l’eventualità	 che	 il	 controllo	 sul	 singolo	
prestatore	d’opera	 sia	 concretamente	utilizzato,	poiché	è	 sufficiente	
che	nell’apparecchiatura	sussista	una	funzione	finalizzata	al	controllo	
per	far	scattare	la	disciplina	prevista	dall’art.	4	st.	lav.	
In	 secondo	 luogo	 perché	 si	 applichi	 il	 divieto	 di	 controlli	 a	 distanza,	
bisogna	 guardare	 alle	 situazioni	 concrete	 e	 alle	modalità	 con	 cui	 il	
datore	di	lavoro	ha	introdotto	l’apparecchio	con	finalità	di	controllo	a	
distanza	in	azienda.	
il	 secondo	 comma	 infatti,	 afferma	 che,	 nonostante	 ci	 sia	 il	 divieto	
assoluto	di	installare	sul	luogo	di	lavoro	impianti	che	abbiano	l’esclusiva	
funzione	di	controllare	l’operato	del	lavoratore	e	registrarlo	al	fine	di	
un	 futuro	uso	da	parte	del	datore	di	 lavoro,	 tali	apparecchi	possono	
tuttavia	essere	installati	se	ci	sono	ragioni	organizzative	o	produttive	
che	 richiedono	 l’uso	di	 apparecchiature	 che	possano	 svolgere	anche	
funzioni	 di	 controllo	 a	 distanza	 (ad	 esempio	 ai	 tachigrafi	 sulle	
automobili)	 o	 se	 servono	 a	 garantire	 la	 sicurezza	 del	 lavoratore	 sul	
luogo	di	 lavoro	(ad	esempio	 le	telecamere	 installate	nei	negozi	a	fini	











nella	 decisione	 sull’installazione	 o	 meno	 di	 apparecchi	 tecnologici,	
quindi	ha	previsto	che	il	datore	di	lavoro	e	le	organizzazioni	sindacali	
possano	 accordarsi,	 ma	 che	 comunque	 l’autorità	 pubblica	 possa	
intervenire	in	forma	sussidiaria38;	il	legislatore	ha	previsto	che,	nel	caso	
in	 cui	 il	 datore	 abbia	 già	 tentato	 di	 accordarsi	 con	 i	 sindacati	 senza	
raggiungere	un	buon	esito,	può	intervenire	l’ispettorato	del	lavoro,	su	
richiesta	 del	 datore	 di	 lavoro	 stesso	 che	 ha	 fallito	 la	 trattativa	 con	 i	





L’accordo	 che,	 in	 base	 all’art.	 4	 co.	 2,	 il	 datore	 di	 lavoro	 deve	
raggiungere	con	 i	sindacati,	 infatti,	 riguarda	non	solo	 l’opportunità	o	
meno	di	istallare	gli	impianti	di	controllo	a	distanza,	ma	è	un	accordo	
che	 copre	 ogni	 aspetto	 conseguente	 l’istallazione	 di	 tali	 apparecchi	





caso	 in	 cui	 abbia	 già	 tentato	e	 fallito	 l’accordo	 con	 le	organizzazioni	










Volendo	dare	una	qualificazione	giuridica	di	 questo	 accordo,	 ad	una	
lettura	 superficiale	 dell’art.	 4,	 co.	 2,	 si	 potrebbe	 cadere	 in	 errore	
pensando	 che	 si	 tratti	 di	 un	 negozio	 di	 autorizzazione,	 in	 quanto	 lo	
scopo	 finale	 che	 vuole	 raggiungere	 il	 datore	 di	 lavoro	 è	 quello	 di	
superare	 l’ostacolo	 posto	 dal	 primo	 comma	 che	 pone	 il	 divieto	 di	
controlli	a	distanza	e	il	mezzo	per	superare	questo	ostacolo	è	ottenere	
il	 consenso	del	 sindacato,	ma	 in	 realtà	a	ben	vedere	 l’accordo	di	 cui	
parla	 l’art.	 4,	 co.	 2	 non	 mira	 solo	 a	 ottenere	 l’autorizzazione	
dell’organizzazione	 sindacale,	 ma	 opera	 affinché	 il	 sindacato	 abbia	
voce	in	capitolo	sia	sull’opportunità	dell’installazione,	sia	sulle	modalità	
attraverso	cui	possono	svolgersi	 i	 controlli	 a	distanza,	 l’imprenditore	
deve	 decidere	 come	 impiegare	 le	 apparecchiature	 in	 grado	 di	
esercitare	 il	 controllo	 a	 distanza	 in	 accordo	 con	 le	 organizzazioni	
sindacali	 e	 questo	 qualifica	 l’accordo	 di	 cui	 tratta	 l’art	 4,	 co.	 2	 più	
verosimilmente	come	un	contratto	collettivo.	




che	probabilmente	sarà	più	 incline	ad	ascoltare	 le	 loro	richieste	se	 il	
sindacato	può	porre	sul	piatto	della	trattativa	anche	l’installazione	e	le	
modalità	 di	 impiego	 in	 azienda	 di	 apparecchi	 utili	 per	 esigenze	
organizzative,	produttive	o	di	sicurezza.	
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L’accordo	 ha	 valore	 nei	 confronti	 di	 tutti	 i	 lavoratori	 che	 abbiano	
l’interesse	 a	 non	 subire	 controlli	 a	 distanza	 che	 non	 rispettino	 il	
principio	 di	 correttezza	 che	 deve	 sempre	 intercorrere	 tra	 datore	 di	
lavoro	 e	 dipendente	 e	 il	 dissenso	 dei	 singoli	 non	 è	 realisticamente	
ipotizzabile39.	Non	è	il	primo	caso,	né	è	insolito	che	il	sindacato	si	trovi	
a	prendere	decisioni	per	tutti	i	lavoratori	anche	non	iscritti,	frequenti	
sono	 i	 casi	 in	cui	 la	RSA	prende	decisioni	valide	erga	omnes	e	non	è	















effettuate	 dagli	 apparecchi	 di	 controllo	 a	 distanza	 possano	 essere	
dedotti	 fatti	o	 informazioni	che	riguardano	gli	obblighi	contrattuali	o	






Gli	 apparecchi	 di	 controllo	 a	 distanza,	 soprattutto	 i	 più	
tecnologicamente	 evoluti,	 sono	 in	 grado	 di	 ottenere	 una	 grande	
quantità	di	informazioni	su	chi	li	utilizza,	tuttavia	per	poter	rientrare	nel	
campo	 di	 applicazione	 dell’art.	 4	 bisogna	 che	 tali	 informazioni	
riguardino	 la	 capacità	 del	 lavoratore	 di	 adempiere	 agli	 obblighi	
contrattuali	nascenti	all’instaurarsi	del	rapporto	di	lavoro.	Al	contrario,	
se	le	informazioni	ottenute	servissero	a	una	valutazione	personale	del	
lavoratore,	 ma	 non	 fossero	 rilevanti	 a	 una	 valutazione	 della	 sua	
capacità	 lavorativa,	 la	 fattispecie	 non	 rientrerebbe	 nell’ambito	 di	
applicazione	 dell’art.	 4	 (e	 quindi	 non	 potrebbe	 essere	 ritenuta	
ammissibile	alle	condizioni	ex	art.	4	co.	2),	ma	rientrerebbe	nel	campo	
d’applicazione	dell’art.	8	che	pone	un	divieto	assoluto.	In	ogni	caso,	la	
























patrimonio	 aziendale	 o	 alla	 reputazione	 dell’imprenditore	 e	
dell’impresa.	 Per	 queste	 ipotesi	 la	 giurisprudenza	 ha	 creato	 la	
fattispecie	 dei	 “controlli	 difensivi”,	 ossia	 controlli	 che	 pur	 essendo	
effettuati	 per	 mezzo	 di	 strumenti	 meccanici,	 secondo	 parte	 della	
giurisprudenza	non	subiscono	gli	effetti	dell’art.	442,	poiché	grazie	alla	
sua	 natura	 difensiva	 esula	 dal	 campo	 d’applicazione	 della	 norma,	
seguendo	il	principio	secondo	cui	“il	fine	giustifica	il	mezzi”.	
Già	pochi	anni	dopo	l’entrata	 in	vigore	dello	statuto	dei	 lavoratori	 (e	
con	esso	dell’art.	4)	il	mondo	del	lavoro	ha	assistito	a	una	rivoluzione	
dovuta	 principalmente	 all’introduzione	 massiccia	 nell’impresa	 di	
apparecchiature	 tecnologiche	 innovative,	 che	esulavano	un	po’	dagli	
schemi	 tenuti	 in	 considerazione	dal	 legislatore	del	 1970;	 le	 relazioni	
all’interno	 del	 rapporto	 di	 lavoro	mutarono,	 a	 causa	 della	 crescente	

















rispetto	 a	 quelli	 a	 cui	 pensava	 il	 legislatore	 statutario,	 con	 la	
conseguenza	che,	secondo	questa	parte	della	dottrina,	era	necessaria	
un’immediata	riforma	dell’art.	4	che	prevedesse	nuovi	divieti	e	nuovi	
vincoli	 per	 il	 datore	 di	 lavoro43;	 secondo	 altra	 parte	 della	 dottrina,	
invece,	l’art.	4	st.	lav.	è	in	grado	di	operare	adeguatamente	anche	alla	
luce	 di	 queste	 nuove	 tecnologie,	 tuttavia	 comporterebbe	 un	
problematico	 condizionamento	 per	 l’installazione	 di	 impianti	 la	 cui	
sussistenza	 in	 azienda	 migliorerebbe	 la	 produttività	 dell’impresa,	 la	




opinabile,	 ma	 è	 strutturalmente	 aperta	 nel	 modo	 attraverso	 cui	
raggiungere	il	fine,	ossia	dalla	lettura	dell’art.	4	risulta	evidente	che	il	
fine	 che	 il	 legislatore	 voleva	 raggiungere	 introducendo	
nell’ordinamento	 questa	 norma	 è	 quello	 di	 vietare	 quei	 controlli	 a	
distanza	 che	 risultano	 eccessivi	 poiché	 troppo	 invadenti	 della	
riservatezza	 del	 lavoratore	 e	 lesivi	 della	 sua	 dignità,	 quindi	 vieta	
l’impiego	 di	 quelle	 apparecchiature	 che	 porrebbero	 a	 rischio	 tale	
interesse	del	lavoratore,	ma	non	specifica	quali	strumenti	tecnologici	









sicuramente	 i	 più	 utilizzati	 dagli	 imprenditori),	 ma	 lasciando	 la	
categoria	 aperta	 anche	 ad	 altri	 tipi	 di	 apparecchiature,	 quindi	 data	





derivanti	 dallo	 sviluppo	 tecnologico.	 Questa	 scelta	 determinò	 una	
migliore	longevità	per	l’articolo	4,	tanto	da	consentirgli	di	sopravvivere	
nella	sua	formulazione	originaria	per	ben	45	anni,	tuttavia	il	prezzo	da	
pagare	per	 questa	perdurante	 valenza	della	 norma	 fu	una	maggiore	
discrezionalità	 lasciata	 all’interprete	 nell’applicare	 la	 legge,	 che	 ben	







aggiunta	 erano	 anche	 in	 grado	 di	 esercitare	 un	 controllo	
preterintenzionale	sull’attività	lavorativa,	registrando	dati	che	davano	
al	 datore	di	 lavoro	 informazioni	dirette	o	 indirette,	 sul	 prestatore	di	
lavoro;	 infatti	 era	 dubbio	 che	 anche	 questi	 controlli	 a	 distanza	
preterintenzionali	rientrassero	nel	campo	d’applicazione	dell’art.	4	st.	
lav.,	poiché	in	questo	caso	la	libertà	di	iniziativa	economica	del	datore	
di	 lavoro	 (e	 nello	 specifico	 la	 sua	 libertà	 di	 rendere	 più	 produttiva	
																																																						
45	M.	Fezzi,	Calcolatori	elettronici	e	controllo	a	distanza	dei	lavoratori,	L80,	1983;	B.	Veneziani,	
L'art.	 4	 legge	 20	maggio	 1970,	 n.	 300:	 una	 norma	 da	 riformare?,	 RGL,	 1991;	 A.	Garilli	 -	 A.	
Bellavista,	 Innovazioni	 tecnologiche	 e	 statuto	 dei	 lavoratori,	 DLRI,	 1989;	M.	 T.	 Salimbeni,	 Il	
controllo	 a	 distanza	 sull'attività	 dei	 lavoratori:	 la	 sopravvivenza	 dell'art.	 4	 sugli	 impianti	
audiovisivi,	DLM,	2010,	
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l’impresa	 introducendo	 in	 azienda	 un	 strumento	 all’avanguardia)	 ne	
sarebbe	risultata	eccessivamente	limitata.	In	particolare	la	presenza	di	
questi	nuovi	strumenti	di	lavoro	che	possono	svolgere	anche	funzioni	
di	 controllo	pongono	 in	 crisi	 lo	 schema	 tradizionale	 secondo	 cui	 agli	
strumenti	 che	 hanno	 esclusiva	 funzione	 di	 controllo	 a	 distanza	 si	
applica	 l’art.	 4	 co.	 1,	 mentre	 a	 quelli	 che	 hanno	 anche	 una	 finalità	
produttiva,	organizzativa	o	di	sicurezza	deve	essere	applicato	il	comma	










cui	 l’imprenditore	 voglia	 introdurre	 in	 azienda	 il	 computer	 (o	 per	
meglio	dire	 le	sue	componenti	hardware	e	 i	software	che	comunque	
non	sono	in	grado	di	svolgere	i	controlli	a	distanza)	o	se	la	procedura	




quella	 di	 isolare	 all’interno	 dello	 strumento	 di	 lavoro	 quelle	
componenti	che	servono	a	svolgere	il	controllo	a	distanza	e	applicare	
l’art.	 4	 solo	 nel	 momento	 in	 cui	 l’imprenditore	 sia	 intenzionato	 ad	
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installare	 queste46,	 tuttavia	 parte	 della	 dottrina	 non	 è	 d’accordo	 e	
Romei47	 rileva	che	 fare	ciò	significherebbe	estendere	per	analogia	 la	





lavoro	 non	 sono	 quelli	 tradizionali	 a	 cui	 pensava	 il	 legislatore	 del	
197048,	tanto	che	dagli	anni	’90	fino	ad	oggi	hanno	dovuto	succedersi	
una	serie	di	leggi	che	adattassero	la	disciplina	dei	controlli	a	distanza	al	
caso	 del	 telelavoro.	 Infatti,	 per	 questi	 casi	 –	 che	 teoricamente	
rientrerebbero	nel	campo	d’applicazione	dell’art.	4	–	è	impensabile	una	
stretta	applicazione	del	divieto	perché	l’esercizio	di	controlli	a	distanza	
sarebbe	 l’unico	modo	 che	 il	 datore	 di	 lavoro	 ha	 per	 esercitare	 quel	
potere	di	vigilanza	sul	lavoratore	che	è	necessario	al	buon	andamento	
dell’impresa.	
Con	 il	 passare	 del	 tempo	 e	 la	 conseguente	 evoluzione	 tecnologica,	
quindi,	 è	 divenuto	 sempre	 più	 difficile	 applicare	 l’art.	 4	 alle	 nuove	
modalità	di	controllo	a	distanza,	tanto	più	che	le	tecnologie	in	grado	di	
permettere	al	datore	di	lavoro	di	esercitare	il	controllo	sono	divenute	





controllo	 non	 può	 neppure	 rientrare	 nella	 categoria	 delle	 apparecchiature	 con	 finalità	 di	




48	 Già	 nel	 1987	 C.	 Pisani	 in	 I	 controlli	 a	 distanza	 sui	 lavoratori,	 cit.	 rilevava	 un	 profondo	





distanza	 sempre	 più	 diffuse	 anche	 al	 di	 fuori	 dell’ambito	 lavorativo	
(come	gli	smartphone)	era	quella	di	disapplicare	l’art.	4	in	determinate	
ipotesi,	ad	esempio	quando	il	controllo	riguardasse	esclusivamente	il	
prodotto	dell’attività	 lavorativa49	ma	non	 anche	 la	 condotta	 (licenze	
comportamentali	 e	 tempi	 morti)	 del	 lavoratore	 nell’eseguire	 la	




contrattazione	 di	 prossimità	 la	 disciplina	 sul	 divieto	 si	 era	 un	 po’	
attenuata	 e	 infine	 nel	 2015	 il	 legislatore	 ha	 finalmente	 portato	 a	
compimento	una	riforma	dell’art.	4	st.	lav.	
In	ogni	caso,	fino	alla	riforma	del	2015,	 l’obsolescenza	dell’art.	4	e	la	
volontà	 (o	 la	 necessità)	 di	 applicarlo	 per	 disciplinare	 una	materia	 in	
continua	 evoluzione	 ha	 comportato	 una	 progressiva	 estensione	 del	
campo	d’applicazione	della	norma,	che	ha	lasciato	non	pochi	dubbi	alla	




Infatti	 in	 origine	 lo	 statuto	 dei	 lavoratori	 prevedeva	 che,	 in	 caso	 di	
violazione	 dell’art.	 4,	 si	 applicasse	 l’art.	 38	 st.	 lav.,	 che	 imponeva	 al	
datore	di	lavoro	che	avesse	violato	le	norme	di	legge	un’ammenda	da	
300.000	 a	 3.000.000	 di	 Lire	 o	 l’arresto	 da	 15	 giorni	 a	 un	 anno,	 ma	
successivamente,	con	l’introduzione	nel	nostro	ordinamento	del	codice	
della	privacy,	 il	d.	 leg.	196/2003,	art.	179,	co.	2	modificò	l’art.	38,	st.	






dato	 che	 l’art.	 114,	 cod.	 privacy	 si	 limita	 a	 ribadire	 la	 sussistenza	
dell’art.	4,	st.	 lav.,	 la	conclusione	non	cambia:	 il	datore	di	 lavoro	che	
non	 rispetti	 l’art.	4	 st.	 lav.	 sarà	penalmente	punito	 in	base	a	quanto	
previsto	dall’art.	38	st.	lav.	e	questo	vale	sia	nel	caso	in	cui	sia	violato	il	
primo	 comma,	 sia	 nel	 caso	 in	 cui	 sia	 violato	 il	 secondo	 comma	
dell’articolo	sui	controlli	a	distanza.	
	





come	 questi	 3	 articoli	 erano	 volti	 a	 vietare	 controlli	 eseguiti	 su	 un	
oggetto	 lecito	 (l’attività	 lavorativa)	 impiegando	 mezzi	 illeciti	
(rispettivamente	l’impiego	di	guardie	giurate,	l’impiego	di	dipendenti	a	
cui	 viene	 assegnata	 una	 mansione	 di	 vigilanza	 senza	 aver	




ogni	 fatto	 non	 rilevante	 ai	 fini	 della	 valutazione	 dell’attitudine	
professionale	del	lavoratore.	
Volendo	ricercare	una	ragione	profonda	che	ha	spinto	il	 legislatore	a	









potesse	 sentirsi	 libero	 di	 esprimere	 le	 proprie	 opinioni	 e	 i	 propri	
interessi	 (non	 rilevanti	 in	 funzione	 di	 una	 corretta	 esecuzione	 della	




ogni	 caso,	 anche	 quando	 sono	 rispettate	 le	modalità	 per	 eseguire	 i	
controlli	 imposte	 dagli	 articoli	 precedenti,	 i	 controlli	 devono	 essere	
considerati	 illeciti	 –	 e	 dunque	 le	 informazioni	 così	 ottenute	 non	




opinioni	 politiche,	 sindacali,	 religiose	 e	 riguardo	 a	 ogni	 altra	
informazione	 sensibile.	 Proprio	 perché	 in	 questi	 casi	 non	 c’è	 un	
apprezzabile	 interesse	del	 datore	di	 lavoro	nell’eseguire	 i	 controlli,	 i	
controlli	sulle	opinioni	non	fanno	parte	di	quei	controlli	il	cui	esercizio	
si	 considera	 implicitamente	 garantito	 dal	 codice	 civile	 e,	 allo	 stesso	
modo,	il	legislatore	statutario	non	ha	sentito	l’esigenza	di	bilanciare	gli	
interessi	in	gioco,	ma	ha	semplicemente	voluto	evitare	il	pericolo	per	
la	 dignità	 e	 la	 libertà	 del	 lavoratore	 che,	 attraverso	 i	 controlli	 sulle	
opinioni,	subirebbe	un	considerevole	danno	alla	sua	riservatezza.	
Con	 lo	 svilupparsi	 delle	 nuove	 tecnologie,	 poi,	 l’art.	 8	 ha	 assunto	






lavoro	 svolga	 certi	 controlli	 che	 sono	 detti	 “preterintenzionali”,	 in	
quanto	 non	 era	 nell’intenzione	 del	 datore	 di	 lavoro	 indagare	 sulle	
opinioni	o	altre	 informazioni	personali	del	 lavoratore,	ma	 tramite	gli	
apparecchi	 di	 controllo	 a	 distanza	 egli	 ha	 potuto	 venire	
involontariamente	a	conoscenza	di	informazioni	sul	lavoratore	che	non	
sono	 rilevanti	ai	 fini	della	valutazione	personale,	ma	che	potrebbero	
comunque	 condizionare	 l’opinione	 che	 il	 datore	 di	 lavoro	 ha	 del	
dipendente.	Anche	nel	caso	in	cui	gli	apparecchi	di	controllo	a	distanza	
fossero	 legittimamente	 installati,	 con	 l’accordo	 delle	 organizzazioni	
sindacali,	sul	luogo	di	lavoro,	il	fatto	che	tramite	essi	il	datore	di	lavoro	




datore	 di	 lavoro.	 La	 giurisprudenza	non	ha	 voluto	 limitare	 troppo	 la	
libertà	di	iniziativa	economica	privata	del	datore	di	lavoro	estendendo	
ulteriormente	 la	 portata	 del	 divieto	 di	 controlli	 a	 distanza,	 ma	










di	 tale	 articolo	 in	 caso	 di	 violazione	 della	 fattispecie	 prevista	 dall’art.	 8	 dichiarando	 che	 si	











Negli	 ultimi	 anni	 stiamo	 assistendo	 a	 una	 rivoluzione	 nel	 modo	 di	
interagire	delle	persone,	le	nuove	tecnologie	fanno	sempre	più	parte	
delle	 nostre	 vite	 e	 internet	 (soprattutto	 con	 l’introduzione	 del	
cosiddetto	“web	2.0”52)	ha	profondamente	modificato	il	modo	in	cui	le	
persone	 interagiscono	 tra	 loro,	 con	 le	 istituzioni	 e	 sul	 lavoro.	 Il	
computer,	da	semplice	strumento	di	lavoro,	alla	stregua	di	un	qualsiasi	
macchinario	industriale,	come	poteva	apparire	in	origine,	si	è	rivelato	













recente	 del	 world	 wide	 web,	 caratterizzata	 da	 un’alta	 interazione	 tra	 siti	 web	 e	 visitatori,	











dalla	 corte	 di	 cassazione54	 che	 nel	 1975,	 dopo	 aver	 a	 lungo	 negato	
l’esistenza	 di	 un	 autonomo	 diritto	 alla	 riservatezza,	 finalmente	 si	
conformò	 alla	 giurisprudenza	 di	 merito,	 individuando	 nel	 nostro	
ordinamento	l’esistenza	implicita	di	un	generale	diritto	alla	riservatezza	
dell’individuo,	 deducibile	 da	 varie	 fonti	 che,	 disciplinando	 specifici	
aspetti	 del	 problema55,	 erano	 concordi	 nel	 ritenere	 che	 l’individuo	
godeva	 di	 un	 certo	 diritto	 di	 essere	 lasciato	 da	 solo,	 ossia	
l’anglosassone	“right	to	be	let	alone”;	tale	sentenza,	quindi,	definisce	il	
diritto	 alla	 riservatezza	 come	 “libertà	 della	 persona	 dalle	 ingerenze	
altrui	nella	propria	sfera	di	 intimità”,	aderendo	a	un	concetto	statico	
del	diritto	alla	riservatezza,	secondo	cui	ai	fini	della	tutela	è	sufficiente	




Soraya	 Esfandiari	 instaurò	 contro	 alcuni	 giornali	 che	pubblicarono	 foto	 che	 la	 ritraevano	 in	
atteggiamenti	intimi	con	un	uomo,	tra	le	mura	della	sua	abitazione.	
55	La	corte	di	cassazione,	nella	citata	sent.	2129/1975,	afferma	che:	“Il	fondamento	normativo	
del	diritto	alla	 riservatezza	non	è	 solo	 implicito	 nel	 sistema;	esso	 trova	una	 serie	di	 espliciti	
riferimenti	legislativi.	Molte	volte,	infatti,	il	legislatore	ha	avuto	occasione	di	confermare	la	sua	
intenzione	di	garantire	il	riserbo	dovuto	alle	intime	situazioni	personali	e	familiari:	riguardo	alle	
notizie	 raccolte	 in	 sede	di	 rilevazioni	 statistiche	 (art.	19	 r.d.l.	27	maggio	1929,	n.	1285),	e	a	
quelle	contenute	nei	registri	dello	stato	civile	(artt.	140	e	185	r.d.l.	9	luglio	1939,	n.	1238),	in	





(legge	 n.	 300	 del	 1970);	 si	 è	 perfino	 derogato	 al	 principio	 della	 pubblicità	 del	 dibattimento	





di	 privacy	 è	 cambiato:	 soprattutto	 a	 partire	 dagli	 anni	 ’80	 abbiamo	
assistito	 a	 un	 processo	 di	 “informatizzazione”	 della	 società	 causato	
dalla	 capillare	 diffusione	 di	 strumenti	 tecnologici	 –	 computer	 e	
centraline	telefoniche,	in	primis	–	in	grado	di	registrare	e	memorizzare	
una	 quantità	 sempre	 crescente	 di	 informazioni	 sugli	 utenti,	 i	 quali,	
archiviati	 sotto	 forma	 di	 dati,	 avrebbero	 potuto	 essere	 impiegati	
successivamente	da	soggetti	e	per	scopi	non	conosciuti	dall’interessato	
e	non	conoscibili	nel	momento	in	cui	ha	immesso	i	dati	nell’elaboratore	
elettronico.	 Con	 il	 tempo	 questi	 dati	 hanno	 assunto	 dimensioni	
rilevanti	e	sono	andati	a	formare	vere	e	proprie	banche	dati	a	cui	i	terzi	
potrebbero	 accedere	 per	 vari	 scopi	 se	 non	 ci	 fosse	 una	 legislazione	
dedicata.	 È	 sorta	 dunque	 l’esigenza	 di	 tutelare	 la	 riservatezza	 delle	











una	 società	 tecnologicamente	 avanzata	 come	quella	 attuale.	Questa	
evoluzione	nel	pensiero	giuridico	 in	 tema	di	privacy	ha	portato	negli	
																																																						






cui	 dovevano	 essere	 selezionate	 e	 raccolte	 le	 informazioni	 sui	
lavoratori,	nata	su	impulso	della	comunità	europea.	
La	CE	si	è	da	sempre	dimostrata	molto	attenta	al	tema	della	disciplina	
sul	 diritto	 alla	 privacy	 dei	 cittadini.	 A	 livello	 internazionale	 le	 prime	
mosse	nella	direzione	di	una	certa	garanzia	al	diritto	alla	riservatezza	
delle	persone	sono	ravvisabili	all’interno	della	dichiarazione	universale	
dei	 diritti	 dell’uomo,	 approvata	 dall’ONU	 il	 10	 dicembre	 1948	 e	 nel	
patto	 internazionale	 relativo	 ai	 diritti	 civili	 e	 politici,	 approvato	
dall'assemblea	dell'ONU	il	16	dicembre	1966,	n.	2200	,	nei	quali	viene	
vietata	ogni	interferenza	arbitraria	nella	vita	privata	dell’individuo,	allo	
stesso	modo	 la	convenzione	europea,	 firmata	a	Roma	 il	4	novembre	
1950,	affermava	che	ogni	persona	ha	il	diritto	al	rispetto	della	propria	
vita	privata	e	familiare,	del	domicilio	e	della	corrispondenza	(art.	8)	e	
che	 la	 libertà	 di	 espressione	 trova	 un	 limite	 nella	 protezione	 della	
reputazione	 altrui,	 per	 impedire	 la	 divulgazione	 di	 informazioni	
confidenziali	(art	10,	co.	2).		
Tuttavia	 è	 con	 lo	 sviluppo	 delle	 nuove	 tecnologie	 e	 con	 la	 nascita	















libera	 circolazione	delle	merci	 spinsero	 il	 legislatore	 italiano	verso	 la	
convinzione	che	fosse	necessario	un	testo	unico	che	raccogliesse	tutta	
la	 regolamentazione	 in	 materia	 di	 privacy,	 dunque	 il	 d.leg.	 127/01	







subito	 anche	 della	 posizione	 del	 prestatore	 di	 lavoro,	 la	 cui	 sfera	 di	


















quanto	 disciplinare	 le	 modalità	 attraverso	 cui	 i	 suoi	 dati	 vengono	
trattati	 e	 fornirgli	 un	 certo	 controllo	 sulle	 modalità	 d’uso	 delle	
informazioni	 memorizzate	 dalle	 banche	 dati;	 a	 tal	 proposito	 non	
sempre	la	dottrina	si	è	trovata	concorde	su	quale	strada	dovesse	essere	
preferibile60.	Tuttavia	se	è	giusto	considerare	l’articolo	4	st.	lav.	come	
una	 norma	 volta	 a	 tutelare	 la	 riservatezza	 del	 lavoratore	 contro	





del	titolo	 I	dello	statuto	dei	 lavoratori	 in	tema	di	privacy	e	ne	hanno	
ribadito	la	validità.	Tuttavia,	mentre	la	l.	675/1996	all’art.	43	si	limitava	
a	confermare	la	validità	delle	norme	statutarie,	il	codice	della	privacy	
dimostra	 particolare	 attenzione	 al	 tema	 dei	 controlli	 a	 distanza,	
dedicandogli	 il	 capo	 III,	 intitolato	 appunto	 “Divieto	 di	 controllo	 a	
distanza	e	telelavoro”,	 inserito	all’interno	del	titolo	VIII,	che	tratta	di	
lavoro	 e	 previdenza	 sociale,	 tuttavia	 questa	 può	 essere	 a	 ragione	
considerata	un’occasione	persa	per	aggiornare	l’ormai	obsoleta	norma	
sui	 controlli	 a	distanza,	 in	quanto	di	 fatto	 l’art.	114	non	 fa	altro	 che	
rinviare	 espressamente	 all’articolo	 4	 della	 legge	 30	maggio	 1970,	 n.	
300.	Particolare	rilevanza	assume	anche	il	fatto	che	il	legislatore	abbia	
inserito	 nello	 stesso	 capo	 dedicato	 ai	 controlli	 a	 distanza	 anche	 un	
articolo	riservato	al	telelavoro,	dimostrando	di	essere	cosciente	che	le	
norme	sulla	privacy	comunemente	applicate	al	rapporto	di	 lavoro,	 in	
particolare	quelle	 sui	 controlli	 a	 distanza,	male	 si	 adattano	a	questa	
particolare	 modalità	 di	 svolgimento	 della	 prestazione	 di	 lavoro	 che	






Per	 concludere	 l’analisi	 del	 tema	 dei	 controlli	 a	 distanza	 all’interno	
della	 disciplina	 generale	 sulla	 privacy,	 è	 doveroso	 sottolineare	 la	
presenza	di	altre	norme	rilevanti:	












sono	 rilevanti	 per	 una	 valutazione	 dell’attitudine	 professionale	 del	
prestatore	 di	 lavoro.	 Tali	 dati,	 pertanto,	 non	 sono	 utilizzabili	 a	 fini	
disciplinari	neppure	nel	caso	in	cui	siano	raccolti	secondo	le	procedure	
previste	ex	lege.	
In	 secondo	 luogo	 è	 opportuno	 segnalare	 la	 presenza	 nel	 nostro	
ordinamento	del	d.	 leg.	276/2003	che	all’art.	10	ritorna	a	parlare	del	
divieto	 di	 indagini	 sulle	 opinioni	 e	 trattamenti	 discriminatori,	
stabilendo	 che	 al	 datore	 di	 lavoro	 è	 fatto	 divieto	 di	 trattare	 certe	
categorie	di	dati,	anche	nel	caso	in	cui	ci	fosse	il	consenso	del	lavoratore	
stesso	 (e	 fin	 qui	 sembra	 ricalcare	 l’art.	 8	 st.	 lav.),	 tuttavia	 prevede	





esserci	un’antinomia	 tra	quanto	disposto	dall’art.	 8	 st.	 lav.	 (e	quindi	




Infine,	 molto	 rilevante	 ai	 fini	 della	 tutela	 della	 riservatezza	 è	 stata	
l’istituzione	 nel	 nostro	 ordinamento	 dell’autorità	 garante	 per	 la	
protezione	 dei	 dati	 personali,	 ossia	 un’autorità	 amministrativa	
indipendente	istituita	per	la	prima	volta	in	Italia	dalla	L.	31	dicembre	
1996,	 n.675,	 in	 attuazione	 della	 direttiva	 comunitaria	 95/46/CE,	 che	
oggi	 disciplinata	 dal	 d.	 leg.	 196/2003,	 che	 ad	 essa	 e	 alla	 sua	
regolamentazione	dedica	tutto	il	titolo	II	del	codice	della	privacy.	Data	
la	 pigrizia	 del	 legislatore	 nel	 riformare	 la	 materia	 sui	 controlli	 a	
distanza,	ferma	a	una	disciplina	che	risale	a	più	di	45	anni	fa,	quando	la	
situazione	tecnologica	e	del	mondo	del	lavoro	era	ben	diversa	da	quella	




lacune	 legislative,	 ma	 dando	 un	 potere	 all’autorità	 garante	 che	
travalica	quello	originariamente	concepito	dalla	direttiva	CE.	
In	 definitiva,	 oggi	 il	 datore	 di	 lavoro	 che	 voglia	 installare	
apparecchiature	di	 controllo	 a	distanza	nella	 sua	azienda	è	 tenuto	a	
rispettare	 una	 complessa	 disciplina62	 che	 non	 si	 esaurisce	 nelle	
disposizioni	nascenti	dal	diritto	del	lavoro,	ma	che	si	compone	anche	di	






giuslavoristico	e	 che	non	esistevano	al	momento	 in	 cui	 la	norma	sui	
controlli	 a	 distanza	 fu	 originariamente	 scritta:	 innanzitutto	 devono	
essere	osservate	le	regole	stabilite	dall’art.	4,	co.	2,	st.	lav.	(e	quindi	è	
necessario	 ricercare	 l’accordo	 con	 le	 RSA/RSU,	 o	 ottenere	
l’autorizzazione	 dell’ispettorato	 del	 lavoro);	 in	 aggiunta,	 poi,	 deve	
essere	rispettato	quanto	previsto	dal	codice	della	privacy	in	materia	di	
trattamento	di	dati	personali	e	pertanto	è	opportuno	che	il	datore	di	





elettronica	e	 internet63.	 Inoltre	 in	base	all’art.	 11	 cod.	privacy,	 i	 dati	
ottenuti	 devono	 essere	 “conservati	 in	 una	 forma	 che	 consenta	
l'identificazione	dell'interessato	per	un	periodo	di	tempo	non	superiore	




non	 appena	 risulti	 evidente	 che	 non	 sono	 più	 utili	 allo	 scopo	 che	 il	
datore	di	lavoro	si	era	prefissato	nel	raccoglierli64;	ad	esempio	il	gruppo	
di	 lavoro	 ex	 articolo	 29	 nel	 Parere	 8/2001	 sul	 trattamento	 di	 dati	
personali	nell'ambito	dei	rapporti	di	lavoro,adottato	il	13	settembre	


















Per	 una	 completa	 analisi	 del	 quadro	 normativo	 che	 va	 a	 formare	 la	
disciplina	sui	controlli	a	distanza,	assume	particolare	rilievo	anche	la	l.	
148/2011	 che,	 all’art.	 8,	 regolando	 la	 contrattazione	 collettiva	 di	
prossimità,	 fa	 un	 espresso	 richiamo	 agli	 “impianti	 audiovisivi	 e	 alla	
introduzione	di	nuove	tecnologie”.	
Tale	 norma	 assume	 particolare	 importanza	 perché,	 in	 ragione	 di	
determinate	finalità,	permette	alla	contrattazione	collettiva	aziendale	
o	territoriale	di	derogare	 la	disciplina	riguardante	specifiche	aree	del	
diritto	 del	 lavoro	 (tra	 cui,	 appunto,	 anche	 quella	 relativa	
all’introduzione	in	azienda	di	nuove	tecnologie)	che	sono	nodi	centrali	
della	disciplina	giuslavoristica,	ma	questo	ha	creato	non	pochi	problemi	
interpretativi	 e	 ha	 fatto	 sorgere	 dubbi	 di	 legittimità	 costituzionale	
riguardo	all’art.	8	della	l.	148/2011.	





al	comma	4,	afferma	che	solo	 i	 sindacati	 registrati	possono	stipulare	








considerarsi	 validi	 erga	 omnes66.	 Per	 questo	 motivo	 sembrano	
ragionevoli	 i	 dubbi	di	 legittimità	 costituzionale	dell’art	 8	 l.	 148/2011	
rispetto	all’art	3967.	
Inoltre,	 una	 delle	 particolarità	 di	 questa	 norma,	 ossia	 quella	 che	 la	
rende	 interessante	 dal	 punto	 di	 vista	 della	 disciplina	 sui	 controlli	 a	
distanza,	 è	 la	 possibilità,	 data	 dall’art.	 8	 l.	 148/2011	 ai	 contratti	
aziendali	 o	 territoriali,	 di	 derogare	 le	 disposizioni	 di	 legge	 e	 le	




alla	 maggiore	 occupazione,	 alla	 qualità	 dei	 contratti	 di	 lavoro,	
all’adozione	di	 forme	di	partecipazione	dei	 lavoratori,	alla	emersione	
del	lavoro	irregolare,	agli	incrementi	di	competitività	e	di	salario,	alla	





derogare	 anche	 in	 peius	 la	 disciplina	 lavoristica,	 a	 dispetto	 del	
“principio	 di	miglior	 favore”	 vigente	 in	materia	 giuslavoristica	 grazie	
all’art.	 2103	 c.c.	 che,	 all’ultimo	 comma,	 stabilisce	 che	 “ogni	 patto	
contrario	è	nullo”,	che	sembrerebbe	significare	che	i	CCNL	non	possono	











disciplina	 sul	 trattamento	 dei	 dati	 personali,	 e	 quindi,	 leggendo	 la	
norma	a	contrario,	vieta	ogni	deroga	in	peius.	
Un	altro	aspetto	dell’art.	8	l.	148/2011	che	ha	suscitato	dei	dubbi,	poi,	
è	 il	 carattere	 indefinito	delle	materie	 che	possono	essere	oggetto	di	
deroga;	 anche	 per	 quanto	 riguarda	 il	 punto	 (a),	 che	 tutto	 sommato	
rappresenta	una	delle	materie	più	circoscritte,	non	è	chiaro	quale	sia	
l’ambito	di	applicazione	della	norma	o,	per	meglio	dire,	quali	siano	le	
norme	 che	 permette	 di	 derogare:	 di	 certo	 attraverso	 la	 dicitura	
“apparecchi	di	 controllo	a	distanza”	 il	 legislatore	del	2011	ha	voluto	
operare	un	espresso	richiamo	all’art.	4	st.	lav.,	ma	rimane	il	dubbio	se	
con	 l’aggiunta	 del	 termine	 “nuove	 tecnologie”	 il	 legislatore	 abbia	
voluto	 estendere	 la	 possibilità	 di	 deroga	 anche	 nei	 confronti	 della	










69P.	 Albi,	 art.	 8	 L.	 148/2011,	 in	De	 Luca	 Tamajo,	Mazzotta	 op.	 cit.,	 cit.;	M.	Marazza	 in	 La	
contrattazione	di	prossimità	nell’art.	8	della	manovra	del	2011,	cit.,	sostiene	che	la	norma	vada	
letta	in	senso	restrittivo:	in	tema	di	impianti	audiovisivi	e	di	introduzione	di	nuove	tecnologie	















situazioni	 ragionevolmente	 analoghe	 e	 differenziare	 le	 situazioni	
ragionevolmente	diverse.	E	questo	fa	sorgere	dubbi	di	costituzionalità	
anche	rispetto	all’art.	3	cost.	
Tuttavia,	 come	 il	 jobs	 act,	 anche	 la	 l.	 148/2011	 aveva	 l’obiettivo	 di	
risanare	l’economia	italiana	e	favorire	lo	sviluppo	del	paese70:	entrambi	
i	 testi	 normativi	 avevano	 un	 obiettivo	 in	 comune	 che	 ha	 spinto	 il	
legislatore	verso	l’idea	di	non	poter	più	ignorare	l’obsolescenza	dell’art.	
4	st.	lav.	
Già	 con	 la	 l.	 148/2011	 era	 evidente	 l’esigenza	 di	 una	 riforma	 della	
disciplina	sui	controlli	a	distanza,	e	questa	esigenza	è	stata	la	spinta	che	







70	 L’	 art.	 1	 l.	 148/2011	 dichiara	 espressamente	 gli	 obiettivi	 di	 stabilizzazione	 finanziaria	 e	




Per	 quanto	 riguarda	 gli	 apparecchi	 di	 controllo	 a	 distanza,	 infatti,	 la	
nuova	disciplina	esonera	dalla	necessità	di	seguire	gli	oneri	procedurali	
gli	 strumenti	di	 lavoro	e	gli	 strumenti	di	 registrazione	degli	accessi	e	
delle	presenze	e	ciò	comporta	che	gli	unici	strumenti	la	cui	installazione	
potrebbe	essere	 lasciata	 alla	 disponibilità	 degli	 accordi	 di	 prossimità	
sono	quelli	di	cui	tratta	il	nuovo	art.	4	co.1,	ossia	quegli	strumenti	usati	
anche	 per	 esercitare	 il	 controllo	 dell’attività	 lavorativa,	 ma	 che	
principalmente	sono	funzionali	ad	esigenze	organizzative,	produttive,	
di	 sicurezza	 o	 di	 tutela	 del	 patrimonio	 aziendale	 ed	 in	 questi	 casi	














72	 La	 L.	 148/2011,	 art.	 8	 co.1	 indica	 che	possono	essere	effettuate	 intese	 con	efficacia	nei	
confronti	di	tutti	i	lavoratori	interessati,	che	siano	“finalizzate	alla	maggiore	occupazione,	alla	











Come	 desumibile	 dall’analisi	 dell’art.	 4,	 la	 disciplina	 sui	 controlli	 a	
distanza	vuole	trovare	un	equilibrio	tra	quello	che	è	il	diritto	del	datore	
di	 lavoro	 a	 poter	 controllare	 l’attività	 dei	 lavoratori	 ai	 fini	 di	 una	
migliore	 organizzazione	 e	 gestione	 dell’impresa	 e	 il	 diritto	 del	
lavoratore	 a	 vedere	 tutelata	 la	 sua	 dignità	 affinché,	 nonostante	
l’esigenza	di	garantire	al	datore	di	lavoro	l’esercizio	di	un	certo	potere	
di	controllo	sui	dipendenti,	la	sua	privacy	non	sia	danneggiata	tanto	da	
arrivare	 a	 ledere	 anche	 la	 dignità	 umana	 del	 lavoratore,	
costituzionalmente	 protetta.	 In	 questo	 senso	 opera	 lo	 statuto	 dei	
lavoratori	che	pone	dei	limiti	al	potere	di	controllo	del	datore	di	lavoro,	
pur	senza	eliminarlo	del	tutto.	
Tuttavia	 nella	 disciplina	 prevista	 dall’originario	 art.	 4	 St.	 Lav.	 il	








danneggiare	 il	 patrimonio	 aziendale	 o	 la	 reputazione	
dell’imprenditore.	
Dall’altra	 parte,	 invece,	 le	 nuove	 tecnologie	 hanno	 dato	 vita	 a	 un	
concetto	 di	 privacy	 che	 va	 oltre	 quello	 concepito	 dal	 legislatore	 del	
1970;	 oggi	 la	 questione	 non	 riguarda	 più	 l’esigenza	 di	 assicurare	 il	
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rispetto	 della	 sfera	 di	 intimità	 dell’individuo	 escludendo	 le	 possibili	
ingerenze	di	 terzi,	perché	 il	modo	di	acquisire	 le	 informazioni	oggi	è	
profondamente	 cambiato	 e	 spesso	 il	 datore	 di	 lavoro	 acquisisce	
preterintenzionalmente	 i	dati	sul	prestatore	di	 lavoro	e,	dato	 il	corso	
seguito	 dal	 progresso	 tecnologico,	 è	 diventato	 molto	 difficile,	 oggi,	
proibire	il	diffondersi	di	informazioni	personali,	inoltre	spesso	sono	le	
persone	stesse	che	condividono	con	altri	i	propri	dati	sensibili.	Tuttavia	
è	 necessario	 –	 anche	 sotto	 la	 spinta	 dell’Europa	 –	 assicurare	 alle	
persone	 (lavoratori	 compresi)	 il	 diritto	 ad	 avere	 il	 controllo	 sulle	






con	 il	 titolo	 I	St.	Lav.	era	quello	di	porre	dei	 limiti	e,	più	 in	generale,	
regolare	 i	 poteri	 del	 datore	 di	 lavoro	 che	 avrebbero	 potuto	 recare	
pregiudizio	 alla	 dignità	 dei	 lavoratori,	 tuttavia	 sorse	 ben	 presto	 il	
dubbio	 se	 	 questa	 volontà	 di	 tutelare	 la	 riservatezza	 dei	 lavoratori	
dovesse	 prevalere	 su	 qualsiasi	 eventualità	 che	 in	 concreto	 può	




un	 controllo	 per	 mezzo	 di	 apparecchiature	 tecnologiche,	 ma	 non	
prende	in	considerazione	alcune	eventualità	che	la	giurisprudenza	non	











Col	 tempo	 poi,	 la	 Corte	 di	 Cassazione	 ha	 elaborato	 una	 specifica	
fattispecie	che,	pur	essendo	annoverabile	nella	categoria	dei	controlli	
a	distanza,	presenta	dei	caratteri	distintivi	che	non	la	fanno	ricadere	nel	
campo	 di	 applicazione	 dell’art.	 4	 e	 per	 cui,	 quindi,	 secondo	 la	






“Controlli	difensivi”	è	stata	 la	sentenza	4746/20022	 in	cui	 la	Corte	di	
Cassazione	 ha	 affermato	 che	 “Ai	 fini	 dell'operatività	 del	 divieto	 di	
utilizzo	 di	 apparecchiature	 per	 il	 controllo	 a	 distanza	dell'attività	 dei	
lavoratori	 previsto	 dall'art.	 4	 l.	 n.	 300	 del	 1970,	 è	 necessario	 che	 il	
controllo	riguardi	(direttamente	o	indirettamente)	l'attività	lavorativa,	
mentre	devono	 ritenersi	 certamente	 fuori	dell'ambito	di	applicazione	
della	 norma	 i	 controlli	 diretti	 ad	 accertare	 condotte	 illecite	 del	









dei	 “controlli	 difensivi”	 dall’insieme	 di	 situazioni	 che	 devono	 essere	
disciplinate	dall’art.	4,	poiché	secondo	l’interpretazione	che	la	Corte	di	
Cassazione	 ha	 dato	 alla	 norma	 statutaria3,	 possono	 dirsi	 oggetto	
dell’articolo	 4	 solo	 quelle	 condotte	 che,	 direttamente	 o	
indirettamente,	 permettono	 al	 datore	 di	 lavoro	 di	 valutare	
(quantitativamente	 e	 qualitativamente)	 l’attività	 lavorativa	 del	
dipendente,	mentre	i	controlli	difensivi	non	sono	volti	ad	indagare	sul	




condotte	 illecite	 poste	 in	 essere	 dal	 lavoratore	 a	 vantaggio	
dell’impresa.	
Questa	 fattispecie	ha	 trovato	 ampio	 consenso	nella	 giurisprudenza4,	
che	più	volte	vi	ha	fatto	ricorso	per	giustificare	la	disapplicazione	del	
divieto	 statutario	 sentito	 come	 troppo	 stringente:	 pur	 consapevole	








volte,	 sia	 la	 giurisprudenza	 di	 merito	 che	 la	 giurisprudenza	 di	 legittimità	 ha	 affermato	 la	
sussistenza	di	una	distinzione	tra	controlli	difensivi	e	controlli	a	distanza:	Cass.	27	maggio	2015	
n.10955,	FI	2015,	I,	2316;	Cass.	Pen.,	sez.	 II,	22	gennaio	2015	n.	2890,	FI	2015,	II,	274;	Cass.	













datore	 di	 lavoro	 che	 non	 potevano	 rimanere	 inascoltate	 e	 che	
giustificavano	 un	 allontanamento	 da	 un’interpretazione	 letterale	
dell’art.	4	strettamente	attinente	al	testo.	
La	creazione	di	questa	fattispecie	da	parte	della	giurisprudenza	e	la	sua	
esclusione	 dal	 campo	 di	 applicazione	 dell’art.	 4	 St.	 Lav.	 	 può	 essere	
giustificata	 ritenendo	 che,	 nel	 silenzio	 del	 legislatore,	 i	 “controlli	
difensivi”	servissero	alla	stregua	di	una	“valvola	di	sfogo”,	permettendo	
all’imprenditore	 di	 svolgere	 quei	 controlli	 che	 erano	 necessari	 per	
preservare	 il	 patrimonio	 aziendale	 nei	 casi	 in	 cui	 non	 era	 possibile	
svolgerli	con	tecniche	meno	invasive	della	riservatezza	dei	lavoratori.	
Per	quanto	 riguarda	 l’applicazione	dell’articolo	4,	dunque,	 i	 controlli	
difensivi	 rappresentavano	una	 via	 di	mezzo	 tra	 i	 controlli	 a	 distanza	





disciplinato	 dal	 secondo	 comma,	 nel	 caso	 dei	 controlli	 difensivi	
l’apparecchio	non	è	stato	 installato	dall’imprenditore	per	vigilare	sul	
corretto	 adempimento	 della	 prestazione	 lavorativa	 da	 parte	 del	
dipendente,	 ma	 è	 stato	 installato	 per	 assicurarsi	 che	 il	 patrimonio	
aziendale	non	venga	danneggiato:	il	controllo	a	distanza	sull’attività	dei	








essendo	 considerabili	 una	 species	 dei	 controlli	 preterintenzionali5,	 i	
controlli	a	distanza	non	possono	essere	considerati	come	rientranti	nel	
campo	d’applicazione	di	art.	4	co.	2	e	per	questo	la	giurisprudenza	ha	
ritenuto	 opportuno	 creare	 una	 fattispecie	 ad	 hoc,	 da	 escludere	 dal	
campo	 d’applicazione	 dell’art.	 4	 per	 tutelare	 la	 legittima	 esigenza	
dell’imprenditore	di	salvaguardare	il	suo	patrimonio	aziendale.	Questa	
interpretazione	 dei	 controlli	 difensivi	 aveva,	 di	 fatto,	 finito	 per	
legittimare	 i	controlli	a	distanza	sull’attività	 lavorativa,	a	dispetto	del	
divieto	statutario6.	
Tuttavia,	 col	 tempo	 ed	 approfondendo	 l’argomento,	 la	 dottrina	 e	 la	




principio	 secondo	 cui	 “il	 fine	 giustifica	 i	 mezzi”	 ed	 in	 base	 a	 cui	
difficilmente	 il	 datore	 di	 lavoro	 avrebbe	 potuto	 sapere	 a	 priori	 se	 i	
controlli	 che	 aveva	 intenzione	 di	 porre	 in	 essere	 sarebbero	 stati	
classificati	 “difensivi”	 e	quindi	 leciti,	 oppure	 sarebbero	 stati	 reputati	
illeciti	 per	 violazione	 dell’art.	 4	 e	 quindi	 i	 dati	 così	 ottenuti	 non	
sarebbero	stati	utilizzabili	e	il	datore	di	lavoro	sarebbe	andato	incontro	
a	una	 sanzione	penale	 (prevista	dall’art.	38	St.	 Lav.).	 Fu	 soltanto	nel	






7	 G.	 B.	 Gallus,	 Nota	 alla	 Sent.	 Del	 Tribunale	 di	 Perugia	 del	 20	 febbraio	 2006:	 Verifiche	
sull’accesso	a	internet	dei	dipendenti	e	controlli	difensivi,	in	Dir.	Inf.,	fasc.1,	2007;	M.L.	Vallauri,	
È	davvero	incontenibile	la	forza	espansiva	dell’art.	4	dello	Statuto	dei	Lavoratori?	Cit.;	inoltre	si	







La	 soluzione	 prospettata	 dalla	 Suprema	 Corte	 nel	 2007	 dimostra	 il	
tentativo	 di	 trovare	 un	 valido	 compromesso	 circa	 la	 legittimità	 (e	
l’esigenza	stringente)	dei	controlli	difensivi	e	la	necessità	di	applicare	
anche	ad	essi	i	limiti	previsti	dall’art.	4:	la	Cassazione	ha	quindi	stabilito	
che	 i	 controlli	 difensivi	 debbano	 sempre	 considerarsi	 legittimi	 ogni	
qualvolta		il	datore	di	lavoro	abbia	ragione	di	credere	che	il	prestatore	
di	 lavoro	 stia	 tenendo	 una	 condotta	 illecita,	 ossia	 quando	 ci	 sono	
elementi	 di	 fatto	 tali	 da	 raccomandare	 l’avvio	 di	 un’indagine	
retrospettiva9,	 arrivando	a	 sostenere	 che	 l'insopprimibile	esigenza	di	
evitare	 condotte	 illecite	 da	 parte	 dei	 dipendenti	 non	 può	 assumere	
portata	tale	da	giustificare	un	sostanziale	annullamento	di	ogni	forma	





quelle	 	 attività	 del	 lavoratore	 che	 sono	 del	 tutto	 estranee	 agli	
adempimenti	 solutori	 del	 contratto	 di	 lavoro,	 come	 ad	 esempio	 nel	
caso	 di	 una	 telecamera	 puntata,	 non	 sulla	 postazione	 di	 lavoro,	ma	
verso	 un’area	 a	 cui	 il	 lavoratore	 non	ha	 diritto	 di	 accesso,	 per	 cui	 il	
controllo	 sul	 lavoratore	 si	 effettuerà	 esclusivamente	 nell’eventualità	
che	egli	contravvenga	alle	regole,	attuando	una	condotta	illecita	ed	in	
																																																						
8	 Oltre	 alla	 citata	 Sent.	 15892/2007,	 anche	 in	 altre	 occasioni	 la	 Cassazione	 ebbe	modo	 di	
confermare	questo	orientamento:	Sent.	Cass.	4375/2010;	Sent.	Cass.	2722/2012	in	FI	2012,	I,	










potenziale	 di	 svolgere	 un	 controllo	 sull’attività	 lavorativa11;	 del	
secondo	 gruppo,	 invece,	 fanno	parte	 quei	 controlli	 che	pur	 essendo	
svolti	per	esplicite	finalità	difensive,	sono	potenzialmente	in	grado	di	




appunto,	 i	 casi	 dei	 controlli	 preterintenzionali.	 È	 possibile	 dunque	
raffigurare	 i	 controlli	 difensivi	 e	 i	 controlli	 a	 distanza	 sull’attività	
lavorativa	 (di	 cui	 tratta	 l’art.	 4	 St.	 Lav.)	 come	 due	 insiemi	 che	 si	
intrinsecano	e,	dunque,	vi	è	un’area	dei	controlli	difensivi	che	è	esclusa	
dal	campo	d’applicazione	dell’art.	4,	mentre	un’altra	area	vi	rientra	e	
pertanto	deve	essere	sottoposta	alle	 stesse	 regole	che	disciplinano	 i	
controlli	 preterintenzionali	 di	 cui	 al	 comma	 2	 della	 norma	 in	
questione12.		
Inoltre,	 una	 seconda	 ragione	 a	 sostegno	 della	 più	 recente	
interpretazione	 della	 Cassazione	 è	 ravvisabile	 in	 considerazione	 del	
fatto	 che	 è	 molto	 difficile	 stabilire	 a	 priori	 quali	 controlli	 possono	
definirsi	 difensivi	 perché	 concretamente	 non	 hanno	 fornito	
informazioni	 sull’attività	 lavorativa	 e	 quali	 controlli,	 invece,	 hanno	
finito	per	fornire	al	datore	di	lavoro	anche	dati	utili	a	una	valutazione	
dell’attitudine	 lavorativa	 del	 dipendente,	 con	 la	 conseguenza	 che	
																																																						
11	 M.L.	 Vallauri,	 È	 davvero	 incontenibile	 la	 forza	 espansiva	 dell’art.4	 dello	 Statuto	 dei	
lavoratori?	 Cit.	 afferma	che	 solo	 i	 controlli	difensivi	 in	 senso	 stretto	possono	 sottrarsi	dalla	
disciplina	ex	art.	4;		














di	 controllo	 a	 distanza,	 stabilendo	 che	 esulano	 dal	 campo	 di	
applicazione	dell’art.	4	 le	 istallazioni	poste	 in	essere	da	terzi,	mentre	
alle	istallazioni	volute	dal	datore	di	lavoro	si	deve	sempre	applicare	il	
divieto	di	controlli	a	distanza16.	






















di	 più	 l’esigenza	 di	 un	 intervento	 chiarificatore	 del	 legislatore17	 che	
fornisse	all’interprete	una	soluzione	a	questo	problema	che	appariva	
come	 un	 vuoto	 normativo.	 Finalmente,	 con	 l’art.	 23	 del	 dcr.	 Leg.	




sindacati.	 Pertanto	 il	 legislatore,	 al	 contrario	 della	 prima	
interpretazione	data	dalla	Cassazione	all’argomento,	ha	 ritenuto	che	
l’esigenza	difensiva	non	è	sufficiente	a	disapplicare	del	tutto	la	norma	
sui	 controlli	 a	 distanza,	 ma,	 adeguandosi	 agli	 orientamenti	
giurisprudenziali	 più	 recenti	 ha	 stabilito	 che	 l’esigenza	 di	 controlli	 a	






Negli	 ultimi	 anni	 il	 mondo	 ha	 assistito	 ad	 un	 enorme	 progresso	
tecnologico	 e	 ad	 una	 rivoluzione	 nel	 modo	 in	 cui	 le	 persone	
interagiscono	 tra	 loro	 e	 con	 gli	 apparati	 pubblici.	 Le	 tecnologie	 e	 gli	
																																																						
17	R.	Galardi,	Il	controllo	sugli	accessi	a	internet	al	vaglio	della	Cassazione,	nota	a	Cass.	Civ.	sez.	





strumenti	 informatici	 fanno	 sempre	 più	 parte	 della	 vita	 quotidiana	
delle	persone	ed	è	venuta	meno	la	tradizionale	diffidenza	con	cui	un	
tempo	erano	visti	gli	apparecchi	meccanici	(e	di	cui	è	un	chiaro	esempio	
l’art.	 4	 dello	 Statuto	 dei	 Lavoratori,	 con	 la	 sua	 preoccupazione	 nei	
confronti	 di	 controlli	 a	 distanza	 visti	 come	 alienanti	 proprio	 perché	
posti	in	essere	da	una	“macchina”);	oggi	sono	sempre	più	numerose	le	
persone	 che	 scelgono	 di	 utilizzare	 una	 vasta	 tipologia	 di	 apparecchi	
elettronici	nella	vita	di	tutti	i	giorni	(dai	computer	ai	telefoni	cellulari	ai	
navigatori	 satellitari),	 anche	 al	 di	 fuori	 dell’ambiente	 lavorativo	 o	
specialistico	e	ciò	ha	comportato,	evidentemente,	dei	riflessi	sul	piano	
della	 privacy,	 a	 cui	 le	 persone	 si	 dimostrano	 sempre	 più	 disposte	 a	
rinunciare	pur	di	poter	usufruire	degli	apparecchi	più	moderni19	i	quali,	
in	 cambio	di	un	aiuto	nelle	 faccende	quotidiane,	pongono	 in	essere,	
quale	effetto	collaterale	del	loro	utilizzo,	dei	veri	e	propri	“controlli	a	
distanza”	 ad	 uso	 e	 consumo	 di	 terzi	 interessati	 ad	 ottenere	 tali	
informazioni	per	scopi	che	è	arduo	prevedere	a	priori;	tale	raccolta	di	
dati,	 poi,	 assume	 una	 valenza	 ancora	 più	 rilevante	 nel	 caso	 in	 cui	
l’individuo	 che,	 inconsapevole	 dei	 rischi,	 sceglie	 di	 utilizzare	 tali	
apparecchi	 sia	 un	 lavoratore	 o	 un	 aspirante	 lavoratore,	 perché	 in	
questo	caso	entrano	 in	gioco	 interessi	ulteriori	 che	spingono	da	una	








19	F.	 Iaquinta,	A.	 Ingrao,	La	privacy	e	 i	dati	sensibili	del	 lavoratore	legati	all’utilizzo	di	social	
networks.	Quando	prevenire	è	meglio	che	curare,	DRI,	fasc.	4,	2014	
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stessa,	 condividendo	 proprie	 opinioni	 e	 propri	 gusti	 personali.	
Espressione	di	questo	web	2.0	sono	i	vari	social	network	che	negli	ultimi	
anni	 hanno	 avuto	 un	 successo	 sempre	maggiore,	 spingendo	 la	 gran	
parte	 delle	 persone	 a	 rendere	 pubbliche	 proprie	 informazioni	
personali,	senza	aver	modo	di	sapere	chi	usufruirà	di	tali	informazioni	
ed	in	quale	modo.	
Questo	 sviluppo	 tecnologico	 ha	 favorito	 la	 creazione	 di	 un	 enorme	
numero	di	“banche	dati”,	definite	dal	codice	della	privacy	e	ancor	prima	
dalla	 l.	 675/1996	 come	 “complesso	 organizzato	 di	 dati	 personali,	
ripartito	in	una	o	più	unità	dislocate	in	uno	o	più	siti”,	le	quali	hanno	la	




che,	 al	momento	 dell’inserimento	 dei	 dati	 in	 questi	 archivi,	 non	 era	
dato	 sapere.	 La	 crescita	 e	 lo	 sviluppo	delle	 capacità	mnemoniche	di	
queste	banche	dati	hanno	finito	per	preoccupare	la	comunità	europea,	
che,	 pur	 essendo	 partita	 in	 ritardo	 rispetto	 alla	 dottrina	 e	
giurisprudenza	 statunitense,	 si	 è	 dimostrata	 negli	 ultimi	 anni	 molto	
attenta	 al	 tema	 della	 privacy,	 dapprima	 legando	 il	 tema	 della	
riservatezza	 al	 diritto	 al	 rispetto	 della	 dignità	 umana	 e	 poi	
trasformando	 il	 diritto	 alla	 privacy	 in	 qualcosa	 di	 più,	 tanto	 che	 è	
avvenuto	 un	 cambiamento	 nella	 concezione	 di	 “privacy”,	 che	 da	
semplice	diritto	ad	essere	lasciato	solo	è	divenuto	diritto	ad	esercitare	
un	 certo	 controllo	 sul	 trattamento	 dei	 propri	 dati	 personali;	 la	
riservatezza	è	divenuta	così	un	diritto	legato	non	solo	alla	dignità,	ma	
anche	 ai	 principi	 di	 libertà	 e	 uguaglianza,	 perché	 è	 tramite	 la	 tutela	
della	privacy	e	la	protezione	dei	dati	personali	che	si	può	permettere	
alle	 persone	 di	 esprimere	 liberamente	 le	 proprie	 opinioni,	 senza	 il	
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timore	che	siano	discriminate	per	questo20.	
Fin	 dagli	 anni	 ’90	 del	 secolo	 scorso	 il	 legislatore	 comunitario	 si	 è	
dimostrato	 consapevole	 del	 fatto	 che	 lo	 sviluppo	 tecnologico	 ha		
comportato	 la	 diffusione	 della	 pratica	 del	 trattamento	 dei	 dati	
personali	in	ogni	settore	delle	attività	economiche	e	sociali21	e	che	non	
è	 ragionevolmente	 possibile,	 nella	 situazione	 tecnologica	 attuale,	
impostare	 una	 disciplina	 anacronistica	 che	 vieti	 categoricamente	 il	
diffondersi	 delle	 informazioni	 in	 rete	 o	 la	 loro	 registrazione	 in	 una	
qualsiasi	banca	dati.	Il	parlamento	europeo,	piuttosto,	si	è	dimostrato	
preoccupato	 del	 progressivo	 incremento	 delle	 banche	 dati22	 che	
registrano	 un	 numero	 sempre	 maggiore	 di	 informazioni	 (anche	
sensibili)	sugli	utenti	e	dell’inarrestabile	incremento	della	loro	capacità	
mnemonica,	 al	 punto	 che	 se	 un	 tempo	 era	 difficile	 ricordare	 ora,	
tramite	queste	enormi	banche	dati,	è	divenuto	arduo	dimenticare23.	La	
comunità	 europea,	 dunque,	 ha	 cercato	 di	 impostare,	 per	 i	 paesi	
membri	 dell’UE,	 un	 sistema	 che,	 pur	 non	 impedendo	 in	 toto	 il	
trattamento	dei	dati	personali,	lo	tenesse	sotto	controllo,	tutelando	il	
diritto	dell’interessato	a	mantenere	il	controllo	sui	propri	dati	personali	
e,	 quindi,	 divenire	 consapevole	 dei	 terzi	 autorizzati	 a	 consultare	 le	
banche	dati	e	quindi	trattare	le	informazioni	depositate	in	esse.	
La	direttiva	95/46/CE,	dunque,	è	stata	una	prima	risposta	comunitaria	






















che	egli	 stesso	ha	 volontariamente	 fornito	per	 raggiungere	un	 certo	
fine,	 ma	 che,	 da	 quel	 momento,	 potrebbero	 essere	 utilizzate	 (o	
vendute)	 da	 terzi,	 con	 l’intenzione	 di	 utilizzarle	 in	 modi	 che	
l’interessato	non	poteva	prevedere.	Il	trattamento	dei	dati	personali,	
infatti,	consiste	in	tutte	quelle	attività	che	comprendono	la	raccolta,	la	
registrazione,	 l’organizzazione,	 la	 conservazione,	 la	 consultazione,	
l’elaborazione,	la	modificazione,	la	selezione,	l’estrazione,	il	raffronto,	
l’utilizzo,	 l’interconnessione,	 la	 comunicazione,	 la	 diffusione,	 la	
cancellazione	 o	 la	 distruzione	 di	 dati	 personali	 di	 terzi	 soggetti	




acquisite,	ma	 affinché	 fosse	 tutelata	 la	 privacy	 e	 con	 essa	 la	 dignità	
delle	persone,	è	stato	necessario	che	l’ordinamento	trovasse	un	modo	
per	 rendere	 le	 persone	 effettivamente	 titolari	 dei	 propri	 dati,	
fornendogli	un	certo	controllo	su	di	essi.	













Questo	 organo,	 istituito	 principalmente	 allo	 scopo	 di	 vigilare	 sul	
rispetto	 della	 disciplina	 sulla	 privacy	 nel	 tempo	 ha	 assunto	 una	
rilevanza	sempre	maggiore,	soprattutto	per	gli	ambiti	più	specifici	in	cui	
il	diritto	alla	privacy	deve	essere	applicato,	perché	in	questi	casi	(come	
nel	 caso	 dei	 controlli	 a	 distanza	 dell’attività	 lavorativa)	 il	 legislatore	




In	 Italia,	 quando	 nel	 1996	 si	 cominciò	 a	 parlare	 di	 un’esigenza	 di	
garantire	 una	 protezione	 ai	 dati	 personali,	 il	 tema	 non	 apparì	
completamente	nuovo	dato	che,	in	molti	punti,	le	considerazioni	fatte	
dal	 parlamento	 europeo	 ricordavano	 quelle	 che	 avevano	 mosso	 il	
legislatore	del	1970	a	introdurre	nel	nostro	ordinamento	la	disciplina	
sui	 controlli	 a	 distanza	 (in	 particolare	 l’art.	 8	 st.	 lav.	 si	 può	 dire	 che	
operasse	una	prima	protezione	dei	dati	personali	dei	lavoratori);	infatti	
se	 tali	 considerazioni	 sono	 valide	 per	 quanto	 riguarda	 l’ambito	
generale,	a	maggior	ragione	devono	essere	percepite	come	rilevanti	in	
un	ambito	come	quello	lavorativo	in	cui	le	parti	sono	mosse	da	interessi	
ulteriori,	 rispetto	 a	 quelli	 vantati	 dai	 comuni	 cittadini25.	 Nell’ambito	
lavorativo,	 infatti,	 chi	 tratta	 i	 dati,	 ossia	 il	 datore	 di	 lavoro,	 è	
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maggiormente	 interessato	 ad	 ottenere	 le	 informazioni	 sui	 suoi	
dipendenti	 e	 tale	 interesse	 è	 legittimato	 dal	 fatto	 che	 sin	 dalla	 sua	
origine	 il	 contratto	di	 lavoro	 subordinato	è	 stato	 considerato	a	base	





luce	 della	 rilevanza	 sociale	 che	 la	 costituzione	 conferisce	 al	 lavoro),	
ossia	l’interesse	ad	ottenere	o	a	conservare	il	posto	di	lavoro,	senza	che	
le	 informazioni	 raccolte	nelle	banche	dati,	magari	a	distanza	di	anni,	




ogni	 cittadino	 europeo	 una	 certa	 protezione	 dei	 dati	 personali,	
bilanciando	 l’esigenza	 di	 operare	 un	 certo	 trattamento	 di	 dati	
personali,	dovuto	ad	esigenze	imprescindibili	dell’epoca	moderna,	con	
il	diritto	di	ogni	 individuo	a	vedere	rispettata	 la	propria	riservatezza,	
così	 come	 già	 previsto	 dalla	 convenzione	 n.	 108	 del	 1981	 circa	 la	




La	normativa	 sulla	 tutela	del	 trattamento	dei	 dati	 personali	 che	 si	 è	
venuta	a	creare	sotto	la	spinta	della	CE,	 inevitabilmente	ha	prodotto	
																																																						






riflessi	 anche	 sulla	 gestione	 dei	 rapporti	 di	 lavoro,	 tuttavia	 –	 a	
differenza	 di	 quanto	 si	 sarebbe	 potuto	 temere	 –	 non	 ha	 negato	 la	
sussistenza	 di	 un	 simultaneo	 potere	 di	 un	 soggetto	 di	 ottenere	 dati	












facevano	 divieto	 di	 pubblicare	 corrispondenza	 o	 memorie	 che	
“abbiano	carattere	confidenziale	o	si	riferiscano	alla	intimità	della	vita	
privata”;	 	 sia	 norme	 che	 imponevano	 l'obbligo	 per	 il	 lavoratore	
domestico	di	“mantenere	la	necessaria	riservatezza	per	tutto	quanto	si	
riferisca	alla	vita	familiare”;	sia	norme	che	derogavano	il	principio	della	
pubblicità	 nel	 dibattimento	 penale	 “quando	 la	 lettura	 o	 l'ascolto	
possono	ledere	il	'diritto	alla	riservatezza'	di	soggetti	estranei	alla	causa	
ovvero,	relativamente	a	fatti	estranei	al	processo,	il	diritto	delle	parti	
private	 alla	 riservatezza”27)	 e	 dal	 1975	 aveva	 trovato	 anche	 un	
riconoscimento	generale	della	giurisprudenza	di	legittimità	che	con	la	
sentenza	del	27	maggio	1975	n.	2129	aveva	riconosciuto	il	diritto	alla	





Anche	 la	 novità	 riguardante	 la	 nuova	 accezione	 di	 privacy	 come	
protezione	 dei	 dati	 personali	 non	 rappresentò	 una	 novità	
nell’ordinamento	 italiano,	 dato	 che	 il	 legislatore,	 tradizionalmente	
attento	 alle	 esigenze	 dei	 lavoratori	 e	 in	 un	 certo	 senso	 precursore	
rispetto	a	quello	che	sarebbe	stato	 l’orientamento	 legislativo	 futuro,	
aveva	 da	 subito	 avvertito	 una	 certa	 pericolosità	 nella	 possibilità	 di	
acquisire	e	memorizzare	dati	riguardanti	il	lavoratore28,	tanto	che	già	
nel	 1970	 aveva	 previsto	 una	 procedura	 per	 l’acquisizione	 dei	 dati	
personali	(art.	4	st.	lav.)	e	una	categoria	di	dati	che	non	potevano	essere	
acquisiti	neppure	nel	rispetto	delle	procedure	(art.	8	st.	lav.).	
Con	 l’entrata	 in	vigore	del	d.leg.	196/2003,	dunque,	 il	problema	non	
riguardò	 tanto	 l’eventualità	 che	 la	 disciplina	 sulla	 privacy	 si	 dovesse	
applicare	(o	meno)	anche	all’ambito	lavorativo,	cosa	di	per	sé	evidente,	
data	 la	 presenza	 di	 norme	 scritte	 sulla	 spinta	 delle	 stesse	
preoccupazioni	che	avevano	reso	opportuno	 il	 codice	della	privacy	e	
considerato	 che	 il	 codice	 della	 privacy	 stesso	 presta	 particolare	
attenzione	all’ambito	lavorativo,	dedicandogli	il	titolo	VIII	riguardante	
“Lavoro	e	previdenza	sociale”;	piuttosto	il	problema	che	venne	a	crearsi	





cui	 gli	 articoli	 4	 e	 8	 dello	 statuto	 dei	 lavoratori	 devono	 essere	
considerate	norme	speciali,	mentre	il	codice	della	privacy	rappresenta	
la	norma	generale	e,	quindi,	anche	 in	materia	di	diritto	del	 lavoro	si	
applica	 la	 disciplina	 prevista	 dal	 d.	 leg.	 196/2003,	 tranne	 che	
																																																						






applicarsi	 quanto	 previsto	 dallo	 statuto	 dei	 lavoratori	 in	 tema	 di	
privacy.	
Questo	è	quanto	avviene,	ad	esempio,	per	l’individuazione	di	quanto	
può	 essere	 oggetto	 del	 trattamento	 dei	 dati	 personali,	 poiché	 per	
l’ambito	 del	 diritto	 del	 lavoro	 non	 basta	 che	 sia	 rispettato	 quanto	
previsto	 dal	 codice	 della	 privacy	 e	 da	 quanto	 specificato	 dal	 d.leg.	
276/2003	per	un	ambito	più	generale,	ma	bisogna	che	 sia	 tenuto	 in	
considerazione	anche	quanto	previsto	dallo	Statuto	dei	Lavoratori	che,	
nonostante	sia	una	legge	più	risalente	nel	tempo,	non	viene	abrogata	
o	modificata	dalla	più	 recente	disciplina	 sulla	privacy,	ma	anzi	 viene	
ripresa	 e	 ribadita,	 poiché	 quanto	 previsto	 dallo	 statuto	 riguarda	 un	




assicurarsi	 anche	 che	 i	 dati	 che	 il	 datore	di	 lavoro	 intende	utilizzare	
siano	utili	 alla	 valutazione	della	 capacità	 lavorativa	del	 prestatore	di	
lavoro	(perché	in	base	all’articolo	8	st.	lav.	i	“fatti	non	rilevanti	ai	fini	
della	 valutazione	 dell’attitudine	 professionale	 del	 lavoratore”	 non	
possono	essere	trattati)	e	che	tali	dati	non	siano	raccolti	per	mezzo	di	
apparecchiature	 elettroniche	 con	 il	 compito	 esclusivo	 di	 effettuare	
controlli	a	distanza	(art.	4	st.	lav.).	In	questo	senso,	infatti,	già	la	legge	
sulla	 privacy	 del	 1996,	 all’art.	 43,	 salvaguardava	 le	 disposizioni	
statutarie,	lasciando	che	continuassero	ad	operare	le	garanzie	previste	
dalla	 l.	 300/197030,	 mentre	 il	 successivo	 codice	 della	 privacy,	







drasticamente	 “scavalcato”	 la	 disciplina	 sui	 controlli	 a	 distanza	










Tutto	 questo	 comporta	 che	 anche	 per	 quanto	 riguarda	 i	 rapporti	 di	
lavoro,	 non	 sarà	 più	 sufficiente	 per	 il	 datore	 di	 lavoro	 limitarsi	 a	
rispettare	quanto	previsto	dal	legislatore	statutario,	ma	sarà	necessario	
attenersi	ad	un	complesso	sistema	di	norme.	il	potere	di	controllo	del	
datore	 di	 lavoro,	 quindi,	 per	 essere	 esercitato	 dovrà	 superare	 vari	
“ostacoli”:	innanzitutto,	i	dati	devono	essere	acquisiti	alle	condizioni	e	
secondo	 le	 procedure	 previste	 dall’art.	 4,	 co.2;	 poi,	 affinché	 essi	
possano	essere	trattati,	è	necessario	che	rispettino	i	criteri	di	finalità,	
non	eccedenza,	pertinenza,	 correttezza	e	necessità,	 secondo	quanto	
previsto	dal	Codice	della	Privacy;	 infine	 il	datore	di	 lavoro	che	voglia	
effettuare	 controlli	 a	 distanza	 sull’attività	 dei	 lavoratori	 avrà	 anche	










a. Linee	 guida	 dell’autorità	 garante	 della	 protezione	 dei	 dati	
personali,	in	materia	di	diritto	del	lavoro	
	
Come	 più	 volte	 sottolineato,	 l’articolo	 4	 dello	 statuto	 dei	 lavoratori	
riguarda	una	materia	in	continua	evoluzione	e	ciò	ha	comportato	che	
già	pochi	anni	dopo	l’entrata	in	vigore	dello	statuto	questo	articolo	si	
dimostrasse	portatore	di	una	modalità	di	 affrontare	 il	 problema	che	




a	 distanza	 che,	 nell’ottica	 del	 legislatore	 originario,	 doveva	 riferirsi	
principalmente	agli	apparecchi	di	controllo	audiovisivo,	ma	che	con	il	
tempo	finì	con	il	riferirsi	sempre	più	a	strumenti	di	lavoro	in	grado	di	
eseguire	 anche	 controlli	 a	 distanza,	 primo	 tra	 tutti	 gli	 elaboratori	
elettronici	e	 l’impiego	della	 rete	 internet.	Con	 l’entrata	 in	vigore	del	
codice	della	privacy,	però,	queste	 speranze	 furono	disilluse	poiché	 il	
decreto	 legislativo	 del	 30	 giugno	 2003	 n.	 196,	 che	 doveva	
ricomprendere	 e	 dare	 unitarietà	 alla	 disciplina	 presente	
nell’ordinamento	 italiano	 in	tema	di	privacy,	come	già	aveva	fatto	 la	
legge	 sulla	 privacy,	 si	 limitò	 a	 richiamare	 espressamente	 quanto	 già	
stabilito	 dal	 legislatore	 nel	 1970,	 non	 aggiungendo	 né	 specificando	
niente	rispetto	a	quanto	previsto	da	una	norma	scritta	in	un	periodo	
storico	che,	a	 livello	 tecnologico,	era	 radicalmente	diverso	da	quello	
																																																						









imbrigliare	 il	 progresso	 tecnologico	 in	 (nuove)	 regole	 giuridiche,	




previsto	 in	 ambito	 generale	 dal	 codice	 della	 privacy,	 ha	 finito	 per	
scaricare	 sull’autorità	 garante	 della	 privacy	 la	 responsabilità	 di	
adeguare	ai	tempi	che	corrono	e	all’evoluzione	tecnologica	l’esigenza	
di	garantire	il	rispetto	della	riservatezza	delle	persone	e	la	protezione	
dei	 loro	 dati	 personali.	 Il	 garante	 è	 diventato	 dunque	 una	 figura	 di	
riferimento	 per	 il	 datore	 di	 lavoro	 che	 voglia	 effettuare	 controlli	 a	
distanza	senza	violare	 la	disciplina	della	privacy	e	ciò	ha	comportato	





si	 trovano	 a	 dover	 applicare	 (e	 quindi,	 preliminarmente,	 ad	
interpretare)	la	legge	a	guardare	all’articolo	4	st.	lav.	con	le	lenti	di	una	
società	profondamente	mutata,	 tanto	da	poter	essere	orma	definita	







una	 forzata	 lettura	 della	 norma	 in	 senso	 evolutivo35,	 in	 modo	 da	
permettere	al	datore	di	lavoro	di	effettuare	liberamente	il	trattamento	
dei	 dati	 personali	 dei	 dipendenti,	 almeno	nel	 caso	 in	 cui	 egli	 avesse	
l’esigenza	di	difendere	sé	e	il	patrimonio	aziendale	contro	le	condotte	
illecite	dei	dipendenti.	








Come	 affermato	 da	 Rodotà36,	 “La	 privacy	 cammina	 ormai	 con	 due	




garantire	 la	 trasparenza	 e	 a	 liberalizzare	 l’impiego	 degli	 strumenti	
informatici	 e	 più	 a	 soffrirne	 sarà	 la	 privacy	 delle	 persone,	 tuttavia	 il	
codice	 della	 privacy	 e	 l’istituzione	 dell’autorità	 garante	 hanno	 il	
compito	 di	 ribadire	 come	 non	 sia	 possibile	 sacrificare	 totalmente	 la	
privacy	 delle	 persone	 sull’altare	 della	 maggiore	 trasparenza	 e	
convenienza	economica,	ma	con	l’incremento	dei	progressi	tecnologici	
si	 fa	 sempre	 più	 stringente	 la	 necessità	 di	 trovare,	 di	 volta	 in	 volta,	






trovino	 un	 compromesso	 soddisfacente	 per	 entrambi.	 Proprio	 in	
questo,	dunque,	 si	 evidenzia	 la	 funzione	principale	del	 garante	della	
privacy	che	ha	il	compito	fondamentale	di	assicurarsi	che,	nonostante	
ogni	 interpretazione	 evolutiva,	 resa	 necessaria	 dal	 progredire	 delle	
scoperte	 tecnologiche	 e	 dei	 modi	 di	 impiegarle,	 nonostante	 tutto	
debba	 essere	 garantito	 un	minimum	 di	 tutela	 alla	 riservatezza	 delle	
persone,	quantomeno	rendendole	coscienti	del	trattamento	dei	propri	
dati	personali,	quando	non	si	può	evitare	di	trattarli.	






fornendo	 linee	 guida	utili	 al	 datore	di	 lavoro	 che	nutra	 il	 bisogno	di	
acquisire	 ed	 utilizzare	 le	 informazioni	 personali	 dei	 suoi	 dipendenti,	
senza	però	violare	la	disciplina	sulla	privacy.	
Le	linee	guida	del	garante	della	privacy	hanno	valore	vincolante	per	il	
datore	 di	 lavoro	 ed	 in	 esse	 l’autorità	 ha	 sempre	 sentito	 il	 dovere	di	
ribadire	 la	 validità	 delle	 norme	 previgenti,	 sottolineando	 che	 esse	

















novembre	 200640	 e	 riguarda	 principalmente	 il	 trattamento	 dei	 dati	
effettuato	 tramite	 strumenti	 di	 rilevazione	 delle	 presenze	 che	
impiegano	 dati	 biometrici	 ed	 in	 essa	 il	 garante	 della	 privacy	 ha	
affermato	 che,	 in	 base	 alla	 vigente	 disciplina	 sulla	 riservatezza	 e	 la	
protezione	dei	dati	personali,	 tali	dati	possono	essere	trattati	solo	 in	
determinati	 contesti	 e	 solo	 nel	 caso	 in	 cui	 siano	 strettamente	
indispensabili;	 nell’ambito	 lavorativo	 la	 finalità	 –	 apprezzabile	 e	 che	
porta	 l’autorità	 garante	 ad	 accettare	 un	 compromesso	 rispetto	 alla	
protezione	dei	dati	personali	–	è	quella	di	impedire	l’accesso	ad	aree	
protette	 (magari	perché	pericolose)	 	 a	persone	non	autorizzate	 (che	
probabilmente	 non	 hanno	 le	 conoscenze	 adeguate	 a	 scongiurare	 la	
pericolosità	 di	 quella	 particolare	 area	 ad	 accesso	 limitato).	 In	 questi	
casi,	quindi	la	rilevazione	di	dati	biometrici	è	considerata	accettabile,	
dal	 garante	 della	 privacy,	 nonostante	 comporti	 una	 restrizione	 del	
diritto	alla	riservatezza,	purché	siano	rispettate	certe	condizioni	come	
l’onere	di	ottenere	 il	 consenso	 informato	da	parte	dell’interessato	e	
quella	di	garantire	che	i	dati	non	saranno	in	nessun	caso	trattati	nelle	
fasi	 successive	 a	 quella	 iniziale	 di	 registrazione,	 infatti	 queste	 linee	













volessero	 distaccarsi	 dalle	 regole	 previste	 dalla	 disciplina	 in	 tema	 di	
riservatezza	 e	 trattamento	 dei	 dati	 personali	 devono	 interpellare	
l’autorità	garante	della	privacy,	come	previsto	dall’art.	17	cod.	privacy.	
Con	 l’entrata	 in	 vigore	 del	 d.	 leg.	 151	 del	 2015	 attuativo	 della	
L.183/2014,	 il	 tema	 degli	 “strumenti	 di	 registrazione	 degli	 accessi	 e	




del	 nuovo	 art.	 4	 co.	 1,	 ma	 rimane	 il	 dubbio	 se	 ne	 sia	 esonerato	









dal	 codice	 della	 privacy	 e	 dallo	 statuto	 dei	 lavoratori	 introducono	
novità	 consistenti	 in	 raccomandazioni	 circa	 alcune	 condotte	 che	 il	
datore	di	lavoro	deve	tenere	per	poter	esercitare	il	suo	legittimo	potere	
di	 controllo	 senza	 danneggiare	 troppo	 il	 diritto	 alla	 riservatezza	 del	
lavoratore.	
Innanzitutto	il	garante	raccomanda	l’adozione	di	un	disciplinare	interno	







policies	 aziendale	 che	 deve	 essere	 resa	 nota	 ai	 lavoratori	 (affinché	
possa	 essergliene	 contestata	 l’infrazione)	 mediante	 l’affissione	 sui	
luoghi	di	lavoro	con	modalità	analoghe	a	quelle	previste	per	l’art.	7	st.	
lav.	 e	 da	 sottoporre	 ad	 aggiornamento	 periodico;	 in	 particolare	 il	
garante	raccomanda	al	datore	di	lavoro	di	informare	i	dipendenti	circa	
le	modalità	in	cui	vengono	effettuati	i	controlli	e	in	che	misura,	inoltre	
deve	 informare	 circa	 le	 corrette	 modalità	 (quali	 aspetti	 della	
navigazione	 internet	 non	 sono	 tollerati)	 e	 i	 tempi	 in	 cui	 le	
strumentazioni	possono	essere	utilizzate	e	deve	indicare	i	nominativi	
dei	 prestatori	 di	 lavoro	 che	hanno	diritto	d’accesso	a	 internet	e	 alla	
posta	elettronica	e	in	che	misura;	inoltre	l’autorità	garante	recepisce	la	
necessità	 che	ha	 il	 datore	di	 lavoro	di	 accedere	 alle	 caselle	di	 posta	
elettronica	di	uso	esclusivo	del	lavoratore	qualora	in	esse	potrebbero	
esserci	 anche	 contenute	 email	 di	 lavoro	 (ad	 esempio	 nel	 caso	 di	 un	
lavoratore	assente	per	malattia	che	aveva	intrattenuto	contatti	con	un	
cliente	 e	 il	 datore	 di	 lavoro	 ha	 bisogno	 di	 sapere	 di	 cosa	 avevano	
parlato),	quindi	 	ha	 sbagliato	 il	 prestatore	di	 lavoro	 che,	nonostante	
tutto,	 abbia	 impiegato	 gli	 strumenti	 di	 lavoro	 per	 motivi	 personali	
(registrandoci,	 quindi	 dati	 personali),	 tuttavia	 il	 luogo	 di	 lavoro	 è	
definito	come	una	“formazione	sociale	ove	si	svolge	l’attività	umana”	
(art.	 2	 Cost.),	 quindi	 non	 sembra	 possibile	 precludere	 totalmente	 al	
lavoratore	 l’impiego	 di	 internet	 e	 email	 che	 nella	 contemporanea	
società	 informatica	sono	divenuti	strumenti	fondamentali44,	 inoltre	 il	
garante	della	privacy	al	tempo	stesso	sembra	essersi	reso	conto	della	
umana	 tendenza	 delle	 persone	 a	 dimenticarsi,	 con	 il	 tempo,	 della	
possibilità	che	il	datore	di	lavoro	svolga	dei	controlli	sulle	email	o	sulla	





stato	 informato),	 quindi	 il	 garante	 ha	 cercato	 una	 soluzione	 di	
compromesso,	 raccomandando	 al	 datore	 di	 lavoro	 di	 adottare	 delle	
policies	aziendali	che	ricordino	costantemente	al	prestatore	di	lavoro	
che	 il	 computer	 aziendale	 o	 la	 casella	 e-mail	 non	 si	 trova	 nella	
disponibilità	esclusiva	del	prestatore	di	lavoro	e	perciò	l’imprenditore	
(che	 ne	 è	 il	 legittimo	 proprietario)	 può	 averne	 accesso.	 Il	 garante	
consiglia	 all’imprenditore,	 ad	 esempio,	 di	 adottare	 caselle	 e-mail	
condivise	 in	 modo	 tale	 che	 non	 possa	 nascere	 nel	 lavoratore	 la	
sensazione	che	tale	casella	sia	di	sua	esclusiva	disponibilità45;	oppure	
consiglia	 che	 nel	 momento	 in	 cui	 il	 datore	 di	 lavoro	 assegna	 a	 un	
dipendente	 un	 indirizzo	 e-mail	 aziendale,	 gliene	 assegni	 anche	 uno	
privato,	in	modo	tale	che	nella	casella	email	aziendale	risultino	esserci	
solo	 informazioni	 di	 lavoro,	 cosicché	 anche	 nell’eventualità	 in	 cui	 il	
datore	di	lavoro	dovesse	svolgere	dei	controlli,	questi	non	andrebbero	
a	 violare	 la	 sfera	 di	 intimità	 del	 lavoratore	 e	 non	 rileverebbero,	
preterintenzionalmente,	 informazioni	 sensibili;	 oppure,	 ancora,	 il	
garante	 consiglia	 al	 datore	 di	 lavoro	 di	 imporre	 al	 dipendente	
autorizzato	ad	utilizzare	una	casella	email	aziendale	di	individuare	una	
persona	 di	 fiducia	 diversa	 dal	 datore	 di	 lavoro	 che	 abbia	
l’autorizzazione	 di	 accedere	 alla	 sua	 casella	 email	 nel	 caso	 in	 cui	 il	
lavoratore	 stesso	 non	 sia	 disponibile.	 Inoltre	 il	 garante	 della	 privacy	
raccomanda	 al	 datore	 di	 lavoro	 di	 effettuare	 una	 black	 list,	 ossia	
bloccare	 l’accesso,	 durante	 l’orario	 di	 lavoro,	 ad	 una	 serie	 di	 siti	
internet	 individuati	 dal	 datore	 di	 lavoro	 che	 tema	 che	 i	 dipendenti	
sarebbero	tentati	di	visitare	durante	l’orario	di	lavoro.	
Dal	 canto	 loro,	 i	 lavoratori	 interessati	 del	 trattamento	 dei	 dati	





informati	preventivamente	e	 in	modo	chiaro	circa	 il	 trattamento	dei	
loro	dati	personali	e	sulle	finalità	di	tali	trattamenti,	che	possono	essere	
connesse	a	specifiche	esigenze	organizzative,	produttive	e	di	sicurezza	
del	 lavoro,	o	all’esercizio	di	un	diritto	 in	 sede	giudiziaria;	 inoltre	agli	




controlli	 graduali,	 prima	 sul	 “gruppo	 di	 lavoro”,	 senza	 che	 le	
informazioni	così	ottenute	siano	riconducibili	ad	un	singolo	soggetto	e	
solo	 se	 le	 anomalie	 persistono	 il	 datore	 di	 lavoro	 può	 procedere	 a	
controlli	 su	 base	 individuale.	 Inoltre,	 nel	 caso	 in	 cui	 i	 lavoratori	 da	







e	 email	 senza	effettuare	un	 trattamento	dei	 dati	 personali,	 quindi	 è	
importante	far	rispettare	il	principio	della	minore	intrusione	possibile	
dei	controlli	del	datore	di	lavoro	nella	sfera	di	intimità	dei	lavoratori	e	












Anche	 nel	 caso	 di	 email	 e	 internet	 la	 situazione	 sembra	 essere	
leggermente	cambiata	in	seguito	alla	riformulazione	dell’art.	4	st.	lav.	
ad	opera	del	d.	leg.	151/2015,	poiché	il	nuovo	art.	4	co.	2	esonera	anche	













rivoluzione	 industriale	 del	 ‘7001,	 data	 la	 trasformazione	 che	 ha	
comportato	 per	 la	 cultura	 e	 le	 abitudini	 dell’epoca	 moderna	 e	 le	





Secondo	 i	 dati	 ISTAT3,	 mentre	 la	 quota	 di	 imprese	 che	 impiegano	
internet	a	banda	larga	è	stabile	e	prossima	alla	saturazione,	con	il	57%	
delle	 imprese	 che	 hanno	 dichiarato	 di	 aver	 anche	 fornito	 dispositivi	
portatili	dotati	di	connessioni	mobili	ad	almeno	il	5%	della	propria	forza	
lavoro,	corrispettivamente	anche	il	numero	di	famiglie	che	dispone	di	
un	accesso	 internet	è	 in	crescita	e	soltanto	 il	2,3%	di	coloro	che	non	
accedono	 ad	 internet	 dichiarano	 come	 motivazione	 l’insicurezza	
rispetto	alla	tutela	della	propria	privacy,	inoltre	1	terzo	degli	utenti	di	
internet	(32,1%)	condivide	sul	web	contenuti	di	propria	creazione	e	tra	








3	 Comunicato	 stampa	 ISTAT	 del	 21	 dicembre	 2015,	 cittadini,	 imprese	 e	 ict	 consultabile	
all’indirizzo	internet:	http://www.istat.it/it/archivio/176914		
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la	 violazione	 della	 riservatezza	 delle	 persone	 e	 sfociando	 nella	
“protezione	 dei	 dati	 personali”	 come	 nuovo	modo	 per	 affrontare	 il	
problema,	dall’altra	ha	comportato	conseguenze	anche	nel	mondo	del	
lavoro,	provocando	una	vera	e	propria	rivoluzione	anche	per	quanto	
riguarda	 il	 modo	 di	 concepire	 i	 rapporti	 lavorativi	 (tra	 lavoratore	 e	
datore	 di	 lavoro	 e	 tra	 lavoratore	 e	 colleghi)	 e	 cambiando	 le	







il	 contratto	 di	 lavoro,	 ad	 impiegare	 sempre	 più	 frequentemente	
controlli	alternativi	rispetto	a	quelli	diretti	(gli	unici	a	cui	lo	statuto	dei	
lavoratori	non	aveva	posto	dei	 limiti)	divenuti	 impossibili.	Tuttavia	 in	
una	tale	situazione	i	limiti	e	gli	oneri	posti	a	carico	del	datore	di	lavoro	
dal	 legislatore	 del	 1970	 (che	 li	 aveva	 introdotti	 con	 una	 certa	
leggerezza,	pensando	che	 il	datore	di	 lavoro	avrebbe	sempre	potuto	
ricorrere	ai	controlli	diretti)	iniziano	ad	essere	sentiti	dall’imprenditore	
come	 eccessivamente	 limitanti	 nei	 confronti	 della	 sua	 libertà	 di	
iniziativa	economica	e	dei	poteri	concessigli	dal	codice	civile	ed	infatti	
risulta	 difficile	 ricomprendere	 le	 meccaniche	 del	 mondo	 del	 lavoro	
digitalizzato	 all’interno	 di	 schemi	 normativi	 creati	 pensando	 a	 un	
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rapporto	 di	 lavoro	 di	 stampo	 taylorista/fordista,	 fondamentalmente	
incentrato	sulla	meccanica	e	sui	turni	fissi	di	lavoro4.	










Il	problema	 iniziò	a	 farsi	 sentire	 intorno	agli	 anni	 ’80,	quando	per	 la	
prima	volta	gli	strumenti	di	“informazione”	passarono	dall’essere	mezzi	




dell’economia	 industriale,	 al	 pari	 del	 capitale	 e	 della	 forza	 lavoro6,	
modificando	 profondamente	 i	 rapporti	 di	 lavoro	 e	 comportando	
conseguenze	significative	sulla	privacy	dei	 lavoratori	e	sulle	modalità	












che	 quando	 approvò	 lo	 statuto	 dei	 lavoratori	 aveva	 in	 mente	 una	
situazione	tecnologica	ben	diversa	da	quella	attuale,	che	permetteva	di	
eseguire	 solo	 una	 parte	 delle	 modalità	 di	 controlli	 a	 distanza	 che	
attualmente	sono	a	disposizione	del	datore	di	lavoro.	Tuttavia	le	nuove	
tipologie	 di	 controlli	 a	 distanza,	 che	 nel	 frattempo	 sono	 andate	
sviluppandosi,	 non	 hanno	 meno	 bisogno	 di	 una	 norma	 che	 ne	
procedimentalizzi	 l’impiego,	dato	che	sono	 in	grado	di	attentare	alla	







sull’attività	del	 lavoratore,	 come	quelli	operati	dalle	 telecamere.	Tali	
controlli	possono	essere	definiti	“diretti”	perché	i	dati	che	rilevano	non	
hanno	 bisogno	 di	 essere	 “mediati”	 tramite	 altre	 informazioni	 che	
rendano	 tali	 informazioni	 significative	 al	 fine	 di	 una	 valutazione	 del	
lavoratore.	












in	 luoghi	 tali	 che	 permettano	 di	 controllare	 l’attività	 del	 lavoratore	
durante	l’orario	di	lavoro	a	cui	è	preposto	e	il	legislatore	del	1970	aveva	
riconosciuto	in	esse	una	particolare	pericolosità	in	ragione	del	fatto	che	
queste	 apparecchiature	 erano	 in	 grado	 di	 svolgere	 un	 controllo	
continuo	 e	 penetrante	 su	 ogni	 atteggiamento	 del	 lavoratore,	 anche	
non	strettamente	attinente	alla	diligenza	nell’eseguire	 la	prestazione	
lavorativa;	 tramite	 le	 telecamere,	 infatti,	 potevano	 essere	 colti	 tutti	
quelli	atteggiamenti	che	esplicano	la	personalità	del	lavoratore,	quindi	
non	solo	l’attività	lavorativa,	ma	più	in	generale	l’attività	del	lavoratore,	
permettendo	 al	 datore	 di	 lavoro	 di	 effettuare	 una	 valutazione	 del	
lavoratore	 basata	 anche	 sulle	 così	 dette	 licenze	 comportamentali	 o	
sulle	 micropause	 prese	 dal	 lavoratore	 tra	 l’esecuzione	 di	 una	
prestazione	di	lavoro	e	l’altra.	Il	rischio	paventato	era	quello	del	datore	
di	 lavoro	 che	 si	 trasformasse	 in	 una	 sorta	 di	 grande	 fratello	 che	
controlla	 ogni	 istante	 della	 vita	 lavorativa	 del	 dipendente,	 e	 così	
facendo	danneggiasse	il	diritto	alla	dignità	del	lavoratore.	Il	legislatore,	
in	considerazione	di	ciò,	dunque,	e	rassicurato	dal	fatto	che	in	ogni	caso	
il	 datore	 di	 lavoro	 avrebbe	 potuto	 ricorrere	 ai	 controlli	 svolti	
personalmente	sull’attività	dei	suoi	dipendenti,	aveva	ritenuto	di	dover	





nonostante	 il	 progresso	 tecnologico	 abbia	 fatto	 balzi	 da	 gigante,	 le	
telecamere	sono	uno	strumento	tuttora	 insostituibile	 in	azienda	e	 le	
ragioni	 che	 giustificano	 il	 loro	 impiego	 sono	essenzialmente	 riferibili	
alla	 tutela	del	patrimonio	aziendale	o	della	 clientela	o	dei	 lavoratori	
stessi.	 La	 loro	 installazione	 deve	 essere	 specificamente	 indicata	
nell’accordo	 sindacale	 (che,	 ad	 esempio,	 può	prevedere	 che	non	 sia	
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posizionata	 puntando	 direttamente	 verso	 la	 postazione	 di	 lavoro)	 o	
dell’ispettorato	del	 lavoro,	ma	 se	 tutte	 le	 condizioni	dell’art.	 4	 co.	 2	
sono	 rispettate,	 le	 videoriprese	 possono	 essere	 utilizzate	 per	
giustificare	ogni	provvedimento	disciplinare,	finanche	il	licenziamento	
per	 giusta	 causa;	 allo	 stesso	 modo,	 le	 registrazioni	 possono	 essere	
utilizzate	 dal	 datore	 di	 lavoro	 anche	 nel	 caso	 in	 cui	 siano	 state	
originariamente	acquisite	dalla	procura	della	 repubblica	nel	 corso	di	
un’indagine	penale,	senza	che	sia	stato	rispettato	l’articolo	4,	dato	che	
questa	 norma	 non	 deve	 essere	 applicata	 nei	 confronti	 dell’autorità	
giudiziaria8.	
Potrebbe	 anche	 realizzarsi	 l’eventualità	 che	 la	 telecamera	 installata	
dall’imprenditore,	 sia	 stata	 posta	 sul	 luogo	 di	 lavoro,	 ma	 in	 una	
posizione	dalla	quale	non	potrebbe	proprio	svolgere	controlli,	neppure	
indiretti,	 sull’attività	 dei	 lavoratori,	 limitandosi	 a	 riprendere	 e	
memorizzare	solo	le	attività	di	terzi.	In	questo	caso	l’installazione	della	
telecamera	non	sarà	soggetta	alla	disciplina	dell’articolo	4,	 in	quanto	





Con	 la	 modifica	 dell’articolo	 4	 operata	 dal	 d.leg	 151/2015,	 non	 è	
cambiata	 sostanzialmente	 la	 disciplina	 sui	 controlli	 a	 distanza	 per	
quanto	 riguarda	 gli	 impianti	 audiovisivi:	 continua	 ad	 essere	 vietato	
(adesso	 implicitamente)	 l’impiego	 di	 telecamere	 che	 abbiano	 come	








Tuttavia,	 mentre	 con	 la	 vecchia	 norma	 rimaneva	 incerto	 se	 fossero	
utilizzabili	 le	videoriprese	effettuate	 in	violazione	della	procedura	ex	
art.	4	nel	 caso	 in	 cui	 il	datore	di	 lavoro	avesse	bisogno	di	difendersi	
contro	la	condotta	illecita	perpetrata	dal	prestatore	di	lavoro	ai	danni	
del	patrimonio	aziendale	o	dell’imprenditore,	adesso	 il	 legislatore	ha	
chiarito	 che	 le	 ragioni	 difensive	 altro	 non	 sono	 che	 una	 delle	







Come	 spesso	 ha	 rilevato	 la	 dottrina10,	 l’originario	 articolo	 4	 è	 una	
norma	 nata	 vecchia:	 già	 pochi	 anni	 dopo	 l’entrata	 in	 vigore	 dello	
statuto	dei	lavoratori,	infatti,	cominciarono	a	diffondersi	nel	mondo	del	
lavoro	 nuovi	 strumenti	 in	 grado	 di	 effettuare	 un	 certo	 controllo	 a	
distanza	che	aveva	caratteristiche	diverse	rispetto	a	quelle	dei	controlli		
espressamente	 tenuti	 in	 considerazione	dal	 legislatore	del	 1970;	 tali	







10	 M.T	 Salimbeni,	 Nuove	 tecnologie	 e	 rapporto	 di	 lavoro,	 cit.	 secondo	 cui	 “nell’art	 4	 si	
intravedono	 sintomi	 di	 obsolescenza	 che	 fanno	 dubitare	 della	 capacità	 di	 aggredire	
efficacemente	tutte	le	potenzialità	lesive	delle	nuove	tecnologie”	
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prestatore	 di	 lavoro.	 D’altra	 parte	 l’articolo	 4,	 per	 quanto	 obsoleto,	
aveva	 avuto	 la	 fortuna	 di	 essere	 stato	 scritto	 in	 termini	
sufficientemente	generali	da	permettere	all’interprete	di	estendere	la	
nozione	di	“controlli	a	distanza”	in	modo	tale	da	ricomprendervi	anche	
questi	 altri	 strumenti	 che	 erano	 dotati	 di	 una	 capacità	 di	 svolgere	
controlli	 a	 distanza	 che	non	 era	 affatto	 inferiore	 a	 quella	 posseduta	
dagli	 impianti	 audiovisivi	 tanto	 temuti	 dal	 legislatore	 statutario	 in	
ragione	 della	 loro	 pericolosità	 nei	 confronti	 della	 dignità	 e	 della	
riservatezza	dei	lavoratori.		
Tra	gli	apparecchi	 in	grado	di	esercitare	questa	seconda	categoria	di	
controlli	 a	 distanza	 si	 trovano	 strumenti	 anche	 molto	 utilizzati	 in	
ambito	lavorativo	quali	i	dischi	Kienzle	e	i	badge	elettronici.	
Gli	 apparecchi	 Kienzle	 sono	 strumenti	 che	 iniziarono	 ad	 essere	
impiegati	 nelle	 imprese	 già	 nei	 primi	 anni	 ’80	 ed	 erano	 in	 grado	 di	
svolgere	 un	 controllo	 sia	 sull’attività	 lavorativa	 sia	 sull’attività	 non	
lavorativa	 del	 dipendente	 in	 quanto	 sono	 costituiti	 da	 dischetti	 che	
devono	 essere	 inseriti	 nello	 strumento	 di	 lavoro	 nel	 momento	
dell’accensione	e	successivamente	su	di	essi	viene	tracciata	una	linea	a	
zig	 zag	 quando	 il	macchinario	 è	 in	 funzione	 (e	 quindi	 quando	 chi	 lo	
utilizza	 sta	 lavorando),	 mentre	 viene	 tracciata	 una	 linea	 circolare	
quando	lo	strumento	è	in	pausa,	permettendo	così	al	datore	di	lavoro,	
che	sa	chi	è	il	lavoratore	addetto	a	quel	macchinario	durante	un	certo	
orario	 lavorativo,	 di	 analizzare	 le	 schede	 stampate	 dagli	 apparecchi	
kienzle	che	consentono,	tra	l'altro,	di	determinare	l'operatore,	il	tipo	o	
i	 tipi	 di	 lavorazione,	 la	 data,	 l'ora	 e	 il	 minuto	 di	 inizio	 dell'attività	
lavorativa,	 la	 quantità	 ed	 i	 ritmi	 di	 produzione,	 i	 tempi	 di	 sosta	 e	 la	






forme	 di	 controllo	 diretto	 sull’attività	 del	 lavoratore,	 ma	 si	 parla	 di	
controlli	 esercitati	 in	 via	 induttiva.	 Tuttavia	 l’art.	 4	 non	 parlava	
espressamente	 di	 controlli	 a	 distanza	 esercitati	 per	 via	 diretta,	 ma	
parlava	più	genericamente	di	“apparecchiature	per	finalità	di	controllo	
a	distanza	dell'attività	dei	lavoratori”	e	ciò	ha	permesso	all’interprete	
di	 estendere	 la	 portata	 dell’art.	 4	 per	 ricomprendervi	 anche	 questi	
apparecchi12	 che,	 altrimenti,	 sarebbero	 rimasti	 ingiustificatamente	
esclusi	dalla	disciplina	sui	controlli	a	distanza,	pur	operando	di	fatto	un	
controllo	stringente	sull’attività	del	 lavoratore,	 in	grado	di	 rendere	a	
quest’ultimo	il	lavoro	stressante	sotto	il	profilo	psichico	e	fisico13.	
Altri	strumenti	che	da	soli	non	riescono	a	svolgere	controlli	a	distanza,	
ma	che	 insieme	ad	altri	 strumenti	permettono	al	datore	di	 lavoro	di	
ricostruire	l’attività	dei	lavoratori	sono	i	badge	elettronici14.	
La	funzione	dei	badge	elettronici	può	essere	considerata	assimilabile	a	






Originariamente	 la	 giurisprudenza	 ,	 soprattutto	 quella	 di	merito,	 ha	
ritenuto	opportuno	escludere	dal	campo	d’applicazione	dell’art.	4	tutti	
quegli	 strumenti	 di	 rilevazione	 delle	 presenze	 (come	 i	 cartellini	





14	M.	 L.	Vallauri,	È	davvero	 incontenibile	 la	 forza	espansiva	dell’articolo	4	dello	 statuto	dei	
lavoratori?	,	in	RIDL,	fasc.	3,	2008	
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d’uomo”,	 che	 non	 esercitano	 un	 controllo	 continuo	 e	 vessatorio	 sul	








4	 è	 l’intento	 di	 evitare	 i	 controlli	 vessatori,	 i	 controlli	 operati	 sui	
cartellini	 marcatempo	 o	 attraverso	 i	 badge	 elettronici	 non	 possono	
rientrare	nel	suo	campo	d’applicazione	perché	mancano	dei	requisiti	




36	 Cost.,	 deve	 essere	 proporzionata	 alla	 quantità	 di	 lavoro)	 e,	 in	
relazione	agli	obblighi	contrattuali,	tali	informazioni	servono	anche	per	
la	determinazione	dei	 contributi	 che	 il	 datore	di	 lavoro	deve	pagare	
sugli	 straordinari17,	 quindi	 la	 giurisprudenza	 considerava	 lecito	
l’impiego	dei	cartellini	marcatempo.		
In	 effetti,	 ogni	 sistema	 finalizzato	 esclusivamente	 a	 verificare	 la	
presenza	del	lavoratore	nei	locali	aziendali	(tramite,	ad	esempio,	il	libro	
firma	o	il	sistema	informatico	di	rilevazione	delle	presenze)	ai	fini	della	

















di	 lavoro	 ritiene	 più	 sicuro	 (per	 la	 salute	 dei	 lavoratori	 e	 per	 il	
patrimonio	 aziendale)	 limitarne	 l’accesso	 tramite	 strumenti	 che	
memorizzino	 i	 nominativi	 dei	 singoli	 lavoratori	 che	 ne	 hanno	 avuto	
accesso,	l’orario	di	entrata	e	quello	di	uscita.	
In	questi	casi,	tramite	tali	apparecchi	il	datore	di	lavoro	può	svolgere	




dovrebbe	 trovarsi	 per	 eseguire	 la	 prestazione	 di	 lavoro	 che	 gli	 era	
dovuta.	 In	 considerazione	 di	 ciò	 la	 giurisprudenza	 di	 legittimità	 più	
recente19	 ha	 ritenuto	 che	 la	 disciplina	 prevista	 dall’articolo	 4	 circa	 i	
controlli	a	distanza	si	applichi	anche	ai	sistemi	di	verifica	degli	accessi	
ai	 locali	 aziendali	 e	 alla	 luce	 di	 tale	 interpretazione	 era	 possibile,	 a	






personale,	 che	 consenta	 di	 controllare	 il	 rispetto	 dell’orario	 di	 lavoro	 e	 degli	 obblighi	
contrattuali	
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elettronici	 dotati	 di	microchips,	 in	 grado	 di	 monitorare	 in	 qualsiasi	
momento	la	posizione	spaziale	del	lavoratore	ed	i	suoi	eventuali	tempi	
di	 inattività20.	 Tuttavia	 tale	 soluzione	 sembrava	 eccessiva	 perché	
significava	applicare	l’art.	4	st.	lav.	anche	a	strumenti	come	il	cartellino	
marcatempo21,	 con	 conseguenze	 paradossali	 come	 l’impossibilità	 di	
utilizzare	 tali	 strumenti	 che	 sarebbero	 necessari	 per	 il	 rispetto	 degli	
obblighi	datoriali	(come	la	retribuzione	proporzionata	alla	quantità	di	
lavoro	svolto)	senza	il	consenso	dei	sindacati	ottenuto	tramite	accordo.	







Tuttavia	 ci	 sono	 modalità	 di	 controlli	 assimilabili	 a	 quelli	 svolti	 dai	
badge	per	 il	 controllo	degli	 accessi	 e	delle	presenze	 che	pongono	 in	
essere	situazioni	particolari	e	più	complesse,	che	lasciano	dubbi	anche	
alla	luce	della	nuova	normativa	in	temi	di	controlli	a	distanza:	è	il	caso	
dei	 badge	 che	 dispongono	 di	 tecnologia	 RFID	 e	 dei	 badge	 che	
impiegano	dati	biometrici.	
I	 badge	 elettronici	 con	 tecnologia	 RFID	 (Radio-Frequency	
IDentification)	sono	dispositivi	che	usano	onde	elettromagnetiche	per	
l’identificazione	automatica	di	cose	o	persone	e	sono	composti	da	un	









Per	 quanto	 riguarda	 questi	 strumenti,	 Il	 garante	 della	 privacy,	 con	
provvedimento	del	9	marzo	200523,	conformandosi	a	quanto	già	fatto	
da	 altri	 garanti	 europei,	 ha	 stabilito	 le	 prime	 misure	 per	 rendere	
l’impiego	dei	sistemi	Rfid	conforme	alle	norme	sulla	privacy,	ai	fini	di	
tutelare	la	dignità	e	la	libertà	delle	persone	identificate	o	identificabili	
tramite	queste	nuove	 tecnologie24,	quindi	 stabilendo	che	 le	persone	
interessate	 da	 questi	 trattamenti	 devono	 essere	 adeguatamente	
informate	(in	conformità	con	quanto	previsto	da		art.	13	cod.	privacy),	
devono	dare	il	loro	libero	consenso	al	trattamento	(art.	23	cod.	privacy)	
e	 devono	poter	 disattivare	 liberamente	 e	 agevolmente	 il	 dispositivo	
Rfid;	i	dati	impiegati	per	le	etichette	devono	essere	proporzionali	allo	
scopo,	devono	essere	utilizzati	solo	per	il	fine	previsto	e	devono	essere	
conservati	 solo	 per	 il	 tempo	 strettamente	 necessario	 (art.	 11	 cod.	





essere	 preventivamente	 comunicate	 e	 verificate).	 L’autorità	 garante	
della	privacy,	poi,	ha	prestato	una	specifica	attenzione	anche	al	mondo	
del	 lavoro,	 precisando	 che	 nel	 caso	 in	 cui	 la	 tecnologia	 Rfid	 sia	
impiegata	 sul	 luogo	di	 lavoro	 deve	 essere	 rispettata	 la	 disciplina	 sui	




23	 Provvedimento	 del	 9	 marzo	 2005,	 Etichette	 intelligenti'	 (Rfid):	 il	 Garante	 individua	 le	
garanzie	per	il	loro	uso	[doc.	web	1109493],	consultabile	al	sito	www.garanteprivacy.it		




Un’altra	 situazione	 complessa,	 poi,	 è	 quella	 che	 riguarda	 i	 badge	
elettronici	che	per	funzionare	impiegano	dati	biometrici	dei	lavoratori.	
La	 biometria	 è	 la	 scienza	 che	 permette	 di	 individuare	 una	 persona	
attraverso	 certe	 caratteristiche	 fisiche	 o	 comportamentali,	 con	 il	
vantaggio	che	queste	non	possono	essere	perse	(come	le	password)	o	
contraffatte	(come	i	classici	cartellini	elettromagnetici);	le	variabili	più	
frequentemente	prese	 in	considerazione	sono	 le	 impronte	digitali,	 la	




Queste	 tecniche	 biometriche	 negli	 ultimi	 anni,	 grazie	 allo	 sviluppo	
tecnologico,	 sono	 utilizzate	 sempre	 più	 frequentemente	 soprattutto	
per	 ragioni	 giudiziarie,	 ma	 sono	 sempre	 più	 numerosi	 i	 casi	 in	 cui	
vengono	impiegate	anche	in	altri	ambiti	come	quello	lavorativo		dove	
sono	 utilizzati	 come	 strumenti	 di	 rilevazione	 delle	 presenze	 e	 per	
limitare	l’accesso	in	aree	riservate;	tuttavia	la	loro	diffusione	ha	messo	
in	 allerta	 la	 dottrina	 e	 la	 giurisprudenza	 che	 non	 hanno	mancato	 di	
sottolinearne	i	pericoli,	soprattutto	dal	punto	di	vista	della	privacy.	
In	 ambito	 lavorativo	 l’impiego	 di	 queste	 tecniche	 biometriche	 è	
giustificabile	 solo	 in	 certi	 contesti,	 per	 presidiare	 gli	 accessi	 a	 aree	
sensibili;	secondo	il	nuovo	articolo	4	non	gli	si	applica	la	disciplina	sui	
controlli	 a	 distanza,	 ma	 comunque	 gli	 deve	 essere	 applicata	 la	
normativa	del	codice	della	privacy,	quindi	il	datore	di	lavoro	che	voglia	
fare	 ricorso	 a	 badge	 che	 impiegano	 dati	 biometrici	 deve,	 anzitutto	
ottenere	 il	 consenso	 informato	 dei	 lavoratori,	 poi	 effettuare	 una	











dei	 lavoratori	 non	 ha	 creato	 particolari	 problemi	 e,	 nonostante	 le	
evoluzioni	tecnologiche,	la	genericità	dei	termini	impiegati	dall’articolo	
4	ha	permesso	agli	interpreti	di	effettuare	un’interpretazione	letterale	
della	 norma,	 tramite	 un’operazione	 di	 estensione	 del	 significato	 da	
dare	 all’espressione	 “apparecchiature	 di	 controllo”,	 che	 poteva	
ricomprendere	sia	–	come	era	nell’intenzione	originaria	del	legislatore	
–	gli	strumenti	in	grado	di	svolgere	un	controllo	a	distanza	diretto,	sia	
gli	 strumenti	 in	 grado	 di	 svolgere	 un	 controllo	 a	 distanza	 che	
necessitava	 di	 un	 ragionamento	 induttivo	 per	 estrapolare	 dai	 dati	
forniti	 informazioni	 utili	 ai	 fini	 di	 una	 valutazione	 del	 prestatore	 di	
lavoro.	
Con	 gli	 anni	 ’80,	 tuttavia,	 l’evoluzione	 tecnologica	 ha	 fatto	 fare	 un	
ulteriore	passo	in	avanti	ai	controlli	a	distanza,	permettendo	al	datore	
di	 lavoro	 di	 svolgere	 controlli	 non	 solo	 tramite	 strumenti	
espressamente	 dedicati	 al	 controllo,	ma	 anche	 tramite	 strumenti	 di	
lavoro	(la	cui	principale	funzione	era,	dunque,	quella	produttiva)	che,	
contestualmente	alla	funzione	principale,	erano	in	grado	di	registrare	
e	memorizzare	 dati	 che	 sarebbero	 stati	 utili	 ai	 fini	 di	 un	 controllo	 a	
distanza.	Negli	 anni	 ’80,	 infatti,	 iniziano	a	diffondersi	 nel	mondo	del	
lavoro,	 anche	 tra	 le	 piccole	 e	 medie	 imprese,	 strumenti	 –	 di	 cui	














rigida	 applicazione	 del	 divieto	 di	 controlli	 a	 distanza	 diveniva	
difficoltosa,	perché	avrebbe	significato	lasciare	all’arbitrio	dei	sindacati	
la	decisione	di	impiegare	(o	meno)	in	azienda	certi	strumenti	di	lavoro	
che	 avrebbero	 significativamente	 migliorato	 la	 produttività	
dell’impresa,	 comportando	 un	 significativo	 ridimensionamento	 della	
libertà	di	iniziativa	economica	privata	del	datore	di	lavoro.	
Inoltre	questi	nuovi	strumenti	di	lavoro	portarono	con	sé	altri	problemi	
di	 carattere	 pratico	 circa	 le	 modalità	 di	 interpretazione	 e	 di	
applicazione	 dell’articolo	 4,	 dati	 dai	 così	 detti	 controlli	 potenziali	 e	
controlli	preterintenzionali.	













controlli	 a	 distanza	 solo	 allorquando	 il	 datore	 di	 lavoro	 intenda	
utilizzare	 le	 informazioni	 ricavate	 dallo	 strumento	 di	 lavoro	 che	
continua	ad	avere	potenzialmente	la	capacità	di	controllo	a	distanza.	
Secondariamente,	 ha	 fatto	 sorgere	problemi	 anche	 l’eventualità	 che	
tali	strumenti	non	si	limitino	ad	essere	dannosi	solo	alla	luce	dell’art.	4	
st.	lav.,	ma	anche	alla	luce	dell’art.	8	st.	lav.,	perché	anche	nel	caso	in	
cui	 il	datore	di	 lavoro	abbia	 installato	 lo	strumento	nel	rispetto	della	
disciplina	 dell’art.	 4	 co.2,	 nel	 momento	 in	 cui	 egli	 svolge	 i	 controlli	
potrebbe	“imbattersi”	in	informazioni	private	del	lavoratore,	che	non	




controllo	 a	 distanza	 che,	 col	 passare	 del	 tempo,	 hanno	 avuto	 una	
sempre	 maggiore	 diffusione	 sia	 in	 ambito	 lavorativo,	 sia	 in	 ambito	
extralavorativo.	
Questa	 terza	 categoria	 di	 controlli	 a	 distanza	 trova	 realizzazione	
nell’impiego	 nel	 mondo	 del	 lavoro	 dei	 così	 detti	 “elaboratori	
elettronici”	di	cui	il	più	rilevante	e	diffuso	è	certamente	il	computer,	ma	
possono	 essere	 definiti	 elaboratori	 elettronici	 anche	 le	 centraline	
telefoniche,	i	telefax	e	i	localizzatori	gps.	Tutti	questi	strumenti,	infatti,	
vengono	 impiegati	 principalmente	 per	 scopi	 funzionali	 ad	 esigenze	
lavorative,	quindi	devono	essere	considerati	strumenti	di	lavoro	veri	e	
propri,	 tuttavia	 contestualmente	 alle	 funzioni	 lavorative	 realizzano	
anche	un’operazione	di	registrazione	delle	informazioni	riguardanti	gli	
utenti	in	una	banca	dati,	dando	così	l’opportunità	al	datore	di	lavoro	di	
svolgere	 un	 controllo	 sull’attività	 dei	 lavoratori	 che	 rientra	 di	 diritto	
nella	 definizione	 di	 controlli	 a	 distanza,	 perché	 è	 ravvisabile	 una	
distanza	 sia	 spaziale	 (perché	 l’elaboratore	 elettronico	 potrebbe	
trovarsi	in	un	luogo	diverso	da	quello	in	cui	vengono	svolti	i	controlli)	
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sia	 temporale	 (perché	 grazie	 alla	 registrazione	dei	 dati	 nelle	 banche	
dati	 il	 datore	 di	 lavoro	 potrebbe	 svolgere	 il	 controllo	 in	 un	 lasso	




così	 agli	 strumenti	 di	 lavoro	 in	 grado	 di	 esercitare	 anche	 un	
complementare	controllo	a	distanza	di	avere	una	larga	diffusione	nel	
mondo	del	lavoro.		
Come	 strumenti	 di	 controllo	 a	 distanza	 le	 centraline	 telefoniche	
pongono	un	problema	di	conflitto	tra	interessi	contrastanti	perché	da	
una	parte,	a	favore	del	lavoratore,	gioca	il	diritto,	costituzionalmente	
garantito,	secondo	cui	 la	 libertà	e	 la	segretezza	della	corrispondenza	
(nella	cui	categoria	possono	essere	ricondotte	anche	le	conversazioni	
effettuate	per	mezzo	di	un	apparecchio	telefonico,	in	base	all’art.	616	
co.	 4	 cp,	 che	 afferma	 che	 “Agli	 effetti	 delle	 disposizioni	 di	 questa	
sezione,	per	"corrispondenza"	s'intende	quella	epistolare,	telegrafica	o	
telefonica,	 informatica	o	 telematica	ovvero	effettuata	 con	ogni	altra	
forma	di	 comunicazione	a	 distanza”)	 sono	diritti	 inviolabili,	 limitabili	
esclusivamente	per	atto	dell’autorità	giudiziaria	(art.	15	cost.);	d’altra	
parte,	 tuttavia,	 è	 giuridicamente	 apprezzabile	 anche	 la	 posizione	
dell’imprenditore	 che	 ha	 la	 necessità	 di	 contenere	 i	 costi	 –	 spesso	










Le	 centraline	 telefoniche,	 tramite	 la	 memorizzazione	 dei	 numeri	
chiamanti	e	chiamati	e	tramite	la	possibilità	per	il	datore	di	lavoro	di	
interferire	 nelle	 conversazioni	 telefoniche	 effettuate	 tramite	 gli	
apparecchi	 aziendali,	 permettono	 all’imprenditore	 di	 effettuare,	
innanzitutto,	un	controllo	a	distanza	di	stampo	classico,	volto	a	reperire	
informazioni	 sul	 lavoratore	 utili	 ai	 fini	 di	 una	 valutazione	 della	 sua	
attitudine	 lavorativa	 e	 del	 suo	 rendimento;	 in	 secondo	 luogo,	
permettono	di	 svolgere	un	 controllo	 annoverabile	 nella	 casistica	 dei	
“controlli	difensivi”,	perché	la	possibilità	di	controllare	che	il	lavoratore	
non	ponga	in	essere	un	illecito	contrattuale	impiegando	beni	aziendali	
(in	 questo	 caso,	 il	 telefono)	 per	 scopi	 privati	 consente	 al	 datore	 di	
lavoro	 di	 contenere	 i	 costi	 derivanti	 dall’utilizzo	 dei	 beni	 aziendali.	
Infatti,	 non	 può	 incombere	 sull’imprenditore	 l’obbligo	 di	 mettere	 a	
disposizione	 del	 lavoratore	 alcuni	 (costosi)	 strumenti	 tecnici	
dell’azienda	affinché	questi	possa	adoperarli	indiscriminatamente	per	
finalità	 strettamente	 personali	 e	 il	 controllo	 contro	 tali	 abusi	 può	
essere	 considerato	 alla	 stregua	 di	 una	 legittima	 attività	 disciplinare	
preventiva32.	
In	 entrambi	 i	 casi,	 la	 vecchia	 disciplina	 sui	 controlli	 a	 distanza	
ammetteva	 questo	 tipo	 di	 controllo	 e	 l’utilizzabilità	 dei	 dati	 così	
ottenuti	 a	 patto	 che	 lo	 strumento	 impiegato	 avesse	 anche	 ragioni	
produttive,	 organizzative	 o	 di	 sicurezza	 per	 essere	 installato	 (e	 in	









dall’art.	 23	 del	 d.	 leg.	 151/2015	 non	 sembra	 essere	 più	 necessario	




in	 quanto,	 tramite	 i	 controlli	 sui	 numeri	 telefonici	 e	 tramite	 le	
“intrusioni”,	 il	 datore	 di	 lavoro	 potrebbe	 venire	 a	 conoscenza	 di	
informazioni	 private	 dei	 lavoratori	 che	 rivelano	 alcuni	 suoi	 dati	
sensibili,	come	le	opinioni	politiche	o	religiose,	o	comunque	riguardano	
fatti	 non	 attinenti	 all’ambito	 lavorativo	 e	 quindi	 non	 utili	 a	 una	
valutazione	 dell’attitudine	 lavorativa	 dell’interessato	 e	 quindi	
potrebbero	 essere	 considerati	 dati	 la	 cui	 acquisizione	 è	 avvenuta	 in	
violazione	dell’art.	8	st.	lav.	
Tuttavia	la	dottrina	e	la	giurisprudenza	si	sono	chieste	se	ciò	comporta	
un’effettiva	 violazione	 dell’art.	 8	 st.	 lav.,	 in	 quanto	 l’articolo	 in	
questione	pone	un	divieto	di	 indagine,	ma	in	questo	caso	non	si	può	
parlare	 di	 “indagine”	 vera	 e	 propria	 perché	 l’uso	 delle	 centraline	
telefoniche	 di	 per	 sé	 non	 costituisce	 indagine33:	 il	 datore	 di	 lavoro,	




datore	 di	 lavoro	 decodificare	 i	 numeri	 di	 telefono	 chiamati	 dai	 suoi	
dipendenti	ai	fini	di	una	giusta	imputazione	delle	spese	relative	all’uso	










in	 via	 mediata	 potrebbero	 essere	 ottenute	 ed	 anche	 con	 estrema	
incertezza	 circa	 il	 soggetto	 cui	 imputarle,	 dato	 che	 il	 centralino	
telefonico	non	consente	di	individuare	con	precisione	la	persona	che	ha	
(effettivamente)	usato	il	telefono”.	
In	 pratica,	 ai	 fini	 dell’effettuazione	 di	 un	 controllo	 a	 distanza	
preterintenzionale,	 che	 acquisisca	 una	 di	 quelle	 informazioni	
personalissime	il	cui	reperimento	è	vietato	dall’art.	8,	è	fondamentale	





il	 datore	 di	 lavoro	 non	 sarebbe	 venuto	 a	 conoscenza	 delle	 sue	
informazioni	personali.	
Tuttavia	 oggi,	 con	 l’introduzione	 nel	 nostro	 ordinamento	 della	
normativa	riguardante	la	privacy,	una	tale	acquisizione	di	informazioni	
personalissime	 sul	 lavoratore	 svolta	 tramite	 l’impiego	 di	 centraline	
telefoniche	 è	 venuta	 a	 scontrarsi	 anche	 con	 il	 codice	 della	 privacy	
perché	 acquisire	 i	 numeri	 di	 telefono	 del	 lavoratore	 è	 considerabile	
come	 una	 violazione	 della	 sua	 riservatezza.	 Il	 datore	 di	 lavoro	 sarà	










della	 privacy,	 avrà	 l’onere	 di	 fare	 informare	 costantemente	 il	
lavoratore	 circa	 i	 controlli	 svolti	 dal	 datore	 di	 lavoro	 sulle	 sue	
conversazioni	 telefoniche,	 soprattutto	 tramite	 la	 tecnica	
dell’intrusione	 che	 dal	 punto	 di	 vista	 della	 segretezza	 della	
corrispondenza	 è	 il	 tipo	 di	 controllo	 che	 appare	 più	 delicato	 e	 deve	
sempre	essere	preavvisato	(ad	esempio	tramite	segnale	acustico)	nel	
momento	in	cui	il	datore	di	lavoro	interferisce	nella	conversazione,	in	




il	 trattamento	 dei	 dati	 telefonici,	 affinché	 non	 comportino	 una	
preterintenzionale	 violazione	 del	 codice	 della	 privacy,	 dunque	 ha	
raccomandato	 ad	esempio	 l’impiego	di	 sistemi	di	 autenticazione,	 ha	
fornito	 indicazioni	 circa	 la	 cancellazione	 dei	 dati,	 decorso	 un	 certo	
periodo	 di	 tempo,	 ha	 raccomandato	 la	 cifratura	 delle	 informazioni	
contro	ogni	acquisizione	indebita	e	involontaria	e	ha	ricordato	che	in	
ogni	 caso	 deve	 sempre	 essere	 rispettato	 il	 principio	 secondo	 cui	
l’interessato	 deve	 sempre	 essere	 informato	 circa	 il	 trattamento	 dei	
suoi	dati	personali.	
Tra	 gli	 elaboratori	 elettronici	 quello	 che	 negli	 anni	 ha	 acquisito	 una	
sempre	maggiore	rilevanza	nel	mondo	del	lavoro,	sia	dal	punto	di	vista	
produttivo,	sia	dal	punto	di	vista	dei	controlli	a	distanza	è	il	computer.	
Il	 computer	 è	 uno	 strumento	 che	 fa	 sempre	 più	 parte	 della	 vita	





interpersonali,	 sia	per	 rapporti	 con	 le	 istituzioni	pubbliche;	 gli	 ultimi	
anni	hanno	visto	una	rapida	e	capillare	diffusione	di	questo	strumento,	
tanto	che	non	è	più	concepibile	pensare	di	poterne	 fare	a	meno	sul	
luogo	di	 lavoro	dove,	 in	base	ai	 dati	 Istat37,	 vengono	 impiegati	 dalla	






infra	 aziendali,	 finanche	 ad	 arrivare	 a	 poter	 esercitare	 tramite	 esso	
anche	alcuni	diritti	sindacali	garantiti	dallo	statuto	dei	lavoratori,	come	
il	 diritto	 d’affissione).	 Inoltre	 il	 computer	 permetto	 una	 verifica	
costante,	dettagliata	e	puntuale	dell’attività	lavorativa,	della	quantità	
e	della	qualità	delle	operazioni	compiute	dai	lavoratori,	riferendo	dati	
riguardanti	 l’orario	 di	 inizio	 e	 di	 fine	 della	 prestazione	 lavorativa,	 le	
pause	 e	 i	 tempi	morti,	 il	 numero	 di	 operazioni	 svolte,	 gli	 errori	 e	 il	
tempo	impiegato	nell’eseguire	le	prestazioni	richieste,	quindi	rende	più	
agevole	 per	 il	 datore	 di	 lavoro	 svolgere	 il	 suo	 legittimo	 potere	 di	
controllo,	 garantitogli	 dal	 codice	 civile.	 Tuttavia	 il	 controllo	 svolto	 in	














informazioni	 potrebbero	 essere	 consultate	 anche	 in	 un	 periodo	 di	
tempo	 considerevolmente	 successivo	 al	 momento	 in	 cui	 sono	 state	
inserite.	Dunque	il	computer	può	essere	certamente	considerato,	oltre	




svolgere	 un	 più	 approfondito	 controllo	 indiretto	 sull’attività	 del	
lavoratore,	infatti	il	datore	di	lavoro	può	utilizzarlo	come	strumento	di	
elaborazione	 elettronica	 delle	 informazioni	 personali	 sia	 relative	 ai	
clienti,	sia	(anche)	relative	ai	dipendenti.	In	questo	modo	nel	computer	
verranno	immessi	e	 incrociati	un	gran	numero	di	dati,	acquisiti	più	o	
meno	 lecitamente,	 tutti	 riguardanti	 il	 lavoratore,	 in	 modo	 tale	 che	
possa	essere	tracciato	un	“profilo”	personale	del	lavoratore,	in	grado	
di	 fornire	al	datore	di	 lavoro	anche	 informazioni	ulteriori,	prima	non	
conosciute	e	che	non	sempre	sono	rilevanti	ai	fini	di	una	valutazione	
professionale	del	dipendente.	
Per	 quanto	 il	 computer	 sia	 uno	 strumento	 di	 lavoro	 ormai	
capillarmente	diffuso	tra	le	imprese	già	da	alcuni	decenni	e	per	quanto	
la	dottrina	si	sia	già	adeguata	ai	cambiamenti	dell’era	moderna	creando	
un’apposita	 branca	 del	 diritto	 con	 il	 “diritto	 dell’informazione	 e	
dell’informatica”,	manca	 ancora,	 al	 giorno	d’oggi,	 una	 legge	unitaria	
che	ne	affronti	analiticamente	tutte	 le	tematiche	e	spesso,	come	nel	




passo	dei	 tempi	 adeguando	norme	vecchie	e	non	del	 tutto	adatte	a	
regolare	le	nuove	controversie.	




può	 effettivamente	 essere	 considerato	 strumento	 di	 controllo	 a	
distanza.	
A	questo	proposito	sembra	opportuno	ricordare	che	il	computer	è	un	
elaboratore	 elettronico	 costituito	 da	 un	 hardware	 (ossia	 la	
componente	 fisica	 dell’elaboratore,	 che	 è	 composta	 da	 un	 unità	 di	
calcolo,	da	una	memoria	centrale	e	da	memorie	esterne)	e	un	software	
(ossia	 la	 componente	 immateriale,	 rappresentata	 da	 diversi	
programmi,	 consistenti	 in	 una	 serie	 di	 istruzioni	 concatenate	 che	
devono	 essere	 eseguite	 secondo	 una	 successione	 logica	 e	 che	 sono	
gestiti	da	un	sistema	operativo)39.	Il	programma,	quindi,	ha	il	compito	
di	fornire	all’hardware	le	istruzioni	necessarie	affinché	l’unità	di	calcolo	
presente	 nell’hardware	 sia	 in	 grado	 di	 svolgere	 le	 operazioni	 volute	
dall’utente	 ed	 è	 quindi	 l’interazione	 tra	 (entrambe)	 queste	 due	
componenti	che	rende	il	computer	in	grado	–	tra	l’altro	–	di	registrare	
le	 informazioni	 necessarie	 per	 permettere	 al	 datore	 di	 lavoro	 (che	
andrà	 ad	 analizzare	 il	 computer)	 di	 svolgere	 il	 controllo	 a	 distanza	
sull’attività	dei	lavoratori:	infatti,	se	il	datore	di	lavoro	avesse	installato	
in	 azienda	 l’hardware,	 ma	 non	 il	 software	 idoneo	 a	 registrare	 le	







circa	 il	 momento	 a	 partire	 dal	 quale	 debba	 ritenersi	 che	 scatti	 la	
disciplina	dei	controlli	a	distanza,	perché	se	consideriamo	il	computer	
come	 hardware	 o	 come	 uno	 strumento	 unitario,	 la	 disciplina	 sui	
controlli	 a	 distanza	 si	 applicherà	 a	 partire	 dal	 momento	 in	 cui	
l’imprenditore	 introduce	 fisicamente	 il	 computer	 in	azienda,	ma	può	
darsi	l’eventualità	che	il	programma	che	permette	al	datore	di	lavoro	
di	svolgere	i	controlli	venga	installato	solo	in	un	secondo	momento	ed	
è	 soltanto	 a	 partire	 dal	momento	 in	 cui	 sono	 presenti	 i	 programmi		
adeguati	che	il	datore	di	lavoro	può	effettivamente	svolgere	i	controlli	
a	 distanza	 sui	 propri	 dipendenti;	 seguendo	 questo	 ragionamento,	
quindi,	 sembrerebbe	 più	 logico	 ritenere	 il	 software	 (anziché	
l’hardware)	 il	 vero	 e	 proprio	 “strumento	 di	 controllo	 a	 distanza”,	
tuttavia	 anche	 il	 software	 senza	 l’hardware	non	 sarebbe	 in	 grado	di	
porre	in	essere	alcun	tipo	di	controllo.	
Con	la	riformulazione	dell’articolo	4	st.	lav.	ad	opera	del	d.leg	151/2015	
il	 legislatore	 ha	 accolto	 la	 necessità,	 imposta	 dalla	 attuale	 società	
informatica,	di	eliminare	ogni	ostacolo	all’introduzione	dei	computer	
(come	 di	 ogni	 altro	 strumento	 di	 lavoro)	 in	 azienda,	 anche	 alla	 luce	
dell’esigenza	 di	 sostenere	 le	 imprese	 italiane,	 permettendo	 loro	 di	
utilizzare	le	più	moderne	tecnologie,	cosicché	queste,	snelliti	i	processi	
organizzativi	 interni,	 siano	 in	grado	di	concorrere	anche	nel	mercato	
internazionale.	Dunque	il	datore	di	lavoro,	oggi,	non	avrà	più	bisogno	
di	 seguire	 l’iter	 previsto	 dall’art.	 4	 per	 introdurre	 il	 computer	 in	
azienda,	perché	questo	esula	dal	campo	d’applicazione	della	norma	sui	
controlli	a	distanza.	
Ad	una	prima	 lettura	ciò	 sembrerebbe	aver	 risolto	ogni	problema	di	
interpretazione	 della	 disciplina	 dei	 controlli	 a	 distanza	 per	 quanto	
riguarda	l’impiego	del	computer,	infatti	nella	maggior	parte	dei	casi	è	il	
software	 stesso	 che	 viene	 utilizzato	 per	 lavorare	 che,	 “lasciando	
tracce”	 del	 lavoro	 svolto,	 permette	 al	 datore	 di	 lavoro	 di	 svolgere	 i	
	 123	






controllo	 a	 distanza	 sull’attività	 dei	 lavoratori40	 ed	 in	 una	 tale	
circostanza	sarebbe	plausibile	–	ed	in	linea	con	la	ratio	della	norma	–		
un’interpretazione	 della	 nuova	 disciplina	 sui	 controlli	 a	 distanza	 che	
consideri	rientrante	nel	campo	d’applicazione	dell’articolo	4	(e	quindi	




sarebbe	 conforme	 anche	 ai	 principi	 prescritti	 dalla	 più	 generale	
disciplina	della	privacy,	che	impone	i	principi	di	necessità	(art.	3	d.	leg.	
196/2003)	e	di	pertinenza,	non	eccedenza	e	completezza	(art.	11	d.	leg.	




modo	 che	 dall’uso	 del	 computer	 possano	 essere	 ottenute	 solo	 le	
informazioni	la	cui	acquisizione	non	può	essere	evitata	ed	è	opportuno	














l’aggiunta	 di	 appositi	 software	 di	 localizzazione	 o	 filtraggio)	 per	
controllare	il	 lavoratore,	si	fuoriesce	dall’ambito	della	disposizione:	in	








hoc	 per	 il	 controllo	 a	 distanza	 dei	 lavoratori	 seguire	 comunque	 la	
procedura	 ex	 art.	 4;	 in	 questo	 modo	 il	 software,	 pur	 essendo	 un	
elemento	 immateriale	 facente	 comunque	 parte	 del	 computer,	
verrebbe	considerato	come	elemento	a	sé	stante	e	trattato	alla	stregua	
di	 qualsiasi	 altro	 strumento	 (materiale,	 fisico	 ed	 indipendente)	 di	
controllo	a	distanza.	Tutto	ciò	appare	ragionevole	anche	alla	luce	della	
ratio	della	 legge	e	al	 fine	di	evitare	quei	controlli	occulti,	vessatori	e	
pericolosi	per	 la	dignità	dei	 lavoratori:	 la	norma,	 infatti,	 continua	ad	
essere	 collocata	 all’interno	 del	 titolo	 I	 dello	 statuto	 dei	 lavoratori,	
dedicato	 alla	 libertà	 e	 dignità	 del	 lavoratore,	 e	 quindi	 sembra	








grado	 di	 fornire	 informazioni	 utili	 a	 un	 controllo	 sull’attività	 del	
lavoratore,	 mentre	 i	 software	 che	 hanno	 l’esclusiva	 funzione	 di	
controllo	 a	 distanza	 non	 dovrebbero	 godere	 dell’esonero	 di	 cui	 al	
nuovo	 articolo	 4	 co.	 243.	 Il	 legislatore,	 dunque,	 sembra	 essere	




essere	 strumenti	 di	 lavoro	 o	 strumenti	 di	 controllo,	 ovvero	 possono	






Con	 il	 tempo,	 poi,	 le	 funzioni	 del	 computer	 sono	 accresciute	
rapidamente	e	se	da	una	parte	ciò	ha	contribuito	ad	una	sua	capillare	





di	 connessione	 globale	 ha	 rivoluzionato	 il	 mondo	 delle	
telecomunicazioni	 ed	 ha	 apportato	 un	 contributo	 fondamentale	 per	
quella	 che	 oggi	 chiamiamo	 “informatica”,	 che	 ha	 completamente	
																																																						
43	 Di	 questo	 avviso	 è	 anche	 M.	 T.	 Salimbeni,	 La	 riforma	 dell'articolo	 4	 dello	 statuto	 dei	
lavoratori:	l'ambigua	risolutezza	del	legislatore,	cit.	
44	 I.	 Alvino,	 L’articolo	 4	 dello	 statuto	 dei	 lavoratori	 alla	 prova	 di	 internet	 e	 della	 posta	
elettronica,	DRI,	fasc.	4,	2014	
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rivoluzionato	 ogni	 aspetto	 della	 vita,	 stravolgendo	 il	 modo	 in	 cui	 le	
persone	si	relazionano	tra	loro	e	con	le	pubbliche	amministrazioni45	e	
costringendo	 anche	 la	 dottrina	 e	 la	 giurisprudenza	 ad	 adattarsi	 al	
cambiamento,	con	l’interpretazione	di	leggi	in	modo	tale	da	renderle	
conformi	ad	un	mondo	ormai	radicalmente	cambiato	e	con	la	creazione	







Per	 quanto	 riguarda	 il	 mondo	 del	 lavoro,	 i	 servizi	 internet	 hanno	
comportato	 notevoli	 difficoltà	 interpretative	 soprattutto	 per	 quanto	
riguarda	l’applicabilità	o	meno	della	disciplina	sui	controlli	a	distanza	a	
quelle	verifiche	effettuate	dal	datore	di	lavoro	sulla	posta	elettronica	e	
la	 navigazione	web;	 l’avvento	 di	 internet,	 infatti,	 ha	 comportato	 un	
accrescimento	 del	 potere	 informatico	 del	 datore	 di	 lavoro,	 che	 è	
divenuto	 sempre	 più	 penetrante	 e	 si	 è	 estenso	 fino	 ad	 arrivare	 a	
coinvolgere	 profondamente	 anche	 l’attività	 non	 lavorativa	 dei	
dipendenti46	(che	in	base	all’art.	8	dello	Statuto	dei	lavoratori	dovrebbe	
rimanere	sempre	esclusa	dall’ambito	dei	leciti	controlli	datoriali)	e	che	










Per	 quanto	 riguarda	 l’impiego	 di	 internet	 e	 della	 posta	 elettronica,	
inoltre,	 sono	 tornate	 a	 ripresentarsi	 le	 stesse	 problematiche	 già	
affrontate	a	proposito	delle	centraline	telefoniche,	in	quanto	anche	in	
questo	 caso	 ci	 troviamo	 di	 fronte	 a	 strumenti	 di	 lavoro	 forniti	
dall’imprenditore	 ai	 suoi	 dipendenti	 affinché	 li	 utilizzino	 a	 scopi	
lavorativi,	ma	è	consistente	il	rischio	che	il	lavoratore,	illecitamente,	li	





ad	 internet	 potrebbero	 essere	 equiparati	 ai	 controlli	 difensivi.	 Resta	
quindi	 da	 capire	 se	 tali	 controlli	 debbano	 rientrare	 nel	 campo	
d’applicazione	 del	 vecchio	 art.	 4	 co.	 2	 oppure	 se	 esulano	 del	 tutto	
dall’area	di	competenza	della	disciplina	sui	controlli	a	distanza.	
Intorno	 ai	 primi	 anni	 ’90	 fu	 sviluppato	 quello	 che	 è	 comunemente	
considerato	 il	 più	 importante	 tra	 i	 servizi	 offerti	 dalla	 rete	 internet,	
ossia	il	world	wide	web	(che	potrebbe	essere	tradotto	come	“rete	di	
portata	mondiale”,	ma	spesso	abbreviato	semplicemente	in	web),	che	
consentiva	 agli	 utenti	 di	 avere	 accesso	 ad	 un	 numero	 illimitato	 di	
informazioni	 contenute	 in	 “banche	 dati”	 che	 col	 tempo	 accrebbero	
sempre	di	più	le	loro	dimensioni.	Non	risulta	difficile	capire	il	successo	
che	 questo	 servizio	 ebbe	 fin	 dall’inizio	 e	 che	 lo	 portò	 ad	 essere	
massicciamente	utilizzato	sia	in	ambito	lavorativo	che	in	ambito	extra-
lavorativo,	 tanto	 da	 arrivare	 a	 confonderlo	 comunemente	 con	
l’internet	stesso,	poiché	comportò	una	vera	e	propria	rivoluzione	nel	














applicare	 anche	 a	 questo	 tipo	 di	 verifiche	 la	 disciplina	 sui	 controlli	
datoriali	prevista	dallo	statuto	dei	lavoratori	e	la	disciplina	sulla	privacy.	
Allo	stesso	modo,	anche	la	posta	elettronica	non	è	altro	che	un	servizio	
internet	 che	 consente	 di	 scambiarsi	 messaggi	 elettronici,	 con	 la	
possibilità	di	allegare	ad	essi	qualsiasi	documento	informatico,	in	modo	
tale	 da	 agevolare	 qualsiasi	 rapporto	 lavorativo,	 consentendo	 di	
superare	 quelle	 difficoltà	 di	 distanza	 spaziale	 che	 in	 un	 mondo	
globalizzato	come	quello	attuale	sono	sempre	più	frequenti.	I	vantaggi	
che	 comporta	 l’impiego	 di	 questo	 relativamente	 recente	 mezzo	 di	
comunicazione	sono	molti	e	rilevanti:	rispetto	alla	posta	cartacea,	a	cui,	
come	risulta	evidente	dal	nome,	vuole	sostituirsi,	la	posta	elettronica	è	
un	 mezzo	 di	 comunicazione	 più	 rapido,	 perché	 le	 e-mail	 vengono	
spedite	 e	 ricevute	 istantaneamente,	 e	 più	 economico,	 perché	 non	
comporta	 alcun	 costo	 di	 servizio,	 fatta	 eccezione	 per	 la	 tariffa	
sostenuta	 per	 l’accesso	 ad	 internet;	 inoltre	 un	 altro	 vantaggio	 della	
posta	elettronica	sta	nella		possibilità	di	visualizzare	il	contenuto	della	
casella	di	posta	elettronica	non	solo	attraverso	il	proprio	computer	ma	
anche	 attraverso	 qualsiasi	 altro	 dispositivo	 elettronico	 che	 abbia	
accesso	ad	internet,	grazie	ai	diffusi	servizi	di	web-mail	che	consentono	
di	utilizzare	la	propria	casella	elettronica	anche	direttamente	il	sito	web	
del	 provider,	 senza	 dover	 ricorrere	 a	 programmi	 specifici	 per	 la	
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ricezione,	 la	 scrittura	 e	 la	 gestione	 delle	 e-mail.	 Ciò	 ha	 comportato	










Tuttavia,	 al	 fine	 di	 analizzare	 la	 posizione	 dell’impiego	 della	 posta	
elettronica	 alla	 luce	 della	 disciplina	 sulla	 privacy	 e	 sui	 controlli	 a	
distanza	occorre	fare	alcune	precisazioni.	
Innanzitutto,	 come	nel	 caso	dei	 telefoni	e	 telefax,	anche	per	quanto	
riguarda	 le	 comunicazioni	 elettroniche	 si	 ripresenta	 il	 problema	 se	
queste	possano	essere	considerate	o	meno	corrispondenza,	e	quindi	se	
debba	 applicarglisi	 la	 disciplina	 prevista	 dall’art.	 15	 cost.	 e	 attuata	
dall’art.	 616	 c.p.,	 dunque	 appare	 opportuno	 riprendere	 le	
considerazioni	 già	 fatte	 dalla	 corte	 di	 cassazione47	 a	 proposito	 della	
corrispondenza	 elettronica,	 specificando	 che	 è	 possibile	 parlare	 di	
corrispondenza	 (seppur	 elettronica)	 quando	 la	 comunicazione	 è	
accessibile	 (nel	 caso	 della	 corrispondenza	 elettronica	 perché	 il	
contenuto	del	messaggio	viene	registrato	su	un	dispositivo	in	grado	di	








visualizzazione	 del	 messaggio.	 Ovviamente	 le	 caselle	 di	 posta	





del	 destinatario	 –	 può	 avere	 accesso	 alle	 email	 perché	 solo	 il	
destinatario	 possiede	 (lecitamente)	 la	 password	 necessaria	 per	
accedere	alla	mail-box;	nel	secondo	caso,	invece,	un	intero	gruppo	di	
persone	ha	libero	accesso	alle	email,	come	nel	caso	dei	“Newsgroup”	
in	 cui	 le	 comunicazioni	 sono	 considerabili	 corrispondenza	 aperta	




gruppo	di	persone	 la	 corrispondenza	è	 considerabile	aperta,	mentre	
per	chi	non	fa	parte	della	mailing	 list	è	considerabile	corrispondenza	
chiusa.	Tale	distinzione	è	importante	dal	punto	di	vista	giuridico	perché	




caso	del	 datore	di	 lavoro	 in	 possesso	della	 password	di	 accesso	 alla	
casella	 di	 posta	 elettronica	 del	 dipendente	 appare	 difficilmente	
configurabile	una	violazione	della	segretezza	della	corrispondenza.	
Tuttavia,	 per	 quanto	 riguarda	 le	 caselle	 di	 posta	 elettronica	 aperte,	
come	nel	 caso	dei	 telefoni	 e	dei	 telefax,	 vige	 la	 specifica	protezione	
della	segretezza	della	corrispondenza	sancita	dall’art.	15	cost.	e	attuata	











informatica	 o	 telematica,	 oltre	 che	 quella	 epistolare;	 inoltre	 la	 L.	
547/1993	ha	introdotto	nuovi	articoli	che	danno	ulteriore	attuazione	al	
principio	costituzionale	sulla	segretezza	della	corrispondenza,	punendo	
i	 reati	 di	 “intercettazione,	 impedimento	 o	 interruzione	 illecita	 di	
comunicazioni	 informatiche	 o	 telematiche”	 (art.	 617	 quater,	 c.p.),	
“istallazione	 di	 apparecchiature	 atte	 ad	 intercettare,	 impedire	 o	
interrompere	 comunicazioni	 informatiche	 o	 telematiche”	 (art.	 617	







il	 controllo	 sulla	 posta	 elettronica	 del	 dipendente	 solo	 in	 seguito	 ad	
autorizzazione	 giudiziaria,	 tuttavia	 l’orientamento	 giurisprudenziale	
non	è	univoco	e	sono	state	date	soluzioni	diverse	soprattutto	nel	caso	
(molto	 frequente	 nel	mondo	 del	 lavoro)	 in	 cui	 sia	 stato	 il	 datore	 di	










uno	 “strumento	 di	 lavoro”	 e	 non	 possono	 essere	 ignorate	 certe	
esigenze	 imprescindibili	 del	 datore	 di	 lavoro,	 che	 abbia	 necessità	 di	
accedere	 a	 tale	 casella	 di	 posta	 elettronica	 per	 esigenze	 lavorative,	
come	ad	esempio	nell’eventualità	che	il	prestatore	di	lavoro	sia	assente	
per	malattia,	ma	 era	 l’unico	 che	 intratteneva	 rapporti	 con	 un	 certo	
cliente	,	con	cui	il	datore	di	lavoro	si	trova	ad	avere	a	che	fare	e	per	cui	
ha	 bisogno	 di	 accedere	 alla	 casella	 email	 del	 lavoratore	malato	 per	
sapere	di	cosa	hanno	parlato50.	
In	considerazione	di	ciò,	la	soluzione	di	considerare	i	controlli	sulle	e-
mail	 aziendali	 sempre	 impossibili	 e	 rientranti	 nell’ambito	 di	
applicazione	del	vecchio	art.	4	co.1	è	da	ritenersi	escluso,	perché	sono	
ravvisabili	esigenze	organizzative	e	produttive	che	possono	 indurre	 il	




elettronica,	 infatti,	 a	 meno	 che	 il	 datore	 di	 lavoro	 non	 preveda	
diversamente,	 gli	 strumenti	 aziendali	 dovrebbero	 essere	 usati	
solamente	a	scopi	lavorativi,	quindi	il	datore	di	lavoro	che	li	impiega	a	
scopi	meramente	personali	commette	un	illecito	e	questo	–		oltre	che	









comporteranno	 un	 certo	 danno	 economico	 per	 l’impresa,	 dal	
momento	che	per	il	periodo	di	tempo	in	cui	il	lavoratore	è	connesso	ad	
internet	per	ragioni	personali,	egli	non	svolgerà	le	mansioni	per	cui	è	
retribuito51	 –	 potrebbe	 comportare	 anche	 dei	 consistenti	 costi	
aggiuntivi	per	l’impresa	che	usufruisce	di	“tariffe	a	consumo”	per	l’uso	
di	internet,.	
Tuttavia	 il	 controllo	 della	 posta	 elettronica,	 oltre	 ad	 accertare	 la	
condotta	 illecita	 (e	quindi	non	 lavorativa),	 comporterà	 senza	dubbio	
anche	un	certo	controllo	sull’attività	lavorativa,	derivante	dalla	verifica	
delle	 e-mail	 che	 il	 lavoratore	 ha	 scambiato	 con	 terzi	 contraenti	 con	
l’impresa	 e,	 come	 già	 chiarito	 precedentemente,	 i	 controlli	 difensivi	
possono	essere	ritenuti	sicuramente	esclusi	dal	campo	d’applicazione	
dell’art.	 4	 st.	 lav.	 solo	 se	 riguardano	 esclusivamente	 l’attività	 non	
lavorativa.	
In	 base	 a	 queste	 considerazioni,	 un	 primo	 orientamento	
giurisprudenziale	era	volto	a	sostenere	l’applicabilità	del	vecchio	art.	4	
co.2	 anche	 ai	 controlli	 effettuati	 sull’uso	 di	 internet	 e	 della	 posta	
elettronica52.	
Tuttavia,	 una	 successiva	 interpretazione	 della	 giurisprudenza	 di	
legittimità	ha	cambiato	orientamento	ritenendo	che,	 laddove	ci	sano	





lav.	 2001,	 1067	 con	 nota	 di	 G.	 Bulgarini	 d’Elci,	 Licenziamento	 per	 abuso	 di	 collegamento	 a	
internet	e	tutela	del	lavoratore	dai	controlli	a	distanza	




e	 quindi	 senza	 pervenire	 precedentemente	 ad	 un	 accordo	 con	 le	
rappresentanze	sindacali53.	
Inoltre	anche	qui	si	ripresenta	il	problema,	già	affrontato	a	proposito	
della	 distinzione	 tra	 hardware	 e	 software,	 circa	 l’eventualità	 che	 un	
mero	 programma	 (come	 di	 fatto	 è	 la	 posta	 elettronica)	 possa	
considerarsi	o	meno	“apparecchiatura	di	controllo	a	distanza”	oppure	
no.	 Anche	 a	 tale	 proposito,	 infatti,	 l’orientamento	 dottrinale	 non	 è	
univoco	 e	 mentre	 secondo	 una	 tesi	 minoritaria	 internet	 e	 la	 posta	
elettronica	non	possano	definirsi	“apparecchi	di	controllo	a	distanza”	
perché	sono	solo	dei	semplici	mezzi	per	l’esecuzione	della	prestazione	
lavorativa,	 un	 orientamento	 maggioritario	 ritiene	 che	 anche	 i	
programmi	possano	essere	ritenuti	“apparecchi	di	controllo”,	perché	fa	
parte	di	questa	categoria	qualsiasi	congegno	o	parte	di	esso	dotato	di	
potenziale	 capacità	 di	 svolgere	 controlli	 a	 distanza,	 anche	 se	 non	
necessariamente	 dotato	 di	 una	 distinta	 struttura54;	 a	 favore	 di	
quest’ultima	tesi	 risulta	essere	anche	 l’autorità	garante	della	privacy	






















i	 controlli	 sulla	 posta	 elettronica	 il	 datore	 di	 lavoro	 può	 venire	 a	
conoscenza	di	informazioni	(anche	sensibili)	sul	lavoratore	o	comunque	




Ad	 un	 primo	 sguardo,	 questo	 problema	 potrebbe	 essere	 risolto	
semplicemente	 ritenendo	 che	 i	 controlli	 a	 distanza	 sulla	 casella	
elettronica	aziendale	sono	sempre	leciti	perché,	appunto,	la	casella	e-
mail	 non	 è	 nel	 dominio	 privato	 del	 lavoratore,	 ma	 in	 quello	 della	
azienda,	e	quindi	i	controlli	sono	sempre	leciti	dal	momento	che	se	il	
lavoratore	 avesse	 agito	 lecitamente,	 il	 datore	di	 lavoro	non	 sarebbe	
venuto	a	conoscenza	delle	informazioni	sensibili	riguardo	al	lavoratore,	
e	 secondo	 il	 principio	 logico	 secondo	 cui	 un	 uso	 illecito	 di	 uno	
strumento	di	lavoro	non	può	consentire	di	attribuire	alcun	diritto	a	chi	
commette	tale	illecito	56.		
Tuttavia	 parte	 della	 dottrina	 ritiene	 che	 una	 tale	 soluzione	 non	 sia	
accettabile	perché	non	tiene	in	considerazione	il	fatto	che	il	 luogo	di	
lavoro	 è	 una	di	 quelle	 formazioni	 sociali	 ove	 si	 svolge	 la	 personalità	
dell’uomo,	ci	cui	parla	l’art.	2	cost.,	dunque	è	irragionevole	precludere	
al	lavoratore	l’impiego	personale	di	internet	o	delle	email	che	nella	era	
contemporanea	 sono	 diventati	 strumenti	 caratterizzanti	 della	
società57,	purché	tali	strumenti	vengano	utilizzati	senza	comportare	un	
danno	economico	all’impresa;	ciò	è	possibile,	ad	esempio	nei	casi	in	cui	








ossia	 un	 abbonamento	 ad	 internet	 tramite	 canone	 mensile,	 non	
dipendente	dai	consumi:	in	questa	eventualità	appare	difficile	ravvisare	












Il	 garante	 della	 privacy	 ha	 rilevato	 l’esistenza	 di	 un	 apprezzabile	
interesse	del	datore	di	lavoro	al	controllo	delle	mail-box	che	lui	stesso	
ha	fornito	ai	dipendenti	per	scopi	lavorativi,	e	ciò	vale	anche	nel	caso	

















lavoratori	 attraverso	 sistemi	 manuali	 ed	 elettronici	 (…)	 rientra	
nell’ambito	 della	 legislazione	 sulla	 protezione	 dei	 dati,	 anche	 in	
relazione	ai	contratti	anteriori	all’assunzione	dei	lavoratori.	È	questo	è	
anche	il	caso	del	monitoraggio	delle	e-mail	dei	lavoratori	o	degli	accessi	
ad	 internet	 da	 parte	 dei	 dipendenti.	 Il	 monitoraggio	 delle	 e-mail	
implica,	infatti,	necessariamente	il	trattamento	dei	dati	personali”61.	
Questa	liceità	dell’uso	“privato”	dei	dispositivi	informatici,	poi,	sembra	
essere	 ripresa	 nelle	 linee	 guida	 in	 materia	 di	 internet	 e	 di	 posta	
elettronica	 del	 2007,	 dove	 l’autorità	 garante	 della	 privacy	 ha	
consigliato	al	datore	di	lavoro	che	non	voglia	che	i	dipendenti	facciano	
un	 uso	 personale	 dei	 dispositivi	 informatici	 aziendali	 di	 adottare	 un	
disciplinare	 interno	 che,	 nel	 rispetto	 del	 principio	 di	 trasparenza,	
chiarisca	ai	lavoratori	i	modi	e	i	limiti	nell’uso	delle	tecnologie	messe	a	
loro	 disposizione	 dall’azienda	 e	 specifichi	 le	 modalità	 nelle	 quali	 si	
svolgeranno	 i	 controlli	 aziendali	 che	 coinvolgeranno	 la	 lettura	 delle	
email	e	il	monitoraggio	della	navigazione	sul	web.	
Come	già	visto,	nel	momento	in	cui	viene	effettuato	un	bilanciamento	
degli	 interessi,	 le	 esigenze	 difensive	 del	 datore	 di	 lavoro	 che	 ha	
esigenze	 organizzative,	 produttive	 o	 che	 teme	 di	 veder	 ridotto	 il	
patrimonio	aziendale	prevalgono	rispetto	alle	esigenze	di	privacy	del	









disciplina	della	 privacy	 e	 al	 fine	di	 prevenire	 un	 eccessiva	 violazione	
della	riservatezza	del	lavoratore.	
Di	 conseguenza,	 nel	 2007,	 l’autorità	 garante	 della	 privacy	 e	 della	
protezione	dei	dati	personali	ha	fornito	delle	specifiche	linee	guida	in	
materia	 di	 posta	 elettronica	 ed	 internet62,	 in	 cui	 ha	 previsto	 regole	
stringenti	per	lo	svolgimento	dei	controlli	tramite	internet	e	le	e-mail,	
stabilendo	che	 il	datore	di	 lavoro	deve	 “adottare	misure	di	 sicurezza	
per	 assicurare	 la	 disponibilità	 e	 l’integrità	 di	 sistemi	 informativi	 e	 di	
dati,	anche	per	prevenire	utilizzi	 indebiti	 che	possono	essere	 fonte	di	
responsabilità	(per	l’imprenditore)”.		
Queste	 linee	guida	 si	 ispirano	a	3	 criteri	 fondamentali:	 la	gradualità,	
perché	 il	 controllo	 individuale	 per	 mezzo	 di	 internet	 deve	 essere	
ammesso	 solo	 in	 presenza	 di	 fondati	 sospetti	 di	 abuso	 (e	 dunque	 il	
garante	 della	 privacy	 si	 conforma	 a	 quell’orientamento	
giurisprudenziale	che	ritiene	ammissibili		i	controlli	effettuati	ex	post,	
in	 presenza	 di	 un	 reale	 pericolo	 di	 condotta	 illecita	 da	 parte	 del	
lavoratore);	 la	 proporzionalità,	 perché	 il	 controllo	 individuale	 deve	
essere	 un	 mezzo	 coerente	 con	 il	 fine	 di	 interrompere	 l’illecito;	 la	
trasparenza,	perché	 il	 lavoratore	ha	 il	 diritto	di	 sapere	 in	anticipo	 le	
misure	 che	 verranno	 adottate	 dal	 datore	 di	 lavoro	 nello	 svolgere	 i	
controlli	e	il	tipo	di	sanzioni	disciplinari	che	verranno	inflitte	ed	inoltre	
deve	 sapere	 quali	 sono	 i	 limiti	 entro	 i	 quali	 i	 dispositivi	 informatici	
aziendali	possono	essere	utilizzati63	
A	ciò	si	aggiunge	l’esortazione	affinché	il	datore	di	lavoro	adotti	tutti	





63	 G.	 Golisano,	 Controlli	 della	 posta	 elettronica	 e	 accertamento	 ex	 post	 degli	 abusi	 del	
dipendente,	cit.	
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attraverso	 un	 impiego	 illecito	 degli	 strumenti	 di	 lavoro.	 Per	 quanto	
riguarda	 la	 navigazione	 web,	 ad	 esempio,	 il	 garante	 della	 privacy	




più	 lavoratori,	 in	 modo	 che	 non	 si	 crei	 nei	 dipendenti	 la	 falsa	
aspettativa	 di	 privatezza	 della	 casella	 di	 posta	 elettronica,	 oppure	




posta	 elettronica	 del	 lavoratore	 e	 che	 sia	 incaricato	 di	 inoltrare	 al	
datore	di	lavoro	solo	le	email	rilevanti	per	questioni	lavorative,	in	caso	
di	assenza	del	lavoratore	interessato	al	controllo.	
Tuttavia	 queste	 misure	 di	 prevenzione	 hanno	 un	 mero	 valore	 di	
consiglio,	infatti	l’autorità	garante	si	preoccupa	di	specificare	che	anche	
nel	 caso	 in	 cui	 il	 datore	 di	 lavoro	 decida	 di	 non	 adottarne	 alcuna,	 i	
controlli	 potranno	 comunque	 essere	 svolti,	 ma	 sarà	 necessario	
rispettare	un	criterio	di	gradualità,	in	base	al	quale	il	datore	di	lavoro	
che	sospetti	un	abuso	dovrà	precedentemente	svolgere	dei	 controlli	




In	 ogni	 caso,	 tuttavia,	 secondo	 il	 parere	 dell’autorità	 garante	 della	
privacy	devono	sempre	essere	considerate	precluse	al	datore	di	lavoro	
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la	 lettura	 e	 la	 registrazione	 delle	 email	 e	 il	 monitoraggio	 della	
navigazione	web	che	abbia	carattere	di	sistematicità64.	
Anche	il	data	protection	working	party,	ossia	il	gruppo	europeo	per	il	
trattamento	 dei	 dati	 personali,	 al	 fine	 di	 verificare	 la	 corretta	
applicazione	 delle	 direttive	 CE,	 si	 è	 pronunciato	 in	 tema	 di	
monitoraggio	delle	email	e	degli	accessi	ad	internet	ed	ha	rilevato	che	
tali	 verifiche	 comportano	necessariamente	un	 certo	 trattamento	dei	














dei	 dipendenti	 delle	 pa	 e	 il	 proporzionato	 esercizio	 del	 potere	 di	
controllo.	La	direttiva	2/2009,	dunque,	ha	previsto	innanzitutto	che	la	
pa	 può	 svolgere	 i	 controlli	 ma	 attenendosi	 al	 principio	 della	
proporzionalità	 (quindi	 la	 limitazione	 dei	 diritti	 dei	 lavoratori	 può	
																																																						











rappresentanze	 sindacali;	 la	 direttiva	 ha	 proseguito	 affermando	
l’obbligo	a	carico	dei	dipendenti	della	pa	di	eseguire	diligentemente	la	
prestazione	 di	 lavoro,	 ricordando	 che	 l’art.	 10,	 co.3	 del	 codice	 di	
comportamento	interno	al	contratto	collettivo	di	comparto	stabilisce	
che	 i	 dipendenti	 non	 possono	 usare	 a	 fini	 privati	 il	 materiale	 e	 le	
attrezzature	 di	 cui	 dispongono	 per	 ragioni	 di	 ufficio	 e	 a	 questo	
proposito	 sono	 intervenute	 anche	 alcune	 sentenze	 della	 corte	 dei	
conti66	che	hanno	affermato	la	responsabilità	personale	dei	dipendenti	
in	seguito	a	danni	patrimoniali	per	la	pa	conseguenti	ad	un	utilizzo	non	
consentito	 degli	 strumenti	 di	 lavoro;	 infine	 la	 direttiva	 2/2009	 ha	
stabilito	che	la	pa	deve	prendere	misure	idonee	(ad	esempio	adottando	
programmi	 ad	 hoc)	 volte	 ad	 impedire	 l’accesso	 a	 siti	 internet	 con	
contenuti	o	finalità	vietate	dalla	legge	e	ha	consigliato	alle	pa	l’adozione	
di	altre	misure	volte	ad	impedire	l’impiego	abusivo	degli	strumenti	di	
lavoro	 (ad	 esempio	 la	 creazione	 di	 black	 list	 di	 siti	 non	 accessibili	 o	
l’individuazione	di	 tipologie	di	 file	non	scaricabili)	e	ad	 impedire	una	
lesione	 eccessiva	 dei	 diritti	 del	 lavoratore	 (ad	 esempio	 i	 dati	












data	 la	 possibilità	 di	 controlli	 preterintenzionali	 su	 informazioni	
personalissime	del	 lavoratore,	 tuttavia	 il	 legislatore	ha	preferito	non	
addentrarsi	 troppo	 nel	 dettaglio,	 limitandosi	 a	 stabilire	 che	 ogni	
qualvolta	i	controlli	siano	effettuati	per	mezzo	di	strumenti	di	lavoro	(e	
dunque	la	casella	di	posta	elettronica	che	abbia	un	dominio	aziendale	
sembra	 rientrare	 di	 diritto	 in	 questa	 fattispecie,	 ma	 anche	 il	
monitoraggio	 della	 navigazione	 sul	 web	 se	 essa	 avviene	 tramite	
dispositivi	 messi	 a	 disposizione	 dall’azienda	 e	 utilizzando	 una	
connessione	 ad	 internet	 aziendale)	 non	 deve	 essere	 applicata	 la	
disciplina	 prevista	 dal	 nuovo	 art.	 4	 co.1;	 in	 questa	 ipotesi,	 infatti,	 la	
riservatezza	 del	 lavoratore	 sarà	 tutelata	 esclusivamente	 da	 quanto	
previsto	 in	 un	 ambito	 più	 generale	 rispetto	 a	 quello	 lavorativo	 dal	
codice	della	privacy	e	dai	principi	costituzionali	riguardanti	la	libertà	e	
riservatezza	dell’individuo	e	 la	segretezza	della	corrispondenza	e	pur	
sempre	 nel	 rispetto	 delle	 linee	 guida	 in	materia	 di	 internet	 e	 posta	
elettronica	 fornite	dall’autorità	garante	della	privacy68,	 che	anche	se	
depauperate	 dell’onere	 in	 carico	 al	 datore	 di	 lavoro	 di	 raggiungere	
l’accordo	con	le	rappresentanze	sindacali.	
Gli	 strumenti	 di	 lavoro	 in	 grado	 di	 effettuare	 controlli	 a	 distanza	
analizzati	 fino	 a	 questo	 punto	 sono	 quelli	 attualmente	 più	
comunemente	 impiegati	 nelle	 imprese,	 tuttavia	 più	 l’evoluzione	
tecnologica	procede	rapidamente	e	più	vengono	introdotti	nel	mercato	
strumenti	tecnologici	nuovi	in	grado	di	effettuare	controlli	a	distanza	
che	 possono	 fornire	 al	 datore	 di	 lavoro	 sempre	più	 informazioni	 sul	







sono	 in	 grado	 di	 fornire	 al	 datore	 di	 lavoro	 informazioni	 dettagliate	
circa	 la	 posizione	 del	 lavoratore	 anche	 al	 di	 fuori	 dell’ambiente	 di	
lavoro.	
L’autorità	 garante	 della	 privacy	 ha	 ritenuto	 opportuno	 pronunciarsi	









non	 sono	 dispositivi	 di	 tracciamento	 del	 personale,	 bensì	 la	 loro	
funzione	consiste	nel	rintracciare	o	monitorare	l'ubicazione	dei	veicoli	
sui	quali	sono	installati.	I	datori	di	lavoro	non	dovrebbero	considerarli	
come	 strumenti	 per	 seguire	 o	 monitorare	 il	 comportamento	 o	 gli	
spostamenti	di	autisti	o	di	altro	personale,	ad	esempio	inviando	segnali	
d'allarme	in	relazione	alla	velocità	del	veicolo"70	
Inoltre,	 più	 recentemente,	 l’autorità	 garante	 della	 privacy	 è	 stato	
chiamato	 a	 tornare	 sull’argomento	 della	 geolocalizzazione	 con	
riferimento	all’impiego	delle	più	recenti	tecnologie	per	porre	in	essere	
particolari	modalità	di	organizzazione	dell’attività	lavorativa,	chiamate	










prestatore	 di	 lavoro	 che	 viene	 continuamente	 monitorato.	 Con	 i	
provvedimenti	n.	401	dell’11	settembre	e	n.	448	del	9	ottobre	201471,	
tuttavia	 il	 garante	 della	 privacy	 ha	 ritenuto	 legittimo	 il	 ricorso	 a	 tali	





lav.,	 in	 quanto	 il	 comma	 2	 afferma	 che	 la	 disciplina	 dei	 controlli	 a	
distanza	 “non	 si	 applica	 agli	 strumenti	 utilizzati	 dal	 lavoratore	 per	
rendere	la	prestazione	lavorativa”,	ma	nel	caso	dei	dispositivi	gps	non	
è	 chiara	 la	 linea	 di	 confine	 tra	 strumenti	 di	 lavoro	 e	 strumenti	 di	
controllo	 a	 distanza	 utili	 anche	 per	 esigenze	 lavorative	 e	 quindi	
potrebbero	 sorgere	 problemi	 nel	 momento	 in	 cui	 il	 giudice	 sarà	
chiamato	 a	 decidere	 se	 ricondurre	 la	 situazione	 concreta	 all’interno	
della	 fattispecie	del	 comma	1	ovvero	all’interno	della	 fattispecie	del	






altre	 tecnologie	 in	 grado	 di	 operare	 controlli	 a	 distanza	 ancor	 più	
penetranti	 ed	 invasivi,	 come	 quello	 operato,	 ad	 esempio,	




abbigliamento	 tecnologico	 in	 grado	di	 controllare	 i	movimenti72,	ma	
data	 la	 capacità	 lesiva	 della	 dignità	 della	 persona	 operata	 da	 questi	







essere	 sviluppati,	 contribuendo	 a	 realizzare	 enormi	 progressi	
nell’evoluzione	 tecnologica,	ma	anche	 i	 servizi	preesistenti	 forniti	da	
questi	dispositivi	hanno	conosciuto	uno	sviluppo	legato	al	modo	in	cui	
essi	 vengono	 impiegati.	 Il	 riferimento	 è,	 in	 particolare,	 a	 quella	
rivoluzione	del	world	wide	web	che	si	è	verificata	a	partire	dagli	anni	
2000,	quando	sulla	rete	hanno	cominciato	a	diffondersi	quelli	che	ben	











contrario,	 è	 caratterizzato	 dal	 dinamismo,	 per	 cui	 gli	 utenti	 che	 vi	




liberi	 di	 immetterne	di	propri,	 e	possono	 renderli	 disponibili	 ad	altri	
utenti	 che	 ne	 fruiranno	 e	 a	 loro	 volta	 daranno	 il	 loro	 apporto	 alla	
“costruzione”	della	pagina	web,	in	modo	tale	da	rendere	ogni	utente	
sia	produttore,	sia	fruitore	dei	contenuti	digitali.73	




delle	 opinioni	 o	 manifestazione	 delle	 esperienze	 fatte),	 “votare”	 i	
contenuti	messi	 a	disposizione	da	altri	utenti	 (dando	 indicazione	dei	
gusti	personali	dell’utente)	e	creare	gruppi	di	“preferiti”	o	di	“amici”,	





e	 tali	 servizi	 vengono	 offerti	 a	 titolo	 gratuito	 o	 meglio	 –	 per	 usare	
un’espressione	 sensazionalistica,	ma	 d’impatto	 –	 in	 cambio	 dei	 dati	
personali	dell’utente,	che	il	gestore	del	sito	si	riserva	di	poter	trattare	
per	 poter	 guadagnare	 (in	 cambio	 del	 servizio	 offerto)	 tramite	 un	
sistema	 pubblicitario	 che	 si	 fonda	 sull’utilizzo	 dei	 dati	 immessi	 dagli	
utenti	stessi.	Nella	pratica,	infatti,	l’internauta	che	voglia	accedere	ad	
un	 social	 network	 verrà	 invitato	 a	 sottoscrivere	 un	 contratto	 in	 cui	
l’utente	accetta	i	termini	d’uso	e	che	si	perfeziona	al	primo	accesso	al	
social	 network	 in	 questione.	 Tali	 termini	 d’uso	 sono	 sempre	
accompagnati	anche	da	una	informativa	in	tema	di	privacy	che	descrive	
all’interessato	 i	 modi	 in	 cui	 le	 informazioni	 relative	 ai	 futuri	
																																																						




l’utilizzo	 del	 social	 networks,	 di	 modo	 che	 l’interessato	 può	 avere	
accesso	al	servizio	di	social	networks	solo	se	acconsente	al	trattamento	
dei	 suoi	 dati	 personali.	 Infine,	 in	 genere	 il	 social	 network	 si	 dichiara	









cui	 potrà	 parlare	 di	 sé,	 e	 potrà	 entrare	 in	 contatto	 diretto	 con	 altri	
utenti:	 potrà	 pubblicare	 proprie	 opinioni,	 condividere	 proprie	
esperienze,	 mostrare	 agli	 altri	 utenti	 fotografie	 e	 video	 prodotti	
dall’utente	stesso	e	potrà	scambiare	messaggi	con	gli	“amici”	tramite	
modalità	più	o	meno	pubbliche,	passando	dal	condividere	opinioni	in	
conversazioni	 pubbliche,	 ad	 accesso	 illimitato,	 fino	 ad	 arrivare	 a	




	A	 tal	proposito,	appare	 interessante	 la	considerazione	 fatta	da	 Juan	
Raso	Delgue74	secondo	cui	bisognerebbe	distinguere	tra	chat	e	e-mail	







trattato	 alla	 stregua	 del	 lavoratore	 colto	 a	 chiacchierare	 durante	
l’orario	di	lavoro,	e	quindi	gli	dovrebbe	essere	concesso	fino	a	che	ciò	
non	provochi	una	riduzione	del	rendimento	lavorativo.	
L’impatto	 delle	 nuove	 tecnologie,	 i	 cambiamenti	 culturali	 e	 la	
possibilità,	grazie	al	web	2.0,	di	essere	sempre	in	contatto	e	interagire	
con	gruppi	collettivi	sempre	più	ampi	rappresentano	per	le	persone	un	
forte	 stimolo	 ad	 esporsi	 nelle	 reti	 del	 cyberspazio:	 la	 personalità	
dell’individuo,	 infatti,	 sembra	 “costruirsi”	 tramite	 la	 condivisione,	 di	
giorno	 in	 giorno,	 di	 contenuti	 personali	 sui	 social	 networks,	 che	
andranno	 dichiaratamente	 a	 creare	 un	 profilo	 sempre	 più	
approfondito,	 che	 sarà	 tanto	 più	 popolare	 quante	 più	 saranno	 le	
persone	 che	 avranno	 avuto	 accesso	 alle	 nostre	 opinioni	 personali	
anche	su	dati	sensibili	(quali	 la	politica	la	religione	o	gli	orientamenti	
personali)	che	un	tempo	rimanevano	confinate	nella	sfera	più	intima	
dell’individuo	 e	 solo	 raramente	 venivano	 esternate	 pubblicamente,	



















Da	 punto	 di	 vista	 della	 normativa	 sulla	 privacy	 questo	 non	 crea	
problemi,	tanto	che	l’art.	5,	co.3,	cod.	privacy	afferma	che	una	persona	
non	può	essere	 ritenuta	 responsabile	 per	 il	 trattamento	dei	 dati,	 se	
questo	 viene	 effettuato	 per	 fini	 domestici	 (quindi	 condivisi	 tra	 una	
ristretta	cerchia	di	amici	e	per	fini	non	commerciali	né	politici),	tuttavia	
quando	a	ricoprire	questo	ruolo	di	“utente	spia”	è	il	datore	di	lavoro,	
per	 sua	natura	 curioso	di	 conoscere	meglio	 la	persona	 con	 cui	 deve	
intrattenere	un	rapporto	di	reciproca	fiducia,	la	situazione	si	complica	
perché,	 come	 più	 volte	 ricordato,	 il	 lavoratore	 è	 portatore	 di	 un	
interesse	ulteriore	rispetto	a	quello	delle	persone	comuni,	ossia	quello	
di	ottenere	o	conservare	il	posto	di	lavoro77.	
La	 rilevanza	 che	 i	 controlli	 effettuati	 tramite	 informazioni	 reperite	
online	 dal	 datore	 di	 lavoro	 negli	 ultimi	 anni	 è	 divenuta	 sempre	 più	
consistente	e	prova	di	 ciò	ne	è	 il	 fatto	che	 i	giudizi	 sui	 licenziamenti	
intimati	a	causa	di	affermazioni	“postate”	sui	social	networks78	sono	in	
aumento	 e	 anche	 l’Italia	 –	 seppur	 con	 un	 po’	 di	 ritardo	 –	 sta	
raggiungendo	 la	 situazione	 statunitense,	 dove	 è	 stato	 addirittura	


















nel	1970	 il	 legislatore	aveva	avvertito	 il	 rischio	 insito	nell’inserire	nel	
luogo	 di	 lavoro	 informazioni	 personali	 sul	 lavoratore,	 tanto	 che	
nell’articolo	 8	 dello	 statuto	 dei	 lavoratori	 aveva	 affermato	 che	 non	
sono	mai,	 in	alcun	caso,	 acquisibili	 dal	datore	di	 lavoro	 informazioni	
circa	le	opinioni	politiche,	religiose	o	sindacali	del	lavoratore.	
Dunque,	 per	 quanto	 riguarda	 quelle	 informazioni	 dette	
“personalissime”	e	che	attingono	alla	sfera	più	privata	della	persona	
del	lavoratore,	ex	art	8	st.	lav.,	il	datore	di	lavoro	non	può	mai	svolgere	
delle	 indagini	 né	 tantomeno	 utilizzare	 tali	 informazioni	 in	 sede	
disciplinare	 o	 per	 motivare	 il	 licenziamento;	 tuttavia	 dai	 social	
networks	sono	acquisibili	(o	comunque	desumibili)	anche	informazioni	





professionalità	 (nel	 caso	 di	 informazioni	 rilevanti	 ai	 fini	 di	 una	
valutazione	dell’attitudine	lavorativa).	
Come	è	ovvio	 che	 sia,	 il	 lavoratore	avrà	 interesse	a	 far	 conoscere	al	
datore	di	lavoro	solo	le	parti	migliori	di	sé	in	vista	della	conservazione	





Tuttavia,	 la	 questione	 dei	 controlli	 tramite	 social	 networks	 non	 può	
essere	risolta	applicando	anche	al	caso	dei	problemi	generati	dal	web	
	 151	
2.0	 la	 disciplina	 dei	 controlli	 a	 distanza	 prevista	 dall’articolo	 4	 dello	
statuto	 dei	 lavoratori	 in	 quanto	 non	 si	 tratta	 di	 controlli	 sull’attività	
lavorativa	 propriamente	 detta,	 perché	 tali	 controlli	 si	 limitano	 ad	
acquisire	 informazioni	 che	 solo	 in	via	 indiretta	daranno	 informazioni	
che	 potrebbero	 essere	 utili	 ad	 una	 valutazione	 dell’attitudine	
professionale.	La	corte	di	cassazione	ha	escluso	che	si	possa	parlare	di	
controlli	 sull’attività	 lavorativa	 propriamente	 detti	 addirittura	 in	 un	
caso	 in	 cui	 il	 datore	 di	 lavoro	 si	 era	 servito	 dei	 social	 networks	 per	





riguardanti	 il	 lavoratore	che	spaziano	tra	 i	campi	più	diversi	e	perciò	
meritano	 una	 certa	 tutela,	 in	 ragione	 della	 loro	 capacità	 lesiva	 nei	





Nell’esperienza	 pratica	 desumibile	 dalle	 controversie	 che	 di	 recente	
sono	 state	 presentate	 in	 giudizio,	 possiamo	 ricavare	 che	 una	 causa	
frequente	dei	licenziamenti	intimati	a	causa	dei	social	network	riguarda	
le	 opinioni	 espresse	 dal	 lavoratore	 a	 proposito	 del	 proprio	 lavoro	 o	
datore	 di	 lavoro.	 In	 questi	 casi,	 dunque,	 l’articolo	 4	 non	 può	 essere	
invocato	perché	oggetto	della	controversia	non	è	 l’attività	 lavorativa	





semplicemente	 quanto	 affermato	 pubblicamente	 dal	 lavoratore,	 in	
ragione	del	timore	che	quanto	“postato”	su	social	network	potrebbe	





diverse82,	 tuttavia	 analizzando	 il	 problema	 su	 un	 piano	 più	 generale	
rispetto	a	quello	strettamente	attinente	all’impiego	dei	social	network	
è	 evidente	 che	 già	 da	 tempo	 il	 nostro	 ordinamento	 ha	 cercato	 di	
tutelare	 il	 lavoratore	 contro	 la	 condotta	 del	 datore	 di	 lavoro	 che	 lo	
discrimini	 in	ragione	delle	opinioni	espresse;	gli	articoli	1	e	8	st.	 lav.,	







pensiero	 negativo	 nei	 confronti	 del	 datore	 di	 lavoro	 o	 dell’azienda,	
purché	–	come	affermato	da	una	storica	 sentenza83	–	 tale	critica	 sia	
veritiera	 e	 espressa	 con	 toni	 pacati,	 in	 modo	 tale	 da	 non	 arrecare	
pregiudizio	all’onore	e	al	decoro	dell’impresa	o	dell’imprenditore.	




82	 Sent.	 trib.	 di	 Ascoli	 Piceno	 del	 19	 novembre	 2013	 dichiara	 illegittimo	 il	 licenziamento,	
mentre	la	sent.	trib	Milano	del	1°	agosto	2014	dichiara	legittimo	il	licenziamento,	anche	se	in	







impartito	 potrà	 essere	 considerato	 legittimo,	 altrimenti	 sarebbe	
illegittimo.	
Tuttavia,	nel	caso	 in	cui	 le	critiche	effettuate	dal	 lavoratore	vengano	
esternalizzate	impiegando	i	social	networks	occorre	fare	un’opportuna	
distinzione	 tra	 profili	 “aperti”	 e	 “chiusi”:	 si	 parla	 di	 profili	 “aperti”	
quando	i	contenuti	digitali	condivisi	sono	pubblici	ed	accessibili	a	tutti	
senza	la	possibilità	di	controllare	chi	potrà	averne	accesso	ed	in	questo	
caso	 sono	 del	 tutto	 equiparabili	 alle	 critiche	 effettuate	 per	 mezzo	
stampa;	al	contrario	si	parla	di	profili	“chiusi”	quando	le	informazioni	
(messaggi,	 fotografie	 e	 video)	 condivise	 sono	 accessibili	 solo	 a	 una	
stretta	cerchia	di	 “amici”	 selezionata	dall’utente	 stesso	ed	 in	questo	




per	 motivare	 il	 licenziamento.	 In	 questo	 caso,	 in	 fatti,	 sembrano	
tornare	 in	 gioco	 le	 considerazioni	 fatte	 a	 proposito	 della	 posta	
elettronica	 per	 cui	 non	 esiste	 il	 segreto	 della	 corrispondenza	 solo	




Labor	 Relations	 Board”	 (l’agenzia	 governativa	 statunitense,	













molto	 probabile	 per	 il	 datore	 di	 lavoro	 imbattersi,	 più	 o	 meno	
volontariamente,	 anche	 in	 dati	 sensibili	 riguardanti	 il	 lavoratore.	 In	
questi	casi	entra	in	gioco	l’art.	26	cod.	privacy	che	afferma	che	il	datore	
di	 lavoro	 che	voglia	appropriarsi	di	dati	 sensibili	 del	 lavoratore	deve	
ottenere	 l’autorizzazione	 dell’autorità	 garante	 della	 privacy	 e	 il	
consenso	 libero	 e	 informato	 del	 lavoratore,	 ma	 possono	 verificarsi	
anche	 situazioni	 in	 cui	 il	 consenso	dell’interessato	non	è	necessario,	
come	nel	 caso	 in	 cui	 c’è	 bisogno	di	 effettuare	 il	 trattamento	di	 dati	
sensibili	per	ragioni	difensive	o	perché	è	necessario	per	adempiere	ad	














Tuttavia	 risulta	 difficile	 tutelare	 il	 lavoratore	 contro	 l’indebito	
reperimento	dei	dati	sensibili	del	lavoratore	e	questo	per	due	ordini	di	
motivi:	 innanzitutto	nell’eventualità	 che	 il	datore	di	 lavoro	non	 trovi	
alcuna	informazione	che	metta	in	cattiva	luce	il	lavoratore	o	comunque	
decida	 di	 non	 impartire	 sanzioni	 disciplinari,	 la	 sua	 condotta	 illecita	
rimarrà	impunita	perché	nessuno	avrà	modo	di	sapere	che	il	datore	di	
lavoro	 ha	 effettivamente	 effettuato	 un	 trattamento	 illecito	 dei	 dati	
sensibili	del	lavoratore;	ed	inoltre	anche	nell’eventualità	che	in	seguito	
al	trattamento	dei	dati	sensibili	il	datore	di	lavoro	decida	di	infliggere	
al	 lavoratore	 una	 sanzione	 disciplinare	 (la	 cui	 reale	 motivazione	
sarebbe	stata	acquisita	illecitamente)	per	il	lavoratore	sarebbe	difficile	
esperire	provare	 che	 il	datore	di	 lavoro	ha	 reperito	 tali	 informazioni	
proprio	 attraverso	 il	 web	 2.0	 perché,	 in	 qualità	 di	 utente,	 non	 può	
sapere	chi	ha	fruito	delle	informazioni	che	lui	stesso	ha	condiviso87.	
La	conseguenza	che	si	trae	da	questa	impostazione	della	disciplina	della	
privacy	 in	 materia	 di	 trattamento	 di	 dati	 sensibili	 del	 lavoratore	 è,	
dunque,	che	la	legge	–	almeno	allo	stato	attuale	delle	cose	–	sembra	
inadatta	 a	 tutelare	 adeguatamente	 la	 privacy	 del	 lavoratore	 in	 un	















utenti	 siano	 informati	 dei	 rischi	 e	 possano	 limitare	 la	 visibilità	 del	
proprio	profilo88.			
Un’altra	questione	presentata	dall’impiego	di	social	networks	e	dalla	
conseguente	 creazione	 di	 banche	 dati	 che	 contengono	 informazioni	









rete,	 insieme	 alle	 enormi	 capacità	 di	 calcolo	 dei	moderni	 computer	
fanno	 sì	 che	 un	 dato	 immesso	 in	 un	 qualsiasi	 punto	 della	 rete	 sia	
suscettibile	di	rimanere	nella	disponibilità	degli	utenti	per	un	lasso	di	
tempo	 indefinito	e	 indeterminabile.	Ovviamente	questo	 rappresenta	
un	vulnus	nella	sfera	di	riservatezza	della	persona	e	se	da	una	parte	la	
questione	era	già	stata	affrontata	dalla	giurisprudenza	con	riferimento	




statunitense	 “the	 right	 to	 be	 forgotten”	 (a	 cui	 i	 giuristi	 americani	 e	
																																																						
88 Francesco	Pizzetti,	Social	network:	attenzione	a	non	cadere	nella	 rete.	Giornata	Europea	
della	 protezione	 dei	 dati	 personali,	 sintesi	 dell’intervento	 tenuto,	Milano,	 28	 gennaio	 2009,	




europei	 già	 da	 tempo	 avevano	 prestato	 particolare	 attenzione)	 è	
emerso	 prepotentemente	 anche	 all’attenzione	 della	 giurisprudenza	
italiana	e	ha	costituito	oggetto	di	un	importante	sentenza	della	corte	di	
giustizia	europea90.	
A	 ben	 guardare	 la	 rilevanza	 della	 questione	 sembra	 essere	mitigata	
dalla	disciplina	 in	tema	di	privacy	e	trattamento	di	dati	personali	dal	
momento	in	cui	il	codice	della	privacy,	stabilendo	la	correttezza	come	
principio	 in	base	al	quale	giudicare	 la	 legittimità	del	 trattamento	dei	
dati	personali	ha	implicato	l’utilizzabilità	dei	dati	solo	nell’eventualità	
che	siano	veritieri	e	attuali,	dunque	il	profilo	virtuale	controllato	deve	
rispecchiare	 il	 profilo	 reale	 dell’interessato	 affinché	 i	 dati	 lì	 reperiti	
siano	in	qualche	misura	utilizzabili.	





del	 candidato	 sono	 considerate	 lecite	 dalla	 giurisprudenza91,	 purché	
rispettino	le	norme	sulla	privacy	e	l’articolo	8	st.	lav.,	dunque	possono	















motivato	 il	 licenziamento,	 sarà	 ancora	 più	 difficile	 per	 l’aspirante	
lavoratore	provare	di	non	essere	stato	assunto	a	causa	di	informazioni	














posto	 al	 servizio	 del	 mercano	 del	 lavoro	 hanno	 contribuito	 ad	
abbattere	 quella	 barriera	 costituita	 da	 limiti	 di	 tempo	 e	 di	 spazio,	
rendendo	 possibile	 espandere	 la	 prestazione	 di	 lavoro	 oltre	 i	 suoi	
tradizionali	 confini	 e	 incentivando	 la	 nascita	 di	 nuove	 abitudini	
lavorative	 che	 privilegiano	 contratti	 a	 breve	 termine	 basati	













del	 lavoro	 quale	 era	 quella	 conseguente	 alla	 rivoluzione	 industriale,	
fondamentalmente	incentrata	sulla	meccanica	dei	turni	fissi	di	lavoro	e	





tipi	 di	 rapporto	 di	 lavoro,	 infatti,	 ha	 fatto	 emergere	 difficoltà	 di	
adattamento	delle	norme	del	diritto	del	lavoro	al	nuovo	contesto,	ma	






si	 tratta	di	un	nuovo	tipo	di	 lavoro	(come,	ad	esempio,	 lo	è	 invece	 il	












tecnologie,	 ma	 la	 esegue	 attraverso	 modalità	 che	 prima	 sarebbero	
state	inconcepibili.	Il	d.p.r.	70/1999,	nel	disciplinare	il	telelavoro	nelle	
pubbliche	 amministrazioni,	 fornisce	 una	 prima	 vera	 e	 propria	
definizione	di	 questa	nuova	 forma	di	 organizzazione	del	 lavoro	e	ne	
individua	le	caratteristiche,	affermando	che	può	ritenersi	telelavoro	la	
“prestazione	di	lavoro	eseguita	daldipendente	(…)	inqualsiasi	luogo	
ritenuto	 idoneo,	 collocato	 al	 di	 fuori	 della	 sede	 dilavoro,	 dove	 la	
prestazione	 sia	 tecnicamente	possibile,	 con	 ilprevalente	 supporto	di	
tecnologie	dell'informazione	e	dellacomunicazione,	che	consentano	il	
collegamento	 con	 l'amministrazionecui	 la	 prestazione	 stessa	
inerisce”96	
In	base	al	rapporto	che	si	 instaura	tra	 il	telelavoratore	e	 l’azienda,	 la	
dottrina	ha	individuato	diverse	tipologie	di	telelavoro:	innanzitutto	un	
tipo	 di	 telelavoro	 “online”,	 in	 cui	 il	 telelavoratore	 può	 interagire	
costantemente	con	 l’azienda	e	 con	 il	datore	di	 lavoro;	un	 telelavoro	
“one	way	 line”,	 in	 cui	 il	 lavoratore	 rimane	 continuamente	 collegato	
all’azienda	 durante	 l’esecuzione	 della	 prestazione	 di	 lavoro,	ma	 non	
può	 interagire	 con	 essa;	 ed	 infine	 un	 telelavoro	 “offline”,	 in	 cui	 il	
lavoratore,	 dopo	 aver	 ricevuto	 le	 direttive	 lavora	 autonomamente	 e	
solo	a	lavoro	ultimato	si	collega	con	l’azienda	per	inviare	i	risultati	finali	
che	ha	ottenuto.97	
Il	 telelavoro	 presenta	 diverse	 peculiarità	 che	 hanno	 reso	 difficile	
coordinare	 le	 norme	 del	 tradizionale	 diritto	 del	 lavoro	 con	 questa	
nuova	tipologia	di	lavoro	e	nonostante	si	senta	sempre	di	più	il	bisogno	







restio	 ad	 intervenire	 in	 materia.	 In	 particolare,	 le	 peculiarità	 del	
telelavoro	 hanno	 reso	 complicato	 coordinare	 il	 legittimo	 potere	 di	
controllo	del	datore	di	lavoro	con	la	disciplina	sulla	riservatezza	e	sul	
trattamento	dei	dati	personali,	dato	 che	 le	 caratteristiche	 stesse	del	
telelavoro	 renderebbero	 possibile	 un	 controllo	 dell’attività	 del	
lavoratore	ancora	più	invasivo	di	quello	temuto	dall’articolo	4	st.	lav.,	
tuttavia	 applicare	 il	 divieto	 di	 controllo	 a	 distanza	 significherebbe	








prestazione	di	 lavoro	e	può	coordinarsi	con	 l’art.	4	st.	 lav.,	perché	 la	
ratio	originaria	dell’articolo	4	era	quella	di	evitare	i	controlli	eccessivi	e	
ingiustificati,	 tanto	che	al	vecchio	comma	due	 il	divieto	di	controlli	a	




possono	 essere	 gestite	 con	 metodi	 meno	 invasivi.	 Tuttavia	 con	
l’articolo	 115	 cod.	 privacy	 il	 legislatore	 ha	 voluto	 sottolineare	












a	 quello	 del	 lavoro	 a	 domicilio,	 rischia	 di	 ingenerare	 una	 falsa	
aspettativa	 di	 equiparazione	 tra	 due	modalità	 di	 organizzazione	 del	
lavoro	che	sono	profondamente	diversi	perché	si	tratta	in	un	caso	di	
lavoro	 autonomo	 svolto	 presso	 il	 domicilio	 del	 lavoratore,	 che	 avrà	
un’autonoma	capacità	organizzativa	e	 a	 cui	 il	 datore	di	 lavoro	potrà	
dare	 direttive	 esclusivamente	 di	 ordine	 tecnico	 (lavoro	 a	 domicilio),	
mentre	 nell’altro	 caso	 il	 telelavoratore	 si	 trova	 in	 un	 rapporto	 di	
subordinazione	vero	e	proprio,	potendo	il	datore	di	lavoro	esercitare	il	
potere	 direttivo	 e	 di	 controllo	 anche	 sotto	 il	 profilo	 disciplinare,	 e	
perciò	 al	 telelavoratore	 (a	 differenza	 che	 per	 quanto	 riguarda	 il	
lavoratore	a	domicilio)	 si	applica	 la	disciplina	del	diritto	del	 lavoro99.	
Tuttavia,	bisogna	ricordare	che	in	questi	nuovi	lavori	nati	dalla	attuale	
rivoluzione	tecnologica,	la	linea	di	demarcazione	tra	lavoro	autonomo	
e	 lavoro	 subordinato	 si	 fa	 sempre	 più	 sottile100,	 per	 cui	 ci	 sarebbe	
bisogno	di	un	 intervento	 legislativo	unitario	che	facesse	chiarezza	su	
tutte	le	questioni	dubbie	riguardanti	questi	nuovi	tipi	di	lavoro.	
Oltre	 al	 riferimento	 nel	 codice	 della	 privacy,	 però,	 nel	 nostro	
ordinamento	 ci	 sono	 pochi	 altri	 riferimenti	 al	 telelavoro	 ed	 ancora	
meno	 numerose	 sono	 le	 norme	 che	 affrontano	 il	 problema	 del	
controllo	 a	distanza	esercitato	dal	datore	di	 lavoro	nei	 confronti	 del	
telelavoratore,	ma	sembra	opportuno	ricordare	l’art.	7	d.p.r.	70/1999	














Anche	 il	 nuovo	 articolo	 4	 st.	 lav.,	 novellato	dal	 d.leg.	 151/2015,	 pur	
riportando	 il	 tema	 dei	 controlli	 a	 distanza	 in	 un’ottica	 più	 attuale,	
tenendo	 in	 considerazione	 le	 moderne	 tecnologie,	 non	 affronta	 il	
problema	 del	 telelavoro,	 tuttavia	 stabilendo	 al	 comma	 2	 che	 la	
disciplina	 sui	 controlli	 a	distanza	non	 si	 applica	per	 agli	 strumenti	di	
lavoro,	sembra	consentire	al	datore	di	 lavoro	di	effettuare	 i	controlli	
sull’attività	lavorativa	del	telelavoratore	che	gli	sono	concessi	tramite	
l’analisi	 degli	 strumenti	 di	 lavoro,	 ma	 non	 bisogna	 dimenticare	 che	
risultano	ancora	in	vigore	l’articolo	8	st.	lav.	e	la	disciplina	sulla	tutela	
della	privacy	e	sul	trattamento	dei	dati	personali,	per	cui	nonostante	il	
datore	 di	 lavoro	 possa	 svolgere	 i	 controlli,	 tali	 controlli	 devono	
rispettare	 i	 principi	 di	 correttezza,	 proporzionalità,	 necessità,	
pertinenza	e	non	eccedenza	ed	in	ogni	caso	il	datore	di	lavoro	non	può	
svolgere	controlli	continui	ed	ininterrotti.	
Nonostante	 il	 mancato	 riferimento	 al	 telelavoro	 nella	 novellazione	
dell’art.	 4,	 comunque,	 il	 legislatore	 non	 sembra	 del	 tutto	 incurante	
dell’argomento:	è,	infatti,	attualmente	in	discussione	in	parlamento	il	





organizzazione	 del	 lavoro	 chiamata	 “smartworking”	 o,	 in	 italiano,	
“lavoro	 agile”	 che	 può	 essere	 interpretata	 come	 un’evoluzione	 del	
telelavoro	e	che	disciplina	e	rende	ancor	più	flessibile	l’organizzazione	
del	 lavoro	 subordinato	 grazie	 all’impiego	 delle	 tecnologie	 di	 ultima	
generazione	che	permettono	al	 lavoratore	di	non	essere	ancorato	al	
“posto	di	 lavoro”	e	agli	 “orari	di	 lavoro”,	pur	continuando	ad	essere	
“lavoratore	 subordinato”	 in	 quanto	 il	 datore	 di	 lavoro,	 grazie	 alla	
persistente	 connessione	 internet,	 può	 in	 ogni	 momento	 impartire	
direttive	al	prestatore	di	lavoro	e	può	esercitare	il	potere	di	controllo	




Management	 (WFM),	 che	 si	 è	 diffuso	 grazie	 allo	 sviluppo	 e	
all’evoluzione	 dei	 moderni	 smartphone	 e	 che,	 tramite	 controlli	 a	
distanza	 in	 tempo	reale	dell’attività	 lavorativa,	ha	 reso	possibile	una	
migliore	 gestione	 della	 prestazione	 di	 lavoro,	 permettendo	
all’imprenditore	 di	 garantire	 una	 maggiore	 efficienza	 e	 rapidità	
nell’esecuzione	dei	servizi	offerti.	
Come	il	telelavoro,	il	work	force	management	non	è	un	vero	e	proprio	
nuovo	 tipo	 di	 lavoro,	 ma	 con	 esso	 cambia	 il	 modo	 in	 cui	 l’attività	





di	 emergenza	 o	 di	 calamità	 naturali),	 poiché	 grazie	 alle	 nuove	
tecnologie	 il	 datore	 di	 lavoro	 può	 disporre	 l’intervento	 dei	 propri	
tecnici	 nel	 modo	 più	 efficiente	 e	 rapido	 possibile,	 migliorandone	 il	
coordinamento	 ed	 inoltre	 con	 il	 WFM	 il	 datore	 di	 lavoro	 può	
	 165	
incrementare	 la	 sicurezza	 del	 lavoratore	 stesso	 in	 quanto	 le	 nuove	
tecnologie	possono	avvertire	nel	caso	in	cui	il	lavoratore	si	trovi	in	una	
condizione	di	bisogno	per	cui	ha	bisogno	di	soccorsi.	
Il	WFM	 opera	 attraverso	 un	 programma	 installato	 su	 un	 dispositivo	















nel	 provvedimento	 del	 9	 ottobre	 2014104	 ha	 ritenuto	 lecito	 il	
trattamento	dei	dati	attuato	in	un	contesto	di	work	force	management	
purché	 il	 datore	 di	 lavoro	 che	 decide	 di	 ricorrervi	 rispetti	 alcune	
prescrizioni:	 la	 società	 deve	 adottare	 misure	 idonee	 a	 garantire	 il	
trattamento	solo	di	dati	utili	per	ragioni	di	WFM	e	non	devono	essere	
																																																						
103Provvedimento	 n.	 401	 dell’11	 settembre	 2014,	 doc.	 web.	 n.	 3474069	 su	
www.garanteprivacy.it,	Trattamento	di	dati	personali	dei	dipendenti	effettuato	attraverso	la	
localizzazione	 di	 dispositivi	 smartphone.	 Verifica	 preliminare	 richiesta	 da	 Ericsson	
Telecomunicazioni	s.p.a.,		
104	provv.	n.	401	dell’11	settembre	2011,	cit.	e	provv.	n.	448	del	9	ottobre	2014,	doc.	web.	n.	
3505371	 su	www.garanteprivacy.it, Trattamento	di	dati	personali	dei	dipendenti	 effettuato	





tale	 che	 il	 lavoratore	 possa	 accenderlo	 e	 spegnerlo	 e	 deve	 sempre	
essere	 presente	 un	 indicatore	 che	 mostri	 al	 prestatore	 di	 lavoro	
quando	il	programma	è	in	funzione	(in	modo	tale	che	egli	si	ricordi	di	
spegnerlo	quando	è	 in	pausa	o	è	 terminato	 l’orario	di	 lavoro);	 i	dati	
trattati	non	possono	essere	visualizzati	da	terzi	estranei	alla	società	e	il	
datore	di	 lavoro	deve	 fare	 in	modo	che	 le	 informazioni	 reperite	non	
siano	 accessibili	 a	 terzi;	 la	 società	 deve	 informare	 il	 lavoratore	 del	
trattamento	 dei	 suoi	 dati	 personali	 e	 delle	 modalità	 con	 cui	 esso	
avviene	 e	 deve	 informare	 del	 trattamento	 anche	 l’autorità	 garante	
della	privacy.	In	ogni	caso,	ricorda	poi	il	garante	della	privacy,	oltre	al	




che,	 perché	 i	 controlli	 tramite	WFM	 siano	 legittimi,	 bisogna	 che	 sia	
raggiunto	l’accordo	con	le	organizzazioni	sindacali	 (o,	 in	mancanza,	 il	
datore	 di	 lavoro	 deve	 ottenere	 l’autorizzazione	 della	 direzione	
territoriale	 del	 lavoro)	 ma,	 in	 aggiunta	 a	 questo,	 alla	 luce	 delle	
modifiche	 operate	 dal	 d.leg.	 151/2015,	 assume	 rilevanza	 anche	 il	
comma	 3	 del	 nuovo	 articolo	 4	 che	 prevede	 l’utilizzabilità	 di	 ogni	
informazione	reperita	in	osservanza	dell’art.	4	per	ogni	fine	connesso	












stampo	 globale,	 che	 fosse	 comprensibile	 anche	 ad	 un	 eventuale	
osservatore	straniero.	Tuttavia,	nonostante	il	nome,	il	Jobs	Act	non	ha	
imitato	leggi	straniere,	introducendole	nel	nostro	ordinamento,	ma	ha	
rinnovato	 quelle	 preesistenti,	 modellandole	 e	 adattandole	 alla	
situazione	italiana.	
Lo	 scopo	 dichiarato	 per	 cui	 il	 governo	 ha	 allora	 ritenuto	 opportuno	
riformare	il	diritto	del	lavoro	è	quello	di	“aiutare	il	paese	a	ripartire”	in	
seguito	 al	 periodo	 di	 crisi	 economica	 da	 cui	 l’Italia	 sta	 faticando	 ad	
uscire.	L’obiettivo	dichiarato	dal	premier,	dunque,	è	quello	di	“creare	
posti	di	 lavoro,	 rendendo	semplice	 il	 sistema,	 incentivando	chi	voglia	
investire	dei	nostri	imprenditori	e	attirando	capitali	stranieri”,	per	cui	
secondo	il	governo	è	necessario	aumentare	la	“facilità	di	impresa”	e	la	






















la	 riforma	 degli	 ammortizzatori	 sociali;	 nella	 terza	 fase	 hanno	
riordinato	le	tipologie	contrattuali	e	fornito	misure	per	la	conciliazione	
vita-lavoro;	ed	infine,	nella	quarta	fase	(che	è	quella	che	più	interessa	
al	 tema	 dei	 controlli	 a	 distanza),	 alcuni	 decreti	 attuativi	 –	 d.	 leg.	
148/2015;	 d.	 leg.149/2015;	 d.	 leg.150/2015	 e,	 in	 particolare,	 d.leg.	
151/2015	 –	 hanno	 attuato	 semplificazioni	 normative,	 una	 nuova	
disciplina	 dei	 controlli	 a	 distanza	 e	 hanno	 contenuto	 le	 disposizioni	
finali.	
	




di	 riformare	 la	 materia	 dei	 controlli	 a	 distanza	 rimasta	 per	 troppo	










a	 distanza,	 stabilendo	 che	 tale	 revisione	 dovesse	 avvenire	 “tenendo	
conto	 dell’evoluzione	 tecnologica	 e	 contemperando	 le	 esigenze	
produttive	ed	organizzative	dell’impresa	 con	 la	 tutela	della	dignità	e	




a	 distanza	 riguardi	 in	 modo	 particolare	 gli	 “impianti	 e	 strumenti	 di	
lavoro”.	
Con	 questa	 delega,	 dunque,	 il	 legislatore	 ha	 assegnato	 al	 governo	 il	
compito	 di	 intervenire	 in	materia	 di	 controlli	 a	 distanza,	 prendendo	
atto	 della	 nuova	 realtà	 tecnologica,	 con	 la	 possibilità	 di	 azzerare	 o	
quanto	meno	ridurre	i	limiti	che	precedentemente	erano	posti	dall’art.	
4,	co.	2;	con	questa	delega,	infatti,	il	legislatore	aveva	già	considerato	
opportuna,	 in	 un’ottica	 di	 bilanciamento	 degli	 interessi,	 l’idea	 di	
escludere	dall’ambito	della	fattispecie	dei	“controlli	preterintenzionali”	
i	controlli	effettuati	 tramite	gli	strumenti	di	 lavoro	tecnologicamente	
avanzati,	 in	modo	 tale	 che	non	 ci	 siano	più	dubbi	 sull’utilizzabilità	o	
meno	 a	 fini	 disciplinari	 delle	 informazioni	 reperite	
preterintenzionalmente	dal	datore	di	lavoro	per	mezzo	di	strumenti	di	
lavoro5.	











è	 più	 presente	 un	 espresso	 divieto	 di	 istallazione	 di	 tutti	 quegli	




vecchio	 comma	 2	 fungeva	 da	 eccezione:	 il	 novellato	 art.	 4,	 infatti,	
sembra	 semplicemente	 aver	 ritenuto	 superfluo	 un	 comma	 dedicato	
esclusivamente	a	 sottolineare	che	 i	 controlli	 a	distanza	non	possono	
essere	svolti	se	non	ci	sono	ragioni	meritevoli	di	tutela.	
Questa	 scelta	è	comprensibile,	 considerando	che	oggi	 l’ordinamento	
giuridico	in	cui	si	inserisce	l’articolo	4	è	diverso	da	quello	esistente	nel	
1970,	 quando	 il	 problema	 del	 diritto	 alla	 riservatezza	 non	 suscitava	
l’attenzione	che,	 invece,	gli	viene	prestata	oggi,	 in	un	contesto	in	cui	
















Il	 generale	 divieto	 di	 controlli	 a	 distanza,	 dunque,	 è	 rintracciabile	
all’interno	del	primo	comma	del	nuovo	articolo	4	che	nell’espressione	




Nella	 nuova	 formulazione,	 quindi,	 in	 sostanza	 non	 cambia	 niente	
rispetto	a	prima:	come	ora,	infatti,	anche	prima	non	era	tanto	il	fatto	
che	 il	 datore	 intendesse	 effettuare	 controlli	 a	 distanza	 a	 produrre	
l’illiceità,	ma	 il	 fatto	 che	 tale	 volontà	 non	 fosse	 accompagnata	 dalle	
previste	 esigenze	 giustificative8,	 tuttavia	 la	 vecchia	 formulazione	
poteva	 lasciare	 spazio	 a	 dubbi	 interpretativi,	 mentre	 è	 interessante	
notare	 come,	 tramite	 questa	 formulazione	 del	 divieto	 generale	 di	
controlli	 a	 distanza,	 il	 legislatore	 ha	 fatto	 venir	 meno	
quell’interpretazione	del	vecchio	art.	4	secondo	cui,	dato	che	la	norma	
affermava	 che	 è	 vietato	 l’uso	 di	 apparecchiature	 “per	 finalità	 di	
controllo	a	distanza”,	era	plausibile	ritenere	che	il	divieto	di	controlli	a	
distanza	 si	 azionasse	 (solo)	 quando	 entrava	 in	 gioco	 l’elemento	
dell’intenzionalità,	quindi	secondo	un’interpretazione	a	contrario,	nel	
caso	in	cui	il	datore	di	lavoro	avesse	svolto	controlli	preterintenzionali	
(in	 cui,	 per	 definizione,	 manca	 l’elemento	 della	 volontarietà	 dei	
controlli	 svolti),	 tali	 verifiche	 avrebbero	 dovuto	 considerarsi	 lecite	 e	
dunque	utilizzabili.	La	nuova	formulazione	dell’articolo	4,	invece,	fuga	
ogni	 dubbio	 non	 accennando	 all’elemento	 della	 intenzionalità,	 ma	
limitandosi	a	dichiarare	che	i	controlli	a	distanza	possono	essere	svolti	






a	 distanza	 opera,	 semplicemente,	 quando	 non	 ricorrono	 tali	 ragioni	
giustificative,	siano	i	controlli	a	distanza	intenzionali	o	meno9.		
Il	nuovo	primo	comma	dell’articolo	4	st.	lav.	prevede	che	“Gli	impianti	




nuova	 formulazione	 il	 legislatore	 torna	 a	 parlare	 di	 “attività	 dei	
lavoratori”	 anziché	 di	 “attività	 lavorativa”,	 per	 ricomprendere	
all’interno	 della	 disciplina	 anche	 quei	 controlli	 effettuati	 su	
comportamenti	che	non	riguardano	 la	prestazione	di	 lavoro	 in	senso	
stretto,	 come	 anche	 le	 licenze	 comportamentali,	 le	 pause	 e	 le	
micropause.	Tuttavia,	anche	se	la	nuova	formulazione	sembra	ricalcata	
su	 quella	 del	 vecchio	 articolo	 4,	 risulta	 evidente	 una	 differenza	 nel	
novero	 delle	 ragioni	 che	 possono	 giustificare	 il	 ricorso	 ai	 controlli	 a	
distanza	 che	 oggi,	 a	 differenza	 di	 quanto	 avveniva	 in	 passato,	




infatti,	 il	 legislatore	 ha	 voluto	 superare	 il	 concetto	 di	 “controlli	
difensivi”	che	trovavano	appunto	nella	tutela	del	patrimonio	aziendale	
il	 loro	 fondamento	 e	 ha	 voluto	 chiarire,	 in	 modo	 definitivo,	 che	
anch’essi	devono	essere	ricompresi	nell’ambito	di	applicazione	dell’art.	
4,	co.1	e	dunque	possono	essere	svolti	solo	nel	rispetto	della	procedura	
individuata	 dal	 legislatore,	 contrastando	 quell’interpretazione	






individuato	 i	 requisiti	 per	 accedere	 alla	 procedura	 che	 legittima	 i	
controlli	 a	 distanza,	 il	 legislatore	 prosegue	 esponendo	 la	 procedura	
stessa	e	dunque	gli	oneri	a	carico	del	datore	di	lavoro,	stabilendo	che	
gli	 strumenti	di	 controllo	a	distanza	“possono	essere	 installati	previo	
accordo	collettivo	stipulato	dalla	rappresentanza	sindacale	unitaria	o	
delle	 rappresentanze	 sindacali	 aziendali. In	 alternativa,	 nel	 caso	 di	
imprese	con	unità	produttive	ubicate	 in	diverse	province	della	 stessa	
regione	ovvero	 in	più	 regioni,	 tale	accordo	può	essere	stipulato	dalle	
associazioni	sindacali	comparativamente	più	rappresentative	sul	piano	
nazionale.”	 Dalla	 lettura	 di	 questo	 periodo	 dell’art.	 4,	 co.	 1	 risulta	
subito	 evidente	 l’aggiunta	 (rispetto	 al	 vecchio	 art.	 4,	 co.2)	 del	
riferimento	 alle	 RSU	 ancor	 prima	 che	 alle	 RSA,	 ma	 ciò	 non	 deve	
sorprendere	alla	luce	del	Protocollo	Ciampi-Giugni	del	1993,	istitutivo	





ottenere	 l’autorizzazione	 di	 ogni	 RSA	 per	 ogni	 azienda	 dislocata	 sul	
territorio	 nazionale	 era	 più	 complesso,	 oggi	 il	 nuovo	 art.	 4	 ha	
semplificato	 la	 procedura	 permettendo	 alle	 “imprese	 con	 unità	
produttive	in	diverse	province	della	stessa	regione	ovvero	in	più	regioni”	
di	scegliere	se	ricercare	l’accordo	con	ogni	RSU/RSA	aziendale	oppure,	
in	 alternativa	 e	 più	 semplicemente,	 ricercare	 l’accordo	 con	 le	
associazioni	sindacali	comparativamente	più	rappresentative	sul	piano	
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nazionale.	Dunque	 il	 nuovo	art.	 4	prevede	una	duplice	 via	 sindacale	
percorribile	 dalle	 imprese	 multilocalizzate,	 ma	 prevede	 anche	 una	
duplice	 via	 amministrativa	 in	quanto	nel	periodo	 successivo	afferma	
che	“In	mancanza	di	accordo	gli	impianti	e	gli	strumenti	di	cui	al	periodo	




In	 entrambi	 i	 casi,	 l’impresa	 multilocalizzata	 non	 è	 obbligata	 ad	
intraprendere	 le	 vie	 alternative	 appositamente	 individuate	 per	 essa	
(accordo	con	associazioni	 sindacali	nazionali,	anziché	con	RSA/RSU	e	
l’autorizzazione	 del	 Ministero	 del	 Lavoro	 e	 delle	 politiche	 sociali,	
anziché	 delle	 direzioni	 territoriali	 del	 lavoro)	 ma	 può	 scegliere	





direttiva	 della	 legge	 delega,	 secondo	 cui	 era	 necessario	 prestare	
particolare	attenzione	agli	strumenti	di	 lavoro,	 infatti	 il	nuovo	art.	4,	
co.2	 della	 l.	 300/1970	 afferma	 che	 “la	 disposizione	 di	 cui	 al	 primo	
comma	non	si	applica	agli	strumenti	utilizzati	dal	datore	di	lavoro	per	
rendere	la	prestazione	lavorativa	e	agli	strumenti	di	registrazione	degli	
accessi	 e	 delle	 presenze”.	 	 Tramite	 questa	 disposizione,	 dunque	 il	
legislatore	 individua	 due	 tipologie	 di	 strumenti	 (quelli	 “utilizzati	 dal	
lavoratore	 per	 rendere	 la	 prestazione	 lavorativa”	 e	 quelli	 di	
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In	 altre	 parole,	 il	 legislatore	 nell’articolo	 4	 ha	 tratteggiato	 due	
fattispecie:	 la	prima	è	quella	esposta	al	 comma	2	e	presenta	 ipotesi	
tassativamente	 elencate	 che	 sono	 state	 valutate	 ex	 ante	 come	
portatrici	di	forme	di	controllo	ritenute	di	per	sé	giustificate	e	dunque	
i	 controlli	 a	 distanza	 effettuati	 in	 questi	 casi	 devono	 sempre	 essere	
considerati	 legittimi;	 la	 seconda	 ipotesi,	 invece,	 è	 quella	 esposta	 al	
primo	 comma	ed	è	 residuale	 rispetto	 ai	 casi	 individuati	 nel	 secondo	
comma,	 ossia	 quanto	 disposto	 si	 applica	 in	 ogni	 caso	 eccetto	 quelli	
previsti	al	secondo	comma13.		
Come	 conseguenza	 di	 questa	 valutazione	 effettuata	 ex	 ante,	 il	
legislatore	 ha	 ritenuto	 non	 necessario	 espletare	 la	 procedura	
autorizzativa	per	 installare	gli	 “strumenti	utilizzati	dal	 lavoratore	per	
rendere	la	prestazione	lavorativa”	e	gli	“strumenti	di	registrazione	degli	
accessi	e	delle	presenze”,	tra	cui	si	annoverano	anche	strumenti	ormai	
diffusissimi	 nel	mondo	 del	 lavoro	 come	 i	 pc,	 smartphones,	 tablet	 e	
badge	 elettronici.	 Questo	 comma	 rappresenta,	 dunque,	 il	 vero	 e	
proprio	 superamento	 dell’obsolescenza	 del	 vecchio	 articolo	 4,	 che	
portava	 a	 domandarsi	 se	 fosse	 necessario	 l’accordo	 anche	 solo	 per	
fornire	 un	 pc	 al	 dipendente.	 Il	 legislatore	 ha	 dunque	 ritenuto	
opportuno	 sottrarre	 gli	 strumenti	 di	 lavoro	 dalla	 competenza	
dell’accordo	sindacale	anche	perché	molto	spesso	 le	 rappresentanze	
sindacali	riuscivano	ad	ottenere	che	le	informazioni	raccolte	tramite	i	
controlli	 a	 distanza	 effettuati	 attraverso	 strumenti	 di	 lavoro	 non	
																																																						




una	 società	 informatica	 come	 quella	 attuale,	 appare	 quanto	 mai	
eccessivo	 richiedere	 l’accordo	 anche	 per	 dotare	 i	 lavoratori	 di	 un	
computer14.	
Dunque	 in	 sostanza	 il	 legislatore	 ha	 individuato	 due	 fattispecie	
specifiche,	che	fungono	da	eccezione,	che	riconosce	come	strumenti	di	











nuova	 disciplina	 sui	 controlli	 a	 distanza	 e,	 insieme	 al	 comma	 2,	
rappresenta	uno	degli	aspetti	più	controversi	della	nuova	norma15	 in	
quanto	stabilire	che	le	informazioni	raccolte	tramite	controlli	a	distanza	
sono	 utilizzabili	 a	 tutti	 i	 fini	 connessi	 al	 rapporto	 di	 lavoro	 sembra	
contrastare	 con	 quanto	 disposto	 al	 primo	 comma	 che	 ritiene	 gli	
strumenti	 di	 controllo	 a	 distanza	 impiegabili	 sono	 in	 presenza	 di	
determinate	 ragioni	 giustificatrici	 e	 dunque	 sarebbe	 stato	 più	
opportuno	 	 che	 il	 legislatore	al	primo	comma	avesse	 fatto	 ricorso	al	
termine	 “installati”	 anziché	 “impiegati”,	 onde	 evitare	 problemi	 di	









dalla	 lettura	di	questo	primo	periodo	del	 terzo	comma	risulta	che	 le	
informazioni	reperite	tramite	controlli	a	distanza	possono	essere	usate	
anche	per	 ragioni	diverse	da	quelle	 strettamente	connesse	a	 ragioni	
organizzative,	 produttive,	 di	 sicurezza	 e	 di	 tutela	 del	 patrimonio	
aziendale.	 È	 interessante	 notare	 che	 non	 è	 da	 escludersi	 a	 priori	
neppure	una	interpretazione	“a	contrario”	dell’art.	4	co.	3,	per	cui	 la	
norma	 potrebbe	 significare	 anche	 che	 le	 informazioni	 reperite	 non	
sono	utilizzabili	per	altri	fini	che	quelli	connessi	al	rapporto	di	lavoro,	






Nel	 periodo	 successivo,	 poi,	 il	 terzo	 comma	 pone	 delle	 condizioni	
affinché	tali	 informazioni	siano	utilizzabili	e	afferma	che,	a	tal	scopo,	
deve	essere	“data	al	lavoratore	adeguata	informazione	delle	modalità	












La	 seconda	 condizione	 riguarda,	 invece,	 la	 trasparenza	 nello	
svolgimento	dei	controlli	ed	infatti	la	norma	stabilisce	che	il	datore	di	
lavoro	 ha	 l’onere	 di	 dare	 al	 dipendente	 “adeguata	 informazione”;	
L’informativa	 deve	 essere	 data	 ad	 ogni	 singolo	 lavoratore,	 ma	
presumibilmente	 essa	 può	 essere	 anche	 consegnata	 sotto	 forma	 di	
regolamento	 privacy	 aziendale.	 Questa	 disposizione	 si	 integra	
perfettamente	 con	 quanto	 disposto	 dall’articolo	 13	 del	 codice	 della	
privacy	 e	 niente	 fa	 pensare	 che	 si	 tratti	 di	 due	 informative	 distinte;	
tanto	più	che	anche	il	garante	della	privacy	aveva	già	più	volte	parlato	
della	 necessità	 che	 il	 datore	 di	 lavoro	 presentasse	 un’informativa	 al	
lavoratore	 e	 l’art.	 4	 co.	 3	 si	 limita	 a	 riprendere,	 quindi,	 quanto	 già	
prefigurato	dall’autorità	garante	della	privacy18.	
La	 terza	 condizione,	 infine,	 è	 costituita	 dalla	 prescrizione	 che	 sia	
rispettato	 il	 codice	della	privacy,	 il	 che	significa	che	 il	 controllo	deve	
muoversi	in	linea	con	i	principi	dettati	dal	codice	della	privacy,	tra	cui	
risultano	rilevanti	i	principi	di	liceità,	di	correttezza,	di	determinatezza	
della	 finalità	 perseguita,	 di	 pertinenza,	 di	 completezza	 e	 di	 non	
eccedenza.	Ed	 inoltre	ciò	significa	che	deve	essere	rispettato	quanto	
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ha	 rilasciato	 un	 comunicato20	 in	 cui	 giustificava	 le	 scelte	 legislative	
intervenute	nella	novellazione	della	norma	e	grazie	al	quale	è	possibile	
avere	una	prima	interpretazione	ministeriale	del	nuovo	articolo	4.	
Con	 tale	 comunicato	 il	 governo	 ha	 ritenuto	 necessario	 anzitutto	
sottolineare	lo	scopo	che	questa	riforma	si	prefiggeva,	ossia	quello	di	
adeguare	 la	 normativa	 contenuta	 nell’articolo	 4	 dello	 statuto	 dei	





chiarisce	 che	 per	 “strumenti	 di	 controllo	 a	 distanza”	 devono	 essere	
intesi	 tutti	 quegli	 strumenti	 che	 reperiscono	 informazioni	 sul	
lavoratore,	pur	non	essendo	né	 strumenti	di	 lavoro,	né	 strumenti	di	
registrazione	degli	accessi	e	delle	presenze.	In	seguito,	poi,	la	norma	ha	
chiarito	anche	cosa	deve	essere	concepito	come	“strumento	di	lavoro”	
e	 non	 di	 controllo	 a	 distanza	 perché	 utilizzando	 l’espressione	 “per	
rendere	 la	 prestazione	 lavorativa”	 il	 legislatore	 ha	 voluto	 riferirsi	 a	
quegli	strumenti	che	“servono”	al	lavoratore,	dunque	nel	momento	in	
cui	 allo	 strumento	 viene	 aggiunto	 un	 software	 (o	 altro	 elemento	
aggiuntivo)	per	controllare	il	 lavoratore,	tale	strumento	fuoriesce	dal	
campo	 di	 applicazione	 del	 comma	 2	 per	 rientrare	 nel	 campo	
d’applicazione	 del	 comma	 1	 perché	 in	 questo	 caso	 l’oggetto	 in	
questione	 (sia	 esso	 pc,	 tablet,	 smartphone	 o	 altro)	 diventerebbe	
strumento	 che	 serve,	 invece,	 al	 datore	 di	 lavoro	 per	 controllare	
l’attività	lavorativa	e	dunque	deve	essere	sottoposto	alle	regole	vigenti	
per	gli	strumenti	di	controllo	a	distanza.	





sono	 usati	 per	 esercitare	 il	 controllo,	 ma	 per	 lavorare	 e	 quindi	 il	
secondo	 comma	 serve	 semplicemente	 per	 autorizzarne	 l’impiego	 a	
prescindere	dalle	condizioni	richieste	dal	comma	1;	infatti	non	appena	
tali	 strumenti	 iniziano	 a	 svolgere	 funzioni	 di	 sorveglianza,	 devono	
essere	 ricondotti	 al	 campo	 d’applicazione	 del	 comma	 1.	 Tuttavia	





e	 tutela	ancor	meglio	 rispetto	al	passato	 la	posizione	del	 lavoratore,	
imponendo	che	al	lavoratore	venga	data	adeguata	informazione	circa	
l'esistenza	e	le	modalità	d'uso	delle	apparecchiature	di	controllo	(anche	
quelle,	 dunque,	 installate	 con	 l'accordo	 sindacale	 o	 l'autorizzazione	
della	DTL	o	del	Ministero);	e,	per	quanto	più	specificamente	riguarda	gli	
strumenti	 di	 lavoro,	 che	 venga	 data	 al	 lavoratore	 adeguata	
informazione	 circa	 le	 modalità	 di	 effettuazione	 dei	 controlli,	 che,	
comunque,	non	potranno	mai	avvenire	in	contrasto	con	quanto	previsto	
dal	 Codice	 privacy.	 Qualora	 il	 lavoratore	 non	 sia	 adeguatamente	
informato	dell'esistenza	e	delle	modalità	d'uso	delle	apparecchiature	di	
controllo	 e	 delle	 modalità	 di	 effettuazione	 dei	 controlli	 dal	 nuovo	
articolo	4	discende	che	i	dati	raccolti	non	sono	utilizzabili	a	nessun	fine,	
nemmeno	 a	 fini	 disciplinari.”	 Tuttavia	 anche	 questa	 affermazione	 è	
opinabile	poiché,	introducendo	l’informativa	al	lavoratore	e	l’onere	di	
rispettare	 il	 codice	della	privacy,	 il	 legislatore	non	ha	 in	alcun	modo	
esteso	le	tutele	a	garanzia	della	riservatezza	dei	lavoratori,	in	quanto	
																																																						





per	 la	 posta	 elettronica	 e	 internet	 fornite	dall’autorità	 garante	della	
privacy	nel	2007	(e	di	cui	è	pacifica	la	portata	vincolante),	inoltre	anche	
la	disciplina	in	materia	di	privacy	e	per	il	trattamento	dei	dati	personali	
avrebbe	 dovuto	 essere	 applicata	 anche	 ai	 controlli	 a	 distanza	
sull’attività	 lavorativa	 anche	 senza	 un	 espresso	 richiamo	 all’interno	
della	norma22,	in	quanto	il	d.	leg.	196/2003	e	l’art.	4	st.	lav.	si	trovano	
reciprocamente	 in	 un	 rapporto	 di	 specialità	 per	 cui	 il	 codice	 della	
privacy	è	la	norma	più	generale,	mentre	l’articolo	4	è	la	norma	speciale	
da	 applicarsi	 in	 ambito	 lavorativo	 e,	 sembra	 opportuno	 ricordarlo,	
secondo	il	principio	di	specialità,	nel	caso	in	cui	la	norma	speciale	non	









che	 il	 legislatore	 riformasse	 al	 più	 presto	 la	materia:	 la	 dottrina	 era	
concorde	nel	ritenere	che	occorresse	varare	una	disciplina	specifica	per	
il	 trattamento	 dei	 dati	 personali	 del	 lavoratore	 e	 dei	 controlli	
tecnologici	 effettuati	 sul	 luogo	 di	 lavoro	 con	 la	 collaborazione	 delle	
parti	 sociali	 e	 dell’autorità	 garante	 della	 privacy,	 e	 tenendo	 in	
considerazione	 gli	 orientamenti	 giurisprudenziali	 e	 la	 produzione	






delega	 effettuata	 con	 la	 l.183/2014	 –	 che	 il	 legislatore	 potesse	
effettuare	una	selezione	di	strumenti	di	lavoro	da	sottrarre	in	toto	alla	
disciplina	dei	controlli	a	distanza,	in	quanto	appariva	alquanto	difficile	
individuare,	 per	 via	 legislativa,	 una	 categoria	 di	 strumenti	 da	
considerare	 del	 tutto	 neutra	 rispetto	 alle	 funzioni	 di	 controllo25;	
tuttalpiù	 sarebbe	 stato	 possibile	 fare	 una	 selezione	 di	 modalità	 di	
controllo	da	escludere	dalla	disciplina	dei	controlli	a	distanza,	ma	non	
sembrava	possibile	escludere	un’intera	categoria	di	strumenti.		






dottrina,	 ma	 il	 risultato	 che	 ne	 è	 derivato	 consiste	 in	 una	 norma	
sostanzialmente	ricalcata	su	quella	vecchia,	che	prevede,	in	aggiunta,	
l’esclusione	di	determinate	fattispecie	che,	tuttavia,	non	risultano	ben	
definite.	Le	 ipotesi	 individuate	al	comma	due,	 inoltre,	rappresentano	
un’eccezione	 all’ambito	 di	 applicazione	 del	 comma	 1	 e	 pertanto	
dovrebbero	 essere	 ipotesi	 tassative,	 ma	 non	 risulta	 semplice	




Per	 “strumenti	 utilizzati	 dal	 lavoratore	 per	 rendere	 la	 prestazione	
lavorativa”,	 infatti,	 devono	 essere	 ricompresi	 tutti	 quelli	 usati	 per	
																																																						




eseguire	 gli	 obblighi	 contrattuali	 e	 nei	 quali,	 quindi,	 è	 possibile	
individuare	 una	 stretta	 correlazione	 tra	 lo	 strumento	 tecnologico	 in	
questione	e	la	mansione	svolta	dal	lavoratore.	Tuttavia	se	lo	strumento	
in	 questione	 ha	 funzioni	 organizzative	 anziché	 legate	 ad	 immediate	
esigenze	di	produttività,	bisogna	considerarlo	non	più	come	rientrante	
nel	 campo	 di	 applicazione	 del	 comma	 2,	 ma	 come	 rientrante	
nell’ambito	 del	 primo	 comma,	 anche	 se	 l’impiego	 di	 tale	 strumento	
produce	 ripercussioni	benefiche	anche	sulla	produttività	e	dunque	è	
necessaria	 l’autorizzazione	 sindacale	 o	 amministrativa	 affinché	 i	
controlli	siano	considerabili	come	leciti.	









ogni	 spazio	 d’azione	 e	 così	 sarebbe	 danneggiato	 l’equilibrio	
interpretativo	dell’articolo	426.		
Tuttavia	in	mancanza	di	responsi	giurisprudenziali	possono	essere	fatte	
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agli	 strumenti	 di	 accesso	 e	 delle	 presenze	 all’ingresso	 e	 all’uscita	
dell’azienda,	 ovvero	 se	 riguarda	 anche	 gli	 strumenti	 di	 registrazione	
degli	 accessi	 e	 delle	 presenze	 all’interno	 del	 perimetro	 aziendale	 in	
quanto,	in	questo	secondo	caso,	un’interpretazione	che	liberalizzasse	
tali	 controlli	anche	nel	caso	 in	cui	non	ci	 siano	 ragioni	organizzative,	
produttive,	 di	 sicurezza	 o	 di	 tutela	 del	 patrimonio	 aziendale,	
permetterebbe	al	datore	di	lavoro	di	svolgere	degli	stringenti	controlli	
indiretti	 sull’attività	 dei	 lavoratori,	 che	 osterebbe	 con	 i	 principi	 di	
libertà	 e	 dignità	 umana	 che	 sono	 costituzionalmente	 garantiti	 e	 che	
sono	tutelati	dal	titolo	primo	dello	statuto	dei	lavoratori	di	cui	l’articolo	
4	 fa	 parte,	 per	 questo	 motivo	 M.T.	 Salimbeni27	 arriva	 a	 proporre	
un’interpretazione	 della	 norma	 che	 si	 discosta	 dall’interpretazione	




il	 tenore	 letterale	 dell’art.	 4,	 co.2),	 mentre	 per	 gli	 strumenti	 che	
registrano	 anche	 gli	 accessi	 e	 le	 presenze	 all’interno	 del	 perimetro	
aziendale	 (permettendo	 un	 vero	 e	 proprio	 controllo	 a	 distanza	
dell’attività	 del	 lavoratore),	 il	 primo	 comma	 dovrebbe	 essere	
disapplicato	 esclusivamente	 nella	 parte	 in	 cui	 prescrive	 l’onere	 di	
ricercare	 l’accordo	 sindacale	 o	 amministrativo,	 ma	 non	 anche	 nella	
parte	 in	cui	prescrive	 i	 requisiti	per	 l’accesso	alla	procedura:	 in	altre	
parole,	 secondo	 la	 Salimbeni,	 nel	 caso	 in	 cui	 gli	 strumenti	 di	
registrazione	degli	accessi	e	delle	presenze	siano	in	grado	di	effettuare	
un	controllo	più	stringente	del	lavoratore,	ulteriore	al	mero	controllo	
del	 rispetto	 dell’orario	 di	 lavoro,	 possono	 essere	 installati	 senza	





del	 patrimonio	 aziendale	 che	 giustifichino	 il	 ricorso	 a	 tali	 strumenti.	
Tuttavia,	 anche	 se	 tale	 proposta	 di	 interpretazione	 è	 interessante	 e	
renderebbe	giustizia	a	quelli	che	sono	gli	obiettivi	che	la	disciplina	sui	






il	 legislatore	 ha	 già	 valutato	 ex	 ante	 la	 sussistenza	 di	 ragioni	
giustificative	 talmente	 forti	 da	 non	 rendere	 necessario	 neppure	
espletare	 la	 procedura	 prevista	 al	 primo	 comma.	 Tuttavia	 potrebbe	
essere	posta	in	discussione	l'interpretazione	secondo	cui	il	legislatore,	
individuando	 gli	 “strumenti	 di	 registrazione	 degli	 accessi	 e	 delle	








che	 il	 controllo	 sia	 illegittimo	solo	 laddove	 il	 legislatore	abbia	voluto	
intenzionalmente	 operarlo28,	 tuttavia	 nel	 riscrivere	 la	 norma	 il	
legislatore	 ha	 sentito	 l’esigenza	 di	 porre	 l’enfasi	 sul	 termine	
“esclusivamente”	e	per	farlo	ha	cambiato	la	struttura	del	nuovo	primo	














significare	 “installati”,	 anche	 perché,	 altrimenti,	 si	 verificherebbe	
anche	una	contraddizione	 in	 termini	 tra	 i	 commi	1	e	3	dell’art.	4,	 in	
quanto	il	primo	ritiene	gli	strumenti	utilizzabili	solo	a	fini	organizzativi,	
produttivi,	di	sicurezza	e	di	tutela	del	patrimonio	aziendale,	mentre	il	
secondo	 li	 ritiene	 utilizzabili	 anche	 per	 altri	 scopi,	 purché	 siano	




del	 legislatore	 di	 utilizzare	 l’espressione	 “rendere	 la	 prestazione	
lavorativa”	anziché	“eseguire	 la	prestazione	 lavorativa”,	che	sarebbe	
stato	 il	 termine	 più	 comunemente	 utilizzato.	 Come	 dichiarato	 dal	
ministero	 del	 lavoro	 stesso,	 infatti,	 con	 il	 termine	 “rendere”	 il	
legislatore	ha	voluto	riferirsi	specificamente	agli	strumenti	che	servono	
al	 lavoratore	 (per	 lavorare)	 e	 non	 a	 quelli	 che	 servono	 al	 datore	 di	
lavoro	per	 controllare	 l’attività	 lavorativa,	 come	presupponendo	che	
																																																						











al	 comma	2.	 Per	quanto	 riguarda	gli	 strumenti	 di	 registrazione	degli	
accessi	 e	 delle	 presenze	 questo	 non	 genera	 particolari	 problemi	 in	
quanto	 è	 evidente	 che	 il	 legislatore	 ha	 preso	 in	 considerazione	 la	
possibilità	che	sia	svolto	un	certo	controllo	attraverso	tali	 strumenti,	
quantomeno	 sul	 rispetto	 degli	 orari	 lavorativi	 ed,	 in	 conformità	 alla	





procedurali	 del	 primo	 comma,	 seppur	 utilizzabile	 per	 ogni	 fine	
connesso	al	rapporto	di	lavoro.		
Per	quanto	riguarda	gli	strumenti	di	lavoro,	invece,	la	situazione	è	più	
complicata	 perché	 se	 prendiamo	 per	 buona	 l’interpretazione	
ministeriale,	gli	strumenti	utilizzati	per	rendere	la	prestazione	di	lavoro	
non	 dovrebbero	 essere	 in	 grado	 di	 fornire	 al	 datore	 di	 lavoro	
informazioni	 utili	 per	 scopi	 lavorativi,	 perché	 nel	 momento	 in	 cui	
(invece)	fossero	messi	nelle	condizioni	di	effettuare	controlli	a	distanza,	
cesserebbero	di	rientrare	nel	campo	di	applicazione	del	comma	2	per	
rientrare	 nel	 campo	 di	 applicazione	 del	 primo	 comma.	 Più	
verosimilmente,	 il	 terzo	 comma	 sembra	 voler	 stabilire	 l’utilizzabilità	
per	ogni	fine	connesso	al	rapporto	di	lavoro	delle	informazioni	ottenute	
dagli	strumenti	di	cui	al	secondo	comma,	anche	nel	caso	in	cui	il	datore	





contrario	 la	 norma	 stessa	 ammette	 che	 sono	 possibili	 controlli	 a	
distanza	effettuati	da	 strumenti	esonerati	dal	 campo	di	 applicazione	
del	divieto	di	controlli	a	distanza.	
Ultima,	 ma	 non	 meno	 importante,	 considerazione	 da	 fare	 riguarda	
l’osservazione,	 fatta	 dal	 senatore	 Pietro	 Ichino,	 secondo	 cui	 il	
legislatore	nel	riscrivere	l’articolo	4	si	è	limitato	a	prendere	atto	di	una	
prassi	 pluridecennale	 che	 aveva	 visto	 le	 associazioni	 sindacali	 e	
l’autorità	garante	della	privacy	rimanere	inerti	di	fronte	alle	istallazioni	
sul	 luogo	di	 lavoro	di	 determinati	 strumenti	 tecnologici,	 affermando	
che	“per	un	quarto	di	secolo	 in	 Italia	si	 sono	utilizzati	pacificamente,	
quasi	 sempre	 senza	 alcun	 accordo	 sindacale	 preventivo,	 i	 cellulari	
aziendali,	 i	 pc	 collegati	 alla	 rete	 aziendale,	 poi	 il	 gps	 sulle	 auto	
aziendali”	e	che	“in	questo	quarto	di	secolo	non	si	è	registrato	neppure	
un	 caso	 di	 protesta	 da	 parte	 di	 un	 sindacato	 per	 l’omissione	 della	
procedura	codeterminativa	di	cui	al	vecchio	comma	2	dell’art.	4	st.	lav.,	
né	alcun	caso	giudiziale	in	proposito”,	ma	tale	osservazione	–	oltre	al	
fatto	 che	 non	 sembra	 aver	 tenuto	 in	 considerazione	 i	 numerosi	
interventi	 in	materia	del	Garante	della	privacy	e	della	giurisprudenza	
che,	in	realtà,	è	intervenuta	più	volte	a	disciplinare	casi	in	cui	il	datore	
di	 lavoro	 aveva	 utilizzato	 informazioni	 reperite	 tramite	 controlli	 a	
distanza	 di	 strumenti	 di	 lavoro	 installati	 senza	 il	 previo	 accordo	
sindacale	 –	 sembra	 non	 aver	 preso	 in	 considerazione	 neppure	 	 la	
possibilità	che	le	norme	molto	spesso	possano	avere	effetti	 indiretti:	
come	 rileva	 Bellavista32,	 infatti,	 è	 probabile	 che	 pur	 nell’inerzia	 dei	




datore	 di	 lavoro	 a	 comportamenti	 prudenti;	 è	 plausibile,	 infatti,	
ritenere	 che	 tra	 le	parti	 fossero	 stipulati	 accordi	 informali	 in	base	ai	
quali	il	sindacato	si	dimostrava	tollerante	circa	l’impiego	di	strumenti	
di	 controllo	 utili	 ad	 esigenze	 aziendali,	mentre	 il	 datore	 di	 lavoro	 si	
impegnava	a	non	superare	i	limiti	imposti	ben	sapendo	che	qualora	il	
sindacato	 si	 fosse	 attivato,	 egli	 avrebbe	 potuto	 subire	 conseguenze	
negative,	in	primis	attraverso	l’azione	dell’art.	28	st.	lav.		
Il	nuovo	articolo	4,	 invece,	sottraendo	gli	strumenti	di	cui	al	secondo	
comma	 dal	 campo	 di	 applicazione	 della	 disciplina	 sui	 controlli	 a	





In	 base	 ai	 principi	 generali	 e	 all’orientamento	 giurisprudenziale	 che	
sembra	 ormai	 costante,	 la	 violazione	 della	 disciplina	 dei	 controlli	 a	
distanza	 comporta	 l’inutilizzabilità	 delle	 informazioni	 raccolte33,	
dunque	 i	 dati	 acquisiti	 tramite	 gli	 strumenti	 di	 cui	 al	 primo	 comma	




disposto	 dal	 comma	 3	 (quindi	 nel	 caso	 in	 cui	 non	 sia	 stata	 data	










d.leg.	 151/2015	 che,	 all’art.	 23	 co.	 2,	 ha	 posto	 rimedio	 al	 “pasticcio	
giuridico”	perpetrato	dal	codice	della	privacy34	allorquando,	all’articolo	
179,	 d.	 leg.	 196/2003,	 tolse	 gli	 articoli	 4	 e	 8	 st.	 lav.	 tra	 quelli	 la	 cui	
violazione	era	punibile	in	base	all’art.	38	st.	lav.,	per	poi	stabilire,	all’art.	





all’art.	 4	 st.	 lav.)	 ma	 nonostante	 ciò	 il	 quadro	 giuridico	 era	 stato	
irragionevolmente	complicato	dall’introduzione	di	un	meccanismo	 in	










lav.,	 ma	 vi	 sottopone	 solo	 i	 primi	 due	 commi,	 esprimendo	 così	 la	










comporterebbe	 un	 illecito	 derivante	 dal	 non	 aver	 fornito	 adeguata	




fattispecie	 concrete	 che	 sarebbero	 dovute	 rientrare	 nel	 campo	 di	
applicazione	 del	 secondo	 comma	 sono	 state	 invece	 ricondotte	 al	
comma	1	 oppure,	 viceversa,	 può	 risultare	 nel	 caso	 in	 cui	 fattispecie	
concrete	che	sarebbero	dovute	rientrare	nel	campo	di	applicazione	del	
primo	 comma	 sono	 state	 ricondotte	 al	 comma	 2:	 nel	 primo	 caso	
rientrano	le	ipotesi	in	cui	il	datore	di	lavoro	ha	osservato	la	procedura	





quindi	 sostanzialmente	 si	 tratta	 sempre	 di	 una	 violazione	 del	 primo	
comma,	per	cui	risulta	non	necessario	e	fuorviante	stabilire	che	anche	














che	 al	 titolo	 III	 (intitolato,	 appunto,	 “sanzioni”)36,	 per	 cui	 prevedere	







Il	 tema	delle	 innovazioni	 tecnologiche	–	 ed	 in	particolare	dell’uso	di	
internet	–	è	particolarmente	 sentito	dal	 legislatore	 italiano	 come	da	
quello	europeo	e	a	dimostrazione	di	 ciò	non	vi	è	 soltanto	 la	 riforma	
dell’articolo	 4	 st.	 lav.,	 effettuata	proprio	 con	 l’intento,	 dichiarato,	 di	
adeguare	 la	 disciplina	 dei	 controlli	 a	 distanza	 adottata	 nel	 1970	 ai	
cambiamenti	 tecnologici	 medio	 tempore	 pervenuti,	 ma	 è	 oggi	
ravvisabile	un	intento	generale	del	legislatore	di	mutare	l’intero	quadro	
legislativo	in	modo	da	adattarlo	alle	nuove	tecnologie,	migliorando	le	
interazioni	 della	 legge	 e	 degli	 operatori	 giuridici	 con	una	 realtà	 oggi	
fortemente	 influenzata	 in	 ogni	 suo	 aspetto	 dalle	 evoluzioni	
tecnologiche.	
Come	già	visto,	il	tema	dei	controlli	a	distanza	male	si	adatta	a	nuove	






risulta	agli	antipodi	 rispetto	al	modus	operandi	del	 lavoro	di	 stampo	
fordista,	sulle	cui	caratteristiche	è	stata	modellata	la	disciplina	prevista	
dallo	statuto	dei	lavoratori	(e	quindi	anche	la	disciplina	dei	controlli	a	





ad	 hoc	 (come	 i	 d.d.l.	 in	 materia	 di	 “lavoro	 agile”,	 attualmente	 in	
discussione	in	parlamento).	






a	 “pericoli”	 come	 quello	 di	 internet	 e	 solo	 recentemente	 l’Unione	
Europea	ha	approvato	un	“pacchetto	protezione	dati”	volto	a	riformare	
la	 vecchia	 direttiva	 CE	 sulla	 privacy	 adeguando	 tale	 disciplina	 ai	
notevoli	 cambiamenti	 intervenuti	da	allora	e	 considerando	problemi	
(come	 il	 diritto	 all’oblio)	 che	 negli	 anni	 ’90	 non	 erano	 ancora	 stati	
rilevati.	






modificato	 l’organizzazione	 del	 lavoro.”	 e	 “deve	 essere	 considerata	
come	una	 risorsa	 globale”,	 tuttavia	 –	 rileva	 la	 commissione	 –	 anche	
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all’interno	 della	 rete	 internet	 devono	 essere	 riconosciuti	 i	 diritti	 di	
libertà,	 eguaglianza,	 dignità	 e	 diversità	 di	 ogni	 persona;	 infatti	 “la	
garanzia	di	questi	diritti	è	condizione	necessaria	perché	sia	assicurato	il	
funzionamento	 democratico	 delle	 Istituzioni,	 e	 perché	 si	 eviti	 il	
prevalere	di	poteri	pubblici	e	privati	che	possano	portare	ad	una	società	
della	sorveglianza,	del	controllo	e	della	selezione	sociale”.	
Non	meno	 importante,	però,	 risulta	essere	 la	 capacità	di	 internet	di	
configurarsi	 come	 uno	 “spazio	 economico	 che	 rende	 possibili	
innovazione,	 corretta	 competizione	 e	 crescita	 in	 un	 contesto	
democratico”,	per	cui	questa	dichiarazione	dei	diritti	in	internet	dovrà	
operare	un	bilanciamento	degli	 interessi	 che	 tenga	 conto	di	 tutti	 gli	
interessi	e	i	diritti	in	gioco.	
La	 “dichiarazione	 dei	 diritti	 in	 internet”	 è	 stata	 approvata	 dal	
parlamento	il	28	luglio	del	2015	e	pur	essendo	classificabile	come	una	
“soft	 law”,	 presenta	 importanti	 dichiarazioni	 di	 principio	 che	
dimostrano	la	volontà	del	 legislatore	per	quanto	riguarda	i	diritti	 (e	 i	
doveri)	dei	cittadini,	con	particolare	riguardo	al	tema	della	riservatezza,	
da	 applicarsi	 adeguandole	 ad	 un	 ambito	 sfuggente	 e	 difficilmente	
regolabile	(dato	i	continui	mutamenti)	come	quello	di	internet.	
Questa	 dichiarazione	 dei	 diritti	 in	 internet	 riprende	 alcuni	 principi	
fondamentali	 espressi	 già	 dal	 codice	 della	 privacy	 (l’art.	 5,	 infatti,	
esprime	 il	 diritto	 alla	 tutela	 dei	 dati	 personali,	 sostanzialmente	
ricalcando	quanto	già	affermato	dal	d.	 leg.	196/2003,	e	ribadendo	 la	
necessità	 di	 rispettare	 i	 principi	 di	 necessità,	 finalità,	 pertinenza	 e	
proporzionalità	 del	 trattamento	 e	 del	 diritto/dovere	 al	 “consenso	
effettivamente	 informato”	 dell’interessato),	 ma	 esprime	 anche	 altri	
principi,	 sorti	 in	 seguito	 a	 problematiche	 tipiche	 dell’uso	 massiccio	
della	rete	internet	e	del	web	2.0,	come	il	diritto	all’identità	(art.	9),	il	




Commissione	 europea	 che	 nel	 gennaio	 2012	 ha	 presentato	
ufficialmente	un	progetto	che	aveva	l’intento	di	adeguare	la	disciplina	
della	 privacy	 europea	 (risalente	 agli	 anni	 ’90	 e	 dunque	 agli	 albori	 di	
internet)	agli	sviluppi	tecnologici	più	recenti	e	garantirne	la	diffusione	
uniforme	tra	tutti	i	paesi	membri	UE.	
Dopo	 4	 anni,	 il	 14	 aprile	 2016	 sono	 stati	 approvati	 dal	 parlamento	




La	 direttiva	 riguarda	 il	 trattamento	 dei	 dati	 personali	 nei	 settori	 di	
prevenzione,	contrasto	e	repressione	dei	crimini	ed	è	vigente	a	partire	
dal	 giorno	 successivo	 alla	 pubblicazione	 in	 GUUE,	 dunque	 gli	 stati	
membri	avranno	un	periodo	di	tempo	di	due	anni	(che	decorre	a	partire	
dal	5	maggio)	per	adeguarsi	alla	normativa.	




Questo	 nuovo	 pacchetto	 di	 protezione	 dati	 è	 stato	 definito	 da	
Antonello	 Soro,	 presidente	 dell’autorità	 garante	 della	 privacy,	 come	
“un	 percorso	 verso	 una	 più	 ampia	 protezione	 dei	 dati	 personali,	








tecnologica	 e	 la	 globalizzazione	 comportano	 nuove	 sfide	 per	 la	
protezione	 dei	 dati	 personali.	 La	 portata	 della	 condivisione	 e	 della	
raccolta	 di	 dati	 personali	 è	 aumentata	 in	 modo	 significativo.	 La	
tecnologia	 attuale	 consente	 tanto	 alle	 imprese	 private	 quanto	 alle	
autorità	pubbliche	di	utilizzare	dati	personali,	come	mai	in	precedenza,	
nello	 svolgimento	 delle	 loro	 attività.	 Sempre	 più	 spesso,	 le	 persone	
fisiche	rendono	disponibili	al	pubblico	su	scala	mondiale	 informazioni	
personali	 che	 li	 riguardano.”39	 E	 che	 “Tale	 evoluzione	 richiede	 un	
quadro	 più	 solido	 e	 coerente	 in	 materia	 di	 protezione	 dei	 dati	
nell'Unione,	 affiancato	 da	 efficaci	 misure	 di	 attuazione,	 data	
l'importanza	 di	 creare	 il	 clima	 di	 fiducia	 che	 consentirà	 lo	 sviluppo	
dell'economia	digitale	 in	tutto	 il	mercato	 interno.	È	opportuno	che	 le	
persone	fisiche	abbiano	il	controllo	dei	dati	personali	che	li	riguardano	
e	 che	 la	 certezza	 giuridica	 e	 operativa	 sia	 rafforzata	 tanto	 per	 le	
persone	 fisiche	 quanto	 per	 gli	 operatori	 economici	 e	 le	 autorità	
pubbliche.”40		
Dunque,	coerentemente	alle	intenzioni	del	legislatore	nazionale,	anche	
l’UE	 sta	 invitando	 i	 paesi	membri	 a	 rivedere	 le	proprie	normative	 in	
tema	di	privacy	in	modo	tale	che	siano	affrontate	problematiche	sorte	















Il	 regolamento	 europeo	 sulla	 protezione	 dei	 dati	 personali	 è	 stato	
pensato	 come	 un	 documento	 che	 dovrebbe	 aiutare	 l’Europa	 ad	
affrontare	 i	 cambiamenti	 dell’era	 digitale,	 rafforzando	 i	 diritti	 dei	
cittadini	europei	e	offrendo	loro	un	concreto	strumento	di	controllo	dei	





unico	 per	 i	 reclami	 circa	 il	 modo	 in	 cui	 sono	 trattati	 i	 propri	 dati,	
sanzioni	più	elevate	(che	possono	arrivare	fino	a	20	milioni	di	euro	o	al	
4%	 del	 fatturato	 annuo	 dell’azienda)	 e	 il	 diritto	 all’oblio,	 ossia	
all’eliminazione	delle	proprie	informazioni	dal	web.	
L’adeguamento	 a	 questa	 direttiva	 comporterà	 probabilmente	 un	
adeguamento	 del	 codice	 della	 privacy	 (attualmente	 al	 vaglio	
dell’autorità	 garante	 della	 privacy),	 ma	 se	 e	 in	 che	 misura	 questo	
influenzerà	 la	disciplina	dei	controlli	a	distanza	sull’attività	 lavorativa	
attualmente	è	difficile	da	prevedere.	
In	 ogni	 caso,	 le	 riforme	 volte	 ad	 adeguare	 l’ordinamento	 giuridico	
all’uso	 massiccio	 di	 internet	 e	 delle	 tecnologie	 più	 moderne	 non	
sembrano	 ancora	 essere	 terminate:	 sono	 attualmente	 in	 corso	 di	
esame	 in	commissione	due	disegni	di	 legge	 (d.d.l.	n.	2233	e	d.d.l.	n.	
2229)	riguardanti	una	particolare	tipologia	di	organizzazione	del	lavoro	





Come	 rilevato	 con	 toni	 quasi	 apocalittici	 dal	 senatore	 Sacconi42,	 è	
possibile	affermare	che	attualmente	siamo	in	una	fase	definibile	come	
quarta	 rivoluzione	 industriale,	 innescata	 proprio	 dall’impiego	






polarizzazione	 di	 benefici	 professionali	 e	 reddituali	 su	 una	 esigua	
minoranza	 dei	 lavoratori,	 disoccupazione	 tecnologica	 di	 massa,	
obsolescenza	di	professionalità	e	 competenze,	aggravamento	del	già	
marcato	 disallineamento	 tra	 domanda	 ed	 offerta	 di	 lavoro,	
marginalizzazione	dell’Italia	nello	scenario	economico	globale”.	
In	 questo	 contesto	 e	 con	 questi	 scopi	 intende	 agire	 il	 d.d.l.	 2233,	
intitolato	 “Misure	 per	 la	 tutela	 del	 lavoro	 autonomo	 non	








Alla	 luce	 del	 ddl	 2233	 il	 “lavoro	 agile”	 si	 presenta	 non	 come	 una	
tipologia	 contrattuale,	 ma	 come	 uno	 strumento	 che	 ha	 lo	 scopo	 di	
rendere	utilizzabile	una	forma	di	organizzazione	di	lavoro	flessibile	per	
																																																						
42	 Relazione	 del	 sen.	 Maurizio	 Sacconi	 sul	 d.d.l.	 n.	 2233	 e	 d.d.l.	 n.	 2229,	 consultabile	 su	
www.senato.it		
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tutti	 i	 lavoratori	 che	 svolgono	 mansioni	 compatibili	 con	 tale	
possibilità43:	 il	 “lavoro	 agile”	 può	 essere	 adottato	 in	 qualsiasi	
momento,	 anche	 in	 forma	 orizzontale,	 stabilendo	 (con	 accordi	 tra	
datore	e	prestatore	di	 lavoro)	 i	momenti	 in	 cui	 la	prestazione	dovrà	
essere	eseguita	sotto	forma	di	lavoro	agile.	
Il	capo	II	del	d.d.l.	2233	reca	disposizioni	in	materia	di	lavoro	agile	e	si	
compone	 degli	 articoli	 da	 13	 a	 20	 in	 cui	 vengono	 trattati	 vari	 temi	
riguardanti	il	lavoro	agile	tra	cui,	in	questa	sede,	particolare	interesse	
rivestono	 la	 definizione	 di	 lavoro	 agile	 (art.	 13)	 e	 le	 previsioni	
riguardanti	il	potere	di	controllo	e	disciplinare	(art.	16)	e	la	protezione	
dei	dati	personali	(art.	17).	
IL	 d.d.l.	 2233	 descrive	 lo	 smartworking	 come	 lavoro	 svolto	 in	 parte	
all’interno	 ed	 in	 parte	 all’esterno	 dei	 locali	 aziendali,	 senza	 che	 il	
lavoratore,	all’esterno	dell’azienda,	utilizzi	una	postazione	fissa	ed	 in	
questa	caratteristica	il	lavoro	agile	si	distingue	dal	telelavoro	in	quanto	
in	 quest’ultimo	 il	 lavoratore	 aveva	 una	 postazione	 di	 lavoro	 fissa,	
seppure	essa	si	trovasse	in	un	luogo	diverso	dai	locali	aziendali.	
Oltre	al	posto	di	lavoro,	anche	l’orario	di	lavoro	nello	smartworking	può	





utilizzo	 di	 strumenti	 tecnologici	 per	 lo	 svolgimento	 dell’attività	
lavorativa”	e	l’utilizzo	del	termine	“possibilità”	lascia	intendere	che	pur	
essendo	le	nuove	tecnologie	un	elemento	caratterizzante	la	modalità	
di	 svolgimento	 del	 lavoro	 agile,	 non	 ne	 sono,	 però,	 elemento	











più	 avanzate	 per	 far	 valere	 il	 suo	 diritto	 ad	 esercitare	 il	 potere	 di	
controllo	 e	 disciplinare	 e	 al	 contempo	 rende	 necessario	 per	 il	
legislatore	 adoperarsi	 per	 evitare	 che	 da	 tali	 controlli	 derivi	
un’eccessiva	 lesione	 alla	 libertà,	 alla	 dignità	 e	 alla	 privacy	 del	
lavoratore,	per	cui	nel	disegno	di	legge	2233	trovano	spazio	anche	gli	
articoli	 16	 e	 17	 che,	 però,	 non	 fanno	 altro	 che	 richiamare,	










che	 via	 via	 emerge	 con	 la	 diffusione	 della	 fabbrica	 digitale,	 della	
economia	della	condivisione	e	di	quei	«sistemi	intelligenti»	tra	di	loro	
connessi	 per	 il	 tramite	 di	 reti	 di	 impresa,	 piattaforme	 open	 acess	 di	
cooperazione,	 distretti	 industriali	 e	 della	 conoscenza,	 popolati	 da	





al	 testo	 base	 nascente	 dal	 d.d.l.	 n.	 2233	 e	 contiene	 anche	 un	
riferimento	espresso	al	tema	dei	“controlli	a	distanza”:	l’articolo	3,	co.	
4	del	d.d.l.	2229	infatti	stabilisce	che	“è	fatto	espresso	divieto	al	datore	
di	 lavoro	 e	 al	 committente	 di	 utilizzare	 strumenti	 per	 il	 controllo	 a	
distanza	dell’attività	dei	lavoratori.	I	controlli	resi	necessari	da	esigenze	




all’esigenza	 di	 tutela	 del	 patrimonio	 aziendale,	 sia	 il	 riferimento	 al	
rispetto	 del	 codice	 della	 privacy)	 tranne	 la	 considerazione	 che	 gli	




















Data	 l’analisi	 del	 vecchio	 articolo	 4,	 della	 disciplina	 sui	 controlli	 a	
distanza	e	degli	scopi	per	i	quali	fu	proposta,	appare	evidente	che	fosse	






dell’era	 informatica:	 già	 negli	 anni	 immediatamente	 successivi	
all’entrata	 in	 vigore	 dello	 statuto	 dei	 lavoratori,	 a	 causa	
dell’introduzione	 in	 azienda	 di	 vari	 strumenti	 informatici	 come	 le	
centraline	telefoniche	o	gli	elaboratori	elettronici,	il	mondo	del	lavoro	
cambiò	tanto	da	spingere	alcuni	commentatori	a	parlare	di	una	terza	








rapidissimi	 sviluppi	 tecnologici,	 la	 disciplina	 dei	 controlli	 a	 distanza	
divenne	 particolarmente	 complessa:	 non	 era	 facile	 rintracciare	 le	
norme	disciplinanti	 la	materia,	 dato	 che	 esse	 spesso	 si	 trovavano	 in	
testi	 normativi	 diversi	 e	 spesso	 appartenenti	 ad	 ambiti	 estranei	 al	
diritto	del	lavoro.	
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Inoltre	 l’obsolescenza	 del	 vecchio	 art.	 4	 comportava	 dei	 problemi	
interpretativi	 che	 avevano	 bisogno	 di	 una	 maggiore	 attenzione	
legislativa	per	essere	risolti,	tra	cui	 i	più	rilevanti	appaiono	essere:	 la	
mancata	considerazione	delle	esigenze	difensive	del	datore	di	lavoro;	
il	 mancato	 riferimento	 espresso	 a	 strumenti	 di	 lavoro	 che	 svolgano	
preterintenzionalmente	funzioni	di	controllo	a	distanza;	e	la	mancata	
regolamentazione	 della	 procedura	 per	 l’accordo	 sindacale	 (o	
l’autorizzazione	amministrativa)	in	caso	di	aziende	multilocalizzate.	
L’art.	23	del	d.	leg.	151/2015	si	limita,	quindi,	ad	affrontare	i	problemi	
derivanti	 dall’obsolescenza	 della	 vecchia	 norma	 ricomprendendo	 le	
ragioni	 difensive	 tra	 quelle	 che	 danno	 accesso	 alla	 procedura	 per	
l’istallazione	 degli	 apparecchi	 di	 controllo	 a	 distanza	 e	 prevedendo	
regole	ad	hoc	nel	caso	di	aziende	multilocalizzate;	per	quanto	riguarda	











Inoltre	 il	 nuovo	 articolo	 4,	 nonostante	 l’espresso	 richiamo	 al	 codice	
della	privacy	contenuto	nel	terzo	comma	e	nonostante	i	propositi	del	
d.leg.	 151/2015	 (che	 si	 intitolava	 “Disposizioni	 di	 razionalizzazione	 e	
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