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災害のリスク分析的見方
［土木学会・土構造物および基礎委員会編「土と防災―自然と防災」土木学会、pp.﻿61‒78、1985 年］
1	 リスク管理の歴史
リスク管理の考え方はもともと経営学や保険管
理論の分野で生まれ、発達をみたものである。こ
れには主として二つの流れがあるといわれてい
る
1）
。一つは、ドイツ経営学の一部門として第一次
大戦以降発達をみた RisikopoIitik であり、もう
一つは、やはり同時期を契機として米国で生ま
れ、以降、この国特有のマネジメントに対する徹
底した合理主義に支えられてめざましい成長を遂
げた riskmanagement である。ドイツの場合に
は第一次大戦後の悪性インフレ下における企業側
の防衛のための経営政策を検討する目的でこの種
の学問が生まれることになった。他方、米国の
場合には、デフレ下における経営合理化の一つ
としての費用管理、すなわち投下資本保護のた
めの保険料支出の合理的節減が動機となって risk
management が登場することになった。以降こ
れら二つの流れは、それぞれ固有の展開をみせる
が、第二次大戦以降、特に米国では単なる保険の
対象となりうる（付保可能な）危険のみではなく、
企業危険全般に対するマネジメント論に脱皮する
に及んで、リスク管理の研究部門はこのアメリカ
流のriskmanagementに席捲されることになる。
また第二次大戦以降は、システム工学や信頼性
理論などの工学の分野においても、システムの信
頼性や保全性を数理科学的に解析し、これらの性
能を最大限に達成しうるようなシステムの設計方
法を見い出すための方法論がめざましい勢いで発
達してきた。それとともに、これらの工学的アプ
ローチを旧来の社会科学的リスクマネジメント論
に組み入れようとする試みがいろいろな分野で注
目すべき成果をあげつつある。このようにしてリ
スク管理は旧来の経営学の一部門から、最近で
は、危険の発生とそれを防ぐための合理的な対応
策の検討を目的とした総合的な応用分野に生まれ
変わりつつある。この場合、リスク管理のための
科学的方法論を開発していくことが不可欠となる
が、これを総称してリスク分析（手法）と呼んで
いる。
2	 リスクに関する諸概念の整理
私達は日常、「危険」や「リスク」という言葉
を何気なく用いているが、伝統的な保険管理論と
してのリスク管理では、ともすれば混同しがちな
「リスク」に類似する諸概念を峻別している。す
なわち、まず、「危険」と「損害」ならびに「リ
スク」を次のように区別する
1），2）
。
「危険」が生じると、それへの「対応」の仕方
次第で何らかの「損害」が生じうるが、この「損害」
の生じる「確率」を「リスク」（risk）と定義す
るのである。ここで、リスクが確率概念と結びつ
けられている点に留意する必要がある。それは、
損害が現実に生起した状態ではリスクの存在を論
じるのは意味がなく、あくまで損害の発生はまだ
起こっていない状態（未然）で、その偶発的な発
生の可能性が検討の対象となることを意味してい
る。一方、厳密には「危険」も「危険事象」（peril）
と「危険事情」（hazard）とに区別される。前者
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は、火災、爆発、衝突、死亡などの偶発的な災害
や事件（事故）それ自体を指す（なお、これに不
可測性、突発性、異常性、巨大性、持続性などの
アクセントがつくと、contingency、accident、
crisis などの用語が用いられる）。また後者は、
危険事象の発生する環境条件・要因全般を意味し
ている。たとえば火災という事故の場合、建物の
構造、用途、立地、気象条件、所有者の注意能力
などがこれに該当する。
さて、危険の生起に伴って生じうる損害の発生
を防止するために採るべき各種の対応も広義には
すべて危険事情に含まれるが、ここでは危険事情
は、直接の検討の対象となっている各種の対応を
除外したものと考えることにする。以上のことを
システム論的に整理し直したのが、図-1 の模式
図である。ここでは危険事象に対する「対応」を
「行動（代替案）」（action）として位置づけると
ともに、その行動の担い手となる「主体」（agent）
を「行動主体」（action-takingagent）と称してい
る。さらに危険事情や行動の結果として、危険事
象が生起し、またその結果として生じる損害の程
度もまた危険事象、危険事情ならびに行動に依存
しているといえる。またその損害の生じる「確率」
としてとらえたリスクもまたこれら三種の要因に
依存していることが分かる。なお、損害を蒙むる
客体を「被害客体」（loss-sufferingagent）と称
する。一般に、被害客体は必ずしも行動主体と同
一とは限らない点に注意する必要がある。「主体」
や「客体」の概念は従来のリスク管理やリスク分
析では必ずしも明確に導入されているとは言いが
たい。しかし後述するように、防災問題などを計
画論的立場から検討していく場合には、この概念
の明示化は不可欠であることを明記しておきたい。
3	 リスク分類
2 で説明したように、「リスク」は厳密には「損
害の生じる確率
4 4
」と定義される。実際には、この
言葉はもう少し広い意味あいを持った概念として
使われることが多い。すなわち、「リスク」概念
は、損害の生じる可能性がある状態
4 4
を指している
と考えられるが、その可能性（確率）こそが危険
事象（あるいは危険事情）に対して採られる行動
4 4
（対応）に間接的に依存している点に留意したい。
ともかく、このような意味で用いられるリスク概
念に対して、これまでに種々の分類が試みられて
きている。以下、いくつかの代表的な分類法につ
いて紹介する。
a）﻿ 純粋リスク（pure﻿risk）と投機リスク（specuIative﻿risk）
一般に純粋リスクとは、損失のチャンスだけ
あって利得のチャンスのないものをいう。後述す
るように、災害（あるいは厳密には防災
注1）
）に関す
るリスクは概ねこの範ちゅうに入ると考えられ
る。すなわち、火災、爆発、労働災害、地震、台
風などにともなって発生するリスクが該当しよ
う。さらに、盗難や強盗あるいは詐欺などの事件
（災難
注2）
）に遭遇するリスクもまたこの範ちゅうに
属する。
これに対して投機リスクは、損失のチャンスと
利得のチャンスが共存する場合を言う。たとえ
ば、新製品の開発、事業転換、為替、設備投資等
にともなって生じるリスクがこの部類に入る。ふ
つう、災害などは、うまく防ぎえてもともと、す
なわち利得が 0 で、逆にうまく行かなければ致
命的・甚大な損害を招きうるものであるから、投
機リスクではなく、純粋リスクとみなすのが妥当
である。ただしこの分類もあくまで便宜的なもの
であり、厳密にはごく特殊なケースとして、反対
の範ちゅうに入れた方が妥当な場合も考えられな
いことはない。特に、盗難などの災難の場合、盗
難対策としての保険にともなう支出を敢て
4 4
採らな図-1　リスク関連諸概念の関係
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かったときには、仮にそのような事態が起こらな
ければ保険料分だけの利得を得たのと同じことで
あるから、投機リスクとみなした方が適当であろ
う。このように投機リスクは保険論的な取り扱い
になじみやすいという特徴を有している。
しかし、数学的に考えれば利得があるかない
か、あるいは利得があるかそれとも損失があるか
は、結局、利得（pay-off）が正か零か、正か負か
という違いにしかすぎず、数学的構造上はまった
く同一のものと考えてよい。
b）﻿ 自然系リスク、人間系リスク、人工系リスク
徳谷
3）
は特に純粋リスクの発生源
注3）
に着目し、自然
系リスク、人間系リスクならびに人工系リスクと
いう興味ある分類法を提案している。以下、この
点について徳谷
3）
の説明を引用する。
自然系リスクは、大気圏、生物圏および地圏
から発生するリスクで、事前コントロール
4 4 4 4 4 4 4 4
がむ
ずかしいものである。したがって、自然系リス
クの発生そのものを回避するというよりも、発
4
生後
4 4
の対策を事前に
4 4 4
（以上、傍点筆者）検討し
ておき、災害に備えておくということになる。
この自然系リスクは、人間の生命を維持・存続
させるための基盤ともなりうるものであり、そ
こから発生するリスクは、無差別、広域にわた
る損失をもたらす。
人間系リスクは、有機体としての人間そのも
4 4 4 4 4
のから発生するリスク
4 4 4 4 4 4 4 4 4 4
であり、これは事前対策
4 4 4 4
である程度リスクの発生防止をすることができ
る。しかしデマやパニックはもっとも制御しが
4 4 4 4
たく
4 4
、始末のわるい代物である（傍点筆者）。
人工系リスクは、主として人間によってつく
4 4 4 4 4 4 4 4
りだされたモノや機械
4 4 4 4 4 4 4 4 4 4
に関連して発生するリス
クである。ほとんどのリスクは、このカテゴ
リーに入る。人工系リスクは、自然的・偶発的
要因によって発生するのではなく、むしろ操作
ミスによって発生するケースが多い。この意味
では、このリスクも事前
4 4
に対策をすれば制御で
4 4 4
きるもの
4 4 4 4
である（以上、傍点筆者）。
以上のような考え方で徳谷は表-1 のような環
境別リスクの分類を掲げている。これによれば、
いわゆる自然災害は自然系にその発生原因が認め
られるという意味で自然系リスクに、また人災は
人工系にその発生原因が認められるという意味で
人工系リスクに相当するといえよう。これに対し
て、盗難、侵入、デマ等の事件や病気などの災難
や社会生活上の失敗ならびに紛争に遭遇するリス
クは、災害に係わるリスクとはみなしにくいとい
える。この意味でこれを自然系リスクや人工系リ
スクと区別して人間系リスクと呼ぶことは、災害
（防災）をリスク分析の対象とする場合には有効
な視点となる。
c）﻿ 制御可能リスク（controllabIe﻿ risk）と制御
不能リスク（uncontrollable﻿risk）
上記の傍点箇所からも暗示されるように、リス
クは大まかに分けて制御可能かそれとも制御不能
かのいずれかと考えられる。このことはリスク管
4
理
4
を経営分析的・計画論的視点から検討しようと
する場合にきわめて重要である。一般に、制御不
能なリスクのみが対象であれば、結果的に何らの
実行可能な対応をも採ることができないことにな
り、そのままではこれ以上検討しても無意味であ
る。なおこの制御可能性
4 4 4 4 4
を論じる上で、前述し
た「行動主体」の規定が鍵となることが多い。た
とえば、旅客機に搭乗した乗客（行動主体）が飛
表-1　環境別リスクの分類
系統別リスク区分 具体例
自然系リスク 地震、津波、雷、台風、異常気象、竜巻、豪雨、豪雪、なだれ、火山爆発、山火事、害虫異常発生、……
人間系リスク 盗難、侵入、デマ、パニック、スキャンダル、殺人、ガン、心臓病、狡猾人間、気くばり欠陥、……
人工系リスク 火事、爆発、自動車事故、海運事故、公害、飛行機事故、労慟災害、製品欠陥、コンピュータ犯罪、……
出典：徳谷昌勇『リスクマネジャー─攻めの経営学』東洋経済新報社、p. 46
6 研究紀要『災害復興研究』別冊
行機の墜落事故を自身の手によって防ぐ（制御す
る）ことは、搭乗すべき飛行機が決められていれ
ば不可能であるが、もしその飛行機が選択できる
ものであれば（いかなる飛行機にも乗らないとい
う選択も含めて）間接的に可能になる。一方、パ
イロット（行動主体）にとっては、飛行機の墜落
事故にともなうリスクは、仮に搭乗すべき飛行機
が決められたとしても、その操縦方式や技術次第
でかなりの程度まで制御可能であろう。
制御可能性はこのように行動主体の規定の仕方
によって変化しうるが、それと同時に物理的、技
術的あるいは経済的な諸条件でも規定されうる。
たとえば、人工系リスクはこれらの条件整備次第
では制御が比較的容易であるが、逆に自然系リス
クの場合にはかなり制御が困難である。ただしこ
こでいう制御可能性は直接的な制御すなわち発生
源（危険事象の生起）の制御を想定している。こ
れに対して、発生源以外（危険事情の状態）を対
象とした間接的な制御を考えるならば、自然系リ
スクの制御可能性もかなり高くなることに注意す
る必要がある。すなわち、地震の発生に備えて耐
震構造のビルを建てるとか、警報情報システムを
整備して避難を速やかに実行しうるようにするか
という制御手段（行動＝対応）は間接的な制御方
式であるといえる。
d）﻿ 人 的 リ ス ク（personal﻿ risk）、 物 的 リ ス ク
（property﻿risk）、責任リスク（liability﻿risk）
この分類は c）の分類と類似しているが、責
任リスクを敢て設けているところに特色があ
る。すなわち Bickelhaupt
1），4）
によれば、リスクは①
risksinvolvingtheperson（人が係わるリスク）、
② risks involving lossordamage toproperty
（物的損傷に係わるリスク）、ならびに③ risks
involvingliabilityfortheinjurytothepersonor
propertyofothers（人身事故や物的損傷に対す
る貴任に係わるリスク）に区別されるという。防
災業務に携わっている者からみればこの責任リス
クは大変関心のあるところであろうし、災害に係
わる訴訟事件の多くは事実この管理責任をめぐっ
て争われる。またこの分類は見方によれば、損害
を蒙むる側（被害客体）のタイプ分けに基づいて
いるとも考えられる。すなわち、人的リスクと責
任リスクはいずれも被害客体が人間であるが、前
者は人身事故や疾病などの当事者であるのに対し
て、後者はそれに対する管理責任が問われる管理
主体であって、普通はリスクの行動主体と一致す
ることが多い。このことは換言すれば、リスクの
行動主体とリスクの被害客体とが多くの防災業務
では一致しないのが普通であることを意味してお
り、そのギャップがしばしば住民側からの行政訴
訟という形になって現われるもととなっている。
一方、物的リスクは機械や施設その他の資産の壊
滅・破損に係わるものであるから、直接的な被害
客体は物体であるといえる。大地震や洪水などの
災害は普通、以上三つの種類のリスクをすべてと
もなう場合が多い点に特色があるといえよう。
なお制御可能性については、危険事象や危険事
情に対してそれらが生起するよりも以前に対応す
る方法（事前対応）とそれが生起した後に対応す
る方法（事後対応）を考えることができる
注4）
。地震
や豪雨の発生に備えて事前
4 4
に耐火構造の建物や堤
防を築いておくことは事前対応である。これに対
して、地震や豪雨の発生の後に、警報情報システ
ムを駆使して住民の避難を迅速に行い、結果的に
人命の損失を回避することは事後対応である。
Hedges
5）
の言葉を借りれば、事前対応は preloss
control、事後対応は postlosscontrol と呼ぶこと
ができる
注5）
。
e）﻿ what﻿ risk、how﻿ risk、if﻿ risk、when﻿ risk、
which﻿risk
リスクがそもそもどのような内容のものか、
すなわちリスクの種類・性質・特性などを特定し
たい場合には、この種のリスクをwhatrisk とい
う。ついで特定されたリスクがどのようなメカニ
ズムで生起するかを問題にする場合は howrisk
という。また、このようにして明らかになった
リスクが、ある行動に対して生起するのか否かを
問題にする場合を ifrisk、生起するとすればそれ
はいつなのかを問題にする場合をwhenrisk とい
う。さらにこのような知見に基づいてどのリスク
（に対する行動）を選択すべきかを検討する場合
をwhichrisk という。
実はこのようなリスク分類が、システム分析
でいう問題の明確化（problemidentification）
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→調査（investigation）→分析（analysis）→代替
案の設計（designofaltenatives:）→解釈・評価
（interpretation&evalualion）のプロセスに対応
づけられることが分かる。すなわち。whatrisk
は問題の明確化のプロセスレベルに、howrisk
は調査（データ収集・基礎的統計解析）ならびに
分析（メカニズムをシミュレートするためのモデ
ルの構築）のプロセスレベルにそれぞれ相当して
いる。また ifrisk や whenrisk は分析や代替案
の設計のプロセスレベルに対応する。whichrisk
は代替案の設計や解釈・評価のプロセスレベルに
対応していると考えられる。このようなシステム
分析のプロセスに対応づける形でリスク分析のプ
ロセスを表したものが図-2 である。
f）﻿ 経験リスク、想定リスク
徳谷
3）
はリスクを経験リスクと想定リスクに分け
る考え方を提案している。「経験リスクとは、過
去に一度人間社会でリスクが実現し、すでに経験
ずみのものをいう。」たとえば、工場火災、ホテ
ル火災などの各種の火災や特定の河川（の特定の
地点における）洪水、特定の地域の渇水などの各
種の災害はこの範ちゅうに属すると考えてよい。
「これに対して想定リスクとは、人間の頭のなか
で考えられるリスクで実際には近年に経験してい
ないものをいう。これは人間の予想をはるかに超
えたリスクとなって現われるケースが多い。」た
とえば、未曽有の規模の地震が発生するケースや
それによって原子力発電所が爆発し、放射能が飛
散して地域住民が死滅するケース等々の災害がこ
の範ちゅうに入る。
以上の区別は、見方によってはリスクという不
確実性事象についての情報量の多少と関係してい
るともいえる。一般に、情報量がまったくない状
態を「完全不確実性」、多少とも情報量がある状
態を「比較的不確実性」、さらに全部情報量が存
在する場合を「完全確実性」という。従って、想
定リスクは完全不確実性またはそれに近い程度の
比較的不確実性の場合に相当している。一方、経
験リスクは比較的不確実性の場合に相当する（完
全確実性は現実にはありえない）。
制御可能性からみれば、経験リスクはその程度
が高く、逆に想定リスクは低いことが分かる。こ
れは上述したように情報量の多少と関係があり、
この意味で情報（量）はリスクの制御可能性を左
右する鍵を握っているともいえよう。
4	 リスク対応代替案
古来より人間は生活の知恵としてリスクに対応
するためのいくつかの基本的パターンを見い出し
てきた。リスク管理の分野ではこれらを表 -2 の
ように類型化している。以下このことを洪水対策
の視点から説明する。
リスク回避（riskavoidance）はリスクを回避
する上で最も単純な手段であるといえる。たとえ
ば洪水の起こる可能性のある場所には住まないよ
うにしたり、氾らん域の土地利用規制やリスク
マップの公開などがこれに該当する。亀井
1）
は主と
して企業リスク管理の視点からこの種のリスクに
言及して、「危険
注6）
の回避は危険を伴う活動からの
逃亡であり、便益や利益の放棄であるから、きわ
めて消極的な危険処理手段である。この方法を用
いるとその危険を避けることはできるが、なんら
かの代替行為をとらねばならないために、別種の
危険をかかえこむことになる点に問題がある。」
と述べている。ただしこの方法は、「何もしない図-2　リスク分析のプロセス
リスク感知による
動機づけ
（motivation）
リスク存在・種類
形態の同定
（identiﬁcation）
同定されたリスク
の計量化・分析
のための調査
（investigation）
リスク対応代替案
の設計
（design of
alternatives）
リスク対応代替
案の選択決定
（decision-
making）
リスク対応代替
案の解釈・評価
（interpretation
&
evaluation）
フィー ドバック フィー ドバック
????? ??
OK?
Yes
No
（注）　　　で囲んだ部分のプロセスは科学化の対象となる範囲を意味する。
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で手をこまねいている」のとは異なって一つの有
効な対応策であり、特に災害にともなうリスクの
処理の方策のうち、施設整備によらないソフト
（non-structural）な手段として最近その効果が見
直されつつあるといえる。
リスク除去（riskelimination）はリスクを消極
的に予防し、軽減し、場合によってはその発生源
を取り除いてしまうことも含めた対応のことをい
う。この方法には、リスクの防止（preclusion）、
分 散（dispersion）、 結 合（combination） お よ
び制限 (regulation）がある。このうちリスク
の防止はさらに、リスクの頻度を減少させる予
防（prevention）という手段と、（危険事象が
生起した事後の）損害の規模を減少させる軽減
（reduction）という手段に分かれる。表-2 には
洪水にともなうリスクを取り上げて、それぞれの
範ちゅうに属すると考えられる具体例を列挙して
あるので参照されたい。
以上がリスク対応手段の主なものの分類法であ
るが、保険理論ではこの種のリスク対応策を一括
してリスクコントロール（riskcontrol）と称す
るとともに、これとは異なるもう一つの範ちゅ
うの手段としてリスクファイナンシング（risk
financing）を考える。そしてこのリスクファイナ
ンシングをさらにリスクの保有（riskretention）
とリスクの転嫁（risktransfer）に細分する。前
者は、災害などのための準備金、引当金あるいは
自家保険等の手段を指している。後者は、保険や
共済、基金などに加入することによって、財務的
な損害の負担を第三者に転換する手段を指してい
る。
5	 災害とリスク分析
既にこれまでの議論からでもリスク分析と災害
対策（防災）との係わりが明らかであろうが、こ
こでもう一度、リスク分析の対象としてみた災害
対策の特殊性について整理しておく。
まず、「災害」と聞いて誰しもがまっ先に思い
浮かべるのが、地震や台風、洪水などの天変地異
のことであろう。しかしながらリスク分析の視点
から見れば、これらの天変地異そのものが災害で
あるとは必ずしもいえないことになる。つまり、
これらの自然の異変は危険事象であるが、それが
生起すること即災害（損害）の生起であるとは限
らないということである。たとえば洪水（対策）
にともなうリスクについて考えてみよう。この場
合まず、「洪水」という言葉の使われ方のあいま
いさを再検討しておく必要がある。すなわち、河
道（堤外地）内で流れる異常な高水（洪水）流量
の発生と、それが破堤や越流にともなって堤内地
に流出し、そこにある資産や住民の生命を傷つけ
たり奪ったりする事態（洪水）の発生とは区別さ
れねばならない。前者の意味の洪水は後者の意味
の洪水が引き起こされるきっかけともなりうる潜
在的な危険状態を意味しているが、損害が顕在化
した状態と必ずしも同一ではない。そして前者の
意味の洪水が後者の意味の洪水になるかならない
かは、それを取りまく種々の環境条件（危険事情）
と対応（行動＝防災）にかかっているといえる。
なおここで問題にしているようなリスクは、自然
系リスクであり、人的かつ物的リスクであるとい
える。
表-2　リスク対応手段（リスク制御）の分類（洪水の場合）
リスク対応手段 洪水にともなうリスクの場合の具体例
回避（avoidance） 住民の強制立ち退き、リスクマップの公布、土地利用規制等
除去（elimination）
防止（preclusion）
予防（prevention） 治水施設の建設（ダム、遊水池、堤防等）の建設、洪水情報・通信システムの整備、洪水の予報の精度向上、水防訓練等
分散（dispersion） ため池や地下貯留施設の併用、流域住民の一定地域集中の規制等
結合（combination） 広域水管理
制限（regulation） リスクマップの公布、土地利用規制等
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「災害」で次に思い浮かふのは、ガス爆発事故、
大火、公害、労務災害等である。これらは人間の
不注意や不適切な対応が原因で起こるものであ
る。従ってこのようなリスクは人工系リスクに属
すると考えられる。この場合注意したいのは、ガ
ス爆発事故、大火、公害、労務災害などはいずれ
もガス漏れ、火の不始末、廃液のたれ流し、機械
の誤操作などの危険事象が発生した結果として生
じた損害
4 4
（人命や資産の損傷すなわち人的・物的
リスク）を指した言い方になっているという点で
ある。この点で、（損害が起こる前の）危険事象
の発生をも意味しうる自然系リスクの呼び方と興
味ある対照をなしている。
このことは私達の頭の中で無意識のうちに次の
ような認識があるからではなかろうか。すなわ
ち、地震や洪水（厳密にはそのもととなる豪雨の
発生）には人間の力では制御しがたいところがあ
り、それが生起すれば、その当然の結果として人
的・物的損害がともなうと考えられることや、こ
れらの損害の規模が大で種類も複雑であるため、
これを一言で指し示す言葉が見い出しにくいこと
などである。ともあれここで留意しておきたいこ
とは、これら災害の因
4
と果
4
、さらにはその環境条
件を一般の人々はともすれば混同しがちであり、
これがその因果関係を科学的に解明していく上で
障害となりうること、また、この意味でリスク管
理やリスク分析の見方は一つの有効な手助けとな
るという点である。
以上の議論に関連して付記しておきたいこと
は、天災と人災の区別についてである。感覚的・
常識的には、上述の地震や洪水などの自然系リス
クが天災、また、ガス爆発事故や大火などが人災
ということになろう。そしてその前提には、そも
そもの元凶である危険事象の発生が天（＝自然）
に原因があるのか人にあるのかという判断があろ
う。また原因が自然の場合は、どちらかといえば
不可抗力（制御不可能）なのに対して、それが人
にある場合は、防ぎえる（制御可能な）ものとい
う認識があるように思われる。制御可能であると
すれは、それを講じうる行動主体の責任が被害客
体から問われることになる。
しかしながら厳密に考えると、完全な天災や人
災は必ずしも多くないことが分かる。たとえば、
地震の被害の増幅に直接あるいは間接に係わった
と考えられる対応＝行動や危険事情の多くには人
間自身が関与しているとみなされる。また火災の
被害の増幅には風や湿度などの自然条件が与か
ることがしばしばある。なお、自然系リスクであ
れ、人間系リスクであれ、災害の発生の規模と頻
度に大きく関係していると考えられる要因に情報
4 4
の質や量がある。また機械や施設なども災害の発
生と強く結びついている。情報も機械・施設もつ
まるところ人間が作り、操っているものである
が、それ自体で人間とは性格の異なる役割を演じ
るものなので、区別しておくことにする。
以上のことをまとめて模式化したのか図-3 で
ある。図中、二重の枠のうち内側が危険事象を、
また外側が危険事情や行動を表している。またこ
の図は、天災は何らかの人災をともなったもの、
人災は何らかの天災をともなったものであるこ
と、また、災害の発生とそれを防ごうとする仕組
み（防災）は、自然・人間・機械・情報系のメカ
ニズムであるとみなすべきであることを示してい
る。
6	 システムとしての防災
上で説明したことから、防災という仕組みは自
然、人間、機械および情報をサブシステムとした
システムと考えることができることが分かる。こ
のことを補足する意味で次のようなことを考えて
みよう。そのため、上でも取り上げたガス爆発事
故と洪水の例をもう少し詳しく検討しよう。
ガス爆発事故による人命や物品の損傷（損害＝
結果）はガス漏れという危険事象（＝原因）に遡
ることができることは前述したとおりであるが、
図-3　天災と人災のリスク概念整理
人
機 械
自然自然 情 報
天災＋人災
人
機 械
人自然 情 報
人災＋天災
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よく考えてみると、原因はけっしてこれだけでは
ないことが分かる。たとえば、ガス漏れだけでは
ガス爆発は起こりえず、それに何らかの点火が伴
なわなければならないであろう。またこのような
点火（たとえば、誤まってマッチをすること）が
起きるに当たっては、ガス漏れの状態が察知され
なかったという事実があり、これはさらに、ガス
が無臭であったことや、ガス漏れ探知器が作動し
なかったことなどに遡ることができよう。さらに
この探知器が作動しなかったことは、その設置の
位置が不適当であったことや、探知器の故障、探
知器の性能不良あるいはスイッチがわざわざ切っ
てあったことなどの事実にまでたどりつくことが
できよう。一方、ガス漏れの方は、たとえば、栓
のしめ忘れや配管布設ミス、配管材料不良などに
遡ることができるし、必要に応じてこれをさらに
掘り下げていくことができる。このようにして
順々に枝わかれの形で因果関係をたどった図が
図-4 に示されている。つまり、これまで一枚岩
とみなしてきた危険事象が実は、何段階もの枝わ
かれの形で表される階層構造（hierarchy）を示
すことが明らかになった。
同様のことを洪水について検討したものが図
-5 である。また図-6 は、図-5 で結果（損害）
とみなしていた浸水が、他の事象と組み合わされ
ることによって危険事象や危険事情となり、最終
的に人命損失という結果（損害）を引き起すこと
にまで昇りつめて考えていくことができることを
例示している。このように防災という仕組みは階
4
層構造
4 4 4
を持っているが、これこそ正にシステムと
しての大きな特徴なのである。またこのような
階層構造の頂上
4 4
（top）に何を設定し、逆に底面
4 4
（base）に何と何を配するかはかなりの程度まで
相対的かつ主観的な問題であり、防災システムを
どのように設計すべきかという目的に多分に依存
している点を指摘しておきたい。
図-4　ガス爆発事故の因果関係
栓のしめ
忘れ
配管布設
ミス
配管材料
不良
位置不良
位置不良ガス漏れ
ガ ス 爆 発
故障 スイッチ･オフ
マッチを
する
探知機
作動せず
図-5　浸水の因果関係
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?
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浸 水
局地豪雨
図-6　人名損傷の因果関係
?
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7	 防災のシステム分析手法
リスク管理の考え方を採用することにより、結
局、防災という仕組みはシステム分析の視点から
とらえ、科学的アプローチをしていくことが必要
であることが明らかになった。そこで以下ではこ
のような観点から、主として防災計画の立案に当
たって有用と考えられるシステム分析手法につい
て説明する。
a）﻿ 信頼性工学（reliability﻿engineering）、信頼
性解析（reliability﻿analysis)
信頼性工学は、1950 年代に米国の AGREE
（AdvisoryGroup onReliability ofElectronic
Equipment）が報告書の形でとりまとめた研究成
果が基礎となって発達したものである。このこと
は、主として軍事・宇宙開発およびそれに係わる
電子・機械機器のめざましい近代化と複雑化にと
もない、システムを構成する各種コンポーネント
（部品）の一つ一つの性能の信頼性を十分に吟味
し、システム全体の信頼性を最大限に高めること
が（場合によっては費用以上に）重要視されるよ
うになってきたことと深い関係がある。このよう
な信頼性工学の誕生と発達は、保険理論・経営学
等人文科学の土嬢で育ってきたリスク管理に匹敵
する、いわば工学的土壌からのリスク管理へのア
プローチであるといえよう。これ以降 1970 年代
に入り、この二つのリスク管理へのアプローチは
相互に補完しあう形で融合をはじめ、システム分
析の形をとった新しいリスク分析の方法論が開発
の途についてきた。このようにして信頼性工学の
対象も、旧来のハードなシステム（機械）一辺倒
からソフトな性格をも取り込んだ自然・人間・機
械・情報系の社会システムヘとその範囲を拡大し
つつある。その流れの一環としてこの種のソフト
なシステムを対象としたリスク分析を信頼性工学
からアプローチする場合、これを特にハザード解
析（hazardanalysis）
注7）
と呼ぶようになってきた。
b）﻿ 信頼性解析・ハザード解析によるリスク概念
のモデル化
保頼性解析やハザード解析では、「損害が生じ
ること」は「システム
4 4 4 4
が故障
4 4
（fail）すること」
と定義する。そしてこれを引き起こすもとになる
「危険事象が生じること」や「危険事情があること」
はすべて「このシステムを構成するユニット
4 4 4 4
（コ
ンポーネント）が故障
4 4
すること」であるかもしく
はそれらの機能を条件づける各種の「システムパ
4 4 4 4 4
ラメータ
4 4 4 4
に規定されること」に対応づけられる。
このことを数学的に記述すれば以下のようであ
る
5）
。簡単化のため、各ユニットおよびシステムに
は、動作状態と故障状態の二つの状態だけが区別
されているとする。このとき、各ユニット i につ
ぎのような二値変数 xi を対応させる。
xi= (1, ユニット i が動作しているとき0, ユニット i が故障しているとき （i=1,……,n）
このときシステムの状態はベクトル
x=（x1,x2,……,xn）
で表される。これを状態ベクトルという。たとえ
ば，1=（1,1……,1）0=（0,0……,0）はそれぞれ、
すべてのユニットが動作している状態と、すべて
のユニットが故障している状態を示す。さらにシ
ステムに対しても、つぎのような二値変数を対応
づける。
φ i= (1, ユニット i が動作しているとき0, ユニット i が故障しているとき
このφ は、その関数形がシステムの構造により
定まる状態ベクトル x の関数であるから、
φ =φ （x）
と書き、これを構造関数と呼ぶ。
なおこの二値変数 xi の演算に当たっては、後
述するようなプール代数則が成立する。
c）﻿ 直列システム、並列システム
直列システムとは図-7 に示すように、それを
構成しているどのユニットが故障してもシステム
故障とみなされるものであり、システムの構造関
数は、
φ x( ) = x1∧ x2 ∧!!∧ xn =min x1, x2 ,!!, xn( )
= x1 i x2 i!!i xn
のように与えられる。
一方、並列システムは、すべてのユニットが故
障したときのみに限ってシステムが故障するもの
で、
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φ x( ) = x1∨ x2 ∨!!∨ xn
=max x1, x2 ,!!, xn( )
=1− 1− x1( ) 1− x2( )
!! 1− xn( )
によってその構造関数が表される。
従ってシステムの信頼性を高めるためにはで
きるだけ並列システムの形をとることが要求さ
れるが、これはその分だけシステムの冗長性
4 4 4
（redundancy）を増大させることになり、経済効
率性の視点と相入れないことになってしまう。つ
まり信頼性設計の課題はこの二つのトレードオフ
注8）
をどのように調整するかという点にかかっている
といえる。
d）﻿ フェイル・セイフ（fail-safe)、セイフ・フェ
イル（safe-fail）
信頼性設計の性能規範としてよくいわれる設
計原理に、フェイル・セイフとセイフ・フェイ
ルの原理がある。前者は、フェイル・プルーフ
（failproof）ともいわれ、システムの故障が起こ
らないように設計することであり、後者は仮にシ
ステムのユニットが故障してもシステムが安全側
に機能して致命的な故障にはつながらないように
する考え方である。前者の例としては、上述した
並列系システムによる冗長性の導入やバカチョン
4 4 4 4 4
カメラ（idiot-proofcamera）のような素人でも
失敗しえないような自動支援機構の導入などがあ
る。また後者の例としては、事故を起こしても飛
散しないフロントガラスやシートベルトによる身
体の固定装置の採用などが考えられる。
この他、システムの信頼性の性能規範としては
システムのアベイラビリティ（availability）
注9）
など
があるが、ここでは省略する。
e）﻿ 確率事象としてみた信頼性（信頼度）
リスクや故障率あるいは信頼性はいずれも不確
定事象であり、確率変数とみなすことができる。
従って信頼性解析やハザード解析は確率理論の応
用分野として発達してきた。その際、故障の生起
則を確率過程としてモデル化する研究が解析の理
論的基礎を築いてきた。
リスクが損害の生起する確率
4 4
として狭義には定
義されるように、故障率や信頼度
注10）
（reliability）
はそれぞれ、ユニットまたはシステムの故障の生
起確率およびそれが生起しない確率として定義さ
れる。この意味で、狭義のリスクは故障率と同義
であり、逆に信頼度は 1−リスク =1−故障率で
与えられる。
システムの各ユニットの故障生起則が分ったと
しても、システム全体の故障生起則ひいては信頼
度を解析するためには確率理論を採用した各種の
数理モデルを作成しなければならないが、具体的
なモデル化の詳細についてはここでは触れない。
以下では、これまでの議論を総括し、その具体的
な応用方法を例示する目的で、FTA手法を取り
上げる。
8	 FTA（Fault	Tree	Analysis、故障木解析）
FTA は信頼性やハザード解析あるいは PLP
（product liabilityprevention、製品責任予防）の
分野で開発された代表的手法である。なお FTA
とよく似た手法としてFMEA（failuremodeand
effectsanalysis）も同様によく知られ、応用され
てきた手法である。これらの手法は、信頼性の歴
史からみるとかなり早い年代に開発され、その
後、主として安全性やハザード解析の分野で重視
され、信頼性と相互に関連しあいながら発展して
きた手法である。
図-8　並列システム
1
2
i
n
図-7　直列システム
1 2 i n
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FTAも FMEAもいずれもシステムの故障（事
故）の因果関係を階層構造としてとらえる点で共
通であるが、FMEA は単一故障モードを原因系
としてそこから順に結果としての上位システム故
障にいたるメカニズムを下から上に（bottom-up）
たどっていくのに対して、FTAは結果として望
ましくない頂上事象（topevent）をまず考え、
そこから原因側（下位）へ樹木状に分解していく、
いわゆる上から下へ（top-down）アプローチす
るという違いがある。また FMEAは解析の仕方
が定性的・帰納的であり、主として種々の関連要
因を表（ワークシート）の形で整理するにとどめ、
とくに計算を要しない。一方、FTAは頂上事象
から中間事象を経て最下位の基本事象まで論理記
号でつなぎ、樹木図をつくり、システムの故障度
（不信頼度）を計算したり、後述するような構造
重要度や確率重要度などを計量化したりすること
ができる。
FTA と FMEA はそれぞれ一長一短があり、
解析の目的によって使い分けるなり、場合によっ
ては併用することが望ましい。以下では紙幅の都
合上、FTAについてのみ説明する。
a）﻿ FTA の基本的考え方
実は、FTAの考え方の基本となるところは前
掲の図-4〜図-6 に例示されているといえる。
このうち図-4〜図-6 を FTA の記号に従って
画き換えたものが図-9〜図-11 に示してある。
これらの図から明らかなように、最上位に配さ
れる望ましくない（欠陥）事象を頂上事象（top
event）と呼ぶ。この他、さらに下位の欠陥事象
をふくめ、これらを矩形で表す。また故障木の末
端には丸形の枠が描かれることが多いが、これは
基本事象（basicevent）といい、もうこれ以上展
開されないような基本的な事象を示す。この他に
否展開事象（undevelopedevent）と呼ばれ、基
図-9　ガス爆発事故の FT図
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図-10　浸水の FT図
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本事象と同じように故障木の末端に現われるもの
がある。これは情報不足や技術的内容不明などの
ため、現時点ではそれ以上原因をたどることを止
めた事象のことである。また欠陥事象ではない、
通常の状態でシステムに生ずると思われる事象
を家形の枠で示し、通常事象（normalorhouse
event）と呼んだり、三角形の枠で FT 図上の関
連する部分への移行または連結を示したりする移
行記号（transfersymbol）などが用いられるこ
とがある。
さらに図中コンセントのような記号がいくつか
現われているが、このうちコンセントの先端が水
平な直線で表されるものをANDゲート、また内
側に曲った弧線で表されるものをORゲートとい
う。前者はコンセントの先（下側）の入力事象が
すべて起きたときのみに限って出力事象（欠陥事
象）が起こることを示す
注11）
。これを論理積がなりた
つゲートという。後者は入力事象のうち少なくと
も一つが起こると出力事象か起こることを示す
注12）
。
これは論理和がなりたつゲートという。
なお、FTAの実施に当たっては次の二つの仮
定が前提となっている点に留意したい。
①　各事象は正常と異常の二つの状態しかない。
②　基本事象は相互に独立である。
b）﻿ ブール代数則
FT図による確率計算に当たっては集合の結び
（和集合）と交わり（積集合）をちょうど代数の
四則演算のような形で処理していく必要がある。
この場合に有効となるのがブール代数であり、確
率計算に当たっては表-3 のような基本法則を用
いればよい。
いま図-11 の FT図を用いてこのことを例示し
よう
6）
。計算に当たっては確率事象を表す記号をあ
たかも普通の変数のように使って計算する。ただし
演算に当たってはブール代数則を用いなければな
らない。まず計算式は下から順に組み立てていく。
G1=A＋B,G2=A＋B （ORゲート）
T=G1・G2 （ANDゲート）
∴T=（A＋B）・（A＋C）=A・A+A・B+A・C+B・C
=A+A・B+A・C+B・C （べき等律）
=A+A・C+B・C （吸収律）
=A+B・C （吸収律）
上の最後のブール代数式は集合論上および確率
論上、次のような意味をもっている。
T=A∪（B∩C）（T,A,B,C はすべて欠陥事象を
表すと解釈する。）
Prob"T,=Prob"A∪（B∩C）,
=Prob"A,+Prob"B∪C,−Prob"A∪（B∩C）,
≒Prob"A,+Prob"B∩C,
=Prob"A,+Prob"B,・Prob"C,
（Prob"A,,Prob"B,,Prob"C,が 0.1 以下の小
さい値のとき）
このように各欠陥事象の生起確率が小さいとき
は、上のブール代数式の最終的に整理された式の
各変数にそれぞれ該当する確率の値を入れて、あ
たかも普通の算術演算のようにして計算すれば、
求めるシステムの故障確率が得られることにな
る
注13）
。
上のブール代数式の演算結果から、さらに次の
ようなことを知ることができる。
（i）もとの FT図はさらに簡単化できて、最終
的に図-12 のような FT図と同じことになる。
（ii）図-11 または図-12 の FT図で、最小カッ
トセットは "A, と "B,C, との 2 組である。すな
わち、頂上事象（システムの故障）が発生するた
めには、最小限 A が起こるか、B と C が同時に
起こることが必要である。
一般にカットセット (cutsets) とは、基本事象
の集合であり、その中に含まれるすべての基本事
象が起ったときに、頂上事象が発生することを示
すものである。通常は複数個のカットセットが存
在するが、それらの中で頂上事象を引き起こすた
めに、必要にして十分なカットセットを最小カッ
トセット（minimalculsets）という。最小カッ
トセットは 1組とは限らず通常複数個ある
注14）
。
なお図-12 の FT 図と同等な構造を信頼性ブ
ロック図の形に変換したものが図-13 である。
これからも容易に最小カット集合が "A,と "B,C,
表-3　ブール代数の基本法則
べき等律
A+A=A
A・A=A
吸収律
A+A・B=A
A・（A+B）=A
分配律
A+（B・C）=（A+B）・（A+C）
A・（B+C）=（A・B）+（A・C）
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であることが分かる。
c）﻿ 構造重要度（structuraI﻿importance）
FT図に含まれる多数の基本事象のあるものが
他に比してより大きく頂上事象の発生に寄与する
度合を基本事象の重要度（importance）という。
この重要度評価の尺度の一つとしてよく用いられ
るものに構造重要度がある。
構造重要度の計算には表-4 に示す真理表を使
う
7）
。これは図-12 の FT図の場合で、三つの事象
があるので状態数は 23=8 とおりである。正常を
0、故障を 1で表す。いま事象 A について考える
と、これが故障（1の状態）ならシステムのとり
うる状態は 22=4 とおりあって、いずれも故障と
なり、その比率 4/4 である。ところがこれが正常
（0状態）になるとシステムの故障回数は 4回中 1
回の 1/4 となる。従って基本事象 A が 1（生起）
から 0（起こらない）に変わることによるシステ
ム故障回数の比率減少分は、
4/4−1/4=3/4=0.75
となる。これを裏返していれば、基本事象が起こ
らないとき（正常）と起こるとき（故障）のシス
テム正常回数の比率の差、
（1−1/4）−（1−4/4）=3/4−0/4=3/4
が上の値に等しいといえる。これが基本事象 A
の構造重要度である。
事象 2,3 についてもそれぞれ 1→ 0に変わるこ
とによる故障比率を計算すると
基本事象 B：3/4−2/4=1/4=0.25
基本事象 C：3/4−2/4=1/4=0.25
を得る。事象 B,C は図-13 の信頼性ブロック図
において構造上対称な並列要素であるから、構
造重要度の値は等しい。また事象 A は事象 B,C
の 3倍の構造重要度をもつとして評価されている
が、これは事象 A が冗長性のない直列要素であ
るため、その故障がシステムにとって致命的であ
ることによる。
d）﻿ 確率重要度（probabilistic﻿importance）
確率重要度とは、ある事象が 1（故障）から 0（正
常）になったときにシステムの故障度（不信頼度）
がどれくらい改善されるかを表す尺度である。す
なわち基本事象 Fi について、
ΔF=Fシステム（Fi=1）−Fシステム（Fi=0）
として計算される。その計算に当たっては各ユ
ニット（事象）の信頼度 Ri（=1−Prob"Fi,）
がすべて既知であることが前提になる。表
-5 に Prob"A,=0.01（RA=0.99）,Prob"B,=0.02
（RB=0.98）,Prob"C,=0.01（RC=0.99）のそれぞれ
の場合の確率重要度が示されている。ここでも事
象 A の重要性が定量的に裏づけられている。
表-4　構造重要度を求めるための真理表
基本事象
A B C システム
基本事象 A が 0, 1 のときのシステム
故障（正常の比率）
0 0 0 0 要
素
A　1/4　（3/4）
正
常
基本事象 A の構造重要度：
4/4−1/4=3/4
0 0 1 0
0 1 0 0
0 1 1 1
1 0 0 1 要
素
A　4/4　（0/4）
故
障
1 0 1 1
1 1 0 1
1 1 1 1
（1 は故障、0 は正常）
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9	 むすび
この他にリスク分析の分野では意思決定分析
（decisionanalysis）やファジイ理論（fuzzyset
theory）等々、いくつかの注目すべき方法論が提
示されているが、ここでは紙幅の都合上割愛する。
いずれにしても、昨今ますます複雑化・多様化
し、また社会・経済的な諸活動と不可分になりつ
つある災害の発生メカニズムをシステム論的に整
理し、合目的な対応（＝防災）を検討していく上
で、リスク管理やリスク分析は一つの有効な方法
論になりうる可能性を秘めていると考える。その
ためにも、今後種々の具体的な防災計画でこの種
のアプローチが適用・検証されることが望まれる。
注
注 1） 上述のリスクの定義より、この場合のリスクは
災害に対する行動としての防災にも伴うものと考
えるべきである。
注 2） 災害と災難の区別は日常生活では必ずしも厳密
になされていないが、ここでは一応、災害より軽
度の被災を災難と称することにする。この項、詳
細は 5 災害とリスク分析を参照のこと。
注 3） 発生源は危険事象（peril）の生起するところと
みなすことができる。
注 4） この他に、危険事象が生起しつつある
4 4 4 4
段階で対
応をとっていくことを強調する必要があるときに
は、事中対応という用語が使われる事がある。
注 5） Hedges は企業活動におけるリスク管理の立場
からこのような用語を作り出した。すなわち彼に
よれば、prelosscontrol は企業が遭遇するかもし
れない経済的損失、企業環境から生ずる不安、法
的問題からの回避、または解放を目的とする。ま
た post losscontrol は現実化した損失からの速や
かな、安全なる回復を目的とすると定義されてい
る。
注 6） 亀井はリスクを危険と訳している。
注 7） ここで用いられている hazard という術語は、
保険理論でいう危険事情の意味よりは広義に用い
られている。
注 8） トレードオフ（trade-off）とは、競合する目標を
それぞれ最大限に達成しようとすると、一方の目
標の達成をある程度犠牲にせざるをえない状態を
いう。
注 9） システムの稼働度を表す概念で、その測定に当
たってはシステムの故障時間間隔や故障回復時間
間隔等の尺度が用いられる。
注 10） 信頼性をこのように確率の意味で狭義に用いる
場合は信頼度という用語が用いられる。一方、こ
れを広義に用いると、システムに故障がないよう
な状態を指すことになる。このように、リスクと
同語の二義性は、両者の概念とその使われ方が相
互にきわめて類似していることを意味している。
注 11） ここでは故障（欠陥）事象が起こることを直接
の対象として考えているのでANDゲートになる
が、逆に信頼度を対象にしているときはORゲー
トになり、これは並列システム
4 4 4 4 4 4
に対応する。
注 12） 同様にして、信頼度からみると OR ゲートは
AND ゲートになり、これは直列システム
4 4 4 4 4 4
に対応
する。このような関係を信頼性システムと不信頼
性システムの双対関係（duality）という。
注13） たとえば Prob"A,=0.01,Prob"B,=0.02,Prob"C, =0.01であれば、Prob "T, =0.01 +0 .02×
0.01=0.0102を得る。
注 14） この他に最小パスセット（minimalpathsets）
があり、これはそれに含まれる基本事象がすべて
起こらないときにはじめて頂上事象が発生しない
ことを保証する基本事象の最小の集合である。
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F システム（A=1）=1
F システム（A=0）=0.02×0.01=0.0002
B 1/4=0.25 0.0099
F システム（B=1）=1−0.99×0.99=0.0199
F システム（B=0）=0.01
C 1/4=0.25 0.0198
F システム（C=1）=1−0.99×0.98=0.0298
F システム（C=0）=0.01
注）RA=0.99, RB=0.98, RC=0.99 の場合
17R 災害とリスクを結びつける研究アプローチ
張計画問題に関するリスク分折」京都大学防災研究
所年報、Vol.28（昭和 59 年版）所収。
3）  徳谷昌勇『リスクマネジャー─攻めの経営学』
東洋経済新報社、1983 年。
4）  Bickelhaupt,D. L. Ceneral Insurance, 9thed.,
Homewood,1978.
5）  三根久・河合一『信頓性・保全性の基礎数理』日
科技連、1984 年。
6）  鈴木順二郎・牧野鉄治・石坂茂樹『FMEA・FTA
実施法』日科技連、1983 年。
7）  塩見弘・島岡淳・石山敬幸『FMEA、FTAの活用』
日科技連、1983 年。
