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PRESENTACION 
I colectivo, por uno uotro moti­
lmportantes documentos anal­
eel cibergrooming (incorpora­
:omo art. 131 deI CP), hasta la 
lino por variantes de acoso co­
.sin consentimiento de imáge­
cmes de odio por medios infor­
e los aportes de las profesoras 
[AURI y PAZ LLORIA GARCIA, co­
[ADO PELLONI, es posible acer­
lemas tecnologias de la comu­
ón vigente yla proyectada co­
a de las últimas tendencias en 
~UINTERO OLIVARES nos brinda 
a persecución de los ciberdeli­
de la ampliación de una inves­
)ducción a todos aquellos tópi­
ltes: una, si se quiere de corte 
le la legislación regional suda­
;onvenio sobre cibercriminali­
minológica, acerca de los peli­
~ro panóptico tecnológico. 
l conocer en nuestro medio to­
mtes como Albacete, Barcelo­
gona yValencia, es el resulta­
m actividad conjunta sino, en 
rlerosa recepción de la inquie­
A, quienes,junto a todo el gru­
,permiten que, con la cuidada 
lanos de todos los interesados 
~stro agradecimiento. 
;ELO A. RIQUERT coordinador 
W'ar del Plata, noviembre de 2014 
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