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Vsakdo ima pravico do vpogleda v register zbirk osebnih podatkov in pravico do prepisa 
podatkov iz njega. To določa tudi 38. člen Ustave RS kot podlaga za uresničevanje 
človekove pravice. Samo posameznik, ki pozna različne zbirke osebnih podatkov, lahko z 
ustavo zagotovljeno človekovo pravico učinkovito uresniči. Posameznik ima tako možnost 
s pregledom registra, da se seznani z zbirkami osebnih podatkov, ki se vodijo v Republiki 
Sloveniji, poleg tega pa tudi ve, h kateremu upravljavcu lahko vloži zahtevo za seznanitev 
z lastnimi osebnimi podatki.  
Pravni akti, dokumenti, predpisi in direktive EU zagotavljajo mednarodno varstvo 
človekovih pravic. Pravica do zasebnosti vključuje tudi varstvo pred razkrivanjem zaupno 
pridobljenih podatkov, med katere sodijo tudi podatki o posameznikovem zdravstvenem 
stanju.  
Zaposleni v državni upravi se vsakodnevno srečujejo z različnimi upravnimi postopki. 
Zakonodaja se zelo hitro spreminja in tako prinaša določene novosti, ki pa posledično 
vplivajo na različne življenjske situacije ljudi. V vseh upravnih zadevah upravne enote kot 
prvostopenjski organ na podlagi Zakona o splošnem upravnem postopku ter materialno-
pravno zakonodajo odločajo o pravicah, obveznostih in pravnih koristih fizičnih in pravnih 
oseb. Tako se vodijo upravni postopki na različnih področjih. Zato se pri njihovem delu 
kažejo potrebe po temeljitem poznavanju varstva osebnih podatkov. Tako državljani kot 
stroka zahtevajo temeljito poznavanje problematike varstva osebnih podatkov. Procesna 
analiza vpogleda v lastne osebne podatke, pa je predstavljena v tem magistrskem delu.  
Ključne besede: varstvo osebnih podatkov, vpogled v register zbirk osebnih podatkov, 







PROCEDURAL ANALYSIS OF THE INSIGHT OF OWN PERSONAL DATA 
 
Everyone has the right to take a look into the register of personal data and also the right 
to copy the data from it. The right is given by article 38 of Constitution of Slovenia as the 
basis for implementation of a human's right. Only the individual who knows different 
types of personal data filing system can exercise the right, implemented by the 
Constitution, effectively. An individual can search the data system, can get introduced 
with the personal data filing system that are kept in Republic of Slovenia and also has the 
knowledge about where to file a request to get introduced with his or her own personal 
data.  
 
Protection of personal data provides the individual’s right to privacy. This right also 
includes the protection against disclosure of this data, which also include information on 
the individual’s health status.  
 
Employees of the state administration in daily contact with various administrative 
procedure.  
The laws change quickly and there are always some novelties that have an effect on 
different life situations. The administrative units are the first institution that decide about 
the rights, duties and legal entitlements of natural or legal persons. The administrative 
proceedings that are carried out on a daily basis show the need to know the protection of 
personal data thoroughly. The citizens and the professionals also demand the thorough 
knowledge about the protections of personal data. Procedural analysis of the insight of 
own personal data is presenting in this master’s work.   
 
Key words: protection of personal data, the right to inspect the personal data system, 
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Področje osebnih podatkov spada med najpomembnejše in najobčutljivejše področje, saj 
se z njimi tako rekoč srečujemo na vsakem koraku. Razvoj informacijske tehnologije je v 
današnjem času zelo hiter, težko pa je zagotoviti varstvo osebnih podatkov zaradi njene 
prepletenosti po vsem svetu. Zato prihaja do vse več posegov v našo zasebnost, ki pa se 
jih mnogokrat niti ne zavedamo, kaj šele posledic, ki pri tem nastanejo. Ker je po svetu 
vse več kraje identitet in porast zlorab bančnih kartic, se postavljajo različna vprašanja, 
kako se lahko posamezniki zoperstavimo proti temu ter kakšna je vloga upravljavcev 
osebnih podatkov in njihovo varovanje le-teh. Zato sta nad obdelavo osebnih podatkov 
regulacija in nadzor več kot nujna.  
 
Temeljna človekova pravica je pravica do varstva osebnih podatkov, ki jo varuje tudi naša 
Ustava in mnogi mednarodni pravni akti, ki se neposredno uporabljajo tudi v našem 
pravnem redu. Slovenija je z Zakonom o varstvu osebnih podatkov pravo varstva osebnih 
podatkov uskladila z Direktivo 95/46/ES. Zadnja pomembna sprememba pa se je zgodila z 
združitvijo Inšpektorata za varstvo osebnih podatkov in Pooblaščenca za dostop do 
informacij javnega značaja, na podlagi preučitve prakse tujih držav na tem področju. Tako 
je nastal neodvisni državni organ Informacijski pooblaščenec. Danes imamo v Evropski 
uniji devet pooblaščencev, od tega jih ima šest pristojnosti na področju varstva osebnih 
podatkov in dostopa do javnih informacij. Vpetost in reševanje globalnih težav zadeva tudi 
nas prebivalce Slovenije, vendar pa zaradi tega ne smemo pozabiti na vsakdanje zaplete 
in zlorabe pri obdelavi osebnih podatkov. Videonadzor, neposredno trženje, biometrija, 
obdelava osebnih podatkov v šolah in zdravstvu, javnem in zasebnem sektorju nasploh, 
povezovanje zbirk osebnih podatkov, informatizacija na vseh področjih vsakdanjega 
življenja nas vodijo do tega, da se lahko izve o nas tako rekoč vse. Vsak posameznik se 
mora zavedati pomena posledic obdelave njegovih osebnih podatkov in jih brez 
premisleka ne sme posredovati vsakomur, ki to od nas zahteva.  
 
Med osebne podatke nedvomno sodijo tudi podatki o posameznikovem zdravstvenem 
stanju, ki pa sodijo v kategorijo občutljivih osebnih podatkov. V procesu zdravljenja 
nekega bolnika je medicinska dokumentacija eden izmed najpomembnejših podpornih 
stebrov, ki pa je neprecenljivega pomena za ustrezno ter primerno zdravljenje in 
ukrepanje posameznika, zato se bom v magistrski nalogi osredotočila na pravico 
posameznika do vpogleda v svojo zdravstveno dokumentacijo. Problem, ki ga bom 
izpostavila v svoji nalogi je, ali ima upravni organ pravico do vpogleda oz. seznanitve z 
zdravstveno dokumentacijo stranke v upravnem postopku in v kakšnem obsegu, v 
primeru, ko stranka vloži vlogo za izdajo dovoljenja oz. predhodno privolitev za nabavo 
orožja, če smatra, da je stranka nezanesljiva oziroma neprimerna za nošenje orožja.  
 
Ker sem zaposlena v javni upravi, se vsakodnevno srečujem z različnimi upravnimi 
postopki. Zakonodaja se zelo hitro spreminja in tako prinaša določene novosti, kar pa 




enote kot prvostopenjski organ na podlagi Zakona o splošnem upravnem postopku ter 
materialno-pravno zakonodajo odločajo o pravicah, obveznostih in pravnih koristi fizičnih 
in pravnih oseb. Tako se vodijo upravni postopki na različnih področjih tako na področju 
upravno notranjih zadev, kmetijstva, gospodarstva in obče uprave, ter na področju okolja 
in prostora. Vsak posameznik, ki želi pridobiti kakršnokoli orožno listino, dovoljenje za 
nabavo orožja ali streliva v Republiki Sloveniji, ali v državah članicah EU ali v tretjih 
državah ali odjaviti orožje, spremeniti naslov stalnega prebivališča, pridobiti gradbeno 
dovoljenje, priznanje veteranskega dodatka itd., se mora zglasiti pri pristojnem upravnem 
organu, kjer se vodijo različni upravni postopki, od registracije in vpisa orožja v register 
orožja in orožno listino, izdaje dovoljenja za nabavo orožja do odjave orožja iz registra 
orožja in orožne listine, pri vsem tem pa se srečujemo z osebnimi podatki strank - 
posameznikov. Tako se tudi pri delu organov državne uprave kažejo potrebe po 
temeljitem poznavanju varstva osebnih podatkov. Eden od segmentov tovrstnega 
poznavanja je tudi ustrezna ureditev različnih javnih nadzornih sistemov. Tudi državljani in 
stroka zahtevajo temeljito poznavanje problematike varstva osebnih podatkov. 
Upoštevanje načela sorazmernosti pa omogoča zbiranje in obdelovanje osebnih podatkov 
po merilih primernosti, nujnosti in nečezmernosti. Sorazmernost je merilo upravičenosti 
posegov v zasebnost posameznika, glede na pravice drugih ali javni interes.  
 
V magistrskem delu bom preverila naslednje hipoteze:  
 
1. Procesna ureditev vpogleda v lastne osebne podatke učinkovito podpira cilje te pravice    
v smislu varstva osebnih podatkov. 
 
2. Obseg pravice vpogleda v lastne osebne podatke ni jasno določen, zlasti glede ne le 
vpogleda, ampak tudi prepisovanja oz. preslikave. 
 
2.1. Zato prihaja do problemov v praksi, ki pa so najbolj pereči glede vpogleda v 
zdravstvene podatke. 
 
3. V Republiki Sloveniji je procesna ureditev vpogleda v lastne osebne podatke primerljiva 
z avstrijsko in hrvaško regulacijo.   
 
Namen raziskovanja je prikazati ureditev pravice posameznika do vpogleda v lastne 
osebne podatke, ugotoviti odprta vprašanja in s tem povezane probleme in dileme, ter na 
podlagi tega ugotoviti, ali je sedanja ureditev ustrezna in kako je to področje urejeno v 
nekaterih evropskih državah. Opozoriti velja na številne določbe in zakonske podlage, ki 
urejajo pravico do vpogleda v lastne osebne podatke, ter na ostale zakonske podlage, ki 
urejajo to področje. Prav tako je potrebno biti pozoren na številne člene in določbe, s 
katerimi morajo biti seznanjeni upravljavci osebnih podatkov, ki vodijo, vzpostavijo, 
vzdržujejo, obdelujejo in nadzorujejo zbirko osebnih podatkov. Širša javnost pa je vse bolj 
seznanjena s svojimi pravicami vpogleda v svoje lastne osebne podatke, zlasti če so ti 
podatki občutljive narave. Kdaj je poseg v to pravico dopusten, kateri osebni podatki se 





V magistrskem delu je eden od namenov raziskave tudi primerjava pravne ureditve 
pravice do vpogleda v lastne osebne podatke dveh držav, in sicer Republike Hrvaške, ki je 
lansko leto postala članica Evropske unije, ter Avstrije. Na podlagi te primerjave bi rada 
preučila, kakšna je naša pravna ureditev v primerjavi z avstrijsko in hrvaško, ali je 
ustrezno implementirana in primerljiva, ter kakšne so njene prednosti in slabosti.  
 
Cilj raziskovalnega dela je, da na podlagi preučevanja in analiziranja domače in tuje 
literature, zakonodaje, tako področne kot ostale, ugotovim in prikažem pomanjkljivosti, 
prednosti in slabosti vpogleda v lastne osebne podatke, kateri osebni podatki se lahko 
obdelujejo in kakšna je njihova obdelava, kakšni so načini zavarovanja osebnih podatkov 
ter kakšno je varstvo posameznika v primeru kršitve ali zlorabe teh podatkov, ter kdo in 
kako lahko navsezadnje vpogleda v naše osebne podatke.  
 
Vsak posameznik ima pravico do vpogleda v svoj zdravstveni karton, saj gre pri tem za 
uresničevanje pravice posameznika do vpogleda v lastne osebne podatke, zdravstveno 
osebje pa je posamezniku dolžno omogočiti vpogled v njihovo zdravstveno 
dokumentacijo. Eden izmed ciljev v tej nalogi je tudi ugotoviti, ali ima upravni organ 
zaradi ugotavljanja dejanskega stanja pravico do vpogleda v zdravstvene podatke stranke 
v upravnem postopku, če smatra da stranka ne izpolnjuje pogojev za priznanje določene 
pravice, obveznosti ali pravne koristi.  
 
V večini držav je vprašanje varstva osebnih podatkov vprašanje razmerja med zakoni, ki 
urejajo prost dostop, in zakoni, ki urejajo varstvo osebnih podatkov. ZVOP-1 zelo široko 
opredeljuje definicijo pojma osebni podatek, zato je problem tolmačenja teh dveh vrst 
zakonov toliko večji. Zato je bistvena pravilna razlaga zakonov o varstvu osebnih 
podatkov, kjer se moramo zavedati, da le-ti obstajajo zaradi povsem določenega in 
pravno opredeljenega razloga, to je zaradi varstva temeljnih pravic in svoboščin 
posameznikov, predvsem njihove pravice do zasebnosti.  
 
Tudi zakoni o dostopu imajo zelo široke definicije javnih informacij, vendar v nasprotni 
smeri kot zakoni o varstvu podatkov. Zato je na tem področju zelo pomembna sodna 
praksa kot tudi praksa informacijskih komisarjev in varuhov, ki preko konkretnih odločitev 
vzpostavljajo in napolnjujejo abstraktno pravno normo. Glavni namen ZVOP-1 določa 
preprečevanje neustavnih, nezakonitih in neupravičenih posegov v zasebnost in 
dostojanstvo posameznika pri obdelavi podatkov. Po ZVOP-1 se lahko osebni podatki 
obdelujejo samo v primerih in za namene, določene z zakonom ali na podlagi pisne 
privolitve posameznika, na katerega se nanašajo. V javnem sektorju pa se ne glede na 
navedeno izjemoma obdelujejo tisti osebni podatki, ki so nujni za izvrševanje zakonitih 
pristojnosti, nalog ali obveznosti javnega sektorja, če se s to obdelavo ne poseže v 







Pri izdelavi magistrskega dela sem uporabila naslednje metode: 
 
Metodo deskripcije oz. opisno metodo sem uporabila tako v teoretičnem kot tudi v 
praktičnem delu magistrske naloge. 
 
Komparativno metodo sem uporabila pri primerjavi s pravno ureditvijo drugih držav ter 
povzemanju opazovanj, stališč in spoznanj drugih avtorjev, ki so proučevali izbrana 
področja in jo uporabila za pojasnjevanje ugotovljenih dejstev. 
 
Sistemsko analitično metodo sem najprej uporabila za razčlenitev obravnavane tematike 
na več manjših celot, ki so med seboj povezane ter njihovo analiziranje in ugotavljanje 
medsebojne povezanosti. 
 
Z metodo anketiranja sem poskušala pridobiti odgovore na zastavljena vprašanja. Anketni 
vprašalnik je bil anonimen, s čimer je verodostojnost odgovorov zagotovljena. 
Predpostavljam, da so podatki in informacije iz literature in spletnih virov dovolj točni in 
obsežni, da sem s pomočjo anketnih vprašalnikov in analize le-teh dobila dovolj točne in 
potrebne podatke.  
 
Rezultate anket sem analizirala s statistično metodo v obliki tabel. Pridobljene podatke 
sem na podlagi analize analizirala in testirala zastavljene hipoteze ter tako podala 
ugotovitve in predloge.    
 
Vsebina magistrskega dela je razdeljena na osem poglavij. Prvo poglavje je uvodno. V 
njem je opredeljen problem in predmet raziskovanja s postavljenimi hipotezami, kakšen je 
namen in kateri so cilji raziskovanja, katere metode raziskovanja sem uporabila v nalogi 
ter ocena dosedanjih raziskovanj.  
V drugem poglavju je predstavljen teoretičen in eksplikativni del. V tem poglavju sem 
predstavila pojem osebnega podatka, kako je urejeno varstvo teh podatkov ter komu se 
lahko ti podatki posredujejo in kateri dve pomembni ustavni vrednoti povezuje načelo 
sorazmernosti. V nadaljevanju sem predstavila ustavno ureditev varstva osebnih podatkov 
v primerjavi z ureditvijo v Evropski uniji. Kakšen je pomen rabe Zakona o splošnem 
upravnem postopku (v nadaljevanju ZUP) v povezavi z varstvom osebnih podatkov, ter 
povezanost teh z Zakonom o dostopu do informacij javnega značaja in Uredbo o 
upravnem poslovanju, poleg Zakona o zdravniški službi, Zakona o pacientovih pravicah ter 
Zakona o zdravstveni dejavnosti. Tretje poglavje predstavlja primerjalno analizo regulacije 
v Republiki Hrvaški in Republiki Avstriji ter kakšne so prednosti in slabosti naše ureditve z 
avstrijsko in hrvaško. Četrto poglavje vsebuje analizo upravne in sodne prakse – sodne 
odločbe ter odločbe informacijske pooblaščenke. Peto poglavje vsebuje analitično-
eksperimentalni del, kjer so predstavljena specifična pravila, kateri podatki se lahko 
obdelujejo v zdravstvu, kakšen sistemski pristop je pri tem uporabljen, kako je urejen 
sistem varstva osebnih podatkov, ter kdo vse ima pravico do seznanitve z zdravstveno 




predstavljeni rezultati ankete, kakšen je prispevek k znanosti in stroki, ter uporabnost za 















2  PROCESNA REGULACIJA VARSTVA OSEBNIH PODATKOV 
V naši državi se pomena varstva osebnih podatkov ne zavedamo dovolj. Bolj se bo moral 
okrepiti nadzor nad obdelavo osebnih podatkov. Tudi zaradi schengenskega mejnega 
režima in zaradi vse večjega omejevanja pravice do zasebnosti zaradi varnostnih ukrepov 
v boju proti terorizmu je potrebno še več pozornosti nameniti pomenu varstva osebnih 
podatkov. Prav zaradi vse več nove tehnologije postaja varstvo osebnih podatkov vedno 
pomembnejše. Zelo preprosto zbiranje in nadaljnjo obdelavo osebnih podatkov omogoča 
prav nova tehnologija. Ne smemo pa pozabiti na vsakdanje zaplete in zlorabe pri obdelavi 
le-teh, saj posledično to pomeni vedno večjo možnost zlorab. O prav vsakem 
posamezniku se zbirajo osebni podatki, zato je podatkovna zasebnost nekaj, kar mora 
postati »svetinja« vsakogar (Pirc Musar, Bien, Bogataj, Prelesnik, Žaucer, 2006, str. 16). 
Ena izmed ustavno zagotovljenih človekovih pravic in temeljnih svoboščin, ki sodi v okvir 
pravic s področja zasebnosti, je torej varstvo osebnih podatkov.         
Iz te ustavne določbe izhaja, da je varstvo osebnih podatkov zagotovljeno, uporaba v 
nasprotju z namenom njihovega zbiranja pa je prepovedana. Zakon torej določa zbiranje, 
obdelovanje, namen uporabe, nadzor in varstvo tajnosti osebnih podatkov. Vsebina 
določb Direktive 95/46/ES o varstvu posameznikov pri obdelavi osebnih podatkov in o 
prostem pretoku teh podatkov so temeljni in bistveni razlog za sprejem ZVOP-1. Ker 
evropskim trendom razvoja prava varstva osebnih podatkov ta zakon iz leta 1999 ni več 
sledil, prav tako tudi ne določbam Direktive, za katere je leta 2003 sodna praksa Sodišča 
Evropskih skupnosti ugotovila, da so neposredno uporabljive zaradi svoje podrobne 
ureditve, so jih morale države s prav takšno vsebino tudi sprejeti (Pirc Musar, Bien, 
Bogataj, Prelesnik, Žaucer, 2006, str. 31). Ustava tudi posamezniku zagotavlja pravico do 
seznanitve z zbranimi osebnimi podatki, ki se nanašajo nanj – lastni osebni podatki, kot 
tudi pravico do sodnega varstva ob njihovi zlorabi. Če je v zakonu natančno in določno 
opredeljeno, kateri osebni podatki se smejo obdelovati in s kakšnim namenom, pa je 
poseg v to pravico dopusten. Namen obdelave mora biti pri tem ustavno dopusten, pri 
obdelavi pa se mora spoštovati načelo sorazmernosti tako, da se smejo obdelovati le tisti 
osebni podatki, ki so primerni in nujno potrebni za uresničitev zakonsko opredeljenega 
namena. Tem ustavnim zahtevam je sledil Zakon o varstvu osebnih podatkov zaradi 
implementacije direktive 95/46/ES o varstvu posameznikov pri obdelavi osebnih podatkov 
in o prostem pretoku takih podatkov (Pirc Musar, Bien, Bogataj, Prelesnik, Žaucer, 2006, 
str. 6).  
 
Definicija osebnega podatka je zelo široka, saj iz nje izhaja, da je osebni podatek 
pravzaprav vsak podatek, ki se nanaša na posameznika, ne glede na obliko, v kateri je 
izražen. Kadar se ta podatek nanaša na določenega ali določljivega posameznika, šele 
takrat gre za osebni podatek (2007). Zakon o varstvu osebnih podatkov (ZVOP-1). Ur. list 





Osebni podatki že po svoji naravi niso informacije, ki bi imele javni značaj. Zato mora biti 
osebni podatek varovan ne samo zaradi samega sebe, ampak zato, ker je iz njega 
mogoče razbrati osebne in druge značilnosti določene osebe (Cerar, 2004, str. 58).  
 
Na področju varstva osebnih podatkov je zavarovanje le-teh eno najpomembnejših 
področij. 24. člen Zakona o varstvu osebnih podatkov (v nadaljevanju ZVOP-1) našteva 
osnovne postopke, ki jih mora upravljavec osebnih podatkov zagotoviti, da so osebni 
podatki posameznika ustrezno varovani in da se tako preprečuje njihova zloraba. Med 
vsemi pogoji upravljavci najpogosteje spregledajo tistega, ki določa, da mora upravljavec 
zbirk osebnih podatkov zagotoviti tudi sledljivost obdelave osebnih podatkov. To pomeni, 
da je potrebno zagotoviti, da se omogoči sledljivost vnosov osebnih podatkov, njihovo 
popravljanje, spreminjanje in nadgradnja programske opreme, pa tudi vpogled v osebne 
podatke. V skladu s 3. točko 6. člena ZVOP-1 pomeni vpogled v osebne podatke namreč 
obdelavo osebnih podatkov (Mišič, 2007, str. 55).  
 
S številnimi mednarodnimi in nacionalnimi dokumenti je urejeno področje varstva 
zasebnosti in s tem posledično tudi varstvo osebnih podatkov. V evropskem prostoru je 
seveda na tem področju najpomembnejši dokument Evropska konvencija o človekovih 
pravicah, ki v 8. členu izrecno določa, da ima vsak pravico do spoštovanja svojega 
zasebnega in družinskega življenja, državni in drugi oblastni organi pa vanjo ne smejo 
posegati, razen če je to nujno v demokratični družbi, ker naj bi javna korist ali varstvo 
pravic drugih tako narekovala, posegi pa so določeni z zakonom. Le pod navedenimi 
pogoji je možen poseg države v varstvo osebnih podatkov.  
Navedena določba pa je tako izvedena preko Konvencije o varstvu posameznikov glede na 
avtomatsko obdelavo podatkov, katera načela poleg Ustave predstavljajo glavno merilo za 
ureditev varstva osebnih podatkov v zakonu.  
Za našo zakonodajo pa je bistvenega pomena tudi Direktiva o varstvu osebnih podatkov 
95/46/ES, namen katere je poenotenje pravnega reda držav članic EU glede varstva 
osebnih podatkov. Ta Direktiva je bila implementirana v slovenski pravni red z Zakonom o 
varstvu osebnih podatkov – ZVOP-1. Da so sistemi za obdelavo podatkov namenjeni 
temu, da služijo človeku in morajo, ne glede na državljanstvo ali stalno prebivališče 
fizičnih oseb, spoštovati njihove temeljne pravice in svoboščine, predvsem pravico do 
zasebnosti, ter prispevati h gospodarskemu in socialnemu napredku, trgovinskem razvoju 
ter blaginji posameznikov, izrecno poudarja Direktiva že v recitalu 2. (Informacijski 
pooblaščenec, 2014). 
 
Podlago za sprejem ZVOP-1 predstavlja 38. člen Ustave, po katerem je zagotovljeno 
varstvo osebnih podatkov, njihova uporaba v nasprotju z namenom njihovega zbiranja pa 
je prepovedana. Zakon pa določa njihovo zbiranje, obdelovanje, namen uporabe, nadzor 
in varstvo tajnosti. Ustava med drugim tudi določa pravico posameznika do seznanitve s 
svojimi osebnimi podatki in pravico do sodnega varstva ob morebitni njihovi zlorabi.   
S področja varstva osebnih podatkov predstavlja ZVOP-1 sistemski zakon. Na določenih 
področjih pa lahko varstvo osebnih podatkov podrobneje uredi področna zakonodaja. Pri 




poštene obdelave osebnih podatkov, načelo sorazmernosti ter prepoved diskriminacije 
glede varstva teh podatkov (Informacijski pooblaščenec, 2014). 
  
Razvoj informacijske tehnologije je povzročil velik korak v smeri razvoja družbenega 
sistema. Podatki in informacije se tako lahko izmenjujejo z enega konca sveta na drugi, 
vendar pa moramo biti pri tem pozorni, saj lahko hitro pride do zlorabe in kraje osebnih 
podatkov ali identitete. Če smo pri zbiranju podatkov nenatančni, nepazljivi in nepopolni, 
lahko s temi dejanji posamezniku  povzročimo veliko škodo. Kljub temu da so z zakonom 
določene pravice, obveznosti, načela in ukrepi, ki varujejo oz. preprečujejo nedovoljene 
posege v posameznikovo zasebnost, menim, da je bistvo vsega tega ustrezno varstvo in 
nadzor obdelave osebnih podatkov, saj se posamezniki velikokrat niti ne zavedamo, kako 
pogosto ta sploh poteka.    
2.1 VARSTVO OSEBNIH PODATKOV KOT USTAVNA KATEGORIJA 
Slovenija je bila med prvimi, ki je pravico do varstva osebnih podatkov zapisala v Ustavo. 
Eden od prvih evropskih zakonov s tega področja je tudi ZVOP-1, ki je bil sprejet leta 
1990, in sicer še pred sprejetjem nove  ustave, na podlagi amandmaja XLIV iz leta 1989 
(Rovšek, 2004, str. 5).  
 
Varstvo osebnih podatkov zagotavlja tudi Ustava v svojem 38. členu, iz katerega izhaja, 
da je varstvo osebnih podatkov človekova pravica, da je uporaba teh podatkov v 
nasprotju z namenom njihovega zbiranja prepovedana, ter da ima vsak pravico do 
seznanitve z zbranimi osebnimi podatki. Ustavna ureditev varstva osebnih podatkov se 
opira zlasti na načela varstva osebnih podatkov, ki so vsebovana v Konvenciji o varstvu 
posameznika glede na avtomatsko obdelavo podatkov, ki je bila sprejeta v okviru Sveta 
Evrope. Prvi odstavek 8. člena  Konvencije pomeni izvedbo tiste določbe Konvencije o 
varstvu človekovih pravic in temeljnih svoboščin, po kateri ima vsakdo pravico do 
spoštovanja svojega zasebnega in družinskega življenja, svojega doma in korespondence 
(Čebulj & Žurej, 2005, str. 13). 
 
Ustava Republike Slovenije v 38. členu vsakomur zagotavlja varstvo osebnih podatkov. Ta 
se odraža v zahtevi po zakonitosti zbiranja, obdelave in uporabe osebnih podatkov in v 
zahtevi po njihovem zbiranju in uporabi za vnaprej določene namene, posamezniku pa 
daje tudi pravico do seznanjenosti glede tega, kateri podatki se lahko o njem zbirajo ter 
pravico do sodnega varstva. Gre za pravico pozitivnega statusa, saj je država zavezana 
spoštovati varstvo osebnih podatkov, temveč tudi zakonsko urediti zbiranje, obdelovanje, 
namen uporabe, nadzor in varstvo tajnosti osebnih podatkov, poleg tega pa v primeru 
zlorab tudi način seznanjanja ter sodno varstvo (Čebulj & Žurej, 2005, str. 20). 
 
Po 38. členu Ustave, ZVOP-1 ter po Direktivi 95/46/ES je varstvo osebnih podatkov mejno 
področje, saj posega v gospodarske interese, v interese učinkovitosti države na vseh 




opredeljujejo tudi širše vrednote skupnosti, je dejstvo, da še dodatno zaplete situacijo 
(Pavlin & Starman, 2004, str. VIII).   
 
V podrobnejše urejanje z zakonom pa 38. člen Ustave prenaša opredelitev zbiranja, 
obdelovanja, namena uporabe, nadzora in varstva tajnosti osebnih podatkov.  
Do posegov v varstvo osebnih podatkov lahko pride na dva načina: z obdelavo osebnih 
podatkov, ki obsega zbiranje, procesiranje, uporabo in sporočanje, v nasprotju z načeli oz. 
zahtevami Ustave in sprejete zakonske ureditve varstva osebnih podatkov na njeni podlagi 
in zakonske ureditve, ki na posameznem področju ureja obdelavo osebnih podatkov, npr. 
na področju notranjih zadev, policije, pravosodja, zdravstva, socialnega varstva in s 
posegom v pravice, ki jih posamezniku daje zakonodaja, zaradi uresničevanja ustavne 
pravice do varstva osebnih podatkov.  
Če so posegi v varstvo osebnih podatkov iz 38. člena Ustave v skladu z načelom 
sorazmernosti, so po ustaljeni presoji Ustavnega sodišča dopustni. Tretji odstavek 15. 
člena Ustave določa, da mora biti za dosego ustavno legitimnega cilja, omejitev potrebna 
in nujna, ter v sorazmerju s pomembnostjo tega cilja. Dopustne so torej le v obsegu, ki 
prestane strogi test sorazmernosti. Tudi Evropska konvencija človekovih pravic (v 
nadaljevanju EKČP) vsebuje enako merilo za omejitve, ki v drugem odstavku 8. člena 
določa, da državni in drugi oblastni organi smejo vanjo posegati le, če je to nujno v 
demokratični družbi, ker tako narekuje javna korist ali varstvo pravic drugih, posegi pa so 
določeni z zakonom (Čebulj & Žurej, 2005, str. 21).      
 
V literaturi se varstvo osebnih podatkov pogosto označuje s pojmom informacijske 
zasebnosti, kot del posameznikove zasebnosti. Poznamo tri sestavine zasebnosti, ki jih 
navajajo tudi nekateri avtorji: to je zasebnost v prostoru, ki se nanaša na željo 
posameznika, da ima možnost biti sam, da je ločen od fizične navzočnosti drugih oseb, 
zasebnost osebnosti, ki se nanaša na svobodo misli, opredelitve in izražanja, ter 
informacijska zasebnost,  katere bistvo je zagotoviti posamezniku, da obdrži informacije o 
sebi, ne da bi bili z njimi seznanjeni tudi drugi (Čebulj, 1990, str. 6). Slednje je predmet 
obravnavanega 38. člena Ustave, ki določa varstvo osebnih podatkov kot človekovo 
pravico. Varstvo osebnih podatkov se navezuje tudi na ostale človekove pravice, ki jih 
lahko uvrstimo v okvir opredeljene posameznikove zasebnosti in te so nedotakljivost 
stanovanja, varstvo tajnosti pisem in drugih občil ter svoboda vesti. V 8. členu vsebuje to 
pravico tudi EKČP, kjer ima vsakdo pravico do spoštovanja svojega zasebnega in 
družinskega življenja, svojega doma in korespondence, vanjo pa ne smejo posegati 
državni in drugi oblastni organi, razen če je v demokratični družbi to nujno, ker tako 
narekujeta javna korist ali varstvo pravic drugih, posegi pa so določeni z zakonom.  
Glede na avtomatsko obdelavo podatkov predstavlja izvedbo te določbe Konvencija o 
varstvu posameznikov – KonVOP. V 38. členu Ustave gre za objektivno pravico, saj je 
država poleg spoštovanja varstva osebnih podatkov dolžna tudi zakonsko urediti zbiranje, 
obdelovanje, namen uporabe, nadzor in varstvo tajnosti osebnih podatkov, poleg tega pa 
tudi način seznanjanja in sodno varstvo v primeru zlorab. Možnost posameznika vplivati 
na to kdaj, kako in v kakšnem obsegu bodo informacije o njem posredovane drugim, 




zbiranja, zbiranje, obdelovanje, namen uporabe, nadzor in varstvo tajnosti osebnih 
podatkov, pa določa za predmet zakonskega urejanja in daje vsakomur pravico, da se 
seznani z zbranimi osebnimi podatki, ki se nanj nanašajo, pravico do sodnega varstva pa v 
primerih zlorab. (Šturm, in drugi, 2002, str. 409) 
 
Poleg tega, da morajo biti osebni podatki pridobljeni ter obdelani pošteno in zakonito, saj 
takšne zahteve vsebuje tudi KonVOP, ki terja sprejem ukrepov, ki bodo zagotovili, da 
bodo osebni podatki shranjeni za določene in zakonite namene, ter da se bodo obdelovali 
le podatki, ki so primerni, ustrezni in niso pretirani glede na namen zbiranja (5. člen v 
povezavi s 4. členom KonVOP).   
Tudi med zasebniki učinkuje varstvo osebnih podatkov, sodno varstvo pravic, ki jih ima 
posameznik zaradi uresničevanja varstva osebnih podatkov, pa je zagotovljeno v 
upravnem sporu. Obravnavana pravica gre glede na naravo in predmet varovanja osebnih 
podatkov samo fizičnim osebam. Posameznik, ki uživa varstvo osebnih podatkov, je 
določena ali določljiva fizična oseba, na katero se osebni podatek nanaša.  
Če so osebni podatki v skladu z načelom sorazmernosti, so posegi v varstvo teh podatkov 
iz 38. člena Ustave dopustni po ustaljeni presoji Ustavnega sodišča. Enak kriterij glede 
omejitev vsebuje tudi EKČP v drugem odstavku 8. člena. Določbe, ki varujejo človekovo 
osebno dostojanstvo, osebnostne pravice, njegovo zasebnost in varnost, in ki 
prepovedujejo vsem, tako državi, kot posameznikom poseganje v naštete pravice, imajo 
med človekovimi pravicami in temeljnimi svoboščinami posebno mesto. Po Ustavi je 
prepovedan vsak poseg v naštete pravice, razen tistih, ki so izrecno dovoljeni. Za 
posameznika se pravica do zasebnosti lahko konča samo takrat in tam, kjer nasprotuje z 
zakonsko izkazanim močnejšim interesom drugih.  V prvem odstavku 38. člena Ustave je 
kot poseben vidik zasebnosti izrecno zagotovljeno varstvo osebnih podatkov. 
Informacijska tehnologija ne prinaša le olajšav pri obdelavi podatkov in informacij, temveč 
se povečuje tudi tveganje z njenim razširjanjem na vsa področja družbenega življenja 
tako, da posameznik nima več možnosti sam odločati o tem, kdaj, kako in v kakšnem 
obsegu bodo informacije o njem posredovane drugim (Šturm, in drugi, 2002, str. 410). 
 
ZVOP-1 določa vrste in obseg pravic, ki jih ima posameznik, da bi lahko uresničeval 
varstvo osebnih podatkov. To so pravica do vpogleda v skupni katalog podatkov in 
prepisa v njem vsebovanih podatkov, pravica do vpogleda v katalog podatkov, do 
vpogleda v osebne podatke in do njihovega prepisa, pravica zahtevati od upravljavca 
zbirke osebnih podatkov izpis teh podatkov, pravica od upravljavca zahtevati seznam 
oseb, ki so jim bili posredovani osebni podatki, pravica do vpogleda v vire, na katerih 
temeljijo v zbirki vsebovani podatki in v metodo obdelave, pravica zahtevati dopolnitev ali 
popravo osebnih podatkov, vsebovanih v zbirki in pravico zahtevati izbris osebnih 
podatkov, če so bili zbrani v nasprotju z zakonom (Šturm, in drugi, 2002, str. 416).   
 
Ustava Republike Slovenije je neposredna podlaga za zakonsko ureditev varstva osebnih 
podatkov. S tem ko je Slovenija varstvo osebnih podatkov ustavno opredelila kot temeljno 
človekovo pravico, se je uvrstila v ozek krog držav, ki že na ustavni ravni zagotavljajo 




Španija, Portugalska in Švedska, precej večje število držav pa ima varstvo osebnih 
podatkov urejenih z zakonom (Cerar, 2004, str. 60). Ena izmed ustavno zagotovljenih 
človekovih pravic in temeljnih svoboščin, ki spada v okvir pravic s področja zasebnosti, je 
varstvo osebnih podatkov. Med te pravice se štejejo tudi pravica do osebnega 
dostojanstva in varnosti, varstvo pravic zasebnosti in osebnostnih pravic, nedotakljivost 
stanovanja, varstvo tajnosti pisem in drugih občil, svoboda izražanja ter svoboda vesti. Za 
38. člen Ustave bi lahko rekli, da gre za obdelovalni model, saj so določena pravila za 
urejanje dopustne obdelave osebnih podatkov na zakonski ravni in ne načelne svobode 
obdelave osebnih podatkov, ki je lahko izjemoma izrecno omejena z zakonom. Ta model 
pomeni, da je na področju obdelave osebnih podatkov prepovedano vse, razen tistega, 
kar je z zakonom izrecno dovoljeno (Pirc Musar, Bien, Bogataj, Prelesnik, Žaucer, 2006, 
str. 19).  
 
Vsaka obdelava osebnih podatkov pomeni poseg v z Ustavo varovano človekovo pravico 
do varstva osebnih podatkov, ki pa je dopusten, če je v zakonu določno opredeljeno, 
kateri osebni podatki se smejo obdelovati, jasno razviden mora biti tudi namen obdelave 
teh podatkov ter zagotovljeno ustrezno zavarovanje. Ustava RS v drugem odstavku 38. 
člena določa obveznost, da je zbiranje, obdelovanje, namen uporabe, nadzor ter varstvo 
tajnosti teh podatkov urejeno z zakonom. To pa pomeni, da je varstvo osebnih podatkov 
urejeno ne samo v splošnem zakonu, ampak tudi v drugih področnih zakonih, ki morajo 
prav tako upoštevati določbe 38. člena Ustave RS ter smiselno zagotoviti raven varstva 
osebnih podatkov, ki naj bi bila primerljiva z določbami splošnega zakona glede varstva 
teh podatkov. Takšna ustavna ureditev varstva osebnih podatkov predpisuje ureditev 
varstva osebnih podatkov v splošnem zakonu, ki določa le splošna pravila, obveznosti in 
ukrepe, s katerimi se preprečujejo nezakoniti, neustavni in neupravičeni posegi v 
zasebnost posameznika pri obdelavi osebnih podatkov, poleg tega zakona pa je potrebno 
varstvo osebnih podatkov urediti tudi v zakonih, ki urejajo posamezna področja. V 
področnih zakonih mora biti jasno določeno, katere zbirke osebnih podatkov na 
posameznem področju se bodo vzpostavile in vodile, katere vrste osebnih podatkov bodo 
posamezne zbirke vsebovale, način zbiranja in čas shranjevanja osebnih podatkov, 
morebitne omejitve pravic posameznika ter za kakšen namen se bodo zbrani osebni 
podatki uporabili (Pirc Musar, Bien, Bogataj, Prelesnik, Žaucer, 2006, str. 20-21).  
 
Na načela varstva osebnih podatkov se opira ustavna ureditev varstva osebnih podatkov. 
Ta načela so vsebovana v Konvenciji o varstvu posameznika glede na avtomatsko 
obdelavo podatkov, ki je bila sprejeta v okviru Sveta Evrope. Konvencija o varstvu 
človekovih pravic in temeljnih svoboščin, po kateri ima vsakdo pravico do spoštovanja 
svojega zasebnega in družinskega življenja, svojega doma in korespodence (Čebulj & 
Žurej, 2005, str. 13).  
 
Po ustaljeni presoji Ustavnega sodišča so posegi v varstvo osebnih podatkov iz 38. člena 
Ustave dopustni, če so v skladu z načelom sorazmernosti. Za dosego ustavno legitimnega 
cilja mora biti omejitev potrebna in nujna ter v sorazmerju s pomembnostjo tega cilja. 




konvencija o človekovih pravicah vsebuje v drugem odstavku 8. člena enako merilo za 
omejitve (Čebulj & Žurej, 2005, str. 21).   
 
Ustava je najvišji pravni akt, po svoji najvišji pravni moči, po kateri je v razmerju do 
zakonov in drugih splošnih aktov tudi izhodiščni pravni akt. Določen sistem splošnih 
pravnih aktov obstaja namreč v vsakem pravnem redu, v katerem imajo nekateri splošni 
pravni akti višjo, drugi pa nižjo veljavo. Zato je na vrhu po pravni hierarhiji teh aktov, kot 
najvišji pravni akt  - Ustava. Kot sem že omenila, je ena od oblik varstva človekove 
zasebnosti tudi varstvo osebnih podatkov. Ker število osebnih podatkov vse bolj narašča, 
je malo kje človekova zasebnost toliko bolj izpostavljena delovanju državnih organov, kot 
na tem področju. Ustava zagotavlja varstvo osebnih podatkov, saj ti predstavljajo celoto 
načel, pravil in ukrepov ter pravic posameznikov, katerih namen je preprečiti nezakonite 
posege v našo zasebnost, predvsem v osebno in družinsko življenje. Da imamo z ustavo 
zagotovljeno varstvo teh podatkov, pa menim, da je Slovenija v primerjavi z drugimi ena 
izmed redkih držav. 
 
2.2 CELOVIT PRISTOP K VARSTVU OSEBNIH PODATKOV V EVROPSKI  
UNIJI 
V Evropski uniji je pravica do varstva osebnih podatkov temeljna pravica, ki pa se razlikuje 
od pravice do spoštovanja zasebnega in družinskega življenja, čeprav sta tesno povezani. 
Ta razlika izhaja iz Listine Evropske unije o temeljnih pravicah, ki ju navaja ločeno, čeprav 
si sledita ena za drugo v sedmem in osmem členu te listine. Drugi odstavek  8. člena 
listine Evropske unije o temeljnih pravicah (2010/C 83/02) določa, da ima vsakdo pravico 
do varstva osebnih podatkov, ki se nanj nanašajo. Osebni podatki in informacije o 
posameznikih se obdelujejo v mnogih vidikih vsakdanjega življenja. Drugi odstavek 8. 
člena listine Evropske unije o temeljnih pravicah pa določa, da se morajo osebni podatki 
obdelovati pošteno, za določene namene in na podlagi privolitve prizadete osebe ali na 
drugi legitimni podlagi, določeni z zakonom. Vsakdo ima pravico dostopa do podatkov 
zbranih o njem, ter pravico zahtevati, da se ti podatki popravijo. Neodvisen organ pa 
nadzira spoštovanje teh pravil (Uradni list Evropske unije C83/389, 30. 3. 2010).  
 
To Evropsko listino je pripravila konvencija, ki jo je sprejel Evropski svet v Nici decembra 
2000 in dopolnjuje Evropsko konvencijo o varstvu človekovih pravic in svoboščin, ki je 
nastala na pobudo Sveta Evrope. Listina o temeljnih pravicah ni vključena v lizbonsko 
pogodbo, ampak ji je priložena kot izjava. Njen cilj je zaščititi temeljne pravice 
posameznikov v zvezi z akti, ki jih sprejmejo institucije Evropske unije in na podlagi 
pogodb Unije tudi države članice. Prvič v zgodovini Evropske unije so z Listino o temeljnih 
pravicah Evropske unije povzete vse politične, državljanske, gospodarske in socialne 
pravice evropskih državljanov in vseh tistih, ki živijo na ozemlju Unije. V preambuli listine 
je navedeno, da Unija temelji na nedeljivih in univerzalnih vrednotah človekovega 
dostojanstva, svobode, enakopravnosti in solidarnosti, temelji na načelih demokracije in 




oblikovanjem območja svobode, varnosti in pravice pa postavlja posameznika. Na šest 
velikih poglavij so razdeljene pravice, to so: dostojanstvo, svoboščine, enakost, 
solidarnost, državljanske pravice in pravosodje, splošne določbe pa so opredeljene v 
sedmem poglavju. Nosilci večine pravic iz listine so v skladu z načelom univerzalnosti vsi 
ljudje, ne glede na državljanstvo ali prebivališče. Cilj te listine je predvsem zaščititi 
temeljne pravice posameznikov v zvezi z akti, ki jih sprejmejo institucije Evropske unije in 
države članice pri uporabi pogodb Unije.  
Listini o temeljnih pravicah je z Lizbonsko pogodbo dodeljena zavezujoča pravna veljava 
za 25 držav članic, medtem ko je v Veliki Britaniji in Poljski glede njene uporabe 
odstopanje odobreno. Osebni podatki pomenijo vse informacije, ki se nanašajo na 
posameznika in s pomočjo katerih je mogoče neposredno ali posredno ugotoviti 
posameznikovo identiteto.  
Pravice, ki jih lahko pri obdelavi svojih osebnih podatkov uveljavimo, so: pravica biti jasno 
in razumljivo obveščeni, kdaj se naši podatki obdelujejo, pravica do dostopa do lastnih 
podatkov, pravica do popravka morebitnih napačnih ali nepopolnih podatkov, pravica, da 
v nekaterih primerih na zakonski podlagi ugovarjamo obdelavi, pravica, da se za nas ne 
sprejme samodejna odločitev za ocenitev nekaterih osebnih  vidikov ter pravica do 
prejema odškodnine od upravljavca za škodo. 
Upravljavec podatkov, ki je subjekt zasebnega ali javnega sektorja, je odgovoren za 
obdelavo osebnih podatkov in ima določene obveznosti. Zagotoviti mora spoštovanje 
posameznikovih pravic (obveščati posameznika in mu omogočiti dostop do podatkov), 
zagotoviti mora, da se posamezni podatki zbirajo samo za določene, posebne in zakonite 
namene, da so ti podatki točni in posodobljeni, ter da se hranijo dalj časa kot je potrebno. 
Izpolnjena morajo biti tudi merila za zakonito obdelavo podatkov, zaupnost in varnost 
obdelave ter da je zagotovljena ustrezna raven varstva držav, v primeru prenosa podatkov 
v države zunaj Evropske unije (Informacijski pooblaščenec, 2014). 
 
 
Evropa že ima najvišjo raven varstva osebnih podatkov. V skladu z zakonodajo EU so 
lahko osebni podatki zbrani samo zakonito pod strogimi pogoji, za zakonite namene. 
Osebe ali organizacije, ki zbirajo in upravljajo posameznikove osebne podatke, morajo 
poleg vsega tega zaščititi te podatke pred zlorabami ter spoštovati nekatere pravice 
lastnikov podatkov, ki so zagotovljene s pravom EU. Med evropsko zakonodajo, ki ureja 
varstvo podatkov, sodi tudi Direktiva 94/46/ES, ki je prenesena v nacionalne zakonodaje 
in velja za vse države članice EU, kot tudi za Islandijo, Liechtenstein in Norveško, je 
predvidela tudi posebna pravila za prenos teh podatkov zunaj EU, da bi zagotovila 
najboljšo možno zaščito vseh podatkov, ki se izvažajo v tujino (European Commission, 
2014).  
 
Tudi Direktiva 2002/58/ES o zasebnosti in elektronskih komunikacijah, z dne 12. julija 
2002, jamči obdelavo osebnih podatkov in varstvo zasebnosti na področju elektronskih 
komunikacij, ter Uredba 45/2001 o varstvu posameznikov pri obdelavi osebnih podatkov v 
institucijah in organih Skupnosti in o prostem pretoku takih podatkov, z dne 18. decembra 




institucijah in organih Skupnosti. Direktiva EU 1995 za varstvo podatkov je postavila 
mejnik v zgodovini varstva osebnih podatkov. Temeljna načela, ki zagotavljajo delovanje 
notranjega trga in učinkovito varstvo temeljnih pravic posameznikov do varstva podatkov, 
veljajo še danes. V državah članicah EU pa so razlike v načinu izvajanja zakona pripeljale 
do neenotne ravni varstva osebnih podatkov. Vsak dan prihaja v podjetjih, javnih organih 
in drugih organizacijah do prenosa velikih količin osebnih podatkov preko meja. Zaradi 
nasprotujočih se predpisov o varstvu podatkov v različnih državah bi lahko prišlo do 
prekinitve mednarodne izmenjave teh podatkov. Zato so bila ustanovljena skupna pravila 
EU, ki zagotavljajo visok standard varstva podatkov povsod v EU. Hiter tehnološki razvoj 
in globalizacija sta na področju varstva osebnih podatkov prinesla nove izzive, kot so 
spletišča za socialno mreženje, računalništvo, pametne kartice itd. Komisija predlaga 
posodobitev načel Direktive o varstvu podatkov 1995, da se v prihodnosti zagotovi pravica 
do varstva teh podatkov. Osredotočajo se na okrepitev pravic posameznikov, krepitev 
notranjega trga EU, zagotovitev visoke zaščitne ravni podatkov na vseh področjih, 
sodelovanje vključno s policijo in organi kazenskega pravosodja, zagotavljanje ustreznega 
izvajanja pravil in določanje svetovnih standardov glede varstva podatkov. (Informacijski 
pooblaščenec, 2014).  
 
Te predlagane spremembe naj bi omogočale več nadzora nad našimi osebnimi podatki, 
izboljšanje kakovosti informacij ter kaj se s podatki dogaja. Posamezniki lahko preko 
spleta izkoristijo nove tehnologije ne glede na to od kod prihajajo, pa naj gre za 
nakupovanje ali izmenjavo informacij s prijatelji po svetu. To bo pomagalo okrepiti 
zaupanje, podjetjem pa rast ter da jim je omogočeno služenje potrošnikom po vsej 
Evropi, z ustreznimi zaščitnimi ukrepi za osebne podatke s čim nižjimi stroški. To naj bi 
spodbudilo notranji trg, rast, ustvarjanje novih delovnih mest in spodbujanje inovacij. 
Odkar so bila sprejeta sedanja pravila glede varstva podatkov, so novi načini 
komuniciranja, kot so spletne socialne mreže, korenito spremenile način izmenjave 
osebnih podatkov med posamezniki, medtem ko računalništvo v oblaku pomeni, da je več 
podatkov shranjenih na oddaljenih strežnikih namesto na osebnih računalnikih, medtem 
ko 250 milijonov ljudi vsak dan v Evropi uporablja internet. Zato morajo posamezniki, v 
tem hitro spreminjajočem se okolju, ohraniti učinkovit nadzor nad svojimi osebnimi 
podatki, saj je to temeljna pravica vseh v EU, zato jo je potrebno skrbno varovati. Nova 
pravila naj bi zagotovila jasne in razumljive informacije v primeru obdelave osebnih 
podatkov, ter da se ti podatki lahko obdelujejo samo na podlagi predhodnega soglasja 
posameznika. Evropska komisija naj bi okrepila pravico, da se podatki posameznikov, ki 
jih obdeluje podjetje, lahko uničijo na primeren način, v kolikor posamezniki ne želijo, da 
ti podatki ostanejo. Komisija se prav tako zavzema za prost in enostaven dostop do teh 
podatkov, zaradi lažjega razvida, kateri osebni podatki se hranijo o nas v podjetjih ali 
javnih organih, ter prenos teh podatkov na podlagi t. i. načela prenosljivosti podatkov. V 
primeru nezakonitega uničenja, izgube, spremembe osebnih podatkov ali razkritje le-teh 
nepooblaščenim osebam, reforma zahteva, da so posamezniki in organ za varstvo 






V skladu z zakonodajo EU so lahko osebni podatki zbrani samo zakonito pod strogimi 
pogoji, za zakonite namene. Poleg tega morajo imeti osebe ali organizacije, ki zbirajo in 
upravljajo naše osebne podatke, zagotovljeno zaščito pred zlorabami in morajo spoštovati 
nekatere pravice lastnikov podatkov, ki so zagotovljene s pravom EU. Vsak dan se v EU 
preko meja prenašajo velike količine teh podatkov preko podjetij, javnih organov in 
posameznikov. Če bi si predpisi o varstvu podatkov v različnih državah nasprotovali, bi 
prekinili mednarodno izmenjavo teh podatkov, saj pri posameznikih še vedno obstaja 
negotovost glede prenosa osebnih podatkov v tujino, zaradi ravni varstva teh podatkov v 
drugih državah. Zato so bila tudi ustanovljena skupna pravila EU, ki zagotavljajo visoko 
raven varstva podatkov povsod v EU. Tudi v Direktivi o varstvu podatkov v EU so 
določena posebna pravila za prenos osebnih podatkov zunaj EU, da bi se zagotovila 
najboljša možna zaščita podatkov. Če pride kjerkoli znotraj EU do zlorabe osebnih 
podatkov, ima posameznik pravico do pritožbe. (European Commission, 2014). 
 
Evropska komisija je v januarju 2012 predlagala reformo predpisov EU IP/12/46 o varstvu 
podatkov, ki naj bi ustrezala za 21. stoletje. Sestavljena je iz osnutka uredbe, ki določa 
splošen okvir EU za varstvo podatkov in osnutek direktive o varstvu osebnih podatkov, ki 
se obdelujejo z namenom preprečevanja, odkrivanja, preiskovanja in pregona kaznivih 
dejanj in z njimi povezanih pravosodnih dejavnosti. O reformi glede varstva podatkov se 
je večkrat razpravljalo z ministri na zasedanju Sveta za pravosodje, kjer so nedavno 
dosegli načelni dogovor o »vse na enem mestu« - da bi vsaka družba, ki deluje na 
enotnem trgu, morala imeti enega samega regulativnega sogovornika v EU. Evropska 
komisija si s predlogi za celovito reformo direktive EU 1995 za varstvo podatkov prizadeva 
za krepitev pravice do zasebnosti in za povečanje evropskega digitalnega gospodarstva. 
Komisija naj bi s temi predlogi posodobila načela iz direktive iz leta 1995, ki je od takrat v 
veljavi v Evropi, temelječimi na visoki ravni varstva podatkov. Obstaja jasna potreba, da bi 
premostili vedno večji razkol med posamezniki in podjetji, ki obdelujejo osebne podatke, 
saj je večina državljanov EU zaskrbljenih glede mobilne aplikacije, kjer se zbirajo podatki 
brez njihovega soglasja, ter da bi te podatke lahko podjetje tudi razkrilo. Reforma varstva 
podatkov naj bi pravice državljanov okrepila ter ob enem pomagala obnoviti zaupanje. 
Prepričani smo lahko, da bodo novi predpisi o varstvu podatkov poskrbeli, da bodo naši 
podatki skrbno obdelani in varovani, da ne bodo prišli v roke neupravičeni osebi. Nova 
določila, pravila bodo dala državljanom spet nadzor nad njihovimi podatki, in sicer pravica 
biti pozabljen (če posameznik ne želi, da se podatki, ki se obdelujejo tudi ohranijo, če ne 
obstajajo razlogi za to, se ti izbrišejo), lažji dostop do lastnih podatkov (pravica do 
prenosljivosti podatkov bo lažja za posameznike, glede prenosa teh podatkov med 
ponudniki storitev), možnost lastne odločitve glede uporabe lastnih podatkov (za obdelavo 
podatkov mora posameznik dati soglasje, s katerim dovoljuje, da se njegovi podatki lahko 
obdelujejo), pravico vedeti, kdaj so bili naši podatki zlorabljeni (v primeru zlorabe osebnih 
podatkov, je potrebno čimprej obvestiti nacionalni nadzorni organ o resnih kršitvah 
podatkov, da se lahko sprejmejo ustrezni ukrepi) ter da je zagotovljeno varstvo podatkov 
(zagotovljeni morajo biti ukrepi za varstvo teh podatkov). 
Ugodnosti za podjetja so, da naj bi bil en zakon, Uredba določa enotno evropsko 




zakonodaj. Podjetja, ki se ukvarjajo z obdelavo teh podatkov, naj bi imela en sam 
nadzorni organ, kar je enostavnejše in cenejše zlasti za tista, ki želijo poslovati v EU, ter 
lažje, hitrejše in učinkovitejše za državljane, da bi njihovi podatki bili zaščiteni. Podjetja 
naj bi imela enaka pravila, ne glede na sedež, pri poslovanju pa morajo spoštovati strožje 
standarde tako na svojem enotnem trgu kot tista, ki imajo sedež zunaj EU. Komisija EU je 
pregledala splošni pravni okvir EU o varstvu osebnih podatkov. Glavni cilji politike za 
Komisijo so predvsem: izzivi, ki so posledica globalizacije in uporabe novih tehnologij,  
okrepitev pravic posameznikov in zmanjšanje administrativnih formalnosti, da se zagotovi 
prost pretok osebnih podatkov v EU in zunaj nje, izboljšati jasnost in skladnost pravil EU 
za varstvo osebnih podatkov in doseči dosledno in učinkovito izvajanje ter uporaba 
temeljne pravice do varstva osebnih podatkov, na vseh področjih delovanja Unije 
(European Commission, 2014).   
 
Nobena zakonodaja in institucija ne glede na to, kako dober je zakon in kako natančno je 
zapisana evropska zakonodaja o varstvu osebnih podatkov in kako uspešno informacijski 
pooblaščenec opravlja svojo nalogo, ne bo mogla nadomestiti tistega, kar bo varstvo 
osebnih podatkov postavilo na piedestal temeljnih vrednot, to je zavedanje vsakega 
posameznika, da so osebni podatki zelo dragoceni. Če pridejo v napačne roke, to pomeni 
hud poseg v zasebnost posameznika in njegove družine (Mišič & Tomšič, 2007, str. 97). 
2.2.1  IZZIVI VARSTVA OSEBNIH PODATKOV 
Direktiva 1 za varstvo podatkov iz leta 1995 je postavila mejnik v zgodovini varstva 
osebnih podatkov v Evropski uniji. Direktiva opredeljuje dva cilja evropskega 
integracijskega procesa. To sta: varstvo temeljnih pravic in svoboščin posameznikov – 
zlasti temeljna pravica do varstva osebnih podatkov na eni strani in doseganje notranjega 
trga – prost pretok osebnih podatkov na drugi strani. Dvojni cilj je še vedno veljaven, 
načela, ki so zapisana v Direktivi pa ostajajo trdna. Hiter tehnološki razvoj in globalizacija 
sta korenito spremenila svet okrog nas ter prinesla nove izzive za varstvo osebnih 
podatkov. Danes tehnologija omogoča posameznikom, da si izmenjujejo informacije na 
bolj enostaven način in so na voljo v neverjetnem obsegu, kot npr. spletišča za socialno 
mreženje, ki so se z več sto milijoni članov razširila po vsem svetu in je zato najbolj 
očiten, vendar ne edini primer tega pojava, saj temelji na internetu in računalništvu, pri 
čemer pomenijo programska oprema, sredstva v skupni rabi in podatki na oddaljenih 
strežnikih izziv za varstvo podatkov. To lahko vključuje izgubo nadzora posameznikov nad 
občutljivimi podatki in informacijami, če se ti podatki in informacije hranijo na strojni 
opremi nekoga drugega. Številne študije potrjujejo, da se stališča organov za varstvo 
podatkov zbližujejo s stališči drugih organizacij potrošnikov,  zaradi naraščanja nevarnosti 
glede zasebnosti in varstva osebnih podatkov, povezanih s spletnimi dejavnostmi. Hkrati 
postajajo tudi načini zbiranja osebnih podatkov vse bolj dodelani in jih je težje zaznati. 
Vse večja je tudi uporaba postopkov, ki omogočajo samodejno zbiranje podatkov, kot so 
npr. elektronske prometne vozovnice, cestnine ali geo-lokacijske naprave, s katerimi bi 
bilo lažje ugotoviti lokacijo posameznikov zgolj zato, ker uporabljajo mobilne naprave. 




odkrivanje posameznikov v primeru izbruha nalezljive bolezni, za preprečevanje in boj 
proti terorizmu in kriminalu, za upravljanje sistemov socialne varnosti ali za davčne 
namene, kot del aplikacij e–uprave. Na podlagi vsega tega se postavlja neizogibno 
vprašanje, ali se lahko obstoječa zakonodaja  EU o varstvu osebnih podatkov, še vedno v 
celoti in učinkovito sooča s temi izzivi. Tako so se začele številne študije, katerih 
ugotovitve so potrdile, da ključna načela Direktive še vedno veljajo in da je potrebno njen 
tehnološko nevtralen značaj ohraniti. Vendar pa je bilo ugotovljenih več problematičnih 
vprašanj, ki pomenijo posebne izzive, ki vključujejo: 
vpliv novih tehnologij: posvetovanja tako s posamezniki kot z organizacijami so potrdila, 
da je potrebno pojasniti in opredeliti uporabo načel varstva osebnih podatkov, glede novih 
tehnologij, da so ti podatki posameznikov dejansko učinkovito zaščiteni, ne glede na 
uporabljeno tehnologijo za obdelavo teh podatkov, ter da se upravljavci podatkov v celoti 
zavedajo posledic novih tehnologij, na področju varstva osebnih podatkov. To je bilo 
deloma tudi določeno z Direktivo 2002/58/ES (t. i. Direktiva o zasebnosti in elektronskih 
komunikacijah), ki dopolnjuje Direktivo o splošnem varstvu podatkov v elektronskih 
komunikacijah.  
krepitev razsežnosti notranjega trga pri varstvu podatkov: ena glavnih ponavljajočih se 
skrbi, zlasti večnacionalnih družb, je nezadostna usklajenost znotraj držav članic o varstvu 
podatkov, kljub skupnemu pravnemu okviru EU. Poudarek je na povečanju pravne 
varnosti, zmanjševanju upravnih bremen in zagotovitvi enakih konkurenčnih pogojev za 
gospodarske subjekte in druge upravljavce podatkov. 
Globalizacija in izboljšanje mednarodnih prenosov podatkov: povečana obdelava podatkov 
zlasti zunaj EU povzroča številne težave glede pravnega okvira, ki se uporablja za 
obdelavo teh podatkov in s tem povezane odgovornosti, na kar so opozorile številne 
zainteresirane strani. Glede mednarodnih prenosov teh podatkov pa mnoge organizacije 
menijo, da sedanje sheme niso v celoti zadovoljive in jih je potrebno pregledati ter 
poenostaviti, tako da bodo enostavnejše in manj obremenjujoče.   
Zagotavljanje močnejše institucionalne ureditve za učinkovito izvrševanje predpisov o 
varstvu podatkov: glede tega med interesnimi skupinami prevladuje soglasje, da je 
potrebno okrepiti vlogo organov za varstvo podatkov, da se zagotovi boljše izvajanje 
pravil o varstvu podatkov. Nekatere organizacije so tudi prosili za večjo preglednost pri 
delu iz 29. člena delovne stranke ter pojasnitev njenih nalog in pooblastil.  
Izboljšanje skladnosti pravnega okvira za varstvo podatkov: v okviru javnega 
posvetovanja so vse zainteresirane strani poudarile potrebo po vseobsegajočem 
instrumentu, ki se uporablja za postopke obdelave podatkov v vseh sektorjih in politiki 
Unije, ter zagotavlja celostni pristop, kakor tudi dosledno in učinkovito zaščito.  
 
Zgoraj navedeni izzivi zahtevajo, da naj bi Evropska unija razvila celovit in usklajen 
pristop, ki naj bi zagotavljal spoštovanje temeljne pravice varstva osebnih podatkov 
posameznikov tako v EU kot zunaj nje. Listina EU o temeljnih pravicah z 8. členom 
priznava samostojno pravico do varstva osebnih podatkov, ki je postala pravno 
zavezujoča, nova pravna podlaga pa omogoča vzpostavitev celovite in skladne zakonodaje 
Unije o varstvu posameznikov pri obdelavi njihovih osebnih podatkov in prost pretok teh 




za urejanje varstva podatkov, vključno s področja policijskega in pravosodnega 
sodelovanja v kazenskih zadevah. Področje skupne zunanje in varnostne politike je le 
delno pokrito s 16. členom PDEU, posebna pravila za obdelavo podatkov s strani držav 
članic pa je potrebno določiti s sklepom Sveta, ki temelji na drugačni pravni podlagi. Na 
podlagi teh novih pravnih možnosti Komisija daje največjo prednost zagotavljanju in 
spoštovanju temeljne pravice do varstva osebnih podatkov po vsej Uniji in v vseh njenih 
politikah, hkrati pa krepitev razsežnosti notranjega trga in omogočanje prostega pretoka 
osebnih podatkov. Poleg tega so določene tudi druge pomembne temeljne pravice in cilji 
pogodb, ki jih je potrebno v celoti upoštevati pri zagotavljanju temeljne pravice do varstva 
osebnih podatkov. Namen vsega tega je določiti nek pristop Komisiji zaradi modernizacije 
pravnega sistema EU glede varstva osebnih podatkov na vseh področjih dejavnosti Unije 
ob upoštevanju izzivov, ki so posledica globalizacije in novih tehnologij, tako da je še 
naprej potrebno zagotoviti visoko raven varstva posameznikov v zvezi z obdelavo osebnih 
podatkov na vseh področjih dejavnosti. To naj bi EU omogočilo, da bi bila še naprej 
gonilna sila pri spodbujanju visokih standardov varstva podatkov po vsem svetu (Uradno 
spletišče Evropske Unije, 2014). 
 
Nekakšen institucionalni okvir varstva osebnih podatkov nudi ZVOP-1. Zavedanje vsakega 
posameznika posebej je tisto, kar je osnova pri varovanju osebnih podatkov, ki je ne more 
nadomestiti noben zakon, saj so osebni podatki informacija, ki v napačnih rokah lahko 
povzroči veliko škode za posameznikovo zasebnost (Mišič, 2014, str. 6). 
 
Pri konceptu varstva podatkov gre za obdelavo podatkov o posameznikih, katerih podatke 
smo tako dolžni spoštovati. Da bi dosegli ta cilj, zakon predpisuje določene standarde in 
pravila. Ti se ukvarjajo z zbiranjem in uporabo podatkov kakovosti in varnosti informacij 
ter pravic posameznikov v zvezi s preglednostjo teh informacij. Več o tem v Woulds, 2004, 
str. 17.    
 
Pravica do varstva osebnih podatkov se kot posebna človekova pravica vse bolj uveljavlja 
tudi na meddržavni ravni. Posebna ustavno in mednarodnopravno priznana človekova 
pravica je pravica do varstva teh podatkov, ki zahteva obenem pa predstavlja izziv tako 
znotraj držav, kot na mednarodni ravni učinkovite nadzorne mehanizme. Z osebnimi 
podatki je potrebo ravnati pazljivo in preudarno, ter jih ne smemo zbirati za nezakonite 
namene. Poleg Direktive o zaščiti posameznikov pri obdelavi osebnih podatkov ter o 
njihovem prostem pretoku, urejajo nekatere vidike varstva osebnih podatkov tudi 
nekatere druge Direktive. Poleg njih pa je potrebno upoštevati tudi krovni zakon, to je 
ZVOP-1.    
 
2.2.2 KREPITEV PRAVIC POSAMEZNIKOV 
Cilj teh pravil iz sedanjih instrumentov EU glede varstva podatkov je, da se zaščitijo 
temeljne pravice fizičnih oseb, zlasti pa njihove pravice glede zaščite osebnih podatkov v 




pojmov, ki se nanaša na posameznika, ne glede na obliko, v kateri je izražen. Upravljavci 
osebnih podatkov pa morajo skrbeti za točnost in ažurnost podatkov. Posameznik je 
določena ali določljiva fizična oseba, na katero se nanaša osebni podatek. Fizična oseba je 
določljiva, če se jo lahko posredno ali neposredno identificira, pri čemer način 
identifikacije ne povzroča velikih stroškov, nesorazmerno velikega napora ali ne zahteva 
veliko časa. Glede ugotovitve, ali je ta oseba določljiva, bi bilo potrebo upoštevati vsa 
sredstva, za katera se pričakuje, da jih bo uporabil bodisi upravljavec ali katera koli druga 
oseba za določitev fizične osebe. Takšen pristop, ki ga je izbral zakonodajalec, ima koristi, 
ki omogočajo, da se uporabljajo za različne situacije in dogajanja, ki vplivajo na temeljne 
pravice, vključno s tistimi, ki niso predvidljive, ko je bila sprejeta Direktiva. Posledica tega 
širokega in prožnega pristopa je, da obstajajo številni primeri, kjer ni vedno jasno, kateri 
pristop bo uporabljen pri izvajanju Direktive, ali posamezniki uživajo pravice varstva 
osebnih podatkov ter ali upravljavec osebnih podatkov deluje v skladu z obveznostmi 
Direktive. Med človekovimi pravicami in temeljnimi svoboščinami imajo posebno mesto 
določbe, ki varujejo človekovo osebno dostojanstvo, osebnostne pravice, njegovo 
zasebnost in varnost ter prepovedujejo državi, pa tudi posameznikom, poseganje v 
naštete pravice. Po pravni teoriji spada pravica do varstva osebnih podatkov med 
objektivne pravice, saj je država dolžna ne le spoštovati varstvo osebnih podatkov, 
temveč tudi zakonsko urediti zbiranje, obdelovanje, namen uporabe, nadzor in varstvo 
tajnosti osebnih podatkov, poleg tega pa tudi način seznanitve ter sodno varstvo ob 
zlorabi (Prodan, 2010, str. 37). Obstajajo pa tudi primeri, ki vključujejo obdelavo posebnih 
informacij ali podatkov, kar zahteva dodatne ukrepe v skladu z zakonodajo Unije. Takšni 
ukrepi že obstajajo v nekaterih primerih, npr. shranjevanje podatkov na mobilnih 
telefonih. Na ravni EU pa bi morali obravnavati, kar zadeva kodirane podatke, podatke o 
lokaciji, kjer tehnologije omogočajo kombinacijo podatkov iz različnih virov, ali primere, 
kjer je poudarek na zaupnosti in celovitosti v informacijsko – tehnološke sisteme. 
Navedeni primeri pa zahtevajo natančno preiskavo. Komisija naj bi preučila, kako 
zagotoviti usklajeno uporabo predpisov o varstvu podatkov ob upoštevanju vpliva novih 
tehnologij na pravice in svoboščine posameznika, katere cilj je zagotoviti prosto kroženje 
osebnih podatkov v notranjem trgu (European Commission, 2014). 
2.2.3 POVEČANA PREGLEDNOST 
Preglednost je temeljni pogoj, da lahko posamezniki nadzorujejo lastne podatke in da se  
zagotovi učinkovito varstvo osebnih podatkov. Zato je bistveno, da so posamezniki na 
pregleden način dobro in jasno obveščeni, z upravljavci podatkov o tem, kdo zbira in kako 
se njihovi podatki zbirajo, obdelujejo, iz katerih razlogov, za koliko časa in kakšne so 
njihove pravice, če želijo dostopati, popraviti ali izbrisati svoje podatke. Osnovni elementi 
preglednosti so zahteve, da morajo biti informacije lahko dostopne in razumljive in da se 
uporablja jasen in razumljiv jezik. V spletnem okolju je to še posebej pomembno, kjer so 
opozorila o zasebnosti pogosto nejasna, težko dostopna, netransparentna in niso vedno 
popolnoma v skladu z obstoječimi pravili. Primer, kjer bi to lahko bilo, je spletno 
vedenjsko oglaševanje, kjer sta širjenje akterjev, vključenih v izvajanje vedenjskega 




zbiranja podatkov, kdo jih zbira in za kakšen namen. Prav tako je pomembno, da so 
posamezniki obveščeni v primeru, če so njihovi podatki po naključju ali nezakonito 
uničeni, izgubljeni, spremenjeni ter dostopni ali razkriti nepooblaščenim osebam. Glede na 
to, da obstajajo tudi tveganja za kršitev varnosti podatkov v drugih sektorjih, npr. v 
finančnem, bo Komisija preučila načine za razširitev obveznosti obveščanja o kršitvah 
varnosti osebnih podatkov na druge sektorje, v skladu z izjavo Komisije o obveščanju o 
kršitvah podatkov, ki je bila pred Evropskim parlamentom v letu 2009 v okviru reforme 
regulativnega okvira za elektronske komunikacije. To pa ne vpliva na določbe direktive o 
zasebnosti in elektronskih komunikacijah, ki je bila prenesena v nacionalno zakonodajo 
leta 2011.  
Na tem področju pa je bilo potrebno zagotoviti dosleden in skladen pristop ter preučitev 
načinov glede uvedbe v splošni pravni okvir splošne prijave kršitev osebnih podatkov, 
vključno z naslovnikom teh obvestil in meril za sprožitev obveznosti obveščanja (European 
Commission, 2014). 
2.2.4 KREPITEV NADZORA NAD LASTNIMI PODATKI 
Pomembna predpogoja za zagotovitev, da posamezniki uživajo visoko raven varstva 
podatkov, sta omejitev obdelave upravljavcev podatkov v odnosu do njegovih namenov 
(načelo zmanjšanja količine podatkov) in hramba podatkov. Članek Listine določa, da ima 
vsakdo pravico dostopa do podatkov zbranih o njem, ter pravico zahtevati, da se ti 
podatki popravijo. Posamezniki morajo vedno imeti dostop do popravka, izbrisa ali 
blokiranja svojih podatkov, razen če obstajajo utemeljeni razlogi, ki jih določa zakon, za 
preprečevanje vsega tega. Te pravice v sedanjem pravnem okviru že obstajajo, vendar pa 
je način, na katerega se lahko uveljavlja te pravice, neusklajen, zato ga je v nekaterih 
državah članicah lažje uveljaviti kot v drugih. Posebej zahtevno pa je postalo v spletnem 
okolju, kjer posamezniki pustijo za seboj veliko sledi glede osebnih podatkov, ne da bi se 
tega zavedali, ali bili o tem obveščeni, ali pa dali svoje soglasje za objavo le-teh. Posebej 
pomemben je primer spletne socialne mreže, saj predstavlja pomemben izziv za 
posameznika in učinkovit nadzor nad njegovimi osebnimi podatki. Komisija je s strani 
posameznikov prejela različne poizvedbe, ki niso bili vedno sposobni pridobiti osebne 
podatke od ponudnikov spletnih storitev, kot so njihove slike, zato so bili pri uveljavljanju 
svojih pravic ovirani glede dostopa, popravka ali izbrisa. Zato je potrebno takšne pravice 
bolj jasno okrepiti in pojasniti, poleg tega pa bi bila potrebna tudi krepitev načela 
zmanjšanja količine podatkov, ter izboljšanje načinov za dejansko uresničevanje pravice 
do dostopa, popravka, zbrisa ali blokiranja podatkov.  
Medtem ko je preglednost ključnega pomena, obstaja tudi potreba, da bi se javnost, 
predvsem pa mladi, vse bolj zavedali tveganj, povezanih z obdelavo osebnih podatkov. 
Kot je pokazala raziskava Eurobarometra iz leta 2008, je velika večina ljudi v državah 
članicah EU mnenja, da je zavedanje o varstvu osebnih podatkov v posamezni državi 
nizko. Zato bi bilo potrebno spodbujati dejavnosti ozaveščanja ter to pospeševati s 
številnimi akterji, kot so organi za varstvo podatkov držav članic, izobraževalne ustanove, 
kot tudi upravljavci podatkov in razna združenja civilne družbe. Za obdelavo 




prostovoljno dana. Ti pogoji se v državah članicah EU interpretirajo različno, saj segajo od 
splošne zahteve po pisni privolitvi do sprejemljivosti implicitne privolitve. Glede 
prostovoljnega soglasja je za posameznike težje predvsem v spletnem okolju, zaradi 
nepreglednosti politik varovanja zasebnosti, kljub zavedanju njihovih pravic. Komisija še 
vedno meni, da lahko samoregulativne pobude upravljavcev podatkov prispevajo k 
boljšemu izvrševanju predpisov o varstvu podatkov.  
Obdelava podatkov je globalizirana in zahteva razvoj univerzalnih načel o varstvu 
posameznikov pri obdelavi osebnih podatkov. Pravni okvir EU za varstvo podatkov služi 
kot merilo tudi za tretje države pri urejanju varstva podatkov. Njegov učinek in vpliv pa 
sta izjemnega pomena tako znotraj kot zunaj Unije. Zato mora Evropska unija ostati 
gonilna sila razvoja in spodbujanja mednarodnih, pravnih in tehničnih standardov za 
varstvo osebnih podatkov, ki temeljijo na ustrezni evropski ravni kot na drugih evropskih 
instrumentih o varstvu podatkov. V okviru širitvene politike EU je to še posebej 
pomembno. Ključni element pri zagotavljanju spoštovanja posameznikovih pravic je 
izvajanje in uveljavljanje načel ter pravil o varstvu podatkov. Bistvenega pomena za 
izvrševanje predpisov o varstvu podatkov v tem kontekstu je vloga organov za varstvo 
podatkov (DPA – Data Protection Act).  
So neodvisni varuhi temeljnih pravic in svoboščin v zvezi z varstvom osebnih podatkov, na 
podlagi katerih se posamezniki sklicujejo, glede zagotovitve varstva njihovih osebnih 
podatkov in zakonitosti postopkov obdelave. Zaradi tega Komisija meni, da je potrebno 
okrepiti njihovo vlogo, zlasti ob upoštevanju nedavne sodne prakse Sodišča Evropskih 
skupnosti o njihovi neodvisnosti. Zagotoviti pa bi jim bilo potrebno pooblastila in vire 
zaradi pravilnega izvajanja njihovih nalog na nacionalni ravni, zaradi sodelovanja drug z 
drugim. Komisija meni, da organi za varstvo podatkov krepijo medsebojno sodelovanje in 
dobro usklajujejo svoje dejavnosti, še posebej pri soočanju z vprašanji, ki imajo po svoji 
naravi čezmerne razsežnosti. To pa zlasti velja za večnacionalne družbe s sedežem v 
različnih državah članicah, kjer izvajajo svoje dejavnosti v vsaki od teh držav, ali kadar se 
zahteva usklajen nadzor z evropskim nadzornikom za varstvo podatkov (ENVP – evropski 
nadzornik za varstvo podatkov). Pomembno vlogo glede varstva osebnih podatkov ima 
tudi delovna skupina iz člena 29, ki poleg svoje svetovalne funkcije prispeva k enotni 
uporabi pravil EU o varstvu podatkov na nacionalni ravni. Uporaba in razlaga pravil EU s 
strani organov za varstvo podatkov pa ostaja še naprej različna. Vloga delovne skupine pri 
tem je, da usklajuje stališča organov za varstvo podatkov, ter zagotavljanje bolj enotne 
uporabe na nacionalni ravni ter s tem tudi enakovredno raven varstva podatkov. Še 
naprej je potrebno zagotavljati visoko raven varstva osebnih podatkov in zagotavljati 
pravno varnost za posameznike, javno upravo in podjetja na notranjem trgu, tako za več 
generacij. Na podlagi tega in upoštevanja Listine Evropske unije o temeljnih pravicah je 
Komisija v letu 2011 predlagala zakonodajo, katere cilj je bil revizija pravnega okvira za 
varstvo podatkov, s ciljem krepitve stališča EU pri varovanju osebnih podatkov 
posameznika v okviru politik EU, vključno z zakonodajo za uveljavljanje in preprečevanje 
kriminala, ob upoštevanju posebnosti teh območij. Tudi določbe Uredbe ES 45/2001 so se 
morale prilagoditi novemu splošnemu pravnemu okviru. Komisija bo tako še naprej 
zagotavljala ustrezno spremljanje pravilnega izvajanja zakonodaje Unije na tem področju, 




pravil EU o varstvu podatkov. Visoka in enotna raven varstva podatkov v EU bo najboljši 
način za potrjevanje in spodbujanje standardov EU za varstvo podatkov na svetovni ravni 
(European Commission, 2014). 
2.3 VARSTVO OSEBNIH PODATKOV V EVROPSKEM PRAVU  
Pravica do varstva pred zbiranjem in uporabo osebnih podatkov je na podlagi 8. člena 
Evropske konvencije o človekovih pravicah (v nadaljevanju EKČP) sestavni del pravice do 
spoštovanja zasebnega in družinskega življenja, doma in dopisovanja. Pravica do varstva 
posameznikovega zasebnega življenja pred vmešavanjem drugih, zlasti države, je bila v  
mednarodnem pravnem instrumentu prvič določena v 12. členu Splošne deklaracije o 
človekovih pravicah (v nadaljevanju SDČP) Združenih narodov iz leta 1948, ki se je 
nanašal na spoštovanje zasebnega in družinskega življenja.  
SDČP pa je vplivala tudi na razvoj drugih instrumentov o človekovih pravicah v Evropi. 
Varstvo osebnih podatkov je izrecno obravnavano v Konvenciji Sveta Evrope št. 108, ki je 
prvi mednarodno pravno zavezujoči instrument. Varstvo osebnih podatkov pa je bilo v 
pravu EU prvič urejeno z Direktivo o varstvu osebnih podatkov in je priznano kot temeljna 
pravica.  
Države imajo mednarodno obveznost, da upoštevajo EKČP. Vse države članice Sveta 
Evrope so jo že vključile v nacionalno zakonodajo ali jo začele izvajati, kar pomeni, da 
morajo ravnati v skladu z njenimi določbami (Priročnik o Evropskem pravu varstva 
osebnih podatkov (2014). Urad za publikacije Evropske unije, str. 14).  
 
Za zagotovitev, da pogodbenice izpolnjujejo svoje obveznosti na podlagi EKČP, je bilo 
ustanovljeno Evropsko sodišče za človekove pravice (v nadaljevanju ESČP), ki zagotavlja 
da države izpolnjujejo obveznosti na podlagi Konvencije.  
Tako se morajo države na podlagi 8. člena EKČP vzdržati ukrepov, s katerimi bi lahko bila 
kršena pravica iz Konvencije, v nekaterih okoliščinah pa so jim naložene tudi pozitivne 
obveznosti, da dejavno zagotovijo učinkovito spoštovanje zasebnega in družinskega 
življenja. Edini pravno zavezujoči mednarodni instrument na področju varstva osebnih 
podatkov je Konvencija št. 108, ki se uporablja za vse vrste obdelave osebnih podatkov v 
zasebnem in javnem sektorju. Njen cilj je omogočiti svoboden pretok informacij med 
državami članicami Sveta Evrope ter zagotovitev spoštovanja človekovih pravic in še 
posebej pravice do zasebnosti v zvezi s tem pretokom (Ribičič, 2007, str. 37). 
Posameznike varuje pred zlorabami, ki lahko spremljajo zbiranje in obdelavo osebnih 
podatkov, poleg tega pa naj bi bil z njo urejen tudi čezmejni prehod osebnih podatkov. 
Glede zbiranja in obdelave osebnih podatkov so v tej Konvenciji določena tudi načela, ki 
se nanašajo predvsem na pošteno in zakonito zbiranje ter avtomatsko obdelavo osebnih 
podatkov, ki so shranjeni za določene zakonite namene ter niso namenjeni uporabi, ki ni v 
skladu s temi nameni, niti se ne hranijo dlje kot je potrebno. Predvsem pa se ta načela 
nanašajo tudi na kakovost osebnih podatkov, ki morajo biti primerni, ustrezni, sorazmerni 
ter točni.  
Glede zbiranja in obdelave osebnih podatkov pa konvencija določa tudi jamstvo, ob enem 




političnega prepričanja, zdravja, verske pripadnosti ali kazenske evidence. Konvencija 
določa tudi, da ima posameznik pravico vedeti, da se podatki o njem shranjujejo, po 
potrebi pa lahko zahteva tudi njihov popravek. Če pa so ogroženi višji interesi, npr. 
obramba in varnost države, pa so v Konvenciji določene tudi omejitve teh pravic.  
Konvencija določa tudi prosti prenos osebnih podatkov med državami, ki so njene 
pogodbenice, glede samega prenosa teh podatkov v države pa so z njo določene tudi 
nekatere omejitve tega prenosa, katerih pravna ureditev ne zagotavlja ustreznega 
varstva. Konvencijo št. 108 so ratificirale vse države članice EU. Da je lahko postala 
pogodbenica tudi EU, je bila Konvencija leta 1999 spremenjena, dodatni protokol k tej 
Konvenciji št. 108 pa je bil sprejet leta 2001, s katerim so bile uvedene določbe o 
čezmejnem prenosu podatkov v države, ki niso pogodbenice, t. i. tretje države, ter o 
obvezni ustanovitvi nacionalnih nadzornih organov za varstvo osebnih podatkov. Pri 
posodobitvi te Konvencije sta bila potrjena oba glavna cilja posodobitve, to je okrepitev 
varstva zasebnosti v digitalni dobi ter utrditev mehanizma spremljanja na podlagi 
Konvencije.  
K tej Konvenciji št. 108 lahko pristopijo tudi države, ki niso članice Sveta Evrope, vključno 
z neevropskimi državami. Možnost, da se Konvencija uveljavi kot splošni standard ter 
njena odprtost bi lahko bili podlaga za spodbujanje varstva osebnih podatkov na svetovni 
ravni (Priročnik o Evropskem pravu varstva osebnih podatkov, (2014). Urad za publikacije 
Evropske unije, str. 15-16).   
 
V posameznih državah je zasebnost posameznika varovana z mednarodnimi pogodbami, 
konvencijami in veljavnim pravnim redom posamezne države. Posameznik je največkrat 
šibkejši subjekt, kadar so njegove posamezne pravice v nasprotju s pravicami države. 
Preden država poseže v zasebnost posameznika, mora zagotoviti, da je posameznikova 
zasebnost zaščitena, kar pomeni, da je samo s posameznikovim soglasjem ali na podlagi 
zakona ali ob upoštevanju načela sorazmernosti dovoljen poseg v intimo posameznika. 
Čimprej je potrebno posameznika seznaniti z ugotovitvami. Če ta meni, da so netočne, 
mora imeti možnost pravnega varstva. Premalo se poudarja, katere službe vse posegajo v 
posameznikovo zasebnost. Z uporabo sodobnih tehnologij, kot je uporaba elektronske 
pošte, dostop do interneta, uporaba mobilnega telefona, kartice zdravstvenega 
zavarovanja ter gibanja v območju videosistemov, pusti posameznik za seboj elektronsko 
sled, kajti vse to se zazna in zabeleži. To se počne avtomatsko, zato je bistvo nadzora in 
zlorabe pravice do zasebnosti v tem, da se to počne nenadzorovano, nezakonito in brez 
privolitve posameznika. Ker sodobne tehnologije omogočajo, da avtomatski sistemi te 
podatke povezujejo in združujejo, največja možnost zlorab izhaja ravno iz tega. Naloga 
sodobne države mora biti, da ko dopusti posege tudi v posameznika, te tudi nadzira z 
vidika njihove upravičenosti in jih tudi časovno omeji. Hkrati pa je njena dolžnost, da 
poskrbi, da ne prihaja do takšnih zlorab s strani zasebnih subjektov, zaradi pomanjkljive 
zakonske ureditve ali odsotnosti nadzora. Vrednote in temeljne človekove pravice so 
varnost posameznika, tako njegovega ožjega in širšega okolja, prav tako pa tudi 
nacionalna in mednarodna varnost.  V medsebojni soodvisnosti sta povezani ena in druga 




varnostnem področju, postavljen izziv, da znajo in zmorejo vzpostaviti ustrezno ravnotežje 
med obema pravicama (Brezovšek & Črnčec, 2007, str. 209-210).   
 
2.3.1 PRAVO EVROPSKE UNIJE O VARSTVU OSEBNIH PODATKOV 
Pravo EU sestavljajo primarna zakonodaja – (Pogodba o Evropski Uniji (PEU) in Pogodba 
o delovanju Evropske unije (PDEU), ki so ju potrdile vse države članice EU) in sekundarna 
zakonodaja – (uredbe, direktive, pogodbe). Najpomembnejši pravni instrument EU glede 
varstva osebnih podatkov pa je Direktiva Evropskega parlamenta in Sveta 95/46/ES o 
varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takšnih 
podatkov.  
Prosti prenos podatkov je bil potreben za prenos blaga, kapitala, storitev in ljudi na 
notranjem trgu, ta prenos pa je bil uresničljiv samo, če so se države članice lahko oprle na 
enotno visoko raven varstva osebnih podatkov.  
 
Cilj sprejetja Direktive o varstvu osebnih podatkov je bila uskladitev zakonodaje o varstvu 
teh podatkov na nacionalni ravni, je pa podobno natančna kot takrat veljavni nacionalni 
zakoni o varstvu teh podatkov. Namen Direktive 95/46/ES je za sodišče Evropske unije 
zagotoviti, da je raven varstva pravic in svoboščin v zvezi z obdelavo osebnih podatkov 
ustrezna v vseh državah članicah. Približevanje nacionalne zakonodaje pa mora stremeti k 
visoki ravni varstva v Evropski uniji. Zato mora biti harmonizacija teh nacionalnih zakonov 
celovita, države članice pa zaradi tega nimajo popolnoma prostih rok pri njenem izvajanju.  
Namen Direktive o varstvu osebnih podatkov je uresničiti načela v zvezi s pravico do 
zasebnosti, ki jih je vsebovala že Konvencija št. 108, ter jih razširiti. V direktivi 
predvidenega varstva zasebnosti oseb je zunanji neodvisen nadzor obdelav bistven 
element, s polnimi pooblastili za preiskavo, ki jih nadzorni organ lahko kadarkoli in glede 
vsakršne obdelave osebnih podatkov v javnem in zasebnem sektorju tudi uporabi (Pirc 
Musar, 2006, str. 8).  
Iz 11. člena Konvencije št. 108 izhaja ta direktiva z možnostjo, da se dodajo novi 
instrumenti varstva. Kot pomemben prispevek k učinkovitemu delovanju evropske 
zakonodaje o varstvu osebnih podatkov se je izkazala zlasti uvedba neodvisnega nadzora 
kot instrumenta za izboljšanje upoštevanje pravil o varstvu teh podatkov (Priročnik o 
Evropskem pravu varstva osebnih podatkov (2014). Urad za publikacije Evropske unije, 
str. 17-18). 
 
Z Listino Evropske unije je poleg spoštovanja zasebnega in družinskega življenja določena 
tudi pravica do varstva osebnih podatkov. To pravico morajo spoštovati in zagotavljati 
institucije EU in države članice, to pa velja tudi za države članice, ko izvajajo pravo Unije. 
Zato je Evropska komisija leta 2012 predlagala nove reforme glede varstva osebnih 
podatkov, da bi bilo potrebno ob upoštevanju hitrega tehnološkega razvoja in globalizacije 
posodobiti veljavna pravila o varstvu teh podatkov (Priročnik o Evropskem pravu varstva 





Tu gre predvsem za skupni evropski standard držav članic EU, da se na celotnem območju 
EU zagotovi učinkovito varstvo osebnih podatkov, kar pa je možno le z neodvisnim 
nadzorom (Pirc Musar, 2006, str. 10).   
2.3.2 GLAVNI VIDIKI POJMA OSEBNI PODATKI 
Po pravu EU in pravu Sveta Evrope so osebni podatki opredeljeni kot informacije, ki se 
nanašajo na določeno ali določljivo fizično osebo, to pomeni informacije o osebi, katere 
istovetnost je očitna, ali pa jo je mogoče vsaj ugotoviti na podlagi dodatnih informacij. Če 
se podatki o tako osebi obdelujejo, se ta oseba imenuje posameznik, na katerega se ti 
podatki nanašajo. Iz pravice do spoštovanja zasebnega življenja se je razvila pravica do 
varstva podatkov. Do tega varstva so zato glavni upravičenci - fizične osebe (Priročnik o 
Evropskem pravu varstva osebnih podatkov (2014). Urad za publikacije Evropske unije, 
str. 35).  
 
Na podlagi EKČP pa so te pravice zagotovljene vsakomur. Informacije po pravu EU in 
pravu Sveta Evrope vsebujejo podatke o osebi, če je posameznik določen v teh 
informacijah ali če je posameznik, tudi če ni določen v teh informacijah, opisan tako, da je 
mogoče ugotoviti z dodatnim raziskovanjem, kdo je ta posameznik, na katerega se ti 
podatki nanašajo. Z evropsko zakonodajo o varstvu osebnih podatkov sta obe vrsti 
informacij varovani enako (Priročnik o Evropskem pravu varstva osebnih podatkov (2014). 
Urad za publikacije Evropske unije, str. 36-37).  
 
Po pravu EU in pravu Sveta Evrope obstajajo posebne kategorije osebnih podatkov, ki 
potrebujejo posebno varstvo, saj lahko glede na njihovo naravo pomenijo tveganje za 
tiste posameznike, na katere se ti podatki nanašajo. Obdelava teh posebnih kategorij 
osebnih podatkov pa mora biti zato dovoljena samo s posebnimi zaščitnimi ukrepi. Zato so 
v Konvenciji št. 108 in Direktivi o varstvu osebnih podatkov opredeljene naslednje 
kategorije: osebni podatki, ki kažejo na rasno ali etnično poreklo, ki razkrivajo politična 
stališča, verska ali druga prepričanja, ter osebni podatki v zvezi z zdravjem itd.  
Pripadnost sindikatu v Direktivi o varstvu osebnih podatkov spada med občutljive osebne 
podatke, saj je lahko močan kazalnik političnega prepričanja. V Konvenciji št. 108 pa se za 
občutljive podatke štejejo osebni podatki v zvezi s kazenskimi sodbami (Priročnik o 
Evropskem pravu varstva osebnih podatkov (2014). Urad za publikacije Evropske unije, 
str. 41-42). 
 
Na učinkovitost varstva osebnih podatkov vpliva tudi metoda psevdonimizacije. Kot 
sredstvo za ohranitev tajnosti indentitete oseb se osebni podatki velikokrat uporabljajo s 
šifriranimi identifikatorji. Zato je na področju tehnologije za boljše varovanje zasebnosti 
psevdonimizacija pomembno orodje (Priročnik o Evropskem pravu varstva osebnih 
podatkov (2014). Urad za publikacije Evropske unije, str.43).  
 
Varstvo osebnih podatkov je primarno javnopravna disciplina. Da je prepovedana uporaba 




varstvo posameznika ob zlorabi osebnih podatkov garantira tretji odstavek 38. člena, 
medtem ko civilnopravno varstvo osebnih podatkov garantira Ustava. Na podlagi drugega 
odstavka 38. člena je ZVOP-1 temeljni pravni vir zbiranja, obdelovanja, namena uporabe, 
nadzora in tajnosti osebnih podatkov. Pred zlorabo osebnih podatkov pravo varuje 
posameznika (Lampe, 2004, str. 302-303).      
2.4 RABA ZAKONA O SPLOŠNEM UPRAVNEM POSTOPKU – ZUP 
82. člen Zakona o splošnem upravnem postopku (v nadaljevanju ZUP) ureja pregled 
dokumentov, obvestila o poteku postopka in dostop do informacij javnega značaja. Prišlo 
je do manjših redakcijskih sprememb. Krog oseb, ki imajo pravico do pregledovanja in 
prepisovanja dokumentov, se zožuje, izrecno pa navaja še pravico do preslikovanja 
dokumentov.  
Tako je v prvem odstavku 82. člena zgoraj navedenega zakona določeno: »(1) Stranke 
imajo pravico pregledovati dokumente zadeve in na svoje stroške prepisati ali preslikati 
potrebne dokumente v fizični ali elektronski obliki. Pregledovanje, prepisovanje in 
preslikovanje dokumentov nadzoruje določena uradna oseba, ali pa poteka v 
informacijskem sistemu organa ali v informacijskem sistemu za sprejem vlog, vročanje in 
obveščanje, v katerem stranka svojo istovetnost dokaže s svojim kvalificiranim potrdilom 
za elektronski podpis.  
(2) Pravico iz prejšnjega odstavka ima tudi vsakdo drug, ki verjetno izkaže, da ima od 
tega pravno korist.   
(3) V skladu z zakonom, ki ureja dostop do informacij javnega značaja, lahko, ne glede na 
določbe tega zakona, vsakdo ustno ali pisno zahteva od organa, da mu omogoči dostop 
do informacij javnega značaja v posameznih upravnih zadevah.  
(4) Pregled in prepis dokumentov se lahko zahteva tudi ustno. Od osebe iz prejšnjega 
odstavka sme organ v primeru dvoma zahtevati, naj pisno ali ustno na zapisnik obrazloži 
svojo pravno korist.  
(5) Če se v postopku uporabljajo podatki iz informatiziranih evidenc ter drugi podatki in 
zapisi v elektronski obliki, se ti štejejo za dokument v tej zadevi. Če so bili v postopku 
uporabljeni dokumenti, ki vsebujejo tajne podatke in so bili uporabljeni kot podlaga za 
odločitev, jih imajo stranke pravico vpogledati.  
(6) Ne morejo se pregledovati in ne prepisovati zapisniki o posvetovanju in glasovanju in 
osnutki odločb.  
(7) Stranka, prizadeti državni organi in vsakdo drug, ki verjetno izkaže, da ima od tega 
pravno korist, imajo pravico zahtevati obvestila o poteku postopka. 
(8) Zoper sklep o zavrnitvi zahtev iz prejšnjih odstavkov je dovoljena pritožba.  
(9)  Stanke imajo pravico v informacijskem sistemu za obveščanje in vročanje spremljati 
potek postopka. 
(10) Če je zadržano izvrševanje predpisa s strani pristojnega organa, mora organ v roku 
15 dni o tem pisno obvestiti stranke, ki uveljavljajo svoje pravice ali se jim nalagajo 
obveznosti«.  
(1999). Zakon o splošnem upravnem postopku (ZUP). Ur. list RS, št. 80/99, 70/00, 52/02, 





Stranke, upoštevaje določbo 60. člena ZUP pa tudi njihovi zakoniti zastopniki, začasni 
zastopniki, predstavniki in pooblaščenci, imajo pravico seznaniti se z vsemi procesnimi 
dejanji drugih strank in udeležencev postopka, kot tudi organa, ki vodi postopek, zato so 
za stranko dokumenti zadeve praviloma javni. Te dokumente zadeve ima stranka pravico 
pregledovati, prepisati ali preslikati. Tu so izjeme zapisnik o posvetovanju  in glasovanju in 
osnutki odločb,  ki jih ni mogoče pregledovati in prepisovati, ter dokumenti, ki vsebujejo 
tajne podatke in so bili uporabljeni kot podlaga za odločitev, ki jih imajo pravico 
vpogledati, ne pa tudi prepisovati izključno stranke.  
Pravico iz prvega odstavka ima tudi vsakdo drug, ki verjetno izkaže, da ima od tega 
pravno korist. Tudi za družbene organizacije in strokovna društva velja enaka ureditev, ki 
so imeli na podlagi 80. člena ZUP/86 pravico do pregleda in prepisa dokumentov, če so za 
to imeli upravičen interes.  
Tudi podatki iz informatiziranih evidenc ter drugi podatki in zapisi v elektronski obliki, če 
se uporabljajo v postopku, se štejejo za dokument v zadevi. Čeprav se ti podatki fizično 
ne nahajajo v upravnem dokumentu, se štejejo za dokumente zadeve. Pravica strank in 
drugih, ki imajo pravico pregledovati in prepisovati dokumente zadeve, se s tem razširja 
tudi na tovrstne dokumente. 
V skladu z zakonom, ki ureja dostop do informacij javnega značaja, lahko vsakdo, ne 
glede na določbe tega zakona, zahteva od organa, da mu dostop do informacij javnega 
značaja v posameznih upravnih zadevah omogoči. Zakon o dostopu do informacij javnega 
značaja pa ureja informacije javnega značaja, omejitve dostopa do zahtevane informacije 
in postopek z zahtevo.  
Pritožba je dovoljena zoper sklep o zavrnitvi zahtev iz prejšnjih odstavkov 82. člena  
ZUP-a. Odločitev o zahtevi za dostop do informacij javnega značaja pa zajema določba 
samo navidezno, saj se o njej odloča po specialnih procesnih določbah Zakona o dostopu 
do informacij javnega značaja - v nadaljevanju ZDIJZ (Breznik, Štucin, Marflak, 2008, str. 
273). 
O poteku postopka organ obvešča stranke, prizadete državne organe in druge osebe, ki 
verjetno izkažejo, da imajo od tega pravno korist, le na njihovo zahtevo. S strani 
pristojnega organa glede zadržanja izvrševanja predpisa pa je organ zavezan stranke, ki v 
postopku uveljavljajo svoje pravice ali se jim nalagajo obveznosti, uradoma obvestiti pisno 
v roku 15 dni od objave akta o zadržanju (Breznik, Štucin, Marflak, 2008, str. 274).  
 
Tudi posameznik, ki ni stranka postopka po ZUP-u, ima po 82. členu ZUP-a pravico 
pregledovati dokumente zadeve in na svoje stroške prepisati ali preslikati potrebne 
dokumente v fizični ali elektronski obliki stranka in vsakdo drug, ki verjetno izkaže, da ima 
od tega pravno korist. Če gre za informacije javnega značaja, pa lahko ne glede na 
določbe tega zakona, vsakdo od organa ustno ali pisno zahteva, da mu omogoči dostop 
do informacij javnega značaja v posameznih upravnih zadevah. Področni zakon ureja 
dovoljenost vpogleda v osebne podatke, ki se uporablja nadrejeno ZUP. Na podlagi 30. 
člena Zakona o varstvu osebnih podatkov (v nadaljevanju ZVOP-1) ima posameznik ne 
glede na postopek po ZUP, pravico: do vpogleda v katalog zbirke osebnih podatkov, do 




osebne podatke, ki so vsebovani v zbirki osebnih podatkov in se nanašajo nanj, ter 
njihovo prepisovanje ali kopiranje, do posredovanja izpisa osebnih podatkov, ki so 
vsebovani v zbirki osebnih podatkov in se nanj nanašajo, do posredovanja seznama 
uporabnikov, katerim so bili posredovani osebni podatki, kdaj, na kakšni podlagi in za 
kakšen namen, dobiti informacijo o virih, na katerih temeljijo zapisi, ki jih o posamezniku 
vsebuje zbirka osebnih podatkov, ter o metodi obdelave, dobiti informacije o namenu 
obdelave in vrsti osebnih podatkov, ki se obdelujejo, ter vsa potrebna pojasnila v zvezi s 
tem, do pojasnitve tehničnih oziroma logično-tehničnih postopkov odločanja, če se izvaja 
avtomatizirano odločanje z obdelavo osebnih podatkov posameznika.  
Na tem področju se določbe ZUP uporabljajo smiselno, zato pravica do vpogleda v lastne 
osebne podatke po ZVOP-1 prevlada nad pravico do vpogleda v spis po ZUP-u. Tako mora 
posameznik za vpogled v spis izkazati pravni interes po določbah ZUP, po ZVOP-1 pa ima 
že po zakonu pravico do vpogleda v lastne osebne podatke brez potrebnih dokazil varstva 
(Fakulteta za upravo, 2014). 
2.5 POVEZANOST OSEBNIH PODATKOV Z ZAKONOM O SPLOŠNEM 
UPRAVNEM POSTOPKU, ZAKONOM O DOSTOPU DO INFORMACIJ 
JAVNEGA ZNAČAJA IN UREDBO O UPRAVNEM POSLOVANJU 
Z zakonom o varstvu osebnih podatkov se določajo pravice, obveznosti, načela in ukrepi, 
s katerimi se preprečujejo neustavni, nezakoniti in neupravičeni posegi v zasebnost in 
dostojanstvo posameznika pri obdelavi osebnih podatkov (Informacijski pooblaščenec, 
2014).  
Določeno je, da se s tem zakonom določajo pravice posameznikov, kot je vpogled v lastne 
osebne podatke, obveznosti obdelovalcev osebnih podatkov, npr. načini zavarovanja zbirk 
osebnih podatkov, ki morajo biti določeni z internim aktom, povezovanje zbirk osebnih 
podatkov, ki vsebujejo občutljive osebne podatke, načela in ukrepi, s katerimi se 
neustavni, nezakoniti in neupravičeni posegi v zasebnost in dostojanstvo  posameznika  
pri obdelavi osebnih podatkov preprečujejo. Varstvo osebnih podatkov je del širšega 
področja varstva zasebnosti, katerega namen je varstvo dostojanstva posameznika, ki ga 
posebej ureja 34. člen Ustave RS kot temeljno človekovo pravico. Pred posegi državne 
oblasti in posameznikov pa je pravica do osebnega dostojanstva najprej obrambna 
pravica. 
 Pravica do varstva osebnih podatkov izhaja iz širše pravice varstva pravic zasebnosti in 
osebnostnih pravic, ki jih določa 35. člen Ustave RS, kot informacijska zasebnost pa 
povsod dobiva samostojno veljavo. V naši Ustavi je opredeljena v 38. členu. Ker pravice 
posameznika v zvezi z varstvom osebnih podatkov določa že Ustava RS, je bil sprejem 
tega zakona nujen. Ko ni specialnega zakona, je za vse tiste primere obdelav osebnih 
podatkov ZVOP-1 tisti, ki postavlja temeljne smernice, pravila in osnovna načela za 
kakršno koli obdelavo osebnih podatkov in hkrati tudi smernice za urejanje tega področja 
v specialnih, področnih zakonih. Zato je na področju varstva osebnih podatkov ZVOP-1 
krovni – sistemski zakon, ki predstavlja in pomeni konkretizacijo ustavne človekove 
pravice do varstva osebnih podatkov iz 38. člena Ustave RS (Pirc Musar, Bien, Bogataj, 





Ena izmed pravic posameznika je tudi pravica do vpogleda v register zbirk osebnih 
podatkov in prepis podatkov, dolžnost državnega nadzornega organa za varstvo osebnih 
podatkov pa je, da mora vsakomur dovoliti vpogled v te podatke in omogočiti prepis  
le-teh (Pirc Musar, Bien, Bogataj, Prelesnik, Žaucer, 2006, str. 233). 
 
Neustavni in nezakoniti posegi v zasebnost in dostojanstvo posameznika se tako 
preprečujejo z ZVOP-1. Prepovedi teh nezakonitih posegov pa se ne nanašajo samo na 
kršitve tega zakona, temveč tudi na kršitve drugih področnih zakonov, ki v skladu z 38. 
členom Ustave RS ter določbami ZVOP-1 določajo obdelavo osebnih podatkov na 
določenih področjih. Na načelni ravni določba 1. člena ZVOP-1 opredeljuje pravni objekt 
varstva osebnih podatkov, ki je lahko le posameznik – fizična oseba in ne pravna. Torej 
ZVOP-1 zastopa le varstvo osebnih podatkov, ki se nanašajo na posameznika kot fizično 
osebo, kar je opredeljeno tudi v 38. členu Ustave RS, da gre glede na naravo in predmet 
varovanja osebnih podatkov ta pravica samo fizičnim osebam (Pirc Musar, Bien, Bogataj, 
Prelesenik, Žaucer, 2006, str. 40). 
 
Posameznik ima na podlagi 29. člena ZVOP-1 pravico do vpogleda v register, da se 
seznani z lastnimi osebnimi podatki. Temelj za uresničevanje te človekove pravice pa 
izhaja iz 38. člena Ustave RS. Iz registra zbirk osebnih podatkov pa je razvidno, kakšne 
zbirke osebnih podatkov vodijo upravljavci javnega ali zasebnega sektorja.  
30. člen ZVOP–1 pa ureja, da ima tako posameznik s pregledom registra možnost, da se 
seznani z zbirkami teh podatkov, ki se vodijo v Republiki Sloveniji, hkrati pa ve, h 
kateremu upravljavcu lahko vloži zahtevo za seznanitev z lastnimi osebnimi podatki.  
Tako lahko na podlagi te ureditve posameznik neovirano izvršuje svojo z ustavo 
zagotovljeno pravico (Pirc Musar, Bien, Bogataj, Prelesnik, Žaucer, 2006, str. 233-234).  
 
Ena izmed pravic posameznika, ki je opredeljena v 2. točki prvega odstavka 30. člena 
ZVOP-1, je tudi, da lahko od upravljavca osebnih podatkov zahteva potrditev, ali se 
podatki v zvezi z njim obdelujejo ali ne, ter da mu je omogočen vpogled v osebne 
podatke, ki so vsebovani v zbirki in se nanj nanašajo, ter njihovo prepisovanje ali 
kopiranje. Upravljavec osebnih podatkov pa je dolžan potrditi, ali se podatki v zvezi z njim 
obdelujejo ali ne, ter posamezniku omogočiti vpogled v osebne podatke, ki so vsebovani v 
zbirki in se nanj nanašajo, ter njihovo prepisovanje ali kopiranje. Gre za udejanjanje 
temeljnega načela Direktive 95/46/ES, ki poudarja, da mora posameznik prejeti tudi 
informacijo o tem, da se podatki v zvezi z njim ne obdelujejo. Drugačna je pravica iz 3. 
točke, po kateri je posamezniku upravljavec dolžan posredovati izpis osebnih podatkov, ki 
so vsebovani v zbirki in se nanj nanašajo. Gre za pravico, da od upravljavca zahteva samo 
tiste osebne podatke iz zbirke osebnih podatkov, ki se nanj nanašajo. Upravljavec mora 
posameznikove osebne podatke razmejiti od drugih osebnih podatkov ter mu posredovati 
izpis, ki pa po izrecni določbi drugega odstavka tega člena nima narave listine ali potrdila 
po predpisih o upravnem ali drugem postopku. Izpis iz zbirke osebnih podatkov ne more 
nadomestiti listine ali potrdila po predpisih o upravnem ali drugem postopku, zato mora 




Upravno poslovanje se mora prilagajati sodobnim družbenim trendom, zato je upravni 
postopek predmet stalnega spreminjanja. Izoblikovana načela, kot so zakonitost, pravica 
do zaslišanja, zanesljivost, odločanje v razumnem roku, dostop do podatkov v lastnih 
zadevah, učinkovitost itd., je pri vodenju sodobnih upravnih postopkov potrebno na tem 
temelju upoštevati tudi v praksi Evropskega sodišča za človekove pravice in Sodišča 
Evropskih skupnosti (Pirc Musar, Bien, Bogataj, Prelesnik, Žaucer, 2006, str. 235-238).  
 
Določba 34. a člena ZUP določa, da so upravljavci zbirk osebnih podatkov, ki razpolagajo s 
podatki, ki so potrebni za ugotovitev dejstev v zvezi z vodenjem in odločanjem v 
upravnem postopku, dolžni na podlagi obrazložene zahteve organa, brezplačno, 
najkasneje v roku 15 dni, posredovati zahtevane podatke. Zahteva mora vsebovati 
navedbo zahtevanih podatkov, pravno podlago za posredovanje, namen njihove uporabe 
in številko upravne zadeve (2007). Zakon o spremembah in dopolnitvah Zakona o 
splošnem upravnem postopku (ZUP-E). Ur. list RS, št. 126/07.  
 
Ta določba v skladu z ZVOP-1 daje splošno pravno podlago, ki bo organom v upravnem 
postopku omogočala pridobitev oziroma obdelavo osebnih podatkov, potrebnih za izvedbo 
upravnega postopka. Do navedene dopolnitve zakona, ZUP ni določal pravice organov, da 
bi od fizičnih ali pravnih oseb zasebnega prava, ki so nosilci javnih pooblastil, so pa 
upravljavci osebnih podatkov, pridobivali osebne podatke, ki so pomembni v posameznem 
upravnem postopku (Breznik, Štucin, Marflak, 2008, str. 157).  
 
Upravni postopek je in vedno bo pomembno orodje javne uprave pri izvajanju njene 
izvršilne funkcije. 
Pregled dokumentov in njihov prepis ter kopiranje (82. člen ZUP) so izrazi načel varstva 
pravic strank in zaslišanja, torej v končni posledici same zakonitosti. Namen tega je 
stranko seznaniti s podlagami za odločitev, kar je omogočeno tudi morebitnim stranskim 
udeležencem in se ne sme omejevati z nalaganjem nesorazmernih stroškov kopiranja.  
Pristojni državni in občinski organi lahko vpogledajo v dokumente ter zahtevajo potrebne 
podatke, na podlagi 10. člena Zakona o odvetništvu pa tudi odvetniki, če te podatke v 
posamezni zadevi potrebujejo za opravljanje odvetniškega poklica. Nekateri upravni 
organi dovoljujejo vpoglede v dokumente osebam, ki jim kasneje ne priznajo statusa 
stranskega udeleženca in to se je izkazalo za problematično ravnanje, čeprav gre za pogoj 
obstoja pravnega interesa za zadevo. Uredbo o načinu poslovanja organov javne uprave s 
strankami, ki temelji na ZUP-u je vlada RS sprejela že marca 2001 ter tako zavezuje 
državno upravo, organe lokalnih skupnosti in nosilce javnih pooblastil (Kovač, 2004, str. 
90-91).       
 
V petem odstavku 139. člena ZUP je tako določeno: »da lahko uradna oseba za potrebe 
ugotavljanja dejanskega stanja pridobiva osebne podatke iz uradnih evidenc o stranki, ki 
je vložila zahtevo za uvedbo postopka, razen če je stranka pridobitev teh podatkov izrecno 
prepovedala. Podatke, ki se štejejo za davčno tajnost ali se nanašajo na rasno in drugo 
poreklo, politična, verska in druga prepričanja, pripadnost sindikatu, spolno vedenje, 




odstavkom priskrbi le, če tako določa zakon, ali na podlagi izrecne pisne privolitve stranke 
oziroma druge osebe, na katero se ti podatki nanašajo«. Podobno velja po šestem 
odstavku 139. člena tudi za postopke, uvedene po uradni dolžnosti, v katerih se odloča o 
pravici stranke. Glede dileme z vidika varstva osebnih podatkov pa sedmi odstavek 139. 
člena izrecno določa, da se zgoraj citirane določbe štejejo za zadostno zakonsko podlago 
za pridobivanje osebnih podatkov v smislu zakona, ki ureja varstvo osebnih podatkov, ne 
glede na to, ali posebni zakoni za posamezne vrste upravnih postopkov vsebujejo takšno 
podlago. Navedeno pa ne velja za postopke, ki se uvedejo po uradni dolžnosti in se v njih 
odloča o kakšni obveznosti stranke. Upravljavec osebnih podatkov je posamezniku dolžan 
za vsako posredovanje teh podatkov zagotoviti, da je pozneje mogoče ugotoviti, kateri 
podatki so bili posredovani, komu, kdaj in na kakšni podlagi. Prav tako je upravljavec 
osebnih podatkov dolžan posredovati informacije o namenu obdelave in vrsti osebnih 
podatkov, ki se obdelujejo (Virant, G., Kovač, P., Grmek, M., 2010, str. 47-48). 
 
V skladu s prvim odstavkom 179. člena ZUP, državni organi, organi samoupravnih lokalnih 
skupnosti in nosilci javnih pooblastil izdajajo potrdila in druge listine (izpiski, certifikati) o 
dejstvih, o katerih vodijo uradno evidenco. Po drugem odstavku 179. člena ZUP pa se za 
uradno evidenco šteje evidenca, ki je bila vzpostavljena na podlagi zakona, 
podzakonskega predpisa ali splošnega akta, izdanega za izvrševanje javnih pooblastil, npr. 
zemljiška knjiga, rojstna in poročna matična knjiga ter matična knjiga umrlih, združena v 
matični register ter register stalnega prebivalstva itd. Potrdila in druge listine o dejstvih, o 
katerih se vodi uradna evidenca, morajo biti v skladu s podatki iz uradne evidence, taka 
potrdila in druge listine pa veljajo za javne listine. Obstaja pa tudi druga vrsta potrdil, ki 
se izdajo, če tako določa poseben zakon, pri čemer se pred njihovo izdajo vodi poseben 
ugotovitveni postopek, kot je to urejeno v 180. členu ZUP. Potrdila, o katerih se uradna 
evidenca ne vodi, vsebujejo osebne podatke. Iz uradnih evidenc pa lahko uradna oseba 
pridobiva tudi osebne in davčne podatke (Pirc Musar, Bien, Bogataj, Prelesnik, Žaucer,  
2006, str. 238).  
 
Glede pridobivanja in posredovanja podatkov je natančneje urejeno v Uredbi o upravnem 
poslovanju. Uradna oseba pridobiva podatke z elektronskim ali fizičnim vpogledom v 
uradno evidenco ali na podlagi zahteve. O vpogledu se v spisu napravi uradni zaznamek. 
Vsak organ ima za svoje uslužbence pravico zahtevati od upravljavca podatkovne baze 
možnost vpogleda v uradno evidenco, kjer potrebujejo te podatke za odločanje v upravnih 
postopkih. 
Stopnja pravne varnosti državljanov in pravnih oseb, varovanje njihovih pravic in njihovo 
zadovoljstvo s storitvami javne uprave, varstvo javne koristi in pravic tretjih oseb, so 
odvisni od korektnega izvajanja ZUP-a in UUP (Virant, G., Kovač, P., Grmek, M., 2010, str. 
14).  
 
Dostop do informacij javnega značaja ureja ZDIJZ. Ta informacijo javnega značaja 
opredeljuje kot informacijo, ki izvira z delovnega področja upravnega organa v obliki 
dokumenta, zadeve, dosjeja, registra ipd., ki ga je organ izdelal sam, v sodelovanju z 




značaja je pomembno zlasti načelo prostega dostopa, katerega bistvo je, da so vse 
informacije javnega značaja prosto dostopne, razen kadar gre za izjeme, ki so tudi 
taksativno določene, in sicer v 6. členu zakona. Te izjeme so, npr. tajni, osebni podatki, ali 
podatki, ki sodijo v poslovno skrivnost idr. Ključnega pomena z vidika državljana je, da je 
pri zakonski ureditvi pravice do dostopa do informacij javnega značaja, ta pravica pravno 
varovana. Temu sta namenjeni dve pravni sredstvi, in sicer pritožba in da bo o pritožbi 
odločal poseben državni organ, to je Pooblaščenec za dostop do informacij javnega 
značaja (Bugarič, in drugi, 2004, str. 499-500). 
 
Glede vpogleda v dokumente so z Zakonom o dostopu do informacij javnega značaja 
usklajene določbe ZUP-a. Dokumenti upravne zadeve vsebujejo informacije javnega 
značaja, te pa so dostopne vsakomur, če ni podana ena od zakonskih izjem. Pri 
vpogledovanju v dokumente upravne zadeve ločimo dva režima: tisti, ki velja za stranke in 
druge osebe, ki izkažejo pravni interes ter režim za vse druge.  
Stranke in druge osebe s pravnim interesom lahko vpogledajo v vse dokumente, druge 
osebe pa lahko vpogledajo v vse dokumente na podlagi ZDIJZ, kadar ni podana izjema, 
npr. da gre za osebni podatek, davčno tajnost, tajni podatek ali podatek, katerega 
razkritje bi škodovalo poteku postopka. Možen je tudi delni dostop do podatkov, kar 
pomeni, da se deli dokumenta, ki vsebujejo podatke, ki se naj ne bi razkrili, zakrijejo 
(Virant, G., Kovač, P., Grmek, M., 2010, str. 43-44).  
 
Poleg vpogleda v register zbirk osebnih podatkov ima posameznik tudi pravico do prepisov 
podatkov iz njega. Celoten register zbirk osebnih podatkov je informacija javnega značaja, 
saj izpolnjuje vse pogoje, ki so zapisani v prvem odstavku 4. člena Zakona o dostopu do 
informacij javnega značaja (v nadaljevanju ZDIJZ): da mora informacija izvirati z 
delovnega področja organa, z njo mora razpolagati organ in nahajati se mora v 
materializirani obliki.  
Zaradi jasnosti zakonske ureditve je ta opredelitev informacije javnega značaja zelo 
pomembna, saj je informacija javnega značaja torej tista informacija, s katero razpolagajo 
organi javne oblasti in druge osebe, ki opravljajo javnopravne naloge ter je povezana z 
njihovim delovnim področjem oz. dejavnostjo. Poleg tega pa zakon določa, da se mora 
informacija javnega značaja nahajati v obliki dokumenta, zadeve, dosjeja, registra ali 
dokumentarnega gradiva. Delovna področja posameznih zavezancev so zelo različna. 
Zavezanec je torej dolžan posredovati informacijo javnega značaja oz. dokument, v 
katerem se ta nahaja, ki že obstaja oz. s kakršno razpolaga organ takrat, ko 
zainteresirana oseba zaprosi za dostop. Organ informacije, s katerimi razpolaga, ni dolžan 
predelati ali spremeniti. Dolžnost posredovanja informacij se nanaša le na tako imenovane 
surove informacije (Pličanič, in drugi, 2005, str. 81-83).    
 
V 1. odstavku 6. člena ZDIJZ je določenih enajst izjem od prostega dostopa, vendar so 
najpogosteje uporabljena izjema v praksi prav osebni podatki. Izjema, ki je navedena v 3. 
točki 6. člena ZDIJZ, pa pomeni, da organ prosilcu zavrne dostop do zahtevane 
informacije, če se zahteva nanaša na osebni podatek, katerega razkritje bi pomenilo 




Pri reševanju zahtev za dostop do informacij javnega značaja, se organi zavezanci v svoji 
praksi pogosto srečujejo z velikim številom osebnih podatkov. Po določilih ZDIJZ so organi 
tako zavezanci za dajanje informacij javnega značaja, kot tudi upravljavci zbirk osebnih 
podatkov po določilih ZVOP-1, zato je potrebna posebna previdnost pri določanju meje 
med javnim in zasebnim. Tako organi namreč odločajo o dveh pomembnih ustavnih 
pravicah, v vsakem konkretnem primeru, ki ga rešujejo.  
Organi imajo tako zelo zahtevno nalogo, saj obravnavajo dve ustavni kategoriji – pravico 
vedeti in pravico do varstva osebnih podatkov. V 2. odstavku 39. člena Ustave RS je 
določeno, da ima informacijo javnega značaja vsakdo pravico dobiti, za katero ima v 
zakonu utemeljen pravni interes, razen v tistih primerih, ki jih določa zakon (Pirc Musar, 
Bien, Petrič, Prelesnik, 2006, str. 1-2).    
 
Določilo 3. točke 1. odstavka 6. člena ZDIJZ predstavlja povezavo obeh ustavnih pravic, to 
je pravico vedeti in pravico do varstva osebnih podatkov, po katerem organ prosilcu 
zavrne dostop do zahtevane informacije, če se ta nanaša na osebni podatek, katerega 
razkritje bi pomenilo kršitev varstva osebnih podatkov v skladu z določili ZVOP-1. Da ne 
pride do neupravičene obdelave osebnega podatka, mora organ pri odločanju o konkretni 
zadevi za dostop do informacij javnega značaja zelo paziti. Tako lahko organ išče pravno 
podlago za razkritje osebnega podatka, kadar odloča o zahtevi za dostop do informacije 
javnega značaja neposredno v ustavi, ki v 1. odstavku 15. člena določa, da se človekove 
pravice in temeljne svoboščine uresničujejo neposredno na podlagi ustave. Prav ta 
ustavna določba pa neposredno omogoča tehtanje med dvema objektoma varstva, oba 
povzdignjena na ustavno raven, to je med pravico do zasebnosti po ZVOP-1 in pravico do 
informacij javnega značaja po ZDIJZ (Pirc Musar, Bien, Petrič, Prelesnik, 2006, str. 6-8).   
 
Prosilcem pa v skladu s petim odstavkom 6. člena ZDIJZ ni potrebno posredovati tistih 
zahtevanih informacij, ki so dostopne v prosto dostopnih javnih evidencah ali na drug 
način javno dostopne (objava v uradnem glasilu, publikacijah organa, medijih, strokovni 
literaturi ipd.). Posreduje se samo napotilo, kje se informacija nahaja, to pa izrecno določa 
zakon. Register zbirk osebnih podatkov pomeni javno dostopno informacijo, ki je 
objavljena na spletni strani Informacijskega pooblaščenca, zato vpogleda in prepisa 
podatkov na zahtevo posameznika ni potrebno posebej omogočati. Namen objave registra 
na svetovnem spletu je čim hitrejša seznanitev posameznika z različnimi zbirkami osebnih 
podatkov na čim bolj učinkovit in prijazen način.   
Izjeme od prosto dostopnih informacij so določene v ZDIJZ. Po praksi Informacijskega 
pooblaščenca so najpogostejša izjema prav osebni podatki, katerih razkritje bi pomenilo 
kršitev varstva osebnih podatkov v skladu z zakonom, ki ureja varstvo osebnih podatkov. 
Ena izmed ustavno zagotovljenih človekovih pravic in temeljnih svoboščin je varstvo 
osebnih podatkov, prav tako kot tudi dostop do informacij javnega značaja, ki spada v 
okvir pravic s področja zasebnosti, določba 38. člena Ustave RS pa predstavlja njen 
temelj. Da je zagotovljeno varstvo osebnih podatkov, izhaja ravno iz te ustavne določbe, 
prepovedana pa je uporaba v nasprotju z namenom njihovega zbiranja. Zakon določa 
zbiranje, obdelovanje, namen uporabe, nadzor in varstvo tajnosti osebnih podatkov. Z 




podatki, ki se nanašajo nanj (lastni osebni podatki), kot tudi pravica do sodnega varstva 
ob zlorabi osebnih podatkov posameznika. Za obdelovalni model je značilno, da so v 
zakonu določena pravila, za urejanje takšne obdelave osebnih podatkov, ki je dopustna 
oz. zakonita. To pa pomeni, da v pravnem redu RS ni načelne svobode pri obdelavi 
osebnih podatkov. Ta model izhaja iz trditve, da je na področju obdelave osebnih 
podatkov prepovedano vse, razen tistega, kar je z zakonom izrecno dovoljeno. Vsaka 
obdelava osebnih podatkov tako pomeni poseg v ustavno človekovo pravico do varstva 
osebnih podatkov. Če je v zakonu natančno in določno opredeljeno, kateri osebni podatki 
se smejo obdelovati in v kakšen namen se smejo obdelovati, je poseg v to pravico 
dopusten.  
Namen obdelave osebnih podatkov mora biti ustavno dopusten, pri sami obdelavi teh 
podatkov pa se mora spoštovati načelo sorazmernosti tako, da se smejo obdelovati le tisti 
osebni podatki, ki so primerni in nujno potrebni za uresničitev zakonsko opredeljenega 
namena (Bien Karlovšek, 2008, str. 13-14).  
 
Varstvo osebnih podatkov je po ZVOP-1 namenjeno preprečevanju nezakonitih in 
neupravičenih posegov v informacijsko zasebnost posameznika na vseh pomembnih 
področjih, zato je vsakomur, ne glede na državljanstvo in prebivališče, zagotovljeno 
varstvo osebnih podatkov. Osebni podatek je izjemno širok pojem in pokriva vse 
informacije, ki jih je mogoče povezati ali navezati na neko osebo. Pravna ureditev 
vprašanja varstva osebnih podatkov je eno izmed najtežjih področij, po drugi strani pa 
eno od najpomembnejših, saj osebni podatki predstavljajo eno od najbolj pogosto 
uporabljenih izjem v primerih, ko prosilci zahtevajo informacije javnega značaja. 
Vprašanje varstva osebnih podatkov v večini držav predstavlja vprašanje razmerja med 
zakoni, ki urejajo prost dostop in zakoni, ki urejajo varstvo osebnih podatkov. Bistvena je 
pravilna razlaga zakonov o varstvu osebnih podatkov, saj je definicija osebnega podatka 
praviloma zelo široka, obenem pa ne smemo pozabiti, da ti zakoni obstajajo zaradi 
določenega in pravno opredeljenega razloga, to je zaradi varstva temeljnih pravic in 
svoboščin oseb, predvsem njihove pravice do zasebnosti (Pličanič, in drugi, 2005, str. 
116-117) .   
 
V ZDIJZ so določene tudi okoliščine, v katerih izjeme od prosto dostopnih informacij ne 
pridejo v poštev. 1. alineja tretjega odstavka 6. člena ZDIJZ določa, da se glede na 
določbo prvega odstavka dostop do zahtevane informacije dovoli, če gre za podatke o 
porabi javnih sredstev ali podatke, ki so povezani z opravljanjem javne funkcije ali 
delovnega razmerja javnega uslužbenca, razen v primerih, ko zakon, ki ureja javne 
finance, ali zakon, ki ureja javna naročila, določata drugače. S tem je določeno, v katerih 
primerih osebni podatki niso varovani v skladu z ZVOP-1, ampak je njihovo razkritje 
dopustno oz. ne predstavlja neustavnega, nezakonitega in neupravičenega posega v 
dostojanstvo in zasebnost fizičnih oseb. ZDIJZ je namreč eden od področnih zakonov, ki 
določa obdelavo osebnih podatkov v javnem sektorju (Bien Karlovšek, 2008, str. 15-17).  
 
Uredba o upravnem poslovanju (v nadaljevanju UUP) je po pravni naravi podzakonski 




poslovanju je izdana v obliki uredbe, torej kogentnega predpisa. Ta uredba ureja ne samo 
razmerja javne uprave do strank, ampak bolj ali manj celotno upravno poslovanje, tudi 
obsežno upravljanje dokumentarnega gradiva. UUP je nepogrešljiva za delo v javni upravi 
in je z Zakonom o splošnem upravnem postopku neločljivo povezana, saj natančneje ureja 
številne institute upravnega postopka in vprašanja, ki so z njim povezana. Izdana je na 
podlagi dveh zakonov, in sicer: Zakona o splošnem upravnem postopku (ZUP) in Zakona o 
državni upravi (ZDU) (Kovač, Remic, Stare, 2008, str. 12). 
 
UUP tako skorajda v celoti na enem mestu določa poslovanje javne uprave, v razmerju do 
strank in notranje. UUP šteje kot stranke vse osebe, ki komunicirajo z javno upravo, razen 
pri dajanju konkretnih informacij, ko se UUP nujno opira na opredelitev statusa stranke po 
ZUP.  
V temelju UUP določa, da morajo upravni organi strankam posredovati tri vrste informacij. 
To so: splošne informacije o storitvah oziroma v postopkih, ki so v pristojnosti organov, 
konkretne informacije v že uvedenih upravnih in drugih postopkih, informacije javnega 
značaja, ki sodijo bodisi med splošne bodisi med konkretne informacije, ki predstavljajo 
posebno kategorijo (Kovač, Remic, Stare, 2008, str. 34). 
 
Od začetka veljavnosti UUP je poteklo že kar nekaj časa. Zagotavljanje splošnih informacij 
še ni v celoti zaživelo. V reformi slovenske uprave je ta uredba pomemben mejnik, saj 
pomeni kodifikacijo minimalnih standardov kakovosti, ki jo je uprava dolžna zagotavljati 
svojim uporabnikom. V določenem delu razširja tudi pravico do pregleda dokumentov po 
ZUP (Kovač, 2004, str. 91). Uredba med drugim tudi določa, da morajo organi zagotavljati 
splošne informacije preko svetovalca za pomoč strankam oziroma preko drugih javnih 
uslužbencev v obliki pisnih informacij, kot so brošure, zloženke, itd; ki so strankam 
dostopne v sprejemnih prostorih organa in na drugih ustreznih mestih, ter preko 
svetovnega spleta na enotnem državnem portalu e-uprava in na spletni strani organa. Ta 
določba je obvezna in velja za vse organe, tako za državne organe, samoupravne lokalne 
skupnosti, kot tudi za nosilce javnih pooblastil. Marsikdaj se ob vstopu v kakšno 
ministrstvo hitro občuti, da se tam ta določba ne izvaja, zloženke ali druge podobne 
tiskovine je mogoče najti le na posameznih ministrstvih, vendar ne na vseh. Marsikje pa o 
svetovalcu za pomoč strankam še slišali niso. Pregled spletnih strani kaže na to, da imajo 
ministrstva nekaj splošnih informacij objavljenih na spletu, a so v večini zelo strokovno 
sestavljena. Le redki imajo poljubno rubriko, namenjeno občanu, kjer s preprostimi 
besedami povedo kaj o sebi. Nekatera ministrstva so preko telefona zelo težko dostopna, 
ali pa se oglaša sodobna tehnika, kjer se posluša glasba, ki se ponavlja in prijeten glas, ki 
na drugi strani pove, kdaj ima organ uradne ure. To naj ne bi bilo v skladu z uredbo. 
Zagotavljanje splošnih informacij je potrebno izvajati ves poslovni čas. Tako mora organ v 
poslovnem času zagotoviti fizični in telefonski dostop do javnega uslužbenca, ki lahko 
občanu zagotovi splošne informacije o upravnih in drugih javnih storitvah. Organ naj bi 
tako takšne informacije zagotavljal preko svetovalca za pomoč strankam in to v 
sprejemnem prostoru, ki mora biti temu tudi ustrezno označen, to pa je med ministrstvi 




Posebej gre opozoriti na neizvajanje določila o tem, da organ na primeren način objavi 
seznam uradnih oseb, ki so v skladu z zakonom pooblaščene za vodenje postopkov in za 
odločanje v področnih upravnih zadevah. Kakšen naj bo primeren način, ni povsem jasno, 
občan pa se upravičeno sprašuje, kje naj najde ta seznam. Primernost pa naj bi določal 
poseben pravilnik o enotni podobi, ki pa žal ne bo veljal za vse organe. Nekateri organi, 
npr. samoupravne lokalne skupnosti bodo take sezname še naprej objavljale po svojem 
tolmačenju »primernega načina«. Primeren in kulturen seznam uradnih oseb organa naj bi 
bil izobešen na posebnem in posebej vidnem mestu (Štriker, 2007, str. 123-124).  
 
Pri organu ima stranka možnost zahtevati vpogled, prepisovanje, pregledovanje in 
kopiranje posameznih dokumentov konkretne upravne zadeve, kot izhaja že iz samega 
zakona. Občani se premalo zavedajo, na kar nas opozarja uredba, da dokumentov ni 
dovoljeno izročati fizični osebi, da bi ta z njimi hodila do organizacij za kopiranje ipd.  
Kakršno koli prepisovanje dokumentov, kopiranje ali pregledovanje lahko poteka le pod 
nadzorom uradne osebe. V tem delu, ki se nanaša na pridobivanje in posredovanje 
podatkov iz uradnih evidenc, je UUP prevzela določbe Uredbe o pridobivanju in 
posredovanju podatkov med organi javne uprave za potrebe upravnih postopkov.  
Obveznost je določena že s samim zakonom, da organ oziroma uradna oseba, ki vodi 
postopek, po uradni dolžnosti pridobi podatke o dejstvih, o katerih obstaja uradna 
evidenca, pri čemer ni pomembno, ali jo vodi organ, ki je pristojen za odločanje o 
konkretni upravni zadevi, ali kak drug državni organ, organ samoupravne lokalne 
skupnosti ali nosilec javnega pooblastila. Dolžnost pridobivanja in posredovanja podatkov 
se nanaša na podatke iz uradnih evidenc, to je vseh evidenc, ki so vzpostavljene na 
podlagi zakona, podzakonskega predpisa ali splošnega akta za izvrševanje javnih 
pooblastil. Pri pridobivanju podatkov iz uradnih evidenc pa je potrebno upoštevati tudi 
določene omejitve. Organ lahko podatke iz uradnih evidenc pridobiva le, če jih potrebuje 
pri odločanju o konkretni upravni zadevi iz svoje pristojnosti. Ker pa so podatki iz uradnih 
evidenc praviloma tudi osebni podatki, je po ZVOP-1 za pridobivanje nujna neposredna 
zakonska podlaga, stranko pa se mora v skladu z UUP opozoriti, da lahko osebne podatke, 
ki se nanašajo nanjo, predloži tudi sama, ali da organu pisno prepove njihovo 
pridobivanje. Organ lahko podatke, ki se štejejo za davčno tajnost ali se nanašajo na 
rasno in drugo poreklo, politična, verska in druga prepričanja, pripadnost sindikatu, spolno 
vedenje, kazenske obsodbe ter zdravstvene podatke – občutljivi osebni podatki, pridobi iz 
uradnih evidenc le, če tako določa zakon, ali če da stranka ali druga oseba, na katero se ti 
podatki nanašajo, izrecno pisno privolitev (Kovač, Remic, Stare, 2008, str. 87).   
 
Z UUP sta določena dva načina pridobivanja podatkov iz uradne evidence. Organ lahko te 
podatke pridobi z vpogledom v uradno evidenco ali pa se na pristojni organ obrne s 
fizično ali elektronsko zahtevo. Z elektronskim ali fizičnim vpogledom v uradno evidenco je 
možno opraviti pridobivanje podatkov z vpogledom. Glede na stopnjo informacijske 
podpore za vodenje uradnih evidenc prevladujejo predvsem elektronski vpogledi. Uradna 
oseba mora imeti, ne glede na način vpogleda, pooblastilo predstojnika, upravljavec 
uradne evidence pa mora konkretni uradni osebi priznati pravico do vpogleda. Če se mu 




pooblastilo, mora to preveriti pri organu, ki je posredoval zahtevo za dodelitev te pravice 
(Kovač, Remic, Stare, 2008, str. 87). 
 
Uradna oseba, ki ima pravico in možnost sama vpogledati v informatizirano uradno 
evidenco, mora na ta način podatke tudi pridobivati. O vpogledu v uradno evidenco je 
potrebno napraviti uradni zaznamek, iz katerega morajo biti razvidni naziv uradne 
evidence, datum in ura vpogleda ter podatki, ki so bili z vpogledom pridobljeni, kar je 
skladno s prvim odstavkom 201. člena UUP. Takšen uradni zaznamek mora uradna oseba 
tudi podpisati v skladu z zahtevami ZUP-a. Kadar uradna oseba nima možnosti vpogleda v 
uradno evidenco, mora podatke pridobiti s pisno zahtevo, ki jo lahko po fizični ali 
elektronski poti posreduje pristojnemu organu. Vse elektronske zahteve pa morajo biti 
varno elektronsko podpisane s kvalificiranim digitalnim potrdilo, izjemoma pa UUP 
dopušča, če zahteva, ki je dana po elektronski poti, ni podpisana, mora biti iz nje 
razvidno, da je bila poslana s strani pooblaščene osebe. Kadar je predmet elektronskega 
prenosa občutljiv osebni podatek, izjeme niso dovoljene in ne veljajo.  
Organ, ki je zaprošen za posredovanje podatkov, jih mora praviloma sporočiti še istega 
dne, ko je zahtevo prejel oziroma najkasneje v roku 15 dni, če ni s področnim predpisom 
določen drugačen rok.  
Podatki se lahko posredujejo tako po fizični kot elektronski poti. Pri pridobivanju podatkov 
iz uradnih evidenc je Vlada Republike Slovenije za enotno izvrševanje obveznosti organov 
sprejela več sklepov. Potrebno je posebej poudariti, da je z enim od teh sklepov, 
upravnim organom in nosilcem javnih pooblastil naloženo, da obveznostim pridobivanja 
podatkov prilagodijo vse obrazce vlog, na način da bo iz njih razvidno, katere podatke bo 
pridobil organ za stranko, v primeru tajnih in občutljivih podatkov pa mora obrazec 
vsebovati izjavo, s podpisom katere bo stranka soglašala, da organ lahko pridobi tudi 
tovrstne podatke namesto nje (Kovač, Remic, Stare, 2008, str. 89).    
       
Poleg zakona tudi uredba prinaša na tem področju pomembno novost, ki pa se v praksi še 
ne izvaja. Stranka naj bi prepisovanje, pregledovanje in kopiranje dokumentov lahko 
izvedla sama s pomočjo informacijskega sistema. Tako bi občan kot stranka imel dostop 
do svoje konkretne zadeve brez posredovanja fizične osebe. Konkretni dokument bi si 
lahko prenesel ali presnel na svoj računalnik, preko varnega elektronskega poslovanja 
brez nepotrebnih pisnih ali drugačnih vlog. Trenutno se ta možnost še ne izvaja, čeprav 
uredba in zakon že veljata. Predvsem je s strani uradnih oseb in organov čutiti 
nezaupanje do takšnega načina pridobivanja podatkov. Zato je stranka še vedno vezana, 
da se z uradno osebo dogovori o datumu, kraju in času o tem, kdaj bo lahko pridobila 
(pregledovala, si prepisovala ali kopirala) dokumente iz konkretne upravne zadeve. 
Takšen način pa zahteva določen čas ter izrabo delovnega časa uradne osebe, vendar pa 
uredba posebej ne določa, kateri so nujni primeri, ko naj bi uradna oseba zagotovila 
takšno pregledovanje dokumentov tudi izven uradnih ur, saj gre tako za prosto presojo 




2.6 FUNKCIJA POSTOPKA ZA UVELJAVITEV PRAVICE VPOGLEDA V 
LASTNE OSEBNE PODATKE  
Vsakemu posamezniku je zagotovljena pravica do seznanitve z lastnimi osebnimi podatki 
na podlagi tretjega odstavka 38. člena Ustave RS. Ta pravica je v 30. členu ZVOP-1 
konkretizirana, obenem pa določa, da je upravljavec osebnih podatkov dolžan 
posamezniku na njegovo zahtevo omogočiti vpogled v katalog zbirke osebnih podatkov, 
potrditi ali se v zvezi z njim podatki obdelujejo ali ne in mu omogočiti vpogled v osebne 
podatke, ki so v zbirki osebnih podatkov vsebovani in se nanašajo nanj, ter njihovo 
prepisovanje ali kopiranje, posredovati izpis osebnih podatkov, ki so vsebovani v zbirki 
osebnih podatkov in se nanašajo nanj, posredovati seznam uporabnikov, katerim so bili 
osebni podatki posredovani, kdaj, na kakšni podlagi (2007). Zakon o varstvu osebnih 
podatkov ZVOP-1-UPB1. Ur. list RS, št. 94/07.  
 
Učinkovitost pravnih pravil, zlasti pravic posameznikov, na katere se nanašajo osebni 
podatki, je zelo odvisna od obstoja ustreznih mehanizmov za njihovo uveljavljanje. V 
evropski zakonodaji o varstvu osebnih podatkov velja, da mora imeti posameznik, na 
katerega se nanašajo osebni podatki, na podlagi nacionalne zakonodaje pravico do 
varstva svojih podatkov. Zato pa morajo biti z nacionalno zakonodajo ustanovljeni tudi 
neodvisni nadzorni organi, ki posameznikom, na katere se nanašajo osebni podatki, 
pomagajo pri uveljavljanju njihovih pravic in nadzorujejo obdelavo osebnih podatkov. Na 
podlagi EKČP in Listine pa je zagotovljena pravica do učinkovitega pravnega sredstva, kar 
pomeni, da mora imeti vsaka oseba na voljo pravna sredstva.       
Na podlagi nacionalne zakonodaje ima vsakdo pravico, da od katerega koli upravljavca 
zahteva informacije o tem, ali ta obdeluje njegove osebne podatke. Posamezniki, na 
katere se ti osebni podatki nanašajo, pa imajo na podlagi nacionalne zakonodaje pravico: 
dostopati do svojih podatkov pri katerem koli upravljavcu, ki obdeluje take podatke, 
upravljavec, ki obdeluje njihove osebne podatke, le-te, če so netočni, popravi ali po 
potrebi tudi blokira, upravljavec izbriše ali po potrebi blokira njihove osebne podatke, če 
jih obdeluje nezakonito. 
V pravu EU 12. člen Direktive o varstvu osebnih podatkov vsebuje elementne pravice 
posameznikov, na katere se nanašajo osebni podatki, do dostopa, vključno s pravico, da 
od upravljavca dobijo potrditev, ali se podatki v zvezi z njim obdelujejo ali ne, ter 
informacije glede namenov obdelave, vrste zadevnih in prejemnikov, ki so jim podatki 
posredovani ter popravke, izbris ali blokiranje podatkov, katerih obdelava ni v skladu z 
določbami te direktive, predvsem zaradi netočnih ali nepopolnih podatkov. 
Enake pravice obstajajo tudi v pravu Sveta Evrope, ki morajo biti zagotovljene z 
nacionalno zakonodajo 8. člen Konvencije št. 108.  
V skladu z 9. členom Konvencije in 13. členom Direktive o varstvu osebnih podatkov je 
mogoče obveznost upravljavcev, da odgovorijo na zahtevo za dostop, omejiti zaradi 
prevladujočih pravnih interesov drugih. Javne interese, kot so nacionalna varnost, javna 
varnost in pregon kaznivih dejanj, lahko vključujejo prevladujoči pravni interesi, zasebni 
interesi pa so prepričljivejši od interesov varstva podatkov. V demokratični družbi morajo 




kot so npr. zdravstvene indikacije, je lahko zaradi samega varstva osebnih podatkov 
omejitev preglednosti nujna. To pa se nanaša zlasti na omejevanje pravice do dostopa 
vsakega posameznika, na katerega se osebni podatki nanašajo (Priročnik o Evropskem 
pravu varstva osebnih podatkov, 2014. Urad za publikacije Evropske unije, str. 103-104). 
 
Po pravu Sveta Evrope je z 8. členom Konvencije št. 108 izrecno priznana pravica do 
dostopa do lastnih osebnih podatkov. O tem, da obstaja pravica do dostopa do informacij 
o osebnih podatkih, ki jih imajo ali uporabljajo drugi in da ta pravica izhaja iz potrebe po 
spoštovanju zasebnega življenja, je večkrat odločilo ESČP.  
Pravica do dostopa do lastnih osebnih podatkov je v pravu EU izrecno priznana z 12. 
členom Direktive o varstvu osebnih podatkov, kot temeljna pravica pa v drugem odstavku 
8. člena Listine. 12. člen navedene Direktive določa, da morajo države članice vsakemu 
posamezniku, na katerega se nanašajo osebni podatki, zagotoviti pravico do dostopa do 
osebnih podatkov in informacij. Vsak posameznik, na katerega se nanašajo osebni 
podatki, ima pravico, da dobi od upravljavca potrditev, ali se podatki v zvezi z njim 
obdelujejo ali ne, ter informacije glede: namenov obdelave, vrste zadevnih osebnih 
podatkov, osebnih podatkov, ki so v obdelavi, prejemnikov ali vrste le-teh, ki so jim 
posredovani osebni podatki, razpoložljivih informacij o viru osebnih podatkov, ki se 
obdelujejo, logike, ki so pri avtomatiziranih odločitvah zajete v vse avtomatske obdelave 
osebnih podatkov. 
Informacije, ki jih mora zagotoviti upravljavec, se lahko dodajo z nacionalno zakonodajo, 
npr. navedba pravne podlage za obdelavo osebnih podatkov. Upravljavec mora tako 
posamezniku, na katerega se nanašajo osebni podatki, podrobneje pojasniti, kaj obdeluje. 
Na zahtevo za dostop do teh informacij je potrebno navesti tudi informacije o viru osebnih 
podatkov, ki jih upravljavec obdeluje. To določbo pa je potrebno razumeti z vidika načel 
poštenosti in odgovornosti. Informacij o viru podatkov upravljavec ne sme uničiti, zato da 
mu jih ne bi bilo treba razkriti, prezreti pa ne sme niti običajnega standarda in 
ugotovljenih potreb po dokumentiranju svojih dejavnosti. Upravljavec ne izpolnjuje svojih 
obveznosti v zvezi s pravico do dostopa, če ne vodi dokumentacije o viru osebnih 
podatkov, ki se obdelujejo.  
Ali se pravica do dostopa do informacij nanaša na preteklost ter na katero obdobje v 
preteklosti, v navedeni direktivi ni pojasnjeno. V sodni praksi Sodišča EU je poudarjeno, 
da ne smejo neupravičeno veljati časovne omejitve glede pravice do dostopa do osebnih 
podatkov. Posameznikom, na katere se nanašajo osebni podatki, je treba razumno 
omogočiti, da dobijo informacije o preteklih postopkih obdelave podatkov (Priročnik o 
Evropskem pravu varstva osebnih podatkov, 2014, Urad za publikacije Evropske unije, str. 
106-107). 
 
Storitev vpogleda v lastne osebne podatke mogoča posamezniku vpogled v lastne osebne 
podatke, ki se o njem zbirajo v Centralnem registru prebivalstva (v nadaljevanju CRP), to 
je osrednja podatkovna baza z najosnovnejšimi podatki o prebivalstvu Slovenije. Upravlja 
ga Ministrstvo za notranje zadeve Republike Slovenije. Podatki o prebivalstvu se v CRP-ju 
centralno zbirajo, obdelujejo, hranijo ter uporabljajo z namenom spremljati stanje in 




rojstva, prebivališče in vrsta prebivališča, državljanstvo, zakonski stan, volilna pravica, 
EMŠO (matere, očeta, zakonca in otrok), identifikatorji za povezovanje z administrativnimi 
zbirkami podatkov, ter datumi in podatki o dogodkih, spremembah in popravkih. Ker so 
podatki CRP-ja osebni podatki, je glavno načelo varstvo in zavarovanje osebnih podatkov, 
kar ureja Zakon o varstvu osebnih podatkov.  
CRP pridobiva te podatke iz različnih virov, kot so: Matični register (rojstvo, smrt, 
državljanstvo, sklenjena zakonska zveza, sprememba osebnega imena, razveza), 
Bolnišnični informacijski sistem (elektronska prijava rojstva), Register stalnega 
prebivalstva (prijava, odjava prebivališča, volilna pravica, gospodinjstvo), Register tujcev 
(dovoljenje za prebivanje tujca), Zbirka podatkov o zaposlovanju tujcev (določitev EMŠO 
tujcu), Register državljanstev (pridobitev in prenehanje državljanstva), Register 
evidenčnih tujcev (uveljavljanje pravic ali uresničevanje dolžnosti v Republiki Sloveniji) 
Azilni register (prosile za mednarodno zaščito), Register prostorskih enot (občina, naselje, 
ulica, hišna številka, številka stanovanja, poštna številka, volišče), Register davčnih 
zavezancev (davčna številka fizične osebe).  
CRP delujve v ozadju kot podpora celotni upravi. Bistvo tega je množična uporaba 
podatkov. Vseskozi se tudi dopolnjuje, razvija in nadgrajuje (Tršinar, 2006, str. 703-708). 
Za uporabo storitve vpogleda v lastne osebne podatke zadošča veljavno kvalificirano 
digitalno potrdilo enega izmed izdajateljev, kot so: SIGEN-CA, SIGOV-CA, POŠTA®CA, 
Halcom-CA itd.  
Podatke iz CRP-ja pa lahko pridobivajo državni organi in drugi uporabniki, ki potrebujejo 
podatke o prebivalstvu za opravljanje predpisanih nalog, za vodenje zbirk podatkov o 
posameznikih ali za izvajanje statističnih, socioekonomskih in drugih raziskovanj. 
Uporabniki lahko te podatke pridobijo, če imajo podlago v zakonu, pisni zahtevi ali v pisni 
privolitvi posameznika, na katerega se nanašajo (Državni portal Republike Slovenije, 
2014). 
 
2.6.1  PRAVICA DO SEZNANITVE Z LASTNIMI OSEBNIMI PODATKI  
Zbirk osebnih podatkov je ogromno, ne dosti manj pa je tudi upravljavcev, ki podatke o 
nas zbirajo in dalje obdelujejo. Pravica do seznanitve z lastnimi osebnimi podatki je na 
podlagi tretjega odstavka 38. člena Ustave Republike Slovenije zagotovljena vsakemu 
posamezniku. V 30. členu ZVOP-1 je ta pravica tudi konkretizirana. Ta določa, da je 
upravljavec osebnih podatkov na posameznikovo zahtevo dolžan omogočiti vpogled v 
katalog zbirke osebnih podatkov, potrditi, ali se podatki v zvezi z njim obdelujejo ali ne, 
ter mu omogočiti vpogled v osebne podatke, ki so v zbirki osebnih podatkov vsebovani in 
se nanj tudi nanašajo, prav tako njihovo prepisovanje ali kopiranje, posredovati izpis teh 
podatkov, ki so vsebovani v zbirki osebnih podatkov in se nanj nanašajo, posredovati 
seznam uporabnikov, katerim so bili ti podatki posredovani, ter kdaj, na kakšni podlagi in 
za kakšen namen, dati informacijo o namenu obdelave in vrsti osebnih podatkov, ki se 
obdelujejo, ter vsa potrebna pojasnila v zvezi z njimi, v primeru izvajanja 
avtomatiziranega odločanja obdelave osebnih podatkov posameznika pa je potrebno 




1 mora upravljavec osebnih podatkov na posameznikovo zahtevo, na katerega se ti 
podatki nanašajo, le-te tudi dopolniti, popraviti, blokirati ali izbrisati osebne podatke, za 
katere posameznik dokaže, da so netočni, nepopolni ali neažurni, ali da so bili izbrani ali 
obdelani v nasprotju z zakonom.  
Skladno z določilom drugega odstavka 31. člena ZVOP-1 mora upravljavec  osebnih 
podatkov posamezniku omogočiti vpogled, prepis, kopiranje in potrdilo po 1. in 2. točki 
prvega odstavka 30. člena tega zakona praviloma istega dne, ko je prejel zahtevo, 
najkasneje pa v 15 dneh, ali pa ga v tem enakem roku pisno obvestiti o razlogih zaradi 
katerih ne bo omogočil vpogleda, prepisa, kopiranja ali izdaje potrdila.  
Izpis iz 3. točke, seznam iz 4. točke, informacije iz 5. in 6. točke ter pojasnilo iz 7. točke 
prvega odstavka 30. člena tega zakona pa mora upravljavec posamezniku posredovati v 
30 dneh od dneva, ko je prejel zahtevo, ali pa v istem roku pisno obvestiti posameznika o 
razlogih, zaradi katerih mu izpisa, seznama, informacij ali pojasnila ne bo posredoval 
(Informacijski pooblaščenec, 2014). 
 
Pravica vpogleda v spis se v slovenskem pravnem redu ureja kot skupek več upravičenj v 
82. členu ZUP. Vsebinsko so te pravice povezane, a med seboj v bistvenem različne glede 
na pravno podlago za stvarno legitimacijo, njihov materialnopravni ali procesnopravni 
značaj, obseg dostopa, postopek uveljavitve itd. Temeljni pravici sta: pravica do vpogleda 
v spis po ZUP in javnih informacij po ZDIJZ. Za obe pravici izrecno velja, da pomenita 
operacionalizacijo temeljnih načel Ustave RS, Zakona o državni upravi in ZUP. Namen 
ZUP-a je, da stranko, o kateri pravici, pravni koristi ali obveznosti do oblasti se odloča v 
postopku, seznani s podlagami za odločitev. Pravica dostopa do javnih informacij je 
bistveno različna, saj ta po ZDIJZ zaradi namena odprtosti proti zlorabam oblasti in 
odgovornosti ne terja izkaza pravnega interesa od stranke.   
Stranka lahko vsak trenutek pri organu ali v informacijskem sistemu pregleda dokument – 
spis, lahko ga prebira, prepisuje, preslikuje, skenira in se seznani z vsebino. Za tujo 
dokumentacijo ima isto pravico tudi oseba, ki izkaže v zadevi pravni interes. Če taka 
oseba pravnega interesa ne izkazuje, ji organ s pisnim sklepom ne dovoli vpogleda, je pa 
zoper ta sklep dovoljena nesuspenzivna pritožba. Tudi pristojni državni in občinski organi 
lahko vpogledajo v dokumente in zahtevajo potrebne podatke (tu velja načelo 
sorazmernosti, sledljivosti itd.). Za vpogled imajo splošno pooblastilo tudi odvetniki, na 
podlagi 10. člena Zakona o odvetništvu, kadar v posamezni zadevi potrebujejo podatke za 
opravljanje odvetniškega poklica. Vpogled v spis obsega tako pregled dokumentov kot 
pravico prepisa in kopiranja.  Pravico do pregleda spisa upravne zadeve ima tudi tista 
stranka, ki ne zna jezika, v katerem teče postopek. Ker je ta pravica izključno v njenem 
interesu, si mora zato sama priskrbeti tolmača. To velja tudi za pregled spisov po vsakem 
drugem, ki verjetno izkaže, da ima od tega pravno korist (Androjna & Kerševan, 2006, str. 
197). Ves čas med upravnim postopkom, pa tudi potem, ko je ta že končan, imajo stranke 
ter njihovi zastopniki in pooblaščenci pravico pregledovati dokumente upravne zadeve, in 
jih na svoje stroške tudi prepisovati ali preslikati določene dokumente v fizični ali 
elektronski obliki. Dokument je vsak zapis, ki je nastal pri organu, s katerim se v konkretni 
upravni zadevi začne, dopolni, spremeni, prekine, nadaljuje ali konča uradno delo. Za 




podatki in zapisi v elektronski obliki, ki se v postopku uporabljajo. Vsakdo, ki izkaže, da 
ima od tega pravno korist, ima pravico pregledovati dokumente zadeve in jih na svoje 
stroške tudi prepisovati. Četrti odstavek 82. člena ZUP pa določa, da lahko upravni organ 
od njega zahteva, naj pisno ali ustno na zapisnik obrazloži pravno korist v zadevi. Pregled 
in prepis spisov se lahko zahteva tudi po elektronski poti. Nadzor nad pregledovanjem in 
prepisovanjem dokumentov izvaja uradna oseba ali pa poteka v informacijskem sistemu 
organa ali v informacijskem sistemu za sprejem vlog, vročanje in obveščanje, v katerem 
stranka s svojim kvalificiranim potrdilom za elektronski podpis izkaže svojo istovetnost. 
Zapisnik o posvetovanju in glasovanju  ter osnutki odločb pa se ne morejo pregledovati, 
prav tako jih ni možno prepisovati. Vsi drugi dokumenti morajo biti dostopni upravičenim 
osebam. To pa velja tudi za vpogled v tajne podatke, če so bili v postopku uporabljeni 
dokumenti, ki te podatke vsebujejo in so bili uporabljeni kot podlaga za odločitev. 
Onemogočanje pravice do pregledovanja in prepisovanja spisov upravne zadeve pa 
pomeni kršitev načela zaslišanja stranke. Zoper zavrnitve take zahteve je dopustna 
posebna pritožba, kljub temu, da ni bil izdan pisni sklep, in se lahko poda takoj (Androjna 
& Kerševan, 2006, str. 225). 
     
Informacijo javnega značaja o upravni zadevi lahko zahteva vsakdo. Po Zakonu o dostopu 
do informacij javnega značaja iz leta 2003 taki osebi ni potrebno izkazovati pravnega 
interesa, saj zadošča dejanski interes, če je zahtevani podatek ali dokument definiran kot 
informacija javnega značaja (Jerovšek & Kovač, 2010, str. 111-112).  
 
Tabela 1: Razlike med pravico do pregleda dokumentov in dostopom do 
informacij javnega značaja 
Razlike Pregled dokumentov Dostop do informacij 
javnega značaja 
Temeljni predpis ZUP (institut od 1923) ZDIJZ (2003) 
Predmet presoje 
upravičenosti 
Pravni interes prosilca (po 
osebi) 
Dokument ali podatek kot 
informacija javnega značaja  
(po predmetu) 
Narava vprašanja Procesno-pravna 
(postransko vsebinsko 
vprašanje postopka) 
Materialno – pravna (glavni 
predmet postopka, 
poseben upravni postopek) 
Akt odločitve Sklep Odločba 
Pristojni organi Kot za matični upravni 
postopek na 1. In 2. stopnji 
Kdor poseduje IJZ na 1. 
stopnji in informacijski 
pooblaščenec na 2. stopnji 
 
Vir: (Jerovšek & Kovač, 2010, str. 113). 
 
Na zahtevi posameznika temelji postopek seznanitve posameznika z njegovimi osebnimi 
podatki. Zahtevo posameznik vloži pisno ali ustno na zapisnik pri upravljavcu osebnih 




Enkrat na tri mesece se ta zahteva lahko vloži, glede obdelave občutljivih osebnih 
podatkov in osebnih podatkov v zvezi z izvajanjem videonadzora pa enkrat na mesec. 
Zahteva mora iz obrazca poleg ostalih vsebin vsebovati čim bolj podroben opis osebnih 
podatkov oz. dokumentov, ki jih želi posameznik prejeti, nedvomno mora posameznik 
upravljavcu osebnih podatkov sporočiti tiste osebne podatke, na podlagi katerih ga bo ta 
lahko prepoznal in mu omogočil seznanitev z njegovimi osebnimi podatki. Če upravljavec 
ne more ugotoviti, kateri osebni podatki oz. dokumenti so predmet zahteve posameznika, 
lahko v tem primeru upravljavec posreduje posamezniku vse razpoložljive osebne 
podatke, kar pa lahko posamezniku povzroči precejšnje stroške. Posameznik mora 
upravljavcu sporočiti tudi svoj naslov, da ga bo lahko v primeru zavrnitve njegove zahteve 
pisno obvestil o razlogih, zaradi katerih mu seznanitev ne bo omogočena (Informacijski 
pooblaščenec, 2014).  
 
Upravljavec je vezan na zahtevo posameznika in mora omogočiti takšno vrsto seznanitve z 
lastnimi osebnimi podatki, kot jo posameznik zahteva. Posameznik ima na voljo vrste 
seznanitev, ki so navedene v prvem odstavku 30. člena ZVOP-1, zato mora v zahtevi 
natančno opredeliti, kakšno vrsto seznanitve zahteva. Od teh ne more odstopati in izbrati 
drugih načinov seznanitve. V primeru, da posameznik izbere takšno seznanitev z lastnimi 
osebnimi podatki, ki ni navedena v prvem odstavku 30. člena ZVOP-1, s takšno zahtevo 
lahko upravljavec ravna kot z nepopolno vlogo in pozove posameznika k dopolnitvi oz. 
popravi zahteve.  
Upravljavec osebnih podatkov mora v določenem roku ugoditi zahtevi posameznika za 
seznanitev z njegovimi podatki. Ti roki so določeni v drugem in tretjem odstavku 30. člena 
ZVOP-1. Roki so odvisni od zahteve oz. pravice posameznika, ki jo uveljavlja. Tako mora 
upravljavec osebnih podatkov posamezniku omogočiti vpogled, prepis, kopiranje in 
potrdilo najkasneje v 15 dneh od dneva, ko je prejel zahtevo. Izpis iz 3. točke, seznam iz 
4. točke, informacije iz 5. in 6. točke ter pojasnilo iz 7. točke prvega odstavka 30. člena 
ZVOP-1 pa v 30 dneh od dneva, ko je sprejel zahtevo (Pirc Musar, Bien, Bogataj, 
Prelesnik, Žaucer, 2006, str. 245-246). 
 
V primeru, če so bili podatki od trenutka, ko je posameznik vložil zahtevo, do trenutka, ko 
je upravljavec posamezniku omogočil seznanitev z njegovimi osebnimi podatki, 
spremenjeni ali uničeni, se zdi pravilneje, da se posameznika seznani z najnovejšim 
stanjem – to je s spremenjenimi osebnimi podatki, ali da se mu posreduje informacija, da 
se njegovi osebni podatki ne obdelujejo več. Če v navedenih rokih posamezniku ne bo 
omogočen vpogled, prepis, kopiranje ali izdaja potrdila, izpis, seznam, informacije, ali 
pojasnila iz prvega odstavka 30. člena ZVOP-1, mora upravljavec v istem roku pisno 
seznaniti posameznika o razlogih za svoje ravnanje. Z vidika pravne varnosti posameznika 
je takšna ureditev nesprejemljiva, saj zakon ne določa razlogov, na podlagi katerih lahko 
upravljavec osebnih podatkov zavrne posameznikovo zahtevo za seznanitev z njegovimi 
osebnimi podatki. Posameznikovo zahtevo lahko upravljavec teh podatkov zavrne samo iz 
razlogov, ki so nelegitimni, neupravičeni in nepravilni. Neprimernost takšne ureditve je ob 
upoštevanju temeljne človekove pravice do seznanitve z lastnimi osebnimi podatki toliko 




1, ki zajema pridobitev vseh podatkov, določenih v prvem odstavku 30. člena. Ne določa 
pa razlogov, zaradi katerih se lahko posameznikova zahteva za seznanitev zavrne, kot je 
razvidno iz drugega in tretjega odstavka tega člena.  
Torej gre za pravico, ki se nanaša na osebne podatke v vseh zbirkah osebnih podatkov. 
Po navadi so te zbirke osebnih podatkov tudi predmet urejanja področnega zakona (npr. 
Zakon o policiji, Zakon o zbirkah podatkov s področja zdravstvenega varstva itd.).  
V teh področnih zakonih so določeni razlogi, zaradi katerih se posameznikova zahteva za 
seznanitev z lastnimi podatki zavrne. Takšno ravnanje določa in nalaga tudi Direktiva 
95/46/ES, da mora posameznik prejeti negativno informacijo v primerih, ko njegovi osebni 
podatki niso obdelovani. Če upravljavec zahtevi posameznika glede seznanitve z njegovimi 
osebnimi podatki ne ugodi, ter ga ne obvesti o razlogih, zakaj ga ne bo seznanil, to 
pomeni, da je vzpostavljena fikcija. Molk upravljavca je zakon tako opredeli kot fikcijo 
negativne odločitve, obenem pa je s tem preprečil, da bi posameznik prišel v brezizhodni 
položaj v primeru popolne pasivnosti upravljavca osebnih podatkov. Z uveljavitvijo Zakona 
o informacijskem pooblaščencu (v nadaljevanju ZInfP) je postal položaj za posameznika 
manj brezizhoden, saj 2. člen ZInfP daje informacijskemu pooblaščencu novo pristojnost, 
ki je za varstvo pravice posameznika izrednega pomena, da se ta seznani s svojimi 
osebnimi podatki s tem, ko daje posamezniku pravico do pritožbe, ki mu upravljavec ne 
omogoči seznanitve s svojimi osebnimi podatki. Če je upravljavec osebnih podatkov 
zahtevo posameznika zavrnil, se šteje, da ga je pisno obvestil o razlogih, zaradi katerih 
mu ne bo omogočil seznanitve, ali na njegovo zahtevo ni odgovoril v zakonsko 
predvidenem roku. Vsakdo ima namreč pravico, da se seznani z zbranimi osebnimi 
podatki, ki se nanj nanašajo, ter pravico do sodnega varstva, to določa že Ustava RS v 
tretjem odstavku 38. člena. Ker je še pred sodnim varstvom pravice posameznika, da se 
seznani s svojimi osebnimi podatki, ZInfP dopustil pritožbo, je varstvo temeljne človekove 
pravice s tem učinkovitejše. Tisti posamezniki, ki so neuspešno od upravljavca osebnih 
podatkov zahtevali dostop do svojih osebnih podatkov, imajo možnost te pritožbe. 
Upravljavec osebnih podatkov mora tako preizkusiti, ali je pritožba dovoljena in 
pravočasna ter ali jo je vložila upravičena oseba. Upravljavec osebnih podatkov pritožbo, 
ki je nedovoljena, prepozna ali če jo je vložila neupravičena oseba, s sklepom zavrže. V 
primeru utemeljene pritožbe pa lahko upravljavec teh podatkov zahtevi posameznika 
glede seznanitve z njegovimi podatki še vedno ugodi. V nasprotnem primeru mora to 
pritožbo v roku 15 dni poslati Informacijskemu pooblaščencu, ki je pristojen, da o njej 
odloči. V zvezi z zadevo morajo biti k pritožbi priloženi tudi vsi dokumenti. Upravljavec 
mora tako priložiti tudi zahtevane osebne podatke posameznika, ki je vložil pritožbo, saj 
bo le tako lahko Informacijski pooblaščenec o njej pravilno in zakonito odločil (Pirc Musar, 
Bien, Bogataj, Prelesnik, Žaucer, 2006, str. 247-250).  
 
ZVOP-1 določa v petem odstavku 31. člena, da krije stroške v zvezi z zahtevo in 
vpogledom upravljavec zbirke osebnih podatkov. Določba za uveljavitev pravice 
posameznika do seznanitve z njegovimi lastnimi osebnimi podatki v praksi je izrednega 
pomena. Posameznik s tem ne bi smel imeti pretiranih stroškov, to nalaga Direktiva 
95/46/ES. Iz te določbe pa je razvidno, da je breme stroškov v zvezi z zahtevo 




prevalil na upravljavca osebnih podatkov. V zvezi z zahtevo pa je dikcija stroškov tako 
široka, da obsega tudi vse vrste seznanitve, saj posameznik v zvezi z zahtevo drugih 
bistvenih stroškov ne bi smel imeti. Upravljavec osebnih podatkov lahko za prepis, 
kopiranje in pisno potrdilo iz 2. točke, za izpis iz 3. točke, seznam iz 4. točke, informacije 
iz 5. in 6. točke ter pojasnilo iz 7. točke prvega odstavka 30. člena ZVOP-1 posamezniku 
zaračuna zgolj materialne stroške po vnaprej določenem ceniku (Pirc Musar, Bien, 
Bogataj, Prelesnik, Žaucer, 2006, str. 252).  
 
Pravica do seznanitve z lastnimi osebnimi podatki omogoča pridobitev informacije o 
zakonitem ali nezakonitem posredovanju, razkrivanju ali sporočanju teh podatkov osebam 
zunaj organizacijske strukture upravljavca.  
Sistem varstva osebnih podatkov upravljavcem ne nalaga le obveznosti varstva osebnih 
podatkov in njihovega zavarovanja, ampak tudi obveznost zagotavljanja dostopa do teh 
podatkov in s tem povezanih informacij na zahtevo posameznikov, na katere se ti podatki 
nanašajo. Namen pravice do seznanitve z lastnimi osebnimi podatki je izvajanje kontrole 
nad obdelavo osebnih podatkov. V praksi se temu pogosto pridružuje tudi namen 
nadaljnje uporabe osebnih podatkov v raznih upravnih in sodnih postopkih, namen 
obnovitve izgubljenih podatkov ter namen spremljanja aktivnosti upravljavcev. Vsi nameni 
so legitimni in pravno dopustni ter ne vplivajo na uveljavitev pravice do seznanitve, zato 
prosilcu v zaprosilu ni treba pojasniti oz. izkazati pravnega interesa ali namena seznanitve 
(Brulc, 2011, str. 10-12).   
 
V zvezi s pravico posameznika do seznanitve z lastnimi osebnimi podatki, ki je 
konkretizirana v 30. in 31. členu ZVOP-1, je Informacijski pooblaščenec leta 2013 vodil 68 
pritožbenih postopkov. V primerjavi s preteklimi leti in sicer 2012 je vodil 63 pritožbenih 
postopkov, leta 2011 in 2010, pa se je število le-teh nekoliko zmanjšalo. Informacijski 
pooblaščenec je v okviru pritožbenih postopkov reševal tudi pritožbe, ko posamezniki niso 
pridobili zdravstvene dokumentacije po Zakonu o pacientovih pravicah. Teh je bilo leta 
2010 – štiri, 2011 - osemnajst, 2012 – deset in leta 2013 – enajst pritožbenih postopkov. 
Delež molka upravljavcev osebnih podatkov, ki na zahtevo posameznika v zvezi s 
seznanitvijo z lastnimi osebnimi podatki sploh niso odgovorili, je v primerjavi s preteklimi 
leti ostal na isti ravni. V večini primerov je bil razlog za molk upravljavcev osebnih 
podatkov predvsem nepoznavanje pravice do seznanitve z lastnimi osebnimi podatki in 
njihove dolžnosti v zvezi z njenim izvrševanjem. Zoper odločitve informacijskega 
pooblaščenca je bila v letu 2013 vložena tožba na Upravno sodišče Republike Slovenije. 
Navedeno sodišče je odločilo v dveh upravnih sporih, v obeh primerih je tožbo kot 





3 PRIMERJALNA ANALIZA REGULACIJE 
Vsaka država članica EU je nekaj posebnega, saj vsaka ureja določena ključna področja, 
kot je denimo izobraževanje itd. Hiter razvoj informacijskih in komunikacijskih tehnologij 
poudarja vse večjo potrebo po trdnem varstvu osebnih podatkov – pravica, ki je zaščitena 
z instrumenti Evropske unije in Sveta Evrope. Tehnološki napredek premika meje, npr. s 
spremljanjem, prestrezanjem komunikacij in shranjevanjem podatkov, pa predstavlja 
velike izzive za varstvo podatkov. V skladu z 8. členom Listine Evropske unije o temeljnih 
pravicah je vsem posameznikom v Evropski uniji (v nadaljevanju EU) zagotovljena pravica 
do varstva osebnih podatkov. Podatke je potrebno obdelovati pošteno, zakonito, za 
določene namene in na podlagi privolitve prizadete osebe ali na drugi legitimni podlagi, 
določeni z zakonom. Vsakomur sta zagotovljeni pravica dostopa do njegovih osebnih 
podatkov in pravica zahtevati, da se takšni podatki popravijo. Ta člen Listine določa, da 
mora spoštovanje te pravice nadzirati neodvisen organ. Po vzpostavitvi skupnega trga 
instrumenti Sveta Evrope niso zagotavljali zadostnega varstva osebnih podatkov, zato je 
bila sprejeta Direktiva 95/46/ES Evropskega parlamenta in Sveta o varstvu posameznikov 
pri obdelavi osebnih podatkov in njihovem prostem pretoku. Pomanjkanje vzajemnega 
zaupanja države članice v kazenskopravne sisteme drugih držav članic je glavni razlog za 
pomanjkanje volje držav članic za tesnejše sodelovanje, še konkretneje pa v zagotavljanje 
človekovih pravic in kazenskopravnih postopkovnih kavtel (Bard, 2009, str. 13-14).  
3.1 REPUBLIKA AVSTRIJA 
Pravilnik o zasebnosti je v Avstriji zagotovljen z zakonom od leta 1978, veljati pa je pričel 
leta 1980. Datenschutzgesetz 2000 - DSG 2000 - je sedanji zakon o varstvu osebnih 
podatkov, ki je temelj zakonodaje o varstvu osebnih podatkov v Avstriji in je v veljavi od 
1. januarja 2000. Tudi priročnik o evropskem pravu varstva osebnih podatkov vsebuje 
pregled pravil in načel varstva podatkov, vključno s pravicami posameznikov, na katere se 
ti podatki nanašajo in njihovo uveljavljanje, čezmejni prenos osebnih podatkov, nadalje 
vsebuje tudi varstvo teh podatkov v okviru policije, kazenskega pravosodja idr. DSG 2000 
prav tako temelji na Evropski Direktivi 95/46/ES o varstvu osebnih podatkov. Evropska 
direktiva o varstvu osebnih podatkov (95/46 / ES), ki je bila sprejeta leta 1995, je naredila 
potrebno revizijo zakonodaje o varstvu osebnih podatkov. Poleg tega pa na evropski ravni 
obstajajo tudi drugi instrumenti, kot je Direktiva ES o zasebnosti in elektronskih 
komunikacijah (Direktiva 2002/58/ES), Uredbe EU o varstvu podatkov pri obdelavi 
podatkov s strani Skupnosti (45/2001) in konvencija Sveta Evrope za varstvo podatkov 
(ETS 108) s protokolom, ki urejajo posebne vidike zbiranja in uporabe osebnih podatkov. 
Poleg tega pa je bil konec leta 2008 sprejet okvirni sklep Sveta EU o varstvu osebnih 
podatkov, kjer se ti podatki obdelujejo v okviru policijskega in pravosodnega sodelovanja 
v kazenskih zadevah (okvirni sklep 2008/977/PNZ). Izvajanje je potekalo do 27. novembra 
2010, kjer so ta pravila načeloma že vsebovana v Zakonu o varstvu osebnih podatkov 




Zakon o varstvu osebnih podatkov v regionalnih avstrijskih zveznih deželah 
(Bundesländer) ureja posebne vidike obdelave teh podatkov v zadevah, za katere velja 
zakonodaja teh zveznih dežel in so bili potrebni za prenos Direktive o varstvu osebnih 
podatkov v avstrijsko pravo, v skladu s pravili o zakonodajnih pristojnostih v skladu z 
avstrijsko zvezno Ustavo.  
Zakonske določbe, ki se nanašajo na varstvo osebnih podatkov, so tudi v: Zakonu o 
delovnih razmerjih (Arbeitsverfassungsgesetz), Zakonu o bančništvu (Bankwesengesetz), 
Predpisih Zakona o trgovini (Gewerbeordnung), Kazenskem zakoniku (Strafgesetzbuch), 
Zakonu o kazenskem postopku (Strafprozessordnung) in Zakonu o policiji 
(Sicherheitspolizeigesetz). 
Upravljavec zbirke osebnih podatkov mora pri obdelavi osebnih podatkov, ki se nanašajo 
na določeno osebo, zagotoviti tudi minimalne informacije glede namena obdelave teh 
podatkov ter zakaj se ti podatki zbirajo. Glavna pravila za obdelavo osebnih podatkov so 
opredeljena v Zakonu o varstvu osebnih podatkov. Podatki, na podlagi katerih se zagotovi 
informacija, s pomočjo katere je mogoče ugotoviti določljivost posameznika, se na podlagi 
Zakona o varstvu osebnih podatkov smatrajo za osebne podatke. Nekateri podatki pa so 
lahko kljub temu, da se po svoji naravi ne nanašajo na določene osebe, osebni podatki 
pod pogojem, da so ustrezno določljivi (Budeskanzleramt Osterreich, 2014).  
 
3.1.1 PRAVNI OKVIR VARSTVA OSEBNIH PODATKOV 
V skladu z zakonodajo EU se lahko osebni podatki, ki so zbrani zakonito pod strogimi 
pogoji, uporabljajo za zakonite namene. Osebe ali organizacije, ki zbirajo in upravljajo 
naše osebne podatke, morajo le-te zaščititi pred zlorabo, hkrati pa morajo spoštovati tudi 
nekatere pravice lastnikov podatkov, ki so zagotovljene s pravom EU. V podjetjih, javnih 
organih in drugih organizacijah vsak dan prihaja do prenosa velikih količin osebnih 
podatkov tudi preko meja. Nasprotujoča pravila varstva osebnih podatkov v različnih 
državah bi lahko zmotila mednarodno izmenjavo le-teh. Ker se pri posameznikih glede 
prenosa njihovih osebnih podatkov v tretje države pojavi dvom oz. negotovost glede ravni 
varstva teh podatkov v drugih državah, so bili določeni predpisi EU, s katerimi naj bi se 
zagotovil visok standard varstva osebnih podatkov povsod v EU. Direktiva EU o varstvu 
podatkov predvideva tudi posebna pravila za prenos osebnih podatkov zunaj EU, z 
namenom, da se zagotovi najboljša možna zaščita le-teh, ki se izvozijo v tujino. Če so 
osebni podatki kjerkoli v EU zlorabljeni, ima posameznik pravico do pritožbe in 
odškodnine. Avstrijski organ za varstvo podatkov (Datenschutzbehörde) je vladni organ, 
zadolžen za varstvo podatkov. Avstrijski nadzorni organ je enakovreden nacionalnemu 
komisarju za varstvo podatkov v drugih državah. Komisija reformira splošni pravni okvir 
EU za varstvo osebnih podatkov.  
Glavni cilji politike Komisije so posodobitev ureditvenega okvira EU, da poskrbi za varstvo 
osebnih podatkov, zlasti z izzivi globalizacije in uporabo novih tehnologij, krepitev pravic 
posameznika in hkrati demontaža upravnih postopkov, da se zagotovi prost pretok 




varstvu osebnih podatkov ter doslednega in učinkovitega izvajanja in uveljavljanja 
temeljne pravice do varstva osebnih podatkov na vseh področjih delovanja EU.  
Za izdajo zakonskih predpisov o varstvu podatkov v Avstriji sta imenovana oba, tako 
zvezni kot državni zakonodajalec (Zakon o varstvu osebnih podatkov – DSG 2000). Zvezna 
vlada ali države se zanašajo na zakonodajo, odvisno od tega, ali se za obdelavo osebnih 
podatkov uporablja avtomatiziran ali ročni način obdelave.  
Najbolj pomembne pravne podlage, ki se v praksi uporabljajo, pa so: Ustavni in pravni 
temelji Avstrije, osnovne ravni avstrijske Uredbe, EU (Pravilnik o zasebnosti – 
RL95/46/EG, Direktiva o zasebnosti in elektronskih komunikacijah, Uredba (ES) št. 
45/2001 Evropskega parlamenta in Sveta, z dne 18. decembra 2000 o varstvu 
posameznikov pri obdelavi osebnih podatkov v institucijah in organih Skupnosti in o 
prostem pretoku takih podatkov), Europarat – (pogodba Sveta Evrope s konvencijo o 
varstvu podatkov, priporočila in resolucije Sveta Evrope) in OECD (pravne podlage) 
(Budeskanzleramt Osrterreich, 2014). 
3.1.2 ORGAN ZA VARSTVO PODATKOV 
Komisija za varstvo podatkov je 1. januarja 2014 nadomestila organ za varstvo podatkov. 
Reorganizacijo nadzora nad varstvom podatkov v Avstriji ureja novela – DSG 2014 (BGBI. 
I št. 83/2013). Kot pritožbeni organ zoper odločitve organa za varstvo osebnih podatkov 
je pristojno Zvezno upravno sodišče. Ta odloča o pritožbah zoper odločitve v postopkih ter 
v primeru kršitev obvezne odločbe, ki zadeva Zakon o varstvu osebnih podatkov, 
spremenjen z novelo (BGBI I. št. 83/2013). V okviru urada zveznega kanclerja je za 
varstvo osebnih podatkov odgovoren svetovalni odbor, katerega glavni cilj je, da svetuje 
zveznim in deželnim vladam o pravni politiki v zvezi z varstvom podatkov. Ta odbor je 
imenovan za varstvo osebnih podatkov, da opazuje razvoj varstva teh podatkov v Avstriji 
in daje razna priporočila za izboljšanje, razpravlja o vprašanjih, ki so bistvenega pomena 
za politiko zasebnosti in daje razna mnenja o osnutkih zakonov zveznih ministrstev, 
kolikor so ti sploh pomembni za zakonodajo o varstvu podatkov. Svetovalni odbor za 
varstvo podatkov poda tudi svoje pripombe, pomisleke in predloge za izboljšanje varstva 
podatkov v Avstriji, vsa ta znanja pa naj bi se prenesla tudi v zakonodajne organe. 
Vodstvo tega odbora za varstvo osebnih podatkov je odgovorno zveznemu kanclerju. Svet 
za varstvo podatkov vključuje predstavnike političnih strank, Zvezne delavske zbornice, 
gospodarske zbornice Avstrije, predstavnike združenja občin, da imenuje predstavnika 
zvezne vlade. Organ za varstvo podatkov zagotavlja skladnost z varstvom podatkov v 
Avstriji. Od 1. januarja 2014 Komisija za varstvo podatkov spremlja skladnost varstva 
podatkov. Že v letu 2012 je bilo odločeno, da se odpravi veliko število neodvisnih upravnih 
organov, vključno s komisijo za varstvo podatkov (sprememba pristojnosti v letu 2012 - 
BGB1. I št. 51/2012). Končna reorganizacija nadzora nad varstvom podatkov v Avstriji pa 
je prišla leta 2013 z novelo BGBI I. št. 83/2013 (Bundeskanzleramt Osterreich, 2014). 
 
Pod besedo osebni podatki je potrebno razumeti ne le ime, priimek, datum rojstva in 
naslov, ampak tudi splošne informacije o določeni osebi. To vključuje tudi glasovne 




Tudi če je narejen zahtevek o zaupnosti, se ta lahko zakonito omeji pod določenimi 
pogoji, to pomeni, da se podatki lahko obdelujejo in posredujejo, če je uporaba podatkov 
v interesu posameznika, na katerega se ti podatki nanašajo, posameznik da soglasje o 
obdelavi in posredovanju njegovih podatkov ter da se varujejo zakoniti interesi vključno z 
javnimi.  
Državne agencije naj bi suvereno dejanje načeloma storile le na podlagi zakona. Cilj 
takšne zakonodaje pa mora biti varovanje javnega interesa, kot je npr. nacionalne 
varnosti, preprečevanje kaznivih dejanj, varstvo zdravja, varstvo pravic in svoboščin itd. 
Poleg vsega tega ima vsakdo pravico do seznanitve z lastnimi osebnimi podatki ter na 
popravek netočnih ali nezakonito obdelanih podatkov. Če pride do kršitve temeljnih pravic 
do zasebnosti, popravkov ali do izbrisa podatkov, lahko posameznik zahteva popravek teh 
krivic pred civilnim sodiščem ali pred komisijo za varstvo osebnih podatkov, na katero se 
lahko obrnejo tudi v primerih drugih kršitev Zakona o varstvu osebnih podatkov.   
Konvencija za varstvo podatkov iz leta 1981 je določala minimalno raven zakonodaje o 
varstvu osebnih podatkov. To je pomenilo specifikacijo 8. člena Evropske konvencije o 
človekovih pravicah, ki je pravica do spoštovanja zasebnega in družinskega življenja na 
področju zasebnosti.  
Ob vsej večji digitalizaciji in novih informacijskih tehnologijah, ki čedalje bolj prežemajo 
naše vsakdanje življenje, postaja ta Konvencija o varstvu človekovih pravic vse bolj 
pomembna. Vendar pa se njeno področje uporabe omeji z državami pogodbenicami. 
Dopustna so torej le odstopanja, glede zaščite državne varnosti, javne varnosti, finančnih 
interesov ali za preprečitev kriminala. Gre torej za bistvene spremembe in novo vlogo te 
Konvencije v globalni digitalni dobi. Cilj Evrope je v vsakem primeru nova Konvencija o 
varstvu osebnih podatkov, kot univerzalno orodje za zagotavljanje minimalnih standardov, 
za varstvo podatkov po vsem svetu. To je bil velik izziv, zlasti od pristopa te Konvencije in 
njene konkretne politične izvedbe v rokah pogodbenic in Sveta Evrope (Bundeskanzleramt 
Osterreich, 2014) 
3.2  REPUBLIKA HRVAŠKA 
Pravica do varstva osebnih podatkov je ena od temeljnih pravic vsakega posameznika. 
Osebne pravice so pravice in svoboščine, ki so neposredno povezane z osebo kot 
posameznikom. Varstvo osebnih podatkov, nadzor nad zbiranjem, obdelavo in uporabo 
teh podatkov je v Republiki Hrvaški urejeno z Zakonom o varstvu osebnih podatkov 
(Narodne novine, br. 103/03, 118/06, 41/08, 130/11). Namen varstva osebnih podatkov 
je varovati zasebnost ter človekove pravice in temeljne svoboščine pri zbiranju, obdelavi 
in uporabi osebnih podatkov. Varstvo osebnih podatkov je v Republiki Hrvaški omogočeno 
vsakomur, ne glede na narodnost, raso, barvo, spol, jezik, vero, politično ali drugo 
prepričanje, narodno ali socialno pripadnost, premoženje, rojstvo, izobrazbo, družbeni 
položaj itd. Pravica do varstva teh podatkov je pravica do varstva zakonitih interesov 
državljanov, ki se nanašajo na preprečevanje in sankcioniranje zlorab osebnih podatkov, 
zagotovljenih z mednarodnimi in nacionalnimi predpisi.  
Zakon o agenciji za varstvo osebnih podatkov je bil ustanovljen za varstvo osebnih 




osebnih podatkov v Republiki Hrvaški. Če država ali mednarodna organizacija zagotavljata 
ustrezno varstvo osebnih podatkov, ali če izpolnjujejo pogoje, ki so določeni z Zakonom o 
varstvu osebnih podatkov, se določeni podatki lahko izvozijo iz Republike Hrvaške v druge 
države ali mednarodne organizacije (npr. privolitev posameznikov, pogodbene klavzule, ki 
zagotavljajo varstvo osebnih podatkov itd.). Zbirke osebnih podatkov ali osebni podatki, ki 
so vsebovani v teh zbirkah, se lahko izvozijo iz Republike Hrvaške v nadaljnjo obdelavo 
samo, če ima država ali mednarodna organizacija, v katero se ti podatki prenesejo, 
ustrezne določbe in zagotovljeno ustrezno raven varstva teh podatkov. Razume se, da so 
vse države članice EU ustrezno uredile varstvo osebnih podatkov kot tudi ostale države 
sveta (Andora, Argentina, Kanada, Švica, Ferski otoki, Guernsay, država Izrael, Isle of 
Man, Jersey, Nova Zelandija, Združene države Amerike, Vzhodna republika Urugvaj), za 
katere je Evropska komisija ugotovila, da zagotavljajo ustrezno varstvo osebnih podatkov. 
Pred prenosom osebnih podatkov v tujino, kjer se pojavi utemeljen dvom glede obstoja 
ustreznega varstva teh podatkov, kjer je zagotovljena ustrezna raven varstva osebnih 
zbirk podatkov, je potrebno pridobiti mnenje Agencije za varstvo osebnih podatkov. 
Agencija za varstvo osebnih podatkov je pravna oseba z javnimi organi, ki samostojno in 
neodvisno opravlja administrativne in tehnične naloge v zvezi z varstvom osebnih 
podatkov (Narodne novine br. 103/03, 118/06, 41/08, 130/11, 106/12-prečiščeno 
besedilo).  
V okviru javnih pooblastil pa Agencija nadzira varstvo osebnih podatkov, navaja kršitve, 
ugotovljene med zbiranjem osebnih podatkov, vodi seznam držav in mednarodnih 
organizacij, z ustreznimi določbami o varstvu osebnih podatkov, rešuje zahtevke za kršitve 
pravic, zajamčene z zakonom o varstvu osebnih podatkov ter vzdržuje centralni register 
osebnih podatkov (Agencija za zaštitu osobnih podataka, 2015). 
 
Pravica do dostopa do informacij, ki so v lasti Agencije za varstvo osebnih podatkov, je 
urejena z Zakonom o svobodi informiranja (Uradni list št. 25/13). Zakon določa načelo 
svobode informacij, omejitve dostopa do informacij, metode za zaščito pravice do dostopa 
do informacij in njihove ponovne uporabe. Zahtevek za pravico do dostopa do informacij 
in ponovne uporabe le-teh, se lahko predloži Agenciji za varstvo osebnih podatkov. 
Agencija ima tako pravico do povračila dejanskih stroškov, ki izhajajo iz zagotavljanja 
informacij uporabniku, dostopa do informacij in njihove ponovne uporabe, kot tudi 
povračila stroškov za zagotavljanje zahtevanih informacij, ki se zbirajo v skladu z merili za 
določitev višine nadomestila na podlagi 19. člena 2. odstavka Zakona o svobodi 
informiranja (Zakon o pravu na pistup informacijama. Narodne novine br. 172/03, 144/10, 
37/11 in 77/11) – Uradni list št. 38/11. 
3.2.1 ZAKONODAJNI OKVIR 
37. člen hrvaške Ustave določa, da mora biti vsakomur zagotovljena varnost in zaupnost 
osebnih podatkov. Brez soglasja se lahko osebni podatki le zbirajo, obdelujejo in 
uporabljajo samo pod pogoji, ki so določeni z zakonom. Varstvo osebnih podatkov in 
nadzor informacijskih sistemov v državi  je urejeno z Zakonom. Uporaba osebnih podatkov 




Na podlagi ustavne določbe o pravici do varstva osebnih podatkov je bil sprejet Zakon o 
varstvu osebnih podatkov (Narodne novine br. 103/03, 118/06, 41/08, 130/11, 106/12 – 
prečiščeno besedilo). Ta zakon ureja varstvo osebnih podatkov fizičnih oseb in nadzor nad 
zbiranjem, obdelavo in uporabo osebnih podatkov v Republiki Hrvaški. Na področju 
varstva osebnih podatkov v Republiki Hrvaški so kot podzakonski akti  v uporabi Uredba o 
vodenju evidenc ter oblika osebnih podatkov (Narodne novine br. 105/04) in Uredba o 
skladiščenju in posebni tehnično zaščitni ukrepi za posebne kategorije osebnih podatkov 
(Narodne novine br. 139/04). Republika Hrvaška1 je članica Sveta Evrope in podpisnica 
Konvencije o varstvu posameznikov glede na avtomatsko obdelavo osebnih podatkov 
(Konvencija 108) ter dodatnega protokola 108 glede nadzornih organov in čezmejnega 
prenosa podatkov. Uporaba določb teh aktov Sveta Evrope je omogočila sprejetje Zakona 
o ratifikaciji Konvencije o varstvu posameznikov  glede na avtomatsko obdelavo osebnih 
podatkov in dodatnega protokola h Konvenciji o varstvu posameznikov glede na 
avtomatsko obdelavo osebnih podatkov v zvezi z nadzornimi organi in čezmejnim 
prenosom podatkov (Narodne novine br. 05/04, mednarodni sporazumi). Zakon o varstvu 
osebnih podatkov, kot temeljni akt na področju varstva osebnih podatkov v Republiki 
Hrvaški, pa je prav tako v vseh bistvenih določbah, ki so v skladu z Direktivo 95/46/ES o 
varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takšnih 
podatkov (Agencija za zaštitu osobnih podataka, 2015). 
3.2.2 MEDNARODNA ZAKONODAJA IN SODELOVANJE 
Varstvo podatkov je opredeljeno z naslednjimi mednarodnimi predpisi: 
Konvencija 108 Sveta Evrope – Zakon o ratifikaciji Konvencije o varstvu posameznikov 
glede na avtomatsko obdelavo osebnih podatkov in dodatnega protokola h Konvenciji (MU 
št. 05/04), Dodatni protokol h Konvenciji 108 – Zakon o ratifikaciji spremembe Konvencije 
108 (MU 05/12), Direktiva 95/46/ES Evropskega parlamenta in Sveta – Direktiva o varstvu 
posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov, 
Direktiva 2002/58/ES Evropskega parlamenta in Sveta – Direktiva o obdelavi osebnih 
podatkov in zasebnosti na področju elektronskih komunikacij, in Agencija za varstvo 
osebnih podatkov v mednarodnih organih. 
Ena izmed številnih nalog in obveznosti Agencije za varstvo osebnih podatkov (AZOP) se 
nanaša na udeležbo na mednarodnih konferencah in delovnih skupinah, kot aktivna 
članica ali opazovalka. Redna in aktivna prisotnost Agencije v mednarodnem prostoru, 
prispeva h kontinuiranemu razvojnemu delu, iskanju boljših rešitev, usklajevanje hrvaške 
zakonodaje na področju osebnih podatkov z najvišjimi evropskimi in mednarodnimi 
normativi in standardi ter izpolnjevanje obveznosti, ki izhajajo iz mednarodnih konvencij, 
katere je Republika Hrvaška tudi podpisala in ratificirala.  
                                           
1 Republika Hrvaška, kot država članica Sveta Evrope, je sprejela določbe Konvencije 108 (Konvencija o 
varstvu posameznikov glede na avtomatsko obdelavo osebnih podatkov). Hrvaški parlament je na seji 14. 
aprila 2005 sprejel Zakon o ratifikaciji Konvencije o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatkov in dodatnega protokola h Konvenciji o varstvu posameznikov glede na avtomatsko  






Svet Evrope – Konvencija 108 o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatkov je prvi mednarodno zavezujoč instrument, ki varuje posameznika pred 
zlorabami, ki se lahko zgodijo pri prenosu osebnih podatkov. Konvencijo 108 je sprejel 
Svet Evrope v Strasbourgu 28. januarja 1981, kjer je bil ustanovljen tudi svetovalni odbor 
(posvetovalni odbor Konvencije o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatkov). Republika Hrvaška je ena izmed 40 držav članic Sveta Evrope, ki so 
podpisale in ratificirale Konvencijo 108 in aktivno s pravico glasovanja sodeluje pri delu 
plenarnega zasedanja Svetovalnega odbora.  
Delovna skupina člen 29 je neodvisno svetovalno telo Evropske unije na področju varstva 
osebnih podatkov in zasebnosti. Naloge teh delovnih skupin so opredeljena v 30. členu 
Direktive 95/46/ES in 14. členu Direktive 97/66/ES ter vključujejo dajanje strokovnih 
mnenj, nasvetov in priporočil Komisije v zvezi z varstvom osebnih podatkov in zasebnosti. 
Delo te delovne skupine Agencije za varstvo osebnih podatkov ima polnopravno članstvo, 
zasedanja pa potekajo v Bruslju.  
Poleg Agencije za varstvo osebnih podatkov v mednarodnih organih, Konvencije 108 in 
delovne skupine člen 29 je potrebno omeniti še delovno skupino za policijo in pravosodje, 
Interpol, Europol ter Eurojust (Agencija za zaštitu osobnih podataka, 2015).  
 
Agencija za varstvo osebnih podatkov je vzpostavila centralni register evidence osebnih 
podatkov v skladu z določbami 16. člena Zakona o varstvu osebnih podatkov in Pravilnika 
o vodenju evidenc in obliki osebnih podatkov (Narodne novine br. 105/2004). Voditeljem 
zbirke – upravljavcem je omogočen neposreden vnos podatkov v centralni register o 
vzpostavitvi, spremembe in dopolnitve evidence osebnih podatkov, ki se povezujejo. Za 
neposreden vnos  osebnih podatkov v centralni register se morajo upravljavci zbirke 
osebnih podatkov registrirati pri Agenciji za varstvo podatkov.  
Uradniki za varstvo osebnih podatkov so dolžni skladno z 8. odstavkom, 18.a člena zakona 
skrbeti za zakonitost obdelave osebnih podatkov v smislu usklajenosti z določbami tega 
zakona in druge zakonodaje, ki se nanaša na obdelavo osebnih podatkov, opozarjati 
uradnika za varstvo osebnih podatkov na nujnost uporabe pravil o varstvu osebnih 
podatkov v primerih načrtovanja in ukrepov, ki bi lahko vplivali na vprašanja zasebnosti in 
varstva osebnih podatkov, seznanjati vse osebe, ki obdelujejo osebne podatke na podlagi 
pravnih obveznosti glede varovanja osebnih podatkov, skrbeti za izpolnjevanje njihovih 
obveznosti v skladu z 14. in 17. členom Zakona, omogočati uveljavljanje pravic subjektov 
v skladu z 19. in 20. členom Zakona ter sodelovati z Agencijo za varstvo osebnih podatkov 
v zvezi z izvajanjem nadzora osebnih podatkov. Uradnik za varstvo osebnih podatkov je 
poleg tega dolžan skrbeti tudi za zaupnost vseh informacij in podatkov, za katere izve pri 
izvrševanju svojih nalog.  
Ta obveznost velja tudi po prenehanju opravljanja funkcije uradnika za varstvo osebnih 
podatkov. Uradnik je dolžan podpisati izjavo o zaupnosti (Agencija za zaštitu osobnih 
podataka, 2015).  
 
Posameznik je fizična oseba, katerega identiteta se lahko določi neposredno ali posredno, 
zlasti na podlagi enega ali več dejavnikov, ki so značilni za njegovo fizično, fiziološko, 




kodi – spol, starost, rasa in se ločijo od drugih državljanov. Identiteta je najpogosteje 
določena s pregledom javnih listin, lahko pa se izvede tudi na drugačen način. Oznaka 
posameznika je, npr. ime, priimek, njegova identiteta pa je določena z vpogledom v 
osebno izkaznico ali potni list. Osebni podatki so vse informacije v zvezi z identifikacijo 
fizične osebe, ali fizične osebe, ki jo je mogoče identificirati.  
Osebni podatki so, npr. zdravstvene informacije, podatki o plačah, identifikacijska oznaka  
državljanov, ocene učencev v šoli, bančni računi, davčna napoved, podatki o posojilu, 
biometrični podatki (npr. prstni odtis), številka potnega lista in osebne izkaznice itd. Med 
posebne vrste osebnih podatkov pa uvrščamo osebne podatke, ki se nanašajo na rasno ali 
etično poreklo, politično stališče, versko ali drugo prepričanje, članstvo v sindikatu, 
zdravje in spolno življenje, podatki o kazenskih in prekrškovnih postopkih. 
Podatki, kot so: matična številka, naziv ali ime pravne osebe, njen poštni naslov in e-mail 
ter njeni finančni podatki ipd., ne spadajo med osebne podatke.  
Temeljna pravica vsakega posameznika je pravica do varstva njegovih osebnih podatkov. 
Namen varstva osebnih podatkov je varovanje zasebnosti in drugih človekovih pravic in 
temeljnih svoboščin pri zbiranju, obdelavi in uporabi osebnih podatkov. Tudi Splošna 
deklaracija Združenih narodov o človekovih pravicah, z dne 10. decembra 1948, določa, 
da se nikogar ne sme vznemirjati s samovoljnim vmešavanjem v njegovo zasebno 
življenje, družino, stanovanje, v zasebno dopisovanje in tudi ne z napadi na njegovo čast 
in ugled. Evropska konvencija o varstvu človekovih pravic in temeljnih svoboščin pa v 8. 
členu določa, da ima vsakdo pravico do spoštovanja svojega zasebnega in družinskega 
življenja, bivanja in dopisovanja. Organi naj ne bi ovirali te pravice, razen v skladu z 
zakonom in kadar je to potrebno v interesu javne varnosti za preprečevanje kaznivih 
dejanj ipd. Da bi dvignili zavest o pravici do varstva osebnih podatkov, je Svet Evrope s 
podporo Evropske komisije 28. januarja razglasil evropski dan varstva osebnih podatkov 
(Agencija za zaštitu osobnih podataka, 2015).  
 
V primeru, če posameznik smatra, da so mu kršene njegove pravice, ki so zagotovljene z 
zakonom o varstvu osebnih podatkov, se lahko obrne na Agencijo za varstvo osebnih 
podatkov z zahtevo, da se te kršitve odpravijo.  
Agencija preuči vse prošnje in obvesti posameznika o sprejetih ukrepih. Če se med 
nadzorom ugotovi, da je upravljavec osebnih podatkov kršil določbe zakona, ima Agencija 
pravico, da opozori ali obvesti upravitelja osebnih podatkov na nepravilnosti pri obdelavi 
teh podatkov in določi, da se te nepravilnosti odpravijo v določenem roku, začasno 
prepove zbiranje, obdelavo in uporabo osebnih podatkov, ki se zbirajo, obdelujejo ali 
uporabljajo v nasprotju z zakonom, odredi izbris osebnih podatkov, zbranih ali brez 
pravne podlage, prepove prenos osebnih podatkov iz Republike Hrvaške ali dovoli 
uporabo osebnih podatkov drugim uporabnikom, če se ti podatki iznašajo iz Republike 
Hrvaške ali so na voljo drugim uporabnikom v nasprotju z določbami tega zakona, 
prepove zbiranje in obdelavo osebnih podatkov za nadaljnjo obdelavo, če ne izpolnjujejo 
zahtev v zvezi z varstvom osebnih podatkov, ali pa je bila poveritev teh nalog izvedena v 





Posebna kategorija osebnih podatkov, ki se nanašajo na rasno ali etnično poreklo, 
politično mnenje, versko ali drugo prepričanje, članstvo v sindikatu, podatki o zdravju, o 
kazenskih in prekrškovnih postopkih ipd., potrebujejo posebno zaščito. Posebno pozornost 
pa je potrebno nameniti v primerih obdelave takšnih podatkov. Obravnava takšne 
kategorije osebnih podatkov je izredno dovoljena v primerih, kot zahteva 8. člen Zakona o 
varstvu osebnih podatkov, v skladu z drugimi določbami. Obdelava teh podatkov pa mora 
biti posebej označena in zavarovana (Uredba o postopku za shranjevanje in posebni 
tehnično zaščitni ukrepi, za posebne kategorije osebnih podatkov Narodne novine št. 
139/04). Poleg posebne kategorije osebnih podatkov je potrebno upoštevati tudi ranljive 
skupine državljanov, katerih osebni podatki se obdelujejo, kar pa lahko privede v primeru 
nezadostnega varstva in zaščite do ogrožanja in zlorabe zagotovljenih pravic (Agencija za 
zaštitu osobnih podataka, 2015). 
 
Politika varstva osebnih podatkov se sicer ravna po načelih, v skladu s Konvencijo o 
varstvu posameznikov glede na njihovo avtomatsko obdelavo. Osebni podatki morajo biti 
zbrani in obdelani na zakonit način, za določen namen, biti morajo primerni in ustrezni, 
točni ter shranjeni v obliki, ki omogoča identifikacijo osebe le toliko časa, kolikor je 
potrebno za izpolnitev namena, zaradi katerega so bili ti podatki zbrani.  
Osebni podatki se lahko zbirajo in nadalje obdelujejo samo s privolitvijo posameznika in za 
namen, za katerega je posameznik dal soglasje, v primerih, ki jih določa Zakon o varstvu 
osebnih podatkov, za izvajanje zakonskih obveznosti nadzornika zbiranja osebnih 
podatkov, namen sklenitve in izvedbe pogodbe, v katerih je tožena stranka, zaščititi 
življenje in zdravje posameznika ali drugih oseb, v primeru, da posameznik ne more dati 
soglasja, če je za obdelavo podatkov, potrebnih za izpolnitev naloge, ki se opravlja v 
javnem interesu ali pri izvrševanju javne oblasti, ki jo ima upravljavec teh podatkov, če je 
obdelava podatkov potrebna, za namene zakonitih interesov osebne zbirke podatkov ali 
tretjih oseb, kjer se podatki razkrijejo, razen prevladujočih interesov varstva temeljnih 
pravic in svoboščin posameznikov iz drugega odstavka 1. člena Zakona, če posameznik 
razkrije takšne informacije (Agencija za zaštitu osobnih podataka, 2015). 
 
3.2.3 OBVEZNOSTI UPRAVLJAVCA ZBIRKE OSEBNIH PODATKOV DO 
POSAMEZNIKA 
Upravljavec zbirke osebnih podatkov je dolžan najpozneje v 30 dneh od predložitve 
zahtevka vsakega posameznika ali njegovega zakonitega zastopnika ali pooblaščenca: 
Potrditi, ali se osebni podatki v zvezi z njim obdelujejo ali ne, zagotoviti informacije v 
razumljivi obliki o osebnih podatkih, povezanimi z njim, katerih obdelava je v teku in o 
virih teh podatkov, vpogled v evidenco o zbiranju osebnih podatkov in dostopa do teh 
podatkov, vsebovanih v zbirki osebnih podatkov, ki se nanašajo nanj ter njihovo 
prepisovanje, dostaviti odlomke, potrdila, izpise osebnih podatkov, vsebovanih v zbirki 
osebnih podatkov, ki se nanašajo nanj, ki pa mora vsebovati podatek o namenu in pravno 
podlago za zbiranje, obdelavo in uporabo podatkov, predložiti izpis podatkov o tem kdo, 




nanašajo, zagotoviti informacije o logiki, zajeti v vse avtomatske obdelave podatkov, ki se 
nanašajo nanj, sprejeti mora pravne, tehnične, kadrovske in organizacijske ukrepe za 
varovanje osebnih podatkov, ki so potrebni za varovanje teh podatkov pred izgubo ali 
uničenjem, nepooblaščenim dostopom in spremembam ali katerih koli drugih zlorab, 
določati mora obveznost oseb, ki delajo na področju obdelave podatkov ter ohraniti 
zaupnost.  
 
Prevzete obveznosti upravljavca zbirke osebnih podatkov so po podatkih Agencije za 
varstvo osebnih podatkov naslednje: vzpostavitev, upravljanje in dostava evidence 
osebnih podatkov, omogočanje dostopa Agenciji za varstvo osebnih podatkov do datotek 
in drugih dokumentacij ter dostop do sredstev obdelave teh podatkov. Pred iznosom 
osebnih podatkov iz Republike Hrvaške je upravljavec zbirke osebnih podatkov dolžan, v 
primeru obstoja utemeljenega dvoma glede obstoja ustreznega varstva teh podatkov, 
pridobiti mnenje Agencije (Agencija za zaštitu osobnih podataka, 2015).  
3.2.4 OBVEZNOSTI POSAMEZNIKOV/DRŽAVLJANOV KATERIH OSEBNI 
PODATKI SE ZBIRAJO 
Posamezniki/državljani, katerih osebni podatki se zbirajo, morajo zagotavljati informacije 
pred začetkom zbiranja osebnih podatkov o svoji identiteti, namenu obdelave, kategorije 
uporabnikov osebnih podatkov, ter o tem ali gre za prostovoljno ali obvezno dajanje 
osebnih podatkov. Na zahtevo posameznikov ali njihovih zakonitih zastopnikov ali 
pooblaščencev morajo upravljavci zbirke osebnih podatkov najkasneje v roku 30 dni od 
vložitve zahtevka omogoči uveljavljanje pravic posameznikov, da imajo dostop do svojih 
osebnih podatkov ter predložiti obvestila, izjave, račune in izpise povezanih z osebnimi 
podatki, ki se obdelujejo. V primeru, da upravljavec zbirke osebnih podatkov, ugotovi, da 
so osebni podatki nepopolni, netočni ali zastareli jih je dolžan dopolniti, spremeniti ali 
izbrisati in o tem obvestiti osebo, na katero se ti podatki nanašajo, ter uporabnike teh 
podatkov najkasneje v roku 30 dni. Upravljavci zbirke teh podatkov morajo zagotoviti še 
tehnične, kadrovske in organizacijske ukrepe za varovanje teh podatkov, da bi se 
preprečile morebitne zlorabe in druga kazniva dejanja, obenem pa je potrebno poudariti, 
da je obveznost zaposlenih oseb pri obdelavi osebnih podatkov ohraniti zaupnost osebnih 
podatkov (Agencija za zaštitu osobnih podataka, 2015).  
3.3 PREDNOSTI IN SLABOSTI SLOVENSKE UREDITVE V PRIMERJAVI Z 
REPUBLIKO AVSTRIJO IN REPUBLIKO HRVAŠKO 
Ob preučevanju zakonodaje in prakse Republike Avstrije, Republike Slovenije in Republike 
Hrvaške je bilo ugotovljenih nekaj razlik, pa tudi podobnosti med temi tremi sistemi 
varstva osebnih podatkov, ter pravice posameznika do vpogleda v lastne osebne podatke 
oz. seznanitve z njimi. Slovenija je prvi zakon, ki ureja varstvo osebnih podatkov, sprejela 
leta 1999, ki je veljal do leta 2004, nato pa je 1. 1. 2005 pričel veljati nov ZVOP-1 uradno 
prečiščeno besedilo, ki ima 117 členov. Vsega skupaj se je kar štirikrat spremenil oz. 
dopolnil. Republika Avstrija je ZVOP sprejela leta 1999, ki pa je bil spremenjen kar 




bil še štirikrat spremenjen oz. dopolnjen in tako v 40 členih ureja varstvo osebnih 
podatkov.  
Po zakonodaji, ki se v vseh treh državah uporablja, lahko ugotovimo precejšnjo podobnost 
ureditve sistema varstva osebnih podatkov. V vseh treh državah je definicija »osebni 
podatek« podobna, saj zajema katerikoli podatek, ki se nanaša na posameznika, ne glede 
na obliko, v kateri je izražen. Slovenski zakon je nekoliko podrobnejši in ima naštetih več 
izrazov kot avstrijski in hrvaški. V vseh treh državah je varstvo osebnih podatkov 
zagotovljeno vsaki fizični ali pravni osebi ne glede na državljanstvo in prebivališče, raso, 
narodnost, politično, versko ali filozofsko prepričanje, članstvu v sindikatu, zdravstveno 
stanje, vpis ali izbris v ali iz kazenske evidence ali evidenc, ki se vodijo na podlagi zakona, 
ki ureja prekrške, ki pa jih naš zakon imenuje »občutljivi osebni podatki«, avstrijski pa 
»sensible Daten«. Posamezniki imajo pravico do seznanitve, ali se podatki v zvezi z njim 
obdelujejo ali ne, imajo omogočen vpogled v katalog zbirke osebnih podatkov, poleg tega 
imajo tudi omogočen vpogled v osebne podatke, ki so vsebovani v zbirki osebnih 
podatkov in se nanj nanašajo. Skratka, podatki so dostopni vsem pod enakimi pogoji.  
Ena temeljnih pravic obrambe je pravica do informacij, ki so mednarodno uveljavljeni 
standard in izraža jamstvo ustavne ravni (Nehl v Kovač). Ustavne institute oziroma 
pravice, kot so demokratičnost, pravnost države, enakost pred zakonom in enako varstvo 
pravic, varstvo človekove osebnosti in dostojanstva, učinkovito pravno sredstvo in sodno 
varstvo   upravnem sporu in ustavnosodnih postopkih, zakonitost in pravnomočnost 
namreč neposredno izpeljuje. V upravnih razmerjih so ta jamstva z vnaprejšnjo 
nadrejenostjo upravnega organa v odnosu do stranke zaradi zaščite javne koristi posebej 
pomembna, saj prav omejitev oblasti v upravnih zadevah pokaže raven dejanske 
(ne)demokratičnosti državne ureditve. Pravica do vpogleda v lastno zadevo ni zgolj 
tehničnega pomena in posebnost slovenske ureditve, temveč je opredeljujoča garancija 
poštenega postopka in dobre uprave po aktih in sodni praksi na evropski ravni, pa naj gre 
za Svet Evrope oz. Evropsko sodišče za človekove pravice (ESČP) ali EU in njene institucije 
ali Združene narode s Splošno deklaracijo človekovih pravic (Kovač, 2013, str. 4).  
 
Po sodni praksi je vpogled v spis določen izrecno kot avtonomna pravica, po preostalih 
aktih oz. določbah (6. člen Evropske konvencije o človekovih pravicah ali 41. člen Listine o 
temeljnih pravicah EU) pa predmetni institut predstavlja del drugih temeljnih pravic, kot 
sta dolžni pošten postopek.  
Države članice imajo to pravico do vpogleda v spis različno urejeno, Španija ima to 
urejeno z ustavno določbo, Finska in Estonija v okviru načela odprte uprave sicer v ZUP, 
večina držav pa podobno kot v Avstriji ali pri nas operativno v ZUP. Ta institut je tako 
poznan v vseh državah, je pa vsebinsko različnega dometa. 
Ponekod ta pravica pripada le strankam, drugod glede na širše ali ožje opredeljen pravni 
interes, ponekod vpogled posebej vključuje kopiranje, ponekod je možen samo elektronski 
ali fizičen dostop, drugod le eden od njiju. V naši ustavni ureditvi se pravica do pregleda 
dokumentov razume predvsem kot del učinkovitega pravnega varstva, omeniti pa velja še 
38. člen Ustave v delu, ko se ta pravica nanaša na seznanitev z lastno zadevo po 
izkazanem pravnem interesu. Velika večina nacionalnih ZUP–ov danes še vedno sodi v 




oblasti. Na Hrvaškem so sprejeli ZUP leta 2009 in pričakovali od njega radikalnejši zasuk 
glede na dotedanjo ureditev, a je šlo kljub nekaj ključnim novostim, kot je podlaga za 
upravne pogodbe, za prejkone izgubljeno priložnost modernizacije. Modernizacija naj bi se 
vodila predvsem v smeri modela dobrega vladanja, kar pomeni povečano stopnjo 
partnerstev in odgovornega odločanja med različnimi družbenimi skupinami.    
Tajni podatki in poslovne skrivnosti so kot izjeme različnega tipa in obsega. V 
jugovzhodnem evropskem pravnem prostoru se kot ključni za odprtost uprave na 
mednarodnih in ustavnopravnih načelih v upravnih zadevah pojavljata dve različni pravici, 
to sta klasična procesnopravna pravica stranke in drugih oseb z določnim pravnim 
interesom do vpogleda v spis v posamičnih upravnih postopkih po ZUP in 
materialnopravna pravica vsakega prosilca do podatkov in dokumentov, ki so kvalificirani 
kot informacije javnega značaja v različnih postopkih po ZDIJZ (Kovač, 2013, str. 5).  
Pri nas razlikujmo dva sistema pravic do informacij, kjer splošne in javne informacije za 
vse zainteresirane zaobjema prvi sistem, drugi pa zaobjema pravice, vezane na konkretni 
pravni interes v določenih postopkih. Ta dva sistema se prepletata, vendar ju je potrebno 
ločiti, ker so ključne razlike glede nekaterih vprašanj: na katere postopke se nanašajo 
(splošne in javne informacije so širše za vsa upravna razmerja, dostop do konkretnih 
informacij pa je omejen na določene zadeve),  
kateri so pogoji dostopa, (pri splošnih in javnih informacijah je merodajna objektivna 
definicija), katere so te informacije in s tem legitimacija prosilcev po vsebini zahtevanega, 
medtem ko je pri konkretnih informacijah legitimacija vezana na posamičen, v času 
zahteve za dostop pa na obstoječ pravni interes stranke), ter 
kakšno je pravno varstvo (pri splošnih in javnih informacijah gre za materialnopravno 
upravičenje in zato več in širši nabor pravnih sredstev), medtem ko je dostop do 
konkretnih informacij procesno vprašanje z omejenim varstvom, tako po ZUP kot v 
sodnem nadzoru nad zakonitostjo upravnih aktov (Kovač, 2013, str. 7). 
 
Načelom, kot jih postavljajo teorija, pravo EU in Svet Evrope, si prizadevajo zadostiti vse 
države EU in jugovzhodne Evrope (Kovač, 2013, str. 9). Te države: Slovenija, Hrvaška in 
Avstrija imajo tudi zgodovinsko razvojne skupne imenovalce. Do leta 1918 sta bili ozemlji 
današnje Avstrije in Slovenije del iste države - takratne Avstrije, ki ji je vladala 
Habsburška dinastija. Slovenija in Hrvaška pa sta leta 1991 z razpadom Jugoslavije postali 
samostojni državi. Med vsemi tremi državami pa obstajajo tudi razlike po velikosti in 
številu prebivalcev, saj površina Avstrije znaša 83.879,0 km2 in ima 8,5 milijonov 
prebivalcev, Republika Hrvaška meri 56,6 km2 in ima 4,5 milijona prebivalcev, površina 
Republike Slovenije pa znaša samo 20 km2 in imamo vsega skupaj 2 milijona prebivalcev. 
Razlike pa se kažejo tudi glede vstopa v članstvo EU. Najprej je postala polnopravna 
članica EU Republika Avstrija, in sicer 1. januarja 1995, Republika Slovenija maja leta 
2004 in Republika Hrvaška julija 2013.  
Razlike celostno kažejo bistvene razkorake v družbeno-ekonomskem razvoju, opazen je 
tudi družbeno-politični in regulatorno-implementacijski razkorak. Slovenija in Hrvaška 




medtem ko Hrvaška poudarja tudi načelo sorazmernosti. Nov hrvaški zakon2 poudarja že 
načelo odprtosti in ne le ozko definirane upravne zadeve, drugod pravice kot pravila po 
vzoru jugoslovanskega ZUP-a, slovenski zakon pa je najbolj podroben, saj so pravice 
vezane nujno na pravni interes, na Hrvaškem pa materialnopravno na vse upravne akte. 
Zakon o dostopu do informacij javnega značaja sta pri nas in na Hrvaškem sprejeta skoraj 
hkrati, saj je naš zakon vzor hrvaškemu, tako osnovni kot amandmaji. Obseg in 
uveljavljanje pravic gre v smeri čim večje odprtosti in učinkovitosti, posebnost RS pa je 
ločena postopka z ustno in pisno zahtevo. Učinkovitost varstva pravic do informacij je 
priporočljiva in v vseh treh državah definirana, čeprav ne direktno po ZDIJZ, osrednja ter 
samostojna nevladna institucija, kakor tudi povezava odprtosti in zaščite podatkov v istem 
organu, pri nas od 2005 z združitvijo Pooblaščenca za dostop do informacij javnega 
značaja in Inšpektorata za varstvo osebnih podatkov. Obseg veljave ZDIJZ oz. širina 
definicije zavezancev je povsod pohvalna, tako po statusnem kot funkcionalnem kriteriju, 
kjer so vključena tudi sodišča, čeprav je sodna praksa nekonsistentna.  
Učinkovitost pritožbe je večja ob devolutivnosti in večjih pristojnostih pritožbenega 
organa.  
Po dokončni odločitvi je v vseh državah možen upravni spor in ustavnosodno varstvo, le 
pri nas je dopustna tožba zavezancev izven uprave zoper odločbo pooblaščenca, kar pa 
znižuje učinkovitost, saj je takih tožnikov največ.   
V vseh državah je proaktivnost in načelo prostega dostopa, kjer legitimacija ni vezana na 
pravni interes. Izjeme se razlagajo restriktivno, npr. osebni ali tajni podatki. Učinkovitost 
pravic in preglednost pa je bolje navesti le v ZDIJZ, ob kršitvi roka zaradi molka organa pa 
je možna tudi pritožba. Regulatorni okvir je v vseh državah najmodernejši, tako v 
načelnem definiranju pravic kot v najširšem dometu veljave določb, ne glede na zavezano 
institucijo, politiko ali področno pravo. Kljub skupnim izhodiščem in visoki uvrstitvi  v 
mednarodnih primerjavah je med temi primerjanimi državami opaziti velike razlike. 
Slovenija in Hrvaška si delita veliko skupnega, kar je razlog evropeizacije, saj bi 
pričakovali večji odstop zaradi makroekonomskega stanja. Glede ZDIJZ R. Slovenija 
prednjači pred R. Hrvaško, saj je ta zakon sprejela  in uveljavila prva ter konstituirala 
osrednjega pooblaščenca, opazna je tudi višja procesna in sodno-varstvena zaščita 
prosilcev. Predpisi so novejši kot Hrvaški ZUP ter bolj v skladu s konceptom dobre  uprave 
v EU, čeprav je politično-pravni okvir tu nižje vrednoten kot v RS (Kovač, 2013, str. 10-
11).  
 
V prvih letih po uveljavitvi ZDIJZ, predvsem ko se vzpostavlja doktrina v praksi, bi morali 
upravni organi ravnati v korist obtoženega (in dubio pro reo). Pri tem res pomeni pravno 
državo z odprto upravo, ki daje prednost posameznikovemu upravičenju v mejnih 
položajih, kot pa oblastniški drži. Najbolj klasična izmed pravic do pregleda upravnih ali 
drugih dokumentov v posamičnih upravnih zadevah v Sloveniji ni med izrecnimi ustavnimi 
določili niti zakonsko opredeljenimi načeli, razen splošne seznanitve po pravnem interesu 
v skladu z 39. členom Ustave in ZDIJZ. 
 
                                           




Pravica do pregleda dokumentov se po slovenski ustavnosodni praksi razume kot del 
učinkovitega pravnega varstva oz. obramba pred oblastjo. Tako je po ZUP in po ZDIJZ kot 
tudi po področni zakonodaji poznanih nekaj omejitev.  
Po področnih predpisih se pravico do pregleda dokumentov lahko omejuje v izvedbenem 
smislu. Področni predpis tako določi, komu ta pravica pripada, glede na materialnopravno 
legitimacijo pravic, pravnih koristi oz. obveznosti, ki se uveljavljajo v pravnih postopkih. V 
prvem in šestem odstavku 82. člena ZUP-a sta dvoje takih omejitev že neposredno 
določeni in veljata za vse zadeve (Kovač, 2013, str. 12). 
 
Stranke oz. druge legitimirane osebe imajo zaradi varstva javnega interesa pravico, da 
npr. v postopku uporabljene dokumente s tajnimi podatki zgolj vpogledajo, ne morejo pa 
jih prepisovati ali kopirati. Drugič, pa dva posebna tipa upravnih dokumentov, kot sta 
zapisnik o posvetovanju in glasovanju ter osnutki odločb, zaradi interesov poteka 
postopka nista na vpogled niti glavnim strankam.  
ZUP tako v splošnih omejitvah ne določa pravic drugih oseb do nerazkritja osebnih 
podatkov. Kadar stranke želijo vpogledati v spisovno dokumentacijo, ko je ta že 
zaključena in pravnomočna ter izročena v arhiv, se v praksi pogosto postavlja vprašanje, 
kako naj organ ravna v takšnem primeru, saj v ZUP ni določeno, do kdaj pravica velja oz. 
ali so organi neko omejitev določili z notranjimi pravili o dokumentarnem gradivu. Ker ZUP 
ne določa drugače, torej je osebi že priznan položaj stranke v postopku ali drugače 
izkazan pravni interes, ta pravica ni časovno omejena. Omeji jo lahko le področni zakon, 
ki je nadrejen ZUP-u, če bi to bilo po naravi stvari v nekaterih zadevah smiselno oz. 
sorazmerno varstvu pravic drugih oseb.  
Katere informacije so strankam dostopne, so pomembni testi sorazmernosti in tehtanja 
različnih pravno varovanih kategorij. Varstvo osebnih in zaščitenih podatkov ter poslovne 
in davčne tajnosti spadajo med najpogostejše uveljavljene izjeme, ki jih izpostavljajo 
zavezani organi (Kovač, 2013, str. 13).  
 
Pri novem zakonu (ZDIJZ), ki je na Hrvaškem bil sprejet leta 2013, je potrebno poudariti, 
da je zaradi izjem še bolj podoben slovenskemu, saj je bil dopolnjen. Vsebuje tudi določbe 
glede izvedbe testa sorazmernosti in javnega interesa ter je v primerjavi z našim zakonom 
bolj določen, saj v zvezi s tem določa, da se v določenih primerih dostop dovoli, kljub 
obstoju izjeme, če je glede razkritja javni interes močnejši od interesa za omejitev 
dostopa do zahtevane informacije.          
Pravico do pregleda upravnih in drugih dokumentov pri nas izrecno določa ZUP, toda ta 
pravica ni med izrecnimi ustavnimi določili niti zakonsko opredeljenimi načeli. Zato se 
večkrat ustvarja napačen vtis, da gre pri 82. členu ZUP-a za eno operativno-tehničnih 
opravil. Ampak temu ni tako, saj je ta pravica do vpogleda ena temeljnih pravic obrambe, 
ki so mednarodno uveljavljeni standard in izraža jamstvo ustavne ravni. Avstrijski ZUP 
(Verwaltungsverfahrensgesetzes 1991) v 17. členu določa, da kolikor v upravni določbi ni 
drugače določeno, lahko stranke pri organu v svoje spise vpogledajo in si na svoje stroške 
pridobijo kopijo ali izpis. V kolikor se neka zadeva pri organu nahaja v elektronski obliki, 
se lahko stranki na zahtevo omogoči dostop spisa, v kateri koli tehnično izvedljivi obliki. 




obsegu. Zavrnitev dostopa do spisa se izroči stranki v postopku tožbe s procesnim 
namenom (Bundeskanzleramt Rechtsinformationssystem, 2015). 
 
Zato se v Sloveniji in na Hrvaškem v postopkih v zvezi z uresničevanjem pravice dostopa 
do informacij javnega značaja subsidiarno uporablja zakon, ki ureja splošni upravni 
postopek. Zato pa zakonodaja teh omenjenih držav zavezuje organe, da pripravijo Katalog 
informacij javnega značaja, iz katerega naj bo razvidno, katere informacije vsebujejo.  
Za odločitev o vlogi za dostop do informacij so v državah predpisani roki, ki pa se med 
njima nekoliko razlikujejo, saj se je pri nas o takšni zahtevi potrebno odločiti najkasneje v 
roku 20 dni, na Hrvaškem pa najkasneje v roku 15 dni po prejemu zahteve. Če zahteva ni 
popolna, jo je potrebno dopolniti na zahtevo organa, in sicer v 3 dneh, drugače jo organ 
zavrže. Organu je v obeh državah dana tudi možnost podaljšanja roka za dostop do 
informacije, vendar je tudi tu razlika v dolžini roka, na Hrvaškem je rok mogoče podaljšati 
le za 15 dni, pri nas pa največ za 30 delovnih dni. Določbe glede zaračunavanja stroškov 
so pri nas in na Hrvaškem podobne, takse se za dostop do informacij ne zaračunavajo, 
zaračunavajo se le materialni stroški, ki s posredovanjem informacij tudi nastanejo. Na 
Hrvaškem do višine 10,00 HRK stroškov ne zaračunavajo, pri nas pa do višine 10,00 EUR.    
V letu 2013 je Upravno sodišče odločalo o 37 tožbah področja dostopa do oz. ponovne 
uporabe informacij javnega značaja (odločbe državnih organov, občin ali drugih 
zavezancev iz širšega javnega sektorja za informacije javnega značaja). Od tega se je 25 
zadev nanašalo na državne organe ali lokalne skupnosti. Na odločitve državnih organov o 
prostem dostopu se je nanašalo 16 sodb. Upravno sodišče je izdalo tudi 2 zavrnilni sodbi v 
zvezi z odločbami lokalnih skupnosti. V 4 primerih pa je sodišče izdalo sklep o zavrženju 
tožbe in 3 sklepe o ustavitvi postopka (Vlada RS, 2014). 
 
Zakon o varstvu osebnih podatkov, ki je v Republiki Avstriji začel veljati leta 2000, je dobil 
še novelo, ki je bila sprejeta leta 2001. V sistemu delitve oblasti se z zakonom v Ustavi 
Republike Avstrije opredeli pravica do varstva osebnih podatkov ter položaj Komisije za 
varstvo teh podatkov. Nestrukturirani spisi, ki so torej v papirni obliki, se po avstrijskem 
pravu ne obravnavajo kot zbirka osebnih podatkov. Pravice do informiranja, popravka ali 
izbrisa netočnih podatkov, ki se pojavijo v tem spisu, po tem zakonu posameznik nima, 
imajo pa pravico do vpogleda v spis zadeve.  
 
Tako kot avstrijska in naša ustavna ureditev, opredeljuje varstvo osebnih podatkov tudi 
Ustava Republike Hrvaške. Za obdelavo osebnih podatkov je primarna pravna podlaga 
posameznikova opredelitev, zakon pa je sekundarna pravna podlaga. Varstvo osebnih 
podatkov ter nadzor nad delovanjem informacijskih sistemov v državi sta urejena z 
zakonom. Prav tako je v Kazenskem zakoniku Republike Hrvaške določeno, da je uporaba, 
zbiranje in obdelovanje osebnih podatkov v nasprotju z namenom njihovega zbiranja 
prepovedano in se kaznuje z denarno kaznijo. Ko je Republika Hrvaška sprejela svoj prvi 
Zakon o varstvu osebnih podatkov, določbe členov Direktive 95/46/ES, o iznosu osebnih 
podatkov v tretje države ni ustrezno uzakonila. Ker kriteriji glede dopustnega iznosa 
osebnih podatkov iz Republike Hrvaške niso bili jasno opredeljeni, so bili ti členi kritični 




ustrezno varujejo osebne podatke ali ne. Tudi Zakon o splošnem upravnem postopku, 
tako kot Zakon o varstvu osebnih podatkov, omogoča strankam pravico  pregledovati 
dokumente zadeve, ki si jih lahko prepišejo ali kopirajo na lastne stroške. Prepis ali 
kopiranje dokumentov se opravi pod nadzorom posameznih uradnih oseb. Vsaka stranka, 
ki izkaže svoj pravni interes, ima pravico do vpogleda v evidence zadeve, ter jih na svoje 
stroške prepiše ali prekopira. Svojo zahtevo za vpogled v zadevo ali za prepis določenih 
dokumentov iz zadeve, stranka vloži pisno ali ustno na zapisnik. Prepovedano je 
prepisovanje ali kopiranje uradnih poročil, osnutke odločb, kakor tudi dokumentov, ki so 
zaupne narave, ali če so v nasprotju z namenom postopka ali javnega interesa, zato 







4 ANALIZA UPRAVNE IN SODNE PRAKSE VPOGLEDA V 
LASTNE OSEBNE PODATKE 
Od obstoja ustreznih mehanizmov je odvisna učinkovitost pravnih pravil, zlasti pravic 
posameznikov, na katere se nanašajo osebni podatki, predvsem za njihovo uveljavljanje. 
Posameznik, na katerega se nanašajo osebni podatki, mora imeti na podlagi svoje 
zakonodaje pravico do varstva svojih podatkov, to pa velja tudi v evropski zakonodaji o 
varstvu teh podatkov. Pri tem pa morajo biti ustanovljeni tudi ustrezni nadzorni organi za 
pomoč posameznikom, v kolikor imajo onemogočen dostop do podatkov. V postopku pred 
nadzornim organom je potrebno pojasniti, ali se je od osebe, institucije ali organa, na 
katerega se je posameznik obrnil, dejansko zahtevalo, da odgovori na zahtevo ter ali je bil 
odgovor pravilen in zadosten. Pravni učinki izidov postopka pred nacionalnimi nadzornimi 
organi so odvisni od nacionalne zakonodaje, ali so odločitve organa pravno izvršljive. 
Posameznik, kateremu so kršene pravice do varstva osebnih podatkov, lahko vloži 
pritožbo. Zoper odločitve nacionalnega nadzornega organa mora biti dovoljeno vložiti 
pritožbo pri sodiščih. To velja za posameznike, na katere se ti podatki nanašajo, ter za 
upravljavce, ki so pred nadzornim organom stranka v postopku. Posameznik, ki ni 
zadovoljen z odgovorom upravljavca, na podlagi zakonodaje o VOP, mora imeti v skladu z 
Direktivo o varstvu teh podatkov pravico vložiti pritožbo na sodišču. Za posameznika, ki 
uveljavlja pravice do varstva osebnih podatkov, je priporočljivo, da se najprej obrne na 
nadzorni organ, saj naj bi bili postopki na podlagi zaprosil za njihovo pomoč nebirokratski 
in brezplačni. Kršitve pravic do varstva osebnih podatkov se po pravu Sveta Evrope lahko 
obravnavajo tudi pred Evropskim sodiščem za človekove pravice (v nadaljevanju ESČP). V 
kolikor ESČP ugotovi, da je posamezna država pogodbenica kršila katero od pravic, ki so 
zavarovane z EKČP, mora ta država pogodbenica izvršiti sodbo ESČP. 
 
4.1 SMERNICE ZA IZDAJO SODNIH ODLOČB ZA IZDELAVO 
IZVEDENSKIH MNENJ  
Na področju varstva osebnih podatkov prihaja do številnih dilem in vprašanj, s katerimi se 
srečujejo upravljavci zbirk osebnih podatkov, zato naj bi jim smernice na uporaben način 
pokazale, kako naj zadostijo zahtevam ZVOP-1 v praksi. Določba 49. člena ZVOP-1-UPB1 
daje pooblaščencu pravno podlago za izdajo smernic, ki med drugim določa, da 
Pooblaščenec daje neobvezna mnenja, stališča in pojasnila glede vprašanj s področja 
varstva osebnih podatkov.  
Pri izdelavi mnenj se tudi sodniki in sodni izvedenci nemalokrat srečujejo z vprašanjem  
varstva osebnih podatkov, predvsem kadar gre za izdelavo mnenj izvedencev medicinske 
stroke, kjer imajo opravka z občutljivimi osebnimi podatki. ZVOP-1 v 13. členu določa 
osem pravnih podlag, ki obdelavo osebnih podatkov dopuščajo. Državni organi, organi 
lokalnih skupnosti, nosilci javnih pooblastil ter druge osebe in organizacije, razpolagajo z 
različnimi podatki, ki so potrebni za odločitev, vendar pa 10. člen Zakona o pravdnem 




zahtevane podatke. Kadar sodišče navede, da potrebuje določene podatke za izvedbo 
kazenskega postopka, mu jih mora upravljavec osebnih podatkov, na podlagi 143. člena 
Zakona o kazenskem postopku, tudi brezplačno posredovati, tudi brez osebne privolitve 
posameznika, na katerega se ti podatki nanašajo. Pri obdelavi občutljivih osebnih 
podatkov naj bi se generalnim pooblastilom izogibali. V sodno odločbo morajo sodišča 
zaradi načela sorazmernosti čim bolj določno napisati, kaj odrejajo, saj upravljavcu zbirke 
osebnih podatkov s to odločbo dajejo nek napotek, kaj lahko izvedencu s sodno odločbo, 
ko pride do njega sploh lahko da oz. posreduje. V kolikor se pri delu izvedenca izkaže, da 
je potrebno vpogledati še v drugo dokumentacijo, je to potrebno navesti tudi v odločbo, 
saj je za tak vpogled potrebno pridobiti novo. Tako iz odločb sodišča izhaja, da so skladne 
z določbami ZVOP-1 (Informacijski pooblaščenec, 2015).  
 
Primer 1:  Varstvo osebnih podatkov – sodba I U 897/2012 
 
Sodba upravnega sodišča je s področja varstva osebnih podatkov. Instituti sodbe so 
osebni podatki, zbirka osebnih podatkov in pravica do seznanitve z osebnimi podatki. V 
tem primeru je uporabljeno redno pravno sredstvo, in sicer pritožba, saj se je stranka z 
interesom zoper prvostopenjsko odločbo, ki ji je bila izdana in s katero ji je bil zavrnjen 
zahtevek za seznanitev z lastnimi osebnimi podatki, pritožila. Samo odločba, ki je bila 
izdana v upravnem postopku na prvi stopnji, je predmet pritožbe (229. člen ZUP). Tožba 
je bila zavrnjena. Pravica do seznanitve z lastnimi osebnimi podatki je temeljna človekova 
pravica, ki je določena v 38. členu Ustave, konkretizirana pa v 30. členu ZVOP-1. Za 
varstvo zakonitosti pri odločanju o pravicah, obveznostih in pravnih koristih posameznikov 
v upravnem postopku je pritožba, ob enem pa še pravno sredstvo, s katerim se odlaga 
dokončnost in pravnomočnost izdane odločbe (Adrojna & Kerševan, 2006, str. 462). 
Pravica do pritožbe je tudi ena izmed temeljnih načel splošnega upravnega postopka (13. 
člen ZUP).    
Tožena stranka se sklicuje na tretji odstavek 38. člena Ustave in 30. člen ZVOP-1, ki med 
drugim v prvem odstavku določa, da mora upravljavec osebnih podatkov posamezniku na 
njegovo zahtevo potrditi, ali se podatki v zvezi z njim obdelujejo ali ne, ter mu omogočiti 
vpogled v osebne podatke, ki so v zbirki osebnih podatkov vsebovani in se nanj nanašajo.  
 
Vendar tudi ta pravica do seznanitve z lastnimi osebnimi podatki ni neomejena, saj se 
lahko z zakonom izjemoma omeji iz določenih, posebej naštetih razlogov. Te omejitve se 
lahko določijo samo v obsegu, ki je nujen za dosego namena, zaradi katerega se določa 
omejitev. Podani morajo biti pogoji za zakonito omejitev pravice do seznanitve, da je 
omejitev predvidena z zakonom, pravico posameznika se lahko le izjemoma omeji iz 
taksativno naštetih razlogov in omejitve se lahko določijo v obsegu, ki je nujen za dosego 
namena varovanih interesov. Stranki z interesom je potrebno odobriti zahtevo za 
seznanitev z lastnimi osebnimi podatki, kar je v ponovljenem postopku presodila tožena 
stranka. Tudi na to, da ni nenavadno, če se enaka zahteva zavrne na podlagi Zakona o 
dostopu do informacij javnega značaja (ZDIJZ), odobri pa na podlagi ZVOP-1, v odločbi 
opozarja tožena stranka, saj ZDIJZ omogoča dostop do informacij javnega značaja 




se nanašajo. Dokumenti, ki jih stranka z interesom želi videti, vsebujejo identifikacijske 
osebne podatke, ugotavlja tožena stranka, ti dokumenti pa nastopajo v pojavni obliki 
fizičnih dokumentov. Tožena stranka s temi dokumenti razpolaga, področni predpisi pa v 
konkretnem primeru ne predvidevajo omejitve pravice do seznanitve z lastnimi osebnimi 
podatki v smislu 36. člena ZVOP-1. Obravnavani dokumenti vsebujejo tudi osnovne 
identifikacijske osebne podatke drugih oseb, vendar pa ti ne sodijo v kategorijo varovanih 
osebnih podatkov.  
ZVOP-1 govori o pravici posameznikov do seznanitve samo z lastnimi osebnimi podatki, ne 
pa s celotnimi dokumenti, v kateri se ti osebnih podatki nahajajo, zato bi tožeča stranka s 
posredovanjem elektronskih zapisov celotnih dokumentov s tem kršila ZVOP-1.  
V odgovoru na tožbo je tožena stranka navajala, da v prvostopenjski odločbi tožeča 
stranka ni obrazložila, kako bi razkritje zahtevanih osebnih podatkov škodovalo 
dokazovanju in izvedbi kazenskega postopka ter ogrozilo uspeh v tem postopku. Ker ta 
člen ne predstavlja samostojne pravne podlage za omejevanje pravice do seznanitve z 
lastnimi osebnimi podatki, saj odkazuje na področne zakone, neposredno sklicevanje nanj 
ni mogoče. Prvi odstavek 30. člena ZVOP-1 določa, da mora upravljavec osebnih podatkov 
posamezniku na njegovo zahtevo: omogočiti vpogled v katalog zbirke osebnih podatkov, 
potrditi, ali se podatki v zvezi z njim obdelujejo ali ne, ter mu omogočiti vpogled v osebne 
podatke, ki so vsebovani v zbirki osebnih podatkov in se nanj nanašajo, ter njihovo 
prepisovanje ali kopiranje, posredovati mu mora izpis osebnih podatkov, ki so vsebovani v 
zbirki osebnih podatkov in se nanj nanašajo, posredovati seznam uporabnikov, katerim so 
bili osebni podatki posredovani, kdaj, na kakšni podlagi in za kakšen namen, dati 
informacijo o virih, na katerih temeljijo zapisi, ki jih o posamezniku vsebuje zbirka osebnih 
podatkov in o metodi obdelave, dati informacije o namenu obdelave in vrsti osebnih 
podatkov, ki se obdelujejo, ter vsa potrebna pojasnila v zvezi s tem, pojasniti logično-
tehnične postopke odločanja, če izvaja avtomatizirano odločanje z obdelavo osebnih 
podatkov posameznika.  
36. člen ZVOP-1 pa določa izjeme od pravice do seznanitve z lastnimi osebnimi podatki, ki 
pa so podane, če to določa poseben zakon iz točno določenih razlogov, ki so v prvem 
odstavku tega člena tudi našteti, omejitve pa se lahko določijo samo v obsegu, ki je nujen 
za dosego namena, zaradi katerega se določa omejitev (drugi odstavek 36. člena ZVOP-
1). Sodišče je ocenilo, da je stranka z interesom upravičena do vpogleda v dokumentacijo, 
kar je tožena stranka pravilno ugotovila, ter da ne obstaja nobena od izjem iz 36. člena 
ZVOP-1.  
Pravica do seznanitve z lastnimi osebnimi podatki po mnenju sodišča pomeni, da ima 
vsakdo pravico izvedeti, v kakšnem kontekstu se podatki v zvezi z njim zbirajo, to pa je 
možno le, če stranka z interesom vidi dokument tako, kot je opredeljen v izreku 
izpodbijane odločbe. Ker je bila odločitev tožene stranke na podlagi navedenih razlogov 
pravilna, je sodišče tožbo zavrnilo na podlagi prvega odstavka 63. člena Zakona o 







Primer 2: Seznanitev z zdravstvenimi podatki otrok – Odločbe in mnenja 
informacijskega pooblaščenca št. 0712-1/2014-2767 
 
V tem primeru gre za področje seznanitve z zdravstvenimi podatki otroka. Instituti te 
odločbe so osebni podatki in pravica do seznanitve z njimi. V tem primeru ima razvezan 
oče težave pri dostopanju do informacij o zdravljenju svojega sina. Ni skrbnik otroka, 
vendar mu roditeljska pravica ni odvzeta. Ker se njegov sin zdravi pri pedopsihiatrinji, želi 
vedeti, kaj vse se dogaja v zvezi s tem. Po napotilu zdravnika lahko pride na razgovor 
tako, da se prijavi v ambulanto, s seboj pa mora imeti sinovo zdravstveno izkaznico, ki pa 
mu jo skrbnica ne da. Ker duplikata zdravstvene kartice na Zavodu za zdravstveno 
zavarovanje Slovenije ne izdajajo, stranko zanima, kako lahko dostopa do zdravstvenih 
podatkov svojega sina.  
Določba 105. člena Zakona o zakonski zvezi in družinskih razmerjih (v nadaljevanju - 
ZZZDR) pravi, da se morata starša, ki ne živita ali ne bosta več živela skupaj, sporazumeti 
glede varstva in vzgoje otrok v skladu z njihovimi koristi. Lahko oba obdržita varstvo in 
vzgojo svojih otrok, lahko pa so otroci v varstvu in vzgoji pri enem od njiju. Če se glede 
sporazuma ne moreta dogovoriti, jima pri tem pomaga center za socialno delo, ki 
upošteva tudi otrokove želje, če jih je otrok sposoben izraziti. Naše veljavno notranje 
pravo šteje, da ima tako razumevanje otroka, ki je razsoden, se pravi sposoben razumeti 
pomen postopka in posledice odločitve. Za nemško pravo velja, da je postavljanje 
starostne meje otrok zgrešeno, saj ima tudi mnenje petletnega otroka določeno, vendar 
ne odločilno težo. 113. člen istega zakona pa določa, da starša roditeljsko pravico 
izvršujeta sporazumno, v skladu z otrokovo koristjo. Starša sta glede pravic in dolžnosti ko 
v času trajanja roditeljske pravice skrbita za svoje otroke, izenačena. Peti odstavek 113. 
člena ZZZDR določa, če je eden od staršev zadržan izvrševati roditeljsko pravico, jo 
izvršuje drugi (2004). Zakon o zakonski zvezi in družinskih razmerjih (ZZZDR). Ur. l. RS, 
št. 69-UPB). Pomembno je, da kadar nastopajo v  zakonitem zastopstvu svojih otrok, 
organ ugotovi njihovo identiteto in sorodstveno razmerje. Razveza ali prenehanje izven 
zakonske skupnosti nimata vpliva na izvrševanje roditeljske pravice. Ko postane otrok 
polnoleten, preneha roditeljska pravica in v pravnem prometu nastopa sam (117. člen 
ZZZDR). Izjemoma pa se roditeljska pravica lahko podaljša, zaradi telesne ali duševne 
prizadetosti otroka, če ta ni sposoben sam skrbeti zase, za svoje koristi in pravice. Na 
podlagi 107. člena ZZZDR torej mladoletne otroke zastopajo starši in ti so v okviru pravice 
do vpogleda v lastne podatke v zastopstvu otroka upravičeni do vpogleda v otrokove 
osebne podatke v enakem obsegu in vsebini kot bi pripadal otroku. Starši so pri skrbi za 
otrokove pravice in koristi enakopravni, saj roditeljska pravica pripada skupaj materi in 
očetu. V kolikor ta roditeljska pravica staršu ni odvzeta, ima zgoraj navedeno pravico do 
seznanitve s podatki otroka.  
Starši lahko pravico do seznanitve, to je vpogled, prepis, pridobitev fotokopij ali drugih 
reprodukcij, z zdravstveno dokumentacijo uveljavljajo na podlagi roditeljske pravice 
(druga in tretja alineja drugega odstavka ter peti odstavek 45. člena Zakona o pacientovih 
pravicah - ZPacP v povezavi z osmim odstavkom istega člena). Otrok, ki ni sposoben 
odločanja o sebi, lahko starši namesto njega uresničujejo njegovo pravico do seznanitve z 




Pogoji za uveljavitev pravice do seznanitve z zdravstveno dokumentacijo, ki so uzakonjeni 
v ZVOP-1, so: obstoj sorodstvenega razmerja ali razmerja posvojitve, obstoj roditeljske 
pravice (pred, izjemoma tudi po polnoletnosti otroka), sposobnost odločanja o sebi (ta se 
domneva in je prosilcu ni potrebno posebej izkazati), tisti od staršev, ki je zahtevo podal, 
mora izkazati, da je upravičena oseba (ugotavljanje identitete), razkrivanja zdravstvene 
dokumentacije otrok ni prepovedal, ali je prepoved neveljavna, obstoj zdravstvene 
dokumentacije, ki se nanaša na otroka, dejstvo, da gre za zdravstveno dokumentacijo 
osebe, ki jo štejemo za otroka v smislu 2. člena ZPacP, tj. oseba, ki še ni dopolnila 18 let, 
razen če je že prej pridobila popolno poslovno sposobnost. Ureditev te pravice po ZPacP 
je specialnejša in ima prednost pred ZZZDR.  
Upoštevajoč določbe Konvencije o otrokovih pravicah (v nadaljevanju-KOP) se staršem 
izjemoma  zavrne seznanitev z zdravstveno dokumentacijo otroka, če izvajalec 
zdravstvenih storitev utemeljeno izkaže resno nevarnost, da bi zaradi takšne zavrnitve 
lahko bil otrok izpostavljen kakršnim koli oblikam telesnega ali duševnega nasilja, poškodb 
ali zlorab, zanemarjanja ali malomarnega ravnanja, trpinčenja ali izkoriščanja, tudi spolne 
zlorabe enega od staršev ali druge osebe, ki zanj skrbi. S sklicevanjem na KOP staršem ni 
mogoče onemogočiti dostopa do celotne zdravstvene dokumentacije, ampak le do tistih 
zapisov, glede katerih je nedvomno izkazana resna nevarnost.  
Zavod vodi baze podatkov in evidence s področja zdravstvenega zavarovanja in uporablja 
evidence s področja zdravstvenega varstva v skladu s posebnim zakonom (drugi odstavek, 
76. člen ZZVZZ). ZZVZZ je pomanjkljiv, ker ne zadosti ustavni zahtevi po določenosti 
obdelave osebnih podatkov z zakonom. Tako je po 30. členu ZVOP-1 do vpogleda v lastne 
osebne podatke upravičen tudi zakonec, ki je po drugem zakoncu zavarovan kot družinski 
član, v določenih primerih tudi razvezani zakonec. Dokler gre za njegove lastne osebne 
podatke, je na podlagi Ustave in ZVOP-1 do njih upravičen, ne glede na dejanske 
okoliščine.  
Ker mladoletne otroke zastopajo starši, lahko v lastne osebne podatke vpogledajo v imenu 
otroka, saj so starši enakopravni pri skrbi za otrokove pravice, kajti roditeljska pravica 
pripada skupaj materi in očetu, zato se pravica do seznanitve z zdravstveno 
dokumentacijo otrok staršem ne sme zavrniti samo zaradi tega, ker ne posedujejo 
zdravstvene kartice otroka. Zato bi moral izvajalec zdravstvenih storitev na drugačen 
način zahtevati izkazovanje identitete, npr. z osebno izkaznico ali predložitvijo rojstnega 
lista otroka (Informacijski pooblaščenec, 2015). 
 
 
Primer 3: Od koga lahko upravna enota pridobiva osebne podatke – Odločbe in 
mnenja informacijskega pooblaščenca št. 0712-393/2008/2   
 
Tudi v tem primeru gre za odločbo, kjer so institut osebni podatki in posredovanje teh 
podatkov stranke, saj se stranka sprašuje, od koga lahko upravni organ pridobiva njene 
osebne podatke. Na upravni enoti (v nadaljevanju – upravni organ) so bili obveščeni, da 
stranka ne prebiva več na naslovu svojega prijavljenega stalnega prebivališča. Zato je 
upravni organ skladno z določilom 8. člena Zakona o prijavi prebivališča (v nadaljevanju – 




je podvomil, da stranka stalno prebiva na naslovu, kjer je prijavila stalno prebivališče, oz. 
je obveščen, da tam ne prebiva stalno. Ker je stranko zanimalo, kdo je upravnemu organu 
posredoval takšen podatek, in ker je iz strani upravnega organa prejela odgovor, da 
takšnih virov ne izdajajo, se je za mnenje obrnila na informacijskega pooblaščenca.  
Skladno z določili 8. člena ZPPreb upravni organ zoper stranko vodi postopek ugotavljanja 
njenega dejanskega stalnega prebivališča, na podlagi tretjega odstavka 18. člena ZPPreb 
pa zbira potrebne podatke in dokazila neposredno od stranke same, če ta sodeluje v 
postopku in na katero se ti podatki nanašajo, od stanodajalcev ali pa že iz obstoječih zbirk 
podatkov pristojnega organa in evidenc, ki jih na podlagi zakonov vodijo in upravljajo 
drugi upravljavci. Temeljno načelo ZUP-a je načelo zaslišanja stranke, ki ji mora biti dana 
možnost, da se izjavi o vseh dejstvih in okoliščinah, ki so pomembne za odločbo, preden 
je ta izdana (9. člen ZUP).  
Stranka torej lahko na podlagi prvega odstavka 30. člena ZVOP-1 od upravnega organa 
zahteva, da ji ta posreduje informacije o virih, na katerih temeljijo zapisi, konkretno 
podatek o njenem stalnem prebivališču, ki ga vsebuje zbirka osebnih podatkov pri 
upravnem organu. Za zbiranje, obdelovanje, shranjevanje, posredovanje in uporabo 
podatkov iz registra stalnega prebivalstva in evidenc po tem zakonu se uporabljajo 
določbe ZVOP-1. Za določbo 8. člena ZVOP-1, v povezavi s prvim odstavkom 9. člena in 
22. točko 6. člena, pa velja, da se lahko ti podatki obdelujejo, če obdelavo in njen namen 
določa zakon, ali pa je iz strani posameznika podana osebna privolitev.  
Upravni organ ves čas vodenja postopka ugotavljanja dejanskega stalnega prebivališča 
zoper stranko ugotavlja in izvaja ustrezne dokaze ter nato ugotovljeno prebivališče tudi 
vpiše v register stalnega prebivalstva. Po določbi petega odstavka 18. člena ZPPreb 
pristojni organ o zbiranju osebnih podatkov od stanodajalcev ali že iz obstoječih zbirk 
podatkov ni dolžan obvestiti posameznika, na katerega se ti podatki nanašajo.  
 
Zaradi razjasnitve dejanskega stanja v tem primeru je zlasti pomembna pravica 
posameznika – stranke, da se seznani z lastnimi osebnimi podatki, ki je zagotovljena v že 
omenjenem 38. členu Ustave RS, konkretizirana pa v 30. členu ZVOP-1. Ta v prvem 
odstavku določa, da mora upravni organ posamezniku - stranki na njeno zahtevo 
omogočiti vpogled v katalog zbirke osebnih podatkov, potrditi, ali se podatki v zvezi z njo 
obdelujejo ali ne, ter ji omogočiti vpogled v osebne podatke, ki so vsebovani v zbirki 
osebnih podatkov ter se nanjo nanašajo, ter njihovo prepisovanje ali kopiranje. 
Posredovati ji mora izpis osebnih podatkov, ki so vsebovani v zbirki osebnih podatkov in 
se nanjo nanašajo, posredovati tudi seznam uporabnikov, katerim so bili njeni podatki 
posredovani, kdaj in na kakšni podlagi ter za kakšen namen, dati informacijo o virih, na 
katerih temeljijo zapisi, ki jih o stranki vsebuje zbirka osebnih podatkov in o metodi 
obdelave, dati informacije o namenu obdelave in vrsti osebnih podatkov, ki se obdelujejo, 
ter vsa potrebna pojasnila v zvezi z njimi ter pojasniti logično–tehnične postopke 
odločanja, če izvaja avtomatizirano odločanje z obdelavo osebnih podatkov stranke. V 
praksi se kaže problem posredovanja osebnih podatkov stranki, ki je v postopku 
ugotavljanja dejanskega stalnega prebivališča oz. ali stranki povedati, kdo jo je predlagal 
v ugotovitveni postopek ali ne. Upravni organ začne postopek ugotavljanja dejanskega 




stanodajalca ali drugih oseb. Stranko, ki sodeluje v postopku in se vabilu na zaslišanje 
odzove, pogosto tudi zanima, kdo je sprožil postopek zoper njo. Zato jo upravni organ 
tudi seznani, kdo je zoper njo podal predlog ugotavljanja njenega dejanskega stalnega 
prebivališča v primeru, da ga je podalo sodišče ali izvršitelj. V kolikor je predlog podala 
fizična oseba, je praksa takšna, da upravni organ ne izda tega podatka, saj se ne ve, v 
kakšnem odnosu je stranka s predlagateljem. Ko je znana dokončna odločitev 
ugotovitvenega postopka, pa se o tem obvesti tudi predlagatelja (Informacijski 
pooblaščenec, 2015).   
 
Primer 4: Fotokopiranje zdravstvenega kartona s strani pacienta – Odločbe in 
mnenja informacijskega pooblaščenca št. 0712-248/2007/2 
 
V primeru 4 gre za  odločbo s področja varstva osebnih podatkov. Institut so osebni 
podatki in njihovo varstvo. V zdravstvenem domu so se srečali s problemom, ko je neka 
pacientka zahtevala fotokopije zdravstvenega kartona oz. je fotokopije namreč zahteval 
njen odvetnik. Praksa glede tega je bila, da so opažanja, ki jih je lečeči zdravnik zapisal v 
ta karton, bila na vpogled le sodnemu izvedencu. Glede možnosti fotokopiranja so 
mnenja, da se z neposredno izročitvijo zdravstvenega kartona bolnici ta lahko izgubi. 
 
Predmet lastninske pravice in drugih stvarnih pravic v sistemu stvarnega prava je lahko 
izključno stvar. Pri pravici do seznanitve z lastnimi (t. j. zdravstvenimi) osebnimi podatki, 
je lastninska pravica mogoča izključno na zdravstveni dokumentaciji kot stvari – na nosilcu 
zapisa osebnih podatkov. Skratka, lastnina zdravstvene dokumentacije v ničemer ne vpliva 
na pravico pacienta do seznanitve z osebnimi podatki iz zdravstvene dokumentacije. 
Zahteva pacientke po seznanitvi z lastno zdravstveno dokumentacijo predstavlja 
samostojno upravičenje ustavnega in upravnega prava.  
 
Podlaga in vsebina pravice do seznanitve z lastnimi osebnimi podatki je določena v Ustavi 
RS, v Zakonu o zdravstveni dejavnosti (v nadaljevanju-ZZDej) in ZVOP-1.  
 
Podatke o zdravstvenem stanju posameznika, o vzrokih in posledicah tega stanja so 
skladno z določili prvega odstavka 51. člena ZZDej, kot varovanje poklicne skrivnosti, 
dolžni varovati zdravstveni delavci in sodelavci, posredno pa se nanaša tudi na 
zdravstveno dokumentacijo. Zdravstvenega delavca ali sodelavca dolžnosti varovanja 
poklicne skrivnosti razreši prizadeta oseba sama oz. po zakonitem zastopniku ali sodišče.  
Izvajalec zdravstvenih storitev uresničevanja obravnavane pravice ne sme zagotavljati na 
način, ki bi dopuščal možnost izgube, uničenja, izbrisa ali spremembe zdravstvene 
dokumentacije. Tudi fotokopiranje zdravstvene dokumentacije se mora skladno z 
navedenim izvesti tako, da to zagotovi izvajalec zdravstvenih storitev sam.  
 
Posameznik lahko vloži zahtevo za seznanitev z lastnimi osebnimi podatki pisno ali ustno 
na zapisnik pri upravljavcu osebnih podatkov. Zahtevo lahko vloži enkrat na tri mesece, 




Upravljavec osebnih podatkov pa mora posamezniku omogočiti vpogled, prepis in 
kopiranje najkasneje v 15 dneh od dneva, ko je prejel zahtevo ali ga v istem roku 
obvestiti o razlogih, zaradi katerih vpogleda, prepisa ali kopiranja ne bo omogočil.  
 
Zdravstvo je eno od področij, ki mora posebno pozornost posvetiti zasebnosti, saj se 
obdelujejo številni osebni podatki, tako izvajalcev zdravstvene dejavnosti kot osebni 
podatki bolnikov. Vsi podatki o zdravstvenem stanju posameznika spadajo med občutljive 
osebne podatke, zato je sistemski pristop do obdelave s takšnimi podatki toliko bolj 
pomemben. Zato je pomemben tudi Zakon o zbirkah podatkov s področja zdravstvenega 
varstva, v katerem so urejene zbirke osebnih podatkov s tega področja, ter ZZDej in 
Zakon o zdravniški službi, ki tudi urejata določene zbirke osebnih podatkov.     
Ker je odvetnik pacientov pooblaščenec, lahko v imenu in na račun pacienta zahteva 
seznanitev namesto njega. Gre za nastopanje v pravnem prometu za drugega, ki ima 
podlago v mandatni pogodbi, kar pa mora odvetnik s pisno listino tudi izkazati. 
Ugotavljam, da prihaja v praksi do različnih interpretacij zakonskih določil, saj so mnenja 
pravnih strokovnjakov, zdravstvene stroke in informacijske pooblaščenke različni. Menim, 
da medicina kot taka pozna različne in številne posebnosti glede obravnave in obdelave 
osebnih podatkov ter seznanitve z njimi. Poleg Ustave, ZVOP-1, ZPacP, ZZDej in ZZVZZ 
omogočajo vpogled v zdravstveno dokumentacijo še ZZdrS, ZZPZ in ZInf. Tudi 
zavarovalnice velikokrat zahtevajo od izvajalcev zdravstvenih storitev posredovanje 
zdravstvenih podatkov, kadar ugotavljajo višino škode. Katere podatke o zdravstvenem 
stanju posameznikov lahko zavarovalnice zbirajo, njihov zakon o zavarovalnicah tega ne 
določa, je potrebno presoditi primernost in potrebnost obdelave zdravstvenih podatkov. 
Zato se pojavi dilema, ali lahko zavarovalnica od zdravstvenih ustanov pridobiva 
zdravstvene podatke posameznikov brez soglasja in obveščanja posameznika. Menim, da 
bi bilo dobro, če bi bilo določeno, katere podatke in v kakšnem obsegu bi jih izvajalci 
zdravstvenih storitev lahko posredovali zavarovalnicam.  
Skladno z določili 41. člena ZPacP se pacientu, njegovemu pooblaščencu ali drugi osebi 
lahko omogoči seznanitev pod pogojem, da izkažejo svojo identifikacijo in izkazano pravno 
podlago. Glede bojazni zdravstvene ustanove pred izgubo zdravstvene dokumentacije 
bolnice, menim, da bi bilo dobro vzpostaviti elektronsko zbirko zdravstvene 
dokumentacije, v katero bi lahko s pomočjo zdravstvene izkaznice vpogledovali vsi, tako 
osebje kot  pacienti (Informacijski pooblaščenec, 2015).    
 
Primer 5: Informacije javnega značaja – sodba I U 1333/2010 
 
Sodba upravnega sodišča je s področja informacij javnega značaja. Institut so informacija 
javnega značaja, dostop do informacij javnega značaja, molk organa, načelo zaslišanja 
stranke. Informacijski pooblaščenec je izdal izpodbijano odločbo na podlagi tretje alinee 
prvega odstavka 2. člena Zakona o  informacijskem pooblaščencu (v nadaljevanju-ZInfP), 
tretjega odstavka 255. člena in tretjega odstavka 246. člena Zakona o splošnem 
upravnem postopku (v nadaljevanju-ZUP) o pritožbi stranke zaradi molka odvetnika (v 
nadaljevanju – upravljavca) v zadevi odločanja o pravici posameznika do seznanitve z 




upravičena. Posameznik je od upravljavca zahteval, da mu posreduje določena pojasnila 
in informacije, vendar mu ta na njegovo zahtevo ni odgovoril v zakonskem roku, zato je 
posameznik skladno z določbo 2. člena ZInfP na Pooblaščenca vložil pritožbo.  
Upravljavec je proučil vso potrebno listinsko dokumentacijo, ki jo vodi za pooblastitelje, 
kar je Pooblaščencu tudi pojasnil in prišel do zaključka, da na dopis posameznika ni nikoli 
direktno odgovoril, predvsem iz razloga, ker mu njegova vloga ni bila poznana, zlasti 
zaradi narave, zaupnega pooblastilnega razmerja ter zaščite interesov njihovih 
pooblastiteljev predvsem interesa gospe, katere interese zastopajo tudi v postopku, ki se 
vodi na centru za socialno delo.  
Zaradi nasprotujočih se interesov je Pooblaščenec v postopku vpogleda v lastne osebne 
podatke ugotovil, da je zahteva posameznika neutemeljena, ker posameznik ni izkazal 
pooblastila stranke za seznanitev z njenimi osebnimi podatki, ki jih o njej vodi upravljavec. 
Tako pooblastiteljica, kot ostali pooblastitelji upravljavca, niso pooblastili posameznika za 
vpogled v njihove osebne podatke oz. spise, ki jih za njih vodi upravljavec. Če ni 
pooblastila, tudi pravna podlaga za vpogled v lastne osebne podatke ni izkazana. Pravica 
do seznanitve z lastnimi osebnimi podatki je ustavna pravica, ki je vezana na določenega 
posameznika in jo ta uveljavlja sam ali pa jo zanj po pooblastilu uveljavlja nekdo drug.  
Pooblaščenec je na podlagi proučitve vsega navedenega in dokumentov sam ugotovil 
dejansko stanje, da posameznik za seznanitev z osebnimi podatki pooblastiteljice ni 
izkazal pooblastila kot tudi za pridobitev pojasnil in informacij. Zato je Pooblaščenec 
odločil na podlagi ugotovljenega dejanskega stanja, da posameznik ni upravičen do 
seznanitve z lastnimi osebnimi podatki pooblastiteljice ter za pridobitev zahtevanih 
informacij in pooblastil, ki jih ima upravljavec v svojih spisih. Tu ne gre za kršitev pravice 
iz 30. člena ZVOP-1. Zato je v skladu z tretjim odstavkom 246. člena ZUP pritožbo 
posameznika Pooblaščenec zavrnil kot neutemeljeno.  
 
Na podlagi navedenega je razvidno, da iz zastavljenih vprašanj na podlagi prijave 
Pooblaščencu ne gre za pridobitev osebnih podatkov, ampak so te zahteve povezane z 
izkazanim materialnim stanjem. Da tožena stranka ne najde pravne podlage za nezakonito 
izdano odločbo in se poskuša izviti iz svoje lastne nezakonite situacije, navaja tudi tožnik. 
V tej zadevi gre zgolj za pridobivanje informacij, ki pripadajo tožeči stranki po samem 
zakonu, saj so vezane na tožečo stranko. Podlaga za odločitev tožene stranke v 
konkretnem primeru ne more biti določilo tretjega odstavka 246. člena, medtem ko je 
tožena stranka določilo tretjega odstavka 255. člena napačno uporabila glede na vsebino 
izreka izpodbijane odločbe in ugotovitveni postopek.  
 
Po določilu tretjega odstavka 246. člena ZUP tožna stranka odločbe ni ne odpravila, niti 
spremenila ali jo izrekla z nično, saj prvostopenjske odločbe sploh ni bilo, saj je šlo za 
molk organa. Tožena stranka ni razčistila pravno naravo zahtevka tožnika, kakšne podatke 
ali informacije tožnik zahteva in na kateri zakonski podlagi je do njih upravičen. Ker 
tožena strank tega ni storila, je tožnik šele v upravnem sporu dobil priložnost, da se izreče 
o dejstvih in okoliščinah, ki so pomembne za odločbo. Sodišče je tožbi ugodilo in tožnik je 
zahteval tudi povrnitev stroškov postopka, odvetnik pa ga v upravnem sporu ni zastopal. 




določilom tretjega odstavka 25.člena ZUS-1. V primeru, da sodišče tožbi ugodi, tožniku 
prisodi pavšalni znesek povračila stroškov skladu s pravilnikom. Prizadeta stranka pa do 
povrnitve stroškov ni upravičena. Sodišče je na tej podlagi zavrnilo stroškovni zahtevek 
prizadete stranke, ki ga je postavila v odgovoru na tožbo (Sodstvo Republike Slovenije, 
2015).   
 
Sodbe, odločbe in mnenja so s področja varstva osebnih podatkov. Instituti v teh 
odločbah so osebni podatki, seznanitev z njimi, varstvo in njihova obdelava. Primeri se 
med seboj razlikujejo, vendar imajo skupni imenovalec. To so osebni podatki, tisti, 
katerim je potrebno nameniti posebno pozornost. Tako posamezniki kot upravljavci in 
upravni organi se pri svojem delu srečujejo s številnimi dilemami in vprašanji. Različni 
primeri, ki sem jih navedla v tem poglavju, kot je ugotavljanje dejanskega stalnega 
prebivališča, do pritožbe stranke, zoper prvostopenjsko odločbo, ki ji je bila izdana, ter 
katere podatke se lahko posreduje upravnemu organu, dokazujejo, da se z osebnimi 
podatki srečujemo tako rekoč povsod. Zato je toliko bolj pomembno, da pazimo, komu 




5 ŠTUDIJA VPOGLEDA V LASTNE OSEBNE PODATKE NA 
PODROČJU ZDRAVSTVENE DOKUMENTACIJE 
Zdravstveno varstvo je usmerjeno k izboljšanju zdravja in boljši kakovosti življenja. 
Nenehne izboljšave v kakovosti zdravstvenega varstva so v skladu z interesi in pravicami 
bolnikov. Pacientove pravice so tema, ki je bila v razpravi, od kar je bila sprejeta 
zakonodaja na področju zdravstvenega varstva, v času pisanja. Ker ta tema ni bila 
pregledna, kar je pripeljalo do številnih težav pri upravljanju pravic pacientov, predvsem v 
smislu postopkov, ki jih je bilo potrebno opraviti in usmerjenosti skozi sistem. Vsak 
slovenski državljan ima pravico, da izbere svojega osebnega zdravnika brez omejitev. V 
zvezi z zagotavljanjem informacij o zdravju, imajo pacienti pravico do prejemanja vseh 
potrebnih informacij, da bi pridobili vpogled v svoje zdravstveno stanje, imajo pa tudi 
pravico te informacije zahtevati (Albreht, Turk & Toth, 2009, str. 31-33).  
 
S številnimi dilemami se pri svojem delu srečuje zdravnik družinske medicine, zlasti pri 
ravnanju z zdravstveno dokumentacijo in predvsem z varovanjem osebnih podatkov. 
Zdravnik družinske medicine je lastnik nosilcev zdravstvenih podatkov o osebah in skrbnik 
osebnih podatkov. Pacient ima pravico do vpogleda v zdravstveno dokumentacijo, 
dovoljeni pa so tudi prepisi izvirnikov ali drugačen prenos izvirne vsebine, ne pa tudi 
izvirnih nosilcev podatkov. Ostali pa imajo pravico do vpogleda le v izjemnih in zakonsko 
opredeljenih pogojih. Temeljna načela zaščite podatkov, kot zbirnega pojma za varstvo 
osebnih podatkov oziroma informacijske zasebnosti in zavarovanja podatkov, vsebuje 
Konvencija v svojem drugem delu. Ta namreč zavezuje udeleženke, da v svojo interno 
zakonodajo vključijo ustrezne ukrepe za zaščito podatkov (Čebulj, 1998 str. VI). Za 
koordinacijo zdravljenja slehernega bolnika je zdravstvena dokumentacija izjemnega 
pomena. Urejena zdravstvena dokumentacija je tudi ogledalo ne samo zdravnika, temveč 
tudi zdravstvene organizacije in sistema zdravstvenega varstva. Tako v domači kot tudi v 
zakonodaji EU so zdravstveni podatki o posamezniku opredeljeni kot občutljivi osebni 
podatki. V skladu z zakonodajo so občutljivi podatki poleg zdravstvenih podatkov 
pacientov tudi vsi podatki o zaposlenih. Pomembno vodilo pri ravnanju z osebnimi podatki 
pa je Kodeks medicinske etike in deontologije. Tako 54. člen Zakona o zdravstveni 
dejavnosti (v nadaljevanju – ZZDej) določa, da so zdravstveni zavodi in zdravstveni 
delavci dolžni voditi zdravstveno dokumentacijo in druge evidence v skladu s posebnim 
zakonom. Podobno v svojem v 50. členu določa tudi Zakon o zdravniški službi (v 
nadaljevanju-ZZdrS), da mora zdravnik voditi dokumentacijo o zdravstvenem stanju in 
zdravljenju pacienta ter druge evidence v skladu s posebnim zakonom. Posebnega 
zakona, ki bi bolj podrobno urejal ravnanje z zdravstveno dokumentacijo, še nimamo. Z 
zakonom o zbirkah podatkov s področja zdravstvenega varstva (v nadaljevanju ZZPPZ) je 
tako predpisana oblika, vsebina in varovanje zdravstvene dokumentacije, ki jo zdravstveni 
delavci različnih strok tudi vodijo. Pri vsem tem pa ne smemo pozabiti omeniti  še Zakon o 
varstvu osebnih podatkov - ZVOP-1. Za vzpostavitev in vodenje zbirke podatkov mora 
obstajati zakonska podlaga ali izrecna osebna privolitev posameznika kot je določeno v 8. 




namene, brez izrecne praviloma pisne privolitve posameznika v druge namene ni 
dovoljeno uporabljati. 
Pacient je lastnik podatkov, na katerega se ti tudi nanašajo. Lastnik nosilcev podatkov pa 
je javni zavod ali zasebnik, pri katerem se hrani dokumentacija, zato morata za ustrezno 
varovanje podatkov poskrbeti ravno ta dva. Etičnih načel in predpisov o varovanju 
osebnih podatkov, vključno s Pravilnikom o varovanju osebnih podatkov, so se dolžni 
držati vsi zaposleni. Zdravnik, pri katerem se hrani pacientova zdravstvena dokumentacija, 
pa je neposredno odgovoren za izvajanje pravilnika in s tem za varovanje pacientovih 
podatkov. Vsaka organizacija mora imeti notranji pravilnik o varovanju osebnih podatkov, 
s katerim so podrobno opredeljeni pogoji zbiranja podatkov, vodenja evidenc, hranjenja 
podatkov, določitev varovanih prostorov, režim vstopa v varovane prostore, dostop do 
podatkov, pogoji in način uničenja podatkov ter režim posredovanja podatkov drugim 
upravičencem. Z Zakonom o varstvu osebnih podatkov, z drugo zdravstveno zakonodajo 
ter z vsebino pravilnika organizacije o varovanju podatkov morajo biti seznanjeni vsi 
zaposleni in tudi zunanji sodelavci, ki pri svojem delu obdelujejo in uporabljajo osebne 
podatke. Zato na podlagi vsega tega ni videti posebno tehtnih razlogov, zakaj bi za 
zdravstveno dokumentacijo veljala drugačna določila kot za ravnanje z ostalo 
dokumentacijo (Flis, 1998, str. XIII).   
 
Avstrijski zdravstveni sistem ima odlično medicinsko oskrbo, zato spada med najboljše, saj 
so zavodi opremljeni z najsodobnejšo tehnologijo, predvsem zaradi zaslug visokih 
investicij v napredek in razvoja na področju medicine. Optimalna oskrba bolnih, 
pospeševanje zdravstvene oskrbe in dosledna preventiva so med njihovimi prednostnimi 
nalogami. Pravice pacientov so zaščitene z zakonom in so povzete v Listini pacientov ter 
se nanašajo na naslednja področja: pravica do zdravljenja in oskrbe, spoštovanje 
dostojanstva pacientov, pravica do informacij in dokumentacije (Pirkovič, 2012, str. 97).  
  
Ko se zbirajo podatki o pacientih, predstavlja to za subjekte znotraj zdravstvenega 
sistema velik izziv. Za utemeljeno zbiranje podatkov organizacijsko vodstvo poskrbi za 
ustrezno usposobljenost zaposlenih, ki imajo opravka z osebnimi podatki ter uporabo 
ustreznih mehanizmov. Z zbiranjem in posredovanjem podatkov se srečujejo tako 
bolnišnice, zdravstveni domovi in centri ter se soočajo z izzivi za dosego zastavljenih 
ciljev. Podatki pa naj bi se zbirali in nadalje obdelovali na spoštljiv in učinkovit način 
(Agency for Healthcare Research and quality, 2014). 
 
Sprostitev velikih količin podatkov bi lahko navdihnila mnoga podjetja, da razvijejo 
zdravstvene aplikacije in novosti. Kajti nedavni tehnološki napredek na tem področju je 
pripomogel k izboljšanju sposobnosti za delo s takšnimi podatki, kljub temu, da so 
datoteke ogromne in imajo pogosto različne strukture baz podatkov in tehničnih lastnosti. 




5.1 SPECIFIČNA PRAVILA 
V zdravstvu se namreč obdelujejo številni osebni podatki, in sicer tako osebni podatki 
izvajalcev zdravstvene dejavnosti kot osebni podatki pacientov. Zato je toliko bolj 
pomemben pravilen sistemski pristop do obdelave z osebnimi podatki. Zdravstvene 
podatke ZVOP-1 šteje za občutljive osebne podatke. Zato se lahko občutljivi osebni 
podatki, med katere spadajo tudi podatki o zdravstvenem stanju posameznika, obdelujejo 
le v naslednjih primerih: 
1. če je posameznik za to podal izrecno osebno privolitev, ki je praviloma pisna, v javnem  
sektorju pa tudi določena z zakonom, 
2. če je obdelava potrebna zaradi izpolnjevanja obveznosti in posebnih pravic upravljavca  
osebnih podatkov na področju zaposlovanja v skladu z zakonom, ki določa tudi ustrezna  
jamstva pravic posameznika, 
3. če je obdelava nujno potrebna za varovanje življenja ali telesa posameznika, na 
katerega se osebni podatki nanašajo, ali druge osebe, kadar posameznik, na katerega se 
nanašajo  osebni podatki, fizično ali poslovno ni sposoben dati svoje privolitve iz 1. točke 
13. člena  ZVOP-1, 
4. če jih za namene zakonitih dejavnosti obdelujejo ustanove, združenja, društva, verske 
skupnosti, sindikati ali druge nepridobitne organizacije s političnim, filozofskim, verskim ali 
sindikalnim ciljem, vendar le, če se obdelava nanaša na njihove člane ali na posameznike, 
ki so v zvezi s temi cilji z njimi v rednem stiku, ter če se ti podatki ne posredujejo drugim 
posameznikom ali osebam javnega ali zasebnega sektorja brez pisne privolitve 
posameznika, na katerega se nanašajo,  
5. če je posameznik, na katerega se nanašajo občutljivi posebni podatki, te javno objavil 
brez očitnega ali izrecnega namena, da omeji namen njihove uporabe, 
6. če jih za namene zdravstvenega varstva prebivalstva in posameznikov ter vodenja ali 
opravljanja zdravstvenih služb obdelujejo zdravstveni delavci in zdravstveni sodelavci v 
skladu z zakonom, 
7. če je to potrebno zaradi uveljavljanja in nasprotovanja pravnemu zahtevku, 
8. če tako določa drug zakon zaradi izvrševanja javnega interesa (Bien, 2006, str. 604).    
 
V praksi se je že mnogokrat izkazalo, da je za zdravstveno stanje posameznika izvedelo 
več zdravstvenega osebja, kot bi ga lahko. Zato velja zlasti opozorilo, da se lahko samo 
tistim zdravstvenim delavcem, ki so v proces zdravljenja neposredno vključeni, razkrije 
zdravstveno stanje posameznika. Razkritje zdravstvenega stanja zdravstvenemu osebju, ki 
ni vključeno v proces zdravljenja, pomeni prekomerno obdelavo osebnih podatkov.  
Slovenska ustava med človekovimi pravicami in temeljnimi svoboščinami v 35. členu 
posebej varuje nedotakljivost človekove telesne in duševne celovitosti, njegove zasebnosti 
ter osebnostnih pravic, v 38. členu pa je posebej urejena pravica do varstva osebnih 
podatkov, med katere uvrščamo tudi zdravstvene podatke. Zdravstveni podatki, so 
podatki osebe, ki neposredno razkrivajo zdravstveno stanje ali pa omogočajo sklepanje o 
zdravstvenem stanju osebe. Zdravstveni podatek je vsak podatek, iz katerega je mogoče 
razbrati telesne ali duševne lastnosti določene osebe (Strban, Gradišek & Balažic, 2011, 




5.1.1 SISTEM VARSTVA OSEBNIH PODATKOV V ZDRAVSTVU 
Temelj varstva osebnih podatkov v RS, ki je ena izmed ustavno zagotovljenih človekovih 
pravic in temeljnih svoboščin in spada v okvir pravic s področja zasebnosti, je določba 38. 
člena Ustave RS. Iz te določbe izhaja, da je zagotovljeno varstvo osebnih podatkov, 
uporaba v nasprotju z namenom njihovega zbiranja pa je prepovedana. Pristojnosti in 
naloge izbranega osebnega zdravnika, kot upravljavca zdravstvenih podatkov, ureja več 
predpisov. Med njimi so ZVOP-1, kot krovni zakon za varstvo osebnih podatkov, ki hkrati 
konkretizira to ustavno pravico do varstva teh podatkov iz zgoraj omenjenega člena 
Ustave RS ter posebni predpisi, kot so Zakon o zbirkah podatkov s področja 
zdravstvenega varstva (ZZPPZ), Zakon o zdravstvenem varstvu in zdravstvenem 
zavarovanju (ZZVZZ), Pravila obveznega zdravstvenega zavarovanja, Zakon o pacientovih 
pravicah (ZPacP), Zakon o zdravstveni dejavnosti (ZZDej) ter Zakon o zdravniški službi 
(ZZdrS). Občutljivi osebni podatki so vsi podatki o zdravstvenem stanju posameznika, za 
katere glede obdelave in zavarovanja veljajo posebna pravila. Zanje velja posebna splošna 
dolžnost (za)varovanja, saj morajo biti pri obdelavi posebej označeni in zavarovani tako, 
da je do njih onemogočen dostop nepooblaščenim osebam. Pri njihovem prenosu preko 
telekomunikacijskih omrežij pa se šteje, da so ustrezno zavarovani, če se posredujejo z 
uporabo kriptografskih metod in elektronskega podpisa, tako da je med njihovim 
prenosom zagotovljena nečitljivost oz. neprepoznavnost. Zato je pri obdelavi teh podatkov 
še toliko bolj pomemben pravilen sistemski pristop. Skladno s tem pa mora biti v teh 
področnih zakonih jasno določeno, katere zbirke osebnih podatkov se bodo vzpostavile in 
vodile na posameznem področju, vrste osebnih podatkov, ki jih bodo vsebovale 
posamezne zbirke, način zbiranja in čas shranjevanja podatkov, morebitne omejitve pravic 
posameznika, ter zlasti namen uporabe zbranih osebnih podatkov (Bien, 2006, str. 114-
116).  
 
Pri vsem tem pa ESČP upošteva, da je varstvo osebnih podatkov, vključno z medicinskimi 
podatki, temeljna podlaga varstva posameznikove pravice do zasebnosti iz 8. člena EKČP. 
Temeljno načelo pravnega sistema vsake članice EKČP je spoštovanje zaupnosti 
medicinskih podatkov. Poleg zaščite zasebnosti pacienta je bistvena tudi zaščita zaupnosti 
medicinskih in zdravstvenih dokumentov (Lampe, Čebulj, Petrič & Mavčič, 2010, str. 422).    
 
Problematiki prava in medicine pri nas posvečamo premajhno pozornost. Pacient je že 
zaradi same bolezni v neprijetnem in neugodnem položaju. Zdravljenje pa prinaša še 
dodatne nevšečnosti, zlasti ker je pacient v podrejenem položaju. Do posegov v 
posamezne temeljne človekove pravice pa neogibno prihaja tudi pri samem zdravljenju. 
Zato naša Ustava vsakomur zagotavlja pravico do osebne svobode (19. člen), svobodo 
gibanja (32. člen), pravico do osebnega dostojanstva in varnosti (34. člen), pravico do 
zdravstvenega varstva (51. člen), nedotakljivost človekove telesne in duševne celovitosti, 
zasebnosti ter osebnostnih pravic (35. člen) in varstvo osebnih podatkov (38. člen). 
Pacientu je lahko vsaka od teh pravic kršena, učinkovito preprečevanje in sankcioniranje 





S posegom v telesno integriteto je povezan vsak zdravstveni ukrep in je kot kršitev 
ustavne pravice sankcioniran s kazensko in odškodninsko odgovornostjo. Ker praviloma na 
željo in s privolitvijo pacienta pride do teh posegov, je v večini primerov protipravnost 
izključena, zato o kaznivem dejanju in odškodninski odgovornosti ne moremo govoriti. 
Položaj pa je drugačen, če privolitve ni, ali če je poseg opravljen v nasprotju s pravili 
medicinske stroke ter mu sledi škodna posledica, kot je poslabšanje zdravja ali celo smrt. 
Takrat lahko gre za kaznivo dejanje kakor tudi za civilni delikt. Velja pa opozoriti na 
dejstvo, da je težišče odgovornosti zdravnikov prešlo s kazenskega na civilnopravno 
področje, tako pri nas kot drugod po svetu. Nekaj povsem običajnega pa so danes 
odškodninske tožbe proti zdravnikom, ki so bile pred devetdesetimi leti še prava redkost. 
Novo vrednotenje ne dopušča več podrejenosti pacienta v razmerju do zdravnika, temveč 
mu v procesu zdravljenja priznava vlogo enakopravnega subjekta. Zahteve po obsegu in 
vsebini pojasnila, ki ga bolniku dolguje zdravnik, so v različnih pravnih ureditvah različne. 
Od evropskih držav je glede tega vprašanja najstrožja praksa v Zvezni republiki Nemčiji. V 
Avstriji so bolj zadržani, saj še vedno opozarjajo na zaupnost razmerja med pacientom in 
zdravnikom. Zdravnika torej zavezuje pojasnilna dolžnost, da pacienta seznani z diagnozo, 
z možnimi načini zdravljenja, z nevarnostmi, ki so povezane s posameznimi posegi in tudi 
s posledicami, do katerih lahko pride, če pacient odkloni medicinsko pomoč (Polajnar 
Pavčnik, 1998, str. 1270-1272).   
5.1.2 PRAVICA DO SEZNANITVE Z ZDRAVSTVENO DOKUMENTACIJO 
Pravica do skritosti osebnega življenja je pravica do zasebnosti. Vse, kar spada v osebno 
in družinsko življenje, naj bo skrito in za kar posameznik ne želi, da se odkrije, ali pa ima 
interes, da se ne odkrije. Ta pravica je priznana v nekaterih mednarodnih dokumentih in 
tudi v domačem pravu posameznih držav. Akti, ki jo varujejo, so Splošna deklaracija 
človekovih pravic, Mednarodni pakt o državljanskih in političnih pravicah, Evropska 
konvencija o varstvu človekovih pravic in temeljnih svoboščin, ter Ustava RS (Krušič, 
2010, str. 16-17). Ustavno pravico ima vsakdo, tudi pacient z obveznim zdravstvenim 
zavarovanjem, da se seznani z zbranimi osebnimi podatki, ki se nanj nanašajo, ob 
ugotovljeni zlorabi pa zahteva sodno varstvo. Vendar pa ta pravica posameznika do 
seznanitve z lastno zdravstveno dokumentacijo izhaja ne samo iz splošne ustavne pravice 
posameznika do seznanitve z lastnimi osebnimi podatki iz 38. člena Ustave, ampak tudi iz 
pravice posameznika do samoodločbe in avtonomije (35. člen Ustave v povezavi s 34. 
členom Ustave), ter pravice do prostovoljnega zdravljenja. Vsak pacient ima pravico do 
neoviranega vpogleda v zdravstveno dokumentacijo, ki se nanj nanaša. To pa lahko 
zahteva od vsakega izvajalca zdravstvenih storitev, ki upravlja zbirko njegovih 
zdravstvenih podatkov. Ali ta izvajalec sodi v javni ali zasebni sektor ni pomembno. 
Pacient ima pravico, da ob prisotnosti zdravnika ali drugega zdravstvenega delavca 
neovirano vpogleda in napravi prepis zdravstvene dokumentacije, ki se nanj nanaša, 
zahteva fotokopije ali drugačno reprodukcijo, zahteva pa tudi seznam uporabnikov, 
katerim so bili ti zdravstveni podatki  posredovani.  Za prepis zdravstvenih podatkov lahko 
izvajalec zdravstvenih storitev zaračuna zavarovani osebi dejanske stroške preslikave ali 




da bi z zdravstvenim kartonom razpolagal sam, ampak poteka izmenjava med izvajalci 
zdravstvenih storitev. Zaradi varstva zdravstvene koristi pacienta samega pa se mu lahko 
pravica do seznanitve z zbranimi zdravstvenimi podatki, ki se nanj nanašajo, dopustno 
omeji, razen če izrecno zahteva, da je o svojem zdravstvenem stanju popolnoma 
obveščen. Splošno znano dejstvo pa je, da je pacientove pravice dopustno omejiti zaradi 
zagotavljanja javne varnosti, varovanja javnega zdravja ali zaradi varovanja pravic tretjih 
oseb. Zdravstvene podatke pacienta je izbrani osebni zdravnik dolžan varovati kot 
poklicno skrivnost, k temu pa ga zavezujejo zakoni in Hipokratova prisega. Kljub temu pa 
je zdravstvene podatke izbrani osebni zdravnik dolžan posredovati ne le pacientu, temveč 
tudi tretjim osebam bodisi na podlagi zakona ali na podlagi osebne privolitve pacienta.  
Tako je tudi v primeru preselitve ali premestitve pacienta, ali če izbere drugega zdravnika, 
je ta dolžan vso pomembno zdravstveno dokumentacijo pacienta predati zdravniku, ki 
nadaljuje zdravljenje. Za predajo te zdravstvene dokumentacije pa posebna privolitev 
pacienta ni potrebna, saj ima pooblastilo v zakonu. V določenih primerih pa mora izbrani 
osebni zdravnik posredovati zdravstvene podatke tudi inštitutu za varovanje zdravja, 
nosilcu zdravstvenega zavarovanja, sodišču ali drugim državnim organom, če tako določa 
zakon ali zahteva sam bolnik (Strban, Gradišek & Balažic 2011, str. 777-778).   
 
Zakon o pacientovih pravicah (v nadaljevanju – ZpacP) v 41. členu določa, na kakšen 
način se pacient seznani z zdravstveno dokumentacijo. Glede na predhodno navedeno ima 
pacient ob prisotnosti zdravnika ali drugega zdravstvenega delavca  pravico do 
neoviranega vpogleda in prepisa zdravstvene dokumentacije, ki se nanj nanaša. Izvajalec 
zdravstvenih storitev pa mora omogočiti fotokopiranje ali drugo reprodukcijo te 
dokumentacije, če razpolaga z ustreznimi tehničnimi sredstvi, ki to omogočajo. Pacient 
ima torej pravico do kopij zdravstvene dokumentacije, nikakor pa do izvirnih zapisov in 
dokumentov (Balažic, in drugi, 2009, str. 209).  
 
Pacientu ali njegovemu pooblaščencu oz. drugi osebi se omogoči seznanitev z 
zdravstvenimi podatki, pod pogojem, da je opravljena identifikacija prosilca ter izkazana 
ustrezna pravna podlaga. Izvajalec zdravstvenih storitev mora pacientu to pravico iz 
prvega odstavka 41. člena ZPacP omogočiti takoj ali najpozneje pet delovnih dni po 
prejemu zahteve. Pacient lahko takšno zahtevo vloži največ dvakrat mesečno pri istem 
izvajalcu teh storitev (2008). Zakon o pacientovih pravicah (ZPacP), Ur. list RS, št. 15/08. 
 
Za izvajanje te pravice pa lahko izvajalec zdravstvenih storitev zaračuna materialne 
stroške preslikave, reprodukcije in posredovanja skladno s predpisi s področja varstva 
osebnih podatkov. Poleg teh pravic pa lahko pacient zahteva še, da se njegove pripombe 
dodajo k zapisom v zdravstveni dokumentaciji, v primeru, da na podlagi 20. člena ZPacP 
ne prejme izčrpna pojasnila, lahko zahteva osnovna ustna pojasnila o vsebini zdravstvene 
dokumentacije, kar pa mu mora izvajalec zdravstvenih storitev omogočiti takoj, ali 
najkasneje v roku petih delovnih dni po prejemu zahteve. Če glede posameznih delov 
dokumentacije ni prejel pojasnil na podlagi 20. člena tega zakona, lahko zahteva izčrpna 




izvajalec zdravstvenih storitev omogočiti v 15 dneh od dneva prejema zahteve (Pirkovič, 
2012, str. 48). 
 
 Pravico do seznanitve s pacientovo zdravstveno dokumentacijo imajo tudi osebe, ki so po 
zakonu ali po pooblastilu pacienta upravičene do odločanja o njegovi zdravstveni oskrbi, in 
sicer pod pogoji ter na način, ki jih določa 41. člen ZPacP le takrat, kadar imajo pravico 
odločanja o konkretni zdravstveni oskrbi pacienta in v obsegu, ki je potreben za 
odločanje. Pacient, ki je sposoben odločanja o sebi, lahko za uresničevanje te pravice po 
tem členu pooblasti katero koli osebo, ki izpolnjuje pogoje iz drugega odstavka 32. člena 
tega zakona. To pomeni, da je oseba  pacientov zdravstveni pooblaščenec, ki je sposoben 
odločanja o sebi ter, da je dopolnil 18 let starosti. Poleg tega pa je potrebno upoštevati 
tudi določbe prvega odstavka 22. člena tega zakona, ki določa, da se pacientu lahko 
izjemoma zamolčijo podatki o njegovem zdravstvenem stanju, če zdravnik glede na 
okoliščine oceni, da bi mu to povzročilo resno zdravstveno škodo, razen če pacient izrecno 
zahteva, da je glede svojega zdravstvenega stanja popolnoma obveščen. Razloge za 
zamolčanje podatkov pa se ločeno dokumentira v zdravstveni dokumentaciji (2008). 
Zakon o pacientovih pravicah (ZPacP). Ur. list RS, št. 15/08.  
 
Če zdravstveni sistem omogoča, ima pacient tudi pravico do samostojnega dostopa do 
svojega elektronskega zdravstvenega zapisa in podatkov v informacijskem sistemu kartice 
zdravstvenega zavarovanja. Ob kršitvi določb 41. člena ZPacP ima pacient in tudi druge 
upravičene osebe pravico vložiti pritožbo pri Informacijskem pooblaščencu, saj ima slednji 
to pristojnost za vse upravljavce zbirk osebnih podatkov. Osnovni cilj možnosti, da pacient 
s pritožbo pridobi lastno zdravstveno dokumentacijo, je tako uveljavljanje temeljne 
človekove pravice do varstva osebnih podatkov, ki vsebuje tudi pravico do vpogleda v 
osebne podatke in njihovega popravka. V takem postopku se izvajalec zdravstvenih 
storitev šteje kot prvostopenjski organ (Pirkovič, 2012, str. 48).  
 
Že ZVOP-1 poudarja pomen vpogleda v lastne osebne podatke, in sicer v poglavju o 
pravicah posameznika, ki pa jo ZPacP v nekaterih segmentih še bolj izdela. Če pacient ne 
bo mogel pridobiti izvoda slikovne dokumentacije (klasični RTG posnetki), ki se ne hrani v 
elektronski obliki, in tehničnega pripomočka, ki omogoča izdelavo verodostojne kopije, 
izvajalec zdravstvene storitve nima, ta pravica do seznanitve z lastnimi osebnimi podatki 
ne bo izčrpana v celoti.  
Z ustreznimi tehničnimi sredstvi za reprodukcijo slikovne dokumentacije vsi izvajalci 
zdravstvene dejavnosti ne razpolagajo. Pacienti pa imajo kljub temu tudi pravico do 
pridobitve drugega strokovnega mnenja, kjer bi zaradi tega bilo potrebno omogočiti 
prenos izvoda slikovne dokumentacije. Tako bo z vzpostavitvijo elektronskih zbirk 
zdravstvene dokumentacije pacientu omogočeno vpogledati v njegove lastne osebne 
podatke na daljavo kakor tudi zdravstvenim delavcem (Balažic, in drugi, 2009, str. 204-
205).    
 
V nadaljevanju bi navedla še primer iz prakse, kjer je medicina dela prejela zahtevek 




orožje. Da ima orožje, je upravnemu organu sporočila pacientova žena. Pacient je 
zaposlen kot varnostnik in je po službeni dolžnosti upravičen do nošenja orožja.  Medicina 
dela, prometa in športa mu je izdala veljavno zdravniško spričevalo, da ima pravico do 
nošenja orožja, kljub temu da je bil na predhodnem psihiatričnem zdravljenju. Tudi ta 
podatek je upravnemu organu posredovala pacientova žena. Upravni organ je na podlagi 
drugega odstavka 14. člena Zakona o orožju (ZOro-1) dolžan opraviti preverke, na podlagi 
katerih se ugotovijo pogoji za izdajo orožne listine posamezniku, ki pa je s strani policijske 
postaje prejel obvestilo, da je pacient neprimeren za nošenje orožja. Ker pacient ogroža 
okolico, medicina dela meni, da sme posredovati podatke, ne glede na to, da so jih prejeli 
od tretje osebe. Informacijski pooblaščenec je podal mnenje, da Upravna enota lahko v 
okviru postopka, ki ga vodi, zahteva zdravstvene podatke pacienta, če je to res potrebno 
zaradi razjasnitve in ugotovitve resničnega dejanskega stanja. Na podlagi takšnih pogojev 
se lahko ti podatki upravnemu organu tudi posredujejo. Upravni organ mora v zahtevi 
navesti razlog zahtevanih podatkov, pravno podlago, namen uporabe teh podatkov in pod 
katero opravilno številko vodijo upravno zadevo. Ker upravne enote spadajo v javni 
sektor, se osebni podatki lahko obdelujejo v skladu s prvim odstavkom 9. člena ZVOP-1, 
če te podatke in njihovo obdelavo določa zakon. Nadalje ta člen v istem odstavku določa, 
da se določeni osebni podatki lahko obdelujejo le na podlagi osebne privolitve 
posameznika. Ker morajo biti osebni podatki, ki se obdelujejo primerni, po obsegu in 
namenu, je potrebno upoštevati tudi načelo sorazmernosti iz 3. člena ZVOP-1.  
Če posameznik ne izpolnjuje pogojev iz 2. do 6. točke drugega odstavka 14. člena ZOro-1, 
mu upravni organ skladno z določbo 58. člena ZOro-1 orožje odvzame. V 5. točki drugega 
odstavka 14. člena ZOro-1 je določen pogoj, da mora imeti posameznik opravljen 
zdravniški pregled. Kakšne zdravstvene pogoje mora izpolnjevati posameznik za posest in 
nošenje orožja in pogoje, ki jih mora izpolnjevati zdravstvena organizacija, pa določa 
Pravilnik o zdravniških pregledih posameznikov za ugotavljanje zdravstvene zmožnosti za 
posest in nošenje orožja. V postopku odvzema orožja, ki je posebni upravni postopek, je 
skladno z načelom materialne resnice iz 8. člena ZUP potrebno ugotoviti resnično 
dejansko stanje in ugotoviti vsa dejstva in okoliščine, ki so pomembna za zakonito in 
pravilno odločbo. O tem, na kakšen način lahko uradna oseba, ki vodi postopek, pridobiva 
osebne podatke, ZOro-1 posebej ne določa, zato v tem primeru zakonsko podlago v 
smislu 9. člena ZVOP-1 predstavlja 34.a člen ZUP. Navedeni člen določa, da so upravljavci 
zbirk osebnih podatkov, ki razpolagajo s potrebnimi podatki za ugotovitev dejstev v zvezi 
z vodenjem in odločanjem v upravnem postopku, dolžni na podlagi obrazložene zahteve 
organa, brezplačno, najkasneje v roku 15 dni posredovati zahtevane podatke. Zahteva 
mora vsebovati navedbo zahtevanih podatkov, pravno podlago za posredovanje, namen 
njihove uporabe in številko upravne zadeve. Podatek o trenutnem psihičnem stanju 
posameznika je v postopku odvzema orožja nedvomno dejstvo, ki je pomembno za 
zakonito in pravilno odločbo, kot to izhaja iz 5. točke drugega odstavka 14. člena ZOro-1. 
Upravni organ je zahteval mnenje psihiatra, ali njegov pacient izpolnjuje pogoje za 
nošenje orožja. Samo s ponovnim zdravniškim pregledom je mogoče ugotoviti, ali je 
posameznik primeren za nošenje orožja. Uradna oseba, ki vodi postopek odvzema orožja  
bi lahko ta podatek o psihiatričnem stanju posameznika pridobila od posameznikovega 




potrebno upoštevati načelo sorazmernosti iz 3. člena ZVOP-1. Takšen podatek se lahko 
zahteva le, če je res nujno potreben za ugotovitev resničnega dejanskega stanja. 
Posamezniku, ki ne izpolnjuje pogojev iz 2. do 6. točke drugega odstavka 14. člena ZOro-
1, pristojni upravni organ v skladu z 58. členom tega zakona odvzame orožje in orožne 
listine. V primeru da posameznik, v roku 3 mesecev predloži zdravniško spričevalo, iz 
katerega je razvidno, da izpolnjuje zdravstvene pogoje za posest in nošenje orožja, pa se 
mu orožje in orožne listine lahko vrnejo (Informacijski pooblaščenec, 2014). 
5.1.3 PRAVICA DO VARSTVA ZASEBNOSTI IN VARSTVA OSEBNIH PODATKOV  
Nedotakljivost človekove telesne in duševne celovitosti je zagotovljena z Ustavo RS v 35. 
členu. Tudi varstvo osebnih podatkov, ki je na podlagi Ustave človekova pravica in 
temeljna svoboščina, je opredeljena v 38. členu, po katerem je prepovedana uporaba 
osebnih podatkov v nasprotju z namenom njihovega zbiranja (Balažic, in drugi, 2009, str. 
223). Že omenjeni ZVOP-1 pa določa zbiranje, obdelovanje, namen uporabe, nadzor in 
varstvo tajnosti osebnih podatkov, kakor tudi konkretizira določbo iz 38. člena Ustave. 
ZVOP-1 varuje osebne podatke, ki so del neke zbirke, ne pa podatka, ki ni del te zbirke. 
Poudariti je potrebno, da je zagotovljeno varstvo osebnih podatkov preko Informacijskega 
pooblaščenca samo za osebne podatke, ki so del nekih zbirk osebnih podatkov, po sodni 
poti pa je potrebno preprečiti morebitno kršitev drugih osebnostnih pravic. Kakršno koli 
diskriminacijo v zvezi z varstvom osebnih podatkov prepoveduje že ZVOP-1, podobno 
določilo pa najdemo tudi v Ustavi in ZPacP. Pri tem pa je potrebno omeniti še, da Kodeks 
medicinske deontologije v 1. členu določa, da mora zdravnik svoj poklic opravljati vestno, 
strokovno in odgovorno ter natančno do vseh svojih varovancev, ne glede na vero, 
nacionalnost, raso, politično pripadnost ali socialni položaj, spol ne glede na svoje osebno 
razmerje do pacienta ali njegove družine. Zdravnik je pri izbiri metod in načinov 
zdravljenja svoboden, dosežke medicinske znanosti in načela strokovnega ravnanja pa 
mora dosledno upoštevati. Vsak poseg, ki bi po njegovem prepričanju ali vesti za pacienta 
mogel biti neetičen ali celo škodljiv, mora odkloniti (Zdravniška zbornica, 2015).  
 
S specifiko varovanja človekovih pravic v zdravstvu se je soočila moderna medicina in to z 
razvojem medicinske in pravne znanosti.  
Obdobje etičnih kodeksov je nastalo po drugi svetovni vojni, saj naj bi ti zajemali vsa 
področja v sistemu zdravstvenega varstva, vključno z idejo o promociji zdravja. Glavni 
akter pri vsem tem je Svetovno zdravniško združenje, saj naj bi to imelo velik vpliv na 
etično zavest zdravnikov in drugih zdravstvenih delavcev.  
Osebe, ki niso neposredno vključene  v proces zagotavljanja zdravstvene oskrbe pacienta, 
ne smejo razkrivati osebnih podatkov pacienta, saj je takšno ravnanje nedopustno in 
pomeni kršitev določb ZVOP-1. Podatke, s katerimi razpolaga konkreten izvajalec 
zdravstvenih storitev in jih vsebujejo osnovna zdravstvena dokumentacija, kartica 
zdravstvenega zavarovanja ter dokumentacija glede organizacije in financiranja 
zdravstvenih storitev, se lahko obdelujejo le za potrebe zagotavljanja zdravstvenega 
varstva, le izvajalec zdravstvene dejavnosti pa jih lahko obdeluje. Kot formalni upravljavec 




neposredno obdelujejo pri njem zaposlene osebe ali osebe, ki so na drugi pravni podlagi 
pooblaščene za njihovo obdelavo. Do seznanitve z osebnimi podatki določnega pacienta 
niso upravičene druge osebe, (ki niso v nikakršnem razmerju s pacientom), to pa pomeni, 
da jim zdravstveno osebje ne sme aktivno sporočati teh podatkov ali jim omogočiti 
seznanitev na drug način. Razkrivanje in seznanjanje s takšnimi podatki je dopustno samo 
za namene zdravstvenega varstva. ( Balažic, in drugi 2009, str. 227-228). 
 
Glede na to da z občutljivimi osebnimi podatki upravljajo izvajalci zdravstvenih storitev je 
potrebno opozoriti še na načelo sledljivosti vpogledov v zbirke in obdelave podatkov v 
njih. To načelo je zelo pomembno predvsem zaradi odkrivanja nepooblaščenih vstopov v 
zbirke osebnih podatkov.  
Sledljivosti vpogledov v zbirko osebnih podatkov je odvisno, na kakšen način bo 
upravljavec osebnih podatkov vodil takšno zbirko. Večina zbirk osebnih podatkov se v dobi 
modernih informacijskih tehnologij vodi elektronsko. Zagotavljanje sledljivosti je 
preprosto, saj računalniški programi omogočajo, da se na strežniku vsak vpogled v zbirke 
in v konkretne osebne podatke zabeleži. Pri izvajanju načela sledljivosti nastane težava 
takrat, ko so zbirke vodene ročno, in niso informatizirane (Balažic, in drugi, 2009, str. 
231).  
 
Zdravstveni podatki spadajo v kategorijo občutljivih osebnih podatkov, zato prihaja v 
praksi do čezmernih posegov in kršitev načela sorazmernosti. Zato menim, da morajo biti 
prav zaradi tega ti podatki ustrezno nadzorovani, predvsem z vidika varstva, kar pa je 
razvidno tudi iz sodb Evropskega sodišča za človekove pravice.  
5.2 ANALIZA ANKETE  
V magistrskem delu je prikazana tudi anketa o posredovanju zdravstvenih podatkov 
pacienta upravnim organom. Raziskovalno populacijo je predstavljalo zdravstveno osebje, 
torej zdravniki medicine, dela, prometa in športa. Zbiranje podatkov je potekalo od 
meseca februarja do aprila. Anketne vprašalnike sem posredovala na 75 e-naslovov, od 
teh je bilo ustrezno izpolnjenih 28 anket, neustrezno izpolnjenih pa je bilo 23 anket. Med 
anketiranci pa so prevladovale ženske, saj jih je v anketi sodelovalo kar 86 %. Glede 
neustrezno izpolnjenih anket bi rada pojasnila, da je naslovnik anketo samo pogledal, pa 
je ni izpolnil, ali pa je ni izpolnil do konca, zato je sistem zabeležil takšne ankete kot 
neustrezne. Glavno raziskovalno vprašanje je, ali lahko zdravnik medicine dela posreduje 
zdravstvene podatke pacienta, ki je hkrati stranka v postopku pri upravnemu organu, če 
uradna oseba dvomi, da je nezmožen za posest in nošenje orožja. Zato je populacijo 
predstavljalo zdravstveno osebje medicine, dela, prometa in športa. Podrobnejše 
predpise, ki jih morajo izpolnjevati zdravstveni zavodi oz. zasebni zdravniki, predpiše 
minister za zdravje, v soglasju z ministrom za notranje zadeve, ki na podlagi pravilnika o 
zdravniških pregledih posameznikov za ugotavljanje  zdravstvene zmožnosti za posest ali 
nošenje orožja imenujeta tudi posebno zdravniško komisijo za opravljanje tovrstnih 











Moški 4 14 % 
Ženski 24 86 % 




V anketi je sodelovalo 28 anketirancev, od tega 86 % žensk in 14 % moških.  
 












Vir: lasten, Tabela 2 
 







do 20 let 0 0 % 
21 – 40 let 8 29 % 
41 – 60 let 16 57 % 
61 let ali več 4 14 % 




V anketi se je izkazalo, da so glede na starost prevladovali anketiranci iz tretje starostne 
skupine od 41-60 let, in sicer 57 %, 29 % jih je bilo iz druge starostne skupine od 21-40 





Grafikon 2: Starost anketirancev 
 
 
Vir: lasten, Tabela 3 
 







0-10 let 7 25 % 
11-20 let 5 18 % 
21-30 let 7 25 % 
nad 30 let 9 32 % 




Glede na dolžino delovne dobe anketiranih se je pokazalo, da je bilo 32 % sodelujočih z 
več kot 30 let delovne dobe, medtem ko je 18 % sodelujočih imelo od 11-20 let delovne 
dobe, 25 % sodelujočih pa je imelo od 0-10 let delovne dobe. Ravno takšen odstotek 





Grafikon 3: Delovna doba 
 
 
Vir: lasten, Tabela 4 
 
Tabela 5: Pomembnost osebnih podatkov 









Da 27 96 % 
Ne 1 4 % 




Pomembnosti osebnih podatkov se zaveda večina sodelujočih. Osebni podatek je 
katerikoli podatek, ki se nanaša na posameznika, ne glede na obliko, v kateri je izražen in 
pomeni vse informacije, ki se nanašajo na nas in s pomočjo katerih je mogoče 
neposredno ali posredno ugotoviti našo identiteto, kot je ime in priimek, telefonska 
številka, e-poštni naslov, kraj in datum rojstva itd. Zato je še toliko bolj pomembno, da se 














Grafikon 4: Pomembnost osebnih podatkov 
 
 
Vir: lasten, Tabela 5 
 
Tabela 6: Osebni podatki 
Kateri od naštetih 








Podatek o stanju na 
bančnem računu 
23 18 % 
Ime in priimek 23 18 % 
Poklic 14 11 % 
Število prebivalcev v 
Ljubljani 
0 0 % 
Politična pripadnost 11 9 % 
Zdravstveno stanje 26 21 % 
Ime hišnega ljubljenca 2 2 % 
Naslov 26 21 % 





Izmed naštetih možnosti, ki so jih anketiranci imeli na voljo, se jih je 21 % sodelujočih 
opredelilo, da med osebne podatke spadata zdravstveno stanje in naslov, 18 % se jih je 




opredelilo za poklic, 9 % za politično pripadnost, 2 % sodelujočih pa za ime hišnega 
ljubljenca.   
 
Grafikon 5: Osebni podatki 
 
 
Vir: lasten, Tabela 6 
 
Tabela 7: Področje varovanja osebnih podatkov 


















Da 6 19 % 
Ne 5 16 % 
Da, vendar le kako se 
imenujejo 
6 19 % 
Da, okvirno poznam tudi 
njihovo vsebino 
14 45 % 




Predpisi na področju varstva osebnih podatkov pacienta določajo pravice, obveznosti, 




dostojanstvo posameznika, zlasti pri obdelavi njegovih podatkov. 19 % sodelujočih vedo, 
kateri predpisi urejajo področje varovanja osebnih podatkov pacienta, enak odstotek jih 
pozna oz. vedo le kako se imenujejo, 16 % jih ne ve, kateri naj bi bili ti predpisi, ki bi 
urejali to področje, 45 % sodelujočih pa okvirno pozna tudi njihovo vsebino.  
 
Grafikon 6: Področje varovanja osebnih podatkov 
 
 
Vir: lasten, Tabela 7 
 
Tabela 8: Izjava o posredovanju pacientovih podatkov 
Ali pacientom ob 
pregledu ponudite v 
izpolnitev izjavo o 
posredovanju 
informacij o njihovih 



















Da 9 33 % 
Ne 18 67 % 






33 % anketiranih je odgovorilo, da pacientom ob pregledu ponudijo v izpolnitev izjavo 
glede posredovanja informacij o njihovih osebnih podatkih in zdravstvenem stanju, 67 % 
anketiranih je odgovorilo, da tega ne naredijo.  
 
Grafikon 7: Izjava o posredovanju pacientovih pravic 
 
 

























Tabela 9: Posredovanje pacientovih podatkov 
Komu dovoljujete 
posredovanje pacientovih 
podatkov iz vaše 
zdravstvene 
dokumentacije oz. 












Nikomur 1 2 % 
Samo pacientom 18 43 % 
Svojcem pacienta 1 2 % 
Prijateljem in znancem 
pacienta 
0 0 % 
Upravnim organom 1 2 % 
Sodnim organom 11 26 % 
Pravosodnim organom 10 24 % 
Osebam javnega prava 0 0 % 




Pacient ima pravico do zaupnosti svojih osebnih podatkov, vključno s podatki in drugih 
podrobnostih o njegovem zdravljenju. Zato morajo zdravstveni delavci temu nameniti 
posebno pozornost, saj morajo s takšnimi podatki ravnati skladno z načelom zaupnosti in 
predpisi, ki urejajo to področje. Posebej morajo biti pazljivi pri posredovanju takšnih 
podatkov. 43 % anketiranih je na vprašanje, komu posredujejo pacientove podatkov iz 
njihove zdravstvene kartoteke, odgovorilo, da jih posredujejo samo pacientom, 26 % 
anketiranih jih posreduje sodnim organom, 24 % pravosodnim organom, samo 2 % 





Grafikon 8: Posredovanje pacientovih podatkov 
 
 
Vir: lasten, Tabela 9 
 
Tabela 10: Zloraba pacientovih pravic 















Da 6 26 % 
Ne 17 74 % 




Z zlorabo osebnih podatkov, krajo identitete in poseg v zasebnost posameznika se 
srečujemo na vsakem koraku. Vsepovsod se poudarja, da moramo biti pri posredovanju 
svojih podatkov zelo pazljivi in pozorni, komu jih posredujemo, zakaj itd., še zlasti pazljivi 
moramo biti pri zdravstvenih podatkih, ki spadajo v kategorijo občutljivih osebnih 
podatkov. 74 % anketiranih je na vprašanje, ali so že kdaj zasledili zlorabo pacientovih 
zdravstvenih podatkov, odgovorilo, da ne, 26 % anketiranih pa je zlorabo pacientovih 





Grafikon 9: Zloraba pacientovih pravic 
 
 
Vir: Tabela 10 
 
Tabela 11: Ukrepi ob kršitvi pacientovih zdravstvenih podatkov 









Ob zlorabi sem obvestil pacienta in 
svojega predstojnika 
3 16 % 
Zlorabo sem prijavil pristojnemu 
zastopniku pacientovih pravic 
1 5 % 
Zlorabo sem prijavil 
informacijskemu pooblaščencu 
0 0 % 
Nič od tega 5 26 % 
Drugo: 10 53 % 




Na vprašanje, kaj storiti v primeru kršitve ali zlorabe pacientovih zdravstvenih podatkov, 
je 53 % anketiranih odgovorilo, da še nimajo izkušenj s tem, da še niso zasledili takšnega 
primera, ter da še ni prišlo do zlorabe. 16 % anketiranih je ob zlorabi obvestilo pacienta in 
svojega predstojnika, 5 % anketiranih pa je zlorabo prijavilo pristojnemu zastopniku 






Grafikon 10: Ukrepi ob kršitvi pacientovih zdravstvenih podatkov 
 
 
Vir: lasten, Tabela 11 
 
Tabela 12: : Zdravniško spričevalo o telesni in duševni nezmožnosti za posest 
in nošenje orožja 




telesni in duševni 
nezmožnosti za 
posest in nošenje 




















Da 3 13 % 
Ne 20 87 % 




Zdravniško spričevalo o telesni in duševni zmožnosti za posest in nošenje orožja je eden 
izmed pogojev, ki jih mora izpolnjevati posameznik po Zakonu o orožju za pridobitev 




spričevala posamezniku glede telesne in duševne nezmožnosti za posest in nošenje 
orožja, 13 % anketiranih pa je imelo določene težave.  
 
Grafikon 11: Zdravniško spričevalo o telesni in duševni nezmožnosti za posest 
in nošenje orožja 
 
 























Tabela 13: Težave pri izdaji zdravniškega spričevala o telesni in duševni 
nezmožnosti za posest in nošenje orožja 
Če ste na prejšnje 
vprašanje odgovorili 
z da, prosim, če 
navedete, kakšne 











Neposredne grožnje 2 20 % 
Grožnje vašim ožjim 
družinskim članom 
0 0 % 
Verbalni napad 3 30 % 
Fizični napad 0 0 % 
Nadlegovanje 1 10 % 
Posameznik se je znesel 
nad inventarjem 
zdravstvene ordinacije 
1 10 % 
Drugo: 3 30 % 




Pri prejšnjem vprašanju je 13 % anketiranih odgovorilo, da so imeli težave pri izdaji 
zdravniškega spričevala o telesni in duševni nezmožnosti za posest in nošenje orožja. Od 
tega je bilo največ verbalnih napadov, neposrednih groženj, nadlegovanja in 





















Grafikon 12: Težave pri izdaji zdravniškega spričevala o telesni in duševni 
nezmožnosti za posest in nošenje orožja 
 
 
Vir: lasten, Tabela 13 
 
Tabela 14: Zaprosilo za posredovanje informacij o zdravstvenem stanju 
posameznika 
Ali ste kdaj s strani 
upravnega organa, ki 
vodi postopek izdaje 
orožne listine, prejeli 





























Da 6 26 % 
Ne 17 74 % 




Glede posredovanja podatkov je 26 % anketiranih s strani upravnega organa, ki vodi 




zdravstvenem stanju posameznika, medtem ko 74 % anketirancev takšnega zaprosila še 
niso prejeli.   
 




Vir: lasten, Tabela 14 
 
Tabela 15: Posredovanje informacij o zdravstvenem stanju posameznika 
upravnemu organu 









Da 3 23 % 
Ne 10 77 % 




23 % anketiranih je podatke o zdravstvenem stanju posameznika, ki jih je zahteval  














Vir: lasten, Tabela 15 
 
Tabela 16: Razlogi neposredovanja zahtevanih informacij upravnemu organu 
Če ste na prejšnje vprašanje 
odgovorili z ne, prosim, če lahko 













Zaradi ugleda zdravniškega poklica 0 0 % 
Zaradi spoštovanja načela zaupnosti 
in predpisov, ki urejajo varstvo 
osebnih podatkov 
4 25 % 
Zaradi spoštovanja zasebnosti 
pacienta 
5 31 % 
Zaradi dolžnosti varovanja poklicne 
skrivnosti 
7 44 % 




Pri predhodnem vprašanju je 77 % anketiranih odgovorilo, da zahtevanih podatkov glede 




anketiranih zaveda dolžnosti varovanja poklicne skrivnosti, 31 % anketiranih spoštuje 
zasebnost pacienta, 25 % spoštuje načelo zaupnosti in predpise, ki urejajo varstvo 
osebnih podatkov.  
 
Grafikon 15: Razlogi neposredovanja zahtevanih informacij upravnemu organu 
 
 
Vir: lasten, Tabela 16 
 
Tabela 17: Neprimerno ravnanje posameznika 






posameznika, ki je 




















Da 2 9% 
Ne 21 91% 




Glede opozorila s strani upravnega organa medicini dela, o neprimernem obnašanju ali 




anketiranih pa je bilo opozorjenih na neprimerno obnašanje ali vedenje posameznika, ki je 
pri upravnem organu zaprosil za izdajo orožne listine.   
 
Grafikon 16: Neprimerno ravnanje posameznika 
 
 
Vir: lasten, Tabela 17 
 
Tabela 18: Upoštevanje opozorila 






Da 5 83 % 
Ne 1 17 % 




Na vprašanje, ali medicina dela upošteva to opozorilo s strani upravnega organa o 
neprimernem obnašanju in ravnanju posameznika, ki je pri upravnem organu zaprosil za 
izdajo orožne listine, je iz rezultatov ankete razvidno, da jih je 83 % anketiranih to 











Grafikon 17: Upoštevanje opozorila 
 
 
Vir: lasten, Tabela 18 
 
Tabela 19: Razlog za neupoštevanje opozorila upravnega organa 
Če ste na prejšnje 
vprašanje odgovorili 
z ne, prosim, če 















Da ne bom prizadel/-a 
ugleda svojega stanu 
0 0 % 
Zaradi pravice glede 
odločanja o občutljivih 
vprašanjih, ki zadevajo 
človekovo zdravje in 
življenje 




1 20 % 
Drugo: 4 80 % 







Pri predhodnem vprašanju  17 % anketiranih ni upoštevalo opozorila upravnega organa 
glede neprimernega obnašanja in ravnanja posameznika zaradi strokovne usposobljenosti 
in neodvisnosti, pod ostale možnosti pa so navedli, da s tem še nimajo izkušenj.  
 
Grafikon 18: Razlog za neupoštevanje opozorila upravnega organa 
 
 
Vir: lasten, Tabela 19 
 
Tabela 20: Vodilo pri vsakdanjem delu 
Kakšno je vaše vodilo 





Zakonska določila 12 28 % 
Profesionalna etika in 
navodila 
22 51 % 
Želje in potrebe 
pacienta 
9 21 % 




Profesionalna etika in navodila je za 51 % anketiranih njihovo vodilo pri vsakdanjem delu, 
ki ga opravljajo, za 28 % anketiranih so zakonska določila, za  21 % anketiranih pa so to 







Grafikon 19: Vodilo pri vsakdanjem delu 
 
 
Vir: lasten, Tabela 20 
 
Tabela 21: Zamenjava vloge 
Če bi bili sami v vlogi pacienta, kaj bi vas motilo na 
področju varovanja osebnih podatkov pacienta? 
Frekvence 
Možnost vpogleda nezdravniškega medicinskega osebja 1 
Preveč se predalčka, življenje pa ni predalček 1 
Pogovarjanje z zdravnikom pred drugimi pacienti 1 
Neupoštevanje zakona 1 
Obravnava na hodniku 1 
Nespoštovanje etike, zdr. molčečnosti in zakonodaje s 
področja varovanja osebnih podatkov 
1 
Dostopanje do podatkov s strani nepooblaščenih oseb 1 
Npr. obravnava v prisotnosti drugega pacienta, na samem 
pregledu se to ne dogaja, dogaja pa se na vpisnih okenčkih 
1 
Da bi vsi ostali v čakalnici vedeli kakšno je moje 
zdravstveno stanje 
1 
Da me v čakalnico pokličejo po imenu in priimku 1 
Nevarovanje 1 
Zloraba podatkov 1 








Na koncu pa še, kaj bi zdravstveno osebje, če bi se znašlo v obratni vlogi, torej v vlogi 
pacienta najbolj motilo, so se izoblikovala različna mnenja. Med drugim tudi to, da bi jih v 
čakalnici poklicali po imenu in priimku, da bi ostali čakajoči v čakalnici vedeli za njihovo 
zdravstveno stanje, obravnava v prisotnosti drugega pacienta, predvsem na vpisnih 
okencih, dostop do podatkov s strani nepooblaščenih oseb, nespoštovanje etike in 
zdravniške molčečnosti ter zakonodaje s področja varovanja osebnih podatkov, obravnave 



















6  REZULTATI 
6.1 PREVERITEV HIPOTEZ 
 
Hipoteza 1: Procesna ureditev vpogleda v lastne osebne podatke učinkovito 
podpira cilje te pravice v smislu varstva osebnih podatkov. 
 
Na podlagi proučene literature, mednarodne in slovenske zakonodaje ter sodb sodišč RS 
postavljeno hipotezo potrjujem. Zaradi prisluškovanj in podobnih vdorov v zasebnost 
posameznika se je pojavila potreba po varstvu zasebnosti. Vzrok za večino kršitev 
zasebnosti je razvoj nove tehnologije. Zato je potreben ZVOP, zaradi vzpostavitve 
ravnotežja med pravico do zasebnosti in legitimnimi razlogi za uporabo osebnih podatkov. 
Človekova zasebnost, še zlasti njegovo intimno področje, je danes postalo zelo donosna 
tržna dobrina. V zadnjem času smo priča številnim objavam in podrobnostim iz privatnega 
življenja nekaterih slavnih posameznikov. Pravica do zasebnosti ni absolutna pravica, v 
katero ne bi smel nihče posegati. Varstvo osebnih podatkov je tako ena izmed ustavno 
zagotovljenih človekovih pravic in temeljnih svoboščin in spada v okvir pravic s področja 
zasebnosti, njen temelj pa predstavlja določba 38. člena Ustave RS. Da je zagotovljeno 
varstvo osebnih podatkov, uporaba v nasprotju z namenom njihovega zbiranja pa je 
prepovedana, izhaja iz te ustavne določbe. Zakon določa zbiranje, obdelovanje, namen 
uporabe, nadzor in varstvo tajnosti osebnih podatkov. Da se je ustavodajalec odločil za  
t. i. obdelovalni model, je razvidno iz omenjenega člena. Za ta model je značilno, da so 
pravila določena v zakonu, ki ureja obdelavo osebnih podatkov, kjer je ta obdelava 
dopustna in zakonita. Vsaka obdelava osebnih podatkov pomeni poseg v ustavno 
človekovo pravico do varstva osebnih podatkov. Namen obdelave osebnih podatkov mora 
biti ustavno dopusten, načelo sorazmernosti pa se mora spoštovati tako, da se smejo 
obdelovati le tisti osebni podatki, ki so primerni in potrebni za uresničitev zakonsko 
opredeljenega namena. Krovni zakon za varstvo osebnih podatkov je ZVOP-1, ki hkrati 
konkretizira ustavno pravico do varstva osebnih podatkov iz zgoraj omenjenega 38. člena 
Ustave RS. V Republiki Sloveniji je vsakomur zagotovljeno varstvo osebnih podatkov, ne 
glede na državljanstvo in prebivališče, saj je po ZVOP-1 varstvo osebnih podatkov 
namenjeno preprečevanju nezakonitih in neupravičenih posegov v informacijsko 
zasebnost posameznika na vseh pomembnih področjih. ZVOP-1 določa, da se s pravicami, 
obveznostmi, načeli in ukrepi, preprečujejo neustavni in nezakoniti posegi v zasebnost in 
dostojanstvo posameznika pri obdelavi osebnih podatkov.  
Pravica do vpogleda v lastne osebne podatke je zagotovljena vsakomur, na podlagi 
tretjega odstavka 38. člena Ustave RS, konkretizirana pa je v 30. členu ZVOP-1. Obenem 
pa določa, da je upravljavec osebnih podatkov dolžan posamezniku na njegovo zahtevo 
omogočiti vpogled v katalog zbirke osebnih podatkov, potrditi, ali se podatki v zvezi z njim 
obdelujejo ali ne in mu omogočiti vpogled v osebne podatke, ki so v zbirki osebnih 
podatkov vsebovani in se nanj nanašajo, ter njihovo prepisovanje ali kopiranje, 




nanašajo nanj, posredovati seznam uporabnikov, katerim so bili osebni podatki 
posredovani, kdaj, na kakšni podlagi. To pomeni, da je pravica posameznika do 
seznanitve z lastnimi osebnimi podatki ustavna kategorija in se jo omejuje samo 
izjemoma. Upravljavci osebnih podatkov te pravice posameznikom ne smejo omejevati, 
saj se morajo zavedati pomembnosti te pravice. Lahko pa se ta pravica z zakonom omeji. 
Glede varstva osebnih podatkov ZVOP-1 nudi nekakšen institucionalni okvir. Osnove 
varovanja osebnih podatkov ne more nadomestiti noben zakon, zavedanje vsakega 
posameznika posebej pa je, da so osebni podatki informacija, ki lahko povzroči za 
posameznikovo zasebnost veliko škodo, če pride v napačne roke. Glede na predhodno 
naveden stavek, pa rezultati raziskave kažejo, da se večina, to je 96 % sodelujočih v 
anketi zaveda pomembnosti osebnih podatkov. Z njimi je mogoče posredno ali 
neposredno ugotoviti našo identiteto. Glede na zakonodajo, predpise, ter direktivo, ki jo je 
bilo potrebno implementirati v našo pravo ureditev, je bilo o osebnih podatkih napisano in 
povedano že veliko, vendar se kljub temu 4 % sodelujočih ne zaveda pomembnosti 
osebnih podatkov, čeprav se z njimi pri svojem delu tako rekoč srečujejo vsakodnevno. 
Ker so pogledi zdravstvene stroke različni, prihaja v praksi do različnih interpretacij 
zakonskih določb zdravstvenega osebja. Ker mora zdravstveno osebje skrbeti za zdravje in 
dobro počutje pacienta, poleg obsega dela, ki ga opravljajo, pa morajo upoštevati še 
predpise s področja zdravstvenega varstva in zdravstvenega zavarovanja, etična načela 
ter skrbeti za uresničevanje pacientovih pravic, se zgodi, da jim kdaj kakšen podatek tudi 
»zaide«, zlasti če so nepazljivi in se ne zavedajo dovolj, kako pomembni so ti podatki. 
Večina anketiranih tudi dobro pozna vsebino teh predpisov, ki urejajo področje varovanja 
osebnih podatkov, z zlorabo pacientovih podatkov se večina anketiranih, to je 74 % še ni 
srečala. Ponekod, kjer so zdravstveni objekti zastareli, se še vedno pojavlja, da so na 
hodnikih velike kovinske omare, v katerih se nahajajo kartoteke pacientov, zato menim, 
da bi morali znotraj teh objektov kakšen prostor prenoviti in nameniti za hrambo osebnih 
podatkov pacientov, da bi bilo zadoščeno tehničnim in varnostnim ukrepom hrambe 
osebnih podatkov.   
 
Hipoteza 2: Obseg pravice vpogleda v lastne osebne podatke ni jasno določen, 
zlasti glede ne le vpogleda, ampak tudi prepisovanja oz. preslikave. 
 
Razmišljanja in spoznanja ter spremljanje sodne prakse so me pripeljala do ugotovitve, da 
je na področju osebnih podatkov zelo veliko problemov, spornih vprašanj in različnih 
pravnih razlag. Ne moremo mimo tega, da ob spoštovanju zasebnosti posameznika in 
utrjevanju pravice do varstva osebnih podatkov, država ne bi bila prisiljena posegati 
vanje, predvsem zaradi varstva javnega interesa. Zato so podatki, ki se nanašajo na 
posameznike, potrebni. V zvezi z obdelavo posameznikovih osebnih podatkov, ima ta 
določene pravice, ki mu omogočajo seznanjanje, zagotavljajo točnost in ažurnost 
podatkov ter ustrezno institucionalno varstvo.  
Upravljavec osebnih podatkov mora izhajajoč iz posameznikove pravice do seznanitve z 
lastnimi osebnimi podatki na njegovo zahtevo, omogočiti vpogled v katalog zbirke osebnih 
podatkov, potrditi, ali se podatki v zvezi z njim obdelujejo ali ne, ter mu omogočiti 




seznam uporabnikov, katerim so bili njegovi podatki posredovani, kdaj, na kakšni podlagi 
in za kakšen namen. Gre za uresničevanje temeljnega načela Direktive 95/46/ES, ki 
poudarja, da mora posameznik prejeti tudi negativno informacijo, da se podatki v zvezi z 
njim ne obdelujejo. Tretja točka prvega odstavka 30. člena ZVOP-1 določa, da je 
upravljavec osebnih podatkov dolžan posamezniku posredovati izpis podatkov, ki so 
vsebovani v zbirki osebnih podatkov in se nanj nanašajo. Gre torej za pravico od 
upravljavca zahtevati samo tiste osebne podatke iz zbirke osebnih podatkov, ki se 
nanašajo na posameznika.    
Upravljavec osebnih podatkov mora posamezniku dati tudi informacijo o virih, na katerih 
zapisi v zbirki temeljijo ter s kakšno metodo so bili obdelani. Nadalje mora posredovati 
tudi informacije in pojasnila o namenu in vrsti osebnih podatkov, ki se obdelujejo ter 
pojasniti logično-tehnične postopke odločanja pri avtomatiziranem odločanju. Posameznik 
lahko to svojo pravico uresniči, z vložitvijo ustrezne zahteve pisno ali ustno na zapisnik pri 
upravljavcu osebnih podatkov. Razen pravice do vpogleda v register zbirk in pravice do 
sodnega varstva, se lahko pravice posameznika omejijo le v primerih in pod pogoji, ki so 
določeni z zakonom. Te omejitve se lahko določijo samo z zakonom in v obsegu, ki je 
nujen za dosego namena, npr. varnost in obramba države, nacionalna varnost, ustavna 
ureditev države, varnostni, politični in gospodarski interesi države, odkrivanje, 
dokazovanje in pregon kaznivih dejanj in prekrškov, odkrivanje in dokazovanje kršitev 
etičnih norm za določene poklice, nadzor nad policijo in varstvo pravic drugih, proračunski 
ali davčni razlogi itd. Samo v omejenem obsegu se lahko te omejitve določijo, to je v 
obsegu, ki je nujen za dosego namena omejitve. Vse te omejitve ščitijo nekakšen višji 
interes ali interes druge osebe, ki ima enako vrednost kot pravica prizadete osebe do 
zasebnosti. ZVOP-1 omogoča posamezniku vpogled v svoje podatke, ne določa pa, 
kolikšna naj bosta vsebina in obseg takšnega vpogleda, zato to hipotezo ne potrjujem. 
Kljub sodobno razviti informacijsko-komunikacijski tehnologiji v RS je na marsikaterem 
področju, tudi v zdravstvu, poslovanje ujeto na papir, čeprav je pri izvajalcih 
zdravstvenega varstva zelo široko razširjena uporaba elektronske pošte in mobilnih 
komunikacij, pa večina dokumentacije prihaja in odhaja še vedno v papirni obliki. Z 
zakonom je določen tudi način vpogleda in izmenjave zdravstvene dokumentacije, ki mora 
biti ustrezno varovan, na podlagi pisne zahteve posameznika z uporabo kvalificiranega 
potrdila. Posamezniki imajo tako pravico do vpogleda v svoje podatke ter do njihove 
preslikave ali prepisa. Kolikokrat lahko posamezniki zahtevajo dostop do podatkov ali 
vpogledajo vanje, je določeno z ZVOP-1. Ni pa določeno, v kakšnem obsegu naj bi bila ta 
pravica. Ker mora posameznik za seznanitev s svojimi osebnimi podatki izkazati pravni 
interes, namen, za kaj te zahtevane podatke potrebuje, ter kje jih bo uveljavljal, menim, 
da je ravno tako poleg namena pomemben tudi obseg pravice, zato naj bi se omejili samo 
zdravnikovi subjektivni zapisi.   
         
Hipoteza 2.1: Zato prihaja do problemov v praksi, ki pa so najbolj pereči glede 
vpogleda v zdravstvene podatke 
 
V procesu zdravljenja pacienta je medicinska dokumentacija eden izmed 




posebej in dajejo poseben poudarek varovanju podatkov. Zato je še toliko večjega 
pomena, da je ta dokumentacija urejena. Na tem področju se toliko bolj domneva pravni 
interes posameznika do seznanitve z lastno zdravstveno dokumentacijo, hkrati pa tudi 
interes posameznika na zavarovanju njegovih občutljivih osebnih podatkov, kamor sodijo 
podatki o njegovem zdravstvenem stanju. Za področje medicine posebno poglavje o 
posebnih načelih vsebuje tudi Konvencija. Ker osebni podatki s področja medicine spadajo 
v kategorijo občutljivih osebnih podatkov, ne morejo biti v splošnih načelih Konvencije v 
celoti urejeni.  
Ugotavljam, da pri večini držav splošni zakoni o obdelavi osebnih podatkov predstavljajo 
zakonsko podlago za zbiranje, obdelavo in uporabo zdravstvenih podatkov in 
implementirajo evropsko Direktivo 95/46/ES.  
Pravico do vpogleda v zdravstveni karton ima vsak posameznik, saj gre pri tem za pravico 
do vpogleda v lastne osebne podatke. Posamezniku je zdravnik dolžan omogočiti vpogled 
v zdravstveno dokumentacijo, ZVOP-1 pa poleg pravice do vpogleda daje posamezniku 
tudi pravico do prepisa, kopiranja potrdila izpisa, seznama, informacije in pojasnila. 
Rezultati raziskave kažejo, da zdravstveno osebje največ posreduje te podatke pacientom 
in sicer 64 %, sodnim organom 14 %, pravosodnim 10 % ter upravnim samo 4 %.   
41. člen Zakona o pacientovih pravicah (v nadaljevanju: ZPacP) podrobneje ureja pravico 
posameznika do seznanitve z lastno zdravstveno dokumentacijo.  Pacient ima v prisotnosti 
zdravnika ali drugega zdravstvenega delavca oziroma sodelavca pravico do neoviranega 
vpogleda in prepisa zdravstvene dokumentacije, ki se nanaša nanj. Vsak izvajalec 
zdravstvenih storitev mora zagotoviti fotokopiranje ali drugo reprodukcijo zdravstvene 
dokumentacije. Problem nastane, ker izvajalci zdravstvenih storitev ne razpolagajo z 
ustreznimi tehničnimi sredstvi za reprodukcijo slikovne dokumentacije. Največ težav 
povzročajo klasični RTG posnetki, ki jih zahtevajo sodni izvedenci medicinske stroke pri 
reševanju odškodninskega zahtevka. ZVOP-1 jasno določa, da ima vsakdo pravico do 
vpogleda v katalog zbirk podatkov, kjer je s tem povezana tudi pravica do prepisovanja 
podatkov, ki so v njem vsebovani. Ko zakon govori o pravici do prepisovanja, ni dovolj 
natančen, saj nekateri zelo ozko razumejo pojem prepisovanja podatkov, zato prihaja v 
praksi do resnega kratenja bolnikovih pravic. Če pacient ne bo mogel pridobiti izvoda 
slikovne dokumentacije, ki se ne hrani v elektronski obliki, ker izvajalec zdravstvene 
storitve nima tehničnega pripomočka, ki bi omogočil izdelavo verodostojne kopije, pravica 
do seznanitve z lastnimi podatki ne bo v celoti izčrpana. Klasične RTG posnetke počasi 
izpodrivajo sodobni digitalni posnetki, ki omogočajo izdelavo neomejenega števila kopij. 
Ker gre za različne stopnje zaupnosti podatkov, zakonodaja glede posredovanja 
zdravstvenih podatkov pacienta ni tako zelo jasna. Zato zdravniki opozarjajo, da bi bil 
potreben poseben zakon, ki bi urejal ravnanje z medicinsko dokumentacijo, zato to 
hipotezo delno potrjujem. Zato menim, da bi se izoblikovala neka strokovna skupina, ki bi 
v zdravstvenih ustanovah poleg oblikovanja strokovnih smernic, spremljanja razvoja svoje 
stroke in kazalnikov kakovosti, uvajanj sodobnih metod diagnostike, zdravljenja, 
rehabilitacije, priprava priporočil, mnenj, smernic in analiz za upravne organe omogočala, 
da bi bila pravica pacienta do seznanitve z njegovimi zdravstvenimi podatki v celoti 





Hipoteza 3: V Republiki Sloveniji je procesna ureditev vpogleda v lastne osebne 
podatke primerljiva z avstrijsko in hrvaško regulacijo.   
 
Vsaka država članica EU je nekaj posebnega, ob vzporednem preučevanju zakonodaje in 
prakse Republike Slovenije, Republike Avstrije in Republike Hrvaške je bilo ugotovljeno 
nekaj razlik, pa tudi podobnosti med temi tremi sistemi varstva osebnih podatkov, ter 
pravice posameznika do vpogleda v lastne osebne podatke oz. seznanitve z njimi. 
Direktiva 95/46ES določa, da mora biti vsakemu posamezniku, na katerega se osebni 
podatki nanašajo, v razumnem času brez omejitev in stroškov omogočena pravica dostopa 
do teh podatkov, ter potrditev, ali se podatki v zvezi z njim obdelujejo ali ne, informacije 
glede namenov obdelave ter vrste zadevnih podatkov in prejemnikov, ki so jim bili ti 
podatki posredovani. Države članice določbe te Direktive implementirajo v svoje področne 
zakone, ki urejajo varstvo, obdelavo, vpogled ter dostop do osebnih podatkov. Osebni 
podatki, ki so zbrani zakonito pod strogimi pogoji, se lahko v skladu z zakonodajo EU 
uporabljajo le za zakonite namene, zato to hipotezo potrjujem.  
 
Pravica do varstva osebnih podatkov je ena od temeljnih pravic vsakega posameznika. 
Osebne pravice so pravice in svoboščine, ki so neposredno povezane z osebo kot 
posameznikom. Slovenija je prvi zakon, ki ureja varstvo osebnih podatkov, sprejela leta 
1999, ki je veljal do leta 2004. Nato pa je 1. 1. 2005 pričel veljati nov ZVOP-1 uradno 
prečiščeno besedilo, ki ima 117 členov, vsega skupaj pa se je kar štirikrat spremenil oz. 
dopolnil. Republika Avstrija je ZVOP – Datenschutzgesetz 2000 sprejela leta 1999, ki pa je 
bil spremenjen kar devetkrat in ima 82. členov. V Republiki Hrvaški je varstvo osebnih 
podatkov, nadzor nad zbiranjem, obdelavo in uporabo teh podatkov urejeno z Zakonom o 
varstvu osebnih podatkov (Narodne novine, št. 103/03, 118/06, 41/08, 130/11), ki je bil 
sprejet leta 2003, štirikrat pa je bil še spremenjen oz. dopolnjen in vsebuje 40. členov. Po 
zakonodaji, ki se v vseh treh državah uporablja, lahko ugotovimo precejšnjo podobnost 
ureditve sistema varstva osebnih podatkov. V vseh treh državah je varstvo osebnih 
podatkov zagotovljeno vsaki fizični ali pravni osebi ne glede na državljanstvo in 
prebivališče, raso, narodnost, politično, versko ali filozofsko prepričanje, članstvo v 
sindikatu, zdravstveno stanje, vpis ali izbris v ali iz kazenske evidence ali evidenc, ki se 
vodijo na podlagi zakona, ki ureja prekrške, ki pa jih naš zakon imenuje »občutljivi osebni 
podatki«, avstrijski pa »sensible Daten«.  
 
Posamezniki imajo pravico do seznanitve, ali se podatki v zvezi z njim obdelujejo ali ne, 
imajo omogočen vpogled v katalog zbirke osebnih podatkov, poleg tega imajo tudi 
omogočen vpogled v osebne podatke, ki so vsebovani v zbirki osebnih podatkov in se nanj 
nanašajo, skratka podatki so dostopni vsem pod enakimi pogoji. Katere informacije so 
strankam dostopne, so pomembni testi sorazmernosti in tehtanja različnih pravno 
varovanih kategorij. 
Države članice imajo to pravico do vpogleda v spis različno urejeno, Španija ima to 
urejeno z ustavno določbo, Finska in Estonija v okviru načela odprte uprave sicer v ZUP, 
večina držav pa podobno kot v Avstriji ali pri nas operativno v ZUP. Ta institut je tako 




strankam, drugod glede na širše ali ožje opredeljen pravni interes, ponekod vpogled 
posebej vključuje kopiranje, ponekod je možen samo elektronski ali fizičen dostop, drugod 
le eden od njiju. V naši ustavni ureditvi se pravica do pregleda dokumentov razume 
predvsem kot del učinkovitega pravnega varstva, omeniti pa velja še 38. člen Ustave v 
delu, ko se ta pravica nanaša na seznanitev z lastno zadevo po izkazanem pravnem 
interesu.    
Pravico do pregleda upravnih in drugih dokumentov pri nas izrecno določa ZUP, toda ta 
pravica ni med izrecnimi ustavnimi določili niti zakonsko opredeljenimi načeli. Zato se 
večkrat ustvarja napačen vtis, da gre pri 82. členu ZUP-a za eno operativno-tehničnih 
opravil.  
Ampak temu ni tako, saj je ta pravica do vpogleda ena temeljnih pravic obrambe, ki so 
mednarodno uveljavljeni standard in izraža jamstvo ustavne ravni. Avstrijski ZUP 
(Verwaltungsverfahrensgesetzes 1991) v 17. členu določa, da kolikor v upravni določbi ni 
drugače določeno, lahko stranke pri organu v svoje spise vpogledajo in si na svoje stroške 
pridobijo kopijo ali izpis. V kolikor se neka zadeva pri organu nahaja v elektronski obliki, 
se lahko stranki na zahtevo omogoči dostop spisa, v kateri koli tehnično izvedljivi obliki. 
Vsem strankam, ki sodelujejo v postopku, se mora dostop do spisa omogočiti vsem v 
enakem obsegu. Zavrnitev dostopa do spisa se izroči stranki v postopku tožbe s 
procesnim namenom.   
Za odločitev o vlogi za dostop do informacij so v državah predpisani roki, ki pa se med 
seboj nekoliko razlikujejo. Na podlagi proučene literature in zakonodaje Republike 
Avstrije, Republike Hrvaške in Republike Slovenije menim, da je Avstrijski zakon bolj 
moderen, saj določa, da je vsak posameznik upravičen do varstva svoje pravice do 
zasebnosti, še posebej kadar gre za osebne podatke, pod pogojem da posameznik izkaže 
pravni interes za varstvo teh podatkov. Kadar so ti podatki javno dostopni že pred 
zbiranjem, je tak interes izključen, še posebno takrat, kadar izvor teh podatkov ni določen 
na način, ki bi nas vodil do posameznika. Le na podlagi osebne privolitve posameznika je 
dovoljena obdelava osebnih podatkov, lahko pa se v izjemnih primerih, kadar gre za 
primere varovanja legitimnih interesov, obdelujejo osebni podatki tudi brez privolitve 
posameznika. V zvezi z uresničevanjem pravice do vpogleda v lastne osebne podatke se v 
vseh treh državah uporablja zakon, ki ureja splošni upravni postopek. Tudi glede 
pravnega varstva je v vseh treh primerjanih državah podobno, saj je mogoče vložiti 
pritožbo, zato menim, da je naša procesna ureditev vpogleda v lastne osebne podatke 
primerljiva s hrvaško in avstrijsko ureditvijo.  
 
6.2 PRISPEVEK K ZNANOSTI IN STROKI 
Zakon o varstvu osebnih podatkov obravnava podatke, ki se zbirajo na podlagi zakonskih 
določil in ki je veljaven zgolj za podatkovne zbirke, pomembne za državo. Posebej 
natančno se z medicinsko dokumentacijo ne ukvarja, ampak jo samo bežno omenja v 
nekaterih členih. Zato se v zvezi s tem pojavljajo številna vprašanja in dileme, zato bi 
posebej rada opozorila, da mora upravljavec osebnih podatkov pri svojem delu in njihovi 




morajo osebni podatki obdelovati zakonito in pošteno, osebni podatki, ki se obdelujejo, 
morajo biti po načelu sorazmernosti ustrezni tako po obsegu kot namenu, za katere se 
zbirajo in obdelujejo. Načelo prepovedi diskriminacije pa zagotavlja enotno varstvo 
osebnih podatkov vsakemu posamezniku ne glede na raso, barvo, spol, narodnost, 
veroizpoved, etnično pripadnost, jezik, politično in drugo prepričanje, premoženjsko 
stanje, rojstvo, izobrazbo, družbeni položaj, državljanstvo, kraj oz. vrsto prebivališča ali 
kakšno drugo prepričanje. 
 
Za tako velik del prebivalstva so redki zakoni, ki so tako neposredno pomembni, kot je 
Zakon o pacientovih pravicah, in ne zadeva samo izvajalcev zdravstvenih storitev, 
zdravnikov in drugih zdravstvenih delavcev, ampak vse prebivalstvo, ki se lahko znajdemo 
v vlogi uporabnika teh storitev. Zdravniki se pri svojem delu srečujejo s številnimi 
dilemami pri ravnanju z zdravstveno dokumentacijo in seveda tudi z varovanjem osebnih 
podatkov pacienta, zato morajo izvajalci zdravstvenih storitev poznati zakonodajo s tega 
področja, saj se pacienti vse bolj zavedajo svojih pravic. Zdravnik je lastnik nosilcev 
zdravstvenih podatkov o osebah in skrbnik osebnih podatkov. Posameznik ima tako 
pravico do vpogleda v zdravstveno dokumentacijo, dovoljeni pa so tudi prepisi izvirnikov 
ali drugačen prenos izvirne vsebine, ne pa tudi izvirnih nosilcev podatkov.  
 
Pravne podlage, kot so Direktiva 95/46/EC Evropskega parlamenta in Sveta o zaščiti 
posameznikov pri obdelavi osebnih podatkov in prostem gibanju takih podatkov, Ustava 
Republike Slovenije, Zakon o varstvu osebnih podatkov, Zakon o pacientovih pravicah, 
Zakon o zdravstveni dejavnosti, Zakon o zdravniški službi, Zakon o zdravstvenem varstvu 
in zdravstvenem zavarovanju ter Zakon o zbirkah podatkov s področja zdravstvenega 
varstva, omogočajo vpogled v zdravstveno dokumentacijo, zaradi česar prihaja v praksi do 
različnih tolmačenj in razlag. Zdravstveni podatki o posamezniku so tako v domači kot 
evropski zakonodaji opredeljeni kot občutljivi osebni podatki. Lastnik podatkov je 
posameznik, na katerega se podatki nanašajo.  
Lastnik nosilcev podatkov pa je javni zavod ali zasebnik (organizacija), pri katerem se 
hrani dokumentacija in ta morata poskrbeti za ustrezno varovanje podatkov. Zato so 
zaposleni dolžni spoštovati etična načela in predpise o varovanju osebnih podatkov, 
vključno s Pravilnikom in Zakonom o varovanju osebnih podatkov.  
 
Da ne bi prišli občutljivi osebni podatke v roke nepooblaščenim osebam, morajo biti 
ustrezno označeni in zavarovani. Zato mora vsaka organizacija tako imeti notranji pravilnik 
o varovanju takšnih podatkov, določitev ustrezno varovanih prostorov in sistem vstopa v 
te prostore, dostop do podatkov, pogoje in načine uničenja teh podatkov ter sistem 
posredovanja podatkov drugim upravičencem. Predpostavljam, da je sistemski pristop 
obdelave osebnih podatkov ustrezno urejen in pravilen.  
 
Ureditev vseh teh vprašanj (katere zbirke osebnih podatkov naj bi se vzpostavile in vodile 
na posameznem področju, vrste podatkov, ki jih bodo posamezne vrste vsebovale, način 
zbiranja in čas shranjevanja osebnih podatkov, omejitve pravic posameznika ter namen 




narekuje samo Zakon o varstvu osebnih podatkov (ZVOP-1), temveč določba 38. člena 
Ustave RS. Prav vsa ta razmerja, z vidika varstva osebnih podatkov, pa ni nujno, da so v 
specialnih zakonih drugače urejena, saj se glede teh vprašanj, ki jih področni zakon ne 
ureja drugače kot ZVOP-1, v področnih zakonih subsidiarno uporabljajo določbe splošnega 
ZVOP-1. Prav ZVOP-1 je s prenosom Direktive v slovenski pravni red postavil deloma 
nove, predvsem pa osnovne standarde varstva osebnih podatkov, ki jih specialni zakoni 
ne bi smeli zniževati. Njen namen je v poenotenju pravne urejenosti varstva osebnih 
podatkov na področju celotne Skupnosti. Tudi v Avstriji je varstvo občutljivih osebnih 
podatkov v zdravstvu urejeno v splošnem zakonu o varstvu osebnih podatkov, ki določa 
namen obdelave teh podatkov ter pogoje za prenos in posredovanje. 
 
Celotno gledano je javni sektor nedvomno največji upravljavec osebnih podatkov. 
Glavnina dela, ki ga opravlja javni sektor, je povezana z osebnimi podatki posameznikov. 
Ob upoštevanju formalne in vsebinske moči države v sodobni družbi se je potrebno 
zavedati, da morajo biti ti podatki toliko bolj zavarovani in zbrani ter nadalje obdelovani le 
v tolikšnem obsegu, kolikor je to dopuščeno z zakonom. Pogosto se sliši, da je Zakon o 
varstvu osebnih podatkov nepomemben in preveč birokratski. Na podlagi takšnega dejstva 
je zelo težko prepričati v nasprotno, saj izkušnje tistih, katerih osebni podatki so bili tako 
ali drugače nezakonito obdelani, kažejo drugače. Izguba zaposlitve, časti, izguba dobrega 
imena, kraja identitete, sodni postopki, to je le nekaj posledic, s katerimi se soočajo 
posamezniki v takšnih primerih trditve upravljavcev o nepotrebnosti zakona, kar jim 
seveda pomeni samo še dodatno oteževalno okoliščino.  
 
Zato je bolje zbirati manj osebnih podatkov, vendar te kakovostno in v skladu z načeli 
ZVOP-1 ter obdelovati na način, ki ne bo posegal v posameznikovo zasebnost, po drugi 
strani pa bo javnemu sektorju omogočeno kakovostno delo.  
 
Prav tako ne gre zanemariti določila v 4. odstavku 24. člena ZVOP-1, ki določa, da so 
funkcionarji, zaposleni in drugi posamezniki, ki opravljajo dela ali naloge pri osebah, ki 
obdelujejo osebne podatke, dolžni varovati tajnost osebnih podatkov, s katerimi se 
seznanijo pri opravljanju njihovih funkcij, del in nalog. Dolžnost varovanja tajnosti osebnih 
podatkov jih obvezuje tudi po prenehanju funkcije zaposlitve, opravljanja teh del in nalog 
ali opravljanja storitev pogodbene obdelave.  
 
O lastništvu podatkov v papirnati obliki ni bilo nikoli veliko dvoma. Bolnišnice in 
zdravstvene organizacije imajo določene prostore, v katerih hranijo zdravstveno 
dokumentacijo posameznikov. Zdaj pa vlada velika zmeda, ko je digitalizacija sprostila te 
podatke iz »skladišča«. Opozorila bi, da bi bilo bolje, če bi se ukvarjali z načeli skrbništva 
podatkov, tako v zvezi z njihovo zaščito in z nadzorom nad njimi kot pa z vprašanjem 
lastništva. Lastninska pravica deluje do vsakogar, kar pomeni, da jo mora vsakdo 
spoštovati, tudi tisti, ki z lastnikom nima nobene zveze. Zdravstvo je namreč eno od 
področij, ki mora posebno pozornost zaslužiti zasebnosti, predvsem informacijski 





Tu se namreč obdelujejo številni osebni podatki, tako osebni podatki izvajalcev 
zdravstvene dejavnosti kot osebni podatki bolnikov.  
Vsi podatki o zdravstvenem stanju posameznika so namreč občutljivi osebni podatki, za 
katera veljajo posebna pravila glede obdelave in zavarovanja. Glede zbirk osebnih 
podatkov sta pomanjkljivi dve.  
To je zbirka o zasebnih zdravstvenih delavcih in Zakon o zdravniški dejavnosti, ki v 5. 
odstavku 35. člena določa, da minister za zdravje med drugim predpiše tudi vodenje 
registra zasebnih zdravstvenih delavcev. Pri tem zakonu ne določa niti namena vodenja 
zbirke, niti vrste osebnih podatkov, ki naj bi bili v registru vodeni, ampak je vsebina tega 
registra določena v podzakonskem predpisu, in sicer v Pravilniku o vodenju registra 
zasebnih delavcev. Vsakršno urejanje osebnih podatkov s predpisom, hierarhično nižjim 
od zakona, je v nasprotju z drugim odstavkom 38. člena Ustave RS, zato bi bilo potrebno, 
da se ta ureditev popravi.  
 
Že 82. člen ZUP-a določa, da imajo stranke in njihovi zastopniki ter pooblaščenci zmeraj 
med upravnim postopkom in tudi po končanem postopku  pravico pregledovati 
dokumente upravne zadeve in jih na svoje stroške prepisovati ali preslikati v fizični ali 
elektronski obliki. Vsak, ki izkaže pravno korist, ima pravico pregledovati dokumente 
zadeve in jih na svoje stroške tudi prepisovati. Pregled in prepis spisov se lahko zahteva 
pisno, ustno ali po elektronski poti, nadzor nad tem pa izvaja uradna oseba, ali preko 
informacijskega sistema organa ali v informacijskem sistemu za sprejem vlog, vročanje in 
obveščanje, v katerem stranka svojo istovetnost izkaže s kvalificiranim digitalnim 
potrdilom. Upravičenim osebam morajo biti dostopni vsi drugi dokumenti, tudi za vpogled 
v tajne podatke to velja, če so bili v postopku uporabljeni dokumenti, ki vsebujejo takšne 
podatke, in so bili uporabljeni kot podlaga za odločitev.  
Po 6. odstavku 82. člena ZUP pa se zapisnika o posvetovanju in glasovanju ne more 
pregledovati in ne prepisovati, ravno tako tudi ne osnutkov odločb. Onemogočanje pravice 
pregledovanja in prepisovanja spisov upravne zadeve pa pomeni kršitev temeljnega 
načela zaslišanja stranke. Zoper zavrnitev te zahteve je dovoljena posebna pritožba, ki pa 
je dovoljena tudi takrat, kadar ni izdan pisen sklep in se lahko poda takoj.  
 
Nekateri podatki pa so ne glede na določbe ZUP-a dostopni javnosti, saj lahko kdorkoli 
pridobi podatke, ki so v dokumentih o posamezni upravni zadevi in imajo naravo 
informacije javnega značaja. Posebnega pravnega interesa v takem primeru ni potrebno 
izkazati. Zakon o dostopu do informacij javnega značaja pa določa, kaj je informacija 
javnega značaja, način njihove pridobitve, izjeme od dostopa do teh informacij ter v zvezi 
s tem tudi pravna sredstva.  
 
Pokazatelj stanja na področju medicine dela so rezultati ankete, ki je bila izvedena v 
zdravstvenih domovih. Za večjo varstvo zasebnosti pacientov in zagotavljanja zasebnosti, 
bi bilo potrebno poleg ustrezne zakonodaje zagotoviti zvočno izolirane prostore, 
izobraževanje zaposlenih, prostore za zaupne pogovore med zdravnikom in pacientom itd. 




pogosto kršena, kadar se pacienta poziva z imenom in priimkom, povprašuje pa se tudi po 
osebnih podatkih.  
 
Ker je zakonodaja tako obsežna, zdravstveni delavci pa nimajo zadostnega znanja s 
področja prava, menim, da ne morejo prevzeti odgovornosti v celoti za ravnanje s podatki 
o zdravstvenem stanju pacientov, ki spadajo med občutljive osebne podatke. Zato bi bilo 
pri izvajanju pacientovih pravic potrebno narediti analizo sedanjega stanja in kršitev, ki se 
dogajajo pri izvajanju teh pravic. Ko je zakon sprejet, se v praksi pojavljajo določene 
okoliščine, ob katerih se porajajo dvomi in nejasnosti glede izvajanja tega zakona, prav 
tako pa glede različnega tolmačenja in razumevanja določil nastajajo razlike. Zato je bilo 
pričakovati, da bo Zakon o pacientovih pravicah, ko še niso bili znani njegovi podzakonski 
akti in oblikovani pomembni organi, uredil nekatera neurejena področja zaradi 
pomanjkanja nekaterih predpisov. Zato bi opozorila, na pravilno tolmačenje zakonskih 
določil pravnih strokovnjakov zdravstvenim delavcem in sodelavcem s pomanjkljivim 
znanjem iz pravnega področja.  
 
Ugotovitve in rezultati magistrskega dela so predvsem uporabni ne samo za zdravstvene 
delavce in sodelavce ter upravljavce občutljivih osebnih podatkov v zdravstvu, ampak tudi 
za upravno-pravno znanost. Potrebna pa bi bila zakonska ureditev, ki bi na enem mestu 
urejala zbiranje, vodenje, obdelovanje, vpogled, posredovanje in hranjenje zdravstvene 
dokumentacije.    
 
6.3 UPORABNOST ZA PRAKSO 
Z magistrskim delom bi rada opozorila zdravstvene in upravne delavce ter posameznike  
na dileme, ki se pojavljajo na področju varstva osebnih podatkov, zlasti glede obdelave in 
posredovanja le-teh. Ker se posamezniki svojih pravic vse bolj zavedajo, bi rada opozorila 
na dobro poznavanje te zakonodaje s področja osebnih podatkov. Ker ni nič hudega, če o 
kakšni stvari slišimo dvakrat, bi prišlo prav še kakšno izobraževanje zdravstvenih delavcev 
in ostalega osebja s področja varstva osebnih podatkov, ter stalno spremljanje in 
obveščanje o spremembah in dopolnitvah zakonodaje s področja osebnih podatkov.  
 
Rezultati magistrskega dela so uporabni za zdravstveno osebje, posameznike, upravljavce 
občutljivih osebnih podatkov, vodstva zdravstvenih ustanov, javne uslužbence in ostale, ki 
imajo pri svojem delu opravka z osebnimi podatki. Mnenja, priporočila in predloge 
informacijskega pooblaščenca, pravnih strokovnjakov in zdravstvenega osebja naj bi 
upošteval zakonodajalec pri pripravi zakona. Zanimiva bi bila primerjava magistrskega 
dela z drugimi podobnimi deli in njihovimi rezultati, predvsem glede vprašanj in dilem, ki 









Osebni podatki ne smejo biti predmet svobodnega zbiranja, posredovanja in uporabe,  saj 
v sodobni informacijski družbi postajajo vse bolj dragocena in občutljiva človekova 
dobrina. Ti podatki kažejo na posamezne lastnosti, stanja ter razmerja posameznikov, kjer 
lahko zaradi njihove uporabe ali zlorabe pride do kršitve človekovega dostojanstva, 
osebnosti in zasebnosti. V okviru splošnega varstva posameznikove zasebnosti je 
potrebno posebno pozornost nameniti predvsem informacijski zasebnosti, na kar 
opozarjajo številni avtorji. Ti podatki že po svoji naravi niso informacije, ki bi imele javni 
značaj. Ker je iz osebnega podatka mogoče razbrati osebne in druge značilnosti 
posameznika, mora biti ta varovan. Zato je s pravnega vidika podatek oseben le zaradi 
zavarovane posameznikove zasebnosti. Dostop do takšnih podatkov in razpolaganje z 
njimi je dopustno le, če v to privoli oseba, na katero se ti podatki nanašajo, ali so zaradi 
pravno utemeljenega javnega interesa dostopni tudi drugim subjektom.  
 
Na številnih področjih družbenega življenja postajajo osebni podatki ključnega pomena. 
Za delovanje državne uprave, zdravstva, šolstva, delovna razmerja itd., pa imajo poseben 
pomen. Zato si je v današnjih časih težko zamisliti, da bi se lahko država, in nekateri 
upravljavci ter uporabniki zbirk osebnih podatkov odpovedali poseganju v področje 
zasebnosti posameznikov – državljanov.  
 
Slovenija se je poleg Avstrije, Nizozemske, Španije, Portugalske in Švedske uvrstila v ozek 
krog držav, ki na ustavni ravni zagotavljajo varstvo osebnih podatkov kot temeljno 
človekovo pravico, medtem ko ima večje število držav varstvo osebnih podatkov urejeno 
samo z zakonom.  
V uvodu, glede obdelave in prostega pretoka osebnih podatkov, vsebuje Direktiva 
95/46/ES Evropskega parlamenta in Sveta o varstvu posameznikov razne načelne 
usmeritve, merila in opredelitve ter načine ravnanja na področju vpogleda v lastne osebne 
podatke, ter pospešuje ustvarjanje vse tesnejših vezi med narodi Evrope, ki pripadajo 
Skupnosti. Je eden izmed pomembnejših dokumentov, ki so bili sprejeti v okviru EU, v 
skladu z njo pa države članice varujejo temeljne pravice in svoboščine fizičnih oseb, 
predvsem njihovo pravico do zasebnosti pri obdelavi osebnih podatkov, saj predstavlja 
mnogim nacionalnim zakonodajam glede varstva osebnih podatkov temeljno izhodišče. 
Pravica do varstva osebnih podatkov je temeljna človekova pravica, ki jo poleg Ustave 
varujejo tudi drugi mednarodni pravni akti, ki pa se v našem pravnem redu tudi 
neposredno uporabljajo. Zakon o varstvu osebnih podatkov vsebuje in določa pravice, 
obveznosti, načela in ukrepe, s katerimi se preprečujejo neustavni, nezakoniti in 
neupravičeni posegi v zasebnost in dostojanstvo posameznika pri njihovi obdelavi, 
medtem ko Direktiva ureja varstvo teh podatkov na splošno.  
 
Pravice, ki jih ima pacient kot uporabnik zdravstvenih storitev pri vseh izvajalcih teh 
storitev, postopke uveljavljanja teh pravic, kadar so kršene in dolžnosti, ki so povezane s 




enakopravno, primerno, kakovostno in varno zdravstveno oskrbo, ki temelji na zaupanju 
in spoštovanju med pacientom in zdravnikom. Poleg ostalih pravic, ki jih ureja ta 
zakon,spadajo tudi pravica do seznanitve z zdravstveno dokumentacijo, pravica do varstva 
zasebnosti in varstva osebnih podatkov ter pravica do obravnave kršitev pacientovih 
pravic.  
 
Tako pacienti kot tudi zdravstveno osebje se srečujejo s problemom vpogleda v 
zdravstveno dokumentacijo. Tu prihaja do različnih mnenj, tolmačenj in pogledov 
zdravstvene stroke glede vpogleda v zdravstveno dokumentacijo. Vpogled v zdravstveno 
dokumentacijo bi zdravniki omogočili le na podlagi soglasja pacienta. Pri tem pa je 
potrebno opozoriti tudi na možnost zavrnitve, ki jo dopušča prvi odstavek 22. člena tega 
zakona, ki določa, da se pacientu sme izjemoma zamolčati podatke o njegovem 
zdravstvenem stanju, če zdravnik glede na okoliščine oceni, da bi takšna seznanitev 
pacientu povzročila resno zdravstveno škodo, razen kadar pacient izrecno zahteva, da je o 
svojem zdravstvenem stanju popolnoma obveščen.  
 
Vpogled, prepis ali kopiranje zdravstvene dokumentacije oz. podatkov je zaradi narave teh 
podatkov lahko oteženo. Problem nastane predvsem pri zahtevkih slikovne dokumentacije, 
kot so klasični RTG posnetki, ki se ne hranijo v elektronski obliki in izvajalec zdravstvene 
storitve nima tehničnega pripomočka, ki bi omogočal izdelavo verodostojne kopije. Kljub 
temu da je z zakonom določen vpogled in prepis takšnih podatkov, izvirnikov v takšni 
obliki ni mogoče kopirati, ker se ne hranijo na mestu nastanka. Z vzpostavitvijo 
elektronskih zbirk zdravstvene dokumentacije pa bo ta problematika rešena, saj bodo 
lahko pacienti na daljavo vpogledali v svoje lastne osebne podatke, prav tako pa tudi 
zdravstveno osebje.  
 
Rezultati raziskave na področju medicine dela kažejo na dobro seznanjenost zaposlenih z 
Zakonom o pacientovih pravicah in komu lahko posredujejo takšne podatke, saj se dobro 
zavedajo tudi dolžnosti varovanja poklicne skrivnosti ter spoštujejo posameznikovo 
zasebnost. Problematika se kaže predvsem glede slabe zvočne izoliranosti prostorov, ki ne 
zadoščajo zahtevam po zagotavljanju pravice do zasebnosti in varstva osebnih podatkov. 
Pravica do zasebnosti je pogosto kršena tudi v čakalnicah, ko zdravstveno osebje poziva 
paciente po imenu in priimku, na vpisni okencih, kjer se povprašuje po osebnih podatkih v 
prisotnosti drugih čakajočih pacientov.  
 
Na podlagi rezultatov raziskovanja bi rada opozorila, da bi na področju zdravstvene 
dokumentacije lahko imeli nek specialni zakon, ki bi podrobno urejal to področje glede 
samega zbiranja, obdelovanja, posredovanja in hranjenja občutljivih podatkov ter 
možnost vpogleda v to dokumentacijo, saj prihaja do različnih interpretacij zakonskih 
določil. Pri pripravi takšnega zakona naj bi se upoštevala tako mnenja zdravstvenih 
delavcev, informacijskega pooblaščenca kot pravnih strokovnjakov ter vseh tistih, ki se 
srečujejo s tovrstnimi podatki. Še vedno se pojavljajo številna vprašanja, dileme, problemi 
in dvomi vseh tistih, ki se pri svojem delu srečujejo z občutljivimi podatki, zato bi 




bilo odveč, zaradi lažjega razumevanja in interpretacije vseh teh zakonskih določil, ki si jih 
vsak razlaga in razume po svoje. S predpisi bi morala biti določena tudi obseg in vsebina 
te dokumentacije, ki jo je zdravstveno osebje dolžno voditi. Posebej kadar gre za pravice, 
zagotovljene z ustavo, bi moral zakonodajalec zaradi jasne pravne ureditve to urediti 
popolnoma nedvoumno, zato bi bilo potrebno v primeru osebnih podatkov vpeljati tako 
test javnega interesa kot škodni test. Opozorila bi še na pomanjkljivo zavarovanje 
zdravstvenih podatkov s strani zdravstvenih institucij, ki bi morale za to najbolj skrbeti, pa 
tega ne storijo. Še vedno se dogaja, da se v zdravstvenih institucijah odkrivajo 
zdravstvene kartoteke, ki se nahajajo v odklenjenih ali celo odprtih omarah na hodnikih, 
do katerih lahko dostopajo vsi. Posamezniki se pogosto ne zavedajo pomena varovanja 
lastnih osebnih podatkov, saj naj bi se ob vsakem zahtevku po zdravstvenem podatku, za 
katerega meni, da ni utemeljen, pozanimal, zakaj se takšen podatek zahteva, kdo ga 
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1. Spol   
 
 Moški  
 Ženski  
 
 
2. V katero starostno skupino spadate?  
 
 do 20 let  
 21 - 40 let  
 41 - 60 let  
 61 let ali več   
 
 
3. Delovna doba?  
  
 
 0-10 let  
 11-20 let  
 21-30 let  
 nad 30 let  
 
 
4. Ali se zavedate pomembnosti osebnih podatkov?  
  
 
 da  
 ne  
 
 
5. Kateri od naštetih podatkov so osebni podatki?  
Možnih je več odgovorov  
 
 podatek o stanju na bančnem računu  
 ime in priimek  
 poklic  
 število prebivalcev v Ljubljani  
 politična pripadnost  
 zdravstveno stanje  
 ime hišnega ljubljenca  











6. Ali veste, kateri zakoni urejajo področje varovanja osebnih podatkov 
pacienta oz. poklicne molčečnosti?  
Možnih je več odgovorov  
 
 da  
 ne  
 da, vendar le kako se imenujejo  
 da, okvirno poznam tudi njihovo vsebino  
 
 
7. Ali pacientom ob pregledu ponudite v izpolnitev izjavo o posredovanju 
informacij o njihovih osebnih podatkih in zdravstvenem stanju?  
  
 
 da  
 ne  
 
 
8. Komu dovoljujete posredovanje pacientovih podatkov iz vaše zdravstvene 
dokumentacije oz. podatkov o vaši zdravstveni obravnavi?  
Možnih je več odgovorov  
 
 nikomur  
 samo pacientom  
 svojcem pacienta  
 prijateljem in znancem pacienta  
 upravnim organom  
 sodnim organom  
 pravosodnim organom  
 osebam javnega prava  
 
 
9. Ali ste kdaj zasledili zlorabo pacientovih zdravstvenih podatkov?  
  
 
 da  
 ne  
 
 
10. Kaj ste storili v primeru kršitve/zlorabe pacientovih zdravstvenih 
podatkov?  
Možnih je več odgovorov  
 
 o zlorabi sem obvestil pacienta in svojega predstojnika  
 zlorabo sem prijavil pristojnemu zastopniku pacientovih pravic  
 zlorabo sem prijavil informacijskemu pooblaščencu  
 nič od tega  








11. Ali ste v primeru izdaje zdravniškega spričevala posamezniku o telesni in 
duševni nezmožnosti za posest in nošenje orožja imeli z njim kakšne težave?  
  
 
 da  
 ne  
 
 
12. Če ste na prejšnje vprašanje odgovorili z da, prosim, če navedete, kakšne 
težave ste imeli?  
Možnih je več odgovorov  
 
 neposredne grožnje  
 grožnje vašim ožjim družinskim članom  
 verbalni napad  
 fizični napad  
 nadlegovanje  
 posameznik se je znesel nad inventarjem zdravstvene ordinacije  
 Drugo:  
 
 
13. Ali ste kdaj s strani upravnega organa, ki vodi postopek izdaje orožne 
listine, prejeli zaprosilo, da jim posredujete informacijo/mnenje o 
zdravstvenem stanju posameznika, zaradi razjasnitve dejanskega stanja?  
  
 
 da  
 ne  
 
 
14. Ali ste jim zahtevane podatke tudi posredovali?  
  
 
 da  
 ne  
 
 
15. Če ste na prejšnje vprašanje odgovorili z ne, prosim, če lahko utemeljite, 
zakaj niste posredovali zahtevanih podatkov?  
Možnih je več odgovorov  
 
 zaradi ugleda zdravniškega poklica  
 zaradi spoštovanja načela zaupnosti in predpisov, ki urejajo varstvo osebnih podatkov  
 zaradi spoštovanja zasebnosti pacienta  











16. Ste bili kdaj s strani upravnega organa opozorjeni glede neprimernega 




 da  
 ne  
 
 
17. Ste njihovo opozorilo upoštevali?  
  
 
 da  
 ne  
 
 
18. Če ste na prejšnje vprašanje odgovorili z ne, prosim, če navedete, zakaj 
niste upoštevali njihovega opozorila?  
  
 
 da ne bom prizadel/-a ugleda svojega stanu  
 zaradi pravice glede odločanja o občutljivih vprašanjih, ki zadevajo človekovo zdravje in 
življenje  
 zaradi strokovne usposobljenosti in neodvisnosti  
 Drugo:  
 
 
19. Kakšno je vaše vodilo pri vsakdanjem delu?  
Možnih je več odgovorov  
 
 zakonska določila  
 profesionalna etika in navodila  
 želje in potrebe pacienta  
 
 
20. Če bi bili sami v vlogi pacienta, kaj bi vas motilo na področju varovanja 
osebnih podatkov pacienta?  
  
 
 Drugo:  
 
 
 
 
