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A V AN T - PROPOS. 
Motivati ons de 1vétude. 
En ces dernières années , le traitement de l ' infor mation 
par les ordinat eurs a subi une évolution profonde par l ' in-
troduction des systèmes en "temps-réel" . L ' appari tion de 
ces systèmes a eu pour effet , notamment , d vaccroît r e l ' im-
po~~ ance des problèmes de sécurité . 
Nous définissons la sécurité comme étant l 9 ensemble des 
mesures d e protection apportée au système contre les des-
tructions accidentelles ou délibérées d'informations et 
cont re l es interruptions dans la continuité des opérations. 
Compte tenu de leur importanc e pratique , il ne semble 
pa~ que c es problèmes aient touj ours reçu tout e l 9 attention 
qu 9 ils méritent. On doit être convaincu que la sécurité 
con ~er~e un ensemble de mesures que l 9 on adopt e en m~me 
t.cmp<: que 1 9 on décide d 9 utiliser un ordinateur. Ces mesures 
f ont partie intégrante du trait ement de l 9 information. 
Objec~ifs_noursuivis. 
On peut :;onsidérer l 7 étud e c omme visant deux objectifs 
essentie:i_s : 
- la compréhension dVun système particuli er en " t emps-réel"; 
:Ll s 9 agira, en l 9 occurrenc e , du syst ème en temps- ré el de 
0 1 7 Alliance Nationale des Mutualités Chrétienne s" (ANMC ) . 
- l 9 analyse des pr oblèmes de s é curité d ' un tel syst ème ; 
cett e analyse comporter a, elle- même, deux obj ec t ifs : 
. le premier consist era e n un8 présentation des mes ures 
adoptées par l e Proj e t à l 9ANMC. 
" le second soulignera les difficultés concernant 
les problèmes évoqués. Certaines propositions 
seront suggérées vis-à-vis de problèmes non 
encore résolus ou incomplètement élaborés. 
Cette étude peut paraître ambitieuse; en fait, tous 
i~ s aspects de la sécurité ne sont pas abordés , l eur 
domaine étant trop vaste. Deux orientations ont été 
suivies dans l'analyse. Elles consistent à considérer 
le problème : 
- du point de vue "service" 
. ,. ................................. ······ .. ······ .. 
cet aspect concerne les mesures apportées afin 
de rendre, à l'utilisateur , un s ervice ininter-
rompu. 
- du point de vue des fichi ers 
........................................................ 
2. 
r~+. ::rntre aspect vise 1 'intégrité des information~ 
dans les fichiers. 
Af in d ' ajouter, à cett e étude , un caractère "expéri-
mLLt al" , une recherche plus approfondie a été entreprise 
af i n de résoudre un problème crucial se posant au Proj et. 
I l s Yagit du sauvetage d'un fichier volumineux. 
\ J. C H A P I T R E r. 
=========================== 
Remarque_préliminaire. 
L'objectif final du Proj et est un système multi-
processeur. Il svagira dvune configuration de trois 
ordinateurs dont les fonctions r espectives seraient : 
- la gestion des communications, 
- l e trait emen~ du temps-réel, 
- les travaux différés , 
en précisant qu 9 un des CPU's, différ ent de celui du 
traitement du temps-réel , s ervirait de "back-up" de ce 
dernier . 
Plusieurs étapes sont nécessaires à cPtte réalisa-
tion. Précisons que l e travail se basera essentiellement 
sur 1vétape où n'apparaissent encore que 2 CPU's. Le 
système décrit un traitement mult ifils, par opposition 
' 
à un trait ement monofil. Dans ce derni er cas, l e travail 
des programme s d 9 application sur un message est exécuté 
compl ètement avant t:.;_ï' e ·] '1 mess ,:..ge- s1..:.ivant ne soit pris 
en charge ; l e s messag es sont traités en série. 
En trait emeLt multifils, différents programmes 
travaillent parallèlement sur différents messages, le 
contrôle passant de 1vun à 1vautre suivant certaine s 
conditions déterminées par l es événements extérieurs. 
Notons, par ailleurs, que l e Système est prévu 
pour supporter un réseau volumineux de t erminaux(~ 300) 
répartis dans tout e la Belg ique . L'application elle-même 
a pour but essentiel, l a consultation et la mise à jour 
des fichi ers "applicati Jn". 
Pour tous l es termes t echniques utilisés dans 
l 9 analyse, on peut se référer au glossaire se trouvant 
en fin de dossier. 
Section 1. Le "software" de base. 
Le "software" standard fourni par l e constructeur 
est le "Real Time Operating System" (RTOS). 
Comme la plupart des "software" standards, l e RTOS 
s'est avéré trop volumineux et trè s lourd à l 9 exécution. 
Etant donné également la charge prévue pour l e système , 
il a été néc essaire de modifier l e RTOS. C'est ainsi que 
certaine s routine s n'ont pas été gé néré es; certaines ont 
été r emplacées par d'autres, plus performantes; d 'autres, 
enfin, . ont fait 1 9 obj e t de modifications uniquement. Les 
routines ainsi retravaill ée s ont été regroupées sous un 
s eul run appelé "Real Time System" (RTS). Les routines 
RTS conc ernent principalement l e système de contrôle des 
transactions et la gestion de l a mémoire virtuell e 
("paging"). 
Pourquoi le RTS est-il un run? 
En fait, toute autre forme eut été possibl e , notam-
ment une extension du RTOS. Le s eul avantage est qu'un 
run peut être chargé à n'import e quel e ndroit en mémoire 
centrale, de sorte qu'au chargement, il ne néc essite pas 
l'arrêt des autres runs ("batch") présents en mémoire 
central e à ce moment-là. 
Le fait qu'il puisse être chargé et déchargé impliqne 
égale ment une meill eure exploitation de la place "mémoire " . 
5. 
Section 2 . Syst ème de contrôle des transactions (RTS). 
---------------- ------=-------=--====------- -----=-------
En abordant cett 2 section, not re intention s era, avant 
tout, de donne r au l e cteur une compré he nsion s uffisa nte 
quant aux mé canisme s de tra it eme nt du t emps-réel. La des-
cription qui va s uivre ne s e veut pas complèt e mais néan-
moins suffisant e pour l e r est e de l' a na lyse . 
1.2.1.- Syst ème de "paging". 
La mis e au point d ?un t e l s ys t ème s ?est r évél ée né cess aire 
afin d 9 optimiser l es performanc es . 
Le mérit e en r evi ent aux membre s du Proj et qu i ont entiè-
r ement conçu ce système de mémoire virtuelle • 
·~ ; 1 
:ç 1 ~ 1 RJ1û ,::, 
l ! 
d 1- - - - - --
e B.t\S 
11 
t ,---- ----
L ____ t ab l e s 
1-- -
1__ _ _ 
! 
r-· i 
1~-~ 
1 
' 
I
'--
p 
A 
G 
E 
s 
, . _____ _ ./, ..... . ----
• Le RTOS, cert aine s r outines du 
Rf S ot l os t abl es du s ys t ème 
forment l a parti e r és ide nt e de 
l a mémoire . 
• Le r est e de l a mémoire constitue 
l a parti e dynamique . · Elle est 
allouée aux pages. 
UNI VAC n vutilise pas l e principe 
de partition de l a mémoire . 
C' est a ins i que l os tr avaux 
"batch" se déroulent dans l a 
parti e de mémoire laissée libro 
par l e s pages • 
• La mémoirG principal e 96-K (mot) 
s e décompose e n banc s do 32 K 
a cc essibl es do façon indépendant e 
l e s uns de s autre s" Chacin e banc est constitué de 8 s egments 
( ou nb;:i_ys") d 8 /1--K. Une 11 bay" conti ent 4 page s de 1-K (mot). 
6. 
l . l.1.1 . - Notions_de_Ea~ es . 
page "hardwar e" 
.. ..................... .... .. .. 
un s egment d e mémoire centrale de 1- K dont l?adresse 
absolue de début est un multiple de 02000 (octa].. ). Cott e 
zone mémoir e peut cont enir une page "softwa r e", une pago 
"data", une page de blocs de contrôle ("packets") ou une 
TAR (espace de travail d'uno transaction). 
P.~~~ .. '.'.:;~!:~~~!!~:'. 
une page d 'instructions lo calisée sur tambour. 
page iisoftwar e " 
............................. .. 
une page "hardware " conte nant une page "virtuelle" ou 
une page 11 virtuell e n chargée on m0w6i-r~ . 
P.~~~ .. :'.9~~~'.'. 
une pag e "har dwar e " cont enant des données. Il s'agira 
- soit d 'une FAR (données d iun fic i er "application") 
- soit d'une page contenant des données spé cifiques 
que lconques. 
TAR 
une page nhardware " ét abli~ pour l e traitement d 'un 
message ou d 9 un enr egist r ement. 
- Es:eac e_nvirtueln. 
- t ambour -
7 . 
• Il y a , sur t ambour, quatre vorsi ons d 9 une rriême page • 
• v1 , v2 , v3, v4 sont quatre pages virtuell es identiques • 
• Si l'on désire charger une page virtuelle dans une pago 
"hardware" dont l' adresse , à l'intéri eur d'un segment, 
est no2ooon, la douxièmo version sur t ambour do cctto 
page virtuelle sera choisie pour effectuer l ç chargement . 
On réduit, de ce fait, l 9 effort de r elogement. En eff et , 
il suffira d'ajouter, à chaque ad r es s e , la constant e de 
r e logement constituée du numéro de la "bay" dans l aquell e 
a été charg ée la page virtuelle . 
!~~~!~2~ - Contrôle _des_rag8s ._Los _t abl es . 
1. VTAB (virtual t able ) 
Cett e t abl 0 s e compose d 9 un mot par page virtuelle . 
Ce mot contient : 
- des informations concernant l 9 ét at du cett e page ; 
- un point eur. 
Lo pointe ur dépe nd de l 9 é t at de l a page : 
- si l a pago est en mémoire centrale ou occupée à 
êtro cha r gée en mémoire, l e po int eur consiste r a 
e n l 9 adr esse de l 9 entrée , de la page "hardware " 
corresp ondante dans HTAB . 
si la page n 9 es t pas en mémoire, l e pointeur s er a 
constitué de : 
• zéro si aucun appel, pour cette page, n 9 a ét é 
enregistré • 
• l 9 adresse vers une entrée dans PHTAB lorsque 
un ou plus i eurs appels ont ét é enregistrés (cas 
où il n 9 y a plus de page "har dwarev' libre ). 
8 . 
2. HATB 
Une table de s page s "hardware" se compus e dVentrées 
de 8 mots. 
Ces 8 mots contiennent notamment : 
- l 9 adre sse àe l 9 entrée de l a page dans VTAB 
(r/J77~r/Jr/J0 dans l e cas où l a page "ha rdwa r e " est 
libre), 
des pointeurs vers l e premier et l e derni er bloc 
de contrôle pour cett e page . 
On définit un bloc de contrôle (" activity packet" ) 
comme étant tout appel d vune transaction pour cette 
page . 
Physiquement, il svagit dvun enregistre ment de 
32 mots compr enant l' adresse virtuelle de la page, 
l e s limites de l a TAR qui demande 1v exécut i on de 
cett e page et l e conte nu de s r egistres du système . 
3 . PHTAB. 
(ps eudo hard table ) 
Cett e table a l e m6me format que la HTAB. 1vobj ectif 
de cett e table est de prendre 0n considération l es 
appels conc erna nt des pages vir tuelles qui ne sont 
pas disponibles en mémoire cent r a l e . 
cvest l e cas où plus a ucune page "ha rdware 91 nv est 
libre . 
4. RELATIONS Bl'JTH.E LES TABLES. 
9. 
VTAB frrAB 
1 
i 
. ----. -- · -~· ··-- ·· 
1 
_! ·-·· (I) ih tab bloc s d :.. contrôl e 
---·--
1 
-c, i (2) !ht ab 
i 
1 -
-- -~ -!;/ Ph'.L'A.b i ( 3) iPhtab 
{ -- - 1 1 
~f , -----......... .,,.. .... ·· - - ·- - ~ D ~i----i ( 4) ! 0 • •• 0 1 .____ 
I er cas l a page est utili sabl e et déjà en mémoire o Les 
bloc s de contrôle sont direct eme nt ch a î nés à la 
fil e d ' attent e du distribut eur de t âches (SWITCHER ) 
2me cas 
J me cas 
4me cas 
la page est utilisable, mais l e cha r gement dans 
l a page "hardwarev' n vest pas t erminé o Les blocs 
de contrôle sont chaînés à 1v entrée corre spon-
dante dans HTAB o 
l a page nvest pas disponibl e (cas où il n 9 y a 
plus de page "hardwar e " libre )o Les appel s pour 
cett e page virtuelle sont chaînés~ 1ventrée 
correspondant e dans PHTAB o 
si l e point eur dans VTAB est zéro,aucun appel 
pour cett e page nva été enr eg i s tré o 
(L e fonctionnement du S~ITCHER s era décrit plus e n 
dé t ai l ultérieur ement.) 
10. 
1.2.2. - Gestion du CPU. 
Définissons, d 9 abord, ce qu 9 il faut entendre par fonction 
et activité. 
Ces notions sont fondame ntales pour la suite de l 9 exposé. 
1.2.2.1. - Définitions. 
A)Fonction. 
Suite d 9 instructions dont l e résultat est un changement 
- de certaines donné es; 
- de l 9 état du système. 
!Y.P.~ ~ .. ?.~ .. f ~;;~~ ~~;:~ :. 
L Fonctions nSYSTEMEn : ensemble do facilités mis à la 
disposition de l 9 utilisateur. 
(exemples) - allocateur de pages 
- traite ment des adresses Y'ret our" 
- routines de tra it eme nt des int errupt i ons 
Ces foncti ons sont généralement résident es. 
2. Fonctions 11 PROCESSEUR 11 : e ns embl e de routines qui 
exé cut ent 1 0 ch Gmineme nt de l a transaction à travers 
l e système . 
( exemples) - routine de gestion du réseau de 
t erminaux. 
- r outine de gest ion des fil es d 9 att ente 0 
- routine d 9 initialisation du trait ement 
d 9 un message ("transaction starter") 
J. "TPS 11 ("transaction processing s egment") : il s 9 agit 
des programmes exé cut ant l e traitement proprement dit 
des messages . 
Remarque. 
La fonction sera constituée d 9 une page ou d 9 un groupe 
de pages. 
B)Activité. llo 
Il s'agit d'une demande pour une fonction. 
1. Activités "SYSTEI:IE 11 : demandes d ' exécution pour les 
fonctions 11 SYSTEHE 11 • Ces demandes sont repr ésentées 
par des blocs de contrôle ( "packets"). Ces activités 
sont gérées par l e séquenceur du RTS . 
2. Activités 11 PROCESSEUR 11 et 11·.rpsn ~ demandes d'exécu- " 
tion d'une fonction 11 PRvC:i!:SSEî.JR•·1 ou d'un °TPS". Les 
demandes sont également r eprésentées par des blocs 
de contrôle mais elles sont gérées par le mnTCHER 
du RTS . 
Etats possibles d'une activité • 
...... .. .. .... .. .... .... .. .... .. .... .... ······ .... ............ . 
Une activité peut être 
1. en_contrôle (ACTIVE STATE), c'est-à-dire en 
exécution; 
2. en attente de contrôle dans l e 11 Sl ✓ITCHER 11 ou l e 
---------~---~--------
séquenc eur (READY STATE); 
3. en_attente_d 'un_apEel pour cett e fonction 
(WAIT S'i'ATE ). 
Lorsqu'une activité n ' est pas dans l'état actif, elle 
s e trouve dans une fil e d 'attente. Cette fil e d'attente 
peut @tre celle • du SWITCHER 
• du séque nc eur 
ou toute autr e file d'att ent e , telle que : 
• la file d'attente des demandes pour une page "datan 
• la fil e d'att ente de s appels pour une page virtuelle 
• la fil e d'at tente de trait ement des I/ü's. 
Remarque. 
La notion d'activité port o à confusion. La définition 
qui vient d'en être donné e s e raccroche à celle de 
"bloc de contrôl e" vue précédemment. Par contre,, si 
12 . 
l 9 on se place au niveau du RTOS, l'activité se définira 
comme une séquence d 9 instructions logiquement ininterrup-
tible (tâche ). 
Szstème_dc .contrôl e. 
1. Les activités "SYSTfü,Œ0 sont géré8s par l e séquenc eur; 
celui-ci opère en conjonction avec une table de moduJ.es. 
Chaque module représente une fonction nSYSTENE 0 diffé-
rente. 
Les différents appels (les activités ) pour un même 
module sont chaînés entre eux. 
2. Les activités 11 PROCESSEUR0 et TPS sont gérées par l e 
"SWITCHER''· C~lui -ci possède trois fil es d'attent e 
avec des priorités distinctes. 
Ces files d'attent e correspondent à trois types 
d vactivités : 
a) les activités nprocesseur" ••u•o •oo• ••o priorité 1. 
b ) les T?S 9 s ·· ••o•o••··••o•••o•o••o••··· priorité 2a 
c) l es DBJ 9 s (data base jobs, travaux "batch 11 dont on 
verra l 9 utilité ultérieurement) •.•..... priorité J. 
Le 11S\HTCHER 11 effectue sa gestion de la manière 
suivante : 
- il analyse la file la plus prioritaire; 
- dans une m~me fil ~ d 9 attsnte, la règle de s élection 
utilisée est FIFO (first in, first out). 
S'il n'existe aucun appel de fonction dans cett e 
file, l 9 analyse se poursuit dans la file de priorit é 
directement inféri eure . 
J. Fonctionn8ment. 
- Comm2 déjà dit précédemm0nt, l e s blocs de contrôle, 
c 9 est-à-dire les appels de fonctions, sont chaînés à 
la HTAB aussi longtemps que la page virtuelle en questic:n 
n 9 a pas fini son chargement en mémoire. Or, dès que 
c elui-ci s e termi ne, la cha îne des appels pour c0tto 
page s e voj_t aut omatique ment r elié e au 11 SWITCHER11 dans 
une de s trois files de ce dernier. Ces a ctivi t és , e n 
effet, sont ma int enant pr ~t e s à l' exécution. 
- Si une certainè a ct i vit é a l e contrôle e t que , durant 
son exécution, apparaît une opé r ation d' entrée/ sortie , 
l e contrôle s e ra r endu au 11 SWI'l' Ci-IERn . Celui-ci f er a 
une nouvell e s él Gct ion dans s es fil es d' att ent e ot 
donne r a l e contrôle à une autre act i vité dont l a pa ge 
'~oftware n ast peut- être ide ntique à c elle qui était 
exécutée pr é cédemment (notion de Ré- entranc e ). 
La plupart d 0s fonctions Ytproc es seur" et l e s TPS sont 
ré- entrante s. 
- Si , dans 1v ex é cut ion d'une pag0 , on ab outit à une 
condit i on d ' e r r eur, un bloc de contrôl8 s e ra ajouté 
à la fil e d' attent e du modul e du séquenc eur traita nt 
l e typ~ d ' erreur surv0nue . 
De mê me, lorsque survient une fin d 'opération d ' ent r 66 / 
sortie , une demand e supplé~8nt a ire s er a introduit e 
dans l a fil e d'attent e du module séquenc eur e~6cutant 
l e s t e rminaisons d vE/S • 
Il en ira de même pour t out appel 11 sup8rvis eur" 
r encontré dans l ' exécution d 'une page . 
- Lorsque l u s équenceur r eçoit l e contrôle ( s oit par l e 
TIM.ER , soit après que l e RT OS a it r eçu l e contrôl e ), 
il en profit e pour exécut er t outès l es demandes qui 
sont chaîné es à s e s différ ents modul es. 
Lor sque son travail est t erminé , il r end l e contrôle 
au "S'vv'I1'CHERn afin que celui--ci dét ermine quell e sera 
la page suivant e à exé cut er . 
14. 
L~. Relations e ntre l e RTS e'ù J_e RTOS. 
a) Il a été ques~ion, jusqu'à présent, du fonctionne-
mont à 1 v i ntérümr du R'l1S. On a défini, pour cela, 
deux distributeurs de t ravaux : le sfgucnceur et 
le nSvvITCHERn . Lo RTOS, lui, possèdo égalemen-::. un 
distributeur do travaux que l'on appelle aussi 
"SWITCHERYt ~ d'où la confusion qui p1 .. mt appa:'aÎ t:.rc 
par le doublG emploi de ce mo'.::.. 
b) .Chaque ac:-,ivité se ·:oit attribuer une priorité. 
Cetto prio_ :i .. té est déterminée par la classe et le 
Hmi d 1'. 
- chaque run (un ou plusieurs programmes) possède 
une classe. 
- chaque ~rogrammo (un2 ou plusieurs activités ) 
possède un "mi.d" ( modo ind icator) . 
?Classe 8t nmid" sont combinés pour former une 
priorité d'activj_~é suivant la r e lation: 
r~~orité = classe + nombre de classes * ( mid ~~, 
• Le run RTS, _i_ors de son chargement, est de prio~-i té 
"1 ' 1 ( class8 1 et mid 1) , alors que le RTGS s'exécute 
à la priori té ''0". Mais après son ini ti'alisation, 
le RT.' ,sera considéré comme .faisant partio du :H.TOS 
e t on lui donne j_a priori té v,oi, éga1Gm8nt (priorit é 
la plus élevée) . 
• LB. classe "3" -Jst. réservée aux travaux on différé, 
tandis que la classe 1~2 11 n'est pas utilisée. 
Les r e lat ions ent r e le RTS et l e RTOS so font par le 
mécanisme dos interruptions. On dist inguera deux type-:; 
d 'interruption : 
15. 
- du type "hardwa r e " ( ex . une fin dvI/0) 
- do type "appel sup2rviseurn. 
Seul , l e premier type d 9 int8rruption f er a int Grvcnir 
l e RTOS. 
interrup 
programme 
utilisateur 
• . 
h:I1S 
( 4) 
~ 
' 
' · 
fardware 
ld 'v S ' 
' 
,-----..,/ i ··,..._ ___ __ 
A..,, , ,.::7 
l~~ 
- -- -·-- -- ' ~ ----
b ~, ITGn-::i;h ( ~l --;; .S ~!l'fCrtEH 
,__ ______ / - -..,-
s Jqucnc . ~✓ (:-2"),,,.· 
.,. 
,· 
- Soit qu 9 une int erruption int ervi enne au ~ornent de 
1vexécution dVun progr amme (une page du RTS ou un 
programme "batch") . 
- 1 9 int erruption de type "hardw r.1r e" est dét ectée par 
l e RTOS ( 1). 
- Celui-ci sauve 1v onvironnomcnt du progr amme interrom-
pu car cha que activité d 9 un pr ogr amme utilise l e m~me 
j eu do r ogistres. 
- Le RTOS analyse l 1 interrupt ion; s 1il découvre que 
celle-ci (une fin d 9I/O par exemple ) conc erne l e 
t emps-réel, il enverra un bloc de contrôle dans 1 ~ 
modulé séque nc eur du RTS traitant l es fins d 'I/0 (2 ). 
- Le viswITCHERn du RTOS effectu e alors une analyse (3) 
dans s es fil es dvatt ento afin de choisir quell u s er a 
la prochaine activit é qui r e cevra l e contrôle 
(dY après l e s priorités). 
Si l e programme qui a ét é interrompu est un progr amme 
"batch" (priorit é l a plus basse ), il y a peu de 
chanc e que l e contrôle lui revi0nno après l e traite-
ment d t~ 1 Y int erruption. 
1.2.3. Chorninom..:mt d Y·l'me transaction. 
I l svagit, ici, de dé crire l es différ ent es phase s de 
trait Gment d vun message , depuis l a pris e en cha r ge jusquvà 
1vémission du message de sortie vers l e ou l e s t e r minaux 
de r é ception. 
Ces différent es phases sont ~xé cut ées par l os routines 
du RTS. Cos r outinGs sont, elles-m8mes, soit r ésidentes, 
soit sous l a forme do pages. 
Le traj e t a vun mGssage au travers du système s e dé compose 
on trois étapes (fig . 1.2.J. a .) : 
- :eré-tra.i t ement 
• pri se on cha r ge du message 
• mi s e un fil 0 d v attent e des mes s ages ninputn 
• séle ction dvun messagG dans l a file d' attente 
- traiteme nt 
exécution de la transaction du nive au de 
lYapplic ation. 
1voutil de cett e exécution est l e TPS (transa ction 
proc essing s egment). 
- post-traitemont 
• mise en fil o di attente du mossagG "output" 
• émission du me ssage vioutput" ve rs l e ou l e s 
t erminaux do réc eption. 
1.2.J.1. Réc eption_du_message_et_mis G_on_file 
di attente • PRE-TRAITEUENT. 
17. 
• La ptis e ~n charge est r éalisée par l e MCH ("Mesgage 
Communication Handler"). Le MCH est r éside nt on 
mémoire. Il eff e ctue une demande d iun buffor do 
1-K à li allocat eur de pages "hardware " • 
. Si la demande est satisfa it e par li alloca t our do 
pag2s, 1 0 1-I CH pla ce 1 -.:: mus s ag i;.') ' input" d ans cc buffer. 
Dans l e cas contraire , l ct demande est placé e dans la 
fil e di att ente do l 9 allocatour do pag~s • 
• Le I-1CH f ait appel, ensuit e , au I:IQH ("Message Queing 
Handler") dont l e but est d 9 écrire l e contenu du 
buffe r à un 0ndroit défini (FH- TAR ) sur t ambour. A 
ch a qu e t Gr minal est as sociée une zone-tambour FH-TAR. 
1.2.3.2. THAITEMENT. 
A. Un0 routine spéciale ( THA1JSACTiüi~ STARTER) a nalyse 
à int ervall es réguliers l o cont enu de l a fil e d 9 at t en-
t e des mess ages "input n • 
• Sv il exist e un message dans 1 i "input quouev', il 
exécute 1 0s fonctions suivantes 
r é s ervation d 9 une zone 1-K en mémoire c entrale (TAR ) 
- transfert du cont enu d0 l a FH-TAR corre spondante 
dans la TAR. 
--
--
----
-----
_ ______, 
fig . I . 2 . 3. a 
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- première a na lyse du message (SY agit-il ct Yun message 
de s ervic e ou d 'une transaction? Le message répond-
il aux exigences de format? Le format s e trouve-t-il 
dans la partie 1"1 ?\.JORK ( zon0 de travail) de la TAR , 
. . . ) 
B. Le trait ement proprement dit est exécuté par l e 
programme utilisateur. 
- ()11. appel l e "tra nsact ion monitor" l'ensembl e des 
TPSYs nécessaires au trait em0nt du me ssag~. 
Plus i eurs TPS's ( programmGs d'application) sont 
p0ut- êtr e né cessaires. Tout programme utilitaire 
s e trouve sur t ambour sous forme de pae;es "applica-
tion11 • . 
- Les TPSvs ont, comme objectifs, la consultation e t 
la mise à jour dos fichi ers applic ations. Ils effec-
tuGnt ces act ivités par 1 vint ermédiaire de s "file 
Handlersn. Ce s 11 handl cr s 11 constituent de s fonctions 
systèmes. 
C. La routine nCLEAN-UP" clôture l e trait ement dG l a 
transact ion. Ell e eff ectue l es fonctions suivant es ~ 
- commandt:: r 1 v arc hi vagc sur band e "LOGGLm" d v un 
cert ain nombre dY informatio ns concernant l a transac-
tion qui s e t ermine; 
désallocation de l a pl a ce mémoire occupée par l a 
transa ction (TAR , page- data , FAR, •.. ) 
libér ation des é l éments des fichi ers qui é tai ent 
conc ernés par l a tra nsaction ; 
- activation du MQH ("Hessage Quoing Handler") pour 
écrire l a TAR ( qu i contie nt 1 ~ message de sortie ) 
sur tambour. 
20. 
Remarque. 
En fait, l e trait ement proprement dit peut se t erminer 
do trois manières différentes: 
'.ERAI TEMENT 
'l'P.S ' s 
norma l / '-... 
,---/ t· "-....,__~ 
,, sor _/,,., 
erreur 
CLEM~ -U.P 
, _____  
' time-out' 
interruptiun 
t 
j traitement 
'~-'-------~,, interruption 
La sortie peut s e faire : 
- normalement 
- par un "TIME-OUT " (ex. transaction qui boucle ) 
- par une erreur 
Dans l e s d8ux derniers cas, un8 routine spéciale de 
trait eme nt de l'interruption s era exécut ée avant de 
passer, comme dans l e premier cas, à la routine de 
nclean-up 11 • 
POST-TRAITEMENT • 
• Le sc énario est inverse de l a premi èr e phase • 
• Le MQH , averti pa r l a routine de'~LEAN-UPn , exécut e 
l e tra nsfert de l a TAR dans l a ou l es FH-TARvs, 
suivant qu'il y a un ou plusieurs t erminaux do 
réception. La ou l as FH-TAR's sont placées dans 
la file d 9attente des massages OUTPUT • 
21. 
• Il appartient au IJICH d 9 examincr à intervalles 
réguliers la file d 9 attente de s messages de sortie 
0t d 9exécuter la sortie du mossage vers lo t erminal 
de réception. 
Pour ce faire, il effectue~ 
- le transfert de la FH-TAR vers la TAR ( en mémoire 
centrale); 
- l 9 envoi vers le terminal de réception. 
Not es. 
1.- l',ICH , MQH, TRAi~SACTION STARTER, CLEAiJ-UP constituent 
des fonctions 11 PROCESSEUR11 • 
- Les facilités offertes par le RTS, telles quo l es 
"handlersn et les routines de traitement des 
interruptions, constituent dos fonctions 11 SYSTEUE 11 • 
- Les TPS 9 s qui effectu ent l e trait ement proprement 
dit, sont formés par dos pag8 s applications. 
2.~ne part ia important e du RTS est-la Urecov~ty" . 
Celle-ci est basée sur l 9 écriture (sur bande magnéti-
que) des enregistreme nts du fichier qui ont fait 
l 9 objet d 9 une mise à jour (AFTERLOOKS). 
La procédure du "recovery" est une combinaison de 
r e chargement des fichi ers à un c ert a in point et do 
mise à jour de ceux-ci par tous l es changem8nts 
encourus après ce moment. 
La "re covery" des fichiers est aussi concernée 
lorsque des partie s de fichiers deviennent illisibles . 
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22. 
fig . I . 2. 3. b 
étapes d ' une mi se à 
jour d ' un enregis-
trement 
l a t.ransac Gion et son num,~ro 
de messag0 sont placés en 
'input-q_ueuG' 
l ecture de l ' enr e6istrement 
a mettre à jour 
écri t ure de l'enregis~rement 
et du numéro de ~essage sur l e 
fichier 'be1or elook ' 
mise~ jour dG l ' enregistre~ent 
écriture de l 1 enregist1ement 
mis~ jour et du numéro de ~es-
sage sur l e f ichie r ' alc~rlnok ' 
la trsnsact ion est placée én 
'outp ut - queue t 
23. 
Dans certains cas, la "re covery" s era initialisé 'e .. 
par la bande 11 LOGGI1fün. 
La nrocovery" des transacti ons est basée sur l es 
BEFORELOOKS, cons 0rvés sur tambour. Ceux-ci p0rmett cnt 
de r edémarrer l e s transactions qui étaiont active s au 
moment de l'int erruption. 
1vutilisation des enregistrements "bGforelooks" et 
" afterlooks" est décrite pa r la fi g . 1.2.J.b. 
Section J. Description ot organisation des fi chiers. 
Il s er a question, tout au long de cett e analyse , de 
fichiers syst èmes et de fichi ers applications. 
Le s notions de fichi ers "dat a" et d 0 fichi ers du 
t emps-ré el s ~ront évit 6e s car elle s port e nt à confusion. 
On définit fichi ~r 11 systèmc 1 et fic hi er "applicationn 
s elon qu 9 ils contiennent de s informations (données ou 
programmes ) appart enant soit au système , soit aux uti-
lisateurs. 
Fichi ers nSYSTEME 11 • 
1.J.1.1. Fichi er _D_0_ 
Ce fichi er, conservé sur t ambour, s e compose de 
plusieurs sous-fichiers ~ 
1. TPS: ce fichi e r conti ent tous l e s programmes 
de trait ement des transa ctions. 
2. Fi.CV : fichier "recovGry" cont enant tout es l es 
données critiques indispensables en cas d 9 int er-
ruption du système. 
Jo DRMLOG: fichi er des "aft erlooks" et des 
enr egistrements du "logging". 
4. SCRATCH: zonu fixe sur t ambour, allouable aux 
utilisat eurs et permettant à eus derniers de 
conserver nos r ésultats intermédiaires . 
5. FH-TAR: fichi er comprenant, pour chaque t erminal, 
une zone fixe de 1-K mots. 
6. FH-TARJ : fichi e r des zones "tambour" allouées aux 
travaux DBJ 9 s (Data-Base Jobo : programmes 11batch" 
exécuté s sous l o RTS ot uti lisant les r essources 
de celui-ci). 
7. BFLOOK: fichier dos "beforelooks" . 
Fichier_F_r./J 
F ~ est implémenté sur disque (auparavant sur tambour 
"Fastr andn ) 0t se décompose e n 4 sous-fichiers: 
1. JRPTY: ce fichier contient toute s l es informations 
conc ernant l es programmGs "batch" s e déroulant 
durant l e t emps-réel. 
2. TLOG: e nsemblo d 9 informBtions conc 8rnant les 
band es "logging" non clôturées. En cas d 9 int orrup-
tion, on n'a pas l e t emps de clôturer l es bandes 
"logging". TLOG conti ent l cj s informations permet-
tant de r etenir l 9 environnemcnt de la situation 
int errompue. 
J. STAT: fichi er contenant toutes l es données 
statistiques. 
25. 
4. ABORTT: ce fichier prond en considération tous 
l es numéros de m8ssages concernant l es transactions 
int errompues. 
1.J.1.3. Caractéristigu-:; s _ d0s -· sous-fi chi ers_ nSYSTEl-ili". _ 
fichi e r ~us-fichier 
TPS 
RCV 
D y1 DRMLOG 
BFLOOK 
SCRATCH 1 
' 
FH-TAR 1 
FH-TARJ 
JRPTY 
TLOG 
F yj STAT 
ABCJRTT 
1 1 
Not e . 
état 
1 
-! 
rWF 1 
1 RWF 
RWl" 
RWF 
mœ 
RviF 
RWF 
RWF 
RWF 
RWF 
RWF· 
! 
copie 
s 
d 
d 
d 
d 
d 
d 
d 
d 
d 
d 
--· 
S = Simpl e 
d = double 
ROF = fichi er 
de lècture 
RWF = fichier 
de lecture et 
d Yécrituro 
Les fichi ers, conservés un deux copies , sont appelés 
"fichi2rs critiques". 
1.3.2. Fichiers "APPLI CATIŒ1J11 • 
Il exist e doux grands fichi ~rs ''APPLIC.A.TIUN11 , eux-mêmes 
décomposables 0n une sériG de sous-fichiers distincts. 
Il nv ost pas inàispensable, dans l e cadre do cette 
analyse , de décrire la nature des différents enr egistre-
ments. Signalons copèndant lYimportance de la notion do 
"module". 
26. 
Exemple . 
L 9 8nrcgistremont d'un inù ividu conti e ndra l es modules 
suivants : 
- nom 
- prénoms 
- adresse 
- état civil 
- orga nisme assureur 
On p~ut définir un modul 0 comm~ uno unité indé compo-
sabl8 d 'infor mat ion. Il y a une structure de ces modul es. 
Certains de ceux-ci ne sont ac cess i bles que si d'autres 
l'ont é t é pré cédemment. 
1. 3 .3. Organisation d os fichi ers "APPLICATIOi~". 
Tous l us fichi 8rs 11 .APPLIC ATIOi'Jn sont organisés s elon 
l us même s principes. 
L' organisation utilisé e 8St une organisation en 
"tiroirsn. L'acc ès à un tiroir est obt enu par uno f onc 
tion do r andomisati on . Les tiroirs · ( "bucketsn) 
réalisent une partition du fichier. 
Principe . 
----------
clé if ~ne tioo/----- · 1 
~ -' de ' bucke t ,,;---------,;;.-i 
ka.a.dom . . 
.uJ1~NEES 
27. 
• Chaque enregistrement est défini de façon unique 
par une clé qui est l e numéro national d'un 
individu. 
Pour a ccéder à un enregistromGnt, cett u clé est 
di visée par l e nombre de "buc-.kets". Lo r est e do 
c ett e division détermine l e "bucket" qu'il faudr a 
analyser afin de trouver l'adresse de l' enr egis-
trement dans la zone "donné esn du fichier. 
Cette organisation en 11 tiroirs" pormot d v accéder 
plus r 2.pi do mc nt aux enregistrements . En effet, la 
transformation de l a clé précise imméd i atement l e 
"bucketn à considérer. Il suffira d'effectuer la 
r ech erch e dans un s eul "bucket". 
Lo "buckct" contient trois données : 
- l a clé (numéro national). 
- l' adressa de l' enregistreme nt sur disque . 
- l a longueur de l' e nregistrement. 
-- - ---,----, 
N ° a dr . le!, . 
------+---
( description d'un '~bucket") 
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-
28. 
Structure du fichier. 
---------------------
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Chaqu e "bucket" comport e 55 entrées et un point eur 
vers unu zone d'ovcrflow. En eff et, la transformati on 
r éalisée sur la clé n'int erdit pas un nombr e d ' entrées 
supéri eur à 55 dans un môme "buckat". 
Organisation de l a zone " données" ~ cette zon0 est 
également subdivisée e n parties. 
En eff et, au fil d0 l' exploitation, des enregistre-
ments s e modifie nt; d'autre s s' a jout Gnt; c ertains 
sont supprimés. 
Le critère de décomposition de l a zen~ "donné es" est 
un critère de longueur des e nregistrements. Un enre-
gistrement , dont la longueur augment e dans une certaine 
norme pré-établie , se verra transféré dans unG autre 
... 
zon0 destinée à r e cevoir des enregistrements de 
c ett e longu eur, l 9 anci 0nnc place occupée par l 9 en-
r egistrement deve nant libr c o 
Cette organisation exige : 
1. une t enue à jour des empl a cements libres du 
fichi 2r ; 
2o une mis e à jour de s adresse s dans l e s "buckets'' ; 
Jo du s réorganis ations régulièr es ( s u ppression 
d 9 informati ons devenues inutiles). 
CH API T R E II. 
----------------------------
LES PROBLEivIES DE SECURITE . 
Les problèmes de sécurité, dans l e cadre de cet t e étude , 
s eront traités sous deux angles différents 
- la protection des fichi ers 
- et la continuit é du ser vic e. 
La protection des fichi ers, c Yest-à-dire l eur conserva-
tion, engl obe l e s mesures visant à assurer lYintégrité des 
informati ons . Il s 9 agit de considér er l' ens emble des procé-
dures de contrôle gar antissant la validit é des données. 
La continuit é , dans l e servi ce , concerne l es me sures 
permettant une r eprise norma l e des opérations en cas d 'inci-
dent. Le problème de l a continuité , dans l e servic e , i mplique 
un choix . Une pr emière solution consiste à continuer l' ex-
ploitation t ant quYil est possibl e de l e faire , quel que 
soit l e type d ' err eur ou de panne survenu, e t avec l es 
risques ( p c~rt e d 'inf ormati on ) que cela peut comporter. Une 
s econde soluti on préconise un ar rêt compl et de l' exploita-
tion jusqu' à l a r épar ation de l a panne. 
Pour illustrer ces deux faço ns de procéder , cons i dérons 
l e ca s d 9une panne survenant sur une copi e d'un fichi er 
t enu e n deux exempl a ires : 
- si 1von dé cide de continuer 1v exploitation, celle-ci 
r eposer a sur l' emploi d 'une copi e unique; la reconstitu-
tion de l a s e conde sera eff e ct ué e ultéri eurement. Les 
risques sont, dès lors, considérables. En effet, ~i l a 
copie r estante s ubit un sort identique à la premi èr e , 
l e s pert es en informat ion seront immenses. 
- si, par contre , l e s opérations sont suspe ndues, l a copi e 
dé f e ctueus e sera immédiat ement reconstituée à partir de 
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la copie intacte. Il n'y a aucun risque de perte d 'in-
formation mais seulement une influenc e défavorable sur 
l e temps de réponse. 
Dans l e cont exte particuli er du Projet, l a seconde 
solution sera préf ér ée. En eff et , si l e t emps de réponse 
est important 1 il n' est c epe ndant pa s critique au point 
d'int erdire une suspension t empor a ire des opé rati ons dans 
l a mesur e où celle-ci r este dans des limites raisonnables 
(que lques minutes ). 
Notons qu e c e choix ne s er a pas a ccept abl e dans n'import e 
quel système e n t emps-ré el. Certains systèmes exige nt un 
t emps de réponse tr ès rapide au-delà duquel l'information 
perdrait tout e val eur. 
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Section 1. - Mesures "hardware". 
Les mesures., purement "hardware 11 , prises par l e Proj et 
dans le cadre d"une meilleure sécurité, sont relatives au 
dédoublement de cert ai ne s unités t elles que 1vunité central e 
et l e s unités dvaccès aux périphériques. 
Spécifions, avant., l es gu~t~e_f~n~tions_que l e système 
se doit de remplir indépe ndamment de sa configuration: 
Fonctions du système. 
1. l e contrôle des communicati ons (C) 
2. l e traitement interne des transactions (T-~T) 
J. l e trait ement des "Data_Base _J obs" (DBJ) : il s 'agit de 
programme s "batch" Gxé cutés s ous l e c ontrôle du RTS et 
qui profit ent des facilités off ert es par ce derni er. 
4. l e trait cmGnt des travaux en "batch_pur" (B). Les pr o-
grammes ne sont pas sous l e contrôl e du RTS; ils ne s e 
déroulent pas sous forme de pages . Ce s travaux n"ont., 
en principe ., pas l e dr oit do mod ifi er l es fichiers 
n 1· · " N 1 · t v·1 
·app icati on n ous v errons, par a suie , quis cons-
tituent un problème crucial pour le système . 
2.1.1. - Dédoubl ement de 1vunité central e . 
Dans l e cadre d'un système compr enant deux unités 
centrales, s ept configur ations diffé r entes sont suscepti-
bles dvêtr e ré a lisées. 
Le tableau, ci-après, reprend l e s différent es confi-
gurations qui s e différencient par l e fait que les quatre 
fonctions du système , énoncées précédemment, y sont répar-
ties de façons différentes: 
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1 
2 
B 
A 
DBJ 
. . 
A 
RT 
A 
C 
B 
(soient CPU . A et CPU . B) 
FRONT END 
J 
4 
5 
6 
7 
No1-.e r~~ 
__ ,. _,._ ........ .-.. 
A 
A 
B 
A 
A 
B 
A B 
B A 
A A 
A B 
B A 
A A 
A 
A 
A 
B 
B 
B 
RT - B/DBJ/C 
DBJ - RT/B/C 
B - RT/DBJ/C 
RT/C - DBJ/B 
RT/B - C/DBJ 
B/C - RT/DBJ 
1) Le " s oftwar e" utilisé permettra t out es l e s configura-
tions . Le passage d 'une c onfiguration à une autre ne 
poser a aucun problème particulier . 
2) L' obj e ctif premi e r est de di s pos er d'un CPU suppléme n-
t aire , capable de r epr endr e l 9 ex ploitation du "temps-
r éel " e n cas de dé f a illa nc e de l ' unité r és ervée à cette 
·tâch e . 
2.1.1.1. - Configuration_à_deux_CPU 9 s . 
Deux configurati ons s ont génér a l ement r et enues: il 
s 9 agit des configurations 5 et 7. 
Analysons plus e n détail ces deux type s de configu-
r ation : 
RT/C - JBJ/B 
CFU 
R'r/c 
( ---fichiers 
' application ' 
/ 
/// fichiers cri tiqlles ( 
,! lé. · 
1 I l \ 
\ 
~ e\ ~ 
1 
C.f'U 2 
.ÙbJ / .b 
- soient l e CPUol tra itant le t emps-réel et gérant l e 
r é s eau de communic ations, 
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l e CPUo2 traitant l e s DBJYs et l e 11 batch pur". 
- l es deux unités centrales ont la possibilit é do faire 
des consultations e t des mise~ à jour dans l e s fichi ers 
napplication". De même , chacun d Yeux aura à utiliser 
l e s fi chlu·s crit.iquc s du système . 
- Une t elle configurati on pose quelques problèmes ~ 
1) Les fichi ers 11 APPLICAT lON 11 sont acc Gssibles aux deux 
CPUvs. Il faut, dès lors, évit er qu8 l e s deux unités 
mettent à j our simultaném2nt une m0me zone d 9un fichier. 
Une "lock list" (voir gl os s aire ), gé r ée par une de s 
unités, permettrait à un CPU de s e réserver momentané-
ment un monopol e d'action sur une partie du fichier. 
3 5. 
2) Les fichiers 71 critiques" sont égal ement communs aux 
deux CPUvs. Leur gestion (du po int de vue place tam-
bour) sera, de ce fait, exécutée par une de s de ux 
unités (soit CPU.l). Si donc CPU .2 eff ectue une mise 
à jour dvun enregistrement, il en informera CPU.1 qui 
exécut era un "befor elook" de l' enr egistrement 9 l'infor-
mation échangée entre l e s CPUvs consistant en un bloc 
de contrôle comprenant t out e s l e s informations néc es-
saires (adresse de 1v enreg i stre~ent dans l e fichi er 
"application" 9 ••• ) . Il e n ira de même pour 1v exécution 
dvun "afterlook". Si CPU.1 exécut a it un "befor elook" 
ou un "afterl ook" pour l e compt e de sa propr e expl oi-
tation, l e bloc de contrôle r eçu de CPU.2 s or ait placé 
dans une fil e dvattent e . 
3) Les "afte rl ooks " r est ent util e s après l e tra it eme nt 
des transactions qui l es ont créés (c e qui nv est pas 
l e cas de s "bef orelooks"-; ils sont , de ce fait, con-
servés sur bande . Seul, un des CPUvs se chargera , 
lorsque lç volume de ces "afterlooks" aur a att eint 
un niveau dé t erminé, de transf érer ce s enregistrements 
du tambour vers l a bande de s "afterl ooks" 9 afin de 
réduire l e nombre d 9 entré es/sorties. 
4) Le s deux CPUvs utilisent l a même libra irie du syst ème . 
De plus 9 l e RTOS a ttribue automatiquement, à chaque 
run, une place t ambour dans l aquelle il conserve l e s 
é léments de programme s néc essaires pour ex é cut er l es 
différents j obs du run. Afin quo l a gestion de cett e 
zone tambour soit sans équivoque , ell u sera également 
effectué e par un s eul CPU . 
B) Deuxième configurat ion B/C RT/DBJ 
fichiers 
critiques 
I 
CPU _I 
RT/DBJ 
\_ 
CPU 2 
B/C 
- soient le CPU.1 traitant le t emps-réel et les travaux 
en DBJ•s. 
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le CPU. 2 gérant l es communications et exécutant 
les travaux en "l•at ch pur". 
CPU.1 a la possibilité de consulter et de mettre à jour 
les fichiers "application" cependant que CPU.2 n'a le 
droit que de les consulter. On pourrait admettre, néan-
moins, que CPU . 2 puisse mettre à jour l e s fichiers mais 
alors, uniquement en dehors des heures d'exploitation du 
temps-réel. 
- Le problème de la "run library" reste identique à la 
première configuration. 
- La gestion des fichiers critiques est facilitée. Un seul 
de ces fichiers, celui des FH-TAR•s (files d'attente des 
messages d'entrées et de sorties), sera utilisé par 
l'unité traitant les communications. Tous les autres 
(AFL's , BFL's , •.. ) se verront utilisés par le s eul CPU 
traitant les transactions et l es DBJ's. 
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Si aucun choix n'a ét é effe ctué ju~qu'à présent 
sur l e type de configuration, ce choix portera essentiel-
leme nt sur la charge que r eprésentent l es différent e s 
fonctions (communications, trait eme nt de s transactions, 
DBJ's et "batch pur" ) à assumer par l e système. 
~~!~!~~~ - Utilisation_des_périphériques_dans_un_système 
à deux ordinateurs. 
Certaines unités permett ent de connect er plusieurs 
ordinateurs (deux dans notre cas) à un ou plusi eurs 
sous-systèmes périphériqu es . 1 vutilisation de ce s unités 
va donc de pair ave c l e dédoubl ement de l'unité centrale . 
Ce sont essentiell ement 
. l e s "Transfert Swi tch" ( TS) 
• l es 11Shared Peripheral Interfac e " (SPI ) 
~~?:1~:q'::~ ~ on définit un sous-système (UNIVAC) comme un 
ense mbl e d'unités périphérique s r elié à la m8me unité de 
contrôle . 
A. - Principe 
Il Il 
l. _ Configuration e n _ Y 
1 1 Cl 'U 2 
'--------' 
CPU I 
1 I 
sous -système 
périphérique 
Connection de 2 CPU' s à un même sous-systè me 
périphérique 
principe_d 9 exclusion: lorsqu 9 une liàison est 
réalisée , à un mome nt donné, entre un CPU et 
l e sous- système périphérique , l 9 autre CPU n'a 
plus accès à ce s ous-syst ème . 
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L'acc ès au sous-syst ème par l'un ou l'autre des CPU's 
ss f era: 
- soit par int ervention de l 9 opér at eur (cas du TS) 
- soit par demande dynamique d 'un CPU (cas du SPI). 
RemarqUè o 
Dans certain cas , ·, 'l ' unit 6 d ''a i guillage (TS ou SPI) est 
ell e-même dédoublée . 
" " 2._Configuration en _ X_ 
CPU I 
1 1 
CPU 2 
(a) r ( d ) 1 (b) 1 C Q 2 1 ~ 
l 1 1 
// ~~ 
S- S I s-s 2 
connecti on de 2 CPU's à 2 s ous-système s périphériques. 
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Deux groupss de liaisons s ont possibles : 
- un premi e r gr oupe de "liaisons" pe r met à un CPU d 'laccé-
der à un s eul s ous-syst ème périphé rique o Si l a liaison 
(a) est r éalisée , CPU. 2 ne pourra avoir a cc è s qu'l à S-32 
s'lil en f a it l a de ma nde . 
Si l a liais on (d ) est r éali sée , s eul e (c) s er a a cc ept ée . 
P.~~~~~~~~~~ ~ dans l' évent ualité d 9 une dé f a illanc e d 9 une 
unit é centrale , il n 9 es t pas possible de connect er l e s 
de ux s ous-syst èmes péri phé riques au s eul CPU r estant. 
- un deuxi ème gr oupe de "liaisons" permet à un CPU de 
s'lalloue r un ou deux s ous-syst ème s pé riphériques. A un 
instant donné, l e s lia isons ( a ) et (d ) ou (b) et (c) 
peuvent être r éalisées. 
Signalons que s eul, l o pr emi er groupe de lia isons e st 
r éalisabl e à l'ANMC. 
B. - Le "Shared Peri2her al Int erfa ce " (SPI ) 
Le SPI est ut i lis é pour connec t e r deux or dinat eurs à 
un ou plusieurs sous - syst ème s péri phé riques , si 1 9 on 
désir e que l es conne cti ons s e f as se nt par na cc ès'-'. En 
d 'l autre s t ermes, l e sous-sys t ème péri phéri qu~ ser a a cc édé 
dynamique me nt par l 9 un ou l' autre des CP U'ls en f onction 
de s demandes d 9 accès pr ovenant de ces unit és centra l 8So 
De ce f a it, un SPI n 9 aur a s a pl 8i ne effic a cit é que dans 
l e cas où l e ou l e s s ous- syst èmes pé riphé rique s concerné s 
comporte nt de s unit és péri phé rique s "part ageables" (exem-
ple s : l es t a mbour s et l e s di sque s). 
Le SPI s e caract érise comm8 é t ant une unit é e ssenti el-
l e ment "active". Les demande s d ' ac cès pr ovœnant de s de ux 
ordinat eurs sont gé r ées par lui. Il poss ède , à cet e ff et, 
des r egistres de mé morisation de s dema ndes 8t de s circuits 
de contrôle de priorités. 
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Notons également que l es liaisons ontro le sous-
syst ème périphérique et l es CPUYs s ' Gffoctuent de façon 
entièremtë! nt "automatique" sans int orvf~nti on de 1 v opérat eur 
ni de s CPUvs eux-mêmes. 
C. - Le "Transfert Switch" (TS) 
Le TS allouG un sous-système périphérique à un CPU par 
"période de travail_" et non plus pa r a ccès. Un ordinat eur 
se réservera donc ,mn monopol e d va ction sur un s ous- s ystème 
périphérique pendant toute la durée d 9 un travail. Pendant 
ce t int ervalle de t emps, il n0 se r a pas possible au second 
CPU d 9 accéder au sous- syst ème conc erné. Le TS ne s era uti-
lisé que dans l e cas où l e s ous-syst ème s e compos e d 'unités 
périphériques "non partage able sn (ex empl e : l e s bandes, les 
imprimant es, l e s l Gct eurs de cart e s). 
Le 'I'S e st une unité dit e "passiven. Il nva pas à trait er 
de conflits dvaccès contrairement au SPI. De plus , l e s 
conne ctions s e font "manuelleme nt" par interve ntion de 
l 9 opérateur. 
D._--_ ÇJlg_j.x de s unités. 
Le s doux unités (SPI e t TS) ont un mOma obj 0ctif: 
r endre accessible à deux ordinat eurs, un ou plusieurs 
sous-systèmes périphériques. La quGstion qui s e pos e , dès 
lors, est la suivant e ~ "Quelle_unité_va.-t - on_choisir jJ 
étant_d onné_l e s_Eropriét és_des_différ ents_ty20s_de_sous-
systèmes_et étant_donné_que_la_vale ur_moye nne_d 9 un_SPI 
est_trois_fois_plus_é l evé e_guc_ cell e_d 9 un_TS? 
Malgré qu 9 il soit possible d 9 ut iliser nYimporte quelle 
unit é (SPI ou TS ) afin de conne ct er plusi eurs CPU 1 s à 
n 9 importe quel type de sous-système périphérique , il s erait 
absurde de connect er deux CPU's à un s ous-syst ème "band e " 
au moyen d 9 un SPI; un tel sous-système nvest pas "part a -
geabl e", contrairement aux sous-système s " disque" et 
"tambour". Pour ces deux derniers type s de sous-systèmes, 
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la dépens e d 9 un SfI s e justifiera plein~m2nt ; elle 
permettra au système d ' acquérir un "throughput" très 
élevé. 
Solution r e t enue par l e Pro j 8t : 
- SPI pour l es sous-systèmes " disque" et "tambourn 
- TS pour l e s sous -syst èmes "bande", "le ct eurs-perfora-
t eurs de cartes", 11 imprimant cs" et 12 contrôleur des 
lignes. 
2.1.2 . - Dédoubl ement des voi es d 'accès à un 
sous- système périphérique . 
Il est i ntéressant, dans un système où l es informa-
tions do ivent ôt r ë accédées très rapideme nt, d 9 augment er 
l e s possibilités d 'acc ès aux périphériques . La solut ion 
utilisée dans c ert a ins cas est colle du "Dual Access". 
Après e n avoir montré l e principe e t un cas d 9utilisa-
tion pratique , nous t 8nt erons d ' en justifier l' emploi ou 
l e non-empl oi dans l es différents sous- systèmes périphé-
riques. 
~.:!.:.~.:!.!. - Princip8_du_nDual_Acc ess". 
Le "Dual Acc essn offr e à l'utilisat eur la 
possibilité d ' accéder simultanément à un 
mê~e sous- système périphérique au moy 8n de 
de ux chemins ("paths") différents, pour 
autant que ces accès simultanés s e fass ent 
vers des unités périphériques diff ér e nt es. 
cas d 9 un CPU 
t CPU 1 
H pér:_ph I ~ 
l~ péripb 21-· 
1 r=·-·---=-i 1 
7~~iph n 1-1 
cas de deux CPU 
~ I CPU 2 I 
1
' dual Iî 
I_ - -â-CC e S~ 'i 
;--- - - - -,.1 
1 ' 
1 
b~j ,~SPI 1 
~~ / 'J.'S 
1 
uc 1 1 uc 
~ périph11-
~ périph 2 ~ 
L1 périph n fJ 
Il en résult e , pour le système , une augment ati on 
intéressante du nt hr oughputn . 
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. Le "DUAL ACCESS 11 exi ge l'emploi de deux unit és de 
contr6l e r el i ées à l' or dinat eur par des canaux diffé-
r ent s et d'un certain nombre de circuits suppl émentaires 
situés soit au ni veau du périphérique, soit au niveau de 
1~unité de contrôl e . Ces circuits ont pour but de gérer 
l e s différents t r ansferts d Yinf ormations ( ex. ~ si un 
périphérique est accédé par un " path", il f aut inter --
dire t out accès à cette m@me unité par l'autre " path" ). 
Il est à noter que ces deux "paths " ne s ont pas inàé-
pendants. En eff et, les demandes d'écriture ou de 
lecture sont origina ires d 9u ne :;êul e et même fil e 
d ~at tent e . 
. 
o 1vavant age consid érable qu?offre l e "DUAL ACCESS n est 
qu vi l permet, en cas de défaillance d Yune unité de 
contrôle , de conse rver l e s ous-système acc essibl e et 
d 9évit er, de cett e façon, une interrupti on de l 9 exploi-
tation, ce qui s er ait catas t rophique pour un système e n 
temps-ré el o 
Il r est e à voir si 1vavantage qu~ l 9 on ën tire compense 
la dépens e suppléme nt ai re nécessitéeo Il e n s er a question 
un peu plus loino 
2o lo2 .2 . _-_"Duplex_fi l ono 
'.Tn ca s d 9 utilisation du "Dual Access" e st constitué par 
l es nduplex fil es" , c 9 ost - à--diro de s fichi ers cons ervés en 
deux copie s. Voyons plus on détail les motifs qui ont 
poussé à l 1emploi du "Dual Acc e s s 1: pour ce type de f ichiero 
1. Pr océdé actuel o 
1 
1 
1 
i 
C P U 
'Dual Access1 
uc I FI 
CI/-~ 1 
__ ( i5 I )-
\ / 
-'------~j 
• Soi ent l es bande s Bl et BJ , l e s 
supports des 2 copi es du "dupl e x 
fil e", 
o I. OoM . (input/ output module )= 
int erfac e d ?e ntrée s 2t sorties. 
. Le s 4 band es peuvent êt r e 
ac cédé es par l ~s 2 unités de 
contrôle . Une même bande ne 
peut êt r e acc édée simultanément 
au moyen dGS 2 "pathslY n 
figo 2 olo2 .2 oa ~ Exemple de 
11 Dua l Access 11 dans un sous- système 
"bandes". 
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- opération de l e cture : l a l e cturG s e f ora sur l 9 unité 
.................. .... .. ................. 
(Blou BJ ) offrant l 9 accès l e pl us rapide . 
~P.~!.'~~~~!: .. ?.~ ~~!.'~~'!.~~ : l es fichiers "dupl ex" s ont in-
dispensables à l 9 expl oitation et, de ce f ait, ils 
né cessit ent des mesur es do prote ct ion supplément aires 
l ors de t out e ma nipulation . Un or dr e d 9 écriture s er a 
dédoublé e n de ux or dr es "ha r dwar e " (dédoublement des 
I / O calls) • 
• Il est exigé que ces 2 or dr es ne s 9 e xécutent pas 
simulta ném8nt afin de par er à l 9 éventua lité d 9u ne 
panne de courant ou d 1 uno erreur de 1910M. 
Il n 9 e st pa s exclu, par contre , que l es 2 copie s 
s oi ent écrit es (c onsécutiveme nt) au moyen d 1un même 
npath" ( m0me unit é de contrôle ). 
2. Imperfe ctions du procédé . 
Lo syst ème dé crit au po int pr é cédant fait apparaît r e 
cert a ine s l a cunes import ant e s : 
fl:.. - Le procédé n 1 imposant pas l 9utilisation des deux 
unit és de contrôle pour lf écriture des deux copi es , un8 
unit é de contrôl e défaillant e p2ut donc ame ner l 1 imper-
f e cti on des deux copies. Il s er a it donc utile , dans ce 
cas, d 9 otliger l' exécution de s deux or dr es d ' écriture par 
de s npaths" différents. 
- L 9obligati on peut 8tre r endue possible e n dédoublant 
la file d 9 att ent e devant l es deux unit és de c ontrôle . Mais 
cel a tmpliquer ait une modification du RTOS , ce qui est 
t ouj ours délicat. 
- Une s e conde solution s er a it d 9 impos er, lors de l 9 as -
signation des deux fichi ers ( 2 copies) par l 9 utilisat eur, 
que ceux- ci s e situent dans deux sous-systèmes différents. 
Cett e solution r ome t en question l 1 emploi du "Dual Acc oss" 
dans l e ca s des 11 duplex fil esn. 
B. - Considérons, à présent, un0 dé f e cti on npe rmanent e " 
au niveau de l 9 I OM . Il s 9 ensuit que l e ou l e s sous-
systèmes périphériqu8s dépendants deviennent inutilisa-
ble s. Une f ois encor e , la solution ser a it 2 sous- syst ème s 
i ndépendants, comme l e montre la figure suiva nt e . 
1 
CPU 
ro;vr--1 
0 
IOM 
1 
1 1 
. 
___ L__ 
uc 1 uc 1 1 
1 
-(~ 1-a 
Le 418-III poss ède 2 ronvs 
indépendants l 9 un de l' autre. 
Cette conf i gurati on est 
équival ent e à cell e de l a 
fi g . 2 .1. 2 . 2 . a . Elle est 
égal ement moins coût eus e que 
l a pr emi èr e . En eff et : 
- il y a aut ant de dé r oul eurs 
et d 'unité s de contrôl e. 
- il n'y a pas de circuits 
de " Dual Access". 
fiVi• 2 .1.~.2.b. - Deux sous-syst ème s périphérigue..ê.• 
J . Cho ix d 'une configurat i on. 
Le s deux configurations prés ent ée s (fig. 2.1. 2 .2. a . e t t 
fi g . 2.1.2 .2.b.) possèdent des avant age s et des inc onvé-
ni e nts . Il s e mblG néanmoins que l a soluti on du nnua l 
AccessH , quoique i mparfait e et plus coût eus e , l' e mport e 
sur sa riva l e pour de ux r a isons essentielles~ 
- la continuité dans l' exploitat i on est mieux assuré ~. 
Dans l a s e conde s olut ion, l a dé f ailla nc e d 'un~ unité 
de contr8le r enJ r a it inacce ssible une des deux copies, 
CG qui nG sGrait pas l <J cas avec l G unual Ac cess" 
- l e s dé f aillances do l'IOM sont très r a r es. 
2.1.2.J. - Op:eortunité _du_"Dual_Acceso"_dans_lGs_différents 
sous-systèmes_:eér iEhériques. 
Il s?agit ici d ' apprécier l' empl oi du 11 Dual Access" en 
+'on c,e, :i.on --:"'s d j f'férents t.y pes de sous-syst èmes pé r2- phériques . 
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1. Sous-syst ème 0 DISQUE 11 • 
Le s disques, dan s l 9 entreprise , support ent l Gs fichi ers 
11 APPLICAT I ON 11 (c 9 ost-à-dire l 0s do nnées de s utilisat eur s ). 
Le s unit é s employée s à c et e ff e t s ont l es UNIVAC - 8640 
d ont la ca pa cit é es t de 176.160 . 768 mot s de 18 bits . Seul e s 
deux unit é s de ce t ype peuvent 3tre r a ccrochée s à l a même 
unit é de contrôle et f orme r ai ns i un sous-s ys t ème . Cett e 
limitati on est uniquement du e à unç insuffis anc e d 9 adr es-
sage , l e s unités ét a nt tr ès vol umine uses . Aj out 2r à cel a 
l e fait que de t els s ous-syst è mes ne support ent pas de 
" duplex file 19 9 il est cla ir qu 9 un " Dua l Acc ess" ne s e 
justifie null e ment. 
2. Sous-svstèm8s 11 BANDE 11 èt "TAHB OUR 11 • 
Ce s deux types de s ous-sys t èmes périphériques conti en-
nent de s 11dupl ex fil osH. De pl us , 16 unités peuvent 
compos er, au maximum, un s ous -syst ème " bande " ; 8 unité s 
dans l e cas d 9 un s ou s - syst ème 11 t amb our 11 • Le "Dua l Access" 
s er a effic a ce dans l es de ux ca s. 
Remarque . 
Certa ines unit és péri phé r iqu es , telle s que l es dis ques et 
l e s t ambours, s ont t rès s ensibl es à l a t empé r ature . 
Il a é t é observé , à l 9 ANMC , què cert aines déf e ctuosit é s 
da ns l e conditi onne m~nt d 9 air, appar ai s s a i ent pa r suit e 
d 'un manque d 9 adaptation de cer taine s f oncti ons utili-
t aires ( exemple ~ porte s ma l adaptées , . . . ) 
Section 2. - Mesures "S oftware". 
2 . 2.1 . - Mesure s relatives au traitement internG d 'une 
transaction . 
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Il faut ent endre , par "traitement int erne cl 9 un0 transac-
ti on", 1 'exécution, en mémoire centrale , des différent·e s 
phases du RTS. 
On considère donc, dans c c paragr aphe , la succession 
de s pages "syst ème " et "applic ati onn en négligeant t out0fois 
l es manipulations a vec l é s fichi ers . Cell0s - ci ot l es pro-
blèmes l es conc ernant , f 8r ont l 9 ob j et du paragraphe suivant. 
Il s er a question ici cssenti oll em2nt de prot éger le 
système contre l e s activités "illicites" des transactions. 
Ret enons , principal ement, l es mesures conc ernant: 
- la prot e cti on "mémoir e" 
- et l' exécuti on correcte des page s en mémoire . 
2. 2 .. 1 . 1 . - La Prot ection "mémoire". 
Cette prot e ction cons ist e en une protection d 1 écriturc . 
Elle est indispe nsable afin quvun pr ogramme ne puisse écrire 
des donné e s en dehors de l a zone- mémoire qui lui est allouée . 
Le RTOS prévoit, à cet effet, 1vutilisation du " guard mode". 
Ce procédé consiste à cha r ger , dans un r egistre spécia l , l e s 
adresses supérieure 0t inféri eure dét erminant la zon0 "opé-
rationnell e", on mémoire centrale , d ' un programme . C' est 
ainsi qu vavant chaque tr ansfert en mémoire centrale , il 
s era eff 0ctué un contrôl e s 9assura nt qu0 l 9adres s e de des-
tination est c omprise ent r e l e s val eurs limit es c ontenu2s 
dans l e r eg i s tre . Dans l u cas o~ l e résultat du contrôle 
s er ait négatif, une int \..è rrupti on de viol ati on du "guard mod e" 
serait gé nérée et l e contrôle tra nsféré n la r outine appro-
priée du supervis eur. 
A) Zones opérationnelles. 
RTOS 
RTS 
t abl es du 
pages 
- - -- - ·· - --
---- -- - · ·--
1 "batch" 
' 
système 
- - - -·- -
---· --· - -
co nf i gurati on de l a 
mémoire central e . 
• Le H.TOS et l e RTS s' exéc t ent en mode "ouv ert" c 9 est-à-
dire qu'ils ont l a possibilit é de modifi er n vimporte que l le 
zone do mémoire centrale ( pas de "guar d mode") • 
• Les pages: 
-· P.~&~~ .. '.'. ~P.P.~ ~~~~ ~~~'.'. ~ elles ont 1 0 dr oit de modifi er 
l ü contenu des TAR 9 s pour l esquelles elles s e dér oul ent. 
Le r egi st r e du "guard mode " contümd r a donc l es ad r e sses 
do début et de fin de la TAR pour laquelle s 9 exécute l a 
page n application". 
- P.~~~~ .. '.'.~Y.~~~~~ '.'. : l es pages exécut ent des transferts de 
données dans la zone de mémoire centra l e r é s ervée aux 
t ables du système et dans les pages contenant l es blocs 
de contr ôl e (les " packets" ). Leur "guard mode 11 s 1 ét end 
sur toute la zone dos pages et sur l es table s du sys t ème . 
B) Faiblesses du pr océdé. 
1 . L0s pages " syst ème" ne sont soumi ses que partiellement 
au principe du "guard mode". De ce fait, ell es ont l a 
possibilit é de dé truire l a zone a llouée aux TYpages" de 
même que los tables du système. 
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2. Le programm8ur peut, à sa demande , ne pas utiliser l e 
"guard modeYI. Le cas nvest possible que pour 1-.)S trava ux 
11batch 11 • Il est parfois cüfficile, pour certains de ces 
programmes, de définir quelle sera l eur zone opération-
nelle ( 2xemple ~ un programme de tri), mais il s erait 
tout de même utile, voire indispensabl e , do protéger 
la partie résidente du système contr e t out es erreurs 
d 9 adr essage émar.ant de ce s programmes" 
La prot ection par YTguard mode" ne peut pas ôtro efficac e 
s 1 il exist e la poss i bilité dvy passe r out r e . On pourrai t 
exiger que les travaux "batch" s 7 imposent une zone opé-
rat i onnell0 maximum, même si celle-ci s e r évèl e trop 
grande à l ' exécution. 
J. L 1 exist enc e dvun s oul r egistre de "guard mode " pose 
également un problèmt? lursqu 1 il f aut contrôler simul-
tanément plus i eurs zones do mémoire centrale . 
Une transaction a l a possibilité , si l e be s oin sren 
fait s entir, de s 1 ac1joindre plusi eurs zones de travail 
supplémcmtal r os ( Tfdata page'; ) en plus de sa propre TAR, 
Le nguai~d mod e" ét,ant fixé sur cett e TAR, il est donc 
impossible d' exécuter des instructions de transfert ve~s 
ces zones do travail . Il a donc été néc essaire , dans ces 
cas , d ' exécuter une r outine int erméd i a ire ( appel 11 sup8r-
viseurY1) dans laquelle un certain nombre de contrôle s 
sont effe c·:,vés afin de déterminer notamment si la "data 
page" appartient bi en à cet t e transaction. Il svagit là 
d 'une procédure assez l ourde à l 9 exécution. 
C) Améliorations possibles . 
1. Jmposor _que_ l es_ tables __ du système_ et_ l es _page s_ "système" 
oc cupent_une_zone_défini e_~~-~~~2ir~~ 
Le r egistre de 11 guard mocte n, lors de l 1 exécution dvune 
pag8 11 système 11 , serai t fixé sur ce tte zone. 
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2. Introduction _.J_Y un_ s e cond_ r egistre. 
Ce r egistre ne contie ndrait quvun s eul bit. Si ce bit 
est 11 on", l a protection s Yexer cerait à 1vintérieur du 
segment délimité par l è s adresses supérieure e t infé-
rie ur e conte nues dans l ei premier r egistre. Si ce bit 
est "off", la protection sYexercerait A 1v extérieur de 
ce segment. 
Ce deuxièmë) r egistre permettrait de protége r c ertaine s 
zones de mémoire lorsquYil n~est pas possible de déter-
miner quelles seront l e s limit es opérationnelles dl'un 
pr ogramme. 
Cette solution est purement théorique et exigerait une 
modification du "hardware 11 utilis é . 
3 . Plusieurs_paires_d'adresses_supérieure_~~-~~~~!~~~~ 
pourraient_Gtre_utilisées_dans _l e_cas_dYun_contr8le 
simultané_d e_plusi eurs_zones. 
Mais si lYon ch ercha à génér aliser cett e solution à un 
nombre quelconque de zones de mémoire , l e coût de la 
solution deviend r ait excessif et 1 vexécut i on des ins-
tructions en s erait considérablume nt ral enti e . 
4. DYautres solutions nYutilisant pas l e procédé du 
11 guard mode 'i s ont possibles. Citons princ i palement 
la protection par clés (adoptée par IBM 360 ). Cette 
solution repose sur une division_de_la_mémoire_cn_blocs 
fiXèS 1 ·-chacun_ de_ ceux- c :; __  possédant_ un8 _clé_ de _ _:erote ctiono 
A t out programme est égalem~nt associée un0 clé de 
protection. LoraquYune instruction du programme fait 
r éférence à une adresse , une comparaison est eff8ctué e 
entre la clé de protection dn programme e t celle associée 
au bloc cont enant cett 0 adresse. 
5° Imposor_l e_respect_de_ccrtaines_c onventions_par_lvutili-
sateur. 
Les pages "système" et "applicat i on" sont implémentées 
sur tambours da~s une zone qui leur est propre. Il ne 
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peut Gtre qu2stion, pour un utilisat eur, d 9 implément er 
son propre programme dans l a zone des pages "syst ème" si 
ce pr ogramme ne constitue pas une fonction système . 
Exe_@Q+ e ~ un progr amme de f a cturation , bien t est é , et qui, 
de 1 1 avis du progr ammeur r e s ponsable , n.J néc essit erait 
aucune modif ic ati on ult éri eur e , fut implément é da ns la 
zone réservé e aux programme s "systè me". Or, ce pr ogramme 
f a isant a ppel à d0 nombr eux t ext es de l ois , exigea , en 
réalité, de ·nombre us es mcdifications. Il s 9 e nsuivit 
qu 9 aprè s une de ces mod ific0tions, 10 programme écrasa 
l es informat i ons c ont enues dans l es pages voisines. 
2.2.1 .2. - Exécution_c orr tJ Ct 8_des _pag0s_en_mémoire ._ 
Les page s 11 s oftwar u11 s ont, en quelqu e sort e , l 9 élément 
dynami que du système. Ce s ont elle s qui l a nc ent l 0s diffé-
r ent e s activités d 9 oxécution t Gll ès que l es opé r a tions 
d 9 entrée s e t sorties , l 0s appels "supervis eur 11 et bi en 
d 9 autr cs unc ore . Ma is ell es sont , mal heureus ement , l 9 ori-
gine de la plupart de s erreurs ou destructi ons d 9 i nforma-
tions. 
Il est do nc i mport ant d 9 e n assurer un contrôle strict 
tant au niveau de l a "vraise mblance 11 (c ert aines instruc-
tions " privilégiées " ne p1Juvent s 9 exécut e r que dans l es 
page s 11syst ème" ) qu 1 au niveau de la "val i dité" ( cet app el 
supervi s eur contient - il tous l es paramètres r equis? ) de s 
éléments qui l ës compos ent. 
A) Les appels 11 supervis ourn. 
Le RTS met à l a d i spositi on de l 9 utilisat eur, un c0rt ain 
nombre d 9 app ,üs "sup iJrviseur". LG mot "supe rvi seur" est, 
sans dout e , mal choisi. Il s 9 agit, en fait, d 9 appcl s aux 
r outines du RTS . Celui - ci offr e un curtain nombre de 
facilités t elles que ~ 
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- l e g0stionnaire des pag0s "hardware" ; 
- l e s "handlersu c'l est-à-dirc l e s routin<Js dont 1 8 but 
est 1vintorc eption par l e RTS de s opé r at i ons d 9entrées/ 
sorties; 
- l e s routine s de gesti on~ 
• d es " aft e rlooks" 
• dos "befor elooks" 
• do l a "lock list 11 
- cortainos r outines de tra it ument des Grreurs (ABURT ). 
Les pages nSYSTEMEu ont la pos sibilité d 'l oxécut e r 
nvimport 8 que l app;:_; l "supervi seur" . Il n 9 en va pas de 
mGme pour l 0s pag0s 11 APPLICATIONn. L'l i dée suivie est que 
mo ins on l a isse de possibil i t és à l'utilisat eur {cY est-à-
dire aux pag8s 11 AP .PLI CATI O1\J1t ) 1 mo ins ce dorni0r f era 
d 9 err eurs. Le principe des "ha ndle rs", qui s er a développé 
plus tard, est un exemple de c e tt e philosophie . 
Exé cut ion ct? un appel "supervis eurn" 
(4) 
:page 
( I ) 
R·rs 
-· ------
- - --
-•- - ---
---- 7 switcher 
( 2 ) ~ séquenceur 
\._/ 
" Un appel nsupcrviseurn signifi e un r e t our au RTSo Le 
"switch8rn du RTS prend l e contrôle (I) afin d ' e nreg i s trer 
l 9 e nvironn~ment de la page interrompue . Ce travail consis-
t e , en fait, à ajouter un bl oc de contrôl ~ dans une des 
fil 0s d 9 attente du 11 switcher". 
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o LG contrôle passe unsuite au séquenceur ( II )o Il 
ajoute un bloc de contrôl0 à l a fil e d ' attente traitant 
l e typ è d 9 appel en question. Il exécute alors, une à une , 
tout es l e s dumandes se trouvant dans l e s fil es d 9 attente 
d 11 , li es modulGs sequunc eur • 
• En fin de travail du séquenc ~ur, l e contrôl e e st rendu 
au "swi t cher" o (III) 
o Il appartient au 11 swi tcher" de ch oisir quellG sera l a 
pagG suivante à ex é cut èr. Cette page sera celle dont la 
priorité est l a plus élevée parmi l Gs trois fil e s d'att ente 
du nswit ch cr 11 o 
Afin de r e nforc er davantage l a sécurité interne , dRs 
contrôles supplément a ires sont xé cut és pour chaque appel 
11 superviseur". Voyons qutüqucs c:xempl es : 
"Rel, Pag" Cet appel a pour but la désallocation d'une 
page d'un utilisat eur. 
~~~!~~!~: la page à désallouer app~1tient-
elle à l'utilisat eur? 
11 CALS vpage, vline n Appel pour une page virtuelle dont 
l 9 adr esse est 11 vpage , vline". 
Contrôle s : cett e page virtuelle exist e-t-
elle ? 
1vutilisatcur a-t-il l e droit 
d'la cc éder à cett e page? 
Pour t ous l ~s appels "superviseur", un c ontrôle s er a 
également eff 0ctué afin de déterminer si l 9 appel en question 
proviGnt bi en d 'une page qui était en activité à ce rnoment-
là. On dé t ecte, de c ott e f a çon, si l 9 utilisat cur n'a pas 
fait un s aut ("jump" ) hors d 9 uni.::! de s es pages, auquel cas 
il serait en infractiono 
Appréciationo 
~e ce qui vi ent d 1 Gt r e dit, on peut déduire que : 
- l a structure l og i què d 'un fich i er ne pourra êt r e 
modifié e pa r l 1 exécution d 'une page "application". 
Les err eurs conc 8rnant cett e struct ure ne p2uv0nt 
apparaître que dans l e s pag,as "système " ou dans les 
r outine s du RTS . 
- la gestion de s fichi ers critique s est uniquement du 
r es sort d0s pages "sys t ème". 
exemEl ':3 s._ d ' a_EEels qui n<J p1.;uvent apparaître que dans 
liJs page s "systèm811 ~ 
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• ADD, BFL •• . •• ajout e d'un "bcf or cl oak" au fichi ur 
BFL . 
• SCH , QIN •..•• r e cherche , dans l'input-queue , du 
messag8 suivant à exécuter • 
• ADD, LClC •.••• réservation ( "lock" ) d'une parti e 
du fichi l.5 r " application". 
B) Validité des appels 1.;ntre pages. 
D~ façon à prévenir tout a ppol illéga l d'une page 
" appli cati on" v0rs unt:: pA.ge " s yst ème ", l e s mGsures de 
prot ect ion suivant es ont ét é pris es. 
0 
-
1 
2 
3 
4 
5 
6 
7 
8 
Tout es lc~s pages "syst èm~" auront l e format suivant 
1 
- -
J B; N'fRY 
-- -
J ··1JTB.Y 
J EN'l'RY 
J .tJ J TRY 
J El~TRY 
J .2:1lTüY 
J .. i.è. 1-J'I li.Y 
J EiiTRY . 
4 
1 
2 
3 
4 
5 
6 
7 
8 
'-· 
points d ' entré es , dans la pago , 
i qui p0uvent ~tre uti l isés par un~ 
pag1..'! "applicat i onn. 
i 
.J 
, _ 
> 
points d 1 e ntréc s , dans la page , 
qui peuv ent Gtre utilisés par l e s 
autres page s " système". 
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Tous ce s mots , excepté l e premi er, s ont des ad r esses, 
des "jumps" vers l C!s différents points d ' e ntrées dans l e 
programme . 
Le premi er mot conti~nt 1 ~ nombre d~ po ints d ' entrée s 
possible s pour une page "applicat i on". Un premi0r contrôle 
est ..;ff e ctué sur ce premier mot; s'il est "o", alors l'appe l 
est r ufusé. On fait un nABORT" d0 l a transacti on fautive . Si 
ce premier mot est différent de "o", on compar G l'adre sse 
qui accompagne 1' appel avec cha cun des "n" mots qui sui vent 
l e premier ( "nn est l e nombre cont enu dans l e pr emi er mot) . 
Réfl exi ons. 
- Le procédé n'interdit pas à une pag1J " application", de 
fair e appel à n'import e quell8 page "système" , à condition 
que l e s points d ' e ntrées réparé s s oi e nt exacts, c 9 est-à-
dire acceptés par la table d2s points d ' entrées pour l e s 
pages "appli cati on", comm8 décrit ci-avant. 
- Le format n ' est valable que pour l es pages "système". On 
pourrait imaginer de l' ét e ndr e aux pages "applic ation". 
Cel a n'a pas été r éalisé par l e Pr oj 8t ét ant do nné la 
multitude de ces page s "application" Gt vu la ré or gani-
s ation que nécessit er a it un8 telle implémentation. 
Notons une f ois e nc ore que l a s écurité est un en~emble 
de mesures què l'on déc i de d ' appliquer dès l a mis e en 
oeuvre d 9 un syst ème informati que . 
- Des syst emcs plus compl exes peuvent s'imaginer . L'emploi 
d 'une t able int8rmédiaire d 'autorisation est s ouvent 
proposé dans de nombreux ouvrage s. 
Un mod èl 8 de table d'autorisation possible est l e suiva nt 
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n°page bits d 'aut ori s at i on 
.. 
-
-
-
-
( un bit ' on ' par page accessible) 
1 
table d ' autorisation des pages 
A chaque numér o d 'identification d 'une page "application" 
ou "syst ème " corre spond l a list e ( bi_\ ~ noau ·) de s 
pages a ccessibles par cett e pago . Ainsi , à chaque appel 
d'une page , la table s er a inspe ct ée dans une premièr e étape. 
Si co pr emi er te st s'avèr e positif, un s e cond t est s er a 
effectué dans la page appelée , s ur l es points d'ent r ée s 
po s sible s do cotte page et cel a , de la façon décrit e 
pré cédemment. 
2.2.1.J. - Le s _pr o~rammes_statistiques . 
Le s programmes statistiques s ont exécuté s à partir des 
enregistrements du 11 logging". Les résultat s de ces program-
me s peuvent a voir une importanc e capitale pour l a sui~e Je 
l' exploitation. 
L ' analys e statistique port er a notamm(mt sur 
- l e nombr e d ' appe ls ontro pages 
- l e nombre d ' entré es/sorti es par interaction 
- l e uempa moyen d 'une opération d ' entrée/ sort i e 
- l e nombre d ' appels pour chaque type de transaction 
- l e nombre de "clean- up" et l eur distributi on pe ndant 
la j ournée 
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- l e nombre d 9 "ABORT 11 par j ournée 
- l e nombre d ' " aft erlooks" et de "bef or 8l ooks" pa r 
j ournée . 
En f onct io n de s résult ats obt enus , cert aine s dé cisions 
s er ont prises conc ernant, 8nt r e autr es: 
- l' or donna nc ement d0s tr avaux e n différ é 
- l a modificati on de cert aines r outines o ' exécuti on 
- l ' a j out e de cert a ines unité s péri phérique s . 
2.2 . 1 . 4. - Deux_me surGs Er évent ives. 
A. "TRANSACTI ON PACKET" 
L'utilis at eur ét ant capab l e de détruire s a pr opr 8 TAR, il 
est util e de cons erver l ~s informati ons critiques représ en-
t ant l ' état inst ant a né de l a transacti on ( adr esse de l a 
page virtuell e en cour s d'exécuti on, numér o du message , 
adresse du dernier "bef or el ook", adr osse de l a TAR, •.• ) 
A chaque "transaction start er'', c ~s informat ions s er ont 
st ockées dans une z one spécia l e ("trans acti on packet") à 
l' abri de t out e s l es ma ni pul a t ions de l 9 utili sat eur; s eul, 
l e syst èmG a l e droit de mettre à j our c os informat ions 
et de les r est aure r dans l a TAR au mom1;; nt du "clean- up". 
B. 11 CRIT ICAL AREA" 
La ncritic al a r e a n conti ent des inf or mati ons sur l' ét a t du 
syst ème , not amment 
- l e nombre de transacti ons a ctive s à un inst ant donné 
- l e numér o du dernier mes sage traité 
- l e nombre de DBJ's actifs 
- certainos informations conc ernant l ' é t at des fichi ers 
"système" 
- l es do nnées conc erna nt l e s t able s du sys t ème (NDT : 
Ne t#ork Description Tabl e - LDT: Line De s cri ption Table -
TDT : Terminal Description Table ) 
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L 9 utilisation de la "critical area11 est très important e 
dans l e s procédures de rec ouvreme nto Il on ser a question 
da~s 1~ chapitre consacré aux procédurGs de secours. 
2.2.2. - Mesur es r elative s à l' exploitation de s fichi erso 
Le s mesure s analysée s dans cet t è partie concernent les 
manipulations de s trans actions avec l es fichi ers " applica-
ti oniv. Ces mesures visent à assur er l'intégrité des infor-
mations lors de ce s manipulati ons. 
2.2.2.1. - Les "handlors". 
Le RTS inclut t out un ensemble de "fil0 handlers" qui 
répond ent a ux be soins fondament aux d 'un syst èm~ de contrôl e 
des transactions. Le s "file handl ers" s o constituent d 9une 
colle ction de r outin~s qui permettent aux utilisateurs aussi 
bie n qu'au RTS lui-même de manipul er l es donné es sur fichi er 
sans jamais être e n contact dir~ct ave c l e s fichi ers concer-
nés. 
Le "file handle r" a é t é déve loppé en t 8nant compte des 
normes suivant es: 
chercher un ompromis entre l ès fact eurs t emps d 'exploi-
tation et pl a '- e oc cupée par l .as "handl crs" l.";;n mémoire ; 
- offrir dos f acilités pour l a consultation ( optimisati on 
du nombr è d'accès ); 
- assurer un haut niveau de sécurité. 
A. - Fonctionnement . 
I 0 niveau 
2°niveau 
1 
handle r 
du RIDS 
11111111 
I
' handler 
du R1l'S 
L_ ______ ~ 
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partie r é sidente 
du 'software' ,./'-:-_, 
----------------- 1 _--I/0 calls---------------------
3°niveau 1 
1 
' file handler ' 1 
' _J 
page ' syst~me ' 
page ' application' 
• Le RTOS poss ède un curtain nombre de r outines dont l e 
but est l e transfert physique des informations Gntru la 
mémoire et 1 ~ périphérique. C'est à c c niveau qu'est 
effe ctuée la convorsi on de l' ad r essa logique en adresse 
physique . Il s'agit du niveau l e plus bas du contrôle . 
• Le RTS possède égaL.:mènt des "handl t!rs". Ils constituent 
e n fait , un2 exte nsion du RTüS. Cette extension est 
nécessaire pour informer 10 RTOS du certaines spéfici-
cations, purement t e chniques, c onc ernant 1~ type de 
l'unité périphérique en question . 
Exemple : si un s ous-syst ème "bande" utilis e d0ux unités 
de contrôle ("Dual Accoss) , c'est à ce nivljau qu'il en 
s era t enu compt e . Le "handler" du RTS conna 'i.t également 
l o type d 'un fichi e r ( "duplex fil e", "simplex fil e", 
fichier "read only", ..• ) 
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• Le troisième niveau, celui direct ement accessible pa r 
l a page "application" , est constitué du Ylfil o handl er". 
Le "file handlcrn est une page "syst ème" dont l e but e st 
do t enir compt e , l ors d 9 une opérati on d 9 E/S, de la struc-
ture de s enregistreme nts du f .:.. chi er. Los fichi ers "appli-
cation" ont une or ganisati on particulière (organis ati on 
" • • 
11
) d 1 ' 1 · en tiroirs ont 9 existenc e est i gnore e par l 9 uti 1sa-
t eur • 
• Le s manipulati ons sur 1 s fichiers sont lancée s par un 
appel émanant de l a page "application" et destiné "au fil e 
handl er" concerné ma is l i.,; c ontrôle do cos manipulations 
inc ombe enti èr ~ment au système . 
B. - Int ér êt dGs "handlers" • 
• L 9 emploi des "ha ndlors" simI?lifi e_l 9 offort_d c_Er ogramma-
~!2!2· Il y a un s eul "handl <.; r" pour t out es l e s opér ati ons 
d 7 E/S sur un m0me type de pér i phérique • 
• L ' empl oi des "file handlers" s 9 est a vér é indispe nsabl e 
ét ant donné l a _c omEl exité_do_l 7 or ganisat i on_des_fichiers 
111 aEElication" • 
• La non- duplicat ion du codage d0 s entrées/ sorties dans 
chaque programme pe rmet un gain_considérable_cte_Elace 
~~~2!~~- Il s 9 agit d 9 un avanta?,e pr écieux pour t out 
système en multiprogrammati on . 
• Le s_ "handle rs" __ r cndc..mt _impossi èle _t out e _ modification_ de 
la_structure_d 9 un_fichi er _1'a:2pli cationn_.ear _l 9 utilisat eur 
(lûs TPS 9 s). Une destruction de cett e structure n 9 aura 
s on origine que dans l e codage du "fil e handler". 
2.2.2.2. - Rés ervati on des fic:ii ers 11 APPLICATIÜÏ'J". 
On ent e nd par nréservation du fichi erY', la possibilité 
qu 9 a 12 programmeur de s e r éserver un monopole d 9 a ction 
sur une portion du fichi e r et cela, pundant un c ertain 
t emps. Il s 9 agit de protéger un ut ilisateur, travaillant 
sur une partie du fichier, contre l ~s appels d 9autres 
utilisat eurs conc ernant l a même porti on du fichi er. Pour 
ce fair e , l e système ti ent à j our un fichi e r dos r és erva-
tions (fichie r des YYlocks") cont enant tout es l e s réserva-
tions fait es à un instant donné. 
A. - Utilisation de la "lock list" . 
Lorsquè l 9 on désire m~ttro à jour un enr8gistrement 
sur fichier, h , Yrfil o handlor" 1Jxécut e un nADD-LCK11 • Ce t 
appel supèrviseur a pour but d 9 analys ur l e fichi e r des 
r és ervations afin d 9 analyser si la zone demandée est r éser-
vée ou non. 
Si IJON, 1 -a sy-st,è me génère un "lock" ( enrogistrcme nt de 
six mots ). 
1 
2 
3 
4 
5 
6 
point eur ., Los 11 l ocksn s ont chaînés 
adresse suivant li..;s adr e sses crois-
- -- - ·- - - - - · s ant es dans l e fichier . Pour 
de début demande de r é s ervation, il 
·-
un ~ 
adresse suffira de "sca nner" l e fichi er 
·- - - -· - - - - - · ----
de fin jusqu 9 au "lockn ayant une 
adr eSSè d8 début supérieure à 
no trans. 
celle de la demandée. zon"5 
• Los adr ess ès do début et èe fin dé t erminent la zone 
qui f ait l 9 obj et d 9 une réservation . 
• Le 6e mot identifi e la transaction. 
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- Si OUI, une parti e ou l a tot a it é de la zone a déjà 
fait l'obj et d 'une rés ervati on (il est t enu compte des 
che vauch eme nts éventuels). La transaction qui a fait 
la demande do réservation Gst placée dans un~ fil e 
d ' attente . 
Chaque f ois qu 'un "lock" est supprimé (au "clean- up" 
d 'un~ transacti on), l a file d'att ent e est analysée afin 
de dé t 0ct er si une demande do r és ervati on n'a pas été 
fait e conc ernant la mGme parti e d fichi er. 
B. - Appréc i at i on. 
Lo procédé dG la "lock list11 e st int ern0 au RTS. Le s 
programmes s e dé r oulant sous l e RTOS n' en usent pas alors 
qu'ils ont l a possibilit é de consult er ot do mettre à j our 
l us fichi ers " application". 
Cett e du dlité d ' accès aux fichi ers est un pr oblème 
crucial. Des pr opositions s8r ont avancée s on s ecti on 3 
de ce chapitre . 
2.2.2.J. - Contrôle des 11 l ab els". 
-------- ------------~----------
1 -.; contrôle d2s "labels" ost un moyen de protect i on 
officac e contre l es erreurs humaines , notamment de s opéra-
t ~urs ou du gesti onnaire de s bandes, s'il 8 xis t e . C' est 
un contrôle indispensable e t il ~st difficile de s'imaginer 
qu'un centre puis se s e pr1.ss0r d 9 uno mesure aussi néc essaire 
et, en particuli0r, dans l e c adr e d 7 un syst eme en t emps-ré el. 
Il exist 0 , dans l e RTOS, une routine (VOL.AB$ ) do nt l e but 
est d'écrire , sur bande , un label de volume et un label de 
fichi <Jr ("header label") : 
- l e l abel de volume contient, en outre , un numéro séri 0l 
de bande . Un t e l numé r o doit Gtro unique et fixe pour 
chaCiuo ba nde. 
- l e l abel de fichi er conti "'nt, notamme nt, une date de 
création ot unç date d ' ex pirati on . 
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La logique imposerait qu' à chaque nouvelle utilisation 
d'une .bande , un contr8le soit eff ectué sur ces deux labels 
afin de s 'assurer que la bonn~ bande ait ét é choisie 
(d'après l e numéro . séri el et la dat e de création) et que 
celle-ci ait une date de pér emption antérieure à la date 
du jour. 
En fait, aucun de ces contrôles n' est effe ctué. Dès 
qu'une band e est utilisée , la routine VOLAB$ est exécutée 
systématiquement et cela, sans s e soucier du cont enu ancien 
des deux labels. Il y a deux ra is·ons essentielles : 
1. Si certaines bandes ont un label de volume et un label 
de fichier (c' est l e cas des bandes utilis ées pour l e 
temps-ré el), d'autres, par contre , n'en possèdent pas 
(c ertaine s bande s de travail). 
De plus, il n'a pas été attribué de numéro sériel pour 
chaque bande . De ce fait, il n' est pas possible de 
différenci er l es bandes qui possèdent des labels de 
celles qui n' en possèdent pas. L'opérateur choisissant 
une band e dans la bibliothèque , ne s e pose pas la 
question de savoir si c ett e bande possède ou non un 
l abel de volume e t un label de fichier; il demande 
l' exécution de V.OLAB$ qui lui accorde une sorte de 
"permission" d'utilisation. 
2. Lorsque l'on exécute VOLAB$, la dat e d'expiration que 
l'on introduit est de 90 jours consécutifs à la date de 
création (dat e du jour). Or, l e taux d'utilisation 
d'une band e est actuellement de 8 jours. Donc, si le 
contrôle de label s'effe ctuait ré ellement, la plupart 
des bandes s erai ent r efusée s soit parce qu'elles ne 
possèdent pas de label, soit parce que l eur date d'ex-
piration est postérieure à la date du jour. C'est une 
deuxième raison pour laquelle l'opérateur exécute 
VOLAB$ sans s e soucier du contenu ancien . du label. 
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Améliorations possibles. 
1. Il semble qu'une première mesure consisterait à 
attribuer un numéro sériel à chacune des bandes, du 
moins à celles participant au temps-réel. Dans ce cas, 
une séparation complète serait effectuée entre les 
bandes contenant des labels et celles qui n'en possè-
deraient pas. 
2. Avant toute utilisation d 9 un8 bande, il serait utile 
de sortir, sur imprimante, le contenu ancien des deux 
labels. Il appartiendrait alors à l'opérateur de décider 
-de l'utilisation de cette bande. 
3 • Il serait utile également d v adapter la date de pére~..:i.p·;:,i ,... 1 
à la. fréquence d 9 utilisation des bandes eu, dans lt; cas 
où ce serait impossible à réaliser, d'augmenter le nombre 
de bandes afin de diminuer la fréquence d 9 utilisation. 
4° Au départ de chaque exploitation du temps-réel, on 
spécifierait le numéro de la bande qui contiGndrait les 
enregistrements d 9 un fichier critique. Un contrôle serait 
effectué à chaque changement de bande afin de s'assurer 
que la nouvell e bande ait un numéro sériel supérieur à 
la précédente. 
On éviterait, de cette manière, les mésaventures du 
genre : 
lors du chargement d 9 une nouvelle bande "logging", 
la précédente étant remplie, l'opérateur - supposant 
vierge cette nouvelle bande - y plaça, en fait, une 
bande "logging" de l'exploitation en cours, vieille 
seulèment de quelques heures. 
2.2.2.4. - Règles_de_modifications_d 9 un_fichier_"aEElication". 
Les différentes étapès d'une mise à jour d 9 un enregistre-
ment du fichier seront Gnvisagées. 
1 
! 
i 
1 
L'efficacité des contrôles exécutés lors de toute 
manipulatioL. sera t estée ; certaines lacunes de la procé-
dure s eront présentées. 
A. Etapes d'une mise à jour. 
.FICHIER MEMO IRE 
enregistr . .J:i'AR(I - K) r.ll.R( I-K) 
1 
'searc h ' 
"' 
·-
-----~ ,~'\ 
- - -t mot cont ~ 
1 
module .,1 ' ge e-'- :;:) 
' données 
L -- ~--- _,,. . +adr , 
'~pdatE 1 retc 
~ ... ... _____ 
--
i...---
' wri t e ' 
-
- fonctions de l'utilisateur. 
nSEARCH 11 11 UPDATE" 
- FAR ("File AR-ea") 
Zone de travail associ ée à une transaction dans 
le but de r ecevoir un enregistrement du fichier. 
La FAR n' est pas accessible à l'utilisateur. 
ur 
l 
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Cette fonction a pour but de charger, dans la FAR de 
l'utilisateur, l'enregistrement choisi~ Celui-ci est chargé 
avec tous l es module s qu'il comporte. Chacun de c es modules 
conti dnt des donné es de contrôle, notamme nt la dat e de la 
dernière mis e à jour de même que le type de TPS ayant 
exécuté cette mise à jouro 
" " Deuxième étape: GET 9 module ' 
.. .. .. .. .. .. .. .. .. .. ... .. .. .. . ....................... .. ... . 
Seul, l e module dont la mise à jour est demandée , s e ra 
transféré dans la TAR de l'utilisateuro La raison de ce 
nouveau transfert découle du "guard mode", celui-ci étant 
fixé sur la TAR de la transaction. 
Le s donné es de contrôl e ne sont pas transférées dans 
la TAR mais elle s s eront modifiée s après la mise à jour du 
module. 
La TAR r eçoit également l' adresse de r etour du module 
dans la FARo 
" " Troisième étape : UPDATE 'module ' 
.. .. .. .. .. .. .. .. .. .. .. .. .. .. .. . ................................... . 
Une fois l e module mis à jour dans la TAR, il est 
r eplacé dans son emplac ement dans l a FAR d'après l'adresse 
r etour. La modification des données de contrôl e du module 
s'effe ctue à c e moment. 
Cette ét ape eff e ctue l e transfert du contenu de la FAR 
vers l e fichi er. 
B. Mesures et contrôles • 
• La rés ervation ("lock list") de l' enregistreme nt du 
fichie r est supposée ré alisée . 
• Les donné es de contrôl G associ ées à chaque module ont 
une importanc o capitale en cas d Verreur. En eff et, si 
une erreur est dét e ct ée dans l e conte nu d vun module , l e 
programme f autif s er a immédia ement déc el é . 
• Dans un programme , A tout "VP ATE 11 doit correspondre un 
11GET" du même module. Le cont ôle sV eff ectuera, en fait, 
sur l e s longueurs r espe ctives des deux module s. Celles-ci 
doivent être identiques. La mesur e nv est pas absolue ca r 
plusieurs types de modules peuvent avoir la même longueur • 
• Avant d vexécuter un "UPDATE", il est contrôlé si, à 
l'adress e r et our (dans la FAR ) , corre s pond r éellement 
un modul e du même typ e que ce ui s e trouvant dans la TAR. 
• Lorsque l'utilisateur demand e 1 7 exécution dvune fonction 
nGET 11 , il joint à cet appe l l 9 adress e d 7 uno FAR. Le nombre 
de FAR est limit é à 8 par utilisateur. Les adresses de ces 
8 zones sont r eprises dans l e 11 TRANSACTION PACKET" de 
1vutilisateur. Lors dvune fonction "GET", la validité de 
1 9 adresse de la FAR est contrAlée . 
C. Conclusions • 
• La fonction °SEARCH" transfert 1vintégr a lit é d 9 un enregis-
trement . Or, certains de ceux-ci peuve nt att e indre des 
tailles très import ant e s (le nombre de FAR 9 s est limité 
à 8) 0 
Un t e l enregistre ment monopolise be aucoup de place mémoire 
et influence , de ce f a it, l e "throughput" du système . Il 
serait préfé r abl e , dans cc ca s, de per mettre l e transfert 
de blocs dvinformation plus pet its (le module , par exemple ). 
Certains enregistrem~ nts pos s èdent un nombre é l evé de 
modules du même type , c es modul es s 9 a joutant au fur et à 
mesure du t emps, de sorte qu e l e s premiers, étant donné 
l eur anciennet é , n'ont plus d vintérêt vis-à-vis de 
l' exploitation. 
0 
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Unè réorganisation du fichi er pourrait s e faire sur 
cette base afin de supprimer l es module s ancie ns. Il 
en r ésulterait un all ègement de s enregistreme nts et, 
par conséque nt, des transferts entre l e fichi er et 
la TAR. 
Remarqu e . 
Da ns certains ca s, un_ cha înage_"inverse " est utilis é 
de f açon à accéder d 7 abor d aux modules l e s plus 
r é ce nt s. 
Le cont e nu, propr eme nt dit, de s modules d 'un fichi er 
f a it rarement 1 7 obj et d'un c ontrôle . En fait, il 
n' exist e aucun pro gr amme do nt l e but est de vérifier 
l' exa ctitude de s données cont enuGs d ans ces module s. 
Seuls, certains contrôle s sont effe ctués l ors d 'une 
applic ation particuli èr e . 
Exemple : au mome nt de la f a cturat i on (une fois par 
mois), l' ensembl e du fichier est parcouru e t l' exac-
titude de cert ains totaux, dat es, •••. est a nalysée . 
Le contrôle de l a vr aise mbla nc e et de l a vali dit é 
de s données s e limit e à ces mesures occa sionnelles. 
2 .2.J. - Le s procédures de s e cours . 
Les procédur es de s e c ours r evêt ent une i mport ance 
particuli èr e dans un syst ème en t emps-réel. Le but d 'un 
t el syst ème ét ant d 'assurer, aux utilisa t eurs, un s e rvic e 
inint errompu, l a r ègl~ fondame nt al e s er R de poursuivre 
l' exploitation dans l a me s ur e du possibl e , peut-être 
même e n s e rvic e r éduit. Une i nterruption compl èt e du 
syst ème doit être considérée comme un cas de né cessit é 
absolue lorsque tout autre moye n s' avèr e impossible. 
Différ ent s types d' err eur s ou de mauva i s fonctionne-
ffi \jnt peuve nt s e produire . Ces é vé nements, en gé né r al, 
aboutiront à trois types de mesures: 
1. une erreur qui int ervi ent dans l e traite ment d'une 
transae;t i on (err eur dans une page "application"), 
r ésulter a dans l' élimination de l a trans action qui 
l' a provoquée . Le syst ème doit avoir l a possibilité 
de détruire tous l es changements provoqués par cett e 
trans action sur l e s f i chiers " application" et de 
continue r l e trait ement d es autre s transactions. 
2. une e rreur irrémédiable qui aura, comme conséque nc e , 
l'interruption du r un RTS, exige r a que soit réinitia~~ 
lisé l e système s ans pe r dr e l e s informations de s autres 
transactions en cours . 
J . une erreur d ont l a conséque nc e (c at a strophique ) s erait 
une int erruption du run RTS suivi de sa r éinitialisa-
tion, s' a ccompaF,nera de l a pert e de t outes l e s infor-
mations conc er nant lus transact ions actives au mom0nt 
de l'int erruption. 
Notons que l' a cc ès des fic hi er s " application" peut 
égal 8ment donner lieu à des erreurs, ce qui provoquer a 
égale ment l'interruption de l a trans action conc ernée . 
Tout e "r2covery" s'ac compagn er a gé nér al e ment de deux 
volets ~ 
1. l a_re constitut ion_du_fichie r, af i n de r epl acer celui- ci 
dans l a situation a ntérieure à l'interruption. Il s' agit 
en f ait, d ' éliminer t out es l e s modific ations introduites 
dans l e fichi er par l e ou l es trans a ctions f autives. 
2. la_"re coverz"_des_transact l ons. C' est l e problème de l a 
continuité int erne de s opér ations. 
REl~iARQUES I MPOhTA1nES. 
A. Dans l e doma ine d8 s pr oc édur es de s e c ours, l e degr é 
s elon l equ e l un syst ème est 0fficac e est fonction du 
prix que l'on v eut bi en payer. 
Il y a donc un choix à f a ir e e ntre , d 'une part, l e 
coût_du_matéri el_et_l' effort_de_progr ammation_ et, 
d'autr e_p art,_le_prix_ d ' une _immobilisation_tot a l e 
ou_partie lle_du_syst èmo . 
B. Il est souhaitable que l a dét ection de l' erreur 
ccïncide ave c l e moment exact de l ' a pparition de 
l' err eur. La dét ection de l' erreur est es s enti elle 
en_t emps-réel. En eff et , une mi se à j our erronée , 
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non dé t ectée , peut caus er à s on t our de nouvelles 
erreurs indé cel ables. Ins i s t ons donc sur l'impîrtanc e 
capi tale des t e st s du progr amme. 
La "re covery" él aborée par l e Proj et s e r a analysée en 
trois ét a pe s. Une premi èr e ét ape ét ablira l e type des 
err eurs pr ovoqu ant la procédure de "rocovery"; une s e conde 
en dé velopper a l e foncti onnem~nt t and i s qu'une derni èr e 
t ent er a de mettre e n évidence un cert ain nombre de problè-
mes r elatifs à l a mis e au point de l a proc édure . 
2. 2 .J.l. - Types_d ' erreur._ 
A. L' erreur de pro gra mme. 
Une er r eur de programmu peu t influencer l' exécution 
d 'un8 s eule tra nsact i on ou de t out es l e s t r ansactions 
actives. Général ement, l es err eurs int ervena nt dans l es 
pages 1' s ystème", l es page s " processeur" ou dans l a p:3. rti e 
r ésident e du RTS, s er ont à l' origine d 'une "re covery" de 
t out es l es trans actions; l es erreurs a pparaissant dans 
l e s pagè s " application" n'intér esseront qu e l a t r ansaction 
conc ernée . 
Les erreurs àe programme s ont s ouvent causées pa r des 
combinaisons impr évues d ' événements; ce s combina isons 
survie nnent t r ès r a r ement et n' ont, gé nér al ement, pa s 
é t é envisagée s au cour s des t e sts du progr a mme . De même , 
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une modification apportée à un progr amme peut entraîne r 
des err eurs impr évues. 
A titre d' exe mple : une pr océduro val ablement testée , 
dans l e cas dvun système exécut ant en paral l èl e huit 
transactions, p8ut s e trouver erronée dès que 18 système 
a cc ept e neuf transact ions ou pl us. 
B. L v erreur 11 hardwar e 11 • 
La défaill a nc e d 9 un composant interne ou ext erne au 
système r e ndant 1 8 cont enu de l a mémoire ce ntrale inuti-
lisabl e , peut entra îner une a cti on en nre covery" . Il 
svagit, par exempl e : 
- d ' une coupure de coura nt, 
- d 9 unc dé f ai llance du conditionneme nt d'air, 
- d ' une erreur de parit é en mémoire centrale . 
D9 autr es err eurs , empêchant l a sui te normal e de 
l' exploitat ion, sont possibles. Un cas particulier 
cons i s t e en la destruction d ' un ou do plusi eurs 
fichi ers critique s . 
2 . 2.J.2. - Fonctionn<.Jme nt _de_la_n r e covary" . 
fl:... Le principe est de r e commenc er l e traitement d e s 
transactions qui étaient a ctive s au moment de l'interrup-
tion. Les transactions activos s ont comprises dans 
l' 11 input- queue1?. 
La r estauration dos transactions so base sur l e fichi er 
"beforelook 11 • Elle comporte plusi ~urs étapes: 
fr~m_iè_r e_ é_ta,:ee..!:. - Re ch~rs_h2_ _ge _l~ _sle.r:n.1: è.r:e _"_çr_i t.1:c2 1_ a_re_Q "-
La "cri tical area" r epr és ent e l a configurat ion du 
syst ème à un insta nt donné . Cett e zone , constitué e en 
mé moire , est a j outée au cont e nu de la FH- TAR au mome nt 
do chaqu8 11 clean-up" dvune trans a ction . Pour trouver la 
derni èr e "crit i cal ar e a", il suffit d ?analyse r , sur 
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tambour, l e s FH- TAR 7 s des transacti ons qui sont passées 
par l e "clean-upn, c 9 est - à - dire celle s qui sont en " out 
queue". Elle s e trouvera logiquement dans l a FH-TAR ayant 
l e numér o d e message l e plus élevé . 
Not e" 
En f a it, la r e cherch e s 9 eff .a ctuera s ur l e s FH- TAR 7 s mais 
égal ement sur les FH- DBJ 7 s qui sont l' équivalent des 
FH-TAR's pour l es DBJ ts et sur l a RCV- AREA. 
Si deux me ssages cons écutifs pr oviennent du mGme t erminal, 
il est nécessaire de sauve r l e cont 0nu dç la TAR ailleurs 
que dans l a FH-TAR car celle-ci s er a utilisée par l e mes-
sage "input" suivant . Cet t e zone d0 sauvet age constitue 
la RCV- AREA. Elle aussi peut co~tcnir, à un instant do nné, 
la derni ère 11 critical area". 
Le schéma de cett e étape est décrit par l a figure 
2.2.J.2. 1rninput queue " est composée d e tout e s l es 
transac tion3 en exécution ou en att ente d ' ex écution. 
Ce so nt c es transact i ons qu 'i l est néc0ssaire de r elan-
cer à l our point de dé part. 
Certai ne s précautions doiv8nt ~tre prises. En eff et, 
cert a ines transacti ons trai t 8es au moment rie l ' int errup-
tion , ont pu mettre à j our dos enregi s tr e me nts du fichi er; 
il importe de replacer ces enr egistreme nts dans l'état 
qu'ils r e présent aient au mom,mt du dernier "clean-up" . Il 
suffit, pour ce fair e , de r est auror tous l es 11 beforelooks 11 
instaurés par cos transactions. 
La mesure n ' est pas suffisant e . Pour que l e fichie r 
nafterlook" s oit compatible , il suffira enc or e de suppri-
mer l es AFL's de C ' S transacti ons" Ce but s er a r éalisé en 
prenant un AF'L de chaque BFL r est aur é . 
En ce qui conc erne l e s transactions s o trouvant e n 
" output qu ue", c' est-à-dire l es transactions déjà t r aitée s 
mais e n attent e de sorti e de s résultats, l e cycl e normal 
l 
fig . 2.2 . 3.2.: 
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du traiteme nt s e poursuit. Un message spécial, indiquant 
la "r l.) covery11 est néanmoins lancé sur t ous les t erminaux 
de sortie. 
Not e. 
La "re cov ery" des travaux "batch:' ne s 0 f ait pas de façon 
automatique comme celle de s tr ans acti ons. Au moment du 
"restart", l a console i mprime les noms des travaux "batch" 
actifs au moment de 1vinterrupt i on. Il apparti èndra à 
l'opérat eur de r 2lancer ces travaux un à un. 
Durant la "re covery", l e "polling" a ét é int errompu. 
De m8me , certaines r out ines du HTS ont é t é suspendue s . Il 
s ' agit , maint enant, de r éact iver ces r outines ( ex . : l e 
"message communication handl~r" ) afin de r endr e possible 
à nouveau l'envoi de messages. On r éinitialise l e cycle 
normal des transactions. 
B. La procédur e comport e , en fait, plusieurs options . Les 
plus fréquemment employée s sont le " hot - r estart " e t l e 
"cold- r est~rt" . 
- '. '. ~~~~:::~~~~::~ ~~ : utilisé l or squ vil n v est plus possible 
de s e baser sur l'état présent des fichi ers critiques 
(fichi ers lH- TAR, AFL , BFL, .•. ). Un "cold- r estart " 
s ' accompagne t ouj ours dv une pert e important e dvinfor ma~ 
ti ons. Il est , de ce fait, une soluti on extrOme . Il est 
égal ement utilisé lor·s de l'initialisat i on du syst ~me . 
- '.'.b~~:E~~~~~~'.'. : cet te proc édur e correspond au mécanisme 
en trois étapes décrit ci- dessus. Il rep,1se essenti el le-
ment sur l2s informati ons cont enue s dans l es fichi ers 
cr it i que s. Le nhot - restart" n' e ngendr e pas de pert e 
d 'informations ou t r ès peu; il a s eul eme nt une influence 
dé favorabl e sur l e t emps de réponse. 
l 
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D' autr e s opt i ons s e condaire s existent : 
- option "mod 11 : la 11 r e covery" est pré cédée d'un certain 
.............. ...... . , .. 
nombr e de mod ifications de programme . 
- opti on 11 TPS" : 1 8 charg8me nt préalable d 1 un ou de 
................ .. ...... 
plusieur s progr a mme s de traitement de s me ssages est 
ind ispensabl e . 
- '.?P.~~'.?:':' .. '.'.~~~~~ ~ la destruction partiell e ou t otale d 'un8 
unité pé r iphé:ci que cont enant l e s fichi ers 11 application11 
exige une r e constructi on i mmédiatec Celle- ci e st une 
c ombinaison d ' un r e ch ar gement du fichi 8r à un certai n 
point (dump ) et d 9 une r est a~r ation de t ous l es mouve-
ments ( " aft e:,:'looks") en co urus à pa r t ir de ce point . 
!I Il 
~ . _ - _ Faut-il -~PK.imer_ l es _ mes s ages_ de _~'_ input--queue _ ? 
Le schéma de l a fi gure 2c2. J . 2 . fait appar ait r e un 
choix à l ' opé r a t eur. Ce dernier a la possibilité de sup-
primer t ous l e s me ssage s s e trouvant dans l'"input-queu8n 
au moment de l'interrupti on , L' erreur t ~ouve s on origine 
dans l e programme de tra it ement d 'un de ces messages . 
Général eme nt: l a t r ans acti on f aut i ve s e r a celle trait ée 
en dernier lieu, juste av ant l'int errupti on. 
Le risque est grand , si aucune suppressi on de message 
n' e st eff e ctuée , de r et omber da ns l' erreur apr ès l a 
11 r e covery11 _ Si l'on supprime t ous l e s me ssage s de 
l '1 "input--queu e 11 , certai nes inf ormati ons S•è) ront perdue s -
Par contr e; , l a suppr essi on du derni er me ssage traité 
avant l'int errupti on s embl e f ournir une solution i déale; 
l e risque de r et ombe r dans l' e r reur y dSt f a ible e t la 
per t e d 'informations est i nsignifi ant e . 
B. -_Quel! e copie_dvun_fich~ ~r_critique_utilisera_la 
"recoveryn? 
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Le "sysfile 11 s e compos e d ' un c ertain nombr e de 
fichiers critiques qui s ont cons ervés en deux exe mplaires 
sur deux unités ntamb our" différ ent es. Lors de J.a "re co-
very", l e probl ème s e pose de s avo~r sur laquelle de s 
deux copies d 9 un fichi er critique s î off e ctuera l'analyse . 
Il e n ost ainsi pour l a r e cherch e de l a 11 critical aroa", 
doux copie s du fichi er FH-TAR sont dis ponibl es. De même , 
il y a deux copie s de s fichi ers cont e nant l es "before-
l ooks" et l ~s 11 aft or looks". 
Une c opie paut être dé f ectueus e ou non. Un mot d ' état 
du fichi er nous l e r ens e i gner a . La s olution a pportée au 
probl ème par 18 Pr oj et est bas ée sur un fichi er 11 RCV 11 
également cons ervé en deux exe mplaires. 
Si donc on désire uti~_i s er un fichi er critique , deux 
8t ape s sont né cessaires. 
fr~mi_è.re_é.ta.12e_ : _ç_h_Qi2Ç _ge __ l~ -~OJ2i.Q de 11 RCV11 • 
RCV contient t ous l e s mots d ' état des fichi 8rs criti-
ques. Il était né cessaire , en e ff et , de conserver ce s 
informati ons aill eurs qu ' e n mémoire central e car, en cas 
d 'int erruption, l e contenu do cet t e mémoire est jugé 
inutilisable . 
La fi gur e 2.2.J . J . a . nous informe dù cont enu du 
fichi er RCV. 
01.IG (I 0 copie) longueur 
f\ ' '- --..." " ' \ \ \ I \RCV \ \ ( ) 1 1 I / \ / I / 
' 
I // \ I / ', / .,, 
m.ot.s 
d ' état 
compteur 
mot contr. 
- - -
DUPL (2°c opie ) long ueur 
-
'- '· \ \ 
\ \ mots 
II \ \RCV \ d 1 état 
1 
/ / 
I 
/ I 
co mpteur 
mot contr. 
fichi er RCV. 
• 22~E~~~~: compt eur d vutilisati on de la table. 
11 " Il est incrément é de 1 à chaque utilisati on • 
. ~2~_d?_~~~~~~!~ ~ cc mot c onstitue la s omme l ogique 
(bit pa r bit ) de t ous l e s mots d ' état do l a tabl e . 
Lo ch oix de l a copie du fichi 0r RCV se f era de la 
façon décrite pa r l a figure 2.2.J.J.b. 
Les deux copies d e RCV peuve nt différer. En eff et, 
la mise à jour des copi es d 'un fichi er critiqu~ ne s e 
fait pas simultanément; unè int 2rruption peut toujours 
int ervenir entre la mise à j our des deux copies . 
I > II j 
cb 
l ORIG 
1 
so inrne logique 
des mots d ' état 
1 
~ ( ® rô:~t~o/ n~----1 I ' down)' --
~Ç .. 
1 
( JJUPL ) 
somme logique 
des mots détat 
~ o-~paraison des comptetJ_rs des 2 co_pies 
n 
II' down ' --0 
0= copie utilisée 
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f ig. 2 .2.J . J . b . - organigr amme de r e cherche de l a copie RCV. 
les deux copies RCV conti ennent l eur propre mot d 9 état . 
- une copi e peut être " up" ou " down" sui vant quv elle est 
utilisable ou non . Cett e infor mati on est cont e nue dans 
l e mot d 9 état. Si l e mot de cont r ôl e d vune copi e de RC V 
est inc orre ct , l a copi e conc ernée s er a mise " down". 
- si l es deux copi es de ~CV ont l èur mot de contrôl e 
corre ct, il s e pèut qu 9 une de s copi es soi t ant érieur e 
à 1 1 autr e . La compar a is on de s de ux compteurs d vutilisa-
t i on nous infor me r a à ce sujet . Une copi e peut être 
a nt é r i eure à l ' aut r e s i , au moment do l i interrupti on , 
on s e situe entre la mise à j our de s deux copi es. Le 
choix de l a copie dé pendr a , dès l ors, de cett e compa-
r ai s on . 
Deuxi ème_ ét ape_: __ choi x de l a copie_du fichi er crit i que . 
Lorsque l a copie du fichi e r RCV est choisie , un s e cond 
choix est né c essaire qua nt à l a copi e du fich i er critique 
que l ' on désire utiliser . Il suffira , pour co f aire , d ' exa-
miner l e mot de contrôl e de ce fi chi e r critique dans l a 
copie du fichi er RCV choisie e n pr emi èr e ét ape . Le f o~mat 
d 9 un mot de contrôl e permet de dé cel er immédi at eme nt l a 
copie à utili s er~ 
type I èr e copi e 2me copi e 
A B C 
l e type du fichi er (A) indi qu e si cel ui - ci est cons ervé 
en une ou deux copi e s . 
- l e s zone s B 8t C nous informe nt sur l' ét a t "up" ou " down" 
de s deux copies . 
s i l e fichi è r ne poss ède qu ' une seul e copie , l a zone C 
est vide . 
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C. - Comm8nt effectuer la r estauration d'une copie 
.p.,.; -•-- - -- - · - - - -- - -- --------- - -------- - - _ _ _ .... _.. __ 
ndown" _dl"un_fichier_critique? 
Cette situation nous ramène à une i dée déjà exprimée 
e t qui concerne 10 choix qui s e prés ent e à 1 7 util i sat eur 
quant à la continuit é de l' exploit at ion . Le Projet a opté 
pour l a s é curité. C'est pourquoi, en cas de défectuosité 
d 9 une copie d 7 un fichi èr critique, l e système s'interrompt 
afin de permettre la r estauration immédiat e de la copie 
défai llante. 
La procédure est décrite par l a fi gure 2 . 2 . J.J . c. Elle 
consist e à é crire la totalité de "sysfil o" sur band e ( d:'_:il.p 
"panic") à partir de l a copie corr e cte et de r éé crire l e 
fichi 8r critique ( s ous-fichier de ''sysfile" ) à partir de 
cett e band e à l' endroit correct sur l e t ambour contenant 
la copie dé f 2ctueuse . Si cett e écrit ure échoue, la tot a lité 
de "sysfile vi s e r a r éé cri t e à un endroit différent 2ur ce 
tambour . 
D. _-_Imperfecti ons_du_syst è me . 
1. Tout e "re covery" comport e une phase de r epositionnement 
des band es "logging". I l s 7 agit, 1.m eff et , de r eplacer 
l e s bandes de l' exploit ation à un endr oit corre ct afin 
de r endr e possibJ e l a suite de s opé r at i ons. Or, cett e 
opér ati on exige que soit r elu préalablement l e label 
de chacune de ces bandes af in de s 9 assurer que cell es - ci 
corre spondent eff ëct i vement à celle s que lî on dé s ~re 
utilis er. Une t elle opé r atio n et l e r epositionneme nt qui 
s'ensuit pr end génér alement 7 à 8 mi nut es , ce qui, en 
cas de 11 r ecovery", constitue une consommat i on de temps 
considér able . 
Une s olution au probl ème consisterait à introduire , 
dans l a bande e t à int erval l e s réguliers, un enregis-
trement particuli er r eprenant certaine s informati ons 
contenues dans l e label; l e gain de t emps r éal i sé 
compenserait a i sément l a place né cessaire à ces enre.:.. 
gistrements. 
ré1ssignation du 
' s:Ts:C ile ' à un 
au re endroit sur 
le tambour 
réécriture de tout 
' sysf ile ' à partir 
du dump ' panic ' 
arrê t du système 
dump 
'panic ' 
écriture 
du fichier 
erroné 
non 
réassignation 
de ' sysfile ' 
l 
lréécri ture de 'sysfile ' 
oui 
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82. 
2. Le "cold r estart" fait souvcmt 1 'obj et d 7 une utilisa-
tion abusivG. Il e st un~ s oluti on de f acilité où le 
volume des informations perdue s est considérable . 
Il doit être utilis é dans l ~s cas extr&mes où t out 
autre moyen s 9 est avéré infructueux. A l a limit e , s on 
utilisation devrait ôtre int er dite . 
2 .2.4. - Que lque s mesures supplémentaires . 
Le RTOS possède , dans s a libr airi e , c <Jrtaine s routine s 
dont l a suppr ession s er ait s ouhaitabl e , notamm0nt : 
- la_r outine _"I l'JC11 : cot te r outine a pour but 
d 9 eff ectuGr des modific ations dynamique s d es 
z ones de mé moire centrale . 
- l a r outine 11 Dii~" : 8ommu niiJC11 , ce tt 8 r outine 
ex é cute de s modific ati ons dynami qu es mai s 
celles-ci s o fo nt sur t ambour. 
Le s mess ages "console n conc ernant des err eurs très 
~rave s s eront r endus très spe ctacula i res afin d 7 attirer 
plus e 111.;ov•e 1 9 att ention de l'opérat eur (double e nc adr e-
me nt sur l e lisLln~ de s orti , s onnerie d ' alarme , .. ) 
I nt erdire l e cha r geme nt d 'un fichi er pend ant 1r exploi-
tation du t emps-ré el, surtout s'il s'agit d 7 un fich i er 
"critique ". 
Exemple : la mauvaise lecture d 'une cart e de contrôle, 
lors du ch ar gement d 9 une pa rti e de "sysfile " alors que 
ce dernie r ét ait actif , a e nge ndré la destruction de s 
"bef ore looks 11 , "TAR 7 s" , 
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o Respect des priorités. Il faut, à t out prix, protéger 
la priorité du RTS afin de garder au traitement des 
transaction, la prédominance qu'il exige. Il n'est pas 
question qu'un programme, en nbatch pur", ne s'exécute 
pas sous la rnGme priorité que le RTS • 
• Il est utile de prendre une copie du fichi er des TPS's 
chaque fois que celui-ci fait l'obj et de modifications 
ou d'un nouvel assemblage o 
• 
Certaines transactions non t erminé es au "choc down" 
doivont pouvoir s'achever à la r eprise de l'exploitation 
le jour suivant. Afin de permettre cette éventualité, 
l e 11 SYSF'ILE 11 est vidé sur bande on soirée et restauré 
tel quel en début d' exploitation. 
,. 
Se ction J. - Mesures norganisationnelles". 
--------------=------=----==-====-========= 
Il s era question , dans cette s ection , d'un certain 
nombre de problèmes qui r el èvent plus d'une attitude 
d'esprit que d'un~ description de différents moyens 
d'exécution, comm~ cela a ét é l e cas dans l e s s e ctions 
précédent es. Nous envisagerons l'aspe ct nsécurité" dans 
l e cadre de l'organisation interne d 'un centre de trai-
t ement de l'information. 
Sans qu'il soit question do r8mettre en cause l es 
finalités mêmes du système, nous t e nt e rons d ' analyser 
certains aspects cri tiques t oucha nt not a mment à certains 
choix de base du système . Il s era question des problèmes 
suivants 
- concurre nc e du "temps- r éel" et des travaux "batchn 
- protection du secret des données 
- mis e au po int du Système . 
Une partie s e r a consacrée à des éléments d'oreanisation 
de l' exploitation. Il s'agira tout autant de considérer 
des attitudes humaines que des d i spositions pratiques. Une 
bonn0 organisation est 1~ point de départ d 'un système sûr 
et fiabl e . La mise en oeuvr e des él ém.ents analysés dans 
l es s e ctions précédentes serait tout à fait ineffica ce 
si c es éléments ne s e pliai ent pas à cGrtaines obli~ations 
particulières d ' organisati on interne . 
2.J.l. - Activités concurrent es: l e t emps-réel et l e s 
travaux "batchn. 
La vulnérabilité des fichiers "applic ation" provient , 
dans une l a r ee mesure , de l a possibilité qu'ont l es 
programme s nbatch" de pouvoir modifi er l e cont enu de ces 
f i ch i ers à l'insu du t emps-réel lui-müme , c ' e st-à- di re 
à l'insu du RTSo 
Le RTS utilis e , pour son e xpl oitation, l e procédé 
de l a "lock l i st 11 afin de gé r e r l e s conflits d ' ac cès 
aux enrcgistrementso 
Les programmes s'exécutant en-dehors du RTS, i gnorent 
la gestion interne de celui-ci 8t , de ce f ait, l e méca-
nisme de la 11 l ock list"o 
Cette situation peut amener une incert itude quant au 
c ont enu des enregistrements~ 
- Si un programme "batch" modifiant l e contenu d'un 
enregistrement est int err ompu par une tra nsaction 
du t emps-réel (plus prioritaire) dont l'objectif est 
de mettre à jour l e même enregistr ement, l' ét at final 
de l' e nre~istreme nt s era inc ertain . 
- Les programmes en différ é (sous RTOS ) n ' utilisent pas 
l Gs 11fil e handlersn. Il appart i 8nt au programmeur 
lui-même d ' eff e ctuer tous l es contrôles, ce qui 
augmente l e risque d ' erreurs humaines . 
- Tout comme la "lock list" , la "recovery" est interne 
au RTS. 1,'Iais si l e contenu des enregistrements devient 
incert ain , t out e "re covery" basée sur l a r estauration 
des "b 12for ol ooks" et " aft erl ooks" devient inefficace. 
Afin de résoudre l e problème, un troisi ème type 
de programme fut créé : il s'agit des DBJ •s (Data Bas e 
J obs ) • 
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Un DBJ constitue un "run" s pé cial et figure dans l e 
répertoire des programmes du RTS. (1) 
Los DBJ 9 s disposent de tout e s l e s facilités du RTS et , 
notamment, de la "lock list". Ils sont égalemern:, repris 
dans l e sys t ème de "re covery 1' ( voir l e s "procéd ures de 
s-ec ours"). 
Tout comme l es transactions du t emps-réel, l es DBJ 9 s 
ont la possibilité de modifier l es fichi ers 11 application" 
mais ils disposent, à l 9 int éri eur du RTS, d 9 une priorité 
inféri eure à celle des tra nsact i ons . L 9 exé cution d 9 un 
programme DBJ pourra donc être interrompu~ par l e t emps-
r éel (le s transacti ons). Mais si un tel programme exé cut e 
une modification sur un enregistrement du fichier, la 
transaction qui l 9 interrompt ne pourra eff e ctuer de miLle 
à jour sur ce t enregistrement e t elle s er a pla cée en 
attent e ( principe du Y'fil e l ock"). 
Le s DBJ 9 s ne r és olvent pa s t out. Il e st impensable de 
supprimer, purement et simplement, l e 11 batch pur". En 
effet, certains travaux , vu l eur type et l eur péric1de 
d 9 exé cuti on , doivent s 9 exécut er e n 1'b atch pur". Exemples ~ 
- pr ogr ammes de tris 
- as s emblage s 
Devant cett e situation, d 9 autres mesures sont, dès 
lors, néces s aires. Deux possibilités~ 
(1) L 9 ordre de ch ar gcm~nt d 9 un DBJ est s oumis au RTOS qui 
a l e droit d 9 int er dire l e chargement s 9 il juge que la 
place e n mémoir e centra l e est insuffisant e . Avant de 
recevoir, pour l a 1èr e fois, l e contrôle, l e DBJ est 
consid éré comme un progr amme de "ba tch pur" ave c l a 
priorité la plus basse . Au moment où, pour la première 
fois, il prend l e c ontrôl e , il s e déclare au RTS et il 
r eçoit la même priorit é que ce dernie r (cla~se 1 mid.l; 
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A) i ~te r ~re, Eurement et simplement, l'accès aux 
fichi ers " application" par l es travaux en "batch pur". 
Cett e int erdiction est possible en modifiant la 
r outine d'assignation du RTOS. Tout programme en 
nbatch pur" se verra dans ll'impossibilit é de s'assi-
gner un fichi er "application" . Cett e modificat i on du 
RTOS est r éalisable; elle s erait, d l' a illeurs 7 la 
s eul e modification "durable " du RTOS . 
Ll'int erdicti on peut se f a i re égal0ment en t estant un 
"indicateur" associ é à chaque fichie r dans l e cata-
logue C:es fichi ers. Un bit Hon" signifierait que l e 
fichi e r ne pourra Gtre assigné par un pr ogramme en 
"bat ch purn . 
Remargue : il import e qu'aucun des progr ammes en 
nb atch pur" ne s e do nne l e nom de 11 RTS11 • 
B) per mettre l' a ccès aux fichiers naP,El i cation" par 
n'importe guql type de programme . 
Cette possibilité pout êt r e a cceptée si un système de 
"lock lisV1 se situe au niveau du RTOS . La mod ification 
du RTOS constituer a it une opérati on délica t e et danBe-
reuse. 
La solution ne r és out cependant pas l e problème de la 
''recovery11 • Rappelons, en eff et, qu'une modification 
d l'un enregistr ement d l'un fic hi er napplicat i on" par un 
programme en 11 batch pur" sl' exécute sans pr endre de 
"beforelook" et d l' "afterlook". Tout e "re coveryn, 
dès l ors, pe r d tout e son efficacit é . 
2.J.2. - Prot ection du s e cre t des do nnée s. 
Le contrôle de l' a ccès à l 'informat ion ne se Pose pas 
encore de façon urgent e à l'A.H. H.C. Actuell eme nt, 
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1vinformation est essentiellement administrative et 
comptable . La seule protection existante est le secret 
financier de certaines informations. 
Les différentes organisations (fédération ou hôpital) 
n'ont accès qu'aux informations conc ernant l eur adminis-
tration. Cette prote cti on est réalisée au moten d'un 
contrôle sur l'identité des t erminaux. Ce contrôle est 
purement "hardware 11 et gèr e l' accès à un groupe d'infor-
mations donné dans le fichier. 
Certaines exceptions à l a règle sont prévues. Le 
passage dvun individu d'une fédé r ation à une autre s'ef-
fectuera au moyen dvune transaction spéciale ayant le 
droit d'accéder aux données de plusi~urs fédérations. 
Dans l e cas où l e Projet envisagerait de trait er des 
informations strictement confidentielles (ex. diagnostics 
de médecins), la question se pose à l 1analyst e de savoir 
"qui est qualifié pour ajouter , modifier ou supprimer de s 
enregistrements ?n. 
Notre intention n'est pas de décrire un modèle type de 
protection de la CONFIDENTIALITE des données. D' exc ellents 
ouvrages ont abondamment et fort bi en traité cette matière , 
tels que ~ 
-"Security, ac curacy and privacy in computer systems" de 
James Martin (chap. sur l es schémas d vautorisation). 
-"On the implementation of security measures in informa-
tion systems". (Communication of the ACM) - Revue du 
mois dvavril 1972, volume 15, n° 4). 
-
11 Vertrouwelijkheid medische gegevens in verband met 
databankenn de J.H.HERBSHLEB. 
Il sera question, dans ces pages, dvintroduire certains 
préalables sémantiques indispensables à la mise en oeuvre 
d'un tel système de prot e ction. 
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Ce s considérations constituent l es bases d'une 
approc he rlus t e chnique du probl ème . Certaines orien-
tations du po i nt de vue de l'implémentation ser ont 
avancées. 
2 . J.2.1. - Préalabl es_sémantiques: 
La confidenti a lit é des données , dans l e système de 
l'A. N.M . C., concerne des données de types médical, 
comptabl e et administratif. Il sera donc , avant t out , 
question de défini r qu,C; lles s ont l es informations r ele-
vant de ces troi s gr oupes. 
Une deuxi ème é t ape consist era à résoudre 18 probl ème 
des " qual ifications" : qui est qualifié à cons ulter, 
a j out er, mettre à j our ou supprimer l es données? 
Une dernière étape pr endra en considérat i on c ertains 
problèmes s e condaire s découlant du caractère spé cial 
de s données . 
Premi èr e état- e : l e s données. 
S 9 il est assez aisé de défini r si une donnée es t de 
type administrati f ou compt able , il en ,-~ autrement 
pour l e s donné es de typ0 médical. La f rontière ent r e ce~ 
diff é r ents groupes de données est parfois difficile à 
établir. 
Il est clair que certaines données apparaissent immé-
diat ement comme non-médical e s , comme la nature de l 7assu•-
r a nc e d 9 un patient , l e r ègl ement de s a note de frais 
d vhospital isation. Par contr e , b8aucoup de données qu~~ 
à pr e mière vue , appar a i ssent de nature administrative, 
peuvent néanmoins avoir une importance du po int de vue 
médical. 
Exemples :- dates de début et de fin d 9 hos pit a lisation. 
- adres s e d 9 un individu qui n' est plus hospi~a-
lisé mais qui a enc ore besoin de soins. 
Les données mé dic a l es ne constituent donc pas un 
gr oupe homogène . Le s yst è me de prot ection doit être 
en me sure de distinguer l a nat ur e des données. 
Deuxi ème étape : l es qualificati ons. 
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Pers onne n' e s t qualifié à c onsult er tout es l e s 
donné e s d 'une ba nque d e données. En gé nér al 1 on est 
habilit é à utiliser des donnée s dans l a mesure où la 
fonction que l' on ex écut e l' exi ge . 
Il n' est pas s eul ement questi on de dét er miner qui a 
l e droit de consulter l es données; il faut égale me nt 
dé cide r par qui c es données peuvent être créée s 1 modi-
fi ées ou supprimée s. 
AJ OUTER : 
"le pers onnel "médical" peut introduire de s données 
a cc essible s à d' autr es pe r sonnes e t de s données stric-
t eme nt privée s que s eul 1 il se r és erve l e droit de 
consulter . 
• lors de l a création (l'introducti on de s données) , il 
ser a spé cifi é l es personnes ou l es catégori es de pGr-
s onnes qui pour r ont consult er ces do nnées • 
• l e s a vi s des infirmiers( i nfirmi èr es ) pourra i e nt être 
trait és au mê me titre que les donné es du méde cin pour 
l equel ils (ell e s) ex ercent l 0ur f onction • 
• l or s de l a création des données, il sera égal emènt 
défini l e s données strict eme nt privées et l e s données 
qui, dans cert ains cas tr ès urgent s ( ex. dé c ès ou 
r etrait d'un méde cin) pourra i ent êt r e consult ée s par 
d ' autres pe rs onne s . 
CüNSULTATI O~J ~ 
• l es données d 'une f édér ation ou d ' un hôpital ne s eront 
acc essibles qu' aux membres r e s pectifs de ces insti~u-
ti ons. 
/ 
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• la consultation est dépendant e de l a fonction exercée 
par l e demandeur . 
• il s er a demandé l'identité du demandeur, dans l e cas 
de consultati on de données qu'il n'a pas introduite s, 
afin de dé t erminer si sa demand e pourra être satisfaite . 
MODIFICÀTlülJ : 
• l'administration peut modifi er des données administra-
tives et médico-administratives . 
• l e s diagnostics des méd ecins ne pe uvent ûtre changés • 
• il s e r a egalement dé t erminé si, au dé cès d'un médecin , 
un suppl éant s er a désigné ou si l Gs données r est eront in-
acc e ssibles . 
SUPPRIMER 
. s eule s, l e s données médi cal es exigent, une fois de plus, 
un~ att dntion particuli èr e • 
• e n cas de déc ès d 'un pati ent , l e s données concernant 
ce pati0nt exige nt une pr ot ection au même titre que 
celle s des pati ents Gn trAit e munt • 
• afin d ?évi t er tout e fraud e , 18s nom, adresse , etc ••• 
s er ont s upprimés du fichi er en ca s de décès du pa ti 0nt; 
l e s méd e cins conc ernés indiqueront quelles sont l es 
données dont l a conservati on s'impose et quelle sent 
celle s auxquelles on pourra a ccéder ou non . 
Troisième é t a pe : l e s problème s annexes. 
En aucun cas, un~ correspondance entre une mal adie 
déterminée et des noms de pati ents ne pourra ~t r e perçue . 
De même , c ertaines données administratives (traite-
ments, impôts, . • • ) ne pourront ôtre vi s ibles sous aucune 
forme. 
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2.J.2.2. - Schémas de solutions. 
Suivant l e type de 1vapplication étudiée , la notion 
d 9utilisat our peut évoluer et s e rapport er à 
. un individu 
• une catégori e d 9 individus 
• un progr amme d 9 application (TPS 9 s) 
• un t erminal 
• une combinaison des ca s précédents. 
De même , plutôt que de baser l a décision sur l 9 accès 
ou l o non-a cc ès des données, il peut @tr e préférable, 
dans cert a ins cas, de structurer l e s règl es de dé cision 
autour de certaines facilités du système , telle s que: 
• l es programmGs (TPS 9 s) 
• l e s types do transactions 
• l es fichi ers 
• l e s volumes (disque , tamb ours, ••• ) 
J ames liARTLJ, dans 11 Security, accuracy and privacy" 
pré conis e qua tre méthod es fond amentales~ 
1. stratificati on ~ divi s i on horizontale de 1vinforma-
tion e n niveaux t els qu e "Top S0cret", 11Secretn, 
'"C onfidentiel", 
2. comEartiment alisation ~ 1vinformati on est divi s ée 
vertic a l ement entre l e s utilisat eurs. Il s 9 agit 
d 9 une partiti on de 1vinformat i on de t el10 sort e que 
l e s données de 1vutilisat eur A ne sont a ccessibl es 
à aucun autr e utilisat eur. 
J . table _d 1 autorisation ~ l e système do prot e ct i on 
r epose sur une t ab l e qu i indique ce que chaque uti-
lis at eur est habilité à fair e . 
4° information de prot e ct i on dans l es enregistrements~ 
---------------------------------------~----------
ces informations indiquent qui a l a possibilité de 
lire , de modifier ou de supprimer un enregistrement. 
9J o 
Ce contrôle peut s e pl a c e r dans l ès enregistrements 
eux- même s ou dans l 9 index utilis é pour adres s e r l es 
enregistr ements. 
Not e : 1 9 emploi des mots de passe ne donne pas un 
haut niveau de sécurité; cependant, la comfuinaison 
de c e proc édé ave c d 9 autres pré cauti ons peut être 
extr .3mement f i ab l e . 
Souv l::! nt , l ~; s s oluti ons adoptées constitue nt une 
combina ison de ces méthodes de bas e . On pourr ait ainsi 
définir un système de protection e n s e basant sur l 0s 
deux derni èr es mé thodt:; s. La nmatrice de sécurité" ou 
"tabl e d ' autorisation" aur ait 1 0 format suivant : 
NO 
Id :i.nt. 
riot 
de 
passe 
types de TRA NSACTIONS 
t-----,---
A I B I C D i E F 
utilisat eur I i X X 1 
- 1- ------1-------·· ·- ------t-----t-----r--- ·1--+----- - -
Il II X X X 
---------+--- ..... - -+-----t------t---i-- - - -+----+--
!Y III x 
?! IV X X X 
1T V 
" 
VI ----+ --j--1---r-·----~-I X X X 
11 VII X 1 1 1 
• l e s "colonne :. " définissent l e s diffé r ents types de 
tra ns a cti ons possibl es • 
• l e s 11 ligne s" ét abli ssent l es utilisat eurs du système • 
• chaque utilisat eur possède son mot de passe , de même 
qu 9 un numér o uniqu e d 9 identification at tribué par l e 
système . 
• chaque type de transaction p~rmis à un utilisateur 
constitue un él ément non vide (x) de l a matrice 
d v aut orisation . 
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• l 9 organigr amme d 9 ex ploit ation assoc i é à cott e 
matric e pourrait Gtre l e suivant : 
DEBUT 
V 
~
1 
transact . 
rno t de pass~: 
//--~ 
vérification ~ tabl e 
---->• I d ' 
' mot Œ -msse I <. ~ au t risatiun 
transact . 
A, C, .Qeym G 
i.éiificati on 
et l a 
trans octi ') n 
non 
tabl e 
d ' 
orisation 
bloc age du 
t ermi nal 
pendant ''I'' 
minute 
~~ non /2~ 
,~ jde / ~----------· err eur""-
;/ 1 
oui 1 oui 
/ 
traitement stop 
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• Il est poss ible de r end r e lY or ganigramme plus compl Gxe 
enc or e . D9 aut re part, l e cont e nu de l a matric 8 peut 
ê tr e plus é l abor é . On pourrait a i nsi i maginer que l es 
él éments de l a mat r i ce comport ent de s i nd ic ati ons quant 
aux pos s i bilit és de consult ati on, mod i f i cation et 
s uppr es ~i on qu 9 auront l e s utilisat eur s dans l e s diffé-
r ents types de trans actions . 
No Nlot tvoes de lli.iu~s,,~c i'IONS de 1 1 
1 
Id ont . :passe 1). 
1 
B 1 C D E .F G 
ut i lisateurI 1 c ,m c, m 
- ·-~- ,, II C C c,rn,s 
-
--
- --
f- ·-
,, III c , m 
,, IV c,m, s C C 
-· 
" V 
,, VI c, m C c ,m 1 
" VI I c,m, s 
! ! ' 1 
ex emples~o l 9 utilisat ~ur I V aur a l a possibi l it é de f aire 
de l a consul tat ion s 9 i l empl oi e l a t ransacti on D • 
C l 
-j 
1 
' 
• par contre )> l 9 utilisateur Il' pour l e rn(}me type 
de tra nsacti on (D)J> pourra à l a fo i s consult er et modifie r • 
• S 9 i l f alla i t appl iquer cett e sol ut i on à l 9 A. N. ~i . C.J> 
d 9 autres mes ures s uppl ément air es s e r a i ent ind i spens able s. 
A titre d 9 exempl es ~ 
1) pour évit er qu 9 un méde cin ne co ns ulte l es do nnée s 
r el ative s à un pati ent qu 9 il n 9 a pas tra i té , une 
informati on suppl éme nt aire (un numér o d 9 i dentifica-
ti on ou l e mot de pass e ) s erait a j out ée , s oit dans 
l 9 e nr eg i s trement du patie nt, soit au niveau de 
l 9 indox ("bucket 0 ). 
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2 ) désignation d 9un r esponsable qui , seul, aur a it la 
possibilité de modifi 0r la t abl e d 9autorisation afin 
de résoudre l es problèmes de r etrait ou de décès 
d 9un médec i n , l 9 ajoute de nouvell e s transactions, 
• Le choix d 9 une soluti on doit se baser sur un juste 
partage qui doi t s 9 opé r er ~ntre l os risques de f raude 
et le coût des opé r ations de s é curit é . 
Signalons que ce point 2 . J.2 ne prétend null~ment 
apporter une solution définitive concernant l a protecti on 
du s e cret dos données. Il s 9 agit, avant tout , d 9 un ensembl e 
de suggestions destinées à soulever la r éflexion et à 
engage r la discuss i on parmi l e s membr es du Projet 
confrontés au problème. 
2.J . J . - Mise au point du système . 
Une des pr éoccupations de l a mainte nance s 9 attache 
a l a gestion et à la t enue à jour ne s programmGs. Voyons 
comment est r égi e l a modification d 9 un pro~ramme ~ 
2.J.J.l . - Règles _de _mod ification . 
Les modifications se font par l 9 intermédi aire d 9 un 
uti lit aire auquel on fournit de;s cartes "M0DYY. Celles-ci 
ont pour but de modifie r un progr amme directement sur 
tambour e t en code vvob j et". Cette corre cti on, en mode 
absolu, se f a it dès lors automat i qu~ment sur l us quatre 
versi ons de l a page. 
Afin d 9 évit er l e s mises à jour i llicites, l e pr ogr am-
meur s e voit obligé d 9 introdu ire en premier lieu l a valeur 
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ancie nne de l a position à modifier (adresse virtuelle ). 
Si c ett e val eur ne correspond pa s à cell e dé t e ct ée par 
l'ordina t eur à l a même adresse , un message d 9 erreur est 
imprimé et l' ex é cuti on n' est pa s eff ectuée. 
Si l a modificati on est mineure , elle s e f e r a en 
t emps- r éel. 
Plusi eurs modifications d 9 un même progr amme peuvent 
amener l e r éassGmbl age du programme . 
2.3.J.2. - Inc onvéni e nts_de_la _règle. 
L 9 opé r at èur à la cons ol 8 a la possibilit é de s e 
soustraire à l a r ègle d 9 i ntroducti on pr éalable de l a 
va l eur ancie nne . Il s 9 ag it, comme pour l es "labels", 
de cett e option particulière qu i pe rmet à c ert a ins 
contrôle s, même i mport a nts , cl9 être cont ournés de sort e 
qu 9 ils por dent tout e l ~ur effic a cité. 
La modification, en mode abs olu, d 'une page peut 
coïncide r ave c l' exécution en mémoire centrale , de la 
m3me page . La transact i on , act ive à ce mom~nt , ne profi-
t e r a pas de l' amélior ation qui est apportée à la page 
virtuelle . 
2.3.3.3. - Considér ations. 
S'il est difficile d'int er dire que des modifications 
soient eff ectuées, on peut néanmoins exiger que l e pro-
grammeur passe plus de t emps à t est er son programme. En 
eff et, s 9 il a l a possibilité de corrige r ultériGure~ent 
son progr a mme , cel a peut entr a îner, ch ~z lui, une certaine 
négligence durant l es t e sts. 
Il peut être souhait abl e , dè s l ors, que l os modifica-
tions s oi e nt exécut ées pa r une s eul e e t mGme personne 
( ex . ~ par l e ch ef du gr oupe de programmation ) . Cette 
personne pourra juger a insi l es qualifications de son 
personnel et déceler s es f aib l e sses éventuelles 
( ex. ~ une répétiti on anormale d î err eurs). 
LVancienne copi e d 9 un programme a yant fait l 9 obj et 
çl 9une modification ( peut- être d 9 un réas s emblage ) ~ 
conservé e . Un r et our à l a situation ancienne p0ut 
touj ours 8tre exigé d 9une faç on ou d vune autre . 
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D9 autr os pr écauti ons sont util es, notammont le 
catalogagc du nouvel ob j e t et la suppress i on de l 9 anci 0n 
dans l a libr airi e du système. 
Les modifications de programmes, de m~mo gue l e s 
chargements de nouveaux programmes s 9 effectu~ront en-
dehors du "temps-réel" e t cela, de f a çon à éviter tout e 
inc ertitude quant au cont e nu de la copie util i sée lor s 
de l 9 oxé cuti on d 9une demande pour de t e ls programmes. 
( ex empl e~ cas d 9 un programme exécuté e n mémoire centrale 
simult anément à s a modification sur t Rmbour ). 
Ces a ctions p8uvont paraître dérisoires en apparenc e 
mais insistons sur l ofait qu 9 une négligence , dans ce 
domaine, peut a voir des cons éque nc es disproportionnées 
par rapport à son origine . 
A titre d 9 exemple ~ l e mauvais cat al ogage du nouvel 
"obje t'' peut entra îner de s conséquences désastreus es. Il 
est fond ame ntal que l e t emps et l e soin qu e requi èrent 
ces tâches soi ent pris sérieusement en considération. 
Notes sur l es t ests . 
Le syst ème so doit d 9 être protégé contre l e s viol ati ons 
que pourra i ent provoquer l es t e sts. Le Pr oj e t procure , à 
cet eff et, une prot e ction suffisante ~ 
- un simulateur du Ht omps-rée l 11 est utilisé , ce qui p8rmet 
d 9 exécuter l es t ests s ans qu 9il soit possible de modifi er 
l e s fichi ers 11 applicationH. 
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- il est possibl e , égal (.; me nt, de travaill E.:; r en mode 
"t est 11 • Ce mo de por met d 9 util iser l os programmes du 
"temps-ré el" s ans danger de modification dQS f ichiers. 
Cert ains t ests s 9 appui ent sur des f ichi ers "tests" 
spécialem2nt conçus à cet effet . 
2.3 . 4. - Eléments do l 9 or gnnisation è 9 explo it ation . 
L9 expl oit ation d 9 un svstème r ent able et efficace exige 
que cett e expl oitatio n s 9 appui e sur unG organisation i m-
pec cab l e . Certains él éments de cette organisation s ont 
d 9 autant plus indisp0nsabl es qu0 l e syst ~me travaill e en 
"temps-réel". A titre d 9 exemple s , l e pl anning des travaux 
e n diff ér é et l o rôl e d 9 un bibliothécaire d8s ba nde s s ont 
deux é l éments qui r evêt ent une import anc e cons i dé r abl e 
dans l 9 or ganisation de l a production d 9 un syst ème en 
11temps- r éel". L 9 existe nc e d 9 un système sûr d 'information 
i mplique donc l a pr é s enc e d ' une or gani sation bie n s truc-
turée qui gar antisse la bonne exploit ati on du centre . 
Les structures d ' or ganisati on font parti e intégr ant e 
de l a mise e n oeuvre du syst ème . L'analyse qui va suivre 
port er a sur cert ains él éments d 9 or ganis ation,spé cifiques 
à t out syst ème en 11 t emps- réel " et qu 9 il nous a sembl é 
util8 de rappe l er dans l e cadre de l'ANUC ~ Ces él éments 
concernent essent i ell0ment l 9 organisati on de l a producti on. 
2.J.4°10 - La _planificati on_des_travaux_en_différé ._ 
Le temps-réel s e caractérise par l a coexistence de 
trava ux int eractifs et en différ é e La planificati on aur a 
pour but l' enchaînem~nt harmoni e ux et continu de s diffé-
rents travaux en foncti on de s r e ssourc es off 2rt es par l e 
système (CPU, t aille mémoire , péri phériques , ... ) ot des 
besoins de ce s travaux. 
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La pl anification des t ravaux 11 batch" consi ste à gé r er 
une sér ie de jobs qui se répart i ssent en pl usieur s caté•-
gories sel on l eur rythme ( journalier , hebdomadaire, men-
suel , 8tc ... ) et selon qu 1ils s ont réguli er s ou non . Le 
but final est d var~iver à établir un planning mensuel avec 
l a répart i t i on , par journée , des tâches et en tenant compt e 
des exi gences du temps-réel . 
On en déduit un tabl eau des charges en prenant en consi-
dération l es temps néce8saires à 1vexécution dos différent es 
tâches et des besoins en place mémoire de ces tâches. 
Ce tabl e au des charges permet de réaliser un ordonnan-
cement du jour avec$ comm0 objectif princ i pal, la me illeure 
utilisation des r essourc es du système . Cet or donnanc ement 
s 9 accompagner a d 9 un2 ge stion des uni tés pér i phér iques . 
travaux ' batch 1 
- ---- - _____ ) .._ ___ -- ------ ---
,--- ---- ·- --------
prévision des 
charges du 
1 temps--réel ' 
travaux régu-
liers (journa-
liers, ,,,,) 
t r avaux 
oc cas ionnels 
J 1 l 
'------ - --,-------~----------· J 
p lanning men-
s uel/ réparti-
tion par jour-
née 
L-
t3bleau 
des charges 
J 
ordonnancement 
journalier 
temps néces:Jair:s 
à l ' exécution 
des tâches 
ordonnancement des travaux "batch" 
L'ordonnancement j ournali or final s e prés e nt er a 
sous l a f orme d vun tableau dont chaque colonne r epr é-
sent8r ait une unité disque ou bande , la colonne de 
gauche étant r éserv ée A 1 vénumér ation des d iffér ents 
programmes (ou succession d ' opé rations). 
Cet ordornanc 8ment ost indisp0nsabl e à tout système 
évoluant e n mult i programmation. 
2.3 . 4 . 2 . - Gostlon_de_la_bibliothèque. 
101. 
Un gosti onnaire de l a bibliothèque des volumes bandes 
et disques s' inspi r era du ta~leau des charges afin de 
s 9 accorder avec la marche des opé r at ions. 
Le trava il du gestionnaire est essentiel. La sécurité 
des opér ntions et J.a protection dçis informations dépe nd:-:-"~ ....  
du soin quvil appo~tera à s es activités que l' on peut 
classer selon deux types~ 
l . des trav" 1.1x de manutent i on ~ notamment , la mise à j our 
manuelle: à tout mom8nt de la j ourn6e, du fich i ~r de~ 
bandes. 
2. ~~ ~ .. -~r~~~-~~ -- ~~ .. P.r~p~r~~~~:: ~ il s'agit d'un travail de 
sélect.ion d\Js supports int ervon.qnt dans l es différen-'::..s 
~~avaux (temps-réel et batch ) 
Ii n' est pas util~ de s'étendre davantage sur ce 
problème dans l e cadre de cetto étude; insistons néan-
moins sur lo fait qu ~ il cons t, i tue un él ément prédomi na n-'-, 
du point de vue de la sécurité et qu 'il do it Jt r e consi-
dé r é dans sa juste mesure. 
Not.§;~ •· Il e::~ist e , depuis p~· 11: des procédures de gesti on 
des b i bliothèques de bandes par ordinateur , excluant , de 
ce fait, de nombreux r i sques d'err eurs (humaines, e n 
partic~lier). Les buts poursuivis par es pr océdur es son~ 
la suppressi on de l 9 étiquet age des bobine s par 
l ès opé r at eurs (s ource d 9 erreurs et de pertes de 
t e mps) ~ 
l a suppression du fichi er mis à jour manuellement 
102. 
à t out moment de l a journée qui, pour des bi bliothè-
ques import ant e s, néc Gssit e souvent une ou plus i eurs 
personne s à temps complet sans pour cela donncl r une 
vu e d 9 e nse mbl c r apide e t nett e de l a situation de la 
bibliothèque , A un ins~ant do nné. 
2.3.4.3. - La_Erogrammation_d e_base . 
La programmation doit pouvoir offrir un l a r ge éventail 
de possibilités de t e st . Il est parfois util8 de perdre 
du t emps~ l a pr ogr ammat i on de f açon à pouvoir détect er 
plus rapideme nt l e s erreurs. Si ce s vér ificat ions auto-
matiques paraissent utiles, ell es s e t r adu is ent par un 
alourdissement des pr ogrammes . Il faut donc pouvoir 
discerner un équilibre entre l a charge gue r epr és ent ent 
ces contrôles et l e r i s que encouru :.; Ei ceux-ci n 9 existaient 
~..ê.:.. 
Il s er a s eul ement question, dans ce point , de quelque s 
s ouha its f ort utile s 
1. un contrôl e plus serr é de t out es l e s opérati ons 
d ~ e ntré es e t sorti8s et, surt out, l e s ordres d 9 écri--
ture s. 
2. vérific ation de tous 18s domaines d 9 un code . A titre 
d 9 exemple ~ si A, B et C s ont dos codes permis, il 
conviendra de t est er successivement l es trois cod es, 
de même la possibilité qu e l e code s oit err oné c 9 est-
à-dir e différent de A, B ou C. 
3° visualisation de l a comptabilit é de cert ains t otaux 
concernant soit le t emps - réel (t otal des tr ansactions 
traitées depuis 1 8 début de l a j ournée , t otal de s 
messages e ntrés par lig ne s, .a .) s oit de s tra va ux 
" bat h n ( oxempl e dan s un progr amme de fac tura t ion 
vis ualisation de totaux qui sor ont compar és ave c un 
contrôl e manuel simultané). 
4. qualité et pr~sentation des instruct i ons - i mport ance 
des c omm2ntairGS o 
5. standar disat i on de La tor~inolog i e . Exemple roncon~ r é 
à 1 7 ANîJiC ~ deux rout i nes contrôlant respectivement 
J.es labo~~s de bandes des travavx "1bat ch" ( DBJ vs ) et 
du t emps-rée: ~x1e;e:1t. des répons os d i ff é r ent os de Ia 
par t de 1 v opé2.~a.-i:-enr à la console. 
6 . quelques ov:~ ils d 9 analyse u·::.iJ os au travai l du pr o--
grammèur. 
DüMP 
IJ s ~ ag i t d ?u::-. prograr:::1me de r :::stitution c omplète de 
la mémoi~:'e. 
TRACE 
Le ·1TR~ c:r:; ,v est u n prc~.r&r.:JJ.o de "suivi ., d yn;:i_mique 
( sorto de 11 pas à pas 11 de 1 1 e~:-:-c- 1;_t·ion) . 
IJ. y a pl usi.n1Jc· :::,ypes de nTRACE". Le plus uti2. i sé 
est un programme de locali s2tion d 1 i nstructions qu~ 
j nt s :rvj P'1t 6. ch1.que :;__r:structj_on exéc:1 1 -'::-ée C Lt~ r :-o::·:'élv - ' 
imprime l e s con1·,ern,::c d;:;s différ :., r:.t·3 r egi s t res cle t? ~,.., 
du systè;no av:·ès J. ~ exf--s 1.1~ion d 0 un1:,; j_nstruc t,i0n . 
Dans c:ert-::ii ns ca:,; 1 9 ))ro.;:c2·,îr.1-3 1ff se <:rée ~.ui --même 
des po~nts de re~ère. Co sort des ind i cat eurs quo 1~0~ 
i n~rém2nt e l ors du p8ssago de l 7 ex6~~tion en u n po i r~ 
du pr ogramme " Cos ropè,:--es p'Jr i~ent l e nom de 0 b i t -ma :p': 
rl;:inc:: ·,e proj 0.,·. R'/S . 
Ce s -'::.ro :i ,: -~-:,, pc:.:, de progr2.:nm0 de servic e sont utilisés 
à l 9 A1%1C. 
7. dire cti on de la programmati on . - Les problèmes que 
pose l a dire ction de l a pr ogrammation sont beauc oup 
plus compl exe s dans un syst ème en t e mps-réel quo dans 
d vautr es type s d ?jns t allation. La disc i pline doit 2tre 
plus rigoureuse. Dans un syst ème en t emps-réel, on 
travaille sur plusi eurs programmes à l a fois. Ces 
progr ammes sont de s petites parti es qui constitueront 
un e nsemble étroit ement intég:;. é . Les segments de pro .. 
grammes éc·ri t s s éparément devront , à un mome nt donné, 
sv emb oîter l es uns dans l es autres . 
Le di r e ct eur do l a programmation aur a, comme ob j ectif 
primordial, de coor donner Jes int er act i ons complexe s 
ent r e l es travaux des n.iffér ents analyst es-programmeurs. 
Son travail aur a deux aspects 
A. Il devra svassurer qu~ l e s travaux de s es différ ents 
programmeurs ~g_s ?é cart ent pas des spéc ifications 
initi ales conc ernant l a concepti on or iginal e du 
§ystème . 
Le programmeur réalise son pr ogramme en pre nant un 
cert a in nombre de décisions qui pourrai ent s' écart er 
du s chéma init i al . 
Exe mpl es de contra int Gs : 
- légèr eté des programmes ( contrainte du temps 
de r épons e ) 
- r espe ct des prior i tés 
- fi abilité élevée 
- contraint e de place mémoire 
B. 1va&e nc ement des différ ents progr amm8s constit~. 
l e second as pJ ct. Si un pr ogrammeur eff 0ctue une 
modificat i on dans son pr ogramme , c '.'_L; va vraisem-
blableme nt affecter l e trav ail d vautre s program-
meurs. La communic ati on entre l es diffé r ents 
me mbre s do l 9 équipe s e f er a par l e biais du ch ef 
de l a programmati on. 
/ 
A - Travail de gr oupe . 
Un gr oupe II s oftwa r e" Gst génér aL Jm8nt compos é de 
j eun0s a na lys t es-pr ogr ammeurs oü cha cun doit a ccept er 
l e conc ept du t r av ail e n équi pe et per cevoi r clairement 
s on r ôl e f a ce à ceux de s autre s membr es de l' équipe . 
Tous l 8s pr ogr ammeurs ne s 9 adapt ent pas né ce s saireme nt 
au travail en équi pe . Un très bon pr ogr ammeur peut ne pa s 
conve nir dans un2 équipe nt emps-réel". 
Soulignons, par aillèur s , l 9 impor tanc e d 9une éduc ati on 
qui soit constituée à l a fo i s d 9 uno fo rmati on s pé cialisée 
et d 9une f or mati on géné r al e . Si l a pr emi ère se conç oit 
l og i qu ement, l a seconde n ' en est pas moins aussi i ndis-
pens able . 
L9 i mport anc e du chef d 9 équ i pe est , à nouveau, mise en 
évi de nc e . Il est att a ché à l a s oluti on de s problème s et 
c ommunique s on e nt housia sme à s on équi pe . C9 e st un homme 
qui doit cepe ndant f air e confia nce à t ous ceux qui l 9 en-
t oure nt. I l import e , d 9 ailleurs , que l e s entiment de 
confia nc e s oit part agé par tous l e s membres de l 9 équipe . 
B - Sépa r ati on des t â ches. 
Un a s pe ct import ant de l a bonne expl oit ation d 'un 
centre informatique est l a "sépar ation des tâche s". 
Si une communaut é de vue doit exis t er entre l e s 
différ e nt e s s e cti ons ( a nalystes , pr ogr ammeur, gestion-
nair e de l a bibliot hèque , opér at eurs , •.• ), il importe 
néanmoins que chacune d 9 elles gar de s es car act éristique s 
pr opre s. 
CH API T RE III . 
Sh.UVETAGE DvUU FICHIER VOLUMINEUX . 
Lorsqu~un fich i er devient tr~p volumineux , il n'e s t pl us 
poss i ble , pour de s raisons pécuni air es, de l e conser ver en 
deux copi es . De même un dump j our nali er de l 9 ensemb l e du 
fichi er ne puut plus s ' effectuer , vu l e t emps que nécess i -
t €raitt son exécut i on. 
La pr ésente analys e t ent era ct ?apporter d0s soluti ons 
au problème . LY éventualit é d ' une exploitation "24 hèures 
sur 24" s er a égalem,mt prise e n considération à la fin de 
cett e étude . 
Sect i on 1. - Données techniques . 
J . 1 . 1 . - Los bandes . 
Le type de bande utilisé est l'UNISERVO 12 ° 
Caract éristiques. 
longueur de la bande 730 mètres 
·- ·---·----·-·--·- ---------+-----
dens i té 1600 fram,_::;s/inch 
nombr e d e "t r acks " 9 (8 données , 1 pari té ) 
---- ------ - - ---+-- -------- ---·-·- -
espac e int er - bloc 
nombre d 'unités par 
sous-système 
Format des donnée s . 
0 , 6 inch ou 1 , 5 cm. 
2 à 16 
Lo t r ansfert des données V8rs ou en prov~nanc e• du pér iphé-
rique s'effe ctua par ~ult i ple s de 4 mots de 18 b i ts. 
framos 'bande' 
mots CPU 
1<--------- - - -9 f rame s ------ - ------""'1 
i I i ' j 
1 1 1 1 i~----- ------4 mots - --------------~ 
De cette manière 4 mots = 9 FRAJYIES 
4 caract èr es= 3 FRAMES 
107. 
(1 mot= 3 caractère s de 6 bits) 
Not e . 
1 600 fr ames (ou byt es) phr inch corre s pond ent a 640 frames 
par centimètre . 
f C = L * F * 
B 
r ( 1) 
F * B + 82 + E D 
L = longuèur de l a bande ( en centimètres) 
F = facteur de blocage 
B = nomb r e de car ac t èr es dans 1 enregi s treme nt logi que . 
Considérons F * B = 1-K (mot CPU) 
• il y a 41 ca r a ct èr es de synchronisation avant ët après 
l 8s blocs physiques ( =) 82 ) 
D = de nsit é de l a bande 
E = espa ce int er-bloc. 
on en déduit ~ 
73. 000 * 2.250 
. Cr= ________ _ + 32 millions de caract èr es. 
2 .250 + 82 
640 + 1 ~ 5 
(r~~~~g~~ : 1-K (mot CPU ) = 3000 car a ct èr es CPU ; trans-
formé en framè s$ on obthmt 
3ooz * 3 = 2.25 0 fr ames ou bytes.) 
• l a capacité r éelle dv une bande dépend de l a taille dvun 
bloc physique . 
(1) for mule tirée de "Los Fichie rs" de Claude JOUFFROY et 
Charl es LE:T Al'JG. 
Autres __ c a r a ctérist i ques _des_bande s • 
• l a l e ctur e ou 1v 6cri tur e d vune ba nde prend environ 
7 minutes ( par t ests ) 
• l e sous-syst ème ''band ~YI emploie l e procédé du " dual 
a cce ss 11 • 
3°1.2. - Los disque s. 
108 . 
L 9uni t é péri phérique " disque 11 -it ili s é es t 1 9 UIJIVAC v 8460 9 
Car a ctéri s tigucs • 
• l'u nit é s e c ompos e de 2 " posit ioner modul es" (HI) tout à 
f ait indé pe ndants l 1 un d e l 9 autre . 
• aba que PM cont i ent 11 disque s ( s oit 22 surfaces ) . Seule s , 
20 surfa ces sont utilisées peur sto cker l e s do nnée s . 
• chaqu o s urfa ce cont i ent 768 pistes do nt 384 11 IHNERH et 
384 " ÜUTER11 0 
I 
,1 / 
~- 1 
\ 
I 
' 
\ 
/ 
\ 
\ 
~-- --- --·-~-. I 
- - -- -----
'"" 
bras de l e c t ur e/ 
écritur8 
... -- ---
1- - - ~~---- tête de l ec t ./écr . d ' une p i s t e 1 0 lJJ:1ER 1 
"\ \ 
\ \ . \ - - --\-------, ~ 
- \ 1 
\ .. 
\ 
i 1 
~,... / 
/ 
' Ifü Eh ' / 
,. 
/ 
tête de l e c t . / écr . 
d ' unG p i ste ' i 1 ~Ert ' 
• une pi s t e 11 0UTER 11 conti ent 116 s ect e~ d ~ 56 mot s. 
une pist e u L\JHER11 contiant 92 s e ct eurs de 5 6 mots. 
109, 
• par position (1 cylindre "INNE.Rn et 1 cylindre 11 0UTER ) , 
on a ace ès à ( 116 + 92) x 20 = _1±.:.1_60 __ §ecteur~. Mai s seulE ,. 
4.096 s e cteurs sont utilisés à stocker l us données. 
Âutres-caractérist iques . 
capacit é d'un PI'1 
capacité d'un UNIVhC 
1 88.ü8U.J84 
y 8460 ~ i 176. 160 0 768 
mots de 18 bits 
mots dé 18 bits 
vitesse de rotation jL160 
1 (-:- )Ü 
! 
i 
t ours par minute 
millisecondes pa~ 
rotation ) 
Les ur..ités 11 disauen n'utilisent pas l e 71 dual access"o 
Se ction 2. •·· Procédure par fragmentation du fichi er. 
J.2.1 . - Estimation du fichi er. 
---~--~-~----~--
• Le volume du fichier est estimé à l 9_;>_rgiJ_liar::_ds de carr1c-
tère::, c Les ~01 at ions proposées, dans la suit f..: _. son"::. ba:·ée; 
sur ce~te estimation. 
Selon cette estimation, il faudrait environ 110 bandes 
( enregist rement de 1--K) pour dumper tout le fich i c,r • 
• De m5me, il faudra dispos er de 7 unités de disques 
UiUVAC 7 8460 ' pour contenir le fi chie!' . 
J . 2.2. - ?rocédure. 
/ • .t:>· 3 "' 2 ) ,voir ~2g .. , . . a • 
• Le sous-système tidisque" n 7 uti.l:ise pas le ndual a cces - ·· · 
il sera donc impossible de vider l 0s deu~ PM' s simulta-
nément , 
• Le vidage des PI1' s s ~ ef f ect l 1e vers un sous-syst ème 11 bande ., 
compos é d ' a·.1 mo ins deux dérouleurs de bandes. La techn~qr : 
àu HS1dl-\.P:i?IîJG 11 sera uV 7 isée . Cette technique fa:i.t int m·-
vcmÜ' le travail de 7_ 'opérateur -:; t consiste à aie.;u i ll 9r 
109, 
• par position (1 cylindre "IHNE,Rn e t 1 cylindre "OUTER) , 
on a accès à (11 6 + 92 ) x 20 = l.t..:16Q __ §~ cte~§ • Mais s eul f;:, 
4°096 secteurs sont utilisés à stocker l e s d onnées. 
Autre s _caractéristiques. 
capacité d 9 un Pr1 1 88.U8ü . J84 mots de 18 bits 
vit ~sse de rot a tion 11.160 
i ( -:- :>C ,-
1 
tours par minut e 
mill~secondes par 
rot ation) 
- - -- ----- · -----•· -· ------ ------- - - - -------
Le s unit és 'id isquev' n 1 utilise nt pas l e " du a l acsessn" 
Section 2 . -· Procédur e par fr agme ntation du fichi er. 
---- ·--· -- -·--·-----------=-=-==========-====--=-============--- ··---====-= 
J . 2 . 7_. - Estimation du fichi er. 
- ----~-------· - ~----- --
. LG volume du fichier est e s t:. imé à _3_9.]_TI}iJliar_d.s -~-~arAr· . 
j:, èr:,e_s_ . Les sol .. 1tions proposées, dans l a sui t e , sont ba:~éc, 
sur ce~te estimation . 
Selon c ett e est imation, il faudra~t e nviron 110 band en 
( e nregj strement de 1 --K) pour dumper tout le fich i e r • 
• De m6me, ~-1 faudra dispos e r de 7 unités de disqu es 
UiUVAC ~ 8h60 ' pour contenir l e fichier. 
J.2.2 . - Procédure . 
(voir fig. J.2 .2 . a .) 
. Le sous-sy stème "di sque 1' n 7 Lltilis e pas l e 11 dual a cc f-1 ~r;··; 
il sera donc impossible de vider l 8S deux PM's simul~ 2-
r.ément. 
. Le vidage des PIP s s v ef ..:e ct ue vers un sous- système "bande ·· 
c0mposé d ~ au r.10 i ns deux dé".'oul e urs de bandes . La t e chn~_qt· ; 
du i;S1:.ïAP?~lJG 11 s era utj 1 1s ée. Cette te chnique f a it i nt e 1:·-
v2nir J.e tr a va ~J de l'opérateur ot consiste à aiguill ~r 
unité 
110. 
le fl ot des données vers la band e "vi t::; re;e " du second 
dé r ouleur dès que celle du premier est r e mplie, et 
invers ément~ L'opérateur se chargera de pl a c er une 
nouv Glle bande "vierge" sur 1 8 dé r oult.:?ur i nactif avant 
la fin du r emplissage de la bande s e trouvant sur l 'autre 
déroule ur • 
• On dispose de deux buffers un mémoire ventrale. Leur 
vnl urne s era établi ul téri euremenc et d épt.:?ndra,ent;~o;. ,;9_;:..rL~~es 
chose~, de 1a place mémoire disponible. 
NOTONS également qu'il est possiblG d ' eff e ctuer l a m~me 
procédur e simultanéme nt sur l e second ordinat eur qui possède 
sa propre mémoire , i dent ique à celle du premi er CPU . 
i✓IE,JOihE 
B~,1 bu± fer 1, ., 
' / 
'~ / 
' 
/ ", 
·, 1 
buffe r 1/ / Î B~ 
u C l '.ùual Acc ess 1 
-1-·--· 
1 
~ 
1 disq_ue ' -~--" 
bandes 
' Ul~ ISEB.Vv 
12 ' 
d460 P.Vl Il 
(fig. 3. 2 . 2, a. ) 
J_ 
i 
~ i 
3 . 2.3. - Vidage d'un "positioner- module 11 • 
- -------- -- •·-·--
3.2 . 3.1. - Choix des buffers. 
~ -----------
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---- --·, _______ __ .,__ __ 
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111 . 
Un "I/ 0 call" p\._; rmet de transfér er , au maximum e:: t en 
1 9 espace de de ux rotations de disque, un0 pist e 11 0UTER11 
et une piste "IrlNERn . 
• Il est possibl e , pendant l e t umps de transfert de ces 
deux pist es (2 rotations - + 100 millisecond cs ), de pré-
parer l'I/ 0 suivant de sort e que l e te r.ips de passage de 
11. à B s e fasse sans perte de t emps . 
• Pour rappel ~ il existe une t8t e de l e cture pour la piste 
11 LJ1JERv1 et une pour la piste 11 0UTER". De plus, l e passap;e 
d'une surface â l'autre S cl fait sans changeme nt de posi-
tion du bras de l ecture , s auf lorsqu ' il 0st né cessaire de 
changer de cylindre, c' est-à- dire tous l es 20 I/O?s (il y 
a 2u surfaces utilisées ) • 
• Afin de profiter au maximum des avant ages fournis par l e 
'8460 1 (l ·2 cture en 2 rotations d ' une piste 11 0UTEH 11 et 
d'une pist~ niïJ1JERn ), il est nécessaire de dispos er de '::Juf-
f ers de 11.648 mots. Cett e longueur provi ent du fait 
qu'une pist e irr1JHEHn contient 5 .152 mots ( 92 sect eurs 
* 56 mots) et qu'une pist e 11 0UTER 11 conti ent 6.496 mots 
(116 sect eurs* 56 mots ). 
• Le problème devient~ 
l es b andes sont - elles capabl e s d 9 absorber l e 
cont enu d 9 un buffer de 11. 648 mots avant même 
que l e s e cond buff er ne soit r empli à partir 
du disque? 
Notes. 
1. Le t emps de transfert du disque vers l e buffer est égal 
à l a dur ée de 2 rotations " disque" (donc.± 100 millisec, ) 
2 . La pl ace disponibl e en mémoir e centrale (.± 25-K) por met 
uniquement l 9utilisat i on de deux buffers de 11.648 mots. 
Une pr océdure à quatre buffers serait possible si la 
pl ace mémoire l e permettait; dans ce cas, l e volume des 
do nnées transférées , dans l a même unité de t emps, serait 
doublé. (Cett e solution pourr ait s 9 appl iquer dans l e cas 
d 9 un dump "off-lins"). 
J.2 . J.2. - Calcul_du_t emps_ th6or:sque de __ vidagc _d 7 un_Pl-1. 
• La r épons e au problème posé se fe r a par t ~st. 
Enonc6 du t os t 
dump de 128 cylindres ( 64 "IiJNERn et 64 nQUTER") 
s elon l e procédé décr it précédemment . 
. Le t emps d 9 exécution de ce dump varie autour do 210 secon-
de s . Or , un "posi tioner module" conti,;nt 768 cylindres 
(384 11 L\JrfüR" et 384 t: QUT:t;Rn ), c 9 est-à-dire six fo is pl us 
que dans l e: t 8st . On p,.rnt donc l ogi quement conclur e que 
le t emps théorig ue pour l e vi èage d 9 u~ FM est 21 minutes. 
Remarqu0. 
L 9 emploi d 'une procédure i dentique par l o second ordinatou~ 
doubl er ait l e volum,.; d2s informati ons transfér ées pendant 
la même périod e . 
l lJ .. 
J.2 . J.J. - Taux de transfer t des bandes • 
• Un I / 0 disqu1J (c . à . d. la l ecture d?une pist e 11 IlJiJERu et 
d ?une pist e; 11 0UC1'ER 11 ) exige la duré e de deux rotations . 
Dans l e cas l o plus favor able , la l ecture do 128 cyl i n-
dres (TEST ) exiger a it 2 . 560 rotations. 
En eff et, il exist e 20 surfa ces utilisabl ès . De plus, 
par surface , 2 rotations sont né ce ssaires pour lire l a 
pist e 11 IiJiJERH et la pi s t è YYOUTEH. n. Enfin, l e t est s 9 effec-
tue sur 64 positions (de bras ) . 
• Le test a 0xigé 210 s ~condes , A 50 millisecond es la 
rotation. Il a donc fallu 4.200 rotations pour effectuer 
l e dump. 
. :ombre de rotations perdues ~ 
4.200 - 2.560 = 1.640 rotations 
ce qui cons titue 39,o/odu total des rotations • 
• On peut donc considérer gu e l'on l it approximativement 
de~ pistes ( 1 HIH füR n et 1 "OUTrm11 ) en trois rotations_, 
la différence provenant notamment de s chan8ements de 
positi on du bra~ (1 par cylindre) e t de l' existenc e de 
11Sparcsn. Les "Spares" sont des s ect eurs spéciaux (32 par 
cylindre) ; ils constituent une réserve de s ect eurs, dis-
poniblGs dans l e cas où c ertains s ect eurs "normaux" 
serai ent détruits . 
• Etablissons mai ntenant unsohéma d 'utilis&tion des b~:=~~~ -
BI a 
.G2 
1 1 1 
b 1 1 b I d b " d 
'~ '----'------'--' l~l 
1 
1 
1 ;__g_, b . a b i 1____9_J ,__.___, 
1 
'~- ----~J 
l ecture de 
4 piste s s ur disquo 
on l ' e spac e de 6 ro -
tations 
d=l ecture 
' disq_ uo ~ 
b=écriture 
' bande ' 
t 
: durée d'une 
rotation 
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• Lo schéma ne tient pas compt e de s mouvements du bras de 
l Gcture ot d e l 9 exist enc e des "Spares" • 
• L 9utilisation de s buffers t el18 qu 9 ell e est présentée , 
s e bas e sur un t emps de l e cture équivalent à l a durée de 
trois rotations pour deux pist es, t el qu 9il a ét é ét abli 
précéd emme nt . 
• On pGut, dès lors, en conclure quo la vitesse de transfert 
du buffer vers l es band es est comprise entr2 125 et 150 
millise condes. Une vit esse de trans f ert inféri eure à 125 
millis e condes r endrait possible l e schéma suivant : 
BI 
B2 
d , b d I b a b : 
'-~~~_J 
i 
1 I 1 
1 
la lb td l b a l b 
L-.::;_J L_, __ ,J L__.,__j -~~I IL-....._J ~_.J 
1 1 1 1 1 
1 1 1 1 
1 
'~ 
1 ;,: 
l ec tur e de 
4 p i s t as sur d i s qu6 
e n l ' espac e de 5 ro -
tat ion s 
• Un t olschéma aurait néc essité un t emps d 9 exé cution du 
t e st nette ment inféri eur aux 210 s e conde s observé es • 
• La vit esse des bandes peut, dès lors, âtre e st i mée Q 
85.000 mots péfr s econde. 
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J . 2. 4. - Organisation du sauvetage du fichier . 
- ------ --- ··-- --- - ---- --
L Ycstimation du fichi er(± 3,5 mill i ards de caract èr es) 
nous i mpose de disposer do 7 unités " disque n 8460 
(+ 1 unité de r éserve ). 
Il a été déf i ni égal2m0nt que l e t emps théorique dt~ vidap;e 
d Yun H1 nécoss ite r ait 21 mi nutes . Il est donc poss ible , en 
1 9 espace d Y-,~.,~.e heure et en utilisant l e:;s 2 or dina t eurs, de 
permettre l e v i dago de deux unités 98460?. 
Le s auvetage du fichier s ?eff 2ct u8rait cycliquemeni tous 
les L, jours, à raison d 9 un 17 dumpn journalie r do 1 heur e . Il 
n Yest pas enc ore t enu compte, à ce s t ado , du probl ème cons-
titué par la gost ion des n2ft erlooks", étant donné l a frag-
ment ation du fich i er . 
Remarque . 
1. Sur disque, de m0me qu0 sur t ambour ou sur bande , un 
I/0 est toujours " l ogique 11 • Il est diffici l u de dem2.nJer 
1e "dumpv' d Yun.J uni t é ( physique ) comm0 l e v 8460 v. 
En fait, il suffirait de co nnaître 1 vadresse phys i que 
d'implémontation du fichier ( cY est possible ) , de môme 
qu8 l e déplacer:18nt par rapport à cett e adresse , de dPh1 1+-
de fich i e r . 
déplacement 
,- - -- - - -- - - - - - - -- -- - -- - -- -- -- ·- --
1 
_ ...,,-·•· . ~ ...... ---- -........ 
' / r · '· / , ,./ 
; / \ / \ 
(~ é but ! ; ' /i l ~ 
d U _ _!__>.-_ '----...__:_ __ _,,,,, i 1 ' -.... ~ ........ _ _ __ / l 
fichier ! ) 1 
. \ 
\ ' , "' / 
........____ -- '------------
2. Problème de s écurité conc ernant l 9 organi sat i on du 
fichi er. - Le probl èmG c oncèrne l a r épartition de s 
' 'bucketsn sur l es 7 unités " disquè 84.60 11 • 
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1ère solution implémentation des nbuckets" sur une 
s oul e unitéo 
avantage : facilité d?exploitationo 
désavantage~ si cette unité tombe en panne, tout 
le fichier est inexploitableo 
~~~- - ~?~~~~:?~ ~ r épartition d1:::s "buckcts" sur l es s ept 
unités vs 460 v o 
avan~age : si une unité tombe on panne, l0s six aut r es 
sont toujours cxploitabl eso 
désavantage: compl exit6 J?exploitation. 
}r.r_i~ .. ~?~~~~'.?'.: ~ doubl 0 coph~ de tous l e s buckets sur deux 
unités différentes. 
avan~_M~: degré plus élevé de sécurité. 
désavantage l a mise fl jour- des "buckets" doit s e 
faire à deux r epris es. 
J.2.5° - Admi nistration des "afterlooks". 
La segmentati on finale du fichior dépendra égal 0ment du 
travail qu0 nécessitera la gestion journalière des "after-
lo'Jksii o 
Si 1von considère un nombre moyen de transactions à 200.000 
par jour, on peut estimer$ au même nombre, l e total jour-
nalL.:;r de s 11 aft t) rlooks". 
J.2.5ol. - Estimation du nombre de bandes nécessaires à 
1 venregistremtmt des _ 11 afterlooksn_ct 1 une_journéc. 
J..,_ • Le nombre do band es utile s est dé pondant d8 l a longueur 
des "afterlocks". Un test effe ctué sur 246 transactions 
donne l e s r ésu~tats suivants: 
117 0 
Nombr e Longueur en 
d'aft Grlooks sect Gurs Pourcentage 
23 1. 9,5 
136 2 55 , 9 
67 J 27,7 
15 
1 
4 6' .. 
1 5 0, 9 
Distribution do l a longueur dos enreg istreme nts AFL• s. 
- -- : évolution 
pro babL:.. 
40 _ 
30 
20 
IO 
0 ---5 :--
s cc.:;o ur3 
Dans l'avenir, il <.;st prévu d'ajout er c0rtain ·s informa-
ti ons dans l es enregistrem~nt s; de plus, de nouvcl l8s 
appl ications s Gront introduit0s <.1 t contribueront égalom0nt 
à all onger la longueur moy 0nnc des enregistrc m~nt s. Cel.lo-
c i t e nd r a ver s 3 s ecteurs (un s ect eur= 5,s mota ) . 
Estiriation du nombr e de transactions: 200 . 000/ jour 
Longueur moye nne d'un AFL. : J s e ct eurs(+ 1.50 mots ) 
Le volume journ8.li er d0s "afterlooks?Y s .Jra d'environ 
JO millions do mot s , ce qui corres pond ± au volume de 
3 bandes. 
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J.2.5.2. - Procédure _d e_gestion_des_ 11 afterlo~,ks 11 • 
• Supposons que 1 2 fichi er soit divisé 'n 4 groupes: 
unités 1 8460 1 
• Un de ce s groupes s er a dumpté chaque jour. 
La s egmentation du fichi ~r e n quatr e groupe s exige un 
travail supplémentaire e n fin d 9 expl oitation j ournal i èr e . 
Il s 9 agit de répartir l es YVaft erlooks" de l a journée sur 
des ba ndes propres à cha cun des groupes. 
Si 1 9 on eff e ctue , après l a fin de l 9 exploitation du 
t emps-réel, un dump du gr oup2 A, il s ora utile égal eme nt 
d 9 exécuter un 11 splitsing 11 des band es JŒL do la journée 
vers l es bandes propr es aux groupes B, Cet D, l e s 
"aftGrlo ,· ,ks" de A n 9 étant plus néc essa ires. 
Cett e ge stion journalièr e des " afterlooks" est r epr és e n--
tée par l a figure J.2.5.2.a • 
. Lorsqu 9 un groupe a f a it l 9 obj et d 9 un dump, tout es l es 
band es AFL 9 s, pr opres à cc groupe et découl a nt de l a 
gestion d~s journées précédentes, sont égal eme nt suppri-
mée s" 
. La fi gure 3.2.5.2.b. représente l e volume des AFL 9 s 
à conserver au fil d os jours. 
1 ° jour 
èur_:p 
fi. 
•;: o jour 
duc:p 
B 
3° jom.-
1 ! I 1 
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clur"I;;> 
ft_ , 
'.5 ° jour 
i 1 1 ~ ! 
---3----c~-- --ê51~)------!- ----, -· 1 
1 1 ·-.-----L.... -- 1 
i 1 1 1 
' • 1 1 1 
A~L1 ::, - -- - -~- - ·- - --- -l-- -----€/';-\1-----(1'/:7~ - - - -ê3P,,,._' ._, -
\..:_:_:,) 
1 1 \.) ·î \ 
---L. 1 / )-- . 1 -
1 I 1 _,., -
1 I -;- 1 
l'•-,T ' ,... 6 c~• ~ : r,/,-.. (µ1 ~2 
. - 'L' ,~ - - - - -~ - - - ·- - 1 Y- ----- --- -: ----- --e)---- 1 "-:_ - -
1 - 1 i 
1 1 I 1 1 
1 i 1 1 
, -,-r , . ---- -<5)---11:. - -· - - -û)·~. --- -(3))"1 4)_ -- - - ·- , _ __ - - - - -~-:>/4\ __ 
,. . .,__, ' 1 1 
- - 1 - 1 
1 : 
1 ' 1 1 
. 1 • 
1 1 • 1 ' 
1 1 1 
1 1 1 
Commentaires. 
, Un dump du groupe A est eff ecGué en fin d Yexploitatio~ 
de la premjère journée . Nous avons établi que l e volume 
j ournaliE)r des 11 afterlooks" correspondait approximat.i -·-
vem~nt au volume de 3 band eso 
On exécute , dès l ors, et de la façon décrit e à la fig . 
Jo2 . 5.2 • ao un "splitsj_ngll de façon à réparti r l e s 
11 afterlooksn des .g :.~ c--:::--::-:-: B, C e t D vers les bandes 
p1·opres à ces groupes o En .fait, étant donné que les 
"afterlooks" de la j ournée: conc ,;rnant l e group2 A, 
sont éliminés, une bande r emplie approximativement 
aux 3/ ~- sera suff isante pour emmagasiner les AFL Ys 
des groupe s B, Cet D. 
I 
A= I C= 3 
B=2 D=4 
_t __ 
1 x= I_j 
1~ 
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' afterlooks ' .,,-~ , 
de la jo urnée/", \ J Uv 
DUtJIJ: du \ 
groupe x; 
0 
0 
N 
groupe,, 
:X ? / 
/ 
vc: rs bandes 
fics 3 groupes 
dii .féren t s 
J X 
s uppr ess i on 
des band e s 
au groupe 
' x ' 
~ -" 
I _j our 
- --........___ 
-.......... __ ,/ 
bandGS A.ti'L ' s des 
3 gr oupes différent s 
de ' x ' 
( ' +:. . ' T cJl s ~ 7 on 7 o 1 , T"TI a J i P Y" ,,, ::1 r-- c ' r· -1- 1 ,_ , 
-- --- ---- ~ ~:.~ a ·er ooK c 
En fin d 9 exploitation du jour suivant, s era effectué 
un dump du g roupe B. Le principe r est e id entique et, 
tandis qu 9 il n 9 y aura plus d 9hFL 9 s du group0 B à 
conserver, l e s AFL 9 s pour l 8s autres groupes s 9 ajoute-
ront à ceux d Gs journées précédentes . 
Il on va de mêmcl pn~ r tout es l e s journées. On constate 
que l G maximum d 9 11 afterlooks" à conservor pour un s eul 
groupe s ora contenu dans trois bandes . 
J.2.6. - Découpe optimale du fichi er • 
. --- -----~ ---·---- ··-· 
La découpe du fichi er doit Gt r c fixée en fonction de 
deux crit èr es 0s s entie ls : 
1. la durée du travail à exécuter en dehors des heures 
d 9 exploitation du t emps-ré el. Cc travail compr end : 
• l 9 ox é cution du dump 
• l e "splitsing" des " aft erlooks" 
2. ! ~_t emps_nécessaire à un éventuel r e couvreme nt du 
ficlii er . Plus la découpa E"~ st fine , plus l e r e couvre-
ment se f er a r api de me nt. 
I l y a un équilibre à trouver entr e c es deux critères, 
ceux-ci étant co mpl ément aire s l 9 un par rapport à l' autr e . 
Une améliorati on de l 9 un signifiera une déprécia tion 
de l 9 autre. 
La procédure de choix utili sée ser a l a suivante: 
1. établissement des courbes de durée du dump et 
du nsplitsingn. 
2. établissement de l a courbe de durée totale 
(somme des deux courbes pré cédent es). 
J. l a découpe choisie r épo nd- elle au s e cond 
crit èr e du choix? 
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La figur e J.2.6. nous donne une allure approximative 
des courbe s de duré e . 
he ures 
L~ - durée du travail 
journalior 
I --------
--
--/ ---/ ---- • J,, 
/ --- · 1 / ,./' ··au.ré e clu splitsing 
/ / 
/ /' 
2 - I 
I -
0 
-
----- . durée du durnp 
I 
/ 
T 2 j J.. 4 5 6 
fi g .J.2.6. - Durée du travail journalie r 
en fonction de la s egme ntati on du fichi or. 
' ~ 6 nombre de 
grouptëoS 
• ~~~!:~~ .. ?.~ .. ~ ~::~~ .. ?.~ .. ~~~P..·. 
Cett e courbe ti ent compte de l 9 emploi simultané de 
deux procédures équ iva l e nt es sur l es deux or dinat eurs. 
0 ~~~!:~ ~ .. ~~ .. ?.~!:~~ .. ?.~ .. '. '. ~P.~~~~~~§'.'.. 
1 2 volumu journalier des 1aft erlooks" Gst invariant et 
s e situe aux alentours de JO millions de mots C± 3 bandes ) . 
Par contre j plus l e nombre de gr oupes augment e et plus l e 
nombre de dérouLrnrs de bandes né cessaires au "splitsinr; " 
augment e égal e ment. Si l e nombre do déroul eurs de bandes 
(9 tracks) est limit é à 4 par s ous-syst ème , une découpe 
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du fichier en plus de 4 groupes, doublerait quasiment 
la durée du "splitsing". 
On pout considérer qu 9 un "splitsing" a partir des trois 
band e s AFL 9 s de la journée vers l e s bandes des différents 
groupes (si l e nombre de ces groupe s est inféri ~ur ou 
égal à 4) p0ut s e réaliser dans un int ervalle d 9 nne 
heure. 
(Note: le "splitsing" s 9 exé cute sur un seul ordinateur.) 
• La découpe en quatre gr oupes s embl o offrir un travail 
quotidie n· minimum (± 2 heur es) • 
• La troisième étape de l a procédure do choix est du 
ressort du ch ef de centre . C9 e st. à lui de décider s 9il 
est prJt à int errompr e l' exploitation pendant une durée 
plus ou moins grande, en cas de r e construction du fichi er. 
Remarque . 
L'apport de nouvelle s unités UNISERVO 12 t endrait à 
favoriser une d6coupe plus fine du fichi er. 
Section 3. - Les procédures 11 0l'J-Lli'JE11 • 
===-=======-==-===============-----=----
Le Proj e t prévoit, pour l'avenir, un8 uxploitation 
continue du syst ème (24 heures sur 24). Une procédure 
"OH-LiiiE 11 , c 9 est-à-dir8 pondant 1 v exploit ation du tcmps-
réel, s 9 avèrora dès lors indispensable. 
Le dump journalier s e baserait toujours sur une se~men-
t ation du fichier; il pourrait s 9 exécut er de doux manières 
différent es, suivant qu'il y ait réservation ou non de la 
partie du fichi 8r à dumper. 
J.J.l. - Dump sans réservation du fichi er. 
Exécuter un dump sans rés erver, préalabl~mcnt, la 
parti e du fichier à dumpor , signifie que l 9 exé cution de 
ce dump pourra être int errompue par l~s transactions du 
temps-réel qui sont prioritaires par rapport au programme 
de dump . 
Cela signifiera égalèmE:::nt qu'lun enregistrement de la 
partie à dumper pourra &tro modifié pGndant l 9 exécution 
même du dump. 
Il s'ensuit que ce dump ne r eprésentera j amais l 9 i mage 
du fichier à un instant donné de l 9 exploit at ion et que 
1 9 administration des "afterlooks" en s era d 9 autant plus 
compliquée. 
J . J .1.1.--Schéma d 9 exécution . 
Af in da faciliter l'analyse , nous supposerons que le 
fichier sera décomposé en deux part i 8s ( 11. et B) et qu'une 
de c0s parties fera l'obj~t d 9 un dump journali8r. 
début 
dœnp A 
ta 
1 
i 
1 
t 
MAJ 
lin 
dump A 
tf 
1 
' 
.Uû1v'lP ---------1 
NIAJ 
J, 
t 
dAJ : ~iuG à jour 
d 'un enr0gis-
tremt.nt d0 la 
partis J. 
Le dump s 9 ex é cut er a à un~ période creuse de l 9 exploi-
tation9 de cett~ façon, il exigera un temps d'lexécution 
• inimum, les interruptions en provenance des transac-
tions y étant peu fréquentes. 
Conc ernant l a gestion des "afterlooks", un enr egistrement 
spécial s e ra ajouté au f ichier AFL au début de chaque 
dump (en tD). Ainsi donc, s 9 il intervenait un i ncident 
après tf néc essit a nt l e r ecouvrem,mt de la partie A du 
fichi ~r, il suffira it de r est aurer 1 8 dump pris entre t D 
ot tf 0t d 9 y a j outer tous l es " aft crlooks 11 de la par t i e A 
à partir de l 9 enr egistr8münt s pé cia l introduit dans l e 
fic hi e r de s AFL 9 s en tn . 
Si l 9 erreur s 9 étai t produi t e e ntr e t n et tr ou a va nt t D, 
l e proc essus eüt é t é l e mGm0 mais en utilisant l e dump 
pré cédent de A (ancien de doux jours) et en cons i dér ant 
l 9 enr egistrement s pé cia l r e l atif à co dump dans l e f ichie~ 
de s '' a f t e r l ooks H. 
~. 7 
"--., ,, ,/ 
! 
1 
! 
restaur a t ion du 
de r n i er dump en-
t i er du gr oupe A 
1 ech -., r ch o onre -
gistr e~cnt spéci -
al r e latif à c c 
dump 
1~- ------
1 l ec ture / .___d_ 1_u_n,--A_E'_1 L _ _, 
~ / 
··- -
/ écri t ure de ; ' 
/ 1 ' lt:E'L sur f i - . 
/ chi er app l . / 
- --- --::.~! 
N~O 
,- - --~~s~r ~/·----~ 
1 ~ 
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Le schéma précéd ont décrit la procéduro à exé cuter 
en cas de r e couvrement d'une partie du fichi er (soit 
du groupe A) • 
1 . Les "afte rlooks" p0uv.::.mt être cont enus dans plusi eurs 
bandes. 
2. L 9 e nregistr e ment r•tspécial" doit pouvoi r id entifièr, 
de façon unique , l e dump pour l2quel il a été créé. 
J. Le t est détorminant si 1 9 11 aft erlook" lu concerne 
l e groupe A consiste en une comparaison d 9 adr ess e s 
s e trouvant dans l e s cmregistrcmonts "afterlooks". 
Il s 9 agit de l 9 8dr esse do l 9 enreg istr eme nt du fi chi er 
pour l 0quel cet "aft erlook" a ét é pris. 
4° Notons que l 9 on "1.~ .eff ·ectu e aucun "splitsing11 9 l e t emps 
d 9exécution d 9 une t elle procédure ne l e permettrait 
pas. 
Les "afterlooksn de t outes l es parties du fichi er sont 
donc conservés, ense mbl e , sur l es mêm~s bandes . 
J.J.2 . - Dump av0c r és ervati on du fichi er . 
----------·- -~-----------
Cette procédure utilise l e princ:.:.pe de l a "lock-list". 
Elle s e r é s erve , pour la durée de s on exé cution, l a partie 
qu 9elle s e pr opose de dumper. 
La procédure est identiqu e à cell e d 9 un dump "on-line" 
sans réservation sauf qu 9 il en r ésult e un dump qui sera 
1 9 image exacte de la parti e du fichie r pour l aque lle il 
est exécuté. 
Cette solution possède , néanmoins, de sérieux 
inconvénients: 
- 1vutilisation de la "lock-list" signifie que l a 
réservation se f er a au niveau de s "buckets". De ce 
f ai t, le dump risque d 9 exi ger un temps ct Vex é cution 
s ensible ment plus long , le dump s e faisant enr egis-
trement par enregistrement. 
- l e f ai t de réserver la partie du fichi er à dumper 
aura une influ8nc e défavorable sur le t emps de 
réponse de certaines transactions. 
Cette anc...1.lys e ne prétend pas apporter une solution 
défini~ivc au probl ème qu 9 il évoque . Elle souligne, avant 
tout, l os difficult és et espère , do cc fait, avoir stimulé 
l a réflexion et la di scussion des membros du Pro j et char gé s 
de me ttr e en oeuvr e l e système . 
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C O N C 1 U S I O N S • 
On ne peut ét abl ir de r ègl Gs f ormelles ni pré cises 
quant aux prot e ctions à exerc er dans t e l ou t Gl domaine . 
Il n? exist e pas de bréviaire un cett e matièr e . Ce qui 
i mpor t e , c? est l' ét at d ve s prit qui préside aux ch oix des 
voie s suivies . La mis0 ün oeuvr e de m0sur e s de protection 
est donc plus l e fruit d '·un jugement qu0 1 v applicati on de 
~orm8s tout es fait e s. Notons cepe ndant guel~ue s suggestions 
intéressante s pour un --- meill eure sécurité dans un système: 
en t emps-réel . Ces suggestions n2 r apré s ~ntGnt, en aucun 
cas, une "checklist". Elle s sont ba s ée s sur de s obs erva-
tions et des comment aire s de pers onne s ayant une c~rtaine 
expéri enc e dans ce domaine . 
!. A. - Sécurit é 11 physi que 11 
1. Contrôle s oi gneux de t out e s l e s unités physique s du 
syst ème . 
Certaine s unités , t elle s que l e conditionnement d vair 
et l e s unité s périphérique s r equièr e nt unG attention 
t out e part iculiGr e . 
2 . Mise en oeuvre de procédure s d Ya l arme . 
En ca s d ' err eur gr ave dans l e déroulement norma l de s 
opé r at ions ou de mauvais f onctionneme nt d vun2 unit é 
physique , cer t a i ns disposit ifs s er ont prévus : 
- s onnette s d 9 alarme 
- voyants lumineux 
- me ssage s 11 accroc~curs" A l a cons ol e 
J. Limitation des a ccès à l a librairie de s ba ndes. 
Il est commun de voir de nombreuse s personne s a ccéd0r 
à l a librairi e des band es. Il import e que ces accès 
soient contrôlés de faç on st rict e. 
4. Contrôle de l'accès aux terminaux. 
Tout terminal pouvant êt r G utilisé pour accéder aux 
données du système , s er a ,-•verrouillé" ou placé àans 
un endroit protégé. 
5. Dédoubl0mont dos unit és. 
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Le dédoublement de l'unité centrale constitue une 
prot e ction indis pensabl e dans un système en "t E;rnps-réelH. 
Le dédoubl 8ment d ' autres unit és (périphériques, contrô-
l e urs, •.. ) dépendra géné~alomont d'une analys e cri~ique 
du cofit de la mesure et du prix d'un risque calculé. 
r B. - Sécurité "logique" _I 
1. E~ablisseme nt de procédures 2 d 'instructions pour les 
opérat eu:-o. 
Il est difficile de s e protéger contre l e mauvais juge -
ment ou l'incompéte nce des individus. Une "check list" 
à l'intention des opé r ateurs, contribuera à un degré 
plus élevé de sécurité. Insistons également sur 1 9 im-
portanc 0 d'une formation à la fois technique et géné-
rale du porsonnel d' un centre de trait eme nt de l'infor-
mation, 
2. ,ImP.o_r_yanc e des t ests. 
Un programme insuffisamment t est é peut a voir dos réper-
cussions inattendues ot désastreuses (orrours on chaîne ). 
La r esponsabilité du programm0ur e3t mise on question. 
3. Con~rôle ~_i,SEQ. de l_a_ya_lidité e t de la vra_!_§ e ml:?_1=0Ece 
_des d_pnnées dans les fichiers napplicationn. 
L'int égrité des informati ons est un souci primordial en 
"temps--réel". Le e:ontr6le de validité et de vraisem-
blance contribue à ce souci. 
4- Iq~ortapc e capital~ des 2ro cédyr e s do s e cours" 
Il importe quo tous l os types d ' orrcurs et de mauvais 
fonctionnc mçnt d 'un composant du sy5tème soient pris 
lJO. 
en considération par ces procédures. Celles-ci 
r eposent, entre autre s, sur l a cons ervati on adéquate 
de s fichi ers "critiques". 
5. Vérification des "labels". 
Cette mesure est indispensable dans un système en 
"t emps-réel". Son oubli peut entra îner de s conséque nce s 
désastreus e s dans l e cas de bande s ·supportant l e s 
fichi ers "critique s". 
Il nous a s emblé que cert a ins princip8s méthodologique s 
devai ent préval oir dans l a mis e e n oeuvre de cos mesure s 
de prote ction. S 9 ils n8 sont pa s spécifique s au v1t emps-
ré el", ils a cquièrent, dans un t e l système , un poids plus 
import ant enc or e . 
Nous dégageo ns quatr e principes f ondamentaux: 
Il Il 
Premie r principe : Refus des s olutions de f acilit é • 
.. .. .. .. .. .. .. .. .. .. .. .. . .. . , .. .. ········ .................... ...... ........................... . 
Ce s solutions s' a ccompagne nt généralement d 'une pert e dans 
l 9 effic a cité du système . C' est a insi qu 9 un 11 COLD RESTART!J 
est une s olution de f acilité, entra înant une pert e d'in-
f ormati ons . 
P.~~~~~~~ .. P.!:~!:~~P.~ : ~'.P.~f ~::~ ~~ ~~-· ~~ ~ .. !.' :: ~P.~~~~~~~~~~~;.' 
De s r Gsponsabilit é s s pé cifique s pour l es différ e ntes tâche s 
s or ont ét abli es. Les opér ations de conc e pti on, d 9 écriture , 
d 9 exécution, ..• de s progr amme s s e ront a ssigné es à des 
personnes différ ent es. La sépar ati on effe ctive de s diffé-
r ente s fonctions aur a pour effet de r éduir e l 2s risque s 
d 9 erreurs et l os a ct e s délibérés non -aut orisés. 
If Û , YI !:.~~~~~~~ .. P.~~~~ ~P.~ : .. g~~~ ~ r.~~ .}~ .. ~~ .. ~ .. ~ ~ .)~ .. ~~ ~~!.'~~~ ~-
L'utilisat eur do it gard er une juste mesure entre 1 8 coût 
de s me sur e s de prot e ction, qui assurent un degré de plus 
en plus é l evé de s é curit é , et 1 ~ prix d 'un risque calculé . 
On a souvent tendance à user de la facilité des t ests 
automatiques sans trop réfléchir au prix que l'on paie 
pour atteindre l'objectif que l'on se fixe. 
131. 
Quatrième principe : "La sécurité fait partie intégrante 
.. .. ,. ...... .. .. .... .. .. .... .. .. .. .. . ..... .................... .................................... ······ .. 
du traitement de l 9 information". 
Ce principe nous ramène à une idée dé jà maintes fois 
exprimée: on doit être convaincu que l a sécurité consiste 
en un ensemble de mesures que l'on adopte dès que l'on 
décide d'utiliser un ordinateur. 
Notons également que la fonction de sécurité ne limite pas 
son intervention à l a protection des informations et à la 
continuité des opérations. Elle s 9 étend, en fait, à tout es 
les activités d'un centre de traitement. 
Les principes énoncés montrent combi en l e personnel 
d'un centre de traitement demeure un souci constant à la 
fois au titre du groupe dans l equel il s'intègre et à 
titre individuel. 
Le "temps-réel'' valoris e , plus que n'importe quel 
autre type de tra itement classique de l'information, l e 
travail de groupe . Il nous s emble donc que l'individu 
mérite, à ce t égard, des soins attentifs; il requiert 
une préoccupati on permanente de formation t e chnique et 
de culture générale. 
Le "temps-réel" est avant tout, un "travail en 
-------------------L---------------------------
communauté". 
G 1 0 S S A I R E • 
-=----=---=--===-======= 
Afin d 9évit er tout e confusion , une m~m~ terminologie 
a été conservée d 9 un bout à l'autre de l'analyse. Les 
termes t e chniqu es définis sont, dans la plupart des cas, 
repris de la t erminologie propre à UNIVAC . 
YVABOR'l YI 
Terminaison anormale d 9 une activité d 9unc transaction due 
à une erreur qui a été détectée. 
Activité 
Au niveau du RTOS: séquence d 9 instructions logiquement 
ininterruptible . 
Au niveau du RTS : appel pour une fonction. 
yy a et i vit z_,ea ckt)t 1I 
Bloc de contrôle r eprésentant unG demande pour une page. 
Physiquement, il s 9 agit d 9 un enregistrement de 32 mots 
comprenant l 9 adresse virtuelle de la page, les limites de 
la TAR de la transaction qui demande l 9 exécution de cette 
page et l e contenu des registres du système. 
"afterlook" 
Image d 9 une p.ortion de fichier après qu 9 ell e ait été mise 
à jour. 
~!?~l~ 
Sogment de 4 Ken mémoire centrale. 
nCRITICAL AREA" 
Informations conc ernant la configuration du système, A un 
moment donné . 
DBJ_ (dat~_base_job) 
Programme "batchn s 9 exécutant sous le run RTS et béné-
ficiant des fac:l_lités de ce run (f onct ions "SYSTEME11 ~ 
procédures de re covery, ••• ) 
"Dupl·::- x_,f iles" 
Certains fichiers critiques du système sont conservés en 
deux copies. ExempJes cie nduplex filL'S 11 ~ fichi er des 
afterlooks, f~chier des beforelooks, fichier FH-TAR, 
FAR_ ( f ll _  are a ) 
Zona de mémoire principa~e allouée à une transaction. 
Cette zone a~ pour objec·~if, de recevoir 1 v enregist::·ement. 
du fi ch~er 11 APPLICATIONn que la transaction se propose de 
modif:Ler, 
FH-TAR 
Image sur tambour J de Ja TAR. Il exist,e une zone FH-TA.H 
allouée à chaque t 0rm~nal . 
Fi chi e rs 0 A.PPLICA.TION'1 
Fichiers cont •nant L~s --:o::inées de 1 "ü.cilisat.eur, par 
opposition aux fichiers 11 SYS 'lfü,rn,:. 
Fonc ""'..", ion 
Sui te cl~ ins t,rv.ct ions dont. le résuJ.~a-~ est un changemen!-; 
de cort,g ines données ou de l 9 état du système. 
Interaction 
Partie du trait e~ent d 9 unP r,ransaction contenue entre 
deux i 1~ ervent ions successives de l 9utilisat eur au ter~ir: 7 -
Moye~ permettant à une -•~~n~action d'interdire 1vaccès à 
une portion de fichier, par toutes autres interaction.n o 
~!S2~€ï1:!:~~ 
Certaines donnéo s du t emps-réel sont conservéo s sur bande 
pour être 1 9 obj et d 9 un trait eme nt "bat ch" ultéri eur. 
La bande "logging " conti <::3 nt égal omènt de s informations 
concernant des erreur s surve nue s ( 11 dump" de l 9 environne-
ment d 9un8 transacti on, par ex emple ). 
Multifil_("multithre ading") 
Plusieurs message s s ont tra it és simultaném0nt en parall~le . 
Différe nts progra mme s trava ill ant à de s message s différ ents 
sont tous à de s stad es vari és d 9 exé cuti on simultanée. 
f~~~ 
Unité de stockage de l 9 information (1-K) . 
Il y a de s pag2s virtuelle s (sur tambour) et de s pag ~s 
"hardware" ( en mémoire principale) destinées à r ecevoir 
l es pa ge s virtuelles. 
Ré-entranc e 
Caract éristique d 'une pagG . Une page est ré- entrant e si 
elle ne se modifi e pas elle-même , de sort e que plusi eurs 
transactions concurrent es peuv ent exécut Gr cette page 
simultanément. 
RTOS ("Real-Time OperatinP" System") 
---------------~---------~---------
0 Software 11 standard de 1 9 UîHVAC 418-III. 
RTS (VYR eal-Time Syst e m") 
----------------- ------
Appellation du système multifil do contrôle des transac-
tions. 
Run 
Un run consiste en une série de jobs à exécut er pour un 
s eul utilisat eur. Les jobs d 9 un m8me run sont exécutés en 
séquenc e mais différents runs peuv ent s e dérouler en 
pa rallèle. 
"run_librar y" 
Une librairie du run est all ouée par le système dès qu 9 un 
run est init i alisé . Cette librairie sera conser vée sur 
tambour pendant toute la duréG du r un . Cette zone servira 
à garder les différents él~ments de programmes nécossai~es 
à l 9 exécution des différents jobs du run. 
:'\ équenceur 
Di stributeur des fonctions "SYSTEl-Œ " . 
"SWITCHEHII 
Distributeur des fonctions "PH.OCESSEUR 11 et des TPS 9 s. 
TAR_ ( 11Transaction_Area 11 ) 
ZonG mémoire de 1-K réservée au traitem~nt d 9un mess age . 
TCS_(!.'Transaction_Control_System") 
Appellation du syst ème monofil de contrôle des t r ansac~ 
tions . 
Transaction 
Entité logiqu~ représentant la demande faite par un ut i l i-
sat eur à un moment donné. Une transaction peut se compos3: 
d 9 une ou de plusi eurs interactions . 
TPS_ ( "Transaction_Processing_Segment") 
If Tl 
Programme appl i cation de trait ement des transacti ons . 
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E H H A 'r A 
titre "2. u ·rAB" au l ieu de "~. hA'.l.'B" 
3°lig. Lire: "le message se trouve-t-il •••• '' 
6°point (entre parenthèses) Lire :"Dat-Base ~••• ") · 
I 0 lig. Lire:''L'enregistrement d 'un individu con-
tiendra notamment les modules ••• "' 
3°lig. dans les réflexions 
r 
Lire: "les points d'entré es spé cifi_és ••• " 
2°lig. Lire:''•• .celles qui sont en "output-queue''•·• 
4° lig. Lire: ''Il n'est pas question q_u 'llll programme, 
en ''ba tch pur", s'exécute sous la même pri-
ori té que le RTS." 
.3°point - I 0 lig. Lire: "close-down" 
2 ° 1 · L ''U d , " ig. ire: n de ces group es s era umpe ••• 
