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Implerneniasi Replikasi Basis Data Melalui Jaringan Virtual Private Network 
(VPN) pada PDAM Kabupaten Malang 
Ir. Heru Numarsito,  M.Kom. 
Ir. Heri Pray itno 
Yuuan Naufal. 
Snnt ini PDAM Malang sudal~ me~niliki npliknsi basis dnln lcrpusat dan strdnh 
digunakan leb~h dari 10 tahun. Karena kebutuhan managemen, pihak PDAM 
menginginkan mendistribusikan aplikasi basis datanya ke setiap cabang. Jika aplikasi 
basis data ini didistribusikan ke se~iap cabang, maka akan muncul masalah saat 
mengintegrasikan data dari masing-masing cabang. Selain itu pihak PDAM 
menginginkan perubahan data di setiap cabang dikirim secara berkala agar dapat 
menekan biaya komunikasi. Salah satu altematif untuk menyelesaikan permasalahan 
yang dihadapi oleh PDAM kabupaten Malang ini adalah menerapkan replikasi basis data 
terdistribusi menggunakan jaringan Virtual Privare Network dengan proses update yang 
terjadwal. 
I'erancangan dan pengimplementasian Replikasi Basis Data Melalui Jaringan 
Virtual Pr i~ate  Network (VPN) pada PDAM Kabupaten Malang dilakukan dengan 
menggunakan Microsoft SQL server 2000 sebagai basis datanya dan OpenVPN 2.0.9 
untuk program aplikasi koncksi VPN. Unluk bahan-bahannya dialnbil langsung dari 
PDAM yaitu Data pelanggan PDAM Kabupaten Malang dan Data transaksi pelnbayaran 
rekening air selama I tahun. 
Pengu.jian implementasi replikasi basis data melalui jaringan Virrlral Prrvnle 
Nehvork (VPN) dilakukan apakah telah berjalan sesuai yang dil.nrapkan oleh rujuan awnl 
dari pengerjann penelitian ini. Pengujian terdiri dari pengujian per blok dimana terdapat 
3 pengujian yaitu; pengujian restore dalabc re, pengujian koneksi antar komputer. 
pengujian otomatisasi Dial Up, Pengujian oto~natisasi koneksi VPN dan pengtljian 
replikasi. Setelah pengujian per blok, dilakukan pengujian sistem secara keseluruhan, 
Pengujian Konzksi Dalabase pada Aplikasi Microsoft Access dan Pengujian Keamanan 
Data. Pengujian-pengujian tersebut telah berjalan sesuai dengan jadwal yang telah 
ditentukan. 
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1.1. Latar Belakang . . 
Sebagian besm aplikasi basis'data menerapkan basis data terpusat. Basis data ~ : 
terpusat cocok:diterapkan pada lingkungan yang terpusat dan jumlah client yang tidak 
terlalu banyak.;Selain handal, basis data terpusat desainnya relatif sederhana. Untuk . ,  ?"! ~,
Lingkungan yang tersebar dengan jumlah client yang besar, basis data terpusat ~:-::;-,:, 
mempunyai kelemahan, yaitu jika terjadi kegagalan pada basis data pusat maka seluruh 
sistem akan terganggu. llntuk mengatasi masalah ini dikemhangkan basis data 
terdisfribusi. Dengan basis data terdistribusi, kegagalan pada salah satu bagian tidak 
akan menyebabkan seluruh sistem tergqnge. Selain itu, dengan didistribusikannya 
basis dala ini, proses query menjadj lePih ,cqpp\ kqrena beban dibagi kesejumlah basis ' 
data. Namun demikian, dalam penerapan basis data terdistribusi muncul sejumtah 
problem. Pmblepl utama dalam basis data terdistribusi adalah peningkatan kompleksitas 
yang diperlukan untuk menjamin k~ord iqq i .  yang baik antar simpql , , l a lap  sistem 
terdistribusi [FAT-041. 
Dalarn sejumlah kasus, bebelapg kqrporasi yang memiliki banyak cabgng , 
menginginkan basis datanya pada +titip, c a b ~ g !  dapat otonom d & ~  s e c , q  ;ber$q!a 
perubahan data. di cabang dikuiq ke &tor pusat melalui jarinffal).,te\qpgn dialrup 
dengan biaya k~munikasi yang mirimal,. ,Pembphan basis data, di p b , q g  dikirimtkg 
basis data pusat pat terkoneksi saja; g p g i ~  jpga,sebaliknya saat d i  bapis data pus# 
terjadi perubahan maka perubahm. tersebut juga hams dilcirim ke cabang saat 
terkoneksi. Dalam keadaan o f l i ~ , c a b p n g , h , m ~  tetap dapat melakukan transLksi. Yqps I 
ini terjadi di PDAM Kabupaten Malang, Saat ini PDAM Malang sudg memi)iki 
aplikasi basis data terpusat dan sud&.digun&an, lebih dari 10 tahun.,Kqpa kebutuhan ., 
managemen, pihak PDAM ,menginginbp,.pqndistribusikan aplikwi bpis tiatanye.& 
setiap cabang. Jika aplikasi basis data ini didistribusikan ke setiap cabang, maka aka1 
muncul masalah saat ~nengintegrasikan. data &ui masing-masing cabwg. Selain itu 
pihak PDAM .qenginginkan perubahan.data di setiap cabang dikirim seca:.a berkala .. 
agar dapat menekan biaya komunikasi. ' . 
Sebagai , kelanjutan dari penelitian yang dilakukan oleh m n y l  ,l(hotim@ 
Mahasigwa T e b i k  Elektrq Univepit&S.Brdwijaya Malang (01 10639971) tentang 


















2 . ' -  ~ 
. . 
. ~ 
, , Malang" dan oleh Fika Hastarita Rachman Mahasiswa ~ e k n i k  ~ i e k t r i  ~nivers i tas  . 
Brawijaya Malang (01 !0630071) tcntang "Pcngelolaan Gudang Data untuk Sistem 
Replikasi ~nclalui Jaringan Telepon pada PDAM Kabupaten Malang " , maka timbul 
i permasalahan baru yaitu tentang pengelolaan data-data yang masuk pada kantor induk 
Salah satu alternatif untuk menyelesaikan permasalahan yang dihcdapi oleh 
PDAM kabupatcn Malang ini adalah menerapkan replikasi basis data ttrdistribusi 
menggunakan jaringan Virttral Private Nemork dengan proses update yang terjadwal. 
1.2, Pcrumusan Masalah 
I 
Mengacu pada permasalahan yang telah diuraikan pada latar belakang, maka 
ruinusan masalah dapat disusun sebagai berikut- 
Mengkonfigurasi OS ('~~eratini!,!fyktern) agar dapat' digunakan !sebagai 'jaringah 
Virtual Private Network (VPN).' ' " I '  ' "I' ' ' ~ ' , , , . , ,  
Mencntukan model, metode dan rype'replikasi yang sesuai untuk kondisi di PDAM 
' 1  . . kabupaten Malang. 
Memodifikasi basis data yang telah ada agar dapat mendukung proses r&likasi 
telah dipilihlpada Microsoft s ~ ~ . S e r v e r .  ' ' . , i l l  I , ~  
, . . , .  ., ,,v ' 
1.3. Ruang Lingkup 
Dalam perencanaan dan pembuatan sistem ini perlu dilakukan pembatasan 
masalah. Pembatasan masalah yang diajukan dalam penelitian ini antara lain: 
Penelitian iAi dilaksanakan hanya pada tataran uji laboratorium, karena penelitian 
secara langsung dilapangan membutuhkan hiaya yang besar dan wakiu'yahg lama: " 
Sentral telepon yang dipakai adalah Mini PABX (Private Automatic Branch 
Exchange) (buatan Cina) sebagai pengganti jaringan telepon TELKOM. 
Perangkat lunak Da~abase  menggunakan Microsofl SQL Server 2000.. 
Perangkat lunak VPN menggunakan OpenVPN 2.0.9. 
- Sistem Opcrasi yang digunakan adalah Microsofl Windows Sewer 2000. 



















Tujuan penyusunan penelitian ini adalah mengimplementasikan replikasi basis 
data pada jaringan Virtual Private Network (VPN) dan mencoba mencari konfigurasi 
dan metode yang paling optimal untuk diteraphn di PDAM kabupaten Maliing. 
1.5. Sistcmatikn Pcnulis:~n : 
Sistcmatika penulisan dalam penelitian ini sebagai berikut: 
BAB l Pendahuluan 
Memuat latar belakang, rumusan masalah, tujuan, batasan masalah, dan 
sistematika pembahasan. 
BAB 11 Teori Penunjang 
Membahas teori-teori yahg mendukung dalam perencanqn dan : 
pembuatan sistem. 
BAD 111 &letode Penelitian 
1 '  I .  
Berisi tentang metode penelitian dan PerenCanaan sistem s,erta pengujian. 
, , 5 
UAU IV .I . I'cri~icarrgan dan I'crealisasian S~slem 
terancangan dan perealisasiatl sistem replikasi basis data dengan 
menggunakan data PQW Kabupaten Malang. Membahas tentang 
perencanaan dan pembuatan sistem. 
BAB V Pengujian , , , .  , ! , .  
Memuat hasil pengujian terhadap sistem yang telah direalisasikan. 
BAB VI Kesinlpulan dan Saran 




















Dalam merencanakan dan merealisasikan replikasi basis data pada jaringan 
V~rluul Pr~vafe  Network (VPN) dibutuhkan pemahaman tentang berbagai ha1 yang 
mendukung. Pemaharnan ini akan bermanfaat untuk penerapan replikasi basis data 
dengan jaringan VPN pada PDAM kabupaten Malang. Pengetahuan yang mendukung 
perencanaan dan realis:lsi penelitian meliputi PDAM kabupaten Malang, teori dasar 
bads data, basis data terdistribusi, telc~ik replikasi basis data, Windows Server 2000 dan 
SQL Server 2000, TCPtIP. 
2.1. PDAM (Perusahaan Daerah Air Minum) 
Pcrusahaan Daerah Air Minuml)ang;lebih dikenal dengan singkatan PDAM 
adalah perusahaan yang dikelola olch daerah untuk menangani air minum untuk 
masyarakat. PDAM kabupaten Malang memiliki kurang lebih 66.000 pelanggan yang 
I ' .  8 . , ,  . , ,  , . , 
tersebar pada 22 unit. unit-&it ini terletak dalam radius 56 km dari pusat kot~i 
, . 
Malang.(Data PDAM) 
,. , ,  . , 
, ,  , ,  
, 
Untuk mcmpcrolcl~ data pc~lakaian air pelanggan di unit-unit dilakukan 
I , , . , ,  ;,,,,!C ! ' - ' 
pencatatan oleh petugas pencatat meter. Hasil data dari pencatatan meter'tersebut akan 
diserahkan setiap tanggal 20 ke bagian' Penerb i~n  Rekening di kantor pusat. Proses 
, ; . . \ , I ) , , . I . \ . ! , ~ ; , ~ I I , ,  8 '  , . , . ,  
selanjutnya dil4ukan pembuatan kwitansl pembayaran rekening air, dimana pembuatan 
kwitansi ini hams selesai pada tanggal 28 setiap bulannya sehingga bagian Penerbitan 
Rekening mempunyai waktu sekitar 8 bpri gntuk menyelesaikan pekejaan ini. Setelah 
semua kwitansi dicetak di kantor pusat, kwitansi tersebut didishibusikan kembali ke 
unit-unit untuk diserahkan ke pelanggan. Dari survey yang dilakukan di PDAM pusat 
saat ini, jumlah,operator yang ada hanya 6,orang dengan jumlah workstation sebanyak 5 
buah. Tentunya dengan kondisi ini, beban kerja dari masing-masing operator menjadi 
sangat berat. 
Seringkpli penerbitan kwitansi ini t~rlambat diakibatkaq keterlambqtqn 
penyerahan hasil pencatatan meter dari ,ugij:unit, mengingat letak yang tersebar dan 
jarak dari unit-qnit ini kc kantor pusat relatif jauh untuk ukuran pengiriman data secara 
manual. Ada kalanya juga dinkibatkan Feruwkm pada sistem komputer. 
Data-data pokok yang didapat dari PDAM pusat adalah data unit yang 


















data PDAM unit-unit, data macam-macam golongan untuk menenhlkan tarif dasar 
setiap bulnn. data pemakaian untuk setiap bulan dala~n suluan mctcritn. Datu golungan 
sebagai bahan penentuan tarif da8;ar diperlihatkan pada Tabel 2. I. 
Sumber: Data PDAM I )  ' 1 ,  
Data unit yang ditunjukkan dengan nama kccamatan diperlihatkan pada Tabel 2.2. 


















Tabcl2.3. Data kelas unit 
Sumber: DatlPDAM 
Tabel 2.3. menunjukkan data kelas unit sebagai acuan kode-unit untuk setiap 3 ,  
kecamatnn. Tabel 2.4 menunjukkan d a h r  pelanggan dan alamat yang didapat dari 
masing-masing unit. Setiap unit akan memberikan data pelanggan yang membayar pad? 
unit tersebut pada setiap bulan, untuk kernudian dikirim ke pusat sebagai bahan laporan 
dan perekapan data pelanggan. 
~~ ~ . ~~ 
.. 
.. .. , ., , , .. .. ,. 
, . 
, . " I , . . ,  , . I .  .1 /  I '  
Data tarif setiap kenaikan meteran dapat ditunjukkan pada Tabel 2.5. sebagai batas 
kenaikan tarif setiap pemakaian per bulannya. Data pemakaian dapat ditunju.dtan pada 
: _ I !  ! I '. ::. >, 
Tabel 2.6. 
T ~ b c l 2 . 5 .  Bet- kenaikan lwif satuan metem? 
m smm 
lrrr 10 10 
1.m 10 m I) t m m  t l m m  i l l a m ,  i l m m  
1M 10 W II l l l0m -ma il.lmm, l l m m  


































mcngirirm data atau menerima data dari sistem. Entitas el,sternal, atau hanya entitas , 4 ' 
disebul juga sumber atau tujuan data, dan dianggap eksternal terhadap sistem yang . 
sedang digambarkan. Setiap entitas diberi label dengan sebuah nama yang sesuai. 
Mcskipun berinteraksi dengan sistem, namun dianggap diluar batas-batas sistem. 
Entitas-entitas tersebut hams diberi nama dengan suatu kata benda. Entitas yang 
sama bisa digunakan lcbih dari sekali atas suatu diagram aliran data tertentu untuk 
menghindari persilangan antara jalur-jalur aliran data. 4 
Tanda panah yang mcnunjukkan perpindahan data dari satu titik ke titik yang lain, . 
dengan kepala panah mengarah ke tujuan dab. Aliran data yang muncul secam 
s iniul~~l l  bisn diga~libarknn honya dc~lgon i~lcnggunnkan tonda panah paralel. Karena 
sebuah tanda panah menunjukkan seseorang, tempat, atau scsuatll maka harus 
digambarkan dalam kata benda. ,.. , 
Lingkaran dengan ,sudut membulatdigunakari untuk menunjukkan adanya proses 
tranformasi. Proses-proses tersebut selalu menunjukkan suatu perubahan data jadi 
aliran data Yang meninggalkan suatu proses selalu diberi label yang berbeda diri 
aliran data yang masuk. .,, ,., , , 
Simbol terakhir yang digunakan adslah bujur sangkar dengan ujung terbuka 
(rertutup paba posisi sisi sebelah'kiri dad terbuka pada sisi sebelah kanan) yang 
menunjukkan penyimpanan data-data yang ' memungkinkan penambahan dan 
perolehan data. 'I 1 1 ,  
2.2.1. Kelebihpn P e n d e k ~ t a n  Aliran Data 
Pendekqpn aliran da@.rnemiliki ernpat kelebihan utama yaitu: 
1. Kebebasan Q,ari menjalankan imp!em~tasi  @his sistem yang terlalu dini. 
> ' '  . i l i I ' I I ~ I  1 5  : 1 1 1  , I  . :,.,II, . "1((: 
2. Pemahaman lebih jauh mengenai , . keterkaitan satu sama lain dalpm . . $stem d q  
subsistem. , 
, . . 1 ~' 
. - , ,  I. / 
3. Mengkomunikasikan pengetahuan sistem yang ada dengan penggur.a melalui 
diagram aliran data. 
1  
4. Menganalisis sistem yang diajukan untuk menetapkan apakah data-data dan proses 
, ' . , , , ,  . ' t ' , , , , )  ,~ 
yang diperlukan sudah ditetapkan. 
, , ,  ' . 8 ,  , . # I ( \ , ! ; , , , ,  +I,:(, 
2.2.2. Pcngcmbangan Diagram Aliran Data 
Untuk memulai suatu diagram aliran data diawali dengan merangkum namsi 
1 t r r  . I I  8 1  1 )  I 1  1 


















eksternal, aliran data, proses, dan penyimpanan data. Daftar ini untuk membantu 
menentukan baks-batas sistem yang akan digambarkan. Begitu daftar unsur-unsur data 
dasar ini tersusun, maka penggambaran aliran data dapat dilakukan 
. . 
: 
, . , .* , ;~ ;r, -;~'~ 
Menciptakan diagram konteks . , . ~ : 
~. 
.~ , .  
, . . ,  -~ .. 
. . 
Dengan pendekatan atas-bawah untuk membuat diagram pengalihan dat.1, diagram 
.,I.,. 
berganti dari umum kc khusus. Meskipun diagram pertanra membantu r iemahami 
pcngalihan data, sifat umumnya membatasi kegunaannya. Diagram konteks awal 
harus bempa suatu pandangan yang rnencakup masukan-masukan dasar, sistem 
umum dan keluaran. Diagram konteks adalah tingkatan tertinggi dalam diagram 
aliran data dan hanya memuat satu proses, menunjukkan sistem secara kcselumhan: 
Proses tersebut diberi nomor no1 (0). Semua entitas eksternal yang ditunjukkan pada 
diagram kopteks berikut aliran data-aliran ,data utama menuju sistem.dan dari , 
sistem. , , , . , ,  . , . ,  . ,. . ,  
Menggarnbar diagram 0 (level berikutnya) : 
Diagram 0 iadalah pengembangan diagr~m konteks dan bisa mencakup sampai 
sembilan proses. Setiap proses diheri n q ~ o r  bilangan bulat, ummnnya(limulai dari 
sudut sebelah kiri atas diagram..dan mengarah ke sudut sebelph,.bnan b,ay&, 
Diagram 0 , lebih mendetail dibanding , dengan diagram konteks,, masukan dan 
keluaran yang ditetapkan dakm diagram yang pertama tetap konstan dalam semua 
diagram pengembangan selanjutnya:, . :  
Menciptakan diagram anak (tingkat yang lebih mendetail) i . , .  , 
Setiap proses dalam diagram 0 bisa dikembangkan untuk menciptakan diagram anak 
yang lebih mendetail. Semua alirandata yang menuju atau ke luar dari.proses induk 
harus ditunjukkan mengalir ke dalam atau ke luar dari diagram anak. 
1' 
2.3. Basis Data fDutobuso) 
, , 
' 1  4 ,  I , I '  , 
Basis data ido lnba~)  dapat dibayangkan seb&ai sebuah iemiri arsip. Jika 
' I , ,  , .  / I  , I 1 ~ : . ! l l < ~ ~ # ~ , ~ <  ,I,'ll< 
sebuah lemari arsip akan dilakukan pengaturan dan perawatan, maka kemungkinan 
I .: 
besar akan dapat dilakukan hal-ha1 seperti memberi sampuVmap pada kumpulan arsip, 
memberi penomoran dengar] pola terbentu yang nilainya unik pada setiap sampul, lalu 
1 I 
menempltkan arsip-arsip tersebut dengan carahrutan tertentu di dalam lemari. 
I 
Basis data terdiri atas 2 kata, yaitu basis dan data. Basis kurang lebih dapat 
diartikan sebngai n~arkas atau gudanp, tempat berkumpul. Sedangkan data adalah 



















siswa, pembeli, pelanggan), barang, hewan, peristiwa, konsep, keadaan, dan sebagainya, 
yang direkam dalam bentuk angka, huruf, simbol, teks, gambar, bunyi, atau 
kombinasinya. , 
Basis data sendiri dapat didefinisikan dalam sejumlah sudut pandang seperti: 
Himpunan kelompok data (arsip) yang saling berhubungan yang diorganisasi 
sedemikian rupa agar kelak dapat dimanfaatkan kembali dengan cepat dan mudah. ; 
Kunlpulan data yang saling berhubungan yang disimpan secara bersama sedemikian 
rupa dan tanpa penylangan (~edundansi) yang tidak perlu, untuk memenuhi 
berbogai kebutuhan. 
Kumpula.i fileltabellarsip yang saling berhubungan yang disimpan dalam media 
penyirnpanan elektronis. 
[FAT-0221 
Basis data den lemari arsip sesungguhnya memiliki prinsip kerja dan tujuan 
yang sama. Prinsip utamanya adalah pengaturan dawarsip. Dan tujuan utamanya adalah 
kemudahan dan kecepatan dalam pengambilan kembaJi datalarsip. Perbedaanqya hanya 
terletak pada media pznyimpanan yang digunakan. Jika lemari arsip menggunakan 
lemari dari besi~atau kayu sebagai,m&a,penyhpanan, maka basis data menggunakan , 
media penyimpanan elektronis seperti disk, (disket atau horddisk) seperti yang 
diperlihatkan dqlam Gambar 2.2. 
.. . 


















Suatu ha1 yang juga hams diperhatikan, bahwa basis data bukan hanya sekedar 
penyimpanan data secara elektronis (dengan bantuan komputer). Artinya tidak semua ~ . 
I .  
. ' .  bentuk penyimpanan d:da secara elektronis bisa disebut basis data. Dokumen berisi data i 
. .. .: . 
dapat dishpan '&lam jile teks (dengan pengolah kata),,jile .sprehdsheet, . dan ', 
. . 
,-  ~ . , 




pemilahan dan pengelompokan data sesuai jenidhngsi data, sehingga akan menyulitkan 
pencarian data kelak. Yang sangat ditonjolkan dalam basis data adalah 
penga~uranlpemilahadp~ngelompokadpengorgani~asian data yang akan disimpan , 
sesuai fungsitjenisnya. Pemilahan/per.gelompokadpengorganisasian ini dapat berbentuk 
sejumlah jileltabel terpisah atau dalam bentuk pendefinisian kolom-kolomljefd-field 
data dalam setiapjleltabel. 
Operasi-pperasi dasar yapg &pal dilakukan berkenaan dengan basis data dapat 
meliputi: , . ! ,  , ,  , , '  . . ,~ . 
Pembuatan basis data. baru (cirdte da~abase), ,yang identik dengan pembuatan I 
lemari arsip yang baru. ' ., , ,  ,, , , :ti . . .  , ' I ;  
Penghapusan basis data (drop database), yang identik perusakaa\lemari arsip 
(sekalip.beserta isinya,:jikaada)., ,,.I,,.. .;,:, .. ,I . L ,  I ,  . . s . l i i  
Pembuatanjileltabel baru ke suatu basis data (create table), yang identik dengan 
penambahan map arsip baru ke sebuah iemari arsip yang telah ada. 
I 
Penghapusanfileltabel dari suatu basis data (drop table), yang identik dengan 
pe~sakan map arsip lama yang ada di sebdah lemari arsip. 
Penambahanlpengisian data baru ke sebuah jile/tabel di sebuah basis data 
(inserr) yang identik dengan penambahan dengan lembaran arsip'ke sebuah map 
arsip. 
Pengambilan data dari scbuah jileltabel (retrieve/search) yang identik dengan , 
pencarian lembaran arsip dari sebuah map anip. 
Pengubahan data dari sebuah,flelltabel~(update), yang identik~denganlperbaikan 
isi lembaran arsip yang ada di sebuah map arsip. 
Penghapusan data dari sebuah jileltabel (delete) yang identik dengan 
penghapusan sebuah lembaran arsip yang ada di sebuah map arsip. 
. . 
. . 
~ . . .  
,, , - . ~  , 
2.4. Basis Data Terdistribusi 
-Untuk pengimplementasian basis data yang berhubungan denpn qa~ingan ada 
.I 1 . 1  . 


















masing-masing sistem tersebut adaiah jika pada sistem basis data ferpusat, data 
ditempatkan di satu lokasi saja dan semua lokasi lain mengakses basis data di lokasi 
tersebut. Sementara pada sistem basis data terdistribusi, data ditempatkan di banyak 
(lebih dari satu) lokasi, tetapi menerapkan suatu mekanisme tertentu untuk membuatnya 
rnenjadi satu kesatuan basis data. Sistem terdistribusi berbeda dengan sistem terpisah ! ', 
(isolated). Dalam sistem terpisah, hasis data ditempatkan di banyak lokasi tetapi tidak 
saling bcrhubungan sama sekali. Tentu saja, penerapan sistem basis data terdistribusi ini 
akan mcmunculkan keuntungan-keuntungan sekaligus problem-problem baw dalam 
pengoperasiannya. 
2.4.1 Keuntungan dan Kerugian Basis Data Terdistribusi 
Penerapan sitem basi ; data terdistribusi yang baik dan benar akan menghasilkan 
I 
keuntungan-keuntungan berikut ini: 
.~ ., 5 L I  I I I  . , 
Pembagian (pemakaian bersama) data dan kontrol yang tersebar. 
. ' ,  
Setiap user pada suatu lokasi (simpul) dapat mengakses data yang berada di lokasi 
lainr,ya, sama halnya dengan user-user pada lokasi tempat data tersebut berada. Di 
~ , . , . , #  r # , I  : 
sisi lain, pengontroladpengelolaan basis data di setiap lokasi dilakukan secara 
,. , , .  , , ! : . I  , ! ' \  . :  , L,. / /  ~ .,!,,!. 
sendiri-serld'iri (karena setiap :okasi/simpul memiliki DBMS (Database 
. ,  I .  , , , ,  . ! :  
Managetr~enl Sistem) sendiri) yang tentu saja akan mengurangi j u m l a F s a r  data 
' ,  , , ;  , 8 .. ,: , 8 , ' , ,  
yang dikelola di tiap lokasi. 
Krhandalan dan ketersediaan 
Jika ada sehuah simpul mengalami. kerusakan,, simpuUlokasi yang lain akan tetap 
dapat beroperasi. Apalagi jib. di-dalam sebuah sistem terdistribusi. digunakan 
rnekanisme replikasi (penduplikasian data antar simpul), maka ketersediaan data 
akan semakip tinggi. 
Kecepatan query 
Jika sebuah query melibatkan data di sejumlah lokasi/sirnpul, rnaka query tersebut 
dapat dipilah ke sejumlah subquery, yang akan dijalankan di simpul-simpul (lokasi- 
lokasi) yang bersesuaian. Hal ini berdampak pada kecepatan dalam mendapatkan 
hasil query. I ( I  I , I  
Sedangkan kelen~ahan utama sistem basis data terdistribusi terletak pada 
meningkatnya kompleksitas yang diperlukan untuk menjamin koordinasi yang baik di 



















Biaya pembangunan perangkat lunak 
Implementasi sistem basis data terdistribusi tentu akan lebih sukar, sehingga perlu 1 .  
biaya lebih besar. 
Potensi bug (sumber kesalahan program) yang lebih besarhanyak 
Karena simpul-simpul (lokasi-lokasi) dalam sistem basis data terdistribusi 
beroperasi secara paralel, maka akan lebih sulit menjamin kebenaran 
algoritmalprogram. 
1 %  
Peningkatan waktu proses (overhead) 
Waktu untuk pertl~karan data dan tambahan komputasi yang diperlukan untuk 
mengupayakan koordinasi antar simpul merupakan beban tambahan (overhead 
yang tidak dijumpai dakm sistem terpusat. 
2.4.2 Dcsain Basis Data Terdistribufi , r , , -  
I 1 I ) /  ' I 
Ada beberapa pendekatan yang b e r k a i h  dengan penyimpanan dadtabel dalam 
sebuah sistem basis data lerdistribusi yaitu: 
Replikasi 
Sistem memelihara sejumlah salinanlduplikat tabeutabel data Setiap salinan 
tersimpan dalam simpul/lokasi yang berbeda, yang menghasilkan replikas data. 
Fragmentasi 
1 
Data dalam tabel dipilah dan disebar ke dalam sejumlah fragmen. Tiap fragmen 
disimpan di sejumlah simpuVlokasi yang berbeda-beda. Fragmentasi data ini dapat 
, I 1, 
berbentuk ffagmentasi horizontal (pemil+an record data) atau fragmentasi lertiksl 
, ., 
(pemilahanjieldlatribut data). 
Replikasi dan fmgmentasi 
Merupakanl kombinasi dari kedua, ha1 s e b e l m y a .  DaWtabel dipilah dalarn 
sejumlah fmgmen. Sistem lalu mengelola sejumlah salinan dari masing-masing 
fragmen tadi di sejumlah simpul/lokasi. 
2.5. Replikasi Basis Data 
Replikasi adalah teknologi yang sangat penting di dalam lingkungan 
perusahaan-perusahaan yang umunlnya mempunyai perusahaan unit atau pe~S&aan 
/.L I * L  . I. , .,I , ,,.IIL 
anaklcabang. Replikasi mengijinkan basis data dan prosedur didistribusikan ke seluruh 


















di dalam perusahaan. Basis data terdistribusi ini bisa disinkronkan agar selalu meniliki 
nilai yang sama, seperti misalnya daftar harga yang disinkronkan pada seluruh cabang. 
2.5.1. Model Replikasi 5 .  . ,. 1 .~ . 
. . . 6 ,  . 
Model replikasi secnra umum dapat dilihat dalam Gambar 2.3. 
~ . ~ ~ . . : . .  
-, , , 
I 
Gar~bar 2.3. Model replikasi [ANO-001 
Komponen utama dalam replikasi adalah : 
I. Publisher adalah server x!nme$gmi? keberadaan data pada server-server 
lain dalam replikasi. Sebagai tambahan untuk mengidentifikasi data yang 
akan direplikasi, publisher mengenali data yang telah diubah dan menjaga 
inrormasi tentang seluruh publikasi dalam server. Elemen data apapun yang 
direplikasi memiliki satupublishe~ 
2. Dlrtriburor adalah server yang mendistribusikan darabase, menerirna semua 
data yang direplikasi dari publisher untuk dipublikasikan ke strbscriber . 
3. Pelanggan (8uh.~criber) adalah server yan j  menyimpan replika-replika dan 
menerima perubahan-pembahan. 
4. Publikasi adalah suatu koleksi dari satu atau lebih artikel, dan suatu artikel 
a d a l h  suatu kelompok data yaag pkan direplika, suatu artikel dapat berupa 
sebuat tabel dengnn hanya beberapa kolom atau hanya beberapa baris. 
5. Artikel adalah objek-objek yang,.disertakan di dalam publikasi, sep,erti , 



















E. Subscription adalah proses berlangganan antan servcr dnn pelnnggan 
(subscriber). 
Replikasi mempnnyai beberapa model yaitu: 
1. Publisher terpusat dengan Distributor tersebar (central publisher with separated 
drstributor) 
Model replikasi ini hanya terdapat satu pusat server publisher Jimala data utama , 
disimpan dan beberapa subscriber yang menginginkan salinan data dan akan 
melakukan proses replikasi. Pada model ini replikasi bisa dilakukan dengan 
menggunakan tipe hansaclional maupun snapshot. Apabila tipe replikasi merge 
digunakan rnaka setiap pembahan data yang terjadi di publisher dan subscriber akan 
dlsilnpan kemudiar~ didistribusikan oleh SQL Server. Model replikasi ini 
diperlihatkap dalam Gambar 2.4. , I 
2. Subscriber ierpusat dengm banyak publisher (cennal subscriber wirn multiple 
publisher) !I 
Model replikasi ini sesuai bila diterapkan dalam tipe replikasi imact iona1 maupun 
tipe replikasi merge, karena kedua tipe replikasi ini hanya rnelakukan replikasi 
, , I \  
terhadap data yang berubah. Selama proses sinkronisasi hanya data yang mengalarr i 
perubahan yang akan direplika$ sehingga akan menghemat bandwidth keseluruhan 
yang digunakan dibandingkan tip replikasi snapshol. Untuk tipe replikasi 
trunsactionat masing-masing publisher sudah mempunyai data sendiri d m  hanya 
bisa dikirim dari publisher ke subscriber, tidak bisa dilakukan sebaliknya jadi 
proses update data hanya bisa dilakukan satu arah saja. Sedangkan'untuk tipe 


















sehingga pengiriman data bisa dildkuks dlra arah Gambar 2.5, menunjukkan model 
replikasi ini,  
Gambar 2.5. Central su6scrlber with mullrp~epublisher [LIN-OI:40 I ]  
3. Banyak publisher dan banyak subscriber (multiple publisher and multiple I 
subscriber) 
Model replikasi ini sesuai dengan tipe replikasi merge karena proses publikasi 
dimodifikasi di masing-masing publishing server untuk selanjutnya~~data hasil 
modifikasi dapat dikirimkan k c  komputer lain yang bertindak sebagai subscriber 
maupun distributor. Apabila dilakukan proses update data di komputer subscriber 
maupun distributor bisa dikirimkan ke komputer publisher sebagai proses update 
dua arah. Model ini dapat dilihat d a l h ~ a m b a r  2.6. 



















Replikasi snapshot membuat "foto" yaitu tiruan persis d u i  basis data yang 
direplikasi kepada para pelanggannya, yang akan menerima salinan lengkap dari data 
dan bukan hanya sekedar perubahan. Replikasi ini sempuma apabila basis data tidak 
diubah terus-menerus, dan bagi user yang tidak ingin meng-update table. 
Metode paling sederhana untuk diarur, dan mungkin juga paling mudah untuk 
dimengerti, replikasi snap.rhot digunakan dengan cara secara periodik mengirirn data 
' 
. 
dalam fonnat tertentu. Anda akan menggunakan metode ini ketika server tujuan 
mendukung read-only environment dan ketika tidak terjadi update data. 
Melakukan replikasi snapshnr tanpa update data pada periode waktu tertentu 1 
disebut dengan 'latency. Contohnya, pada kasus toko retail sepatu yang digun&an pada 
contoh sebelumnya, toko menggunakan replikasi snapshot sebsgai bagian dari proses 
menjaga keaku~atan inventaris sepatu di, ~ d a n g . ,  Inventaris bisa di qek,minl:guan, a k u  
bulanan, toko rqtail in i  dapat mereplikasi snapshot tanpa melakukan update 7ada server 
pusat selama beberapa hati. Skenario inj memiliki tingkat latency yang tinggi serta 
merupakan contoh yang bagus untuk a~l ikss i  replikasi snapshol. 1 
Salah satu alasan menggunakan tipe ini adalah akibat rendahlrya koneksi 
bandwidth. Re~likasi  snapshot akan mqpa@n waktu yang cukup Iqma, gimun d a ~ &  
dijadwalkan kefika jaringan sedang tidwjarang digunakan atau aktivitasnya sedang 
rendah. Bila server tujuan bisa bertahan tanpa melakukan update, metode ini , 
menyediakan sqlusi dengan biaya ren* qbqpingkan dengan metode yang lain. 
Replikasi snapshot muncul ~ ~ m p i ~ , d i .  qetjap skenario replikasi., kale,% PQh 
Server menggunakan replikasi snap,~hol , ~ t y ~ j n e m b u a t  penggandqan R e m a  kali pada 
server tujuan. *Pads bab selanjut~ya, kib akan belajar bagpiman, SQL Server 
menginisiasi replikasi. Replikaei snapsfiqlj~ga memiliki keuntungan lain, yaitu me j a d i  
satu-satunya qetode yang tidak memerlukap. tabel hasil replikasi untuk memiliki 
primary key. o1  
Replikasi snapshot bekerja dengan cara membaca database yang di-publish dan 
rnenciptakan file dalam direktori kerjs, pqda distributor. File hi, qispbpt den4an 
snapshot file dpn mengandung data dari database yang telah di-ppbQ$h sebelumnya 
beserta dengan informasi tambahan lainnya yang akan membantu pembuatan replikasi 



















dalam database distribusi, namun menyimpan sernua data aktual dalam file snapshot. 
Replikasi transactional mengijinkan replikasi tabel dan pmsedur. Replikasi ini 
menginjinkaH penyaringan data yang akan dipublikasikan. Replikasi ini menggunakan 
Jile log uniuk menyimpan perubahan yang dilakukan pada artikel (misalnya tabel) 
semenjak publikasi terakhir, memantau printah UCYERT, UPLIAE, dan DELETE. 
'? . 
Dapat disebut jugn sebagai kebalikan dari replikasi snapshot, replikasi transaksi 
bekerja dengan mengiri~nkan perubahan pada tujuan secara aktual. Seperti yang kita 
ketahui bersarna bahwa SQL Server memproses semua kegiatan yang terkait den& 
database menggunakan l'rmact-SQL stalements. Setiap statement disebut sebagai 
transaksi. Dalam replikasi transaksi, setipa transaksi direplikasi setiap kali ia muncul. 
Anda bisa mengontrol proses replikasinya sehingga proses dapat mengakurnulasikan 
transaksi yang 'terjadi clan mengirimkan mereka scara berkala sesuai interval waktu 
tertentu, atau mengirimkan semua perubahan ydg terjadi. Anda menggllnakan ~ c ~ l i k a s i  
tipe ini pada lingkungan yang memilikitingkat latency yang rendah"setta memiliki 
koneksi bandwidth yang tinggi. Replikasi ini memb~~tuhkan koneksi yang reliable dan 
berkesinambungan , sebab log transaksi akan bertambah dengan cepat bila server tidak 
mampu terhubung dengan replikan ~ehingg~,b$$gr kemupgkinw akan ,tcrjad.ikq$irn~wg 
siuran. , .  , , , .,, . ,  . I .I: 
Replikasi transaksi dimulai dengw,snap$hot , yang mengatur repli$asi pe$qma. 
Replikasi pertama, tersebut kemudian a b n  di-updare oleh transaksi yang telah 
digandakan.. Aqda bisa memilih sebeyap~ serhg meng-update snapshot, atau memilih 
untuk tidak mepg-l~pdete snaps~ot~qetql~b;,{eplibipe;~a S telah swpshot pdwq 
berhasil dilakukan, repliknsi transalgigtynggrmgkan agen pembaea lqg unM,pembijqfi 
log tmnsaksi d ~ i  database yang \el&,tjipubli&dan menyimpw traq&qj,,bap &a 
database distribusi. Agen distribusi, k e p ~ d i q  mectransfer transwi-trpsaksi y g w  
terjadi dari server pusat menuju server tujuan [LIN-011. 
3. Merge ' 8 ,  I ,  . ! 
Replikasi bertipe merg&mengendalikan,.perubahm pada basis data sumber'dan 
mensinkrankan nilai-nilai antara publisher (penerbit) dan subscriber. Pembahan yang 
dibuat basis data target baik pada publishermaupun subscriber akant'ihi mengubhh 


















basis data sumber dan sebaliknya. Untuk mempublikasikan sebagian data, perlu dibuat 
publikasi dengan meniilih tabel dan prosedur, serta ketersediaannya kepada para 
suscriber. Objek-objek yang disertakan di dr lam publikasi, seperti misalnya tabel atau 
baris divebut dengan istilah artikel. Prosedur dapat dianggap sebagai artikel dari 
I ,  
replikasi bertipe merge. 
Untuk menerima publikasi, diparlukan proses berlangganan kepada publisher, 
dan dilakukan penentukan basis data yang akan menerima publikasi ini. Ada dua jenis 
publikasi pull dan push. Langganan bertipepush dijalankan apabila subscriber dikelola 
secara terpusat. Dalam ha1 ini, salinan dari publikasi akan dikirim atau didorong dari 
publisher kepada para subscriber. Keunggulan dari t i p  push adalah sistem keamanan 
, 
yang tinggi. Langganan bertipepull dijalankan apabila subscriber dikelola secara tidak 
terpusat. Tipe ioi menarik salinan dari publikai dari ediror. Setelah dikontigurasikan, 
tnbel publikasi dan tabel target hams disidqonkan agar proses konfrol publikasi bisa 
dijalankan dengin benar. 
Karena jnetode ini mengijinkar) ,data krgerak dua arah, agen penggabungan 
akan meng-kopi perubahan dari publisher dan mengapliksikannya pada tujuannya, 
setelah perubahan dapat di akomodasi,, agen penggabungan akan melihat dan 
memecahkan konflik yang mungkin (erjadi. Setiap perubahan pads qetjap sever 
disimpan pada databas: distribusi [LI'N-Q!]. , . % * ,  
Ada sejpmlah keuntungan dw kerugian yang bisa diperoleh dari, pqerapaq 
metode replikasi data: , , : I  . .  , .  I , ;  : . . # , ' . '  
. Ketersediaap yang tinggi (availab~li~) L ; ,  
Jika karena.suatu scbab sebuah, simpul yang berisi tabel r mengalqqiiker(lsakan, 
maka tabel yang sama masih dap~ t  diperoleh dari simpul yang lain. Dengan begitu, 
sistem tersebut masih dapat melanjutkan proses quely yang melibatkan tabel r itu. 
Peningkatq lkeparnlelap (inc,w~,dp,q~le;lifim~! , ,. . ., . , , ,  , , ,  . , .  ,. 
Pada kasus ldi mana p e n g a k s e ~ q n , ~ , @ ~ , p a d @ . u m u m n y a  hgnya bfxugg,,prq$p 
pembacaan data, maka pemrosqw quew pada simpul-simpul (Iokpi-lgkasi) yang 
melibntkan pbel r tersebut dapat dieksekusi s e e m  paralel (bersamaan). 
. Peningkatan beban pengubahan data (increased overhead on updafe) 
Sistem ha ru~  dapat menjaga ko~$isteqsi sequa sqlinan dari tabel r tersebut. 9rtinya 


















memiliki salinan tabel r tersebut. Akibatnya beban proses pengubahan data menjadi . ' , ,  
Y ' : ,  
meningkat. 
.. , 
Secara umum, replik;!si akan memperbaiki performasi dan operasi query 
(pembacaan 'data) dan meningkatkan ketersediaan data khususnya uotuk transaksi- 
transaksi pembacaan saja (read nnly). Sebaliknya, transaksi perubahan data akan 
berlangsung lebih lama dan sukar. Mengendalikan persaingan perubahan data oleh 
sejumlah tr&saksi ke data yang tereplikasi akan menjadi jauh lebih sukar dari pada .., -}'; , 
. ~ 
menggunakan pendekatan tersentralisasi.: . - ~ . . . , .  , . , , ~  
[FAT-04:224] 
2.6. Windows 2000 Sewer 
Windows 2000 Server merupakan Network Operaling Sisrem (NOS) untuk 
I! , ,  i ,, , 
melakukan konfigurasi dan manajemen jaringan baik skala kecil, menengah,'maupuri 
besar. Teknologi sistem operasi Windows 2000 sebenarnya merupakan kelanjutan 
teknologi Windows NT yang telah cukup lama digunakan secara luas di pasaran. 
,'. I , ' ,  .I :Yll,iI. 8 .  
Keluarga Windows . , 2000 terdiri dari 4 jenis siqem opwasi, 3 diantaranya rnerupa& '1 
, , ,  . , , . #  ~~. ! ,<.,~, , 
sistem operasi untuk sewer yaitu Windows 2000 Server, Windows 2000 ~ d v b c e  
Server, Windows 2000 Data Center server, d& 1 h t u k  workrtation yaitu Windows 
. . l L i i ( I l : .  1 . :  : . I , 1 . '  . , ' . . :  1 1 '  
2000 Professional. ['AM<-031 
Windows 2000 Server ini merupakan kelanjutan teknologi Windows NT Server 
4.0 dengan berbagai fasilitas barn yang semakin memudahkan pengelolaan jaringan. 
Keluarga serve? Windows!2POO terdiri dari 3 jenis yaitu versi standar (sewer), Advance 
Server, don Data Center Server. Windows 2000 Server memiliki semua kemampuan 
yang ada padal-versi Professional..dj~b@:,@rbagai fasilitas inti, yaqg Pibutuhka~1 
sebagai server ,jaringan. Versi ini, dapat. ,digunakan sebagai file dan . p i p !  ; ,$ ,ewr,  
application sewer, web server, maupun communication server. Fasilitv pentipg yang 
dimiliki versi iqi antara lain:. . , , , I ,  . ; ,  # ,  
O Dukungan~untuk penggunaan,;;!$.mcessor bila diinstal deogan,mode c l e q  
install, @tau 4 processor apabila instalasi dilakukan dengan pengupgrode 
Windoys NT Server: 
El Active Directory Service. untuk: qemudahkan pengelolaan sumherdaya dan 
objek jaqingan. , , ,  , .  , : . . ,  , , , I ,  , 
'2 Sistem keamanan jarinkan , monggunakan Kerberos . dw public k e ~  


















0 Iiderrlet Connection Sharing. 
L l  Web Server dengan menggunakan in~ernet  information Services versi 5.0. 
Windows Terminal Services untuk memudahkan administrasi jaringan dan 
pemanfaatan hardware komputer lama sehingga dapat digunakan untuk berbagai . 
c 
aplikasi baru. 
fl Dukungan penggunaan RAM (Random Access Memoly) hingga 4 GB 
2.6.1 Fungsi windows ZOO0 Server 
Sejuah server dapat menjalankan berbagai fungsi sesuai kebutuhan bisnis. Pada 
I 
organisasi skala kecil fungsi-fungsi tersebut dapat digabungkan dalam satu sewer dan 
satu komputer. Untuk organisasi besar, sebaiknya setiap fungsi dGalankan pada sew& 
terpisah sesuai dengan bebar kerjanya. 
, I  , I  1 1 1  I . , / ,  1 2.6.1.1. ~ i l e s e r v e r  
Fungsi ini merupakan penggunaan paling umum dari sebuah sewer, dimana 
I 
server diynakan sebagai pusat penyi~hpananfile dalam sebuah jaringan. Dengan sistem 
ini sistem j l r  akan lebih terintegrasi sehingga memudahkan manajemen dan pencarim 
file. Sistem back up dan penyimpanhfile juga'dapat dilakukan dengan lebid baik. 
'Nindows 2000 Server memiliki fasilitas distributed file sistem untuk 
\ 4  ( " 1  \,.I \ ,  , 
rnemudahkan pengelolaan j l e  dalam jaringan. Dengan sistem ini pengguna jaringan 
, . ! ,  
dapat dengan mudah menggunakan dan menyirnpanfile tanpa perlu mengetahui letak 
, , , . ~  .,,,, , , , , I 1. 
sebenarnya dari suatufile. 
2.6.1.2, Appllcarion Server 1 
Apabila server digunakan untuk menyimpan dan menjalankan suatu program 
' 
aplikasi, maka sewer tersebut bertindak sebagai application sewer. Aplikasi diinstal di 
, . .  
server dan dijaiankan atau diakses oleh klien. ~ e n i a n  demikian aplikasi tidak perlu , 
I I , ! ,  I , I ,  I , 8 , , ,  :. 
diinstal di klien sehingga memudahkq proses implementasi dan perawatan sistem. 
, , , , , .  , , , I: I , ,  ' . / .  
Windows Terminal Services merupakan fasilitas untuk memudahk? p=nggunaan 
i ' I  ' 7  ' 1 ' , ' I, ' . . I ,  L ,  $ 1 ,  ,. , 
Windows 2000 Server sebagai applicgtion server. Dalam layer TCPIIP application 
. , , .  , 
, .  . , . #  1 , ~ '  . ,  , . , ~ ,  1 , ; ~ .  
server terletak pada loyer ablikasi, yang mernbedakan adalah protokol yang digunakan 
' 8  , ,  . .  




















Web Server merupakan komputer yang digunakan sebagai host berbapai aplikasi 
web baik dalam lingkungan internet maupun intranet. Interner information 
Smice  5.0 merupakan komponen Windows 2000 Server untuk memudahkan 
konfigurasi dan manajemen web site. Protokol yang digunakan dalam layer 
aplikasi di TCPIIP untuk web server adalah HTTP (Hypertext Transfer * 
Protokol) untuk melayani pemintaan (request) halaman-halaman HTML 
(Hypertext Markup Language). 
E-Mail Server 
Windows 2000 Server dapat juga digunakan sebagai E-Marl sewer dengan 
menggunakan terbagai sofmare tambahan antara lain Microsofr Exchange, 
Latus Nores, maupun MDaemon. Fungsi E-Mail server dapat dianalogikan 
I 
dengan kantor pos dalam sistem surat menyurat konvensional. Untuk E-Mail 
, , /, 
server, pmtokol y a y  digun;kan layer aplikasi di TCPIIP adalah SMTP 
(Sin~ple Mail Transport Protocot) untuk mengirim pesanle-mail, sedangkan 
untuk mengaksesnya menggunakan IMAP (Internel Message Access Prorocol) 
atau 1'083 (Posl O f i e  protucol). 
I m , , ,  
. ; , A -  i . , . . , i , ;  
2.6.1.3. ~ e i b e r  Server 
Apabila Windows 2000 Server digunakan sebagai member sewer maka hanya 
dapat bertindak'sebagai klien dalam jaringan dan tidak dapat menjalankan hngsi server 
untuk mengatur jaringan. Ketika Windows 2000 Server diinstal pertama kali, maka 
secara otomatis' akan berhngsi sebagai member server. Untuk mengubahnya sebagai 
, / I I  1 ,  1 , I 1  domain controller digunakan perintah d c p m  dari commandprompt. 
2.6.1.4. Domain Controller 
Domain1 Con~roller PC)  mewpalcan server yang berfungsi sebagai pengatur 
jaringan. Manajemen sumber daya dan obyek jaringan dilakukan dari DC, karena akses 
secara penuh terhadap Active Directow hanya dapat dilakukan dengan melakukan login 
ke DC. Di dalam jaringan berbasis Windows NT akan ditemui istilah Primary Domain 
Controller (PDC) dan Backup Domaln Controller (BDC) namun dalam sistem jaringan 
Windows 2000 dua istilah tersebutsudah tidak dikenal lagi. Setiap DC dalam jaringan 



















adalahpeer (setara) yang masing-ntasing dapat dikonfigurasi untbk melakukan replikasi 
objek Active Direcrory, sehingga apabila salah satu DC tidak berfungsi maka dapat 
segera digantikan oleh DC yang lain. Sangat disarankan dalam suatu organisasi untuk I ,  
memiliki minimal 2 DC sehingga menji~min fault lolerance. 
2.6.2. Fitur Baru Pada Windows 2000 Sewer 
Untuk lebih memahami berbagai fadlitas dan kelebihan Windows 2000 3erver 
dibandingkan sistem operasi terdahulu, berikut ini dipaparkan beberapa fitur haru yang 
penting pada Windows 2000 Server. 
2.6.2.1. Active Directory Service 
Directory Service dapat diumpamakm sebagai buku direktori telepun yang 
menyimpan berbagai informasi nama, %'alhrnat dan nomor telepon yang , disusun 
berdasarkan abjad sehingga memudahkan proses pencarian. Peranan Direcrory Service 
dalam sebuah jaringan adalah sebakai'databaie yang menyimpan berbagai infom'aii ' 
sumber daya dan objek jaringan'"seead "terpadu sehingga dapat dikelola dan 
dikonfigurasi dengan mudah. lstilah Active Directory Service digunakan dalam 
\ I .  , 
, l , l l l  ..-., 
iingkungan ~ i A d o w s  2000 'untuk mmberikan penekanan pada kemampuannya untuk 
" . , '.. I ,  
melakukan berb&ai fungsi manajemen secara dinamis dan terotomAi'dengan m"dah 
dan cepat. Infonnasi yang disirnpan dalam Active Directory antara lain meliputi wer 
1.: : , .  > 8 
dan grou;, account, printer, file server, sertz berbagai policy menyangkut user d m  
group. User sgbagai pengguna .jaringan berkepentingan untuk dapat mengakses 
berbagai sumber daya d e n g q ,  l , c ~ ~ ~ l  cJan mudah,, s e d a n g k q  qdminisffa{or 
berkepentingan , untuk mengelola. . ,~rbagaj,  pbje,k jaringan secara efisien. Acrive 
Direcrory memungkinkan pengelolaan jaringan menjadi lebih mudah karena berbagai 
sumber daya dy objek dapat ,disimpan,,secara terpusat untuk diionfigurasi %?ma . , 
. ,  , terpadu. . , , l k j ,  .I.! . i ~ t ,  
I .. , ! 1 :; 
2.6.2.2. Group Policy 
. , ,  , . 1 
Group Policy merupakan media &tuk mengahlr profil user terutama yang 
berkait,~n dengan dedktop setting. Pengaturan yang dilakukan antara lain menentukan 
jenis aplikasi ;ang tersedia bagi user, konfigurasi start menu, seda akses terhadap 
berbagai icon seperti Control Panel dan ~ y d o m ~ u t e r .  Fasilitas ini sangat be rkna  
untuk nienyesuaikan lingkungan tampilan desktop dengan tingkat keahlian seorang 
' , , 




















~.  . 
. . 
. , 
tidak akan dapat diubah user. c roup  ~ o l i g ~  dapat dikontigurasi secara terpusat dengan '..' 
. . 
menggunakan fasilitas Aclive Di rec~ov .  ,~ . 
2.6.2.3. Disfribured File Slstem 
Ketika jaringan semacin besar dan jumlah user bertambah maka sering terjadi 
penyimpanan Jle menjadi tidak rapi lagi. File-Jle kerja d ~ p a t  ersimpan di server I 
maupun lokal di komputer masing-masing dengan memberikan hak s h a r l ~ ~ g  bagi 
pemakai lain. Proses pencarian Jle sering rnenjadi pekerjaan yang membingungkan 
karena peletakan jile oleh user dilakukan dengan tidak konsisten. Dislributed File 
Sislem (DFS) m e ~ p a k a n  solusi rnasalah penyimpanan Jle dalam jaringan. 
Adnlinistrator menyediakan folder sesuai dengan kebutuhan, sedangkan folder pada 
DFS tersebut dihubungkan dengan letakjle secara fisik. Dengan demikian seorang user 
, .  . / ' . : . ,  . ; I  , I > - , I  . ' F!,,,.. , I  ,\,.,,.:;!,> 
dapat dengan mudah menyimpan dan mencarij le pada folder yang telah disediakan 
tanpa perlu ~nengetahui di mana sebenarnya letak fisik suatujile. File pada DFS juga 
dapat disirnpan,secara ofline di komputer lokal dan dilakukan proses sinkronisasi 
berkala denganfile di jaringan. 
, , j / /  I , . 
2.6.2.4. Tern~inalServices 
, . , . ,  . .,,.,. . ~ , . , ,  , ~ ,  
Terminal Services merupakan fasilitas yang dapat digun&an untuk 
memanfaatkan komputer dengan harhvare lama untuk dapat menjalankan berbagai 
I. 
aplikasi terbaru, Terminal Services Server. diinstal pada komputer server dengan 
. > ,  2 
spesifikasi hardware yang mampu menjalank,an Windows 2000 servk'r. sedangk=n 
' I 
Terminal Sewices Client diinstal pada komputer lama misalkan sekelas 486 atau 
I ' . , _ ,  .. , . < P  . . ,  , . . ,  
Pentium klasik. Kompilter klien mengakses berb&ai aplikasi di server , , ,  dengan . , .  
menggunakan processing power komputer serv8r. Fasilitas ini sangat berguna untuk 
. ' . , 4 . ,  
rnemudahkan adrninistrasi dan mainrenance berbagai aplikasi secara terpusat karena 
, ,  . . , . 
instalasi aplikasi hanya dilakukan di s&&v. ~ a m u n  demikian berbagai aplikasi berat 
seperti ~ u t o ~ a d  dan Corel Draw tidak akan berjalan maksimal dengan tools ini. 
Aplikasi yang ~ o c o k  dig~~nakan a tara lain berbagai suite aplikasi oJlicr seperti MS 
Office dan infernet sharing. Terminal Services juga dapat digunakan untuk melakukan 
remote adminisfration terhadap suatu server. ,:, : , I ~ ; , . I I ,  , . ~ 
I / '  
2.7. SQL Sewer 
Mmrosoft SQL Server adalah suatu dolabase relasional yang dapat digunakan 
; ,  . . ' ' I  
untuk melakukin analisa sistem e-comnlerce, jalur bisnis dan solusi data warehouse. 
a _ : ,  , , . ., , . 
.~ ,.
.. , 


















SQL Server 2000, pada versi terbarunya, memberikan dukungan terhadap XML 
(Extensible Markup Language) dan H l T  (@pertext Tranrfer Protocol), ketersediaan 
1 
dan unjuk ke ja  untuk membagi beban dan menjamin uptime, dan sebuah fungsi untuk 
manajemen dan tuning untuk melakukan otomatisasi pekerjaan yang 3ilakukan secara 
rutin. 
Microsoft SQL Server 2000 merupakan sekumpulan komponen yang bekerja 
bersama untuk penangani penyimpanan data dan analisa dari sistem pemrosesan data 
skala enterprise. Berbagai macam titur dimiliki oleh SQL Server, berikut ini adalah i -  - 
fitur-titur utama yang dimiliki oleh SQL Server. 
2.7.1. Integrasi dengan Internet 
SQL Server 2000 telah meriliki dukungan terhadap XML pada komponen 
I ' . .  , , ' m 8 )  , . I . 1 : . < .  , . , . .  ', , 
utama dolabase engine. Skalabilitas, ketersediaan dan fitur kearnanan jug* merupakan 
. I  , i :  i : , ,  . I , 
. , . , . , , , , 
fitur yang tersedia untuk dapat beroperpi sebagai kbmpbnen penyifnpanan data pa+ I 
, , ,  ' I G ~ l 8 I  , ' , ~ l : , , ' l !  ' I ,(I,, , 
web site bcrskala besar. SQL server 2000 dapat bekerja dengan fasilitas enkripsi dari 
I ,  
Windows 2000 Server untuk menyimpan 'data dengan aman. ~rsitektur srcurifynya 
berdasarkan pembagian user dan group sebagaimana securiiy pada Windows NTD000, 
, , , ,  
jadi keamanan di SQL Server bisa terintegr&i dengan keamanan windows 2000/NT. 
Model pemrograman pada SQL Server 2000 telah terintegrasi dengan arsitektur 
I \ i  l : ; I  ' ' , , 
Windows DNA (Windows Distributed 1nterNet Applicarion ~rchitecluroj untuk I 
I . . , .  
membangun apiikasi berbasis web, fitur seperti English Quety dan Microsoj Search ': 
Service juga didukung unt# memberikan kemudahan dalam melakukan query dan~ 
kemampuan proses pencarian dalam apl&asii~prbasis,web. , a  . . + (  . , . 
! 
. 
: , ' I  
2.7.2. Skalabilitas dan ~e tersediaea  (Scalability andAvoiIubiIify) 
. l ! ,  ., . . I  , , \ /  i i '  : ' I  
Microsofl SQL 'Servkr 2000 dapat beroperasi pada Microsoft windows 2000 
, , . ,  ' , , : i ; ,  , , ,  I .  I 
Professional, Microsoft Windows 2000 Server, Microsofl windows 200d'~dvanced 
Server, Windows 98, Windows blill~nium Edition dan Microsofl windows '&. Selain 
, , , ' 8 . _, I .. GI  1 , , 1 1 :  I \ . .  ' ' / I :  
itu juga dapat beroperasi semua edisi Microsoft 'windows NT veni 4.0. Mesin 
I P I .  , , , :  / , .  , 
database yangidigunakan merupakan sebuah sewer mbust yang dapat meningani 
database berukuruan terabyte dan diakses , , , ,  oleh ribuan pengguna Sebagai tambahan, 
, . :., , :, , , .  , , i :  ! 
apabila dijalankan dengan konfigurasi selling default, SQL Sewer 2000 memiliki fitur 
, , , ,  . , ,  , , 
. . , I / , , . /  ,. ,1!, ,. 
seperti seF~r-runing yang dapat berjalan efektif pada laptop dan desktop tanpa 
membutuhkan administrasi rang tum'it dari pengguna. SQL Sewer 2b00 Windows CE 


















26 ...,, ,, :; ..., ~ 
' . , 
, 
. .~ . , 
.,,. 
. . 
Edition bahkan telah mengembangkan kemampuan model pemrograman' pada SQL . -,s,) 
. . Server 2000 Ice piranti-piranti mobile yang menggunakan Windows CE sehingga ' ,  
memberikan kemudahan untuk melakukan integrasi ke lingkungan SQL Sewer 2000. 
SQL Sewer 2000 dapar bekerja dengan sistem clurfering failover pada Windows 
NT dan Windows 2000 dengan demikian SQL Server 2000 bisa dijalankan pada banyak ! - 
komputer. Apabila salah satu komputer mengalami kemsakan maka otomatis akan 
ditangani oleh sistem konlputer lain yang masih aktif. Hal ini digunakan untuk 
menangani recovery data apabila terjadi kerusakan. Selain itu SQL Sewer 2000 juga 
memperkenalkan fitur log shipping yang mernungkinkan untuk mengelola warm server 
standby pada lingkungan yang tidak membutuhkm ketersediaan tinggi. 
I 
Log shipping rnerupakan suatu fasilitas untuk melakukan backup data terhadap 
semua log transaksi yang terjadi pgda sqper,  database utama k e s e v e r  .databare 
sekunder. Prosqs ini dilakukn s e c ~ , p e ~ i p ~ i k . , ~ W v r m  server adalahsebua~ kpmputer 
server yhng a k p  hidup secam pqriodi)c &law waktu yang ditentuka~ un* menerima 
kiriman data log transaksi dari server utama. 
. , . : . I  i ' I .  I 
2.7.2.1. ~ e i a r n ~ a a n   t tab use Skala Besar 
, , , , ,  1 ,  . ., / , , ,  
SQL Server 2000 memiliki optimasi berkecepatan tinggi yang mendukung 
. , ,  , 
lingkungan databare skala sangat bksar. , SQL , Skrver versi 6.5 dan sebelumnya dapat 
. , . ' ,  
mendukung database dari ukuran 200 GB ,sempai 300 GB. SQL Server 2000 dan SQL 
, ~ ,  , . , 
Server \.ersi 7.0 dapat secara efektif mendukung dalabase sampai ukuran terabyte. 
i 
Datalase'pada SQL server 2000 pada dasarnya adalah j l e  sistem biasa pada 
, , ! ,  ' 
Windows, sehingga mempermudah pembuatan dan administrasi database. Ukuran tiap 
halamarl dari database adalah SKB dan setiap penambahan data akan dilakukm dalam 
. ,~ , 5 ' . ! I  . . ' I . .  
langkah extents, tiap e.Ttenl mempunyaiukumn 8pages dan tiap pages memuat 8page. 
'I' : I l l  I . : 1 '  , I 1 .  , , ,  
Apabila ada penambahan data maka akan dilakukan penambahan pages atau disebut 
e.xtent sebcsar 64KB yang berakibat pada peningkatan penggunaan I t0  (Input/Outpur). 



















Cambsr 2.7. Ukuran halaman databasc pada SQL Server [ANO-OS] 
Data File 
I 2.7.2.2. Query Optimizer 
SUL burvt,r Quev optimizer pada SQL Server 2000 memiliki metode-merode akses baru 
untuk meningkatkan kecepatan pemrosesan quely. Metode-metode barn ini seringkali 
menggunakan peningkatan dan penyederhkaan pada stuktur data di durabase: 
Query oplimizer men1:gunakan metode akses serial, read-ahead VO pada saat 
melakukan scanning ruble dan indeks untuk meningkatkan performa. Optimizer , 
juga menggunakan al~oritma hahh dan merge untuk melakukan join. Hash dan 
merge lnerupakan algoritma yang bisa dilakukan untuk melakukan join, masing- 
masing memiliki kelebihan yarg .byrbeda tergantung kondisinya. Apabila kedua 
tabel sumber yang akan di-join mrmiliki ukuran yang besar dan telah disortir pada 
kolom yang akan digabung. maka mergz join akan digunakan karena operasi dapat 
dilakukan, deqgan cepat. Akan tetapi apabila kedua tabel sumber memiliki I 
perbedaan ukuran yang besar, m& bush join akan digunakan, karena operasinya 
akan jauh lebih cepat dibandiv&an qerge jpin. 
, I ,, L ,  1 1 1 1  . 
Quey ap<imizer mendukung.~qd~~,g~e~ar~/exe~~te dalam plplqFukan eksekusi 
pernyataan SQL. Pada $gat sebpah (aplikasi mengeksekusi pernyataan SQL, 
optimizrr menerapkan scbuah algoriwa efisien untuk menentukan apakah 
I pernyataan yang sama telah d i l a k u h  wbelumnya. Jika optimizer me~lernukan 
pernyataan yang sama maka execution plan untuk pemyataan itu akan digunakan 
sehingga akan menghemat w q h  pemlosesan. Pada suatu s i a t q  diqqna, banyqk 
pengguna yang menggunakrln qplikqi yang sama ha1 ini dapqt men~urangi 



































penggunaan resourct yang diperlukan untuk melakukan kompil&i terhadap .. ~ :~,. 
pernyataan SQL untuk menghasilkan executionplan. 
2.7.2.3. Dukungan Memori Berukuran Besar 
SQL Semer 2000 Enterprise Edition menggunakan MicrosoJ Windows 2000 : , 
Address Windowing Extensions API (Application Programming Intcrftce) untuk 
mendukung penggunaan memori sampai berukuran 64 GB RAM. Hal ini 
memungkinkan;SQL Server 2000 Enterprise Edition untuk melakukan prosescaching - 
terhadap sejumlah besar baris dalam memori, yang akan mengurangi overhead dan 
meningkatkan kemampuannya untuk memproses query. 
I 
2.7.3. Fasilitas Database Berskala Enterprise 
Mesin &abase pada SQL ~ & e r  2000 mendukung fitur-fitur'yhg'd~butuhkan 
pada lingkungan dimana kemampuan pemrosesan data berskala besar diperlukan. Mesin 
database akan melindungi integritas data dan secara bersamaan akan meminimalislr 
overhead yang dibutuhkan untuk menangani ribuan pengguna yang dalani waktu 
I 4, , ,! 8 , . . , . . , . 
bersamaan melakukan modifikasi data padq 'dhrabme. SQL Server 2000 memiliki I 
1 ,  , ' ,. . I / ' /  (Cl/!/l(ic <, ,  I,,, , 8 - ~ f , i c b  J . 8 1 1 1 L l r ;  
kemampuan distributed query yang memungk~nkan untuk mengakses data dari berbaga~ 
: , I  ' I !  . , J , . I ~ : l J  '., : ' 8  1 I i l  8 '  
macam sumber dengan kemudahan layak;lya bigian dari database SQL Server 2000, 
, . . I  , , , 8 . 1 ,  . . ,  ;,r, . .c.  , : , ,  , . , , r r .   , .  
sementara vada saat yang bersamaan dukunaan terhadao transaksi terdistribusi akan 
- - - 
j, < , 1 4 1  I 
melindungi integritas data dari setiap proses updare yang terjadi pada data yang 
; 
, . . , , .  . 
terdistribusi. 
Kemampuan, replikqsi mqn)be~ikW),&qqudahan . . untuk mengelola banyak salinan 
data, dimana qasing-masing salinw,data akan mengalami sinkroniwsi,,,Sqtu ,set data 
dapat direplikasi ke banyak salinm,.,cla$i, mokile, pengguna yang ti$& Lsenantiasa 
terhubung dalam jaringan untuk itequdipqi riilakukan Proses ~ e n g d - V g m  daa, \ te  
sumber. ,,I 
8 
i l  ! '1l.i _ t 1 :  . . .  ' . .  7 .  ' I ,  : ,,  , 
2.7.4. Kemudahan Instalasi dan Penggunaan 
' ,  : . : , , , : I . ,  ~ - , ~  I . , / I  
SQL Server 2000 memiliki iejumlah tool administratifdan development yang 
i I. . I  ' . ' ,  , I ;  .<,I' 
akan meningkatkan kinerja saat melakukan instalasi, implementasi, pengelolaan dm 
. . , . ' , t i  
penggunaan SQL Server pada berbagai macam tempat. SQL ~ e & r  2000 jugs 
,, , . , I ,  , , - .  
mendukung model pemrograman standar yang terintegrasi dengan Wfndows DNA, yang 
menyebabkan SQL Server database dan data warehouse sebagai bagian yan4 tak 
i ; ,  ~ , :,i!,.~!, i..',)?!,,* :: , ' 
terlihat dari suatu sistem yang berskala besar. Fitur-fitur tersebut memungkinkan untuk 
, , I ,. . 


















menghasilkan aplikasi SQL Swver dengan produktif dan cepat, serta pengguna dapat 
melakukan implemer~tasi dengan minimum instalasi dan proses administrasi lainnya. I 
Banyak rlarahosc yang memiliki kemampuan berskala enicrpri.~~ rnerupnkan 
suatu sistem yang kompleks dan susah untuk dikonfigurasi. Microsoft SQL Server 2000 
memiliki berbagai macam fitur dan rool yang akan menyederhanakan keseluruhan 
proses, SQL Server 2000 juga dapat dioperasikan pada sistem krcil scderlram yang 
tidak memilikij banyak pengguna, secarn efisien dengan proses administrasi yang . . 
, .L , , 
minimal. 
2.7.5. Data Warehouse 
Data warehouse adalah suatu sistem pusat pengolahan untuk keselumhan data 
atau data-data yang vital yang dimiliki oleh suaru perusahaan. Data dari .berbagai 
macam sumber diekstrnk dan diorganisir secara selektif untuk dipergunakan lagi oleh 
i : , : , , . 1 
aplikasi lain. Bagiun dari dara ware+ve . adalah , , , .  . data mart, dimana sekumpulan' dari 
, ,?,,.. ,\.!,, 
data marl akan membentuk suatu dala warehouse. ~ a s i n g m a s i n g  data marl 
. I  1 . , \. 
rnenyimyan informasi yang khusus, spesifik menyangkut suatu departernen terttntu. 
SQL Server 2000 memiliki berbagai lnacam rool untuk melakukan ekstmksi data 
I , "  
dan metakukan analisa terhadap rangkuman data untuk digunakan dalam proses analisa 
i !  
online. SQL Server juga memiliki fool untuk melakukan desain database secara visual , 
dan melakukan analisa data menggunakan pertanyaan-pertanyaan English-based. 
2.7.5.1. Dafa WarchuusingFramework 
11 > .  
Dafa Wareltousing Framework ikruPakan sekumpulan komponen dan API 
yang melakukan implementasi dari fitur-fitur data warehouse di SQL Server 2000. 
I I 
Framework ini tnenyediakan inferface umum yang bisa digunakan oleh berbapai 
. , 
macam kompo"en lain untuk membangun sebuah data warehouse atau data mort. 
2.7.5.2. Data Transformation Services I ' 
Data Patqform~fion Services (DTS) n~enyediakan seperangkat layanan yang 
dapat digunakan untuk rnembangun sebuah data warehouse atau data mart. DTS 
memberikan dukungan untuk melakukan 'ekftraksi data dari sumber data heterogen dan , 



















2.8. ~ ~ ~ / I F : ( ~ r a n s m i s s i o n  ~ o n i r b l  ~roiocoKInternef ~rufocol)  
Dalam dunia komunikasi data komputer, protokol mengatur bagaimana sebuah 
komputer berkomunikasi dengan komputer lain. Dalam jaringan komputer, dapat 
digunakan banyak macam protokol tetapi agar dua buah komputer dapat berkomunikasi, 
1 . 
kedunnya perlu menggunakan protokol yang sama. Protokol berfungsi mirip dengan . - 
bahasa. Agar dapat berkomunikasi, orang-orang perlu berbicara dan mengerti bahasa 
yang sama. 
TCPIIP iTransnzission Control PyotocoI/Interner Protocol) adalah sekelompok 
protokol yang mengatur komunikasi data komputer di Internet [PUR-011. Komputer- 
komputer yang terhubung ke Internet berkomunikasi dengan protokol ini. Karena , 
menggunakan bahasa yang sama, yaitu protokol TCPIIP, perbedaan jenis komputer PC, 
dengan sistem ope~slsi Windows dqppt bprkg~upikasi dengan komputer Macintosh atau 
dengan Sun SPARC yang, rnenj?jalaq~~!~~Solaris. Jadi, jika. ~ebuah  k p m p u t ~ r  
menggunakan protokol TCPIIP dan terhubung langsupg ke Internet, maka komputer 
tcrsebul dapui brliuhut~yan dengan komputeqdi belahan dunia manapun yang juga 
terhubung ke Internet. I N  . . , , I 
Perkembangan TCPIIP yang diterima luas dan praktis menjadi stand& derfac~o 
jaringan komputer berkaitan dengan ciri-ciri yutlg terdapat pada protokol itu scndiri: 
s Protokol TCPAP dikembangkan menggup&an . standar protokol, yang terbuka 
sehingga siapapun bisa ikut mengembangkan standar ini. 
Standar protokol TCPIIPdalm, l y i n a f i e q u q ~ t . F o r  Comment (RFC) dapat diambil 
I 
oleh siapapqn tanpa biaya. , , , , , , , : !, , I  
TCPAP dikembangkan dengan.ti,@k.tergantung pada sistem o p e p i  aQu perangkat 
keras tertentu. , I y , ~ 8 . , : , l , . , , ~  . . - . . , , 1 1  ; . . 2 , : : ~ : , - ~  8 
Pengembangan TCP/P dilakukao~,dqng#p konsensus dan tidak tergantung pada 
vendor tertentu. 
TCP/IP independen terhadap perangkat keras jaringan dan dapat dijalankan pada 
' 
jaringan Ethernet, Token Ring, jalr~r,tqIe~og dial-.up, jqringan X-23, da,n,rr&\isivis 
media transrpisi apapun. ~ , ,  .. ~ . .  . ,  
Pengalamat?n.TCP/IP bersifat u n i k , & l ~  sbla global. Dengan qara ini,,komputer 
dapat saling terhubung wala~pyn jlnjngqqya ~ l u a s  Internet sekarang ini. 
TCP/IP mepiliki fasilitas .routiqg .y@gg;,memungkinkan I .  sehingga dapat. diterapkan 
pada ipter-network. 




















2.8.1. Dasar Arsitektur TCPm , , 
. .  ;, 
I'adi~ dusornya, k o ~ ~ ~ u ~ l i k u s i  duta mcrupaknn proses itlcngiril~lkan d8k dari salu 
, 
. ~. . , . .  
komputer ke komputer yang lain. Untuk dapat mengirimkan data, pada komputer hams . ' ~  
ditambahkan alat khusus, yang dikenal sebagai network interface (jaringan ar tamuka). 
Jenis antarmuka jaringan ini bemacam-macam, bergantung pada media fisik yang , '  
digunakan unluk mentransfer data tersebut. Dalam proses pengiriman data ini terdapat 
beberapa masalih yang hams dipecahkan., , , . . . .. r: 
1. Data harus &pat dikirimkan ke komputer yang tepat sesuai tujuannya. Hal ini akan . . . : 
menjadi mmit jika komputer tujuan transfir data ini tidak berada pada jaringan 
lokal melainkan di tempat yang jauh. Jika lokasi komputer yang saling 
berkomunikasi jauh (secara jaringan) maka terdapat kemungkinan data rusak atau 
hilang. Oleh,sebab itu,. perlu rnekanisme yang mencegah rusak atau hilangnya data 
ini. .~ '. :,; , , ~ , . ' t ~ r > . ! ,  , ' I 
, . 
2. Pada komputer tujuan rlunsfer data rnungkin terdapat lebih dari satu nplikasi yang 
menunggu datangnya data. Data y e g  dikirim harus sampai pada aplikasi.yang tepat, 
pada komputer yang lepat. : ,  , , , ... , I .  , : 
Cara alqmiah untuk menghadapi setiap masalah ialnh memecahkan masalah 
tersebut menjadi bagain yang lebih ,wcil. Dalanl memecahkan masalah transfer data di 
1 
atas, para nhli jaringan ko~nputer mqlakukan ha1 yang sama. Untuk setiap problep 
komunikasi data, diciptakan solusi khusus bempa aturan-aturan untuk, menangani 
problem tersebpt. Untuk menangani,.kompnikasi data, keselunrha~,!piurq,,ini .m 
bekerja sama s#u dengan lainnya.. Sekymt)~!p,% &@ran untuk mengaar p~ngirirnan data 
ini disebut sebagai protokol, komunikasi data. Protokol ini diimplementasikan dalam 
bentuk pagram komputer (software) yang terdapat dalam komputer dan peralatan 
komunikasi &la lainnya. j , . I , , ;  , ' . I . _  I , .  
TCP/lP ,adalah sekumpulan protokol yang didesain untuk m~)pkukan fun@ 
fungsi kumunikasi data pada Wide Area Network (WAN). TCPIIP terdiri atas 
sekumpulan Lqer  yang masing7masing.bertanggung jawab atas bagian-bagian tertentu 
dari komunikasi data. Setiap layer mempunyai tugns sendiri-sendiri sehingga setiap 
tugas masing-masing luyer rnenjadi je1,q daq ~ederhana. Luyer yang satutidpk pvlu ' 
mengetahui cara kerja Layer yang lain, sepanjang ia masih bisa mengirim dan menerima 
data. , I  . /  
Berkat penggunaan prinsip ini, TGPgP:menjg(li,pratokol koqvnikasi, data,yaOg 



















interfoe jaringan, karena sebagian besar isi kumpulan protokol ini tidak spesifik 
terhadap satu komputer atau peralatan jaringan tertentu. Agar TCPIIP dapat berjalan di 
atas inier/irce jaringan tcrlenlu, hanya perlu dilakukan pcrubahan pada protokol yang 
berhubungan dengan interface jaringan saja. 
Gainbar 2.8. Layer TCPilP [PUR-O1:23] 
Sekumpulan protokol TCPIIP hi dimodelkan dengan empat layer TCPDP, 
sebagaimana terlihat dalam Gambar 2.8. TCPAP terdiri atas empat lapis kumpulan 
1 8 ,  
protokol yang bertingkat. Keempat IapisNoyer tersebut adalah: 
- .  
Network interface L q e r  i . I l ~ 8  L 
, : -  \ j , 
Infernet Layer ! 
Transport Layer ' I .  I, ' ,. 1 ; ,  ! 1  I ; 
Application Layer 1. .-.,- /c."' - - - - - -  
(I  l i  
Dalam TCP/IP, terjadi penyampaid data dari protokol yang berada di satu layer 
ke protokol yang berada di layer Gambar 2.9. Setiap 
protokol mcmperlakukan semua lain sebagai ~' 
data. 
Jika suatu protokol menerimd'data dari protokol lain di layer atasnya, ia akan 
menambahkan informasi tambahan miliknya keldata tersebut. Infomasi ini memiliki 
fungsi yang sesuai dengan fungsi proto'tol tersebut. Setelah itu, data ini diteruskan lagi 
ke protokol pada layer di bawahnya. 
1 
Hal yang sebaliknya terjadi jika suatu protokol menerima data dari protokol lain 


















melepas informasi tanlbahan tersebut, untuk kemudian rnener-skan data itu ke protokolL:.- 
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Cambsr 2.9. Pergemkan dab dalam Iqer TCPnP [STA-01.561 
LapisadLayer terbawah, yaitu Network Inferface Layer, bertangg~ng jawab 
mengirim dan menerima data ke dan dari media fisik. Media fisiknya dapat berupa 
kabel, serat optik, atau gelombang radio. Karena tugasnya ini, protokol pada layer ini 
hams mampu menerjemahkan sinyal listrik rnenjadi data digital yang dirnengerti 
komputer, yang berasal dari peralatan lain yang sejenis. 
LapisanlLqver protokol beriklfnya, ialah Inremr Layer, protokol yang berada 
pada layer ini bertanggung jawab dalam proses pengiriman paket ke alamat yang tepat. 
Pada layer ini terdapat tiga macam protokol, yaitu IP, ARP, dan ICMP. 
IP (Internet Protocof) beri'ungsi untuk menyampaikan paket data ke alamat yang 
tepat. ARP (Address Resolution Profocof) ialah protokol yang digunakm.untuk 
menemukan alamat hardware dari hostkomputer yang terletak pada network yang 
sama. Sedangkan lCMP (Internet ,Cpntrq(, ,Message Protocol) ialph ,prolokol yqrlg 
digunakan untu)c mengirimkan pesan dan melaporkan kegagalan pengirirnan data. 
Layer bprikutnya, yaitu Transport Lqyer, berisi protokol yang bertanggung 
jawab untuk mengadakan kornunikasi, mtara, dua host/komputer. Kedua protokol 
tersebut ialah TCP (Transmission Control Protocol) dan UDP (User Datagram 



















L q e r  teratas, ialah Application Layer. Pada layer inilah terletak semua aplikasi 
yang ~ncnggl~nakz~n protokol TCPIIP ini .  
4 
2.8.2. SLIP (Serial Line Interface Protocof) dan PPP (Point to Point Protocol) 
L q e r  terbawah dari TCP/IP adalah Network Inreflace layer. Layer ini 
bertanggung jawab mengirim data dan menerima data dari media fisik. Beberapa 
contohnya adalah SLlP (Serial Line Intflace Protocol) dan PPP (Point to Point 
Protocol). Interface jaringan yang sangat banyak dipakai adalah modem telcpon, yang 
dihubungkan ke komputer melalui serial port. Protokol yang banyak dipakai untuk I 
menangarii jalur serial ini adalah SLIP dan PPP. 
2.8.2.1. SLIP (Serial Lide Interface Prozucof) 
SLlP merupakan suatu protokol untuk melakukan transmisi datigram IP 
menggunakan jalur serial. Liiasanya digunakan untuk komunikasi menggunakan srrial 
port maupun modem. Dengan menggunakan SLIP maLa berbagai macam hosr 
, , I  , .(/(,, ,, l'r,,:,~~,,,ll ( I : ( I I  ! ' l ' i '  ! / '  , ,  I , , , , .  ,;) 
(komputer) dan router dalam suatu jaringan dapat sallng berkomunikasi (!lost-host, 
I' I1 ,,.I ,: # I  , . ,  ' ' ' 1 %  
host-rolrrer, router-ro~rter). SLIP melakukan modifikasi terhadap standarln~ernel 
, ,' ( 1  ' I I ,  ' . I .  , 
datagram dergan cara menambahkan karakter khusus "SLIP END2ada awal dan akhir 
, / 1  . ~, , ,  , . ,  . 
frame yang menyebabkan sekumpulan datagram dapat dipisahkan dan dibedakan. 
Penggullaan SLIP sendiri telah banyak digantikan oieh protokol PPP, yang menawarkan 
lebih banyak kemampuan. 
I I '  
2.8.2.2 Dial-Up Networking dan P W  (point forpoint Prutocof) 
Koneksi, dial-rrp adalah poiof-fo-pqint. Dial-up menghubungkan sebuah Tp 
tunggal pada salah satu ujung dengan IP tunggal laimya pada ujung yang berbeda. 
Ethernet adalah,fnedia broadcast dan &pat mepiliki banyak computer yang terhubung 
I 
pada segmen tunggal. Pada hubwgq,poinl-tp-point, anda tidak dapat melakukan 
broadcast schingga sembarang fungsi yang bergantung pada broadca~t (w, query 
nama NetBlOS Windows, DHCP, d ~ ~ p b q g a i n y a )  tidak bekerja. Pp? (p~int-to-Point 
Protocol) adalah yang selalu digunakan ufuk dial-up. Protocol ini serupa dengan 
Ethernet pada layer link pada stack protocol. Anda dapat menjalankan banyak protocol, 
lidak hanya IP ~ p d a  PPP. Dalam koneksi dial-up ada 2 jenis koneksi server yaitu server 



















. ~ ., ! ,:, 
, - ,  
PPP lebih banyak digunakan daripada SLIP karena dapat menangani komunikasi :,.. 
sinkron maupun asinkron. PPP dapat melakukan pembagian penggunaan satu julur 
denyan banyak pengguna dan memiliki kemampua~l mendeteksi kesalahan yang tidak 
dimiliki oleh SLIP. Penggunaan PPP yang umum adalah untuk mcnghubungkan dua 
buah komputer dari satu titik ke titik lain. Jalur komunikasi yalig dihasilkan akan 
bersifat full duplex dimana kedua belah pihak dapat berko~nunikasi dua umh secaru ' . 
bersamaan dan simultan. 
Contoh konfigurasi yang umum dilakukan terdiri atas dua endpoint yang 
terhubung nlenggunakan jalur komunikasi. Endpoint dapat berupa komputer yang 
memiliki lokasi terpisah atau krhubung secara fisik ke sebuah jaringan. Jalur Poinr lo 
Point tersebut dapat digambarkan seperti dalam Gambar 2.10. I 
PPP terdiri atas beberapa protokol mini. Protokol tersebut adalah,ybagai.berikut: 
, , I (  i l  . "  .. ' , ! . I  . ' , I ! ' .  
LCP (Link Control Pmtoco!). , : LCP h . , l i ,  ini berfungsi . ,  , membentuk , . ' , .  d m  h ' memel ihq  ,.,- 
link. , I ,, , 1 ' - . . 
~uthenti$ation , ,. Protoco(. Ptoto;k?l, ivi, digunakan untuk merneriksa boleh 
. , , / .  L . , . . ,  .. . ,  
tidaknya user menggunakan link ini.;Ada dua jenis autentikasi y a n g  umum ' 
digunakan, yaitu password . duthenlicalion .. Protocol ( P A P )  dan ~halleJge 
Handshake , ,  ~uthenticbti& ~i$ocol  (CHAP). ' i :y, 
. .,-3 4 f 8 ,  
~enuori '  Control Prorocol (NCP). NCP berfungsi mengkoodjnki r~perasi 
, , 
, jl 
bermacm-macam protokol jaringan ynng melalui {ink PPP ini. Beberapa ha1 
yang dilakukan olebbprotoko~~,inij81$;mensgosiasikan jenis protokol kompresi 
' 
yang aklin dipakai serta menanyakan IP address mitranya. 


















2.9 VPN (Virtual Private Nefworh, 
VPN merupakan pengembangan dan jaringan privat yang dapat user gunakan 
I .  
dengan memanfaatkan fasilitas jaringan yang sudah ada misalnya melalui jaringan 
, 
Internet publik. Dengan menggunakan jaringan VPN, seolah-olah mempunyai jaringan 
pribadi yang dapat dibawa kemana-mlna tanpa harus pergi ke tempat jaringan tersebut 
berada. Apabila menggunakan VPN maka user dapat mengirimkan data-data yang telah 
dienkripsi antara dua bunh komputer yang letaknya berjauhan. 
Untuk melakukan pengamanan data maka digunakan suatu proses pengkapsulan, . 4 
ha1 ini dikarenakan data melewati jaringan publik yang memungkinkan adanya 
pencurian data. Data yang telah diekripsi tersebut tidak akan dapat dibaca oleh penerima 
jika mereka tidak mempunyai suatu kunci untuk membaca enkripsi. 
Penelitim yang saya keN'qkan ini merupakan kelanjutan dari penelit'an yang 
dilakukan oleh,Husnul Khotimah Mahpiswp Tekqik Elektro Universitas Brawijaya 
Malang (01 10630071) tentang "lmplewentasi Replikasi Basis Data Melalui Jariqgan I 
Telepon Pada PDAM KabupatenMalang" dan oleh Fika Hastarita Rachman Mahasiswa 
Teknik Elektro, Universitas Brawijaya Malarlg (0110630071) tentang, I!Pengelolaan 
Gudang Data untuk Sistem Replikasi melalubJaringan Telepon pada PDAM Kabupaten 
Malang ". 
Virtual Rrivate Network mempuqifii,,dua komponen penting yaitu.VPN Server 
, 
dan VPN Client. Untuk membangun jaringw,YPN maka kedua komponen ini harus ada 
dan tidak boleh. ditinggalkan. UntuJc mengetahui prinsip kerja darj. jaringan VPN 
terlebih dahulu harus memahami fungsi dari masing-masing VPN Server dan VPN 
Client. VPN juga menggunakan protocol Point-lo-Point Tunnelirig,Pratoc~/ (PPTP), 
Layer Two Tunneling Profocol (LZTP) dan Protokol,Secure Sockel Layer (SSL) yang 
digunakan untuk mengaman.tan data> . 8  , 
VPN Server mempunyai prinsip yang hampir sama dengan sebuah gitteway yang 
digunakan untuk jaringan client. VPN Server ini dapat dikpnfigqrpi untuk 
melaksannkan r p ~ t i n g  serta layanw, l;ep,qfq ,qcqs. Sedwgkan VPN iCliqqt melakukan 
hubungan ke suatu jaringan public seperti Internet. Hubungan antara client dan server 
VPN mirip depgan jaringan Point, to ,Point, Link, dalam sebuah jaringan pribadi.. 
Sebelunl VPN Client melakukan hubungaq dengan VPN Server seperti juga dalam 
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2.9.1. Komponen jaringan W N  
Untuk membanyn sebuah jaringan VPN user membutuhkan beberapa 
komponen yang berkaitan dengan jaringan tersebut. Komponen yang dibutuhkan dalam 
membangun jaringan VPN antara lain : 
D VPN server t ;  
VPN Scmer inerupok.~n komponen utama yang harus ada dalam jaringan VPN. 
VPN Server ini merupakan sebuah computer yang akan menerima koneksi dari 
VPN Client. 
o VPN Client 
VPN Client merupakan suatu device (komputer) yang akan melakukan koneksi 
I 
dengan VPN Server. Selain dapat bempa computer VPN Client juga dapat bempa 
sebuah :outer. \ 
Tunnel ; . , I  I ,  ( , , ,  .. . . , s  , 
Tunnel merupakan suatu carp,di.man&,data yang dihansferkan (dariVPN Seryer 
ke VPN client atau sebaliknya) dibungkus dalam sebuah kapsul yang diamankan 
dengan pepgkapsulan, dan kemudian dilakukan enkripsi. I 
VPN Connection . . , , ,  , . , .  , ) , , .  , 1 ' ,  
Merupakan sebuah koneksi antqra,yPN ,Client dan VPN Server di man@ data yang 
digunakanhams dibungkus dan dienkripsi terlebih dahulu. 
Seoara umup proses terjadinya hpbungan dalamYPN dapat dijelaskan pada g m b a r  
2.1 1 dan keterangamya berikut ini. . , ! ..: ..: ! I ' .,,, ,~ 
, , 
I .  VPN Client akan membuat hitbungan VPN kepada remote acces atau VPN Sewer 
yang telah terhubung ke Internet. Dalam ha1 ini VPN Server juga berhngsi mirip 
dengan gateway. , ,  . , . , I ,  , ,  ! . I  , ! , I  , .  , I .  8 
2. Setelah VPN Server menerima panggilan dari VPN Client untuk melakukan suatu 
koneksi, V P ~  Fewer akan menjayabpanggilan rersebut melalui virtual call. 
I 
3. Sebelum melakukan koneksi dengan VPN Client, VPN Sewer terlebih dahulu hams 
melakukan qutentifikasi dan o r o r i s ~ i  k e ~ a d a  VPN Client. , ... 
4. Setelah sequa proses o u t e n t i f ~ ~ i , , d ~  ptoris-i selesaj dan VPN Client dianggap 
sah sebagai client-nya, maka antara VPN Server dan VPN Client wdah dapat 
melakukan koneksi yang biasanya digunakan untuk melakukan transfer data antar 


















5. Apabila proses autentifikasi dan otorisasi dianggap gagal oleh VPN Server maka 
VPN Client tidak diizinkiln melakukan hubungan dengan VPN Server dan hams 
melakukan logon kembali seperti semula. 
Gsmbar2.11;Blok-diagram VPN [ANO.07] ' - -  --- 1 
2.9.2. Jcnis-jcnis VPN 
2.9.2.1. VPN dengan Point-io-Point TunneIling Protocol (PPTP) 
, . 1 
Point-to-Point Tunnelinng Protocol (PPTP) merupakT(n sal& satu protokol yane 
-- 
digunakan untuk enkripsi data. Protokol ini penama kali didukung oleh sistern operasj 
I 
Windows NT 4.0 dan Windows 98. PPTP merupaka protokol perluasan dari Point-to' I 
Point Protocol (PPP) yang menyediakan fasilitas autentifikasi, kompresi, d m  jug4 
tentunya enkripsi. Jika pada protocol PPP didikung oleh Windows NT 4.0 dan M'indows 
98 maka untukmPPTP ini didukung oleh Windows 2000 Server dan Windows servet 
2003 untuk server dan Windows XP untuk sisi client. I 
I 
Secara default protokol PPrP ini sudah terinstalasi di dalam protokol TCP/LP, daq 
. .. +. --- . - - . . - .. -. --.-.. 
protokol PPTP ini menggunakan port 128. Protokol P P r P  dan MPPE menyediakan 
layanan pokok yntuk proses penkapsulan dan enkripsi data pribadi. Proses penkapsulan 
merupakan salab satu cara yang digunt))tan, ,untuk mengamankan data, prinsip dari 
proses penkapsulan adalah dengan mqrqbungkys sebuah frame PPP dengan header 
Generik Routing Encapsulation (GRE) d m  header IP. Pada header IP pkaq t e w m t w  
sebuah alamat (1P Address dari ~ p r q ~ j ,  @q.:tujuan yang,merespoq,yPhJ,,C[ient,~an 
VPN S e ~ e r  (Gambar 1). 


















. . '39 ,, ..,:., :.,'.. 
, .: 
Frame PPP .~ 
PPP yang d~enkripsi ( I P  
Datagram) 
Header I P  PPP yang d ~ e n k r ~ p s ~  (1P 
Datagram) 
Gnmbsr 2.12. paket &a pada PPTP [HER-041 
Dalam jaringan VPN, frame PPP dienkripsi oleh MPPE dengan menggunakan key 
enkripsi yang dibnngun MS-CHAP, MS-CHAP v2, atau EAP-TLS. Untuk dapat , 
membaca data yang telah dienkripsi maka client dari VPN juga harus menggunakq~ 
MS-CHAP, MS-CHAP v2, atau EAP-TLS tersebut. Sebuah contoh sebuah VPN Server 
menggunakan enkripsi key jenis MS-CHAP maka untuk~m~lakuliarlRomunikasi dengan 
VPN Client, VPN Client juga hams mengynakan enkripsi key jenis MSCHAP yang 
sama pula 
L x  I 
Protokol PPI'P dan L2TP masingmasing menyediakan maksimal 1000 port 1 
yang bisa user gunakan. Dengan jumlah,port 1000 ini maka user &pat membuat 
jaringan VPN dengan client sebanyak 1000 Cuah. Tetapi fasilitas ini ianya berlaku pada 
Windows Server 2003 versi Stusent Editiqn saja, sedangkan untuk versi Web Edition 
walaupun mempunyai jumlah port yang sama tetapi hanya menyediakan untuk satu 
buah client VPN saja. I I 
, 
, :  $ ,  , ;  I I I ~ I ~ , ,  L li. 1 4 1  # ~ ' !  , . . , , , ~ , , ,  
2.9.2.2. W N  dengan Layer Two T~neling.prutoco1 (LZTP) . ~. \ r 
Protoknl.tumelihg yang kedw ;rlqj,jpriugan VPN yang biasa,digpnakanadalah 
Layer T ~ v o  Tunnelling Protocol. ~r:lqto&pl,ipi,,,biasanya digunakan bersamaan dengan 
proses pengamanan dengan menggunakan IPSec. Protokol L2TP ini biasanya digunakan 
oleh sistem operasi Windows 200,0,;baik. pqt* server maupun untuk client dalam 
jaringan VPN. Dukungan dari prot&\ &,2p , ini  adalah lPSec dan, unt+,kopb+& 
keduanya biasa dinamakan dengan LZTP/IPSec. LZTPIIPSec sama, seperti halnya 
dengan protokol, PPTP juga menyediakan s w t u  fasilitls utama dan jqripgan, YPN yaitu 
penkapsulan datadan ekripsi data. , . .  ,... , , ,  
Jika user akan menggunakan protokol ini untuk membangun jaringan VPN maka 
ada beberapa ha1 yang perlli diperhatikan yaitu kedua pengguna jaringan VPN yaitu 


















L2TP ini juga &endukung client d a r i . ~ i n d o w s . ~ ~  dan server untuk Windows Serve 
2003 sama seperti pada PPTP. L2TP secara default t'elah terinstalasi di d a l k  protokol 
TCPDP dan protokol ini menggunakan port 5 atau port 128. 
Sama seperti pada protokol PPTP pada protokol ini juga menyediakan fasilitas 
untuk enkripci data dan pengkapsulan. proses penkapsulan terdiri atas dua lapisan, yang 
pertama adalah penkapsulan L2TP dan yang kedua pengkapsulan IPSec. 
. -  .!:; . . 
Penkapsulan L2TP ~. . .. , ,. . ., 
Pada penkapsulan LZTP, frame dari PPP atau IP datagram akan dibungkus oleh . 
suatu header L2'W dan header UDP, setelah itu baru IP datagram akan 
dikirimkan. 
Pengkapsulan lPSec 
Pengka~ulan IPSec ini,,qegqpa@,~$~yqpp,umaan dari pqgkapsuli4q QTP, I , 
Setelah pengkapsulan L2TP tel$,pJesai maka hasil dari pengkapsylan $qi &qq 
k~mbali~dibungkus dengan;hqgder dag trpiler tertentu. Header dan trailer yang 
rnembuqgkus pengkapsulaq. ;I,2TE,i ,iadalah , header Encapsula!iqx Encryption 
Payloadl(ESP) dan trailer ESP. ISelain header dan hailer ESP sebenarnya masih 
ada satp lagi header d a n  trauer, y m g  digunakan prtama yaitu IPSec 
Authentijicafiori Trailer yang menyediakan sebuah pesan yang terintegrasi dan 1 ,  
sebuah proses autcntifbsi., d y  yang kedua adalah header yaqg,digpnakan 
untuk menyimpan. alamat , (IP Address) dari sumber ,daq , tyj~an ygqg 
menggunakan jaringan VPN. Untuk lebih jelasnya lihat paket data pada protokol 
L2TPiIP;Sec pada gambar 2. 
, 
. . , ,  
, , ,  .~i~~lll~,,;,;l,, L , ,  ,Frame P,PP , , .  . , . i , 
' 
,. 
, . 8  
. / ,  , 1 I 


















Sistenl pengamanan yang kedua dari protokol ini adalah proses enkripsi. Pada L2TP 
proses enkripsi dilakukan oleh Data Encyption Stuserrd (DES) atau Triyle DES 
, . 
(3DES) dengan.:menggunakan. sebuah k e y  enkripsi yang dibangun .dari Intemer Key ;.<; I 
. . Exchange (IKE). ..,I.: ~ . ~ 
2.9.2.3. VPN dengan Secure Socket Loyer Protoco~ransport  Loyer Security 
Protocol (SSLlTLS) 
Sangatlah mungkin untuk melakukan tunnel VPN hanya pada lapisa? aplikasi. 
I 
Solusi dadi Secure Sockets Layer ( SSL) dan Transport Layer Security (TLS) yang 
dapat mengikuti pendekatan ini. Pemakai dapat mengakses jaringan VPN dari suatu 
perusahaan melalui suatu browser koneksi antar kliennya dan VPN server di perusahaan 
itu. Suatu kongksi sederhaqa, d i ~ p l ~ i , . ~ ~ s .  login ke dalam HITS-SEC'JRED 
website dengan suatu browser. Sementara itu,.ada beberapa peluang produk rersedis, 
seperti SSL-Explorer dari http:/[J~~.qgrtr/~~~ql&plorer.do, dan produk , p e ~ p j  , 
penawaran ini fleksibilitas dikombinasikan dengan keamanan yang kuat dan mudah 
untuk digunakan. Menggr~nakan pengamannan koneksi yang ditawarkan oleh browser, 
para pemakai dqpat menghubungkwv.ierir)ga~ 4an m~ogakses j a v ,  pad& jivhsan yaw 
di-remote tersebut. Keamanan dapat dicapai dengan mengenkripsi lalu lintas 
menggunakan rpekanisme SSL/TL;S, y p g  sudph terbukti sangat dipercaya dan unwk 
selamanya ditingkatkan dan diuji. . , , . , '. , , I  t 
I . <  ' , . ~  
2.93. OpenWN 
. . , . I . . :  . I  ( ? '  
Pada saat ini, teknologi VPN selalu berhubungan erat dengan apa y y g  disebit 
,., % l , . 8 ,  , .  , ,  . ,  I ' I  
dengan IPSEC ;ang merupakan kependekan dari IP ~ e i u r i ~  d mana merupakan standar 
. , ,  
dalam membangun suatu komunikasi VPN yang terjadi pada Network Layer. IPSEC 
I '  . ' . . . , .  , ) I .  ..:I,,, 3 , i  , ,  . , , juga sering dipertlmbangk& skbagai'tekno~o i yang memililci tingkit kesilitan &kup I 
' > ,  # , , , , , ' , ! , * : l ~ l  fL\,>',l ' , 
tinggi untuk dipahami bagi pemula dan mungkin juga tidaklah m"dah unkk 
, .., , t 
menerapkan dan mengelotanya dalam berbagai situasi seperti padamered networks, 
/ .  . i ;  , . I  , 1 1  1 i r ,  , 1 , ;  
jaringan yang berhubungan dengan beberapa macam ~ehvorkr  Address Translition 
c . , .  
(NA'n. 
Karena ha1 tersebut, banyak vendor yang mulai mer.gimplementasikan sistem 
I 
VPN yang ber6asis SSL. OpenVPN adalah salah satu s o h a r e  opensource VPN yang 
berbasis SSL ypng merupakan kependekan dari Secure Socket Layer yang memeiliki 


















dalam internet. Protokol ini sangatlah mudah sekali untuk dipahami dan dipelajari bagi 
pemula dan mudah untuk diimplementasi'kan dan diatur oleh administrator. 
Struktur yang modular dari OpenVPN tidak hanya bisa ditemukan dalam model 
keamanannya, tetapi terdapat juga di dalam rencana jaringan. James Yonan (Pencipta 
OpenVPN) memilih driver Universal 'TUNJTAP untuk lapisan networking dari ,, ,.: 
OpenVPN. 
.. . 
TUNiTAP driver adalah sebuah pmyek sumber terbuka yang tercakup di semua 
distribusi-distribusi LinuxJUNIX yang modem seperti juga Windows dan Mac OSX. 
Seperti SSLITLS yang digunakan di dalam banyak proyek, karena itu dapat 
memperbaiki dengan baik, dan fitur baru sedang ditambahkan. Dengan menggunakan 
alat-alat TUNtTAP, dapat m myingkirkan banyak kompleksitas dari struktur OpenVPN. I 
Svuktur sederhananya membawa keamanan yang lebih bdk dibandingkan dengan 
solusi-solusi VPN yang lain. Kqqplqbsisitas .adalah musuh u k q q  ,&ri kernanan. 
Sebagai contoh, lPSEC mempuqyqi qugq stp~ktur kompleks dwgt)n modifik~s.i- 
modifikasi yzng kompleks di dalam kernel dan tumpukan protokol internet, dengan 
demikian mencipfakan banyak lubang kecil di (lindjng keamanan yang mungkin terjadi. 
I Universal Driver TUNiTAP dikembangkan untuk mendukung Linux kernel dalam 
membangun terowongan protokol intemet lalu lintas. Hal ini merupakan suatu antar 
muka jaringanmaya, yang kelihatan qebagai asli kepada semua a p l i b i  pan para 
pemakai, hanya nama tunX atau ,tapX mqnc~rikan adanya alat-alat lainnya. Setjap 
aplikasi yang mampu menggunakan suatu antar muka jaringan dapat menggunakan 
antar muka terowongan. Setiap teknplpgi, ymg+edang anda jalankan di dalam jaringag, 
, 
dapat berjalan di suatu TUN atau T Q  ;,;.:., ,,., 
. .  . v..,  , .:I, ,,:. 
Driver ini adalah salah satu fakqo~,u@pJa u t u k  memudahkan m e p w i  pembuatan 
OpenVPN, mu@ dalam pengaturan,,daa kernanan pada waktu yang ma. .,, , I 
Gambar 2.14. berikut menjeJqp&,,$eqtang QpenVPN m e n g g u d a n  W d q r  
interface: 
. '  , ,  . , \ I  
Netwoh (LAN) 
Modem, ISDN 1, 


















Sebuah TUN device dapat digunakan sebagai suatu Virtual Poinr-lo-Point Interface, ~~ . ~ +  : 
seperti suatu modem atau DSL. TUN device disebu! juga dengan routed mode, karena . ~ . , , '  
rute-rute disiapkan kepada mitm VPN. 
Suatu TAP device, bagaimanapun, dapat digunakan seperti suatu adapter Ethernet 
yang maya. Hal ini memungkinkan mendengarkan daemon yang terhubnug pada Frame 
ethernet, yang bukanlah mungkin dengan alat-alat TUN. Modus ini disebut modus 
, 
. , penghubung karena jaringan itu dihubungkan seolah-olah di atas suatu jembatan ' - , . 
perangkat keras. 
Aplikasi-aplikasi clapat dibaca atau ditulis pada antar muka ini, perangkat lunak 
< .  
(tunnel driver) akan mengambil semua data dan menggunakan pustaka-pustaka yang 
cryptographic dari SSLmLS ke encrypt mereka. Data itu dibungkus dan dikirim kepada 
yang lain yang me~pzIkaII a w i r  .,dark tupnel., ,Pepgemasan ini dilakukan atas 
I 
standardisasi UDP atau paket-paket. %pLprgtokol  kendali transmisi opsi~nal. UR 
mempakan p i l i b  pertama, tetapi, TCP protokol kendali transmisi dapat sangat 
menolong d a l w  beberapa hat, &,& h$mph dengan sepepuhnya b e b a q q t $  m.qni\& 
parameter-parameter konfigurq~i,,$qp+fli,.flpgb~aygka, protokol atau part, sepanjwg 
kedua-duanya tujuan tunnel sepakat menggunakan gambar-gambar yang sama. 
OpenVPN qendengarkan alaJ-ala(,'$m/TAP, mengambil traffic, mengenwpsiqya, I 
dan mengirimkan kepada mitra VPN yang lain, di mana proses OpenVPN yang lain 
menerima data, :mengdeskripsikany.a. cJw rneqampaikannya kep& ~ ~ & g l . , , f l e f w ~ r k  
Device, di manqiaplikasi it4,rnungkig $ e W g ! y e n y g g u  data yang.c(ipr~&~., , 
, - 
, , ,  ! 
2.9.4. ~o&ddan ~ o n f i ~ u r a s i  pacia OpenVPN 
, I  , i  
Untuk m=ngaktifkin OpenVPN didahului dengan command openvpn --copf ig I 
. , .  ! ( '  . .  , i . ,  
sample. ovpn . Dimana konfigurasi OpenVPN yang berekstensi * . ovpn addah file yang , '  
, ,,., 
berisi konfigurasi yang akan digunakw QpenVPN dan berisi cprnhmdcornmafr@ 
I '  , ,  , , . I  . , ! . I . 1.1. L~I I I I I~  I I . I I I I I  
OpenVPN yang sesuai dengan jenis kone&i VPN yang dibutuhkan. Berikut cnmmand- 
1  , , , .  , . , 1 :  .,'I< I ; , i l  , , :  
command pada OpenVPN : 


































Pcrintah-perintah yang tercantum parla tabel diatas adalah beberapa perintah yang sering 
digunakan dalam OpenVPN. 





















:. ' 4:' ,, 
. F. 
Penyusunan peneliti~n ini didasarkan pada masalah yang bersifat aplikatif, yaitu 
. 
perencanaan dan perealisasian sistem informasi agar dapat menampilkan unjuk kerja 
sesuai dengan yang direncanakan dengon mengacu pada rumusan masalah. Data dan 
spesifikasi bahan dan alat yang digunakan dalam perencanaan merupakan data sekunder 
yang diambil dari PDAM Knbupat~n Malang. Pemilihan bahan dan alat berdasarkan 
perencanaan dan disesuaikan dengan G~mponen yang ada di pasaran. I 
Langkah-langkah yang perlu dilakukan untuk merealisasikan sistem informasi 
yang akan dibuat adalah sebagai berikut: 
1 1 \ 1 \  i 1 ,  
3.1. Studi Literatur 
1 - 1  1 ,  11 '1 1 
Studi literatur yang digunakan dalam perencanaan dan perealisasian sistem 
informasi ini mengumpulkan dan mempelajari literetur baik bersifat primer yaitu buku- I 
buku yang berhubungan dengan replikasi, database, SQL Server 2000, Windows Server 
, . ,  
2000, OpenVPN dan TCPllP maupun y&g bersifat sekunder yaitu data-data yang 
, , , 
, . ,  , ,  , 
, , : ' .  . / / , I /  ; . , , 
nantinya akan digunakan. 
I , .  , . . . ,  , 
3.2. Penentuan Spesifikasi Bahan d a n  Alat 
Sebelum melakukan penelitian; maka jitentukan spesifikasi bahan dan alat yang 
akan digunakan. Adapun spesifikasi bahan dan alat yang akan direalisasikan sebagai 
berikut: 
Bahan : 
0 Data pelanggan PDAM Kabupaten Malang. 
o Data transaksi ~embayaran~rekening air selama 1 tahun. 
i :  : l ' l ! , ,  I : . ' , ! . ~ .  
Alat dan Sofhare: 
, . 
, ,n.,.:, c!,:! v , ,  1 ,  ; , ! t %  
3 unit PC dengan spesifikasi yang cukup tinggi, karena akan digunakan 
. I  . . ,  , . 
sebagai server basis data. 
o 2 unit modem 56 Kb untuk komunikasi antar komputer. 
Sentral telepon ypng dipqkai adalah Mini PABX (buatan Cina) sebagai 
pengganti jaringan telepoq TELKOM. 
ethernet Hub 


















Microsofi SQL Sewer 2000 
o Windows Sewer 2000. 
0 OpenVPN 2.0.9 
3.3. Perancaugao Sistem 
Setelah melakukan studi literatllr dan menentukan spesifikasi alat, akan ! 
dilakukan perancangan dan perealisasian sistem. Hal yang haws dilakukan pettama kali 
adalah merencanakan blok diagram sistem secara keseluruhan kemudian menentukan 
dan menjelaskan fungsi dari masing-masing blok yang menyusun blok sistem 
keselumhan. Berdasarkan ha1 tersebut, dilakukan dengan penentuan komponen- 
komponen pendukung yang diperlukan dalam perancangan. 
Perangkat lunak atau sofhare yang digunakan dalam perancangan dan I 
perealisasian sistem ini  menggunakan SQL Server 2000 dan OpenVPN 2.0.9. 
3.4. Implemcntasi Sistcm 
I~nplcnientasi sistem merupakan langkah yang harus dilakukan setelah 
melakukan perancangan perangkat lunak yaitu dengan menentukan bagaimana sisrem 
1 
akan bekerja. Dengan mcnentukan ha; tersebut, akan didapatkan suatu perangkat lunak 
atau sofmore yang dapat mengerjakdn fungsi-fungsi sistem yang diinginkan. ' 
I 
3.5. Metodc Pengujian dan Analisis ' , . 
U,~tuk mengetahui unjuk kerja sistem apakah sesuai dengan yang diren~anakan 
maka dilakukan pengujian sistem. Pengujian dilakukan pada masing-masing blok dan 
.. , 
..# . , secara keseluruhan. 
, L , ' , ,  . . . 
3.5.1. Pengujian Masing-masiug BIok 
Pengujiiln'masirig/masing blok dilakukan meliputi pengujian koneksi 
menggunakan Virtual Private ~ e r i u b r k ( ~ ~ h ' d a n '  pengujian proses replikasi. Hal ini 
bertujuan untuk mengetahui reliabilitas dan konsistensi koneksi yang dilakukan antam 
masimg-masing komputer padajar ingan '~~N dan juga untuk mengetahui integritas data 
di masing-masing komputer setelah proses replikasi. 
3.5.2. ~ e n ~ u j i a a  Sistem ~ese lu ruhad  
Pengujian ini merupakan tahap' akhir ,dari keseluwhan rangkaian pengujian. 


















pengujian proses replikasi maka pengujian terhadap keseluruhan sistem dilakukan. 
Pengujizn ini dilakukan untuk mengetahui kinerja sistem secara keseluruhm, yaitu 
, 
integritas data pada durubuse setelah terjadinya proses replikasi menggunakan koneksi 
dari PABX dan Ethernet Hubdengan metode Virfual Private Network (VPN). 
3.5.3. Pengnjian Keamanan Data 
Pengujian ini merupakan pengujian tambahan untuk membulitikan bahwa 
dengan digunakanya VPN sebagai media koneksi akan menjadikan data yang lewat 
menjadi aman dari pengambilan oleh komputer yang lain 
36. Pengambilan Kesinlpulan dan Saran 
Setclah melakukan pengujian dan melihat unjuk kerja sistem keseluruhan yang 
telah dibuat dan telah dilakukan analisa dari hasil kerja sistem, dapat ditarik suatu 




















Perancangan dan perealisasian sistem dilakukan secara bertahap blok demi blok !-. 
untuk memudahkan proses analisa sistem per-blok maupun sistem secara keseluruhan. - 
., 
Aspek utama yang akan dibahas dalam bab ini adalah spesitikasi sistem yang dirancang, 
blok diagram, prir~sip kerja serta perancangan dan konfigurasi sistem. 
4.1. Spesilikasi Bahan dan Alat 
Dalam perancangan ini spesifikasi bahan dan alat yang akan dire~lisasikan 
adalah sebagai berikut: . '  t 
Bahan : 1; , I +  I '  
I ' Data pelanggan PD& Kabupaten Malang 
o Data transaksi pembayaran rekening air selama 1 tahun 
I 
4.1.1. Yerangbt  keras (Hardware).,:, . , ,,,., . , , I + : ,  -, I 
Pcrar~gkat kcms yang digunakan haruslah memenuhi kebutuhan minimum.untuk 
menjalankan proses replikasi maupun sQflware lain yang digunakan. Dalam Penelitian 
digunakan 4 (empat) buah PC (Personal Computer) dengan spesifikasi yang cukup 
tinggi. PC yang'pertama akan' d i N a k a n  sebagai komputer pusat yang mempunyai data 
lengkap dari m&ing-masing unit. PC ke h a  diiunakan untuk komputer server RAS dan 
ke t i p  d m  kek;npat akan digunakan sebagai komputer client yaitu sebagai komputer 4 
cabang. Dalam pelaksanaan penelitian ini digunakan: 
Komputer pertama, kedua Dan ketiga sebagai client dan server R4S dengan 
I '  . 
, . 
spesifikasi: 
, . . , , , #  4 ,  ,- . 
PC dengan prosesor I.ttel Pentium IV (2,26 GHz), RAM 256 MB dan Harddisk 
40 GB. , .  , . 
Komputer ke tiga sebagai server(h~qpti ter  pusat) dengan s p e s i f h i :  , ,,,:,,. 
s PC dengan prosesor Intel Pentium Core 2 duo (@ 1,61 GHzj, RAM 512 MB dan 
Harddisk 80 GB. . , . . , .  1 I . I :  . ~ ,  
Untuk prosespengiriman data dari lkomputer unit ke komputer, pusat:menggunakan 
sister1 replikasi, dibutuhkan: : . , . . 


















Sentral itelepon yang dipakai adalah- Mini PABX (buatan Cina) sebagai . :. 
,. 7 .  . 
:. , '  .'?. pengganti jaringan telepon TELKOM. 
. . ....... ., 
PABX yang digunakan yaitu unit PABX merek Verophone TC-308. 
Ethernet Hub untuk komunikasi jaringan LAN 
4.1.2. Perangkat lunak (Sojtware) 
Perangkat lunak atau .\'ojiwarc yang digunakan dala~n pcnelitian ini ndalah: 
1 .  
Sistem Operasi : Windows 2000 Server komputer cabang dan pusat - 
Windows XP untuk Komputer RAS 
DBMS sofhvare : SQL Server 2000 dan Microsofi Access 2000 (semua komputer) 
o VPN sofhvare : Open VPN 2.0.9, Sofhvarr: open source untuk menunjang V?N. 
(komputer client cabang dan komputer server pusat) 
I 1  
4.2. Diagram Blok Sistem , % I  ' 
Agar perancangan dan perealisasian sistcrn berjalan secara sistematis maka perlu 
dirancang diagram blok yang rnenjelaskan sistem yang dirancang dibuat secara garis 
besar. Pada keadaan yalig sebenarnya terdapat heberapa kantor cabang yang melakukan 
replikasi basis data dengan kantor pusat. Pada awalnya koneksi anatara kantor pusat dan 
antar cabang rnasih menggunakan koneksi did up untuk dapat saling berhubungan dan 
I 
melakukan replikasi. Gambar 4.1. menunjukkan blok d~agram ristem secara 
keselurrhan dalam keadaan yang sebenamya dan hanya diarnbil5 cabang. 
, , :, . ' , L  <,,, , ' . i '  , .. , , , ? . \ ' :  
------------ 
-..-b*. -a 
m w  m w  I 1 
I 
Gambsr 4.1. Blok diagram contoh sistem dalam keadaan nyata (hanya diam_bil5gieanang). 


















Dalam percobaan ini hanya diambil 2 cabang aja yang akan dikoneksikan ke 
komputer pusat Gambar 4.2. menunjukkan blok diagram sistem secara keselumhan 
yang akan digunakan dalam riset. I. 
Cambar 4.2. Blok diagram sirtem setara keseluruhan yang &an digunakan dalm riset. 





Sistem secara garis besar terdiri atas komputer pusat (komputer I), komputer 
cabang (komputer 3 dan computer 4) dan komputer yang berfungsi sebagai server RPS :, 
(computer 2). .Masing-masing komputer merniliki spesifikasi sistem operasi dan 
database server yang sama, yaitu Windows 2000 Server dan SQL Server 2000. ~ e c u a l i  
pada komputer 2 yang berfungsi sebagai sewer R4S untuk dapat menghubungkan 
. - . "  komputer cabang dengan komputer pusat . -: 
i 
Pada computer cabang dengan computer server R4S terhubung ke jaringan 
komputer dengan, menggunakan modem, protokol komunikasi yang digunakanadalah 7 
, 1 
TCPAP denganj'enis koneksi ~;>O%L-P~~BX dig"nakan sebagai~sentral telepon 


















, . , . 
terkoneksi melalui jaringan lokal . / LAN d i m q a  nanti antara server Z€4$ dengat, 
komputer pusat akan terhubung secara privat. 
, ,, 
~ ~ 
4.3. Cara ~ e r j a  Sistem , . 
Cara kerja sistern secara garis besar adalah sebagai berikut: 
1. Aplikasi pada komputer-komputer unit melakukan transaksi (pemrosesan data) 
, . 
terhadap database server yang adapada Komputer cabang 1 (komputer I )  dan 
Komputer cabang 2 (komputer 2) yaitu dengan melakukan penyimpnnan dnn 
penghapusan data pada database server. Penyimpanan dan penghapusan data 
semuanya dike rjakan secara ofline, tidak terhubung dengan jaringan. 
2. Setelah transaksi selesai dan database telah terupdate, seca'ra otomatis komputer- 
komputer cabang akan melakukan dial up ke jaringan komputer pusat menggunakan 
I i , : , I  . , ,  . , I . , ,  
modem melalui jaringan telepon dimnna koneksi dial akan diterima oleh komputer 
server R4S yang kemudian akan'diteruikan menuju komputer pusat. Proses Dial Up 
dilakukan bergantian sesuai alokasi w&u. 
3. Setelah komputer-komputer, cabqng terhubung dengan jaringan komputer pusat, 
komputer cabang akan melakukqn pengadakan hpbungan privar (VPN) dengan 
komputer pusat menggunakan ,:$oftway ;?pen VPN. Proses VPN di1aku)tr)n 
bergantian sesuai alokasi ~ a k t u  ~esuai setelah koneksi dial up berlpgsuqg. 
4. Setelah komputer-komputer cabang terhqbung secara VPN dengaq k o p p ~ t e r  pug t ,  
proses replikasi dengan tipe merge dilakukan. Karena dengan tipe ini updare data 
bisa dilakukan dua arah, perubahan data pada database di komputer pusat akan 
berptngnruhi pada perubahan , Ja@, pad,a, 4atabpse di komputer pabang, begitupun 
sebaliknya. : I .  . '. , . . , . . _ . , , ,l,l.'l 
5 .  Selama proses replikasi, komp~te~q,c~bang,akan mengirhkan dat+:datq tqbqru yang 
mereka miliki ke  kantor pusaf depi@n juga sebaliknya. 
6. Apabila terjgdi konflik pad* swt ,pros$ ,qeplikasi terjadi antara komputer di kwtor 
pusat (Komputer 4) dan kanto~ ~ p b ~ g  (Komputer 1 dan komputer 2), dimana 
keduanya melakukan perub&an pqda data yang s?ma, misalkan, komputer pusat.dan 
komputer-komputer cabang samp-samq melakukan proses updare pa@.dzta yang 
sama maka,Merge Agent dari SQI, Serveryang ada pada ko!ppptq~, ,~upt  & ~ n  


















7. Setelah replikasi dilakukan oleh komputer kantor pusat ke semua komputer cabang, 
maka data yang ada di dutubose komputer kantor pusat mempakan data terbaru yang 
mempakan kombinasi dari keselumhan cabang. 1 .  
8. Proses replikasi selesai dan komunikasi diakhiri. 
9. Masing-m3sing kornputer kembali melakukan proses transaksi mereka sendiri. 
4.4. Diagram Aliran Data @AD) Sistem 
Pada perancangan sistem dirancang diagram alir yang dapat mempemudah 
pengembangan sistem dan dapat digunakan untuk snalisa sistem dimana diagram alir 
digambarkan dengan simbol-simbol dasar baik entitas masukan dan keluaran, proses, 
aliran data dan penyimpanan. 
Secara umum sistem replikasi rnelalui koneksi VPN bisa digambarkan dengan 
diagram konteks seperti ditunjukkan dalam' Gambar 4.3, dimana proses secara umum 
ditunjukkan dalam satu proses yaitu ;roses Replikasi melalui koneksi VPN dalam 
, 
' . I  ;,,,::'I,. , ! . ,  , i .  
komputer pusat dengan masukh yaitu komputer cabang, karena proses replikasi bertipe 
> ' M , l ! k  ,., l,,4 1 8 . '  
merge yaitu updute secara dua arah maka komputer cabang merupakan keluaran dari 
i ' , ; i . i ,  , .  I . : .  , -i.:: : I 
proses dan akandijadikan masukan untukproses untuk updore pada komputer pusat. 
b 
I .  : ! .  : - 1 1 ;  ''FilspDAM 
. ' , .  , 
I .  ~ '!l,ln,rl , b l ~ , h < ' \  
Surnh: Pewwgan 1 ,  , ! ! I~~I I ,  , : 
, .-~..-, ,-.-,-----.-.-,- -.-. . . ".-..- 
Dari DFD level 0 tersebut kedudian dikembangkan agar sistem bisa : 
digambarkan lebih detail yaitu seperti ditunjukkan dalam Gambar 4.4. yaitu DFD level 
1 dimana proses Replikasi rnelalui Koheksi VPN bisa dijelaskan menjadi tiga prosks 1 * 




















1 File PDAM I 
I I I 







L, - - - - - -  J 
, Cambar 4.4. DFD level 1 hi proses Replikasi melalui Koneksi VPN 
Sumber: Pernncnngan 
Untuk si:tem secara mendekail b i r  dilihat dalam Gambar 4.5. yaitu DFD \eve1 i 
dimana proses Koneksi sendiri bisa dijelaskan sebagai Koneksi Komputer d b . ~ d ; n e k d  
SQL sedangkaq proses Replikasi dijelilskan lebih detail menjadi tahaph-tahapan yaiW 
I i 
proses Melakukan Resrore Database, Membuat Publikasi, proses Filterisasi dan prose: 
I 
Push. Gambar 4.5. menunjukkan tahapan membuat replikasi mulai awaIkonfigurasi 
awal, sedangkan sistem secara kes~luruhan~sctiap melakukan koneksi antara kompute 
cabang dan komputer pusat adalah setela9 proses koneksi maka akav dilanjutkan k f f 
proses filterisasi, push dan sinkronisasi Itanpa melewati pembuatap publikasi daq 
I 
, . . .  . - 
I restore dalobase. . , 



















' ' 1 . '  ... 
osu 
Pelangpan ~ ~ 
>, z,,, . .",
restore 
Tabel 
Melakukan ,  Database , Pusat 
~, .. ... " -,--* .-... - . . - .., , -. .*- 
S k e ~  






~omputer Data ublikeri 2.4. . ,  Oil .  2.3 Dsta 
Cabang ' Yen~difilter push Finat nlterisa~l Publikeri Membuat 
1- 
Gambsr 4.5 DFD level 2 dnri proses Replikasi melalui Koneksi VPN, 
, . - ,  
, , - ,  Sumbzr: Peiancangan' 
. . ! 
4.5. Perancangan dan Konfigurasi Slstem 
Perancangan dan konfigurasi meliputi perencanaan jaringan menggunaka d 1 
koneksi PPP antara komputer di kantor cabang dengan komputer server R4S yang 
I terhubung melalui jaringan lokat (LAN) dengan komputer di pusat yang kemudian akai  
diadakan hubungan privat (VPN) antara kornputer cabang dengan komputer pusa4 
' konfigurasi database yang okan digunakan dalam replikasi dan konfigurasi dari proses 
replikasi itu sendiri. 
I .  
, 
1 1 4.5.1. Perancangan Jaringan 
I I 
I 
-.- ....-.-,. , . . .-- --,...-. . , 
' 4.5.1.1. Topologi Jaringan 
Dalam perancangan ini topologi ja~ipgan yang digurrakan secara fisik bentuknya 
seperti tipe straight, dimana PABX berfungsi sebagai penghubung antara komputer 
.,. , 
cabang dan kohputer server R A ~ , ' d a n  komputer server RAS dcngan komputer pusat 
.I I 1 1 1 l  ; < I .  . .  8 , . : ,  1 %  . I  , 
terhubung melalui jaringan lokal / LAN dimana terhubungkan melalui eiherner hub. 
I ! I ! .  I ! 1 ' 1 . 2 i .  , , , I l L  
Untuk komputer cabang dengan komputer server RAS akan mknggunakan protokol 
I \ . , 8 ,  , : ,  1 ,;, 
point iq point dimana komputer cabang akan melakukan koneksi ke komputer server 
8 ' ,  I , , : ' . , ( I . .  .I,. 
MS. Karena antara komputer cabang telah tcrkoneksi secara point to point dengan 


















komputer server RAS inaka komputer cabang telah dianggap menjadi satu jaringan 
dengan komputer RAS yang ada di jaringan kantor pusat tersebut karena telah 
terhubung melalui media modem dan koneksi dial up, sedangkan komputer RAS 
dengan komputer-komputer pada jaringan komputer pusat merupakan network sendiri. 
: , Untuk dapat terkoneksi secam khusus dengan komputer pusat yang memiliki database 
pusat diperlukan hubungan yang dilakukan secara privat atau yang b i a s  kita sebut 
dengan VPN. Penggunaan VPN ditujukan untuk menguhubungkan dua komputer pada 
cabang dan pusat yang terdapat pada network yang berbeda. 
PABX yang digunakan dalam pemncangan ini memiliki 8 buah port, dan yang 
cligunakan hanya 3 port, dimana masing-masing port terhubung ke nomor ekstensi 82, 
, '  
83 dan 84. Komputer cabang 1 akan terhubung ke nomor ekstensi 82, Komputer cabang 
2 akan terhubung ke nomor ekstensi 83 dan komputer server RAS akaq. terhuburrg 
dengan nomor ~kstensi  84. kemudian qqhk  hubungan antara komputer Server U S  
dengan komputpr pusat terhubung meJalu jwingan lokal I LAN. Dirnqg 2 komputer 
tersebut memiliki TP masing-masing untuk komputer server R4Smemiliki 2 1P yaitu IP 
PPP 172.168.0.1 dan IP lokal 1!2.168.1.1, dengan subnet mark 255.255.2$5.0 I 
sedangkan untuk komputer pusat rr:miliki IP 192.168.1.3 dengan svbnet mu.& 
255.255.255.0 dan gatewoy 192.168.1,l. Gambar konfigurasi jariqgq,,ditqnju%n 
dalam Gambar.4.6. berikut:. , , , , , , , , ,,, , , . . , , ., 
D.mb.,a Wok, 
8 
, , ,  , 
. , / .  ; / ' / .  , . ' ~ , :  . , . . ,  # , . _  
IP rpn: IO.J.0.J 
Ygnpuler 1 
(k.",~rsb"g) 
IP: i 7217.02 
IPvp l :  IL3,O.l 
, , i  l i iL l i : ,  h '  ; 
I : ! , ,  . , 1 1  . . I ,  ; 
, - . -. - --. -, .. ,. 
D ~ l O b l ~ e  
UntM Cabsn~ 
Gnmbar 4.6. Topologi den konfigurasi jaringan. 




















4.5.1.2. Pengkoneksian W N  1 .  
Koneksi VPN dapat dilakukan setelah komputer cabang telah terkoneksi dengan 
jaringan komputer lokal di kantor pusat. Jadi setelah koneksi point to point telah 
dilakukan oleh komputer cabang yang men-dial-up komputer server RAS yank 
dianggap sebagai server dial-up rnaka dapat dilakukan pengkoneksian komputer cabang 
dengan komputer pusat yang berada di jaringan komputer di kantor pusat, Ciambaran 
keadaan jaringin saat terkoneksi VPN ditunjukkan dalam Gambar 4.7. berikut: , I ,  
.-  





Cambar 4.7. Gambaran keadaan jaringan saat terkoneksi secara VPN. i 
' I .  ' . . , I ,  
, ,,, 
. . , ,  
Surr ber: Perancangan 
Dalam melakukan koneksi WN ini digunakanlah software OpenVPN 2.0.9. 
dimana aplikzsi tersebut dapat membuat koneksi point-lo-point &nnel, yang telah 
I '  
1 
terenkripsi. OpenWN menggunakan private keys, certificate, atau usemame/password i 
I 
untuk melakukan authentikasi dalam membangun koneksi, Dimana untuk enkripsi 
menggunakan OpenSSL. Pengkonfigurasian awal dilakukan di komputer cabang. Untuk 
~etting konfigurasi pada OpenVPN ini dilakukan secara manual dengan menkgunqkan 
polepad. Konfigurasi yang dilakuka~$erdahulu adalah pemilihan jenis device VPN dan 
setting IP VPN. Untuk pemilihan jenis device VPN yang akan dipakai tergantung dari 




















..., . -- 
, . ,  , 
, ,  . 
: , , , .,'.',', :. 
. ,  ,~ , ,  
. . ,., , -.~ ,..f::.:j~, .: 
.' .: ' 
TAP, karena antam komputer cabang sebelum koneksi VPN telah melakukm.koneksi ., ' :~.:-: , i  
Dial Up dengan komputer RAS yang terdnpat pada komputer pusat. Jadi antara 
komputer cabang dan komputer pusat sudah mengetahui satu sama lain yang dapat 
dilihat menggunakan perintah ping seperti pada gambar 4.8 berikut 
"gins  192.168.1.3 with 32 bytom of data: 
p ly  f r o m  192.168.1.3: bytmm-32 time-2661. TTL-127 
p ly  f m n  192.168.1.3: bytes-32 t h - 1 0 1 6 1 8  TIL427  
p ly  f r o m  192.168.1.3: bytes-32 t h o - 2 5 h .  TTLd27 
p ly  f r o m  192.161.1.3: bytes-32 tiw..313mm TTL427 
ns s t a t i s t i c s  f o r  192.161.1.3: 
Paskt.: gent - 4. R.o.kr.4 - I last 1 (Dc lo.> 
ppmximatm mund tri  ti-* p milii-sacmndml 
H i n k  - 1 6 8 u .  Linu l O l 6 u .  Rumraw. - 461- 
Gambar 4.8. Kornputer cabang melakukan Ping ke komputer pusat.. . ' . , 
Sumbcr: Perancangan 
Pada setting IP''WN ini' "ntuli.koh~ltdf ba6dn'g"l 'hiemiliki IP VPN 10.3.0.1 dengan 
subnet mask 255.255.255.0, komputer cabang 2 memiliki 1P VPN 10.3.(r.3 dengan 
subnet mnsk 255.255.255.0 dan komfuter ppsat untuk setting IP VPN memiliki LF' 
3 , . , . I., . , I ., . I 
10.3.0.2 dengan subnet musk 255.255.255.0. Setelah dikonfigurasi dengan beberapa 
,, / /  
perintah yang 'dimiliki OpenVPN dilaliuk&lah generate OpenVPN static key, ' 
maksudnya adalah membu~t private .key, yang dapat membuka jalan untuk dapat 
, , I , ,  . , ,  , 8 \ ,  , ?,,. . ,#, r n , I ' l ,  ..,,:,,,,~l. 1 
terkoneksi secata VPN. Jadi kdmputer da:hg men-generate key terlebih dahulu yang 
kemudian diberi nama misalnya secret key..trl, kemudian key yang telah dibuat itu 
diberikan juga kepada komputer pusat supaya kedua komputer ini memiliki key yang 
sama karena h n c i  dari jalannya koneksi, W N  inl'adalah authentikasi key ini. Oleh 
karena itu kedua komputer ini hams memiliki key yang sama. Setting konfigurasi dan 
key terdapat pnda folder yang savta,wpp$ ywg, dituqjul&an pada gambar 4.9. berikvt :, , 
I ! '  , ' ' , I  I 1 
. ..: I ~' ' 1 .  ' 1 1  : :  



















, , . .  . . ~  
I !  : Clmbnr 4.9.'0ambsr setting konfigurasi dun by. 
Sumber! Pemcangan 
kemudian setelah kedua ko~nputer sudah siap dan komputer cabang juga sudah men-dial 
komputcr servek KAS, laaka tiap komputer baik komputer cabang atau komputer pusat 
. - - 


















Kemudian setelah dilakukan slur! oleh kedua komputer tersebut baik komputer cabang 
dan kornputer pusat. Akan keluar status koneksi apakah telah berhasil atau tidak. Jika 
berhasil maka akan keluar s t ~ t u s  yang ditunjukkan pada gambar 4.11. dimana koneksi t 
VPN tersebut telah berhasil dan terkoneksi dengan benar. 
Gambar 4.1 1. Gambar status koneksi OpenVPN yang berhasil. 
Sumber: Perancangan 
on  an 1- um:zb:m~ ZBUU maa U Y L . V ~ :  Connactron n 8 . t  ny pasr <urwh~uMnrarlr rc:,? 
ds-18854) 
an Jan 1 4  18:26:11 28188 rr.d UDPU4: bnnmction rm.t by pemr <USRECOM6SBI> <e:;;: 
: .




, , '. :. 
Untuk rnernbuktikan sudah terhubung secara VPN selain dengan melihat status tenebut, 
I 
' I  
yaitu dengan rnklakukan perintah ping langsung ke IP VPN tersebut dimana hanya bisa 
dilakukan oleh komputer cabang d m  komputer pusat. Pada gambar 4.12, rnenunjukkan 
. .,!. I i ' _  ., : I I . : . .LI I  . , .' ' 
hasil commandping pada saat telah terkoneksi VPN. 1 ,  
.ply f r o m  18.3.9.2: bytam-32 th-594mm ITL-120 
agly r m m  18.3.8.2: byt..-32 t lw-3i3n.  TTL-120 
a g l y  from 18.3.1.2: bytamb32 tim-407m. TTL.128 
ogly from 11.3.9.2: b9t.v-32 t h J 4 h  TTL-120 
h g  ata t i s t i c .  for 19.3.9.2: . . - I  
Packets: 6ant - 4. R.siiuad-i'4.  Lost - 8 ~ ( 8 .  loss). 
ggroxirutm round t r i  tL.. fn milli-..condm: I:.. t~iniwm - ~ i 3 n r .  Rr iuu S Y ~ .  nu.raw - 4 t h  . i ! ,  , , /  > .  r i 
Cambnr 4.12. Komputer cabang.melakukan Ping IP VPN komputerpusal.,' I .  ~ 
Sumber: Perancangan, 
. , , . .  , . ; i l , , , " I l  , 8 .  . ! . ,  . ,  " , , 
4.5.2. Peranca~igan Database ' . , . ~ . . ,  , 
I , . ' ,  8,:,.A,,>,\,i,..i ', i p . , .  ~. ! 4.5.2.1. Skema Tabel 
Tabel yang digunakan dalani sistem 'ini terdiri atas I I tabel utam'a, dimana 6 
tabel diantaranya sating berhubungan dan memiliki referential inlegrity. Tabel utama 
, i .  . .  . ' . 
yang digunakan sebanyak 2 tabel;; yaitu;;yabel Pelyggan dan Tabel Pemakaian. 
: 8 I,,. 14,1,. " 
Diagram relasi intara tabel ditunjukkan dalam cambar 4.13. dan normalisasi tabel 


















Gambnr 4.13. Diagram relasi antlra label di &tabuse PDAM. 
Sumber: Pemcangan 



















4.5.2.2. Penentuan primary key 
Dalam perancangan tabel-tabel tersebut, ha1 yang perlu mendapatkan perhatian , 
adalah penentuan penggunaan primary key, karena tabel di atas akan direplikasikan 
pada keseluruhan unit. Penentuan sl.ema primary key dilakukan untuk menghindari 
terjadinya data yang memilikiprimary key yang sama antara unit-unit saat direplikasi. 
Tabel yang paling utama adalah Tabel Pelanggan, dimana tabel ini menyimpan 
informasi unik mengenai pelanggan. Tabel ini terdiri atas 15 kolom dimana 
I d  - pe langgan mempakan primary key dengan tipe data nvarchar. - .  i , 
Format yang digunakan untuk kolom Id-pelanggan adalah sebagai berikut: 
contoh: A-135-61667, dimana kode kecamatan adalah 'A', kode desa '135' dan iomoi 
urut '61667'. , 
Kode kepamatan memiliki range . wtara ., , A sampqi dengan V, kode desi dimulai 
' I  , dari I ,  sedangkan nomor umt dimul.qi d,ari $ sampai tak terhingga. Dengan format ~, 
seperti ini maka masing-masing u n i t e  rflemiliki data yang dijamin . ,  berqet(a . dengan 
unit lainnya, sehingga tidakvkan, ada.Fqpflik,$s%pada , . , , .  , ,  ~t . e lakqky  r~flwi., , , .  . 
Untuk ~enghasilkan,primgy,,+y,,d,epgap format tenebut di a g s  dan s e c m  
otomatis dihasilkan saat dilakukan insert data maka digunakan sebuah trigger. Trigger 
ini bertanggung,jawab untuk yengl;.?pgwp(i~qry . ., ,+y , sesuai , dengan kode keoamatan I 
yang diberikan.Statemen untuk memquat , . _  , . . , , . .  triggeq , tersebut adalah: , ~ , .-;;,.,,, 
CREATE TRIGGER [Pelanygan-tril ON [dbo] . [Pelanggan] 
. . 
FOR I N S E R T  
, , 
> ) , . , , , . . ,  
, . 
~ ~, 1 . 8 ,  , . ' ,  
AS 
BEGIN 
declare @new-kode-kec varchar(21,- @new-kode-desa int, 
@new-idqelqngqan int , , , . I !$ , , :  ; 1 ..;, , ,  . , , , I  . I 
, . , ! _  / i i  ,,..:I.:'! ' : . . .  , .,..I,:,',, ,!,,:, : , , , t  
select @new-kode-kec-kode kec from inserted 
1 : ,  ;, , .- .  s , ,  1 . 1  . . > :> iviii,~.. 
select @new-kode-desa-kode-desa from inserted 
. , 
, ) ,  I L  , I & . . >  I, ~' / I  I ) . ,  selezt ., , .  
@new~id_pelangqan=isnull~manfcastIsubstring(substring(i-dgelanggan 
,3,len,(idgelanggan.) , chariqdex .,, ( ' -  
',substring [idgelanggan, 3 .len (id~elanggan) ) ) +1, len (idgelanggan) 
, I ! .  ( 


















update Pelanggan set ~d_pelanggan=@new-kode-kec + '- ' t 
cas t  (@new-kode-desa a s  varchar) + ' - + c a s t  (@new-ldqelanggan as 
varchar) where idgelanggan='O' 
END 
GO 
1 .  
Trigger ini akan dijalankan setiap kali terjadi proses insert pada Tabel 
Pelanggan. Trigger ini ~nerupakan jenis trigger AFTER, dimana trigger akan dijalankan 
sesaat setelah proses insert dilakukan. Terdapat lima baris pernyataan SQL di dalam 
badan trigger di atas, dengan penjelasan sebagai berikut: 
Baris 1 BzG w&4&u 
I 
,, ,".yi. ".#air?. .."",.*,.,.'** I, @~.r.w~&l~sl,&np.ss&E 
Pemyataan ini mendeklarasikan tiga buah variabel, yaitu @new kode-kec, 
- 
@new-kodedesa dan @new-ld-pelanggan, dimana kode-kec bertipe varchar 
sedangkan Lode-desa dan idgelanggan bertipe i n t .  Ketiga variabel ini akan 
digunakan untuk membentuk primmy key yang mempakan gabungan dari huruf dan 
angka. , , . , , ,. , I 
. ' 'I 
Baris 2 dan 3 
, . 
r , ,  , . 
/ , , !  '. 3 
Tabel inserted rnempakan tabel spksial yang secara otomatis akan dibuat oleh 
SQL Server sant dilakukan eksekusi trigger, tabel ini menyimpan salinan data dari baris 
yang akan di-insert ke tabel sebenamya. Dengan menjgunakan pernyataan di atas maka 
Kode-kec dan Kode-desa dari data yang akan disimpan ke tabel dapat diakses dan 
dishpan nilainya ke variabel @new-kode - kec dan @new - kode - depa . 
, ~ . ' , , ,  . ,
Baris 4 
~. . . 
-v 
99 
Pernyataan in i  merupakan pernyataan yang paling komplek yang fungsinya 
untuk menghasilkan angka yang bemrutan nilainya dari Tabel Pelanggan itu senditi 
dengan kenaikan sebesar 1 .  Sebagaimana dijelaskan di atas bahwa kolom Idgelanggan 
memiliki format yang merupakan gabungan dari Kode-kec, kode-desa dan angka 
I 


















Tabel 4.1 Contoh data di kolo~n idgelanggan padaTabel Pelangpan. 
Untuk mengharilkan angka yang -.beruhtan .~~ dari data seperti di atas maka perlu I 
dilakukan pemotongan karakter ~ 1 -  , dimana karakter paling depan yang 
merupakan Kode - kec dan kode-d& hihs 'dihilangkan terlebih dahulu. Untuk 
menghasilkan karakter yang terpoto,l~tersebut ' , .  digunakan fungsi substring. Sehingga 
dengan pernyataan I , . .  
akan 
'. -1 f i .  , -;c t,!  7 ,  
dihasilkan data sebagaimana ditqnjddp.pada Tabel 4.2. 
I < _  1 .  
- 
Data di'kalom idib;elangga" setelah dikenakan 
I ,  _ . I . :  
I fungsi substring. 
. 3. , .. , 
Untuk memperoleh 'angka y p g ,  idin-g tinggi maka digunakan fungsi max i )  
li h i ,  


















integer, dengan menggunakan fungsi cast ( )  . Dan untuk memperoleh angka yang baru 
maka angka tertinggi yang diperoleh dijumlahkan dengan 1. Sehingga pernyataan SQL 
akan menjadi: 
' . I : . ; , .  
, . 
' , , ~., 
. . ., __*: *,.L $~;i'~i^Fl*,e~bssg.~qJd . - . . ,.. 
Pernyataan di atas akan menghasilkan nilai angka baru, dimana nilainya " ~ . 
merupakan kenaikan salu angka dari angka tertirrggi yang saat ini ada di tabel. Akan 
tetapi pada saat belum ada data sama sekali di kolom Idgelanggan, pemyataan di atas 
akan menghasilkan nilai NULL. Sehingga perlu ditambahkan fungsi pengecekan 
dengan isnull ( ) yang akan mengganti nilai MJLL dengan nilai 0. , 
Gabungan dari semua fungsi di atas akan menghasilkan pemyataan yang ada di 
. . , .  1 1 ,  : , , , ' , baris 4 dari badan trigger di atas.' 
~;::1,,111.1!,1 . . . .  , .. 
. ~ a r i s ~ '  
.'" ' "...'"" kaf!h&r'l ~hszb%dgeI . , 
Pernyataan ini merupakan pemyataan akhir yang akan menggabungkan karakter 
, . I , '  
kode-kec, kodk-desa dan nilai A g k i  $ngdihasilkan dari peinyataan di Baris.4, 
' '  , I , .  . ;  
dimana antara liktiga kode te~sebu<diplsah~a~dengan k rakter pembatas '!'. Gabungan 
karakter tersebut akan di-update ke baris terbaru pada Pelanggan, dimana baris paling 
, l l 1  I !  11 .. L ' .  , b , ' t l  , 
barn akan selalu memiiki 'd-6elanggan default '0' sebagaimina 'didefinisikan saat 
. \ , < , ~ , , ' ? , , , ' l , :  \ !  " : 
pembuatan Tabel Pelanggan. Pada saat keseluruhan trigger selesai dieksekusi maka 
tidak akan ada Iagelanggan yang mihiliki nilai default 'O', kareni Akin di-$date oleh 





















~ a b i i n i  lnembahas mengenai .'implementasi Replikasi b&is data rnelalui . ' .  
. , 
jaringan ~irtual '  Private Network (VPN) .  ' lmplementasi dilakukan menggunakan ~ 
' 
hardware dan jsofiare yang telah . . ,  disebutkan . 
. 
pada bab sebelumnya yaitu, untu 
1 . 1 
hara'ware terdiii daii 4 buah PC, %$ah , . modem, I b h h  PABX d b  1 bush eth 
. 
..~. hub. sedangkai untuk sajhvore terdiri dari' sisteh operasi Microsoft ~ * d i w ; ~  
Microsuil SQL server 2000, Microsol? Access 2000 dan Open VPN 2.0.9. 
5.1. Konfigurasi Dial Up Server (Server R4S) 
Untuk dapat membentuk suatu jaringan antara komputer cabang dengan 
" t! l  \ I 
komputer pusat dengw menggunakan metode dial vp, maka pada jaringan komputer 
l 'bl l ' l  I \ I 1  *.' 
pusat ada 1 komputer dikonfigurasikan sebagai server untuk menerima hubungan dial 
up dari komputer cabang. Komputer,dj fiabqg ~elakdcan dial up kc.korp~gtq pqsat 
rnelalui PABX dengan menggunakan qccouqf yang ada di komputer serveiiR4S. 
Pada kornputer ,server RAS dibqat account baru yang akan digunakan oleh 
komputcr cabang. Konfigurasi user d~pwpvqrd apat dilihat pada Tabel 4.1. berikpt: 
Tabel 5.1. DaRar occoun! di komputer pusat unluk digunakan komputer cabang. 
Komputer 1 pdarnl 1. pdaml PDAM 
Komputer2 pdam2 pdam2 PDAM 
Konfigurasi pada 'Yindows Server 2000 dilakukan pada sub menu Kompurer 
Management di menu Adminishalive Tool pada Control Panel, s'ebagaimana 
, , ,  ' .. 
, 
. ! : ditunjukkan dalim Garr~bar 5.1. beri1:ut: 


















Gambar 5.1. Konfigurasi account pada komputer pusat. 
Sun.&r: lmplementasi 
Untuk dapat melayani permintaan dial up dari komputer cabang, maka pad+ 
komputer server server RAS harus dikonfigurasikan untuk menerima jenis koneksi ini. 
Komputer cabang yang akan melakukan dial up ke komputer server RAS menggunakan 
nomor ekstensi dan account sebagaimma yang telah ditunjukkan pada Tabel 5.1 di atas. 
Pada Windows 2000 Server dapat dilakukan konfigurasi untuk menerima 
, r 
Incorning Connection pada mode d laltrpe ncangan ini modem digunakar untuk TI--J' 
menangani semua permintaan koneksi. Dengan menggunakan wizard Make New 
Co'onnec~.rion yang icrscdia pada menu Newark andDial-Up Connecrion maka Komputer 
Pusat siap menangani semua prmintaan koneksi. Koneksi yang telah dibentuk dapat 
dilihat dalam Gambar 5.2. yaitu di menu Network and Dial-Up Connection sebagai 
berikut: ! , I I 
.. , , 
, ,  , ,  . !:l,ll,.! l..!<l,. 
, , . ~ I < , L , , ,  . ; .  
: .. ' $  , .  . . ~ .  
I 
! ( 8 , ~  
< I 
, . 
, . 1 :  , I _ 
Cambar 5.2. Koneksi unluk m e l a y ~ i  dial-up pads kornpulcr pumt. 


















. . . . . . . . .  
. . , .  , 
J . ,  
~ ~ 
~. 
, ' .  
5.1.1. Penjadwnlan Dial Up 
Proses koneksi dirancang dengan mekanisme penjadwalan koneksi dial up, 
dimana komputer cabang memiliki a l~kusi  waktu tersendiri untuk melakukan koneksi 
ke komputer server RAS. Diagram alir penjadwalan koneksi dapat dilihat dalam 
Gambar 5.3. i~ . ~. ~ .. , ~~. . 
: .-.., - . . . . . . . . . " .  '-  ' ~.',;, . q.:,




Komputer I-pusat (langkah 1) pada waktu y w g  telah ditentukan padaTabel 5.2. setelah 
.;;. . . .  ; 
... ._' 
terjadi koneksi maka proses replikasi akansegera dilakukan, dimana proses replikasi.ini . . . .  -.: . 
mendapatkan alokasi waktu yang telah ditentukan juga. Setelah alokasi waktu koneksi 
untuk Komputer 3 telah habis maka Komputer 3 akan merninta pemutusan koneksi dan 
Komputer I akan memutuskan koneksi dengan Komputer 2 (langkah 2), begitu juga , 
dengan proses komputer 3 dan komputer 2. Apabila proses update data belum selesai 
pada saat replikasi berlangsung dengan alokasi waktu yang telah Pilentukan maka 




















69 , .,' 
. 
Dalam perancangan ini komputer cabang dijadwalkan untuk melakukan satu kali 
koneksi per hari. Pada malam hari pukul 18.00 setelah transaksi pada cabang selesai . i ' ~  :' 
dikerjakan. Koneksi masing-masing dilakukan selama 30 menit. . . ,  ~ ~ 
. . 
Pertimbangan waktu koneksi komputer s e l m a  30 menit adalah dengan .,. .. 
perhitungan berikut: , 
Modem yang digunakan dalam perakangan ini rnemiliki kecepatan 16 Kbps 
(kilo bits per se'cond), sehingga secara teori dapat melakukan transfer data sebanyak 56 
. .. , , ~ ~ ~ .  
35i.- .-
kilo bit untuk tiap detiknya. Akan 'ti&pi.kekepatah $hi diperoleh padi k e n y i t a b y a '  . :-: 6.: 
,sangat tergantung pada berbagai rnacam faktor, yaitu kecepatan modem yang didukung 
oleh 1SP (lnlernct Servicc Provider) penyedia jasa dial up, kecepatan tertinggi modem 
) . ,  
lain yang rnclakukan koneksi (modularion fallback) dan faktor noise dari jaringan 
telepon yang diynakan. 
Apabila dua buah modem sal!qg beikoqunjkasi dalam suatu k o n e k ~ i , ~ d i i a q g  
' 
kcduanya ~nc~niliki ke~epatan yangI ,bqbda ,  maka kecepahn yang akan digunakan 
adalah kecepatan yang paling rendah.,hal ini.disebut juga modulation fqlbqek. Dengan 
berbagai rnacaq gangguan sebagairnana di atas, maka kecepatan sesungguhnya dari 
modem 56 Kbps yang dig~~nakan dcjl;lnl.jq#n~qngan diasumsikan menjgdi 30 Kbps. 
dimana kecepapn ini merupakan kecepatan r a h - r e  dari kebanyakan modem yang 
dipakai saat ini.i, : ' :.,,': 1, ; ' :11>i  I , C ~ . . ' ~ Y . , ; , ~ : :  ,,, . *  I > 8  , '  ,8 . ,  I I I I I ~ , I  I , 
Ukuran data yang sudah difilter dan dilkukan replikasi dengan pr0se8~up&tp dw 
arah antara korqputer pusat dengan Jcpmputer.cabang,sekitar 5000,Q;(kilqkfle) & .  make 
waktu yang dibutuhkan untuk melakukan transfer data tersebut adalah: , 
5000x8 = 1333,33 detik = 22.22 rnenit 
30 , 
. . , I i ' , ! ,  , ,  
Sehingga waktu yangdialokasikan unQk . , , , . (  proses . .  replikasi . , sebesar k 30 menit I , .  t 
Koneksi yang dilakukan bisa diatur untuk beberapa kali dial ulang (redial) 
apabila koneksi pertama mangalami kegagalan serta bisa juga di ' lakuw ,pengatu$ 
e 
penjadwalan se1,isih waktu redial dengan , . dial I,.: yeebclurnnya , 
,,., 
Jadwal detail dari koneksi masing-masing komputer cabang dapat dilihat pada 
I 
Tabel 5.2. Karena penelitian ini dilaksanakan hanya pada tatann uji laboratorium 
I 
dengan I kompyter cabang maka llntqk impleqentasi di dunia nyata alokasi waktu di 
1' I i,,;. , , a / , , ,  
jadwal ini disesuaikan dengan jumlab cabang ) ang ada dan kondisi di lapangan. 




















, . Tnbe15.2 ~ a d i a l  koneksi dial-up komputa cabang. . ' . . . . ' , , . . . 
. . 
Iputeputerl ( 18.00 1 18.30 WIB I Sanin - Sabtu ( 30 menit 1 
( ~ o m ~ u t e r  2 1 18.30 - 10.00 WIB 1 Senin - Sabtu 1 30 menit I , . t i  , ,  , . > --,- 
. .  . 
~ :. 
. . ~ .  
. . 
.: 
. I-.. . . -..,:: 
5.1.2. Ofomatisasi Diul Up . ~ .. -, :: . , , . , .  
. . . ~ ~  . 
. ~. 
;:.  " 6 5  
Alokllrl . . .WaV:  . ,. . Komputer 
Untuk melakukan dial up dari computer-komputer cabang maka dibuat satu 
..,:,.;,,:::,., L,'",..'. . .:, <.- : 
WaQu Upp$y!$ ?&.iHaII.?; . 
. . %.' 
. . 
jenis koneksi tipe dial up dengan menggunikan Make New Connection Wizard. Pada 
pembuatan koneksi ini dimasukkan nomor ekstensi komputer pusat ('84, sebagai 
nomor tujuan dial sehingga pada saat computer-komputer cabang melakukan koneksi ke ' 
kornpt~ter pusat akan melalui PABX dengan nonlor ekstensi tujuan yaitu 84. Koneksi 
yang telah dibentuk dapat dilihat pada menu Network and Dial-Up Connection seperti 
diperlihatkan dalam Gambar 5.4. 
f . ~ t ' ~  ? - I  ' . r  , 
Cambar 5.4. Koneksi u'it"kmelakukan &/:up pa& komputer cabang. i & , I  i\.,,;,,~.~# 
,~ . 
Surpper: Irpple!nentasi . . < ;  
Koneksil dapat dilakukan dengan melakukan perintah r a s d l a l  pada command 
prompt. Perintah ini dapat digunakan untuk melakukan koneksi dial up, dimana 
argumen yang dibutuhkan adalah nama koneksi, usemme da~lpassword. 
6-4 3 , 
r_qe 
Contoh irntuk melakukan koneksi di komputer cabang adalah: 
C:\> r a s d i a l  KonekslKePusat  "pdaml" "pdaml" 
Untuk memutuskan koneksi maka diberikan argumen disconnecr pada perintah 
r a s d i a l .  
Contoh-untuk melakukan pemumsan koneksi di komputer cabang adalah: 


















LIengan::menggunakan kedua: .&rintah di itas dalam suatu butch file d a n , ,  . ' . . j  .j. 
. , 
memanfaatkan fasilitas Scheduled Tmk dadawindows 2000 maka proses pembentukan ~ ~ 
koneksi secara terjadwal dapat dilakukan. 
Karena .dibutuhkan dua rutinitas utama, yaitu pembentukan koneksi dan ' : 
pemutusan koneksi maka dibuat dua buah file batch, yaitu koneksion-bat dan 
koneksiOff.bat yang masing. masing berisikan perintah sebagaimana ditunjukkan pa& 
,. : Tabel 5.3 berikut: - , ( , ;  
. - .. 
Tabel 5.3. Perintah dalamjile botch untuk pembuatan dan pemutusan koneksi . 
~ ~ I 
, , , , , . , . 
~ t o m a t k s i  eksekusi kedua file batch tersebut dapat dilakukan dengan 
menambahkan Scheduled Tusk untuk masing-masingjile tersebut, dengan jadwal yang 
, / I I i . .  , , I I ,  . I  / ', 8 , ,  
telah 'ditentukan sebelumnya. Penambahan Scheduled Tusk dapal dilakukan dengan 
, , , ~ ~ # ,  
Wizard yang ;elah disediakan pads menu System Tool. Apabila ;elah berhasil 
melakukan penambahan task maka akan terlihat sebapaimana Gambar 5.5. berikut: 
, 
. , , , / . ,  . , ' . I ,  
Gambar 5.5. Penjadwalan proses pembuatan dan pernutusan koneksi dial up. 
Sumber: Tmplernenlasi . . 
5.2. Konfigurasi Virfual Private Network (WN) 
~ o n e k s i '  VPN dilal:ukan setelah komp~rter cabang telah terhubung dengan 
komputer serve; RAS dimana komputer server RAS berhubungan secara LAN dengan 
komputer pusat: Jadi setvlah terhubu~g secara dial up komputer cabang dianggap te k! 
menjadi anggota dalaln jaringan komp~~ter  pusat dan memungkinkan untuk melakukan 
koneksi VPN antara komputcr-kompuer cabang dengan komputer pusat, seperti pada 
..., . 




















, ,  , 
. L . '  
. 
menit waktu yang ada dipergunakan untuli pengkoneksian komputer iabang dengan 
kompufer server RAS yang terhubung secara dial up dan pengkoneksian antara 
komputer cabani dengan kompter pusat yang terkoneksi secara VPN. 
. . 
.-.', J..; 
Scsuai dengan gambar 5.6, ~. jadisetelah . komputer-komputer cabang terhubung 
. . :. ' 
dengan komputer RAS yang disini berperan sebagai router dari komyut~r~kbmputer 
, 
cabang dengan jaringan pusat. ' makn kornputer-komputer cibang ' yang telah 
mendapatkan key , . (kunci kriptografi yang digunakan sebagai authentikasi identitas) dari 
komputer pusat dapat langsung rnelakukan koneksi VPN dengan komputer pusat secara 
bergantian (Langkah I), karena koneksi ini merupakan koneksi 2 arah, maka komputer , , 
pusat juga melakukan koneksi VPN dan mengauthentikasi key yang dimiliki, jika key 
yang dimiliki sama dan cocok dengan komputer cabang maka hubungan dapat 
dilakukan (langbah 2) . . . ,. , , ~, . , .K I I ' : , I  . i .  ~ m , I 1 1  I , b  I I "  
Gambar 5.6. Umtan pmses koneksi mtara komputer cabang dcngnn pusat. \ 
Sumber: Implementasi i 
I 
Dalab~bsuKanlor 
Cabeng ' , . i 
8 ,  ; 1 I': 
IPlol.tlS2idd IP: 172170.3 
IPvpr: 10.3.0.3 
IP: 172.17.0.2 1 
1pvpn: lO.J.0.f 
. . 
, . / ~   . , , , : I  ' 
D.l.brn.3 
Kanlor Cabano 
, . ,  , .,. 
t 
Cara pengkoneksian VPN dapat dilakukan dengan mensetting konfigurasi ; 
'1 
OpenVPN yang terdapat pada folder konfigurasi OpenVPN yang tampak seperti gambar 




















. , 9 mc-- t y m - N I  
, . 




Pada bagian key dimana filenya berekstensi *.tN didalamnya terdapat kode-kode yang 
mempakan kunci yang saling dishare antara komputer pusat dengan komputer cabang 
supaya dab ya"g melewati koneksi VPN ini terjaga dengan baik dan man. Berikut 
adalah kode-kode yang terdapat dalam file key.&[ tersebut. 
'd 
# 2048 b l t  O p e n V P N  static key  
# - 





----- END O p e n V P N  Static key V1----- 
KodeZ diatas adalah kode-kode acak yang dibuat oleh OpenVPN untuk memudahkan 
pengenalan komputer yang akan dikoneksikan secara VPN dirnana kedua komputer 
yang akan dikoneksikan harus sudah merniliki kunci tersebut dan harus sama. 
Kemudian untuk setting konfigurasi pada file config.ovpn, cukup dengan mengklik dua 


















diisikan beberapa perintah yang depat henjalankan koneksi VPN tersebut. Pada 
komputer cabang 1 d a n 2  dikonfigurasikan pada notepadnya sebagai berikut : , . 
. ~ 
~. 
~ . .  ::j 7.'; 
r e m o t e  192 .1G8.1 .3  . ,  . ,. . ,. . 
. . .  
 .. . dev  t a p  . , . -. ~. , : : 
. ,, i f c o n f i g  1 0 . 3 . 0 . 2  255 .255 .255 .0  
. . 
, . . 
s e c r e t  key.:xt . 
. , 
.. , 
v e r b  3 ~ ~ . .  . 
mute 1 0  
p i n g  1 0  
dan pada komputer pusat padajield n o f e p d  akan diisikan konfigurasi sebagai berikut : 
7 
Konjgurasi unruk koneksi ke kompuler cobmg I 
remote  172 .17 .0 .2  
dev  t a p  
i f c o n f l g  10 .3 .0 .1  255 .255 .255 .0  
s e c s e t  key.txt 
v e r b  3 : 1 , ; , , I  I:::I\! 
mute 1 0  
Konjgurosi untuk koneksi ke kompurer cobmg 2 
remote  1 7 2 . 1 7 . 0 . 3  
d e v  t a p  
i f c o n f l g  1 0 . 3 . 0 . 3  255.255.255.0 
secret k e y . t x t  
v e r b  3 
mute  1 0  
p l n g  1 0  
setelah pengetikan konfigurasi selesai maka dapat dilakukan start koneksi VPN oleh 
komputer cabang dan komputer pusat menggunakan konfigurasi yang telah dibuat tadi 


















Setelah dilakukan komputer cabang melakukan starr VPN maka secara otomatis akan 
keluar aplikasi k7ommand DOSprompr yanF mer~unjukkan status window dari koneksi 
V P N  dan jika window tersebul ditutup maka otomatis koneksi VPN akan terputus. Pada 
garnbar 5.9. berikut adalah window yzpg menujljukan status koneksi yang berhasil pada 
komputer cabang : ..  
:, ~ , 
! 
. . 
' , ~, 
Gambar 5.9. Gambar oontoh window status koneksi VPN pada kornpuler cabang. 
Sumber: Implementasi 
Kemudian secara bersamaan pada komputer pusat juga melakukan star! VPN dan akan 
keluar status window sesuai pada garnbar 5.10, berikut : 
Cambpr 5.10. Gumbar contoh window stdus koneksi VPN pa& komputer pusat. 
. . Sumber:.lmplwnentasi 
, ,  , , , 
, 


















Pada masing-masing status window yang ditunjukkan pada gambar 5.9, dan gambar 
5.10. pada akhir status terdapat kalimat :Initaliazaiu'n Sequence Completed yang ,. . , . .,,. . . I .  . . : 
~ . ,  
. . .  
menggambarkan bahwa koneksi VPN .telah berhasil dilakukan dan telah berjalan. ' . :t i 






membutuhkan waktu yang lama. MungkinCupa 1 menit. Maka oleh kirena itu tidak . . -,<. ! 
perlu mengeset ulang jadwal koneksi dial up: ' . . 
5.2.1 Otomatisasi Kooeksi VPN -1 :I 
Setelah pembahasan konfigurasi OpenVPN maka saat ini perlu adanya 
otomatisasi koneksi VPN apsr replikasi berjalan secara otornatis tanpa perlu campur 
tangan operator. Koneksi dapat dilakukan dengan melakukan perintah openvpn pa& 
conrnrandprotr~pt. Perintah ini dapat digunakan untuk melakukan koneksi VPN, dimana 
I I , ,  
argumen yang dibutuhkan adalah perjntah-pcrintah yang dimiliki OpenVPN. Berikut 
adalah cuntoh perintah-perintah yang terdapat pada konfigurasi komputer pusat, 
PlUl 'Ol '  I ,  / I ,  
Contoh untuk melakukan koneksi di komputer pusat adalah: 
C:\> openvpd. --remote 172.17.0.2 --dev tap --lfconfig 10.3.0.2 
255.255.255.0 --secret key.txt --verb ? --mute 10 --ping 10 
Contoh untuk melakukan koneksi di komputer cabang adalah: 
C:\> openvpn --remote 192.168:'1..3 --dev tap --lfconfig 10.2,O.l 
255.255.255.0 --secret key.txt.-?verb 3 --mute 10 --plng 10 
Dengan menggunakan kedua perintah di atas dalam ruatu botch jile dan 
memanfaatkan failitas Scheduled T a k  pada Windows 2000 maka proses pembentukan 
koneksi secara terjadwal dapat dilakukm L '  
Karena dibutuhkan dua rutinitas utama pada komputer cabang dan komputer 
pusat, yaitu pembentukan koneksi dan pemutusan koneksi maka dibuat satu buah j l e  
batch pada masing-masing komputer, yaitu config.bat yang berizrikan perintah 



















Tabel 5.4. Perintah dalamfle &arch rrntuk pembuakn den pernutusan koneksi VPN . 
Nama 
File 
I I I 
Scheduled Task untukjle tersebut pada komputer pusat dan kompurer cabang, dengan 
jadwal yang telah ditentukan dimana koneksi akan dimulai 2 menit setelah komputer 
unit 'bat  
wnfig'bat 
cabang telah t~rkoneksi secara dial up dengan komputer server RAS. Penambahan , 
Scheduled Task dapat dilakukan de~gan Wizard yang  ela ah disediakan pada menu 
: 8 . . .  
Otomatisasi eksekusi Jile batch tersebut dapat dilakukan dengan menambahkan 
. . 
openvpn -.-remote 172.17.0.2 --dev t ap  
. . 
- - i f conf ig  10.3.0.2 255.255.255.0 -- . '. Pembentukan koneksi VPN 
secee<key.  t x t  --verb 3 --mute LO , - -  ,. pada komputer pusat . . ping 10 
System Tool. Apabila telah berhasil r-delakukan penambahan tmk maka akan terlihat 
Pembentukan koneksi "PN 
pada kornputer cabang 
sebagaimana Gambar 5.1 1, berikut: 
I 
, :  * , , :  




Untuk pernutusan koneksi V W ,  pad* file .properties configbat diset . untuk 
~, : , 
, 
openvpn .--remote 192.168.1.3 --dev t a p  
- - i f conf ig  1 0 . 3 . 0 . 1  255.255.255.0 -- 
Secret key. txt --verb 3 --,"Ute ;o -- 
ping 10 
, -  
dinonaktifkan setelah 28 menit sesuai,dengiiqjumlah . , , .  ,, alokasi waktu dari konqksi Oialsp. 
. . 
I 
Berikut pengesetan waktu untuk menonakti#ranji(e batch config.bqt yang,ditunjukan 


















Gambar 5.12. Pengesetan waktu pernuturn koneksi VPN. 
Sumlnr: lmplcmenlasi 
5.3. Konfigurasi Dalabose 
X 
5.3.1. Restore Database -- - + 
Karena proses replikasi basis data dilakukan melalui fitur di SQL Server 2000, 
maka terlebih dahulu hams dilakukan restore database. Proses restore dilakukan untuk 
menghubungkan antara backup file yang sudah ada di PDAM dengan databare yang 
8 . .  
dibuat di SQL Server. Backupfile tersebut adalah backup dari data-data transaksi yang 
sudah d i shpan  di PDAM Pusat. Sedangkan database yang dibuat di SQL Server 
tersebut nantinya dilakukan proses replikasi. ' ~ a h a ~ a n  proses Restore dilakukan pada 
SQL Server 2000 pada SQL 'Server ~nr&rise Manager dengan memilih all Tasks I 
RestoreDalabasc seperti terlihat dnlarn tampilan di dalam Gambar 5.13. 
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Selanjutnya dilakukan pembuatan databasepada SQL Server dengan nama pdam pusat 
dan pemilihan backup device atauj le  name yaitu file cadangan dimana file tersebut 
adalah backup lfile dari semua datadi basis.data yang ada pada PDAM kabupaten. - .  ,.$j .-, 
. , ,  . 
Malang. Seperti yang diperlihatkan dalam Gambar 5.14. . . . . . .  ... - 
1 '. . 
a) i ,.., 1 . 1 1 "  i 1 , 1 ! 1 1 : . .  ' , b) 
Cnmbar 5.14. n )  Mernilih Restore Desrination b) Lokasi Backup File 
Surnber: lmplemenlasi 
Setelah dilakukan reslore databuse maka dafabase pdam pusal akan terisi 
dengan data-data transaksi yang ada pada backup file untuk selanju~nya dilakukan 
proses replikasi pada dalabase tersebut. Setelah database pdam pusat sudah terisi 
,  I /-- 
dengan data lengkap, transaksi maupun pembuatan kwitansi dan lapora~i-laporan pada 
I I 
PDAM pusat rnaupurl cabang-cabang bisa dilakukan melalui tampilan aplikasi 
Microsoft Access. Di PDAM sudah mempunyai file Access bempafile .adp (Access 
' -. 
Data Project) dimana untukrbisa-rnepbuka file tersebut dilakukan koneksi terlebih 
dahulu antara file tersebut dengan database pdam pusat di SQL Server. Koneksi 
dilakukan dengan menjalankanfile tersebut dilanjutkan dengan memilih File I connection, 
kemudian memasukkan nama server dan nama database yang datanya akan dibuka 
dcngan mcnggunakan ta~npilan di MicrosoR Access tersebut. 
. . 
5.3.2. Iniplcmcntasi Replikasi 
I , , , I  : : . I 1  ; . ;  , . , . . . 
5.3.2.1. Skema Replikasi 
. ,  :,, 8 . ~ 
Jenis replikasi yang digunakan pada p e r e a l i i s i ~  sistem ini adalah tipe replikasi , 
I !I :..,,I, ,>, , ,> , , .> , ! , I ;  ,,, ;,,,, 8 , . , ! ,  
merge yang memungkinkan update d i d  &ara dua arah, baik dari kantor pusat, ke 
1 N : ,  , 
, ,  . 
cabang-cabang maupun dari cabangiabang ke kantor pusat. Kantor pusat dibuat 


















. . . . . .  
. .  , , 
.~~ 
. .  . 
. . 
, ,  . i ~ h . ;  ' 4 , :  8.: 
. , publikasi untuk selanjutnya pub~ikdi-~ubli&i tersebut di-push ke cabang, l y g b h  .,..>.:,.>,i;~ 
pertama dalam pengirirnan data adalah publikasi-publikasi tersebut dibuat filter yaitu = .. 
, , . .  
. .. ,: .;. 
, 
kode-kec sesuai dengan kecama& masing-masing yaitu cabang adalah dengan -1 -- 
kode-kec sama dengan 'A'. Setelah'.proses pwsh pertama selesai maka dilakukan 
penghapusan push untuk selanjutnya filter pada publikasi yaitu pada Tabel Pemakaian 
dirubah menjadi gabungan kode-kec, bulan dan tahun yang sedang berjalan sehingga . - 1.. 
nantinya data pemakaian yang dikirim adalah data yang sesuai dengan bulan dan tahun ~, - .-:~ ,; 
. . . 
. ~ yang sedang berjalan. Perintah filter yang digunakan adalah Kode-kec='Ar untuk .7 . , 
Tabel Pelanggan sedangkan untuk Taoel Pemakaian pada publikasi sebelum dilakukan 
perubahan adalah Pelanggan, id-pelanggan-Pemakaian. id-pelanggan. 
Selanjutnya untuk Tabel Pemakaian dilakukm pembahan filter yaihl dengan 
I w w  ' , penambahan parame@r.;,,,..ii~:,i~!ifilteri, , , , dengan 
(Pelanggan. id-pelanggan=Pqgg)raia,q, id- pelanggan) : . and 
bulan-month [ g e t d a t e  0.) and , :>Cahun~yea r  ( g e t d a t e ( ) , ) .  Setelah,mdilakukan 
perubahan maka publikasi-publikasi tenebutdi-piah hembali ke masing-masing cabang 
sesuai dengan kode-kec. 
Proses replikasi ini diset, r,waktu.~iherlangganan/proses, publikasi pada ;saat , 
komputer di pusat sudah terhubung, ( c o w ) ,  dengan komputer .di caban&,Sauai , 
dengan scedulling dial up dan VPN;yang sudah ditentukan sebelumnya komputer kantor 
cabang terhubwg dengan komputerkantorpusat ,dan pada waktu itu jugaprgsesvpdule 
data dijadwalkan, Setiap cabpg lneinpunysi waktu connect .ymg . berbeda 
, sehingga bentrobn replikasi anQrl$~qpu$er,cabang tidak akan tejadi. . .. , , ,  
Komputer di  kaqtpr c.&ang dijadih:,sebagai subscriber untuk n y 1 ~ @ 8  ~ 1 
kiriman data terbaru dari pusat, di icomputer cabang data bisa dilakukan update dan 
secara otomatis akan berpengaruh pada komputer pusat karena prose$,v~likasi,,beaiw ~~ 
merge. Sedangm di kantor p u q t  . p q ~ q q  r e p l i i i  dilakukan. dengan membwt 
publication untuk cabang-cabang, dimana publication tersebut akan dihubungkan 
dengan databare yapg ada di cabang-~abbg. Setiappublication yang;terhubung.dengpn 
I 
komputer pusat berjenis push dan beyi~i  @ta masing-masing cabang, cabang akan 
dibuatkan replika dari da~abase pusat yang krisi  data pelanggan pada cabang dalam ha1 
ini dibuat data dengan ~ocle-kec=A,.yi+itu kecwatan Ngajpm. Denganprpses rep,likwi 
maka data padq kantor cabang akaq, , k ~ h d e ,  @p. ,cabangnya, sedangky .kantorpusat 
akan berisi data!lengkap penl:gab.ungan dari data-&@ yang dikirimkan dari cabang. 


















Proses replikasi diketjakan secara berurutan sebagaimana proses koneksi VPN 
juga dilakukan ,&cam berurutan. A k q  .. . , ... tetapi~antnra . .~ waktu koneksi VPN dengan , waktu ~, . .  ~' 
.. . .  ; i -: y.2 ,: 
. ~, 
replikasi diberi: selisih waktu 5 menit~.unrukmemberjkan . . 
, . 
waktu yang c"k"p untuk . . : ;,.,. - ' 
, 1'. , , . .,: 
melakukan koneksi ulang apabila proses koneksi pertama mengalami kegagalan. Urutan :. . . 
Cambar 5.15. Proses nplikasi antara kompulff cabang 
Sumber: Implemenlssi 
Replikasi dilakukan oleh Kornputer cabang pada wakfu sang telah ditentukan ' 
pada Tabel 5.5. Kornputer pusat akan melakukan push terhadap publikasi yang 
I i 
dimilikinya, dalam ha1 ini data di pusat kekomputcr cabang. Alokasi waktu ini dapat ' 1 diubah-ubah sesuai besarnya data yang ada di komputer cabang. Seiring dengan ' 
pertambahan waktu maka data akan semakin besar dan waktu yang dibutuhkan untuk 


















. . , 
. , 
,. , ,. 5.3.2.2. Konfigurasi kompu'ter pusat . 
~ ~ m ~ u t ' ~ r  pusat dikonfig"r&ikan:'iFbagai disniburor dan publisher unt& 
, . 
mengirimkan, data publikasi ke cabang-cabang. arena replikasi yang digunakan 
merupakan jerii.~ merge dnn di-push ke kompurer cabang. Sebagaimana ditunjukkan 7.; ? 
dalam Gambar 4.8, Tabel Pelanggan saling terhubung dengan tabel yzng leimya dengan' . -  f :. 
suatuforeign key. Masing-masing tabel juga telah memiliki primary key tersendiri, akan . ,I 
' -  . 
. . 
tetapi pada Tabel-tabel tersebut tidak terdapat kolom uniqueidentfler yarrg diperlukan :' . 
dalam proses replikasi. Oleh karena itu keseluruhan struktur tabel tersebut akan berubah 
selama proses replikasi. SQL Server akan menambakan secara otomatis sebuah kolom 
baru yang merupakan uniqueidenti/ier. Dalam konfigurasi komputer cabang keputusan 1 
untuk penambahan kolom ini ditunjukkan da lm Gambar 5.1 6. 
Cnmbnr 5.16. Kontigyi,pcnarp,t@,p ko1o.m bar(u untuk replikasi 
Sumber: lmplen~entasi 
Konfigurasi ~elanjutnya dalah penentuan filter pada Tabel Pelanggan dan Tabel 
Pemakaian. dimana kedua tabel tersebut merupakan tabel utama dan salinp 
berhubungan. Masing-masing cabang hanya bertanggung jawab terhadap data untuk 
, -- ... 4 ,  , 'I 
cabangnya sendiri. Hal ini dapat dilakukant%engan Aelakukan filter per taris pada I 
Tabel Pelanggan dengan berdasarkan kolom Kode-kcc Rode kecamatan). Penentuan 


















Cambar 5.17. Konfigurui pngaturan filter pada Tabel Pelanggm 
Sumber: lrnplemenlasi 
Karena Tabel Pelanggan dan Tabel P~makaian saling berhubungan rnalia untuk 
I 
melakukan filter terhadap Tabel Pemnkaian dilakukan dengan menggunakan join antara 
kedua tabel tersebut, dimana kolom,yyg digucakan . untuk join adalah I d g e l a n g g a n  
sebagaimana ditunjukkan dalam Gambar 5.18. dan Gambar 5.19. 
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Gambar 5.19. Konfigurasi pengaturan tillerjoin pa& Tabel Pemakaian ysng berubah 
Sumb:r: lmplementasi 
2 
Untuk proses pengiriman publikasi setelah dilakukan perubahan filter pada 
Tabel Pernakaian berbeda dengan pr~ses~pcngiriman publikasi yang penama karena 
hanya data saja yang dikirim seperti diperlihawn dalam Gambar 5.20. 
Gsmbar, 5.20 [pilidire @scripion pada publikari kedua 
Sumber: lmplementasi 
, , I ' 
5.3.2.3 Konfigurasi Ko!qpyLq@&t#g, 
' 
Pada komputer cfibani digonfigurasi sebagai subscriber ! untuk menerima 
publikasi dari komputer pusat. Sebelumnya haws dibuat terlebih dahulu database di 
. I  
SQL Server sebagai benerima publikasi dai~ komputer pusat, ha1 ini perlu dibuat 
sebelu~n dilakukan konfigurasi r e p 1 i k a s i . b ~  pada waktu konfigurasi push publikasi 
pada wizard akan melalui tahapan memilih databare yang aknn menerima publikasi. 
Pada database ini setelah proses replikasi berlangsung akan terisi oleh data :/ang sudah 


















data pada masing-masing komputetcabang. , ~ o n f i ~ u r a s i  untuk menjadikan komputer.: 
cabang sebagai subscriber dapat dilihat da lm ~ k n b a r  5.21. dan Gambar 5.22. 
Gsmbnr 5.21. Konfiaurasi komputer cabang ~ b a g a i  subscriber 
Gembar 5.22. Konfigurasi properly subscriber 
S ~ ~ n b e r :  lmplcmentasi 
8 .  . . Y -., 
I A *  a " , , .  . *. - 
5.3.2.4 Registrasi Remote SQL Server 
Untuk dapat melakukan a . A  pros~'replikasi , antara database SQL Sewer yang , 
berada dalam komputer lain, m&q gdy ,diuukan registrasi database sewer yang 
dituju di database server lokal. Kedua database di kompultr cabang dan komputer 
pusat harus dikonfigurasi untuk dapat s l ing  berhubungan dengan menggunakan nomor 
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Dalam peranttangan ini kdikksi &&a dotab&; SQL Server dilakukan oleli . . ' .  
, - 
OpenVPN dimana pengesetan pdd' s&hSLrupakan default dari OpenVPN tersebut, 
yaotu port 139 'dan IP ypng digdnakanpada.konfigurasi . .,. command VPN yang telah 
, \ ,  - ,  . . 
. , , . dibahas diatas . . 
. , %  , ,; ,. . . . 
Setelah alias dibuat maka langkah beri'tutnya adalah menjalankan wiza~d untuk 
registrasi SQL Server yang diinginkan. Wizard dilakukan dengan menggunakan - . 
infomasi alias yang telah dibuat.. Setelah . melakukan - langkah-langkah pada wizard 
maka apabila registrasi berhasil akbii terlihat ikon SQL Server yang baru di tree SQL 
Sewer Group, sebagaimanan ditunjukkan dalam gambar 5.23. 6 i 
I 
.. , , ; :  , . ,, i,111 II),. : . t  L.!, !, p . ( I ,  ~ ' , 
Gambm; 5.23. TampiIan setelah regislrari SQL Server berhasil 
Sumber: lmplementari 
Dengan cara yang sama komputer cabang dikonfigurasi agar terhubung dengan 
sewer di komputer pusat dengan cara regristrasi darabase sewer yang langkah- 
langkahnya sama dengan konfigurasi di komputer pusat. Akan tetapi di komputer 
cabang pada Enterprise Manager tidak perlu dibuat regristrasi baru untuk memunculkan 
server di tree SQL Server Group sehingga sewer dan data pada komputer pusat tidak 
terlihat di komputer cabang. Hal ini dilakukan dengan alasan keamanan agar data pa& 



















. , Pada saat replikasi basis data dilakukan pasti ada kalanya berhasil atau gagal. - ..-.:, 
, .. ., - ,  . .., 
Dan biasanya jika terdapat konflik pada waktu replikasi perlu adanya pengesetan pada ~ .'.' ~ : 
windows security. Pengesetan itu dilakukan pada computer cabang dan pusat yang 
secara langsung terkoneksi secara VPN. Pengesetan dilakukan pada perangkat M~crosofl 
wlndows 2000 advance server yaitu computer management yang digambarkan pada ! . 
gambar 5.24. L - 
., 4 ~ .  1;;: . , , !.I 
Gambsr 5.24. Tampilan window Computer Management 
Sumber: Implemenlasi 
Pengesetan dilakukan pada folderlgroupalyang lerdapat pada System Tools I Lowll I 
Users and Groups. Kemudian masuk pada bagian Administrators dan akan keluar 
tampilan window yanga tergambar pada gambar 5.25 
, Garnbsr 5-25. TampiIan wlndm~dminir~ralors Properlies 
S u m k  Implemenlasi 
, , I , : I .  ' ' ' 
Setelah mrrsuk 'ke d a l k  Administrarors' Prbperties, dilakukan penambahk anggbtir 
, ljllll., ' 1  I 
dil& grup ~dminirrafors dengan ?eng-kjik tombol add. Setelah masuk didalarn 
- .  . A ,  - 
window penambahan anggota Administrators, maka pilihlah ANONYMDUS LOGON, 
+' 
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. .  . 
untuk dapat mengakses data pada k~m~ute r te r sebu tba ik  itu komputer cabang ataupun 
komputer pusal, scbagaimana ditunjukan pada gambar 5.26 dan 5.27. 
Cambar 5.27. Tampilan window bahwa anggota baru telah dipilih 
Sumber: Implementasi 
5.5 Prasyarat Parameter Keberhasilan W N  
Dalam percobaan ini parameter penggunaan VPN adalah bagaimana data yang 
dikirim dari cabang menuju pusat dapat dengan aman (secure) tertransfer. Maka oleh 
karena itu digunakanlah VPN sebagai media pnpkoneksi antara komputer cabang dan 
_. - komputer pusat. Parameter secure dakihi peroobaan ini adalah paket-paket data yang 
melalui VPN t,dak dapat diketahui oleh komputer - komputer yang dilalui oleh koneksi 
VPN antara kedua ko~nputer tersebut. Borikut capture data yang dilihat dari komputer 
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RAS yang dilewati koneksi VPN ko&putei.cabang dan komputer pusat d h &  
gambar 5.28. ,. , , - .  . , .  . . .  
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Gambar 5.28. Cnpturc packet data pada RAS sanl Rcplikasi antara IP Komputer Dalabase pusat oleh 
komputer cabang 
Sumber: Implcmentasi 
Parameter lain yang digunakan dalam percobaan ini adalah kedua komputer 
antara komputer cabang dan kommer, pusat dapat terkoneksi databasenya dan 
melakukan replikasi database dengan sempuma. Replikasi yang berhasil dapat dilihat 
pada gambar 5.29 berikut, 
Gambar 5.29. Repliknsi y w g  terjalan anUara komputer cabang dun kompuler pusat. 
Sumkr; Pcrancangan 
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.. , , : , i _ . ~ .  
, . , , . ,  . '  . 
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, > 
, ' ' ,  . 
,, . . , 
. 
. 
Dalam bab ini dibahas pengujian dan analisis sistem pada masingmasin ' I  
. 
, .~ 
yang sudah dirzincang untuk mempermudal~ dalam menganalisa hasil:perancangan , ban. 
pengujian yang, dilakukan,bab.inijuga di&as' pengujian sistem sec* keselu 
Setelah dilakuean pengujian sistem spcrva keseluruhan juga dilakukan pengujian 
~ . , .~  
. ~. 
. . 
- :. : 
koneksi aplikiii Microsoft .~cce$~~:aktckdi iterjidi proses replikasi baik di komputei-:., : $-.?i!: 
pusat maupun di komputer cnbang untuk mengetahui apakah aplikasi tersebut bisa 
digunakan untuk melakukan transaksi dan pembuatan kwitansi maupun laporan. Hasil 
pengujian ini kemudian dianalisa dengan membandingkannya terhadap perancangan. 
Pengujian dilakukan terhadap blok-bloklgimq yang meliputi: 
' ., !. - '  \ . ~ '  1 ' 
6.1. Pengujian Per Illok 
6.1,l. Pengujian Restore Database 
I1 . .  , 
Pengujian ini dilakukan dengall menghubungkan data transaksi yang ada pada 
1 1 .  " I , : , ,  I ' I I.il~:l,I~ ' I .  I I! 1 .  
PDAM yang berupa b a c k ~ f i l e  dengan dotabase di SQL Server. Backup file disini 
8 .. ! : : I  I I l l !  I 8 ~ '  1' i .11 ' :1  , . '.l '.,:.!l, 
tidak disebutkan prosesnya karena, file backup ini'langsung didapat berupa so/lcopy)le 
\ .  
.adp (Access Data Project) d a i  PDG. ~ e n i u j i k  ini dilakukan untuk mengetahui 
.> . i ! .<.I! i , . . I  1 % : '  ; ' , I  ., , 
apakah dofabase pada SQL server dapat terisi dengan data yang terdapat pada file I I 
" . '  ' , , : ! < I ! . , ; %  l,lL:.~ . ' ,  , . ~ , .  , - ' I  . #  , . ,  l b , b ;  
tersebut. 
I. . , . I . .  2 I .  , , , !, .$'I l,ll !,,i'+~ : . I  ~ , ., 
. , ) , l ! . ; , / l  8 )  : / r ; , , , . , ; 3  v,.,;, :. 1 '  , 1 1 ;  
a. Tujuan' 
I l l i  . 
~enketahui  apakai ~alP&&e pada SQL Server akan terisi dengan d& yang 
terdapat, pada backupfiIe. 
' , : 2 8 ; ' .  1 
b. ~ ~ e s i f i h s i  aan ~ o n f i ~ " r i s i  ~ o & u t e r  
~ m d a t  buah komputei;"kitnpu'i perfama dan kedua'dijidikan'.sebagai 
I:,,<l,,,\ . I . ,  <..I,., 
kompder caban'; deng$ f111"12.'1 7:b:2 dan '  172.1 7.03 . komputef ketiga 
I (11 I , l l i  d:jddikan k o m p t i t d i ' ~ e ~ , ? ~  dengan TP PPP l72..17:0.'l''dan"lP~o~al 
192.168.1 . I  sedangkan kornp"ter kkempat dijadikan komputer pusat dengan 
, ) I , , !  I , , . , I  / . , ,  I 
IP 192.168.1.4. denb&ga,d+qv 192.16$.1:l.' 
- Komputer pusat: Prosesor Intel Pentium 4 2.26 OHz. memori 512 MB. 
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512h. . .  , , .  ~ . . 
Sistem Operasi Microsoft Windows 2000 Server dan Windows XP.  
c. SofhvareAplikasi , . . I , . 
Server database SQL Server 2000.. 
' .  
. 
d. ~ r o s e d u r  Pengojian . . 
. . 
,, , 
j .  . ~ .   :. , ~~ - ~ 
r Mengaktitkan server padi SQL ~ & , e r ,  
Membuat database pdam pusat pada SQL Server yang akan dilakukan 
3 1  , 
restore database. . . 
~ e m b u k a  database p d m  pusat tersebut yang terlihat pada comole. root di 
1 ,  I . . I ,  
SQL server ~nterprise ~ G a ~ e r .  
~ ~ a k l a '  resrore berhasil . . ,  maka , databuse akan menampilkan tabel-tabel, 
' 1 . )  I . ! .  l ' . , , I , ' . .  ' . 
view-view maupun procedure, dan pada tabel-tabel terdapat data: 
e. Hasil P ~ g u j i a n  . 
I 
Diperlihatkan dalam Garnbar . , . 6.1.  m i  bahwa database pdarn pusat sudah terisi 
dengan beherapo tabel, yang merupakan hasil dari proses restore database dimana 
proses restore dafabme.behasil menghubungkan antara SQL Server dengan backupfile 
yang berisi data;PDAM. ,;, .v,il .'L, . ,  




















Gambar 6.2. henunjukkan dnta paha,~abel Pelingkan 'yang ada pada backudflle dan-" 
, , 
bisa dilihat dengan menggu~~akan SQL Server. Begitu juga apabili tabel-tabel' haiil.-'~ 
restore dibuka maka terlihat data PDAM yang sudah diisikan. Baik ~ a b e l - ~ u l a n ,  Tabel 
Desa, Tabel Golongan, ~ a b e l  Kecarnatan, dan tabel-tabel lain hasil restore. 
Gambar 6.2. Data pada Tabel Pelanggan 
Sumber: Pengujian 
f. Kesimpulan 
Proses restore database yang dilakukan pada QSL Server akan didapatkan 
koneksi antara database yang dibuat di SQL Server terisikan data yang ada pada backup 
jile. Sehingga data-data tersabut yang nantinya akan dilakukan replikasi pada SQL 
Server. 
Pengujian ini dila!cukan untuk mengetahui koneksi antar komputer seluruhnya, 
baik itu koneksi Dial Up dari komputer cabang menuju komputer server RAS dan 
koneksi VPN dari komputer cabang menuju komputer pusat yang sebelumnya dilakukan 
setting terlebih dahulu di Sistem Operasi untuk metnungkinkannya adanya kontksi antar 
komputer dengan menggunakan PABX dan Erhernet Hub sebelum dan sesudah 
I, . 
dilakukan koneksi server database antar komputer. 




















~ e k e t a h u i  proses koneksi &iarkomputer dengan pengaturan koneksi di . . ,  
Sistem Operasi Windows 2000 Server dan SQL Server 2000. 
b. Spesifikasi dan Koniigurasi Koniputer . I -  . !. . 
Empat buah komputer, komputer pertama dan kedua dijadikan sebagai . . : ,. ., 
. . komputer cabang dengan I P  172.17.0.2 dan 172.17.0.3 . komputer ketiga , . . , . :;C . . :.. 
. . 
dijaiikan kotrrputer sewer RAS dengan IP PPP 172.1 7.0.1 dan IP Lokal . ' . ,.! .':: 
. ,  , 
192.168.1.1 sedangkan kon~puter keempat dijadikan komputer pusat dengan . 
a Komputer pusat: Prosesor Intel Pentium 4 - 2,26 GHz, memori 512 MB. I 
Komputer server RAS : Prosessor Intel Centrino - 1.8 GHg memori 51 2 
MB 
Komputer cabang: Prosesor Intel Pentium Dual Core - @I .6 GHZ. mcmori 
512 MB. 
- Sistem Operasi Microsoft Windpws. 2000 Server dan Windows XP. , 
I 
' , 1 1  i '  ' . , I L '  
c. Soihvarc Aplikasi 
. ; ,  4 . , , , .  . ,  I , . .  
Servfr database SQL Sewer20QO. , 
, > , , \ .  , ( I  ! I . ', 
4 Open VPN 2.0.9. 
, . l L  m 
Control Panel. 
, ~ . .  
'11 ' '. ., I '  : , . I .  I ,  , i , . , : I %  I 
d. Prosedur Pengujiaa 
! I  . l'v,,,, .... P 1 ,,,, 1 i :  I , , < . . I ,  ~ , , ' , , l ~ ~ l ,  \ , .  
Menjalankan Command Prompt dari Start I Run ... ( 0pen:cmd.exe 1. 
, , 
Menampilkan koneksi yang sedang aktif pada komputer cabang sebelum 
, ,  , 
. . 
' ,  ...,' l ! , l i :  ' I ' , I ,  ; ! I ,  : , ! ,  , 
mela&kan . konkksi pada server datab& SQL Server dengan memberikan 
perintah: 
 netstat tat -an I 
Melakukan setring untuk koneksi pada server dolabase SQL Server. 
Melakukan koneksi Dial Up dwi komputer cabang ke komputer Server RAS 
melalui modem dan PABX. 
Menjalankan command-command seperti c:\>ping [IP] dan 
C: \>ipconfig / a l l  untuk melihat sudah berjalan atau tidak koneksi 
yangtklah dibangun setelah Dial Up dan sebelum koneksi VPN. I 





















, . , , , . . . . . . . . .  
,~ .. , .. 
..'.,. 
~. , , :  ,.;.,., 
.. >. ..*'....'..  
, hiei&kan koneksi . priii&'?.~~pN.&e'figgLnakan , ,  . program Open VPN 270:$%>~,4;~~.1: 
~ . . ,  . - *:::,,:.*;,,: 
. ............. ............... dari komputer cabangke k&npitiipusat. . . ~ , , . . l., ., .-..~_t+% . . . . .  ,
~ ~ 
, . .  , 
~,,;:>:.::, . . 
Menjalankan command-command seperti c: \>pin* 1 ..:! . , ,  [IPI d a n  : . . :  ... 
.. .. 
~ : \ > i ~ c o n f l ~  / a l l  untuk melihat sudah berjalan atau tidak koneksi 
yang telah dibangun setelah koneksi VPN. 
 ena amp ilk an koneksi yang . . . . . . . .  sedang:aktif p ~ d a  komputer setelah melakukan 
.,. ;::.:- 
. . .  :-. ... ;...*<'. *. . . ,  
, . '  
. .  - .~--<, . [ ; '  koneksi pada databare ~ ~ ~ ~ e r v e r  .. , deogan memberikan printah:. - .  ; ... .  ,:: .:. ;,-,! :,, .* ,!,,:5:d?$ : . :, 
.... 
, . .  
, -  . .  
. . 1 . r  
. . . .  C:\> netstat -an' . . .  A , . 
e. Rasil Pengujlan 
Gambar 6.3. memperlihatkan koneksi yang aktif pada komputer cabang 
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Gambar 6.3. Daflar koneksi komputer pusat s&lum melakukan koneksi dengan darabae SQL Server 
, . Sqqbei:Pengujian ~, 8 ;  - I 
.. ,, , ,, 
, .  , , .  
".,*., 
- > ,  
Gambar 6.3. menunjukkan hqqil dari penggunaan perintah 'netstat -an1, 
perintah tersebut digunakanuntuk mehmpilkan ., , ,, semua jenis koneksi yang terdapat pada 
..... 
komputer pusat dan port iang sedan8:. , * , . u  melakukan listening dengan memperlihatkan 
,. 
, 1 ,  / 
a .  .. 


















koneksi tanpa menyeting IP tujuan dari SQL server terlebih dahulu, karena telah 
terkoneksi VPN dan kedua IP VPN tersebut'seakan-akan telah dibubungkan oleh sebuah 
tunnel dan secam otomatin kedua IP VPN tersebut sudah mengetahui satu sama lainnya. 
, 
User yang digunakan adalah pdam denean password pdam. Koneksi antara komputer 
pusat dan komputer cabang dengan melakukan proses koneksi server dutubc?re SQL 
Sewer yang telah aktif diperlihatkan dalam Gambar 6.1. 
Gambar 6.4. memperlihatkan koneksi yang terjadi antara komputer cabang 
dengan alamat 10.3.0.1 dan komputer pusat yang mempunyai alamat 10.3.0.2 pada port 
139 dengan melakukan koneksi server database SQL Sewer. I , 
Cambnr 6.4. d a b  kineksi kompuler &&se&igh melakukan koneksi dengan.4alabare SQL Server I ;gx .gnPjian i w ,  . ,. nm, , 































































































L I S T ~ I H G  
. 1, ,< ,, ,, . .. 
Gsmbar 6.5. D a h  koneksi komputer puwt setelah melakukan koneksi dengan database SQL Serwr 
/+  ,! I! 8 .  ,( C i : .  
., ." 
'Sumb~: Pgujian 
.l ,I W L \ , I .  
Sedangkan lioneksi yang te64i:b& komputer pusat bis$dilihat &lam Gambar ' 
I !  , I  I! U U ~ l  : . / . . . .  
6.5. Dalam gambar tersebut terlihat,bahw . , ,  . server database antara komputer cabang dan 
. ., ,. . 
komputer 7pus&;sud& ,~ . terhubungu,Bada) saat server d a t a b k ;  di komputer cabang 
1 4  .l.H Y U  ; 6 \ 8 1  ' 1  1 
melakukan korieksirke komputer p ~ & b l i h a t  di gambar ternbut bahwa komputer, 
., . 13 I 1  &I n h ,  1'1. 
puqat dengan 1Y;address 10.3.0.2 qyqimU,kpneksi . . pada poVl }.#,,$edangkan , . proses 
4 H el:! I t  h '  b o ,  
sel&jumya kakna C .  I aplilvui b e f i i p ~ m ~ e t p i t u  . ! H  . H .  Upd.e dua Y.hmaka N~t,,; komputer pusat 1 
melakukan ko&ksi sewer databd  'i)d,$l&mputer cabang sehiniia terlihat komputer 
I .  .. $4 I* .( b4 I! , 1 '  
cabang dengaqIP address 10.3.0.1 pe,n~rimq koneksi padaport 439, 
. .  . 
.' ' I  ., H , 
~ m b a i ' b ; 6 .  , . memperlihatkm . . tamp~lan SQL Server ~n ikbr i se  Manager yang ! 
sudah berhasil koneksi. Dalam gambar tersebut terlihat bahwa server dan data pada 
komputer cabang bisa dilihat dan dibavn pada komputer pusat untuk selanjutnya data 
pada sewer-sever! tersebut di lakqw, rqgl&isj dimana proses rvplk#il terjadi setiap 























rnelibatkan dua database server yaitu datapada server di komputer cabang maupin di , 
komputer pusat. 
Sumber. Pengujian , I 
.-.-_~ 
Karena pada Enterprise Manager di komputer cabang tidak dibuat registrasi baru 
untuk mernunculkan server di tree SQL Server Group seperti dijelaskan pada Sub Bab 
5.2.2.4 tentang Registrasi Remote SQL Sewer maka sewer dan data pada komputer 
pusat tidak terlihat di komputer cabang. 
I I 
f. Kesimpulan I 
Komputer cabang dapat melakukan koneksi dengan database SQL Server yang 
ada pada komputer pusat dengan pengaturan koneksi pada Sistem Operasi dan SQL 
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, ., 6.1.3. Pengujian Otomatisasi Dial Up . . . , .  
Pada pengujian ini akan dilakukan oton~atisasi Dial Up dalam hubungannya 
dengan koneksi antar komputer. 
a. Tujuan' -,. , .. .,; . . 
, I : 
~engetahui  apakah k'oneksi i t &  komp"'ter bisa dilakuk~n s e a m  . . otarlratis,. .:I:;::; 
, . 
. . 
dengan schedule yang sudah ditentukan sebelumnya tanpa.ha~$melakukzln. - , .- i.::'.2  , . . ....  
. ..,. 
. . . . 
. , ;I 
Dial Up secara manual. ' . . . . . .  . ,~ , . 
b. Spesiiikasi dan Koofigurssi Komputer 
Empat buah komputer, komputer pertama dan kedua dijadikan sebagai 
komputer cabang dengan IP 172.17.0.2 dan 172.17.0.3 . komputer ketiga 
dijadikan komputer s e r v e ; , ~ ~ ~  dengan IP PPP 172.17.0.1 dan IP Lokal 
, , ., i , , ! ;  
192.168.1.1 sedangkan kombuter keempat dijadikan komputer pusat dengan 
1P 192.168.1.4, dengan gateway 192.168.1.1. 
Komputer pusat: Prosesor Intel Pentium 4 - 2.26 GHz, memori 512 MB. 
Komputer server RAS : Prosessor I tel Centrino - 1.8 GHz, memori 512 I 
. , ,  , ,  , :I!,.\; Y,> I !  : , . , .  
MB 
! 1 . 1 6 . 1  : , , , , . I .  / I ,  
Komputer cabang: Prosesor Intel Pentium Dual Core - @1.6 GHz, rr emori 
5 12 MB. 
Sistem .Operasi Microsofl Windows 2000 Sewer dan Windows XP. 
c. Software Aplikasi , , ,  , , : ,  . , ! ~ I 
; 
Server databare SQLSelver 2000. . !. 
r Control Panel. 
' I' 
d. Prosedur Pengujian 
~ e l i k u k m  penjadwalan pada Control Panel dengan membuat batch file 
'I I ' i ' l , , , , , ' , , ~  ,, i , , ! , . !  , :. 
untuk meng&fkan koneksi, dimana isi dhi fire tersebut daiat dilih'at pada I 
Sub Bab 5.1.2 tentang Otomatisasi Dial Up. 
1 , .  7 , I : , ~  
~e l&ukan  setringsche&ie' pada Control Panel ( ~cheduled~ask .  
Menunggu sampai pada saat yang telah dijadwalkan apakah akan terjadi 
,. ',, , F . , .  5 ; ' .  


















. , .  
e. Hasil Pengujian 
Pada w+tu yang telah dijadwalkan . . koneksi berlangsung secara atomati 
terlihat dalam Gambar 6.7. Proses koneksi dari komputer cabang terjadi kc komputer 
.~. , 
. ~ server RAS dengan proses setting koneksi sama seperti proses koneksi antar komputer 
. '1 
.., 
secara manual, tetapi dengan ditambah ptoses shedulling pada komputer cabang akan .. ::: ' :" 
membuat komputer cabang secant otomatis melakuksn proses Dial Up ke komputer 
server RAS. Dengan menggunakan batchfile berupa' perintah untuk melakukan koneksi . . 
< .  
maka koneksi komputer akan dilakukan.sedak4 otomatis, apabila proses koneksi jang ',:..:.J:;? 
dilakukan mengalami kegagalan maka dengan perintah pada batch Jle tenebut 
memungkinkan pengatumn adanya dial ulang. Sehingga koneksi akan dilakukan pada 
I 
penjadwalan koneksi hari berikutnya. 
i . G n m b s r . 6 , ' l ~ s c s  koneksi tejadi.sxamo1omatis , . , r ' ,  \ .r,i I 
, . 
Sumber: Fmgujian 
, , .  I 11.1 I ,I<'II:. ( 1 ,  , # .  : , I  ' ,  , . , t i :  i i~..~. i i i~i  
Gambar 6.8. mempelihatb bhwa pada saat koneksi berhasjl,(iil@t$gn dengan 
cara penjadwalw yang telah djtentukan dan sscara otomatis terlihat pada komputer 
pusat sudah berhasil mendeksi komputer cabang sedang melakukan koneksi pada waktu 
tersebut. 
, , , I t  L. ,  , 1 1 7  \ ,. ' 8 ' ,.I.!; .-. ,,I.: , . ~  ,!. 
Gambsr 6.8. Komputer cabnng redang mel;ikukan koneksi pada kOmpudr server RAS 



















.. 2 . ' .  
. .. .. v::, 
. , ~ ~ ,  :< 1 . . .  , , ,  . . . .  
, . 
Selain proses koneksi dilakukan secara otomatis dengan waktu yang telah 
.,. 
ditentukan proses pemutusan koneksi juga bisa dilakukan dengan cam yang sama 
dengan proses koneksi secara otomatis hanya dengan program yang berbeda. Dalam 
, .~ Gambar 6.9. dihnjukkan proses p e m u t u m ~  koneksbdengan waktu yang sesuui dengm;, :?;;. 
,~ ~ 
waktu yang telah di-set sebelumnya. . ' .. . ~ , . ~ . .  ~:;..  ..,- ~ . 
. .  ~ 
-. 
. ,  . 
: \>wasdial  KonsksiUaPusat /disconnect  
omnand complstad s u c c s n s f u l l y .  
' ..; 
I 
: ' I 
. ,., * , , , , . . .. 
Sumber; Pengujian 
t i ,  ' ,  j 3 ,  . . ' . I i , I , i  . > . I  i ,  , , i l l  . r  8 I ! i .  I 1  I 
f. Kesimpulan ., 
Proses koneksi dan pernutusan koneksi antar komputer bisa dilakukan secara 
otomatis dengan penjadwalan yang sudah ditentukan dan di-set, jadj  pad@ saat yang 
\. 
telah ditent~kaq~prosys koneksi ,@,pe~uQqq.,Iqqelpi  akan berlangsung sendiri tanpa 
8 3 , .  
harm d i~akukad~roses  diol'secam kanual untuk selanjutnya dilakukan proses replikasi 
dalam h u b u n g a ~ ~ a  upcrate data antara komputer server RAS dan komputer cabang. i 
- 1 
6.1.4. Pengujian Otomatisasi koneksi VPW 
Pada pengujian ini akan dilakukan otomatisasi koneksc VPN dalam 
; ' 
hubungannya dengan koneksi antar komputer. 
Mengetahui apakah koneksi antar komputer bisa dilakukan secara otomafis 
dendin schedule yang sudah ditenbkan sebelumnya tanphl hiidb'melakukan 
., . ,  . , :  ' ,if,,. ,,,.,, 
slarf VPNconnection secara'manual. , 


















. , ., . ' ,  . , , 
. . 
b. Spesifikasi dan ~ o n f l ~ u r a s i  ~ o i ~ u t e r  
, ,  
> ,  . 
Empat buah ko~nputer, kqrnputer.'pertama dan kedua dijadikan. sebagd ::...,:.:i'& 
8~ . 
. . . .. 
, 
komputer cabang dingan 1 ~ '  172.1'7.0.2 dan 172.17.0.3 . komputer ketiga - .  . :,.. i 
:. 1 
dijadikan komputer server RAS dcngan IP PPP 172.17.0.1 dan IP Lokal '~ , ~,'-,. 
, . . .~ 192.168.1.1 sedangkan komnuter keempat dijadikan komputer pusat deng&. 
~ ~ '. 
IP 192.168.1.4. dengangatewayY92.168.1.1. . . 
- ~ o m ~ u t e r  pusat: Proseror Intel Pentium 4 - 2,26 GHz, memori 512 IWB. 
! . . . . $  ~, 
,:.<. .PC: 
Koniputer server RAS : ~rosessor Intel Centrino - 1.8 OHz, memori 5 12 --%: - , . . 
MB 
Komputer cabang: Pmsesor Intel Pentium Dual Core - @1.6 GHz, mey?fi 
512MB. 
Sistem Operasi Microsoft Windows 2000 Server dan Windows XP. 
, , 
, . : ; ,  ' ! I (  : ,  , , I :  
' g. Software Aplikasi 
I . , , I  I ! '  i ,' i I , , , ~  , . . :<L, ,  
Sewer database SQL Server 2000. 
' i l ' ,  ! I  \ L !  ' I I /  
Open , VPN 2.0.9. 
.. :; ' ,, .~!li,llli,'i ' . : .  1 , ! . l.l,, 
Control Panel. ., ,,. .,.,!< ,,,:,, ( 11 . '  .,', 7 
c. Proscdur Pengujian 
. . , , j . /  . , . .  I ,  ' .  i ' I 
Melakukan penjadwalan pada ~ o ~ t i o l  Panel dengan membuat batch file 
untuk mengaktifkan koneksi, dimana isi darifle tersebut dapat dilihat pada 
' , ,,,>( is,.,,! i ' < p ~ ! , , , .  r ,  1 ~ 4 0  l ~ i l ; .  - .  1 1  ' ,  
Sub ~ a b  5.2.1: tentang btornatisasi  oneh hi h'~. 
Melakukan setting schedule pada Control Panel I Scheduled Task. 
1 \' , 
Menunggu sampai pada saat yang telah dijadwalkan apakah akan tejadi 
koneksi secara otomatis, 
d. Hasil Pengnjian 
Pada waktu yang telah dijadwalkan proses koneksi berlangsung secara otomatis. 
Proses koneksi dari komputer cabang te jadi ke komputer pusat dengan proses setting 
koneksi sama seperti proses koneksi antar komputer secara manual, tetapi dengan 
ditambah proses shedulling pada komputer cabang akan membuat komputer cabang 
I I 8 '  
secara otomatis melakukan proses Diul UP , . kt: komputer pusat. Dengan menggunakqn 
batch file berwpa perintah untuk mclakukan koneksi maka koneksi komputer akan 
, ' ,  , 
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~ . .  
..,~. . , . : 
~ ~ 
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.* . , 
<, "'~ ,. . ,, . . 
.. - 
. . 
maka dengan perintah pada batchfile .tersebut memungkinkan pengaturan . ,. . .,. koneksi , "~. V 
ulang. sehingg* koneksi akan dilakukanpda . , penjadwalan koneksi'hivi':berikutny,i: ~ 
Pengaturan batch file dan schedulling t idakihya  dilakukan pada komputer pusat saja, .. 
tetapi dilakukan pada komputer cabang juga karena koneksi VPN ini memerlukan 
authentikasi yadg dilakukan masing-masing kdmputer. Untuk h s u s  schedulling sup 
.. : 
. - .  . 
dapat terjadi secara bersamaan perlu adanya pengesetan setting Date.and .Time 
- .  . . . 
Properties yang sama. Pada gambar 6.10. adalah cdntoh proses koneksi VPN yang telah 
. , 
berjalan secara otomatis yang terjadi pada komputer pusat, 
Hay 18 13:03:18 2908 IrrPoRTRNI: Op.nUPNss da fau l t  18ort nunbar is nou 1194, b 
on an o f f i c i a l  port  number assignment by IRM. OpenUPN 2.8-b.t.16 and m u 1  
usnd 5888 as tho de fau l t  rt. . ,. , I  
a r t  o r  --ping-exit 
I 
Hay 18 13:03:18 2888 W I R W ~ :  --ping should n o w a l l y  bo G o d  "dth -:-pins-is'<:: , . .  
. . 
un Hau i n  ~13:03:18 ZWE 8 t a t i c ~ ~ h s r v ~ b r ~ ~ C i ~ h o r ~  'BP-CBC1 i n i t i a i i i i l i : u i t h , ' i e n ,  hi::::: - - 
'.'., 
un i a y  18.13:83:10 2888 OFaT#! ~ c ~ # q ~ f , , U s i p q , i S B  b i t  mussags h a s h  '6HA18 f o r  H : ! I ~  
RC authent ica t ion 
up b y  i E  13:03:18 2888 S t a t i c  Decrypts Cipher lBP-CBC' i n i t i a l i n a d  u i t h  128 bill!: I
kB . . 
un Kay is  i3 :m: ie  2888 s t a t i c  $crypt: using. 168 b i t  i.g. haah * S H A I ~  fop H:::: 
RC authsncication .I,. 
un Ury 18'13:83:18 2888 TAFYIN32~mu'ibi7~tUPIII bpnmd: \\.\cIo~.~\<~~SICPJ~-~ER:~~ 
-4P10-R621-PBClU97R886>.tav , . . * > 
un Hay 18  13:03:18 2888 TAP+in32 Drivmr Um,pion 8.4 (I,: , . 
un Hay 18 13:83:10 2888 IRP-Uin32 NIU-1588 , , , , . . , ,  !"',. .:.:. 
un Ha 18 13:03:10 2888 Notifind IRP-Win32 d r iunr  t o  .st a DHCP IP/natmask of l'.'? 
.3.0.$L255.255.255.0 on in tnrfaco <536lW38-3ER8-rlPlB-R62l-PBC14297R8Bb> IDHCP-~:;:) 
sru:  10.3.8.0, lsasa-t ine:  315368881 . . 
un Ua I 8  13:03:10 2888 Suscn!yfyl ; ( l~  Plush an interf.cn 121 ~ 5 3 6 1 ~ ~ 3 8 - ~ E A B ~ P ~ : : ;  
0 - ~ 6 2 ~ - ~ ~ ~ 1 4 2 9 7 ~ 8 0 6 >  , . . .  . . 
un Ha7 18 13:83:10 2880  at. Chann.1 H I U  pa- t L:1576 D:1450 EP:44 EB:4 ~ 1 : 3 2 ~ ~ ~  
0 1  .m , $ .  
un Hay 18 13:03:10 2888 Local 0 t ions  hash (UER-U4>2 '9s3b3087' 
un Hay 18 13:03:18 2888 Ex sc tn# Renot. Options hash CUER-U4): 'Yn3b3087~ 
un b y  18 13:03:18 28BB U D ? U ~  l i n k  l o c a l  (bound): t undef l : i i l 4  
un Hay l q  :$3:03:10 2888 U D P ~ ~ ~ J i n k , , ~ ~ t m :  1p.f7.8.2:1194 ... 
. ~ , 8 . i l  
. , , . . .  , , ' I  .' , , .) . .  ' .  
Gambar6.10. Prure!, koneksi terjsdi,secarsotomatis pa& komputer.pwt.~ I f j  ..,.#I e . ~  1 I 
, , .: b , sumbr i , r~n~~j im , , ,  , , I  , ) , 1 1 ,  , 8 1 . 1  I 
LI 
I ,  - 1 6 ,  I,,, 1 .,,I , 8 ' 1 1  ' , . I  & .  1i:Ol $ ~ : l i ,  I ; ! Y . ; ~ l  
Gambir '6.il. dai 6.12, memperl~hatkan"bahwa pida saat koneksl berhyl  , 
, . . ' 3 I I I ,  I I,, I.",,, . ' I  t.1.1 I I I' 1 ,A(,,. I,., i lI ' . I . # _  I , , .  11 
dilakukan dengan cara penjadwql~~~.yspg, tejlah ditentukan dan secara qtpmatis .terlihpt 
pada komputer pusat dan komputer cabang sudah berhasil melakukan koneksi VPN satu 
, . 
/ I :  ! ! \ .b . , , :  \ ; I N , : .  , I , v , a , , .  , l . . h ~  , , , -  , ,: , I :  : I . ,  
sama lain. r . ~ ! . I 
, l i  , , I I ,  1 ,  
. r ,  , I , , , l . '  hl l l  I'..!.' ~1 


















-ping should n o n m l l y  ba used with -ping-rms 
Using 168  b i t  nassmgm hash-'SHRla fmF 
2800 S t a t i c  Docrypts Cipher *BP-CBC' i n i t i a l i r m d u i t h  I 2 8  bi9: 
ko 
un #ay i 8  14:B8:2i 2888 S t a t i c  Docrypt: Using 168  b i t  naslaga hash 'SIIRI' f o r  
RC authantication 
EL:n I 
un May I 8  i4:5813b 2MAl 
un May I 8  14:58:36 2888 
un b y  18 14:58:36 2888 
un nay 18 14:58:36 2 8 M  
un May I 8  14:58137 ZBss 
un May 18 11:58:38 2- 
un May 10 14:50:38 1000 
un May 18 14:58:39 2 M  
un May 18 14:68139 2881) 
un May 18 I :58'41 2WE 
un i*u 18 l t :58141 289s 
, i , \ . .  (1,,,., I U 1 I I  4 I,..,#,..< I,, . , 8 8 ,,,,,., .,, .@ 
. .. .. ~ 
. , 
, t ,  8 I. ! 
, Gambar 6J2. Shtus,kppeksi ;~fi y p g  Whasil pada,kompy,kr.,y&p8;., ,, , 
. # .  Sumber: Pengujian, 
.1 . , ,1  , 1  I , .  , , I ; ,  / ,'.. 7. 
1 8 1 ,,.,,,,I * I fll !I ,.v I , ,  ! , I I I . I ,  I l i ' 4  I 1  I 
1 '  I .  . ,. in,,. ,,, i ' i l r ,  - - : I , . .  ; .  . ' I,, I,,, I,. , l i t .  ' I ,r,!,fr:',. 























.~ ~ , .,, . .. ' .> , !#~,  >.- 
,. . . 
... :,..,i:/.- 
> .  . ,  ~ 
, ~. . .  
,., - ,  . 
, . -. 
. . ., ,.& .~: Selain proses koneksi dil&&an s e m  otomatis dengan .&kt" jy ang telah;;: : I:;;;;: 
. .~ , .~.., . :. 
ditentukan, pemutusan koneksidilakukan dengam oara medgeset-timiipada .; .~ ~'i::;'; 
scheduled task dimana pada waktu yang telah diset proses koneksi VPN akan mati 
(menutup window commandpromp~) dengan sendiri"ya. 
....~ , ; . ., ' .  . ' 
,. . . . 
. , . " ~ ,  ! / i~ 
. . . . .  
. , ~ ~ , . ?  
, ., . 
. . 
R Kesimpulan . . ~ ~ , .  . . . . .  .-:.:~,::~, . - .., :.: > ; : ~ : ~ . ~ z . ~ ~ ~ ~ : .  y 
. . ' I ,  . 
. .  . !. . . .  
Proses koneksi dan pernutusan koneksi antar komputer bisa dilakukq secara ;. ''.:'.~..;: 
. , , ,' 
otomatis deng+ penjadwalan yan&-$&y, ditentukan dan di-set, jadi padi-saat y p g  - -  :';.:~,, 
. : 
telah ditentukan proses koneksi dan pemutusan koneksi akan berlangsung sendiri tanpa 
hams dilakukan proses koneksi VPN seoara manual untuk selanjutnya dilakukm proses 
replikasi dalam hubungannya updote data an& komputer pusat dan komputer cabanb:' 1 
. . 
6.1.5. Pengujian Replikasl' ' ~ , '  I '.'''' ' '  ' . ' ' I . . ' I  1 1 1  ! _  '.:&I., 
Proses rkplfkasi yang .dilaku& 'akin berlangsung untuk meni-updm data 
terbaru baik dari pusat maupun dari cabang. 
a. Tujuan"' " 
, . , .  
Men&tahui proses reilikml'akb berlangsung padi saat.,kd"ek'si antat 
kom'!3uter dimulai. j , ,  . ~ l , l . l l ~  < i  ' I L . , ' ! . , ' ' I  
I , . 8 . i l . i l : ! l L , '  8 ' 8 , .  . . , .... 
b. Spesifikasi dan Konfigurasi Komputer 
m Empat buah komputer,, Komputen ipertama dan kedua dijadikan sebagai I 
komputer cabang dengan IP 172.17.0.2 dan 172.17.0.3 . komputer ketiga 
dijadikan komputer server RAS dengan IP PPP 172.17.0.1 dan IP Lokal 
. , 
192.168.1.1 seaangkan kolnputer keempat dijadikan komputer pusar dengan 
, 3 !  ', 1. . , , #  , . \ , . ' ~  2 ,  IP 132.168.1.4. dkngan ga~eiua);'192.i6811~1. 
~om6ute r  pusat: ~ro iesoi  1ntk1 Pentium 4 - 2.26 GHz, memori 512 MB. 
. Komputersewer RAS : Prosessor Intel Centrino - 1.8 GHz, memori 512 
Komputer cabapg: Prosesor Intel Pentium Dual Core - @1.6 GI-lz, memori 
I 
512 MB. 


















. ~ . . .,. ,, , . . 
, .  . ~ . 
. , .: , . > .  ' 
. . ,~ . 
e. Software.Aplikasi ~, . .  . .~ , #  
, 
.~ . 
. , ~~ 
, 
server dalabase SOL ~er;'er 2000.-1 ' 
, . 
. ~ - 
Open VPN 2.0.9. 
, .. 
d. ~rosedGr  Pengujian . . 
Melakukan konfigurasi komputer pusat sebagai publisher. 
. . ~  
~ e i b u a t  publikasi .pads kQmpwer pusat untuk kemudian di-push ke .:~ .,,- 
. > - . .  ,~ ~ . . 
..., d . . .  ...,, - .: .,:. . ~ .  ,, :;;.. .'$$:i 
databme.di komputer cabiuig: i : . ? . , .. . - ,.. 
~. ~ , . .  
Pada saat komputer cabang melakukan koneksi ke komputer pusat maka 
, , 
prosespush dan update data akan dilakukan. 
1'1.. 
Mengamati data pada komputer cabang dan mengarnati monitor replikasi 
pada komputcr pusat. 
, ,  
' I '  . .  , .  ,. . . . , . [ ~ , ' , ' * '   P 711t1il , I , 
e. Hasil Pengujian 
Dari hasil replikasi maka didapat monitor replikasi pada darabase SQL Sewer di 
komputer pusat yang mcnunjukkan bahwa pmsespush publikasi dan update data sedang 
,I I I , I  




,. ~ ' ,,'..'I I 
I 
,, , , I ;  
. .  




















.~, - ~ 
~ ~ 
. . 
, 7  . , >~ 
Proses replikasi berhasil bila ' terlihit data yang dipublikasikan d&i ~ ~ database - 1. ;:.:; 
server pada komputer pusat bisa sampai ke dotabase server di komputer cabang sesuai 
dengan filter yang telah ditentukan, tentunya proses replikasi berlangsung pada saat 
ltomputer pusat dan komputer cabang sedang melakukan koneksi atau komputer- 
komputer tersebut terhubung. 
. --  
Seperti yang diperlihatkan dalam Gambar 6.14. bahwa database server di 
komputer cabang akan terisi dengan data yang sudah difilter, baik tabel-tabel, views dan 
sforedprocedures maupun elemen lain yang terdapat di database server di komputer 
pusat yang dianggap perlu dipublikas~'..an ke komputer cabang agar bisa nantinya data- 
data tersebut dilakukan transaksi dalam database server di komputer cabang-cabang. 1 ' .  I 
Gambar 6.15. memperlihatkan bahwa Tabel Pelanggan pada database server di 
komputer cabang sudah berisi datq ~ a y g  hwya dengan Kode-kec,samq dengan 'A'. 
Karena proses ,filter pada saat pelpbuatan publikasi maka nantinya mqing-masiqg 
komputer cabang akan berbeda data dan.,bisa melakukan transaksi pada komputer 
masing-masing, Dengan proses filter tentunya proses update data akan lebih cepat 




















~. ~. . ~ . 
Gnmbar 6.15. Data pnJaTahI Pelanggan di da~abase server kornputer cabang 
Surnber: Pengujian 
f. Kesimpulan 
Berjalannya proses replikasi maka data yang akan dipublikasikan ke darabase 
I 
server di komputer cabang dilakukan filter agar hanya data tertentu saja yang diterima 
oIeh komputer cabang untuk selanjutnya transaksi dilakukan di komputer-komputer 
cabang dengan data yang berbeda tiap komputer cabang. Penggunaan tip merge setiap 
ada perubahan data pada database sewer di komputer manapun akan membuat 
perubahan juga pada komputer lain yang terhubung baik dalam jaringan maupun 
terhubung dalam replikasi. 
6.2. Pengujian Sistem secara Keseluruhan 
Pengujian sistem secara keselumhan adalah gabungan dari pengujian masing- 
rnasing blok dimana semua sistem sudah dihubungkan dan proses koneksi akan 
l ' ,  
dilakukan secara otomatis dan waktu dua koniputer terhubung proses replikasi juga 
berlangsung. 























a. Tujuan , , .  , . ' .'. :. 
, , . ,  
~ , .  . ' 
. - ,  . 
, , .  ~ 
~ e n g e t a h u i  proses replikasi berlangsung dengan koneksi yang terjadwal dan 
update data yang dilakukan akin berpengaruh pada komputer lain yang 
terhubung. 
~ , t  .. 
b. Spesifikasi dan Konfigurasi Konputer 
Empat buah komputer, komputer pertama dan kedua dijadikan sebagai 
- .  
komputer cabang dengan IP 172.17.0.2 dan 172.17.0.3 . komputer keriga 
dijadikan komputer server RAS dengan IP PPP 172.17.0.1 dan IP Lokal 
192.168.1 . I  sedangkan komputer keempat dijadikan komputer pusat dengan 
I 
IP 192.168.1.4. dengan gatewqv 192.168.1 . I .  
Komputer pusat: Prosesor Intel Pentium 4 - 2,26 GHz, memori 512 MB. 
Komputer server RAS : Proyssyr Intel Centrino - 1.8 GHz, memori 5 12 
! , I  ~ i ' 1 , i l l '  I . .  ' 1  < ' ! "  : I' 
MB 
I I ,. ' , . 
Komputer cabang: Prosesor Intel Pentium Dual Cbre - @I .6 GHz, memori 
512 MB. I 
Sistem Operasi Mictosofi Windows.2000 Server dan Windows XP. 
, . 
8 
i : , .i.:,,.!tk., . . ,  
c. Software Aplikasi 
I ' , ' -  , l i  ,..., , , , 
Servfr database SQL Server.ZQO0. ~ , ,  , 
Microsoft Access 2000. 
Windows Explorer. , , . 
Open VPN 2.0.9. I I,_ 
0 Contpl Panel.. ' . , , . , . .  , .  , i t  p.,~~,,,>, : ;  
d. Prosedur Pengujian 
i 
Menghubungkan semua komputer, modem. PABX dan Ethernet hub sesuai 
I perancangan. 
, , / .  I 
Mengkonfigurasi masing-mas~ng komputer urituk mendukung proses 
koneksi secara terjadwal. 
Mengkonfigurasi masing-masing komputer untuk proses replikasi. 
Mengarnati proses koneksi dan proses replikasi masing-masing komputer 
c a b y g  yang berlangsung bergantian. I 



















Mengamati pembahan pada . ,  , . . .  kimpqter . ,. lain yang sedang terhubuqg jaringan. . , . :-,! . ' .  ,,!.+:: .-;.:: :. 
i l .  . . .  J j . .  
8 ' 
, ,  . , , , , 
, . 
- . . .  ', ... .,I: .,.. ,;~ 
,.. . e. Hasil Pengujian , , , .-. . , 
#,,. , 
. ... Pada jadwal yang sudah diatur untuk komputer cabang rnelakukan:koneksi ke ; '?. 
. , .~ 
komputer server RAS, setelah komputer cabang dan komputer s e r k r  RAS ierhubung 
', otomatis sesuai dengan jadwal yang ditentukan akanterjadi proses koneksi VPNsecar
yang dilakukan oleh k6mputer cabang dan komputer. pusat. Dan segera .setel& . -. , .- .' 
. . ' 8 .  , : .p;.:, . 
. , 
. : 
autheatikasi dan koneksi VPN telahlterjadi, qaka proses replikasi akan berjalan . . . . .. sesuai . ., .- j ,  .. ..+.:.y=. . :., ,- 
dengan jadwal publikasi yang di-push sudah diatur sesuai dengan jadwal koneksi antar 
komputer. 
I 1% Sesuai dengan jadwal yang diatur dalam Scheduled Task, komputer cabang 
berhasil melakukan proses Dial Up. Hal ini dapat terlihat dengan dijalankannya botch 
8 ,  
jilc yang berfu"gsi untuk melakukan koneksi pada komputer cabang. Proses pembuatan I 
koneksi yang terjadi pada masing-masing komputer cabang dapat dilihat dalam Gambar 
Gambar 6.16. Proses koneksi terjadi secam otomatis di komputer cabang 
Sumber: Pengujian 
:. 
Demikian juga dengan proses pemutusan koneksi, dapat dilakukan secara 
otomatis pada :masing-masing kom~qler; ~abang. Proses yang terjadi dapat dilihat 
sebagairnana ditunjukkan dalam Gambar 6.9. dl atas. 
Segera setelah proses Dial Up dari komputer cabang menuju komputer sewer 
RAS, maka sesuai scheduling yang dilakukan di Scheduled Task akan terjadi koneksi 



















' _ > ~ .  . 
. . 
~. ~ . . 
, . .. 
. .  , 





berhasil jikaa &an keluar window;iang ienggambarkan status koneksi tiisebut telah* - . . .  -  . , .:;',:; , i 
berhasil dan birjalan dengan benar sepeeiyang ditunjukkan pnda gambar 6.1 1 ,  dan ' ,  
gambar 6.12. 
, 
Replikasi antara komputer puyt  daqkompufer. cabang juga dapat berlangsung.,:,,: 
.. , . .  , 
*. 
, , 
sebagaimana halnya dengan hasil pengujiiin yang telah dilak.ukan seklumnya . ,~:.~.,:,~;i  
.. 
.>,, , 
, . . 
Berlangsungnya proses replikasi antara komputer cabang dengan k~mputer-pusat dapat .:-,~ _ . s . %  
, . 
. , dilihat dalam Gambar 6.17 dan Gambar 6.18.. . . > 
- ;  
: ,  ,, I I 4 '  
'~srnb.r6.17. ~rnses replikmi berlangsung di komputer cabang' I 
,.. . , , . t Sumber: Pengujian 
cambar 6.18. Proses replikagi &&sung di komputer cabang 2 
I .  I 
Sumber: Pengujian 
f. Kcsimpulnn , " _  - ...- . - . . 
Replikasi melalui jaringan VPN b i s i d U d m  dengan proses setting yang I 


















dilakukan adalah dengan penjadwaly , . iangditentukan , . .  dan akan terlaksana secar 
,.,, 
otomatis. update data terjadi secara dua arah baik dari database server di ko 
. .  : . .  
,.. . cabang ke dorobuse server di komputer pusat, maupun dari database server dikomputkr 
pusat ke darabare server di komputer cabang. 
6.3. ~ e u ~ u j i a i ~ o u e k s i  ~ a f a b a s ~  : pad* . . , , a kplikasi , . -. . . Microsoft ~ c c e s s  , , ... . . . . , ~  ,:,- ,  . , 
, . ' . . ;. ,:..$-I. .;. 
c. ~ 
~ e n ~ a c b  pada latar belakang . . peneliti@jii,agar . - kwitansi bisa . , dicetak . . , .  la&$ng .~ 
.: :,:.,.!,?:: 
'. . - . . . . , < , , . 7  
. ~ 
di cabang-cabang dengan memanfaatkan proses replikasi maka pengujian ini dilakukan 
untuk mengetahui apakah aplikasi Microsft Access yang ada pada PDAM bisa 
dijalankan dan terisikan dengan datadata yang sama pada database SQL Server y&g 
sudah dilakukan proses restore clalabase sebelurnnya. 
, , ' i . 8 ,  ! ,  , , 
Hal ini dilakukan setelah pengujian sistem secara keseluruhan dan setelah proses I 
. . 'P,, ':,..!I 8 I I , I , ,  , 
replikasi dija1a"kan sehingga bisa dil.ebhui apakah proses transaksi dan ,pembua t~  
kwitansi maupun laporan bisa dilakukm Aelalui' aplikasi yang sudah ad; di PDAM 
pada Microsoit Access baik di komputer pusat maupun di komputer cabang pada saat 
komputer tidak sedang terhubung (connect). 
# I  :.* 8 ~ l d f > : " z ;  c , ~ ~ < l ~ i : L  \~JiI,;!.i t l  ( ' 1 , ~ )  I .',~ , .. 
a. Tujuan I 
1~ ] , t i  : ! ,  l~c,,, ' l~:,,i!: ; > , ;  I !  . .. . \ / l .  . 
Mengetahui koneksi antara dafabme SQL Server dengan aplikasi Microsoft 
I ,  : , .  , 
Acc ss yang ada pada P D ~ M  dan mengetahui aplikasi Micr soft ~ c c e s s l  f , 1 \ . '  . ;>,,,I,, Vl: , \., . ,,I. 
yang sudah ada di PDAM Liisa digunakan untuk proses transaksi d g ~  
. ,  , \  .,,!i 
, .  , , ,  
pembuatan kwitansi maupun laporan baik yang dilakukan di kompuier pusat 
, . 
mau un di cabang- cabang setelah komputer tidak terhubung (connect). P:' i : I ..I : . .  , , , 
. , ~ .  b. Spesifikasi dan Konngurasi ~ o h ~ i t e r  
Empit buah komputer, 'komputer pertarna dan kedui'dijadikan sebagai 
.. ,I., ,, , , 
korputer cabang deng'$'"~:172.17.0.2 dan 172.17.013 . komputer'keiiga 
dijadikan komputer servii''R& dengan IP PPP 172.17.0.1 dan IP Lokal 
192.168.1.1 sedangkan komputer keempat dijadikan komputer pusat dengan 
, , ,  
IP 192.168.1.4. dengan gateway 192.168.1 .I. 
m.,:,,, : / , , ! # , ~ 8 . , ~ ,  . . , .., 
- ~ o m ~ u t e r  pusat: Prosesor Intel P ntium'4 - 2,26 GHz, memori 512 ME. 
' , , > . 3.,, , . . . ,  ' 
~ o m ~ u t e r  s rver RAS : Rqsessor Intel Centrino - 1.8 GHz. memori 512 


















" . .. . . , ., 
. ,  . 
~ o m ~ u t e r  cabang: prosisor Intel pentiurn Dual Core - B1.6 d+;memori 
512 MB. . 
Sistem Operasi Microsoft Windows 2000 Server dan Windows XP. 
. .. . 
. ~ 
, ,, 
c. software Aplikasi 
0, Server database SQL Server 2000. 
~ i c b s o f t  ~ c c e s s  2000. ' ,  $ ,  . 
. , 
0, windows ~ x ~ l o r e r  ~ - ,  . . .. 
.-- . 
d. Prosedur Pengujian 
1 ,  
Setelah dilakukan replikasi komputer pusat dan komputer cabang dipuruskan 
koneksinva idisconrrect). 
- .  
1 r- ( $ 1 1  I 
Meng-copyfile PDAM.adp (Access Data Project) yang ada di komputer pusar 
, . 
ke komputer cabang. 
! ': : 
Menjalankan windows Explorer dan membuka properlies jile PDAM.adp 
baik.di kdmputer pusat maupun di kornputer cabang. 1 .  
Tidak rnengaktifkan semua, ,attributes pada properties Jle seperti 



















~enjalankan .file ~ ~ ~ ~ , + p : . t e r s e b u t  . . ; .  . dengan diikuti menakan tomb01 S h  
pada keyboard agar terlihat. tampi;& design dan tidak masuk ke tampilw~ 
aplikasi. . , . 
. Menjalankan proses koneksi dan mengetes dengan cam File I Connection I ~ i s t  .~ 
conr.ection 
e. Hasil Pengujian 
D:wi basil pengujian maka bisa. .dilihat secara langsung koneksi berhasil atau ..  . -!: . :. 1. 
, . 
. tidak dengan ditunjukkan tampilan seperti,ybg ditunjukkan dalam Gambar 6.20. .. . . . .  ,,*-. , .!- . 
Cambar 6.20. Koneksi berhasil 
Surnber; Rengujian I , 1  , 
Apabilakoneksi sudah berhasil tahap pengujian selanjutnya bisa dilihat dengan 
munculnya atribut-atribut antara lain tabel-tabel, view-view dan procedure-procedur 
I , , ,  ;. ' 1  L , ,  . . 
ISang ada pada ~icrosol? ~ c c e s s  eperti yang ditunjukkan dalam Gambar 6121. terdapat 
. .. >(I,.{ .,., II,, , ( : , , !  
beberapa tabel' yang muncul Atelah d ~ l a k u h  restore darabase dan kdneksi SQL 
Server, begitu juga denga9,takl- bel,.tersebut bisa dilikat sudah terisi dengan data 
'B : N,.l.l ,.. 
seperti ditunjukkan dalam Gambar 6.22. terlihat Tabel Bulan sudah terisi dengan data 
. 1 ,",I,. * '  , 1 bu Ian Januari sampai ~esemhei .  




















; z . r - y  ';~,? 
f. Kesimpulan - , , <  : m . . ' , ,  - , . 
Setelah dilakukan restore dafabme dan koneksi antara SQL Server dan aplikasi 
, . 
I . "  * ,  
Microsoft Access maka didapatknn bahwa PDAM bisa melakukan tranaksi dengan ", 
menggunakan inter$ace aplikasi Microsoft Access dalam pembuatan laporan maupun 
kwitansi seperti yang ditunjukkan dalam Gambm 6.22. 
Setelah proses replikasi maka database di komputer cabang I dan komputer 
cabang 2 akan terisi data masing-masing hanya pelanggan yang rnempunyai 
kode-kec='A' untuk cabapg 1 dan kode-keo='B' untuk cabang 2 sehidgga dengan prosedur 
, ' ,  
~. . 
L:!.II~!,.'LI ' - I 
pengujian koneksi database i ada  . aplikasi -. Microsoff . . Access dilakukan sama dengan 
prosedur penyjian yang s u d a h ' " & k ~ i i ( ~ ~  ,, diatas akan rnembuat transaksi dan 
pembuatan kwitansi maupun laporan bisa dilakukan melalui aplikasi Microsoft Access 
yang ada di kaptpr cabang dengan data hanya pelanggan di cabang - cabang tersebut. 
Tarnpilan aplikasi Microsoft Access yang ada  di cabang dengan data hanya pelanggan 
yang mempunyai .kwh-kac='qi, y # i t ( ( , ! ! k q w a  Mgqjum pada wbang 1 , , 
kode-kec='B1 yaitu kecamatan K e p & w , ~ d a  @,bang 2 ,dapat dilihat &lam G~l)lbw,fi,Zfl, 
dan Gambar 6.25. I. !,,! t , ' , ;  
! . , , 
. 8 ' , : . A 1  . , . r ,  : I . ' ,  
. . ,;. 
, ~, 
,,;>I ~ .I>:,; ,,., , ' 1 , ~ ~ '  * . ~ 
, ~ .  , 
i - h . . .  ,. 
L I , , ,  1; , , '  


















Gambar 6.23. Tampilan aplikaoi MicrosoR Access di PDAM purat 
Sumber: Pengujian 
Gambar 6.24. Tampilan aplikaoi MicrosoR Access di kantor cabang 1 
Sumbr: Pengujian 























- ~ . . . ~. . -. 
I '1 <!, , N~I I , . ,  I, - I  
.-*. . 
6.4. Pengujian Keamanan Data 
r: : 
Pengujian ini dilakukan untuk mengetahui keamanan data dan paket-paket data 
baik yang dikirim atau yang diterima, karena keunggulan dari penggunaan VPN ini 
adalah paket data yang tersampaikan tidak dapat terbaca oleh komputer-kom2uter yang 
.. ditewati. , . , , .- 1 
. ~ 




: [ ,  : I I , , : *  
Mengetahui p+et-Paket data je  is prorokol dan pon yd$ digriiiakan pada 
, , ? .  , , ,- ' 8 
mashg-masing komput&ymgdigunalcan dalam p e r c o b m . - y  
Mengetahui apakah data ,., yang # ,  I \ ,  tersampaikan : ' , , ; 8 1  I dari kornputer cabang menuju 
komputer pusat tidak diketahui jenis paket data, jenis protokol, maupun port , ' 
yang digunakan oleh komputer yang dilewati. 
I l ! ! l  .I 
b. spesifi&si daa Konfigurasi ~ b m ~ u t e r  
, . .  
! ' 1  
~ m & t  buah komp"te~,"komputer pertama dan kedua di,jadikan sebagai 
kornbuter cabang dengin IP 172.17.0.2 dan 172.17.0.3 . komputer ketiga 


















192.168.1.1 sedangkan . . ,  komputer keempat dijadikan Lomputer,pusat deng 
, , 
IP 192.168.1.4. dengan gateway 1'92.168.1.1. 
. . , . , . . '  ., 
Komputer pusat: Prosesor Intel Pentium 4 - 2,26 GHz, memori 5 12 MB. 
, .  . 
= Kornputer server RAS : Proxessor Intel Cenkino - 1.8 GHz, memori 5 12 
., ~ - MB : ~. . , .  
Komputer cabang: Prosesor Intel Pentium Dual Core - @1.6 GHz, memor; 
512 FIB. ~, . ,, . ? I  ;-- 
. , 
~ i s t i m  Operasi ~ i c r o s o f t - ~ i i d d k s  2000 Server dan Windows XP. ,. :. : , I . . . . 
c. Software Aplikasi 
I i 
Server database SQL Server 2000. 
OpenVPN2.0.9. , . , I . L l j ,  ,. !I , , ~. 
Cowlyo1 Panel. , . .  . , 1 
I ' . ' . , ! .  . , 
Sofhvare n e ~ o r k  analysis Ethereal. ! . \  
, , 1: , . I ! JX,! .. ; ; , , , . '  ! , . 
d. Prosedur Pengujian 
Melakukan koneksi Dial Up dari komputer cabang ke komputer Server RAS 
8 ,  , 
melliui . , modem dan PABX. 
~ e n ~ i l a n k a n  command prompt dari ,Start I Run ... I 0pen:cmd.exe I. I 
, ; is III,! ,,!. ., , i l '  
Menjalankan Command "ipconfig /all", untuk melihat koneksi apa saja yang 
available pada komputer cabang. 
Melqkukan ping ke,komp~fer!E ,PPP server RAS (172.17.0.1) dan diambil 
screenshot-nya. 
Melgukan .ping ke IP VPN komputer pusat (10.3.0.2) dan diambil 
I 
screenshot-nya. . , I !:,.;,..;,, 
Melakukan ping ke IP Lokal komputer pusat (192.168.1.3) dan diambil 
screenshot-nyw '' 
Melakukan registrasi ;&tabme hpadal enterprise manager;lapakah bias 
melakukan registrasi atau tidak clan diambil screenshot-nya. 
Melakukan koneksi privat'/!'VPN inenggunakan program Open VPN 2.0.4. ! 
dari komputer cabang ke komputer pusat. , , . . , . , , , , , 
. Melakukan ping ke IP VPN komputer pusat (10.3.0.2) dan diambil 




















.~ ~ ~ 
i.~, ., 
. , .  
~.~ . 
, . 
- .  Melakukan registrasi . database . pada enterprise manage? ':abakah bias . . -  . :;,:; 
. . .  
. .  . , . ,  
~. 
. , 
melakukan regishsi ata" ti.& dan . diambil , screenshot-nya. ' . , ~  . . ~ ' ' 
Bandingkan screen shot antara sebelum VPN dijalankan dan Setelah W N  
dijalgnkan. , . , . . ., , .  . . . . d 
Capfure paket-paret data pada saat VPN berjalan dan melakukan~replikasi. 
Dalam ha1 ini dilakukan capture pada kompute: RAS untuk mengetahui 
. :,-':,. 
.. ,' , .  . 
apa& ada paket data ya<g tqrbaca pada saat replikasi antgrdua IP VPN.,. '-:'-':'.:: 
, . , . 
. . 
~ ~ 
. . . . . . . . . .  berjd~an. .,. . ~ 
e. Hasil Pengujian 
Dari hasil pengujian dapat dilihat bahwa setelah koneksi ~ i a ' i  Up dilakukan 
berikut adalah toneksi yang.availablC iada kbmputer cabang ditunj"k& $daianibar 
l 1  6.26. : I ,  ' I !  ! . ' 0" I 
brhommt adaptor Lms.1 Area Connection: 
! :\>ipsonPig /a11 4 indous ,2888 1P Configuration \ ,  1 i /,iI, . : . :_ 5 . , .  ,&: Host Maria . . . . . . . .  : yur~-38si tndpt2~ Primary DG i u i f i x  :, . . . ' H . ~ T Y .  . . .  .; .!': .!' ;.nm~d=..t , .,I A , . .  A ! .  I P  ~ o u t C p .  E;I.~A. . . . . . . .  : H. . . P r o x ~ , p . b b d .  , . .  .: ,r.. ,VI~ , .~ ,   :.r0. ,..:. , , ,  : ! r : ) ; i ~  ..IL;,; ! , ,  , I,$: thsrnat adapt.. upn: , . 
Conn.stlan-spcitie D116 y ~ l l i x  . I , I I ~  . . . 15 Domsription . . . . . . . . . . . .  URN <PPPRLIP> 1nt.rf.s.' '. 
Ph is.1 Rddlrmm. . . . . . . . .  : 09-53-45-99-8D-88 a;? DHG p,.bled. . . . . . . . . . .  I ib 
IP Addmar. I 172.17.9.2 >: . . . . . . . . . . .  
Subnot h i k  : 255.255.255.255 ." < . . . . . . . . . . .  
Default G.touay . . . . . . . . .  : 372.17.0.2 i' 
D M  8.w.r. a r . . . . . . . . . . . .  (4 
. I  
I~ 
................ ,..,,,* ..... 
3 1 
Gnmbsr 6.26. Tampilan Kontigurasi selurh,,koqeksi pada kompuler cabang 
~. 
Sumber: Pengujian 
Setelah mengerti' koneksi apa 'saja yang avail~ble pada komputer cabang maka 
dilakukan pengujian berupa ping ke tig* IP yang diebutkan pada prosedur pengujian tadi 
dan hasilnya ditunjukan pada Gambar 6.27., Gambar 6.28,, Gambar 6.29. berikut : 
. 1 
I*! I ' .  . 
1 I., .; 
i , ,#  ., . . I .  























i n g i n s  172.17.8.1 with 32 byt.8 o f  data: 
mply fro. 1?2.17.8.11 bytmm-32 t i u - 4 3 8 1 8  ITL-128 
s v l y  from 172.17.E.11 bytms.32 tin#-235mm ITL-I28 
op ly  f m n  172.17.8.1: byt.s-32 t i r - 3 1 3 -  TTL-I28 
s p l y  from I72.1?.8.1: bytes-32 ti .u-422ms ITL-I28 
in# * t a t i . t i c s  !or 172.17.8.1: 
Packet.: Sent - 4. Recmiusd - 4. Lost - B (Bx loss> .  
pp-ximats round tri t i m a  in n i l l i - a a s o n d . :  
."ininurn - 2 3 5 u .  iuw- UIIns. nvmraga J52mr . ~1.L . . , - .  < .  
, , 
. .  8;. 
. . :\> , , 
( t " y . ' .  . . . .-"A -,-.. -.. '.. . .... I - ,..,..-. & 
. ... ' 
Cambar 6.27. Tampilan hasil Ping komputer cdbang kc kompurcr RAS 
Sumber: Pengujian 
iy s t a t i 8 t i c a  f o r  192.16#.1.3: 
Packet.: Cant ' -  4, kb.iu.d "4. last - 'm'<Bx 1m.m). . . 
x h t .  mund .tri t b .  4) hilli-..eond.l . . 
'??in- - 2 5 w .  h x i r u m  - IOICn.~ Ilu.r.s. . 461- . . 
, . ,  , ; I . 8 ,  . I ,  , . . . 
. . 
. , 
I.,;"..~-.-YUU-e .*we . .4,#'. , :.:.-. &( 
' Cambnr 5.28. Tampilan hasil Ping komputcr cabang ke kompurer pusat 
. 
. . Sumber: Pengujian 
:\>ping 18.3.8.2 
inwing 18.3.8.2 with 32 byt.. of *at.: 
, . . . . . . 
in. mtat is t io .  I ~ ~ ' I E . ~ ~ O . ~ B  .. i ,. . , . . . 
Pask.t.r S.nt - 4. R.o.iu.d. -.4. Lost - I <Ex lm.m>. 
p p r o r i u t m  round trim r i r m  in  nilli-m.smnd.1 F ' M i n h  - h a .  I*:+ - h. Aumraaa - Bm . . I! 4 I 
.(l*ffl~lrn *.owY*BIIvY'-L.-.' ..;;::XI . . . . , * 
Cambar 6.29. Tampilan hasil Ping komputer cabang kc IP VPN komputer pusat 
Sumber: Pengujian 
Setelah memperoleh hasjl pgn,gujian,,ging, kg tiga IP tadi, kita lakukan registrasi 
dalubase apakah bisa dilakukan registrasl"Jik;l kita belum menjalankan VPN yaitu 
dengan cara lqgsung mengetikkan,ali dari databme yang akan diregistrasi dan 
hasilnya ditunjukan pada Gambar 6.30, Gambar 6.3 1 dan Gambar 6.32 berikut : 


















Gambar 630. Tampilan server dufabase yang available untuk dikoncltslkan 
Sumber: Pengujian . f ,  
111! 
I * w L r m . l P n  
..*.-.-.V:b---du 
3mk--dk--' 
Gambar 6.31. Tam~ilan nnlshinn reg ismi  dotabme 
. . - - 
Sumber: Pengujian 
' ~umbcr: Pengujien 
. ,,, 
Setelah itu kita jalankan VPN - ole&mputer cabang dm komputer pusat. Kemudian 
I 


















. , .  
. ~ ' , .  
registrasi databbse kembali.'H+silnya- ditunjukan padaGarnbar 6.33 dan Gambar:6.34".;. .. ,*ti::; . 
, 
. ~ .  
.-  ,: , .  .. . ' , :, . .  berikut : . . ~ . .  
. . ' . :  
.. , ,  
. . . . ., 
.ply f m m  18.3.8.2: bytern-12 t h - 6 9 4 -  TTL-128 
.ply from 18.3.8.2: bytms-12 t h - 3 1 3 -  TTLd28 
.ply from 18.3.8.2: bytes-32 t i u 4 U 7 u  TTL-120 
.ply f r o m  18.3.0,9: bytes-32 tLw-3- TTL-128 
i n g  mtati.ticm for 19.3.8.21 
P.cL.tmz Pent - 4. R.s.iu.d - 4. l a a t  - 0 <Ex 1.n.). 
p p m r i u t a  mund t r i  t h .  In milli-m.cand.: 
I l i n h m  - 313ms. L i w .  . rsc..  A~.Ho. - 414- i' 
, , ; :*,~:; <,. ~~ ,. $i ~*+,5.ja7 ?*-,*;4!,,i<\sm**,:i: ~ : , ~ ;  ,2,... 
Gumbar 6.33. Tampilan hasil Ping kornputer cabang ke IP VPN komputcr pusar snclah terjsdi 
VPN .... 
Sumter: Pengujian 
. ! 8  : a , ,  2 l l l , . : l  ~ l l L l l l l ~ l l ~ ~ ~ ! l  I 3 . l ~ :  ! ( 2 . .  
S~pber: Pengujian 
I 
Dari gambar-garnbar yang ditb4uka;iadi dapat dibandingkan bahwa pada slat terjadi 
koneksi Dial Up dari komputer cabang ke komputer RAS, kita tidak dapat rlelakukan 
ping IP VPN dan registrasi datpbasegqgaLJSemydian , .  . ,  setelah tejadi -. koneksi VPN Ping 
ke 1P VPN dapat dilakukan dan regisrrasi da~abase berhasil. Setelah membandingkan 
kita lnkukan replikasi da~abme dan kita akan melakukan copture paket-paket data, jenis 
protokol yang digunakar~ dan port yang digunakan oleh komputer RAS dimaria kita 
dapat rnenilai jalur VPN yang kita gunaki  benar-benar aman dari komputer lain 
dengan parameter komputer lain tersebut tidak dapat mendeteksi paket-paket data, IP 
yang diynakan untuk replikasi, jenis protokol yang digunakan dan port yang 



















. . .., ~. ~~ ' . 
, ,! ,. , 
, 
pada k o m p u t e r , ; ~ ~ s  dan komputei cabmg,,.~asilnya . . ditunjukan pada Gamba; 6.35., ' A 
Gambar 6.36., dambar 6.37, dan Gatibar 6.38, berikut : 
, . I ,  ,,,,, i . '  
Sumter: Pengujian 
i F1.011 0.- 
r.r*m olnn: 0 
7,- to  I*".: ,>. 
"o.lr.ll ua 0.u) 
B wldw CWCLIY: P X ~ . I  l n r n t  
o..r(wx(.nl I?, I ? . O . I  R I . I I . O ? >  
w.. s"" 11" 1'LY) 




















, i .,!I , J . .  
Ch.ck.u.: 0. 
i 
, , .. . , , - L . . I I % D H I I  
,,,*-, . .........-... -> i.. 
Dari keempat gambar diatas s u d h  &p&&egullju~ bahwa paket-&et data yang 
dikirimkan oleh komputer cabang .nenuju komputer pusat melalui VPN, tidak dapat 


















Gambar 6.35. dan Gambar 6.36. dapat dilihat pada saat terjadi replikasi basis data, 
cuplure ethercal pada kornpulcr MS banyak terjadi koncksi anbra ko~nputer cabeny 
, . 
.$'. .. 
.., (172.17.0.2) dan komputer pusat (192.168.1,.3) dimana terjadi hubungan menggunakan - 
. :. 
~< : 
protokol UDP pada port 1194. Kemudian pada Gaqbar 6.37. dan Gambm6.38. pada , :  ~. 
, ,. 
waktu yang sama pada komputer cabang terjadi koneksi menggunakG protokol TCP . . , '  
yang berarti telah terjadi komunikasi tmnsfer data antara IP VPN komputer pusat 
(172.17.0.2) dap IP VPN komputer cabang' (172.17.0.1). Dan kedua IP VPN tidak 
. . 
. . 
terlihat dalam Lsi l  capttrre paket data pada'komputer RAS yang merupakan komputer, . . +-:; I .  
:rang pasti dilewati paket data replikasi. Jadi kesimpulanya data yang ditransfer dari 
komputer cabang dan kompuier pusat menurut analisis paket data bisa dianggap aman. 
I ' 
f. Kesimpulan 
. ; 1 : , , , ,  . . . , 
Dari hasil pengujian diatas dapat disimpu1,kan bahwa dengan menggunakan 
koneksi VPN, untuk melik"kan registrasi~atabase tidak perlu dilakukan pengesetaq IP , 
1 ;  , ,I . I:,!, I ..I , ' : , ,  , ,  I,: 1 : 
dan port yang akan digunakan untuk melakukan koneksi database-nya. Jadi jika kita 
. I .  . I  I ! ,  1 ,  J ,  , ,  I ,  # I.I, # ,  . V  , , . I ,  
melakukan koneksi database, VPN secara ohnatis telah menyedinkanpor~ khusus y a y  
I I!) 1 1 1  I . !  1 . 1 1  , ' I  I . ' . , ,  ! < , 
digunakan untuk melakukan koneksi dan replikasi database. Kemudian I'PN juga 
I , ,  , .  , ; I  ,. , . - ,  , ,  , 3 , , , . , , .  , , I  
menjamin keamanan dalam penyampaian d a a .  Hal tersebut dapat dilhat jari hasil 
capture ethereal diatas, dimana program ethereal berfungsi sebagai nehvork analysis. 
, ,. . l i ,  , 8 . '  !\. , # .  , 




bahwa, paket-paket data yang melalui jaringan VPN tidak dapat terdeteksi oleh ethereal 
, . I j  . . :..,. , ~' 
pada komputer RAS. 
I , ' ,  
6.5.Pengujian Analisis Dari Beberapa Parameter dan Keunggulanya 
Pengujian ini dilakukan untuk mengetahui parameter-parameter apa saja yang 
I '  . I  ' : '  , , 
menjadi tolak ukur dalam percobam replib$ basis data menggunakan VPN ini. 
i, ' , ,  , : t : \ ,  i , , ( , ,  , : ' f  , ,  , .,. , , 
., . I , , , .  .~ , , '  , , ., 1,:'; , 
a. Tujuan' '. 
~engetahui  be'sar'ban&;~?K;'ble&~aketdak, Anhipsi d ~ ' k & h b k s  dbt. 
yang digunakan pada'masint-masing komputer yang digdnakan dalam 
percobaan. 
' 8  , I /  a , I  : 
~enbetahui  keunggulan penggunam VPN dengan rnembandingkan hasil 
, , ,  , . / I ,  , '  
analisis pembacaan sniffmg ethereal d&Iperf sebagai tool untuk menddahui 




















b. Spesifikasi dan Konfigurasi'Komputer ~. .. , .- . . 
Empat buah komputer, komputer pertama dan kedua dijadikan . . sebagai 
komputer c a h g  dengan IP 172.17.0.2 dan 172.17.0.3 . komputer icetiga~ 
dijadikan komputer server R4S dengan IP PPP 172.17.0.1 dan P Lokal 
192.168.1.1 sedangkan komputerkeempat dijadikan komputer pusat dengan 
IP 192.168.1.4. dengangatewqy 192.16g.1.1. ; . . . . 
~ o i ~ u t e r  pusat: Prosesor 1hil ~gntium 4 -2,26 GHz, memofi . . . 512 . ,. , MB. , ' . 
, . 
Komputer server U S  :~kses&r~r . t e l  Centrino - 1.8 GHz, meribri~512 ' ' 
MB 
Komputer cabang: Prosesor Intel Pentiurn Dual Core - @1.6 GHz, meyo,ri 
I 
512 MB. 
Sistem Operasi Microsoft WJndp~s 2000 Server dan Windows XP. ' 
, n."I:l,,, i:. , ,',..I !lL,!, ., ,.I",, 
c. Software Aplikasi 
I ' I ,  , ' %  . , 
&rvfr database SQL Server 2000. 
0 ~ ~ , ~ 2 . 0 ; 9 .  , , . I t  I , , ~ I , I ~ I IC~  I,L:,.III~I; . ~ i  .I , ' 1  . ; 1 . , I 
Conlrol Panel. 
, #  $,:&I, t,,,, 1 ' ~ ~ ~ ~  I , . \  I : 
Sofiyrare network ana&?k #Qe~e?l,, ,; ! ,  . , '),..I:,,,,r .I> \;p 
Sofeure pengukur perfomqsi, jrvingan [perf. , , ,. , . .. , : .~ ~, , . 
d. Prosedur Pengujian 
~enjalankan perintah "iperf-c 10.3.0.2" pada kornputer cabang dan "iperf- 
s" pada komputer pusat untuk uji performansi VPN. 
I ?  
o Menjalankan perintah "iperf -c 192.168.1.3" pada komputer cabang dan 
"ipc:rf-s" pada komputer pusat untuk uji performansi jaringan lokal. 
e. Hasil Pengujian 
Hasil pengukuran performansi bandwidth pada koneksi antara TP Lokal dan IF' 
VPN dapat dilihat pada gambar 6.39 dan 6.40 berikut : 


















. 1 - . . 
, . I 
. . 
. ., , 
,. ~ ,.,A, ,.. 
~ ~ 
-- 




orumr l i ~ t s n i n g  on TCP port 50M 
CP window s i a m :  8.00 WByts <ds fau l t> , '  ' l w '  
ort 5BBl connsstad u i th  18.3.8.1 port 1845 
franrf sr Bandwidth 
24.0 KBytm. 2.51 Wbits/ses 
. . 




. , . . ,
can TCP port.5081 ' !' ',"" ",': . . . , 






l o c a l  1'12,168.1.3 port 5881'cbnnoctod u i th  i72.17.8.2 port 1646 . . , . . . l m a f m n  ... . . h d u i d t h ,  .,.. . . . . , I 
.BE 168 KByta8 132 i(bitr/soc 
Gsrnbar 6.40. TampiIan hasil pengukuran mqnggunakan loo/ lperf pa& kompulerpurat 
Sumber: Pengujian 
dilihat dari gambar 6.39 dan 6.40 dapat dilihat performansi koneksi pada IP lokal dan IP 
VPN pada saat' koneksi VPN terjadi. Bandwidth pada IP lokal terlihat tinggi karena 
I 
terjadi koneksi VPN pada masing-masing kornputer yang bersifat point to point. Jadi I 
bandwidth yank digunakan merupaG gabungan antara koneksi VPN dan jaringan 
lokal. Sedangkw IP VPN terlihat w ~ & h , ~ n a  belum terjadi replikasi antara kedua 
komputer tersebut. Kemudian untuk rransfer data juga tinggi pada IP lokal, karena 
penggunaan VPN fenebut m B k a i p & ~ ~ ~  lohl  terhitung gabunga.1 antara 2 koneksi. 
Dilihat dari paramqter qkuran,d#aw,yang digunakan pada percobaan replikasi 
11 5 t , , , , ,  ! 17 Ill., ,. , %., 1 1  
pada kornputer pusat memiliki kapasitas iebih besar karena rnenarnpung semua data 
pelanggan dari berbagai cabang. Besamya basis data dilihat dari jumlah pelanggan dan 
jumlah transaksi yang tejadi pada cabang-cabang. Untuk pengukuran kecepatan 
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.. ,. ... 
, , . .  
, , . ~. 128 " . . 
). . . :, ;.' -. . 
Dari kedua gaGbir diatas dapat:diiituhg-hahkadari . ., aiokasi waktu 30 mepit Fa t  
traffic jaringan lancar hanya membutuhkan waktu 14 menit 39 detik.'saja untu 
.,. 
. . ~  , 
~.. . 
. . . , .  ., 
. ~. melakukan replikasi. Jika terjadi koilflik pada saat replikasi maka CQL berier akan . -. ' 
melakukan inisialiasi terus menerus sampai te qadi replikasi kembali. Replikasi yang 
dilakukan hanyalah sebatas data-data dari semua tabel dan jikalau kita melakukan suatu 
join tabel maka akan termasuk dalam replikasi ini. Jadi replikasi yang terjadi tidak >.~ 
, . 3~~:- .. ~. !.: s:;: 
rneliputi view dan srore dimaia ~ u e &  dari view dan store procedure-nya . ' ~- . . 
,~. , :. ;: . r . 
...~ 
I..; ~~ sudah sama antara database pusat dan cabmg. Berikut data-data yang direplikasikan :-I. - 
dapat dilihat pada gambar 6.42 
Garnbar 6.43. Tampilan tabcl-tabel yang direplikasikan . 
Sumber: Pcngujian 
Dari gambar 6.42 menunjukkan ada 10 tabel yang akan direplikasikan ankara cabang 
dan pusat. 
Dalam pembacilan ethereal dapat dibandingkan menjadi beberapa parameter 
keunggulan dari penggunaan VPN. Hasil dari cupfure dan summary dapat dilihat pada 


















Cnmbar 6.44. Tampilan haril cqlure pa& rsal belum lerjadi VPN 
Sumber: Pengujian 
Gambnr 6.45. Tampilan hasil coplure pa& saat rerjadi VPN 
Sumber: Pengujian 
Dari gambar 6.43 dan 6.44 dilakuhn perbandingan pada protokol UDP-nya, karena 


















. . .  
. < ,  ~~ 
.. 
,.;< : ' ' . . :, - ,~, 
,, . . : . .  ' . 
' ,  '~'>,",,, ' ,~ . . 
, . :?.!,".;:<$,. ';,. P .: 
... 
, 
- .  , 
dilakukan perbandingan pada sik pf~t6l;bl.UD~-1i~a.. Berikut &ilah,hasil..~isisi.darj. ;('I.$;::, ~, .~ ~, 
pengujian dilihatdari beberapa parameter . . : . ,  *':. , - , .  
.. , 
> . ,  , 
1) Parameter 1 adalah Enkripsi.Perbedaan antara output pada saat tanpa 
VPN dengan VPN adalah terletak pada ada tidaknya username dan password , .  . .. , 
,~ A, 
suatu h e r  pemakni aplikasiW~'Gniuk , . dilihit dengan pihak lain. Pada hasil,": -:'!';:.': 
capture paket data pada waktu percobaan belum bisa ditemukan analisis y-ang.;.' .:-:' 
. ... . 
- .  ,.,:. ,.., 
menunjukan adanya ehkipsi. Tetapi .penggunaan password digunalran pada:.' . .i.7:!+; 
sisi VPN-nya sekaligus pada pada aplikasi SQL servemya, hanya analisis .' 
pencarian yang belurn ditemukan. 
2) Paqametq 2 adalah p k ~ q p ~  tofqk$le, Ukuran rata-rata total,,paket R& 
saat VgN yang melalui ,Q[w adalah 76 KB, sedangkan ukuran mta-rata total 
paket pada saat tanpa W N  yang melalui filter adalah 159 KB. 
, , 
. t .. , c I , ~ I . , :  I.III.I~IIIW. l . ~ , , ~ . i . ,  , .  , .. ; . ,  
3) Paqameter 3 adalah jumlah Iile.jumlah file rata-rata yang melalui filter 
pada gaat VPN adalah 1 6 .  bqqh\pak~b,sedangkan jumlah file rala-rata ywg , 
melalui filter tanpa VPM adqlah,26,bwh paket. 
, . I + )  I . \ I -  '. ,111: 
L ' ' I . . , . ,  : , I , > ,  i l  , ! ' I  ' 
4) Paqameter 4 ,  tanpa algoritqq kompresl dilihat saat. terkoneksi VPN. 
Pada percobaan ini tidak digunakan kompresi LZO pada VPN-nya, jadi tidak 
bisa dilakukan perbandingan pada saat terjadi kompresi data. Kompresi yang 
dilak- yaitu pa& nnlikasi,MS S R k s w e r  saja. , , .. 
. , : I . i :  " , ..I, , . . . '  
g. Kesimpulan , , 
. : i ,  . : 1 ! i 
Dari hasil pengujian diatas'dapat disimpulkan bahwa dengan menggunakan 
koneksi VPN ada beberapa keunggulan, untuk parameter penggunaan bandwidth jika 
kita menggunakan VPN akan memerlukan bandwidth besar, karena adanya enkapsulasi 
il , ,  L 
paket data yang berlapis mena~bah  ke,rjq tiap layer O'SI untuk mendekripsiki paket 
, , , '  I : ; , I  / 
data yang tertnkapsulasi tersebut. Sepsrti penggunaan b a h i d r h  yang tinggi, Pada 
parameter transfer paket data juga menjadi sangat besar untuk pen iriman paket 
I , , I... I , i : . i , ,  , .., , , . 1  ,~ ! ,  lF.,l,,; ., ' ,, 
datanya. Karena dengan enkapsulasi yang berlapis akan menambah besar paket data 
. 1 8  


















SQL server dan yenggunaan algoritma kompresi LZO (on o6breviafion for LempeliZiv- 
Oberhumer) pada OpenVPN. 
, ,  , 
, . 
.~ .. ~ . . . . , ,  ,:. ,," '~ 
Pada pakmeter ukuran basis data yang digunakan, besamya tergantung jumlah "' ' : 
, .  . . ,  
, . pelanggan dan transaksi yang terjadi pada suatu cabang. Penghitungan performansi 
, basis data dilakukan dengan menghitung . ~ waktu yang digunakan untuk melakukan . .  
semua operasi r&likasi dari alokasi waktu yang disediakan. 
Jadi keunggulan penggunaan VPN padn percobaan ini adalah : 
, I )  Karena koneksi VPN yang bersifat Point-ro-point, registrasi basis data akan , ~. 
berlangsung secara otomatis tanpa perlu melakukan pengesetan 1P pada masing- 
masing komputer. 
2) Cata yang terkirim akan aman dengan menggunakan VPN, karena adanya 
enkripsi dan deskripsi paket data,. .. ,:,.., 
3) Penggunaan OpenVPN yang memiliki algoritma kompresi LZO dapat 
meminitpalisasi penggupaan bqndwieh . . d a n  ,besamya paket data yang akan 
dikirim. I t . I , ,  1 :  ~~ ? '  ' - . v:.  
4) Pada alpkasi waktu 30 menit hanya.membutuhkan waktu rp$-r@ta 15 meqit 


















- ,  , . ~  , 
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6.1. KESIMPULAK 
Hasil penelitian ini berdasarkan~:perqCangan, implementasi dan pengujian yang.-;;2.;<z$:, 
. ..  ,. 
telah di~ikukan maka dapat~dismpuikan ~ b a g a i  berikut: . , .. s , .  ,,. '<.L,,+~.:.;t,*-x - . .  .. ,<,;,;: ., , ., 
- : 
1. Sesuai dengan perumusan , ,., Imasalah, otomatisasi k o n e k s i . : % ~ ~  yang . . ,.A, ;i??r; 
. ; .. , . ../  . ,. -. -',.:,...I: 
dilakukan untuk rnelakukan: replikasi terjadwal setelah traniaksi selesai, y:' ' >:,:;.; 
merupakart salah satu cara untuk mengoptimalisasi waktu dan biaya 
supaya pendistribusiar. basis data antara cabang dan pusat dapat 
terlaksana dengan baik. 1 ,  
2. Penggunaan VPN sebagg +y$usi! koneksi, mempakan salah saw metode 
altematif dalam pengkpneksian database. Karena dengan VPN, paket- 
pakct data yang tersinkronisasi antara pusat dan cabang menjadi aman 
karena adanya proses enkripsi dan deskripsi. Dan juga dengan 
penggunaan VPN ini clalqm proses registrasi database dapat dilakukan 
I 
langsung tanpa harus ada pqngesetan IP database yang dituju karenu 
prosesnyd yangpointtopoint,, , . 
3. Vpnggunaan OpenVFN,ipequngkinkan. qdanya pengk~mprgsiarl dab 
sang akan dikirirn &in ,&ww.;adany@ fasilitas kompresi,data ini a b n  ' 7  
mengurangi penggunaan bandwidth dan juga didukung pula dengan 
fasilitas pada Microspft SQL Server yang dapat rneminimalisc.si besar 
data yang akan dipublikaqikan.. , , l . l l  I ,  . / , . # , .  
6.2. SARAN 
1. Replikasi basis data melaluiijaringan VPN dapat dikembangkan dengqn 
adanya suatu mekanisme unhlk menentukan lama koneksi yaqg 
dilakukan masing-masing unit berdasarkan besar data yang ditransfer, ' 
bukan berdasarkan rentang waktu tertentu. 
2. Apabila tidak ada pecubahan data pada komputer unit,mqka proses 
ltoneksi VPN dan replirni  yang telah dijadwalkan t i d a k ~ e r l u  dilakukan 
lpgi. 
3. 4eplikasi basis data rnelalui jaringan VPN dapat ditambahkan 


















.. . sehingga data m%upun disain daii aplikasi tidak dapat dirubah 6leh , . :' 
. . 
, . ., . . ' ;  i 
semua user. ,. , 
, : , , !~ 
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