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EIGRP (Enhanced Interior Gateway Routing Protocol): Protocolo de 
enrutamiento propiedad de Cisco Systems, el cual ofrece las mejores 
características de los algoritmos vector distancia y estado de enlace. 
INTERFAZ: En la rama de la ingeniería(informática) se utiliza para 
reconocer la conexión física o lógica que existe entre dispositivos, 
programas, sistemas entre otros y que permite la comunicación e 
intercambio de información. 
LOOPBACK: Interfaz de red virtual la cual puede tener dirección ip tanto 
privada como pública y se utiliza por lo general para realizar pruebas de 
funcionamiento. 
OSPF (Open Shortest Path first): Protocolo de enrutamiento dentro de un 
sistema autónomo que se basa en la comunicación mediante la ruta más 
corta obteniendo beneficios en la comunicación. 
PROTOCOLO: Procesos definidos previamente para la configuración y uso 
de los elementos pertenecientes a un sistema de comunicación, pueden 
implementarse tanto en hardware con en software. 
RED: Conjunto de equipos o elementos de comunicación interconectados a 
través de dispositivos alámbricos o inalámbricos que, mediante impulsos 
eléctricos, ondas magnéticas u otros medios físicos pueden enviar y recibir 
información en paquetes de datos, compartir recursos y actuar de manera 
organizada. 
ROUTER: Dispositivo de hardware que permite la interconexión de 
ordenadores en red y se comuniquen entre si adicionalmente tiene la 
capacidad de elegir la mejor ruta para que un determinado paquete llegue 











El análisis y desarrollo de las actividades propuestas como trabajo final para el diplomado 
de profundización Cisco CCNP plasmadas en este documento hacen referencia a la 
posible solución como administradores de red, donde se aplican las configuraciones y 
lineamientos necesarios según el requerimiento. 
En el primer escenario se realiza la configuración y conectividad entre un sistema 
autónomo OSFP y un sistema autónomo EIGRP utilizando la redistribución de rutas. 
En el segundo escenario se requiere interconectar varios dispositivos pertenecientes a la 
topología de red planteada aplicando conceptos de Etherchannel, Vlans, direccionamiento 
IP. 






The analysis and development of the activities proposed as final work for the Cisco CCNP 
course set out in this document refer to the possible solution as network administrators, 
where the necessary configurations and guidelines are applied according to the 
requirement. 
The first stage performs the configuration and connectivity between an OSFP autonomous 
system and an EIGRP autonomous system using route redistribution. 
In the second stage, it is required to interconnect several devices belonging to the 
proposed network topology applying concepts of Etherchannel, Vlans, IP addressing. 
 
 











A través de los años el ser humano se ha encargado de crear, mejorar e implementar 
conceptos, técnicas y tecnologías que ayuden a la comunicación y la calidad de vida, el 
crecimiento tecnológico, político, social y cultural del mundo está relacionado directamente 
con un modelo de desarrollo fuertemente anclado a las tecnologías de la información, en 
esta oportunidad nos enfocamos en la importancia de la informática especialmente en las 
redes de comunicación las cuales son la columna vertebral de la internet y por consiguiente 
de todo lo que hoy en día nos permite realizar actividades que años atrás eran 
impensadas. 
 
Para hacer esto posible existen equipos, protocolos, medios de transmisión entre otros 
que deben ser interconectados y configurados de una manera óptima lo que requiere 
personal capacitado que logré una solución acorde a las necesidades, aprovechando los 
recursos e implementando las mejores prácticas. 
 
El presente documento tiene como fin evidenciar los conceptos adquiridos, desarrollo de 
habilidades, comprensión y solución de problemas   en distintos escenarios de networking 
utilizando los recursos y material de apoyo del diplomado de profundización Cisco CCNP 
















Figura 1 Escenario 1 
 













1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers. Configurar las interfaces con las direcciones que se muestran en la 




Router>enable                                    // cambia a modo privilegiado 
Router#configure terminal   // cambia a modo configuración 
Router(config)#hostname R1   // asigna nombre al dispositivo 
R1(config)#no ip domain-lookup // desactiva traducción de nombres 
R1(config)#interface s0/0/0   // configuración de interface 
R1(config)#ip address 10.113.12.1 255.255.255.0  // asigna IP a la interface 
R1(config)#clock rate 56000        // activa señal de sincronización 
DCE 
R1(config)#no shutdown       // activa la interfaz 
R1(config)#router ospf 1      //configuración modo ospf 












R2(config)#no ip domain-lookup 
R2(config)#interface s0/0/0 




R2(config-if)#ip address 10.113.13.1 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#exit 
R2(config)#router ospf 1 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 









R3(config)#no ip domain-lookup 
R3(config)#interface s0/0/0 




R3(config-if)#ip address 172.19.34.1 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)#exit 
R3(config)#router ospf 1 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R3(config-router)#network 172.19.34.0 0.0.0.255 area 5 
R3(config-if)#exit 
R3(config)#router eigrp 15                                               // modo eigrp 














R4(config)#no ip domain-lookup 
R4(config)#interface s0/0/0 




R4(config-if)#ip address 172.19.45.1 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)#exit 
R4(config)#router eigrp 15 
R4(config-router)#network 172.19.34.0 0.0.0.255 







R5(config)#no ip domain-lookup 
R5(config)#interface s0/0/0 
R5(config-if)#ip address 172.19.45.2 255.255.255.0  
R5(config-if)#no shutdown 
R1(config)#router eigrp 15    
R1(config-router)#network 172.19.45.0 0.0.0.255 
 
Validamos la configuración de las interfaces en cada uno de los routers utilizando el 
comando show ip interface brief. 
 
Figura 4 Interfaces Router R1 






Figura 5 Interfaces Router R2 




Figura 6. Interfaces Router R3 




Figura 7. Interfaces Router R4 






Figura 8. Interfaces Router R5 
 
         
 
 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 10.1.0.0/22 y configure esas interfaces para participar en el 






R1(config)#interface loopback 1 
R1(config-if)#ip address 10.1.0.1 255.255.255.0 
R1(config-if)#exit 
R1(config)#interface loopback 2 
R1(config-if)#ip address 10.1.1.1 255.255.255.0 
R1(config-if)#exit 
R1(config)#interface loopback 3 
R1(config-if)#ip address 10.1.2.1 255.255.255.0 
R1(config-if)#exit 
R1(config)#interface loopback 4 
R1(config-if)#ip address 10.1.3.1 255.255.255.0 
R1(config-if)#exit 
R1(config)#router ospf 1 
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5 
R1(config-router)#network 10.1.0.0 0.0.0.255 area 5 
R1(config-router)#network 10.1.1.0 0.0.0.255 area 5 
R1(config-router)#network 10.1.2.0 0.0.0.255 area 5 








Verificamos la configuración de las interfaces loopback en en el router utilizando el 




Figura 9. Interfaces loopback R1 
              
 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 






R5(config)#interface loopback 5 
R5(config-if)#ip address 172.5.0.1 255.255.255.0 
R5(config-if)#interface loopback 6 
R5(config-if)#ip address 172.5.1.1 255.255.255.0 
R5(config-if)#interface loopback 7 
R5(config-if)#ip address 172.5.2.1 255.255.255.0 
R5(config-if)#interface loopback 8 
R5(config-if)#ip address 172.5.3.1 255.255.255.0 
R5(config-if)#exit 
R5(config)#router eigrp 15 
R5(config-router)#network 172.19.45.0 0.0.0.255 
R5(config-router)#network 172.5.0.0 0.0.0.255 
R5(config-router)#network 172.5.1.0 0.0.0.255 
R5(config-router)#network 172.5.2.0 0.0.0.255 








Verificamos la configuración de las interfaces loopback en en el router utilizando el 
comando show ip interface brief y show ip route. 
 
 




4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route.  
 
 
Al ejecutar el comando se evidencia que el router R3 está aprendiendo las interfaces 
loopback creadas en R1 a través del protocolo OSPF, adicionalmente se aprecia que el 
proceso lo realiza a traves de la interfaz del router R2 con direccionamiento IP 
10.113.13.1 
 





Igualmente se evidencia que el router R3 está aprendiendo las interfaces loopback 
creadas en R5 a través del protocolo EIGRP, realizando el proceso a través de la 
interfaz del router R4 con direccionamiento IP 172.19.34.2. 
 




5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo.  
 
R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 15 metric 50000 subnets  
R3(config)#router eigrp 15 
R3(config-router)#redistribute ospf 1 metric 1024 20000 255 1 1500 













Figura 13. Redistribución de rutas 
                           
 
Se valida la configuración realizando ping a las interfaces los routers R4 y R5 desde R1 
 




6.  Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen 
en su tabla de enrutamiento mediante el comando show ip route. 
 
Al utilizar el comando en el router R1se evidencia la existencia de las rutas 
del sistema autónomo EIGRP las cuales están relacionadas con las 
interfaces loopback creadas en el router R5 y que fueron aprendidas gracias 













Al utilizar el comando en el router R5 se evidencia la existencia de las rutas del 
sistema autónomo OSPF las cuales están relacionadas con las interfaces 
loopback creadas en el router R1 y que fueron aprendidas gracias a la 
































2. ESCENARIO 2 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el 
cual deberá configurar e interconectar entre sí cada uno de los dispositivos 
que forman parte del escenario, acorde con los lineamientos establecidos 
para el direccionamiento IP, etherchannels, VLANs y demás aspectos que 
forman parte del escenario propuesto. 
 











Parte 1: Configurar la red de acuerdo con las especificaciones. 
 
  
a. Apagar todas las interfaces en cada switch. 
 
Configuración en DLS1-DLS2-ALS1-ALS2 
 
Switch>enable                                          // cambia a modo privilegiado 
Switch#configure  terminal                       // cambia a modo configuración 
Switch(config)#interface range f0/1-24     // configuración de interface 




b. Asignar un nombre a cada switch acorde con el escenario establecido. 
 
Configuración en DLS1 
 
Switch>enable                                              // cambia a modo privilegiado 
Switch#configure  terminal                           // cambia a modo configuración 
Switch#hostname DLS1   // asigna nombre al dispositivo 
 
Configuración en DLS2 
 
Switch>enable                                              // cambia a modo privilegiado 
Switch#configure  terminal                           // cambia a modo configuración 
Switch#hostname DLS2   // asigna nombre al dispositivo 
 
Configuración en ALS1 
 
Switch>enable                                              // cambia a modo privilegiado 
Switch#configure  terminal                           // cambia a modo configuración 
Switch#hostname ALS1   // asigna nombre al dispositivo 
 
Configuración en ALS2 
 
Switch>enable                                              // cambia a modo privilegiado 
Switch#configure  terminal                           // cambia a modo configuración 















1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30. 
 
Configuración en DLS1 
 
DLS1>enable                                              // cambia a modo privilegiado 
DLS1#configure  terminal                           // cambia a modo configuración 
DLS1(config)#interface port-channel 12     // configuración de interface 
DLS1(config-if)#no switchport           // desactiva  modo enrutado 
DLS1(config-if)#ip address 10.12.12.1 255.255.255.252  // Asigna IP a la 
interface 
DLS1(config-if)#exit 
DLS1(config)#interface range f0/11-12       //configuración rango interfaces 
DLS1(config-if-range)#no switchport           // desactiva  modo enrutado 
DLS1(config-if-range)#channel-group 12 mode active  //activa grupo 12 
DLS1(config-if-range)#no shutdown            //enciende las interfaces 
DLS1(config-if-range)#exit 
 
Configuración en DLS2 
 
DLS2>enable                                              // cambia a modo privilegiado 
DLS2#configure  terminal                           // cambia a modo configuración 
DLS2(config)#interface port-channel 12     // configuración de interface 
DLS2(config-if)#no switchport           // desactiva  modo enrutado 
DLS2(config-if)#ip address 10.12.12.2 255.255.255.252  // Asigna IP a la 
interface 
DLS2(config-if)#exit 
DLS2(config)#interface range f0/11-12       //configuración rango interfaces 
DLS2(config-if-range)#no switchport           // desactiva  modo enrutado 
DLS2(config-if-range)#channel-group 12 mode active  //activa grupo 12 




2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
 
Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 




DLS1(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS1(config-if-range)#switchport mode trunk   //cambia a modo troncal 
DLS1(config-if-range)#channel-group 1 mode active //Activa grupo 1 
DLS1(config-if-range)#no shutdown             //enciende las interfaces 
 
 
Configuración en ALS1 
 
ALS1>enable                                               // cambia a modo privilegiado 
ALS1#configure  terminal                            // cambia a modo configuración 
ALS1(config)#interface range f0/7-8            //configuración rango interfaces 
ALS1(config-if-range)#switchport mode trunk   //cambia a modo troncal 
ALS1(config-if-range)#channel-group 1 mode active //Activa grupo 1 
ALS1(config-if-range)#no shutdown             //enciende las interfaces 
 
Configuración en DLS2 
 
DLS2>enable                                               // cambia a modo privilegiado 
DLS2#configure  terminal                            // cambia a modo configuración 
DLS2(config)#interface range f0/7-8            //configuración rango interfaces 
DLS2(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS2(config-if-range)#switchport mode trunk   //cambia a modo troncal 
DLS2(config-if-range)#channel-group 2 mode active //Activa grupo 2 
DLS2(config-if-range)#no shutdown             //enciende las interfaces 
 
 
Configuración en ALS2 
 
ALS2>enable                                               // cambia a modo privilegiado 
ALS2#configure  terminal                            // cambia a modo configuración 
ALS2(config)#interface range f0/7-8            //configuración rango interfaces 
ALS2(config-if-range)#switchport mode trunk   //cambia a modo troncal 
ALS2(config-if-range)#channel-group 2 mode active //Activa grupo 2 




3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
 
Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 




DLS1(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS1(config-if-range)#switchport mode trunk   //cambia a modo troncal 
DLS1(config-if-range)#channel-group 4 mode desirable //Activa grupo 4 
modo desirable 
DLS1(config-if-range)#no shutdown             //enciende las interfaces 
Configuración en ALS2 
 
ALS2>enable                                               // cambia a modo privilegiado 
ALS2#configure  terminal                            // cambia a modo configuración 
ALS2(config)#interface range f0/9-10            //configuración rango interfaces 
ALS2(config-if-range)#switchport mode trunk   //cambia a modo troncal 
ALS2(config-if-range)#channel-group 4 mode desirable //Activa grupo 4 
ALS2(config-if-range)#no shutdown             //enciende las interfaces 
 
Configuración en DLS2 
 
DLS2>enable                                               // cambia a modo privilegiado 
DLS2#configure  terminal                            // cambia a modo configuración 
DLS2(config)#interface range f0/9-10            //configuración rango interfaces 
DLS2(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS2(config-if-range)#switchport mode trunk   //cambia a modo troncal 
DLS2(config-if-range)#channel-group 3 mode desirable //Activa grupo 3 
DLS2(config-if-range)#no shutdown             //enciende las interfaces 
 
Configuración en ALS1 
 
ALS1>enable                                               // cambia a modo privilegiado 
ALS1#configure  terminal                            // cambia a modo configuración 
ALS1(config)#interface range f0/9-10            //configuración rango interfaces 
ALS1(config-if-range)#switchport mode trunk   //cambia a modo troncal 
ALS1(config-if-range)#channel-group 3 mode desirable //Activa grupo 3 





4) Todos los puertos troncales serán asignados a la VLAN 500 como la 
VLAN nativa. 
 
Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 





DLS1(config-if)#switchport trunk native vlan 500 //asigna Vlan 500 
DLS1(config-if)#exit 
DLS1(config)#interface po4                     //configuración interface 
portchannel4 




Configuración en DLS2 
 
DLS2>enable                                               // cambia a modo privilegiado 
DLS2#configure  terminal                            // cambia a modo configuración 
DLS2(config)#interface po2                     //configuración interface 
portchannel2 
DLS2(config-if)#switchport trunk native vlan 500 //asigna Vlan 500 
DLS2(config-if)#exit 
DLS2(config)#interface po3                     //configuración interface 
portchannel3 
DLS2(config-if)#switchport trunk native vlan 500 //asigna Vlan 500 
DLS2(config-if)#exit 
 
Configuración en ALS1 
 
ALS1>enable                                               // cambia a modo privilegiado 
ALS1#configure  terminal                            // cambia a modo configuración 
ALS1(config)#interface po1                     //configuración interface 
portchannel1 
ALS1(config-if)#switchport trunk native vlan 500 //asigna Vlan 500 
ALS1(config-if)#exit 
ALS1(config)#interface po3                     //configuración interface 
portchannel3 
ALS1(config-if)#switchport trunk native vlan 500 //asigna Vlan 500 
ALS1(config-if)#exit 
 
Configuración en ALS2 
 
ALS2>enable                                               // cambia a modo privilegiado 
ALS2#configure  terminal                            // cambia a modo configuración 
ALS2(config)#interface po2                     //configuración interface 
portchannel2 
ALS2(config-if)#switchport trunk native vlan 500 //asigna Vlan 500 
ALS2(config-if)#exit 
ALS2(config)#interface po4                     //configuración interface 
portchannel4 







d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
 
Se realizó actualización del sistema operativo en los SW 2960 de la 
versión 12.2 a la 15.0 para poder utilizar el comando VTP versión 3 pero 
a pesar de actualizarlo no funcionó correctamente por lo cual se realiza 
el proceso con el comando VTP V2 disponible. 
Figura 18. Versión modo VTP 
 
                           
 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
 
Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 
DLS1(config)#vtp domain CISCO               //configura nombre dominio VTP 
DLS1(config)#vtp password ccnp321          // configura contraseña VTP 
DLS1(config)#vtp version 2                          // asegura la versión 
 
Configuración en ALS1 
 
ALS1>enable                                               // cambia a modo privilegiado 
ALS1#configure  terminal                            // cambia a modo configuración 
ALS1(config)#vtp domain CISCO               //configura nombre dominio VTP 
ALS1(config)#vtp password ccnp321          // configura contraseña VTP 





Configuración en ALS2 
 
ALS2>enable                                               // cambia a modo privilegiado 
ALS2#configure  terminal                            // cambia a modo configuración 
ALS2(config)#vtp domain CISCO               //configura nombre dominio VTP 
ALS2(config)#vtp password ccnp321          // configura contraseña VTP 
ALS2(config)#vtp version 2                          // asegura la versión 
2) Configurar DLS1 como servidor principal para las VLAN. 
 
Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 
DLS1(config)#vtp mode server                    //configura en modo servidor 
 
 
3) Configurar ALS1 y ALS2 como clientes VTP. 
 
Configuración en ALS1 
 
ALS1>enable                                               // cambia a modo privilegiado 
ALS1#configure  terminal                            // cambia a modo configuración 
ALS1(config)#vtp mode client                     //configura en modo cliente 
 
 
Configuración en ASL2 
 
ALS2>enable                                               // cambia a modo privilegiado 
ALS2#configure  terminal                            // cambia a modo configuración 





e. Configurar en el servidor principal las siguientes VLAN: 
 
 






Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 
DLS1(config)#vlan 500                                //configuración vlan 
DLS1(config-vlan)#name NATIVA                                //asigna nombre  
DLS1(config-vlan)#vlan 12                                             //configuración vlan 
DLS1(config-vlan)#name ADMON                                  //asigna nombre  
DLS1(config-vlan)#vlan 234                                           //configuración vlan 
DLS1(config-vlan)#name CLIENTES                              //asigna nombre  
DLS1(config-vlan)#vlan 434                                           //configuración vlan 
DLS1(config-vlan)#name PROVEEDORES                     //asigna nombre  
DLS1(config-vlan)#vlan 123                                           //configuración vlan 




Se realiza la configuración de las VLAN pero debido a la versión del modo 
VTP no es posible crear las vlan 1111,1010,3456. 
 
Figura 19. Creación Vlan  VTP Versión 2. 
 









Se crean las vlan 111,101 y 345 con sus respectivos nombres para 
completar el ejercicio 
 
DLS1>enable                                                // cambia a modo privilegiado 
DLS1#configure  terminal                                   // cambia a modo 
configuración 
DLS1(config)#vlan 111                                       //configuración vlan 
DLS1(config-vlan)#name MULTIMEDIA             //asigna nombre  
DLS1(config)#vlan 101                                       //configuración vlan 
DLS1(config-vlan)#name VENTAS                     //asigna nombre  
DLS1(config)#vlan 345                                        //configuración vlan 






f. En DLS1, suspender la VLAN 434. 
 
Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 
DLS1(config)#vlan 434                                //configuración vlan 
 
 
La versión del software no nos permite suspender la VLAN 
 
 
Figura 20. Suspender Vlan  VTP Versión 2. 
 









g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 
2, y configurar en DLS2 las mismas VLAN que en DLS1. 
 
Configuración en DLS2 
 
DLS2>enable                                               // cambia a modo privilegiado 
DLS2#configure  terminal                            // cambia a modo configuración 
DLS2(config)#vtp mode transparent       //configura en modo transparente 
DLS2(config)#vlan 500                                              //configuración vlan 
DLS2(config-vlan)#name NATIVA                             //asigna nombre  
DLS2(config-vlan)#vlan 12                                         //configuración vlan 
DLS2(config-vlan)#name ADMON                              //asigna nombre  
DLS2(config-vlan)#vlan 234                                       //configuración vlan 
DLS2(config-vlan)#name CLIENTES                          //asigna nombre  
DLS2(config-vlan)#vlan 434                                         //configuración vlan 
DLS2(config-vlan)#name PROVEEDORES                  //asigna nombre  
DLS2(config-vlan)#vlan 123                                          //configuración vlan 
DLS2(config-vlan)#name SEGUROS                            //asigna nombre 
 DLS2(config)#vlan 111                                               //configuración vlan 
DLS2(config-vlan)#name MULTIMEDIA                      //asigna nombre  
DLS2(config)#vlan 101                                                //configuración vlan 
DLS2(config-vlan)#name VENTAS                             //asigna nombre  
DLS2(config)#vlan 345                                               //configuración vlan 
DLS2(config-vlan)#name PERSONAL                         //asigna nombre  
 
 
h. Suspender VLAN 434 en DLS2. 
 
Configuración en DLS2 
 
DLS2>enable                                               // cambia a modo privilegiado 
DLS2#configure  terminal                            // cambia a modo configuración 
DLS2(config)#vlan 434                                //configuración vlan 
DLS2(config)#state suspend                                //suspender vlan 
 
La versión del software no nos permite suspender la VLAN 
 
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN 
de PRODUCCION no podrá estar disponible en cualquier otro Switch de 
la red. 
 
Configuración en DLS2 
 
DLS2>enable                                               // cambia a modo privilegiado 





DLS2(config)#vlan 567                                              //configuración vlan 
DLS2(config-vlan)#name PRODUCCION                 //asigna nombre  
DLS2(config)#interface port-channel 2                     //configura interface 
DLS2(config-if)#switchport trunk allowed vlan except 567 //  permite vlan 
excepto 567 
DLS2(config-if)#exit 
DLS2(config)#interface port-channel 3                       //configura interface  





Figura 21. Creación Vlan 567 y exclusión. 
 
                                    
 
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 
DLS1(config)#spanning-tree vlan 1,12,434,500,101,111,345 root primary  
//configura vlans como raíz primaria 
DLS1(config)#spanning-tree vlan 123,234 root secondary    //configura vlans 








k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y 
como una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 
3456. 
 
Configuración en DLS2 
 
DLS2>enable                                               // cambia a modo privilegiado 
DLS2#configure  terminal                            // cambia a modo configuración 
DLS2(config)#spanning-tree vlan 123,234 root primary  //configura vlans 
como raíz primaria 
DLS2(config)#spanning-tree vlan 12,434,500,101,111,345 root secondary    
//configura vlans como raíz secundaria 
 
l. Configurar todos los puertos como troncales de tal forma que solamente 
las VLAN que se han creado se les permitirá circular a través de éstos 
puertos. 
 
Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 
DLS1(config)#interface range f0/1-5  //configura rango interface 
DLS1(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS1(config-if)#switchport mode trunk        //puerto modo trunk 
DLS1(config-if)#no shutdown                        //enciende la interface 
DLS1(config)#interface range f0/13-14 //configura rango interface 
DLS1(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS1(config-if)#switchport mode trunk        //puerto modo trunk 
DLS1(config-if)#no shutdown                        //enciende la interface 
DLS1(config)#interface range f0/16-24 //configura rango interface  
DLS1(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS1(config-if)#switchport mode trunk        //puerto modo trunk 
DLS1(config-if)#no shutdown                        //enciende la interface 
 
 
Configuración en DLS2 
 
DLS2>enable                                               // cambia a modo privilegiado 
DLS2#configure  terminal                            // cambia a modo configuración 
DLS2(config)#interface range f0/1-5  //configura rango interface  
DLS2(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS2(config-if)#switchport mode trunk        //puerto modo trunk 




DLS2(config)#interface range f0/13-14 //configura rango interface  
DLS(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS2(config-if)#switchport mode trunk        //puerto modo trunk 
DLS2(config-if)#no shutdown                        //enciende la interface 
DLS2(config)#interface range f0/19-24 //configura rango interface  
DLS2(config-if-range)#switchport trunk encapsulation dot1q  //configuración 
de puerto para negociación. 
DLS2(config-if)#switchport mode trunk        //puerto modo trunk 
DLS2(config-if)#no shutdown                        //enciende la interface 
 
 
Configuración en ALS1 
 
ALS1>enable                                               // cambia a modo privilegiado 
ALS1#configure  terminal                            // cambia a modo configuración 
ALS1(config)#interface range f0/1-5  //configura rango interface 
ALS1(config-if)#switchport mode trunk        //puerto modo trunk 
ALS1(config-if)#no shutdown                        //enciende la interface 
ALS1(config)#interface range f0/13-14 //configura rango interface 
ALS1(config-if)#switchport mode trunk        //puerto modo trunk 
ALS1(config-if)#no shutdown                        //enciende la interface 
ALS1(config)#interface range f0/16-24 //configura rango interface  
ALS1(config-if)#switchport mode trunk        //puerto modo trunk 
ALS1(config-if)#no shutdown                        //enciende la interface 
 
Configuración en ALS2 
 
ALS2>enable                                               // cambia a modo privilegiado 
ALS2#configure  terminal                            // cambia a modo configuración 
ALS2(config)#interface range f0/1-5  //configura rango interface 
ALS2(config-if)#switchport mode trunk        //puerto modo trunk 
ALS2(config-if)#no shutdown                        //enciende la interface 
ALS2(config)#interface range f0/13-14 //configura rango interface 
ALS2(config-if)#switchport mode trunk        //puerto modo trunk 
ALS2(config-if)#no shutdown                        //enciende la interface 
ALS2(config)#interface range f0/16-24 //configura rango interface  
ALS2(config-if)#switchport mode trunk        //puerto modo trunk 











m. Configurar las siguientes interfaces como puertos de acceso, asignados a 






Configuración en DLS1 
 
DLS1>enable                                               // cambia a modo privilegiado 
DLS1#configure  terminal                            // cambia a modo configuración 
DLS1(config)#interface f0/6   //configura interface  
  
DLS1(config-if)#switchport mode access    //puerto modo acceso 
DLS1(config-if)#switchport access vlan 345 //se asigna vlan 345 
DLS1(config-if)#no shutdown                        //enciende la interface 
DLS1(config-if)#interface f0/15                      //configura interface 
DLS1(config-if)#switchport mode access      //puerto modo acceso 
DLS1(config-if)#switchport access vlan 111   //se asigna vlan 111 
DLS1(config-if)#no shutdown                         //enciende la interface 
 
 
Configuración en DLS2 
 
DLS2>enable                                               // cambia a modo privilegiado 
DLS2#configure  terminal                            // cambia a modo configuración 
DLS2(config)#interface f0/6   //configura interface  
  
DLS2(config-if)#switchport mode access    //puerto modo acceso 
DLS2(config-if)#switchport access vlan 12 //se asigna vlan 12 
DLS2(config-if)#switchport mode access    //puerto modo acceso 
DLS2(config-if)#switchport access vlan 101 //se asigna vlan 101 
DLS2(config-if)#no shutdown                        //enciende la interface 
DLS2(config-if)#interface f0/15                      //configura interface 
DLS2(config-if)#switchport mode access      //puerto modo acceso 
DLS2(config-if)#switchport access vlan 111   //se asigna vlan 111 
DLS2(config-if)#no shutdown                         //enciende la interface 
DLS2(config-if)#interface range f0/16-18       //configura rango interface 
DLS2(config-if)#switchport mode access      //puerto modo acceso 
DLS2(config-if)#switchport access vlan 567  //se asigna vlan 567 





Configuración en ALS1 
 
ALS1>enable                                               // cambia a modo privilegiado 
ALS1#configure  terminal                            // cambia a modo configuración 
ALS1(config)#interface f0/6   //configura interface  
  
ALS1 (config-if)#switchport mode access    //puerto modo acceso 
ALS1 (config-if)#switchport access vlan 123 //se asigna vlan 123 
ALS1 (config-if)#switchport mode access    //puerto modo acceso 
ALS1 (config-if)#switchport access vlan 101 //se asigna vlan 101 
ALS1 (config-if)#no shutdown                        //enciende la interface 
ALS1 (config-if)#interface f0/15                      //configura interface 
ALS1 (config-if)#switchport mode access      //puerto modo acceso 
ALS1 (config-if)#switchport access vlan 111   //se asigna vlan 111 
ALS1 (config-if)#no shutdown                         //enciende la interface 
 
 
Configuración en ALS2 
 
ALS1>enable                                               // cambia a modo privilegiado 
ALS1#configure  terminal                            // cambia a modo configuración 
ALS1(config)#interface f0/6   //configura interface  
  
ALS1 (config-if)#switchport mode access    //puerto modo acceso 
ALS1 (config-if)#switchport access vlan 234 //se asigna vlan 234 
ALS1 (config-if)#interface f0/15                      //configura interface 
ALS1 (config-if)#switchport mode access      //puerto modo acceso 
ALS1 (config-if)#switchport access vlan 111   //se asigna vlan 111 






















Parte 2: conectividad de red de prueba y las opciones configuradas. 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
 
 

























Figura 26. Verificación VLAN ALS1. 
 
 















b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente 
 

































                       
 












A través del desarrollo del escenario propuesto se demuestra la importancia de 
conocer los protocolos de enrutamiento EIGRP y OSPF, como crear sistemas 
autónomos y cómo integrarlos. 
 
Se evidencia la importancia de los comandos ping, show ip route, show interface 




Cuando se desea redistribuir las rutas EIGRP en un sistema autónomo OSPF es 
importante tener presente que el protocolo EIGRP maneja 5 métricas: ancho de 
banda, retardo, confiabilidad, carga y MTU 
 
Los enlaces troncales permiten más de 1 Vlan y los switch cisco a través de su 
protocolo IEEE 802.1q facilitan el proceso. 
 
Los enlaces Etherchannel proporcionan redundancia ya que el enlace general se 
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