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Здатність до стабільно-стійкого розвитку визначається ступенем захисту 
від внутрішніх та зовнішніх загроз, що дозволяє адекватно реагувати на зміни у 
колі функціонування, характеризуючи рівень фінансової захищеності. Стійкий 
розвиток неможливий без наявності надійної системи інформаційно-
організаційного забезпечення безпеки. У сучасних умовах нестабільності 
економічної системи повинні створюватись сприятливі умови для забезпечення 
належного рівня системи інформаційно-організаційного забезпечення безпеки, 
що дає можливість розробляти та впроваджувати самостійну фінансову 
стратегію. Важливе значення при цьому набуває управління забезпеченням 
безпеки, яке базується на чіткому функціонуванні певного інформаційно-
організаційного механізму, який в системі управління є найбільш важливим її 
елементом. 
Моделювання та трансформація економіки України привела до орієнтації 
підприємств на широке використання інформації в господарській діяльності. 
Інформація відіграє велику роль виробничого фактора і стратегічного ресурсу, 
має значення не меншим, ніж матеріальних, сировинних та інших ресурсів 
підприємства [1]. 
Проблемам інформаційно-організаційного забезпечення підприємств та 
економічним питанням інформаційно-організаційної діяльності присвячені 
роботи вітчизняних і зарубіжних вчених М.М. Єрмошенко, Ю., К.Р. Шеннона, 
П.А. Страсмана, Д.І. Блюменау та ін. [1-8]. 
Головну роль відіграють організаційні заходи захисту інформації. Тому 
виникає питання щодо інформаційно-організаційного забезпечення безпеки. 
Реалізація політики безпеки потребує підтримання засобів захисту, управління 
системою захисту і здійснення контролю функціонування ІС. Завдання 
управління і контролю зазвичай вирішуються адміністративною групою, склад і 
розмір якої залежать від конкретних умов [2]. 
Важливою функцією інформаційно-організаційного забезпечення 
безпеки, покликаною постійно давати інформацію про дійсний стан виконання 
рішень, є контроль [3]. За допомогою контролю розкриваються додаткові 
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резерви в функціонуванні певного інформаційно-організаційного механізму і 
вносяться необхідні корективи в їх організацію, в розробку планів тощо. 
Контроль – це функція “безпосереднього і постійного нагляду” забезпечення 
безпеки інформації.  
Механізм шифрування може забезпечувати конфіденційність переданих 
даних або інформації може бути використаний в інших механізмах 
інформаційно-організаційного забезпечення або доповнювати їх [4].  
Існування механізму шифрування допускає використання, як правило, 
механізму управління електронними ключами. У механізмі аутентифікації 
основна увага приділяється методам передавання в мережі інформації 
спеціального характеру . 
Механізм забезпечення цілісності даних допускає введення в кожне 
повідомлення деякої додаткової інформації, що є функцією від змісту 
повідомлення [5-6]. 
Таким чином, забезпечення-організаційного забезпечення безпеки − це 
система заходів щодо забезпечення необхідного рівня безпеки,стан захищеності 
життєво важливих інтересів людини, суспільства і держави, при якому 
запобігається нанесення шкоди. Інформаційно-організаційне забезпечення 
безпеки – це формування методик ведення політики безпеки за всіма 
складовими: економічній, інформаційній, технічній, соціально-правовій, 
екологічній, технологічній, фінансовій. Це здійснення у визначеній законом 
формі інформаційно-організаційної діяльності з метою задоволення їхніх 
інформаційних потреб. 
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