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Setelah saya memutuskan untuk menggambil judul tugas akhir “Implementasi 
Network  IPv6 dengan Menggunakan Metode Automatic Tunnel”, menghadapi serangkaian 
masalah teknis dan perencanaan keputusan sehingga timbul pertanyaan yang akan dibahas 
dalam buku tugas akhir saya, antara lain: 
- Apakah kita lebih ke IPv6 untuk mengaktifkan seluruh jaringan infrastruktur sebelum 
transisi? 
- Bagaimana mengambil keuntungan dari fitur baru IPv6 sebagai bentuk komunikasi? 
Proyek intergerasi IPv6 membuat perubahan ke perusahaan jaringan seperti cisco,  
sistem operasi windows dan aplikasi baik software, server dan desktop. IPv4/IPv6 transisi 
selalu menjadi proses dalam mengembangkan IPv6 bebasis layanan di internet IPv4. IETF 
Next Generation Transition Working Group (NGtrans) telah diusulkan banyak mekanisme 
transisi untuk mengaktifkan IPv6 sebagai aktifitas integerasi jaringan saat ini. Salah satu 
sistem dari metode transisi tersebut disebut mekanisme tunneling. Tunneling digunakan oleh 
organisasi untuk membuat jaringan virtual pada internet dan pada jaringan public yang lain 
(seperti PSTN dll). Dimana jaringan virtual ini tidak dapat diakses oleh dari pihak luar yang 
bukan merupakan bagian intranet dari organisasi tersebut. 
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1.1    Latar Belakang  
Perkembangan teknologi jaringan komputer dewasa ini semakin pesat 
seiring dengan kebutuhan masyarakat akan layanan yang memanfaatkan jaringan 
komputer. Pada sistem jaringan komputer, protokol merupakan suatu bagian yang 
paling penting. Protokol jaringan yang  umum  digunakan  adalah  IPv4. Akan 
tetapi protokol telah berumur lebih dari 20 tahun masih terdapat beberapa 
kekurangan dalam menangani  jumlah  komputer  dalam  suatu  jaringan  yang 
semakin  kompleks. Telah dikembangkan protokol jaringan baru, yaitu IPv6 yang 
merupakan solusi dari masalah diatas. IPv6 menawarkan fitur dan fungsionalitas 
yang lebih dari IPv4 seperti ruang pengalamatan yang jauh lebih besar, fitur 
keamanan IPSec, penanganan lalu lintas multimedia di internet, dan lain-lain. 
Namun, protokol baru ini belum banyak diimplementasikan pada jaringan-
jaringan di dunia. 
IPv4  yang  merupakan  pondasi  dari  Internet  telah  hampir  mendekati  
batas  akhir  dari kemampuannya,  dan  IPv6  yang  merupakan  protokol  baru  
telah  dirancang  untuk  dapat menggantikan fungsi IPv4. Motivasi utama untuk 
mengganti IPv4 adalah karena keterbatasan dari  panjang addressnya  yang  hanya  
32 bit  saja  serta  tidak  mampu  mendukung  kebutuhan akan komunikasi yang 




IP versi 6  (IPv6)  adalah  protokol Internet versi baru yang  didesain  
sebagai pengganti dari Internet protocol versi 4 (IPv4) yang didefinisikan dalam 
RFC 791. IPv6 yang memiliki kapasitas address raksasa (128 bit), mendukung 
penyusunan address secara terstruktur, yang memungkinkan Internet  terus  
berkembang dan menyediakan kemampuan routing  baru yang tidak  terdapat  pada  
IPv4.  IPv6  memiliki  tipe  address  anycast  yang  dapat  digunakan untuk 
pemilihan route secara efisien. Selain  itu IPv6 juga dilengkapi oleh mekanisme  
penggunaan address  secara  local  yang  memungkinkan  terwujudnya  instalasi  
secara  Plug&Play,  serta menyediakan  platform  bagi  cara baru pemakaian  
Internet,  seperti dukungan terhadap aliran datasecara  real-time,  pemilihan  
provider,  mobilitas  host,  end-to-end  security,  ataupun konfigurasi otomatis. 
IPv6 tidak dapat langsung menggantikan IPv4, karena banyak infrastruktur 
yang terlanjur menggunakan IPv4. Oleh karena itu, muncul berbagai teknik untuk 
mentransisikan IPv4 menjadi IPv6, salah satunya adalah configured tunnel. 
Dengan configured tunnel, suatu site IPv6 dapat berkomunikasi dengan site IPv6 
lain walaupun dipisahkan oleh infrastruktur yang hanya mendukung IPv4. 
1.2    Rumusan Masalah  
Dari latar belakang masalah yang telah penulis paparkan, maka penulis 
mencoba menginplementasi  network  IPv6 dengan menggunakan metode 
configured tunnel. Adapun beberapa rumusan permasalahan yang ada Transisi 
Network IPv4 Menjadi Network IPv6 yaitu : 
a) Bagaimana membuat IPv6 terminal terminal berkomunikasi dengan IPv4. 
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b) Bagaimana transportasi IPv6 melalui jaringan IPv4 sehingga IPv6 saling 
terkait melalui Internet berbasis IPv4 dapat berkomunikasi. 
c) Bagaimana melakukan proses transisi dari IPv4 ke IPv6 
d) Bagaimana melakukan Tunneling proses secara automatic dan 
terkonfigurasi 
e) Cara implementasikan configured tunnel pada Unmanaged Network 
1.3    Batasan Masalah  
Adapun ruang lingkup  yang akan dibahas dalam pembuatan aplikasi ini 
dengan batasan : 
a. Metode yang di terapkan adalah metode tunnel dan tidak menerapkan teknik 
dual stack, tapi hanya menjelaskan sekilas tentang dual stack 
b. Dalam penulisan makalah tidak menjelaskan mekanisme implementasi 
“Router-to-Router Tunneling” dan “Host-to-Router Tunneling”. 
c. Dalam buku ini tidak menjelaskan penerapan dalam keamanan jaringan 
internet maupun server menggunakan IP v6 
1.4 Tujuan Tugas Akhir 
 Tugas akhir ini bertujuan untuk agar mahasiswa dapat memahami, 
mendalami dan mengimplementasikan jaringan komputer berbasis IPv6 serta 
dapat melakukan transisi dari IPv4 ke IPv6 dengan menggunakan metode 
tunneling sehingga kita dapat membuka situs yang sudah berbasis IPv6. 
1.5 Metodologi Penyusunan Tugas Akhir 
 Pembuatan tugas akhir ini terbagi menjadi beberapa tahap pengerjaan yang 
tertera sebagai berikut : 
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1. Studi literatur 
  Mempelajari penggunaan teknologi IPv4 dan IPv6, sehingga dapat 
membandingkan perbedaan dari Internet Protokol tersebut.  
2. Pengumpulan dan analisa data 
  Pengumpulan data dilakukan dengan cara mengumpulkan data dari media 
massa serta pencarian data – data dari internet. Dari pengumpulan data tersebut 
kemudian dilakukan analisa data untuk melakukan transisi dari IPv4 ke IPv6 
dengan menggunakan metode Tunnel. 
3. Perancangan sistem 
 Perancangan sistem meliputi perancangan proses (usecase) dan 
perancangan antarmuka (interface). 
4. Uji coba dan evaluasi 
 Pada tahap ini dengan asumsi implementasi sudah selesai, selanjutnya 
dilakukan uji coba kebenaran berdasarkan tujuan pembuatan aplikasi tersebut 
dengan kondisi yang telah disiapkan. Kemudian hasil pengujian ini akan 
dievaluasi untuk menemukan kesalahan-kesalahan yang mungkin terjadi 
maupun kekurangan-kekurangan yang selanjutnya dapat dilakukan perbaikan 
dan penyempurnaan. 
1.6 Sistematika Penulisan 
 Pembahasan dalam tugas akhir ini akan dibagi menjadi beberapa bab 
sebagai berikut : 
BAB I  PENDAHULUAN 
Berisi penjelasan latar belakang, rumusan masalah, batasan 
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masalah, tujuan, metodologi, serta sistematika penulisan yang 
digunakan dalam pengerjaan tugas akhir ini. 
 
BAB II TINJAUAN PUSTAKA 
Berisi teori penunjang yang dapat mendukung pemahaman 
terhadap sistem, yaitu mengenai prinsip dan konsep serta teknologi 
yang diterapkan dalam sistem. 
 
BAB III   PERENCANAAN DAN IMPLEMENTASI 
memuat tutorial bagaimana mengimplementasikan IPv6 pada 
system operasi Linux 
 
BAB IV   IMPLEMENTASI IPV6  
berisi tentang implementasi IPv6 di jaringan UPN dengan 
menggunakan IPv6-in-IPv4. Implementasi Router IPv6 dengan 
menggunakan Tunneling. Implementasi DNS, Web, Mail, Proxy, 
FTP, SSH, IPsec dan Firewall pada protokol IPv6. 
 
BAB V   UJI COBA DAN EVALUASI 
Berisi penjelasan proses uji coba sistem ensiklopedi secara 
keseluruhan. 
 
BAB VI  PENUTUP 
Berisi kesimpulan dari seluruh proses pengerjaan tugas akhir 






Pada bagian ini akan dipaparkan tentang sumber-sumber literatur 
yang digunakan dalam pembuatan laporan ini. 
 
 
