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Abstract
Purpose of the article: The first part of  the article  shows summarised  information on  risk 











as progress  reports,  internal progress  report, a static  risk assessment card, Maximo  training 
documentation, a risk management plan and identified risk factors along with control plans.




Conclusions:  It  is  important  that  the  entire  risk management  process  is  standardizsed  and 
managed in an active manner. In the case study below, risk management was one of the success 
factors of the entire project.
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number  of  enterprises  (Knosala,  Łapuńka, 
2015). This  situation  forces  changes  in  the 
organisation  from  the  process  approach  to 
the project approach (Trocki, 2014). Under-
takings  are  no  longer  just  typical  activities 
that  may  be  related  to  the  construction  of 
new  infrastructure,  e.g.  ICT,  or  road  infra-
structure  (Basu,  2014;  Tabish,  Jha,  2012). 
More and more projects are innovative in na-
ture, which means that the product is a com-
mercialised  idea  (Ahmad,  Mallick,  Schro-
eder,  2013).  Projects whose final  result  are 
innovative products very often use  IT  tools 
aimed at supporting the project management 
process  (Bulwan,  Brittani,  2015). All  proj-
ects participants are familiar with for exam-
ple Microsoft  products  such  as  the  Office-
Suite,  communication  platform  SharePoint 
or MS  Project,  which  significantly  support 
and  facilitate  project  management  (Light-
foot, Beckett, 2010).
Also in the project entitled “Development 
and  implementation  of  an  innovative  and 





line  the  entire  project  management.  It  was 
not only decided  to use  the products of  the 




project  was  an  innovative  and  proprietary 
system for the management of teletechnical 
and  energy  infrastructure,  the  project  team 
willingly used technical facilities supporting 
the whole process of not only planning but 




the  case  study described below,  the project 











1.  Risk Management in IT projects
The  IT  project  according  to  Frączkowski 
(2003)  “is characterized by innovation, 
scope, risk, demand, human and material 
resources and the necessary time for imple-
mentation”.  Trzeciak  (2015)  believes  that 
every project also an IT venture is burdened 
with risk. He defines risk as the “probability 
degree of occurrence of an activity or pheno-
menon that may have a negative or positive 
impact on the course of the entire project. 
One of the most important characteristics 
of the risk is not only the possibility of es-
timating its probability, but also estimating 
of its impact on the entire project. Thanks 





venture  without  risk.  Zwikael, Ahn  (2011) 
perceive the risk in the project as “a measu-
re of the probability and effect of failure to 
achieve the project’s goals. At the same time, 
in the literature of the subject, attention is 
drawn to the fact that the risk concerns not 
only the threat or loss, but also the chance 
to achieve better results in the project, or/
and at its individual stages.”  ICB  (2009) 
defines risk management as “referring to the 
systematic use of principles, the approach 
and process of identifying risk assessment, 
and planning and implementing actions 
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addressing risk. As a result, we get an en-
vironment in which proactive decisions are 
made.”  Chapman, Ward  (2003)  define  risk 
management as a “management method that 
focuses on identifying and controlling areas 
or events that can lead to undesirable chan-
ges. It is an integral element of management 
based on a holistic approach to risk, i.e. risk 
is a collection of many different factors.”
Szczepaniak  (2013)  distinguishes  four 
steps  in  the process of  risk management  in 
projects,  which  include:  risk  identification, 









should be an  indication of  the  types of risk 
in the current undertaking. He recommends 
organising  at  least  one meeting  and prefer-
ably  several,  dedicated  project  risk  issues. 
In  this way,  it  is easy to make all members 
of the project team aware of the importance 
of  the risk identification phase. Karbownik, 
Wodarski  (2014)  believe  that  identification 







Figure 1.  Steps in the risk management process in the project. Source: Szczepaniak (2013).
























is  presented  by SPMP  (2009), which  treats 
this phase as one (without  the division pre-
sented by PMI). It refers to two factors that 
determine  the  entire  risk,  namely  the prob-
ability  of  occurrence  and  consequences  of 








probability  of  events  or  their  effects  (or 
both).  It  becomes  possible  by  changing 
one of the four key dimensions of the pro-












affect  the  probability,  but  they  reduce  the 
potential  effects.  Such  a  strategy  can  be 





















1.  The  risk  is  variable  –  the  likelihood  of 
occurrence  of  threats  and  their  conse-
quences may change with time.





The  risk  is  dynamic,  as  Pawlak  (2006) 
claims.  It  should be borne  in mind  that  the 
risk (level of risk) will change during the im-
plementation of the project.
2.   Risk management in the 
implementation project dedicated to 
the management of teletechnical and 
energy infrastructure of the application
In  the  implementation  project  dedicated  to 
the  management  of  teletechnical  and  ener-
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gy  infrastructure  of  applications,  AIUT  as 
a general contractor  faced many challenges 
in  terms  of  project  risk  management.  Due 
to  this,  it was necessary to manage the risk 
not  only of  the members  of  the AIUT pro-
ject team, who in addition were dispersed in 
three locations, but also three teams of sub-
contractors.  In  the planning phase,  the pro-
ject manager, together with the project team, 
developed  a  risk  management  plan,  while 
appointing  a  person  to  serve  as  the  project 
risk manager. Risk management  tools  have 
also  been  defined.  The  risk  management 




specific  phase.  The  risk  management  plan 
also predicted that periodic meetings of  the 




the  chairmanship  of  the  risk  manager  and 
were later subject to qualitative and quantita-
tive assessment. In the next steps, the person 








ject,  the  leading  tool  for  risk  management 
was a static risk assessment card (SRAC). In 
















risk  factor  and will  be  assessed  on  a  scale 
of  1–100, where  the 1–30  range will mean 
a low risk, which is marked in green and the 
letter  “M”,  range  31–80 will  be marked  as 







where  the  range  1–30  meant  low  risk  and 
was marked in green and the letter “M”, in-
terval 31–80 meant the average risk and was 










Figure 2.  A model of a static risk assessment card used in the AZTiE project. Source: Author’s own study.
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and the client was also  the necessity of pe-
riodically  reporting  the  progress  of  design 




















prepared  periodically  and  transmitted  to 
the  client,  also  a  system of  internal  reports 
was  very  developed.  Each  member  of  the 
project team weekly filled in the report pro-
gress of  the work entrusted  to  them,  report 
in the form of MS Excel was placed on the 
MS  SharePoint  platform,  to which  everyo-
ne had free access. For the project manager, 
such a solution was so simple that one mem-
ber of  the project  team had a  report  at  one 




performed  during  the  week  ended,  what  is 
the state of progress of these works, the ex-
pected end and information whether support 





report  placed  on  the AIUT  SharePoint  site 
(Figure 4).
Figure 3.  Progress report sent periodically to the customer. Source: Author’s own study.
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AIUT also used the system offered by the 
American  IT  industry  tycoon  to  manage 
work  in  order  to  better  control  the  imple-
mentation of  the  schedule. This application 
is part of  the Enterprise Asset Management 







member of  the project  team;  the supervisor 
was defined whose task was to take back the 





A member of  the project  team,  through  the 
inclusion of a timer, and after the completion 
of work, turning off the time counter, recor-











to  interested  parties.  The  record  in  the  SR 
was made by sending an email from the MS 
Outlook application and entering the subject 








One  of  the  basic  risk  management  tools 

















to  the defined  tasks. Subsequently,  the pro-
ject team attributed resources to tasks in the 
Figure 4.  Example of the report used in the AZTiE project. Source: Author’s own study.




competence  and  skills,  and  taking  care  not 
to  overload  the  particular  person  assigning 
them too many tasks to be implemented. The 
schedule prepared in this way was approved 





















These  meetings  during  the  implementation 
of  the AZTiE were periodical,  taking place 
every Monday. Their goal was to briefly su-




or  how  to  avoid  them. Although  this  tech-
nique  is  characterised by considerable  sim-
plicity, it worked very well during the entire 
AZTiE project.
3.  Risk factors in the AZTiE project
Risk factors in the AZTiE project were divi-
ded  into  six  groups:  organisational,  techni-
cal, technological, external, internal and for-
mal-legal. Already  at  the  stage  of  planning 
the entire project, the project team under the 
supervision  of  the  risk  manager  identified 




because  they  were  not  yet  associated  with 
the implementation of the entire project. The 
entire difficulty for the project team together 
with  the  project manager  and  the  risk ma-
nager  consisted  in  the  fact  that  each of  the 
identified risk factors had to be analysed and 
Figure 5.  Sample SR in the AZTiE project. Source: Author’s own study.
Artur Biskupek: Risk Management in IT Projects – Case Study
29
estimated,  taking  into  account  its  possible 
impact  on  the  undertaking.  Once  the  risk 
factor materialised,  the project  team had  to 
be able to manage it in such a way as to mini-
Table 1.  Risk factors from the technology group in the AZTiE project.


















Source: Author’s own study.
Table 2.  Risk factors from the organizational group in the AZTiE project.




















Source: Author’s own study.
Table 3.  Internal risk factors in the AZTiE project.






















Source: Author’s own study.




the  examples of  risk  factors  from  the  tech-
nological group (only selected elements are 




was  the  organisational  group.  The  table 
(Table  2)  presents  several  of  the  identified 
factors in the project belonging to this group.






the  team  implementing  the  AZTiE  project 
Table 4.  External risk factors in the AZTiE project.
























Source: Author’s own study.
Table 5.  Risk factors from the formal and legal group in the AZTiE project.


























Source: Author’s own study.






The  penultimate  group  of  risk  factors  to 
which risk factors were assigned was a group 
of  formal  and  legal  risk  factors.  The  table 
below  (Table  5)  presents  an  excerpt  from 
factors assigned to this group by the project 
team together with the risk manager.
The  last  group  of  risk  factors  defined  by 
the  project  team  together  with  the  project 
manager in the AZTiE project is a technical 







(Wachala,  2007),  which  is  why  this  article 
consists of two parts. The first one presents 
the theoretical approach to management and 
was  developed  on  the  basis  of  a  literature 
study in the field of project management and 






carried  out  and  numerous  interviews  were 
conducted  with  project  team members  and 
project manager as well as risk manager. The 
above  described  case  study  of  the  AZTiE 




innovation,  such  as  the AZTiE  venture,  do 
not  underestimate  the  risk  in  any way,  but 





When  analysing  the  case  study  described 
above,  it should be noted that  the approach 
to risk management in this undertaking was 
very  methodical,  owing  to  which  it  turned 
out to be one of the pillars of the success of 
this  undertaking.  Also,  it  should  be  noted 
that there is no one universal method deve-
loped  in  advance  that  is  ideal  for  any  pro-
ject. In order to guarantee the success of the 
project, you should use a number of methods 
and  sometimes  even  create  your  own. This 
Table 6.  Risk factors from technical group in the AZTiE project.























Source: Author’s own study.
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approach was  used  by  the  project manager 
and the risk manager.
After  analysing  the  entire  risk  manage-
ment process in an enterprise, the following 
conclusions can be made:
1.  The  project  was  planned  using  the APF 
methodology and using MS Project and 
EAM applications as tools.







5.  The  approach  to  risk  management  was 
methodical and planned.
6. Risks  should  be  managed  actively.  You 
should not ignore risk management.
7.  The  project  manager  together  with  the 




























Ahmad,  S.,  Mallick,  D.  N.,  Schroeder,  R.  G. 
(2013).  New  Product  Development:  Impact  of 
Project Characteristics  and Development  Practices 
on  Performance.  Journal of Product Innovation 
Management, 30(2), pp. 331–348.
Basu, R.  (2014). Managing quality  in projects: An 
empirical  study.  International Journal of Project 
Management, 32(1), pp. 178–187.
Biskupek, A., Spalek, S. (2016). Risk management 
in  IT  infrastructure projects on  the example of  the 
Lower  Silesian  skeleton  network.  XIX Innovation 
in the Management and Production Engineering 
Conference, Zakopane, pp. 13–24.
Bulwan,  J.,  Brittani,  A.  (2015).  Komputerowe 
wspomaganie  zarządzania  projektami  [Computer 
aided  project  management].  High-speed Crawler 
Vehicles, 38(3), pp. 35–40.
Burk,  R.  (1999).  Project management. Planning 
and Control Techniques. John Wiley & Sons LTD, 
Chichester, New York, 374 pp.
Chapman,  C.,  Ward,  S.  (2003).  Transforming 
project  risk  management  into  project  uncertainty 
management. International Journal of Project 
Management, 21, pp. 97–105.
Förster,  C.  (2008).  Risikomanagement in Web-
Projekten [Risk  management  in  Web-Projekts]. 
Technical University of Munich, Munich, 278 pp.






Karbownik, A., Wodarski,  K.  (2014).  Zarządzanie 
ryzykiem  projektu  w  uczelni  [Project  risk 
management  at  the  university].  Scientific Journal 
of the Silesian University of Technology,  70,  pp. 
189–202.
Knosala,  R.,  Łapuńka,  I.  (2015).  Operacyjne 
zarządzanie projektami [Operational project 





project  risk management.  International Journal of 
Project Management, 28(3), pp. 245–255.
Lightfoot,  J.,  Beckett,  C.  (2010).  Microsoft 
SharePoint 2010 PL, Practical approach.  Helion, 
242 pp.
Magdoń, M.,  Tchórzewski,  S.  (2014). Jakościowa 
analiza ryzyka w projektach sektora prywatnego 
[Qualitative risk analysis in private sector projects]. 
Scientific Journal of the Silesian University of 
Technology, 70, pp. 261–272.
Management  of  Risk  (2007).  Guidance for 
Practitioners.  Office  of  Government  Commerce, 
Crown, 184 pp.
Martin,  J.  E.,  Heaulme,  P.  F.  (1998).  Risk 
Management:  Techniques  for  Managing  Project 
Risk. Field Guide to Project Management, pp. 162–
182.
Pawlak, M. (2006). Zarządzanie projektami [Project 
Management].  Wydawnictwo  Nauowe  PWN, 
Warsaw, 276 pp.
PMI  (2013). A Guide to the Project Management 
Body of Knowledge, 5th ed.  Project  Management 
Institute, 541 pp.
Pritchard, C. L. (2001). Risk Management, Concepts 
and Guidance, ESI International, 346 pp.
SPMP  (2009).  Zarządzanie projektami podręcznik 
[Project management manual]. Project Management 
Association Poland, Cracow, 330 pp.
Szczepaniak,  W.  (2013).  Zarządzanie ryzykiem w 
projekcie współfinansowanym z Unii Europejskiej w 
szkole wyższej [Risk management  in  a  project  co-
financed  from  the European Union  in a university, 
Finance,  Financial  Markets,  Insurance]. Scientific 









Trzeciak,  M.  (2015).  Znaczenie  interesariuszy  w 
zarządzaniu ryzykiem w fazie planowania projektu 
[The importance of stakeholders in risk management 
in the project planning phase]. Scientific Journal of 
the Silesian University of Technology, 86, pp. 399–
410.
Wachala,  M.  (2007).  Metodyczne  aspekty 
zarządzania ryzykiem projektu [Methodical aspects 
of  project  risk management].  Scientific Journal of 
the Cracow University of Economics, 753, pp. 253–
265.
Wysocki,  R.  K.  (2011).  Effective Project 
Management: Traditional, Agile, Extreme.  John 
Wiley & Sons, 532 pp.
Zwikael,  O.,  Ahn,  M.  (2011).  The  Effectiveness 
of Risk Management: An Analysis of Project Risk 
Planning  Across  Industries  and  Countries. Risk 
Analysis, 31(1), pp. 25–37.
Received: 15. 7. 2018
Reviewed: 12. 11. 2018
Accepted: 27. 12. 2018
Artur Biskupek, Mgr lic.
Silesian University of Technology
Faculty of Organization and Management
Department ofAdministration and 
Management
ul. Roosevelta 26, 41–823 Zabrze
Poland
Phone: +48 604 531 933
E-mail: artur.biskupek@gmail.com
34
