Proposal of Backup Data for a Municipality Trutnov by Elhenický, Jan
VYSOKÉ UČENÍ TECHNICKÉ V BRNĚ
BRNO UNIVERSITY OF TECHNOLOGY
FAKULTA PODNIKATELSKÁ
ÚSTAV INFORMATIKY
FACULTY OF BUSINESS AND MANAGEMENT
INSTITUTE OF INFORMATICS
NÁVRH ZÁLOHOVÁNÍ DAT PRO MĚSTSKÝ ÚŘAD
TRUTNOV
PROPOSAL OF BACKUP DATA FOR A MUNICIPALITY TRUTNOV
BAKALÁŘSKÁ PRÁCE
BACHELOR'S THESIS
AUTOR PRÁCE JAN ELHENICKÝ
AUTHOR
VEDOUCÍ PRÁCE Ing. JIŘÍ KŘÍŽ, Ph.D.
SUPERVISOR
BRNO 2012
Vysoké učení technické v Brně Akademický rok: 2011/2012
Fakulta podnikatelská Ústav informatiky
ZADÁNÍ BAKALÁŘSKÉ PRÁCE
Elhenický Jan
Manažerská informatika (6209R021) 
Ředitel ústavu Vám v souladu se zákonem č.111/1998 o vysokých školách, Studijním a
zkušebním řádem VUT v Brně a Směrnicí děkana pro realizaci bakalářských a magisterských
studijních programů zadává bakalářskou práci s názvem:
Návrh zálohování dat pro Městský úřad Trutnov
v anglickém jazyce:
Proposal of Backup Data for a Municipality Trutnov
Pokyny pro vypracování:
Úvod
Vymezení problému a cíle práce
Teoretická východiska práce
Analýza problému a současné situace
Vlastní návrhy řešení, přínos návrhů řešení
Závěr
Seznam použité literatury
Přílohy
Podle § 60 zákona č. 121/2000 Sb. (autorský zákon) v platném znění, je tato práce "Školním dílem". Využití této
práce se řídí právním režimem autorského zákona. Citace povoluje Fakulta podnikatelská Vysokého učení
technického v Brně.
Seznam odborné literatury:
GÁLA, L.; POUR, J.; TOMAN, P.  Podniková informatika. Praha : Grada Publishing, a.s., 2006.
484 s. ISBN 80-247-1278-4.
PECINOVSKÝ, J. Archivace a komprimace dat: jak zálohovat data, jak komprimovat soubory
WinRAR, WinZip, WinAce, Windows a nástroje komprese dat, jak archivovat data ve Windows.
Praha : Grada Publishing, a.s., 2003. 116 s. ISBN 8024706598.
PRESTON, W. C.  Backup & recovery. USA : O\'Reilly Media, Inc., 2007. 729 s. ISBN
0596102461.
RAIS, K.  Řízení rizik ve firmách a jiných organizacích. Praha : Grada Publishing a.s., 2006. 296
s. ISBN 8024716674.
Vedoucí bakalářské práce: Ing. Jiří Kříž, Ph.D.
Termín odevzdání bakalářské práce je stanoven časovým plánem akademického roku 2011/2012.
L.S.
_______________________________ _______________________________
Ing. Jiří Kříž, Ph.D. doc. RNDr. Anna Putnová, Ph.D., MBA
Ředitel ústavu Děkan fakulty
V Brně, dne 21.05.2012
  
 
  
Abstrakt 
Tato bakalářská práce se zabývá problematikou zálohování dat v reálném 
prostředí Městského úřadu v Trutnově. Součástí práce je analýza současného stavu a 
návrh zlepšení.  
 
Abstract 
The presented bachelor's thesis analyses problems of backup data in the factual 
environment of municipality Trutnov. This thesis contains analysis of current state and 
suggested improvements. 
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Úvod 
 
Předložená bakalářská práce se zabývá problematikou zálohování dat. Cílem této 
bakalářské práce je návrh optimálního procesu zálohování pro Městský úřad                  
v Trutnově.  
 
Zálohování dat je jedním z prostředků ochrany dat. Jestliže soubory dat 
zálohujeme, o svá data kvůli havárii, poruše nebo chybě lidského faktoru nepřijdeme a 
budeme je schopni ze zálohy obnovit. Důležitá je volba vybavení pro zálohování dat, 
záleží nejen na objemu dat, na požadované rychlosti zálohy a obnovy dat, ale i na riziku 
hrozícím při jejich ztrátě.  
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Cíle práce 
 
Cílem práce je navržení optimální varianty zálohování dat. Stanovení nejlepšího 
způsobu zálohování bude vycházet z analýzy současné situace a mělo by vést ke 
zlepšení procesu zálohování dat, k vyšší bezpečnosti dat a v neposlední řadě také 
k usnadnění činnosti IT pracovníků při práci se zálohovanými daty.  
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1 Teoretická východiska 
 
Kapitola popisuje základní a obecně známé pojmy a principy z oblasti 
zálohování dat, ze kterých je vycházeno v dalších částech této práce. 
 
1.1 Zálohování 
 
„Zálohování je mechanismus, při kterém jsou vybraná data (nemusí být tedy 
všechna) ukládána na jiné médium“ (2, s. 61). 
Z toho vyplývá, že v případě katastrofy nebo selhání původního média máme 
možnost obnovení ze zálohy. Přičemž musíme vědět, že při jakékoliv obnově vždy část 
dat ztratíme – minimálně tu vytvořenou od poslední zálohy. Při zálohování se tedy 
snažíme o co nejčastější a pravidelné zálohování. K těmto účelům můžeme použít 
systémy pro automatizované zálohování, které zálohují potřebná data a případně je 
zašifrují (2). 
 
1.2 Typy záloh   
 
V  podkapitole jsou popsány strukturované metody zálohování a jejich rozdělení: 
 
 Plná záloha (full backup) 
U plné zálohy jsou zálohovány všechny zvolené soubory a současně je u nich 
odstraněn atribut archiv. Ten slouží k rozpoznání, zda je soubor zálohován nebo není. 
Při změně obsahu souboru je atribut archiv znovu nastaven. Plná záloha bývá 
předstupněm k provedení záloh rozdílových a inkrementálních (14). 
 Inkrementální záloha (incremental backup) 
U tohoto typu zálohy se zálohují pouze soubory s nastaveným atributem archiv, 
po zálohování je atribut odstraněn. To znamená, že se zálohují pouze soubory, které se 
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změnily od poslední plné zálohy. Tento typ zálohování je podstatně kratší než plná 
záloha, a proto se většinou používá pro zálohování během týdne. V případě havárie však 
pouze inkrementální záloha nestačí, pro obnovu dat potřebujeme zálohu plnou a k ní 
nashromážděné zálohy inkrementální. Inkrementální zálohy jsou sice rychlejší na 
vytvoření, ale v případě obnovy to trvá déle vzhledem k tomu, že se obnovuje z více sad 
záloh (14). 
 Rozdílová záloha (diferential backup) 
Při použití tohoto typu zálohy, jsou zálohovány pouze soubory s nastaveným 
atributem archiv, přičemž tento atribut u nich není po zálohování odstraněn. Zálohují se 
tak tedy pouze změněné soubory. Záloha trvá opět kratší dobu než plná záloha a stejně 
jako v případě inkrementální nestačí pouze rozdílová záloha k obnovení. Vždy musí být 
použita plná záloha a k ní záloha rozdílová. Z toho vyplývá, že rozdílové a 
inkrementální zálohy jsou z pohledu doby vytvoření stejně rychlé. Když ale srovnáme 
časy obnovy, je rozdílová záloha rychlejší, protože máme pouze jednu rozdílovou (např. 
za celý týden) (14). 
 
1.3 Média používaná pro zálohování 
 
Níže jsou popsána běžně používaná média pro zálohování dat, kterými jsou 
v první řadě pásky pro svou dlouholetou tradici v zálohování a pevné disky. 
 
1.3.1 Magnetické pásky  
 
Magnetické páskové kazety jsou médii pro zálohování. Jako původní typ médií 
pro zálohování za sebou mají dlouhou historii. Z médií, která jsou k dispozici, jsou na 
dané použití nejlépe připravené. Magnetická páska nebo jen páska nebo kazeta je 
obvykle vyrobena z odolného plastu. Ten obsahuje jeden nebo více válců z flexibilního 
plastu, který byl napuštěn materiálem, jenž bude držet magnetický zápis. Páskové 
kazety jsou vyráběny v různých formátech a každý formát má různé vlastnosti, které 
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splňují různé fyzické a zálohovací charakteristiky, potřebné pro úložiště. A to z hlediska 
množství uložených dat, životnosti média a nákladů na provoz. Každá kazeta má tedy 
odlišné schopnosti a vlastnosti i různé rychlosti. Jednotlivé typy pásek se mění 
s vývojem, nicméně dva formáty jsou nejčastější (7): 
Digital Linear Tape (DLT) 
Je nejstarším z páskových produktů. Původně byl navržen a realizován 
DEC v roce 1984. DLT zavedlo první opravdu kompaktní pásku pro otevřené 
systémy. DLT připojení je omezeno na tradiční SCSI, a je omezena na 300GB 
nativní kapacity a 160MB/s v rychlosti přenosu. V současnosti se DLT pásky 
vyskytují v prostředí, kde není vyžadováno zálohování větší kapacity (7). 
Linear Tape Open (LTO) 
Byl navržen a vytvořen jako vývoj a alternativa k DLT a byl zamýšlen 
tak, aby poskytoval společnou platformu pro páskové zálohy. Seagate, IBM a 
HP byli původní iniciátoři konsorcia LTO, kteří provedli počáteční vývoj a 
udržují licencování a zachování této technologie. Teoreticky to mělo přinést 
standardní pásky, které by mohli používat všichni výrobci, ovšem původní 
formáty měly značné problémy s kompatibilitou (7). 
 
1.3.2 Pevné disky (HDD)   
 
Disky jsou nejoblíbenější paměťová média používaná v moderních počítačích 
pro ukládání a opětovné čtení dat. Disky podporují rychlý přístup k datům, které na nich 
mohou být náhodně rozmístěné. Kromě toho disky mají velkou kapacitu a při zapojení 
do diskového pole s více disky získáme ještě vyšší kapacitu a výkon (7). 
Disky používají rychle se pohybující rameno s hlavičkou, které čte a zapisuje 
data na plotnu, která je potažena magnetickými částicemi. Data jsou přenášena z plotny 
přes hlavičku do počítače a mohou být vymazána a znovu zaznamenána na disk 
s libovolným počtem opakování (11). 
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U disků rozlišujeme rozhraní (PATA, SATA, SCSI), velikost (2,5“ a 3,5“), 
přístupovou dobu (v ms), rychlost otáček (v ot./min), velikost disku (v GB nebo TB), 
počet ploten a hlav (5). 
Rozhraní: 
PATA (paralel ATA) – přenosová rychlost: 33 – 133 MB/s dle módu 
SATA (serial ATA) – přenosová rychlost: 150 – 600 MB/s dle módu 
SCSI -  přenosová rychlost: 5 – 640 MB/s dle módu (11). 
 
1.4 Typy rotací záloh  
 
1.4.1 Round Robin 
Jedná se o nejjednodušší schéma rotací záloh, ve kterém pro každý den 
pracovního týdne, kdy chceme zálohovat, použijeme jednu pásku. Pásky jsou tedy 
označeny jednotlivými dny od pondělí do pátku. Každý den se na pásku se shodným 
názvem provede plná záloha všech dat, které se mají zálohovat. Tímto způsobem máme 
možnost získat jeden týden stará data pro obnovu při havárii.  Toto schéma rotací se 
hodí spíše v menších společnostech, kde je možné a potřebné provádět každý den plnou 
zálohu a možnost obnovy jeden týden je dostačující. Pro využití tohoto schématu se 
hodí buď použití páskové mechaniky, nebo NAS zařízení s virtuální diskovou 
knihovnou (14).   
 
1.4.2 Grandfather-Father-Son (GFS) 
Jedná se o nejběžněji používané schéma pro zálohování. Zálohy jsou rozděleny 
na denní (Son), týdenní (Father) a měsíční (Grandfather).  Čtyři zálohovací média (Son) 
jsou označena dny od pondělí do čtvrtka a na ně probíhají inkrementální zálohy a jsou 
přepisována v každém týdnu. Další skupinou jsou media (Father), na která se vytvářejí 
týdenní zálohy. Na tato média se v pátek provede plná záloha za celý týden. Poslední 
skupinou médií je Grandfather, na nějž se zapisují data podle potřeby (od jednoho do 
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třech měsíců se provede plná záloha). Toto schéma je libovolně upravitelné pro potřeby 
jednotlivých podniků. Délka možnosti obnovy dat a jejich archivace záleží na množství 
použitých médií (14). 
 
1.4.3 Hanojská věž 
Schéma vychází z čínské logické hry, kde je účelem přesunout pět kotoučů 
z jednoho kůlu na některý další, a to s minimálním počtem tahů, za podmínek nemít 
v ruce více než jeden kotouč a nedat větší kotouč na menší. Je dokázáno, že nejmenším 
počtem táhů je 31. Pro toto schéma se obvykle používá pět setů medií (14). 
1. Použité každý jiný den 
2. Použité každý čtvrtý den 
3. Použité každý osmý den 
4. a  5. Použity střídavě každý šestnáctý den 
Toto schéma je vcelku složité na manuální správu, a proto se používá většinou za 
pomoci zálohovacího softwaru, který umožňuje plánování záloh a za použití páskového 
autoloaderu (14). 
 
1.5 Disk-to-tape (D2T)    
 
Tento konvenční režim zálohování probíhá ze zdroje rovnou na pásku, jak již 
napovídá sám název. Býval dříve standardem, ale v dnešní době naráží na řadu 
omezení. Jde o to, že v tomto režimu migrují data ze zdroje přímo na páskovou 
mechaniku nebo knihovnu. To znamená, že nemůže být využit plný potenciál dnešních 
páskových mechanik nebo knihoven. Protože pásková mechanika se neumí přizpůsobit 
datovému toku, potřebuje minimální datový tok ke korektnímu fungování. Existují 
situace, kdy zdroj, zálohovací SW, servery, infrastruktura nepracují dostatečnou 
rychlostí pro plné využití potenciálu mechaniky (19). 
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1.6 Disk-to-disk-to-tape (D2D2T)  
 
 Jedná se o dvoustupňové zálohování, jak je již patrné z názvu disk-to-disk-to-
tape. Prvně záloha probíhá do diskového pole a následně je klonována na pásku. Oproti 
konvenčnímu způsobu zálohováni D2T řeší způsob D2D2T řadu nevýhod, jako je 
zkrácení zálohovacího okna, využití páskové mechaniky v plné šíři její rychlosti a 
hlavně zde dochází k duplicitě dat a tím se zvětšuje bezpečnost (19). 
 
 
Obrázek č. 1: Schéma D2D2T (Zdroj: 19) 
 
1.7 RAID pole  
 
Technologie diskových polí RAID (Redundant Array of Inexpensive Disks) 
umožňuje spojit několik fyzických pevných disků tak, aby se pro operační systém 
tvářily jako jeden disk. Máme na výběr z několika možností RAID (11). 
 
RAID 0 
V konfiguraci RAID 0 jsou data rozložena na všech discích v poli. Je tedy 
využívána plná kapacita disků pole. Této metodě RAID se také říká STRIP nebo 
STRIPPING (strip = proužek), protože řadič zapisuje data střídavě na jednotlivé disky. 
  
18 
  
Chceme-li údaje číst, jsou jednotlivé proužky dat zase dány dohromady. RAID 0 pole 
vznikne při zapojení dvou a více disků dohromady. Na obrázku vidíme Pole RAID 0, 
kde jsou data rozložena na pět disků. Ve zmiňované metodě platí, čím víc disků tím 
větší výkon, protože můžeme zapisovat více dat současně. RAID 0 se používá na 
místech, kde je vyžadována vysoká rychlost a kapacita. Tento typ RAID totiž 
neposkytuje žádnou ochranu dat v případě selhání disku. Při selhání disku přijdeme o 
všechna data (11). 
 
Obrázek č. 2: RAID 0 (Zdroj: upraveno dle 11, s. 58) 
 
RAID 1 
Konfigurace pole využívá tzv. mirroring = zrcadlení, to znamená, že data jsou 
zrcadlena a tím je zlepšena odolnost proti chybám. RAID 1 se musí skládat nejméně ze 
dvou pevných disků, každý zápis je proveden vždy na oba disky. V případě selhání 
jednoho disku máme k dispozici data na druhém. Uvedený typ se používá na místech, 
kde nám jde o bezpečnost dat. Rychlost zapisování dat odpovídá rychlosti jednoho 
disku, ale výsledná bezpečnost roste s použitím více disků (11). 
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Obrázek č. 3: RAID 1 (Zdroj: upraveno dle 11, s. 58) 
RAID 1 + 0 
Většina datových center vyžaduje redundanci dat a vysoký výkon jejich RAID 
pole, proto se kombinuje výkon RAID 0 s bezpečností RAID 1, těmto polím se někdy 
říká RAID 10. Základním prvkem je RAID 1, což znamená, že nejprve jsou data 
zrcadlena a poté podle RAID 0 rozložena disky (11). 
 
Obrázek č. 4: RAID 10 (Zdroj: upraveno dle 11, s. 60) 
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RAID 3 
RAID3 používá stripping pro vysoký výkon a tzv. paritní disk pro kontrolní 
součty při závadě. V tomto poli jsou paritní informace uloženy na samostatném disku, 
takže data mohou být rekonstruována, pokud disk selže. Na obrázku je vidět příklad pěti 
disků, přičemž čtyři jsou použity pro data a jeden disk se používá jako paritní. Proto 
potřebujeme 1,25krát větší prostor, než je velikost datových disků. Tento typ RAID 
funguje paralelně (11). 
 
Obrázek č. 5: RAID 3 (Zdroj: upraveno dle 11, s. 61) 
 
RAID 4  
Podobně jako RAID 3 tak i RAID 4 používá stripping pro vysoký výkon a paritu 
pro lepší bezpečnost. Data jsou rozložena na všechny disky v poli kromě paritního. 
Paritní informace jsou uloženy na samostatném disku, takže data mohou být obnovena, 
pokud nějaký disk selže. Na rozdíl od RAID 3 mohou být datové disky v RAID 4  
přístupná samostatně tak, že určité datové prvky je možné číst a zapisovat na jednom 
disku bez čtení nebo zápisu celého pruhu. RAID 4 poskytuje dobrou propustnost při 
čtení a přiměřenou propustnost při zápisu (11). 
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RAID 5 
RAID 5 je velmi univerzální implementace RAID. Je podobná RAID 4, protože 
používá stripping a jednotlivé disky jsou samostatně přístupné, ale rozdíl mezi nimi je 
v umístění parity. V RAID 4 je parita zapisována na samostatný disk, oproti tomu 
v RAID 5 je parita distribuována na všech discích v poli. Distribuce parity překonává 
sníženou propustnost při zápisu (11). 
 
 
Obrázek č. 6: RAID 5 (upraveno dle 11, s. 62)Obrázek č. 7: RAID 6 (upraveno dle 11, s. 63) 
 
RAID 6  
RAID 6 funguje stejným způsobem jako RAID 5 s tou výjimkou, že RAID 6 
používá dva paritní disky, což umožňuje obnovení dat v případě výpadku dvou disků 
pole. Proto RAID 6 vyžaduje použití nejméně čtyř disků. RAID 6 distribuuje paritu na 
všechny disky v poli.  RAID 5 je rychlejší než RAID 6, ale RAID 6 je bezpečnější (11). 
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1.8 Ochrana a zpracování dat  
 
V následující části jsou popsány metody, které zvyšují bezpečnost zálohovaných 
dat nebo případně snižují nároky na kapacitu diskového pole. 
 
1.8.1 Duplikace  
 
Zajímavou možností pro ochranu dat je duplikování jejich nosičů. 
Pravděpodobnost, že dojde k souběžné poruše dvou disků je sice malá, ale existuje. 
Snížit tuto pravděpodobnost můžeme tím, že umístíme disky daleko od sebe, čímž 
snížíme vliv přírodních katastrof (2). 
Samozřejmostí musí být ukládání na oba nosiče současně, na obou nosičích pak 
musí být aplikována stejná ochrana proti všem nebezpečím. V případě uložení disků 
geograficky daleko od sebe musí být zajištěna bezpečná cesta pro zálohu a obnovu dat 
pro oba nosiče (2). 
 
1.8.2 Deduplikace 
   
Je metoda eliminace redundantních dat. Principem je, že deduplikační 
algoritmus si rozdělí jednotlivé soubory na bloky a nad těmito bloky provede výpočet 
unikátních identifikátorů popisujících každý jeden blok. Při výskytu existujícího bloku 
v průběhu zálohování se nepřenáší ze zdroje znovu a ani se nijak neukládá – je pouze 
nahrazen odkazem na již existující blok v úložišti (13). 
 
1.8.3 Šifrování  
 
Úkolem šifrování je změnit data tak, aby nemohla být přečtena neoprávněnou 
osobou. Šifrování nám tedy zajišťuje důvěrnost dat (2). 
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2 Analýza současného stavu 
 
V úvodní části své práce se budu věnovat popisu prostředí, vybavení a 
současnému systému zálohování na Městském úřadě v Trutnově. 
 
2.1 Analýza prostředí 
 
Městský úřad Trutnov je orgánem veřejné správy. V současné době má zhruba 
220 zaměstnanců, číslo není přesné, jelikož dochází k drobným restrukturalizacím. 
Městský úřad v Trutnově je rozdělen na několik odborů a ty mají ještě své vlastní 
členění: 
 
 
 
 
 
 
 
 
Obrázek č. 8: Odbory Městského úřadu Trutnov (Zdroj: převzato z 17) 
 
 Odbor výstavby 
o Oddělení: územního řízení a stavebního řádu, silničního hospodářství a 
dopravy, památkové péče 
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 Interní audit 
 Finanční odbor 
o Oddělení: účtárny, rozpočtu a veřejnoprávní kontroly, daní a polatků 
 Kanceláře Městského úřadu 
o Oddělení: sekretariátu vedení, pro styk s veřejností, informační recepce, 
informatiky, personální a mzdové, krizové řízení, správy budov 
 Majetkový odbor 
o Oddělení: bytových a nebytových prostor, pozemků, evidence a správy 
majetku, realitní, ochrany majetku a osob 
 Odbor sociálních věcí 
o Oddělení: sociální péče a služeb, sociálně-právní ochrany dětí a sociální 
prevence, školství a zdravotnictví 
 Odbor správní 
o Oddělení: právní, přestupků a stížností, matriky a evidence obyvatel, 
občanských průkazů a cestovních dokladů, dopravně správních agend, 
řidičských průkazů 
 Rozvoj města 
o Oddělení: územního plánování a regionálního rozvoje, investic 
 Živnostenský odbor 
o Oddělení: registrace, kontroly 
 Životní prostředí 
o Oddělení: ochrany krajiny, ochrany prostředí a vodního hospodářství 
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Městský úřad v Trutnově vykonává veřejnou správu, což je služba veřejnosti. 
Veřejná správa se dělí na samosprávu (výkon zajišťují odbory - majetkový, rozvoj 
města, správní, sociálních věcí, finanční, interní audit a kancelář městského úřadu), do 
které patří: 
 rozvoj obce 
 péče o potřeby občanů 
 ochrana veřejného zájmu 
 investice, veřejné zakázky 
 správa obecního majetku 
 údržba obce a obecního majetku 
 obecní byty 
 místní doprava 
 vzdělávací aktivity 
 veřejný pořádek, řešení přestupků 
 povodňová ochrana 
 ochrana obyvatelstva, krizové řízení 
 územní plánování 
 odpadové hospodářství 
 realizace a údržba veřejné zeleně 
 zimní údržba 
 odpadní vody 
 spolupráce a podpora neziskového sektoru 
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 spolupráce s ostatními obcemi 
 kultura, sport 
 památková péče 
 
a státní správu (výkon zajišťují odbory – životní prostředí, živnostenský, výstavby, 
správní), jež tvoří: 
 správa státního majetku  
 ochrana práv a zájmů státu v oblasti životního prostředí, živnostenského 
podnikání, v oblasti stavebního zákona,   
 zajišťuje povinnosti státu vůči občanům v oblasti matričních evidencí, v oblasti 
vydávání průkazů totožnosti, cestovních dokladů, řidičských oprávnění, 
evidence vozidel, v rámci CZECHPOINT vydává výpisy z centrálních registrů 
(z katastru nemovitostí, z rejstříku trestů, z obchodního rejstříku, 
z živnostenského rejstříku) a zajišťuje zřízení a evidenci datových stránek. 
 
2.2 Síť 
 
Poskytovatelem služby připojení k internetu je společnost GTS Novera, která 
Městskému úřadu v Trutnově poskytuje linku o garantované kapacitě 8Mb. Síť je po 
úřadě vedena kabeláží s použitím aktivních i pasivních prvků sítí. Aktivní prvky tvoří 
hlavně routery a switche. V každé kanceláři a zasedacích místnostech úřadu se nachází 
zásuvka pro připojení k síti. Kromě kabelového připojení úřad používá na chodbách a 
v zasedacích místnostech bezdrátové připojení Wi-Fi. Další síťovou linkou, ale jen pro 
odbory, které toto připojení potřebují, je linka Ministerstva vnitra ČR a Ministerstva 
práce a sociálních věcí (tyto linky potřebují např. matrika, vydávání občanských 
průkazů a pasů). Zaměstnanci i vedení úřadu pro práci mohou využívat služeb intranetu. 
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2.3 Hardwarové vybavení 
 
Počítače 
Jedná se o pracovní stanice od společnosti HP, kde každý zaměstnanec má svůj 
vlastní počítač s  LCD displejem a dále má k dispozici laserové tiskárny, scannery a 
kopírovací zařízení. Počítače byly během let průběžně obměňovány, takže nelze přesně 
uvést jednotlivé konfigurace. Vyskytují se zde jak staré Celerony, tak počítače               
s novějšími procesory Core 2 Duo od společnosti Intel. Pracovní stanice doplňují 
přenosné počítače rovněž od firmy HP. V současné době Městský úřad v Trutnově 
disponuje patnácti kusy, které jsou používány výhradně pro práci mimo úřad, jedná se  
o notebooky průměrného výkonu. V tomto počtu nejsou zahrnuty notebooky, které 
využívá vedení města. 
 
Servery 
Městský úřad používá servery společností Dell, HP a Autocont. Servery 
Autocont se snaží průběžně nahrazovat a data z nich přesouvat na lepší. Použité servery 
jsou jednoprocesorové a dvouprocesorové řešení s omezenou kapacitou RAM. 
V serverech se nachází SCSI a SAS disky. Takovýchto serverů je na městském úřadě 
pět a některé jsou rozděleny na virtuální, kde na HP ProLiant DL380G7 běží sedm 
virtuálních serverů, a na HP ProLiant DL180G6 běží tři virtuální servery (k virtualizaci 
je použit program VMware od stejnojmenné společnosti).  
 
1x Dell PowerEdge 2650 
 Procesor: Intel Xeon 1,8 GHz 
 FSB: 400 MHz 
 Vyrovnávací pamět: 512 KB 
 RAM: max. 6 GB 
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Disky: SCSI, rozšířeno diskovým polem Dell PowerVault 220S (popsáno v části 
disková pole) 
 
2x Autocont Mercury 
 
1x HP ProLiant DL380G7 
Procesor: 2,4 GHz 
Vyrovnávací paměť: 12 MB 
RAM: max. 384 GB, osazeno 24 GB 
Disky: SAS 8x146 GB v režimu RAID 5 
 
1x HP ProLiant DL180G6 
Procesor: 2,13 GHz 
Vyrovnávací paměť: 8 MB 
RAM: 6 GB 
Disky: SATA 4x160 GB v režimu RAID 5 
 
Diskové pole 
Použité diskové pole je od společnosti Dell, jedná se o model PowerVault 220S 
a je rozšířením serveru Dell PowerEdge 2650 (viz. výše servery). Obsahuje 2 SCSI 
disky o velikosti 1 TB, které jsou zapojeny do pole v režimu RAID 5. Toto pole je 
možné osadit až čtrnácti SCSI disky. 
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Datová úložiště 
Datová úložiště NAS jsou na městském úřadě dvě. První QNAP TS-412             
o kapacitě 4x1,5 TB, na toto datové úložiště se ukládají hlavně fotografie z různých akcí 
pořádaných úřadem a starší mapy. Druhým je rovněž QNAP o kapacitě 4 TB, na tomto 
úložišti se nachází zálohované operační systémy používané městským úřadem. Datová 
úložiště nejsou dále zálohována. 
  
QNAP TS-412 
 Procesor: Marvell 1,2 GHz 
RAM: 256 MB 
Disky: SATA 4x1,5 TB 
 
QNAP TS-210 
Procesor: Marvell 800 MHz 
RAM: 256 MB 
Disky: SATA 2x1 TB 
 
Pásková mechanika 
Pásková mechanika je připojena k serverům a slouží k zálohování dat městského 
úřadu ze serverů. Jedná se o páskovou mechaniku HP SDLT 320. Pro zálohování dat 
jsou použity pásky společnosti HP o kapacitě 320 GB komprimovaných dat. 
HP SDLT 320 
Vyrovnávací paměť: 64 MB 
Přenosová rychlost: 16 MB/s (při kompresy dat 2:1 přenosová rychlost 32MB/s) 
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Záložní zdroj 
 Záložní zdroje jsou použity tři od společnosti APC model Smart UPS 3000. Tyto 
záložní zdroje mají maximální výkon 2700 W. 
 
KVM modul s LCD panelem a přepínačem k serverům 
 Snadný přístup k jednotlivým serverům umožňuje přepínač, který je s nimi 
umístěn ve skříni a dokáže přepínat obraz na jednotlivé servery a zobrazovací zařízení 
ATEN CS1200L. Jedná se o KVM zařízení s LCD panelem o úhlopříčce 15´´                 
s plnohodnotnou klávesnicí a touchpadem. Toto zařízení v kombinaci s KVM switch 
modulem pomáhá spravovat jednotlivé servery a data na nich uložená. 
 
2.4 Softwarové vybavení 
 
Počítače 
Operačním systémem pracovních stanic je z 90% Microsoft Windows XP 
zbylých 10% tvoří u nových počítačů Microsoft Windows 7. Kancelářský balík 
používaný městským úřadem pochází rovněž od společnosti Microsoft, jedná se             
o balíček Office 2007. Klienta pro elektronickou poštu má uživatel možnost zvolit mezi 
Microsoft Outlook nebo Kerio Connect. Další software je použit podle odboru a typu 
zařazení tak, aby se zaměstnanci mohli připojovat a pracovat v různých databázích.       
U notebooků je nainstalován systém Microsoft Windows Vista s kancelářským balíkem 
Microsoft Office 2007 a různými doplňky dle potřeb uživatelů.  
 
Servery 
Servery pracují na operačních systémech od společnosti Microsoft a to na 
Windows Server 2003 a 2008. Virtualizace serverů je provedena pomocí programu 
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VMware a jednotlivé virtuální servery mají opět za operační systém Microsoft 
Windows Server. 
 
2.5 Současný stav zálohování 
 
Zálohování dat probíhá pomocí páskové mechaniky, zálohuje se na pásky 
společnosti HP o velikosti 320 GB. Data na serverech jsou zabalena do jednoho souboru 
pomocí nástroje backup, který je dostupný v Microsoft Windows. Uchování 
zálohovaných dat je zhruba dva měsíce, poté se zálohování provádí znovu od začátku. 
Základem je úplná záloha dat a každý týden se ukládají přírůstky. Množství 
zálohovaných dat, tedy úplné zálohy po zabalení, je cca 200GB. Z toho vyplývá, že se 
jedná o 400GB nekomprimovaných dat. Další méně používaná data jsou ukládána na 
diskovém poli, které se z kapacitních důvodů na pásku nezálohuje. 
Zálohovaná data jsou pouze data ze serverů. Zaměstnanci mají možnost svá data 
z osobních počítačů ukládat na síťové disky, které se zálohují. Většina zaměstnanců to 
samozřejmě nedělá. Na zálohování pracovních stanic nemá Městský úřad v Trutnově 
technologii ani kapacitu, takže je to jen na zaměstnancích.  
Zálohovaná data - pouze data ze serverů (email, web, databáze, file server, mapy, IS) 
Zabalení dat – pomocí nástroje Windows, doba trvání cca pět hodin 
Kopírování dat na pásku – nakopírování úplné zálohy cca 200 GB trvá přibližně dvě 
hodiny, z toho vyplývá, že rychlost kopírování je zhruba 100 GB/h 
Uchování dat na páskách – data jsou na pásce uložena v serverovně po dobu zhruba 
dvou měsíců 
Současný stav zálohování dat Městskému úřadu v Trutnově už nevyhovuje, a to 
z kapacitních, i z rychlostních důvodů. Proto by úřad rád v letošním roce investoval 6,5 
milionu Kč (85% z rozpočtu uhradí EU) do nového vybavení místnosti se servery a 
z toho vyplývajícího lepšího a jednoduššího systému zálohování. Pro nové hardwarové 
a softwarové vybavení bude vypsáno výběrové řízení.  
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3 Vlastní návrhy řešení 
 
Kapitola bude vycházet z teoretických východisek a analýzy současného stavu. 
Pomocí těchto dvou předchozích kapitol budu dále postupovat při vytváření vlastního 
návrhu řešení své bakalářské práce. 
 
3.1 Požadavky Městského úřadu Trutnov 
 
Městský úřad v Trutnově má v letošním roce v plánu vybudování datového 
centra. Tento projekt by měl stát zhruba 6,5 milionu Kč a 85% z tohoto rozpočtu by 
měla uhradit Evropská Unie. Na projekt datového centra bude Městský úřad Trutnov 
vypisovat výběrové řízení a v ceně 6,5 milionu Kč bude zahrnuto hardwarové vybavení, 
softwarové vybavení, úpravy dle požadavků, montáž a rozšířená záruka. 
 
Hardwarové požadavky: 
Městský úřad Trutnov má zájem, aby datové centrum obsahovalo dva 
redundantní dvouprocesorové servery minimálně 94GB RAM lepší více. Tyto servery 
by měly být rozšířeny diskovým polem v režimu RAID zajišťujícím redundanci. Pro 
zálohování by měla být použita robotická pásková mechanika. Mezi servery a 
zálohovací páskovou mechanikou by mělo být zajištěno rychlé spojení nejspíše fibre 
channelem. 
 
Softwarové požadavky: 
Softwarové nároky pro datové centrum má Městský úřad Trutnov následující. 
Servery by měly fungovat na operačním systému od společnosti Microsoft konkrétně na 
Microsoft Server 2008. Pod tímto systémem plánují zavést virtuální servery pomocí 
softwaru VMware od stejnojmenné společnosti. Případně nějaký vhodný program pro 
zálohování dat. 
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3.2 Možnosti řešení 
 
Jelikož je několik způsobů, jak navrhnout zálohování dat, tak zpracuji dvě 
varianty návrhů. V následující části popisuji jednotlivé varianty řešení, ze kterých bude 
moci Městský úřad Trutnov vybírat. Varianty jsou rozděleny na hardwarovou a 
softwarovou část zajištění zálohování dat na úřadě.  
 
3.3 Varianta č. 1 (D2T) 
 
První navrhovanou variantou bude zálohování dat ze serveru přímo na pásku, tedy   
disk-to-tape (D2T). Pro zálohování bude použita pásková knihovna s  robotickým 
mechanismem. Připojení páskové knihovny k serverům bude fiber channelem, což 
umožní vysokou přenosovou rychlost. 
 
3.3.1 Hardware 
 
Pásková knihovna 
Navrhovaná pásková knihovna je od společnosti HP konkrétně HP 1/8 G2 LTO-
5 3000 FC Autoloader. Jedná se o knihovnu, která má osm slotů pro pásková media a 
jednu páskovou mechaniku s technologií zápisu LTO-5. Výměna pásek v mechanice 
probíhá plně automatizovaným robotickým mechanismem, který pomocí čtečky 
čárových kódů a kódů umístěných na jednotlivých kazetách ve slotech identifikuje a 
použije pásku, jež je v danou chvíli třeba. Cena tohoto zařízení činí 195 300 Kč. 
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HP 1/8 G2 LTO-5 3000 FC Autoloader 
 
Obrázek č. 9: HP 1/8 G2 LTO-5 3000 FC Autoloader (Zdroj: převzato z 15) 
 
 
Typ jednotky: LTO-5 Ultrium 
Kapacita: nekomprimovaných dat 12TB, komprimovaných 24 TB 
Rozhraní: 8 Gb Fibre channel 
Počet slotů na kazety: 8 
Možnost šifrování: AES 256 bit 
Dodávaný software: HP Data Protector Express Basic backup and recovery 
 
Datové kazety (pásky) 
Datové pásky HP Ultrium pro páskovou knihovnu jsou na trhu v několika 
variantách a liší se především v ceně, kapacitě a rychlosti zápisu. Tyto pásky mají 
funkci aktivního čištění hlav, automatické diagnostiky a interní paměti. Na trhu jsou 
k dispozici tato provedení pásek HP Ultrium: 
LTO-1 – páska s kapacitou 100GB po kompresi 200GB 
LTO-2 – kapacita před kompresí 200GB po kompresi 400GB 
LTO-3 – rychlost zápisu 160MB/s, kapacita před kompresí 400GB po kompresi 800GB 
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LTO-4 – po kompresi je schopna pojmout 1,6TB dat, před kompresí 800 GB 
LTO-5 – před kompresí 1,5TB dat, po kompresi 3TB 
Životnost takto archivovaných dat je dle výrobce 30 let.  
 
3.3.2 Software 
 
Pro zálohování dat můžeme použít dva softwarové produkty, které máme 
k dispozici, a to Microsoft Server Backup nebo HP Data Protector Express backup and 
recovery. Oba produkty mají základní funkce pro zálohování a obnovu dat. 
 
Microsoft Server Backup 
Jedná se o software, který je základní součástí balíku Microsoft Server 2008 od 
společnosti Microsoft. Program Microsoft Server Backup umožňuje základní 
zálohování a obnovu dat pro výše zmíněný operační systém. Tento program obsahuje 
průvodce, který provede správce serveru systémem zálohování a případné obnovy dat. 
Zálohovat můžeme všechna data serverů, ale i jednotlivé svazky nebo stavy systému. 
Program data i zabalí. Při obnovení máme na výběr mezi svazky, složkami, soubory, 
některými aplikacemi a stavy systému. V případě katastrofy, jakou je například selhání 
disku je možno provést kompletní obnovení s použitím úplné zálohy serveru. Zálohy je 
možné vytvářet a spravovat buď na lokálním, nebo vzdáleném počítači. Samozřejmostí 
je možnost naplánování automatických záloh v jednotlivé dny a hodiny v týdnu. 
 
HP Data Protector Express backup and recovery 
Jedná se o program dodávaný na CD s páskovými produkty od společnosti HP. 
Tento software podléhá licencování, není tedy zdarma. Je možnost 60-ti denního 
odzkoušení a poté přejití na placenou verzi. Částka za licenci je podle počtu serverů, 
které budou zálohovány. Samozřejmostí je, že program podporuje zálohování a 
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obnovení systému, ale jelikož je dodáván výrobcem společně s jeho produkty, tak 
podporuje všechny pokročilé funkce daných produktů, v našem případě páskové 
knihovny. Program podporuje servery s operačními systémy Windows Server a i 
servery pracující s operačním systémem Linux. Software umožňuje využití možnosti 
plánování, kdy chceme zálohování provádět, šifrování a komprese zálohovaných dat a 
podporuje automatizované zálohování disk-to-disk-to-tape (D2D2T) s možností přímé 
obnovy dat z pásky. 
 
3.3.3 Proces zálohování dat 
 
Proces zálohování dat bude díky navrhovanému hardwarovému a softwarovému 
vybavení probíhat automatizovaně. Má představa o průběhu zálohovaní je následující - 
zálohování dat na pásku by probíhalo každý den v týdnu vždy v nočních hodinách, tedy 
mimo provozní dobu úřadu plus v případě úplné zálohy v nočních hodinách o víkendu, 
a to pomocí naplánovaného zálohování ve výše popsaném programu.  
 
Zálohování 
Návrh zálohování vychází ze schématu rotace záloh Grandfather-Father-Son 
(GFS). Navrhuji použití osmi pásek LTO-3 o celkové kapacitě 800GB 
komprimovaných dat. Z analýzy víme, že Městský úřad do této doby archivoval svá 
data po dobu dvou měsíců a za měsíc se jeho zálohovaná data při zálohování jednou 
týdně vyšplhají zhruba na 320GB. Dále víme, že úplná záloha činí přibližně 200GB. 
Z toho si můžeme vypočítat, že přibližná velikost týdenních změn činí 40GB dat a denní 
změny cca 8GB dat. Proto navrhuji, aby data ukládaná na pásku byla následující: 
Denní záloha – bude probíhat od pondělí do čtvrtka a bude se jednat o přírůstkovou 
zálohu, tímto způsobem bude její velikost zhruba 24GB za týden a 96 GB za měsíc 
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Týdenní záloha – tato záloha by měla být provedena vždy na konci týdne nejlépe 
v pátek a bude to záloha rozdílová, při zálohování bude její velikost přibližně 30GB za 
týden, takže 90GB za měsíc, v měsíci proběhne tato záloha třikrát 
Měsíční záloha – tento typ zálohy proběhne poslední víkend v měsíci, typ zálohy bude 
úplná a bude provedena vždy na novou pásku z důvodu přehlednosti při případné 
nutnosti obnovy dat z pásky, velikost úplné zálohy předpokládám 200GB 
Jednoduchým výpočtem dojdeme k závěru, že při takto provedeném způsobu 
zálohování bude velikost měsíčně uložených dat přibližně 448GB. Ovšem při 
vybudování datového centra očekávám spíše nárůst než pokles zálohovaných dat, a 
proto volím pásky o kapacitě 800GB dat. 
Předpokladem tedy je, že v zařízení bude všech osm pásek a každá páska bude 
využita právě pro jeden měsíc zálohování. Tímto způsobem bude městský úřad schopen 
uchovat zálohu svých dat po dobu 8 měsíců. Páska bude obsahovat: 
úplnou zálohu – měsíční záloha - jedna za měsíc  
inkrementální zálohu - denní záloha – na pásce bude čtyřikrát po čtyřech dnech  
rozdílovou zálohu - týdenní záloha – provedená na konci každého týdne na pásce bude 
třikrát 
Pokud Městský úřad Trutnov použije tento způsob zálohování, dojde tak ke 
zjednodušení práce IT pracovníků, zrychlení zálohování dat a zvýšení kapacity pro 
jejich ukládání. Dále se zvýší doba jejich dostupnosti ze dvou na osm měsíců. Tyto 
faktory jsou hlavním důvodem požadované změny. 
 
Obnovení 
Při použití výše popsaného způsobu zálohování dat bude jejich obnovení při 
havárii nebo ztrátě jednodušší a rychlejší. V případě ztráty dat je totiž možnost obnovy 
jednotlivých dnů, týdnů nebo celého měsíce. Díky přehlednosti, kdy jedna páska 
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obsahuje pouze jeden měsíc záloh, není tedy rozdělena na dvou páskách, bude rychlejší 
i obnovení systému. 
 
Shrnutí 
Výsledkem zálohování nebo obnovování dat výše popsaným způsobem získáme 
automatizovaný systém k provádění zálohování na Městském úřadě v Trutnově. Tento 
způsob by měl být rychlejší, automatizovaný, s větší kapacitou a data by měla být ve 
větším bezpečí a déle dostupná. Samozřejmostí je, že budoucí datové centrum, bude 
vybaveno zařízením UPS, aby zálohování dat proběhlo i při výpadku proudu.  
 
3.4 Varianta č. 2 (D2D2T) 
 
Druhou variantou mého návrhu bude zálohování z disku serveru na disky 
virtuální knihovny nebo zálohovacího serveru za použití de-duplikace dat a poté 
zálohování na pásku. Tato metoda se nazývá disk-to-disk-to-tape (D2D2T). 
 
3.4.1 Hardware 
 
D2D zařízení 
Pro svůj návrh číslo dvě jsem zvolil zařízení od společnosti HP, konkrétně HP 
D2D502i Backup System v ceně 205 128 Kč. Zařízení je vybaveno čtyřmi SATA disky 
o velikosti 500GB s možností fungování v módu RAID 5 nebo RAID 6. Kapacita je 
tedy 2TB z toho 1,5TB využitelná kapacita. Připojení k serverům je přes SCSI řadič, 
přenosová rychlost při tomto zapojení je 325GB/h. HP D2D502i umožňuje emulovat až 
192 páskových kazet a dokáže emulovat páskové autoloadery s technologií LTO 2-5. 
Další předností je možnost deduplikace dat, to výrazně redukuje potřebný prostor pro 
ukládání dat, protože stejná data nejsou ukládána dvakrát, tím udržuje větší objem dat 
na disku po delší dobu a je vyšší dostupnost dat při potřebě obnovení. D2D umožňuje 
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plně automatizovaný proces zálohování. Při propojení zařízení s páskovou jednotkou se 
zvolí možnost ukládání dat na disky, jakoby se jednalo o pásky a data budou připravena 
už jen na nahrání na pásku. Tímto se výrazně sníží velikost potřebného zálohovacího 
okna a využije se plně rychlost páskové mechaniky. 
HP D2D502i Backup System 
 
Obrázek č. 10: HP D2D502i Backup System (Zdroj: převzato z 15) 
 
Kapacita: 2TB RAW, 1,5TB využitelná 
Typ a počet disků: 4x 500GB SATA 7,2K 
Rozhraní: 1Gb SCSI 
Přenosová rychlost: 325GB/h 
Podpora RAID: RAID 5 a 6 
Deduplikace: HP StoreOnce deduplikace 
 
Pásková jednotka 
Jedná se o podobný páskový autoloader od společnosti HP, jako je použit 
v návrhu č. 1. V tomto případě je ovšem použita jeho horší varianta, protože už není 
třeba dosahovat tak vysoké rychlosti při nahrávání dat na pásku. Vzhledem k tomu, že 
zálohovaná data už budou nahrána ve virtuální knihovně, nebude už muset přenos mezi 
virtuální knihovnou a páskovým autoloaderem proběhnout tak rychle, protože už 
nebude servery brzdit. Jedná se tedy o autoloader HP 1/8 G2 LTO-4 Ultrium 1760 SCSI 
v ceně 141 564 Kč. Zařízení disponuje osmi sloty na kazety a jednou páskovou 
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mechanikou s technologií zápisu LTO-4 Ultrium a nižší. Výměna pásek v zařízení 
probíhá automatizovaným způsobem. Páskový autoloader umožňuje připojení přes 
SCSI, kde je maximální přenosová rychlost 576GB/h. 
 
HP 1/8 G2 LTO-4 Ultrium 1760 SCSI Autoloader 
 
 Obrázek č. 11: HP 1/8 G2 LTO-4 Ultrium 1760 SCSI Autoloader (Zdroj: převzato z 15) 
 
 
Typ jednotky: LTO-4 Ultrium 
Kapacita: nekomprimovaných dat 6,4TB, komprimovaných 12,8 TB 
Rozhraní: Ultra 320 SCSI 
Počet slotů na kazety: 8 
Možnost šifrování: AES 256 bit 
Dodávaný software: HP Data Protector Express Basic backup and recovery 
 
Datové kazety (pásky) 
Jedná se o stejná média, jako jsou popisována v kapitole 3.3.1 v odstavci Datové 
kazety (pásky). Jedinou výjimkou je páska LTO-5, kterou v tomto zařízení není možné 
použít. 
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3.4.2 Software 
 
Vzhledem k tomu, že se jedná o technologicky složitější způsob zálohování, 
doporučuji pro zálohování dat použít kvalitní placený software s podporou D2D2T a 
deduplikace dat. Dále by měl splňovat kvalitu a funkčnost. Zde popíšu dvě možnosti 
softwaru dostupného na trhu. 
 
Acronis Backup & Recovery 11 Advanced Server  
Jak je už z názvu patrné, jedná se o produkt společnosti Acronis, což je 
společnost se sídlem v USA. Na českém trhu je zastoupena a má zde i podporu. Tento 
program umožňuje zálohovat a obnovovat servery fungující na platformách Windows a 
Linux. Dále je možné zálohy ukládat nejen na pevné disky, datová úložiště, ale i na 
pásky. Software má integrovanou podporu páskových jednotek a autoloaderů přímo 
v programu, dále je v programu možná katalogizace a následné vyhledávání souborů 
v zálohách. Doplněk deduplikace je možný na úrovni souborů a bloků pro pracovní 
stanice i servery. Tento doplněk umožňuje eliminaci kopírování stejných souborů ve 
zdroji nebo v cíli, což má za následek snížení požadavku na úložiště. To znamená, že 
pokud data v úložišti existují, vytvoří se pouze odkaz na již zapsaná data a znovu se 
nezapisují. To má i za následek zrychlení obnovy při havárii. 
 
Symantec Backup Exec 
  Druhým navrženým softwarem je program od společnosti Symantec, tato 
společnost patří mezi světové softwarové společnosti. Tento program podporuje 
operační systémy Windows od společnosti Microsoft a i operační systém Linux. Jedná 
se o integrovaný produkt, který chrání jak fyzické tak virtuální prostředí serveru. 
Software podporuje D2D2T to znamená, že podpora diskových polí i pásek je 
samozřejmostí. Podpora deduplikace a možnost výběru místa, kde bude provedena - 
zdroj nebo cíl, a plánování jednotlivých zálohování dokáže dle specifikace program od 
Symantecu. 
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3.4.3 Proces zálohování dat 
 
Proces zálohování bude samozřejmě i ve variantě č. 2 probíhat plně 
automatizovaně. Má představa je následující: zálohování a deduplikace dat by probíhala 
na diskové pole každý den ve večerních hodinách, kdy se nepracuje a servery nejsou 
tolik vytížené. Záloha z diskového pole na pásku by proběhla jednou týdně jako 
přírůstky a jednou za měsíc jako úplná záloha diskového pole. 
 
Zálohování 
Navrhuji použití osmi pásek LTO-2 o celkové kapacitě 400GB komprimovaných 
dat. Podle analytické části, kde se analyzoval současný stav zálohování dat na 
Městském úřadě v Trutnově, víme, že zálohovaná data při zálohování jednou za týden, 
což není dostatečně bezpečné, jsou 320 GB za měsíc. Z toho známe velikost úplné 
zálohy, která činí 200 GB, takže si můžeme spočítat přibližnou velikost týdenní zálohy 
a ta je zhruba 40 GB. Při použití deduplikace se podstatně zmenší, a proto i při zvětšení 
objemu zálohovaných dat při budování nového datového centra by páska o kapacitě 400 
GB měla na měsíc stačit. Data ukládaná na diskové pole a pásku navrhuji následně. 
 
Diskové pole – kapacita 1,5 TB 
Na diskovém poli bude probíhat zálohování každý den ve večerních hodinách, kdy 
nejsou servery vytížené a data se budou ukládat následovně. 
Denní záloha – od pondělí do pátku ve večerních hodinách. Bude se jednat                    
o přírůstkovou zálohu, která bude deduplikována, čímž se výrazně sníží její objem. 
Velikost takto provedené zálohy nemohu stanovit. 
Týdenní záloha – tato záloha bude provedena vždy na konci pracovního týdne a bude 
obsahovat data, která se na diskovém poli od poslední zálohy během týdne změnila. 
Bude se jednat o zálohu rozdílovou. Tento způsob zálohování proběhne v měsíci třikrát 
a bude následně nahrán na pásku. 
  
43 
  
Měsíční záloha – tento typ zálohy proběhne vždy na konci měsíce a bude se jednat         
o úplnou zálohu, to znamená, že bude obsahovat data, která se na diskovém poli 
změnila od poslední úplné zálohy. Tato záloha bude poté nahrána na pásku. 
 
Pásková jednotka – kapacita 8x400GB 
Na pásky se budou ukládat data jednou za měsíc jako úplná záloha a každý 
týden jako rozdílová záloha. Oba procesy budou probíhat vždy o víkendu, kdy se 
nepracuje. 
Týdenní záloha – tato záloha bude provedena vždy na konci pracovního týdne na 
diskovém poli a poté o víkendu bude přehrána na pásku 
Měsíční záloha – tento typ zálohy proběhne vždy na konci měsíce na diskovém poli a   
o víkendu bude nahrána na pásku z důvodu přehlednosti a snadnějšího dohledání při 
případné havárii vždy na novou. 
Nemám možnost si vypočítat velikosti jednotlivých záloh vzhledem k provádění 
deduplikace, ale z návrhu č. 1 vím, že měsíční zálohovaná data vycházela zhruba 
448GB a ta obsahovala na pásce i denní zálohy a nebyla deduplikována. Proto si 
myslím, že velikost pásky 400 GB bude na jeden měsíc stačit i při případném nárůstu 
zálohovaných dat, který může nastat při výstavbě datového centra. 
 Předpokladem pro tento návrh tedy je, že na diskové pole budou ukládány denní, 
týdenní a měsíční zálohy výše popsané. Dále v páskové jednotce bude osm pásek           
o kapacitě 400 GB, jedna páska bude použita pro jeden měsíc. 
 V případě použití tohoto návrhu dojde k plnému zautomatizování procesu 
zálohování, zjednodušení práce pracovníků IT, navýšení kapacity pro zálohování dat a 
k větší bezpečnosti vzhledem k dvojímu uložení dat. Oproti stávajícímu zálohování se 
zvýší, stejně jako u předchozího návrhu, doba archivace a dostupnosti dat ze dvou na 
osm měsíců.  
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Obnovení 
 Při použití výše zmíněného postupu máme dvě možnosti obnovení dat při 
havárii, a to z diskového pole nebo z pásky. Při obnovování dat z diskového pole je 
proces obnovení rychlejší a můžeme provést obnovu dat za jednotlivé dny, týdny, 
měsíce. V případě, že by se z nějakého důvodu nedala data obnovit z diskového pole, je 
ovšem ještě další možnost obnovy ztracených dat, a to pomocí dat zálohovaných na 
páskách, kde je na každé pásce uloženo zálohování za jeden měsíc a máme možnost 
obnovy dat za jednotlivé týdny a měsíce. 
 
Shrnutí 
 Při zálohování dat tímto způsobem získáme data zálohovaná na diskovém poli a 
pásce, čímž výrazně zvýšíme bezpečnost a v případě havárie docílíme rychlejší obnovy 
dat z diskového pole a v případě havárie diskového pole máme možnost data obnovit 
z pásky. Tento způsob by měl být automatizovaný, bezpečnější, rychlejší, s větší 
kapacitou možnosti zálohy dat a data by měla být déle dostupná oproti stávající verzi 
zálohování dat, která na Městském úřadě v Trutnově probíhá. Samozřejmostí pro toto 
zálohování nebo obnovování dat je, že datové centrum bude obsahovat zařízení UPS, 
aby zálohování proběhlo i při případném výpadku proudu. 
 
3.5 Porovnání návrhů a doporučení 
 
Zde se pokusím vyzdvihnout jednotlivé výhody a případné nevýhody mých 
návrhů a doporučit jeden, který by byl pro Městský úřad Trutnov nejlepší. 
 
3.5.1 Výhody a nevýhody proti stávajícímu řešení 
 
Oba dva výše zmíněné návrhy odpovídají požadavkům Městského úřadu 
Trutnov, splňují zjednodušení práce IT pracovníků, zrychlení procesů zálohování a 
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případné obnovy dat po havárii, zvýšení kapacity pro zálohování dat, delší dobu 
uchování zálohovaných dat a větší přehlednost v zálohovaných datech, když bude vždy 
na pásce jen jeden měsíc. Vzhledem k tomu, že podle mých návrhů řešení, by se mělo 
zálohovat každý den a ne jednou týdně, jak tomu bylo doposud, se jedná o celkové 
zvýšení bezpečnosti dat v případě havárie. Pro potřebu zálohování jsou třeba i menší 
časová okna pro zálohování, než tomu bylo doposud. 
 
3.5.2 Porovnání návrhů řešení a doporučení jednoho návrhu 
 
Návrh č. 1 
Jedná se o řešení D2T za použití páskového autoloaderu připojeného k serveru 
fiber channelem. Toto řešení splňuje požadavky na zvýšení kapacity zálohovaných dat, 
automatizaci zálohovacího procesu bez větší podpory pracovníků IT a uchování 
zálohovaných dat po delší dobu. Ale oproti návrhu č. 2 má tento návrh slabinu 
v rychlosti zálohování a obnovy dat. Přece jen je rychlejší data v případě obnovy nahrát 
z diskového pole než načítat data z pásky. Výhodou tohoto návrhu č. 1 proti návrhu č. 2 
je cena, která je nižší. 
Návrh č. 2 
Je to řešení D2D2T, ve kterém je použito diskové pole a páskový autoloader, 
jedná se tedy taky o automatizovaný proces zálohování, který splňuje již všechny výše 
zmíněné požadavky Městského úřadu v Trutnově. Jeho největší předností před návrhem 
č. 1 je zálohování na diskové pole, což celý proces zálohování a případné obnovy dat 
výrazně zrychlí. Dále má toto řešení možnost deduplikace dat, čímž se výrazně sníží 
požadavky na kapacitu médií pro zálohování. Proto si myslím, že tento návrh je lepší 
než návrh č. 1, i když se jedná o finančně náročnější řešení než v předchozím případě. 
Doporučení 
Přestože je návrh řešení D2T dostačující a splňuje požadavky Městského úřadu 
Trutnov, doporučil bych návrh řešení D2D2T, který je sice dražší, ale v celkové 
  
46 
  
investici do datového centra není ta částka tak velká. Výsledkem bude vyšší bezpečnost 
dat, která budou uložena na dvou místech (diskové pole a páska) a rychlejší zálohování 
nebo obnova dat v případě potřeby. 
 
3.6 Přínos návrhů řešení 
 
 Zmenšení potřebného časového okna (zrychlení zálohování) 
 Automatizace zálohovacího procesu 
 Usnadnění práce IT pracovníků 
 V případě ztráty dat, máme zálohu na diskovém poli a pásce (to znamená větší 
bezpečí zálohovaných dat z důvodu redundance) 
 Rychlejší obnova dat z diskového pole v případě potřeby 
 Zvýšení kapacity zálohovacích médií a delší doba uchování zálohovaných dat 
 
Využití mých návrhů řešení zálohování dat by mohlo být pro městský úřad 
značným přínosem. Nejvýznamnější z nich jsem zmínil v bodech výše. Dalším kladem 
by bylo používání deduplikace dat, což je technika na úrovni bloků, při které se stejné 
bloky dat znovu nezálohují, ale jen se na ně odkáže. 
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Závěr 
 
Cílem této bakalářské práce bylo navržení ideální varianty zálohování dat pro 
Městský úřad Trutnov. Tato práce vychází z teoretických poznatků, které jsem čerpal 
z uvedené literatury a samozřejmě z analýzy současného stavu, kterou jsem provedl ve 
spolupráci s IT pracovníkem Městského úřadu Trutnov. Pro návrh řešení jsem si zvolil 
dvě varianty řešení, přičemž na konci práce byla vybrána ta, která podle mého názoru 
nejvíce odpovídá situaci a splňuje stanovené požadavky. Výběr byl proveden po 
zvážení výhod a nevýhod jednotlivých řešení a jejich vzájemného porovnání mezi 
sebou. 
Hlavní důvody pro mnou zvolený způsob zálohování dat jsou popsány 
v přínosech řešení. Jsem přesvědčen o vhodnosti uvedeného návrhu řešení a tím splnění 
stanovených cílů práce. Využití jednoho z mých návrhů, ale už závisí na zvážení a 
rozhodnutí kompetentních pracovníků Městského úřadu v Trutnově. 
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