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Введение
Законодательство в сфере персональных данных постоянно 
подвергается различного рода изменениям. В таких условиях опе­
раторам сложно следить за изменениями в законодательстве и ре­
гулярно вносить корректировки в документацию по защите персо­
нальных данных. В случае, если в организации отсутствует отдел 
защиты информации (отдел информационной безопасности) или 
штатный сотрудник, занимающийся непосредственно защитой ин­
формации, следить за изменениями в законодательстве и дораба­
тывать локальную документацию невозможно.
К проверке оператора на соблюдение требований по защите 
персональных данных со стороны регулирующего органа -  Роском- 
надзора -  сложно подготовиться сотруднику, который не является 
профессионалом в области защиты информации. К тому же в зави­
симости от субъекта Российской Федерации требования, которые 
предъявляет регулятор, отличаются между собой. Ни в одном нор­
мативно-правовом акте нет полного, исчерпывающего списка до­
кументов, которые должны быть разработаны и внедрены каждым 
оператором. Я считаю, что проблема разной интерпретации норма­
тивно-правовой базы по защите персональных данных со стороны 
управлений Роскомнадзора разных субъектов очень актуальна в на­
стоящее время. Например, если у оператора имеются филиалы в не­
скольких субъектах Российской Федерации, то возникает вопрос, 
по каким конкретно требованиям ему следует осуществлять органи­
зационную защиту персональных данных. Далее в работе я рас­
крою эту проблему на примере трех субъектов Российской Федера­
ции: Челябинской, Курганской и Тюменской областей.
Перечень документов, которые требует Роскомнадзор
при проведении плановых выездных проверок
Совпадают требования надзорных органов данных субъектов 
Российской Федерации по наличию следующих документов:
1. Копия уведомления об обработке персональных данных.
2. Типовые формы документов, предполагающие или допус­
кающие содержание персональных данных.
3. Приказы об утверждении мест хранения материальных носи­
телей персональных данных.
4. Письменное согласие субъектов персональных данных на об­
работку их персональных данных.
5. Положение о порядке обработки персональных данных.
6. Приказ о назначении ответственных лиц по работе с персо­
нальными данными.
7. Распечатки электронных шаблонов полей, содержащих пер­
сональных данные.
8. Справки о поставке на балансовый учет ПЭВМ, на которых 
осуществляется обработка персональных данных.
9. Должностные регламенты лиц, имеющих доступ и (или) осу­
ществляющих обработку персональных данных.
10. Журналы (книги) учета обращений граждан (субъектов пер­
сональных данных).
11. Акты об уничтожении персональных данных субъектов пер­
сональных данных (в случае достижения цели обработки).
12. Положение о подразделении, осуществляющем функции 
по организации защиты персональных данных.
13. План мероприятий по защите персональных данных.
14. План внутренних проверок состояния защиты персональ­
ных данных.
15. Документы о присвоении информационной системе соот­
ветствующего класса (акт о присвоении класса).
16. Журнал учета проверок юридического лица, индивидуаль­
ного предпринимателя, проводимых органами государственного 
контроля (надзора), органами муниципального контроля.
Требования надзорных органов данных субъектов Российской 
Федерации по наличию других документов различаются:
Управление 
Роскомнадзора 
по Челябинской области
Управление 
Роскомнадзора 
но Тюменской области
Управление 
Роскомнадзора 
по Курганской области
Инструкция по парольной 
защите
Инструкция по внесению из­
менений в списки пользова­
телей, обрабатывающие ин­
формацию ограниченного 
доступа
Инструкция по организации 
антивирусной защиты 
Инструкция по организации 
резервного копирования и 
восстановления данных
Инструкция по эксплуатации 
средств защиты информации 
объекта вычислительной 
техники
Инструкция по установке но­
вого и модификации исполь­
зуемого программного обес­
печения
Справка по трансгра­
ничной передаче персо­
нальных данных
Справка по информаци­
онным системам персо­
нальных данных
Схема внешних и внут­
ренних потоков переда­
чи персональных дан­
ных
Управление 
Роскомнадзора 
по Челябинской области
Управление 
Роскомнадзора 
по Тюменской области
Управление 
Роскомнадзора 
по Курганской области
Матрица доступа к защища­
емым ресурсам автоматизи­
рованной системы обработ­
ки информации
Описание технологического 
процесса обработки инфор­
мации
Перечень конфиденциаль­
ной информации
Перечень резервируемой ин­
формации
В приказе Минкэмсвязи РФ от 14 ноября 2011 г. № 312 «Об ут­
верждении административного регламента исполнения федераль­
ной службой по надзору в сфере связи, информационных техноло­
гий и массовых коммуникаций государственной функции по осу­
ществлению государственного контроля (надзора) за соответствием 
обработки персональных данных требованиям законодательства 
Российской Федерации в области персональных данных» подроб­
но определены и описаны сроки и последовательность действий 
(административных процедур) службы и ее территориальных орга­
нов, а также порядок взаимодействия с государственными и муни­
ципальными органами, юридическими и физическими лицами, 
организующими и (или) осуществляющими обработку персональ­
ных данных, а также определяющими цели и содержание обработки 
персональных данных в рамках проведения проверок при осуществ­
лении государственной функции. В этом документе ничего не сказа­
но о перечне документов, которые следует требовать и проверять 
Роскомнадзору.
Решение проблемы
Одним из вариантов решения обозначенной выше проблемы 
я считаю издание Минкомсвязи Российской Федерации приказа, 
в котором будет присутствовать исчерпывающий перечень органи­
зационно-распорядительных документов, которые должны быть раз­
работаны и утверждены каждым оператором. Данное решение по­
зволит Роскомнадзору стандартизировать свою деятельность в пла­
не осуществления проверок операторов на соблюдение требований 
законодательства по защите персональных данных, при наличии 
у оператора филиалов в нескольких субъектах Российской Феде­
рации -  осуществлять его проверку по требованиям того субъекта, 
в котором данный оператор официально зарегистрирован. При реа­
лизации данного предложения эту меру необходимо прописать в ад­
министративном регламенте исполнения Роскомнадзором государ­
ственной функции по осуществлению государственного контроля 
(надзора) за соответствием обработки персональных данных требо­
ваниям законодательства Российской Федерации в области персо­
нальных данных.
Вывод
В своей работе я рассмотрел такую проблему, как различная 
интерпретация нормативно-правовой базы по защите персональ­
ных данных со стороны управлений Роскомнадзора разных субъек­
тов при предъявлении требований к операторам персональных дан­
ных во время проведения плановых выездных проверок. Для нейт­
рализации данной проблемы я предложил два различных варианта 
решения вопроса. Данные требования должны стаггь едиными для ре­
гулятора во всех субъектах Российской Федерации. Я считаю, что 
рассмотренную проблему возможно решить изданием одного при­
каза либо внесением правок в административный регламент Роском­
надзора. Принятие одной из мер позволит решить проблему адапта­
ции операторов к региональным требованиям регулятора в сфере 
защиты персональных данных.
