


































































Распределенный реестр.  В  базовом представлении  являет  собой БД, 
которая хранится, редактируется и обновляется независимо каждым участ‐
ником  (или узлом) в большой сети. Распределение уникально:  записи не 
обмениваются  через  различные  узлы  центрального  органа,  а  строятся  и 
удерживаются  каждым  узлом  независимо  друг  от  друга.  Это  значит,  что 
каждый узел в сети обрабатывает каждую транзакцию, делая свои выводы. 
По  этим  данным  далее  проводится  голосование,  с  целью  убедиться,  что 
большинство  участников  сети  подтверждают  выводы.  Все  участники  сети 
имеют полную, идентичную для всех, копию всех записей. Изменения в ре‐
естре  повлекут  изменения  копий  для  всех  участников  сети  в  течение  не‐
скольких минут. Проверка достоверности записей в реестре происходит с 






деятельности.  Способы  управления  информацией,  применяемые  в  наше 
время, предполагают её использование в каком‐то отдельном учреждении. 
В связи с этим необходимо создание систем управления сетью, передачи со‐























Технология  распределенного  реестра  предоставляет  платформу  для 
снижения объемов мошенничества, ошибок и стоимости процессов, интен‐
сивно работающих с бумажными документами. Она обладает потенциалом 
на  изменение  взаимоотношений между  государством и  гражданином по 
вопросам  совместного  использования  данных,  точности  и  прозрачности. 
Также она применима и для частного сектора. 













веряется  методом  ограниченного  процесса  достижения  консенсуса.  Про‐




Контролируемые  блокчейны  предоставляют  такие  данные,  которые 
легко верифицировать, поскольку процесс получения консенсуса позволяет 
создавать цифровую подпись, которую может быть проверена любой сто‐























































































































Достижение  консенсуса  относительно  добавления  изменений  в  це‐
почку  транзакций  происходит  с  использованием  методов  Prow‐of‐Work 
(PoW) или Proof‐of‐Stake (PoS). 
Prow‐of‐Work  –  способ  защиты  распределенных  систем  отDDoS  или 
иныхвозможных атак. Он основывается на выполнение одной стороной тру‐
доемкой задачи, долгой по времени, а результат выполнения может быть 
оперативно  проверен  другой  стороной.  Расхождение  затрат  по  времени 
даёт  хорошую  защиту.  Хэш  id  блока  должен  соответствовать  определен‐
ному условию, которое и задаёт сложность задачи. К примеру, в биткоине 
хэш id блока должен иметь в начале 10 нулей [3]. 
Proof‐of‐stake  —Доказательство  доли  владения  –  способ  защиты 

















составляет  их  вместе  и  пытается  сформировать  заголовок  следующего 
блока. В этот момент он просчитывает хэш  id блока. Допустим, по итогам 




результата,  который  соответствовал  бы  условиям  безопасности,  майнер 






Майнинг  имеет  следующую  особенность.  Независимо  от  количества 
перерасчётов,  которые  были  исполнены,  вероятность  расчета  необходи‐
мого хэша примерно равна. В свою очередь, становится невозможным про‐
вести предварительный расчёт или запись результата расчётов для после‐







































































































слоем.  Выполнен  анализ  основных  факторов,  влияющих  на  толщину  поверхностного 
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Abstract. In work it is in detail considered the phenomenon which received the name 
the skin or a skin effect which is shown in course of alternating electric current in the wave 
guide surface layer called by also effectively carrying out Ze‐layer. The analysis of the pacing 
factors influencing thickness of a surface layer is made. Mathematical modeling of a skin effect 
and assessment of thickness of a Ze‐layer at different frequency rates of fluctuations of alter‐
nating electric current is carried out.  
