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データ移転と APEC 越境─
プライバシー・ルール（CBPR）について
Data Transfer and APEC Cross Border Privacy Rules
前　田　恵　美＊
I　は じ め に
　情報通信技術の発展や企業活動のグローバル化に伴い，データが国境を
越えて移転することは今や当たり前のことになっている。そのような状況
の中で，個人データ保護をどのように確保するのかが世界各国共通の課題
となっている。データ保護に関する法体系については，越境移転制限等の
規定を含む比較的厳格な法律を設ける EU の法体系と統一的な個人情報保
護法を持たず，企業等による自主規制等を尊重するアメリカの法体系が論
じられることが多い。一方で，アジア太平洋地域での個人データ保護の取
組みがアジア太平洋経済協力 APEC（Asia-Pacific Economic Cooperation）
で議論されており，その一つとして CBPR（Cross Border Privacy Rules. 
越境プライバシー・ルール）のシステムがある。CBPR システムは，EU
の一般データ保護指令などに比べ，いまだ認知度が高くないかもしれな
い。だが，後述するように2016年 ₂ 月に JIPDEC がアカウンタビリティ・
エージェントとして認められ，日本での CBPR システム利用が可能にな
り，EU の欧州委員会でも言及され，少しずつ注目度が上がってきている。
また，日本においても改正された個人情報の保護に関する法律（以下，
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「個人情報保護法」という。）で新設された越境移転制限規定の例外とされ
ており，今後日本における注目度が上がることが予想される。
　そこで，本稿では，CBPR システムの経緯や仕組み等を紹介しつつ，日
本における同システムの可能性等について論じることとする。
　なお，本稿中意見にあたる部分は個人の見解で書いたものであり，当職
の所属先の見解を述べるものではないことを付言したい。
II　APEC における個人データ保護に向けた取組みについて
1 　APEC 地域の持つインパクトとその特徴について
　APEC は，アジア太平洋地域21の国と地域（APEC メンバーの国・地域
は「エコノミー」と呼ばれる。）が参加する経済協力の枠組みを指し，経
済規模で世界全体の GDP の ₆ 割，政界全体の貿易量の約 ₅ 割，世界人口
の約 ₄ 割を占める「世界の貿易センター」として，アジア太平洋地域の持
続可能な成長と繁栄に向けて，貿易・投資の自由化，ビジネスの円滑化，
人間の安全保障，経済・技術協力等の活動を行っている1）。
　ここで注目すべき点として，APEC における国，地域の多様性が挙げら
れる。すなわち，APEC の参加エコノミーには，日本はもちろん，アメリ
カ，カナダ，オーストラリア，ニュージーランド等の国から，中国，ロシ
ア等 BRICS 構成国，メキシコ，チリ等の南米の国，さらにはシンガポー
ル，ベトナム，フィリピン，タイ等の ASEAN（東南アジア諸国連合）構
成国等が含まれている。これらエコノミー間で政治的・経済的情勢は大き
く異なり，中小企業がほとんどを占める国，世界経済を牽引する大企業を
抱える国，政治的に不安定なために法制を整えるのが難しい国等，その状
況は様々である。この状況は個人データ保護についても同じである。個人
データ保護に関する各エコノミーの法制も多岐にわたり，比較的 EU に近
い法制を持つニュージーランド，シンガポール，カナダ等の国，統一的な
1）　外務省ウェブサイト「APEC の概要」。
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個人情報保護法ではなく分野ごとに規制を置くいわゆるセクトラル方式の
データ保護法制を取るアメリカ，さらには個人情報保護法を持たない国も
存在する。この点は，EU データ保護指令の下，各加盟国が同様のデータ
保護法を置く EU とは状況が大きく異なる2）。
　このように多様な政治的，経済的背景，個人データ保護法制を持つ国々
を抱える APEC において，個人データ保護を確保することは EU をはじめ
とする他の地域とは異なった難しさがある。
2 　APEC における電子商取引，個人データ保護に関する取組みにつ
いて
　APEC では，ECSG（Electronic Commerce Steering Group. 電子商取引
推進グループ）において電子商取引，また ECSG の下部組織である DPS 
（Data Privacy Subgroup データ・プライバシー・サブグループ）において，
データ保護に関する議論がなされている。
　APEC 参加エコノミーにおける整合性ある個人データ保護の取組みを促
進し，情報流通に対する不要な障害を除くことを目指し，2004年10月，下
記 ₃ にて詳述する APEC プライバシー・フレームワークが APEC 閣僚に
より承認された。2007年には，APEC データ・プライバシー・パスファイ
ンダー計画が採択された。この計画は，個人情報の APEC 域内における
責任ある越境移転を確保し，上記プライバシー・フレームワークにそった
越境プライバシー・ルールを実施することを目標としている。
3 　APEC プライバシー・フレームワークについて
　APEC プライバシー・フレームワークは，アジア太平洋地域における電
子商取引を促進することを目標とするものである。同フレームワークは，
2）　なお，EU では，単一デジタル市場を目指し，2016年 ₄ 月に可決した EU 一
般データ保護規則（EU General Data Protection Regulation）の下において，同
規則に基づいて直接各国の事業者は監督されることとなる。施行は ₂ 年後の
2018年である。
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1980年 OECD プライバシーガイドラインと本質的価値観を同じくし，事
業者が個人情報を扱う場面を時系列順に検討した ₉ つの原則を内容とす
る。APEC は，同フレームワークにより，国内個人情報保護制度の策定を
APEC 参加エコノミーに対して推奨している。その ₉ つのルールは下記の
とおりである。
⑴損害の回避（Preventing Harm）
　個人情報の不正利用とそれにより及ぼされる個人への損害の回避が同フ
レームワークの主要な目的であることを確認し，そのような損害回避のた
めに個人情報保護措置を構築すべきである，とする原則である。この個人
情報保護措置には，自主規制取組，教育啓蒙活動，法律，規制及び執行措
置等が含まれる。
⑵通知（Notice）
　個人情報の収集，収集の目的，開示される第三者の種別，個人情報を取
扱う事業者の名称・所在及び苦情受付窓口，利用・提供の制限及び開示・
訂正の求めの集団について，事業者が明確かつ容易にアクセス可能な方法
で明示する，という原則である。
⑶収集の制限（Collection Limitation）
　個人情報の収集は，収集目的に関連する範囲に制限しなければならな
い，という原則である。
⑷個人情報の利用（Uses of Personal Information）
　個人情報の利用は，収集目的及び関連する目的を満たすためだけになさ
れるべき（ただし，個人の同意がある場合，個人に請求された役務又は商
品の提供のために必要である場合を除く。）である，という原則である。
⑸選択の機会提供（Choice）
　個人情報の収集，利用及び開示に関し，個人が選択できる仕組みを提供
すべき旨の原則である。
⑹個人情報の正確性確保（Integrity of Personal Information）
　個人情報が利用目的に必要な限度で，正確であること，完全なものであ
ること，最新であることを確保すべき旨の原則である。
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⑺安全管理措置（Security Safeguards）
　個人情報の滅失，不正アクセス，不正利用等のリスクに対する適切な安
全管理措置を整備すべきである，とする原則である。
⑻開示・訂正（Access and Correction）
　事業者が個人情報を保有しているかどうかの開示，及び正確性に疑義が
ある場合には訂正等を求める権利を個人が与えられているべきとする原則
である。
⑼説明責任（Accountability）
　上記⑴～⑻の原則を実現する措置を遵守していることについて責任を負
う旨の原則である。フレームワークではさらに，個人情報を移転（国内移
転，越境移転の双方を含む）する場合において，個人の同意を得ない場合
には，受領者が上記⑴～⑻の原則と一致した個人情報保護を行うことを提
供者は確保しなければならない，とされている。
4 　APEC 越境プライバシー執行のための協力取決め（CPEA）について
　2009年11月には，APEC 越境プライバシー執行のための協力取決め
（CPEA。Cross-Border Privacy Enforcement Agreement）が承認された。
　CPEA は，APEC エコノミー間での執行機関間における執行協力の枠組
みを提供するものである。具体的には，プライバシー法の執行に関する事
項の照会や，調査協力の依頼，プライバシーに関する苦情の移転等を内容
とする。
　2016年12月現在，オーストラリア，ニュージーランド，アメリカ，香
港，カナダ，日本，韓国，メキシコ，シンガポールの ₉ エコノミーが参加
している。
　なお，多国間越境執行協力の枠組みとして GPEN（Global Privacy En-
forcement Network）が存在する。GPEN は OECD で2007年に採択された
プライバシー執行における加盟国間の協力を推進する勧告に基づいて結成
されたもので，40カ国余りの国が参加している。
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III　APEC・CBPR システムについて
1 　成立経緯と概要
　APEC 各メンバーエコノミーは，前述したプライバシー・フレームワー
クにより，国内における個人情報保護制度の策定が勧奨されている。一方
で，ビジネスのグローバル化に伴い，個人情報が国境を越えても APEC
プライバシー原則に基づいて保護されることを担保することが大きな課題
となった。そこで，2011年11月，APEC 首脳宣言において CBPR システム
の実施が示された。
　CBPR システムは， 事業者の越境個人情報保護に係る取組に関し，
APEC プライバシー・フレームワークへの適合性を認証する制度である。
CBPR 認証を受けた事業者にとっては，APEC 域内において個人情報保護
を適切に行っている事業者であることを示すことが可能となる。
2 　CBPR の仕組みについて3）
　CBPR システムは，⑴自己査定（self-assessment），⑵適合性審査（com-
pliance review），⑶認証・受入（recognition/acceptance），⑷紛争解決・
執行（dispute resolution and enforcement）の ₄ つの要素から成り立つ。
⑴　自己査定（self-assessment）
　まず，事業者は，自らデータ保護体制が APEC プライバシー・フレー
ムワークの条件を満たすことについて，CBPR 質問票（Questionnaire）に
答えることにより自己査定を行う。自己査定を行った事業者は，アカウン
タビリティ・エージェント（Accountability Agent）に質問票を提出し，そ
の認証を受ける。
3）　APEC Cross-Border Privacy Rules System ─ Policies, Rules and Guidelines 参
照。
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　なお，アカウンタビリティ・エージェントとは，事業者が CBPR で求
められる要件を満たすことについて認定を行う中立的な認証団体を指す。
　このように CBPR システムにおいては，CBPR 認定を必要とする事業者
が自らの個人データ保護体制が CBPR で求められる条件を満たしている
かを自ら審査する必要がある。この自己審査のプロセスを経る過程におい
て，個人データ保護体制（内部規定の制定，チェック管理体制等）が整っ
ているのかを CBPR 質問票にそって確認することが可能となる。
⑵　適合性審査（compliance review）
　CBPR システムにおけるアカウンタビリティ・エージェントになるため
には，事業者に対し認証を行うことについて APEC から認定を受ける必
要がある。認定にあたっては，事業者の評価，苦情処理をアカウンタビリ
ティ・エージェントがどのように行うのか，利益相反の有無等が審査され
る。アカウンタビリティ・エージェントの審査は，一度認定を受ければ済
むわけではなく，毎年行われる。
　これによってアカウンタビリティ・エージェントの適合性が担保される
仕組みとなっている。
　このように適合性が担保されたアカウンタビリティ・エージェントが，
⑴の自己審査を経た事業者の確認を行うことで，ひいては事業者の適合性
が担保される。
⑶　認証・受入（recognition/acceptance）
　アカウンタビリティ・エージェントから認証を受けた事業者について
は，事業者名，連絡先及び認証を与えたアカウンタビリティ・エージェン
トが APEC 及びその国のウェブサイトに公表される。これにより，消費
者や関係者が CBPR 認証を受けた事業者及びアカウンタビリティ・エー
ジェントを把握でき，苦情申立ができるようになっている。
⑷　紛争解決・執行（dispute resolution and enforcement）
　CBPR の規定上，アカウンタビリティ・エージェント及び執行機関によ
り執行力が担保されていることが必要である。言い換えれば，CBPR 認定
を受けた事業者に CBPR ルール違反があった場合に，アカウンタビリテ
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ィ・エージェント及び執行機関が違反のあった事業者に対し執行できる権
限のあることが CBPR の制度上求められている。
　例えば，アメリカの場合，CBPR 認証を受け，その旨が公表されたこと
をもって，違反があった場合には，欺瞞的な行為があったとして FTC 法
₅ 条に基づいて FTC（連邦取引委員会）による執行の対象となる。また，
日本の場合，認定個人情報保護団体であるアカウンタビリティ・エージェ
ントにより CBPR 認証を受けた事業者に違反があった場合，認定個人情
報保護団体による執行（改善命令，CBPR 認証取消等）の対象となり，認
定個人情報保護団体による執行が不十分である場合，執行権限を有する政
府機関（改正個人情報保護法の完全施行後は個人情報保護委員会となる。）
の執行の対象となる。これにより CBPR 認証を受けた事業者は，間接的
に執行を受けることになる。
3 　CBPR 利用のためのプロセス
⑴　エコノミー参加
　CBPR システムは，APEC エコノミーが自動的に加入されるものではな
く，CBPR の利用を望むエコノミーは所定の手続きを踏む必要がある。ま
ず，CBPR システムへの参加意思表明を ECSG，DPS 及び JOP（Joint 
Oversight Panel. 共同監視パネル）に対し提出する必要がある。この参加
意思表明には，CPEA 参加執行機関の存在，アカウンタビリティ・エージ
ェントの承認が必要である。
⑵　アカウンタビリティ・エージェント認定
　エコノミーとしての参加が APEC により認められれば，次のステップ
としてアカウンタビリティ・エージェントが認定される必要がある。認定
にあたっては，CBPR システムの条件に事業者が沿っていることの評価シ
ステムが整備されていること，CBPR 違反事業者に対する消費者や関係当
事者の苦情を受け付ける体制があること等が確認される。
　なお，執行力が担保されていれば，アカウンタビリティ・エージェント
は，政府機関でも民間団体でも良いとされている。日本の場合，執行力担
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保の観点から，認定個人情報保護団体であることがアカウンタビリティ・
エージェントになるための条件となる。
⑶　事業者の認証
　以上のように，エコノミーとしての参加，アカウンタビリティ・エージ
ェントが認定されてはじめて，当該エコノミーにおいて事業者は CBPR
認証を受けることが可能となる。
4 　現在の運用状況
　2016年12月現在，CBPR に参加しているエコノミーはアメリカ，メキシ
コ，日本，カナダの ₄ カ国である。そのうち，アカウンタビリティ・エー
ジェントが認定されているのは，アメリカの TRUSTe と日本の一般社団
法人情報社会推進協会（JIPDEC）の ₂ つである。
　2016年12月時点において，アメリカにおいて TRUSTe から CBPR 認証
を受けている事業者は18社である。この中には IBM や大手製薬会社であ
る Merck，Apple，Hewlett Packard のような企業も含まれており，アメリ
カにおける CBPR の注目度の高さを示している。日本でも2016年12月に
JIPDEC より CBPR 認証を受けた事業者の第 ₁ 号が発表された。
IV　CBPR とデータ越境移転について
1 　CBPR と BCR の相互運用性に向けた取組みについて
　CBPR システムは APEC 域内において事業者が個人データ保護体制を確
保できていることを示すためのものであるが，EU の BCR との相互運用
性（interoperability）に向けた取組みがある。
　EU においては，EU データ保護指令の下，個人情報保護のレベルが EU
から見て十分である国への移転でなければ，本人同意がある場合，契約の
履行のために必要である場合などのいくつかの例外を除いて，個人情報を
EU から移転できない。その例外の一つとして BCR（Binding Corporate 
Rules。拘束的企業準則）がある。BCR は，主にグローバル企業がグルー
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プ企業内で個人情報を移転する場合を想定しており，欧州委員会が定めた
ルールに則った企業について移転を可能にする仕組みである。EU データ
保護指令には直接規定されていないが，2016年に成立し2018年に施行予定
の EU データ保護規則には直接規定されている。
　個人情報の越境移転を行うグローバル企業が CBPR と BCR の双方を取
得しようとする場合，現時点では ₂ つの異なる手続きを経る必要がある。
重複する手続きの煩雑さ，及び類似する要件について異なった説明をして
しまい認証を受けられなくなることが懸念された。そこで，2012年 ₉ 月よ
り相互運用性の構築に向けた取組みが行われている。
　2012年 ₉ 月より APEC 及び EU 合同のワーキンググループが結成され，
継続的な議論がなされている。
2 　比較文書（Common Referential）とのその内容
　相互運用性に向けた取組みの一環として作成されたのが， 比較文書
（Common Referential）である。これは，CBPR と BCR に違いはあるもの
の，基本とする概念・原則に共通点が多い，という共通理解の下，双方の
基本理念を比較するものである。
　EU のデータ保護当局の代表で構成され，EU データ保護指令に関する
解釈指針や意見書を示す29条作業部会が比較文書について述べた意見書で
は，CBPR か BCR のどちらかについて承認を得られれば自動的にもう一
方の承認も取得できる相互承認（mutual recognition）を目標としている
わけではないことが明記されている。しかし，企業にとっては二重に手続
きを経なければならない手間を省くための「二重認証（double certifica-
tion）」のベースになりうる旨が同意見書で述べられている。
　 3 　今後の取組み
　CBPR と BCR の相互運用性に向けた更なる取組みとして，2015年 ₄ 月
から ₅ 月にかけて APEC と欧州委員会の間で合意がなされている。具体
的には，BCR の申請様式である WP133と CBPR 認証を受ける事業者向け
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の質問票（Intake Questionnaire）をベースとする共通の申請書の作成及
び双方のシステムにおいて必要となる提出書類の整理表（mapping）の作
成に加えて， 長期的にはプロセッサー向け BCR とプロセッサー向け
CBPR に相当する Privacy Recognition for Processors（PRP） の比較文書
の作成が今後なされることについて合意された。
　実際，当該比較文書を利用して CBPR を取得した後，BCR を認められ
ている事例が出ている4）。概念的な比較文書にとどまらず，共通の申請書
や提出書類の整理表等の実際的なものがあれば，より双方のシステムを利
用する事業者の利便性が増すことが予想される。
V　日本における CBPR
1 　経　　　緯
　日本は2013年 ₆ 月に CBPR にエコノミーとしての参加を申請し，翌年
2014年 ₄ 月に参加が認められた。2016年 ₁ 月には JIPDEC がアカウンタビ
リティ・エージェントとしての参加が認められた。前述のように，CBPR
システムを当該エコノミーにおいて事業者が利用できるためには，エコノ
ミーとしての参加を認められるだけでなく，アカウンタビリティ・エージ
ェントが必要である。日本は，アメリカに続き， ₂ 番目の国として CBPR
システムを完全に導入し，事業者が利用できるようにしている。
　日本において CBPR システムが導入されたことにより，グローバルに
活躍する企業等の越境個人情報保護の取組みに， 日本として APEC の
CBPR 認証を付与することで，自社の個人情報の取扱いが APEC プライバ
シー原則に適合していることを示すことができるようになり，APEC 域内
での事業活動を円滑に行えるようになることが期待される5）。
4）　IAPP “Merck first company to win BCRs via APECʼs CBPRs”
5）　経済産業省ニュースリリースより。
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2 　日本における CBPR の仕組みについて
　前述のとおり，CBPR は，CBPR 認証事業者に違反があった場合，執行
力が担保されていることが必要である。 日本の場合， 直接アメリカの
FTC 法のように自ら遵守することを宣言したルールに違反したことをも
って事業者に対して行政機関が命令等の執行をかけられる法制にはなって
いない。その代わり，日本においてアカウンタビリティ・エージェントに
なるためには認定個人情報保護団体でなければならず，認定個人情報保護
団体を介した執行が担保されている。
　認定個人情報保護団体は個人情報保護に関する指針を作成する努力義務
を負っており（改正後個人情報保護法53条 ₁ 項），対象事業者に対し，当
該個人情報保護指針を遵守させるために必要な勧告その他の措置をとらな
ければならない（同条 ₄ 項）。そして，個人情報保護委員会は認定個人情
報保護団体に対し，認定業務の実施の方法の改善等必要な措置をとるべき
旨を命ずることができる（改正後個人情報保護法57条）。 このように
CBPR ルールは，認定個人情報保護団体を介して間接的に執行力が担保さ
れる構成が取られている。また，認定個人情報保護団体は，対象事業者に
対する苦情を処理することが義務づけられている（改正後個人情報保護法
47条 ₁ 項 ₁ 号）。この点でも CBPR 上アカウンタビリティ・エージェント
に求められる役割を果たすことが可能である。
　個人情報保護法上，認定個人情報保護団体の業務は，個人情報保護指針
の規定，苦情処理と規定されており，直接，認証業務が規定されているわ
けではない。個人情報保護法36条 ₃ 号その他業務に含まれる。この整理
は，改正個人情報保護法においても同じである。
　改正前個人情報保護法の主務大臣制においては，執行権限を有する各省
庁がそれぞれ所管分野の認定個人情報保護団体の認定をしており，現在38
の認定個人情報保護団体が存在する。2016年 ₅ 月30日に改正個人情報保護
法が完全に施行され，主務大臣制がなくなれば，同経済産業省の認定基準
が個人情報保護委員会の認定基準に引き継がれることが期待される。
　なお，CBPR システムは任意に参加するものであるため，全ての認定個
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人情報保護団体が自動的にアカウンタビリティ・エージェントになるわけ
ではなく，CBPR システムにおいて必要な条件を満たすことを届け出るこ
とが必要になる。ここで必要な条件は執行機関によって公表される上記認
定基準であり，CBPR システム上必要とされる条件を基本的には落とし込
んだものである。ただし，前述のように認定個人情報保護団体であること
が前提であるため，事業を継続的に続けるための経済的基礎等，認定個人
情報保護団体となるため所定の条件を満たさなければならない。また海外
から寄せられる CBPR に関する苦情に対処する必要があるため，アカウ
ンタビリティ・エージェントになるには英語で業務を行えることも必要で
ある。
　このように，日本においてアカウンタビリティ・エージェントになろう
とする団体の認定プロセスは，認定個人情報保護団体になった上で，アカ
ウンタビリティ・エージェントとしての届出を行うという，二段階方式に
なっている6）。
3 　改正個人情報保護法24条との関係について
　CBPR システムがまだ運用され始めて ₅ 年も経っておらず，日本におい
てアカウンタビリティ・エージェントが認められ完全に導入されたのが
2016年 ₁ 月であるため，まだ認知度はそれほど高くないかもしれない。し
かし，改正個人情報保護法で新たに規定された越境移転に関する第三者提
供に関する規律との関係で，CBPR システムが注目されると予想される。
　改正個人情報保護法24条によれば，外国にある第三者に個人データを提
供する場合，①提供先事業者が所在する国が日本と同等の個人情報保護法
制を持つ国であると個人情報保護委員会により認められた国である場合，
又は②提供先が個人情報保護のための継続的な体制を満たす個人情報保護
委員会の定めた基準に適合している場合（以下，「基準適合体制」という。）
6）　詳細は「平成25年度我が国経済社会の情報化・サービス化に係る基盤整備
（経済産業分野を対象とする個人情報保護に係る制度整備等調査研究）調査報
告書」（株式会社野村総合研究所平成26年 ₃ 月）参照。
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でなければ，外国にある第三者に個人データを提供していることについて
本人の同意が必要である。
　②の提供先が個人情報保護のための継続的な体制を満たすための基準は
個人情報保護委員会規則及びガイドラインで定められるところ，提供元又
は提供先の事業者が CBPR 認証を得ている事業者であればこの基準を満
たすことが示されている7）。 具体的には， 日本にある提供元事業者が
CBPR 認証を取得しており，外国にある提供先が提供元事業者に代わって
個人情報を取り扱う場合には，②の基準が満たされることになる。これ
は，CBPR 認証を取得していれば，自らに代わって個人情報を取り扱う事
業者が個人情報保護のための義務を負わせることが CBPR の規定で求め
られているからである8）。また，外国にある提供先事業者が CBPR 認証を
取得していれば，「個人情報の取扱いに係る国際的枠組みに基づく認定」
があると認められる。当基準が満たされれば改正個人情報保護法24条の適
用を受けないため，これによりオプトアウトの方法による第三者提供や委
託により，本人の同意なく個人データの第三者提供をすることが可能とな
る9）。
VI　終 わ り に
　CBPR システムは，異なるデータ保護法制を有する APEC 域内のエコノ
ミー間において，事業者が APEC で定められたプライバシー・フレーム
ワークにそった個人情報保護体制を整えていることを示すツールとなる。
さらに，EU からの個人情報移転を可能にする BCR との相互運用性が高
まれば，今後利用のメリットが大きくなることが予想される。
7）　「個人情報の保護に関する法律についてのガイドライン（外国にある第三者
への提供編）」 ₆ ─ ₇ 頁，37頁。
8）　APEC CROSS-BORDER PRIVACY RULES SYSTEM PROGRAM REQUIRE-
MENTS (Question 46) 参照。
9）　「改正個人情報保護法」（商事法務。板倉洋一郎，日置巴美著）。
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　日本における事業者にとっては，アメリカやカナダをはじめ，APEC 域
内で個人情報保護体制を整えていることを示すことで，グローバル展開す
ることが期待される。また，外国にある提供先が CBPR 認証を受けてい
る事業者であれば越境移転に関する24条が適用されず，本人の同意なくオ
プトアウトや委託により個人データを移転することができることになる。
今後，日本の事業者が外国に個人データを移転する際に移転先事業者が
CBPR 認証を受けていることを求める状況になる可能性がある。CBPR が
日本国内において多くの事業者が取得している P マークの APEC 版とし
て普及する可能性が秘められているといえよう。
