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 1 
1 Innledning 
1.1 Bakgrunn 
Blant politiets oppgaver er kriminalbekjempelse den helt sentrale. Det er blant annet nedfelt 
i politiloven § 2 nr. 2.
1
 Det forventes at politiet og påtalemyndighetene forebygger, 
avverger, etterforsker og irettefører straffbare handlinger effektivt. Politiet har således 
interesse i å kunne behandle alle opplysninger som kan bidra til dette. Dersom man bare 
hadde lagt vekt på hensynet til kriminalitetsbekjempelse, hadde det for eksempel vært 
hensiktsmessig å opprette registre med fingeravtrykk og DNA-profiler av samtlige av 
landets borgere. Sammen med elektroniske spor fra e-post, bankkort, bompasseringer mv. 
ville de utgjøre meget effektive verktøy for at politiet kunne utføre sine oppgaver. På den 
andre siden taler personvernhensyn for å begrense politiets adgang til å behandle 
personopplysninger. De færreste ville ønske å leve i et samfunn der offentlige myndigheter 
har totaloversikt over våre personopplysninger og disposisjoner. Derfor er det behov for å 
finne frem til en balanse mellom kriminalitetsbekjempelse på den ene siden og personvern 
på den andre siden. 
Etter gjeldende rett er den sentrale hjemmelen for politiets behandling av 
personopplysninger Strafferegistreringsloven.
2
 Strafferegistreringsloven sier imidlertid lite 
om hvordan personopplysninger skal behandles. Det samme gjelder for 
Strafferegistreringsforskriften.
3
 I den grad det i det hele tatt finnes bestemmelser om 
grunnleggende personvernprinsipper, følger de av rundskriv og instrukser. 
Personopplysningsloven kommer i utgangspunktet til anvendelse på all elektronisk 
behandling av personopplysninger jf. § 3 bokstav a.
4
 Imidlertid følger det av § 5 at 
bestemmelsene i loven bare kommer til anvendelse ”om ikke annet følger av særskilt lov 
                                                 
1
  Lov om politiet (Politiloven) 4 aug. Nr 53. 1995. 
2
  Lov om strafferegistrering (Strafferegistreringsloven)11. juni 1971 nr. 52. 
3
  Forskrifter om strafferegistrering (Strafferegistreringsforskriften) 20. desember 1974 nr. 4. 
4
  Lov om behandling av personopplysninger (personopplysningsloven)14. april. 2000 nr. 31. 
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som regulerer behandlingsmåten”. I NOU 2003: 21 legges det til grunn at 
personopplysningsloven kommer til anvendelse der strafferegistreringsloven ikke gir 
særskilte regler.
5
 Når det imidlertid gjelder politiets og påtalemyndighetenes behandling av 
opplysninger i straffesaker, fremgår det av § 1-3 i forskriften til personopplysningsloven at 
loven ikke kommer til anvendelse.  
I forarbeidene
6
 til personopplysningsloven påpekes det at regelverket for politiregistrene er 
uoversiktlig og at strafferegistreringsloven inneholder få materielle regler. 
Justisdepartementet mente at det var behov for en generell gjenomgang av 
strafferegistreringsloven for blant annet å lovfeste grunnleggende behandlingsregler for 
behandling av personopplysninger. 
28.august 2000 nedsatte departementet et utvalg med mandat til å gjennomgå 
strafferegistreringsloven samt å utarbeide forslag til ny lov om politiregistre. 28. august 
2003 presenterte utvalget sin innstilling i NOU 2003:21.  Utredningen munnet ut i et 
forslag til ny politiregisterlov (heretter forkortet til PRF) som skal regulere politiets 
behandling av opplysninger. Loven er ment å erstatte strafferegistreringsloven i sin helhet 
samt straffeprosesslovens og politilovens regler om taushetsplikt. Det endelige lovforslaget 
skal etter planen fremmes for Stortinget i løpet av våren 2009.
7
  
I EU har vedtagelsen av Schengen-konvensjonene i hhv 1995 og 2002 medført styrket 
politi- og justissamarbeid. I den forbindelse oppsto behovet for å regulere utveksling av 
opplysninger over landegrensene mellom relevante myndigheter i justissektoren. 
På denne bakgrunnen ble det i desember 2005 fremmet et utkast til rammebeslutning 
(heretter forkortet til RB) om personvern ved behandling av opplysninger i forbindelse med 
politi- og strafferettssamarbeid.
8
 Rammebeslutninger brukes som betegnelse på en type 
instrumenter som gjelder innenfor Schengen-området. De har likhetstrekk med direktiver. 
Når en rammebeslutning vedtas får medlemslandene en frist til å inkorporere 
bestemmelsene i nasjonal lovgivning. 
                                                 
5
  NOU 2003: 21 s.104 andre spalte. 
6
  Ot.prp. nr. 92. (1998-1999) pnkt. 6.4. 
7
  St.prp. nr. 1 (2007-2008) s. 35 annen spalte. 
8
  Council Framework Decision 2008/977/JHA of 27 November 2008. 
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RB anses som Schengen-relevant og blir således bindene for Norge forutsatt Stortingets 
samtykke. Etter nesten tre års forhandlinger ble RB vedtatt 27. november 2008. Norge 
deltok i forhandlingene. RB har hjemmel i EU-traktaten art. 30, 31 og 34 (2)(b).  
 
 Tema og problemstilling 
Oppgavens tema og hovedproblemstilling er spørsmålet om PRF oppfyller 
personvernkravene som oppstilles i RB. I denne forbindelse gis det en sammenlignende 
fremstilling av enkelte sentrale emner, jf. nærmere om dette i punkt 1.3. Hovedvekten vil 
bli lagt på de områdene, der det synes å være motstrid mellom RB og PRF eller i det minste 
uoverensstemmelser. For ordens skyld presiseres at sammenligningen ikke omfatter de 
reglene som pålegger landene plikter mv. i forbindelse med utveksling av opplysninger. 
Slike bestemmelser er ikke foreslått i PRF, og regler av denne art må antas å bli regulert i 
særskilte forskrifter. 
Det er som nevnt ventet at det endelige forslaget til ny politiregisterlov vil bli fremmet for 
Stortinget i løpet av våren 2009, det vil si seks år etter at utvalget har avgitt innstilling 
NOU 2003: 21. I Stortingets spørretime den 12. mars 2008 oppga Justisminister Knut 
Storberget at årsaken til forsinkelsen var at man har ventet for å se hva EUs 
rammebeslutning om personvern i forbindelse med utveksling av personopplysninger ville 
bringe.
9
 Det er naturlig å forstå denne uttalelsen som at det norske lovforslaget skal 
tilpasses til rammene som er nå er fastsatt i RB.  
 
 Avgrensninger og terminologi 
Som nevnt i punkt 1.2 vil oppgaven omhandle en sammenligning av de mest sentrale 
spørsmålene, og oppgaven bærer således preg av å være en oversiktsoppgave.  
Hvilke emner som behandles fremgår i punkt 2. De emnene som ikke behandles er blant 
annet PRF kapittel 8 om politiets sikkerhetstjeneste (PST), idet RB avgrenser mot 
                                                 
9
  Spørsmål nr. 15 fra Elisabeth Aspaker (H). 
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behandling av opplysninger i de nasjonale etterretningstjenestene, jf. nærmere om dette i 
punkt 2.1.  Likeledes gis det ikke noe nærmere redegjørelse for reglene om vandelskontroll 
i PRF kapittel 5, regler om klageadgang, erstatning og sanksjoner, idet disse spørsmålene 
ikke er av utpreget personvernmessig natur. Bestemmelsene om informasjonsplikt vil heller 
ikke bli behandlet, idet art. 16 i RB er utformet slik at informasjonsplikten reguleres av 
nasjonal rett. Det derfor ikke noe grunnlag for å sammenligne reglene om informasjonsplikt 
i henholdsvis RB og PRF. 
Når det gjelder terminologi vil betegnelsen ”politiet” også omfatte påtalemyndigheten. Med 
begrepet ”utvalget” menes politiregisterlovutvalget som har avgitt NOU 2003: 21. Med 
”kommisjonen” menes kommisjonen som utarbeidet forslaget til RB. ”Lovforslaget” peker 
på PRF. Videre menes med begrepet «opplysninger» også personopplysninger, med mindre 
noe særskilt er nevnt. 
 
 Rettskilder utover RB og PRF 
 Innledning 
Hensett til oppgavens tema er rettskildesituasjonen noe annerledes enn hva som er tilfelle 
når man gjør rede for gjeldende rett. Utgangspunktet i denne oppgaven er en 
sammenligning av et lovutkast fra et utvalg og en rammebeslutning som nettopp ble 
vedtatt. Siden emnet – i alle fall i Norge – i tillegg representerer noe nytt, ligger det i 
sakens natur at det ikke finnes nevneverdig rettskildemateriale som det kan vises til, 
herunder rettspraksis og litteratur. Dernest er behovet for de tradisjonelle rettskildene av 
mindre betydning i forbindelse med utformingen av en ny lov. Utgangspunktet er der at 
lovgiveren står fritt til å gi regler, med mindre det finnes nasjonale eller internasjonale 
skranker. I dette punkt gis det derfor en oversikt over de rammene lovgiveren må eller bør 
forholde seg til når den nye politiregisterloven skal vedtas. Av disse grunner er også 
henvisning til rettskilder i denne oppgaven av begrenset omfang. 
 5 
 Fortolkning av overnasjonale instrumenter 
Ved tolkning av RB for så vidt også direktiver og forordninger og andre overnasjonale 
instrumenter er knapphet på forarbeider en utfordring. Det naturlige utgangspunktet er å 
støtte seg til ordlydfortolkning av bestemmelsene. I EU finnes flere likestilte 
språkversjoner av samme tekster og i tvilstilfeller er det nærliggende å se om andre 
versjoner kan by på tolkningshjelp. Imidlertid kan felleskapsrettens flerspråklige karakter i 
noen tilfeller være et hinder for enhetlig forståelse av begrepene. Det er ingen selvfølge at 
ord som er ment å være synonymer faktisk er det. Av denne grunn blir ordlyden sjelden 
tillagt avgjørende vekt i EF-domstolens praksis.
10
 Etter ordlydfortolkning er det mest 
nærliggende å ty til formålsbetraktninger. Siden referater og andre forarbeider fra 
forhandlingene ikke publiseres må formålene utledes av de enkelte bestemmelsene og 
fortalen. Fortalen er en ikke-bindene rettsakt, eller såkalt ”soft law”. Det vil si at rettigheter 
og plikter ikke kan utledes direkte av fortalen, men den benyttes til å formulere formålet 
med bestemmelsene som følger. I tillegg kan bestemmelser det ikke ble enighet om under 
forhandlingene i stedet overføres til fortalen som anbefalinger til medlemsstatene. EF-
domstolen legger større vekt på formålsbetraktninger enn ordlydfortolkninger. De har ved 
noen anledninger blitt tillagt avgjørende vekt.
11
 
 
 NOU 2003: 21 
Ved tolkningen av PRF er NOU 2003: 21 av sentral betydning. Andre norske lover kan 
også være aktuelle som tolkningsfaktorer. Mest aktuelle i så måte er: Lov om 
strafferegistrering 11. juni. nr. 52. 1971. Forskrifter om strafferegistrering av 20. desember 
1974 nr. 4. Straffeprosessloven 22 mai. nr. 23. 1981. Påtaleinstruksen 15. Desember 2006 
nr. 1456. 
                                                 
10
  Arnesen (1995) s. 23. 
11
  Arnesen (1995) s. 34-42. 
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 EMK/EMD 
Den Europeiske menneskerettskonvensjonen gjelder som lov i Norge, se 
menneskerettsloven
12
 § 2. Ved motstrid går den foran bestemmelser i annen lovgivning. 
Rammene EMK art. 8 oppstiller må overholdes ved utformingen av nye lover. EMK art. 8 
og EF-domstolens praksis særlig med tanke på kravene til klarhet og forutsigbarhet er 
sentrale for utformingen av både PRF og RB. 
Hovedregelen som angis i art. 8(1) er at borgerne har rett til respekt for sitt privatliv, 
familieliv, hjem og korrespondanse. Offentlige myndigheter kan ikke gjøre ”inngrep” i 
denne retten uten at vilkårene i art. 8(2) er oppfylt.  
Praksis fra EMD har fastslått at lagring av persondata i seg selv utgjør ”inngrep”. Det ble 
blant annet fastslått i saken Amann mot Sveits.
13
 Også i saken Rotaru mot Romania kom 
retten til at lagringen isolert sett utgjorde ”inngrep”. 14 
I NOU 2003:21 legges det til grunn at politiets behandling av personopplysninger alltid må 
anses som inngripende og at EMK art. 8 kommer til anvendelse all behandling som 
reguleres av PRF.
15
  
 
 Personopplysningsloven 
Personopplysningsloven (pol) § 3 første ledd bokstav a og b fastslår at loven kommer til 
anvendelse på all elektronisk behandling av personopplysninger samt annen behandling av 
personopplysninger når disse inngår i et personregister. Av § 5 følger det at bestemmelsene 
i loven viker for annen regulering i særskilt lov. Videre fremgår det av § 1-3 i forskriften til 
personopplysningsloven at loven ikke gjelder for behandling av opplysninger som 
reguleres av prosessuelle regler. Strafferegistreringsloven sier ikke eksplisitt at 
                                                 
12
  Lov om styrking av menneskerettighetenes stilling i norsk rett (menneskerettighetsloven) 21. mai 
1995 nr. 52. 
13
  Amann v Sveits, The European Court of Justice, The Hauge, 16. februar 2000. 
14
  Rotaru v Romania, The European Court of Justice, The Hauge, 4. mai 2000. 
15
  NOU 2003: 21 s. 107 første spalte. 
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personopplysningsloven ikke skal gjelde på sitt saksfelt og det må således bero på tolkning 
om den kommer til anvendelse. Strafferegistreringsloven er lite utfyllende og i denne 
fremstillingen legges det til grunn at personopplysningsloven kommer til anvendelse der 
strafferegistreringsloven er taus. 
 
 Personverndirektivet 
Utgangspunktet for personverndirektivet
16
 er at det ikke gjelder for politisektoren. Se 
art. 2(2) der statens aktiviteter på det strafferettslige området er unntatt. Videre angis det i 
art. 2 at direktivet ikke gjelder behandling av personopplysninger som omfattes av avsnitt 
VI i EU-traktaten. Avsnitt VI består av regler om politi- og rettslig samarbeid i straffesaker.  
RBs anvendelsesområde slik det er angitt i art. 1 er avgrenset til behandling av 
personopplysninger i forbindelse med politi- og rettslig samarbeid i kriminalsaker jf. 
avsnitt VI i EU-traktaten. I tillegg fremgår det i fortalen avsnitt 5 at personverndirektivet 
ikke gjelder for RB. 
Etter dette er det klart at direktivet ikke gjelder for strafferetts- og politiområdet. Imidlertid 
er personverndirektivet et av de viktigste personverninstrumentene i Europa. Det befester 
viktige personvernprinsipper og nyter bred anerkjennelse. Andre personverninstrumenter 
som for eksempel personvernkonvensjonen og politirekommandasjonen inneholder ikke på 
langt nær samme detaljeringsgrad.  Med direktivet spesielle status kan det sågar anføres at 
direktivet er i ferd med å oppnå status som folkerettslig sedvanerett. 
Sett i det perspektivet må direktivet kunne brukes som en relevant tolkningsfaktor også på 
området for politi- og strafferettssamarbeid. 
 
                                                 
16
  EP/Rdir 94/22 EØF. 
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 Europarådets personvernkonvensjon 
Personvernkonvensjonen
17
 kommer til anvendelse på offentlig og privat sektor, se art. 3. 
Norge har ratifisert konvensjonen men den anses ikke som folkerettslig bindende.  
Unntak fra konvensjonens bestemmelser angis i art. 9. I likhet med EMK art. 8 tillates 
avvik fra sentrale personvernprinsipper forutsatt at det regnes som nødvendig i et 
demokratisk samfunn og at det er fastsatt i lov. 
 
 Politirekommandasjonen og evalueringene 
Ut over 80-tallet ble den elektroniske behandlingen av personopplysninger innenfor politi- 
og justissektoren mer omfattende. Med det oppsto også behovet for mer detaljerte regler 
enn det personvernkonvensjonen bød på. Denne utviklingen var bakgrunnen for at 
Europarådet utarbeidet og vedtok politirekommandasjonen. 
I likhet med personvernkonvensjonen er heller ikke politirekommandasjonen
18
 bindene for 
medlemsstatene. Rekommandasjonen kommer til anvendelse på elektronisk behandling av 
personopplysninger på politiområdet, men begrenset til politiets primæroppgaver, se 
forordet under ”Scope and defenitions”: ”for police purposes”, ”covers all the tasks which 
the police authorities must perform for the prevention and suppression of criminal offences 
and the maintenance of public order”. Ordenstjeneste og kriminalbekjempelse hører etter 
denne definisjonen til de politimessige oppgavene, mens politiets forvaltningsoppgaver og 
sivile gjøremål ikke er omfattet. Politiets hjelpe-, bistands og servicefunksjoner er i 
gråsonen. Men det er ikke unaturlig å la samme slutning gjelde her som for 
personverndirektivet. For den videre fremstillingen forutsettes det at rekommandasjonen er 
å betrakte som relevant rettskildefaktor for RB og PRF med unntak av politiets 
forvaltningsoppgaver og sivile gjøremål. 
 
                                                 
17
  ETS 108-Automatic processing of personsonal data 28.1.1981. 
18
  Europarådets rekommandasjon No. R (87) 15. 
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 Behovet for særregler for politiets behandling av opplysninger 
Som nevnt ovenfor er det i personverndirektivet og i personopplysningsloven gjort unntak 
for politiets behandling av opplysninger innenfor kriminalitetsbekjempelsen. Behovet for 
særregler for politiet er en følge av at deres behandling av personopplysninger, på 
vesentlige punkter, skiller seg fra behandlingen hos andre offentlige myndigheter. 
Det er primært samfunnets interesser som ligger til grunn for behandling av opplysninger i 
forbindelse med politiets kriminalbekjempelse. I annen offentlig virksomhet foretas oftere 
behandlingen i den registrertes interesse. Således preges politiets behandling av at den 
vanligvis foretas uten samtykke fra den registrerte, eller endog at den registrerte ikke skal 
ha kunnskap om behandlingen, mens andre offentlige myndigheter i større grad baserer seg 
på at den registrerte gir sitt samtykke eller at behandlingen er i vedkommendes interesse. I 
tillegg har politiet et mye større behov for å kunne behandle ikke-verifiserte opplysninger 
enn andre offentlige organer eller private. Det er blant annet disse forskjellene som fører til 
behov for særskilt regulering. Dette viser at hensynet til kriminalitetsbekjempelsen og 
hensynet til personvernet kan komme på kollisjonskurs hva gjelder politiets behandling av 
opplysninger. Utfordringen ved utformingen av personvernregler for politiet er således å 
finne en god balansegang mellom disse hensynene. Proporsjonalitetsprinsippet vil her være 
av stor betydning. Således er det lettere å forsvare at personvernhensyn må vike dersom det 
dreier seg om alvorlig kriminalitet, mens det neppe er forsvarlig å gjøre betydelige inngrep 
i personvernet ved heller bagatellmessig kriminalitet. 
 PRF VURDERT I LYS AV RB 
 Anvendelsesområde 
For hvilken behandling av opplysninger RB og PRF kommer til anvendelse er regulert i 
henholdsvis art. 1 og § 3.  
I RB er virkeområdet positivt avgrenset. I henhold til art. 1(2) gjelder RB behandling av 
personopplysninger med henblikk på å forebygge, etterforske, avsløre eller rettsforfølge 
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straffbare handlinger eller å fullbyrde strafferettslige sanksjoner. Politiets 
forvaltningsvirksomhet og sivile gjøremål er således ikke omfattet. I art. 1(2)(a – c) 
presiseres det at virkeområdet gjelder for opplysninger som utveksles eller gjøres 
tilgjengelig eller som har blitt gjort tilgjengelig mellom eller for de institusjonene som er 
nevnt i bokstav a – c. Dette kan umiddelbart tyde på at RB bare gjelder for opplysninger 
som utveksles, og derved ikke for opplysninger som behandles nasjonalt i medlemslandene. 
En slik slutning hadde imidlertid vært noe forhastet, jf. nærmere om dette i punkt 2.1.1. 
Utover dette fremgår det av art. 1 (3) at RB gjelder for hel eller delvis elektronisk 
behandling, samt for manuell behandling så sant opplysningene behandles eller vil bli 
behandlet i et register. Dette innebærer at manuell behandling i utgangspunktet ikke 
omfattes av RB, med mindre de manuelle opplysningene er systematisert på en slik måte at 
de kan gjenfinnes (register).  Videre går det frem av art. 1 (4) at etterretningstjenestene 
heller ikke er omfattet av rammebeslutningens regler.  
I PRF er virkeområdet regulert i § 3. Loven skal gjelde for politiets behandling av 
opplysninger med unntak av opplysninger i den enkelte straffesak, jf. § 3 nr. 1. Fra dette 
unntaket er det imidlertid igjen gjort unntak i § 3 nr. 1 bokstav a og b, der det fremgår at 
flere av lovens bestemmelser likevel skal komme til anvendelse for behandling av 
opplysninger i straffesaker. Ser man lovforslaget under ett er det derved likevel slik at store 
deler av lovforslaget kommer til anvendelse på behandling av opplysninger i straffesaker. I 
følge § 3 nr. 2 gjelder lovforslaget på lik linje med RB ikke for politiets 
forvaltningsoppgaver og sivile gjøremål. Begrunnelsen for dette er at behandling av 
opplysninger i denne delen av virksomheten reguleres av 
personverndirektivet/personopplysningsloven
19
. 
I følge § 3 nr. 3 gjelder PRF heller ikke behandling som reguleres av lov om Schengen 
informasjonssystem, Lov Nr. 66/1999 SIS-loven
20
.  
I henhold til § 3 annet ledd gjelder loven også for Politiets sikkerhetstjeneste (PST), med de 
begrensninger som er foreslått i kap. 8 i PRF. I henhold til § 3 tredje ledd gjelder loven for 
                                                 
19
  NOU 2003: 21 s. 138 første spalte. 
20
  Lov om Schengen informasjonssystem (SIS-loven) 16. juli 1999. 
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all elektronisk og manuell behandling. Videre er det på samme sted gitt noen særlige regler 
for lovens anvendelse på muntlig behandling av opplysninger, og i fjerde ledd er det gitt 
noen særbestemmelser om behandling av opplysninger om gjenstander.  
Som det fremgår er bestemmelsene i henholdsvis RB og PRF dels sammenfallende, mens 
det også finnes flere forskjeller av ikke ubetydelig art.  
De forskjellene som synes å være av størst betydning, bortsett fra at RB gjelder for 
grenseoverskridende opplysninger, er at 
 RB gjelder for behandling av opplysninger i straffesaker, mens PRF foretar 
avgrensninger 
 RB gjelder for manuell behandling utenfor registre 
 RB gjelder for «personopplysninger», mens PRF gjelder for «opplysninger», idet 
lovforslaget også er ment å omfatte opplysninger om juridiske personer og avdøde 
personer (se merknader til § 1, s. 351.) 
 RB avgrenser mot behandling av opplysninger i etterretningstjenestene, mens PRF 
omfatter PST. 
I det følgende gis det en nærmere fremstilling av disse forskjellene, særlig med henblikk på 
hvilke endringer som må foretas i lovforslaget for at den nye politiregisterloven skal være i 
samsvar med RB.  
Før det tas stilling til de ulike områdene, vil det som nevnt ovenfor være nødvendig å drøfte 
nærmere den delen av virkeområde i RB som går ut på at den bare gjelder for opplysninger 
som formidles, jf. nærmere om dette i punkt 2.1.1. 
 
 Nærmere om forståelsen av rammebeslutningens virkeområde 
RBs anvendelsesområde er i utgangspunktet begrenset til opplysninger som utveksles 
mellom eller som på annen måte gjøres tilgjengelige for medlemsstatene, jf. art.1(2) og 
avsnitt 7 i fortalen. Ut fra dette kan man imidlertid ikke uten videre legge til grunn at 
medlemslandene står helt fritt hva gjelder utformingen av den nasjonale 
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personvernlovgivning innefor politisektoren. Hvordan RB på dette punkt må forstås, må 
også ses i sammenheng med historikken, anførsler i fortalen og utformingen av de enkelte 
bestemmelsene. I kommisjonens første utkast til RB var det foreslått at RB i sin helhet også 
skulle gjelde for nasjonal behandling av opplysninger.
21
   Dette tema, det vil si anvendelse 
på nasjonal behandling, var helt fra starten av meget omstridt.
22
 Etter det opplyste var 
medlemslandene delt på midten når det gjelder dette spørsmål. De landene som mente at 
RB bør gjelde for nasjonal behandling, anførte særlig at de ikke kunne se hvordan man skal 
kunne gjennomføre et skille mellom opplysninger som behandles nasjonalt og opplysninger 
som blir gjenstand for utveksling. Disse landene mente videre at man måtte kunne stole på 
at de medlemslandene som mottok opplysninger ville behandle dem i samsvar med 
grunnleggende personvernmessige prinsipper, noe som bare kan garanteres dersom alle 
medlemslandene har slike regler i sin nasjonale lovgivning. Da Tyskland overtok 
formannskapet i januar 2007 fremla de et nytt utkast, som også dannet grunnlaget for den 
versjonen som til slutt ble vedtatt.
23
 I dette utkastet var det således blant annet også 
foreslått at virkeområdet skulle begrenses til opplysninger som utveksles. Det nye utkastet 
var gjenstand for forhandlinger, som varte i halvannet år og spørsmålet vedrørende 
anvendelse på nasjonal behandling var fortsatt ett av de vanskeligste spørsmålene. Den 
enigheten som ble oppnådd berodde på et kompromiss, som gikk ut på følgende: RB skal i 
utgangspunktet bare gjelde for opplysninger som utveksles, men dog slik at de 
grunnleggende personvernrettslige prinsippene også gjelder for nasjonal behandling 
kombinert med en evalueringsbestemmelse i art. 27.   
Således fremgår i avsnitt 8 i fortalen at medlemslandene har til hensikt å sikre at den 
nasjonale behandlingen av opplysninger tilsvarer standarden som er lagt til grunn i RB. 
Noe lignende er nedfelt i avsnitt 11 i fortalen. I tillegg er det viktig å merke seg at enkelte 
artikler, som for eksempel art. 3 om formålsbestemthet og forholdsmessighet, art. 4 om 
retting, sletting og sperring, art. 22 om informasjonssikkerhet og art. 25 om nasjonale 
tilsynsmyndigheter er utformet slik at de ikke uttrykkelig referer til opplysninger som 
                                                 
21
  COM(2005) 475 final. 4.10.2005. 
22
  Peters, Sylvia (2009). 
23
  COMIX 174, 19. april 2006.  
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utveksles, i motsetning til de fleste av de øvrige bestemmelsene som for eksempel art. 10 
der snakkes om ”videregivelse” eller art. 11 som nevner ”personoplysninger der 
modtages”. Det omtalte kompromisset gjenspeiles også særlig i art. 27(1), der det fremgår 
at medlemslandene innen den 27.11.2013 må underrette kommisjonen om hvilke tiltak de 
har iverksatt for å oppfylle RB, herunder skal det også meddeles hvilke regler som gjelder 
når opplysningene samles inn. Sistnevnte tar med andre ord sikte på den nasjonale 
behandlingen. I følge art. 27 (2) skal kommisjonen innen ett år etter nevnte tidspunkt 
meddele Europaparlementet resultatet av evalueringen, herunder eventuelt foreslå 
endringer i RB. Denne bestemmelsen er på mange måter et ris bak speilet. Dersom det 
evalueringen skulle vise seg at ett eller flere medlemsland ikke har en nasjonal 
personvernlovgivning som tilsvarer standarden i RB, er det nærliggende å tro at 
kommisjonen kommer til å foreslå endringer som nettopp gjelder virkeområde.  
De forholdene som er omtalt ovenfor gjenspeiler seg også den svenske og danske 
proposisjonene til henholdsvis riksdagen og folketinget, der det anmodes om parlamentenes 
godkjennelse av RB. Således heter det i den svenske regjeringens proposisjon: «En klart  
uttalad målsätning med rambeslutet är dock att även dataskyddet vid national behandling 
ska hålla samma standard som krävs enligt detta, i syfte att underlätta informationsutbytet 
inom Europeiska unionen (skäl 8). Detta förhållande återspeglas i flera av artiklarna i 
rambeslutet.»
24
 
I det danske forslaget til folketingsbeslutning heter det at « Rammeaførelsen tager således 
sigte på den grænseoverskridende informationsudveksling i forbindelse med 
politisamarbejde og retlig samarbejde i kriminalsager – og den finder inden for dette 
område anvendelse på behandling af personoplysninger, der helt eller delvis foretages 
elektronisk, samt på ikke-elektronisk behandling af personoplysninger, der er eller vil blive 
indeholdt i et register, jf. artikel 1, stk. 3. Der henvises i den forbindelse i øvrigt til 
betraktning nr. 6 og 6a-6b. Af sistnevnte betragtning fremgår, at medlemsstaterne – for at 
fremme udveksling af oplysninger i EU – agter at sikre, at den standard for databeskyttelse, 
der anvendes i behandlingen af oplysninger på nationalt plan, stemmer overens med 
                                                 
24
  Regeringens proposition 2008/09:16. 
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standarden i rammeafgørelsen. Det er i forhold til behandling og indsamling af 
personoplysninger på nationalt niveau endvidere bestemt, at rammeafgørelsen ikke er til 
hinder for, at medlemsstaterne yder sikkerhedsgarantier, der er mere omfattende end dem, 
der er fastsat i rammeafgørelsen, jf. herved artikel 1, stk.5».
25
 (Obs. Henvisningene til 
artikkelnummer viser til et tidligere utkast til RB). 
Spørsmålet som etter dette melder seg er hvilket handlingsrom nasjonalstatene har til å 
avvike fra RB hva gjelder den nasjonale behandlingen av opplysninger.  
Avsnitt 8 i fortalen kan etter sin ordlyd tolkes som en anmodning om å tilpasse nasjonale 
regler til RB, og det vil kunne hevdes at  medlemsstatene ikke er forpliktet til å 
implementere bestemmelsene i RB for sin nasjonale behandling av opplysninger. På den 
annen side er det vanskelig å finne gode grunner for ikke å gjennomføre bestemmelsene i 
RB i den nasjonale lovgivningen, særlig hensett til at disse ikke representerer noe annet enn 
en minstestandard.  Et personvernrettslig perspektiv er det uakseptabelt at store mengder av 
opplysninger, herunder også meget sensitive opplysninger, kan behandles av politiet uten at 
det finnes et regelverk som sikrer et minimum av personvern. Selv om personverndirektivet 
åpnet for unntak for behandling av opplysninger i tredje søyle, betyr ikke dette at sistnevnte 
behandling kan foregå i et lovtomt rom. Det er også nærliggende å tro at kommisjonens 
utkast til RB var ment å «tette det hullet» direktivet har etterlatt.  
På denne bakgrunn må RB sett under ett forstås slik at den nasjonale lovgivningen på 
området bør oppfylle kravene i RB. At det i avsnitt 8 uttales at medlemsstatene står fritt til 
å ”yde sikkerhedsgarantier” som går lenger enn de fastsatt i RB, understreker dette.  Med 
andre ord fant man grunn til å nevne uttrykkelig at medlemsstatene gjerne kan fastsette 
regler som sikrer en høyere standard hva gjelder personvernet.  
Avsnitt 3 gir videre utrykk for at utforming av rettsregler under avsnitt VI i EU-traktaten 
bør lede i retning av styrket politi- og rettslig samarbeid landene i mellom. Samarbeidet bør 
fremme så vel effektivitet som personvernhensyn. Videre fremheves det at ”fælles 
standarder” kan være virkemiddel for å nå målene nevnt ovenfor.  
                                                 
25
  Forslag til folketingsbeslutning, samling – B 79. 28. mars 2008.  
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Dette kan anses som tegn på at utviklingen går i retning av større grad av overnasjonal 
styring også i tredje søyle. En slik utvikling antydes bla. av Fredrik Sejerstedt der han 
skriver at det ”opprinnelig mellomstatlige samarbeid som de senere år har blitt kraftig 
styrket, både i omfang og intensitet”.26 Etter hvert som samarbeidet utvides med flere 
avtaler vil behovet for felles standarder tilta. For medlemsstatene vil det videre ikke være 
rasjonelt å håndtere parallelle systemer, noe som heller ville ivareta hensynet til klarhet og 
forutberegnelighet på en god måte. 
Etter dette legges det i det følgende til grunn at Norge vil gjennomføre bestemmelsene i RB 
på en slik måte at de også gis anvendelse på den nasjonale behandlingen. 
 
 Behandling av opplysninger i straffesaker 
Den tilsynelatende mest markante forskjellen mellom RB og PRF er reguleringen av 
behandling av opplysninger i straffesaker. RB gjelder fullt ut – og ikke minst – for 
behandling av opplysninger i straffesaker, mens PRF i § 3 som hovedregel avgrenser 
lovens virkeområde mot straffesaker. Med straffesaker menes i henhold til definisjonen i 
§ 2  nr. 9 «sak som behandles etter straffeprosessloven». Fra denne hovedregelen er det 
imidlertid gjort betydelige unntak i PRF § 3 nr. 1 bokstav a og b, slik at de fleste av lovens 
bestemmelser likevel kommer til anvendelse. I et lovteknisk perspektiv er en slik 
fremgangsmåte, det vil si at unntakene er så omfattende at de i realiteten representerer 
hovedregelen, uheldig. Videre er det i det hele tatt noe uklart å følge utvalgets resonnement 
på dette punkt. Utvalget uttaler således at lovforslaget i sin helhet regulerer behandling av 
opplysninger i straffesakssystemer. Derimot legger utvalget opp til at annen behandling av 
opplysninger i straffesaker primært skal reguleres av straffeprosessloven.
27
 Utvalget 
anfører således på side 139 at straffeprosessloven må anses som lex specialis i forhold til 
PRF. 
                                                 
26
   Sejerstedt (2004) s. 64 
27
  NOU 2003: 21 s. 352 andre spalte. 
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Etter dette er det ikke helt enkelt å forstå hvor grensen mellom straffeprosessloven og PRF 
skal trekkes. Dette tilkjennegis sågar av utvalget selv
28
 og det pekes på at det kan oppstå 
behov for avklaringer senere. Utvalget legger presumptivt til grunn at personvernhensynet 
er tilstrekkelig ivaretatt uavhengig av hvilken lov som kommer til anvendelse. I denne 
sammenheng er det grunn til å påpeke at personvernhensyn neppe var et bærende hensyn 
ved utformingen av straffeprosessloven. Når utvalget anfører at straffeprosessloven er lex 
specialis i forhold til politiregisterloven, er dette i utgangspunktet en akseptabel regulering. 
Problemer oppstår imidlertid når spesialloven det vises til ikke har tilsvarende regler som 
politiregisterloven. Eksempelvis er adgangen til å kreve innsyn snevrere i 
straffeprosessloven enn i PRF. Det er bare parter i saken og deres representanter som kan 
kreve innsyn, se strpl. § 242. I tillegg kan journalister få innsyn i tiltalebeslutningen etter at 
den er forkynt jf. påtaleinstruksen § 22-7. I PRF gjelder innsynsretten i utgangspunktet for 
alle registrerte, se PRF § 44 jf. RB art. 17. Straffeprosessloven har heller ingen 
bestemmelser om retting, sletting eller sperring jf. RB art. 18 og PRF §§ 45-47. Sist, men 
ikke minst, har straffeprosessloven heller ingen regler om at et uavhengig organ skal føre 
tilsyn og kontroll med behandling av opplysninger.  
Straffeprosessloven kan på denne bakgrunn ikke anses som lex specialis i forhold til 
politiregisterloven. Utvalgets forslag innebærer i realiteten at store deler av politiets 
behandling fortsatt ikke vil være underlagt en tilfredsstillende personvernlovgivning. Ideelt 
sett bør ny personvernlovgivning i justissektoren bidra til å forbedre personvernet. Dette er 
også nedfelt i avsnitt 3 i fortalen til RB. Når utvalgets forslag i tillegg fører til at det kan 
være vanskelig å avgjøre om et forhold skal behandles iht. PRF eller straffeprosessloven er 
det også betenkelig med hensyn til kravene til klarhet og tilgjengelighet slik de er utformet 
av EMD.  
Samlet sett må det etter dette være grunnlag for å hevde at reguleringen av behandling av 
opplysninger i straffesaker lovforslaget ikke oppfyller personvernkravene som fastlsettes i 
RB. Det må antas at dette spørsmål blir den største utfordringen for Norge i forbindelse 
med implementeringen av RB. 
                                                 
28
  NOU 2003: 21 s. 139 andre spalte. 
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 Elektronisk, manuell og muntlig behandling 
I RB art. 1(3) angis det at RB kommer til anvendelse på behandling ”af personoplysninger, 
der helt eller delvis foretages elektronisk, samt på ikke-elektronisk behandling af 
personoplysninger, der er eller vil blive indeholdt i et register”. 
PRF § 3 tredje ledd fastslår at loven gjelder elektronisk og manuell behandling. For 
opplysninger som behandles muntlig gjelder kun kravene til internkontroll og taushetsplikt. 
Forskjellen mellom RB og PRF er således at PRF omfatter all manuell behandling, selv om 
den foregår utenfor registre. Denne forskjellen er imidlertid uproblematisk, fordi forslaget 
gir bedre personvern, noe som i henhold til avsnitt 8 i fortalen er tillatt. 
Når det gjelder muntlig behandling er det også i RB oppstilt regler om taushetsplikt i 
henholdsvis avsnitt 30 samt art. 21 og 25, slik at det på dette punkt ikke er vesentlig 
forskjeller.  
 
 Personopplysninger og andre opplysninger 
I RB art. 1 angis det at RB kommer til anvendelse på ”personoplysninger”, mens PRF § 3 
første ledd angir at loven kommer til anvendelse på ”opplysninger”. RB gjelder derved bare 
for personopplysninger, slik det er definert i RB art. 2(a), mens PRF i så måte har et videre 
anvendelsesområde. Begrepet «opplysninger» er ikke definert i PRF § 2, men på side 351 
og 352 i NOU 2003: 21 oppgir utvalget at uttrykket ”opplysninger” benyttes som 
fellesbetegnelse på personopplysninger om fysisk personer, opplysninger om juridiske 
personer og opplysninger om gjenstander, samt at begrepet også omfatter avdøde personer. 
 Siden PRF også her sikrer mer omfattende vern, er forskjellen uproblematisk, jf. igjen 
avsnitt 8 i fortalen. 
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 Forholdet til de nasjonale etterretningstjenestene 
Av art. 1 (4) fremgår det at RB ikke berører vesentlige ”nationale sikkerhedsinteresser og 
specifikke efteretningsaktiviteter vedrørende national sikkerhed. RB sier ikke hvordan 
begrepene skal forstås, men en naturlig tilnærming er å tolke dem som sikkerhetsrisikoer 
som er så massive at nasjonens eksistens eller vesentlige interesser er truet og den 
etterretningsvirksomheten som benyttes til å bekjempe truslene. Videre viser rådet for den 
Europeiske union til EU-traktaten, særlig art. 30, 31 og 34, som grunnlag for RB. Disse 
artiklene hører til avdeling VI som kun regulerer politisamarbeid og rettslig samarbeid. Til 
sammenligning gjør personverndirektivet et lignende unntak i art. 3 (2) Her presiseres det 
at også statens økonomiske interesser er omfattet av begrepet ”statens sikkerhet”. Statens 
økonomiske interesser strekker seg langt og det åpner i så tilfelle for omfattende unntak fra 
personvernprinsippene som er nedfelt i direktivet.  
Til tross for dette fremstår det som det mest nærliggende å anta at begrepene det siktes til i 
RB er det man tradisjonelt betrakter de nasjonale etterretningstjenestenes domene for 
eksempel slik det er angitt i politiloven § 17 b. Her bør det imidlertid påpekes at 
politimyndigheter med motvilje mot å innordne seg de forholdsvis strenge 
personvernreglene i RB, kan tenkes å påberope seg dette unntaket i saker som ikke naturlig 
passer inn i sammenhengen. Eksempelvis kan det være flytende overganger mellom 
tjenestene som utføres av politiet kriminaletterretning og nasjonale etterretningsenheter. 
Risikoen er at saker i gråsonen flyttes over til behandling hos etterretningstjenesten for å 
unngå innsyn eller andre rettigheter som kan utledes av rettsregler innenfor RB 
anvendelsesområde.  
PRF regulerer også virksomheten til politiets sikkerhetstjeneste (PST). Dette er 
tilsynelatende uproblematisk med tanke på RBs anvendelsesområde. De tjenestene som 
ikke er omfattet av RB kan nasjonalstatene regulere fritt. Imidlertid er det de konkrete 
oppgavene organet ufører som må avgjøre om de dekkes av anvendelsesområdet. 
Politiloven § 17 b fjerde ledd fastsetter at også PST kan bistå øvrig politi i saker som 
gjelder ”organisert kriminalitet, forbrytelser mot menneskeheten, folkemord og grove 
krigsforbrytelser”. I saker der PST bistår politiet i vanlige kriminalsaker vil PST med andre 
ord falle inn under virkeområde i RB. 
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 Forvaltningstjenesten og sivile gjøremål 
Politiets forvaltningstjeneste og sivile oppgaver er ikke regulert av PRF, se § 3 nr. 2. Her er 
det samsvar med RB som også er avgrenset til politisamarbeid og rettslig samarbeid i 
forbindelse med kriminalitetsbekjempelse, se art. 1 (1). Politiets forvaltningsoppgaver og 
sivile gjøremål faller således innenfor personverndirektivets anvendelsesområde, og 
reguleres derved av personopplysningsloven. Utvalget holdt disse oppgavene utenfor under 
synsvinkelen at dette er oppgaver som i prinsippet kunne blitt behandlet av andre sivile 
forvaltningsorgan. Når disse oppgavene blir behandlet av politiet er det fordi de gjerne har 
en side mot det politimessige. Det gjelder særlig saker som erverv av våpen, 
utlendingssaker eller utstedelse av pass. Politidirektoratet kritiserte denne løsningen i sin 
høringsuttalelse til NOU 2003: 21.
29
 Hovedargumentet deres er at publikum oppfatter 
politiet som en enhet og ikke skiller mellom de forskjellige oppgavene de utfører. 
Direktoratet mener således at det best ville samsvare med formålet om å skape en helhetlig 
lov for politiets behandling av opplysninger om alle delene av virksomheten var samlet 
under en lov. Dette synet har mye for seg. Her bør det imidlertid påpekes at behandling i 
medhold av PRF gir den registrerte delvis noe svakere rettigheter enn behandling i henhold 
til personopplysningsloven. Blant annet er det lettere å nekte innsyn og det er, under visse 
omstendigheter tillatt å behandle opplysninger uten at kravene til nødvendighet, relevans 
og formålsbestemthet er oppfylt, se § 9. 
Disse forholdene taler for at det bør tungtveiende grunner til for å la alminnelige 
forvaltningsoppgaver omfattes av PRF. 
 
 Grunnleggende krav til behandling av personopplysninger 
Utgangspunktet for behandling av personopplysninger er at det krever hjemmel i lov eller 
samtykke fra den opplysningene omhandler, se personverndirektivet art. 2 (h) jf. avsnitt 30 
i fortalen. Hvis personopplysninger behandles med hjemmel i lov forutsetter det at 
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prinsippene om forholdsmessighet, nødvendighet, relevans, tilstrekkelighet, 
forholdsmessighet, korrekthet og hensiktsmessighet er oppfylt. 
Utvalget bak PRF har tatt utgangspunkt i at hver enkelt har råderett over egne 
personopplysninger. Schartum og Bygrave
30
 gir ikke sin ubetingede tilslutning til at 
eiendomsrettsanalogien er et godt grunnlag for teoretisk tilnærming. Men også de 
forutsetter at det er nødvendig å begrense informasjonsflyten om egen person. Noe av 
problemet med råderettstilnærmingen er at det ikke kan gjennomføres absolutt. Behandling 
av personopplysninger er en betingelse for et velfungerende samfunn. Slik behandling 
starter allerede ved fødselen når man blir undersøkt og registrert i folkeregisteret. 
For denne fremstillingen legges det imidlertid til grunn at råderettsteorien er tilstrekkelig. I 
det følgende gis det en kort oversikt over hvordan prinsippene kommer til utrykk i RB og 
PRF. 
 
 Formålsbestemthet 
Prinsippet om formålsbestemthet er fastsatt i personverndirektivet art. 6(b). Det fastslås at 
personopplysninger bare kan innsamles til ” bestemte, uttrykkelig angitte og berettigede 
formål”.  
Schartum og Bygrave fremholder at formålet må angis på en ”rimelig presis måte”. Som et 
minimum må det være i ”samsvar med den behandlingsansvarliges ordinære, lovlige 
virksomhet”.31 
Prinsippet om formålsbestemthet er helt grunnleggende i personvernet. Hovedregelen som 
følger av prinsippet er at opplysninger bare kan behandles til det formålet de er innsamlet 
for. Personverndirektivet art. 6(b) fastsetter at innsamling av personopplysninger bare 
tillates ” til bestemte, uttrykkelig angitte og berettigede formål samt at senere behandling 
ikke skal være uforenlig med disse formålene”. RB art. 3 fastslår at kompetente 
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myndigheter bare kan ” indsamle personoplysninger til udtrykkeligt angivne og legitime 
formål inden for rammerne af deres opgaver, og oplysningerne må kun behandles til det 
formål, som de er indsamlet til”. Her svarer ” bestemte, uttrykkelig angitte” i 
personverndirektivet til ”udtrykkeligt angivne” i RB. Fraværet av ordet ”bestemte” kan 
neppe utgjøre en vesentlig forskjell, men det er nærliggende å anta at ”bestemte” samsvarer 
med vilkåret i RB om at oppgavene må være innenfor rammene av deres oppgaver”. Videre 
inneholder begge en anvisning om at formålet må være lovmessig. Personverndirektivet 
bruker benevnelsen ”berettigede” og URB bruker ”legitime”. Viderebehandling av 
opplysningene til andre formål enn det opprinnelige forutsetter at formålet ikke er 
uforenelig med det opprinnelige formålet. Dette er betryggende regulert i både 
personverndirektivet og i RB. Det kan se ut som om RBs utforming er basert på 
personverndirektivet. 
I PRF § 4 har formålsbestemmelsen fått en utforming som samsvarer med art. 3 i RB ved at 
det gis anvisning på at opplysninger bare kan benyttes til det ”formålet de er innhentet for 
og til andre politimessige formål, med mindre behandlingen er begrenset i andre regler”. 
Begrensningene det siktes til i andre regler kan for eksempel knyttes til telefonavlytting 
eller romavlytting jf. strpl §§ 216 l og 216 m. Telefonavlytting kan bare benyttes når det er 
mistanke om en handling som kan medføre frihetsstraff jf. strpl § 216 bokstav l. 
Romavlytting tillates bare ved mistanke om planlagte terroranslag eller andre alvorlige 
straffbare handlinger jf. strpl § 216 bokstav m. Disse begrensningene er et utslag av 
proporsjonalitetsprinsippet. Avlytting av private samtaler er meget integritetskrenkende og 
terskelen for å kunne benytte denne metoden er derfor høy. Politiet kan for eksempel ikke 
bruke romavlytting for å bekjempe trafikkforseelser eller nasking.  
Hovedregelen i PRF § 4 er at opplysninger innhentet til et politimessig formål fritt kan 
benyttes til andre politimessige formål. Det springende punktet er hva som omfattes av 
begrepet ”politimessige” formål og hvor snevert det må angis for ikke å komme i strid med 
internasjonale krav til personvern. Politiets virksomhet er mangfoldig og det er klart at ikke 
hele virksomheten kan rubriseres som et formål. Forvaltningsoppgavene og politiets sivile 
virksomhet er omfattet av personverndirektivet og er regulert i personopplysningsloven, se 
PRF § 3 nr. 2. I utredningen er politimessige oppgaver inndelt i kriminalbekjempelse og 
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annen virksomhet.
32
 Under kriminalbekjempelse hører: forebyggende virksomhet, 
ordenstjeneste og straffesaker. Annen virksomhet omfatter politiets service-, hjelpe- og 
bistandsfunksjoner. Denne inndelingen kan imidlertid være problematisk. Det er ingen 
selvfølge at de sistnevnte funksjonene hører til ”politimessige oppgaver”. Til 
sammenligning er tilsvarende definert i Politirekommandasjonens Scope and definitions : 
”The expression ”for police purposes” covers all the tasks which the police authorities must 
perform for the prevention and suppression of criminal offences and the maintenance of 
public order”. Med andre ord omfattes typisk: etterforskning, forebyggelse og 
ordenstjeneste. 
Hjelpe- og servicefunksjonen er regulert i politiloven § 2 nr. 4. Politiet plikter å ”yte 
borgerne hjelp og tjenester i faresituasjoner, i lovbestemte tilfeller og ellers når forholdene 
tilsier at bistand er påkrevet og naturlig”. Bistandsfunksjonen følger av politiloven § 2 nr. 
6: På anmodning er politiet forpliktet til å ”yte andre offentlige myndigheter vern og 
bistand under deres tjenesteutøvelse når dette følger av lov eller sedvane”.  Disse 
funksjonene ligger med andre ord ganske langt fra det som forbindes med 
kriminalitetsbekjempelse. På den annen side vil det være vanskelig å trekke klare grenser 
mellom denne funksjonen og for eksempel ordenstjeneste eller annen 
kriminalitetsbekjempende virksomhet.  
Spørsmålet er likevel om forslaget til PRF § 4 på dette punkt er betenkelig i et 
personvernrettslig perspektiv, idet dette berører selve kjernen i formålsprinsippet. Bruk av 
opplysninger til et annet formål enn det de var innsamlet til forutsetter at det nye formålet 
ikke er uforenlig med det opprinnelige formålet. Forarbeidene til personopplysningsloven 
gir anvisning på noen kriterier som kan legges til grunn for å vurdere om man står overfor 
uforenelighet: ”om bruken av opplysningene innebærer ulemper for den registrerte, om 
bruken skiller seg sterkt fra den som lå til grunn for innsamlingen, eller om bruken stiller 
strengere krav til datakvalitet enn det opprinnelige innsamlingsformålet”.33 Alle disse 
vilkårene vil nok ofte være oppfylt dersom opplysninger som er samlet inn under utførelse 
av eksempelvis hjelpetjeneste skal benyttes til bruk i etterforskning. På den andre siden kan 
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ikke politiet være helt avskåret fra å bruke informasjon som kan komme til nytte i 
forbindelse med kriminalitetsbekjempelse. Det ville være betenkelig dersom politiet hadde 
informasjon som kunne avverge alvorlige straffbare handlinger, men var avskåret fra å 
bruke dem. Denne diskusjonen er imidlertid uansett av noe teoretisk art. Det er vanskelig å 
tenke seg at den enkelte polititjenestemann unnlater å bruke informasjons som han faktisk 
har mottatt. Dette faktum har også gjenspeilet seg i gjeldende rett, ved at det såkalte 
prinsippet om «fri flyt av opplysninger innad i politiet» kommer til uttrykk i det for 
eksempel politiloven § 24 fjerde ledd nr. 1 dersom det er tjenestemessig behov. Når dette til 
og med gjelder flyt av opplysninger mellom politiets forvaltningsvirksomhet og 
politimessig virksomhet, er det lite som tilsier at man vil legge begrensninger på politiets 
bruk av opplysninger innhentet gjennom servicefunksjonen. Etter en helhetsvurdering må 
det derfor være forsvarlig å definere servicefunksjonen mv. som politimessig formål. I 
motsatt fall vil det være nødvendig at det gis en særskilt hjemmel for utlevering av 
opplysninger til politiets servicefunksjon, slik det er foreslått for politiets 
forvaltningsvirksomhet, jf. PRF § 21. 
 
 Nødvendighet, forholdsmessighet 
Nødvendighetsprinsippet eller minimalitetsprinsippet er helt fundamentalt i behandling av 
personopplysninger. Prinsippet innebærer at behandlingen av personopplysninger ikke skal 
være mer omfattende enn det som er nødvendig for å realisere formålet. I sin omtale av 
prinsippet sier Schartum og Bygrave at ”kjekt å ha” ikke er nok, opplysningene må være 
”nødvendige”, kanskje til og med ”uunnværlige”.34 Et praktisk eksempel kan være at 
politiet mistenker at noe straffbart finner sted i tilknytning til et bilverksted i Oslo. 
Forholdene kan gi grunnlag for å innhente opplysninger om verkstedet og ansatte på 
verkstedet, kanskje også kunder. Men det kan ikke begrunne innsamling av informasjon om 
alle ansatte og alle kunder ved samtlige norske bilverksteder. 
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I personverndirektivet kommer prinsippet til uttrykk i art. 7(b-f). Politirekommandasjonen 
regulerer det samme i art. 2.1: ”The collection of personal data for police purposes should 
be limited to such as is necessary for the prevention of a real danger or the suppression of a 
specific criminal offence”.  
EMD art. 8 fastslår at inngrep i privatlivet forutsetter at det er ”nødvendig i et demokratisk 
samfunn”. 
Nødvendighetskriteriet inneholder flere elementer. Et av dem er krav om forholdsmessighet 
eller proporsjonalitet. For eksempel må det tillates at politiet går lenger i å innhente 
personopplysninger når de etterforsker drap enn forseelser. 
Selv om ikke RB bruker uttrykket ”nødvendighetsprinsipp” kan det anføres at kravet er 
dekket av proporsjonalitetsprinsippet i art. 3. Det går blant annet frem av overskriften og 
art. 3(1) siste punktum hvor det fremgår at behandlingen av opplysningene skal stå i et 
”rimelig forhold” til formålet de ble innsamlet for. For viderebehandling til andre formål 
enn det opprinnelige fastsettes det som vilkår i art. 3(2)(c) at behandlingen er ”nødvendig” 
for det andre formålet. Videre kan man se at nødvendighetsprinsippet er toneangivende for 
flere av bestemmelsene i RB. Art. 4(2) fastslår at personopplysninger skal slettes eller 
gjøres anonyme når de ikke lenger er ”nødvendige til de formål” de ble innsamlet for. 
Fortalen avsnitt 13 sier at arkivering kun bør tillates dersom opplysningene ikke lenger er 
nødvendige til ”forebyggelse, etterforskning, afsløring eller retsforfølging af 
straffelovsovertrædelser eller fuldbyrdelse af strafferetlige sanktioner”. Art. 6 som dreier 
seg om behandling av særlig sensitive opplysninger sier at det kun er tillatt når det er 
”strengt nødvendig”. 
I PRF er nødvendighetsprinsippet fastsatt i § 5. Forholdsmessighetsprinsippet er ikke nevnt 
i bestemmelsen, men i merknadene fremheves det at det i nødvendighetskravet er 
innebygget en forholdsmessighetsvurdering.
35
 Paragrafen fastsetter at opplysninger bare 
kan behandles til politimessige formål som er nevnt i § 4. Bestemmelsen er uttømmende 
med hensyn til når det kan være nødvendig å behandle opplysninger. Vilkåret i nr. 1 må 
således kombineres med vilkårene i nr. 2, 3 eller 4 for at kravet om nødvendighet kan anses 
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som oppfylt. Nr. 2, 3 og 4 regulerer hhv. behandling i den enkelte straffesak, utenfor den 
enkelte straffesak og behandling til andre politimessige formål enn 
kriminalitetsbekjempelse. Denne oppbygningen med kumulative vilkår virker presiserende 
eller kanskje til og med innsnevrende i forhold til RB. 
I den enkelte straffesak skal personopplysninger behandles i samsvar med strpl §§ 224 og 
226, se PRF § 5 nr. 2. I merknadene til paragrafen oppgis det at behandlingen skal styres av 
alminnelige straffeprosessuelle prinsipper om blant annet saklighet, sannsynlighet og 
forholdsmessighet og at det ikke skal tas utenforliggende hensyn. Kravet til nødvendighet 
er således en av de bestemmelsene utvalget mener også skal komme til anvendelse på 
behandling av opplysninger i straffesaker, jf. også § 3 nr. 1 bokstav b og er derved i 
samsvar med RB. 
Utenfor den enkelte straffesak kan det behandles opplysninger om personer man har grunn 
til å tro kan begå straffbare handlinger, og mennesker med en ”særlig tilknytning” til slike 
personer, se § 5 nr. 3. I bokstav a understrekes det at straffbarhet ikke er et vilkår for å 
behandle personopplysninger. Det er nærliggende å anta at denne presiseringen er gjort for 
å fremheve at politiet kan behandle opplysninger i kriminalitetsforebyggende øyemed selv 
om ikke gjerningsmannen kan straffes. Tilsvarende presisering er ikke nødvendig for 
behandling i henhold til bokstav b, fordi innsamling der uansett utføres på annet grunnlag. 
§ 5 nr. 3 bokstav c) og d) gjelder opplysninger som behandles for å beskytte den 
opplysningene omhandler. Hjemmelen her kan betraktes som alternativ til samtykke og må 
formodentlig være aktuell i de tilfellene der politiet av hensyn til etterforskningen er 
avskåret fra å informere vedkommende om behandlingen.  
§ 5 nr. 4 gjelder behandling til politimessige formål som ikke er kriminalbekjempelse. Her 
tas det altså sikte på politiets hjelpe-, bistands- og servicefunksjoner. Siste punktum gir 
hjemmel for å behandle opplysninger om personer som representerer en særlig 
sikkerhetsrisiko, for eksempel fordi vedkommende har smittsom sykdom eller fordi det er 
kjent at vedkommende ofte er bevæpnet. I merknadene til paragrafen sies det at det anses 
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som særlig inngripende å bli vurdert som dette og at det derfor er nødvendig med en egen 
hjemmel.
36
 
 
 Kvalitetskrav 
Alminnelige personvernkrav tilsier at opplysninger skal være korrekte, oppdaterte, 
tilstrekkelige og hensiktsmessige for formålet. Kravene er nedfelt i personverndirektivet 
art. 6(1)(c og d). Bokstav c sier at opplysninger skal være ”adekvate, relevante og ikke for 
omfattende” i forhold til behandlingsformålet. Bokstav d) sier at opplysninger ”skal være 
nøyaktige og om nødvendig ajourført”. Siste punktum i bokstav d) sier allikevel at det ikke 
kreves mer enn ”rimelige tiltak” for å korrigere uriktigheter.  
Politirekommandasjonen oppstiller ikke kvalitetskrav som ufravikelige vilkår for å 
behandle personopplysninger, men art. 3.1 foreskriver at det i størst mulig grad bare lagres 
presise persondata. Videre anbefales det i art. 3.2 at data lagres i adskilte kategorier 
avhengig av presisjonsgraden. Art. 5.5 (ii) gir anvisning om at usikker informasjon bør 
verifiseres før den utveksles. I tillegg oppgis kvalitetskrav som grunnlag for å slette eller å 
korrigere personopplysninger i art. 6.3. 
 
 Tilstrekkelighet 
RB art. 3(1) fastslår at behandlingen skal være ”tilstrækkelig”, noe som også fremgår av 
PRF § 7 nr. 1 der det fremheves at opplysninger skal være tilstrekkelig for formålet. 
Om kravet til tilstrekkelighet anfører utvalget følgende: ”Tilstrekkelighetskravet innebærer 
at den registrerte har krav på at opplysningene er så fullstendige, det vil si utfyllende og 
detaljerte, at det hindrer at opplysningene gir et misvisende eller uriktig bilde av en person 
eller en situasjon (...)”. Med andre ord er det ikke et krav om absolutt fullstendighet, men et 
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krav om at opplysningene skal være tilstrekkelig fullstendige, herav 
«tilstrekkelighetskravet»».
37
 
Dersom man ikke har tilstrekkelige opplysninger er det med andre ord fare for at den som 
får kjennskap til opplysningen danner seg et misvisende bilde av den registrerte. Kravet om 
tilstrekkelighet er sammenfallende i RB og PRF, og representerer således ikke noe problem 
i forbindelse med implementeringen. 
 
 Relevans 
Personopplysninger må være relevante for formålet de er innsamlet til. Schartum og 
Bygrave ser på relevanskravet som en side av kravene om opplysningskvalitet og peker på 
at sondringen orienterer seg om tre temaer:
38
 
 Hvorvidt det foreligger logisk sammenheng mellom opplysningene og 
bruksformålet. 
 Hvorvidt det er rettslig adgang til å benytte opplysningene til vedkommende formål. 
 Hvorvidt opplysningene virker troverdige. 
Politiets behandling av opplysninger i forbindelse med kriminalitetsbekjempelse er særegen 
fordi den i stor grad dreier seg om å innhente informasjon om lovstridige forhold. I 
startfasen av en etterforskning kan det være vanskelig å skille ut hvilken informasjon som 
er relevant eller ikke. Derfor kan det være nødvendig å gå ut på bred font for så å snevre 
inn etter hvert som man får oversikt over forholdene. Her har imidlertid 
relevansvurderingen en side mot forholdsmessighetsvurderingen. I alvorlige saker kan det 
være nødvendig at politiet få større spillerom enn i småsaker.  
Personverndirektivet art. 6(1)(c) sier at opplysninger skal være ”adekvate” og ”relevante” i 
forhold til det formålet de er innsamlet for.  
Politirekommandasjonen oppgir ikke relevans som et av vilkårene for å behandle 
personopplysninger, men i punkt 6.3(2) oppgis relevans som et av kriteriene for å kreve 
retting, sletting eller sperring. Imidlertid blir spørsmålet grundig behandlet i den tredje 
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evalueringsrapport til politirekommandasjonen.
39
 Det vises blant annet til 
personvernkonvensjonen art. 5(C) som bla fastslår at personopplysninger som tas under 
behandling skal være relevante for formålet med behandlingen.
40
 
RB oppstiller relevansvilkåret i art 3(1): ” Behandlingen af oplysningerne skal være lovlig 
og tilstrækkelig, relevant og stå i et rimeligt forhold til de formål, hvortil oplysningerne er 
indsamlet”. 
I PRF er relevanskravet inntatt i § 7 nr. 1, der det står at opplysninger som behandles skal 
være relevante for formålet med behandlingen. I punkt 13.5.3 i utredningen foretar utvalget 
en inngående redegjørelse for relevanskravet. Det uttales blant annet at ”hensikten med 
relevanskravet er å forhindre at det behandles flere opplysninger enn det er behov for”.41 
Mot denne forståelsen kan det innvendes at den så å si er sammenfallende med  
definisjonen av nødvendighetskravet, slik at det ut fra utvalgets forståelse av relevanskravet 
er vanskelig å se hvilken selvstendig betydning dette kravet har ved siden av 
nødvendighetskravet. Dersom relevanskravet skal være av selvstendig betydning, taler de 
beste grunner for å legge Schartums beskrivelse til grunn, jf. det som er sagt ovenfor. 
Denne tilsynelatende noe ulike forståelsen av innholdet i relevanskravet kan imidlertid ikke 
ses å få noen betydning for implementeringsprosessen. Det avgjørende må være at 
relevanskravet kommer til uttrykk i både RB og PRF. Det fremgår heller ikke nærmere av 
verken fortalen eller art. 3 hva som er det konkrete innholdet i relevanskravet. 
 
 Korrekt og ajourført 
Kravet om at opplysninger som behandles skal være korrekte eller riktige og ajourførte er 
elementært innenfor personvernlovgivningen, og trenger i og for seg ingen nærmere 
begrunnelse. Uansett på hvilket område man befinner seg kan det ikke være noen grunn til 
eller behov for å behandle opplysninger som vitterlig er uriktige. I utgangspunktet vil 
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således både den som behandler opplysninger og den det blir behandlet opplysninger om 
være interessert i at opplysningene er korrekte.  
Kravet til korrekthet er nedfelt i personverndirektivet art. 6, der det står at opplysninger 
skal være korrekte og at rimelige tiltak for å oppdatere opplysningene kreves. Likeledes 
oppstiller personvernkonvensjonen art. 5(d) krav om korrekte og oppdaterte opplysninger. I 
art. (9)(2) (a) gjøres det dog unntak fra kravet dersom det er fastsatt i lov og er nødvendig i et 
demokratisk samfunn for å bekjempe kriminalitet. 
Krav om korrekthet og ajourføring er ikke eksplisitt nevnt i RB art. 3, men kravet fremgår 
indirekte av art. 4 som pålegger sletting, retting eller sperring av uriktige opplysninger. 
Art. 4(1) gir videre anvisning på at personopplysninger skal ”beriktiges, hvis de er uriktige” 
eventuelt skal de ”supleres eller ajourføres”. Utover dette sies det i avsnitt 12 i fortalen at 
prinsippet om ”oplysningenes rigtighed” kommer til anvendelse.  
I PRF er kravet om korrekthet mv. nedfelt i § 7 første ledd nr. 2, hvoretter opplysninger 
som behandles skal være korrekte og oppdaterte.  
Kravet til korrekthet må imidlertid ikke forveksles met et krav om ”sannhet”. Det er særlig 
for politiets behandling av opplysninger at kravet til korrekthet må modifiseres.  
Politiets sentrale oppgave er å avdekke faktiske hendelsesforløp. Da kan det i perioder være 
nødvendig å behandle opplysninger som verken er verifisert eller oppdatert. Når politiet 
opptar forklaringer fra vitner eller parter kan politiet ikke vite om opplysningene etter sitt 
innhold medfører riktighet eller ikke. Av den grunn er det i disse tilfellene også anerkjent at 
kravet til korrekthet er oppfylt når opplysningene er riktig gjengitt, såkalte 
referatsituasjoner. Denne forståelsen kommer også uttrykkelig frem i avsnitt 12 i fortalen, 
der det i siste punktum heter at kravet til korrekthet ikke kan knyttes til innholdet i et 
utsagn, men utelukkende til det faktum at det ble gitt et utsagn med et slikt innhold. Den 
samme forståelsen legger utvalget til grunn.
42
  
Det er imidlertid ikke bare i de omtalte referatsituasjonene politiet behandler ikke-
verifiserte opplysninger. For det første bruker politiet slike opplysninger aktivt i sitt arbeid, 
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slik at opplysningene behandles utover selve nedtegnelsen av det opprinnelige utsagnet. 
Dernest kan også politiets egne arbeidshypoteser, antakelser eller vurderinger kategoriseres 
som ikke-verifiserte opplysninger. Hensett til at behandling av ikke-verifiserte 
opplysninger har et ikke ubetydelig omfang i politiet, har utvalget valgt å hjemle adgangen 
til å behandle slike opplysninger uttrykkelig i PRF § 7 annet ledd, der det åpnes for å 
behandle ikke-verifiserte opplysninger dersom det vurderes som nødvendig av hensyn til 
behandlingsformålet. Utvalget uttaler selv at dette må anses som et ”viktig og omfattende” 
unntak fra kvalitetskravene.
43
 I RB finnes det ikke en slik uttrykkelig hjemmel, men at det 
er akseptert at politiet kan behandle ikke-verifiserte opplysninger fremgår indirekte av art. 
8 annet punktum flg, der det fremgår at opplysninger som overføres så vidt mulig skal 
verifiseres, samt at mottakerstaten skal gjøres oppmerksom på at opplysningene er beheftet 
med usikkerhet.  
I PRF § 7 nr. 2 oppstilles det ikke konkrete restriksjoner for hvor lenge behandlingen kan 
pågå. Det er således bare nødvendighetskravet som setter begrensninger i så måte. 
Personvernet blir til en viss grad ivaretatt ved at det i § 7 tredje ledd gis anvisning på at 
opplysninger som er innhentet i forebyggende øyemed skal markeres med pålitelighet og 
troverdighet.  
Til tross for den relativt vidtgående adgang til å kunne behandle ikke-verifiserte 
opplysninger, kan det ikke sies at PRF § 7 er problematisk i forhold til RB. 
 
 Særlig om sensitive opplysninger 
Både RB og PRF har egne bestemmelser om særlig sensitive opplysninger, så som politisk 
overbevisning, seksualitet mv, jf. henholdsvis art. 6 og § 8.  
Listen over kategorier med sensitive opplysninger er lik i begge forslagene og ser slik 
ut: ”rasemessige eller etniske bakgrunn, politisk, religiøs eller filosofisk overbevisning, 
fagforeningstilhørighet eller opplysninger om helsemessige eller seksuelle forhold”. 
Politirekommandasjonen punkt 2.4 har en lignende bestemmelse som lyder; “The 
collection of data on individuals solely on the basis that they have a particular racial origin, 
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particular religious convictions, sexual behaviour or political opinions or belong to 
particular movements or organisations which are not proscribed by law should be 
prohibited. The collection of data concerning these factors may only be carried out if 
absolutely necessary for the purposes of a particular inquiry.” 
RB forbyr behandling av slike opplysninger med mindre det er strengt nødvendig og når 
det er fastsatt ”passende sikkerhetsgarantier” i nasjonal lov. Denne løsningen ligger nært 
opp til formuleringen i personverndirektivet art. 8 (5).  
Det gis ikke nærmere anvisning på hva som anses som ”strengt nødvendig”. Det ligger i 
sakens natur at terskelen for nødvendighetskravet må settes høyere enn hva som gjelder for 
andre typer personopplysninger, men ut over dette overlates det til nasjonalstatene å 
fastsette nivået. Vurderingen må tuftes på prinsippene om nødvendighet og relevans. Det 
kan for eksempel være relevant å registrere opplysninger om en person med tilknytning til 
en politisk gruppering i forbyggende øyemed dersom gruppen det er alminnelig kjent at 
dette miljøet bruker vold for å fremme budskapet sitt. Likeledes kan det være strengt 
nødvendig å registre at et voldsoffer er homofil dersom det er grunn til å tro at volden 
nettopp var motivert av offerets seksuelle legning.  
PRF § 8 fastslår at særlig sensitive opplysninger ikke i seg selv kan danne grunnlag for 
behandling av personopplysninger, men at personopplysninger som behandles på annet 
grunnlag kan utfylles med den typen særlige opplysninger dersom det anses som 
nødvendig. For eksempel kan det være tillatt å registrere opplysninger om etnisitet i 
forbindelse med et signalement. 
Umiddelbart kan det synes som om PRF § 8 legger opp til en noe lavere terskel for 
behandling av slike opplysninger enn RB art. 6, uten at man direkte kan påvise en 
realitetsforskjell.  For å unngå tvil bør det imidlertid vurderes om man i det endelige 
lovforslaget tilpasser ordlyden i PRF § 8 i større grad til ordlyden i RB art. 6. 
 
 Unntak fra kravene til formålsbestemthet, nødvendighet og relevans 
PRF § 9 inneholder en tidsbestemt unntaksregel fra grunnkravene som er behandlet i 
nærværende kapittel. De opplysninger som faller inn under § 9 må imidlertid ikke 
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forveksles med ikke-verifiserte opplysninger i § 7 nr. 2.  Ved ikke-verifiserte opplysninger 
anses kravene til formålsbestemthet, nødvendighet og relevans oppfylt dersom 
opplysningen er riktig. Ved opplysningene i § 9 derimot vet man ikke om kravene til 
formålsbestemthet, nødvendighet mv. er oppfylt uavhengig om opplysningene er riktige 
eller ikke. Satt på spissen kan det sies at § 9 åpner for at politiet kan registrere hva som 
helst. Hensikten med bestemmelsen er at politiet skal få tid til å undersøke om de kan ha 
bruk for opplysningen i sin (politimessige) virksomhet. Bestemmelsen gir politi og 
påtalemyndigheter en frist på fire måneder for å avklare om kravene er oppfylt. De må så 
snart som mulig og senest innen utløpet av perioden vurdere om opplysningene skal slettes 
eller behandles på et annet rettslig grunnlag enn § 9. 
Utvalget legger opp til meget strenge saksbehandlingsregler i forbindelse med 
bestemmelsen. Det blir ikke anledning til å forlenge fristen. Opplysningene må slettes ved 
fristens utløp selv om årsaken til at de ikke har blitt vurdert er at politiet ikke har hatt 
kapasitet til å vurdere dem. Videre foreslås det at taushetsplikten for opplysningene blir 
særlig streng. Opplysninger kan bare utleveres eller gjøres kjent for andre som et ledd i 
vurderingen av om kravene er oppfylt eller for å avverge straffbare handlinger. Det blir 
heller ikke anledning til innsyn i opplysninger som er registrert under denne regelen.  
Selv om bestemmelsen uten tvil er problematisk, må den muligens kunne betegnes som et 
«nødvendig onde». Uten en slik unntaksordning må enten terskelen for formålsbestemthet, 
nødvendighet og relevans settes lavt eller så må politiet innrette seg på å gå glipp av 
potensielt nyttig informasjon. Velger man å senke terskelen kan det bidra til at reglene om 
formålsbestemthet, nødvendighet og relevans undergraves og at det brukes uholdbare 
begrunnelser for behandling av personopplysninger. Motivet for bestemmelsen kan således 
tenkes å være at man unngår å rasere nødvendighetskravet. 
RB inneholder ikke en tilsvarende unntaksregel og det kan derfor bli problematisk å 
videreføre § 9 i det endelige lovforslaget. Ytterligere problematisk blir det når det foreslås 
et absolutt unntak fra innsynsretten i opplysninger som behandles med hjemmel i § 9. 
Begrunnelsen som oppgis er at det blir meget resurskrevende å behandle 
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innsynsbegjæringer.
44
 Uansett mener utvalget at slike begjæringer nesten uten unntak vil 
avslås med hjemmel i § 44. 
 
 Innsyn 
 Vilkår for innsyn 
Personverndirektivet art. 12 gir borgerne omfattende innsynsrett i behandling av 
personopplysninger.  Art. 13(1)(d) gir rett til å begrense rettigheter som følger av art. 12 
dersom det er nødvendig for kriminalitetsbekjempelse. I personvernkonvensjonen er 
innsynsretten nedfelt i art. 8(a). Også her åpnes det for unntak av hensyn til 
kriminalitetsbekjempelse. 
Politirekommandasjonen fastsetter innsynsretten i art. 6.2. Unntakene følger av art. 6.4. Her 
åpnes det også for at innsyn kan avskjæres av hensyn til andre enn den registrerte. Det er 
særlig aktuelt for å verne vitner eller andre politikilder. Dersom innsyn avskjæres skal det 
begrunnes skriftlig, men hvis årsaken til at innsyn ble nektet også taler for ikke å begrunne 
avslaget er det anledning til å la det være, se art. 6.5. 
RB art. 17 (1) fastsetter at alle som er registrert etter anmodning har rett til å få innsyn 
innen rimelig tid etter at begjæring er fremsatt og uten vesentlige kostnader. PRF fastsetter 
hovedregelen om innsyn i § 44 første ledd, hvoretter den registrerte har rett til å få opplyst 
hvilke opplysninger som behandles om ham selv. Saksbehandlingsreglene om innsyn 
reguleres derimot i PRF § 48, hvoretter begjæringer om innsyn skal behandles innen 30 
dager. Videre fastslås det både i PRF og RB at det kun er anledning til å begjære innsyn i 
egne opplysninger, jf. Art. 17 (1) første punktum; ”pågældende” og § 44 første ledd 
”(…)om ham selv(…)”. Denne begrensningen er en konsekvens av at det er bare er 
hensynet til den enkeltes personvern som skal ivaretas, i motsetning til reglene om 
partsinnsyn i for eksempel forvaltningsloven eller straffeprosessloven, der hensynet bak 
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innsynsreglene også er begrunnet i andre forhold enn personvern, som for eksempel det 
kontradiktoriske prinsipp. 
Som en følge av at RB primært gjelder for utveksling av opplysninger mellom 
medlemsstatene er bestemmelsen om innsyn spesielt innrettet mot utvekslingstilfellene. 
Den registrerte har etter art. 17(1)(a) krav på informasjon om hvilke opplysninger som er 
utvekslet samt informasjon om mottagerne. Etter ordlyden gir art. 17 således bare innsyn i 
de opplysningene som er utvekslet. Bestemmelsen er utformet som et minstekrav, slik at 
medlemslandene i alle fall må sikre innsyn i opplysninger som nevnt i art. 17 (1)(a). 
Ordlyden kan derfor tyde på at medlemsstatene står fritt til å gi regler om innsyn i sin 
nasjonale lovgivning hva gjelder opplysninger som bare behandles nasjonalt. I uttrykket 
«mindst» i nr. 1 (a) sammenholdt med avsnitt 8 i fortalen, ligger det imidlertid en klar 
oppfordring at medlemslandene sikrer en eller annen form for innsynsrett for opplysninger 
som behandles nasjonalt. Når det i PRF § 44 første ledd legges opp til at innsyn i egne 
opplysninger er hovedregelen, er dette i samsvar med de intensjonene som er nedfelt i 
avsnitt 8 i fortalen. I hvilken grad den omfattende unntaksregelen i PRF § 44 annet ledd 
tredje punktum, hvoretter Kongen ved forskrift en-bloc, kan gjøre unntak fra innsyn i 
kriminaletterretningsregistre, vil bli behandlet i punkt 2.3.2.  
Det er også viktig å merke seg at RB legger til rette for innsyn på to måter. Hovedregelen 
er at man ved direkte innsyn selv får se hvilke opplysninger som er registrert jf. 
art. 17 (1)(a). Alternativet omtales gjerne som indirekte innsyn og utøves ved at et 
uavhengig tilsynsorgan får innsyn på vegne av den registrerte jf. art. 17(1)(b). 
Tilsynsorganet kan da prøve om vilkårene for behandling av personopplysninger er oppfylt 
uten at den registrerte selv får se hva som er registrert. Noen stater synes å tilby bare 
indirekte innsyn, noe som forutsetningsvis fremgår av avsnitt 29 i fortalen.  
En særlig problemstilling hva gjelder direkte eller indirekte innsyn i politiets opplysninger 
er hvordan man håndterer slike begjæringer. For kriminelle kan det være nyttig å vite om 
det behandles opplysninger om dem og at de således er i politiets søkelys. Selv om det ikke 
avsløres konkret hvilke opplysninger som behandles kan kunnskapen om behandling i seg 
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selv være tilstrekkelig til å røpe at politiet har kjennskap til at en straffbar handling er under 
oppseiling. En slik kunnskap kan således forpurre formålet med behandlingen. 
Derfor kan en bekreftelse fra tilsynsorganet jf. art. 17 (1)(b) være begrenset til en 
bekreftelse på at alle fornødne kontroller er foretatt. Tilsvarende er det regulert i 
lovforslaget § 48 siste ledd; når en begjæring ikke tas til følge kan det gis en begrunnelse 
som ikke tilkjennegir om det foreligger er registrering. Hvis det ikke skal avsløres om 
opplysninger behandles må formen og innholdet i svaret være likelydende uavhengig av 
om det behandles opplysninger eller ikke. 
 
 Unntak fra innsynsretten 
Hensynet til effektiv kriminalitetsbekjempelse gjør at innsynretten ikke kan være 
unntaksløs. RB art. 17 (2) fastsetter vilkårene for når det i den nasjonale lovgivningen kan 
gjøres unntak. 
Når avskjæring vurderes må den registrertes legitime interesser avveies mot formålet som 
begrunner avskjæringen og om innsynsbegrensning er et nødvendig og proporsjonalt tiltak, 
se art. 17(2). Videre gir art. 17 (2)(a- e) en uttømmende liste over formål som kan begrunne 
avskjæring. Det fremgår av art. 17(2) at det bare er retten til direkte innsyn som kan 
avskjæres. Retten å kreve at tilsynsorganet foretar undersøkelser på vegne av en selv kan 
ikke innsnevres. 
I PRF er unntakene regulert i § 44 annet ledd. Det er første og annet punktum som 
gjenspeiler unntakene i RB art. 17 (2)(a – e). Unntaket «hensyn til 
kriminalitetsbekjempelsen» er vidt formulert, men må likevel antas å være sammenfallende 
med unntaket i art. 17 (2)(b). Bokstav b synes imidlertid å gå noe lenger ved at også 
hensynet til å kunne fullbyrde strafferettslige reaksjoner tilsier unntak. Unntaket som er 
begrunnet i vernet av andre personer er sammenfallende, jf. også art. 17 (2)€. Videre gir 
art. 17 (2)(c og d) adgang til unntak dersom den offentlige sikkerhet eller statens sikkerhet 
tilsier det, noe som ikke er uttrykkelig nevnt i PRF § 44 annet ledd. Unntaket i PRF § 44 
annet ledd annet punktum om at hensynet til kontrollorganers lovpålagte kontrolloppgaver 
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kan tilsi unntak, må antas å være sammenfallende med unntaket i art. 17 (2)(a). Så langt 
synes § 44 annet ledd ikke å skape problemer i forhold til RB. 
Det norske lovforslaget legger imidlertid til rette for at man i forskrift kan gjøre unntak fra 
innsynsretten i kriminaletterretningsregistre jf. § 44 annet ledd tredje punktum. Videre i 
§ 44 annet ledd siste punktum nedfelles det et absolutt forbud mot innsyn i opplysninger 
som behandles med hjemmel i fire måneders regelen i § 9. Slike en-bloc-unntak kan være 
problematisk i forhold til kravene i RB. Hvis borgernes interesser skal ivaretas tilstrekkelig 
er det nødvendig at man i størst mulig grad får individuell behandling. RB er preget av en 
slik grunntanke. Helt konkret anføres det i art. 17 (2) at den registrertes legitime interesser 
vurderes når begjæring om innsyn behandles. Lovfestete en-bloc-unntak, slik det forelås i 
PRF, innebærer at begjæring om innsyn i kriminaletterretningsregistre blir avvist uten å 
realitetsbehandles. Forslaget om absolutt unntak fra innsynretten er begrunnet med at det er 
svært ressurskrevende å behandle innsynsbegjæringer og fordi det antas at innsyn i 
kriminaletterretningsregistre uansett kommer til å bli nektet av hensyn til 
kriminalitetsbekjempelsen eller vern av andre personer.
45
 Denne argumentasjonen er lite 
overbevisende. Ressurshensyn kan uansett ikke være et avgjørende argument for å gjøre 
unntak for grunnleggende rettssikkerhetsgarantier. Således har borgerne også i forhold til 
alle andre offentlige organer rett til å få en søknad/begjæring behandlet uavhengig av hvor 
stor sjansen er for å få den innvilget. Ved å avskjære enhver form for innsyn utelukker man 
samtidig muligheten til å påklage vedtaket. Dette er i seg selv uheldig, idet på denne måten 
også utelukker klageorganets kontroll med underinstansen. En slik situasjon kan føre til 
uheldige kulturer. Når tjenestemennene vet at ingen «kikker dem i kortene» legger man til 
rette for en mer lemfeldig anvendelse av regelverket. 
Utvalget forsvarer også den vidtgående adgangen til å gjøre unntak fra innsynsretten med at 
den registrerte i henhold til PRF § 52 annet ledd kan be Datatilsynet om kontroll.
46
  En slik 
kontroll, som tilsvarer det tidligere omtalte indirekte tilsynet, vil i utgangspunktet være i 
samsvar med RB. Problemet er imidlertid at forslaget til § 52 annet ledd er utformet som en 
«kan-regel». Det innebærer at Datatilsynet kan, men at det ikke er forpliktet til å 
                                                 
45
  NOU 2003: 21 s. 373 andre spalte. 
46
 NOU 2003: 21 s. 267 første spalte. 
 37 
gjennomføre kontroller på bakgrunn av begjæring fra den registrerte.
47
 Helt uavhengig av 
hva som er praksis hos Datatilsynet, er lovforslaget utformet slik at den ikke gir den 
registrerte en absolutt rett til å be om kontroll. Som nevnt ovenfor åpner ikke RB art. 17 (2) 
for å gjøre unntak fra retten til indirekte innsyn, noe en «kan-regel» i realiteten er. 
Etter dette kan utvalgets forslag sett under ett, sannsynligvis ikke gjennomføres. Enten må 
det åpnes for at begjæringer om innsyn underlegges realitetsbehandling, eller så må PRF § 
52 endres til å bli en «skal-regel». Det kan i denne sammenheng for øvrig vises til at den 
tilsvarende bestemmelsen i SIS-loven § 21 annet ledd ble endret til en skal-regel, idet EU i 
forbindelse med Schengen-evalueringen blant annet anbefalte denne endringen.
48
 
 
 Utlevering  
 Innledende bemerkninger om utlevering av opplysninger 
Utlevering av opplysninger er et viktig virkemiddel i politiets kriminalbekjempelse. Det er 
særlig aktuelt i forbindelse med etterforskning og forebyggelse av straffbare handlinger 
eller for å verne samfunnet mot alvorlige trusler. Når man vurderer adgangen til å kunne 
utlevere persondata bør det legges vekt på formålet som ligger til grunn for utleveringen, 
hvem mottageren er og hvilke opplysninger som utleveres. 
Prinsippet om formålsbestemthet forutsetter at sekundærbruk av opplysninger ikke er 
uforenelig med formålet som lå til grunn for innsamlingen. Utlevering regnes som 
behandling jf. RB art. 2(b) og PRF § 2 nr. 2. Formålet med utlevering må således ikke være 
uforenelig med det opprinnelige innsamlingsformålet, med mindre noe annet er bestemt i 
lov eller i medhold av lov. 
Vilkåret i EMK art. 8 om at alle inngrep i privatlivet må baseres på en klar og tilgjengelig 
norm kommer også til anvendelse på utlevering av personopplysninger. Utlevering må 
tjene et legitimt formål og være nødvendig i et demokratisk samfunn. 
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 Nærmere om forskjellene i henholdsvis PRF og RB 
I PRF er reglene om taushetsplikt og utlevering slått sammen til et regelverk. Tankegangen 
er at dersom det kan gjøres unntak fra taushetsplikten, er det også adgang til å utlevere 
opplysningene. PRF har derfor ingen egne bestemmelser om utlevering. RB har i så måte 
en annen oppbygning, ved at utlevering er regulert i art. 11, 13 og 14 mens den generelle 
taushetsplikten er regulert i art. 21.  Det som etter dette blir å sammenligne er 
utleveringsbestemmelsene i RB med reglene om taushetsplikt i PRF. I tillegg likestiller RB 
utlevering med ”å stille til rådighet”. Det innebærer at mottagerorganet har adgang til 
registrene og selv kan hente ut informasjon. Denne situasjonen har utvalget i forslaget til 
PTF overhodet ikke tatt høyde for, noe som vil bli nærmere omtalt i punkt 2.4.3. 
Utover dette finnes det en annen fremtredende forskjell når det gjelder reguleringen av 
utlevering av opplysninger i henholdsvis PRF og RB. I PRF er det formålet med 
utleveringen som er bestemmende for hvilken regel som kommer til anvendelse, noe som 
for øvrig også er en betydelig forskjell i forhold til gjeldende rett. I dag er politiets 
taushetsplikt regulert i henholdsvis straffeprosessloven, politiloven og 
strafferegistreringsloven. Avgjørende for hvilke regler som kommer til anvendelse er derfor 
hvor bestemmelsene kommer fra. Utleverer man opplysninger fra straffesaker gjelder 
straffeprosessloven, utleverer man opplysninger fra registrene gjelder 
strafferegistreringsloven, mens utlevering av opplysninger fra politiets øvrige politimessige 
virksomhet reguleres av politiloven. Som nevnt ovenfor er politiets taushetspliktsregler nå 
foreslått samlet i PRF, noe som også medfører at taushetspliktsbestemmelsene i politiloven 
og straffeprosessloven vil bli opphevet når den nye politiregisterloven trer i kraft. 
Strafferegistreringsloven oppheves uansett i sin helhet. Etter den nye loven er det ikke 
lenger av betydning hvor opplysningene kommer fra innenfor politiets virksomhet, men til 
hvilket formål de utleveres. Hva som er formålet med utleveringen fremgår av overskriften 
i paragrafene i kap. 4 i PRF. Det vil her føre for langt å komme inn på alle de ulike 
formålene som tillater utlevering, men det mest sentrale skille går mellom utlevering av 
opplysninger som er i politiets interesse eller i mottakerens interesse. Det er likevel grunn 
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til å si noe om hvilken betydning det legges i ordet ”interesse”. Dersom en bank risikerer å 
tape penger fordi en bedrageriliga planlegger å rane banken, er det for så vidt i bankens 
”interesse” å få vite om det. Imidlertid vil utlevering av opplysninger til banken likevel 
være i politiets interesse, idet det er politiets oppgave å forbygge og avverge kriminalitet. 
Dersom politiet utleverer opplysninger til banken for å avverge den straffbare handlingen 
vil det således være PRF § 19 som gjelder, og ikke § 23 som gjelder utlevering av 
opplysninger til private i deres interesse.  
I RB har reglene om utlevering av opplysninger fått en annen inndeling. Avgjørende for 
hvilken av disse bestemmelsene som kommer til anvendelse for adgangen til sekundærbruk 
og utlevering av opplysninger er hvem som er mottaker av opplysningene, og ikke hva som 
er formålet med den videre behandlingen. De sentrale bestemmelsene i så måte er art. 11, 
13 og 14.  Felles for bestemmelsene er at de etter sin ordlyd bare gjelder for opplysninger 
som ble formidlet. Art. 14 gjelder videreformidling av mottatette opplysninger til ikke-
offentlige organer (det vil si private), mens art. 13 regulerer videreformidling av mottatte 
opplysninger til myndigheter i tredjeland eller til internasjonale organisasjoner.  
Med tredjeland siktes det til land som verken er med i EU eller Schengen-samarbeidet. 
Art. 11 regulerer medlemslandenes interne adgang til viderebehandling av mottatte 
opplysninger til offentlige organer. Selv om sistnevnte ikke uttrykkelig fremgår av 
bestemmelsen, er dette en konsekvens av at art. 14 regulerer utlevering til ikke-offentlige 
organer i medlemslandene.   
På grunn av disse til dels betydelige strukturelle forskjellene er det noe vanskelig å 
sammenligne bestemmelsene.  
En for så vidt naturlig forskjell er at PRF i motsetning til RB ikke skiller mellom utlevering 
til medlemsland og tredjeland. PRF § 27 gjelder adgangen til utlevering til utlandet i sin 
brede alminnelighet. I henhold til § 27 første ledd kan utlevering skje dersom formålet er at 
opplysningene brukes i den enkelte straffesak, jf. § 18, eller for å avverge eller forebygge 
straffbare handlinger eller når det er nødvendig for å verifisere opplysninger. Dette må sies 
å være sammenfallende med RB art. 13 (1)(a og b), selv om verifisering der ikke er 
uttrykkelig nevnt. Den forskjellen som er av større interesse er art. § 13 (1)(d), hvoretter 
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videreformidling av en opplysning også gjøres avhengig av at angjeldende tredjeland kan 
sikre et tilfredsstillende sikkerhetsnivå for behandling av opplysninger, noe som må antas å 
være ensbetydende med at vedkommende land har en tilfredsstillende 
personvernlovgivning. Kravet er ikke absolutt ved at bokstav c) også tillater 
videreformidling dersom avgivende land samtykker. Det er likevel interessant at 
personvernnivået i et mottakerland for EU er et selvstendig poeng, noe som ikke 
gjenspeiler seg i det norske forslaget til § 27.  
Når det gjelder adgangen til å videreformidle opplysninger til ikke-offentlige organer, jf. 
art. 14, er det ikke mulig å foreta en sammenligning med PRF dersom slik utlevering skjer i 
den private parts interesse, idet PRF § 23 bare sier at slik utlevering krever hjemmel i lov. 
Det samme gjelder for så vidt utlevering av opplysninger til offentlige organer dersom 
utlevering er i deres interesse, se PRF § 22.  I det følgende foretas det derfor en kort 
gjennomgang i vilkårene i henholdsvis art. 11 og 13 med sikte på å vurdere om reglene i 
kap. 4 i PRF er problematiske i forhold til RB.  
I henhold til art. 11(1)(a – d) er videreformidling tillatt i fire typetilfeller. Utlevering kan 
skje dersom dette er nødvendig for kriminalitetsbekjempelsen, jf. bokstav a). I tillegg kan 
opplysningene utleveres til andre offentlige organer enn de som omfattes av RB, dersom 
deres oppgaver har direkte sammenheng med forebygging, etterforskning mv. av straffbare 
handlinger, jf. bokstav b). Videre kan utlevering skje for å avverge en umiddelbar fare for 
offentlig sikkerhet. I motsetning til de nevnte bestemmelsene er bokstav d) meget 
vidtgående. Her sies det at opplysningene kan videreformidles til ethvert annet formål 
dersom enten avgivende medlemsland eller den registrerte selv samtykker, og dette er i 
samsvar med avgivende lands nasjonale rett. Det denne bestemmelsen i realiteten gir 
uttrykk for er at det nærmest ikke finnes noen begrensninger med hensyn til hvilke formål 
opplysninger kan utleveres til så sant dette er i samsvar med avgiverlandets nasjonale rett. 
Dette betyr samtidig at det heller ikke legges noen restriksjoner på nasjonal lovgivning hva 
gjelder utlevering til offentlige organer. Det fremgår for så vidt også av avsnitt 9 i fortalen, 
der det heter at RB ikke gjelder for de tilfellene er et land mottar opplysninger som 
opprinnelig kom fra samme land. Som eksempel er dette tilfelle dersom Norge utleverer en 
opplysning til Sverige, som videreformidler den til Danmark. Dersom Danmark så igjen 
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utleverer denne opplysningen til Norge, er Norge ikke bundet av RB hva gjelder 
behandlingen av denne opplysningen.  
En lignende regulering finner man i art. 14(1)(a) hva gjelder utlevering til ikke-offentlige 
organer, der det heter at avgivende myndighet kan gi tillatelse til at mottakerlandet kan 
videreformidle opplysningen til private. Selv om noen av de alternative vilkårene i art. 
14(1)(c) er noe strengere enn hva som følger av art. 11, jf. som eksempel art. 14(1)(c) om at 
videregivelse må være «afgørende» for de formålene som er nevnt i i) til iv), etterlater 
heller ikke art. 14 noen tvil om at RB heller ikke oppstiller begrensninger hva gjelder 
nasjonal lovgivning om utlevering av opplysninger til private. 
Etter dette må det kunne konkluderes med at bestemmelsene i PRF kap. 4 neppe er 
problematiske i forhold til RB, og at de etter alt å dømme kan videreføres. 
 
 Kort om å gi utenlandske myndigheter direkte tilgang 
Som nevnt i punkt 2.4.2 likestiller RB utlevering av opplysninger med det å stille 
opplysninger til rådighet. Dette er en følge av det stadig mer omfattende politisamarbeidet i 
EU, der man blant annet også åpner for å gi andre medlemsland direkte tilgang til egne 
opplysninger (online).  
I PRF omtales slik tilgang i § 15, som gjelder tilgang til opplysninger innad i politiet og 
påtalemyndigheten. I § 27, som gjelder utlevering av opplysninger til utlandet, knyttes 
imidlertid adgangen til å utlevere opplysninger direkte til taushetsplikten. Spørsmålet er om 
utformingen av § 27 stenger for å gi utenlandske myndigheter direkte tilgang til norske 
registre. 
Verken utleveringsreglene eller reglene om taushetsplikt er helt treffende for å regulere 
direkte tilgang. For taushetspliktens vedkommende er pliktsubjektet den enkelte 
saksbehandler. Litt forenklet kan man se det slik at taushetsplikt passer best der 
saksbehandleren besitter persondata nedtegnet på papir. Utlevering forutsetter da at 
saksbehandleren beslutter å utlevere dokumentene etter en vurdering av om dette er i 
samsvar med regler om utlevering eller taushetsplikt. Tiden har vel på mange måter løpt fra 
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den måten å håndtere data på, idet de fleste offentlige organer har saksbehandlingssystemer 
der alle ansatte har tilgang til opplysningene, jf. også vedtaket fra personvernnemnda som 
behandles i punkt 2.5. Det betyr selvsagt ikke at reglene om taushetsplikt har mistet sin 
betydning, men den enkelte tjenestemanns taushetsplikt er ikke lenger tilstrekkelig for å 
regulere flyt av opplysninger.  
Etter hvert som samarbeidet i politi- og justissektoren skyter fart, kan opplysninger søkes 
opp av politi og påtalemyndigheter i hele Schengen-området. Det innebærer at den 
behandlingsansvarlige ikke lenger fullt ut har herredømme over opplysningene. Derfor er 
tilgangskontroll et nødvendig supplement til taushetsplikt og utleveringsbestemmelser. 
RB likestiller som nevnt utlevering og tilgang til opplysninger. Det fremheves blant annet 
gjennom angivelse av virkeområde i art. 1(2)( a og b). Det er også et gjennomgående trekk 
at ”tilrådighedsstillelse” nevnes i samme åndedrag som ”videregivelse”. I RB er det på 
denne måten tatt høyde for problemstillingen uten at det har manifestert seg i konkrete 
regler om lagringstid og tilgangskontroll. 
For å unngå at PRF § 27 utilsiktet stenger for Norges mulighet til å gi andre land direkte 
tilgang til opplysninger, bør det derfor vurderes at § 27 på samme måte som RB uttrykkelig 
nevner adgangen til å stille opplysninger til rådighet. I denne sammenheng kan det også 
vises til at den norske SIS-loven skiller mellom utlevering av opplysninger fra SIS-
systemet og direkte tilgang til SIS-system, jf. henholdsvis §§ 13 og 12. 
 
 Retting, sletting og sperring av opplysninger med feil eller mangler 
Med bakgrunn i prinsippene om at opplysninger skal være relevante, korrekte og 
oppdaterte har både RB og lovforslaget regler om retting, sletting og sperring i henholdsvis 
art. 4 og §§ 46-48. Reglene bør sees i sammenheng med innsynsretten i § 44. 
 Retting 
Art. 4 (1) sier at ”Personoplysninger skal berigtiges, hvis de er urigtige, og om muligt og 
nødvendigt suppleres eller ajourføres”. 
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Forslaget til PRF har bestemmelser om retting i § 46. Der sies det at opplysninger som er 
”mangelfulle” skal rettes. Det skilles mellom mangelfulle opplysninger og opplysninger 
beheftet med feil som ikke lar seg reparere. Feil som ikke lar seg rette er først og fremst de 
tilfellene der registreringen fra starten av var uhjemlet. 
 
 Betingelser som må oppfylles for at retting skal bli påkrevet 
RB art. 4 (1) fastslår at ”urigtige” opplysninger skal rettes, men regelen gir ikke veiledning 
i hva som legges i ”urigtige”.  
Politirekommandasjonen sier i art. 6.3 at retting, sletting eller sperring av opplysninger er 
aktuelt for opplysninger som er ”(…)excessive, inaccurate or irrelevant(…)” 
Personverndirektivet art. 6 bruker i likhet med RB uttrykkene ”urigtige eller 
ufuldstændige”. PRF § 46 første ledd angir at ”mangelfulle” opplysninger skal rettes. Ingen 
av de nevnte bestemmelsene gir et entydig svar på hva som ligger i begrepet ”uriktig” eller 
”mangelfull”, og det er heller ikke noe som tyder på at den ulike begrepsbruken i 
henholdsvis art. 4 (1) og § 46 innebærer en realitetsforskjell. Det må være på det rene at 
begge begrepene dekker objektivt feilaktige opplysninger. I kommentarene til lovforslaget 
består ”mangelfulle opplysninger” typisk av ufullstendige og uriktige opplysninger, jf. § 7 
første ledd nr. 1 og 2.
49
 Det må antas at den samme forståelsen ligger til grunn i art. 4 (1), 
idet bestemmelsen også gir anvisning på at uriktige opplysninger eventuelt kan suppleres 
eller ajourføres. I RB art. 8 (1) som omhandler verifikasjon av opplysninger før utveksling, 
omtales opplysninger som er ”urigtige, ufuldstændige eller ikke ajourførte”, noe som 
trekker i samme retning. 
I hvilken grad uriktige eller mangelfulle opplysninger også omfatter opplysninger som er 
ulovlig ervervet, for eksempel gjennom brudd på taushetsplikten eller ulovlig beslag mv. 
vil ikke bli nærmere behandlet, idet dette antas å være perifert i forhold til oppgavens tema. 
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 Hvordan retting utføres 
RB art. 4 (1) gir anvisning på at uriktige opplysninger skal rettes, og om mulig eller 
nødvendig suppleres eller ajourføres. Utover dette gis det ikke nærmere anvisning på 
hvordan retting skal utføres. Heller ikke Personverndirektivet eller 
Politirekommandasjonen gir føringer på hvordan retting skal utføres. Det er rimelig å anta 
at meningen er at detaljene overlates til nasjonal rett. 
I PRF § 46 første ledd er det bestemt at retting skal foregå ved at den mangelfulle 
opplysningen markeres og suppleres med korrekte opplysninger. Fremgangsmåten er valgt 
fordi de uriktige opplysningene senere kan ha betydning som dokumentasjon på hva slags 
opplysninger som har blitt behandlet.
50
 
Som det fremgår er utformingen av rettebestemmelsene i henholdsvis RB og PRF ikke helt 
sammenfallende. Hovedforskjellen ligger i at § 46 første ledd er absolutt i sin form ved at 
mangelfulle opplysninger skal rettes, og at dette skal skje ved at mangelfulle opplysninger 
markeres og suppleres. Bestemmelsen forutsetter med andre ord at det i alle tilfeller er 
mulig å rette en uriktig opplysning. Art. 4 (1) er i så måte mer fleksibel ved at supplering 
og ajouføring skal foretas dersom dette er mulig eller nødvendig. Begrunnelsen for denne 
forskjellen må antas å ligge i virkeområdet. RB gjelder også for straffesaksbehandling, 
mens § 46 er en av de bestemmelsene som ikke får anvendelse for behandling av 
opplysninger i straffesaker, jf. § 3 nr. 1 der § 46 ikke er nevnt i bokstav a) eller b). I en 
straffesak behandles en rekke opplysninger som kan være ufullstendige eller uriktige. Når 
disse i tillegg er nedfelt i ulike rapporter eller andre dokumenter vil det ofte ikke være 
mulig å rette disse. Utover dette kan det også dreie seg om vurderinger el., der det  kan 
være vanskelig å bedømme om disse er riktige eller ikke. Forbeholdet i art. 4 (1) tar derfor 
høyde for at det i slike tilfeller ikke alltid er mulig å rette opplysninger. Et ytterligere 
forbehold i så måte fremgår av art. 4 (4), der det fremgår at retting, sletting mv. av 
opplysninger som er nefelt i dokumenter til bruk for domstolene skjer i henhold til den 
nasjonale prosesslovgivningen. 
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I utgangspunktet er forskjellen ikke problematisk, idet PRF § 46 er ”strengere” enn art. 4, 
jf. det som er sagt tidligere om avsnitt 8 i fortalen. Dersom Norge derimot endrer PRF § 3 
dithen at loven også omfatter straffesaksbehandling vil § 46 av de samme grunner som er 
nevnt ovenfor ikke kunne bli stående uendret. 
2.5.1 Sletting av opplysninger som ikke lenger er nødvendige 
Det følger av nødvendighetsprinsippet at opplysninger ikke kan lagres lenger enn det som 
er nødvendig ut fra behandlingsformålet. Dette kommer til uttrykk i PRF § 7 nr. 3. Det 
innebærer at opplysninger må slettes selv om den eneste mangelen ved dem er at 
”holdbarhetsdatoen” er passert. PRF § 45 første ledd inneholder den materielle 
sletteregelen. Det oppstilles imidlertid ikke slettefrister, intervaller eller rutiner for sletting, 
men det forutsettes i utvalgets kommentarer at dette skal reguleres i forskrift.
51
 Regler 
tilsvarende dem i § 45 gjenfinnes i RB art. 4(2) og i personverndirektivet art. 6(1)(e) samt 
personopplysningsloven § 28 første ledd. 
Politirekommandasjonen principle 7.1 gir i tilegg eksempler på hvilke momenter som bør 
tillegges vekt i vurderingen av hvor lenge opplysningene kan lagres: ” the need to retain 
data in the light of the conclusion of an inquiry into a particular case; a final judicial 
decision, in particular an acquittal; rehabilitation; spent convictions; amnesties; the age of 
the data subject; particular categories of data”.  
Innholdet i henholdsvis RB art. 4 (2) og PRF § 45 første ledd første punktum er tilnærmet 
likt. I begge bestemmelsene slås det fast at opplysninger skal slettes når de ikke lenger er 
nødvendige for formålet. Videre fremgår av begge bestemmelsene at sletting ikke 
nødvendigvis er det samme som tilintetgjøring av opplysninger, ved at det tas forbehold om 
at opplysninger kan arkiveres. Til syvende og sist er det således den nasjonale 
arkivlovgivningen som avgjør om en opplysning tilintetgjøres eller ikke. Det kan også 
tenkes tilfeller der en opplysning slettes i et register, samtidig som den samme 
opplysningen arkiveres. Som eksempel kan nevnes at en varetektsfengsling er nedtegnet i 
straffesaksdokumentene og i tillegg er registrert i et straffesaksregister. Opplysningen vil 
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da etter en viss tid kunne slettes i registeret, mens straffesaksdokumentene arkiveres i 
henhold til arkivloven.  
Hvor lenge det kan være nødvendig å oppbevare en opplysning i kriminalitetsbekjempende 
øyemed kan ofte være vanskelig å vurdere, og det vil kunne hevdes at politiet har en 
tendens til å beholde opplysninger lenger enn hva som er nødvendig. Dette ble tydelig i en 
klagesak som nylig ble behandlet i personvernnemnda.
52
  Utgangspunktet for saken skrev 
seg fra en episode i 1988 der en mann ble varetektsfengslet for besittelse av hasj. Det ble 
ikke reist tiltale mot ham og saken ble senere henlagt med henvisning til bevisets stilling. I 
forbindelse med en grensepassering til Russland i 2007, konfronterte en polititjenestemann 
ham med opplysningene som da var nesten 20 år gamle. Han opplevde det som ubehagelig 
at opplysningen fremdeles var registrert og ba om Datatilsynets bistand for å få dem slettet. 
Med hjemmel i personopplysningsloven § 46, jf. § 28 og § 11 fattet Datatilsynet vedtak om 
at opplysningene måtte slettes. Etter at Kripos påklaget vedtaket ble saken oversendt 
personvernnemnda til behandling. Nemnda tok ikke klagen til følge og Datatilsynets vedtak 
ble opprettholdt. 
Kripos forsvarte lagringen blant annet med at opplysninger om varetektsfengsling er 
notoriske fakta som ikke bør slettes av hensyn til potensielle erstatningssaker, 
gjenopptakelse eller nye etterforskningsskritt. Nemnda har i og for seg ingen innvendinger 
mot at opplysninger som sådan lagres, men mener på lik linje med Datatilsynet at hensynet 
til notoritet kan ivaretas på en mindre personvernkrenkende måte enn at opplysningene 
lagres i et landsdekkende sentralt system som over 13000 personer har tilgang til.  
Nemnda fastslår samtidig at opplysningene ikke var relevante for grensepasseringen og at 
de ikke lenger var nødvendige for å realisere formålet med behandlingen.  
Samlet sett er saken også et godt eksempel på at det er behov for tydeligere regler for 
politiets behandling av personopplysninger, samtidig som den viser at politiet i Norge bare 
i liten grad etterlever de prinsippene som kommer til uttrykk i den alminnelige 
personvernlovgivningen. 
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2.5.2 Sletting av uriktige opplysninger 
Etter det norske forslaget, jf. § 46 første ledd siste punktum og annet ledd, er adgangen til å 
slette opplysninger forholdsvis smal. Hovedregelen er at feilaktige data skal rettes. Det er 
kun feil som ikke lar seg reparere, ulovlig ervervede opplysninger og opplysninger som 
åpenbart ikke kan ha betydning som dokumentasjon som tillates slettet. 
I RB finnes det ingen uttrykkelig bestemmelse om sletting av uriktige opplysninger. Dette 
kan imidlertid ikke tolkes dithen at det er forbudt å slette uriktige opplysninger. Derimot er 
det nærliggende å tro at art. 4(1) må suppleres med nødvendighetsprinsippet. Dersom en 
uriktig opplysning ikke kan rettes kan situasjonen være at den behandlingsansvarlige vet at 
opplysningen er uriktig, samtidig som han ikke vet hva som er «riktig». I et slikt tilfelle vil 
opplysningen heller ikke lenger kunne sies å være nødvendig for formålet. Som eksempel 
kan man tenke seg at politiet etterforsker et bankran. Politiet får tips om at A har ranet 
banken. Etter nærmere undersøkelser viser det seg at A ikke kan være gjerningspersonen. 
Da vet politiet at opplysningen er uriktig, men de vet fortsatt ikke hvem som er 
ransmannen. I dette tilfelle kan opplysningen ikke rettes, samtidig som opplysningene om 
A ikke lenger er nødvendige for formålet med behandlingen, nemlig å oppklare bankranet. 
Det finnes imidlertid også i RB et forbud mot å slette uriktige opplysninger. Dette gjelder 
for de tilfellene der sletting må antas å kunne skade den registrertes legitime interesser, jf. 
art. 4 (3). 
 
2.5.3 Sperring 
Begrepet «sperring» er ikke definert i Personverndirektivet, i personopplysningsloven eller 
i PRF art. 12, selv om begrepet brukes i ulike bestemmelser både i direktivet og de nevnte 
lovene. I RB derimot er begrepet definert i art. 2(c), i den danske versjonen kalles det 
”blokering”. Sperring betyr i henhold til RB markering av lagrede opplysninger i den 
hensikt å innskrenke den fremtidige behandlingen av disse opplysningene. Sperring må 
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sees på som et alternativ til sletting. Hvis sperring velges fremfor retting eller sletting må 
det begrunnes. 
 
2.5.3.1 Hvordan sperres opplysninger? 
I følge definisjonen i art. 2(c) innebærer ”blokering” som nevnt at opplysningene markeres 
med tanke på å begrense behandlingen.  
I utredningen forutsettes det at ”sperring” innebærer at politiet ikke kan få tilgang til data 
uten bistand fra en nøytral part.
53
 Det foreslås at Riksarkivaren forestår lagringen. Dette 
kan tyde på at utvalget har en annen oppfatning av hva sperring innebærer enn RB. I følge 
RB skal opplysningen «markeres» for derved å tydeliggjøre at bruken er begrenset i forhold 
til det opprinnelige formålet. Dette er således noe helt annet enn utvalgets forutsetning om 
at opplysningen skal fjernes fra den behandlingsansvarlige og lagres hos et annet organ. 
Legger man definisjonen i RB til grunn, vil den praktiske gjennomføringen av sperring 
med andre kunne variere avhengig av hva begrensningen går ut på. 
  
2.5.3.2 Når kan opplysninger sperres? 
Reguleringen av når sperring kan eller skal skje er noe ulik i henholdsvis RB og PRF. Det 
presiseres at det her kun omtales de tilfellene der sperring er aktuell fordi opplysningene 
ikke lenger er nødvendig eller fordi de er uriktige. 
I begge regelverkene er sperring angitt som et alternativ til sletting, men utover dette er 
inneholder de aktuelle bestemmelsene flere forskjeller. I RB er sperring regulert i art. 4 (3), 
der det gis anvisning på at opplysninger ikke skal slettes, men sperres, dersom det er 
rimelig grunn til å tro at den registrertes legitime interesser kan bli skadelidende ved 
sletting. Slik art. 4 er utformet, kan det tyde på at sperring kan være aktuell for både 
uriktige opplysninger, jf. art. 4 (1) og for opplysninger som ikke lenger er nødvendige, jf. 
art. 4 (2). 
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I PRF synes løsningen å være en annen, idet § 45, som regulerer sletting av opplysninger 
som ikke lenger er nødvendige, bare gir anvisning på sletting eller arkivering. Der er i og 
for seg ingen grunn til å tolke § 45 slik at sperring er utelukket i disse tilfellene. Dersom 
man derimot ville legge en streng bokstavfortolkning til grunn, ville bestemmelsen kunne 
være i strid med RB, idet man da ville måtte slette opplysninger selv om dette kan skade 
den registrertes legitime interesser. jf. art. 4 (3). 
PRF § 46 regulerer håndteringen av uriktige opplysninger, og der er også sperring regulert. 
Det er imidlertid også her noe uklart hvordan bestemmelsen skal forstås. Første ledd 
gjelder mangelfulle opplysninger, som i utgangspunktet skal rettes. I første ledd siste 
punktum heter det at «mangelfulle opplysninger som åpenbart ikke kan ha betydning som 
dokumentasjon, skal slettes». Det er nærliggende å tro at dette må tolkes slik at mangelfulle 
opplysninger som kan ha betydning som dokumentasjon ikke skal slettes, men sperres, selv 
om dette ikke uttrykkelig er nevnt. Det hadde således uansett vært en fordel at 
bestemmelsen på dette punkt gjøres klarere. Begrepet «sperring» nevnes derimot i § 46 
annet ledd, der det gis anvisning på at opplysninger med ikke-reparerbare feil, opplysninger 
som er ervervet i strid med annen lovgivning eller opplysninger som av andre grunner ikke 
kan behandles skal sperres eller slettes. Som det fremgår angir § 46 annet ledd i motsetning 
til art. 4(3) ikke noe vurderingstema for når man skal velge sperring eller sletting. Det kan 
umiddelbart virke noe underlig at en lov gir anvisning på to handlingsalternativer uten at 
det kommer frem hva som er kriteriene for å velge det ene eller det andre alternativet. Til 
en viss grad gir § 46 tredje ledd svaret ved at det der forutsettes at sletting bare er aktuelt 
der når både den behandlingsansvarlige og den registrerte samtykker. Dersom ikke begge 
samtykker, må opplysningen sperres. Umiddelbart kan man her få inntrykk av at PRF § 46 
gir bedre personvern enn RB art. 4 (3), idet RB ikke krever den registrertes samtykke, men 
overlater til myndighetens skjønnsutøvelse om sperring ville skade den registrertes legitime 
interesser. Problemet med § 46 tredje ledd er imidlertid at bestemmelsen forutsetter at den 
registrerte er kjent med opplysningen, idet han ellers ikke vil kunne samtykke. Slik 
kjennskap kan imidlertid ikke tas for gitt, idet det også ved uriktige opplysninger mv. kan 
være aktuelt at unntak fra innsynsretten kan komme til anvendelse. Dersom tredje ledd skal 
gi den beskyttelse den tilsynelatende gir uttrykk for, må den praktiseres slik at det alltid 
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kreves et positivt samtykke fra den registre. Dersom slik samtykke ikke foreligger, 
uavhengig av årsaken, må opplysningene sperres.  
I hvilken grad PRF på dette område kan sies å være i samsvar med RB beror til en viss grad 
på hvordan man tolker §§ 45 og 46. Dette tilsier at man i forbindelse med 
implementeringen prøver å tilstrebe mer klarhet, slik at det ikke kan oppstå noen tvil om 
RB er oppfylt. 
 
2.5.3.3 Bruk av sperrede opplysninger 
Bruk av sperrede opplysninger reguleres i henholdsvis PRF § 47 og RB art. 4(3) siste 
punktum. Det kan reises tvil om sperrereglene i PRF oppfyller kravene som oppstilles i RB. 
Det fastslås i RB art. 4(3) at sperrede opplysninger bare kan brukes til det ”formål der 
gjorde at de ikke blev slettet”. I PRF § 47 første ledd heter det at opplysninger som er 
sperret bare kan brukes dersom det er nødvendig for den registrerte eller politiet å 
dokumentere hva som er behandlet av opplysninger. Her ser vi en klar forskjell ved at PRF 
angir «dokumentasjon» som eneste grunn til å bruke sperrede opplysninger, mens art. 4(3) 
siste punktum knytter adgangen til å bruke sperrede opplysninger mer generelt til det 
formål som gjorde at opplysningen ikke ble slettet. Fordelen med bestemmelsen i RB er at 
den åpner for større fleksibilitet hva gjelder både begrunnelsen for å kunne sperre og 
tilsvarende bruk av sperrede opplysninger. Likevel er § 47 første ledd neppe problematisk i 
forhold til RB. 
Det samme kan man imidlertid ikke si om PRF § 47 annet ledd, som fastlegger at politiet 
med rettslig beslutning kan få tilgang til sperrede opplysninger i forbindelse med 
bekjempelse av grov kriminalitet. Med andre ord tillates bruk av opplysningene til et annet 
formål enn det som var årsaken til at de ble sperret og åpner for at opplysningene kan 
brukes til den registrertes ugunst. Det strider åpenbart mot bestemmelsen i art. 4(3) siste 
punktum. Det er i det hele tatt uheldig når utvalget i § 47 første ledd foreslår at sperrede 
opplysninger «bare» kan brukes til dokumentasjon, for så likevel å tillate at opplysningens 
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igjen kan brukes til kriminalitetsbekjempelse. På dette punkt er forslaget ikke bare 
inkonsekvent. Når forslaget i tillegg strider mot RB, bør det ikke videreføres. 
 
2.6 Informasjonssikkerhet  
Art. 22 i RB fastsetter regler om informasjonssikkerhet. I PRF er tilsvarende regulert i § 10. 
Art. 22(2) oppstiller praktiske og tekniske krav til informasjonssikkerhet. Etter norsk 
lovgivningstradisjon er det vanlig å regulere slike tekniske detaljer i forskrift. Til 
sammenligning er §§ 3 og 4 i SIS-loven nesten identisk med §§ 10 og 11 i PRF. Til SIS-
loven er det fastsatt forskrift som inneholder tekniske krav i kapittel 7.
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Det er på denne bakgrunn vanskelig å vurdere om det norske forslaget oppfyller kravene i 
RB, men det må uansett forventes at lovforslaget følges opp med mer presise forskrifter 
som forhåpentligvis vil bli tilpasset kravene i RB. 
 
2.7 Tilsyn 
Et uavhengig tilsynsorgan er en av de sentrale personverngarantiene. En tilsynsordning er 
særlig viktig på politisektoren, idet personvernet settes under større press i denne sektoren 
enn hva som er vanlig. Tilsynsordningen reguleres i henholdsvis PRF kapittel 7 og RB 
art. 25.  I det følgende vurderes tilsynskompetansen, påleggskompetansen og den 
registrertes rett til å be tilsynsorganet om kontroll i henholdsvis PRF og RB. 
 
2.7.1 Tilsynskompetanse 
Når det gjelder tilsynskompetansen pålegges medlemsstatene i RB art. 25(1) å oppnevne et 
uavhengig tilsynsorgan som skal yte rådgivning og føre tilsyn med overholdelsen av 
reglene som fastsettes for å gjennomføre RB. I art. 25(2)(a) fastsettes det at tilsynsorganet 
må få vide fullmakter for å gjennomføre tilsynsoppgaven. 
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I PRF § 52 utpekes Datatilsynet til å føre tilsyn med at bestemmelser gitt i eller i medhold 
av PRF overholdes. I likhet med RB art. 25(2)(a) nedfelles det i § 53 første ledd at tilsynet 
kan kreve å få tilgang til de opplysningene som er nødvendige for å gjennomføre sine 
oppgaver. I tillegg fastsettes det i annet ledd at tilsynet kan kreve adgang til steder der den 
aktuelle behandlingen foregår eller der hjelpemidler som benyttes i behandlingen finnes. 
Det fastslås sågar at tilsynet kan kreve bistand fra personalet på stedet for å gjennomføre 
sine oppgaver. Så langt synes PRF å oppfylle standarden som fastsettes i RB hva gjelder 
tilsynskompetanse. Det som i denne sammenheng igjen kan skape problemer er at 
virkeområde i PRF hva gjelder straffesaker.   
Tilsynsordningens virkeområde angis i henholdsvis RB art. 25(1) og PRF § 52. RB art. 
25(1) angir at tilsynsorganet skal ”(…) påse overholdelsen af de bestemmelser, 
medlemsstaten vedtager til gennemførelse af denne rammeafgørelse”. Dette kan vanskelig 
forstås på annen måte enn at tilsynsordningen skal gjelde for hele RBs virkeområde. Som 
omtalt i punkt 2.1.1 omfatter RB også behandling av opplysninger i straffesaker, slik at 
også tilsynet i art. 22 omfatter denne behandlingen. 
Som omtalt i punkt 2.1.1 gjelder PRF ikke for straffesaksbehandling med unntak av de 
bestemmelsene som er nevnt i § 3 nr. 1 a) og b). Bestemmelsene om tilsyn i PRF §§ 52 til 
55 er ikke nevnt i § 3 nr. 1, slik at lovforslaget legger opp til at behandling av opplysninger 
i straffesaker ikke skal være undergitt uavhengig tilsyn. I denne sammenheng må det være 
tillatt å bemerke at det er underlig at utvalget ikke engang foreslår at bestemmelsene om 
informasjonssikkerhet, som i følge § 3 nr. 1 bokstav b) også gjelder for 
straffesaksbehandling, skal være underlagt tilsyn. Det tidligere omtalte unntaket i § 1-3 i 
forskriften til personopplysningsloven fører til at personopplysningslovens bestemmelser 
om tilsyn heller ikke kommer til anvendelse på politiets behandling av opplysninger i 
straffesaker. Utvalget legger opp til at politiets behandling av opplysninger i straffesaker 
skal reguleres i straffeprosessloven, men heller ikke der finner man regler om tilsyn. 
Spørsmålet om lovens virkeområde kommer på mange måte på spissen nettopp i 
forbindelse med tilsynsordningen. Selv om man ville prøve å tolke RB bokstavelig, slik at 
den bare gjelder for opplysninger som utveksles, ville man møte nærmest uoverkommelige 
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problemer dersom man ville satse på å etablere ulike regler for opplysninger som bare 
behandles i Norge og opplysninger som utleveres til et medlemsland eller som mottas fra et 
medlemsland. Hvordan skulle man for eksempel få gjennomført en ordning der 
Datatilsynet har full tilsynskompetanse for opplysninger som ble utlevert eller mottatt, 
mens tilsynet ikke har noen kompetanse for de øvrige opplysninger. Bruker man tilsyn med 
informasjonssikkerheten som eksempel, er det åpenbart at et slikt skille ikke bare er 
umulig, men også uholdbart.  Kravet om en uavhengig tilsynsordning er således ytterligere 
et argument for at PRF også må omfatte behandling av opplysninger i straffesaker. 
 
2.7.2 Påleggskompetanse 
Påleggskompetansen er i RB nedfelt i art. 25(2)(b). I bokstav b) gis det uttrykk for at 
tilsynsorganet skal utstyres med effektive virkemidler, og deretter gis det en opplisting av 
ulike virkemidler. Opplistingen er dog gitt i form av en eksemplifisering, slik at 
bestemmelsen ikke pålegger medlemslandene hvilke virkemidler deres nasjonale 
tilsynsorganer skal utstyres med. De eksemplene som nevnes går helt fra kompetanse til å 
gi pålegg om retting og sletting til en formaning til den behandlingsansvarlige eller 
politiske institusjoner. Når det gjelder påleggskompetanse har medlemslandene med andre 
ord et stort spillerom med hensyn til hvilke beføyninger de vil utstyre sine tilsynsorganer 
med. 
I PRF § 53 første ledd fastslås det at Datatilsynet kan gi pålegg om å stanse behandlinger 
som er i strid med PRF eller å fastsette vilkår for at behandling skal komme i samsvar med 
PRF. I første ledd siste punktum gjøres det imidlertid unntak fra denne 
påleggskompetansen med henblikk på innsyn, reglene om taushetsplikt og vandelskontroll. 
I forhold til RB er det ikke problematisk at det gjøres unntak fra Datatilsynets adgang til å 
gi pålegg. På den annen side er det ikke kurant at Datatilsynet ikke gis noen som helst 
virkemidler hva gjelder de forholdene som er unntatt fra påleggskompetansen. I forbindelse 
med implementeringen bør man derfor vurdere å utstyre Datatilsynet med et av de øvrige 
virkemidlene som er nevnt i RB art.2(b). 
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2.7.3 Den registrertes rett til å be tilsynsorganet om kontroll 
Dette temaet ble allerede berørt i punkt 2.3.2. Ifølge RB art. 25(3) har enhver person rett til 
å anmode det nasjonale tilsynsorganet om å kontrollere om opplysningene som behandles 
om vedkommende er i samsvar med den aktuelle lovgivningen. I PRF fremgår det av § 52 
annet ledd at Datatilsynet etter begjæring fra den registrerte kan foreta slik kontroll. Som 
nevnt tidligere har Norge under den siste Schengen-evalueringen fått kritikk for den 
tilsvarende bestemmelsen i SIS-loven. Siden SIS-loven på dette punkt allerede ble endret, 
er det grunn til å tro at man vil foreta den samme endringen i § 52 annet ledd. 
 
3 Avslutning 
Oppgavens hovedtema var å foreta en sammenlignende fremstilling av de mest sentrale 
bestemmelsene i PRF og RB med særlig fokus på de bestemmelsene i PRF der det kan bli 
nødvendig å foreta endringer for at den nye politiregisterloven skal være i samsvar med 
RB. 
Ut fra et personvernsynspunkt er PRF en radikal forbedring og må i det alt vesentlige sies å 
tilfredsstille kravene i RB. På enkelte områder ble det påvist at PRF gir bedre personvern 
enn RB, mens det på andre områder antakelig må foretas enkelte endringer for at 
bestemmelsene i RB skal anses for oppfylt. Det som uten tvil blir de største utfordringene 
er hvordan man skal håndtere spørsmålet knyttet til lovens virkeområde hva gjelder 
behandling av opplysninger i straffesaker, begrensningene i Datatilsynets kompetanse og 
ordningen med en-bloc-unntak fra innsynsretten. 
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