In the internet congestion control, transmission control protocol (TCP)-Vegas is a source algorithm that provides better performance. However, it has two main issues: first one is rerouting and unable to identify updation of round-trip time (RTT) when changes occurred in the network, these two problems leads to affects the performance of Vegas. These drawbacks persist mostly in the Vegas estimation process of the propagation delay, i.e. BaseRTT. In this paper, we proposed a novel algorithm that uses the cuckoo search optimisation algorithm for selecting the optimal value of BaseRTT. Also, our proposed algorithm has dynamically considered slow start algorithm based on the estimation in real time, the available bandwidth and adjust decrease/ increase rate in congestion avoidance phase for a particular network environment. Simulation results have shown that our proposed algorithm can effectively avoid packet losses and attain the maximum throughput when compared with existing algorithms.
Introduction
With the increasing demand for connectivity, the necessity for mobile wireless communication is also increasing. The usage of gadgets such as portable laptop, tablet, smartphones and handheld devices is increasing very fast. The majority of the portable communication gadgets have the support of a fixed base station or access points that link to the last-hopwireless model. This thing can be seen in wide-area wireless cellular frameworks. But this type of support is not present in the settings in which access to wired structure is not possible. Circumstances such as natural calamities, conferences and military settings are notable. This has driven towards the development of mobile ad-hoc networks (MANET) (Haifangand Yin, 2008; Daryasafar et al., 2012; Jamaliand Eftekhari, 2011) .
MANET is one of the well-known and vital networks due to its use, and also it is potential for fast deployment. MANET has attracted attention for supporting mobilewireless devices a continuous connectivity irrespective of their unexpected mobility. So, many researchers have attracted with the focus to enhance performance of MANET. An ad hoc network is a dynamically changing network of mobile nodes that communicate deprived of the support of any type of fixed structure. There is a straight communication among adjacent devices, but communication between nonadjacent devices that work such as routers, requires routing algorithms, for instance destination sequenced distance vector (DSDV), adhoc on-demand distance vector (AODV) and dynamic source routing (DSR) (Royerand Toh, 1999; Noorani et al., 2008; Ball et al., 2016) . Because of the character of MANETs (i.e. unplanned topology, mobility of nodes, frequent route changes, network partitions and wide range of channel conditions), it is a challenging task to design new protocols or applying existing protocols (Ahuja et al., 2000) .
Nowadays in internet transmission, control protocol (TCP) is used widely. So, in MANET TCP is used, to deliver a reliable end-to-end message delivery is very much required to accomplish a smooth integration with the wired internet. TCP is a dependable connection-oriented end-toend protocol. It consists of techniques to ensure reliability by requiring recipient acknowledge. The network is not flawless, and a small percentage of packets are lost on the route either because of network error or because of the fact that, there is congestion in the network. Losses because of the network congestion are insignificant, and maximum part of the packet losses are because of buffer overflows at the router. In this way, it turns out to be critical for TCP to respond to a packet loss and make a considerable move to decrease congestion. TCP delivers reliability by starting a timer whenever it transmits a segment. If it does not receive a confirmation from the receiver within the time limit, otherwise, it retransmits the segment (Meherand Kulkarni, 2011; Swidan et al., 2016) . Different kinds of TCPvariants are available with diverse congestion control technique. TCP-Vegas is a famous TCP variant that considers present network conditions. Other TCP variants consider packet loss as a sign of network congestion, whereas TCP-Vegas do not consider packet loss as a sign of congestion. Rather than, it can identify the existence of incipient network congestion earlier comparedwith other TCP variants by analysing the rate of transmission in accordance to the deviation in estimated RTTs. TCP-Vegas dynamically increases/ decreases size of its transmitting window according to observed RTTs of sending packets, whereas other TCP variants just keep expanding its window size until packet loss is recognised (Ahuja et al., 2000; Al-Zubi et al., 2014; Al Islamand Raghunathan, 2015; Domański et al., 2016) .
Literature review
Abolfazli and Shah-Mansouri (2016) developed a controller to adjust the queue levels at the intermediate routers when the sources employ TCP-Vegas. Their proposed scheme was based on the integral back stepping technique although the controller signal is the TCP-Vegas parameter. The controller was made in such a way that it was flexible to modify in the network setting. It was confirmed by carrying out the simulations. They have only concentrated on the number of packets maintained at the queue, and they have failed to concentrate on rerouting problem. Kim et al. (2007) focused on the inaccuracy issue of the BaseRTT estimation, which was most critical for TCPVegas over MANETs as a route change (RC) can make the BaseRTTutilised over a previous path outdated. So, they proposed TCP-Vegas-ad hoc protocol. It was made up of RCs and utilises the correct BaseRTT values. Simulations were carried out in the NS-2 tool. The result of simulations shoed that the proposed TCP-Vegas-ad hoc beats the standard TCP-Vegas protocol, particularly in high mobility scenarios. Due to the conventional slow start algorithm, the evaluation of RTT requires more time to estimate the exact BaseRTT values.
Abolfazliand Shah-Mansouri(2016) investigated the approaches to enhance the performance of delay-based TCPs with rerouting and proposed a technique for this. The proposed technique was capable of pre-measure the BaseRTT if needed by identifying the alteration of time-to-live value (TTL) of two endhosts. Simulation results showed that the proposed technique might enhance the performance of TCP with rerouting and in mobile IP (MIP) networks and MANET. On the other hand, a delay-based TCP might not avoid excessive throughput degradation when rerouting take place in MIP networks and MANET because it could not differentiate whether the increased RTT is due to route change or network congestion. Kim et al. (2007) presented an algorithm named TCP-VegasRB was to use the rerouting delay to estimate the RTT, which enhanced the performance by identifying the packet loss. During the initial phase delay-based TCP identify network congestion and effectively stop periodic packet loss that generally happens in loss-based technique. They proposed a technique for delay-based TCP-Vegas to identify congestion by measuring RTT as well as, to decrease the packet loss. On the other hand, the RTT time gets overestimated because of rerouting. It can change the propagation delay that detects congestion because of which it cut down the performance. Deshmukh (2012) proposed an algorithm named Pegas to enhance the process of estimation of BaseRTT and to solve the issue in rerouting and unfairness issue in the TCPVegas algorithm. Pegas formulated estimation of BaseRTT as an optimisation problem to resolve by particle swarm optimisation algorithm and sets it dynamically by considering network conditions. Pegas was implemented easily at the end hosts and estimates BaseRTT almost close to its true value. This accuracy in estimation of BaseRTT helped to improved throughput and reduced packet loss ratio. However, in that strategy, the updation of congestion window is done by a constant number so that the speed is changed slowly.
TCP-Vegas
TCP-Vegas (Ahuja et al., 2000) is a famous TCP variant, which considers network traffic conditions. The technique to avoid congestion used by TCP-Vegas is somewhat different from the other type of TCP. The other type of TCP variants utilises the loss of packets like a signal that there is congestion in the network. There is no other way to identify any early congestion before packet losses happen. So, these types of TCP variants react to congestion instead of taking action to avoid the congestion. On the other hand, TCP-Vegas utilises the difference between the evaluated throughput and the calculated throughput as a method for assessing the accessible bandwidth (congestion state) in the network, directs the transmission rate, and stops the congestion. The idea behind this is that if the network is not congested, the estimated throughput and the actual throughput are close. Or else, the actual throughput has to be smaller than the estimated
EA D represented the difference between expected rate E R and actual rate A R . Equations (1)- (4), where
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Base is the minimum encountered RTT of the connection, cwnd is the current congestion window size, RTT actual round trip time, and α and β are the parameters whose values are typically set to 1 and 3, respectively. So, TCP-Vegas is capable to identify network congestion in the initial level and to avoid occasional packet losses.
Issues with TCP-Vegas
In this paper, we plan to solve the following issues that affect the performance of the TCP-Vegas such as rerouting, unfairness and slow start. The details of the following problems are presented briefly in the following sections, and solving the above problems of TCP-Vegas leads to improve the performance of TCP-Vegas.
Rerouting
If a route is altered by the network and RTT increases, Vegas mistakenly identifies the increased RTT as a result of the network congestion and subsequently decreases its own sending rate. This issue is because of the fact that Vegas adjusts its own congestion window size ( cwnd ) based on RTT Base .
Unfairness
Obviously, when numerous sources consider different values for their RTT Base , each one senses a different congestion level and so, unfairly will have a diverse sending rate.
Slow start
As the slow-start algorithm starts with sending one segment, it takes many RTTs to achieve the optimum operating point and subsequently delivers reduced usage of the accessible bandwidth for short transfers.
Congestion control
In congestion control phase, the original TCP Vegas algorithm adjusts the value of cwnd by a constant number, no matter how much the ratio of the expected transmit speed with current transmit speed.
Proposed dynamic TCP-Vegas based on the cuckoo search for efficient congestion control for MANET
In this research, we design and develop a methodology to solve the above issues in the TCP-Vegas. The main problem in the TCP-Vegas is rerouting and unfairness, which are obtained because of the inaccurate estimation of RTT Base . We believe that the accurate estimation of RTT Base can solve the rerouting and unfairness problem, and it leads to improve the performance of the network. To achieve the accurate information of
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in this paper, we plan to use cuckoo search (CS) optimisation algorithm that searches in a solution space to find the accurate value for RTT Base .
Our proposed methodology dynamically adjusts the value of ssthresh with respect to the default setting based on the available bandwidth. Based on updated ssthresh value, the mid-speed start methodology will be applied to increase the utilisation of the network. In our proposed algorithm, cwnd is dynamically changed according to current congestion degree.
Cuckoo search algorithm
In cuckoo search algorithm, the local search optimisation process has been efficiently comparedwith the PSO algorithm. Cuckoo Search via Levy Flights is a metaheuristics algorithm. It is based on the breeding behaviour like brood parasitism of certain species of cuckoos. Fundamental concept implemented is the aggressive reproduction approach of cuckoo and usage of Levy flights. The Cuckoo search algorithm is largely utilised in the engineering field to optimise issues with extraordinarily good results.
1 Every cuckoo lays one egg at once, and dump its egg in the arbitrarily selected nest.
2 The best nests with the higher quality of eggs will be taken forward for the following generations.
3 The number of accessible host nests is fixed, and the egg laid by a cuckoo is found by the host bird with a probability ∈ pa [0, 1]. The last assumption can be estimated by the fraction pa of the n nests that are exchanged by new nests with random solutions.
Here, every egg in a nest represents a solution, and every cuckoo's egg represents a new solution; the aim is to use the new and potentially better solutions (cuckoos) to swap a not-so-good solution in the nests. When generating new (updating) solutions 
Dynamic TCP-Vegas
In this research, we enhance the TCP-Vegas with adaptively allocating the values of 
Optimisation of BaseRTT
where k is the iterations number of the optimisation computation,
( )
Actual rateavg k is the average actual rate of the sending source at iteration k ,
Drops k is the number of dropped packets at iteration k , and ( ) 1 c k − is the total number of sent packets during iteration 1 k − . Here, an iteration states to an interval, during which the required parameters are measured and lasts around one RTT . Hence, the available delay in the network is involved in this formulation.
In the objective function, Eq. (6) aims to increase sending rate and intends to decrease dropped packet ratio. Objective function (6) is maximised only by the true value of RTT Base . Because it is the only point at which throughput is high, and drop rate is low. Meanwhile, because in practice, the objective function is also affected by some other factors such as sending rates of other active flows, it is very difficult and even impractical to achieve an accurate mathematical relation between the objective function and corresponding RTT Base .
Dynamic slow start and congestion avoidance
Recall TCP-Vegas's strategy, which adjusts the sending rate to keep network transmission steady. Weakness in that strategy is modifying the value of cwnd by a constant number so that the speed is changed slowly. Thus, a more adaptive idea is to modify cwnd dynamically by delta and alpha. The core of our modification is dynamically choosing a strategy to fit the bandwidth. In slow-start phase, our strategy dynamically chooses slow-start algorithm. In congestion avoid phase, we regulate the congestion window by the ratio of differences about predictive size and real size to enhance the efficiency of TCP-Vegas.
To begin with, we detect the bandwidth of the transmission route, which is done by the following equation:
( )
Once the bandwidth is calculated, subsequently our proposed algorithm calculates the value of th SS (slow start threshold) dynamically the value of th SS based on the estimated bandwidth instead of the default value. The expression of ssthresh is defined in the following equation:
On one hand, the value of th SS is attuned based on the assessed bandwidth. At the starting of slowstart, the sender estimates the available bandwidth Bw then updating the value of th SS . In the process of slowstart, our proposed algorithm adjusts in real time the value of th SS to adapt to the current link state to set the initial size of cwnd with half of th SS which is stated as mid-speed start. On the other hand, our proposed algorithm improves the increment as dynamically adjusting the size of cwnd instead of the slowstart phase of the traditional TCP increases exponentially the size of cwnd from one to the value of th SS . This fixed increment is easy to cause the low-bandwidth utilisation rate during the initial stage of slow start. In addition, when the size of cwnd soars to the half of the value of th SS , the way of exponential increment is easy to cause congestion due to big amplitude change, leading to the oscillation of cwnd , triggering the resumption of slowstart and impacting seriously on throughput. Weakness in that strategy is modifying the value of cwnd by a constant number so that the speed is changed slowly. Thus, a more adaptive idea is to modify cwnd dynamically by delta and alpha which is described in the following equation:
When delta is larger than beta that means network bandwidth is congested, the greater value of delta, the quicker ratio is decreasing. If delta is less than alpha that point to that network bandwidth is not used, sending rate should be greater than before. The delta is closer to zero, the higher the ratio. As we are in the congestion control phase, the increasing speed could not be too high. If delta is greater than alpha and less than beta, which reflects that the actual sending rate is close to current sending rate, thus, cwnd remains unchanged.
Result and discussion
In this section, we set up two simulations by constructing the 50 numbers of node with the random placement with area of 700 × 700 by using NS-2 software. In this research, we have evaluated our proposed methodology by comparing with the existing methodology such as Pegas (Deshmukh, 2012) and traditional TCP-Vegas in terms of throughput, packet loss, network utilisation and evaluation of BaseRTT. In this research, we plan to prove our proposed dynamic TCP-Vegas become the better protocol when compared with the existing TCP variants during the rerouting process. Throughput is an important parameter of the network communication protocol, and it is defined as the successful data delivery rate over a communication channel, and it is usually measured in bits per second. If the value of the throughput of the network communication protocols is high, then the corresponding protocol treated as better protocol which allows to transmit a number of data. The protocol, which has less throughput values is considered as worst protocol that allows to transmit only the limited number of data packets over the network, which leads to increase the data transfer time, computation cost and energy consumption of the network. The packet loss is defined as the number of packet loss during the data transferring process between two communication nodes. If the number of packet loss is less, then the corresponding protocol is treated as worthier protocol, which avoids the retransmission of data packets during the transmission. The protocol becomes treated as worsen when the number of packet loss is more during the transmission, which leads to increase the number of retransmission of the same packet until the sender receives acknowledgement for the lost packet from the receiver side. This number of retransmission process leads to increase the data transfer time, computation cost and energy consumption of the network.
Analysis of the estimated values of Base RTT
As we discussed in Section 5, the estimation of the optimal value of the Base RTT makes that the network protocol becomes stable. When the process of rerouting, if the new path becomes lesser distance than the existing path, then the value of RTT does not increase that this does cause any problem. If the new path has more distance than the existing, then the RTT values become increase. This makes the Vegas recognises mistakenly that congestion happens in the network, then the Vegas automatically reduces the data sending rate by minimising the size of congestion window which leads to reduce the throughput of the networks. Figure 1 represents the comparative analysis of the estimated value of the Base RTT of traditional TCP-Vegas, Pegas and our proposed dynamic Vegas. If the distance between the sender and receiver increased during the rerouting process, the original Base RTT needs to be updated according to the modified route. If the Base RTT is not updated after the rerouting, the value of RTT becomes increased. This indication makes the Vegas recognises mistakenly as congestion happens in the network. However, the values of Base RTT remain unchangeable in the traditional TCP-Vegas, but the Pegas uses the PSO algorithm to update the values of Base RTT whenever the rerouting happens between the sender and receiver. However, the PSO algorithm has some limitation during the process of updating its velocity becomes unstable in every iteration. Our proposed dynamic TCP-Vegas algorithm uses the cuckoo search via levy flights algorithm to dynamically update the value of Base RTT. 
Analysis of the network utilisation
The values of Base RTT remain unchangeable in the traditional TCP-Vegas, but the Pegas uses the PSO algorithm to update the values of Base RTT whenever the rerouting happens between the sender and receiver. However, the Pegas fails to concentrate on the congestion window updation process. During the congestion control phase, the original TCP-Vegas algorithm and Pegas algorithm adjust the value of cwnd by a constant number, no matter how much the ratio of the expected transmit speed to current transmits speed. This process of adjusting the cwnd value by a constant value (by default, the value of the constant number is one) will reduce the network utilisation when the available bandwidth becomes high. Our proposed dynamic TCP-Vegas algorithm updates the values of cwnd are dynamically changing according to the current congestion degree and available bandwidth of the network. Figure 2 represents the comparative analysis of the network utilisation of traditional TCP-Vegas, Pegas and our proposed dynamicTCP-Vegas. By analysing Figure 2 , our proposed dynamic TCP-Vegas has utilised more than the traditional TCP-Vegas and Pegas algorithm due to the dynamically allocating the values of Base RTT, adjusting the ratio of the congestion window. Figure 3 indicates the comparative analysis of throughput of various methodologies. By analysing Figure 3 , the traditional TCP-Vegas has less throughput when compared with the Pegas and our proposed methodology. The Pegas was performed well than the traditional TCP-Vegas in terms of throughput, the reason behind this is it optimally selected the BaseRTT value by the PSO algorithm, but their methodology takes more time to get maximum throughput because of cwnd increase one by one. Our proposed methodology dynamically updates the size of congestion window based on the value of the delta and alpha and beta, which leads to obtain the maximum throughput in a minimum duration of time. Figure 4 indicates the comparative analysis of packet loss of various methodologies. By analysing Figure 1 , the traditional TCP-Vegas has more packet losses when compared with the Pegas and our proposed methodology.
Analysis of the throughput
Analysis of the packet loss
The Pegas was performed well than the traditional TCPVegas in terms of packet loss, the reason behind this is it optimally selected the BaseRTT value by the PSO algorithm. However, Our proposed methodology dynamically updates the size of ssthresh based on the available bandwidth which makes our proposed algorithm to become reduce the number of packet losses, and we also update the size of congestion window based on the value of delta and alpha and beta which leads obtain the minimum packet losses in a minimum duration of time. 
Conclusion
In this paper, we tried to estimate the optimal value of BaseRTT in the original TCP-Vegas algorithm, and the process is very simple and avoids existing issues. Because the TCP-Vegas depends on the optimal value of BaseRTT, our proposed methodology optimises the value of BaseRTT which also helps to dynamically find the slow-start process with the aid of optimally estimated bandwidth. Our proposed algorithm expresses estimation of BaseRTT with the aid of the cuckoo search optimisation algorithm, and the obtained value is very close to the true BaseRTT value, which leads to increase the throughput and decreased the packet lose. The dynamic selection of slow start leads to adjust the sending rate, which helps avoid the congestion accordance to specific network environment. To evaluate the proposed methodology, we implemented dynamicTCPVegas, estimated in terms of throughput, packet loss, network utilisation and compared with original TCP-Vegas and Pegas. We demonstrated through the NS2 simulation process and the results that our proposed dynamicTCPVegas outperforms than the Vegas and Pegas and the proposed algorithm improves network utilisation and it reduces the congestion occurrence in the network by adjusting the sending rate with the aid of accurate estimation of BaseRTT.
