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  indindsurfr PWrPW 1 ; 
 
- Для выбора оптимальной франчайзинговой сети: 
 
maxikrelA . 
 
Это условие, в свою очередь, равнозначно условию 
 
  max1  rPW surfr . 
 
Мы полагаем, что сформулированные нами модели помогут 
франчайзерам и франчайзи более взвешенно подходить к выбору оптимального 
партнера. 
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МОДЕЛЬ ОЦІНЮВАННЯ РІВНЯ ІНФОРМАЦІЙНИХ РИЗИКІВ НА 
ПІДҐРУНТІ НЕЧІТКОЇ ЛОГІКИ 
 
В умовах великих підприємств корпоративні системи забезпечують 
взаємодію масових процесів швидкодіючими засобами сучасних інформаційних 
та телекомунікаційних технологій. Чим складнішою є структура системи, тим 
вищим є ризик здійснення стосовно неї загроз: проникнення ззовні чи 
несанкціонований доступ зсередини підприємства, зокрема з метою навмисної 
зміни чи знищення інформації тощо.  
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Методологія аналізу інформаційних ризиків [1] передбачає оцінювання 
ризику за чинниками частоти виникнення втрат та величини можливих збитків. 
Зазвичай, для оцінювання рівня частоти виникнення подій загрози та рівня 
вразливості ІС використовуються різні методи, що базуються на експертних 
оцінках, статистичних даних тощо. Використання подібних методик передбачає 
накопичення статистичних даних про події, які реально відбулися, аналіз та 
класифікацію їх причин, виявлення чинників. Практична складність реалізації 
такого підходу полягає в наступному: по-перше, повинен бути зібраний 
достатнього обсягу матеріал про події в певній галузі; по-друге, застосування 
цього підходу не завжди є виправданим.  
Для моделювання оцінювання рівня інформаційних ризиків ризику 
застосувати апарат нечіткої логіки [2, 3], який дозволяє не лише налаштовувати 
модель на програмні та апаратні характеристики системи, а й ураховувати 
специфіку конкретної організації, підприємства, для яких проводиться аналіз. 
На підставі розрахованих значень груп показників рівня частоти подій втрат 
інформаційних активів та величини можливих збитків внаслідок інформаційних 
ризиків проводиться оцінювання загального рівня інформаційних ризиків в 
корпоративній системі: 
 
 , ,f P         (1) 
 
де:   – отримана в [4] оцінка рівня частоти подій втрат інформаційних 
активів; P  – попередньо оцінена в [5] величина можливих збитків. 
Для оцінювання та опрацювання лінгвістичної змінної   рекомендовано 
скористатися шкалою з чотирьох якісних термів: C  – «критичний», H  – 
«високий», M  – «середній», L  – «низький» рівень ризику. Терм-множина 
вихідної змінної   представляється у вигляді: 
 
 , , , .IR C H M L       (2) 
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Наступним етапом аналізу є формування системи нечітких знань для 
визначення кожного з рівнів інформаційних ризиків. Використовуючи [2, 3], 
сформовано набір вирішальних правил, які реалізують співвідношення (1). У 
табл. 1 наведено фрагмент такого набору. 
 
Таблиця 1
База знань для визначення рівня інформаційних ризиків 
Узагальнені значення груп показників 
  P  
Вага 
ijr  
Вихідна змінна   
_LEF M  _PL VH  11r  
… 
_LEF VH  _PL Sg  16r  
C  
_LEF VL  _PL VH  21r  
… 
H  
_LEF VH  _PL L  29r  H  
… 
_LEF VL  _PL M  41r  
… 
_LEF M  _PL VL  46r  
L  
 
Наступним кроком є визначення математичної форми запису 
вирішальних правил за допомогою функцій належності для визначення рівнів 
інформаційних ризиків. Наприклад, вирішальне правило для визначення 
інформаційних ризиків рівня M  може бути записане таким чином: 
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  (3) 
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де:  ,M P   – функція належності вихідної змінної   значенню M  з 
нечіткого терму (2); 3 ( 1,9)km k   – ваговий коефіцієнт для відповідної k -ї 
комбінації;  jlef   – функція належності параметра   до нечіткого терму jlef  
з терм-множини  _ , _ , _ , _ , _LEF LEF VH LEF H LEF M LEF L LEF VL ; 
 ild P  – функція належності параметра P  до нечіткого терму ild  з терм-
множини  ,_ _ _ _ _ _, , , ,LD VH P H P SPL L g P M P L PL L L L VL . 
Подібним чином формується вся база знань з використанням експертних 
даних та виводиться система нечітких логічних рівнянь. Результатом 
представленої концепції та інструментарію оцінювання рівня частоти подій 
втрат та величини можливих втрат інформаційних активів є лінгвістичний опис 
загального рівня інформаційних ризиків в корпоративній системі.  
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ВИБІР НАПРЯМУ ПОДОЛАННЯ КРИЗОВОГО СТАНУ РЕГІОНАЛЬНОЇ 
ВИРОБНИЧОЇ СИСТЕМИ НА ОСНОВІ КОМПЛЕКСНОЇ СОЦІО-
ЕКОЛОГО-ЕКОНОМІЧНОЇ МОДЕЛІ 
 
Проведений аналіз динаміки економічних, екологічних та соціальних 
показників стану ТРВ на прикладі ТРВС Луганської області показав, що він 
характеризується кризовими явищами, які є наслідками світової економічної 
кризи 2008 р. Було виділено економічну, екологічну та соціальну підсистеми 
