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Předmětem bakalářské práce je návrh nové komunikační infrastruktury v sídle 
firmy JOSA – KOVO s.r.o. Návrh obsahuje pojednání o kabeláţi, zařízeních nutných 
pro chod datové sítě a serverech. V první části jsou zpracována teoretická východiska a 
poznatky pro návrh komunikační infrastruktury, jejího modelu a aplikace. Praktická část 
práce pojednává o návrhu nové komunikační infrastruktury a o nejvhodnějším způsobu 
její implementace s ohledem na ekonomické náklady těchto řešení. 
 
Abstract                       
 
The subject of bachelor thesis is the design of a communication infrastructure 
for company JOSA – KOVO s.r.o. The design includes cabling, device necessary for 
running the data network and servers. In the first part, there is theoretical knowledge 
and solutions for the communication infrastructure, its model and application . The 
second part is practical and discusses the design of new communication infrastructure 
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Pro mou bakalářskou práci jsem si zvolil téma z oblasti informatiky, konkrétně 
pak projektování informační infrastruktury. Ţádný systém ani infrastruktura není zcela 
dokonalý, a i proto je potřeba je neustále vyvíjet a zlepšovat. To je dáno silným 
konkurenčním prostředím mezi podniky na trhu a také neustále se měnícími potřebami 
podniku samotného.  
Dobrá komunikační infrastruktura by měla umět pruţně reagovat na takovéto 
změny a přizpůsobovat se nárokům a potřebám podniku. Aby mohla komunikační 
infrastruktura dobře fungovat, je také třeba odhalit její případné chyby a nedostatky, 
které by mohly působit v určitých situacích komplikace a sniţovat tak efektivitu 
systému samotného. V mé práci bude tedy nutné infrastrukturu nejen rozšířit, ale i 
vyřešit případné nedostatky a na závěr ji vhodně implementovat do podniku. 
V mém návrhu budu klást důraz na stabilitu celé infrastruktury, vyuţití nových 
trendů a zejména na její pouţitelnost do budoucna. Je rozhodně lepší vybudovat jiţ na 
počátku kvalitní a stabilní systém, který můţe bezproblémově fungovat a slouţit po 
několik let, neţ pouţít „polovičaté“ řešení, kterým se vyřeší jeden dílčí problém a pak 
v budoucnu čelit dalším a dalším komplikacím. Hlavními negativními dopady 
nekvalitního řešení na firmu je pak její sníţená konkurenceschopnost, malý pracovní 
výkon a především narůstající náklady na opravy a údrţbu špatné infrastruktury a sítě.  
Ve své diplomové práci budu nejdříve analyzovat stávající komunikační 
infrastrukturu firmy JOSA – KOVO s.r.o. a technický stav objektu. Na základě této 
analýzy a poznatků, které jsem načerpal o dané problematice, poté navrhnu jednotlivé 
úpravy a hlavně další části infrastruktury, které by měli přispět k vylepšení komunikace 
v podniku, a tím i ke zlepšení jeho výkonnosti. V současnosti nemá celá komunikace ve 
firemním objektu zcela ucelenou a funkční podobu. Očekávám zde tedy výrazný prostor 
pro návrh nových částí a další rozvoj částí stávajících. Praktickým výstupem bude nová 
infrastruktura, která bude vytvořena podle nejmodernějších trendů a postupů s ohledem 
na potřeby zadavatelské firmy. 
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 Celý návrh podpořím také finanční kalkulací nákladů celého projektu a 
navrţených řešení. Součástí práce je výkresová dokumentace celého objektu a nově 
navrhnuté infrastruktury. 
 
1.1 Cíle práce 
 
Cílem práce je návrh nové komunikační infrastruktury pro firmu JOSA-KOVO 
s.r.o., který by měl být poté realizován v praxi. Návrh zohledňuje poţadavky zadavatele 
a technické moţnosti objektu, ve kterém bude realizován.  
Praktickou část práce tvoří návrh kabeláţe, aktivních prvků a vyuţití navrţených 
řešení v jednotlivých částech infrastruktury. Dále je uvedeno, které prvky současné 
infrastruktury lze vyuţít i pro nový návrh, případně jakým způsobem je modifikovat 
tak, aby splňovaly poţadavky nového návrhu.  
Technické řešení zadání je doplněno také finanční kalkulací nákladů spojených s 
novou infrastrukturou a její implementací do podniku.  
Vzhledem k povaze a specifičnosti zadání projektu od konkrétní firmy se 
zmíněný návrh nedá kompletně vyuţít i v jiných případech, metodicky však obsahuje 













2 Základní informace o firmě 
 
Společnost JOSA-KOVO s.r.o. byla zaloţena v roce 2006 ve Zlíně. Zabývá se 
povrchovou úpravou kovů, zámečnickými pracemi, výrobou a montáţí dopravníků a 
dopravních zařízení. Orientuje se zejména na oblast průmyslu, přesněji pak na 
strojírenství. 
 Společnost zastupuje její jednatel a majitel v jedné osobě. Roční obrat činí 
zhruba 15 mil. Kč a v současné době ve firmě působí 6 zaměstnanců. K provozu 
vyuţívá firma výhradně vlastní finanční zdroje. V roce 2008 zakoupila nové výrobní 
prostory v Napajedlích u Zlína, kterých se bude týkat návrh nové komunikační 
infrastruktury. Společnost je zapsána v Obchodním rejstříku vedeném Krajským 
soudem v Brně - oddíl C, vloţka 50789. JOSA-KOVO s.r.o. je drţitelem certifikátů 
kvality ISO 9001 a ISO 14001. 
Název společnosti: JOSA - KOVO s.r.o. 
Sídlo:   Komenského 270, 763 61 Napajedla, okres Zlín 
Právní forma: společnost s ručením omezeným 
Datum založení: 18. 1. 2006 
IČ:   27672476 
DIČ:   CZ27672476 
Telefon:  +420 577 944 920 
Fax:   +420 577 944 920 
E-mail:  josakovo@volny.cz 
Web:   www.josakovo.cz 
           
Firemní logo:  
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2.1 Analýza firemního objektu a stavu infrastruktury 
 
Budovu zakoupila společnost JOSA - KOVO s.r.o. v dubnu roku 2008. Jedná se 
o poměrně rozsáhlý obdélníkový komplex, umístěný v zástavbě domů, jehoţ stáří je 150 
let. Během své existence vystřídal mnoho majitelů. Postupně slouţil jako jatka, 
cukrovar, sídlo bytového druţstva a společnosti zabývající se distribucí plynu. Bývalí 
uţivatelé prováděli na objektu stavebně – technické úpravy, jeţ se výrazně odrazily na 
současném stavu a dispozičním řešením komplexu. 
Objekt zakoupila firma po generální rekonstrukci, jeţ zahrnovala nové zastřešení 
celého areálu, nutnou opravu podkroví včetně výměny trámů a novou plynofikaci. 
Původní stavba je realizována z cihel plných pálených. Obvodové zdi mají 
tloušťku 450 mm, vnitřní nosné zdi 300 mm a příčky 150 mm. Tato konstrukce byla 
postupnými úpravami doplněna o betonové a kovové prvky jako jsou například nosné 
betonové sloupy v některých částech budovy. 
Areál je členěn dle funkčního charakteru prostor na část administrativní, výrobní 
a skladovací. V kaţdé z těchto částí je samozřejmostí hygienické zázemí a místo pro 
odpočinek zaměstnanců firmy. Před budovou se nachází parkoviště pro 5 aut.  
 
2.2 Administrativní část objektu 
 
Administrativní část budovy se skládá z přízemí a podkroví přístupného po 
dřevěném schodišti. Zastřešení je realizováno sedlovou střechou. Nachází se zde hlavní 
vstup do objektu orientovaný na jihovýchod a vjezd, nad který zasahuje prostor 
podkroví. 
 
Prosklený vstup do objektu 101  
 
Je chráněn pohybovým čidlem, jeţ je umístěno v prostoru vchodových dveří 
včetně panelu pro odblokování. Skrz vstup se dostáváme k jednotlivým kancelářím a 





Nachází se v bezprostřední blízkosti hlavního vstupu. Vznikla z bývalého 
archivu vybouráním překliţkové stěny, jeţ půlila tento prostor. Výměra plochy činí 19 
m
2
. V současné době není vybavena ţádným nábytkem a nikdo v ní nepracuje, majitel 
uvaţuje o jejím pronájmu jiné firmě. 
 V budoucnosti by zde s ohledem na prostor a přípojná místa mohli pracovat 2 aţ 
3 zaměstnanci. Došlo zde k zavedení kompletně nových rozvodů elektřiny, instalaci tří 
ethernetových zásuvek (příprava na síť) a výměně starých oken za plastová. Co se týká 
technického stavu místnosti, neměl by zde být problém s případným vedením další 




Je velmi specifická prosklením jihovýchodní stěny, která je tak zcela 
nepouţitelná pro jakékoliv instalace, úpravy a vedení sítí. V místnosti jsou nové 
rozvody elektřiny, plastová okna a dvě ethernetové zásuvky. Nábytek tvoří prozatím 
dva pracovní stoly, ţidle, skříň na dokumenty, tiskárna a dva přenosné počítače.  
Místnost má výměru 11,5 m2. Momentálně bude místnost vyuţívat firemní 
účetní a daňová poradkyně. Do budoucna se neuvaţuje o změně tohoto uspořádání, 
zůstanou zde dvě osoby. Tento prostor je spojen dveřmi s kanceláří 106 a se skladem 
dokumentace 104. Kromě jiţ zmíněné prosklené jihovýchodní stěny by neměl být 




V této místnosti bude sídlo obou firemních konstruktérů. Místnost je poměrně 
prostorná – 30 m2, takţe v případě nutnosti by zde v budoucnu mohli být i konstruktéři 
tři. Kromě nových rozvodů elektřiny a tří ethernetových zásuvek bude následovat i 
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výměna nových oken. Kancelářský nábytek je rozestavěn po obvodu místnosti, kromě 
toho zde bude plotter a scanner. Díky blízké vzdálenosti od kanceláře majitele a 
odpočinkových prostor se neuvaţuje o změně osazení místnosti. Se stavebními 
úpravami ani vedením kabeláţe by zde neměly být výraznější potíţe.  
 
Sklad dokumentů 104 
 
Tato místnost je sklad o výměře 7 m2, převáţně slouţí jako archiv dokumentů. 
Obsahuje pouze nábytek pro jejich uloţení, je zcela bez oken a na jejím konci se 
nachází uzamykatelná bezpečnostní schránka ve zdi. Vzhledem k velikosti a povaze této 




Navazuje na vstupní prostory a spojuje kanceláře 102 aţ 106. Má výměru 13 m2. 
Na východní stěně chodby se nachází hlavní jistič objektu. Celá místnost je průchozí 
dále do objektu směrem na nádvoří. V chodbě dále najdeme dřevěné schodiště pro 
přístup do podkroví, přístup k sociálnímu zařízení v podobě sprch 107a a toalety 107b, 
vstup do kotelny 108. S ohledem na stavební uspořádání celého objektu by dle mého 
názoru přicházela chodba 105 v úvahu pro umístění datového rozvaděče (racku).  
Celý prostor je uzavřený, není zde velké působení prašnosti, výrazných teplot či 
nečistot. Výhledově by se dal rozvaděč umístit do rohu chodby nebo zavěsit na zeď. 
V této místnosti by neměl být problém s průrazy ve zdech ani stropech, coţ bude zřejmě 










Jedná se o nerozdělený velký otevřený prostor o rozloze 20 m2, který v současné 
době nemá vyuţití. Prošel rekonstrukcí střechy a nových dřevěných trámů. Plánuje se 
jeho další úprava, která bude zahrnovat i realizaci střešních oken. O vyuţití prostoru 
v budoucnu rozhodne majitel objektu, v úvahu by přicházelo vyuţití jako menší 
podkrovní obytný prostor nebo případně další kancelář. Do místnosti je zavedena 
elektřina a topení, další realizace kabeláţe (přípojná místa) by se musela řešit nejspíše 
průrazem ve stropu v chodbě 105. S ohledem na rozměr podkroví se dá uvaţovat o 
obývání místnosti třemi osobami v budoucnu. Jako navrhované připojení bych zde 




Tato místnost je uzamykatelná, přičemţ celá její severní stěna je prosklená. 
Výbavu tvoří plynový kotel a bojler na ohřev vody. Zde se ţádné stavební ani jiné 
úpravy týkající se komunikační infrastruktury provádět nebudou. 
Podlahy v celé dosud popsané části objektu jsou sloţeny z betonové mazaniny a 
PVC. Výjimku tvoří WC a sprchy, kde je pouţitý keramický obklad a dlaţba. 
Administrativní prostory dále zasahují směrem na nádvoří. Zde se nachází 




Místnost o výměře 12 m2 prošla celkovou rekonstrukcí a modernizací, sídlí zde 
jednatel společnosti a je to stěţejní velící místo celého komplexu. Během zmíněné 
rekonstrukce byly provedeny nové rozvody elektřiny, instalace tří přípojných míst na 
ethernet, výměna starých dřevěných oken a dveří za plastová, výměna topných těles. 
Podlaha je tvořena betonovou mazaninou, na níţ je poloţen průmyslový koberec.  
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Veškerý nábytek je umístěn po obvodu místnosti, je zde i menší prostor pro 
přijímání zákazníků v podobě konferenčního stolku a křesel. Rohový kancelářský stůl je 
situován pod okno u topení, zbytek vybavení tvoří kancelářská technika (počítač, 
tiskárna, scanner). Kancelář je zabezpečena pohybovým čidlem a přístup do ní je moţný 
vlastním vchodem z nádvoří. Je tedy zcela separována od ostatních prostor 
administrativní i skladovací části objektu. 
 
 
Odpočinkové prostory 110 
 
Soubor prostorů 110 má v současné době funkci hygienického zázemí a místa 
odpočinku pro zaměstnance. Odpočinková místnost 110c je propojená vstupem 
s kuchyní 110b. Kaţdá z uvedených místností má jinou výškovou úroveň, jeţ je 
překonávána dvěma schody ve vstupu. Na kuchyň 110b je ještě napojena místnost WC 
110a. Celková plocha činí 55 m2. 
Prostor kuchyně je plně vybaven pro pohodlí zaměstnanců. Je zde kuchyňská 
linka doplněná o běţné spotřebiče (sporák, mikrovlnná trouba) a posezení pro příchozí. 
Podlaha je betonová a krytá PVC. 
 
Místnost odpočinku 110c 
  
Má výměru 15,5 m2, kapacitně je schopna pojmout šest lidí. Jejím hlavním 
prvkem je velký stůl se ţidlemi, kde se mohou zaměstnanci občerstvit a odpočinout si. 
Podlaha je opět z PVC poloţeného na betonové mazanině. 
I přes výše uvedené moţnosti a vybavení není odpočinková místnost plně 
vyuţívána, jelikoţ většina zaměstnanců se během své pracovní doby nachází v jiných 
částech objektu. Navíc ve výrobní části objektu je situováno plnohodnotné zázemí pro 
pracovníky, jehoţ vybavení odpovídá tomu, které nabízí místnosti 110a, 110b a 110c. 
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Vzhledem k uvedeným skutečnostem a viditelně se rozvíjejícím potřebám 
společnosti do budoucna, by podle mého názoru mohla být stávající místnost 110c 
přebudována na zasedací místnost. Tato moţnost se nabízí především díky strategické 
pozici odpočinkové místnosti 110c, jeţ je v bezprostřední blízkosti kanceláře jednatele 
111 a je zde výše popsané hygienické zázemí a kuchyň 110a a 110b, jeţ by mohly 
slouţit pro účastníky jednání pořádaných v zasedací místnosti. 
Objem zakázek firmy se neustále zvětšuje a s tím i potřeba komunikace a 
vyjednávání se zákazníky a partnery. Plnohodnotná zasedací místnost by byla vhodným 
reprezentativním prostorem, který by zanechal i lepší dojem u zákazníků. 
Pro realizaci by nebylo nutné zasahovat do konstrukcí a ani jinak místnost 
stavebně upravovat. Veškeré změny by se dotkly pouze interiérového, technického 
vybavení a v neposlední řadě návrhu komunikačních sítí. Dále by bylo třeba změnit 
povrchovou vrstvu podlahy z PVC na průmyslový koberec, umístit vhodný nábytek, 
osvětlení. V úvahu pak přichází i instalace projektoru a projekčního plátna pro vyuţití 
k prezentaci projektů. 
Zmíněné nápady jsem postoupil majiteli podniku, který si ponechal čas na 
rozmyšlenou. V případě, že by se nerozhodl pro okamžitou realizaci těchto 
podnětů, bylo by vhodné alespoň realizovat technickou podporu navrhovaného 
řešení pomocí natažení potřebné kabeláže do místnosti. O jejím vyuţití v budoucnu 
uţ by pak majitel rozhodl sám. 
 
2.3 Skladovací a výrobní část objektu 
 
Skladovací a výrobní část objektu se nachází v zadní části celého komplexu. Je 










Jedná se o jedinou kancelář ve skladovací a výrobní části objektu. Sousedí 
s garáţí 115 a sklady 118 a 119. Dříve byla kancelář 112 sídlem konstruktéra, zejména 
kvůli rychlému přístupu k dílnám. Kapacita místnosti stačí nyní pro tři zaměstnance. 
V současnosti v ní nepracuje nikdo. 
Prostor má plochu 37 m2, dříve byl rozdělen příčkou, která však byla vybourána 
a zůstala jen její část, jeţ v kanceláři odděluje hygienický koutek s umyvadlem. Do 
budoucna by mohlo dojít ke kompletnímu vybourání zbývající příčky a tím ke zvětšení 
pracovního prostoru pro čtyři osoby. Vybavení tvoří drobný kancelářský nábytek, 
pracovní stůl a hygienický kout. 
V místnosti jsou zavedena dvě přípojná místa na ethernet. Pokud by došlo 
k vybourání příčky, počet přípojek by se navýšil na čtyři. Kvůli odlehlosti od zbytku 
kancelářských prostor objektu by však stálo za zváţení vyuţití připojení pomocí 
bezdrátové technologie wi-fi (šetření kabeláţe kvůli jediné místnosti) nebo vedení 
kabeláţe podél nástřeší, který půlí průjezd objektu pomocí speciálních lišt. Podlaha je 




Slouţí k parkování vysokozdviţného vozíku, v její zadní části je uloţen šrotový 
odpad. Je vytápěná a oddělena zdí od kanceláře 112. Rozloha činí 13 m2. Této místnosti 




Nachází se naproti garáţi 115 přes průjezd a je zde zaveden přívod vody. 
Rozloha činí 10 m2. V garáţi jsou uloţeny prostředky a nářadí pro údrţbu objektu i 
zařízení a vozidel (metly, kartáče, kbelíky, lopaty, čistící přípravky a přípravky pro 
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údrţbu strojů, benzínové centrály). Je zde i parkovací místo pro auto nebo 




Nachází se vedle garáţe 114 a má celkovou výměru 20 m2. Má různé výškové 
úrovně, které jsou v části 117a překonány schodišťovými stupni a v části 117b šikmou 





Má rozlohu 10,5 m2, je v něm uloţen stavební materiál pro opravy objektu 




Plní funkci „otevřené“ dílny, nemá vlastní dveře a je zastřešena v rámci zbytku 
objektu. Elektřina je zde vyvedena přes zeď z hlavní dílny 121. Výbavu tvoří ohýbačka 
plechu, řezací pila, automatické plechové nůţky a na severozápadní straně je fixně 
upevněn ponk. Je vhodná pro práci jednoho zaměstnance, vzhledem k blízkosti k hlavní 




V zadní části objektu se nachází nejdůleţitější výrobní prostor celého areálu, 








S plochou 49,5 m
2 je téţ největším zastřešeným prostorem komplexu. Je 
vybavena třemi fixně osazenými ponky na severozápadní stěně, mnoha pracovními 
pomůckami (svářečky, vrtačky, brusky atd.). Celá dílna je odvětrávána pomocí větráku 
a vytápěna. Kapacitně stačí pro čtyři zaměstnance, v současnosti v ní pracují tři lidé. 
Místnost má nově udělané rozvody elektřiny, které jsou vyvedeny i do skladů směrem 




Na pravé straně při vstupu je dílna 121 spojena se skladem 122, kde jsou 
uloţeny drahé komponenty pro výrobu a montáţ dopravníků (převodovky, řetězy, pásy, 
válečky, motory, brzdové mechanismy, loţiska, pístnice). Rozloha skladu je 12 m2. 
Z důvodu vysokých pořizovacích nákladů výrobních zařízení, strojů, pracovních 
pomůcek a samotných součástek pro dopravníky by bylo vhodné vybudovat v prostoru 
121 kamerový systém. Dílna je sice zabezpečena pohybovým čidlem, to ovšem 
hodnotím v současné době jiţ jako nedostačující.  
Umístění skladu komponentů 122 usnadňuje zřízení bezpečnostního kamerového 
systému tím, ţe je přístupný pouze z hlavní dílny, takţe kamerový systém stačí zavést 
pouze v hlavní dílně 121. Potřebná kabeláţ by se tak vedla po obvodu levé části celého 
objektu skrze kanceláře a poté skrze sklady na pravé části objektu aţ k dílně. Zváţení 
návrhu je na majiteli objektu. 
Z levé strany je z hlavní dílny přístupné hygienické zázemí a místo odpočinku 







Hygienické zázemí 125, místnost odpočinku 124  
 
Místnosti zázemí jsou přístupné z hlavní dílny chodbou 123, kde na pravé straně 
je vstup do sprch 125b a na WC 125a. Nalevo je odpočinková místnost s kuchyňským 
koutem. Podlaha ve sprchách a na WC je tvořena keramickou dlaţbou. Totéţ platí i pro 
místnost odpočinku. Celková výměra plochy je 40 m2. Těchto částí objektu se návrh 
nové infrastruktury týkat nebude. 
 
Sklad 119, 118b  
 
Navazuje na odpočinkovou místnost, jeho celková výměra činí 40 m2 s různými 
výškovými úrovněmi vyřešenými pomocí schodišť. Pomyslně spojují část zázemí pro 
zaměstnance s kanceláří 112 a garáţí 115. V současnosti jsou nevyuţívané prostory 
118b, ve zbytku skladu je uloţen výrobní materiál a nářadí větších velikostí. Výměra 
plochy činí 35 m2. Uvedených skladovacích prostor se návrh komunikační 




 Je otevřený a oddělený od venkovního prostoru pouze drátěnými výplněmi 
v otvorech dveří pro přístup. Jsou zde uloţeny ocelové profily, dráty, plechy a loţiska, 
materiál po rekonstrukci objektu. Výměra plochy má hodnotu 10 m2. 







2.4 Současný stav komunikační infrastruktury 
 
Jak vyplývá ze stavební analýzy objektu, mnoţství jednotlivých stavebních 
úprav se výrazně podepsalo na celkové podobě objektu. Poslední majitel vyuţíval 
objekt pouze krátkodobě a neinvestoval téměř ţádné úsilí ani finanční prostředky do 
vývoje ucelené komunikační infrastruktury. Výsledkem je mnoţství nedokončených 
řešení a podnětů, které však nemají ţádné uplatnění. 
Jediným kladem je nový rozvod elektřiny v objektu a příprava některých 
místností na připojení Ethernet. Ovšem ani toto řešení není zcela dokončené a funkční. 
Vzhledem k absenci jakéhokoliv uceleného konceptu sítí se dá říct, ţe v objektu žádná 
funkční komunikační infrastruktura momentálně neexistuje. Prioritou je tedy co 
nejdříve vytvořit a realizovat nový projekt, který bude plně funkční a pokryje celý 
objekt tak.  
Zaměstnanci bez moţnosti efektivní komunikace nemohou odvést příliš kvalitní 
práci a navíc pokud by se nevyuţité prostory nabídly k pronájmu jiným subjektům, 


















3 Teoretická východiska práce 
 
Komunikační infrastruktura je soubor datových tras a zařízení pro přenos dat, 
které jsou vzájemně propojeny v interakci tak, aby umoţňovaly bezproblémový a 
efektivní přenos poţadovaných informací mezi koncovými zařízeními. 
Koncovým zařízením (uzlem) můţe být široká škála přístrojů (počítač, fax, 
telefon, tiskárna, scanner, fotoaparát…). Nejčastěji se však jedná o počítače, tiskárny a 
telefonní zařízení. Podle typu pouţitých koncových zařízení se liší i nároky na přenos 
dat a informací, tzn. na infrastrukturu samotnou.  
Vzhledem k tomu, ţe téma budování komunikačních infrastruktur a 
počítačových sítí je obecně velmi obsáhlé, uvádím v teoretické části mé práce pouze ty 
informace a poznatky, které souvisí s mým zadáním bakalářské práce. 
 
3.1 Referenční model ISO/OSI 
 
Tento model vzešel ze snahy organizace ISO (International Organization for 
Standardization – Mezinárodní organizace pro standardizaci) o vytvoření obecného 
otevřeného systému, který měl standardizovat komunikaci mezi jednotlivými uzly a 
vnitřní chování systému samotného, tzn. horizontální a vertikální komunikaci.  
 
        
 
    Obr. 1: Logo organizace ISO, zdroj: www.iso.org 
Bohuţel kvůli neúspěchům v realizaci zamýšleného návrhu musela organizace 
ISO slevit ze svých původních nároků a vzniká „pouze“ tzv. otevřený síťový model 
(Open System Interconnection). K vývoji jednotlivých protokolů dochází později a 




K tomuto modelu se vztahuje poměrně velké mnoţství legislativních norem 
v rámci skupin Mezinárodního třídění standardů (International Classification for 
Standards – ICS). Některé z norem uvádím v tabulce níţe. 
 
35.100.01  Open systems interconnection in general 
35.100.05  Multilayer applications 
35.100.10  Physical layer   
35.100.20  Data link layer   
35.100.30  Network layer   
35.100.40  Transport layer   
35.100.50  Session layer   
35.100.60  Presentation layer   
35.100.70  Application layer   
      
 Tab. 1: Normy modelu ISO/OSI podle ICS, zdroj: ONDRÁK, V. Slajdy z PS 
 
I přes určité nedostatky modelu ISO/OSI (velká rozsáhlost, některá řešení dosti 
obtíţně realizovatelná a těţkopádná, neaktuálnost některých řešení) se vyuţívá jako 
model referenční a reálné síťové modely a architektury z něj vycházejí.  
Referenční model ISO/OSI má sedm vrstev. Kaţdá z nich má přesně definované 
funkce a svůj význam. Vrstvy jsou dosti samostatné, takţe úkoly definované ve vrstvě 
mohou být implementovány nezávisle. To nám umoţňuje vývoj řešení s velkým 
mnoţstvím funkcí bez ovlivňování funkcí jiných vrstev. Vrstvy můţeme rozdělit na ty, 
které jsou orientované na podporu aplikací (1. aţ 3. vrstva), na přizpůsobovací vrstvu 
(4. vrstva) a na vrstvy pro přenos dat (5. aţ 7. vrstva). Jednotlivé vrstvy tvoří model a 
nedefinují přímo metodu komunikace v síti. Komunikaci mezi počítačovými systémy 
pak umoţňují protokoly, které definují pravidla, podle nichţ jsou následně informace 
mezi systémy vyměňovány.  
 
Kaţdý protokol má své specifické funkce a úkoly. Příkladem je protokol 
fungující v datové vrstvě, který má za úkol formátovat a adresovat pakety pro 
přenosová média, protokol síťové vrstvy definuje způsob, jakým směrovače rozhodují o 
trase paketu na cestě v počítačové síti. I přes odlišnosti jednotlivých protokolů a jejich 
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samostatnost je velmi důleţité, aby fungovaly ve vzájemném souladu a spolupracovaly. 
Jinak by nebyl hladký a správný přenos paketů v systémech vůbec moţný.                           
 
Obr. 2: Jednotlivé vrstvy modelu ISO/OSI, zdroj: www.iso.org 
1. vrstva – fyzická (Physical Layer). Tato vrstva definuje elektrické a fyzikální 
vlastnosti sítě. Má za úkol zajistit přenos jednotlivých bitů mezi příjemcem a 
odesilatelem prostřednictvím fyzické přenosové cesty, kterou fyzická vrstva ovládá. Na 
této úrovni mají přenášené informace podobu elektrických nebo akustických impulsů, 
které jsou reprezentovány pomocí jedniček a nul binární datové struktury. Veškeré 
informace (bez ohledu na zdroj, typ či původní strukturu) jsou tedy při průchodu sítí 
převedeny na tuto základní strukturu. Zařízení, která na této vrstvě pracují, v podstatě 
neumí rozlišovat datové toky. Můţeme zjednodušeně říci, ţe ze svého pohledu tato 
zařízení pouze přijímají a odesílají elektrické impulsy (přenos). Mezi zařízení pracující 
na fyzické vrstvě řadíme kabeláţ (koaxiální měděné kabely, optické kabely), opakovače 
(huby), síťové adaptéry, převodníky médií atd.  
2. vrstva – linková (Data Link Layer). Má za úkol s pomocí sluţeb fyzické 
vrstvy zajistit bezchybný přenos celých bloků dat označovaných jako rámce (frames). 
V rámci přenosu musí linková vrstva správně rozpoznat začátek a konec přenášeného 
rámce, jeho jednotlivé části. Při samotném přenosu můţe docházet k poruchám nebo 
rušení, výsledkem jsou pak chybně přijaté hodnoty bitů, které jsou jiné neţ bity 
původně odeslané. Z toho plyne další funkce této vrstvy - kontrola správnosti 
přenesených rámců a detekce chyb. V případě, ţe dojde k chybě, vyţádá si linková 
vrstva opětovné vyslání rámců. Pokud je vše v pořádku, odešle potvrzení o správnosti 
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přenesených dat. K dalším funkcím probíhajícím na linkové vrstvě patří fyzické 
adresování (adresa MAC), topologie místního segmentu (sítě), řízení toku a 
synchronizace rámců. Zařízení pracující na této vrstvě dokáţou zjistit, kam mají být 
data odeslána a určit k tomu co nejvhodnější cestu. Patří mezi ně přepínače (switche, 
bridge). Příkladem linkové vrstvy můţe být Ethernet. 
3. vrstva – síťová (Network Layer). Primárním úkolem této vrstvy je definování 
procesů a úkolů poţadovaných pro směrování (routing) paketů ze zdroje k příjemci 
v síti (mezi sítěmi). Způsobů směrování je několik, od těch jednodušších (statické 
metody) aţ po metody sloţité (adaptivní metody). K dalším úkolům síťové vrstvy patří 
předcházení přetíţení částí sítě, řízení toku dat, podávání hlášení o problémech při 
doručování dat a snaha a rovnoměrné vyuţití všech přenosových prostředků a kapacit. 
Důleţitým protokolem, který se nachází v této vrstvě, je tzv. Internet Protocol (IP). 
Zařízení, která pracují na této vrstvě, jsou směrovače (routery). Fungují podobně jako 
přepínače, ale na rozdíl od nich, umí směrovat pakety i mezi různými sítěmi.  
4. vrstva – transportní (Transport Layer) 
5. vrstva – relační (Session Layer) 
6. vrstva – prezentační (Presentation Layer) 
7. vrstva – aplikační (Application Layer) 
 
Vzhledem k zaměření mé práce a poţadavků zadavatelské firmy na návrh 
komunikační infrastruktury, mě v tomto případě budou zajímat především první tři 
vrstvy. Zbývající vrstvy uţ se netýkají přímo prvků infrastruktury samotné, ale spadají 
spíše pod koncová zařízení. 
 
3.2 Počítačová síť a možnosti jejího využití 
 
 Tímto pojmem rozumíme skupinu jednotlivých počítačů a dalších zařízení (hub, 
switch, router, tiskárna, scanner), které jsou vzájemně propojeny za pomoci 
propojovacích prvků (metalické kabely, optická vlákna, bezdrátové technologie). Jejich 
úkolem je zajišťovat spojení a výměnu dat mezi počítači v síti.  
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Vyuţití počítačových sítí je podmíněno několika faktory. K nejdůleţitějším 
kritériím patří rozsah dané sítě, její struktura, poţadavky koncového uţivatele na její 
vyuţití. Různí uţivatelé mají odlišné nároky na síť z pohledu poskytovaných sluţeb, 
jejich rozsahu a kvality.  
 
Mezi základní moţnosti vyuţití počítačových sítí patří: 
 sdílení dat (soubory a data jsou k dispozici všem uţivatelům v síti) 
 snadný přenos dat (není třeba pouţívat přenosová média, přenos jde „po 
síti“) 
 sdílení hardwarových prostředků (jedna společná tiskárna, modem, 
scanner pro všechny uţivatele v síti) 
 sdílení programů (jeden společný program pro všechny uţivatele sítě bez 
nutnosti jeho instalace na všechna PC) 
 připojení k internetu a komunikace mezi uţivateli (email, webový 
prohlíţeč) 
 ochrana dat (uloţení dat na centrální server, přístupová práva, zálohování 
dat) 
 dálková správa počítačů 
 
3.3 Rozdělení počítačových sítí 
 
3.3.1 Dělení podle rozsahu sítě 
 
Toto rozdělení pouţívá geografický rozsah oblasti, která je pokryta sítí.  
 LAN (Local Area Network) – místní (lokální) síť. Jde o základní 
klasifikaci počítačové sítě. Z hlediska rozsahu se jedná o geograficky 
omezenou oblast (budova, firemní oddělení, jednotlivá patra objektu) 
s průměrem do 5 km. Tato architektura sdruţuje několik desítek 
počítačů, jejich celkový počet nepřesahuje ve většině případů číslo sto. 
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V případě LAN sítí jde o přenos dat kabely na menší 
vzdálenosti, vyššími rychlostmi a s menším zpoţděním.  
 MAN (Metropolitan Area Network) – metropolitní síť. Je sloţena 
z několika menších sítí LAN, obvykle s rozsahem 5 aţ 50 km (horní 
hranice je 75 km). Tuto architekturu pouţívají městské a univerzitní sítě.    
 WAN (Wide Area Network) – síť velkého rozsahu. Tato architektura 
sdruţuje desítky sítí typu LAN i MAN, v podstatě nemá ţádné 
geografické omezení.  
 PAN (Personal Area Network) – osobní síť. Z uvedených sítí se jedná o 
nejmenší druh, vzdálenost propojení je udána v řádech jednotek metrů. 
Tato architektura je určena výhradně pro osobní pouţití (domov, 
pracovna).  
 
3.3.2 Dělení dle topologie sítě 
 
Topologií sítě rozumíme způsob, jakým jsou jednotlivé počítače mezi sebou 
propojeny kabely z hlediska jejich uspořádání. Pouţité kabely a jednotlivé topologie 
spolu úzce souvisí, nemůţeme pouţít libovolný kabel v libovolné topologii. Jednotlivé 
topologie se liší nejen pouţitými druhy kabelů, ale i nutností vyuţití aktivních či 
pasivních prvků.  
 Sběrnicová topologie (Bus Topology) – jiţ se nevyuţívá 
 
 Kruhová topologie (Ring Topology) – jiţ se nevyuţívá 
 
 Hvězdicová topologie (Star Topology) – nejpouţívanější topologie 
U hvězdicové topologie má kaţdá pracovní stanice svůj vlastní kabel, kterým je 
připojena k centrálnímu zařízení, tzv. rozbočovači (hubu, switchi). Rozbočovač pak šíří 
signály, které vstupují do jeho portů, do všech dalších portů. Tím jsou pak všechny 
signály odeslané kaţdým z počítačů v síti následně přijaty všemi ostatními počítači 
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v dané síti. Koncová zařízení jsou umístěna ve vrcholech hvězdicového uspořádání, 
uprostřed je pak aktivní prvek (většinou přepínač nebo rozbočovač). Hvězdicová 
topologie pouţívá převáţně kabely kroucené dvojlinky (10BaseT, 100BaseT). Vyuţití 
této topologie nalezneme v sítích LAN Ethernet a sítích LAN vyuţívajících jiné 
protokoly (Token ring, AMT, FDDI). Hlavními výhodami „hvězdy“ je strukturovaná 
kabeláţ (rozšíření sítě), moţnost propojit více hvězd do sebe (strom), vysoká odolnost 
vůči poruchám a chybám (výpadek v jednom místě neovlivní zbytek sítě), snadná 
detekce a opravitelnost chyb, snadné přidání dalších počítačů do sítě (omezeno počtem 
volných portů v rozbočovači). Nevýhodou hvězdicové topologie je nutnost 
implementace dalšího hardwarového prvku (rozbočovač, přepínač), který v případě 
poruchy ovlivní celou síť.  
 
 
Obr. 3: Ukázka hvězdicové topologie, zdroj: www.hw-chury.ic.cz 
 
 Peer to Peer topologie (P2P) 
Je určená pro malý počet uţivatelů (většinou deset, výjimečně i více). Koncová 
zařízení jsou zde propojena přímo kabelem. Topologie umoţňuje sdílet prostředky 
(tiskárny, soubory), ale neposkytuje ţádné specializované servery. Vyuţívá se 
v případech, kdy uţ síť nebude dál růst. 
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3.4 Počítačová síť typu LAN Ethernet  
 
Jedná se o nejrozšířenější standard sítí LAN v dnešní době na trhu. Sítě tohoto 
typu jsou velmi oblíbené zejména díky své nízké ceně, jednoduché technologii, snadné 
implementaci a instalaci. 
Vyuţívá tzv. kolizní přístupovou metodu CSMA/CD. Ta zajišťuje, ţe pokud se 
vyskytne na trase přenosu kolize, tak vysílající uzel čeká, aţ dojde k odstranění kolize a 
linka bude opět volná pro přenos.  
Původně byt Ethernet navrţen pro přenosovou rychlost 10 Mbit/s, to však 
vzhledem ke vzrůstajícím nárokům uţivatelů a celkovému technologickému pokroku 
nemohlo stačit. V současnosti máme čtyři druhy Ethernetu, lišící se přenosovou 
rychlostí a pouţívanými přenosovými prvky. 
Ethernet (10 Mbit/s) – původní varianta, dnes jiţ v podstatě nevyuţívaná. Pro 
přenos se vyuţívají koaxiální kabely, optická vlákna a kroucená dvojlinka. 
Fast Ethernet (100 Mbit/s) – zrychlená verze, dnes povaţován za „základní 
verzi“. Převzal některé prvky z původního Ethernetu v rámci urychlení vývoje. Pro 
přenos jsou k dispozici optická vlákna a kroucená dvojlinka. 
Gigabit Ethernet (1 Gbit/s) – verze pro firemní vyuţití. Zůstal zde zachován 
kolizní algoritmus CSMA/CD a další prvky z předchozích verzí Ethernetu. K přenosu 
slouţí optická vlákna a nově i kroucená dvojlinka. 
10Gigabit Ethernet (10 Gbit/s) – poslední a nejrychlejší standardizovaná verze 
v současnosti. Nevyuţívá jiţ algoritmus CSMA/CD, přenos je vţdy plně duplexní. 
Přenosovými prvky jsou optická vlákna a kroucená dvojlinka. 
 
Standardy pro sítě typu Ethernet: 
Ethernet (10 Mbit/s): 
10BASE-T: Jako přenosové médium pouţívá kroucenou dvojlinku s rychlostí 10 
Mbit/s. Vyuţívá dva páry vodičů v UTP kabelu. Vyuţívá konektory RJ-45 a maximální 




Fast Ethernet (100 Mbit/s): 
100BASE-TX: Jako přenosové médium se vyuţívá nestíněná kroucená 
dvojlinka kategorie 5 s vyuţitím dvou párů. Pouţívá konektory RJ-45 pro UTP a DB-9 
pro STP. Maximální délka segmentu je 100 m. 
100BASE-FX: Určeno výhradně pro optické kabely. Vyuţívá dvě optická 
vlákna. Maximální délka segmentu bez zesílení je 412 m. 
 
Gigabit Ethernet (1 Gbit/s): 
1000BASE-T: Vyuţívá 4 páry vodičů kroucené dvojlinky kabeláţe kategorie 5 
(5e) nebo kategorie 6. Vyuţívá konektory RJ-45. Maximální délka spojení je 100 m. 
1000BASE-X: Vyuţívá jednovidové optické vlákno (SMF), přenos světla 
delších vlnových délek. Vyuţívá konektory ST, SC. Je určen k přenosu na velké 
vzdálenosti v řádech desítek kilometrů.  
 
10Gigabit Ethernet (10 Gbit/s): 
10GBASE-SR: Vyuţívá 4 páry vodičů (stíněné metalickou fólií a obalené 





3.4.1 Aktivní prvky 
 
 Slouţí pro propojování různých síťových zařízení a počítačů u sítí typu Ethernet. 
Kromě propojování slouţí k zesilování datového signálu a především k rozhodování, 
jakým způsobem bude tok dat v síti realizován. 
 Switch (přepínač) – aktivní prvek, který podporuje segmenty sítě. Do portů 
switche se zapojují části sítě nebo konkrétní síťová zařízení. Snaţí se rozpoznat 
vzájemnou komunikaci dvou uzlů a vytvořit pro ně samostatný komunikační kanál 
                                                 




s dostatečnou propustností. Tím nezatěţuje ostatní počítače v síti a samotný přenos 
ostatních dat. 
 Bridge (most) – aktivní prvek, který spojuje dvě části sítě. Stará se o oddělení 
jednotlivých segmentů sítě a o její menší zatíţení, brání šíření kolizí v síti. Pracuje na 
druhé vrstvě modelu ISO/OSI. Most, který má více segmentů topologie hvězda, se 
nazývá switch. 
 Router (směrovač) – zajišťuje efektivní dopravení poţadovaného paketu dat 
k určenému uţivateli (tzv. routování). K směrování pouţívá routovací tabulku, která 
obsahuje nejkratší cesty k vybraným cílům a s nimi spojené metriky. Pomocí IP adres 
rozděluje sítě na jednotlivé segmenty (podsítě). Router má propracovaný operační 
systém, který umoţňuje konfigurovat porty, směrovat pakety, zabraňuje probourání se 
do sítě zvenčí pomocí zabezpečovacích algoritmů. V současnosti mají vyuţití i 
v domácnostech v podobě součástí domácí sítě (wi - fi, DSL modemy). 
 Repeater (opakovač) – představuje jednoduchý zesilovač pracující na první 
vrstvě modelu ISO/OSI, který předává jednotlivé signály do ostatních segmentů sítě. 
Nevyhodnocuje data a nerozeznává komunikující uzly, čímţ vzniká minimální zpoţdění 
přenosu. Dnes se vyuţívají jako rozbočovače (huby), které se dají vzájemně za sebou 
propojit s opakovači za účelem rozšíření rozsahu sítě. 
3.5 Přenosová média kabelážních systémů 
 
Zajišťují spojení mezi koncovými uzly uvnitř celé sítě. Ke spojení se vyuţívá 
měděný elektrický vodič, optický kabel (vlákno) nebo bezdrátové technologie. 
Jednotlivé druhy se od sebe navzájem liší svou konstrukcí, materiálem ze kterého jsou 
vyrobeny a především uspořádáním vodičů a izolací uvnitř kabelu.  
 
 Bezdrátová technologie Wi-Fi 
  
 Jde o bezdrátovou síť, která pro přenos dat vyuţívá rádiového signálu na 
frekvenci 2,4GHz nebo 5Ghz. Technologie Wi-Fi vychází ze specifikace IEEE 802.11 a 
jedná se o standard určený pro lokální bezdrátové sítě. Výhodou vyuţití je minimální 
mnoţství pouţité kabeláţe. Samotné Wi-Fi sítě nabízejí podobné sluţby jako klasické 
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sítě a lze do nich zapojovat servery a klienty. V dnešní době je velmi často pouţívaným 
standardem zařízení nesoucí označení IEEE 802.11a/b/g/n. Tyto sítě pracují kromě jiţ 




 Jedná se o měděný pětivrstvý vodivý drát, který se dříve pouţíval pro přenosy 
s rychlostí 10 Mbit/s. To je jiţ v dnešní době nedostačující, a proto se pro přenos 
počítačových dat vůbec nevyuţívá. Uplatnění nachází v anténových rozvodech. 
 
 Optický kabel (vlákno) 
 
U tohoto řešení jsou data přenášena pomocí světelných impulsů ve světlo-
vodivých optických vláknech. Kabel je tvořen skleněnými vlákny, která jsou uloţena 
v ochranném pouzdře. Optická vlákna zvládají velké přenosové rychlosti a mají velkou 
propustnost, jsou zcela odolná proti elektromagnetickému rušení a odposlechu. Jejich 
nevýhodou je citlivost na mechanické zacházení (ohyby, kroucení), vyšší cena a 
sloţitější instalace neţ u metalických vodičů.  
Vyuţití mají především v místech, kde se vyskytuje elektromagnetické rušení 
(výrobní haly, továrny) a při přenosech na velké vzdálenosti. Optické kabely 
rozdělujeme na dvě základní skupiny: 
 Jednovidové (Single Mode Fiber) – vlákna o průměru 9 mikrometrů, 
přenos na vzdálenosti v řádech kilometrů, tvořeny jedním paprskem, 
cenově draţší 
 Mnohovidové (Multi Mode Fiber) – vlákna o průměru 50 nebo 62,5 
mikrometrů, přenos na vzdálenosti v řádech stovek metrů, tvořeny více 
paprsky, cenově levnější 
 
Kroucená dvojlinka (Twisted Pair Cable) 
 
Jde o nejrozšířenější metalický datový vodič vyuţívaný v sítích LAN pro 
topologii „hvězda“. Tvoří jej 8 barevně rozlišených vodičů, které jsou uloţeny ve 4 
párech. Vodiče jsou vzájemně „kroucené“, čímţ se minimalizuje jejich působení a vlivy 
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jednoho na druhý. Tím je zajištěna ochrana přenášeného signálu proti rušení. 
Standardně je zakončena konektorem RJ-45 a maximální přenosová vzdálenost je 100 
m. Kroucená dvojlinka se vyrábí v sedmi různých kategoriích, kritériem je přenosová 
rychlost a vzdálenost, na kterou se dá pouţít. 
 
Důleţitým parametrem pro datový vodič tohoto typu je tzv. stínění. Díky němu 
jsou přenášená data chráněna proti rušivým vlivům elektromagnetického pole. Stínění 
spočívá v obalení nebo opletení izolovaného vodiče jiným uzemněným vodičem. 
Vyuţití stínění přímo souvisí s prostředím, ve kterém se datové vodiče nacházejí. Podle 
stínění rozlišujeme kabely kroucené dvojlinky: 
 
 Nestíněná kroucená dvojlinka (Unshielded Twisted Pair) – tvoří ji 
čtyři měděné kroucené páry, které jsou od sebe izolovány navzájem. Při 
vyuţití svařovaných párů dosahuje lepších parametrů přenosu (lepší 
symetrie) a odolnosti proti mechanickému poškození (ohyby). Výhodou 
UTP kabelu je relativně nízká cena, jednoduchá instalace a pohodlná 
manipulace (připojování konektorů, tahání kabelů).  
 Stíněná kroucená dvojlinka (Shielded Twisted Pair) – stavbou 
odpovídá UTP kabelu, na rozdíl od něj má však stínění v podobě 
kovového opletení, které brání elektromagnetickému rušení a 
odposlechům. Stíněn můţe být kaţdý pár kabelu zvlášť nebo pouze plášť 
kabelu (nelze však dosáhnout úplného odstínění). Hlavní výhodou STP 
kabelu je odolnost proti rušení a odposlechům. K nevýhodám patří vyšší 
pořizovací cena, obtíţnější manipulace, provoz a instalace (nutnost 
uzemnění, větší průměr kabelů, tuhost). 
 Fólií stíněná kroucená dvojlinka (Foil Shielded Twisted Pair) – 
kroucený pár stíněný kovovou fólií, v podstatě 100% úroveň stínění. 
 Samostatně stíněná dvojlinka (Individually Shielded Twisted Pair) – 
kromě celého kabelu je stíněn i kaţdý jeho pár zvlášť. Tím je dosaţeno 
lepší izolace párů od sebe navzájem. Stínění má podobu kovové fólie pro 




         
 
Obr. 4: Ukázka STP kroucené a UTP kroucené dvojlinky, zdroj: www.i4shop.net 
 
3.5.1 Kategorie kabelážního systému 
 
 Kategorie kabelů udává souhrn elektrických parametrů, které daný kabel musí 
splňovat. Kabely vyšších kategorií mají lepší přenosové vlastnosti. V dnešní době se 
vyuţívají uţ jen kabely kategorie 5 a výše, zbytek se u nových návrhů jiţ nepouţívá.  
 Kategorie celého kabeláţního systému obecně závisí na pouţitých kabelech, 
konektorech a propojovacích kabelech. Je nutné dodrţet přesně odpovídající postupy při 
jejich instalacích a také odpovídající kvalitu pouţitých prvků. Nerespektování těchto 
zásad vede k degradaci celého systému. 
 
 Kategorie – klasifikace materiálu pro linku a kanál 
 Třída – klasifikace kanálu, ovlivňuje materiál, techniku instalace 
a spojení, je definována šířkou pásma 
 
Třída Kategorie Šířka pásma do Využití 
A 1 100 kHz není pro datový přenos, analogový telefon 
B 2 1 MHz digitální přenos zvuku, ISDN 
C 3 16 MHz nenáročné přenosy, Ethernet 10 Mbit/s 
- 4 20 MHz určení pro sítě Token-Ring 
D 5 100 MHz  standard pro LAN, Gigabit Ethernet, ATM155 
E 6 250 MHz ATM1200, vysokorychlostní páteřní aplikace 
F 7 600 MHz 10 GB Ethernet 
 




Po instalaci celého kabeláţního systému se provádí jeho tzv. certifikace. Týká 
se dokumentace funkčnosti a kvality systému. Testování probíhá pomocí speciálních 
měřících přístrojů, které testují horizontální sekci kabeláţe. Podle kategorie na kterou 
kabeláţ testujeme, se provádí kontrola kaţdého kabelu a jednotlivých konektorů. Poté 
se vyhodnotí, zda přípojné místo odpovídá svými parametry poţadované normě či 
nikoliv.  
U vyšších kategorií kabeláţe se počet sledovaných parametrů zvyšuje, odpovídat normě 
musí všechny z nich. Výstupy jednotlivých měření jsou evidovány v měřicím protokolu, 





 Stejně jako kabely, i konektory mají svá specifika a nedají se libovolně pouţít na 
kteroukoliv kabeláţ. Volba pouţitého konektoru musí přesně odpovídat kabelu, na 
kterém bude konektor připojen.  
U metalických kabelů STP a UTP je nejčastěji vyuţívaným konektorem typ RJ-
45. Má podobu zásuvky nebo zástrčky. Je to univerzální koncovka obdélníkového 
průřezu s 8 pozicemi a 8 vodiči (v angličtině označení 8P 8C). Kromě ethernetových sítí 
se pouţívá u modemů xDSL a ISDN zařízení.  
Barevné značení konektoru vychází z norem TIA/EIA 568-A a TIE/EIA 568-B 
(varianta B je v ČR rozšířenější). Kabel, který je zapojen na jednom konci jako varianta 
A a na druhém jako B, se nazývá „kříţený“. Značení je u něj ve formě barevného 
rozlišení nebo popisu. Kříţený kabel se vyuţívá k přímému propojení dvou počítačů 




Obr. 5: Ukázka zapojení konektoru RJ-45, zdroj: JORDÁN, V. Slajdy z předmětu PS 
 
V konstrukci prvku RJ-45 je důleţitým faktorem minimální narušení symetrie 
vedení. Z toho vyplývá, ţe u prvků s velkou vzájemnou vzdáleností zářezových bloků 
nemůţe být dosaţeno kvalitních přenosových parametrů. Kvalitní konektor RJ-45 
zachovává stejnou vzdálenost os zářezových kontaktů jako je vzdálenost os 
jednotlivých párů. U většiny technologií jsou vodiče zařezávány samostatně. Snahou je 
maximálně eliminovat nepřesnosti lidského faktoru v kvalitě instalace prvků. Řešením 
je vyuţití tzv. systému se zářezovou hlavou nebo se zářezovým víčkem. 2 
 
Modifikací konektoru RJ-45 je konektor RJ-11, který se pouţívá, pokud je část 
kabeláţe určena pouze pro telefony. Konstrukčně se liší menší velikostí a 4 piny 
(kontakty). 
 
 Pro optickou kabeláţ platí, ţe pro jednosměrný přenos se vyuţívá vţdy jen 
jedno vlákno z celého kabelu, které je zakonektorováno samostatně. Velmi často se 
pouţívá konektor s označením ST, který má kruhový průřez a bajonetový závit nebo 
menší konektor SC čtvercového průřezu. Modifikací konektoru SC je pak konektor LC, 
který je funkčně shodný, má však malou velikost a menší průřez. 
 
                                                 
2
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3.7 Kabelážní systémy 
3.7.1 Značení a dokumentace 
 
 Velmi důleţitým prvkem je dodrţování správného značení u jednotlivých částí 
sítě. Mělo by být pečlivé, jednoznačné a především logické. Značením pouţitých prvků 
se zabývá mezinárodní norma TIA/EIA-606 (Administration Standard for 
Telecommuniacation Infrastructure of Commercial Buildings) a její doplněné znění 
ANSI/TIA/EIA-606-A (Administration Standard for Commercial Telecommunication 
Infrastructure). Podle normy se značení týká: 
 všech kabelů – popis minimálně na obou koncích 
 datových rozvaděčů, bloků datových rozvaděčů 
 místností, ve kterých je datový rozvaděč umístěn 
 přepojovacích panelů v datovém rozvaděči (patch panely) 
 portů přepojovacích panelů 
 všech datových zásuvek 
 všech portů datových zásuvek 
 připojovacích a propojovacích kabelů 
 aktivních prvků 
 
Aby bylo značení účelné, je třeba dodrţovat stejný způsob u všech prvků. 
K tomu slouţí tzv. přímý identifikační kód. Je zaloţen na principu přiřazení jednoho 
portu datové zásuvky určitému portu přepojovacího panelu.3  
 Příklad kódu: O PP MMM ZZ X 
 
O – číslo objektu 
PP – číslo podlaţí 
MMM – číslo místnosti 
ZZ – číslo zásuvky v místnosti 
X – číslo portu v zásuvce 
 
Nevýhoda tohoto řešení spočívá v tom, ţe délka kódu nabývá 8 a více znaků, 
čímţ je označení do značné míry nečitelné. Pro lepší čitelnost a stejnou účelnost se 
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vyuţívá značení pomocí tzv. reverzního kódu. Vychází ze skutečnosti, ţe portu 
příslušné zásuvky je přiřazen port určitého přepojovacího panelu v rozvaděči.4 
 
Příklad kódu: R P XX 
 
R – označení datového rozvaděče (jeho bloku) 
P – označení patch panelu 
XX – označení portu na patch panelu     
 
3.7.2 Normy a předpisy kabelážních systémů 
 
 Kaţdý návrh sítě a kabeláţe musí splňovat předem dané normy a předpisy. Bez 
jejich dodrţení se nedá hovořit o kvalitní komunikační infrastruktuře. 
 
 ČSN EN 50173 1 – univerzální kabeláţní systémy 
Tato norma se zabývá strukturou a rozsahem univerzálního kabeláţního 
systému, poţadavky na realizaci a výkonnostními poţadavky na jednotlivé 
prvky kabeláţe. 
 
 ČSN EN 50174 1 – instalace kabelových rozvodů 
Norma specifikuje poţadavky na plánování, zavádění a provoz kabelových 
rozvodů pouţívající symetrické měděné kabelové rozvody a kabelové rozvody 
z optických vláken. 
 
ČSN EN 50174 2 – kabelové rozvody 
Norma obsahuje podrobné poţadavky a návod vztahující se k plánování 
instalace a postupům v budovách. Je určena pro pracovníky, kteří se účastní 
plánování instalací kabelových rozvodů. 
 
ČSN EN 50174 3 – instalace kabeláţního systému 
Norma obsahuje podrobné poţadavky a návod vztahující se k projektové 
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přípravě a výstavbě vně budov. Je určena pro pracovníky, kteří se účastní 
projektové přípravy výstavby kabelových vedení informačních technologií. 
 
ČSN EN 50288 1 – víceprvkové metalické kabely pro analogovou a digitální 
komunikaci a řízení.  
Norma specifikuje kabely pro kabeláţní aplikace v přístrojích a při propojování 
zařízení. 
 
ČSN EN 50288 4 1 – víceprvkové metalické kabely pro analogovou a digitální 
komunikaci a řízení 
Norma zahrnuje stíněné kabely pracujících na frekvenci do 600 MHz, jejich 
pouţívání v horizontální kabeláţi a páteřní kabeláţi budov. Popisuje elektrické, 
mechanické, přenosové vlastnosti kabelů. 
 
ČSN EN 50085 – úloţné a protahovací elektroinstalační kanály pro elektrické 
instalace 
Norma stanovuje poţadavky a zkoušky pro úloţné a protahovací 
elektroinstalační kanály určené pro umístění, a kde je nutné, pro oddělení 
izolovaných vodičů, šňůr. 
 
ČSN EN 50086 – trubkové systémy pro elektrické instalace 
Norma stanovuje všeobecné poţadavky pro všechny trubkové systémy. Systémy 
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3.7.3 Základní pojmy a definice 
 
 univerzální kabeláţní systém – kombinace přenosu pomocí metalických 
kabelů, optických vláken a bezdrátových technologií 
 
 kabeláţ (cabling) - systém telekomunikačních kabelů, šňůr a spojovacích 
technických prostředků, který podporuje provoz zařízení informační 
technologie 
 
 kanál (channel) - přenosová cesta mezi dvěma koncovými body, spojující 
dvě libovolná zařízení pro specifickou aplikaci; kanál zahrnuje 
připojovací šňůry zařízení a šňůry pracoviště 
 
 přepojovací panel (patch panel) - přepojovací pole určené k pouţívání 
propojovacích šňůr, usnadňuje správu sítě při přemisťování a změnách, 
nachází se u datového rozvaděče 
 
 rozvodný uzel budovy (building distributor) - rozvodný uzel, ve kterém 
končí páteřní kabel budovy, a do kterého lze připojit páteřní kabel areálu 
 rozvodný uzel podlaţí (floor distributor) - rozvodný uzel pouţívaný ke 
spojení mezi horizontálním kabelem, dalšími kabeláţními subsystémy a 
aktivním zařízením  
 
 telekomunikační vývod (telecommunication outlet) - pevné připojovací 
zařízení, kterým je ukončen horizontální kabel; telekomunikační vývod 
je opatřen rozhraním pro kabeláţ pracoviště 
 
 individuální pracoviště (individual work area) – minimální prostor 
v budově, který je vyhrazen pro jednoho uţivatele 
 
 propojovací šňůra (patch cord) – pomocí ní je realizováno spojení na 




3.7.4 Funkční prvky univerzálního kabelážního systému 
    
 rozvodný uzel areálu (CD) 
 páteřní kabel areálu  
 rozvodný uzel budovy (BD) 
 páteřní kabel budovy 
 rozvodný uzel podlaţí (FD) 
 horizontální kabel 
 konsolidační bod (CP) 
 kabel konsolidačního bodu (CP cable) 
 telekomunikační vývod (TO) 
 
Z pohledu systému dělíme univerzální kabeláţ na sekci páteřní, horizontální a 
pracovní. 
 
Páteřní sekce systému 
Páteřní sekce propojuje jednotlivé komunikační uzly, které jsou fyzicky tvořeny 
datovým rozvaděčem s potřebným vybavením. U provozů s poţadavky na vyšší stupeň 
spolehlivosti a bezpečnosti systému se v páteřních rozvodech realizují redundantní trasy 
(přímé a nepřímé). Maximální délku páteřní sekce realizované pomocí optických kabelů 
určuje typ vlákna, jeho kvalita v podobě šířky vlákna a především rychlost přenosu dat 
(čím vyšší rychlost tím menší dosah). Současná norma ČSN EN 50174 1 specifikuje 
různé maximální délky pro příslušné podmínky v délkách 300, 500 a 2000 m u multi-
mode a single-mode vláken. 
  
Horizontální sekce 
Horizontální sekce kabeláţe je ta část, která provádí rozvod z uzlu jednotlivým 
uţivatelským výstupům – TO (telecomunication outlet). Horizontální sekce je tvořena 
linkou o maximální délce 90 m. Vţdy musí být pouţit vodič typu drát. Jedna strana 
linky je zakončena koncovkou RJ-45 v datové zásuvce TO (pozice TO se nazývá port), 
druhá strana v datovém rozvaděči – obvykle koncovkou RJ-45 propojovacího panelu 
(existuje i varianta zářezových bloků). V koncovce RJ-45 zásuvky i přepojovacího 
panelu musí být zakončeny všechny 4 páry vodičů. Pro realizaci linky a kanálu pomocí 
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optických kabelů, kdy chceme dovést optický rozvod „aţ na stůl“, platí prakticky stejná 




Pracovní sekci tvoří přepojovací kabely, tj. šňůra zařízení (strana v datovém 
rozvaděči), a připojovací kabely, tj. šňůra pracoviště (připojení od TO). Délka 
pracovního vedení v rozvaděči by neměla překročit 5 m a součet délek pracovního 
vedení v rozvaděči a na straně TO by neměl překročit 10 m. Metalické pracovní 





3.8 Datový a telekomunikační rozvaděč (rack) 
 
 Toto zařízení má podobu plechové skříně a je systémově fyzickou realizací uzlu. 
Konstrukčně se rozlišují tři druhy rozvaděčů: 
 otevřené rámy – vyuţívají se, pokud je pro rozvaděč určena samostatná 
uzamykatelná místnost. To zaručuje snadnější přístup k výbavě rozvaděče 
(instalace, údrţba) a optimální proudění vzduchu pro chlazení aktivních 
prvků 
 skříňové rozvaděče – vyuţívají se, pokud není k dispozici samostatná 
místnost pro rozvaděč, jsou uzamykatelné kvůli poškození a neoprávněným 
zásahům zvenčí 
 mobilní – vyuţívají se pro velmi malá a specifická řešení 
 
Velikost rozvaděče se udává v montáţních jednotkách, které lze v rozvaděči 
osadit. Montáţní jednotka se značí jako 1U a má hodnotu 44,5 mm. Zařízení, která se 
poté do rozvaděče instalují, jsou velikostně v násobcích U kvůli kompatibilitě. 
Velikostně jsou rozvaděče k dispozici v rozmezí 10 aţ 23 palců, montáţní šířka je u 
většiny rozvaděčů 19“(palců). Kromě výšky a šířky je ještě důleţitá hloubka rozvaděče. 
Ta se pohybuje v rozmezí 60 – 100 cm. 
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3.8.1 Skladba datového rozvaděče 
 
Komponenty rozvaděče se liší v závislosti na jeho vyuţití. Stavba rozvaděče 
určeného pro servery bude jiná neţ pro telefonní ústřednu.  
Přepojovací panely (patch panel) jsou klíčovým konstrukčním prvkem 
kaţdého rozvaděče. Slouţí pro umístění aktivních síťových prvků a mají různé počty 
propojovacích zásuvek (rozmezí 15 aţ 60). U panelů vyšší kategorie jsou koncové 
konektory implementovány jiţ v samotném panelu. Patch panely se dají vyuţít pro 
optické i metalické propojení. Výhodou přepojovacích panelů je, pokud jsou modulární, 
coţ umoţňuje vybrané porty osadit různými druhy komunikačních modulů. Tím se 
můţe sloučit v jednom panelu více přenosových médií a také výměna modernějších 
technologií na vybraných linkách je snazší. 
Vyvazovací panely (organizéry kabelů) patří mezi další prvky rozvaděčů. 
Pouţívají se v případech, kde se předpokládá větší mnoţství vyuţité kabeláţe (servery, 
patch panely, aktivní prvky), za účelem organizace kabelů. Tím je zajištěna 
bezproblémová údrţba rozvaděče v budoucnu. Vyvaţovací panely se vyrábí ve dvou 
provedeních, uzavřené (hřebenové) a otevřené (D-ring). 
Napájecí panely obsahují přepěťovou ochranu a jsou umístěny ve spodní části 
rozvaděče. Jsou sloţeny z elektrických datových zásuvek (1 aţ 8) a mají rozměr 1U. 
V případech, kde je nutné určité zařízení napájet nepřetrţitě (servery, zálohování), 
mohou být tyto panely napojeny přímo na zálohované okruhy. 
 
3.9 Vedení a směrování kabeláže 
 
 Vedení kabelových tras je problematické. Tvoří základ návrhu celé 
infrastruktury sítě, je třeba při něm zohlednit estetické hledisko navrţených řešení ale 
také jejich účelnost. U novějších budov a komplexů je vedení tras snazší, zde se s nimi 
při stavbě totiţ jiţ dopředu počítá. U starších budov je to ovšem problém, neboť 
v původním záměru se s vedením tras nepočítalo, a pokud proběhly v objektu stavebně 





 Vedení kabelových tras v podhledech 
 Tento způsob vedení vyuţívá sníţení stropu, kterým vzniká dutý prostor pro 
vedení kabelů, případně klimatizace. Je vyuţíván především u nových budov. Výhodou 
je to, ţe hlavní kabely jsou schovány v podhledu (esteticky dobré řešení), nejsou tedy 
přímo vidět a jde se k nim poměrně snadno dostat v případě nutnosti opravy, údrţby.  
Nevýhodou je podmínka, ţe trasy musí být svedeny podél zdi kvůli uchycení 
(podhled jako takový nemá většinou dostačující nosnost), dále je zde nebezpečí rušení 
z důvodu vedení tras v blízkosti zářivek a podmínka vybavenosti dané budovy 
systémem podhledů. 
 
 Vedení kabelových tras pomocí žlabů 
 Toto řešení má uplatnění ve starších objektech, kde není moţnost vyuţití 
podhledů pro vedení tras. Umístění ţlabů má různou výšku, od ţlabů v úrovni okenních 
parapetů (parapetní ţlaby), přes ţlaby umístěné nad desky pracovních stolů aţ po ţlaby, 
které jsou vedeny přímo ve stěně.  
 Výhodou je moţnost vyuţití téměř ve všech budovách, snadná instalace a 
údrţba. Dále je moţné přidat do trasy stínící kabel (eliminace rušení) a díky vedení 
provést montáţ zásuvek a vypínačů. Zřejmou nevýhodou je estetické hledisko tohoto 
řešení. Kabelové trasy nejsou zcela schovány, mohou působit rušivě a ve specifických 
objektech nebude moţné je vyuţít (historické nebo chráněné objekty). 
 
 
 Vedení kabelových tras pomocí elektroinstalačních lišt 
 Vyuţívají se pro uloţení a ochraně vodičů v interiérech objektů. Lze do nich 
uloţit také izolované vodiče a sdělovací kabely (ochrana před vlivy okolí). Lišty se dají 
upevnit na vodivý i nevodivý podklad, nejčastěji pomocí lepení. Jsou vyrobeny 
z odolného PVC. 
 
 Vedení kabelových tras v zemi (podlaze) 
 Toto řešení je povaţováno za jedno z nejlepších a nejvyspělejších způsobů, jak 
vést trasy. Funguje na principu dvojité podlahy, kde se na pevný betonový podklad 
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přidají vzpěry (15 cm vysoké) a na ně se poté pokládá podlaha samotná. Vzniklý prostor 
mezi vrstvami slouţí pro vedení kabeláţe.  
 Výhodou tohoto způsobu směrování je zkrácení celkové trasy vedení, jelikoţ se 
nevyuţívá zdí. V tom je i ekonomický aspekt, neboť tím dochází ke sníţení nákladů 
(délka trasy, pouţité zásuvky mohou být horší – nikdo je v zemi nevidí). Kabely se dají 
přivést přímo k pracovnímu místu (stůl), nejdou tedy vidět případné nevyuţité zásuvky. 
Výhodou je i snadná údrţba a instalace celého řešení. 
 Nevýhoda spočívá v tom, ţe objekt uţ musí být v prvopočátku připraven na 
takovéto vedení tras, dodatečné úpravy by z ekonomického hlediska postrádaly smysl. 
Celkově se jedná o vyšší investici do podlahového podkladu objektu. 
 
 Datové zásuvky 
 V současnosti existuje poměrně velké a rozličné mnoţství těchto komponent. 
Výhradně se vyuţívají zásuvky, do nichţ je moţné zapojit jeden aţ tři koncové datové 
konektory. Díky rozmanité nabídce zásuvek na trhu je moţné sjednotit pouţité prvky 
(zásuvky, vypínače, kabely) i z hlediska estetického podle stejných barev. Kvalitní 




















4 Návrh řešení 
 Celý návrh jsem přizpůsobil poţadavkům zadavatele a momentálnímu stavebně 
– technickému stavu budovy. Přes mnoţství stavebních úprav, které v minulosti 
v objektu probíhali, a s přihlédnutím k dispozičnímu řešení celého areálu, není moţné 
navrhnout infrastrukturu naprosto stejně, jako kdyby se jednalo o čistě kancelářský 
objekt nebo jinou budovu, kde je výrazná převaha kancelářských prostor. Při 
navrhování jsem bral také ohled na současný počet uţivatelů, kteří by danou síť mohli 
vyuţívat a také na jejich maximální počet v budoucnu. To se odrazilo především na 
volbě pouţitých technologií a koncepci celého řešení. 
 Instalaci celé infrastruktury po dohodě se zadavatelskou firmou provede externí 
profesionální firma. Mnou navrhované řešení je doporučení, jakým způsobem by se 
dalo postupovat a realizovat celý projekt. V rámci kompetence externí firmy je moţné, 
ţe uvedený návrh dozná v konečné podobě drobných změn. 
 
 
4.1 Volba použité technologie 
  
 Základním poţadavkem bylo vybudovat komunikační infrastrukturu v co 
nejkratším čase tak, aby zaměstnanci vyuţívající kanceláře mohli vyuţívat firemní síť 
k práci a aby se nevyuţité prostory nabídly k pronájmu jiným subjektům.  
Při volbě pouţité technologie přenosu jsem zvolil nakonec Gigabit Ethernet (1 
Gbit/s). Toto řešení se můţe na první pohled zdát jako poddimenzované v dnešní době, 
ale s ohledem na současný počet zaměstnanců vyuţívajících kanceláře a jejich 
maximální počet v budoucnu dle hygienických norem, se zvolené řešení jeví jako 
dostačující.  
Cílem sítě je v tomto případě především zabezpečit běţnou komunikaci v rámci 
areálu a realizovat spojení s okolím. Dále má slouţit pro běţné kancelářské úkony 
(emaily, práce s internetem, editace dokumentů, jednoduché zálohování malých objemů 
dat). Rozsahem se jedná o menší síť, není nutné realizovat spojení v navazujících 




Majitel se dále rozhodl, ţe vyuţije nabídky firmy IPP CZ s.r.o., která poskytuje 
komplexní řešení připojení pomocí optických vláken. Firemní objekt se nachází 
v blízkosti dvou základních škol, které připojení optikou vyuţívají. Potřebná kabeláţ je 
tedy zavedena v bezprostřední blízkosti areálu JOSA-KOVO s.r.o. a na přání majitele se 
tímto způsobem bude realizovat spojení firemního objektu s okolním světem.  
Mnou navrţené řešení tedy zajistí vzájemné vnitřní propojení objektu pomocí 
metalické kabeláţe, o vnější spojení optickým kabelem se postará jiţ zmíněný subjekt. 
   
4.1.1 Navržené kabely 
 
Pro realizaci Gigabit Ethernetu je definována jako minimum metalická kabeláţ 
kategorie 5e, která můţe mít buď stíněné, nebo nestíněné provedení. Já jsem zvolil 
nestíněný kabel firmy Belden 1700A DataTwist 350 cat5e. Vyznačuje se nízkým 
vyzařováním a vysokou odolností proti elektromagnetickému rušení, má lepené páry 
pro vysokou přesnost kroucení a je testován do kmitočtu 350 MHz. Navrţené kabely 
budou zakončeny zásuvkovým modulem firmy Panduit CJ588 v bílém provedení. Jako 
konektor jsem zvolil klasický jack RJ-45 od firmy Panduit. 
Pro realizaci spojení objektu s vnějším okolím jsem vybral optické vlákno typu  
Patchcord E2000/APC-SC/PC-SM,DX s dvěma koncovkami typu SC - Duplex. O 
zbytek řešení se jiţ postará dodavatelská firma IPP CZ s.r.o. 
 
4.1.2 Datové zásuvky 
 
 Z pestré nabídky zásuvek jsem vybral dva typy. Jedná se o 
jednoportovou a dvouportovou zásuvku s umístěním na zeď od firmy Panduit v bílém 
provedení. Oba typy vyuţiji v počtu 20 ks. V úvahu ještě přicházela tříportová zásuvka 
typu Tango od firmy ABB s.r.o., chtěl jsem však dodrţet homogenitu pouţitých 







4.1.3 Uložení kabelových svazků 
 
 Nejprve jsem zvaţoval výhradní vyuţití univerzálních parapetních ţlabů, 
jejich vedení pod okny jednotlivých místností v kombinaci s plastovými lištami. 
Bohuţel, technický stav objektu a dispoziční řešení topných těles v něm mi toto řešení 
znemoţnilo. Topná tělesa jsou bohuţel umístěna tak nešťastně, ţe nedovolují vyuţití 
parapetních ţlabů. Modifikací těles by se celý návrh neekonomicky prodraţil, proto 
jsem nucen vyuţít jiné řešení. Rozhodl jsem se pro elektroinstalační a ochranné lišty 
firmy Malpro s.r.o., které jsou doplněny vnitřními úhly a T-kusy pro spojení tří proudů 
kabelů stejné značky. Celková metráţ pouţitých lišt činí 270 m, vnitřních úhlů bude 6 




 Pro značení jednotlivých přípojných míst a kabelů jsem pouţil 
jednoduchý systém. V mém návrhu není nutné značit velké mnoţství prvků vzhledem 
k rozloze objektu a mnoţství místností, kterými připojení povede. 
 
 AXXX.B 
A – označení portu 
XXX – číslo místnosti 
B – označení koncového bodu 
 
4.1.5 Počet přípojných míst 
 
 Počet přípojných míst respektuje hygienickou normu ČSN 73 5105, která 
stanovuje maximální počet přípojných míst v kancelářích a místnostech s budoucím 







4.2 Návrh vedení jednotlivých tras v objektu 
 
 Za pouţití uvedených komponentů a přenosových médií nyní navrhnu vedení 
kabelových svazků objektem. Instalaci však bude provádět profesionální firma, můj 
návrh je pouze doporučením, jak by se dalo řešení realizovat. Konečné rozhodnutí o 
konkrétním provedení je na jiţ zmíněné firmě.  
 
 Chodba 105 
 
Vzhledem k poloze chodby by bylo umístnění datového rozvaděče (racku) v této 
místnosti logickým výběrem. Prostor zcela dostačuje i kvůli případným technickým 
opravám, stejně tak k prvotní instalaci. Skříň rozvaděče bude umístněna 100 cm nad 
úrovní podlahy a veškeré rozvedení kabelů bude realizováno horizontálním směrem za 
pomoci lištových ţlabů, těsně pod stropem a průrazem do dalších místnosti.  
Konstrukce rámu mnou doporučeného racku umoţňuje snadnou změnu otevírání 
dveří – pravé nebo levé. Dveře lze v případě potřeby osadit i místo zadního čela 
rozvaděče. Konstrukce rámu rovněţ dovoluje snadnou montáţ několika skříní do 
jednoho bloku. Ventilátorová jednotka je určena pro zabudování do stropu, nezabírá 
tedy prostor v montáţním poli. Zadní díl s průchodem pro kabely lze velmi snadno 
přemístit do horní polohy. Osazení všech zařízení - patch panelu, zálohovacího zdroje a 
serveru je navrţeno tak, aby v patch panelu byly zapojeny porty podle pořadí a spolu 
s ostatními zařízení tak, aby byly snadno dostupné. 
Do rozvaděče bude přiveden také optický kabel, který propojí firemní areál s 
okolím. Přiveden do budovy bude standardem FTTB, při kterém končí uţ po vstupu do 
firemních prostor. Dále bude veden přes MediaConvertor kabelem přímo do datového 
rozvaděče. Filosofií připojení a zavedení optiky se nebudu podrobně zaobírat, neboť to 




Z chodby 105 dojde v jejím severním rohu k průrazu vedení kabelu ve stropu, 
tak aby bylo moţné podkroví vyuţít pro připojení sítí. Kvůli budoucímu řešení se proto 
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rozhodlo o umístění jednoho Wi-Fi AccessPointu, který spolehlivě zajistí potřeby 
připojení obyvatel do sítě Internet. Jeho signál a rychlost by měla být optimální v rámci 
poţadavků na danou místnost. 
 
 Kancelář 102 
 
 Kabelový svazek vstoupí do místnosti průrazem ve zdi z chodby 105, v lištovém 
ţlabu T70 se rozvětví po východní a západní stěně místnosti. Na východní stěně budou 
instalována dvě přípojná místa na pracovní stanice, na západní straně místnosti pak 
bude připojena síťová tiskárna. Datové zásuvky budou umístěny na zdi 50 cm od 
jihovýchodní stěny místnosti. 
 
 Kancelář 106 
 
 Kabeláţ vstoupí do místnosti z chodby 105 průrazem v horní části 
severovýchodní zdi této místnosti. Na této stěně bude umístěn jeden přípojný bod pro 
pracovní stanici. Kabeláţ bude rozvedena pomocí elektroinstalačních lišt podél 
severozápadní zdi, kde vytvoří přípojné místo pro síťovou tiskárnu. Kabelový svazek 
dále pokračuje po jihozápadní stěně místnosti, kde budou umístěny dvě datové zásuvky 
pro připojení pracovních stanic. 
 
 Kancelář 103 
 
 Kabelové vedení do místnosti vstoupí ze zdi u stropu na severní straně 
místnosti. V lištovém ţlabu T70 bude vedeno k jiţní stěně místnosti, kde bude pomocí 
průrazu pokračovat do místnosti kanceláře 105. Dvě datové zásuvky, kaţdá se 
dvěma moduly, budou umístěny na stěně, 60 cm od severní stěny místnosti. Počet 
navrhovaných přípojných míst je 2 + 2 rezervní. 
 
 Kabeláţ dále vede z chodby 105 průrazem ve zdi směrem do spodní části 




 Kancelář 111 
 
 Kabelové vedení do místnosti vstoupí ze zdi u stropu na jiţní straně místnosti. 
V lištovém ţlabu T70 bude vedeno k severní stěně místnosti, kde bude zapojeno 
několik pracovních uţivatelských stanic. Dvě datové zásuvky, kaţdá se dvěma 
moduly, budou umístěny v parapetním ţlabu, 60 cm od severní stěny místnosti. 
Navrhovaný počet přípojných míst je 4. 
 
 Kabeláţ dále pokračuje průrazem ve zdi z místnosti 111 po obvodové části 
nosné stěny objektu, a to aţ na úroveň garáţe 114. Dále se kabeláţ pomocí venkovních 
lišt uchytí po obvodu půdního nástřešku, který se nachází mezi garáţí 114 a kanceláří 
112. 
 
 Kancelář 112 
 
 Do této místnosti je kabeláţ přivedená z levé části budovy vzduchem. Je to 
hlavně kvůli rozvrţení prostoru firmy v levé spodní části do tvaru písmena “J“. Vedení 
kabeláţe by bylo mnohem nákladnější neţ vzduchové vedení přes průchod do dílny. 
Pouţity budou speciální venkovní lišty, které splňují ochranu před veškerými vlivy 
počasí. 
 Kabelové vedení do místnosti vstoupí průrazem pod stropem v jihozápadním 
rohu místnosti. Přes koncový prvek T70EE a ţlab TB70 bude svedeno do výšky 
okenního parapetu (70cm) a v lištovém ţlabu téhoţ typu dále pokračovat na západní 
stranu místnosti. Zde přes koleno T70IC na přední straně parapetu povede aţ k jiţní 
stěně místnosti, kde bude ukončeno prvkem T70EC. V této místnosti budou situovány 3 
zásuvky a kaţdá z nich bude osazena třemi moduly. Dvě zásuvky budou vsazeny do 
ţlabu umístěného na okenním parapetu, 60 cm od jiţní, resp. severní zdi. Další zásuvka 
bude kousek dál směrem k jiţní zdi, vzdálená 1 m od okenního parapetu a to samé 
poslední zásuvka v horizontálním směru. V místě, kde se severní stěna místnosti 
setkává se stěnou skladu, bude průraz, kam bude pokračovat přímo z instalovaného 






 Na severovýchodní straně bude stěnou proraţen poslední kabel kvůli VoIP 
telefonu. Ten bude lištou veden z vrchní části stropu na úroveň 120 cm od podlahy, kde 
bude zakončen jedno – portovým typem zásuvky. 
 
4.3 Rozvržení síťových komponentů a jejich uspořádání  
 
 Metodicky by se mělo postupovat podle vyuţitých vrstev modelu ISO/OSI, 
uzavřít jednu vrstvu a přejít na vrstvu následující. 
  
4.3.1 Výběr datového rozvaděče (racku) 
 
  Výběr racku je poněkud sloţitější a velmi důleţitý. Vzhledem k faktu, ţe 
konečnou instalaci bude realizovat najatá externí firma, není zcela moţné, abych navrhl 
konkrétní typ racku předem. Kaţdá firma realizující instalace má smluvně dáno, jaký 
typ komponentů můţe vyuţít a má také svá oblíbená a zavedená řešení. Volba 
konkrétního racku tedy zůstává v její kompetenci. 
Proto bych zhodnotil spíše obecné poţadavky na rozvaděč. Jako optimální výšku 
racku bych doporučil 19“ a pevnou kovovou konstrukci. S dalšími rozměry by 
vzhledem k umístění racku v chodbě firmy JOSA-KOVO s.r.o. neměl být závaţnější 
problém, prostoru je dostatek. Další důleţitou podmínkou je maximální zatíţení, 
kvalitní ventilace spolu s prachovým filtrem. Samozřejmostí by mělo být uzemnění a 
moţnost uzamknout rack proti neoprávněným zásahům. V neposlední řadě bych zmínil 
univerzální přívod kabelů (nahoře, dole), velikost otevíracího prostoru a stabilizaci.  
 
Abych mohl dokončit celý návrh infrastruktury, rozhodl jsem se čistě na ukázku 
doporučit datový rozvaděč, který by dle mého názoru splňoval všechny uvedené nároky.  
  
Název NetShelter SX 42U 
Výška 42U 
Ventilace přední, zadní dveře 




Proti prachu běžný filtr 
Uzemnění Ano 
Váha 138,78kg 




Otevírací prostor Poloviční dvířka 





  Půlené zadní dveře 
Záruka 5 let 
Cena s DPH 20,530.64 Kč 
 
Tab. 10: Parametry vybraného racku, zdroj: vlastní 
  
Jako vhodný rack jsem dle kritérií vybral produkt od firmy APC s názvem 
NetShelter VS. Dále jsem se ještě rozhodl navrhnout k racku koupi tenkého 15“ LCD 
monitoru s klávesnicí a touchpadem v jednom, zabírající pouze 1U.  
 
Prvky datového rozvaděče (racku) 
Pro potřebu dokončení návrhu jsem se rozhodl doporučit i prvky datového 
rozvaděče. V praxi se o to postará profesionální instalační firma. 
Většina kabelů povede do switchů přes patch panely, čili nebudou potřebovat 
koncovku RJ-45. Vybral jsem jeden patch panel s 24 porty do 19“ racku za celkovou 
cenu 2,038.00 Kč. 
Díky patch panelu budou patch kabely alespoň základně organizované a do 24 
portového switche povedou patch kabely v různých barevných provedeních. Celkový 
počet patch kabelů bude 10 s cenou 1,706.00 Kč. 
Vyvazovací panel bude pouţit pro stáhnutí patch kabelů a pro větší přehlednost 
a organizaci kabelů, aby zbytečně nepřekáţely tam, kde nemají. Vyuţiji dva vyvazovací 
panely s 5 plastovými úchytkami. 
Aktivní prvky na budově firmy budou umístěny v nástěnném racku od firmy 
Conteg z důvodu ochrany před poškozením a prachem. Velikost racku je 16U a má 
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uzamykatelné dveře. Maximální zatíţení je 40 kg, coţ bohatě postačuje uvedenému 
návrhu. 
 
Obr. 7: Navržený datový rozvaděč a LCD panel, zdroj: www.apc.com 
 
4.3.2  Výběr serveru 
 
 Pro výběr serveru jsem zvolil 3 renomované značky (Fujitsu-Siemens, 
Dell a HP) mezi nimiţ jsem nejprve viděl jako favorita server od firmy DELL, jelikoţ 
se jedná o velmi renomovanou značku. Nakonec jsem však po pozornějším zváţení a 
počítání došel ke zcela jinému výsledku. Níţe uvádím parametry vybraných zařízení. 
Pro výběr jsem zvolil metodu váţených průměrů (důleţitost parametrů vzestupně od 1 
do 10). 
Název FS RX300 S2 
DELL PowerEdge 
2950 
HP ProLiant DL360 
G5 
Typ 2U 1U 1U 
Procesor 
Intel® Dual-Core 
Xeon® 3.2GHz, 2MB, 
667MHz 
Intel® Dual-Core 
Xeon® 3 GHz, 4MB, 
667MHz FSB 
Intel® Dual-Core 
Xeon® 3.2GHz, 4MB, 
1066MHz FSB 
Pamět 2GB DDR PC2-3200, 
667Mhz 
4x1GB DDR2 SDRAM 
533MHz 
2x 1GB PC2-5300, 
667Mhz 
Floppy disk FDD - - 
CD/DVD DVDRW DL 24X CDRW/DVD 





disk 2x36GB 15.000 rpm, 
hot plug, 1" 
2x 36GB, SAS, 
15.000rpm 2x36GB 10.000 rpm, 
hot plug, 2.5" 
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Disk dat 4x146GB hot plug, 
10.000 rpm, 1" 
4x146GB, SAS, 10.000 
rpm 4x146GB, hot plug, 
15.000 rpm, 2.5" 
Zapojení 
HDD System RAID 0, Data RAID 5 
Diskový řadič ZeroChannel RAID 
128MB BBU 
PERC 5/i, x6 




10/100/1000 2x Broadcom® Gigabit 
Ethernet 
2 Embedded NC373i 
Zdroj 
Redundantní 650W 
zdroj Non-Redundant 750W 
Power Supply 
HP 1u Server 700W 
HP Power Supply 
Větrání Redundantní - HP Redundant Fans 
Záruka Doživotní záruka 3 roky 24/7 3 roky 24/7 
Servis On site 5x10 HW-Only, 5x10 
NBD Onsite 
HP Care Pack, 3yrs, 
4hrs, 24x7, HW 
Ostatní 
Rack kit, ServerView, 
myš 
Dell Open Manage 
Factory Install & CD 
Integrated Lights Out 2 
(iLO 2) 
Cena s DPH 34,184.00 Kč 36,808.80 Kč 34,571.50 Kč 
  
  Tab. 3: Parametry vybraných serverů, zdroj: vlastní 
 
Metoda vážených kritérií pro server 
Pro metodu váţených kritérií jsem si zvolil rozlišení serverů dle různých druhů 
kritérií. Mezi nejdůleţitější kritéria jsem vybral cenu, výkon, kapacitu, rychlosti pamětí 
a sběrnice, podporu a servis, rychlost procesoru a velikost operační paměti. Jako další 
jiţ méně závaţná kritéria jsem zvolil rozšiřitelnost, reputaci značky, externí média a 





a FS   
DEL
L   HP   











Cena 1 7 7 8 8 7 7 
Výkon 2 8 16 6 12 8 16 
Kapacita 0.5 9 4.5 9 4.5 9 4.5 
Rozšiřitelnost 0.4 6 2.4 5 2 7 2.8 
Podpora & servis 0.5 3 1.5 8 4 9 4.5 
Reputace 0.2 5 1 8 1.6 9 1.8 
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Operační paměť 1.7 8 13.6 10 17 9 15.3 
Rychlost 
procesoru 1 8 8 8 8 8 8 
Rychlost sběrnice 0.8 7 5.6 7 5.6 9 7.2 
Rychlost pamětí 1.3 8 10.4 7 9.1 8 10.4 
Externí médium 0.3 9 2.7 7 2.1 8 2.4 
Sleva 0.2 8 1.6 2 0.4 2 0.4 
Počet slotů racku 0.1 8 0.8 10 1 10 1 
 Celkové 
hodnocení    75.1   75.3   81.3 
 
 Tab. 4: Bodové hodnocení serverů, zdroj: vlastní 
 
Závěr výběru serveru 
Metodou váţených kritérií jsem došel k závěru, ţe jednoznačně nejvíce se 
vyplatí server od společnosti Hewlet-Packard ProLiant 360 G5, který nabídne jak 
vysoký výkon, dostatečný diskový prostor se zabezpečením dat, ale také velmi kvalitní 
záruku a servis. U serveru DELL mě sice zaujala sleva cca 10 tisíc korun za uvedený 
model, avšak server nedisponoval příliš rychlými paměťovými moduly a frekvencí 
sběrnice FSB. Server značky Fujitsu-Siemens u mě nemá takovou reputaci, i kdyţ 
nabízí skoro stejný výkon jako server HP. U serveru HP mě přesvědčil hlavně dobrý 
servis, záruka a také funkce ILO2 Management, který umoţňuje velice profesionální 
dálkovou správu serveru. 
 
Požadavky na operační systém serveru 
Operační systém nasazený ve firmě by měl splňovat alespoň základní poţadavky 
nabízených sluţeb. Mezi nejdůleţitější sluţby patří určitě dostupnost uţivatelských dat 
a přístup k souborovým systémům, přístup k celosvětové síti Internet, zabezpečení 
elektronické pošty pro uţivatele, správu webového serveru, jednoduchou administraci 












Active Directory je částí systému, která se stará o centralizovanou správu 
uţivatelských přístupových hesel. Administrátoři tak mají moţnost přidávat uţivatele 
pro sluţbu Active Directory a nastavovat jednotlivá omezení pro tyto účty.  
 
Souborové a tiskové služby 
Největší poţadavky spočívají na rychlém, zaručeném a bezpečném přístupu 
k datům. Souborový systém Windows Server 2003 podporuje kontrolu poškození dat na 
disku, snadné indexování síťových dokumentů pro lehčí a rychlejší vyhledávání, jiţ 
zmíněné šifrování dat, moţnost přesměrování uţivatelské sloţky s dokumenty, stínování 
dat, snadný přístup k starším verzím dokumentů. 
Tiskové sluţby naopak umoţňují pouţívání tiskových serverů, větší bezpečnost 
a zpracovatelnost tiskových operací a také moţnost sdílení síťových tiskáren. 
 
Bezpečnostní certifikáty 
Bezpečnostní certifikační systém obsaţený v systému Windows Server 2003 
umoţňuje naplánovat a rozesílat certifikáty uţivatelům. V okamţik kdy certifikát 
vyprší, mohou být znovu obnoveny, nebo si vyţádat znovu ověření uţivatelovy identity. 
 
Šifrovaný souborový systém (EFS – Encrypting File System) 
Umoţňuje šifrování dat přímo na disku, v případě Windows se tak můţe jednat o 
diskový oddíl NTFS a data jsou tak zabezpečena pomocí šifrovaného klíče. Pokud by 
byl disk vyjmut ze serveru, stále jsou data pod ochranou tohoto klíče a nehrozí tak 
odcizení informací. Nároky na uţivatelskou znalost šifrování jsou přitom minimální. 
Stačí zvolit z nabídky Vlastností zašifrování daného souboru dle zvoleného klíče a vše 
se provede automaticky. 
 
Internet Protocol Security (IPSec) 
Tato sluţba spočívá v šifrování a podepisování dat při jejich přenosu sítí. Tím 
zaručuje, ţe data nemohou být čtena, nebo změněna kýmkoliv na jejich cestě z jednoho 
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konce sítě na druhý. IPSec můţe být pouţita také k zabezpečení VPN připojení přes 
celosvětovou síť Internet. Bezpečnost se přitom dá nastavit pro určité protokoly, 
kterými spolu komunikují server a klient. Servery také mohou odmítnout jakoukoliv 
jinou komunikaci neţ komunikaci se zabezpečeným kanálem a sníţit tak moţnost 
nakaţení viry. 
 
Provozování síťových aplikací 
 
Email 
O elektronickou poštu se postará Outlook Express vyuţívající sluţby Microsoft 
Exchange Server 2003. Elektronická pošta tak můţe být dostupná jak protokolem 
POP3, tak IMAP4 a neomezuje se pouze na pouţití aplikace Outlook Express. Je zde 
také moţnost přístupu přes internetové rozhraní a emailový server také obsahuje 
poměrně pokročilý anti-spamový systém nazvaný Exchange 2003 Anti-Spam Filtering. 
 
Databáze 
Dalším neméně důleţitou sluţbou je SQL databáze provozovaná na Microsoft 
SQL Server 2005. Databáze tak můţe spojovat dohromady zcela nehomogenní prvky IT 
ekosystému a maximalizovat tak úroveň pokrytí sluţeb. Jako největší přínos pro SQL 
databáze pak nabízí MS SQL Server 2005 zrcadlení databází, coţ ještě zvyšuje 




DNS (Domain Name System) 
O převod IP adres na „jednodušší“ tvary známé jako www adresy se bude starat 
sluţba DNS Server obsaţená ve Windows Server 2003. Je také moţné vyuţívat sluţby 
WINS neboli Windows Internet Name Service, umoţňující získávat zdroje 
internetových adres z DNS serverů přístupných Internetovým providerem (ISP). 
S rozvojem Internetu však dochází k zavádění a pouţívání vlastních DNS serverů a tak 
ani při tomto projektu nezůstanou pozadu. DNS server tak bude provozován na 
centrálním serveru a jeho sluţeb budou vyuţívat veškeré klientské počítače. 
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DHCP (Dynamic Host Configuration Protocol) 
O centrální přidělování IP adres se bude starat DHCP server a tím dojde 
k automatickému přidělování IP adres pro veškeré počítače v síti. Bude tak moţné 
v případě potřeby jednoduše rozšířit síť o další koncová zařízení. 
 
Výběr produktu 
Operační systém Windows Server 2003 bude nabízet veškeré potřebné sluţby 
s dostupnou bezpečností a výkonností. Zároveň jeho cena pro menší firemní sféru nabízí 
ojedinělou moţnost ušetřit a tak jsem se rozhodl pro skloubení dobré ceny a celkové 
komplexnosti systému. Myslím, ţe toto řešení je pro potřeby společnosti JOSA-KOVO 
s.r.o. plně dostačující, do jisté míry překonává její současné potřeby. 
 
4.3.3 Výběr síťové karty 
 
 Důleţitým kritériem pro volbu síťové karty je stáří pouţívaných 
počítačů. Pokud se zadavatelská firma rozhodne pro nákup zcela nových počítačů 
v rámci zavedení nové infrastruktury, dá se očekávat, ţe nové stroje uţ budou vybaveny 
síťovou kartou na svém motherboardu. V tomto případě by tedy externí nákup karet 
postrádal smysl. Momentálně se zadavatel spíše přiklání k vyuţití starších strojů, proto 
jsem se rozhodl navrhnout moţné řešení síťových karet. 
Pro výběr síťové karty jsem měl několik kritérií. Důleţitá byla jak rychlost 
síťové karty, tak pořizovací cena, ale také podpora operačních systémů a další funkce, 
mezi které patří Wake-On-Lan či bootování ze sítě. Domnívám se, ţe v dnešní době se 
dá pořídit poměrně solidní síťová karta za velmi levnou cenu. Proto zde nebudu 
porovnávat jednotlivé karty, které mají téměř stejné funkce, jejich cena se liší v řádech 
desítek korun. Pro porovnání výkonnosti a škály funkcí jsem zvolil ze dvou karet, kde 
jedna se pouţívá v běţných uţivatelských počítačích a druhá se komponuje do 
serverových systémů. 
Zvolil jsem ze dvou poměrně známých značek - Edimax (pro klientský systém) a 
Intel (pro serverový systém). Karty se liší převáţně sběrnicí zapojení, kdy serverové 
systémy vyuţívají dnes jiţ velmi populární rozhraní PCI-Express nabízející vyšší 
datovou propustnost. Obě karty samozřejmě obsahují konektor RJ-45 pro moţnost 
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připojení k síti Ethernet a obě karty mají funkce Wake-On-Lan a Boot-ROM, 
umoţňující probuzení počítače či spuštění počítače ze vzdáleného místa. Standardy 
podporované oběma variantami jsou následující: IEEE 802.3, 100BASE-T, IEEE 
802.3u, 1000BASE-TX. 
Karta Intel PRO určená serverům se však liší v pouţité síťové architektuře a to 
pouţitím GigabitEthernet. Tato architektura zajišťuje dosahování rychlostí aţ 1Gbit/s 
v reţimu half-duplex a 2Gbit/s v reţimu full-duplex, čímţ lehce překonává standardní 
rychlosti klientských karet.  
Dále také obsahuje následující protokoly pro správu a management sítí: Wired 
for Management Baseline ver. 2.0, Simple Network Management Protocol, Desktop 
Management Interface ver. 2.0, Preboot Execution Environment ver. 2. Díky 
podporovaným standardům je moţné připojit virtuální sítě, spravovat automaticky lepší 
propustnost sítě a tok dat, a dosahovat tak lepších výsledků komunikace mezi 
jednotlivými servery a klientskými počítači. 
Jak je vidět určité rozdíly mezi jednotlivými síťovými kartami existují a je vidět, 
ţe pro nákup síťových karet do serverů se určitě nevyplatí šetřit. Karty pak nabízejí 
lepší funkce a hlavně lepší hospodaření s tokem dat a kvalitou přenosu z jednoho místa 
na druhé. Na druhou stranu se domnívám, ţe pro koncové stanice se nevyplatí kupovat 
drahé karty, kdyţ jsou dnes jejich ceny na úrovni 150.00 Kč. Tak se dají pořídit 
poměrně kvalitní karty obsahující alespoň základní důleţité funkce. 
 
Název Edimax EN-9130TXL Intel Pro 
Použití Klient Server 
Sběrnice PCI PCI-Express 
Počet 
vstupů/výstupů 1 2 
Typ konektoru RJ-45 RJ-45 
Max. rychlost 1000 Mbit/s 1000 Mbit/s 
Podporované 
rychlosti 10/100/1000 Mbit/s 10/100/1000 Mbit/s 
OS 
Microsoft Windows 95 / 
98 / ME / NT / 2000 / XP, 
Nowell NetWare 2.x / 3. x 
/ 4.x / 5.x, SCO Unix, 
Linux 
Windows 2003 Server, Windows 
2000, Red Hat Linux 6.0, 7.0 a 
novější FreeBSD, Novell NetWare 




IEEE 802.3 100BASE-T, 
IEEE 802.3u 1000BASE-
TX 
IEEE 802.3ad, IEEE 802.1Q, IEEE 




Wake-On-Lan Ano Ano 





WfM Baseline 2.0, Load Balancing, 
ACPI, SNMP, DMI 2.0, PXE 2.0, 
AFT, SFT, TCP/IP 
Cena 145,50 Kč 155 Kč 
 
Tab. 5: Parametry vybraných síťových karet, zdroj: vlastní 
 
Závěr výběru síťové karty 
Jak jiţ jsem se zmínil, dbal jsem jak na vyuţitelnost síťové karty, tak na její 
cenu. Jelikoţ se ve firmě bude vyskytovat maximálně 20 koncových uţivatelských 
stanic, byla volba ceny také kritickým místem výběru. Domnívám se, ţe síťová karta 
Edimax EN-9130TXL bude naprosto dostačovat potřebám uţivatelů a umoţní optimální 
propustnost toků dat. Karta podporuje nejnovější funkce, jakými jsou Wake-On-Lan a 
Boot-ROM, které usnadní vzdálené manipulace s klientskými počítači.  
Síťová karta Edimax také podporuje více operačních systému, neţ pouze 
Windows. To umoţňuje v případě potřeby instalovat i jinou platformu, neţ nabízí 
operační systém od Microsoftu. 
 
4.3.4 Výběr zálohovacího zdroje 
 
 Mezi firmy nabízející zálohovací zdroje nemohla chybět společnost APS, 
asi nejznámější výrobce zálohovacích zdrojů. Také jsem původně zamýšlel dát do 
sestavy UPS zdroj od firmy HP, ale nakonec jsem dospěl k názoru, ţe díky prověřené 
kvalitě, technickým parametrům a v neposlední řadě ceně, bude zásadně lepší zvolit 
firmu APS. Pro výpočet doby běhu s plným zatíţením jsem pouţil následující vzorec, 
kdy počet Voltampérů = 1.4 x výkon P. Čili při výkonu serveru 700W bude VA rovno 
1050. Coţ je dle specifikace 2.1x méně neţ je kapacita zálohovacího zařízení. Proto 







Název APC Smart-UPS Rack-mount 2200I 
Výška pozice 2U 
Vstup 
Nominální napětí 230V 
Frekvence 50/ 60 Hz +/- 3 Hz (autodetekce) 
Napěťový rozsah pro 
hlavní provoz 160 - 286 V   
Napěťový regulovatelný 
rozsah pro hlavní provoz 151 - 302 V 
Výstup 
Kapacita 1980 W/ 2200 VA   
Nominální napětí 230V 
Napěťové zkreslení <5% při plném zatížení 
Frekvence 
47 - 53 Hz pro 50 Hz nominální, 57 - 63 Hz pro 60 Hz 
nominální   
Koeficient amplitudy až 5:1 
Typ napětí sinusové 
Komunikační rozhraní DB-9 RS-232, SmartSlot, USB 
Přívodní konektor IEC-320 C20, Schuko CEE 7 / EU1-16P, British BS1363A 
Výstupní konektor 8 x IEC 320 C13, 1x IEC 320 C19, 3 x IEC Jumper 
Baterie 
Doba nabíjení cca 3 hodiny 
Zálohovací doba s 
polovičním zatížením 15,7 minut (990W) 
Zálohovací doba s plným 
zatížením 5,2 minut (1980 W) 
Typ olověné bezúdržbové akumulátory uživatelem vyměnitelné 
za provozu (RBC23) 
Další zvukový alarm signalizující vybití baterie 
Hmotnost 43,64 kg   
Cena s DPH 20 016,80 Kč 
  
Tab. 6: Parametry zálohovacího zdroje, zdroj: vlastní 
 
Důvody výběru zálohovacího zdroje 
Jelikoţ firma APC je opravdu profesionálem v této oblasti, výběr záloţního 
zdroje u této firmy byl skoro samozřejmostí. Jak jiţ jsem psal, zvaţoval jsem ještě 
variantu od firmy HP, ale jejich záloţní zdroj u mě neobstál. Proto do své sestavy můţu 
zařadit tento zdroj, který by měl vzhledem k zátěţi mého serveru vydrţet běţet zhruba 
10 minut při plné zátěţi, coţ je dostatečná doba na zálohování dat a bezpečné vypnutí 
samotného serveru. Zvolil jsem raději zálohovací zdroj přizpůsobený pro 2x vyšší zátěţ, 
neţ vykazuje můj server, avšak do budoucna se to určitě vyplatí v případě, ţe bych chtěl 
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rozšířit konfiguraci. Také se tento fakt projeví v téměř dvojnásobné výdrţi baterie při 
běţném výpadku proudu. 
 
Obr. 6: Vybraný zálohovací zdroj velikosti 2U, zdroj: www.apc.com 
 
4.3.5 Výběr aktivních prvků sítě 
 
Centrální switch 
Centrální switch bude obsahovat 8 portů a bude na něj vyveden kabel z 24 
portového switche, do kterého budou zapojeny veškeré počítače a tiskárny. Dále pak 
bude připojen router, který se bude starat o směrování sítí a také server. Součástí je i 
rozvětvení internetového připojení v podkroví, kvůli budoucímu vyuţití těchto prostor. 
 
OvisLink Ether-GSH8TW 8port 10/100/1000Mbps 
Specifikace: 8x RJ-45 (10/100/1000 Mbit/s) 
Podporované rychlosti: 10/100/1000 Mbit/s 
Podporované specifikace LAN: IEEE 802.3 10Base-T, 
IEEE 802.3u 100Base-TX, IEEE 802.3ab 1000BASE-T 
Auto MDI/MDI-X: ano 
Velikost tabulky MAC adres: 4K 
Full Duplex: IEEE 802.3x full-duplex 
Management: Web, Ethernet Management 
Provedení: 13" rack 
Režimy LED diod: Power, Link/ACT, 10/100/1000 
Mbit/s 
Rozměry [mm]: 152 x 252 x 44 
Váha [kg]: 1.3 
Napájení [V]: 90-260 VAC, 50/60Hz 
Další parametry: VLAN, trunking, broad storm control, 
priorita portů, port mirroring, statistika přenosů dat, 
Firmware update 
Cena s DPH 1,640.00 Kč 
 




Switche ASUS v provedení se 24 porty budou slouţit k zapojení převáţně 
koncových stanic a následnému propojení do interní sítě firmy. V budově firmy budou 
kabely zapojeny přímo do switche bez nutnosti pouţití patch panelu a patch kabelů. 
Navrhuji zakoupení uvedeného switche se 24 porty v počtu 1 ks. 
 
Switch ASUS 48x/24x 10 / 100 +2RJ45 / SFP Giga, L2 managed 
GigaX2048 
24 10/100 Mbps auto MDI/MDIX portů s automatickým vyjednáváním 
Dva SFP sloty pro 1000BASE-SX nebo 1000BASE-LX moduly  
Metoda přepínání Store-and-forward  
Rychlost média bez blokace na všech portech s rychlostí předávání 
paketů 10.1 Mpps  
Podpora tabulek MAC adres s 8000 záznamy  
Spanning Tree Protocol pro spolehlivou komunikaci  
Podpora QoS založená na pravidlech s dvěmi úrovněmi priorit . 
Podpora VLAN s až 256 skupinami portů . 
IGMP multicast filtrování a snooping  




Rozměry: 40 x 40x 20 mm 
Napětí a proud: 0.13A 
Rychlost: 8200 RPM 
Možnost výměny při poruše 
ASUS redundantní napájecí zdroj GXRPS168 
Vstup: 100-240V AC / 2.5A 50-60 Hz 
Výstup: 12V DC / 12.5A 
LED: Zelený/žlutý LED indikátor 
Cena s DPH 10,823.00 Kč  
 
Tab. 8: Parametry spojujícího switche, zdroj: vlastní 
 
Router 
Router bude připojen přímo na hlavní switch a bude tak ovládat 
směrování toku dat v celé síti. Pro tyto účely jsem se rozhodl navrhnout koupi 







OvisLink RS-2000 VPN router / firewall / hi-end 
bandwidth 
Procesor Intel IXP-425, 400MHz 
Pamět 16MB Flash, 64MB SDRAM 
Porty 1xWAN 10/100 RJ45, 1xLAN 10/100 RJ45, Auto MDI/MDI-X 
QoS funkce 
kontrola šíky pásma upstream I downstream, definování 
garantované a max. šířky pásma, přidělování šířky pásma pro 
určitou IP adresu nebo aplikaci, možnost nastavení až 100 
pravidel 
VPN Ipsec Server200 tunelů, PPTP server 100 tunelů, PPTP klent 
100 připojení, DES, 3DES, AES 128.168.192 šifrování 
Ověřování lokální uživatelské jméno a heslo, až 200 pravidel 
Konfigurace 
webový prohlížeč, SNMP managemnet, DDNS, routovací 
tabulka, hostname tabulka 
Podporované 
protokoly 
TCP/IP, NAT, ARP, ICMP, DHCP client/server, PPPoE, PPP, 
PAP, CHAP, NTP, HTTP, TFTP, POP3 
Rozhraní WAN 
podporuje 
PPPoE, pevnou IP adresu, DHCP, PPTP, 100Mbps NAT 
LAN podporuje 
DHCP s dvěma WINS servery, transparentní mód, NAT mód, 
vícenásobný subnet 
IP grouping definování LAN nebo WAN skupiny pro využití pravidel 
Plánování 
definování dne v týdnu, hodiny startu/konce, až 20 typů 
plánování 
Blokování 




sledování příchozí a odchozí komunikace, SPI, prevence útoků 
DoS, PI, SYN, ICMP, UDP, filtrování IP adres, skenování 
portů, Hacker & Blaster poplach 
Statistiky notifikace mailem, syslog, report přístupů, hlásič událostí 
Filtrování 
obsahu JavaScript 
Cena s DPH 4,097.00 Kč 
  
Tab. 9: Zvolený router a jeho parametry 
 
Wi-Fi Access point 
 Díky Wi-Fi přístupovému bodu bude moţné pokrýt alespoň částečně chodby 
v přední části objektu (101 a 105) a podkroví 201 a nabídnout tak moţnost připojení 
přenosných počítačů. Celkově se bude jednat o 1 vysílač Linksys WRT54GR (Wireless-
G Router, RangeBooster) s rychlostí komunikace 100Mbit/s od vysílače ke switchi a aţ 
54Mbit/s pro koncové zařízení. Umístěný bude na podkroví. Zapojení do lokální sítě 
bude realizováno standardním kabelem UTP Cat 5e, do switche na prvním patře. 
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4.4 Periferní prvky sítě 
 
 Rozhodl jsem se také navrhnout zakoupení dvou druhů tiskáren. Obě obsahují 
tiskový server, čili nebude problém s jejich zapojením do lokální sítě. První z nich, HP 
LaserJet 2420n, je laserovou tiskárnou. Druhé zařízení HP LaserJet M5025 je jak 
tiskárnou, tak kopírkou, skenerem a faxem. 
HP LaserJet 2420 bude umístěna v kaţdé ze tří kanceláří, bude slouţit především 
zaměstnancům k tisku standardních dokumentů. 
Všestranná tiskárna HP LaserJet M5025 bude umístěná pouze v kanceláři 112 a bude 
slouţit především k tištění větších a nákladnějších verzí tisku (speciální výkresová 
dokumentace, projektový tisk pro zákazníka). 
 
Obr. 8: Navrhované síťové tiskárny, zdroj: www.hp.cz 
  
4.5 Internetová telefonie VoIP 
 
 Jelikoţ pracovníci firmy potřebují vyuţívat telefonní komunikace (hlavně mezi 
kanceláří 111 a hlavní dílnou), je také nezbytné zakoupit do firmy telefonní aparáty, 
které podporují VoIP telefonii, a nabídnout tak moţnost vnitřní, ale i vnější 
komunikace. Pro toto řešení jsem se rozhodl z důvodu výhledu do budoucna a také 




4.5.1 Telefonní přístroje 
 
Nejprve jsem zvaţoval zakoupení jak VoIP telefonních přístrojů, tak obyčejných 
analogových telefonů, avšak propojení analogových přístrojů do sítě by si vyţadovalo 
další náklady na adaptéry a cena by vyšla o nepatrně méně, neţ kdyby došlo ke koupi 
pouze VoIP telefonů. Proto tedy navrhuji zakoupit celkový počet 5 VoIP telefonů pro 
moţnost komunikace mezi hlavní dílnou a kancelářemi. Zvolený přístroj uvádím níţe. 
 
Model  Interbell IB-302 SIP, IAX2, H.323 
 
- Podpora protokolů SIP, IAX2, H.323 a MGCP 
- 2x 10/100 T-Ethernet port 
- Vícejazyčná podpora (včetně češtiny) 
- Zobrazení čísla volajícího 
- Přesměrování hovoru, hlasité telefonování (handsfree) 
- DHCP, statická IP adresa, UDP/NAT (STUN), NAT, PPPoE, DNS, NTS 








Obr. 9: Telefonní přístroj pro VoIP, zdroj: www.daktela.cz 
 
 Jelikoţ veškerá telefonie bude realizována VoIP telefonními přístroji, navrhoval 
bych pouţití kabeláţe BaseT Ethernet kabel od firmy Belden. V tomto případě bude 
potřeba celkem 140 m kabeláţe. Zásuvky budou jednoportové v počtu 5 ks od firmy 
Panduit. 
 
  Firma JOSA-KOVO s.r.o. se rozhodla vyuţít jako poskytovatele sluţeb 
telefonie místního dodavatele Daktela s.r.o. Ten se postará o zprovoznění a nastavení 
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telefonní ústředny, která se nachází v objektu. Vzhledem k navrţeným telefonním 
aparátům se jedná o ústřednu podporující komunikační protokol SIP. 
Firemní ústředna bude spojena s běţnou telefonní sítí a bude tak nabízet 
moţnost volání do místních, národních, mobilních i mezinárodních pevných linek a 
mobilních sítí.  
Pro uvedení alespoň nejpouţívanějších volání zde uvádím cenu pro volání do 
pevných linek v ČR – 0.83 Kč/min a na všechny mobilní sítě v ČR – 4.19 Kč/min. 
Volání ve vlastní síti Daktela je zdarma. 
 
4.6 Nákladová kalkulace navrhovaných řešení 
 
 Na základě mnou navrţených řešení jsem sestavil finanční kalkulaci nákladů 
tohoto projektu. Cena datového rozvaděče se můţe lišit, firma realizující jeho přesný 
výběr a instalaci můţe zvolit zcela jiný typ. Mnou uvedený typ je součástí mého 
doporučení pro realizaci a slouţí k doplnění nákladových poloţek. 
 
Typ Název ks Cena za kus Celkem bez DPH 
Server - HW HP ProLiant DL360 G5 1 34,184.00 Kč 34,184.00 Kč 
Server - rack NetShelter SX 1 15,656.00 Kč 15,656.00 Kč 
Server - periferie LCD 15" tenký 1U 1 11,176.00 Kč 11,176.00 Kč 
Server - periferie APC Smart-UPS 1 15,224.20 Kč 15,224.20 Kč 
Síťové karty Edimax EN-9130TXL 10/100 11 122.30 Kč 1,345.30 Kč 
Aktivní prvek Router OvisLink RS-2000 1 4,097.00 Kč 4,097.00 Kč 
Aktivní prvek Switch OvisLink 8portů, Gigabit 1 1,640.00 Kč 1,640.00 Kč 
Aktivní prvek Wi-Fi access point 1 1,053.00 Kč 1,053.00 Kč 
Strukturovaná kabeláţ Rack Conteg 16U 1 3,935.30 Kč 3,935.30 Kč 
Strukturovaná kabeláţ Kabel UTP Cat5e  1 2,500.00 Kč 2,500.00 Kč 
Strukturovaná kabeláţ Koncovka RJ-45 20 2.00 Kč 40.00 Kč 
Strukturovaná kabeláţ Kabel SC-duplex, koncovky 20 65.30 Kč 1,306.00 Kč 
Strukturovaná kabeláţ Patch panel 1 2,519.00 Kč 2,519.00 Kč 
Strukturovaná kabeláţ Patch kabel, barva, 1m 32 20.50 Kč 656.00 Kč 
Strukturovaná kabeláţ Vyvazovací panel 1 242.00 Kč 242.00 Kč 
Strukturovaná kabeláţ Zásuvka nad omítku 1port 20 65.00 Kč 1,300.00 Kč 
Strukturovaná kabeláţ Zásuvka nad omítku 2 porty 20 89.00 Kč 1,780.00 Kč 
Strukturovaná kabeláţ Lišta 30/25mm, 2 metry 235 35.30 Kč 8,295.50 Kč 
Strukturovaná kabeláţ T-kus pro lištu 30/25mm 40 5.70 Kč 228.00 Kč 
Strukturovaná kabeláţ Úhel vnitřní pro lištu 30/25mm 6 4.80 Kč 28.80 Kč 
Strukturovaná kabeláţ Krimpovací kleště RJ-45 1 355.80 Kč 355.80 Kč 
Tiskárna HP LaserJet 2420n 3 6,396.00 Kč 19,188.00 Kč 
Tiskárna HP LaserJet M5025 1 20,039.00 Kč 20,039.00 Kč 
Telefonie VoIP telefon Interbell IB-302 5 2,499.00 Kč 12,495.00 Kč 
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Telefonie Kabel UTP Cat5e 500m 1 12,500.00 Kč 12,500.00 Kč 
Telefonie Zásuvka nad omítku 1port 1 65.00 Kč 65.00 Kč 
Operační systém Windows Server 2003 EE 1 4,679.20 Kč 4,679.80 Kč 
Operační systém Win Server 2003 device licence 1 236.80 Kč 236.80 Kč 
    Celkem s DPH 176,783.30 Kč 
 
  Tab. 11: Nákladová kalkulace projektu, zdroj: vlastní 
 
K uvedené ceně komponentů je nutno pro úplnost ještě připočítat i cenu za 
provedení jednotlivých prací (úpravy, instalace, certifikace). Ta obvykle odpovídá 
polovině ceny navrhovaných komponentů. V tomto případě je to tedy 83 384,65 Kč. 

























Výstupem mé bakalářské práce je návrh nové komunikační infrastruktury pro 
zadavatelskou firmu. Při návrhu jsem respektoval poţadavky zadavatele a navrţená 
řešení jsou koncipována s výhledem do budoucna. Veškeré náměty i úpravy jsem 
konzultoval s vedením firmy JOSA-KOVO s.r.o. Dále jsem zohlednil i současné normy 
a předpisy v oblasti IT, celý návrh tak splňuje veškeré předepsané náleţitosti.  
 
 Celkový návrh by měl vyhovovat poţadavkům zadavatelské firmy a měl by být 
navrţen výhodně i z ekonomického hlediska. V návrhu jsem ponechal i určité rezervy 
pro případ, ţe by se firma rozhodla některá řešení drobně pozměnit nebo rozšířit podle 
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7 Seznam použitých zkratek 
 
ISO – International Standards Organization (mezinárodní standardizační 
organizace) 
 
 LAN – Local Area Network (lokální síť) 
 Rack – datový rozvaděč 
 
RJ-45 – Registered Jack (registrovaná koncovka typu 45) 
 
 RJ-11 – Registered Jack (registrovaná koncovka typu 11) 
 
 STP – Shielded Twisted Pair (stíněná kroucená dvojlinka) 
 
TO – Telecommunication Outlet (komunikační výstup) 
 
 „U“ – jednotka udávající výšku datových rozvaděčů (rack) 
 
UPS – zálohovací zdroj 
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A1 1 102 1 1 A102.a 9 A102.a 10,7 
A1 2   2 A102.b 9 A102.b 9,7 
A1 3     103         1 1 A103.c 9 A103.c 11,7 
A1 4   2 A103.d 11 A103.d 9,9 
A1 5     105        1 1 A105.a 11 A105.a 13,9 
A1 6   2 A105.b 11 A105.b 7,9 
A1 7     111 1 1 A111.c 11 A111.c 11,6 
A1 8   2 A111.d 11 A111.d 14,6 
A1 9     112          1 1 A112.a 11 A112.a 28,6 
A1 10   2 A112.b 11 A112.b 32,7 
A1 11   3 A112.c 11 A112.c 33,7 
 
    
 
Příloha č. 3 – Schéma zapojení patch panelu 
 
  







































































    
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
