






る．詳細は以下のようになる．初めに，P = (0, x1), Q = (x2, y2)となるように座標変換を行い，
楕円曲線の式を y2 = x3 + ax2 + bx+ cに変換する．すると，P +Qの x座標は (b− 2λy1)/x2 (λ
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Abstract This paper proposes a new formula for adding points on an elliptic curve given by
short Weierstrass form. In detail, we first make a coordinate conversion so that P = (0, x1), Q =
(x2, y2), and change equation of the elliptic curve to y2 = x3 + ax2 + bx + c. Then, the x
coordinate of P +Q is given by (b−2λy1)/x2, where λ is slope of the line through P and Q. The
fact can be derived due to the geometric definition of point addition. Applying the proposed
formula reduces the cost of adding point of about 20% on the system of mixed coordinate of
affine + projective = projective. However, it increases the cost of doubling point and then we




多項式 f(x, y)の係数がすべて Fの元)とする．
このときEの F有理点の集合 E(F)は
E(F) = {(x, y) ∈ F× F : f(x, y) = 0} ∪ {O}
と定義される．ここでOは無限遠点である．
楕円曲線の重要な性質に，P,Q ∈ E(F)に対








y2 = x3 + ax+ b (1)
で与えられる1場合は，点 P = (x1, y1), Q =
(x2, y2), P + Q = (x3, y3)に対して，x3, y3 を
x1, y1, x2, y2, a, bから得る公式がよく知られて
いる [12]．この公式は x1 6= x2の場合は加算公














By2 = x3 +Ax2 + x
や，Edwards曲線 [6]






e : G1 ×G2 → G3
が双線形性，
e(P1 + P2, Q) = e(P1, Q)e(P2, Q)








ような暗号プロトコルに IDベース暗号 [11, 2]，
タイムリリース暗号 [3]，属性ベース暗号 [8] 等
がある．
暗号プロトコルの実装では，Fp上楕円曲線E
に対して (G1, G2, G3) = (E(Fp), E(Fp),Fpk)，



























本稿は，楕円曲線 E0 : y2 = x3 + a0x2 +
b0x+ c0で与えられる Fp上楕円曲線に対して，
P = (0, y1), Q = (x2, y2) ∈ E0(Fp)に対する
2128ビットセキュリティに最適な kの値は 12である．
ランダムに pとEの係数を選ぶとほとんどの場合で k ≈ p
となる．
P +Q = (x3, y3)を計算する新しい加算公式を
幾何的定義から導く．(楕円曲線 E の x2 の係








P = (x1, y1) ∈ E(Fp)とする．すると，座標変
換 x → x + x1 を施せば，楕円曲線 E の式は









1. P とQを通る直線 Lを引く，(P = Qの場
合は，P でのEの接線を Lとする，)
2. Eと Lの第 3の交点を P ∗Qとする，
3. P ∗Qの x軸に対称な点を P +Qとする，
である (図 1)．
楕円曲線の点 P = (x1, y1), Q = (x2, y2)の座
標から P + Q = (x3, y3)の座標を求める公式
を加算公式 (x1 6= x2の場合)，または 2倍算公





円曲線とする．P = (x1, y1), Q = (x2, y2) ∈ E
に対して，P + Q = (x3, y3), P ∗ Q = (x3, y′3)










1.P と Q を通る直線
L を引く
2. 第 3 の交点を P ∗Q とする
3.P ∗Q の x 軸に対称な点を
P +Q とする
図 1: 点の加算 P +Qの幾何学的定義
なのでこれらの x座標は同じであり，y′3 = −y3
である．) P とQを通る直線を
L : y = λx+ ν























yを消去すると，λ2x2 +2λνx+ν2 = x3 +ax+b
となり，これを整理すると，
x3 − λ2x2 + (a− 2λν)x+ b− ν2 = 0 (4)
が得られる．すると，
3次方程式 (4)の根は x1, x2, x3
であり，2次の項に関する解と係数の関係から
x1 + x2 + x3 = λ2，つまり
x3 = λ2 − x1 − x2 (5)
が得られる．また，P ∗Q = (x3, y′3)は L上の
点なので，y′3−y1 = λ(x3−x1)が成り立ち，こ
れを計算すると y′3 = λ(x3 − x1) + y1 となる．
最後に y′3 = −y3であることから，
y3 = λ(x1 − x3)− y1 (6)
アルゴリズム 1 (バイナリ法)
入力: P ∈ E(Fp), n = (nt−1. . . n0)2
出力: nP
1. Q← O and i← t− 1
2. while i ≥ 0
3. Q← 2Q
4. if ni = 1 then Q← P +Q



























HW (n) · ADD + (t− 1) · DBL (7)




アルゴリズム 2 (耐 SPA攻撃)
入力: P ∈ E(Fp), n = (nt−1. . . n0)2
出力: nP
1. Q[0]← P
2. for i = t− 2 down to 0 do
3. Q[0]← 2Q[0]





















MC(A+ P = P ):
アフィン座標+射影座標=射影座標の
mixed coordinate









円曲線とする．任意の点 P = (x1, y1) ∈ Eのス
カラー倍を考える．アルゴリズム 1や 2では点
加算の一方の点 P は定点なので，P の x座標
を 0になるように座標変換して良い．座標変換
x→ x+ x1を施すと，Eの式は
E0 : y2 = x3 + a20 + b0x+ c0 (9)
の形になり，P の座標は (0, y1)となる．ここで，
a0 = 3x1,






E0に対する P = (0, y1), Q = (x2, y2) ∈ E(Fp)
から P +Q = (x3, y3)を計算する加算公式を考
える．P とQを通る直線 Lは (0, y1)を通るた




となる．Lの式を E0 の式 (9)に代入して y を
消去すると
λ2x2 + 2λy1x+ y21 = x
3 + a0x2 + b0x+ c0
となり，これを整理すると，
x3+(a0−λ2)x2+(b0−2λν)x+c0−y21 = 0 (10)
が得られる．従って，
3次方程式 (10)の根は 0, x2, x3
となる．ここで従来とは異なり，3次方程式 (10)
の 1次の項に関する解と係数の関係を考える．









0 + x2 + x3 = λ，つまり


























表 1: 加算公式 (ADD)と 2倍算公式 (DBL)の計算コスト
S = 0.8M S =M S = 0.8M S =MADD のコスト の場合 の場合 DBL のコスト の場合 の場合
アフィン座標系 2M+ S + I 2.8M+ I 3M+ I 2M+ 2S + I 3.6M+ I 4M+ I
従 射影座標系 12M+ 2S 13.6M (1.55) 14M (1.56) 7M+ 5S 11M (0.89) 12M (0.92)
来 Jacobian 座標系 12M+ 4S 15.2M (1.73) 16M (1.78) 4M+ 6S 8.8M (0.71) 10M (0.77)
公 MC(A+ P → P ) 9M+ 2S 10.6M (1.20) 11M (1.22) – – –
式 MC(A+ J → J) 8M+ 3S 10.4M (1.18) 11M (1.22) – – –


























換 x→ x−x1は，射影座標の点 [X,Y, Z] ∈ E0






楕円曲線E0 : y2 = x3+a0x+b0x+c0に対して，
アルゴリズム 3: (提案加算公式)
入力 P = (0, y1)(アフィン座標)
Q = [X2, Y2, Z2](射影座標)
出力 P +Q = (X3, Y3, Z3)(射影座標)
1. A← b0X2
2. B ← Y2 − y1Z2
3. C ← y1B
4. D ← A− 2C
5. E ← Z2D
6. F ← BE
7. G← X22
8. Z3 ← X2G
9. H ← y1Z3
10. Y3 ← F −H
11. X3 ← X2E
12. return [X3, Y3, Z3]










y3 = −λx3 − y1.
上記のアフィン座標系での加算公式を，MC(A+
P = P )系での公式にしアルゴリズム化すると，
アルゴリズム 3が得られる．アルゴリズム 3の
計算コストは 8M+ S である．
3.3 計算コストの比較
表 1は各座標系における従来加算/2倍算公式
の計算コストとMC(A + P = P )系における
表 2: アルゴリズム 1(バイナリ法)の計算コスト
HW (n) = 0.5t, HW (n) = 0.5t,
使用した公式と座標系 アルゴリズム 1の計算コスト S = 0.8M の場合 S =M の場合
従 射影座標系 (12HW (n) + 7t− 5)M+ (2HW (n) + 5t− 5)S + I (17.8t− 9)M+ I (19t− 10)M+ I
来 Jacobian 座標系 (12HW (n) + 4t− 1)M+ (4HW (n) + 6t− 5)S + I (16.4t− 5)M+ I (18t− 6)M+ I
公 MC(A+ P = P ) (9HW (n) + 7t− 5)M+ (2HW (n) + 5t− 5)S + I (16.3t− 9)M+ I (17.5t− 10)M+ I
式 MC(A+ J = J) (8HW (n) + 4t− 1)M+ (3HW (n) + 6t− 5)S + I (14t− 5)M+ I (15.5t− 6)M+ I
提案公式 (A+ P = P ) (10HW (n) + 7t− 5)M+ (HW (n) + 5t− 5)S + I (16.4t− 9)M+ I (17.5t− 10)M+ I
表 3: アルゴリズム 2(SPA攻撃対策)の計算コスト
使用した公式と座標系 アルゴリズム 2の計算コスト S = 0.8M の場合 S =M の場合
従 射影座標系 (19t− 17)M+ (7t− 7)S + I (24.6t− 22.6)M+ I (26t− 24)M+ I
来 Jacobian 座標系 (16t− 13)M+ (10t− 9)S + I (24t− 20.2)M+ I (26t− 22)M+ I
公 MC(A+ P = P ) (16t− 14)M+ (7t− 7)S + I (21.6t− 19.6)M+ I (23t− 21)M+ I
式 MC(A+ J = J) (12t− 9)M+ (9t− 8)S + I (19.2t− 15.4)M+ I (21t− 17)M+ I








2.2節と同様に，n = (nt−1. . . n0)2，HW (n) =
nのハミング重み，とする．
提案手法を使ってアルゴリズム 1 を実装す
る場合，E0 から E への変換が HW (n)回 (計
算コスト HW (n)M)，E から E0 への変換が
HW (n)回 (計算コストHW (n)M)が必要とな
る．従って，提案手法を使うときのアルゴリズ
ム 1の計算コストは
HW (n) · ADD + (t− 1) · DBL ((7)より)
+2HW (n) · M (座標変換)
+2M+ I (アフィン座標に戻す)
= (10HW (n) + 7t− 5)M
+(HW (n) + 5t− 5)S + I
となる．
提案手法を使ってアルゴリズム 2を実装する
場合，E0からEへの変換が t− 1回 (計算コス




(t− 1) · ADD + (t− 1) · DBL ((8)より)
+(t− 1) ·M (座標変換)
+2M+ I (アフィン座標に戻す)



















線は E0 : y2 = x3 + ax2 + bx + cで与えられ，
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次方程式 (10)の根を x1, x2, x3とする．本稿で
は x1 = 0を仮定しているが，まずはこの仮定
を設定しないと，
x1x2x3 = b− ν2







−x21x2 − x1x22 − ax1 − ax2 + 2y1y2 − 2b)
(x2 − x1)2
となる．ここで x1 = 0を代入すると，
x3 =
−ax2 + 2y1y2 − 2b
x22
が得られる．
