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Abstrakt 
Bakalárska práca analyzuje stav informačných systémov v spoločnosti iPARTNER, 
s.r.o a navrhuje riešenia na ich vylepšenie za pomoci metód a analýz, ktoré sú bežne 
využívane samotnou  spoločnosťou. Odporúčané zmeny by mali priniesť zníženie času 
potrebného na vykonávanie každodenných činností spojených s využívaním týchto 
informačných systémov.   
 
Abstract 
Bachelor’ s thesis analyzes the current situation of information systems used by the 
company iPARTNER, s.r.o. and suggests recommendations on their improvement using 
methods and analyses commonly used by the company itself. Recommended changes 
should help to decrease the time needed to complete IT related daily tasks.  
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Úvod 
 
Cieľom každej spoločnosti na trhu, je predovšetkým vytváranie zisku. Každá 
spoločnosť, ktorá dosahuje zisk má predpoklady na to, aby mohla postupne rásť. Tento 
rast môže so sebou niesť potrebu strategických, personálnych, produktových 
a niektorých ďalších zmien. Všetky tieto zmeny majú spoločný prvok, ktorým je 
uplatňovanie nových procesov v praxi. Pri týchto procesoch sa využívajú postupy 
ukladania informácií, ktoré z nich vyplývajú. Každý z týchto princípov teda spĺňa 
princíp informačného systému alebo aspoň niektorej z jeho časti.   
Nakoľko sú informačné systémy jedny zo základných kameňov spoločnosti, je potrebné 
ich priebežne inovovať na základe meniacich sa požiadaviek spoločnosti. Na to aby 
bolo možné implementovať navrhované zmeny, je potrebné vybrať správne riešenie na 
základe auditu informačných systémov.  
Táto bakalárska práca analyzuje informačné systémy využívané spoločnosťou 
iPARTNER, s.r.o. a navrhuje vhodné opatrenia na ich vylepšenie respektíve kompletné 
prerobenie. Na základe spoločnosťou upravených, bežne využívaných analýz a metód je 
navrhnuté riešenie, ktoré by mohlo dopomôcť zlepšeniu kvality informačných systémov 
v spoločnosti.  
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Cieľ a metodika práce 
 
Cieľom práce je na základe metód využívaných v spoločnosti iPARTNER, s.r.o. 
analyzovať využívané informačné systémy v tejto spoločnosti a navrhnúť prípadné 
zmeny či už celého systému, alebo niektorého z jeho modulov. Tieto navrhované zmeny 
by mali priniesť úsporu finančných prostriedkov, zocelenie systému a zvýšenie jeho 
bezpečnosti voči hrozbám z vonkajšieho prostredia.  
V prvej časti bakalárskej práce budú rozobraté základné pojmy a teoretické východiská 
a postupy, ktoré budú následne využité v druhej časti bakalárskej práce a to konkrétne 
pri analýze súčasného stavu informačných systémov.  V ďalšej časti budú spracované 
časové podklady implementácie, návrhy na zlepšenie modulov informačného systému, 
časový postup implementácie a uzatvárať ju bude ekonomické zhodnotenie. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 12 
 
1. Teoretické východiská bakalárskej práce 
 
1.1  Informačný systém všeobecne 
 
S pojmom „informačný systém“ sa stretol v bežnom živote už každý z nás. Jeho 
definície sa však v rôznych pohľadoch na vec líšia. Na to aby sme správne pochopili 
význam spomenutého slovného spojenia, si ho môžeme pre účely tejto práce rozdeliť na 
dva samostatné pojmy a to konkrétne „informácia“ a „systém“. V prípade informácií 
by sme zjednodušene mohli povedať, že sa jedná o dáta, ktoré dávajú zmysel subjektu, 
ktorý s nimi pracuje. Z toho plynie, že dáta samotné sú len nositeľmi hodnoty 
informácie a táto hodnota sa líši na subjektívnom vnímaní príjemcu dát. Systém 
samotný by sme mohli definovať ako množinu na seba pôsobiacich prvkov, ktorých 
vlastnosti a väzby určujú chovanie celku. V prípade systému nás podľa Gálu, Poura 
a Šedivej (2009, 23 s.) ďalej zaujíma predovšetkým: 
 
• Účel systému – alebo inak povedané tiež cieľové chovanie systému, 
• Štruktúra systému – prvky systému a väzby medzi nimi, 
• Vlastnosti prvkov – ktoré sú významné pre celkové chovanie systému, 
• Vlastnosti väzieb medzi prvkami – ktoré sú podstatné pre celkové chovanie 
systému, 
• Okolie systému – čiže vlastnosti a väzby prvkov, ktoré nepatria do systému 
ale zároveň významným spôsobom ovplyvňujú chovanie systému, 
• Subsystémy – v prípade, že je skúmanie systému príliš zložité a je možné 
tento systém rozdeliť na menšie a relatívne samostatné celky vo vnútri 
systému.   
 
Za základ informačného systému teda považujeme technické prostriedky a metódy, 
aplikácie a skupiny ľudí, ktoré vzájomne spolupracujú. Na základe vyššie uvedeného 
systém umožňuje spravovať dáta a transformovať ich na informácie, ktoré je možné 
ďalej zdieľať, spracovávať, ukladať a analyzovať za účelom ich ďalšieho využitia vo 
vnútropodnikových procesoch, komunikácií respektíve pri podpore rozhodovania 
manažmentu a pri množstve ďalších procesoch súvisiacich so samotnou funkciou 
informačného systému na základe potreby užívateľov informačného systému.  
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V ďalšom pokračovaní tejto práce nás budú zaujímať informačné systémy pracujúce na 
počítačových staniciach a preto môžeme konkretizovať vyššie spomenuté technické 
prostriedky a metódy pre naše potreby.  
Medzi technické prostriedky radíme prvky počítačov, ktoré označujeme pojmom 
hardvér. Tento pojem označuje všetky hmotné elektronické a elektrotechnické 
zariadenia, z ktorých je počítač a obdobne aj jeho príslušenstvo zložené.  
Medzi metódy môžeme zaradiť programovú časť vybavenia počítača a taktiež 
programy, ktoré sú použiteľné na tomto zariadení. V tomto prípade hovoríme o pojme 
softvér.  
Nakoľko sa spomenuté technológie zameriavajú na prácu s informáciami, na ich 
súhrnné označenie sa používa termín Informačné a komunikačné technológie (ICT – 
Information and Communication Technology).  
(1) 
 
1.2  Informačný systém v podniku 
 
Informačné systémy sa v podniku nespájajú len v súvislosti s ICT. V širšom ponímaní 
sa spájajú taktiež s ohľadom na mieru formalizácie údajov, s ohľadom na podiel 
ľudského faktoru a rovnako tak aj s ohľadom na druh nosičov informácií. Druhy 
nosičov informácií môžeme rozdeliť do troch kategórií: 
 
• Informácie, ktoré nie sú zaznamenané tak ako v elektronickej podobe, tak ani 
v písomnej forme. V takomto prípade hovoríme o skúsenostiach samotných 
zamestnancov.   
• Informácie zaznamenané v neštruktúrovanom tvare a to či už v textovom alebo 
grafickom prevedení na dokladoch, správach, formulároch a tak podobne.  
• Informácie zapisované a spracovávané prostredníctvom relačných databáz, ktoré 
slúžia k automatizácií činností. Obmedzujú priamu účasť človeka a podporujú 
jeho rozhodovanie. 
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Z tohto delenia ďalej vyplývajú tri roviny ponímania informačného systému: 
 
• Informačný systém podporovaný ICT, 
• Informačný systém formalizovaný, 
• Obecne komplexný sociotechnický IS podniku. 
 
 
 
Obrázok č. 1: Roviny chápania informačného systému v podniku (2, s. 53) 
(2) 
Tieto roviny je potrebné rozlišovať pri nasadzovaní častí informačných systémov.  
1. Prevažne prvou rovinou sa zaoberajú riešenia typu ERP (Entity Resource 
Planning) – ide o typ aplikácie, respektíve aplikačného softvéru, ktorý umožňuje 
riadenie a koordináciu všetkých disponibilných podnikových zdrojov a aktivít. 
Medzi hlavné vlastnosti ERP patrí schopnosť automatizovať a integrovať 
kľúčové podnikové procesy, funkcie a dáta v rámci celej firmy. (1) 
2. Druhou rovinou sa zaoberajú aplikácie ECM (Enterprise Content Management). 
Ide o systémy, ktoré by mali byť schopné spravovať obsah neštruktúrovaných 
informácií v podniku. Tieto informácie existujú vo viacerých digitálnych 
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formách a môžu nadobúdať podobu textových dokumentov, tabuliek, obrázkov, 
fotiek, audio a video súborov a mnohých ďalších typov súborov a formátov. 
ECM pomáha vytvárať obsah pomocou bežne používaných aplikácií. Spravuje 
obsah z podnikových aplikácií, dodáva zmysel dátam a vytvára kategorizačné 
schémy, ktoré napomáhajú efektívnejšiemu vyhľadávaniu. Kompletný ECM 
systém v sebe zahrňuje nasledujúce oblasti: 
 
• Enterprise Document Management (EDM) 
• Web Content Management (WCM) 
• Digital Asset Management (DAM) 
• Final Form Management (FFM) 
 
 
Obrázok č. 2: Enterprise Content Management (12) 
(12) 
3. Tretiu rovinu podporujú nástroje manažmentu znalostí (KM - Knowledge 
Management). Manažment znalostí sa zaoberá problematikou riadenia a správy 
znalostí. Za účelom tvorby hodnôt využíva systematické prístupy 
k vyhľadávaniu, porozumeniu a užitiu znalostí. Manažment znalostí mení dáta 
na informácie roztriedené podľa ich významu a znalostí. Tieto znalosti potom 
podnik využíva vo svoj prospech. (3) 
 
 
 
 16 
 
1.3  Typy informačných systémov 
 
Informačné systémy v podniku patria medzi najdôležitejšie faktory ovplyvňujúce jeho 
úspešnosť, nakoľko napomáhajú účinnejšie realizovať činnosti podniku v rôznych 
oblastiach jeho pôsobenia. Je možné ich klasifikovať do rôznych skupín na základe 
mnohých pohľadov na samotný systém. Medzi tieto členenia informačných systémov 
patria napríklad členenia na základe ich účelu a obsahu, podľa ich veľkosti, podľa počtu 
užívateľov, podľa štrukturálnej zložitosti, atď.  
Z pohľadu postavenia informačného systému v riadiacej sústave by sme mohli systémy 
rozdeliť do niekoľkých úrovní. Tieto úrovne vytvárajú takzvanú informačnú pyramídu, 
v ktorej sú informačné systémy roztriedené podľa toho, do akej miery pracujú 
s internými informáciami a naopak do akej miery využívajú externé informácie 
z blízkeho okolia podniku. Dalo by sa konštatovať, že čím vyššie sa systém v hierarchii 
riadenia nachádza, tým rastie neurčitosť v požiadavkách na informačný systém, ubúda 
objem interných informácií a pribúda potreba externých informácií.  
 
1.3.1 Informačná pyramída 
 
Informačnú pyramídu tvoria informačné systémy roztriedene do šiestich úrovní a to 
nasledovne:  
 
1. Transakčné systémy (TPS – Transaction Processing System). Do tejto úrovne 
patrí prevažná časť informačných systémov, s ktorými sa užívatelia dostávajú 
každodenne do styku. Jedná sa o systémy, ktoré mechanizujú typické agendové 
úlohy, ako sú účtovníctvo, skladové hospodárstvo, evidencia dochádzky, 
rezervačné systémy, atď. Tieto systémy pracujú s dátami tesne po ich prijatí. 
Medzi užívateľov tohto typu systémov patria kvalifikovaný pracovníci, ktorí sú 
schopní činiť rozhodnutia v záujme podniku a jeho cieľov.  
2. Informačné systémy pre riadenie (MIS – Management Information System). 
Tieto systémy sú súčasťou prevažne účtovných a ekonomických systémov. Ich 
úlohou je vytvárať a sprístupňovať rôzne súčtové zostavy a prehľady. Medzi 
príklady môžeme pre predstavu spomenúť zostavy zobrazujúce počty 
objednávok, celkové mesačné náklady a zisky v jednotlivých mesiacoch. Na 
základe nich môžu riadiaci pracovníci kontrolovať výkonnosť podniku.  
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3. Systémy pre podporu rozhodovania (DSS – Desicion IS). Ich cieľom je umožniť 
realizáciu rôznych analýz. Ide o nadstavbu informačných systémov pre riadenie 
(MIS). Na základe týchto analýz sú riadiaci pracovníci schopní prijať 
rozhodnutia ovplyvňujúce chod podniku alebo niektorých jeho činností.  
4.  Informačné systémy pre vrcholové riadenie (EIS – Executive IS). Snažia sa 
o poskytovanie dôležitých informácií vedúcim pracovníkom spoločnosti. Na 
základe získaných informácií môžu vedúci pracovníci učiniť strategické 
rozhodnutia ovplyvňujúce budúcnosť samotnej spoločnosti a navrhnúť riešenia 
diagnostického charakteru.  
5. Strategické informačné systémy (SIS – Strategic IS). Sú priamo spojené 
s výrobou výrobku alebo s výrobkom ako takým. Tieto systémy pomáhajú 
zvyšovať konkurenčnú schopnosť podniku. 
6. Prognostické systémy (ES – expertné systémy). Tieto systémy sú tvorené 
nástrojmi schopnými vytvárať prognózy a analýzy simulujúce prípadné dianie 
v podniku. Tieto systémy sú založené na množine pravidiel, ktoré umožňujú 
riešiť úlohy diagnostického charakteru a to nie len skúseným pracovníkom, ale 
tiež pracovníkom, ktorí nemajú toľko skúseností. ES využívajú technológie 
z oblasti umelej inteligencie.  
(4) 
 
Obrázok č. 3: Informačná pyramída (4, s. 194) 
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1.4  Životný cyklus informačného systému 
 
Životný cyklus informačného systému definujeme ako jednotlivé, po sebe nasledujúce 
a nadväzujúce fázy tvorby informačného systému od jeho plánovania, až po konečnú 
optimalizáciu. Tieto fázy sa členia na: 
 
• Plánovanie a príprava aplikácie, 
• Analýza a návrh aplikácie, 
• Implementácia aplikácie, 
• Zavedenie aplikácie, 
• Správa a používanie aplikácie, 
• Rozvoj a optimalizácia aplikácie. (1) 
 
Každá z týchto fáz môže byť svojím spôsobom prispôsobená potrebám podniku 
a rozčlenená do ďalších čiastkových činností a úloh. Toto prispôsobenie so sebou nesie 
zvýšenie produktivity a efektivity pri vývoji aplikácie. Zmeny v informačných 
systémoch, ktoré boli zavedené v podniku sa realizujú prostredníctvom projektov. Tieto 
projekty môžu byť zamerané na rôzne časti IS/ICT  a to napríklad na: 
 
• Zmeny funkcionality informačného systému (vývoj, nasadenie, úprava 
aplikácie), 
• Zmeny v technologickej infraštruktúre (nové servery, nové diskové polia, zmeny 
operačných systémov), 
• Zmeny v podpore užívateľov (zavedenie Help Desku), 
• Zmeny v ICT procesoch (napríklad na základe ITIL – Information Technology 
Infrastructure Library – podľa vybraných doporučení a praktík). (5) 
 
Tieto zmeny majú za účel zvýšiť efektivitu informačného systému a zároveň udržať 
náklady v prijateľnej úrovni. Postupom času informačné systémy už nedokážu pokryť 
všetky potrebné aspekty podnikania a je potrebné ich časom revidovať a eventuálne 
analyzovať prípadné zmeny a ich dopad v prípade, že stávajúce systémy už nevyhovujú 
požiadavkám spoločnosti.   
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1.5  Úloha a hodnota IT v zlepšovaní riadenia podniku 
 
Rovnako ako výrobné a obchodné procesy, aj informačné technológie zohrávajú veľkú 
úlohu pri riadení podniku. Informačné technológie podliehajú obecným zásadám 
riadenia a to z viacerých dôvodov: 
 
1. Nasadenie informačných technológií je potrebné dlhodobo a strategicky 
plánovať s tým, že toto nasadenie musí byť v súlade s celkovou stratégiou 
podniku. 
2. Nasadzovanie, prispôsobovanie a zmeny použitia informačných technológií sa 
viažu na vnútropodnikovú politiku. Čo sa týka komplexnejších organizácií sú 
tieto zmeny nerozlučne spojené so zložitými organizačnými zmenami poprípade 
nadnárodnými rozhodnutiami materských spoločností.  
3. Nasadenie informačných technológií ovplyvňuje využívanie ľudských zdrojov 
a organizáciu podniku. 
4. Nasadenie informačných technológií býva komplexné. Je potreba ho dlhodobo 
plánovať. 
 
Dôvodov pre nasadenie informačných technológií respektíve zmien informačných 
systémov môže byť viacero. To aký má prínos zavedenie zmien sa odráža hlavne na 
tom, akú časť organizácie dané informačné technológie  podporujú. 
Najčastejším dôvodom je stále tvorba hodnôt podniku, čo má veľký prínos na rozvoj 
podniku a jeho prežitie na trhu. Ide prevažne o prípady, kedy informačné technológie 
podporujú obchodné procesy a s nimi spojenú tvorbu pridanej hodnoty.  
V niektorých prípadoch zavedenie informačných technológií nebýva zamerané na to, 
aký vplyv môžu mať na postavenie podniku v konkurenčnom svete. V týchto prípadoch 
je nasadenie informačných technológií zamerané na optimalizáciu riadenia ľudských 
zdrojov a základných prostriedkov. Prínos týchto informačných technológií spočíva 
prevažne v efektívnejšom rozvrhovaní práce a tým aj ziskovosti podniku. Za určitých 
podmienok dokážu nasadené informačné technológie zrýchliť výrobný proces a znížiť 
čas, ktorý je potrebný venovať sprievodným činnostiam. Takéto šetrenie práve 
napomáha spoločnosti zvyšovať efektivitu práce, znižovať náklady a šetriť ľudské 
zdroje.  
(6)   
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1.6  Audit informačných systémov 
 
Návrh informačných systémov v spoločnosti nevychádza vždy z jasne stanovených 
potrieb spoločnosti. Z tohto dôvodu sú často krát implementované neúplné alebo 
opakujúce sa riešenia, ktorých komunikácia s prepojiteľnými systémami je buď len 
čiastočná, alebo úplne nemožná. V takomto prípade je najlepším riešením vypracovanie 
auditu nasadených informačných systémov.  
Audit informačných systémov pozostáva z prehľadu o stave informačných systémov, 
ich prepojenosti a návrhu možnej optimalizácie. Detailná analýza dokáže odhaliť chyby 
v najdôležitejších podnikových systémoch. Tieto chyby sa z veľkej časti prípadov počas 
bežnej prevádzky zamestnancami takpovediac ignorujú a zanedbávajú. Navonok malá 
chyba však môže so sebou prinášať množstvo ďalších nabaľujúcich sa neočakávaných 
chýb, ktoré na seba postupne nadväzujú a napokon vytvárajú obrovské bezpečnostné 
riziko ohrozujúce bežný denný chod spoločnosti.  
Ďalšou dôkladnejšou analýzou môžu byť objavené duplicitné riešenia v jednotlivých 
moduloch podnikových informačných systémov. V tomto prípade sa jedná o nedostatky 
spojené s chýbajúcim prepojením, respektíve nedostačujúcim prepojením jednotlivých 
systémov. Tieto duplicitné riešenia potom zbytočne zvyšujú zložitosť práce, kedy jeden 
zamestnanec môže využívať pre rovnakú prácu aplikáciu, ktorého alternatívu zas 
využíva ďalší zamestnanec v inom module informačného systému. Štruktúra auditu 
pozostáva z nasledujúcich krokov:  
• Analýza stavu IS, 
• Analýza infraštruktúry IS, 
• Analýza na úrovni informačných tokov, 
• Identifikácia kľúčových a podporných IS, 
• Analýza nákladov spojených s IS, 
• Návrh optimálnych zmien IS, 
• Definovanie opatrení na zníženie nákladov spojených s prevádzkou IS, 
• Vytvorenie prehľadu o stave technických prostriedkov a technológií, 
• Navrhuje možnosti spojené s odpredajom nevyužívaných licencií. 
(13)   
V rámci analýz je vhodné identifikovať tiež ako prispievajú konkrétne informačné 
systémy vo firme k automatizácii ich procesov. Výsledkom auditu by malo byť 
predloženie ekonomického zhodnotenia odporúčaných zmien.  
 21 
 
1.7  Rozhodovanie o dodávateľovi alebo vlastnej výrobe 
 
V prípade, že spoločnosť disponuje vývojovým tímom, ktorý je schopný vyvíjať 
informačné systémy na základe potrieb spoločnosti, sa naskytá otázka, či je toto riešenie 
jednoduchšie a lacnejšie ako objednanie riešenia u externého profesionálneho 
dodávateľa. Pomoc pri výbere by mohlo zhrnutie hlavných predností a nedostatkov 
oboch alternatív. 
1.7.1 Vlastný vývoj  
 
Prednosti:  
• Vývoj je zaistený pracovníkmi podniku. 
• Pracovníci podniku dôkladnejšie poznajú prostredie. 
• Jednoduchšia komunikácia pri vývoji. 
• Znalosť ostatných informačných systémov podniku spojená s možným 
prepojením systémov. 
 
Nedostatky: 
• Menšia skúsenosť pracovníkov v prípade vývoja rozsiahlejších informačných 
systémov. 
• Nedostatočná expertíza v oblasti finančnej legislatívy. 
• Nedostatočné vývojové nástroje. 
• Slabá motivácia personálu. 
• Veľká migrácia personálu. 
• Problémy s dlhodobou údržbou a rozvíjaním systému. 
(7)  
Jedná sa o typické hlavné prednosti a nedostatky, s ktorými je možné stretnúť sa pri 
vlastnom vývoji informačných systémov. Tieto príznaky sa však nemusia vyskytovať 
všetky súčasne a v niektorých prípadoch sa nemusia vyskytovať vôbec. Vlastný vývoj 
informačných systémov by mal byť uprednostnený v prípade, že firma vyžaduje 
jednoduché riešenie, ktoré si nevyžaduje dlhodobé plánovanie a ktorého vývoj a 
nasadenie nenaruší bežný chod spoločnosti.  
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1.7.2 Externý dodávateľ 
 
Prednosti:  
• Pre vývoj informačných systémov má špecializovaný a vycvičený tím. 
• Skúsenosti v zavádzaní informačných systémov v iných inštitúciách. 
• Obohatenie riešenia o skúsenosti z iných projektov. 
• Špecializovaný personál pre aplikačné oblasti (napr. finančná legislatíva). 
• Disponuje výkonnými vývojovými prostriedkami. 
• Náklady na riešenie typovej úlohy sú rozdelené medzi niekoľko užívateľov. 
• Z komerčných dôvodov dbá na kvalitu navrhovaných systémov. 
• Profesionálne zaisťuje súlad systému s legislatívou. 
• Zakladá si na rozvoji a modernizácii systému a náklady rozdeľuje rovnomerne 
medzi všetkých užívateľov.   
 
Nedostatky:  
• Väčšia vzdialenosť medzi riešiteľom a užívateľom. 
• Zložitejšia koordinácia súčinnosti dodávateľa a užívateľa. 
• Menšia znalosť miestneho prostredia a zvyklostí. 
• Nedostatočná otvorenosť systémov v prípade tvorby riešenia pre viacerých 
užívateľov.  
(7) 
Externí dodávatelia dbajú o šírenie dobrého mena medzi svojimi zákazníkmi, z toho 
dôvodu môžeme povedať, že dodané riešenie bude vysoko kvalitné. Naskytá sa však 
otázka, či to riešenie a všetky jeho kvality budú plne využiteľné aj samotným 
užívateľom. V mnohých prípadoch sú dodávané nadštandardné riešenia, ktoré 
spoločnosť sama nevyužije. Jedná sa prevažne o prípady, kedy je cieľovým užívateľom 
nie jedna firma, ale hneď niekoľko. V takých prípadoch nie je možné dokonale 
odhadnúť konkrétne potreby všetkých užívateľov a riešenie sa stáva buď 
nepoužiteľným, alebo zbytočne predraženým. Firma, ktorá je schopná vytvárať vlastné 
riešenia by sa mala zamerať prevažne na to, či je schopná pokryť náklady spojené 
s vývojom a údržbou vlastného systému a na čas, ktorý je nutné tomuto vývoju venovať. 
V prípade, že toho nie je schopná, odporúča sa zvoliť riešenie od externého dodávateľa. 
 
 23 
 
1.8  Podpora a údržba informačných systémov 
 
„Údržba softvéru je procesom modifikácie softvérového systému či komponentov po 
doručení, za účelom korektúry chýb, zlepšenie výkonu či iného atribútu alebo adaptácie 
systému zmenám prostredia.“ (8)   
Procesne orientovaný ISO model životného cyklu vývoja softvéru zahrňuje údržbu 
softvéru už v priebehu vývoja a zaoberá sa opravou chýb. Doporučené štandardy 
definujú tri kategórie údržby softvéru a to konkrétne: 
 
1. Korektívna údržba (Corrective maintenance) – Táto údržba sa zameriava 
prevažne na odstraňovanie chýb, ktoré vznikli prevažne pri chybách alebo 
poruchách komponentu informačného zdroja. Tieto poruchy sú označované ako 
chovanie nezodpovedajúce jeho špecifikácii. Korektívna údržba nastáva až po 
doručení produktu zákazníkovi na základe objavených nedostatkov a náklady na 
tieto úpravy hradí väčšinou dodávateľská spoločnosť. 
2. Adaptívna údržba (Adaptive maintenance) – Zaoberá sa modifikáciami 
potrebnými pre prispôsobenie systému okolitému prostrediu. Niektoré časti 
systému potrebujú upraviť niektoré svoje moduly na základe požiadaviek 
prostredia, do ktorého boli implementované. Táto údržba opäť nastáva až po 
doručení softvéru zákazníkovi.  
3. Zlepšujúca údržba (Perfective maintenance) – Táto údržba prichádza do 
platnosti na základe rozširujúcich sa požiadaviek zákazníka a to či už na základe 
potreby zvýšenia výkonnosti, alebo zlepšeniu jednoduchosti údržby. Tento typ 
údržby je potrebný prevažne pri zvyšovaní záťaže systému. Ako aj pri 
predchádzajúcich kategóriách, aj táto údržba nastáva až po doručení softvéru 
zákazníkovi.  
(8) 
Okrem týchto základných troch typov údržby sú známe aj ďalšie dve kategórie, 
s ktorými sa je možné stretnúť pri vývoji systému. Medzi ne patrí takzvaná preventívna 
údržba, zaoberajúca sa zvyšovaním spoľahlivosti informačného systému s cieľom 
predísť nežiaducim vznikom problémov v technickej infraštruktúre. Do poslednej 
kategórie spadá funkčná údržba, ktorá sa vykonáva v prípadoch, kedy je potrebné do 
softvéru doplniť nové funkcie, respektíve je nutné upraviť v niektorých moduloch už 
implementované funkcie.   
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„Podporou produktu rozumieme poskytovanie informácií, pomoc a školenie za účelom 
inštalácie alebo prevádzky softvéru v prostredí k tomu určenému a taktiež ňou 
rozumieme distribúciu zlepšených funkčností softvéru smerom ku koncovému 
zákazníkovi.“ (8) 
Ako je zrejmé zo spomenutých pojmov podpory a údržby, jedná sa o aktivity prepojené 
s prevádzkou informačných systémov, korektúrou chýb, zlepšovaním výkonnosti 
a funkčnosti systému a tiež aktivít spojených s poskytovaním informácií a školení a to 
prevažne vo fáze predania systému zákazníkovi. Niektoré činnosti je potrebné vykonať 
už pred dodaním samotného produktu zákazníkovi. Medzi ne patria napríklad: 
 
• Nábor pracovníkov na pozíciu podpory, 
• Školenie pracovníkov podpory,  
• Zdieľanie a dokumentácia znalostí od dodávateľa k prevádzkovateľovi podpory, 
• Príprava dokumentácie a postupov, 
• Príprava prostredia – inštalácia serverov, operačných systémov a databázy. 
 
Na základe toho je možné povedať, že niektoré akcie je potrebné vykonať ešte pred 
zavedením samotného produktu do prevádzky. Jeho prevádzka a údržba však začína až 
odo dňa nasadenia produktu do ostrej prevádzky. Základné činnosti teda pozostávajú 
z monitorovania a optimalizácie operácií informačného systému, analýzy organizačných 
štruktúr vzhľadom k prevádzke informačných systémov, formulácie a vyhodnocovania 
nových požiadaviek na informačný systém a nasadzovaním nových verzií využívaných 
aplikácií. 
Najčastejšími problémami, s ktorými je možné sa stretnúť v tejto fáze, sú najčastejšie 
problémy, ktoré vznikajú na základe nedostatočnej prípravy užívateľského prostredia, 
nedostatočná podpora zo strany dodávateľa v počiatočných fázach prevádzky, 
nevyužívanie služieb help-desku a nízka kvalita samotného dodávateľa.  
(8) 
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1.9  Bezpečnosť informačných systémov 
 
Každý informačný systém pozostáva nielen z hardvérovej a softvérovej časti 
a vlastných dát, ale rovnako aj z ľudí, ktorí sa s ním dostávajú do styku. 
Z bezpečnostného hľadiska je cieľom informačných systémov zaisťovať utajenosť 
chránených dát, ich dostupnosť pre autorizovaných užívateľov a integritu. Medzi 
neopomenuteľné prvky bezpečnosti ďalej patria napríklad nepopierateľnosť 
uskutočnenej operácie s dátami konkrétnym užívateľom a autentickosť uskutočnenej 
operácie. 
Každý informačný systém môže byť napadnutý. Dopad tohto útoku potom už záleží 
výhradne na povahe samotného systému. V lepšom prípade sa tento útok môže prejaviť 
ako nepatrná nepríjemnosť na strane užívateľa. V horšom prípade môže viesť útok až 
k veľkým finančným stratám na strane spoločnosti, alebo k výpadku dôležitých funkcií 
zabezpečujúcich chod spoločnosti. Tieto útoky môžu nadobúdať viacero podôb, medzi 
ktoré patrí napríklad: 
 
• Narušenie dostupnosti – môže viesť ku krátkodobému výpadku webovej stránky, 
neprístupnosti schránky elektronickej pošty, alebo výpadku dodávky elektrickej 
energie. 
• Narušenie utajenia – môže odkryť útočníkovi elektronickú poštu v spoločnosti, 
zoznam zákazníkov, alebo čísla bankových účtov. 
• Narušenie integrity – môže mať za následok stratu, alebo náročné obnovenie 
poškodených dát a rovnako tak môže viesť k zneužitiu  platobných príkazov 
pod cudzím menom a to za predpokladu, že systém k tomuto úkonu chybne 
autorizuje útočníka.  
 
Pravdepodobnosť zníženia týchto druhov útokov spočíva v zvýšení ochrany 
jednotlivých systémov a taktiež všetkých informačných systémov ako celku. Zníženie 
rizík napadnutia však nemá okamžitý viditeľný efekt napriek tomu, že sú naň 
vynaložené niekedy až príliš vysoké finančné čiastky. Je nutné si uvedomiť, že žiaden 
systém nebude nikdy stopercentne chránený a teda absolútne bezpečný. Všeobecné 
stanovisko znie, že ak má niekto záujem o to, aby napadol daný systém, tak si na to 
spôsob nájde. Rovnako tak platí, že informácie, ktoré nesú vysokú informačnú hodnotu 
pre vlastníka, nemusia niesť rovnakú hodnotu pre útočníka. 
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Zvyšovaním zabezpečenia bez znalosti ceny chránených údajov môže nastať prípad, 
kedy prehnaná ochrana môže byť ekonomicky neefektívna a v niektorých prípadoch až 
ekonomicky neúnosná. Preto je nutné pochopiť význam rizík a hrozieb v súvislosti 
s chránenými informáciami a informačnými systémami. Hrozba označuje jav, ktorý 
nejakým spôsobom vedie k nežiaducej zmene informácií, k zmene v chovaní systému, 
alebo ovplyvňovaniu parametrov systému. Do tejto kategórie je možné zahrnúť osoby, 
prostriedky, udalosti a dokonca aj myšlienky, ktoré predstavujú potenciálne 
nebezpečenstvo v podobe narušenia dôveryhodnosti, integrity, dostupnosti, alebo 
legálnosti použitia systému. Pod pojmom útok, rozumieme realizáciu hrozby. V prípade 
ochrany je možné hovoriť o zamedzení útoku, alebo hrozby a ide o fyzické 
mechanizmy a procesy, ktoré napomáhajú k ochrane systému a majetku firmy. Každá 
ochrana sa vyznačuje svojou zraniteľnosťou a obsahuje nedostatky, ktoré zapríčiňujú 
oslabenie celkovej ochrany systémov. Hrozby je možné klasifikovať do niekoľkých 
kategórií a to napríklad: 
• Úmyselné hrozby – vedomí prienik útočníka do systému, 
• Neúmyselné hrozbu – kde ohrozenie systému vzniká chybou operátora, 
užívateľa alebo samotného systému. 
 
Úmyselné hrozby je potom možné ďalej klasifikovať na hrozby pasívne a  aktívne: 
• Pasívne hrozby – príkladom je monitorovanie prevádzky, pri ktorom je 
zisťovaný obsah predávaných informácií bez toho, aby bol ich obsah zmenený. 
• Aktívne hrozby – realizácia tejto hrozby zahrňuje zmeny prenášaných 
informácií.  
 
Mieru rizika popisuje hodnota chráneného majetku a veľkosť škody, ktorá nastane 
v prípade, že dôjde k úspešnej realizácii útoku. O veľkom riziku hovoríme vtedy, keď je 
hodnota chráneného majetku vysoká a zároveň existuje veľká pravdepodobnosť, že 
prípadný útok bude úspešný. Naopak o malom riziku hovoríme vtedy, keď je hodnota 
chráneného majetku nízka, alebo pravdepodobnosť úspešného útoku je relatívne nízka. 
Metódy vyhodnotenia rizík sú pokryté analýzou rizík. Táto analýza bude rozoberaná 
v ďalšej časti tejto práce.  
(9)  
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1.10  Použité metódy a analýzy v tejto bakalárskej práci  
 
Analýzy a metódy vyskytujúce sa v tejto práci vychádzajú z bežne zaužívaných 
postupov známych po celom svete. Každá z týchto metód a analýz je však 
modifikovaná spoločnosťou tak, aby spoľahlivejšie odrážala vzťah medzi skúmanými 
veličinami a realitou.  
1.10.1 SWOT analýza 
 
Jedná sa o analýzu pôvodne spojenú z dvoch analýz a to konkrétne analýzy silných 
a slabých stránok a analýzy príležitostí a hrozieb. Analýza príležitostí a hrozieb 
vychádza z vonkajšieho prostredia firmy, medzi ktoré patrí okrem makroprostredia 
(politicko-právne aspekty, ekonomické aspekty, sociálno-kultúrne aspekty 
a technologické aspekty) taktiež mikroprostredie, zaoberajúce sa zákazníkmi, 
dodávateľmi, odberateľmi a konkurenciou. Analýza silných a slabých stránok je 
sústredená prevažne na vnútorné prostredie firmy, na jej ciele, systémy, využívanie 
zdrojov, medziľudské vzťahy a iné.  
 
   
Obrázok č. 4: SWOT analýza (10, s. 103) 
 
Najvýznamnejšou nevýhodou SWOT analýzy je jej statickosť a subjektívnosť. Napriek 
tomu sa jedná o jednu z najvyužívanejších analýz a to či už pri jej využití pri 
sumarizácii rôznych iných analýz (napr. analýzy konkurencie, respektíve analýzy 
strategických skupín, atď.) a ich kombinácii s kľúčovými výsledkami analýz prostredia 
firmy, alebo pri identifikácii možností firmy.  
(10)  
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1.10.1.1 SWOT analýza modifikovaná spoločnosťou iPARTNER 
 
Jedná sa o SWOT analýzu zameranú na hodnotenie informačných systémov rovnakým 
postupom ako klasická SWOT analýza hodnotí chod podniku, to znamená, že sa snaží 
identifikovať najvýznamnejšie vlastnosti, ktoré daný informačný systém vystihujú a to 
či už v priaznivom alebo nepriaznivom význame. Okrem súhrnného popisu 
významných vlastností vystihujúcich systém, obsahuje táto klasifikácia taktiež tabuľku 
vlastností, ktoré ho stručne popisujú, charakterizujú a vystihujú. Každej vlastnosti sú 
potom jednotlivo priradené váhové ohodnotenia subjektívne zvolené na stupnici od 1 do 
10, pričom 1 je veľmi malá váha danej vlastnosti až po hodnotu 10, ktorá označuje 
vysokú dôležitosť vlastnosti a to či už v pozitívnom, alebo negatívnom zmysle.    
Všetky kritické vlastnosti, ktoré sú uvedené v tabuľke, sú potom zapísané v tvare:  
<hodnota vlastnosti> | <popis vlastnosti>  a rozdelené do kategórie, do ktorej spadajú. 
Konkrétne ide o štyri kategórie SWOT analýzy – silné stránky (S), slabé stránky (W), 
príležitosti (O) a hrozby (T). Následne je pre každú kategóriu vypočítaný kvadratický 
priemer z vlastností, ktoré sú v nej zaradené. Kvadratický priemer sa využíva z dôvodu 
toho, aby boli zvýraznené dôležitejšie vlastnosti, ktorými systém oplýva. Vzorec pre 
kvadratický priemer je nasledovný:  
 
1.10.2 Analýza rizík, náročnosti nahradenia a používateľnosti informačných 
systémov 
 
Jedná sa o analýzu navrhnutú spoločnosťou iPARTNER. Táto analýza prináša presnejší 
obraz o skúmaných informačných systémoch. Okrem technických charakteristík sa na 
systémy pozerá z hľadiska rizík, náročnosti nahradenia a používateľnosti, ktoré dané 
systémy nesú. Na základe tejto analýzy je potom možné vytvoriť podklady pre časovú 
analýzu nahradzovania informačných systémov v spoločnosti. 
Do kategórie rizík môžu byť zahrnuté rôzne vlastnosti systému od bezpečnostných chýb 
až po uzavretosť systému. Pre správne kvantifikovanie kategórie náročnosti nahradenia 
je potrebné, čo najpresnejšie identifikovať zložitosť samotného riešenia, časovú 
náročnosť zmeny a taktiež náročnosť použitých technológií. Ako plynie už z názvu 
poslednej kategórie, najzákladnejšou charakteristikou je používateľnosť samotného 
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systému, ďalej charakteristikou užívateľského rozhrania, centralizáciou funkcií systému 
a premyslenosti procesov systému.  
Na kvantifikovanie týchto troch vlastností systémov, je podobne ako pri modifikovanej 
SWOT analýze, z predchádzajúcej kapitoly, využitá stupnica tento krát od 0 do 10, 
pričom 0 je nositeľom najmenšej váhy a oproti tomu hodnota 10 pripisuje veľkú 
vážnosť konkrétnej vlastnosti. Hodnoty sú potom zapísané do prehľadnej tabuľky 
a vyhodnotené graficky. Výstupom tejto analýzy je celkový graf znázorňujúci nutnosť 
nahradenia, respektíve potreby vykonania zmien v systéme. Táto potreba je určená 
veľkosťou podoblasti, ktorú daný systém dosiahne a platí, že čím väčšia je podoblasť, 
tým by mal byť kladený prioritnejší dôraz spojený so zmenami systému. Na základe 
tejto analýzy je potom možné určiť priority zmien jednotlivých systémov. 
 
1.10.3 MoSCoW prioritizačná metóda 
 
Jedná sa o metódu využívanú prevažne v manažmente, pri podnikových analýzach a pri 
vývoji softvéru. V tejto práci bude využitá práve na určenie priorít navrhovaných zmien 
a to na základe analýz popísaných v predchádzajúcich podkapitolách.  
 
 
Obrázok č. 5: MoSCoW prioritizačná metóda (11, s. 288) 
  
Metóda MoSCoW je prioritizačná metóda, za pomoci ktorej sú jednotlivé potreby 
klasifikované do štyroch rôznych úrovní: 
• M – Must have – Do tejto kategórie spadajú potreby, ktoré navrhnuté riešenie 
musí obsahovať. 
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• S – Should have – Do tejto kategórie spadajú potreby, ktoré by navrhnuté 
riešenie malo obsahovať. 
• C – Could have – Do tejto kategórie spadajú potreby, ktoré by navrhnuté 
riešenie mohlo obsahovať. 
• W – Won’t have – Do tejto kategórie spadajú potreby, ktoré navrhnuté riešenie 
nemusí obsahovať.  
 
Táto jednoduchá prioritizačná metóda umožňuje spoločnosti zamerať sa prioritne na 
najdôležitejšie navrhnuté zmeny a ich postupným implementovaním sa postupne dostať 
k menej dôležitým potrebám, ktorých implementácia nie je tak výrazne nutná. 
V prípade objavenia nových potrieb je aj v priebehu implementácie možné doplniť tieto 
zmeny do potrebnej kategórie v metóde MoSCoW a to opäť na základe kritickosti 
objavenej zmeny.  
(11) 
 
1.10.4 Návrh časového harmonogramu 
 
Navrhovanie zmien v systéme, alebo systému ako celku je náročný proces, ktorý si 
vyžaduje rozpracovanie časového harmonogramu. Časový harmonogram zohľadňuje 
priebeh celého životného cyklu systému, ktorého súčasťou sú okrem samotného návrhu 
tiež aj čiastkové kontroly systému, konzultácie so zadávateľom, importovanie dát 
a testovanie vo fiktívnej prevádzke.  
Pre potreby tejto práce slúžia ako podklady pre časový harmonogram vlastnosti 
z kategórií prioritizačnej metódy MoSCoW a z analýzy rizík, náročnosti nahradenia 
a používateľnosti. Ako podklad pre náročnosť konkrétnych vlastností sú využité 
koncepčné návrhy. Do časového harmonogramu sú priamo započítané konzultácie, 
testovanie a rovnako aj prípadná rezerva pre nepredvídateľné skutočnosti.  
Čo sa týka vizualizácie dát, jednotlivé činnosti sú na grafe vyznačené tmavšou farbou. 
Slabšie vyznačené úseky grafu pred jednotlivými časťami znamenajú časový úsek, 
potrebný pre prípravu alebo analýzu činnosti ako celku. Slabšie vyznačené úseky grafu 
za jednotlivými časťami znamenajú časový úsek, potrebný pre finálne testovanie 
a prepájanie s ďalšími modulmi. Graf môže byť určený časovým horizontom 
v rozmedzí hodín až mesiacov podľa potreby.  
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2. Analýza súčasného stavu spoločnosti 
2.1  Základné informácie o spoločnosti 
 
Obchodné meno:  iPARTNER, s.r.o. 
Právna forma:  Spoločnosť s ručením obmedzeným 
Sídlo:    1.mája 34/193, Liptovský Mikuláš 031 01 
IČO:    43802338 
DIČ:    SK2022493781 
Dátum zápisu do OR: 14.11.2007 
Základný kapitál:  6 640 ,- EUR 
Konateľ spoločnosti: Ing. Richard Porubän 
Počet zamestnancov:  2 
Predmet podnikania: 
- výroba a predaj web stránok 
- grafická a reprografická činnosť 
- poskytovanie sofvéru,  predaj hotových programov na 
základe zmluvy s autorom 
- poradenská činnosť v oblasti výpočtovej techniky, 
softvér a počítačových sietí 
- poradenské služby ohľadom elektronických zariadení 
na spracovanie dát 
- sprostredkovanie obchodu, výroby, prác a služieb 
- reklamná a propagačná činnosť 
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2.2 Organizačná štruktúra spoločnosti 
 
Spoločnosť iPARTNER, s.r.o. (ďalej len iPARTNER)  vznikla v roku 2007 zápisom do 
obchodného registra. Spoločnosť bola založená ako sesterská spoločnosť spoločnosti 
Imafex, s.r.o., zaoberajúcej sa  prevádzkou mikrovlnných rádiových sietí a pripájaním 
klientov do siete internet.  
Od začiatku svojho pôsobenia iPARTNER viackrát zmenil svoje sídlo. Tieto zmeny 
neboli razantných rozmerov, nakoľko spoločnosť nemenila mesto svojho pôsobenia 
a od svojho vzniku pravidelne sídlila v regióne Liptova.  
V decembri roku 2010 jeden z konateľov spoločnosti odkúpil od zvyšných spoločníkov 
ich majetkový podiel, čím sa stal jediným vlastníkom spoločnosti iPARTNER.  
Spoločnosť iPARTNER je nezávislá a bez väzieb k vyššej organizačnej jednotke. 
V súčasnosti zamestnáva dvoch zamestnancov a to konateľa firmy, ktorý je zároveň aj 
jej majiteľom a PR asistenta.  Spoločnosť iPARTNER v prípade potreby spolupracuje s 
externými zamestnancami.  
2.3 Informačné technológie spoločnosti 
 
Spoločnosť iPARTNER si správu väčšiny systémov zabezpečuje z vlastných zdrojov, 
keďže tieto služby poskytuje aj svojim zákazníkom. Týka sa to nie len informačných 
systémov ale aj správy siete, dátových úložísk, serverov a pracovných staníc.  
Tým, že spoločnosť iPARTNER disponuje či už internými alebo externými 
zamestnancami, ktorí sú tieto služby schopní zabezpečovať, je to výrazný moment na 
šetrenie finančných zdrojov. Všetky služby ohľadom informačných technológií, ktoré si 
spoločnosť iPARTNER nevie zabezpečiť z vlastných zdrojov, zabezpečujú jej sesterské 
spoločnosti. Sú to služby ako pripojenie do siete internet, prevádzkovanie a starostlivosť 
o dátové centrá a servis hardware. 
2.3.1 Software  
 
Druh software a platformy operačných systémov, ktoré sa v spoločnosti používajú sú 
veľmi rôznorodé. Je to spôsobené rozmanitosťou a širokým portfóliom služieb, ktoré 
iPARTNER ponúka.  
Pracovné stanice používajú z väčšej časti operačný systém Microsoft Windows. Na 
týchto pracovných staniciach je poväčšine nainštalovaný software na spracovanie 
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grafiky, pre vývoj aplikácií a kancelársku prácu. Takisto sa na nich nachádzajú 
konzolové nástroje na správu systémov. 
Servery spoločnosti fungujú prevažne na unixových systémoch, ale nájdu sa aj servery s 
operačným systémom od spoločnosti Microsoft. 
Spoločnosť iPARTNER takisto k svojej práci využíva prenosné mobilné zariadenia ako 
smartphone či tablety. Tablety fungujú na platforme Android a smartphony na 
platforme IOS. 
2.3.2 Hardware 
 
Ako pracovné stanice sa používajú notebooky značky DELL, ktoré boli kúpené v silnej 
konfigurácii pred tromi rokmi. Je teda pravdepodobné, že v najbližšej dobe sa tieto 
pracovné stanice budú obmieňať. 
Servery spoločnosti sú rôzneho charakteru. Väčšinou  ide o profesionálne servery od HP 
typu G5 a G6 ale nájdu sa aj menšie servery značky DELL a dokonca aj vyskladané PC 
s procesormi INTEL XENON. 
Čo sa týka mobilných zariadení, v spoločnosti sa používajú smartphony značky APPLE 
a tablety rôznych značiek, pri ktorých sa kladie dôraz hlavne na výkon, aby boli 
kvalitnou náhradou pracovných staníc na pracovných stretnutiach alebo servisných 
zásahoch. 
2.3.3 Štruktúra siete a záloha dát 
 
Štruktúra siete spoločnosti je založená na Virtual Private Network – VPN pretože 
spoločnosť iPARTNER disponuje chránenými dátami, jednak svojimi a rovnako aj 
zákazníckymi. Všetky servery existujú na vnútornom rozsahu a len produkčné virtuálne 
servery majú verejné IP adresy. Každá pracovná stanica sa pomocou VPN pripája do 
vnútornej siete, kde sú pre ňu sprístupnené služby do celého sveta rovnako akoby sa 
nachádzala vo vnútri siete.  
Záloha dát spoločnosti je z hľadiska bezpečnosti navrhnutá veľmi dobre, čo vyplýva aj 
z povahy poskytovaných služieb zákazníkom. Zálohy majú štvorstupňovú ochranu . 
Táto ochrana sa zabezpečuje pomocou logických, fyzických a geografických replikácii 
dát a dokonca serverových klastrov. 
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2.4 Základná charakteristika a obchodná situácia spoločnosti 
 
„Zameriavame sa na vytváranie výnimočných produktov a služieb pomocou kreatívneho 
dizajnu a technológií.“ (14) 
 Spoločnosť iPARTNER sa zaoberá širokým okruhom služieb a to prevažne: 
 
1. Tvorbou webových stránok a webových aplikácií. Do tejto kategórie spadajú 
prezentačné stránky, internetové obchody (eshopy), redakčné systémy 
a intranetové systémy.  
2. Tvorbou vizualizácií rôznych typov – prípravou zobrazovacích a ovládacích 
rozhraní pre obslužné systémy.  
3. Tvorbou softvéru určeného pre spracovanie dát, automatizáciu, archiváciu 
a obsluhu. 
4. Prípravou korporátneho dizajnu – logá, vizitky, dizajn manuály, firemné 
prezentácie a hlavičkové papiere.  
5. Poradenstvom pri výbere vhodnej trhovej stratégie. 
6. Umiestnením a sprístupnením prezentácií, systémov a dokumentov na internete 
s možnosťou archivácie (webhosting). 
7. Zlepšovaním viditeľností webových stránok v neplatených výsledkoch hľadania 
fulltextových vyhľadávačov (SEO optimalizácia). 
8. Prípravou tlačových materiálov – letáky, polepy, bilboardy a veľkoplošná 
reklama. 
 
 
2.4.1 Zákazníci 
 
V súčasnosti spoločnosť disponuje len dvomi zamestnancami, z ktorých jeden je 
zároveň aj jej konateľom. Napriek tomu je klientela spoločnosti iPARTNER bohatá, 
a vďaka spokojným zákazníkom a ich následným referenciám, sa dostáva do povedomia 
viacerých podnikateľov a taktiež jednotlivcov na území Slovenskej republiky. Do stále 
rozširujúcej sa zákazníckej základne spoločnosti iPARTNER patria spoločnosti 
a jednotlivci zo širokej škály odvetví. Medzi tieto odvetvia patria prevažne1: 
 
 
                                                 
1
 Za odvetvím nasleduje v zátvorke jeden z klientov z daného odvetvia 
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• Hotely a penzióny (penzión Zivka). 
• Kaviarne a puby (Caffe Exclusive, Liptovský Hrádok). 
• Školy a škôlky (Materská škôlka Komenského 13, Liptovský Mikuláš). 
• Cestné stavby (Cestné stavby a.s.). 
• Obchody: 
o  so záhradníckymi potrebami (Merkur, s.r.o.), 
o  s knihami (Brahman, s.r.o.), 
o  s výpočtovou technikou (Imafex Computers, s.r.o.), 
o  s oblečením (Realwear). 
• A mnoho ďalších. 
 
2.4.2 Analýza trhu 
 
V dnešnej dobe sa len máloktorá spoločnosť, zaobíde bez využitia informačných 
technológií a to či už pri svojej práci alebo pri propagácií svojej firmy na trhu. Z tohto 
dôvodu majú spoločnosti poskytujúce práve tieto riešenia prakticky neobmedzené 
množstvo potenciálnych klientov. Na základe toho je trh takpovediac presýtený 
spoločnosťami a jednotlivcami, ktorí sa zameriavajú na tvorbu webových stránok, 
webhostingom, prípadne len samotným poradenstvom v oblasti informačných 
technológií.  
Konkurencia spoločnosti iPARTNER je tým pádom obrovská. Napriek tomu si 
spoločnosť, vďaka vysokej kvalite svojich služieb, už roky udržiava spokojných 
zákazníkov. Okrem toho spoločnosť svojim zákazníkom ponúka okamžitý servis, 
výhodné ceny a nemenej podstatný je aj ľudský prístup pri jednaní so zákazníkmi. 
Odmenou za svoje služby sa spoločnosť iPARTNER, vďaka referenciám svojej 
klientely, rozširuje nielen v regióne Liptova ale taktiež na území celej Slovenskej 
republiky.  
Spoločnosť iPARTNER aktuálne pôsobí len na tuzemskom trhu, do budúcna tiež 
plánuje svoje rozšírenie aj do okolitých krajín, prevažne do Českej republiky. K tomuto 
kroku bude potrebné zvýšiť počet zamestnancov. V súčasnosti to spoločnosť nepokladá 
za prioritu, preto je jej rozširovanie do ostatných krajín momentálne pozastavené. 
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2.5 Filantropia 
 
Spoločnosť iPARTNER podporuje projekty, ktoré sú zaujímavé svojou myšlienkou, 
obsahom alebo posolstvom. Bezplatne poskytuje svoje služby prevažne začínajúcim 
hudobníkom. Okrem hudobníkov podporuje svojimi službami a finančnými 
prostriedkami taktiež spisovateľov, športovcov ale aj knižnice a organizácie pracujúce 
s mládežou. 
 
2.6 SWOT analýza 
 
Rovnako ako každá spoločnosť, aj iPARTNER má svoje silné a slabé stránky. 
V nasledujúcich odstavcoch budú spomenuté tie najvýraznejšie, ktoré najviac 
ovplyvňujú chod spoločnosti.  
 
2.6.1 Silné stránky 
 
• Spoločnosť ponúka individuálne riešenia. 
• Dlhoročné skúsenosti na poli pôsobnosti. 
• Dlhoroční spokojní zákazníci. 
• Celoslovenská pôsobnosť. 
• Pretrvanie počas hospodárskej krízy. 
• Otvorenosť informačných systémov. 
• Vnútorné technológie majú zastúpenie aj v zahraničí . 
 
 
2.6.2 Slabé stránky 
 
• Problémy pri prijímaní nových zamestnancov. 
• Neaktualizované informačné systémy. 
• Nedostatok interných zamestnancov. 
• Externá účtovníčka. 
• Nedostatočná jazyková úroveň zamestnancov. 
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2.6.3 Príležitosti 
 
• Schopní obchodníci. 
• Dobré referencie zákazníkov. 
• Spolupráca so študentmi. 
• Zákazky v štátnej správe. 
• Dynamický sektor pôsobenia. 
 
2.6.4 Hrozby 
 
• Vyššia cena ponúkaných služieb. 
• Strata know-how pri odchode zamestnanca. 
• Strata kľúčových zamestnancov. 
• Školenia zamestnancov financované z interných zdrojov. 
• Nekvalifikovaná konkurencia. 
 
 
 
2.7 Problémy pri bežnej prevádzke 
 
Nakoľko sa jedná o spoločnosť operujúcu na trhu služieb, nevznikajú pri jej bežnej 
prevádzke chyby v dodávkach tovaru, respektíve problém s odberateľmi. Medzi 
problémy by sa však dala zaradiť časová vyťaženosť zamestnancov nakoľko spoločnosť 
ich zamestnáva pomerne málo a prevádzkuje 24 hodinový servis. Problémy tiež 
nastávajú pri prípadných útokoch na servery spoločnosti, tie sú však prakticky okamžite 
zastavené a tým pádom to klienti nijak nepociťujú. Ďalším problémom sú nepresné 
definície dodané zo strany klienta. Často krát sa stáva, že klient nevie presne 
zadefinovať čo vlastne od výsledného produktu očakáva a preto sú nutné viaceré 
korektúry výsledného produktu napriek tomu, že bol spracovaný podľa zadanej 
definície.  
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2.8 Analýza informačných systémov spoločnosti 
 
Spoločnosť iPARTNER disponuje nasledovnými čiastkovými a komplexnejšími 
vnútropodnikovými systémami, ktoré boli podrobnejšie skúmané: 
 
• MRP – ekonomický systém, 
• Firemné CRM, 
• Systémy zabezpečujúce bezpečnú výmenu informácií a prístup k informačným 
systémom, 
• Prvé vybudované dátové centrum, 
• Druhé vybudované dátové centrum. 
 
Ako už bolo spomenuté vyššie, spoločnosť iPARTNER vznikla ako sesterská 
spoločnosť spoločnosti Imafex s.r.o a Imafex Computers s.r.o.. V tom čase boli v oboch 
spoločnostiach zhodní niektorí z konateľov a z toho dôvodu bolo rozhodnuté, že do 
troch takto previazaných spoločností budú zakúpené ročné licencie ekonomického 
systému od výrobcov a dodávateľov softvéru MRP – Company spol. s r.o. Ekonomický 
systém je v spoločnosti iPARTNER jediný, ktorý si spoločnosť nezriadila z vlastných 
zdrojov.  
Ostatné systémy využívané spoločnosťou boli navrhnuté a implementované 
zamestnancami spoločnosti iPARTNER. V tomto prípade sa teda jedná o systémy 
navrhnuté na mieru, ktoré by mali dokonale kopírovať požiadavky zodpovedných 
zamestnancov pracujúcich s danými informačnými systémami. Veľká výhoda systémov 
takéhoto typu spočíva v možnosti doprogramovať nadstavby systému na základe 
prípadnej potreby. 
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2.8.1 MRP – ekonomický systém 
 
MRP – Company spol. s r.o. je spoločnosť pôsobiaca na trhu už vyše 20 rokov, ktorá sa 
pýši širokým diapazónom zákazníkov. Systém dodávaný touto spoločnosťou, má 
z hľadiska spoločnosti iPARTNER nadštandardné funkcie, ktoré však nie sú v bežnej 
prevádzke využívané. Nakoľko ide o systém vyrábaný pre široké spektrum zákazníkov, 
výrobca nie je schopný dorábať špeciálne funkcie na základe žiadosti jednotlivých 
zákazníkov. Grafické užívateľské rozhranie sa od prvotného zakúpenia neinovovalo, čo 
zvyšuje komplikovanosť práce. S internými informáciami spoločnosti, ktoré nesie tento 
systém, pracuje viacero zodpovedných osôb. Nakoľko však nie je možné pre tieto osoby 
vytvoriť samostatný prístup do systému, vzniká riziko úniku citlivých interných 
informácií.  
 
Zhrnutie vlastností: 
Tabuľka č. 1: SWOT analýza MRP systému 
Silné stránky 
 
10 | Možnosť pripojenia sa do systému 
cez VPN a vzdialenú plochu 
 
7 | Spoločnosť MRP Company spol s r.o. 
je sama zodpovedná za tvorbu a úpravu 
zákonov tak,  aby bol softvér legislatívne 
správny 
 
 
Slabé stránky 
 
5 | Je náročné dorábať do systému 
špeciálnu funkciu mimo tých, ktoré 
výrobca ponúka 
 
8 | Pre beh softvéru je od výrobcu nutný 
prenájom servera 
 
5 | Je potrebné každoročne obnovovať  
licenciu 
 
4 | Zastarané grafické užívateľské 
rozhranie komplikuje prácu 
 
8 | Nadštandardné funkcie nie sú 
spoločnosťou iPARTNER využívané 
a preto spoločnosť platí za to, čo 
nevyužíva 
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(Zdroj: Vlastné spracovanie) 
 
Z priradených hodnôt pre jednotlivé vlastnosti je možné ďalej vypočítať kvadratický 
priemer, ktorý zvýrazňuje silu podstatnejších vlastností a zjemňuje menej podstatné 
vlastnosti čím lepšie popisuje skutočné postavenie systému v podniku.  
a) Silné stránky | priemer: 8,63  
b) Slabé stránky | priemer: 6,23 
c) Príležitosti | priemer: 3,00  
d) Hrozby | priemer: 4,08 
Po sčítaní výsledkov kvadratického priemeru dostávame pomer záporných vlastností 
voči vlastnostiam kladným, čo je zobrazené na grafe číslo 1. 
 
Graf č. 1: Pomer súčtu slabých stránok a hrozieb voči silným stránkam a príležitostiam MRP 
systému (Zdroj: Vlastné spracovanie) 
Príležitosti 
 
3 | Výrobcom je spoločnosť 
s dlhoročnou históriou, ktorá investuje 
do vývoja svojich aplikácií 
 
Hrozby 
 
3 | Výrobca nevyrába tento softvér na 
mieru každého zákazníka a preto je veľmi 
finančne náročné navrhovať si vlastné 
zmeny 
 
4 | Nie je možné ovplyvniť prípadné 
výpadky, keďže systém je prevádzkovaný 
na prenajatom servery  
 
5 | Ohrozenie bezpečnosti  z dôvodu 
nemožnosti poskytnutia vlastného 
prístupu zodpovedným osobám 
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Nasledujúci graf znázorňuje bod postavenia MRP systému v spoločnosti na základe 
SWOT analýzy. 
 
Graf č. 2: SWOT analýza MRP systému (Zdroj: Vlastné spracovanie) 
Z grafu je možné vyčítať, že bod postavenia MRP systému v spoločnosti sa nachádza na 
hranici predeľujúcej kladné a záporné vlastnosti systému. Postavenie systému sa 
nedostalo do kritických hodnôt a preto je možné využívať systém aj naďalej. Nakoľko 
však spoločnosť nemá možnosť odstrániť najzávažnejšie nevhodné vlastnosti a taktiež 
nie je možné ani podporiť tvorbu kladných vlastností systému, nie je možné tieto 
štatistiky zlepšiť bez výraznejšieho zásahu. Tomuto problému sa bude venovať 
nasledujúca kapitola.  
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2.8.2 Firemné CRM 
 
Firemné CRM spoločnosti iPARTNER patrí medzi systémy, ktoré si spoločnosť  
implementovala z vlastných zdrojov. Základnou úlohou firemného CRM je 
poskytovanie prehľadu o zákazníkoch využívajúcich služby dátového centra 
a zákazníkoch využívajúcich servisné služby. Možnosť rozšírenia firemného CRM 
spočíva v rozšírení prehľadu taktiež o zákazníkov, ktorí využívajú výrobné služby. 
Systém vytvára prehľadné podklady pre fakturáciu. Faktúry sú potom náročné 
prenášané do MRP systému.  Rozširovanie systému a udržovanie kvality systému 
viazne na politike spoločnosti, ktorá uprednostňuje údržbu systémov svojich zákazníkov 
na úkor vlastných potrieb. Dáta obsiahnuté v CRM sú bezpečne zálohované cez štyri 
rôzne servery čo zvyšuje schopnosť zachovania nepoškodených dát v prípade 
neočakávaných problémov. Systém bol vyvíjaný vo všeobecne dostupných 
technológiách a z tohto dôvodu by jeho prípadný rozvoj bol nenáročný a zvládnuteľný 
aj v prípade, že by jeho implementovanie bolo delegované na externých pracovníkov.  
Zhrnutie vlastností: 
Tabuľka č. 2: SWOT analýza CRM 
 
Silné stránky 
 
5 | Systém je vyvíjaný z vlastných zdrojov 
 
10 | Otvorenosť systému  
 
8 | Intuitívne ovládanie, systém je 
prehľadný pre rôzne vekové kategórie 
zákazníkov 
 
8 | Zálohovanie dát je riešené cez štyri 
nezávisle fungujúce servery    
 
Slabé stránky 
 
4 | Systém nenesie informácie o všetkých 
ponúkaných službách spoločnosti – chýba 
prehľad zákazníkov využívajúcich 
výrobné služby spoločnosti 
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(Zdroj: Vlastné spracovanie) 
 
V prípade firemného CRM prevažovali silné stránky oproti slabým. Taktiež váha 
pozitívnych vlastností bola vyššia ako váha negatívnych vlastností. Po vypočítaní 
kvadratického priemeru jednotlivých vlastností dostávame nasledovné hodnoty:  
a) Silné stránky | priemer: 7,95  
b) Slabé stránky | priemer: 4,00 
c) Príležitosti | priemer: 6,00 
d) Hrozby | priemer: 5,15 
Tieto výsledky môžeme ďalej interpretovať vo forme grafu ako pomer silných stránok 
a príležitostí oproti slabým stránkam a hrozbám. 
 
Graf č. 3: Pomer súčtu slabých stránok a hrozieb voči silným stránkam a príležitostiam firemného 
CRM (Zdroj: Vlastné spracovanie) 
Príležitosti 
 
6 | Systém je schopný reflektovať zmeny 
v spoločnosti 
 
6 | Vývoj systému prebieha vo všeobecne 
dostupných technológiách 
 
Hrozby 
 
7 | Systém sa stáva postupne zastaraným 
z dôvodu uprednostňovania zákazníkov 
pred potrebami spoločnosti 
 
2 | Systém je dostupný len na internete, 
v prípade výpadku internetu nie je 
umožnený prístup k systému    
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Graf č. 4: SWOT analýza firemného CRM (Zdroj: Vlastné spracovanie) 
 
Z grafu číslo 4 je možné vyčítať bod postavenia firemného CRM spoločnosti 
iPARTNER. Tento bod sa nachádza v kladnej časti grafu. Z toho vyplýva, že kladné 
vlastnosti systému a ich prínos pre spoločnosť prevažujú nad zápornými vlastnosťami 
systému. Postavenie bodu stále nedosahuje dokonalé hodnoty a preto je možné pracovať 
na vylepšení a to či už odstraňovaním slabých stránok a hrozieb alebo rozširovaním 
silných stránok. Spoločnosť disponuje prostriedkami pre inováciu systému. V ďalšej 
kapitole bude rozobratý návrh na vylepšenie firemného CRM. 
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2.8.3 Systémy zabezpečujúce bezpečnú výmenu informácií a prístup k IS 
 
Pri svojej práci zamestnanci kladú dôraz na bezpečnú výmenu informácií. Spoločnosť 
má vytvorené osobitné virtuálne počítačové siete (VPN) pre prístup či už k dátovému 
centru alebo k pripojeniu sa k firemnému intranetu. Niektoré formy komunikácie 
prebiehajú cez dvojitú ochranu – okrem VPN sa vo veľkom využíva aj vzdialené 
pripojenie. Nevýhodou tohto druhu komunikácie je spomalenie odozvy zo strany 
serverov. Pre pripojenie má každý zamestnanec vytvorené vlastné konto a preto je 
možné logovanie práce a teda administrátor má vždy prehľad o tom, aké zmeny vykonal 
konkrétny užívateľ. 
Zhrnutie vlastností:  
Tabuľka č. 3: SWOT analýza systémov zabezpečujúcich bezpečnú výmenu informácií 
(Zdroj: Vlastné spracovanie) 
 
V tomto prípade sa nejedná priamo o informačný systém avšak vyskytuje sa v 
procesoch ako postup práce, čím značne uľahčuje prácu administrátorovi. Z tohto 
dôvodu som sa rozhodol zaradiť spomínaný spôsob práce ako hodnotiacu položku  do 
výsledného bodu. 
 
 
Silné stránky 
 
10 | Šifrovaná komunikácia medzi 
užívateľom a VPN 
 
Slabé stránky 
 
3 | Mierne spomalenie komunikácie 
 
Príležitosti 
 
7 | Je možné vytvárať a spravovať kontá 
pre nových užívateľov 
 
5 | Práca užívateľov je logovaná – 
administrátor má prehľad o zmenách 
vykonaných inými užívateľmi 
 
Hrozby 
 
1 | Existujú miesta, z ktorých nie je 
povolené pripojenie ku vzdialenej ploche 
alebo k VPN a sú blokované lokálnou 
technológiou (môže sa jednať napríklad 
o niektoré internetové kaviarne) 
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Graf č. 5: Pomer súčtu slabých stránok a hrozieb voči silným stránkam a príležitostiam systémov 
zabezpečujúcich bezpečnú výmenu informácií a prístup k IS (Zdroj: Vlastné spracovanie) 
 
 
Graf č. 6: SWOT analýza systémov zabezpečujúcich bezpečnú výmenu informácií a prístup k IS 
(Zdroj: Vlastné spracovanie) 
 
Spoločnosť PARTNER by mala aj naďalej využívať pripojenia ku častiam svojich 
systémov pomocou virtuálnych počítačových sietí respektíve vzdialených plôch. Slabé 
stránky tohto postupu sú minimálne, až takmer zanedbateľné, čo môžeme vidieť aj na 
grafoch č. 5 a č. 6. Napriek tomu, že silných stránok a príležitostí nie je mnoho, ich 
prínos pre spoločnosť je veľký. Tento postup napomáha pri práci hlavne externým 
zamestnancom, ktorí sa nachádzajú mimo územia Slovenskej republiky. 
a) Silné stránky | priemer: 10,00  
b) Slabé stránky | priemer: 3,00 
c) Príležitosti | priemer: 6,08 
d) Hrozby | priemer: 1,00 
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2.8.4 Prvé vybudované dátové centrum 
 
Prvé vybudované dátové centrum už dlhoročne plní funkcie, pre ktoré bolo pôvodne 
vystavané. Ako plynie z názvu, spoločnosť disponuje už vynovenou verziou tohto 
systému. Dôvod, kvôli ktorému som sa rozhodol analyzovať obe dátové centrá je ten, že 
aj prvé dátové centrum je stále využívané a dodnes poskytuje služby, za ktoré 
spoločnosť inkasuje financie na mesačnej a ročnej báze. Prvé dátové centrum nie je 
aktualizované a niektoré moduly sú zastarané čo zvyšuje riziko vzniku bezpečnostných 
chýb. Spoločnosť neplánuje tvorbu nových funkcií a aktualizáciu tohto systému. 
V prípade, že sa systém dostane do fázy, kedy nebude schopný spĺňať určené funkcie, je 
možné z neho vybudovať geolokačné zálohovacie centrum. Zálohovanie dát prebieha 
pomocou štvorúrovňového zálohovania a prístup k dátovému centru je možný len cez 
virtuálnu privátnu sieť.  
 
Zhrnutie vlastností: 
Tabuľka č. 4: SWOT analýza prvého dátového centra 
 
 
 
Silné stránky 
 
8 | Dátové centrum je dlhoročne fungujúce 
bez výraznejších zmien v jeho 
implementácii. Naďalej poskytuje služby, 
za ktoré spoločnosť inkasuje financie na 
mesačnej a ročnej báze 
 
8 | Zálohovanie dátového centra je riešené 
štvorúrovňovo  
 
9 | Prístup k dátovému centru je 
realizovateľný len cez virtuálnu privátnu 
sieť (VPN) 
Slabé stránky 
 
6 | Systém nie je aktualizovaný, niektoré 
moduly sú zastarané čím sa zvyšuje riziko 
vzniku bezpečnostných chýb 
 
6 | Softvérová vrstva nie je oddelená od 
hardvérovej, vzniká riziko nedostupnosti 
údajov pri poškodení hardvéru 
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(Zdroj: Vlastné spracovanie) 
 
V prípade prvého dátového centra by bolo vhodné zamerať sa prevažne na príležitosti, 
ktoré tento systém nesie. Nakoľko bol systém navrhnutý pred pomerne dlhou dobou, 
jeho silné stránky by sa dali považovať za dočasné a to do doby, kedy služby prvého 
dátového centra preberie jeho aktualizovaná verzia. Momentálne však systém stále 
poskytuje služby, pre ktoré bol navrhnutý a preto je vhodné analyzovať jeho aktuálny 
prínos pre spoločnosť iPARTNER.  
a) Silné stránky | priemer: 8,35  
b) Slabé stránky | priemer: 4,74 
c) Príležitosti | priemer: 7,00 
d) Hrozby | priemer: 3,54 
 
Graf č. 7: Pomer súčtu slabých stránok a hrozieb voči silným stránkam a príležitostiam prvého 
vybudovaného dátového centra (Zdroj: Vlastné spracovanie) 
Príležitosti 
 
7 | Dátovému centru je možné 
prispôsobiť v budúcnosti funkcionalitu. 
Je pravdepodobné, že sa postupom času 
modifikuje na geolokačné zálohovacie 
centrum  
 
Hrozby 
 
3 | Pri realizácií zmien funkcionality 
systému vznikne potreba školenia 
užívateľov  
 
7 | Do systému nie je možné 
implementovať nové služby nakoľko 
systém nie je aktualizovaný 
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Graf č. 8: SWOT analýza prvého vybudovaného dátového centra (Zdroj: Vlastné spracovanie) 
 
Navzdory faktu, že systém je zastaraný, jeho prínos pre spoločnosť stále prevažuje nad 
jeho drobnými nedostatkami. Celkovo môžeme usúdiť, že systém dopadol v analýze 
pomerne dobre, avšak ostáva len otázkou času, kedy jeho služby prevezme 
aktualizované dátové centrum, ktorým spoločnosť aktuálne disponuje. Spoločnosť už 
neinvestuje do inovácie prvého dátového centra, čo bude mať za následok postupné 
vytrácanie žiadanej funkcionality a to povedie k nárastu slabých stránok systému na 
úkor jeho silných vlastností. Veľkou výhodou prvého dátového centra je možnosť s ním 
narábať aj po jeho nahradení aktualizovanou verziou a to napríklad vo forme 
geolokačného zálohovacieho centra.   
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2.8.5 Druhé vybudované dátové centrum 
 
V prípade druhého vybudovaného dátového centra hovoríme o aktualizovanej verzii 
prvého vybudovaného dátového centra, rozšíreného o najnovšie trendy. Druhé dátové 
centrum poskytuje svoje služby prostredníctvom internetu (Cloud computing) 
s geolokačnou distribúciou z čoho vyplýva, že softvér je oddelený od hardvéru 
a v prípade výpadku si toho klient ani nevšimne. Zálohovanie údajov spočíva 
v replikácii serverov a záloh a k nim je navyše dorobené štvorúrovňový zálohovací 
systém. Servery zabezpečujúce chod tohto dátového centra sa nachádzajú v troch 
mestách na území Slovenskej republiky a Rakúsku. Takýto rozsiahli systém 
zálohovanie so sebou nesie vysoké finančné náklady na prevádzku serverov. Dátové 
centrum je jednoducho rozšíriteľné vzhľadom na požiadavky zákazníka, tieto rozšírenia 
však nesú so sebou potrebu  dodatočného financovania spojeného s licenciami 
softvéru.  
 
Zhrnutie vlastností: 
Tabuľka č. 5: SWOT analýza druhého dátového centra 
Silné stránky 
 
8 | Dátové centrum je navrhnuté podľa 
najnovších trendov  
 
8 | Vysoká prevencia straty dát - 
zálohovanie dátového centra je dôkladne 
navrhnuté 
 
10 | Softvérová vrstva je oddelená od 
hardvérovej (Cloud Computing 
s geolokačnou distribúciou) 
 
9 | Prístup k dátovému centru je 
realizovateľný len cez virtuálnu privátnu 
sieť (VPN) 
Slabé stránky 
 
3 | Systém  je napadnuteľný, spoločnosť 
však nemá možnosť brániť sa DDOS 
útokom – jedná sa o celosvetový problém   
 
2 | Vysoké finančné náklady na hardvér 
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(Zdroj: Vlastné spracovanie) 
 
Spoločnosť iPARTNER kladie vysoký dôraz na funkčnosť, spoľahlivosť, bezpečnosť 
a údržbu svojho dátového centra. Spojenie týchto vlastností však nesie okrem kladných 
vlastností taktiež viacero nepriaznivých, medzi ktoré by sme mohli počítať potrebu 
školenia zamestnancov, pracujúcich s dátovým centrom, alebo tiež vyššiu finančnú 
náročnosť na obsluhu. V konečnom dôsledku je váha kladných vlastností zďaleka 
prevyšujúca váhu záporných vlastností.  
a) Silné stránky | priemer: 8,79  
b) Slabé stránky | priemer: 2,55 
c) Príležitosti | priemer: 7,75 
d) Hrozby | priemer: 4,32 
 
Graf č. 9: Pomer súčtu slabých stránok a hrozieb voči silným stránkam a príležitostiam druhého 
vybudovaného dátového centra (Zdroj: Vlastné spracovanie) 
 
Príležitosti 
 
8 | Možnosť jednoduchého rozšírenia 
dátového centra a s tým spojené zvýšenie 
výkonu 
 
4 | Dátové centrum má dôkladne spracovanú 
dokumentáciu 
 
10 | Možnosť jednoduchého vytvorenia novej 
dátovej služby  
  
Hrozby 
 
4 | Vyššia finančná náročnosť spojená 
s licenciami softvéru pri prípadnom 
rozširovaní dátových služieb 
 
6 | Systém si vyžaduje časovo náročné 
školenie zamestnancov   
 
2 | Spoločnosť disponuje limitovaným 
rozsahom IP adries  
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Graf č. 10: SWOT analýza druhého vybudovaného dátového centra (Zdroj: Vlastné spracovanie) 
 
Bod postavenia druhého vybudovaného dátového centra sa blíži dokonalým hodnotám, 
ktoré však nie je možné dosiahnuť. Zvyšovaním kvality dátového centra sa predlžuje 
čas, ktorý si toto zvyšovanie vyžaduje a taktiež rastú náklady a to nie len finančné, ale 
hlavne náklady na ľudské zdroje. Vďaka geolokačnej distribúcii si zákazníci v bežnej 
prevádzke nevšimnú prípadné problémy na strane spoločnosti iPARTNER, akými môžu 
byť výpadok servera, prípadne jeho nezákonné napadnutie z vonkajšieho prostredia. 
Spoločnosť má svoje dátové centrum kvalitne vybudované a prípadné možné zmeny 
a zásahy do tohto systému by boli len kozmetickými úpravami, ktoré by neviedli 
k šetreniu financií, času alebo energie venovanej práci s týmto dátovým centrom. 
Z tohto dôvodu nie je potrebné sa v ďalšej kapitole dôkladnejšie venovať zmenám 
týkajúcim sa druhého vybudovaného dátového centra.  
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2.8.6 Zhrnutie analýzy podnikových systémov 
 
V predchádzajúcich podkapitolách boli analyzované systémy, ktoré spoločnosť 
iPARTNER využíva. Na to, aby sme mohli znázorniť graf, premietajúci bod postavenia 
využívaných systémov a postupov, je potrebné vlastnosti týchto systémov spoločne 
kvantifikovať. Z tohto grafu sme schopní vyčítať, ktoré vlastnosti je potrebné ovplyvniť 
a taktiež ktorým smerom. Ako východisko pre kvantifikáciu podkladov využijeme 
čiastkové tabuľky z predchádzajúcej kapitoly. Hodnotu každej vlastnosti vypočítame 
kvadratickým priemerom z čiastkových hodnôt a dostaneme výsledok, ktorý vystihuje 
celkovú situáciu systémov, využívaných spoločnosťou iPARTNER. Tieto hodnoty pre 
lepšie znázornenie následne vynesieme na graf. 
 
Kvantifikácia SWOT analýzy: 
a) Silné stránky | Strenghts | priemer: 8,77  
• 8,63 | MRP – ekonomický systém  
• 7,95 | Firemné CRM 
• 10,0 | Systémy zabezpečujúce bezpečnú výmenu informácií  
• 8,35 | Prvé vybudované dátové centrum 
• 8,79 | Druhé vybudované dátové centrum 
 
b) Slabé stránky | Weaknesses | priemer: 4,31 
• 6,23 | MRP – ekonomický systém 
• 4,00 | Firemné CRM 
• 3,00 | Systémy zabezpečujúce bezpečnú výmenu informácií 
• 4,74 | Prvé vybudované dátové centrum 
• 2,55 | Druhé vybudované dátové centrum 
 
c) Príležitosti | Opportunities | priemer: 6,18 
• 3,00 | MRP – ekonomický systém 
• 6,00 | Firemné CRM 
• 6,08 | Systémy zabezpečujúce bezpečnú výmenu informácií 
• 7,00 | Prvé vybudované dátové centrum 
• 7,75 | Druhé vybudované dátové centrum 
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d) Hrozby | Threats | priemer: 3,88 
• 4,08 | MRP – ekonomický systém 
• 5,15 | Firemné CRM 
• 1,00 | Systémy zabezpečujúce bezpečnú výmenu informácií 
• 3,54 | Prvé vybudované dátové centrum 
• 4,32 | Druhé vybudované dátové centrum 
 
Graf č. 11: SWOT analýza systémov využívaných spoločnosťou iPARTNER 
 (Zdroj: Vlastné spracovanie) 
 
Z grafu SWOT analýzy vidíme, že bod postavenia všetkých vnútropodnikových 
systémov spoločnosti iPARTNER sa nachádza v kladnej časti grafu. Z toho vyplýva, že 
stav využívaných systémov nie je kritický a pre momentálnu situáciu spoločnosti sú 
systémy prevádzky schopné. Je tu však priestor pre zmenu a to prevažne pri systémoch, 
ktoré dosiahli v hodnotení slabšie výsledky. Dôraz by mal byť zameraný na MRP – 
ekonomický systém a firemné CRM. Spoločnosť disponuje prostriedkami na zlepšenie 
spomínaných systémov a to či už snahou o rozšírenie silných stránok a príležitostí 
systému, respektíve snahou o odstránenie slabých stránok a hrozieb. To, akým 
spôsobom je možné dosiahnuť tohto stavu je rozpísané v ďalšej kapitole.  
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3.  Vlastný návrh riešenia 
 
Na to, aby bolo možné navrhnúť presný postup pri implementácii čiastkových 
alebo celkových zmien využívaných informačných systémov, je potrebné sa na tieto 
systémy pozrieť nie len z hľadiska technických vlastností a charakteristík, ale je 
potrebné sa zamerať taktiež na: 
• riziká, ktoré daný systém nesie, 
• náročnosť nahradenia systému, 
• používateľnosť systému. 
 
Do kategórie rizík spadajú rôzne vlastnosti systémov od bezpečnostných chýb až po 
uzavretosť systému. Pre kvantifikáciu kategórie náročnosť nahradenia je potrebné sa 
zamerať na charakteristiky, ktoré sa zaoberajú zložitosťou samotného riešenia, časovou 
náročnosťou potenciálneho riešenia a taktiež náročnosťou použitej technológie využitej 
pri implementácii systému. Poslednou kategóriou je samotná používateľnosť systému, 
do ktorej spadajú charakteristiky užívateľských rozhraní, premyslenosť procesov 
systému, centralizovanie funkcií systému a v neposlednom rade vyťažovanie daného 
systému na základe jeho dennej prevádzky.  
Dôvod, kvôli ktorému je potrebné rozobrať podrobne tieto tri vlastnosti,  je ten, že aj pri 
pomerne rizikovom systéme, ktorým by sa mala spoločnosť pri návrhu implementácie 
prioritne zaoberať, môže byť náročnosť nahradenia a používateľnosť príliš vysoká, čo 
by výrazne spomalilo odstraňovanie chýb a nahradzovanie tohto systému jeho 
alternatívou. Na to, aby sme zvolili správne postup implementácie, je teda potrebné 
analyzovať aj tieto zložky a určiť to, ktorými systémami je potrebné sa primárne 
zaoberať a pri ktorých by prípadné zmeny narušili bežnú prevádzku.  
Na kvantifikovanie týchto troch vlastností použijeme stupnicu od 0 do 10, pričom 0 je 
najmenšia váha a naproti tomu 10 pripisuje veľkú vážnosť konkrétnej vlastnosti. 
V prípade kategórií náročnosť nahradenia a používateľnosť systému je využitý taktiež 
množinový doplnok a to z toho dôvodu, že pri návrhu prioritných zmien nás zaujímajú 
prevažne nedostatky systémov, ktorých odstránenie prináša spoločnosti najväčšie 
benefity v čo najkratšom čase. Príkladom môže byť rizikový systém s nízkou 
používateľnosťou, ktorého prípadná údržba nenaruší každodenný chod spoločnosti, ale 
ušetrí spoločnosti financie, alebo ľudské zdroje.  
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3.1 Spracovanie podkladov pre časový plán riešenia 
 
 
Tabuľka č. 6: Tabuľka vlastností systémov (so základnou kvantifikáciou bez doplnkov) 
Systém Riziká Náročnosť 
nahradenia 
Používateľnosť 
MRP – ekonomický systém  7 5 7 
Firemné CRM  3 9 10 
Bezpečnostné postupy 1 10 10 
Prvé dátové centrum 3 5 10 
Druhé dátové centrum 2 7 8 
(Zdroj: Vlastné spracovanie) 
 
Nasledujúce grafy prehľadnejšie znázorňujú pomer jednotlivých vlastností v systémoch 
využívaných spoločnosťou. Ako už bolo spomenuté vyššie, čím väčšia je hodnota 
vlastnosti, tým vyššiu váhu má konkrétna vlastnosť pri určovaní priority postupného 
nahradzovania modulov systému alebo systému ako celku.  
 
 
Graf č. 12: Pomer rizikovosti systémov využívaných spoločnosťou iPARTNER  
(Zdroj: Vlastné spracovanie) 
 
Ako je možné vyčítať z grafu, najrizikovejším systémom sa javí MRP – ekonomický 
systém a to hlavne z dôvodu, že tento systém ako jediný, nebol navrhnutý z vlastných 
zdrojov a taktiež nebol ani navrhnutý pre potreby spoločnosti samotnej. Z tohto dôvodu 
je prakticky nemožné systém rozširovať a prepájať s ostatnými celkami informačnej 
7
3
1
3
2
MRP - ekonomický systém
Firemné CRM
Bezpečnostné postupy
Prvé dátové centrum
Druhé dátové centrum
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siete, čo značne zvyšuje náročnosť práce. Spoločnosť navyše disponuje len jedným 
prístupovým účtom k tomuto systému, čo znižuje bezpečnosť systému a zvyšuje riziko 
úniku citlivých informácií. 
 
 
Graf č. 13: Pomer náročnosti nahradenia systémov využívaných spoločnosťou iPARTNER  
(Zdroj: Vlastné spracovanie) 
 
Graf číslo 13 znázorňuje jedinečnosť riešenia a náročnosť akú nesie potenciálna zmena 
týchto systémov za alternatívne riešenia. V tomto pomere najlepšie obstáli postupy 
zaoberajúce sa výmenou informácií v spoločnosti a prístupom k informačným 
systémom a firemné CRM. Naopak najhoršie obstál opäť MRP – ekonomický systém 
a taktiež neaktualizované dátové centrum. V prípade prvého dátového centra je jeho 
nahradenie aktualizovanou verziou len otázkou času.  
 
 
Graf č. 14: Pomer používateľnosti systémov využívaných spoločnosťou iPARTNER 
 (Zdroj: Vlastné spracovanie) 
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Graf číslo 14 znázorňuje prevažne to, v akom časovom horizonte  sa dané systémy 
v bežnej prevádzke využívajú. Systémy dosahujúce hodnotu 10, sú využívané na dennej 
báze a to niekoľkokrát do dňa. Systémy, ktorých hodnota sa pohybuje okolo hodnoty 7 
sú potom využívané viackrát do týždňa.    
Ďalším krokom je vytvorenie celkového grafu a to nahradením náročnosti nahradenia 
a používateľnosti ich množinovým doplnkom. Zaujímajú nás systémy, ktoré nesú so 
sebou vysoké riziko, sú pomerne jednoducho nahraditeľné za adekvátne riešenie a ich 
nahradenie výrazne neobmedzí používateľnosť daného systému počas jeho aktualizácie. 
Tieto vlastnosti budú taktiež spriemerované pomocou kvadratického priemeru, rovnako 
ako to bolo použité v prípade SWOT analýz jednotlivých systémov. Veľkosti podoblastí 
v grafe hovoria o prioritizácií nahradenia, prípadne vylepšenia daného systému.  
 
Tabuľka č. 7: Tabuľka vlastností systémov (s doplnkovou kvantifikáciou) 
Systém Riziká Náročnosť 
nahradenia 
Používateľnosť Priemer 
MRP – ekonomický systém 7 5 3 5,26 
Firemné CRM 3 1 0 1,83 
Bezpečnostné postupy 1 0 0 0,58 
Prvé dátové centrum 3 5 0 3,37 
Druhé dátové centrum 2 3 2 2,38 
(Zdroj: Vlastné spracovanie) 
 
Graf č. 15: Výsledný pomer vlastností systémov využívaných spoločnosťou iPARTNER  
(Zdroj: Vlastné spracovanie) 
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Z grafu číslo 15 je možné vyčítať poradie a priority nahradzovania alebo prípadného 
vylepšovania systémov, ktoré boli skúmané. Tieto údaje sú vhodným podkladom pre 
časový plán návrhu riešenia. V prípade, že sa spoločnosť rozhodne o zmeny vo 
viacerých systémoch, poradie zmien implementácie systémov by mohlo byť 
nasledovné: 
1. MRP – Ekonomický systém, 
2. Prvé vybudované dátové centrum, 
3. Druhé vybudované dátové centrum, 
4. Firemné CRM, 
5. Systémy zabezpečujúce bezpečnú výmenu informácií a prístup k informačným 
systémom. 
 
Toto poradie je však iba orientačné. Veľkú úlohu zohráva potreba zmien v týchto 
systémoch. Ako bolo analyzované v predchádzajúcej kapitole, nie každý systém, ktorý 
je spoločnosťou využívaný, si vyžaduje dodatočné zásahy a úpravy svojej funkcionality. 
Spoločnosť iPARTNER by sa mala zamerať prevažne na systémy, ktoré v SWOT 
analýze nedosiahli očakávané výsledky a ktoré so sebou nesú viacero technických, 
logistických alebo bezpečnostných chýb.  V prípade prvého vybudovaného dátového 
centra hovoríme o systéme, ktorý už pozná svojho nástupcu a preto nie je potrebné 
navrhovať dodatočné zmeny. Je len otázkou času, kedy jeho služby preberie jeho 
aktualizovaná verzia. Druhé vybudované dátové centrum je navrhnuté podľa najnovších 
trendov a priebežne upravované na základe požiadaviek zákazníkov. V SWOT analýze 
oba systémy dosiahli priaznivé hodnoty a preto sa nimi už naďalej nebudeme zaoberať. 
Rovnako na tom sú aj systémy, zabezpečujúce bezpečnú výmenu informácií a prístup 
k informačným systémom. Jedná sa o postupy práce, od ktorých spoločnosť neplánuje 
za žiadnych okolností upustiť, keďže sú už dlhoročne zaužívané a spĺňajú určenú 
funkciu. Spoločnosť by sa mala zamerať na rozširovanie silných stránok firemného 
CRM. Vysoká otvorenosť systému umožňuje rozširovanie funkcionality, čo môže viesť 
k uľahčeniu práce zamestnancom a takisto k posilneniu postavenia spoločnosti na trhu. 
Z výsledku analýz je možné usúdiť, že najproblematickejším systémom sa stal systém, 
ktorý ako jediný nebol implementovaný spoločnosťou iPARTNER. Jedná sa o MRP – 
ekonomický systém, ktorého funkcionalita zďaleka prevyšuje potreby spoločnosti 
a napriek nadštandardným funkciám je jeho bežné využívanie spojené 
s bezpečnostnými rizikami.  
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3.2 Postup implementácie 
 
Návrh riešenia by mal zohľadňovať východiskový bod SWOT analýzy a následne ho 
upravovať správnym smerom. Preto je potrebné určiť kritické oblasti, ktorých úpravu 
musí nové riešenie nutne obsahovať, ďalej oblasti, ktoré rozširujú pôvodné riešenie 
a oblasti pre budúce rozšírenia a možnosti.  
V prípade MRP – ekonomického systému sa spoločnosti iPARTNER neodporúča 
predlžovať licencie tohto systému do ďalších rokov. Nakoľko spoločnosť sama vyvíja 
informačné systémy, je pre ňu ekonomicky nevýhodné ročne investovať do systému, 
ktorý navyše dokonale nespĺňa jej požiadavky. V tomto prípade nehovoríme len 
konkrétne o systéme dodávaného spoločnosťou MRP Company spol. s r.o., ale taktiež 
o ich konkurentoch, dodávajúcich riešenia v podobe ekonomických systémov. Je 
pravdepodobné, že na trhu existuje ekonomický systém, ktorý by spĺňal požiadavky 
spoločnosti iPARTNER, avšak najideálnejším riešením ostáva implementácia systému 
z vlastných zdrojov a to či už vlastnými zamestnancami, alebo externými 
zamestnancami spoločnosti. Spoločnosť iPARTNER tým ušetrí ročne financie potrebné 
na obnovovanie licencií od svojho dodávateľa. Taktiež si môže navrhnúť a prepojiť už 
existujúce systémy s prípadným novým riešením. Nakoľko sú systémy spoločnosti 
otvorené, vzniká priestor aj pre rozšírenie funkcionality firemného CRM. Tento systém 
v spoločnosti slúži pre pracovníkov aj na prípadné analýzy. Súčasné riešenie obsahuje 
kategóriu podprogramov, ktoré zamestnanci pri svojej práci využívajú na rôzne analýzy. 
Po prepojení firemného CRM s novovybudovaným ekonomickým systémom vznikne 
množstvo príležitostí na vybudovanie podprogramov určených na predpovedanie analýz 
pre budúce obdobia. Čo všetko by malo riešenie obsahovať bude popísané 
prioritizačnou metódou MoSCoW.  
Pre správny návrh riešenia je dôležité určiť body, ktoré je nutné riešiť. Ako podklad 
poslúžia výsledky SWOT analýzy. Z vlastností analyzovaných systémov je možné 
vybrať tie, ktoré v negatívnom zmysle najvýraznejšie ovplyvnili výsledok SWOT 
analýzy a môžu byť pomenované ako body riešenia a rozdelené na dve skupiny. Prvá 
skupina sú kritické vlastnosti a druhá nekritické. Ďalej je potrebné vybrať tie vlastnosti, 
ktoré je jednoduché zlepšiť malými zásahmi, pripadne náročnosť zmien na ich 
vylepšenie nie je zložitá. Nakoniec je potrebné nájsť vlastnosti, ktoré sú kladnými 
charakteristikami systému a ak existuje možnosť ich vylepšenia, tak ich zaradiť do 
poslednej kategórie 
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Tabuľka č. 8: Piroritizačná metóda MoSCoW 
M (riešenie musí obsahovať)  
 
Fakturácia v ekonomickom 
systéme 
 
Jednoduché účtovníctvo 
v ekonomickom systéme 
 
Prepojenie ekonomického 
systému s firemným CRM 
 
S (riešenie by malo obsahovať) 
 
Dorobené výrobné služby vo 
firemnom CRM 
 
Rozšírené nástroje vo 
firemnom CRM pre 
zamestnancov, ktorí pracujú 
na servisných službách 
C (riešenie môže obsahovať) 
 
Prepojiteľnosť ekonomického 
systému s bankou 
W (riešenie nemusí obsahovať) 
 
Data mining vo firemnom 
CRM na predpovedanie 
analýz budúceho obdobia 
 
(Zdroj: Vlastné spracovanie) 
 
Aj v prípade jednotlivých bodov v kategóriách MoSCoW analýzy je možné určiť 
priority nasadzovania jednotlivých zmien do systému. Cieľom určenia týchto priorít je 
to, aby mala spoločnosť prehľad o tom, v akom poradí sa odporúča jednotlivé body 
implementovať.   
 
3.2.1 Priority v postupe implementácií jednotlivých zmien 
 
V prípade jednotlivých kategórií je postup implementácie jasne určený. Po 
implementácií zmien ktoré musia byť urobené nasleduje kategória zmien, ktoré by mali 
byť urobené, potom zmeny, ktoré môžu byť urobené a nakoniec zmeny, ktoré nemusia 
byť urobené ale zároveň by mohli výrazne zlepšiť riadenie spoločnosti. V jednotlivých 
kategóriách by potom postup mohol byť nasledovný: 
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Riešenia, ktoré systém musí obsahovať, zoradené podľa priority: 
1. Fakturácia v ekonomickom systéme – Vystavovanie faktúr prebieha 
v spoločnosti iPARTNER niekoľkokrát do dňa. Preto spoločnosť potrebuje 
jednoduchý systém, schopný vytvárať rýchlo a jednoducho potrebné dokumenty.  
2. Jednoduché účtovníctvo v ekonomickom systéme – Cieľom jednoduchého 
účtovníctva bude zachytenie príjmov a výdajov spoločnosti z hľadiska daňového 
základu, stave a pohybe hospodárskych prostriedkov a evidencie majetku.  
3. Prepojenie novovytvoreného ekonomického systému s firemným CRM – Všetky 
systémy, ktoré spoločnosť môže vlastniť na základe vykonaných zmien, budú 
otvorené a rozšíriteľné. Prepojením týchto dvoch systémov spoločnosť dosiahne 
rýchlejšie vytváranie faktúr pre svojich zákazníkov. Tieto faktúry bude možné 
priamo generovať z firemného CRM a následne exportovať do ekonomického 
systému.  
 
Riešenia, ktoré by mal systém obsahovať, zoradené podľa priority: 
1. Dopracovanie výrobných služieb vo firemnom CRM – Firemné CRM 
momentálne obsahuje prehľad o zákazníkoch, ktorí využívajú servisné služby 
a služby dátového centra. Pridaním prehľadu o zákazníkov, ktorí využívajú 
výrobné služby, spoločnosť získa ucelený pohľad o všetkých zákazníkoch 
využívajúcich jej služby.  
2. Rozšírené nástroje v CRM pre zamestnancov, ktorí pracujú na servisných 
službách – Momentálne zamestnanci, ktorí pracujú na servisných službách, 
nemajú možnosť robiť podobné zmeny pre rôznych klientov zároveň. Na to, aby 
boli zamestnanci schopní vykonať zmeny na základe požiadavky zo strany 
klienta, sú nútení prihlasovať sa osobitne na viaceré administrátorské kontá. 
Rozšírené nástroje by riešili tento problém a znižovali by časovú náročnosť 
triviálnych úkonov.  
 
Riešenie, ktoré systém môže obsahovať: 
1. Prepojiteľnosť ekonomického systému s bankou – toto riešenie uľahčí prácu pri 
výdajoch a príjmoch spoločnosti a to konkrétne pri manipulácií s finančnými 
prostriedkami spoločnosti, respektíve pri kontrole ich pohybov.  
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Riešenie, ktoré systém nemusí obsahovať: 
1. Data mining vo firemnom CRM – Dolovanie dát je proces, ktorý by mohol 
spoločnosti pomôcť efektívnejšie premieňať dáta na informácie. Tieto 
informácie môžu neskôr slúžiť ako podklad pre rôzne zmeny a to vo viacerých 
oblastiach, s ktorými spoločnosť prichádza do styku. Toto riešenie je pomerne 
časovo náročné a spoločnosť k nemu nemusí pristúpiť.  
 
3.2.2 Časový plán implementácie 
 
Časový plán popisuje postupnosť jednotlivých činností, ktoré je potrebné vykonať ak sa 
spoločnosť rozhodne prijať navrhované zmeny. Tento postup zohľadňuje počet 
zamestnancov, s ktorými spoločnosť disponuje a ich zaradenie na tento projekt. Kvôli 
nedostatku interných zamestnancov si spoločnosť nemôže dovoliť vyčleniť ich 
výhradne na tento projekt a preto naň bolo vyčlenených 10 pracovných týždňov s tým, 
že každý z priradených zamestnancov bude venovať pripravovaným zmenám 
maximálne tri hodiny pracovného času denne. Zvyšok pracovného času bude potom 
venovaný bežným činnostiam spojených s chodom spoločnosti, ktorý tým nebude 
výrazným spôsobom narušený.  
Okrem vyššie spomenutých zmien sa spoločnosť musí zamerať na sprievodné činnosti, 
ktoré nemôžu byť opomenuté. Medzi tieto činnosti patria napríklad práce na servery, 
vytváranie dátového modelu, v ktorom budú popísané jednotlivé činnosti, akými je 
napríklad spôsob ukladania faktúr a nakoniec fáza prepájania systémov a ich finálne 
nasadenie.  
Do tohto časového plánu boli priamo zarátané aj časové rezervy jednotlivých činností 
a nepočíta sa s nimi osobitne. Jedná sa o politiku spoločnosti, ktorá postupuje obdobne 
pri návrhoch všetkých svojich projektov, to znamená, že pri každom projekte 
automatický počíta s tým, že sa projekt zaručene predĺži.  
Nasledujúci graf je predelený na dve časti. V jeho hornej časti sú znázornené činnosti, 
ktoré boli klasifikované ako činnosti, ktoré by mali byť spravené (SHOULD HAVE) 
a činnosti, ktoré môžu byť spravené (COULD HAVE). V dolnej časti sa potom 
nachádzajú činnosti, ktoré spoločnosť musí vykonať (MUST HAVE). Navrhované 
zmeny, ktoré spoločnosť nemusí mať (WONT HAVE), neboli v grafe zohľadnené.  
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Obrázok č. 6: Časový plán implementácie (Zdroj: Vlastné spracovanie) 
 
Ako je možné vidieť na obrázku číslo 6, každej činnosti s výnimkou vybudovania 
serveru musí predchádzať fáza prípravy pre túto činnosť. Je to fáza, pri ktorej sa 
analyzujú problémy súvisiace s danou činnosťou, stanovujú ciele a pripravujú podklady 
a postupy pre hlavnú časť. Rovnako vyblednutý úsek v obrázku nasleduje aj po 
skončení hlavnej fázy. Ide o úsek kedy sa dolaďujú chyby a implementujú zmeny 
spojené s tvorbou ostatných previazaných činností.  
Farba jednotlivých činností v obrázku neslúži len na ich prehľadnejšie zobrazenie, ale 
tiež na vymedzenie jej typu.  
• Fialová farba – systémové práce na serveroch,  
• Oranžová farba – vývojové práce na systéme, 
• Zelená farba – práce spojené s výstavbou systémov, medzi ktoré patrí napr. 
vytváranie užívateľských kont, inštalačné a prepojovacie práce systému, 
• Modrá farba – prepájanie systému s externými systémami. 
Na základe toho je možné vyčítať, koľko zamestnancov je potrebných na realizáciu 
navrhnutých zmien a taktiež aké zameranie sa od zamestnancov očakáva. Práce v hornej 
časti obrázku je schopné vykonať jediný vývojár. V dolnej časti obrázku sa nachádzajú 
činnosti vyžadujúce minimálne jedného pracovníka zameraného na prácu so servermi, 
jedného pracovníka, ktorý má na starosti servisné služby a jedného pracovníka, 
zameraného na vývoj systémov.   
 65 
 
3.3 Ekonomické zhodnotenie navrhnutých zmien 
 
Ako ukazuje obrázok číslo 6, na implementáciu navrhnutých zmien bolo vymedzených 
10 pracovných týždňov, to znamená 50 pracovných dní. Ako už bolo spomenuté vyššie, 
spoločnosť nedisponuje dostatočne vysokým počtom zamestnancov a preto je možné na 
realizáciu týchto zmien  vyčleniť zamestnancov len na určitý počet hodín denne bez 
toho, aby bol narušený bežný chod spoločnosti. Toto číslo bolo stanovené po 
konzultácii s vedúcim pracovníkom spoločnosti na maximálne tri hodiny denne. Ak by 
sme teda mali určiť približné náklady, dostali by sme sa na číslo pohybujúce sa okolo 
200 človekohodín. Spoločnosť odmietla zverejniť konkrétne platy jednotlivých 
zamestnancov, avšak z predpokladaného finančného hľadiska by sa tieto náklady 
pohybovali na úrovni 3x vyššej ako sú ročné náklady na riešenie, ktoré spoločnosť 
momentálne využíva a teda doba návratnosti investície by bola čisto z tohto pohľadu 
rovná trom rokom. Toto číslo ale ani zďaleka neodpovedá realite.  
Podstatnejším ukazovateľom v tomto prípade je práve čas. Každý zo zamestnancov 
dostáva hodinovú mzdu a nie je platený úkolovo. Veľké množstvo práce, ktorú 
zamestnanci vykonávajú je spojená s priamymi požiadavkami od klientov. To znamená, 
že čím skôr je zamestnanec schopný tieto požiadavky vyplniť, tým skôr môže začať 
spracovávať požiadavky od ďalšieho klienta, respektíve ukončiť svoju dennú prácu.  
Navrhnuté zmeny šetria veľké množstvo času, ktorý musia vynaložiť zamestnanci pri 
práci s týmito systémami. Prepojiteľnosť ekonomického systému s firemným CRM 
nahradí časovo náročné úkony v podstate za pár kliknutí myšou. Rovnako tak zmeny  
vo firemnom CRM dokážu skresať čas venovaný servisným službám odhadom 
o polovicu. Keďže spoločnosť platí zamestnancov na základe toho, koľko času 
odpracujú na vymedzenej práci, sú tieto zmeny rapídnym šetrením nákladov na mzdy 
a navyše to otvára možnosti osloviť viacerých klientov s novými službami, ktoré si 
spoločnosť momentálne nemôže dovoliť poskytnúť práve z dôvodu obmedzených 
ľudských zdrojov, ktorými disponuje.  Na základe vyššie uvedeného je teda možné 
odhadom tvrdiť, že investícia do navrhnutých zmien sa spoločnosti iPARTNER vráti 
v priebehu niekoľkých mesiacov až polrokom.    
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Záver 
 
Táto bakalárska práca sa zaoberala analýzou informačných systémov spoločnosti 
iPARTNER s.r.o. a na základe analýz boli navrhnuté riešenia a postup implementácie 
navrhovaných zmien. V práci boli použité analýzy a postupy, ktoré spoločnosť sama 
používa pri audite informačných systémov svojich zákazníkov. 
V teoretickej časti boli stručne vysvetlené základné pojmy potrebné k lepšiemu 
pochopeniu problematiky. V tejto časti boli taktiež popísané jednotlivé analýzy 
a metódy využité v neskorších fázach práce. 
Analytická časť práce sa zaoberala popisom základných informácií o spoločnosti, 
ktorých prevažná časť sa týkala bežnej prevádzky spoločnosti a tiež analýzou jej 
konkurencie a SWOT analýzou. Druhý úsek analytickej časti bol zameraný na 
informačné systémy využívane spoločnosťou. Spoločnosťou upravená SWOT analýza 
bola v druhom úseku analytickej časti práce využitá na podrobné popísanie základných 
vlastností využívaných informačných systémov. Informácie spojené s využívanými 
informačnými systémami boli získané na základe konzultácie s konateľom spoločnosti, 
konzultácie so zamestnancom spoločnosti a na základe umožneného prístupu 
k samotným systémom a možnosti vyskúšania si funkcionality aj z pohľadu bežného 
užívateľa.  
Návrhová časť práce bola zameraná na popísanie kľúčových problémov, ktoré bolo 
možné objaviť na základe analytickej časti práce a na navrhnutie alternatívnych riešení, 
ktorých realizácia by mohla priniesť spoločnosti zvýšenie kvality informačných 
systémov a s nimi spojené šetrenie finančných prostriedkov. Na základe spracovania 
podkladov pre časovú náročnosť boli navrhované zmeny kategoricky roztriedené za 
pomoci prioritizačnej metódy MoSCoW, z čoho bol následne zostavený časový 
harmonogram postupu implementácie. Na záver návrhovej časti bolo zhrnuté 
ekonomické zhodnotenie ponúkaných riešení.  
Z pohľadu informačnej hodnoty tejto bakalárskej práce pre spoločnosť iPARTNER je 
možné posúdiť, že jej prínos pre spoločnosť a pre jej autora bol veľký, čo je možné 
tvrdiť na základe odsúhlasenia navrhovaných zmien už počas spracovávania práce 
a taktiež na základe ponúknutej dlhodobejšej spolupráce autorovi zo strany spoločnosti.  
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Zoznam použitých skratiek 
 
CRM   Customer Relationship Management (Systémy pre riadenie vzťahov so 
zákazníkmi) 
DAM Digital Asset Management (Nástroje pre organizáciu digitálnych 
mediálnych dát) 
DSS Systémy pre podporu rozhodovania 
ECM Enterprise Content Management (Nástroje umožňujúce spravovať 
elektronický obsah) 
EDM  Enterprise Document Management (Správa elektronických dokumentov) 
EIS  Informačné systémy pre vrcholové riadenie 
ERP  Enterprise Resource Planning (Podnikový informačný systém) 
ES Expertné systémy 
FFM Final Form Management (Nástroje umožňujúce spracovávať formuláre) 
ICT  Informačné a komunikačné technológie 
IS  Informačný systém 
IT  Informačné technológie 
ITIL  Knižnica infraštruktúry informačných technológií 
KM Knowledge Management (Nástroje manažmentu znalostí) 
MIS Informačné systémy pre riadenie 
SIS Strategické systémy 
TPS Transakčné systémy 
VPN  Virtual Private Network (Virtuálna sieť) 
WCM Web Content Management (Nástroje pre správu internetu a intranetu vo 
firme) 
 
 
 
