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Існують 4 основні види зв’язку між комп’ютерами: кабельна, оптово-
локонна, ІЧ-промені і радіозв’язок. Їх коротка характеристика наведена в 
таблиці.  
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Таблиця 
 
ВИД ЗВ’ЯЗКУ ПЕРЕВАГИ НЕДОЛІКИ 
Кабельний 
простота; висока  
завадостійкість 
невелика швидкість передавання 
даних; обмежена відстань; 
додатковий елемент (провідник) 
Оптоволоконний 
висока швидкість 
передавання даних 
складність при експлуатації; 
додатковий елемент (провідник) 
ІЧ-промені 
конфіденційність; 
мобільність робочих  
точок; відсутність  
фізичного з’єднання; 
висока швидкість 
передавання даних 
необхідність прямого бачення; 
обмежений радіус дії 
Радіозв’язок 
відсутність фізичного 
з’єднання; 
з’єднання між ПК 
на великій відстані; 
висока швидкість 
передавання даних; 
мобільність 
робочих точок 
неможливість конфіденційності; 
завади в ефірі 
 
Як видно з таблиці, найбільш ефективною передачею даних є ра-
діопередача. Вона володіє високою швидкістю передачі і, найголовніше, 
не вимагає фізичного з’єднання робочих точок (прокладки мідного дроту), 
як того вимагає кабельна система або оптоволоконний зв’язок, тобто 
практично зводиться нанівець фізичний обрив зв’язку.  
За швидкістю передачі даних з радіопередачею може змагатися 
тільки оптоволоконне з’єднання, але через крихкість самих провідників 
його використання утруднене.  
Єдиним недоліком радіозв’язку є його залежність від зовнішніх фак-
торів (атмосфера, шуми в ефірі), але це можливо усунути програмними 
(завадостійке кодування) і апаратними засобами (фільтри). 
Радіопередача даних використовується надзвичайно широко. Вже 
розроблені протоколи та пристрої, що дозволяють передавати дані зі 
швидкістю до 100 Мбіт/с. 
Для радіопередачі даних пропонується пристрій, блок-схема якого 
представлена на рис. 1 та 2. 
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Рис. 1 
 
 
 
Рис. 2 
 
Інформація з ПК подається на накопичувач, де вона запам’ято-
вується до приходу наступної інформації. Перетворювач перетворює ін-
формацію, отриману з запам‘ятовуючого пристрою, в коливання з часто-
тою, яка вироблється генератором, що управляється пристроєм управ-
ління. Далі сигнал від перетворювача надходить на підсилювач, а звідти   
на антену і в ефір. Прийом сигналу відбувається у зворотному порядку. 
Керуючий пристрій необхідний для встановлення зв’язку між ком-
п’ютерами на початку сеансу передачі даних, підтримки правильності пе-
редачі даних, а також для перемикання режимів роботи пристрою «читан-
ня/запис». 
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