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 A popular Government, without popular information, or the  
 means of acquiring it, is but a Prologue to a Farce or a Tragedy; 
 or, perhaps both.  Knowledge will forever govern ignorance; And a 
 people who mean to be their own Governors, must arm themselves 
 with the power which knowledge gives.* 
 - James Madison, Amerikaanse  
 president (1808 -1817) 
 
 
 
 
 
 
 
 
                                            
* 
Uittreksel uit ‘n brief wat James Madison op 4 Augustus 1822 aan W.T. Barry geskryf het.  Kyk 
Padover, S. K. (ed.). 1953. The forging of American federalism: selected writings of James Madison. 
New York: Harper, p 337. 
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 OPSOMMING 
 
Die Grondwet van die Republiek van Suid-Afrika, 1996 (Wet 108 van 1996) bepaal dat elke 
persoon ‘n reg op toegang tot inligting het wat deur die owerheid gehou word.  Om aan dié 
reg gevolg te gee, is wetgewing in die vorm van die Wet op die Bevordering van Toegang 
tot Inligting, 2000 (Wet 2 van 2000) uitgevaardig.  In hierdie studie word ondersoek ingestel 
na die toegang-tot-inligting-regime wat deur die voornoemde wetgewing tot stand gebring is 
met besondere verwysing na soortgelyke regimes in die Verenigde State van Amerika, 
Australië, Nieu-Seeland en Kanada.  Daar word ook aandag geskenk aan die voorvereistes 
en potensiële struikelblokke verbonde aan die implementering van die Wet op die 
Bevordering van Toegang tot Inligting, 2000.  
 
Gebaseer op die praktyke in ander state, is daar tot die slotsom gekom dat die aard van 
inligting wat in die Suid-Afrikaanse konteks versoek mag word, uitgebrei behoort te word, 
dat kabinetsrekords slegs uitgesluit behoort te word tot die mate waarin openbaarmaking 
daarvan skadelik sal wees, dat rekords wat dikwels versoek word, outomaties beskikbaar 
gestel behoort te word en dat besluitnemingsriglyne van owerheidsinstellings gepubliseer 
behoort te word.  Wat prosedurele vereistes betref, word voorgestel dat 
ontvangserkennings deur inligtingsbeamptes uitgereik word en dat rekords, waar nodig, 
vertaal behoort te word om te verseker dat dit vir die versoeker bruikbaar is.  Verder word 
voorgestel dat die bewoording van die weieringsgrond omtrent beleidsformulering en 
besluitneming in owerheidsinstellings aangepas behoort te word om  die gevolge van 
openbaarmaking in berekening te bring.  Dit is noodsaaklik dat appèl- en 
hersieningsmeganismes toeganklik vir lede van die publiek sal wees en daarom word aan 
die hand gedoen dat ‘n inligtingskommissaris in die lewe geroep behoort te word om 
geskille omtrent inligtingsverwante aangeleenthede te besleg.  Laastens word voorgestel 
dat strafmaatreëls ingestel behoort te word teen amptenare wat die publiek se reg op 
toegang tot inligting doelbewus ondermyn en dat afsonderlike eenhede in 
owerheidsinstellings gestig behoort te word om uitsluitlik versoeke om toegang tot inligting 
te hanteer. 
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 SUMMARY 
 
The Constitution of the Republic of South Africa, 1996 (Act 108 of 1996) stipulates that 
every person has the right of access to information held by government.  To give effect  to 
this right, legislation in the  form of the Promotion of Access to  Information Act, 2000 (Act 2 
of 2000) was promulgated.  This study explores the access to information regime that was 
established by die aforementioned legislation with specific reference to similar regimes in 
the United States of America, Australia, New Zealand and Canada.  Attention is also 
devoted to the prerequisites and potential obstacles associated with the implementation of 
the Promotion of Access to Information Act, 2000. 
 
Based on the practices in other states, the conclusion was reached that the nature of 
information that may be requested in the South African context should be expanded, that 
cabinet records should only be excluded to the extent that disclosure thereof would be 
harmful, that frequently requested records should be made automatically available and that 
decision-making guidelines of government institutions should be published.  As far as 
procedural requirements are concerned, it is proposed that information officers should 
acknowledge receipt of requests and that, where necessary, records should be translated 
to ensure that they are useful to a requester.  It is further proposed that the wording of the 
ground of refusal regarding policy formulation and decision-making in government 
institutions be amended to take account of the consequences of disclosure.  It is imperative 
 that appeal and review mechanisms be accessible to members of the public and it is 
therefore proposed that an information commissioner be instituted to settle disputes in 
information related matters.  Lastly it is proposed that sanctions be imposed against 
officials who deliberately undermine the public’s right of access to information and that 
separate units be established in government institutions to deal exclusively with requests 
for access to information. 
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HOOFSTUK 1 
 
INLEIDENDE VERDUIDELIKING TOT DIE STUDIE  
 
1.1 Inleiding 
 
Die oogmerk van die inleidende hoofstuk is om aan die leser ‘n verwysingsraamwerk te 
bied waarbinne die studie onderneem word.  As vertrekpunt word ‘n agtergrondskets van 
die navorsingsonderwerp verskaf ten einde die studie te kontekstualiseer.  Die doelwitte 
wat met die studie bereik wil word, word uiteengesit, gevolg deur ‘n aanduiding van die 
betekenis en waarde wat die studie inhou.  ‘n Afbakening van die studie word met 
verwysing na die geo- en tydsdimensie en die trefwydte van die studie gedoen en ‘n 
verduideliking van die vernaamste konsepte wat deurlopend in die proefskrif gebruik word, 
word verskaf.  Daarbenewens word die  navorsingsmetode en verwysingstegniek wat in die 
proefskrif aangewend word, verduidelik.  In die finale instansie word ‘n opsomming van 
verdere hoofstukke verskaf. 
 
1.2 Agtergrond tot die studie 
 
In 'n demokratiese staat kan aanvaar word dat openbare uitvoerende instellings geskep 
word om 'n bepaalde funksie te verrig ter bevordering van die welsyn van die betrokke 
samelewing (Thornhill 1982:144).  Die handelinge van politieke ampsbekleders en 
openbare amptenare behoort dus van so 'n aard te wees dat dit die individu as enkeling en 
binne samelewingsverband tot voordeel strek.  Om te verseker dat dit wel die geval is, is dit 
noodsaaklik dat die bedrywighede van die owerheid voortdurend aan openbare 
waarneming, ondersoek en kritiek onderwerp moet word. (Cloete 1986:18, 26.)  Ingevolge  
normatiewe demokratiese teorie impliseer dit in wese  beheeruitoefening deur lede van die 
publiek oor die uitvoerende bedrywighede van die owerheid (Schwella 1988:5).  Die 
oogmerk hiermee is nie slegs om te bepaal of die owerheid op 'n deurlopende grondslag tot 
voordeel van die samelewing optree nie, maar ook om vas te stel of 
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owerheidsbedrywighede op doeltreffende, effektiewe, billike, ewewigtige, onkreukbare en 
eerlike wyse geskied. 
 
Beheeruitoefening binne die konteks van publieke administrasie is veral belangrik in die lig 
van die omvangryke diskresionêre bevoegdhede waarmee die amptenaarskorps beklee 
word - júis met die oog op die doeltreffende nastrewing van owerheidsdoelwitte.  Deur die 
toekenning van diskresionêre bevoegdhede aan amptenare, word die gesagsfeer van 
laasgenoemde uitgebrei wat meebring dat bykans elke faset van die individu se lewe ten 
nouste deur besluite en optrede van die amptenary geraak word (Brynard 1993:18).  Binne 
dié konteks bestaan die gevaar dat amptenare in die uitvoering van hulle daaglikse 
werksaamhede moontlik op arbitrêre wyse op die regte, vryhede en belange van enkelinge 
inbreuk kan maak.  Lede van die publiek bevind hulle in 'n kwesbare posisie vis-à-vis die 
amptenary en juis daarom is dit (benewens die redes wat in die voorafgaande paragraaf 
aangevoer is) van belang dat eersgenoemde bemagtig word om amptenare aanspreeklik te 
hou vir hulle optrede en besluite.  Dit veronderstel die skep van 'n klimaat van groter 
deursigtigheid in uitvoerende instellings.  Optrede en besluite kan immers nie aan openbare 
kritiek onderwerp word as dit in geheimhouding gehul is nie.   
 
Deursigtige publieke administrasie vereis geredelike toegang tot inligting wat nodig is om 
amptenare aanspreeklik te hou en individuele regte en belange af te dwing en te beskerm.  
Robertson (1982:11) stel dit soos volg: “The view that access to information is a right is 
predicated upon the requirement of accountability which, it is argued, will be meaningless 
unless there exists a legal right of access to government information.”  Daar blyk dus 'n 
onmiskenbare en direkte verband te bestaan tussen deursigtige en aanspreeklike publieke 
administrasie enersyds en toegang tot inligting andersyds.  Trouens, daar kan met reg 
aangevoer word dat geredelike toegang tot inligting oor owerheidsbedrywighede een van 
die fundamentele grondslae van ‘n demokratiese bestel vorm.  Dit is hierdie basiese, dog 
kritiese uitgangspunte waarop die navorsing vervat in dié proefskrif geskoei is. 
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1.3 Doelwitstelling 
 
Die insluiting van 'n geregtelike afdwingbare reg op toegang tot inligting - soos vervat in 
artikel 32 van die Grondwet van die Republiek van Suid-Afrika, 1996 (Wet 108 van 1996) 
(hierna bloot die 1996-Grondwet genoem), is van besondere belang.  Dit lui 'n nuwe era in 
vir Suid-Afrikaanse publieke administrasie wat in die verlede gekenmerk is deur 'n 
buitensporige mate van geheimhouding en beperkende maatreëls om die publiek en die 
media te verhoed om toegang tot bepaalde inligting te verkry en sodanige inligting te 
versprei.  Om op ‘n praktiese wyse gevolg te gee aan die reg op toegang tot inligting, is die 
Wet op die Bevordering van Toegang tot Inligting, 2000 (Wet 2 van 2000) (hierna die 
Inligtingswet genoem), uitgevaardig.  Die Inligtingswet definieer die aard en omvang van 
die reg op toegang tot inligting, lê geldige beperkings ten opsigte van die reg neer en maak 
voorsiening vir meganismes en prosedures om daaraan gevolg te gee.  Met inagneming 
van die voorafgaande is die primêre doelwit van die studie om die reg op toegang tot 
inligting in Suid-Afrika en die wyse waarop daar deur middel van die Inligtingswet daaraan 
uitdrukking verleen word, te ondersoek met besondere verwysing na die inhoud van en die 
manier waarop ooreenstemmende wetgewing in ander geselekteerde state 
geïmplementeer word. Op grond van die bevindings wat na vore kom, sal voorstelle aan die 
hand gedoen word om enersyds die huidige wetgewende raamwerk (die Inligtingswet) te 
verbeter en andersyds om doeltreffende en effektiewe implementering van die wetgewing 
in die Suid-Afrikaanse konteks te verseker.  Die sub-doelwitte ter ondersteuning van die 
primêre doelwit is om - 
 
 ondersoek in te stel na die betekenisinhoud en grondslae van die reg op toegang tot 
inligting en om ‘n verduideliking te verskaf van die belang en waarde van dié reg in 
‘n demokratiese samelewing 
 die toeganklikheid van owerheidsinligting gedurende die apartheidsera te evalueer 
 die kontemporêre situasie in Suid-Afrika met betrekking tot die reg op toegang tot 
inligting te ontleed 
 die reikwydte van die Inligtingswet te bepaal en ‘n ontleding te doen van die 
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administratiewe reëlings en prosedurele vereistes wat in die Wet uiteengesit is, met 
verwysing na die ooreenstemmende bepalings in ander state se wetgewing en 
praktyke wat uit sulke wetgewing ontwikkel het 
 die gronde vir die weiering van toegang tot inligting wat in die Suid-Afrikaanse 
konteks geld, met inagneming van soortgelyke gronde in ander state, te ontleed en 
te interpreteer 
 ondersoek in te stel na die appèl- en hersieningsmeganismes waarvoor die 
Inligtingswet voorsiening maak en om dit aan die hand van die meganismes wat in 
ander state funksioneer, te beoordeel 
 voorvereistes en potensiële struikelblokke verbonde aan die implementering van die 
Inligtingswet toe te lig 
 
1.4 Betekenis en waarde van die studie 
 
Suid-Afrikaanse grondwette voor 1993 het geen bepalings bevat wat ‘n verpligting op 
owerheidsinstellings geplaas het om inligting in hulle besit geredelik beskikbaar te stel nie.  
Daarteenoor het daar talle wette en regulasies bestaan ingevolge waarvan beperkings 
geplaas is op die bekendmaking van inligting.  Voorbeelde sluit in die Wet op Amptelike 
Geheime, 1956 (Wet 2 van 1956),  die Wet op die Beveiliging van Inligting, 1982 (Wet 84 
van 1982), die Wet op Publikasies, 1974 (Wet 42 van 1974) en die noodtoestand-
regulasies (Schwella 1989:41; Van Graan 1984:109,121).  Geheimhouding wat deur 
sodanige wetgewing teweeg gebring is, het die ideale teelaarde geskep vir misbruik van 
gesag en die skending van menseregte deur individuele amptenare.  Getuienis wat voor die 
Waarheids- en Versoeningskommissie afgelê is, het dié ongelukkige toedrag van sake 
bevestig. (SA. Truth and Reconcilliation Commission Report (Vol.2) 1998.) 
 
In die lig van die historiese situasie, is dit nie verbasend dat daar in die nuwe bedeling groot 
klem op deursigtigheid in owerheidsinstellings geplaas word nie.  Trouens, dit word so 
belangrik geag dat dit tot ‘n normatiewe rigsnoer in die 1996-Grondwet verhef is:  artikel 
195(1)(g) bepaal dat deursigtigheid in publieke administrasie bevorder moet word deur lede 
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van die publiek van tydige en korrekte inligting te voorsien.  Om te verseker dat die 
oogmerk van deursigtige publieke administrasie wel realiseer, is die reg op toegang tot 
inligting as fundamentele mensereg in artikel 32 van die 1996-Grondwet opgeneem en is 
die Inligtingswet uitgevaardig.  Die Inligtingswet bied inderwaarheid die voertuig om die reg 
op toegang tot inligting en die ideaal van deursigtigheid in die praktyk moontlik te maak en 
kan as sodanig as een van die belangrikste stukke wetgewing in Suid-Afrika beskou word. 
Deur die inhoud en implementering van die Inligtingswet met dié van soortgelyke 
wetgewing in ander state te vergelyk en deur voorstelle omtrent die verbetering en 
implementering van die Wet te doen, kan ‘n waardevolle bydrae tot die totstandbrenging 
van ‘n doeltreffende en effektiewe toegang-tot-inligting-regime gelewer word. 
 
1.5 Begrensing van die studie 
 
Ten einde die studie sinvol af te baken, is dit nodig om aandag te skenk aan sowel die geo- 
en tydsdimensie waarbinne die navorsing onderneem is as die trefwydte van die studie. 
 
1.5.1 Geo-dimensie 
 
Die studie fokus primêr op die reg op toegang tot inligting in Suid-Afrika, maar is nie beperk 
tot die Suid-Afrikaanse konteks nie.  So word onder meer ondersoek ingestel na universeel-
geldende beginsels en uitgangspunte rakende die reg op toegang tot inligting en die belang 
en waarde daarvan in ‘n demokratiese samelewing.  Daarbenewens word bepaalde fasette 
van die toegang-tot-inligting-regimes in die Verenigde State van Amerika (VSA), Australië, 
Nieu-Seeland en Kanada ontleed en met die Suid-Afrikaanse situasie vergelyk.  Soos 
reeds aangedui, is die oogmerk om deur vergelykende evaluering, waardevolle kennis uit 
die ondervinding van buitelandse stelsels te put. 
 
Dit is van belang om aan te toon dat sekere deelstate in federale bedelings soos Kanada, 
Australië en die VSA oor hulle eie wetgewing beskik wat toegang tot inligting in besit van 
openbare instellings in die besondere deelstaat reguleer.  Vir die doeleindes van die 
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proefskrif val die fokus op wetgewing wat deur die onderskeie federale owerhede 
uitgevaardig is en nie op dié van deelstate nie. 
 
1.5.1.1 Keuse van state vir die vergelykende deel van die studie 
 
Uit hoofde van die feit dat hierdie studie ‘n vergelykende dimensie het (kyk hoofstukke vyf 
tot agt), is dit nodig om aan te dui welke state uitgesonder is vir vergelyking en om redes vir 
die keuse van state te verstrek. 
 
Hoewel die tradisie van die reg op toegang tot owerheidsinligting teruggevoer kan word na 
die uitvaardiging van die Freedom of the Press Act van 1766 in Swede, was dit die 
Amerikaanse Freedom of Information Act (FOIA) van 1966 wat die reg op die voorgrond 
gestoot het.  Die FOIA het nie slegs as katalisator gedien het vir die ander state om 
soortgelyke wetgewing deur te voer nie,1 maar het ook as model gedien waarop ander 
state hulle wetgewing gebaseer het. (Thomas 1987:136; Banisar [S.a.].)  Dit beteken nie 
dat die bepalings van die FOIA lukraak oorgeneem is nie, maar dit is wel gebruik om te vas 
te stel watter tipe sake deur sulke wetgewing gereguleer behoort te word en om 
tekortkominge in die formulering van die FOIA te identifiseer om sodoende duplikasie 
daarvan te voorkom.  Op grond van die deurslaggewende rol wat die FOIA vervul het om 
internasionale gewaarwording van die reg op toegang tot inligting te kweek en weens die 
feit dat dit as ‘n model vir ander state gedien het, is daar besluit om die Amerikaanse 
toegang-tot-inligting-regime in te sluit as deel van die studie.  Die ander state wat vir die 
doeleindes van dié studie uitgesonder is, is Australië, Kanada en Nieu-Seeland en wel 
weens die unieke benadering wat hulle wetgewing ten opsigte van bepaalde kritiese 
                                            
1 
Wanneer gekyk word na die hoeveelheid state wat voor en na 1966 wetgewing omtrent die reg op 
toegang tot inligting uitgevaardig het, kan sonder twyfel aangevoer word dat die FOIA in dié verband 
as prikkel vir ander state gedien het.  Naas Swede het slegs Finland voor 1966 wetgewing in plek 
gehad, te wete die Publicity of Documents Act van 1951.  Na die uitvaardiging van die FOIA, was daar 
‘n duidelike toename in die hoeveelheid state wat wetgewing uitgevaardig het ingevolge waarvan die 
publiek toegang sou kon kry tot rekords van owerheidsinstellings.  So byvoorbeeld het Denemarke en 
Noorweë in 1970, Nederland en Frankryk in 1978 en Australië , Kanada en Nieu-Seeland in 1982 
sulke wetgewing uitgevaardig (Thomas 1987:137).  
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aangeleenthede,  soos appèl-  en  hersieningsmeganismes, die  aard  van  inligting wat 
versoek kan word en kabinetsrekords volg.  Dit is juis aangeleenthede van dié aard wat 
tydens die opstel van die Suid-Afrikaanse Inligtingswet kontroversie ontketen het en deur 
ondersoek in te stel oor die wyse waarop dit in ander state hanteer word, kan daar 
waardevolle kennis opgedoen word oor wat die mees gewenste wyse is om daarmee te 
handel. 
 
1.5.2 Tydsdimensie 
 
‘n  Studie oor die reg op toegang tot  inligting in  die Suid-Afrikaanse konteks  sal  nie sinvol 
wees sonder inagneming van die omvattende beperkings wat sedert die 
bewindsaanvaarding van die Nasionale Party in 1948 op die bekendmaking en vloei van 
owerheidsinligting geplaas is nie.  Gedagtig hieraan, word 26 Mei 1948 (die datum waarop 
die Nasionale Party die bewind in Suid-Afrika oorgeneem het en wat as sodanig die begin 
van die apartheidsera verteenwoordig (kyk voetnoot 19)), as aanvangspunt vir hierdie 
studie gebruik.  Ten einde die studie hanteerbaar te maak, is 15 Februarie 2002 - die 
datum waarop die Inligtingswet ten volle operasioneel geword het - as afsnypunt gestel.  
Na die wete van die navorser is daar geen verwikkelinge wat na dié datum die lig gesien  
het wat die wese van die studie fundamenteel sou beïnvloed nie. 
 
1.5.3 Trefwydte van die studie 
 
Die 1996-Grondwet maak nie slegs voorsiening vir die reg op toegang tot inligting wat deur 
die owerheid gehou word nie (artikel 32(1)(a)), maar verleen ook ‘n reg op toegang tot 
inligting wat deur ‘n ander persoon2 gehou word (artikel 32(1)(b)).3   In ooreenstemming 
                                            
2 
“Ander persoon” word deur artikel 1 van die Inligtingswet omskryf as ‘n natuurlike persoon of 
vennootskap wat ‘n bedryf, beroep of professie beoefen of beoefen het of 
enige voormalige of bestaande regspersoon.  Die Inligtingswet verwys 
kollektief na dié groepe persone as “privaatliggame”.  
3 
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hiermee reguleer die Inligtingswet toegang tot inligting in besit van sowel private as 
owerheidsinstellings.  Dié studie word vanuit ‘n Publieke Administrasie-perspektief 
onderneem en die fokus val dus hoofsaaklik op die vertikale toepassing van die reg (dit wil 
sê tussen individue en owerheidsinstellings - artikel 32(1)(a) van die 1996-Grondwet).   Dit 
is nietemin wenslik om presies aan te dui op welke Suid-Afrikaanse owerheidsinstellings 
dié reg betrekking het.  Bepaalde terminologiese kwessies wat ter sprake kom, sal 
terselfdertyd uitgeklaar word. 
 
Artikel 32(1)(a) van die 1996-Grondwet is wyd gestel.  Hiervolgens het elke persoon die reg 
op toegang tot enige inligting wat deur die staat gehou word.  Die vraag wat nou ontstaan is 
watter instellings “die staat” uitmaak.  Die omskrywing van “staatsorgaan”4 in artikel 239 
van die Grondwet bied klarigheid in dié verband.  Hiervolgens verwys ‘n “staatsorgaan” na - 
                                                                                                                                             
Daar is ‘n kwalifikasie verbonde aan die reg op toegang tot inligting in besit van ‘n private persoon - 
daar kan slegs 
aanspraak gemaak word 
op derglike inligting 
indien die benodig word 
vir die uitoefening of 
beskerming van ‘n 
persoon se regte (kyk 
par. 4.2.2 infra).  
4  
Die omskrywing van “staatsorgaan” wat in artikel 239 van die Grondwet opgeneem is, stem byna 
woordeliks ooreen met dié van “openbare liggaam”, vervat in artikel 1 van die Inligtingswet (kyk 
par. 5.2.2 infra). 
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(a) enige staatsdepartement of administrasie in die nasionale, provinsiale of plaaslike 
regeringsfeer; of 
(b) enige ander funksionaris of instelling - 
(i) wat ingevolge die Grondwet of provinsiale grondwet 'n bevoegdheid uitoefen of 'n 
funksie verrig; of 
(ii) ingevolge wetgewing 'n openbare bevoegdheid uitoefen of 'n openbare funksie 
verrig, maar nie ook ‘n hof of ‘n regterlike beampte is nie 
Uit die betekenis wat ingevolge die Grondwet aan die konsep “staatsorgaan” toegeken 
word, is dit duidelik dat daar inderwaarheid na “owerheidsinstellings” verwys word - die 
korrekte versamelnaam vir die instellings en funksionarisse wat hierbo gelys word.  Die 
konsep “staat” word dikwels in plaas van “owerheid” gebruik, omdat dit as sinonieme 
beskou word.  Dit wil voorkom asof dit ook die geval in die Grondwet is.  Die begrippe  
“staat” en “owerheid” verskil egter fundamenteel van mekaar.  Die owerheid is slegs ‘n 
enkele komponent van die staat en kan dus nie daaraan gelykgestel word nie (kyk par. 1.6 
infra vir meer besonderhede aangaande die onderskeid tussen staat en owerheid).  In die 
lig hiervan, word daar vir die doeleindes van die proefskrif deurgaans van die konsep 
“owerheidsinstellings” gebruik gemaak, met dien verstande dat dit na dieselfde instellings 
en funksionarisse verwys wat in die omskrywing van ‘n “staatsorgaan” in die 1996-
Grondwet en in die omskrywing van ‘n “openbare liggaam”  in die Inligtingswet (kyk par. 
5.2.2 infra), vervat is.  Insgelyks word die konsep “owerheid” eerder as “staat” gebruik 
indien dit uit die bedoeling van ‘n wet, die Grondwet of ander literatuur duidelik blyk dat daar 
in werklikheid na die owerheid en nie na die staat in die ware sin van die woord, verwys 
word nie. 
 
1.6 Verklaring van sleutelkonsepte 
 
Vanweë die uiteenlopende, en soms dubbelsinnige betekenisse wat dikwels aan bepaalde 
konsepte toegedig word, is dit noodsaaklik om konsepte wat deurlopend en herhaaldelik in 
die proefskrif gebruik word, in hierdie hoofstuk te verklaar.  Sodoende sal verseker word dat 
standpunte en argumente sinvol is en dat daar nie verwarring by die leser ontstaan nie.  
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Ander konsepte wat nie noodwendig deurlopend en herhaaldelik gebruik word nie, sal 
omskryf word op die plek waar dit die eerste keer in die proefskrif voorkom. 
 
Owerheid verwys enersyds na die geheel van persone en instellings wat beleid bepaal en 
afdwingbare besluite binne die staat neem.  Andersyds verwys dit na daardie persone en 
instellings wat sodanige besluite en beleid uitvoer. (Roux 1966:225; Fox & Meyer 1995:55.) 
 Waar na owerheid in hierdie studie verwys word, word daar by implikasie ook na die 
amptenaarskorps - as inisieerders en implementeerders van beleid - verwys.  Owerheid dui 
nie slegs op die sentrale of nasionale owerheid in 'n staat nie, maar verwys ook na laer 
owerhede byvoorbeeld provinsiale en plaaslike owerhede (Roux 1966:225).  Owerheid 
moet vir die doeleindes van hierdie studie onderskei word van regering.  Laasgenoemde 
verwys na die kabinet wat saamgestel word uit lede van die politieke party wat die meeste 
stemme in 'n algemene verkiesing verwerf het.  Die regering kan ook uit lede van meerdere 
politieke partye bestaan.  Weens die onderskeid wat tussen owerheid en regering getref 
word, word daar in die proefskrif nie na regeringsfere (soos gebruik in artikel 41 van die 
1996-Grondwet) verwys nie, maar wel na owerheidsfeer/sfere. 
 
Dit is belangrik om 'n onderskeid te tref tussen die begrippe "staat" en "owerheid" omdat 
hulle dikwels as sinonieme gebruik word, maar dit nie is nie.  'n Staat bestaan uit 'n 
gemeenskap van mense (inwoners) wat hulle in 'n afgebakende grondgebied bevind en 
waaroor 'n owerheid gesag voer.  Onafhanklikheid is 'n voorvereiste om as 'n staat 
geklassifiseer te word.  Dit beteken dat geen instelling van buite bevoeg moet wees om na 
willekeur gesag binne die betrokke grondgebied uit te oefen nie. (Rautenbach & Malherbe 
1994:1-2; Basson & Viljoen 1987:6.)  Uit die voorafgaande is dit duidelik dat die begrip 
"staat" meer omvattend is as die begrip "owerheid".  Laasgenoemde is slegs 'n enkele 
komponent van 'n staat. 
 
Ofskoon die konsep inligting en die frase reg op toegang tot inligting deurlopend in die 
proefskrif voorkom (en dus na regte in hierdie afdeling verklaar moet word), word dit 
vanweë die omvattendheid daarvan, nie gedoen nie.  Hoofstuk twee bevat 'n breedvoerige 
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beskrywing en verklaring van die betrokke konsep en frase (kyk par. 2.2, 2.4 en  2.6 infra). 
 
Waar daar spesifiek na 'n bepaalde amp (byvoorbeeld die Minister van Justisie en 
Staatkundige Ontwikkeling), instelling of kantoor (byvoorbeeld die Kantoor van die 
President) of 'n wet (byvoorbeeld die Wet op die Bevordering van Toegang tot Inligting) 
verwys word, word dit met hoofletters geskryf.  Indien die Minister, Kantoor of Wet daarna 
gebruik word, met verwysing na die reeds vermelde amp, instelling of  wet, word dit ook 
met hoofletters geskryf.  Instellings soos die Parlement, Nasionale Vergadering, 
Nasionale Raad van Provinsies, Menseregtekommissie en Konstitusionele Hof is enig 
in hulle soort in Suid-Afrika en word vanweë die belangrikheid daarvan, deurgaans met 
hoofletters geskryf.  Dieselfde geld ten opsigte van ampte soos dié van die President en 
die Openbare Beskermer.  Konsepte soos kabinet en regering word met kleinletters 
geskryf. 
 
In gevalle waar daar na 'n amp in die algemeen verwys word, byvoorbeeld 'n ombudsman 
of die amp van inligtingskommissaris word dit met 'n kleinletter geskryf.  Indien die 
konsep in ‘n algemene konteks gebruik word om byvoorbeeld universele kenmerke van die 
amp toe te lig, word dit ook met 'n kleinletter geskryf, byvoorbeeld "Die 
inligtingskommissaris word deur die wetgewende gesag aangestel.”  Indien die amp in 
die konteks van ‘n spesifieke staat gebruik word (byvoorbeeld die Kanadese 
Inligtingskommissaris of die Ombudsman in Australië), word dit met ‘n hoofletter 
geskryf. 
 
1.7 Navorsingsmetode 
 
Die metodologiese dimensie van geesteswetenskaplike navorsing verwys na die wyse 
waarop navorsing beplan, gestruktureer en uitgevoer word om aan die eise van 
wetenskaplikheid te voldoen.  Ten einde geldige navorsingsbevindings te genereer, behoort 
‘n objektiewe werkswyse gevolg te word - dit wil sê ‘n werkswyse wat krities, gebalanseerd, 
onbevooroordeeld, sistematies en kontroleerbaar is. (Mouton & Marais 1989:8, 16-17.) 
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Vir die doeleindes van hierdie studie word ‘n navorsingsmetode gevolg wat neig na die 
kwalitatiewe eerder as die kwantitatiewe benadering.  Die kwantitatiewe benadering tot 
navorsing is geformaliseerd en gekontroleerd - dit wil sê die navorsing word op streng 
gestruktureerde wyse onderneem (Mouton & Marais 1989:157).  Navorsing van dié aard 
word voorts gekenmerk deur ‘n eng fokus en gevolglik word die reikwydte daarvan akkuraat 
en nougeset afgebaken.  Die moontlike resultate of bevindings wat uit die studie mag blyk, 
word vooraf bepaal en duidelik uitgestippel.  Weens die vasgestelde struktuur wat die 
verloop van die navorsing bepaal, is daar nie werklik geleentheid om gedurende die 
navorsingsproses (soos nuwe inligting aan die lig kom), die rigting van die navorsing te 
verander nie. (Bryman 1989:140.)  Dit bring mee dat die navorser dikwels probleme 
ondervind om gebeure wat nie geantisipeer is nie, in sy/haar navorsing te akkommodeer 
(Mouton & Marais 1989:164-165).  Die epistemologie van die kwantitatiewe  benadering is 
oorgeërf van die natuurwetenskappe en is gebaseer op die aanname dat die werklikheid 
reëlmatig is en gedrag vasgestel word deur onveranderlike wette (Babüro_lu & Ravn 
1992:24-25).  Die klem val op kwantifiseerbare algemeenhede op grond waarvan 
gevolgtrekkings of afleidings oor die universele gemaak word (Mouton & Marais 1989:52).  
Guy et al. (1987:256) stel dit soos volg: “It (quantative research) attempts to make 
generalizations based on precisely measured quantities.  The question that informs 
quantative research is “how much?””  Kwantitatiewe navorsers maak onder meer gebruik 
van steekproewe en vraelyste om ‘n bepaalde eienskap of veranderlike te meet en  
resultate word dikwels by wyse van statistiese opsommings geïllustreer.  Dit behels 
byvoorbeeld aanwending van frekwensietabelle, gemiddeldes, mediane en 
meerrigtingstabelle aan die hand waarvan gevolgtrekkings, bevindings of afleidings wat uit 
die navorsing geblyk het, beskryf en verduidelik word. (Mouton & Marais 1989:44,165.) 
 
In teenstelling met die kwantitatiewe benadering, volg kwalitatiewe navorsers ‘n minder 
geformaliseerde en gekontroleerde werkswyse.  Navorsing word op relatief 
ongestruktureerde wyse onderneem en sodoende word voorsiening gemaak vir die sinvolle 
akkommodering van onverwagte gebeure, verwikkelinge of gedragsuitinge wat tydens die 
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navorsingsproses na vore mag kom. (Mouton & Marais 1989: 157, 164-165.)  
Inligtingsinsamelingsmetodes wat aangewend word is insgelyks buigsaam en word 
gekenmerk deur sensitiwiteit jeens die sosiale konteks waarbinne die inligting voortgebring 
word (Mason 1996:4). ‘n Verdere kenmerk van die kwalitatiewe benadering is dat dit 
filosoferend en interpreterend van aard is.  Dit is gemoeid met hoe ‘n verskynsel of 
gedragsvorm geïnterpreteer, verstaan en ervaar word en poog om, deur verklaring en 
ontleding, begrip van kompleksiteit, detail en konteks te bewerkstellig. (Mouton & Marais 
1989:157; Mason 1996:4.)  Anders gestel, is die oorhoofse oogmerk van kwalitatiewe 
navorsing om ‘n grondige beskrywing van ‘n bepaalde verskynsel en verbandhoudende 
faktore te verskaf eerder as om universele wetmatighede daaromtrent neer te lê 
(McKereghan 1998). 
 
Verdere verskille tussen die kwantitatiewe en kwalitatiewe benadering tot navorsing is geleë 
in die wyse waarop konsepte en hipoteses aangewend word.  Wat die kwalitatiewe 
benadering betref word konsepte en konstrukte as betekenisvolle woorde beskou wat 
dikwels op meerdere wyses geïnterpreteer kan word.  Elke konsep/konstruk word derhalwe 
in eie reg en op grondige wyse ontleed sodat dit binne die konteks van die studie sinvol 
verstaan kan word.  Sodoende word beter begrip van die verskynsel wat bestudeer word, of 
waarmee die konsep in verband staan, gevorm.  Die kwantitatiewe navorser daarenteen sal 
konsepte só kies (of selfs skep) dat daar slegs ‘n enkele, unieke en eenduidige betekenis 
daaraan geheg kan word.  Daarbenewens sal die navorser ‘n duidelike operasionele 
definisie van die konsep verskaf - dit wil sê ‘n beskrywing van die handelinge wat gevolg 
moet word om so ‘n konsep te meet.  ‘n Voorbeeld van ‘n operasionele definisie sou wees 
om aan te dui dat die konsep “ontwapening” die telling is wat mense op ‘n Likert-skaal oor 
ontwapening sou behaal. (Mouton & Marais 1989:162.) 
 
Wat die aanwending van hipoteses betref, is die kwantitatiewe navorser meer daarop 
gesteld om  vooraf ‘n uitdruklike hipotese, wat deur die navorsingsbevindings verwerp kan 
word, te formuleer.  Die studie wentel dus primêr om die gestelde hipotese. (Mouton & 
Marais 1989:163.)  Kwalitatiewe navorsing maak  nie noodwendig op ‘n uitdruklik 
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geformuleerde en duidelike hipotese staat nie (Bryman 1989:137).  Dit waarop die navorser 
afstuur is gewoonlik vaer geformuleer, wat meebring dat die hipotese - wat gewoonlik nie 
verwerpbaar is nie - in die vorm van ‘n algemene navorsingsdoelstelling(s) gestel word.  In 
bepaalde gevalle is daar sprake van ‘n ontluikende (emerging) hipotese wat na vore kom 
soos die navorsing vorder en dit kan dikwels ook as die resultaat van die ondersoek of 
studie beskou kan word. (Mouton & Marais 1989:163.) 
Die navorsingsmetode wat in hierdie proefskrif aangewend word is hoofsaaklik kwalitatief 
van aard in die sin dat daar nie gebruik gemaak word van ‘n streng geformaliseerde en 
gekontroleerde werkswyse nie.  ‘n Filosoferende en ongestruktureerde benadering word 
gevolg om gegewens aangaande die verskynsel wat bestudeer word (te wete die reg op 
toegang  tot inligting) op sinvolle wyse te interpreteer, te beskryf en te verklaar.  Sodoende 
kan bestaande teorie oor die onderwerp uitgebrei en aangevul word.  Daar word voorts van 
die standpunt uitgegaan dat ‘n enkele konsep of konstruk weens onder meer die konteks 
waarin dit gebruik word, op meer as een wyse geïnterpreteer kan word.  Derhalwe word 
daar in hoofstuk een (kyk par. 1.5.3 en 1.6 supra) en hoofstuk twee (kyk par. 2.2, 2.3, 2.4 
en 2.6 infra) breedvoerig aandag geskenk aan die betekenisinhoud van sleutelkonsepte om 
te verseker dat daar nie verwarring ontstaan oor die aanwending daarvan in die proefskrif 
nie. 
 
Vir die doeleindes van die studie is daar nie ‘n uitdruklike hipotese(s) geformuleer nie.  ‘n 
Aantal navorsingsdoelstellings (kyk par. 1.3 supra) word gebruik om aan te toon wat met 
die navorsing bereik wil word.  Wat betref die insameling van gegewens vir die skryf van die 
proefskrif, is oorwegend gebruik gemaak van ‘n literatuurstudie (ook genoem ‘n 
dokumentstudie).  Só ‘n studie behels die ontleding van geskrewe materiaal wat gegewens 
bevat oor die onderwerp of verskynsel wat bestudeer word (Bailey 1978:290). Van die 
vernaamste voordele verbonde aan dokumentstudies, aldus Bailey (1978:291-292), is die 
volgende: 
 
 Deur ‘n dokumentstudie is dit moontlik om gegewens te verkry aangaande 
onbereikbare persone, standpunte of plekke.  So was dit byvoorbeeld nie nodig om 
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na die VSA, Australië of Kanada te reis om eerstehands kennis in te win oor die 
toepassing van die reg op toegang tot inligting in dié state nie.  Geskrewe, 
dokumentasie (van historiese en resente aard) oor die onderwerp was voldoende 
om ‘n sinvolle studie daarvan te maak. 
 Dokumentstudies is ook nie-reaktief.  Dit beteken dat standpunte of menings wat 
gehuldig is, nie deur die navorser, die aard van die navorsing of die 
navorsingsituasie beïnvloed word nie, wat weer die geldigheid van die navorsing 
verhoog.  Indien daar byvoorbeeld met politieke ampsbekleders, wat voor 1994 in 
die regering gedien het, onderhoude gevoer sou word oor die gebrek aan toegang 
tot owerheidsinligting tydens die apartheidsera, sou hulle  menings - gesien in die 
huidige tydsgewrig - nie noodwendig objektief gewees het nie.   Onderhoude sou 
sodanige persone die geleentheid bied om byvoorbeeld die beleid van weerhouding 
van inligting te regverdig of om standpunte te huldig wat hulle dink byval by die 
navorser sal vind.  Deur literatuur te raadpleeg wat deur persone van oor die hele 
politieke spektrum heen geskryf is, kon ‘n meer gebalanseerde beeld van die 
situasie geskep word. 
 Dokumentstudies maak die bestudering van ‘n verskynsel oor ‘n lang tydperk 
moontlik.  So kon ‘n beskrywing van die historiese situasie aangaande die 
toeganklikheid van inligting in Suid-Afrika relatief moeiteloos in die proefskrif 
opgeneem word vanweë die beskikbaarheid van dokumentasie (insluitend 
wetgewing) wat dekades gelede gepubliseer is. 
 Die koste verbonde aan navorsing waar van dokumentstudies gebruik gemaak word, 
neig om laer te wees.  Die navorser hoef byvoorbeeld nie lang afstande te reis om 
inligting in te win of die koste verbonde aan die verspreiding, insameling en 
verwerking van vraelyste te dra nie. 
 Dokumente wat deur kundige outeurs en sosiale kommentators geskryf is, is dikwels 
van hoë gehalte en kan gevolglik meer waarde vir navorsing hê as swak geskrewe 
antwoorde op vraelyste. 
 
Sowel primêre as sekondêre navorsingsdokumente is geraadpleeg in die skryf van hierdie 
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proefskrif.  Primêre bronne wat bestudeer is, sluit in wetgewing, amptelike dokumente en 
publikasies, verslae en hofuitsprake.  Daarbenewens is gebruik gemaak van gegewens wat 
uit parlementêre debatte na vore kom (soos opgeneem in die Hansards) en voorleggings 
wat aan die Portfeuljekomitee vir Justisie (Nasionale Vergadering) aangaande die 
voorgestelde wetgewing oor toegang tot inligting, gemaak is.  Notules van vergaderings van 
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die Gesamentlike Ad hoc-Komitee oor die Wetsontwerp op Oop Demokrasie, is ook 
geraadpleeg. 
 
Inligting wat uit primêre bronne verkry word  is moes aangevul word deur geskrifte van 
kundiges oor die onderwerp te bestudeer.  In dié verband is plaaslike en internasionale 
literatuur oor die reg op toegang tot inligting en verwante aangeleenthede geraadpleeg - 
insluitend boeke, verklarende woordeboeke, vakwoordeboeke, tydskrif- en koerantartikels 
en referate van kundiges.  In gevalle waar resente literatuur nie opgespoor kon word nie, is 
van die internet gebruik gemaak.  Dit het veral geblyk ‘n waardevolle bron te wees vir die 
insameling van gegewens oor die toepassing en implementering van die reg op toegang tot 
inligting in ander state.  Waar inligting nie uit dokumente of geskrifte verkry kon word nie, is 
van onderhoudvoering  gebruik gemaak - hetsy persoonlik, telefonies of skriftelik (na gelang 
van die situasie). 
 
1.8 Verwysingstegniek 
 
Die verkorte Harvard metode word gebruik om erkenning te verleen aan bronne wat 
geraadpleeg is.    Wat bronverwysings in die teks betref, is dit belangrik om aan te dui daar 
‘n verskil in punktuasie vereis word afhangende daarvan of een sin of twee of meer sinne 
uit ‘n bepaalde bron(ne) geneem is.  Waar ‘n verwysing op een sin betrekking het, verskyn 
daar nie ‘n punt aan die einde van die sin nie.  Die punt word aan die buitekant van die 
bronverwysing se sluitingshakie geplaas.  Waar ‘n verwysing op meer as een sin van 
toepassing is, word ‘n punt aan die einde van die laaste sin geplaas, gevolg deur ‘n verdere 
punt binne die sluitingshakie van die bronverwysing. (Burger 1992:27, 31.)  Volledige 
besonderhede omtrent die bronne wat vir die studie geraadpleeg is, word in 'n bronnelys 
aan die einde van die proefskrif verstrek. 
 
Waar bykomende toeligting van die teks nodig is, maar invoeging daarvan die vloei van die 
teks sal belemmer, word derglike toeligting in voetnote verstrek. 
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1.9 Uiteensetting van hoofstukke 
 
In hoofstuk twee word 'n oorsig verskaf van die betekenisinhoud van die reg op toegang 
tot inligting deur onder meer die konsep “inligting” breedvoerig te verklaar en dit te 
onderskei van ander konsepte waarmee dit geredelik verwar word.   Ondersoek word 
ingestel na die twee hooftipes inligting, te wete, persoonlike inligting en owerheidsinligting, 
waarna die filosofiese grondslae van die reg op toegang tot inligting beskryf word.  
Bykomend hiertoe, word die betekenis, waarde en belang van dié reg vir publieke 
administrasie en die breër samelewing onder die loep geneem. 
 
Hoofstuk drie fokus op die historiese situasie in Suid-Afrika in soverre dit  toegang tot 
owerheidsinligting betref.  'n Grondige ontleding van die toedrag van sake tydens die 
apartheidsera  word verskaf  aan die hand van wetgewende bepalings waardeur die vloei 
en verspreiding van owerheidsinligting aan bande gelê is. 
 
In hoofstuk vier word aandag geskenk aan die reg op toegang tot inligting in Suid-Afrika 
vanuit ‘n kontemporêre oogpunt.  Die grondwetlike tekste van sowel die Grondwet van die 
Republiek van Suid-Afrika, 1993 (Wet 200 van 1993) (hierna die 1993-Grondwet genoem) 
as die 1996-Grondwet wat op toegang tot inligting betrekking het, word ontleed en 
geïnterpreteer.  Dit word gevolg deur ‘n oorsig van die wordingsproses en oorhoofse 
oogmerke van die Inligtingswet. 
 
In hoofstuk vyf word bepaalde fasette van die toegang-tot-inligting-regime wat deur die 
Inligtingswet tot stand gebring is ondersoek.  Die reikwydte van die Inligtingswet, die 
tersaaklike administratiewe reëlings en die voorgeskrewe prosedurele vereistes word 
verduidelik met inagneming van die praktyke en ondervindings in die VSA, Kanada, Nieu-
Seeland en Australië. 
 
In hoofstuk ses word die ondersoek na die fasette van die Suid-Afrikaanse toegang-tot-
inligting-regime voortgesit.  Die fokus val op geldige gronde vir die weiering van inligting.  
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Elkeen van die gronde wat in die Inligtingswet opgeneem is, word aan die hand van die 
ooreenstemmende bepalings in die Amerikaanse, Kanadese, Nieu-Seelandse en 
Australiese wetgewing ontleed en geïnterpreteer. 
 
In hoofstuk sewe word die appèl- en hersieningsmeganismes waarvoor die Inligtingswet 
voorsiening maak, ontleed.  Die rol van die Openbare Beskermer in inligtingsverwante sake 
word toegelig met verwysing na die bevoegdhede van die Nieu-Seelandse en Australiese 
Ombudsman-instelling.  Daar word ook ‘n verduideliking verskaf van die interne 
appèlprosedure en die hersieningsfunksie van die geregshowe, soos dit deur die 
Inligtingswet voorgeskryf word.  Die hoofstuk word afgesluit met ‘n ondersoek na 
alternatiewe appèl- en hersieningsmeganismes wat deur die opstellers van die Inligtingswet 
oorweeg is. 
 
In hoofstuk agt word aandag geskenk aan die voorvereistes verbonde aan die suksesvolle 
implementering van die Inligtingswet, te wete die opleiding van inligtingsbeamptes, politieke 
ondersteuning, opvoeding en bewusmaking van die publiek, ‘n doeltreffende en effektiewe 
rekordhoudingstelsel, voldoende befondsing en deurlopende monitering van die wetgewing. 
 Daar word ook ondersoek ingestel na die vernaamste struikelblokke wat in ander state met 
die implementering van wetgewing insake die reg op toegang tot inligting ondervind is en 
waarvan daar in die Suid-Afrikaanse konteks kennis geneem behoort te word. 
 
Hoofstuk nege bevat ‘n samevattende oorsig van hoofstuk twee tot agt.  Bepaalde 
voorstelle word ook gemaak op grond van die inligting wat uit voorafgaande hoofstukke na 
vore gekom het. 
 
1.10 Samevatting 
 
In hierdie hoofstuk is die studie-onderwerp afgebaken en die doelwitte met die onderneming 
van die studie uitgestippel.  Die primêre doelwit is om die reg op toegang tot inligting in 
Suid-Afrika en die wyse waarop daar deur middel van die Inligtingswet daaraan uitdrukking 
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verleen word, te ondersoek met besondere verwysing na die inhoud van en die manier 
waarop ooreenstemmende wetgewing in ander geselekteerde state geïmplementeer word.  
Daar word beoog om op grond van die ondervinding van ander state, voorstelle te maak vir 
die totstandbrenging van ‘n doeltreffende en effektiewe toegang-tot-inligting-regime in Suid-
Afrika. 
 
In hierdie hoofstuk is ook uitsluitsel verkry oor die geo-dimensie, die tydsdimensie en die 
trefwydte van die studie.  Verder is die vernaamste konsepte wat op 'n deurlopende 
grondslag in die proefskrif voorkom, verduidelik.  Wat die navorsingsmetode betref,  is 
aangetoon dat daar hoofsaaklik op die kwalitatiewe benadering tot navorsing gesteun is en 
dat van ‘n dokumentstudie gebruik gemaak is om inligting oor die onderwerp in te samel.  
Ten slotte is 'n kort uiteensetting verskaf van die inhoud van verdere hoofstukke. 
 
Met hierdie hoofstuk as grondslag, word daar in hoofstuk twee ondersoek ingestel na die 
betekenis en aard van die reg op toegang tot inligting en die belang en waarde van dié reg 
in ‘n demokratiese samelewing. 
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HOOFSTUK 2 
 
BETEKENISINHOUD EN GRONDSLAE VAN DIE REG OP TOEGANG TOT INLIGTING 
 
2.1 Inleiding 
 
Die reg op toegang tot inligting vorm die sentrale tema in hierdie proefskrif.  As sodanig is 
hoofstuk twee daarop gemik om - by wyse van ‘n literatuuroorsig - ‘n grondige ontleding te 
verskaf van wat die reg behels en om aspekte wat daarmee in verband staan, toe te lig.  In 
die ondersoek na die betekenisinhoud van die reg op toegang tot inligting moet die konsep 
“inligting” egter noodgedwonge verklaar word.  Dit is veral nodig vanweë die gebrek aan 
eenstemmigheid oor presies wat inligting beteken of waarna dit verwys.  Dié vraagstuk 
word verder gekompliseer deur konsepte soos kennis, feit en data wat dikwels as 
sinonieme vir inligting gebruik of bloot daarmee verwar word.  In die lig hiervan word daar 
ter aanvang van die hoofstuk allereers ondersoek ingestel na die betekenis en kenmerke 
van inligting, bepaalde teorieë wat daaromtrent gehuldig word en die vernaamste 
inligtingstipes wat onderskei kan word.  Daarna verskuif die fokus na die oorsprong van die 
reg op toegang tot inligting.  Die reg is gegrondves in die liberale filosofiese teorie en as 
sodanig word ‘n kort uiteensetting van die uitgangspunte van dié denkrigting verskaf.  Dit 
word gevolg deur ‘n omskrywing van die betekenis en aard van die reg op toegang tot 
inligting, met besondere verwysing na die reg as ‘n onvervreembare mensereg en die 
historiese ontwikkeling daarvan binne dié konteks. 
 
2.2 Betekenis en kenmerke van inligting 
 
Dit is geen eenvoudige taak om ‘n enkele, universeel aanvaarbare definisie van die konsep 
“inligting” te verskaf nie.  Dit is die geval vanweë die gebrek aan eenvormigheid in die 
aanwending en definiëring van die konsep (Stevens 1986:5).  Verskillende dissiplines neig 
om ‘n spesifieke, dikwels eng definisie aan inligting toe te ken en slegs te fokus op daardie 
eienskappe wat binne hulle verwysingsraamwerk waarde het (Fox 1983:4).  Vir die 
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doeleindes van hierdie proefskrif word daar nie soseer gefokus op vakspesifieke  definisies 
nie, maar eerder op die breë, generiese omskrywing en dimensies van inligting wat oor 
dissiplinegrense heen strek.  Volgens Fox (1983:5) toon die gebruik en definiëring van 
inligting binne bepaalde dissiplines in ieder geval ‘n sterk verband met die “gewone” of 
“algemene” gebruik van die woord.  Hy stel dit soos volg:  “One standard against which any 
proposal regarding a definition of “information” must be evaluated, then, is the ordinary use 
of the word.”  Met hierdie standpunt in gedagte word daar as vertrekpunt allereers na die 
gebruik van inligting in die mees algemene of gewone verband aandag geskenk, te wete 
die taalkundige verklarings daarvan soos dit in woordeboeke aangetref word. 
 
Die Verklarende Handwoordeboek van die Afrikaanse Taal (HAT) (1988, s.v. ‘inligting’, 
‘informasie’) omskryf inligting as: “... Handeling van inlig ... Mededeling waardeur iemand op 
hoogte van sake gebring word ... verstrekking van kennis; mededeling van feite ...”   The 
Concise Oxford Dictionary  (1983, s.v. ‘information’) verwys na  inligting as: “... thing told, 
knowledge, ... items of knowledge, news ...”  ‘n Meer omvattende definisie word verskaf in 
Webster’s Third New International Dictionary (1976, s.v. ‘information’).  Hiervolgens word  
inligting gedefinieer as “the communication or reception of knowledge or intelligence ... 
something obtained or received through informing ... the process by which the form of an 
object of knowledge is impressed upon the apprehending mind so as to bring about the 
status of knowing ...”  
 
Uit die voorafgaande woordeboekomskrywings blyk dit dat inligting in die mees algemene 
verband verwys na die oordrag of kommunikasie en ontvangs van kennis of feite met die 
oog daarop om op hoogte van sake te kom (sien kritiek hierop verderaan in dié afdeling).  
Daar kan egter nie met hierdie omskrywings volstaan word nie aangesien dit nie die ware 
aard van inligting - soos dit binne die konteks van die studie gebruik sal word - weerspieël 
nie.  Om dié rede moet wetenskaplike definisies van inligting ook verskaf en oorweeg word 
met verwysing na onder meer die kenmerke van en die tipes inligting wat onderskei word. 
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Volgens Dretske (1981:vii) is daar ‘n algemene neiging om te aanvaar dat, vir inligting om te 
bestaan, daar sprake moet wees van kognitiewe interpretasie deur ‘n intelligente vorm van 
lewe.  Hiervolgens word iets slegs inligting wanneer ‘n betekenis daaraan verleen word en 
wanneer dit geïnterpreteer word deur ‘n kognitiewe agent.  Die definisie van “inligting” deur 
Waters verval byvoorbeeld in dié neiging.  Volgens haar verwys inligting na die betekenis 
wat binne ‘n bepaalde konteks aan gegewens toegeken word met die oog op die gebruik 
van sodanige gegewens (Waters 1992:109).  Dit is aldus Dretske (1981:vii) ‘n foutiewe 
opvatting:  inligting gaan die verskynsel van intelligente lewe vooraf en as sodanig kan dit 
onafhanklik bestaan.  Hy stel dit soos volg (1981:vii): “... information ... (is) an objective 
commodity, something whose generation, transmission, and reception do not require or in 
anyway presuppose interpretive processes.” 
 
Debons (in Fox 1983:46) onderskei tussen inligting as ‘n kommoditeit en inligting as ‘n 
proses.  In laasgenoemde verband word inligting beskou as ‘n proses waardeur gegewens 
uit die omgewing ingesamel en verwerk word om interpretasie daarvan deur die 
gebruiker/ontvanger te fasiliteer.  Die proses word voortgesit wanneer die gegewens deur 
die gebruiker omgeskakel of geïnterpreteer word op ‘n wyse waardeur sy/haar kennis van 
die omgewing verander word.  Hieruit kan afgelei word dat vir inligting as proses om plaas 
te vind, daar beslis sprake moet wees van interpretasie van bepaalde gegewens deur die 
ontvanger/gebruiker.  Dit is nie slegs strydig met Dretske se standpunt nie, maar word ook 
deur Fox gekritiseer.  Hy voer aan dat ‘n proses tydsverloop of tydsduur impliseer en dat dit 
gewoonlik ook gepaardgaan met ‘n aanduiding van wanneer dit begin of eindig.  Dit is egter 
nie moontlik in die geval van “inligting” nie.  ‘n Mens sê tog immers nie: “Die inligting het 
twee ure geduur.” of “Die inligting begin binnekort.” (Fox 1983:31, 47.)  Daarbenewens wil 
dit voorkom of Debons inligting gelykstel aan die proses van insameling, verwerking en 
interpretasie (met ander woorde inligting word as sinoniem beskou vir ‘n aantal werkwoorde 
om die aksie of die proses te illustreer).  Laasgenoemde opmerking geld ook ten opsigte 
van die woordeboekdefinisies wat hierbo verskaf word en waar telkens na inligting verwys 
word as “‘n handeling”, “‘n mededeling”, “die verstrekking,  kommunikasie of ontvangs van 
gegewens”.  Inligting is ‘n selfstandige naamwoord en nié ‘n werkwoord nie.  Omskrywings 
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daarvan behoort dit duidelik en ondubbelsinnig te reflekteer.  Op grond van die 
voorafgaande argumente kan inligting nie as ‘n proses getipeer word nie en word Debons 
se standpunt in dié opsig dus as ongeldig beskou. 
 
Debons (in Fox 1983:46) beskou inligting nie slegs as ‘n proses nie, maar ook as ‘n 
kommoditeit.5  Dit is in ooreenstemming met Dretske (1981:vii, 47) se omskrywing van 
inligting as “...an objective commodity ...” waardeur kennis voortgebring word.  Debons (in 
Fox 1983:46) omskryf inligting (as kommoditeit) as die fisiese voorstelling van gebeure en 
‘n toestand(e) in die omgewing wat so gestruktureer is dat dit verstaanbaar is vir ‘n 
gebruiker of groep gebruikers.  Stevens (1986:8-9) se definisie sluit hierby aan: “... 
information may be defined as the factual data, ideas, and other knowledge6 emanating 
from any segment of society that are identified as being of value, sometimes gathered on a 
regular basis, organized in some fashion, transmitted to others, and used in some 
meaningful fashion.”  In die voorafgaande definisies word “inligting”, as selfstandige 
naamwoord,  met ander naamwoorde beskryf (soos “fisiese voorstelling”, “feitelike 
                                            
5 
Die begrip “kommoditeit” in hierdie konteks verwys nie na die handels- of koopwaarde van inligting nie 
(hoewel dit gekoop en verkoop kan word - sien later in hierdie afdeling).  “Kommoditeit” verwys hier na 
inligting as ‘n selfstandige iets  met gebruikswaarde.  Uit ‘n taalkundige oogpunt, word dit gebruik as 
‘n naamwoord in teenstelling met die proses van inligting waar dit (inligting) verwys na werkwoorde 
soos insameling, verwerking en interpretasie. 
6 
Dretske beskou kennis as die resultaat/produk van die inligting wat oorgedra word, terwyl Stevens dit 
ag deel uit te maak van die inligting wat oorgedra word.  Die verskil tussen die begrippe “inligting” en 
“kennis” word in meer besonderhede in afdeling 2.3.2  behandel. 
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gegewens” en “idees”) en nié met werkwoorde nie.  As sodanig bied dit  aanvaarbare 
omskrywings van “inligting” -  wat impliseer dat Debons se tipering van inligting as 
kommoditeit as geldig beskou kan word. 
 
‘n Verdere sinvolle omskrywing van inligting word aangetref in die werk van Geldenhuys 
(1993:59).  Hy beskryf inligting as enige voorstelling van feite rakende enige onderwerp of 
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voorwerp.  Derglike voorstelling moet - 
 
 sintuiglik waarneembaar wees of in ‘n vorm wat sintuiglik waarneembaar is, omskep 
kan word 
 ‘n afsonderlike of onafhanklike bestaan voer (dié punt sluit aan by Dretske se siening 
oor die onafhanklike aard van inligting) 
 oor die potensiaal beskik om die persoon, wat dit sintuiglik waarneem, op hoogte te 
bring met die feite wat daardeur voorgestel word 
 oor die potensiaal beskik om gedupliseer te word deur dieselfde voorstelling te 
kopieer of deur  die saamstel van ander voorstellings van dieselfde feite7 
 
Belangrike kenmerke van inligting is dat dit nie opgebruik word nie en dat dit op verskeie 
wyses aan andere gekommunikeer of oorgedra kan word (Lowi 1977:42; Fox 1983:19).  In 
laasgenoemde verband wys Geldenhuys (1993:59) daarop dat die verskaffing 
(kommunikasie of oordrag) van  voorstellings van feite aan ander persone geskied sonder 
dat die persoon/persone wat dit verskaf, van enige kennis aangaande die feite, vervat in 
sodanige voorstellings, afstand doen.  Inligting het ook handelswaarde, met ander woorde 
dit word as eiendom beskou wat gekoop en verkoop kan word.  In resente jare het die 
inligtingindustrie toenemend gegroei en as sodanig ‘n belangrike deel van die globale 
ekonomie geword (Weingarten 1989:82).  Inligting kan dus met reg as ‘n hulpbron en ‘n 
bate bestempel word (Branscomb 1994:1; Lowi 1977:41).  ‘n Verdere eienskap van inligting 
is die waarheidsongebondenheid daarvan.  Dit beteken dat vir inligting om as sodanig 
getipeer te word, dit nie noodwendig waar of akkuraat hoef te wees nie (Geldenhuys 
1993:58).  Trouens, dit hoef nie eers bruikbaar of waardevol te wees nie (Machlup 
                                            
7 
Feite, soos dit hier deur Geldenhuys gebruik word, het die betekenisinhoud wat in afdeling 2.3.1  
daaraan toegeken word. 
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1983:643). 
 
 
28 
Inligting kan ten beste begryp word, deur ook verklarings te bied vir terme wat dikwels 
gebruik word om inligting te beskryf.  Die volgende afdeling sal daaraan gewy word. 
 
2.3 Onderskeid tussen inligting en verwante konsepte 
 
Daar bestaan verskeie begrippe wat nou verwant is aan die begrip inligting en wat dikwels 
op verwarrende wyse gebruik word of wat, in bepaalde gevalle, selfs as sinonieme vir 
inligting gebruik word.  Derglike begippe, te wete “kennis”, “feite” en “data” word ook 
aangewend om inligting te omskryf.  Om duidelikheid oor die betekenisinhoud van inligting 
te verkry, vereis dus dat uitsluitsel verkry word oor die korrekte betekenis van bogenoemde 
begrippe. 
 
2.3.1 Feit 
 
Talle omskrywings van inligting bevat verwysings na feite, maar dit impliseer geensins dat 
hulle sinonieme is nie.  ‘n Feit, aldus die Woordeboek van die Afrikaanse Taal (WAT) (1955 
s.v. ‘feit’) verwys na: 
 
... Enigiets wat ‘n individuele, konkrete bestaan het, ditsy subjektief of objektief beskou; iets wat deur 
regstreekse waarneming geken word; gebeurtenis, geestelik of fisies wat werklik plaasgevind het of 
ondervind is; voorval, hoedanigheid of verband waarvan die werklikheid uit die ondervinding blyk of 
met sekerheid afgelei kan word; gegewe wat metodies in die ervaring gekonstateer is en onafhanklik 
van die tyd, plek of die waarnemer bestaan ... 
 
Webster’s Third New International Dictionary (1976, s.v. ‘fact’) omskryf ‘n feit as “something 
that has actual existence ... an actual happening in time or space ... a verified statement or 
propostion ... physical actuality or practical experience as distinguished from imagination, 
speculation or theory ... the reality of events or things, the actual occurrence or existence of 
which is to be determined by evidence ...”  Kortliks gestel, kan ‘n feit dus as ‘n konkrete 
werklikheid beskou word. 
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Feite stel nie noodwendig inligting daar nie.  Om inligting te vorm (of om ‘n gedeelte van 
inligting uit te maak), moet die feite ingewin, verkry of meegedeel word.  Indien ‘n feit nie 
verkry, ingewin of meegedeel kan word nie, vorm dit dus nie inligting nie.  Indien daar 
byvoorbeeld ‘n motorongeluk plaasgevind het en al die insittendes op slag dood is en  daar 
ook geen getuies is wat die gebeure kan rekonstrueer nie, sou dit wat werklik tydens die 
ongeluk plaasgevind het, wel feite, maar nie inligting daarstel nie. (Geldenhuys 1993:60.)   
2.3.2 Kennis 
 
Inligting word dikwels gelykgestel aan kennis.  Dit is egter misleidend, want hoewel daar ‘n 
onmiskenbare verband tussen inligting en kennis bestaan, is daar ‘n duidelike onderskeid 
tussen die twee begrippe. (Machlup 1983:642.)  Volgens Becker (in Hernon 1989:8) is 
kennis die resultaat van die kognitiewe prosesse wat ingespan word om inligting te begryp, 
te verwerk, te interpreteer en te ontleed.  Kennis kan dus breedweg as verwerkte inligting 
gedefinieer word.  Anders gestel, verteenwoordig inligting die inset en kennis die uitset - 
sonder inligting kan kennis nie tot stand kom nie (Machlup 1983:643). 
 
Dit is duidelik dat vir kennis om tot stand te kom, daar sprake moet wees van kognitiewe 
interpretasie deur ‘n intelligente vorm van lewe.  Die bestaan van inligting daarenteen is nie 
afhanklik van kognitiewe interpretasie nie (kyk par. 2.2 supra).  Inligting en kennis verskil 
voorts van mekaar in die sin dat inligting gewoonlik gefragmenteerd en spesifiek is, terwyl 
kennis gestruktureerd is, samehang vertoon en universeel van aard is.  Waar inligting 
tydsgebonde en van korte duur is, het kennis langdurige betekenis en waarde. (Machlup 
1983:642-643.) 
 
2.3.3 Data 
 
Die woord “data” verwys na enigiets wat gegee word - ongeag die vorm waarin dit verskaf 
word of die oorsprong daarvan.  Dit kan byvoorbeeld getalle, woorde, sinne, rekords of 
aannames insluit. (Machlup 1983:646.)   Webster’s Third New International Dictionary 
(1976, s.v. ‘datum’, ‘data’) verskaf ‘n soortgelyke definisie: “... (data is) something that is 
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given either from being experientally encountered or from being admitted or assumed for 
specific purposes ...”  Uit die voorafgaande omskrywings blyk dit dat “data” inderwaarheid 
na “gegewens” (iets wat gegee word), verwys (Geldenhuys 1993:61-62).8  Daar kan slegs 
sprake van gegewens wees indien daar ‘n persoon (gewer) is wat iets aan ‘n ander persoon 
(ontvanger) gee of oordra.  Gegewens word as inligting beskou aangesien dit gewoonlik 
sintuiglik waarneembaar is of oor die potensiaal beskik om in ‘n sintuiglik waarneembare 
vorm omskep te word (Geldenhuys 1993:62-63). 
 
2.4 Inligtingtipes 
 
Vir die doeleindes van hierdie studie kan daar breedweg tussen twee soorte inligting 
onderskei word, te wete persoonlike inligting en owerheidsinligting. 
 
2.4.1 Persoonlike inligting 
 
Persoonlike inligting verwys na daardie inligting wat betrekking het op ‘n individu se private 
lewe en wat hy/sy nie noodwendig wil openbaar maak nie (Du Plessis 1986:14). Ingevolge 
artikel 1 van die Inligtingswet sluit inligting van persoonlike aard die volgende in: 
 
 Inligting wat handel oor nasionale, etniese of sosiale herkoms, kleur, ras, 
                                            
8 
“Data” aldus Geldenhuys (1993:61-63) en Machlup (1983:648) het ‘n verdere betekenis behalwe 
“gegewens”.  Dit word ook  in ‘n tegniese konteks gebruik om te dui op dit wat in die geheue van ‘n 
rekenaar ingevoer word en wat dan daardeur verwerk word.  Die gebruik van “data” in dié verband val 
buite die raamwerk van hierdie studie.  Om verwarring uit te skakel, word daar dus deurlopend na 
“gegewens” eerder as “data” verwys. 
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geslagtelikheid, geslag, seksuele oriëntasie, swangerskap, huwelikstaat, ouderdom, 
godsdiens, gewete, oortuiging, kultuur, taal, fisiese of geestelike gesondheid, 
welsyn, gestremdheid en geboorte van ‘n individu 
 Inligting aangaande die opvoeding of die kriminele, mediese of werksgeskiedenis 
van ‘n individu of inligting in verband met finansiële transaksies waarby ‘n individu 
betrokke was 
 Enige nommer, simbool of ander besonderheid wat aan ‘n individu toegeken is en 
waardeur hy/sy identifiseerbaar is 
 Die adres, vingerafdrukke of bloedgroep van ‘n individu 
 Die persoonlike menings, standpunte of voorkeure van ‘n individu 
 Korrespondensie van ‘n individu wat van vertroulike aard is 
 
In Suid-Afrika, soos in ander state, word individue deur verskeie wette verplig om inligting 
van ‘n persoonlike aard (byvoorbeeld gegewens oor inkomste, huwelikstatus en ouderdom) 
aan die owerheid bekend te maak (McQuoid-Mason 1978:158).  Die bekendmaking van 
sodanige inligting berus op die veronderstelling dat die owerheid (en in besonder die 
amptenare wat direk daarmee werk) dit vertroulik en met die grootste omsigtigheid sal 
hanteer om te verseker dat ‘n persoon se reg op privaatheid nie geskend word nie (De 
Giorgi 1997:128).  Dit impliseer onder meer dat persoonlike inligting nie sonder die 
toestemming van die betrokke individu aan ‘n derde party verskaf mag word nie en nie vir ‘n 
ander doelwit as waarvoor dit aanvanklik ingesamel is, gebruik mag word nie (Sing & Bayat 
1992:82-83).  
 
2.4.2 Owerheidsinligting 
 
Owerheidsinligting verwys na die somtotaal van inligting wat in besit en onder beheer van 
die owerheid is (Michael 1983:138).  Dit sluit onder meer die volgende in: 
 
 Wetgewing en ander publikasies wat deur die owerheid opgestel word  
 Inligting wat deur die owerheid gegenereer of ingesamel word met die oog op die 
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bevrediging van funksionele behoeftes 
 Inligting wat verkry is na aanleiding van navorsings- en ontwikkelingsprojekte wat 
gedeeltelik of algeheel deur die owerheid gerugsteun en gefinansier is 
 Inligting wat verkry is deur die verwerking van gegewens wat deur private bronne 
gehou word of deur inligting woordeliks van private databasisse oor te neem en in 
owerheidsdatabasisse te stoor 
 Inligting wat deur die owerheid geskep is op grond van persoonlike gegewens wat 
deur individue verskaf is (byvoorbeeld tydens ‘n sensusopname) (Hernon 1989:8). 
 
Owerheidsinligting vir die doeleindes van hierdie proefskrif omvat ook daardie inligting 
waarna as “openbare inligting” verwys word.  Openbare inligting, aldus Van Graan (1984:6) 
is: “...  inligting oor enige aspek van die bedrywighede van die openbare sektor.”  Op grond 
van sodanige inligting word ‘n individu in staat gestel om ‘n oordeel oor 
owerheidsbedrywighede te vel - ongeag of die inligting hom/haar in persoonlike 
hoedanigheid of in sy/haar hoedanigheid as burger van die staat raak (Du Plessis 1986:16). 
 
Die term “owerheidsinligting” word weliswaar nie uitdruklik in die Inligtingswet gebruik en 
verklaar nie, maar die betekenis wat ingevolge artikel 1 van die Wet aan “rekord” geheg 
word, stem ooreen met dié van “owerheidsinligting” soos hierbo verduidelik.  Hiervolgens 
verwys “rekord” na enige opgetekende inligting - in enige vorm of medium - in besit of onder 
beheer van ‘n owerheidsinstelling (of ‘n private instelling), ongeag of sodanige inligting deur 
daardie instelling geskep is, al dan nie. 
 
Die fokus van hierdie studie val op owerheidsinligting, en in besonder die toeganklikheid 
daarvan vir lede van die publiek.  Dit sluit toegang tot persoonlike inligting wat deur die 
owerheid gehou word (en as sodanig deel van owerheidsinligting uitmaak), in. 
 
2.5 Filosofiese grondslae van die reg op toegang tot inligting 
 
Ten einde ‘n volledige en omvattende begrip te vorm van wat die reg op toegang tot inligting 
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behels, is dit allereers nodig om ondersoek in te stel na die filosofiese grondslae van die 
idee. 
 
 
34 
Die gedagte dat owerheidsinligting geredelik aan die publiek bekend gemaak en beskikbaar 
gestel behoort te word, kan teruggevoer word na die liberalisme as denkrigting (Robertson 
1982:17).  Die fundamentele beginsels van liberalisme het hulle oorsprong reeds by die 
klassieke Grieke gehad het, maar die moderne liberalisme het eers gedurende die agtiende 
en negentiende eeu beslag gekry (Ackron 1980:46).  Die liberalisme is gegrondves in die 
onwrikbare geloof in die intrinsieke waarde en waardigheid van die mens (Ackron 1980:1).  
Dié denkrigting beklemtoon voorts die vryheid en outonomie van die individu.  Trouens, 
vryheid word hoër geag as enige ander waardes in die samelewing - insluitend gelykheid en 
geregtigheid. (Spitz 1982:213.)  Vryheid is immers noodsaaklik om die individuele burger in 
staat te stel om tot volle selfverwesenliking te kom en om sy/haar natuurlike vermoëns en 
talente ten volle te ontwikkel en uit te leef.  Dit strek nie slegs die individu tot voordeel nie, 
maar ook die samelewing aangesien ‘n persoon deur persoonlike selfverwesenliking ‘n 
groter bydrae tot die samelewing kan lewer. (Ackron 1980:10,19.) 
 
Dit is belangrik om aan te toon dat liberaliste nie absolute vryheid voorstaan nie.  Gesag en 
reëls word nie verwerp nie - solank dit nie die persoonlike ontwikkeling en geestelike 
verryking van die individu aan bande lê nie.  Vryheid en gesag word dus nie as 
onversoenbare teenpole beskou wat nie naas mekaar kan bestaan nie.  Die uitdaging is 
daarin geleë om ‘n gesonde balans en harmonie tussen gesag en vryheid te bewerkstellig.  
Dit impliseer dat sowel vryheid as gesag noodgewonge beperk moet word. (Ackron 1980:9; 
Ebenstein & Ebenstein 1988:900.) 
 
Vryheid volgens die liberaliste is noodsaaklik in die soeke na waarheid en vir die 
ontwikkeling, handhawing en bevordering van kritiese denke (Spitz 1982:213, 215).  Dit is 
egter nie moontlik om die waarheid na te streef en krities te wees oor sake van openbare 
belang indien die inligting aan die hand waarvan dit moet geskied, nie beskikbaar of bekend 
is nie.  Die liberaliste is daarom sterk voorstanders van die reg op toegang tot inligting vir 
elkeen wat moontlik daaruit kan voordeel trek (Bay 1977:29).  Twee van die vernaamste 
eksponente van die liberale denkskool, te wete Jeremy Bentham en John Stuart Mill, het 
hulle veral sterk uitgespreek ten gunste van publisiteit, openbare inspeksies van die 
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werksaamhede en rekords van uitvoerende instellings, vrye besprekings en die konstante 
vloei van akkurate inligting na die publiek (Wiggins 1964:xi; Everett 1966:84, 87). 
 
Vanuit ‘n liberale perspektief is inligting ook ‘n voorvereiste vir die ontwikkeling van 
individuele vermoëns en begaafdhede om sodoende tot volle selfverwesenliking te kom 
(Robertson 1982:17).  Bay (1977:29) haal uit John Stuart Mill se bekende geskrif, On 
Liberty, aan ter ondersteuning van dié standpunt: “If only truth is left free to combat error in 
an open marketplace of ideas, humanity is bound to become more enlightened and better 
off in the long run...”  In die geval van verteenwoordigende regering is dit eweneens 
belangrik dat inligting vrylik beskikbaar sal wees om burgers in staat te stel om rasionele 
besluite te neem en om sinvol aan die politieke proses deel te neem (Bay 1977:29).  Dit 
vereis uiteraard dat daar vryheid van spraak en meningsuiting, vryheid van assosiasie en 
vryheid van uitdrukking (wat vryheid van die pers en ander media insluit) moet wees 
(Ackron 1980:27).  Ofskoon liberaliste nie gesag verwerp nie, is hulle immer wantrouig 
teenoor persone in gesagsposisies (weens onder meer die gevaar van misbruik van 
bevoegdhede, arbitrêre beperking van individuele vryhede en die nastrewing van eiebelang 
ten koste van die openbare belang).  Om dié rede word daar hoë waarde geheg aan 
toegang tot inligting waarvolgens die individu owerheidsoptrede kan beoordeel en kan 
bepaal of die owerheid sy/haar belange voortdurend nastreef en voorop stel. (Spitz 
1982:214; Robertson 1982:18.)  In wese kom dit daarop neer dat die publiek in staat gestel 
moet word om die owerheid aanspreeklik te hou vir optrede en besluite. 
 
2.6 Betekenis van die reg op toegang tot inligting 
 
Die reg op toegang tot inligting is ‘n frase wat dikwels in die literatuur gebruik word, maar 
sonder dat dit op behoorlike en akkurate wyse omskryf word.  Omskrywings neig in die 
algemeen om bloot die voor-die-handliggende te verklaar (met ander woorde dít wat reeds 
onomwonde uit die frase self blyk).  Riley (1983:2) se definisie bied ‘n voorbeeld van so ‘n 
niksseggende verklaring: “What it (access to information) means is that legislation which 
provides for this right guarantees to the citizen a right to information ...”  Ander omskrywings 
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fokus weer op die noodsaaklikheid, waarde en belangrikheid van die reg op toegang tot 
inligting sonder om ‘n bondige, sinvolle verduideliking te bied van wat die reg in werklikheid 
behels.9  Vir die doeleindes van die proefskrif en in die lig van ‘n gebrek aan verklarings in 
die literatuur, is die volgende omskrywing geformuleer: die reg op toegang tot inligting 
(binne die konteks van publieke administrasie) kan beskou word as die wetlik afdwingbare 
aanspraak van ‘n lid van die publiek teenoor die owerheid om geredelik van inligting 
voorsien te word oor sake van sowel openbare as persoonlike belang om sodoende ‘n 
rasionele mening te kan vorm en ‘n akkurate oordeel te kan vel oor 
owerheidswerksaamhede. 
 
Die reg op toegang tot inligting is ‘n fundamentele mensereg en is as sodanig in verskeie 
internasionale, regionale en nasionale menseregte-aktes opgeneem.  Dit is onder meer 
ingesluit in die Universele Verklaring van Menseregte (1948), die Europese Konvensie van 
Menseregte (1950) en die Afrika-Handves van Mense- en Personeregte (the African 
Charter on Human and Peoples’ Rights) (1981). (United Nations 1988:222; Hannikainen & 
Myntti 1992:281.)  In Engelstalige literatuur word daar dikwels na “vryheid van inligting” 
(freedom of information) eerder as “toegang tot inligting” (access to information) verwys.  
Dieselfde betekenis word weliswaar aan die twee frases geheg, maar laasgenoemde is 
verkieslik bo “vryheid van inligting” aangesien dit enersyds so in die 1996-Grondwet vervat 
is en andersyds omdat dit ‘n akkurate frase is wat nie, soos die geval met “vryheid van 
inligting” is, oop is vir ‘n verskeidenheid interpretasies nie. 
                                            
9 
Kyk byvoorbeeld Robertson (1982:11-13), Devenish (1999:439,445), Du Plessis (1986:409) en Riley 
(1983:2). 
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2.7 Belang en waarde van die reg op toegang tot inligting 
 
Binne die konteks van publieke administrasie is geredelike toegang tot owerheidsinligting 
van onskatbare waarde.  Dit fasiliteer nie slegs die handhawing en bevordering van 
bepaalde demokratiese vereistes soos die afdwinging van aanspreeklikheid, burgerlike 
deelname en deursigtige owerheidsoptrede nie, maar is ook noodsaaklik in die voorkoming 
van arbitrêre owerheidsoptrede wat die publiek tot nadeel kan strek.  Die vrye vloei van 
inligting het voorts die potensiaal om legitimiteit aan owerheidsoptrede te verleen en kan 
aan die owerheid toegang tot die kennis en kundigheid van individuele lede van die 
samelewing bied.  Dit is dus nie verbasend dat toegang tot inligting as ‘n noodsaaklike 
voorvereiste vir ‘n demokrasie beskou word nie. 
 
2.7.1 Afdwinging van aanspreeklikheid 
 
Aanspreeklikheid in die algemene sin behels verduideliking of regverdiging van optrede of 
bedrywighede wat reeds plaasgevind het, wat tans onderneem word of wat in die toekoms 
beoog word (Jackson 1982:220).  Binne die konteks van publieke administrasie verwys dit 
na die vereiste dat alle owerheidsinstellings (en by implikasie alle openbare funksionarisse 
of ampsbekleders) in die finale instansie aan die publiek moet rekenskap gee oor die wyse 
waarop die funksies wat daaraan opgedra is, uitgevoer is10 (Cloete 1996:18; Schwella 
1988:39).  Aanspreeklikheid volgens McCandless (1993:14) kom dus in wese neer op “... 
the obligation to answer publicly for the discharge of responsibilities that affect the public ...” 
 Die fundamentele uitgangspunt is dat owerheidsinstellings en hulle bedrywighede met die 
belastingbetalers se geld gefinansier word en dat daar dus ‘n verpligting op derglike 
instellings berus om in die openbaar verantwoording te doen oor hulle werksaamhede - 
vandaar ook die verwysing na aanspreeklikheid as “die afdwinging van openbare 
                                            
10 
Dit is van belang om aan te toon dat ‘n persoon of instelling slegs aanspreeklik gehou kan word vir die 
uitvoering van ‘n funksie nadat dit verantwoordelik gemaak is daarvoor (Cloete 1996:19). 
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verantwoordelikheid” (Fox & Maas 1997:55; Cloete 1996:19).  Aanspreeklikheid is nie slegs 
gemik op die bekendmaking en verduideliking van negatiewe aspekte nie, maar het ook ten 
doel die openbaarmaking van positiewe resultate en prysenswaardige optrede (Cloete 
1996:19).  Dit is voorts ten nouste verweef met beheeruitoefening, dit wil sê die toepassing 
van bepaalde maatreëls, tegnieke en meganismes met die oog op die bereiking van 
voorafgestelde doelwitte op doeltreffende en effektiewe wyse (Van Heerden 1994:65-66). 
‘n Voorvereiste vir die handhawing van aanspreeklikheid is die beskikbaarstelling van 
inligting aan die hand waarvan die optrede en werksaamhede van owerheidsinstellings 
beoordeel en aan kritiek en openbare debatvoering onderwerp kan word (Oliver 1991:25, 
170).  Anders gestel, word inligting deur die publiek benodig om uitdrukking te gee aan een 
van die deurslaggewende vereistes van ‘n demokrasie - om beheer oor die owerheid en dié 
se bedrywighede uit te oefen (Caiden 1989:29).  Loots (1991:202) omskryf inligting as “... 
the currency of accountability”, terwyl die onmiskenbare verband tussen aanspreeklikheid 
en inligting ook onomwonde in die 1993-Grondwet erken word.  Ingevolge grondwetlike 
beginsel IX11 moes daar in die nuwe grondwet voorsiening gemaak word vir vryheid van 
                                            
11 
Die grondwetlike beginsels het as riglyne gedien vir die opstel van die “finale” Grondwet (die 1996-
Grondwet).  Artikel 71 van die 1993-Grondwet het bepaal dat die nuwe grondwetlike teks - na 
aanvaarding deur die Grondwetlike Vergadering - slegs van krag sou word nadat die Konstitusionele 
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inligting sodat daar oop en aanspreeklike12 administrasie op alle owerheidsvlakke kan 
wees.13 
                                                                                                                                             
Hof gesertifiseer het dat al die bepalings van die nuwe grondwet voldoen aan die grondwetlike 
beginsels vervat in Bylae 4 van die 1993-Grondwet. 
12 
Dit is van belang om aan te toon dat die Engelse teks van die 1993-Grondwet, wat na “... open and 
accountable administration ...” verwys,  geraadpleeg is.  Die Afrikaanse teks verwys na “...toeganklike 
en verantwoordelike administrasie ...”, wat nie ‘n korrekte vertaling van die Engelse teks 
verteenwoordig nie. 
13 
In die 1996-Grondwet word die verband nie so uitdruklik aangetoon nie.  Artikel 195(1)(f) bepaal bloot 
dat openbare administrasie “verantwoordingspligtig”, oftewel aanspreeklik moet wees.  
Laasgenoemde term is verkieslik, aangesien dit die korrekte vertaling is van “accountable” wat in die 
Engelse teks gebruik word. 
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Aanspreeklikheid in die ware sin van die woord kan nie afgedwing word indien slegs 
staatgemaak word op inligting wat vanaf owerheidsweë beskikbaar gestel word nie 
(Schwella 1988:63-64).   Die moontlikheid bestaan immers dat die owerheid inligting kan 
manipuleer of dit op ‘n selektiewe basis kan gebruik deur byvoorbeeld slegs inligting vry te 
stel wat die owerheid in ‘n goeie lig stel en wat opponente se geloofwaardigheid ondermyn. 
 Om dié rede behoort daar voorsiening gemaak te word vir ‘n wetlike reg op toegang tot 
owerheidsinligting waardeur lede van die publiek (in persoonlike hoedanigheid of deur 
middel van die media en belangegroepe) in staat gestel kan word om die ware toedrag van 
sake te bepaal ten einde owerheidsoptrede objektief te beoordeel. (Robertson 1982:11.) 
 
Uit die voorafgaande uiteensetting behoort duidelik te blyk dat daar ‘n onlosmaaklike en 
onmiskenbare verband tussen enersyds die handhawing van openbare aanspreeklikheid en 
die beskikbaarheid van akkurate inligting andersyds bestaan.  Trouens, die belang en 
waarde van inligting binne dié konteks word so hoog aangeslaan dat aangevoer word dat 
die demokrasie nie daarsonder kan voortbestaan nie (McConnell 1996:14). 
 
2.7.2 Bevordering van burgerlike deelname 
 
Aktiewe deelname aan die regeer- en administreerproses deur lede van die publiek is een 
van die vernaamste kenmerke van ‘n demokratiese bestel (Robertson 1982:12; Theart 
1980:111).  Deelname impliseer egter meer as slegs die uitbring van ‘n stem tydens 
verkiesings - dit veronderstel ook voortgesette belangstelling en deelname in sake van 
openbare en individuele belang, en waar moontlik, die beïnvloeding van owerheidsbesluite 
en -optrede (Bathory & McWilliams 1977:5).  Burns (1994:347) tref ‘n onderskeid tussen 
individuele en openbare deelname.  Individuele deelname vind plaas in gevalle waar ‘n 
individu byvoorbeeld ‘n verhoor van ‘n administratiewe tribunaal moet bywoon om sy/haar 
kant van die saak te stel of waar ‘n besluit of optrede slegs ‘n uitwerking op ‘n besondere 
individu het, byvoorbeeld die toestaan of weiering van ‘n lisensie of ‘n permit.  Openbare 
deelname verwys na deelname deur die publiek in sake wat die openbare belang wesentlik 
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raak - soos byvoorbeeld beleid insake misdaad of omgewingsaangeleenthede. 
 
‘n Voorvereiste vir rasionele en sinvolle deelname - hetsy op individuele of openbare 
grondslag - is dat inligting beskikbaar moet wees (Theart 1980:111-112).  Geheimhouding 
werk apatie en onkunde in die hand wat nie bevorderlik is vir die behoud van die 
demokrasie nie.  Lede van ‘n samelewing wat oningelig is, sal waarskynlik onwillig wees om 
aan besluitnemingsprosesse deel te neem, en selfs al sou hulle gewillig wees om deel te 
neem, sal hulle nie daartoe in staat wees nie, aangesien hulle nie oor die nodige kennis 
beskik nie. (Robertson 1982:12.)  Waar inligting geredelik beskikbaar gestel word, kry 
individue meer insig in die doen en late van die owerheid en word hulle die geleentheid 
gebied om deur deelname (in die vorm van byvoorbeeld protesoptrede, voorleggings en 
petisies) beheer oor owerheidsoptrede uit te oefen en beleidsbesluite en optrede te 
beïnvloed (Du Plessis 1986:156).  Aktiewe deelname skep ook die ideale teelaarde vir 
persoonlike ontwikkeling en groei van individue, waarby die samelewing as ‘n geheel weer 
kan baat vind (Robertson 1982:12).  Die voordele van deelname, gebaseer op inligting wat 
aan die publiek bekend gemaak word, word soos volg deur Wiggins (1964:20) saamgevat: 
“The civic consciousness of the people is quickened.  The appreciation of the difficulties that 
confront government is sharpened.  Their readiness to comply with or submit to necessary 
measures is increased.” 
 
Die reg op toegang tot inligting met die oog op groter deelname deur die burgery beteken 
nie dat laasgenoemde bekend moet wees met elke moontlike brokkie inligting oor 
owerheidsaangeleenthede nie.  Die reg op toegang tot inligting, soos ander regte, geld in 
ieder geval nie absoluut nie - dit kan onder bepaalde omstandighede beperk word (kyk par. 
6.3 infra).  Lede van die publiek behoort hoofsaaklik toegang tot daardie inligting te hê 
waardeur hulle in staat gestel word om ‘n oordeel oor owerheidswerksaamhede en -besluite 
te vel, sinvol aan die regeer- en administreerproses deel te neem en om politieke keuses uit 
te oefen.  Dit impliseer onder meer dat die publiek oor die vaardigheid behoort te beskik om 
te onderskei tussen belangrike of waardevolle inligting en inligting wat van onbelangrike of 
nuttelose aard is. (Bathory & McWilliams 1977:8.)  
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2.7.3 Voorkoming van arbitrêre optrede en bevordering van administratiewe 
geregtigheid 
 
Een van die uitstaande kenmerke van die moderne staat is dat die uitvoerende gesag met 
omvangryke diskresionêre bevoegdhede beklee word (Burns 1994:350).  Die toekenning 
van sodanige bevoegdhede is enersyds ‘n uitvloeisel van die uitbreiding van 
owerheidsaktiwiteite.  Andersyds word dit genoodsaak deur ‘n behoefte aan 
gespesialiseerde kennis om op doeltreffende en effektiewe wyse aan owerheidsfunksies 
uitvoering te gee (De Giorgi 1997:2).  Die uitoefening van diskresie hou egter die gevaar in 
dat bevoegdhede oorskry kan word en dat gesag op arbitrêre wyse uitgeoefen kan word.  
Daarbenewens word dit ook geassosieer met onvooorspelbaarheid, onsekerheid, 
wispelturigheid en teenstrydighede. (Burns 1994:350.)  Dit is derhalwe nodig dat bepaalde 
maatreëls sal bestaan om te voorkom dat daar as ‘n resultaat van diskresie-uitoefening, op 
onregmatige wyse inbreuk gemaak word op die regte, vryhede en belange van enkelinge 
(De Giorgi 1997:68).  Die oogmerk is om te verseker dat beslissings en optrede deur lede 
van die uitvoerende gesag (en in besonder die amptenary wat op ‘n daaglikse grondslag 
met die publiek in aanraking is) aan die vereistes van administratiewe geregtigheid voldoen. 
 Sodanige vereistes behels dat die handelinge en besluite van die amptenaar te alle tye 
redelik, billik en rasioneel regverdigbaar behoort te wees (Brynard 1996:27; Boulle 
1986:137).  Administratiewe geregtigheid impliseer voorts dat daar volgens prosedurele 
voorskrifte opgetree behoort te word en dat die reëls van natuurlike geregtigheid nagekom 
sal word (Burns 1994:351; Boulle 1986:137). 
 
In ‘n poging om administratiewe geregtigheid te bevorder, word daar sterk gesteun op die 
beginsel van toegang tot inligting.  Vir administratiewe optrede om prosedureel billik te wees 
moet daar onder meer aan ‘n persoon wat van voorneme is om byvoorbeeld aansoek te 
doen om ‘n lisensie of ‘n permit, inligting verskaf word aangaande die beleid en prosedures 
wat in die oorweging van sy/haar aansoek gevolg sal word (Brynard 1996:29).  Dié praktyk 
het die verdere voordeel dat dit vertroue in die administratiewe proses in die hand werk - die 
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applikant word gerusgestel dat sy/haar aansoek nie op lukrake, willekeurige wyse hanteer 
sal word nie, maar wel volgens vaste voorskrifte.  Een van die fundamentele reëls van 
natuurlike geregtigheid14 is dat ‘n betrokke party die geleentheid gebied behoort 
                                            
14 
Volgens Baxter (1984:541-542) kristalliseer die reëls van natuurlike geregtigheid in twee oorhoofse 
beginsels uiteen, te wete die audi alteram partem-beginsel en die vereiste dat die besluitnemer vry 
van vooroordeel moet wees (nemo iudex in sau causa).  Wiechers (1984:241) daarenteen identifiseer 
‘n verdere reël van natuurlike geregtigheid: die verskaffing van redes aan ‘n belanghebbende party vir 
‘n bepaalde beslissing wat deur ‘n tribunaal of amptenaar geneem is.  
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te word om sy/haar saak behoorlik te stel (die audi alteram partem-beginsel) (Brynard 
1996:29).  Om dit te kan doen moet sodanige party kennis ontvang dat optrede teen 
hom/haar beoog word en moet hy/sy op hoogte gestel word van die redes vir die 
voorgenome optrede (Baxter 1984:546).  Alle feite en oorwegings waardeur 'n party nadelig 
geraak kan word, behoort voorts aan hom/haar bekend gemaak te word ten einde hom/haar 
in staat te stel om hom/haarself teen sodanige feite en oorwegings te verweer (Wiechers 
1984:239). 
 
Ofskoon Baxter slegs twee oorhoofse reëls van natuurlike geregtigheid identifiseer (kyk 
voetnoot 15), toon hy ook aan dat natuurlike geregtigheid impliseer dat die redes vir ‘n 
bepaalde besluit bekend gemaak moet word (Baxter 1984:541-542, 568).  Redes wat in dié 
verband verstrek word, kan as ‘n besondere vorm of ‘n faset van inligting beskou word15 en 
dra op verskeie wyses by tot die bevordering van administratiewe geregtigheid.  Indien ‘n 
bepaalde beslissing geneem word sonder dat redes daarvoor verstrek word mag die 
persepsie ontstaan dat sodanige beslissing van 'n amptenaar of tribunaal die resultaat van 
arbitrêre besluitneming was.  Deur die verskaffing van redes, kom die ware gronde vir 'n 
bepaalde besluit na vore en word onsekerheid en negatiewe spekulasie by lede van die 
publiek uitgeskakel. (Stander 1992:100.)  Hierbenewens word vertroue in die openbare 
besluitnemingsproses bevorder deurdat die publiek insae kry in besluite wat hulle ten 
nouste raak (Nel & Bezuidenhout 1995:313; Stander 1992:98).  Terselfdertyd word die 
ideaal van groter openheid en toeganklikheid in die openbare sektor bevorder (Brynard 
1996:30), wat op sigself as 'n beheermaatreël ter voorkoming van die misbruik van 
bevoegdhede dien.  'n Individu kan voorts die redes wat verstrek is, ontleed om te bepaal of 
                                            
15 
Baxter (1984:568) tref ‘n onderskeid tussen redes en inligting.  Volgens hom verwys inligting na 
daardie besonderhede op grond waarvan ‘n saak beredeneer en oorweeg word en wat aan ‘n party 
bekend gemaak behoort te word alvorens ‘n besluit geneem word.  Redes daarenteen word beskou 
as daardie gegewens wat verstrek word nadat die besluit geneem is.  Die onderskeid word bevestig 
deurdat  die 1996-Grondwet in twee verskillende artikels voorsiening maak vir die reg op toegang tot 
inligting (artikel 32(1)(a)) en die reg op die verskaffing van redes (artikel 33(2)).  Desnieteenstaande 
kan nie ontken word dat redes ‘n besondere vorm van inligting verteenwoordig nie.  Ter stawing van 
die argument dat toegang tot inligting administratiewe geregtigheid bevorder, word redes dus beskou 
as ‘n faset van inligting. 
 
 
45 
sy/haar saak behoorlike oorweging geniet het en of alle tersaaklike feite en getuienis in 
berekening gebring is in die neem van 'n beslissing (Nel & Bezuidenhout 1995:314).  In 
gevalle waar 'n ongunstige beslissing geneem is, bevorder die verskaffing van behoorlike 
redes berusting en word die gedagte by die betrokke party tuisgebring dat sy/haar saak ten 
minste deeglike oorweging geniet het (Stander 1992:102).   
 
Volgens Baxter (1984:228) het die verskaffing van redes ook opvoedkundige waarde.  'n 
Party kan sy/haar saak aan die hand van die redes wat verstrek is, ontleed om sodoende 
die leemtes daarin te identifiseer en die nodige regstellings vir toekomstige doeleindes aan 
te bring.  Die vereiste om redes te verskaf dwing ook beredeneerde besluitneming af.  Om 
sinvolle redes te opper, verg immers deeglike oorweging van en aandagbesteding aan 'n 
bepaalde aangeleentheid.  Só word diskresie-uitoefening gestruktureer (en in werklikheid 
beheer) om sodoende ondeurdagte, wispelturige of meganiese besluitneming uit te skakel. 
(Stander 1992:96, 98, 106.)  ‘n Opgaaf van redes maak dit verder vir 'n persoon moontlik 
om te bepaal of daar gronde vir appèl is en verhoog die doeltreffendheid en effektiwiteit van 
die reg op appèl deurdat die regs- en feitelike aspekte in 'n geskil duidelik na vore kom.  Op 
dié wyse word die appèlinstelling in staat gestel om 'n beter beslissing te gee.  In die geval 
van hersiening, vergemaklik duidelike redes die taak van die hersieningshof om te bepaal of 
die aanvanklike beslissing geldig was, al dan nie.  Redes kan byvoorbeeld 'n aanduiding 
verskaf of relevante oorwegings in aanmerking geneem is en of die funksie wat ingevolge 
wetgewing aan 'n amptenaar of administratiewe tribunaal toegeken is, korrek vertolk is. 
(Stander 1992:102-103.) 
 
Die verskaffing van inligting (in algemene verband en in die vorm van redes) in gevalle waar 
diskresie-uitoefening ter sprake is, plaas weliswaar ‘n bykomende las op amptenare in die 
sin van koste, tyd en vaardighede (Du Plessis & Corder 1994:169).  Die voordele daaraan 
verbonde - en veral die potensiaal om die misbruik van diskresionêre bevoegdhede te 
voorkom of te verminder, en om sodoende by te dra tot ‘n groter mate van administratiewe 
geregtigheid - behoort egter swaarder te weeg as die werkslading. 
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2.7.4 Voorkoming van die euwels van geheimhouding en bevordering van 
deursigtigheid 
 
Geheimhouding binne die konteks van hierdie studie verwys na die bewustelike 
weerhouding van openbare inligting om openbaarmaking daarvan te voorkom - hetsy vir 
regmatige of onregmatige doeleindes (Van Graan 1984:9).  Tefft (1980:126) omskryf 
geheimhouding bloot as die proses waartydens die vloei van inligting geïnhibeer word.  
Daar word allerweë aanvaar dat geheimhouding in die openbare sektor tot verskeie euwels 
aanleiding gee.  So bevorder dit aldus Schwella (1988:37) wanadministrasie en werk dit 
traagheid in owerheidsoptrede in die hand.  Geheimhouding word voorts ook geassosieer 
met korrupsie en magsvergrype en kan dien as dekmantel om te verhoed dat aantasting 
van die basiese regte en vryhede van individue aan die lig kom (kyk par. 3.2 infra  vir 
voorbeelde hiervan tydens die apartheidsera) (Olivier 1990:232; Wiechers 1993:253).16  
Deur inligting geheim te hou word een van die fundamentele vereistes van die demokrasie, 
te wete die afdwinging van openbare aanspreeklikheid ook verhinder (kyk par. 2.7.1 supra). 
 Rourke (1977:119) stel dit soos volg: 
 
Democracy assumes that citizens can hold government officials accountable for what they do and can 
expel them from office when their policies do not meet with public approval.  By shielding official action 
from public knowledge and review, secrecy makes such accountability impossible.  Citizens can 
scarcely influence decisions they know nothing about.  Where secrecy reign, government officials are 
in a position to rule at virtually their own discretion.   
                                            
16 
Dit is belangrik om aan te toon dat die weerhouding van inligting onder bepaalde omstandighede wel 
geregverdig is - soos wanneer dit te make het met nasionale veiligheids- of 
verdedigingsaangeleenthede en gerig is op die beskerming van die openbare belang (Goren 
1979:28). 
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Inligting is ‘n noodsaaklike voorvereiste om die owerheid in staat te stel om sy regeertaak 
na behore te vervul.  Dit beteken dat groot hoeveelhede inligting op ‘n deurlopende 
grondslag deur die owerheid ingesamel, gegenereer, verwerk en versprei moet word. 
(Weingarten 1989:83.)  Inligting verteenwoordig mag en die omvang van inligting in besit 
van die owerheid plaas die owerheid in ‘n buitengewoon magtige posisie vis-à-vis lede van 
die publiek (Tefft 1980:126).  So stel dit die owerheid onder meer in staat om inligting na 
willekeur te manipuleer deur byvoorbeeld bepaalde inligting te weerhou en ander vir eie 
gewin bekend te maak.  Op dié wyse word die publiek en die openbare mening deur die 
owerheid beheer in plaas daarvan dat die owerheid aan beheer deur die publiek onderwerp 
word. (Rourke 1966:vii, xi.)  Monopolisering en manipulering van inligting vir 
propagandadoeleindes is weliswaar ‘n kenmerk van totalitêre state, maar in ‘n demokrasie 
is so ‘n situasie onaanvaarbaar.  Dit is daarom noodsaaklik dat ‘n klimaat van deursigtigheid 
geskep word sodat die publiek insae kan verkry in die werksaamhede, beleid en besluite 
van die owerheid en sodoende beheer daaroor kan uitoefen.  Dit is egter nie moontlik indien 
daar nie geredelike toegang tot inligting bestaan nie.  Betroubare, omvattende, tydige en 
verstaanbare inligting oor owerheidsbedrywighede is immers noodsaaklik om die elektoraat 
in staat te stel om  ‘n akkurate oordeel te vel oor  die werkverrigting (performance) van die 
owerheid en om die huidige en toekomstige implikasies daarvan te kan beoordeel (Kopits & 
Craig 1998:1).  Dit is belangrik om aan te toon dat deursigtigheid nie slegs behoort te geld 
ten opsigte van algemene owerheidsake of aangeleenthede wat van openbare belang is 
nie.  Dit behoort eweneens die norm te wees waar individue in hulle private hoedanigheid 
op ‘n daaglikse grondslag in verbinding is met amptenare oor sake wat hulle ten nouste 
raak. Deursigtigheid hou dus ook onlosmaaklik verband met die bevordering van 
administratiewe geregtigheid (kyk par. 2.7.3 supra).      
  
 
Deursigtigheid17 word beskou word as die antitese van geheimhouding en as sodanig is dit, 
                                            
17 
“Deursigtigheid” en “openheid” word dikwels in die literatuur as sinonieme gebruik.  Die 1996-
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aldus Davis (1969:98), “...the natural enemy of arbitrariness and a natural ally in the fight of 
injustice.”  Dit word ook geag ‘n onontbeerlike waarborg teen wanadministrasie en korrupsie 
te wees (Baxter 1984:234).  Dié opvattings oor die waarde van deursigtigheid is gebaseer 
op die feit dat dit enersyds die blootlegging van ongerymdhede fasiliteer en andersyds 
bydra tot die voorkoming of vermindering van onreëlmatighede vanweë die 
afskrikkingseffek verbonde daaraan (Peters 1995:295-296).  Waar ‘n klimaat van 
deursigtigheid heers sal amptenare byvoorbeeld daarop bedag wees om wel oorwoë 
besluite te neem en op so ‘n wyse op te tree dat hulle dit in die openbaar sal kan regverdig. 
 Sodoende word voorkom dat besluite en optrede op arbitrêre wyse geskied en dat die 
regte, vryhede en belange van individue aangetas word. 
 
Geheimhouding in die openbare sektor word dikwels geregverdig deur aan te voer dat dit 
doeltreffendheid en effektiwiteit bevorder (Rourke 1966:38; Peters 1995:297).  Hiervolgens 
word dus eintlik geïmpliseer dat deursigtigheid die teenoorgestelde uitwerking het.  Dié 
standpunt is egter aanvegbaar.  Volgens Matthews (in Van Graan 1984:48) gaan 
geheimhouding met soveel euwels gepaard dat dit die sogenaamde voordele daaraan 
verbonde (synde die bevordering van doeltreffendheid en effektiwiteit) in ieder geval 
uitkanselleer.  Deursigtigheid kan weliswaar tot gevolg hê dat bepaalde administratiewe 
prosesse vertraag word (deurdat inligting of redes byvoorbeeld aan belanghebbendes 
verskaf word en hulle respons daarop afgewag word), maar dit beteken nie noodwendig dat 
doeltreffenheid en effektiwiteit daardeur ingeboet word nie.  Doeltreffendheid en effektiwiteit 
word immers nie slegs gemeet aan die spoed waarmee ‘n saak afgehandel word nie, maar 
ook aan die deeglikheid waarmee dit hanteer is en die tevredenheid van lede van die 
publiek oor die uitkoms daarvan.  Daar kan dus geargumenteer word dat deursigtigheid júis 
doeltreffendheid en effektiwiteit bevorder omdat dit weldeurdagte besluite en optrede 
                                                                                                                                             
Grondwet verwys egter na “deursigtigheid” en daarom word dit vir die doeleindes van die proefskrif bo 
die konsep “openheid” verkies. 
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noodsaak.  
 
2.7.5 Legitimering van owerheidsoptrede 
 
Die vrye vloei van inligting strek nie slegs lede van die publiek tot voordeel nie.  Die 
owerheid baat ook daarby.  Geredelike beskikbaarstelling van inligting behoort by te dra tot 
‘n groter mate van deelname deur lede van die publiek wat weer meer geloofwaardigheid 
en legitimiteit aan owerheidsoptrede behoort te verleen.  Deur inligting - hetsy van 
negatiewe of positiewe aard - op ‘n deurlopende en eerlike grondslag te verskaf, word 
vertroue voorts by die publiek jeens die owerheid gekweek.  Daar word aanvaar dat ‘n 
owerheid wat geredelik inligting beskikbaar stel, niks het om weg te steek nie en dit skep 
weer die persepsie dat daar voortdurend (of ten minste meeste van die tyd) in die openbare 
belang opgetree word. (Du Plessis 1986:156; Riley 1983:2.) 
 
Na aanleiding van inligting wat deur die owerheid beskikbaar gestel word, vloei inligting 
weer van die publiek na die owerheid.  Volgens Wiggins (1964:20) verkry die owerheid op 
dié wyse toegang tot die wysheid en kundigheid van die publiek oor bepaalde 
aangeleenthede.  Dit geskied byvoorbeeld deur middel van bydraes of briewe in die pers, 
petisies of voorleggings.  Deur belanghebbendes te raadpleeg met die oog op die 
verbetering van konsepwetgewing of -regulasies, word ook waardevolle inligting verkry.  ‘n 
Magtigingswet kan byvoorbeeld bepaal dat die betrokke minister of lid van ‘n provinsiale 
uitvoerende raad en die amptenare - wat verantwoordelik is vir die opstel van gedelegeerde 
wetgewing - persone, organisasies, verenigings of instellings wat belang by die 
gedelegeerde wetgewing mag hê, moet raadpleeg (Hough 1978:358).  So bepaal artikel 29 
van die Wet op die Lisensiëring van Lugdienste, 1990 (Wet 115 van 1990) byvoorbeeld dat 
die Minister van Vervoer die regulasies wat hy/sy van voorneme is om uit te vaardig, by 
kennisgewing in die Staatskoerant moet publiseer.  Na publikasie van die regulasies, kan 
belanghebbendes binne die voorgeskrewe tydperk skriftelike vertoë rakende die regulasies 
tot die Direkteur-generaal van die Departement van Vervoer rig.  Sodanige vertoë word 
oorweeg en afhangende van die meriete daarvan, word die regulasies aangepas of 
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onveranderd gelaat, waarna dit in finale vorm by kennisgewing in die Staatskoerant 
gepubliseer word.18  Deur konsultasie van dié aard trek die owerheid dan voordeel uit die 
kennis en ondervinding van kundige persone of instansies wat dikwels op voetsoolvlak 
betrokke is by lugdiensaangeleenthede, en wat as ‘n resultaat daarvan, waardevolle insette 
kan lewer insake die regulering van bepaalde aspekte van die bedryf.  Die waarde van die 
praktyk van konsultering blyk uit die feit dat dit gereeld gevolg word - selfs al word dit nie 
kragtens wet vereis nie (Baxter 1984:205). 
 
Die bestaan van ‘n wetlike reg op toegang tot inligting verbeter ook die beheer van die 
wetgewende gesag oor die uitvoerende gesag.  Die Watergate-skandaal in die VSA 
gedurende die sewentigerjare, kan as illustrasie in dié verband dien.  Deur die 
beskikbaarstelling van dokumentasie onder die Freedom of Information Act van 1966 is 
ondersoeke na die voorval deur die Kongres aansienlik vergemaklik en het dit uiteindelik 
gelei tot die blootlegging van onreëlmatighede en die misbruik van bevoegdhede deur 
amptenare van die Nixon-administrasie teen politieke opponente. (Devenish 1999:453.) 
 
2.7.6 Toegang tot inligting as voorvereiste vir demokrasie 
 
Een van die kenmerke van ‘n demokratiese owerheidsvorm is die klem wat op die 
intellektuele ontwikkeling en morele opvoeding van die burger geplaas word sodat hy/sy ‘n 
bydrae tot die samelewing as ‘n geheel kan lewer.  Dit beteken dat geleenthede aan die 
individu gebied moet word waardeur hy/sy kan ontwikkel en tot volle selfverwesenliking kan 
                                            
18 
Dié prosedure stem in 'n mate ooreen met die prosedure wat in die VSA deur die Administrative 
Procedure Act van 1946 voorgeskryf word.  Kragtens artikel 4 van die voornoemde Wet, moet 'n 
kennisgewing in die Federale Register gepubliseer word alvorens regulasies finaal opgestel word. 
(Garner 1979:494.)  
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kom. (Gericke 1987:400, 408.)  Om dit te kan doen moet onder meer verseker word dat 
lede van die publiek enersyds geredelike toegang tot inligting het en dat hulle andersyds 
deurlopend aan die regeer- en administreerproses in die staat kan deelneem.  
 
Die vrye vloei van inligting in ‘n samelewing bemagtig lede van die publiek in hulle soeke na 
waarheid aangaande owerheidsoptrede en  -besluite.  Dit stel hulle in staat om nie bloot 
feite en idees wat deur die owerheid as die waarheid aan hulle voorgehou  word blindelings 
te aanvaar nie, maar om krities daaromtrent te wees en dit voortdurend te bevraagteken en 
uit te daag (Ebenstein & Ebenstein 1988:629).  Op dié wyse word die demokrasie lewend 
gehou.  Deur die oordrag, uitruil en ontvangs van inligting (tussen individu en owerheid, 
maar ook tussen individue onderling) word individuele denke vanselfsprekend gestimuleer 
en persoonlike ontwikkeling bevorder.  Ander fundamentele demokratiese vereistes soos 
vryheid van spraak en assosiasie en vryheid van die media wat daartoe lei dat menings 
voortdurend uitgedaag, gekritiseer of bevestig word, lewer ‘n belangrike bydrae in dié 
verband.  
 
Deelname aan die politieke prosesse in die staat is ‘n noodsaaklike voorvereiste vir die 
voortbestaan van ‘n demokrasie en bied aan burgers die ideale geleentheid om ‘n 
wesentlike bydrae tot die samelewing te maak (Van Graan 1984:60).  Sodra burgers aktief 
aan die politieke proses begin deelneem en hulle insig en kennis oor openbare sake as ‘n 
resultaat daarvan verbreed, groei hulle selfvertroue en word hulle in staat gestel om self 
oplossings vir probleme te soek in plaas daarvan om dit bloot aan ander oor te laat (Gericke 
1987:408).  Daarbenewens kweek deelname ‘n meer verantwoordelike, kundige en 
volwasse burgery wat, in die woorde van John Stuart Mill, “(a) better and higher form of 
national character” ontwikkel (Robertson 1982:12; Gericke 1987:408). 
 
Sowel persoonlike ontwikkeling as deelname is van deurslaggewende belang in ‘n 
demokratiese samelewing, maar kan nie plaasvind sonder geredelike toegang tot inligting 
nie.  Op grond hiervan kan dus met reg aangevoer word dat  toegang tot inligting eweneens 
as ‘n kritiese noodsaaklikheid in die instandhouding en bevordering van ‘n demokrasie 
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beskou kan word. 
 
2.8 Samevatting 
 
Inligting is ‘n komplekse, veelkantige konsep wat nie op simplistiese wyse verklaar kan word 
nie met die gevolg dat uiteenlopende betekenisse deur outeurs daaraan toegedig word.  Vir 
die doeleindes van dié proefskrif word van die standpunt uitgegaan dat inligting nie as ‘n 
proses beskou kan word nie en dat dit nie kognitiewe interpretasie vereis om as sodanig 
getipeer te word nie.  Inligting is sintuiglik waarneembaar, bestaan onafhanklik (van 
interpretasie), kan op verskeie wyses ingesamel, oorgedra, ontvang en gedupliseer word, is 
nie noodwendig altyd waar nie en kan nie opgebruik word nie.  Ofskoon daar ‘n noue 
verwantskap bestaan tussen inligting en konsepte soos feit, data en kennis, is dit nie 
sinonieme nie (al word dit dikwels so in die literatuur gebruik).  Twee oorhoofse tipes 
inligting word onderskei, te wete persoonlike inligting en owerheidsinligting.  Persoonlike 
inligting kan ook as private inligting beskou word en sluit byvoorbeeld inligting aangaande 
etniese of sosiale herkoms, seksuele oriëntasie, ouderdom, godsdiens, finansiële situasie 
en mediese of werksgeskiedenis in.  Owerheidsinligting daarenteen verwys onder meer na 
wetgewing of ander publikasies wat deur die owerheid opgestel word, asook enige inligting 
wat deur die owerheid gegenereer word - hetsy deur middel van navorsings- en 
ontwikkelingsprojekte of deur inligting van private bronne oor te neem.  Persoonlike inligting 
wat noodgedwonge aan die owerheid beskikbaar gestel moet word en dus in besit van die 
owerheid is, vorm ook deel van owerheidsinligting. 
 
Die reg op toegang tot inligting se filosofiese grondslae kan teruggevoer word na die 
liberalisme as denkrigting.  Dié denkrigting plaas die klem op die vryheid en outonomie van 
die enkeling wat geag word ‘n noodsaaklike voorvereiste te wees in die soeke na waarheid, 
die bevordering van kritiese denke en persoonlike ontwikkeling.  Om die waarheid na te 
streef en krities te wees vereis egter dat inligting geredelik aan die individu beskikbaar 
gestel moet word en hieruit het die gedagte van die reg op toegang tot inligting ontwikkel.  
Daar blyk ‘n leemte in die literatuur te wees wat betref die sinvolle omskrywing en verklaring 
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van die reg op toegang tot inligting en dit was derhalwe nodig om vir die doeleindes van die 
studie ‘n gepaste, dog bondige omskrywing te formuleer.  Die reg op toegang tot inligting 
veronderstel ‘n wetlik afdwingbare aanspraak van die individu teenoor die owerheid om van 
inligting van persoonlike of openbare aard voorsien te word sodat hy/sy 
owerheidswerksaamhede kan beoordeel.  
 
Besondere waarde word aan die reg op toegang tot inligting geheg en wel om bepaalde 
redes.  Deur geredelike toegang tot inligting word lede van die publiek op hoogte gehou met 
die doen en late van die owerheid en word hulle in staat gestel om die owerheid 
aanspreeklik te hou vir optrede of die gebrek daaraan.  Dit is egter wenslik dat die owerheid 
nie die enigste bron van inligting moet wees nie om te voorkom dat inligting gemanipuleer of 
vir propaganda doeleindes aangewend word.  Die media vervul ‘n onontbeerlike rol in dié 
verband. 
Aktiewe deelname aan die regeer- en administreerproses in die staat is noodsaaklik vir die 
voortbestaan van die demokrasie.  Die burgery kan egter nie rasionele besluite neem en op 
sinvolle wyse deelneem indien hulle nie oor die nodige inligting beskik nie.  Dit is derhalwe 
noodsaaklik dat betroubare inligting op ‘n deurlopende grondslag aan hulle verskaf sal 
word.  Deur ingelig te wees en deel te neem word persoonlike groei en ontwikkeling van die 
individu ook bevorder waardeur die samelewing in geheel weer baat vind. 
 
Die reg op toegang tot inligting is ook deurslaggewend in die voorkoming of vermindering 
van arbitrêre optrede en die bevordering van administratiewe geregtigheid.  Dit behels 
onder meer dat ‘n individu vooraf ingelig sal word oor beleid en prosedures en dat alle feite 
en oorwegings waardeur ‘n party geraak mag word, beskikbaar gestel moet word sodat die 
persoon sy/haar kant van die saak kan stel.  Die vereiste dat redes - ‘n besondere faset van 
inligting - vir ‘n bepaalde beslissing of optrede verskaf moet word, dra eweneens by tot 
administratiewe geregtigheid.  Dit dwing amptenare om ‘n saak behoorlik te oorweeg en om 
weldeurdagte, beredeneerde en rasionele besluite te neem.  ‘n Benadeelde kan dan ook 
bepaal of daar gronde vir appèl bestaan, terwyl die hersiening van beslissings ook daardeur 
vergemaklik word.  Een van die vernaamste uitvloeisels van die geredelike verskaffing van 
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inligting in sake waar die regte, vryhede en belange van lede van die publiek ter sprake 
kom, is dat dit vertroue in die administratiewe proses in die hand werk en negatiewe 
persepsies oor die openbare sektor verminder. 
 
Deur op ‘n deurlopende grondslag inligting oor sake van sowel individuele as openbare 
belang te verskaf,  word geheimhouding in die openbare sektor teëgewerk en ‘n groter mate 
van deursigtigheid bewerkstellig.  Deursigtigheid vergemaklik die blootlegging van 
onreëlmatighede en dra by tot die voorkoming of vermindering van ongerymdhede weens 
die afskrikkingseffek verbonde daaraan.  Dit stel ook  lede van die publiek in staat om op 
grond van die inligting wat na vore kom,  beheer oor die werksaamhede, beleid en besluite 
van die owerheid uit te oefen. 
 
Dit is nie slegs lede van die publiek wat baat vind by die vrye vloei van inligting nie. Die 
owerheid trek ook besliste voordeel daaruit.  So lei die geredelike beskikbaarstelling van 
inligting byvoorbeeld tot verhoogde deelname deur die publiek wat weer groter legitimiteit 
aan owerheidsoptrede verleen.  Die oordrag en ontvangs van inligting is ‘n 
tweerigtingproses en as sodanig vloei inligting ook van die publiek na die owerheid.  Op dié 
wyse kan die owerheid vasstel wat die openbare mening oor ‘n bepaalde saak is, terwyl dit 
ook toegang verkry tot die wysheid en kundigheid van die publiek oor  
aangeleenthede van gespesialiseerde aard. 
 
In ‘n demokrasie word daar besondere klem geplaas op die persoonlike groei en 
ontwikkeling van die individu.  Dit impliseer dat die owerheid ‘n klimaat behoort te skep wat 
bevorderlik is vir die ontwikkeling en uitleef van natuurlike talente en vermoëns.  Sodoende 
kan enkelinge tot volle selfverwesenliking kom wat hulle weer in staat stel om ‘n bydrae tot 
die samelewing te lewer.  Sonder geredelike toegang tot inligting waardeur individuele 
denke gestimuleer word en op grond waarvan waarhede wat deur die owerheid voorgehou 
word, uitgedaag kan word, is dit egter nie moontlik nie.  Inligting is voorts onontbeerlik om 
aktiewe deelname - een van die fundamentele kenmerke van die demokrasie - deur die 
burgers moontlik te maak.  In die lig van die noodsaaklikheid van inligting om enersyds 
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persoonlike ontwikkeling te bevorder en andersyds om deelname te fasiliteer, kan die 
afleiding gemaak word dat geredelike toegang tot inligting inderwaarheid ‘n voorvereiste is 
vir ‘n samelewing om as demokraties getipeer te word. 
 
In hoofstuk drie word die historiese situasie in Suid-Afrika in soverre dit toegang tot 
owerheidsinligting betref, ontleed met verwysing na die negatiewe gevolge wat deur 
onregmatige geheimhouding meegebring is. 
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HOOFSTUK 3 
 
DIE REG OP TOEGANG TOT INLIGTING IN SUID-AFRIKA: HISTORIESE PERSPEKTIEF 
 
3.1 Inleiding 
 
Binne die konteks van ‘n bepaalde staat is die waarde wat aan ‘n beginsel of reg geheg 
word, dikwels die uitvloeisel van historiese gebeure binne so ‘n staat.  Suid-Afrika is geen 
uitsondering in dié verband nie.  Die prominensie wat in die huidige Suid-Afrikaanse konteks 
aan toeganklikheid van inligting verleen word, is die uitvloeisel van ‘n tydvak in die 
geskiedenis wat gekenmerk is deur omvattende beperkings op die bekendmaking en vloei 
van inligting.  Ten einde ‘n sinvolle ontleding van die reg op toegang tot inligting vanuit ‘n 
Suid-Afrikaanse oogpunt te doen, is dit derhalwe nodig om allereers die geskiedkundige 
aspekte rakende die toeganklikheid van inligting in meer besonderhede onder die loep te 
neem.  Die fokus val op die mees resente en omstrede geskiedenis van die Suid-Afrikaanse 
samelewing, te wete die apartheidsera.  As sodanig neem die hoofstuk ‘n aanvang met ‘n 
verduideliking van die situasie tydens die apartheidsera en die redes wat aangevoer is vir 
die omvattende sensuur wat op die bekendmaking en verspreiding van inligting geplaas is.  
‘n Uiteensetting van die bepalings van die vernaamste stukke wetgewing en regulasies 
ingevolge waarvan beperkings op die vloei van inligting geplaas is, word verskaf en die 
implikasies daarvan ondersoek. 
  
3.2 Historiese oorsig insake die toeganklikheid van inligting in Suid-Afrika tydens 
die apartheidsera19 
                                            
19 
“Apartheidsera” verwys na die tydperk 26 Mei 1948 (die datum waarop die Nasionale Party die bewind 
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oorgeneem het) tot 25 April 1994 (die dag voor die eerste demokratiese verkiesing in Suid-Afrika 
plaasgevind het). 
In die era voor 1994 het daar in Suid-Afrika geen grondwetlike of ander statutêre bepaling 
bestaan wat die owerheid verplig het om inligting openbaar te maak nie.  Daarenteen is 
daar sedert die vyftigerjare talle wette en regulasies uitgevaardig ingevolge waarvan 
beperkings geplaas is op die bekendmaking en verspreiding van inligting. (Van Graan 
1984:193; Merrett 1994:2.)  Die redes wat deur die owerheid aangevoer is vir die 
omvattende sensuur en onderdrukking van inligting wat tot 2 Februarie 1990 kenmerkend 
van die Suid-Afrikaanse samelewing was, was dat dit gedoen is met die oog op die 
handhawing van wet en orde en ter wille van staatsveiligheid.  As sodanig is dit voorgehou 
as synde in die openbare belang te wees. (Mihálik 1989:406; Du Plessis 1987(a):79; 
Merrett 1994:2.)  Hoewel dit deels waar was, was daar volgens Merrett (1994:3), ander 
versweë redes vir die beperkings wat neergelê is.  Dit was onder meer daarop gemik om 
diegene wat krities teen die apartheidsbeleid gestaan het, te muilband en om enige 
afwykende menings wat in disharmonie met die beleid van die regering-van-die-dag was, te 
onderdruk.  Daarbenewens het die beperkings verhinder dat inligting aangaande die 
onderdrukkende metodes wat deur die owerheid aangewend is om die status quo in Suid-
Afrika te handhaaf, bekend word. (Merrett 1994:3-7.)  Die pers, wat by uitstek dié medium is 
waardeur inligting aan die publiek deurgegee word,  is uitgesonder vir beperkings.  Meer as 
honderd wette het persvryheid aan bande gelê en so verhinder dat onafhanklike en 
objektiewe meningsvorming plaasvind. (Theart 1980:106; Hachten & Giffard 1984:102.)  
Volgens Sparks (in Nieuwoudt 1997:11) het daar weens die beperkings (veral ten opsigte 
van beriggewing deur die pers), ‘n inligtingsleemte onstaan wat deur die destydse regering 
met sy eie propaganda gevul is.  Op dié wyse is inligting gemanipuleer en verwring en die 
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publiek in werklikheid onder ‘n wanindruk gebring.  ‘n Gebrek aan akkurate inligting het, 
aldus Sparks, tot gevolg gehad dat ‘n paranoia en vrees by veral die Blanke publiek jeens 
die bevrydingsbewegings posgevat het en dat die gedagte van ‘n “totale aanslag” sonder 
bevraagtekening aanvaar is. 
 
Vanweë die beperkings wat op inligtingsvloei geplaas is, is ‘n situasie voorts geskep waar 
die optrede van die regering en die amptenary toenemend in geheimhouding gehul is.  Dit 
het weer geleentheid gebied vir die misbruik van gesag en die pleeg van wandade en 
korrupsie deur individuele amptenare. (Devenish 1999:437-438.)  In dié verband kan daar 
byvoorbeeld na die Inligtingskandaal20 verwys word.  Die feit dat die projekte21 wat deur die 
Departement van Inligting onderneem is, in geheimhouding gehul was en boonop uit 
geheime fondse gefinansier is, het streng beheeruitoefening oor die besteding van die 
fondse belemmer.  Dié toedrag van sake het dit vir amptenare van die Departement 
moontlik gemaak om die geld te gebruik vir ander doeleindes as waarvoor dit aanvanklik 
bewillig is. (Van Graan 1984:44, 150, 166-167.)  Uit getuienis wat voor die Waarheids- en 
Versoeningskommissie afgelê is, het onreëlmatighede en growwe menseregteskendings 
wat onder die dekmantel van geheimhouding plaasgevind het, ook aan die lig gekom.  Daar 
is byvoorbeeld deurlopend tydens die sitting van die Kommissie verwys na die marteling en 
sterftes van persone wat ingevolge veiligheidswetgewing aangehou is. (SA. Truth and 
Reconcilliation Commission Report (vol. 2) 1998.)  Volgens Baxter (1984:234) kon die 
misbruik van bevoegdhede wat in gevangenisse plaasgevind het moontlik verhoed gewees 
het indien groter deursigtigheid aan die dag gelê is en die media toegelaat is om verslag oor 
                                            
20 
Die Inligtingskandaal verwys na die onthulling in 1977 van onreëlmatighede rakende die besteding 
van openbare fondse deur amptenare van die voormalige Departement van Inligting.  Dit het aan die 
lig gekom dat openbare fondse onder meer vir private gebruik aangewend is en vir die finansiering 
van ‘n partypolitiekgesinde koerant, te wete The Citizen. (Van Graan 1984:143-144, 156, 235.) 
21 
Die geheime projekte wat onderneem is, was daarop gemik om Suid-Afrika se beeld in sowel die 
binneland as die buiteland te verbeter (Van Graan 1984:147). 
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toestande in gevangenisse te doen.22 
 
Soos reeds vermeld, bestaan daar ‘n groot aantal wette en regulasies wat voor 1994 
uitgevaardig is en wat toegang tot en bekendmaking van inligting verhinder het.  Weens die 
reikwydte en klem van die studie is dit egter nie moontlik om die bepalings van elke wet 
ingevolge  waarvan  beperkings  op die  openbaarmaking  en verspreiding  van inligting 
                                            
22 
Dit is van belang om aan te toon dat daar met die verwysing na die euwels wat dikwels met 
geheimhouding gepaard gaan, nie geïmpliseer word dat misbruik van bevoegdhede en korrupsie nie 
plaasvind waar ‘n kultuur van deursigtigheid gehandhaaf word nie.  Wydverspreide korrupsie in Suid-
Afrika, te midde van ‘n verklaarde beleid van deursigtigheid, is bewys daarvan dat dit nie wandade 
deur politici en amptenare uitskakel nie.  Deursigtigheid dien hoogstens as ‘n afskrikmiddel en 
beheermaatreël. 
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geplaas is, te ontleed nie.  Derhalwe word op slegs enkele geselekteerde stukke wetgewing 
en regulasies in die verband gefokus.  Die wette en regulasies wat vervolgens ontleed 
word, is uitgesonder omdat die vernaamste negatiewe gevolge van beperkte inligtingsvloei, 
te wete die misbruik van bevoegdhede (onder die dekmantel van geheimhouding) en die 
ondermyning van openbare aanspreeklikheid, ten beste daaruit blyk. 
 
3.2.1 Verdedigingswet, 1957 
 
Die vernaamste bepalings waardeur inligtingsvloei kragtens die Verdedigingswet, 1957 
(Wet 44 van 1957) aan bande gelê word, is vervat in artikels 118 en 119 van die Wet (soos 
gewysig) (Du Plessis 1986:307).  Artikel 118 (1) lui soos volg: 
 
Niemand mag in ‘n nuusblad, tydskrif, boek of pamflet of per radio of op ander wyse - 
(a) inligting met betrekking tot die samestelling, bewegings of opstellings van - 
(i) die Suid-Afrikaanse Weermag of enige kragtens hierdie Wet ingestelde hulpdiens of 
vrywillige verpleegdiens, of ‘n mag van ‘n land wat ‘n bondgenoot van die Republiek 
is; of 
(ii) Suid-Afrikaanse of geallieerde skepe of vliegtuie wat vir vloot- of militêre doeleindes 
aangewend word; of 
(iii) lokomotiewe, rollende materiaal, voertuie, vaartuie, of vliegtuie van enige spoorweg-, 
pad-, binnelandse water- of seevervoerstelsel of lugdiens waaroor ‘n offisier van die 
Suid-Afrikaanse Weermag ingevolge artikel 102(1) beheer geneem het, of enigiets 
wat ingevolge artikel 102(2) op aansegging van die Minister verskaf is, 
of enige verklaring, kommentaar of gerug wat daarop bereken is om regstreeks of 
onregstreeks sulke inligting oor te dra, publiseer nie, behalwe waar die inligting verstrek of die 
publikasie daarvan gemagtig is deur of op gesag van die Minister, of 
(b) enige verklaring, kommentaar of gerug met betrekking tot ‘n lid van die Suid-Afrikaanse 
Weermag of ‘n bedrywigheid van die Suid-Afrikaanse Weermag of ‘n mag van ‘n vreemde 
land, wat daarop bereken is om die regering in sy buitelandse verhoudinge te benadeel of in 
verleentheid te stel of om lede van die publiek te ontstel of neerslagtig te maak, publiseer nie, 
behalwe waar die publikasie daarvan deur of op gesag van die Minister gemagtig is. 
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Uit artikel 118(1)(a) blyk dit duidelik dat inligting aangaande die samestelling, bewegings of 
opstellings van die Suid-Afrikaanse Weermag slegs gepubliseer mag word indien dit deur 
die betrokke Minister of ‘n persoon aan wie hy/sy die bevoegdheid gedelegeer het, 
gemagtig is.  Volgens Stuart (1990:144) behoort die konsep “bewegings” nie te wyd 
geïnterpreteer te word nie.  Dit verwys byvoorbeeld nie na die bewegings van soldate in 
hulle private hoedanigheid of wanneer hulle van diens af is nie, maar hou verband met - 
 
 die aktiwiteite van die Weermag wanneer die Weermag of ‘n gedeelte daarvan met 
‘n bepaalde operasie begin het 
 die aktiwiteite van die Weermag of van sy lede ten tye van die uitvoering van 
amptelike pligte 
 
Subartikel (b) kom neer op ‘n omvattende verbod op die bekendmaking van inligting 
aangaande individuele lede van die Weermag, die Weermag as ‘n geheel of aktiwiteite van 
die Weermag wat “daarop bereken is” om buitelandse betrekkinge te benadeel of om die 
regering in ‘n verleentheid te stel of om lede van die publiek te ontstel of neerslagtig te 
maak.  Volgens die uitspraak in Minister van Verdediging v John Meinert (Edms) Bpk 1976 
(4) SA 113 (SWA), beteken “bereken” binne die konteks van subartikel (b) dat dit redelik 
waarskynlik moes gewees het dat lede van die publiek deur ‘n bepaalde verklaring, 
kommentaar of ‘n gerug, ontstel of neerslagtig gemaak sou word (Du Plessis 1986:309). 
 
Kragtens artikel 118(2) mag niemand geheime of vertroulike inligting wat betrekking het op 
die verdediging van die Republiek of wat verband hou met enige werke wat verrig word met 
die oog op landsverdediging, bekend maak nie - behalwe waar dit deur of op gesag van die 
Minister gemagtig is.  Artikel 118(4) verbied voorts die oordra van enige geheime of 
vertroulike inligting insake die verdediging van die Republiek wat deur ‘n persoon verkry is 
uit hoofde van sy/haar lidmaatskap van die Weermag of in sy/haar hoedanigheid as 
amptenaar of lid van die regering.  ‘n Persoon wat derglike inligting bekend maak, is skuldig 
aan ‘n misdryf tensy die Minister van Verdediging of ‘n bevoegde hof bekendmaking van die 
inligting gemagtig het, of tensy dit die betrokke persoon se plig was om in belang van die 
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staat die inligting aan ‘n ander party openbaar te maak.  Ingevolge artikel 118(5) word, in 
geval van vervolging weens oortreding van artikel 118(2) of (4), tot die teendeel bewys is, 
vermoed dat - 
 
 enige inligting wat op die verdediging van die Republiek betrekking het, geheim of 
vertroulik is 
 waar bewys word dat die beskuldigde ‘n lid van die Weermag, ‘n amptenaar of lid 
van die regering is of was, die geheime of vertroulike inligting weens sy/haar 
besondere amp, pos of lidmaatskap verkry is 
 
Alle inligting met betrekking tot militêre uitrusting word vir die doeleindes van die toepassing 
van subartikel (5) as geheim of vertroulik beskou, tensy publikasie daarvan deur of op 
gesag van die Minister van Verdediging gemagtig is.  Verdere maatreëls wat in die 
Verdedigingswet neergelê word, sluit in ‘n verbod op die neem van foto’s of die maak van 
sketse van militêre persele of installasies en die beperking van toegang tot militêre persele, 
behalwe wanneer magtiging daartoe verleen is (artikel 119) (Schwella 1988:171). 
 
Volgens Addison (1980:36) het die omvangryke beperkings vervat in artikels 118 en 119 
van die Verdedigingswet ‘n era van “news by permission” ingelui.  Die implikasies van die 
beperkings word ten beste geïllustreer deur die geval van Suid-Afrika se betrokkenheid by 
die Angolese oorlog (1975-1976) en die geheimhouding wat die aangeleentheid omring het. 
 Op grond van die bepalings van die Verdedigingswet kon inligting aangaande Suid-Afrika 
se optrede in Angola nie bekend gemaak word nie.  Die plaaslike nuusmedia is verbied om 
sodanige inligting te publiseer of uit te saai, alhoewel inligting oor Suid-Afrika se 
betrokkenheid vryelik in die res van die wêreld beskikbaar was na aanleiding van 
verslaggewing deur die internasionale nuusmedia. (SA. Parlement: Volksraad 1976, kol.26; 
Du Plessis 1986:310-311.)  Inligting is nie slegs van die publiek weerhou nie, maar 
betrokkenheid in Angola is ook op ‘n deurlopende grondslag uitdruklik deur verskeie 
ministers en die eerste minister ontken (Addison 1980:214; SA. Parlement: Volksraad 1976, 
kol.102).  Teenstrydige inligting, spekulasies en gerugte het die publiek verwar en 
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onsekerheid en kommer tot gevolg gehad - veral vir naasbestaandes van nasionale 
dienspligtiges en Staandemaglede (SA. Parlement: Volksraad 1976, kol. 26). 
 
In tye van oorlog word algemeen aanvaar dat bepaalde inligting van byvoorbeeld 
strategiese en tegniese aard van die burgers van ‘n staat weerhou sal word om te voorkom 
dat derglike inligting in die hande van die vyand val.  Die owerheid is egter onder verpligting 
om hulle ten minste in te lig oor die feit dat die staat wel in oorlog gewikkel is. (Mathews 
1986:158.)  Dit is immers, in die woorde van Thomas Jefferson (aangehaal deur Wiggins 
(1964:92)), “... their sweat which is to earn all the expenses of the war, and their blood 
which is to flow in expiation of the causes of it.”  Suid-Afrika was regstegnies betrokke by ‘n 
oorlog buite sy landsgrense, waar burgers gesneuwel en gevange geneem is, sonder dat 
die besluit tot deelname deur die Parlement geneem is of dat die Parlement en die publiek 
ingelig is oor die betrokkenheid in Angola (SA. Parlement: Volksraad 1976, kol. 28).23  Op 
                                            
23 
Kragtens artikel 7(3)(i) van die Grondwet van die Republiek van Suid-Afrika, 1961 (Wet 32 van 1961) 
het die Staatspresident die bevoegdheid gehad om oorlog te verklaar en vrede te sluit.  Streng 
gesproke is daar dus nie van die Staatspresident vereis om die Parlement oor die verklaring van 
oorlog te raadpleeg nie.  Desnieteenstaande kon daar, vanweë die verreikende implikasies verbonde 
aan die besluit om tot oorlog oor te gaan, met goeie reg verwag word dat die Parlement (as 
verteenwoordigers van die kiesers) daaroor geraadpleeg of ten minste daaromtrent ingelig moes 
word. 
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dié wyse is aanspreeklikheid jeens die publiek oor ‘n saak van kritieke belang ondermyn en 
is die vertroue van die publiek in die regering ‘n ernstige knou toegedien. 
 
Dit is van belang om aan te toon dat artikels 118 en 119 van die Verdedigingswet nie 
herroep is nie en dus nog steeds van krag is.  Anders as in die verlede, bestaan daar tans 
verskeie waarborge om te voorkom dat dié bepalings gebruik word om inligting waarop die 
publiek geregtig is, van hulle te weerhou.  Ten eerste is die reg op toegang tot inligting in 
die Handves van Regte verskans.  Enige beperkings wat dus ingevolge artikels 118 en 119 
op die vloei van inligting geplaas word, moet strook met die vereistes wat in artikel 36 van 
die 1996-Grondwet neergelê is insake die legitieme beperking van regte vervat in die 
Handves. (Burns 2001.)  So bepaal artikel 36(1) dat beperking van enige reg ooreenkomstig 
‘n algemeen geldende regsvoorskrif, redelik en regverdigbaar in ‘n oop en demokratiese 
samelewing, geskoei op die beginsels van menswaardigheid, gelykheid en vryheid, moet 
wees (kyk ook par. 3.3.2 infra oor tersaaklike faktore wat in berekening gebring moet word). 
 Indien dit nié die geval is nie, kan artikels 118 en 119 deur die Konstitusionele Hof ongeldig 
verklaar word (Burns 2001).  Ten tweede sal die beperkings vervat in die Verdedigingswet, 
in ooreenstemming moet wees met die gronde waarvolgens toegang tot inligting oor die 
verdediging, veiligheid en internasionale betrekkinge van die Republiek  kragtens artikel 41 
van die Inligtingswet, geweier kan word (kyk par. 6.3.8 infra) (Burns 2001). Artikel 46 van 
die Inligtingswet moet ook in berekening gebring word.  Hiervolgens moet ‘n versoek om 
inligting rakende die voormelde aangeleenthede, ondanks die beperkings vervat in artikel 
41(1)(a) en (b), toegestaan word, indien die openbare belang by bekendmaking van die 
inligting duidelik swaarder weeg as die skade wat deur openbaarmaking te weeg gebring 
mag word.24 
 
                                            
24 
Artikel 41(1)(a) verbied openbaarmaking van inligting wat die verdediging, veiligheid of internasionale 
betrekkinge van die Republiek sal benadeel.  Kragtens artikel 41(1)(b) kan toegang tot rekords 
geweier word indien bekendmaking daarvan inligting aan die lig sal bring wat - (i) in vertroue deur of 
namens ‘n ander staat of internasionale instelling verskaf is; (ii) of wat deur of namens die Republiek 
aan ‘n ander staat of internasionale instelling op ‘n vertroulikheidsgrondslag verskaf is; (iii) of wat deur 
‘n internasionale ooreenkoms of internasionale gewoontereg vereis word vertroulik gehou te word. 
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3.2.2 Polisiewet, 1958 
 
Ingevolge die Polisiewysigingswet, 1979 (Wet 64 van 1979) is ‘n beperkende bepaling ten 
opsigte van die bekendmaking van inligting aangaande polisiebedrywighede in die hoofwet 
(die  Polisiewet, 1958 (Wet 7 van 1958))25,  ingevoeg.  Die  beperking wat  in artikel 27B 
                                            
25 
Dié Wet is herroep deur artikel 12 van die Suid-Afrikaanse Polisiediens Rasionalisasie Proklamasie R. 
5(P) van 1995. 
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vervat was, het soos volg gelui: 
 
Iemand wat ‘n onwaarheid publiseer met betrekking tot enige optrede deur die Mag26 of ‘n deel van die 
Mag, of ‘n lid van die Mag met betrekking tot die verrigting van sy werksaamhede as so ‘n lid, sonder 
om redelike gronde (waarvan die bewyslas op so iemand rus) daarvoor te hê om te vermoed dat 
daardie verklaring waar is, is aan ‘n misdryf skuldig en by skuldigbevinding strafbaar met ‘n boete van 
hoogstens R10 000 of met gevangenisstraf vir ‘n tydperk van hoogstens vyf jaar of met daardie boete 
sowel as daardie gevangenisstraf. 
 
                                            
26 
“Mag” verwys volgens die Polisiewet van 1958 na die offisiere, adjudant-offisiere, onder-offisiere, 
konstabels en konstabel-arbeiders van die Suid-Afrikaanse Polisie. 
Die toets wat hier gestel is, is dat die publiseerder van die berig aangaande 
polisiebedrywighede moes kon bewys dat daar redelike gronde bestaan om te glo dat so ‘n 
berig waar is.  Indien dit nie moontlik was nie, was so persoon aan ‘n misdryf skuldig. 
(Stuart 1990:169.)  Waar polisie-optrede in die openbaar geskied het, behoort dit nie 
problematies  gewees het om aan dié vereiste te voldoen nie.  Dit is immers hoogs 
waarskynlik dat daar getuies sou wees wat die gepubliseerde inligting sou kon bevestig.  In 
die lig hiervan, is daar oor die algemeen wyd oor openbare polisie-optrede berig. (Mathews 
1986:154; Stuart 1990:169.)  Artikel 27B het egter beriggewing belemmer in gevalle waar 
polisie-optrede - soos byvoorbeeld die hantering en behandeling van aangehoudenes - 
búite die openbare oog plaasvind.  Dit is onwaarskynlik dat optrede jeens aangehoudenes 
deur ander persone as polisielede waargeneem sou word.  Waar ‘n aangehoudene dus 
gemartel of op ‘n ander wyse mishandel is, is die kanse skraal dat lede van die polisie wat 
teenwoordig was, dit sou erken.  Die pers was in sulke gevalle hoofsaaklik op die vertellings 
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van die aangehoudene aangewese en dit was dus aansienlik moeiliker om te bewys dat 
daar redelike gronde bestaan om te vermoed dat sodanige inligting juis is. (Stuart 
1990:170.)  In 1983 is daar kragtens artikel 27B van die Polisiewet, ‘n klag teen die Rand 
Daily Mail ondersoek weens die publikasie van verklarings deur aartsbiskop Denis Hurley 
oor beweerde polisiewreedhede in Suidwes-Afrika (Namibië).  Soortgelyke klagtes is ook 
teen Die Burger, The Citizen en die Sowetan ondersoek.  Ondersoeke van dié aard het 
vanselfsprekend ‘n inhiberende uitwerking op beriggewing oor onreëlmatige 
polisiebedrywighede gehad. (Hachten & Giffard 1984:119.)  Dit het tot gevolg gehad dat die 
breë publiek grootliks onbewus was van die wandade wat deur individuele lede van die 
Polisie gepleeg is.  In talle gevalle het die volle omvang van die magsvergrype eers tydens 
die verhore van die Waarheids- en Versoeningskommissie na vore gekom. 
 
3.2.3 Wet op Gevangenisse, 1959 
 
Ingevolge artikel 44(1)(f) van die Wet op Gevangenisse, 1959 (Wet 8 van 1959)27 was dit ‘n 
misdryf om vals inligting aangaande die ervarings van ‘n gevangene, oud-gevangene of die 
administrasie van ‘n gevangenis te publiseer wetende dat dit vals is of sonder om redelike 
stappe te doen om seker te maak dat die inligting waar is.  Die onus om te bewys dat 
redelike stappe gedoen is om die juistheid van die inligting te verifieer, het by die 
beskuldigde berus.  Geen aanduiding is egter verskaf van wat as “redelike stappe” beskou 
word nie (Hachten & Giffard 1984:118).  In 1965 het die Rand Daily Mail oor toestande in 
gevangenisse en die ervarings van gevangenes berig, gebaseer op die beëdigde 
verklarings van voormalige gevangenes.  Na ‘n uitgerekte hofgeding in S v South African 
Newspapers Ltd 1970 (1) SA 469 (W), is bevind dat die inligting wat gepubliseer is, nie 
waar was nie en dat redelike stappe nie gedoen is om die inligting te verifieer nie. (Stuart 
1990:163-164.)  Die hof het egter nie in die uitspraak aangedui wat “redelike stappe” sou 
behels nie.  Daar is bloot aangetoon dat indien die inligting nie aan die Kommissaris van 
                                            
27 
Die Wet op Gevangenisse is in totaliteit herroep deur die Wet op Korrektiewe Dienste, 1998 (Wet 111 
van 1998). 
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Gevangenisse vir kommentaar voorgelê is nie, die beskuldigde moes bewys dat spesiale 
stappe geneem is om die inligting te verifieer. (Mihálik 1989:412.)  Die uitspraak van die hof 
het ‘n besliste afskrikkingseffek gehad in soverre dit beriggewing aangaande gevangenisse 
betref het.  Ander redakteurs was nie bereid om die risiko te loop om inligting te publiseer 
op grond waarvan hulle - in die afwesigheid van duidelike riglyne - moontlik aan ‘n misdryf 
skuldig bevind kon word nie.28  Die gevolg was dat weinig artikels oor 
gevangenisaangeleenthede in die pers verskyn het.  Artikels wat wel gepubliseer is, se 
inhoud is vooraf deur die Suid-Afrikaanse Gevangenisdiens geverifieer. (Hachten & Giffard 
1984:118; Stuart 1990:165.) 
 
Artikel 44 (1)(f) van die Wet is wyd gekritiseer.  Daar is oor die algemeen van die standpunt 
uitgegaan dat die insluiting van die bepaling nie soseer op die beskerming van die 
privaatheid van gevangenes gemik was nie, maar eerder ten doel gehad het om die 
gevangenisdiens en -administrasie van kritiek te vrywaar.  Ondersoekende beriggewing kon 
ongerymdhede in gevangenisse blootlê, wat ‘n politieke verleentheid sou veroorsaak en 
Suid-Afrika se beeld in die buiteland ernstige skade kon berokken. (Mathews 1986:151-
152.)  Die Waarheids- en Versoeningskommissie het tereg bevind dat die beperking op 
mediadekking oor toestande in gevangenisse, openbare beheer daaroor bemoeilik het en 
gelei het tot die voortsetting van gesagsmisbruik en die pleeg van ongeregtighede (SA. 
Truth and Reconcilliation Commission Report (vol. 4) 1998). 
 
3.2.4 Wet op die Beveiliging van Inligting, 1982 
 
Breedweg gestel, maak die Wet op die Beveiliging van Inligting, 1982 (Wet 84 van 1982) 
voorsiening vir die beskerming van bepaalde inligting teen openbaarmaking - en in 
besonder inligting waardeur die veiligheid en/of belange van die Republiek geskaad kon 
                                            
28 
Eers in 1984 is daar ’n verstandhouding tussen die Minister van Gevangenisse en die media bereik 
oor die stappe wat gevolg moet word ten einde vervolging onder artikel 44(1)(f) van die Wet te vermy 
(Stuart 1990:165). 
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word (Schwella 1989:41).  Kragtens artikel 4 van die Wet is dit ‘n misdryf om op ‘n bepaalde 
gespesifiseerde wyse(s) met ‘n geheime amptelike kode, wagwoord, model, voorwerp  of  
inligting  te  handel.   Vyf  kategorieë  van  beskermde  inligting (insluitend 
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dokumentasie, modelle en voorwerpe) word deur die Wet geïdentifiseer, te wete: 
 
 Inligting wat ‘n persoon weet of redelikerwys behoort te weet in verband staan met ‘n 
verbode plek,29 krygstuig, die verdediging van die Republiek, ‘n militêre of 
veiligheidsaangeleentheid30 of die voorkoming of bestryding van terrorisme 
 Inligting wat in stryd met die Wet bekend gemaak, verkry of ontvang is 
 Inligting wat op ‘n vertroulike grondslag deur ‘n persoon wat ‘n regeringsamp beklee, 
aan ‘n ander toevertrou is 
 Inligting wat deur ‘n persoon verkry is uit hoofde van ‘n regeringsamp wat hy/sy 
beklee of na aanleiding van ‘n kontrak wat met die regering aangegaan is en wat ‘n 
persoon weet of redelikerwys behoort te weet, geheim gehou moet word weens 
veligheids- of ander belange van die Republiek 
 Inligting wat in besit van ‘n persoon gekom het en ten opsigte waarvan hy/sy weet of 
redelikerwys behoort te weet dat dit deur ‘n ander persoon uit hoofde van ‘n 
regeringsamp of vanweë ‘n kontrak met die regering verkry is en dat die 
ongemagtigde openbaarmaking van sodanige inligting op ‘n misdryf ingevolge die 
                                            
29 
“Verbode plek” verwys volgens artikel 1 van die Wet onder meer na militêre inrigtings of stasies, 
fabrieke, skeepswerwe, vaartuie of vliegtuie, asook telegraaf-, telefoon-, radio- of seininstallasies. 
30 
Kragtens artikel 1 van die Wet, soos gewysig deur artikel 32 van die Wet op Intelligensiedienste, 1994 
(Wet 38 van 1994), is ‘n “veiligheidsaangeleentheid” ook ‘n aangeleentheid waarmee die Agentskap 
of die Diens soos omskryf in artikel 1 van die Wet op Intelligensiedienste 1994, handel of wat in 
verband staan met die werksaamhede van daardie Agentskap of Diens, of met die verhouding wat 
tussen iemand en daardie Agentskap of Diens bestaan. 
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Wet neerkom (Mathews 1986:161-162). 
 
Inligting (insluitend dokumentasie, ‘n model, voorwerp, wagwoord of geheime kode) wat in 
enige van die voorafgaande kategorieë val, is volgens die Wet beskermde inligting en as 
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sodanig is dit ‘n misdryf om op enige van die volgende wyses daarmee te handel: 
 
 Om die inligting te openbaar aan iemand anders as ‘n gemagtigde persoon of 
iemand aan wie dit regtens openbaar mag word, of aan wie dit in die belang van die 
Republiek sy/haar plig is om dit te openbaar 
 Om die inligting te publiseer of te gebruik op ‘n wyse of met ‘n oogmerk wat tot 
nadeel van die veiligheid of belange van die Republiek strek 
 Om die inligting te weerhou wanneer ‘n persoon geen reg het om dit te doen nie of 
wanneer dit in stryd met sy/haar plig is om dit te weerhou of wanneer ‘n persoon in 
gebreke bly om wetlike voorskrifte vir teruggawe of beskikbaarstelling van die 
inligting na te kom 
 Om na te laat of in gebreke te bly om die inligting behoorlik op te pas of om so op te 
tree dat die veiligheid daarvan nie in gevaar gestel word nie (Suid-Afrika 1982, art. 
4(1)(aa) - (dd)). 
 
Die ruim formulering van artikel 4(1) word aangevul deur artikel 10(1) wat ‘n vermoede ten 
gunste van die staat bevat.  Indien die omstandighede van ‘n saak of die gedrag van ‘n 
beskuldigde daarop dui dat sy/haar oogmerke tot nadeel van die veiligheid of belange van 
die staat is, word vermoed dat die handeling bedoel was om tot nadeel van die veiligheid of 
belange van die staat te strek.  Die bewyslas om die teendeel te bewys, berus dus by die 
beskuldigde wat in besit van die inligting is, dit gepubliseer, of andersins bekend gemaak 
het (Schwella 1988:101).  
 
Die Wet is veral gekritiseer weens die wye toepassingsveld daarvan en die vaagheid van 
bepaalde frases wat daarin vervat is (Stuart 1990:152).  So word byvoorbeeld verskeie 
verwysings na die “veiligheid of ander belange” of bloot “belange” van die Republiek gedoen 
sonder dat aangedui word presies wat daarmee bedoel word.  In die afwesigheid van 
duidelike omskrywings van kritieke konsepte, word interpretasieprobleme geskep.  Haas 
enige inligting kan getipeer word as sou dit in veiligheidsbelang of “ander belang” van 
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die staat wees en as sodanig beskermde status verkry. (Mathews 1986:162; Du Plessis 
1986:326, 374.)  So kan inligting oor byvoorbeeld die misbruik van bevoegdhede deur die 
Polisie (of ander vorme van korrupsie of wanadministrasie deur amptenare) beskerm word, 
omdat dit sogenaamd met die veiligheid of ander belange van die Republiek verband hou 
(Mathews 1986:164). Die gevaar bestaan voorts dat die belange van die staat aan die 
belange van die regering-van-die-dag gelykgestel kan word (Stuart 1990:153).  Kyk par. 1.6 
supra vir ‘n onderskeid tussen die konsepte “staat” en “regering”. 
 
Daar word allerweë aanvaar dat beperking van die reg op toegang tot inligting onder 
bepaalde omstandighede geregverdig is (kyk par. 3.3.1, 3.3.2 en 6.3 infra), maar dit behoort 
met groot omsigtigheid hanteer te word.  Daar behoort gewaak te word teen die ruim 
formulering van beperkende bepalings wat mag meebring dat bykans enige vorm van 
inligting van die publiek weerhou kan word.  Dié gevaar het veral in die apartheidsera 
bestaan weens die afwesigheid van maatstawwe waaraan wetgewing moes voldoen.  Die 
Wet op die Beveiliging van Inligting is weliswaar steeds van krag, maar soos in die geval 
van die Verdedigingswet (kyk par. 3.2.1 supra), is die bepalings daarvan onderworpe aan 
die 1996-Grondwet en die Inligtingswet wat lukrake toepassing verhinder of ten minste 
bemoeilik.  
 
3.2.5 Noodregulasies 
 
Ingevolge die Wet op Openbare Veiligheid, 1953 (Wet 3 van 1953)31 kon die 
Staatspresident by proklamasie ‘n noodtoestand in die Republiek of bepaalde gebiede 
daarvan afkondig indien ‘n situasie ontstaan het wat die veiligheid van die publiek of die 
                                            
31 
Die Wet op Openbare Veiligheid is herroep ingevolge artikel 4 van die Wet op Noodtoestand, 1995 
(Wet 86 van 1995). 
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handhawing van openbare orde ernstig bedreig, en gewone wette as onvoldoende beskou 
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word om die veiligheid van die publiek te verseker en die openbare orde te handhaaf32 
(Mathews 1971:222).  Ooreenkomstig artikel 3 van voormelde Wet kon die Staatspresident 
ook regulasies uitvaardig wat vir die duur van die noodtoestand nodig is om die veiligheid 
van die publiek te verseker of die openbare orde te handhaaf.  In die apartheidsbedeling het 
die Staatspresident by drie geleenthede die bevoegdheid wat kragtens die Wet op 
Openbare Veiligheid verleen word, uitgeoefen.  ‘n Noodtoestand, gerugsteun deur die 
nodige regulasies, is in 1960, 1985 en 1986 in verskeie landdrosdistrikte van die Republiek 
afgekondig. (Mathews 1971:224; Merrett 1994:113-114.)  Ingevolge die noodregulasies is 
omvattende beperkings op die verspreiding van inligting geplaas (Du Plessis 1986:3).  Vir 
die doeleindes van hierdie studie word slegs gefokus op die relevante bepalings van 
regulasies wat na aanleiding van die mees resente noodtoestand (wat op 12 Junie 1986 
afgekondig is), uitgevaardig is.  
 
Ingevolge die regulasies is omvattende beperkings ten opsigte van die publiek se 
vernaamste inligtingsbron, die media, neergelê.  Sodanige beperkings is deur die regering-
van die-dag geregverdig deur aan te voer dat dit nodig is weens die feit dat bepaalde 
elemente van die media die rewolusionêre klimaat in die land bevorder en openlik hulle 
steun aan radikale linkse groepe verleen. (Tomaselli & Louw 1991:177-178.)  Regulasie 2 
van Proklamasie R.97, 1987 het joernalistieke teenwoordigheid op die toneel of binne sig 
van oproerigheid, ‘n beperkte byeenkoms of veiligheidsoptrede verbied, tensy amptelike 
magtiging vir sodanige teenwoordigheid verkry is.  Verdere uitdruklike beperkings op die 
                                            
32 
Die Wet het dieselfde bevoegdheid ten opsigte van die destydse Suidwes-Afrika aan die 
Staatspresident verleen. 
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inwin en verspreiding van inligting deur joernaliste was in regulasie 3 van Proklamasie R.97 
vervat.  Hiervolgens kon geen persoon enige publikasie, televisie-opname, rolprentopname 
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of klankopname publiseer of laat publiseer wat nuus, kommentaar of advertensies bevat oor 
of in verband met: 
 
 Enige veiligheidsoptrede33, insluitend veiligheidsoptrede ooreenkomstig die 
bedoeling wat ingevolge Proklamasie R.224 van 1986 (soos gewysig) daaraan 
toegeken word en wat gedurende die tydperk 11 Desember 1986 tot 11 Junie 1987 
plaasgevind het 
 Enige ontplooiing van ‘n veiligheidsmag34, voertuie, wapentuig of ander toerusting 
met die oog op veiligheidsoptrede 
 Die reëlings of gebeure by ‘n beperkte byeenkoms 
 Enige boikotaksie, die sukses daarvan en metodes wat aangewend is om deelname 
daaraan aan te moedig 
                                            
33 
“Veiligheidsoptrede” verwys kragtens regulasie 1 na onder meer die volgende optredes deur ‘n 
veiligheidsmag of ‘n lid daarvan: enige optrede ter beëindiging van oproerigheid, optrede ter 
beskerming van lewe of eiendom na aanleiding van oproerigheid en optrede waarby ‘n persoon 
gearresteer word weens ‘n misdryf ingevolge regulasies uitgevaardig kragtens die Wet op Openbare 
Veiligheid van 1953. 
34 
Volgens regulasie 1 verwys “veiligheidsmag” na die Suid-Afrikaanse Polisie (SAP), enige deel van die 
SAP waarvan beheer aan die regering van ‘n selfregerende gebied opgedra is of ‘n polisiemag wat 
kragtens wet van ‘n selfregerende gebied ingestel is, die Suid-Afrikaanse Weermag, die 
Gevangenisdiens en ‘n polisiemag onder beheer van ‘n plaaslike owerheid.  
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 Enige onwettige strukture, prosedures en metodes en wyses waarop die publiek 
geïntimideer, aangehits of aangemoedig word om derglike strukture te ondersteun 
en hulle aan die gesag daarvan te onderwerp 
 Toesprake, verklarings of uitlatings van persone teen wie kragtens 
veiligheidswetgewing opgetree is 
 Die omstandighede of behandeling van ‘n persoon wat ingevolge regulasie 3 van die 
veiligheidsregulasies35 of van vorige veiligheidsregulasies aangehou word 
 Die vrylating van ‘n persoon wat ingevolge regulasie 3 van die veiligheidsregulasies 
aangehou is 
                                            
35 
Regulasies afgekondig by Proklamasie R.96 van 1987. 
Regulasie 3(6) maak daarvoor voorsiening dat publikasie van bogenoemde aangeleenthede 
wel kon plaasvind mits - 
 
 dit deur ‘n lid van die kabinet of Ministersraad, ‘n adjunk-minister of ‘n woordvoerder 
van die regering bekend gemaak, vrygestel of vir publikasie gemagtig word 
 dit uit debatte, stukke of verrigtinge van die Parlement of die Presidentsraad geblyk 
het 
 dit uit geregtelike verrigtinge onder bepaalde omstandighede geblyk het 
 
Regulasie 4 het ‘n verbod op die neem van foto’s of die maak van sketse of ander 
voorstellings van oproerigheid geplaas, tensy vooraf magtiging van die Kommissaris of ‘n 
offisier van die veiligheidsmagte verkry is.  Oortreding van die regulasies was strafbaar met 
‘n maksimum boete van R20 000 of 10 jaar gevangenisstraf (regulasie 8).  Daarbenewens 
 
 
79 
kon daar, na ‘n ministeriële besluit, op publikasies wat in stryd met die regulasies was, 
beslag gelê word (regulasie 6) of kon dit tot drie maande verbied word nadat ‘n amptelike 
waarskuwing in die Staatskoerant verskyn het (regulasie 7). 
 
Deur bogenoemde maatreëls is die media effektief gemuilband om verslag te doen oor 
aangeleenthede waaroor die gewone lid van die publiek na regte deurlopend ingelig behoort 
te word.  Daarbenewens is die onontbeerlike rol van die media in die handhawing van 
openbare aanspreeklikheid en die uitoefening van beheer, ernstig aan bande gelê.  Die 
beperkings het ‘n inligtingsvakuum laat ontstaan en in bepaalde gevalle daartoe aanleiding 
gegee dat individuele lede van die veiligheidsmagte - onder die beskerming van die 
noodregulasies - hulle bevoegdhede misbruik het.  Statistieke van growwe 
menseregteskendings wat deur die Waarheids- en Versoeningskommissie bekend gemaak 
is vir die tydperke waartydens die noodregulasies gegeld het, het dié toedrag van sake 
bevestig (SA. Truth and Reconcilliation Commission Report. (Vol. 3) 1998). 
 
In die lig van die ontoeganklikheid van owerheidsinligting gedurende die apartheidsera en 
die euwels wat daarmee gepaard gegaan het, is dit nie verbasend dat daar in die nuwe 
bedeling besondere klem op deursigtigheid en die handhawing van openbare 
aanspreeklikheid geplaas word nie.  Dit blyk onder meer uit die insluiting van die reg op 
toegang tot inligting in die Handves van Regte van sowel die 1993- as die 1996-Grondwet. 
 
3.4 Samevatting 
 
Sedert die vyftigerjare is daar in Suid-Afrika verskeie wette en regulasies uitgevaardig 
ingevolge waarvan die bekendmaking en verspreiding van bepaalde inligting aan bande 
gelê is.  Beperkings wat op die vloei van inligting geplaas is, het ‘n kultuur van 
geheimhouding tot gevolg gehad wat die misbruik van gesag en die pleeg van wandade en 
korrupsie vergemaklik het.  Dié toedrag van sake is deur die bevindings van die Waarheids- 
en Versoeningskommissie bevestig. 
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Kragtens die Verdedigingswet van 1957 is ‘n verbod geplaas op die publisering van inligting 
aangaande die samestelling, bewegings of opstellings van die Suid-Afrikaanse Weermag.  
Publikasie van sodanige inligting kon slegs plaasvind indien dit deur die betrokke Minister 
gemagtig is.  Daarbenewens kon geen verklaring, kommentaar of gerug gepubliseer word 
oor bedrywighede van die Suid-Afrikaanse Weermag of ‘n mag van ‘n ander staat wat 
daarop gemik is om die regering in sy buitelandse betrekkinge in verleentheid te stel, of om 
die publiek te ontstel of neerslagtig te maak nie.  Die omvangryke beperkings vervat in die 
Verdedigingswet het dit vir die owerheid moontlik gemaak om inligting aangaande ‘n saak 
van kritieke belang (die Weermag se betrokkenheid in Angola gedurende 1975-1976) van 
die publiek te weerhou. 
 
Artikel 27B van die Polisiewet van 1958 (soos gewysig) het bepaal dat ‘n persoon wat ‘n 
onwaarheid oor die bedrywighede van die Suid-Afrikaanse Polisie publiseer sonder om 
redelike gronde te hê om te glo dat dit waar is, skuldig is aan ‘n misdryf.  Dié betrokke 
bepaling het ‘n inhiberende uitwerking gehad op beriggewing oor onreëlmatige 
polisiebedrywighede aangesien dit nie altyd moontlik was om te bewys dat daar redelike 
gronde bestaan het om te glo dat derglike inligting waar is nie. 
Soos die Polisiewet bekendmaking en publisering van ongeoorloofde polisiepraktyke beperk 
het, het die destydse Wet op Gevangenisse van 1959 eweneens beriggewing oor 
ongerymdhede in gevangenisse verhinder.  Artikel 44(1) van die voormelde Wet het dit ‘n 
misdryf gemaak om vals inligting oor die ervarings van gevangenes, oud-gevangenes of die 
administrasie van gevangenisse te publiseer wetende dat sodanige inligting vals is of 
sonder om redelike stappe te neem om die juistheid van die inligting te bepaal.  Die feit dat 
daar nie duidelikheid bestaan het oor wat ‘’redelike stappe’’ sou behels nie, het tot gevolg 
gehad dat weinig artikels oor gevangenisaangeleenthede in die pers verskyn het. 
 
Die Wet op die Beveiliging van Inligting wat in 1982 gepromulgeer is (en nog steeds van 
krag is), het as oogmerk die beskerming van gespesifiseerde tipes inligting teen 
openbaarmaking - en veral inligting waardeur die veiligheid en/of ander belange van die 
Republiek geskaad kan word.  Die kategorieë inligting wat in die Wet ter sprake is en 
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waarvan ongemagtigde bekendmaking verbied word, sluit in dokumentasie, modelle en 
voorwerpe wat onder meer verband hou met krygstuig, die verdediging van die Republiek 
en die voorkoming of bestryding van terrorisme.  Dit is voorts ‘n misdryf om inligting wat uit 
hoofde van ‘n regeringsamp verkry is en wat ‘n persoon weet redelikerwys geheim gehou 
moet word, bekend te maak.  Die Wet bevat verskeie verwysings na “veiligheid of ander 
belange” of bloot “belange” van die Republiek sonder om dit na behore te omskryf.  Weens 
die vaagheid van derglike konsepte word interpretasieprobleme geskep.  Soos die Wet tans 
staan, sou dit streng gesproke moontlik wees om bekendmaking van misbruik van 
bevoegdhede deur amptenare te verhinder onder die voorwendsel dat dit  verband sou hou 
met die veiligheid of ander belange van die Republiek.  In die nuwe bedeling word sodanige 
willekeurige en ondeurdagte toepassing van die bepalings van die Wet op die Beveiliging 
van Inligting egter deur die Grondwet en die Inligtingswet verhinder. 
 
Die noodregulasies wat kragtens die Wet op Openbare Veiligheid van 1953 uitgevaardig is, 
het ook beperkings op die verspreiding van inligting geplaas.  So het die noodregulasies wat 
na aanleiding van die 1986-noodtoestand geproklameer is, onder meer ‘n verbod geplaas 
op die teenwoordigheid van joernaliste naby of op die toneel van oproerigheid of ‘n beperkte 
byeenkoms.  Dit het uiteraard verhinder dat joernaliste op betekenisvolle wyse verslag kon 
doen oor die optrede van die skares of veiligheidspersoneel tydens die verloop van 
oproerige insidente of beperkte byeenkomste.  Hierdeur is die media verhinder om die 
publiek ingelig te hou en is hulle rol in die handhawing van openbare aanspreeklikheid 
ernstig ondermyn. 
 
Met die historiese situasie in gedagte, word die reg op toegang tot inligting in Suid-Afrika in 
hoofstuk vier vanuit ‘n kontemporêre perspektief ontleed. 
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HOOFSTUK 4  
 
DIE REG OP TOEGANG TOT INLIGTING IN SUID-AFRIKA: KONTEMPORêRE 
PERSPEKTIEF 
 
4.1 Inleiding 
 
In hoofstuk drie is aangetoon dat die afwesigheid van ‘n wetlike afdwingbare reg op toegang 
tot inligting in Suid-Afrika, gedurende die apartheidsera meegebring het  dat die 
werksaamhede van die owerheid in geheimhouding gehul was en gevolglik tot die misbruik 
van gesag en ander ongerymdhede aanleiding gegee het.  Daar word dus inderwaarheid 
veronderstel dat die bestaan en erkenning van ‘n reg op toegang tot inligting in alle 
waarskynlikheid ‘n voorkomende, of ten minste ‘n beperkende uitwerking op die voorkoms 
van gesagsmisbruik en verwante wandade sou gehad het.   Teen dié agtergrond, kan 
aanvaar word dat die verskansing van die reg op toegang tot inligting in sowel die 1993- as 
die 1996-Grondwet, ‘n doelbewuste poging verteenwoordig om te verseker dat beheer, oor 
veral die uitvoerende gesag, in die post-apartheidsera nie aan bande gelê word vanweë ‘n 
gebrek aan betroubare en tydige inligting nie.  Uit hoofde van die verhewe, grondwetlike 
status van die reg op toegang tot inligting, word die relevante bepalings van die twee 
grondwette in hierdie hoofstuk aan ontleding en interpretasie onderwerp.  Dit word gevolg 
deur ‘n oorsig van die langsame wordingsproses van die Suid-Afrikaanse Inligtingswet.  Die 
uitvaardiging van die Wet was noodsaaklik om inhoud te verleen aan die reg op toegang tot 
inligting en om te verseker dat die reg in die praktyk optimaal funksioneer en ‘n positiewe 
impak op die samelewing het.  Hoogtepunte in die ontwikkeling van die Wet word toegelig, 
met besondere verwysing na die standpunte van belanghebbendes en omstrede kwessies 
wat deurlopend ter sprake gekom het.  In die laaste gedeelte van die hoofstuk word 
ondersoek ingestel na die oogmerke van die Inligtingswet. 
 
 
4.2 Die reg op toegang tot inligting in die post-apartheidsera36 
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Sover bekend, is die insluiting van ‘n onafhanklike en alleenstaande reg op toegang tot 
inligting in die grondwet van ‘n staat, uniek aan Suid-Afrika.  Sommige internasionale 
menseregte-aktes (soos die Universele Verklaring van Menseregte) maak weliswaar 
voorsiening vir die reg op inligting, maar nie as ‘n onafhanklike en aparte reg nie - dit word 
gewoonlik as ‘n faset van die reg op vryheid van uitdrukking beskou.  Binne nasionale 
konteks word die toeganklikheid van inligting in ander state bloot statutêr gereguleer - in 
teenstelling met Suid-Afrika waar dit tot grondwetlike beginsel verhef is.  (Du Plessis & 
Corder 1994:164; Johannessen 1994:220.) 
 
Die bewoording (en dus die toepassing) van die reg op toegang tot inligting, soos 
opgeneem in die 1993- en 1996-Grondwet, verskil en dit is daarom wenslik om dit 
afsonderlik toe te lig. 
 
4.2.1 Grondwet van die Republiek van Suid-Afrika, 1993 
 
Die reg op toegang tot inligting was in artikel 23 van die 1993-Grondwet vervat.  
Hiervolgens het elke persoon die reg op toegang tot alle inligting gehad wat deur 
owerheidsinstellings37 op enige owerheidsvlak gehou word in soverre derglike inligting 
benodig sou word vir die uitoefening of beskerming van sy/haar regte.  Uit die bewoording 
van artikel 23 was dit duidelik dat die reg op inligting op twee wyses beperk is.  ‘n Persoon 
was slegs geregtig op inligting wat deur die owerheid gehou word - dit wil sê die reg was 
vertikaal van toepassing (tussen owerheid en individu), maar het nie horisontaal (tussen ‘n 
individu en ander private persone of maatskappye) gegeld nie.  Die reg op toegang tot 
inligting is verder beperk in die sin dat ‘n persoon slegs op inligting wat deur die owerheid 
gehou word, kon aanspraak maak, mits dit nodig sou wees vir die uitoefening of beskerming 
van enige van sy/haar regte. (Lötz 1997:272, 274.)  Hieruit is dit duidelik dat die reg op 
toegang tot inligting in die 1993-Grondwet geskoei was op die sogenaamde nodigheid-om-
te-weet (need to know)-beginsel.  Dié beginsel impliseer dat ‘n individu wat toegang tot 
inligting verlang, moet aantoon dat hy/sy belang by sodanige inligting het en dat dit versoek 
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word met ‘n legitieme doel voor oë.  Ingevolge artikel 23 sou ‘n applikant dus aan ‘n hof 
bewys moes lewer dat die inligting wat versoek word, noodsaaklik is vir die uitoefening of 
beskerming van sy/haar regte.  Indien die applikant die hof oortuig het van die belang wat 
hy/sy by die betrokke inligting het, moes die hof, aan die hand van die beperkingsklousule 
in die Grondwet (artikel 33(1)), bepaal of daar geldige gronde bestaan vir die regmatige 
weerhouding van die inligting, al dan nie (kyk besonderhede verderaan in dié afdeling).  
Eers dan sou uitsluitsel gegee kon word oor die aansoek.  Die tweeledige proses, wat die 
logiese uitvloeisel is van die vereiste om ‘n nodigheid om te weet te demonstreer, sou 
vanselfsprekend tot meer dispute en uitgerekte hofverrigtinge lei met die gepaardgaande 
hoë koste en onvermydelike vertragings eie aan ‘n regsgeding.  Voornemende aansoekers, 
wie se tyd en geld beperk is, sou dus afgeskrik word om aanspraak te maak op inligting wat 
in ‘n bepaalde situasie van deurslaggewende belang mag wees. (Devenish 1999:447; 
Govender 1995:350.)  Weens die kritiek wat teen die bewoording van artikel 23 uitgespreek 
is, is die bewoording van artikel 32(1) van die 1996-Grondwet aangepas om voorsiening te 
maak vir ‘n reg-om-te-weet (right to know)-benadering (kyk par. 4.2.2 infra). 
 
As artikel 23 in oënskou geneem word, ontstaan die vraag of die “regte” binne die konteks 
van hierdie bepaling, slegs verwys het na die regte vervat in die Handves van Regte en of 
dit in ‘n wyer sin geïnterpreteer behoort te word.  In Certification of the Constitution of the 
Republic of South Africa 1996 (10) BCLR 1253 (CC) (par. 83) het die Konstitusionele Hof 
die mening gehandhaaf dat deur “regte” te interpreteer as synde dit slegs sou verwys na die 
regte in die Handves, strydig sou wees met konstitusionele beginsel IX.  Dié beginsel het 
bepaal dat ‘n reg op toegang tot inligting in die Grondwet ingesluit moes word, sodat daar 
oop en aanspreeklike administrasie op alle owerheidsvlakke kon wees. (Van As 1999:259-
260.)  Op grond van die Konstitusionele Hof se standpunt is daar oor die algemeen aanvaar 
dat “regte” verwys het na alle wetlike regte wat in ‘n regsgeding ter sprake kan kom en deur 
die geregshowe afgedwing kan word (Van As 1999:260; Mureinik 1994:43-44).  Dit het 
egter nie konflikterende hofuitsprake oor die aangeleentheid verhoed nie.  In Directory 
Advertising Cost Cutters v Minister of Posts, Telecommunications and Broadcasting 1996 
(3) SA 800 (T) is ‘n eng interpretasie aan “regte” geheg.  Die hof het bevind dat die reg op 
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toegang tot inligting slegs geld indien dit vereis word vir die beskerming of uitoefening van 
regte vervat in die Handves van Regte (Van As 1999:260).  In Van Niekerk v Pretoria City 
Council 1997 (3) SA 839 (T) is dié uitspraak egter verwerp en het die hof aangevoer dat 
“regte” in artikel 23, alle regte insluit - ook kontraktuele en delikteregte (Devenish 
1999:443). 
 
Verdere duidelikheid oor die aard van “regte” is in Uni Windows CC v East London 
Municipality 1995 (1) BCLR 1091 (E) verskaf.  Die hof het bevind dat om toegang tot 
inligting te verkry, nie vereis dat die reg wat beskerm of uitgeoefen moet word noodwendig 
teen die owerheid hoef te wees nie (Devenish 1999:443).  Regter J. Leach, aangehaal deur 
Davis en Marcus (1997:151), het dit soos volg gestel: 
 
Section 23 of the Constitution does not entitle any Tom, Dick or Harry to have access to 
documentation being held by an organ of state, but if a person can show that such a body is in 
possession of information which is required for the exercise or protection of any of his or her rights, he 
is entitled to access thereto.  It is not a requirement of s 23 that such person shall only have right of 
access to information if the right he or she wishes to protect or exercise lies against the state or any of 
its organs of government.  Thus, for example, a party injured in a motor vehicle collision which is to 
sue a third party insurer would seem to me to have a right of access to a police docket relating to the 
accident which gave rise to his or her injuries notwithstanding such an injured person having no right 
to claim damages from the police. 
 
 
86 
Volgens outeurs soos Mureinik (1994:43-44), Basson (1995:33-34) en Davis en Marcus 
(1997:149-150) behoort die reg op toegang tot inligting nie beperk te wees tot gevalle waar 
‘n persoon sy/haar regte deur middel van litigasie probeer beskerm of afdwing nie.  ‘n 
Persoon kan immers buite hofverband pogings aanwend om sy/haar regte te beskerm of uit 
te oefen.  So kan ‘n joernalis byvoorbeeld aanspraak maak op amptelike inligting om 
sy/haar reg op vryheid van die pers of vryheid van uitdrukking uit te oefen.  Insgelyks kan ‘n 
applikant om ‘n lisensie, inligting oor departementele beleid versoek ten einde ‘n sinvolle en 
goed gemotiveerde aansoek op te stel. 
 
Die reg op toegang tot inligting - soos alle ander regte - geld nie absoluut nie.  Elke individu 
se regte word beperk deur dié waaroor ander individue in die staat beskik.  As sodanig, 
behoort regte binne die konteks van die openbare belang gesien te word.  Dit impliseer dat 
die owerheid wetgewing kan aanvaar wat individuele regte beperk, maar wat regsgeldig is 
aangesien dit in die openbare belang is. (De Villiers 1993:9.)  Artikel 33(1) van die 1993-
Grondwet het die beperking van regte deur algemeen geldende reg gemagtig op 
voorwaarde dat so ‘n beperking redelik en regverdigbaar moes wees in ‘n oop en 
demokratiese samelewing en dat die beperking nie die wesentlike inhoud van die betrokke 
reg moes ontken nie.  Artikel 33(1)(bb) het voorts bepaal dat beperkings op uitgesonderde 
regte38 - insluitend die reg op toegang tot inligting - in soverre dit verband sou hou met vrye 
politieke aktiwiteite - benewens die vereiste dat dit redelik moes wees, ook noodsaaklik 
moes wees.  Die beperkingsklousule kan gebruik word om sensitiewe amptelike inligting 
van bekendmaking te weerhou omdat dit in die openbare belang is of omdat dit noodsaaklik 
is vir goeie regering en administrasie.  So kan geldige beperkings geplaas word op inligting 
wat onder meer verband hou met wetstoepassing en strafregtelike prosedures, nasionale 
veiligheid, buitelandse sake, diplomatieke aangeleenthede, handelsgeheime,  vertroulike 
besigheidsinligting en die privaatheid van ‘n individu (Devenish 1999: 447-448; Schwella 
1988:86, 90.) 
4.2.2 Grondwet van die Republiek van Suid-Afrika, 1996 
 
Artikel 71 van die 1993-Grondwet het bepaal dat die nuwe grondwetlike teks (na 
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aanvaarding deur die Grondwetlike Vergadering) slegs van krag sou word nadat die 
Konstitusionele Hof gesertifiseer het dat al die bepalings van die Grondwet voldoen aan die 
konstitusionele beginsels wat in Bylae 4 van die 1993-Grondwet verskyn het.  Ingevolge 
konstitusionele beginsel IX moes daar in die “finale” Grondwet voorsiening gemaak word vir 
die reg op toegang tot inligting, sodat daar op alle owerheidsvlakke oop en aanspreeklike 
administrasie kan wees.   In ooreenstemming met dié beginsel is daar ook ‘n reg op 
toegang tot inligting in die Handves van Regte van die 1996-Grondwet ingesluit.  Artikel 32 
van die 1996-Grondwet lui soos volg: 
 
(1) Elkeen het die reg op toegang tot - 
(a) enige inligting wat deur die staat gehou word; en 
(b) enige inligting wat deur ‘n ander persoon gehou word en wat vir die uitoefening of 
beskerming van enige regte benodig word.  
 
(2) Nasionale wetgewing moet verorden word om aan hierdie reg gevolg te gee, en kan 
voorsiening maak vir redelike maatreëls om die administratiewe en finansiële las op die staat 
te verlig. 
 
Uit die bewoording van artikel 32 is dit duidelik dat dié bepaling daadwerklik van artikel 23 
(vervat in die 1993-Grondwet), verskil.  Ten eerste is die kwalifikasie verwyder dat ‘n 
persoon slegs kan aanspraak maak op inligting wat deur die owerheid gehou word indien dit 
benodig word vir die beskerming van sy/haar regte (artikel 32(1)(a)).  Dit verlig die bewyslas 
op ‘n persoon om in ‘n hof te bewys dat die inligting wat versoek word, vereis word vir die 
beskerming of uitoefening van bepaalde regte.  (Davis & Marcus 1997:153.)  In teenstelling 
met artikel 23 van die 1993-Grondwet, wat vereis het dat ‘n nodigheid om te weet 
gedemonstreer word, maak die 1996-Grondwet dus in wese voorsiening vir ‘n reg-om-te-
weet-benadering (Devenish 1999:447).  Dié benadering sluit aan by die gedagte dat elke 
persoon ‘n onaanvegbare reg op owerheidsinligting het, ongeag motief of belang, om 
sodoende die aktiwiteite van die owerheid sinvol te kan beoordeel.39  As sodanig behoort 
artikel 32(1)(a) ‘n doeltreffende meganisme te wees om aanspreeklike en deursigtige 
publieke administrasie te weeg te bring. (Burns1997:284.)  Ten tweede word die reg 
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uitgebrei om ook voorsiening te maak vir die horisontale toepassing daarvan (artikel 32 
(1)(b)).  Die horisontale toepassing van die reg word egter beperk deur die kwalifikasie wat 
in die 1993-Grondwet ten opsigte van owerheidsinligting gegeld het:  ‘n private persoon 
mag slegs aanspraak maak op inligting wat deur ‘n ander private persoon of maatskappy 
gehou word, mits dit benodig word vir die uitoefening of beskerming van so ‘n persoon se 
regte. (Davis & Marcus 1997:153.)  Ten derde bepaal artikel 32(2) dat nasionale wetgewing 
verorden moet word om op konkrete wyse uitdrukking te gee aan die reg op toegang tot 
inligting.  Sodanige wetgewing kan maatreëls insluit om die finansiële en administratiewe 
las wat deur die reg op die owerheid geplaas word, te verlig.  Artikel 32(2) moet in 
samehang met artikel 23 van Bylae 6 tot die Grondwet (Oorgangsreëlings), gelees word.  
Ingevolge artikel 23(1) van voormelde Bylae moet die wetgewing waarna in artikel 32(2) 
verwys word, binne drie jaar vanaf die inwerkingtredingsdatum van die 1996-Grondwet, 
verorden word (dit is voor 4 Februarie 2000).  Totdat sodanige wetgewing verorden word, 
word artikel 32(1) geag soos artikel 23 van die 1993-Grondwet te lees.  Indien die 
wetgewing nie binne drie jaar aangeneem en uitgevaardig word nie, verval artikel 32(2). 
(Suid-Afrika 1996, art. 23(3) - Bylae 6.)  Die grondwetlik vasgestelde spertyd is gehaal toe 
die Inligtingswet in Januarie 2000 deur die Parlement aanvaar is (Bezuidenhout 2000(b):4). 
 
Die feit dat die kwalifikasie ten opsigte van inligting wat deur die owerheid gehou word, 
verwyder is, beteken nie dat enige inligting aan ‘n persoon wat derglike inligting versoek, 
verskaf sal word nie.  Die reg op toegang tot inligting word beperk deur die ander regte 
waaroor individue beskik.  So kan inligting byvoorbeeld weerhou word omdat bekendmaking 
daarvan ‘n persoon se reg op menswaardigheid of sy/haar reg op privaatheid sal skend. 
(Lötz 1997:274.)  Beperking van die reg op toegang tot inligting kan ook plaasvind 
ooreenkomstig die beperkingsklousule vervat in die 1996-Grondwet.  Ingevolge artikel 36(1) 
kan die regte in die Handves deur ‘n algemeen geldende regsvoorskrif beperk word.  
Sodanige beperking moet egter redelik en regverdigbaar wees in ‘n oop en demokratiese 
samelewing gebaseer op menswaardigheid, gelykheid en vryheid.  Artikel 36(1) bepaal 
voorts dat wanneer ‘n reg beperk word, alle tersaaklike faktore in berekening gebring moet 
word, insluitend: 
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 Die aard van die reg 
 Die belangrikheid van die doelwit wat met die beperking bereik wil word 
 Die aard en omvang van die beperking 
 Die verband tussen die beperking en die oogmerk daarvan 
 ‘n Minder beperkende wyse om die doelwit te bereik   
 
Met inagneming van die voorskrifte vervat in artikel 36, maak die Inligtingswet tereg 
voorsiening vir die weiering van toegang tot inligting onder bepaalde omstandighede 
(volledige besonderhede hieroor word in hoofstuk ses verstrek). 
 
4.2.3 Wet op die Bevordering van Toegang tot Inligting, 2000 
 
Wetgewing oor toegang tot inligting bevat gewoonlik gedetailleerde en komplekse bepalings 
oor onder meer die aard van die reg, geldige beperkings en meganismes en prosedures om 
daaraan gevolg te gee.  Die oorgangsreëlings wat in die 1996-Grondwet ten opsigte van die 
reg op toegang tot inligting neergelê is, was daarop gemik om die Parlement voldoende tyd 
te bied om aspekte wat met die implementering van die reg in verband staan, in wetgewing 
op te neem. (Currie & Klaaren 2002:15.)  Dit moes uiteraard geskied met inagneming van 
die praktiese werklikhede en uitdagings van die regeerproses (Govender 2001:17).  Die 
proses om die Inligtingswet op te stel het in 1994 begin en in 2000 ten einde geloop.  In die 
volgende gedeelte word die verloop van dié proses beskryf. 
 
4.2.3.1 Wordingsproses  van die Wet op die   Bevordering  van   Toegang  tot 
Inligting, 2000 
 
Die proses om wetgewing te verorden ingevolge waarvan inhoud gegee moes word aan die 
reg op toegang tot inligting, soos vereis deur artikel 32(2) van die 1996-Grondwet, het ‘n 
aanvang geneem nog voor die inwerkingtreding van voormelde Grondwet (op 4 Februarie 
1997).  ‘n Taakgroep oor Oop Demokrasie is reeds in September/Oktober van 1994 deur 
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die destydse Adjunk-president, Thabo Mbeki, aangestel en verantwoordelik gemaak vir die 
ontwikkeling van so ‘n wet.  Die taakgroep het in Januarie 1995 hulle beleidsvoorstelle vir ‘n 
Wet op Oop Demokrasie bekend gemaak en daarna oorgegaan tot die opstel van die 
konsepwetsontwerp. (Van Schoor 1997:16.)  In ooreenstemming met die oorkoepelende 
oogmerk van die beoogde inligtingswetgewing, te wete die bevordering van deursigtigheid, 
is daar van meet af oor ‘n wye spektrum met belanghebbendes oor die aangeleentheid 
gekonsulteer.  Dié proses is geformaliseer met die stigting van die Oop Demokrasie 
Adviesforum (Open Democracy Advisory Forum). (White 1998:67.)  Die hoofdoelwit van die 
Forum was om inligtingsessies oor die wetsontwerp te reël en om kommentaar en 
voorstelle daaromtrent te koördineer en aan die taakgroep deur te gee.  Ongeveer 60 
groepe en instellings, verteenwoordigend van onder meer die sake-, arbeids- owerheids- en 
mediasektore, asook nie-regeringsorganisasies, het aan die Forum deelgeneem. (Open 
Democracy Bill back in ... [S.a.].) 
 
In Mei 1996 is die Konsepwetsontwerp oor Oop Demokrasie aan die kabinet voorgelê (Van 
Schoor 1997:17).  Dit was ‘n omvattende dokument waarin inderwaarheid vier verskillende 
wette opgeneem is.40   Bepaalde gedeeltes wat die 1996-Konsepwetsontwerp merkwaardig 
gemaak het, is nie in daaropvolgende konsepte en die finale wetgewing ingesluit nie.  Van 
die vernaamste punte van kritiek teen die Inligtingswet is juis hierop gebaseer en dit is 
derhalwe nodig om kortliks ‘n uiteensetting te verskaf van aspekte waarmee in die 1996-
Konsepwetsontwerp gehandel is.   Deel III van die Konsepwetsontwerp het voorsiening 
gemaak vir toegang tot inligting wat deur owerheidsinstellings gehou word en het legitieme 
gronde vir die weiering van sodanige inligting uitgestippel.  Deel IV, die 
privaatheidskomponent van die Konsepwetsontwerp, het dit vir die individu moontlik 
gemaak om foutiewe inligting omtrent hom/haarself wat deur sowel owerheids- as private 
instellings gehou word, te korrigeer.  Daarbenewens het dit aan die individu beskerming 
gebied teen die ongemagtigde gebruik of bekendmaking van persoonlike inligting in besit 
van sodanige instellings.  Ingevolge Deel V sou die vergaderings van bepaalde 
owerheidsinstellings oopgestel moes word vir bywoning deur lede van die publiek - tensy dit 
om geldige redes nie moontlik is nie.  Deel VI het beskerming gebied aan verklikkers 
 
 
91 
(whistleblowers) wat inligting aangaande korrupsie, wanadministrasie en ander 
ongerymdhede in owerheidsinstellings blootlê. (Gumbi et al. 1995; White 1998:69.)  Met die 
oog op die bevordering van optimale deursigtigheid en aanspreeklikheid het die 1996-
Konsepwetsontwerp ‘n verdere betekenisvolle klousule bevat.  Ingevolge artikel 10 is 
owerheidsinstellings verplig om inligting aangaande besluitnemingsriglyne wat gebruik word 
in die neem van besluite en die maak van aanbevelings ten opsigte van die toekenning van 
voordele, regte en voorregte of die oplegging van verpligtinge of strawwe, te publiseer sodat 
die publiek daarin insae kan hê (kyk par. 5.3.2 infra). (White 1998:71; The Freedom of 
Expression Institute 1997.)  Artikel 10 het in wese ‘n beheermaatreël verteenwoordig 
waardeur verseker sou word dat amptenare in die uitvoering van hulle werksaamhede 
rasionele en beredeneerde besluite neem.  Lede van die publiek wat deur ‘n besluit geraak 
word, sou immers - op grond van die beskikbare besluitnemingsriglyne - kon bepaal of ‘n 
besluit redelik en regverdig was, al dan nie. 
 
Wat die afdwinging van die voorgestelde wetgewing betref, is daar in die 
Konsepwetsontwerp voorsiening gemaak vir spesiale inligtingshowe.  Dié howe sou deel 
van die hoër howe vorm, maar sou slegs jurisdiksie hê oor aangeleenthede wat met die 
Inligtingswet in verband staan.  So sou ‘n applikant wie se versoek om inligting deur ‘n 
instelling geweier is, en wie se interne appèl (na die hoof van die instelling) onsuksesvol 
was, by ‘n inligtingshof appèl kon aanteken. (Gumbi et al. 1995; Van Wyk 1995:15.)  Die 
instelling van ‘n onafhanklike Kommissie vir Oop Demokrasie (Open Democracy 
Commission) is ook deur die Konsepwetsontwerp in die vooruitsig gestel.  Die vernaamste 
take van die Kommissie sou wees om - 
 
 die implementering van die Wet te moniteer en om jaarliks aan die Parlement 
daaroor verslag te lewer 
 die Wet jaarliks te hersien (saam met ander wetgewing wat daarop betrekking het) 
en om aanbevelings aan die hand te doen omtrent die verbetering of wysiging van 
die Wet om sodoende die doeltreffende en effektiewe toepassing daarvan in die 
praktyk te verseker 
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 handleidings te publiseer oor hoe om die Wet te gebruik 
 opvoedkundige programme aan te bied om lede van die publiek aan die Wet bekend 
te stel (White 1998:74; Van Wyk 1995:15; Gumbi et al. 1995). 
 
Die 1996-Konsepwetsontwerp is juis weens die omvattendheid daarvan gekritiseer.  Daar is 
aangevoer dat dit te lank en te kompleks is en dat van die besonderhede wat daarin vervat 
is, eerder in regulasies opgeneem behoort te word.  Kommer is ook uitgespreek dat 
voorheen benadeelde gemeenskappe (en veral dié in landelike gebiede) weens gebrekkige 
opleiding, nie van die wetgewing wat in ingewikkelde regstaal geskryf is, gebruik sou kon 
maak nie. (White 1998:67.)  Op versoek van die destydse Minister van Justisie en 
Staatkundige Ontwikkeling, Dullah Omar, is die Konsepwetsontwerp teruggehou met die 
oog op verdere konsultasie oor die aangeleentheid (Van Schoor 1997:17). 
 
Die Konsepwetsontwerp is gewysig en weer voorgelê en op 18 Junie 1997 is dit deur die 
kabinet goedgekeur (Van Schoor 1997:17).  Punte van kritiek wat teen die 1997-
Wetsontwerp geopper is, het veral verband gehou met die verwydering van bepalings wat  
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voorsiening gemaak het vir die - 
 
 oopstelling van sekere vergaderings van owerheidsinstellings 
 bekendmaking van besluitnemingsriglyne 
 instelling van spesiale inligtingshowe 
 instelling van ‘n Kommissie vir Oop Demokrasie41 (White 1998:69-75; The Freedom 
of Expression Institute 1998; Klaaren 1997). 
 
Die Wetsontwerp is verder gekritiseer omdat dit slegs gehandel het met toegang tot inligting 
wat deur owerheidsinstellings gehou word (dit wil sê die vertikale toepassing van die reg - 
soos vervat in artikel 32(1)(a) van die 1996-Grondwet).  Artikel 32(1)(b) van die Grondwet 
maak egter ook voorsiening vir die horisontale toepassing van die reg op toegang tot 
inligting.  Hiervolgens het ‘n individu die reg op toegang tot inligting wat deur ‘n ander 
persoon42 gehou word mits dit nodig is vir die uitoefening of beskerming van enige van 
sy/haar regte. (Taylor 1998:8.)  Wetgewing wat kragtens artikel 32(2) van die Grondwet 
verorden moes word, sou dus van so ‘n aard moes wees dat dit ook volledig uitdrukking 
verleen aan hierdie tweede deel van die reg op toegang tot inligting.  Dit was egter nie die 
geval met die 1997-Wetsontwerp nie.  Dié het bepaal dat ‘n persoon slegs toegang sou hê 
tot persoonlike inligting in besit van private instellings, terwyl die Grondwet uitdruklik 
bepaal dat toegang tot enige inligting wat deur ‘n ander persoon (insluitend private 
instellings) gehou word, verkry kan word.  As sodanig het die 1997-Wetsontwerp slegs 
gedeeltelik uitdrukking gegee aan artikel 32(1) van die Grondwet. (South African Human 
Rights Commission [S.a.]; Freedom of Expression Institute [S.a.]; Pimstone 1999:9.)  Die 
opstellers van die Wetsontwerp  het in  reaksie op die  kritiek aangedui  dat afsonderlike 
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wetgewing in die vooruitsig gestel word om aan die reg vervat in artikel 32(1)(b) gevolg te 
gee (Pimstone 1999:9). 
 
Nadat die Wetsontwerp deur die kabinet goedgekeur is, is besef dat die inhoud daarvan ook 
op plaaslike owerhede betrekking sou hê en dat dit as sodanig vir openbare kommentaar 
gepubliseer moes word43 (Van Schoor 1998).  Dit word vereis deur artikel 154(2) van die 
1996-Grondwet wat bepaal dat nasionale of provinsiale konsepwetgewing wat die status, 
instellings, bevoegdhede of funksies van plaaslike owerhede raak - voordat dit by die 
Parlement of ‘n provinsiale wetgewer ingedien word - vir openbare kommentaar gepubliseer 
moet word.  In ooreenstemming hiermee is die Wetsontwerp oor Oop Demokrasie op 18 
Oktober 1997 as Kennisgewing 1514 in Staatskoerant no. 18381 gepubliseer.  Plaaslike 
owerhede en ander belanghebbendes is uitgenooi om kommentaar rakende die beoogde 
wetgewing aan die Taakgroep oor Oop Demokrasie te rig.  Na aanleiding van die 
kommentaar wat ontvang is, is wysigings aangebring, waarna die Wetsontwerp weer aan 
die kabinet voorgelê is (Van Schoor 1998).  Dit is goedgekeur en as ‘n artikel 76-
Wetsontwerp geklassifiseer - dit wil sê ‘n wetsontwerp wat die provinsies raak en as 
sodanig volgens ‘n bepaalde prosedure, soos voorgeskryf deur artikel 76 van die 1996-
Grondwet, hanteer moet word.  In Julie 1998 is dit in die Nasionale Raad van Provinsies ter 
tafel gelê.  In Augustus 1998 is die Wetsontwerp herklassifiseer as ‘n artikel 75-
Wetsontwerp (‘n gewone wetsontwerp wat nie die provinsies raak nie).  As rede vir die 
herklassifikasie is aangevoer dat ‘n enkele, gesentraliseerde stelsel insake toegang tot 
inligting wenslik is - eerder as die moontlikheid van verskillende sisteme in die onderskeie 
provinsies.  Gegewe die herklassifisering van die Wetsontwerp, is dit van die Nasionale 
Raad van Provinsies onttrek. (Calland 1998:2, 6; Human Rights Commission: legislation 
update 1999.) 
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Weens hernieude besorgdheid oor bepaalde inhoudelike aspekte van die Wetsontwerp is 
daar besluit om nie voort te gaan met die ter tafellegging daarvan in die Parlement nie 
(Calland 1998:2, 6).  Advokaat Johnny de Lange, voorsitter van die Portefeuljekomitee vir 
Justisie (Nasionale Vergadering), het aangekondig dat die debat oor die voorgestelde 
wetgewing heropen word en het belanghebbendes opnuut versoek om voorleggings 
daaromtrent in te dien (An effort to keep the ... [S.a.]).  Hy het aangedui dat daar spesifiek 
aandag geskenk sou word aan daardie gedeeltes van die Wetsontwerp wat oor afdwinging 
en appèlprosedures handel.  Die oogmerk was om vir appèldoeleindes meganismes daar te 
stel wat goedkoop en toeganklik vir lede van die publiek sou wees, sonder om tydrowend 
en omslagtig te wees. 44(Calland 1998: 2, 6.)  Wat veral van belang was, was advokaat De 
Lange se aanduiding dat die debat oor die wetgewing uitgebrei gaan word om die kwessie 
van die toeganklikheid van inligting in besit van private instellings, in te sluit (An effort to 
keep the ... [S.a.]). 
 
Openbare verhore is op 23 en 24 Maart 1999 voor die Portefeuljekomitee vir Justisie gehou 
om aan belanghebbendes die geleentheid te bied om hulle kommentaar en insette 
mondelings te lewer (Parliamentary Monitoring Group [S.a.]).  Van die vernaamste 
instellings  en organisasies wat by die verrigtinge verteenwoordig was, was die Sentrum vir 
Konflikresolusie, Telkom, die Suid-Afrikaanse Raad van Kerke, die Instituut vir Demokrasie 
in Suid-Afrika (IDASA), Transnet, die Menseregtekommissie, ESKOM, die Nasionale 
Posforum en die Congress of South African Trade Unions (COSATU) (Justice Portfolio 
Committee 1999(a); Justice Portfolio Committee 1999(b)). 
 
In September 1999 het die Parlement besluit om ‘n Gesamentlike Ad hoc-Komitee oor die 
Wetsontwerp op Oop Demokrasie aan te stel.  Die Portefeuljekomitee vir Justisie van die 
Nasionale Vergadering (wat tot op daardie stadium vir die Wetsontwerp verantwoordelik 
was) sou voortaan saam met die Komitee vir Sekuriteit en Justisie van die Nasionale Raad 
van Provinsies sit met die oog op die finalisering van die Wetsontwerp. (Bezuidenhout 
1999:2.)  Van 13 tot 15 Oktober 1999 is ‘n verdere rondte openbare verhore voor die 
Gesamentlike Komitee gehou (Parliamentary Monitoring Group [S.a.].).  Instellings en 
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organisasies wat by monde van afgevaardigdes voorleggings by dié geleentheid gedoen 
het, sluit in die Kantoor van die Openbare Beskermer, die Departement van Openbare 
Werke, die Regsvereniging van Suid-Afrika, die Instituut vir Sekerheidstudies, die 
Departement van Grondsake en die Open Democracy Campaign Group (Open Democracy 
Bill: hearings 1999).  Sake wat deurlopend in voorleggings en tydens die openbare verhore 
ter sprake gekom het, is die volgende:       
 
 Die reg om te weet behoort die grondslag van die inligtingswetgewing te vorm45  
 Die Wetsontwerp behoort in makliker verstaanbare taal geskryf te word46 
 Die inhoud van die Wetsontwerp behoort van so ‘n aard te wees dat dit nie slegs die 
belange van die welvarendes in die samelewing dien nie, maar ook dié van die 
gemiddelde lid van die publiek 
 Daar behoort voorsiening gemaak te word vir ‘n goedkoper en meer toeganklike 
appèlproses vir persone wie se aansoeke om inligting van die hand gewys is 
 Die bepalings van die Wetsontwerp behoort uitgebrei te word om private instellings 
ook te verplig om inligting (bo en behalwe persoonlike inligting) op versoek, bekend 
te maak 
 Wat betref die gronde vir weiering van toegang tot inligting, behoort die “skade-
klousule” wat in die 1996-Konsepwetsontwerp opgeneem was, weer ingevoeg te  
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word47 (An effort to keep the ... [S.a.]). 
 
Na afloop van die verhore het die Komitee se taak begin om gespesifiseerde dele van die 
Wetsontwerp te hersien en om dit gereed te kry vir goedkeuring deur die Parlement voordat 
die grondwetlik vasgestelde spertyd verstryk (Open Democracy Bill: election of ... 1999).  
Die vernaamste uitkoms van die Komitee se verrigtinge was die insluiting van ‘n gedeelte 
wat private instellings verplig om inligting op versoek bekend te maak, indien dit benodig 
word vir die beskerming of uitoefening van enige regte (FXI welcomes the passing of ... 
2000; Suid-Afrika 2000, art. 50).  Hiermee is daar voldoen aan die vereiste vervat in artikel 
32(2) van die 1996-Grondwet, naamlik dat daar in wetgewing voorsiening gemaak moet 
word vir die vertikale én horisontale toepassing van die reg op toegang tot inligting. 
 
Die Komitee het ook besluit om af te wyk van die aanvanklike oogmerk om ‘n omvattende 
wet daar te stel.  Daar is ooreengekom dat die gedeeltes van die Wetsontwerp wat handel 
met die privaatheid van persoonlike inligting en die beskerming van verklikkers, verwyder en 
in afsonderlike wette opgeneem sal word.48  Slegs die gedeeltes wat toegang tot inligting in 
besit van private en owerheidsinstellings reël, is behou.  In ooreenstemming hiermee is die 
Wetsontwerp se naam verander na die Wetsontwerp op die Bevordering van Toegang tot 
Inligting. (Campaign to popularise section 32 ... [S.a.].)  Die Gesamentlike Komitee het die 
Wetsontwerp op 21 Januarie 2000 goedgekeur waarna dit aan die Parlement voorgelê is.  
Dit is op 25 en 27 Januarie 2000 deur onderskeidelik die Nasionale Vergadering en die 
Nasionale Raad van Provinsies aanvaar en op 2 Februarie 2000 deur President Thabo 
Mbeki onderteken (Promotion of access to information ... [S.a.]; Bezuidenhout 2000(b):4).  
Die Wet is op 3 Februarie 2000 in Staatskoerant no. 20852 gepubliseer.  Hiermee is die 
lang en moeisame wetgewende proses volvoer en het artikel 32(1) van die 1996-Grondwet 
van krag geword om sodoende die rugsteun van die Inligtingswet te word49 (Gaum 
2001:150-151).   Dit beteken, aldus Klaaren et al. (2001:31) dat  “... the legislative access to 
information sheme can be assessed for compliance with the constitutional right to 
information, and statutory limitations of the right of access can be tested against the 
limitations clause of the Bill of Rights.” 
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Die Inligtingswet is ‘n betekenisvolle stuk wetgewing met verreikende implikasies vir 
owerheidsinstellings.  Dit lê nie slegs die raamwerk en reëls neer om toegang tot 
owerheidsinligting prakties moontlik maak nie, maar dui ook aan hoe persone te werk moet 
gaan om toegang to inligting te verkry en skryf voor hoe amptenare versoeke om inligting 
moet hanteer. (Calland 2001:2.)  Die uitstaande kenmerke van die toegang-tot-inligting-
regime wat deur die Inligtingswet tot stand gebring is, word in hoofstukke vyf, ses en sewe 
aan die hand van die ondervindings in ander state, verduidelik en toegelig. 
 
Die Wet kon nie onmiddellik in werking gestel word nie, aangesien regulasies ter aanvulling 
 daarvan, eers opgestel moes word (Bezuidenhout 2000(a):8).  Die eerste regulasies is op 9 
Maart 2001 as Goewermentskennisgewing R. 223 in Staatskoerant no. 22125 gepubliseer.  
Dié datum is ook deur die President geproklameer as die datum waarop die 
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Wet, met die uitsonderings van artikels 10, 14, 16 en 5150, in werking sou tree. (Backer 
2001:10.)  Laasgenoemde artikels is op 15 Februarie 2002 kragtens Proklamasie R. 9 
(Staatskoerant no. 23119) in werking gestel.  Die regulasies wat in 2001 uitgevaardig is, is 
intussen hersien en bygewerk.  Die resultaat was ‘n meer omvattende stel regulasies, wat 
ook op 15 Februarie 2002 gepubliseer is en met onmiddelike effek in werking getree het.  
Die 2002-Regulasies, soos dit voortaan genoem sal word, is in Goewermentskennisgewing 
R. 187 (Staatskoerant no. 23119) gepubliseer en het dié van 2001 herroep.51  
 
4.2.3.2 Oogmerke  van   die  Wet  op  die   Bevordering  van   Toegang  tot  
Inligting,  2000 
 
Die oogmerke wat in artikel 9 van die Inligtingswet opgeneem is, verwoord die raison d’être 
van die Wet en verskaf ‘n verklaring van voorneme van wat met die Wet bereik wil word.  
Die oogmerke vervul ook ‘n verdere belangrike rol: dit bied in bepaalde gevalle beginsels 
wat in berekening gebring moet word wanneer ‘n besluit ingevolge die Wet geneem word of 
wanneer daar deur appèl- en hersieningsmeganismes uitsluitsel gegee moet word oor die 
interpretasie van ‘n bepaling(s) van die Wet (kyk par. 7.3 - 7.5 infra).  Die gestelde 
oogmerke van die Inligtingswet (uitgesluit dié wat op private instellings betrekking het en 
dus nie op hierdie studie van toepassing is nie) is - 
 
 om gevolg te gee aan die grondwetlike reg op toegang tot enige inligting wat deur 
die owerheid gehou word 
 om gevolg te geen aan die reg op toegang tot inligting onderhewig aan 
regverdigbare beperkings soos die redelike beskerming van privaatheid, 
kommersiële vertroulikheid en doeltreffende, effektiewe en goeie bestuur 
 om deursigtigheid, aanspreeklikheid en doeltreffende en effektiewe bestuur van 
owerheidsinstellings te weeg te bring deur  persone te bemagtig om die funksies en 
werking van owerheidsinstellings te verstaan, besluite wat hulle regte raak, sinvol te 
kan evalueer en om aan besluitnemingsprosesse in owerheidsinstellings deel te 
neem (Suid-Afrika 2000, art. 9). 
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Interpretasiebeginsels kan uit die eerste twee oogmerke wat hierbo verskyn, afgelei word. 
Wat die eerste oogmerk betref, behoort dit duidelik te wees dat toegang tot 
owerheidsinligting die reël behoort te wees.  Die Inligtingswet verleen uitdrukking aan die 
grondwetlike reg op toegang tot owerheidsinligting en is as sodanig gemik op die 
openbaarmaking van inligting en nie op geheimhouding nie.  Dit is weliswaar onvermydelik 
dat wanneer versoeke oorweeg word en wanneer appèl en hersiening van besluite ter 
sprake kom, die fokus sal val op inligting wat regmatig weerhou kan word (kyk par. 6.3 
infra).  Desnieteenstaande behoort die oorhoofse oogmerk, te wete openbaarmaking van 
inligting, voortdurend in gedagte gehou te word en behoort besluitneming deur beamptes en 
uitsprake deur appèl- en hersieningsmeganismes hierop geskoei te wees.  Uit die tweede 
oogmerk kan afgelei word dat weerhouding van inligting uitsonderlik behoort te wees.  Die 
regverdigbare beperkings wat in die Inligtingswet uiteengesit is (en bekend staan as 
“gronde vir die weiering van inligting” - kyk par. 6.3 infra), verteenwoordig uitsonderings op 
die oorhoofse oogmerk om toegang tot owerheidsinligting te bevorder.  Om te verhoed dat 
die oorhoofse oogmerk van die Inligtingswet ondermyn word, is dit noodsaaklik dat dié 
beperkings in ‘n eng sin geïnterpreteer word.  Toegang tot owerheidsinligting behoort slegs 
geweier te word in gevalle waar daar onbetwisbare regverdiging daarvoor bestaan.  Waar 
daar twyfel oor die weerhouding van inligting bestaan, behoort daar ten gunste van 
openbaarmaking besluit te word. (Currie & Klaaren 2002:23.)  Die derde oogmerk wat 
hierbo genoem word, hou nie verband met die interpretasie van die Inligtingswet nie, maar 
verwys na die uitkomste wat met die implementering van die Inligtingswet bereik wil word.  
Vir meer besonderhede hieroor kyk par. 2.7.1 - 2.7.6 supra). 
 
4.4 Samevatting 
 
In die post-apartheidsera word besondere klem geplaas op deursigtigheid en openbare 
aanspreeklikheid - juis vanweë die ongeregtighede wat in die verlede onder die dekmantel 
van geheimhouding gepleeg is.  Dit is op konkrete wyse geïllustreer deur die insluiting van 
‘n reg op toegang tot inligting in beide die 1993- en 1996-Grondwette.  Die bepalings van 
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die 1993-Grondwet insake die reg op toegang tot inligting was meer beperk as dié vervat in 
die 1996-Grondwet.  Volgens artikel 23 van eersgenoemde Grondwet kon ‘n individu slegs 
aanspraak maak op inligting wat deur die owerheid gehou word indien dit nodig was vir die 
beskerming van so ‘n persoon se regte.  Daarbenewens het die reg slegs gegeld tussen 
individu en owerheid en nie tussen private persone of maatskappye nie.  Ingevolge artikel 
32(1) van die 1996-Grondwet is die beperking op die reg op toegang tot inligting, soos 
vervat in die 1993-Grondwet, verwyder.  ‘n Persoon wat toegang tot inligting verlang, hoef 
nie meer te bewys dat dit nodig is vir die beskerming van sy/haar regte nie.  Die reg is 
voorts ook uitgebrei om toegang tot inligting wat deur ‘n ander private  persoon of 
maatskappy gehou word, moontlik te maak.  Kragtens artikel 32(2) van die 1996-Grondwet 
moes wetgewing uitgevaardig word om gestalte te gee aan die reg op toegang tot inligting.  
Die Wet wat in dié verband gepromulgeer is, is die Wet op die Bevordering van Toegang tot 
Inligting, 2000 (Wet 2 van 2000) - oftewel die Inligtingswet. 
 
Die ontstaan van die Inligtingswet kan teruggevoer word na die beleidsvoorstelle van die 
Taakgroep vir Oop Demokrasie wat in 1995 gepubliseer is.  Trouens, die eerste 
Konsepwetsontwerp oor Oop Demokrasie wat in 1996 aan die kabinet voorgelê is, was op 
dié voorstelle geskoei.  Die finalisering van die inhoud van die Wetsontwerp was geen 
eenvoudige taak nie.  Weens die deelname en insette van verskeie belanghebbendes en 
die openbare debat wat bepaalde kontroversiële kwessies ontlok het, is die opstel van die 
Wetsontwerp eers in Januarie 2000 voltooi.  Die Wet, met die uitsondering van vier artikels, 
het ongeveer ‘n jaar daarna (op 9 Maart 2001) in werking getree.  Die oogmerke van die 
Inligtingswet is in artikel 9 van die Wet vervat.  Dit verskaf ‘n aanduiding van die uitkomste 
wat met die implementering van die Wet bereik wil word en is daarop gemik om die 
interpretasie van bepalings van die Inligtingswet te fasiliteer.  Die interpretasiebeginsels wat 
afgelei kan word, behels dat toegang tot inligting die reël en die weerhouding van inligting 
die uitsondering behoort te wees. 
 
In die volgende drie hoofstukke word fasette van die toegang-tot-inligting-regime wat deur 
die Inligtingswet tot stand gebring is, aan die hand van die ondervinding van ander state 
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ontleed.  Hoofstuk vyf fokus op die reikwydte van die Inligtingswet en op administratiewe 
reëlings en prosedurele vereistes. 
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HOOFSTUK 5 
 
DIE WET OP DIE BEVORDERING VAN TOEGANG TOT INLIGTING, 2000: REIKWYDTE, 
ADMINISTRATIEWE REëLINGS EN PROSEDURELE VEREISTES 
 
5.1 Inleiding 
 
Vir die reg op toegang tot inligting om tot volle uitdrukking te kom en vir die samelewing om 
daarby te baat, is dit noodsaaklik dat wetgewing daaroor uitgevaardig word.  Die wetgewing 
bepaal gewoonlik die aard en omvang van die reg en lê voorskrifte omtrent die praktiese 
toepassing daarvan neer.  Dit is belangrik om ‘n begrip te vorm van die praktiese aspekte 
verbonde aan die reg op toegang tot inligting, omdat dit dikwels deurslaggewend is in die 
sukses of mislukking van die reg.  Met die oog hierop word die vernaamste bepalings van 
die Suid-Afrikaanse Inligtingswet wat betrekking het op die praktiese toepassing van die 
reg, in hoofstukke vyf,  ses en sewe ondersoek.  Ofskoon die Wet op sowel private as 
owerheidsinstellings betrekking het, word daar, vanweë die trefwydte van die studie, primêr 
gefokus op die relevante bepalings wat owerheidsinstellings raak. 
 
Die fokus in hoofstuk vyf val op die reikwydte van die Wet, op administratiewe reëlings wat 
geïmplementeer moet word en op prosedurele vereistes wat nagekom moet word.  Wat 
betref die reikwydte van die Inligtingswet, word ‘n ontleding gedoen van die aard van 
inligting wat versoek kan word, die owerheidsinstellings waarop die bepalings van die Wet 
betrekking het en die persone wat inligting mag versoek.  Dit word gevolg deur ‘n 
beskrywing van die administratiewe reëlings wat getref moet word.  Twee breë temas word 
in dié verband ondersoek, te wete maatreëls om toegang tot inligting te fasiliteer en reëlings 
omtrent die vooraf bekendmaking van besluitnemingsriglyne.  Laastens word ‘n 
uiteensetting verskaf van die fisiese prosedures wat deur die publiek gevolg moet word om 
inligting te bekom met verwysing na die eise wat dit aan die aangewese beamptes van 
owerheidsinstellings stel.  Aandag word geskenk aan aspekte soos die indiening van ‘n 
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versoek, die formaat van ‘n versoek, fooistrukture en die verwerking en oorweging van ‘n 
versoek.  
 
Ten einde bogenoemde fasette sinvol te evalueer, word die ooreenstemmende bepalings 
van ander state se wetgewing en praktyke wat daaruit ontwikkel het, deurlopend in ag 
geneem.  Die ervarings van ander state word enersyds aangewend om voorstelle te doen 
oor die Suid-Afrikaanse situasie en andersyds om meer duidelikheid oor die betekenis en 
interpretasie van wetlike bepalings of praktyke wat in Suid-Afrika gevolg word, te verkry. 
 
5.2 Reikwydte   van   die   Wet   op   die   Bevordering   van   Toegang   tot  
Inligting,  2000 
 
Die reikwydte van die Inligtingswet word deur drie aspekte bepaal, te wete die aard van 
inligting wat ter sprake is, die instellings waarop die Wet betrekking het en die persone wat 
die Wet mag gebruik om toegang tot inligting te bekom. 
 
5.2.1 Aard van inligting wat kragtens die Wet versoek mag word 
 
Inligting wat van ‘n private of owerheidsinstelling versoek kan word, staan ingevolge die 
Inligtingswet as “rekords” bekend.  Artikel 1 van die Wet omskryf ‘n rekord as enige 
opgetekende inligting, ongeag die vorm of medium waarin dit voorkom, wat in besit van of 
onder beheer van ‘n private of owerheidsinstelling is - of dit deur sodanige instelling geskep 
is, al dan nie.  ‘n Groot verskeidenheid van rekords val binne die raamwerk van dié 
omskrywing.  Volgens Currie et al. (2001:22) beteken dit in werklikheid dat enigiets wat deur 
amptenare opgeteken word in die verloop van hulle werksaamhede,  (in welke vorm ook al), 
as ‘n rekord beskou word.  Die aansoekvorm52 wat voltooi moet word om toegang 
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tot ‘n rekord te versoek, maak voorsiening vir vier kategorieë rekords, te wete: 
 
 Rekords in skriftelike of gedrukte vorm 
 Rekords wat bestaan uit visuele afbeeldings, insluitend foto’s, skyfies, video-
opnames en rekenaargegenereerde afbeeldings 
 Rekords wat bestaan uit opgeneemde woorde of inligting wat as klank 
gereproduseer kan word, byvoorbeeld ‘n klankkasset 
 Rekords op rekenaar of in elektroniese of masjienleesbare formaat, byvoorbeeld ‘n 
disket of ‘n laserskyf 
 
Uit die bostaande is dit duidelik dat “rekords” nie beperk is tot dokumentasie nie, maar dat 
die omskrywing ook nie sover strek dat dit fisiese voorwerpe insluit nie.  Die doelbewuste 
uitsluiting van fisiese voorwerpe is geskoei op Amerikaanse regspraak oor die aard van 
rekords.  In 1972 is daar, na aanleiding van ‘n versoek om toegang te verkry tot die geweer, 
ammunisie, kledingstukke en ander artikels wat met die sluipmoord op President Kennedy 
verband gehou het, beslis dat fisiese voorwerpe nie vir die doeleindes van die Freedom of 
Information Act van1966 (FOIA) as rekords beskou word nie. (Mathews 1978:73, 96.)  ‘n 
Foto van gemelde artikels sou wel ‘n rekord uitmaak (Currie & Klaaren 2002:42). 
 
Die gebruik van die konsep “rekords”, eerder as “inligting”, stem ooreen met die neiging in 
ander state om slegs inligting wat reeds in ‘n bepaalde formaat bestaan en as sodanig ‘n 
“rekord” uitmaak, aan die betrokke wetgewing te onderwerp (Snell 2000:584).  So maak die 
Amerikaanse FOIA, die Kanadese Access to Information Act (1983) (AIA), en die 
Australiese Freedom of Information Act (1982) (AFOIA)53 onderskeidelik voorsiening vir 
toegang tot agenskapsrekords (agency records), rekords van inligting (records of 
information), en dokumente (documents)54 (Banisar [S.a.]; Janisch 1982:538).  Die Nieu-
Seelandse Official Information Act (1982) (OIA) het van dié tradisie afgewyk en verleen 
toegang tot amptelike inligting (official information) (Snell 2000:584).  Amptelike inligting, na 
die omskrywing wat in hierdie Wet daaraan gegee word, sluit “enige inligting” in besit van 
owerheidsinstellings in (McBride 1984:89).  Die breë interpretasie wat aan amptelike 
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inligting geheg word, beteken dat toegang nie beperk is tot inligting in ‘n bepaalde formaat, 
oftewel opgetekende inligting (recorded information) nie, maar dat nie-opgetekende inligting 
(unrecorded information) ook ingevolge die OIA versoek kan word (Frankel 2001).  Dit 
impliseer byvoorbeeld dat inligting versoek kan word oor besluite wat tydens ‘n vergadering 
geneem is al bestaan daar geen konkrete rekord van die vergadering nie.  Daar word van 
die veronderstelling uitgegaan dat die amptenare wat by die vergadering teenwoordig was, 
sal kan onthou wat tydens die vergadering gebeur het en watter besluite daaruit 
voortgevloei het. (Hazell 1989:194; Snell 2000:586.)  Op grond hiervan het die Nieu-
Seelandse Ombudsman al by geleentheid versoek dat die persone wat betrokke was by ‘n 
spesifieke besluitnemingsproses ‘n geskrewe verslag oor wat gesê is en wat die redes vir 
die besluit was, moet indien (Snell 2000:585-586). 
 
Ten spyte van die Nieu-Seelandse voorbeeld, het die Suid-Afrikaanse opstellers verkies om 
eerder die VSA, Australië en Kanada na te volg deur slegs toegang te verleen tot inligting 
wat reeds in ‘n bepaalde formaat opgeteken is.55  ‘n Versoek om ‘n rekord te skep of saam 
te stel, word dus ingevolge die Inligtingswet, nie geag ‘n versoek vir toegang tot inligting te 
wees nie (Currie et al. 2001:22-23).  In die praktyk beteken dit dat die betrokke 
owerheidsinstelling onder geen verpligting is om data te ontleed of navorsing te doen ten 
einde ‘n nuwe rekord vir ‘n versoeker te skep of voor te berei nie. (Foerstel 1999:24; Relyea 
1977:323.)  Die oogmerk is om te verhoed dat amptenare misbruik word om as 
navorsingsagente op te tree en om snuffelsoektogte, wat dikwels deur die media van stapel 
gestuur word, aan bande te lê.  Daar kan geredelik aanvaar word dat die Suid-Afrikaanse 
opstellers se besluit om rekords, eerder as inligting die onderwerp van toegang te maak, op 
praktiese oorwegings van dié aard gebaseer was.  Desondanks het dit ‘n skuiwergat 
geskep vir die weerhouding van inligting.  Amptenare kan doelbewus na laat om inligting op 
te teken, sodat daar nie ‘n rekord beskikbaar is wat later aangevra en aan noukeurige 
ondersoek onderwerp kan word nie (Frankel 2001).  Dit is te verstane dat bepaalde aspekte 
van die Inligtingswet so geformuleer moes word dat daar nie ‘n ondraaglike werkslading op 
die amptenare geplaas word nie.  Daar moet egter in gedagte gehou word dat om inligting 
oor ‘n besluitnemingsproses of vergadering te herroep en op skrif te stel, nie dieselfde mate 
 
 
107 
van inspanning en tyd verg as om ‘n uitgebreide soektog na inligting van stapel te stuur en 
dan ‘n rekord daaromtrent saam te stel nie.  Met inagneming hiervan is dit tog moontlik dat 
die Nieu-Seelandse benadering met sukses in Suid-Afrika gevolg kon word sonder om die 
werkslading van die amptenary buitensporig te verhoog.  Deur bloot ‘n duidelike  bepaling in 
te sluit oor die aard van nie-opgetekende inligting (unrecorded information) wat versoek kan 
word en deur die omstandighede uit te stippel waaronder ‘n versoek om derglike inligting 
toegestaan of geweier mag word, kon verhinder word dat amptenare misbruik word om 
navorsing te doen of data vanuit verskeie oorde in te samel.  ‘n Verdere voordeel verbonde 
aan dié benadering is dat  amptenare inderwaarheid verplig sou word om rekords van 
amptelike vergaderings en besluitnemingsprosesse te hou.  Indien hulle dit nie doen nie, 
kon dit immers op ‘n latere stadium van hulle verlang word. 
 
Artikels 3, 4  en 7 van die Inligtingswet verskaf verdere duidelikheid oor die aard van die 
rekords wat binne die trefwydte van die Wet val.  Ingevolge artikel 3 is toegang tot rekords 
nie onderhewig aan wanneer dit ontstaan het nie - ‘n versoek om ‘n rekord wat voor die 
inwerkingtreding van die Wet beslag gekry het is net so geldig soos ‘n versoek om ‘n rekord 
wat ná inwerkingtreding van die Wet ontstaan het.  Artikel 4 bepaal dat ‘n rekord in besit of 
onder beheer van ‘n beampte of ‘n onafhanklike kontrakteur in diens van ‘n private of 
owerheidsinstelling beskou word as synde ‘n rekord van sodanige instelling te wees, maar 
slegs in soverre dit verband hou met sy/haar amptelike hoedanigheid.  Rekords wat deur 
beamptes of kontrakteurs in hulle private hoedanigheid geskep is en wat in hulle besit of 
onder hulle beheer is, word dus nie deur die Wet geraak nie.  Dit is duidelik dat artikels 3 en 
4, saamgelees met die definisie van ‘n rekord (vervat in artikel 1 van die Wet), daarop 
gemik is om die wyds moontlike toepassingsveld aan die Wet te verleen (Currie et al. 
2001:23).  Desnieteenstaande bepaal artikel 7(1) dat die Wet nie betrekking het op ‘n 
rekord wat versoek word vir doeleindes van strafregtelike of siviele verrigtinge wat reeds ‘n 
aanvang geneem het nie.56  Dié bepaling het ten doel om te voorkom dat partye betrokke in 
‘n siviele of strafgeding, die verkeerde kanale volg om inligting van mekaar te verkry.  ‘n 
Persoon/party wat betrokke is in ‘n regsgeding moet reeds bestaande prosedures (soos 
onder meer uiteengesit in Reëls van die Hoë Hof en die Strafproseswet, 1977 (Wet 57 van 
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1977)) volg om toegang tot rekords te verkry. (Gaum 2001:153.)  Kragtens artikel 7(2) mag 
‘n rekord wat in stryd met artikel 7(1) van die Wet verkry is, nie as getuienis in ‘n hof 
toegelaat word nie, tensy uitsluiting daarvan - na die mening van die regter - geregtigheid 
sal ondermyn.  
 
5.2.2 Owerheidsinstellings waarop die bepalings van die Wet betrekking het 
 
Die omskrywing van owerheidsinstellings (oftewel “openbare liggame”) soos vervat in ar-
tikel 1 van die Inligtingswet, verskaf ‘n aanduiding van die verskillende owerheidsinstellings 
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waarop die Wet betrekking het (kyk par. 1.5.3 en 1.6 supra).  Drie tipes owerheidsinstellings 
word onderskei, te wete: 
 
 Tipe 1-instellings: nasionale en provinsiale staatsdepartemente of administrasies en 
munisipaliteite 
 Tipe 2-instellings: funksionarisse of instellings wat ingevolge die Grondwet of 
provinsiale grondwet hulle bevoegdhede en pligte uitoefen (byvoorbeeld die 
President, Parlement, Regterlike Dienskommissie, Ouditeur-generaal, Openbare 
Beskermer en Menseregtekommissie) 
 Tipe 3-instellings: funksionarisse of instellings wat ingevolge wetgewing ‘n openbare 
bevoegdheid of plig uitoefen (byvoorbeeld parastatale instellings soos die Suid-
Afrikaanse Reserwebank, Telkom, Transnet en tersiêre onderwysinstellings) (Currie 
et al. 2001:25; Tilley & Jagwanth [S.a.]:4; Justice Portfolio Committee 1999(b)). 
 
Artikel 8(1) van die Wet bepaal dat tipe 3-instellings as private instellings of as 
owerheidsinstellings geklassifiseer kan word afhangende van die aard van die funksie 
waarop die rekord wat versoek word, betrekking het.  Dit impliseer dat die rekords wat 
betrekking het op ‘n private funksie van so ‘n instelling, beskou word as dié van ‘n private 
instelling.  Versoeke om derglike rekords sal dus ooreenkomstig Deel 3 van die Wet wat 
toegang tot rekords van private instellings reël, hanteer word.  Waar rekords verband hou 
met ‘n openbare bevoegdheid wat uitgeoefen word, sal sulke rekords beskou word as dié 
van ‘n owerheidsinstelling - in welke geval Deel 2 van die Wet, wat handel met toegang tot 
rekords van owerheidsinstellings, van toepassing sal wees. (Currie et al. 2001:26; Tilley & 
Jagwanth [S.a.]:4; Calland [S.a.]:10.)  Artikel 8(1) sal byvoorbeeld toegepas kan word op ‘n 
openbare onderneming soos Transnet, uit hoofde van die verskillende funksies wat deur so 
‘n instelling verrig word.  Indien ‘n rekord versoek word insake die huur van ‘n perseel deur 
Transnet (private funksie), sal Transnet as ‘n private instelling geklassifiseer word.  
Daarenteen sal Transnet as ‘n owerheidsinstelling getipeer word in gevalle waar toegang tot 
rekords aangaande die veiligheidsvereistes van treine versoek word.  Dieselfde geld ten 
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opsigte van private instellings wie se werksaamhede ‘n private én ‘n openbare dimensie het. 
(Currie et al. 2001:26.) 
 
Nie alle owerheidsinstellings of funksionarisse in diens van die owerheid word deur die 
Inligtingswet verplig om rekords op versoek beskikbaar te stel nie.  Artikel 12 bepaal dat die 
Wet nie van toepassing is op - 
 
 rekords van die kabinet en kabinetskomitees nie (artikel 12(a)) 
 rekords insake regterlike funksies wat deur die howe, spesiale tribunale57 en 
regterlike beamptes van ‘n hof of sodanige tribunaal verrig word nie (artikel 12 (b)) 
 rekords in besit of onder beheer van individuele lede van die Parlement of ‘n 
provinsiale wetgewer nie (artikel 12 (c)) 
 
Die aanvanklike Konsepwetsontwerp oor Oop Demokrasie (van 1996) het nie voorsiening 
gemaak vir die algehele uitsluiting van spesifieke owerheidsinstellings van die bepalings 
van die Wet nie.  Alle inligting (rekords) in besit van of onder beheer van 
owerheidsinstellings sou op versoek aan die publiek beskikbaar gestel moes word, tensy dit 
regtens geweier kon word (kyk par. 6.3 infra).  In ooreenstemming hiermee is die kabinet in 
die 1996-Konsepwetsontwerp uitdruklik ingesluit in die omskrywing van ‘n 
“owerheidsinstelling” - wat beteken het dat die kabinet aan die bepalings van die Wet 
onderhewig sou wees.  In die wetsontwerp wat in Oktober 1997 deur die kabinet 
goedgekeur is, is die kabinet egter uitgesluit van die definisie van ‘n owerheidsinstelling en 
gevolglik ook van die bepalings van die Wet. (White 1998:73.)  Verskeie 
belanghebbendes58 het in hulle voorleggings aan die Portefeuljekomitee vir Justisie 
beswaar gemaak teen die uitsluiting van die kabinet.  Daar is onder meer aangevoer dat dié 
uitsluiting in stryd is met konstitusionele beginsel IX59 van die 1993-Grondwet, waarop 
artikel 32 van die 1996-Grondwet (insake die reg op toegang tot inligting) en die 
Inligtingswet geskoei is.  Inligting aangaande kabinetswerksaamhede is voorts nodig om te 
verseker dat lede van die kabinet - in hulle individuele en kollektiewe hoedanigheid - 
aanspreeklik aan die Parlement sal wees vir die uitoefening van hulle bevoegdhede en die 
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verrigting van hulle funksies (ooreenkomstig artikel 92(2) van die 1996-Grondwet).  Daar is 
nietemin erken dat bekendmaking van elke aspek rakende die werksaamhede van die 
kabinet goeie regering kan belemmer, maar die mening is gehuldig dat die gronde vir die 
weiering van toegang tot bepaalde rekords, voldoende beskerming sou bied teen die 
bekendmaking van sensitiewe kabinetsinligting.  Indien nie, is voorgestel dat die gronde vir 
legitieme weiering van rekords, uitgebrei word om die spesifieke behoeftes van die kabinet 
in dié verband te akkommodeer - eerder as om die kabinet heeltemal uit te sluit van die 
bepalings van die Wet. (Centre for Conflict Resolution ... 1998.)  Ten spyte van dié 
argumente is die uitsluitingsklousule behou en is die lang tradisie van geheimhouding van 
kabinetsrekords wat kenmerkend van die Westminster-stelsel van parlementêre 
soewereiniteit60 is, gehandhaaf(Devenish 1999:437; Currie et al. 2001:28). 
 
Die vraag wat ontstaan is hoe wyd die uitsluiting vervat in artikel 12(a) van die Inligtingswet 
strek.  Volgens Currie et al. (2001:28) geld die uitsluiting nie slegs ten opsigte van rekords 
wat deur die kabinet of kabinetskomitees geskep is nie (byvoorbeeld notules van 
vergaderings).  Gegewe die omskrywing van ‘n rekord as inligting in besit of onder beheer 
van ‘n instelling - of dit deur sodanige instelling geskep is, al dan nie - sou die uitsluiting 
streng gesproke ook geld ten opsigte van dokumentasie wat deur ander instellings by die 
kabinet ingedien is (en dus deur ‘n ander instelling tot stand gebring is).  Met inagneming 
van die voorafgaande, sou die indruk gewek kon word dat artikel 12 daarop gemik is om 
bekendmaking van spesifieke rekords te verhinder.  Dit is egter nie die geval nie - artikel 12 
moet geïnterpreteer word as ‘n klousule wat daarop gemik is om bepaalde instellings 
(eerder as bepaalde rekords) van die bepalings van die Wet uit te sluit.  Dit beteken dat 
indiening van ‘n dokument by die kabinet dit nie van bekendmaking vrywaar nie.  Die 
bedoeling in artikel 12(a) is bloot dat ‘n versoek om toegang tot so ‘n dokument nie aan die 
kabinet gerig kan word nie.  Toegang moet versoek word van die instelling waar die rekord 
sy oorsprong gehad het. (Currie et al. 2001:28.)  In teenstelling hiermee, sluit die 
Australiese en Kanadese wetgewing spesifiek kabinetsrekords as ‘n klas of kategorie van 
rekords uit (en nie die kabinet as instelling nie).  Dit impliseer dat alle kabinetsrekords, hetsy 
deur die kabinet of deur ander instellings opgestel, regtens geweier kan word - ongeag van 
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hoe onskadelik dit mag wees. (Eagles, Taggart & Liddell 1992:113.)  Die nadeel verbonde 
aan só ‘n benadering is dat ‘n situasie kan ontstaan waar amptenare inligting as 
kabinetsdokumente klassifiseer bloot om dit van bekendmaking te vrywaar.  Rankin 
(1983:26) verwys hierna as kabinetwassery (cabinet laundering) en verduidelik dit soos 
volg: 
 
... civil servants will begin to stamp a wide range of background and briefing documents “for Cabinet 
eyes only”.  A process of Cabinet laundering may arise for politically sensitive but otherwise harmless 
information.  In other words, records which would have been accessible under the Act will be 
processed though a Cabinet briefing book or memorandum; thereafter, the Act does not even apply to 
such records. 
 
Die proses van kabinetwassery is nie bloot ‘n teoretiese probleem nie.  Praktiese 
ondervinding in Australië het getoon dat die uitsluiting van kabinetsrekords inderdaad 
uitgebuit word om toegang tot rekords, wat andersins openbaar gemaak sou moes word, te 
verhinder. (De Maria 2001:193; Snell 2000:595.)  Met inagneming hiervan blyk die 
uitsluiting van die kabinet as instelling, soos die geval in Suid-Afrika is, meer wenslik te 
wees as om ‘n volslae verbod op die bekendmaking van kabinetsrekords te plaas.  Die 
indiening van dokumentasie by die kabinet bied immers nie ‘n waarborg vir geheimhouding 
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nie - sulke dokumente kan van die instelling waar dit oorspronklik ontstaan het, versoek 
word. 
 
Ofskoon die Suid-Afrikaanse benadering beter is as dié wat in Australië en Kanada gevolg 
word, is dit steeds nie die beste manier om met kabinetsrekords te handel nie.  Die Nieu-
Seelandse benadering word allerweë as ‘n goeie voorbeeld beskou van hoe die sensitiewe 
aangeleentheid van kabinetsrekords hanteer behoort te word en wel omdat dit daarin slaag 
om ‘n fyn balans tussen bekendmaking en weerhouding te handhaaf.  Die 
uitsluitingsklousule van die OIA is nie op ‘n kategorie of klas van rekords gebaseer nie.  Die 
deurslaggewende faktor wat bekendmaking of weerhouding bepaal, is die inhoud van die 
rekords en die gevolge wat deur openbaarmaking te weeg gebring mag word. (Snell 
2000:595-596.)  As sodanig bevat die OIA geen stipulasie wat ‘n persoon verhinder om 
toegang tot kabinetsrekords te verkry nie61 (Eagles et al. 1992:113).  Alvorens ‘n  versoek 
om rekords egter toegestaan word, sal vasgestel moet word of die waarskynlike gevolge 
van bekendmaking van so ‘n aard is dat weerhouding van die rekords nodig is om 
spesifieke belange en prosesse te beskerm.  Anders gestel, beteken dit dat rekords slegs 
weerhou kan word as bewys gelewer word dat bekendmaking vooraf verklaarde belange en 
prosesse skadelik of nadelig sal raak.  Wat kabinetsrekords betref, is die belange en 
prosesse wat in ag geneem moet word wanneer die gevolge van bekendmaking oorweeg 
word, in artikel 9(2)(f) en 9(2)(g) van die OIA uiteengesit.  Hiervolgens kan kabinetsrekords 
onder meer weerhou word om die konvensie van kollektiewe ministeriële 
verantwoordelikheid en die tradisie van openhartige en eerlike meningsuiting tydens 
kabinetsverrigtinge te beskerm. (Buchanan 1991:3; Taggart 1987:217.)  Kabinetsrekords 
staan dus nie totaal onbeskermd nie, maar terselfdertyd word dit ook nie oorbeskerm tot so 
‘n mate dat selfs onskadelike inligting nie openbaar gemaak kan word nie.  Dit is 
teleurstellend dat die Suid-Afrikaanse wetsopstellers die geleentheid verby laat gaan het om 
die Nieu-Seelandse benadering te volg - soveel te meer omdat die Konsepwetsontwerp oor 
Oop Demokrasie (van 1996) reeds kenmerke van só ‘n benadering getoon het.  Die 
weiering van kabinetsrekords kan weliswaar in die howe getoets word (kyk gedeelte 
verderaan), maar dit is uiteraard ‘n duur en tydrowende proses.  Die ideaal sou wees dat 
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daar van meet af voorsiening gemaak word vir maksimum toeganklikheid met inagneming 
van die inhoud van rekords en die gevolge wat bekendmaking op vooraf geïdentifiseerde 
belange en prosesse mag hê. 
 
Artikel 12(b) van die Inligtingswet sluit ook die rekords van howe (bedoel in artikel 166 van 
die 1996-Grondwet62) en spesiale tribunale63 van die bepalings van die Wet uit, maar slegs 
in soverre die rekords betrekking het op hulle regterlike funksies, oftewel die funksionele sy 
van hulle werksaamhede.  Dit sal rekords soos ‘n hofbevel, hofuitspraak of ‘n transkripsie 
van hofverrigtinge insluit.  Die howe en spesiale tribunale waarop artikel 12 van toepassing 
is, sal wel ten opsigte van hulle administratiewe funksies (byvoorbeeld insake 
personeelaangeleenthede), aan die bepalings van die Inligtingswet onderhewig wees.  Soos 
in die geval van die kabinet, dek die uitsluiting in artikel 12(b) slegs rekords wat alleenlik in 
besit of onder beheer van die howe en spesiale tribunale is.  Die uitsluiting geld nie ten 
opsigte van dokumentasie wat by die howe ingedien is nie en wat by implikasie ook deur ‘n 
ander instelling gehou word nie. (Currie et al. 2001:29.)  Die uitsluiting van die funksionele 
werksaamhede van die howe en tribunale word as ‘n geldige uitsluiting beskou en stem 
ooreen met die neiging in ander state (soos Australië) (Aronson & Franklin 1987:277).  
Regverdiging vir die uitsluiting is saamgevat in die aanbeveling van die Senate Standing 
Committee on Constitutional and Legal Affairs van Australië (1979:158): 
 
There is obviously very good reason for governments not imposing requirements which would interfere 
with the independence of the judiciary and the proper administration of justice.  It would not be 
appropriate for freedom of information legislation to be the vehicle for obtaining access, where this was 
otherwise unavailable, to court documents filed by parties to litigation.  Nor would it be appropriate for 
the legislation to operate in any way as a substitute or supplement for discovery procedure presently 
administered by the courts. 
 
Benewens die uitsluiting van die kabinet, howe en spesiale tribunale is die Inligtingswet ook 
nie van toepassing op die rekords van individuele lede van die Parlement of van ‘n 
provinsiale wetgewer (in hulle amptelike hoedanigheid) nie (Suid-Afrika 2000, art. 12(c)).  
Soos wat die geval met die ander instellings is, is die bedoeling hier ook om ‘n bepaalde 
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funksionaris, eerder as bepaalde rekords, van die bepalings van die Wet vry te stel. ‘n 
Dokument in besit van ‘n lid van die Parlement of van ‘n provinsiale wetgewer, wat ook deur 
‘n ander instelling gehou word, kan dus van daardie ander instelling versoek word. (Currie 
et al. 2001:30.) 
 
Die kabinet en individuele lede van die Parlement of ‘n provinsiale wetgewer  is weliswaar 
uitgesluit van die bepalings van die Inligtingswet, maar is steeds onderworpe aan artikel 
32(1) van die 1996-Grondwet wat aan elkeen die reg op toegang tot inligting wat deur die 
owerheid gehou word, verleen.  Die geldigheid van ‘n besluit om kabinetsrekords of rekords 
in besit van individuele parlementslede en lede van provinsiale wetgewers van 
bekendmaking te weerhou, kan dus in ‘n hof getoets word.  Indien weerhouding van 
derglike rekords nie geregverdig kan word ingevolge die beperkingsklousule (vervat in 
artikel 36 van die Grondwet  - kyk par. 4.2.2 supra) nie, kan die hof beveel dat die rekords 
wel bekend gemaak moet word.64 (White 1998:73.) 
 
5.2.3 Persone65 wat inligting mag versoek 
 
Volgens die definisie van ‘n “versoeker”, vervat in artikel 1 van die Inligtingswet, kan enige 
persoon, insluitend instellings of funksionarisse wat ‘n openbare bevoegdheid of plig 
kragtens wetgewing uitoefen (kyk par. 5.2.2 supra), rekords van ‘n owerheidsinstelling 
aanvra.  ’n Persoon mag ook namens iemand anders toegang tot bepaalde rekords 
versoek.  Suid-Afrikaanse burgerskap of permanente verblyfreg is nie as ‘n voorvereiste 
gestel om van die Wet gebruik te maak nie.  Die Taakgroep oor Oop Demokrasie het uit die 
staanspoor (in hulle beleidsvoorstelle van 1995) aangetoon dat só ‘n beperking moeilik sou 
wees om te polisieer en dat dit die persepsie kan skep dat daar teenoor diegene wat nie 
burgerskap of permanente verblyfreg het nie, gediskrimineer word. (Gumbi et al. 1995:2.)  
Die Suid-Afrikaanse benadering ten opsigte van persone wat owerheidsrekords mag 
versoek, strook met die algemene gebruik in ander state.  In Kanada, Nieu-Seeland, die 
VSA en Australië word geredelik toegang verleen aan individue van ander nasionaliteite en 
buitelandse maatskappye (Hazell 1989:191, 194; Wood 1981:196).  Sommige state lê egter 
 
 
116 
bepaalde voorskrifte neer ten opsigte van die gebied waar natuurlike en regspersone 
hulleself moet bevind wanneer rekords aangevra word.  Die Nieu-Seelandse OIA en die 
Kanadese AIA bepaal in dié verband dat persone van ‘n ander nasionaliteit slegs kan 
aanspraak maak op owerheidsinligting, mits hulleself in die betrokke staat woonagtig is of, 
in die geval van ‘n maatskappy, daar geregistreer is of van daar af handel dryf (Onyshko 
1993:82, Hazell 1989:191, 194).  Dit beteken byvoorbeeld dat ‘n Britse burger wat in 
Londen woon of ‘n Franse maatskappy wat in Parys geregistreer is en daar handel dryf, nie 
direkte toegang tot owerheidsrekords in Nieu-Seeland en Kanada kan verkry nie.66  
Daarenteen sou ‘n Britse burger wat in Kanada studeer en ‘n Franse multinasionale 
korporasie wat in Nieu-Seeland sake doen, wel ‘n versoek om rekords kon rig. 
 
Die Suid-Afrikaanse Inligtingswet volg die meer liberale benadering van die Amerikaanse 
FOIA en skryf as sodanig geen territoriale beperking voor ten opsigte van persone wat 
rekords mag versoek nie.  Albei wette bepaal bloot dat “enige persoon” daarop geregtig is 
om insae in owerheidsrekords te verkry. Dit is dus raadsaam om ondersoek in te stel na die 
bepalings en interpretasie van die FOIA ten einde meer klaarheid te kry oor welke persone 
binne die Suid-Afrikaanse konteks van die Inligtingswet gebruik mag maak.  “Enige 
persoon”, vir die doeleindes van die FOIA, word besonder wyd geïnterpreteer en verwys na: 
individue (dit wil sê Amerikaanse burgers, persone wat permanente verblyfreg in die VSA 
het en burgers van ander state), besigheidsentiteite, verenigings wat op ‘n vrywillige 
grondslag tot stand kom, enige ander private of openbare instellings/organisasies en die 
owerhede van ander state. (Wood 1981:196; Lee 2001:371; Mathews 1978:73; US 
Department of Justice 2000:32.)  Hieruit blyk dit duidelik dat ‘n breë spektrum van natuurlike 
en regspersone die FOIA kan gebruik om toegang tot rekords van die federale owerheid te 
bekom.  Waar hierdie persone hulle in die wêreld bevind, is irrelevant ten opsigte van ‘n 
versoek om rekords.  In die praktyk beteken dit dat ‘n gevangene in die VSA, ‘n lid van die 
Amerikaanse Kongres, ‘n Suid-Afrikaanse burger (woonagtig in Suid-Afrika, die VSA of in 
enige ander staat) of ‘n Kanadese maatskappy (in die VSA of in Kanada gesetel) almal 
dieselfde regte onder die FOIA geniet (kyk Wood 1981:196; Rankin 1983:5; Guida 1989:91 
en Adler 1987:3).  Die enigste opvallende uitsondering is vlugtelinge voor die gereg.  Uit 
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regspraak blyk dit dat vlugtelinge (of agente wat namens hulle optree67) nie kan aanspraak 
maak op rekords wat met hulle vlugtelingstatus in verband staan nie en dat die howe nie 
bekendmaking van sulke rekords kan gelas nie. (Iyer [S.a.]; US Department of Justice 
2000:33.)  Daar kan aanvaar word dat die Amerikaanse interpretasie as breë riglyn sal dien 
in gevalle waar uitsluitsel gegee moet word oor of persone ingevolge die Inligtingswet 
kwalifiseer om ‘n versoek te rig, al dan nie.  Suid-Afrikaanse howe sal waarskynlik die 
interpretasie verder verfyn soos geskille daaromtrent ontstaan.  Dit beteken nie dat daar nie 
ook op die regspraak van ander state in dié verband gesteun sal word nie.  In Australië 
(waar die Amerikaanse benadering eweneens gevolg word) het die Administrative Appeals 
Tribunal 68beslis dat onwettige immigrante wat op die punt staan om gedeporteer te word, 
wel ingevolge die AFOIA op owerheidsrekords kan aanspraak maak (Tomasic & Fleming 
1991:370).  Suid-Afrika, wat self las het van onwettige immigrante, sal moet besluit of die 
kontroversiële Australiese beslissing navolgenswaardig is. 
 
Ofskoon daar geen beperking geld ten opsigte van individue en private entiteite wat rekords 
kan versoek nie, bepaal artikel 1 van die Inligtingswet uitdruklik dat tipes 1- en 2-instellings, 
of beamptes van derglike instellings, (kyk par. 5.2.2 supra) nie van die Wet gebruik kan 
maak om rekords van ander owerheidsinstellings te versoek nie.  Slegs tipe 3-instellings 
kan ingevolge die Inligtingswet rekords van ander owerheidsinstellings versoek.  Dit moet 
duidelik gestel word dat artikel 1 nie geïnterpreteer moet word as sou dit tipes 1- en 2-
instellings verbied om inligting van mekaar te versoek nie.  Die bedoeling is bloot dat 
sodanige instellings en funksionarisse nie van die prosedure, soos uiteengesit in die Wet, 
gebruik kan maak om inligting van mekaar te bekom nie.  Indien genoemde instellings of 
funksionarisse telkens wanneer hulle inligting van ‘n ander verlang, ‘n formele versoek (op 
die voorgeskrewe vorm) aan die inligtingsbeampte van ‘n ander instelling moes rig en die 
toepaslike fooi moes betaal, sou dit immers tot ‘n ernstige vertraging in 
owerheidswerksaamhede lei.  In die gees van hoofstuk drie van die 1996-Grondwet (wat 
oor samewerkende regering handel) was die oogmerk juis om interaksie en die uitruil van 
inligting tussen owerheidsinstellings deur middel van informele, spoedige en gevestigde 
kommunikasiekanale, aan te moedig. (Van Schoor 2002.) 
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‘n Persoon wat ‘n versoek rig om toegang tot ‘n rekord van ‘n owerheidsinstelling hoef nie ‘n 
rede(s) te verskaf waarom hy/sy die inligting verlang nie.  Enige rede(s) - hetsy deur die 
versoeker genoem of deur ‘n beampte afgelei - is volgens artikel 11(3) van die Wet 
irrelevant en sal nie ‘n versoek beïnvloed nie.69  Die bepaling vervat in artikel 7(1) 
kompliseer egter die toepassing van artikel 11(3), aangesien dit in wese voorsiening maak 
vir ‘n uitsondering op die reël.  Kragtens artikel 7(1) kan die Inligtingswet nie gebruik word 
om ‘n rekord te versoek vir die doeleindes van strafregtelike of siviele verrigtinge wat reeds 
aan die gang is en ten opsigte waarvan toegang tot die nodige inligting deur ander 
wetgewing gereël word nie (kyk par. 5.2.1 supra).  Indien rekords van dié aard aangevra 
word, word die rede(s) vir die versoek uiteraard relevant en moet die versoek 
noodgedwonge geweier word - ten spyte van die bepaling vervat in artikel 11(3).  Die 
uitsluiting vervat in artikel 7(1) mag in die praktyk moeilik wees om toe te pas.  Die 
versoekvorm vereis immers nie dat redes vir ‘n versoek verstrek moet word nie - in 
ooreenstemming met artikel 11(3) ingevolge waarvan redes eintlik irrelevant is tot die 
toestaan of weiering van ‘n versoek.  Gedagtig hieraan, is ‘n bepaling in artikel 7(2) vervat 
wat dit ontoelaatbaar maak om rekords wat in stryd met artikel 7(1) verkry is, as getuienis in 
strafregtelike of siviele gedinge toe te laat (tensy uitsluiting daarvan geregtigheid sal 
ondermyn). (Currie & Klaaren 2002:64.)  Die logiese gevolg hiervan is dat partye betrokke 
in ‘n regsgeding, daarop bedag sal wees om nie die Wet te gebruik vir ontoelaatbare 
doeleindes nie, aangesien dit gedurende normale hofverrigtinge (byvoorbeeld deur 
kruisondervraging) na vore mag kom.  Die betrokke party se saak kan daardeur ernstig 
benadeel word, omdat rekords wat op ongeldige wyse verkry is, as getuienis uitgesluit sal 
word. 
 
Wetgewing wat toegang tot inligting reguleer bevat gewoonlik voorskrifte omtrent 
administratiewe reëlings wat getref moet word sodat die wetlike afdwingbare reg op 
toegang tot inligting tot volle uitdrukking kan kom.  Die Inligtingswet is geen uitsondering in 
dié verband nie.  In die volgende gedeelte word ondersoek ingestel na die reëlings wat deur 
die Wet vereis word. 
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5.3. Administratiewe reëlings 
 
Die administratiewe reëlings wat vervolgens beskryf word, val uiteen in twee hooftemas, te 
wete maatreëls om toegang tot owerheidsinligting te fasiliteer en reëlings rondom die vooraf 
bekendmaking van besluitnemingsriglyne. 
 
5.3.1 Maatreëls om toegang tot owerheidsinligting te fasiliteer 
 
Artikels 10, 14 en 15 van die Inligtingswet is, gesamentlik beskou, daarop gemik om die 
proses om toegang tot inligting in besit van owerheidsinstellings te verkry, te vergemaklik.70 
Artikel 10(1) bepaal dat die Menseregtekommissie ‘n gids moet publiseer oor die wyse 
waarop te werk gegaan moet word om toegang tot inligting ingevolge die Wet te verkry.   
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Die gids moet in maklik verstaanbare taal in al 11 amptelike tale opgestel word en moet 
besonderhede oor onder meer die volgende bevat: 
 
 Die oogmerke van die Wet 
 Die pos- en straatadres, telefoon- en faksnommer en elektroniese posadres van die 
inligtingsbeampte en die adjunk-inligtingsbeampte van elke owerheidsinstelling 
 Die wyse waarop en die vorm waarin ‘n versoek om toegang tot ‘n rekord gerig moet 
word (kyk par. 5.4.1 infra) 
 Die bystand wat van ‘n inligtingsbeampte van ‘n owerheidsinstelling of van die 
Menseregtekommissie ingevolge die Wet beskikbaar is wanneer ‘n versoek om 
toegang tot rekords gerig word (kyk par. 5.4.1 infra) 
 Die bepalings van artikel 14 wat van owerheidsinstellings vereis om handleidings oor 
hulle werksaamhede en die aard van rekords in hulle besit, saam te stel 
 Die wyse om toegang tot bogenoemde handleiding te verkry 
 Die bepalings van artikel 15 wat vir vrywillige openbaarmaking van bepaalde rekords 
van owerheidsinstellings voorsiening maak 
 Kennisgewings aangaande die gelde wat versoeke om toegang tot rekords moet 
vergesel 
 Die regulasies wat kragtens artikel 92 van die Wet uitgevaardig is (Suid-Afrika 2000, 
art. 10(2)). 
 
Die Mensregtekommissie moet die gids, indien nodig, met tussenposes van hoogstens twee 
jaar bywerk en weer publiseer (Suid-Afrika 2000, art. 10(3)).  Uit die bostaande is dit 
duidelik dat artikel 10 in wese daarop gemik is om die Wet gebruikersvriendelik en 
verstaanbaar vir lede van die publiek te maak. 
 
Regulasies 2 en 3 van die 2002-Regulasies skryf die wyses voor waarop die gids 
beskikbaar gestel moet word.  ‘n Kopie van die gids, in elk van die amptelike landstale, 
moet aan die direkteur-generaal van die Government Communication and Information 
System (GCIS), alle plekke van pliglewering71 en aan elke tersiêre instelling verskaf word.  
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Daarbenewens moet die inligtingsbeamptes van owerheidsinstellings voorsien word van die 
nodige kopieë met die oog op verspreiding daarvan na verdere kantore.  Die 
inligtingsbeamptes moet ook reël dat die gids gedurende kantoorure deur lede van die 
publiek geïnspekteer kan word.  Die direkteur-generaal van die GCIS moet verseker dat 
kopieë van die gids aan alle poskantore verskaf word en die hoof van elke poskantoor moet 
sorg dat die gids daagliks vir openbare inspeksie beskikbaar gestel word.  Bykomend 
hiertoe, moet die gidse (in elk van die amptelike landstale) ook in die Staatskoerant en op 
die webruimte van die Menseregtekommissie gepubliseer word en vir inspeksie by die 
kantore van die Kommissie beskikbaar wees.  Uit die voorgeskrewe verspreidingsreëlings 
blyk dit onomwonde dat die oogmerk is om die gids binne bereik van lede van die publiek te 
bring sodat hulle dit geredelik kan raadpleeg.  Sodoende sal hulle bemagtig word om die 
regte wat ingevolge die Wet verleen word, af te dwing. 
 
Benewens die gids wat ingevolge artikel 10 gepubliseer moet word, bepaal artikel 14(1) dat 
die inligtingsbeampte van ‘n owerheidsinstelling ook ‘n handleiding in ten minste drie 
amptelike tale moet opstel.  Dié handleiding moet met tussenposes van hoogstens een jaar 
bygewerk word.  In gevalle waar die werksaamhede van owerheidsinstellings nou verwant 
is, kan die Minister bepaal dat sodanige owerheidsinstellings saam slegs ‘n enkele 
handleiding publiseer en die koste daaraan verbonde deel. (Suid-Afrika 2000, artikels 14(2), 
14(4)(a) & 14(4)(b).)  Drie oorhoofse tipes inligting moet in die handleiding vervat word.  Ten 
eerste moet relevante inligting aangaande die besondere instelling daarin verskyn.  Artikel 
14(1)(a) vereis die insluiting van ‘n beskrywing van die struktuur en funksies van die 
instelling, terwyl artikel 14(1)(b) stipuleer dat al die kontakbesonderhede van die 
inligtingsbeampte en adjunk-inligtingsbeampte in die handleiding vervat moet word.  Die 
dienste wat deur die instelling gelewer word en hoe om toegang tot derglike dienste te 
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verkry, moet ook ingevolge artikel 14(1)(e) beskryf word.72   Die handleiding moet ten 
tweede ‘n register van die rekords wat deur die instelling gehou word, bevat.  Dit moet 
voldoende gegewens verskaf om toegang tot sodanige rekords te fasiliteer en moet ‘n 
aanduiding gee van sowel die onderwerpe waaroor rekords gehou word, as die kategorieë 
rekords wat oor elke onderwerp beskikbaar is.  Daarbenewens moet die handleiding die 
mees onlangse kennisgewing wat ingevolge artikel 15(2) gepubliseer is, bevat.73 (Suid-
Afrika 2000, artikels 14(1)(d) & (e).)  Ten derde moet die handleiding ook inligting bevat wat 
verband hou met die oogmerk van die Inligtingswet om openbare deelname aan bepaalde 
prosesse te bevorder en om aanspreeklikheid af te dwing.  Wat openbare deelname betref, 
bepaal artikel 14(1)(g) dat ‘n beskrywing ingesluit moet word van enige reëling wat 
voorsiening maak vir oorlegpleging, die rig van vertoë of deelname ten opsigte van die 
formulering van beleid of die uitoefening van bevoegdhede deur die betrokke instelling.  
Indien daar byvoorbeeld ‘n prosedure bestaan om die publiek oor ‘n saak te raadpleeg, sal 
dit so in die handleiding vermeld moet word. (Currie et al. 2001:81-82.)  Met die oog op die 
bevordering van aanspreeklikheid, vereis artikel 14(1)(h) dat die handleiding ook ‘n 
aanduiding moet verskaf van die regsmiddele (byvoorbeeld formele klagteprosedures, 
hofaansoeke of interne appèlmeganismes) wat beskikbaar is in geval van ‘n handeling deur 
‘n owerheidsinstelling of ‘n versuim om te handel. 
 
Regulasie 4 van die 2002-Regulasies (soos gewysig) verskaf besonderhede aangaande die 
beskikbaarstelling van die handleidings.  Hiervolgens moet elke owerheidsinstelling ‘n 
eksemplaar van die handleiding in al drie die tale waarin dit opgestel is aan die 
Menseregtekommissie en aan elke kantoor van daardie owerheidsinstelling beskikbaar stel. 
 Daarbenewens moet die handleiding op die webruimte van die instelling gepubliseer word. 
 Publikasie in die Staatskoerant is nie verpligtend nie - die betrokke owerheidsinstelling kan 
self daaroor besluit. 
 
Die opstel en beskikbaarstelling van die handleiding behoort benut te word as ‘n 
geleentheid om regstreeks met die publiek te skakel en om die beeld van die betrokke 
owerheidsinstelling te bevorder.  Niks verhoed ‘n instelling om meer inligting as die wetlike 
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voorgeskrewe minimum in die handleiding te vervat nie.  Ander inligting wat moontlik 
ingesluit kan word om omvattende begrip van die funksies en werking van die instelling mee 
te bring, is byvoorbeeld die missie en visie van die instelling, ‘n voorwoord deur die hoof en 
‘n organogram om die strukturele komponente toe te lig.  ‘n Vloeidiagram kan ook opgestel 
word om die proses om toegang tot inligting te verkry, te verduidelik.  Om te verseker dat 
die handleiding vir die breë publiek toeganklik is, kan veral nasionale staatsdepartemente 
daaraan oorweging skenk om jaarliks, wanneer die handleiding bygewerk moet word, die 
handleiding in nog ‘n amptelike taal beskikbaar te stel.  So sal die handleiding met verloop 
van tyd in al elf amptelike tale beskikbaar wees wat sal beteken dat niemand op grond van 
sy/haar onvermoë om ‘n bepaalde taal te verstaan, uitgesluit word van die reg om te weet 
wat die bedrywighede van ‘n bepaalde instelling behels nie. (Wessels [S.a.]:17.) 
 
Artikel 15 van die Inligtingswet maak voorsiening vir vrywillige openbaarmaking en 
outomatiese beskikbaarheid van bepaalde rekords van owerheidsinstellings.  Ingevolge 
artikel 15(1) moet die inligtingsbeampte van tipes 1- en 2- owerheidsinstellings 74 minstens 
een maal per jaar ‘n beskrywing by die Minister van Justisie en Staatkundige Ontwikkeling 
indien van die kategorieë rekords (indien enige) wat outomaties beskikbaar is - dit wil sê 
sonder dat ‘n formele versoek ingevolge die Wet daarvoor gerig hoef te word.  Die 
beskrywing aan die Minister moet ‘n aanduiding verskaf van hoe toegang tot die betrokke 
rekords verkry kan word en moet ‘n uiteensetting bevat van welke kategorieë rekords - 
 
 vir inspeksie beskikbaar is ingevolge ander wetgewing as die Inligtingswet 
 by die instelling beskikbaar is om te koop of om afskrifte van te maak 
 gratis by die instelling beskikbaar is (Suid-Afrika 2000, artikels 15(1)(a)(i)-(iii) & 
15(1)(b)). 
 
Bogenoemde gegewens moet minstens een maal per jaar deur die Minister by 
kennisgewing in die Staatskoerant gepubliseer word sodat lede van die publiek kan kennis 
neem van die rekords wat outomaties beskikbaar is (Suid-Afrika 2000, art. 15(2)).  Die 
outomatiese beskikbaarstelling van bepaalde rekords hou die voordeel vir die publiek in dat 
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toegang tot owerheidsinligting op spoedige, goedkoop en moeitevrye wyse moontlik 
gemaak word.  Terselfdertyd vind die amptenary (en in besonder die inligtingsbeamptes) 
ook baat by die stelsel, omdat hulle werkslading wat verband hou met die hantering en 
verwerking van formele versoeke, aansienlik verlaag.  Om die voordele vir beide partye te 
optimaliseer, behoort inligtingsbeamptes deurlopend rekord te hou van die tipe rekords wat 
deur middel van formele versoeke aangevra word.  Sodoende kan bepaal word watter 
rekords op ‘n gereelde grondslag aangevra word en kan sulke rekords telkens by die lys 
van outomaties beskikbare rekords gevoeg word.  Deur só ‘n praktyk te volg, word daar aan 
die letter en gees van die reg op toegang tot inligting uitdrukking gegee omdat daar in wese 
gehoor gegee word aan die behoefte van lede van die publiek (soos dit uit formele versoeke 
blyk) om makliker toegang tot ‘n spesifieke rekord te verkry. 
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Die maatreëls wat deur artikels 10, 14 en 15 neergelê is om toegang tot owerheidsinligting te 
fasiliteer, is  allerweë verwelkom.  Desnieteenstaande het verskeie belanghebbendes,75 in 
hulle voorleggings aan die Portefeuljekomitee vir Justisie, aangedui dat die doelwit van 
groter deursigtigheid in owerheidsaangeleenthede, na hulle mening, beter gedien kon word 
deur ‘n reg-om-te-weet-benadering76 in die Wet te volg.  Dit sou behels dat 
owerheidsinstellings ingevolge die Wet verplig word om vooraf gespesifiseerde tipes inligting 
(soos byvoorbeeld misdaadstatistieke), op ‘n proaktiewe grondslag te publiseer (kyk The 
Freedom of Expression Institute 1998; COSATU [S.a.] en Open Democracy Lobby Group 
1998).  Die Wet maak tans hoofsaaklik voorsiening vir toegang tot inligting op versoek - 
onderhewig aan bepaalde uitsonderings en voorgeskrewe appèlprosedures77.  Dié stelsel, 
aldus die Open Democracy Lobby Group (1998), “... will fail to meet the needs of the vast 
majority of South Africans who lack the resources and capacity to engage in an adversarial 
process of pursuing a demand for information.”  In die lig hiervan is die mening gehandhaaf 
dat ‘n reg-om-te-weet-benadering beter sal voldoen aan die eiesoortige behoeftes van die 
Suid-Afrikaanse samelewing in soverre dit die verkryging van owerheidsinligting betref.  
COSATU se voorlegging aan die Portefeuljekomitee vir Justisie het voorstelle bevat omtrent 
die praktiese implementering van so ‘n benadering.  Hiervolgens sou dit die taak van die 
GCIS en die Menseregtekommissie wees om riglyne neer te lê oor die aard van die rekords 
wat, gebaseer op ‘n ontleding van die inligtingsbehoeftes van die publiek, vooraf bekend 
gemaak behoort te word.  ‘n Forum van belanghebbendes sou dan aan die hand van die 
voorgeskrewe riglyne, bepaal welke rekords van owerheidsinstellings op ‘n gereelde 
grondslag gepubliseer moet word.  Die gepubliseerde inligting sou byvoorbeeld by 
poskantore en gemeenskapsentrums versprei word om te verseker dat lede van die publiek 
daartoe insae verkry. (COSATU [S.a.].)  COSATU se voorstelle is nooit aanvaar nie en daar 
is volstaan by ‘n stelsel ingevolge waarvan toegang tot inligting formeel versoek moet word.  
Indien die voorstelle wel destyds aanvaar is, sou Suid-Afrika oor ‘n meer gevorderde reg-
om-te-weet-stelsel beskik het as die VSA, Kanada en Australië waar só ‘n stelsel in ‘n 
mindere of meerdere mate gevolg word.  In Kanada en Australië berus die reg om te weet 
hoofsaaklik op die wetlike vereiste dat besluitnemingsriglyne van owerheidsinstellings (kyk 
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par. 5.3.2 infra vir ‘n verduideliking van wat dit behels) op ‘n proaktiewe grondslag 
gepubliseer moet word of beskikbaar gestel moet word vir inspeksie deur lede van die 
publiek (Janisch 1982:539; Govender 1995:349).  Die Amerikaanse FOIA voer die reg om te 
weet effens verder as wat die geval in Australië en Kanada is deur voorsiening te maak vir 
die vooraf bekendmaking van ‘n verdere kategorie rekords bo en behalwe 
besluitnemingsriglyne.  Ingevolge wysigings aan die FOIA wat in 1996 deurgevoer is, moet 
rekords wat dikwels volgens die formele versoekprosedure van die FOIA aangevra word en 
wat na die oordeel van die instelling waarskynlik op ‘n gereelde grondslag in die toekoms 
versoek mag word, vir openbare inspeksie en kopiëring in sowel fisiese as elektroniese 
leeskamers (reading rooms) (op die webruimte van die betrokke instelling) beskikbaar gestel 
word.  Om doeltreffende benutting van albei tipes leeskamers te verseker, moet ‘n indeks 
van die rekords wat só beskikbaar is, saamgestel en bygehou word. (US Department of 
Justice 2000:19-20, 22; Foerstel 1999:57-58.) 
 
Die Suid-Afrikaanse Inligtingswet bevat geen voorskrifte oor die bekendmaking van rekords 
wat reeds aangevra is nie, wat beteken dat die inisiatief hieroor inderwaarheid by individuele 
owerheidsinstellings berus.  Sommige instellings mag besluit om sulke rekords outomaties 
beskikbaar te stel en/of om dit op die webruimte van die instelling te publiseer, terwyl ander 
mag besluit om dit hoegenaamd nie beskikbaar te stel nie en om alle versoeke te hanteer 
soos dit ontvang word - selfs al sou dit ‘n duplikasie wees van ‘n versoek wat voorheen 
verwerk is.  Dit behoort duidelik te wees dat ‘n gebrek aan ‘n eenvormige, wetlik 
neergelegde stelsel in bepaalde gevalle ondoeltreffendheid, oneffektiwiteit  en ‘n verkwisting 
van kosbare tyd tot gevolg kan hê.  As sodanig sal dit sinvol wees om die Inligtingswet so te 
wysig dat owerheidsinstellings verplig word om rekords wat gereeld versoek word of wat 
moontlik verskeie kere in die toekoms versoek mag word, outomaties beskikbaar te stel.  
Derglike rekords kan gratis verskaf word, te koop aangebied word of vir inspeksie en 
kopiëringsdoeleindes beskikbaar gestel word.  In ‘n era waar inligtingstegnologie toenemend 
belangrik word, sal dit uiteraard ook nodig wees om die rekords waarna hierbo verwys word 
in elektroniese leeskamers op die webruimte van ‘n owerheidsinstelling te publiseer. 
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Soos reeds aangetoon, is die reg om te weet in sommige state hoofsaaklik geskoei op die 
verpligte bekendmaking van besluitnemingsriglyne.  In die volgende gedeelte word in meer 
besonderhede hieroor uitgebrei met spesifieke verwysing na die Suid-Afrikaanse situasie. 
 
5.3.2 Bekendmaking van besluitnemingsriglyne 
 
Die 1996-Konsepwetsontwerp oor Oop Demokrasie het van owerheidsinstellings vereis 
om ook die besluitnemingsriglyne78 ingevolge waarvan besluite geneem en aanbevelings 
gemaak word ten opsigte van die verlening van voordele, regte en voorregte of die 
oplegging van verpligtinge of strawwe, te publiseer.  Die insluiting van die betrokke artikel is 
wyd geloof as ‘n teken van die toewyding van die regering tot die bevordering van 
aanspreeklikheid en deursigtigheid in besluitnemingsprosesse wat tradisioneel in 
geheimhouding gehul was.  Deur die bekendmaking van besluitnemingsriglyne word lede 
van die publiek in staat gestel word om te bepaal of al die tersaaklike feite in berekening 
gebring is en of die besluit wat uiteindelik geneem is, rasioneel en regverdig was, al dan nie. 
 Die blote wete dat hulle besluite of beslissings aan die hand van beskikbare 
besluitnemingsriglyne beoordeel kan word, behoort amptenare aan te spoor om te alle tye 
regmatig, redelik en prosedureel billik op te tree.  Só word terselfdertyd gevolg gegee aan 
die reg op regverdige administratiewe optrede soos vervat in artikel 33 van die 1996-
Grondwet. (The Freedom of Expression Institute 1998; White 1998:71-72.)  Ten spyte van 
die voordele verbonde aan die publisering van besluitnemingsriglyne,  is die betrokke artikel 
wat daarvoor voorsiening gemaak het, uit die wetsontwerp wat in 1997 deur die kabinet 
goedgekeur is, verwyder (White 1998:72).  
 
Belanghebbendes, soos die Freedom of Expression Institute en die Sentrum vir Toegepaste 
Regstudies van die Universiteit van die Witwatersrand het herhaaldelik (in hulle voorleggings 
aan die Portefeuljekomitee vir Justisie) ‘n beroep gedoen om die herinsluiting van die artikel. 
 Drie konstitusionele en wetlike argumente is gebruik om die publisering van 
besluitnemingsriglyne te motiveer.  Die eerste argument is gebaseer op die reg op toegang 
tot inligting vervat in artikel 32 van die 1996-Grondwet.  Vanweë die besondere formulering 
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van artikel 32(1)(a) (“elkeen het die reg op toegang tot enige inligting wat deur die staat 
gehou word”), berus daar ‘n positiewe plig op die owerheid om inligting beskikbaar te stel.  
Voormelde artikel maak die reg nie onderhewig aan ‘n versoek om inligting of, soos die 
geval in die 1993-Grondwet was, aan ‘n voorvereiste dat die inligting benodig moet word vir 
die uitoefening of beskerming van ‘n individu se regte nie.  Dit beteken dat inligting 
(insluitend besluitnemingsriglyne) nie slegs op versoek openbaar gemaak moet word nie, 
maar dat die owerheid ook op eie inisiatief en op ‘n proaktiewe grondslag inligting behoort te 
publiseer.  Die tweede argument spruit voort uit artikel 33(1) van die 1996-Grondwet wat 
bepaal dat elkeen die reg het op administratiewe optrede79 wat regmatig, redelik en 
prosedureel billik is.  Administratiewe optrede kan nie as regmatig beskou word indien die 
relevante, besluitnemingsriglyne waarvolgens opgetree behoort te word, nie vir algemene 
kennisname gepubliseer of op ‘n ander wyse bekend gemaak is nie. (Klaaren 1997.)  White 
(1998:72) stel dit soos volg: 
 
To act in accordance with such guidelines without making them publicly available would be to operate 
according so a system of secret law in violation of the rule of law underpinning the Constitutional right 
to lawful administrative action. ... A mockery is made of the principles of transformation, development, 
accountability and transparency when the government operates according to secret law by using rules 
and policies which inform its decision making to which members of the public have no access.  
Consequently, the public can not challenge, respond to or indeed even act in accordance with such 
secret law. 
 
Die derde argument hou verband met die beperkingsklousule wat in artikel 36(1) van die 
1996-Grondwet opgeneem is.  Hiervolgens kan die regte in die Handves deur ‘n algemeen 
geldende regsvoorskrif beperk word.  Indien ‘n owerheidsinstelling dus ‘n 
besluitnemingsriglyn sou wou gebruik om beperking van ‘n reg te regverdig, sou daar eers 
aangetoon moet word dat sodanige riglyn inderdaad as ‘n “algemeen geldende 
regsvoorskrif” beskou kan word.  Indien die riglyn nie gepubliseer was nie en dus nie 
toeganklik vir lede van die publiek was nie, voldoen dit nie aan die vereiste van “algemeen 
geldend” nie en sou die beperking ingevolge so ‘n riglyn nie geldig wees nie. (Klaaren 1997.) 
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In weerwil van die voorafgaande argumente is die artikel wat voorsiening gemaak het vir die 
publisering van besluitnemingsriglyne, nie in die finale weergawe van die Inligtingswet 
ingesluit nie.  Lede van die publiek sal wel ingevolge die Wet ‘n versoek kan rig om toegang 
tot besluitnemingsriglyne te verkry, maar dit sal uiteraard meer tyd en moeite verg.  In dié 
opsig stem die Suid-Afrikaanse stelsel ooreen met die Nieu-Seelandse praktyk waar 
toegang tot besluitnemingsriglyne ook net na aanleiding van ‘n formele versoek verkry kan 
word (kyk Eagles et al. 1992:44).  In teenstelling hiermee, maak die Australiese, 
Amerikaanse en Kanadese wetgewing wel voorsiening vir die vooraf openbaarmaking van 
interne wetgewing (internal law) (Die konsep “interne wetgewing” word as versamelnaam 
gebruik  vir wat in die Suid-Afrikaanse konteks as “besluitnemingsriglyne” bekend staan).80  
Die bepalings van die Amerikaanse FOIA oor besluitnemingsriglyne het as model vir die 
Kanadese en Australiese wetgewing gedien en as sodanig word daar slegs uitgebrei oor die 
wyse waarop daar met sulke riglyne  in die VSA omgegaan word. 
 
Artikel (a)(2) van die FOIA bepaal dat rekords wat die internal law van ‘n owerheidsinstelling 
uitmaak, in reading rooms81 beskikbaar gestel moet word vir inspeksie en kopiëring deur 
lede van die publiek.  Sulke rekords word normaalweg nie vir algemene kennisname 
gepubliseer nie, wat uiteraard beteken dat slegs die amptenare daarmee vertroud is 
(vandaar ook die benaming secret law). (McMillan 1977:288; Wood 1981:196; US 
Department of Justice 2000:16-17.)  Weens die geslote aard van dié tipe rekords, bevind 
lede van die publiek hulleself in ‘n kwesbare posisie vis-à-vis die amptenare - daar bestaan 
immers ‘n moontlikheid dat besluitneming op arbitrêre wyse kan geskied indien die inligting 
wat gebruik is om tot ‘n besluit te kom, nie geredelik beskikbaar is nie.  Deur die vereiste in 
artikel (a)(2) word die magsewewig in ‘n mate herstel in dié opsig dat insae in internal law 
die publiek in staat stel om ‘n ingeligte oordeel te vorm oor die redelikheid, billikheid en 
regmatigheid waarmee amptenare hulle diskresionêre bevoegdhede uitoefen.  Drie 
kategorieë van internal law rekords moet ingevolge die voormelde artikel beskikbaar gestel 
word. 
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Die eerste kategorie van rekords is alle finale menings en beslissings wat ten opsigte van 
kwasie-regterlike sake uitgespreek of gemaak is (US Department of Justice 2000:16).  Dit 
beteken dat ‘n groot aantal beslissings wat daagliks geneem word, insluitend beslissings wat 
handel oor permitte, lisensies of immigrasie-aansoeke, in leeskamers beskikbaar gestel moet 
word (Mathews 1978:71).  Sodoende sal ‘n individu wat ‘n aansoek wil indien of wat in 
afwagting van ‘n beslissing is, vorige rekords kan raadpleeg om vas te stel watter kriteria die 
instelling in die verlede aangewend het om oor ‘n besondere geval(le) te besluit (Wood 
1981:196).  Die tweede kategorie rekords is beleidsverklarings en -interpretasies wat deur ‘n 
owerheidsinstelling aanvaar is, maar wat nie in die Federale Register gepubliseer is nie (US 
Department of Justice 2000:16; Du Plessis 1987(b):183).  Dié kategorie rekords moet 
onderskei word van die beleidsverklarings en -interpretasies waarna in artikel (a)(1) van die 
FOIA verwys word.  Die rekords waarop  artikel (a)(1) betrekking het en wat gepubliseer moet 
word, is algemeen geldende beleidsverklarings en -interpretasies, terwyl artikel (a)(2) 
verwys na verklarings en interpretasies wat op spesifieke gevalle van toepassing is en as 
sodanig nie aan die vereiste van “algemeenheid” voldoen nie.  ‘n Beslissing wat in ‘n enkele 
geval gemaak is en wat in die toekoms as presedent vir soortgelyke gevalle gaan dien, word 
as ‘n intern aanvaarde beleidsverklaring of-interpretasie beskou en lede van die publiek moet 
dus daartoe toegang hê. (Mathews 1978:72-73.)  Die derde kategorie van rekords wat deur 
owerheidsinstellings beskikbaar gestel moet word, is alle administratiewe handleidings en 
instruksies wat aan personeel uitgereik word en waardeur ‘n lid van die publiek geraak mag 
word (Davis 1967:815; Du Plessis 1987(b):183).  Handleidings wat duidelikheid verskaf oor 
substantiewe of prosedurele aspekte van wetgewing word as administratief van aard beskou, 
maar nie handleidings oor tegnieke wat verband hou met wetstoepassing (en wat deur 
agentskappe soos die Federal Bureau of Investigation), aangewend word nie (Mathews 
1978:72).  Om toegang tot bogenoemde rekords te vergemaklik, vereis die FOIA dat al die 
inligting wat onder elke kategorie beskikbaar is, in indekse opgeneem word (US Department 
of Justice 2000:17).  Die FOIA bevat ook ‘n afdwingingsmaatreël om te verseker dat 
owerheidsinstellings gehoor gee aan artikel (a)(2): enige handeling of besluit tot nadeel van ‘n 
individu wat berus op rekords wat nie behoorlik aan ‘n applikant beskikbaar gestel is nie, sal 
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as nietig beskou word (Du Plessis 1987(b):183). In praktiese terme beteken dit byvoorbeeld 
dat ‘n aansoek om ‘n permit nie afgekeur kan word op grond van die feit dat die aansoeker 
nie die nodige prosedurele vereistes nagekom het nie.  Die argument is dat ‘n persoon nie 
gepenaliseer kan word as die prosedures nie vir openbare kennisname beskikbaar gestel is 
nie. 
 
Die verpligte oopstelling van rekords insake interne wetgewing word allerweë as een van die 
merkwaardigste kenmerke van die Amerikaanse FOIA beskou. Dit blyk onder meer uit die feit 
dat state soos Kanada en Australië  soortgelyke bepalings omtrent dié tipe rekords in hulle 
wetgewing ingebou het.  Die insluiting van die vereiste omtrent die publikasie van 
besluitnemingsriglyne in die 1996-Konsepwetsontwerp oor Oop Demokrasie, dui daarop dat 
die Suid-Afrikaanse opstellers deeglik vertroud was met enersyds die voorbeeld wat deur die 
voornoemde state gestel is en andersyds met die meriete van ‘n stelsel waar 
besluitnemingsriglyne vooraf bekend gemaak word.  In die lig hiervan is dit nie duidelik 
waarom die artikel wat daarvoor voorsiening gemaak het, verwyder is nie.  Dit is nietemin 
wenslik dat die Inligtingswet in die toekoms hersien word en dat ‘n bepaling weer ingesluit 
word waarvolgens owerheidsinstellings verplig word om besluitnemingsriglyne vooraf te 
publiseer.  Dit is nie nodig om soos die Amerikaanse FOIA, riglyne van ‘n algemeen geldende 
aard te publiseer en ander in leeskamers beskikbaar te stel nie.  Al die besluitnemingsriglyne, 
kan soos die aanvanklike artikel dit beoog het, gepubliseer word.  Wat wel noodsaaklik is, is 
dat die Wet ‘n afdwingingsmaatreël behoort te bevat om te verseker dat die riglyne 
gepubliseer word. Dit behoort duidelik gestel word dat indien die besluitnemingsriglyne nie 
gepubliseer was nie, dit nie teen ‘n persoon gebruik kan word nie. 
 
Daar is in die voorafgaande gedeeltes aangetoon dat die Suid-Afrikaanse Inligtingswet 
hoofsaaklik voorsiening maak vir toegang tot inligting op versoek.  Vervolgens word 
ondersoek ingestel na die prosedurele vereistes wat nagekom moet word wanneer ‘n versoek 
om inligting gerig word. 
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5.4 Prosedurele vereistes 
 
Die versoekprosedure wat deur ‘n lid van die publiek gevolg moet word om inligting te bekom 
en die rol wat die aangewese beamptes van die betrokke owerheidsinstelling in dié verband 
moet vervul, word duidelik in die Inligtingswet uitgestippel.  Die proses neem ‘n aanvang 
wanneer ‘n persoon ‘n formele versoek om inligting by ‘n owerheidsinstelling indien.  Daarna 
moet die versoek verwerk word en moet ‘n besluit omtrent die verlening of weiering van 
toegang geneem word. 
 
5.4.1 Indiening van versoek 
 
‘n Versoek om toegang tot ‘n rekord(s) moet op die voorgeskrewe vorm aan die 
inligtingsbeampte van die betrokke owerheidsinstelling by sy/haar adres, faksnommer of 
elektroniese posadres gerig word82 (Suid-Afrika 2000, art. 18(1)).  Die inligtingsbeampte is 
die mees senior beampte, oftewel die administratiewe hoof, van ‘n owerheidsinstelling - dit wil 
sê die direkteur-generaal van ‘n nasionale of provinsiale departement of administrasie, die 
bestuurder van ‘n munisipaliteit83 en die hoof uitvoerende beampte van ‘n parastatale 
instelling.  Die besluit om die mees senior beamptes van owerheidsinstellings as 
inligtingsbeamptes aan te wys, is gedoen om te verseker dat die toepassing van die Wet met 
die nodige erns bejeën word. (Currie & Klaaren 2002:73.)  Artikel 17(1) van die Wet maak 
voorsiening vir die aanwysing van ‘n aantal adjunk-inligtingsbeamptes om optimale 
toeganklikheid vir versoekers van rekords te verseker.  Die inligtingsbeampte mag die 
bevoegdhede of pligte wat ingevolge die Wet aan hom/haar opgedra is, skriftelik aan ‘n 
adjunk-inligtingsbeampte delegeer (Suid-Afrika 2000, art. 17(3) & art. (17)(6)).  Die vereiste 
dat delegering van bevoegdhede en pligte skriftelik moet geskied, impliseer dat die 
uitoefening van bevoegdhede of pligte deur ‘n adjunk-inligtingsbeampte wat nie skriftelik 
daartoe gemagtig is nie, ongeldig sal wees (Currie & Klaaren 2002:73).  Na verwagting sal 
die verwerking van versoeke en die opsporing van rekords hoofsaaklik deur die adjunk-
inligtingsbeamptes, bygestaan deur ander amptenare, gedoen word.  Weens die 
verantwoordelikhede en werkslading van die hoof van ‘n owerheidsinstelling, kan hy/sy 
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uiteraard nie betrokke wees by al die aspekte wat met versoeke in verband staan nie. 
 
In die VSA en Kanada het die praktyk ontwikkel om volledige eenhede binne 
staatsdepartemente te vestig met die uitsluitlike doel om funksies te verrig wat met versoeke 
om inligting in verband staan (Hansen 1986:72; Relyea 1977:337).  Personeel van dié 
eenhede beskik oor ‘n redelike mate van diskresie in soverre dit die toestaan of weiering van 
versoeke betref, maar interne appèlaansoeke val normaalweg buite hulle jurisdiksie.  Derglike 
aansoeke moet deur die hoof van die betrokke departement oorweeg word. (Relyea 
1977:337.)  Die aangewese inligtingsbeampte koördineer hoofsaaklik die werksaamhede van 
die betrokke eenheid en tree ook as toesighouer op (Hansen 1986:72; Relyea 1977:337).  
Een van die vernaamste voordele verbonde aan die vestiging van die eenhede is dat die 
personeel met verloop van tyd spesialiste op die gebied van toegang tot inligting word.  Hulle 
is nie gemoeid met ander funksionele werksaamhede van die departemente nie en kan dus al 
hulle aandag aan versoeke om inligting toespits.   Sodoende word daar uiteindelik ‘n kundige 
en hoogs doeltreffende diens aan die publiek gelewer.  Die stigting van soortgelyke eenhede 
binne owerheidsinstellings behoort ook in Suid-Afrika oorweeg te word.  Nie alle 
owerheidsinstellings hoef oor ‘n afsonderlike eenheid te beskik nie.  Daar kan, na aanleiding 
van gebruikerstatistieke, vasgestel word watter instellings gemiddeld die meeste versoeke 
ontvang en vir diesulkes kan dan aparte eenhede in die lewe geroep word.84   Die stigting van 
eenhede en die gepaardgaande aanstelling en opleiding van personeel sal uiteraard 
finansiële implikasies hê, maar dit behoort nie ‘n struikelblok te wees nie.  Hoewel koste altyd 
‘n rol sal speel, moet daar in gedagte gehou word dat die voordele verbonde aan deursigtige 
en aanspreeklike publieke administrasie nie in geldterme gemeet kan word nie.  Indien die 
bevordering van die demokratiese ideaal werklik vir die regering prioriteit is, sal die nodige 
fondse bewillig word om op die mees doeltreffende en effektiewe wyse daaraan uitdrukking te 
gee. 
 
5.4.1.1 Formaat van die versoek en rol van die inligtingsbeampte 
 
Die voorgeskrewe vorm waarop ‘n versoek om toegang tot ‘n rekord van ‘n 
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owerheidsinstelling gedoen moet word, verskyn as Bylae B (Vorm A) tot die 2002-Regulasies. 
 Dié vorm is ontwerp om te voldoen aan die ses minimum vereistes soos uitgestippel in artikel 
18(2) van die Wet.  Kragtens artikel 18(2)(a) moet voldoende besonderhede verskaf word om 
die inligtingsbeampte in staat te stel om enersyds die rekord(s) wat versoek word en 
andersyds die versoeker te identifiseer.  Daarbenewens 
word ook van ‘n versoeker vereis om - 
 
 aan te dui in welke formaat hy/sy toegang tot die rekord verlang85 
 te meld of die rekord in ‘n spesifieke taal verkies word86   
 ten minste ‘n posadres of faksnommer te verskaf 
 aan te dui op watter ander wyse (behalwe skriftelik) hy/sy in kennis gestel wil word van 
die besluit oor die versoek87 
 in gevalle waar ‘n versoek namens ‘n ander persoon gerig word, die hoedanigheid 
waarin  die versoek gerig word, aan te dui (Suid-Afrika 2000, art. 18(2)(b)-(e)). 
 
‘n Ongeletterde of gestremde persoon kan ‘n versoek om toegang tot ‘n rekord mondelings 
rig.  In só ‘n geval moet die inligtingsbeampte van die betrokke owerheidsinstelling die 
mondelingse versoek op die voorgeskrewe vorm oordra en ‘n afskrif daarvan aan die 
versoeker verskaf. (Suid-Afrika 2000, art. 18(3)(a) & (b).)  Hierdie praktyk is belangrik in ‘n 
land waar ‘n groot hoeveelheid mense ongeletterd is en om te verhoed dat toegang tot 
inligting onnodig belemmer word.  
 
Nie alle state se wetgewing stipuleer dat ‘n aansoekvorm gebruik moet word wanneer 
versoeke om inligting gerig word nie. Die Amerikaanse en Australiese wetgewing vereis slegs 
dat die versoek skriftelik moet geskied88 (Adler 1987:6; Australian Law Reform Commission 
1994:22).  In Kanada het ‘n persoon die keuse om van ‘n aansoekvorm gebruik te maak of 
om die versoek skriftelik te doen (Wallace 1987:133).  In Nieu-Seeland word daar nie van ‘n 
aansoekvorm gebruik gemaak nie en daar is ook nie ‘n stipulasie wat vereis dat ‘n versoek 
skriftelik ingedien moet word nie.  Dit impliseer dat ‘n versoek verbaal (hetsy telefonies of in 
persoon) of op skrif gerig mag word. (McBride 1984:90; Taggart 1987:214.)  Vanuit ‘n 
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praktiese oogpunt is die gebruik van ‘n gestandaardiseerde aansoekvorm aan te beveel, 
omdat dit die proses vir sowel die applikant as die inligtingsbeampte vergemaklik.  Die vorm 
is gewoonlik ontwerp om voorsiening te maak vir al die gegewens wat nodig is om die 
versoek te verwerk en suksesvol af te handel.  Dit is nie net gerieflik nie, maar laat ook die 
applikant met die sekere wete dat die korrekte gegewens verskaf is (anders as wat die geval 
mag wees wanneer ‘n persoon sy/haar eie versoek moet opstel).  Die beampte op sy/haar 
beurt kan eenvormige versoeke makliker en vinniger verwerk.  Vanweë die feit dat korrekte 
en voldoende besonderhede van meet af verstrek word, word ’n situasie verhoed waar die 
versoek telkens terugverwys moet word.  Vertragings word tot die minimum beperk en dit 
projekteer weer ‘n beeld van doeltreffende en effektiewe publieke administrasie na buite.  Dit 
is belangrik dat die aansoekvorms toeganklik vir lede van die publiek moet wees.  Dit kan 
bewerkstellig word deur die vorms op verskillende openbare plekke (bo en behalwe 
owerheidsinstellings) beskikbaar te stel.  In Kanada is aansoekvorms ook by poskantore en 
biblioteke te kry (Hansen 1986:66).  Geen vereiste hieroor is in die Suid-Afrikaanse Wet 
voorgeskryf nie, maar die wyer beskikbaarstelling van aansoekvorms (tesame met die 
handleidings oor hoe daar te werk gegaan moet word om ‘n versoek te rig) behoort nietemin 
oorweeg te word.  Verspreiding van die aansoekvorms en handleidings kan as deel van ‘n 
bewusmakingsveldtog ingespan word om die publiek in te lig omtrent die reg op toegang tot 
inligting en om hulle aan te moedig om dit te gebruik. 
 
Benewens die bystand wat aan gestremde of ongeletterde persone verleen moet word, plaas 
artikel 19 van die Inligtingswet ook ‘n algemene verpligting op inligtingsbeamptes om 
versoekers behulpsaam te wees.  Artikel 19(1) maak voorsiening vir proaktiewe bystand en 
artikel 19(2) vir reaktiewe bystand. Wanneer ‘n versoeker die inligtingsbeampte meedeel dat 
hy/sy van voorneme is om ‘n versoek te rig en die inligtingsbeampte so ‘n persoon help om 
die versoek in die voorgeskrewe formaat te rig, is proaktiewe bystand verleen. (Currie & 
Klaaren 2002:63; Suid-Afrika 2000, art. 19(1).)  Reaktiewe bystand geskied wanneer hulp 
verleen word om ‘n versoek wat reeds ingedien is, reg te stel sodat dit aan die nodige 
vereistes voldoen.  Artikel 19(2) bepaal in dié verband dat ‘n inligtingsbeampte nie ‘n versoek 
weens nie-nakoming van die voorgeskrewe vereistes mag weier alvorens die versoeker 
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ingelig is omtrent die tekortkominge in die versoek nie en alvorens gemeld is dat die 
inligtingsbeampte (of ‘n ander beampte) die versoeker behulpsaam sal wees om die versoek 
in die korrekte formaat te rig nie.  Die versoeker word so weliswaar ingelig oor die bystand 
wat beskikbaar is, maar die onus rus op hom/haar om vir sodanige bystand te vra - dit kan 
nie deur die inligtingsbeampte opgedwing word nie. 
Soos in Suid-Afrika, berus daar ook ‘n statutêre verpligting op beamptes in Nieu-Seeland en 
Australië om versoekers behulpsaam te wees.  Die aard van die hulp wat verleen word, is 
gewoonlik drievoudig: om ‘n versoeker te help om ‘n versoek volgens die voorgeskrewe 
vereistes te rig, om ‘n versoek wat nie aan die vereistes te voldoen nie, te help korrigeer en 
om die versoeker na die toepaslike instelling wat die versoek behoort te hanteer, te verwys. 
(Eagles et al. 1992:75; Tomasic & Fleming 1991:377.)  Beamptes in Kanada en die VSA 
word nie ingevolge wetgewing verplig om hulp aan versoekers te verleen nie, maar dit is 
algemene praktyk om dit wel te doen (Wallace 1987:133-134; Klaaren et al. 2001:34). 
 
Die Australiese en Kanadese wetgewing bepaal dat ‘n ontvangserkenning uitgereik moet 
word wanneer ‘n versoek om inligting ontvang word (Hansen 1986:67; Aronson & Franklin 
1987:281).  Die Suid-Afrikaanse Inligtingswet bevat nie ‘n soortgelyke bepaling nie en 
inligtingsbeamptes is dus nie verplig om ontvangs van ‘n versoek om ‘n rekord, te erken nie.  
Dit is beslis ‘n leemte in die Wet.  Uit die oogpunt van doeltreffende en effektiewe 
administrasie, is dit immers wenslik én noodsaaklik dat ontvangs van versoeke erken word 
(kyk Freedom of Expression Institute 1998).  Ontvangserkenning verskaf gemoedsrus aan 
die versoeker in die sin dat hy/sy weet dat die versoek inderdaad ontvang is en dat dit besig 
is om verwerk te word.  ‘n Persoon wat byvoorbeeld ‘n versoek per pos gestuur het, hoef dus 
nie voortdurend te wonder of dit wel die bestemming (en die aangewese persoon) bereik het 
nie.  Dit is wel moontlik dat die praktyk in bepaalde owerheidsinstellings kan ontwikkel dat 
ontvangs erken word, maar dit sal nie noodwendig in ál die instellings gebeur nie - siende dat 
daar geen statutêre verpligting is om dit te doen nie.  Dit kan verwarring by versoekers 
veroorsaak as een instelling ontvangs erken en ‘n ander nie.  In die lig hiervan sal dit sinvol 
wees om die Wet so te wysig dat daar van die inligtingsbeampte vereis word om so spoedig 
moontlik na ontvangs van ‘n versoek, ‘n ontvangserkenning aan die versoeker te verskaf.  
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Daar kan selfs ‘n minimum tydperk gestipuleer word vir die uitreiking van ‘n 
ontvangserkenning, byvoorbeeld dat dit binne 14 dae na ontvangs van ‘n versoek moet 
geskied (soos wat die geval in Australië is).  ‘n Versoeker behoort op verskillende wyses - 
telefonies, per elektroniese pos, per faksimilee of per gewone pos - in kennis gestel te kan 
word dat die versoek ontvang is. 
5.4.2 Betaling van voorgeskrewe fooie 
 
Die verskaffing van inligting op versoek het nie slegs ‘n finansiële implikasie vir 
owerheidsinstellings nie (byvoorbeeld die koste verbonde aan die maak van ‘n afskrif of 
transkripsie), maar bring ook ‘n verhoogde werkslading mee (in terme van onder meer die 
opsporing van verlangde inligting) (Gumbi et al. 1995:17; Govender 2001:20).  Dit is derhalwe 
onvermydelik dat die Inligtingswet voorsiening sou maak vir maatreëls om die 
administratiewe en finansiële las verbonde aan die reg op toegang tot inligting, te verlig.89  
Die vereiste omtrent die betaling van fooie vervat in die Inligtingswet, kan as só ‘n maatreël 
beskou word. (Currie & Klaaren 2002:71.) 
 
Die Inligtingswet maak voorsiening vir versoekfooie en toegangsfooie.  ‘n Versoekfooi is 
betaalbaar voordat ‘n versoek verwerk word.  Natuurlike en regspersone wat persoonlike 
inligting (kyk par. 2.4.1 supra) omtrent hulleself versoek, oftewel “persoonlike versoekers” 
soos in die Wet na hulle verwys word, hoef nie versoekfooie te betaal nie.  Versoekers wat 
enige ander inligting90 versoek (“nie-persoonlike versoekers”) moet egter wel die 
voorgeskrewe versoekfooi betaal.91 (Currie & Klaaren 2002:71; Suid-Afrika 2000, art. 22(1).)  
Die instelling van versoekfooie is gedoen om  ‘n situasie te verhoed waar die 
inligtingsbeampte al die werk verbonde aan die opsporing en voorbereiding van ‘n rekord 
doen net om deur die versoeker meegedeel te word dat hy/sy nie meer die inligting wil hê nie 
(en dus nie die nodige toegangsfooie daarvoor gaan betaal nie).  Die vereiste dat ‘n 
versoekfooi betaal moet word, behoort versoekers te noop om vooraf deeglik te besin oor die 
waarde wat aan die verlangde inligting geheg word.  Indien die versoeker van mening is dat 
die waarde van die inligting die betaling van die versoekfooi regverdig, is die kanse skraal dat 
‘n persoon na die betaling van die versoekfooi, sal besluit dat hy/sy nie meer die inligting wil 
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hê nie. (Ad hoc Committee on the Open Democracy Bill 1999.)  Die versoekfooi bring dus 
inderwaarheid ook mee dat versoeke gesif word sodat inligtingsbeamptes nie oorlaai word 
met versoeke nie, terwyl dit ook beuselagtige of kwelsugtige versoeke behoort te voorkom (of 
ten minste tot die minimum behoort te beperk). 
 
Toegangsfooie word gevra om enersyds die koste verbonde aan die maak van ‘n afskrif van 
‘n rekord te verhaal en andersyds om te vergoed vir die tyd wat bestee word aan die 
opsporing en voorbereiding van ‘n rekord (Suid-Afrika 2000, art. 22(7)).  In teenstelling met 
die versoekfooi, is toegangsfooie op sowel persoonlike as nie-persoonlike versoekers van 
toepassing92 (Suid-Afrika 2000, art. 22(6)).  Deur eenvormige toegangsfooie te hef, ongeag 
die aard van die versoek, word die verwerking van versoeke vergemaklik en word ‘n breër 
inkomstebasis geskep waaruit die koste verbonde aan die opsporing en voorbereiding van 
rekords gedek kan word.  Waar dit uit die versoek van ‘n nie-persoonlike versoeker blyk dat 
die opsporing en voorbereiding van ‘n rekord meer as ses ure in beslag sal neem, moet ‘n 
derde van die toegangsgelde as deposito (saam met die versoekfooi), betaal word.  
Persoonlike versoekers hoef egter nie so ‘n deposito te betaal nie. (Suid-Afrika 2000, art. 
22(2); Currie et al. 2001:34.)  ‘n Rekord sal teruggehou word totdat die toepaslike gelde 
betaal word (Suid-Afrika 2000, art. 22(5)). 
 
Tydens sittings van die Gesamentlike Ad hoc-Komitee oor die Wetsontwerp oor Oop 
Demokrasie, was daar eenstemmigheid dat maatreëls getref moes word om te verseker dat 
behoeftige lede van die samelewing nie deur die voorgeskrewe fooie afgeskrik word om die 
Inligtingswet te gebruik nie (Ad hoc Committee on the Open Democracy Bill 1999).  As 
resultaat hiervan is artikel 22(8) in die Inligtingswet ingesluit wat bepaal dat die Minister van 
Justisie en Staatkundige Ontwikkeling by kennisgewing in die Staatskoerant ‘n persoon of 
kategorie persone (byvoorbeeld persone in ‘n bepaalde inkomstegroep), kan vrystel van die 
betaling van enige gelde.   Daar is ook op die versoekvorm voorsiening gemaak vir ‘n ruimte 
waar ‘n versoeker ‘n rede kan aandui waarom hy/sy vir vrystelling van die betaling van gelde 
kwalifiseer.  ‘n Verdere maatreël wat in artikel 15 van die Wet ingesluit is (kyk par. 5.3.1 
supra), behoort eweneens te verseker dat behoeftige persone wel toegang verkry tot die 
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inligting wat hulle verlang.  Artikel 15 maak voorsiening vir toegang tot bepaalde 
geïdentifiseerde kategorieë rekords sonder dat die voorgeskrewe versoekprosedure gevolg 
en die vasgestelde versoek- en toegangsfooie betaal hoef te word.  Afhangende van die aard 
van die rekord, sal dit gratis geïnspekteer kan word, gratis beskikbaar gestel word, te koop 
aangebied word of sal afskrifte daarvan gemaak kan word (in welke geval slegs die koste 
verbonde aan die maak van die afskrif gehef sal word). 
 
Wat die vasstelling van fooie betref, is dit volledigheidshalwe nodig om kortliks aandag te 
skenk aan die aanbevelings wat die Taakgroep vir Oop Demokrasie in hulle beleidsvoorstelle 
van 1995 vervat het.  Die Taakgroep was van mening dat die vasstelling van fooie moes 
geskied met inagneming van die beweegredes vir die rig van ‘n versoek om toegang tot 
inligting.  In dié verband is twee oorhoofse groepe versoekers geïdentifiseer.  Die eerste 
groep versoekers is diegene wat die Wet gebruik vir die primêre doel waarvoor dit in die lewe 
geroep is, te wete die bevordering van deursigtigheid in owerheidswerksaamhede en die 
handhawing van openbare aanspreeklikheid.  Anders gestel, is dit die versoekers wat die Wet 
aanwend vir nie-kommersiële doeleindes.  ‘n Joernalis wat byvoorbeeld inligting omtrent 
regeringsbeleid verlang of ‘n individu wat navraag doen oor die redes waarom ‘n 
permitaansoek afgekeur is, sal in dié kategorie val.  Die tweede groep versoekers is diegene 
wie se motief vir ‘n versoek om inligting deur kommersiële belange gedryf word.  ‘n Private 
lugredery wat by die toepaslike owerheidsinstelling aansoek gedoen het om ‘n lugdiens op ‘n 
bepaalde roete te bedryf, kan byvoorbeeld versoek om insae te verkry in die nie-vertroulike 
aspekte van ‘n ander redery se aansoek om tot dieselfde roete toe te tree.  Inligting wat binne 
dié konteks versoek word, sal uiteraard gemik wees op die beskerming en/of bevordering van 
kommersiële belange eerder as die openbare belang.  Uit hoofde van bogenoemde 
onderskeid, het die Taakgoep aanbeveel dat versoekers wat die Wet vir kommersiële 
doeleindes gebruik, meer behoort te betaal as diegene wat dit vir nie-kommersiële doeleindes 
aanwend.  Trouens, die mening is gehandhaaf dat kommersiële versoekers eintlik nie-
kommersiële versoekers behoort te subsidieer (Gumbi et al. 1995:18.)  Met inagneming van 
die aanbevelings van die Taakgroep, het die Wetsontwerp oor Oop Demokrasie (van 18 
Oktober 1997) vir die doeleindes van die vasstelling van fooie, drie kategorieë versoekers 
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geïdentifiseer, te wete: 
 
 Persoonlike versoekers - persone wat toegang tot ‘n rekord versoek wat persoonlike 
inligting omtrent hulleself bevat 
 Nie-kommersiële versoekers - persone wat toegang tot ‘n rekord versoek met die oog 
op die insameling van nuus en opvoedkundige of nie-winsgewende instellings 
(insluitend hulle lede of werknemers) wat toegang tot ‘n rekord versoek vir 
opvoedkundige of navorsingsdoeleindes 
 Kommersiële versoekers - alle versoekers wat nie as persoonlike of nie-kommersiële 
versoekers geklassifiseer kan word nie (South Africa 1997, artikels 1 & 25). 
 
Gebaseer op bogenoemde onderskeid, het die Wetsontwerp bepaal dat ‘n persoonlike 
versoeker slegs die reproduksiekoste van die rekord as toegangsfooi sou hoef te betaal, 
terwyl ‘n kommersiële versoeker sowel ‘n versoekfooi as ‘n toegangsfooi (vir reproduksie, 
opsporing en voorbereiding van die rekord) moes betaal.  ‘n Nie-kommersiële versoeker sou 
eweneens ‘n toegangsfooi moes betaal om reproduksiekoste te dek, maar sou slegs ‘n 
verdere fooi vir opsporing en voorbereiding van die rekord moes betaal indien dit meer as 24 
uur in beslag sou neem.  (South Africa 1997, artikels 18(1) & 25(3)-(5).)  Dit is nie uit die 
notules van die Gesamentlike Ad hoc-Komitee duidelik waarom daar uiteindelik besluit is om 
vir slegs twee oorhoofse kategorieë versoekers, te wete persoonlike en nie -persoonlike 
versoekers, voorsiening te maak nie (eerder as vir die drie groepe wat aanvanklik in die 
Wetsontwerp aangedui is nie).  Verskeie faktore wat moontlik in oorweging gebring is en as 
beweegredes  vir die besluit kon dien, kan wel aangebied word.  Hoe minder die kategorieë 
versoekers en die gepaardgaande fooistrukture, hoe eenvoudiger en meer verstaanbaar (en 
dus gebruikersvriendelik) word die toegangsprosedure vir lede van die publiek.  Die taak van 
die inligtingsbeampte word uiteraard ook vergemaklik in die sin dat hy/sy met gemak ‘n 
versoek as persoonlik of nie-persoonlik van aard kan klassifiseer.  Alle versoeke wat nie 
verband hou met een of meer van die tipes persoonlike inligting wat in artikel 1 van die Wet 
omskryf is nie, word bloot as nie-persoonlike versoeke hanteer.  Dit is nie nodig om  
laasgenoemde versoeke nog verder te verdeel in kommersiële of nie-kommersiële versoeke 
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om die toepaslike fooi wat betaal moet word, te bereken nie.  Die eenvoudiger onderskeid 
wat ten opsigte van versoeke geld, maak dit ook moeiliker vir versoekers om die bewoording 
van versoeke te manipuleer om die voorgeskrewe fooi te ontduik.  Dit sal immers nie moontlik 
wees om byvoorbeeld ‘n versoek wat inderwaarheid kommersieel van aard is, as ‘n 
persoonlike versoek te probeer indien nie.  Waar daar egter ‘n onderskeid bestaan tussen 
kommersiële en nie-kommersiële versoekers, kan dit gebeur dat ‘n persoon byvoorbeeld 
kommersiële inligting wil bekom, maar die versoek doelbewus bewoord asof hy/sy die 
inligting vir nie-kommersiële doeleindes (soos navorsing) benodig - wel wetende dat die fooie 
vir nie-kommersiële versoeke goedkoper is as dié vir kommersiële versoeke. 
 
Dit is insiggewend dat die Inligtingswet van meet af duidelike riglyne neerlê oor die toepaslike 
fooie wat gehef moet word en dat die 2002-Regulasies die presiese bedrae wat ter sprake is, 
voorskryf.  Die oogmerk hiermee is nie slegs om die taak van die inligtingsbeampte te 
vergemaklik nie, maar ook om die publiek teen subjektiewe en arbitrêre vasstelling van fooie 
te beskerm.  Die Amerikaanse ondervinding toon inderdaad dat ongerymdhede makliker 
plaasvind in die afwesigheid van spesifieke voorskrifte en eenvormige fooie.  Die FOIA 
bepaal dat fooie deur individuele agentskappe vasgestel moet word - met die gevolg dat die 
koste verbonde aan ‘n versoek van agentskap tot agentskap verskil93 (Singer 1979:319; 
Klaaren et al. 2001:34).  Dié gebrek aan eenvormigheid het daartoe gelei dat versoekers 
dikwels uitgebuit is: sommige agentskappe het buitensporige fooie gebruik om versoekers te 
ontmoedig, ander het ‘n deposito vereis alvorens ‘n versoek verwerk word en in bepaalde 
gevalle het verskillende afdelings binne dieselfde agentskap verskillende fooie gevra.94 
(McMillan 1977:291; Singer 1979:319; Adler 1987:91.)  In 1986 is die Freedom of Information 
Reform Act deurgevoer met die oog daarop om duideliker riglyne omtrent die vasstelling van 
fooie neer te lê.  Drie oorhoofse kategorieë versoekers is vir die doeleindes van fooistrukture 
geïdentifiseer, te wete kommersiële versoekers, opvoedkundige of nie-kommersiële 
navorsingsinstellings (insluitend die media) en versoekers wat nie in een van voornoemde 
kategorieë val nie (soos openbare belangegroepe en individue wat persoonlike inligting 
versoek).  Kommersiële versoekers moet betaal vir die tyd verbonde aan die opsporing en 
ontleding van die rekord(s) asook vir die maak van afskrifte.  Opvoedkundige en 
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navorsingsinstellings en die media hoef slegs dupliseringskostes te betaal, terwyl die laaste 
groep versoekers opsporings- en dupliseringskostes moet dra. (Foerstel 1999:124; Klaaren 
et al. 2001:34; US Department of Justice 2000:492-497.)  Om te verhoed dat buitensporige 
fooie gevra word, is daar ook spesifieke beperkings neergelê wat in ag geneem moet word 
wanneer fooie bereken word.  So byvoorbeeld mag daar nie - behalwe in die geval van 
kommersiële versoekers - dupliseringskoste vir die eerste 100 bladsye gevra word nie en 
mag daar nie ‘n fooi gehef word vir die eerste twee ure wat gebruik word om ‘n rekord op te 
spoor nie.  Agentskappe mag ook nie van versoekers vereis om ‘n deposito te betaal nie, 
tensy daar voorsien word dat die totale fooi $250 gaan oorskry, of indien ‘n versoeker by ‘n 
vorige geleentheid nagelaat het om die voorgeskrewe fooi binne die toegelate tydperk van 30 
dae te betaal. (US Department of Justice 2000:497-498). 
 
Teen die agtergrond van die Amerikaanse ondervinding, kan die neerlegging van konkrete 
riglyne nie oorbeklemtoon word nie.  Die opstellers van die Suid-Afrikaanse Wet het goed 
gedoen om vanuit die staanspoor duidelike voorskrifte in te sluit sodat die probleme waarmee 
die VSA te kampe gehad het, ondervang kan word.   Daarmee wil nie te kenne gegee word 
dat die aangeleentheid van fooie in Suid-Afrika probleemvry sal wees nie.  Weens die riglyne 
in die Inligtingswet en bedrae wat in die 2002-Regulasies uiteengesit is, word daar egter 
minder ruimte vir die ontwikkeling van probleme gebied. 
 
5.4.3 Verwerking van die versoek 
 
Na ontvangs van ‘n versoek wat voldoen aan die formele vereistes van die Inligtingswet en 
na betaling van die voorgeskrewe aansoekfooi, moet die inligtingsbeampte die versoek in 
oënskou neem.  Daar moet bepaal word of die versoek na ‘n ander instelling oorgeplaas 
moet word en of die rekords wat versoek word van so ‘n aard is dat ‘n derde party(e) 
daaromtrent in kennis gestel moet word. 
 
5.4.3.1 Oorplasing van versoeke en kennisgewings aan derde partye 
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Dit mag van tyd tot tyd gebeur dat ‘n versoek om toegang tot ‘n rekord nie aan die mees 
gepaste owerheidsinstelling gerig word nie.  Wanneer dit gebeur, moet die inligtingsbeampte 
die versoek binne 14 dae na die inligtingsbeampte van die toepaslike owerheidsinstelling 
oorplaas.  Die oogmerk met die bepalings van die Wet insake oorplasings, is om te verseker 
dat beamptes wat die beste vertroud is met die onderwerp waaroor ‘n versoek handel, die 
betrokke versoek hanteer.  Sodoende word die belange van beide die owerheidsinstelling en 
die versoeker gedien. (Currie & Klaaren 2002:78-80.)  Artikel 20(1) van die Wet stipuleer drie 
gevalle wat oorplasing van ‘n versoek noodsaak: 
 
 Waar die rekord nie in besit of onder beheer is van die owerheidsinstelling aan wie die 
versoek gerig is nie, maar wel in besit van ‘n ander owerheidsinstelling (byvoorbeeld 
gevalle waar ‘n persoon per abuis die versoek by die verkeerde instelling indien) 
 Waar die onderwerp van ‘n rekord nouer verband hou met die funksies van ‘n ander 
owerheidsinstelling as met dié van die instelling waar die versoek ingedien is95 
 Waar die rekord kommersiële inligting bevat - van die aard uiteengesit in artikel 4296 - 
waarby ‘n ander owerheidsinstelling groter kommersiële belang het97 
 
Wanneer ‘n versoek oorgeplaas word, moet die inligtingsbeampte wat die oorplasing doen, 
die versoeker in kennis stel van die oorplasing, die redes vir die oorplasing meld en ‘n 
aanduiding verskaf  van die tydperk waarbinne daar met die versoek gehandel moet word 
(Suid-Afrika 2000, art. 20 (5)).  Die tydperk waarin ‘n besluit geneem moet word ten opsigte 
van ‘n versoek wat oorgeplaas is, word bereken vanaf die datum waarop die 
inligtingsbeampte van die instelling na wie die versoek oorgeplaas is, dit ontvang (en nie 
vanaf die datum waarop die instelling wat die oorplasing gedoen het, dit ontvang het nie) (kyk 
ook par. 5.4.3.2 infra).  Oorplasing van ‘n versoek impliseer dat die plig om die versoek te 
oorweeg en ‘n besluit daaromtrent te neem, ook oorgedra word. (Currie et al. 2001:32; Currie 
& Klaaren 2002:81.) 
 
Waar ‘n rekord omtrent ‘n derde party - van dié aard aangedui in artikels 34(1), 35(1), 36(1), 
37(1) of 43(1) van die Wet - versoek word, moet die inligtingsbeampte alle redelike stappe 
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doen om die derde party binne 21 dae na ontvangs van die versoek daaromtrent in te lig 
(Suid-Afrika 2000, artikels 47(1) & 47(2)).  Rekords wat hier ter sprake is, is: rekords wat 
persoonlike inligting98 omtrent ‘n individu bevat (artikel 34(1)), rekords aangaande die 
inkomste van ‘n persoon (artikel 35(1)), rekords wat kommersiële inligting van ‘n derde party 
bevat (artikel 36(1)), rekords omtrent inligting wat op ‘n vertroulike grondslag aan die 
instelling verskaf is (artikel 37(1)) en rekords wat navorsingsinligting van ‘n derde party bevat 
(artikel 43(1))99.  Die vereiste dat ‘n derde party verwittig moet word indien inligting van ‘n 
bepaalde aard omtrent hom/haar versoek word, is daarop gemik om - 
 
 die privaatheid van ‘n individu te beskerm (waar ‘n versoek betrekking het op 
persoonlike inligting of inligting aangaande die inkomste van ‘n persoon) 
 skade aan die kommersiële belange van ‘n persoon te verhoed - waar finansiële, 
wetenskaplike of tegniese inligting en handelsgeheime ter sprake is100  
 die vertrouensplig wat aan ‘n persoon verskuldig is ten opsigte van inligting wat hy/sy 
verskaf het, te eerbiedig (byvoorbeeld inligting wat deur ‘n klaer aan die Openbare 
Beskermer gegee is) 
 die intellektuele eiendom van persone en die ekonomiese belange wat daarmee in 
verband staan, te beskerm (waar navorsingsinligting van ‘n ander persoon versoek 
word) 
 
Wanneer ’n derde party in kennis gestel word, moet die inligtingsbeampte meld dat ‘n 
versoek om toegang tot ‘n rekord van dié aard vervat in bostaande artikels oorweeg word en 
moet die naam van die versoeker verskaf word.  Daar moet voorts ‘n beskrywing gegee word 
van die artikel(s) wat ter sprake is en in gevalle waar die inligtingsbeampte meen artikel 46101 
van toepassing is, moet dit so aan die derde party aangedui word. (Suid-Afrika 2000, art. 
47(3)(a)-(d).)  In die finale instansie moet die derde party ook ingelig word van sy/haar reg 
om enersyds skriftelik of mondelings vertoë tot die inligtingsbeampte te rig oor waarom die 
versoek om toegang geweier moet word of om andersyds toestemming te verleen vir 
openbaarmaking van die betrokke rekord aan die versoeker (Suid-Afrika 2000, art. 47(3)(e)). 
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Ander state se wetgewing maak weliswaar ook voorsiening vir die oorplasing van versoeke 
na die gepaste instelling en vir konsultasie met derde partye, maar geen noemenswaardige 
afwykings of ander navolgenswaardige praktyke hieroor het uit die navorsing wat onderneem 
is aan die lig gekom nie.  Daar word dus volstaan met die verduideliking van die bepalings 
van die Inligtingswet oor dié aspekte. 
 
Nadat die inligtingsbeampte bepaal het of oorplasing van ‘n versoek of ‘n kennisgewing aan 
‘n derde party nodig is, en die voorgeskrewe vereistes in dié verband nagekom is, kan 
voortgegaan word met die opsporing van ‘n rekord en die oorweging van ‘n versoek.  In 
gevalle waar oorplasing van ‘n versoek of ‘n derde party kennisgewing nie ter sake is nie, kan 
daar vanselfsprekend direk oorgegaan word tot die opsporing van die rekord en die 
oorweging van die versoek. 
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5.4.3.2 Oorweging van die versoek en besluit 
 
Kragtens artikel 25(1) van die Inligtingswet moet die inligtingsbeampte binne 30 kalenderdae 
na ontvangs van ‘n versoek, ‘n besluit daaromtrent neem.  Waar omstandighede dit 
regverdig, kan die voorgeskrewe tydperk eenmalig verleng word.  Volgens artikel 26(1) word 
die inligtingsbeampte ‘n verdere tydperk van hoogstens 30 dae gegun om met ‘n versoek te 
handel indien - 
 
 ‘n groot aantal rekords aangevra word of ‘n soektog deur ‘n groot aantal rekords vereis 
word 
 ‘n rekord gesoek of afgehaal moet word by ‘n kantoor van die owerheidsinstelling wat 
in ‘n ander dorp of stad geleë is 
 oorlegpleging tussen verskillende afdelings van die owerheidsinstelling nodig is ten 
einde ‘n besluit te neem ten opsigte van ‘n versoek 
 
Die omstandighede wat  verlenging van die tydperk regverdig, is noukeurig begrens om te 
verseker dat verlenging slegs in buitengewone gevalle plaasvind en dat dit nie die norm word 
nie. (Currie & Klaaren 2002:77).  Indien die tydperk verleng word, moet die inligtingsbeampte 
die versoeker daarvan in kennis stel, die redes vir die verlenging meld en die versoeker inlig 
dat appèl teen die verlenging aangeteken kan word (Suid-Afrika 2000, art. 26(2)).  Dit is 
belangrik dat die tydsraamwerk wat neergelê word, realisties moet wees.  Die 
inligtingsbeampte moet genoeg tyd gegun word om die versoek te verwerk, maar 
terselfdertyd moet die versoeker nie met lang wagtydperke gefrustreer word nie.  Uit die 
wetgewing van ander state blyk dit dat 30 kalenderdae (Kanada en Australië) of 20 werksdae 
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(VSA en Nieu-Seeland)102 as ‘n billike tydperk beskou word om enersyds die versoeker se 
behoefte aan ‘n spoedige respons en andersyds die inligtingsbeampte se behoefte aan 
voldoende tyd, te bevredig  (US  Department of Justice 2000:48; Platt 1994:419; Allars 
1990:148; Eagles et al. 1992:80).  Verlenging van die voorgeskrewe tydperk is slegs in 
uitsonderlike omstandighede, wat gewoonlik ondubbelsinnig in die wetgewing gespesifiseer 
word,  toelaatbaar.  Dit is  duidelik dat die Suid-Afrikaanse opstellers van die Inligtingswet van 
die voorafgaande aspekte kennis geneem het - vandaar die insluiting van die 30 kalenderdae 
tydperk  in die Wet (met die opsie van verlenging in buitengewone, gespesifiseerde 
omstandighede).  
 
Wanneer ‘n besluit geneem word oor ‘n versoek, is dit noodsaaklik dat die inligtingsbeampte 
sy/haar volle aandag daarop toespits (Wessels [S.a.]:44).  Daar moet enersyds bepaal word 
of daar aan die voorgeskrewe prosedurele vereistes voldoen is, en andersyds of daar enige 
geldige gronde vir die weiering van die betrokke versoek bestaan - soos uiteengesit in 
hoofstuk vier van die Inligtingswet (Suid-Afrika 2000, art. 11(1)).  Toegang tot ‘n rekord kan 
nie geweier word na aanleiding van ‘n vorige klassifikasie soos “vertroulik” of “geheim” nie.  
Die status wat aan ‘n rekord toegeken is (indien enige), kan hoogstens as riglyn dien 
wanneer ‘n versoek oorweeg word.  Die besluitnemer kan nie op die klassifikasie staat maak 
om weiering tot ‘n rekord te regverdig nie, aangesien dit nie kragtens die Inligtingswet ‘n 
geldige rede vir die weiering van ‘n versoek uitmaak nie.  Die inhoud van die betrokke rekord 
behoort die deurslaggewende faktor te wees op grond waarvan toegang verleen of geweier 
word.  As sodanig moet die inhoud aan noukeurige ondersoek onderwerp word en moet 
bepaal of word of daar wetlik vasgestelde gronde vir die weerhouding van die rekord of 
gedeeltes daarvan, bestaan.  In gevalle waar inligting van ‘n derde party ter sprake is, moet 
enige vertoë van laasgenoemde teen die bekendmaking uiteraard ook in berekening gebring 
word. (Wessels [S.a.]:44-45.)  Indien die rekord gedeeltes bevat wat regmatig geweier kan 
word, is dit nie nodig om toegang tot die rekord in sy totaliteit te weier nie.  Artikel 28 van die 
Inligtingswet maak voorsiening vir die skeibaarheid (severance) van inligting waar dit 
redelikerwys moontlik is.  Dit beteken dat gedeeltes van die rekord wat beskermde inligting 
bevat, uitgewis kan word en dat slegs die oorblywende gedeeltes bekend gemaak word.  Die 
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insluiting van die beginsel van skeibaarheid is daarop gemik om versoeke sover as wat dit 
moontlik is te akkommodeer  om sodoende uitdrukking te gee aan die breë oogmerke van die 
Wet (kyk par. 4.2.3.2 supra).  Dit is belangrik om in gedagte te hou dat artikel 28 ‘n 
voorwaarde vir die skeiding van inligting neerlê, te wete dat die skeiding redelikerwys 
moontlik moet wees.  Uit Kanadese en Amerikaanse regspraak blyk dit dat die skeiding van 
inligting as redelik beskou kan word indien ‘n rekord, nadat bepaalde inligting uitgewis is, 
steeds betekenisvol is en indien die oorspronklike teks nie deur die uitwissing verdraai is nie. 
 Prakties gesproke kom dit  daarop neer dat skeiding onredelik sal wees waar - 
 
 die beskermde inligting en dié wat bekend gemaak kan word, so nou verweef is dat 
daar na uitwissing net ‘n paar onsamehangende brokkies inligting oorbly 
 die inligting wat uiteindelik bekend gemaak word, niksseggend, sinneloos en 
misleidend is, omdat dit uit konteks geneem is 
 die oorblywende gedeelte(s)  leidrade bied omtrent die inligting wat uitgewis is  (Currie 
& Klaaren 2002:91; US Department of Justice 2000:61). 
 
Nadat al die tersaaklike faktore (soos gronde vir die weiering van inligting, voorleggings van 
derde partye en die moontlikheid van skeibaarheid) oorweeg is, kan die besluit geneem word 
en die versoeker van die uitslag verwittig word.  Die inhoud van die kennisgewing aan die 
versoeker sal verskil afhangende van of die versoek toegestaan of geweier is.  Indien die 
versoek toegestaan is, moet die kennisgewing die toegangsgelde wat betaalbaar is, meld 
(indien toepaslik), ‘n aanduiding verskaf van die vorm waarin toegang verleen sal word en 
meld dat appèl aangeteken kan word teen die toegangsgelde wat gehef word en die vorm 
waarin toegang toegestaan is (Suid-Afrika 2000, art. 25(2)(a) & (b)).  Indien die versoek om 
toegang geweier is, moet die versoeker in kennis gestel word van die redes vir die weiering 
(met verwysing na die relevante bepalings van die Wet waarop gesteun word) en moet 
gemeld word dat appèl teen die uitslag aangeteken kan word (Suid-Afrika 2000, art. 25(3)(a) 
& (b)).  Die versoeker moet in elke geval ingelig word omtrent die prosedure wat gevolg moet 
word vir die aanteken van appèl (Suid-Afrika 2000, artikels 25(2)(c) & 25(3)(c)).  Kragtens die 
Australiese en Amerikaanse wetgewing moet die naam en titel van die persoon wat die 
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besluit geneem het ook in die kennisgewing aan die versoeker ingesluit word.  In Australië 
moet die naam en titel van die besluitnemer deurgaans gemeld word - ongeag of die versoek 
goed- of afgekeur is, terwyl daar in die VSA vereis word dit dat slegs aangedui moet word in 
gevalle waar ‘n versoek afgekeur is. (Govender 1995:351-352; Hotop 1985:408; US 
Department of Justice 2000:68.)  Die oogmerk is om die anonimiteit waaragter amptenare 
dikwels skuil uit die weg te ruim en om hulle op ‘n individuele grondslag tot verantwoording te 
roep.  Die wete dat besluite teruggevoer kan word na die beampte wat dit geneem het, 
behoort as aansporing te dien om hoë kwaliteit besluite te neem wat in ‘n hof getoets kan 
word.  Ofskoon dit sinvol sal wees om ‘n soortgelyke bepaling in die Suid-Afrikaanse 
Inligtingswet te vervat, moet daarteen gewaak word om te dink dat die insluiting van só ‘n 
bepaling outomaties beter besluite tot gevolg sal hê.  Deeglike en deurlopende opleiding lê 
die grondslag vir die neem van weldeurdagte en rasionele besluite.  Die insluiting van ‘n 
beampte se naam en titel in ‘n kennisgewing aan ‘n versoeker kan bloot as ‘n aanvullende 
maatreël beskou word - om te verseker dat daar deurgaans ‘n hoë standaard van 
besluitneming gehandhaaf word. 
 
In gevalle waar die rekord wat versoek is, nie opgespoor kan word of nie blyk te bestaan nie, 
moet die inligtingsbeampte die versoeker in kennis stel dat dit nie moontlik is om toegang tot 
daardie rekord te verleen nie.  ‘n Kennisgewing van dié aard word geag ‘n besluit te wees om 
toegang tot die betrokke rekord te weier.  In die kennisgewing aan die versoeker moet volle 
rekenskap gegee word van alle stappe wat gedoen is om die rekord op te spoor of om te 
bepaal of die rekord bestaan. (Suid-Afrika 2000, artikels 23(1), 23(2) & 23(4).)  Dié vereiste 
kan as ‘n beheermaatreël beskou word aangesien dit ooglopend ten doel het om te verhoed 
dat ‘n inligtingsbeampte aanvoer dat ‘n rekord nie bestaan of opgespoor kan word nie - bloot 
omdat die moeite ontsien word om daarna te soek of omdat voorkom wil word dat die inhoud 
van ‘n bepaalde rekord bekend gemaak word.  Deurdat die stappe wat gedoen is om die 
rekord op te spoor, op skrif gestel moet word, word die inligtingsbeampte inderwaarheid 
verplig om alle weë uit te put in die soektog na die rekord.  ‘n Ingeligte lid van die publiek sal 
immers uit die stappe wat aangedui word, kan aflei of alles moontlik gedoen is om die rekord 
op te spoor en die proses bevraagteken indien dit nie die geval was nie.  Benewens die feit 
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dat die gemelde vereiste as beheermaatreël dien, is daar ook verdere voordele daaraan 
verbonde.  ‘n Uiteensetting van stappe wat gevolg is, sal onder meer aan die versoeker die 
gemoedsrus gee dat daar behoorlik aandag geskenk is aan sy/haar versoek.  Terselfdertyd 
behoort dit ook die vertroue van versoekers in die vermoë van inligtingsbeamptes om hulle 
werk doeltreffend en effektief te doen, te versterk.  Indien die rekord gevind word nadat die 
vereiste kennisgewing aan die versoeker uitgereik is, moet die versoeker toegang tot daardie 
rekord verleen word (tensy daar legitieme gronde bestaan ingevolge waarvan toegang 
geweier kan word - kyk par. 6.3 infra) (Suid-Afrika 2000, art. 23(4)). 
 
Die 1996-Konsepwetsontwerp het ‘n bepaling bevat wat voorsiening gemaak het vir die 
vertaling van ‘n rekord indien dit nie in die voorkeurtaal van die versoeker beskikbaar is nie.  
Die opstellers van die Wet was egter van mening dat só ‘n vereiste ‘n te hoë werks- en 
finansiële las vir owerheidsinstellings sou meebring en die betrokke bepaling is gevolglik 
verwyder en met die huidige artikel 31(b) vervang. (Van Schoor 2002.)  Artikel 31(b) bepaal 
dat indien die rekord nie in die voorkeurtaal van die versoeker beskikbaar is nie, toegang in 
die taal waarin dit bestaan, gegee moet word.  Die implikasie van artikel 31(b) is dat indien ‘n 
persoon nie die taal waarin die rekord beskikbaar is, magtig is of genoegsaam verstaan nie, 
hy/sy self sal moet reëlings tref vir die vertaling van die rekord en self daarvoor sal moet 
betaal.  Dié benadering tot die vertaling van rekords val vreemd op in die lig van die klem wat 
op taaldiversiteit in Suid-Afrika geplaas word.  Die 1996-Grondwet maak voorsiening vir 11 
amptelike tale en stipuleer uitdruklik dat alle amptelike tale gelykheid van aansien moet 
geniet en billik behandel moet word (Suid-Afrika 1996, artikels 6(2) & 6(4)).  Uit hoofde 
hiervan sou ‘n mens dus júis verwag dat die opstellers van die Inligtingswet vertaling van 
rekords wat nie in die voorkeurtaal van die versoeker beskikbaar is nie, verpligtend sou 
maak.  Die argument dat die vertaalklousule verwyder is as gevolg van die addisionele 
finansiële en werkslas wat dit sou meebring, hou nie water nie.  Enige addisionele finansiële 
implikasies of werkslading wat te weeg gebring word, sal immers die resultaat wees van die 
bepalings van die Grondwet en die regering se breë beleid om taalgelykheid te bevorder en 
nie soseer as gevolg van die vertaling van rekords wat ingevolge die Inligtingswet versoek 
word nie.  In die lig hiervan behoort die regering die nodige fondse te bewillig om uitvoering te 
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gee aan die oorhoofse beleid van taalgelykheid en -diversiteit (‘n verskynsel wat onder meer 
manifesteer in die vertaling van rekords in die voorkeurtaal van die versoeker).  Die argument 
van die opstellers is verder aanvegbaar in die sin dat ‘n vereiste dat rekords vertaal moes 
word, nie sou beteken dan spesiale strukture geskep sou moes word om die vertalings te 
behartig nie.  
 
Bestaande strukture, soos die Nasionale Taaldiens (NTD)103, wat ‘n gratis vertaal- en 
nasiendiens in al die amptelike tale aan owerheidsinstellings verskaf, kan vir dié doel 
ingespan word (Nasionale Taaldiens [S.a.]).  Dit behoort nie ‘n buitensporige werkslading op 
die NTD te plaas nie, omdat ‘n aantal nasionale staatsdepartemente soos die Departmente 
van Onderwys, Verdediging, Korrektiewe Dienste, Buitelandse Sake en die Suid-Afrikaanse 
Polisiediens reeds oor hulle eie spesialis taalfafdelings beskik wat taalverwante funksies soos 
vertaling en redigering behartig (Report on a survey of ... 2001).  Volgens die Taalbeleid en -
Plan vir Suid-Afrika104 moet alle nasionale en provinsiale staatsdepartemente soortgelyke 
afdelings in die lewe roep, wat die werkslading van die NTD verder behoort te verminder (The 
Advisory Panel on Language ... 2000).  Indien dit wel in die toekoms blyk dat die spesialis 
taalafdelings, tesame met die NTD, nie al die vertaalwerk kan hanteer nie, kan die werk 
uitgekontrakteer word.  Toewysing van fondse vir dié doeleindes behoort nie ‘n probleem te 
wees indien die beleid van taaldiversiteit en -gelykheid werklik die erns van die regering is 
nie.  Daar moet ook in gedagte gehou word dat ten minste ‘n gedeelte van die uitgawes wat 
noodgedwonge as gevolg van vertaalwerk  te weeg gebring sou word, verhaal kon word deur 
‘n hoër toegangsfooi te vereis vir rekords wat vertaal moet word. 
 
Uit die voorafgaande is dit duidelik dat die opstellers van die Inligtingswet, binne die konteks 
van ‘n veeltalige samelewing, nie geldige redes gehad het vir die verwydering van die 
vertaalklousule nie.  Trouens, die besluit om die vertaalklousule te verwyder, strook nie met 
die taalverwante bepalings van die 1996-Grondwet en regeringsbeleid soos uiteengesit in die 
Taalbeleid en -Plan vir Suid-Afrika nie.  Om werklik optimale toeganklikheid tot inligting in 
besit van owerheidsinstellings moontlik te maak, is dit noodsaaklik dat daar oorweging 
geskenk word aan die herinsluiting van die vertaalklousule. 
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5.5 Samevatting 
 
Hoofstuk vyf handel met die reikwydte van die Inligtingswet, die administratiewe reëlings wat 
ter implementering van die reg op toegang tot inligting getref moet word en die fisiese 
prosedures wat gevolg moet word om toegang tot owerheidsinligting te bekom.  Ontleding 
van die relevante bepalings van die Wet het aan die lig gebring dat die aard van inligting wat 
versoek kan word ‘n wye spektrum dek en rekords in skriftelike, visuele of elektroniese 
formaat insluit.  ‘n “Rekord” binne die Suid-Afrikaanse konteks verwys na inligting wat reeds 
in ‘n bepaalde formaat opgeteken is en stem as sodanig ooreen met die praktyk wat in die 
VSA, Australië en Kanada gevolg word.   Die owerheidsinstellings waarop die Wet betrekking 
het en van wie inligting versoek kan word, word ook duidelik uitgestippel.  Nasionale en 
provinsiale staatsdepartemente en administrasies, munisipaliteite en funksionarisse of 
instellings wat ingevolge die Grondwet, ‘n provinsiale grondwet of wetgewing ‘n openbare plig 
verrig, word vir die doeleindes van die Wet as owerheidsinstellings getipeer. ‘n Kontroversiële 
besluit van die opstellers van die Inligtingswet was om die kabinet as ‘n instelling heeltemal 
uit te sluit van die bepalings van die Wet.  ‘n Beter benadering sou wees om,  soos in Nieu-
Seeland, die inhoud van die rekords en die gevolge wat deur openbaarmaking te weeg 
gebring mag word, as kriteria vir weerhouding of bekendmaking aan te wend.  Die ander 
alternatief sou wees om die kabinet aan die Wet onderhewig te maak, maar om die geldige 
gronde vir die weiering van rekords so te formuleer dat sensitiewe kabinetsrekords van 
bekendmaking gevrywaar sou wees. 
 
Geen beperking geld ten opsigte van persone wat toegang tot owerheidsinligting mag 
versoek nie.  Die Wet bepaal dat enige natuurlike en regspersoon, asook instellings of 
funksionarisse wat ‘n openbare bevoegdheid kragtens Wet uitoefen, inligting van ‘n 
owerheidsinstelling kan versoek.   Suid-Afrikaanse burgerskap of permanente verblyfreg is 
nie as voorvereistes gestel om van die Wet gebruik te maak nie.  Insgelyks is daar ook nie 
voorskrifte oor die territoriale gebied waar versoekers hulle moet bevind om ‘n versoek te kan 
rig nie.  Om die publiek behulpsaam te wees in die verkryging van toegang tot inligting, vereis 
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die Wet die publisering van gidse en handleidings deur owerheidsinstellings.  Dié publikasies 
moet onder meer besonderhede bevat oor die vorm waarin ‘n versoek om inligting gerig moet 
word, die gelde wat ‘n versoek moet vergesel en die tipe rekords wat deur die betrokke 
instelling gehou word.  Die publiek moet ook by wyse van kennisgewings in die Staatskoerant 
ingelig word oor die kategorieë rekords wat outomaties beskikbaar is - dit wil sê sonder dat ‘n 
amptelike versoek daarvoor gerig hoef te word. 
 
Die bekendmaking van besluitnemingsriglyne van ‘n owerheidsinstelling vorm ‘n belangrike 
komponent van die reg op toegang tot inligting.  State soos die VSA, Kanada en Australië is 
terdeë bewus hiervan en daarom vereis hulle wetgewing uitdruklik dat besluitnemingsriglyne 
gepubliseer of vir inspeksie beskikbaar gestel moet word. Ten spyte van die voorbeeld van 
dié state en in weerwil van verskeie konstitusionele en wetlike argumente is die artikel wat 
voorsiening gemaak het vir ‘n soortgelyke praktyk uit die Suid-Afrikaanse Inligtingswet 
verwyder.  Om aan die ware letter en gees van die reg op toegang tot inligting uitdrukking te 
gee, moet daar in die toekoms ernstige oorweging geskenk word aan die herinsluiting van die 
betrokke artikel. 
Indien ‘n persoon toegang tot ‘n rekord in besit van ‘n owerheidsinstelling wil bekom, moet die 
prosedure soos uiteengesit in die Wet, gevolg word.  Die versoek moet op die voorgeskrewe 
vorm geskied en moet aan die inligtingsbeampte van die betrokke owerheidsinstelling gerig 
word.  Van die inligtingsbeampte word verwag om bystand aan applikante te verleen en  om 
te verseker dat hulle versoeke aan die nodige vereistes voldoen.  Anders as wat die geval in 
Australië en Kanada is, hoef daar nie ‘n ontvangserkenning uitgereik te word nie.  In die 
belang van doeltreffende en effektiewe administrasie is dit egter wenslik om dit wel te doen.  
Dit is ook die inligtingsbeampte se verantwoordelikheid om versoeke wat nie by die gepaste 
instelling ingedien is nie, na die korrekte instelling oor te plaas en om derde partye in kennis 
te stel wanneer inligting versoek word wat hulle moontlik mag wil beskerm.  Ten einde die 
finansiële las op die instelling te verlig, bepaal die Wet dat fooie gehef moet word.  Vir die 
doeleindes van die vasstelling van fooie word versoekers  as persoonlike en nie-persoonlike 
versoekers geklassifiseer.  Nie-persoonlike versoekers moet versoek- en toegangsfooie 
betaal, terwyl persoonlike versoekers slegs ‘n toegangsfooi hoef te betaal. 
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Indien die versoek aan die formele vereistes voldoen, moet die rekord(s) opgespoor en 
ontleed word om te bepaal of die versoek toegestaan kan word, al dan nie.  ‘n Rekord wat 
beskermde inligting bevat, hoef nie in sy totaliteit geweier te word nie.  Waar dit redelikerwys 
moontlik is, kan die sensitiewe inligting deur uitwissing van die res geskei word.  Die 
versoeker moet normaalweg binne 30 kalenderdae van die uitslag verwittig word - tensy 
buitengewone omstandighede verlenging van dié tydperk noodsaak.  In gevalle waar ‘n 
versoek geweier is, moet die versoeker in kennis gestel word van die redes en moet gemeld 
word dat appèl teen die uitslag aangeteken kan word. 
 
Benewens die aspekte wat in hoofstuk vyf beskryf en ontleed is, is dit ook nodig om ‘n begrip 
te vorm van verdere fasette van die reg op toegang tot inligting soos dit in die Inligtingswet 
vervat is.  In hoofstuk ses word ondersoek ingestel na die legitieme gronde vir die weiering 
van ‘n versoek. 
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HOOFSTUK 6 
 
DIE WET OP DIE BEVORDERING VAN TOEGANG TOT INLIGTING, 2000: GRONDE VIR 
DIE WEIERING VAN INLIGTING 
 
6.1 Inleiding 
 
Die reg op toegang tot inligting, soos ander menseregte, geld nie absoluut nie.  Dit moet 
noodgedwonge begrens word om die bekendmaking van sensitiewe materiaal waardeur 
openbare en individuele belange mag skade ly, te voorkom.  Dit is dus nie verbasend dat alle 
wetgewing wat die reg op toegang tot inligting reguleer, beperkings neerlê ten opsigte van die 
aard van inligting wat bekend gemaak kan word nie.  Die oorhoofse doelwit is om drie 
kategorieë van belange te beskerm, te wete die hoër belange van die staat en die 
samelewing in geheel, private belange en die belange van owerheidsinstellings.  Die 
beperkings wat in die Suid-Afrikaanse Inligtingswet opgeneem is, staan bekend as “gronde 
vir die weiering van inligting” (kortweg genoem weieringsgronde) en vorm die fokus van 
hoofstuk ses.   
 
As vertrekpunt word die wyse waarop die weieringsgronde gestruktureer is en beginsels wat 
in gedagte gehou moet word by die toepassing en interpretasie van die gronde, verduidelik.  
Dit word gevolg deur ‘n ontleding van elk van die individuele weieringsgronde wat in die 
Inligtingswet vervat is.  In elke geval word die ooreenstemmende bepalings in ander state se 
wetgewing en interpretasies wat in daardie konteks daaraan verleen word, in berekening 
gebring ten einde ‘n meer insiggewende ontleding te doen. 
 
6.2 Gronde vir die weiering van inligting: strukturering en toepassingsbeginsels 
 
Die gronde vir die weiering van inligting is in hoofstuk vier van die Inligtingswet vervat.  Om 
dié  komplekse  en  gedetailleerde  gedeelte  van die  Wet te  begryp, is dit nodig om die 
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struktuur van die gronde en bepaalde sleutelbeginsels wat daarmee in verband staan, toe te 
lig. 
 
Die gronde vir die weiering van rekords kan in twee oorhoofse kategorieë verdeel word na 
gelang van die aspekte wat in berekening gebring moet word wanneer daar oor die 
toepaslikheid van ‘n spesifieke grond besluit moet word.  Die eerste kategorie gronde vereis 
dat twee aspekte getoets moet word alvorens toegang tot inligting geweier kan word.  Die 
een aspek het te make met die inhoud van die rekord en die ander met die gevolge wat kan 
voortspruit uit die bekendmaking van die inligting wat in die rekord vervat is.  In praktiese 
terme beteken dit dat die inligtingsbeampte as vertrekpunt moet bepaal of die inhoud van die 
betrokke rekord in een van die klasse van inligting val wat regmatig geweier kan word (soos 
gespesifiseer deur die Wet).  Daarna moet bepaal word of bekendmaking van die inligting 
skadelik sal wees vir die belange of regte wat deur die grond(e) beskerm word.   Indien die 
inhoud van so ‘n aard is dat dit geweier kan word, maar dit duidelik is dat geen skade sal 
voortspruit uit die bekendmaking van die inligting nie, mag die rekord nie geweier word nie.  
Beide aspekte moet van toepassing wees voordat ‘n versoek geweier kan word.  ‘n 
Voorbeeld van ‘n grond wat ‘n tweeledige toets moet ondergaan, is die grond wat betrekking 
het op finansiële inligting van ‘n derde party (artikel 36(1)(b)).  Alvorens die rekord geweier 
kan word, moet die inhoud as finansiële inligting van ‘n derde party geklassifiseer word en 
moet dit duidelik blyk dat openbaarmaking van die inligting skade aan die finansiële belange 
van daardie party sal meebring. Die tweede kategorie gronde hoef slegs aan ‘n enkele toets 
onderwerp te word, te wete die inhoudelike toets.  Indien die inhoud van die rekord in een van 
die klasse van inligting val wat regmatig geweier kan word, kan ‘n versoek afgekeur word.  
Daar hoef nie eers bepaal te word of bekendmaking van die inligting skadelik sal wees vir die 
belange of regte wat beskerm word nie.  ‘n Voorbeeld van ‘n grond wat in die tweede 
kategorie resorteer, is dié een wat gemik is op die beskerming van handelsgeheime van ‘n 
derde party (artikel 36(1)(a)).  Indien ‘n rekord handelsgeheime van ‘n derde party bevat, 
moet toegang geweier word - ongeag of bekendmaking daarvan skade sal meebring of nie 
(Currie & Klaaren 2002:99; Wessels [S.a.]:53.) 
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Die 1996-Konsepwetsontwerp oor Oop Demokrasie het ‘n bepaling bevat wat dit verpligtend 
sou maak om ten opsigte van ál die gronde vir die weiering van toegang tot inligting, die 
skade wat uit bekendmaking sou voortvloei, in berekening te bring.  Die sogenaamde “skade-
klousule” wat in artikel 46 van die 1996-Konsepwetsontwerp vervat was, het soos volg gelui: 
“No provision of this Chapter shall be interpreted to require or permit the information officer of 
a governmental body to refuse a request for access if the harm that the provision is intended 
to guard against could not reasonably be expected to occur if the request was granted.”  In 
effek het dit beteken dat al die gronde vir weiering ‘n tweeledige toets sou moes ondergaan, 
alvorens ‘n versoek om toegang tot ‘n rekord afgekeur kon word.  Daar sou benewens die 
inhoudelike toets, genoeg bewyse moes bestaan (gebaseer op die feite en omstandighede 
wat op die betrokke versoek van toepassing is) om die inligtingsbeampte te oortuig dat die 
skade wat deur die betrokke bepaling beskerm word, moontlik sal plaasvind indien die 
versoek toegestaan word. (White  1998:72-73.)   Die verwydering van die oorkoepelende 
skade-klousule is gekritiseer, omdat dit aan die owerheid - ten opsigte van die kategorie 
gronde wat slegs aan ‘n inhoudelike toets onderhewig is - ‘n skuiwergat bied om onskadelike 
inligting te weerhou.  Anders gestel, kom dit daarop neer dat die owerheid, in soverre dit 
gespesifiseerde klasse inligting betref, ‘n persoon se reg op toegang tot inligting sonder 
genoegsame rede kan inkort. (Freedom of Expression Institute 1998.)  Die benadering 
waarop uiteindelik in die Suid-Afrikaanse konteks besluit is (om sekere rekords aan ‘n 
tweeledige toets en ander aan ‘n enkelvoudige toets te onderwerp), strook met die praktyk 
wat in ander state gevolg word (kyk Eagles et al. 1992:112; Rankin 1983:12;  US Department 
of Justice 2000:832-833 en Australian Law Reform Commission 1994:33).  Indien die 
oorkoepelende skade-klousule behou is,  sou die Inligtingswet  - wat dié faset betref - meer 
progressief in benadering gewees het as wat die geval in die VSA, Kanada, Nieu-Seeland en 
Australië is.   
 
Buiten die kategorisering wat hierbo verduidelik is, kan die gronde vir die weiering van 
toegang tot inligting in twee verdere kategorieë verdeel word, te wete verpligte gronde en 
diskresionêre gronde.  Waar verpligte gronde ter sprake is, beteken dit dat die 
inligtingsbeampte (na die uitvoering van die nodige toets(e)), toegang tot die rekord wat 
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versoek is, moet weier.  In gevalle waar diskresionêre gronde van toepassing is, word dit aan 
die diskresie van die inligtingsbeampte oorgelaat om te besluit of die versoek afgekeur moet 
word, al dan nie.  ‘n Diskresionêre grond word uitgeken aan die frase “kan weier”.   Die 
algemene reël is dat weiering verpligtend is waar die regte of belange van derde partye 
in gedrang is.105  Waar die regte of belange van die instelling wat oor die inligting beskik ter 
sprake is, is weiering egter opsioneel. (Currie & Klaaren 2002:105-106.)  Deur uitdruklik aan 
te dui wat die aard van elke weieringsgrond is, word onsekerheid by inligtingsbeamptes uit 
die weg geruim en word interpretasie deur die howe vergemaklik.  In die Amerikaanse 
konteks was daar nie van meet af duidelikheid omtrent die aard van die weieringsgronde, 
omdat dit nie uit die bewoording van die FOIA afgelei kon word nie.  Die verwarring  en die 
kontroversie wat hierdeur ontketen is, het die belangrikheid van ondubbelsinnige formulering 
van weieringsgronde bevestig.  Eers in 1979 - dertien jaar nadat die wetgewing uitgevaardig 
is - het die Amerikaanse Hooggeregshof bepaal dat ál die weieringsgronde volgens die 
diskresie van die inligtingsbeampte toegepas moet word, behalwe waar ‘n ander wet 
uitdruklik openbaarmaking van ‘n sekere tipe rekord verbied of beperk. (Govender 2001:22; 
Adler 1987:9). 
 
Al die gronde vir die weiering van inligting wat in die Inligtingswet opgeneem is (behalwe die 
grond wat op rekords van die Suid-Afrikaanse Inkomstediens (SAID) betrekking het), is 
ondergeskik aan die openbare belang-klousule vervat in artikel 46.106   Kragtens artikel 46 
kan ‘n versoek om inligting wat deur die weieringsgronde beskerm word, toegestaan word 
indien openbaarmaking daarvan ‘n wetsoortreding of ‘n naderende risiko vir die openbare 
veiligheid of die omgewing aan die lig sal bring en indien die openbare belang wat deur 
bekendmaking van die rekord gedien sal word, swaarder weeg as die skade wat deur die 
betrokke weieringsgrond(e) beskerm word.  Artikel 46 maak dus inderwaarheid daarvoor 
voorsiening dat die beskerming wat deur die weieringsgronde verleen word, opgehef kan 
word indien dit in die openbare  belang is om dit te doen.  Een van die oogmerke is om te 
verhoed dat die weieringsgronde misbruik word om ongerymdhede wat neerkom op ‘n 
oortreding van die reg, van openbaarmaking te weerhou.  Dit mag byvoorbeeld gebeur dat ‘n 
persoon in aanhouding deur die Polisiediens gemartel word om hom/haar sover te kry om ‘n 
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bekentenis te maak.  Indien ‘n besorgde naasbestaande navraag doen oor die welstand van 
die persoon in aanhouding, is dit waarskynlik dat die versoek ingevolge die weieringsgrond 
wat op wetstoepassing betrekking het, geweier sal word ten einde die wangedrag van lede 
van die Polisiediens te verdoesel.  Die naasbestaande, wat ongerymdhede mag vermoed, sal 
by ’n hof kan aansoek doen om hersiening van die Polisiediens se beslissing.  Marteling is 
strydig met artikel 12(1)(d) van die 1996-Grondwet, wat beteken dat daar ‘n oortreding van 
die reg plaasgevind het.  Boonop is dit in die openbare belang dat sulke optrede ontbloot 
word om te verhoed dat dit in die toekoms herhaal word.  Die hof sal in só ‘n geval op artikel 
46 van die Inligtingswet kan steun en sal kan gelas dat die rekords wat aangevra is, 
openbaar gemaak moet word. 
 
Ander state se wetgewing bevat ook openbare belang-klousules, maar die reikwydte daarvan 
is meer beperk as wat die geval in Suid-Afrika is.  In die VSA het die klousule slegs 
betrekking op die weieringsgrond wat verband hou met die privaatheid van individue en in 
Kanada dek die ooreenstemmende klousule slegs die weieringsgrond wat die finansiële en 
kommersiële belange van derde partye beskerm (US Department of Justice 2000:298; 
Wallace 1987:152).  Die Australiese en Nieu-Seelandse wetgewing stel weliswaar meer 
weieringsgronde onderhewig aan die openbare belang-klousule, maar sluit onder meer die 
gronde omtrent wetstoepassing, nasionale veiligheid en verdediging uit (Australian Law 
Reform Commission 1994:36; Taggart 1987:220, 245-246).  Ten spyte van die feit dat die 
openbare belang-klousule in Suid-Afrika nie op rekords van die SAID betrekking het nie, is 
die dekking wat verleen word, steeds meer omvattend as wat die geval in die voornoemde 
state is. 
 
Teen die agtergrond van die verduideliking wat hierbo verskaf is, word daar vervolgens 
ondersoek ingestel na wat elk van die gronde vir die weiering van inligting behels. 
 
6.3 Spesifieke gronde vir die weiering van inligting 
 
Die weieringsgronde wat in die Inligtingswet opgeneem is, is noukeurig en spesifiek 
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geformuleer om te verseker dat die publiek, die inligtingsbeamptes en die howe, sover as wat 
moontlik is, duidelikheid het oor die aard van die rekords wat regmatig geweier kan word. Die 
gevolg is dat die betrokke gedeelte van die Wet,  in navolging van die voorbeeld wat deur 
Kanada en Australië gestel is, besonder gedetailleerd is.  Dit is in skerp teenstelling met die 
Amerikaanse en Nieu-Seelandse wetgewing waar die weieringsgronde  in breë terme en op 
‘n kriptiese wyse geformuleer is.  Die taak om die besonderhede en perke van die 
weieringsgronde uit te werk, word aan die howe (in die geval van die VSA) en aan die 
Ombudsman en die howe (in die geval van Nieu-Seeland) oorgelaat. (Taggart 1987:217; 
Marsh 1987(b):295.)  In die Suid-Afrikaanse konteks sal die howe uiteraard ook gemoeid 
wees met die interpretasie van die fyner detail van die weieringsgronde, maar nie op die 
skaal wat in die VSA en Nieu-Seeland vereis word nie. 
 
Besonderhede oor die aard en inhoud van die weieringsgronde wat in die Inligtingswet 
opgeneem is, word in die volgende paragrawe verskaf. 
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6.3.1 Beskerming van privaatheid van derde partye107 
 
Enige owerheid moet noodgedwonge persoonlike inligting omtrent individue insamel ten 
einde op ‘n doeltreffende en effektiewe wyse uitvoering te gee aan die verskeidenheid van 
funksies wat binne ‘n samelewing verrig moet word.  Sulke inligting behoort met groot 
omsigtigheid hanteer te word om te voorkom dat daar inbreuk gemaak word op ‘n individu se 
 reg op privaatheid.  In Suid-Afrika is die reg op privaatheid ‘n grondwetlik verskanste reg en 
deur in die Inligtingswet daaraan beskerming te verleen, word uitdrukking gegee aan die 
mandaat wat in artikel 7(2) van die Grondwet vervat is.  Kragtens artikel 7(2) moet die 
owerheid die regte in die Handves van Regte eerbiedig, beskerm, bevorder en verwesenlik. 
 
Artikel 34(1) van die Inligtingswet verbied die toestaan van ‘n versoek om toegang tot ‘n 
rekord indien bekendmaking van die rekord onredelike openbaarmaking van persoonlike 
inligting oor ‘n derde party (insluitend ‘n persoon wat oorlede is), te weeg sal bring.  Dit is 
belangrik om daarop te let dat artikel 34(1) nie outomaties alle vorme van persoonlike inligting 
van bekendmaking vrywaar nie.  Toegang tot ‘n rekord wat persoonlike inligting bevat, moet 
slegs geweier word indien openbaarmaking daarvan onredelik sal wees.  Dit beteken dat ‘n 
inligtingsbeampte wat ‘n versoek om toegang oorweeg, twee aspekte in berekening moet 
bring.  Ten eerste moet bepaal word of die inligting wat in die rekord vervat is van ‘n 
persoonlike aard is en ten tweede moet bepaal word of openbaarmaking daarvan onredelik 
sal wees.(Wessels [S.a.]:53.)  Om die aard van die inligting te bepaal, moet die 
inligtingsbeampte steun op die breedvoerige omskrywing van die konsep “persoonlike 
inligting” wat in artikel 1 van die Inligtingswet opgeneem is (kyk par. 2.4.1 supra).  
Daarbenewens sal hy/sy moet bepaal of die betrokke rekord(s) inligting bevat wat 
uitsonderings verteenwoordig en wat as sodanig nie ingevolge artikel 34(1) geweier kan word 
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nie.  Die tipes inligting wat hier ter sprake is, is in artikel 34(2) gelys en sluit inligting in wat - 
 
 reeds in die openbaar beskikbaar is 
 handel oor die fisiese of geestelike welstand van ‘n individu wat onder die sorg van die 
versoeker is108 
 betrekking het op ‘n individu wat oorlede is109 
 handel oor ‘n individu wat ‘n beampte van ‘n owerheidsinstelling is of was en wat 
verband hou met die posisie of funksies van so ‘n individu 
 oor ‘n individu handel wat ingestem het tot die openbaarmaking daarvan aan die 
versoeker (kyk voetnoot 105 en par. 5.4.3.1 supra) 
 
Indien die inligtingsbeampte vasgestel het dat die inligting van ‘n persoonlike aard is en in die 
klas van inligting val wat regtens geweier kan word, is die volgende stap om te bepaal of 
openbaarmaking van die inligting onredelik sal wees, al dan nie.  Volgens Currie en Klaaren 
(2002:122) sal openbaarmaking van inligting as onredelik bestempel kan word, indien die reg 
op privaatheid van ‘n individu geskend word sonder dat daar genoegsame regverdiging 
daarvoor bestaan.  Die Konstitusionele Hof het in Bernstein v Bester NO 1996(2) SA 751 
(CC)) tot die slotsom gekom dat die reg op privaatheid slegs betrekking het op daardie 
aangeleenthede van ‘n individu se lewe ten opsigte waarvan hy/sy ‘n legitieme verwagting 
van privaatheid koester.  ‘n Verwagting word as legitiem bestempel indien ‘n individu se 
subjektiewe verwagting van privaatheid deur die samelewing as redelik beskou word. 
(Govender 2001:23.)  Daar word aanvaar dat die samelewing meer geneig sal wees om ‘n 
verwagting van privaatheid as redelik te beskou wanneer ’n individu se liggaam, tuiste, 
gesinslewe en intieme verhoudings ter sprake kom (Currie & Klaaren 2002:116-117).  Die 
interpretasie wat aan die reg op privaatheid verleen word, beteken in praktiese terme dat die 
inligtingsbeampte sal moet bepaal of die individu ‘n legitieme verwagting van privaatheid het 
ten opsigte van die inligting wat versoek is.  Die feit dat ‘n legitieme verwagting van 
privaatheid ter sprake is, beteken egter nie dat weerhouding van die persoonlike inligting wat 
versoek is, ‘n uitgemaakte saak is nie.  Soos reeds aangetoon, verbied artikel 34(1) 
“onredelike openbaarmaking” van persoonlike inligting en daarmee word inderwaarheid te 
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kenne gegee dat openbaarmaking van sulke inligting in sekere gevalle redelik en gevolglik 
toelaatbaar sal wees.  Om te bepaal of openbaarmaking redelik sal wees, sal enige legitieme 
verwagting van privaatheid eers teen die openbare belang opgeweeg moet word.  Indien die 
openbare belang duidelik swaarder weeg as die individuele belang wat deur artikel 34 
beskerm word, sal openbaarmaking van persoonlike inligting as redelik beskou kan word. 
(Michael 1987:70; Currie & Klaaren 2002: 121-122.)  In die VSA, waar die ooreenstemmende 
weieringsgrond in dieselfde trant as artikel 34 geformuleer is,110 het die howe byvoorbeeld 
gelas dat die name en adresse wat in ‘n  kieserslys opgeneem is, vir navorsingsdoeleindes 
beskikbaar gestel moet word.  Die standpunt is gehuldig dat die skending van privaatheid wat 
uit die openbaarmaking van die inligting mag voortvloei, minimaal sal wees vergeleke met die 
openbare voordele wat die navorsing te weeg sal bring.  In teenstelling hiermee, is die name 
en adresse van amateur wynmakers weerhou van ‘n maatskappy wat sy eie kommersiële 
belange deur die uitstuur van advertensiemateriaal wou bevorder. (Mathews 1978:82; 
Michael 1987:70.) 
 
6.3.2 Beskerming van rekords van die Suid-Afrikaanse Inkomstediens 
 
Kragtens artikel 35(1) van die Inligtingswet moet ‘n versoek om toegang tot ‘n rekord(s) van 
die Suid-Afrikaanse Inkomstediens (SAID) geweier word indien dit inligting bevat wat verband 
hou met die invordering van belasting. Die oogmerk is om inligting oor inkomste en finansiële 
sake wat deur belastingbetalers aan die SAID verskaf word, teen openbaarmaking te 
beskerm.  Artikel 35(1) bevestig in effek die statutêre vertrouensplig wat ingevolge die Wet op 
Inkomstebelasting, 1962 (Wet 58 van 1962) van amptenare wat in diens van die SAID staan, 
vereis word. (Currie & Klaaren 2002:133-134.)  Dit was nodig om ook ingevolge die 
Inligtingswet beskerming aan genoemde rekords te verleen sodat die persepsie nie ontstaan 
dat die Inligtingswet gebruik kan word om daardie vertrouensplig op te hef nie. 
 
Die weieringsgrond in artikel 35(1) geld slegs ten opsigte van rekords wat inligting omtrent 
belasting invordering bevat.  Dit beteken dat versoeke om rekords wat nie met belasting 
invordering verband hou nie (soos rekords omtrent die besoldiging van personeel), wel 
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toegestaan kan word. (Currie & Klaaren 2002:133.)  ‘n Versoek moet ook toegestaan word 
indien die versoeker en die individu op wie die rekord betrekking het, dieselfde persoon is of 
indien ‘n derde party wat behoorlik daartoe gemagtig is (byvoorbeeld ‘n ouditeur), ‘n versoek 
namens ‘n kliënt rig (Wessels [S.a.]:55).  Ander state maak nie voorsiening vir afsonderlike 
beskerming van rekords van instellings belas met belastinginvordering nie.  Sulke rekords 
word normaalweg gedek deur die weieringsgronde wat die privaatheid van individue beskerm 
of wat betrekking het op finansiële belange van derde partye (Du Plessis 1987(b):185; 
Foerstel 1999:63). 
 
6.3.3 Beskerming van kommersiële inligting van derde partye 
 
Die moderne staat word gekenmerk deur die feit dat bykans alle fasette van die individu se 
lewe deur die owerheid gereguleer en beheer word.  Dit impliseer dat individue benewens 
persoonlike gegewens, ook inligting wat met hulle besigheidsbedrywighede verband hou, aan 
die owerheid moet verskaf.  Sulke inligting is dikwels van ‘n sensitiewe aard en moet as 
sodanig teen onregmatige bekendmaking beskerm word.  Indien dit nie beskerm word nie, sal 
die onvermydelike gevolg wees dat individue inligting weerhou of dat onakkurate inligting 
verskaf word.  Die owerheid kan nie sy regulerings- en beheerfunksie na behore vervul 
sonder voldoende en akkurate inligting nie en word dus verplig om maatreëls in plek te stel 
om te verhoed dat inligting wat in goeie trou verskaf is, in die hande van mededingers beland 
en sodoende die belange van die party wat die inligting verskaf het, benadeel. (Currie & 
Klaaren 2002:135.)  Artikel 36 van die Inligtingswet kan as só ‘n maatreël beskou word.  
Ingevolge artikel 36(1) moet toegang tot ‘n rekord geweier word indien die rekord - 
 
 handelsgeheime van ‘n derde party bevat (artikel 36(1)(a)) 
 finansiële, kommersiële, wetenskaplike en tegniese inligting bevat waarvan die 
openbaarmaking waarskynlik skade aan die kommersiële of finansiële belange van 
daardie derde party te weeg sal bring (artikel 36(1)(b)) 
 inligting bevat wat deur ‘n derde party op ‘n vertroulikheidsgrondslag verskaf is, 
waarvan daar redelikerwys verwag kan word dat openbaarmaking daardie derde party 
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in kontraktuele onderhandelinge of in kommersiële mededinging sal benadeel (artikel 
36(1)(c)) 
 
Ingevolge artikel 36(1)(a) is ‘n inligtingsbeampte verplig om toegang tot ‘n rekord te weier 
indien dit inligting bevat wat as ‘n handelsgeheim(e) geklassifiseer kan word.  Dit is nie nodig 
om die moontlike gevolge wat deur openbaarmaking meegebring kan word, ook in 
berekening te bring nie.  Aangesien daar slegs ‘n inhoudelike toets uitgevoer hoef te word, is 
dit belangrik dat die konsep “handelsgeheim” gedefinieer word.  Die Inligtingswet bevat nie ‘n 
definisie vir dié konsep nie, maar daar kan wel van die formulering van artikel 36(1) afgelei 
word dat handelsgeheime nie finansiële, kommersiële, tegniese inligting of inligting wat op ‘n 
vertroulikheidsgrondslag verskaf is, insluit nie.  Handelsgeheime word uitgesonder in dié sin 
dat die gevolge wat uit openbaarmaking mag voortspruit, nie in ag geneem hoef te word nie 
en dit impliseer dat daar ‘n hoër prioriteit geheg word aan die beskerming van 
handelsgeheime as wat die geval met die ander tipes inligting is. (Currie & Klaaren 
2002:137.)  Die howe sal noodwendig die definisie van “handelsgeheim” moet verfyn om te 
voorkom dat ‘n wyer spektrum van inligting weerhou word as wat nodig en wenslik is.  In dié 
verband sal daar gesteun kan word op die definisie wat vir die doeleindes van die 
Amerikaanse FOIA geformuleer is.  Die Federale Appèlhof het ‘n handelsgeheim gedefinieer 
as “a secret commercially valuable plan, formula, process, or device that is used for the 
making, preparing, compounding, or processing of trade commodities and that can be said to 
 be the end product of  either  innovation or  substantial effort.”  Die deurslaggewende  
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vereiste is dat daar ‘n direkte verband moet bestaan tussen die handelsgeheim en ‘n 
produksieproses. (US Department of Justice 2000:163.) 
 
Artikel 36(1)(b) van die Inligtingswet beskerm finansiële, kommersiële, wetenskaplike en 
tegniese inligting wat deur derde partye aan owerheidsinstellings verskaf is.  Sulke inligting 
kan slegs geweier word indien die feite en omstandighede wat die versoek omring, daarop 
dui dat openbaarmaking van die betrokke inligting waarskynlik skade aan die kommersiële 
of finansiële belange van ‘n derde party sal veroorsaak.  Die konsep “waarskynlik” beteken 
dat daar ‘n sterk moontlikheid moet bestaan dat openbaarmaking van die inligting skadelik 
sal wees vir die belange van die derde party (Currie & Klaaren 2002:103). 
 
In die Amerikaanse konteks word finansiële en kommersiële inligting in ‘n wye sin 
geïnterpreteer - enige inligting wat met ‘n besigheid of handelsonderneming verband hou, 
word geredelik as finansieel of kommersieel van aard getipeer, insluitend inligting omtrent 
bates, winste, verliese, markaandele, die identiteit van verskaffers, subkontrakteurs en 
sleutelwerknemers (US Department of Justice 2000:165; Michael 1987:66).  In Australië 
daarenteen word inligting slegs beskerm as dit kommersiële waarde het  - dit wil sê daar 
moet ‘n vraag na sulke inligting in die mark wees en wel tot dié mate dat persone bereid is 
om daarvoor te betaal.  Die formulering van artikel 36(1)(b) lê nader aan die Amerikaanse 
weergawe en dus word voorsien dat die Suid-Afrikaanse howe ook ‘n wye benadering tot die 
interpretasie van finansiële en kommersiële inligting sal volg.(Currie & Klaaren 2002:139.) 
 
Artikel 36(1)(c) beskerm inligting wat op ‘n vertroulikheidsgrondslag verskaf is en vereis,  
soos artikel 36(1)(b), dat ‘n tweeledige toets uitgevoer moet  word.  Daar moet ten eerste 
bepaal word of die inligting wat ter sprake is, inderdaad op ‘n vertroulikheidsgrondslag 
verskaf is en ten tweede moet bepaal word of daar redelikerwys verwag kan word dat 
openbaarmaking van daardie inligting ‘n derde party in kontraktuele of ander 
onderhandelinge of in kommersiële mededinging sal benadeel.  Die frase “redelikerwys 
verwag” beteken dat daar ‘n matige moontlikheid moet bestaan dat openbaarmaking die 
skade wat voorsien word, te weeg sal bring.  Artikel 36(1)(c) verskil dus van artikel 36(1)(b) in 
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dié sin dat daar ‘n kleiner moontlikheid van ‘n skadelike gevolg hoef te bestaan vir die 
weieringsgrond om in werking te tree. (Currie & Klaaren 2002:102-103.)  Daar word aanvaar 
dat inligting op ‘n vertroulikheidsgrondslag verskaf is indien die ontvanger van die inligting 
(die owerheidsinstelling) ‘n versekering gee dat die inligting as vertroulik hanteer sal word of 
indien die verskaffer versoek dat die inligting op ‘n vertroulike grondslag hanteer moet word. 
(Currie & Klaaren 2002:142.)  Inligting wat deur artikel 36(1)(c) beskerm word, sluit inligting in 
wat as deel van ‘n tenderproses aan ‘n owerheidsinstelling verskaf is (Wessels 2002). 
 
Die Amerikaanse en Nieu-Seelandse wetgewing maak nie daarvoor voorsiening dat derde 
partye in kennis gestel moet word wanneer inligting wat op hulle betrekking het, versoek word 
nie (Michael 1987:67; Taggart 1987:313).  Derde partye word dus nie die geleentheid gebied 
om in te stem tot die openbaarmaking van die inligting of om vertoë te rig oor waarom ‘n 
versoek nie toegestaan behoort te word nie.  Indien ‘n party op ‘n ander wyse van ‘n versoek 
te hore kom 111 omtrent inligting wat hy/sy verkieslik geheim wil hou, is die enigste uitweg om 
‘n hofaansoek in te dien ten einde openbaarmaking te voorkom.  In die VSA het dit algemene 
praktyk geword vir maatskappye om aansoeke by die howe in te dien om te verhoed dat 
inligting wat na hulle mening ingevolge artikel (b)(4) van die FOIA112 beskerming behoort te 
geniet, aan ‘n versoeker verskaf word (Adler 1987:4).  Dié praktyk, wat bekend geword het as 
“omgekeerde toegang tot inligting-regsgedinge”, vind ook in Nieu-Seeland plaas, maar in ‘n 
mindere mate as wat die geval in die VSA is113 (Taggart 1987:239).  Die onkoste en tyd 
verbonde aan die voer van sulke regsgedinge kon verhoed gewees het indien die twee state 
se wetgewing uitdruklik voorsiening gemaak het vir die uitreiking van derde party 
kennisgewings.  In die lig van die ondervinding in die VSA en Nieu-Seeland, is dit verblydend 
dat die Suid-Afrikaanse Inligtingswet vereis dat derde partye in kennis gestel moet word 
wanneer inligting wat op hulle betrekking het, versoek word (kyk voetnoot 105 en par. 5.4.3.1 
supra).  In gevalle waar ‘n inligtingsbeampte - ten spyte van die vertoë van ‘n derde party - 
nogtans ‘n versoek toestaan, kan die derde party intern appèl aanteken teen die toestaan van 
die versoek (kyk par. 7.4 infra).  Indien die interne appèl misluk, kan die betrokke party 
hom/haar tot die howe wend om die besluit van die inligtingsbeampte te laat hersien (Suid-
Afrika 2000, art. 78(3)).  Dit behoort duidelik te wees dat verskeie kanale aan ‘n derde party 
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gebied word om beswaar aan te teken teen die openbaarmaking van inligting.  Die howe hoef 
slegs as ‘n laaste uitweg gebruik te word - in teenstelling met die VSA en Nieu-Seeland waar 
die howe die eerste en enigste kanaal vir beswaarmaking bied. 
 
6.3.4 Beskerming van vertroulike inligting van ‘n derde party 
 
Kragtens artikel 37(1)(a) moet die inligtingsbeampte ‘n versoek om toegang tot ‘n rekord 
weier indien openbaarmaking van die rekord sal neerkom op skending van ‘n vertrouensplig 
wat aan ‘n derde party verskuldig is.114  ‘n Vertrouensplig ontstaan indien daar sprake van ‘n 
ooreenkoms tussen die ontvanger en verskaffer van die inligting was  - hetsy uitdruklik of 
versweë - dat die inligting as vertroulik hanteer sal word (Wessels [S.a.]:56).  Die beskerming 
wat ingevolge artikel 37(1)(a) verleen word, is veral belangrik vir ‘n funksionaris soos die 
Openbare Beskermer wat die vertroulikheid van inligting moet waarborg ten einde sy/haar 
werksaamhede doeltreffend en effektief te kan verrig.  Lede van die publiek sal nie geredelik 
onreëlmatighede aanmeld nie en die amptenary sal nie in alle opsigte openhartig en eerlik in 
hulle kommunikasie met die Openbare Beskermer wees indien die inligting wat verskaf is, 
ingevolge die Inligtingswet bekend gemaak kan word nie. (Open Democracy Bill Ad Hoc ... 
1999.)  Die insluiting van artikel 37(1)(a) is daarop gemik om só ‘n situasie te voorkom en om 
te verseker dat die geloofwaardigheid van ampte en instellings wie se werksaamhede op die 
beginsel van vertroulikheid geskoei is, nie in gedrang kom nie. 
 
Artikel 37(1)(b) van die Inligtingswet bevat ‘n diskresionêre grond vir die weiering van 
inligting.  Hiervolgens kan ‘n inligtingsbeampte ‘n versoek om toegang tot ‘n rekord weier 
indien dit inligting bevat wat op ‘n vertroulikheidsgrondslag verskaf is en waarvan 
openbaarmaking moontlik die toekomstige verskaffing van soortgelyke rekords uit dieselfde 
bron sal benadeel.  Die inligting word slegs beskerm indien dit in die openbare belang is dat 
daar voortgegaan moet word met die verskaffing van soortgelyke inligting of inligting uit 
dieselfde bron.  Inligting wat ingevolge artikel 37(1)(b) beskerming sal geniet, sluit onder 
meer inligting in wat deur informante of verklikkers verskaf word (Wessels [S.a.]:56). 
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Die Amerikaanse FOIA beskerm kommersiële en finansiële inligting wat op ‘n 
vertroulikheidsgrondslag verskaf is, maar verleen geen uitdruklike beskerming aan ander 
sensitiewe en vertroulike inligting - soos wat die geval in Suid-Afrika is nie.115  Dit word deur 
outeurs soos Davis (1967:787, 793) en Rowat (1987:330) as een van die vernaamste 
tekortkominge van die FOIA beskou. Mathews (1978:80) daarenteen wys daarop dat 
beskerming van ander vorme van vertroulike inligting nie noodwendig gewensd is nie 
vanweë negatiewe praktyke wat dit tot gevolg mag hê.  Volgens hom bestaan die gevaar dat 
die verskaffers van inligting sal aandring op ‘n implisiete of eksplisiete ooreenkoms van 
vertroulikheid om sodoende ‘n wye reeks inligting, insluitend onskadelike inligting, van 
openbaarmaking te vrywaar.  Mathews verloor egter uit die oog dat die weieringsgrond 
gestruktureer kan word op ‘n wyse wat misbruik daarvan sal voorkom of ten minste beperk.  
So byvoorbeeld kon gestipuleer word dat sekere tipes inligting wat op ‘n 
vertroulikheidsgrondslag verskaf word, slegs beskerm sal word indien ‘n skadelike gevolg uit 
openbaarmaking daarvan sou voortvloei.  Artikel 37(1)(b) van die Suid-Afrikaanse 
Inligtingswet bied ‘n goeie voorbeeld in dié verband.  Vertroulike inligting geniet beskerming 
indien openbaarmaking daarvan toekomstige verskaffing van soortgelyke inligting sal 
belemmer en indien dit in die openbare belang is dat daar voortgegaan word met verskaffing 
van sulke inligting. 
 
6.3.5 Beskerming van veiligheid van individue en eiendom 
 
Artikel 38(a) van die Inligtingswet stipuleer dat ‘n versoek om toegang tot ‘n rekord afgekeur 
moet word indien daar ‘n moontlikheid bestaan dat die openbaarmaking daarvan die lewe of 
fisiese veiligheid van ‘n individu in gevaar sal stel.  Die Wet spesifiseer nie die tipe inligting 
wat in ‘n rekord vervat moet word vir die weieringsgrond om in werking te tree nie, maar 
daar kan aanvaar word dat inligting oor onder andere die identiteit, persoonlike geskiedenis 
en menings van ‘n individu, asook inligting oor die plek waar ‘n persoon hom/haar op ‘n 
gegewe tydstip bevind, hier ter sprake sal wees.  So byvoorbeeld sal inligting omtrent die 
ligging van ‘n skuilplek vir slagoffers van gesinsgeweld regmatig weerhou kan word indien 
die veiligheid van ‘n individu(e) wat daar tuisgaan, bedreig word. (Currie & Klaaren 
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2002:160.) Van die inligting wat ingevolge artikel 38(a) beskerming geniet, sal noodwendig 
oorvleuel met persoonlike inligting wat in artikel 34 beskerm word, maar dit is nie 
problematies nie - ingevolge artikel 33(2) van die Wet kan meer as een weieringsgrond op 
dieselfde rekord van toepassing wees. 
 
Artikel 38(a) van die Inligtingswet is ‘n omvattende bepaling in dié sin dat bedreiging van die 
veiligheid van enige individu(e) in die samelewing, genoegsame rede bied om inligting te 
weerhou.  Die ooreenstemmende weieringsgrond in die Amerikaanse en Australiese 
wetgewing was aanvanklik so geformuleer dat inligting slegs geweier kon word indien die 
lewe of fisiese veiligheid van persone wat by wetstoepassing betrokke is, bedreig word  
(Eagles et al. 1992:205).  Dié eng benadering was nie gewensd nie.  Die voorbeeld omtrent 
die slagoffer van gesinsgeweld waarna hierbo verwys word, toon immers dat dit onder 
bepaalde omstandighede noodsaaklik mag wees om inligting te weerhou ten einde te 
voorkom dat ‘n gewone lid van die samelewing leed aangedoen word. Albei state se 
wetgewing is later gewysig om te verseker dat die veiligheid van alle individue in die 
samelewing in berekening gebring word wanneer ‘n versoek om inligting oorweeg word 
(Tomasic & Fleming 1991:444; Eagles et al.1992:205). 
 
Benewens inligting wat op die veiligheid van ‘n individu betrekking het, kan ‘n 
inligtingsbeampte ook toegang tot ‘n rekord weier indien openbaarmaking daarvan moontlik 
die sekuriteit van ‘n gebou, eiendom, struktuur of stelsel sal benadeel of verswak.  Dieselfde 
geld ten opsigte van metodes, planne en prosedures wat ontwerp is met die oog op die 
beskerming van ‘n individu in ‘n getuienisbeskermingsprogram of wat gemik is op die 
beskerming van die veiligheid van die publiek. (Suid-Afrika 2000, art. 38(b).)  Dié 
weieringsgrond kan onder meer aangewend word om te verhoed dat die sekuriteitsreëlings 
van ‘n gevangenis of inligting omtrent swakhede in ‘n staatsdepartement se rekenaarstelsel 
aan ‘n versoeker verskaf word (Wessels 2002).  Die ondervinding van state waar ‘n 
soortgelyke weieringsgrond geld - byvoorbeeld in Kanada - toon dat dit nie ‘n bron van 
noemenswaardige kontroversie is nie (kyk Wallace 1987:143).  Daar kan dus met redelike 
sekerheid aanvaar word dat dit ook nie in Suid-Afrika die geval sal wees nie. 
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6.3.6 Beskerming van polisiedossiere in borgverrigtinge en beskerming van 
wetstoepassing en regsverrigtinge 
 
Artikel 39 is in die Inligtingswet ingesluit om te voorkom dat die reg op toegang tot inligting 
met wetstoepassing, administrasie van die reg en ‘n persoon se reg op ‘n regverdige verhoor 
inmeng.  Ingevolge artikel 39(1)(a) moet ‘n versoek om toegang tot ‘n rekord geweier moet 
word indien toegang tot daardie rekord deur artikel 60(14) van die Strafproseswet, 1977 
(Wet 51 van 1977) verbied word.  Laasgenoemde artikel bepaal dat ‘n beskuldigde nie vir 
die doeleindes van borgverrigtinge toegang mag kry tot inligting wat deel uitmaak van ‘n 
polisiedossier en wat betrekking het op die misdaad wat ter sprake is nie.  Die aanklaer 
beskik wel oor die diskresie om toegang te verleen. (Currie & Klaaren 2002:163).  Dit is ‘n 
algemene praktyk om bepalings van ander wetgewing wat openbaarmaking van sekere 
inligting verbied, as geldige weieringsgrond in wetgewing wat toegang tot inligting reguleer, 
in te sluit.  Marsh (1987(a):7) bied die volgende verklaring hiervoor: 
 
The reason why provisions in earlier Acts prohibiting disclosure are so frequently preserved in 
legislation introducing a general right of access, rather than repealed, with their substance  (so far as 
acceptable) incorporated in the exemptions from that general right, appears to be primarily a pragmatic 
one.  The protagonists of access are anxious to get their access principle on the statute book and 
appreciate that they are likely to face a long fight if they have to deal individually with the objections of 
each department of the government which has a special interest in one or more of the secrecy 
provisions. 
 
Die promulgering van die Inligtingswet was onderhewig aan ‘n grondwetlik vasgestelde 
sperdatum en daar kan dus met goeie reg aanvaar word dat die insluiting van artikel 60(14) 
van die Strafproseswet om pragmatiese redes gedoen is.  Artikels 39(1)(b)(iii)(aa)-(cc) van 
die Inligtingswet bied genoegsame beskerming teen openbaarmaking van die tipe inligting 
wat deur artikel 60(14) van die Strafproseswet gedek word.116  Die insluiting van 
laasgenoemde artikel as ‘n addisionele weieringsgrond, was dus inderwaarheid onnodig.  
Die opstellers het waarskynlik gereken dat dit beter is om ‘n oorvleueling van 
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weieringsgronde te hê117 as om artikel 60(14) uit te sluit en uitgerekte debatvoering en 
kontroversie oor die aangeleentheid te ontketen.  Nie een van die ander state se wetgewing 
wat vir die doeleindes van dié studie bestudeer is, bevat ‘n soortgelyke aparte bepaling nie. 
 
Artikel 39(1)(b)(i) het ten doel om inligting omtrent die metodes wat vir die voorkoming van 
misdaad en vir die opsporing en vervolging van vermeende oortreders gebruik word, te 
beskerm.  Sulke inligting geniet egter nie outomaties beskerming nie.  Wanneer oorweging 
aan die versoek geskenk word, moet die gevolge van openbaarmaking in berekening 
gebring word: indien dit die doeltreffendheid van die betrokke metodes sal benadeel of tot 
die vermyding van die reg sal lei of die pleeg van ‘n misdryf sal vergemaklik, kan die 
inligtingsbeampte die versoek weier.  In die VSA word beskerming onder die 
ooreenstemmende bepaling van die FOIA nie verleen aan metodes waarmee die publiek 
goed vertroud is nie.  Die howe handhaaf die standpunt dat dit sinneloos is om metodes wat 
algemeen in rolprente en op televisie ten toon gestel en in boeke beskryf word,  te beskerm. 
 Inligting omtrent sekere afluistermetodes, DNS-toetse en vingerafdrukke val in dié kategorie 
en kwalifiseer as sodanig nie vir beskerming nie.  In teenstelling hiermee, word inligting wat 
omtrent leuenverklikkertoetse versoek word (soos die volgorde van die vrae en die tipe vrae) 
wel beskerm, omdat openbaarmaking daarvan die doeltreffendheid van sulke toetse sal 
verminder en wetstoepassing sal frustreer. (US Department of Justice 2000:434-437.) 
 
Kragtens artikel 39(1)(b)(ii) kan ‘n versoek om toegang tot ‘n rekord geweier word indien dit 
betrekking het op die vervolging van ‘n vermeende oortreder en indien dit blyk dat 
openbaarmaking van die rekord die vervolging wat ter sprake is sal belemmer of sal verhoed 
dat geregtigheid tydens die vervolging geskied.118  Dit is belangrik om aan te toon dat artikel 
39(1)(b)(ii) tydsgebonde is - die weieringsgrond geld slegs ten opsigte van ‘n vervolging wat 
binnekort ‘n aanvang neem of wat reeds aan die gang is.  Na afloop van die vervolging sal 
toegang tot rekords wel toegestaan kan word.  In die VSA het die howe egter beslis dat 
rekords omtrent ‘n afgehandelde vervolging geweier kan word wanneer dit in ‘n verwante 
saak gebruik gaan word (byvoorbeeld waar ‘n persoon op addisionele aanklagte tereg moet  
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staan of waar die verhoor van medepligtiges nog moet plaasvind) (US Department of Justice 
2000:353-354). 
 
‘n Inligtingsbeampte van ‘n owerheidsinstelling kan ook toegang tot ‘n rekord weier indien 
openbaarmaking daarvan ‘n misdaadondersoek sal benadeel (Suid-Afrika 2000, art. 
39(1)(b)(iii)(aa)).  Die instelling sal ten eerste moet bewys dat die rekord wat ter sprake is 
met die ondersoek verband hou en ten tweede sal getoon moet word dat openbaarmaking 
daarvan die ondersoek tot nadeel sal strek (Currie & Klaaren 2002:166).  Artikel 39(1((iii)(bb) 
beskerm rekords waarvan die openbaarmaking moontlik die identiteit van ‘n vertroulike bron 
van inligting aan die lig sal bring.  Die oogmerk is om te verseker dat ondersoeke na 
misdaad en die opsporing van misdadigers nie belemmer word as gevolg van die 
bekendmaking van die identiteit van geheime agente of polisie informante nie (Currie & 
Klaaren 2002:166).  Weerhouding van rekords is ook toelaatbaar indien openbaarmaking 
daarvan sal lei tot die intimidering van ‘n getuie of ‘n potensiële getuie en indien dit die pleeg 
van ‘n misdaad (soos ontsnapping uit aanhouding), sal vergemaklik  (Suid-Afrika 2000, art. 
39(1)(b)(iii)(cc) & (dd)).  Artikel 39(1)(b)(iii)(ee) is daarop gemik om te voorkom dat die 
regverdigheid van ‘n verhoor of die onpartydigheid van ‘n beregting benadeel of verswak 
word weens die openbaarmaking van ‘n rekord.119  Die inhoud van die betrokke artikel is 
grootliks gebaseer op die bewoording van artikel (b)(7)(B) van die FOIA wat beskerming 
verleen aan “... records of information compiled for law enforcement purposes, but only to 
the extent that the production of such records would deprive a person of a right to a fair trial 
or an impartial adjudication ...” (Iyer 1990:220).  Die beskerming wat ingevolge die Suid-
Afrikaanse Wet verleen word is egter meer omvattend, omdat ‘n laer graad van skade vereis 
word vir die weieringsgrond om in werking te tree.  ‘n Rekord kan geweier word indien dit ‘n 
verhoor of beregting sal benadeel of verswak, terwyl weiering 
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in die Amerikaanse konteks slegs kan geskied indien dit blyk dat ‘n persoon ontneem sal 
word van ‘n reg op ‘n regverdige verhoor of beregting. (Currie & Klaaren 2002:167.) 
 
Die benadering wat in Australië en Nieu-Seeland gevolg word ten opsigte van die 
beskerming van inligting wat met wetstoepassing verband hou, stem breedweg ooreen met 
die Suid-Afrikaanse en Amerikaanse benadering - dit wil sê inligting kan slegs weerhou word 
as daar bewyse bestaan dat openbaarmaking vooraf verklaarde belange en prosesse 
skadelik of nadelig sal raak (kyk Tomasic & Fleming 1991:444 en Taggart 1987:243).  Die 
fokus val primêr op die aard van die inligting, sonder dat die instelling deur wie die inligting 
gehou word, ter sprake kom.  In die Kanadese konteks daarenteen kan inligting weerhou 
word bloot uit hoofde van die feit dat dit in besit is van gespesifiseerde instellings wat met 
wetstoepassing gemoeid is.  Ingevolge artikel 16(1)(a) van die AIA, saamgelees met die 
regulasies wat die Wet aanvul, kan ‘n versoek om inligting summier geweier word indien dit 
deur enige van nege instellings gehou word, insluitend die Royal Canadian Mounted Police, 
Canada Ports Corporation Police and Security, Special Investigations Division (Department 
of National Revenue), Canadian Forces Military Police en Canadian  Security Intelligence 
Service.  Daar word nie vereis dat die gevolge wat uit die openbaarmaking van die inligting 
mag voortspruit, in ag geneem moet word wanneer versoeke oorweeg word nie. (Wallace 
1987:141-142; Access to Information Regulations 2004.)  Die wyse waarop die Kanadese 
weieringsgrond geformuleer is, beteken in effek dat álle inligting wat in besit van die 
gemelde instellings is, regmatig geweier kan word - ongeag van hoe onskadelik dit mag 
wees (McCamus 1981:288).  In teenstelling hiermee, kan inligting ingevolge die 
ooreenstemmende weieringsgronde in Suid-Afrika, die VSA, Nieu-Seeland en Australië 
slegs geweier word indien daar verwag kan word dat openbaarmaking ‘n negatiewe 
uitwerking op wetstoepassing sal hê.  Die logiese uitvloeisel is dat ‘n groter mate van 
deursigtigheid in aangeleenthede wat op wetstoepassing betrekking het, bewerkstellig word 
as wat die geval in Kanada is. 
 
Dit mag onder bepaalde omstandighede nodig wees om inligting omtrent die bestaan van ‘n 
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rekord te weerhou, omdat die blote erkenning dat ‘n rekord bestaan of nie bestaan nie 
sekere regte en belange skade sal berokken.  Met die oog hierop stipuleer artikel 39(3)(a) 
van die Inligtingswet dat ‘n inligtingsbeampte kan weier om die bestaan of nie-bestaan van ‘n 
rekord te bevestig of te ontken indien sodanige bevestiging of ontkenning ‘n negatiewe 
uitwerking op wetstoepassing en die administrasie van die reg sal hê.  Die weieringsgrond 
vervat in artikel 39(3) kan ten beste verduidelik word met verwysing na ‘n situasie wat in 
1975 in die VSA ontstaan het.  In Maart van die betrokke jaar het verskeie koerante berigte 
gepubliseer waarin daar beweer is dat die Amerikaanse regering besig was met ‘n geheime 
operasie.  Die sentrale rolspeler in die bewerings was ‘n vaartuig met die naam Hughes 
Glomar Explorer.  Daar is gegis dat die vaartuig nie - soos te kenne gegee is - in private 
besit was en vir navorsingsdoeleindes gebruik word nie, maar dat die regering die werklike 
eienaar was en dat dit aangewend word om duikbote te herwin.  In verdere berigte wat in die 
pers verskyn het, is aangevoer is dat die Central Intelligence Agency (CIA) pogings 
aangewend het om die nuusmedia te oortuig om nie die onthullings oor die Hughes Glomar 
Explorer te publiseer nie.  Na aanleiding hiervan het ‘n joernalis ‘n versoek aan die CIA gerig 
om toegang te verkry tot rekords wat betrekking het op die beweerde kontak met die media. 
 Die versoek is geweier en die CIA het beslis dat “any records that might exist which reveal 
any CIA connection with or interest in the activities of the Glomar Explorer; and, indeed, any 
data that might reveal the existence of any such records ... would be classified ... information 
pertaining to intelligence sources and methods.”  Die beslissing is in die Amerikaanse 
Appèlhof uitgedaag, maar is deur die Hof gehandhaaf.120  Weiering om die bestaan van ‘n 
rekord te ontken of the bevestig, het daarna algemeen bekend geword as ‘n “Glomar-
weiering”. (Foerstel 1999:62, 108; Currie & Klaaren 2002:167-168.)  Die insluiting van ‘n 
Glomar-weieringsgrond het na aanleiding van die Amerikaanse hofuitspraak, ‘n algemene 
kenmerk geword van wetgewing wat toegang tot inligting reguleer.  Nie alle state maak egter 
voorsiening vir die uitreiking van ‘n Glomar-weiering waar inligting omtrent wetstoepassing 
ter sprake is nie (soos wat die geval in Suid-Afrika is nie).  In Australië word die stipulasie 
slegs van toepassing gemaak op inligting in die sfeer van nasionale veiligheid en 
internasionale betrekkinge (Tomasic & Fleming 1991:413, 415).  Die Nieu-Seelandse OIA 
maak wel voorsiening vir die uitreiking van ‘n Glomar-weiering vir die doeleindes van 
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wetstoepassing (Eagles et al. 1992:107). 
 
6.3.7 Beskerming van geprivilegieerde rekords 
 
Artikel 40 van die Inligtingswet bevestig die beginsel van regsverteenwoordiger-kliënt 
privilegie deur vertroulike inligting wat tussen ‘n owerheidsinstelling en regsverteenwoordiger 
verwissel is - met die doel om regsadvies in te win - van openbaarmaking te vrywaar.  Die 
oogmerk is om te verseker dat openhartige en eerlike kommunikasie tussen 
regsverteenwoordigers en hulle kliënte, wat noodsaaklik is vir die regstelsel om behoorlik te 
funksioneer, nie gekompromitteer word nie (Currie & Klaaren 2002:170-171.)  ‘n Versoek om 
‘n rekord wat ingevolge die beginsel van regsverteenwoordiger-kliënt privilegie beskerm 
word, kan slegs toegestaan word indien die kliënt afstand doen van daardie privilegie (Suid-
Afrika 2000, art. 40). 
 
Owerheidsinstellings neem dikwels regsgeleerdes op ‘n voltydse grondslag in diens om hulle 
van advies te bedien in regsvraagstukke wat te berde mag kom.  Die vraag is of  die 
beginsel van regsverteenwoordiger-kliënt privilegie ook geld ten opsigte van regsadvies wat 
van ‘n voltydse werknemer verkry is.  Die Hoë Hof het in Mohamed v President of the 
Republic of South Africa 2001 (2) SA 1145 (C) beslis dat daar wel aanspraak gemaak kan 
word op regsverteenwoordiger-kliënt privilegie ten opsigte van “confidential communications 
between Government and its salaried legal advisers when they amount to the equivalent of 
an idependent adviser’s confidential advice.” (Wessels [S.a.]:59.) 
 
Die insluiting van ‘n bepaling wat regsverteenwoordiger-kliënt privilegie beskerm, is ‘n 
algemene verskynsel in ander state se wetgewing en dieselfde interpretasie word daaraan 
verleen as wat die geval in die Suid-Afrikaanse konteks is.  Die vereiste is dat advies wat 
verskaf word, verband moet hou met wesentlike of potensiële regsverrigtinge of kontraktuele 
ooreenkomste.  Advies en menings van regsgeleerdes wat in diens van die instelling staan,  
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word gewoonlik ook beskerm indien dit as vertroulike regsadvies kwalifiseer.  (McBride 
1984:87; Marsh 1987(b):312; Michael 1987: 69.) 
 
6.3.8 Beskerming van rekords insake verdediging, veiligheid en internasionale 
betrekkinge 
 
Daar bestaan algemene konsensus dat sensitiewe inligting wat verband hou met die 
veiligheidsbelange van ‘n staat geheim gehou behoort te word ten einde die owerheid in 
staat te stel om die bevolking, soewereiniteit en grondgebied van die staat op ‘n 
doeltreffende en effektiewe wyse teen vyandige indringing te beskerm (Centre for Conflict 
Resolution ... 1998).  Dit is dus nie verbasend dat die Inligtingswet daarvoor voorsiening 
maak dat toegang tot ‘n rekord geweier kan word indien openbaarmaking daarvan die 
verdediging of veiligheid van die Republiek sal benadeel nie (Suid-Afrika 2000, art. 
41(1)(a)(i) & (ii)).  Die tipes inligting wat hier ter sprake is, sluit in inligting omtrent - 
 
 militêre strategie of militêre taktiek 
 militêre oefeninge of operasies wat onderneem word met die oog op die 
onderdrukking van ondermynende of vyandelike aktiwiteite121 
 die eienskappe, vermoëns of ontplooiing van wapens en militêre magte 
 intelligensieverwante bedrywighede soos die opsporing, voorkoming en beperking 
van ondermynende of vyandelike aktiwiteite (Suid-Afrika 2000, art. 41(2)(a)-(d)(ii)). 
 
Dit is belangrik om daarop te let dat die Inligtingswet nie outomatiese beskerming verleen 
aan verdediging- en veiligheidsverwante inligting nie.  Weerhouding is slegs geoorloof in 
gevalle waar daar rede is om te glo dat openbaarmaking van die inligting ‘n negatiewe 
uitwerking op die verdediging of veiligheid van die Republiek sal hê.  In die huidige 
internasionale klimaat, waar terroriste aanvalle ‘n wesentlike bedreiging is, raak dit 
toenemend moeiliker om ‘n balans te handhaaf tussen die veiligheidsbelange van die staat 
aan die een kant en die publiek se reg op toegang tot inligting aan die ander kant.  Die 
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geskiedenis toon dat die owerheid se eerste reaksie in onstabiele omstandighede is om die 
vloei van inligting te beperk - selfs al bestaan daar nie genoegsame regverdiging daarvoor 
nie. (Doyle 2000:1.)  Die reaksie van die Bush-administrasie op die terroriste aanvalle van11 
September 2001 het dié historiese feit bevestig.  Verskeie maatreëls is neergelê om toegang 
tot owerheidsinligting te beperk en bepaalde optredes is onderneem om inligting wat 
voorheen in die openbare domein beskikbaar was, terug te trek.  So byvoorbeeld het die 
Prokureur-Generaal, in ‘n memorandum aan federale agentskappe, hulle aangemoedig om 
redes te vind om versoeke om toegang tot inligting te weier (McDorman 2002:23). Die 
webruimtes van agentskappe is ook hersien en ‘n groot hoeveelheid inligting - insluitend 
kaarte en tegniese verslae - is onttrek.  In een geval is biblioteke opdrag gegee om hulle 
kopieë van ’n geologiese opname oor Amerikaanse waterbronne te vernietig. (Aftergood 
2002:25;  Hernon et al. 2002:64.)  Voorstanders en kampvegters van die reg op toegang tot 
inligting in die VSA erken dat daar geldige redes bestaan om groter versigtigheid aan die 
dag te lê omtrent die beskikbaarstelling van owerheidsinligting, maar vrees dat die owerheid 
se lukrake benadering die persepsie by amptenare kan laat ontstaan dat arbitrêre 
weerhouding van inligting toelaatbaar is.  Die mening word gehuldig dat die komplekse 
vraagstuk op ‘n meer rasionele wyse aangespreek kon word sonder om die publiek se reg 
op toegang tot inligting dramaties in te perk.  Die fokus behoort aldus Aftergood (2002:26) te 
val op ambivalente inligting - dit wil sê inligting wat sensitief is, maar waaroor daar 
onsekerheid bestaan of dit regmatig, in belang van nasionale veiligheid, weerhou kan word.  
Dit is slegs ten opsigte van dié kategorie inligting waarvoor duidelike riglyne uitgestippel 
behoort te word om amptenare se diskresie te struktureer.  Wat die res van die inligting 
betref, bied die stipulasies van die FOIA en gepaardgaande hofinterpretasies genoeg 
duidelikheid oor hoe dit hanteer behoort te word.  Die ingrypende maatreëls waardeur 
bykans alle vorme van inligting geraak word, word beskou as ‘n oorreaksie van die kant van 
die administrasie en skep die vals indruk dat die bestaande wetgewende raamwerk nie 
voldoende beskerming aan inligting wat met die veiligheid van die VSA verband hou, verskaf 
nie. (Aftergood 2002:25-26.)  Suid-Afrika wat ‘n korter geskiedenis van deursigtigheid het as 
die VSA, behoort daarop bedag te wees om in soortgelyke omstandighede meer planmatig 
op te tree en om wel oorwoë riglyne neer te lê sonder om die publiek se reg op toegang tot 
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inligting onnodig te beperk. 
 
Die Suid-Afrikaanse owerheid - soos alle ander owerhede - moet noodgedwonge in 
verhouding met ander rolspelers in die internasionale arena tree ten einde bepaalde 
nasionale en gemeenskaplike doelwitte te bereik.  Inligting wat as deel van die proses van 
internasionale diplomasie tussen owerhede verwissel word, is dikwels delikaat en moet met 
die nodige omsigtigheid hanteer word om te verhoed dat betrekkinge vertroebel word.   Met 
die oog hierop bepaal artikel 41(1)(a)(iii) van die Inligtingswet dat toegang tot ‘n rekord 
geweier kan word indien openbaarmaking daarvan die internasionale betrekkinge van die 
Republiek sal benadeel.122   Dit sal inligting insluit omtrent - 
 
 die posisies wat deur die Republiek, ‘n ander staat of ‘n internasionale organisasie 
ingeneem is vir die doel van huidige of toekomstige internasionale onderhandelinge 
 diplomatieke korrespondensie wat met ‘n ander staat of internasionale organisasie 
gewissel is 
 amptelike korrespondensie wat met diplomatieke missies of konsulêre standplase 
van die Republiek gewissel is (Suid-Afrika 2000, art. 41(2)(g) &(h)). 
 
Die Inligtingswet stipuleer ook dat ‘n inligtingsbeampte ‘n versoek om toegang tot ‘n rekord 
kan weier indien openbaarmaking daarvan inligting aan die lig sal bring wat -  
 
 op ‘n vertroulikheidsgrondslag deur ‘n ander staat of internasionale organisasie 
verskaf is 
 deur die Republiek op ‘n vertroulikheidsgrondslag aan ‘n ander staat of internasionale 
organisasie verskaf is 
 ingevolge internasionale reg of ‘n internasionale ooreenkoms vertroulik gehou moet 
word (Suid-Afrika 2000, art. 41(1)(b)). 
 
Dit is van fundamentele belang dat vertroulike inligting in die sfeer van internasionale 
betrekkinge beskerm moet word.   Ander state sal immers huiwerig wees om bande met 
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Suid-Afrika te smee indien inligting wat op ‘n vertroulikheidsgrondslag verskaf is, ingevolge 
die Inligtingswet aan die publiek en die media beskikbaar gestel kan word. (Joint Ad Hoc 
Committee on ... 1999.)  Bekendmaking van sekere vertroulike inligting kan ook Suid-Afrika 
se vermoë om ‘n betekenisvolle rol in die internasionale arena te vervul, belemmer.  Dit mag 
byvoorbeeld gebeur dat Suid-Afrika as bemiddelaar in ‘n konflik optree en dat ‘n 
onderneming gegee word dat die besonderhede van die onderhandelinge vertroulik hanteer 
sal word.  Indien daardie onderneming verbreek word, kan dit Suid-Afrika se reputasie en 
geloofwaardigheid as ‘n internasionale bemiddelaar ernstige skade berokken. (Centre for 
Conflict Resolution ... 1998.) Die Kanadese AIA maak daarvoor voorsiening dat 
internasionale organisasies of ander state wat inligting aan ‘n owerheidsinstelling verskaf 
het, genader kan word om toestemming te verkry vir die openbaarmaking daarvan (Rankin 
1983:15).  Die Suid-Afrikaanse Inligtingswet maak nie uitdruklik voorsiening vir ‘n 
soortgelyke praktyk nie, maar  die diskresionêre aard van die weieringsgrond wat op 
internasionale betrekkinge van toepassing is, impliseer dat ‘n inligtingsbeampte wel 
toestemming sal kan aanvra indien hy/sy dit nodig ag. 
 
Tydens verrigtinge van die Gesamentlike Ad hoc-Komitee oor Oop Demokrasie is daar 
oorweging geskenk aan die moontlikheid om voorsiening te maak vir ‘n stelsel waar die 
betrokke minister die finale seggenskap sou hê omtrent die verlening van toegang tot 
inligting wat met verdediging, nasionale veiligheid of internasionale betrekkinge verband hou 
(Currie et al. 2001:54).  Dié praktyk word in Australië gevolg.  Dit behels dat die 
verantwoordelike minister, waar inligting omtrent verdediging, veiligheid of internasionale 
betrekkinge ter sprake kom, en waar openbaarmaking van sulke inligting skadelik sal wees, 
‘n sertifikaat kan uitreik waarin hy/sy aandui dat openbaarmaking daarvan nie toelaatbaar is 
nie.  Solank as wat die sertifikaat van krag is, kan die inligting waarop dit betrekking het, nie 
openbaar gemaak word nie. (Tomasic & Fleming 1991:32-33.)  ‘n Besluit om ‘n sertifikaat uit 
te reik, kan nie deur die Administrative Appeals Tribunal (AAT)123 ter syde gestel word nie.  
Die AAT het slegs bevoegdheid om te bepaal of daar redelike gronde was vir die neem van 
só ‘n stap.  Indien bevind word dat dit nie die geval was nie, bly dit die prerogatief van die 
minister om te besluit of hy/sy die sertifikaat wil herroep of wil handhaaf. (Curtis 1987:207.)   
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 Die finale bevoegdheid wat aan die minister toegeken word, is een van die aspekte van die 
AFOIA wat die meeste gekritiseer word.  Daar word onder meer geargumenteer dat die 
bevoegdheid - in die afwesigheid van doeltreffende en effektiewe beheer deur die AAT - 
misbruik kan word om inligting wat politieke verleentheid mag veroorsaak indien dit aan die 
lig kom, te weerhou.  (Missen 1984; De Maria 2001:193.)  Die Gesamentlike Komitee het 
besluit om nie die Australiese voorbeeld te volg nie, maar dit is nie duidelik wat die 
motivering vir die besluit was nie (Currie et al. 2001:54).  Dit is moontlik dat hulle ag geslaan 
het op die kritiek wat teen die Australiese bepalings geopper word en dat hulle - gedagtig 
aan Suid-Afrika geskiedenis van gesagsmisbruik (kyk hoofstuk 3) - nie finale seggenskap 
ten opsigte van die weerhouding van inligting aan ‘n lid van die uitvoerende gesag (die 
minister) wou toeken nie.  Die howe sal, soos in die geval van die ander weieringsgronde, as 
finale en onpartydige arbiter optree (kyk par 7.5 infra). 
 
Die insluiting van ‘n Glomar-weieringsgrond wat van toepassing is op inligting in die sfeer 
van nasionale veiligheid en internasionale betrekkinge, is ‘n algemene verskynsel in die 
wetgewing van ander state (kyk Tomasic & Fleming 1991:413, 415;  Eagles et al. 1992:107 
en Taggart 1987:243-244).  ‘n Soortgelyke bepaling is in die Inligtingswet vervat.  Artikel 
41(4) magtig ‘n inligtingsbeampte om ‘n Glomar-weiering uit te reik waar dit in belang van die 
veiligheid, verdediging of internasionale betrekkinge van die Republiek mag wees. 
 
6.3.9 Beskerming van rekords wat verband hou met die ekonomiese belange van die 
Republiek en kommersiële aktiwiteite van owerheidsinstellings  
 
Die moderne staat word gekenmerk deur die owerheid se toenemende betrokkenheid op 
ekonomiese terrein (Brynard 1993:19).  Die owerheid vervul nie slegs ‘n rol as reguleerder 
van die ekonomie nie, maar stimuleer ook ekonomiese ontwikkeling en handhaaf 
ekonomiese orde (Gildenhuys 1989:33-34).  Artikels 42(1) en (2) van die Inligtingswet 
beskerm inligting wat verband hou met dié drieledige rol van die owerheid.  Kragtens artikel 
42(1) kan ‘n versoek om toegang tot ‘n rekord geweier word indien openbaarmaking daarvan 
waarskynlik die ekonomiese belange of finansiële welsyn van die Republiek of die vermoë 
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van die owerheid om die ekonomie doeltreffend en effektief te bestuur, in gevaar sal stel.  
Inligting wat ingevolge dié weieringsgrond weerhou sal kan word, sluit inligting in omtrent - 
 
 ‘n beoogde verandering in valutabeleid, wisselkoerse, betaalmiddele of buitelandse 
beleggings (art. 42(2)(a)) 
 ‘n beoogde verandering, of besluit oor nie-verandering van krediet- of rentekoerse, 
doeane- of aksynsregte en belastings (art. 42(2)(b)(i) & (ii)) 
 die regulering van of toesig oor finansiële instellings (art. 42(2)(b)(iii)) 
 die aangaan van lenings deur die owerheid (art. 42(2)(b)(iv)) 
 ‘n beoogde verkoping of verkryging van roerende of onroerende eiendom (art. 
42(2)(c)(i)124 
 ‘n beoogde internasionale handelsooreenkoms (art. 42(2)(c)(ii)) 
 
Uit voorleggings wat aan die Taakgroep vir Oop Demokrasie voorgelê is, het dit duidelik 
geblyk dat die breë formulering van artikels 42(2)(c)(i) en (ii) ‘n kontroversiële 
aangeleentheid was.  Daar is aangevoer dat  dié artikels gebruik kan word om ‘n wye reeks 
van inligting oor sleutelkwessies te weerhou en dat dit die publiek se vermoë om die 
owerheid aanspreeklik te hou, sal ondermyn.  Die Freedom of Expression Institute (1998) 
het hulle kritiek soos volg uitgedruk: 
 
We find this type of wide-ranging clause unacceptable as it can be used to frustrate the disclosure of 
information which is often of great public interest and which involves South Africa’s international profile 
and includes details of the countries with whom we trade and the content of such trade. ... There is a 
fear too that this clause could be used as a barrier behind which details of unpopular or contentious 
dealings with other countries are hidden from an inquiring public.  We contend too that the retrospective 
confirmation of a done deal will effectively have removed the capacity of the public to assess and 
possibly influence the course of government decision-making. 
 
Benewens die voorafgaande besorgdhede wat geopper is, is kommer ook uitgespreek oor 
die feit dat die artikels 42(2)(c)(i) en (ii) moontlik gebruik sal kan word om bekendmaking van 
inligting omtrent wapenhandel en -transaksies te verhoed.  Die verskaffing en verkryging van 
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wapens is ten nouste verweef met vraagstukke oor internasionale vrede en veiligheid en 
gevolglik is dit noodsaaklik dat owerheidsbesluite in dié verband aan noukeurige ondersoek 
onderwerp word. (Centre for Conflict Resolution ... 1998.)  Dit sal byvoorbeeld nie 
aanvaarbaar wees om chemiese en biologiese wapens aan ‘n owerheid te verskaf wat 
aggressiewe neigings teenoor buurstate toon of wat hom skuldig maak aan menseregte 
skendings nie.  Sonder die nodige inligting sal die publiek en die internasionale gemeenskap 
egter magteloos staan om so ‘n ooreenkoms of transaksie te verhinder.  Daar moet ook in 
gedagte gehou word dat geheimhouding ‘n teelaarde vir korrupsie en onreëlmatighede bied - 
veral as groot bedrae belastinggeld betrokke is soos wat gewoonlik die geval is wanneer 
wapens of wapentuig aangekoop word.  As voorbeeld kan verwys word na die kontrakte ter 
waarde van R29.8 biljoen wat in 1999 deur die Departement van Verdediging met ‘n aantal 
Europese wapenverskaffers gesluit is.  Die transaksies is in die geheim gesluit en die 
Parlement is nooit ten volle ingelig omtrent die besonderhede daarvan nie.  Latere 
ondersoeke en ‘n hofsaak het grootskaalse korrupsie en omkopery onthul.  Dit het onder 
meer aan die lig gekom dat die korrekte tenderprosedures nie gevolg is nie, dat 
hooggeplaaste openbare ampsbekleders finansieel voordeel getrek het uit die transaksies 
en dat sleutelrolspelers botsende belange gehad het.  (The arms deal for dummies 2003.)  
Met verwysing na die voorafgaande scenario’s blyk dit dat daar regverdiging bestaan vir die 
besorgdhede wat in voorleggings aan die Taakgroep vir Openbare Demokrasie uitgespreek 
is.  Desnieteenstaande is die breë formulering van artikels 42(1)(c)(i) en (ii) behou.  Die 
motivering hiervoor was dat  Inligtingswet ander waarborge bevat wat misbruik van die 
weieringsgronde behoort te voorkom of te beperk.125  ‘n Persoon wie se versoek om inligting 
geweier is, kan intern appèl teen die beslissing aanteken en indien die appèl onsuksesvol 
was, die hulp van die Openbare Beskermer inroep of die saak in ‘n hof betwis  (kyk par. 7.3 - 
7.5 infra).  Waar toepaslik, kan daar ook op artikel 46 van die Inligtingswet gesteun kan word 
om die owerheid te verplig om die inligting wat versoek is, beskikbaar te stel.  Ingevolge 
artikel 46 moet ‘n versoek om toegang tot ‘n rekord toegestaan word - ongeag van die feit 
dat dit deur ‘n weieringsgrond beskerm word - indien bepaalde omstandighede geld en 
indien dit in die openbare belang is om dit te doen (kyk par. 6.2 supra). 
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Die insluiting van ‘n weieringsgrond wat gemik is op die beskerming van die nasionale 
ekonomie en finansiële belange van die staat, is ‘n algemene kenmerk van wetgewing wat 
die reg op toegang tot inligting reguleer.  Die formulering van die Suid-Afrikaanse bepaling 
wyk weinig af van die ooreenstemmende bepalings vervat in ander state se wetgewing.  Te 
oordeel aan die ondervinding van die state wat vir die doeleindes van dié studie ontleed is, 
te wete dieVSA, Kanada, Australië en Nieu-Seeland, behoort artikels 42(1) en (2) selde 
aangewend te word (kyk Australian Law Reform Commission 1994:54). 
 
Die owerheid is nie slegs betrokke by die regulering en stimulering van die ekonomie en by 
die handhawing van ekonomiese orde nie, maar is ook ‘n deelnemer in die ekonomie. 
Openbare handelsondernemings en staatsdepartemente neem deel aan die ekonomie deur 
onder meer dienste te koop en te verkoop of deur as beleggers en leners op te tree (Eagles 
et al. 1992:193).  In hulle hoedanigheid as deelnemers in die ekonomie, word aanvaar dat 
owerheidsinstellings dieselfde beskerming vis- à-vis mededingers behoort te geniet, as wat 
aan private ondernemings verleen word (McBride 1984:87). Met die oog hierop bepaal 
artikel 42(3)(a)-(c) van die Inligtingswet dat handelsgeheime en ander inligting wat 
betrekking het op die kommersiële aktiwiteite van owerheidsinstellings, weerhou kan word 
indien openbaarmaking daarvan skadelik sal wees.126   Die ondervinding in state soos die 
VSA, Kanada, Nieu-Seeland en Australië, waar ‘n soortgelyke weieringsgrond in plek is, 
toon onder meer dat eiendomswaardasies en kommunikasie tussen amptenare, kopers en 
eiendomsagente wat verband hou met die beoogde verkoop van ‘n eiendom van die 
owerheid, binne die reikwydte van artikel 42(3)(a)-(c) behoort te val  Inligting oor transaksies 
wat afgehandel is, sal egter nie ingevolge dié weieringsgrond weerhou kan word nie (kyk US 
Department of Justice 2000:272; Australian Law Reform Commission 1994:52 en Eagles et 
al. 1992:312).  
 
6.3.10 Beskerming van navorsingsinligting van derde partye en owerheidsinstellings 
 
Artikel 43(1) van die Inligtingswet beskerm rekords van derde partye wat inligting bevat oor 
navorsing wat uitgevoer word of wat uitgevoer gaan word.  Indien dit blyk dat 
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openbaarmaking van ‘n rekord die derde party, die persoon wat die navorsing namens die 
derde party doen of die onderwerp van die navorsing ernstig sal benadeel, moet die 
inligtingsbeampte toegang tot die rekord weier.  Artikel 43(2) bevat ‘n identiese stipulasie ten 
opsigte van rekords wat navorsingsinligting van ‘n owerheidsinstelling bevat.  Die enigste 
verskil is dat die inligtingsbeampte, anders as wat die geval met navorsingsinligting van ‘n 
derde party is, nie verplig word om so ‘n rekord te weier nie.  Hy/sy kan sy/haar diskresie 
uitoefen om te bepaal of weiering van die rekord nodig en wenslik is. 
 
Dit is van belang om aan te toon dat artikel 43 slegs beskerming bied aan inligting oor 
navorsing wat in die proses is om uitgevoer te word of wat in die beplanningstadium is.  Dit 
impliseer dat navorsing wat voltooi is, wel beskikbaar gestel sal kan word. (Wessels 2002.)  
Die weieringsgrond in artikel 43 het onder meer ten doel om te verseker dat die persoon of 
instelling wat die navorsing uitgevoer het, die eerste is om die bevindings te publiseer.  
Navorsers streef na die prestige en professionele en materiële voordele wat eerste 
publikasies meebring  en indien materiaal voortydig bekend gemaak word sal die navorser 
daardie voordele en aansien ontneem word. (Currie & Klaaren 2002:180.) 
 
Dit is nie algemene praktyk in ander state om - soos wat die geval in Suid-Afrika is - 
afsonderlike bepalings in wetgewing op te neem ter beskerming van navorsingsinligting nie.  
Waar dit nodig mag wees om sulke inligting te weerhou, word daar normaalweg gesteun op 
die weieringsgronde wat betrekking het op die finansiële en kommersiële belange van derde 
partye en owerheidsinstellings. (US Department of Justice 2000:166; Eagles et al. 
1992:315.)  Die Kanadese wetgewing is uitsonderlik in dié opsig dat dit ‘n aparte bepaling 
bevat om navorsingsinligting wat in owerheidsinstellings gegenereer is, te beskerm.  
Kragtens artikel 18(c) van die AIA kan wetenskaplike of tegniese inligting wat as ‘n resultaat 
van navorsing deur ‘n beampte van ‘n owerheidsinstelling tot stand gekom het, geweier word 
indien openbaarmaking tot gevolg sal hê dat die betrokke beampte die geleentheid ontneem 
word om eerste sy/haar bevindings te publiseer. (Access to Information Act 2004.)  Die 
beskerming wat ingevolge artikel 18(c) verleen word is egter nie so omvattend soos die 
ooreenstemmende Suid-Afrikaanse bepaling nie, omdat dit nie navorsingsinligting van derde 
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partye insluit nie. 
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6.3.11 Beskerming van rekords wat verband hou met die funksionering van 
owerheidsinstellings 
 
Ingevolge artikel 44(1)(a) kan ‘n versoek om toegang tot ‘n rekord geweier word indien dit 
inligting bevat wat veronderstel is om beleidsformulering te fasiliteer of wat benodig word vir 
die neem van ‘n besluit ten opsigte van ‘n wetlik opgelegde plig of bevoegdheid.  Dit sal 
insluit verslae, aanbevelings en notules wat opgestel is met die oog op besluitneming en/of 
beleidsformulering.  Die weieringsgrond vervat in artikel 44(1)(a) vereis van die 
inligtingsbeampte om slegs ‘n inhoudelike toets uit te voer.  Indien die rekord inligting bevat 
wat op beleidsformulering of besluitneming betrekking het, kan dit geweier word - die 
moontlike gevolge wat openbaarmaking mag meebring, hoef nie in ag geneem te word nie.  
Die beskerming wat ingevolge artikel 44(1)(a) verleen word, berus op die aanname dat 
ongeïnhibeerde besprekings en kontroversiële meningsuiting onontbeerlik is vir die 
formulering van rasionele beleid en vir die neem van wel deurdagte en gebalanseerde 
besluite.  Indien daar ‘n moontlikheid bestaan dat die inhoud van sulke besprekings en 
meningsuitings openbaar gemaak kan word, sal openhartige kommunikasie gedemp word 
en sal die gehalte van beleid en besluitneming negatief beïnvloed word. (Currie & Klaaren 
2002:185.)  Die geldigheid van dié standpunt kan weliswaar nie betwis word nie, maar dit 
bied nie genoegsame regverdiging vir die omvattende beskerming wat deur artikel 41(1)(a) 
verleen word nie.   Soos die artikel tans daar uit sien, kan ‘n  rekord bloot op grond van die 
inhoud geweier word.  Die gevaar verbonde hieraan is dat selfs onskadelike materiaal 
omtrent besluitnemingsprosesse en beleidsformulering regmatig weerhou kan word.  Die 
oorspronklike weergawe van artikel 41(1)(a)  - soos dit in die Wetsontwerp oor Oop 
Demokrasie (1998) verskyn het - was so geformuleer dat inligting insake beleidsformulering 
en besluitneming alleenlik geweier sou kon word indien die moontlikheid van 
openbaarmaking tot gevolg sou hê dat openhartige en eerlike kommunikasie belemmer 
word.  In gevalle waar geen skadelike gevolg weens openbaarmaking sou voortspruit nie (dit 
wil sê waar openhartige en eerlike kommunikasie nie verhinder sou word nie), sou die 
rekord nie weerhou kon word nie. (South Africa 1997, art. 40(1).)  Die oorspronklike 
formulering van artikel 41(1)(a) was uiteraard meer gewensd, maar is deur die Gesamentlike 
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Ad hoc-Komitee oor Oop Demokrasie  verander om die besware wat amptenare teen die 
artikel geopper het, te akkommodeer (Joint Ad Hoc Committee on ... 1999).  Die resultaat is 
‘n weieringsgrond met ‘n reikwydte wat so omvattend is dat dit deur Govender (2001:25) as 
irrasioneel en onredelik bestempel word - veral gesien in die lig van artikel 195(1) van 1996-
Grondwet wat bepaal dat deursigtige publieke administrasie en openbare deelname aan 
beleidsformulering bevorder moet word.  Artikel 41(1)(a) is ook meer omvattend as die 
ooreenstemmende bepalings in ander state se wetgewing.  Beide die Nieu-Seelandse en 
Australiese wetgewing vereis dat bewys gelewer moet word van ‘n skadelike gevolg wat 
deur openbaarmaking meegebring sal word, alvorens die inligting regmatig geweier kan 
word. In Nieu-Seeland kan inligting wat met beleidsformulering en beraadslagingsprosesse 
verband hou, onder meer geweier word as openbaarmaking daarvan eerlike en openhartige 
meningsuiting sal verhinder, as dit sal lei tot onbehoorlike druk op of teistering van ministers 
of amptenare, of as dit nodig is om die konvensie van kollektiewe ministeriële 
verantwoordelikheid te handhaaf (Eagles et al. 1992: 333-334).  Artikel 36(1) van die 
Australiese wetgewing bepaal dat advies, aanbevelings en menings wat voorberei is met die 
oog op konsultasie en beraadslaging, weerhou kan word as openbaarmaking strydig met die 
openbare belang sal wees (Tomasic & Fleming 1991:432).  In die lig van die voorbeeld van 
dié state, is dit verbasend dat die  Gesamentlike Komitee oor Oop Demokrasie toegegee het 
aan die druk van amptenare en weggedoen het met die vereiste dat weiering slegs 
toelaatbaar sal wees in omstandighede waar openbaarmaking van die inligting, skadelik sal 
wees vir die belange wat deur artikel 41(1)(a) beskerm word. 
 
In teenstelling met artikel 44(1)(a), vereis die weieringsgrond in artikel 44(1)(b) dat die 
inhoud van ‘n rekord én die moontlike gevolge van openbaarmaking deur die 
inligtingsbeampte in berekening gebring moet word.  ‘n Versoek om toegang tot ‘n rekord 
kan geweier word indien - 
 
 daar verwag kan word dat die wete dat openbaarmaking van die rekord 
moontlik sou wees, openhartige kommunikasie, beraadslaging en 
oorlegpleging in owerheidsinstellings en tussen owerheidsinstellings negatief 
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sal beïnvloed (art. 44(1)(b)(i)) 
 daar verwag kan word dat voortydige openbaarmaking van ‘n beleid of 
beoogde beleid die sukses van daardie beleid sal verydel (art. 44(1)(b)(ii)). 
 
Artikels 44(1)(a) en (b)(i) beskerm albei openhartige kommunikasie en ongeïnhibeerde 
beraadslaging, maar daar is ‘n besliste nuanseverskil. Artikel 44(1)(a) verleen beskerming 
waar beleidsformulering en die neem van besluite wat met ‘n wetlik opgelegde bevoegdheid 
of plig verband hou, ter sprake is.  Artikel 44(1)(b)(i) daarenteen beskerm openhartige 
kommunikasie in sake en besluite wat dit mag vereis, maar wat buite die reikwydte van 
artikel 44(1)(a) val.  Artikel 44(1)(b)(ii) val nie in dieselfde kategorie as die ander twee 
artikels nie, omdat dit nie gemik is op beskerming van openhartige kommunikasie nie.  Die 
oogmerk van artikel 44(1)(b)(ii) is om te verseker dat die praktiese implementering van ‘n 
beleid weens voortydige openbaarmaking nie belemmer word en sodoende die sukses 
daarvan in die wiele ry nie.   Die weieringsgronde vervat in artikels 44(1)(a) en (b) is nie van 
toepassing op rekords wat meer as 20 jaar oud is nie (Suid-Afrika 2000, art. 44(3)).  Daar 
word aanvaar dat moontlike openbaarmaking van rekords in die verre toekoms, nie 
openhartige kommunikasie en meningsuiting in die hede sal verhinder nie. 
 
Ten einde meer duidelikheid te kry oor die aard van materiaal wat ingevolge artikels 44(1)(a) 
en (b) geweier sal kan word, is dit nodig om ondersoek in te stel na die interpretasie wat in 
ander state aan die ooreenstemmende weieringsgrond verleen word.  In die VSA tref die 
howe ‘n onderskeid tussen pre-besluitnemingsrekords en post-besluitnemingsrekords.  Pre-
besluitnemingsrekords verwys na rekords wat betrekking het op inligting wat tydens die 
beraadslagingsproses ter sprake gekom het en wat besluitneming voorafgegaan het (Wood 
1981:201).  In teenstelling hiermee word post-besluitnemingsrekords beskou as  “... 
statements of policy and final opinions that have the force of law, that implement an 
established policy of an agency, or that explain actions that an agency has already taken.” 
(US Department of Justice 2000:241) Slegs pre-besluitnemingsrekords geniet beskerming 
ingevolge artikel (b)(5) van die FOIA 127 (Michael 1987:68-69).   Feitelike inligting soos 
statistieke of laboratoriumtoetse of menings oor feitelike vraagstukke word nie deur die 
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Amerikaanse howe as pre-besluitnemingsrekords beskou nie, behalwe waar dit op ‘n wyse 
aangebied word wat besonderhede omtrent die beraadslagingsproses laat deurskemer 
(Wood 1981:201; Adler 1987:4).  Aanbevelings van konsultante wat in opdrag van ‘n 
owerheidsinstelling opgestel is, val in die kategorie van pre-besluitnemingsrekords, maar nie 
advies of aanbevelings wat op eie inisiatief deur persone of entiteite buite die instelling 
verskaf word nie (Mathews 1978:81).  Dit behoort duidelik te wees dat die rekords wat 
ingevolge artikels 44(1)(a) en b(i) van die Inligtingswet beskerm word inderwaarheid as pre-
besluitnemingsrekords getipeer kan word.  As sodanig sal daar met goeie reg gesteun kan 
word op die interpretasie wat in deur die Amerikaanse howe aan dié kategorie rekords 
verleen is. 
 
Soos reeds aangedui, vereis die Australiese wetgewing dat advies, aanbevelings en 
menings wat voorberei is met die oog op konsultasie en beraadslaging, weerhou moet word 
indien openbaarmaking daarvan strydig met die openbare belang sal wees.  Die AAT het  ‘n 
aantal riglyne neergelê oor die aard van inligting waarvan openbaarmaking moontlik strydig 
met die openbare belang sal wees.  Dié riglyne lui soos volg: 
 
1. The higher the office of the persons between whom the communications pass and the more 
sensitive the issues involved in the communication, the more likely it will be that the 
communications should not be disclosed. 
2. Disclosure of communications made in the course of the development and subsequent 
promulgation of policy tends not to be in the public interest. 
3. Disclosure which will inhibit frankness and candour in future predecisional communications is 
likely to be contrary to the public interest. 
4. Disclosure, which will lead to confusion and unnecessary debate resulting from disclosure of 
possibilities considered, tends not to be in the public interest. 
5. Documents which do not fairly disclose the reasons for a decision subsequently taken may be 
unfair to a decision-maker and may prejudice the integrity of the decision-making process. 
(Bayne 1996:292-293.) 
 
Bogenoemde riglyne behoort waardevol te wees in die interpretasie van artikels 44(1)(a) en 
(b) van die Suid-Afrikaanse Inligtingswet.  In die aanwending van die riglyne, behoort daar 
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egter ag geslaan te word op die AAT se vermaning dat elke saak op eie meriete beoordeel 
moet word en dat die openbare voordeel wat openbaarmaking te weeg mag bring, 
voortdurend in gedagte gehou moet word (kyk Tomasic & Fleming 1991:438-441 en Bayne 
1996:294). 
 
Kragtens artikel 44(2)(a) van die Inligtingswet kan ‘n versoek om toegang tot ‘n rekord 
geweier word indien openbaarmaking van die rekord die doeltreffendheid van ‘n toets-, 
ondersoek- of ouditeringsprosedure of metode wat deur ‘n owerheidsinstelling gebruik word, 
in gevaar sal stel.  Rekords wat ingevolge dié weieringsgrond weerhou sal kan word, sal 
byvoorbeeld insluit eksamenvraestelle wat nog geskryf moet word of toetse wat nie geredelik 
verander word nie, byvoorbeeld leerlinglisensietoetse.  In gevalle waar vraestelle gereeld 
verander word, byvoorbeeld ten opsigte van universiteitseksamens, sal ‘n versoek vir die 
vraestel van ‘n vorige jaar of semester egter nie ingevolge artikel 44(2)(a) geweier kan word 
nie. (Wessels 2002.)  In Kanada en in Australië word dieselfde benadering as in Suid-Afrika 
gevolg ten opsigte van toetse en ouditeringsprosedures - die beskerming wat verleen word, 
geld nie outomaties nie, maar slegs in soverre openbaarmaking skadelik mag wees. Die 
Amerikaanse en Nieu-Seelandse wetgewing bevat nie ‘n weieringsgrond wat spesifiek op 
dié kategorie rekords betrekking het nie (kyk Taggart 1987:243-247 en US Department of 
Justice 2000:832-833).  Uit die navorsing wat onderneem is, kon daar nie vasgestel word of 
sulke rekords deur ander weieringsgronde gedek word nie. 
 
Artikel 44(2)(b) van die Inligtingswet beskerm rekords wat evalueringsgegewens bevat 
waarvan openbaarmaking sou neerkom op die skending van ‘n belofte van vertroulikheid.   
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“Evalueringsgegewens” word deur artikel 1 gedefinieer as ‘n evaluering of mening opgestel 
met die doel om - 
 
(a) die geskiktheid, benoembaarheid of kwalifikasies van die persoon met wie of waarmee die 
evaluering of mening verband hou, te bepaal - 
(i) vir indiensneming of vir aanstelling in ‘n amp; 
(ii) vir bevordering in diens of in ‘n amp of vir voortsetting van diens of ‘n amp; 
(iii) vir ontslag uit diens of amp; of 
(iv) vir die toeken van ‘n studiebeurs, toekenning, beurs, eerbewys of soortgelyke 
voordeel; of 
(b) te bepaal of ‘n studiebeurs, toekenning, beurs, eerbewys of soortgelyke voordeel voortgesit, 
gewysig, gekanselleer of hernu moet word. 
 
Die oogmerk van die weieringsgrond is om te verseker dat die eerlikheid en integriteit van 
evalueringshandelinge nie in gedrang kom weens vrees dat menings wat gevorm word, 
openbaar gemaak sal word nie.  Voorbeelde van rekords wat ingevolge artikel 44(2)(b) 
geweier sal kan word, sluit in sekerheidsklarings of evalueringsverslae wat deur die National 
Research Foundation aangevra word om te bepaal of ‘n kandidaat voldoen aan die vereistes 
vir die toekenning van ‘n beurs (Wessels 2002.)  Die Australiese wetgewing beskerm ook 
evalueringsgegewens (Tomasic & Fleming 1991:454), maar geen noemenswaardige 
afwykings of ander navolgenswaardige praktyke hieroor het uit die navorsing wat 
onderneem is aan die lig gekom nie. 
 
Kragtens artikel 44(2)(c) van die Inligtingswet kan ‘n inligtingsbeampte ‘n versoek om 
toegang tot ‘n rekord weier indien die rekord ‘n voorlopige konsep van ‘n amptenaar bevat, 
ongeag of openbaarmaking daarvan skadelike gevolge sal meebring, al dan nie.  Die doel is 
om te verhoed dat amptenare geïnhibeer word om voorlopige stukke - soos voorleggings en 
besprekingsdokumente - op te stel te stel uit vrees dat hulle denkprosesse en onvoltooide 
bepeinsings blootgelê sal word.  Die verwysing na “konsep van ‘n amptenaar” impliseer dat 
vir sulke werkstukke om beskerming te geniet, dit die produk van ‘n individuele amptenaar 
se pogings moet verteenwoordig en dat dit nog nie die status van ‘n amptelike rekord van 
die owerheidsinstelling mag hê nie.  Daarbenewens moet die rekord in konsepformaat wees 
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- dit wil sê dit mag nie ‘n voltooide werk wees nie.  (Currie & Klaaren 2002:186.)  Die 
wetgewing van ander state wat vir die doeleindes van dié navorsing bestudeer is, verleen 
nie afsonderlike beskerming aan konsepwerkstukke van amptenare nie.  In gevalle waar dit 
nodig mag wees om derglike stukke van openbaarmaking te weerhou, sal daar gesteun kan 
word op die weieringsgrond wat openhartige kommunikasie en beraadslagingsprosesse in 
owerheidsinstellings beskerm (kyk US Department of Justice 2000:253 en Tomasic & 
Fleming 1991:433). 
 
6.3.12 Beuselagtige of kwelsugtige versoeke  
 
Kragtens artikel 45(a) van die Inligtingswet kan ‘n versoek om toegang tot ‘n rekord geweier 
word indien die versoek beuselagtig of kwelsugtig is.  Met “beuselagtig” word bedoel dat die 
nodige erns wat vir ‘n saak vereis word, afwesig is, terwyl “kwelsugtig” dui op ‘n begeerte om 
ergernis of irritasie te veroorsaak (Currie & Klaaren 2002:191).  Om die weieringsgrond 
vervat in artikel 45(a) te verstaan, is dit belangrik dat dit saamgelees word met artikel 11(3) 
van die Wet.  Laasgenoemde artikel bepaal dat die rede(s) vir ‘n versoek nie verskaf hoef te 
word nie en dat enige redes wat deur die versoeker genoem of deur die inligtingsbeampte 
afgelei word, irrelevant is en nie ‘n versoek mag beïnvloed nie.  Dit beteken dat ‘n 
inligtingsbeampte hom/haar nie sal kan laat lei deur enige redes om te bepaal of ‘n versoek 
beuselagtig of kwelsugtig is nie   - selfs al erken ‘n versoeker openlik dat lighartige of 
onsuiwer motiewe die versoek onderlê.  Daar sal gevolglik staatgemaak moet word op 
gedragspatrone wat daarop dui dat die  reg op toegang tot inligting misbruik word vir ander 
redes as waarvoor dit bedoel is.  Herhaalde versoeke om toegang tot dieselfde rekord te 
verkry of versoeke om toegang te verkry tot rekords wat reeds in die besit van ‘n versoeker 
is, sal suggereer dat ‘n versoek nie in goeder trou gerig word nie en as sodanig sal dit as 
beuselagtig of kwelsugtig gekategoriseer kan word. (Wessels [S.a.]:64; Currie & Klaaren 
2002:190-192.) 
 
In Nieu-Seeland kan ‘n versoek om toegang tot inligting ook geweier word as dit beuselagtig 
of kwelsugtig van aard blyk te wees.  Die OIA gaan egter verder as die Suid-Afrikaanse 
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Inligtingswet deur nog ‘n rede vir die weiering van ‘n versoek te bied: ingevolge artikel 18(h) 
hoef ‘n versoek nie toegestaan te word as die inligting wat aangevra is, as onbelangrik 
beskou kan word nie. (Taggart 1987:247.)  Die probleem met dié bepaling is dat inligting wat 
volgens die oordeel van die inligtingsbeampte onbeduidend of niksseggend mag wees, wel 
vir die versoeker waardevol mag wees.  Volgens Eagles et al. (1992:40) behoort Nieu-
Seelandse inligtingsbeamptes - ten spyte van die feit dat inligting in hulle oë onbelangrik 
mag voorkom - dit nietemin beskikbaar te stel en die geleentheid te gebruik om ‘n goeie 
beeld van die betrokke owerheidsinstelling uit te dra.  Die Australiese wetgewing verleen nie 
magtiging aan inligtingsbeamptes om versoeke op beuselagtige of kwelsugtige gronde te 
weier nie, maar daar is in die verlede ‘n behoefte uitgespreek vir die insluiting van só ‘n 
bepaling.  Die Staande Senaatskomitee, wat die aangeleentheid ondersoek het, het was 
egter van mening dat inligtingsbeamptes nie oor die bevoegdheid behoort te beskik om, 
gebaseer op hulle evaluering van ‘n applikant se bona fides, te weier om ‘n versoek te 
verwerk nie. (Australian law Reform Commission 1994:43.) 
 
6.3.13 Versoeke wat onredelike wegkering van hulpbronne tot gevolg sal hê 
 
‘n Inligtingsbeampte in die Suid-Afrikaanse konteks kan ook ‘n versoek om toegang tot ‘n 
rekord weier indien die werk verbonde aan die verwerking van ‘n versoek die hulpbronne 
van die instelling wesentlik en onredelikerwys sal wegkeer (Suid-Afrika 2000, art. 45(b)).  Dié 
weieringsgrond sal in werking tree in gevalle waar  die tyd, moeite en hulpbronne (insluitend 
menslike hulpbronne) wat spandeer moet word om die rekord op te spoor en voor te berei, 
die normale aktiwiteite van ‘n owerheidsinstelling sal ontwrig.  Dit is vanselfsprekend dat alle 
versoeke bepaalde insette en ‘n redelike mate van moeite sal vereis, maar dit is 
aanvaarbaar en nodig ten einde die oogmerke van die Inligtingswet te bereik.  Indien dit 
egter blyk dat ‘n versoek meer insette en moeite gaan verg as wat redelik is en wat 
normaalweg die geval is, sal dit regtens geweier kan word.  Inligtingsbeamptes word 
ingevolge artikel 19 verplig om hulp aan versoekers te verleen en kan dus streng gesproke 
nie ‘n versoek weier alvorens pogings aangewend is om dit só te wysig dat dit nie onredelike 
wegkering van hulpbronne tot gevolg sal hê nie. (Currie & Klaaren 2002:192.)  Die 
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Australiese en Nieu-Seelandse wetgewing bevat ooreenstemmende weieringsgronde, en in 
albei gevalle word ook vereis dat die nodige bystand aan applikante verleen moet word ten 
einde te verseker dat hulle versoeke nie van die hand gewys word weens onredelike 
wegkering van hulpbronne nie (Tomasic & Fleming 1991:391; Eagles et al. 1992: 40, 75). 
 
6.4 Samevatting 
 
Gronde vir die weiering van inligting word in alle wetgewing wat die reg op toegang tot 
inligting reguleer, opgeneem.  Die oogmerk is om ‘n balans te handhaaf tussen enersyds die 
publiek se reg om te weet en andersyds legitieme aansprake vir die beskerming van 
sensitiewe materiaal.  Ter aanvang van hoofstuk ses is ‘n verduideliking verskaf van die 
struktuur van die weieringsgronde wat in die Suid-Afrikaanse Inligtingswet vervat is en is 
bepaalde sleutelbeginsels wat daarmee in verband staan, toegelig.  Dit het aan die lig 
gekom dat die weieringsgronde getipeer kan word ooreenkomstig die faktore wat in 
berekening gebring moet word wanneer daar oor die toepaslikheid van ‘n spesifieke grond 
besluit moet word.  Sommige weieringsgronde vereis dat sowel die inhoud van die rekord as 
die gevolge wat kan voortspruit uit die bekendmaking daarvan, in ag geneem moet word, 
terwyl ander vereis dat slegs die inhoud in oorweging gebring moet word.  ‘n Onderskeid 
word ook getref tussen verpligte gronde en diskresionêre gronde.  Deur duidelik aan te toon 
in welke gevalle die inligtingsbeampte verplig is om ‘n versoek te weier en in welke gevalle 
hy/sy diskresie kan uitoefen, word onsekerheid by die inligtingsbeampte uitgeskakel en word 
interpretasie deur die howe vergemaklik.  Al die weieringsgronde wat in die Inligtingswet 
opgeneem is, met die uitsondering van sekere rekords van die SAID, is onderhewig aan die 
openbare belang-klousule.  Dit beteken dat die beskerming wat deur die weieringsgronde 
verleen word, onder bepaalde omstandighede opgehef kan word indien dit in die openbare 
belang is om dit te doen.  
 
Die spesifieke gronde vir die weiering van inligting is in artikels 34 tot 45 van die 
Inligtingswet vervat en die grootste gedeelte van hoofstuk ses is daaraan gewy.  Artikel 34 is 
gemik op die beskerming van persoonlike inligting ten opsigte waarvan ‘n individu ‘n 
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legitieme verwagting van privaatheid het.  In gevalle waar die openbare belang swaarder 
weeg as die verwagting van privaatheid, sal sulke inligting egter nie weerhou kan word nie.  
Artikel 35 vrywaar rekords van die SAID wat verband hou met die invordering van belasting 
en bevestig as sodanig die vertrouensplig wat deur amptenare in diens van die SAID aan 
belastingbetalers verskuldig is.  Ander state se wetgewing bevat nie afsonderlike bepalings 
wat beskerming bied aan rekords van instellings belas met belastinginvordering nie.  
Rekords van dié aard word normaalweg gedek deur die weieringsgronde wat die privaatheid 
van individue of die finansiële belange van derde partye beskerm.  Artikel 36 van die 
Inligtingswet het ten doel om handelsgeheime van derde partye en finansiële, kommersiële 
of ander inligting wat op ‘n vertroulikheidsgrondslag verskaf is en waarvan openbaarmaking 
skadelik sal wees vir die besigheidsbelange van derde partye, te beskerm.  Die Inligtingswet 
verskaf nie ‘n omskrywing van die konsep “handelsgeheim” nie, wat impliseer dat die howe 
deur middel van regspraak daaraan betekenis sal moet gee.  As vertrekpunt kan daar op die 
definisie van ‘n handelsgeheim wat deur die Amerikaanse Federale Appèlhof geformuleer is, 
gesteun word.  Wat finansiële en kommersiële inligting betref, word voorsien dat daar in die 
Suid-Afrikaanse konteks ‘n wye interpretasie daaraan geheg sal word.  Dit sal in effek 
beteken dat enige versoek om inligting wat met ‘n besigheid of handelsonderneming in 
verband staan, regtens geweier sal kan word. 
 
Die weieringsgrond wat in artikel 37 opgeneem is, beskerm inligting wat op ‘n vertroulike 
grondslag deur ‘n derde party aan ‘n owerheidsinstelling verskaf is.  Die oogmerk is om te 
verseker dat ‘n ooreenkoms van vertroulikheid eerbiedig word sodat die publiek nie - weens 
‘n persepsie dat sulke ooreenkomste waardeloos is - in die toekoms sensitiewe inligting van 
owerheidsinstellings weerhou nie.  Artikel 38 beskerm inligting waarvan openbaarmaking die 
veiligheid van ‘n individu in gevaar sal stel of waarvan openbaarmaking die sekuriteit van 
geboue, eiendom of stelsels sal benadeel.  Die beskerming wat ingevolge artikel 38 verleen 
word, is ook van toepassing op metodes en planne wat ontwerp is vir ‘n 
getuienisbeskermingsprogram of wat gemik is op die beskerming van die veiligheid van die 
publiek. 
Dit is ‘n algemeen aanvaarde beginsel dat die reg op toegang tot inligting nie behoort in te 
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meng met wetstoepassing en regsverrigtinge nie.  Artikel 39 van die Inligtingswet is ingesluit 
juis met dié doel voor oë en verbied die openbaarmaking van inligting waardeur die 
voorkoming en opsporing van misdaad, die vervolging van vermeende oortreders en die 
administrasie van die reg belemmer sal word.  Inligtingsbeamptes word ook ingevolge artikel 
39 gemagtig om te weier om die bestaan of nie-bestaan van ‘n rekord te bevestig of te 
ontken indien dit blyk dat sodanige bevestiging of ontkenning skadelik sal wees vir 
wetstoepassing.  Dié weieringsgrond se oorsprong kan teruggevoer word na ‘n besluit wat in 
die sewentigerjare deur die CIA geneem is om te verhoed dat intelligensieverwante 
bedrywighede waarby die die Hughes Glomar Explorer betrokke was, aan die lig kom. 
 
Artikel 40 beskerm die beginsel van regsverteenwoordiger-kliënt privilegie in belang van die 
behoorlike funksionering van die regstelsel.  Dit beteken dat inligting wat tussen ‘n 
regsverteenwoordiger en ‘n kliënt (insluitend ‘n beampte(s) van ‘n owerheidsinstelling) 
verwissel is, nie aan ‘n versoeker bekend gemaak sal kan word sonder dat die kliënt van die 
privilegie afstand doen nie.  Artikel 41 is gemik op die beskerming van inligting wat verband 
hou met verdediging, veiligheid en internasionale betrekkinge.  Ten einde die owerheid in 
staat te stel om die bevolking, soewereiniteit en grondgebied van die Republiek teen 
vyandige indringing te beskerm, word bepaal dat inligting wat onder meer handel oor militêre 
strategie, militêre oefeninge en die ontplooiing van wapens en militêre magte van 
openbaarmaking weerhou kan word.  Inligtingsbeamptes word ook gemagtig om versoeke 
vir inligting waarvan openbaarmaking skadelik sal wees vir die internasionale betrekkinge 
van die Republiek, te weier.  Die weieringsgrond vervat in artikel 42 kan deur die 
inligtingsbeampte aangewend word om te verhinder dat sekere inligting wat betrekking het 
op die ekonomiese belange van die Republiek of wat verband hou met die kommersiële 
bedrywighede van owerheidsinstellings, aan versoekers beskikbaar gestel word.  Wat 
ekonomiese belange betref, word gestipuleer dat die volgende tipes inligting onder meer 
weerhou kan word: inligting omtrent ‘n beoogde verandering in valutabeleid, wisselkoerse en 
betaalmiddele en inligting wat verband hou met die regulering van finansiële instellings en 
die aangaan van lenings deur die owerheid.  In soverre dit die kommersiële bedrywighede 
van owerheidsinstellings aangaan, word beskerming gebied aan handelsgeheime en 
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finansiële, wetenskaplike, tegniese of ander inligting waarvan openbaarmaking ‘n negatiewe 
uitwerking op die besigheidsbelange van die instelling sal hê. 
 
Artikel 43 beskerm onvoltooide navorsing van ‘n derde party of van ‘n beampte van ‘n 
owerheidsinstelling.  Die oogmerk is om te verseker dat die navorser nie die prestige en 
materiële voordele wat met eerste publikasies gepaard gaan, ontneem word nie.  Dit is nie 
algemene praktyk in ander state om afsonderlike beskerming aan navorsingsinligting te 
verleen nie.  Sulke inligting word normaalweg weerhou ingevolge die weieringsgronde wat 
betrekking het op die finansiële en kommersiële belange van derde partye en 
owerheidsinstellings.  Artikel 44(1) magtig inligtingsbeamptes om versoeke vir inligting te 
weier wat verband hou met die proses van beleidsformulering of wat benodig word vir die 
neem van ‘n besluit omtrent ‘n wetlik opgelegde bevoegdheid of plig.  Enige ander inligting 
waarvan openbaarmaking tot gevolg sal hê dat openhartige en eerlike kommunikasie in 
owerheidsinstellings aan bande gelê word, sal ook ingevolge artikel 44(1) geweier kan word 
 Ten einde meer duidelikheid te kry oor die aard van materiaal binne die reikwydte van 
artikel 44(1) val, kan daar gesteun word op die interpretasie wat deur die Amerikaanse howe 
en die Australiese AAT aan die ooreenstemmende weieringsgrond verleen is.  Artikel 44(2) 
beskerm toets-, ondersoek- en ouditeringsprosedures wat deur owerheidsinstellings gebruik 
word, evalueringsgegewens in besit van die owerheidsinstellings en konsepwerkstukke wat 
deur individuele amptenare opgestel is.  Ingevolge die laaste twee weieringsgronde, wat in 
artikel 45 van die Inligtingswet opgeneem is, kan die inligtingsbeampte ‘n versoek weier 
indien die versoek beuselagtig of kwelsugtig van aard is of indien die werk verbonde aan die 
verwerking van die versoek die hulpbronne van die instelling sal wegkeer en die normale 
aktiwiteite van die instelling sal ontwrig. 
 
‘n Persoon wie se versoek om toegang tot ‘n rekord geweier is, gebaseer op een of meer 
van die  weieringsgronde, hoef  hom/haar nie  noodwendig by so ‘n ongunstige besluit te 
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berus nie.  Die Inligtingswet maak voorsiening vir verskeie meganismes waarop ‘n persoon 
hom/haar kan beroep indien hy/sy van mening is dat ‘n besluit nie geregverdig was nie.  In 
hoofstuk sewe word ondersoek ingestel na wat dié meganismes behels. 
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HOOFSTUK 7 
 
DIE WET OP DIE BEVORDERING VAN TOEGANG TOT INLIGTING, 2000: 
HERSIENINGS- EN APPèLMEGANISMES 
 
7.1 Inleiding 
 
Ongeag van hoe noukeurig die gronde vir die weiering van inligting geformuleer is, daar sal 
altyd geskille tussen versoekers of derde partye en owerheidsinstellings omtrent die 
interpretasie daarvan ontstaan.  Dit is daarom noodsaaklik dat daar voorsiening gemaak 
word vir appèl- en hersieningsmeganismes wat die bevoegdheid het om die relevante 
bepalings van wetgewing wat die reg op toegang tot inligting reguleer, te interpreteer en om 
geskille daaromtrent te besleg.  Derglike meganismes vervul die rol van onafhanklike en 
onpartydige arbiters en is as sodanig deurslaggewend in die doeltreffende en effektiewe 
funksionering van ‘n toegang-tot-inligting-regime.  Die mees algemene vorms van appèl- en 
hersieningsmeganismes waarvoor in wetgewing voorsiening gemaak word, is die howe,  
inligtingskommissarisse en gespesialiseerde tribunale.  In state met ‘n ombudsman, word dié 
amp soms betrek om inligtingsverwante dispute te hanteer.  Die doelwit met hoofstuk sewe 
is om ondersoek in te stel na die aard en bevoegdhede van die appèl- en 
hersieningsmeganismes waarvoor die Inligtingswet voorsiening maak. 
 
Ter aanvang van die hoofstuk word twee sentrale konsepte verklaar, te wete “appèl” en 
“hersiening.”  Daarna word die bevoegdhede van die Openbare Beskermer in sake wat met 
die Inligtingswet verband hou toegelig  met verwysing na die rol wat soortgelyke ampte in 
ander state vervul.  Dit word gevolg deur ‘n verduideliking van die interne appèlprosedure 
wat deur die Wet voorgeskryf word en ‘n uiteensetting van die hersieningsfunksie van die 
geregshowe.  In die laaste gedeelte van hoofstuk sewe word daar aandag geskenk aan die 
alternatiewe hersienings- en appèlmeganismes wat aanvanklik deur die opstellers van die 
Inligtingswet oorweeg is.  Soos wat die geval was in hoofstukke vyf en ses word die praktyke 
en ondervindings van ander state - in soverre dit met appèl- en hersieningsmeganismes in 
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verband staan - deurlopend ingewerk ten einde die Suid-Afrikaanse meganismes in 
perspektief te stel. 
 
7.2 Verklaring van die konsepte “appèl” en “hersiening” 
 
Alvorens aandag geskenk word aan die interne appèl- en hersieningsprosedures wat deur 
die Inligtingswet voorgeskryf word, is dit nodig om twee konsepte te verduidelik wat 
deurgaans in hoofstuk sewe gebruik word, te wete “appèl” en “hersiening”.  In  gevalle waar 
voorsiening gemaak word vir appèl teen die beslissing van 'n amptenaar, beteken dit dat ‘n 
aangewese persoon of instelling die betrokke saak de novo (van voor af) moet oorweeg. Die 
oogmerk is om aan die hand van die beskikbare feite en ander relevante oorwegings te 
bepaal of die oorspronklike beslissing, korrek was, al dan nie.  Indien dit nie korrek bevind 
word nie, kan die aanvanklike beslissing ter syde gestel word en vervang word met 'n nuwe. 
(Foulkes 1976:83; Currie & Klaaren 2002:203.)  Wanneer ‘n beslissing hersien word, word 
daar slegs bepaal of die beslissing (wat ‘n administratiewe handeling verteenwoordig) aan 
die vereistes van regmatigheid, redelikheid en prosedurele billikheid voldoen (Currie & 
Klaaren 2002: 203,208).  Indien dit nie die geval is nie, word die beslissing nietig verklaar en 
na die oorspronklike amptenaar of tribunaal vir heroorweging terugverwys (Foulkes 
1976:83).  Hersiening verskil dus van ‘n appèl in dié opsig dat die persoon of instelling wat 
die hersieningsbevoegdheid het, nie soseer die korrektheid van die beslissing beoordeel nie, 
maar eerder die wetlike aspekte wat daarmee in verband staan, in berekening bring. (Currie 
& Klaaren 2002:203-204).  Anders as appèl, behels hersiening ook nie dat die persoon of 
instelling belas met hersiening die betrokke saak van nuuts af moet oorweeg en met ‘n nuwe 
beslissing vorendag moet kom nie.  In gevalle waar bevind word dat daar nie aan die wetlike 
vereistes voldoen is nie, moet die oorspronklike amptenaar of tribunaal die saak in 
heroënskou neem. (Foulkes 1976:83).  Uit die voorafgaande behoort dit duidelik te wees dat 
‘n appèlhandeling wyer in omvang is as ‘n hersieningshandeling. 
 
Die Suid-Afrikaanse Inligtingswet maak voorsiening vir bemiddeling deur die Openbare 
Beskermer, vir die aanteken van interne appèl (waar toepaslik) en vir geregtelike hersiening. 
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 In die volgende gedeeltes word meer besonderhede oor elke proses verskaf. 
 
7.3 Rol van die Openbare Beskermer 
 
Die Inligtingswet brei die bevoegdhede van die Openbare Beskermer uit tot aangeleenthede 
wat met die Inligtingswet in verband staan.  Artikel 91(b) van die Wet128 bepaal dat die 
Openbare Beskermer op eie inisiatief of by ontvangs van ‘n klagte oor die administrasie of 
werking van die Inligtingswet, ‘n geskil deur bemiddeling, versoening of onderhandeling of 
op enige ander wyse wat onder die omstandighede geskik mag wees, kan oplos.  
Daarbenewens kan hy/sy ‘n klaer, waar nodig, van advies bedien omtrent middele wat 
beskikbaar is om ‘n onreg of ‘n fout wat gepleeg is, reg te stel.    Dit is belangrik om daarop 
te let dat die rol van die Openbare Beskermer los staan van die interne appèl- en 
hersieningsprosedure wat deur die Inligtingswet voorgeskryf is.  Die formele appèl- en 
hersieningsprosedure ten opsigte van owerheidsinstellings is in Deel 4 van die Wet (artikels 
74 tot 82) opgeneem, terwyl die verwysing na die bevoegdheid van die Openbare 
Beskermer in Deel 7 onder die hofie “Algemene Bepalings” vervat is.  Hieruit kan afgelei 
word dat ‘n persoon wat veronreg voel deur ‘n besluit van ‘n inligtingsbeampte en wat die 
saak verder wil voer, nie deur die Wet verplig word om die Openbare Beskermer te nader 
nie.  Dit staan ‘n individu vry om self te besluit of hy/sy, nadat ‘n versoek vir ‘n rekord 
afgekeur is en die interne appèl misluk het,129 die hulp van die Openbare Beskermer wil 
inroep of eerder wil oorgaan tot die indiening van ‘n aansoek om geregtelike hersiening.  Die 
Openbare Beskermer is uiteraard meer toeganklik as die howe en bied vanweë die informele 
ondersoekprosedures wat gebruik kan word, ‘n vinnige en  goedkoop alternatief om ‘n klagte 
opgelos te kry.  Die Openbare Beskermer kan egter slegs aanbevelings doen en daar 
bestaan dus geen waarborg dat owerheidsinstellings daaraan gehoor sal gee nie. (Doyle 
1996:75; Suid-Afrika 1994, artikels 7(1)(b)(i) & 8(1); Suid-Afrika 1998, art. 9.)  Indien ‘n 
owerheidsinstelling weier om die aanbeveling van die Openbare Beskermer te aanvaar, sal 
‘n persoon hom/haar tot die geregshowe moet wend.  Die Australiese Ombudsman word op 
dieselfde wyse as die Suid-Afrikaanse Openbare Beskermer by appèl en hersiening betrek.  
‘n Persoon het die keuse of hy/sy eers ‘n klag by die Ombudsman wil lê en of hy/sy direk ‘n 
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saak by die AAT130 aanhangig wil maak (Doyle 1996:75).  Die Ombudsman beskik nie oor 
die bevoegdheid om die besluit van ‘n beampte te herroep en/of te wysig nie.  Enige 
aanbevelings wat gemaak word, is nie-bindend van aard en kan gevolglik nie op 
owerheidsinstellings afgedwing word nie.  Indien ‘n persoon steeds ontevrede is nadat die 
Ombudsman ‘n saak ondersoek het, kan appèl by die AAT aangeteken word  (Australian 
Law Reform Commission 1994:70; Curtis 1987:205).  Die mees algemene klagtes omtrent 
inligtingsverwante sake wat by die Ombudsman ingedien word, hou verband met 
vertragings, fooie, vernietiging van dokumente en versuim aan die kant van die 
owerheidsinstelling om voldoende redes te verskaf oor waarom toegang tot inligting geweier 
is (McLeod 2001:359; Missen 1986:53). 
 
In teenstelling met die beperkte en opsionele rol wat in Suid-Afrika en Australië aan 
onderskeidelik die Openbare Beskermer en Ombudsman verleen word, word die Nieu-
Seelandse Ombudsman as volwaardige appèlmeganisme gebruik (Taggart 1987:227; 
McBride 1984:94).  Die OIA bepaal uitdruklik dat die Ombudsman die eerste stap in die 
appèl- en hersieningsproses verteenwoordig - geen ander prosesse kan in werking gestel 
word alvorens ‘n klagte by dié amp gelê is en alvorens uitsluitsel oor die betrokke klagte 
 gegee is nie (McBride 1984:99).  Die Ombudsman beskik oor ‘n appèlbevoegdheid en kan 
dus die meriete van ‘n besluit beoordeel en, indien nodig, dit wysig (Taggart 1987:227; 
McBride 1984:96).  Anders as wat die geval is met aanbevelings wat ingevolge die 
Ombudsman Act van 1975 gemaak word, is aanbevelings van die Ombudsman, in soverre 
dit met die OIA verband hou, bindend en afdwingbaar - tensy dit deur die kabinet geveto 
word. (Buchanan 1991:2-3; Hazell 1995:266).  Die kabinet kan egter nie na willekeur ‘n 
aanbeveling van die Ombudsman veto nie.  Enige besluit om ‘n aanbeveling te veto moet op 
regsgronde berus en mag nie deur vrees vir politieke verleentheid gedryf word nie. (Doyle 
1996:72; Taggart 1987:231-232.)  Om te voorkom dat die kabinet hulle vetoreg misbruik, 
bepaal die OIA dat ‘n kabinetsveto deur die howe hersien kan word (Taggart 1987:232; 
Buchanan 1991:3). 
 
Ofskoon daar besliste voordele daaraan verbonde is om ‘n Ombudsman by die formele 
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appèl- en hersieningsproses te betrek (soos dat dit ‘n informele, spoedige en goedkoop 
meganisme bied om geskille te besleg), is dit in ander opsigte problematies.   Sake wat oor 
toegang tot inligting handel, is in wese regsdispute en is dikwels besonder kompleks (Hazell 
1991:40).  Dit beteken dat daar noodwendig meer tyd, personeel en ander hulpbronne aan 
sulke sake afgestaan moet word.   Uit jaarverslae van die Nieu-Seelandse Ombudsman blyk 
dit inderdaad dat dit vir die amp ‘n uitdaging is om gekompliseerde inligtingsverwante sake 
te hanteer (Buchanan 1991:3).  Ongeveer ‘n derde van alle sake wat jaarliks by die 
Ombudsman aanhangig gemaak word, handel oor toegang tot inligting, maar weens die 
komplekse aard daarvan, moet twee derdes van die personeel ontplooi word om daaraan te 
werk (Satyanand 1999:325).  Die hoër werkslading wat te weeg gebring word, kan tot gevolg 
hê dat ander sake afgeskeep word of selfs dat gevalle wat met toegang tot inligting verband 
hou, weens beperkte hulpbronne, nie so deeglik hanteer word as wat nodig is nie.  Met 
inagneming hiervan, is dit meer sinvol om die appèl- en hersieningsfunksie aan ‘n aparte 
instelling of amp (soos die Kanadese Inligtingskommissaris) toe te vertrou waar 
inligtingsverwante aangeleenthede nie met ander sake om aandag hoef mee te ding nie.  
Die ander moontlikheid is om die Ombudsman net op ‘n beperkte grondslag by appèl en 
hersiening te betrek - soos wat die geval met die Suid-Afrikaanse Openbare Beskermer en 
die Australiese Ombudsman is. 
 
7.4 Interne appèl  
 
Kragtens die Suid-Afrikaanse Inligtingswet kan ‘n versoeker ‘n interne appèl teen die besluit 
van ‘n inligtingsbeampte van ‘n tipe-1 instelling131 (kyk par. 5.2.2 supra) aanteken.  ‘n Interne 
appèl kan aangeteken word teen - 
 
 ‘n besluit om toegang tot ‘n rekord te weier 
 ‘n besluit  omtrent die voorgeskrewe fooi(e) wat betaalbaar is (kyk par. 5.4.2 supra) 
 ‘n besluit om die tydperk waarin die versoek verwerk moet word, te verleng (kyk par. 
5.4.3.2 supra) 
 ‘n besluit om toegang te verleen in ‘n ander formaat as wat die versoeker aangevra 
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het (kyk par. 5.4.1.1 supra) (Suid-Afrika 2000, art. 74 (1)). 
 
Benewens die voornoemde gronde, kan ‘n derde party - wat op ‘n manier bewus geraak het 
van ‘n versoek om toegang wat toegestaan is - intern appèl aanteken teen ‘n besluit om 
toegang te verleen (Suid-Afrika 2000, art. 74(2)).  Appèl teen ‘n besluit van ‘n 
inligtingsbeampte moet by die “tersaaklike owerheid” aangeteken word.  Die “tersaaklike 
owerheid” in die nasionale, provinsiale en plaaslike owerheidsfere word in artikel 1 van die 
Inligtingswet omskryf: 
 
In die nasionale sfeer: 
 
 In die geval van die Kantoor van die President, die persoon wat skriftelik deur die 
President aangewys is 
 In die geval van nasionale staatsdepartemente, die minister verantwoordelik vir die 
betrokke departement of die persoon wat skriftelik deur die minister aangewys is 
In die provinsiale sfeer: 
 
 In die geval van die Kantoor van die Premier, die persoon wat skriftelik deur die 
Premier aangewys is 
 In die geval van provinsiale staatsdepartemente, die lid van die uitvoerende raad 
verantwoordelik vir die betrokke departement of die persoon wat skriftelik deur 
daardie lid aangewys is 
 
In die plaaslike sfeer: 
 
 Die burgemeester 
 Die speaker 
 Enige persoon wat skriftelik deur die munisipale raad aangewys is 
 
Uit die omskrywing van “tersaaklike owerheid” blyk dit dat die bevoegdheid om ‘n interne 
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appèl te oorweeg en daaroor te besluit, skriftelik gedelegeer kan word.  Die appèlfunksie kan 
egter nie aan een van die senior beamptes, wat ingevolge artikel 1 van die Wet as 
inligtingsbeamptes aangewys is (kyk par. 5. 4.1 supra), gedelegeer word nie - selfs al het ’n 
adjunk-inligtingsbeampte die besluit waarteen geappelleer word, geneem.  Adjunk-
inligtingsbeamptes verrig hulle funksies onder leiding en beheer van die inligtingsbeampte 
en volgens die voorwaardes wat deur laasgenoemde neergelê is.  As sodanig sou dit nie 
veel waarde hê om appèl teen die besluit van ‘n adjunk-inligtingsbeampte by die 
inligtingsbeampte aan te teken nie.  Appèl vereis immers dat die persoon by wie appèl 
aangeteken word, onafhanklik moet staan van die persoon wie se besluit die onderwerp van 
die appèl is.  (Currie et al. 2001:65.) 
 
Interne appèl of hersiening is nie ‘n standaard kenmerk van wetgewing wat toegang tot 
inligting reguleer nie.  Die opstellers van die Kanadese en Nieu-Seelandse wetgewing het 
doelbewus ‘n vorm van interne appèl of hersiening verwerp - en wel omdat dit na hulle 
mening die proses onnodig kompliseer, dit meer omslagtig (en dus stadiger) maak en 
duurder is (in gevalle waar ‘n fooi betaalbaar is).  ‘n Verdere argument wat teen interne 
appèl en hersiening geopper word, is dat junior beamptes meer geneig sal wees om ‘n 
konserwatiewe benadering te volg (dit wil sê om inligting te weerhou) as hulle weet dat hulle 
besluit later deur ‘n senior beampte gewysig kan word.  In teenstelling hiermee, wys 
voorstanders van interne appèl of hersiening daarop dat die proses toesighouers in staat stel 
om die kwaliteit van besluitneming wat in die instelling geneem word, te evalueer en te 
korrigeer.  Dit is boonop goedkoper as geregtelike hersiening en het opvoedkundige waarde 
omdat leemtes in die oorspronklike besluit uitgewys kan word. (Snell 2000:605.) 
   
Uit die voorafgaande behoort dit duidelik te wees dat albei benaderings meriete het.  Dit is 
derhalwe nie moontlik om op teoretiese gronde ‘n besliste standpunt vir of teen interne appèl 
en hersiening in te neem nie.  Net die tyd sal leer of die betrokke stelsel binne die unieke 
konteks van die staat  doeltreffend en effektief was.  Om dit te bepaal sal daar byvoorbeeld 
‘n empiriese studie onderneem moet word oor die aantal gewysigde besluite wat die gevolg 
van interne appèl of hersiening was.  Aan die hand van die resultate van die studie, sal daar 
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dan ‘n oordeel gevel kan word oor of die aantal gewysigde besluite die verhoogde 
werkslading van die amptenary en die moeite wat vir die versoeker te weeg gebring word, 
regverdig, al dan nie. 
 
7.4.1 Prosedure wat gevolg moet word vir die aanteken van interne appèl 
 
‘n Interne appèl moet binne 60 dae nadat ‘n persoon van die uitslag van die versoek 
verwittig is, aangeteken word.132  Die appellant moet die voorgeskrewe vorm133 voltooi en dit 
aan die inligtingsbeampte (wat die aanvanklike besluit geneem het) rig.  Die appèl kan by die 
inligtingsbeampte afgelewer word of aan hom/haar by sy/haar adres, faksnommer of 
elektroniese posadres gestuur word.  Die onderwerp van die interne appèl moet duidelik 
geïdentifiseer word en die redes vir die appèl moet gemeld word, tesame met enige ander 
relevante inligting wat aan die appellant bekend mag wees. (Suid-Afrika 2000, art. 75(1).)  
Geen appèlfooi is voorgeskryf nie.  Kragtens die regulasies wat in 2001 gepromulgeer is  
sou ‘n appellant ‘n R50,00 fooi moes betaal, maar dié vereiste is deur die 2002-Regulasies 
herroep. (Wessels [S.a.]:81.)  
 
Die inligtingsbeampte moet binne 10 dae na ontvangs daarvan, die interne appèl aan die 
tersaaklike owerheid voorlê.  Dit moet vergesel wees van die redes vir die inligtingsbeampte 
se besluit (waarteen geappelleer word).  Indien die appèl verband hou met ‘n rekord(s) 
omtrent ‘n derde party - van dié aard aangedui in artikels 34(1), 35(1), 36(1), 37(1) en 43(1) 
van die Wet (kyk par. 5.4.3.1 supra) - moet die inligtingsbeampte ook die 
kontakbesonderhede van die derde party aan die tersaaklike owerheid verskaf. (Suid-Afrika 
2000, art. 75(4).)  Die kontakbesonderhede word benodig, sodat die tersaaklike owerheid die 
derde party kan inlig omtrent die appèl teen die weiering van ‘n versoek.  Die derde party 
moet binne 30 dae na ontvangs van die appèl daaromtrent in kennis gestel word, waarna 
hy/sy 21 dae gegun word om vertoë te rig oor waarom die appèl van die hand gewys moet 
word. (Suid-Afrika 2000, artikels 76(1), 76(2) & 76(4).)  Indien die appèl nie betrekking het 
op die weiering van ‘n gespesifiseerde rekord(s) wat met ‘n derde party verband hou nie, 
hoef die appèlowerheid uiteraard niemand in kennis te stel nie en hoef vertoë nie ingewag te 
 
 
208 
word nie.  Daar kan direk oorgegaan word tot die oorweging van die aansoek.  Dit mag egter 
gebeur dat ‘n party(e) op ander wyses bewus raak van ‘n appèl (byvoorbeeld deur 
beriggewing in die media) en vertoë rig onafhanklik van ‘n uitnodiging van die appèlowerheid 
om dit te doen.  Dit is ‘n toelaatbare praktyk ingevolge artikel 76(6) van die Inligtingswet en 
die appèlowerheid sal dus genoodsaak wees om sulke vertoë in berekening te bring 
wanneer die betrokke appèlaansoek oorweeg word (mits dit binne die voorgeskrewe tydperk 
ontvang word).  Daar moet in gedagte gehou word dat appèl nie slegs teen die weiering van 
‘n versoek aangeteken kan word nie, maar ook teen die toestaan van ‘n versoek.  ‘n 
Persoon kan van die goedkeuring van ‘n versoek verneem en besluit om appèl aan te teken 
teen die toestaan van die versoek - ongeag daarvan of die rekords wat ter sprake is op 
hom/haar betrekking het, al dan nie.  In só ‘n geval moet die versoeker ook binne 30 dae 
van die appèl in kennis gestel word en die geleentheid gebied word om vertoë te rig oor 
waarom die aanvanklike besluit om toegang te verleen, gehandhaaf moet word. (Suid-Afrika 
2000, artikels 76(7), 76(8)(a) & 76(9).) 
 
7.4.2 Oorweging van die appèl en besluit 
 
Kragtens artikel 77(3) van die Inligtingswet moet die tersaaklike owerheid binne 30 dae na 
ontvangs van die appèl of binne 30 dae nadat ‘n derde party daaromtrent ingelig is, oor die 
aansoek besluit.  Indien ‘n appèl teen die toestaan van ‘n versoek ontvang is, moet die 
besluit geneem word binne vyf werksdae nadat die versoeker vertoë gerig het oor waarom 
die versoek toegestaan moet word.  In gevalle waar die versoeker gekies het om geen 
vertoë te rig nie, moet die besluit binne 30 dae nadat die versoeker in kennis gestel is, 
geneem word. (Currie & Klaaren 2002:201.)  Wanneer die tersaaklike owerheid ‘n interne 
appèl oorweeg, moet die volgende in berekening gebring word: 
 
 Die gronde vir die appèl en enige ander inligting wat deur die appellant voorgelê is 
 Die redes wat deur die inligtingsbeampte verskaf is om sy/haar oorspronklike besluit 
te regverdig 
 Enige vertoë wat deur belanghebbende persone gerig is (Suid-Afrika 2000, art. 
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77(1)(a)-(c)). 
 
Indien ‘n derde party wat van ‘n appèl verwittig moes word, nie opgespoor kon word nie, 
moet die appèlowerheid in gedagte hou dat die betrokke derde party nie die geleentheid 
gehad het om vertoë te rig oor waarom die appèl geweier moet word nie. (Suid-Afrika 2000, 
art. 77(1)(d)).  Die besluit wat uiteindelik deur die appèlowerheid geneem word, kan die 
oorspronklike besluit wat deur die inligtingsbeampte geneem is, bevestig of deur ‘n nuwe 
besluit vervang.  Onmiddellik nadat die besluit geneem is, moet die appellant, derde partye 
wat omtrent die appèl ingelig is en die versoeker (waar die appellant en die versoeker nie 
dieselfde persoon is nie), van die besluit in kennis gestel word.  Die kennisgewing moet 
voldoende redes vir die besluit verskaf en ‘n aanduiding gee van die bepalings van die 
Inligtingswet waarop gesteun is om tot die besluit te kom. Die betrokke partye moet voorts 
ingelig word dat ‘n aansoek teen die besluit van die appèlowerheid by ‘n hof ingedien kan 
word.  Indien die appèlowerheid versuim om binne die voorgeskrewe tydperk aan die 
relevante partye kennisgewings uit te reik waarin hulle ingelig word van die uitslag van die 
appèl, word die appèl geag van die hand gewys te wees.  (Suid-Afrika 2000, artikels 77(2), 
77(4), 77(5) & 77(7).)  Dié stipulasie van die Wet is ingebou om ‘n situasie te verhoed waar 
die besluit oor die appèl onbepaald uitgestel word om toegang tot ‘n rekord(s) te verhinder 
en om te voorkom dat die appellant sy/haar reg op toegang tot inligting, in die howe afdwing. 
 ‘n Persoon wat ‘n interne appèl by ‘n tipe 1-instelling ingedien het, kan immers nie by die 
howe aanklop as daar nog nie uitsluitsel oor die appèl gegee is nie. (Currie & Klaaren 
2002:201.) 
 
7.5 Hersiening deur die geregshowe134 
 
Kragtens artikel 78(2) kan ‘n versoeker binne 30 dae by ‘n hof aansoek doen vir ‘n gepaste 
bevel indien hy/sy - 
 
 onsuksesvol was met ‘n interne appèl na die tersaaklike owerheid van ‘n tipe 1-
instelling 
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 veronreg voel deur ‘n besluit van die tersaaklike owerheid van ‘n tipe 1-instelling om 
nie die laat aanteken van ‘n interne appèl toe te laat nie 
 veronreg voel deur die besluit van die inligtingsbeampte van ‘n tipe 2- of 3-instelling 
om ‘n versoek tot toegang te weier (kyk par. 5.2.2 supra vir ‘n aanduiding van welke 
instelling as tipe 2- en 3-instellings geklassifiseer word) 
 veronreg voel deur die besluit van die inligtingsbeampte van ‘n tipe 2- of 3-instelling  
omtrent die fooie wat betaalbaar is (kyk par. 5.4.2 supra) 
 veronreg voel deur die besluit van ‘n inligtingsbeampte van ‘n tipe 2- of 3-instelling  
om die tydperk waarin die versoek verwerk moet word, te verleng (kyk par. 5.4.3.2 
supra) 
 veronreg voel deur die besluit van ‘n inligtingsbeampte van ‘n tipe 2- of 3-instelling  
om  toegang te verleen in ‘n ander formaat as wat aangevra is (kyk par. 5.4.1.1 
supra) 
 
‘n Derde party wat onsuksesvol was in ‘n interne appèl teen die toestaan van ‘n versoek of 
wat veronreg voel deur die besluit van ‘n inligtingsbeampte van ‘n tipe 2- of 3-instelling om ‘n 
versoek toe te staan, kan hom/haar insgelyks binne 30 dae tot die howe wend (Suid-Afrika, 
art. 78(3)). 
 
Die howe wat jurisdiksie het oor sake wat met die Inligtingswet in verband staan, is die 
Konstitusionele Hof,135 die hoë howe en daardie landdroshowe wat deur die Minister van 
Justisie en Staatkundige Ontwikkeling by kennisgewing in die Staatskoerant aangewys is.  
Slegs landdroste wat skriftelik deur die Minister, in oorleg met die Landdrostekommissie 
aangewys is, mag in die genoemde landdroshowe voorsit. (Suid-Afrika 2000, art. 1.)  Teen 
15 Februarie 2002 (die afsnypunt van dié studie) was geen aanwysing ten opsigte van die 
landdroshowe of landdroste nog gedoen nie. 
 
‘n Hof wat ‘n aansoek aanhoor van ‘n party wat veronreg voel deur ‘n besluit van ‘n 
inligtingsbeampte of  ‘n appèlowerheid, kan enige rekord van ‘n owerheidsinstelling wat aan 
die Inligtingswet onderhewig is, ondersoek - ongeag bepalings van die Inligtingswet of ander 
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wetgewing wat openbaarmaking van sulke rekords verbied (Suid-Afrika 2000, art. 80(1)).  
Die hof kan voorts ex parte vertoë (eensydige vertoë) aanhoor, verrigtinge in camera hou en 
die publikasie van enige inligting wat op die verrigtinge of op partye tot die verrigtinge, 
betrekking het (insluitend die inhoud van die hofbevele wat gemaak is), verbied (Suid-Afrika 
2000, art. 80(3)). 
 
7.5.1 Gronde vir hersiening 
 
Die Inligtingswet spesifiseer nie die gronde waarop die howe ‘n besluit kan hersien nie.  
Normaalweg sou die howe in só ‘n geval kon steun op die gronde vir geregtelike hersiening 
wat in artikel 6 van die Wet op die Bevordering van Administratiewe Geregtigheid, 2000 (Wet 
3 van 2000) voorgeskryf word.  Besluite wat ingevolge die Inligtingswet geneem is, is egter 
nie aan die Wet op die Bevordering van Administratiewe Geregtigheid onderhewig nie.  In 
die lig hiervan is die howe genoodsaak om hulle hersieningsbevoegdheid in sake wat met 
die Inligtingswet verband hou, aan die hand van die vereistes vir regverdige administratiewe 
optrede wat in artikel 33(1) van die 1996-Grondwet vervat is, uit te oefen. (Currie & Klaaren 
2002:35-36, 203.)  Artikel 33(1) bepaal dat elkeen die reg het op administratiewe optrede 
wat regmatig, redelik en prosedureel billik is.  Die konsep ”administratiewe optrede” verwys 
na alle administratiewe handelinge en besluite, insluitend funksies wat verband hou met die 
opstel van ondergeskikte wetgewing en die uitoefening van kwasie-regterlike bevoegdhede 
(Burns 1999:136; Nel & Bezuidenhout 1995:312).  ‘n  Besluit wat ingevolge die Inligtingswet 
geneem is, val binne die reikwydte van die konsep “administratiewe optrede” en moet as 
sodanig aan artikel 33(1) van die Grondwet voldoen. 
 
Uit hoofde van die feit dat die howe se hersieningsbevoegdheid op die drie vereistes in die 
Grondwet berus, is dit nodig om te verduidelik wat met elke vereiste bedoel word.  Die 
vereiste van regmatigheid beteken dat administratiewe optrede binne die raamwerk van die 
magtigingswet, ooreenkomstig die voorskrifte van die Grondwet en in navolging van die 
reëls van die gemenereg136 moet geskied (Burns 1999:138).  Indien ‘n hof bevind dat ‘n 
beampte se optrede buite die neergelegde perke val, kan die optrede ultra vires en gevolglik 
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ongeldig verklaar word.   Redelike administratiewe optrede kan beskou word as optrede wat 
regverdigbaar is (Devenish 1999:473).  Vir optrede om regverdigbaar te wees moet dit aan 
die standaarde van rasionaliteit en logika voldoen (Du Plessis & Corder 1994:169).  Dit 
beteken dat daar ‘n rasionele en logiese verband behoort te bestaan tussen die feite en 
getuienis wat aan ‘n amptenaar voorgelê is en die administratiewe optrede wat daaruit 
voortspruit (Mureinik 1994:41).  Redelike administratiewe optrede impliseer nie slegs dat 
optrede op rasionele gronde verdedigbaar behoort te wees nie.  Dit vereis ook dat daar 
behoorlik aandag aan ‘n saak bestee word en dat ‘n bevoegdheid nie met die oog op ‘n 
ongeoorloofde motief uitgeoefen moet word nie (Wiechers 1984:276).  Redelikheid moet ook 
in die gevolge of uitwerking van ‘n bepaalde optrede tot uiting kom - dit wil sê die gevolge 
behoort nie arbitrêr, onregverdig, onsinnig en onmoontlik te wees nie en ‘n persoon of groep 
persone mag nie ‘n ooglopende onreg aangedoen word nie (Baxter 1984:497; Wiechers 
1984:285).  Prosedureel billike administratiewe optrede behels die volgende: 
 
 Die nakoming van die reëls van natuurlike geregtigheid137 
 Die nakoming van prosedurele voorskrifte en vereistes vervat in die toepaslike 
magtigingswet 
 Die verskaffing van inligting aan 'n voornemende applikant aangaande die beleid en 
prosedures wat in die oorweging van sy/haar aansoek gevolg sal word 
 Die navolging van prosedures wat in 'n gegewe situasie en onder besondere 
omstandighede as korrek, regverdig en billik beskou kan word 
 Die reg om appèl aan te teken of aansoek te doen om hersiening van 'n beslissing by 
'n geregshof of 'n onafhanklike forum soos die Openbare Beskermer (Brynard 
1996:29-30). 
 
Nadat die hof die besluit van ‘n inligtingsbeampte of appèlowerheid aan die vereistes van 
regmatigheid, redelikheid en prosedurele billikheid getoets het, kan uitspraak oor die 
geldigheid van die besluit gelewer word. 
 
7.5.2 Beslissing oor aansoek 
 
 
213 
 
Kragtens artikel 82(1) van die Inligtingswet kan ‘n hof wat ‘n aansoek aanhoor, ‘n bevel 
verleen wat billik en regverdig is, insluitend bevele - 
 
 wat die besluit onder oorweging bevestig, wysig of tersyde stel 
 wat vereis dat ‘n inligtingsbeampte of appèlowerheid bepaalde stappe moet doen of 
hulle van sekere stappe moet weerhou 
 wat ‘n interdik, bystand, ‘n verklarende bevel of vergoeding toestaan 
 aangaande koste 
 
Die tipes bevele wat in die Inligtingswet vervat is en hierbo verskyn, verteenwoordig nie ‘n 
omvattende lys nie.  ‘n Hof sal ook ander bevele kan uitreik, soos die toekenning van 
skadevergoeding, en waar nodig, van sogenaamde “kreatiewe bevele” gebruik kan maak.  
So kan ‘n owerheidsinstelling byvoorbeeld beveel word om verbeteringe aan die 
rekordhoudingstelsel aan te bring. (Wessels [S.a.]:88.)  Die feit dat die howe ‘n kostebevel 
kan doen en vergoeding kan toestaan, is van besondere belang. Dit behoort enersyds 
applikante met beperkte finansiële hulpbronne aan te moedig om ‘n geldige eis in die howe 
verder te voer en andersyds behoort dit inligtingsbeamptes aan te spoor om van meet af 
grondige besluite te neem wat die toets van die howe sal deurstaan (Singer 1979:340).  
Daarbenewens sal die wete dat ‘n hof kan gelas dat die regskostes van ‘n applikant deur die 
staat gedra moet word en/of vergoeding kan toestaan (vir skade gely weens die 
weerhouding van inligting), owerheidsinstellings daarvan  weerhou om regsgedinge onnodig 
lank uit te rek in die hoop dat individue wat nie oor die nodige finansiële hulpbronne beskik 
nie, die saak sal laat vaar (Nader 1986:12).  Die Amerikaanse ondervinding het getoon dat 
sekere agentskappe inderdaad in die beginjare van die FOIA van só ‘n vertragingstaktiek 
gebruik gemaak het.  As gevolg hiervan, is ‘n wysiging aan die FOIA in 1974 deurgevoer 
ingevolge waarvan die howe in sake waarin die klaer geseëvier het, die staat kan gelas om 
prokureurs- en ander regskostes te betaal (Wood 1981:198.)  In Australië word ‘n 
soortgelyke praktyk gevolg.  Die AAT beskik weliswaar nie oor die bevoegdheid om self ‘n 
kostebevel te maak nie, maar kan by die Prokureur-Generaal aanbeveel dat die regskoste 
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van ‘n persoon wie se appèl geslaag het, deur die staat betaal word (Allars 1990:150). 
 
Dit is nodig om duidelikheid te verskaf oor die bepaling in artikel 82(1) van die Inligtingswet  
wat die howe toelaat om ‘n besluit van ‘n inligtingsbeampte of appèlowerheid te wysig.  Soos 
reeds aangetoon (kyk par. 7.2  supra), is dit nie algemene praktyk dat ‘n hof met ‘n 
hersieningsbevoegdheid die oorspronklike besluit korrigeer nie - die saak word normaalweg 
vir heroorweging na die oorspronklike besluitnemer terug verwys.  Dié gebruik is gebaseer 
op die aanname dat die amptenary in ‘n beter posisie is om besluite te neem oor sake wat in 
hulle bevoegdheidsfeer val en waaroor hulle uiteraard meer kundig as die howe is.  Met 
inagneming hiervan, sal die wysiging van ‘n besluit deur die howe slegs toelaatbaar wees in 
omstandighede waar die howe oor al die relevante inligting beskik en net so gekwalifiseerd 
of bevoeg is om die besluit te neem as die oorspronklike besluitnemer. (Currie & Klaaren 
2002:211.) 
 
7.6 Alternatiewe appèl- en hersieningsmeganismes 
 
Die gewone howe was nie noodwendig die opstellers van die Inligtingswet se eerste keuse 
as ‘n afdwingingsmeganisme nie.  Verskeie alternatiewe is oorweeg voordat daar uiteindelik, 
weens praktiese oorwegings, met die gewone howe volstaan is.  In die volgende gedeelte 
word aandag geskenk aan die alternatiewe meganismes wat oorweeg is, met verwysing na 
die ondervinding van ander state (waar toepaslik) en die voor- en nadele van die 
verskillende stelsels. 
 
Die Konsepwetsontwerp oor Oop Demokrasie (1996) het voorsiening gemaak vir die 
instelling van ‘n inligtingshof vir elke provinsiale of plaaslike afdeling van die Hooggeregshof 
(nou bekend as die Hoë Hof) (Open Democracy Act for South Africa [S.a.].)  Die 
inligtingshowe sou  uitsluitlik gemoeid wees met die aanhoor van appèlle138 teen die besluite 
wat deur interne appèlowerhede geneem is (The Open Democracy Bill [S.a.]).  Regters vir 
die inligtingshowe sou uit die verskillende provinsiale afdelings van die Hooggeregshof 
aangewys word en daar sou van die Hooggeregshof se infrastruktuur gebruik gemaak word 
 
 
215 
(White 1998:75; van Wyk 1995:15).  Die inligtingshowe sou volgens hulle eie reëls, wat 
spesiaal vir hulle opgestel sou word, funksioneer en besluite wat deur dié howe geneem is, 
sou in die Hooggeregshof aan hersiening onderwerp kon word (Open Democracy Act for 
South Africa [S.a.]; Van Wyk 1995:15).  In die daaropvolgende Konsepwetsontwerp, wat in 
1997 deur die kabinet goedgekeur is, is alle verwysings na die inligtingshowe egter 
verwyder.  Die funksies wat deur die 1996-Konsepwetsontwerp aan die inligtingshowe 
opgedra is, is deur die 1997-Konsep aan die hoë howe toegewys.  Geen rede is deur die 
Taakgroep vir Oop Demokrasie  verskaf om die verwydering van die bepalings te regverdig 
nie, maar daar is allerweë aanvaar dat die koste verbonde aan die vestiging en 
instandhouding van die howe die oorwegende faktor was. (The Freedom of Expression 
Institute 1997; White 1998:75.)  Die besluit om die gewone howe as hersieningsmeganisme 
te gebruik, is een van die sake wat die wydste gedebatteer en gekritiseer is in voorleggings 
wat aan die Taakgroep, die Portefeuljekomitee vir Justisie en die Gesamentlike Ad hoc-
Komitee oor Oop Demokrasie gedoen is.139  Die algemene gevoel was dat die gewone howe 
nie geredelik toeganklik is vir ‘n gewone lid van die publiek nie en as sodanig nie ‘n gepaste 
forum vir die hersiening van besluite wat ingevolge die Inligtingswet geneem is, bied nie.  
Benewens die feit dat dit tydrowend en duur is om ‘n saak in die howe te beveg, neig die 
formele en intimiderende aard van die litigasieproses om voornemende applikante verder af 
te skrik.  (IDASA 1999; South African Human Rights Commission [S.a.].)  In die lig van die 
kritiek wat teen die howe geopper is, is daar tydens sittings van die Gesamentlike Ad hoc-
Komitee ondersoek ingestel na die moontlikheid om ‘n spesiale tribunaal of funksionaris in 
die lewe te roep om sake wat met die Inligtingswet in verband staan, aan te hoor.  Die 
tribunaal of funksionaris sou onafhanklik van die regbank en uitvoerende instellings 
funksioneer en sou as sodanig gemoeid wees met administratiewe regspraak. (Open 
Democracy Lobby Group 1998; Ad hoc Joint Committee on ... 1999.)  Dit is juis vanweë die 
voordele verbonde aan die praktyk van administratiewe regspraak dat oorweging geskenk is 
aan die instelling van ‘n tribunaal of funksionaris as alternatief tot die gewone howe.  Dié 
voordele word duidelikheidshalwe in die volgende gedeelte toegelig.  
 
Die uitoefening van administratiewe regspraak is goedkoper as regspraak deur gewone 
 
 
216 
howe, aangesien die opstel van pleitstukke deur 'n prokureur of advokaat, die voorlegging 
van regsdokumente en die voorbereiding van getuies - soos vereis in geregshowe - nie altyd 
nodig is nie. (Robson 1951:558.)  'n Individu kan self sy/haar saak behartig en aanbied 
(Baxter 1984:246).  Die goedkoper koste verbonde aan administratiewe regspraak bring 
mee dat individue nie deur hoë kostes afgeskrik word om op hulle regte aanspraak te maak 
nie (Robson 1951:559).  Administratiewe regspraak geskied spoediger as regspraak in 
gewone hofsake aangesien die omslagtige prosedures en formaliteite wat deur geregshowe 
voorgeskryf word, nie nagevolg hoef te word nie (Robson 1951:559).  Prosedures is meer  
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informeel en kan aangepas word volgens die aard van die saak wat aangehoor word (Baxter 
1984:246).  'n Verdere voordeel verbonde aan administratiewe regspraak is dat sake 
aangehoor word deur funksionarisse met gespesialiseerde kennis op ‘n besondere gebied 
(Robson 1951:562).  Anders as die gewone geregshowe wat uitsluitlik moet staatmaak op 
feite wat uit getuienis na vore kom (ten spyte van die feit dat getuienis onvolledig of 
onvoldoende mag wees), kan administratiewe tribunale en  funksionarisse hulle ook verlaat 
op eerstehandse kennis gebaseer op persoonlike ondervinding en opleiding (Robson 
1951:563; Bradley & Ewing 1993:645).  Daarbenewens kan ‘n ondersoek onderneem word 
om die feite wat aangebied word, te verifieer of om bykomende inligting oor ‘n saak in te win. 
 Beslissings van administratiewe tribunale en funksionarisse is aanpasbaar en buigsaam.  
Daar word weliswaar gestreef na konsekwente besluitneming, maar uitsprake is nie aan 
presedente gebonde nie. (Robson 1951:572.)  Deur middel van diskresie-uitoefening word 
die administratiewe tribunaal of funksionaris die geleentheid gebied om uitsprake te lewer 
met inagneming van unieke omstandighede.  Op dié wyse word oormatige reglementering 
en meganiese regsaanwending verminder en word geregtigheid vir die enkelgeval moontlik 
gemaak. (Henning 1968:157-158.) 
 
Met inagneming van die voordele van administratiewe regspraak, het die Gesamentlike Ad 
hoc-Komitee aandag geskenk aan die ondervindings van ander state waar ‘n tribunaal of 
funksionaris belas is met die aanhoor van inligtingsverwante sake.  Veral die Australiese 
AAT (op federale vlak) en die amp van Inligtingskommissaris (wat onder meer in Kanada in 
gebruik is), het prominensie geniet.  Ontleding van die wyse waarop die AAT funksioneer, 
het aan die lig gebring dat die voordele verbonde aan administratiewe regspraak nie in alle 
opsigte deur dié stelsel verwesenlik word nie.  Trouens, daar is bevind dat die AAT bykans 
ewe ontoeganklik as die gewone howe is vanweë die feit die verrigtinge in ‘n groot mate 
gebaseer word op praktyke soortgelyk aan dié wat in die howe gevolg word. (Ad hoc Joint 
Committee  on  ... 1999.)   Bayne, ‘n  kundige op die  gebied van  toegang tot  inligting in  
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Australië, het reeds in 1993 op die probleme in die tribunaalstelsel gewys: 
 
My experience of the Commonwealth body is that it is far from quick.  From the lodgement of the 
appeal to the date of the hearing may take several months, or on occasions, over a year.  There may 
then be a wait of over a year for the decision to be handed down.  An applicant must now pay a filing 
fee of $300, which for many FOI applicants is a considerable disincentive.  Many AAT panels model 
their behaviour on that of a superior court.  The members encourage adversarial presentation by the 
parties and correspondingly take a passive stance towards matters of evidence and even of the law. 
(Bayne 1993:222.) 
 
Ofskoon dit nie ‘n gegewe is dat die negatiewe praktyke van die AAT in  ‘n Suid-Afrikaanse 
weergawe gedupliseer sou word nie, het die Gesamentlike Komitee die blote risiko dat dit 
kan gebeur, as genoegsame rede beskou om nie die stelsel verder te ondersoek nie.  In 
teenstelling met ‘n tribunaalstelsel, is bevind dat die amp van inligtingskommissaris ‘n meer 
doeltreffende en effektiewe forum vir eksterne hersiening en appèl bied.  Daar is veral 
gesteun op die Kanadese voorbeeld en die model wat in  twee Australiese deelstate, te wete 
Wes-Australië en Queensland geïmplementeer is (Du Preez 2002; Ad hoc Joint Committee 
on ... 1999.)  Ten einde ‘n begrip te vorm van wat die amp van inligtingskommissaris behels, 
word daar vervolgens kortliks aandag geskenk aan die vernaamste kenmerke en 
bevoegdhede van só ‘n amp. 
 
‘n Inligtingskommissaris is ‘n onafhanklike ombudsman-tipe amp wie se aanstelling 
normaalweg deur die Parlement goedgekeur moet word (Roberts 2002:660; Hansen 
1986:71).  Hy/sy kan na ontvangs van ‘n klagte of op eie inisiatief ‘n ondersoek doen na 
enige aangeleentheid wat met die reg op toegang tot inligting verband hou, insluitend 
besluite om toegang tot inligting te weier, vertragings, fooie en die taal en formaat waarin 
toegang verleen word (Wallace 1987:159).  Die inligtingskommissaris beskik oor die 
bevoegdheid om persone te gelas om getuienis af te lê en om te eis dat rekords wat op ‘n 
ondersoek betrekking het, aan hom/haar verskaf word.  Klagtes kan deur bemiddeling, 
versoening, onderhandeling of op ander toepaslike wyses opgelos word. (Roberts 2002:655, 
658, 660; Hansen 1986:71.)  Die inligtingskommissaris moet jaarliks aan die Parlement 
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verslag doen en kan ook, indien nodig, spesiale verslae voorlê (Hansen 1986:71).  
Aanbevelings wat deur die inligtingskommissaris gemaak word, is normaalweg nie-bindend 
van aard (soos in die geval van die Kanadese Inligtingskommissaris), maar  daar is ‘n 
neiging om weg te beweeg van dié tradisie.  In Wes-Australië en Queensland kan die 
Inligtingskommissaris afdwingbare besluite neem. (Wallace 1987:160; Australian Law 
Reform Commission 1994:75.) 
 
Uit die praktiese ondervinding van Kanada en die Australiese deelstate het dit duidelik 
geblyk dat die inligtingskommissaris nie soos die AAT, neig om in formele en legalistiese 
prosedures vasgevang te raak in die uitvoering van sy/haar werksaamhede nie (Govender 
1995:353; Hansen 1986:71-72). Trouens, die amp doen die ideaal van administratiewe 
regspraak gestand in dié sin dat dit ‘n toeganklike, goedkoop, informele en vinnige 
meganisme bied om klagtes op te los en appèlle aan te hoor (Thomas 1987:156).  Die 
Gesamentlike Ad hoc-Komitee oor Oop Demokrasie het hiervan kennis geneem, maar wou 
nie wysigings aan die bestaande wetsontwerp voorstel alvorens die stelsel op ‘n meer in-
diepte en formele grondslag - met inagneming van unieke Suid-Afrikaanse omstandighede 
(insluitend die druk op finansiële hulpbronne) - ondersoek is nie.  Weens die sperdatum (van 
4 Februarie 2000) wat vir die verordening van die Inligtingswet in die 1996-Grondwet 
vasgestel is, was daar egter nie voldoende tyd om  so ‘n ondersoek van stapel te stuur nie.  
Daar is dus volstaan met die gewone howe as eksterne hersieningsmeganisme. Die 
Komitee het wel op 24 Januarie 2000 in sy verslag aan die Parlement die voordele verbonde 
aan die amp van inligtingskommissaris uitgewys en benadruk dat die geregshowe nie ‘n 
doeltreffende en effektiewe forum vir hersiening van besluite en die beslegting van geskille 
bied nie.  Die Department van Justisie en Staatkundige Ontwikkeling is versoek om 
ondersoek in te stel na die lewensvatbaarheid van so ‘n amp binne die Suid-Afrikaanse 
konteks en om binne ‘n jaar na die inwerkingtreding van die Inligtingswet (dit wil sê teen 9 
Maart 2002) aan die Gesamentlike Komitee oor hulle bevindings verslag te doen. (South 
Africa. Parliament 2000.)  Die Department het tot op datum nog nie die ondersoek voltooi 
nie.  Volgens Du Preez (2005) word die ondersoek vertraag deur die proses om statistieke in 
te samel omtrent die aantal versoeke wat  deur owerheids- en private instellings ontvang 
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word, die aantal wat toegestaan word, die aantal wat geweier word en die aantal sake wat in 
die howe vir beslegting opeindig.  Die statistieke is nodig om te bepaal of die instelling van ‘n 
inligtingskommissaris vanuit ‘n koste oogpunt geregverdig kan word.140 
 
In weerwil van die kritiek teen die gewone howe as hersieningsmeganisme, moet in gedagte 
gehou word dat die blote bestaan van só ‘n eksterne forum ‘n beheermaatreël teen die 
wederregtelike en arbitrêre weerhouding van inligting bied.  Halperin (1983:2), met 
verwysing na die Amerikaanse stelsel wat ook voorsiening maak vir geregtelike hersiening,  
stel dit soos volg: “... the threat of court review, like the threat of hanging, clears the mind 
and leads to a much more considered and careful consideration of what needs to be kept 
secret than takes place when a document is first produced within the bureaucracy.”  Halperin 
se stelling sou ewe goed ook op ander eksterne hersieningsmeganismes van toepassing 
gemaak kon word.  Hieruit volg dit dat dit beter is om ‘n eksterne forum van hersiening te hê 
(ongeag van die vorm wat dit aanneem en die tekortkominge daaraan verbonde) as om glad 
nie so ‘n forum in plek te hê nie. 
 
7.7 Samevatting 
 
Die fokus van hoofstuk sewe val op die appèl- en hersieningsmeganismes waarvoor die 
Inligtingswet voorsiening maak.  As vertrekpunt is ‘n onderskeid getref tussen die konsepte 
“appèl” en “hersiening.”  ‘n Appèlhandeling is wyer in omvang as ‘n hersieningshandeling in 
dié sin dat ‘n saak van voor af oorweeg word en dat, waar nodig, die oorspronklike 
beslissing deur ‘n nuwe vervang kan word.  Hersiening behels dat die beslissing aan die 
vereistes van regmatigheid, redelikheid en prosedurele billikheid getoets word.  Indien 
bevind word dat daar nie aan die vereistes voldoen is nie, word die saak vir heroorweging na 
die aanvanklike besluitnemer terugverwys.  In gevalle waar daar dispute ontstaan omtrent 
die toestaan of weiering van ‘n versoek om toegang tot inligting, maak die Inligtingswet 
voorsiening vir bemiddeling deur die Openbare Beskermer, vir die aanteken van interne 
appèl en vir geregtelike hersiening.  Die Openbare Beskermer word, anders as wat die geval 
met die Nieu-Seelandse Ombudsman is,  op ‘n beperkte grondslag betrek.   ‘n Verontregte 
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persoon word nie verplig om die Openbare Beskermer te nader nie, en ‘n besluit deur dié 
amp word nie as voorvereiste gestel vir die inwerkingstelling van die ander prosesse van 
interne appèl en geregtelike hersiening nie. 
 
Die Inligtingswet bepaal dat ‘n versoeker binne 60 dae nadat hy/sy van die uitslag van die 
versoek verwittig is, intern appèl kan aanteken teen die besluit van die inligtingsbeampte.  
Dit is ook toelaatbaar vir derde partye om appèl aan te teken teen die weiering of toestaan 
van ‘n versoek.  Wanneer ‘n appèl oorweeg word, moet die gronde vir die appèl en ander 
inligting wat deur die appellant voorgelê is, die redes wat die inligtingsbeampte aangevoer 
het om die oorspronklike besluit te regverdig en enige vertoë wat deur belanghebbendes 
gerig is, in berekening gebring word.  Indien die interne appèl onsuksesvol was, kan ‘n 
persoon by die howe aansoek doen vir hersiening van die besluit.  Die howe wat jurisdiksie 
het oor sake wat met die Inligtingswet verband hou, is die Konstitusionele Hof, die hoë howe 
en daardie landdroshowe wat deur die Minister van Justisie en Staatkundige Ontwikkeling 
aangewys is.  Die howe moet bepaal of die besluite wat deur die inligtingsbeampte en die 
appèlowerheid geneem is, as regmatig, redelik en prosedureel billik beskou kan word.  
Afhangende van die hof se bevindings, sal die aanvanklike besluit gehandhaaf word of sal 
die saak na die oorspronklike besluitnemer terugverwys word sodat dit in heroënskou 
geneem kan word. 
 
Verskeie alternatiewe afdwingingsmeganismes is tydens die opstel-fase van die 
Inligtingswet oorweeg voordat daar op die howe as hersieningsmeganisme besluit is.  Die 
Konsepwetsontwerp oor Oop Demokrasie van 1996 het voorsiening gemaak vir die instelling 
van spesiale inligtingshowe wat uitsluitlik gemoeid sou wees met die aanhoor van appèlle 
teen besluite wat deur interne appèlowerhede geneem is.  In ‘n latere weergawe van die 
Konsepwetsontwerp is die bepalings wat vir die inligtingshowe voorsiening gemaak het 
verwyder.  Die funksies wat deur die 1996-Konsepwetsontwerp aan die inligtingshowe 
opgedra is, aan die gewone howe toegewys.  Weens die fel kritiek wat teen die gewone 
howe as hersieningsmeganisme geopper is, is daar ondersoek ingestel na die moontlikheid 
om ‘n tribunaal of funksionaris in die lewe te roep om inligtingsverwante sake te hanteer.  
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Wat die tribunaalstelsel betref, het die Australiese ondervinding getoon dat dit nie 
noodwendig ‘n gewenste alternatief is nie, omdat daar ‘n neiging bestaan om die formele en 
legalistiese praktyke wat in die gewone howe gevolg word, te dupliseer.  ‘n Voorlopige 
ondersoek na die amp van inligtingskommissaris daarenteen het aan die lig gebring dat dit ‘n 
toeganklike, goedkoop en informele meganisme bied om klagtes op te los en appèlle aan te 
hoor.  Weens die sperdatum wat vir die uitvaardiging van die Inligtingswet in die 1996-
Grondwet vasgelê is, was daar nie voldoende tyd om ‘n meer grondige ontleding van die 
funksionering van só ‘n amp te doen nie.  Die Gesamentlike Ad hoc-Komitee oor Oop 
Demokrasie het derhalwe besluit om die gewone howe as eksterne hersieningsmeganisme 
te behou, maar het versoek dat die Departement van Justisie en Staatkundige Ontwikkeling 
‘n formele ondersoek van stapel stuur na die lewensvatbaarheid van die amp van 
inligtingskommissaris binne die Suid-Afrikaanse konteks.  Ten tyde van die skryf van dié 
proefskrif, was die ondersoek nog nie voltooi nie. 
 
In die volgende hoofstuk word daar aandag geskenk aan voorvereistes en potensiële 
struikelblokke verbonde aan die implementering van ‘n wetlik afdwingbare reg op toegang tot 
inligting. 
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HOOFSTUK 8 
 
VOORVEREISTES EN POTENSIëLE STRUIKELBLOKKE VERBONDE AAN DIE 
IMPLEMENTERING VAN DIE WET OP DIE BEVORDERING VAN TOEGANG TOT 
INLIGTING, 2000 
 
8.1 Inleiding 
 
In die voorafgaande hoofstukke is ‘n ontleding gedoen van die vernaamste bepalings van die 
Suid-Afrikaanse Inligtingswet wat handel oor administratiewe reëlings, prosedures, gronde vir 
die weiering van inligting en appèl- en hersieningsmeganismes.  Die feit dat daar ‘n 
wetgewende raamwerk bestaan wat dié fasette reguleer, beteken nie dat dit vanselfsprekend 
is dat die reg op toegang tot inligting in die praktyk tot volle uitdrukking sal kom nie.  Die 
deurslaggewende vereiste vir die sukses van ‘n toegang-tot-inligting-regime, is dat die 
bepalings van die wetgewing op doeltreffende en effektiewe wyse geïmplementeer moet 
word.  In hoofstuk agt word aandag geskenk aan die voorvereistes waaraan voldoen moet 
word om die suksesvolle implementering van die Inligtingswet te verseker.   Daar word ook 
ondersoek ingestel na die vernaamste struikelblokke wat in ander state ondervind is en wat 
moontlik met verloop van tyd in die Suid-Afrikaanse konteks na vore kan kom.  Daar word 
deurgaans voorstelle gedoen oor hoe om die struikelblokke te oorkom. 
 
8.2 Voorvereistes vir die suksesvolle implementering van die Wet op die 
Bevordering van Toegang tot Inligting, 2000 
 
Die vernaamste voorvereistes vir die suksesvolle implementering van die Inligtingswet, is die 
opleiding van inligtingsbeamptes, politieke ondersteuning, opvoeding en bewusmaking van 
die publiek, ‘n doeltreffende en effektiewe rekordhoudingstelsel, voldoende befondsing en 
monitering van die wetgewing. Elke voorvereiste word beskryf met besondere verwysing na 
die Suid-Afrikaanse situasie. 
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8.2.1 Opleiding van inligtingsbeamptes 
 
Die primêre agente vir die implementering van die Inligtingswet in owerheidsinstellings is  die 
inligtingsbeamptes en adjunk-inligtingsbeamptes.  Die sukses waarmee die Inligtingswet 
toegepas word, sal dus in ‘n groot mate afhang van die wyse waarop dié beamptes hulle 
werksaamhede verrig.  Om die inligtingsbeamptes en hulle adjunkte in staat te stel om hulle 
werksaamhede op doeltreffende en effektiewe wyse te verrig, is dit noodsaaklik dat hulle 
deeglik opgelei word om hulle vertroud te maak met die bepalings van die Wet en wat van 
hulle verwag word. 
 
Artikel 83(3)(e) van die Inligtingswet dra die verantwoordelikheid vir die opleiding van 
inligtingsbeamptes aan die Menseregtekommissie141 op.  Die Kommissie het reeds 
gedurende 2001 voorligtingsessies vir inligtingsbeamptes in die nege provinsies aangebied 
en verskaf meer indringende opleiding indien individuele owerheidsinstellings dit versoek. 
(Lepheana 2002.)  Justisiekollege, die opleidingsvleuel van die Departement van Justisie en 
Staatkundige Ontwikkeling, het ook gedurende 2000 en 2001 opleidingskursusse vir die 
inligtingsbeamptes, regsadviseurs en ander senior beamptes van ‘n aantal 
owerheidsinstellings (waaronder die Departement van Grondsake, die Grondeisekommissie, 
die Departement van Waterwese en Bosbou, die Noord-Kaap Provinsiale Administrasie, die 
Suid-Afrikaanse Polisiediens en die Departement van Verdediging) aangebied.  Weens ‘n 
gebrek aan menslike hulpbronne kon daar egter nie met die kursusse volgehou word nie.  
Daar is besluit dat die interne opleidingsbehoeftes van die Departement van Justisie en 
Staatkundige Ontwikkeling voorkeur moet geniet en dat die opleiding van inligtingsbeamptes 
van owerheidsinstellings noodgedwonge met ingang van 2002 beëindig moet word. (Wessels 
2002.)  Ten einde die finansiële en werksdruk op die Menseregtekommissie te verlig en om 
voortgesette opleiding van inligtingsbeamptes te verseker, is dit van deurslaggewende 
belang dat tersiêre onderwysinstellings, die private sektor en nie-regeringsorganisasies ook 
betrokke sal raak by die opleidingsproses.  In enkele gevalle is daar reeds sprake van sulke 
betrokkenheid.  Die Sentrum vir Toegepaste Regstudies aan die Universiteit van die 
Witwatersrand het byvoorbeeld op 13 en 14 November 2001 ‘n kursus insake die 
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Inligtingswet aangebied, terwyl ‘n organisasie soos die Open Democracy Advice Centre 
(ODAC) op ‘n deurlopende grondslag opleiding aan inligtingsbeamptes verskaf (The Centre 
for Applied Legal Studies ... 2001; Open Democracy Advice Centre 2003). 
 
Wanneer opleiding verskaf word, behoort gewaak te word teen die aanwending van ‘n 
uitsluitlik teoretiese benadering.  Kennis aangaande die inhoudelike aspekte van die Wet is 
uiteraard belangrik, maar dit is eweneens noodsaaklik dat dit toegepas moet kan word.  Waar 
moontlik, behoort kursusgangers praktiese oefeninge te doen om hulle vertroudheid met die 
bepalings van die Wet en die regulasies te toets.  Daar kan byvoorbeeld ‘n lys van fiktiewe 
versoeke aan hulle voorgelê word en vereis word dat die versoeke as persoonlik of nie-
persoonlik van aard geklassifiseer word, dat die toepaslike versoek- en/of toegangsfooi in 
elke geval bereken word of dat bepaal moet word of daar geldige gronde vir die weiering van 
‘n versoek bestaan.  Die opleiding behoort voorts van so aard te wees dat die beamptes hulle 
vereenselwig met en verbind tot die oorhoofse oogmerke van die Wet, te wete om ‘n kultuur 
van deursigtigheid en aanspreeklikheid in owerheidsinstellings te bevorder.  Sodoende sal 
verseker word dat hulle die nodige toewyding openbaar in die verrigting van hulle 
voorgeskrewe werksaamhede. 
 
Dit is belangrik dat opleiding op ‘n aaneenlopende basis verskaf moet word - die behoefte 
daarvoor neem immers nie af soos die tyd verloop nie.  Dit sal altyd nodig wees om meer 
gevorderde opleiding te verskaf, om opknappingskursusse aan te bied en om persone wat 
nuut  in die posisie  van  inligtingsbeampte  aangestel is  of  wat  vir ‘n  tydperk  in daardie  
posisie moet waarneem, aan die wetgewing bekend te stel.  Inligtingsbeamptes behoort 
deurlopend oor hulle probleme en praktykervarings terugvoer te verskaf aan 
opleidingsinstellings sodat daar in opvolgsessies daaraan aandag geskenk kan word.  Dit 
kan ook waardevol wees om, soos in Australië, ‘n forum te stig waar inligtingsbeamptes met 
mekaar kan skakel om probleme te bespreek en idees uit te ruil oor die toepassing en 
interpretasie van die wetgewing (kyk Australian Law Reform Commission 1994:85). 
 
8.2.2 Politieke ondersteuning 
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Die sukses van ‘n toegang-tot-inligting-regime word in ‘n groot mate bepaal deur die houding 
wat die regering-van-die dag daaromtrent inneem (Smith 1985:126).  Indien die regering en 
individuele ministers die doelwitte van die wetgewing deur daadwerklike optrede ondersteun 
en die nodige politieke leiding verskaf, is die kanse groter dat amptenare prioriteit sal verleen 
aan inligtingsverwante sake en die ideaal van deursigtige publieke administrasie aktief sal 
nastreef (Australian Law Reform Commission 1994:85).  Die teendeel is uiteraard ook waar: 
indien die regering se verbintenis beperk is tot politieke retoriek en lippediens, sal die 
amptenary eweneens nie erns maak met die implementering van die wetgewing nie.  Die 
korrelasie tussen die houding van die regering en die amptenare kan ten beste geïllustreer 
word met verwysing na die Amerikaanse situasie.  Daar is gevind dat die standpunte wat 
verskillende prokureurs-generaal en presidente omtrent versoeke onder die FOIA inneem, ‘n 
beduidende invloed het op die hoeveelheid inligting wat deur die amptenare openbaar 
gemaak word (Smith 1985:125-126; Australian Law Reform Commission 1994:9-10). 
 
In die Suid-Afrikaanse konteks het onthullings van die wapenskandaal die regering die ideale 
geleentheid gebied om sy verbintenis tot deursigtigheid en aanspreeklikheid  in die praktyk te 
demonstreer.  Die regering se pogings om ondersoeke na die beweerde korrupsie te 
verhinder, het egter die teenoorgestelde boodskap uitgedra.  President Mbeki het oudregter 
Willem Heath, wat aan die hoof van die destydse Spesiale Ondersoekeenheid gestaan het, 
verbied om die wapenskandaal te ondersoek en het hom beveel om die inligting in sy besit 
aan die Departement van Justisie en Staatkundige Ontwikkeling te oorhandig.  Druk is ook 
op ANC-lede van die Staande Komitee oor Openbare Rekeninge (SKOOR) uitgeoefen om 
die ondersoek wat deur die Komitee van stapel gestuur is, te laat vaar.  Andrew Feinstein, ‘n 
ANC-parlementslid en ondervoorsitter van SKOOR is van sy posisie onthef, omdat hy hom 
ten gunste van só ‘n ondersoek uitgespreek het.  Twaalf senior ministers het op 12 Januarie 
2001 tydens ‘n perskonferensie ontken dat daar enige bewyse van korrupsie bestaan.  Hulle 
het SKOOR van onbekwaamheid beskuldig en aangevoer dat die Komitee nie die dokumente 
oor die wapenooreenkoms verstaan nie. (Slaughter 2001.) 
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Bogenoemde pogings om ongerymdhede te verdoesel en politieke verleentheid te voorkom, 
het die geloofwaardigheid van die regering ‘n ernstige terugslag toegedien en het die 
persepsie laat ontstaan dat die politieke wil ontbreek om deursigtigheid te bevorder en 
korrupsie daadwerklik te bekamp.  As die regering se optrede in die wapenskandaal 
tekenend is van die benadering wat in die toekoms gevolg gaan word, sal die Suid-
Afrikaanse publiek toenemend op die media en openbare belangegroepe aangewese wees 
om druk op die regering uit te oefen om sodoende te verseker dat die waardes wat in die 
1996-Grondwet uitgestip is en waaraan die Inligtingswet deels uitdrukking gee, eerbiedig 
word. 
 
8.2.3 Opvoeding en bewusmaking van die publiek 
 
Individue sal hulle nie op die Inligtingswet kan beroep om hulle grondwetlike reg op toegang 
tot inligting uit te oefen indien hulle nie bewus is van die bestaan van die Wet nie en nie weet 
wat die inhoud behels nie.  Dit is daarom noodsaaklik dat daar bewusmakings- en 
opvoedingsprogramme van stapel gestuur moet word om die publiek in te lig aangaande die 
oogmerke van die Inligtingswet, die prosedures wat gevolg moet word om inligting te versoek 
en die afdwingingsmeganismes wat tot hulle beskikking is.  Ingevolge artikel 83(2) van die 
Inligtingswet moet die Mensregtekommissie opvoedkundige programme ontwikkel en 
aanbied ten einde begrip van die Inligtingswet (veral in benadeelde gemeenskappe) te 
kweek.  Van die Kommissie word ook verwag om owerheids- en private instellings aan te 
moedig om aan die ontwikkeling en aanbieding van sulke programme deel te neem.  Een van 
die vernaamste maniere om die Wet aan die publiek bekend te stel en te verduidelik, is die 
gids wat kragtens artikel 10 deur die Menseregtekommissie opgestel moes word (kyk par. 
5.3.1 supra).  Die feit dat die gids in al die amptelike landstale gepubliseer is en by ‘n wye 
verskeidenheid van instansies, insluitend poskantore, biblioteke en tersiêre instellings, vir 
openbare inspeksie beskikbaar gestel is, maak dit uiteraard hoogs toeganklik vir die 
gemiddelde lid van die publiek.  Die waarde van die gids kan nie betwis word nie, maar die 
outeur is van mening dat die inligting wat daarin vervat is op ‘n meer gebruikersvriendelike 
manier aangebied kon word.  Die gids  verskaf grootliks ‘n opsomming van die wetgewing en 
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die relevante regulasies en is as sodanig ‘n omvattende dokument (die Afrikaanse weergawe 
beslaan 74 bladsye).  Deur die insluiting van vloeidiagramme om die proses van 
versoekstadium tot by hersiening te verduidelik en deur die aanwending van tekenprente, 
kon die wetgewing - veral vir persone wat nie ‘n hoë opvoedkundige peil het nie - meer 
verstaanbaar gemaak word.  Dit kon ook van hulp gewees het om afskrifte van die 
voorgeskrewe versoekvorm en die vorm wat vir interne appèldoeleindes ingevul moet word, 
aan te heg.  Die Menseregtekommissie behoort daaraan oorweging te skenk om met verloop 
van tyd die gids aan te pas om die publiek op ‘n meer praktiese wyse in te lig omtrent die 
wetgewing.  Die ander alternatief is om die gids in sy bestaande vorm te behou, maar dit aan 
te vul met pamflette of tekenprentboekies wat individue kan neem en tuis kan gaan 
bestudeer.  Die boekie “Jy en die grondwet” wat destyds deur die Grondwetlike Vergadering 
gepubliseer is om die bepalings van die 1996-Grondwet aan die publiek bekend te stel en te 
verduidelik, kan as ‘n goeie voorbeeld in dié verband dien. 
 
Die Menseregtekommissie behoort ook die media, ‘n onontbeerlike bondgenoot in die 
bevordering van deursigtigheid en aanspreeklikheid, te betrek om die publiek op hoogte te 
bring van sake wat met die Inligtingswet in verband staan.  Veral die radio behoort 
aangewend te word om die geraamde 29 persent van die bevolking wat ongeletterd is, te 
bereik (kyk Rademeyer 2004:5).  Om besparings te weeg te bring, kan die moontlikheid 
oorweeg word om die Onafhanklike Kommunikasie-owerheid te versoek om die toekenning 
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van uitsaailisensies onderhewig te stel aan die verskaffing van gratis lugtyd om die 
wetgewing aan die publiek bekend te stel. 
 
Ten einde die Menseregtekommissie in staat te stel om die opvoedings- en 
bewusmakingsfunksies wat daaraan toegeken is, na behore uit te oefen, is dit noodsaaklik 
dat voldoende fondse vir dié doel deur die regering bewillig moet word.  Die ondervinding in 
ander state toon egter dat regerings geneig is om eerder ander programme te begunstig 
wanneer dit by die toekenning van fondse kom of om in tye wanneer fiskale dissipline 
toegepas moet word, eerste die fondse wat vir opvoeding en bewusmaking toegewys is, te 
verminder of om summier programme wat daarmee verband hou, te laat vaar (kyk Missen 
1986:55 en Riley 1988:90).  As die Suid-Afrikaanse regering ‘n soortgelyke houding inneem, 
sal dit pogings om ‘n demokratiese kultuur te vestig en te bevorder, ernstig benadeel.  Daar 
behoort in gedagte gehou te word dat ‘n groot deel van die Suid-Afrikaanse publiek, weens 
die unieke historiese nalatenskap, nie daaraan gewoond is om aanspraak te maak op 
inligting in besit van owerheidsinstellings nie en dat hulle nie vertroud is met meganismes om 
die owerheid aanspreeklik te hou nie (Gumbi et al. 1995:11).  Opvoeding en 
bewusmakingsprogramme omtrent die reg op toegang tot inligting is van kritieke belang om 
dié toedrag van sake te verander, maar dit kan nie gebeur as die regering nie die nodige 
prioriteit daaraan verleen en nie voldoende fondse vir daardie doeleindes bewillig nie. 
 
8.2.4 Doeltreffende en effektiewe rekordhoudingstelsel 
 
Ten einde die opsporing van rekords te vergemaklik, sal owerheidsinstellings genoodsaak 
wees om hulle rekordhoudingstelsels op te knap en te verbeter (Missen 1986:56).  Daar 
behoort in gedagte gehou te word dat versoekers toegangsfooie moet betaal om te vergoed 
vir die tyd wat spandeer word aan die opsporing en voorbereiding van ‘n rekord (kyk par. 
5.4.2 supra).  Indien daar nie ‘n doeltreffende en effektiewe rekordhoudingstelsel in plek is 
nie, sal dit uiteraard beteken dat meer tyd bestee moet word om ‘n rekord op te spoor en sal 
dit noodgedwonge meebring dat die versoeker ‘n hoër fooi moet betaal.   
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Artikel 14(1)(d) van die Inligtingswet bepaal dat die handleiding wat deur die 
inligtingsbeampte opgestel moet word, ‘n beskrywing moet insluit van die kategorieë rekords 
wat deur die betrokke owerheidsinstelling gehou word en ‘n aanduiding moet verskaf van die 
onderwerpe waaroor rekords gehou word.  Die Wet vereis voorts dat daar jaarliks ‘n opname 
gedoen moet word oor die rekords wat outomaties beskikbaar gestel kan word (dit wil sê 
sonder dat ‘n formele versoek daarvoor gerig hoef te word) (kyk par. 5.3.1 supra).  Om 
uitvoering te gee aan die voorskrifte van die Wet, sal daar op ‘n gereelde grondslag in elke 
owerheidsinstelling ‘n oudit van rekords onderneem moet word.  Só ‘n oudit sal bykans 
onmoontlik wees indien daar nie ‘n goeie rekordhoudingstelsel bestaan nie. 
 
Dit is nie slegs die bestaande rekordhoudingstelsel van owerheidsinstellings waaraan 
aandag bestee sal moet word nie.  Daar sal ook ‘n stelsel ontwerp moet word om rekord te 
hou van versoeke wat ontvang word.  ‘n Register of gerekenariseerde metode sal in werking 
gestel moet word om versoeke te registreer en daar sal vir elke versoek ‘n lêer oopgemaak 
moet word.  Om te verseker dat daar gehou word by die tydsraamwerke wat deur die 
Inligtingswet neergelê word (kyk par. 5.4.3.2  supra), sal daar op noukeurige wyse tred 
gehou moet word met die stand van elke versoek. (Wessels [S.a.]:38.) 
 
Benewens die feit dat inligtingsbeamptes se taak vergemaklik word deur ‘n goed 
georganiseerde en maklik verstaanbare rekordhoudingstelsel, baat ander amptenare ook 
daarby in dié opsig dat hulle kernfunksies nie gedurig onderbreek hoef te word om 
uitgebreide soektogte na lêers en ander dokumentasie van stapel te stuur nie.  Die logiese 
uitvloeisel is dat die doeltreffendheid en effektiwiteit van die instelling oor die algemeen 
verbeter word en dat ‘n beter diens aan die publiek gelewer word. 
 
8.2.5 Voldoende befondsing 
 
Alle wetgewing insake die reg op toegang tot inligting maak voorsiening vir die hef van fooie 
in ‘n poging om die finansiële las wat noodwendig met die implementering van sulke 
wetgewing gepaard gaan, te verlig.  Die ondervinding in state soos die VSA, Australië en 
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Kanada toon dat  geld wat só  gegenereer word, slegs ‘n klein persentasie van  die totale 
koste142 verbonde aan die implementering van die wetgewing dek (Hazell 1989:207; Guida 
1989:88).  Die grootste gedeelte van owerheidsinstellings se uitgawes wat met die reg op 
toegang tot inligting verband hou, moet noodgedwonge deur die regering befonds word.  Die 
bedrag geld wat jaarliks in die begroting vir dié doel opsy gesit word, sal die sukses of 
mislukking van ‘n toegang-tot-inligting-regime bepaal en sal ‘n aanduiding verskaf van die 
prioriteit wat die regering aan beginsels soos deursigtigheid en aanspreeklikheid heg.  Een 
van die mees algemene klagtes wat deur inligtingsbeamptes in ander state geopper word, is 
‘n gebrek aan voldoende fondse.  In Kanada byvoorbeeld het die regering in 1995 doelbewus 
begin besnoei op toekennings wat jaarliks vir die implementering van die AIA gemaak word.  
In sommige gevalle is instellings se begrotings met soveel as ‘n derde verminder.  Die 
resultaat hiervan was dat versoeke nie binne die voorgeskrewe tyd afgehandel kon word nie 
en dit het weer daartoe aanleiding gegee dat die Inligtingskommissaris meer klagtes oor  
vertragings ontvang het. (Roberts 2002:652.)  As die regering van ‘n eerstewêreldstaat soos 
Kanada nie voldoende fondse beskikbaar stel vir die implementering van die wetgewing 
insake die reg op toegang tot inligting nie, bestaan daar ‘n wesentlike gevaar dat dit ook nie 
in Suid-Afrika die geval sal wees nie.  In die Suid-Afrikaanse konteks sal daar vir openbare 
fondse meegeding moet word met sake soos behuising, basiese dienste, gesondheidsorg en 
programme wat gemik is op die bekamping van armoede en HIV/VIGS.  Indien die regering 
nie ernstig is omtrent die bevordering van die reg op toegang tot inligting nie, sal sulke sake 
altyd as ‘n verskoning gebruik kan word om nie genoegsame fondse vir die implementering 
van die Inligtingswet te bewillig nie.  Wat egter nie uit die oog verloor moet word nie, is dat 
die regering in 1999 bereid was om wapenkontrakte ter waarde van R29.8 biljoen aan te 
gaan (kyk par. 6.3.9 supra) ten spyte van die feit dat daar meer dringende sosio-ekonomiese 
behoeftes was wat aandag verdien  
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het.  Daar sal dus nie met geloofwaardigheid agter soortgelyke behoeftes geskuil kan word 
om minder geld as wat redelik is vir die implementering van die Inligtingswet te bewillig nie. 
 
Wanneer die regering se jaarlikse begroting opgestel word, behoort daar in gedagte gehou te 
word dat ‘n wetlik afdwingbare reg op toegang tot inligting onontbeerlik is vir die bevordering 
van ‘n demokrasie en die waardes wat dit verteenwoordig.  Die instandhouding en 
bevordering van ‘n demokratiese bestel kos weliswaar geld, maar enige uitgawes wat 
daarmee verband hou, kan nie opweeg teen die voordele wat deur só ‘n bestel te weeg 
gebring word nie.  Wat die regering verder in berekening behoort te bring, is dat die 
doeltreffende en effektiewe implementering van die Inligtingswet sal bydra tot die voorkoming 
en vermindering van korrupsie en ander wanpraktyke in die openbare sektor.  Dit sal weer 
meebring dat hulpbronne wat as gevolg van swak administratiewe praktyke of bedrog verlore 
sou gaan, bespaar word. (Gumbi et al. 1995:15-16.) 
 
8.2.6 Monitering van wetgewing en hervormings 
 
Die implementering van wetgewing wat die reg op toegang tot inligting reguleer asook die 
wetgewing self, behoort voortdurend geëvalueer te word.  Sodoende sal bepaal kan word of 
daar moontlik administratiewe praktyke en/of inherente gebreke in die wetgewing self is wat 
die bereiking van die oogmerke van die wetgewing frustreer.  Gebaseer op die gegewens wat 
na vore mag kom, kan daar regstellende optrede onderneem word.  Die belangrikheid van 
deurlopende monitering en hervormings kan toegelig word met verwysing na die 
Amerikaanse ondervinding. Ten spyte van die edel oogmerke van die FOIA, het die 
implementering van die Wet nie van meet af na wense verloop nie.  Dit was grootliks te wyte 
aan weerstand van die amptenaarskorps teen die Wet en ‘n gepaardgaande onwilligheid om 
afstand te doen van die kultuur van geheimhouding wat oor dekades heen ontwikkel het.  ‘n 
Omvattende ondersoek na die implementering en uitwerking van die FOIA, wat sedert 1972 
deur die Kongres onderneem is, het dié toedrag van sake bevestig. (Wise 1989:426; Relyea 
1988:6.)  Dit het onder meer aan die lig gekom dat onvoldoende hulpbronne toegeken word 
vir die doeltreffende en effektiewe implementering van die Wet, dat versoeke om inligting 
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onredelik vertraag word en dat buitensporige fooie gehef word om afskrifte van 
owerheidsrekords te maak (in bepaalde gevalle soveel as 10 dollar per bladsy) (Relyea 
1983:56; Foerstel 1999:45).  Benewens die negatiewe houding van die amptenary, is daar 
voorts bevind dat gebreke in die Wet self ook doeltreffende en effektiewe implementering van 
die FOIA verhinder het. (Mathews 1978:67.)  Gebaseer op die gegewens tot hulle beskikking, 
het die Kongres in 1974 die Wet versterk deur verskeie wysigings deur te voer.  So 
byvoorbeeld is die gronde vir weiering meer noukeurig omskryf, spesifieke tydsraamwerke 
neergelê vir die hantering van versoeke, eenvormigheid in fooistrukture voorgeskryf en 
voorsiening gemaak vir betekenisvolle hersiening van beslissings deur die howe. (Wise 
1989:426-427.)  Verdere wysigings is in 1976, 1978, 1984 en 1986 aangebring om 
tekortkominge wat met verloop van tyd uit praktiese ondervinding geblyk het, te oorkom.  Die 
mees onlangse wysiging is in Oktober 1996 deurgevoer om toeganklikheid van elektroniese 
inligting te verseker. (US Department of Justice 2000:12-13.)  Die Kongres se konstante 
bemoeienis met die FOIA het beklemtoon dat dit as ‘n prioriteitsaak beskou word en 
amptenare was gevolglik genoodsaak om ‘n meer positiewe houding jeens die 
implementering van die Wet in te neem (Wise 1989:427).  Na aanleiding van die 
Amerikaanse ondervinding het dit algemene praktyk in ander state geword om die 
implementering van wetgewing insake die reg op toegang tot inligting voortdurend te 
moniteer en hervormings deur te voer waar omstandighede dit mag vereis (kyk 
Schneiderman 1987:490; Missen 1986:60 en McBride 1984:100).  Die Suid-Afrikaanse 
Inligtingswet verleen eweneens erkenning aan die belangrikheid van voortgesette monitering 
en hervormings en dra in dié verband bepaalde funksies aan die Menseregtekommissie op. 
 
Ingevolge artikel 83(3)(a) en (b) van die Inligtingswet kan die Menseregtekommissie die 
implementering van die Wet moniteer en aanbevelings doen omtrent die ontwikkeling, 
hervorming of wysiging van die Wet of van ander wetgewing of die gemenereg wat 
betrekking het op toegang tot inligting.  Om uitvoering aan dié funksies te kan gee, vereis  
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artikel 32 dat die hoof van elke owerheidsinstelling jaarliks ‘n verslag aan die 
Menseregtekommissie moet voorlê waarin die volgende onder meer vermeld moet word: 
 
 Die getal versoeke om toegang tot inligting wat ontvang is 
 Die getal versoeke wat ten volle toegestaan is 
 Die getal versoeke wat ten volle of gedeeltelik geweier is 
 Die weieringsgronde waarop gesteun is om versoeke te weier 
 Die getal interne appèlle wat aangeteken is  
 Die aantal gevalle waarin daar, as gevolg van ‘n interne appèl, toegang tot ‘n rekord 
verleen is 
 
Die Menseregtekommissie kan ook die Openbare Beskermer versoek om inligting te verskaf 
ten opsigte van die getal klagtes insake die reg op toegang tot inligting wat by dié amp 
aanhangig gemaak is en die aard en uitkoms van sulke klagtes (Suid-Afrika 2000, art. 
83(3)(h)).  Gebaseer op die gegewens wat van die individuele owerheidsinstellings en die 
Openbare Beskermer ontvang is, moet die Menseregtekommissie jaarliks ‘n gekonsolideerde 
verslag opstel en aan die Nasionale Vergadering voorlê.  Enige aanbevelings omtrent die 
ontwikkeling, hervorming of wysiging van die Inligtingswet of van ander verwante wetgewing 
en die gemenereg moet ook in die verslag ingesluit word. (Suid-Afrika 2000, art. 84(a) & (b).) 
 Die verslae van die Mensregtekommissie kan as ‘n waardevolle bron van inligting dien 
waarvolgens tendense in die implementering van die wetgewing ontleed kan word.  Indien 
die statistieke byvoorbeeld toon dat ‘n bepaalde instelling jaar na jaar die hoogste 
weieringskoers het, kan dit tekenend wees van sistemiese probleme wat in die spesifieke 
instelling met die implementering van die wetgewing ondervind word.  In só ‘n geval kan ‘n 
ondersoek onderneem word om vas te stel wat die presiese aard van die probleem/probleme 
is.  Dit mag dalk blyk dat daar ‘n personeeltekort bestaan, dat daar ‘n behoefte aan meer 
indringende opleiding is of dat doelbewuste pogings aangewend word om die oogmerke van 
die Wet te ondermyn.  Afhangende van die probleem, kan die nodige stappe geneem word 
om ‘n verandering in die situasie te weeg te bring.  Uit die verslae sal ook onder meer afgelei 
kan word of daar probleme met die interpretasie van ‘n bepaling(s) van die Wet ondervind 
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word en of dit nodig is om die formulering van ‘n bepaling(s) aan te pas.  Dit behoort duidelik 
te wees dat die inligting wat uit die verslae na vore kom, die Nasionale Vergadering 
inderwaarheid in staat stel om beheer uit te oefen oor die formulering en implementering van 
die Inligtingswet.  Daar sal egter nie sprake van sinvolle beheer kan wees as die verslae van 
die Menseregtekommissie nie bestudeer word nie en indien daar nie tyd afgestaan word vir 
lede van die Nasionale Vergadering om vrae te vra en in debat te tree oor sake wat uitgewys 
is nie.  In Kanada byvoorbeeld blyk dit dat verslae van die Inligtingskommissaris nie die 
aandag van die Parlement geniet wat dit verdien nie.  Die frustrasie van die 
Inligtingskommissaris hieroor blyk uit ‘n paragraaf wat in die jaarverslag van 1992/1993 
ingesluit is: “So far as parliamentary reaction goes these reports might as well be put in a 
space ship to Mars.  They have never, to this commissioner’s best knowledge, even 
prompted a question to the government in either the Commons or the Senate.  Have they 
been so irrelevant or boring?”  (Kyk Roberts 2002:664.)  Daar behoort in die Suid-Afrikaanse 
konteks daarteen gewaak te word dat daar nie ‘n soortgelyke onbelangstellende en apatiese 
houding jeens die Inligtingswet ontwikkel nie. 
 
Benewens die voorvereistes wat noodsaaklik is vir die suksesvolle implementering van die 
Inligtingswet, is dit ook wenslik dat daar ag geslaan word op die struikelblokke wat moontlik  
ondervind kan word tydens die implementeringsfase van die Wet. 
 
8.3 Potensiële struikelblokke verbonde aan die implementering van die Wet op die 
Bevordering van Toegang tot Inligting, 2000 
 
In die volgende gedeelte word aandag geskenk aan die mees algemene struikelblokke wat  
in ander state ondervind is met die implementering van wetgewing insake die reg op toegang 
tot inligting en wat moontlik ook in die Suid-Afrikaanse konteks kan manifesteer. 
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8.3.1 Weerstand van die amptenaarskorps 
 
Die inwerkingstelling van wetgewing wat die reg op toegang tot inligting reguleer, beteken dat 
‘n diepgaande verandering in die organisasiekultuur van owerheidsinstellings moet plaasvind. 
 Daar moet noodgedwonge afstand gedoen word van die geslote burokratiese kultuur wat 
tradisioneel in owerheidsinstellings aangetref word en dit moet vervang word met ‘n kultuur 
van groter deursigtigheid.  ‘n Fundamentele uitgangspunt van organisasieteorie is dat 
organisasies in wese konserwatief is en as sodanig die stabiliteit en voorspelbaarheid van 
bestaande praktyke en prosedures bo die onbekende verkies. Daar is gevolglik ‘n 
geneigdheid om weerstand te bied teen nuwe praktyke of prosedures wat die potensiaal het 
om die status quo om ver te werp.  Teen dié agtergrond gesien, is dit nie verbasend dat 
amptenare oor die algemeen nie ten gunste is van wetgewing insake die reg op toegang tot 
inligting en nie geredelik die funksies wat daarmee verband hou, aanvaar nie. (Gilbert 
2000:90, 92.)  Studies wat onderneem is, het aan die lig gebring dat weerstand teen die 
wetgewing en verwante praktyke op verskillende maniere tot uiting kom.  In die volgende 
gedeelte word kortliks hieraan aandag geskenk. 
 
Ten eerste is daar ‘n neiging om die beskikbaarstelling van inligting wat aangevra is, 
doelbewus te vertraag (Gilbert 2000:100; Banisar [S.a.]).  Die vertraging word gewoonlik 
gerasionaliseer deur aan te voer dat die betrokke rekord(s) misplaas is of verlore geraak het. 
 In Australië is daar ‘n geval gedokumenteer waar die Departement van Gesondheid ‘n 
vertraging van meer as vyf maande toegeskryf het aan die feit dat daar na die rekords 
gesoek moes word.  In korrespondensie wat tussen die versoeker en die Ombudsman oor 
die aangeleentheid gewissel is, het laasgenoemde die volgende opmerking gemaak: “... (it is) 
difficult to understand why such an inordinate delay could occur in processing documents 
which had already been identified and I can only assume that this matter was put aside and 
forgotten for a considerable period of time.” (McKenzie 2000:87.)  Wetgewing insake die reg 
op toegang tot inligting maak daarvoor voorsiening dat die tydsraamwerk wat vir die 
afhandeling van versoeke neergelê word, in buitengewone omstandighede verleng kan word  
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(byvoorbeeld waar ‘n groot hoeveelheid rekords opgespoor en verwerk moet word).  In 
Kanada is egter bevind dat die tydperk om versoeke te verwerk as ‘n reël verleng word - 
sonder dat daar noodwendig omstandighede ter sprake is wat die verlenging regverdig. 
Onredelike vertragings beteken in bepaalde gevalle dat wanneer die inligting uiteindelik 
beskikbaar gemaak word, die versoeker dit nie meer nodig het nie. (Gilbert 2000:101.)  
Daarbenewens word ‘n swak indruk by die publiek geskep en word persepsies dat 
ondoeltreffendheid en oneffektiwiteit in owerheidsinstellings aan die orde is, versterk. 
 
Ten tweede is bevind dat amptenare die weieringsgronde misbruik om inligting wat na hulle 
mening geheim gehou behoort te word, van openbaarmaking te vrywaar (al val sulke inligting 
nie regtens binne die reikwydte van een of meer van die gronde nie) (McLeod 2001:360).  Dit 
is veral die geval waar openbaarmaking van inligting wanpraktyke in ‘n instelling aan die lig 
sal bring en/of politieke verleentheid vir die regerende party sal veroorsaak (Foerstel 
1999:76).  ‘n Verdere rede vir die misbruik van weieringsgronde is dat sommige amptenare ‘n 
besitlikheid jeens owerheidsinligting openbaar en as sodanig voel dat die publiek nie daarop 
geregtig is om toegang daartoe te verkry nie - in weerwil van die feit dat die insameling van 
die inligting moontlik gemaak is deur die belastingbetaler se geld (Relyea 1986:24).  Dié 
houding van amptenare het in die beginjare van die FOIA daartoe aanleiding gegee dat 
onskadelike inligting, waarvan openbaarmaking nie individuele of openbare belange sou 
benadeel nie, op ‘n gereelde grondslag geweier is.  In die Amerikaanse Departement van 
Omgewingsake byvoorbeeld is toegang tot die besonderhede van sterftes en beserings in 
nasionale parke, inligting omtrent die bekamping van waterbesoedeling en verslae oor ‘n 
wildernisarea en openbare betrekkinge sonder genoegsame rede weerhou (McMillan 
1977:291). 
 
Ten derde gebeur dit dat sensitiewe inligting doelbewus nie op skrif gestel word nie of dat 
rekords (byvoorbeeld notules) afgewater word om nie die ware aard en inhoud van 
besprekings te reflekteer nie (Gilbert 2000:102-103; Dalton 1994:850).  Die meeste 
wetgewing insake die reg op toegang tot inligting (met die uitsondering van die Nieu-
Seelandse OIA) bepaal dat slegs opgetekende inligting of inligting wat in ‘n bepaalde formaat 
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opgeneem is en as sodanig ‘n rekord uitmaak, versoek kan word (kyk par. 5.2.1 supra).  
Deur inligting nie te dokumenteer nie of deur onvolledige relaas te verskaf, word inligting 
inderwaarheid in die geheue van die betrokke beamptes gestoor en is dit gevolglik nie aan 
openbaarmaking onderhewig nie.  Praktyke van dié aard ondermyn die reg op toegang tot 
inligting en stel amptenare in staat om aanspreeklikheid te ontduik. 
 
Ten vierde manifesteer die weerstand van amptenare jeens die reg op toegang tot inligting in 
die vernietiging of wysiging van rekords.  Hoewel die voorkoms van sulke optrede raar is, is 
daar nietemin definitiewe bewyse daarvan gevind.  In Kanada byvoorbeeld het die 
Departemente van Verdediging en Vervoer onderskeidelik rekords aangaande betrokkenheid 
by die vredesending in Somalië en rekords wat die buitensporige koste verbonde aan ‘n 
kantooropknappingsprojek onthul het, vernietig.  Dié insidente het plaasgevind nadat 
versoeke gerig is om toegang tot die spesifieke rekords te verkry en kan dus beskou word as 
berekende pogings om die implementering van die AIA te frustreer.143 (Gilbert 2000:103.)  
Vernietiging of wysiging van rekords is nie uniek aan Kanada nie - dit is ook een van die 
algemene klagtes wat by die Australiese Ombudsman aanhangig gemaak word (kyk Missen 
1986:53). 
 
Uit die bostaande behoort dit duidelik te wees dat weerstand van die amptenary en 
gepaardgaande ongewenste praktyke, ‘n ernstige struikelblok in die weg van ‘n suksesvolle 
toegang-tot-inligting-regime kan wees.  Dit is belangrik dat daar in die Suid-Afrikaanse 
konteks hiervan kennis geneem word en dat maniere gevind word om weerstand in 
samewerking om te skakel.  Die wanpersepsie bestaan by amptenare dat wetgewing insake 
die reg op toegang tot inligting en ander meganismes om aanspreeklikheid af te dwing, met 
die uitsluitlike doel in die lewe geroep is om die geringste misstap wat hulle begaan, te 
onbloot en om hulle in ‘n negatiewe lig te stel.  Die gevolg is dat amptenare ‘n aversie teen 
sulke meganismes openbaar.  As vertrekpunt is dit nodig dat dié houding en wanpersepsies 
aangespreek word.  Amptenare behoort (gedurende opleidingsessies in die Inligtingswet) op 
die hart gedruk te word dat die groter mate van deursigtigheid wat te weeg gebring word, aan 
hulle die ideale geleentheid bied om hulle goeie hoedanighede en knap werkverrigting ten 
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toon te stel.  Verhoogde toeganklikheid tot rekords beteken ook dat ongeregverdigde 
aantygings en ongegronde kritiek van die kant van die publiek weerlê kan word. (Herlitz 
1958:56.)  In gevalle waar gebreke of tekortkominge uitgewys word, behoort dit in ‘n 
positiewe lig gesien te word.  Korrektiewe optrede wat onderneem word as gevolg van ‘n fout 
wat gemaak is, het immers opvoedkundige waarde en fasiliteer as sodanig persoonlike 
ontwikkeling.  ‘n Verdere manier om ‘n houdingsverandering by amptenare te weeg te bring, 
is om sterk politieke steun aan die reg op toegang tot inligting te verleen.  Indien die 
bevordering van die oogmerke van die Inligtingswet vir individuele ministers en die regering 
as ‘n geheel ‘n prioriteitsaangeleentheid is, sal amptenare minder geneig wees om in 
ondermynende bedrywighede betrokke te raak.  Trouens, hulle sal verplig wees om hulle 
persoonlike gevoelens opsy te sit en om praktiese uitvoering aan daardie oogmerke te 
gronde vir die weiering van die versoek bestaan.  Weiering van ‘n versoek is onder meer 
geoorloof in gevalle waar openbaarmaking van inligting die privaatheid van natuurlike 
persone sal skend, wetstoepassing sal benadeel, die veiligheid van individue in gedrang sal 
bring, die kommersiële en finansiële belange van derde partye skade sal berokken of die 
verdediging, veiligheid en internasionale betrekkinge van die Republiek sal benadeel.  Indien 
die rekord(s) inligting bevat waarvan openbaarmaking sulke negatiewe gevolge sal hê, sal 
toegang tot daardie rekord in sy geheel of gedeeltelik geweier kan word.  Die 
weieringsgronde wat in die Inligtingswet opgeneem is, stem grootliks ooreen met dié wat in 
ander state toegepas word.  Ofskoon die formulering en omvang in bepaalde gevalle verskil, 
behoort die interpretasie wat daaraan verleen is, nietemin in die Suid-Afrikaanse konteks 
waardevol te wees. 
 
Die Inligtingswet - soos alle wetgewing wat die reg op toegang tot inligting reguleer - maak 
voorsiening vir appèl- en hersieningsmeganismes ten einde ‘n verontregte versoeker of 
derde party die geleentheid te bied om die besluit van die inligtingsbeampte uit te daag.  
Interne appèl kan teen die besluit van ‘n inligtingsbeampte van ‘n tipe 1-instelling aangeteken 
word, maar is nie moontlik in die geval van tipes 2- of 3-instellings nie (kyk par. 7.4 supra).  
Waar besluite van tipes 2- of 3-instellings ter sprake is, kan daar direk by die geregshowe om 
hersiening aansoek gedoen word.  In die geval van ‘n tipe 1-instelling, kan die howe slegs 
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genader word indien die interne appèl onsuksesvol was.  Die Inligtingswet maak ook 
daarvoor voorsiening dat die hulp van die Openbare Beskermer ingeroep kan word om 
geskille wat met die Inligtingswet verband hou, op te los.  Gebaseer op die ondervinding van 
ander state, het dit geblyk dat ‘n amp soos die Kanadese Inligtingskommissaris, wat uitsluitlik 
gemoeid is met die hantering van inligtingsverwante sake, die mees doeltreffende en 
effektiewe appèl- en hersieningsmeganisme bied.  Só ‘n amp, anders as wat die geval met 
die geregshowe en tribunale is, volg nie ‘n formele en legalistiese benadering nie en is as 
sodanig hoogs toeganklik en bekostigbaar vir die gemiddelde lid van die publiek.  In die lig 
hiervan, is dit verblydend dat die Departement van Justisie en Staatkundige Ontwikkeling 
tans besig is met ‘n ondersoek na die moontlikheid om ‘n soortgelyke amp in Suid-Afrika in 
die lewe te roep. 
 
Vir die reg op toegang tot inligting om in die praktyk ten volle tot uitdrukking te kom, is dit 
noodsaaklik dat die Inligtingswet op ‘n doeltreffende en effektiewe wyse geïmplementeer 
moet word.  Met die oog hierop is daar ondersoek ingestel na die voorvereistes vir die 
suksesvolle implementering van die Wet en moontlike struikelblokke wat tydens die 
implementeringsfase ondervind kan word.  Die vernaamste voorvereistes wat geïdentifiseer 
is, is die opleiding van inligtingsbeamptes, opvoeding en bewusmaking van die publiek, 
deurlopende monitering van die Wet, ‘n doeltreffende en effektiewe rekordhoudingstelsel, 
voldoende befondsing en verlening van politieke ondersteuning.  Die Inligtingswet verleen 
uitdruklik erkenning aan die eerste drie voorvereistes wat hierbo genoem is en dra in dié 
verband bepaalde funksies aan die Menseregtekommissie op.  Die feit dat daar nie 
wetgewende maatreëls ten opsigte van die oorblywende voorvereistes neergelê is nie, 
beteken egter nie dat dit as minder belangrik beskou moet word nie.  Wat die struikelblokke 
betref, is daar aangetoon dat weerstand van die amptenaarskorps, die verhoogde 
werkslading wat deur die administrasie van die wetgewing meegebring word en die 
ontoereikendheid van appèl- en hersieningsmeganismes van die mees algemene probleme 
is wat die sukses van ‘n toegang-tot-inligting-regime bedreig.  Derglike probleme is egter nie 
onoorkombaar nie.  Voorstelle wat in dié verband aan die hand gedoen is, word in samehang 
met die  voorstelle oor ander fasette wat uit die navorsing na vore gekom het, in die volgende 
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gedeelte beskryf. 
 
9.3 Voorstelle 
 
Die vergelykende ontleding wat van ander state se wetgewing en van administratiewe 
praktyke oor die reg op toegang tot inligting gedoen is, het insiggewende bevindings aan die 
lig gebring.  Op grond hiervan, was dit moontlik om voorstelle te doen oor hoe die 
wetgewende raamwerk in Suid-Afrika aangepas kan word en oor welke praktyke gevolg 
behoort te word om ‘n meer doeltreffende en effektiewe toegang-tot-inligting-regime daar te 
stel.  In die volgende gedeelte word die voorstelle onder die faset waarop dit betrekking het, 
toegelig. 
 
9.3.1 Aard van inligting wat kragtens die Wet versoek mag word      
 
Die Inligtingswet bepaal dat slegs inligting wat reeds in ‘n bepaalde formaat opgeneem is en 
as sodanig ‘n rekord uitmaak, deur versoekers aangevra kan word (kyk par. 5.2.1 en 8.3.1 
supra).  Die gevaar hieraan verbonde is dat amptenare, in ‘n poging om aanspreeklikheid te 
ontduik en die publiek se reg op toegang tot inligting te ondermyn, hulle op verbale 
kommunikasie kan verlaat en doelbewus mag nalaat om sensitiewe inligting op te teken - wel 
wetend dat ‘n rekord wat nie bestaan nie, nie versoek kan word nie.  Dit mag voorts gebeur 
dat amptenare rekords opstel wat nie ‘n ware refleksie bied van die verrigtinge wat 
plaasgevind het nie.  Indien só ‘n rekord aangevra word, sou dit nie vir die lid van die publiek 
van veel waarde wees nie, omdat kritiese inligting uitgelaat mag wees.  Die navolging van 
sulke praktyke sal tot gevolg hê dat ‘n inligtingsvakuum ontstaan en dat huidige en 
toekomstige generasies nie op die korporatiewe geheue van die openbare sektor sal kan 
staatmaak om hedendaagse of historiese gebeure en verwikkelinge te begryp en te 
interpreteer nie.  Om só ‘n ongewenste situasie te voorkom, behoort die Inligtingswet - in 
navolging van die Nieu-Seelandse OIA - gewysig te word om dit moontlik te maak om ook 
inligting wat nie in rekordformaat opgeteken is nie, te versoek.  Die implikasie hiervan sal 
wees dat amptenare, in gevalle waar daar nie ‘n rekord van ‘n vergadering of ‘n 
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besluitnemingsproses bestaan nie, verplig kan word om ‘n rekord daaromtrent op te stel 
wanneer ‘n versoek daarvoor ontvang word.  Die wete dat daar van hulle verwag kan word 
om moontlik op ‘n latere stadium ‘n rekord op te stel, behoort amptenare te noop om van 
meet af noukeurig rekord te hou van enige vorm van verbale kommunikasie. 
 
9.3.2 Owerheidsinstellings waarop die Wet betrekking het 
 
In Suid-Afrika is die kabinet en kabinetskomitees uitdruklik uitgesluit van die bepalings van 
die Inligtingswet.  Dit beteken dat ‘n individu nie kan aanspraak maak op toegang tot rekords 
wat hulle oorsprong gehad het in die kabinet of kabinetskomitees nie - ongeag van die aard 
van die inligting of die gevolge wat uit openbaarmaking mag voortspruit (kyk par. 5.2.2 
supra). Daar word weliswaar aanvaar dat dit in belang van goeie regering is om sekere 
sensitiewe kabinetsrekords van openbaarmaking te vrywaar, maar daar bestaan nie 
regverdiging om summier alle rekords wat in die kabinet gegenereer is, te weerhou nie.  Dit 
sal immers ‘n onbegonne taak wees om aanspreeklikheid van die kabinet af te dwing indien 
hoegenaamd geen rekords omtrent kabinetsverrigtinge en -besluite (behalwe dié wat die 
politici na goeddunke mag vrystel), geredelik beskikbaar is nie.  Die Nieu-Seelandse 
benadering tot kabinetsrekords word allerweë as ‘n goeie voorbeeld beskou van hoe dié 
aangeleentheid hanteer behoort te word.  Rekords word nie van openbaarmaking gevrywaar 
bloot omdat dit deur die kabinet geskep is of omdat dit as kabinetsrekords getipeer kan word 
nie.  Die inhoud van die rekord(s) en die gevolge wat deur openbaarmaking daarvan te weeg 
gebring mag word, sal bepaal of dit wenslik is om toegang tot daardie rekord(s) te verleen, al 
dan nie.  Die Konsepwetsontwerp oor Oop Demokrasie van 1996 was op die Nieu-Seelandse 
benadering geskoei en het as sodanig nie voorsiening gemaak vir die algehele uitsluiting van 
die kabinet van die bepalings van die Wet nie.  ‘n Rekord(s) wat deur die kabinet geskep is, 
sou ingevolge die Konsepwetsontwerp slegs geweier kon word indien daar geldige gronde 
sou bestaan - soos dat openbaarmaking nasionale veiligheid in gedrang sal bring of 
buitelandse betrekkinge sal vertroebel.  Uit die voorafgaande behoort dit duidelik te wees dat 
die benadering wat in die 1996-Konsepwetsontwerp gevolg is, die beste manier bied om ‘n 
balans tussen die kompeterende eise van deursigtigheid en legitieme geheimhouding in 
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kabinetsaangeleenthede te bewerkstellig.  Dit sal dus wenslik wees om die uitsluiting van die 
kabinet van die bepalings van die Inligtingswet op te hef en terug te keer tot die wyse waarop 
daar in die 1996-Konsepwetsontwerp met kabinetsrekords omgegaan is. 
 
9.3.3 Maatreëls om toegang tot owerheidsinligting te fasiliteer 
 
Die Inligtingswet bepaal dat daar minstens een maal per jaar in die Staatskoerant ‘n 
kennisgewing gepubliseer moet word van die kategorieë rekords wat outomaties by 
owerheidsinstellings beskikbaar is en waarvoor daar nie ‘n formele versoek gerig hoef te 
word nie (kyk par. 5.3.1 supra).  Wanneer rekords vir outomatiese beskikbaarstelling 
geoormerk word, is dit belangrik dat die inligtingsbehoeftes van die publiek in ag geneem 
word.  Rekords wat dikwels volgens die formele versoekprosedure aangevra word, sal ‘n 
aanduiding verskaf van watter tipe inligting die publiek verlang en behoort ingesluit te word 
by die lys van rekords wat outomaties beskikbaar is.  Die Inligtingswet bevat geen voorskrifte 
oor die outomatiese beskikbaarstelling van rekords wat dikwels versoek word nie en laat dus 
inderwaarheid enige besluite in dié verband aan die inligtingsbeamptes van individuele 
owerheidsinstellings oor.  In teenstelling hiermee, word inligtingsbeamptes in die VSA deur 
die FOIA verplig om rekords wat gereeld deur die publiek versoek word en wat na die oordeel 
van die inligtingsbeampte waarskynlik dikwels in die toekoms versoek mag word, vir 
openbare inspeksie en kopiëring in sowel fisiese as elektroniese leeskamers beskikbaar te 
stel.  Ten einde eenvormigheid te bewerkstellig en om te verseker dat daar op ‘n proaktiewe 
wyse aan die publiek se inligtingsbehoeftes voldoen word, sal dit sinvol wees om ook in Suid-
Afrika ‘n statutêre plig op inligtingsbeamptes te plaas om rekords wat gereeld versoek word, 
outomaties beskikbaar te stel. 
 
9.3.4 Bekendmaking van besluitnemingsriglyne 
 
Die 1996-Konsepwetsontwerp oor Oop Demokrasie het van owerheidsinstellings vereis om 
die riglyne wat aangewend word wanneer daar oor die verlening van voordele, regte, 
voorregte of die oplegging van verpligtinge of strawwe besluit word, te publiseer (kyk par. 
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5.3.2 supra). Besluitnemingsriglyne verwys na die relevante prosedures wat gevolg moet 
word en na instruksies, reëls, kriteria en presedente wat ter sprake is en wat deur amptenare 
toegepas moet word (byvoorbeeld wanneer ‘n immigrasie- of pensioenaansoek beoordeel 
word).  Die publikasie van besluitnemingsriglyne gee aan lede van die publiek insae in die 
besluitnemingsprosesse van owerheidsinstellings en stel hulle in staat om te bepaal of 
administratiewe handelinge aan die vereistes van regmatigheid, redelikheid en prosedurele 
billikheid voldoen het. Die feit dat die riglyne vooraf beskikbaar is, help ook die publiek en 
konsultante wat hulle van advies bedien (byvoorbeeld ouditeure en immigrasieprokureurs), 
om op ‘n meer doelgerigte wyse en met meer selfvertroue in hulle daaglikse interaksie met 
owerheidsinstellings op te tree.  Ten spyte van die voordele wat die publikasie van 
besluitnemingsriglyne vir die publiek inhou en in weerwil van die voorbeeld wat state soos die 
VSA, Kanada en Australië in dié verband gestel het, is daar nie in die finale weergawe van 
die Suid-Afrikaanse Inligtingswet daarvoor voorsiening gemaak nie.  Dit is ‘n besliste leemte 
in die Wet en daar word voorgestel dat daar in die toekoms ‘n wysiging deurgevoer word 
waarvolgens owerheidsinstellings verplig word om besluitnemingsriglyne vooraf te publiseer. 
 Om te verseker dat instellings die riglyne publiseer en gereeld byhou, is dit noodsaaklik dat 
‘n afdwingingsmaatreël in die Wet ingesluit word - dit behoort duidelik gestel te word dat ‘n 
individu nie benadeel mag word deur die toepassing van ‘n besluitnemingsriglyn(e) wat nie 
vir openbare kennisname gepubliseer was nie. 
 
9.3.5 Prosedurele vereistes 
 
Die Inligtingswet bepaal dat ‘n versoek om toegang tot ‘n rekord(s) aan die 
inligtingsbeampte van die betrokke owerheidsinstelling gerig moet word, maar verplig nie 
die beampte - soos wat die geval in Kanada en Australië is - om ‘n ontvangserkenning uit te 
reik nie (kyk par 5.4.1.1 supra).  In die afwesigheid van ‘n statutêre plig, bestaan daar geen 
waarborg dat ‘n applikant verwittig sal word dat sy/haar versoek ontvang is nie.  Dit is 
uiteraard nie ‘n aanvaarbare toedrag van sake nie.  ‘n Ontvangserkenning skep nie net ‘n 
goeie beeld van die instelling na buite nie, maar verskaf ook gemoedsrus aan ‘n applikant 
in dié sin dat hy/sy weet dat die versoek die aangewese beampte bereik het en dat dit 
 
 
245 
verwerk word.  Dit bied voorts aan die inligtingsbeampte die ideale geleentheid om enige 
aspek waaroor daar onduidelikheid mag bestaan, met die applikant uit te klaar en om ‘n 
verwysingsnommer vir toekomstige navrae te verskaf.  In die lig hiervan, is dit wenslik dat 
daar ‘n bepaling in die Inligtingswet ingesluit word om inligtingsbeamptes te verplig om 
binne ‘n vasgestelde tydperk ontvangs van ‘n versoek, te erken. 
 
Die 1996-Konsepwetsontwerp oor Oop Demokrasie het ‘n bepaling bevat wat voorsiening 
gemaak het vir die vertaling van ‘n rekord indien dit nie in die voorkeurtaal van die 
versoeker beskikbaar is nie.  Dié bepaling is egter verwyder met die gevolg dat toegang tot 
‘n rekord slegs in die taal waarin dit beskikbaar is, verskaf kan word - ongeag of die 
versoeker die taal magtig is, al dan nie.  In ‘n veeltalige samelewing soos Suid-Afrika waar 
daar besondere klem op taalgelykheid geplaas word, is dit betreurenswaardig dat rekords 
nie in die voorkeurtaal van die versoeker verskaf kan word nie.  Die idee is nie dat die 
inligtingsbeamptes die vertaalwerk self moet behartig nie, maar dat die Nasionale 
Taaldiens of die spesialis taalafdeling in ‘n spesifieke instelling, vir dié doel ingespan word. 
 Toegang tot owerheidsrekords sal nie veel beteken indien die inhoud nie vir versoekers 
verstaanbaar is nie en dit is daarom noodsaaklik dat daar ernstig oorweging geskenk word 
aan die hersinsluiting van die vertaalklousule.  
 
9.3.6 Spesifieke gronde vir die weiering van inligting 
 
In die algemeen beskou, vertoon die weieringsgronde wat in die Inligtingswet vervat is, nie 
noemenswaardige afwykings met dié wat in ander state toegepas word nie.  Die enigste 
opvallende uitsondering is die weieringsgrond wat in artikel 44(1)(a) van die Inligtingswet 
opgeneem is (kyk par. 6.3.11 supra).  Artikel 44(1)(a) beskerm rekords wat inligting omtrent 
beleidsformulering bevat of wat benodig word vir die neem van ‘n besluit ten opsigte van ‘n 
wetlik opgelegde plig of bevoegdheid.  Die formulering van die weieringsgrond is 
problematies omdat daar slegs ‘n inhoudelike toets uitgevoer hoef te word.  Dit beteken dat 
indien ‘n rekord inligting bevat wat op beleidsformulering of besluitneming betrekking het, 
toegang summier geweier kan word - selfs al sal openbaarmaking daarvan nie die 
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beleidsformulering- of besluitnemingsproses benadeel nie.  Die gevaar verbonde aan die 
omvattende beskerming wat deur artikel 44(1)(a) verleen word, is dat deursigtige publieke 
administrasie en deelname aan beleidsformulering, soos deur artikel 195(1) van die 1996-
Grondwet in die vooruitsig gestel is, belemmer sal word.  ‘n Vroeëre weergawe van artikel 
44(1)(a) was so geformuleer dat die gevolge van openbaarmaking die deurslaggewende 
faktor sou wees wat openbaarmaking of weerhouding bepaal: ‘n versoek sou alleenlik 
geweier kon word indien openbaarmaking van die rekord(s) openhartige en eerlike 
kommunikasie sou verhinder en so die gehalte van beleid of besluite negatief sou 
beïnvloed.  Die oorspronklike, enger formulering van artikel  44(1)(a) was meer gewensd en 
in ooreenstemming met die benadering wat ten opsigte van soortgelyke rekords in state 
soos Nieu-Seeland en Australië gevolg word.  Weens besware wat deur die amptenary 
teen die formulering van die artikel geopper is, is dit egter deur die Gesamentlike Ad hoc-
Komitee oor Oop Demokrasie aangepas om meer omvattende beskerming te bied aan 
rekords insake beleidsformulering en besluitneming. 
 
Inligting verteenwoordig mag en uit hoofde van die feit dat daar effektief aan amptenare die 
reg verleen word om sekere inligting sonder genoegsame rede te weerhou, word die 
amptenary se tradisionele posisie van mag vis-à-vis die publiek, gehandhaaf.  Die publiek 
word verder benadeel in dié sin dat die rol van die howe deur die formulering van artikel 
44(1)(a) beperk word.  Wanneer daar vir hersiening aansoek gedoen word, sal daar in die 
hof slegs vereis word dat bewys gelewer moet kan word dat die inligting wat ter sprake is, 
van dié aard is wat deur artikel 44(1)(a) beskerm word.  Geen verdere bewyse omtrent 
skade wat uit openbaarmaking kan voortspruit, sal nodig wees vir die hof om uitspraak te 
lewer oor die geldigheid van die aanwending van die weieringsgrond nie.  Die taak van die 
owerheidsinstelling om weerhouding van inligting te regverdig, word dus vergemaklik en 
daarmee saam word die beskerming wat die howe teen die onregmatige weerhouding van 
inligting behoort te bied, inderwaarheid verminder.  Op grond van die voorafgaande word 
voorgestel dat die formulering van artikel 44(1)(a) aangepas word om weiering slegs 
toelaatbaar  te maak in  gevalle  waar openbaarmaking  skadelik sal  wees vir bepaalde  
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gespesifiseerde belange.  Soos die betrokke artikel tans daar uitsien, word die publiek se 
reg om te weet onnodig aan bande gelê en dit is uiteraard nie ‘n gewenste situasie nie. 
 
9.3.7 Alternatiewe appèl- en hersieningsmeganismes 
 
Die opstellers van die Suid-Afrikaanse Inligtingswet het van meet af besef dat die gewone 
howe ontoeganklik is vir die gemiddelde lid van die publiek en as sodanig  nie die mees 
doeltreffende en effektiewe afdwingingsmeganisme vir die reg op toegang tot inligting bied 
nie.  Gedagtig hieraan, is die Departement van Justisie en Staatkundige Ontwikkeling 
opdrag gegee om ondersoek in te stel na die moontlikheid om ‘n inligtingskommissaris, wat 
uitsluitlik gemoeid sal wees met sake wat met die Inligtingswet verband hou, in die lewe te 
roep.  Die uitslag van die Departement se ondersoek is nog nie bekend nie, maar gebaseer 
op die inherente aard van en voordele verbonde aan die amp van ‘n inligtingskommissaris 
(kyk par. 7.6 supra), word die hoop uitgespreek dat daar ten gunste van die instelling van 
só ‘n amp besluit sal word.  Indien daar goedkeuring verleen word vir die instelling van ‘n 
inligtingskommissaris, is dit belangrik dat die volgende in gedagte gehou word: 
 
 Die amp behoort onafhanklik van die uitvoerende en regsprekende gesag te 
funksioneer 
 ‘n Persoon wat in die amp van inligtingskommissaris aangestel word, behoort  
(vanweë die komplekse en regstegniese aard van inligtingsverwante dispute) oor ‘n 
regsagtergrond te beskik en behoort verkieslik ook kennis van of ondervinding in 
publieke administrasie te hê 
 Die inligtingskommissaris behoort met die goedkeuring van die meerderheid van die 
 Parlement aangestel te word 
 Ter wille van kontinuïteit en ten einde die akkummulasie van spesialis kennis 
moontlik te maak, behoort die ampsbekleder vir ‘n tydperk van ten minste vyf jaar 
aangestel te word 
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 Die inligtingskommissaris behoort nie slegs na aanleiding van ‘n klagte ondersoek 
na ‘n saak te kan instel nie, maar behoort ook op eie inisiatief ‘n ondersoek te kan 
onderneem 
 Die inligtingskommissaris behoort oor die bevoegdheid te beskik om persone te kan 
gelas om beëdigde verklarings in te dien of om getuienis voor hom/haar af te lê 
 Die inligtingskommissaris behoort aanbevelings te kan doen ten opsigte van die 
ontwikkeling, verbetering, modernisering of wysiging van die Inligtingswet 
 Die inligtingskommissaris behoort jaarliks aan die Parlement verslag te lewer oor 
sy/haar werksaamhede en behoort, waar nodig, toegelaat te word om spesiale 
verslae uit te bring 
 
Benewens die bevoegdhede wat hierbo genoem is, behoort die inligtingskommissaris ook 
die Menseregtekommissie behulpsaam te wees met die opleiding van inligtingsbeamptes.  
Hy/sy sal immers in die ideale posisie wees om - gebaseer op sake en vraagstukke waarna 
ondersoek gedoen is - praktyke en neigings te identifiseer wat nie bevorderlik is vir ‘n 
suksesvolle toegang-tot-inligting-regime nie en om tydens seminare of opleidingsessies 
aanbevelings te doen oor hoe dit reggestel kan word.  Die inligtingskommissaris behoort 
ook betrokke te wees by die ontwikkeling en aanbieding van bewusmakings- en 
opvoedingsprogramme vir die publiek en behoort hulp en advies aan voornemende 
versoekers te verskaf.  
 
Dit is belangrik dat die inligtingskommissaris nie slegs vir stedelinge toeganklik sal wees 
nie, maar ook vir persone in landelike gebiede bereikbaar sal wees.  Met die oog hierop sal 
dit sinvol wees om van tyd tot tyd rond te reis om sake van verontregte versoekers aan te 
hoor en om ondersoek in te stel na die manier waarop owerheidsinstellings in afgeleë 
gebiede aan die reg op toegang tot inligting uitdrukking gee.  Indien dit met verloop van tyd 
blyk dat die inligtingskommissaris se werkslading te groot raak, kan daaraan oorweging 
geskenk word  om in elk van die nege  provinsies ‘n provinsiale  kommissaris aan te stel of 
om streekkantore te vestig.  Om koste te bespaar en indien dit prakties moontlik is, kan 
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die bestaande infrastruktuur van die Openbare Beskermer se provinsiale streekkantore 
gebruik word om die kommissarisse en hulle personeel te akkommodeer. 
 
9.3.8 Potensiële struikelblokke verbonde aan die implementering van die Wet op die 
Bevordering van Toegang tot Inligting, 2000 
 
Een van die vernaamste struikelblokke wat in ander state ondervind is met die 
implementering van wetgewing insake die reg op toegang tot inligting, is die inherente 
weerstand wat die amptenaarskorps teenoor nuwe prosedures en/of praktyke openbaar.  
Daar is bevind dat weerstand van die amptenare - in soverre dit met inligtingsverwante 
wetgewing verband hou - op verskeie maniere manifesteer, te wete onnodige vertragings, 
misbruik van weieringsgronde, nalating om inligting te dokumenteer en vernietiging van 
rekords (kyk par. 8.3.1 supra).  Om te voorkom dat soortgelyke ongewenste praktyke in die 
Suid-Afrikaanse konteks plaasvind, behoort daaraan oorweging geskenk te word om 
strafmaatreëls in die Inligtingswet op te neem. Die Inligtingswet bepaal weliswaar dat ‘n 
persoon ‘n boete of gevangenisstraf opgelê kan word vir vernietiging, beskadiging, 
wysiging, of vervalsing van ‘n rekord, maar daar behoort ook sanksiebepalings ten opsigte 
van die ander ongewenste praktyke wat hierbo genoem is, neergelê te word.  Daar kan 
byvoorbeeld bepaal word dat indien ‘n beampte skuldig bevind word aan ‘n negatiewe 
praktyk(e) hy/sy vir ‘n tydperk geskors kan word of ‘n boete opgelê kan word.  Daar word 
nie voorsien dat daar dikwels op die sanksiebepalings gesteun sal word nie, maar dit sal 
nietemin as  waardevolle ex ante-beheermaatreëls dien vanweë die sielkundige beperking 
wat dit op amptenare behoort te plaas. 
 
‘n Verdere struikelblok wat die suksesvolle implementering van die Inligtingswet kan 
belemmer, is die feit dat daar van inligtingsbeamptes verwag word om, benewens hulle 
normale funksionele bedrywighede, ook die bykomende funksies wat deur die Inligtingswet 
vereis word, te verrig.  Die gevaar bestaan dat die beamptes, vanweë die verhoogde 
werkslading, nie die funksies wat met die Inligtingswet verband hou, op doeltreffende en 
effektiewe wyse sal kan uitvoer nie.  In die lig hiervan, word voorgestel dat daar (in 
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navolging van die Amerikaanse en Kanadese voorbeeld) afsonderlike eenhede binne 
owerheidsinstellings gevestig word met ‘n personeelkorps wat uitsluitlik gemoeid is met 
inligtingsverwante funksies.  Die voordeel verbonde aan die vestiging van sulke eenhede is 
dat kundiges op die gebied van die reg op toegang tot inligting gekweek word en dat 
probleme soos vertragings in die afhandeling van versoeke, verminder of uitgeskakel word. 
 Met inagneming van die finansiële uitgawes wat noodwendig met die stigting van sulke 
eenhede gepaard sal gaan, word voorgestel dat daar aanvanklik slegs in daardie instellings 
wat hoë versoeksyfers het, aparte eenhede in die lewe geroep word.  Die ideaal is uiteraard 
om uiteindelik in alle owerheidsinstellings eenhede te hê wat uitsluitlik op die verrigting van 
inligtingsverwante funksies toegespits is. 
 
9.4 Moontlikhede vir verdere navorsing  
 
Verdere navorsing wat uit die proefskrif mag voortspruit, kan 'n empiriese dimensie 
aanneem.  Deur gebruik te maak van 'n vraelys en 'n wetenskaplike steekproef te doen, 
kan die mate van kennis waaroor die publiek ten opsigte van hulle grondwetlike reg op 
toegang tot inligting beskik, bepaal word.  Daarmee saam kan vasgestel word of die 
respondente al ‘n versoek(e) om inligting aan ‘n instelling gerig het, wat die uitkoms van die 
versoek was en hoe die hele proses ervaar is.  'n Empiriese studie kan ook in die geval van 
die inligtingsbeamptes onderneem word ten einde te bepaal of hulle opleiding in die 
bepalings van die Wet ontvang het, watter vorm die opleiding aangeneem het, of die 
opleiding van waarde was, of verdere opleiding vereis word, wat hulle menings omtrent die 
Wet is en watter probleme (indien enige) ondervind word met die implementering van die 
Wet.  Daar kan ook versoeke om inligting by ‘n aantal owerheidsinstellings ingedien word 
om sodoende eerstehands vas te stel of inligtingsbeamptes die nodige bystand aan 
versoekers verleen, of die voorgeskrewe prosedures nagekom word en of daar by die 
neergelegde spertye vir die verwerking van ‘n versoek gehou word. 
 
Navorsing kan ook onderneem word na die hersieningsbeslissings van die howe in sake 
wat met die Inligtingswet verband hou.  Waar moontlik, kan vergelykings getref word met 
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uitsprake wat in soortgelyke sake deur appèl- en hersieningsmeganismes in ander state 
gelewer is. 
 
9.5 Finale woord 
 
Uit die ondervinding van ander state het dit geblyk dat die totstandbrenging van ‘n 
doeltreffende en effektiewe toegang-tot-inligting-regime ‘n ewolusionêre proses is waarvan 
die uitvaardiging van wetgewing bloot die begin is. Dit neem tyd vir die amptenary om 
vertroud te raak met die bepalings van die wetgewing, om hulle vrese en vooroordele te 
oorkom en om die waardes wat die wetgewing verteenwoordig, te aanvaar en te bevorder.  
Insgelyks neem dit tyd om oplossings te vind vir praktiese probleme wat mag manifesteer 
en om, waar omstandighede dit mag vereis, die formulering van sekere bepalings van die 
wetgewing aan te pas.  Dit is belangrik dat daar in die Suid-Afrikaanse konteks nie 
onrealistiese verwagtinge gekoester word omtrent die aanvanklike uitwerking van die 
Inligtingswet nie, maar dat kennis geneem word van die feit dat dit tyd en moeite gaan verg 
om ‘n doeltreffende en effektiewe toegang-tot-inligting-regime daar te stel.  Die hoop word 
uitgespreek dat die voorstelle wat uit hierdie navorsing na vore gekom het, in dié verband 
van hulp sal wees. 
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