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Das Weltwirtschaftsforum sieht „die Blockchain-Technologie als einen der sechs Megatrends 
der nächsten Jahre“ (Sixt, 2017, S. 177). Das Thema der Blockchain, vor allem durch den 
Bitcoin in der Öffentlichkeit bekanntgeworden, beschäftigt in den letzten Jahren Experten 
verschiedenster Fachbereiche. „Die Grundidee der Blockchain – eine transparente dezentrale 
Datenbank, die weder gehackt noch manipuliert werden kann – ist auf alle möglichen Berei-
che übertragbar“ (Specht, 2018, S. 219).  
Gerade in der Transport- und Logistikbranche kann der Einsatz der Blockchain-Technologie 
weitreichende Auswirkungen haben (Hackius et al., 2017, S. 15–16). Verschiedene Logistik-
experten sehen in der Blockchain eine Möglichkeit zur Transformation der Lieferkette und 
grundlegenden Veränderung der Art und Weise wie die Menschheit produziert, vermarktet, 
betrachtet, ihre Waren kauft und konsumiert, sowie eine dringend benötigte Plattform für die 
wirtschaftliche Erneuerung (Casey und Wong, 2017, o.S.). Gleichzeitig ziehen Manager und 
Wissenschaftler Parallelen zwischen der Blockchain und einer Blase. Viele denken an die 
potenziellen revolutionären Auswirkungen von neuen Technologien auf die Industrie und 
erinnern sich daran, dass solche Blasen häufig nicht ihren Erwartungen entsprechen (Risius 
und Spohrer, 2017, S. 385–389). Glaser (2017) äußert das Bedenken, dass die Blockchain-
Technologie bisher als eine innovative Technologie auf der Suche nach Anwendungsfällen 
angesehen werden kann. Trotz der großen Erwartungen gibt es derzeit wenig Informationen 
darüber, auf welche Art und Weise die Blockchain-Technologie effektiv einsetzbar ist und wo 
sie erhebliche Verbesserungen für Unternehmen bringen kann (Glaser, 2017, S. 1543).  
Im Supply Chain Sektor selbst besteht das Interesse an neuen Technologien, welche den In-
formationsfluss zwischen den einzelnen Teilnehmern optimieren, bereits seit langem (Neubert 
et al., 2004, S. 2). Wildemann (2001) sieht Informationsasymmetrien zwischen den unter-
schiedlichen Parteien als einen der größten Kosten- sowie Risikofaktoren entlang der Liefer-
kette (Wildemann, 2001,  S. 14). Es werden IT-Systeme benötigt, welche in der Lage sind den 
Informationsfluss von Anfang bis Ende zu übertragen, die hierbei verwendeten Daten zu ver-
walten und die Probleme der Interoperabilität der Systeme der einzelnen an der Lieferkette 
beteiligten Personen überwinden können (Evangelista und Kilpala, 2007, S. 82). 
Durch den digitalen Wandel im Rahmen von Industrie 4.0 ergibt sich noch ein weiteres, bis-
her unbekanntes Gebiet für die Implementierung neuer Technologien wie die der Blockchain 
in die Supply Chain. Die neue Verknüpfung von Sensoren sowie neue Kommunikations- und 
Informationstechniken liefern eine riesige Menge an Daten und ermöglichen die Kommunika-
tion sowohl zwischen Menschen und Maschine als auch zwischen Maschinen selbst auf eine 
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neue Art und Weise (Geisberger, 2012, S. 86–87). Es wird eine Software benötigt, die es 
schafft diese neuen technischen Funktionen in ein für alle Parteien der Supply Chain effizient 
nutzbares System zu integrieren (ten Hompel und Henke, 2014, S. 620-621).  
Mit dieser Arbeit soll untersucht werden ob die Blockchain-Technologie den Erwartungen ihr 
gegenüber und den Anforderungen der Supply Chain Branche an eine neue Technologie ge-
recht werden kann.  
1.2 Ziel der Arbeit 
Das Ziel der Arbeit ist es eine Analyse des Potentials, welches diese Technologie für den 
Supply Chain Sektor birgt, zu erstellen. Es wird also die Hypothese aufgestellt, dass die 
Technologie mit ihrer Funktionsweise sowohl den Anforderungen des Supply Chain Sektors 
als auch den Erwartungen ihr selbst gegenüber, einen Mehrwert für die Branche zu generie-
ren, gerecht wird. Ausgehend davon soll ein Überblick darüber erstellt werden, welche poten-
tiellen Anwendungsmöglichkeiten für die Blockchain-Technologie existieren und welche 
Auswirkungen diese auf die Supply Chain haben können. Um eine Aussage darüber zu tref-
fen, welches Potential diese Anwendungsmöglichkeiten haben im Supply Chain Sektor adap-
tiert zu werden, werden sie nach Innovations- sowie Technologieentwicklungskriterien einge-
ordnet. Angepasst an die Zielsetzung lautet die Forschungsfrage dieser Arbeit wie folgt:  
• Inwiefern besitzt die Blockchain mit ihren Anwendungsmöglichkeiten das 
Potential sich als zukunftsweisende Technologie im Supply Chain Sektor zu 
etablieren? 
1.3 Argumentationsgang und Methodischer Zutritt 
Die Grundlage für die Thematik und der Beantwortung der Forschungsfrage bildet eine Lite-
raturrecherche. Um einen Überblick über die zur Verfügung stehenden Quellen für die gesam-
te Arbeit zu erhalten, wurden die Datenbanken BASE (Bielefeld Academic Search Engine), 
Web of Science, Google Scholar und die Datenbank der Universitätsbibliothek Bremen ge-
nutzt. Hier wurde mit dem Suchbegriff „Digitale Supply Chain“ und einer Kombination aus 
den Suchbegriffen „Blockchain“ und „Supply Chain“ gearbeitet. Die folgende Abbildung 
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Abbildung 1: Übersicht der inhaltlichen Zusammenhänge der Forschungsarbeit (Eigene Darstellung) 
Zu Beginn des theoretischen Hintergrunds wird aus vorangegangenen Forschungsarbeiten ein 
Überblick über die Anwendungsgebiete und Notwendigkeit digitaler Technologien im Supply 
Chain Sektor vermittelt. Ergänzend werden die technologischen Veränderungen, welche aus 
der vierten industriellen Revolution resultierten, und ihre Bedeutung für die Lieferkette darge-
stellt. So wird die Relevanz für die Suche nach neuen Technologien in diesem Sektor verdeut-
licht. Als Ausgangspunkt, weshalb die Blockchain das Potential besitzt eine dieser Technolo-
gien zu sein sowie zum Verständnis der Funktionsweise der im späteren Verlauf identifizier-
ten Anwendungsmöglichkeiten, wird im zweiten Abschnitt des Kapitels ihre grundlegende 
Definition und der technische Hintergrund durch ausgewählte Fachliteratur genauer erläutert. 
Kapitel 3 zeigt das methodische Vorgehen zur Beantwortung der Forschungsfrage. Grundlage 
 Einleitung 
 
Louis Rosmanit  4 
 
der Methodik bilden hierbei die durch ein Scoping-Review identifizierten potentiellen Block-
chain-Anwendungen aus vorangegangenen Forschungsarbeiten, dessen Durchführung hier 
erläutert wird. Für die Charakterisierung der gefundenen Applikationen werden im Folgenden 
zwei Klassifizierungsschemata, mit deren Eignung, Aufbau und Funktionsweise dargelegt. 
Das vierte Kapitel zeigt die die durch das Scoping-Review identifizierten Anwendungsmög-
lichkeiten, klassifiziert nach dem Bewertungsschema von Innovationen nach Rogers. Zusätz-
lich werden mit weiteren Beispielen die einzelnen Applikationen verschiedenen Technologie-
entwicklungsphasen zugeordnet. Im Anschluss daran werden in Kapitel 5 die Erkenntnisse 
aus der Einordnung in die beiden Schemata zusammengebracht und diskutiert. So soll es in 
Kapitel 6 ermöglicht werden eine Aussage über das Potential der Technologie, sich im Supply 
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2 Theoretischer Hintergrund 
2.1 Digitale Transformation der Supply Chain 
2.1.1 Grundlagen der digitalen Supply Chain 
Gemäß Mentzer et al. (2001, S. 4) kann eine Supply Chain definiert werden als eine Gruppe 
von drei oder mehr Einheiten, irrelevant ob Organisationen oder Einzelpersonen, die direkt an 
den vor- und nachgelagerten Warenflüssen, Dienstleistungen, Finanzen und/oder Informatio-
nen von einer Quelle bis zum Kunden beteiligt sind. Die Supply Chain kann im deutschen 
auch als Lieferkette, Versorgungskette oder Logistikkette bezeichnet werden (Werner, 2008, 
S. 12), weshalb eine Verwendung dieser Begriffe in dieser Arbeit synonym erfolgt. 
 
Abbildung 2: Interaktion in der Supply Chain (Eigene Darstellung angelehnt an Kopfer und Bierwirth, 1999, S. 
6) 
Abbildung 2 verdeutlicht hierbei die Rolle des Informationsflusses zwischen Unternehmen, 
insbesondere auf Aktivitäts- und Geschäftsprozessebene. Daraus folgt, dass eine effektive 
Zusammenarbeit zwischen den Akteuren die Integration von Prozessen und Informationen 
innerhalb der Supply Chain erfordert (Kopfer und Bierwirth, 1999, S. 7–11).  
Die Vorteile der digitalen Supply Chain (DSC) umfassen die Kosteneffizienz von Dienstleis-
tungen und wertschöpfenden Aktivitäten, ausgezeichnet durch den strategischen und operati-
ven Informationsaustausch zwischen den Akteuren im Ökosystem, einschließlich Unterneh-
men und deren Lieferanten, Mitarbeitern und Kunden, um die Kommunikation entlang der 
Logistikkette zu verbessern (Chen et al., 2017, S. 148–150; Maier et al., 2011, S. 358–362). 
Im Allgemeinen wird die unternehmensübergreifende Koordination durch elektronische Ver-
bindungen zwischen Informationssystemen erreicht, die eine automatisierte und digitalisierte 
Verarbeitung der Prozesse unter Einbeziehung von Lieferanten und Kunden in der Lieferkette 
ermöglichen (Paulraj et al., 2006, S. 108–110). Die Vorteile der Digitalisierung für die Lie-
ferketten sind beträchtlich. Nach Santos und Eisenhardt (2005) ist die wichtigste Motivation 
für die Supply Chain Integration die Effizienz bei der Minimierung von Kosten in den Lei-
tungsstrukturen, einschließlich der Kosten für den Austausch mit anderen Teilnehmern des 
Ökosystems und mit denen innerhalb der eigenen Organisation (Santos und Eisenhardt, 2005, 
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S. 492). Kosteneinsparungen durch die Informationstechnologie ermöglichen es, dass mehr 
Informationen aus mehr Quellen auf der ganzen Welt genauer und mit einer höheren Frequenz 
verarbeitet werden können (Neubert et al., 2004, S. 2).  
Obwohl allgemein anerkannt ist, dass die Integration von IT-Systemen die Effizienz der 
Supply Chain steigert (Jeffers et al., 2008, S. 714–719; Wu et al., 2006, S. 501–502), verursa-
chen die derzeit niedrigen Niveaus der Systeminteroperabilität weiterhin hohe Investitions-
kosten und die potentiellen Vorteile können noch nicht vollständig realisiert werden (Evange-
lista und Kilpala, 2007, S. 82; ten Hompel und Henke, 2014, S. 620–622). Die Effektivität des 
Informationsaustausches entlang der Lieferkette bezieht sich darauf, wie Informationen den 
Kunden und Akteuren entlang dieser einen neuen Mehrwert bieten können. Hier geht es vor 
allem darum, der richtigen Person zur richtigen Zeit die richtigen Informationen für Entschei-
dungszwecke zur Verfügung zu stellen (Dinter, 2013, S. 1207).  
Frühe Forschungen haben gezeigt, wie die systemische Integration von Informationen über 
Produkte und Dienstleistungen Mehrwerte für den Kunden schaffen kann (Korpela et al., 
2016, S. 3966; Segars und Grover, 1995, S. 362–364). Globale Handelspraktiken umfassen in 
der Regel eine Reihe von Geschäftsprozessen über Unternehmensgrenzen hinweg. Zur Verar-
beitung dieser entlang der DSC muss ein Datenmodell so konzipiert sein, dass der Informati-
onsfluss elektronisch von Anfang bis Ende übertragen werden kann, um die Interoperabilität 
innerhalb der Systeme zu gewährleisten, wie in der Literatur zur elektronischen Datenintegra-
tion beschrieben (Evangelista und Kilpala, 2007, S. 82). 
2.1.2 Die Supply Chain im Zeitalter von Industrie 4.0 
Dieser Austausch und diese Verarbeitung von Informationen in der Supply Chain beschränkt 
sich heutzutage nicht mehr nur auf die Ebene der Geschäftsprozesse, sondern umfasst auch 
eine Vielzahl von Daten von Geräten und Sensoren sowie Social Media Anwendungen. In 
modernen DCS wurde die Rolle der Informationsintegration und Serviceautomatisierung als 
unerlässlich identifiziert (Korpela et al., 2016, S. 3966). Neuartige Informationsaustausch-
dienste dürften einen erheblichen Einfluss auf die Erweiterung der Funktionsweise der Liefer-
ketten und der damit verbundenen Geschäftsmodelle haben. Bauer und Horváth (2015) zei-
gen, dass sich die Einführung der Industrie 4.0 mittelfristig auf die gesamte Wertschöpfungs-
kette auswirken wird und eine grundlegende Veränderung von Produktions- und Logistiksys-
temen einläutet (Bauer und Horváth, 2015, S. 24). In der Umgebung von Industrie 4.0 sind 
„Fertigungssysteme vertikal mit betriebswirtschaftlichen Prozessen innerhalb von Fabriken 
und Unternehmen vernetzt und horizontal zu verteilten, in Echtzeit steuerbaren Wertschöp-
fungsnetzwerken verknüpft“ (Kagermann, 2013, S. 5). 
Industrie 4.0 beschreibt den Paradigmenwechsel, zu welchem die immer fortschreitende Ent-
wicklung der Informations- und Kommunikationstechnologie und deren Anwendung in der 
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Produktionsumgebung innerhalb der Industrie führt (Kersten et al., 2017, S. 102). Kerntech-
nologie dieser bilden dabei die cyber-physischen Systeme (CPS), welche Sensoren zur Erfas-
sung der Umwelt und Aktoren enthalten um auf diese einzuwirken. Als Beispiel einer in den 
CPS integrierten Technologie lässt sich die Radio Frequency Identification (RFID) Technolo-
gie nennen. RFID ermöglicht die automatische Identifikation physischer Güter durch Funketi-
ketten und bietet die Grundlage für neue Wege der Produktrückverfolgung oder 
Fälschungssicherheit (Fleisch und Mattern, 2005, S. V). 
Die Systeme sind über digitale Netzwerke miteinander verknüpft und haben weltweiten Zu-
griff auf verfügbare Daten und Dienste. Diese Art der Maschine-zu-Maschine (engl. Machine-
to-Machine, M2M) Kommunikation wird in Deutschland unter dem Begriff „Internet der 
Dinge“ (engl. Internet of Things, IoT) zusammengefasst (Andelfinger und Hänisch, 2017, S. 
10). Erweitert wird dies, zur Kommunikation nach außen um Mensch-zu-Maschine (engl. 
Human-to-Machine, H2M) Schnittstellen, sodass die Systeme mit dem jeweiligen Nutzer in-
teragieren können (Geisberger, 2012, S. 86–87) 
Die zuvor voneinander unabhängigen Teilsysteme sind so durch die Technologien der Indust-
rie 4.0 vernetzt, synchronisiert und stehen miteinander in Interaktion. Entsprechend lassen 
sich Materialflüsse kurzfristig umlenken und es lässt sich flexibel auf eine veränderte Nach-
frage oder sonstige Ereignisse reagieren (Kersten et al., 2017, S. 110). In der DCS soll so er-
möglicht werden, dass Systeme auf Basis der zusätzlichen Informationen durch die CPS in 
Bezug auf Zustand und Ort von Waren alle Entscheidungen bezüglich der Lieferkette, die 
Echtzeitfähigkeit voraussetzen, dezentral und autonom treffen können (Voß, 2015, S. 71). Nur 
noch übergeordnete Entscheidungen strategischer Art werden durch das Supply Chain Ma-
nagement selbst getroffen. Deren Ausführung erfolgt durch die Implementierung einer Missi-
on für jedes beteiligte CPS, welches anschließend diese autonom und in Interaktion mit ande-
ren CPS ausführt. Mit zunehmender Dezentralisierung von Supply Chains ist ein Aufbrechen 
der zentralen Prozesse, Strukturen und Ressourcen der Planung und Steuerung notwendig 
(Kersten et al., 2017, S. 110–111; ten Hompel und Henke, 2014, S. 620–621). 
 „Noch fehlen […] die Software zur Kommunikation, zur Dezentralisierung der Unterneh-
mensstrategie und zur Erzeugung und Implementierung CPS-konformer Missionen und eini-
ges mehr“(ten Hompel und Henke, 2014, S. 621). 
2.2 Grundlagen der Blockchain-Technologie 
2.2.1 Definition und historischer Hintergrund 
Erste Konzepte für den dezentralisierten und verschlüsselten Datenaustausch entstanden be-
reits in den neunziger Jahren. Aufbauend auf diesen Ideen wurde am 31. Oktober 2008 unter 
dem Pseudonym Satoshi Nakamoto das neue Währungssystem Bitcoin und die damit einher-
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gehende Blockchain über einen E-Mail-Verteiler zu Kryptographie-Themen veröffentlicht 
und vorgestellt (Rosenberger, 2018, S. 7).  
Die Blockchain ist eine Distributed-Ledger-Technologie (zu Deutsch: verteiltes Kontenbuch), 
welche alle getätigten Transaktionen erfasst und ablegt. Im Gegensatz zu einer zentralisierten 
Datenbank bedarf es keiner leitenden Drittpartei, welche die neuen Einträge in der Datenbank 
vornimmt oder verwaltet (Metzger, 2018, o.S.). Die Blockchain-Technologie stützt sich auf 
Prinzipien, welche in dem damaligen Paper von Nakamoto definiert wurden und heute in ver-
schiedener Ausprägung bestehen (Nakamoto, 2008, S. 3–6; Tapscott und Tapscott, 2018, S. 
49–76). Mit der Weiterentwicklung der Technologie ab 2014, auch Blockchain 2.0 genannt, 
wurden diese Ausgangskriterien die Prinzipien der Automatisierung und Interaktion ergänzt. 
Diese bilden die Grundlage für die heutige Nutzung der Technologie in Anwendungsgebieten 
außerhalb des Finanzsektors (Swan, 2015, S. 9). 
Tabelle 1: Eigenschaften und Prinzipien der Blockchain-Technologie 
Eigenschaften Prinzipien 
Ein verteiltes, offenes Netzwerk, welches eine direkte Interak-
tion der Teilnehmer ermöglicht 
Dezentralisierung, Offenheit, Transparenz, Integrität, Ska-
lierbarkeit 
Keine Drittpartei notwendig Zero-Trust 
Eine Transaktionskette, die sich nicht verändern lässt Unveränderlichkeit 
Sicherheit der Daten durch Verwendung kryptographischer 
Algorithmen 
Sicherheit, Anonymität 
Automatisierung durch codierte Verträge (seit 2014) Automatisierung 
Variable Anzahl an Verarbeitungsschritten einer Transaktion 
(seit 2014) 
Interaktion 
In dem folgenden Kapitel wird anhand ihres Aufbaus erläutert, wie die Blockchain es schafft 
diese Prinzipien umzusetzen. 
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2.2.2 Aufbau einer Blockchain 
Die nachfolgende Erklärung zum Aufbau einer Blockchain zeigt auf, dass es sich hierbei um 
eine Kombination von bereits bestehenden Technologien handelt. Dabei verknüpft die Block-
chain zum ersten Mal verschiedene Dinge wie Hashing, ein Peer-to-Peer Netzwerk, Methoden 
zur Konsensfindung und weitere technische Ansätze zu einem kohärenten System.  
DIE	HASHFUNKTION	
Als erster zentraler Bestandteil für das Verständnis der Blockchain-Technologie wird in dieser 
Arbeit das Hashing betrachtet. „Hashfunktionen sind kleine Computerprogramme, die belie-
bige Daten ungeachtet des Umfangs der Eingabedaten als eine Zahl mit feste Länge abbilden“ 
(Drescher, 2017, S. 89). Hashfunktionen besitzen vier grundlegende Eigenschaften (Drescher, 
2017, S. 89-91; Paar und Pelzl, 2016, S. 335-345): 
• Die Ausgangsdaten sind deterministisch, die Hashfunktion liefert also bei gleichen 
Eingangsdaten jedes Mal den gleichen Hash-Wert. 
• Der Ausgabewert ist pseudozufällig, bei einer Änderung der Eingangsdaten lässt sich 
nicht vorhersagen wie sich der Hash-Wert selbst ändert. 
• Es handelt sich hierbei um eine Einwegfunktion, da es nicht möglich ist zu berechnen 
welche Eingabedaten nötig sind um einen gewünschten Hash-Wert zu erhalten. 
• Die Funktion ist kollisionsresistent, es ist also rechentechnisch unmöglich zwei Ein-
gangswerte zu finden, die einen identischen Hash-Wert erzeugen können. Dement-
sprechend kann der Hash-Wert als das digitale Gegenstück zu einem Fingerabdruck 
gesehen werden, liefert also die Möglichkeit jede Art von Daten eindeutig zu identifi-
zieren. 
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Abbildung 3: Vereinfachte Darstellung des Blockchain Prinzips (Eigene Darstellung angelehnt an Burgwinkel, 
2017, S. 12) 
Abbildung 3 zeigt, wie diese Technologie in der Blockchain Anwendung findet. Die in einem 
Block (vgl. 2.2.2 Absatz „Aufbau eines Blocks“) gespeicherten Datensätze werden in Hash-
werte umgewandelt, welche wiederum in dem jeweiligen Block in einem weiteren Hashwert 
gespeichert werden. Der nachfolgende Block, in welchem wieder neue Datensätze hinzuge-
fügt werden, verweist auf den Hash-Wert des Vorhergehenden. Die einzelnen Blöcke sind auf 
diese Art eindeutig miteinander verknüpft. Eine nachträgliche Änderung der Daten führt zu 
einer Änderung der Hash-Werte, wodurch der Verweis des nachfolgenden Blocks kein Ziel 
mehr hat. Folglich muss dieser an den neuen Hash-Wert angepasst werden, da der Verweis in 
einem Block selbst jedoch Teil des eigenen Hash-Werts ist, wird so erneut ein Bruch zu dem 
Darauffolgenden verursacht. Diese Verknüpfung der einzelnen Datensätze innerhalb der 
Blockchain unterstützt die Prinzipien Sicherheit, Integrität und Unveränderlichkeit. 
DIGITALE	SIGNATUR	
Das nächste technische Element der Blockchain bildet die digitale Signatur. Diese Technolo-
gie existiert bereits seit 1994 und ermöglicht, dass Dokumente so signiert werden können, 
dass die Signatur persönlich ist und nur von dem dazugehörigen Eigentümer erstellt werden 
kann. Sie lässt sich jedoch von allen Personen einsehen und verifizieren. Sie ist nur auf den 
Dokumenten zu finden, die willentlich signiert wurden und kann nicht ungewollt repliziert 
werden. Eine Fälschung lässt sich somit nicht erzwingen (Tilborg, 2005, S. 347–348). Dieses 
Konzept ist ein wichtiger Bestandteil für die Sicherheit von Transaktionen innerhalb der 
Blockchain (Drescher, 2017, S. 121–127). 
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Für die digitale Signatur wird die Public-Key-Kryptographie genutzt, bei welcher im Allge-
meinen jeder Nutzer ein Schlüsselpaar, bestehend aus einem Public- und einem Private-Key, 
welche durch einen mathematischen Algorithmus zusammen erstellt werden, besitzt. Der Ver-
sender einer Nachricht verknüpft diese mit seinem privaten Schlüssel, welchen nur er besitzt, 
und sendet diese an ihren Empfänger. Dieser kann nun diesen privaten mit dem öffentlichen 
Schlüssel des Absenders abgleichen und so die Authentizität dieser Nachricht verifizieren 
(Schlatt et al., 2016, S. 9–10).  
Unterstützt werden hierdurch die Prinzipien Dezentralisierung, Transparenz, Integrität, 
Offenheit, Unveränderlichkeit und Zero-Trust der Blockchain. 
NETZWERKARCHITEKTUR	
Eine weitere Komponente der Blockchain-Technologie ist ihr verteiltes Netz, wobei es sich 
um eine spezielle Form des Peer-to-Peer (P2P) Netzwerks handelt. Oram (2001) gibt eine 
grundlegende Definition für den Begriff: 
„[a Peer-to-Peer system is] a self-organizing system of equal, autonomous entitities (peers) 
[which] aims fort he shared usage of distributed resources in a network environment avoiding 
central services“ (Oram, 2001, S. 21). 
Bereits an dieser Definition lassen sich viele Überschneidungen zu den oben genannten 
Grundprinzipien der Blockchain erkennen. In P2P-Netzwerken sind die Peers heterogen be-
züglich ihrer Bandbreite, Rechenkraft und Online Zeit, weshalb jedoch die Verfügbarkeit und 
Verbindungsqualität nicht jederzeit gewährleistet werden kann. Ebenfalls können Dienste und 
Ressourcen zwischen allen Teilnehmern des Netzwerks ausgetauscht werden (Steinmetz und 
Wehrle, 2005, S. 10–11). Dies wird innerhalb der Blockchain noch um das Konzept der Smart 
Contracts (vgl. Kapitel 2.2.3) erweitert, bei welchem die Daten als Ressource ausgetauscht 
werden müssen (Prinz und Schulte, 2017, S. 14). Die einzelnen Peers im Netzwerk besitzen 
eine signifikante Autonomie darüber, welche Ressourcen sie bereitstellen. Für die Blockchain 
bedeutet das folglich, dass es jedem Teilnehmer freigestellt ist, wie sehr er sich im Netzwerk 
beteiligt. Ebenfalls relevant für die Blockchain ist auch der Aspekt, dass P2P-Systeme selbst-
organisierend sind, was durch die Konsensfindung in einem späteren Absatz genauer darge-
legt wird (Steinmetz und Wehrle, 2005, S. 10–11). 
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Abbildung 4: Vergleich von zentralisiertem, dezentralisiertem und verteiltem Netz (Swanson, 2015, S. 1) 
Um die gemeinsamen Ressourcen zu nutzen, interagieren die Peers direkt miteinander. Im 
Allgemeinen wird diese Interaktion ohne zentrale Steuerung und Koordination erreicht. Dies 
stellt eine der Haupteigenschaften dar, die sich deutlich von zentralisierten Systemen unter-
scheidet: Während letztere auf eine zentrale Koordination über einen Server als strukturelles 
Paradigma angewiesen sind, etablieren P2P-Systeme eine Zusammenarbeit zwischen gleich-
berechtigten Partnern (Steinmetz und Wehrle, 2005, S. 11). 
Da es sich bei der Blockchain nicht nur um, wie bei reinen P2P-Netzwerken, dezentralisierte, 
sondern ebenfalls um verteilte (engl. distributed) Netzwerke (vgl. Abb.4) handelt, wird die 
Blockchain in der gängigen Fachliteratur auch als Distributed Blockchain bezeichnet 
(Burgwinkel, 2017, S. 67). Verteilt bedeutet hierbei, dass die Verarbeitung der Daten über 
mehrere Knoten verteilt ist, aber dennoch jeder Teilnehmer das vollständige Systemwissen 
nutzen kann. Die Dezentralisierung und Verteilung bei der Blockchain sind dadurch umge-
setzt, dass sie nicht zentral nur auf einem Rechner oder in mehreren Fragmenten auf verschie-
denen Rechnern, wie beim klassischen P2P-System, sondern vollständig auf vielen Rechnern 
gleichzeitig gespeichert ist. Somit haben mehrere Peers eine exakte Kopie der Blockchain. 
Dies führt dazu, dass selbst wenn auf einem Rechner alle Hash-Werte der Blockchain der 
Reihe nach so manipuliert werden, dass eine vollständige Verknüpfung innerhalb der Kette 
stattfindet, diese nicht mehr mit jenen Hash-Werten der Kopien der anderen Peers überein-
stimmen (Drescher, 2017, S. 161–167; Steinmetz und Wehrle, 2005, S. 35–54).  
Diese Eigenschaften des Netzwerks bilden folglich die Prinzipien der Unveränderlichkeit, 
Dezentralisierung, Transparenz, Offenheit, Skalierbarkeit und Zero-Trust ab. Ska-
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lierbarkeit kann in diesem Fall als die Aussage über die Menge der am Netzwerk beteiligten 
Peers betrachtet werden. 
AUFBAU	EINES	BLOCKS	
Die Blockchain besteht aus einer zeitlich angeordneten Reihe von nummerierten Blöcken, die 
zusätzlich zu ihren eigenen Daten den Verweis auf den Hash Wert des vorherigen Blockes 
enthalten (vgl. Abb. 3).  
Zunächst wird in diesem Abschnitt zwischen den, insbesondere bei online Quellen synonym 
verwendeten, Begriffen Block, Coin und Token nach Swan (2015, S. 71) wie folgt differen-
ziert: 
• Coins bezeichnen im Netzwerk einen simplen Träger von Wert. Das bekannteste Bei-
spiel hierbei ist der Bitcoin. Dieser Wert ist im System selbst fix. 
• Token sind ebenfalls Träger von Wert, jedoch können Diesem zusätzliche komplexe 
Informationen beigefügt werden, also eine Art von Weiterentwicklung des simplen 
Coins. Als Beispiel hierfür lässt sich das Prinzip der Smart Contracts nennen, welches 
in Kapitel 2.2.3 näher erläutert wird. Diese Tokens sind je nach Art der Blockchain 
nicht als eine Währung, sondern eher als verifizierbare kryptographische Belege zwi-
schen den Teilnehmern im Sinne eines Audits zu sehen (Swanson, 2015, S. 13).  
• Ein Block ist hierbei ein Speicher der Transaktionen mit diesen Elementen. Er bildet 
die Grundlage, also ein Behältnis welches dann auf der Blockchain abgelegt wird (An-
tonopoulos, 2015, S. 164). Die explizite Nutzung von Coins oder Token in diesem 
hängt von der jeweiligen Art der Blockchain Anwendung ab. 
Während für das Verständnis in Abbildung 3 ein simplifizierter Aufbau des Blocks verwendet 
wurde, wird nun im Folgenden nach Antonopoulos (2015, S. 164–175) die genaue Struktur 
eines Blocks dargelegt. 
Der Block besteht aus einem Header, dem Identifier und einem Datenbereich, welcher eine 
Liste von Transaktionen beinhaltet. Der Header legt grundsätzlich Informationen wie die Re-
ferenz zum letzten Block und den Zeitstempel, welcher die Erstellzeit des Blocks darstellt ab. 
Zusätzlich werden je nach Art des distribuierten Konsenses weitere Informationen wie die 
Schwierigkeit der Konsensfindung bei Proof of Work (vgl. Absatz „Konsensfindung“) oder 
ähnliches abgespeichert. Gefolgt wird dieser Header durch den Datenbereich, also den Trans-
aktionen im Netzwerk welche durch diesen Block erfasst werden. Der Datenteil macht den 
größten Teil eines Blocks aus, durchschnittlich beinhaltet er circa 500 Transaktionen 
(Antonopoulos, 2015, S. 209). Zuletzt kommt der Identifier, also Hash Wert des Blocks, auf 
welchen im nächsten Block wieder Bezug genommen wird. Der beschriebene Aufbau eines 
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Blocks unterstützt die folgenden Prinzipien der Blockchain: Integrität, Unveränderlichkeit 
und Sicherheit. 
KONSENSFINDUNG	
Da die Blockchain sich auf ein verteiltes Netzwerk stützt, gibt es jederzeit mehrere Teilneh-
mer welche an der Erstellung eines neuen Blocks arbeiten. Folglich gibt es zu jedem Zeit-
punkt mehrere Blöcke, die der Kette hinzugefügt werden könnten. Das Netz muss also einen 
Konsens finden, welcher Block valide ist und hinzugefügt werden kann. Es handelt sich bei 
den Konsensmechanismen um Regeln und Abläufe, welche eine konsistente Datenhaltung 
zwischen den Teilnehmern ermöglichen (Narayanan et al., 2016, S. 29). 
Um dies umzusetzen werden je nach Art der Blockchain verschiedene Ansätze verwendet 
welche über die letzten Jahrzehnte für verteilte Systeme entwickelt wurden, um die Prinzipien 
Dezentralisierung, Integrität, Skalierbarkeit, Zero-Trust, Unveränderlichkeit, Si-
cherheit und Anonymität zu unterstützen. Aus Praktikabilitätsgründen kann in dieser Arbeit 
keine umfassende Übersicht über alle Methoden der Konsensbildung gegeben werden, wes-
halb nur drei der für die Blockchain-Anwendungen relevanten Konzepte im Folgenden ge-
nauer dargelegt werden.  
Mit der Vorstellung der Blockchain im Rahmen der Kryptowährung Bitcoin wurde das Kon-
senskonzept des Proof of Work (PoW) implementiert. Dieser Ansatz beruht auf dem Prinzip 
des Minings. Jeder Teilnehmer (Node) sammelt grundsätzlich alle neuen Transaktionen in 
einem eigenen Block. Welcher Node seinen Block als den nächsten der Kette anschließt, wird 
durch ein sogenanntes Hash Puzzle gelöst. Der PoW-Algorithmus legt einen zu generierenden 
Hash-Wert für den nächsten Block fest. Nodes die den neuen Block der Kette hinzufügen 
möchten, auch Miner genannt, rechnen automatisch alle Hash-Werte durch. Sobald einer den 
entsprechenden gefunden hat und die Transaktionen im Block valide sind, wird dieser von 
den anderen Teilnehmern durch das Inkludieren des neuen Hash-Werts dem Netzwerk hinzu-
gefügt. Da das Finden des neuen Blocks in Blockchain-Netzwerken wie Bitcoin mit einer 
entsprechenden Anzahl an Coins entlohnt wird, entsteht ein Wettlauf zwischen den Minern, 
welcher enorme Rechenleistungen fordert. Da nur der Block des ersten Miners verwendet 
wird, wird ein Großteil der Rechenleistung folglich verworfen, weshalb die Nachhaltigkeit 
des Ansatzes in Frage gestellt werden kann (Narayanan et al., 2016, S. 41–46).  
Aufgrund der Nachhaltigkeitsproblematik wurde 2012 im Rahmen des Peercoin Netzwerks 
2012 erstmalig das Konzept des Proof of Stake (PoS) in der Blockchain angewendet. Bei 
diesem steht nicht mehr die Rechenleistung im Vordergrund, sondern es beruht auf dem Sta-
keholder Prinzip. Proportional zu dem Besitz von Coins bzw. Tokens eines Nodes im Netz-
werk darf dieser eine gewisse Anzahl an neuen Blöcken dem Netzwerk hinzufügen. Die Aus-
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wahl, welcher Stakeholder den nächsten Block erstellen darf erfolgt jedoch zufällig. So wird 
einer Zentralisierung des Systems entgegengewirkt und sichergestellt, dass ein entsprechend 
großer Stakeholder keine Manipulation der Kette durchführen kann. Die neuen Blöcke wer-
den von den anderen Nodes nach dem Erstellen nur akzeptiert, sollten alle in ihnen gespei-
cherten Transaktionen valide sein. Eine Entlohnung für den Ersteller des neuen Blocks findet 
durch Transaktionsgebühren der anderen Teilnehmer statt. (Sixt, 2017, S. 113–114).  
Bei permissioned Blockchains (vgl. Absatz „Formen der Blockchain“) wird seit wenigen Jah-
ren das Konzept des Proof of Authority (PoA) eingesetzt. Hierbei sind nur festgelegte, ver-
trauenswürdige Teilnehmer des Netzwerks in der Lage neue Blöcke zu erstellen und zu vali-
dieren. Einer dieser vertrauenswürdigen Nodes schlägt den anderen somit den neu erstellen 
Block vor. Sollte dieser mit deren Transaktionsdaten übereinstimmen wird er als neues Glied 
der Kette hinzugefügt und anschließend ebenfalls auf die Rechner der übrigen Teilnehmer des 
Netzwerks kopiert. Da PoA den Prinzipien der Dezentralisierung und Zero-Trust für die öf-
fentliche Blockchain eigentlich widerspricht, findet er nur in privaten Netzwerken Anwen-
dung (Angelis et al., 2018, S. 2–3). 
FORMEN	DER	BLOCKCHAIN	
 
Abbildung 3: Formen der Blockchain (Eigene Darstellung angelehnt an Walport, 2015, S. 35) 
Auch wenn 2008 mit dem Bitcoin lediglich eine Form der Blockchain eingeführt wurde, und 
zwar die public, permissionless Blockchain (Nakamoto, 2008), lässt sie sich heute in 3 grund-
legende Formen unterscheiden, wie in Abbildung 4 zu erkennen. Das letzte System in der 
Abbildung, das private, centralised Netzwerk, ist nicht mehr als Blockchain zu bezeichnen. 
Die Grundvoraussetzung, damit es sich immer noch um eine solche handelt, ist, dass keine 
vollständige Zentralisierung zu einer Instanz stattgefunden hat (Walport, 2015, S. 35). 
Die öffentliche bzw. public Blockchain besitzt bezüglich der Teilnehmer des Netzwerks, wel-
che die Daten auslesen und Transaktionsvorschläge einreichen können, keinerlei Beschrän-
kungen. Ist die Blockchain nur für die Verwendung von gewissen Teilnehmern, wie einer 
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Organisation oder einem Konsortium beschränkt, gilt diese als private Blockchain (Peters und 
Panayi, 2015, S. 5).  
Eine weitere Dimension der Form einer Blockchain ist die Berechtigung auf Rollen im Netz-
werk. Bei einer permissionless Blockchain kann jeder Teilnehmer jede Rolle im Netzwerk, 
wie beispielsweise das Erzeugen eines neuen Blocks, theoretisch einnehmen, während bei 
einer permissioned Blockchain verschieden Rollen im Netzwerk bereits vorher vergeben wer-
den. Im Gegensatz zu den Grundsätzen der Blockchain wie Dezentralisierung, Anonymität 
und Sicherheit, welche mit der Idee der public, permissionless Blockchain eingeführt wurden, 
wird hierfür die Identität der Teilnehmer geprüft, um die Berechtigung zu erhalten am Netz-
werk zu partizipieren – die Teilnehmer kennen und vertrauen sich hierbei (Swanson, 2015, S. 
26–28).  
2.2.3 Aufbauende Konzepte 
Entsprechend der Literatur wird die Entwicklung der Blockchain-Technologie in dieser Arbeit 
in 3 Phasen unterteilt. Mit der Einführung des Bitcoins wurde die Blockchain 1.0 geschaffen, 
welche sich ausschließlich mit der Verwendung der Technologie im Bereich der Kryptowäh-
rungen beschäftigt. Da der Fokus dieser Arbeit auf den Anwendungen außerhalb dieses Be-
reichs liegt, werden die Aspekte zu diesem Thema, abgesehen von den bereits genannten Ei-
genschaften wie Mining, nicht genauer behandelt. 
Im Rahmen der Weiterentwicklung der Technologie zu Blockchain 2.0 wurden zusätzliche 
Softwares und Applikationen wie Smart Properties, dezentrale Applikationen, dezentrale, 
autonome Organisationen, dezentrale, autonome Unternehmen und Smart Contracts auf dieses 
System aufgebaut (Swan, 2015, S. 9). Die Smart Contracts, als bekanntester Vertreter dieser 
neuen Applikationen und technische Grundlage für die meisten der anderen, lassen sich als 
Transaktionen, die über einfache Kauf- und Verkaufstransaktionen hinausgehen, ergänzt um 
zusätzliche Richtlinien, betrachten. Während in einem Vertrag im traditionellen Sinne eine 
Vereinbarung zwischen Parteien getroffen wird, wobei jede Partei der anderen vertraut ihren 
Teil der Verpflichtung zu erfüllen, ersetzen die Smart Contracts diese Notwendigkeit des Ver-
trauens (Swan, 2015, S. 16). Sie enthalten einen Wert (Token oder Coins) und festgelegte 
Bedingungen zur Übertragung dieses Wertes. Nur wenn alle diese Bedingungen von dem 
Programm als erfüllt betrachtet werden, wird der Smart Contract automatisch ausgeführt, die 
Transaktion findet statt und muss nicht durch einen weiteren Intermediär verifiziert werden. 
Die drei Hauptaspekte von Smart Contracts, die sie auszeichnen sind Autonomie, Selbstver-
sorgung und Dezentralisierung. Autonomie bedeutet hierbei, dass ein Vertrag und sein Initia-
tor nach dem Start nicht mehr in Kontakt stehen müssen, dieser also nach Erstellung eigen-
ständig arbeitet. Des Weiteren könnten diese Verträge in ihrer Fähigkeit Ressourcen zu nutzen 
autark sein, also im Programm festgelegte Mittel durch Ausgabe von Eigenkapital aufzubrin-
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gen und sie für benötigte Ressourcen auszugeben. Durch die Dezentralisierung existieren die 
Smart Contracts nicht auf einem einzigen zentralen Server, sie sind über alle Netzwerkknoten 
verteilt, also besitzt jeder Teilnehmer im Netzwerk eine Version des Vertrages auch wenn 
dieser nur zwischen zwei Parteien getroffen wurde (Prinz und Schulte, 2018, S. 29–35). 
Unter dem Begriff der Blockchain 3.0 versteht sich die heutige Forschung von Anwendungs-
möglichkeiten dieser Technologie und ihrer Funktionen außerhalb des Finanzsektors (Efanov 
und Roschin, 2018, S. 118). Die im folgenden Teil dargestellten Anwendungsmöglichkeiten 
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3 Methodisches Konzept der Potentialanalyse 
3.1 Ansatzpunkt und Literatur-Review 
Ein allgemeiner methodischer Ansatz zur Potentialanalyse von Technologien lässt sich in der 
Literatur nicht finden. So zeigen vorangegangene Arbeiten, wie die Potentialanalyse zu E-
Commerce von Riemer und Gutweniger (2005) oder die Potentialanalyse zur künstlichen In-
telligenz des Fraunhofer Instituts (Hecker et al., 2017), als erste Gemeinsamkeit die Relevanz 
einer Geschäftsfeldanalyse. Im Rahmen dieser Arbeit liegt der Fokus bereits nur auf einem 
Sektor, dem der Supply Chain, weshalb dieser Schritt nicht weiter betrachtet wird. In den ge-
fundenen Geschäftsfeldern werden die Anwendungsmöglichkeiten mit den Erfahrungen und 
Bedürfnissen potentieller Anwender verglichen (Riemer und Gutweniger, 2005, S. 46–50) 
oder Vorteile beziehungsweise Auswirkungen der einzelnen Anwendungsmöglichkeiten be-
trachtet (Hecker et al., 2017).   
Ausgehend dieser Ansätze und in Bezug auf die Forschungsfrage wurde für diese Arbeit ein 
methodisches Konzept gewählt, was im Folgenden genauer erläutert wird. Potentielle An-
wendungen der Blockchain-Technologie wurden für diese Arbeit durch ein Scoping-Review 
identifiziert, welches einen systematischen Ansatz zur Auswahl und Analyse der Literatur 
darstellt (Paré et al., 2015, S. 186). Gemäß dem Vorgehen eines Scoping-Reviews wird so ein 
umfassender Überblick über die für diese Forschungsarbeit relevanten Vorarbeiten angestrebt. 
Um deren Anzahl einzugrenzen, wird das Festlegen von Ausschluss- und Einbeziehungskrite-
rien benötigt.  
Für die grundlegende Suche nach vorausgegangenen Forschungsarbeiten wurden die Daten-
banken BASE (Bielefeld Academic Search Engine), Web of Science und die Datenbank der 
Universitätsbibliothek Bremen genutzt, welche mit der Kombination der Schlagwörter 
„Blockchain“ und „Supply Chain“ zusammen circa 350 unterschiedliche Ergebnisse lieferten. 
Um dem Ziel gerecht zu werden, potentielle Blockchain-Anwendungen im Supply Chain Ma-
nagement zu identifizieren, ohne dabei 350 Ergebnisse zu sichten, wurde in diesem Zusam-
menhang der Fokus auf englischsprachige Arbeiten, sowie auf branchenbezogene Zeitschrif-
tenartikel, Konferenz-Papiere und Berichte von Blockchain-Anwendungen und deren Aus-
wirkungen auf die Supply Chain gelegt. Andere Formen wie Abschlussarbeiten oder Arbeiten 
deren Wissenschaftlichkeit nicht bestätigt ist wurden im Vorhinein ausgeschlossen. Nach die-
ser Eingrenzung konnten 60 vorausgegangene Arbeiten entsprechend dieser Kriterien identifi-
ziert werden. In einem erweiterten Schritt wurden die Titel und Abstracts der identifizierten 
Arbeiten auf Elemente untersucht, die sich entweder auf die Anwendung oder die Auswirkun-
gen der Blockchain-Technologie entlang dem Bereich der Lieferkette beziehen. Alle Papiere, 
die diese Kriterien erfüllen, wurden in die Überprüfung einbezogen. Zusätzlich wurden auch 
relevante Zitationen ausgewählter Arbeiten analysiert, einerseits um verwandte Forschungsar-
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beiten, die sonst unbeabsichtigt übersehen wurden, mit einzubeziehen, andererseits, wenn 
diese wichtig für das Verständnis der Anwendungen waren.  
Die in diesen Arbeiten identifizierten potentiellen Anwendungen der Blockchain-Technologie 
für die Supply Chain werden basierend auf der Diffusionstheorie von Rogers (1983) nach den 
grundlegenden Charakteristiken, welche relevant für die Adaption einer Innovation sind, un-
tersucht und eingeordnet. Um ein besseres Verständnis für die Auswirkungen der Anwen-
dungsmöglichkeiten zu erhalten werden sie ergänzend dem Modell für die Phasen der Tech-
nologieentwicklung nach Iansiti und Lakhani (2017) zugeordnet.  
3.2 Attribute von Innovationen nach Rogers 
Die Blockchain-Technologie wird im Folgenden als Innovation bewertet, da sie die grundle-
gende Definition einer Innovation nach Rogers, „An Innovation is an idea, practice, or object 
that is perceived as new by an individual or other unit of adoption“ (Rogers, 1983, S. 11), 
erfüllt.  
Rogers legt mit den Attributen von Innovationen ein einheitliches Klassifizierungsschema 
vor, um die wahrgenommenen Eigenschaften von Innovationen universell zu beschreiben. 
Dieses gliedert sich in fünf Hauptfaktoren: Relativer Vorteil, Kompatibilität, Komplexität, 
Prüfbarkeit und Beobachtbarkeit. Je höher der Grad dieser Attribute, desto größer ist das Po-
tential der Innovation sich durchzusetzen. Einzige Ausnahme hierbei bildet der Grad der 
Komplexität, der bei einer niedrigeren Ausprägung die Nutzung der Innovation erleichtert, 
während eine höhere Komplexität eine schnelle Übernahme behindert (Rogers, 1983, S. 210–
232). 
Tabelle 2: Attribute von Innovationen 
Relativer Vorteil 
Welche Vorteile bietet die Anwendung der Blockchain-
Technologie gegenüber der bestehenden Praxis? 
Kompatibilität 
In wie weit ist die Blockchain-Technologie kompatibel mit 
den Erfahrungen und den Bedürfnissen potentieller Anwen-
der? 
Komplexität 
Ist die Anwendung der Blockchain-Technologie zu kompli-
ziert zu verstehen oder umzusetzen? 
Prüfbarkeit 
Ist es möglich die Anwendung zu testen bevor sich auf die 
Blockchain festgelegt wird? 
Beobachtbarkeit 
Gibt es sichtbare Ergebnisse die sich aus den Blockchain-
Anwendungen ergeben haben? 
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Jeder dieser fünf Faktoren stellt ein spezifisches Merkmal einer Innovation dar. Um potenziel-
le Blockchain-Anwendungen entlang der Lieferkette zu identifizieren, wird in dieser Arbeit 
dieses Raster als Checkliste genutzt und die Applikationen für die Supply Chain mit den je-
weiligen Innovationsmerkmalen verknüpft. 
3.3 Phasen der Technologieentwicklung nach Lakhani und Iansiti 
Während sich potentielle Blockchain-Anwendungen nach Innovationsattributen kategorisie-
ren lassen, liefert dies kaum Übersicht über die kurz- und langfristigen Auswirkungen der 
spezifischen Blockchain-Anwendungen auf die Strukturen und Prozesse von Unternehmen. 
Iansiti und Lakhani (2017) beschreiben die Blockchain als eine Technologie, die das Potential 
hat neue Grundlagen für die Wirtschafts- und Sozialsysteme zu schaffen. Die Auswirkungen 
der Technologie werden tiefgreifend sein, jedoch wird es Jahrzehnte dauern bis die Block-
chain tiefgehend in unsere wirtschaftliche und soziale Infrastruktur eindringt. Der Prozess der 
Adaption wird schrittweise ablaufen (Iansiti und Lakhani, 2017, S. 5). 
 
Abbildung 4: Phasen der Technologieentwicklung (Eigene Darstellung angelehnt an Iansiti und Lakhani, 2017, 
S. 7) 
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Um zu verstehen, welches Potential spezifische Anwendungen besitzen sich durchzusetzen, 
wird für diese Arbeit das in Abbildung 7 gezeigte Raster zur Kategorisierung der Auswirkun-
gen auf Unternehmen nach Iansiti und Lakhani (2017) verwendet. Wie in diesem dargestellt 
verläuft nach diesem die Adoption von neuen, elementaren Technologien typischerweise in 
vier Phasen. Jede Phase ist bestimmt von der Neuheit der jeweiligen Anwendung und der 
Komplexität des Koordinierungsaufwands der benötigt wird um diese einzusetzen.  
Die einzelnen Quadranten, welche die Phasen abbilden, werden nach Iansiti und Lakhani 
(2017, S. 7–10) wie folgt definiert: 
• Einzelnutzung: Im ersten Quadranten befinden sich die Anwendungen, welche einen 
geringen Grad der Neuheit und Komplexität aufweisen, aber für die einzelnen An-
wender einen direkten Nutzen schaffen können. 
• Lokalisierung: Lokalisierung steht in der Softwareentwicklung allgemein für die 
Anpassung von Prozessen und Produkten an die in einem bestimmten Nutzungsgebiet 
vorherrschenden Gegebenheiten. In diesen Quadranten fallen Anwendungen welche 
einen hohen Grad an Neuheit aufweisen, aber nur ein begrenztes Maß an Koordinie-
rung zwischen den Anwendern benötigen um einen Nutzen zu erzeugen. 
• Substitution: Anwendungen die einen geringen Grad an Neuheit aufweisen, da sie 
auf bereits existierende Einzelanwendungen und lokalen Applikationen aufbauen, je-
doch hohe Anforderungen im Rahmen der Koordination haben, da sie breitere und zu-
nehmend für die Öffentlichkeit relevante Anwendungsfälle betreffen fallen in den drit-
ten Quadranten. Der Grad an Komplexität wird hierdurch bestimmt, dass ihre Anwen-
dungen das Ersetzen von grundlegend eingebetteten Organisationsstrukturen erfor-
dern.  
• Transformation: In den letzten Quadranten lassen sich komplett neuartige Anwen-
dungen einordnen, die, wenn erfolgreich implementiert, ökonomische, soziale und po-
litische Systeme von Grund auf verändern können, jedoch auch den dementsprechen-
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4 Potentielle Blockchain-Anwendungen für die Supply Chain 
4.1 Kategorisierung der identifizierten Anwendungsmöglichkeiten nach Innova-
tionskriterien 
RELATIVER	VORTEIL	
In der heute gängigen Praxis werden üblicherweise spezialisierte Zwischenunternehmen für 
Lieferkettentransaktionen, welche Dokumentenaustausch beinhalten, herangezogen. Häufig 
ist dies der Fall, wenn Zahlungen Teil dieser Transaktionen sind (Chauffour und Farole, 2009, 
S. 5). Im Zahlungsverkehr fungieren in der Regel Finanzinstitute als Zwischenunternehmen 
(sog. vertrauenswürdige Dritte), welche dies unter dem Geschäftsfeld Handelsfinanzierung 
beschreiben. Im Allgemeinen bietet die Bank des Verkäufers eine Liefergarantie, die Bank 
des Käufers eine Zahlungsgarantie für die Transaktion (Mainelli und Smith, 2015, S. 4–5). 
Dies führt aus der Sicht der Supply Chain zu erheblichen Einschränkungen. Ein vollautomati-
scher Datentransfer zwischen den Unternehmen und Banken ist nur in geringem Maße mög-
lich. Die Dokumentenerfassung wird zu großem Anteil weiterhin über ein manuelles Be-
triebsmodell zwischen Computer und Papierdokumenten ausgeführt. So werden viele Doku-
mente mit Hilfe des IT-Systems des Verkäufers erstellt, auf Papier oder elektronischen For-
maten geliefert, die mit den Informationssystemen des Käufers nicht kompatibel sind und eine 
manuelle Eingabe oder ein Scannen in diese Systeme erfordern (Anne H. Gausdal et al., 2018, 
S. 7).  
Die Blockchain-Technologie ermöglicht im Gegensatz dazu verifizierte Transaktionen zwi-
schen zwei Parteien ohne einen Vermittler. Die Transaktionen zwischen den Parteien entlang 
der Supply Chain können automatisch durch Smart Contracts ausgeführt werden (Asprion et 
al., 2019, S. 4647), was auch zu einer Kostenreduzierung führt, da keine Drittpartei für ihre 
Tätigkeit bezahlt wird (Tribis Youness et al., 2018, S. 5). Das Vertrauen, für welches in der 
gängigen Praxis die Banken sorgen, wird dadurch gewährleistet, dass den einzelnen Parteien 
Zugang zu allen Informationen bezüglich aller Transaktionen und Prozessen entlang der 
Supply Chain gegeben ist (Dianhui Mao et al., 2018, S. 6), welche nicht verloren gehen oder 
geändert werden können (Shireesh Apte und Nikolai Petrovsky, 2016, S. 76–77). Produktspe-
zifische Zertifikate werden direkt auf der Blockchain gespeichert und garantieren so die Kon-
formität der Ware (Shireesh Apte und Nikolai Petrovsky, 2016, S. 77). Ebenfalls besteht die 
Möglichkeit Beschwerden über einzelne Partner der Supply Chain und eventuelle daraus re-
sultierende Forderungen direkt in das Netzwerk zu integrieren (Tribis Youness et al., 2018, S. 
5). Durch diese Art der verifizierten Transaktionen wird das Onboarding neuer Teilnehmer in 
den Supply Chain Finanzprozess, welche bisher erst den nötigen Rückhalt eines Finanzinstitu-
tes benötigten, vereinfacht (Baruffaldi und Sternberg, 2018, S. 3939).  
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Zusammenfassend lässt sich also sagen, dass der verteilte Buchhaltungsprozess über das 
Blockchain-Netzwerk Transaktionssicherheit garantiert, die Informationsasymmetrien zwi-
schen den Teilnehmern aufhebt (Liu et al., 2019, S. 13), Drittparteien und den aus ihnen mög-
licherweise resultierenden Single Point of Failure (Yury Yanovich et al., 2018, S. 4) aus-
schließt und die Transaktionen durch Smart Contracts voll automatisiert, was zusammen 
schnellere (Baruffaldi und Sternberg, 2018, S. 3939) und kostengünstigere (Lacity und Khan, 
2019, S. 4665) Transaktionen ermöglicht.  
KOMPATIBILITÄT	
In vielen Branchen wird durch die weltweite Vernetzung heute eine Technologie benötigt, die 
es ermöglicht alle Daten über die Produkte von der Herstellung über die Lagerung bis zum 
Transport zum Endkunden zuverlässig zur Verfügung zu stellen (Kristoffer Francisco und 
David Swanson, 2018, S. 2). Die Blockchain liefert die Möglichkeit der physischen Nachver-
folgung aller Güter ab ihrem Ursprung (Tribis Youness et al., 2018, S. 4) und verhindert so 
die Einfuhr illegaler und gefälschter Produkte (Shireesh Apte und Nikolai Petrovsky, 2019, S. 
77). Auch Vermögenswerte, mit welchen diese Produkte bezahlt werden, und deren Herkunft 
können durch die Blockchain zu ihrem Ursprung nachverfolgt werden (Lacity und Khan, 
2019, S. 4665). Sämtliche Eigentumsübertragungsrechte im Rahmen der Transaktionen wer-
den protokolliert (Baruffaldi und Sternberg, 2018, S. 3938), was den Verkauf von Hehlerware 
unmöglich macht. Da diese Daten sich in der Blockchain nicht verfälschen lassen (Shireesh 
Apte und Nikolai Petrovsky, 2016, S. 76–77), kann so beispielsweise auch garantiert werden, 
dass Medikamente nicht gefälscht wurden (Maged N. Kamel Boulos et al., 2018, S. 8) und 
Lebensmittel oder andere Waren, deren Kühlung während des Transports gemessen wird, 
über den gesamten Zeitraum entsprechend gelagert wurden (Blossey et al., 2019, S. 6887).  
Wie in Abschnitt 2.1.2 erwähnt, besteht im Rahmen von Industrie 4.0 der Wunsch nach einer 
Technologie, die in der Lage ist, die neuen Möglichkeiten des Internets der Dinge zu steuern. 
Die Blockchain kann als Kommunikationssoftware für die M2M-Kommunikation genutzt 
werden und ermöglicht so ein autark agierendes System. Durch die dezentrale Konsensfin-
dung wird keine Verifizierung der Maschinentransaktionen durch eine Person oder ein Unter-
nehmen entlang der Supply Chain benötigt. Dies führt dazu, dass Maschinen beispielsweise 
selbstständig fehlende Teile bestellen können oder Wartungsanfragen stellen können (Blossey 
et al., 2019, S. 6887). Die folgende Abbildung soll zeigen wie eine solche Wartungsanfrage, 
kombiniert mit der Funktion der Smart Contracts, in der Realität aussehen könnte. 
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Abbildung 5: Konzept eines Blockchain Wartungssystems (Eigene Darstellung angelehnt an Kapitel 4.1; Persis-
tent Systems, o.J., o.S.) 
Eine Fehlermeldung in der Maschine löst eine automatische Wartungsanfrage in dem, über 
die Blockchain mit ihr verknüpften, Smart Contract aus. Aus dieser Anfrage wird über das 
Netzwerk durch einen weiteren Smart Contract, welcher mit dem Wartungsunternehmen ver-
bunden ist, direkt ein Auftrag erstellt und automatisch ein verfügbarer Techniker kontaktiert. 
Sobald dieser die Reparatur durchgeführt hat, wird durch eine Bestätigungsmeldung der Ma-
schine über die Verknüpfung mit den Smart Contracts die Zahlung für den Auftrag eingelei-
tet. Der gesamte Prozess, außer der Reparatur selbst, kann so automatisch über die Blockchain 
abgewickelt werden. 
Auch kann das System dadurch eigenständige Materialfluss- und Lebenszyklusanalysen er-
stellen (Smetana et al., 2018, S. 230). Drohnen und Fahrzeuge in der Produktion und auch 
zum Transport können automatisch über das System und die Sensoren angefragt sowie ge-
steuert werden (Maged N. Kamel Boulos et al., 2018, S. 8). Die Adoption und Nutzung der 
RFID-Technologie wird ebenfalls durch die Blockchain ermöglicht (Verhoeven et al., 2018, 
S. 7), deren effektive Verwendung den gesamten Informationsaustausch zwischen Maschine 
und Maschine sowie Mensch und Maschine entlang der Supply Chain automatisiert (Sidorov 
et al., 2019, S. 7276), was den Echtzeit Informationsaustausch fördert und dadurch Informati-
onsasymmetrien zwischen den Supply Chain Partnern verhindert. Auch eine Integration von 
sogenannten Wearables, also am Körper getragene, vernetzte Geräte wie beispielsweise Smart 
Watches, in den Produktions- und Handelsalltag, auf welchen in Echtzeit sämtliche Informa-
tionen zur Verfügung stehen, wird dadurch ermöglicht (Maged N. Kamel Boulos et al., 2018, 
S. 8). 
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KOMPLEXITÄT	
Der Aspekt, der in diesem Bezug am häufigsten in der Literatur auftaucht, stellt die Komple-
xität im Zusammenhang mit dem Verständnis der Blockchain-Technologie dar. Zum jetzigen 
Zeitpunkt gilt die Technologie noch als relativ unreif, was zur Schaffung verschiedener Defi-
nitionen führt, die zu Fehldarstellungen und Missverständnissen führen (Kshetri, 2018, S. 86–
87). Auch stellt die Implementierung der Blockchain eine große technische Herausforderung 
dar. Netzwerke, welche mit einer großen Anzahl an Knoten arbeiten, stellen eine Herausfor-
derung bezüglich der Skalierbarkeit dar (Tribis Youness et al., 2018, S. 6). Ebenfalls haben 
Supply Chain Teilnehmer in Entwicklungsländern nicht die nötige Ausstattung um solch ein 
Netzwerk zu betreiben, noch kann die benötigte Stromversorgung weltweit vorausgesetzt 
werden (Tribis Youness et al., 2018, S. 6). 
PRÜFBARKEIT	
Öffentliche Blockchain Plattformen können von jedermann ohne Einschränkung verwendet 
werden, während voll privatisierte Netzwerke eine Benutzeridentifikation und Authentifizie-
rung erfordern. Insofern kann ein potenzieller Nutzer mit öffentlichen Plattformen experimen-
tieren und damit die vermeintlichen Vorteile direkt beobachten. Anbieter von spezialisierten 
Blockchain-Lösungen wie 300Cubits, ein Unternehmen, welches sich das Ziel gesetzt hat, das 
Schifffahrtsgeschäft zu revolutionieren, indem es den Vertrag zwischen Kunde und Contai-
nerschiff durch Token basierte Zahlungen im Rahmen von Smart Contracts abschließt, bieten 
eine Demoversion für potenzielle Kunden. So können Erfahrungen gesammelt werden, bevor 
eine Einbettung in das Netzwerk stattfindet.(Verhoeven et al., 2018, S. 10–11). Auf Plattfor-
men wie Bext360 oder BanQu (vgl. 4.2 Absatz „Lokalisierung“) können Interessenten die 
Funktionsweise ausprobieren, verpflichten sich jedoch nicht zu einer dauerhaften Teilnahme 
an diesem System (Verhoeven et al., 2018, S. 11–12).  
BEOBACHTBARKEIT	
Was die Beobachtbarkeit innerhalb der Blockchain-Innovation betrifft, so erschwert die Un-
reife der Technologie die Bewertung der Ergebnisse, wozu also mehr Forschung und prakti-
sche Umsetzung benötigt wird, bevor Schlussfolgerungen gezogen werden können. Auf der 
Grundlage mehrerer Konzepte präsentieren die IT-Anbieter jedoch bereits geschätzte Kosten-
einsparungen durch reduzierte Arbeits- und Dokumentationskosten (White, 2017, S. 443). 
Auch lässt sich eine stetig steigende Zahl an StartUps und Plattformen, welche auf dieser 
Technologie basieren, beobachten (Iansiti und Lakhani, 2017, S. 10). Anhand Blockchain 
basierten Plattform BBIoT lassen sich bereits die ersten Ergebnisse für die Nutzung im Be-
reich des Internets der Dinge beobachten. Die BPIIoT-Plattform ermöglicht einen Marktplatz 
für Fertigungsdienstleistungen, auf dem die Maschinen über eigene Konten im Blockchain-
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Netzwerk verfügen und die Benutzer in der Lage sind, direkt mit den Geräten bezüglich der 
verfügbaren Fertigungsdienstleistungen zu interagieren (Bai et al., 2019, S. 58391–58392). 
4.2 Technologieentwicklungsphasen der Anwendungsmöglichkeiten im Supply 
Chain Sektor 
EINZELNUTZUNG	
Als Ausgangspunkt für Einzelanwendungen der Blockchain-Technologie lässt sich der simple 
Zahlungsvorgang mit einer Kryptowährung, beispielsweise dem Bitcoin, nehmen. Hier wird 
keine Koordination mit dritten, nicht an diesem Zahlungsvorgang beteiligten, Parteien benö-
tigt (Nakamoto, 2008). Ein für die Supply Chain möglicher Ansatz besteht darin, die Block-
chain betriebsintern als Datenbank für die Verwaltung physischer und digitaler Assets, zur 
Aufzeichnung interner Transaktionen und zur Identitätsüberprüfung zu nutzen (Chung et al., 
2018, S. 8–19). Auch die Nachverfolgung und das Monitoring von betriebsinternen Transpor-
ten (Chaudhuri et al., 2018, S. 20–21) bietet die Möglichkeit die Blockchain als Unternehmen 
zu nutzen, ohne eine intrasystemische Koordination mit anderen Parteien zu erfordern. 
LOKALISIERUNG	
Mit Anwendungen im Lokalisierungsbereich können an der Supply Chain beteiligte Unter-
nehmen spezifische Probleme im Bereich der grenzüberschreitenden Transaktionen angehen. 
Bezogen auf den in Kapitel 4.1 genannten Punkt des Dokumententransfers lässt sich hier der 
digitale, verifizierte Transfer von Dokumenten einordnen, durch welchen der papierbasierte 
Informationsaustauschen zwischen den Unternehmen reduziert werden kann (Blossey et al., 
2019, S. 6887).  
Für ein besseres Verständnis, welche direkten Anwendungen in den Bereich der Lokalisie-
rung fallen, lassen sich zwei von Verhoeven et al. (2018) durchgeführte Fallanalysen als Bei-
spiel nennen. Die Plattform BanQu bietet eine Blockchain-Anwendung für Menschen ohne 
Bankkonto, die derzeit an globalen Lieferketten nicht teilnehmen können. Sie gibt ihnen so 
die Möglichkeit, an der Weltwirtschaft zu partizipieren. Diese Plattform soll ihren Teilneh-
mern helfen, ihre Finanztransaktionen in einer Kreditgeschichte zu erfassen und ihnen eine 
Ausgangsbasis für die Nutzung von Finanzdienstleistungen bieten. Sie kann so ermöglichen, 
dass Landwirte auf der ganzen Welt eine digitale Identität erhalten und direkte Zahlungen 
empfangen können, ihre Kunden sie direkt bewerten, beziehungsweise die Herkunft ihrer 
Produkte so überprüfen können (Verhoeven et al., 2018, S. 10–11). Ebenfalls eine solche 
Anwendung für Lieferketten im Bereich der Landwirtschaft bietet die Plattform Bext360. 
Bext360 ist ein Unternehmen das sich auf die Entwicklung von Technologien zur Verbesse-
rung der sozialen Nachhaltigkeit in einer Lieferkette konzentriert. Zu diesem Zweck entwi-
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ckelten sie eine Blockchain zur Nachverfolgung von Kaffeebohnen auf dem gesamten Weg 
vom Landwirt zum Verbraucher. Einerseits werden die Kaffeebauern regelmäßig schlecht 
behandelt. Sie erhalten entweder niedrige Löhne, verspätete Zahlungen oder gar keine Zah-
lungen für ihre Bohnen. Darüber hinaus nehmen Zwischenhändler und Wiederverkäufer oft 
mehr als ihren fairen Anteil am Produkt ein. Andererseits müssen sich die Verbraucher auf die 
wenigen Informationen verlassen, die sie beim Kaffeekauf erhalten. Die Informationskette 
über die Echtheit der verkündeten Kaffeequalität oder darüber, ob die Bauern bezahlt und fair 
behandelt wurden, ist unvollständig und fälschungsanfällig, was durch die blockchainbasierte 
Nachverfolgung verhindert werden soll (Verhoeven et al., 2018, S. 11–12).  
SUBSTITUTION	
Die Entwicklung von Substitutionsanwendungen erfordert eine im Voraus sorgfältige Pla-
nung, da bestehende integrierte Lösungen schwer zu ersetzen sein können.  Schlüsseltechno-
logien des IoT, wie RFID, liefern eine beträchtliche Datenmenge. Für die bisherige Analyse 
sowie Speicherung von produktions- oder transportrelevanten Daten nutzen Unternehmen 
herkömmliche IT-Systeme. Diese können mit dieser neuen Menge an Daten jedoch nicht effi-
zient genug umgehen. Um optimale Sicherheit und Qualität dieser Daten zu gewährleisten, 
lässt sich für die Verarbeitung dieser die Blockchain-Technologie nutzen (Baruffaldi und 
Sternberg, 2018, S. 3938).  
Auch das Ersetzen herkömmlicher Kommunikationswege und Datenbanken für alle Teilneh-
mer der Supply Chain, durch eine umfassende blockchainbasierte Kommunikationsplattform 
wie Kouvola Innovation sie entwickelt, erfordert ein hohes Maß an Koordination zwischen 
allen an der Supply Chain beteiligten Parteien. Sie bietet die Möglichkeit sowohl betriebsin-
terne als auch zwischenbetriebliche Kommunikation auf eine einzelne Plattform zu reduzieren 
(Verhoeven et al., 2018, S. 12–14). Ebenfalls gibt es für die Verifizierung der Authentizität 
von Produkten und deren Rückverfolgung zu ihrem Ursprung (Blossey et al., 2019, S. 6889) 
erste Beispiele aus der Praxis. So liefert das Start-up-Unternehmen Everledger ein System, 
um anhand von Datenpunkten Diamanten eindeutig zu identifizieren, die Informationen öf-
fentlich zugänglich zu machen und so potentiellen Kunden die Möglichkeit geben sicherzu-
stellen, dass es sich nicht um einen Blutdiamanten oder Hehlerware handelt (Underwood, 
2016, S. 16). Das gängige Verifizierungssystem von Diamanten, über autorisierte Spezialisten 
und Dokumente, dadurch vollständig zu ersetzen, erfordert jedoch einen hohen Koordinie-
rungsaufwand zwischen allen an diesem Markt beteiligten Personen.  
TRANSFORMATION	
Wie bereits in Kapitel 3 erwähnt besitzt die Blockchain das Potential die gegenwärtigen Wirt-
schafts- und Sozialsysteme grundlegend zu verändern. Die Integration der Sensortechnik des 
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IoT in ein autonom agierendes, blockchainbasiertes, weltweites Netzwerk von Bestellung, 
Produktion und Transport, sowie ein automatisches Informationssystem über Wartungen von 
Maschinen und Verspätungen von Waren (Blossey et al., 2019, S. 6887–6888; Maged N. 
Kamel Boulos et al., 2018, S. 7–8) erfordert ein hohes Maß an Vorbereitung und Koordinati-
on, um als verlässlich zu dienen. Ein Gartner-Bericht schätzt, dass es bis 2020 über 20 Milli-
arden vernetzte Geräte geben wird (Gartner, 2017, o.S.), mit welchen die aktuelle Internetar-
chitektur und Serverinfrastruktur nicht umgehen kann. Die Blockchain gilt hierfür als eine 
vielversprechende Lösung. So zielt Walmart beispielsweise darauf ab, die Lieferungen auf der 
letzten Meile zu verbessern, indem es die Auslieferungsdrohnen über die Blockchain koordi-
niert (Baydakova, 2018). Darüber hinaus könnten IoT-Geräte, die an die Blockchain ange-
schlossen sind, auch Kryptowährungen nutzen, so dass sie autonom mit anderen Parteien 
durch Smart Contracts interagieren können, um Gebühren und Abgaben selbst zu zahlen, z.B. 
für den vorrangigen Zugang zu eingeschränkten Lufträumen (Christidis und Devetsikiotis, 
2016, S. 2298–2299).  
Ein System, in dem alle Transaktionen physischer (Asprion et al., 2019, S. 4648) und finanzi-
eller (Tribis Youness et al., 2018, S. 5) Natur über automatisierte Verträge ablaufen und keine 
Drittparteien mehr benötigt werden (Liu et al., 2019, S.2), stellt eine große Herausforderung 
bezüglich der Koordination aus betrieblicher sowie öffentlicher Sicht dar. Für die öffentliche 
Verwaltung bietet sich die Möglichkeit durch die vertrauenswürdigen Informationen über alle 
Transaktionen genauere und bessere Inspektionen (Tribis Youness et al., 2018, S. 5), sowie 
eine direkte Steuerbestimmung für beteiligte Parteien (Tribis Youness et al., 2018, S. 5–6) 
durchführen zu können. Eine Integration aller Teilnehmer in dieses Netzwerk durch digitale 
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5 Diskussion 
Die Erläuterungen über die Anforderungen an IT-Systeme im Rahmen der digitalen Supply 
Chain, ergänzt durch die technischen Anforderungen und Neuheiten der IoT-Technologien 
(vgl. Kapitel 2.1), zeigen, dass die Suche nach einer Technologie, die diese Herausforderun-
gen bewältigen kann, notwendig ist. Die Analyse der vorangegangenen Forschungsarbeiten zu 
potentiellen Anwendungsmöglichkeiten der Blockchain-Technologie hat gezeigt, dass diese 
nicht nur die Möglichkeit besitzt diese Aufgaben zu lösen, sondern darüber hinaus eine Viel-
zahl weiterer Anwendungsmöglichkeiten für verschiedene Aufgabenbereiche entlang der Lie-
ferkette bietet. Das Hauptaugenmerk liegt hierbei auf dem Bereich der Transparenz und der 
Automatisierung von Transaktionen sowie der Kommunikation und Informationsübertragung 
zwischen den unterschiedlichen Parteien, welche an der Supply Chain beteiligt sind. Durch 
die Einordnung in das Schema von Rogers zur Bewertung neuer Innovationen lässt sich er-
kennen, dass die Blockchain alle Aspekte, welche für die Diffusion einer Innovation relevant 
sind, mit verschiedenen Anwendungen erfüllt. Dies geht jedoch mit einer gewissen Komplexi-
tät einher, sowohl was das Verständnis der Technologie, als auch den Aufwand zur flächen-
deckenden Implementierung betrifft. Das Rahmenmodell von Iansiti und Lakhani hilft zu er-
kennen, auf welcher Entwicklungsstufe die einzelnen Anwendungen sich befinden und den 
damit einhergehenden Aufwand zur Nutzung dieser zu bestimmen.  
Eingeordnet in das Schema von Rogers lässt sich erkennen, dass die Technologie im Ganzen, 
partikulär nach ihren Anwendungsmöglichkeiten betrachtet, die Anforderungen hinsichtlich 
des relativen Vorteils und der Kompatibilität für eine zukunftsfähige Innovation mit Adapti-
onspotential besitzt. Als Schwierigkeit lässt sich die in der Literatur häufig erwähnte Komple-
xität der Blockchain-Technologie betrachten. Gerade ihre technischen Besonderheiten, wel-
che all diese Anwendungen ermöglichen, führen bei vielen Leuten zu Verständnisproblemen, 
was verhindert, dass das benötigte Vertrauen in die Technologie gesetzt wird. Zusätzlich zu 
den Verständnisproblemen kommen die Kosten- und Implementierungsprobleme, gerade bei 
finanziell schwächer aufgestellten Parteien der Lieferkette kann dies dazu führen, dass bevor-
zugt auf bereits existierenden implementierten Systemen weitergearbeitet wird. Das Ver-
ständnis und die Akzeptanz der gesamten Industrie ist hierbei von großer Bedeutung und be-
stimmt inwiefern die potentiellen Anwendungen auch genutzt werden können. Die bisher auf 
wenige Anwendungen beschränkte Prüfbarkeit sowie die auf die Neuheit der Technologie 
zurückzuführende eingegrenzte Beobachtbarkeit erschwert die Akzeptanz und das Vertrauen 
in die Blockchain zwar, kann jedoch als ein rein zeitlicher und nicht innovationsbezogener 
Faktor angesehen werden. 
Eine Ergänzung dieser Erkenntnisse um das Modell von Iansiti und Lakhani lässt erkennen, 
dass die unterschiedlichen Anwendungsmöglichkeiten auch gleichzeitig die unterschiedlichen 
Phasen der Technologieentwicklung darstellen. So sind Einzelnutzungs- und Lokalisierungs-
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anwendungen zwar der erste logische Schritt für Unternehmen zur Implementierung der 
Blockchain, durch Sie kann aber nicht das volle Potential der Technologie genutzt werden. 
Um wirklich von der gesamten Technologie zu profitieren wird eine flächendeckende Ver-
breitung benötigt. Die identifizierten Anwendungen, welche eine substituierende oder trans-
formative Funktion auf die Supply Chain, also auch eine gewisse Komplexität hinsichtlich der 
Koordinierung besitzen, sind gleichzeitig die Anwendungen, welche den größten relativen 
Vorteil bieten und vielen der Bedürfnissen hinsichtlich der Kompatibilität gerecht werden.  
Das Internet der Dinge kann ganze Branchen, einschließlich der Logistikbranche, völlig ver-
ändern. Im Rahmen der Kompatibilität ließen sich Konzepte von Blockchain-Anwendungen 
identifizieren, die das Potential besitzen die technologischen Vorteile des IoT zu nutzen. Ge-
rade diese fallen auch in den Bereich der transformativen Anwendungen. So bietet eine auto-
matisierte Steuerung und Verarbeitung der Sensoren und Maschinen den Ausgangspunkt für 
ein von Grund auf neuartiges Produktions- und Wirtschaftssystem. Darüber hinaus ist mit der 
Blockchain ein Datenbanksystem gegeben, welches nicht nur Daten speichern, sondern verifi-
zieren, selbstständig verarbeiten, sichern und für alle Teilnehmer vollständig transparent ma-
chen kann. Ergänzt durch die Anwendungen der Smart Contracts wird so eine neue Art des 
Vertrauens zwischen den Akteuren der Supply Chain geschaffen. Durch dieses kann die Not-
wendigkeit vertrauenswürdiger Dritter überflüssig gemacht werden. Auch können die Smart 
Contracts als Mittel zur Kostensenkung und zur weitgehenden Vermeidung menschlicher 
Fehler dienen. Nutzen alle Teilnehmer einer Supply Chain dasselbe Blockchain-Netzwerk, 
findet die Transaktion der Dokumente rein digital statt. Papierbasierter Dokumententransfer 
kann gänzlich ausgeschlossen werden. Eine völlig neue Art der Kommunikation über alle 
Bereiche entlang der Supply Chain kann so ermöglicht werden.  
Zwar bieten die Blockchain-Anwendungen grundlegend die Möglichkeit, die Prozesse entlang 
der Supply Chain transparenter und effizienter zu machen  (Maged N. Kamel Boulos et al., 
2018, S. 8), eine flächendeckende Adoption ist jedoch nur möglich, sollten alle Supply Chain 
Teilnehmer überzeugt werden, sich auf diese neuartige Technologie einzulassen. Der informa-
tionstechnische Hintergrund und die Funktionsweise der Blockchain sind um ein Vielfaches 
komplexer als herkömmliche Datenbank- und Zahlungssysteme. Das fehlende Verständnis in 
Bezug auf diese Technologie von Supply Chain Teilnehmern kann dazu führen, dass Sie nicht 
bereit sind auf die Blockchain zu vertrauen, beziehungsweise sie in ihre Systeme zu integrie-
ren.  
Eine Integration der Blockchain-Technologie ist für die meisten Unternehmen im Rahmen 
von Einzelanwendungen am simpelsten. Solche Anwendungen basieren auf bereits bestehen-
den Systemen und benötigen daher wenig Koordination mit Dritten. Die Entwicklung von 
Prototyp-Anwendungen unterstützt Unternehmen die Fähigkeiten und Kenntnisse zu entwi-
ckeln, welche für fortgeschrittene Anwendungen benötigt werden. Der nächste Integrations-
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schritt folgt im Bereich der Lokalisierung, bei dem ausgewählte Probleme durch spezialisierte 
Anwendungen gelöst werden können. Ideen wie die der beiden genannten Plattformen 
Bext360 und BanQu, welche speziell für den Landwirtschaftssektor entwickelt wurden, stel-
len hierbei den Ausgangspunkt dar. Die Erweiterung solcher Konzepte auf größere Sektoren, 
gerade die, in denen vorherrschende Lösungen für die Probleme bereits vorhanden sind, füh-
ren zur Erreichung des Grades der Substitution. Das Anwendungsbeispiel von Everledger 
zeigt, dass hierbei eine effizientere Lösung durch die neue Technologie ermöglicht wird, zur 
Adaption jedoch ein großer Aufwand nötig ist, um die bisher an den Prozessen beteiligten 
Akteure in dieses neue System zu integrieren. Der letzte Schritt der Blockchain-
Implementierung ist wie bereits erwähnt eine vollständige Transformation des bisherigen Sys-
tems. Transformative Anwendungen sind am stärksten, wenn sie an ein neues Geschäftsmo-
dell gebunden sind, bei dem die Logik der Wertschöpfung und -erfassung von bestehenden 
Ansätzen abweicht (Chung et al., 2018, S. 12). Diese Anwendungen sind zwar noch viele Jah-
re entfernt (Iansiti and Lakhani, 2017, S.4) haben aber das größte Potential zukünftiges 
Wachstum für Unternehmen zu ermöglichen. Ein transformatives Blockchain-
Geschäftsmodell beinhaltet eine Transformation der Geschäftsprozesse und deren Akzeptanz 
bei internen Parteien, mehreren Stakeholdern, Geschäftspartnern und manchmal sogar Wett-
bewerbern. Um eine solche Art von System zu erreichen, müssen jedoch, zusätzlich zur 
Überwindung der bereits genannten Schwierigkeiten hinsichtlich der Komplexität, feste Stan-
dards für die automatisierte Durchführung von Transaktionen sowie ein neuartiges Vertrags-
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6 Abschließende Betrachtung 
6.1 Fazit und Beantwortung der Forschungsfrage 
In Kapitel 2 wurde im Rahmen der digitalen Supply Chain die Relevanz von Informationen 
und Daten, sowohl in der Verwaltung und Speicherung, als auch im Austausch zwischen den 
Partnern entlang der Lieferkette, und die in dieser Hinsicht häufig limitierende Systemin-
teroperabilität festgestellt. Das Scoping-Review vorangegangener Literatur hinsichtlich der 
Anwendungsmöglichkeiten der Blockchain-Technologie zeigt, dass diese das Potential be-
sitzt, diese Anforderungen zu erfüllen. Die durch Industrie 4.0 neu gewonnen Erkenntnisse 
bezüglich der Herausforderungen die sich an die Supply Chain und die für sie verwendeten 
Technologien stellen, ergeben ein weiteres Gebiet potentieller Verwendungsmöglichkeiten 
neuer Technologien. Auch hier zeigt die Literatur, dass hinsichtlich der Dezentralisierung, 
M2M- und H2M-Kommunikation sowie Datenverarbeitung die Blockchain das Potential hat 
die Supply Chain in das Zeitalter von Industrie 4.0 zu führen. Zusätzlich konnten weitere 
Anwendungen identifiziert werden, die über die in Kapitel 2 erarbeiteten Herausforderungen 
hinausgehen und Vorteile im Rahmen der digitalen Transformation vieler Prozesse entlang 
der Lieferkette bieten. Eine Einordnung dieser potentiellen Anwendungen in das Schema nach 
Rogers stellt hierbei eine Analyse des Adaptionspotentials der Technologie dar. Es zeigt sich, 
dass die Kriterien für die Adaption einer Innovation, als welche die Blockchain hier betrachtet 
wurde, grundlegend gegeben sind. Zwar wurde ein hoher Grad der Komplexität hinsichtlich 
des Verständnisses und der Implementierung, sowie geringer Grad der Beobachtbarkeit und 
Prüfbarkeit festgestellt. Aufgrund der Neuheit der Technologie kann dies jedoch zum aktuel-
len Zeitpunkt nicht als vollständig limitierender Faktor für die zukünftige Adaption betrachtet 
werden. Die Verwendung des Rahmenmodells von Iansiti und Lakhani zeigt welche Anwen-
dungen das Potential haben bereits bei partieller Verwendung einen direkten Nutzen zu schaf-
fen, und welche das, flächendeckende, grundlegende Veränderungen für die Supply Chain zu 
schaffen. So lässt sich erkennen, dass es bereits eine Vielzahl an Anwendungen für einzelne 
Nutzer oder Nutzergruppen gibt, das größte Potential der Technologie sich jedoch auf An-
wendungen bezieht, die unter aktuellen Gegebenheiten rechtlicher, technischer oder verständ-
nisbezogener Natur noch nicht umsetzbar sind.  
Insgesamt bietet diese Arbeit einen Überblick über potentielle Anwendungen der Blockchain-
Technologie und kann als Basis zur Entscheidungsfindung hinsichtlich der möglichen Ver-
wendung dieser von Teilnehmern der Supply Chain genutzt werden. Des Weiteren stellt sie 
einen Ansatz zur Bewertung des Adaptionspotentials der Blockchain-Technologie dar und 
zeigt, welche Möglichkeiten Sie in der Zukunft bieten kann. In Bezug auf die für diese Arbeit 
gestellte Forschungsfrage, „Inwiefern besitzt die Blockchain mit ihren Anwendungs-
möglichkeiten das Potential sich als zukunftsweisende Technologie im Supply 
Chain Sektor zu etablieren?“, lässt sich die Aussage treffen, dass die Blockchain grund-
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sätzlich das Potential besitzt, sowohl mit ihren Anwendungsmöglichkeiten die Anforderungen 
an eine neue Technologie im Supply Chain Sektor zu erfüllen, als auch unter bestimmten Vo-
raussetzungen flächendeckend adaptiert zu werden und sich in der Zukunft zu etablieren. 
Aufgrund der Neuheit der Technologie sowie der häufig nur theoretischen Natur der Anwen-
dungsmöglichkeiten lässt sich jedoch keine endgültige Aussage über das Ausmaß des Potenti-
als der Blockchain in der Praxisanwendung treffen. Dieses ist davon abhängig, welche Wei-
terentwicklungen, Forschungen und Erkenntnisse sich in den nächsten Jahren ergeben. Die 
Beantwortung der Forschungsfrage ist somit nur eingeschränkt möglich. 
6.2 Forschungsausblick 
Für zukünftige Forschungen wäre es interessant Feldstudien zu den in dieser Arbeit identifi-
zierten Anwendungsmöglichkeiten durchzuführen. Dies ermöglicht eine Aussage darüber 
treffen zu können, welche Auswirkungen diese nicht nur in der Theorie, sondern auch in der 
Praxis auf die Unternehmen und die Entwicklung der Supply Chain haben. Des Weiteren 
könnte eine Analyse der Integrationsmöglichkeiten in derzeit bestehende Systeme Aufschluss 
darüber geben, wie Unternehmen die Adaption der Blockchain-Technologie erleichtert wird. 
Auch besteht Bedarf zur Erforschung und Entwicklung von Standards und rechtlichen Grund-
lagen, beispielsweise in Bezug auf automatisierte Verträge, um die Nutzung einiger potentiel-
ler Anwendungen in der Praxis zu realisieren. 
Außerdem wurden in dieser Arbeit nicht die Auswirkungen berücksichtigt, welche andere 
neuartige, als potentiell disruptiv identifizierte, Innovationen auf die Blockchain haben kön-
nen. So wäre es interessant zu untersuchen welche zusätzlichen Anwendungsmöglichkeiten 
sich für die für die Supply Chain beispielsweise durch die Kombination mit künstlicher Intel-
ligenz ergeben, aber auch, welche anderen Technologien sich in den in dieser Arbeit identifi-
zierten Anwendungsgebieten eventuell durchsetzen könnten und somit die Relevanz der 
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