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POVZETEK 
 
Digitalizacija je močno spremenila današnji svet in podaljšala čas, ki ga vsak dan preživimo na 
internetu. Opravki, ki smo jih nekdaj lahko opravili le fizično, so danes v našem dosegu preko 
spleta. S tem smo sicer prihranili čas in trud, a vsa naša pozornost in delovanje sta se tako 
prestavila na svetovni splet. Pri tem pa se je povečala tudi možnost zlorabe nas (uporabnikov 
spleta) oz. naših podatkov. Spletni piškotki so del večine obstoječih spletnih strani in se jim je 
pri brskanju po internetu težko izogniti. Ravno zaradi neizbežnosti spletnih piškotkov je 
smiselno njihovo poznavanje in razumevanje. V teoretičnem delu naloge jih tako dodobra 
spoznamo – z njihovimi dobrimi in slabimi lastnostmi.  
 
Namen magistrske naloge je prikazati koncept uporabe spletnih piškotkov skozi pravni in 
sociološki vidik. Pravni vidik je razložen z obstoječo zakonodajo, s poudarkom na najnovejši 
Splošni uredbi o varstvu osebnih podatkov (Uredba GDPR). Socialni vidik je pojasnjen preko 
do sedaj objavljenih področnih raziskav z dodatkom manjše ankete, ki sem jo sam opravil. 
 
Magistrska naloga nas pripelje do spoznanja, da pravna varnost na obravnavanem področju 
obstaja. Vendar je, zaradi širokega obsega in dosega svetovnega spleta, področje zelo težko 
regulirati in paziti na upoštevanje zakonov ter navodil. Problemi se pojavljajo tudi pri prenosu 
pravnih predpisov iz teorije v prakso. Uporabniki spletnih strani sicer nominalno priznavamo 
zasebnost kot vrednoto in se čutimo ogrožene zaradi možnosti zlorab, vendar pa naša dejanja 
in obnašanje tega ne potrjujeta. Nalogo zaključim v luči miselnosti, da bi boljša izobraženost 
uporabnikov o obravnavani tematiki pripomogla k večji varnosti le-teh na internetu. 
 
Ključne besede: spletni piškotki, obvestilo o spletnih piškotkih, digitalizacija, internet, 
informacijska zasebnost, pravica do zasebnosti, varovanje osebnih podatkov, Uredba GDPR 
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ABSTRACT 
 
Digitization has changed today’s world and extended the time we spend on the internet every 
day. Tasks that we used to be only able to do physically are now within our reach online. This 
saves us time and effort, but all our attention and work has shifted to the World Wide Web. 
Consequently the risk of us (internet users) or our data being abused has greatly increased. Web 
cookies are a part of most websites, thus they are hard to avoid when browsing the internet. 
Precisely because of the inevitability of online cookies, it is essential to know and understand 
them. In the theoretical part of my thesis we get to know web cookies – their good and bad 
qualities. 
 
The purpose of this master's thesis is to present the concept of using web cookies through a 
legal and sociological aspect. The legal aspect is explained with existing legislation, with a 
focus on the most recent General Data Protection Regulation (GDPR). The social aspect is 
explained through available published research with addition of a small survey I conducted 
myself. 
 
The master's thesis leads us to a realization that legal certainty exists in the field of web cookies. 
However, due to the wide scope and reach of the World Wide Web, the field is very difficult to 
regulate and enforce laws and regulations. An occurring problem is also transmitting legal 
regulations from theory to practice. While internet users nominally recognize privacy as a value 
and they feel threatened by the possibility of abuse, their actions and behavior do not confirm 
this. I conclude my thesis on user’s education being a big part of their safeness on the internet.  
 
Keywords: web cookies, web cookie notification, digitization, internet, information privacy, 
right to privacy, protection of personal data, GDPR 
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1 UVOD 
V zadnjih petnajstih letih se je uporaba interneta močno povečala, saj je internet postal 
učinkovit način pridobivanja, organiziranja in sporočanja informacij. Danes, v sklopu 
globalizacije, posamezniki delijo z drugimi večjo količino informacij in podatkov kot kadarkoli 
v preteklosti. A pri tem ne govorimo samo o objavah strokovnih znanstvenih člankov, 
ustvarjanju spletnih strani posebne vsebine ali o objavah na spletnih omrežjih. Veliko podatkov 
se pridobi posredno, brez uporabnikovega zavedanja, in le-ti nato niso dostopni širši javnosti. 
Tak primer so aktivnost uporabnika na spletu in njegove preference za katere so zainteresirane 
družbe, ki se ukvarjajo z digitalnim marketingom. Takšne podatke se učinkovito pridobiva s 
pomočjo, v tej magistrski nalogi obravnavanih, spletnih piškotkov. S tem si družbe povečajo 
svoj dobiček, uporabniki pa na hitrejši način zadovoljijo svoje potrebe. V tem kontekstu so 
spletni piškotki lahko v veliko korist potrošniško usmerjeni družbi. Na področju informacijske 
zasebnosti (in posledično spletnih piškotkov) imamo sprejeto pravno ureditev – tako na 
nacionalni ravni kot na mednarodni ravni in obe sta za nas relevantni. Mednarodna ureditev je 
v zadnjem času, s Splošno uredbo o varstvu osebnih podatkov, zelo napredovala.  
 
Namen te magistrske naloge je prikaz koncepta spletnih piškotkov skozi dva prepletajoča se 
vidika. Prvi je sociološki vidik, ki raziskuje uporabnikov občutek nezavarovanosti ali celo 
ogroženosti pri uporabi spletnih piškotkov. Drugi pa je pravni vidik, kjer (kot bomo spoznali v 
nadaljevanju) pravna regulacija sicer obstaja, vendar ni povsem jasno v kakšni meri se pri 
uporabi spletnih piškotkov ceni oz. razume pravica do informacijske zasebnosti, ki je brez 
dvoma povezana s samimi piškotki. Vsekakor je vedno, ko je govora o spletnih piškotkih, 
potrebno imeti v mislih ustavno pravico do zasebnosti in ustavno pravico do varstva osebnih 
podatkov. Problematika ni neposredno v načinu opredelitve temeljnih pravic s strani področne 
zakonodaje, ampak bolj v dojemanju temeljnih pravic in vrednot, ki stojijo za to zakonodajo. 
Skladno s povedanim, je povezavo med pravnim in sociološkim vidikom možno predstaviti s 
pojmom pravne kulture, ki jo lahko zaznamo kot samo vrednotenje pravne dobrine varovanja 
zasebnosti in osebnih podatkov. Tukaj lahko govorimo o paradoksu zasebnosti, ki pravi, da 
uporabniki spletnih strani zasebnost nominalno priznavamo kot nekaj pomembnega in se 
čutimo ogrožene glede možnosti zlorabe le-te, vendar pa naša dejanja in obnašanje tega ne 
potrjujeta. Zato je potrebno zaščito informacijske zasebnosti v luči uporabe spletnih piškotkov 
razumeti in jo ozavestiti, tako na individualni kot družbeni ravni, ter se s problematiko 
neposredno soočiti v praksi. 
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2 SPLETNI PIŠKOTKI 
Ko govorimo o spletnih piškotkih, govorimo o majhnih tekstovnih datotekah, ki so shranjene 
na uporabnikovem računalniku s strani internetnega brskalnika, med tem ko uporabnik brska 
po svetovnem spletu.1 Piškotek vsebuje tri sestavine, in sicer ime strežnika s katerega je bil 
poslan, svojo življenjsko dobo (trajni, začasni,…) in samo vrednost piškotka (največkrat 
naključno število).2  
 
Pomembno je vedeti, da sam piškotek brez strežnika ni uporaben, saj le strežnik, ki je poslal 
piškotek, lahko prebere piškotek ter ga uporablja. Torej, piškotek je lahko v pomoč spletnemu 
mestu pri izvajanju storitev za uporabnika, le če ga prebere strežnik skupaj s spletnim 
brskalnikom – brez tega spletni piškotek prave funkcije nima.3  
 
2.1 Vrste piškotkov 
Poznamo več vrst spletnih piškotkov, ki se razlikujejo po svoji trajnosti, invazivnosti in 
namenu.4 Najkrajši čas živijo tako imenovani začasni ali sejni piškotki (angl. session cookies), 
katerih življenjska doba je odvisna od uporabnika, saj ti prenehajo obstajati s tem, ko uporabnik 
zapre brskalnik. Take piškotke poznamo npr. pri spletnem bančništvu, ki je znano občutljivo 
področje, zato mora biti invazivnost v zasebnost posameznika manjša. Na drugi strani pa imamo 
trajne ali shranjene piškotke (angl. persistent cookies), ki so bolj invazivni, saj ostanejo 
shranjeni tudi po zaprtju brskalnika. Spletne strani jih uporabljajo za shranjevanje informacij o 
nastavitvah jezika strani, o registraciji, za grajenje profilov uporabnikov in za analiziranje 
prometa. Te piškotki lahko ostanejo v računalniku več let, zato je njihova invazivnost precejšna.  
 
Poleg trajnih in začasnih pa poznamo še lastne in druge piškotke. Lastni piškotki (angl. 1st 
party cookies) so lastni spletnemu mestu, ki ga uporabnik uporablja. Piškotke spletno mesto 
uporablja za shranjevanje informacij, ki se bodo znova uporabile, ko se bo uporabnik vrnil na 
spletno mesto. Drugi piškotki (angl. 3rd party cookies) pa izhajajo iz drugih spletnih mest. Z 
njimi lahko različne fizične in pravne osebe zbirajo podatke o uporabnikih iz različnih spletnih 
                                                 
1 Kovačič Matej, Zasebnost na internetu, Mirovni institut, Institut za sodobne družbene in politične študije, 
Ljubljana, 2003, str. 46,47. 
2 Kdaj lahko uporabimo piškotke? Smernice Informacijskega pooblaščenca - kako prilagoditi uporabo piškotkov 
na spletnih straneh novim zahtevam zakonodaje? (21.03.2013). 
3 Ibid. 
4 Ibid. str. 3. 
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mest in jih uporabljajo za različne namene (oglaševanje, analiza, izboljšava produktov).5 
Seveda so zelo invazivni in predstavljajo večjo nevarnost v poseg zasebnosti posameznika.  
 
2.2 Prednosti piškotkov 
Najprej velja omeniti, da so bili leta 19946 piškotki primarno ustvarjeni z namenom bolj 
avtomatizirane interakcije med strežnikom in uporabnikom. Skladno s povedanim je beseda, ki 
najbolje opiše prednost uporabe spletnih piškotkov personalizacija.7 Z njimi se izkušnja na 
internetu čim bolj prilagodi posamezniku. Kot enostaven primer lahko navedemo nakupovanje 
preko svetovno znane spletne trgovine Amazon. Več kot uporabljamo Amazon, bolj spletna 
stran sama ve kakšne vrste produktov iščemo oz. kupujemo. Tako nam spletna stran že sama 
poda priporočila produktov za katere sumi, da nam bi bila všečna – s tem nam pomaga pri 
iskanju na obsežni spletni trgovini. Prav tako, zaradi piškotkov, si spletna stran zapomni 
uporabnikovo preteklo iskanje in prilagodi stran, ko bo ponovno brskal na isti strani.8 Če 
uporabnik da izdelek v nakupovalno košaro, a ga potem ne kupi, si spletna stran to zabeleži in 
ponuja ta isti izdelek ob vsaki priložnosti do nadaljnjega. Seveda imajo trgovci oz. upravljalci 
spletnih strani od tega veliko korist, saj se s tem znatno poveča možnost dejanskega nakupa 
takega izdelka. Zanimivo je, da v večini tega kot potrošniki sploh ne opazimo. Kar je v nasprotju 
s fizičnim nakupovanjem kjer, ko nam prodajalka (na podoben način) vsiljuje oblačilo za katero 
smo pokazali samo minimalen interes, hitro občutimo nelagodje. Na splošno govorimo o 
usmerjenem oglaševanju, pri čemer gre za to, da se uporabniku prikazujejo zgolj tisti oglasi, ki 
posameznika zanimajo oz. naj bi ga zanimali po analizi računalniških algoritmov. Gre za 
zanimiv in predvsem učinkovit način trženja izdelkov s strani ponudnikov oz. upravljalcev 
spletnih strani in je kot tak lahko tako prednost kot slabost spletnih piškotkov.9  
 
Piškotki poleg tega omogočajo spletnim stranem, da z njimi prilagajajo vsebino uporabnikom, 
shranjujejo vnose v nakupovalne košarice, omogočajo nemoteno rabo spletnih storitev ter 
mnogo drugih stvari.10  
 
                                                 
5 Ibid. str. 4. 
6 S strani razvijalca programske opreme Lou-a Mountulli-ja, in sicer takrat za podjetje Netscape.  
7 Možina Damjan: Varstvo osebnih podatkov na internetu – cookie: piškotek ali veliki brat, pravna praksa 
(21.12.2000). 
8 Ibid. 
9 Kristol M. David: HTTP Cookies: Standards, Privacy, and Politics. Junij 2001. 
10 Peng, W., & Cisna, J. (2000). HTTP cookies – a promising technology. Online Information Review, 24 (2), 
150–153. 
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Velja omeniti tudi, da bi bilo spletno nakupovanje brez piškotkov oteženo, saj bi se morali 
vsakič ob ponovnem obisku spletne strani na novo prijaviti. Stran si namreč ne bi zapomnila 
uporabnika, kar bi nakupovanje upočasnilo in jo naredilo manj priročno tj. čas jemajoče in 
utrudljivo. Iz tega pa sledi, da piškotki omogočajo tudi shranjevanje uporabniških imen in 
gesel.11 
 
Ni pa funkcija piškotkov omejena na usmerjenost ponudbe produktov, podobno je tudi npr. z 
vrsto ali velikostjo pisave, ki jo želimo in ob nastavitvi ostane shranjena ter nastavljena za vse 
naslednje obiske. Enako je tudi z zgodbami oz. novicami od športnih, kulturnih, znanstvenih 
do političnih. Spletna stran bo avtomatično uporabniku ponudila njemu priljubljene zgodbe in 
ne tistih za katere ob prejšnjih spletnih brskanjih ni pokazal zanimanja.12 
 
Na temelju spletnih piškotkov se ustvarja bolj personalizirana izkušnja uporabnika na internetu, 
kar omogoča opravljanje več opravil v krajšem času. V modernem svetu, ko časa vedno 
primanjkuje, je le-ta varčnost s časom eden od največjih motivov pri vsakodnevnih opravilih, 
zato so piškotki zelo popularni in, v zakonsko določenih mejah, tudi izjemno koristni za 
uporabnika.13  
 
2.3 Slabosti piškotkov 
Spletni piškotki imajo pomembno vlogo v zasebnosti uporabnikov. Predstavljajo pot po kateri 
lastniki in upravljalci spletnih strani pridobivajo in shranjujejo podatke uporabnikov. Torej, s 
pomočjo piškotov dobijo podatke kako dolgo je uporabnik na spletni strani in kaj točno na njej 
gleda, s čimer pa se lahko poseže v posameznikovo pravico do zasebnosti.14  
 
Pri tem gre za učinkovito profiliranje uporabnikov. To pomeni, da je zaradi piškotkov lažje 
razbrati uporabnikove navade brskanja po spletu, analizirati zgodovino brskanja, najti seznam 
opravljenih ali samo željenih nakupov ter celo zbrati in analizirati sociodemografske podatke.15  
 
                                                 
11 Graßl Paul. Schraffenberger Hanna. Borgesius Zuiderveen Frederik. Buijzen Moniek. Dark and bright patterns 
in cookie consent requests, julij 2020. 
12 Velagapudi, S. L., & Gupta, H. (2019). Privacy, Security Of Cookies In HTTP Transmission. 2019 4th 
International Conference on Information Systems and Computer Networks (ISCON). 
13 Ha Vicki, Inkpen Kori, Shaar Al Farah, Hdeib Lina: An examination of user perception and misconception of 
internet cookie, Association for Computing Machinery New York, United States, April, 2006. 
14 Peng, W., & Cisna, J. (2000). HTTP cookies – a promising technology. Online Information Review, 24 (2), 
150–153. 
15 Drev Matjaž, Obmetavanje s piškotki, pravna praksa (04.07.2013). 
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Torej, kot že omenjeno, se spletni piškotki lahko uporabijo za shranjevanje osebnih podatkov 
uporabnika. Tukaj gre lahko za vse – od imena ali elektronskega naslova pa do posebnih 
identifikatorjev, ki so lahko samo naključne črke in številke. Gre za podatke, ki jih uporabnik 
sam poda spletni strani preko registracije, prijave ali kako drugače. Vse to sicer ni 
problematično, dokler so ti podatki zavarovani in shranjeni zgolj začasno. Slednje pa se lahko 
krši, podatke se lahko zadrži dalj časa ali jih prestreže škodljiva programska oprema (angl. 
software). Verjetnost le tega je večja, ko obstaja nek skupen računalnik, ki ga uporablja več 
ljudi – po možnosti družina, huje pa se lahko poseže v zasebnost, če gre za javni računalnik npr. 
v knjižnicah.16  
 
Najpogosteje vir zaskrbljenosti v družbi, glede spletnih piškotkov, predstavlja tako imenovano 
»sledenje« uporabniku preko različnih spletnih strani, ki je največkrat uporabljeno za 
oglaševanje. To se po navadi naredi preko nevidnih sledilnih naprav (v nadaljevanju angl. Tag), 
ki ga opravljajo s piškotki. Poenostavljeno povedano, ko uporabnik obišče spletno stran z istim 
»tag-om«, le ta sporoči to oglaševalcu na strani, kjer je uporabnik nazadnje imel uporabljene 
piškotke. S seštevanjem informacij več različnih spletnih strani, lahko oglaševalec ustvari profil 
po uporabnikovih interesih preko zgodovine iskanja na internetu. Tako se prikazujejo oglasi, ki 
naj bi bili uporabniku v interesu, tudi ko uporabnik sam sploh ne išče več tovrstnega izdelka.17  
 
Največkrat gre v bistvu bolj za sledenje spletnemu brskalniku kot samemu uporabniku, saj se 
ne ve kdo pravzaprav sam uporabnik je. Vseeno pa lahko ob redni uporabi brskalnika le-ta hitro 
postane zelo personaliziran in posledično obstaja možnost zlorabe osebnih podatkov.18 Hkrati 
pa je lahko, v primeru uporabe skupnega računalnika, drug uporabnik deležen oglasov, ki niso 
namenjene njemu. Ob tem se lahko ustvari nevšečnost.  
 
                                                 
16 Oppenheimer Max: Internet Cookies: When is Permission Consent?, 85 Nebraska L. Rev. (2006), str. 391–411. 
17 Sivakorn Suphannee, Polakis Iasonas, Keromytis D. Angelos, The Cracked Cookie Jar: HTTP Cookie Hijacking 
and the Exposure of Private Information Department of Computer Science Columbia University, New York, USA. 
Maj 2016. 
18 Peng, W., & Cisna, J. (2000). HTTP cookies – a promising technology. Online Information Review, 24(2), 150–
153. 
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3 PRAVICA DO ZASEBNOSTI 
Pravica do zasebnosti je ustavnopravna pravica omenjena v 35. členu Ustave Republike 
Slovenije19, kjer piše: »Zagotovljena je nedotakljivost človekove telesne in duševne celovitosti, 
njegove zasebnosti ter osebnostnih pravic«.  
 
Pravica do zasebnosti je omenjena tudi v 8. členu Evropske konvencije o človekovih pravicah.20 
V tem členu so najprej omenjene pravice, ki so zaščitene (zasebno življenje, zasebnosti doma, 
družinsko življenje ter zasebnost dopisovanja), nato pa konvencija poudari, da pravica ni 
absolutna. Slednje pomeni, da je ob določenih pogojih mogoč poseg vanjo, vendar mora biti le-
to v skladu z zakonom in nujno v demokratični družbi. 
 
Sodna praksa in ustavno sodišče21 zasebnost razumejo kot »v območju človekovega bivanja bolj 
ali manj sklenjeno celoto njegovih ravnanj in ukvarjanj, občutij in razmerij, za katero je 
značilno in konstitutivno, da si jo človek vzdržuje sam ali z najbližjimi, s katerimi je v intimni 
skupnosti, in da v njej biva z občutkom varnosti pred vdorom javnosti ali kogarkoli 
nezaželenega«. 
 
Pri posegu v zasebnost se predvsem v kazenskopravnih zadevah uporablja tako imenovani 
koncept pričakovane zasebnosti,22 na podlagi katerega se preverja ali je oseba upravičeno lahko 
pričakovala, da bo v določenem trenutku uživala zasebnost. Za potrebe te magistrske naloge je 
ta koncept manj uporaben, saj je pri zasebnosti na internetu oz. digitalni zasebnosti težko 
dokazati, kdaj je oseba upravičeno pričakovala, da bo njena zasebnost varovana.  
 
V povezavi s 35. členom Ustave RS in spletnimi piškotki velja omeniti tudi 38. člen Ustave, ki 
govori o varstvu osebnih podatkov. Prav pri obdelavi osebnih podatkov na internetu največkrat 
govorimo o posegu v njihovo varnost, zato je v javnem interesu to področje čim bolje pravno 
in zakonsko urediti.  
 
                                                 
19 Ustava Republike Slovenije (Uradni list RS, št. 33/91-I, 42/97 – UZS68, 66/00 – UZ80, 24/03 – UZ3a, 47, 68, 
69/04 – UZ14, 69/04 – UZ43, 69/04 – UZ50, 68/06 – UZ121,140,143, 47/13 – UZ148, 47/13 – UZ90,97,99 in 
75/16 – UZ70a). 
20 Konvencija o varstvu človekovih pravic in temeljnih svoboščin (EKČP), Uradni list Republike Slovenije, št. 
33/1994, z dne 13.6.1994. 
21 Odločba US št. U-I-25/95, z dne 27.11.1997 točka 37. 
22 VSRS Sodba I Ips 32239/2013, z dne 27.10.2016. 
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Pravica do zasebnosti ima tri sestavne dele.23 Prvi je zasebnost v prostoru, ki se nanaša na željo 
posameznika, da ima možnost biti sam – torej, da je ločen od fizične prisotnosti drugih ljudi. 
Le-to smo že omenili in je verjetno prva asociacija, ko pomislimo na človekovo zasebnost. 
Drugi sestavini del je zasebnost osebnosti, ki se nanaša na svobodo misli, opredelitve in 
izražanja. V povezavi z uporabo spletnih piškotkov pa je najbolj zanimiv tretji sestavni del, in 
sicer informacijska zasebnost. Njeno bistvo je v želji posameznika, da obdrži informacije o 
sebi, ker noče, da bi bili z njimi seznanjeni drugi.24  
 
3.1 Razlaga pojma skozi čas 
Prva definicija zasebnosti izhaja iz leta 1890, ko sta Samuel Warren in Louis Brandeis25 v 
svojem članku Pravica do zasebnosti (angl. The Right to Have Privacy) zapisala, da je zasebnost 
v grobem prevodu »splošna pravica posameznika, da se ga pusti pri miru«. Leta 1967 je Alan 
Westin26 v svoji knjigi Zasebnost in svoboda zapisal, da je zgornja definicija preveč absolutna 
in zastarela ter ne upošteva vseh pravic posameznika. Sam je zato trditev razvil in dejal, da je 
zasebnost »pravica posameznika, skupine ali institucije, da se sama odloči kdaj, kako in v 
kakšnem obsegu naj bo določena informacija posredovana drugim«. Westin je s tem želel 
povedati, da kljub posedovanju informacij  o posamezniku s strani oblasti ali koga drugega, jih 
pravica posameznika do zasebnosti omejuje, da bi le-te lahko širili naprej brez premisleka ali 
posledic. Vseeno pa se je tudi on strinjal, da je zasebnost zelo širok pojem in je s tem enovita 
definicija praktično nemogoča, zato tudi ni splošno sprejete definicije. 
 
Zasebnost tako ni zgolj pravica izolacije od drugih, temveč pravica, ki omogoča funkcioniranje 
družbe. O tem je govoril tudi Robert Fano, ki je v svojih delih omenjal tri socialne vloge 
zasebnosti. Najprej pravi, da je pravica ohranjanja posameznikove zasebnost del pravice do 
samoohranitve – torej pravica, da ostanejo napačne odločitve v mladosti in osebni konflikti 
privatni, dokler niso le-ti ključni za položaj osebe znotraj družbe. Drugič, zasebnost je način s 
katerim družba dovoljuje odstopanja od družbenih norm na podlagi prepričanja, da nobena od 
norm ni univerzalno in dokončno zadostna. Pri tem se moramo zavedati, da vsak družbeni 
napredek zahteva eksperimentiranje znotraj njenih okvirjev. Tretjič, zasebnost je nujna za 
                                                 
23 Čebulj Janez: Varstvo informacijske zasebnosti v Evropi in Sloveniji, str. 7. 
24 Holvast, J. (1993), Vulnerability and Privacy: Are We on the Way to a Risk-Free Society? In: Proceedings of 
the IFIP-WG9.2 Conference, May 20–22, 1993, Namur, Belgium. 
25 Warren Samuel. Brandeis Louis. The Right to Privacy. Harvard Law Review, 4(5), 1890, str. 193–220. 
26 Westin F. Alan , Privacy And Freedom, 25 Wash. & Lee L. Rev. 166 (1968). 
8 
 
razvoj neodvisnega mišljenja, saj omogoča posameznikov odmik od družbe. Pri tem lahko 
posameznik svoje misli deli z ožjim krogom, preden je izpostavljen širši javnosti.27 
 
3.2 Problematika zasebnosti v digitalnem svetu 
Zasebnost na internetu je pereč problem. Zelo zanimiva je prispodoba, ki so jo v svoji knjigi28 
zapisali Abelson, Ledeen in Lewis in sicer, da na internetu ves čas puščamo digitalne sledi kot 
pri hoji po snegu. A ko hodimo po snegu, se ves čas zavedamo puščanja sledi, pri brskanju po 
spletnih straneh pa na to hitro pozabimo oz. spregledamo (lahko namerno ali nenamerno). Ko 
brskamo po internetu, naš računalnik zbira informacije, na podlagi katerih lahko izdela obširno 
sliko o tem kdo je uporabnik, kaj dela, kje dela, s kom je v stiku itd. Lahko bi se reklo, da je 
brskanje po internetu brez puščanja sledi skoraj tako nemogoče, kot je slednje nemogoče pri 
dejanski hoji po snegu.29  
 
Problem sicer ni v tem, da ljudje nočejo deliti informacij, temveč bolj v želji, da te informacije 
ostanejo znotraj okolja v katerem so jih prvotno delili. Kot primer lahko navedemo deljenje 
zdravstvenih težav z osebnim zdravnikom. Deljenje le-teh izven zdravstvenega okolja ima 
lahko velik vpliv in morebitne hude posledice za posameznika na vseh drugih področjih 
njegovega življenja. Varstvo zasebnosti je v takšnih situacijah tudi prvovrstnega pomena za 
kakovostno zdravstveno delo – brez zaupanja se namreč informacije zadržijo in resnični vzrok 
težavam ostane skrit, težava pa brez prave rešitve.30 
 
Ključna je predpostavka, da je zasebnost bolj socialni koncept kot informacijski.31 Nobena 
informacija ni deljena brez socialnega konteksta, kjer pa obstajajo norme. Tukaj govorimo 
predvsem o dveh tipih norm in sicer o primernosti32 (katere informacije so primerne za deljenje 
v določeni situaciji) in o distribuciji33 (kako naj bo podana informacija naprej distribuirana).  
 
                                                 
27 Fano M. Robert: Transmission of Information, Wiley, New York, 1961. 
28 Hal Abelson, Ken Ledeen, Harry Lewis: Blown to Bits - Your Life, Liberty, and Happiness After the Digital 
Explosion. 
29 Ibid. str. 22. 
30 Miller R. Arthur: Personal Privacy in the Computer Age: The Challenge of a New Technology in an Information-
Oriented Society Michigan Law Review Vol. 67, No. 6 (Apr., 1969), str. 1089–1246. 
31 Morando, F., Iemma, R., and Raiteri, E. (2014), Privacy evaluation: what empirical research on users’ valuation 
of personal data tells us. Internet Policy Review, 3(2), 1–11. 
32 Helen Nissenbaum: Privacy as contextual integrity, Washington Law Review, 2004, str. 120. 
33 Ibid. str. 122. 
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Prav tako velja omeniti štiri probleme zasebnosti na internetu, s katerimi se soočamo ob vsaki 
uporabi spletnih storitev.34 Prvi problem je distribucija in kopiranje, ki je na spletu zelo 
preprosto in (največkrat) s praktično ničelnimi stroški. Temu sledi, da je veliko informacij 
danih, pri tem pa so lahko uporabljene tudi za npr. sledenje. Drugi problem je, da so podatki na 
spletu večni. Kakorkoli želi uporabnik podatke izbrisat, je to do popolnosti praktično 
nemogoče. Tretji problem je, da se ne ve natančno komu uporabnik informacije poda. Lahko 
govorimo o navideznem občinstvu. Vse to predstavlja odstope od osebnega pristopa, kjer točno 
vemo komu smo podatke zaupali. Zadnji problem pa je uhajanje informacij, kar sicer naredimo 
zavestno, vendar se ne zavedamo v kakšnem obsegu.  
 
Večini posameznikov (z dostopom do interneta) z veliko verjetnostjo ustreza današnji svet, kjer 
informacije krožijo 24 ur na dan in je dostop do vseh storitev tako lažji kot tudi hitrejši. A pri 
tem smo se, v zameno za priročnost in učinkovitost, odrekli delu zasebnosti. V sodobnem svetu 
večina uporabnikov interneta in modernih tehnologij uporablja le-te tudi za stalen stik s svojimi 
bližnjimi (otroci, ženo itd.), preko družbenih omrežjih pa tudi za spremljanje prijateljev, 
znancev ter celo neznancev ali v skrajnem primeru sovražnikov.35 
 
Eksplozivna rast digitalnih tehnologij je radikalno spremenila naša pričakovanja v zvezi z 
zasebnostjo in spreobrnila naša mišljenja glede informacij, ki bi jih še pred kratkim brez 
pogojno imeli za zasebne. Moderne naprave so postale cenejše, boljše in privlačnejše 
potrošniku, pri tem pa se o nadzoru in izgubi zasebnosti malokdo sprašuje. Kot primer – če bi 
imela samo policija kamere na telefonih, bi bila populacija prestrašena. A ker jih imamo vsi, 
mirno in brez zadržkov pošiljamo slike iz kakršnihkoli dogodkov ter se pri tem ne 
obremenjujemo s tem, da nas tudi drugi slikajo.36  
 
Socialni razvoj, ki je bil podprt s strani potrošniške tehnologije, nas je preobrazil v to, da 
spodbujamo in sprejemamo novo tehnologijo. Socialni in tehnološki razvoj gresta z roko v roki. 
Poleg tega pa je mednarodni terorizem povzročil, da je javnost v večini demokracij bolj 
razumevajoča do vsiljivih ukrepov namenjenih varovanju naše družbe.37 Lahko rečemo, da 
                                                 
34 Lessig Lawrence. Code 2.0, Basic Books, A Member of the Perseus Books Group New York, Copyright © 2006 
by Lawrence Lessig CC Attribution-ShareAlike. 
35 Hal Abelson, Ken Ledeen, Harry Lewis: Blown to Bits - Your Life, Liberty, and Happiness After the Digital 
Explosion, str. 19–20. 
36 Ibid. str. 21.  
37 Lessig Lawrence. Code 2.0, Basic Books, A Member of the Perseus Books Group New York, Copyright © 2006 
by Lawrence Lessig CC Attribution-ShareAlike. 
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imamo na eni strani korporacije, ki želijo čim več zaslužiti, na drugi strani pa državno vodstvo, 
ki nas želi zaščititi. Meja med enim in drugim pa je vprašljiva. Poleg tega imamo posameznike, 
ki opozarjajo na slabo varstvo zasebnosti na eni strani ter posameznike, ki dobro služijo s 
pridobivanjem in razdajanjem osebnih podatkov na drugi.38 Posledično imamo močno deljena 
mnenja, ki gredo, glede na smer razvoja družbe, v smer bolj odprtega pristopa, z manjšim 
poudarkom na varovanju pravice do zasebnosti.  
 
3.3 Zakaj smo zgubili zasebnost oz. ali smo se ji prostovoljno odpovedali? 
Odgovor na vprašanje je kompleksen, saj je potrebno upoštevati več različnih vidikov. 
Tehnologija ustvarja priložnosti, hkrati pa s seboj nosi tveganja. Pri tem se tako posamezniki 
sami kot tudi družba v celoti odločamo kako bomo živeli v tem modernem spektru priložnosti 
in tveganj. Krivično bi bilo govoriti samo o tehnologiji kot nevarnosti, gledati moramo širše – 
mnogo je takšne, ki nas varuje in nam pomaga. Le-to poudarjajo avtorji knjige Blown to Bits.39 
Potrebno se je zavedati, da izgubljamo nadzor nad osebnimi podatki zaradi lastnega početja kot 
tudi zaradi početja drugih ljudi, ki vpliva na nas. Stvari delamo zato, ker jih tudi drugi delajo 
ali pa, da prihranimo čas oz. denar. Spet druge stvari delamo zato, da se zavarujemo v želji po 
občutku neranljivosti. Delimo zasebne informacije in s tem puščamo sledi z našega vsakdanjega 
življenja po spletu, pri tem pa se tega največkrat sploh ne zavedamo. Včasih pa je to početje 
zavestno, ker pretehtamo, da je pozitivnih eksternalij več kot negativnih. Izguba zasebnosti je 
problem, vendar enoznačne rešitve za ta problem ni, saj namreč tudi ni samo enega razloga 
zakaj to sploh dopuščamo.  
 
Obstaja torej več dejavnikov, zaradi katerih izgubimo oz. izgubljamo zasebnost. Nekaj jih bomo 
v nadaljevanju omenili.40  
 
Verjetno najbolj očiten je prihranek časa.41 Zelo vsakdanji primer je plačilo cestnine na 
avtocesti (preden so bile aktualne vinjete) pri čimer smo se izognili daljšim starim cestam in 
hitreje prišli na željeno točko. Ko si na neki postaji plačal cestnino, je bilo mesto plačila 
zabeleženo in ko si avtocesto zapustil, je bilo to ponovno zabeleženo. S tem se je lahko sledilo 
                                                 
38 Adams Anne, Sasse Angela Martina: Privacy in multimedia communications: Protecting users, not just data, 
People and Computers XV—Interaction without Frontiers str. 49-64, 2001. 
39 Hal Abelson, Ken Ledeen, Harry Lewis: Blown to Bits - Your Life, Liberty, and Happiness After the Digital 
Explosion, str. 36. 
40 Ibid. str. 36. 
41 Ibid. str. 38. 
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potovanju osebe, kar je predstavljalo vstop v njegovo zasebnost. V ZDA se to celo uporablja 
na sodišču v primerih kot je slednji: delavec trdi, da je bil v službi potem pa se na podlagi 
podatkov o plačilu cestnine izkaže, da se je v resnici vozil daleč od delovnega mesta.  
 
Razlog s katerim prav tako pogosto opravičujemo poseg v zasebnost je prihranek denarja.42 Na 
tem mestu velja omeniti primer lojalnih kartic velikih trgovinskih verig (npr. Mercator). Z njimi 
lahko podjetja sledijo nakupom potrošnika in kaj so le-ti pri posameznih nakupih kupili. Z 
uporabo teh kartic dovolimo, da se uporabljajo naši osebni podatki za preučevanje tržnih navad 
in posledično ciljno trženje. Finančna dobrobit in popusti so seveda predobri, da bi se jim 
odpovedali, zato večina potrošnikov kartice ugodnosti uporablja. Vseeno pa se je potrebno 
zavedati, da je vsak nakup povezan z imenom na kartici, posledično imajo trgovci natančne 
podatke o precej osebnih stvareh kot je recimo količina piva, ki jo posameznik spije na teden 
ali katero zobno krtačko uporablja vsakodnevno. Vse te podatke ima velika organizacija svojih 
podatkovnih zbirkah in pri tem obstaja možnost, da te podatke izgubi ali jim jih ukradejo. Tako 
prihranek časa kot prihranek denarja krojita udobje potrošnika, zaradi katere posamezniku 
izguba zasebnosti ne predstavlja oprijemljive težave in ne vzbuja občutka nelagodja.  
 
Poseg v zasebnost opravičujemo tudi s preprostim užitkom posameznika, ki ga čuti ob 
izpostavljenosti ali sprejetosti oz. odobravanju s strani drugih.43 Tukaj govorimo predvsem o 
modernih socialnih omrežjih (Facebook, Instagram, Twitter ipd.). Kot pri hranjenju ali po 
športni aktivnosti, se tudi pri prejemanju všečkov (angl. like) v naših možganih sprošča živčni 
prenašalec dopamin.44 Pri všečkanju gre pravzaprav za obliko učenja s pogojevanjem. Za 
objavo dobimo všeček, ki predstavlja potrditev ali pohvalo in naše vedenje utrdi ter s tem 
postane pogostejše.45 Posamezniki zato objavljajo informacije iz svojega zasebnega življenja 
preko slik, videov, zapisov in podobnega v želji, da to delijo s prijatelji in znanci ter so zaradi 
tega deležni njihove pozornosti in potrditve. Pri uporabi socialnih omrežji je bistveno 
zavedanje, da ko je enkrat neka vsebina na internetu, jo je praktično nemogoče izbrisati. Z 
razvojem tako posameznika kot družbe skozi čas lahko marsikatera objava hitro postane 
neprimerna ali družbeno ne sprejemajoča.46 Bistven je dober premislek pred dejansko objavo 
(česarkoli) na spletu. 
                                                 
42 Ibid. str. 40. 
43 Ibid. str. 43. 
44 The Psychology of Social Media, King University, z dne 19.09.2019. 
45 Ibid. 
46 Almeida A.F. Virgilio, Privacy Problems in the Online World, IEEE Internet Computing, marec 2012. 
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Kot razlog s katerim opravičujemo poseg v zasebnost velja omeniti tudi preprosto dejstvo, da 
drugače niti ne znamo več živeti. Tukaj je mišljeno pomankanje časa, volje in/ali potrpljenja, 
da bi se ukvarjali z izgubo zasebnosti in skušali živeti bolj previdno.  
 
4 PRAVNI VIDIK 
V tem poglavju naloge bomo spoznali področno zakonodajo, poleg tega pa bo na koncu opisana 
tudi relevantna in, v kontekstu spletnih piškotkov, zanimiva sodna praksa Sodišča EU. Ko 
govorimo o pravici do zasebnosti ter spletnih piškotkih, imamo v mislih dva nacionalna zakona. 
Kot že omenjeno, piškotki so urejeni v Zakonu o elektronskih komunikacijah.47 Poleg tega pa 
je neposredno s problematiko informacijske zasebnosti in spletnih piškotkov povezan tudi 
Zakon o varstvu osebnih podatkov.48 Imamo pa tudi mednarodne akte, ki so neposredno 
uporabljivi. ZEKom-1 je v slovenski pravni red prinesel Direktivo 2002/58/ES.49 Ta je bila 
kasneje spremenjena z Direktivo 2009/136/ES.50 Prva direktiva na tem področju pa je bila 
Direktiva 95/46/ES,51 iz leta 1995. Najnovejša je (že omenjena) Splošna uredba o varstvu 
osebnih podatkov,52 ki je stopila v veljavo 25.05.2018.  
 
4.1 Zakon o elektronskih komunikacijah (ZEKom-1) 
Pri razlagi piškotkov si bomo pomagali s smernicam Informacijskega pooblaščenca,53 s 
katerimi Informacijski pooblaščenec razlaga spremembe zakonodaje in daje upravljalcem 
navodila ter nasvete za implementacijo sprememb.  
 
                                                 
47 Zakon o elektronskih komunikacijah (Uradni list RS, št. 109/12, 110/13, 40/14 – ZIN-B, 54/14 – odl. US, 81/15 
in 40/17). 
48 Zakon o varstvu osebnih podatkov (Uradni list RS, št. 94/07 – uradno prečiščeno besedilo). 
49 Direktiva 2002/58/ES Evropskega parlamenta in sveta z dne 12. julija 2002 o obdelavi osebnih podatkov in 
varstvu zasebnosti na področju elektronskih komunikacij (Direktiva o zasebnosti in elektronskih komunikacijah). 
50 Direktiva 2009/136/ES Evropskega parlamenta in sveta z dne 25. novembra 2009 o spremembah Direktive 
2002/22/ES o univerzalnih storitvah in pravicah uporabnikov v zvezi z elektronskimi komunikacijskimi omrežji 
in storitvami, Direktive 2002/58/ES o obdelavi osebnih podatkov in varstvu zasebnosti na področju elektronskih 
komunikacij in Uredbe (ES) št. 2006/2004 o sodelovanju med nacionalnimi organi, odgovornimi za izvrševanje 
zakonodaje o varstvu potrošnikov. 
51 Direktiva Evropskega parlamenta in sveta 95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri obdelavi 
osebnih podatkov in o prostem pretoku takih podatkov. 
52 Uredba (EU) 2016/679 Evropskega parlamenta in sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna 
uredba o varstvu podatkov). 
53 Kdaj lahko uporabimo piškotke? Smernice Informacijskega pooblaščenca - kako prilagoditi uporabo piškotkov 
na spletnih straneh novim zahtevam zakonodaje? 
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Neposredno se spletni piškotki pojavijo v 157. členu ZEKom-1. V tem členu razberemo, da je 
zakonodajalec dal velik pomen privolitvi uporabnika. Privolitev mora biti jasna, uporabnik pa 
mora biti ustrezno informiran. Zakon se navezuje tudi na Zakon o varstvu osebnih podatkov, ki 
v 19. členu pravi, da mora upravljavec posamezniku podati informacije o upravljavcu osebnih 
podatkov in njegovem morebitnem zastopniku ter o namenu obdelave osebnih podatkov. 
Poenostavljeno je torej potrebno uporabnika, še predno se piškotek naloži na opremo, obvestiti 
o tem, katere piškotke uporablja in kako bodo podatki, ki se obdelujejo s pomočjo piškotka, 
uporabljeni in ob potrebi tudi pridobiti privolitev uporabnika za samo uporabo. Po vsem tem pa 
se piškotek lahko shrani na uporabnikovo opremo.54  
 
V drugem odstavku sta omenjeni dve izjemi, ko ni potrebna uporabnikova vnaprejšnja 
privolitev, s čimer je invazivnost v poseg zasebnosti uporabnika večja. Ena izjema je prenos 
sporočila po elektronskem komunikacijskem omrežju, druga pa je v primeru nujno potrebne 
zagotovitve storitve informacijske družbe, ki jo naročnik ali uporabnik izrecno zahtevata. Pri 
prvi izjemi gre za to, da brez spletnega piškotka sporočilo v komunikacijskem omrežju ne bi 
bilo preneseno – torej to tehnično ne bi bilo izvedljivo. Pri drugi izjemi pa je pomembno, da je 
uporabnik za to aktivno izrazil svojo voljo s privolitvijo (torej s klikom na določeno polje ali z 
določeno nastavitvijo ipd.). Pomembno pa je poudariti, da izjema velja restriktivno in piškotek 
lahko traja samo toliko časa kot je potrebnega za dosego namena piškotka. Primeri piškotkov 
pri katerih govorimo o izjemah so npr.: piškotki, ki so potrebni zaradi varnosti in zavarovanja; 
piškotki za avtentikacijo uporabnika; piškotki, ki omogočajo predvajanje multi-medijskih 
vsebin.55 
 
V tretjem odstavku tega člena zakon govori o različnih vrstah privolitve (tudi zgolj v obliki 
nastavitev v brskalniku ali drugih aplikacijah), vendar je potrebno ostati v skladu z Zakonom o 
varstvu osebnih podatkov, kar pomeni osebno privolitev kot jo omenjeni zakon določa. To bo 
podrobneje opisano v nadaljevanju.  
 
Nato pa zakon v četrtem in petem odstavku 157. člena omeni, da ima ob kršitvah prednost pred 
Zakonom o varstvu osebnih podatkov Zakon o elektronskih komunikacijah. Kršitelj pa pri tem 
ne bo kaznovan zaradi kršitev dveh zakonov. Nadzor nad izvajanjem določb tega člena opravlja 
Informacijski pooblaščenec.  
                                                 
54 Ibid. 
55 Ibid. 
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Predno lahko upravljalec spletne strani shrani ali prenaša kakršnekoli podatke uporabnika z 
računalnika, telefona ali druge digitalne naprave, mora torej najprej dobiti informirano 
privolitev. Namen tega je seveda povečanje zasebnosti uporabnika in preprečitev, da bi spletne 
ustanove ali drugi subjekti dobili informacije o uporabniku brez njegovega vedenja o tem. 
Vendar se lahko zgornji zapis razume na dva načina in sicer kot opt-in ali opt-out.56 Slednji 
pomeni, da se uporabnik strinja s uporabo piškotkov, razen če eksplicitno pokaže nestrinjanja. 
Medtem ko opt-in pomeni, da mora uporabnik eksplicitno izraziti privolitev predno so lahko 
spletni piškotki uporabljeni. Od Splošne uredbe o varstvu osebnih podatkov dalje pa je potrebna 
opcija opt-in.57 
 
Na tem mestu velja poudariti, da zakonodaja ne prepoveduje spletnih piškotkov, vendar zgolj 
zaostruje pogoje pod katerimi jih lahko uporabljamo – vse v luči večjega varstva zasebnosti 
uporabnika. To se uresničuje s tem, ko je uporabnik s piškotki seznanjen in mu je dana izbira 
nad spremljanjem njegove aktivnosti na internetu s strani spletnih upravljalcev.  
 
4.2 Zakon o varstvu osebnih podatkov (ZVOP-1) 
Že sama vsebina zakona v prvem členu pravi, da je namen tega zakona preprečevanje 
neustavnih, nezakonitih in neupravičenih posegov v zasebnost. 
 
Kljub temu, da gre za starejši zakon iz leta 2004, nazadnje noveliran leta 2007, njegova vsebina 
obravnava problematiko modernega sveta. Zakon bolj natančno ureja področje varstva osebnih 
podatkov. Tamara Petrović v svojem članku ugotavlja v primerjavi določb Splošne uredbe in 
določb ZVOP-1, da so pogoji za zakonito privolitev za potrebe upravljalcev (za katere se 
uporablja omenjen Zakon) vsebinsko podobni tistim, ki jih določa Splošna uredba.58 Slovenski 
zakonodajalec je torej že leta pred uveljavitvijo Splošne uredbe zaznal, da je opredelitev 
privolitve v Direktivi 95/46 preveč splošna. Vseeno pa velja na tem mestu poudariti, da se 
Splošna uredba skladno s primarnimi načeli evropske unije uporablja neposredno in ima v 
koliziji s slovenskim zakonom prednost. V izogib neprijetnostim in nasprotovanju s pravili je 
pomembno natančno poznavanje Splošne uredbe. 
                                                 
56 Kulyk Oksana, Hilt Annika, Gerber Nina, Volkamer Melanie. “This Website Uses Cookies”: Users’ Perceptions 
and Reactions to the Cookie Disclaimer, april 2018. 
57 Ibid. 
58 Petrović Tamara. Privolitev v obdelavo osebnih podatkov. Pravna praksa (11.05.2017). 
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4.3 Splošna uredba o varstvu podatkov (Uredba »GDPR«) 
Namen Uredbe je predvsem povečati zaupanje potrošnikov s povečanjem varnosti in zasebnosti 
njihovih podatkov, posledično pa tudi povečati promet podjetij.  
 
Celotna Uredba GDPR52 (angl. General Data Protection Regulation) je zelo obsežna, 
osredotočili se bomo predvsem na obravnavo zasebnost in privolitev znotraj nje, saj se na tem 
mestu povezuje s spletnimi piškotki. Kljub temu, da so piškotki v Uredbi omenjeni zgolj enkrat 
je privolitev na podlagi spletnega piškotka eden najbolj pogostih privolitev v obdelavo osebnih 
podatkov na internetu. Taka privolitev je enostavna, ker omogoča upravljalcem spletnih strani 
hiter doseg njihovega namena tj. zbiranje podatkov o uporabniku. Z novo Uredbo GDPR je 
dolžnost lastnikov spletnih strani in upravljalcev, da se osebni podatki zbirajo in procesirajo 
zakonito z vsemi pogoji podanimi v tej Uredbi. Na tem mestu velja omeniti, da Uredba velja 
tudi zunaj Evropske Unije (EU), če se podatki zbirajo in obdelujejo o prebivalcih držav članic 
EU. 
 
Za dobro razumevanje vsebine Uredbe je nujno poznavanje osnovnih pojmov, ki so v njem 
uporabljeni. Osebni podatek je definiran v prvi točki četrtega člena in sicer: »„osebni podatki“ 
pomeni katero koli informacijo v zvezi z določenim ali določljivim posameznikom (v nadaljnjem 
besedilu: posameznik, na katerega se nanašajo osebni podatki); določljiv posameznik je tisti, 
ki ga je mogoče neposredno ali posredno določiti, zlasti z navedbo identifikatorja, kot je ime, 
identifikacijska številka, podatki o lokaciji, spletni identifikator, ali z navedbo enega ali več 
dejavnikov, ki so značilni za fizično, fiziološko, genetsko, duševno, gospodarsko, kulturno ali 
družbeno identiteto tega posameznika.«  
 
Povezava s spletnimi piškotki je obravnavana v 30. točki uvodnih izjav, kjer je zapisano: 
»Posamezniki so lahko povezani s spletnimi identifikatorji, ki jih zagotovijo njihove naprave, 
aplikacije, orodja in protokoli, kot so naslovi internetnega protokola in identifikatorji 
piškotkov, ali drugimi identifikatorji, kot so oznake za radiofrekvenčno identifikacijo. To lahko 
pusti sledi, ki se lahko, zlasti kadar se kombinirajo z edinstvenimi identifikatorji in drugimi 
informacijami, ki jih prejmejo strežniki, uporabijo za oblikovanje profilov posameznikov in 
njihovo identifikacijo.« 
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Iz tega povzamemo, da se tudi piškotki, predvsem tisti s katerimi lahko identificiramo 
posameznika, obravnavajo kot osebni podatek. Kar pomeni, da za njih veljajo posebna pravila.  
 
Definicija same obdelave je zapisana v drugi točki četrtega člena Uredbe, in sicer: »„obdelava“ 
pomeni vsako dejanje ali niz dejanj, ki se izvaja v zvezi z osebnimi podatki ali nizi osebnih 
podatkov z avtomatiziranimi sredstvi ali brez njih, kot je zbiranje, beleženje, urejanje, 
strukturiranje, shranjevanje, prilagajanje ali spreminjanje, priklic, vpogled, uporaba, razkritje 
s posredovanjem, razširjanje ali drugačno omogočanje dostopa, prilagajanje ali kombiniranje, 
omejevanje, izbris ali uničenje;« 
 
Za zakonito obdelavo podatkov je potrebno izpolnjevanje vsaj enega od šestih pogojev, ki so 
zapisani v šesti točki Uredbe. To so privolitev, izvajanje pogodbe, zakonska obveznost, zaščita 
življenjskih interesov posameznika, javni interes in zakoniti interes. Brez izpolnitve vsaj enega 
od teh pogojev obdelovanje podatkov posameznika ni dovoljeno.  
 
Pomembna novost, ki jo omenja Splošna uredba o varstvu osebnih podatkov, je tudi delitev 
informacijske zasebnosti na dva pojma, in sicer načrtovana zasebnost (angl. privacy by design) 
in privzeta zasebnost (angl. privacy by default). Obe vrsti zasebnosti sta omenjeni v 25. členu 
Uredbe.  
 
Načelo načrtovane zasebnosti pravi, da je za zagotavljanje varstva osebnih podatkov potrebno 
o njej razmišljati že v najzgodnejših fazah načrtovanja in razvoja ali izbire. Že na začetku je 
treba iskati povezavo med pravom, tehnologijo ter pravicami, ki jih želimo obvarovati. 
Računalniški strokovnjaki morajo, še predno je aplikacija dostopna javnosti, razmišljati o 
varovanju zasebnosti in to pravico dejavno vključiti v samo aplikacijo. To ni več naloga le 
vodilnih v državi, kot je bila praksa v preteklosti. Pomembna je tako sama zasnova že v začetku. 
Cilj je povečanje ozaveščenosti zavezancev o varstvu zasebnosti posameznikov ter njihova 
samoomejitev na tiste podatke, ki so za delovanje njihovih izdelkov nujni. Poleg tega pa je, kot 
ugotavlja Podpečan,59 namen čimprejšnja psevdonimizacija, transparentnost funkcij in 
procesov obdelovanja osebnih podatkov, izboljšanje ukrepov za zavarovanje podatkov in 
omogočanje nadzora s strani posameznika nad obdelovanjem njegovih osebnih podatkov.  
 
                                                 
59 Podpečan Mitja. Prihodnost informacijske zasebnosti. Pravna praksa (02.07.2015). 
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Po načelu privzete zasebnosti pa je pri uporabi storitev ali izdelkov že privzeta nastavitev taka, 
da omogoča največjo možno zaščito, torej najobsežnejšo varstvo osebnih podatkov. Potrebno 
je minimalizirati obdelavo osebnih podatkov.60 Kot primer lahko vzamemo priljubljeno 
aplikacijo Facebook, kjer mora uporabnik z lastno aktivnostjo in samostojno nastavitvijo podati 
svoj profil kot javen, pri čimer torej sam zmanjša oz. skoraj izniči svojo pravico do zasebnosti 
na tem omrežju.  
 
4.3.1 Izjava o varstvu osebnih podatkov 
Tu gre za zelo pomembno dejanje, saj mora obdelovalec podatkov pravilno oblikovati izjavo o 
varstvu osebnih podatkov, da je obdelava skladna s pravili Splošne uredbe o varstvu podatkov 
(12.–14. člen). S tem se doseže transparentnost obdelave osebnih podatkov.  
 
Za take izjave so možna različna poimenovanja – od politike zasebnosti do izjav o varovanju 
zasebnosti. Velikokrat se zgodi, da so informacije o obdelavi osebnih podatkov dane kot pogoj 
uporabe spletne strani in so lahko samo del širšega pravnega obvestila. V praksi so to navadno 
pogoji, ki jih je potrebno potrditi, da lahko dostopamo do vsebine spletne strani. Lahko pa se 
izjava ujema oz. prekriva tudi z obvestilom o spletnih piškotkih.  
 
Zelo pomembno je, da je izjava o varstvu osebnih podatkov razumljiva uporabnikom. Iz izjave 
mora uporabnik razbrati vsaj šest stvari,61 s katerimi postane obdelava podatkov skladna z 
Splošno uredbo o varstvu podatkov.62 To so: 
1. Kdo obdeluje podatke? Mišljeni so podatki upravljalca – osebno ime, če gre za fizično 
osebo oz. naziv podjetja in naslov (sedež), če gre za pravno osebo. Možno je tudi, da je 
imenovana pooblaščena oseba ali predstavnik, če gre za upravljalca izven EU (takrat je 
obvezno podati podatke teh oseb).63 
2. Kateri podatki se obdelujejo? To so podatki, ki jih uporabnik spletne strani sam deli. Pri 
tem je pomembno poudariti, da je potrebno omeniti tudi podatke, ki jih upravljalec zbira 
v zvezi s samim obiskom spletne strani (npr. IP naslov, datum in ura ipd.)64 
                                                 
60 Ibid. 
61 Smernice Informacijskega pooblaščenca za oblikovanje izjave o varstvu osebnih podatkov na spletnih straneh, 
z dne 06.12.2018. 
62 Uredba (EU) 2016/679 Evropskega parlamenta in sveta z dne 27. aprila 2016 o varstvu posameznikov pri 
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna 
uredba o varstvu podatkov). 
63 Ibid. člen 13/1. 
64 Ibid. 
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3. Zakaj se podatki obdelujejo? Potrebno je navesti namen obdelave in pravno podlago na 
kateri obdelava osebnih podatkov poteka. Potrebno je uporabnika tudi obvestiti kakšne 
so posledice, če se ta ne strinja z obdelavo.65  
4. Komu se podatki posredujejo? Zelo pomembno je uporabniku pojasniti komu bodo 
osebni podatki posredovani, torej kdo bo uporabnik teh osebnih podatkov (npr. 
oglaševalsko podjetje). Nujno pa je hkrati opozoriti, da se varujejo podatki tudi v 
primeru njihovega prenosa v tretje države (npr. z zagotovljenem ustreznih zaščitnih 
ukrepov).66  
5. Koliko časa se podatki hranijo? Čas hrambe mora biti določen ali vsaj določljiv tako, 
da se zapiše kriterije po katerih se določi čas hrambe.67 
6. Katere so pravice uporabnikov? Tukaj govorimo o pravici do izbrisa, do popravka, do 
omejitve obdelav, do ugovora, do prekinitve privolitve, do prenosljivosti itd. 
Pomembno je omeniti tudi pravico do pritožbe v primeru kršitve Splošne uredbe o 
varstvu podatkov.68  
 
Informacijski pooblaščenec v svojih smernicah69 omenja tudi dva dodatna pogoja za posebne 
primere. In sicer najprej za profiliranje – če ustvarjalec ustvarja profile na podlagi pridobljenih 
podatkov, je potrebno uporabnika obvestiti o razlogih za le-to in posledice le-tega. Enako velja 
tudi za avtomatizirano odločanje. V primeru, da gre za nadaljnjo obdelovanje podatkov z 
namenom, ki ni enak prvotnemu namenu je potrebno o tem obvestiti uporabnika že pri 
prvotnem zbiranju (npr. neposredno trženje na podlagi nakupa izdelka).  
 
4.3.2 Ocene učinkov o varstvu osebnih podatkov (DPIA) 
V uvodnih določbah 89 Splošne uredbe GDPR je zapisano, da je bila v prejšnji direktivi 
95/46/ES določena splošna obveznost obveščanja nadzornih organov glede obdelave osebnih 
podatkov. Vendar je to prinašalo finančna in upravna bremena, prav tako pa ni bila vedno 
učinkovita. Zato je bilo potrebno splošno obveznost obveščanja odpraviti in jo nadomestiti z 
oceno učinkov v zvezi z varstvom osebnih podatkov (DPIA), kar naj bi bilo v praksi veliko bolj 
učinkovito.  
                                                 
65 Ibid. 
66 Ibid. člen 15. 
67 Ibid. člen 13/2. 
68 Ibid. členi 16-23. 
69 Smernice Informacijskega pooblaščenca za oblikovanje izjave o varstvu osebnih podatkov na spletnih straneh, 
z dne 06.12.2018. Ibid. str. 6. 
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Informacijski pooblaščenec pojasnjuje,70 da gre pri oceni učinkov v zvezi z varstvom osebnih 
podatkov (DPIA) za orodje namenjeno za identifikacijo, analizo in zmanjševanje tveganj glede 
nezakonitih ravnanj z osebnimi podatki do katerih lahko pride pri določenem projektu, sistemu 
ali uporabi tehnologije. S Splošno uredbo GDPR je tudi DPIA dobila nov zagon, saj je v 
določenih primerih obvezna.  
 
Namen ocene je predvsem preprečevanje nezakonite obdelave osebnih podatkov, poleg tega se 
vsakršno tveganje za nepravilnosti z izvajanjem DPIA izniči.71 Pomembno pa je sledenje 
petemu členu Splošne uredbe GDPR, kjer so omenjena načela v zvezi z obdelavo osebnih 
podatkov. Ta načela predstavljajo osnovo za izdelavo ocene in so: zakonitost, pravičnost in 
preglednost; omejitev namena; najmanjši obseg podatkov; točnost; omejitev shranjevanja; 
celovitost in zaupnost (informacijska varnost). 
 
Sam institut ocene je omenjen v 35. členu Splošne uredbe, kjer piše, da mora obdelovalec 
narediti oceno učinkov predvidenih dejanj obdelave na varstvo osebnih podatkov kadar obstaja 
možnost, da lahko obdelava povzroči veliko tveganje za pravice in svoboščine posameznikov.  
 
S piškotki je mogoče dejanje profiliranja – torej oblikovanja profilov, na podlagi podatkov, ki 
jih upravljalec dobi. V 3.a točki 35. člena Splošne uredbe je ravno to eden od primerov kdaj se 
zahteva DPIA. V sedmem odstavku 35. člena je zapisano kaj vse mora ocena vsebovati, in sicer 
sistematičen opis predvidenih dejanj obdelave in namenov obdelav pa tudi zakonitih interesov; 
oceno potrebnosti in sorazmernosti dejanj obdelave; oceno tveganj za pravice in svoboščine 
posameznikov, na katere se nanašajo osebni podatki; ukrepe za obravnavanje tveganj, vključno 
z zaščitnimi ukrepi, varnostne ukrepe ter mehanizme za zagotavljanje varstva osebnih podatkov 
in za dokazovanje skladnosti s to uredbo. Čeprav v praksi ni veliko ocen v povezavi z učinki 
spletnih piškotkov, bi slednje vseeno lahko bile uporabne v določenih primerih npr. ko bi s 
pomočjo spletnih piškotkov v obdelavo šla večja količina osebnih podatkov različnih 
uporabnikov. 
 
Pri piškotkih je (še) vedno odprto vprašanje veljavne privolitve posameznika. V primeru, da 
obrazec za privolitev ni skladen s pravili je privolitev vprašljiva, posledično so lahko vse 
                                                 
70 Ocene učinkov na varstvo podatkov – Smernice Informacijskega pooblaščenca, z dne 07.10.2019. 
71 Ibid. 
20 
 
nadaljnje obdelave osebnih podatkov nezakonite. To pomeni, da je potrebno podatke zbrisati, 
poleg tega pa še plačati visoke globe. Ukrep s katerim bi to preprečili, bi bil podroben pregled 
pogojev veljavnosti privolitve ter njihovo upoštevanje v praksi pri uporabi spletnih piškotkov. 
Iz opisa smernic Informacijskega pooblaščenca naj bi bil namen izvedbe učinkov ocene 
predvsem ugotoviti kateri so primerni varnostni ukrepi glede na okoliščine, potem pa zagotoviti, 
da bodo ukrepi izvajani v praksi ter s tem preprečiti izgube in neželene dogodke.72  
 
Kdaj lahko DPIA pride v poštev lepo prikazuje primer podan s strani Informacijskega 
pooblaščenca: »Programska oprema določenega ponudnika ne zagotavlja sledljivosti obdelave 
osebnih podatkov. Če tega nismo ugotovili pred odločitvijo za njegovo opremo, bomo morali 
bodisi zamenjati ponudnika programske opreme, bodisi naročiti verjetno drago nadgradnjo. 
Obojemu bi se lahko izognili s pravočasno izvedeno DPIA.« Z izvedbo DPIA se torej uporabnik 
zavaruje in je tako izvedba ocene predvsem v korist njega samega.73 
 
Splošna uredba v uvodni izjavi 91 pravi: »Obdelava osebnih podatkov se ne bi smela šteti kot 
obdelava v velikem obsegu, če gre za obdelavo osebnih podatkov pacientov ali strank s strani 
posameznega zdravnika, drugega zdravstvenega delavca ali odvetnika.« Pri tem je poudarjena 
pomembnost konteksta (o katerem smo govorili v tretjem poglavju) v katerem so podane 
informacije, zato v primerih kjer ne pride do posega v zasebnost, tudi ni potrebe po oceni učinka 
v zvezi z varstvom osebnih podatkov oz. le-ta ni obvezna. 
 
4.4 Primer sodne prakse 
Ker je Uredba GDPR relativno nova, na internetu ni dostopne veliko sodne prakse v povezavi 
s spletnimi piškotki. Obstaja pa sodba Sodišča EU,74 ki je povezana s tematiko te naloge. Za 
predstavitev slednje sem se odločil, ker sodišče jasno predstavi svoje stališče o spletnih 
piškotkih, o obvestilih o spletnih piškotkih ter o objavljanju le-teh v praksi. Sodba tako v celoto 
zaobjame večino predhodno razložene teorije in jo predstavi v smiselnem kontekstu. 
 
V konkretnem primeru je šlo za spor med Zveznim združenjem organizacij in združenjem za 
varstvo potrošnikov (zvezno združenje organizacij za varstvo potrošnikov – v nadaljevanju kot 
                                                 
72 Ibid. str. 23. 
73 Ibid. str. 8. 
74 Sodba Sodišča EU v zadevi C-673/17, Bundesverband der Verbraucherzentralen und Verbraucherverbände – 
Verbraucherzentrale Bundesverband eV proti Planet49 GmbH z dne 1.10.2019. 
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Zvezno združenje) ter družbo Planet49 GmbH. Ta družba se ukvarja s prodajo spletnih iger. V 
konkretni zadevi je šlo za vprašanje privolitve posameznikov v nagradni igri, ki jo je 
organizirala družba Planet49 GmbH. S privolitvijo so posamezniki posredovali svoje osebne 
podatke sponzorjem in partnerjem navedene družbe ter privolili v hrambo ter dostop do 
podatkov, ki so shranjeni v terminalski opremi uporabnikov.  
 
Internetni uporabniki, ki so želeli sodelovati v nagradni igri, so morali izdati svojo poštno 
številko, pri čemer so bili preusmerjeni na spletno stran, kjer so morali vpisati svoje ime in 
priimek. Pod polji za vnos sta bili dve opombi s potrditvenima poljema. V prvem potrditvenem 
polju, kjer polje ni bilo vnaprej označeno, je pisalo, da uporabnik soglaša s SMS obveščanji o 
ponudbah s svojega področja.75 V drugem potrditvenem polju, kjer pa je bilo polje vnaprej že 
označeno, je pisalo da uporabnik soglaša z namestitvijo piškotkov, ki družbi Planet49 
omogočajo analizo iskalnih in uporabniških navad na spletnih mestih oglaševalskih partnerjev 
ter s tem usmerjeno oglaševanje glede na zanimanje uporabnika.76 Sodelovanje v nagradni igri 
je bilo mogoče, če je bilo odkljukano vsaj prvo polje.77 Povedano na kratko – z že v naprej 
obkljukanim poljem je uporabnik potrdil uporabo piškotkov, ki jih ponudnik spletnega mesta 
na računalniku uporabnika shrani in do katerih lahko ponudnik, ko uporabnik spet uporabi to 
spletno mesto, ponovno dostopa in s tem bi lahko pridobil informacije o uporabnikovem 
vedenju.78 Tako lahko ponudnik internetnih strani posredno, preko piškotkov in z uporabo 
osebnih podatkov uporabnika, analizira navade potrošnika/uporabnika ter prilagodi trženje in 
oglaševanje glede na te navade. 
 
Ker je Nemško Zvezno vrhovno sodišče dvomilo o veljavnosti privolitve v skladu z Direktivami 
2002/58 ES in 95/46 ES ter Uredbo 2016/679, je o tem naslovilo dve vprašanji na Sodišče EU. 
Kot prvo so spraševali ali vnaprej obkljukano polje lahko velja za privolitev skladno z 
Direktivami in Uredbo. Z drugim vprašanjem pa je Zvezno vrhovno sodišče spraševalo katere 
informacije mora ponudnik storitve zagotoviti uporabniku v okviru jasnega in izčrpnega 
obvestila skladno z Direktivo in ali med te informacije spadata tudi čas delovanja piškotkov ter 
odobrena dostopnost do piškotkov tretjim strankam.  
 
                                                 
75 Ibid. para. 26. 
76 Ibid. para. 27. 
77 Ibid. para 28. 
78 Ibid. para. 31. 
22 
 
Sodišče je v začetku določilo, da je potrebno na postavljena vprašanja odgovoriti v skladu z 
Direktivo 95/46 in novejšo Uredbo 2016/679.79  
 
Sodišče je pojasnilo, da piškotki v navedeni zadevi vsebujejo številko, ki se dodeli 
registracijskim podatkom tega uporabnika, ki mora v obrazec za sodelovanje v nagradni igri 
vpisati svoje ime in naslov. Sodišče je poudarilo, da zbiranje podatkov s piškotki pomeni 
obdelavo osebnih podatkov, saj številka, ki jo vsebujejo piškotki skupaj z vpisanimi podatki, 
individualizira podatke shranjene s piškotki, ko je uporabnik na spletu.80  
 
Eden od načinov, ki obdelavo osebnih podatkov naredi zakonito pa je privolitev, kar je jasno 
tako iz Direktive kot tudi Uredbe. Člen 5/3 Direktive 2002/58 navaja, da je potrebna privolitev 
posameznika po tem, ko mu je bil razjasnjen namen same obdelave. Vseeno pa določba ne 
vsebuje napotkov glede načina na katerega mora biti privolitev podana. Zato je potrebno v zvezi 
s to določbo povezati tudi z uvodno izjavo 17 navedene Direktive, kjer je razvidno, da se 
privolitev lahko poda: »na kateri koli primeren način, ki uporabniku omogoča, da svoje želje 
navede svobodno, izrecno in ozaveščeno, med drugim „tako, da pri obisku internetne spletne 
strani označi rubriko s kljukico“«. Nadalje Uredba 2016/679 v 11. točki 4. člena v povezavi s 
členom 6/1a navaja, da se za privolitev zahteva: »prostovoljno, izrecno, informirano in 
nedvoumno izjavo volje posameznika, na katerega se nanašajo osebni podatki, s katero z izjavo 
ali jasnim pritrdilnim dejanjem izrazi soglasje z obdelavo osebnih podatkov«. Torej je 
zahtevana izrecna aktivna privolitev.81 Prav tako je v uvodni izjavi 32 Uredbe jasno napisano, 
da se lahko privolitev izjavi z označitvijo okenca ob obisku spletnega mesta, poleg tega pa je 
izrecno izključen obstoj privolitve v primeru »molka, vnaprej označenega okenca ali 
nedejavnosti«. 
 
Sodišče EU je na temeljih zgornjih navedb glede prvega vprašanja jasno odgovorilo, da se 
vnaprej označeno potrditveno polje ne more šteti kot veljavna privolitev posameznika v 
obdelavo osebnih podatkov. Gre se namreč za primanjkljaj aktivnosti uporabnika, ki pa je v teh 
primerih nujna. 
 
                                                 
79 Ibid. para. 43. 
80 Ibid. para. 45. 
81 Ibid. para. 62. 
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Pri drugem vprašanju je sodišče najprej razjasnilo, da mora biti obvestitev uporabnika jasna in 
izčrpna, kar pomeni, da mora biti razumljiva in dovolj podrobna, da lahko uporabnik razume 
delovanje uporabljenih piškotkov.82 Sodišče je nadaljevalo, da je v tem primeru namen 
piškotkov zbiranje podatkov uporabnikov (za namene oglaševanja) iz česar sledi, da sta trajanje 
delovanja piškotkov in možnost dostopa do njih del jasne in izčrpne obvestitve, ki mora biti 
zagotovljena uporabniku skladno z Direktivo 2002/58.83 Velja omeniti, da 10. člen Direktive 
95/46 (na katerega se sklicujeta člen 5(3) Direktive 2002/58 in člen 13 Uredbe 2016/679) določa 
informacije, ki jih mora upravljavec obdelave zagotoviti posamezniku od kogar podatki se 
zbirajo, vendar jih ne določa taksativno – torej so mogoče tudi druge informacije.84 Sodišče je 
nadaljevalo, da je potrebno pri informaciji o trajanju delovanja piškotkov šteti, da izpolnjuje 
zahtevo po pošteni obdelavi, ker dolgotrajno ali celo neomejeno obdobje zajema zbiranje 
številnih informacij o navadah uporabnika pri brskanju in tudi zajema pogostost obiskov 
uporabnika na spletnih mestih oglaševalskih partnerjev organizatorja nagradne igre.85 Sodišče 
je na koncu še dodalo, da je možnost oz. onemogočenje tretjih strank, da dostopajo do piškotkov 
informacija, ki je zajeta v členu 10/c Direktive 95/46 in členu 13/1e Uredbe 2016/679, saj so v 
teh določbah izrecno navedeni prejemniki oz. vrste prejemnikov podatkov.86 
 
Če povzamemo je Sodišče EU pojasnilo, da vnaprej odkljukano polje ni aktivna privolitev v 
obdelavo osebnih podatkov. Prav tako pa so obrazložili, da spadajo med informacije, ki jih 
mora ponudnik storitev zagotoviti uporabniku spletnega mesta, tudi trajanje delovanja 
piškotkov in možnost oz. onemogočenje tretjim strankam, da dostopajo do teh piškotkov. Oba 
zaključka Sodišča EU sta v skladu z vsem do sedaj napisanim.  
 
5 SOCIOLOŠKI VIDIK 
V tem poglavju bomo obravnavali sociološki vidik uporabe spletnih piškotkov. V prejšnjih 
poglavjih sem se osredotočil predvsem na samo zakonsko in teoretično ureditev spletnih 
piškotkov ter z njimi povezano informacijsko zasebnostjo. Potrebno je namreč poznavanje 
teorije in zakonodaje, a pri prenosu le-tega v prakso je nujna vključitev sociološkega vidika 
uporabe spletnih piškotkov. 
 
                                                 
82 Ibid. para. 74. 
83 Ibid. para. 75. 
84 Ibid. para. 76. 
85 Ibid. para. 78. 
86 Ibid. para. 80. 
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5.1 Problematika pravne kulture 
Za potrebe te magistrske naloge sem se iz širokega nabora socioloških vprašanj usmeril v del, 
ki se ukvarja z mero seznanjenosti uporabnikov s teorijo in zakonodajo obravnavane tematike. 
Le-to je eden od elementov pravne kulture.  
 
Pravna kultura se nanaša na mnenja, obnašanja, vrednote in pričakovanja v zvezi s pravom in 
pravnimi institucijami.87 Kot ugotavlja Igličar,88 pravno kulturo sestavljata idealni in realni del. 
Idealni del zajema ideje, vrednotenja, pričakovanja o pravnih normah in institucijah, realni del 
pa obsega ravnanja ljudi glede na pravni sistem, zadržanja in navade.89 Najpogosteje se pravna 
kultura obravnava širše, se ne osredotoča le na posameznika, in sicer v smeri vrednot ter mnenj 
pripadnikov določene skupine, razreda, kategorije ali pristojnosti.90 Pravna kultura je zelo širok 
pojem in nima enotne definicije. Kot ugotavlja Cerar,91 je za družbo s kakovostno pravno 
kulturo značilno, da njeni člani pretežno razumejo temeljni pomen in funkcije prava v družbi. 
Zelo pomembno je, da so državljani seznanjeni s temeljnimi načeli, torej da poznajo pomembne 
pravice in dolžnosti, ter s pravnimi določili in pravnimi sredstvi.92 Na tem mestu velja omeniti 
prisoten dvom v poznavanje pravnih določil o spletnih piškotkih v povezavi s pravico do 
zasebnosti pri uporabnikih spleta. S tem postane aktualno vprašanje obstoja pravne kulture na 
področju obravnavane tematike.  
 
5.2 Področne raziskave 
Pri pregledu narejenih raziskav na področju spletnih piškotkov in informacijske zasebnosti sem 
prišel do spoznanja, da je veliko več narejenega na področju same zasebnosti kot pa spletnih 
piškotkov. Osredotočil sem se predvsem na raziskave, ki so neposredno omenjale piškotke.  
 
Vsakemu uporabniku se ob brskanju po spletu na neki točki (največkrat pa kar ob vstopu na 
spletno stran) pojavi obvestilo o piškotkih. Danes piškotke uporabljajo že skoraj vsa spletna 
mesta, zato je izogib temu praktično nemogoč. V letu 2019 so izvedli raziskavo,93 s katero so 
ugotavljali kako so se v praksi spremenila obvestila o piškotkih z uvedbo Splošne uredbe o 
                                                 
87 Zupančič, M. Boštjan: Prvine pravne kulture, Ljubljana, FDV (1995). 
88 Igličar, Albin: Pogledi sociologije prava, GV Založba, II Pravna obzorja (2012).  
89 Ibid. str. 406–407. 
90 Friedman, Lawrence M. 1975 The Legal System: A Social Science Perspective. New York: Russell Sage 
Foundation. 
91 Cerar, Miro, Pravna (ne)kultura, časnik Dnevnik, 13.2.2013. 
92 Ibid. 
93 Hu Xuehui, Sastry Nishanth. »Characterising Third Party Cookie Usage in the EU after GDPR«. WebSci ’19. 
30. junij – 3. julij, 2019. Boston, MA, USA. 
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varstvu osebnih podatkov. V analizi sta se avtorja osredotočila na druge piškotke (angl. 3rd 
party cookies), ki so zelo invazivni, saj prihajajo iz drugih spletnih strani največkrat z namenom 
oglaševanja.  
 
Obvestila o piškotkih se pojavljajo v treh vrstah. Upravljalec internetne strani lahko v obliki 
obvestila omogoči uporabniku, da onemogoči možnost zbiranja podatkov s strani tretje stranke, 
kar je najbolj skladno z zakonodajo in zasebnosti prijazno. Pri drugi vrsti obvestil upravljalec 
sicer obvesti uporabnika o uporabi piškotkov, vendar mu ne da možnosti spremembe nastavitve. 
To pomeni, da če se uporabnik ne strinja s piškotno obdelavo, ne more brskati po željeni spletni 
strani. Pri tretji vrsti obvestila pa pravzaprav sploh ne gre za obvestilo, saj ni podanega obvestila 
o piškotkih, kljub temu da piškotki obstajajo in se hranijo na uporabnikov strežnik. To je seveda 
v neskladju z obstoječo zakonodajo, vendar take strani vseeno obstajajo. Slednjih sicer v EU ni 
veliko, bolj pogosta so v območjih zunaj EU.94 
 
Omenjena raziskava je sicer pokazala, da se je z uvedbo Splošne uredbe o varstvu podatkov 
področje obvestil o spletnih piškotkov izboljšalo, vendar ne v tako velikem obsegu, kot so 
oblikovalci Uredbe pričakovali. Zaskrbljujoče so predvsem strani, kjer sploh ni obvestil o 
piškotkih. Ob tem je zanimivo da spletne strani, ki dajejo uporabniku možnost izbire in so bolj 
transparentne shranjujejo več piškotkov na uporabnikovo napravo, kot tiste brez možnosti 
izbire.95  
 
Z uvedbo Splošne uredbe, ki velja na področju EU, je nekaj spletnih strani celo objavilo 
obvestilo, kjer so sporočali, da ne delujejo znotraj EU, zato ne upoštevajo pravila Splošne 
uredbe. Raziskava je pokazala, da kar 82% spletnih strani na Kitajskem in 52% strani v 
Združenih državah Amerike deluje brez opozorila o piškotkih. Nekatera sicer imajo opozorila 
o piškotkih, vendar je ob zavrnitvi podanih pogojev tudi spletna stran nedostopna. Zgolj 
manjšina spletnih strani v teh državah ponuja izbiro uporabnikom kar pomeni, da je sledenje na 
takih spletnih straneh veliko lažje, poseg v zasebnost pa veliko večji.96  
 
Zanimivi so tudi podatki podani na grafu 1, ki prikazuje rezultate raziskave spletnih strani 
različnih kategorij. Zbirali so podatke o številu drugih piškotkov (angl. 3rd party cookies) na 
                                                 
94 Ibid. str. 137. 
95 Ibid. str. 138. 
96 Ibid. str. 139. 
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spletno stran in odstotku samih obvestil o spletnih piškotkih, ki jih obravnavane spletne strani 
imajo oz. se shranjujejo na uporabnikov strežnik. Najmanjše število drugih piškotkov (angl. 3rd 
party cookies) je na odraslih spletnih straneh – razlog je verjetno v tem, da običajni lastniki teh 
piškotkov (Facebook ali Google Analytics) niso zainteresirani za spletne strani z odraslo 
vsebino. Pri tem pa imajo ravno te spletne strani najmanjšo preskrbo z obvestili o uporabljenih 
piškotkih. Največje število piškotkov imajo novice in strani s področja umetnosti, doma, 
podjetništva in športa, a hkrati tudi v velikem odstotek podajajo obvestila o sprejetju le-teh.97  
 
Graf 1. Povprečno število drugih piškotkov (angl. 3rd party cookies) na spletno stran in 
odstotek obvestil o spletnih piškotkih glede na kategorije spletnega iskanja.98 
 
 
Kljub uvedbi Splošne uredbe GDPR, se med januarjem 2018 in januarjem 2019 ni bistveno 
spremenilo število shranjenih piškotkov na strežniku uporabnika. Raziskava je pokazala, da so 
uporabniki največkrat uporabljali prevzete nastavitve in niso povečevali varnosti svoje 
zasebnosti, tudi ko je bilo to mogoče. Kot uporabnika spleta me to niti ne preseneča, saj sem v 
preteklosti tudi sam zelo redko prebral začetno obvestilo o piškotkih in le po poti najmanjšega 
napora kliknil potrditveno okno, da sem lahko v čim krajšem času nadaljeval s svojim 
namenom. Velja poudariti, da včasih privzete nastavitve ne pomenijo nujno najboljše možnosti 
za uporabnika. Lahko se zgodi, da se hrani še več piškotkov kot prvotno. Iz raziskave je vidno, 
da Splošna Uredba nima tako velikega vpliva na spletne piškotke, kot so sprva načrtovali. 
Razlog je verjetno predvsem v samih uporabnikih za katere shranjevanje piškotkov na njihove 
strežnike ne predstavlja prevelike ovire ob obstoječi želji obiska spletne strani.99 
 
                                                 
97 Ibid. str. 140. 
98 Graf iz članka: Hu Xuehui, Sastry Nishanth. »Characterising Third Party Cookie Usage in the EU after GDPR«. 
WebSci ’19. 30. junij – 3. julij, 2019. Boston, MA, USA. 
99 Ibid. str. 141. 
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Raziskava100 iz leta 2018 je pokazala, da velika večina uporabnikov na spletu obravnava 
obvestila o piškotkih kot nevšečnost in jim predstavljajo le motnjo, ki otežuje njihovo dejavnost 
brskanja po spletu. Zelo malo udeležencev raziskave je menilo, da predstavljajo obvestila o 
piškotkih uporabne informacije o delovanju spletnih piškotkov. Prav tako je študija razkrila, da 
besedilo obvestila o piškotkih nima večje vloge pri uporabnikovi odločitvi o obisku spletne 
strani. Večji pomen polaga uporabnik na ugled strani in s kakšno dejavnostjo se ukvarja stran. 
Kljub temu pa je veliko udeležencev študije potrdilo, da imajo skrbi glede varstva zasebnosti v 
povezavi s spletnimi piškotki. Le-te izhajajo iz primanjkljaja transparentnosti o tem kako se 
podatki preko spletnih piškotkov zbirajo s strani upravitelja spletne strani.  
 
Pri sami potrditvi piškotkov veliko uporabnikov v sklopu raziskave sploh ni podalo razlage 
zakaj so jih potrdili, manjšina pa je pojasnila, da ne vidi škode, ki bi lahko nastala s potrditvijo 
piškotkov, saj vidijo spletne piškotke kot nujnost za funkcionalnost spletnih strani.  
 
Ko so bili anketiranci v raziskavi vprašani, ali bi zapustili spletno stran, če bi videli obvestilo o 
piškotkih jih je 60% zanikalo, med tem ko bi stran zapustilo zgolj 19% anketirancev. Zgolj 
nekaj manj kot 13% anketirancev je trdilo, da bi kliknili na obvestilo o piškotkih za dodatne 
informacije o njih in o njihovi uporabi na določeni spletni strani.101  
 
Raziskava102 je pokazala tudi, da uporabniki pogosto kliknejo na obvestilo zgolj zato, da 
obvestilo o piškotkih izgine, tudi če to pomeni, da obvestilu pritrdijo. Pri tem velja, da ne 
namenjajo pozornosti samemu besedilu obvestila oz. vsebini besedila – preprosto ga ignorirajo. 
Nekateri vsebine obvestila ne razumejo, drugi pa so do obvestil nezaupljivi, saj jim manjka 
transparentnosti. Iz podanega se namreč ne da sklepati kako bodo pridobljeni podatki s strani 
upravljalca spletne strani uporabljeni. Večinsko stališče pa je, da uporabniki niso seznanjeni z 
možnim vdorom v zasebnost preko spletnih piškotkov oz. imajo različne predstave o tem 
kakšno vlogo sploh imajo piškotki.103 Prav zaradi tega obvestilo o piškotkih največkrat ne 
uresniči svojega namena, ki je primarno informirati uporabnike. Dokler uporabniki ne bodo 
prebrali obvestila in se z njim seznanili pred samo potrditvijo obvestila, ne bo nobena 
spremenjena ali že obstoječa zakonodaja pomagala pri varstvu zasebnosti uporabnikov. 
                                                 
100 Kulyk Oksana, Hilt Annika, Gerber Nina, Volkamer Melanie. “This Website Uses Cookies”: Users’ Perceptions 
and Reactions to the Cookie Disclaimer, april 2018. 
101 Ibid. str. 5. 
102 Ibid. 
103 Ibid. str. 9. 
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V raziskavi so ugotavljali, da večina uporabnikov vidi obvestilo o piškotkih kot tako imenovano 
»manjše zlo« pri brskanju po internetu, za katerega pravega pomena ne vedo.104 Prav tako kot 
v nekaterih predhodno opravljenih raziskavah105 se je tudi tukaj potrdilo, da so pravilniki o 
zasebnosti, ki jih obvestila o piškotkih vsebujejo, največkrat preveč kompleksni za uporabnike 
in njihovo branje vzame preveč časa, zato se uporabniki z njimi raje ne obremenjujejo oz. jih v 
večini sploh ne preberejo.  
 
Več raziskav,106 poleg že omenjenih, ugotavlja, da uporabniki ocenjujejo samo spletno stran 
(videz, strukturo, obliko, vsebino, ki jo ponuja,…) in se glede na to odločijo ali bodo sprejeli 
piškotke ali ne. Predvsem zaupanja-vrednost in zaupljivost sta vedno na preizkušnji pri oceni 
spletne strani. Zaupanje lahko pride do uporabnika s strani zunanjega vira (npr. aplikacija 
PrivacyScore, ki ocenjuje varnost in varovanje zasebnosti posamezne spletne strani) ali pa s 
strani uporabnikove pretekle izkušnje ali izkušnje znancev. Pri spletnih straneh je pomembna 
vizualizacija varnosti, ki je razumljiva uporabnikom. Študija je pokazala, da imajo uporabniki 
največkrat slabo mnenje o obvestilih spletnih piškotkov, tudi ko imajo te pozitivne informacije 
o uporabi piškotkov. Slednje najverjetneje izhaja iz prepričanja, da te informacije niso resnične 
in ne pokažejo pravega stanja o tem kako se podatki uporabnikov zbirajo in nato tudi 
uporabijo.107  
 
Raziskava je pokazala tudi, da so eden najbolj pogostih dejavnikov pri odločitvi uporabnikov 
glede sprejetja uporabe piškotkov karakteristike same spletne strani.108 Torej, če je po 
subjektivnem mnenju uporabnika spletna stran zaupljiva ali če gre za splošno znano stran je 
zelo velika verjetnost, da bo uporaba spletnih piškotkov na taki strani prej sprejeta brez 
premišljanja. Vseeno velja poudariti, da po navadi prav take, po mnenju uporabnikov zaupanja 
vredne strani, vsebujejo celo več spletnih piškotkov kot druge. Pri tem vključujejo tudi tiste 
                                                 
104 Ibid. 
105 Mcdonald M. Aleecia. Reeder W. Robert. Kelley Gage Patrick. Cranor Faith Lorrie. A comparative study of 
online privacy policies and formats. In Privacy Enhancing Technologies Symposium (PETS), strani 37–55. 
Springer, 2009. 
106 Gerber Nina, Gerber Paul, Volkamer Melanie. Explaining the privacy paradox. a systematic review of literature 
investigating privacy attitude and behavior [to appear]. Computers & Security, 2018. 
107 Kulyk Oksana, Hilt Annika, Gerber Nina, Volkamer Melanie. “This Website Uses Cookies”: Users’ Perceptions 
and Reactions to the Cookie Disclaimer, april 2018 str. 10. 
108 Ibid.  
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piškotke, ki so najbolj invazivni (drugi piškotki, angl. 3rd party cookies), ki bi običajno 
uporabnike prej odvrnili od uporabe spletne strani.109  
 
Še veliko drugih raziskav je bilo narejenih na tem področju. Ha110 ugotavlja, da veliko ljudi ne 
razume ali celo narobe razume spletne piškotke, pri tem niti ne vedo kaj je njihov namen. 
Večinsko stališče v tej raziskavi pa je sicer bilo, da so piškotki slabi in posegajo v zasebnost. 
McDonald111 ugotavlja, da med uporabniki močno primanjkuje osveščenosti in prevladujejo 
napačna sklepanja glede spletnih piškotkov.112 Vse raziskave pa so si skladne v tem, da 
uporabniki veliko raje delijo podatke s podjetji, ki so jim poznani in jim zato zaupajo (npr. 
Google). 
 
Paradoks zasebnosti je poenostavljeno pojem, ki predstavlja neskladje med posameznikovo 
izraženo skrbjo nad zasebnostjo in ravnanjem, ki ga opravlja v praksi. Posameznik sicer prikaže 
zaskrbljenost zaradi morebitnega posega v zasebnost, vendar je vseeno pripravljen osebne 
podatke deliti, če bo v zameno dobil neko korist.113 O tej temi je bilo narejeno ogromno raziskav 
in postavljenih več teorij, saj je paradoks zelo kompleksen. V nadaljevanju se bomo dotaknili 
zgolj raziskav, ki so zanimive v okviru teme magistrske naloge.  
 
Shklovski114 ugotavlja, da osebe kljub zavedanju slabosti deljenja informacij na spletu, še vedno 
prenašajo in uporabljajo aplikacije za finančno dobrobit, za presonalizirano pomoč ali zabavo 
v kakršnikoli obliki. Nujno je zavedanje, da so informacije, ki so deljene med pametnimi 
napravami lahko uporabljene za opazovanje uporabnikov le-teh, kar lahko vodi v uporabnikov 
dvom v kredibilnost varovalnih mehanizmov pametnih naprav.  
 
                                                 
109 Ibid. 
110 Ha Vicki. Inkpen Kori. Shaar Al Farah.Hdeib Lina. An examination of user perception and misconception of 
internet cookies. In CHI’06 extended bstracts on Human factors in computing systems, strani 833–838. ACM, 
2006. 
111 McDonald M. Aleecia. Cranor Faith Lorrie. Americans’ attitudes about internet behavioral advertising 
practices. In 9th Workshop on Privacy in the Electronic Society (WPES), strani 63–72. ACM, 2010. 
112 McDonald M. Aleecia. Cranor Faith Lorrie. Beliefs and behaviors: Internet users’ understanding of behavioral 
advertising. TPRC, 2010. 
113 Brown, B. (2001), Studying the internet experience. HP Laboratories Technical Report (HPL2001-49). 
http://www.hpl.hp.com/techreports/2001/HPL-2001-49.pdf (Last Access 10/02/2015).  
114 Shklovski et al., 2014; Shklovski, I., Mainwaring, S.D., Skúladóttir, H.H., Borgthorsson, H., 2014. Leakiness 
and creepiness in app space: Perceptions of privacy and mobile app use. Chi, 2014, Toronto, ON, Canada, 2347–
2356. 
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Barnes115 je prišel do ugotovitve, da se mladi ne zavedajo, da socialna omrežja predstavljajo 
javni prostor in razkrivajo osebne podatke, ki pa bi lahko bili izkoriščani v nasprotju z 
namenom. S tem se odpre cel nov teritorij raziskovanja, ki pa presega namen in vsebino te 
naloge.  
 
Kot zanimivost velja predstaviti študijo, kjer Barth in De Jong116 omenjata tri možne situacije 
pri razlagi paradoksa zasebnosti in sicer s pomočjo psiholoških procesov. V prvi se uporabniki 
odločajo glede na razmerje med prednostmi in tveganji, v luči racionalnosti. V drugi situaciji 
uporabniki sicer pokažejo zaskrbljenost glede varovanja zasebnosti, vendar je le-ta zasenčena 
s strani zaželenosti uporabljanja spletnih strani in aplikacij ter obljubljenih zadovoljstev s strani 
brskanja. Tretja situacija pa je, ko uporabniki reagirajo na podlagi nagona, brez da bi sploh 
razmišljali o nevarnosti deljenja informacij na spletu. Vsekakor pa je zanimiva tudi ugotovitev 
Acquisti-a,117 ki trdi, da uporabniki bolj cenijo morebitno trenutno korist, kot morebiten riziko 
v prihodnosti. Torej lahko rečemo, da trenutna korist razkritja osebnih podatkov odtehta 
tveganje izgube zasebnosti v prihodnosti.  
 
Še eno raziskavo118 v zvezi z obravnavano problematiko so napravili v letu 2019. Osredotočili 
so se na študente, ki so si na pametne telefone nalagali mobilne aplikacije, ob tem pa ugotavljali 
v kakšni meri so pri prenosu le-teh uporabniki pozorni na varnost podatkov ter kakšen vpliv 
ima slednja na samo prenašanje. Rezultati so pokazali, da uporabniki niso uvrščali varnosti 
visoko na lestvici prioritet, ki jih vodijo pri nalaganju in uporabi aplikacij. Večjo težo pri 
odločanju so imeli dejavniki, kot so cena aplikacije, ocena drugih uporabnikov ter sama 
vizualna oblika. Udeleženci raziskave so sicer pred samo raziskavo trdili, da na njihovo izbiro 
vplivajo v veliki meri uporabnost, funkcionalnost in predvsem zaupanje v aplikacijo. Na koncu 
so prišli do zaključka, da ne glede na trditve uporabnikov o zaskrbljenosti glede potencialne 
uporabe njihovih osebnih podatkov za drugačne namene in posledičnega posega v njihovo 
zasebnost, le-ti še vedno niso pripravljeni žrtvovati svojega časa ali denarja potrebnega za 
njihovo varstvo.119 Ne glede na to, da je raziskava potekala na študentih, ki so bili strokovno 
                                                 
115 Barnes, S.B. (2006), A privacy paradox: Social networking in the United States. First Monday, 11(9). 
116Barth S., De Jong M.D.T., The privacy paradox – investigating discrepancies between expressed privacy 
concerns and actual online behavior – a systematic literature review Telemat. Inf., 34 (2017), str. 1038–1058. 
117 Acquisti, A. (2004), Privacy in electronic commerce and the economics of immediate gratification. In: 
Proceedings of the 5th ACM conference on Electronic commerce, May 17-20, 2004, New York, USA. 
118 Barth Susanne, De Jong M.D.T., Junger Marianne, Hartel H. Pieter, Roppelt C. Janina. Putting the privacy 
paradox to the test: Online privacy and security behaviors among users with technical knowledge, privacy 
awareness, and financial resources, Telematics and Informatics 41 (2019), str. 55–69. 
119 Ibid. str. 64. 
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izobraženi v tehnološki smeri in so razumeli možnost vdora v zasebnost, jih tveganje uporabe 
aplikacij ni pripravilo do vložitve večje količine truda v zagotavljanje varstva.  
 
Razmerje med koristijo in tveganjem je subjektivno, saj temelji na posameznikovem 
prepričanju. Uporabnik lahko na primer doživlja napor in izgubo časa pri branju drobnega tiska 
bolj negativno kot izgubo osebnih podatkov. Posledično se odloči, da koristi uporabe storitve 
presežejo možnost izgube zasebnosti. V večini so te odločitve narejene brez dejanskega 
razumevanja posledic deljenja osebnih podatkov. Za uporabnika je torej poglaviten minimalen 
napor in minimalni stroški, od česar ne odstopa kljub žrtvovanju osebnih podatkov.120  
 
Do podobnih zaključkov so v svoji raziskavi prišli tudi Kelly in drugi,121 in sicer da uporabniki 
pri procesu odločitve izbire aplikacije upoštevajo dejavnike kot so cena, funkcionalnost, dizajn 
in ocena drugih uporabnikov. Kot ugotavlja Zafeiropoulou,122 uporabniki ne delujejo v skladu 
z lastnimi prepričanji glede zasebnosti, saj bonitete aplikacij največkrat presežejo skrb glede 
varstva zasebnosti. Skladno s povedanim je ugotovil, da varstvo zasebnosti nima velike vloge 
pri uporabnikovem odločanju o tem katero aplikacijo bo prenesel na svojo pametno napravo.  
 
V raziskavi Yi-Shan Tsai-ja in drugih123 so študentje prav tako kot v zgornjih raziskavah trdili, 
da je varovanje osebnih podatkov ključno in ob tem imeli velika pričakovanja od univerze pri 
ravnanju z njihovimi podatki, a njihova dejanja kljub temu niso odražala vsega tega. Pri tem je 
potrebno upoštevati več dejavnikov – od zaupanja in informacijske asimetričnosti pa do 
neenakega razmerja moči ter razmerja med tveganjem in koristjo. Avtorji raziskave so 
predlagali, da se v sklopu univerzitetnega študija več naredi v smeri boljše izobrazbe študentov 
o varstvu osebnih podatkov, saj bo le s tem njihova pozornost večja in bodo priporočila za 
varstvo dejansko tudi upoštevana v praksi. Avtorji dajejo poudarek predvsem na 
transparentnost podatkov in sporazumevanje med študenti ter fakulteto kot ključno za dosego 
                                                 
120 Acquisti Alessandro. Grossklags Jens. 2007. What can behavioral economics teach us about privacy. Digital 
privacy: theory, technologies and practices 18 (2007), 363–377. 
121 Kelley P.G., Cranor L.F., Sadeh N.. Privacy as part of the app decision-making process, Proceedings of the 
SIGCHI Conference on Human Factors in Computing Systems (2013), str. 3393–3402. 
122 Zafeiropoulou A.M., Millard D.E., Webber C., O’Hara K., Unpicking the privacy paradox: can structuration 
theory help to explain location-based privacy decision? New Your, USA, WebSci ’13 Proceeding of the 5th Annual 
ACM Web Science Conference (2013), str. 463–472. 
123 Tsai Yi-Shan. Whitelock-Wainwright Alexander. Gašević Dragan. The privacy paradox and its implications 
for learning analytics. Marec 2020. 
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cilja, ki je večja varnost zasebnosti posameznikov. Kot praktične rešitve navajajo delavnice ali 
sestanke na katerih bi opozarjali študente na problematiko in njeno pomembnost.124  
 
V podatkovni družbi je nujna vzpostavitev prevladujočega trenda informiranih odločitev z 
mislijo na podatkih, ki jih je varno deliti. Študente je potrebno učiti, da se vnaprej zavedajo 
možnih posledic svojih dejanj, torej predno delijo svoje podatke, in s tem razvijejo kritično 
odločanje.125 Transparentnost podatkov se ne more enačiti z razumevanjem.126 Raziskovalci ne 
bi smeli obravnavati zgolj enkratnega razumevanja študentov o njihovi privolitvi v uporabo 
podatkov, ampak bi morali opazovati kako se njihovo razumevanje spreminja skozi čas oz. 
kako pridobljene informacije in učni proces vplivajo na njihovo sprejemanje spletnih piškotkov. 
Pri tem bi jih morali hkrati spodbujati k razčiščevanju vseh dilem, ki se morebiti pojavljajo pri 
razumevanju varstva osebnih podatkov.127  
 
5.3 Empirični del 
V empiričnem delu naloge sem sam opravil manjšo anketno analizo. S slednjo sem skušal 
ugotoviti kakšno je v letu 2020 razmišljanje študentov UL o spletnih piškotkih, informacijski 
zasebnosti in varstvu osebnih podatkov na internetu.  
 
Anketna raziskava je opredeljena kot instrument zbiranja informacij iz določenega vzorca 
anketirancev, dobljenega na podlagi njihovih odgovorov.128 V luči stroškovne in časovne 
optimizacije, sem se odločil narediti analizo na neverjetnostnem vzorcu in sicer z vednostjo, da 
pridobljenih rezultatov ni mogoče posplošiti na celotno populacijo.129 So pa pridobljeni podatki 
pripomogli k ugotovitvam, ki sem jih pri pregledu obstoječih študij zasledil v drugih 
metodološko podobnih raziskavah. Da bi izboljšal kakovost neverjetnostnega vzorca, sem 
populacijo zožil na študente Univerze v Ljubljani in zgolj njim dal anketo v reševanje. Kljub 
vsemu pa sem se zavedal, da pri neverjetnostnem vzorčenju ne gre za znanost (oz. znanstveno 
vzorčenje) in pri tem ni mogoče vnaprej napovedati kakšno je tveganje za dobljene napačne 
                                                 
124 Ibid. str. 10. 
125 Knox Jeremy. 2017. Data power in education: Exploring critical awareness with the “Learning Analytics Report 
Card”. Television & New Media 18, 8 (2017), 734–752. 
126 Tsai Yi-Shan. Whitelock-Wainwright Alexander. Gašević Dragan. 2019. Empowering Learners with 
Personalised Learning Approaches? Agency, Equity and Transparency in the Context of Learning Analytics. 
Assessment and Evaluation in Higher Education (2019). 
127 Tsai Yi-Shan. Whitelock-Wainwright Alexander. Gašević Dragan. The privacy paradox and its implications 
for learning analytics. Marec 2020. 
128 Check J., Schutt R. K. Survey research. In: J. Check, R. K. Schutt., editors. Research methods in education. 
Thousand Oaks, CA: Sage Publications; 2012, str. 159–185. 
129 Callegaro M., Manfreda KL., Vehovar V: Web survey methodology, Sage Publications Ltd, 2015, str. 56–58. 
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rezultate.130 Torej lahko zgolj domnevam, da so rezultati pravilni. Prav tako obstaja jasna 
problematika statističnega sklepanja pri neverjetnostnih vzorcih. To pomeni, da obstaja 
možnost napačnih rezultatov oz. tveganje za le-te. Za strokovno podkrepljenost ankete sem 
dobljene rezultate primerjal z objavljenimi že opravljenimi raziskavami in tako ugotovljeno 
podkrepil oz. ovrgel z že obstoječo predmetno literaturo.  
 
5.3.1 Moja anketa 
Odločil sem se za spletno anketiranje, pri čemer sem anketirance povabil k sodelovanju preko 
socialnih oz. družabnih omrežji. Kot že omenjeno zgoraj, sem izbral ciljno skupino študentov 
in sicer zato, ker je to populacija, ki veliko časa preživi za računalnikom in pri tem na spletu, 
zato je možnost posega v eno od ustavnopravno varovanih pravic pri njih večja. Moderna doba 
je prinesla digitalizacijo, ki nas obkroža na vsakem koraku (spletno nakupovanje, bančništvo, 
birokracija itd.). V trenutnih razmerah epidemije in zmanjševanja fizičnih socialnih stikov, se 
je obseg digitalizacije še povečal, s tem pa tudi možnost zlorabe uporabnikove zasebnosti ter 
osebnih podatkov. Če med splošno mladino izberemo študente, s tem dobimo izobraženo 
skupino mladih odraslih, za katero predpostavljamo, da razumejo pomen varnosti zasebnosti, 
so bolj skrbni in več pozornosti namenjajo varovanju le-te. 
 
Z anketo sem predvsem želel dobiti vpogled v poznavanje oz. seznanjenost študentov s 
spletnimi piškotki. Zanimalo me je kako ravnajo pri obvestilih o piškotkih, ki se pokažejo ob 
vstopu na posamezno spletno stran – jih preberejo ali zgolj potrdijo. Poleg tega pa me je 
zanimalo tudi, ali se kdaj ob obveznih spletnih piškotkih anketiranec odloči, da spletne strani 
ne bo obiskal. Sem mnenja, da ljudje najpogosteje sprejmejo piškotke, le da lahko dostopajo do 
spletne vsebine in ob tem ne preverjajo drobnega tiska ipd. 
 
Raziskati sem želel tudi koliko študenti cenijo svojo informacijsko zasebnost, kako pomembna 
jim je in v kakšni meri zase ocenjujejo, da so skrbni pri varovanju svoje zasebnosti in osebnih 
podatkov pri brskanju na spletu. Posredno bi lahko govorili tudi o paradoksu zasebnosti. Veliko 
je namreč govora o zasebnosti in občutkih ogroženosti, vendar se na koncu pogosto izkaže, da 
malokdo dejansko poskrbi za varnost v takšni meri, ki je v pristojnosti vsakega posameznika.  
 
                                                 
130 Vehovar Vasja, priporočila za diplomska in magistrska dela, april 2020, URL: 
http://www.diplomiranje.si/raziskovanje/empirija-v-druzboslovju/anketno-raziskovanje/. 
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5.3.2 Zbiranje anketnih podatkov 
Podatke sem zbiral preko spletnega portala 1KA,131 kjer sem tudi oblikoval in zasnoval svojo 
anketo. Podatke sem zbiral med 27.10.2020 in 01.11.2020. Vabilo na anketo sem posredoval 
svojim prijateljem preko družbenih omrežji Facebook in Instagram. Nekateri izmed njih so tudi 
delili anketo naprej s svojimi prijatelji. Vse skupaj z namenom pridobitve čim večjega števila 
anketirancev. 
 
Na nagovor spletne ankete je kliknilo 281 anketirancev. Od tega je ustrezno izpolnjenih 212 
anket. Delno izpolnjenih je bilo 10 anket, popolno izpolnjenih pa 202 – slednje bodo v 
nadaljevanju analizirane. Iz teh podatkov je razvidno, da je 72% anketirancev ustrezno izpolnilo 
anketo. V sami anketi so študentje najprej vpisali svoj spol nato pa še fakulteto, ki jo obiskujejo 
(pogoj za udeležbo je bil, da je le-ta v sklopu Univerze v Ljubljani).  
 
Skupno je bilo število vprašanj deset,132 od tega sta bili dve vprašanji pogojni (označeni z 1.1. 
in 2.1.) – torej so jih anketiranci reševali zgolj v primeru določenega odgovora na vprašanje, ki 
je bilo temu predhodno. Vprašanja so bila vsebinsko zasnovana v dva dela. Prva štiri vprašanja 
(in dve pogojni vprašanji) so bila povezana s spletnimi piškotki, naslednja štiri vprašanja pa so 
bila bolj široka in niso bila omejena zgolj na piškotke, temveč na splošno zasebnost na internetu.  
 
5.3.3 Analiza rezultatov 
Na začetku bi rad poudaril, da anketno izpraševanje ni bila najbolj primerna študija analize 
dejanskega obnašanja anketirancev, le-to je namreč bolj primerno za pridobivanje mnenj in 
stališč.133 Poleg tega je bil vzorec anketirancev veliko premajhen, da bi se lahko rezultati 
posplošili na vso populacijo študentov na podlagi opravljene ankete. Anketo sem naredil 
informativno, saj me je zanimalo kakšno je mišljenje in poznavanje mojih vrstnikov o 
obravnavani temi. 
 
Anketo je popolno izpolnilo 202 anketirancev. Od tega je bilo 108 žensk (53%) in 94 moških 
(47%). Anketa je bila rešena s strani študentov različnih fakultet, največ anketirancev pa je bilo 
študentov pravne fakultete, medicinske fakultete, ekonomske fakultete in fakultete za 
                                                 
131 1KA – ENKLIK ANKETA, URL: www.1ka.si.  
132 Glej Priloga A: Vprašalnik spletne ankete. 
133 Kokolakis Spyros, Privacy attitudes and privacy behavior: A review of current research on the privacy paradox 
phenomenon, Computers & Security (2015), str. 12. 
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elektrotehniko. Število vseh anketirancev zastopanih po posamezni fakulteti lahko vidimo v 
preglednici 1.  
Preglednica 1. Zastopanost anketirancev po Univerzah. 
FAKULTETA UNIVERZE V LJUBLJANI ŠTEVILO ANKETIRANCEV 
Pravna fakulteta 29 
Medicinska fakulteta 24 
Ekonomska fakulteta 20 
Fakulteta za elektrotehniko 17 
Filozofska fakulteta 14 
Fakulteta za strojništvo 11 
Fakulteta za računalništvo in informatiko 11 
Fakulteta za družbene vede 9 
Zdravstvena fakulteta 9 
Fakulteta za šport 8 
Fakulteta za farmacijo 7 
Fakulteta za arhitekturo 6 
Pedagoška fakulteta 6 
Naravoslovnotehniška fakulteta 5 
Fakulteta za gradbeništvo in geodezijo 5 
Fakulteta za kemijo in kemijsko tehnologijo 5 
Fakulteta za socialno delo 4 
Fakulteta za upravo 4 
Biotehniška fakulteta 3 
Akademija za glasbo 2 
Fakulteta za matematiko in fiziko 2 
Veterinarska fakulteta 1 
SKUPAJ  202 
 
V prvem vprašanju, v povezavi s pogojnim vprašanjem 1.1, sem želel odkriti kako dobro (če 
sploh) anketiranci poznajo spletne piškotke. Anketa je pokazala, da anketiranci spletne piškotke 
poznajo, saj je odgovor »da« (piškotke in njihove funkcije poznam) podalo 58 anketirancev, 
odgovor delno pa 80 anketirancev – kar je skupno 68 % anketirancev. Ti so morali potem svoj 
odgovor utemeljiti v pogojnem vprašanju (1.1.) s tem, da so v enem stavku napisali kaj so 
piškotki in zakaj se uporabljajo. Pregled odgovorov je pokazal, da so anketiranci v večini res 
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poznali spletne piškotke. Skoraj polovica anketirancev, ki so odgovorili na omenjeno 
podvprašanje meni, da so to datoteke za zbiranje podatkov. To sicer je le ena od njihovih 
funkcij. Druge funkcije, ki sem jih že opisal v teoretičnem delu naloge, so sicer bolj pozitivno 
naravnane do uporabnika, a očitno manj znane. Iz podanih odgovorov tako ugotavljam, da so 
anketirancem spletni piškotki poznani predvsem kot nekaj slabega. Pri tem je potrebno vzeti v 
obzir, da so imeli anketiranci v navodilu le stavek za opis spletnih piškotkov. Odgovor »ne«, 
torej da ne poznajo funkcije spletnih piškotkov, je izbralo 64 anketirancev, tj. zgolj 32% vseh, 
kar je manj kot sem pričakoval. 
 
Leta 2011 je bila opravljena anketa,134 kjer je zgolj 13% anketirancev odgovorilo, da razumejo 
in poznajo spletne piškotke. Razlog za tako nizko številko je verjetno v času od nastanka ankete, 
saj je od takrat minilo že skoraj 10 let. Poleg tega v anketi ni bila izbrana zgolj populacija 
študentov, za katere predpostavljam, da jih poznajo bolje kot nekateri starejši, ki z internetom 
niso odraščali. Kot zanimivost – pri pregledu rezultatov moje ankete sem opazil, da so vsi 
udeleženci, ki so se opredelili kot študentje iz t.i. tehničnih fakultet (npr. fakulteta za 
elektrotehniko, fakulteta za računalništvo in informatiko ter fakulteta za strojništvo) poznali 
spletne piškotke in pravilno opisali njihovo vlogo. Le-to bi mogoče lahko povezovali z njihovim 
zanimanjem in študijsko usmerjenostjo.  
 
Z drugim vprašanjem sem želel izvedeti ali anketiranci preberejo obvestilo o piškotkih. Tukaj 
rezultati niso odstopali od pričakovanj, saj sta zgolj dva anketiranca odgovorila, da vedno 
prebereta obvestilo, 16 pa jih obvestilo pogosto prebere. Torej redko ali nikoli ne prebere 
obvestila o spletnih piškotkih kar 91% anketirancev. Slednji so potem odgovarjali še na 
podvprašanje (2.1.) v katerem sem jih spraševal po razlogu za svojo odločitev. Anketa je 
pokazala, da je daleč najbolj pogost razlog prihranek časa (79%), čemur je sledil odgovor, da 
jih vsebina obvestila preprosto ne zanima (37%). Podoben rezultat so dobili tudi v prej omenjeni 
anketi iz leta 2011, ki je pokazala, da zgolj 17% anketirancev prebere obvestila o piškotkih.135 
Prav tako so rezultati skladni z drugimi zgoraj omenjenimi raziskavami,100 kjer je velika večina 
vprašanih trdila, da kljub obvestilu o piškotku spletno stran obiščejo, obvestila pa pri tem ne 
                                                 
134 Lancefield David, Ambler Mark, Rauber Michael in Patel Roshan za PwC: Department for Culture, Media & 
Sport Research into consumer understanding and management of internet cookies and the potential impact of the 
EU Electronic Communications Framework (2011). 
135 Ibid. str. 26. 
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preberejo oz. ga redko preberejo. Prav tako je prihranek časa tudi v drugih raziskavah136 najbolj 
pogost razlog za le-to.  
 
V tretjem vprašanju me je zanimalo, ali anketiranci zaupajo upravljalcem spletnih piškotkov. 
Najbolj pogost odgovor je bil »delno« (62%), čemur je sledil odgovor »ne vem« (22%). 
Popolno zaupanje upravljalcem je pokazalo zgolj 7 anketirancev, v nasprotju pa je nezaupanje 
izrazilo 25 anketirancev, kar je 12%. Leta 2015 so v Evropski Uniji naredili obsežno 
raziskavo,137 ki je pokazala, da 62% anketirancev ne zaupa podjetjem, ki upravljajo z njihovimi 
podatki, saj ne vedo kaj točno z njimi počnejo. Iz tega bi lahko sklepali, da bi z ozaveščanjem 
ljudi o vlogi spletnih piškotkov lahko olajšali njihovo odločitev o sprejetju ali zavrnitvi le-teh. 
Vedeti morajo kakšne so koristi in tveganja, šele nato se lahko odločijo. Do podobnih 
zaključkov so prišli v že omenjeni raziskavi,138 kjer so ugotovili, da primanjkuje zaupanja pri 
uporabnikih spletnih piškotkov. 
 
Pri četrtem vprašanju so bili anketiranci sorazmerno skladni. Spraševal sem jih ali kdaj zaradi 
potrebne potrditve spletnih piškotkov ne obiščejo spletne strani, ki so jo sicer želeli obiskati. 
Zgolj 30 anketirancev (15%) je odgovorilo, da redko obišče tako stran, medtem ko, kljub 
obveznosti potrditve piškotkov, vedno in pogosto obišče tako spletno stran kar 85% 
anketirancev. Torej bi lahko trdili, da obveznost potrditve uporabnikov ne odvrne od obiska in 
jim je pri tem pomembna predvsem vsebina same spletne strani. Tukaj velja omeniti, da je od 
30 anketirancev, ki so odgovorili, da redko obiščejo spletno stran s pogojem potrditve 
piškotkov, kar 28 na prvo vprašanje podalo odgovor, da vedo kaj so piškotki in kaj je njihova 
funkcija. Predpostavljam, da so ti anketiranci seznanjeni s spletnimi piškotki in se zato zavedajo 
tveganja posega v njihovo zasebnost pri obisku omenjenih strani.  
 
Sledila so štiri vprašanja, ki so bila bolj splošna, torej niso bila neposredno vezana na same 
piškotke. Pri petem vprašanju je zgolj 9 anketirancev (4%) menilo, da je trenutno zagotovljeno 
ustrezno varstvo zasebnosti na internetu. Zanimivo je, da sta od teh devetih anketirancev samo 
                                                 
136 Mcdonald M. Aleecia. Reeder W. Robert. Kelley Gage Patrick. Cranor Faith Lorrie. A comparative study of 
online privacy policies and formats. In Privacy Enhancing Technologies Symposium (PETS), strani 37–55. 
Springer, 2009. 
137 Special Eurobarometer 431 / Wave EB83.1 – TNS opinion & social, by the European Commission, Directorate-
General for Justice and Consumers and co-ordinated by the Directorate-General for Communication. »Data 
protection«, 2015.  
138 Kulyk Oksana, Hilt Annika, Gerber Nina, Volkamer Melanie. “This Website Uses Cookies”: Users’ 
Perceptions and Reactions to the Cookie Disclaimer, april 2018. 
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dva študenta pravne fakultete (od 29), za le-te bi namreč pričakovali boljše poznavanje 
obstoječe zakonodaje, ki varstvo zagotavlja. Pri tem ne smemo mimo ovire realizacije varstva 
v praksi. Med tem ko je 33% anketirancev odgovorilo da ne ve ali je zagotovljeno ustrezno 
varstvo, se je kar 126 anketirancev (62%) opredelilo, da zadostnega varstva ni. Podatki kažejo, 
da bi bilo potrebno boljše izobraževanje študentov o tej temi. Pravno podlago sicer imamo, 
vendar je poznavanje slabo, kar se pozna v praksi. Slednje se je pokazalo tudi v že omenjeni 
raziskavi Yi-Shan Tsai-ja in drugih,139 kjer so ugotavljali, da bi izobraževanje uporabnikov 
pripomoglo k bolj odgovornemu ravnanju ter posledično večji varnosti na internetu. 
 
V šestem vprašanju sem anketirance spraševal ali menijo, da imajo nadzor nad podatki, ki jih 
dajejo na internet. Najbolj pogost odgovor je bil »redko« (51%), temu pa je sledil z 22% 
»pogosto«. Študentje so bili torej na tem mestu razdvojeni. Mnenje 15% anketirancev je, da 
nimajo nikakršnega nadzora nad podatki, medtem ko jih zgolj 2% meni, da imajo vedno nadzor 
nad podatki. Odločitve ni podalo 8% anketirancev, saj so izbrali odgovor »ne vem«. Za 
primerjavo je v anketi iz leta 2015140 67% anketirancev izrazilo skrb v povezavi s 
pomanjkanjem nadzora nad podatki na internetu. Pri tem jih je zgolj 15% trdilo, da imajo 
popoln nadzor nad podatki, ki jih dajejo na splet. Le-to se sklada s podatki pridobljenimi z našo 
anketo. 
 
Sedmo vprašanje je od anketirancev zahtevalo samoevalvacijo, saj so morali sami oceniti 
odgovornost njihovega obnašanja na internetu. Največ anketirancev je odgovorilo, da se 
»pogosto« odgovorno obnaša (66%), med tem ko je bil z 20% deležem glasov drugi 
najpogostejši odgovor »redko«. Tu je ponovno moč zaslediti razdvojenost med študenti. Tako 
»vedno« kot »nikoli« sta bila zastopana v manjšini – »vedno« v manj kot v 7%, »nikoli« pa pri 
zgolj 3% vseh anketirancev.  
 
Pri zadnjem vprašanju sem s pomočjo vizualne lestvice od 1 do 10 želel dobiti vpogled, kako 
pomembna je anketirancem zasebnost oz. kako velik problem jim predstavlja izguba zasebnosti 
oz. osebnih podatkov. Povprečni odgovor je znašal 8.2, torej je za večino zasebnost vrednota, 
ki jo je potrebno varovati. V manjši meri je opazen paradoks zasebnosti, saj je od 48 študentov, 
                                                 
139 Tsai Yi-Shan. Whitelock-Wainwright Alexander. Gašević Dragan. The privacy paradox and its implications 
for learning analytics. marec 2020 
140 Special Eurobarometer 431 / Wave EB83.1 – TNS opinion & social, by the European Commission, Directorate-
General for Justice and Consumers and co-ordinated by the Directorate-General for Communication. »Data 
protection«, 2015. 
39 
 
ki so pri sedmem vprašanju (ali na internetu ravnajo odgovorno) odgovorilo z »nikoli« ali 
»redko«, kar 44 od teh ocenilo zasebnost z oceno 7 ali višje. Torej je tudi njim zasebnost 
pomembna, vendar kljub temu v praksi ravnajo neodgovorno. Njihova dejanja tako ne odražajo 
njihovih prepričanj.  
 
6 ZAKLJUČEK 
Z magistrsko nalogo sem želel prikazati pravne in sociološke vidike uporabe spletnih piškotkov. 
Tematika je zelo široka in obstaja veliko problemov – sploh v praksi. Tudi, če je zakonska 
ureditev primerna (sploh od uvedbe Splošne uredbe GDPR), ni mogoče prezreti dejstva, da se 
pri upoštevanju zakonodaje dogajajo kršitve. Prav zaradi širokega območja, ki ga predstavlja 
internet, ga je zelo težko regulirati in paziti na upoštevanje zakonov ter navodil. Po pregledu že 
opravljenih raziskav in opravljeni lastni manjši anketi, bi si upal trditi, da je poznavanje 
področne zakonodaje med prebivalci slabo, kar omogoča zlorabo področja s strani tretjih, ki na 
podlagi tega služijo. Anketna analiza je sicer pokazala, da študentje bolje poznajo same 
piškotke kot sem to sprva menil, vendar kljub temu obvestil o piškotkih ne berejo. Torej 
posledično privolijo v nekaj v kar mogoče sicer ne bi želeli in jim je lahko v škodo. Vzeti vzorec 
ankete je bil sicer premajhen, da bi slednje lahko predpostavljali za vse študente oz. za večjo 
populacijo. 
 
Dotaknil sem se tudi pravne kulture, ki ima pomembno vlogo pri prenosu zakonodaje iz teorije 
v prakso. Idealni del pravne kulture predpisuje informacijski zasebnosti pomembno vlogo, saj 
jo ureja že hierarhično najvišji akt države, ustava, in sicer kot pravico do zasebnosti. Na drugi 
strani pa realni del kulture, torej dejanja in vedenje posameznikov, kaže drugačno plat. Kot so 
pokazale pretekle raziskave, se ljudje v večini namreč ne vedejo tako odgovorno kot bi se lahko. 
Družba se torej ne obnaša v skladu z idealnim delom. Na tem mestu so prisotne možnosti za 
napredek in izboljšanje varstva zasebnosti. Kot ključno vidim preventivo, ki se začne z 
izobraževanjem prebivalstva oz. uporabnikov spleta na tem področju.  
 
V današnjem svetu je preveč negativizma in kritiziranja, brez da bi se ljudje resnično podučili 
o stvareh in naredili svoj del naloge – v našem primeru npr. prebrali obvestila o piškotkih pred 
samo privolitvijo v predpostavljene nastavitve. V življenju je veliko stvari, ki niso črno-bele in 
odločitev kaj je prav in kaj narobe je odvisna od stališč posameznika. Posledično se ne more 
zahtevati, da nas država z zakonodajo zaščiti (npr. prepove piškotke), saj so obravnavane 
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zadeve z drugega vidika lahko tudi koristne in priročne. Zakonodaja da posamezniku možnost, 
da se odloči sam. Naloga države pa je v obravnavanju in pregonu kršiteljev sprejete zakonodaje 
(npr. uporabnikov piškotkov brez dovoljenja, dajalcev neustreznih pojasnil in pogojev v 
obvestilih itd.).  
 
Spletni piškotki imajo dobre in slabe lastnosti. Vsak se mora sam odločiti katere lastnosti so 
zanj pomembnejše v konkretnem primeru. Zakonodaja mu to omogoča. Na posamezniku pa je, 
da se z njo seznani in jo uporablja v svojo korist.  
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PRILOGA A: VPRAŠALNIK SPLETNE ANKETE 
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