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中国のインターネット管理下における政府権力の拡張と国民の電子情報活動権益の保護
規の間に存在する不釣り合いが国民情報権益保護の法律を形骸化し，権力と勢力地位に頼り，基本法
を無視して恣意に法的境界を越えることもまた公的機関による国民個人情報権益への侵害も主な手段
である。ある程度まで，現在中国国民の電子情報活動の権益が既に相当狭い範囲にまで限定されたと
いえる。中国政府が国民個人のサイバー・スペースにおける活動の自由度を制限することによって，
この規制は既に一つの手段や戦略になり，主には実名制，責任外化，関連する主体による自己審査方
式などによって実現化する。
中国のサイバー・スペースにおける立法と執行の現状に対する調査からは，政府の電子情報管理と
国民の個人情報権益実現との間に存在する矛盾と対立がはっきり見取れる。電子情報管理の実現は個
人情報権益のある程度の縮小や犠牲を前提としている。個人の電子情報活動権益が制限され，もしく
は縮小された状況下，中国のサイバー・スペースにおける多様性に影響が生じる。よって，国民の個
人情報権益実現の充分な保障に基づく電子情報管理の理念を求めることが中国の電子情報管理の基本
コンセプトになるべきであり，すなわち中国の電子情報管理が「国家主義」への考慮を満たすと同時
に，言論の自由・通信の自由など憲法に基づく国民個人電情報活動の権利の実現を最低限考慮し実現
する必要がある。これを行うには国家の政治，イデオロギー，伝統の維持への考慮以外に，公的機関
が自ら，職責と利益によってサイバー・スペースの場で握る権力を能動的に縮小させるべきであり，
もう一方では，国民の個人情報権益の役割と確保に関する基本的な法の精神を積極的に確立する下で
それ（基本的な法の精神）が実行されることを確保すべきである。基本的な法の精神を満たさない法
規（例えば実名制の規定）に対しては，速やかに廃止すべきである。要するに，公的機関によるサイ
バー・スペースの管理は国民の個人情報権益を忠実に認め，そして保護するという土台に立つべきで
あり，これのみが真の電子情報管理の実現につながる。
今のところ，公的機関による自らの調整と立法の完備がなお明確に期待できない状況下，情報通信
技術の社会，政府や政治の領域における応用に，もっと理性的な態度で接し，特に公開情報に基づく
不当取得と使用による国民の個人情報権益へ大規模な侵害が発生する可能性を防止すべきである。と
同時に，大規模なテクノロジー応用が社会の進歩に確実につながるか明確に予測できない状況の下で
は，公共財政の節約という考えを踏まえて，ビッグデータやスマートシティといった先端情報通信技
術の盲目的な建設と使用を慎む必要がある。個人の電子情報権益の基本的な実現ができない状況下で
は，特にビッグデータ，スマートシティや電子情報管理技術の応用といった強大な機能を持ついくつ
かの新技術が技術複雑化の動向に適応していたとしても，国民の権益，国家統治の合理化や政府と社
会とのバランスに必ずしもポジティブかつ積極的な役割を果たしえない。技術の進歩が必ずしも社会
の進歩をもたらさない状況下では，政府によるインターネットやスマートシティの大規模な投入は，
社会資産の無駄遣いだけでなく，社会発展の阻害要因を持つメカニズムとなる可能性も有する。よっ
て，根本的な国民の個人情報権益の役割と確保がいまだに不充分で保護されていないという前提で
は，インターネット開発においても，スマートシティやガバナンス技術においても，慎重に接しなけ
ればならない。
