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Sažetak: Metodologija procene rizika opisana u ovom radu je opšteg ka-
raktera i stoga može biti primenjena na širok spektar aktivnosti, odluka i
operacija javnih, privatnih ili društvenih preduze?a, asocijacija, grupa ili
pojedinaca. Ipak, njena primena podrazumeva odre?ene uslove kojima se
ovaj rad tako?e bavi.
Klju?ne re?i: rizik, organizacioni ciljevi, šti?ene vrednosti, metodologija
procene, upravljanje rizicima.
1. Uvod
Nezavisno od vrste i veli?ine, organizacije se suo?avaju s rizicima koji
mogu uticati na ostvarivanje njihovih ciljeva. Ti ciljevi se mogu odnositi na
razli?ite organizacijske aktivnosti ? od strateških inicijativa do operacija,
procesa i projekata, i mogu se ogledati u društvenim, zaštitnim, bezbednos-
nim i ishodima koji se odnose na okruženje, zatim u vidu komercijalnih, fi-
nansijskih i ekonomskih mera, društvenim, kulturnim, politi?kim, kao i uti-
cajima na reputaciju.
Sve aktivnosti organizacije uklju?uju rizike kojima je potrebno uprav-
ljati. Proces upravljanja rizicima doprinosi odlu?ivanju tako što uzima u ob-
zir neizvesnost i mogu?nost pojave budu?ih, nameravanih ili nenameravanih
doga?aja i okolnosti i njihovih uticaja na prihva?ene ciljeve.
Suštinska faza upravljanja rizicima je procena rizika. U okviru sistema-
tizacije radnih mesta u razli?itim poslovnim jedinicima i organizacijama ob-
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razovani su timovi za procenu rizika, a operativnom osoblju u opisu radnog
mesta je navedeno i poštovanje na?ela upravljanja rizicima kao jedan od ra-
dnih zadataka,. Rukovodiocima je, kao obaveza, propisano pra?enje sprovo-
?enja, kao i vo?enje relevantnih evidencija i prikupljanje podataka od zna-
?aja za upravljanje rizicima. Na taj na?in, upravljanje rizicima postaje sasta-
vni deo organizacione kulture, s vizijom da postane dominantan metod u po-
slovanju.
2. Osnovni uslovi
Pri proceni rizika organizacija obavlja proces identifikacije, analize i
ocene svih razumno predvidivih rizika kao što su: opšti poslovni rizici, rizici
na radu i u radnoj okolini, pravni rizici, rizici od kriminalnog delovanja, ri-
zici od delovanja nelojalne konkurencije, delovanja ostalih tre?ih lica, od
požara i elementarnih nepogoda, kao i od neusaglašenosti organizacije kori-
snika sa standardima menadžmenta kvalitetom organizacije.
Osnovni operativni prioriteti u izradi i primeni metodologije za procenu
rizika su normativno regulisanje ove materije i informati?ka podrška.
Normativno regulisanje podrazumeva slede?e instrumente u izradi i
primeni metodologije za procenu rizika:
1) odrediti parametre za ocenu nivoa rizika i odnosne akcije;
2) propisati sve obrasce u oblasti procene rizika, na?in njihovog popu-
njavanja i primene;
3) propisati na?in komunikacije izme?u organizacionih jedinica odgo-
vornih za poslove procene rizika – uzimaju?i u obzir pravila sigurnosti, bez-
bednosti i zaštite podataka;
4) sistematizovati radna mesta koja ?e se baviti procenom i upravlja-
njem rizikom kao jedinim zadatkom s dovoljnim brojem izvršilaca;
5) propisati postupak procene i upravljanja rizikom u prometu roba i
usluga s obzirom na informati?ka ograni?enja i potrebu saradnje s drugim
subjektima, i
6) pristupiti definisanju kriterijuma za povlaš?ene u?esnike u postupku,
kako bi im se ustanovili odgovaraju?i status i tretman u analizi rizika.
Ispunjenjem ovih uslova mo?i ?e da se sa?ini sprovodivo operativno
uputstvo o sadržaju i na?inu rada na poslovima procene i upravljanja rizikom
u oblasti zaštite lica, imovine i poslovanja privrednih i drugih subjekata.
Imaju?i u vidu dosadašnja iskustva s vremenom potrebnim za izradu i
sprovo?enje procesa procene rizika, kao i neophodnost uvo?enja što kvali-
tetnijih alata za procenu rizika u skladu s novim rizicima, pristupa se dora-
di/dopuni postoje?ih alata procene rizika, poštuju?i operativne prioritete:
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1) aktiviranje poruka/naloga procene rizika preko svih kriterijuma (ve?i
broj karaktera ? mogu?nost unosa kvalitetnije poruke i naloga za postupa-
nje);
2) novi kriterijum/dopuna starih kriterijuma u skladu s opštim priorite-
tima bezbednosti;
3) merljivost rezultata prema vrsti, broju, fiskalnom efektu i sl.;
4) analiti?ki alati u IS;
5) procena rizika u evidenciji identifikovanih aktivnosti;
6) utvr?ivanje na?ina popunjavanja zapisnika o rizicima (iskaz o rizi-
cima);
7) procena rizika pri potvrdi usluge, i
8) objedinjavanje svih baza podataka u jedinstvenu bazu podataka.
Od nemerljivog su zna?aja prethodno prikupljeni podaci o svemu što bi
moglo pomo?i pri odre?ivanju kriterijuma, kao i njihova sistematizacija u
upotrebljivu bazu podataka. U tom smislu se koriste saznanja i podaci svih
poslovnih jedinica, ali i razli?iti javno objavljeni podaci, kao i podaci drugih
državnih organa i organizacija kao što su, npr., MUP, BIA, Vojska, Poreska
uprava, Narodna banka, Agencija za privredne registre i drugi.
3. Proces procene rizika













Slika 1 ? Proces upravljanja rizicima1
––––––––––
1 ISO TC 223/SC: Risk management – Guidelines on principle and implementation
of risk management.
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3.1. Identifikovanje rizika
Identifikovanje rizika obuhvata proces utvr?ivanja i prepoznavanja ele-
menata rizika koji su relevantni za ciljeve upravljanja rizicima, odnosno
procene rizika. Organizacija bi trebalo da identifikuje izvore rizika, doga?aje
ili niz okolnosti, kao i njihove potencijalne posledice. Cilj ovog koraka je
sastavljanje sveobuhvatne liste rizika, zasnovanih na doga?ajima i okolno-
stima koji mogu kreirati, omogu?iti, spre?iti, umanjiti ili usporiti ostvariva-
nje ciljeva. Sveobuhvatna identifikacija rizika je od suštinske važnosti jer se
rizik, koji u ovom stadijumu nije identifikovan, isklju?uje iz dalje analize.
Identifikacijom bi trebalo obuhvatiti sve rizike bez obzira na to da li organi-
zacija njima ve? upravlja. Rizici se uvek identifikuju u odnosu na odre?ene
ciljeve, odnosno procenjuje se šta je pretnja odre?enim vrednostima. Šti?ene
vrednosti organizacije možemo podeliti na: nominalne (ljudi, sredstva, ob-
jekti, instalacije, postrojenja, informacije...) i nenominalne (ugled, imidž,
moral...).
Bezbednost organizacije može biti narušena delovanjem pretnji spolja i
iznutra. Pretnje spolja mogu biti:
1) prirodne nepogode: zemljotresi, poplave, oluje, požari;
2) napadi: terorizam, paljevine, diverzije, kra?e, prevare, razbojništva,
industrijska špijunaža, kompjuterski kriminal, i
3) delovanje konkurencije.
Pretnje iznutra mogu biti:
1) kriminalne radnje zaposlenih (sabotaže, kra?e, utaje, prevare i sl.);
2) kompjuterski kriminal;
3) štrajk, i
4) tehnološke nepogode (požari, eksplozije, izlivanje otrovnih supstan-
ci...).
Pretnje mogu biti i kombinovane, a mogu?nost realizacije pojedinih
pretnji se može prikazati nivoom rizika.
Pri identifikovanju rizika veoma su bitne relevantne i ažurirane infor-
macije. To se odnosi na odgovaraju?e prethodne informacije o riziku uko-
liko je do njih mogu?e do?i. Oni koji imaju odgovaraju?a znanja tako?e bi
trebalo da budu uklju?eni u identifikovanje rizika. Nakon identifikovanja
onoga što bi moglo da se desi, neophodno je uzeti u razmatranje i uzroke i
scenarije koji pokazuju do kakvih posledica može do?i. Pri identifikovanju
rizika tako?e je važno uzeti u obzir i rizike u vezi s neiskoriš?enim prili-
kama.
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3.2. Analiza rizika
Analiza rizika pruža ulaznu informaciju za ocenu rizika i predstavlja us-
lov za odluku o tome da li je rizike potrebno tretirati, kao i koje su najprihvat-
ljivije strategije za tretiranje rizika. Analiza rizika obuhvata razmatranje uzro-
ka i izvora rizika, njihovih pozitivnih i negativnih posledica, kao i verovatno-
?u pojavljivanja tih posledica. Tako?e je potrebno identifikovati ?inioce koji
uti?u na pojavu posledica i verovatno?u njihovog pojavljivanja. Prema mestu i
pravcu delovanja, ti ?inioci se mogu podeliti na spoljne i unutrašnje.
Spoljni ?inioci predstavljaju aktivnosti razli?itih subjekata, doga?aja ili





Unutrašnji ?inioci predstavljaju aktivnosti razli?itih subjekata, doga-
?aja ili pojava, a fizi?ki se nalaze u krugu ili u prostorijama organizacije.
Unutrašnji faktori mogu biti:
a) istorija negativnih doga?aja;




?) koli?ina vrednosti u objektu – organizaciji;
e) dnevni broj stranaka, i
ž) postoje?e obezbe?enje.
Rizik se analizira tako što se odre?uju posledice i verovatno?a njegovog
nastanka, kao i ostale osobine rizika. Neki doga?aj može imati višestruke
posledice i višestruko ugroziti ciljeve organizacije. Tako?e, u razmatranje
treba uzeti postoje?e mere za kontrolu rizika i njihovu efikasnost.
Na?in na koji su verovatno?a nastanka rizika i njegove posledice izraže-
ni i na?in na koji se oni kombinuju s ciljem ocenjivanja stepena rizika vari-
ra?e u zavisnosti od tipa rizika i svrhe u koje ?e se izlazna informacija o pro-
ceni rizika koristiti. Svi oni moraju biti u skladu s kriterijumom rizika. Ta-
ko?e je važno razmotriti me?uzavisnost razli?itih rizika i njihovih izvora.
U analizi bi trebalo da budu razmotreni pouzdanost ocene rizika i njena
osetljivost na stvarne uslove i pretpostavke, kao i njeno delotvorno prenoše-
nje donosiocima odluka i ostalim zainteresovanim stranama ukoliko se tako
zahteva. ?inioci poput razmimoilaženja u mišljenjima stru?njaka ili ograni-
?enja u modelima treba da budu jasno predo?eni, pa ?ak i naglašeni.
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Analizi rizika treba pristupiti s razli?itim stepenom detaljnosti, što zavisi
od rizika, svrhe analize i dostupnih informacija, podataka i izvora. Analiza
se može podeliti na kvalitativnu, polukvantitativnu i kvantitativnu, ili može
predstavljati njihovu kombinaciju u zavisnosti od okolnosti. U praksi, kva-
litativna analiza se ?esto primenjuje kao prva da bi se došlo do opšte indika-
cije stepena rizika i otkrivanja najve?ih rizika. Kad god je to mogu?e, tre-
balo bi izvršiti i odre?eniju, kvantitativnu analizu rizika kao slede?i korak.
Posledice se mogu odrediti izradom modela ishoda nekog doga?aja ili
niza doga?aja, ekstrapolacijom iz eksperimentalnih studija ili dostupnih po-
dataka. Posledice se mogu izraziti u vidu merljivih i nemerljivih uticaja. U
nekim slu?ajevima, neophodno je raspolagati s više od jedne numeri?ke ili
opisne vrednosti da bi se precizirale posledice za razli?ito vreme, mesto,
grupe ili situacije.
3.3. Ocena rizika
Cilj ocene rizika je pomo? u donošenju odluka na osnovu rezultata ana-
lize rizika o tome kojim se rizicima treba baviti i o prioritetima u tretiranja
rizika.
Ocena rizika obuhvata pore?enje stepena rizika dobijenog na osnovu
analize i kriterijuma za rizike utvr?enim tokom razmatranja ?itavog kontek-
sta. Tako?e, treba razmotriti ciljeve organizacije i okolnosti do kojih može
do?i. U situacijama kada treba napraviti izbor izme?u opcija, on ?e zavisiti
od konteksta organizacije. Prilikom odlu?ivanja treba uzeti u obzir širi kon-
tekst rizika i toleranciju na rizike drugih organizacija od kojih organizacija
ima koristi. Odluke tako?e treba da uzmu u obzir zakonska ograni?enja.
Ukoliko se stepen rizika ne može tolerisati s obzirom na postavljeni
kriterijum za rizike, onda bi takav rizik trebalo tretirati, odnosno baviti se
njime.
U nekim uslovima, ocena rizika može dovesti do odluke o nastavku da-
lje analize. Ocena rizika može tako?e voditi i ka odluci o tome da se rizik
dalje ne ublažava ni na koji drugi na?in osim realizacijom postoje?ih mera
za tretiranje rizika. Ta odluka ?e zavisiti od odnosa organizacije prema rizi-
ku i kriterijuma za rizike koje je ona utvrdila.
4. Metodologija procene rizika
Da bi bilo uspešno i održivo, upravljanje rizicima bi trebalo da bude in-
tegrisano u organizaciju i da ima podršku menadžmenta. Koncept za uprav-
ljanje rizicima pomaže organizacijama da efikasno upravljaju rizicima pri-
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menom procesa upravljanja rizicima na razli?itim nivoima i u okviru speci-
fi?nih podru?ja organizacije. Takav koncept treba da omogu?i da se infor-
macije o riziku, nastale u okviru tog procesa, adekvatno procesuiraju i kori-
ste u donošenju odluka na relevantnim nivoima organizacije.
Aktivnom i sveobuhvatnom procenom rizika menadžment organizacije
treba da:
1) artikuliše i odobri politiku upravljanja rizicima;
2) obavesti sve zainteresovane strane o prednostima upravljanja rizici-
ma;
3) definiše indikatore performansi (uspeha) upravljanja rizicima koji
odgovaraju organizacionim performansama;
4) osigura podudarnost ciljeva upravljanja rizicima s ciljevima i strate-
gijom organizacije;
5) obezbedi zakonitost i saglasnost s pravnim aktima, i
6) obezbedi raspodelu potrebnih resursa za potrebe upravljanja rizicima.
Radi definisanja kriterijuma za procenu rizika (poglavlje 5), metodolo-
gija procene rizika treba da obuhvati slede?e:
1) kako ?e biti definisana verovatno?a;
2) kako ?e biti utvr?en nivo rizika;
3) kakvi su priroda i tipovi posledica koji se mogu pojaviti i kako ?e se
meriti;
4) nivo na kom rizik postaje podnošljiv/tolerancija rizika;
5) vremenski okvir verovatno?e i/ili posledice;
6) koji nivo rizika za-
hteva tretiranje, i
7) da li treba uzeti u
obzir kombinaciju više ri-
zika.
To je mogu?e posti?i
razumevanjem organizacije i










Slika 2 ? Grafi?ki prikaz metodologije
procene rizika
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Nivo rizika je u direktnoj zavisnosti od u?estalosti ponavljanja doga?a-
ja, ranjivosti sistema, odnosno postoje?eg stanja zaštite u sistemu i posledica
za sistem ako rizik preraste u negativan doga?aj. Nivo rizika se izra?unava
prema slede?em obrascu:
NR = V x P
V = U # R
P= Š # K, gde su:
NR – izra?unati (odre?eni) nivo rizika,
V – verovatno?a da odre?eni rizik rezultira negativnim doga?ajem,
P – posledice ili efekat koji negativan doga?aj ostavlja na vrednosti or-
ganizacije,
U – u?estalost ili frekvencija dešavanja (pojavljivanja),
R – ranjivost ili osetljivost organizacije na mogu?nost realizacije pretnji
i pretvaranja u negativan doga?aj,
Š – šteta, vrednost (veli?ina) ošte?enja šti?ene vrednosti na koju je ne-
gativan doga?aj ostavio posledice,
K – kriti?nost, vrednost ili važnost šti?ene vrednosti za organizaciju na
koju je negativan doga?aj ostavio posledice.
U?estalost se odnosi na ponavljanje odre?ene pretnje u odre?enom pe-
riodu. Može se stepenovati na slede?i na?in: 1 ? vrlo retko, 2 ? povremeno,
3 ? ?esto, 4 ? pretežno i 5 ? veoma ?esto.
Na primer: Organizacija je banka. U proteklom periodu je bila tri puta
napadnuta. U?estalost je 2 – povremeno.
Ranjivost predstavlja postoje?e stanje zaštite organizacije, odnosno
osetljivost organizacije na pretnje. Može se stepenovati na slede?i na?in: 1 ?
vrlo velika, 2 ? velika, 3 ? srednja, 4 ? mala i 5 ? vrlo mala.
Na primer: Organizacija je banka. Ima samo fizi?ko obezbe?enje. Ra-
njivost je 2 – velika.
Verovatno?a predstavlja kombinaciju u?estalosti dešavanja odre?ene
pretnje i ranjivosti organizacije u odnosu na datu pretnju. Može se stepeno-
vati na slede?i na?in: 1 ? retko, 2 ? malo verovatno, 3 ? umereno verovatno,
4 ? verovatno i 5 ? skoro sigurno.
Na primer: Organizacija je banka U proteklom periodu je bila tri puta
napadnuta. Ima samo fizi?ko obezbe?enje. U?estalost je 2 – povremeno. Ra-
njivost je 2 – velika. Verovatno?a je 3 – umereno verovatno.
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vrlo velika velika srednja mala vrlomala
RANJIVOST
U?ESTALOST 1 2 3 4 5
vrlo retko 1 3 2 1 1 1
povremeno 2 4 3 2 2 1
?esto 3 5 4 3 2 2
pretežno 4 5 4 3 3 3
stalno 5 5 5 4 3 3
Šteta je mera ošte?enja vrednosti i može biti izražena razli?itim stepe-
nima: 1 ? vrlo mala, 2 – mala, 3 – srednja, 4 ? velika i 5 ? vrlo velika.
Na primer: Organizacija je mala fabrika. Izvršen je fizi?ki napad. Na-
padom je nastala šteta u vrednosti od 1 000 dinara lomom stakala na ku?ici
?uvara. Šteta je 1 ? vrlo mala.
Kriti?nost je mera vrednosti, odnosno važnosti šti?ene vrednosti za or-
ganizaciju. Može se stepenovati prema slede?em: 1 ? vrlo velika, 2 – velika,
3 – srednja, 4 ? mala i 5 ? vrlo mala.
Na primer: Organizacija je mala fabrika. Izvršen je fizi?ki napad. Na-
padnuta je i ošte?ena ku?ica ?uvara. Kriti?nost je 5 ? vrlo mala.
Posledice predstavljaju efekat negativnog doga?aja na vrednosti organi-
zacije, a manifestuju se kao veli?ina gubitka (šteta) u odnosu na kriti?nost
šti?ene vrednosti. Posledica se može stepenovati prema slede?em: 1 ? vrlo
laka, 2 – laka, 3 ? srednje teška, 4 ? teška i 5 ? izrazito teška.
Na primer: Organizacija je mala fabrika. Izvršen je fizi?ki napad. Na-
padom je nastao gubitak u vrednosti od 1 000 dinara lomom stakala na ku-
?ici ?uvara. Napadnuta je i ošte?ena ku?ica ?uvara. Šteta je 1 ? vrlo mala.
Kriti?nost je 5 ? vrlo mala. Posledica je 1 – vrlo mala.
vrlo velika velika srednja mala vrlomala
KRITI?NOST
ŠTETA 1 2 3 4 5
vrlo mala 1 3 2 1 1 1
mala 2 4 3 2 2 1
srednja 3 5 4 3 2 2
velika 4 5 4 3 3 3
vrlo velika 5 5 5 4 3 3
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Prema nivou rizika svi procenjeni rizici se mogu svrstati u slede?e kate-
gorije:
1. vrlo mali rizik, zanemarljiv (NR = 1 i 2);
2. mali rizik (NR = 3, 4 i 5);
3. umereno veliki rizik (NR = 6, 8 i 9);
4. veliki rizik (NR = 10, 12, 15 i 16), i
5. izrazito veliki rizik (NR = 20 i 25).




VEROVATNO?A 1 2 3 4 5
retko 1 1 2 3 4 5
malo verovatno 2 2 4 6 8 10
umereno verovatno 3 3 6 9 12 15
verovatno 4 4 8 12 16 20
skoro sigurno 5 5 10 15 20 25
Procenjeni rizici se prema datoj kategorizaciji mogu svrstati u:
1) PRIHVATLJIVE (NR = 1, 2, 3, 4 i 5) i
2) NEPRIHVATLJIVE (NR = 6, 8, 9, 10, 12, 15, 16, 20 i 25).
Posle završenog procesa procene rizika sledi proces tretiranja rizika.
Izbor odgovaraju?e opcije za tretiranje rizika obuhvata balansiranje troš-
kova i napora u primeni opcije i koristi koja se može iz toga izvu?i.
Veliki broj opcija za tretiranje rizika može biti razmatran i primenjen
pojedina?no ili u kombinaciji. Organizacija može imati koristi od usvajanja
kombinacije opcija za tretiranje rizika.
Odluke treba da uzmu u obzir retke ali ozbiljne rizike koji mogu oprav-
dati akcije tretiranja rizika koje nisu opravdane (dozvoljene) prema strogo
ekonomskim pravilima.
Radi delotvornog tretiranja rizika, a na osnovu izvršene procene, potre-
bno je definisati:
? opcije za ublažavanje rizika,
? opcije za izvodljivost primenjenih strategija, i
? analizu odnosa cene i koristi.
4.1. Opcije za ublažavanje
Na osnovu stepena prihvatljivosti rizika, potrebno je odrediti strategije
kojima se tretira rizik. Mogu se primeniti slede?e strategije:
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1. Izbegavanje rizika tako što se ne?e po?eti ili nastaviti s aktivnoš?u
koja može dovesti do pojave rizika.
2. Traženje mogu?nosti tako što ?e se po?eti ili nastaviti s aktivnoš?u
koja može dovesti do manjeg rizika ili ga održati.
3. Uticaj na verovatno?u.
4. Uticaj na posledice.
5. Podela rizika s još jednom ili više strana.
6. Zadržavanje rizika, svesnim izborom ili nesvesno.
4.2. Opcije izvodljvosti
Svaka opcija za tretiranje rizika treba da bude uzeta u obzir prema
etapama procene rizika. Analiza svake opcije mora uzeti u obzir i cenu
koštanja izmene procedura ili proizvoda u skladu s merama za tretiranje
rizika.
Na primer: Postoji realna opasnost od kra?a u prodavnicama malopro-
daje. Mogu?a strategija kojom se eliminiše rizik je zatvaranje prodavnica i
onemogu?avanje ulaska lopova. Predložena strategija nije dobra zato što
zatvaranjem prodavnica onemogu?avamo ulazak redovnih mušterija i time
ugrožavamo posao.
Dakle, potrebno je prona?i strategiju koja ?e omogu?iti normalno funk-
cionisanje s jedne strane, a spre?iti ili svesti na minimum mogu?nost kra?a s
druge strane.
4.3. Analiza cena/korist
Analiza cena/korist je poslednji korak u sprovo?enju procene rizika s
obzirom na preduzete strategije za tretiranje rizika. Potrebno je utvrditi koli-
ka je stvarna cena koštanja primene predloženih opcija za tretiranje rizika i
odrediti veli?inu finansijskih i drugih troškova koji nastaju primenom pred-
loženih mera.
Na primer: Nema smisla potrošiti 100 000 dinara za sigurnosnu opremu
za spre?avanje kra?e robe vredne 1 000 dinara, naro?ito ako se rizik od
kra?e može preneti na osiguravaju?u ku?u.
5. Kriterijumi za procenu rizika
U tabeli 1 su prikazani kriterijumi za kategorisanje rizika, prora?unavanjem
rizika na osnovu vrednosti verovatno?e nastupanja doga?aja i vrednosti mogu-
?ih opasnih posledica doga?aja.
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Tabela 1 ? Kriterijumi za kategorisanje rizika
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Materijalna šteta koja prela-
zi iznos od 450 000 dinara,
ili izazivanje opasnosti za
život ili telo ljudi ili za
imovinu srednjeg obima, ili
narušavanje poslovnog
ugleda ili kreditne sposob-
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zi 1 500 000 dinara, ili iza-
zivanje opasnosti za život ili
telo ljudi ili za imovinu ve-
?eg obima, ili odavanje po-






Materijalna šteta koja prela-
zi iznos od 5 000 000 dina-
ra, ili izazivanje opasnosti
za život ili telo ljudi ili za
imovinu ve?eg obima, ili
odavanje poslovne tajne iz




Stepen rizika se dobija mno-
ženjem broj?anih vrednosti
verovatno?e nastupanja opas-
nosti i posledice, i to za svaku
stavku iz Liste rizika organi-
zacije.
6. Integralno upravljanje rizikom
Otkada je središte procene rizika pomereno s rizika koji poti?u iz jednog
izvora (npr., ispuštanje toksi?nih materija iz industrijskog postrojenja s veli-
kim lokalnim posledicama) ka višestrukim izvorima rizika (kao što je ispu-
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štanje karbon-dioksida s globalnim posledicama za životnu sredinu), poras-
tao je zna?aj interdisciplinarnog pristupa. Konvencionalni pristup upravlja-
nju rizicima, koji je uglavnom vezan za disciplinarnu podvojenost, zamenjen
je holisti?kim i integrisanim pristupom. Eliminisanje jednog izvora opasno-
sti može generisati drugu opasnost. Daglas daje primer azbesta, ?iji je pro-
nalazak pra?en velikim publicitetom kao sredstvom prevencije od požara
(Douglas, 1985). Mnogo godina kasnije, otkrivena su štetna dejstva azbest-
nih vlakana kao izvora plu?nih bolesti.
L. Drenan i A. Makonel uo?avaju da, koliko god da su precizne procene
rizika, ne može se zanemariti ?injenica da su prihvatljivost i tolerantnost na
pojedina?ne opasnosti u krajnjem odre?eni ljudskim ?iniocem. S druge stra-
ne, industrijski i društveni razvoj podrazumevaju da se rizici neprestano me-
njaju. Pomenuti primeri imaju veliki uticaj na razvoj metodologije procene
rizika. Nastupanjem internih i eksternih doga?aja kontekst i znanje se me-
njaju, pristupa se monitoringu i reviziji, neki rizici se poja?avaju i izbijaju na
površinu, dok se drugi umanjuju. Organizacija bi morala da obezbedi proces
upravljanja rizicima koji ?e mo?i da kontinuirano detektuje i odgovara na
promene.
Kao rezultat prethodnog uvi?anja, potrebno je sve rizike predstaviti na
integralnoj mapi rizika, što je izvanredan alat koji omogu?ava ve?u pregled-
nost i sistemati?nost rizika i opasnosti, a naro?ito bolju komunikaciju s dru-
gim linijama i nivoima menadžmenta. Što je još važnije, mape rizika omo-
gu?avaju da se lakše uo?e veze izme?u rizika i opasnosti, a time i interdisci-
plinaran uvid u carstvo rizika, s naglaskom na kontinuirani razvoj metoda
procene rizika.
7. Zaklju?ak
Sve aktivnosti organizacije uklju?uju rizike kojima se mora upravljati.
Proces upravljanja rizicima doprinosi odlu?ivanju tako što uzima u obzir
neizvesnost i mogu?nost pojave budu?ih doga?aja i okolnosti i njihov uticaj
na prihva?ene ciljeve. Iako je praksa upravljanja rizicima razvijana tokom
vremena i u domenu razli?itih sektora kako bi zadovoljila razli?ite potrebe,
njen opšti okvir, sastavljen od osnovnih elemenata, može doprineti deletvor-
nom i koherentnom upravljanju rizicima u organizaciji.
Pristup upravljanju rizicima opisan u ovom radu može biti upotrebljen u
okviru širokog spektra razli?itih konteksta, kao što su projekti, funkcije,
imovina, proizvod ili aktivnost. Izbor odgovaraju?eg pristupa upravljanju ri-
zicima podrža?e i oja?ati veze izme?u odre?enih proizvoda, aktivnosti ili
funkcija i opštih ciljeva organizacije. To zna?i da su razumevanje i pozna-
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vanje neke organizacije, njenih procesa, ciljeva, kulture i konteksta u kome
deluje uslov za upravljanje rizicima.
Ni najbolja metodologija procene rizika ne donosi sama po sebi rezul-
tate. Upravljanje rizikom mora biti prihva?eno kao deo rutinskih poslova or-
ganizacije i obaveza svakog pojedinca i poslovne funkcije. Upravo to ovaj
posao razlikuje od ostalih, kao što su  upravljanja ljudskim resursima, finan-
sijama, marketingom i sli?no, gde je preciziran delokrug rada.
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APPROACH TO RISK ASSESSMENT METHODOLOGY
Summary
All single organization has to provide risk management process to en-
able continuosly detection and response to changes in dynamical environ-
ment. This paper describes common risk assessment metodology and can be
apply to any activity, decision and operation of public, private and societal
enteprises, assossiations, group or person. However, applying this metodol-
ogy includes certain precondition this paper presents as well.
