Rancang Bangun Sistem "Passwle" Berbasis Siamese Neural Network by Adrian Mahalim, Jason
i 
 
RANCANG BANGUN SISTEM “PASSWLE” BERBASIS 

















PROGRAM STUDI TEKNIK KOMPUTER 
FAKULTAS TEKNIK DAN INFORMATIKA 








PERNYATAAN TIDAK MELAKUKAN PLAGIAT 
 
Dengan ini saya : 
 Nama : Jason Adrian Mahalim 
 NIM : 00000023765 
 Fakultas : Teknik dan Informatika 
 Program Studi : Teknik Komputer 
 
Menyatakan bahwa tugas akhir yang berjudul “Rancang Bangun Sistem “Passwle” 
Berbasis Siamese Neural Network” ini adalah karya ilmiah saya sendiri, bukan 
plagiat dari karya ilmiah yang ditulis oleh orang lain atau lembaga lain, dan semua 
karya ilmiah orang lain atau lembaga lain yang dirujuk dalam tugas akhir ini telah 
disebutkan sumber kutipannya serta dicantumkan di Daftar Acuan. 
Jika di kemudian hari terbukti ditemukan kecurangan / penyimpangan, baik dalam 
pelaksanaan tugas akhir maupun dalam penulisan laporan tugas akhir, saya bersedia 
menerima konsekuensi dinyatakan TIDAK LULUS untuk mata kuliah Tugas Akhir 
yang telah saya tempuh. 
Jakarta, 1 Mei 2021 
 











HALAMAN PENGESAHAN TUGAS AKHIR 
 
Laporan Kerja Magang dengan Judul 
 
RANCANG BANGUN SISTEM “PASSWLE” BERBASIS 
SIAMESE NEURAL NETWORK 
 
Oleh 
Nama : Jason Adrian Mahalim 
NIM : 00000023765 
Fakultas  : Teknik dan Informatika 
Program Studi : Teknik Komputer 
 
Telah diujikan pada hari Jumat, tanggal 18 Juni 2021 dan dinyatakan lulus dengan 
susunan Tim Penguji sebagai berikut, 
Ketua Sidang Dosen Pembimbing Dosen Penguji 
   




Nabila Husna Shabrina, 
S.T., M.T. 
   
Disahkan Oleh, 
Ketua Program Studi Teknik Komputer 
 


























“No matter how devastated you may be by your own weakness or uselessness, set 
your heart ablaze. Grit your teeth and look straight ahead.” 







Puji syukur kepada Tuhan Yang Maha Esa karena tanpa berkat-Nya, saya tidak bisa 
menyelesaikan laporan tugas akhir dengan judul “Rancang  Bangun Sistem 
“Passwle” Berbasis Siamese Neural Network”. Penulis juga tidak lupa untuk 
mengucapkan terima kasih kepada : 
1. Dr. Ninok Leksono M.A, Rektor Universitas Multimedia Nusantara, yang 
memberikan inspirasi bagi penulis untuk berprestasi, 
2. Dr. Eng. Niki Prastomo, S.T., M.Sc., Dekan Fakultas Teknik dan Informatika 
Universitas Multimedia Nusantara, 
3. Samuel Hutagalung, M.T.I., Ketua Program Studi Teknik Komputer Universitas 
Multimedia Nusantara, 
4. Aminuddin Rizal, S.T., M.Sc., yang membimbing penulis selama penulisan 
laporan tugas akhir sehingga bisa menulis laporan dengan baik dan benar. 
5. Kepada Kevin Sherdy Lieanto, Filipus Samuel dan Muhamad Aliefian R. yang 
telah membantu dan menjadi teman seperjuangan selama penulis mengerjakan 
tugas akhir. 
 Semoga laporan tugas akhir ini bisa menjadi manfaat dan inspirasi bagi 
pembaca di kemudian hari. 







RANCANG BANGUN SISTEM “PASSWLE” BERBASIS 
SIAMESE NEURAL NETWORK 
ABSTRAK 
 
Keamanan merupakan hal yang paling penting bagi kita semua dan hampir 
semua gawai atau website menggunakan sistem keamanan. Sistem keamanan 
seperti password dan passcode banyak kita temukan di kehidupan nyata, namun 
sistem keamanan tersebut memiliki banyak celah dan memiliki banyak metode 
untuk meretas sistem keamanan tersebut. Melihat masalah tersebut, penulis 
memiliki solusi dengan membuat sebuah sistem keamanan Graphical Password 
dengan metode recall-based technique bernama "Passwle". Sistem "Passwle" 
sendiri di desain dengan bahasa pemrograman Python versi 3.7.10 dengan 
menggunakan Siamese Neural Network untuk proses training dan prediksi sistem. 
Dataset yang digunakan untuk melakukan training adalah Omniglot Dataset. Untuk 
bagian frontend, digunakan Node.js untuk menampilkan UI dan berkomunikasi 
dengan backend, bagian backend menggunakan Flask Framework untuk 
menyediakan API dan melakukan prediksi pada Google Colaboratory dan bagian 
database menggunakan Google Drive untuk menyimpan password yang digunakan 
oleh pengguna. Setelah dilakukan pengujian, sistem "Passwle" masih belum bisa 
digunakan sebagai alternatif dari sistem keamanan yang sudah ada, karena sistem 
"Passwle" sendiri masih memiliki waktu proses yang cukup lama dibandingkan 
dengan sistem keamanan konvensional lainnya dimana sistem passwle memakan 
waktu selama 4,35 detik untuk melakukan sign up dan 18,88 detik untuk melakukan 
sign in jika dirata-rata dan keamanan yang dinilai masih sangat kurang untuk sisi 
pengguna dan sistem dimana penyerangan keamanan sisi pengguna dengan metode 
social engineering mendapatkan tingkat keberhasilan sebesar 92%.  
 












 Security is one of the important aspect in our life. Almost every gadgets 
and websites in this world use some security measure like password and passcode. 
with every security measure there are some security fault and many hacking method 
to attack said security measure. To answer those problem "Passwle" system which 
is a Graphical Password with recall-based technique is created.  "Passwle" system 
created by using Python version 3.7.10 as the programming language with Siamese 
Neural Network for training and prediction process and using Omniglot Dataset as 
the dataset. For the frontend, Node.js is used to deliver the User Interface and 
communicate with the backend, backend side use Flask Framework to provide the 
API and predicting the image that used as password in Google Colaboratory and 
Google Drive is used for the database. After some testing, "Passwle" system 
currently can not be used as an alternative to the current security measure, because 
the process time for sign in and sign up is significantly longer than conventional 
security measure which take average 4.35 seconds for sign up and 18.88 seconds 
for sign in process and there are some major flaw in the user-side security which 
have 92% success rate for Social engineering attack and system-side security flaw. 
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