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Введение 
Социальные сети – достаточно крупный источ-
ник эмпирических данных, потенциально интерес-
ный многим исследователям. С одной стороны, 
огромное количество пользователей оставляет 
«цифровые следы» [1], при анализе которых фор-
мируется возможность моделирования обществен-
ных процессов и явлений разного уровня [2-3]. С 
другой стороны, количество данных, генерируе-
мых пользователями в ежедневном режиме в доста-
точной степени затрудняет проведение их ком-
плексного анализа. 
Проблемная ситуация заключается в том, что 
исследователи, как правило, идут по пути анализа 
сообщений и иной активности отдельных пользо-
вателей и групп [4-5]. При этом не уделяется доста-
точного внимания систематизации описания про-
цесса распространения данных в общественных си-
стемах, их преобразования в информацию и, в ко-
нечном счете, в действия или бездействие отдель-
ных людей или групп людей в определенных «точ-
ках» общественных процессов. 
Целями настоящей работы является (1) краткий 
обзор традиционного подхода к визуальной анали-
тике данных и (2) разработка собственной мето-
дики интеллектуальной обработки сообщений 
пользователей социальных сетей и визуализации 
полученных данных.  
 
Существующие методы визуализации данных 
Традиционным подходом для облегчения про-
цедуры анализа данных является их визуализация, 
как правило в виде графов [6-7]. Данную модель 
можно разделить на два уровня: (1) «объект-связь-
объект» (иногда «процесс-связь-процесс») и (2) 
«класс-кластер-множество связей-множество дру-
гих кластеров-множество других классов». Первый 
уровень обобщения (практический) является более 
низким – на нем мы можем увидеть лишь связи 
между отдельными объектами. При переходе на 
второй уровень (системный) для каждого объекта 
на необходимом исследователю уровне проводится 
классификация – выделяются свойства каждого 
класса и определяется принадлежность всех объек-
тов к определенному из них. Затем, согласно задан-
ным свойствам проводится кластеризация – упоря-
дочивание объектов в сравнительно однородные 
группы.  
Данный подход дает определенные результаты, 
однако имеет известные ограничения для примене-
ния процессного подхода к анализу общественных 
систем. Главным его недостатком с точки зрения 
классического системного анализа [8] является ис-
пользование только моделей «состава» и «струк-
туры». При этом отсутствие инструмента модели 
«черного ящика» не позволяет получать комплекс-
ное понимание протекающих в обществе процес-
сов и явлений. 
 
Методика обработки сообщений пользователей 
Предлагаемая модель, на уровне отдельных со-
общений так же является двухуровневой, декомпо-
зируется по следующему принципу: (1) «объект с 
вектором-связь- объект с вектором» и (2) «класс с 
вектором-кластер с общим вектором-множество 
межкластерных связей-множество других класте-
ров с вектором-множество других классов с векто-
ром». 
Для апробации методики из социальной сети 
Twitter программным способом был осуществлен 
сбор 360 сообщений («tweet») без учета повторных 
публикаций («retweet») для дальнейшего анализа. 
Ниже приведено одно из таких сообщений, на ко-
тором будет показана методика его обработки.  
 
(Sun Sep 09 19:29:52 +0000 2018) «Судя по со-
общениям, вот такие «вежливые человеки» 
пытались сегодня провоцировать на «экстре-
мизм» в Оренбурге. Рядом в темных очках 
оперативник ЦПЭ в штатском. Странно, что 
нормальные менты «в форме» не привлекли 




В первую очередь необходимо выделить объ-
екты, описанные в сообщении: (1) вежливые чело-
веки, (2) «объекты, симулирующие экстремизм», 
(3) «Центр противодействия экстремизму» (ЦПЭ), 
(4) «нормальные менты». 
На втором этапе установим связи между объек-
тами. Очевидным образом группы (1, 3-4) из 
предыдущего абзаца связаны между собой. Группы 
«объектов, симулирующих экстремизм» связаны 
между собой через набор хештегов «#9сентября» и 
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«#Оренбург». Данная связь, по сути, является со-
бытийной «точкой» в одном из множества протека-
ющих в обществе процессов.  
Далее выделим инструменты воздействия: (1) 
симуляция экстремизма, (2) снижение уровня це-
лостности, а значит и устойчивости целевой си-
стемы.  
Представим концептуальную визуализацию по-
лученных данных – рисунок 1. 
Рис. 1. Концептуальная визуализация обработан-
ных данных 
Легенда: (1) Общественная система (ОС), «симу-
ляторы экстремизма», (2) ОС «Силовые струк-
туры»: 2.1 «Вежливые человеки»,  
2.2 «Оперативник ЦПЭ», 2.3 «Менты «в форме» 
На представленном рисунке видно – множество 
объектов общественной системы, «симуляторы 
экстремизма» ведет деструктивное воздействие на 
другую – «Силовые структуры» с помощью пере-
численных выше инструментов. Для более деталь-
ного описания взаимодействия конкретных обще-
ственных систем необходим анализ существенно 
большего объема данных.   
 
Заключение 
Разработанная методика обработки сообщений 
пользователей в социальных сетях является уни-
версальной и подходит для выявления и прогнози-
рования трех видов информационного воздействия 
– позитивного, нейтрального и деструктивного. 
Разработка методики опиралась на инструмента-
рий институциональной теории [9], процессного 
подхода, многомерного моделирования, а также 
концепции целеустремленных систем [10]. 
Описание процесса автоматизированного сбора 
данных, их обработки и анализа безусловно необ-
ходимо для проверки работоспособности гипотез, 
выдвигаемых в настоящей работе. В рамках про-
должения работ по данной тематике на следующем 
этапе планируется осуществлять автоматизацию 
моделирование цепочки генерации, диффузии воз-
действующего контента и реакции на него социаль-
ных систем. Это поможет выявить объекты и субъ-
екты воздействия и, в конечном счете, один из зна-
чимых общественных процессов. 
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