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ABSTRAK 
 
Tujuan penelitian adalah menganalisa dan merancang suatu jaringan antar 
cabang pada suatu perusahaan yang dapat dimanfaatkan perusahaan tersebut untuk 
meningkatkan kinerja dan performa perusahaan dalam melaksanakan proses 
bisnisnya.Metode Penelitian yang digunakan dalam penulisan ini adalah studi 
kepustakaan dan survei. Studi kepustakaan dilakukan dengan mengumpulkan dan 
mempelajari bahan-bahan yang berhubungan dengan penelitian ini, baik yang berasal 
dari buku maupun yang berasal dari internet. Survei dilakukan dengan melakukan 
wawancara terhadap pihak perusahaan, serta melakukan peninjauan ke lapangan. 
Hasil yang dicapai adalah suatu rancangan jaringan antar cabang (WAN) berbasiskan 
Virtual Private Network (VPN) yang menghubungkan jaringan pada kantor pusat 
dengan jaringan pada kantor divisi dan cabang di daerah. Dengan hasil yang dicapai 
ini, diharapkan agar sistem yang baru dapat mendukung dan melengkapi sistem yang 
sudah berjalan dimana informasi akan dapat disampaikan dengan lebih aman dan 
efisien. 
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