







































































































































































Debido   al   creciente   uso   que   la   humanidad   hace   de   Internet   y   al   desaprovechamiento   de   las 
direcciones   IPv4   en   los   comienzos   de   la   tecnología,   dentro   de   pocos   años   se   agotarán   las 
4294967296 direcciones  con  las  que cuenta  el  protocolo.  Para solucionar  este  problema,   se  ha 
ideado una  nueva versión del  protocolo  con un espacio  de direcciones  muchísimo mayor,  para 
hacernos  una   idea,   con   la  nueva versión  habrá  667134927874467426204 direcciones  por  metro 
cuadrado de la tierra.
Por desgracia, el nuevo protocolo no se está adoptando con la rapidez que sería deseable, ya que las 
grandes   compañías   de   telecomunicaciones   son   reacias   a   cambiar   un   protocolo   que   funciona 
perfectamente.

























































de   Internet   (IPv6)   que,   además   de   solucionar   el   problema   de   escasez   de   direcciones,  mejora 
notablemente otras características de la versión 4.

















TunnelBrokerRouter   y   serán   los   propios   administradores   del   TunnelBroker   los   encargados   de 
mantenerlos. 

























































Una   característica   esencial   de   las  máquinas   virtuales   es   que   los   procesos   que   ejecutan   están 








física   subyacente  multiplexarse   entre  varias  máquinas  virtuales,   cada  una  ejecutando  su  propio 
sistema operativo.  A  la  capa  de  software que permite   la  virtualización se  la   llama monitor  de 








































En cuanto a VirtualPC,  llegó  un momento en el  que se descartó  ya que debía correr sobre un 
Windows y esto suponía añadir una nueva”capa”  entre varias máquinas.

















User­Mode­Linux   proporciona   una  máquina   virtual   que   puede   tener  más   recursos   hardware   y 
software virtuales que la máquina actual, la máquina física. El almacenamiento en disco para la 
máquina virtual está contenido completamente en un único fichero en la máquina física. Se puede 














































El   Protocolo   de   Internet   provee   un   servicio   de   datagramas   no   fiable.   IP   no   provee   ningún 
mecanismo  para  determinar   si   un   paquete   alcanza  o   no   su  destino   y  únicamente   proporciona 
seguridad (mediante checksums o sumas de comprobación)  de sus cabeceras y no de los datos 












cuadrado de  la  superficie  de  la  Tierra   la  colosal  cifra  de  670.000 millones  de  direcciones  IP), 
muchas más direcciones que las que provee IPv4 con 32 bits. 
Las versiones de la 0 a la 3 están reservadas o no fueron usadas. La versión 5 fue usada para un 















Los   sitios   de   Internet   que   por   su   naturaleza   necesitan   estar   permanentemente   conectados, 
generalmente tienen una dirección IP fija (se aplica la misma reducción por IP fija o IP estática), es 










































































































































UNIX   a   otra   sin   problemas,   sin   necesidad   de   retocar   nada,   salvo   que   se   utilicen   llamadas   a 
programas muy concretos  específicos  de  una versión de UNIX. Otra ventaja  es   la   facilidad de 
lectura e interpretación.


























































ip tunnel add interfazHacia2 mode sit remote 192.168.0.3 local 192.168.1.1 ttl 
255
ip link set interfazHacia2 up
ip addr add 192.168.1.1 dev  interfazHacia2


















ip tunnel add interfazHacia1 mode sit remote 192.168.0.1 local 192.168.0.3 ttl 
255
ip link set interfazHacia1 up
ip addr add 192.168.2.3 dev  interfazHacia1
ip route add 192.168.1.0/24 dev  interfazHacia1
Y cuando vaya a eliminar el túnel del encaminador 1: 
ip link set interfazHacia2 down







La   estación  de   trabajo   envía   la   solicitud   al   encaminador  más   cercano,   es   decir,   a   la   pasarela 




























Es   el   componente   más   popular   construido   sobre   Netfilter.   Iptables   es   una   herramientas   de 
























cadenas  definidas  por  usuarios  dentro de  cualquier   tabla.   Inicialmente,   todas   las  cadenas  están 
vacías y tienen una política de destino que permite que todos los paquetes pasen sin ser bloqueados 
o alterados.
• filter   table  (Tabla   de   filtros,   que   ha   sido   la   que   hemos  modificado):   Esta   tabla   es   la 
responsable del filtrado (es decir, de bloquear o permitir que un paquete continúe su camino). 
Todos   los   paquetes   pasan   a   través   de   la   tabla   de   filtros.  Contiene   las   siguientes   cadenas 
predefinidas y cualquier paquete pasará por una de ellas: 
 INPUT chain (Cadena de ENTRADA): Todos los paquetes destinados a este sistema 
atraviesan   esta   cadena   (y   por   esto   se   la   llama   algunas   veces   LOCAL_INPUT   o 
ENTRADA_LOCAL) 
 OUTPUT chain (Cadena de SALIDA): Todos  los  paquetes  creados  por este  sistema 




• nat   table  (Tabla   de   traducción   de   direcciones   de   red):   Esta   tabla   es   la   responsable   de 





















Un   bridge   conecta   dos   segmentos   de   red   como   una   sola   red   usando   el  mismo   protocolo   de 
establecimiento de red.
Funciona   a   través   de  una   tabla   de  direcciones  MAC detectadas   en   cada   segmento   a   que   está 
conectado. Cuando detecta que un nodo de uno de los segmentos está intentando transmitir datos a 
un nodo del  otro,  el  bridge copia  la   trama para  la  otra  subred.  Por  utilizar  este mecanismo de 
aprendizaje automático, los bridges no necesitan configuración manual.






























































• Mediante   una   página   web,   siempre   se   puede   acceder   desde   cualquier   parte   del   mundo 
simplemente utilizando un navegador, mientras que con una aplicación compilada,  hay que 
asegurarse  de  disponer  de  un  sistema compatible,   instalarla  y   configurarla   antes  de  poder 
conectarse.




• Implica   la   instalación  de  un   servidor  web,   desventaja   que  no   es   tal   ya  que,   como   se  ha 




















te   da   ninguna   funcionalidad   completamente   implementada,   simplemente   provee   de   clases   y 

































El sitio (front end) es  la parte de la web a  la que los clientes podrán acceder,  mientras que la 





































































































































Hay   que   resaltar   que   el   administrador   no   debería  manipular   las   conexiones   ya   que  ése   es   el 
cometido del TunnelBrokerServer (programa del servidor). Por ejemplo, si se borra una conexión de 
las base de datos mediante la interfaz web, habría que borrar manualmente los túneles tanto del 



















































hecho,   ni   siquiera   verán   los   usuarios   de   tipo   súper   administrador   en   el   administrador   de 
usuarios. 
• Súper administrador (Super Administrator):  Los súper  administradores  tienen el  mismo 
poder que un root en un sistema tradicional Linux y disponen de posibilidades ilimitadas para 
ejecutar todas las funciones administrativas de Joomla!. Sólo los súper administradores tienen 










































































































































• TunnelBrokerClient   (TB­C):  Se   instala  en  la   red  configurada  por  el  usuario.  El   terminal 































TCP maneja  las  conexiones de extremo a extremo.  Añade toda  la   funcionalidad necesaria  para 
permitir una conexión fiable entre los dos extremos a comunicar. Dicha comunicación estará libre 

















comunicación,  el  programa servidor.  En la  siguiente  imagen se muestra  un ejemplo de cliente­
servidor implementado con sockets:
Un socket es un descriptor existente en el cliente y en el servidor, que sirve en última instancia para 



































Ataque   consistente   en   impedir   que  un   recurso   en   una   red   sea   inaccesible   a   los   usuarios   que 
pretenden utilizarlo.

















distinta  cada  conexión que  establecen  entre  ellos,  de   tal  modo que un mensaje  cifrado en una 
conexión, no valdrá tiempo después puesto que será necesario rehacer el handshake.
Comunicación segura




SSL   encaja   perfectamente   en   el   diseño   planteado   para   las   aplicaciones   implementadas   en   el 
proyecto. Las aplicaciones que se han desarrollado utilizan la arquitectura cliente­servidor para el 
intercambio de datos. Dicha arquitectura se ha basado completamente en la utilización de sockets 
implementados   con   el   protocolo   TCP:   orientado   a   conexión,   que   garantiza   de   esta   forma   la 
transmisión y el orden de llegada de los datos. 
El uso del protocolo UDP se desestimó desde un principio por no aportar características que se han 
considerado   fundamentales.   La   necesidad   de   asegurar   la   correcta   recepción   de   los  mensajes 
intercambiados entre aplicaciones hace que la garantía que ofrece la forma de funcionar de TCP 









































(versión   0.9.8)   soporta   los   protocolos   de   seguridad   de   red   Secure   Sockets   Layer   v2/v3 
(SSLv2/SSLv3) y Transport Layer Security v1 (TLSv1).
Certificados 





























































• El   servidor   devuelve   el   algoritmo   elegido,   su   certificado,   su   clave   pública   y   un   número 















































































































































sistema.  Este   segundo  demonio   es   el  que  utilizan   las   aplicaciones  TB a   través  de   la 
cabecera syslog.h que incluye el sistema en '/usr/include'. Es una forma realmente sencilla 
y eficaz de trazas los procesos. Durante las pruebas del desarrollo se ha utilizado mucho el 












































Actualmente   el   certificado   digital   de   TB­C   se   utiliza   para   garantizar   la   seguridad   en   la 
comunicación   con   TB­S,   no   para   autenticar   al   cliente.   TB­S   no   comprueba   la   firma   del 
certificado de TB­C, únicamente lo utiliza para cifrar/descifrar los datos puesto que en estos datos 
es donde el usuario introduce su login y contraseña con la cual se autentifica. Podría haber sido 































En este caso,   los  túneles deberán crearse a partir  de la dirección pública con las que cualquier 
cliente accede a internet, puesto que, obviamente, los encaminadores no tendrán acceso a la red 
privada donde pueda encontrarse un cliente.



























y   que   ejecutan   un   agente   pueden   ser   de  muy   diverso   tipo:   routers,   modems,   switches, 
impresoras, otros PCs, etc.
En   el   caso   de   un   router,   las   variables   que   irán   actualizándose   pueden   ser,   por   ejemplo: 
interfaces   activos,   bytes   emitidos,   bytes   recibidos,   dirección   IPv4   pública,   ...   Esta  última 
variable ha sido el motivo por el cual se ha probado la utilización de SNMP en las aplicaciones 
del proyecto.
Para   el   análisis   de   las   posibilidades   que   ofrece   SNMP   se   han   utilizado   las   aplicaciones 









































































































MySQL   ha   sido   elegido   para   este   proyecto   frente   al   resto   de   alternativas   dada   la 
familiaridad   del   equipo   con   ella   así   como   la   cantidad   de   recursos   y   documentación 
existente en la red (aunque tampoco las alternativas planteadas escasean en documentación 





























• No existen   tipo  de  datos   para  SQLLite,   lo   cual  puede  entrañar  problemas  durante   la 
codificación (aunque esta característica tampoco es determinante, de hecho la aplicación 
web del proyecto está desarrollada con PHP, lenguaje que no es fuertemente tipado).
• Una característica de   mayor  importancia es que las  transacciones en la base de datos 























• Si   la  acción a  realizar  es   'Up',   se  creará  una  túnel  SIT con el  cliente  especificado por   la 























































































































































































































































































































































































































































































































































































































La aplicación deberá  ser segura, para ello el  cliente deberá  autenticarse 
con una conexión cifrada.
La   aplicación   deberá   tener   una   interfaz   gráfica   con   la   que   se   pueda 
gestionar a clientes, encaminadores destino y prefijos.
Con este proyecto, los clientes podrán tener configurada su red con IPv6 sin 







































































La   segunda   forma,   depende   de   un   tercero,   y   puede   no   estar   siempre 
disponible. Además, pueden surgir problemas si se utiliza un proxy. 
Operaciones paralelas




















































previamente,   se   considerará   necesaria   para  el   correcto   funcionamiento  del 
sistema la utilización de alguno de los sistemas operativos descritos. Siendo 
recomendable  su  uso en un sistema GNU/Linux basado en  la    distribución 
Debian.
2.6. Requisitos Futuros



















Si   por   algún  motivo,   el   cliente   no   puede   obtener   la   información 
requerida   por   ninguno   de   los   2  medios,   la   aplicación   no   podrá 






se  configure  automáticamente,   bastará   con  mostrar   al   usuario   el 
rango asignado para que éste realice la configuración manualmente 
empleando las ordenes adecuadas a su S.O..
3. El   sistema   debería   crear   automáticamente   túneles   SIT   con   la 
dirección IPv4 del  encaminador destino que  le mande el  servidor. 
Cuando   existan   cambios   en   la   IPv4   pública   del   cliente,   deberá 
rehacer el túnel con la dirección IPv4 destino, y avisar a través de 
una conexión segura (SSL) al servidor del cambio producido para 














1. Deberá   implementar   una   interfaz  web  que  permita   el   registro  de 
usuarios. Deberá funcionar con una conexión segura (https). Deberá 
insertar en la BDD el nuevo usuario, y generarle un prefijo si éste lo 
desea.  Además,  deberá  permitir  al  usuario  consultar  sus  datos  y 













1. Deberá   estar  preparado  para   recibir   los  avisos  del   servidor  para 
crear o regenerar el túnel con el cliente. Si no se instala el programa 
en   el   encaminador   destino,   la   comunicación   no   podrá   realizarse 
bidireccionalmente a través de los túneles. Deberá avisar al servidor 
de que el túnel ha sido hecho o rehecho.
2. Si   se   quiere   comunicar   con   otros   encaminadores   destino,   el 
administrador   tendrá   que  configurarlo   ya  que   la  aplicación  no  se 
encarga de dicha configuración.










servicio ni   tampoco para modificar  la configuración en el servidor. De forma 
muy resumida el programa cliente se ocupa de detectar la IP pública, rehacer 













de   bases   de   datos,   Servidor  Web,   etc.)   la   configuración   se   realizará 

















configuración,   de   ser   necesaria,   se   hará   a   través   de   un   fichero   de 
configuración.
3.1.4 Resto de aplicaciones
Para   el   buen   funcionamiento   de   la   aplicación,   es   necesario   utilizar 
componentes externas al proyecto, como por ejemplo, el servidor web apache, 
el sistema gestor de base de datos Mysql, etc.
Todas  las  componentes  utilizadas,  se  distribuyen con su  propia   interfaz, 



























El   demonio   deberá   crear   una   conexión   segura   (SSL)   con   el   servidor   y 

















Adicionalmente,   el   cliente   podrá   borrar   el   prefijo   IPv6   que   se   le   haya 
asignado y modificar el tiempo de vida del mismo.













El   servidor   deberá   tener   instalado   un   demonio   que   se   mantenga 
constantemente a  la  escucha para poder   recibir   los avisos keep­alive y   las 






















Cuando  el   servidor   comprueba  al   recibir   un  mensaje  keep­alive  que  un 























El   coste   de   la   generación   de   un   prefijo   depende   cuadráticamente   del 
número de prefijos asignados, aunque dependiendo del algoritmo utilizado, se 


















en   el   futuro   ampliaciones   en   la   funcionalidad,   la   aplicación   no   necesitará 
mantenimiento, aunque si requerirá que el servidor esté operativo y un mínimo 
mantenimiento de la BDD en caso de un número elevado de clientes.
Seguridad:  al  ser  una aplicación en  la  que se mandarán mensajes que 
podrían  leer   terceras  personas,  es  necesario   idear  un  sistema que evite   la 
suplantación de identidad, y ataques por denegación de servicio.






Muchos   navegadores   darán   un   aviso   de   seguridad   si   encuentran   un 
certificado   firmado   por   uno  mismo.   Para   el   desarrollo   de   la   aplicación   se 
utilizará este tipo de certificado a sabiendas de que no sería válido para una 
implantación real.
La   comunicación   entre   el   cliente   y   el   encaminador   destino   no   requiere 
seguridad, si se desean enviar datos correrá por cuenta del usuario que vayan 
cifrados.
3.6. Otros Requisitos
No hay ningún requisito que encaje en ésta sección.
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4. Apéndices
No hay apéndices.
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 I.Introducción.
En la siguiente sección se detallan algunos términos y conceptos que ayudarán al 
entendimiento de la tecnología que se desarrollará, así como de las explicaciones y 
diagramas que en el manual se ilustran.
En la siguiente ilustración se muestra la infraestructura “real” que se está emulando. Su 
comportamiento en máquinas físicas como virtuales es idéntico. En algunos aspectos se va 
a suponer que se parte de una red IPv6 ya configurada.
Figura 1.1.Gráfico explicativo de la infraestructura a emular.
 A.Términos y abreviaturas.
Túnel: efecto de la utilización de ciertos protocolos de red que encapsulan a otro protocolo. 
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Así, el protocolo A es encapsulado dentro del protocolo B, de forma que el primero 
considera al segundo como si estuviera en el nivel de enlace de datos. 
Tunelizar: técnica que se suele utilizar para trasportar un protocolo determinado a través 
de una red que, en condiciones normales, no lo aceptaría.
 II.Prerrequisitos.
Antes de ejecutar los scripts, asegurarse que se tienen los permisos adecuados de ejecución.
 A. Jerarquía de ficheros.
Para el montaje del proyecto, se ha pensado en una estructura de ficheros similar a la 
siguiente.
Figura 2.1. Diagrama con la estructura de ficheros utilizada en el presente manual.
 III.Modo de uso.
 A.Arrancar el proyecto.
Para arrancar el entorno del sistema, se deberá ejecutar el script PROYECTO del siguiente 
modo:
# ./proyecto <interfaz_internet> <usuario>
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donde se le indica el usuario que ejecutará el sistema y qué interfaz de red utilizará para 
salir a internet.
 B.Parar la ejecución del proyecto.
Para parar el entorno del sistema, se deberá ejecutar el script PARA del siguiente modo:
# ./para
Este script manda una señal de parada a todas las máquinas virtuales de tal modo que 
inician el proceso de shutdown. Es importante que las máquinas se hayan iniciado 
correctamente, ya que en caso contrario, este comando no funcionaría correctamente y 
podría provocar el mal funcionamiento del sistema.
 C.Borrar los ficheros COW.
Para borrar los ficheros Cow contenidos en las carpetas uml1, uml2, uml3 y uml4 se deberá 
ejecutar el script ELIMINACOWS del siguiente modo:
# ./eliminaCows
Este script elimina los ficheros COW del sistema, por lo que todos los cambios que se 
hayan hecho en particular sobre las máquinas virtuales se perderán y solamente 
permanecerán aquellas características configuradas en el fichero root_fs.
 D.Configuración de las máquinas virtuales.
Para configurar la red de las máquinas virtuales se deberá hacer lo siguiente (UNA ÚNICA 
VEZ):
 a) Montar en la máquina virtual el sistema de ficheros del host. Esto se hace con la 
instrucción “mount ­t hostfs none <directorio>”.
 b) Navegar hasta el directorio donde se encuentren los scripts 'configuracionVirtualHost' 
y 'configuracionVirtualRouter'. Cada uno de estos scripts sirve para configurar una 
clase de host dentro de la jerarquía, teniendo dos tipos: el que comunica la intranet 
IPv6 con el exterior (llamemosle Router) y el equipo interno de la red IPv6 
(llamemosle host). A continuación se detalla el modo de uso:
 i ) Si nos encontramos configurando un host, deberemos:
• copiar el script 'configuracionVirtualHostN' donde N es el nombre del host al 
directorio '/etc/init.d/'.
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• Otorgarle permisos con 'chmod 755 configuracionVirtualHostN'
• Añadir la referencia relativa al script desde cada uno de los modos de ejecución 
con la ejecutando 'update­rc.d configuracionVirtualHostN defaults'. Si nos 
equivocamos en este paso se puede volver atrás quitando la referencia con 'update­
rc.d ­f configuracionVirtualHostN remove'
• Con esto el script se ejecutará cada vez que se arranque la máquina virtual y se 
configurará automáticamente.
 ii )De forma análoga para el script 'configuracionVirtualRouterN' de los Router y, 
además, en este caso se realizará el mismo proceso con el fichero 
'configuracionTunelX' donde la X es 1 o 3, los router de nuestra red. 
• copiar el script 'configuracionTunelN' donde N es el nombre del router para el que 
se configura el extremo del túnel.
• Otorgarle permisos con 'chmod 755 configuracionTunelN'
• Añadir la referencia relativa al script desde cada uno de los modos de ejecución 
con la ejecutando 'update­rc.d configuracionTunelN defaults'. Si nos equivocamos 
en este paso se puede volver atrás quitando la referencia con 'update­rc.d ­f 
configuracionTunelN remove'
• Con esto el script se ejecutará cada vez que se arranque la máquina virtual y se 
configurará automáticamente el túnel.
 c) Desmontar el sistema de ficheros del host con la instrucción “umount <directorio>”.
 d) La máquina queda así configurada para conectarse al host y a internet.
 E.Añadir un usuario a la máquina virtual.
Esta sección indica cómo añadir nuevos usuarios a las máquinas virtuales.
Para crear un usuario nuevo en la máquina virtual se deberá hacer lo siguiente:
 a) Primero se añade una cuenta nueva:
# useradd ­d /home/<nombre_del_usuario> ­g <grupo_del_usuario> ­m 
nombre_del_usuario
(­d: directorio home del usuario; ­g: grupo al que pertenecerá el usuario; ­m: crear el 
directorio home si éste no existe)
 b) A continuación se especifica una contraseña para la cuenta creada:
#passwd nombre_del_usuario
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 c) Seguidamente se añade el usuario a un grupo existente (omitir si se especifica en 
useradd):
#gpasswd ­a nombre_del_usuario grupo_del_usuario
 F.Baja de usuarios o grupos.
Usuarios. 
#userdel nombre_de_usuario
(si se desea eliminar también todos los archivos y subdirectorios contenidos dentro del 
directorio de trabajo del usuario a eliminar, se dee agregar la opción ­r).
Grupos.
#groupdel nombre_de_grupo
 IV.Acceso a una máquina virtual mediante SSH.
Para acceder a una máquina virtual desde el host se deberán seguir los siguientes pasos.
 a) Abrir una consola y usar la siguiente instrucción: “ssh usuario@maquina”
Donde máquina será el nombre (si esta configurado en el DNS) o la IP de la máquina.
 V.Acceso al host desde una máquina virtual mediante 
FTP.
Para acceder al host desde una máquina virtual via FTP se deberán seguir los siguientes 
pasos.
 a) Instalar el servidor de ftp: “apt­get install ftp”.
 b) Ejecutar la instrucción “ftp”.
 c) Ejecutar la instrucción “open” e introducir la dirección del servidor e iniciar la sesión.
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 d) Utilizar las directivas put, get mput, mget... para trabajar con los ficheros.
 e) Utilizar la directiva “bye” para salir y cerrar la sesión.
 VI.Acceso al host montando su sistema de ficheros.
Esta ha sido la mejor opción y la que más se ha utilizado durante el desarrollo. Consiste en 
montar el sistema de ficheros del host (la máquina física) en un directorio de la máquina 
virtual utilizando el sistema de ficheros como si de una sola máquina se tratase. 
Para ello se debe ejecutar el siguiente comando:
“mount ­t hostfs none <directorio>”.
 VII.Actualización del paquete user­mode­linux.
 a) Mirar las dependencias del paquete user­mode­linux con “apt­cache show user­mode­
linux”.
 b) Normalmente aparece 'uml­utilities' y no frecuentemente 'libc6'.
 c) Comprobar las versiones de las dependencias con “dpkg ­l nombre_paquete”.
 d) Instalar nueva versión del paquete user­mode­linux con “dpkg ­i nombre_paquete”
 e) Cambiar la instrucción de llamada en el script 'lanza'. Donde ahora pone 'linux2.6.24­
rc7' se quedará como 'linux'.
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Figura 7.1.  Aspecto del terminal  al finalizar el proceso.
Al hacer un dpkg ­l user­mode­linux se puede comprobar que la versión ha sido instalada 
satisfactoriamente.
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Figura 7.2.  Aspecto del terminal al comprobar la instalación.
El siguiente paso es copiar los modules nuevos del nuevo núcleo al root_fs.
Para ello se debe montar el sistema de ficheros del root_fs en el host con el siguiente 
comando:
'sudo mount ­o loop root_fs /mnt'
Seguidamente se copian los modules al sistema de ficheros montado con el siguiente 
comando:
'cp ­r /usr/lib/uml/modules/2.6.26 /mnt/lib/modules'
A la hora de desmontar el sistema de ficheros se debe ejecutar la siguiente comando:
'umount /mnt'
A veces, a la hora de ejecutar esta acción, nos informa de que no se puede desmontar ya 
que se encuentra ocupado. Para ello ejecutamos 'lsof /mnt'  y vemos el proceso que lo tiene 
ocupado. Una vez identificado lo matamos con 'kill numero_proceso'.
A continuación se debe ejecutar un 'ELIMINACOWS' para que la próxima vez que se 
arranquen las máquinas virtuales se creen con las nuevas versiones de los modules.
Finalmente se ejecuta el script 'PROYECTO' para arrancar las máquinas virtuales.
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 VIII.Instalación y configuración de la infraestructura en 
las máquinas virtuales
Primero refrescamos la lista de paquetes que vamos a instalar en la máquina donde se 
harán todas las pruebas.
Para ello ejecutamos: 
'apt­get update'
Luego instalamos:
'apt­get install user­mode­linux uml­utilities debootstrap bridg­utils'
Los paquetes umlrun y umlrun­uml no se encuentran en el apt y se deben descargar de 
internet.
En este caso son paquetes .deb que se instalan con la sentencia: 
''sudo dpkg ­i fichero.deb [fichero.deb,...]'
Partimos de que tenemos los ficheros root_fs y los correspondientes umlN_fs según la 
jerarquía comentada en Jerarquía de Ficheros.
IMPORTANTE: la versión del paquete user­mode­linux que se instala del apt, no es la 
última. Es la versión de kernel 2.6.22 y no soporta ficheros cow. Es necesario instalar un 
paquete superior o igual al 2.6.23. En nuestro caso usamos el 2.6.26.
Una vez instalado debemos crear N carpetas (una por cada máquina virtual que queramos) 
y hacer una copia del fichero swap en ellas.
Para arrancar el proyecto ejecutamos './proyecto <interfaz_red> <usuario>
 IX.Instalación y configuración de la base de datos.
 A. Instalación del SGBD Mysql.
Instalación de Mysql Server
La aplicación Mysql­Server es un sistema gestor de base de datos que nos permitirá 
guardar la información de forma relacional.
Se instala mediante el comando:
'sudo apt­get install mysql­server'
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Figura 9.1
Figura 9.2
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Figura 9.3
Instalación de MysqlAdministrator
MysqlAdministrator es una aplicación que nos permitirá configurar el servidor Mysql 
de manera gráfica e intuitiva.
Se instala mediante el comando:
'sudo apt­get install mysql­admin'.
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Figura 9.4
 B.Configuración del servidor Mysql.
Una vez instalado el servidor es necesario configurar los privilegios de los usuarios así 
como la estructura relacional de nuestra aplicación. Para ello nos vamos a ayudar de la 
herramienta gráfica MysqlAdministrator.
Las acciones necesarias para configurar la BDD son:
• Crear el esquema donde se va a guardar la estructura relacional.
• Crear un usuario con los permisos adecuados para manejar dicho esquema.
• Restaurar la información contenida en el script. En él se encuentra toda la 
información de la estructura de la BDD de la aplicación.
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 Figura 9.5. Apariencia de la aplicación MysqlAdministrator.
A continuación se detallan todos los pasos necesarios para configurar 
correctamente el servidor Mysql.
 1. Crear un esquema llamado tunnel_broker. 
Si por algún motivo no se puede o no se desea que el esquema se llame de esa manera, 
existe la posibilidad de crear el esquema con el nombre que nos interese simplemente 
cambiando la variable $db del fichero de configuración por el valor deseado.
Los pasos para crear un esquema son:
 a) Abrir el programa de administración de la BDD MysqlAdministrator e inicializar la 
sesión con permisos de root.
 b) Seleccionar la opción Catalogs del menú de la izquierda.
 c) Presionar el botón derecho en el recuadro Squemata y seleccionar Create Squema.
 d) Llamarlo tunnel_broker.
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 2. Restaurar la BDD a partir del script tunnel_broker_BBDD_v1.x.sql.
En dicho script está guardada toda la estructura e información de la base de datos. 
Los pasos para restaurar un esquema son:
 a) Abrir el programa de administración de la BDD MysqlAdministrator e inicializar la 
sesión con permisos de root.
 b) Seleccionar la opción Restore Backup del menú de la derecha.
 c) Presionar el botón Change Path de la esquina inferior izquierda y seleccionar el 
directorio en el que se encuentra el script.
 d) Seleccionar el fichero en el recuadro de la izquierda.
 e) Aceptar la codificación de caracteres UTF­8.
 f) Presionar el botón Restore Backup.
 3. Crear un usuario tunnel_broker con derechos para SELECT, INSERT, 
UPDATE, DELETE y LOCK TABLES para el esquema creado 
anteriormente. 
Existe la posibilidad de utilizar un usuario distinto al propuesto en el manual, para ello 
simplemente deberá cambiar la variable $user del fichero de configuración.
Los pasos para crear un usuario de la BDD son:
 a) Abrir el programa de administración de la BDD MysqlAdministrator e inicializar la 
sesión con permisos de root.
 b) Seleccionar la opción User Administration del menú de la derecha.
 c) Presionar el botón derecho del ratón en el recuadro User Accounts y seleccionar 
New User.
 d) En la pestaña User Information, introducir el nombre del usuario ( tunnel_broker ), 
la contraseña y aplicar los cambios. Esta contraseña también deberá introducirse en la 
variable $password del fichero de configuración.
 e) Como a este esquema se va a acceder desde la máquina local por la interfaz web y por 
el programa del servidor debemos dar permisos al usuario para admitir conexiones 
entrantes desde la propia máquina.
 f) Para ello, presionar el botón derecho sobre el nombre del usuario recién creado y 
seleccionar la opción Add Host y seguidamente, en la ventana que aparezca, 
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seleccionar la opción Localhost como se aprecia en la Figura 1.6.
 g) Seleccionar la conexión @localhost del usuario y, en la pestaña Schema Privileges, 
asignar al esquema los permisos SELECT, INSERT, UPDATE, DELETE y 
LOCK_TABLES como se aprecia en la figura 1.7.
 h) Aplicar los cambios.
 i) Opcionalmente, si se desean conexiones únicamente desde la propia máquina, se 
puede borrar la conexión @% para que nadie pueda conectarse desde el exterior. 
Figura 9.6. Se ha añadido un nuevo host a través del cual el usuario tunnel_broker se podrá conectar 
al servidor.
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Figura 9.7. Privilegios del usuario tunnel_broker para el esquema tunnel_broker y para las 
conexiones provenientes del localhost.
 X.Instalación y configuración de los archivos de la 
interfaz web.
Se asume que el servidor apache2 está instalado y configurado con soporte para php5. Ha 
día de hoy, la instalación por defecto de php5, incluye las librerías adecuadas para poder 
conectarse a una BDD Mysql.
 1. Descomprimir el archivo .zip en la carpeta raíz del servidor web.
El servidor web apache2 dispone de un directorio raíz en el que se deben colgar todas las 
páginas web que se deseen. El directorio por defecto es /var/www/, sin embargo dicho 
directorio se puede sustituir en los archivos de configuración de dicha aplicación. Se 
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recomienda instalar la aplicación web en el directorio /var/www/tunnelbroker para así 
permitir servidores virtuales.
Los pasos detallados son:
 a) Descomprimir el archivo tunnel_broker_v1.x.zip en el directorio raíz del servidor web 
o del servidor virtual.
 b) Editar las siguientes variables del archivo de configuración llamado configuration.php 
si no se han utilizado los valores propuestos por el manual.
$log_path: Ruta hasta el directorio /log de la aplicación. Por defecto /var/www/log
$tmp_path: Ruta hasta el directorio /tmp de la aplicación. Por defecto /var/www/tmp
$db: El nombre del esquema donde se ha restaurado la BDD.
$user: El nombre de usuario con permisos para acceder al esquema.
$password: Password del usuario $user para poder conectarse a Mysql.
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Figura 10.1. Detalle del archivo de configuración con los nuevos valores.
 2. Cambiar el dueño del directorio descomprimido para que el dueño sea el 
servidor apache2.
Suponiendo que se ha instalado en el directorio /var/www/ el comando sería:
chown ­R www­data /var/www/
 3. Cambiar los permisos para que www­data pueda leer y escribir y el resto 
sólo leer en los ficheros y en los directorios que www­data también pueda 
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ejecutar.
Suponiendo que se ha instalado en el directorio /var/www/tunnel_broker el comando 
sería:
• Para los directorios: find /var/www/tunnel_broker ­type d ­exec chmod 744 \{\} \;
• Para los ficheros: find /var/www/tunnel_broker ­type f ­exec chmod 644 \{\} \;
Figura 10.2. Detalle de los permisos del directorio donde se ha instalado la página web.
 XI.Comprobar la instalación web.
Abra su navegador e introduzca http://localhost/tunnel_broker/. Si se ha instalado 
correctamente debería ver la página web del tunnel broker.
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Figura 11.1. Página de bienvenida de la aplicación web.
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 I. Introducción.
La página web se implementado utilizando el framework Joomla! 1.5.x el cual nos 
proporciona un sistema gestor de contenidos totalmente operativo y funcional.
Joomla! se distribuye con una licencia GPL, está escrito en PHP,  está en continuo desarrollo 
por su comunidad y es totalmente gratuito.
Como Joomla! no proporciona toda la funcionalidad que la aplicación requiere, se ha creado 
una componente (una extensión de Joomla! 1.5.x) que amplía la funcionalidad que 
proporciona el núcleo de Joomla!. De esta forma reutilizamos código ya probado en las 
partes comunes y sólo implementamos la parte correspondiente a la gestión de túneles, 
encaminadores y prefijos. 
Joomla proporciona mucha más funcionalidad que la que requiere la aplicación. Entre las 
funcionalidades que no se van a utilizar cabe mencionar la gestión de archivos multimedia, 
la gestión de idiomas y traducciones así como la gestión de banners.
Aunque, como hemos dicho, se ha creado una componente para Joomla!, la aplicación se 
distribuye con ella integrada y personalizada, con lo que podemos empezar a hablar de la 
aplicación por sí sola sin tener que hacer referencias constantes al framework del que deriva.
La aplicación web tiene 2 partes bien diferenciadas; la parte a la que accederán los clientes a 
partir de ahora llamado sitio (front end) y la parte a la que accederán las personas 
encargadas de gestionar la página web a partir de ahora llamado administración (back end). 
Están tan diferenciadas que los clientes nunca sabrán de la existencia de la administración, 
ya que ni siquiera hay enlaces entre las dos partes.
Por ello, se va a explicar por separado cada una de las dos partes
 II. El sitio (Front End).
 A.  Introducción
Desde el sitio se van a poder realizar las siguientes acciones:
• Navegar como invitado.
• Registrarse como nuevo usuario.
• Inicializar la sesión de un usuario ya dado de alta.
• Obtener un prefijo IPv6 si se es un usuario registrado.
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• Modificar o borrar el prefijo IPv6 si se es un usuario registrado que obtuvo un prefijo.
Aunque el aspecto final de la página es totalmente configurable, tanto en número de 
elementos, como posición, como el estilo, por defecto la página de inicio debería ser la 
siguiente:
Figura 1.1. Aspecto de la página de inicio.
 B.  Registro de un nuevo cliente e inicio de la sesión
Si se quiere tener acceso al servicio de túneles, es necesario estar registrado. Si no se ha 
dado de alta previamente, deberá hacerlo pinchando en el enlace Regístrese aquí.
Le aparecerá una pantalla como la de la figura 1.2. Rellene los datos y pulse en el botón 
Regístrese.
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Figura 1.2. Aspecto del formulario para registrase como nuevo cliente.
Según haya decido el administrador del sitio, pueden ocurrir las siguientes dos situaciones:
• El registro ha finalizado. El cliente ya puede inicializar la sesión.
• El registro todavía no ha finalizado. Se le mandado al potencial cliente, un correo 
electrónico a la cuenta de correo que ha introducido, con un enlace que deberá seguir. Si 
el potencial cliente sigue el enlace, se activará la cuenta. Por tanto el proceso no se 
completará hasta que el cliente siga el enlace. 
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Una vez finalizado el proceso de registro el usuario 
ya podrá iniciar la sesión.
Como se aprecia en la figura de la izquierda, 
simplemente hay que introducir el nombre de usuario 
y contraseña en el recuadro Login y pulsar sobre el 
botón Iniciar sesión.
Una vez iniciada la sesión, el recuadro Login se 
transforma en el que aparece en la figura de la 
izquierda.
 C.  Obtener un prefijo IPv6
Los requisitos mínimos para obtener una prefijo IPv6 son:
• Ser un usuario registrado
• Tener la cuenta activada
• Haber iniciado la sesión.
Para poder solicitar un prefijo, se debe elegir la opción registro del menú de opciones.
El cliente puede pedir un prefijo de la longitud que estime oportuno (siempre que haya 
direcciones disponibles) y con un tiempo de vida comprendido entre un día e infinito.
El aspecto del formulario para solicitar un prefijo es el siguiente:
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Figura 1.3. Formulario para solicitar un prefijo.
Como se aprecia en la Figura 1.3 simplemente hay que rellenar los datos pedidos y pulsar 
sobre el botón Dar de alta. 
Si se desea un tiempo de vida indefinido ponga en la casilla un 0.
Una vez el proceso de alta haya finalizado satisfactoriamente, se le mostrará la pantalla una 
pantalla como la siguiente:
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Figura 1.4. Formulario de edición del prefijo solicitado.
Como se puede apreciar, en dicho formulario se muestran todos los datos necesarios para 
configurar su red, entre ellos el prefijo que se ha generado.
 D.  Modificar el prefijo IPv6
El cliente no puede modificar el prefijo generado, es decir, tanto el prefijo propiamente 
dicho como la longitud del prefijo no se pueden modificar una vez dados de alta. Sin 
embargo, si se desea cambiar de prefijo, el cliente puede borrar el prefijo actual y registrar 
una nuevo con la nueva longitud deseada.
El único parámetro que el cliente puede modificar es el tiempo de vida.
 E.  Borrar el prefijo IPv6
El cliente puede dar de baja el prefijo que le haya sido concedido en cualquier momento, 
simplemente debe presionar sobre el botón borrar en el formulario de edición del prefijo.
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 III. Manejo de la administración (back end).
 A.  Introducción a la administración
En la parte de la administración se podrán realizar las siguientes tareas (entre otras) :
• Configurar el servidor (Ftp, Smtp,...)
• Gestionar las usuarios (dar permisos de administración, deshabilitar un usuario, cerrar la 
sesión de un usuario,...)
• Configuración de la página web (tiempo de duración de la sesión, número de items por 
página, idioma, hora, caché, SSL,...)
• Cambiar la plantilla (aspecto de la página web)
• Administrar el contenido de la página de inicio
• Gestionar el contenido de la página web (crear artículos, secciones y categorías)
• Gestionar las entidades del tunnel broker.
Por ello, a la parte de la administración sólo van a tener acceso un reducido grupo de 
usuarios, en concreto aquellos a los que se les haya concedido permisos de administración.
 B.  Acceso a la administración
La ruta para acceder a la administración es la misma que a la página del sitio seguida de 
'/administrator'.
Por ejemplo, si al sitio se accede con la dirección http://www.ejemplo.com a la 
administración se accederá con la dirección  http://www.ejemplo.com/administrator   . 
La figura 2.1 muestra la página de inicio a la parte de la administración. Por defecto, sólo un 
usuario tiene permisos para acceder a dicha parte, los datos a introducir son:
• Usuario: administrator
• Contraseña: administrator
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Figura 2.1. Página de acceso a la administración.
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Figura 2.2. Página de bienvenida de la administración.
 C.  Configuración básica del Servidor
Unas de las primeras tareas a realizar una vez instalada la aplicación es configurarla 
correctamente. En esta sección se va abordar la configuración básica de la aplicación.
Resumiendo, los servicios y tareas a configurar son:
• El servicio de correo
• El servicio FTP
• La seguridad SSL
• Cambio del usuario por defecto
Si se desean configurar aspectos que no cubre este manual, se sugiere leer un manual 
avanzado de Joomla!1.5.x.
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La mayoría de los aspectos de configuración se pueden gestionar a través del enlace Sitio­
>Configuración Global.
Configuración del Correo electrónico.
Joomla! tiene dos maneras  de enviar los correos electrónicos, mediante Sendmail y 
mediante el protocolo SMTP. Para que funcionen correctamente, es necesario configurarlos.
Las funciones de correo se configuran en: Sitio­>Configuración Global­>Servidor.
En la pestaña servidor, hay una sección llamada Configuración del correo donde se deben 
rellenar los parámetros de configuración.
Consulte con su proveedor de servicio si tiene alguna duda acerca de los valores de los 
parámetros.
Figura 2.3. Pestaña de configuración del servidor.
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Configuración del FTP.
Este servicio es opcional aunque recomendable si se tiene alojada la aplicación en un 
servidor sin acceso físico, ya que permite operaciones de archivo (como instalar extensiones 
o actualizar la configuración principal) sin tener que dar permisos de escritura a los 
directorios que se quieran modificar.
Las funciones de FTP se configuran en: Sitio­>Configuración Global­>Servidor.
En la pestaña servidor, hay una sección llamada parámetros del FTP donde se deben 
rellenar los parámetros de configuración.
Consulte con su proveedor de servicio si tiene alguna duda acerca de los valores de los 
parámetros.
Seguridad SSL.
Si se desea cifrar mediante el protocolo SSL, es necesario obtener un certificado de una 
autoridad reconocida e instalarla correctamente en el servidor.
Una vez resueltos estos requisitos simplemente se debe indicar a Joomla! que utilice una 
conexión segura.
El SSL se configura en: Sitio­>Configuración Global­>Servidor.
En la pestaña servidor, hay una sección llamada Configuración del servidor donde se 
encuentra una variable llamada Forzar SSL. Es ahí donde se indica de forma genérica si se 
desea utilizar SSL para la administración o para el sitio entero.
También existe la posibilidad de indicar cuáles son los menús que deben ir cifrados con ssl 
y cuáles no. Consulte un manual avanzado de Joomla!1.5.x si desea profundizar en dicho 
aspecto.
Cambio de usuario por defecto
Es recomendable crear un usuario nuevo con permisos de super administrador y borrar el 
que viene por defecto (administrator).
Para ello, cree un nuevo usuario haciendo click en Sitio­>Gestor de usuarios en el menú 
superior con permisos de super administrador y borre el que venía por defecto.
Como no se pueden borrar usuarios con privilegios de super administrador, primero hay 
que degradar su categoría (a cualquiera inferior) antes de poderlo borrar.
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 D.  Gestión de usuarios
Hay 7 tipos de usuarios, cada uno con privilegios diferentes. Los tipos de usuarios se 
dividen en los que tienen acceso al sito y los que tienen acceso a ambos.
Usuarios sólo del sito:
• Invitado
• Registrado
• Autor
• Editor
• Supervisor
Usuario del sito y de la administración:
• Gestor
• Administrador
• Super Administrador
Hay que tener en cuenta que Joomla! está pensado para que todo el mundo pueda participar 
editando y creando artículos que más tarde se podrán publicar.
A nuestros efectos, no tiene sentido una clasificación tan extensa, nos valdría simplemente 
con 2 tipos de usuarios: registrado y super administrador.
De hecho, la aplicación sólo dejará a los Super Administradores manejar todo lo 
concerniente a los túneles y prefijos en la administración.
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Figura 2.4. Detalle del usuario Super Administrador por defecto.
 E.   Estructura de los contenidos de Joomla!
Joomla! es un sistema gestor de contenidos, fue pensado e ideado para realizar esta tarea de 
forma muy eficiente aunque por ello es necesario una pequeña explicación del 
funcionamiento.
La unidad mínima de un gestor de contenidos es el artículo. Este puede contener, además de 
texto, elementos multimedia como imágenes. Todos los artículos se pueden categorizar, esto 
es, asignarles una categoría, y todas las categorías se pueden agrupar en secciones. Por 
tanto en Joomla! se pueden crear secciones (tantas como se quiera), que contendrán 
categorías (tantas como se quiera) que contendrán artículos (tantos como se quiera).
En nuestra aplicación se han dado de alta tres secciones:
• FAQ
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• Documentación
• Otros
Además se han dado de alta algunas categorías. Por ejemplo, en Documentación, se han 
dado de alta las siguientes categorías:
• Documentación de la interfaz web.
• Documentación del programa cliente.
Esta es la clasificación que viene por defecto en la aplicación, pero es totalmente 
personalizable a nuestras necesidades.
Figura 2.5. Detalle del listado de secciones dadas de alta por defecto.
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Figura 2.6. Listado de todas las categorías dadas de alta por defecto.
 F.  Componente Tunnel Broker
Hasta ahora, sólo se han abordado asuntos propios de Joomla!, pero lo realmente 
importante de la aplicación es la interfaz que proporciona para gestionar todas las entidades 
que conforman el tunnel broker.
Se accede a la gestión de la componente haciendo click en Componentes­>Tunnel Broker. 
Aparecerá la pantalla de la figura 2.7.
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Figura 2.7. Pantalla de inicio de la componente que gestiona el tunnel broker.
Hay cuatro entidades que deben poder gestionarse correctamente:
• Clientes
• Encaminadores
• Prefijos
• Conexiones
Por cada una de ellas hay un submenú.
Clientes
Como es lógico, se ha aprovechado el sistema de usuarios de Joomla! para gestionar los 
clientes, por tanto, un usuario registrado de Joomla! será un cliente potencial del tunnel 
broker.
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Es posible que un cliente esté registrado y no tenga un prefijo, en dicho caso no podrá 
utilizar el servicio de túneles hasta que no obtenga uno.
Si se hace click en el submenú clientes, aparecerá un listado con todos los clientes dados de 
alta en la aplicación, incluyendo los bloqueados. Dicho listado se puede ordenar por 
columnas, haciendo click en la columna por la que queramos ordenar.
Si se hace click en alguno de los clientes del listado, aparecerán los detalles de dicho 
cliente.
Figura 2.8. Listado de usuarios dados de alta.
Encaminadores
La aplicación ha sido diseñada para que pueda haber uno o más encaminadores, de ésta 
forma se consigue una infraestructura escalable.
Por defecto, no viene ningún encaminador dado de alta, pero para que funcione 
correctamente, es necesario que al menos haya un encaminador dado de alta.
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Si se hace click en el submenú encaminadores, aparecerá un listado con todos los 
encaminadores dados de alta en la aplicación. Dicho listado se puede ordenar por columnas, 
haciendo click en la columna por la que queramos ordenar.
Si se hace click en alguno de los encaminadores del listado, aparecerán los detalles de dicho 
encaminador.
Figura 2.9. Listado de los encaminadores por defecto.
Para dar de alta un nuevo encaminador, pulsar sobre el botón Nuevo una vez haya accedido 
al submenú encaminadores. Aparecerá el formulario de la figura 2.10 el cual se deberá 
rellenar correctamente.
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Figura 2.10. Formulario de alta de un encaminador.
Prefijos
La aplicación tiene asignado un prefijo, de forma que a sus clientes les asignará prefijos 
contenidos estrictamente en su propio prefijo. Por tanto, cuanto menor sea la longitud del 
prefijo, mayor número de direcciones dispondrá y mayor número de prefijos podrá asignar a 
los clientes.
Sólo se podrán asignar prefijos a los clientes dados de alta.
Si se hace click en el submenú prefijos otorgados, aparecerá un listado con todos los 
prefijos asignados. Dicho listado se puede ordenar por columnas, haciendo click en la 
columna por la que queramos ordenar.
Si se hace click en alguno de los prefijos del listado, aparecerán los detalles de dicho 
prefijo.
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Figura 2.11. Listado de los prefijos asignados (inicialmente vacío).
Para dar de alta un nuevo prefijo, pulsar sobre el botón Nuevo una vez haya accedido al 
submenú Prefijos otorgados. Aparecerá el formulario de la figura 2.12 el cual se deberá 
rellenar correctamente.
Hay que señalar que en la gestión normal de la web, no se darán de alta manualmente los 
prefijos, cada cliente obtendrá el suyo en el sito. Aún así, la aplicación permite un control 
total de la entidad.
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Figura 2.12. Formulario para dar de alta un prefijo.
Conexiones
La entidad conexión representa un enlace entre la interfaz IPv4 de un cliente y un 
encaminador de la aplicación. Dicho enlace debe mantenerse activo mientras se sigan 
recibiendo los keep alive.
Por defecto, no hay ninguna conexión dada de alta, es más, desde la interfaz web nunca se 
darán de alta ya que ese cometido exclusivo de la aplicación del servidor. No obstante, se 
debe dar la posibilidad gestionar las conexiones de forma manual.
Si se hace click en el submenú conexiones, aparecerá un listado con todos las conexiones 
dadas de alta en la aplicación. Dicho listado se puede ordenar por columnas, haciendo click 
en la columna por la que queramos ordenar.
Si se hace click en alguno de las conexiones del listado, aparecerán los detalles de dicha 
conexión.
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Figura 2.13. Listado vacío de conexiones.
Para dar de alta una nueva conexión, pulsar sobre el botón Nuevo una vez se haya accedido 
al submenú conexiones. Aparecerá el formulario de la figura 2.14 el cual se deberá rellenar 
correctamente.
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Figura 2.14. Formulario para dar de alta una nueva conexión.
Configuración
En esta pestaña se configuran los parámetros necesarios para el correcto funcionamiento de 
la aplicación.
El parámetro más importante es el prefijo que se le ha asignado a la aplicación y del cual se 
conseguirán subprefijos para los clientes.
A la hora se asignar los prefijos, se pueden seguir 3 políticas diferentes:
• Primero el mejor: asigna el prefijo que corresponda con el primer hueco que se 
encuentre y sea suficientemente grande. Este es el algoritmo mas rápido de todos.
• Mejor ajuste: asigna el prefijo que corresponda con el primer hueco que se encuentre y 
sea exactamente del tamaño pedido. En caso de que no se encuentre ninguno, se asigna 
el que más se ajuste a su tamaño. Este algoritmo favorece un mejor aprovechamiento del 
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espacio de direcciones a costa de una fragmentación con huecos muy pequeños y un 
mayor tiempo de ejecución.
• Peor ajuste: asigna el prefijo que corresponda con el hueco más grande de todos los que 
haya. Este algoritmo favorece que los huecos de la fragmentación no sean muy pequeños 
a costa de ser el más lento de todos.
Figura 2.15. Formulario de edición de la configuración.
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