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Abstrak 
 Pertukaran data dengan format digital dalam dunia informatika dan komunikasi sudah 
lazim digunakan. Pertukaran data dapat beresiko apabila pihak yang tidak berwenang dapat 
mengakses data rahasia tersebut. Untuk itulah dibutuhkan sistem keamanan pengiriman pesan 
atau data dengan menggunakan teori penyamaran dalam bentuk sandi atau kode khusus yang 
bertujuan untuk menjaga kerahasiaan data dan menghindari kriminalitas informasi teknologi.  
 Teknik yang umum digunakan adalah dengan mengacak informasi dan menggantinya 
dengan sandi khusus yang telah ditetapkan yaitu kriptografi atau lebih umum dikenal dengan 
teknik enkripsi.  Teknik enkripsi dapat digunakan tanpa menurunkan performa perangkat lunak 
secara signifikan. Dengan demikian dapat disimpulkan bahwa sistem enkripsi pada perangkat 
lunak dapat meningkatkan keamanan pesan dari percobaan penyadapan tanpa mengorbankan 
performa. 
 Tetapi informasi yang diacak sering menimbulkan kecurigaan, maka dibutuhkan teknik lain 
yaitu dengan menyamarkan data ke dalam data lain atau Steganografi. Teknik Steganografi akan 
menyamarkan pesan teks dengan cara disembunyikan dalam dalam sebuah gambar digital  
 Kombinasi dari teknik kriptografi dan steganografi akan menghasilkan tingkat keamanan 
data yang sangat tinggi guna menjaga keamanan data teks sekaligus menyisipkan data teks 
tersebut dalam gambar digital tanpa mengubah gambar tersebut secara visual. Penulis akan 
mengaplikasikannya dengan menggunakan teknik steganografi End of File (EOF) dan enkripsi 
Advance Encyrption Standard (AES). 
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