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Abstract 
Sinds het eerste wetenschappelijke onderzoek naar IT outsourcing is verschenen in 1991 hebben 
vele onderzoekers zich gebogen over IT outsourcing en de verschillende varianten hiervan zoals 
offshore IT outsourcing, nearshore IT outsourcing, en business process outsourcing. In dit onderzoek 
ligt de focus op de sourcing variant "IT co-sourcing", en is in het specifiek getracht een antwoord te 
geven op de vraag welke risico’s van toepassing zijn op IT co-sourcing, en in hoeverre organisaties 
bekend zijn met deze risico’s.  
Een set van 100 risico’s afkomstig uit bestudeerde literatuur heeft als basis gefungeerd voor de 
uitvoering van gestructureerde interviews binnen 3 grote organisaties. De twee belangrijkste 
conclusies zijn dat een meerderheid van de respondenten heel bekend is met een meerderheid van 
de risico’s, én tevens van mening is dat een meerderheid van de geïdentificeerde risico’s van 
toepassing is op IT co-sourcing. Laatstgenoemde kan betekenen dat IT co-sourcing potentieel minder 
risicovol is dan IT outsourcing. 
 
Sleutelbegrippen 
IT outsourcing, IT co-sourcing, informatietechnologie, risico, literatuuronderzoek 
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Samenvatting 
Sinds het eerste wetenschappelijke onderzoek naar IT outsourcing is verschenen in 1991 hebben 
vele onderzoekers zich gebogen over IT outsourcing en de verschillende varianten hiervan zoals 
offshore IT outsourcing, nearshore IT outsourcing, en business process outsourcing. In dit onderzoek 
ligt de focus op "IT co-sourcing", een sourcing variant waarbij IT-werkzaamheden in nauwe 
samenwerking door klant en IT-dienstverlener worden uitgevoerd tot op het niveau dat de 
dienstverlener de IT-competenties van de klant kan vervangen of uitbreiden. De hoofdvraag in dit 
onderzoek luidt: 
“Wat zijn de risico’s van IT co-sourcing, en in hoeverre zijn organisaties bekend met deze risico’s?” 
Door middel van literatuuronderzoek is onderzocht wat de verschillen zijn tussen IT outsourcing en 
IT co-sourcing kijkende naar de bijbehorende risico's. Hierbij zijn 25 wetenschappelijke artikelen 
bestudeerd resulterende in 100 geïdentificeerde risico's. Deze set van 100 risico’s heeft als basis 
gefungeerd voor de uitvoering van dit empirisch onderzoek. In gestructureerde interviews hebben 4 
respondenten afkomstig uit 3 grote organisaties aan de hand van een 3-punts Likert schaal hun mate 
van bekendheid met het risico aangeven, en is per risico eveneens aangegeven of het risico wel of 
niet van toepassing is op IT co-sourcing.  
De respondenten hebben allen aangegeven heel bekend te zijn met 42 van de 100 risico’s, en 40 
andere risico’s zijn heel bekend bij 3 van de 4 respondenten. Totaal onbekend bij alle respondenten 
zijn 2 van de 100 risico’s. Aangaande het wel of niet van toepassing zijn op IT co-sourcing hebben alle 
respondenten aangegeven dat 51 van de 100 risico’s wél, en 10 risico’s niet op IT co-sourcing van 
toepassing zijn. Over de resterende 39 risico’s zijn de respondenten het niet met elkaar eens. 
Op basis van de resultaten uit dit onderzoek kan derhalve geconcludeerd worden dat op hoofdlijnen 
een meerderheid van de respondenten heel bekend is met een grote meerderheid van de risico’s, en 
van mening is dat een kleine meerderheid van de risico’s van toepassing is op IT co-sourcing. 
Laatstgenoemde kan betekenen dat IT co-sourcing potentieel minder risicovol is dan IT outsourcing. 
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Summary 
Since the first scientific research on IT outsourcing was published in 1991, many researchers have 
since then studied IT outsourcing and the many variants such as offshore IT outsourcing, nearshore 
IT outsourcing, and business process outsourcing. This research focusses on the sourcing variant “IT 
co-sourcing”, wherein vendor and client collaborate so closely that the vendor can replace or 
augment the client’s IT competencies. The main question in this research document is: 
“What are the risks of IT co-sourcing, and to what extent are organizations familiar with these risks?” 
Firstly, the risk differences between IT outsourcing and IT co-sourcing were explored through the use 
of literature review. 25 scientific articles were studied resulting in the identification of 100 risks. 
Secondly, this list of 100 risks served as the foundation for the empirical research phase in which 4 
respondents of 3 large organisations took part in structured interviews. A 3-point Likert scale was 
used to let the respondents answer the question to what extent they are familiar with the risks. 
Additionally, for each risk the respondents were asked whether or not they felt the risk was 
applicable to IT co-sourcing.  
All respondents answered that they are very familiar with 42 of the 100 risks, and 3 out of 4 
respondents answered to be familiar with 40 of the other risks. Completely unfamiliar among all 
respondents are 2 of the 100 risks. When asked whether or not the risks are applicable to IT co-
sourcing, all respondents answered that 51 of the 100 risks are indeed applicable, and 10 are not. 
The opinions of the respondents differs with regards to the remaining 39 risks. 
Based on the results of this study, it can therefore be concluded that a majority of the respondents is 
very familiar with a large majority of the risks, and feels that a small majority of the risks is indeed 
applicable to IT co-sourcing. It could therefore be stated that IT co-sourcing is potentially less risky 
than IT outsourcing. 
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1. Introductie  
 
1.1. Inleiding 
In “A review of the IT outsourcing literature: Insights for practice” (Lacity, Khan, & Willcocks, 2009) 
stellen de auteurs dat de eerste gepubliceerde uitkomsten van wetenschappelijk onderzoek naar IT 
outsourcing (ITO) in 1991 zijn verschenen. Onderzoek naar ITO heeft sindsdien een vogelvlucht 
genomen want in 2009 waren volgens de hierboven genoemde auteurs al 357 gepubliceerde 
onderzoeken beschikbaar. Vanuit een wetenschappelijk perspectief lijkt de uitbesteding van IT, en 
ITO in het specifiek dan ook populair, maar het blijft niet bij wetenschappelijke theorieën want ook 
in de praktijk wordt ITO veel toegepast (Jain & Natarajan, 2011). 
 
In vergelijking met het al langer toegepaste ITO is de uitbestedingsvariant “IT co-sourcing” (ITC) 
relatief nieuw en nog maar weinig beschreven in de wetenschappelijke literatuur. De praktijk lijkt 
voor te lopen op het wetenschappelijk onderzoek want een simpele zoekopdracht op het internet1 
naar ITC levert al snel meer dan 15 IT-bedrijven op die alleen al in Nederland ITC aanbieden. Eén van 
de eerste beschreven grote ITC-overeenkomsten is de zes jaar durende overeenkomst tussen 
organisatieadviesbureau Accenture en KLM uit 2002 (Jones, 2002).  
 
Uit het voorafgaand aan dit empirisch onderzoek uitgevoerde literatuuronderzoek blijk dat, ondanks 
het feit dat ITC al jaren wordt toegepast er vrijwel geen wetenschappelijke literatuur is te vinden 
waarin onderzoek wordt gedaan naar de risico’s van ITC. Opvallend om te zien is dat 
verhoudingsgewijs ook maar weinig is geschreven over de risico’s van ITO, een uitbestedingsvariant 
waar veel wetenschappelijk onderzoek naar is gedaan. Het literatuuronderzoek laat zien dat veel van 
de geïdentificeerde risico’s2 mogelijk ook op ITC van toepassing zijn. In dit empirisch onderzoek 
wordt enerzijds getoetst of dit ook daadwerkelijk het geval is, en anderzijds in hoeverre organisaties 
bekend zijn met de geïdentificeerde ITC-risico’s. 
 
1.2. Context 
Ondanks het feit dat ITO geen nieuw begrip is blijkt het lastig om een eenduidige definitie te vinden. 
Meerdere gevonden definities zijn niet hetzelfde, maar komen neer op het overdragen van (een deel 
van) de IT-functies naar één of meer externe dienstverleners (Chou, Chen, & Pan, 2006), (Goo, 
Kishore, Rao, & Nam, 2009), (Martens & Teuteberg, 2012). Een onderdeel hiervan kan het 
overnemen van assets zijn door de externe dienstverlener (Kern & Willcocks, 1999). Ook zijn sterker 
afwijkende definities te vinden waarbij de nadruk meer wordt gelegd op het verkrijgen van 
benodigde IT-resources bij een externe dienstverlener (Oh, Gallivan, & Kim, 2006). In dit onderzoek 
wordt een op de ITO-omschrijving van Goo et al. gebaseerde definitie gehanteerd: “Het aangaan van 
een dienstverlening met externe binnenlandse IT-dienstverleners voor de levering van sommige of 
alle IT-functies van de organisatie, waarbij een IT-functie een terugkerende activiteit, proces of dienst 
omvat, en niet een discrete gebeurtenis zoals de aanschaf van een enkele eenheid van een off-the-
shelf product of resource” (Goo et al., 2009).  
                                                          
1 Google.nl, zoekopdracht naar “it outsourcing” met als scope Nederlandse pagina’s 
2 Hoofdzakelijk ITO en BPO risico’s 
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Net zoals bij ITO is voor het begrip ITC geen eenduidige definitie te vinden. De gevonden definities 
van co-sourcing in het algemeen, en co-sourcing binnen een IT-context in het specifiek komen 
grotendeels op hetzelfde neer, zijnde het nauw samenwerken met één of meer externe 
dienstverlener om zo samen het uit te voeren werk te kunnen verrichten (Kaiser & Hawk, 2004), 
(Serafini, Sumners, Apostolou, & Lafleur, 2003), (Smith, 2002) en Wang et al. (H. Wang & Ye, 2015). 
In dit document wordt voor ITC een op de beschrijving van Kaiser et al., Smith, en Wang et al. 
gebaseerde definitie gehanteerd: “Wanneer IT-werkzaamheden van de klant in nauwe 
samenwerking door klant en IT-dienstverlener worden uitgevoerd op het niveau dat de dienstverlener 
de IT-competenties van de klant kan vervangen of uitbreiden. Regie van de dienstverlening ligt bij de 
klant en uitbreiding van de IT-competenties van de klant is het doel.” 
 
De meest belangrijke verschillen tussen ITO en ITC, bovenstaande definities in acht nemende, zijn: 
 
Aspect IT outsourcing IT co-sourcing 
Verdeling werkzaamheden Dienstverlener voert werkzaamheden 
uit 
 Klant en dienstverlener voeren in 
nauwe samenwerking beide de 
werkzaamheden uit 
 Samensmelting van de human 
resources 
Regie Dienstverlener zorgt voor coördinatie en 
aansturing van de eigen medewerkers 
die werkzaamheden verrichten voor de 
klant 
Klant zorgt voor coördinatie en aansturing 
van eigen medewerkers, en ook voor de 
bij de dienstverlener ingehuurde 
medewerkers 
Eindverantwoordelijkheid voor 
uitvoering werkzaamheden 
Ligt bij dienstverlener Ligt bij klant 
Overname assets  Dienstverlener neemt wanneer 
wenselijk assets van de klant over 
Geen overname van assets, maar inzet 
van assets bij de klant in de vorm van 
human resources 
 
Tabel 1: Verschillen tussen IT outsourcing en IT co-sourcing 
Naar aanleiding van de informatie in bovenstaande tabel zou de conclusie kunnen worden getrokken 
dat ITC hetzelfde is als het inhuren van medewerkers vanuit bijvoorbeeld uitzend- en 
detacheringbureaus of consultancy-organisaties. Deze conclusie zou echter onjuist zijn gezien het 
feit dat een ITC-dienstverlener nauw samenwerkt met de klant aan het bereiken van de resultaten, 
en een langetermijnrelatie tussen klant en dienstverlener hierbij de norm is (Kaiser & Hawk, 2004), 
(Thomas & Parish, 1999). Zoals Kaiser et al. stelt vindt bij ITC een samensmelting plaats van de 
human resources vanuit de klant en de dienstverlener. De samenwerking kan hierbij uitgroeien van 
een samenwerking op het operationele vlak tot een strategische samenwerking. 
 
Personen belast met de vraag of (een specifieke vorm van) sourcing in toegevoegde waarde voor de 
organisatie kan resulteren moeten een goed onderbouwde mening kunnen geven. Deze 
onderbouwde mening kan alleen worden gevormd wanneer verschillende sourcing varianten met 
elkaar kunnen worden vergeleken en waarbij in de vergelijking wordt ingegaan op alle voor de 
organisatie relevante aspecten zoals kosten en risico’s. Op basis van het uitgevoerde 
literatuuronderzoek is de conclusie getrokken dat geen overzicht bestaat waarin specifiek de risico’s 
van ITO en ITC met elkaar worden vergeleken. Om risico’s te kunnen vergelijken is het van belang 
om te weten wat het begrip “risico” precies betekent. Ook hier geldt dat geen eenduidige definitie is 
te vinden in de wetenschappelijke literatuur. Lacity et al. omschrijft risico als “de kans dat een actie 
een negatief effect heeft op een organisatie” (Lacity et al., 2009). Aubert et al. gebruikt als definitie 
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van risico: “de mogelijkheid van schade of letsel” wat wordt gezien als blootstelling aan risico’s (risk 
exposure):  
 
RE = P(UO) * L(UO) 
 
Hierbij staat RE voor “risk exposure”, P(UO) de waarschijnlijkheid van een ongewenste situatie 
(“probability of an undesirable outcome”), en L(UO) het verlies als gevolg van de ongewenste situatie 
(“loss due to the undesirable outcome”). Ook bij deze definitie wordt vanuit de wetenschappelijke 
literatuur vraagtekens geplaats. Zo wordt gesteld dat “waarschijnlijkheid” (probability) een abstracte 
term is die op meerdere manieren kan worden geïnterpreteerd (Haimes, 2009). 
 
Gezien het feit dat geen eenduidige definitie is te vinden wordt een op bovenstaande beschrijvingen 
gebaseerde definitie aangehouden, zijnde: “een gebeurtenis die bij optreden een bepaald (meestal 
negatief) effect heeft”. Er is ondanks bovenstaande definities besloten om expliciet te vermelden dat 
een risico niet per definitie een negatief effect hoeft te hebben. Deze conclusie is getrokken op basis 
van het werk van Kaplan en Garrick waarin wordt verwezen naar de 3 vragen in de beoordeling van 
een risico (Haimes, 2009): 
1. Wat kan er fout gaan? (What can go wrong?) 
2. Wat is de waarschijnlijkheid? (What is the likelyhood?) 
3. Wat zijn de consequenties? (What are the concequences?) 
 
Het woord “consequenties” laat in het midden of deze negatief of positief zijn. Een voorbeeld van 
een risico met een positief effect is een slechte projectplanning waarbij een IT-project eerder wordt 
afgerond dan gepland (lees: een gebeurtenis met een mogelijke kostenbesparing als resultaat). Een 
projectmanager zal een dergelijke situatie proberen te voorkomen omdat het betekent dat het 
project overschat is wat duidt op een fout in de planning. 
 
1.3. Opdrachtformulering 
Relevantie 
Op basis van 191 door Lacity et al. onderzochte ITO-artikelen valt als eerste te concluderen dat de 
bijbehorende risico’s een onderwerp is waar relatief weinig over is geschreven (Lacity et al., 2009). 
Een tweede conclusie is dat het niet alleen meer draait om domestic ITO. Overige door Lacity et al. 
genoemde varianten zijn onder andere offshore ITO, nearshore ITO, business process outsourcing, 
en application service provision. Maar weinig wetenschappelijke artikelen lijken in te gaan op de 
uitbestedingsvariant “IT co-sourcing”, en geen enkel artikel gaat in op de vergelijking van de risico’s 
tussen ITO en ITC. In het literatuuronderzoek is getracht invulling te geven aan deze nog 
ontbrekende kennis vanuit een theoretisch kader. De conclusies uit het literatuuronderzoek worden 
in dit empirisch onderzoek getoetst aan de praktijk.  
 
Uit het literatuuronderzoek blijkt verder dat anno 2017 co-sourcing meer en meer gebruikt wordt, 
en dat terwijl de risico’s van co-sourcing onderbelicht lijken te zijn. Aanvullend op het beschikbaar 
stellen van de hierboven genoemde kennis wordt eveneens onderzocht in hoeverre organisaties 
bekend zijn met de risico’s van co-sourcing. Het toenemende gebruik van co-sourcing in combinatie 
met het niet voldoende weten over de risico’s van deze sourcing variant kan resulteren in een groot 
risico voor de organisaties die hier gebruik van maken. Zo zou het kunnen voor komen dat door 
onvoldoende kennis een organisatie een overeenkomst aangaat met een dienstverlener en hier 
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tegen een significante hoeveelheid onverwachte kosten aanloopt. Het beschikbaar maken van deze 
ontbrekende kennis maakt dit onderzoek derhalve wetenschappelijk relevant. 
 
Vanuit maatschappelijk oogpunt kan worden gesteld dat de ontbrekende kennis resulteert in een 
uitdaging voor personen die vanuit de praktijk met sourcing te maken hebben. Met het beschikbaar 
stellen van kennis over het wel al dan niet van toepassing zijn van een specifieke set met risico’s op 
ITC, voorziet dit onderzoek personen van een antwoord op de vraag welke risico’s in acht moeten 
worden genomen in de overweging of ITC voor een organisatie de wenselijke optie is. Het 
beschikbaar maken van deze kennis over ITC maakt het onderzoek maatschappelijk relevant. 
 
Opdrachtformulering en doelstellingen 
Om te kunnen voorzien in de hierboven benoemde behoefte aan kennis wordt de volgende 
opdrachtformulering gehanteerd: “Onderzoek welke risico’s van toepassing zijn op IT co-sourcing, en 
in hoeverre organisaties bekend zijn met deze risico’s”. 
 
Onderstaande onderzoeksdoelstellingen zijn gedefinieerd om invulling te kunnen geven aan de 
opdrachtformulering. 
 
Onderdeel onderzoek Onderzoeksdoelstelling 
Literatuuronderzoek 1. Identificatie van ITO- en ITC-risico’s vanuit de literatuur. 
Empirisch onderzoek 
2. Inzichtelijk maken in hoeverre organisaties bekend zijn met de geïdentificeerde 
risico’s. 
3. Toetsen welke geïdentificeerde risico’s uit het literatuuronderzoek van toepassing 
zijn op ITC. 
 
Tabel 2: Onderzoeksdoelstellingen 
Waar in dit rapport wordt verwezen naar “de onderzoeksdoelstellingen”, wordt verwezen naar de 
onderzoeksdoelstellingen voor het empirisch onderzoek tenzij anders aangegeven: 
1. Doelstelling 1: Inzichtelijk maken in hoeverre organisaties bekend zijn met de 
geïdentificeerde risico’s. 
2. Doelstelling 2: Toetsen welke geïdentificeerde risico’s uit het literatuuronderzoek van 
toepassing zijn op ITC. 
 
Onderzoeksvragen 
Om de doelstellingen te kunnen realiseren is een centrale vraag geformuleerd inclusief twee 
deelvragen. De centrale vraag in dit onderzoek luidt: “Wat zijn de risico’s van IT co-sourcing, en in 
hoeverre zijn organisaties bekend met deze risico’s?”. 
 
Het complete overzicht met deelvragen is in onderstaande tabel weergegeven. 
 
Onderdeel 
onderzoek 
Doelstelling Deelvraag ID Deelvraag 
Literatuur-
onderzoek 1 
Lit.1 Wat zijn risico’s van ITO? 
Lit.2 Wat zijn risico’s van ITC? 
Empirisch 
onderzoek 
2 Emp.1 
In hoeverre zijn organisaties bekend met de geïdentificeerde 
risico’s? 
3 Emp.2 
Welke van de geïdentificeerde risico’s uit het 
literatuuronderzoek zijn van toepassing op ITC? 
 
Tabel 3: Deelvragen uit literatuur en empirisch onderzoek 
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Wat de risico’s zijn van ITO (vraag Lit.1) is in het literatuuronderzoek helder geworden op basis van 
de bestudeerde artikelen. Door ontbrekende informatie is het niet mogelijk gebleken om in het 
literatuuronderzoek een goed wetenschappelijk onderbouwd antwoord te formuleren op deelvraag 
Lit.2. De toepassing van eigen analyse3 heeft alsnog een antwoord opgeleverd maar heeft eveneens 
geresulteerd in een lagere betrouwbaarheid van de resultaten behorende bij deze vraag. Ter 
bevordering van de betrouwbaarheid van deze deelvraag worden in dit onderzoek de resultaten 
behorende bij Lit.2 getoetst aan de praktijk middels deelvraag Emp.2. Verder is deelvraag Emp.1 
toegevoegd zodat een antwoord kan worden gegeven op vraag in hoeverre organisaties bekend zijn 
met de geïdentificeerde risico’s. Om “de mate van bekendheid” te kunnen onderzoeken is het van 
belang om het begrip “bekendheid” te verduidelijken. Wat is namelijk “bekend zijn met”? Het woord 
“bekendheid” is een afgeleide van “bekend” wat wordt gedefinieerd als “om te weten en te 
onthouden vanwege eerdere kennis of ervaring” waarbij kennis een gevolg kan zijn van het opdoen 
van ervaring4. “De mate van bekendheid” wordt in dit onderzoek derhalve gezien als “de hoeveelheid 
kennis die men heeft over een risico”. 
 
Het is niet uit te sluiten dat er risico’s bestaan die niet zijn geïdentificeerd in het 
literatuuronderzoek. In dit empirisch onderzoek valt het actief zoeken naar dergelijke risico’s buiten 
het bereik. Mochten tijdens de uitvoering van het onderzoek dergelijke nog niet eerder 
geïdentificeerde risico’s toch ontdekt worden, dan zullen deze als toelichting worden benoemd. 
 
1.4. Onderzoeksmodel 
Met het duidelijk zijn van de aanleiding en doelstellingen van het onderzoek en de daaruit 
voortvloeiende onderzoeksvragen is een onderzoeksproces gevolgd om tot antwoorden op de 
geformuleerde vragen te komen (Saunders, Lewis, & Thornhill, 2015). De rechter kolom in 
onderstaand figuur (“Onderzoeksproces empirisch onderzoek”) toont de in het empirisch onderzoek 
uitgevoerde activiteiten. De getallen in de activiteiten verwijzen naar de corresponderende 
hoofdstukken in dit document. 
  
                                                          
3 Op basis van de in het literatuuronderzoek gehanteerde definitie van ITO en ITC, en omschrijvingen van ITO-
risico’s uit de literatuur 
4 Bron: Merriam Webster woordenboek 
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Figuur 1: Onderzoeksmodel  
1.5. Leeswijzer 
1. Hoofdstuk 1 bevat de inleiding waarbinnen de context van de opdracht, en de doel- en 
probleemstelling is beschreven. 
2. Hoofdstuk 2 bevat een korte omschrijving van de gebruikte onderzoeksaanpak, -uitvoering, 
en -resultaten uit het al eerder uitgevoerde literatuuronderzoek. 
3. Hoofdstuk 3 zet het gehele onderzoeksproces uiteen bestaande uit onderzoeksbenadering, 
methodologische keuze, tijdhorizonten, en de onderzoeksaanpak. 
4. Hoofdstuk 4 gaat kort in op de uitvoering van het onderzoek, en bevat de resultaten 
waarmee de centrale vraag en de twee deelvragen van een antwoord worden voorzien. 
5. Hoofdstuk 5 gaat in op de beperkingen van het onderzoek, en in het specifiek op de 
beperkingen aangaande betrouwbaarheid en validiteit. 
6. Hoofdstuk 6 bevat de conclusies gebaseerd op de voorgaande twee hoofdstukken inclusief 
de aanbevelingen voor vervolgonderzoek. 
7. Hoofdstuk 7 bevat een procesreflectie waarin terug wordt gekeken op het uitgevoerde 
onderzoek. 
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2. Literatuuronderzoek 
Een kritisch literatuuroverzicht, ook wel theoretisch kader genoemd, is de basis waarop een 
onderzoek wordt gebouwd en heeft als doel om een goed begrip en inzicht te ontwikkelen in 
relevant onderzoek en de trends die naar voren zijn gekomen (Saunders et al., 2015). Hieronder 
volgen de meest belangrijke aspecten uit het literatuuronderzoek. 
2.1. Onderzoeksaanpak 
De uitvoering van het literatuuronderzoek heeft plaatsgevonden op basis van onderstaand 
onderzoeksmodel: 
 
 
Figuur 2: Onderzoeksmodel literatuuronderzoek 
Hieronder volgt een samenvatting van de uitwerking behorende bij de activiteiten in bovenstaand 
onderzoeksmodel. Het volledige literatuuronderzoek is als bijlage 4 toegevoegd. 
 
Activiteit Informatie behorende bij activiteit 
Opstellen inclusiecriteria 1. Informatiebronnen:  
In gerenommeerde tijdschriften gepubliceerde peer-reviewed wetenschappelijke 
artikelen en congresverslagen 
2. Gebruikte databases:  
ACM Digital Library, EBSCOhost, Google Scholar 
3. Publicatieperiode:  
1-1-2006 t/m heden 
4. Bedrijfstak:  
Financiële en zakelijke dienstverlening, overheid 
5. Geografisch gebied en taal:  
Wereldwijd, Engels 
6. Outsourcingsvormen:  
IT outsourcing, IT co-sourcing, Business Process Outsourcing 
Definiëren trefwoorden 
(gebaseerd op) 
1. IT outsourcing overzichtsartikel (Lacity et al., 2009) 
2. Via Google Scholar uitvoeren van achterwaartse en voorwaartse zoekopdrachten 
op basis van overzichtsartikel 
3. Scannen van de titels en abstracts van alle wetenschappelijke artikelen uit de 
journals “Communications of the ACM”, “Journal of Information Technology” en 
“Information Systems Management” 
4. Via Google Scholar uitvoeren van zoekopdracht met trefwoord “co-sourcing” 
5. Optimaliseren resultaten door verwijderen dubbele trefwoorden, en te 
specifieke trefwoorden wanneer al een algemene variant van het trefwoord is 
opgenomen 
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Uitvoeren zoekopdracht Uitvoeren zoekopdracht n.a.v. trefwoordcombinaties in5: 
a. EBSCOhost database 
b. Google Scholar 
Beoordelen resultaten 1. Scannen titels en abstracts gevonden artikelen 
2. Uitvoeren zoekopdrachten in het document aan de hand van verscheidene 
trefwoorden (synoniemen van “risico”) 
Definitief maken 
literatuuroverzicht 
Beperken gevonden aantal artikelen op basis van: 
a. Onderwerp 
b. Context 
c. Aantal citaties 
Bestuderen artikelen Bestuderen gevonden artikelen en noteren van bevindingen 
Analyse resultaten 1. Per gevonden artikel beschrijven welke risico’s zijn beschreven en op welke 
outsourcingsvorm deze betrekking hebben 
2. Beperken van de lijst met risico’s door groepering op basis van omschrijvingen 
van de risico’s 
3. Op basis van omschrijvingen van de risico’s door toepassen eigen analyse 
bepalen of de risico’s van toepassing zijn op ITC en zo ja, in welke mate (in 
mindere mate dan bij IT outsourcing, in zelfde mate als bij IT outsourcing, of in 
meerdere mate dan bij IT outsourcing) 
Definiëren antwoorden op 
onderzoeksvragen 
Op basis van analyse het beantwoorden van de onderzoeksvragen 
 
Tabel 4: Uitwerking onderzoeksmodel 
2.2. Uitvoering 
Het literatuuronderzoek is verlopen volgens de in 2.1 beschreven aanpak. 83 trefwoorden en 86 
wetenschappelijke artikelen zijn geïdentificeerd. Het aantal te bestuderen artikelen is teruggebracht 
van 86 naar de 25 meest relevante waarbij bestudering van deze artikelen een lijst van 100 risico’s 
heeft opgeleverd die is gereduceerd door groepering van de risico’s resulterende in een korte lijst 
van 38 risico’s. 
 
2.3. Resultaten en conclusies 
Voor wat betreft IT outsourcing zijn de conclusies uit de literatuur aangehouden. Met andere 
woorden, waar de literatuur stelt dat een risico van toepassing is op IT outsourcing, is dit 
aangehouden als waarheid en is geen verificatie uitgevoerd om de conclusie van de auteurs te 
bevestigen. 
 
Van de in het totaal 38 geïdentificeerde risico’s bleek alleen “complexity of business processes” (een 
Business Process Outsourcing risico) niet te zijn onderzocht in de context van IT outsourcing. Uit de 
analyse blijkt dat dit risico ook van toepassing lijkt te zijn op IT outsourcing waarmee 37 risico’s met 
zekerheid van toepassing zijn op IT outsourcing, en één risico naar alle waarschijnlijkheid. 
 
Aangaande IT co-sourcing bleek volgens de literatuur dat 9 van de geïdentificeerde risico’s op IT co-
sourcing van toepassing zijn. Uit de resultaten van de analyse komt naar voren dat in 6 van de 9 
gevallen het resultaat uit de literatuur overeenkomt met het resultaat van de analyse. Bij de overige 
3 risico’s blijkt uit de analyse dat het risico inderdaad van toepassing lijkt te zijn op IT co-sourcing, 
maar wel in mindere mate vergeleken met de mate waarop het risico van toepassing is op IT 
outsourcing. De literatuur heeft van de resterende 29 risico’s niet beschreven of het risico van 
toepassing is op IT co-sourcing. Uit de analyse lijken 10 risico’s ook, en in een zelfde mate als bij IT 
                                                          
5 Uitvoeren complexe zoekopdracht bleek niet mogelijk in de ACM “communications of the ACM”-database 
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outsourcing, van toepassing te zijn op IT co-sourcing. 11 risico’s lijken in mindere mate als bij IT 
outsourcing ook van toepassing op IT co-sourcing, en 8 risico’s lijken niet van toepassing op IT co-
sourcing. 
 
 
 
Figuur 3: Vergelijking resultaten literatuur ten opzichte van analyse 
In de situatie waarin een klant een deel van de IT-dienstverlening bij een externe dienstverlener wil 
beleggen en IT outsourcing en IT co-sourcing beide opties zijn, is een voorlopige conclusie op basis 
van analyse van de risico’s en de verdeling hiervan over IT outsourcing en IT co-sourcing, dat IT co-
sourcing minder risico’s met zich meebrengt dan IT outsourcing, ceteris paribus. De resultaten 
bevestigen verder wat op basis van de definitie van IT co-sourcing logischerwijs te stellen is, dat een 
groot deel van de risico’s waarbij de klant afhankelijk is van de dienstverlener niet, of in mindere 
mate van toepassing is bij IT co-sourcing vergeleken met IT outsourcing.  
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3. Onderzoeksproces 
 
De in het vorige hoofdstuk opgenomen resultaten uit het literatuuronderzoek zijn gebaseerd op de 
analyse van 38 risico-omschrijvingen en vormen de basis voor het empirisch onderzoek. In dit 
hoofdstuk wordt het op Saunders et al. (Saunders et al., 2015) gebaseerde onderzoeksproces 
uiteengezet wat doorlopen wordt om invulling te geven aan de onderzoeksdoelstellingen. Er wordt 
hierbij ingegaan op een viertal aspecten van onderzoek: 
1. onderzoeksbenadering en soort onderzoek; 
2. methodologische keuze; 
3. tijdhorizonten; 
4. onderzoeksaanpak. 
 
De factor onderzoeksethiek speelt een rol bij het plannen van het onderzoek, bij de pogingen 
toegang te verkrijgen tot bedrijven en personen, tijdens de dataverzameling, en bij het maken van 
analyses en rapportages (Saunders et al., 2015). Bij het beoordelen van het onderzoek op het gebied 
van ethiek zijn de checklists gebruikt zoals beschreven door Saunders et al., en hieruit komt naar 
voren dat het onderzoek ethisch verantwoord is: 
1. het onderzoek beïnvloedt het welzijn van de respondenten niet; 
2. de bestaande goede band tussen onderzoeker en respondenten schept vertrouwen aan 
beide kanten, vertrouwen dat geen misbruik wordt gemaakt van de ontvangen informatie 
met als resultaat dat de potentiele risico’s voor de respondenten als klein worden geacht; 
3. alle respondenten zijn vrij om zelf te besluiten of ze willen deelnemen of niet, en kunnen op 
elk moment besluiten om zich terug te trekken wat in de uitnodiging ook expliciet wordt 
benoemd. 
 
3.1. Onderzoeksbenadering en soort onderzoek 
Onderzoek kan zijn gebaseerd op (een combinatie van) de deductieve of de 
inductieve methode. De deductieve methode wordt gebruikt om op basis van een 
bestaande theorie of model één of meer hypothesen te formuleren, en hierbij 
wordt een onderzoeksmethode ontworpen om deze hypothese(n) te toetsen. Bij 
de inductieve methode worden gegevens verzameld om uiteindelijk een theorie 
of model te kunnen ontwikkelen. Bij de verschillende onderzoeksdoelstellingen 
passen verschillende benaderingen en soorten onderzoek6. In onderstaande tabel 
is weergegeven welke benadering en soort onderzoek past bij de doelstelling en 
van welk soort data elke doelstelling gebruik maakt. 
 
 Doelstelling 1 Doelstelling 2 
Benadering onderzoek 
Deductief   
Inductief   
Soort onderzoek 
Verkennen   
Beschrijven   
Verklaren   
Toetsen   
Soort data 
Kwantitatief   
Kwalitatief   
Tabel 5: Benadering en soort onderzoek 
                                                          
6 Vier soorten onderzoek: verkennen, beschrijven, verklaren, en toetsen (van Zanten, 2006) 
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Bij doelstelling 1 wordt aan de hand van resultaten uit het literatuuronderzoek onderzocht in 
hoeverre organisaties bekend zijn met de geïdentificeerde risico’s. Hier geldt dat ITO-risico’s uit het 
literatuuronderzoek het uitgangspunt zijn op basis waarvan een onderzoeksvraag is geformuleerd. 
Uit deze al bestaande theorie worden variabelen ontleend die gemeten worden. Aangaande het 
soort onderzoek kan worden gesteld dat dit beschrijvend is. Een kenmerk van beschrijvend 
onderzoek is namelijk dat de begrippen bekend zijn, maar de verbanden tussen de begrippen niet 
(van Zanten, 2006). De begrippen in dit onderzoek zijn de risico’s, en die hebben een verband met 
het bij de onderzochte organisaties wel of niet bekend zijn met deze risico’s. 
 
 
 
Het onderzoeken van het verband tussen de twee variabelen zal plaatsvinden op basis van 
kwantitatieve data; een besluit wat in onderstaand hoofdstuk wordt toegelicht.  
 
Voor doelstelling 2 is een deductieve benadering toepasselijk gezien het feit dat een bestaande 
theorie resulterende uit het literatuuronderzoek getoetst dient te worden. Meerdere risico’s zijn 
volgens het literatuuronderzoek namelijk ook in meer of mindere mate van toepassing op ITC. Deze 
resultaten zijn echter gebaseerd op een eigen analyse. De vervolgstap is het toetsen van de 
bevindingen wat de onderzoeksbenadering deductief van aard maakt. De toetsing van de 
bevindingen zal worden gerealiseerd aan de hand van kwantitatieve gegevens. 
 
Aangaande de volgordelijkheid van de onderzoeksvragen zal Emp.1 als eerste van een antwoord 
worden voorzien. Er is gekozen voor deze volgorde omdat de verwachting bestaat dat uitleg over de 
risico’s nodig is vanuit de onderzoeker voordat de respondent een antwoord op vraag Emp.2 kan 
geven. Mocht de volgorde van vragen Emp.1 en Emp.2 worden omgedraaid bestaat daarmee de 
kans dat eerst een volledig beeld van een risico wordt geschetst en de respondent vervolgens moet 
aangeven of hij/zij bekend is met dit risico. Deze manier van meten komt de betrouwbaarheid van 
de antwoorden mogelijk niet ten goede door onopzettelijke beïnvloeding van de respondent. 
 
3.2. Methodologische keuze 
Saunders beschrijft een zevental onderzoeksmethoden die in tabel 7 hieronder 
inzichtelijk zijn gemaakt. Bij het bepalen van welke methode gebruik dient te 
worden gemaakt moet primair worden gekeken naar het soort vragen dat wordt 
gebruikt (Saunders et al., 2015), (Yin, 2014). Het soort vragen is echter niet het 
enige criterium waarmee rekening moet worden gehouden. Om de geschiktheid 
van de onderzoeksmethoden te kunnen bepalen zijn hieronder criteria opgesteld. 
Gezien het verschil in soort onderzoek per onderzoeksdoelstellingen is de 
uitwerking in twee aparte delen opgenomen. 
 
Belangrijk bij de selecties is dat niet in alle gevallen gesproken kan worden over 
het volledig wel of niet van toepassing zijn van een onderzoeksmethode. Sommige 
onderzoeksmethoden zijn minder goed of beter inzetbaar in vergelijking met een andere 
onderzoeksmethoden. Als voorbeeld is het niet zo dat surveyonderzoek nooit geschikt is voor 
onderzoeken met kleinere onderzoekseenheden, alhoewel over het algemeen wordt gesteld dat dit 
soort onderzoek wordt toegepast op een omvangrijke populatie (Saunders et al., 2015). Omdat een 
selectie moet worden gemaakt is het noodzakelijk om toch enig zwart/wit-denken toe te passen. 
12 
 
3.2.1. Doelstelling 1 
Criterium ID Criterium 
C1 Geschikt voor deductieve onderzoeksmethode 
C2 Geschikt voor beschrijvend onderzoek 
C3 Geschikt voor onderzoek met een beperkte hoeveelheid tijd 
C4 Geschikt voor “wat”-onderzoeksvragen 
 
Tabel 6: Criteria aan onderzoeksmethode voor doelstelling 1 
Bovengenoemde criteria zijn opgesteld op basis van de informatie in tabel 5. 
Methode C1 C2 C3 C4 
Experiment     
Surveyonderzoek     
Casestudy 7    
Action research     
Grounded theory     
Etnografie     
Archiefonderzoek     
 
Tabel 7: Selectie onderzoeksmethode 
Uit bovenstaande selectie blijkt dat de survey- en archiefonderzoekmethode het beste passen bij 
doelstelling 1. 
 
3.2.2. Doelstelling 2 
Criterium ID Criterium 
C1 geschikt voor deductieve onderzoeksmethode 
C2 geschikt voor toetsend onderzoek 
C3 geschikt voor onderzoek met een beperkte hoeveelheid tijd 
C4 geschikt voor “wat”-onderzoeksvragen 
 
Tabel 8: Criteria aan onderzoeksmethode voor doelstelling 2 
Bovengenoemde criteria zijn opgesteld op basis van de informatie in tabel 5. 
Methode C1 C2 C3 C4 
Experiment     
Surveyonderzoek     
Casestudy 8    
Action research     
Grounded theory     
Etnografie     
Archiefonderzoek     
 
Tabel 9: Selectie onderzoeksmethode 
Uit bovenstaande selectie blijkt dat de survey- en archiefonderzoekmethode het beste passen bij 
doelstelling 2. 
                                                          
7 Bron: (Barratt, Choi, & Li, 2011) 
8 Bron: (Barratt et al., 2011) 
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3.2.3. Keuze 
Wanneer het onderzoek hoofdzakelijk is gericht op de “wat”-vragen ontstaan volgens Yin twee 
mogelijkheden. De eerste mogelijkheid is dat de “wat”-vragen verkennend van aard zijn zoals: “Wat 
kunnen we leren van het door organisaties niet kiezen voor IT co-sourcing?”. In verkennend 
onderzoek kan volgens Yin gebruik worden gemaakt van elk van de genoemde 
onderzoeksmethoden. Een tweede mogelijkheid is dat de “wat”-vragen een vorm van “hoeveel”-
vraag in zich hebben zoals: “Wat zijn de risico’s geweest die zijn meegenomen in het besluit om wel 
of niet voor IT co-sourcing te kiezen?”. Voor dit laatste soort vragen geldt dat de voorkeur uitgaat 
naar survey- of archiefonderzoek (Yin, 2014). Saunders et al. voegt hier aan toe dat een onderzoeker 
gebruik kan maken van één of meer onderzoeksmethoden (Saunders et al., 2015). 
 
Voor beide doelstellingen geldt dat op basis van de criteria kan worden gesteld dat survey- en 
archiefonderzoek twee kandidaten zijn voor de te gebruiken onderzoeksmethode. Bovenstaande 
informatie van Yin en Saunders et al. bevestigen de resultaten. De respondenten in dit onderzoek 
kunnen klanten van de werkgever van de onderzoeker zijn. In overleg met de werkgever is 
archiefonderzoek als potentiele onderzoeksmethode geschrapt aangezien de kans te groot wordt 
geacht dat de onderzoeker geen toegang krijgt tot de benodigde documenten vanuit 
klantorganisaties omdat het benodigde soort documenten inzichten kan verschaffen die de 
werkgever voordeel kan opleveren in onderhandelingen over de dienst. 
 
Concluderend kan worden gesteld dat alleen van surveyonderzoek gebruik zal worden gemaakt. 
Tijdens het surveyonderzoek wordt kwantitatief onderzoek uitgevoerd omdat dit het beste aansluit 
bij beide deelvragen. Kwantitatief onderzoek biedt namelijk cijfermatig inzicht en geeft antwoorden 
op vragen die in termen van hoeveelheid kunnen worden uitgedrukt. Voor beide deelvragen geldt 
dat cijfermatig inzicht noodzakelijk is voor de beantwoording. 
3.3. Tijdhorizonten 
Een onderzoek kan een momentopname zijn waarbij de resultaten iets zeggen 
over een situatie op een specifiek tijdstip; het zogenoemde 
dwarsdoorsnedeonderzoek. Ook kan een onderzoek gebaseerd zijn op een serie 
momentopnamen waardoor de resultaten iets zeggen over een situatie binnen 
een bepaalde periode; het longitudinale onderzoek. Door de beperking in tijd voor 
de uitvoering van het onderzoek is voor een dwarsdoorsnedeonderzoek gekozen. 
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3.4. Onderzoeksaanpak 
In hoofdstuk 3 is tot zover toegelicht hoe de invulling van de “ui van het 
onderzoeksproces” (Saunders et al., 2015) in dit empirisch onderzoek plaatsvindt. 
Het resultaat is in onderstaand figuur opgenomen. 
 
 
 
 
Figuur 4: De “ui” van het onderzoeksproces 
De vervolgstap en tevens laatste stap is opgenomen in de vorm van een gedetailleerde omschrijving 
van hetgeen precies uitgevoerd zal worden om tot de benodigde resultaten te komen. 
Wetenschappelijk onderzoek bestaat uit vier fasen (Saunders et al., 2015): 
1. probleemstelling en onderzoeksplan; 
2. gegevensverzameling; 
3. gegevensanalyse; 
4. rapportage. 
 
De hieronder beschreven aanpak is onderdeel van fase 1, en beschrijft de onderzoeksaanpak voor 
fasen 2 t/m 4 uit bovenstaande opsomming. 
 
3.4.1. Gegevensverzameling 
Geen gebruik gegroepeerde lijst met risico’s 
Op basis van inventariserende zoekopdrachten naar risico’s van ITO en ITC is in het 
literatuuronderzoek geconcludeerd dat de resulterende lijst mogelijk te lang zou worden voor het 
onderzoek. Groepering van de risico’s heeft plaatsgevonden om de lijst met risico’s terug te brengen 
van 100 tot een meer hanteerbare lijst van 38 risico’s. Zoals al eerder beschreven is de manier 
waarop de lijst met risico’s is gereduceerd suboptimaal. Het op basis van deze suboptimaal 
gecreëerde lijst voortbouwen in dit onderzoek staat garant voor een verminderde betrouwbaarheid 
van de resultaten. De kans dat de aan de respondenten voor te leggen lijst met 100 risico’s te lang is 
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weegt niet op tegen de garantie dat de betrouwbaarheid van de resultaten uit het empirisch 
onderzoek suboptimaal zijn door gebruik van de gereduceerde lijst van 38 risico’s.  
 
Er zou kunnen zijn besloten om een groep met experts de risico’s te laten groeperen middels 
bijvoorbeeld een card sort methode, alvorens interviews uit te voeren met deelnemers in een 
tweede groep op basis van de lijst met gegroepeerde risico’s. Bij afwezigheid van voldoende 
personen om twee unieke groepen te kunnen vormen is echter besloten om in dit empirisch 
onderzoek gegevensverzameling te laten plaatsvinden aan de hand van de volledige lijst met 100 
risico’s. 
 
Het soort surveyonderzoek 
Surveyonderzoek wordt als strategie gehanteerd om antwoorden te achterhalen op de centrale 
vraag inclusief deelvragen in dit onderzoek. Het surveyonderzoek kan op meerdere manieren 
plaatsvinden en in dit onderzoek wordt gebruik gemaakt van surveyonderzoek aan de hand van 
gestructureerde interviews. De keuze voor gestructureerde interviews, en niet bijvoorbeeld voor het 
gebruik van digitale enquêtes die de respondenten zelf kunnen invullen, heeft te maken met het feit 
dat niet uitgesloten kan worden dat bepaalde risico’s onbekend zijn bij de respondenten. Inclusief de 
bijbehorende uitleg kunnen sommige vragen lang en complex zijn en daar is een digitale enquête 
niet ideaal voor (Saunders et al., 2015). Gestructureerde interviews bieden de optie om de 
vragenlijst met de respondenten door te nemen en de respondent van toelichting te voorzien over 
de risico’s zodat de respondent op basis van een juist begrip van het risico een antwoord geeft op de 
bijbehorende vraag. Daarbuiten geldt dat de antwoorden van de respondent geverifieerd moeten 
worden (zie paragraaf “te verzamelen gegevens”) en de verificatie plaatsvindt op basis van 
omschrijvingen van risico’s door de respondenten. De benodigde intelligentie hiervoor sluit het 
gebruik van een digitale enquête uit. 
 
Gestructureerde interviews kunnen op meerdere manieren worden uitgevoerd. Zo kunnen 
onderzoeker en respondent elkaar persoonlijk ontmoeten, of kan het interview via een 
videoverbinding of telefonisch plaatsvinden. Complexe vragen kunnen binnen surveyonderzoek het 
beste aan de hand van gestructureerde interviews worden uitgevoerd waarbij onderzoeker en 
respondent elkaar persoonlijk ontmoeten (Saunders et al., 2015). De toelichting bij sommige risico’s 
is afhankelijk van de context waarbinnen over ITC wordt nagedacht. Om de kans te optimaliseren dat 
de uitleg vanuit de onderzoeker helder is, is besloten dat onderzoeker en respondent elkaar 
persoonlijk ontmoeten. Mocht door omstandigheden het voor een respondent toch niet mogelijk 
zijn om de persoonlijke ontmoeting te regelen, dan zal het interview via videoverbinding of 
telefonisch plaatsvinden. In de resultaten zal bij elke respondent worden aangegeven hoe het 
interview heeft plaatsgevonden. Tijdens de interviews worden de vragen middels een presentatie 
één voor één weergegeven op een beeldscherm, en nader toegelicht door de onderzoeker wanneer 
dit noodzakelijk blijkt te zijn. Er is voor deze manier gekozen om consistentie in de manier van 
interviewen te borgen wat de betrouwbaarheid van het onderzoek ten goede komt (Saunders et al., 
2015). De antwoorden worden direct vastgelegd. 
 
Bronnen 
Aangezien alleen surveyonderzoek wordt uitgevoerd is het type bronnen beperkt tot te interviewen 
personen. De onderzoeker is werkzaam voor een organisatie dat onder andere ITC- en ITO-diensten 
aanbiedt. Gezien de beperkte tijd voor het uit te voeren onderzoek is besloten gebruik te maken van 
al beschikbare connecties binnen het netwerk van de onderzoeker.  
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De werkgever van de onderzoeker heeft vooraf al ingestemd, en zal alle op alle fronten meewerken 
waar gewenst. Ook is toestemming verkregen om gebruik te maken van het klantenbestand van de 
werkgever. Het gebruikmaken van bestaande connecties voor het verkrijgen van toegang wordt 
gezien als een strategie die de kans vergroot dat organisaties meewerken aan het onderzoek 
(Saunders et al., 2015). Op deze manier kan worden geprofiteerd van al eerder opgebouwde 
geloofwaardigheid en de vertrouwensband om zo mogelijke bezwaren van de organisaties om deel 
te nemen aan het onderzoek weg te nemen of te verkleinen. Toch bestaat het risico dat de aan te 
schrijven organisaties niet willen meewerken aan het onderzoek. Er bestaan drie categorieën van 
bezwaren die organisaties kunnen benoemen als reden om niet te willen meewerken (Saunders et 
al., 2015): 
1. bezorgdheid over hoeveelheid tijd of middelen die nodig zijn voor het verzoek om toegang 
tot de organisatie; 
2. bezorgdheid over gevoeligheid van het onderwerp; 
3. bezorgdheid over vertrouwelijkheid van de data die moeten worden geleverd, en de 
anonimiteit van de organisatie of van de individuele deelnemers. 
 
Door de al bestaande goede band tussen onderzoeker en organisaties is de verwachting dat de 
hierboven genoemde eerste categorie een laag risico vormt. De tweede een derde categorie worden 
door dezelfde bestaande band als wezenlijk risico gezien aangezien de organisaties de onderzoeker 
mogelijk meer als “medewerker van de dienstverlener” zien dan als “neutrale onderzoeker”. Als 
grootste risico hierbij wordt de mogelijkheid gezien dat organisaties bang zijn dat de verkregen 
informatie wordt misbruikt; de “onderzoeker” krijgt tijdens de interviews toegang tot informatie 
over welke risico’s niet bij de organisaties bekend zijn, en probeert hier later van te profiteren als 
“medewerker van de dienstverlener”. Om deze risico’s zoveel mogelijk te minimaliseren zal de 
communicatie richting de organisaties zodanig worden verwoord dat hieruit blijkt dat:  
1. het onderzoek heeft een positieve insteek heeft; 
2. anonimiteit van organisatie en respondenten binnen deze organisaties gegarandeerd is;  
3. in geen geval niet-geanonimiseerde informatie de werkgever van de onderzoeker zal 
bereiken; 
4. wanneer wenselijk de onderzoeker een geheimhoudingsverklaring zal ondertekenen; 
5. de organisatie inzicht zal krijgen in een organisatie-specifieke samenvatting van de 
resultaten en hier mogelijk voordelen uit kan halen. 
 
Om betrouwbare antwoorden te kunnen verkrijgen op de vragen in dit onderzoek is het noodzakelijk 
dat de respondenten persoonlijk ervaring hebben met ITO, en kennis van ITC. Voor dit onderzoek is 
bepaald dat alle respondenten werkzaam moeten zijn voor een organisatie die ITO/ITC-diensten 
aanbiedt (“aanbieder”), of werkzaam moeten zijn voor een organisatie die ITO/ITC-diensten afneemt 
of in het verleden heeft overwogen ITO/ITC-diensten af te nemen (“afnemer” of “klantorganisatie”). 
Daarbuiten gelden de volgende eisen voor respondenten in de rol van afnemer: 
1. verantwoordelijk (geweest) voor het besluit om van ITO/ITC te gebruik te maken of niet; 
a. in het beslissingsproces moeten de risico’s van ITO/ITC besproken zijn/worden; 
2. de organisatie maakt momenteel gebruik van een ITO/ITC-dienst, overweegt om van een 
ITO/ITC-dienst gebruik te maken, of heeft gebruik gemaakt van een ITO/ITC-dienst; 
3. Engelse taal machtig. 
 
  
17 
 
Voor deelnemers in de rol van aanbieder gelden de volgende aanvullende eisen: 
1. de organisatie biedt momenteel ITO/ITC als dienst aan meerdere klanten in verscheidene 
branches; 
2. verantwoordelijk (geweest) voor het opzetten van de dienst, en/of het in kaart brengen van 
de risico’s; 
3. Engelse taal machtig. 
 
Alle respondenten worden in een 1-op-1 interview gesproken. Onderlinge beïnvloeding wanneer 
meerdere respondenten tegelijkertijd worden gesproken (groepsbias) wordt hiermee voorkomen. 
Gezien het lage aantal te interviewen respondenten (zie sectie “Steekproef” hieronder) is het 
negatieve tijdsaspect van 1-op-1 interviews ten opzichte van groepsinterviews te verwaarlozen. 
Verschillende inzichten die zouden kunnen ontstaan door in groepsverband respondenten te 
interviewen zijn niet nodig. In bijvoorbeeld verkennend onderzoek bestaande uit meerdere 
“waarom”-vragen zou dit wel een nuttige optie zijn geweest. 
 
Voorafgaand aan de interviews zullen alle respondenten worden geïnformeerd over de achtergrond, 
het doel en de aanpak van het onderzoek zodat allen begrijpen waarom het onderzoek wordt 
uitgevoerd en wat van hen wordt verwacht. Er wordt getracht om een diverse groep met 
respondenten op te stellen, respondenten met verschillende achtergronden, leeftijd, en geslacht. Er 
worden geen eisen gesteld aan de vooropleiding van respondenten gezien het feit dat in de qua 
omvang beperkte groep met respondenten dit criterium mogelijk potentiele respondenten kan 
uitsluiten. 
 
Te verzamelen gegevens 
Aangezien in dit onderzoek een 
gestructureerd interview wordt uitgevoerd 
betekent dit dat een vaste vragenlijst wordt 
gehanteerd. Gebruik maken van een goede 
vragenlijst is van groot belang omdat in het 
meest ongunstige geval maar één kans 
aanwezig is voor het verzamelen van de 
gegevens aan de hand van de lijst. Het 
proces van het bepalen of alle essentiële 
gegevens worden verzameld is uitgevoerd 
aan de hand van een gegevens-
voorwaardentabel (Saunders et al., 2015). 
De ingevulde tabel is opgenomen in bijlage 
2. 
 
Het proces van het achterhalen van 
antwoorden op de twee deelvragen is 
hiernaast weergegeven. 
Figuur 5: Proces omtrent vraagstelling 
Zoals bovenstaand figuur weergeeft wordt de daadwerkelijke vraagstelling gestart met een 
omschrijving van ITC volgens de in dit onderzoek gebruikte definitie. Vervolgens wordt voor elk 
geïdentificeerd risico onderzocht in hoeverre de deelnemer bekend is met het risico, en of de 
deelnemer het antwoord baseert op de omschrijving van het risico zoals ook in dit onderzoek 
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opgenomen. Wanneer dit niet het geval is volgt een omschrijving van het risico door de onderzoeker 
waarna nogmaals wordt onderzocht in hoeverre de deelnemer bekend is met het risico, en wordt 
het antwoord vastgelegd. In de omschrijving van het risico vanuit de onderzoeker wordt waar 
mogelijk geen relatie gelegd met het concept “ITC” om zodoende niet de suggestie te wekken dat 
het risico dan wel een ITC-risico moet zijn. Als laatste stap wordt een antwoord op deelvraag 2 
achterhaald door het stellen van de vraag of de deelnemer van mening is dat het risico van 
toepassing is op ITC of niet. 
 
Voor elk door de onderzoeker te geven omschrijving zoals die van ITC en de risico’s, geldt dat dit een 
Engelse omschrijving is zoals gehanteerd in het oorspronkelijke artikel. Wanneer de respondent 
aangeeft een Nederlandse toelichting nodig te hebben wordt de respondent voorzien van een 
Nederlandse omschrijving zoals opgenomen in het literatuuronderzoek. 
 
Steekproef 
Omdat gebruik wordt gemaakt van het bestaande netwerk van de onderzoeker is het aantal 
organisaties dat in aanmerking komt voor het onderzoek beperkt. Zelfs al zou worden besloten om 
buiten het genoemde netwerk te kijken, zou het zeer lastig worden om te achterhalen welke 
organisaties in Nederland, of zelfs internationaal, gebruik maken van ITC. Het zogenoemde 
steekproefkader zou daarmee ontbreken met als gevolg dat het niet mogelijk is om van een aselecte 
steekproef gebruik te maken (Saunders et al., 2015). In dit onderzoek is naar aanleiding van de 
aanwezige beperkingen gebruik gemaakt van selecte steekproefmethode in de vorm van de 
doelgerichte steekproef. Een te hanteren steekproefgrootte is niet te zeggen bij selecte 
steekproeven. In de sectie “Bronnen” hierboven zijn een aantal criteria opgenomen die gelden voor 
de respondenten. Deze criteria kunnen worden gezien als de steekproefselectiecriteria. Het verschil 
in de groep is naar verwachting relatief klein aangezien de personen allen kennis hebben van ITO en 
ITC. Hiermee zou kunnen worden gesteld dat de groep redelijk homogeen is wat betekent dat met 
een beperkt aantal respondenten de kans groot is dat je na een aantal interviews geen nieuwe 
inzichten meer krijgt. Dit zou het gebruik van een relatief kleine groep kunnen verantwoorden. 
 
3.4.2. Gegevensanalyse en rapportage 
De gegevensverzameling heeft tot doel het verzamelen van gegevens om op basis daarvan de 
onderzoeksvragen van een antwoord te kunnen voorzien. Om tot een juiste aanpak van de 
gegevensanalyse en verwerking van de rapportage te kunnen komen is als eerste stap bepaald hoe 
het uiteindelijk op te leveren resultaat eruit moet zien. Er is besloten een tabel op te leveren zoals in 
het literatuuronderzoek, aangevuld met informatie uit dit empirisch onderzoek. 
 
Figuur 6: Ontwerp layout tabel met resultaten 
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De inhoud van kolommen 1 tot en met 6 wordt één op één overgenomen uit het 
literatuuronderzoek. Kolommen 7 en 8 worden voorzien van informatie op basis van de antwoorden 
op de 2 deelvragen.  
 
Bepaling type data, en codering 
De variabele “mate van bekendheid met risico” (kolom 7 in bovenstaand figuur) bevat 
categoriegegevens (rangordegegevens/ordinale gegevens) die zijn geclassificeerd en waaraan een 
rangorde is toegekend: 
1 = Heel bekend 
2 = Bekend 
3 = Totaal onbekend 
 
Respondenten kunnen aan de hand van een 3-punts Likert schaal de mate van bekendheid met het 
risico aangeven. Het besluit om van een 3-punts schaal gebruik te maken heeft te maken met de 
verdere verwerking van de antwoorden. Een respondent kan totaal onbekend zijn met een risico, 
wat betekent dat hij geen enkele kennis heeft over dit risico. Als een respondent ook maar iets weet 
van een risico betekent in dit onderzoek dat de respondent bekend is met het risico. Als een 
respondent heel veel kennis heeft over een risico is de respondent hier heel bekend mee. Belangrijk 
is dat de mate van bekendheid in dit onderzoek een resultaat oplevert wat de subjectieve mening 
van de respondent representeert: “de mate van bekendheid met een risico volgens de respondent”. 
Een meting van de daadwerkelijke kennis van de respondenten over de risico’s zou hebben moeten 
plaatsvinden aan de hand van bijvoorbeeld een test waarin de respondent vragen gesteld krijgt over 
de risico’s om te toetsen hoeveel de respondent afweet van elk risico. Een dergelijke test wordt 
binnen de beperkingen van dit onderzoek als niet haalbaar gezien omdat dit te veel tijd kost en de 
kans klein wordt geacht dat respondenten instemmen met de toets, met name de potentiele 
respondenten van buiten de organisatie waar de onderzoeker werkzaam voor is. 
 
De variabele “van toepassing op ITC” (kolom 8 in bovenstaand figuur) bevat categoriegegevens 
(beschrijvende gegevens/nominale gegevens) die zijn geclassificeerd: 
1 = Ja 
2 = Nee 
 
Het doel van deelvraag 2 is achterhalen of een risico in de ogen van de respondent wel of niet van 
toepassing is op ITC. Het achterhalen van een eventuele gradatie in de mate van wel of niet van 
toepassing zijn op ITC zoals wel toegepast in het literatuuronderzoek, is gezien de gehanteerde 
vraagstelling niet van toepassing. Mochten respondenten hier toch een opmerking over hebben 
wordt deze wel genoteerd. Buiten bovengenoemde twee variabelen wordt verder vastgelegd: 
1. het risico waaraan de antwoorden op deelvragen 1 en 2 worden gerelateerd; 
2. de naam van de respondent; 
3. de manier van interview; 
4. of de respondent wel of niet het juiste beeld heeft bij een risico9. 
 
Punten 3 en 4 in bovenstaande lijst zijn niet direct gerelateerd aan de deelvragen en worden 
derhalve niet in de tabel met resultaten opgenomen, maar waar mogelijk en noodzakelijk als 
toelichting bij de resultaten gebruikt. 
 
                                                          
9 Zie figuur 4 “Proces omtrent vraagstelling” 
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Er is bewust gekozen om geen gebruik te maken van additionele variabelen zoals voor welke 
organisatie de respondent werkt, opleidingsniveau, jaren ervaring, enz. Ondanks dat dit mogelijk 
interessante informatie kan opleveren valt dit buiten de scope van het onderzoek en is dit gezien de 
anonieme verwerking van de gegevens niet wenselijk. 
 
Opslag antwoorden 
Voor de opslag van de antwoorden wordt een gegevensmatrix in Excel gebruikt die de onderzoeker 
een eenvoudige manier biedt om de antwoorden vast te leggen, en ruimte om aanvullende 
relevante informatie vanuit de respondent vast te leggen. De te gebruiken lijst is hieronder 
weergegeven. 
 
 
 
Tabel 10: Opslag antwoorden per respondent 
Voor de opslag van de antwoorden in de gegevensmatrix is gebruik gemaakt van functionaliteit in 
Excel dat ervoor zorgt dat alleen de toegestane waarden ingevuld kunnen worden. Voor het 
beantwoorden van bijvoorbeeld de deelvraag “mate van bekendheid met risico” geldt dat alleen als 
invoer “1”, “2” of “3” wordt geaccepteerd. Deze functionaliteit beperkt de kans op foutieve invoer. 
 
3.4.3. Borging betrouwbaarheid 
Betrouwbaarheid is “de mate waarin je dataverzamelingstechnieken en analyseprocedures tot 
consistente bevindingen leiden”, en de betrouwbaarheid van onderzoek is hoog indien het 
onderzoek wanneer het herhaald wordt dezelfde waarde/uitkomsten geeft (Saunders et al., 2015). 
Met andere woorden, leiden de metingen tot dezelfde resultaten bij andere gelegenheden? Zouden 
andere observators dezelfde waarnemingen doen? Is de weg van ruwe data naar de interpretatie 
ervan duidelijk aangegeven? 
 
Factoren die de betrouwbaarheid kunnen aantasten zijn subject- of deelnemersfout, subject- of 
deelnemersvertekening (bias), waarnemersfout, en waarnemersbias (Saunders et al., 2015). 
Aangaande de betrouwbaarheid van de gegevensverzameling kan worden gesteld dat de kans op 
subject- of deelnemersfout wordt geminimaliseerd door de aanwezigheid van de onderzoeker bij de 
respondent op kantoor en door de respondent niet naar een onbekende locatie te laten afreizen. 
Verder bestaat een goede band tussen onderzoeker en de respondenten wat de kans vergroot dat 
respondenten zich niet anders voortdoen dat normaliter het geval is. Ook heeft de goede band een 
positief effect op het voorkomen van subject- of deelnemersvertekening; de respondenten 
vertrouwen de onderzoeker wat de kans verkleint dat de respondenten opzettelijk de resultaten van 
het onderzoek proberen te beïnvloeden. De respondenten worden van te voren niet geïnformeerd 
over resultaten van het literatuuronderzoek om de kans op het onopzettelijk beïnvloeden van de 
resultaten door de respondent te minimaliseren. De beslissing om gebruik te maken van 
gestructureerde interviews verkleint de kans op waarnemersfouten (Saunders, Lewis, & Thornhill, 
2007). In verband met de sociale interactie tussen onderzoeker en respondent wordt verder actief 
stilgestaan bij het voorkomen van waarnemersbias door weergave van de risico(omschrijvingen) op 
een beeldscherm, en het op dezelfde toon toelichten van de vragen. 
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3.4.4. Borging validiteit 
Het begrip validatie wordt omschreven als: “of de resultaten werkelijk over datgene gaan waarover 
ze lijken te gaan” (Saunders et al., 2015). Met andere woorden, worden de uitkomsten van het 
onderzoek echt gesteund door de feiten? Zijn de conclusies niet alleen door een betrouwbare 
manier van waarnemen tot stand gekomen, maar zijn ze echt waar? 
 
Voor beoordeling van de interne validiteit van de gegevensverzameling is bepaald of dat wat de 
vragenlijst oplevert ook daadwerkelijk hetgeen is wat gemeten moet worden. De middels de 
vragenlijst te achterhalen informatie is niet bijzonder complex, en ook voor de vragenlijst geldt dat 
deze vanuit wetenschappelijk perspectief niet erg complex is. De twee deelvragen Emp.1 en Emp.2 
moeten voor elk van de in het literatuuronderzoek geïdentificeerde risico’s worden gesteld, en 
leveren exact hetgeen op wat gemeten moet worden. Een bedreiging voor de resultaten die uit de 
vragenlijst komen kan de tijd zijn waarop het onderzoek wordt uitgevoerd. Als net een ITC-risico 
werkelijkheid is geworden en impact heeft (gehad) op de ITC-dienstverlening bestaat de kans dat dit 
effect heeft op de resultaten. Om de kans op dit mogelijke effect te minimaliseren wordt 
voorafgaand aan het verzenden van de uitnodigingen contact opgenomen met de servicemanager 
vanuit de werkgever van de onderzoeker, verantwoordelijk voor een eventuele klant waar het 
onderzoek afgenomen dient te worden. De servicemanager is in staat om te bepalen of, en zo ja 
welke zaken spelen of recentelijk hebben gespeeld. Op basis van de hieruit voortvloeiende 
informatie wordt besloten of het onderzoek bij een specifieke klant moet worden uitgesteld, of dat 
in de resultaten moet worden verwezen naar de zaken die hebben gespeeld rond het onderzoek. 
Het interviewen van respondenten uit de werkgeversorganisatie van de onderzoeker kan eveneens 
uitgesteld worden, mocht recentelijk een risico werkelijkheid zijn geworden. 
 
Aangezien het om een dwarsdoorsnedeonderzoek gaat en alleen interviews worden uitgevoerd, is 
de kans zeer klein dat de factor “tijd” invloed heeft op het onderzoek. Onderzoekers borgen de 
interne validiteit verder door het zoeken naar ander relevant bewijsmateriaal dat de antwoorden 
bevestigt die met de vragenlijst zijn verkregen (Saunders et al., 2015). Het niet gebruik maken van 
een tweede onderzoeksmethode in de vorm van archiefonderzoek heeft een negatief effect op de 
validiteit. Waar vanuit theoretisch perspectief de kans bestaat om triangulatie toe te passen is dit 
door beperkingen vanuit de praktijk niet mogelijk. 
 
Buiten de interne validiteit is rekening gehouden met de generaliseerbaarheid, ook wel externe 
validiteit genoemd. Generaliseerbaarheid gaat in op de vraag in hoeverre de onderzoeksresultaten 
ook gelden voor de gehele populatie (Saunders et al., 2015). Zoals in dit onderzoeksrapport is 
aangegeven zal het onderzoek onder een kleine groep met respondenten worden uitgevoerd, waar 
mogelijk afkomstig uit verschillende organisaties. Verder bestaan weinig mogelijkheden om de 
gegevens uit de interviews te vergelijken met gegevens uit een andere vorm van onderzoek, zoals 
archiefonderzoek. De generaliseerbaarheid van de onderzoeksresultaten is daarmee niet zo hoog als 
gewenst. 
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4. Resultaten 
De centrale vraag in dit onderzoek is: “Wat zijn de risico’s van IT co-sourcing, en in hoeverre zijn 
organisaties bekend met deze risico’s?”. Om de centrale vraag in dit onderzoek van een antwoord te 
kunnen voorzien zijn twee deelvragen gedefinieerd: “In hoeverre zijn organisaties bekend met de 
geïdentificeerde risico’s?” en “Welke van de geïdentificeerde risico’s uit het literatuuronderzoek zijn 
van toepassing op ITC?”. In het literatuuronderzoek zijn twee deelvragen vanuit theoretisch 
perspectief van een antwoord voorzien. Dit empirisch onderzoek heeft als doel gehad om de 
hierboven genoemde deelvragen van een antwoord te voorzien gebaseerd op de praktijk. In tabel 16 
in bijlage 4 is de volledige lijst met resultaten uiteen gezet en hieronder worden een aantal 
opvallende resultaten beschreven. 
 
4.1. Uitvoering 
Vier respondenten hebben deelgenomen aan het onderzoek. Het is door omstandigheden niet 
mogelijk gebleken om respondenten te vinden die zich in een rol van afnemer van ITO- en/of ITC-
diensten bevinden. Alle respondenten zijn derhalve werkzaam (geweest) voor een aanbieder van 
dergelijke diensten. Een profiel van de respondenten is opgenomen in bijlage 3. Aan alle deelnemers 
is voorafgaand aan het onderzoek uitgelegd hetgeen in hoofdstuk 3 is benoemd. Ook is aangegeven 
dat de kans aanwezig is dat risico’s terugkomen die op elkaar lijken en dat dit normaal is. Risico’s die 
op elkaar lijken zijn het gevolg van het niet toepassen van een groepering waardoor vergelijkbare 
risico’s meerdere malen kunnen terugkomen. 
 
De gesprekken zijn over een periode van 3 maanden gevoerd van januari t/m maart 2017. De 
interviews zijn door de 100 te bespreken risico’s relatief lange gesprekken geworden variërend van 2 
tot 3 uur. Om te zorgen dat de aandacht van de respondenten niet al te veel zou verslappen 
gedurende de lange interviews is na elk uur een korte pauze van 10 minuten op de planning gezet. 
Voor alle respondenten geldt dat zij op dezelfde manier aan het interview hebben deelgenomen: 
face-to-face. Het is niet voorgekomen dat geen persoonlijke ontmoeting geregeld kon worden. 
 
4.2. Deelvraag 1: Mate van bekendheid 
De deelvraag over de mate van bekendheid met risico’s kon worden beantwoord op een 3-
puntsschaal: heel bekend, bekend, en totaal onbekend. Uit de resultaten blijkt dat een ruime 
meerderheid van de risico’s bij een meerderheid van de respondenten heel bekend is zoals uit 
onderstaande grafiek blijkt: 
 
Figuur 7: Mate van bekendheid "heel bekend" onder respondenten 
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Logischerwijs betekenen bovenstaande resultaten dat het aantal risico’s dat totaal onbekend is 
onder de respondenten zeer laag moet zijn. Dit blijkt inderdaad uit onderstaande grafiek want 2 
risico’s zijn bij alle respondenten “totaal onbekend”, en 84 van de risico’s zijn bij geen enkele 
respondent als “totaal onbekend” geclassificeerd. 
 
Figuur 8: Mate van bekendheid "totaal onbekend" onder respondenten 
4.2.1. Afwijkingen in de resultaten 
De resultaten zijn met elkaar vergeleken om te onderzoeken bij welke risico’s de antwoorden van de 
respondenten (relatief grote) afwijkingen vertonen. Voor elk risico zijn daarom twee vragen gesteld: 
1. “Heel bekend” versus “totaal onbekend”: 
Is ten minste 1 respondent “heel bekend”, ten minste 1 respondent “totaal onbekend”, en is 
geen enkele respondent “bekend” met het risico? 
 
2. “Heel bekend” versus “bekend” versus “totaal onbekend”: 
Is ten minste 1 respondent “heel bekend”, ten minste 1 respondent “bekend”, en ten minste 
1 respondent “totaal onbekend” met het risico? 
Voor 7 risico’s geldt dat vraag 1 hierboven van toepassing is: 
Risico Heel bekend Totaal onbekend 
Asset specificity 2 2 
Excessive transaction costs 3 1 
Fuzzy focus 3 1 
Infringement of intellectual property 
rights 
3 1 
Shirking 2 2 
Technological indivisibility 3 1 
Vendor lock-in 3 1 
 
Tabel 11: Afwijkingen binnen resultaten 
Als bij elk risico uit bovenstaande lijst allemaal verschillende respondenten “heel bekend” en “totaal 
onbekend” zouden hebben geantwoord, zou een voorzichtige conclusie kunnen worden getrokken 
dat de antwoorden van de respondenten hierbij relatief grote afwijkingen vertonen, en deze risico’s 
minder bekend zijn onder de respondenten. Nader onderzoek leert echter dat bij 5 van de 
bovenstaande 7 risico’s dezelfde respondent “totaal onbekend” heeft geantwoord. Mogelijk heeft 
deze specifieke respondent minder kennis van de risico’s, en niet de respondenten in het algemeen.  
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Voor 7 risico’s geldt dat vraag 2 hierboven van toepassing is: 
Risico Heel bekend Bekend Totaal onbekend 
Complexity of business processes 2 1 1 
Lack of organizational learning 1 1 2 
Lack of reliability 2 1 1 
Provider does not provide the tools to export 
data 
1 2 1 
Uncertain level of service 2 1 1 
Uncontrolled updates 1 2 1 
Treating IT as an undifferentiated commodity 2 1 1 
 
Tabel 12: Afwijkingen binnen resultaten 
Nader onderzoek van de resultaten uit bovenstaande tabel levert op dat de verschillen niet direct 
zijn te herleiden naar antwoorden van specifieke respondenten. Met andere woorden, voor de 7 
hierboven genoemde risico’s kan worden geconcludeerd dat de antwoorden inderdaad relatief grote 
afwijkingen vertonen, en minder bekend zijn onder de respondenten. 
 
4.3. Deelvraag 2: Van toepassing op IT co-sourcing 
Bij elk risico is de gehanteerde omschrijving vanuit de theorie op een beeldscherm weergegeven 
zodat elke respondent met hetzelfde beeld van het risico een antwoord kon geven op de vraag of 
het risico van toepassing is op ITC. Deze deelvraag kon worden beantwoord met “ja” of “nee”. De 
antwoorden zijn samengevat weergegeven in onderstaand figuur. 
 
Bij 51 risico’s zijn de respondenten het 
met elkaar eens en hebben allen 
aangeven dat deze risico’s op ITC van 
toepassing zijn. Bij 10 andere risico’s 
hebben alle respondenten unaniem 
aangegeven dat deze risico’s niet op ITC 
van toepassing zijn. De resultaten van de 
resterende 39 risico’s zijn met elkaar 
vergeleken om te onderzoeken bij welke 
risico’s de antwoorden van de 
respondenten relatief grote afwijkingen  
 
Figuur 9: Aantal risico’s wel of niet van toepassing op ITC 
vertonen. Deze controle is uitgevoerd door een selectie te maken van de risico’s waarbij 50% (2) 
respondenten “ja”, en 50% (2) respondenten “nee” heeft geantwoord. Het resultaat zijn 9 risico’s die 
in onderstaande tabel zijn weergegeven. 
 
Nummer Risico Wel van 
toepassing 
Niet van 
toepassing 
1 Backlash from internal IT staff 2 2 
2 Complexity of business processes 2 2 
3 High degree of interdependence with other 
processes 
2 2 
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4 Incompatible systems, software and procedures 2 2 
5 Lack of active management of the supplier on 
contract and relationship dimensions 
2 2 
6 Loss of autonomy and control over IT decisions 2 2 
7 Loss of control over data 2 2 
8 Treating IT as an undifferentiated commodity 2 2 
9 Underperformance 2 2 
 
Tabel 13: Afwijkingen binnen resultaten 
Dat 50% denkt dat risico 1 wel van toepassing is en 50% niet, kan mogelijk verklaard worden. Uit het 
literatuuronderzoek blijkt namelijk dat dit risico van toepassing is op ITC, maar in mindere mate dan 
bij ITO. Hetzelfde geldt eveneens voor risico’s 4, 5, 7 en 8. Nader onderzoek is nodig om te 
achterhalen waarom de respondenten het niet eens zijn over het wel of niet van toepassing zijn op 
ITC van risico’s 2, 3, 6 en 9. 
 
4.3.1. Vergelijking met het literatuuronderzoek 
In het eerder uitgevoerde literatuuronderzoek is net als in het empirisch onderzoek de vraag gesteld 
welke geïdentificeerde risico’s op ITC van toepassing zijn. Op basis van de resultaten van beide 
onderzoeken is een vergelijking uitgevoerd om verschillen en overeenkomsten te kunnen bepalen. 
Aan de resultaten van figuur 9 op de voorgaande pagina zijn derhalve de resultaten uit het 
literatuuronderzoek toegevoegd. 
Belangrijk is dat dit figuur alleen aangeeft 
hoeveel risico’s wel of niet van toepassing zijn 
op ITC volgens respectievelijk het literatuur- en 
empirisch onderzoek. Dat 51 risico’s volgens het 
empirisch onderzoek van toepassing zijn op ITC 
zegt niet per definitie dat dezelfde 51 risico’s 
ook dus volgens het literatuuronderzoek van 
toepassing zijn op ITC. 
 
Figuur 10: Aantal risico’s wel of niet van toepassing op ITC 
Nadere analyse is uitgevoerd om te achterhalen voor welke risico’s dit wel geldt, en de resultaten 
wijzen uit dat voor 54 risico’s geldt dat de resultaten uit het literatuuronderzoek overeenkomen met 
de unanieme mening van de 4 respondenten uit het empirisch onderzoek. Alle 51 risico’s die van 
toepassing zijn op ITC volgens de unanieme mening van de 4 respondenten uit het empirisch 
onderzoek, zijn ook van toepassing op ITC volgens het literatuuronderzoek. En van de 10 risico’s die 
volgens de unanieme mening van de 4 respondenten uit het empirisch onderzoek niet van 
toepassing zijn op ITC, geldt dat 3 hiervan ook volgens het literatuuronderzoek niet van toepassing 
zijn op ITC. 
Verder blijkt dat voor 7 risico’s de resultaten uit het literatuuronderzoek haaks staan op de 
unanieme mening van de 4 respondenten uit het empirisch onderzoek. Verder onderzoek is 
noodzakelijk om dit verschil te kunnen verklaren. 
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5. Discussie 
In dit hoofdstuk wordt ingegaan op betrouwbaarheid en validiteit van de resultaten, en in het 
bijzonder op de afwijkingen ten opzichte van datgene wat uiteen is gezet in de onderzoeksaanpak. 
Betrouwbaarheid 
Aangaande de betrouwbaarheid van de gegevensverzameling is in het ontwerp van het onderzoek 
gesteld dat de kans op subject- of deelnemersfout dient te worden geminimaliseerd door de 
onderzoeker het onderzoek te laten afnemen bij de respondent op kantoor. In de praktijk is dit bij 3 
van de 4 respondenten mogelijk gebleken. Eén respondent heeft op kantoor bij de onderzoeker 
deelgenomen aan het onderzoek in een vergaderruimte waar onderzoeker en respondent niet 
gestoord zijn. Gezien de goede band tussen respondent en onderzoeker wordt de kans klein geacht 
dat de respondent zich anders heeft voortgedaan dan normaliter het geval is. 
Validiteit 
Eén van de in het ontwerp genoemde mogelijke bedreigingen van de validiteit heeft betrekking op 
het tijdstip waarop het onderzoek wordt uitgevoerd. Als net een risico werkelijkheid is geworden en 
impact heeft (gehad) op de dienstverlening bestaat de kans dat dit effect heeft op de resultaten. 
Alleen ITO/ITC-aanbieders hebben aan het onderzoek deelgenomen en het merendeel van deze 
respondenten heeft bij vele risico’s aangegeven hier in de praktijk regelmatig tegenaan te lopen. 
Grote calamiteiten hebben echter niet plaatsgevonden. Ook hier geldt dat daarmee de kans klein 
wordt geacht dat dit een negatief effect heeft gehad op de validiteit. 
De generaliseerbaarheid (externe validatie) is niet optimaal aangezien maar 4 respondenten aan het 
onderzoek hebben deelgenomen die allen aanbieders zijn van ITO/ITC-diensten. Deze 4 
respondenten zijn echter wel afkomstig van 3 verschillende organisaties wat de 
generaliseerbaarheid weer ten goede komt. Voor een profiel van de respondenten, zie bijlage 3. 
Dit onderzoek betreft een dwarsdoorsnedeonderzoek wat beperkingen heeft. Een longitudinaal 
onderzoek had potentieel een ander licht kunnen laten schijnen op de risico’s. Dit andere beeld is 
verkrijgbaar door organisaties te volgen vanaf het moment dat onderzoek wordt gedaan naar de 
haalbaarheid van het gebruik maken van ITO of ITC, tot het in gebruik nemen van de dienst en 
bijvoorbeeld een eerste strategisch overleg 6 maanden na start van de dienst. 
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6. Conclusies en aanbevelingen 
De belangrijkste conclusies uit literatuur- en empirisch onderzoek worden in dit hoofdstuk 
beschreven. 
6.1. Conclusies literatuuronderzoek 
Het doel van het literatuuronderzoek was het vastleggen van de verschillen in risico’s tussen ITO en 
ITC. 83 trefwoorden en 86 wetenschappelijke artikelen zijn geïdentificeerd naar aanleiding van 
respectievelijk het proces omtrent de vastlegging van de trefwoorden, en artikelen. Het aantal te 
bestuderen artikelen is teruggebracht van 86 naar 25 waarbij bestudering van deze artikelen een lijst 
van 100 risico’s heeft opgeleverd. 
In de situatie waarin een klant een deel van de IT-dienstverlening bij een externe dienstverlener wil 
beleggen en ITO en ITC beide opties zijn, is een voorlopige conclusie op basis van analyse van de 
risico’s en de verdeling hiervan over ITO en ITC, dat ITC minder risico’s met zich meebrengt dan ITO, 
ceteris paribus. De resultaten bevestigen verder wat op basis van de definitie van ITC logischerwijs te 
stellen is, dat een groot deel van de risico’s waarbij de klant afhankelijk is van de dienstverlener niet, 
of in mindere mate van toepassing is bij ITC vergeleken met ITO. 
 
6.2. Conclusies empirisch onderzoek 
Het doel van dit empirisch onderzoek was het onderzoeken welke uit het literatuuronderzoek 
afkomstige risico’s van toepassing zijn op IT co-sourcing, en in hoeverre organisaties bekend zijn met 
deze risico’s. Met dit onderzoek wordt enerzijds getracht de gevonden resultaten uit het 
literatuuronderzoek te bevestigen of te verwerpen, en anderzijds een bijdrage te leveren aan het 
invullen van nog ontbrekende kennis op het gebied van ITC-risico’s. 
 
Naar aanleiding van de uitgevoerde interviews kan worden vastgesteld dat een meerderheid van de 
respondenten (3 of 4) heel bekend is met een meerderheid van de risico’s (82 van de 100). Bij een 
beperkt aantal risico’s (7) liggen de antwoorden ver uit elkaar waarbij het antwoord van 50% van de 
respondenten “heel bekend” is, en de resterende 50% “totaal onbekend”. Op basis van deze 
bevindingen zou kunnen worden gesteld dat de overige antwoorden van de respondenten daarmee 
in de meeste gevallen redelijk dicht bij elkaar in de buurt liggen. 
 
Aangaande het wel of niet van toepassing zijn van de risico's op ITC geldt dat een meerderheid van 
de respondenten (3 of 4) van mening is dat een meerderheid van de risico’s (72) van toepassing is op 
ITC. Dezelfde meerderheid stelt dat 19 risico’s niet van toepassing zijn op ITC. Bij een beperkt aantal 
risico’s (9) staan de respondenten qua antwoord lijnrecht tegenover elkaar waarbij 50% aangeeft dat 
een risico wél van toepassing is, en 50% stelt dat dit niet het geval is. Op basis van de resultaten valt 
niet te bepalen waarom dit het geval is. Desalniettemin kan bij de beantwoording van deze 
deelvraag worden gesteld dat de respondenten het in de meeste gevallen met elkaar eens zijn. 
 
Bij een meerderheid van de risico’s (54) komen de resultaten overeen met de unanieme mening van 
de 4 respondenten uit het empirisch onderzoek. Bij een relatief beperkt aantal van 7 risico’s geldt 
dat de resultaten uit het literatuuronderzoek haaks staan op de unanieme mening van de 4 
respondenten uit het empirisch onderzoek. Ook hier geldt dat niet helder is waarom dit het geval is. 
Verder onderzoek is noodzakelijk om een achterliggende oorzaak te kunnen vaststellen. 
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In het literatuuronderzoek werd het onder voorbehoud al gesteld: vergeleken met ITO lijken minder 
risico’s van toepassing op ITC. Met de resultaten uit het empirisch onderzoek die dit onderbouwen 
kan worden bevestigd dat de kans aanwezig is dat ITC minder risico’s met zich meebrengt dan ITO, 
ceteris paribus. 
6.3. Aanbevelingen 
Helder krijgen definities 
Dit empirisch onderzoek heeft voortgebouwd op de resultaten uit het literatuuronderzoek. Een 
aantal van de beperkingen van het literatuuronderzoek zijn ook van toepassing op het empirisch 
onderzoek. De meest belangrijke beperking heeft betrekking op de gekozen definities van “IT 
outsourcing”, en “IT co-sourcing”. Vervolgonderzoek zou zich kunnen richten op het binnen een IT-
scope helder krijgen van eenduidige definities, of op de creatie van een overzicht met definities 
inclusief toelichting welke definitie binnen welke context gehanteerd kan worden. 
 
Aanbieders versus afnemers versus branche 
Geen van de respondenten uit dit onderzoek zijn afnemers van ITO/ITC-diensten en de kans bestaat 
dat afnemers van dergelijke diensten een ander beeld hebben van de risico’s dan de aanbieders van 
deze diensten. Vervolgonderzoek zou hier rekening mee kunnen houden door het uitvoeren van een 
vergelijkbaar onderzoek onder afnemers van ITO/ITC-diensten. Bij het uitvoeren van dit onderzoek 
zou eveneens onderzocht kunnen worden of en zo ja wat de eventuele verschillen zijn tussen 
branches. 
 
Toetsen mate van bekendheid met risico’s 
In dit onderzoek is aan respondenten gevraagd in hoeverre zij bekend zijn met de risico’s. De 
antwoorden op deze vragen zijn echter subjectief. Hoe kan objectief worden bepaald wat de 
hoeveelheid kennis is van een persoon met betrekking tot ITO/ITC-risico’s? Eén van de 
mogelijkheden is het opstellen van een test om de daadwerkelijke kennis van respondenten 
objectief te toetsen. Het toetsen van de mate van bekendheid met risico’s zou in vervolgonderzoek 
kunnen plaatsvinden aan de hand van een kennistest. 
 
Toepassing kennis van risico’s in de praktijk 
Een additionele vraag die interessante informatie kan opleveren is wat organisaties doen met de 
kennis van bepaalde ITO/ITC-risico’s. Zo kunnen afnemers van ITO/ITC-diensten mogelijk heel 
bekend zijn met vele van de risico’s, maar deze kennis bijvoorbeeld niet duidelijk laten terugkomen 
tijdens een aanbestedingstraject of in de mitigerende maatregelen bij een al operationele dienst. 
 
Resultaten toegepast op groepen risico’s 
In hoofdstuk 3.4.1 "Geen gebruik gegroepeerde lijst met risico's" is aangegeven dat door aanwezige 
beperkingen de 100 risico’s niet zijn gegroepeerd. In vervolgonderzoek zou alsnog een groepering 
aangebracht kunnen worden. Een dergelijke groepering kan resulteren in het bereid vinden van een 
groter aantal respondenten om mee te doen aan het onderzoek omdat dit per interview minder tijd 
kost. Ook kan een groepering het mogelijk maken om eventuele verschillen in kennis per risicogroep 
inzichtelijk te maken. 
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7. Reflectie 
In Q3 2016 is een start gemaakt met het empirisch onderzoek na de succesvolle afronding van het 
literatuuronderzoek. Het komen tot een onderwerp voor het onderzoek is vrij vlot verlopen evenals 
de daadwerkelijke start. Deze soepele start is mede te danken aan een tiental door de 
afstudeerbegeleider aangeleverde vragen met als doel om de onderzoeker goed na te laten denken 
over het doel en de aanpak van het onderzoek. 
De uitvoering van het onderzoek heeft stapsgewijs plaatsgevonden en is in hoofdlijnen opgesplitst in 
6 fasen zijnde de uitwerking van respectievelijk aanpak en scope, te hanteren documentstructuur, 
en het onderzoeksproces, gevolgd door de uitvoering van het onderzoek, de analyse en verwerking 
van de resultaten en afronding van de scriptie. Tot aan de uitvoering van het onderzoek heeft 
ongeveer maandelijks afstemming met de afstudeerbegeleider plaatsgevonden. Deze afstemming is 
hoofdzakelijk inhoudelijk van aard geweest en heeft een controlerende functie als doel gehad: 
verloopt het onderzoek op hoofdlijnen nog zoals het zou moeten verlopen? De altijd snelle reactie 
en zeer nuttige feedback van de afstudeerbegeleider heeft ook hier bijgedragen aan het in staat zijn 
om vaart in het onderzoek te houden. Ondanks de regelmatige afstemming heeft de onderzoeker op 
geen enkel moment het gevoel gehad niet zelf voor 100% de leiding te hebben in het onderzoek wat 
als zeer positief is ervaren. 
De uitvoering van het onderzoek is begin december 2016 gestart en heeft door omstandigheden 
meer tijd in beslag genomen dan gepland. Het leven staat niet stil tijdens een afstudeerperiode, en 
een groot deel van december is weggevallen door persoonlijke omstandigheden waarbinnen het niet 
mogelijk was om aan het onderzoek te werken. Daarbuiten is het eveneens lastig en een tijdrovende 
klus gebleken om de juiste respondenten voor het onderzoek te vinden. De tijd van wachten op 
reacties en afspraken heeft voldoende reflectiemomenten bevat. Concluderend kan worden gesteld 
dat de “veilige” manier van eerst een onderdeel volledig afronden voordat met het volgende 
onderdeel wordt gestart, niet ideaal is geweest tijdens deze fase van het onderzoek. Achteraf gezien 
zou tijdens het afronden van de fase “opstellen van het onderzoeksproces” al contact moeten zijn 
opgenomen met potentiele respondenten om afspraken in te plannen. 
Aan de afstudeerperiode is een studielast gekoppeld van 26 EC (728 uur). Er is tijdens de studie 
bewust voor gekozen om niet te veel stil te staan bij de daadwerkelijke tijdsbesteding, maar wel bij 
het behalen van een maximaal resultaat binnen een zo kort mogelijke tijd. Beide modulen binnen de 
afstudeerperiode zijn dan ook ruim binnen de beschikbare tijd afgerond. 
Terugkijkend kan worden gesteld dat in de ogen van de onderzoeker de afstudeerperiode bijzonder 
interessant is geweest. Een periode waarbinnen theorie en praktijk bij elkaar komen, en theoretisch 
en praktisch bruikbare resultaten opgeleverd worden. 
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Bijlage 1: Begrippenlijst 
Begrip Omschrijving 
Asset “Elke resource of capability” (Cannon, 2011). 
Bekendheid Zie “de mate van bekendheid”. 
BPO Business Process Outsourcing: “Het delegeren van een of meer volledige bedrijfsprocessen 
aan externe dienstverleners, met inbegrip van alle aanverwante middelen, zoals 
informatietechnologie (IT) en human resources (HR)” (Wüllenweber, Beimborn, Weitzel, & 
König, 2008). 
Capability “Vertegenwoordigen het vermogen van een organisatie om resources te coördineren, te 
beheersen en ze toe te passen. Deze assets zijn niet direct aan te schaffen, en worden 
gecreëerd met de tijd als nieuwe kennis en ervaring wordt opgedaan” (Cannon, 2011). 
Construct Een door een individu gebruikt attribuut om iets te beschrijven (Rugg & McGeorge, 1997). In 
dit onderzoekrapport zijn risico’s de constructs. 
Deductieve methode Gebruik van een bestaande theorie of bestaand model om een hypothese (of hypothesen) te 
formuleren, en het ontwerpen van een onderzoeksmethode om deze hypothese(n) te 
toetsen (Saunders et al., 2015). 
De mate van 
bekendheid 
De hoeveelheid kennis die men heeft over iets. 
Incident Een ongeplande onderbreking van een IT-dienst of vermindering van de kwaliteit van een IT-
dienst (Cannon, 2011). 
Interne validiteit De mate waarin bevindingen kunnen worden toegeschreven aan interventies in plaats van 
zwakke punten in je onderzoeksrapport (Saunders et al., 2015) 
IT-capabilities Zie “Capability”, maar met een IT-context toegepast. 
Dienstverlener Zie “IT-dienstverlener”. 
IT-assets Zie “Asset”. 
ITC Domestic IT co-sourcing: “Wanneer IT-werkzaamheden van de klant in nauwe samenwerking 
door klant en IT-dienstverlener worden uitgevoerd op het niveau dat de dienstverlener de IT-
competenties van de klant kan vervangen of uitbreiden. Regie van de dienstverlening ligt bij 
de klant en uitbreiding van de IT-competenties van de klant is het doel.” 
IT-dienstverlener Een organisatie die IT-diensten verleent aan één of meer externe klanten. 
IT-functie “Een IT-functie omvat een terugkerende activiteit, proces of dienst, en niet een discrete 
gebeurtenis zoals de aanschaf van een enkele eenheid van een off-the-shelf product of 
resource” (Goo et al., 2009) 
IT-resources Zie “Resources”, maar met een IT-context toegepast. 
ITO Domestic IT outsourcing: “Het aangaan van een dienstverlening met externe binnenlandse IT-
dienstverleners voor de levering van sommige of alle IT-functies van de organisatie. Een IT-
functie omvat een terugkerende activiteit, proces of dienst, en niet een discrete gebeurtenis 
zoals de aanschaf van een enkele eenheid van een off-the-shelf product of resource” (Goo et 
al., 2009). 
Onderzoeksethiek “De gepastheid van het gedrag van de onderzoeker met betrekking tot de rechten van 
degenen die het onderwerp van een onderzoeksproject worden, of die de effecten daarvan 
ondervinden” (Saunders et al., 2015). 
Regie (ITC-context) Coördinatie, sturing en leiding door de klant van de eigen medewerkers, maar ook van de bij 
de dienstverlener ingehuurde medewerkers. 
Resource “Een generieke term die alle zaken omvat om de dienst te kunnen leveren, zoals mensen, 
informatie, applicaties, infrastructuur en financieel kapitaal” (Cannon, 2011). 
Risico Gevaar van schade of verlies. 
Service request Een formeel verzoek van een klant om iets te leveren (Cannon, 2011). 
Sourcing Algemene term verwijzend naar alle verschillende sourcing vormen. 
 
Tabel 14: Begrippenlijst
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Bijlage 2: Gegevensvoorwaardentabel 
 
Saunders et al. beschrijft dat het gebruik van een gegevensvoorwaardentabel kan helpen bij het proces van het bepalen of de essentiële gegevens worden 
verzameld (Saunders et al., 2015) in de vragenlijst. Het opstellen van deze tabel kan worden gezien als de stap die een brug slaat tussen het formuleren van 
de doelstellingen en onderzoeksvragen, en de in de vragenlijst op te nemen vragen. 
 
Centrale onderzoeksvraag: “Wat zijn de risico’s van IT co-sourcing, en in hoeverre zijn organisaties bekend met deze risico’s?”. 
Soort onderzoek: Toetsend en beschrijvend.  
1. Het toetsende deel van het onderzoek gaat in op het verifiëren (toetsen) welke geïdentificeerde risico’s uit het literatuuronderzoek van toepassing 
zijn op ITC.  
2. Het beschrijvende deel gaat in op het inzichtelijk maken in hoeverre organisaties bekend zijn met de geïdentificeerde risico’s. 
 
Onderzoekende vragen Benodigde variabelen Manier waarop variabele wordt 
gemeten 
Opgenomen in vragenlijst  
In hoeverre zijn de deelnemers 
bekend met het risico <naam 
risico>? 
Mate van bekendheid met risico 
(type variabele: mening, rangorde) 
“Heel bekend”, “bekend”, “totaal 
onbekend” 
 
 
Zijn de deelnemers van mening dat 
risico <naam risico> van toepassing 
is op IT co-sourcing?  
Risico van toepassing op IT co-
sourcing (type variabele: mening, 
beschrijvend) 
“Ja” of “Nee”  
 
 
Tabel 15: Gegevensvoorwaardentabel 
De in de eerste kolom opgenomen “onderzoekende vragen” zijn alle vragen die van een antwoord moeten worden voorzien om elke onderzoeksvraag te 
kunnen beantwoorden en daarmee elke doelstelling te kunnen realiseren. De twee deelvragen in het onderzoek moeten de centrale vraag van een 
antwoord voorzien. In bovenstaande tabel is nog geen rekening gehouden met de volgorde van de vragen. Voor alle hierboven opgenomen vragen waarbij 
is gespecificeerd dat deze worden opgenomen in de vragenlijst betekent dit automatisch dat deze in het interview door de onderzoeker gesteld zullen 
worden. De kolom “benodigde variabelen” bevat buiten een omschrijving van de benodigde variabelen ook informatie over het type variabele, met als 
mogelijke waarden: “mening”, “gedrag”, “eigenschap” (Saunders et al., 2007). De hierboven beschreven twee vragen worden gesteld voor alle 100 in het 
literatuuronderzoek geïdentificeerde risico’s. 
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Bijlage 3: Profiel respondenten 
Door het moeten borgen van de anonimiteit van de respondenten zijn de profielen kort en vrij 
algemeen.  
 
Respondent 1: 
Geslacht : Man 
Leeftijd : 40 
Werkzaam voor : Zakelijke dienstverlener gespecialiseerd in projectmanagement, 
detachering en consultancy 
Functie : 2e-lijn manager 
Verantwoordelijk voor 
 
: Op strategisch en tactisch niveau aansturen van 2 afdelingen 
 Afdeling 1 richt zich volledig op het aanbieden van IT 
outsourcing en IT co-sourcing diensten. 
 Afdeling 2 richt zich op IT-consultancy in het algemeen, en 
ondersteunt afdeling 1 door de inzet van consultants met 
specifieke kennis van IT-outsourcing en IT co-sourcing. 
 
Respondent 2: 
Geslacht : Man 
Leeftijd : 37 
Werkzaam voor : Zakelijke dienstverlener gespecialiseerd in projectmanagement, 
detachering en consultancy 
Functie : 1e-lijn manager 
Verantwoordelijk voor 
 
: Op tactisch en operationeel niveau aansturen van de afdeling die 
hierboven bij respondent 1 is beschreven als “afdeling 1” 
 
Respondent 3: 
Geslacht : Man 
Leeftijd : 59 
Werkzaam voor : Grote zakelijke wereldspeler op de IT-markt 
Functie : Senior projectmanager 
Verantwoordelijk voor 
 
: Projectmanagement en consultancy aangaande servicemanagement 
 
Respondent 4: 
Geslacht : Vrouw 
Leeftijd : 35 
Werkzaam voor : Nederlandse overheid  
(de afgelopen 10 jaar als proceseigenaar werkzaam voor dezelfde 
organisatie als respondent 3) 
Functie : Proceseigenaar 
Verantwoordelijk voor 
 
: 1. Servicemanagement van ITO-diensten. 
2. Inventarisatie processen bij klantorganisaties tijdens IT-
outsourcing trajecten. 
3. Overdragen kennis naar buitenlandse teams n.a.v. IT-
outsourcing trajecten. 
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Bijlage 4: Resultatenlijst 
 “X” betekent dat het risico niet van toepassing is, “” dat het wel van toepassing is, en “-” dat het risico in mindere mate van toepassing is op ITC dan op 
ITO. De getallen genoemd in de kolommen behorende tot het empirisch onderzoek, geven aan hoeveel respondenten “heel bekend”, “bekend” of “totaal 
onbekend” zijn met een risico, en hoeveel respondenten van mening zijn dat het ITO-risico wel of niet van toepassing is op ITC. 
 
 Literatuuronderzoek Empirisch onderzoek 
 Van toepassing  
volgens literatuur 
Van toepassing 
volgens eigen 
analyse 
Mate van bekendheid  
met ITO-risico 
Van toepassing 
op ITC 
Risico ITO ITC BPO ITO ITC Heel 
bekend 
Bekend Totaal 
onbekend 
Ja Nee 
Arguments regarding contract details   ?   3 1 0 4 0 
Asset specificity  ?   - 2 0 2 3 1 
Attacks against accountability  ?    3 1 0 4 0 
Attacks against authentication  ?    3 1 0 4 0 
Attacks against authorization  ?    3 1 0 4 0 
Attacks against availability  ?    3 1 0 4 0 
Attacks against confidentiality  ?    3 1 0 4 0 
Attacks against integrity  ?    3 1 0 4 0 
Backlash from internal IT staff   ?  - 3 1 0 2 2 
Biased portrayal by vendors  ? ?   4 0 0 3 1 
Breach of contract by the vendor   ?   4 0 0 4 0 
Business uncertainty  ? ?  X 4 0 0 3 1 
Competitive market   ?   3 1 0 4 0 
Complexity of business processes ? ?   X 2 1 1 2 2 
Compliance risk  ?   - 4 0 0 3 1 
Compromised data confidentiality  ?    3 1 0 4 0 
Compromised data security  ?    3 1 0 4 0 
Contract duration   ?   4 0 0 4 0 
Contractual risks   ?   4 0 0 4 0 
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Coordination between client and vendor  ?    4 0 0 4 0 
Coordination costs   ?   4 0 0 1 3 
Costly modifications are necessary   ?   4 0 0 0 4 
Cultural differences between client and 
supplier   ?  - 4 0 0 3 1 
Dangers of an eternal triangle  ?    0 0 4 0 4 
Data leakage  ?    3 1 0 4 0 
Data losses and insufficient recovery  ? ?  - 4 0 0 4 0 
Difficulty in managing remote teams  ? ?  X 3 1 0 1 3 
Disclosure of data by the provider  ?    3 1 0 4 0 
Endemic uncertainty   ?   4 0 0 4 0 
Excessive transaction costs  ? ?  - 3 0 1 4 0 
Fuzzy focus   ?  - 3 0 1 3 1 
Hidden costs   ?   4 0 0 4 0 
High degree of interdependence with other 
processes ? ?   X 2 2 0 1 2 
Host-based attacks  ?    3 1 0 4 0 
Inability to manage supplier relationship  ?    4 0 0 4 0 
Incompatible systems, software and 
procedures  ? ?  - 4 0 0 2 2 
Incomplete contracting  ?   - 4 0 0 4 0 
Inflexibility regarding business change  ? ?  - 4 0 0 4 0 
Inflexible contracts   ?   4 0 0 4 0 
Infringement of IP rights  ? ?   3 0 1 3 1 
Insufficient accountability of performed 
actions  ?    3 1 0 4 0 
Insufficient data privacy  ?    3 1 0 4 0 
Insufficient maintenance and 
enhancements   ?   4 0 0 0 4 
Insufficient seperation of coexisting users  ?    3 1 0 4 0 
Interdependence between client and 
vendor expertise  ?   - 3 1 0 4 0 
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Interpretation of performance metrics   ?   4 0 0 4 0 
Lack of active management of the supplier 
on contract and relationship dimensions  ?   - 4 0 0 2 2 
Lack of awareness of where data is held  ?   - 4 0 0 0 4 
Lack of BPO governance experience   ?   3 1 0 3 1 
Lack of organizational learning  ? ?  X 1 1 2 0 4 
Lack of personalization functionality  ? ?  X 2 2 0 1 3 
Lack of reliability   ?   2 1 1 3 1 
Lack of trust   ?   4 0 0 4 0 
Limited scalability   ?   3 1 0 3 1 
Loss of autonomy and control over IT 
decisions  ? ?  X 4 0 0 2 2 
Loss of availability   ?   3 1 0 1 3 
Loss of confidentiality  ?    3 1 0 4 0 
Loss of control over data  ? ?  - 4 0 0 2 2 
Loss of control over vendor  ?   - 4 0 0 4 0 
Loss of in-house capability      4 0 0 3 1 
Loss of innovative capacity   ?  - 4 0 0 3 1 
Loss of integrity  ?    3 1 0 4 0 
Loss of intellectual assets  ? ?   3 1 0 3 1 
Misuse of data by provider  ?    3 1 0 4 0 
Network issues   ?   4 0 0 0 4 
Network-based attacks  ?    3 1 0 4 0 
No overall cost savings   ?   2 2 0 3 1 
Opportunistic behaviour  ? ?   4 0 0 3 1 
Outdated Technology Skills   ?   4 0 0 3 1 
Over reliance on vendor  ?   - 4 0 0 4 0 
Poor customer financial stability  ? ?   4 0 0 4 0 
Poor planning   ?   4 0 0 4 0 
Poor supplier capability, service, financial 
stability   ?   4 0 0 4 0 
Possibility of weak management  ? ?   3 1 0 4 0 
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Provider does not provide the tools to 
export data   ?   1 2 1 0 4 
Provider uses hidden sub-contractors  ?   - 1 3 0 4 0 
Regulatory violations  ?   - 4 0 0 4 0 
Security/privacy breach  ?    3 1 0 4 0 
Service delivery problems  ? ?   3 1 0 3 1 
Shirking  ?   - 2 0 2 3 1 
Single/Double moral hazard  ?   - 0 0 4 3 1 
Supplier employee turnover/burnout  ? ?   4 0 0 3 1 
Supplier employees are inexperienced   ?   3 1 0 1 3 
Supplier employees have poor 
communication skills  ? ?   4 0 0 4 0 
Supplier goes out of business  ? ?   3 1 0 4 0 
Supplier has too much power over the 
customer  ?   - 1 3 0 1 3 
Switching costs  ?   - 1 3 0 1 3 
Technological complexity  ? ?  X 4 0 0 0 4 
Technological indivisibility  ? ?  X 3 0 1 0 4 
Technological lock-in  ?   - 1 3 0 1 3 
Theft of intellectual property  ? ?   3 1 0 3 1 
Transition failure  ? ?  - 4 0 0 4 0 
Treating IT as an undifferentiated 
commodity   ?  - 2 1 1 2 2 
Uncertain level of service   ?   2 1 1 4 0 
Uncontrollable contract growth  ? ?  - 3 1 0 4 0 
Uncontrolled updates   ?   1 2 1 0 4 
Undefined ownership of data  ?   - 4 0 0 1 3 
Underperformance   ?   4 0 0 2 2 
Unprotected sensitive data in transmission 
and storage  ?    3 1 0 4 0 
Vendor lock-in  ?   - 3 0 1 4 0 
Tabel 16: Resultaten empirisch onderzoek
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Bijlage 5: Literatuuronderzoek 
Samenvatting 
Sinds het eerste wetenschappelijke onderzoek naar IT outsourcing is verschenen in 1991 hebben 
vele onderzoekers zich gebogen over IT outsourcing en de verschillende varianten hiervan zoals 
offshore IT outsourcing, nearshore IT outsourcing, en business process outsourcing. In dit 
literatuuronderzoek ligt de focus op de IT outsourcing variant "IT co-sourcing", en wordt in het 
specifiek onderzocht wat de verschillen zijn tussen IT outsourcing en IT co-sourcing kijkende naar de 
bijbehorende risico's. Op basis van een beperkt literatuuronderzoek zijn 25 wetenschappelijke 
artikelen bestudeerd resulterende in 100 risico's. Deze lijst is door toepassing van groepering 
gereduceerd tot 38. Een voorlopige conclusie is dat IT co-sourcing mogelijk minder risico’s met zich 
meebrengt dan IT outsourcing. 
Trefwoorden: IT outsourcing, IT co-sourcing, informatietechnologie, risico, literatuuronderzoek 
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1. Introductie 
1.1 Inleiding 
In “A review of the IT outsourcing literature: Insights for practice” (Lacity et al., 2009) stellen de 
auteurs dat de eerste gepubliceerde uitkomsten van wetenschappelijk onderzoek naar IT 
outsourcing (ITO) in 1991 zijn verschenen. Onderzoek naar ITO heeft sindsdien een vogelvlucht 
genomen want in 2009 waren volgens de hierboven genoemde auteurs al 357 gepubliceerde 
onderzoeken beschikbaar. Ondanks het feit dat ITO geen nieuw begrip is blijkt het lastig om een 
eenduidige definitie te vinden. Meerdere gevonden definities zijn niet hetzelfde, maar komen neer 
op het overdragen van (een deel van) de IT-functies naar externe dienstverleners (Chou et al., 2006), 
(Goo et al., 2009), (Martens & Teuteberg, 2012). Een onderdeel hiervan kan het overnemen van 
assets zijn door de externe dienstverlener (Kern & Willcocks, 1999). Ook zijn sterker afwijkende 
definities te vinden waarbij de nadruk meer wordt gelegd op het verkrijgen van benodigde IT-
resources bij een externe dienstverlener (Oh, Gallivan, et al., 2006). In dit literatuuronderzoek wordt 
een op de ITO-omschrijving van Goo et al. gebaseerde definitie gehanteerd: “Het aangaan van een 
dienstverlening met externe binnenlandse IT-dienstverleners voor de levering van sommige of alle IT-
functies van de organisatie, waarbij een IT-functie een terugkerende activiteit, proces of dienst 
omvat, en niet een discrete gebeurtenis zoals de aanschaf van een enkele eenheid van een off-the-
shelf product of resource” (Goo et al., 2009).  
 
Op basis van 191 onderzochte ITO-artikelen concluderen Lacity et al. dat de verschillende 
onderzochte onderwerpen op het gebied van ITO zijn te groeperen in 6 verschillende categorieën: 
“determinanten van IT outsourcing”, “IT outsourcing strategie”, “IT outsourcing risico’s”, 
“determinanten van IT outsourcing success”, “capabilities van klant en dienstverlener”, en “sourcing 
varianten”. Een eerste conclusie is dat de risico’s van ITO een onderwerp is waar relatief weinig over 
is geschreven. Een tweede conclusie is dat het anno 2009 al niet alleen meer draaide om domestic 
ITO. Overige door Lacity et al. genoemde varianten zijn onder andere offshore ITO, nearshore ITO, 
business process outsourcing, en application service provision. Een variant die in wetenschappelijke 
artikelen maar weinig lijkt terug te komen is “IT co-sourcing” (ITC).  
 
Net zoals bij ITO is voor het begrip ITC geen eenduidige definitie te vinden. De gevonden definities 
van co-sourcing in het algemeen, en co-sourcing binnen een IT-context in het specifiek komen 
grotendeels op hetzelfde neer, en dat is het nauw samenwerken met een externe dienstverlener om 
zo samen het uit te voeren werk te kunnen verrichten (Kaiser & Hawk, 2004), (Serafini et al., 2003), 
(Smith, 2002) en Wang et al. (H. Wang & Ye, 2015). In dit document wordt voor ITC een op de 
beschrijving van Kaiser et al., Smith, en Wang et al. gebaseerde definitie gehanteerd: “Wanneer IT-
werkzaamheden van de klant in nauwe samenwerking door klant en IT-dienstverlener worden 
uitgevoerd op het niveau dat de dienstverlener de IT-competenties van de klant kan vervangen of 
uitbreiden, en de regie van de dienstverlening bij de klant ligt”. 
 
Als aanvulling op bovenstaande definitie geldt in dit document dat “de IT-dienstverlener” een 
binnenlandse IT-dienstverlener betreft, en geldt in het algemeen dat uitbreiding van de IT-
competenties van de klant het doel is van ITC, en niet de vervanging hiervan. 
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De meest belangrijke verschillen tussen ITO en ITC, bovenstaande definities in acht nemende, zijn: 
Aspect IT outsourcing IT co-sourcing 
Verdeling 
werkzaamheden 
Dienstverlener voert 
werkzaamheden uit 
 Klant en dienstverlener 
voeren in nauwe 
samenwerking beide de 
werkzaamheden uit 
 samensmelting van de 
human resources 
Regie Dienstverlener zorgt voor 
coördinatie en aansturing van de 
eigen medewerkers die 
werkzaamheden verrichten voor 
de klant 
Klant zorgt voor coördinatie en 
aansturing van eigen 
medewerkers, en ook voor de bij 
de dienstverlener ingehuurde 
medewerkers 
Eindverantwoordelijkheid 
voor uitvoering 
werkzaamheden 
Ligt bij dienstverlener Ligt bij klant 
Overname assets  Dienstverlener neemt wanneer 
wenselijk assets van de klant 
over 
Geen overname van assets 
 
Tabel 1: Verschillen tussen IT outsourcing en IT co-sourcing 
Naar aanleiding van de informatie in bovenstaande tabel zou de conclusie kunnen worden getrokken 
dat ITC hetzelfde is als het inhuren van medewerkers vanuit bijvoorbeeld uitzend- en 
detacheringbureaus of consultancy-organisaties. Deze conclusie zou echter onjuist zijn gezien het 
feit dat een IT co-sourcing dienstverlener nauw samenwerkt met de klant aan het bereiken van de 
resultaten, en een langetermijnrelatie tussen klant en dienstverlener hierbij de norm is (Kaiser & 
Hawk, 2004), (Thomas & Parish, 1999). Zoals Kaiser et al. stelt vindt bij ITC een samensmelting plaats 
van de human resources vanuit de klant en de dienstverlener. De samenwerking kan hierbij 
uitgroeien van een samenwerking op het operationele vlak tot een strategische samenwerking. 
 
Personen belast met de vraag of (een specifieke vorm van) ITO in toegevoegde waarde voor de 
organisatie kan resulteren, moeten een goed onderbouwde mening kunnen geven. Deze 
onderbouwde mening kan alleen worden gevormd wanneer verschillende varianten van ITO met 
elkaar kunnen worden vergeleken en waarbij in de vergelijking wordt ingegaan op alle voor de 
organisatie relevante aspecten zoals kosten en risico’s. Op basis van de uitgevoerde literatuurstudie 
is de conclusie getrokken dat geen overzicht bestaat waarin specifiek de risico’s van ITO en ITC met 
elkaar worden vergeleken. In dit literatuuronderzoek worden de risico’s van ITO en ITC vergeleken.  
 
Om risico’s te kunnen vergelijken is het van belang om te weten wat het begrip “risico” precies 
betekent. Ook hier geldt dat geen eenduidige definitie is te vinden in de wetenschappelijke 
literatuur. Lacity et al. omschrijft risico als “de kans dat een actie een negatief effect heeft op een 
organisatie” (Lacity et al., 2009), wat een bevestiging is van de stelling van Aubert et al. dat het 
begrip “risico” soms gebruikt wordt als een algemene uitdrukking die verwijst naar negatieve 
resultaten (B. A. Aubert, Patry, & Rivard, 1998). Aubert et al. gebruikt als definitie van risico: “de 
mogelijkheid van schade of letsel” wat wordt gezien als blootstelling aan risico’s (risk exposure):  
RE = P(UO) * L(UO) 
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waar RE staat voor “risk exposure”, P(UO) de waarschijnlijkheid van een ongewenste situatie 
(“probability of an undesirable outcome”), en L(UO) het verlies als gevolg van de ongewenste situatie 
(“loss due to the undesirable outcome”). De door Lacity et al. gehanteerde omschrijving van risico 
komt overeen met P(UO) volgens de definitie van Aubert et al., en sluit niet aan bij de genoemde 
risico’s. Zo is bijvoorbeeld “Backlash from internal IT staff” als risico opgenomen, maar wat is de kans 
op een “Backlash from internal IT staff”? En is dit het gevolg van een risico of het risico zelf?  
Gezien het feit dat geen eenduidige definitie is gehanteerd in de bestudeerde artikelen wordt als 
definitie van risico aangehouden: “gevaar van schade of verlies”, zoals beschreven in het Van Dale 
woordenboek10. Voor verdere toelichting, zie hoofdstuk 5. 
1.2 Taxonomie van het onderzoek 
Dit literatuuronderzoek heeft als doelgroep algemeen geleerden en vaklieden, en gaat in op de 
resultaten van eerder uitgevoerd onderzoek met als doel om hieruit de centrale thema’s omtrent 
sourcing risico’s te onttrekken. Gezien de beschikbare tijd is een beperkt aantal wetenschappelijke 
artikelen bestudeerd die een rol hebben gespeeld in het onderwerp van ITO en ITC risico’s. Een 
neutrale houding is aangenomen bij het bestuderen van de artikelen. Bij het bepalen van de 
karakteristieken van dit onderzoek is gebruik gemaakt van de taxonomie van literatuuronderzoek 
(Vom Brocke et al., 2009). 
1.3 Doelstelling en vraagstelling 
Gezien de beperkte kennis van het onderwerp worden de verschillen in risico’s tussen ITO en ITC in 
dit literatuuronderzoek onderzocht om hier meer kennis over te vergaren zodat enerzijds een 
bijdrage geleverd wordt aan de wetenschappelijke kennis over de risico’s van ITC, en anderzijds de 
lezer wordt ondersteund bij het nemen van een geïnformeerd besluit om vanuit een risico-oogpunt 
voor ITO of ITC te kiezen. 
 
Om het doel van dit onderzoek te kunnen bereiken is de volgende centrale vraag geformuleerd: 
“Wat zijn de verschillen in risico’s tussen IT outsourcing en IT co-sourcing?”. Twee deelvragen zijn 
gedefinieerd om een antwoord op de centrale vraag te kunnen geven: 
1. Wat zijn risico’s van IT outsourcing? 
2. Wat zijn risico’s van IT co-sourcing? 
  
                                                          
10 www.vandale.nl 
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2. Onderzoeksaanpak 
Een kritisch literatuuroverzicht, ook wel theoretisch kader genoemd, is de basis waarop een 
onderzoek wordt gebouwd en heeft als doel om een goed begrip en inzicht te ontwikkelen in 
relevant onderzoek en de trends die naar voren zijn gekomen (Saunders et al., 2015). Het doel van 
dit literatuuronderzoek is om een goed begrip en inzicht te ontwikkelen op het gebied van eerder 
uitgevoerd onderzoek naar de risico’s van ITO en ITC met als resultaat het kunnen beantwoorden 
van de geformuleerde onderzoeksvragen.  
 
Met het duidelijk zijn van de aanleiding en doelstellingen van het onderzoek en de daaruit 
voortvloeiende onderzoeksvragen is een onderzoeksproces gevolgd om tot antwoorden op de 
geformuleerde vragen te komen. Aan het hieronder weergegeven onderzoeksproces (Saunders et 
al., 2015) is één activiteit toegevoegd die niet door de oorspronkelijke auteur is beschreven, en dat is 
het aanscherpen van de inclusiecriteria als dit noodzakelijk blijkt na een iteratie. 
 
 
Figuur 1: Onderzoeksmodel 
Buiten de hantering van het hierboven beschreven onderzoeksmodel is tijdens de uitvoering van het 
onderzoek gebruik gemaakt van delen van de aanpak zoals omschreven door Haag (Haag, 2015) en 
vom Brocke (Vom Brocke et al., 2009).  
 
2.1 Inclusiecriteria 
Voor het in kaart brengen van relevante artikelen is als eerste stap een generieke set met 
inclusiecriteria opgesteld. 
2.1.1 Databases 
Op basis van inventariserende zoekopdrachten11 in de databases van EBSCOhost (Business Source 
Premier, E-Journals), ACM Digital Library, en Google Scholar is geconcludeerd dat in tegenstelling tot 
ITC, over ITO en de risico’s hiervan vele bronnen zijn te vinden. Er is besloten gebruik te maken van 
de zoekfunctionaliteiten van de hierboven genoemde databases. Gezien de wetenschappelijke 
                                                          
11 In de genoemde databases is gezocht naar “IT outsourcing” en “IT co-sourcing” 
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insteek van dit onderzoek is besloten alleen gebruik te maken van in gerenommeerde tijdschriften 
gepubliceerde peer-reviewed wetenschappelijke artikelen en congresverslagen. 
 
Als startpunt is een ITO-overzichtsartikel gebruikt (Lacity et al., 2009). Met name Lacity wordt als een 
autoriteit gezien op het gebied van ITO wat als argument fungeert voor het gebruik van het ITO-
overzichtsartikel als startpunt. Op basis van het ITO-overzichtsartikel is gebleken dat een aantal 
wetenschappelijke journals relatief gezien meer artikelen publiceren over ITO dan overige journals. 
Gezien de beperkingen in tijd voor het literatuuronderzoek is besloten om naast de Google Scholar 
resultaten 3 gerenommeerde journals te bestuderen. Als uitgangspunt zijn 3 door Lacity et al. 
beschreven journals in overweging genomen, te weten: “Communications of the ACM”, “Journal of 
Information Technology” en “Information Systems Management”12. De mening met betrekking tot 
welk journal als “gerenommeerd” of “hoge kwaliteit journal” gezien kan worden verschilt onder de 
wetenschappers. Op basis van de meningen van Lacity (Lacity et al., 2009), vom Brocke (Vom Brocke 
et al., 2009) en Willcocks (L. Willcocks, Whitley, & Avgerou, 2008) is besloten dat de 3 in overweging 
genomen journals als zodanig kunnen worden beschouwd. 
 
Binnen de hieronder beschreven publicatieperiode en bedrijfstak zijn van de 3 journals alle 
gepubliceerde artikelen meegenomen in de zoekopdracht. Ter uitbreiding van de set met te 
bestuderen artikelen zijn via Google Scholar zoekopdrachten uitgevoerd naar overige gepubliceerde 
peer-reviewed wetenschappelijke artikelen en congresverslagen. 
2.1.2 Publicatieperiode en bedrijfstak 
De publicatieperiode is beperkt tot artikelen van de afgelopen 10 jaar13, en de bedrijfstak tot de 
financiële en zakelijke dienstverlening, en de overheid. Twee uitzonderingen op de 
publicatieperiode: 
1. de publicatieperiode heeft alleen betrekking op ITO-artikelen die gebruikt worden voor de 
inventarisatie van risico’s. Waar noodzakelijk worden artikelen buiten deze periode om 
geraadpleegd ter onderbouwing van het literatuuronderzoek; 
2. bij zoekopdrachten naar ITC is de publicatieperiode niet gehanteerd gezien het zeer 
beperkte aantal artikelen over dit onderwerp. 
 
2.1.3 Geografisch gebied en taal 
Er is geen beperking opgelegd m.b.t. het geografisch gebied waar de literatuur betrekking op heeft. 
Meerdere inventariserende zoekopdrachten (zie hoofdstuk 2.1.1) hebben aangetoond dat veruit de 
meest gepubliceerde literatuur op het gebied van ITO/ITC in de Engelse taal is geschreven. Het 
besluit is genomen om alleen te zoeken naar Engelstalige artikelen.  
2.1.4 Outsourcingsvormen 
Als inclusiecriterium is buiten ITO en ITC ook de outsourcingsvorm “business process outsourcing” 
(BPO) opgenomen met als reden dat de definitie van BPO dicht in de buurt kan komen van ITC 
(Wüllenweber et al., 2008). Artikelen van auteurs die schrijven over BPO, en waarbij de gebruikte 
definitie hiervan (vrijwel) overeenkomt met de in dit document gehanteerde definitie van ITC 
                                                          
12 Uit het artikel van Lacity (Lacity et al., 2009) valt op te maken dat de 3 genoemde journals de top-3 journals 
zijn kijkende naar aantallen publicaties over ITO 
13 Alle literatuur gepubliceerd sinds 1 januari 2006 is meegenomen in de literatuurstudie 
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worden ook meegenomen in het onderzoek. Er is niet apart gezocht naar BPO-artikelen, maar waar 
in de zoektocht naar ITO- en ITC-artikelen een BPO-artikel in de resultaten naar voren kwam is deze 
wel meegenomen. 
2.2 Trefwoorden 
In het gebruikte onderzoeksmodel wordt op een iteratieve methode een kritisch literatuuroverzicht 
opgesteld. De iteratie begint telkens met een bepaalde set van trefwoorden die in iedere iteratie kan 
worden aangepast, maar alleen als blijkt dat dit absoluut noodzakelijk is. Een voorbeeld hiervan is 
wanneer uit de resultaten van de zoekopdracht blijkt dat de scope van de zoekopdracht te breed is. 
Voor de vorming van een lijst met trefwoorden is een gefaseerde aanpak gedefinieerd. 
Stap 1: 
Bestuderen ITO-overzichtsartikel (Lacity et al., 2009).  
Stap 2: 
Uitvoeren van achterwaartse en voorwaartse zoekopdrachten zoals beschreven door vom Brocke 
(Vom Brocke et al., 2009). Voor de achterwaartse zoekopdracht zijn eerst titels, abstracts en de 
keywords gescand van artikelen die als referentie in het ITO-overzichtsartikel zijn opgenomen, 
waarna voor de voorwaartse zoekopdracht de titels, abstracts en de keywords zijn gescand uit 
artikelen die verwezen naar het ITO-overzichtsartikel. Er is hierbij gebruik gemaakt van Google 
Scholar in verband met de aanwezige en gebruikersvriendelijke optie om de voorwaartse 
zoekopdracht uit te voeren. Voor deze laatstgenoemde zoekactie is buiten de inclusiecriteria 
aangehouden dat gevonden artikelen alleen in aanmerking komen als deze zelf minimaal 10 keer zijn 
geciteerd. De achterliggende reden voor het toepassen van deze beperking is het vergroten van de 
kans dat trefwoorden worden gevonden in artikelen die door meerdere wetenschappers als bron 
zijn gebruikt. 
Stap 3: 
Scannen van de titels en abstracts van alle wetenschappelijke artikelen uit de journals 
“Communications of the ACM”, “Journal of Information Technology” en “Information Systems 
Management”. 
Stap 4: 
Om ook voldoende co-sourcing gerelateerde trefwoorden op te kunnen nemen is tevens een 
zoekopdracht in Google Scholar uitgevoerd naar “co-sourcing”. Hierbij is gezocht naar relevante 
artikelen door alleen te kijken naar de artikelen die in te zien zijn, en waar op basis van de titel en de 
preview tekst wat Google Scholar weergeeft de verwachting bestaat dat het relevant is. Of een 
artikel relevant is of niet wordt bepaalt door het zoeken naar verwijzingen in het artikel naar "co-
sourcing” en het lezen van de alinea’s waarin het trefwoord terugkomt. De keuze voor Google 
Scholar is terug te voeren op het feit dat Google Scholar resultaten uit meerdere wetenschappelijke 
databases weergeeft. 
Door het zeer beperkte aantal resultaten is geen beperking in aantal citaties gehanteerd, en ook de 
aanwezigheid van een IT-context is buiten beschouwing gelaten. Gezien het feit dat stap 1 en 2 
vrijwel alleen ITO-artikelen hebben opgeleverd is bij stap 4 besloten om alleen te zoeken naar ITC, 
en niet ook nog naar ITO. Van de relevante artikelen heeft ook hier het scannen van de titels, 
abstracts en keywords plaatsgevonden. 
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Stap 5: 
In stap 5 is de lijst met gevonden trefwoorden geoptimaliseerd door dubbel opgenomen 
trefwoorden te verwijderen, evenals het verwijderen van trefwoorden die dermate specifiek zijn dat 
ze onder generiekere trefwoorden vallen. Een voorbeeld hiervan is “hidden transaction costs” als 
specifieke variant van het ook opgenomen “hidden costs”. 
2.3 Zoekopdracht 
Het gehanteerde proces voor de zoekopdracht is hieronder grafisch weergegeven: 
 
Figuur 211: Proces uitvoeren zoekopdracht 
De reden waarom niet in de ACM “communications of the ACM”-database is gezocht heeft te maken 
met het feit dat de ACM zoekmachine niet in staat is om de benodigde complexe zoekopdracht te 
verwerken. De EBSCOhost database is wel doorzocht op basis van complexe zoekopdrachten. In de 
EBSCOhost database is het volgende formaat aangehouden voor de queries: 
“trefwoord” AND (outsourcing OR cosourcing OR “co-sourcing”) 
Als extra criteria bij het uitvoeren van de zoekopdracht is aangehouden dat de artikelen in moeten 
gaan op ITO, ITC of BPO, en niet alleen gericht mogen zijn op andere vormen van ITO zoals 
nearshoring en knowledge outsourcing. Voor de zoekopdrachten naar ITO geldt dat gevonden 
artikelen minstens 25 keer geciteerd moeten zijn.  
Bij stappen 1 en 2 is gekeken naar de respectievelijk eerste 500 en 300 inzichtelijke artikelen en is op 
basis van de titel achterhaald of het artikel als relevant gemarkeerd kon worden. Voor het bepalen 
van de relevantie van een artikel op basis van de titel is eigen inzicht gehanteerd. Er is hierbij 
gekeken naar de context en het aantal citaties van het artikel14. Voor stap 2 is gekeken naar de 
eerste 300 resultaten, en niet naar de eerst 500 omdat stap 2 minder resultaten opleverde, en 
binnen de set met resultaten minder relevant ogende artikelen waren te vinden. Bij stappen 3 en 5 
zijn telkens maximaal 50 resultaten bekeken per trefwoordcombinatie. Deze beperking is opgelegd 
omdat stap 3 in theorie al minimaal 50 maal het aantal gevonden trefwoorden kan opleveren aan te 
scannen artikelen15.  
Het beoordelen van de resultaten is uitgevoerd in twee fasen die hieronder worden beschreven in 
hoofdstukken “Resultaten” en “Definitief literatuuroverzicht”. 
  
                                                          
14 Het aantal citaties is een zwakke indicator van de kwaliteit van het onderzoek (Jarwal, Brion, & King, 2009) 
15 Voor een toelichting met betrekking tot de trefwoordcombinaties, zie hoofdstuk 3.2 en bijlage 2 
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2.4 Overzicht literatuur 
Het concept- en definitieve overzicht van de gevonden literatuur is vastgelegd in de applicatie 
EndNote16, een applicatie die gebruikt wordt voor referentiebeheer. Middels integratie van deze 
applicatie in de tekstverwerker Microsoft Word heeft het beheer van referenties in dit document 
plaatsgevonden. 
2.5 Resultaten 
De eerst beoordelingen van de resultaten heeft bestaan uit het proces van het bepalen van de 
relevantie van de gevonden artikelen door het scannen van het artikel:  
1. scannen titel en abstract; 
2. uitvoeren zoekopdrachten in het document op de trefwoorden “risk”, “uncertain”, 
“unpredictab”, “insecur”, “danger”, “liab”, “threat”, en “failure”. 
De bij punt 2 opgenomen trefwoorden zijn een resultaat van de bij punt 1 beschreven actie. Tijdens 
het eerst scannen van titels en abstracts van alle resultaten is een lijst opgebouwd met de meest 
voorkomende synoniemen van, of verwijzingen naar, het woord “risico”. De trefwoorden zijn hierna 
zodanig verwoord dat meerdere varianten gevonden kunnen worden, zoals “uncertain” maar ook 
“uncertainty”, of “liable” maar ook “liability”. Bij elk gevonden trefwoord is de bijbehorende zin 
gescand om te bepalen of het relevante informatie betrof, waarbij de context waarin het woord 
werd gebruik doorslaggevend is geweest. “Threat” in de context van concurrentie op de markt en 
geheel losstaand van een IT-context is bijvoorbeeld niet als relevant gezien. Niet relevante artikelen 
zijn uit het literatuuroverzicht verwijderd. 
2.6 Definitief literatuuroverzicht 
Een definitief literatuuroverzicht is opgesteld om het aantal te bestuderen artikelen te beperken tot 
maximaal 25 om de studielast te beperken17. Tijdens deze stap is gekeken naar de meest relevant 
lijkende artikelen op basis van het onderwerp, de context en het aantal citaties naar het gevonden 
artikel. Er is bewust gekozen om artikelen uit vijf aparte sets met resultaten te gebruiken om het 
definitieve literatuuroverzicht op te stellen: 
1. artikelen waar vanuit het overzichtsartikel naar is verwezen (periode 2006 – 2009) omdat 
aangenomen kan worden dat de meest belangrijke conclusies uit deze artikelen ook in het 
overzichtsartikel zijn opgenomen; 
2. artikelen die verwijzen naar het overzichtsartikel (periode 2009 – 2016) om ook recentere 
informatie en inzichten mee te kunnen nemen; 
3. artikelen die specifiek ingaan op ITC, waarbij het inclusiecriterium met betrekking tot de 
periode (2006 – 2016) niet is gehanteerd gezien de zeer beperkte hoeveelheid resultaten; 
4. artikelen die resulteren uit een binnen Google Scholar uitgevoerde zoekopdracht met 
behulp van de zoekterm: “risks AND outsourcing”; 
5. artikelen die resulteren uit een binnen Google Scholar uitgevoerde zoekopdracht met 
behulp van de zoekterm: “risks AND co-sourcing OR cosourcing”; 
6. artikelen die resulteren uit de zoekopdrachten binnen de EBSCOhost database. 
                                                          
16 http://www.endnote.com 
17 Zie ook omschreven studielast vanuit de Open Universiteit voor deze module 
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Voor het bepalen van de relevantie is rekening gehouden met de titel, abstracts, en de daaruit 
voortvloeiende context. De als relevant gemarkeerde artikelen zijn hierna aflopend gesorteerd op 
aantal keer geciteerd om als laatste stap te kunnen bepalen hoeveel hiervan mee te nemen. 
2.7 Bestuderen artikelen 
Het bestuderen van de artikelen heeft tot doel gehad het vinden van antwoorden op de 
onderzoeksvragen. Hierbij zijn de gevonden antwoorden op de onderzoeksvragen in een apart 
document bijgehouden omdat volgens Haag (Haag, 2015) bij veel vragen vaak meerdere 
antwoorden mogelijk zijn, en achteraf dan het beste antwoord kan worden gekozen. In het volgende 
hoofdstuk is een selectie uitgevoerd waarbij specifieke antwoorden zijn geselecteerd. 
2.8 Analyse en verwerking resultaten 
Alle resultaten zijn opgeslagen in een matrix met onderstaande structuur: 
 
Figuur 3: Matrix gevonden risico's 
Per artikel zijn de daarbinnen beschreven risico’s in de matrix opgenomen en is gespecificeerd of het 
risico betrekking heeft op ITO, ITC, BPO, of een combinatie van deze varianten. 
Tijdens het proces is voor elk gevonden risico vastgesteld: 
1. staat het gevonden risico al in de lijst? Zo ja, dan wordt gemarkeerd dat het al eerder 
gevonden risico ook in een ander artikel wordt benoemd; 
2. staat het gevonden risico nog niet in de lijst, dan wordt onderzocht of het risico mogelijk 
anders verwoord, maar nog steeds hetzelfde is als één van de al in de lijst opgenomen 
risico’s. In dergelijke gevallen is de actie zoals beschreven bij punt 1 uitgevoerd, maar is 
tevens aangegeven met welke bewoording de auteur het risico heeft opgenomen in het 
artikel; 
3. nieuwe risico’s zijn onderaan de lijst toegevoegd. 
Op basis van inventariserende zoekopdrachten naar eigenschappen van ITO en ITC is geconcludeerd 
dat de resulterende lijst te lang kan worden voor dit literatuuronderzoek. Groepering van de risico’s 
(Ackermann, Miede, Buxmann, & Steinmetz, 2011) heeft plaatsgevonden om de lijst met risico’s 
terug te brengen tot een meer hanteerbare lijst. De groepering is uitgevoerd door voor elk gevonden 
risico een omschrijving vast te leggen (zie bijlage 5) en op basis van de omschrijving te bepalen of het 
risico kan worden samengevoegd met een ander risico of niet. Een voorbeeld is het vrij algemene 
“contractual risks” wat als apart risico is opgenomen, en het specifiekere risico “breach of contract 
by the vendor” wat is samengevoegd met “contractual risks”. In bijlage 5 is het resultaat van deze 
groepering opgenomen. 
Als laatste zijn 3 stappen uitgevoerd om de vergelijking te kunnen verwezenlijken: 
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1. voor elk gevonden risico dat volgens de literatuur alleen van toepassing is op BPO is 
vastgesteld of dit risico ook op ITO en ITC van toepassing zouden kunnen zijn; 
2. voor elk gevonden risico dat volgens de literatuur alleen van toepassing is op ITO en niet op 
ITC, of waarbij niet is aangegeven of de ITO-risico’s ook van toepassing zijn op ITC, is 
vastgesteld of dit risico ook van toepassing zouden kunnen zijn op ITC; 
3. voor elk gevonden risico waarbij is aangegeven dat het risico ook op ITC van toepassing is, is 
vastgesteld of dit aannemelijk lijkt te zijn. 
Om de vergelijking te kunnen uitvoeren zijn de definitie van ITO en ITC vergeleken met de 
omschrijving van de risico’s. De vergelijking heeft derhalve plaatsgevonden op basis van in de 
literatuur gevonden begrippen en verbanden in combinatie met een persoonlijke inschatting. Door 
onder andere de inherente beperkingen van een persoonlijke inschatting worden de resultaten in 
het empirische vervolgonderzoek getoetst. 
2.9 Definiëren antwoorden op onderzoekvragen 
Als laatste stap is op basis van voorgaande resultaten de centrale onderzoeksvraag “Wat zijn de 
verschillen in risico’s tussen IT outsourcing en IT co-sourcing?” van een antwoord voorzien. 
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3. Uitvoering 
In dit hoofdstuk worden de resultaten van de onderzoeksaanpak beschreven. 
3.1 Trefwoorden 
Het identificeren en vastleggen van de trefwoorden in stappen 1, 2 en 4 (zie figuur 2) heeft 
plaatsgevonden op 26-4-2016. Stappen 3 en 5 zijn uitgevoerd op 16-7 en 17-7-2016. 
Stap 1: Bestuderen ITO-overzichtsartikel  
Resultaat: 39 trefwoorden. 
Stap 2: Uitvoeren van achterwaartse en voorwaartse zoekopdrachten 
Van de 130 referenties in het ITO-overzichtsartikel zijn 47 gepubliceerd sinds 1-1-2006, en zijn 
hiervan 30 inzichtelijk via de systemen van de Open Universiteit in combinatie met Google Scholar. 
Naar aanleiding van de uitgevoerde scan op titels, abstracts en keywords uit deze 30 artikelen is 
geconcludeerd dat 11 hiervan relevant bleken te zijn. 
De voorwaartse zoekopdracht via Google Scholar leverde op dat het ITO-overzichtsartikel op dat 
moment 452 was geciteerd. 54 van de 452 artikelen waren op diezelfde dag zelf minimaal 10 keer 
geciteerd, waarvan 40 inzichtelijk bleken te zijn via de systemen van de Open Universiteit in 
combinatie met Google Scholar. Van de 40 artikelen zijn de titels, abstract en keywords gescand met 
als conclusie dat 13 van de 40 artikelen niet alleen verwijzen naar het ITO-overzichtsartikel, maar 
ook daadwerkelijk ingaan op de risico's van ITO en/of ITC en als zodoende als relevant konden 
worden bestempeld. Deze 13 artikelen hebben 32 nieuwe trefwoorden opgeleverd. 
Stap 3: Doornemen artikelen uit 3 journals 
Op basis van een scan van titel en abstract sinds 1-1-2006 zijn 4 artikelen relevant gebleken, 
resulterende in 0 nieuwe trefwoorden aangezien alle hierin gevonden trefwoorden al waren 
opgenomen in de lijst. 
Stap 4: Uitvoeren zoekopdracht in Google Scholar naar “co-sourcing” 
De zoekopdracht naar "co-sourcing" leverde 1.150 artikelen op die gepubliceerd zijn vanaf 1-1-2006. 
Op basis van de eerste 300 inzichtelijke resultaten zijn uiteindelijk 12 artikelen gemarkeerd als 
relevant. Tijdens de zoekopdracht is gebleken dat ook nog gezocht kan worden op “cosourcing”, wat 
bij het uitvoeren van de zoekopdracht is toegepast. Deze 12 artikelen hebben 8 nieuwe trefwoorden 
opgeleverd. 
Stap 5: Optimaliseren lijst met gevonden trefwoorden 
De optimalisatieslag heeft een aantal dubbel opgenomen trefwoorden verwijderd. De hierboven bij 
stappen 1 t/m 4 genoemde aantallen zijn de ontdubbelde aantallen. 
3.2 Zoekopdracht 
De zoekopdracht met zoekterm “risks AND outsourcing” is op 30-4-2016 in Google Scholar 
uitgevoerd. Zoals in hoofdstuk 2 is uitgelegd zijn de eerste 500 resultaten geanalyseerd wat 19 
bruikbare artikelen heeft opgeleverd. De zoekopdracht met zoekterm “risk AND (co-sourcing OR 
cosourcing)” is ook op 30-4-2016 in Google Scholar uitgevoerd. De eerste 500 resultaten hebben 
hierbij 9 bruikbare artikelen opgeleverd, en 2 artikelen die al in het literatuuroverzicht waren 
opgenomen. 
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De zoekopdrachten in de EBSCOhost database zijn uitgevoerd op 16-7 en 17-7-2016. Het overzicht 
met gebruikte trefwoordcombinaties is in bijlage 2 opgenomen. De eerste iteratie heeft geresulteerd 
in 21 nieuwe bruikbare artikelen en 4 nieuwe trefwoorden. In de tweede iteratie is gezocht op basis 
van de 4 nieuwe trefwoorden waarbij geen nieuwe artikelen zijn gevonden. 
3.3 Definitief maken literatuuroverzicht 
Het identificeren van de trefwoorden, uitvoeren van de zoekopdrachten en het beoordelen van de 
resultaten heeft uiteindelijk 86 artikelen opgeleverd die in bijlage 3 zijn opgenomen. De aanname is 
gedaan dat de in het ITO-overzichtsartikel opgenomen referenties betrouwbaar zijn, gezien het feit 
dat de auteurs van het overzichtsartikel autoriteiten zijn op het gebied van ITO. De in set 1 
opgenomen artikelen (hoofdstuk 2.6) hebben derhalve zwaarder meegewogen bij het bepalen welke 
artikelen bestudeerd moesten worden. Voor de overige sets is gekeken naar aantal citaties in 
combinatie met de context om te bepalen welke artikelen geselecteerd moesten worden. 
Uiteindelijk zijn 25 artikelen gemarkeerd om te worden bestudeerd (bijlage 3). Zoals hieronder 
weergegeven is ±80% van de artikelen gepubliceerd op of na 2006. 
 
Figuur 4: Aantal artikelen per jaartal 
3.4 Bestuderen artikelen 
De hierboven benoemde 25 artikelen zijn bestudeerd en hebben geresulteerd in 100 risico’s die zijn 
opgenomen in bijlage 4 en 5. Buiten de bestudeerde artikelen is ook gebruik gemaakt van overige 
wetenschappelijke artikelen waar dit noodzakelijk bleek te zijn voor het schrijven van dit rapport. 
Deze artikelen zijn niet in alle gevallen volledig bestudeerd. Een volledig overzicht van alle 
geraadpleegde artikelen is in het hoofdstuk “Referenties” terug te vinden. 
3.5 Analyse en verwerking resultaten 
De matrix die als uitgangspunt is gehanteerd voordat een reductie van de gevonden risico’s heeft 
plaatsgevonden is opgenomen in bijlage 4. Uit de eerste resultaten is gebleken dat verschillen in 
abstractieniveaus waren te herkennen, en dat veel risico’s daarbuiten vergelijkbaar zijn. Zo is 
bijvoorbeeld “Security/privacy breach” als algemeen risico beschreven (Lacity et al., 2009), maar 
splitsen andere auteurs dit onder andere op in “Compromised data security” en “Host-based 
attacks”. (Ackermann et al., 2011), (Jain & Natarajan, 2011). 
3.5.1 Reductie aantal risico-items 
Het vergelijken van risico-omschrijvingen heeft als aanpak gediend om het aantal risico’s te 
reduceren door middel van groepering. Deze aanpak is vergelijkbaar met de door Ackerman et al. 
omschreven aanpak (Ackermann et al., 2011). De 100 risico’s zijn gereduceerd tot een meer 
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hanteerbare lijst van 38 risico’s. De matrix die is gebruikt voor het opstellen van de resultaten is 
opgenomen in bijlage 5, en bevat onder andere een overzicht waaruit blijkt welke risico’s zijn 
samengevoegd. 
3.5.2 Definiëren antwoorden op onderzoekvragen 
Analyse van de matrix leverde onderstaande samenstelling op: 
 Het feit dat één artikel is bestudeerd dat specifiek 
ingaat op BPO heeft te maken met de gehanteerde 
definitie van BPO door de auteur: “het delegeren 
van een of meer volledige bedrijfsprocessen aan 
externe dienstverleners, met inbegrip van alle 
aanverwante middelen, zoals 
informatietechnologie (IT) en human resources 
(HR)” (Wüllenweber et al., 2008). Het delegeren 
van de werkzaamheden impliceert niet dat de 
dienstverlener automatisch eigenaar is van het 
Figuur 5: Aantallen risico's per ITO-categorie 
proces. Met deze definitie zou het in de praktijk kunnen voorkomen dat klant en dienstverlener 
nauw samenwerken wat één of meerdere processen aangaat. De daadwerkelijke uitvoering ligt 
hierbij bij de dienstverlener, en de regie zou nog steeds bij de klant kunnen liggen. Een dergelijke 
situatie is vergelijkbaar met ITC, vandaar dat dit artikel is meegenomen. Het feit dat in dit geval BPO 
te vergelijken is met ITC betekent niet dat dit altijd het geval is. Gartner hanteert voor BPO de 
volgende definitie: “de delegatie van een of meer IT-intensieve bedrijfsprocessen naar een externe 
dienstverlener die het proces op zijn beurt bezit, beheert en administreert op basis van een 
gedefinieerde en meetbare prestatiecriteria” (Gartner), (Yang, Kim, Nam, & Min, 2007). Het 
belangrijke verschil tussen de twee definities zit in het toewijzen van eigenaarschap en regie aan de 
dienstverlener. De dienstverlener is hiermee volledig verantwoordelijk voor het uit te voeren werk. 
Om de onderzoeksvragen van een antwoord te voorzien was het noodzakelijk om per risico te 
bepalen of het risico op ITO of ITC van toepassing zou kunnen zijn waar dit niet expliciet in één of 
meerdere van de onderzochte artikelen is benoemd. Zoals in hoofdstuk 2.8 is beschreven is tijdens 
deze actie de definitie van ITO en ITC vergeleken met de omschrijving van het risico. De uit deze 
actie resulterende tabel met vergelijkingen en onderbouwing is opgenomen in bijlage 5. Een 
opsomming van de resultaten is in het volgende hoofdstuk opgenomen. 
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4. Resultaten 
De centrale vraag in dit onderzoek is “Wat zijn de verschillen in risico’s tussen IT outsourcing en IT co-
sourcing?”. Om de centrale vraag in dit onderzoek van een antwoord te kunnen voorzien zijn twee 
deelvragen gedefinieerd: “Wat zijn risico’s van IT outsourcing?” en “Wat zijn risico’s van IT co-
sourcing?”. De in hoofdstuk 3.5.2 beschreven analyse heeft geresulteerd in antwoorden op de 
deelvragen en de centrale vraag, die hieronder uiteengezet zijn. Belangrijk hierbij is dat de 
uitgevoerde analyse in alle gevallen heeft geresulteerd in de overtuiging dat een risico wel, in 
mindere mate dan bij ITO, of niet van toepassing is op ITC. In onderstaande tabel betekent “X” dat 
het risico niet van toepassing is, “” dat het wel van toepassing is, en “-“ dat het risico in mindere 
mate van toepassing is op ITC dan op ITO 
 
 
 
Figuur 6: Resultaten risicoanalyse 
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Een kanttekening dient te worden geplaatst bij bovenstaand figuur, en in het specifiek bij de 4e 
kolom (“Van toepassing volgens literatuur → BPO”). Oh et al. heeft aangegeven dat de onderzochte 
ITO-risico’s met betrekking tot transactiekosten mogelijk ook van toepassing zijn op BPO, maar dat 
dit niet met zekerheid kan worden gesteld (Oh, Gallivan, et al., 2006). De risico’s zijn dus wel 
beschreven, maar niet onderzocht. 
Voor wat betreft ITO zijn de conclusies uit de literatuur aangehouden. Met andere woorden, waar 
de literatuur stelt dat een risico van toepassing is op ITO, is dit aangehouden als waarheid en is geen 
verificatie uitgevoerd om de conclusie van de auteurs te bevestigen. 
Van de in het totaal 38 geïdentificeerde risico’s bleek alleen “complexity of business processes” (een 
BPO-risico) niet te zijn onderzocht in de context van ITO. Uit de analyse blijkt dat dit risico ook van 
toepassing lijkt te zijn op ITO waarmee 37 risico’s met zekerheid van toepassing zijn op ITO, en één 
risico naar alle waarschijnlijkheid. 
Aangaande ITC bleek volgens de literatuur dat 9 van de geïdentificeerde risico’s op ITC van 
toepassing zijn. Uit de resultaten van de analyse komt naar voren dat in 6 van de 9 gevallen het 
resultaat uit de literatuur overeenkomt met het resultaat van de analyse. Bij de overige 3 risico’s 
blijkt uit de analyse dat het risico inderdaad van toepassing lijkt te zijn op ITC, maar wel in mindere 
mate vergeleken met de mate waarop het risico van toepassing is op ITO. De literatuur heeft van de 
resterende 29 risico’s niet beschreven of het risico van toepassing is op ITC. Uit de analyse lijken 10 
risico’s ook, en in een zelfde mate als bij ITO, van toepassing te zijn op ITC. 11 risico’s lijken in 
mindere mate als bij ITO ook van toepassing op ITC, en 8 risico’s lijken niet van toepassing op ITC. De 
beschreven resultaten zijn hieronder grafisch weergegeven. 
 
Figuur 7: Vergelijking resultaten literatuur ten opzichte van analyse 
De verschillen in de risico’s tussen ITO en ITC zijn gedetailleerd in figuur 7 weergegeven. 
Concluderend kan worden gesteld dat: 
1. alle 38 risico’s van toepassing zijn op ITO; 
2. vergeleken met ITO:  
a. 17 risico’s in een zelfde mate ook van toepassing lijken te zijn op ITC; 
b. 13 risico’s in mindere mate ook van toepassing lijken te zijn op ITC; 
c. 8 risico’s niet van toepassing lijken te zijn op ITC. 
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5. Conclusies 
Het doel van dit literatuuronderzoek was het vastleggen van de verschillen in risico’s tussen ITO en 
ITC, om met de hieruit voortvloeiende resultaten een bijdrage te kunnen leveren aan de nog 
beperkte wetenschappelijke kennis over de risico’s van ITC, en eveneens de lezer te kunnen 
ondersteunen bij het nemen van een geïnformeerd besluit om vanuit risico-oogpunt voor ITO of ITC 
te kiezen. In de beperkte tijd voor het onderzoek is een zo uitgebreid mogelijke literatuurstudie 
uitgevoerd ter voorbereiding op de laatste fase van het afstuderen waarin wordt getracht de 
gevonden resultaten aan de hand van empirisch onderzoek te bevestigen of te verwerpen. 
 
83 trefwoorden (bijlage 1) en 86 wetenschappelijke artikelen (bijlage 3) zijn geïdentificeerd naar 
aanleiding van respectievelijk het proces omtrent de vastlegging van de trefwoorden, en artikelen. 
Het aantal te bestuderen artikelen is teruggebracht van 86 naar 25 waarbij bestudering van deze 
artikelen een lijst van 100 risico’s heeft opgeleverd (bijlage 4) die is gereduceerd door groepering 
van de risico’s resulterende in een korte lijst van 38 risico’s. Een volledig uitgewerkt overzicht van 
alle 100 risico’s, inclusief beargumentering waarom welk risico is samengevoegd is te vinden in 
bijlage 5. Een summier overzicht van de toegepaste groepering is in bijlage 6 opgenomen.  
 
In de situatie waarin een klant een deel van de IT-dienstverlening bij een externe dienstverlener wil 
beleggen en ITO en ITC beide opties zijn, is een voorlopige conclusie op basis van analyse van de 
risico’s en de verdeling hiervan over ITO en ITC, dat ITC minder risico’s met zich meebrengt dan ITO, 
ceteris paribus. De resultaten bevestigen verder wat op basis van de definitie van ITC logischerwijs te 
stellen is, dat een groot deel van de risico’s waarbij de klant afhankelijk is van de dienstverlener niet, 
of in mindere mate van toepassing is bij ITC vergeleken met ITO. 
 
Toekomstig werk 
Zoals eerder aangegeven is de analyse van elk risico gebaseerd op de definities van ITO en ITC, en 
een gedetailleerde beschrijving van het risico volgens de literatuur. Desalniettemin is de analyse niet 
waterdicht. Het grootste knelpunt is een suboptimale validiteit gezien het feit dat eigen interpretatie 
van de omschrijvingen is toegepast om te bepalen of een risico wel of niet van toepassing is op ITC. 
Verder hebben de gekozen definities van ITO en ITC een grote invloed op de uitkomst. Van ITO en 
ITC is geen eenduidige definitie te vinden in de wetenschappelijke literatuur. Het gebruik van 
afwijkende definities zou afwijkende resultaten kunnen opleveren. Ook is verbetering mogelijk door 
voor elk onderzocht risico te bepalen of het “een risico” is, “de kans op een risico”, of “een gevolg 
van een risico” (B. A. Aubert et al., 1998).  
Het proces van het reduceren van de risico’s door deze te groeperen heeft een hanteerbare lijst 
opgeleverd, maar eveneens de betrouwbaarheid van de uiteindelijke conclusie verminderd. Zo is 
bijvoorbeeld het risico “contractual risks” in de verkorte lijst nu van toepassing op ITO en ITC, terwijl 
mogelijk niet alle onder dit risico vallende risico’s ook daadwerkelijk van toepassing zijn op ITC. In 
het vervolgonderzoek zou de Delphi methode toegepast kunnen worden om met een groep experts 
op het vakgebied tot een gezamenlijke conclusie te komen. 
 
Op meerdere momenten in het onderzoek zijn de resultaten van zoekopdrachten beperkt door te 
kijken naar aantal citaties. De reden hiervoor is een beperking in resultaten gezien de beschikbare 
tijd voor het uitvoeren van het onderzoek. 
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Bijlage 1: gevonden trefwoorden 
Trefwoord / risico / omschrijving waar naar te zoeken 
Agent risk 
Backlash from internal IT staff  
Biased portrayal by vendors  
Breach of contract by the vendor  
Budget overrun 
Business process complexity 
Business uncertainty 
Client satisfaction 
Conflict 
Contractual breach 
Core IT capability 
Corporate developments 
Cost overruns 
Cultural differences between client and supplier  
Dangers of an eternal triangle 
Difficulty in managing remote teams  
Endemic uncertainty 
Excessive transaction costs  
Experience 
Exploitation from the vendors 
Financial stability 
Fuzzy focus 
Hidden costs  
Hold-up behavior 
Inability to manage supplier relationship  
Incomplete analysis of outsourcing decision problems 
inexperienced staff 
Inflexible contracts  
Infringement of IP rights  
lack of organizational learning 
Lack of trust  
Late updates of software 
Layoff costs 
Legal contract costs 
Loss of autonomy and control over IT decisions  
Loss of control over data  
Loss of control over vendor  
Loss of in-house capability 
loss of innovative capacity 
Loss of intellectual assets 
No overall cost savings 
Not enough contract detail 
Not enough resources 
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Opportunistic behavior 
Outdated technology skills 
Outsourcing 
Outsourcing core IT 
Outsourcing firm-specific IT assets 
Perceived as unpatriotic (offshore) 
Poor product quality 
Poor relationship quality 
Poor response time 
Poor supplier capability, service, financial stability, cultural fit 
Poor turnaround time 
Power asymmetry 
Principal risk 
Privacy 
Process standardization 
Risk 
Security/privacy breech 
Service debasement 
Service degradation 
Shirking (under-performance) 
Supplier employee burnout 
Supplier employee turnover/burnout 
Supplier employees are inexperienced 
Supplier employees have poor communication skills 
Supplier goes out of business 
Supplier has too much power over the customer 
Supplier has too much power over the customer 
Switching costs 
Technological lock-in 
technology indivisibility 
Transaction complexity 
Transactional risk 
Transition costs 
Transition failure 
Treating IT as an undifferentiated commodity 
Uncontrollable contract growth 
Unforeseen disputes 
Vendor lock-in 
Vendor selection costs 
Weak management 
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Bijlage 2: gebruikte trefwoordcombinaties 
Er zijn twee iteraties uitgevoerd om te komen tot de volledige lijst met te bestuderen artikelen. In 
onderstaande tabel zijn de trefwoordcombinaties per iteratie opgenomen. 
Iteratie Trefwoordcombinatie 
1 "Agent risk" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 Backlash AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Biased portrayal" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Contractual breach" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 Budget AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Process complexity" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Business uncertainty" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Client satisfaction" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 Conflict AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Contract* breach" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Core IT capability" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Corporate developments" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Cost overrun" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Cultur* differences" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Eternal triangle" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Remote team" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Endemic uncertainty" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Transaction cost" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 Experience AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 Exploitation AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Financial stability" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Fuzzy focus" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Hidden costs" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Hold-up behavior" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Manage supplier relationship" inability AND (outsourcing OR "co-sourcing" OR 
cosourcing) 
1 "Outsourcing decision problem" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Inexperienced staff" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Inflexible contract" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Intellectual property" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Organizational learning" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Lack of trust" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Late updates of software" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Layoff costs" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Legal contract cost" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "loss of autonomy" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Loss of control over data" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Loss of control over vendor" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Loss of in-house capability" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "loss of innovative capacity" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Loss of intellectual assets" AND (outsourcing OR "co-sourcing" OR cosourcing) 
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1 "No overall cost savings" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Contract detail" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Not enough resources" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Opportunistic behavior" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Outdated technology skills" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Outsourcing core IT" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Firm specific IT assets" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 Unpatriotic AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Poor product quality" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Poor relationship quality" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Poor response time" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Poor service" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Poor turnaround time" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Power asymmetry" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 Privacy AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Process standardization" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Service debasement" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Service degradation" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 Shirking AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Supplier employee burnout" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Supplier employee turnover" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 Inexperience AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Poor communication" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Supplier goes out of business" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Too much power" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Switching costs" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Technological lock-in" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Technology indivisibility" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Transaction complexity" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Transactional risk" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Transition cost" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Transition failure" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Undifferentiated commodity" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Uncontrollable contract growth" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Unforeseen dispute" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Vendor lock-in" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Vendor selection cost" AND (outsourcing OR "co-sourcing" OR cosourcing) 
1 "Weak management" AND (outsourcing OR "co-sourcing" OR cosourcing) 
2 "Goal fuzziness" AND (outsourcing OR "co-sourcing" OR cosourcing) 
2 "Goal conflict" AND (outsourcing OR "co-sourcing" OR cosourcing) 
2 "Goal misalignment" AND (outsourcing OR "co-sourcing" OR cosourcing) 
2 "Sunk costs" AND (outsourcing OR "co-sourcing" OR cosourcing) 
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Bijlage 3: gevonden artikelen 
Zoekactie “1”: Achterwaarts zoeken, referenties uit ITO-overzichtsartikel 
Zoekactie “2”: Voorwaarts zoeken, referenties naar ITO-overzichtsartikel 
Zoekactie “3”: Zoeken naar "co-sourcing" via Google Scholar 
Zoekactie “4”: Zoeken naar “risks AND outsourcing” via Google Scholar 
Zoekactie “5”: Zoeken naar “risk AND (co-sourcing OR cosourcing)” via Google Scholar 
Zoekactie “6”: Zoeken op basis van trefwoordcombinaties via EBSCOhost 
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Bijlage 5: resultaten vergelijking risico’s  
Hieronder is de volledige lijst opgenomen met 100 geïdentificeerde risico’s in kolom “Risico”. De kolom “Omschrijving en beargumentering” bevat een 
omschrijving van het risico waar noodzakelijk, inclusief een onderbouwing waarom ik van mening ben dat het risico wel of niet van toepassing is op ITO en 
ITC. De kolommen “ITO” en “ITC” bevatten een markering die aangeeft of het risico van toepassing is op respectievelijk ITO en ITC, waarbij “X” betekent dat 
het risico niet van toepassing is, “” dat het wel van toepassing is, en “-“ dat het risico in mindere mate van toepassing is op ITC dan op ITO. Een geel 
gemarkeerde codering betekent dat: 
1. het wel of niet (in mindere mate) van toepassing zijn na eigen analyse afwijkt van hetgeen gevonden in de bestudeerde literatuur, of 
2. de bestudeerde literatuur niets zegt of het desbetreffende risico in combinatie met ITO en/of ITC, en eigen analyse alsnog een resultaat heeft 
opgeleverd. 
Waar een risico tussen blokhaakjes is opgenomen verwijst dit naar het feit dat het betreffende risico niet in de gereduceerde lijst met risico’s is 
opgenomen, en dat het risico is samengevoegd met één van de andere risico’s. De kolom “omschrijving en beargumentering” bevat in dit geval een 
omschrijving van het risico bevat inclusief een onderbouwing waarom het risico met een ander risico is samengevoegd, en de kolommen ITO en ITC zijn hier 
niet ingevuld. 
Risico: Omschrijving en beargumentering: ITO: ITC: 
[Arguments regarding contract 
details] – samengevoegd risico 
Gallivan et al. verwijst naar eerder uitgevoerd onderzoek door Earl (Earl, 1996) waarin Earl dit niet omschrijft zoals Gallivan et al., maar een 
tiental ITO-risico’s benoemt waarbinnen bij een aantal hiervan wordt verwezen naar contract gerelateerde aspecten: 
 het contract moet goed worden gemanaged; 
 de kans is aanwezig dat minder goed presterende werkgevers van de klant voor de dienstverlener gaan werken, waarna de klant – die 
dacht van het probleem af te zijn, alsnog weer met deze medewerkers te maken kan krijgen; 
 het ITO-contract moet flexibel zijn omdat de klant niet altijd weet hoe de business er in de (nabije) toekomst uitziet, maar flexibele 
ITO-contracten kunnen kostbaar zijn en een dienstverlener is niet in alle gevallen bereid om dergelijke contracten te tekenen; 
 het ITO-contract moet niet alleen de problemen van nu aankaarten zoals kostenbesparing, maar zou zelfs kunnen worden voorzien 
van clausules waarin is opgenomen dat de dienstverlener verdere kostenbesparingen in de toekomst blijft realiseren; 
 ITO-contracten moeten beschrijven hoe het proces van conflictoplossing eruit ziet. 
 
Discussies over details in het contract vallen onder contractuele problemen. Dit risico is derhalve samengevoegd met het risico “contractual 
risks”. 
 
N.v.t. 
[Asset specificity] – 
samengevoegd risico 
Asset specificity is een risico wat veel terugkomt in de bestudeerde literatuur (Gallivan & Oh, 1999), (Oh, Gallivan, et al., 2006), (Oh, Kim, & 
Richardson, 2006), (Tjader, May, Shang, Vargas, & Gao, 2014). Een resource kan beschreven worden als asset specific "if it cannot readily be 
N.v.t. 
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reused by other firms because of site specificity, physical asset specificity, or human asset specificity" (Oh, Gallivan, et al., 2006). Resources die 
zeer asset specific zijn kunnen niet makkelijk verkocht of ingezet worden voor andere doeleinden. Vanwege deze redenen bestaat de kans dat 
de dienstverlener hier misbruik van maakt. 
 
Dit risico is samengevoegd met het risico “Supplier has too much power over the customer”. 
 
[Attacks against accountability] 
– samengevoegd risico 
 
Door Ackermann et al. geplaatst in de categorie “accountability risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet 
toegelicht (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Attacks against authentication] 
– samengevoegd risico 
 
Door Ackermann et al. geplaatst in de categorie “accountability risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet 
toegelicht (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Attacks against authorization] 
– samengevoegd risico 
 
Door Ackermann et al. geplaatst in de categorie “accountability risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet 
toegelicht (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Attacks against availability] – 
samengevoegd risico 
 
Door Ackermann et al. geplaatst in de categorie “availability risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet toegelicht 
(Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Attacks against confidentiality] 
– samengevoegd risico 
 
Door Ackermann et al. geplaatst in de categorie “confidentiality risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet 
toegelicht (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Attacks against integrity] – 
samengevoegd risico 
 
Door Ackermann et al. geplaatst in de categorie “integrity risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet toegelicht 
(Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
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Backlash from internal IT staff ITO-context: Bandyopadhyay et al. schetst de context: “workers in a firm have to collaborate in real time or even face-to-face with other 
workers in another firm who might be one day replacing them from their jobs”, en stelt dat werknemers een vijandige houding kunnen 
aannemen, sturen op publieke bewustwording, of politieke druk proberen uit te oefenen (Bandyopadhyay & Pathak, 2007). Gartner voegt hier 
aan toe dat bij het geconfronteerd worden met organisatie brede verplaatsing van werk, een backlash ook kan resulteren in intellectuele 
verlamming, productiviteitsverlies, stress, en onzekerheid onder de medewerkers (Gartner, 2003). In beide gevallen gaat het om negatieve 
gevolgen naar aanleiding van het mogelijk verlies van banen of werkzaamheden bij ITO. 
 
De definitie van ITC stelt dat uitbreiding van de IT-competenties van de klant het doel is en niet vervanging. Desondanks kan het voor komen 
dat er toch spanningen ontstaan door bijvoorbeeld de angst dat de medewerkers van de externe dienstverlener de interessante 
werkzaamheden toebedeeld krijgen (Smith, 2002). Smith omschrijft de genoemde problemen niet als “backlash”, maar als “spanningen onder 
de medewerkers” zonder te beschrijven wat de eventuele gevolgen hiervan zijn.  
 
Bij het vergelijken van bovengenoemde risico’s kan worden gesteld dat volgens de bestudeerde literatuur het risico volledig van toepassing is 
op ITO, en in mindere mate op ITC. 
 
 - 
[Biased portrayal by vendors] – 
samengevoegd risico 
ITO-context: een dienstverlener kan haar capaciteiten en middelen mooier doen voorkomen dat werkelijk, of de dienstverlener is te 
optimistisch over de werkelijke capaciteit om het project naar behoren uit te voeren (Abdullah & Verner, 2008). 
 
Omdat het hier gaat om “valsspelen” is dit risico samengevoegd met het risico “opportunistic behaviour”. 
 
N.v.t. 
[Breach of contract by the 
vendor] – samengevoegd risico 
Dit risico betreft de situatie waarin de dienstverlener zich niet aan de gemaakte contractuele afspraken houdt, en daarmee contractbreuk 
pleegt (Ackermann et al., 2011), (Lacity et al., 2009). 
 
Dit risico is samengevoegd met het risico “contractual risks”. 
 
N.v.t. 
Business uncertainty Ackermann et al., Lacity et al., en Tjader et al., verwijzen bij dit risico naar het in 1996 uitgevoerde onderzoek van Earl waarin wordt 
aangegeven dat wanneer een bedrijf besluit te outsourcen in verband met kosten of veranderende focus, de aanname wordt gedaan dat de 
richting van de organisatie helder is (Ackermann et al., 2011), (Lacity et al., 2009), (Tjader et al., 2014), (Earl, 1996). Als de richting of “business 
uncertainty” niet helder is en toch voor ITO wordt gekozen, dan kan dit een risico zijn gezien het feit dat IT nou juist hetgeen zou kunnen zijn 
wat nodig is om vorm te geven aan de nieuwe richting van de organisatie.  
 
Aangezien ITC geen assets laat overnemen door de dienstverlener en de klant de regie in handen heeft, wordt gesteld dat dit risico niet van 
toepassing is op ITC. 
 
 X 
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[Competitive market] – 
samengevoegd risico 
Sterke concurrentie op de markt is een risico voor zowel de klant als de dienstverlener. De dienstverlener kan hierdoor te maken krijgen met 
nieuwe contractonderhandelingen vanuit bestaande klanten, of het kan zelfs voorkomen dat de klant het contract beëindigd (Mojsilovic, Ray, 
Lawrence, & Takriti, 2007).  
 
Dit risico is samengevoegd met het risico “contractual risks”. 
 
N.v.t. 
Complexity of business 
processes 
Dit risico is genoemd in het artikel van Wüllenweber et al. (Wüllenweber et al., 2008), en is benoemd in de context van business process 
outsourcing (BPO). Wüllenweber et al. definieert BPO als “het delegeren van een of meer volledige bedrijfsprocessen aan externe 
dienstverleners, met inbegrip van alle aanverwante middelen, zoals informatietechnologie (IT) en human resources (HR)”. De in deze 
literatuurstudie gehanteerde definitie van ITO stel dat het de levering betreft van sommige of alle IT-functies, waarbij een IT-functie onder 
andere een proces kan zijn. Uitgaande van deze definities kan worden aangenomen dat het risico “complexity of business processes” ook, en in 
een zelfde mate geldt voor ITO. Aangezien de definitie van BPO stelt dat assets (IT/HR) ook onderdeel zijn van hetgeen gedelegeerd kan 
worden naar de dienstverlener betekent dit automatisch dat BPO zoals omschreven door Wüllenweber afwijkt van ITC. 
 
Wüllenweber et al. stelt verder dat gestandaardiseerde processen positief kunnen bijdragen aan BPO-succes, en een vanuit het oogpunt van 
de dienstverlener cruciale eis is omdat de dienstverlener alleen met standaard processen schaalvoordelen kan behalen gezien het feit dat in 
een dergelijk geval hetzelfde proces aan meerdere klanten kan worden aangeboden. Verder worden volgens de auteur communicatie, 
coördinatie en consensus positief beïnvloed door processtandaardisatie, en impliceert processtandaardisatie de aanwezigheid van betere 
procesdocumentatie en transparantie. 
 
Op basis van bovenstaande argumentatie wordt gesteld dat dit risico niet van toepassing is op ITC. 
 
 X 
[Compliance risk] – 
samengevoegd risico 
Compliance risk is een risico met een brede scope, maar is onder andere van toepassing op IT. Een voorbeeld hiervan is de Amerikaanse 
Sarbanes-Oxley Act (wetgeving) wat als voorbeeld bepaalde zaken voorschrijft op het gebied van IT-beveiliging. In het geval van ITO moet de 
klant verifiëren of de dienstverlener wel voldoet aan de voorgeschreven wetgeving. De kans bestaat dat een ITO-dienstverlener op enig 
moment gedurende de dienstverlening niet voldoet aan de wetgeving wat het een risico maakt voor de klant (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Regulatory violations”. 
 
N.v.t. 
[Compromised data 
confidentiality] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “confidentiality risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet 
toegelicht (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Compromised data security] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “general IT-security risks”, en niet toegelicht (Ackermann et al., 2011). 
 
N.v.t. 
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Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
[Contract duration] – 
samengevoegd risico 
Heiskanen et al. benoemt het risico dat het niet mogelijk is om elke onvoorziene omstandigheid te specificeren in een langlopend contract 
(Heiskanen, Newman, & Eklin, 2008). 
 
Dit risico is samengevoegd met het risico “contractual risks”. 
 
N.v.t. 
Contractual risks Volgens het uitgevoerde onderzoek kunnen veel problemen optreden die samen te vatten zijn als contractuele problemen. Voor een 
uitgebreide toelichting, zie de risico's: "arguments regarding contract details", "breach of contract by the vendor", "competitive market", 
"contract duration", "endemic uncertainty", "inflexible contracts", "interpretation of performance metrics". 
 
Voorbeelden van deze problemen zijn contractbreuk (Lacity et al., 2009), inflexibele contracten (Ackermann et al., 2011), (Hoecht & Trott, 
2006), onenigheid omtrent de details van een contract (Gallivan & Oh, 1999), contractduur (Heiskanen et al., 2008), onduidelijkheid met 
betrekking tot het resultaat van de door de dienstverlener uit te voeren processen, en conflicterende- en ongelijke doelen (Huber, Fischer, 
Dibbern, & Hirschheim, 2013). 
 
Bij ITC moet net als bij ITO een contract worden opgesteld. Het is dan ook aannemelijk dat dit risico ook, en in een zelfde mate, geldt voor ITC. 
 
  
Coordination between client 
and vendor 
Effectieve coördinatie tussen klant en dienstverlener kan goede samenwerking vergemakkelijken (Fan, Suo, & Feng, 2012). Deze uitspraak zou 
kunnen betekenen dat een minder optimale coördinatie een negatief effect kan hebben op de samenwerking wat als een risico gezien moet 
worden. Lacity et al. voegt daaraan toe dat goede relationele governance waaronder coördinatie een determinant van succes is (Lacity et al., 
2009).  
 
Bij ITC staat een nauwe samenwerking centraal wat goede coördinatie tussen klant en dienstverlener noodzakelijk maakt. Gesteld wordt dat 
dit risico ook, en in een zelfde mate geldt voor ITC. 
 
  
[Coordination costs] – 
samengevoegd risico 
Coordination costs zijn: “the costs associated with information search, communication, and monitoring costs” (Gallivan & Oh, 1999). Aangezien 
Barthelemy et al. hieraan toevoegt dat het managen van de inspanning waarschijnlijk de grootste categorie van de verborgen kosten 
vertegenwoordigt (Barthelemy, 2001) is besloten dit risico samen te voegen met het risico “hidden costs”. 
 
N.v.t. 
[Costly modifications are 
necessary] – samengevoegd 
risico 
De “costly modifications” worden door Ackermann et al. geplaatst in de categorie “maintainability risks” (Ackermann et al., 2011). Ackermann 
et al. heeft het hierbij over kosten naar aanleiding van integratie met externe systemen en de migratie van de ene naar de andere 
dienstverlener. Gezien het feit dat deze aanpassingen behorende tot transitiekosten (Barthelemy, 2001), en dat Barthelemy deze kosten 
omschrijft als: “de meest ongrijpbare verborgen kosten”, is besloten dit risico samen te voegen met het risico “hidden costs”. 
 
N.v.t. 
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Cultural differences between 
client and supplier 
Abdullah et al. stel dat de organisatorische cultuur van de klant sterk kan afwijken van die van de dienstverlener (Abdullah & Verner, 2008). 
Volgens de bestudeerde literatuur is dit risico volledig van toepassing op ITO. Kaiser beschrijft dit risico ook in een co-sourcing context, maar 
voornamelijk als een fenomeen waar men tijdens de transitie van outsourcing naar co-sourcing tegenaan liep tijdens een case study, en niet 
specifiek voor co-sourcing (Kaiser & Hawk, 2004). Het is aannemelijk dat het risico evenwel geldt voor ITC, maar in mindere mate omdat de 
medewerkers van de dienstverlener zo nauw samenwerken met de medewerkers van de klant dat deze medewerkers snel wennen aan de 
organisatorische cultuur van de klantorganisatie waardoor het risico beperkt blijft. 
 
 - 
[Dangers of an eternal triangle] 
– samengevoegd risico 
Lacity et al. verwijst naar eerder uitgevoerd onderzoek door Earl (Lacity et al., 2009), (Earl, 1996). De “eternal triangle” wordt door Earl 
omschreven als de situatie waarin klant en dienstverlener met elkaar communiceren via tussenpersonen, en stelt dat ITO deze vroeger veel 
voorkomende eeuwige driehoek kan herintroduceren. Aangezien het bij dit risico duidelijk gaat om communicatie tussen klant en 
dienstverlener is besloten dit risico samen te voegen met het risico “Coordination between client and vendor”. 
  
N.v.t. 
[Data leakage] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “confidentiality risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet 
toegelicht (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
Data losses and insufficient 
recovery 
Door Ackermann et al. is dit risico geplaatst in de categorie “availability risks” waarbij verwezen wordt naar onder andere een artikel van 
Goodman et al. die stelt dat dit risico te herleiden is naar nalatigheid, criminaliteit en ongelukken (Ackermann et al., 2011), (Goodman & 
Ramer, 2007). 
 
Dit risico zou samengevoegd kunnen worden met twee categorieën: “Poor supplier capability, service, financial stability, cultural fit”, en 
“Security/privacy breach”. Gezien het feit dat de samenvoeging voor overlapping zou zorgen is besloten het risico niet samen te voegen. Bij ITO 
kunnen assets overgenomen worden waaronder servers en overige opslagapparatuur waarop gegevens van de klant is opgeslagen. Bij ITC 
worden geen assets overgenomen, maar het is niet uit te sluiten dat door de nauwe samenwerking ITC-medewerkers wel in staat zijn om 
klantgegevens in handen te krijgen en door nalatigheid, criminele acties of ongelukken te verliezen waarbij in het ergste geval de gegevens ook 
niet voldoende zijn te herstellen. Het is dan ook aannemelijk dat dit risico ook van toepassing is op ITC, maar in mindere mate dan bij ITO 
omdat bijvoorbeeld geen grote klantdatabases door de dienstverlener, op locatie van de dienstverlener, in beheer zijn. 
 
 - 
Difficulty in managing remote 
teams 
Dit door Lacity et al. benoemde risico is niet voorzien van enige toelichting (Lacity et al., 2009). Buiten de scope van dit onderzoek vallende 
wetenschappelijke literatuur schetst een beeld dat dit risico voornamelijk van toepassing is op offshoring en softwareontwikkeling met behulp 
van virtuele teams. Problemen die hierbij geschetst worden zijn het ontbreken van een gevoel van urgentie voor uit te voeren veranderingen 
door de fysieke afstand tussen teams, taalbarrières en culturele verschillen (Iacovou & Nakatsu, 2008), (Casey & Richardson, 2006). 
 
Bij ITC kan door de nauwe samenwerking de dienstverlener de IT-competenties van de klant vervangen of uitbreiden. De bestudeerde 
literatuur op het gebied van ITC beschrijft alleen situaties waarbij klant en dienstverlener op dezelfde locatie samenwerken, maar zelfs al zou 
 X 
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van ITC gebruik worden gemaakt waarbij klant en dienstverlener op afstand samenwerken, is het gezien de definitie van ITC aannemelijk dat 
de hierboven genoemde problemen bij ITC niet voor komen omdat deze haaks staan op het nauw kunnen samenwerken. 
 
[Disclosure of data by the 
provider] – samengevoegd 
risico 
Door Ackermann et al. geplaatst in de categorie “regulatory risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet toegelicht 
(Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Endemic uncertainty] – 
samengevoegd risico 
Lacity et al. verwijst wat dit risico aangaat naar eerder uitgevoerd onderzoek door Earl (Earl, 1996) waarin Earl stelt dat IT-productie en IT-
ontwikkeling altijd inherent onzeker zijn: “Gebruikers zijn niet zeker van hun behoeften, nieuwe technologie is riskant, business eisen 
veranderen, en de uitvoering is vol verrassingen”. Earl verwijst hierbij naar de flexibiliteit van ITO-contracten en stelt dat het betalen van een 
hogere prijs voor flexibiliteit mogelijk beter is dan het aangaan van strakke prestatiecontracten met boeteclausules gevolgd door geschillen.  
 
Fan et al. omschrijft dit risico als “requirements instability” en voegt hieraan toe: “de toekomstige richting en eisen van de klant gedurende de 
ITO-operatie kunnen veranderen” (Fan et al., 2012). 
 
Dit risico is samengevoegd met het risico “contractual risks”. 
 
N.v.t. 
 
Excessive transaction costs Gebaseerd op de Transaction Cost Economics theorie omschrijft Greenberg et al. de transactiekosten als: “Transaction costs include the costs 
incurred during the three stages of the outsourcing relationship: contact, contract, and control. Transaction costs arise from three interrelated, 
but separate, elements: the transaction, the environment, and the parties” (Greenberg, Greenberg, & Antonucci, 2008). Karakteristieken van 
de eerste twee genoemde elementen zijn volgens de auteurs: 
 de transactie: “degree of asset specificity, the complexity of the transactional relationship, and the frequency of the transaction”; 
 de omgeving: “the primary characteristic of the environment is uncertainty”. 
 
Algemene voorbeelden van deze transactiekosten zijn juridische en/of administratieve kosten naar aanleiding van afdingen op de prijs (B. A. 
Aubert, Patry, & Rivard, 2005), het opstellen van een contract waarin rekening wordt gehouden met elk denkbare situatie wat ook wel een 
“complete contract” wordt genoemd (Wüllenweber et al., 2008), en hoge kosten gerelateerd aan het controleren (“monitoring”) van service 
levels (Whitten & Leidner, 2006). 
 
Bij ITC worden door de dienstverlener geen assets overgenomen. De kans is aanwezig dat gedurende de samenwerking tussen klant en 
dienstverlener de door de dienstverleners ingezette medewerkers door de klant van nieuwe kennis worden voorzien wat kan worden gezien 
als een investering vanuit de klant. Mocht het contract niet verlengt worden verliest de klant deze investering. Ook kan het voor komen dat de 
klant zal samenwerken met medewerkers van de dienstverlener die beschikken over kennis wat niet aanwezig is binnen de eigen organisatie. 
Als het contract niet wordt verlengd, en deze kennis is nog niet overgedragen verliest de klant waarde. Geconcludeerd kan worden dat asset 
specificity dan ook geldt voor ITC.  
 - 
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“Complexity of the transactional relationship” wordt door Greenberg et al. omschreven als “The programmability of the transaction. High 
programmability indicates that the organizations have sufficient knowledge and information to determine in advance how the process is to be 
executed and which activities are expected to result in the desired outcome” . Bij ITC geldt dat regie bij de klant ligt. Op basis hiervan kan 
worden geconcludeerd dat deze eigenschap een minder grote negatieve lading heeft want de klant is verantwoordelijk voor de aansturing en 
dus ook voor het zorgdragen dat de dienstverlener gedurende de samenwerking van de juiste informatie wordt voorzien. 
 
“Frequency” heeft te maken met governance-mechanismen. Bij hoogfrequente transacties kunnen de baten van het opzetten van een passend 
intern governance-mechanisme om de transactie te organiseren opwegen tegen de kosten hiervan. (B. A. Aubert, Rivard, & Patry, 1996). De 
auteur stelt verder dat wanneer de niveaus van onzekerheid en het meten niet zo hoog zijn, het niet aan te raden is om een intern 
governance-mechanisme op te stellen, en dat dit veelal van toepassing is op strategische allianties waaronder co-sourcing kan vallen door de 
nauwe samenwerking dat in sommige gevallen zelfs op strategische niveau plaatsvindt (Kaiser & Hawk, 2004). Dit maakt het aannemelijk dat 
dit risico in mindere mate van toepassing is op ITC. 
 
Kosten, en daarmee mogelijk risico’s, die uit de transactie-omgeving kunnen voortvloeien hebben volgens Greenberg et al. te maken met 
communicatieproblemen, en verschillende culturen, juridische en politieke systemen. Het is aannemelijk dat dergelijke problemen ook van 
toepassing kunnen zijn op ITC. 
 
Concluderend kan worden gesteld dat dit risico ook van toepassing is op ITC, maar in mindere mate. 
 
[Fuzzy focus] – samengevoegd 
risico 
Lacity et al. benoemt het risico “fuzzy focus” en verwijst hiermee naar het in 1996 uitgevoerde onderzoek van Earl (Earl, 1996) waarin Earl stelt 
dat outsourcing niet goed in staat om acceptabele, innovatieve applicatie-ideeën op te leveren, en zich richt op het “hoe” van IT, en niet op het 
“wat”. Het risico bestaat hiermee dat ITO geen recept is voor langdurig succes. Overige auteurs omschrijven eenzelfde risico, maar 
verwoorden dit anders zoals “strategische inflexibiliteit” (Gallivan & Oh, 1999), “(…)there is also a tendency in the first few years of an 
outsourcing contract to neglect the capabilities with longer time horizons(…)” (L. P. Willcocks & Feeny, 2006). 
 
Er vanuit gaande dat de klant op de hoogte is van dit mogelijke risico kan worden gesteld dat de kans aanwezig is dat de klant IT ziet als een 
middel wat geen differentiërende waarde oplevert. Dit risico is derhalve samengevoegd met het risico “Treating IT as an undifferentiated 
commodity”. 
 
N.v.t. 
Hidden costs Hidden costs worden omschreven als de kosten die ontstaan bij het zoeken naar en contracteren van dienstverleners, de transitie naar de 
dienstverlener, het managen van de inzet, de transitiekosten om de dienst bij een andere dienstverlener te beleggen of de transitiekosten voor 
het backsourcen (Barthelemy, 2001), (Gallivan & Oh, 1999), (Serafini et al., 2003), de kosten waarvan de klant heeft aangenomen dat die zijn 
opgenomen in het contract (B. A. Aubert et al., 1998), en bedrog (Heiskanen et al., 2008). 
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Bij ITC moet ook gezocht worden naar een dienstverlener die na een transitie moet worden gemanaged, en geldt dat de klant zou kunnen 
besluiten om de dienst bij een andere dienstverlener te beleggen of de dienst te backsourcen. In alle gevallen geldt dat ook een contract wordt 
ondertekend waarbij het niet uit te sluiten is dat dit contract volledig aansluit bij de verwachtingen van de klant. Op basis hiervan is het  
aannemelijk dat het risico hidden costs in een zelfde mate ook toepasselijk is op ITC.  
 
[Goal incongruence] – 
samengevoegd risico 
Goal incongruence onstaat door informatie-asymmetrie tussen klant en de dienstverlener, en kan resulteren in opportunistisch gedrag vanuit 
de dienstverlener (Martens & Teuteberg, 2012) en/of verlies van vertrouwen vanuit de klant (Huber et al., 2013).  
 
Dit risico is samengevoegd met het risico “Single/Double moral hazard”. 
 
N.v.t. 
[High degree of 
interdependence with other 
processes] – samengevoegd 
risico 
De definitie van BPO is “het delegeren van een of meer volledige bedrijfsprocessen aan externe dienstverleners, met inbegrip van alle 
aanverwante middelen, zoals informatietechnologie (IT) en human resources (HR)” (Wüllenweber et al., 2008). Zodra een te outsourcen proces 
(sterk) afhankelijk is van overige processen kan dit een risico vormen voor BPO. 
 
Dit risico is samengevoegd met het risico “Complexity of business processes”. 
 
N.v.t. 
[Host-based attacks] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “general IT-security risks”, en niet toegelicht (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Inability to manage supplier 
relationship] – samengevoegd 
risico 
Uit 20 jaar ITO-onderzoek is gebleken dat het managen van de ITO-relatie een blijvend en uitdagend probleem is, en dat goed management 
van deze relatie als één van de belangrijkste succesfactoren kan worden gezien (Lacity et al., 2009). 
 
Dit risico is samengevoegd met het risico “Coordination between client and vendor”. 
 
N.v.t. 
Incompatible systems, software 
and procedures 
De genoemde compatibiliteitsproblemen zijn door Ackerman et al. in het onderzoek opgenomen, maar niet omschreven (Ackermann et al., 
2011)18. In overige, niet in dit literatuuronderzoek uitgebreid bestudeerde, artikelen worden deze problemen ook in meer of minder detail 
beschreven. Zo kan het in de praktijk voorkomen dat klant en dienstverlener, zonder dit van elkaar te weten, technologische veranderingen 
doorvoeren die niet compatible met elkaar zijn (Shi, 2007), of dat gebruik wordt gemaakt van incompatible activiteiten of processen die 
resulteren in vernietiging van waarde (Kedia & Lahiri, 2007). Zelf op het gebied van kennisdeling kunnen risico’s optreden zoals het niet 
compatible zijn van het governance framework voor kennisdeling tussen klant en dienstverlener (Trkman & Desouza, 2012). 
 
 - 
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Het is aannemelijk dat bij ITC ook sprake kan zijn van incompatibiliteit in systemen, software en procedures. Gezien het feit dat bij ITC de 
dienstverlener geen assets overneemt, de dienstverlener ook niet zoals bij ITO eenzijdig een dienst aanbied is de verwachting dat dit risico ook 
geldt voor ITC, maar in mindere mate dan bij ITO. 
 
[Incomplete contracting] – 
samengevoegd risico 
Logischerwijs kan worden gesteld dat een incompleet contract ruimte overlaat voor onvoorziene omstandigheden waarbij dit als een risico 
wordt gezien (Gefen, Wyss, & Lichtenstein, 2008), (B. Aubert, Houde, J. F., Patry, M., & Rivard, S., 2003) en mogelijk kan resulteren in 
schendingen van regels. 
 
Dit risico is samengevoegd met het risico “Regulatory violations”. 
 
N.v.t. 
Inflexibility regarding business 
change 
ITO zou kunnen resulteren in inflexibiliteit met betrekking tot veranderingen in de organisatie (Ackermann et al., 2011), waarbij wederzijdse 
afhankelijkheid hier een oorzaak van kan zijn (Bahli & Rivard, 2005). 
 
Bij ITC is de klant minder afhankelijk van de dienstverlener. Er zijn geen assets overgenomen, en er vindt veel nauwere samenwerking plaats 
tussen klant en dienstverlener. Gesteld wordt dat dit risico van toepassing is op ITC, maar in mindere mate dan bij ITO. 
 
 - 
[Inflexible contracts] – 
samengevoegd risico 
Ackermann et al. en Lacity et al. benoemen beide het risico gerelateerd aan inflexibele contracten waarbij dit voor de klant een groot risico kan 
vormen als een gewenste aanpassing in de dienstverlening vanuit de dienstverlener niet kan worden gerealiseerd door een getekend inflexibel 
contract (Ackermann et al., 2011), (Lacity et al., 2009). Dit risico is sterk gerelateerd aan het risico “endemic uncertainty” zoals benoemd en 
omschreven door Earl (Earl, 1996). 
 
Dit risico is samengevoegd met het risico “contractual risks”. 
 
N.v.t. 
[Infringement of IP rights] – 
samengevoegd risico 
“Intellectual property” wordt door het Merriam-Webster woordenboek omschreven als: “property (as an idea, invention, or process) that 
derives from the work of the mind or intellect; also: an application, right, or registration relating to this”. Lacity et al. benoemt het risico dat 
inbreuk op intellectueel eigendom kan plaatsvinden bij ITO (Lacity et al., 2009). 
 
Dit risico is samengevoegd met het risico “Loss/infringement of intellectual assets”. 
 
N.v.t. 
[Insufficient accountability of 
performed actions] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “accountability risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet 
toegelicht (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Insufficient data privacy] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “confidentiality risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet 
toegelicht (Ackermann et al., 2011). 
N.v.t. 
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Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
[Insufficient maintenance and 
enhancements] – 
samengevoegd risico 
Het risico bestaat dat cloud computing dienstverleners onvoldoende beheer uitvoeren en/of onvoldoende verbeteringen doorvoeren 
(Ackermann, 2012; Ackermann et al., 2011) 
 
Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial stability”. 
 
N.v.t. 
[Insufficient seperation of 
coexisting users] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “accountability risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet 
toegelicht (Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Interdependence between 
client and vendor expertise] – 
samengevoegd risico 
Wederzijdse afhankelijkheid tussen de klant en de dienstverlener op het gebied van deskundigheid wordt als risico benoemd door Tjader et al. 
(Tjader et al., 2014), en toegelicht door Bahil et al. die het breder trekt dan alleen de afhankelijkheid op het gebied van deskundigheid (Bahli & 
Rivard, 2005). Door Bahil et al. genoemde voorbeelden zijn verwantschap tussen taken, bedrijfsonderdelen, en functies.  
 
Dit risico is samengevoegd met het risico “Supplier has too much power over the customer”. 
 
N.v.t. 
[Interpretation of performance 
metrics] – samengevoegd risico 
Gallivan et al. verwijst naar eerder uitgevoerd onderzoek door Earl waarin Earl dit risico niet blijkt te beschrijven (Gallivan & Oh, 1999), (Earl, 
1996). De aanname wordt gedaan dat een situatie kan ontstaan dat in het contract opgenomen prestatiecijfers (“prestatie-indicatoren”) 
zodanig zijn omschreven dat deze voor interpretatie vatbaar zijn. Dit kan resulteren in de situatie dat klant en de dienstverlener een andere 
interpretatie hanteren en onenigheid ontstaat over het wel of niet halen van de prestatiecijfers. 
 
Dit risico is samengevoegd met het risico “contractual risks”. 
 
N.v.t 
[Lack of active management of 
the supplier on contract and 
relationship dimensions] – 
samengevoegd risico 
Elitzur et al. omschrijft dit risico als: “in managing the relationship between the vendor and the company it is important to recognize moral 
hazard relating to the behaviour of both parties” (Elitzur, Gavious, & Wensleya, 2012).  
 
Dit risico is samengevoegd met het risico “Single/Double moral hazard”. 
 
N.v.t. 
[Lack of awareness of where 
data is held] – samengevoegd 
risico 
Het niet weten waar een dienstverlener gegevens opslaat is een risico’s waar men bij ITO mee te maken heeft (Ackermann et al., 2011) 
aangezien onbewust data opgeslagen kan worden op een niet toegestane locatie. 
 
Dit risico is samengevoegd met het risico “Regulatory violations”. 
 
N.v.t 
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[Lack of BPO governance 
experience] – samengevoegd 
risico 
Wüllenweber et al. verwijst naar twee artikelen waarvan één niet is in te zien19 (Wüllenweber et al., 2008). De auteur van het tweede artikel 
stelt dat ondanks de beste intenties van dienstverlener het nog steeds kan voorkomen dat risico’s ontstaan omdat de dienstverlener niet de 
beschikking heeft over benodigde informatie, of omdat de dienstverlener niet beschikt over de benodigde ervaring (Aron, Clemons, & Reddi, 
2005). Een gebrek aan ervaring komt overeen met een gebrek aan de benodigde capabilities volgens de definitie van “capability”. 
 
Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial stability”. 
 
N.v.t. 
Lack of organizational learning Lacity et al. benoemt het risico “Lack of organizational learning” en verwijst hiermee naar het in 1996 uitgevoerde onderzoek van Earl (Earl, 
1996) waarin Earl dit risico omschrijft als de situatie waarin een organisatie niet in aanraking komt met nieuwe technologieën door de inzet 
van ITO, en als gevolg hiervan niet kan leren van de mogelijkheden van deze technologieën. Het resultaat zou kunnen zijn dat een potentieel 
waardevolle techniek wordt geclassificeerd als tactisch en van lage waarde, om er later als organisatie achter te komen dat het van 
strategische waarde is geworden. 
 
Bij ITC werken klant en dienstverlener nauw samen. Kennis over nieuwe technieken worden door IT-dienstverlenend personeel gedeeld met 
de klant (Kaiser & Hawk, 2004) waardoor gesteld wordt dat dit risico niet van toepassing is op ITC. 
 
 X 
Lack of personalization 
functionality 
Het gebrek aan mogelijkheden voor maatwerkfunctionaliteit heeft te maken met het feit dat cloud computing dienstverleners veelal diensten 
aanbieden op basis van 1-n. Met andere woorden, dezelfde dienst (1) wordt aangeboden aan meerdere klanten (n), met als resultaat dat 
beperkte mogelijkheden aanwezig zijn voor maatwerkfunctionaliteit (Ackermann, 2012; Ackermann et al., 2011). Aangezien bij ITC geen 
technologie als dienst wordt aangeboden wordt gesteld dat dit risico niet van toepassing is op ITC. 
 
 X 
[Lack of reliability] – 
samengevoegd risico 
“Lack of reliability” wordt door Ackermann wel benoemd, maar niet toegelicht (Ackermann et al., 2011). Uit een onderzoek van Sabherwal et 
al. blijkt dat het niet in staat zijn om de technische kwaliteit van de dienstverlener te kunnen beheersen resulteert in het genoemde risico 
(Sabherwal, 2003). 
 
Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial stability”. 
 
N.v.t. 
Lack of trust Vertrouwen is belangrijk voor respectievelijk ITO- én ITC-succes (Lacity et al., 2009), (Kaiser & Hawk, 2004).  
 
  
[Limited scalability] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “performance risks”, maar in hetzelfde artikel niet verder toegelicht (Ackermann et al., 2011). 
In een door Ackermann uitgebracht boek wordt gesteld dat dit risico met name relevant is in een cloud computing omgeving. Dit risico is van 
toepassing op situaties waarin de intensiteit van het gebruik van de systemen sterk fluctueert (Ackermann, 2012). Beperkte schaalbaarheid 
wordt hier gezien als de situatie waarin de klant voldoende betaalt, maar toch nog het risico loopt dat de systemen van de dienstverlener niet 
voldoende schaalbaar zijn. Deze situatie heeft te maken met de beschikbare capabilities en/of service door de dienstverlener, of indirect door 
N.v.t. 
                                                          
19 Mani et al. “Successfully governing business process outsourcing relationships” 
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één of meerdere subcontractors van de dienstverlener. Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial 
stability”. 
 
Loss of autonomy and control 
over IT decisions 
ITO kan volgens meerdere auteurs leiden tot verlies van controle (Elitzur et al., 2012), (Kim & Park, 2010), (Osei-Bryson & Ngwenyama, 2006). 
Elitzur et al. verwijst naar eerder uitgevoerd onderzoek waarin wordt beschreven dat ITO tot verlies van controle en flexibiliteit van de IS 
operatie en diensten kan leiden (Gupta & Gupta, 1992). Gupta et al. licht dit verder toe en benoemt het outsourcen naar ongekwalificeerde 
dienstverleners als het achterliggende probleem. Klanten zouden zich volgens de auteurs o.a. afvragen hoe de dienstverlener kan garanderen 
dat hun klantbehoeften de hoogste prioriteit krijgen als de dienstverlener vele klanten van diensten voorziet. Gallivan et al. ziet verlies van 
autonomie als een direct gevolg van het verlies van controle (Gallivan & Oh, 1999). 
 
ITC is wat dit risico aangaat een volledig andere situatie gezien het feit dat een overname van IS-operatie of diensten niet plaatsvindt. De regie, 
en daarmee ook autonomie en controle over IT-beslissingen liggen volledig bij de klant. Gesteld wordt dat dit risico niet van toepassing is op 
ITC. 
 
 X 
[Loss of availability] – 
samengevoegd risico 
Binnen de context van een cloud omgeving is verlies van beschikbaarheid van de omgeving een groot risico voor ITO (Martens & Teuteberg, 
2012). Verwezen wordt hierbij naar onder andere een artikel van Armbrust et al. waarin verlies van beschikbaarheid van de omgeving wordt 
gepositioneerd als het nummer 1 risico aangaande cloud computing (Armbrust et al., 2010). Aangezien dit risico mogelijk te maken heeft met 
suboptimale capabilities en prestaties aan de kant van de dienstverlener is besloten dit risico samen te voegen met het risico “Poor supplier 
capability, service, financial stability”. 
 
N.v.t. 
[Loss of confidentiality] – 
samengevoegd risico 
Waar Ackermann et al. “confidentiality” als categorie heeft opgenomen met daarbinnen 5 aparte risico’s (Ackermann et al., 2011), wordt dit 
risico ook algemeen benoemd door meerdere onderzoekers (Kim & Park, 2010), (Martens & Teuteberg, 2012).  
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
Loss of control over data De bestudeerde artikelen benoemen dit risico maar omschrijven het niet (Lacity et al., 2009), (Tjader et al., 2014). Tjader et al. stelt wel dat 
verlies van informatie aan de concurrentie als een risico gezien kan worden. In theorie zou het kunnen voor komen dat door verlies van 
controle over gegevens, informatie van een klant bij een concurrent terecht komt. Op basis van de inhoud van de bestudeerde artikelen kan 
verder worden gesteld dat deze situatie bij ITO en ITC kan voor komen. Logischerwijs vindt verlies van controle over data plaats als 
bijvoorbeeld (een deel van) de infrastructuur wordt geoutsourced naar een dienstverlener waarbij de dienstverlener de infrastructuur 
overneemt. Ook als een dienstverlener vanaf een externe locatie bijvoorbeeld beheer uitvoert over de systemen van de klant kan dit risico 
plaatsvinden, alhoewel het risico mogelijk minder groot is door in plaats zijnde beveiligingsmaatregelen vanuit de klantorganisatie.  
 
Bij ITC werken klant en dienstverlener nauw samen, en is de kans daarmee groot dat de medewerkers van de dienstverlener in aanraking 
komen met gegevens van de klant waarmee het niet uit te sluiten is dat de klant (deels) verlies van controle over de gegevens als risico moet 
 - 
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definiëren. Aangezien bij ITC geen IT-assets worden overgenomen is het wel aannemelijk dat de kans kleiner is dat verlies van controle over 
gegevens plaatsvindt. 
 
[Loss of control over vendor] – 
samengevoegd risico 
Door aan ITO te doen stelt een organisatie zich bloot aan grote risico’s zoals verlies van controle over de dienstverlener (Jain & Natarajan, 
2011).  
 
Dit risico is samengevoegd met het risico “Supplier has too much power over the customer”. 
 
N.v.t. 
Loss of in-house capability Door meerdere auteurs benoemd als risico voor ITO (L. P. Willcocks & Feeny, 2006), (Elitzur et al., 2012), (Gallivan & Oh, 1999), (Jain & 
Natarajan, 2011), (Lacity et al., 2009), en ITC, (Kaiser & Hawk, 2004), (Serafini et al., 2003). Uit het artikel van Kaiser blijkt duidelijk dat 
kennisborging binnen de organisatie van de klant van groot belang is omdat anders de medewerkers van de dienstverlener de enige personen 
zouden kunnen worden met kennis over bepaalde onderwerpen.  Gesteld wordt dat het risico evenwel, en in een zelfde mate geldt voor ITC. 
 
  
[Loss of innovative capacity] – 
samengevoegd risico 
 
Lacity et al. verwijst naar eerder uitgevoerd onderzoek door Earl (Earl, 1996). Het outsourcen van IT kan resulteren in een verminderd 
innovatief vermogen omdat voor innovatief vermogen volgens Earl een aantal eigenschappen nodig zijn zoals voldoende middelen, organische 
en soepel verlopende processen, en experimentele- en ondernemerscompetenties, en deze eigenschappen niet gegarandeerd worden door 
externe sourcing. 
 
Er vanuit gaande dat de klant op de hoogte is van dit mogelijke risico kan worden gesteld dat de kans aanwezig is dat de klant IT ziet als een 
middel wat geen differentiërende waarde oplevert. Dit risico is derhalve samengevoegd met het risico “Treating IT as an undifferentiated 
commodity”. 
 
N.v.t. 
[Loss of integrity] – 
samengevoegd risico 
 
Waar Ackermann et al. “integrity” als categorie heeft opgenomen met daarbinnen 4 aparte risico’s (Ackermann et al., 2011), wordt dit risico 
ook algemeen benoemd (Martens & Teuteberg, 2012).  
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Loss of intellectual assets] – 
samengevoegd risico 
Aangaande risico’s met betrekking tot intellectuele assets wordt het verlies hiervan genoemd (L. Wang, Gwebu, Wang, & Zhu, 2008). De term 
“asset” is veelomvattend. In de context van verlies van intellectuele assets verwijzen Wang et al. naar het artikel van Pfannenstein et al. die 
het risico omschrijven als het verlies van kritieke kennis (Pfannenstein & Tsai, 2004). Ackermann et al. en Lacity et al. voegen hier 
respectievelijk diefstal van, en inbreuk op, intellectueel eigendom aan toe (Ackermann et al., 2011), (Lacity et al., 2009). 
 
Dit risico is samengevoegd met het risico “Loss/infringement of intellectual assets”. 
 
N.v.t. 
Loss/infringement of 
intellectual assets 
 Zie “Loss of intellectual assets” en “Infringement of IP rights”. 
 
  
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Als gedurende de samenwerking op basis van ITC een werkverdeling plaatsvindt waarbij de interne medewerkers van de klant zich minder of 
niet meer bezig houden met het uitvoeren van activiteiten die nu door de medewerkers van de dienstverlener worden uitgevoerd, dan is de 
kans aanwezig dat de klant kritieke kennis verliest op het moment dat het contract wordt beëindigd. “Kennis” valt in de categorie “asset”. 
 
Door de nauwe samenwerking is het tevens aannemelijk dat diefstal van en inbreuk op intellectueel eigendom ook kan voorkomen bij ITC. 
 
[Misuse of data by provider] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “regulatory risks”, onderdeel van de algemene beveiligingsrisico’s van ITO, en niet toegelicht 
(Ackermann et al., 2011). 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
[Network issues] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “performance risks” (Ackermann et al., 2011). In een door Ackermann uitgebracht boek 
(Ackermann, 2012) wordt dit risico toegelicht en worden een gebrek aan netwerkbandbreedte en hoge netwerk response tijden als 
voorbeelden genoemd. De verwachting bestaat dat de lijst met mogelijke netwerk issues lang is, maar er wordt gesteld dat netwerkproblemen 
zijn te herleiden naar slechte capabilities en/of service door de dienstverlener, of indirect door één of meerdere subcontractors van de 
dienstverlener. Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial stability”. 
 
N.v.t. 
[Network-based attacks] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “general IT-security risks”, en niet toegelicht. 
 
Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
N.v.t. 
No overall cost savings Door meerdere auteurs benoemd als risico voor ITO en ITC (Gallivan & Oh, 1999), (Lacity et al., 2009), (Mojsilovic et al., 2007), (Serafini et al., 
2003). Het artikel van Serafini et al. beschrijft een situatie waarin klanten verwachten dat het gebruik van co-sourcing binnen de organisatie zal 
afnemen als gevolg van onder andere te hoge kosten.  
 
  
Opportunistic behaviour Uit het uitgevoerde onderzoek blijkt dat vele auteurs het risico “opportunistic behaviour” benoemen, waaronder (Elitzur et al., 2012), (Fan et 
al., 2012), (Gallivan & Oh, 1999), (Goo et al., 2009). Heiskanen et al. is geen uitzondering en verwijst naar eerder uitgevoerd onderzoek van Das 
et al. waarin dit risico wordt omschreven als “cheating, shirking, distorting information, misleading partners, providing substandard 
products/services, and appropriating partners' critical resources” (Das & Teng, 1998). 
 
Volgens de bestudeerde literatuur is dit risico volledig van toepassing op ITO. Ondanks het feit dat de bestudeerde literatuur dit risico niet 
benoemt in een ITC-context is het gezien de definitie van ITC aannemelijk dat het risico evenwel, en in een zelfde mate geldt voor ITC. 
 
  
[Outdated Technology Skills] – 
samengevoegd risico 
Lacity et al. verwijst naar eerder uitgevoerd onderzoek door Earl (Lacity et al., 2009), (Earl, 1996). Het risico “outdated technology skills” wordt 
door Earl omschreven als het risico voor de klant dat de dienstverlener niet met de tijd mee gaat, en qua technologische kennis achterloopt op 
N.v.t. 
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de klant. Omdat hierbij kan worden gesteld dat de capabilities van de dienstverlener suboptimaal zijn is dit risico samengevoegd met het risico 
“Poor supplier capability, service, financial stability”. 
 
[Over reliance on vendor] – 
samengevoegd risico 
Het is voor de klant een risico om te veel te vertrouwen op een dienstverlener (Jain & Natarajan, 2011). De dienstverlener zou hier misbruik 
van kunnen maken. 
 
Dit risico is samengevoegd met het risico “Supplier has too much power over the customer”. 
 
N.v.t. 
Poor customer financial 
stability 
Wanneer de financiële stabiliteit van de klant ondermaats is zoals benoemd als risico door Lacity et al. kan het voorkomen dat de scope van 
een ITO-contract wordt verkleind of dat het contact wordt opgezegd (Lacity et al., 2009), (Mojsilovic et al., 2007). 
 
Ook bij ITC kunnen dienstverleners te maken krijgen met klanten waarbij stabiliteit ontbreekt in de financiële situatie. Het lijkt daarmee 
aannemelijk dat dit risico ook, en in een zelfde mate geldt voor ITC. 
 
  
[Poor planning] – 
samengevoegd risico 
Smith stelt dat slechte planning één van de risico’s is van ITC zonder dit verder toe te lichten (Smith, 2002). Als voordeel van ITC wordt wel de 
situatie beschreven waarin een dienstverlener als onderdeel van de ITC-dienstverlening de klant kan helpen in het geval van personele 
onvoorziene omstandigheden. Mocht personeel van de klant uitvallen, dan betekent dit dat de dienstverlener eigen personeel in zou kunnen 
zetten bij de klant. Het is aannemelijk dat planning hierbij een belangrijk aspect kan spelen en dat slechte planning aan de kant van de 
dienstverlener een risico kan vormen voor de klant. Slechte planning wordt gezien als een gebrek aan de juiste capabilities en/of service. 
 
Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial stability”. 
 
N.v.t. 
Poor supplier capability, 
service, financial stability 
Lacity heeft in het bestudeerde onderzoek één risico benoemd wat een samenvoeging is van een viertal aparte risico’s: “Poor supplier 
capability, service, financial stability” (Lacity et al., 2009). Dit risico is door het benoemen van “poor supplier service” dermate generiek 
geworden dat in deze literatuurstudie hier uiteindelijk nog 13 andere risico’s aan zijn toegevoegd zoals te zien is in bijlage 5. Dit risico geldt 
niet alleen voor ITO want ook bij ITC-dienstverlening kan de dienstverlener ondermaatse service bieden wat ook uit meerdere bestudeerde 
artikelen blijkt (Serafini et al., 2003), (Smith, 2002). 
 
  
Possibility of weak 
management 
Beheer van nieuwe soorten ITO kan volgens Fan et al. moeilijker zijn. Zwak management zou de kosten kunnen laten stijgen wat kan resulteren 
in conflicten en onvrede (Fan et al., 2012). Earl plaatst dit risico in de context van zwakke operationele IT-prestaties, en stelt dat in een 
dergelijke situatie management de neiging kan hebben om over te gaan op IT-outsourcing. Een gevaar is echter dat een IT-dienst slecht 
gemanaged wordt, en de operationele IT-prestaties niet zomaar beter worden door de dienst de outsourcen. Earl stelt dan ook dat een bedrijf 
eerst zelf goed in staat moet zijn om een IT-dienst te managen voordat besloten wordt om de dienst te outsourcen. Gebeurt dit niet bestaat de 
kans dat de dienstverlener zich terugtrekt op het moment dat het leert hoe zwak het management is vanuit de klant (Earl, 1996). 
 
  
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Ook bij ITC bestaat de kans dat de dienstverlener te maken krijgt met een klant die zelf niet goed in staat is om een dienst te managen. 
Samenwerking, één van de belangrijkste pilaren van ITC, kan als gevolg daarvan bijzonder stroef verlopen. Gesteld wordt dat het risico 
evenwel, en in een zelfde mate geldt voor ITC. 
 
[Provider does not provide the 
tools to export data] – 
samengevoegd risico 
Eén van de grootste maintainability risico’s is dat cloud computing dienstverleners niet-standaard interfaces gebruiken voor de klanten, wat 
reden is om na te gaan of de dienstverlener de mogelijkheid biedt om gegevens te importeren en exporteren (Ackermann et al., 2011), 
(Ackermann, 2012). Het niet aanbieden van standaard interfaces en/of tools om gegevens te exporteren kan gezien worden als een gebrek aan 
capabilities en/of services. Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial stability”. 
 
N.v.t. 
[Provider uses hidden sub-
contractors] – samengevoegd 
risico 
Dit door Ackermann benoemde risico wordt niet toegelicht, en ook de referenties leveren geen uitleg op (Ackermann et al., 2011). Volgens een 
onderzoeksartikel van Kern et al. wordt de inzet van subcontractors binnen traditionele ITO gezien als een laag tot middelmatig risico waarbij 
het een risico vormt voor klant en dienstverlener (Kern, Willcocks, & Lacity, 2002). Een door Kern et al. gegeven voorbeeld schetst een scenario 
waarbinnen de klant een dienst afneemt bij de dienstverlener en de dienstverlener door het gebruik van een niet-capabele subcontractor niet 
in staat is om de afspraken na te komen. Het niet kenbaar maken dat gebruik wordt gemaakt van subcontractors zou regels kunnen breken aan 
de kant van de klant. 
 
Dit risico is samengevoegd met het risico “Regulatory violations”. 
 
N.v.t. 
Regulatory violations Regulatory violations bestaat uit een aantal risico’s, te weten: “compliance risk”, “incomplete contracting”, “lack of awareness of where data is 
held”, “undefined ownership of data”, “provider uses hidden sub-contractors”. Gezien het feit dat de klant bij ITC zelf de regie heeft over de 
dienstverlening en daarmee in mindere mate afhankelijk is van de dienstverlener, wordt gesteld dat het risico “compliance risk” ook van 
toepassing is op ITC, maar in mindere mate. Ook bij ITC worden contracten getekend, dus “incomplete contracting” geldt ook als ITC-risico. 
Gezien het feit dat de klant bij ITC zelf de regie heeft over de dienstverlening en daarmee in mindere mate afhankelijk is van de dienstverlener, 
wordt gesteld dat de risico’s “lack of awareness of where data is held”, “undefined ownership of data” en “provider uses hidden sub-
contractors” ook van toepassing zijn op ITC, maar in mindere mate. 
 
Concluderend kan worden gesteld dat het algemene risico “regulatory violations” ook van toepassing is op ITC, maar in mindere mate. 
 
 - 
Security/privacy breach Het risico “security/privacy breach” heeft zoals in bijlage 6 is te zien te maken met aan beveiliging en privacy gerelateerde risico’s. Het is 
redelijkerwijs aan te nemen dat de 19 in deze tabel beschreven risico’s ook van toepassing zijn op ITC. Als voorbeeld, aanvallen kunnen ook 
door medewerkers van ITC-dienstverleners worden uitgevoerd binnen of buiten het netwerk van de klant, een onbeveiligde USB-stick van de 
klant kan door een ITC-medewerker worden meegenomen, en ITC-medewerkers zouden gevoelige gegevens naar een concurrent van de klant 
kunnen lekken. Aangezien de meerderheid van de risico’s waarschijnlijk van toepassing is, wordt gesteld dat het risico evenwel, en in een 
zelfde mate geldt voor ITC. 
 
  
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Service delivery problems 
 
“Service delivery problems” wordt door Ackermann et al. (Ackermann et al., 2011) genoemd als risico waarbij onder ander wordt verwezen 
naar onderzoek van Currie (Currie, 2003). Currie geeft als voorbeeld de situatie waarin een ITO-dienstverlener een 24x7 dienstverlening 
aanbiedt, maar hierbij niet altijd de garantie van 24x7 uptime kan bieden en waarbij door de ITO-dienstverlener ook geen onderzoek is 
uitgevoerd naar de risico’s waar men als dienstverlener tegenaan loopt bij het bieden van een dergelijke uptime. Ook blijkt volgens interviews 
uitgevoerd door Currie dat klanten veelal geen flauw benul hebben van de betekenis van een beschikbaarheid van “24x7” in relatie tot 
hetgeen de dienstverlener daadwerkelijk kan aanbieden, en wat de consequenties zijn wanneer de dienstverlener de aangeboden 
beschikbaarheid niet kan waarmaken. 
 
De context van dit onderzoek is IT, en bij IT komt technologie om de hoek kijken. Technologie kan falen, net als mensen die de technologie 
aansturen en gebruiken. Los van het soort dienst wat aangeboden wordt is het dus niet uit te sluiten dat bij ITO problemen optreden met 
betrekking tot levering van de dienst. Het is zeer aannemelijk dat dit feit toepasselijk is op alle geleverde diensten, door welke dienstverlener 
dan ook, in elke sector. Met grote nieuwsgierigheid kijk ik uit naar de eerste dienstverlener die 100% beschikbaarheid garandeert bij een 
dienst, en dit daadwerkelijk waar kan maken. Dit risico is in een zelfde mate van toepassing op ITC, want een planning-applicatie kan down zijn 
met als resultaat dat medewerkers van de dienstverlener niet (op tijd) worden ingezet bij de klant, mensen kunnen ziek worden, enz. 
 
  
Shirking 
 
“Shirking” is het opzettelijk ondermaats presteren en het verminderen van de geleverde service (Ackermann et al., 2011), (Elitzur et al., 2012), 
(Fan et al., 2012), (Jain & Natarajan, 2011), (Oh, Gallivan, et al., 2006), (Osei-Bryson & Ngwenyama, 2006), (L. Wang et al., 2008). 
Klanten zijn minder afhankelijk van de dienstverlener bij ITC dan bij ITO. Zie voor een onderbouwing hiervan de risico’s "Inflexibility regarding 
business change", "Regulatory violations", en "Supplier has too much power over the customer". Het is niet uit te sluiten dat een dienstverlener 
bij ITC mogelijk opzettelijk ondermaats presteert, maar aangezien de klant minder afhankelijk van de dienstverlener is wordt aangenomen dat 
dit risico in mindere mate van toepassing is op ITC. 
 
 - 
Single/Double moral hazard Moral hazard bestaat uit een aantal risico’s, te weten: single en double moral hazard, shirking, goal incongruence, en service debasement. 
 
“Moral” (moreel) wordt door het Mirriam-Webster woordenboek omschreven als: “concerning or relating to what is right and wrong in human 
behavior”. In ITO en ITC overeenkomsten spelen altijd 2 partijen: de klant en de dienstverlener. Een klant kan zaken doen met meerdere 
dienstverleners en vise versa, maar in de basis komt het neer op 2 partijen die een overeenkomst met elkaar hebben afgesloten. Wanneer één 
van deze partijen zich niet optimaal inzet wordt dit een single moral hazard genoemd (Elitzur et al., 2012). Het double moral hazard probleem 
wordt door dezelfde auteur omschreven als een resultaat van de situatie waarin beide partijen niet-waarneembare inspanning moeten leveren 
waarbij de inspanning van beide partijen positief aan de kwaliteit van de performance van het product gerelateerd zijn. De context van het 
artikel waarin Elitzur et al. dit in omschrijft is Information System Outsourcing waarbij producten geleverd of beheerd worden. “Shirking” en 
“service debasement”, het bewust ondermaats presteren, is een vorm van single moral hazard (B. A. Aubert et al., 2005), (B. A. Aubert et al., 
2005). Hetzelfde geldt voor “goal ingruence” wat het resultaat is van informatie-asymmetrie tussen klant en dienstverlener (Martens & 
Teuteberg, 2012), (Huber et al., 2013). 
 
 - 
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In tegenstelling tot ITO waar het kan voor komen dat een organisatie (op grote afstand van de klant) een dienst verleent en maar bijzonder 
weinig contact plaatsvindt tussen klant en dienstverlener, is dit bij ITC niet zo. Door de nauwe samenwerking is bij ITC is de inzet van de 
dienstverlener voor de klant inzichtelijk. Gesteld wordt dat ook bij ITC het kan voor komen dat één of beide partijen zich niet volledig inzetten, 
maar dat de kans dat dit gebeurt kleiner is dan bij ITO. 
 
Supplier employee 
turnover/burnout 
Met “supplier employee turnover/burnout” wordt verwezen naar het personeelsverloop binnen de organisatie van de dienstverlener. Hoge 
niveaus van ITO-succes zouden kunnen worden bereikt wanneer het personeelsverloop bij de dienstverlener laag is, en de dienstverlener de 
meest capabele mensen toewijst aan het account van de klant (Lacity et al., 2009). Het klinkt logisch dat een laag personeelsverloop bijdraagt 
aan ITO-succes want de medewerkers die zijn toegewezen aan het account van de klant doen nieuwe kennis op over de manier van werken bij 
de klant, de systemen, de processen, enz. Nieuwe medewerkers zullen een zelfde traject moeten doorlopen voor het opdoen van nieuwe 
kennis, en tot ze hetzelfde weten als de medewerkers die vertrokken zijn zal de klant te maken hebben met medewerkers vanuit de 
dienstverlener die over minder kennis beschikken. 
 
Ook bij ITC moeten medewerkers van de dienstverlener kennis opdoen over de klantorganisatie en het lijkt daarmee aannemelijk dat dit risico 
ook, en in een zelfde mate geldt voor ITC. 
 
  
[Supplier employees are 
inexperienced] – samengevoegd 
risico 
Onervaren medewerkers worden als risico gezien door meerdere auteurs. Lacity verzorgt geen toelichting en verwijst naar eerder uitgevoerd 
onderzoek door Earl (Lacity et al., 2009), (Earl, 1996). Earl stelt dat buiten het feit een klant mogelijk te maken krijgt met een dienstverlener die 
niet heel ervaren is, het ook kan voorkomen dat een klant als onderdeel van de overeenkomst minder ervaren medewerkers door de 
dienstverlener laat overnemen, en dan bij de afname van de dienst alsnog met deze minder ervaren medewerkers te maken krijgt die nu voor 
de dienstverlener werken. Tjader et al. schrijft dat een onervaren dienstverlener een negatief effect kan hebben op de klanttevredenheid 
(Tjader et al., 2014). Een gebrek aan ervaring komt overeen met een gebrek aan de benodigde capabilities. 
 
Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial stability”. 
 
N.v.t. 
Supplier employees have poor 
communication skills 
Bij dit risico verzorgt Lacity (Lacity et al., 2009) geen verdere toelichting en wordt niet verwezen naar eerder uitgevoerd onderzoek. 
Wüllenweber et al. benoemt ondermaatse communicatieve vaardigheden niet als risico, maar stelt wel dat communicatie de fundering is van 
relationele governance waarmee het belang wordt benadruk van communicatie (Wüllenweber et al., 2008). Ook Whitten et al. stelt op basis 
van eerder uitgevoerd onderzoek dat de kwaliteit van communicatie positief is gerelateerd aan de kwaliteit van de zakelijke relatie (Whitten & 
Leidner, 2006). 
 
Ook ITC-dienstverleners kunnen medewerkers in dienst hebben met ondermaatse communicatieve vaardigheden. Het lijkt daarmee 
aannemelijk dat dit risico ook, en in een zelfde mate geldt voor ITC. 
 
  
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Supplier goes out of business Ackermann et al. en Lacity et al. benoemen beide het risico dat een dienstverlener kan besluiten om het bedrijf op te heffen (Ackermann et al., 
2011), (Lacity et al., 2009). ITC is wat dit risico aangaat niet anders dan ITO; ook ITC-dienstverleners kunnen besluiten om te stoppen. Het lijkt 
daarmee aannemelijk dat dit risico ook, en in een zelfde mate geldt voor ITC. 
 
  
Supplier has too much power 
over the customer 
De dienstverlener kan onder andere te veel macht hebben over de klant als de klant een te groot vertrouwen heeft in de dienstverlener (Jain & 
Natarajan, 2011), maar ook als resultaat van technological lock-in (Oh, Gallivan, et al., 2006) en asset specificity (Gallivan & Oh, 1999), (Oh, 
Gallivan, et al., 2006), (Tjader et al., 2014), (Oh, Kim, et al., 2006), (Whitten & Wakefield, 2006), wederzijdse afhankelijkheid (Tjader et al., 
2014), (Bahli & Rivard, 2005), het gebrek aan controle over de dienstverlener (Heiskanen et al., 2008), (Lacity et al., 2009) of hoge switching 
costs (Whitten, Chakrabarty, & Wakefield, 2010). 
 
Het is aannemelijk dat een te groot vertrouwen in een dienstverlener ook kan plaatsvinden bij ITC. Technological lock-in en asset specificity 
lijken niet toepasselijk op ITC gezien het feit dat bij deze sourcing vorm geen assets worden overgenomen. De genoemde wederzijdse 
afhankelijkheid is technologisch van aard waarbij dit alleen in gaat op ITO. Als laatste kan geconcludeerd worden dat gebrek aan controle over 
de dienstverlener een aanzienlijk groter risico lijkt te zijn bij ITO dan bij ITC aangezien bij ITC de klant de regie heeft over de dienstverlening. 
 
Concluderend kan worden gesteld dat dit risico ook van toepassing is op ITC, maar in mindere mate. 
 
 - 
[Switching costs] – 
samengevoegd risico 
Hoge switching costs kunnen resulteren in “opportunistic behaviour” vanuit de dienstverlener (Gallivan & Oh, 1999). 
 
Dit risico is samengevoegd met het risico “Supplier has too much power over the customer”. 
 
N.v.t. 
Technological complexity Technologische complexiteit kan organisaties verwarren aangaande de wensen/eisen, het kan de planning van ITO-productie beïnvloeden, en 
het kan de kwaliteit van taakuitvoering beïnvloeden (Fan et al., 2012).  
 
De technologische complexiteit bij ITO kan veel groter zijn dan bij ITC aangezien bij ITO assets kunnen worden overgenomen die mogelijk nog 
moeten communiceren met bij de klant aanwezige assets. Aangezien ITC geen assets laat overnemen door de dienstverlener wordt gesteld dat 
dit risico niet van toepassing is op ITC. 
 
 X 
Technological indivisibility Lacity et al. verwijst naar het in 1996 uitgevoerde onderzoek van Earl (Earl, 1996) waarin Earl dit risico beschrijft als de situatie waarin IT-
componenten sterk van elkaar afhankelijk zijn, en het niet zomaar mogelijk is om een deel hiervan te outsourcen. Volgens Earl komt het met 
regelmaat voor dat meerdere ITO-dienstverleners zijn ingeschakeld, en het in geval van een storing lastig is om te achterhalen wie 
verantwoordelijk is voor het oplossen van het probleem omdat ITO-dienstverleners naar elkaar kunnen wijzen. 
 
Aangezien ITC geen assets laat overnemen door de dienstverlener en de klant de regie in handen heeft, wordt gesteld dat dit risico niet van 
toepassing is op ITC. 
 
 X 
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[Technological lock-in] – 
samengevoegd risico 
Een technologische lock-in door de dienstverlener kan resulteren in de situatie waarin de klant mogelijk een “gijzelaar” wordt, en te maken 
krijgt met een dienstverlener die opzettelijk ondermaats presteert door zich niet aan de contractuele eisen te houden (Oh, Gallivan, et al., 
2006). 
 
Dit risico is samengevoegd met het risico “Supplier has too much power over the customer”. 
 
N.v.t. 
[Theft of intellectual property] – 
samengevoegd risico 
Voor een beschrijving van dit risico, zie het risico “Infringement of IP rights”. 
 
Dit risico is samengevoegd met het risico “Loss/infringement of intellectual assets”. 
 
N.v.t. 
Transition failure “Incompatible systems, software and procedures” wordt door Ackermann et al. als risico gezien voor ITO (Ackermann et al., 2011). Lacity et al. 
houdt het bij een algemene vermelding dat mislukking van de transitie als risico gezien dient te worden voor ITO (Lacity et al., 2009). 
 
Ook bij ITC zal een transitie moeten plaatsvinden en ook al zijn de risico’s hierbij anders dan bij ITO door bijvoorbeeld de afwezigheid van een 
transitiefase waarbinnen assets worden overgedragen naar de dienstverlener, kan het nog steeds voor komen dat de transitie mislukt. Gesteld 
word dat door minder complexiteit dit risico ook van toepassing is op ITC, maar in mindere mate. 
 
 - 
Treating IT as an 
undifferentiated commodity 
IT zien als een middel wat geen differentiërende waarde oplevert wordt gezien als een groot risico. (Lacity et al., 2009), (L. P. Willcocks, Lacity, 
& Kern, 1999). IT levert meer en meer strategisch voordeel op, en ITO wordt alleen aangeraden in gevallen dat de klant niet over uniek 
intellectueel eigendom beschikt (Cronk & Sharp, 1995). 
 
Bij ITC worden geen assets overgenomen en blijft de regie bij de klant. De strategische flexibiliteit kan volgens Gallivan et al. wel afnemen in 
het geval van ITC, maar daarbij verwijst de auteur naar een specifiek geval van co-sourcing waarbij meerdere klanten samen een strategische 
alliantie aangaan met één dienstverlener, en daardoor beperkt worden in hun vrijheid om in zee te gaan met een andere alliantie om zo 
nieuwe technologische innovaties te kunnen implementeren (Gallivan & Oh, 1999). Deze situatie valt niet binnen de definitie van co-sourcing 
zoals in dit literatuuronderzoek gehanteerd. 
 
Gesteld wordt dat dit risico ook van toepassing is op ITC, maar in mindere mate en afhankelijk van het soort co-sourcing. 
 
 - 
[Uncertain level of service] – 
samengevoegd risico 
Elitzur et al. verwijst naar uitgevoerd onderzoek van Gupta et al. (Elitzur et al., 2012). Gupta et al. benoemt het feit dat dienstverleners 
regelmatig de exacte kwaliteit van te leveren producten en diensten verhullen in vage contractvoorwaarden wat kan resulteren in hogere 
kosten en lagere productiviteit (Gupta & Gupta, 1992).  
 
Het verhullen van een goede omschrijving van kwaliteit wordt gezien als het leveren van slechte service. Dit risico is samengevoegd met het 
risico “Poor supplier capability, service, financial stability”. 
 
N.v.t. 
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Uncontrollable contract growth De brondocumenten waarin dit risico oorspronkelijk vermeld schijn te zijn, zijn helaas niet in te zien. In een recent gepubliceerd artikel zonder 
IT-scope, wordt een dergelijke situatie omschreven als: “An exacerbating trend, as also experienced by the case-study company that we will 
focus on in this paper, was that with each contract renewal the service provider tended to increase the fixed cost, effectively exploiting the 
dependency of the company” (Ramkumar, Schoenherr, & Jenamani, 2016). Het vermoeden bestaat dat dit niet volledig overeen komt met wat 
Lacity et al. heeft geschreven (Lacity et al., 2009), maar als wordt uitgegaan van deze omschrijving is het aannemelijk dat dit risico ook van 
toepassing is op ITC, maar in mindere mate omdat vendor-lock bij ITC een minder groot risico is door het niet overdragen van assets naar de 
dienstverlener. 
 
 - 
[Uncontrolled updates] – 
samengevoegd risico 
Het geen invloed kunnen uitoefenen op de momenten waarop een dienstverlener updates doorvoert wordt als risico gezien voor ITO, en kan 
resulteren in functionaliteiten die na de update niet meer volgens behoren werken (Ackermann, 2012; Ackermann et al., 2011). Als de 
dienstverlener in staat is om tijdig naar haar klanten te communiceren over de aankomende update maar dit nalaat, dan wordt dit risico 
toegewezen aan een slechte services vanuit de dienstverlener. 
 
Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial stability”. 
 
 
N.v.t. 
[Undefined ownership of data] 
– samengevoegd risico 
Het niet gedefinieerd hebben wie eigenaar is van gegevens is een risico waar men bij ITO mee te maken kan hebben (Ackermann et al., 2011) 
en kan voor een klant resulteren in het bijkomende risico van regulatory violations.  
 
Dit risico is samengevoegd met het risico “Regulatory violations”. 
 
N.v.t. 
[Underperformance] – 
samengevoegd risico 
In het artikel van Ackermann et al. worden twee varianten van “underperformance” benoemd: “deliberate underperformance and service 
debasement” en “underperformance” (Ackermann et al., 2011). De eerste variant een andere verwoording is van het risico “shirking”, en de 
tweede variant wordt in een door Ackermann geschreven boek (Ackermann, 2012) verwoord als “Insufficient protection against 
underperformance”. Het boek verwijst naar 4 wetenschappelijke artikelen als bron voor dit laatstgenoemde risico. In geen van deze artikelen 
wordt dit risico echter als zodanig verwoord. In één van de artikelen wordt “performance” gerelateerd aan zogenoemde elastische applicaties 
in de cloud; applicaties die schaalbaar zijn (Zhang, Schiffman, Gibbs, Kunjithapatham, & Jeong, 2009). Walsh voegt hier het belang van een 
bovengemiddeld rigoureus “network contingency plan” aan toe omdat het belang van een beschikbare netwerkverbinding niet mag worden 
onderschat (Walsh, 2003). 
 
Dit risico is samengevoegd met het risico “Poor supplier capability, service, financial stability”. 
 
N.v.t. 
[Unprotected sensitive data in 
transmission and storage] – 
samengevoegd risico 
Door Ackermann et al. geplaatst in de categorie “general IT-security risks”, en niet toegelicht. Aangenomen kan worden dat voor de klant 
gevoelige informatie/gegevens door de dienstverlener verzonden zou kunnen worden over een niet/onvoldoende beveiligd netwerk, of 
opgeslagen kan worden op een niet/onvoldoende beveiligde locatie. 
 
N.v.t. 
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Dit risico is samengevoegd met het risico “Security/privacy breach”. 
 
[Vendor lock-in] – 
samengevoegd risico 
Vendor lock-in is een overkoepelende variant van risico’s zoals “technological lock-in” en “asset specificity”. Als door een specifieke reden de 
klant afhankelijk is geworden van een dienstverlener wordt gesproken over een vendor lock-in (Gallivan & Oh, 1999), (Kaiser & Hawk, 2004), 
(Lacity et al., 2009), (Oh, Gallivan, et al., 2006). 
 
Dit risico is samengevoegd met het risico “Supplier has too much power over the customer”. 
 
N.v.t. 
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Bijlage 6: groepering risico’s 
Risico’s (38) Samengevoegde risico’s 
Backlash from internal IT staff - 
Business uncertainty - 
Cultural differences between client and supplier - 
Data losses and insufficient recovery - 
Difficulty in managing remote teams - 
Excessive transaction costs - 
Incompatible systems, software and procedures - 
Inflexibility regarding business change - 
Lack of organizational learning - 
Lack of personalization functionality - 
Lack of trust - 
Loss of autonomy and control over IT decisions - 
Loss of control over data - 
Loss of in-house capability - 
No overall cost savings - 
Poor customer financial stability - 
Possibility of weak management - 
Shirking - 
Service delivery problems - 
Supplier employees have poor communication 
skills 
- 
Supplier employee turnover/burnout - 
Supplier goes out of business - 
Technological complexity - 
Technological indivisibility - 
Transition failure - 
Uncontrollable contract growth - 
Complexity of business processes High degree of interdependence with other processes 
Contractual risks 
Arguments regarding contract details 
Breach of contract by the vendor  
Competitive market 
Contract duration 
Endemic uncertainty 
Inflexible contracts  
Interpretation of performance metrics 
Coordination between client and vendor 
Dangers of an eternal triangle 
Inability to manage supplier relationship 
Hidden costs 
Coordination costs 
Costly modifications are necessary 
Loss/infringement of intellectual assets 
Loss of intellectual assets 
Infringement of IP rights  
Theft of intellectual property 
Opportunistic behaviour Biased portrayal by vendors 
Poor supplier capability, service, financial 
stability 
Insufficient maintenance and enhancements 
Lack of BPO governance experience 
Lack of reliability 
Limited scalability 
Loss of availability 
Network issues 
Outdated Technology Skills 
Poor planning 
Provider does not provide the tools to export data 
Supplier employees are inexperienced 
Uncertain level of service 
Uncontrolled updates 
Underperformance 
Regulatory violations Compliance risk 
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Incomplete contracting 
Lack of awareness of where data is held 
Provider uses hidden sub-contractors 
Undefined ownership of data 
Single/Double moral hazard 
Goal incongruence 
Lack of active management of the supplier on contract and 
relationship dimensions 
Supplier has too much power over the customer 
Over reliance on vendor 
Technological lock-in 
Interdependence between client and vendor expertise 
Loss of control over vendor  
Asset specificity 
Vendor lock-in 
Switching costs 
Security/privacy breach 
Attacks against accountability 
Attacks against authentication 
Attacks against authorization 
Attacks against availability 
Attacks against confidentiality 
Attacks against integrity 
Compromised data confidentiality 
Compromised data security 
Data leakage 
Disclosure of data by the provider 
Host-based attacks 
Insufficient accountability of performed actions 
Insufficient data privacy 
Insufficient seperation of coexisting users 
Loss of confidentiality 
Loss of integrity 
Misuse of data by provider 
Network-based attacks 
Unprotected sensitive data in transmission and storage 
Treating IT as an undifferentiated commodity 
Fuzzy Focus 
Loss of innovative capacity 
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Bijlage 7: begrippenlijst 
Begrip Omschrijving 
Asset “Elke resource of capability” (Cannon, 2011). 
BPO Business Process Outsourcing: “Het delegeren van een of meer volledige 
bedrijfsprocessen aan externe dienstverleners, met inbegrip van alle 
aanverwante middelen, zoals informatietechnologie (IT) en human 
resources (HR)” (Wüllenweber et al., 2008). 
Capability “Vertegenwoordigen het vermogen van een organisatie om resources te 
coördineren, te beheersen en ze toe te passen. Deze assets zijn niet direct 
aan te schaffen, en worden gecreëerd met de tijd als nieuwe kennis en 
ervaring wordt opgedaan” (Cannon, 2011). 
IT-capabilities Zie “Capability”, maar met een IT-context toegepast. 
Dienstverlener Zie “IT-dienstverlener”. 
IT-assets Zie “Asset”. 
ITC Domestic IT co-sourcing: Wanneer IT-werkzaamheden van de klant in 
nauwe samenwerking door klant en IT-dienstverlener worden uitgevoerd 
op het niveau dat de dienstverlener de IT-competenties van de klant kan 
vervangen of uitbreiden, en de regie van de dienstverlening bij de klant ligt.  
 
Als aanvulling op bovenstaande definitie geldt in dit document dat “de IT-
dienstverlener” een binnenlandse IT-dienstverlener betreft, en geldt in het 
algemeen dat uitbreiding van de IT-competenties van de klant het doel is en 
niet de vervanging hiervan. 
IT-dienstverlener Een organisatie die IT-diensten verleent aan één of meer externe klanten. 
IT-functie “Een IT-functie omvat een terugkerende activiteit, proces of dienst, en niet 
een discrete gebeurtenis zoals de aanschaf van een enkele eenheid van een 
off-the-shelf product of resource” (Goo et al., 2009) 
IT-resources Zie “Resources”, maar met een IT-context toegepast. 
ITO Domestic IT outsourcing: “Het aangaan van een dienstverlening met externe 
binnenlandse IT-dienstverleners voor de levering van sommige of alle IT-
functies van de organisatie. Een IT-functie omvat een terugkerende 
activiteit, proces of dienst, en niet een discrete gebeurtenis zoals de 
aanschaf van een enkele eenheid van een off-the-shelf product of resource” 
(Goo et al., 2009). 
Regie (ITC-context) Coördinatie, sturing en leiding door de klant van de eigen medewerkers, 
maar ook van de bij de dienstverlener ingehuurde medewerkers. 
Resource “Een generieke term die alle zaken omvat om de dienst te kunnen leveren, 
zoals mensen, informatie, applicaties, infrastructuur en financieel kapitaal” 
(Cannon, 2011). 
Risico Gevaar van schade of verlies. 
Service level “Een gemeten en gerapporteerd prestatie tegen één of meer service level 
targets” (Cannon, 2011). 
Service level 
agreement 
“Het contract tussen een klant en de IT-dienstverlener” (Cannon, 2011). 
Service level target “Een toezegging die is vastgelegd in een service level agreement” (Cannon, 
2011). 
 
 
