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Abstrakt 
 
Tato bakalářská práce se zabývá návrhem Linux serverového prostředí v infrastruktuře 
firmy založené na pracovních stanicích s operačním systémem Microsoft Windows a 
Linux   jako náhrada za původní Microsoft Windows Servery sloužící jako doménový 
řadič a groupware server. 
 
 
 
 
 
 
 
 
Abstract 
This bachelor's thesis engages in a proposal for a Linux based server environment, in a 
company infrustructure that is based on client desktops with Microsoft Windows and 
Linux operating systems, as a substitution for Microsoft Windows Servers serving as 
domain controller and groupware servers. 
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Úvod 
Velká část firem používá pro zajištění své informační infrastruktury komerční serverová 
řešení firmy Microsoft. Tato řešení poskytují koncovým uživatelům zaměstnancům 
firmy všechny služby, které od informační infrastruktury očekávají, od přihlašování a 
autentizaci uživatelů, přes vyhledávání informací, až po komunikační služby. 
Hlavním argumentem pro volbu komerčního řešení je kompatibilita mezi systémy na 
uživatelských stanicích a systémy serverové části infrastruktury. Drtivá většina 
uživatelských počítačů totiž používá operační systém z rodiny Microsoft Windows 
(verzi Vista, XP, 2000 či starší), proto existuje jistá naděje, že spolupráce se serverem 
vybaveným systémem Windows přinese méně problémů, než pokus o komunikaci dvou 
nezávislých platforem. Navíc je implementace takového komplexního řešení výrazně 
jednodušší a firma může využívat podporu řady konzultačních a implementačních 
společností. 
Současná tržní nabídka poskytuje jen velmi málo komplexních řešení založených na 
otevřených platformách systémů unixového typu, které by uspokojivě řešily potřeby 
firemních zákazníků. 
Jedním z cílů této práce je ukázat, že vybudování kompletní informační infrastruktury 
založené na systému Linux je v porovnání s komerčními řešeními používajícími 
Windows technicky možné, ekonomicky výrazně levnější a provozně srovnatelně 
složité. 
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1 Cíl práce 
Cílem této práce je návrh na řešení serverové infrastruktury založené na open source 
systémech Linux, které mají sloužit jako náhrada serverových produktů společnosti 
Microsoft v prostředí založeném na pracovních stanicích s operačními systémy 
Microsoft Windows XP a Linux.  
Účelem návrhu je finanční úspora při realizaci, sjednocení serverové infrastruktury z 
pohledu platformy OS, a využití doménového řadiče a groupware řešení pro Windows i 
Linux klienty v rámci fyzického oddělení od IT infrastruktury společnosti Siemens. 
Tato práce je určena pro řídicí pracovníky společnosti; chce je seznámit s dostupnými 
alternativami nejen z pohledu technických aspektů. Tato práce naopak nemá sloužit 
jako marketingový materiál propagující Linux nebo systému Microsoft Windows, pouze 
se (mimo jiné) snaží posoudit klady a zápory možných alternativ řešení. 
V kapitole 2 se budu zabývat popisem současného stavu informační infrastruktury ve 
firmě. V kapitole 3 popíši základní teoretická východiska, která je potřeba při návrhu 
řešení brát v úvahu. Kapitola 4 se věnuje konkrétnímu návrhu řešení pro firmu 
popsanou v kapitole 2. V kapitole 5 pak vyhodnocuji ekonomické přínosy navrženého 
řešení. 
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2 Analýza současného stavu 
V této části se budu zabývat popisem vybrané společnosti a analýzou, jak tato 
společnost v současné době využívá serverové služby. 
  
2.1 Informace o společnosti 
Firma iSEC byla založena jako nezávislá flexibilní společnost zaměřená na vývoj SW. 
Při založení došlo k oddělení od mateřské korporace Siemens, firma však stále využívá 
IT infrastrukturu Siemens. 
Je součástí nadnárodní společnosti s mateřskou organizací iSEC - IT Services and 
Enterprise Communications GmbH se sídlem v rakouské Vídni a s dalšími pobočkami 
v Maďarsku, Turecku. 
Díky nadnárodní působnosti může svým zákazníkům nabídnout konkurenceschopný 
poměr cena/výkon a zároveň udržet vysoký kvalitativní standard svých produktů a 
specializovaných projektově řízených služeb, mezi než patří zejména poradenství, návrh 
sítí, řízení projektů a dodávky zařízení pro podnikové komunikace na klíč. 
Pro oblast vybavení kontaktních center a dispečinků má firma k dispozici zkušené 
odborníky pro implementaci a integraci těchto systémů do stávajících struktur 
podnikových ERP systémů, CRM a dalších jiných úzce specializovaných technologií. 
Firmám zabývajícím se výrobou elektronických zařízení nabízí iSEC možnost 
outsourcingu výzkumu a vývoje (R & D) v oblasti software. Zde lze využít 
dlouholetých zkušeností se systémovou analýzou, návrhem architektury, testováním, 
řízením projektů nebo produkcí a správou různých softwarových verzí. 
Zákazníkům s požadavky na vytvoření software pokrývající jejich specifické procesy 
nebo potřeby, iSEC poskytuje službu vývoje software aplikací tzv. na míru s možností 
komplexních doplňkových služeb jako jsou lokalizace, vytvoření uživatelských 
manuálů a další. [1] 
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2.2 Analýza současné serverové infrastruktury 
2.2.1 Řadič domény 
Vzhledem k rozsáhlosti korporace Siemens, jejíž IT infrastrukturu společnost iSEC 
využívá, bychom asi těžko hledali komplexnější řešení pro centralizovanou správu, než 
jaké nabízí společnost Microsoft. 
Pro doménové řadiče jsou využívány produkty firmy Microsoft a to zejména Windows 
2003 Server. Každý doménový řadič poskytuje standardně služby DNS a DHCP 
serveru. Společnost je připojena do korporátní sítě Siemens, která obsahuje tisíce DC a 
stovky subdomén, které v sobě replikují své DC. 
Služba Active Directory představuje základní pilíř centralizované správy v prostředí 
serverů. AD ve společnosti obsahuje tisíce objektů, se kterými mohou administrátoři 
manipulovat. 
Pro společnost je typické rozdělení DC dle zeměpisných lokací, v případě výpadku 
např. brněnského DC převezme okamžitě jeho úlohu pražský DC. Vzhledem k 
rozsáhlosti sítě má také každý DC svůj DHCP server. 
 
 
 
Obr. 1: Orientační ukázka doménové struktury korporace Siemens  
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2.2.2 Microsoft Exchange Server - Groupware 
Microsoft Exchange Server je softwarový produkt společnosti Microsoft. Mezi jeho 
hlavní vlastnosti patří příjem a odesílání poštovních zpráv, správa kalendáře (ať už 
sdíleného nebo kalendářů jednotlivých uživatelů) a kontaktů (opět mohou existovat 
sdílené adresáře, stejně jako adresáře pro jednotlivé uživatele), sdílení veřejných složek 
s řízením přístupu, možnost přístupu do poštovních schránek přes webové rozhraní, 
přístup k systému pomocí mobilních zařízení a vlastnost datového úložiště. 
Přesně k těmto výše popsaným účelům je Microsoft Exchange Server používán. 
Úložiště jsou umístěny opět dle jednotlivých zeměpisných lokací poboček společnosti.  
2.2.3 Klientské stanice Windows XP a Linux 
Ve společnosti se využívají mimo uživatelských počítačů s operačním systémem 
Microsoft Windows XP také počítače s OS Linux. Některé provozované činnosti totiž 
nasazení systémů Linux přímo vyžadují.  
Uživatelé využívající OS Linux jsou omezeni nutností využívat alternativní poštovní 
klienty, které obvykle nejsou plně kompatibilní s Microsoft Exchange. Taktéž nemohou 
být přihlášení do společné domény. 
2.2.4 Clearcase - klient a server 
Přibližně 90 % zaměstnanců společnosti tvoří vývojáři softwaru, kteří pro svou práci 
využívají produkt IBM Rational Clearcase. CC servery jsou ve společnosti 
nainstalovány na komerčních distribucích Linux/UNIX.  
Autentizace uživatelů klientských stanic Windows XP vůči Clearcase serverům je 
řešena napojením SAMBY bežící na CC serveru na DC Windows Server. Tedy 
SAMBA si ověřuje práva přistupujícího uživatele vůči DC. Jako příklad uvádím 
položku password server, což je DC Windows Server z konfiguračního souboru 
SAMBY smb.conf. 
 
Ukázka konfiguračního souboru smb.conf CC serveru (vzhledem k bezpečnosti jsou 
některé údaje pozměněny) : 
 [global] 
        workgroup = ISEC 
        netbios name = CCSERVER1 
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        security = ADS 
        realm = ISEC.DOMENA.NET 
        client use spnego = yes 
        password server = passserver.isec.domena..net * 
        wins support = No 
        wins server = passserver.isec.domena.net 
        username map = /etc/samba/smbusers 
        max open files = 30000 
        browseable = yes 
 
        # CERT mandatory(!) 
        encrypt passwords = Yes 
        guest account = nobody 
        guest ok = no 
        restrict anonymous = 2 
        null passwords = no 
 
        # domain connection mandatory(!) 
        preferred master = No 
        local master = No 
        domain master = No 
        os level = 0 
        browse list = No 
        dns proxy = No 
        msdfs root = No 
        host msdfs = No 
 
        # various other settings 
        server string = iSEC ClearCase (Linux/Samba) 
        load printers = No 
 
        log file = /var/log/samba/%m.log 
        max log size = 100 
 
        socket options = TCP_NODELAY SO_SNDBUF=8192 SO_RCVBUF=8192 
        oplocks = No 
        kernel oplocks = No 
        level2 oplocks = No 
        winbind use default domain = yes 
 
[vobstore] 
        path = /samba/exports/vobstore 
        valid users = @cmi, @smegwv, @spiritus, @aqua 
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        write list =  @cmi, @smegwv, @spiritus, @aqua 
        comment = ClearCase VOBs 
        create mode = 0664 
        directory mode = 0775 
 
V případě autentizace linuxových klientů existuje samostatná Linux LDAP služba 
(databáze) právě pro podporu těchto uživatelů.  
Clearcase ve společnosti tvoří nedílnou součást prostředků pro podporu vývoje. 
V návrhu řešení budu počítat s implementací resp. překonfigurováním stávajících CC 
serverů do nové infrastruktury. 
 
2.3 SWOT analýza současného řešení. 
SILNÉ STRÁNKY 
V komplexní správě – administraci struktury: 
 • výhody protokolu Active Directory 
• centralizovaná správa služeb adresářových, tiskových, souborových, 
terminálových, RAS, DNS, DHCP, WINS, ISS a veškerých serverových 
řešeních nabízené společností Microsoft. 
 • unifikované rozhraní pro administraci  
• možnost komplexně administrovat tisíce objektů v různých zeměpisných 
lokacích s různě provázanými autorizacemi, právy mezi doménami 
• jednodušší implementace a administrace  
• komerční podpora v národním jazyce  
V pohledu na lidské zdroje: 
• díky komplexitě řešení není nutná specifická znalost prostředí ⇒ snazší 
předání pravomocí při odchodu správce struktury 
• menší náklady za správu struktury 
 
SLABÉ STRÁNKY 
 • cena 
• CC server instalovaný na Windows Serveru – využití paměti, skriptování, 
stabilita 
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 • závislost uživatelů CC na DC  
 • zpravidla velké problémy při aplikaci patchů a service packů na servery 
•  vzhledem k velikosti struktury nutnost delegace práv, group policies ⇒ 
lokální administrátoři jsou nutností (jedna z desítek subdomén obsahuje 
stovky DC) 
• v případě chyby v jednom doménovém řadiči se těžko dohledává chyba 
v rámci rychlé replikace 
• s růstem objektů ve struktuře složitost správy 
• restarty při aktualizacích 
• nekompatibilita s Linux klienty / servery 
• špatné dohledávání problémů – absence log souborů 
• do Windows domény není možné připojit klientské PC na OS Linux 
• dvě nezávislé databáze uživatelů pro potřeby autentizace 
 
 
 
PŘÍLEŽITOSTI 
 • podpora Active Directory v Sambě (Samba 4) 
 • oddělit od sebe strukturu na dílčí části 
RIZIKA 
 • využití produktů jedné téměř monopolní společnosti 
 • bezpečnostní rizika – problémy s aplikováním záplat 
 
 
2.4 Shrnutí analýzy současného stavu 
Ze SWOT analýzy vyplývá, že současnému řešení by pomohla implementace AD do 
Samby. Vzhledem k velikosti struktury by dále bylo vhodné rozdělení na více dílčích 
částí a tím zjednodušení správy. K rizikům patří bezpečnost, problémy s aplikováním 
záplat – nutnost restartů, využití produktu jedné téměř monopolní společnosti. 
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K velkým výhodám patří veškeré bohaté možnosti protokolu AD, snadná administrace a 
kompatibilita s ostatními produkty firmy Microsoft, z pohledu lidských zdrojů pak 
úspora financí vynaložených na správu systému.  
K nesporným nevýhodám patří cena celého řešení, nevhodnost implementace CC 
serveru na Windows Serverech, čímž se dostáváme k použití OS UNIX-Linux, 
k problematice autentizace uživatelů a podpory AD v Sambě. Vzhledem k velikosti 
struktury je zde nutnost najímání lokálních administrátorů.  
Z pohledu administrátora infrastruktury je zřejmé, že možnost dohledání problémů 
značně zhoršuje omezený přístup k systémovým i aplikačním log souborům. Je třeba 
také zmínit, že servery MS Windows Server mají vyšší nároky na hardware, což zvyšuje 
náklady pořizovací a náklady nutné k údržbě a obnově morálně zastarávajících serverů. 
Některá vývojová prostředí využívaná zaměstnanci společnosti navíc vyžadují prostředí 
OS Linux, které není Windows doménou podporováno. 
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3 Teoretická východiska a nejnovější poznatky z literatury 
V této části popíši základní prvky serverové infrastruktury, zaměřím se na používané 
operační systémy a služby, které v dané oblasti tyto systémy poskytují. 
3.1 Teorie serverů a operačních systémů  
Operační systém je v informatice základní programové vybavení počítače (tj. 
software), které je zavedeno do paměti počítače při jeho startu a zůstává v činnosti až do 
jeho vypnutí. Skládá se z jádra (kernel) a pomocných systémových nástrojů. Hlavním 
úkolem operačního systému je zajistit uživateli možnost ovládat počítač, vytvořit pro 
procesy stabilní aplikační rozhraní (API) a přidělovat jim systémové zdroje. Operační 
systém je velmi komplexní software, jehož vývoj je mnohem složitější a náročnější, než 
vývoj obyčejných programů. 
Server je v informatice obecné označení pro počítač, který poskytuje nějaké služby 
nebo počítačový program, který tyto služby realizuje. V unixových systémech je 
označován jako démon (anglicky daemon), v Microsoft Windows pak jako služba 
(anglicky service).[4] 
3.1.1 Linux  
Linux je jádrem (kernelem) několika počítačových operačních systémů. Je známým 
příkladem svobodného softwaru – na rozdíl od proprietárních operačních systémů jako 
Microsoft Windows či Mac OS je celý jeho zdrojový kód volně k dispozici pro 
veřejnost a kdokoli jej může svobodně používat, upravovat a dále distribuovat. 
Ačkoliv termín Linux značí Linuxové jádro, často se používá pro označení celých 
unixových operačních systémů (též označováno jako GNU/Linux, viz níže), které 
sestávají z Linuxového jádra a zároveň z knihoven a nástrojů z projektu GNU, ale i z 
dalších zdrojů. V nejširším významu linuxová distribuce uceleně spojuje základní 
systém s velkým balíkem aplikačního softwaru, a navíc často zajišťuje uživatelsky 
přívětivou instalaci a následné aktualizace. 
Zpočátku byl Linux vyvíjen a používán zejména jednotlivými nadšenci. Časem ale 
získal podporu velkých společností jako IBM, Hewlett-Packard, Nokia a Novell pro 
využití na serverech, a poslední dobou získává popularitu i na desktopovém trhu. 
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Zastánci a analytici připisují jeho úspěch nezávislosti na dodavateli, nízkých nákladech, 
flexibilitě, bezpečnosti a spolehlivosti. 
Linux byl původně vyvíjen pro počítače s procesory architektury i386 (tedy 80386 a 
kompatibilními). Dnes ale podporuje všechny populární počítačové architektury i 
mnohé z těch méně obvyklých. Používá se v řadě zařízení od embedded systémů (jako 
mobilních telefony, roboti či multimediální přehrávače) přes osobní počítače až po 
superpočítače. Zatímco na trhu s osobními počítači je podíl Linuxu malý, pohybující se 
mezi 0,5 % až 3 %, mezi superpočítači naopak Linux výrazně převažuje.  
Linuxové jádro a mnoho dalších GNU komponent je licencováno pod GNU General 
Public License (GPL).  
Zdrojové kódy software pod GPL mohou být svobodně upravovány a používány, šířeny 
však musí být opět pod GPL (jestliže se je rozhodnete dále šířit), avšak binární formy 
software používající GPL mohou být poskytovány za libovolně vysokou úplatu. Ostatní 
subsystémy mohou mít jiné licence, ale všechny spadají do kategorie svobodného 
softwaru/open source. Některé knihovny například mají volnější licenci LGPL. 
Ochrannou známku Linux (č. 1916230) na „software počítačového operačního systému, 
který usnadňuje práci s počítačem“ vlastní Linus Torvalds, autor původního jádra. 
Licencování této ochranné známky nyní obstarává Linux Mark Institute (LMI). [5] 
 
3.1.2 Microsoft Windows  
Microsoft (původně Micro-soft, nyní Microsoft Corporation) je největší softwarovou 
firmou na světě. Tato americká společnost sídlí na západním pobřeží USA ve městě 
Redmond. Pobočky a zastoupení má po celém světě. Vznikla v roce 1975, kdy ji založili 
Bill Gates a Paul Allen. Je zajímavá z několika hledisek: 
• je největším výrobcem softwaru na světě 
• má dominantní postavení na trhu operačních systémů a kancelářských 
aplikací 
• její zakladatelé dnes patří mezi nejbohatší obyvatele této planety 
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Microsoft nabízí velmi širokou škálu programového vybavení, mezi jejich OS patří: 
• Microsoft Windows – klíčovým produktem jsou graficky orientované 
operační systémy, které jsou dodávány pod značkou Microsoft Windows. 
Z mnoha existujících verzí je v současnosti nejrozšířenější Windows XP. 
Na přelomu let 2006/2007 byla vydána verze Windows Vista 
(multilicenční anglická verze pro velké zákazníky vyšla koncem roku 
2006, „krabicová“ verze byla oficiálně vydána 30. ledna 2007; česká pak 
1. března). 
• Microsoft Windows Server – serverová řada Windows založená 
Windows NT 3.5, která dnes existuje jako samostatná řada operačních 
systémů pod označením Windows Server. V současné době jsou 
nejrozšířenější Windows Server 2003 a postupně je nahrazuje nový 
systém Windows Server 2008. 
• Microsoft Windows Mobile – speciální upravená verze Windows pro 
přenosná zařízení většinou s procesorem ARM koncipovaná jako chytrý 
telefon (Smartphone) nebo PDA. Windows Mobile bývají nasazovány 
zejména do zařízení malých rozměrů o velikosti dlaně lidské ruky 
(kapesní přístroj). 
• Microsoft Windows Embedded – řada Windows vycházející ze systémů  
• Windows CE - systém pro středně výkonný HW pro ovládání zařízení 
nebo do přístrojů pro sběr dat. 
• Windows XP Embedded / Windows 2000 Embedded – speciální řada 
Windows upravena do modulární podoby s možností výběru komponent 
a ovladačů. [6] 
 
3.2  Teorie serverových služeb 
V této části popíši základní služby, které poskytují servery v rámci řešené problematiky 
a to řadič domény, groupware a IBM Rational Clearcase. 
Server je v informatice obecné označení pro počítač, který poskytuje služby nebo 
počítačový program, který tyto služby realizuje. 
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3.2.1 Řadič domény, LDAP a DHCP server 
3.2.1.1 Řadič domény 
Doména je skupina počítačů v síti, které jsou spravovány jako jednotka se společnými 
pravidly a postupy. Řadiče domény poskytují uživatelům sítě a počítačům v síti službu, 
která řídí interakci uživatelů s doménou včetně procesu přihlášení uživatele, ověřování a 
vyhledávání. Každá doména musí obsahovat alespoň jeden řadič domény. 
Při vytváření prvního řadiče domény v organizaci vytváříte první doménu (označovanou 
jako kořenová doména) a první doménovou strukturu. Přidáním dalších řadičů domény 
do existující domény můžete dosáhnout odolnosti vůči chybám, zlepšit dostupnost 
služeb a lépe vyrovnávat zatížení existujících řadičů. 
Instalací řadiče domény můžete také vytvořit novou podřízenou doménu. Chcete-li 
vytvořit novou doménu, která bude sdílet souvislý obor názvů s jednou či více 
doménami, vytvořte novou podřízenou doménu. To znamená, že název nové domény 
bude obsahovat celý název nadřazené domény. Například doména prodej.nazevfirmy.cz 
bude podřízena doméně nazevfirmy.cz.  
Novou větev vytvoříte, pouze pokud potřebujete vytvořit doménu, jejíž obor názvů 
DNS (Domain Name System) nesouvisí s ostatními doménami v doménové struktuře. 
To znamená, že název kořenové domény nové větve (a všech jejích podřízených 
domén) neobsahuje úplný název nadřazené domény. Doménová struktura může 
obsahovat jednu či více větví. [15] 
3.2.1.2 LDAP 
Jedná se o adresářovou informační službu. V praxi to například znamená seznam lidí 
firmy, jejich přihlašovací jména, domovské adresáře, osobní informace, jména jejich e-
mailů nebo čísla telefonů. LDAP může stejně tak dobře uchovávat nastavení 
uživatelských programů. Data se nemusejí nutně vztahovat na osoby, protokol může 
pomoct vyhledat různé přístroje ve velké firemní síti (např. fax nebo tiskárnu) a zobrazit 
jejich umístění či obsahovat různé číselníky (budov, pracovišť atd.).  
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Obr. 2: Znázornění LDAP stromu [7] 
LDAP je jednoduchý a dobře navržený protokol umožňující nejen klást dotazy, ale i 
vkládat, modifikovat a mazat záznamy. Celou službu je možno si představit jako veliký 
strom či adresář na souborovém systému, který obsahuje celý svět. Tento strom 
obsahuje záznamy (entries).  
Každý záznam musí mít definovány atributy (attributes) - povinné a volitelné. Ty 
definujeme pomocí objektů (object class), které jsou nadefinovány na serveru. 
Standardně je nadefinováno jen několik základních objektů typu person nebo 
organization. Další se již musí definovat samostatně (dle aplikace, která to vyžaduje). 
Každý záznam (entry) ve stromu má jedinečné jméno, tzv. "distinguished name" neboli 
"DN". Příklad DN:  
o=Firma ABC, s.r.o., c=CZ  
Prvním záznamem je třída "country", která má pouze jeden povinný atribut "c". Níže ve 
stromu je třída "organization", která má také jeden povinný atribut "o". Tak to jde dále - 
pod organizací je organizační jednotka (organization unit) atd. Jednotlivé záznamy se v 
DN oddělují čárkami - mezera za čárkou není nutná.  
Jistě si řeknete, jak je možné, aby LDAP umožňoval prohledat celý svět. Samozřejmě,  
že každý LDAP server má na starosti určitou část (většinou je to právě konkrétní firma) 
- říkáme, že server má určenou základní DN (base DN) zónu. Je to podobné jako u 
DNS. Většina klientů je schopna vracet dotazy v tzv. LDIF (LDAP Data Interchange 
Format) formátu, který umí servery zase exportovat a importovat, což významnou 
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mírou napomáhá distribuci a modifikaci dat. Ačkoliv je to textový formát, některé třídy 
mají binární atributy (např. třída jpegPhoto) a umožňují ukládat binární data (za pomocí 
kódování). Příklad takového LDIF záznamu:  
 
dn: cn=lzap, ou=Informatika, o=Firma ABC, s.r.o., c=CZ 
objectClass: top 
objectClass: person 
objectClass: organizationalPerson 
objectClass: inetOrgPerson 
cn: lzap 
givenName: Lukas 
sn: Zapletal 
mail: Lukas.Zapletal@firma.cz 
description:  text 
 
Výhodou tohoto řešení je možnost velmi efektivně nastavovat přístupová práva 
(dokonce i na jednotlivé atributy objektů). LDAP servery nabízejí také autentizaci a 
dokonce i přes SSL, takže se o svá data nemusíte bát. Systém LDAP umožňuje 
replikaci, takže můžete zátěž rozprostřít na více serverů.  
A jaká má LDAP využití v praxi? Asi nejvýznamnější je autentizační funkce. Server 
bude znát jména i hesla uživatelů a bude autentizovat veškeré účty v síti (poštovní, ftp 
apod.).  
Výhodou je, že uživatelé budou mít na všechno jedno jméno a heslo. Dají se tak 
pohodlně "synchronizovat" uživatelské účty na různých systémech (např. NOVELL 
nebo NT). Větší firmy mohou LDAP využít k vyhledávání informací o objektech v síti 
(osoby, e-maily, tiskárny, faxy...). K prohledávání e-mailů stačí správně nakonfigurovat 
poštovní program - většina z nich LDAP podporuje (Pegasus, Outlook, Netscape, 
Mozilla apod.). 
Když už píšu o Netscape - jejich Navigator 4.5 nebo vyšší si umí přes LDAP (pokud 
máte na LDAP serveru příslušné objekty a nastavená práva, u Netscape tomu říkají 
Roaming Access) uložit konfiguraci (adresář, cookies, filtry, záložky, historie, 
certifikáty...). což je velmi výhodné nejen pro toho, kdo cestuje. 
Na Linuxu máme jako vždy několik možností. Co se týče serveru, bude pravděpodobně 
nejjednodušší použít OpenLDAP server, který vyvíjí open source komunita. Kdo chce, 
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může začít s původním SLAPD serverem Michiganské univerzity nebo použít jednu z 
komerčních distribucí např. od Innosoftu. [7] 
 
3.2.1.3 Active Directory 
Active Directory je implementace adresářových služeb LDAP firmou Microsoft pro 
použití v prostředí systému Microsoft Windows. Active Directory umožňuje 
administrátorům nastavovat politiku, instalovat programy na mnoho počítačů nebo 
aplikovat bezpečnostní aktualizace pohodlně v celé organizační struktuře.  
Active Directory ukládá své informace a nastavení v centrální organizované databázi. 
Adresářová služba Active Directory je rozšiřitelná a škálovatelná adresářová služba, 
která umožňuje efektivně uspořádat síťové prostředky  
•  vyžaduje instalaci služby DNS  
• je založena na standardních internetových protokolech 
• jednoznačně definuje strukturu sítě 
• organizuje skupiny počítačů a domén 
 
Služba Active Directory obsahuje logické i fyzické struktury součástí sítě. 
a) Logické 
• Organizační jednotky: podskupiny domén, které často odpovídají 
obchodní nebo řídicí struktuře organizace 
• Domény: skupiny počítačů sdílejících společnou adresářovou databázi 
• Stromy domén: jedna nebo více domén sdílejících souvislý obor názvů 
• Lesy domén: jeden nebo více stromů domén sdílejících společné 
adresářové informace 
b) Fyzické 
• Podsítě: síťová skupina se specifickým rozsahem adres IP a masky 
podsítě 
• Sítě: jedna nebo více podsítí, slouží ke konfiguraci přístupu k adresářové 
službě a replikací 
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Logické struktury pomáhají při organizaci objektů adresářové služby a při správě účtů a 
sdílených prostředků sítě. Fyzické struktury usnadňují komunikaci v síti a fyzicky 
ohraničují prostředky sítí. 
 
Charakteristika AD: 
• Základní jednotka AD, tvoří ji min. 1 DC 
• Je bezpečnostní hranice ve struktuře Active Directory 
• Reprezentuje replikační hranici 
• Má jednoznačné označení 
• Má vlastní zásady zabezpečení 
• Vytváří vztahy důvěry s ostatními doménami 
 
V případě, kdy jedna nebo více domén sdílejí stejná adresářová data, nazývají se LES. 
Doménový strom 
• Hierarchické spojení domén vytvořené vztahem rodič-potomek 
• Všechny domény v doménovém stromu sdílejí stejný jmenný prostor 
  (root namespace) 
• Uživatelé mohou prohledávat informace v rámci doménového stromu 
• Schéma je stejné v rámci doménového stromu 
Les 
Spojená skupina doménových stromů, která: 
• Používá stejné schéma 
• Sdílí stejný Globální Katalog 
• Je spojená důvěrou Kerberosu 
• Velmi užitečné pro pobočky firem, které vyžadují autonomii v 
administrativních úlohách 
• Poskytuje prostor pro více internetových jmen  
• Dovoluje jednoduché spojování a prodej firem 
•  Umožňuje jednoduše společnostem spolupracovat bez nutnosti změny 
jmen 
 [2] 
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3.2.1.4 DHCP server 
S nainstalovaným a nakonfigurovaným DHCP (Dynamic Host Configuration Protocol) 
serverem ve vaší síti, mohou klientské stanice s nastavením DHCP na „zapnuto“ získat 
IP adresu a související konfigurační parametry vždy při pokusu o připojení do sítě.  
Jednou z hlavních předností DHCP je, že DHCP servery minimalizují čas při re-
konfiguraci síťových stanic v doméně. DHCP zjednodušuje administraci, a to nejen tím, 
že automaticky přiděluje klientům IP adresy (což zajišťuje eliminaci konfliktů, při 
kterých by více počítačů v síti používalo stejnou IP adresu), ale také předáním 
informací o výchozí bráně, DNS a WINS serverech. 
3.2.2 Groupware 
Pojem groupware nelze definovat jen jako technologii nebo naopak jako skupinu 
aplikačních programů. Je to celkový systematický přístup k práci s informacemi v rámci 
skupiny. 
Jak se postupem času vyvíjí a mění způsob práce ve skupině, je nezbytné, aby systém 
groupware umožňoval správu dokumentů a dat, výměnu elektronických zpráv, 
vytváření diskusních skupin a celkově systémové pojetí práce s informacemi v takové 
podobě, kterou pracovní skupina ke své činnosti potřebuje. 
Z věcného hlediska se jeví jako účelné vymezit tři základní funkce při práci 
s informacemi: 
• komunikace 
• spolupráce 
• koordinace 
 
Komunikace 
Význam komunikace spočívá v přenosu zpráv. V rámci podniku existují různé způsoby 
komunikace, některé jsou více formální (porady, jednání, oběžníky), jiné méně (tel. 
rozhovory, setkání na chodbě). Komunikace je buď verbální (písemná či ústní) nebo 
vizuální (obrázky, náčrtky apod.) 
 • Elektronická pošta 
Přenos elektronických zpráv se uskutečňuje mezi osobami navzájem, 
mezi osobami a aplikacemi a mezi aplikacemi. Elektronická pošta je 
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založena na asynchronním přenosu. Zprávy mohou obsahovat informace 
jednoduché či složité, které jsou určeny jedincům či skupinám.  
• Elektronický seznam 
Je třeba zdůraznit, že nezbytným prvkem pro řádný chod groupware je 
elektronický seznam všech účastníků v groupware včetně jejich práv a 
povinností.  
 
 
Spolupráce 
Lze říci, že základem pro spolupráci je společný prostor např. zasedací místnost, černá 
tabule, flipchart nebo nějaký jiný prostor „on line“. Podstatným rysem spolupráce je, že 
tento prostor vytváří nezbytné médium pro řízení nápadů, které vznikají při kontaktu 
lidí. Prostor spolupráce vytváří rámec, ve kterém celková relace převyšuje sumu 
individuálních zkušeností účastníků. 
 • Sdílená báze dat 
Nabízí společný virtuální pracovní prostor. Tento virtuální prostor je 
určen pro skupinu, a umožňuje, aby spolu členové skupiny sdíleli 
informace a myšlenky. Technologie sdílených bází dat jsou založeny na 
modelu, který umožňuje uživateli vybírat informace podle svých potřeb. 
Jiným aspektem, kterým lze oddělit technologie sdílených bází dat od 
elektronické pošty je ten, že zprávy nejsou řazeny chronologicky, ale 
podle diskusních témat, referenčních dokumentů, různých argumentů 
apod. Tzn., že určitá znalost je zobrazována podle společné struktury.  
I když je dodáván společný pohled na bázi dat, navrhují se rozdílné 
formy prezentace, které umožňují lépe odpovědět potřebám účastníka. 
Např. prezentace v oddělení marketingu může být podle klientů nebo 
podle segmentu trhu. Každá maska vytváří rozdílný pohled, slouží 
k vizualizaci úkolu, který je v rámci skupiny realizován.  
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Koordinace 
Dosud jsme se zabývali tím, jak skupiny lidí komunikují a spolupracují. Podstatným 
rysem je, že tyto činnosti jsou většinou nestrukturované. Zprávy jsou vysílány 
příležitostně a jsou využívány v případě potřeby. 
Drtivá většina pracovních aktivit je však mnohem více strukturovaná. Např. v žádném 
podniku se neočekává dobrovolná spolupráce zaměstnanců při oběhu účetních dokladů. 
Naopak jsou přesně definována pravidla jakým způsobem probíhá oběh dokladů, kdo je 
ověřuje atd.  
Tato pravidla zahrnují účast velkého počtu lidí, určují koordinaci mezi osobami, aby 
bylo dosaženo požadovaného cíle. Předem definovaný pracovní postup vyžaduje 
koordinaci jedinců, pro dosažení strukturovaných cílů v daném pořadí a ve vymezeném 
čase. Zde nastupují systémy, které označujeme jako workflow. Při automatizaci oběhu 
dokladů se definují formuláře, specifikují se operace a způsob předávání těchto 
formulářů, podmínky pro uzavírání formulářů atd. 
[8] 
 
 
3.2.3 IBM Rational Clearcase 
Při vývoji produktu běžně dochází k situaci, kdy je nutné se vrátit o pár kroků zpět.V 
případě, že se jedná o pouhých pár řádků kódu, stačí tuto situaci vyřešit prostředky 
vývojového nástroje (editoru), například použitím funkce „Zpět“. Mnohem častěji však 
nastane případ, kdy není možné nebo vhodné tento postup aplikovat. Tato situace může 
nastat v momentu, kdy je zapotřebí verze kódu, která je stará několik dní. Právě tuto 
úlohu zajišťuje produkt IBM Rational Clearcase. 
Firma IBM Rational Software dodává rozšiřitelné řešení pro konfigurační management, 
jehož základní verzí je ClearCase LT, které ale umožňuje hladký přechod na enterprise 
úroveň reprezentovanou systémem ClearCase a ClearCase MultiSite. Je také schopno 
spolupracovat s řadou dalších vývojářských nástrojů od IBM Rational Software, mezi 
než patří IBM Rational ClearQuest – nástroj pro sledování změn a chyb – a Unified 
Change Management, který je procesem pro řízení změn. 
ClearCase MultiSite umožňuje vyvíjet paralelně mezi geograficky oddělenými týmy. 
Poskytuje automatizovanou replikaci projektové databáze a transparentní přístup ke 
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všem softwarovým prvkům a artefaktům. Usnadňuje distribuovaný vývoj mezi 
pracovišti připojenými do sítě i pracovišti, které na síť připojeny nejsou, 
prostřednictvím aktualizačního mechanizmu podporujícímu jak síť, tak i přenosy ze 
zálohovacích zařízení. ClearCase MultiSite se může pochlubit vysokou spolehlivostí, 
které dosahuje automatickým opakovaným posíláním informací během poruch sítě a 
obnovuje úložiště v případě selhání systému.[3] 
 
 
3.3 Náhrada SW v rámci přechodu na LINUX 
V této části se věnuji popisu nabízených alternativ OS a groupware řešeních. 
3.3.1 OS - Linuxové distribuce 
V této části se zaměřím na výběr linuxové distribuce. Rozhodujícím faktorem pro výběr 
je cena, stabilita distribuce, kompatibilita s komerčními serverovými aplikacemi a  
možnost využití komerční podpory. 
 
3.3.1.1 Centos 5 
 
CentOS projekt je název organizace, která vyvíjí CentOS OS Linux a není součástí 
žádné jiné organizace. Mezi typické uživatele patří organizace i jednotlivci, kteří 
nepotřebují pro dosažení úspěšného provozu silnou komerční podporu. 
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Mezi jeho hlavní rysy patří: 
• CentOS 5 je postaven z veřejně dostupných open source repositářů 
(balíčků) poskytovaných významnou americkou Enterprise Linux 
společností. CentOS plně respektuje práva Enterprise Linux společnosti a 
jeho cíl je být 100% binárně kompatibilní. (CentOS mění balíčky 
odstraněním obchodní značky a uměleckého díla).  
• Je to volně distribuovaný OS, podporuje x86 a x86_64 (AMD64 a Intel 
EMT64) architektury. Podpora pro ia64, ppc a sparc architektury je ve 
vývoji. Aktualizace jsou distribuovány prostřednictvím repositářů a 
softwaru YUM. 
• CentOS je volně šířitelný a je určen pro uživatele, kteří potřebují 
enterprise OS bez nákladů za licence a bez komerční podpory.  
[9]  
 
3.3.1.2 Red Hat Enterprise Linux 5 
Je komerční Linuxová distribuce. Red Hat Enterprise Linux řady 5 je určen především 
pro servery s 1-2 procesory, dnes nejčastěji používané pro potřeby obchodu a podnikání 
s podporou virtualizace až 4 virtuálních serverů. Vhodný všude tam, kde se provozují 
jednotlivé jednoúčelové aplikace.   
3.3.2 Doménový řadič – SAMBA, LDAP 
3.3.2.1 Samba jako primární řadič domény 
Samba je svobodná implementace síťového protokolu SMB (Server Message Block, 
někdy též nazývaný NetBIOS), používaného především pro vzdálený přístup k 
souborům (sdílení) v systémech Microsoft Windows. Samba je distribuována pod 
licencí GNU General Public License. 
Ve verzi 3 neposkytuje Samba pouze služby pro sdílení souborů a tiskových služeb pro 
klienty systému Windows, ale lze ji například využít pro integraci do domény 
Windows, buď jako primární doménový řadič (Primary Domain Controller, PDC) nebo 
jako běžného člena v doméně. Může být také součástí domény Active Directory. 
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Samba byla původně vyvinuta pro systém UNIX Andrewem Tridgellem, nyní běží na 
většině UNIXových systémů, které zahrnují GNU/Linux, Solaris, BSD, Mac OS X (od 
verze 10.2 je součástí OS X pro pracovní stanice - workstation) a jiné. 
Dne 20.12.2007 obdržel Samba Team kompletní dokumentaci protokolu Microsoftu. 
Tímto byla získána důležitá informace k implementaci otevřeného řešení s vysokou 
kompatibilitou.[14] 
 
Samba je schopná provádět většinu požadovaných funkcí primárního řadiče (PDC) 
domény v doméně Windows NT, ať již se jedná o přihlašování do domény a autentizaci 
přístupů ke sdíleným prostředkům, nebo o podporu přihlašovacích skriptů, cestovních 
profilů a systémových zásad. [10] 
 
3.3.2.2 OpenLdap 
OpenLDAP je volně šířitelná implementace adresářového serveru a protokolu LDAP. 
3.3.3 Groupware 
3.3.3.1 KOLAB  
Kolab je bezpečný, variabilní a spolehlivý groupware server. Je postaven na několika 
dobře známých a osvědčených komponentách. 
Kolab podporuje přístup různých klientů, mezi které patří Kontact (KDE), Outlook 
(Windows) a Horde (Web). 
 
Hlavní rysy: 
•  Úplná bezproblémová podpora smíšených prostředích klienty (Outlook1 / 
KDE / Web) 
• Webové administrační rozhraní 
• Sdílené adresáře a kontakty s možností poštovní schránky uživatelů  
• POP3 a IMAP4 přístup k mailu 
• Podpora S/MIME E-Mail šifrování na straně klienta 
                                               
1
  Plně funkční pouze se zakoupeným konektorem 
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• Existuje v komerční i nekomerční variantě, dále se budu zabývat pouze 
volně šiřitelnou verzí tohoto groupware 
 
Hlavní komponenty: 
• LDAP se používá jako základní kámen pro Kolab. Veškeré ověřování, 
webové administrační rozhraní nebo přístup k POP3/IMAP e-mailové 
schránce využívají LDAP jako úložiště hesel prostřednictvím SASL 
mechanizmu. Klíčové konfigurační parametry jsou také uloženy v LDAP 
a automaticky aplikovány při změně. Při vytvoření nového uživatele v 
LDAP se také automaticky vygeneruje jeho emailová schránka.  
• Postfix je mail transfer agent (MTA) pro Kolab server. Postfix se dá 
jednoduše nakonfigurovat a je kompatibilní se Sendmail rozhraním, což 
usnadní práci administrátorům, kteří jsou obeznámeni se Sendmail. 
• Cyrus IMAP poskytuje stejně jako POP3 přístup do uživatelských 
schránek. Podporuje klíčové prvky, jako je ACL (Acces Control list), 
který umožňuje více jak jednomu uživateli sdílet poštovní schránky a 
adresáře.  
• Apache se využívá pro webové administrační rozhraní. V plánu je 
využití Kolabu a PHP pro poskytování webmail přístupu s groupware 
funkcionalitou. 
• SASL (Simple Authentication and Security Layer) je využíván všemi 
komponentami a používá OpenLDAP jako úložiště informací pro 
autentizaci. 
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Kolab klienti 
Každý standardní klient se může připojit k různým službám poskytovaných Kolab 
serverem a to zejména k emailu (SMTP, POP3, IMAP), kalendářovým službám, 
adresáři kontaktů (LDAP) nebo „free/busy“ seznamům (HTTP). 
 
Podpora klientů: 
•  Kde Client: Kontact - Licence: GNU GPL. Vývojáři Kolabu vyvinuli 
Kde Client, který je založen na Kde Kontact a jeho komponentách.  
• Microsoft Outlook Plugin: Toltec Connector 2 - Licence: proprietární, 
trial 30 dnů. Díky použití Toltec Connectoru v průběhu vývoje Kolab 
projektu probíhalo intenzivní testování schopnosti funkce propojení pro 
Outlook s Kolab serverem.  
Uživatelé a skupiny mohou pomocí Toltec Connectoru sdílet složky, 
včetně těch, které obsahují e-maily, položky kalendáře, úkoly a kontakty. 
 Toltec Connector podporuje sdílení veřejných adresářů a synchronizaci 
 s mobilními zařízeními.  
• Thunderbird Plugin: SyncKolab Licence: stejná freeware. SyncKolab 
byl vyvinut pro využití Kolab serveru pro Thunderbird. Tento plugin 
načte zvolený IMAP adresář, který synchronizuje s lokálními kontakty a 
kalendářem. SyncKolab je funkční s Thunderbird 2 a s Lighting 0.8 
 [11] 
 
 
 
3.3.3.2 Open-Xchange Server 5 
Výhodou tohoto řešení je možnost volby dodavatele operačního systému mezi Red Hat 
nebo SUSE na straně serveru a nezávislost na straně stanice.  
 
Open-Xchange (dále jen OX) je groupware systém s přístupem k informacím pomocí 
webového rozhraní (obr. 3) nebo lokálního klienta nainstalovaného na stanici uživatele. 
Tímto je zajištěna možnost pracovat jak při připojení na server, tak i v případě, kdy 
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nemáme dostupné napojení na internet. Tyto způsoby práce s informacemi groupware 
jsou nyní nejvíce používány, avšak nastupuje doba mobilních technologií, proto je do 
OX integrován SyncML server s podporou komunikace s mobilními telefony (a nejen s 
nimi) bez nutnosti využití počítače. 
Tím se otevírají nové možnosti způsobu použití především pro operativní řízení 
servisních techniků, kterým ke komunikaci stačí pouze mobilní telefon s aktivovanými 
datovými přenosy pro přímou komunikaci se serverem. Centrální dispečink přijme 
požadavky zákazníků a předává je servisním technikům pomocí groupware rozhraní 
www, outlook, kontact ... 
 
Obr. 3: www rozhraní Open-Xchange [12] 
Groupware nám nabízí týmovou spolupráci s možností využívat centrálního zdroje dat, 
ať se data týkají kontaktů, schůzek, úkolů nebo e-mailů. Toto rozdělení je typické pro 
většinu groupwarových systémů.  
OX nabízí rozšíření funkcionality o řešení týmových projektů, evidenci dokumentů a 
diskusní fórum pro řešení navrhovaných témat. OX vám zajistí kontrolu nad 
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plánováním schůzek s kontrolou nad využitím zdrojů ve společnosti. Zdroje mohou být 
např. projektor, automobil, zasedací místnost atd. 
Systém tak za vás automaticky řeší kontrolu nad upozorněním na naplánované události. 
Takto získáte více času na vlastní realizaci požadovaných činností a s tím i související 
zvýšení produktivity. Všechny groupware systémy jsou postaveny na principu 
shromažďování informací o práci jednotlivých uživatelů nebo celých skupin. V případě, 
že tyto informace nebudou do systému zadávány, nelze očekávat funkčnost u žádného 
groupware systému. Proto je primárním požadavkem zajištění vstupních dat od 
uživatelů systému. 
 
Lokální klienti pro OX ve Windows 
Většina manažerů a IT správců společností si při pořizování groupware systému klade 
otázku „Funguje to s Microsoft Outlook stejně jako Microsoft Exchange?“ Odpovědí je: 
„funguje, ale ...“  
Ta ale jsou opodstatněná, neboť žádný systém nefunguje naprosto stejně jako systém 
jiný. Většina funkcí je při komunikaci a práci Outlooku s OX identická jako při použití 
původního řešení s Exchange. Jsou ale i části, které se dají využívat jako prospěšné a u 
spojení s Exchange nefungují.  
Jelikož se pro poštovní server používá osvědčená, stabilní a velmi výkonná kombinace 
Postfix a Cyrus, je znát i nárůst rychlosti při práci s e-maily. Příjemné pro uživatele je 
serverem prováděné třídění a detekce spamových zpráv. Detekovaný spam je v 
předmětu zprávy označen ***SPAM*** s tím, že v textu zprávy je popis, proč byla 
zpráva označena jako nevyžádaná pošta. Originální zpráva je připojena jako příloha. 
Podporována je práce v režimu online i offline, kdy je uživatel bez přímého připojení na 
server a pracuje pouze s informacemi na svém PC nebo notebooku. 
Pro práci s dokumenty přes WebDAV (Web-based Distributed Authoring and 
Versioning) rozhraní je připraveno přímé napojení dokumentů jako lokální disk za 
využití služby integrované do Windows „připojení místa v síti“. Velmi příjemným 
programem z dílny společnosti Novell je NetDrive umožňující namapování dokumentů 
jako lokální disk ve vašem PC. 
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Nabídka funkcí OX 
OX nabízí práci s informacemi z těchto skupin  [12] 
 
• Portál 
• Kontakty 
• Kalendář 
• Úkoly 
• Projekty 
• Dokumenty 
• Znalosti 
• Odkazy 
• Fórum 
• Nástěnka 
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4 Návrh řešení 
4.1 Požadavky na řešení 
V rámci plánovaného osamostatnění společnosti iSEC od korporátní sítě Siemens 
vznikla potřeba vytvoření nové IT infrastruktury, mezi její elementární prvky patří:  
• Implementace DC  
• Implementace groupware řešení  
• Propojení stávajících CC serverů s DC  
• Realizace v rámci čtyř zeměpisných lokací  společnosti  iSEC a to ve 
Vídni, Budapešti, Ankaře a v Brně. Ve společnosti pracuje momentálně 
620 zaměstnanců. 
 
Požadavky na řešení: 
• Doménový řadič - jednotná správa uživatelských účtů a skupin v jedné 
doméně (4 zeměpisné lokace) 
• Groupware řešení – sdílení kontaktů a  kalendářů, email 
• Nízká cena 
• Modularita 
• Nezávislost na straně klienta (klientské stanice Linux/WindowsXP) 
• Stabilita 
• Bezpečnost 
• Nízké náklady na administraci 
 • Kompatibilita s CC servery 
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Obr. 4: Intranet ISEC – návrh 
 
Etapy přechodu/implementace: 
 
Fáze 1 – trvání 14 pracovních  dní  
• Instalace DC a GROUPWARE serverů v jednotlivých lokacích  
 - 40 -  
• Naplnění databáze uživatelů 
  • Testovací fáze, ladění problémů  
 •  Reálný provoz stále probíhá v rámci původní infrastruktury 
 
Fáze 2 – trvání 6 pracovních dní 
• Překlopení CC serverů do nové infrastruktury (změna síťového 
nastavení) 
 • Nastavení ověřování na nové DC jak pro Linux tak pro Windows klienty 
 • Ladění problémů, testování 
 
Fáze 3 
 • Ostrý provoz  
 
Jelikož ve společnosti pracují majoritně IT specialisté, implementace řešení může být 
provedena vlastními zaměstnanci. V každé lokalitě zpravidla existuje tým, který se stará 
o CC servery, resp. o serverovou infrastrukturu. K těmto týmům se přidá nový tým 
čítající celkem dva zaměstnance, který převezme zodpovědnost za implementaci a 
budoucí administraci serverů. CC servery budou překonfigurovány/přeneseny z původní 
struktury. 
 
4.2 Návrh OS a Groupware 
Nekomerční produkty: 
• CENTOS 5: operační systém Linux  
• Kolab: groupware řešení  
Komerční produkty (mimo produktů Microsoft): 
 • Open-Xchange: komerční groupware 
• Red Hat Enterprise Linux 5: komerční distribuce Linuxu  
Komerční produkty (Microsoft): 
 • Windows Standard Server 2008: serverový komerční OS 
 • Exchange Standard Server 2008: komerční groupware  
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Tabulka 4-1 : Ceny za licence pro 620 uživatelů 
OS, GROUPWARE, KOMBINACE Cena bez DPH pro 620 uživatelů 
    
Operační systém 
  
 Centos 5 0 Kč 
 RedHat Enterprise Linux 5 42 000 Kč 
 Windows Standard Server 2008 676 000 Kč 
  
  
Groupware   
 Kolab 0 Kč 
 Open-Xchange AS 437 000 Kč 
 Exchange Standard Server 2008 1 311 000 Kč 
  
  
Kombinace OS a Groupware   
 Centos + Kolab 0 Kč 
 Centos + Open-Xchange AS 437 000 Kč 
 RedHat Enterprise Linux 5 + Kolab 42 000 Kč 
 RedHat Enterprise Linux 5 + Open-Xchange AS  479 000 Kč 
 Windows Standard Server 2008 + Exchange Standard Server 2008  1 988 000 Kč 
 
 
 
 
 
 
 
 
 
4.3 Optimalizace řešení (porovnání) 
Porovnání OS, Groupware a jejich kombinací v přehledných tabulkách pomocí číselné 
posuzovací stupnice.  
Hodnocení 1-10, kde 10 je nejlepší. 
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Tabulka 4-2 : Srovnání OS, Groupware 
OS, Groupware / 
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Operační systém   
  
Centos  10,00  - 9 9 6 6  - 8,00 
RHENL 5  9,39  - 10 10 7 8  - 8,88 
Windows SS 2008 1,00  - 9 8 10 10  - 7,60 
Groupware   
 
Kolab 10,00  - 4 7 3 5 6 5,83 
Open-Xchange AS 6,66  - 10 10 7 8 9 8,44 
Exchange SS 2008 1,00  - 9 8 10 10 6 7,33 
 
Z uvedeného srovnání lze vypozorovat kandidáty na optimální variantu řešení a to 
RedHat Enterprise Linux 5 společně s Open-Xchange AS. Bližší informace o budoucích 
nákladech lze nalézt v kapitole Ekonomické zhodnocení. 
 
Tabulka 4-3 : Srovnání variant 
Varianty / 
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Kombinace OS a 
Groupware 
  
  
Centos + Kolab 10,0 5 6,5 8 4,5 5,5 6 6,50 
Centos + Open-
Xchange AS 7,8 8 9,5 9,5 6,5 7 9 8,19 
RHENL 5 + Kolab 9,8 5 7 8,5 5 6,5 6 6,83 
RHENL 5 + Open-
Xchange AS  7,6 9 10 10 7 8 9 8,66 
Windows SS 2008 + 
Exchange SS 2008  1,0 10 9 8 10 10 6 7,71 
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Obr. 5: Graf porovnání variant řešení 
 
4.4 Shrnutí 
Z uvedeného porovnání cen a vlastností jednotlivých variant jasně vyplývá, že 
nejlepším řešením je kombinace operačního systému RedHat Enterprise Linux 5 a 
groupware systému Open-Xchange AS.  
Mezi posuzovanými variantami je nejstabilnější a nabízí nejlepší zabezpečení. 
Kompatibilita je jen mírně horší než u varianty Windows SS 2008 + Exchange SS 2008, 
což je však vyváženo nezávislostí na straně klientského počítače. Také ostatní 
posuzované hodnoty jsou akceptovatelné. 
Výhodu ve využití tohoto řešení společně s původními CC servery spatřuji v jednotné 
správě uživatelských účtů pro všechny použité platformy a v již zmíněné kompatibilitě s 
linuxovými klientskými stanicemi, které používají programátoři jako vývojové a 
kompilační prostředí. Další nespornou výhodou je příznivá cena, již zmíněná stabilita a 
bezpečnost. Pominout nesmím ani možnost komerční podpory zavedené značky dále 
pak unifikaci serverových OS.  
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K drobným nevýhodám pak patří o něco komplikovanější administrace klientských 
stanic používajících Windows XP; to je oproti nasazení Active Directory složitější. Dále 
pak komplikovanější replikace LDAP adresáře (DC, groupware). 
 
Stojí za zmínku, že na druhém místě skončila podle zvolené hodnotící metodiky 
kombinace Centos + Open-Xchange AS, která oproti vítězi ztrácí body především v 
kompatibilitě a nákladech na administraci. 
Třetí místo pak obsadila čistě komerční varianta Windows SS 2008 + Exchange SS 
2008, která ztrácí výrazně body v oblasti nezávislosti na straně klienta a ceně. 
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5 Optimalizace řešení a ekonomické zhodnocení 
V této kapitole se zabývám pouze alternativou řešení postavené na Red Hat Enterprise 
Linux 5 + Open-Xchange AS, kterou v některých částech srovnávám s řešením 
společnosti Microsoft. 
 
5.1 Počáteční (vstupní) náklady  
V této kapitole sumarizuji vstupní resp. počáteční náklady za nákup licencí a 
implementaci řešení.  
Na implementaci řešení se budou podílet 2,5 zaměstnanců, předpokládaná doba trvání je 
dvacet pracovních dní, takže celková časová dotace činí 50 člověkodní. 
 
Tabulka 5-1 : Vstupní náklady 
Varianta 
Náklady na 
licence 
Náklady na 
implementaci  Součet 
Red Hat Enterprise 
Linux 5 + Open-
Xchange AS  479 000 Kč 125 000 Kč 604 000 Kč 
Windows Standard Server 
2008 + Exchange 
Standart Server 2008  1 988 000 Kč 100 000 Kč 2 088 000 Kč 
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Obr. 6: Graf vstupních nádkladů variant  
 
Vstupní náklady nezahrnují cenu realizace síťové konektivity a hardwaru. U různých 
variant řešení totiž bude tato částka přibližně ekvivalentní. 
  
5.2 Budoucí náklady 
5.2.1 Odhad budoucích nákladů 
V této části se věnuji odhadu budoucích nákladů, do kterých zahrnuji pouze náklady na 
administraci resp. správu již implementovaného řešení, kterou budou zajišťovat vlastní 
zaměstnanci společnosti. Odhad naopak neobsahuje částky za komerční podporu 
produktů a aktualizace, ale pouze platy administrátorů řešení. Odhad je koncipován na 
období dvou let, přičemž částka v prvním roce je vyšší z důvodu řešení nečekaných 
problémů v rámci poimplementačního procesu. Z pohledu lidských zdrojů vycházím 
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z předpokladu, že o celou strukturu se budou starat celkem dva zaměstnanci a v prvním 
roce bude rozpočet navýšen na 2,5 zaměstnance. Průměrný plat včetně odvodů 
zaměstnavatele státu činí 50 000,- Kč na osobu.  
 
Tabulka 5-2 : Odhad budoucích nákladů za správu 
Období 1. rok 2. rok 
Cena 1 500 000,-Kč 1 200 000,-Kč 
 
Tabulka 5-3 : Potenciální dílčí budoucí náklady 
Služba - Produkt Cena 
+ 1 klientská licence pro groupware 800,-Kč 
+ 1 klientská licence pro OS 0,-Kč 
Předplatné aktualizace na dobu jednoho roku a trvalá 
licence CZ lokalizace. Obsahuje přístup na portál s 
FAQ. Návody, doplňky k serveru a systému. 
Instalátor pro SLES a RHEL. 
8 500,-Kč 
 
5.2.2 Budoucí náklady dle společnosti  iNet-Office 
Dle Pavla Hradeckého ze společnosti iNet-Office, který toto řešení (mimo CC server; 
aplikoval již u několika zákazníků lze snížit cenu za správu, jelikož je produkt při 
kvalitní implementaci stabilní a nenáročný na údržbu.  
Jedním z dalších kladů tohoto řešení je také možnost za zhruba čtvrtinovou cenu 
pořízení licence pro dalšího klienta oproti řešení postaveném na serverech Microsoft (u 
řešení firmy Microsoft by se jednalo o zhruba 3 000 Kč/klient). V případě licence na 
straně OS serveru by se jednalo o nulovou částku, protože OS serveru není omezen 
licencemi klientů. 
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Obr. 7: Graf orientačního rozdílu budoucích nádkladů variant dle iNET-Office2 
 
V grafu budoucích nákladů Obr. 7 jsou započítány následující položky: 
 • aktualizace a bezpečnostní upgrade 
 • náklady na zakoupení nové verze produktu 
 • podpora 
• cena za licence desktopů 
 
Podle Pavla Hradeckého ze společnosti iNET-Office nebude srovnání nákladů nikdy 
zcela objektivní, neboť OX a MS Exchange mají velmi rozdílnou politiku ohledně 
licencování a dostupnosti nových verzí produktů. Také podpora pro opravy nalezených 
chyb je velmi odlišná.  
 
 
 
                                               
2
 V grafu je navíc započtena cena za kancelářský software MS Office – Open Office 
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5.2.3 Náklady na vlastnictví dle společnosti Microsoft 
Tabulka 5-4 : Náklady na vlastnictví dle společnosti Microsoft a IDC [13] 
 Red Hat Enterprise Linux Windows Server 
Celkové 
náklady na 
vlastnictví 
Jak to, že bezplatný software je 
tak nákladný? 
Obchodní model společnosti Red 
Hat spočívá v tom, že účtuje 
roční předplatné za podporu 
operačního systému – zákazník 
platí každý rok předplatné za 
každý server. Jestliže požaduje 
nepřetržitou podporu, musí si 
dále připlatit. 
Red Hat Enterprise Linux 5 
Advanced stojí každoročně 2 
499 USD za každý server, a to 
bez doplňkových funkcí, jako 
jsou aplikační server a 
clusterování. 
Méně časté výpadky a vyšší 
spravovatelnost snižují celkové 
náklady na vlastnictví 
Výzkumné studie vesměs dochází k 
závěru, že největší podíl na 
celkových nákladech na vlastnictví 
mají:  
Personální náklady na soustavnou 
správu a údržbu: 60 % celkových 
nákladů na vlastnictví 
Výpadky: 15 % celkových nákladů 
na vlastnictví. Tyto dvě oblasti 
představují 75 % celkových nákladů 
na vlastnictví po dobu 3 let. Oproti 
tomu tvoří pořizovací náklady na 
software pouhých 7 % celkových 
nákladů na vlastnictví za stejnou 
dobu. Podrobnosti najdete v 
průzkumu trhu, který se zaměřením 
na celkové náklady na vlastnictví 
provedla společnost IDC. 
 
 
5.2.4 Shrnutí 
Rozdíly v odhadech budoucích nákladů jsou zapříčiněny především neporovnatelností 
různých IT infrastruktur. Každá společnost má jiné nároky na poskytované služby, 
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každá má jinak počítačově gramotné zaměstnance. Proto není možné navržené řešení 
použít automaticky ve všech společnostech bez menších či větších úprav. 
 
V každém případě je možno říci, že celkové náklady sestávají z nákladů na 
implementaci a nákladů na další úpravy, údržbu a správu. Náklady spadající do druhé 
skupiny lze výrazně omezit důkladnou definicí požadavků před implementací (sníží se 
náklady na úpravy) a vhodně nastavenými pravidly používání (sníží se náklady na 
správu). 
V popisované společnosti pracují z větší části počítačově velmi gramotní IT specialisté. 
Drobné úpravy jsou proto zpravidla řešeny vlastními silami, stejně jako základní 
administrace. To samozřejmě ve srovnání s externím řešením značně snižuje náklady na 
správu a vedení infrastruktury. 
Z uvedeného důvodu je popsaný návrh řešení akceptovatelný, a to jak technicky, tak 
finančně. 
 
5.3 Očekávané přínosy 
Kromě popsaných ekonomických přínosů mého řešení bych rád zdůraznil některé další 
výhody, především technického a funkčního rázu. Díky mému řešení bude možno 
využívat služby LDAP adresáře i pro ostatní (méně významné) firemní aplikace bez 
nutnosti nákupu dodatečných licencí. 
Moje řešení je dále kompatibilní nejen se systémy typu Windows, ale také se všemi 
verzemi systému typu Unix či Linux, a to jak na straně klientských počítačů, tak na 
straně serverů. To samozřejmě značně zvyšuje možnost dalšího rozšiřování 
infrastruktury podle měnících se požadavků společnosti. 
Pokud dojde k expanzivnímu růstu společnosti, konkrétně k růstu počtu zaměstnanců, 
nebude nutné přikupovat žádné další licence. Licence pro přihlášení do domény je totiž 
zdarma. Bude-li chtít nový zaměstnanec využívat služby groupware, bude třeba pořídit 
licenci v ceně 800 Kč. 
 - 51 -  
 
Obr. 8: Přínosy řešení 
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Závěr 
V rámci své bakalářské práce jsem se zabýval možnostmi náhrady současné informační 
infrastruktury ve společnosti iSEC za infrastrukturu založenou na otevřených systémech 
unixového typu. 
V první kapitole jsem zevrubně popsal požadavky společnosti iSEC na poskytované 
služby a strukturu infrastruktury používané ve společnosti v současné době. V druhé 
kapitole jsem pak teoreticky rozebral jednotlivé typy komponent použitých v 
infrastruktuře společnosti iSEC. 
Další kapitola obsahovala konkrétní návrh řešení. Popsal jsem několik možných variant, 
a to takových, které jsou založeny čistě na produktech firmy Microsoft, tak takových, 
které využívají otevřené technologie. Navrhl jsem metodiku pro hodnocení výhodnosti 
jednotlivých variant, a to jak z hlediska technického, tak z hlediska splnění požadavků 
společnosti iSEC, tak z hlediska finanční náročnosti pro implementaci i následnou 
správu. 
Podle uvedené metodiky jsem vybral jako nejvhodnější řešení kombinující operační 
systém Red Hat Enterprise Linux 5 s groupware systémem Open-Xchange AS. V 
závěru kapitoly jsem pak diskutoval vlastnosti tohoto řešení a porovnával jej s řešeními, 
která podle metodiky skončila na druhém či třetím místě.  
Za zmínku jistě stojí fakt, že řešení založené čistě na komerčních produktech firmy 
Microsoft skončilo na třetím místě jen proto, že vyžaduje velké pořizovací investice a 
neposkytuje dostatečnou kompatibilitu s linuxovými klientskými počítači. Ve firmě, 
která nepotřebuje ke své činnosti linuxové počítače (například s vývojovým 
prostředím), by tak mělo toto řešení nemalou šanci uspokojit všechny potřeby 
společnosti. 
V poslední kapitole jsem pak podrobně zhodnotil finanční náročnost zvoleného řešení. 
Dospěl jsem k závěru, že vzhledem k personálnímu složení firmy iSEC (většinou IT 
specialisté) jsou náklady na údržbu a správu zvoleného řešení přijatelné. 
 
Jak bylo řečeno již v úvodu, tato práce rozhodně nemá sloužit jako marketingový 
materiál obhajující to či ono konkrétní řešení založené na tom či onom konkrétním 
produktu. Nemá být ani návodem, podle kterého by mohl každý snadno vytvořit vlastní 
informační infrastrukturu. Měla by naopak spíše ukázat, že existuje více cest, kterými se 
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mohou managementy jednotlivých společnosti beze strachu vydat. Výsledné řešení je 
stejně třeba vždy koncipovat na míru konkrétním potřebám konkrétní firmy a jistě bude 
dílem patřičně vzdělaných IT odborníků. 
 
Za hlavní přínos bakalářské práce proto považuji to, že se mi podařilo prokázat možnost 
využít ve firemní sféře řešení, které se neopírá o produkty společnosti Microsoft. Toto 
řešení plně vyhoví požadavkům, které jsou na něj kladená. Navíc umožní nemalé 
úspory z rozpočtu IT. 
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