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Robust information technology infrastructures 
(ITI) are essential for organizations since they are the 
heart of almost every organization and are considered 
as key assets that play strategic roles and affect 
organizational performance. To cope with the effects of 
technological evolution, IT managers must have an 
articulated vision of their ITI as well as the ability to 
acquire, deploy, combine and reconfigure their ITI, i.e. 
dynamic IT capabilities. However, the underlying 
organizational actions of dynamic IT capabilities are 
difficult to identify and to circumscribe. Drawing on a 
Delphi study involving 29 IT management experts, this 
study has identified key organizational actions deployed 
to overcome the challenges related to the constant and 
rapid technological evolution to be agile. Overall, the 
experts emphasized the importance of collaboration, 
competencies, roadmap, standardization and 
monitoring to overcome the challenges and exploit the 
opportunities related to the constant and rapid 
technological evolution while fostering organizational 
agility. 
1. Introduction  
Nowadays organizations are evolving in turbulent 
business environments. In such context, it is essential 
that organizations respond swiftly to opportunities 
resulting from and pressures imposed by their industries 
[1, 2]. This situation is especially critical for IT 
infrastructures (ITIs) defined as an arrangement of 
shared IT services and technical components (e.g., 
platform, networks and communication, data, 
applications) [3, 4], because of the compressed product 
life cycles, the growing number of IT outsourcing 
partnerships as well as the constant and rapid 
technological evolution [5-7].  
Indeed, “technology shifts are among the most 
lethal threats to any successful business” [6, p. 525] and 
the development and management of ITIs are becoming 
more complex and uncertain [8]. As technologies are 
continuously and rapidly evolving, ITI are “always an 
unfinished work in progress” [8, p. 365]. Still, reliable 
ITIs are essential for organizations since they are the 
foundation of business applications and support both 
operational and strategic organizational activities [3]. 
As a central  organizational asset, ITIs enable 
competitive performance and help organizations 
generate strategic advantages and organizational value 
[7, 9] Organizations modernize their ITI to have stable 
but flexible infrastructure to pursue various types of 
transformations [10].  
To cope with rapid, uncertain and relentless 
technological evolution and changes, organizations 
must deploy organizational routines, i.e., “repetitive 
patterns of interdependent organizational actions” [11, 
p. 417], to exploit the opportunities triggered by these 
technological changes, while minimizing their threats 
and maintaining organizational agility [2, 12, 13]. Thus, 
IT managers must find the right balance between 
maintaining their existing ITI and 
developing/implementing new ITI components but also, 
between minimizing costs and maximizing ITI 
efficiency [1, 14, 15].  
Organizations must be agile by sensing and 
responding to these technological evolution and 
emerging technologies as they could affect their 
operations, their markets, their clients or change any 
element in their competitive environment [4, 15]. 
Organizational agility, which refers to an organization’s 
capability to “detect opportunities and threats, assemble 
the needed assets and capabilities to launch an 
appropriate response, judge the benefits and risks of 
initiating an action, and execute actions with 
competitive speed and success” [15, p. 400], is vital for 
competitive success. Thus, organizational agility, which 
can be offensive, defensive or both, is contingent to 
internal or external threats and opportunities [15].  
Even if no efforts should be spared by organizations 
to be agile [16], organizations are facing difficult 
decisions regarding their ITI and have to become 
tightrope walker to navigate between limiting ITI 
spending, streamlining ITI and developing/maintaining 
organizational agility [1, 17]. As highlighted by Tallon 
et al. [1], organizations are constantly trying to balance 
between the “desire to be agile with an ongoing process 
to streamline IT operations and limit IT spending (p.2)”. 
Due to constant technological evolution, the number of 





diverse IT components forming organizational ITI are 
continuously increasing, and managing an ITI has 
become the main concern for practitioners since it could 
potentially jeopardize an organization’s agility [2, 18]. 
To cope with the effects of constant and rapidly 
evolving technologies on organizational agility, 
managers must have an articulated vision of their ITI as 
well as the ability to acquire, deploy, combine and 
reconfigure their ITI [2, 19]. Such ability is needed to 
generate organizational value and sustain competitive 
advantage [2, 20], to support organizational agility [3, 
19], and to deal with the challenges and opportunities 
triggered by constant and rapid technological evolution 
[18, 21]. Thus, organizations must have dynamic IT 
capabilities to purposefully create, extend and modify 
their ITI to handle these challenges and opportunities as 
well as to maintain organizational agility [13, 15, 22]. 
The relations between ITI and organizational agility are 
rooted in the dynamic capability literature and focus on 
the ability of an organization to adapt, reconfigure or 
redeploy its IT resources according to internal or 
external threats or opportunities [1, 23]. 
It has been shown that dynamic IT capabilities 
influence organizational agility and performance [e.g., 
2, 4, 19]. As dynamic capabilities “operate through a 
cluster of specific organizational actions working 
together to effect change” [13, p. 46], it could be 
assumed that specific organizational actions (OA) 
would be associated with dynamic IT capabilities. 
However, when looking at the various 
conceptualizations and operationalizations proposed in 
the literature [e.g., 19, 20], the underlying OA of the IT 
capability construct are difficult to identify and to 
circumscribe, especially OA focusing on the challenges 
and opportunities associated to the constant and rapid 
technological evolution. Identifying such OA could help 
practitioners better understand the way dynamic IT 
capabilities are developed, as well as how organizations 
cope and react to the technological evolution to be 
organizationally agile. 
The study’s objective is to identify the OA 
deployed to overcome the challenges related to the 
constant and rapid technological evolution to be agile. 
A Delphi study involving 29 ITI experts from two 
different sectors, i.e., private and public, was conducted. 
The outcomes of this study, a list of 20 OA (see 
Appendix 1)1, was analyzed by drawing on an IT 
capability theoretical perspective [19]. A discussion of 
the results followed by the presentation of the 
implications for both scholars and practitioners 
conclude the paper. 
                                               
1 The list of organizational challenges regarding technological 
evolution may be provided on demand. 
2. Dynamic IT capabilities and 
organizational agility 
IT capability was originally based on the resource-
based view perspective [13] and it was assumed that 
each organizational ITI was unique, valuable, rare and 
inimitable. According to this view, the idiosyncratic 
specificities of an ITI represent its strategic value. 
However, in today’s world, as many components of ITIs 
are standardized, are becoming more of a commodity 
and are easily imitable, due especially to cloud 
computing solutions and IT outsourcing [24], IT 
capability is now conceptualized using a dynamic 
perspective [13]. In this view, dynamic IT capability 
represents an organization’s ability to purposefully 
acquire, mobilize, deploy, combine and reconfigure its 
ITI. It can be defined as a latent construct comprised of 
three dimensions:  
1. IT infrastructure capability, which represents an 
organization’s “ability to deploy shareable 
platforms—a capability that captures the extent to 
which the firm is good at managing data 
management services and architectures, network 
communication services, and application portfolio 
and services” [19, p. 933];  
2. IT business spanning capability which represents 
an organization’s “ability to envision and exploit IT 
resources to support and enhance business 
objectives—a capability that reflects the extent to 
which the firm develops a clear IT strategic vision, 
integrates business and IT strategic planning, and 
enables management’s ability to understand the 
value of IT investments (p. 935) and;  
3. IT proactive stance, which represents an 
organization’s “ability to proactively search for 
ways to embrace IT innovations or exploit existing 
IT resources to create business opportunities—a 
stance that measures the extent to which the firm 
always strives to be current with IT innovations, 
continues to experiment with new IT as necessary, 
constantly seeks new ways to enhance its 
effectiveness of IT use, and fosters a climate that is 
supportive of trying out new ways of using IT (p. 
935)”. 
An organization and its ITI will be considered agile 
when its IT capability allows the development, 
implementation, modification and/or maintenance of the 
ITI without creating important delays or engendering 
additional costs [20]. Roberts and Grover [3] have 
shown that the ITI enables organizations to sense and 
react to key elements in its environment and thus 
enhance organizational agility. Indeed, ITI provides the 
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foundation for the integration and exploitation of new 
emerging technologies as well as for further 
digitalization of an organization’s activities [2]. An ITI 
may impact an organization’s performance by “deriving 
synergies with factors such as absorptive capacity, 
agility and market orientation” [7, p. 341]. 
Organizational agility is a higher-order dynamic 
capability that helps organizations to detect,  react and 
adapt to contingencies arising from their environment, 
such as new regulations or new emerging technologies 
[15, 25]. IT capacity is seen as a lower-order dynamic 
capability essential to organizational agility [15, 19]. 
Organizational agility also relates to an organization’s 
ability to access and use information resources to 
accommodate changes and shifts occurring in their 
environment [20]. Thus, the management and utilization 
of ITI is a key enabler of organizational agility.  
While previous studies have highlighted the impact 
that IT capabilities have on organizational ability to 
detect and seize opportunities and threats [12], 
explanations and details regarding how, in terms of OA 
[13], these IT capabilities concretely impact agility and 
how organizations detect and react to emerging 
technologies and technological evolution, are scarce. 
Such explanations would help scholars better 
understand the organizational agility and the 
technological evolution phenomenon as well as help IT 
managers better identify and react to the threats and 
opportunities engendered by technological evolutions.  
From both strategic and operational perspectives, it 
is important for IT managers to think in terms of IT 
capability when it comes to dealing with technological 
evolutions. Indeed, they should deploy OA, i.e., 
strategies and processes, to anticipate upcoming 
changes, respond to rapid technological evolution and 
maintain organizational agility [2, 12, 13]. Despite IT 
managers’ intentions to change the way they manage 
their ITI and their concerns regarding the transformation 
of their ITI [26], there is a lack of studies that identified 
and circumscribed the OA deployed to deal with the 
challenges of emerging and evolving technologies to 
maintain organizational agility [27, 28].  
3. Methodology  
In order to identify the OA deployed by managers 
to deal with the challenges of emerging and evolving 
technologies to maintain organizational agility, a Delphi 
study was conducted with 29 ITI experts. The Delphi 
method allows a panel of experts to communicate and 
exchange, in an interactive and structured manner, to 
identify, select and categorize different ideas, such as 
                                               
2 Inter-rated reliability was calculated using Cohen’s Kappa. A value 
of 0.79 was obtained, which can be interpreted as strong [34]. 
problems, key success factors or good practices [29-31]. 
This method was chosen over other methods such as 
surveys, focus group or case study, because of the 
complexity and scope of the phenomenon as well as the 
richness and breadth of information and knowledge 
provided by the experts. The main features of the Delphi 
method, 1) anonymity, 2) multiple iterations, 3) 
controlled feedback, and 4) statistical aggregation of 
group responses, make this identification method and 
ranking tool well suited for the intended research goal 
[29]. In the present study, we followed the 
methodological recommendations formulated by Delphi 
experts [e.g., 29, 30-33] (see appendix 2 for details). 
Panel of expert - In terms of subject selection, 
choosing the appropriate experts may be one of the most 
important steps in the Delphi process as it is directly 
related to the quality of the results generated [29]. We 
followed Okoli & Pawlowski’s [33] and Paré et al.’s 
[29] recommendations concerning the procedure for the 
selection of experts. The experts are individuals, from 
private or public organizations, with knowledge and 
expertise in ITI management. We did not impose any 
restrictions on the geographic area in order to have a 
wide variety of viewpoints. Recruitment of the ITI 
experts was based on the authors’ professional 
networks. A panel of 29 ITI experts was formed and 
divided into two groups of experts. Table 1 presents the 
main demographic data of the panel of experts. 
 
Table 1. Demographics of experts in the Delphi Study 
Sectors Pub. Pri. Tot 
Nb. of respondents 14 15 29 
Age (avg.) 48 48 48 
Work experience (yrs.) 25.3 23.3 24.3 
IT experience (yrs.) 19 18.2 18.6 
4. Analysis and results 
During data collection, the OA identified by the 
experts were not classified in any category and experts 
were not asked to categorize them to avoid influencing 
their evaluations. However, since the study’s objective 
was to identify a set of actions by which IT capability is 
enacted by organizations when facing the challenges of 
emerging and evolving technologies to maintain 
organizational agility, two of the authors categorized the 
OA in one of the three OA vectors2. Each vector reflects 
one of the three dimensions of the IT capability [19]: 1. 
IT business spanning capability, i.e. V1; 2. IT 
infrastructure capability, i.e. V2; 3. IT proactive stance, 
i.e. V3. We conjecture that OA represent organizational 
strategies and processes that are deployed over a period 
of time with a certain “quantity” of efforts. These OA 
Page 6297
are also enacted and deployed with a “direction’” in 
mind (i.e. to anticipate upcoming changes, respond to 
rapid technological evolution and maintain 
organizational agility). Thus, we surmise that the vector 
analogy is representative of a higher order concept to 
categorize the OA that has a magnitude and provides 
direction.  
The OA categorized in one of the three vectors are 
somehow interrelated since they can either help 
managers co-design and guide the development and 
improvement of the enterprise architecture (vector #1), 
support the deployment and management of the ITI 
(vector#2), or help developing proactive technological 
culture, mindset, and competencies (vector #3). These 
three vectors are complementary and we think that they 
would help organizations acquire, mobilize, deploy, and 
reconfigure their ITI to maintain their organizational 
agility.  
Table 2 presents the results of the data collection 
where the most important OA are ranked, as identified 
by the experts from the private and public sectors. For 
each OA, the average scores of the ease of 
implementation evaluations are also presented in the last 
column. 
 
Table 2. Ranking and grouping of organizational actions 
Organizational actions to cope with the effects of technological evolution 
*(Full descriptions of the organizational actions are provided in Appendix 1) 
Ranking per 




ID* Vector #1 – Actions related to the Co-design and guidance of the enterprise architecture (V1) 
A1 Establish architectural teams  1  3.4 
C1 Develop collaboration between IT and business units  3 2 2.9 
A2 Define life cycle and design a roadmap  4  3.4 
S1 Implement mechanisms for continuous improvement  9 4 3.2 
A3 Define a corporate architecture framework   5 3.0 
S2 Assess internal and external technological risks   10 3.2 
A4 Create a committee for IT monitoring and prioritization   11 3.7 
Vector #2 – Actions related to the Deployment and management of the IT Infrastructure (V2) 
T1 Use of performance indicators to evaluate infrastructure performance  2 8 3.4 
T2 Automate technological services in a standardized way  6 12 2.6 
T3 Use of standards  7 3 3.5 
T4 Migrate to cloud computing  10  3.2 
T5 Use of business and artificial intelligence 12  2.1 
T6 Adopt reliable and scalable technologies  1 2.9 
T7 Reuse of IT assets  13 2.9 
Vector #3 – Actions related to the Development of proactive technological culture, mindset and competencies (V3) 
C2 Create an organizational culture and implement a structure to foster technology watch 5  3.0 
C3 Use of external experts  8  4.0 
E1 Plan for continuous development skills 11 9 3.1 
E2 Nurture an open mindset culture  13 7 2.6 
E3 Establishment of working conditions favoring the retention of employees   6 2.9 
S3 Outsource   14 3.4 
The results in Table 2 show that all experts have 
identified similar strategies and processes to overcome 
the challenges to maintain organizational agility. 
Indeed, seven out of the 20 OA identified as important 
by the experts in terms of effectiveness are common to 
both group of experts, i.e. 1) Develop collaboration 
between IT and business units (C1); 2) Implement 
mechanisms for continuous improvement (S1); 3) Use 
of performance indicators to evaluate infrastructure 
performance (T1); 4) Automate technological services 
in a standardized way (T2); 5) Use of standards (T3); 
6) Plan for continuous development skills (E1) and ; 7) 
Nurture an open mindset culture (E2). 
Data suggest that only the development of 
collaboration between the IT and the business units, 
an OA underlying the co-design and guidance of the 
enterprise architecture vector (V1) was ranked in the 
top three most effective actions by the experts in both 
groups.    
Results also show some noticeable differences of 
perceptions among experts of the two sectors. For 
instance, Adopt reliable and scalable technologies 
(T6), Define a corporate architecture framework (A3) 
and Establish working conditions favoring the 
retention of employees (E3) were identified as 
important OA by public experts (ranked 1, 5 and 6). 
The same OA were not identified as important by the 
private sector experts. On the opposite, while 
Establish architectural teams (A1), Define a life cycle 
and designing a roadmap (A2), and Create an 
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organizational culture and implementing a structure 
to foster technology watch (C2) were listed amongst 
the five most important OA according to the private 
sector experts (ranked 1, 4 and 5), they were not 
identified as important by the experts from the public 
sector.   
The data analysis also sheds light on the OA’s 
ease of implementation. Indeed, some actions, such as 
Use of external experts (C3), Create a committee for 
IT monitoring and prioritization (A4), and Use of 
standards (T3) have been considered as being 
relatively easy to implement, while others, such as Use 
of business and artificial intelligence (T5), Automate 
technological services in a standardized way (T2), and 
Nurture an open mindset culture (E2), would require 
significant and sustained organizational efforts to be 
implemented. 
5. Discussion 
As we mentioned in the introduction, 
organizational agility facilitates an organization to 
create new practices of sensing, decision making, and 
reacting in timely and efficient manner to the 
environmental changes regarding their customers, 
technologies, competition, and regulations. Although 
extant studies have suggested IT as a key factor to 
achieve organizational agility, hasty investments in IT 
may limit organizations from fast and efficient sensing 
and reacting [15, 19]. The outcomes of our study 
suggest that organizations may depend on IT to 
produce agility and confirm Lu and Ramamurthy’s  
[19] findings that sensing and responding abilities of 
an organization require different types of IT capability 
enacted by complementary OA.  
Our data analysis suggests that organizations may 
engage in different OA (see Table 2) to create IT 
capability for organizational agility to cope with the 
technological evolution and environmental change in 
accordance with different context-based 
organizational goals [19]. We conjecture that investing 
in different types of OA should be considered in 
supporting high-level organizational capabilities (i.e., 
organizational learning, innovation, etc.) because 
sensing and reacting abilities of an organization 
involve developing and deploying different types of 
OA [19].  
Based on our data analysis, we also conjecture, 
that while IT capabilities [19] are concretely enacted 
by various OA, some of these OA have similar goals 
and nature. Thus, the nature of certain OA is more 
related to strategic aspects of ITI such collaboratively 
designing an architectural framework as well as 
guiding the deployment and management of ITI, i.e. 
V1. Other OA are more technologically focused and 
related to the exploitation or operationalization of the 
deployment and management of ITI, i.e. V2. Finally, 
some OA seems to be more human focused and related 
to the creation of a working environment that supports 
and fosters ITI exploration through competencies 
development, open mindset, and a technology watch 
culture, i.e. V3. As shown in Figure 1, the vectors are 
complementary. Moreover, Figure 1 shows that the 
results of an OA underlying one of the vectors serves 
as an input to the realization of the next vector, thus 
forming an iterative process. Therefore, the 
deployment of the OA must be done continuously 
while adapting to the changing context in which they 
are carried out. 
 
Figure 1. Coping successfully with the effects of 
technological evolution span three vectors, each 
consisting of a specific set of organizational actions. 
 
The results suggest that more than one third of the 
OA identified were categorized in the Deployment and 
management of ITI vector (V2) because they are 
related to the developing, implementing, monitoring 
and maintaining ITI services, data, and platforms. 
These results were not unexpected since IT managers 
have to perform technical changes to their ITI in terms 
of hardware, applications and/or data to overcome the 
challenges and to exploit the opportunities related to 
the constant and rapid technological evolution. Thus, 
the results show that the ITI capability [19], which is 
concretely manifest itself by the OA underlying the 
Deployment and management of ITI vector (V2), is 
enacted by the use of performance indicators, the 
automation of technological services, the use of 
standards, the migration to cloud computing, the 
reliance on business and artificial intelligence as well 
as the adoption and reuse of reliable and scalable IT 
assets. These OA are related to some of the main 
concerns and intentions of IT executives regarding the 
management of their ITI as identified by Luftman et 
al. [34], such as partially moving their ITI to cloud-
based services, investing in analytic/business 
intelligence, and monitoring ITI performance.  
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In our Delphi study, seven other OA were also 
categorized under the Co-design and guidance of the 
enterprise architecture vector (V1), which reflects the 
IT business spanning capability [19]. These OA are 
related to an organization’s IT strategic vision, role, 
orientations, and guidelines. The results show that this 
capability is enacted through the formation of 
architectural teams, closer collaboration between IT 
and business units, the creation of architecture 
frameworks, life cycle and roadmap as well as by the 
assessing, prioritizing and monitoring of ITI risks and 
evolution. From an organizational structure 
perspective, these OA are more strategic and should 
guide and support lower-level and operational 
decisions and actions related to ITI management. 
Concerning the Development of proactive 
technological culture, mindset and competencies 
vector (V3), which is related to an organization’s 
ability to be innovative, explore new ways of using IT 
and constantly try to enhance its ITI, six OA were 
identified. The results, which reflect IT proactive 
stance capability [19], show that this capability is 
enacted by relying on the expertise and experience of 
internal and/or external employees, the continuous 
improvement of their competences, as well as by 
developing a culture favoring openness, transparency, 
experimentation, and technological watch.  
While the OA enacting the deployment and 
management of ITI vector (V2) are more 
technological-oriented and those enacting the co-
design and guidance of the enterprise architecture 
vector (V1) are more strategically oriented, results 
suggest that the actions enacting the development of 
proactive technological culture, mindset and 
competencies vector (V3) are more human-oriented.  
Overall, the experts emphasized the importance of 
collaboration, open culture, competencies, roadmap, 
standardization and monitoring of ITI to overcome the 
challenges and exploit the opportunities related to the 
constant and rapid technological evolution. In terms of 
collaboration, the experts stressed the importance of 
the links between IT managers and business units. For 
them, collaborating with users, business units, and 
decision makers would enable them to: a) identify 
their real needs and expectations (and not only those 
requested); b) develop a common strategy; c) maintain 
an adequate alignment of the evolving efforts; d) 
develop and test new functions; e) share knowledge 
and realities between IT and business units. The 
experts also agreed on the importance for promoting 
an open, explorative and flexible culture with respect 
to the management of the ITI. At the technological 
level, the use of standards should facilitate the 
interoperability of ITI components and ease the 
integration of emerging technologies. Also, a rigorous 
monitorization of the current ITI would make it 
possible to identify the components to be replaced. 
Moreover, establishing mechanisms for continuous 
improvement of the ITI is a key for improving, 
simplifying, and anticipating technological evolution. 
Further, it is interesting to note that the four most 
important OA for private sector experts, in terms of 
effectiveness (see table 2), are not technological-
oriented actions but rather process-oriented actions 
[35].  
Several differences emerged between the 
responses of the two groups of experts. The 
organizational action that seems to be the most 
important for the public sector experts, i.e., Adopt 
reliable and scalable technologies (4), is mainly 
operational and has not been identified by private 
sector experts. Focusing on such “operational” action 
can be explained by challenges faced by public 
organizations in recruiting, retraining, and retaining IT 
employees. Indeed, as most public sector 
organizations are facing a shortage of IT employees, 
IT managers might be more preoccupied by short-term 
demands and operational challenges rather than 
developing a clear long-term strategic vision of their 
IIT. Without these shortages, it would probably be 
more efficient for an organization to have competent 
employees who are able to adapt to new emerging 
technologies, rather than rely on evolutive 
technologies and hoping that these technologies will 
help them to adapt and respond to the technological 
evolution. Moreover, the public sector experts also 
highlighted the importance of outsourcing, planning 
the ongoing development of skills, and creating 
working conditions that favor the retention of 
employees. 
The experts in the private sector insisted on the 
importance of establishing architectural teams, which 
involves not only the creation of an "operating 
architecture" team responsible for determining the 
products/services/methods to put in place, but also a 
"business architecture" team responsible for 
establishing the enterprise architecture framework. 
Further, while the migration to the cloud is an 
organizational action that was not considered 
important in the public sector, it was deemed 
important by the experts in the private sector. Such 
organizational action is intended to improve 
flexibility, enable responses to unanticipated high 
demands, ease the scalability of the ITI, and avoid in-
house management and development of the ITI. 
Finally, the private sector experts recommended the 
establishment of a technological watch culture and 
structures to continually monitor technological 
developments, changing practices, and assess their 
relevance. 
Page 6300
Both scholars and practitioners should be cautious 
when interpreting the rankings of the OA identified in 
the present study. The rankings in Table 2 were 
compiled based on their anticipated effectiveness. 
However, these actions should also be interpreted by 
taking into consideration their ease of implementation, 
as some highly ranked actions might require extensive 
efforts to deploy. Thus, it might be wiser for IT 
managers to first focus on OA which are easier to 
implement in order to have “quick wins” and create an 
organizational momentum. 
From a practitioner’s point of view, the study 
aims at helping IT managers to: 1. better react when 
confronted with new emerging technologies; 2. learn  
how their colleagues from other sectors adopt and 
implement various OA to face technological evolution 
and better manage their ITI. The results should also 
help public sector officials to identify cross-sectoral 
differences with private sector organizations and help 
them eventually better collaborate with private sector 
partners. 
6. Conclusion 
While IT infrastructures are developed and 
expanded over a long period, IT managers must deploy 
OA to overcome the challenges and exploit the 
opportunities related to the constant and rapid 
technological evolution. Based on the input of 29 ITI 
management experts, this study has identified key OA 
deployed by organizations to deal with new emerging 
technologies and maintain organizational agility. 
These OA, which have been grouped into three 
vectors: Co-design and guidance of the enterprise 
architecture (V1), Deployment and management of the 
IT Infrastructure (V2), and Development of proactive 
technological culture, mindset and competencies (V3). 
These vectors reflect the three dimensions IT 
capability [19] and each one represent the cluster of 
specific OA through which IT capabilities are enacted. 
We hope that this study’s results study will guide and 
support practitioners in their decision-making 
processes as well as help scholars in their exploration 
of issues related to IT capability, technological 
evolution and the management of IT infrastructures. 
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Appendix 1 – Organizational Actions  
ID Labels Descriptions 
Category #1 – ARCHITECTURE-related organizational actions - (A) 
A1 Establish architectural teams 
Creation of a "business architecture" team responsible for establishing the enterprise architecture framework, 
(i.e. determining standards and guidelines) and an "operating architecture" team responsible for determining 
- based on the AE -, the products / services / methods to put in place a roadmap based on the various major 
areas of the technological infrastructure. 
A2 Define life cycle and design a roadmap 
Define the life cycle of the components of the technological infrastructure and design a road map of future 
components replacement to anticipate technological developments and investments, optimize technological 
changes, adapt these technological evolutions to the organizational environment and avoid obsolescence. 
A3 
Define a corporate 
architecture 
framework 
Define an enterprise architecture framework and evaluate all elements of this architecture, i.e. processes, 
data, technologies, applications, services, standards, structures, etc. to meet organization's business 
objectives, guide transformation, and sustainably manage technological changes and infrastructure. 
A4 
Create a committee 
for IT monitoring and 
prioritization 
Creating a committee to identify and monitor technology needs, technological change and technology 
advancement to align with the organization's enterprise architecture framework and to raise organization's 
awareness of technological infrastructure's roles. 
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Category #2 – COLLABORATION-related organizational actions – (C) 
C1 
Develop collaboration 
between IT and 
business units 
Collaborate regularly with users, business units and internal decision-makers to identify and clarify their 
needs and expectations, develop a common strategy, maintain appropriate alignment of evolution efforts, 




and implement a 
structure to foster 
technology watch 
Establish a technology watch culture and structure to continually monitor technological developments; 
changing practices, trends, ways of doing things, assessing their relevance to the organization; to anticipate 
and prepare for technological challenges, etc. 
C3 Use of external experts 
Use external experts / consultants to gain access to new knowledge, assist the organization in planning the 
evolution of the technology infrastructure, have expert assistance to make specific IT choices, facilitate 
digital transformations, have an external evaluation of the internal work practices. 
Category #3 – EMPLOYEES-related organizational actions - (E) 
E1 Plan for continuous development skills 
Plan the development of employees' IT skills on an ongoing basis by offering coaching, involving them in 
internal training, sending them to seminars, etc. to ensure up-to-date skills, cope with the emergency of new 
technologies and enable technological change readiness. 
E2 Nurture an open mindset culture 
Promote an organizational culture of open mindset with regard to the management of technology 




favoring the retention 
of employees 
Create working conditions that encourage retention, collaboration and knowledge sharing between 
employees in order to cope with technological developments, such as appointing a "Chief happiness officer", 
promote the reconciliation work-private life, etc. It is also important to assess and manage the risks related to 
employee frustration that that stem from factors such as changing assignments, perceived cumbersome 
bureaucracy, etc. 
Category #4 – TECHNOLOGY-related organizational actions – (T) 
T1 
Use of performance 
indicators to evaluate 
infrastructure 
performance 
Develop and use indicators to assess the performance of the components of the technology infrastructure, 




in a standardized way 
Automate technological services using market standards (i.e., SDDC, Software-defined data center) to 
separate organizational processes from technological infrastructures and thus promote the evolution of 
infrastructure by minimizing the impacts on the organizational processes. 
T3 Use of standards 
Promote the use of standards when acquiring, developing and maintaining technological infrastructures in 
order to standardize practices, facilitate the interoperability of systems and ease the integration of emerging 
technologies 
T4 Migrate to cloud computing 
Migrate "on-premise" systems to cloud computing platforms in order to have greater flexibility, to respond 
to unanticipated high demands, to ease the scalability of systems, avoid in-house the management of systems 
development. 
T5 Use of business and artificial intelligence 
Use artificial intelligence tools, such as machine learning, to exploit the data generated by technological 
infrastructure (e.g. energy consumption, speed, number of errors, etc.) and thus be better prepared to cope 
with technological change. 
T6 Adopt reliable and evolutive technologies 
Adopt components in the technology infrastructure that are "flexible" and scalable, for example, components 
that can be updated, enhanced and / or extended; promote open standards and cloud computing; continuously 
test and adopt new components, etc. 
T7 Reuse of IT assets Reuse and adapt, where possible, existing technological infrastructure components when implementing technological innovations to optimize the use of existing technological resources. 






Establish mechanisms for continuous improvement of the technological infrastructure in order to improve, 
simplify, and anticipate technological developments, i.e., conducting recurrent technological infrastructure 
evaluation by having an interdisciplinary monitoring committee. 
S2 
Assess internal and 
external technological 
risks 
Evaluate the probability of technology risks (internal and external) and their potential impacts, to identify 
Infrastructure components to be updated, extended or replaced, to mitigate those risks. 







Appendix 2 – Methodology 
Step 1: Brainstorming - In the questionnaire used 
in Step 1, besides the demographics, the following 
question was proposed to the experts: What are the 
organizational actions (e.g., practices, routines, 
strategies) deployed by organizations to overcome the 
challenges and exploit the opportunities related to the 
constant and rapid technological evolution while 
fostering organizational agility 
Respondents were required to provide at least 6 
detailed responses. The questionnaire was pre-tested 
on three IT experts. A total of 198 different 
organizational actions (OA) were collected. The 
received data were compiled using Excel software. 
Experts’ answers and explanations were analyzed first 
individually, and then collectively by the three 
authors. Analogous and overlapping responses were 
grouped under the same label and, for each label, a 
description was written based on the descriptions 
provided by the experts (42 labels were identified). 
Validation - For this step, the ITI experts were 
contacted a second time to validate the list generated 
during the first part of the brainstorming step. First, 
experts had to validate the consolidated list of the 42 
OA in terms of meaning and representativeness. The 
questionnaire provided spaces for the expert to 
comment and/or suggest changes or corrections to any 
of the labels or descriptions.  Then, the experts were 
given the opportunity to add OA that they might have 
missed or forgot during the first round. Finally, they 
were asked to validate the researchers' interpretations 
of their answers in the first part of the brainstorming 
step. The experts’ comments and suggestions provided 
during the validation step were analyzed and a final 
list of the OA was generated.  
Step 2: Narrowing - In the second step, each 
respondent received the list of the 42 OA and were 
asked to select the 10 most important ones based on 
their respective effectiveness, without ranking them. 
To avoid selection biases, the 42 actions were 
randomly ordered. The OA identified as important for 
each of the IT experts’ group – private and public -, 
were treated separately. A preliminary analysis of the 
results in step 1 revealed some differences between the 
actions in terms of scope. For instance, some OA 
seemed relatively easy to implement, while others 
seemed to require important organizational 
transformations and efforts. Thus, in the second step, 
respondents were also asked to assess the ease of 
implementing the different OA on a scale of 1 to 5 (1 
= very difficult to implement and 5 = very easy to 
implement) (see table 2). 
The questionnaires received during the second 
step were analyzed by the three authors. A selection 
rule was established following the recommendations 
of Delphi experts [29, 33] and applied to narrow the 
list of the most important OA. The rule was that, in 
order to be selected, a specific action had to be 
identified by at least 40% of experts. A total of 20 
actions were selected by at least one group of experts 
(see Appendix 1 for the final list of 20 actions). 
Step 3: Ranking - For the final step, respondents 
received a list of the most important OA, as identified 
by the experts of their respective sectors during step 2 
and were asked to rank them in order of the level of 
their effectiveness (1 = the most important/effective 
and N = the least important/effective).  
Establishment of consensus - Following Paré et 
al.’s [29] recommendations, Kendall W coefficients 
were calculated [36] to establish the level of consensus 
between the participating experts regarding the 
ranking of the most important OA. It should be noted 
that a Kendall coefficient of W = 1.0 would mean that 
all the participating experts would perfectly agree with 
one another regarding the ranking of the OA [32]. 
According to Cafiso et al. [37], a consensus level W 
<0.3 is considered low, between 0.3 and 0.5, it is 
considered moderate, between 0.5 and 0.7 it is 
considered good and greater than 0.7 is considered 
strong. Since all consensus coefficients (W) were less 
than 0.3 in the first round, a second-ranking round was 
conducted. In the second round, the experts received a 
list presenting the OA to be ranked accompanied by 
the average results obtained during the first ranking 
round. Table A2 shows that the consensus levels 
between the two rounds improved significantly.  
 
Table A2. Kendall W coefficient level 
 Kendall’s W 
Panels Round #1 Round #2 
Experts - Public 0.13 0.54 
Experts - Private 0.19 0.51 
 
In the second round, the consensus coefficients of 
the ITIs experts of both the private and the public 
sectors are considered “good” because they are 
between 0.5 and 0.7” [37]. According to Cafiso et al. 
[37], caution is required when Kendall's (W) 
coefficients are interpreted using these guidelines 
since they are not meant to be used as exact break 
points. Moreover, the higher the number of elements 
on which Delphi’s participants have to establish a 
consensus, the more difficult it is to have a good or 
strong consensus [36-38]. The consensus levels 
obtained in the present study seems adequate since the 
ITI experts had to develop a consensus on lists that 
contains between 13 and 15 items [37, 38]. 
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