ABSTRACT Preventing terrorist attacks is crucial to the development and safety of a country. Therefore, studying the law and the occurrence of terrorist attacks enable the countries to develop steadily. Specially, we have noticed that over time, terrorism has gradually shown the characteristics that are manifested as vast and hidden geographical distribution and can be modeled as networks. Based on such characteristics, the traditional method of analyzing individual terrorist organizations no longer serves the needs of antiterrorism security research under the new situation. Since the terrorist organizations can be modeled as networks, terrorists use their associated networks, which is aimed to achieve the greater and more rapid criminal activity. In view of the above characteristics of the terrorist organization in the new era, in this paper, we introduce the social network theory to analyze the regular patterns of the terrorist attacks. First, we analyze the terrorist attacks in the data set. If two or more terrorist organizations participate in the certain terrorist attack at the same time, they will establish a side-by-side relationship and increase the weight of one side. In this way, the terrorist organization network is constructed and the statistical analysis can be carried out. Then, we divide the organization of the terrorist organization network by means of community division method and the terrorist organization is classified in detail. Here, the classification of terrorist organizations into 13 categories laid the foundation for subsequent analysis. The experimental results verify the effectiveness and efficiency of the proposed analysis.
I. INTRODUCTION
Terrorist attacks are made by extremists or organizations and they are not limited to civilians and civilian facilities, and also they are not in line with international morality. Terrorist attack is not only extremely devastating and destructive, but also directly causes huge casualties and property losses, which also brings great psychological pressure to people, causes turmoil and chaos in society, and hinders normal work and life. Hence, terrorist attack brings great damages to the development of social economy.
Terrorism is a common threat to people. Combating terrorism is the responsibility of every country and citizen. In-depth
The associate editor coordinating the review of this manuscript and approving it for publication was Mianxiong Dong. studies and analysis of data related to terrorist attacks will help us deepen our understanding about terrorism and provide valuable information support for counter-terrorism and anti-terrorism.
Criminology has only recently become more open to the study of terrorism and political violence [1] . Some maintain that this hesitancy is partly due to the difficulty in defining terrorism, along with challenges in measuring terrorism [2] , [3] . However, the field is increasingly embracing the study of terrorism generally and the study of specific terrorist tactics. In particular, the environmental criminology and SCP branches are increasingly being applied to terrorism [4] . Grading catastrophic events such as earthquakes, traffic accidents, meteorological disasters, etc. is an important task in social management. The general grading generally adopts a subjective method. The authoritative organization or department selects several main indicators and imposes grading standards. For example, the classification standards for traffic accidents specified [5] of ''China's Road Traffic Accident Treatment Measures'' are mainly based on casualties and economics. The degree of loss is divided. However, the harmfulness of terrorist attacks depends not only on the two aspects of casualties and economic losses, but also on the timing, geography, targeted objects and other factors [6] - [8] . Therefore, it is difficult to form a unified standard by using the above classification method.
Through the aforementioned analysis of terrorist attacks and organizations, we have noticed that over time, terrorism has gradually emerged from the characteristics of the past, characterized by geographical distribution, concealment, networking and other characteristics [9] - [15] . Based on such characteristics, the traditional method of analyzing individual terrorist organizations can no longer meet the needs of anti-terrorism security research under the new situation. On the grounds that terrorist organizations embody the characteristics of networking, terrorists use their associated networks to achieve greater and more rapid criminal activity. In view of the above characteristics of terrorist organizations in the new era, social network theory is introduced to analyze terrorist networks and to make corresponding prevention strategies for terrorist attacks based on terrorist attacks time [16] , [17] .
Among the algorithms for optimizing the modularity Q, the Girvan-Newman (GN) algorithm is the most widely used one [18] . The GN algorithm is a heuristic algorithm that implements the network by repeatedly identifying and deleting the edges between clusters. The division, but the time complexity of this algorithm is O(m 2 n), where m is the number of edges and n is the number of points. When the network size is large, the calculation speed is greatly limited. The clustering structure obtained by optimizing the module degree Q also has defects such as resolution limit and extremely degeneration [19] . To alleviate the problem of optimizing the module degree Q, Zhang [20] proposed A weighting scheme that adds some important topological information to the network in the form of edge weights. Experiments show that adding weights W can greatly alleviate these limitations of modularity Q. However, most algorithms require network global information, which is very difficult for some large and mixed networks.
In this paper, we not only analyze the construction process of the terrorist attack alliance network, but also adopt a new dynamic iterative clustering algorithm to improve the edge weight and node tightness by introducing the weight W and the tightness T including the topology information. Then we divide the organization of the terrorist organization network by means of community division and classify the terrorist organization in detailed. The classification of terrorist organizations into 13 categories laid the foundation for subsequent analysis. 
II. ANALYSIS OF INDICATORS OF TERRORIST ATTA-CKs
Provided that terrorist attacks are vicious incidents affecting the whole world, to find the trend of terrorist organizations is the most important part to combat terrorist organizations. This paper is aimed to find the regular of the terrorist organizations according to the analysis the date of terrorist attacks, we find that complex network is a very useful tool to find the regular of the terrorist organizations. Grasping the regularity of the terrorist organizations can more effectively prevent terrorist attacks and strike terrorist organizations.
With the study of map it is not hard to find, the terrorist at-tacks are mainly concentrated in five areas in southeast Asia, South Asia, the Middle East, Africa and the Mediterranean Sea coast. Furthermore, the five departments of politics, economy, culture, religion and the local have a certain relationship, such as the southeast to the terrorist attacks are mainly concentrated in between India and Pakistan, which is mainly due to the more and more intense national conflict, causing a series of terrorist attacks. It is easy to see from the map on the number of terrorist attacks in the region and scope all over the country. (The Global Terrorism Database (GTD) https://www.start.umd.edu/gtd/).
In the Middle East, for example, the number of terrorist attacks is higher due to wars and religious beliefs.
By analyzing the countries that have suffered terrorist attacks in the past three years, we find that countries like Iraq, Afghanistan, India, Pakistan, Philippines and Somalia are more vulnerable to terrorist attacks, so these countries will have a high probability of terrorist attacks in the future. We need to pay more attention to these areas. Reducing the number of terrorist attacks in these areas can promote the development of world peace.
Through the analysis of the number of deaths and their corresponding frequency in the past three years, it is easy to find that the number of deaths is mainly concentrated in the interval [0,50], which occupied the most terrorist attacks events. However the large-scale terrorist attacks occur less frequently. Overall, the total number of deaths caused by small-scale terrorist attacks is greater than the number of VOLUME 7, 2019 FIGURE 2. The terrorist attacks in all country from 2015 to 2017 is very easy to find the top 20 of the terrorist attacks in the country basically remain unchanged, from a certain perspective, these countries are vulnerable to terrorist attacks, so these countries more vulnerable to terrorist attacks in the future, especially in Iraq, Afghanistan, India, Pakistan, Philippines, Somalia this a few changes in the national ranking basically very few, and terrorist attacks are mostly concentrated in the top 20 countries, low-ranking countries in general the number of terrorist attacks is relatively small. deaths caused by large-scale attacks. Therefore, it is fairly necessary to formulate corresponding measures to reduce the number of deaths caused by terrorist attacks. It is easy to find that the number of deaths is in a power law distribution with the probability of terrorist attacks. That is to say, the number of terrorist attacks with a large number of deaths is relatively few, but not none. Therefore, it is important to predict the location of large-scale terrorist attacks for the maintenance of world peace and stability.
In order to further study the laws of terrorist attacks, we cannot analyze only the statistical indicators of terrorist attacks, but also need to use other mathematical models to analyze terrorist attacks. We have found that many terrorist attacks are not initiated by one organization, but are jointly launched by two or more terrorist organizations. The danger of terrorist attacks by multiple organizations is far greater than the danger of their own terrorism. Therefore, we analyze such terrorist attacks and grasp the relationship between these terrorist organizations. Therefore, preparing to combat these terrorist organizations is advantageous to reduce the cost of hitting and the damage caused by terrorist attacks. 
III. ALLIANCE NETWORK OF TERRORIST ORGANIZATIONS
There exists certain social relationship between terrorist organizations, including but not limited to blood relatives, sectarian, ethnic relations, etc., at the same time, the same region, similar terrorist organizations often collaborate with each other in the related skills, resources, tasks, in the terrorist attacks, which leads to the upgrade in these collaborative terrorist attacks.
Based on publicly available data, Fang et al. [36] in the 2017 conducted some researches about the alliance network between terrorist organizations and analyzed the alliance relationships with link prediction. However, in this paper they cannot make the cluster of these relationships and didn't give how to build the network, so in this paper a flow chart is given to show the way to build the network as shown in the figure 4 and cluster these relationships.
By building terrorist networks, we can find the most active organizations in the process of terrorist attacks by virtue of the characteristics in the network.
By attacking the most active organizations, the entire network is rapidly collapsing. By analyzing the joint situation of terrorist organizations in the terrorist attacks from 1988 to 2017, the corresponding joint time series network of terrorist attacks is constructed, and the internal information and intelligence data in the terrorist attacks are further explored to effectively fight against terrorist attacks.
A. TERRORIST NETWORK CONSTRUCTION
After a terrorist attack, there will be some groups that claim responsibility for the attack, and when there are multiple terrorist groups that are responsible for the attack, they will have a corresponding link. Thus, it can be abstracted into a graph G = (V , E) consisting of point set V (G) and edge set E(G). The number of nodes is denoted as N = |V |, and the number of edges is denoted as M = |E|. Each of the corresponding edges is assigned a weight of 1 for each join.
B. TERRORIST NETWORK ANALYSIS
For a long time, terrorism, marked by its bloody violence, has caused chaos and social unrest in many parts of the world. Despite the fact that the number of people involved in the terrorist attack is relatively small, the harm caused by these activities is far greater than that caused by ordinary criminal violence crimes due to the characteristics of terrorist activities, as terrorist attacks also affect political, economic, military, diplomatic, international relations and other fields.
According to the table 1, the top 3 terrorist organizations in the weighted ranking are Al-nusrah Front, ISIL and Taliban. The top three terrorist groups in the united Front are ISIL (Islamic state), TTP (Pakistani taliban movement), Al-nusrah Front (Front of the shams).These organizations have higher weighted and joint degrees, and its geopolitical, religious origin, the area of economic development is inseparable. These organizations have similar religious background, or similar interests. In the group, the process of growth and expansion, other organizations play an important role in it. For example, the relationship between ISIL and Al-qaida has evolved through cooperation, affiliation, renunciation, and self-reliance. The Taliban, an Islamist fundamentalist movement that originated in Kandahar, Afghanistan, is hostile to the United States and has repeatedly joined forces with al-qaida to confront the U.S. military. Al-nusrah Front is Al qaeda's original branch in Syria.
Through the weights of the distribution and the sides between organizations, we find the Revolutionary Armed Forces of Colombia (FARC) and the National Liberation Army of Colombia (ELN), Asaib Ahl Al-haqq and Badr Brigades, the Taliban and Khorasan Chapter of the Islamic State. These organizations are often allied, which indicates they are more likely to unite as one organization or be alliance.
IV. APPLICATION OF COMMUNITY DIVISION METHOD IN TERRORIST ATTACK NETWORK A. MODULARITY Q
From the pioneering research of Zhu et al. [24] , people have carried out in-depth research and exploration of many real-world complex systems from the perspective of complex networks. Based on massive real-world data, we can describe complex systems with nodes and edges respectively [27] , [28] . In the study of complex networks, the detection and analysis of clustering structures have become a very important topic. In general, network clustering refers to the network. The set of nodes in the network is more closely related to the internal parts of the network [29] , [30] . How to find the optimal cluster structure from large-scale network data is an open heated issue. Generally, it can be realized by optimizing a specific index function, and the module degree Q proposed by Newman et al. is one of the most popular ones [29] . Its function form is as follows
where K is the number of cluster, L is the number of edge, l in i
are the number of inner edges and total number of sides of cluster i, respectively. L inter represents the total number of inter-group edges. The modularity Q is defined as ''the number of edges inside the cluster, minus the expected value of the same number of edges falling in the random network without considering the cluster structure.'' The value of Q can indicate the aggregation. The most distinctive advantage of the class structure is that the larger the Q values, the more obvious the cluster structure in the network.
B. DEFINITION OF CLUSTER OF TERRORIST ORGANIZATION NETWORK
In the terrorist organization network G(V, E), if g(v, e) is one cluster of G(V , E) and n = |v|, m = |e| we can get the edges in the cluster can be write:
The same procedure may be easily adapted to obtain the edges out the cluster is
where m ext is the number of edges in the inside of the cluster. According to the definition of cluster, the density inside the group is required to be greater than the density of the edge, i.e. ζ inside > ζ outside . Here the average side ratio of the terrorist organization network G(V , E) is represented as
Next, it is supposed that the network G(V, E) can be divided into c network clusters, that is, g 1 , . . . , g c , and the number of points and edges are n 1 , . . . , n c and m 1 , . . . , m c respectively. Let P = ζ rand be the proportion of the inside of the group in the null model, then formula (4) can be organized as: For the network G(V , E), designing an efficient objective function is essential for measuring the clustering structure. Based on the non-uniformity of clustering connections in equation (4), the ideal partition can be obtained by maximizing the following formula:
For c clusters g 1 , . . . , g c in the network, each node i has a degree of attribution x q i , indicating the probability that node i belongs to cluster q, and its vector form can be expressed as X i = x 1 i , . . . . . . , x c i . If the network is hard, the node is only unique. a cluster, then the attribution vector is X i = [0, . . . . . . , 0, 1, 0, . . . . . . , 0] . Rewrite the objective function (3) to a ''weighted'' form based on the attribution vector a:
where W ij indicates the weight of the edge The coefficient of weight is added to equation (6), which is an improvement on the modularity Q.
C. TIGHTNESS
In the literature [32] , [33] , the shortest distance between nodes is used as the criterion for network clustering: when nodes belong to the same cluster, the shortest distance between nodes is generally small, and vice versa. These algorithms only consider the global shortest distance of the whole network. In order to make the detection more accurate, we propose a new measure based on the shortest distancetightness. First, we define the structural similarity of nodes i and j as Sim ij :
where (i) represents the union of node i and its neighbors. Then, we define the tightness T as:
where, Sim ij is the mean of Sim ij ,θ is the index parameter for adjusting the tightness.
D. DYNAMIC ITERATION
In order to achieve clustering, we design a dynamic system based on weight W and tightness T to effectively calculate the attribution vector of each node. Let X i (t) = [x t i (t), . . . , x c i (t)] represent the attribution vector of node i, the element x q i (t) is the probability that node i belongs to cluster q(q = 1, 2, . . . , c) at time t. For each node i,x q i is randomly distributed in interval [0,1]. We will standardize, So for each node i, the sum of x q i is always 1. At each time t, the ownership vector of node as follow:
where A ij is the element in the adjacency matrix A, W ij is weight, T ij is the tightness,λ ∈ [1, ∞). equation (10) is a Random Walk System [31] - [36] , We note that c q=1 x q i (t) = 1 is true at all times t, ensuring that a is a standardized form of probability. When t → ∞, x q i (t) gradually converges to a specific value (not necessarily optimal), indicating the probability that a node belongs to a particular cluster. Equation (10) can be found that the attribution vector of each node depends on the edge weight W , W can accelerate the speed of x q i (t) convergence. In addition, the tightness T can also greatly improve the operating efficiency of the dynamic process. Moreover, the factor λ can also control the deviation of the ownership vector dynamic cycle process. 
E. APPLIED IN THE TERRORIST ORGANIZATION NETW-ORK
In the section II the terrorist organization network is given, in this section, we used this way to community division. as shown in the figure 5(a) , there are 567 nodes and 663 edges, As shown in the figure 6, the terrorist organization network was divided into 13 communities. In addition to those scattered terrorist organizations, other terrorist organizations in the same community are mainly concentrated in the same area.
From the Table 4 , we find that the maximum modularity is our way, so our way is very useful in this network.
It can be seen from the module Q value that the method of partitioning in this paper has higher efficiency. This method is appropriately applied to the community division of the network.
V. CONCLUSION
To sum up, construction of terrorist organization alliance network than from the traditional analysis for individual terrorist groups has unique advantages. Additionally, terrorists and their social relations in the implementation of the terrorist activities as linked data hiding can be used in the investigation of the group activity, detecting the relatively active terrorist groups, and predicting its activities. Theoretically, by collecting all kinds of data of terrorists and using social network for analysis, we can help to straighten out the hidden social relations of terrorist organizations, from which we can observe the development and evolution trend of terrorist organizations. Practically, the terrorist organization relationship can be obtained based on network analysis, and the potential trend of the terrorist organization in the global scope can be inferred through the clues of local regions and individual organizations. When we strike against terrorist organizations, we can strike down on the results of the division of the community, because the links of the terrorist organizations in the same community are closely, and the connection between different communities is sparse. Therefore, attacking these terrorist organizations in the same time can effectively reduce the possibility of joint resistance and reduce the cost of attack.
With the rapid development of data collection and processing technology, the types and dimensions of real-world networks are exploding. So far, how to deal with such millions or even billions of data has become a significant problem. Next we plan to combine our model with the current big data technology to make the model more efficient. At present, the better option is to use deep learning to analyze terrorist attacks, get the characteristics of the strange events before the terrorist attacks, and then use these characteristics to analyze the daily events, find suspicious time and suspicious suspects, and more accurately predict the terrorist attacks.
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