Cloud computing enables users to accumulate their sensitive data into cloud service providers to achieve scalable services on-demand. Outstanding security requirements arising from this means of data storage and management include data security and privacy. Attribute-based Encryption (ABE) is an efficient encryption system with fine-grained access control for encrypting out-sourced data in cloud computing. Since data outsourcing systems require flexible access control approach Problems arises when sharing confidential corporate data in cloud computing. User-Identity needs to be managed globally and access policies can be defined by several authorities. Data is dual encrypted for more security and to maintain De-Centralization in Multi-Authority environment.
I. INTRODUCTION
Cloud computing is internet-based computing during whichmassiveteams of remote serverssquare measure networked to permit sharing of data-processing tasks, centralized information storage, and on-line access to pc services or resources. Clouds are often classified as public, personal or hybrid. Cloud computing that depends on sharing computing resources instead of having native servers or personal devices to handle applications. The mostsanctioning technology for cloud computing is virtualization. In basic ABE systems, the data shared is oftenat intervals one domain or organization. However, in reality, infolikes drivers' licenses andregistration info in universities area unit organized by totally different government departments. The management of attributes and key distributions can't be undertaken by an equivalent attribute authority. Moreover, access methodscould also be distributed supported attributes of various authorities.
Cloud computing provides the tools and technologies to create data/compute intensive parallel applications with far morereasonablecosts compared to ancient parallel computing techniques. In Single-authority ABE, every user's keys area unit generated victimizationtotally different random and on the QT shared values specified keys generated for various users can't be combined, that prevents collusion attacks.
The main objective of this paper isn't to use a central authority to manage users and keys, and solelystraightforward trust relations have to be compelled to be fashioned by sharing the general public key between every attribute authority (AA).
User identities square measuredistinctive by combining a user's identity with the identity of the AA wherever the user is found. Once a key request has to be created to associate authority outside the domain, the request has to be performed by the authority within the current domain instead of by the users, so, user identities staypersonal to the AA outside the domain, which is able to enhance privacy and security. Here, once the user ought to requests associate attribute secret key, if the attributes square measuresituated outside the domain, the request by the supply AA within the domain to the target AA is 
C. Fuzzy Identity-Based Encryption
In this paper, discussed the use fullness of using biometric s in Identity-Based and then discuss their contributions. Using biometrics in Identity-Based Encryption in many situations, using biometric-based individuality in an IBE system has a number of important advantages over "standard" IBE. In standard Identity-Based Encryption scheme a user with a positive identity, for example, "Bob Smith", will need to go to an authority to obtain the private key corresponding to the identity. In that process the user will need to "prove" to the authority that he is indeed entitled to this identity. That will typically involve presenting supplementary documents or credentials. Typically, there exists a trade-off between a system that is expensive in this step and one that is less reliable. The concept of attribute-based encryption (ABE) is a promising approach that fulfills these requirements.
ABE features a device that enables an entrance control over encrypted data using access policies and qualified attributes among private keys and cipher texts. Especially, cipher text-policy ABE (CP-ABE) provides a scalable way of encrypting data such that the encryption defines the attribute set that the decryptor needs to have classify to decrypt the cipher text.
PROPOSED WORK
 Attribute Group -Based Encryption is managed. It adapts a dual encryption approach to overcome the user access control problem.
 Multiple attribute groups are included and data is distributed among them. User privileges may be varying for data maintained by different attribute groups.
 The data owner maintains all the membership lists to enable the direct user management in more than one place.
 Keys are assigned randomly and independently from each other. But group key mechanism is common for users in single group  All the data is maintained by more authority groups. 
d) Attribute Key Generation
This module is used to process the key generation process and the access structure modules is used to create the access specification for each and every user for specifying the details with the rights of select, insert, update, delete operation those process is selected by the check box control, attribute identity number and user identity numbers are selected by user from the Combo Box control.
e) Encryption
Encrypt the text using public key for the purpose of other users not knows the given message. So, the unrestricted key is extract using get key grasp button and displayed in the label control, the message is entered in the textbox manage then the given encrypted communication is display in the label control. The encrypted message saved in the application using creates cipher text and save command button event.
f) Decrypt Cipher Text
It is used to retrieve the plain data in the application.
The specified cipher text is entered the data is showed to the user. In these module user characteristics number and nobody texts are selected from the combo box control, group identity is display in the label controls. The significance is decrypted in the cipher text grid view control using the decrypt authority button occurrence.
The following Table describes experimental result for proposed system secure attribute selection analysis.
The The setup algorithm is executed which is a randomized algorithm that takes no input other than the implicit security parameter of the public key PK and a master key MK.
STEP 2:
The attribute key generation algorithm is executed which takes input the master key MK, a set of attributes  L, and a set of user indices U u as parameters. It outputs a set of private attribute keys SK for each user in U that identifies with the attributes set.
STEP 3:
The key encrypting key (KEK) generation algorithm is executed in this module, which takes a set of user indices U u as input, and outputs KEKs for each user in U, which will be used to encrypt attribute group keys K i for each Gi G.
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