Internet Governance (hoofdstuk 1) by Schermer, B.W. & Lodder, A.R.
VU Research Portal
Internet Governance (hoofdstuk 1)
Schermer, B.W.; Lodder, A.R.
published in
Recht en Computer (6e druk)
2014
Link to publication in VU Research Portal
citation for published version (APA)
Schermer, B. W., & Lodder, A. R. (2014). Internet Governance (hoofdstuk 1). In S. van der Hof, A. R. Lodder, &
G. J. Zwenne (Eds.), Recht en Computer (6e druk) (pp. 1-24). (Recht en Praktijk ICT; No. 4). Kluwer.
General rights
Copyright and moral rights for the publications made accessible in the public portal are retained by the authors and/or other copyright owners
and it is a condition of accessing publications that users recognise and abide by the legal requirements associated with these rights.
            • Users may download and print one copy of any publication from the public portal for the purpose of private study or research.
            • You may not further distribute the material or use it for any profit-making activity or commercial gain
            • You may freely distribute the URL identifying the publication in the public portal ?
Take down policy
If you believe that this document breaches copyright please contact us providing details, and we will remove access to the work immediately
and investigate your claim.
E-mail address:
vuresearchportal.ub@vu.nl








Naarmate  het  belang  van  het  internet  toenam, werd  ook  de  vraag  hoe wij  het  internet moeten 
besturen en reguleren steeds relevanter. Deze vraag  is uitermate gecompliceerd: als  iedereen waar 
ook  ter wereld  informatie beschikbaar kan stellen aan en ontvangen van de hele wereldbevolking, 
welk recht  is dan van toepassing? Wie kan op deze  informatie invloed uitoefenen? In dit  inleidende 
hoofdstuk zullen wij de belangrijkste technische kenmerken van het internet bespreken en ingaan op 







Het  internet  is  een  losjes  georganiseerd,  wereldomspannend  publiek  netwerk  van  autonome 
computernetwerken 1  De  verschillende  netwerken  zijn  fysiek  met  elkaar  verbonden  door 
uiteenlopende elektronische en optische netwerktechnologieën. De apparaten die met het  internet 
verbonden zijn (de knooppunten ofwel  ‘nodes’ op het netwerk) kunnen communiceren met elkaar, 







netwerk wegvalt  (bijvoorbeeld  door  een  kernaanval  op  een  stad),  kan  binnen  een  gedistribueerd 
netwerk  de  communicatie  via  een  andere  route  omgeleid  worden.  Op  deze  manier  zou  de 








Om het verkeer om  te  leiden via een andere  route werd gebruik gemaakt van packet switching  in 
plaats  van  het  toen  gangbare  circuit  switching.  Bij  circuit  switched‐communicatie  wordt  er  een 
specifiek  communicatiecircuit  opgesteld  dat  de  communicatie  moet  volgen.  Als  dit  circuit 




de  losse  pakketjes  vervolgens  weer  samengevoegd  tot  het  oorspronkelijke  bericht.  De  Internet 
Protocol Suite werd de standaard voor deze packet switched‐communicatie. 
 
Na  de  adoptie  van  de  Internet  Protocol  Suite  door  het  Amerikaanse  leger  volgden  ook  de 
academische  wereld  en  de  private  sector.  Inmiddels  is  de  Internet  Protocol  Suite  de 
communicatiestandaard waar het internet op draait.  
2.2 TCP/IP 




apparaten die  het  internetverkeer  regelen, welke  pakketjes met  informatie  naar welke  computer 
gestuurd moeten worden. TCP werkt  ‘bovenop’ het  IP. TCP geeft de garantie dat de pakketjes met 














De  bovenste  laag wordt  de  toepassingslaag  (application  layer)  genoemd.  In  deze  laag  hebben  de 
digitale gegevens de vorm van  (voor de mens) begrijpelijke  informatie,  zoals  tekst en getallen. De 
applicatielaag wordt gebruikt door netwerkprogramma’s, zoals browsers of e‐mailprogramma’s. De 
onderste  laag  is  de  fysieke  laag  en  beschrijft  de  elektrische  en mechanische  kenmerken  van  het 
netwerk,  van  de  specificaties  van  het  elektrische  signaal  tot  de  kabeltypes,  de  stekkers  en  de 




In de context van het  internet worden  IP‐netwerken  (of netwerken van netwerken) die zelfstandig 
functioneren  en  beheerd  worden  Autonome  Systemen  (AS)  genoemd.  Binnen  een  autonoom 




Om elkaars gebruikers, alsmede andere netwerken  (de  rest van het  internet)  te bereiken, kunnen 
eigenaren van autonome systemen afspraken maken over het uitwisselen van gegevens tussen hun 
                                                        








het  Border  Gateway  Protocol  (BGP). 4  Ieder  autonoom  systeem  krijgt  een  eigen  AS‐nummer 
toegewezen waardoor  het  herkenbaar  is  binnen  het  grotere  netwerk. Wanneer  twee  autonome 






















de  server. Elk verzoek bevat een  zogenaamde Uniform Resource  Locator  (URL) die naar  specifieke 
data  op  de  webserver  verwijst  (bijvoorbeeld  de  locatie  van  een  webpagina,  afbeelding  of 
emailadres). 
 
URL’s  dienen  als  hyperlinks waarmee  gebruikers  naar  verschillende  pagina’s  binnen  een website, 
naar externe websites of naar documenten doorgestuurd kunnen worden. 
2.6 Domeinnamen en het DNS 
Het  Domain  Name  System  (DNS)  is  het  netwerkprotocol  dat  op  internet  gebruikt  wordt  om 
domeinnamen te koppelen aan  IP‐adressen. Een  IP‐adres  is een reeks getallen die een apparaat op 
het  internet  identificeert. Het DNS  is ontwikkeld omdat het voor mensen  te  ingewikkeld  is om  IP‐
adressen  te  onthouden.  Wanneer  een  gebruiker  een  domeinnaam  intypt  in  zijn  browser 




.nl  of  .es.  Gebruikers  kunnen  zelf  een  domeinnaam  kiezen  en  deze  laten  registreren  bij  een 
zogenaamde registry, wanneer de naam niet al door  iemand anders  is geclaimd. Domeinnamen als 
.com, .net en .edu worden Top Level Domains genoemd (TLDs), domeinnamen die een specifiek land 
aanduiden  (.nl  voor Nederland  en  .es  voor  Spanje  bijvoorbeeld) worden  Country  Code  Top  Level 




























Tot  eind  jaren  negentig  was  het  dominante  dienstverleningsmodel  op  internet  relatief  statisch. 
Diensten  die werden  aangeboden  aan  de  gebruiker waren  primair  statische  internetpagina’s met 
informatie.  Rond  de  eeuwwisseling  kwam  hier  verandering  in  met  de  komst  van  diensten  die 
individuele gebruikers (zowel bedrijven als consumenten)  in staat stelden om zelf ook  informatie te 
produceren  en  via  het  internet  te  distribueren.  Door  platformdiensten  zoals  sociale  netwerken 
(Myspace,  Hyves,  Facebook,  LinkedIn),  (micro)blogging  diensten  (Wordpress,  Twitter  en  Tumblr), 
videosites  (YouTube,  Vimeo)  en  fotosites  (Flickr,  Instagram)  zijn  gebruikers  inmiddels  ook  actieve 
participanten op het internet. Naast deze zogenaamde sociale media of ‘Web 2.0’ toepassingen zijn 
er  ook  andere  platformdiensten,  zoals  veilingsites  (Marktplaats,  eBay)  en  opslagdiensten  (Mega, 
Rapidshare, WeTransfer).5 
2.7.4 De ‘Cloud’ 
Een belangrijke ontwikkeling  in de manier waarop  internetdiensten worden  aangeboden,  is  cloud 
computing. Door middel  van  cloud  computing  kunnen  hardware,  applicaties  en  gegevens  via  het 
internet ter beschikking worden gesteld aan de eindgebruiker.  In feite zijn clouddiensten specifieke 
vormen  van platform‐  en hostingdiensten, waarbij de dienst op  afstand wordt  geleverd. Bekende 
voorbeelden  van  clouddiensten  zijn  email  (Gmail,  Hotmail),  kantoorsoftware  (Office  365,  Google 
Docs, Salesforce) en opslag (Skydrive, Amazon Clouddrive, iCloud). 
2.8 De verdere ontwikkeling van het internet 
Bovenstaand  zijn  de  belangrijkste  technische  kenmerken  van  het  internet  beschreven, maar  het 
internet en ook de diensten die van het internet gebruik maken ontwikkelen zich razendsnel. In dat 





Door  de  ontwikkeling  van  draadloze  netwerktechnologieën  en  miniaturisering  van 
computertechnologie  kunnen  steeds  meer  apparaten  en  objecten  worden  uitgerust  met 
internettoegang.  Een  volgende  logische  stap  in  deze  ontwikkeling  is  het  koppelen  van  fysieke 
voorwerpen aan het internet: the Internet of Things. Deze ontwikkeling is al geruime tijd bezig in een 





In  het  verlengde  van  het  Internet  of  Things  ligt  de  visie  van  Ubiquitous  Computing  en  Ambient 
Intelligence,  waarin  de  mens  wordt  omringd  door  een  onzichtbaar  netwerk  van  intelligente 
computers,  sensoren  en  andere  ICT‐middelen.  In  deze  visie  staat  de  gebruiker  centraal:  de 
intelligente, onzichtbare  ICT‐infrastructuur  is zich  ‘bewust’ van de personen  in de omgeving en kan 




Tegelijkertijd  is  er  een ontwikkeling  gaande  die  bekend  staat onder de naam Augmented  Reality, 
waarbij  (via  het  internet  verkregen)  informatie  direct  zichtbaar  is  in  onze  fysieke  wereld.  In  dit 











Anders dan bij fysieke wegen waar  in de wet  is aangegeven wie de wegbeheerder  is,9 zijn er bij het 
internet  vele  beheerders  op  verschillende  niveaus  en  ontbreekt  er  een  duidelijke  wettelijke 
grondslag. Governance kan plaatsvinden op het niveau van een individuele organisatie, bijvoorbeeld 
















groeide  het  besef  van  de  noodzaak  van  governance  op  mondiaal  niveau,  zogenoemde  global 
governance.  Global  governance  houdt  zich  bezig met mondiale  vraagstukken  die  niet  binnen  de 
context van een individuele natiestaat opgelost kunnen worden. Voorbeelden van deze vraagstukken 
zijn  wereldvrede,  internationale  veiligheid,  economische  ontwikkeling  en  welvaartverdeling, 
milieuvraagstukken en – inmiddels ook – de regulering van het internet. Internet governance is zowel 
een onderdeel van als een katalysator voor global governance. Het  internet roept enerzijds nieuwe 







de  tweede  internationale  topconferentie  werd  ook  een  definitie  van  internet  governance 
geformuleerd:11 
 
“Internet  governance  is  de  ontwikkeling  en  toepassing  door  overheden,  de  private  sector  en  het 
maatschappelijk  middenveld  van  gedeelde  principes,  normen,  besluitvormingsprocedures  en 
programma’s die de ontwikkeling en het gebruik van het internet vormgeven.” 
 
Achter  deze  brede  definitie  van  internet  governance  gaan  tal  van  perspectieven  schuil.  Kurbalija 
geeft een overzicht vanuit de achtergrond van betrokkenen met ieder hun eigen perspectief, zoals IT‐







Enigszins  in  het  verlengde  van  deze  observatie  ligt  het  onderscheid  dat  gemaakt  wordt  tussen 
technische en inhoudelijk vraagstukken op het gebied van internet governance. Technische aspecten 
vallen  onder  internet  governance  in  enge  zin  en  betreffen  vraagstukken  aangaande  protocollen, 
standaarden,  domeinnamen  enzovoorts.  Het  gaat  dan  om  de  infrastructuur  en  het  technisch 
ontwerp van internet. Internet governance in brede zin heeft betrekking op inhoudelijke, politieke of 
                                                        







Dutton  &  Peltu  hanteren  een  indeling  waarin  internet  governance  in  brede  en  enge  zin  deels 
overlappen.13 Internet governance in enge zin typeren zij als internet centric, het internet als zodanig 
staat daarbij centraal.  Internet governance  in brede zin delen zij op  in  internet user centric en non‐
internet  centric.  In  de  eerste  categorie  gaat  het  om  regulering  van  gebruik  en misbruik  van  het 
internet. Het draait hier om onderwerpen als cybercrime, consumentenbescherming en privacy.14 De 
tweede categorie ziet op bredere maatschappelijke vraagstukken waarbij het internet weliswaar een 
belangrijke  rol  speelt, maar die niet exclusief het  internet  raken. Hierbij  kan gedacht worden  aan 
zaken  als  zoals  het  dichten  van  de  digitale  kloof,  de  toekomst  van  het  auteursrecht,  culturele 
diversiteit en de vrijheid van meningsuiting. 
4 Het belang van internet governance 
Al  sinds  de  opkomst  van het  internet woedt  er  een  discussie  over  de  noodzaak, mogelijkheid  en 
wenselijkheid van  internet governance en regulering.15 Vroege tegenstanders van  internetregulering 
zagen het  internet  als  een  vrije wereld  zonder  regels.  Zij waren  van mening dat het  internet een 








snelle  informatie‐infrastructuur en richtte zich daarmee dus op  internet governance  in enge zin.  In 
1998,  toen  in Nederland  steeds meer bedrijven en huishoudens het  internet dagelijks gebruikten, 
formuleerde  de  Nederlandse  overheid  voor  het  eerst  een  coherente  visie  op  de  toekomstige 
regulering van het internet. In de Nota Wetgeving voor de Elektronische Snelweg (WES) onderkende 




onze  samenleving:  1)  internet  als  luxegoed,  2)  internet  als  infrastructuur  naast  bestaande 
infrastructuren (nevenschikking) en 3) internet als infrastructuur die andere infrastructuren vervangt 
                                                        

















luxegoed  moest  de  overheid  een  terughoudende  rol  aannemen,  terwijl  bij  het  niveau  van 
nevenschikking een meer ordenende rol van de overheid verwacht mocht worden. Indien er sprake is 
van verdringing van offline diensten door elektronische diensten en applicaties,  is een pro‐actieve 
houding  van  de  overheid  gepast. 19  Inmiddels  is  het  internet  uitgegroeid  tot  een  kritieke 








infrastructuren.  Waterschappen  kunnen  bijvoorbeeld  hun  pompen  en  afsluitsystemen  via  het 





staat  de  veiligheid  van  het  internet  (cybersecurity),  hoog  op  de  (inter)nationale  agenda.22 Hierbij 
draait  het  niet  alleen  om  bescherming  tegen  cybercriminelen,  hackers  en  technische 
kwetsbaarheden, maar ook om bescherming tegen door staten geïnitieerde cyberaanvallen. Zo is er 







































Het  tweede model,  dat  ziet  op  regulering  door  nationale  overheden,  is  dominant  in  de  fysieke 
wereld, maar werd aanvankelijk als lastig of onmogelijk gezien voor het internet.25 Binnen de grenzen 
van een  land  kan het  internet echter wel degelijk effectief  gereguleerd worden. Goldsmith & Wu 
betogen dan ook dat  internetregulering primair nationaal georiënteerd  is.26 De nationale overheid 
kan regels stellen aan het gebruik van het  internet door het reguleren van nationale netwerken en 
ISPs.  In  landen  waar  autoritaire  regimes  de  vrijheid  van meningsuiting  beperken  is  dit  duidelijk 
zichtbaar. In bijvoorbeeld China en Iran is de vrije toegang tot het internet beperkt. Door middel van 
filters,  internetblokkades  en  toezicht  op  het  gebruik  van  internet  wordt  nationale  wetgeving 











Het  derde  model  omvat  twee  afzonderlijke  modellen  die  regulering  door  de  nationale  staat 
overstijgen. In de eerste plaats valt er internationale regulering door verdragen onder. Een voorbeeld 
is  het  Cybercrime‐verdrag  (zie  hoofdstuk  9).  In  de  tweede  plaats  wordt  er  regulering  door 
transnationale organisaties, dat wil  zeggen non‐gouvermentele,  internationale organisaties die op 
grond  van  overeenstemming  tussen  betrokken  partijen  (delen  van)  het  internet  reguleren,  onder 
begrepen.  ICANN  is  daarvan  het meest  succesvolle  voorbeeld. Het  betreft  hier  evenwel  over  het 




de  vormgeving  van  de  technische  toepassingen  en  de  architectuur  van  het  internet.  Zo  kan 
normconform  of  gewenst  gedrag  worden  afgedwongen  door  de  mogelijkheden  (en 
onmogelijkheden)  die de  technologie  de  gebruiker biedt.28 Hierbij  kan  gedacht worden  aan  filters 












complicerende  factoren  genoemd  en  toegelicht. Het  betreft  hier met  name  complicaties  voor  de 
traditionele regulering van staatswege (nationaal en internationaal). 
6.1 Geen beperkingen in ruimte 
Het  internet  kent  geen  beperkingen  in  ruimte  en  eindigt  niet  bij  de  landsgrens, waardoor  iedere 
regulerende  strategie  problemen  zal  ondervinden  met  betrekking  tot  het  uitoefenen  van 
rechtsmacht.29 Daar waar grenzen  in de  fysieke wereld grotendeels rechtsmacht bepalen, vervallen 

















een  staat  zijn  territorialiteit,  het  gevolg  van  de  gedraging,  de  nationaliteit  van  het  rechtssubject, 
universaliteit en de bescherming van de belangen van de staat.32  
 
Maar  een  probleem  dat  zich  op  het  internet  manifesteert,  is  dat  met  name  het  belangrijkste 
aanknopingspunt voor het aannemen van rechtsmacht (territorialiteit) niet meer af te bakenen valt. 








Handhavingsjurisdictie  betreft  de  vraag  in  hoeverre  een  staat  (dwang)middelen  en 
(opsporings)bevoegdheden mag  inzetten  tegen  burgers  en  is  daarmee  nauw  verbonden met  de 
nationale soevereiniteit. Handhavingsjurisdictie  is  in principe beperkt tot de eigen  landgrenzen. Wil 








meteen  kunnen  achterhalen waar op de wereld  een  verdachte  zich bevindt  en/of waar bepaalde 
















34 Minister van  Justitie en Veiligheid  I.W. Opstelten, Brief aan de Tweede Kamer  inzake Wetgeving 
bestrijding cybercrime, 15 oktober 2012. 
consumenten,  bedrijven  en  overheden  kunnen  makkelijker  het  slachtoffer  worden  van  grove 
belediging, uitbuiting en crimineel gedrag, zonder dat de dader hiervan kan worden achterhaald. Het 
is  daarom  van  belang  dat  er  een  goede  balans  wordt  getroffen  tussen  anonimiteit  en 



















Het  internet  kenmerkt  zich door  een hoge mate  van  technische en organisatorische  complexiteit. 
Hierdoor is het niet eenvoudig om effectieve reguleringsstrategieën te formuleren en uit te voeren. 
Zoals  aangegeven  in  het  begin  van  dit  hoofdstuk  is  het  alleen mogelijk  om  effectieve  wet‐  en 
regelgeving voor het internet op te stellen met een gedegen kennis van de werking van het internet. 




de  regulering  van het  internet  in belangrijke mate wordt  vormgegeven door  staten, op basis  van 













aan  regulering  van  nieuwe  technologie  op  basis  van  afspraken  tussen  publieke,  private  en 
maatschappelijke partijen. Dit  laatste model wordt multi‐stakeholder governance genoemd. Binnen 














In  deze  paragraaf  bespreken wij  een  aantal  belangrijke  stakeholders  op  het  gebied  van  internet 
governance die binnen het multi‐stakeholder model actief zijn. Wij  richten ons hierbij specifiek op 
die organisaties,  fora en gremia die specifiek zijn voor het  internet. Uiteraard spelen  in de bredere 











De  Internet  Corporation  for  Assigned  Names  and  Numbers  (ICANN)  coördineert  de  belangrijkste 
technische  processen  die  het  internetverkeer  mogelijk  maken.  Deze  processen  zijn  het 








voor  uitgifte  en  beheer  van  domeinnamen,  het  opzetten  van  uniforme  geschillenbeslechting met 
betrekking  tot  domeinnamen  (Uniform  Domain  Name  Dispute  Resolution  Policy,  UDRP)  en  het 
ontwikkelen van veiligheidsmaatregelen tegen cybercrime.38 
 
De  organisatie  is  opgebouwd  uit  een  centraal  bestuur  met  daaronder  diverse  werkgroepen, 






is  in  principe  vrij  toegankelijk  voor  een  ieder  die  daaraan wil  bijdragen.  ICANN  streeft  ernaar  te 
handelen op basis van een zo groot mogelijke consensus en heeft daarom een breed netwerk van 
registries,  registrars,  Internet  Service  Providers  (ISPs),  overheden  en  experts  op  het  gebied  van 
intellectuele eigendom, mensenrechten en online handel opgebouwd. 
 
Gezien het  immense belang van de coördinerende taken van  ICANN voor het  functioneren van het 
internet  is  het  werk  van  de  organisatie  sterk  gepolitiseerd.  Het  is  een  publiek  geheim  dat  de 
Amerikaanse overheid nog steeds een grote  invloed uitoefent op het dagelijks bestuur van  ICANN. 
Via  de  Government  Advisory  Comittee  (GAC)  brengen  bovendien  ook  de  overheden  van  andere 
landen  hun  zienswijzen  op  het  beleid  van  ICANN  onder  de  aandacht  van  het  ICANN  bestuur. De 
adviezen van GAC zijn echter niet bindend voor de organisatie, hetgeen enerzijds uiting geeft aan de 








De officiële documenten die de  IETF produceert worden Requests  for  comments  (RFCs) genoemd. 
Hierin  wordt  beschreven  hoe  protocollen,  standaarden  en  producten  op  het  internet  beter 
geïmplementeerd  kunnen  worden  en  hoe  de  internetgemeenschap  technische  vooruitgang  kan 
boeken.  Sommige  van  deze  documenten  worden  als  standaarden  gezien.  Documenten  en 
zienswijzen van de  IETF hebben op zichzelf geen  juridische betekenis, maar zijn  in de  (technische) 







om  internationale  afspraken  te  maken  over  zowel  de  aanleg  als  het  gebruik  van 
telecommunicatieverbindingen.  In  1865  is  daarom  de  International  Telegraph  Union  opgericht  in 
Parijs. Sinds 1934 heet de organisatie de  International Telecommunications Union  (ITU) en  in 1947 
werd  ITU  een  agentschap  van  de Verenigde Naties.  ITU  is  een  intergouvernementele  organisatie, 




39  De  IETF  heeft  ook  een  ‘zusterorganisatie’  die  zich  specifiek  bezighoudt  met  onderzoek  en 





De afspraken  in  ITU‐verband zijn  internationale overeenkomsten en verdragen. Deze afspraken zijn 











ITU  formeel niet over het  internet gaat, zijn vele aspecten van telecommunicatie en  IT die door de 
ITU worden besproken  randvoorwaardelijk voor de ontwikkeling van het  internet. Begin 20e eeuw 
was het vanzelfsprekend dat overheden  in  internationaal verband afspraken maakten en verdragen 








leiding van Rusland, een voorstel  indienden  tot wijziging van de  International Telecommunications 
Regulations  (ITRs), waardoor de  ITU expliciete bevoegdheden op het gebied van  internetregulering 
zou  krijgen. Het nieuwe  verdrag  is door  slechts 89  landen ondertekend en daarmee niet bindend 
voor  die  landen  die  niet  ondertekend  hebben.42 Met  name Westerse  landen,  die  een  expliciete 
regulerende bevoegdheid  van de VN‐organisatie  ten aanzien  van het  internet onwenselijk  vinden, 
wijzen deze ontwikkeling af en zijn dus niet gebonden door de nieuwe ITRs.  
WSIS en IGF 
De Algemene Vergadering  van de VN  riep  in  een  resolutie uit  2001 op  tot het beleggen  van  een 
conferentie over de  informatiemaatschappij.43 Dit werd de eerder genoemde World Summit on the 
Information Society (WSIS) en was een van de eerste gezaghebbende mondiale politieke conferenties 










maatschappelijke  belangenorganisaties  bij  het  proces  te  betrekken. 
 
Er zijn twee WSIS‐bijeenkomsten geweest. Het eerste deel van WSIS werd afgesloten met de Geneva 
Declaration  of  principles  en  het  Geneva  Plan  of  Action.45 De  tweede  WSIS  conferentie  in  2005 
resulteerde  in  de  Tunis Agenda  voor  de  Informatiemaatschappij, waarin  het  fundament  gelegd  is 
voor het debat over de  regulering  van het  internet. Deze basis bestond uit de  volgende politieke 
besluiten: 
 
 Het  vaststellen  van  de  uitgangspunten  van  het  VN  ICT‐beleid  in  de WSIS  Action  Lines.46 
Tijdens de WSIS  is bepaald dat de  implementatie van de  ideeën van de WSIS op nationaal 
niveau via  ‘Action Lines’ moet gaan. Deze Action Lines zien onder andere op de  rol die de 
overheid  en  andere  actoren  kunnen  spelen  in  de  toepassing  van  ICT  voor 
ontwikkelingsdoeleinden; 
 De  oprichting  van  het  Internet  Governance  Forum  (IGF).  Het  forum  is  een  internationaal 
platform  voor  beleidsoverleg  met  een  multidisciplinair  karakter,  net  als  de  WSIS 
conferenties.  IGF  heeft  slechts  een  adviserende  rol binnen  de VN‐besluitvorming. Hoewel 
besluiten  en  standpunten  van  het  IGF  geen  formele  juridische  status  hebben,  zijn  zij 
niettemin  relevant  vanwege  het  feit  dat  het  gezaghebbende  uitspraken  over 
internetregulering betreft vanuit het bedrijfsleven, maatschappelijke organisaties en andere 
non‐gouvernementele  organisaties,  die  tot  stand  komen  in  samenspraak met  overheden. 
Daarnaast  speelt  IGF een belangrijke  agendavormende  rol  in het politieke proces  rondom 
























en  ICT  ziet  als  een  belangrijk middel  om  de Millennium Development Goals  van  de VN  te  halen. 




proces,  gebaseerd  op  een  resolutie  van  de  ECOSOC,  is  bedoeld  om  de  voortgang  van  de WSIS 
actielijnen te bewaken en is een belangrijke bron van academische kennisvorming en publicaties op 





het wereldwijd  kunnen  communiceren  laten  afnemen. Om die  reden  verwachten wij dat  internet 
governance en ‐regulering ook in de toekomst van groot belang zal blijven. 
                                                        
47 ECOSOC Resolution 2010/2 on "Assessment of  the progress made  in  the  implementation of and 
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