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 PEDOMAN TRANSLITERASI ARAB-LATIN DAN SINGKATAN 
A. Transliterasi Arab-Latin 
Daftar huruf bahasa Arab dan transliterasinya ke dalam huruf Latin dapat 
dilihat pada tabel berikut: 
1. Konsonan  
Huruf  Arab Nama Huruf Latin Nama 
ا alif tidak dilambangkan tidak dilambangkan 
ب ba B be 
ت ta T te 
ث s\a s\ es (dengan titik di atas) 
ج jim J je 
ح h}a h} ha (dengan titik di bawah) 
خ kha Kh ka dan ha 
د dal D de 
ذ z\al z\ zet (dengan titik di atas) 
ر ra R er 
ز zai Z zet 
س sin S es 
ش syin Sy es dan ye 
ص s}ad s} es (dengan titik di bawah) 
ض d{ad d} de (dengan titik di bawah) 
ط t}a t} te (dengan titik di bawah) 
ظ z}a z} zet (dengan titik di bawah) 
ع ‘ain ‘ apostrof terbalik 
غ gain G ge 
ؼ fa F ef 
ؽ qaf Q qi 
ؾ kaf K ka 
ؿ lam L el 
ـ mim M em 
ف nun N en 
و wau W we 
وػ ha H ha 
ء hamzah ’ apostrof 
ى ya Y ye 
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Hamzah (ء) yang terletak di awal kata mengikuti vokalnya tanpa diberi 
tanda apa pun. Jika ia terletak di tengah atau di akhir, maka ditulis dengan tanda 
(’). 
2. Vokal 
Vokal bahasa Arab, seperti vokal bahasa Indonesia, terdiri atas vokal 
tunggal atau monoftong dan vokal rangkap atau diftong. 
Vokal tunggal bahasa Arab yang lambangnya berupa tanda atau  harakat, 
transliterasinya sebagai berikut: 
 
Vokal rangkap bahasa Arab yang lambangnya berupa gabungan antara 
harakat dan huruf, transliterasinya berupa gabungan huruf, yaitu: 
Contoh: 
ََفْيَك: kaifa 
ََؿْوَى : haula 
3. Maddah  
Maddah atau vokal  panjang  yang  lambangnya  berupa  harakat  dan  huruf, 
transliterasinya berupa huruf dan tanda, yaitu: 
Tanda Nama Huruf Latin Nama 
ََا fath}ah a a 
 َا kasrah i i 
 َا d}amah u u 
Tanda Nama Huruf Latin Nama 
 َْىَى fath}ah dan ya>’ ai a dan i 
َْوَػى fath}ah dan wau au a dan u 
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Contoh: 
ََتاَم  : ma>ta 
ىَمَر  : rama> 
ََلْي ق  : qi>la 
 َتْو َيَ  : yamu>tu 
4. Ta>’ marbu>t}ah 
Transliterasi untuk ta>’ marbu>t}ah ada dua, yaitu: ta>’ marbu>t}ah yang hidup 
atau mendapat harakat fath}ah, kasrah, dan d}ammah, transliterasinya adalah [t]. 
Sedangkan ta>’ marbu>t}ah yang mati atau mendapat harakat sukun, transliterasinya 
adalah [h]. 
Kalau pada kata yang berakhir dengan ta>’ marbu>t}ah diikuti oleh kata yang 
menggunakan kata sandang al- serta bacaan kedua kata itu terpisah, maka 
ta>’marbu>t}ah itu ditransliterasikan dengan ha (h). 
Contoh: 
اَ ةَضْوَرَْلَ َؿاَفْط   : raud}ah al-at}fal> 
 َةَل  ضاَفْلاَ ةَنْػي دَمَْلا  : al-madi>nah al-fa>d}ilah 
َْلَا َةَمْك    : al-h}ikmah 
 
 
 
Harakat dan 
Huruf 
Nama 
Huruf dan 
Tanda 
Nama 
  ى ﹶ...      ا ﹶ...  fath}ah dan alif atau ya>’ a> a dan garis di atas 
ىى   kasrah dan ya>’ i> i dan garis di atas 
 َىو   d}amah dan wau u> u dan garis di atas 
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5. Syaddah (Tasdi>d)  
Syaddah atau tasydi>d yang dalam sistem tulisan Arab dilambangkan dengan 
sebuah tanda tasydi>d ( َﹼ ), dalam transliterasi ini dilambangkan dengan perulangan 
huruf (konsonan ganda) yang diberi tanda syaddah. 
Contoh: 
ََانَّبَر : rabbana> 
اَن ْػيََّنَ  :najjaina> 
 َقَْلَا  : al-haqq 
ََم  ع ػن  : nu‚ima 
 َو دَع  : ‘aduwwun 
Jika huruf ى ber-tasydid di akhir sebuah kata dan didahului oleh huruf kasrah 
(  َي
 ى  ( maka ia ditransliterasi seperti huruf maddah menjadi i>. 
Contoh: 
 َي لَع  : ‘Ali> (bukan ‘Aliyy atau ‘Aly) 
 َ  بََرَع  : ‘Arabi> (bukan ‘Arabiyy atau ‘Araby) 
6. Kata Sandang 
Kata sandang dalam sistem tulisan Arab dilambangkan dengan huruf ؿا (alif 
lam ma‘arifah). Dalam pedoman transliterasi ini, kata sandang ditransliterasi seperti 
biasa, al-, baik ketika ia diikuti oleh huruf syamsiyyah maupun huruf qamariyyah. 
Kata sandang tidak mengikuti bunyi huruf langsung yang mengikutinya. Kata 
sandang ditulis terpisah dari kata yang mengikutinya dan dihubungkan dengan garis 
mendatar (-). 
Contoh: 
 َسْمَّشَلا  : al-syamsu (bukan asy-syamsu) 
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 َةََلزْلَّزَلا  : al-zalzalah (bukan az-zalzalah) 
 َةَفَسْلَفَْلا  : al-falsafah 
 َبَْلا َدَلا   : al-bila>du 
7. Hamzah 
Aturan transliterasi huruf hamzah menjadi apostrof (’) hanya berlaku bagi 
hamzah yang terletak di tengah dan akhir kata. Namun, bila hamzah terletak di awal 
kata, ia tidak dilambangkan, karena dalam tulisan Arab ia berupa alif. 
Contoh: 
ََْتَََفْو ر م    : ta’murun> 
 َعْوَّػنَلا   : al-nau‘ 
 َءْيَش   : syai’un 
 َتْر م أ   : umirtu 
8. Penulisan Kata Arab yang Lazim Digunakan dalam Bahasa Indonesia 
Kata, istilah atau kalimat Arab yang ditransliterasi adalah kata, istilah atau 
kalimat yang belum dibakukan dalam bahasa Indonesia. Kata, istilah atau kalimat 
yang sudah lazim dan menjadi bagian dari perbendaharaan bahasa Indonesia, atau 
sering ditulis dalam tulisan bahasa Indonesia, atau lazim digunakan dalam dunia 
akademik tertentu, tidak lagi ditulis menurut cara transliterasi di atas. Misalnya, 
kata al-Qur’an (dari al-Qur’a>n), alhamdulillah, dan munaqasyah. Namun, bila kata-
kata tersebut menjadi bagian dari satu rangkaian teks Arab, maka harus ditrans-
literasi secara utuh.  
Contoh: 
Fi> Z{ila>l al-Qur’a>n 
Al-Sunnah qabl al-tadwi>n 
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9. Lafz} al-Jala>lah (الله) 
Kata ‚Allah‛ yang didahului partikel seperti huruf jarr dan huruf lainnya atau 
berkedudukan sebagai mud}a>f ilaih (frasa nominal), ditransliterasi tanpa huruf 
hamzah. 
Contoh: 
 َاللهَ نْي
 د di>nulla>h  َبلهَ  billa>h 
Adapun ta>’ marbu>t}ah di akhir kata yang disandarkan kepada lafz} al-jala>lah, 
ditransliterasi dengan huruf [t]. Contoh: 
  َاللهَ ةَْحَْرَْ  فَِْم ى hum fi> rah}matilla>h 
10. Huruf Kapital 
Walau sistem tulisan Arab tidak mengenal huruf kapital (All Caps), dalam 
transliterasinya huruf-huruf tersebut dikenai ketentuan tentang penggunaan huruf 
kapital berdasarkan pedoman ejaan Bahasa Indonesia yang berlaku (EYD). Huruf 
kapital, misalnya, digunakan untuk menuliskan huruf awal nama diri (orang, tempat, 
bulan) dan huruf pertama pada permulaan kalimat. Bila nama diri didahului oleh 
kata sandang (al-), maka yang ditulis dengan huruf kapital tetap huruf awal nama 
diri tersebut, bukan huruf awal kata sandangnya. Jika terletak pada awal kalimat, 
maka huruf A dari kata sandang tersebut menggunakan huruf kapital (Al-). 
Ketentuan yang sama juga berlaku untuk huruf awal dari judul referensi yang 
didahului oleh kata sandang al-, baik ketika ia ditulis dalam teks maupun dalam 
catatan rujukan (CK, DP, CDK, dan DR). Contoh: 
Wa ma> Muh}ammadun illa> rasu>l 
Inna awwala baitin wud}i‘a linna>si lallaz \i> bi Bakkata muba>rakan 
Syahru Ramad}a>n al-laz\i> unzila fi>h al-Qur’a>n 
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Nas}i>r al-Di>n al-T{u>si> 
Abu> Nas}r al-Fara>bi> 
Al-Gaza>li> 
Al-Munqiz\ min al-D}ala>l 
Jika nama resmi seseorang menggunakan kata Ibn (anak dari) dan Abu> (bapak 
dari) sebagai nama kedua terakhirnya, maka kedua nama terakhir itu harus 
disebutkan sebagai nama akhir dalam daftar pustaka atau daftar referensi. Contoh: 
B. Daftar Singkatan 
Beberapa singkatan yang dibakukan adalah: 
swt.   = subh }a>nahu> wa ta‘a>la> 
saw.   = s}allalla>hu ‘alaihi wa sallam 
a.s.   = ‘alaihi al-sala>m 
H   = Hijrah 
M   = Masehi 
SM   = Sebelum Masehi 
l.   = Lahir tahun (untuk orang yang masih hidup saja) 
w.   = Wafat tahun 
QS …/…: 4  = QS al-Baqarah/2: 4 atau QS A<l ‘Imra>n/3: 4 
HR   = Hadis Riwayat 
 
 
Abu> al-Wali>d Muh}ammad Ibn Rusyd, ditulis menjadi: Ibn Rusyd, Abu> al-Wali>d 
Muh}ammad (bukan: Rusyd, Abu> al-Wali>d Muh}ammad Ibn) 
Nas}r H{a>mid Abu> Zaid, ditulis menjadi: Abu> Zaid, Nas}r H{a>mid (bukan: Zaid, Nas}r 
H{ami>d Abu>) 
 ivx
 
 :tukireb natakgnis aparebeb tapadret ,barA asahabreb haimli ayrak kutnU
 صفحة = ص
 بدوفَمكاف =  دـ
  سلمَصلىَاللهَعليوَو =  صلعم
 طبعة =  ط
 بدوفَناشر =  دف
  الىَاخره\الىَاخرىا =  الخ
 جزء =  ج
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ABSTRAK 
Nama : Irfan 
NIM : 10400113063 
Judul : Tinjauan Hukum Islam Terhadap UU No.11 Tahun 2008 Pasal 27     
  Ayat 3 tentang Informasi dan Transaksi Elektronik (ITE) 
  
Tujuan penelitian ini adalah: 1) untuk mengetahui latar belakang terbentuknya 
UU No. 11 Tahun 2008 tentang ITE, 2) untuk mengetahui dan memahami dampak 
hukum pasal 27 ayat 3 terhadap implementasinya kepada masyarakat, dan 3) untuk 
mengetahui dan memahami pandangan hukum Islam terhadap implementasi UU No 
11 Tahun 2008 pasal 27 ayat 3 tentang ITE. 
Dalam menjawab permasalahan tersebut, peneliti menggunakan pendekatan 
yuridis normatif. Penelitian ini tergolong library research, data dikumpulkan dengan 
mengutip, menyadur, dan menganalisis dengan menggunakan analisis data kualitatif 
terhadap literatur yang  representatif dan mempunyai relevansi dengan masalah yang 
dibahas, kemudian mengulas, dan menyimpulkannya. 
Setelah mengadakan pembahasan tentang tinjauan hukum Islam terhadap 
implementasi UU No. 11 Tahun 2008 pasal 27 ayat 3 tentang ITE, maka dapat 
dipahami bahwa kehadiran UU tersebut merupakan suatu hal yang sangat penting 
dalam menjamin kepastian hukum. Penulis juga menemukan bahwa implementasi 
pasal 27 ayat 3 UU ITE sejak diundangkan tanggal 21 April 2008 belum berjalan 
secara efektif, karena penerapannya masih disalahgunakan oleh beberapa oknum 
tertentu. Selain itu, kehadiran pasal 27 ayat 3 UU ITE diklaim sebagai pasal 
pemasung kebebasan berpendapat. 
Kebijakan pemerintah dengan diundangkannya UU No. 11 Tahun 2008 
tentang ITE terkhusus kepada pasal 27 ayat 3 semestinya tidak menjadi wacana 
semata. Kehadiran UU ini perlu direspon oleh masyarakat  pada umumnya agar 
dalam penerapannya dapat berjalan dengan baik. Kemudian, bagi penegak hukum 
sebaiknya dalam menangani sebuah kasus harus lebih cekatan dalam menerapkan UU 
tersebut. 
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BAB I 
PENDAHULUAN 
A. Latar Belakang Masalah 
Dewasa ini penggunaan situs media sosial sebagai media berinteraksi sosial 
secara online sudah begitu meluas bahkan mendunia. Banyak manfaat yang bisa 
didapat dengan bergabung dalam situs jejaring sosial seperti blogger, friendster, 
facebook, twitter, youtube, instagram, dan masih banyak yang lainnya. Manfaat yang 
dapat diperoleh dari penggunaan jejaring sosial diantaranya adalah dapat berinteraksi 
dan berkoneksi dengan teman, baik itu teman baru atau teman lama, dengan keluarga, 
dan lain-lain. 
Dengan kemudahan adanya media sosial tersebut, masyarakat juga bebas 
berekspresi dan mengeluarkan pendapat, tapi kebebasan ini tetap harus menjaga 
kenyamanan orang lain dan menjaga etika berbahasa dan berperilaku dalam 
berinteraksi melalui media sosial. Disisi lain teknologi informasi dan komunikasi 
juga melahirkan kontribusi yang negatif yaitu adanya situs-situs  internet yang dapat 
memudahkan manusia mengakses data apapun yang seseorang inginkan, sehingga 
dapat menyebabkan munculnya kejahatan-kejahatan baru yaitu dengan memanfaatkan 
situs internet sebagai modus operasinya. Bukan hanya itu  kejahatan-kejahatan 
kecilpun tidak luput dari pengguna media, ketika pengguna internet (Netizen) 
mengeluarkan pendapat sering terjadi tuduhan pencemaran nama baik atau 
penghinaan karena kurang berhati-hati dalam berinteraksi melalui media sosial. 
Pemerintah turut mengatur hal tersebut, sebgaimana tercantum dalam pasal 27 ayat 3 
UU No. 11 Tahun 2008 tentang Informasi Dan Transaksi Elektronik menyebutkan : 
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“Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang memiliki muatan penghinaan dan/atau 
pencemaran nama baik”.1 
Banyak faktor yang melatarbelakangi kejahatan penghinaan atau pencemaran 
nama baik, diantaranya karena adanya unsur-unsur ketidaksengajaan ataupun rasa iri 
hati melihat orang lain mendapatkan keberuntungan, kesuksesan, kemenangan dan 
sebagainya. Atau karena takut karena adanya persaingan yang dapat mengahambat 
perjalanan karirnya, sehingga ia berusaha membuat citra buruk teradap orang lain 
dengan melakukan penghinaan dan pencemaran nama baik. Tindak pidana 
penghinaan dan pencemaran nama baik pada dasarnya memiliki pengertian bahwa 
yang disebut adalah menyerang kehormatan dan nama baik seseorang, yang 
mengakibatkan penderitaan karena rasa malu atau kerugian tertentu. Biasanya 
penghinaan tersebut harus dilakukan dengan kata-kata yang terselip tuduhan, seolah-
olah orang yang dihina telah melakukan perbuatan tertentu, dengan maksud agar 
tuduhan itu tersebar dan diketahui oleh umum. Tindak pidana penghinaan dan 
pencemaran nama baik selalu mengacu pada perbuatan yang di dalamnya ada tuduhan 
mengenai fakta tertentu. Apabila seseorang dituduh melakukan perbuatan tertentu, 
dan perbuatan yang dtransmisikan kekhalayak umum itu berupa perbuatan yang tidak 
benar dan bersifat memalukan apabila diketahui oleh orang banyak, maka tindakan 
itu adalah tindak pidana penghinaan “pencemaran nama baik”. 
Belakangan ini, terdapat beberapa kasus yang dianggap telah melanggar UU 
ITE tersebut diantaranya kasus Buni Yani seorang jurnaslis yang mengunggah 
potongan video pidato Gubernur DKI Jakarta Basuki Tjahaja Purnama (Ahok). 
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Soemarno Partodihardjo, Tanya Jawab Sekitar Undang-Undang No. 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik (Cet. I; Jakarta: PT Gramedia Pustaka Utama, 2008), h. 157. 
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Dalam ungguhan video yang menjadi viral tersebut, Buni menuliskan transkip pidato 
Ahok saat melakukan kunjungan kerja di Kepulauan Seribu. Transkip tersebut yang 
menjadi awal dari kasus surah Al-Maidah ayat 51. Buni dianggap sengaja 
mencemarkan nama baik sang gubernur dengan menuliskan kata “pakai” dalam 
transkipnya. Buni dijadikan tersangka karena dianggap telah melanggar UU No. 11 
Tahun 2008 pasal 27 dan 28 tentang ITE.  Adapun kasus yang serupa terjadi di 
Jeneponto pada tahun 2016 lalu. Seorang anggota DPRD Jeneponto atas nama 
Sudirman Sijaya melaporkan seorang ibu rumah tangga bernama Yusniar (27), warga 
Jl. Alauddin Makassar, atas dugaan pencemaran nama baik. Awal mulanya Yusniar 
mengunggah sebuah status di facebook yang dianggap penghinaan oleh Sudirman 
Sijaya. Status facebook tersebut berbunyi “Alhamdulillah, akhirnya selesai juga 
masalahnya. Anggota DPRD Tolo (tolol), Pengacara Tolo. Mau nabantu orang 
bersalah, nyata-nayatnya tanahnya Ortuku pergiko ganggui poeng,”. Ibu Yusniar di 
tetapkan sebagai tersangka karena didugah telah melakukan pencemaran nama baik 
kepada salah satu anggota DPRD Jeneponto atas nama Sudirman Jaya (pelapor) 
dengan tuduhan melanggar UU No. 11 Tahun 2008 pasal 27 ayat 3 tentang ITE. 
Sejalan dengan hal itu, ajaran Islam juga melarang menyebarkan berita 
keburukan seseorang atau golongan tertentu walaupun itu terbukti (ghibah). Apalagi 
menyeberkan berita yang tidak terbukti kebenarannya (fitnah). Mengunjing (ghibah)  
adalah membicarakan kejelekan orang dibelakang orangnya baik tentang dirirnya 
sendiri atau keluarganya, badannya, atau akhlaknya.
2
 Contoh ghibah seperti ketika si 
A mengatakan kepada kepada si B bahwa si C itu merupakan orang yang berbudih 
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Imam Al-Gazali, Bahaya Lidah  (Cet. II; Jakarta: Bumi Aksara, 1994), h. 64. 
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rendah dan buruk, pembohong, pengecut, sedikit adabnya dan lain-lain. Perbuatan 
tersebut apabila diketahui oleh orang yang dituduh, dapat membuatnya menjadi benci 
dan marah terhadap orang yang mengunjingnya. Sebagaimana firman Allah dalam 
QS Al-Hujurat/49: 12. 
                             
                 
Terjemahnya: 
“Dan janganlah ada di antara kamu yang menggunjing sebagian yang lain. 
Apakah ada di antara kamu yang suka memakan daging saudaranya yang sudah 
mati? Tentu kamu merasa jijik. Dan bertakwalah kepada Allah, sungguh Allah 
Maha Penerima tobat, Maha Penyayang”.3 
Di dalam Islam, Allah juga melarang dan mengharamkan melakukan 
penghinaan. Penghinaan tersebut merupakan menganggap rendah derajat orang lain, 
meremehkannya dan mengingatkan cela-cela dan kekurangan-kekurangan dengan 
cara menyebabkan ketawa. Contohnya adalah  ketika menertawakan seseorang yang 
mempunyai betis yang kecil dan kurus. Perbuatan tersebut dapat membuat orang itu 
merasa terhina dan tersinggung. Firman Allah dalam QS Al-Hujurat/49: 11. 
                         
                                
                        
   
Terjemahnya: 
“Wahai orang-orang yang beriman! Janganlah suatu kaum mengolok-olok 
kaum yang lain, (karena) boleh jadi mereka (yang diperolok-olokan) lebih baik 
dari mereka (yang mengolok-olok), dan jangan pula perempuan-perempuan 
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Kementrian Agama RI, Al-Qur’an dan Terjemahnya (Jakarta: PT. Sinergi Pustaka Indonesia, 
2012), h. 745. 
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(mengolok-olokkan) perempuan lain, (karena) boleh jadi perempuan (yang 
diperolok-olokkan) lebih baik dari perempuan (yang mengolok-olok). 
Janganlah kamu saling mencela satu sama lain, dan janganlah saling memanggil 
dengan gelar-gelar yang buruk. Seburuk-buruk panggilan adalah (panggilan) 
yang buruk (fasik) stelah beriman. Dan barang siapa tidak bertobat, maka 
mereka itulah orang-orang yang zalim”.4 
Dari permasalahan yang kompleks tersebut penyusun merasa gelisah dan 
menimbulkan gairah ilmiah tentang peranan konsep hukum Islam saat ini terhadap 
penyelesaian kasus pencemaran nama baik tersebut. Dengan adanya Undang-Undang 
No. 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik tersebut, telah banyak 
menimbulkan pro dan kontra dikalangan masyarakat bahkan praktisi hukum sendiri 
khususnya dalam pasal 27 ayat 3 yang sebagian pemerhati hukum melihat ketentuan 
tersebut sebagai pemasung kebebasan berpendapat di muka umum. Padahal Indonesia 
adalah Negara demokrasi yang sangat menjunjung tinggi nilai-nilai kebebasan yang 
menjadi bagian terpenting dari demokrasi itu sendiri. 
Maka dari itu penulis merasa tertarik untuk melakukan penelitian mengenai 
bagaimnana tinjauan hukum Islam terhadap UU No. 11 Tahun 2008 pasal 27 ayat 3 
tentang Informasi dan Transaksi Elektronik (ITE). Mengingat hal ini masih menjadi 
perbincangan dikalangan akademisi tentang peranan UU tersebut dengan hak-hak 
warga Negara untuk dalam hal berekspresi, dan mengeluarkan pendapat di muka 
umum sebagai wujud dari Negara Demokrasi. 
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Kementrian Agama RI, Al-Qur’an dan Terjemahnya,  h. 744. 
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B.  Rumusan Masalah 
Fokus penelitian ini berkaitan dengan pokok masalah bagaimana pandangan 
hukum Islam terhadap UU No. 11 Tahun 2008 Pasal 27 Ayat 3 tentang Informasi dan 
Transaksi Elektronik (ITE). Adapun sub masalah yang dapat dikemukakan 
berdasarkan latar belakang dan fokus penelitian adalah sebagai berikut: 
1. Apa yang melatarbelakangi terbentuknya  UU No. 11 Tahun 2008 Tentang 
ITE? 
2. Bagaimana dampak hukum pasal 27 ayat 3 terhadap implementasinya kepada 
masyarakat? 
3. Bagaimana pandangan hukum Islam terhadap implementasi UU No. 11 Tahun 
2008 pasal 27 ayat 3 tentang ITE? 
C. Pengertian Judul 
Judul penelitian dalam skripsi ini adalah “Tinjauan Hukum Islam Terhadap 
UU No. 11 Tahun 2008 Pasal 27 Ayat 3 tentang Informasi dan Transaksi Elektronik 
(ITE)” merupakan sebuah judul yang akan mencoba mengemukakan pandangan 
hukum Islam terhadap pasal 27 ayat 3 dan juga mencoba mengemukakan efektivitas 
dari implementasi UU No. 11 Tahun 2008 Tentang ITE pada umumnya dan pasal 27 
ayat 3 dari undang-undang tersebut pada khususnya terhadap masyarakat. 
Adapun beberapa poin yang perlu peneliti kemukakan adalah sebagai berikut: 
1. Hukum Islam 
Hukum Islam adalah hukum yang berdasarkan kepada nilai-nilai yang 
terkandung dalam ajaran Islam. Hukum Islam merupakan seperangkat tingkah laku 
yang mengatur hubungan manusia dengan Tuhan, manusia dengan manusia, manusia 
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dengan alam sekitar yang berasal dari Allah swt. Hukum Islam juga merupakan 
hukum yang bersifat umum dan kulli, yang dapat diterapkan dalam perkembangan 
hukum Islam menurut situasi dan kondisi masyarakat dan juga perkembangan zaman. 
Jadi, hukum Islam akan selalu menjadi rujukan pertama dalam menetapkan suatu 
aturan karena hukum yang terkandung didalamnya bersifat fleksibel, elastis dan 
dinamis. 
2. UU ITE 
ITE (Informasi Transasi Elektronik) adalah satu atau sekumpulan data 
elektronik yang tidak terbatas pada tulisan, suara, gambar, peta, rancangan, foto, 
electronic data interchange (EDI), surat elektronik (electronic mail), telegram, atau 
sejenisnya, huruf, tanda, angka, kode akses, simbol, dan lain-lain yang tekah diolah 
yang memiliki arti atau dapat dipahami oleh orang yang mampu. Adapun UU ITE 
adalah undang-undang yang mengatur tentang informasi serta transaksi elektronik, 
atau teknologi informasi secara umum. UU ini mremiliki yuridiksi yang berlaku 
untuk setiap orang yang melakukan perbuatan hukum sebagaimana diatur dalam 
undang-undang ini, baik yang berada di wilayah hukum Indonesia, maupun diluar 
wilayah hukum Indonesia, yang memiliki akibat hukum di wilayah hukum Indonesia 
dan/atau di luar wilayah hukum Indonesia dan merugikan kepentingan Indonesia. 
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D. Kajian Pustaka 
Untuk mendukung kajian yang lebih mendalam terhadap masalah tersebut, 
penulis berusaha melakukan penelitian terhadap literatur yang relevan terhadap 
masalah yang menjadi obyek penelitian. Sehingga mendapatkan referensi tepat yang 
berkaitan dengan penelitian ini. Berdasarkan pengamatan peneliti sampai saat ini, 
belum ada karya ilmiah, skripsi, ataupun buku-buku dari berbagai disiplin ilmu yang 
membahas khusus tentang tinjauan hukum Islam terhadap UU No. 11 Tahun 2008 
pasal 27 ayat 3 tentang ITE, khususnya mengenai dampak implementasinya kepada 
masyarakat. Meskipun demikian, ada beberapa buku dan karya ilmiah secara 
substansinya memiliki pembahasan yang menyinggung masalah tersebut. 
Beberapa penelitian terkait UU No. 11 Tahun 2008 pasal 27 ayat 3 tentang 
ITE yang ditemukan diantaranya, skripsi karya saudara Miftahul Jannah yang 
berjudul “Tindak Pidana Pencemaran Nama Baik Melalui Informasi dan Transaksi 
Elektronik (ITE) Ditinjau dari Undang-undang No. 11 Tahun 2008”. Didalamnya 
diuraikan pandangan hukum Islam terhadap unsur-unsur tindak pidana pencemaran 
nama baik melalui informasi dan traksaksi elektronik ditinjau dari UU No. 11 Tahun 
2008. Dalam skripsi tersebut tidak menyinggung mengenai dampak implementasi 
undang-undang tersebut kepada masyarakat, akan tetapi lebih menjelaskan mengenai 
tindak pidana kepada pelaku pencemaran nama baik seperti yang diatur dalam UU 
No. 11 Tahun 2008 pasal 27 tentang ITE.
5
 
                                                          
5Miftahul Jannah, “Tindak Pidana Pencem aran Nama Baik Melalui Informasi dan Transaksi 
Elektronik (ITE) Ditinjau dari Undang-undang No. 11 Tahun 2008”, Skripsi (Makassar: Fak. Syari'ah 
dan Hukum UIN Alauddin, 2015).  
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Skripsi karya Mustakima Bakri yang berjudul “Tindak Pidana Pencemaran 
Nama Baik Melalui Media Sosial (Studi komparatif antara Hukum Positif dan Hukum 
Islam)”. Skripsi tersebut menguraikan mengenai penceamaran nama baik melalui 
media sosial, ditinjau dari hukum positif dan hukum Islam. Skripsi tersebut tidak 
menguraikan secara eksplisit dampak dari implementasi UU ITE kepada masyarakat.
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Soemarno Partodihardjo dalam bukunya Tanya Jawab Sekitar UU No. 11 
Tahun 2008 tentang ITE, 2008, menjelaskan tentang tanya jawab seputar UU ITE, 
rangkaian pointers sekitar UU ITE, dan dinamika perkembangan sekitar UU ITE. Di 
dalam tanya jawab seputar UU ITE, terdapat poin penting yang merupakan materi 
pokok yang terdapat dalam UU ITE. Materi pokok tersebut, yaitu: 
1. Asas dan Tujuan. 
2. Informasi, Dokumen, dan Tanda Tangan Elektronik (TTE). 
3. Penyelenggara Sertifikat Elektronik (PSE) dan Sistem Elektronik (SE). 
4. Transaksi Elektronik (TE). 
5. Nama Domain, HKI, dan Perlindaungan Hak Pribadi. 
6. Perbuatan yang Dilarang. 
7. Penyelesaian Sengketa. 
8. Peran Pemerintah dan Peran Masyarakat. 
9. Penyidikan. 
10. Ketentuan Pidana.7 
Adapun dinamika perkembangan sekitar UU ITE yaitu pasal yang di judicial 
(uji materi) ke Mahkamah Konstitusi adalah pasal 27 ayat 3. Bunyi pasal tersebut, 
yaitu setiap orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya informasi elektronik dan/atau 
dokumen elektronik yang memiliki muatan penghinaan dan/atau pencemaran nama 
                                                          
6Mustakima Bakri, “Tindak Pidana Pencemaran Nama Baik Melalui Media Sosial (Studi 
komparatif antara Hukum Islam dan Hukum Positif)”, Skripsi (Makassar: Fak. Syari’ah dan Hukum 
UIN Alauddin, 2015). 
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Soemarno Partodihardjo, Tanya Jawab Sekitar Undang-Undang No. 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik, h. 8. 
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baik. Dewan pers akan mengajukan judicial review UU ITE diantaranya sebagai 
berikut: 
1. Pasal 27 ayat 3 dan Pasal 28 ayat 2, memasung kebebasan pers karena 
mengatur soal pencemaran nama baik dan penyebaran kebencian. 
2. Kebijakan sensor sangat tidak populer dan ketinggalan zaman karena 
seolah-olah masyarakat adalah pihak yang bodoh dan pemerintah pintar, 
seperti penjaga moral. Padahal, masyarakat sudah cukup dewasa dalam 
menentukan sesuatu yang baik dan buruk. 
3. UU ITE telah melahirkan hukum yang tumpang tindih, misalnya soal 
pencemaran nama baik dan penyebaran kebencian sudah ada dalam KUHP 
“karena aturan tersebut sangat mengekang dan membatasi”.8 
Siswanto Sunarso dalam bukunya Hukum Informasi dan Transaksi Elektronik, 
Studi Kasus: Prita Mulyasari, 2009, mencoba menjelaskan analisis tentang Hukum 
Informasi dan Transaksi Elektronik (ITE) berdasarkan UU No. 11 tahun 2008, 
seberapa jauh kemanfaatan undang-undang tersebut bagi masyarakat. Undang-
Undang Nomor 11 tahun 2008 tentang Informasi dan Transaksi Elektronik (ITE) 
adalah wujud dari tanggung jawab yang harus diemban oleh Negara, untuk 
memberikan perlindungan maksimal kepada seluruh aktivitas pemanfaatan teknologi 
informasi dan komunikasi di dalam negeri agar terlindungi dengan baik dari potensi 
kejahatan dan penyalahgunaan teknologi. Di dalam buku ini juga dijelaskan mengenai 
arti, asas, tujuan dan juga efektivitas dari UU No. 11 Tahun 2008 Tentang ITE.
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Widodo dalam bukunya Sistem Pemidanaan dalam Cyber Crime, 2009, 
menjelaskan tentang kajian ancaman pidana dalam UU No. 11 Tahun 2008 Tentang 
ITE. Dalam perspektif yuridis, khususnya dalam ruang lingkup hukum pidana, 
banyak terobosan yang penting dalam UU ITE tersebut, antara lain sebagai berikut: 
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Soemarno Partodihardjo,  Tanya Jawab Sekitar Undang-Undang No. 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik, h. 158. 
9
Siswanto Sunarso, Hukum Informasi dan Transaksi Elektronik, Studi Kasus: Prita Mulyasari 
(Cet. I; Jakarta: PT RINEKA CIPTA, 2009), h. Vii. 
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1. Penegasan beberapa istilah yang berkaitan dengan dunia mayantara, 
misalnya pengertian komputer, data, dan transaksi elektronik. 
2. Tindak pidana yang diatur sudah banyak yang merujuk pada ketentuan yang 
diatur dalam Convention on Cybercrime, baik tindak pidana yang 
menggunakan komputer sebagai sasaran maupun komputer sebagai alat. 
3. Beberapa kejahatan tradisional yang menggunakan komputer (misalnya 
perjudian, pornografi, perbuatan tidak menyenangkan, pencemaran nama 
baik, penghinaan) sudah dijadikan tindak pidana. 
4. Ancaman berupa jenis pidana (strafsourt) menggunakan sistem ancaman 
komulatif, dan lama pemidanaan atau besarnya ancaman denda (strafmaat) 
cukup tinggi. 
5. Tanda tangan elektronik (digital signature) diakui sebagai surat yang 
memiliki kekuatan hukum yang sama dengan tandatangan konvensional 
yang menggunakan tinta basah dan bermaterai. Surat elektronik (e-mail), 
website, dan perangkat-perangkat virtual lainnya sudah diakui sebagai alat 
bukti (digital evidence) yang sah sehingga dapat digunakan sebagai alat 
bukti yang sah dalam proses peradilan pidana, selain sebagaimana diatur 
dalam Pasal 184 KUHAP. 
6. Ruang lingkup keberlakuan UU ITE adalah untuk setiap orang yang 
melakukan perbuatan hukum di wilayah Indonesia maupun di luar Indonesia 
yang memiliki akibat hukum di Indonesia.
10
 
Sudirman Tebba dalam bukunya Hukum Media Massa Nasional, 2007, 
menjelaskan bahwa konsep penghinaan, fitnah, dan pencemaran nama baik; 
penghinaan sesama rakyat, pemerintah dan kepala negara; penghinaan terhadap 
agama; pembocoran rahasia negara/jabatan dan pornografi diataur dalam KUHP 
(Kitab Undang-Undang Hukum Pidana). Adapun masalah penghinaan, fitnah, dan 
pencemaran nama baik diatur dalam pasal 310-321 KUHP. Di dalam pasal tersebut, 
dijelaskan tentang cara terjadinya suatu penghinaan, fitnah, dan pencemaran nama 
baik dan juga diatur tentang berbagai pidana yang diancamkan. Selain itu, diatur juga 
di dalamnya tentang pengungkapan suatu kejahatan, namun  bukan merupakan suatu 
pencemaran nama baik jika dilakukan demi kepentingan umum.  Dalam agama juga 
penghinaan dan fitnah juga merupakan suatu perbuatan yang dilarang, sebagaimana 
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Widodo, Sistem Pemidanaan dalam Cyber Crime (Cet. I; Yogyakarta: Laksabang 
Mediatama, 2009), h. 223. 
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firman Allah yang terdapat dalam QS Al-Hujurat/49: 11-12. Ayat tersebut 
menjelaskan tentang seruan kepada orang-orang yang beriman untuk tidak melakukan 
suatu perbuatan yang dilarang, seperti mengolok-olokkan orang lain, saling memberi 
nama ejekan, banyak sangka menyangka, memata-matai, dan menfitnah. Di dalam 
ayat juga terdapat seruan untuk bertaubat dari perbuatan itu, dan juga seruan untuk 
bertakwa kepada Allah.
11
 
Hari Wiryawan dalam bukunya Dasar-dasar Hukum Media, 2007, 
menjelaskan tentang hukum media fundamental. Menurut pendapatnya, hukum media 
fundamental adalah sumber-sumber hukum media yang mengatur tentang prinsip-
prinsip dasar media, khususnya ketentuan tentang kebebasan menyatakan pendapat, 
kebebasan berbicara, dan kebebasan pers. Kebebasan tersebut sebagai bagian dari hak 
asasi manusia secara luas. Baik dalam negara hukum maupun asas negara demokrasi 
keduanya mewajibkan adanya jaminan akan Hak Asasi Manusia (HAM). Dalam 
rumusan HAM salah satu hak yang terdapat didalamnya adalah  hak atau kebebasan 
menyatakan pendapat (freedom of expresion). Adapun dasar hukum tentang 
kebebasan berpendapat, yakni terdapat dalam UUD 1945 Pasal 28E (2) dan (3), Tap 
MPR No. XVIII/ 1998 tentang HAM pasal 14 dan pasal 19, dan UU No. 39 Tahun 
1999 tentang Hak Asasi Manusia pasal 23. Adapun bunyi dari UU No. 39 Tahun 
1994 tentang HAM pasal 23, yaitu “Setiap orang bebas untuk mempunyai, 
mengeluarkan dan menyebarluaskan pendapat sesuai hati nuraninya secara lisan dan 
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Sudirman Tebba, Hukum Media Massa Nasional (Cet. I; Banten: Pustaka irVan, 2007), h. 
15.   
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atau tulisan melalui media cetak, maupun elektronik dengan memerhatikan nilai-nilai 
agama, kesusilaan, ketertiban, kepentingan umum dan keutuhan bangsa”.12 
Abdul Wahhab Khallaf dalam bukunya Kaidah-kaidah Hukum Islam, 
membahas tentang salah satu dalil-dalil syar’ah, yaitu al-Maslahah al-Mursalah. 
Menurut hemat peneliti, al-Maslahah al-Mursalah perlu dijadikan sebagai salah satu 
kajian pustaka atau referensi dalam mendukung penelitian ini untuk menunjang 
pengkajian terhadap hukum Islam. Maslahah mursalah (kesejahteraan umum) yakni 
yang dimutlakkan, (maslahah bersifat umum) menurut istilah Ulama Ushul yaitu, 
maslahah dimana syar’i tidak mensyariatkan hukum untuk mewujudkan maslahah itu, 
juga tidak terdapat dalil yang menunjukkan atas pengakuannya atau pembatalannya. 
Penjelasan defenisi ini, yaitu bahwa pembentukan hukum itu tidak dimaksudkan, 
kecuali merealisir kemaslahan umat manusia. Artinya mendatangkan keuntungan bagi 
mereka dan menolak mudharat serta menghilangkan kesulitan daripadanya.
13
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Hari Wiryawan, Dasar-Dasar Hukum Media (Cet. I; Yogyakarta: Pustaka Pelajar, 2007), h. 
171.  
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Abdul Wahhab Khallaf, Kaidah-Kaidah Hukum Islam (Cet. VII; Jakarta: PT Raja Grafindo 
Persada, 2000), h. 123. 
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E. Metodologi Penelitian 
Secara umum metode penelitian merupakan cara ilmiah untuk mendapatkan 
data dengan tujuan dan kegunaan tertentu.
14
 Metodologi penelitian juga merupakan 
sebuah cara dengan tujuan dapat dideskripsikan, dibuktikan, dikembangkan, dan 
ditemukan pengetahuan, teori, tindakan, dan produk tertentu sehngga dapat 
digunakan dalam memahami, memecahkan dan mengantisipasi masalah dalam 
kehidupan manusia, khususnya masalah kehidupan sehari-hari. Adapun komposisi 
metodologi penelitian yang akan digunakan dalam penelitian ini sebagai berikut: 
1. Jenis Penelitian 
Jenis penelitian yang akan peneliti gunakan adalah penelitian kualitatif-
deskriptif.  Kualitatif adalah suatu jenis penelitian yang mengambil sumber data dari 
buku-buku perpustakaan (library research). Secara definitif, library research adalah 
penelitian yang dilakukan di perpustakaan dan peneliti berhadapan dengan berbagai 
macam literatur sesuai dengan tujuan dan masalah yang dipertanyakan.
15
 Sedangkan 
deskriptif adalah menggambarkan apa adanya suatu tema yang akan dipaparkan. 
Kemudian dengan cara mengumpulkan buku-buku atau referensi yang relevan dan 
akurat, serta membaca dan mempelajari untuk memperoleh sebuah data atau 
kesimpulan yang berkaitan dengan pembahasan. Jadi, penelitian ini guna menjawab 
pandangan hukum Islam terhadap UU No. 11 Tahun 2008 Pasal 27 ayat 3 tentang 
ITE. Adapun berdasarkan lokasi penelitian, jenis penelitian yang digunakan adalah 
penelitian kepustakaan (library research). Penelitian kepustakaan merupakan 
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Sugiyono, Metode Penelitian Bisnis (Cet. XVII; Bandung: Alvabeta, CV., 2013), h. 2. 
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Lihat Masyuri dkk. Metodologi Penelitian (Bandung: Rafika Aditama, 2008), h.50. 
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penelitian yang dilakukan di perpustakaan dengan menelusuri berbagai sumber 
referensi seperti buku, majalah, surat kabar, maupun hasil penelitian-penelitian 
lainnya yang memiliki hubungan dengan penelitian yang akan dilakukan. 
2. Pendekatan Penelitian 
Berdasarkan judul penelitian yang diangkat oleh peneliti, pendekatan 
penelitian yang akan digunakan adalah pendekatan yuridis normatif. Pendekatan ini 
merupakan pendekatan yang dilakukan berdasarkan bahan hukum utama dengan cara 
menelaah teori-teori, konsep-konsep, asas-asas hukum serta peraturan perundang-
undangan yang berhubungan dengan penelitian. Pendekatan ini juga dikenal dengan 
pendekatan kepustakaan.
16
 Pendektan yuridis yang digunakan peneliti dalam melihat 
objek hukum adalah UU No. 11 Tahun 2008 tentang ITE, yang merupakan undang-
undang yang mengatur tentang informasi dan transaksi elektronik. 
3. Sumber Data 
Dalam penelitian ini, peneliti menggunakan 2 sumber data. Pertama, data 
perimer yaitu data yang mempunyai kekuatan mengikat dan juga menjadi pokok 
permasalahan dalam penelitian berupa Undang-Undang No. 11 Tahun 2008 Tentang 
ITE. Kedua, data sekunder yaitu data yang lanngsung dikumpulkan oleh peneliti 
sebagai penunjang data pertama. Data sekunder yang digunakan dalam penelitian ini 
diambil dari literatur-literatur kepustakaan, seperti buku-buku, karangan ilmiah, surat 
kabar, majalah, internet, dan referensi lainnya yang mendukung. 
4. Metode Pengumpulan Data 
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OS Yudiono, III. Metode Penelitian (Pdf) (t.t. 2013), h. 1. 
http://digilib.unila.ac.id/525/8/BAB%20III.pdf (17 Agustus 2017). 
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Penelitian ini merupakan penelitian pustaka. Dalam proses pengumpulan data 
harus memperbanyak referensi berupa buku-buku, jurnal, karangan-karangan ilmiah 
dan literatur lainnya. 
Adapun teknik pengumpulan data terbagi 2, yaitu: 
a. Kutipan langsung yaitu mengutip pendapat atau hasil tulisan orang lain secara 
langsung tanpa mengubah redaksi katanya. 
b. Kutipan tidak langsung yaitu mengutip pendapat atau hasil tulisan orang lain 
dengan mengubah redaksi kata sesuai dengan pendapat peneliti. 
5. Instrumen Penelitian 
Adapun alat-alat yang menjadi pendukung penelitian ini adalah sebagai 
berikut: 
a. Buku catatan, yang digunakan peneliti sebagai media untuk mencatat beberapa 
literatur yang berkaitan dengan penelitian yang dibahas. 
b. Alat tulis, seperti pulpen sebagai media tulis yang digunakan oleh peneliti untuk 
menulis/menyalin beberapa literatur yang berkaitan dengan penelitian. 
c. Notebook/laptop merupakan instrumen paling penting dalam proses penelitian ini, 
mengingat kegunaannya yang multifungsi oleh peneliti. 
6. Teknik Pengolahan dan Analisis Data 
a. Pengolahan Data 
Pengolahan data diartikan sebagai rangkaian proses mengolah data yang 
diperoleh kemudian diuraikan dan diinpretasikan sesuai dengan tujuan, rancangan, 
dan sifat penelitian. Metode pengolahan data dalam penelitian ini antara lain sebagai 
berikut: 
17 
 
1) Identifikasi data adalah pengenalan dan pengelompokan data sesuai dengan 
judul skripsi yang memiliki hubungan yang relevan. Data yang diambil adalah 
data yang berhubungan dengan UU No. 11 Tahun 2008 Pasal 27 ayat 3 
tentang ITE. 
2) Reduksi data adalah kegiatan memilih dan memilah data yang relevan dengan 
pembahasan agar pembuatan dan penulisan skripsi menjadi efektif dan mudah 
untuk dipahami oleh para pembaca serta tidak berputar-putar dalam 
membahas suatu masalah. 
3) Editing data yaitu proses pemeriksaan data hasil penelitian yang bertujuan 
untuk mengetahui relevansi (hubungan) dan keabsahan data yang akan 
dideskripsikan dalam menemukan jawaban pokok permasalahan. Hal ini 
dilakukan dengan tujuan mendapatkan data yang berkualitas dan faktual 
sesuai dengan literatur yang didapatkan dari sumber bacaan. 
4) Verifikasi data yaitu melakukan pemeriksaan kembali terhadap data/sumber 
data yang diperoleh untuk menentukan keaslian data yang telah diperoleh. 
b. Analisis Data 
Teknik analisis data bertujuan untuk menguraikan dan memecahkan masalah 
berdasarkan data yang diperoleh. Analisis data yang digunakan adalah analisis data 
kualitatif. Analisis data kualitatif adalah upaya yang dilakukan dengan jalan bekerja 
dengan data, mengorganisasikan data, memilah-milahnya menjadi satuan yang dapat 
dikelolah, mensintesiskannya, mencari dan menemukan pola, menemukan apa yang 
penting dan apa yang dipelajari, dan memutuskan apa yang dapat diceritakan kembali 
dengan data-data yang berasal dari literatur-literatur bacaan. 
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F. Tujuan Dan Kegunaan Pennelitian 
Tujuan penelitian: 
1. Untuk mengetahui latar belakang terbentuknya UU No. 11 Tahun 2008 
tentang ITE. 
2. Untuk mengetahui dan memahami dampak hukum  pasal 27 ayat 3 terhdapap 
implementasinya kepada masyarakat. 
3. Untuk mengetahui dan memahami pandangan hukum Islam terhadap 
implementasi UU No. 11 Tahun 2008 pasal 27 ayat 3 tentang ITE. 
Kegunaan penelitian: 
1. Kegunaan ilmiah yaitu dapat digunakan sebagai bahan rujukan untuk 
penelitian-penelitian selanjutnya dalam mengembangkan ilmu pengetahuan 
pada umumnya dan ilmu keislaman pada khususnya. 
2. Kegunaan praktis, yaitu: 
a. Dapat memberikan pemahaman dan pengetahuan tentang latar belakang 
terbentuknya  UU No. 11 Tahun 2008 tentang ITE. 
b. Dapat memberikan pengetahuan mengenai dampak hukum  pasal 27 ayat 3 
terhadap implementasinya kepada masyarakat. 
c. Dapat memberikan pengetahuan dan pemahaman mengenai pandangan hukum 
Islam terhadap implementasi UU No. 11 Tahun 2008 pasal 27 ayat 3tentang ITE. 
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BAB II 
GAMBARAN UMUM TENTANG UU NO. 11 TAHUN 2008 TENTANG ITE 
A. Pengertian Undang-Undang Informasi dan Transaksi Elektronik 
Pada bab ini akan dikemukakan pengertian dari UU  ITE, namun sebelumnya 
akan dipaparkan terlebih dahulu pengertian dari undang-undang, informasi 
elektronik, dan transaksi ekektronik. Penulis merasa perlu untuk memaparkan 
beberapa defenisi dari kata-kata tersebut agar tidak menimbulkn perbedaan penafsiran 
mengenai objek dan pokok masalah dalam penelitian ini.   
1. Undang-undang 
Undang-undang merupakan salah satu sumber hukum formil dan materil di 
Indonesia. Undang-undang ialah suatu peraturan negara yang mempunyai kekuatan 
mengikat, diadakan dan dipelihara oleh penguasa negara.
1
 
Secara yuridis atau dalam perspektif hukum, undang-undang dapat memiliki 
dua makna: 
a. Undang-undang secara formil adalah setiap bentuk peraturan perundangan yang 
diciptakan oleh lembaga yang kompeten dalam pembuatan undang-undang yaitu 
Dewan Perwakilan Rakyat dan Presiden sebagai kepala pemerintahan atau setiap 
keputusan tertulis sebagai hasil kerjasama antara pemegang kekuasaan eksekutif 
dan legislatit yang berisi aturan tingkah laku yang mengikat secara umum. Salah 
satu contohnya adalah Undang-Undang Nomor 11 Tahun 2008 tentang Informasi 
dan Transaksi Elektronik (ITE). 
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Yulies Tiena Masriani, Pengantar Hukum Indonesia (Cet. XII; Jakarta: Sinar Grafika, 2017), 
h. 14.  
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b. Undang-undang secara materil adalah setiap produk hukum yang memiliki fungsi 
regulasi (pengaturan), yang bersumberkan seluruh dimensi kehidupan manusia, 
ekonomi, politik, sosial budaya, kesehatan, agama, dan dimensi kehidupan 
lainnya atau setiap keputusan tertulis yang dikeluarkan pejabat berwenang yang 
berisi aturan tingkah laku yang bersifat atau mengikat secara umum. Bentuknya 
bisa bertingkat, mulai dari Undang-Undang Dasar sampai keperaturan tingkat 
desa. Contoh produk hukum yang dibuat oleh semua lembaga yang memiliki 
kompetensi membuat peraturan perundangan, seperti UU, Peraturan Pemerintah, 
Keputusan Presiden, dan Peraturan Daerah.
2
 
2. Informasi elektronik 
Berbicara mngenai informasi, tidak mudah mendefenisikan konsep informasi 
karena mempunyai berbagai macam aspek, ciri, dan manfaat yang satu dengan yang 
lainnya terkadang sangat berbeda. Informasi bisa jadi hanya berupa kesan pikiran 
seseorang atau mungkin juga berupa data yang tersusun rapi dan telah terolah.
3
 
Namun ada beberapa pakar yang mencoba mendefenisikan arti dari informasi tersebut 
sebagai berikut: 
a. Menurut Raymond Mc. Leod, Informasi adalah data yang telah diolah menjadi 
bentuk yang memiliki arti bagi sipenerima dan bermanfaat bagi pengambilan 
keputusan saat ini atau mendatang. 
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Ilhami Bisri, Sistem Hukum Indonesia (Cet. II; Jakarta: PT Raja Grafindo Persada, 2005), h. 
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Pawit M. Yusup dan Priyo Subekti, Teori dan Praktek Penelusuran Informasi (Informasi 
Retrieval) (Cet. I; Jakarta: Kencana Prenada Media Group, 2010), h. 1.  
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b. Menurut Tata Sutabri, informasi adalah data yang telah diklarifikasikan atau 
diolah atau diinterpretasikan untuk digunakan dalam proses pengambilan 
keputusan. 
c. Menurut Joneer Hasugian, informasi adalah sebuah konsep yang universal dalam 
jumlah muatan yang besar, meliputi banyak hal dalam ruang lingkupnya masing-
masing dan terekam pada sejumlah media. 
d. Menurut Jogiyanto HM, informasi dapat didefenisikan sebagai hasil dari 
pengolahan data dalam suatu bentuk yang lebih berguna dan lebih berarti bagi 
penerimanya yang menggambarkan suatu kejadian-kejadian (event) yang nyata 
(fact) yang digunakan untuk pengambilan keputusan. 
Secara umum, informasi dapat didefenisikan sebagai hasil dari pengolahan 
data dalam suatu bentuk yang lebih berguna dan lebih berarti bagi penerimanya yang 
menggambarkan suatu kejadian-kejadian yang nyata yang digunakan dalam 
mengambil suatu keputusan. Adpapun sumber informasi adalah data yang merupakan 
suatu kenyataan yang menggambarkan suatu kejadian. 
 Adapun mengenai eletronik, beberapa pakar juga mencoba mengemukakan 
defenisi dari elektronik sebagai berikut: 
a. Menurut Fitrzgerald, Higginbotham dan Grabel, elektronik adalah cabang ilmu 
listrik yang bersangkutan secara luas dengan alih informasi menggunakan tenaga 
elektromagnetik. 
b. Menurut J. Millman, elektronik adalah ilmu dan teknologi tentang melintasnya 
partikel bermuatan listrik di dalam suatu gas atau suatu ruang hampa atau suatu 
semikonduktor. 
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c. Menurut E. Carol Young, elektronik meliputi studi, perancangan dan penggunaan 
piranti-piranti yang berdasar hantaran listrik di dalam suatu ruang hampa, gas dan 
semikonduktor. 
Pengetian informasi menurut uraian di atas adalah data, teks, gambar-gambar, 
kode-kode program komputer, sedangkan elektronik adalah teknologi yang memiliki 
sifat listrik, digital, magnetik, nir-kabel, optik, elektromagnetik. Dengan demikian 
istilah informasi elektronik mengandung arti bahwa informasi yang dihasilkan 
dikirim, diterima, disimpan, dan dioleh secara elektronik, tetapi tidak terbatas pada 
data elektronik, e-mail, telegram, atau situs-situs media sosial lainnya.
4
 
Menurut pasal 1 ayat 1 UU No. 11 Tahun 2008 tentang ITE bahwa yang 
dimaksud dengan informasi elektronik adalah satu atau sekumpulan data elektronik, 
termasuk tapi tidak terbatas pada tulisan, suara, gambar, peta, rancangan, foto, 
electronic data internet (EDI), surat elektronik (electronic mail), telegram, teleks, 
telecopy atau sejenisnya, huruf, tanda, angka, kode akses, simbol, atau perforasi yang 
telah diolah yang memiliki arti atau dapat dipahami oleh orang yang mampu 
memahaminya.
5
 
3. Transaksi Elektronik 
Dewasa ini perusahaan-perusahaan dan industri-industri di dunia tengah 
berlomba-lomba untuk menguasai dan mengekplorasi berbagai potensi yang dimiliki 
oleh internet. Karena internet memiliki sifat jangkau ke seluruh dunia (global), para 
                                                          
4“Informasi Elektronik Menurut Undang-Undang Nomor 11 Tahun 2008 tentang Informasi 
dan Transaksi ELektronik”, Situs Resmi USU, 
http://repository.usu.ac.id/bitstream/handle/123456789/49545/Chapter%20II.pdf?sequence=3&isAllo
wed=y (5 Oktober 2017). 
5
Tim Redaksi BIP, Undang-Undang Informasi dan Transasksi Elektronik (Cet. 1; Jakarta: 
Penerbit Bhuana Ilmu Populer, 2017), h. 32. 
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pelaku perdagangan online menjadi memiliki kesempatan yang lebih besar dan lebih 
cepat dibandingkan dengan sebelumnya yaitu untuk merebut peluang-peluang bisnis 
nasional maupun internasional. 
Bahkan, saat ini banyak perusahaan telah mulai mencoba memanfaatkan 
internet untuk memperluas saluran distribusi, untuk menghindari persaingan langsung 
di tempat-tempat penjualan offline, sebagai sumber informasi dan sebagai sarana 
komunikasi untuk melakukan upaya-upaya pemasaran, iklan, serta untuk 
meningkatkan hubungan konsumen. 
Dalam bebagai transaksi online, pedagang memilki katalog-katalog khusus 
yang di dalamnya para calon pembeli dapat memperoleh informasi dan gambaran 
tentang produk dan barang-barang yang ditawarkan. Selanjutnya, calon pembeli 
tersebut bisa melakukan pemesanan secara online atau melalui telepon, yang 
kemudian diikuti dengan proses pengiriman barang melalui sarana-sarana pengiriman 
tradisional.
6
 Menurut pasal 1 ayat 2 UU ITE transasksi elektronik adalah perbuatan 
hukum yang dilakukan dengan menggunakan komputer, jaringan komputer, dan/atau 
media elektronik lainnya.
7
  
Jadi, menurut hemat penulis, UU ITE merupakan sebuah undang-undang atau 
sekumpulan aturan-aturan yang mengatur tentang informasi dan transaski elektronik, 
beserta dengan tata cara mengeluarkan atau mengemukakan sebuah informasi dan 
cara bertransaksi yang baik dengan memanfaatkan media elektronik. UU ITE 
                                                          
6Raida L. Tobing, “Penelitian Hukum Tentang Efektivitas UU No. 11 Tahun 2008 Tentang 
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memiliki yuridiksi atau wilayah hukum, seperti yang terdapat dalam pasal 2 UU No. 
11 Tahun 2008 tentang ITE yang menyatakan bahwa undang-undang ini berlaku 
untuk setiap orang yang melakukan perbuatan hukum sebagaimana diatur dalam 
undang-undang ini, baik yang berada di wilayah hukum Indonesia maupun di luar 
wilayah hukum Indonesia, yang memiliki akibat hukum di wilayah hukum Indonesia 
dan/atau di luar wilayah hukum Indonesia dan merugikan kepentingan Indonesia. 
Dalam penjelasan pasal 2 UU ITE, dinyatakan bahwa undang-undang ini 
memiliki jangkauan yuridiksi tidak semata-mata untuk perbuatan hukum yang 
berlaku di Indonesia dan/atau dilakukan oleh warga negara Indonesia, tetapi juga 
berlaku untuk perbuatan hukum yang dilakukan di luar wilayah hukum (yuridiksi) 
Indonesia baik oleh warga negara Indonesia, maupun warga negara asing atau badan 
hukum Indonesia maupun badan hukum asing yang memiliki akibat hukum di 
Indonesia, mengingat pemanfaatan teknologi informasi untuk informasi elektronik 
dan transaksi elektronik dapat bersifat lintas territorial atau universal. Yang dimaksud 
dengan merugikan kepentingan Indonesia adalah meliputi tetapi tidak terbatas pada 
merugikan kepentingan nasional, perlindungan data strategis, harkat dan martabat 
bangsa, pertahanan dan keamanan negara, kedaulatan negara, warga negara, serta 
badan hukum Indonesia. 
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B. Asas dan Tujuan UU No. 11 Tahun 2008 tentang ITE 
1. Asas Hukum 
Secara bahasa, yang dimaksud dengan istilah asas ada dua pengertian. 
Pertama, asas adalah dasar, alas, pondamen. Kedua, asas adalah sesuatu kebenaran 
yang menjadi pokok dasar atau rumpuan berpikir atau berpendapat, dan sebgagainya.  
Menurut H.R. Soebroto Brotodiredjo, asas (prinsip) adalah suatu sumber atau 
sebab yang menjadi pangkal tolak sesuatu; hal yang inherent dalam segala sesuatu, 
yang menentukan hakikatnya; sifat esensial. Lebih jauh Bellefroid mengatakan bahwa 
asas hukum umum adalah norma dasar yang dijabarkan dari hukum positif dan yang 
oleh ilmu hukum tidak dianggap berasal dari aturan-aturan aliran yang lebih umum. 
Asas hukum umum merupakan pengendapan dari hukum positif. Menurut Satjipto 
Rahardjo, asas hukum adalah unsur yang penting dan pokok dari peraturan hukum. 
Asas hukum adalah jantungnya peraturan hukum karena ia merupakan landasan yang 
paling luas bagi lahirnya peraturan hukum atau ia adalah sebagai rasio logisnya 
peraturan hukum. Pendapat terakhir adalah dari Dudu Duswara Machmudi, asas 
hukum adalah dasar-dasar umum yang terkandung dalam peraturan hukum, dasar-
dasar umum tersebut merupakan sesuatu yang mengandung nilai-nilai etis.
8
 
Dari beberapa pendapat di atas, penulis dapat menyimpulkan bahwa yang 
dinamakan asas hukum adalah konsep (prinsip) dasar atau cita-cita lahirnya suatu 
peraturan hukum yang memiliki kekuatan mengikat bagi pelaksanaan suatu aturan 
hukum. Asas hukum ini merupakan pondamen dalam melaksanakan ketentuan 
atruran-aturan hukum. 
                                                          
8
Dudu Duswara Machmudin, Pengantar Ilmu Hukum (Sebuah Sketsa)  (Cet. V; Bandung: PT 
Refika Aditama, 2013), h. 67. 
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Salah satu ciri asas hukum ialah mempunyai sifat umum, yang berlaku tidak 
hanya untuk satu peristiwa saja, akan tetapi berlaku untuk semua peristiwa. Selain 
bersifat umum, asas hukum juga bersifat dinamis, yaitu selalu bergerak dan berjalan 
tergantung pasa waktu dan tempat, dan juga asas hukum bersifat khusus yang hanya 
berlaku pada satu bidang saja.
9
 
Asas-asas hukum informasi dan transaksi elektronik diatur dalam pasal 3 UU 
ITE, yang meliputi asas kepastian hukum, manfaat, kehati-hatian, iktikad baik, dan 
kebebasan memilih teknologi atau netral teknologi.
10
 Adapun penjelasan dari asas-
asas UU ITE tersebut adalah sebagai berikut: 
a. Asas kepastian hukum merupakan landasan hukum bagi pemanfaatan 
teknologi informasi dan transaksi elektronik serta segala sesuatu yang 
mendukung penyelenggaraannya yang mendapatkan pengakuan hukum di 
dalam dan di luar pengadilan 
b. Asas manfaat, yaitu asas bagi pemanfaatan teknologi informasi dan 
transaksi elektronik diupayakan untuk mendukung proses berinformasi 
sehingga dapat meningkatkan kesejahteraan masyarakat. 
c. Asas kehati-hatian berarti landasan bagi pihak yang bersangkutan harus 
memperhatikan segenap aspek yang berpotensi mendatangkan kerugian, 
baik bagi dirinya maupun bagi pihak lain dalam pemanfaatan teknologi 
informasi dan transaksi elektronik. 
d. Asas iktikad baik adalah asas yang digunakan para pihak dalam melakukan 
transaksi elektronik tidak bertujuan untuk secara sengaja dan tanpa hak atau 
melawan hukum mengakibatkan kerugian bagi pihak lain tanpa 
sepengetahuan pihak lain tersebut. 
e. Asas kebebasan memilih teknologi atau netral teknologi merupakan asas 
pemanfaatan teknologi informasi dan transaksi elektronik yang tidak 
berfokus pada penggunaan teknologi tertentu sehingga dapat mengikuti 
perkembangan pada masa yang akan datang.
11
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Siswanto Sunarso, Hukum Informasi dan Transaksi Elektronik, Studi Kasus: Prita 
Mulyasari, h. 46. 
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Tim Redaksi BIP, Undang-Undang Informasi dan Transasksi Elektronik, h. 36. 
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2. Tujuan UU No. 11 Tahun 2008 tentang ITE 
Pemanfaatan teknologi informasi dan transaksi elektronik dilaksanakan 
dengan tujuan sebagaimana yang terdapat dalam pasal 4 UU ITE sebagai berikut: 
a. Mencerdaskan kehidupan bangsa sebagai bagian dari masyarakat informasi 
dunia. 
b. Mengembangkan perdagangan dan perekonomian nasional dalam rangka 
meningkatkan kesejahteraan masyarakat. 
c. Meningkatkan efektivitas dan evisiensi pelayanan publik. 
d. Membuka kesempatan seluas-luasnya kepada setiap orang untuk 
memajukan pemikiran dan kemampuan di bidang penggunaan dan 
pemanfaatan teknologi informasi seoptimal mungkin dan bertanggung 
jawab. 
e. Memberikan rasa aman, keadilan, dan kepastian hukum bagi pengguna dan 
penyelenggara teknologi informasi.
12
 
Berdasarkan tujuan tersebut, jelas bahwa UU ITE ingin membangun 
masyarakat informasi untuk kepentingan pergaulan dalam tata kehidupan bangsa 
Indonesia agar kukuh sebagai satu kesatuan yang dirancang melalui pengembangan 
sistem informasi elektronik dengan diciptakan melalui kondisi transaksi elektronik, 
yang pada akhirnya bangsa Indonesia menjadi cerdas dan menjadi bagian dari 
masyarakat informasi dunia. Tidak dapat dipungkiri bahwa perkembangan informasi 
dan transasksi elektronik telah menjadi unggulan dalam pengembangan perdagangan 
dan perekonomian untuk meningkatkan kesejahteraan masyarakat Indonesia. Namun 
demikian, dalam nyatanya menimbulkan kendala penyalahgunaannya sehingga 
berpotensi terjadinya pelanggaran tindak pidana.
13
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C. Efektivitas UU No. 11 Tahun 2008 tentang ITE 
Berbicara mengenai efektifnya suatu undang-undang, tidak terlepas dari peran 
pemerintah yaitu penegak hukum pada khususnya serta peran masyarakat pada 
umumnya. Sebelum membahas lebih jauh mngenai efektivitas UU No. 11 Tahun2008 
tentang ITE, ada baiknya diuraikan terlebih dahulu bagaiman peran pemerintah dan 
masyarakat dalam menerapkan UU ITE tersebut. 
1. Peran Pemerintah 
 Peran pemerintah dalam UU No. 11 Tahun 2008 tentang ITE termuat dalam 
pasal 40 yaitu, (1) pemerintah memfasilitasi pemanfaatan teknologi informasi dan 
transaksi elektronik sesuai dengan ketentuan peraturan perundang-undangan; (2) 
pemerintah melindungi kepentingan umum dari segala jenis gangguan sebagai akibat 
penyalahgunaan informasi elektronik dan transasksi elektronik yang mengganggu 
ketertiban umum, sesuai dengan ketentuan peraturan perundang-undangan; (3) 
pemerintah menetapkan instansi dan institusi yang memiliki data elektronik strategis 
yang wajib dilindungi; (4) instansi atau institusi lain selain diatur pada ayat (3) 
membuat dokumen elektronik dan rekam cadang elektroniknya serta 
menghubungkannya ke pusat data tertentu untuk kepentingan pengamanan data; (5) 
instansi atau institusi lain selain diatur pada ayat (3) membuat dokumen elektronik 
dan rekam cadang elektroniknya sesuai dengan keperluan perlindungan data yang 
dimilkinya; dan pasal (6) ketentuan lebih lanjut mengenai peran pemerintah sebagai 
mana dimaksud pada ayat (1), ayat (2), dan ayat (3) diatur dengan peraturan 
pemerintah. 
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2. Peran Masyarakat  
Peran masyarakat diatur dalam pasal 41 UU ITE, yaitu (1) masyarakat dapat 
berperan meningkatkan pemanfaatan teknologi informasi melalui penggunaan dan 
penyelenggaraan sistem elektronik dan transasksi elektronik sesuai dengan ketentuan 
undang-undang ini; (2) peran masyarakat sebagaimana dimaksud pada ayat (1) dapat 
diselenggarakan melalui lembaga yang dibentuk oleh masyarakat; dan ayat (3) 
lembaga sebagaimana yang dimaksud pada ayat (2) dapat memiliki fungsi kunsultasi 
dan mediasi. 
Dalam menjamin efektivitas peran pemerintah dan masyarakat dalam 
menerapkan  UU No. 11 Tahun 2008 tentang ITE, tentu membutuhkan penegakan 
hukum. Penegakan hukum tersebut mencakup lembaga-lembaga yang menerapkan 
seperti pengadilan, kejaksaan, kepolisian, pejabat-pejabat yang memegang peran 
sebagai pelaksanaan atau penegak hukum seperti hakim, jaksa, polisi dan segi-segi 
administratif seperti proses peradilan, pengusutan, penahanan dan sterusnya. Menurut 
Jimly Asshidiqie, penegakan hukum dalam arti luas mencakup kegiatan untuk 
melaksanakan dan menerapkan hukum serta melakukan tindakan hukum terhadap 
setiap penyelenggara atau penyimpangan hukum yang dilakukan oleh subjek hukum, 
baik melalui prosedur pengadilan ataupun melalui prosedur arbitrase dan mekanisme 
penyelesaian sengketa lainnya. Bahkan dalam pengertian yang lebih luas lagi, 
kegiatan penegakan hukum mencakup pula segala sesuatu aktivitas yang 
dimaksudkan agar hukum sebagai perangkat kaidah normatif yang mengatur dan 
pengikat para subjek hukum dalam segala aspek kehidupan bermasyarakat dan 
bernegara benar-benar ditaaati dan sungguh-sungguh dijalankan sebagaimana 
mestinya. 
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Selanjutnya penegakan hukum dalam arti sempit, menyangkut kegiatan 
peradilan terhadap setiap pelanggaran atau penyimpangan terhadap peraturan 
perundang-undangan, khususnya yang lebih sempit lagi melalui proses peradilan 
pidana yang melibatkan peran aparat kepolisian, kejaksaan, advokat, atau pengacara 
dan badan-badan peradilan. 
Dalam kaitannya dengan tindak pidana informasi transaksi elektronik, 
penegakan hukum lainnya tidak dapat dilepaskan dari peranan dan komitmen para 
penegak hukumnya, yaitu penyidik, penuntut hukum, dan hakim. Penegak hukum 
harus mampu mengakomodasi harapan masyarakat akan rasa keadilan, bukan 
pembalasan dendam terhadap individu warga negara. Implementasi undang-undang 
ini khususnya dalam penegakan hukum, membutuhkan partisipasi masyarakat untuk 
membuat laporan atau pengaduan. 
Untuk itu undang-undang akan efektif bilamana dapat memberikan motivasi 
kepada masyarakat untuk dapat menggunakan kewajiban melaporkan adanya 
kejahatan tersebut sehingga penegak hukum dapat menindak lanjuti laporan atau 
pengaduan mayarakat untuk menjaga kewibawaan aparat penegak hukum agar tidak 
dituduh telah menyelewengkan perkara.
14
 
Berdasarkan uraian di atas, peran pemerintah dan masyarakat dan juga peran 
penegak hukum sangat penting dalam menjamin kepastain hukum. Selanjutnya, akan 
dipaparkan sejauh mana efektivitas UU ITE dalam menjamin informasi dan transaksi 
elektronik terkhusus terhadap ketentuan pidananya. 
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Ketentuan pidana UU No 11 Tahun 2008 tentang ITE termuat dalam pasal 45, 
46, 47, 48, 49, 50, 51, 52. Disetiap pasal dinyatakan jenis kejahatan dan sanksi pidana 
sebagai berikut: 
Pasal 45 
(1) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 27 
ayat (1), ayat (2), ayat (3), atau ayat (4) dipidana dengan pidana penjara 
paling lama 6 (enanm) tahun dan/atau denda paling banyak Rp. 
1.000.000.000,00 (satu miliar rupiah). 
(2) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 28 
ayat (1) atau ayat (2) dipidana dengan pidana penjara paling lama 6 (enam) 
tahun dan/atau denda paling banyak Rp. 1.000.000.000,00 (satu miliar 
rupiah). 
(3) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 29 
dipidana dengan pidana penjara paling lama 12 (dua belas) tahun dan/atau 
denda paling banyak Rp. 2.000.000.000,00 (dua miliar rupiah). 
Pasal 46 
(1) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 30 
ayat (1) dipidana dengan pidana penjara paling lama 6 (enam) tahun 
dan/atau denda paling banyak Rp. 600.000.000,00 (enam ratus juta rupiah). 
(2) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 30 
ayat (2) dipidana dengan penjara paling lama 7 (tujuh) tahun dan/atau denda 
paling banyak Rp. 700.000.000,00 (tujuh ratus juta rupiah). 
(3) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 30 
ayat (3) dipidana dengan pidana penjara paling lama 8 (delapan) tahun 
dan/atau denda paling banyak Rp 800.000.000,00 (delapan ratus juta 
rupiah). 
Pasal 47 
Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 31 
ayat (1) atau ayat (2) dipidana dengan penjara paling lama 10 (sepuluh) 
tahun dan/atau denda paling banyak Rp. 800.0000.000,00 (delapan ratus juta 
rupiah). 
Pasal 48 
(1) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 32 
ayat (1) dipidana dengan pidana penjara paling lama 8 (delapan) tahun 
dan/atau denda paling banyak Rp. 2.000.000.000,00 (dua miliar rupiah). 
(2) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 32 
ayat (2) dipidana dengan pidana penjara paling lama 9 (Sembilan) tahun 
dan/atau denda paling banyak Rp. 3.000.000.000,00 (tiga miliar rupiah). 
(3) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 32 
ayat (3) dipidana dengan pidana penjara paling lama 10 (sepuluh) tahun 
dan/atau denda paling banyak Rp. 5.000.000.000,00 (lima miliar rupiah). 
Pasal 49 
32 
 
Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 33, 
dipidana dengan pidana penjara paling lama 10 (sepuluh) tahun dan/atau 
denda paling banyak Rp. 10.000.000.000,00 (sepuluh miliar rupiah). 
Pasal 50 
Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 34 
ayat (1) dipidana dengan pidana penjara paling lama 10 (sepuluh) tahun 
dan/atau denda paling banyak Rp. 10.000.000.000,00 (sepuluh miliar 
rupiah). 
Pasal 51 
(1) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 35 
dipidana dengan pidana penjara paling lama 12 (dua belas) tahun dan/atau 
denda paling banyak Rp 12.000.000.000,00 (dua belas miliar rupiah). 
(2) Setiap orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 36 
dipidana dengan pidana penjara paling lama 12 (dua belas) tahun dan/atau 
denda paling banyak Rp. 12.000.000.000,00 (dua belas miliar rupiah). 
Pasal 52 
(1) Dalam hal tindak pidana sebagaiaman dimaksud dalam pasal 27 ayat (1) 
menyangkut kesusilaan atau eksploitasi seksual terhadap anak dikenakan 
pemberatan sepertiga dari pidana pokok. 
(2) Dalam hal perbuatan sebagaimana dimaksud dalam pasal 30 sampai dengan 
pasal 37 ditujuhkan terhadap komputer dan/ atau sistem elektronik serta 
informasi elektronik dan/atau dokumen elektronik milik pemerintah 
dan/atau yang digunakan untuk layanan publik dipidana dengan pidana 
pokok ditambah sepertiga. 
(3) Dalam hal perbuatan sebagaimana dimaksud dalam pasal 30 sampai dengan 
pasal 37 ditujuhkan terhadap komputer dan/atau sistem elektronik serta 
informasi elektronik dan/atau dokumen elektronik milik pemerintah 
dan/atau badan strategis termasuk dan tidak terbatas pada lembaga 
pertahanan, bank sentral, perbankan, keuangan, lembaga internsional, 
otoritas penerbangan diancam dengan pidana maksimal ancaman pidana 
pokok masing-masing pasal ditambah dua pertiga. 
(4) Dalam hal tindak pidana sebagaimana dimaksud dalam pasal 27 sampai 
dengan pasal 37 dilakukan oleh korporasi dipidana dengan pidana pokok 
ditambah dua pertiga.
15
 
Efektivitas berlakunya aspek pidana dalam UU ITE dilihat dari aspek 
substansi dan struktur hukumnya yang meliputi penegak hukum, sumber daya 
aparatur penegak hukumnya, peran serta masyarakat dalam konteks penegakan 
hukum dan harus didukung sarana dan prasarana supaya penegakan hukum terwujud 
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dengan baik.
16
 UU No. 11 tahun 2008 tentang ITE yang diberlakukan sejak 21 April 
2008, dikaji dari sejarah pembentukan hukum Indonesia, merupakan hukum yang 
penuh sensasional, dan sangat eksklusif. Hal ini dapat dilihat dari kualitas 
pemidanaan dengan pidana penjara yang cukup berat yang berkisar antara 6 tahun 
hingga 12 tahun, dan dengan denda berkisar antara 1 miliar hingga 12 miliar.  
UU ITE di mana sanksi pidana dan dendanya cukup berat, bilamana tidak 
dikontrol dengan tegas, akan disalahgunakan oleh penegak hukum dan sangat rentan 
terjadinya pelanggaran hak asasi manusia. Ketentuan tentang penahanan terhadap 
seseorang yang disangka melakukan tindak pidana di bidang ITE ini, sesuai perintah 
undang-undang, penyidik, penuntut umum, harus meminta penetapan putusan dari 
Ketua Pangadilan setempat. Ketentuan tersebut biasanya tidak terlalu diperhatikan 
oleh para penegak hukum seperti penyidik dan penuntut umum yang mengakibatkan 
suatu putusan kurang mencerminkan asas kepastian hukum. Hal inilah yang 
mengakibatkan efektivitas UU ITE tidak seperti yang dicanangkan dalam UU 
tersebut.  
Secara substansial UU ITE mengatur dua hal pokok, yakni masalah informasi 
elektronik dan transaksi elektronik. Perkembangan pemanfaatan informasi elektronik 
dewasa ini, sudah memberikan kenyamanan dan kemanfaatannya, seperti adanya 
media sosial yang dijadikan sebagai alat untuk berkomunikasi dengan orang lain 
secara mudah. Pemanfaatan informasi elektronik, juga dimanfaatkan oleh kalangan 
pemrintahan seperti lembaga-lembaga pemerintah baik sipil maupun TNI/Polri, 
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Komisi pemilihan Umum Indonesia, untuk secara otomatis memanfaatkan informasi 
elektronik untuk kepentingan pengawasan dan pengendalian fungsi pemerintahan.  
Perbuatan yang dilarang oleh undang-undang ini yang berkaitan dengan 
informasi elektronik ialah mendistribusikan, atau mentranmisikan, atau membuart 
dapat diaksesnya informasi elektronik, yang muatannya berisi melanggar kesusilaan, 
muatan perjudian, penghinaan atau pencemaran nama baik, atau pemerasan dan/atau 
pengancaman. Berbagai macam kasus sudah sering terjadi mengenai perbuatan yang 
dilarang dalam undang-undang ini. Beberapa kasus tersebut diantaranya kasus ibu 
Yusniar salah satu warga Makassar yang dilaporkan oleh anggota DPRD Jeneponto 
atas nama bapak Sudirman Sijaya dengan tuduhan pencemaran nama baik.  
 Dilihat dari karakteristik operasionalnya UU ITE merupakan salah satu wujud 
penerapan ideologi yakni untuk menciptakan keadilan sosial yang 
berperikemanusiaan yang adil dan beradab. Undang-undang ini juga membangun 
keserasian dalam tata kehidupan manusia di bidang perekonomian dan membangun 
perekonomian sesuai tradisi bangsa Indonesia, serta menciptkan lingkungan yang 
serasi, aman, berkelanjutan khususnya dalam mengatur tata lalu lintas di dunia 
maya.
17
 
 Secara umum efektivitas UU ITE dalam melindungi kepentingan masyarakat 
masih perlu diuji. Undang-undang ini merupakan sebuah peraturan perundangan yang 
ditunggu, terutama dalam mempercepat berlangsungnya e-government. Selama ini, 
banyak wilayah yang belum berani melahirkan sistem transasksi elektronik dalam 
kepemerintahan, karena belum yakin terhadap pijakan hukum. Masih banyak 
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pertanyaan terhadap kepastian hukum yang terdapat didalamnya. UU ITE dalam 
pemerintahan memiliki peran yang sangat strategis dalam membangun pemerintahan 
yang responsive, dan melalui penegakan hukum bagi ITE diharapakn akan mampu 
melindungi kepentingan warga masyarakat terhadap penggunaan transaksi elektronik. 
Di samping itu, untuk memberikan arah dan pedoman bagi penegak hukum dalam 
melakukan tindakan hukum terhadap pelaku tindak pidana yang dilakukan melalui 
dunia maya atau kejahatan jaringan komputer (Cyber Crime). 
 Efektivitas hukum tidak lepas dari permasalahan penegakan hukum yang 
merupakan suatu proses yang melibatkan banyak hal. Oleh karena itu, keberhasilan 
penegakan hukum akan dipengaruhi oleh hal-hal tersebut. Secara umum sebagaimana 
dikemukakan oleh Soerjono Soekanto, ada lima faktor yang mempengaruhi 
penegakan hukum, yaitu: 
a. Faktor hukumnya sendiri; 
b. Faktor penegak hukum, yaitu pihak-pihak yang membentuk maupun yang 
menerapkan hukum; 
c. Faktor sarana atau fasilitas yang mendukung penegakan hukum; 
d. Faktor masyarakat, yakni lingkungan di mana hukum tersebut berlaku atau 
diterapkan; 
e. Faktor kebudayaan, yaitu sebagai hasil karya, cipta, dan rasa yang didasarkan 
pada karsa manusia di dalam pergaulan hidup. 
Kelima faktor tersebut di atas saling berkaitan, karena merupakan esensi dari 
penegakan hukum serta juga menjadi tolak ukur dari efektivitas penegakan hukum. 
Kelima macam faktor tersebut, juga berpengaruh terhadap efektivitas berlakunya UU 
No 11 Tahun 2008 tentang ITE. Efektivitas yang dimaksud adalah dipatuhi atau 
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kepatuhan terhadapnya dipaksakan dengan bantuan sanksi-sanksi.  Berbagai unsur 
efektivitas memainkan suatu peranan, perilaku dari orang-orang, pandangan-
pandangan yang dianut dalam suatu masyarakat, bentuk-bentuk dari tindakan 
pemerintah, dan sebagainya. Artinya adalah adanya suatu momen aktual dari 
keberlakuan normatif, bahwa untuk keberlakuan (normatif) dari hukum. Maka secara 
aktual juga dipatuhi dan diterapkan.
18
 
 
                                                          
18Rina Arun Prastyanti, “Evaluasi Efektivitas Undang-Undang No. 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik dalam Pelaksanaan E Commercee”, (journal.stmikdb.ac.id) (2013), 
h. 35. file:///F:/Data%20Skripsiku/Materi%20Skripsi/efektivitas%20dalam%20e%20comersi.pdf (19 
Oktober 2017). 
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BAB III 
PASAL 27 AYAT 3 UU ITE DAN KEBEBASAN BERPENDAPAT 
A. Seputar Isi Pasal 27 ayat 3 UU No. 11 Tahun 2008 tentang ITE 
Pasal 27 ayat 3 UU UTE menyatakan bahwa “setiap orang dengan sengaja dan 
tanpa hak mendistribusikan dan/atau mentranmisikan dan/atau membuat dapat 
diaksesnya informasi elektronik dan/atau dokumen elektronik yang memiliki muatan 
penghinaan dan/atau pencemaran nama baik”. Berdasarkan pasal tersebut, perlu 
kiranya untuk dijabarkan unsusr-unsur yang terdapat di dalamnya dengan tujuan  
untuk lebih memudahkan mngetahui makna yang terkandung di dalamnya sehingga 
dalam menerapkannya dapat dilakukan secara efektif dan tidak melawan hukum. 
Kemudian, perlu juga kiranya untuk mengemukakan kontroversi dari penerapan UU 
ITE khususnya pasal 27 ayat 3 untuk mngetahui apakah UU ini sudah diterapkan 
dengan baik atau sebaliknya. 
1. Uraian Unsur-Unsur Pasal 27 ayat 3 
a. Setiap Orang 
Di dalam pasal 1 angka 21 dinyatakan bahwa orang yang dimaksudkan dalam 
UU ITE adalah orang perseorangan baik warga negara Indonesia, warga negara asing, 
maupun badan hukum. Jadi, orang perseorangan baik warga negara Indonesia 
maupun warga negara asing dan/atau badan hukum harus memperhatikan UU ITE 
khususnya pasal 27 ayat 3 dalam menyebarkan suatu informasi elektronik agar tidak 
menimbulkan penghinaan dan/atau pencemaran nama baik. Orang perseorangan baik 
warga negara Indonesia, warga negara asing maupun badan hukum yang terbukti 
melanggar pasal 27 ayat 3 diancam dengan pidana jika memenuhi unsur delik. 
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b. Dengan Sengaja 
Dalam UU ITE tidak dijelaskan pengertian dari kata sengaja. Dalam KUHP 
sebagai lex generali dari peraturan perundang-undangan pun tidak dijelaskan.
1
 Dalam 
Crimineel Wetboek (Kitab Undang-Undang Hukum Pidana) tahun 1980 dicantumkan: 
“Kesengajaan adalah kemauan untuk melakukan atau tidak melakukan perbuatan-
perbuatan yang dilarang atau diperintahkan oleh undang-undang”. Dahulu dikenal 
dolus malus yang mengartikan kesengajaan (opzet) sebagai perbuatan yang 
dikehendaki dan si pelaku menginsafi bahwa perbuatan itu dilarang dan diancam 
hukuman.
2
 Dalam teori kesengajaan terdapat dua aliran: 
1) Teori Kehendak (Wilstheorie) 
Leden Marpaung dalam bukunya yang berjudul Asas-Teori-Praktik Hukum 
Pidana menyatakan bahwa teori ini dikemukakan oleh von Hippel dalam bukunya 
Die Grenze Vorsats und Fahrlassigkeit terbitan tahun 1903 yang menyatakan bahwa 
kesengajaan adalah kehendak membuat suatu tindakan dan kehendak menimbulkan 
suatu akibat dari tindakan itu. Akibat dikehendaki apabila akibat itu yang menjadi 
maksud dari tindakan tersebut.
3
 
 
 
                                                          
1
Moeljatno, Asas-Asas Hukum Pidana (Jakarta: Rineka Cipta, 1993), h. 171. 
2
Leden Marpaung, Asas-Teori-Praktik Hukum Pidana (Cet. II; Jakarta: Sinar Grafika, 2005), 
h. 13. 
3
Leden Marpaung, Asas-Teori-Praktik Hukum Pidana, h. 14. 
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Menurut Moeljatno, untuk menentukan bahwa suatu perbuatan dikehendaki 
oleh terdakwa harus memenuhi kriteria sebagai berikut:
4
 
a) Harus dibuktikan bahwa perbuatan tersebut sesuai dengan motifnya untuk berbuat 
dan tujuannya yang hendak dicapai; 
b) Antara motif, perbuatan, dan tujuan harus ada hubungan kausal dalam batin 
terdakwa. 
2) Teori Pengetahuan 
Teori ini lebih praktis dari teori kehendak, karena untuk membuktikan adanya 
kesengajaan dengan teori ini, terdapat dua alternatif yaitu:
5
 
a) Membuktikan adanya hubungan kausal dalam batin terdakwa antara motif dan 
tujuan atau; 
b) Pembuktian adanya keinsyafan atau pengertian terhadap apa yang dilakukan 
beserta akibat-akibat dan keadaan-keadaan yang menyertainya. 
Perbedaan teori kehendak dan teori pengetahuan, yaitu teori kehendak 
mengharuskan memenuhi kesesuian antara perbuatan, motif, dan tujuan yang hendak 
dicapai. Sedangkan teori pengetahuan mengharuskan terbukti adanya keinsyafan atau 
pengertian terhadap perbuatan yang dilakukan, akibat perbuatan dan keadaan-keadaan 
yang menyertainya.
 6
 Jadi, penulis dapat menyimpulkan bahwa pengertian dari unsur 
“dengan sengaja” adalah suatu perbuatan yang dilakukan dengan tanpa paksaan atau 
intimidasi dari pihak lain dengan memiliki tujuan yang ingin dicapai.
 
 
 
                                                          
4
Moeljatno, Asas-Asas Hukum Pidana , h. 173. 
5
Moeljatno, Asas-Asas Hukum Pidana, h. 174. 
6
E. Ultrecht, Hukum Pidana 1 (Bandung: Pustaka Tinta Mas, 1986), h. 269. 
40 
 
c. Tanpa Hak 
Unsur tanpa hak tidak dijelaskan dalam UU ITE. Istilah ini dipakai untuk 
menyinggung anasir “melawan hukum” yang bisa disebut “wederrechtelijk”. 
Hazewingkel-Suringa dengan gigih berpendapat bahwa perkataan “wederrechtelijk” 
ditinjau dari penempatannya dalam suatu rumusan delik menunjukkan bahwa 
perkataan tersebut haruslah ditafsirkan sebagai “zonden eiger recht” atau “tanpa 
adanya suatu hak yang ada pada diri seseorang”7 
Menurut Memori Penjelasan dari Rencana Kitab Undang-Undang Hukum 
Pidana Negeri Belanda, istilah “melawan hukum” itu setiap kali digunakan apabila 
dikhawatirkan, bahwa orang yang di dalam melakukan suatu perbuatan yang pada 
dasarnya bertentangan dengan undang-undang, padahal di dalam hal itu ia 
menggunakan haknya, nanti akan terkena juga larangan dari pasal undang-undang 
yang bersangkutan. Jika ia menggunakan haknya maka ia tidak “melawan hukum” 
dan untuk ketegasan bahwa yang diancam hukuman itu hanya orang yang betul-betul 
melawan hukum saja, maka di dalam pasal yang bersangkutan perlu dimuat ketegasan 
“melawan hukum” sebagai unsur perbuatan terlarang itu.8 
d. Mendistribusikan dan/atau Mentansmisiskan dan/atau Dapat Diaksesnya suatu 
Informasi Elektronik dan/atau Dokumen Elektronik 
UU No. 11 Tahun 2008 tentang ITE tidak menjelaskan defenisi dari 
mendistribusikan, mentransmisikan, dan dapat diakses. Namun setelah mengalami 
perubahan yaitu UU RI No. 19 Tahun 2016 tentang perubahan atas UU No. 11 Tahun 
                                                          
7
Hazewingker-Suringa, Inleiding, h.124 dalam Lamintang, Dasar-dasar Hukum Pidana 
Indonesia, h. 353. 
8
R. Tresna, Asas-Asas Hukum Pidana (Bandung: Pustaka Tinta Mas, 1994), h. 71. 
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2008, kata mendistribusikan, mentransmisikan dan dapat diakses sudah dikemukakan 
defenisinya masing-masing. Berdasarkan penjelasan pasal 27 ayat 1 UU RI No. 19 
Tahun 2016 tentang perubahan atas UU No. 11 tahun 2008 tentang ITE, yang 
dimaksud dengan “mendistribusikan” adalah mengirimkan dan/atau menyebarkan 
informasi elektronik dan atau dokumen elektronik kepada banyak orang atau berbagai 
pihak melalui sistem elektronik; yang dimaksud dengan “mentransmisikan” adalah 
mengirimkan informasi elektronik dan/atau dokumen elektronik yang ditujukan 
kepada satu pihak lain melalui sistem elektronik; dan yang dimaksd dengan 
“membuat dapat diakses” adalah semua perbuatan lain selain mendistribusikan dan 
mentransmisikan melalui sistem elektronik yang menyebabkan informasi elektronik 
dan/atau dokumen elektronik dapat diketahui pihak lain atau publik.
9
 
Dalam pasal 1 ayat 1 UU ITE dinyatakan bahwa informasi elektronik adalah 
satu atau sekumpulan data elektronik, termasuk tetapi tidak terbatas pada tulisan, 
suara, gambar, peta, rancangan, foto, electronic data interchange (EDI), surat 
elektronik (electronic mail), telegram, teleks, telecopy atau sejenisnya, huruf, tanda, 
angka, kode akses, simbol, atau perforasi yang telah dioleh yang memiliki arti atau 
dapat dipahami oleh orang yang mempu memahaminya. Kemudian dalam ayat 4 
dinayatakan bahwa dokumen elektronik adalah setiap informasi elektronik yang 
dibuat, diteruskan, dikirimkan, diterima, atau disimpan dalam bentuk analog, digital, 
elektromagnetik, optikal, atau sejenisnya, yang dapat dilihat, ditampilkan, dan/atau 
didengar melalui komputer atau sistem elektronik, termasuk tidak terbatas pada 
tulisan, suara, gambar, peta, rancangan, foto atau sejenisnya, huruf, tanda, angka, 
                                                          
9
Tim Redaksi BIP, Undang-Undang Informasi dan Transasksi Elektronik, h. 26. 
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kode akses, simbol atau perforasi yang meiliki makna atau arti atau dapat dipahami 
oleh orang yang mampu memahaminya.
10
 
Dalam Kamus Besar Bahasa Indonesia (KBBI), mandistribusikan berarti 
menyalurkan (membagikan, mengirimkan) kepada beberapa orang atau ke beberapa 
tempat, mentransmisikan  yaitu mengirimkan atau meneruskan pesan dari seseorang 
(benda) kepada orang lain (benda lain), sedangkan membuat dapat diaksesnya selain 
hanya memberikan defenisi tentang akses yaitu kegiatan melakukan interaksi dengan 
sistem elektronik yang berdiri sendiri atau dalam jaringan. 
e.  Memiliki Muatan Penghinaan dan/atau Pencemaran Nama Baik 
Kosep “penghinaan” dan “pencemaran nama baik” dalam pasal ini masih 
belum jelas. Jika kita melihat dalam penjelasan pasal ini hanya dikatakan cukup jelas. 
Sehingga perlu ada penafsiran dalam mengartikan konsep penghinaan dan/atau 
pencemaran nama baik.
11
 
Dari unsur-unsur pasal 27 ayat 3 UU ITE masih ada beberapa proposisi yang 
belum jelas. Misalnya, apa yang dimaksud dengan proposisi “tanpa hak”, kemudian 
apa yang dimaksud dengan “penghinaan” dan “pencemaran nama baik” dalam 
penjelasan pasal hanya dikatakan cukup jelas. Oleh karena itu, norma dalam pasal ini 
dapat dikatakan sebagai norma kabur (vague norm) yang hanya mengatur perbuatan 
pencemaran nama baik dan/atau penghinaan secara tanpa hak yang dilakukan 
menggunakan media TIK, namun tidak menjelaskan perbuatan yang dimaksud untuk 
disiarkan dalam TIK, yang dilarang itu apa. 
                                                          
10
Tim Redaksi BIP, Undang-Undang Informasi dan Transasksi Elektronik, h. 8-9. 
11
Miftahul Jannah, “Tindak Pidana Pencemaran Nama Baik Melalui Informasi dan Transaksi 
Elektronik (ITE) Ditinjau dari Undang-undang No. 11 Tahun 2008”, h. 39. 
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Menurut hemat penulis, dua hal ini perlu diperjelas karena pengaturan 
mengenai pencemaran nama baik seringkali bersinggungan dengan kebebasan 
berpendapat yang dilindungi  oleh Undang-Undang Dasar Republik Indonesia (UUD 
1945) teramandemen dan juga bersinggungan dengan Hak Asasi Manusia (HAM). 
2. Kontroversi Penerapan Pasal 27 ayat 3 UU No. 11 Tahun 2008 tentang ITE 
Dalam penerapan setiap undang-undang, tentunya tidak akan lepas dari 
berbagai macam pendapat tentang undang-undang tersebut. Begitupula dengan 
dengan UU No. 11 Tahun 2008 pasal 27 ayat 3 tentang ITE dalam penerapannya 
menuai berbagai macam kontroversi atau perbedaan pendapat dari berbagai kalangan 
seperti akademisi, politikus, dan aktivis social networking. 
Bagi kubu yang pro, pasal 27 ayat 3 UU ITE menyatakan bahwa pasal ini 
berfungsi untuk melindungi hak orang yang dicemarkan nama baiknya atau dihina 
melalui media internet. Bagi kubu yang kontra menyatakan bahwa pasal ini 
rumusannya dianggap sebagai jaring empuk untuk membungkam kritik atau bahkan 
kebebasan berpendapat/berekspresi di internet. Permasalahan ini berujung pada 
dilakukannya judicial review, dan dalam putusannya Mahkamah Konstitusi (MK) 
menolak bahwa pasal ini bertentangan dengan Undang-Undang Dasar 1945. 
Menurut pendapat Mardjono Reksodiputro yang dikutip oleh Arsyad Sanusi 
dalam bukunya Cybercrime menyatakan bahwa jauh sebelum perdebatan tentang 
pasal 27 ayat 3 UU ITE, beberapa ahli hukum juga berbedah pendapat tentang perlu 
atau tidaknya dibuat undang-undang yang membuat aturan tentang pidana dengan 
media internet. Beberapa ahli hukum mengatakan tidak perlu menggunakan undang-
undang baru untuk memidanakan seseorang, karena secara jelas Kitab Undang-
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undang Hukum Pidana (KUHP) masih relevan, sehingga rumusan KUHP ditafsirkan 
dengan penafsiran ekstensif pada kejahatan yang menggunakan media internet.
12
 
Ahli hukum yang lain yaitu J. Sudama Sastroaandjojo berpendapat bahwa 
membuat aturan tentang cyber law perlu, mengingat kepastian hukum diranah 
mayantara perlu dillindungi haknya. Tindak pidana yang menyangkut komputer 
haruslah ditangani secara khusus, karena cara-caranya, lingkungan, waktu, dan letak 
dalam melakukan kejahatan komputer adalah berbeda dengan tindak pidana lainnya.
13
 
Kembali pada pasal 27 ayat 3 UU ITE, perdebatan beberapa akademisi dan 
praktisi masih berlangsung. Beberapa pendapat yang mendukung pasal 27 ayat 3 UU 
ITE sebagai berikut: 
a. Edmon Makarim (Lembaga Kajian Hukum dan Teknologi, Fakultas Hukum 
Universitas Indonesia) meyatakan bahwa pasal 27 ayat 3 UU ITE harus tetap ada 
agar sistem elektronik tidak menjadi ajang untuk saling mencemarkan nama baik 
karena dampaknya bersifat masif.
14
 Untuk menggunakan pasal ini, penyidik dan 
jaksa penuntut umum harus dapat membuktikan dua unsur obyektif, yaitu dengan 
sengaja dan tanpa hak. 
b. Muhammad Salahuddien Manggalany (Wakil ketua Indonesia Security Incident 
Response Team on Internet Infrastructure), yang pada pokoknya tidak sepakat 
dengan argumentasi bahwa pasal pencemaran (defamation) sering digunakan 
umtuk membungkam kritik masyarakat terutama di alam reformasi yang sangat 
                                                          
12
Arsyad Sanusi, Cybercrime (Jakarta: Milestone, 2011), h. 405. 
13
Arsyad Sanusi, Cybercrime, h. 406. 
14
Edmon Makarim, Tanggung Jawab Hukum Penyelenggara Sistem Elektronik (Jakarta: 
Rajawali Pers, 2010), h. 302. 
45 
 
terbuka selama ini. Untuk membuktikan dugaan tersebut harus didukung data 
yang kuat dan lengkap. Ancaman dalam UU ITE lebih berat dari KUHP adalah 
karena pertimbangan dampak kerusakan yang dihasilkan oleh pencemaran dengan 
menggunakan teknologi informasi yang bersifat meluas, jangka panjang dan dapat 
berulang sehingga kerugian yang dialami korban jauh lebih besar (efek 
amplifikasi) dibandingkan apabila pencemaran terjadi melalui saluran 
konvensional.
15
 
Sementara itu, pada kubu yang mempertanyakan rumusan pasal tersebut, 
alasan utamanya karena pasal ini memiliki ketidakjelasan rumusan pasal sehingga 
sangat rentan terjadi multiinterpretasi. Beberapa pendapat tersebut diantaranya: 
a. Sutan Remy Sjahdeini (Guru Besar Fakultas Hukum Universitas Airlangga). Pada 
pokoknya ia mempertanyakan pencantuman frasa “tanpa hak” dalam pasal 
tersebut. Alasannya adalah apakah ada otoritas resmi yang memiliki otoritas resmi 
untuk mengizinkan pihak tertentu untuk mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya informasi elektronik 
dan/atau dokumen elektronik. Tidak mungkin sifat melawan hukum dari 
perbuatan-perbuatan tersebut menjadi terhapus karena ada pihak yang dapat 
memberikan hak kepada pihak lain untuk mendistribusikan dan/atau 
mentransamisikan dan/atau membuat dapat diaksesnya informasi elektronik 
                                                          
15Samardi, “Perdebatan Pasal 27 Ayat 3 UU ITE”, WordPress.com (2011),  
https://samardi.wordpress.com/2011/07/15/perdebatan-pasal-27-ayat-3-uu-ite/ (31 Oktober 2017). 
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dan/atau dokumen elektronik yang memuat penghinaan dan/atau pencemaran 
nama baik, dengan kata lain rumusan tersebut dibuat berlebihan.
16
  
b. Adami Chazawi (Ahli Hukum Pidana Fakultas Hukum Universitas Brawijaya), 
pada pokoknya berpendapat bahwa andaikata tidak dirumuskan sebagai 
penghinaan lex specialis, penghinaan melalui media elektronik (internet) tetap 
bisa menggunakan pasal-pasal penghinaan di KUHP yang sesuai dengan 
kasusnya, dengan cara menafsirkan misalnya berdasarkan tujuan dari bentuknya 
kejahatan penghinaan atau yang lebih ekstrim dengan penafsiran ekstensif. 
Dengan disebutkan frasa “pencemaran dan/atau penghinaan” bisa terjadi salah 
menafsirkan, seolah-oleh bentuk-bentuk penghinaan selain pencemaran, tidak 
masuk dalam pengertian/cakupan tindak pidana pasal 27 ayat 3 UU ITE. 
Kedelapan bentuk penghinaan dalam KUHP jika dilakukan dengan menggunakan 
sarana elektronik diancam pidana yang sama yakni maksimum 6 tahun penjara 
dan/atau denda maksimum Rp. 1.000.000.000,00 (satu miliar rupiah). Padahal 
jika kembali pada asas penghinaan yang dibeda-bedakan menjadi 8 macam yang 
diancam dengan pidana yang berbeda-beda, artinya dibebani tanggungjawab 
sendiri-sendiri secara berbeda-beda berat ringannya. Lebih fatal lagi jika 
pertanggungjawaban pidana pada penghinaan ringan disamakan dengan fitnah 
oleh UU ITE dengan ancaman pidana yang sama, yakni maksimum 6 tahun 
penjara.
17
 
                                                          
16
Sutan Remy Syahdeini, Kejahatan dan Tindak Pidana Komputer (Jakarta: Grafiti, 2009), h. 
232-233. 
17
Adami Chazawi, Makalah Penghinaan dalam Hukum Positif di Indonesia, 2009. 
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Demikian perbedaan pendapat menyikapi rumusan pasal 27 ayat 3 UU ITE. 
Secara yuridis, putusan MK menyatakan bahwa pasal 27 ayat 3 UU ITE tidak 
bertentangan dengan UUD 1945, tetapi secara akademis, karena dalam konteks 
keilmuan, sah-sah saja diperdebatkan. Tak kalah pentingnya edukasi terhadap aparat 
penegak hukum yang gagap teknologi bahwa berdasarkan fakta di lapangan 
pengetahuan mereka tentang kasus yang berhubungan dengan teknologi informasi 
kurang memadai.  
B. Konsep Kebebasan Bependapat 
1. Kebebasan Berpendapat Menurut UU dan HAM 
 Kebebasan mengeluarkan pendapat adalah hak setiap warga negara untuk 
mengeluarkan pikiran atau gagasan dengan tulisan lisan dan bentuk lainnya secara 
bebas dan bertanggung jawab serta tanpa ada tekanan dari siapapun sesuai dengan 
peraturan perundang-undangan yang berlaku. Kebebasan berpendapat ditujukan 
untuk mewujudkan perlindungan yang konsisten.
18
 Kebebasan berpendapat dijamin 
secara konstitusional dalam UUD 1945 pasal 28 E ayat 3, yang berbunyi “Setiap 
orang berhak atas kebebasan berserikat, berkumpul, dan menyampaikan pendapat”. 
Jaminan ini sangat penting bagi negara yang berkedaulatan rakyat. 
 Selain ditegaskan dalam UUD 1945, pengertian kemerdekaan mengeluarkan 
pendapat juga dinyatakan dalam pasal 1 UU No. 9 tahun 1998 tentang Kemerdekaan 
Menyampaikan Pendapat di Muka Umum bahwa kemerdekaan menyampaikan 
perndapat adalah hak setiap warga negara untuk menyampaikan pikiran dengan lisan, 
                                                          
18
Ervilia Agustine Wiharsianti, “Hak Asasi Manusia: Kebebasan Berpendapat”, 
Kompasiana.com, 05 September 2014, https://www.kompasiana.com/erviliaagustine/hak-asasi-
manusia-kebebasan-berpendapat_54f98577a3331140548b4836 (19 Oktober 2017).   
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tulisan, dan sebagainya secara bebas dan bertanggung jawab sesuai dengan ketentuan 
peraturan perundang-undangan. Selain itu, kemerdekaan mengemukakan pendapat 
pun tercantum dalam pasal 19 Deklarasi Universal Hak-Hak Asasi Manusia yang 
resmi diberlakukan di seluruh dunia, yang berbunyi: “Setiap orang yang berhak atas 
kebebasan mempunyai dan mengeluarkan pendapat, dalam hal ini termasuk 
kebebasan mempunyai pendapat dengan tidak mendapat gangguan dan untuk 
mencari, menerima, dan menyampaikan keterangan dan pendapat dengan cara apapun 
juga dan tidak memandang batas-batas”. 19 
 Sudah 18 tahun memasuki reformasi yang dibarengi oleh masuknya layanan 
internet seyogianya kebebasan bagi warga negara dalam berpendapat menjadi 
keharusan bagi pemerintah untuk melindungi, namun masih menjadi hal yang krusial. 
Pemerintah dalam hal ini Menteri Komunikasi dan Informatia (Menkominfo) pada 
maret 2008 silam disahkan UU No. 11 tahun 2008 tentang ITE, kebebasan 
masyarakat untuk menyampaikan pendapat memalui media elektronik (dunia maya) 
menjadi terbatas dengan adanya beberapa pasal yang ganjil dari 54 pasal didalamnya. 
Salah satu pasal tersebut adalah pasal 27 ayat 3 UU No. 11 tahun 2008 tentang ITE. 
2. Kebebasan Berpendapat dalam Islam 
 Hak kebebasan berpendapat dan mengeluarkan pendapat telah dikenal dalam  
Islam sejak semula. Adalah merupakan kebiasaan orang Islam untuk bertanya kepada 
Nabi tentang beberapa masalah yang berkenaan dengan suatu perintah Tuhan yang 
diwahyukan kepadanya. Apabila ia mengatakan bahwa ia tidak mendapatkan perintah 
                                                          
19Sahibul, “UU ITE Bertanya Menjamin Kebebasan Berpendapat”, Kompasiana.com, t.th., 
https://www.kompasiana.com/sahibul123/uu-ite-bertanya-menjamin-kebebasan-berpendapat 
58c40114eaafbd8a053aa070 (19 Oktober 2017). 
49 
 
Tuhan, orang Islam dengan bebas boleh mengatakan pendapatnya tentang masalah 
itu. Dalam peristiwa Perang Badar, Nabi memilih suatu tempat khusus yang 
dianggapnya pantas untuk menyerang musuh. Salah seorang sahabatnya, Hubab bin 
Mandhar, bertanya kepada Nabi, apakah yang menyebabkannya memilih tempat 
khusus itu karena hasil wahyu dari Tuhan. Nabi menjawab tidak. Dengan ucapan itu, 
Hubab bin Mandhar lantas mengajukan suatu tempat alternatif untuk memberikan 
serangan terhadap musuh, karena menurut anggapannya, tempat itu secara strategis 
lebih baik letaknya. Nabi menyetujuinya.
20
 
 Berpendapat adalah mengemukakan ide atau gagasan. Ia adalah hasil 
renungan terhadap kejadian langit dan bumi, serta alam semesta ini, guna untuk 
mendorong kemajuan umat dan keluhuran kehidupan. 
 Setiap orang mempunyai hak untuk berpendapat dan menyatakan pendapatnya 
selama dia tetap dalam batas-batas yang ditentukan oleh hukum dan norma-norma 
lainnya. Artinya tidak seorang pun diperbolehkan menyebarkan fitnah, hasut, dan 
berita-berita yang mengganggu ketertiban umum dan mencemarkan nama baik orang 
lain. Pendapat yang dikehendaki adalah pendapat yang bersifat konstruktif, tidak 
bersifat destruktif dan tidak pula bersifat anarkis. Bagi seorang muslim selalu 
dianjurkan mengemukakan ide atau gagasan untuk menciptakan kebaikan dan 
mencegah kemungkaran.
21
 Allah menjelaskan dalam firmanya QS Al-Imran/3: 104. 
                                                          
20
Harun Nasution dan Bahtiar Effendi, Hak Asasi Manusia dalam Islam (Cet. I;  t.t.: Yayasan 
Obor Indonesia, 1987), h. 66. 
21Dalizar Putra, “HAM” Hak Asasi Manusia Menurut Al-Qur’an (Cet. II; Jakarta: Al Husna 
Zikra, 1995), h. 52. 
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                            
         
Terjemahnya: 
“Dan hendaklah di antara kamu ada segolongan orang yang menyeru kepada 
kebajikan, menyuruh (berbuat) yang makruf, dan mencegah dari yang mungkar. 
Dan mereka itulah orang-orang yang beruntung”.22 
 Dengan demikian, pentingnya menyatakan pendapat dalam Islam adalah demi 
untuk kemaslahatan umum. Dalam “Declaration of Human Rights” pada pasal 19 
dikatakan: “setiap orang mempunyai kebebasan pendapat dan menyatakan 
pendapatnya”. Hal ini meliputi kebebasan untuk memiliki pendapat tanpa campur 
tangan (gangguan) dan untuk mencari, menerima dan menyampaikan keterangan-
keterangan dan ide-ide melalui media apapun juga tanpa memandang batas-batas 
daerah.
23
 
 
                                                          
22
Kementrian Agama RI, Al-Qur’an dan Terjemahnya,  h. 79. 
23Dalizar Putra, “HAM” Hak Asasi Manusia Menurut Al-Qur’an, h. 55. 
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BAB IV 
ANALISIS HUKUM ISLAM TERHADAP PASAL 27 AYAT 3 UU NO. 11 
TAHUN 2008 TENTANG ITE 
A. Latar Belakang Terbentuknya UU ITE 
1. Pengaruh Timbulnya UU ITE 
Dalam dunia modern atau di era globalisasi seperti sekarang, telah 
menempatkan peranan teknologi informasi dan komunikaasi pada posisi yang amat 
strategis karena menghadirkan suatu dunia tanpa batas, jarak, ruang, dan waktu, yang 
berdampak pada peningkatan produktivitas dan efisiensi. Pengaruh globalisasi 
dengan penggunaan sarana teknologi informasi dan komunikasi telah mengubah pola 
hidup masyarakat, dan berkembang dalam tatanan kehidupan baru dan mendorong 
terjadinya perubahan sosial, ekonomi, budaya, pertahanan, keamanan, dan penegakan 
hukum.
1
 Proses globalasasi tersebut membuat suatu fenomena yang mengubah model 
komunikasi konvensional dengan melahirkan kenyataan dalam dunia maya (virtual 
reality) yang dikenal sekarang ini dengan internet. Internet mengalami perkembangan 
dengan pesat sebagai kultur masyarakat modern, karena melalui internet berbagai 
aktivitas masyarakat cyber seperti berpikir, berkreasi, dan bertindak dapat 
diekspresikan di dalamnya, kapanpun dan di mana pun. Kehadirannya telah 
membentuk dunia tersendiri yang dikenal dengan dunia maya (Cyberspace) atau 
dunia semu yaitu sebuah dunia komunikasi berbasis komputer yang menawarkan 
realitas yang baru berbentuk virtual (tidak langsung atau tidak nyata).  
                                                          
1
Siswanto Sunarso, Hukum Informasi dan Transaksi Elektronik, Studi Kasus: Prita 
Mulyasari, h. 39.  
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Bagi setiap orang munculnya fenomena dalam dunia cyberspace (dunia semu) 
telah mengubah perilaku manusia dalam berinteraksi dengan manusia lain, baik 
secara individual maupun secara kelompok. Perubahan-perubahan tersebut dapat 
mengenai nilai-nilai sosial, pola-pola perikelakuan, organisasi, susunan lembaga-
lembaga masyarakat, dan wewenang interaksi sosial dan lain sebagainya.  
Dengan kemajuan teknologi informasi yang demikian cepat khususnya media 
internet, dirasakan banyak memberikan manfaat seperti dari segi keamanan, 
kenyamanan, dan kecepatan. Contoh sederhana, dengan menggunakan internet 
sebagai sarana pendukung dalam pemesanan/reservasi tiket, hotel, pembayaran 
tagihan telepon, listrik, telah membuat konsumen semakin nyaman dan aman dalam 
menjalankan aktivitasnya. Kemuadian dalam dunia transaksi, teknologi informasi 
khususnya media internet banyak memberikan manfaat, seperti transaksi perbankan 
melalui e-banking, memanfaatkan e-commercee untuk mempermudah melakukan 
pembelian dan penjualan suatu barang serta menggunakan e-library dan e-learning 
untuk mencari referensi atau informasi ilmu pengetahuan yang dilakukan secara 
online dengan menggunakan perangkat komputer atau  pun hand phone.
2
 
Pemanfaatan teknologi informasi dan komunikasi selain memberikan dampak 
positif, juga disadari telah menimbulkan dampak negatif seperti memberi peluang 
untuk dijadikan sarana melakukan tindak kejahatan-kejahatan baru (cyber crime) 
sehingga diperlukan upaya proteksi. Dengan demikian dapat dikatakan bahwa 
teknologi informasi dan komunikasi bagaikan pedang bermata dua, dimana selain 
                                                          
2“Bab I Pendahuluan”, Situs Resmi Universitas Sumatera Utara. 
http://repository.usu.ac.id/bitstream/handle/123456789/49545/Chapter%20II.pdf?sequence=3&isAllo
wed=y (13 Oktober 2017). 
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memberikan kontribusi positif bagi peningkatan kesejahteraan, kemajuan, dan 
peradaban manusia, juga menjadi sarana potensial dan sarana efektif untuk 
melakukan perbuatan melawan hukum. Perbuatan melawan hukum dalam dunia maya 
merupakan fenomena yang sangat mengkhawatirkan, mengingat berbagai macam 
tindakan kejahatan seperti carding, hacking, penipuan, terorisme, dan penyebaran 
informasi destruktif telah menjadi bagian dari aktivitas pelaku kejahatan di dunia 
maya. Kenyataan itu, demikian sangat kontras dengan ketiadaan regulasi yang 
mengatur pemanfaatan teknologi informasi dan komonikasi diberbagai sektor. Oleh 
karena itu, untuk menjamin kepastian hukum, pemerintah berkewajiban melakukan 
regulasi terhadap berbagai aktivitas terkait dengan pemanfaatan teknologi informasi 
dan komunikasi tersebut.
3
 
Permasalahan hukum yang seringkali dihadapi adalah ketika terkait dengan 
penyampaian informasi, komunikasi, dan/atau transaksi secara elektonik, khususnya 
dalam hal pembuktian dan hal yang terkait dengan perbuatan hukum yang 
dilaksanakan melalui sistem elektronik. Sistem elektronik adalah sistem komputer 
dalam arti luas, tetapi tidak hanya mencakup perangkat keras dan perangkat lunak 
komputer, namun juga mencakup jaringan telekomunikasi dan/atau sistem 
komunikasi elektronik.  
Sistem elektronik juga digunakan untuk menjelaskan keberadaan sistem 
informasi yang merupakan penerapan teknologi informasi yang berbasis jaringan 
telekomunikasi dan media elektronik, yang berfungsi merancang, memproses, 
menganalisis, menampilkan, dan mengirimkan atau menyebarkan informasi 
                                                          
3
Siswanto Sunarso, Hukum Informasi dan Transaksi Elektronik, Studi Kasus: Prita 
Mulyasari, h. 40.  
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elektronik. Sistem informasi secara teknis dan manajemen sebenarnya adalah 
perwujudan penerapan produk teknologi informasi ke dalam suatu bentuk organisasi 
dan menejemen sesuai dengan karakteristik kebutuhan pada organisasi tersebut dan 
sesuai dengan tujuan peruntukannya. Pada sisi lain, sistem informasi secara teknis 
dan fungsional adalah keterpaduan sistem antara manusia dan mesin yang mencakup 
komponen perangkat keras, perangkat lunak, prosedur, sumber daya manusia, dan 
substansi informasi yang dalam pamanfaatannya mencakup fungsi input, process, 
output, storage, dan comunication. 
Sehubungan dengan itu, dunia hukum sebenarnya sudah sejak lama 
memperluas penafsiran asas dan normanya ketika menghadapi persoalan kebendaan 
yang tidak berwujud, misalnya dalam kasus pencurian listrik sebagai perbuatan 
pidana. Dalam kenyataan kegiatan siber tidak lagi sesederhana karena kegiatannya 
tidak lagi dibatasi oleh teritori suatu negara, yang mudah diakses kapan pun dan dari 
mana pun. Kerugian dapat terjadi baik pada pelaku transaksi maupun pada orang lain 
yang tidak pernah melakukan transasksi, misalnya pencurian dana kartu kredit 
melalui pembelanjaan di internet. Di samping itu, pembuktian merupakan faktor yang 
sangat penting, mengingat informasi elektronik bukan saja belum terakomodasi 
dalam sistem hukum acara Indonesia secara komprehensif, melainkan juga ternyata 
sangat rentan untuk diubah, disadap, dipalsukan, dan di kirim ke berbagai penjuru 
dunia dalam waktu hitungan detik. Dengan demikian, dampak yang diakibatkannya 
pun bisa demikian kompleks dan rumit. 
Permasalahan yang lebih luas terjadi pada bidang keperdataan karena 
transaksi elektronik untuk kegiatan perdagangan melalui sistem elektronik (electronic 
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commerce) telah menjadi bagian dari perniagaan nasional dan internasional. 
Kenyataan ini menunjukkan bahwa konvergensi di bidang teknologi informasi, 
media, dan informatika (telematika) berkembang terus tanpa dapat dibendung, seiring 
dengan ditemukannya perkembangan baru di bidang teknologi informasi, media, dan 
komunikasi. 
Kegiatan melalui media sistem elektronik, yang disebut juga (cyber space), 
meskipun bersifat virtual dapat dikategorikan sebagai tindakan atau perbuatan hukum 
yang nyata. Secara yuridis kegiatan pada ruang siber tidak dapat didekati dengan 
ukuran dan kualifikasi hukum konvensional saja sebab jika cara ini yang ditempuh 
akan terlalu banyak kesulitan dan hal yang lolos dari pemberlakuan hukum. Kegiatan 
dalam raung siber adalah kegiatan virtual yang berdampak sangat nyata meskipun alat 
buktinya bersifat elektronik. 
Dengan demikian, subjek pelakunya harus dikualifikasikan pula sebagai orang 
yang telah melakukan perbuatan hukum secara nyata. Dalam kegiatan e-commercee 
antara lain dikenal adanya dokumen elektronik yang kedudukannya disetarakan 
dengan dokumen yang dibuat di atas kertas. 
Berkaitan dengan hal itu, perlu diperhatikan sisi keamanan dan kepastian 
hukum dalam pemanfaatan teknologi informasi, media, dan komunikasi agar dapat 
berkembangan secara optimal. Oleh karena itu, terdapat tiga pendekatan untuk 
menjaga keamanan di cyberspace, yaitu pendekatan aspek hukum, aspek teknologi, 
aspek sosial budaya, dan etika. Untuk mengatasi gangguan keamanan dalam 
penyelenggaraan sistem secara elektronik, pendekatan hukum bersifat mutlak karena 
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tanpa kepastian hukum, persoalan pemanfaatan teknologi informasi menjadi tidak 
optimal.
4
 
Berdasarkan uraian di atas, maka oleh pemerintah dibuatlah suatu undang-
undang yaitu UU No. 11 Tahun 2008 tentang ITE untuk menjamin kepastian hukum 
dalam menerapkan teknologi informasi dan transaksi elektronik. UU No. 11 Tahun 
2008 tentang ITE adalah wujud dari tanggung jawab yang harus diemban oleh negara, 
untuk memberikan perlindungan maksimal pada seluruh aktivitas pemanfaatan 
teknologi informasi dan komunikasi di dalam negeri agar terlindungi dengan baik 
dari potensi kejahatan dan penyalahgunaan teknologi.
5
 
2. Mekanisme Pembuatan UU No. 11 Tahun 2008 tentang ITE 
UU No. 11 Tahun 2008 tentang ITE sudah diundangkan sejak 21 April 2008. 
dengan demikian, sejak saat itu undang-undang tersebut sudah memiliki daya ikat dan 
mengikat warga negara untuk mematuhi dan menaati segala norma-norma yang ada 
di dalam undang-undang itu.
6
 Dalam pembentukan UU ITE, diperlukan waktu yang 
relatif lama. RUU ITE mulai dirancang sejak Maret 2003 oleh Kementrian Negara 
Komunikasi dan Informasi (Kominfo). Semula RUU ini dinamakan Rancangan 
Undang Undang Informasi Komunikasi dan Transaksi Elektronik (RUU ITE) yang di 
susun oleh Ditjen Pos dan Komunikasi – Departemen Perhubungan serta Departemen 
Perindustrian dan Perdagangan, bekerja sama dengan Tim dari Fakultas Hukum 
                                                          
4
Tim Redaksi BIP, Undang-Undang Informasi dan Transasksi Elektronik, h. 62-64. 
5
Siswanto Sunarso, Hukum Informasi dan Transaksi Elektronik, Studi Kasus: Prita 
Mulyasari, h. 40.  
6
Siswanto Sunarso, Hukum Informasi dan Transaksi Elektronik, Studi Kasus: Prita 
Mulyasari, h. 167. 
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Universitas Padjadjaran (Unpad) dan Tim Asisten dari ITB, serta Lembaga Kajian 
Hukum dan Teknologi Universitas Indonesia (UI). 
Melalui surat No. R./70/Pres/9/2005 tanggal 5 September 2005, Presiden 
Susilo Bambang Yudhyono menyampaikan naskah RUU ITE secara resmi kepada 
DPR RI, dan menunjuk Hukum dan Hak Asasi Manusia sebagai wakil pemerintah 
dalam pembahasan bersama dengan DPR RI. Selanjutnya, pemerintah melalui 
Departemen Komunikasi dan Informatika (Depkominfo) membentuk “Tim Antar 
Departemen dalam rangka pembahasan RUU ITE antara Pemerintah dan DPR RI” 
dengan Keputusan Menteri Komunikasi dan Informatika No. 
83/KEP?M.KOMINFO/10/2005 yang kemudian disempurnakan dengan keputusan 
Menteri No. 10/KEP/M.Kominfo/10/2007 tanggal 23 Januari 2007. Kedudukan Bank 
Indonesia dalam Tim Antardep tersebut adalah sebagai Pengarah (Gubernur Bank 
Indonesia), Narasumber (Deputi Gubernur yang membidangi Sistem Pembayaran), 
dan sebagai anggota bersama-sama instansi/departemen terkait. Tugas Tim Antardep 
antara lain adalah menyiapkan bahan, referensi, dan tanggapan dalam pelaksanaan 
pembahasan RUU ITE, dan mengikuti pembahasan RUU ITE di DPR RI. 
Merespon surat Presiden tersebut, DPR membentuk Panitia Khusus (Pansus) 
RUU ITE yang beranggotakan 50 orang dari 10 Fraksi di DPR RI. Dalam rangka 
menyusun Daftar Inventaris Masalah (DIM) atas draft RUU ITE yang disampaikan 
Pemerintah tersebut, Pansus RUU ITE meyelenggarakan 13 kali rapat dengan 
berbagai pihak, antara lain operator telekomunikasi, perbankan, aparat penegak 
hukum dan kalangan akademisi dan Lembaga Sandi Negara. Akhirnya pada bulan 
Desember 2006 Pansus DPR RI menetapkan Daftar Inventaris Masalah (DIM) 
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sebanyak 287 DIM RUU ITE yang berasal dari 10 fraksi yang tergabung dalam 
Pansus RUU ITE DPR RI. 
Pembahasan DIM RUU ITE dalam Pansus DPR RI dengan Pemerintah  (Tim 
Antar Departemen Pembahasan RUU ITE) dilaksanakan sebanyak 17 kali pertemuan 
(sejak tanggal 24 Januari 2007 sampai dengan 6 Juni 2007). Pembahasan RUU ITE 
pada tahap Panitia Kerja (Panja) sebanyak 23 kali rapat (sejak 29 Juni 2007 sampai 
dengan 31 Januari 2008), sedangkan pembahasan RUU ITE tahap Tim Perumus 
(Timus) dan Tim Sinkronisasi (Timsin) yang berlangsung sejak tanggal 13 Februari 
2008 sampai dengan 13 Maret 2008 yakni sebanyak 5 kali rapat. Rapat pleno Pansus 
RUU ITE untuk pengambilan keputusan tingkat pertama terhadap naskah akhir RUU 
ITE dilangsungkan pada tanggal 18 Maret 2008, menyetujui RUU ITE dibawa ke 
pengambilan keputusan tingkat II. Pada Rapat Paripurna DPR RI, tanggal 25 Maret 
2008, 10 fraksi menyetujui RUU ITE ditetapkan menjadi undang-undang. 
Selanjutnya Presiden Susilo Bambang Yudhyono menandatangani naskah UU ITE 
menjadi Undang-Undang Repubik Indonesia Nomor 11 Tahun 2008 tentang 
Informasi dan Transaksi Elektronik (ITE), dan dimuat dalam Lembaran Negara 
Nomor 58 Tahun 2008 dan Tambahan Lembaran Negara Nomor 4843.
7
 
 Secara yuridis formal UU ITE itu telah selesai pekerjaan rumah dari badan 
legislatif dan pemerintah. Namun, secara sosiologis kita masih punya pekerjaan yang 
masih panjang dalam melaksanakan undang-undang itu. Tidak sekedar hanya 
menegakkan hukum belaka, akan tetapi melakukan soialisasi dan komunikasi 
undang-undang kepada semua warga negara agar tidak terjerat oleh undang-undang 
                                                          
7“Cakrawala Format Kronologis UU ITE”, Situs Resmi Gunadarma. 
http://banking.blog.gunadarma.ac.id/peraturan-BI/cakrawala_hukum1.pdf (27 Oktober 2017). 
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tersebut. Hal ini adalah sesuai dengan cita-cita hukum bahwa tujuan hukum bukan 
untuk sebanyak-banyak memenjarakan orang yang tidak tahu hukum, akan tetapi 
menyelamatkan warga negara dari siksaan hukum.
8
 
B. Dampak Hukum Pasal 27 ayat 3 terhadap Implementasinya kepada 
Masyarakat 
Dampak hukum adalah merupakan suatu sikap atau perilaku masyarakat 
terhadap hukum yang berupa ketaatan atau kepatuhan dan perlawanan atau 
penentangan terhadap hukum yang berlaku.
9
 Fungsi penting dari aturan hukum adalah 
sebagai penuntun perilaku (guiding behavior). Maka setiap aturan hukum akan 
berdampak pada perilaku masyarakat. Dampak dari ketentuan hukum, bukan hanya 
sekedar ketaatan melainkan ada yang berupa ketidaktaatan sebab dampak merupakan 
efek total dari suatu ketentuan hukum. Ada dua macam dampak hukum, yaitu: 
1. Dampak hukum yang positif yaitu sikap dan perilaku masyarakat yang 
mentaati dan mematuhi hukum karena adanya keserasian antara keadilan 
dengan kepentingan yang terlindungi bagi masyarakat. 
2. Dampak hukum negatif adalah adanya perlawanan atau penentangan terhadap 
hukum karena tidak ada keserasian antara keadilan dengan kepentingan yang 
terlindungi. 
Dampak hukum terhadap perilaku masyarakat inilah yang menentukan efektif 
atau tidak efektifnya suatu aturan hukum. Seperti kalimat Eugen Ehrlich, Bapak 
                                                          
8
Siswanto Sunarso, Hukum Informasi dan Transaksi Elektronik, Studi Kasus: Prita 
Mulyasari, h. 167.  
9Eman Suratman, “Dampak Hukum”, Blog Eman Suratman. 
http://emansuratman.blogspot.co.id/2011/05/dampak-hukum.html (28 Oktober 2017) 
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Sosiologi Hukum, pakar hukum Austria pada bukunya Fundamental Principles of 
The Sociology of Law, 1912 yang dikutip oleh Achmad Ali pada buku Menguak Teori 
Hukum dan Teori Peradilan , 2009 yaitu: “At the present as well as at any other time, 
a the centre of gravity of legal development lies not in legislation, not in juristic 
science, not in judicial decision, but in society it self”. Yang artinya, “baik dewasa 
ini, maupun kapan saja, pusat perkembangan hukum, tidak terletak pada perundang-
undangan, juga tidak pada ilmu hukum dan juga tidak pada putusan pengadilan, 
melainkan terletak didalam masyarakat sendiri”. 
 Perilaku masyarakat yang merupakan dampak dari suatu aturan hukum 
dipengaruhi oleh beberapa faktor, yaitu komunikasi hukum dan pengetahuan hukum. 
Kita dapat berperilaku hukum dengan baik jika kita mengetahui dengan benar aturan 
hukum yang ada. Oleh karena itu, aturan hukum harus dikomunikasikan dengan jelas 
dan baik kepada masyarakat sehingga masyarakat dapat memperoleh pengetahuan 
mengenai isi aturan hukum tersebut.
10
 
 Berdasarkan uraian di atas , implementasi UU No. 11 Tahun 2008 tentang ITE 
khususnya pasal 27 ayat 3 tentunya memiliki dampak hukum terhadap masyarakat. 
Dampak hukum dari undang-undang tersebut dapat dibedakan menjadi dua bagian, 
yaitu dampak hukum yang positif dan dampak hukum  yang negatif. Secara umum 
dampak hukum yang positif dari UU ITE adalah dengan adanya UU ITE, dapat 
menjamin kepastian hukum bagi masyarakat dalam memanfatkan sistem informasi 
dan transaksi eletronik. Selain itu, dengan adanya UU ITE lebih memudahkan 
                                                          
10Ria Miftahul Khairiah, “Dampak Hukum Terhadap Perilaku Manusia”, Blog Fol-
uinalauddin. http://fol-uinalauddin.blogspot.co.id/2012/06/dampak-hukum-terhadap-perilaku-
manusia.html  (04 November 2017). 
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masyarakat atau pengguna media elektronik dalam melakukan komunikasi melalui 
sistem informasi dan melakukan transaksi elektronik dengan benar.  
Adapun dampak hukum yang positif dari penarapan pasal 27 ayat 3 UU ITE 
adalah dengan adanya pasal tersebut, masyarakat akan lebih selektif dalam 
mendistribusikan dan/atau mentransmisiskan dan/atau membuat dapat diaksesnya 
suatu informasi elektronik dan/atau dokumen elektronik agar tidak menimbulkan 
penghinaan dan/atau pencemaran nama baik. Selain itu, berdasarkan ketentuan pidana 
mengeani pasal tersebut, tentunya akan membuat masyarakat atau pengguna media 
elektronik akan lebih berhati-hati dalam melakukan sistem elektronik. 
Selain dampak hukum yang posistif dari UU ITE pasal 27 ayat 3, terdapat 
pula dampak hukum yang negatif dari undang-undang tersebut terhadap masyarakat. 
Setelah diundangkannya sejak tanggal 21 April 2008, UU ITE pasal 27 ayat 3 menuai 
banyak kontroversi dari berbagai macam kalangan, baik itu akademisi, praktisis 
hukum maupun pengguna media sosial. Kontroversi tersebut muncul karena 
ketidakjelasan beberapa unsur dalam pasal tersebut dan juga kurang efektifnya 
penegak hukum dalam menerapkan pasal tersebut dalam menangani sebuah kasus.  
Salah satu dampak hukum yang negatif dari pasal 27 ayat 3 UU ITE terhadap 
masyarakat yang paling menonjol adalah pasal tersebut diklaim sebagai UU yang 
memasung kebebasan berpendapat. Menngapa demikian? Karena sejak 
diundangkannya, sudah banyak kasus yang terjadi, di mana seseorang mengkritisi 
suatu pelayanan publik di media sosial dengan tujuan untuk kepentingan umum, 
namun informasi tersebut dijadikan sebagai alat untuk memidanakan/memenjarakan 
penyebar informasi tersebut.  
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C. Pandangan Hukum Islam Terhadap UU No. 11 Tahun 2008 Pasal 27 ayat 3 
tentang ITE 
1. Pengetian, Tujuan dan Ruang Lingkup Hukum Islam 
Hukum Islam terdiri atas dua kata yakni hukum dan Islam. Hukum seperti 
dikemukakan oleh para ahlinya selalu tidak dapat didefenisikan secara tuntas. Untuk  
memudahkan pemahaman tentang hukum, dikutip pendapat Abdurrauf mengenai 
hukum. Menurutnya, hukum adalah peraturan-peraturan yang terdiri atas ketentuan-
ketentuan suruhan dan larangan yang menimbulkan kewajiban dan atau hak.
11
 
Dalam Kamus Bahasa Indonesia, hukum sering dartikan sebagai peraturan 
yang dibuat oleh penguasa (pemerintah) atau adat yang berlaku bagi semua orang 
disuatu tempat, masyarakat (negara).
12
 Lebih lanjut oleh Mohammad Daud Ali yang 
mengungkapkan bahwa apabila berbicara tentang hukum, secara sederhana segera 
terlintas dalam pikiran mengenai peraturan-peraturan atau seperangkat norma yang 
mengatur tingkah laku manusia dalam suatu masyarakat, baik peraturan atau norma 
itu berupa kenyataan yang tumbuh dan berkembang dalam masyarakat maupun 
peraturan atau norma yang dibuat dengan cara tertentu dan ditegakkan oleh 
penguasa.
13
 
Idris Ramulyo mengatakan bahwa Islam adalah agama penutup dari semua 
agama-agama yang diturunkan berdasarkan wahyu Ilahi (Al-Qur’an) kepada Nabi 
Muhammad saw. melalui malaikat Jibril yang diajarkan kepada seluruh umat manusia 
                                                          
11
Abdurrauf, Al-qur‟an dan Ilmu Hukum (Jakarta: Bulan Bintang, 1983), h. 21. 
12
Departemen Pendidikan dan Kebudayaan, Kamus Besar Bahasa Indonesia (Jakarta: Balai 
Pustaka, 1990), h. 314. 
13
Mohammad Daud Ali, Hukum Islam Pengantar Ilmu Hukum dan Tata Hukum Islam di 
Indonesia (Cet. IV; Jakarta: Raja Grafindo Persada, 1994), 38. 
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sebagai pedoman hidup lahir batin dari dunia sampai akhirat sebagai agama 
sempurna.
14
 Hukum Islam oleh para ahli hukum barat diistilahkan dengan Islamic 
Law. Dalam Al-Qur’an dan sunnah, istilah hukum Islam tidak dijumpai sedang yang 
digunakan adalah kata syari’ah. Patimah dalam bukunya Hubungan antara Hukum 
Islam dengan Hukum Adat dalam Sistem Hukum Nasional mengutip pendapat 
Muhammad Salam Madkur tentang defenisi syari’ah. Menurutnya syari’ah adalah 
hukum yang diterapkan Allah memalui Rasul-Nya untuk hamba-Nya, agar mereka 
menaati hukum itu atas dasar iman, baik yang berkaitan dengan kaidah, amaliah 
(ibadah dan muamalah), dan yang berkaitan dengan akhlak.
15
 
Jadi, secara sederhana dapat disimpulkan bahwa hukum Islam adalah 
seperangkat aturan atau norma yang berasal dari Allah yang dijadikan sebagai 
pedoman untuk mengatur segala tingkah laku umat manusia di dunia. Aturan tersebut 
bersifat secara umum yaitu bukan hanya untuk umat Islam saja tetapi semua umat 
beragama. 
Penetapan suatu hukum Islam, tentu tidak lepas dari tujuan yang ingin dicapai. 
Secara umum tujuan hukum Islam adalah kebehagiaan hidup manusia di dunia ini dan 
di akhirat kelak, dengan jalan mengambil segala yang bermafaat dan mencegah atau 
menolak yang mudarat, yaitu yang tidak berguna bagi hidup dan kehidupan. Dengan 
kata lain, tujuan hukum Islam adalah kemaslahatan hidup manusia, baik rohani 
maupun jasmani, individual dan sosial.
16
 
                                                          
14
Idris Ramulyo, Asas-asas Hukum Islam (Cet. I; Jakarta: Sinar Grafika, 1995), h. 3. 
15
Patimah, Hubungan antara Hukum Islam dengan Hukum Adat dalam Sistem Hukum 
Nasional (Cet. I; Makassar: Alauddin University Press, 2014), h. 10. 
16
Moghammad Daud Ali,  Hukum Islam: Pengantar Ilmu Hukum dan Tata Hukum Islam di 
Indonesia (Cet. VI; Jakarta: Rajawali Pers, 2009), h. 61. 
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Dalam Keputusan Musyawarah Nasional Alim Ulama Nahdatul Ulama di 
Lombok tahun 1418 H/1997 M tentang “al-Huquq al-Insaniyah fi al-Islam” 
menyatakan asas atau tujuan hukum Islam yang disebut sebagai Maqasid al-Syari’ah 
yaitu:
17
 
a. Hifdh al-din: memberikan jaminan hak kepada umat Islam untuk 
memelihara agama dan keyakinannya. 
b. Hifdh al-nafs wa al-„irdl: memberikan jaminan hak atas setiap jiwa (nyawa) 
manusia untuk tumbuh dan berkembang secara layak. 
c. Hifdh  al-„aql: adalah adanya suatu jaminan atas kebebasan berekspresi, 
kebebasan mimbar, kebebasan mengeluarkan opini, melakukan penelitian 
dan berbagai aktivitas ilmiah. 
d. Hifdh al-nasl: merupakan jaminan atas kehidupan privasi setiap individu, 
perlindungan atas profesi (pekerjaan), jaminan masa depan keturunan dan 
generasi penerus yang lebih baik dan berkualitas. 
e. Hifdh al-mal: dimaksudkan sebagai jaminan atas pemilihan harta benda, 
properti, dan lain-lain. 
Dalam mencapai tujuan hukum Islam, perlu kiranya diuraikan raung lingkup 
hukum Islam tersebut. Secara umum pengantar ilmu hukum di Indonesia, membagi 
ruang lingkup hukum muamalah dalam arti luas sebagai berikut:
18
 
a. Hukum perdata Islam yaitu (1) munakahat mengatur segala sesuatu yang 
berhubungan dengan perkawinan, perceraian, serta akibat-akibatnya; (2) wirasah 
mengartur segala masalah yang berhubungan dengan pewaris, ahli waris, harta 
peninggalan, serta pembagian warisan; (3) muamalat mengatur masalah 
kebendaan dan hak-hak atas benda, tata hubungan manusia dalam soal jual beli, 
sewa menyewa, pinjam meminjam, perserikatan, dan sebagaianya. 
                                                          
17
Pujiono, Hukum Islam dan Dinamika Perkembangan Masyarakat (Cet. I; Yogyakarta: Mitra 
Pustaka, 2012), h. 63. 
18
Moghammad Daud Ali,  Hukum Islam: Pengantar Ilmu Hukum dan Tata Hukum Islam di 
Indonesia, h. 57. 
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b. Hukum pidana Islam yaitu (1) jinayat yang memuat aturan-aturan mengenai 
perbuatan-perbuatan yang diancam dengan hukuman baik dalam jarimah hudud 
maupun dalam jarimah ta‟zir;(2) al-ahkam as-sulthaniyah membicarakan soal-
soal yang berhubungan dengan kepala negara, pemerintahan, tentara, pajak, dan 
sebagainya; (6) siyar mengatur urusan perang dan damai, tata hubungan dengan 
pemeluk agama dan negara lain; dan (7) mukhasamat mengatur soal peradilan, 
kehakiman, dan hukum acara. 
2. Analisis Hukum Islam terhadap Implementasi Pasal 27 ayat 3 
a. Analisis dari Segi Isi 
Salah satu poin penting yang perlu untuk dianalisis dari isi pasal 27 ayat 3 UU 
ITE adalah muatan tentang penghinaan dan/atau pencemaran nama baik. Secara 
umum penghinaan atau pencemaran nama baik adalah suatu perbuatan untuk 
menyerang harkat dan martabat seseorang yang mengakibatkan rusaknya nama baik 
atau reputasi seseorang dengan menyebarkan berita yang tidak sesuai dengan fakta 
dan menyebarkan berita tersebut kepada khalayak ramai yang bisa menimbulkan 
kerugian bagi pihak yang bersangkutan. Di dalam UU No. 11 Tahun 2008 tentang 
ITE tidak terdapat penjelasan mengenai unsur muatan penghinaan dan/atau 
pencemaran nama baik yang terdapat dalam pasal 27 ayat 3. Namun, ada beberapa 
defenisi dari penghinaan atau pencemaran nama baik dari berbagai sumber.  
Penghinaan berasal dari kata benda dengan perubahan kata kerja penghina 
yaitu menyerang kehormatan dan nama baik seseorang. Penghinaan asal kata dari 
kata hina yang berarti rendah kedudukannya (pangkat martabat) keji, tercela, tidak 
baik (perbuatan atau kelakuan).  
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Penghinaan merupakan sebuah proses, perbuatan atau cara menghina atau 
menista baik dilakukan secara lisan mauapun tulisan. Sedangkan menghina adalah 
merendahkan, memandang rendah, memburukkan nama seseorang, dan menyinggung 
perasaan orang lain seperti mencaci maki.
19
 
Adapun pengertian dari pencemaran nama baik yaitu menurut Kamus Hukum, 
pencemaran nama baik adalah perbuatan menghina atau menista orang lain atau 
menyerang nama baik atau kehormatan orang lain dan menyiarkan agar supaya 
diketahui umum atau baik secara lisan maupun tulisan. Menurut Kitab Undang-
Undang Hukum Pidana, penghinaan atau pencemaran nama baik, yaitu segala 
penyerangan kehormatan dan nama baik seseorang dengan tidak memuat suatu 
tuduhan melakukan perbuatan tertentu atau tidak ditujukan untuk menyiarkannya 
kepada khalayak ramai dapat dihukum tetapi terbatas pada cara-cara melakukannya 
yang tertentu.
20
 
Menurut R. Soesilo bahwa tindak kejahatan menghina adalah menyerang 
seseorang dan nama baik seseorang. Akibatnya, yang diserang merasa malu. 
Kehormatan yang diserang hanya mengenai kehormatan tentang “nama baik”, bukan 
kehormatan dalam lingkup seksual atau kehormatan yang dicemarkan karena 
tersinggung anggota kemaluannya dalam lingkungan nafsu birahi kelamin.
21
 
                                                          
19“Analisis Hukum Islam terhadap Putusan Majelis Pengadilan Negeri Jakarta No. 
1426/PID.B/2003/PN.Jkt.Pst”, Situs Resmi UIN Syarif Hidayatullah Jakarta. 
http://repository.uinjkt.ac.id/dspace/handle/123456789/18246 (01 November 2017). 
20
Hamzah Hasan, Kejahatan Kesusilaan Perspektif Hukum Pidana Islam (Cet. I; Makassar: 
Alauddin University Press, 2012), h. 151. 
21
R. Soesilo, Kitab Undang-Undang Hukum Pidana serta Komentar-Komentarnya (Bogor: 
Politeia, 1990), h. 225. 
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 Menurut putusan Mahkama Konstitusi No. 50/PUU-VI/2008 penafsiran 
norma yang termuat dalam pasal 27 ayat 3 UU ITE mengenai penghinaan dan/atau 
pencemaran nama baik tidak bisa dilepaskan dari genusnya yaitu norma hukum 
pidana yang termuat dalam pasal 310 dan pasal 311 KUHP
22
. Adapun bunyi pasal 
310 dan pasal 311 KUHP, yaitu: 
Pasal 310 
1. Barangsiapa sengaja menyerang kehormatan atau nama baik seseorang 
dengan menuduhkan sesuatu hal, yang maksudnya terang supaya hal itu 
diketahui umum, diancam karena pencemaran dengan pidana penjara paling 
lama sembilan bulan atau pidana denda paling banyak empat ribu lima ratus 
rupiah. 
2. Jika hal itu dilakukan dengan tulisan atau gambaran yang disiarkan, 
dipertunjukkan atau ditempelkan di muka umum, maka diancam karena 
pencemaran tertulis dengan pidana penjara paling lama satu tahun empat 
bulan atau pidana denda paling banyak empat ribu lima ratus rupiah. 
3. Tidak merupakan pencemaran atau pencemaran tertulis, jika perbuatan jelas 
dilakukandemi kepentingan umum atau karena terpaksa untuk membela diri. 
Pasal 311 
1. Jika yang melakukan kejahatan pencemaran atau pencemaran tertulis 
dibolehlan untuk membuktikan apa yang dituduhkan itu benar, tidak 
membuktikannya, dan tuduhan dilakukan bertentangan dengan apa yang 
diketahui, maka dia diancam melakukan fitnah dengan pidan penjara paling 
lama empat bulan. 
2. Pencabutan hak-hak berdasarkan Pasal 35 No. 1-3 dapat dijatuhkan.23 
Oleh karena itu, konstitusional pasal 27 ayat 3 UU ITE harus dikaitkan 
dengan pasal 310 dan pasal 311 KUHP. Dengan demikian, segala unsur-unsur tindak 
pidana pencemaran nama baik dalam pasal 27 ayat 3 mengacu pada pemahaman dan 
esensi unsur pencemaran nama baik dalam pasal 310 dan 311 KUHP. Esensi dan 
                                                          
22
Mahkama Konstitusi Republik Indonesia, “Putusan Nomor 50/PUU-VI/2008”, Official 
Website Mahkamah Konstitusi. 
http://www.mahkamahkonstitusi.go.id/public/content/persidangan/putusan/putusan_sidang_FINAL%2
0PUTUSAN%2050%20UU%20ITE%202008.pdf. (04 November 2017). 
23
KUHP dan KUHAP (Cet. II; Bandung: Pustaka Buana, 2014), h. 102. 
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pemahaman pasal 310 dan311 pencemaran nama baik atau penghinaan dimaksudkan 
untuk menyerang kehormatan atau nama baik orang lain dengan maksud diketahui 
oleh umum. 
Sejalan dengan hal itu, Islam juga melarang meyebarkan berita keburukan 
seseorang taua golongan tertentu walaupun itu terbukti (ghibah), apalagi 
menyebarkan berita yang tidak terbukti kebenarannya (fitnah). Mengunjing (ghibah) 
adalah membicarakan kejelekan orang di belakang orangnya baik tentang dirinya 
sendiri, keluarganya, badannya, atau akhlaknya.
24
 Sebagaimana firman Allah dalam 
QS Al-Hujurat/49: 12. 
                             
                 
Terjemahnya: 
“Dan janganlah ada di antara kamu yang menggunjing sebagian yang lain. 
Apakah ada di antara kamu yang suka memakan daging saudaranya yang sudah 
mati? Tentu kamu merasa jijik. Dan bertakwalah kepada Allah, sungguh Allah 
Maha Penerima tobat, Maha Penyayang”.25 
Di dalam Islam, Allah juga melarang dan mengharamkan melakukan 
penghinaan. Penghinaan tersebut merupakan menganggap rendah derajat orang lain, 
meremehkannya dan mengingatkan cela dan kekurangan-kekurangan dengan cara 
menyebabkan ketawa. Sebgaimana firman Allah swt. yang melarang perbuatan 
penghinaan terdapat dalam QS Al-Hujurat/49: 11. 
                         
                                
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Imam Al-Gazali, Bahaya Lidah, h. 64. 
25
Kementrian Agama RI, Al-Qur‟an dan Terjemahnya, h. 745. 
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                        
   
Terjemahnya: 
“Hai orang-orang yang beriman, janganlah sekumpulan orang laki-laki 
merendahkan kumpulan yang lain, boleh jadi yang ditertawakan itu lebih baik 
dari mereka. dan jangan pula sekumpulan perempuan merendahkan kumpulan 
lainnya, boleh jadi yang direndahkan itu lebih baik. dan janganlah suka mencela 
dirimu sendiri dan jangan memanggil dengan gelaran yang mengandung ejekan. 
seburuk-buruk panggilan adalah (panggilan) yang buruk sesudah iman dan 
barangsiapa yang tidak bertobat, Maka mereka Itulah orang-orang yang 
zalim”.26 
Berdasarkan uaraian di atas, penghinaan dan/atau pencemaran nama baik yang 
terdapat dalam pasal 27 ayat 3 UU ITE, merupakan suatu perbuatan yang dilarang, 
baik di dalam UU maupun dalam hukum Islam.  
b. Analisis dari Segi Tindak Pidana 
Ketentuan pidana mengenai perbuatan yang dilarang dalam pasal 27 ayat 3 
UU ITE, terdapat dalam pasal 45 ayat 1 UU ITE. Adapun bunyi pasal 45 ayat 1 
adalah sebagai berikut: 
“Setip orang yang memenuhi unsur sebagaimana dimaksud dalam pasal 27 ayat 
1, ayat 2, ayat 3, atau ayat 4 dipidana dengan pidana penjara paling lama 6 
(enam) tahun dan/atau denda paling banyak Rp. 1.000.000.000,00 (satu miliar 
rupiah)”.27 
 Sebelum membahas lebih lanjut mengenai pandangan hukum Islam terhadap 
ketentuan pidana pasal 27 ayat 3 UU ITE, ada baiknya dijelaskan terlebih dahulu 
ketentuan umum mengenai hukum pidana Islam. 
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Kementrian Agama RI, Al-Qur‟an dan Terjemahnya, h. 745. 
27
Tim Redaksi BIP, Undang-Undang Informasi dan Transasksi Elektronik, h. 57. 
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a. Pengertian Hukum Pidana Islam 
Hukum pidana Islam merupakan terjemahan dari kata fiqh jinayah. Fiqh 
jinayah adalah segala ketentuan hukum mengenai tindak pidana atau perbuatan 
kriminal yang dilakukan oleh orang-orang mukallaf (orang yang dapat dibebani 
kewajiban), sebagai hasil dari pemahaman atas dalil-dalil hukum yang terperinci dari 
Al-Qur’an dan hadits. Tindakan kriminal dimaksud, adalah tindakan-tindakan 
kejahatan yang mengganggu ketentraman umum serta tindakan melawan peraturan 
perundang-undangan yang bersumber dari AL-Qur’an dan hadits.28 
Kata jinayah disepadankan dengan jarimah. Oleh karena itu, perlu juga 
dikemukakan makna jarimah. Menurut Imam AL-Mawardi, jarimah adalah 
perbuatan-perbuatan yang dilarang oleh syara’, yang diancam dengan hukuman had 
dan ta‟zir.29 
 
 
 
 
 
 
 
 
 
                                                          
28
Zainuddin Ali, Hukum Pidana Islam (Cet. II; Jakarta: Sinar Grafika, 2009), h. 1. 
29
Abdi Wijaya, Penerapan Hukum Pidana Islam Menurut Mazhab Empat (Telaah Konsep 
Hudud) (Cet. I; Makassar: Alauddin University Press, 2013), h. 17. 
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b. Macam-Macam Hukum Pidana Islam 
Menurut hukum pidana Islam, jinayah atau jarimah digolongkan menjadi 
berbagai macam menurut segi peninjauannya.
30
 
1) Dilihat dari Segi Berat Ringannya Pidana 
Dilihat dari segi berat ringannya pidana, jinayah dibagi menjadi tiga 
golongan, yaitu : 
a) Jinayah Hudud 
Jinayah hudud adalah jinayah yang di ancamkan hukuman had, yaitu 
hukuman yang telah ditentukan macam dan jumlahnya, serta menjadi hak Tuhan. 
Zainuddin Ali dalam bukunya Hukum Pidana Islam menyatakan bahwa jarimah 
hudud adalah perbuatan pidana yang mempunyai bentuk dan batas hukumannya di 
dalam Al-Quran dan sunnah Nabi Muhammad saw.
31
  
b) Jinayah Kisas-Diat 
Jinayah kisas-diat adalah perbuatan-perbuatan yang diancam hukuman kisas 
atau hukuman diat. Baik kisas maupun diat adalah hukuman yang ditentukan 
batasnya, tidak mempunyai batas terendah dan tertinggi. 
c) Jinayah Taksir  
Yang dimaksud jarimah taksir adalah perbuatan-perbuatan yang diancam 
dengan satu atau beberapa hukuman taksir. Pengertian taksir adalah memberi 
pengajaran. Untuk hukum pidana Islam, Lebih lanjut Zainuddin Ali dalm bukunya 
Hukum Pidana Islam menyatakan bahwa jarimah taksir adalah perbuatan pidana 
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Abdi Wijaya, Penerapan Hukum Pidana Islam Menurut Mazhab Empat, h. 21. 
31
Zainuddin Ali, Hukum Pidana Islam, h. 11. 
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yang bentuk dan ancaman hukumannya ditentukan oleh penguasa (hakim) sebagai 
pelajaran kepada pelakunya
32
 dengan syarat harus sesuai dengan kepentingan-
kepentingan masyarakat dan tidak boleh berlawanan dengan nash-nash (ketentuan) 
syara’ dan prinsip-prinsip yang umum. 
2) Dilihat dari Segi Niat si Pelaku 
Dilihat dari segi niat si pelaku, jinayah dibedakan menjadi dua, yaitu jinayah 
sengaja dan jinayah tidak sengaja.  
Pada jarimah sengaja (jarimah maksudah) sipembuat dengan sengaja 
melakukan perbuatannya, sedang ia tahu bahwa perbuatannya itu dilarang (salah). 
Sedang pada jarimah tidak sengaja (jarimah gairal-maqshudah), si pembuat tidak 
sengaja mengerjakan perbuatan yang dilarang akan tetapi perbuatan tersebut terjadi 
sebagai akibat kekeliruan. 
3) Dilihat dari Segi Sikap si Pelaku 
Dilihat dari segi sikap si pelaku, jinayah ini dibagi menjadi dua, yaitu jinayah 
positif dan jinayah negatif. Jinayah positif terjadi karena mengerjakan suatu 
perbuatan yang dilarang, seperti zina, mencuri, memukul dan sebgagainya. Sedang 
jinayah negatif (salabiyah) terjadi karena tidak mengerjakan suatu perbuatan yang 
diperintahkan, misalnya tidak membayar zakat.  
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Zainuddin Ali, Hukum Pidana Islam, h. 11. 
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4) Dilihat dari Segi Orang yang Menjadi Korban 
Dilihat dari segi ini, jinayah dibagi menjadi dua, yaitu jinayah masyarakat dan 
jinayah perseorang. 
Jinayah masyarakat adalah suatu jinayah dimana hukuman terhadapnya 
dijatuhkan untuk menjaga kepentingan masyarakat, baik jinayah tersebut mengenai 
perseorangan atau mengenai ketentraman masyarakat dan keamanannya. Jarimah 
perseorang ialah suatu jarimah dimana hukuman terhadapnya dijatuhkan untuk 
melindungi kepentingan seseoarang, meskipun sebenarnya apa yang menyinggung 
perseorangan juga berarti menyinggung masyarakat. 
5) Dilihat dari Segi Tabiatnya yang Khusus 
Dilihat dari segi ini, jinayah dapat dibedakan menjadi dua, yaitu jinayah biasa 
dan jinayah politik. Pemisahan tersebut didasarkan atas kemaslahatan keamanan dan 
ketertiban masyarakat. Oleh karena itu, tidak setiap jinayah yang dilakukan untuk 
tinjaun politik disebut jinayah politik, meskipun ada juga jinayah biasa yang 
dilakukan dalam suasana politik tertentu bisa digolongkan ke dalam jinayah politik. 
Di kalangan fuqaha, jarimah politik disebut al-Baghyu dan pembuat-
pembuatnya disebut al- Bughaat atau al-fi—atul bagiyah. Yang dimaksud dengan 
bughaat ialah orang-orang yang memberontak kepada imam (penguasa negara) 
berdasarkan alasan tertentu dan mempunyai ketentuan tertentu. Kalau golongan yang 
memberontak (melawan) disebut “al-bughat”, maka golongan lain yang dilawan 
disebut “aklu al-Adil”. 
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c. Tujuan Hukum Pidana Islam 
Tujuan hukum pada umumnya adalah menegakkan keadilan berdasarkan 
kemauan Pencipta manusia sehingga terwujud ketertiban dan ketentraman 
masyarakat. Oleh karena itu, putusan hakim harus mengandung rasa keadilan agar 
dipatuhi oleh masyarakat. Masyarakat yang patuh terhadap hukum berarti mentaati 
keadilan.  
Tujuan hukum Islam sejalan dengan tujuan hidup manusia serta potensi yang 
ada pada dirinya dan potensi yang datang dari luar dirinya, yakni kebahagiaan hidup 
baik di dunia maupun di akhirat, atau dengan ungkapan yang singkat, untuk 
kemaslahatan manusia. Tujuan ini dapat dicapai dengan cara mengambil segala hal 
yang memiliki kemaslahatan dan menolak segala hal yang merusak dalam rangka 
menuju keridhoan Allah sesuai dengan prinsip tauhid.
33
 
Berdasarkan tujuan hukum Islam yang telah dipaparkan pada bagian awal dari 
bab ini, dapat dirumuskan bahwa tujuan hukum pidana Islam adalah memelihara jiwa, 
akal, harta masyarakat secara umum, dan keturunan. Oleh karena itu, kedudukan 
hukum pidana Islam amat penting dalam kehidupan masyarkat. Sebab, empat dari 
lima tujuan syari’at yang disebutkan di atas, hanya dapat dicapai dengan menaati 
ketentuan hukum pidana Islam, dan dua diantaranya bertautan dengan ketentuan 
hukum perdata Islam, yaitu harta dan keturunan, sementara akal dan jiwa semata-
mata dipelihara oleh ketentuan hukum pidana Islam.
34
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Paisal Burlian, Implementasi Konsep Hukuman Qishash di Indonesia (Cet. I; Jakarta: Sinar 
Grafika, 2015), h. 7. 
34
Zainuddin Ali, Hukum Pidana Islam, h. 14. 
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d. Asas-asas Hukum Pidana Islam 
Dalam hukum pidana Islam, terdapat beberapa asas sebagaimana pada hukum 
pidana yang lain. Asas-asas hukum pidana Islam diantaranya:
35
 
1) Asas Legalitas 
Asas legalitas adalah suatu prinsip dimana suatu perbuatan baru dapat 
dianggap melanggar hukum jika waktu peristiwa itu terjadi sudah ada peraturan yang 
melarangnya. Walaupun asas legalitas merupakan istilah hukum modern namun 
ajaran Islam juga menjunjung tinggi asas tersebut. Hal ini dapat dilihat dalam ajaran 
Al-Qur’an yang menjelaskan bahwa Allah swt. tidak akan menyiksa seseorang dalam 
arti belum dianggap melanggar hukum, kecuali setelah ada peraturan yang melarang 
atau mengaturnya.  Oleh karena itu, sebelum datang Al-Qur’an, umat manusia belum 
diminta pertanggungjawaban atas perbuatan-perbuatannya, kecuali masyarakat yang 
pernah dijangkau oleh kewenangan dakwah para rasul sebelumnya, sebagaimana 
firman Allah dalam QS Al-Isra’/17: 15. 
                                 
                   
Terjemahnya: 
“Barang siapa berbuat sesuai dengan petunjuk (Allah), maka sesungguhnya itu 
untuk (keselamatan) dirinya sendiri; dan barang siapa tersesat maka 
sesungguhnya (kerugian) itu bagi dirinya sendiri. Dan seseorang yang berdosa 
tidak dapat memikul dosa orang lain, tetapi Kami tidak akan menyiksa sebelum 
Kami mengutus seorang rasul”.36 
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Abdi Wijaya, Penerapan Hukum Pidana Islam Menurut Mazhab Empat (Telaah Konsep 
Hudud), h. 41. 
36
Kementrian Agama RI, Al-Qur‟an dan Terjemahnya,  h. 386. 
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2) Asas Tidak Berlaku Surut dalam Hukum Pidana Islam 
Asas ini melarang berlakunya hukum pidana kebelakang kepada perbuatan 
yang belum ada aturannya. Hukum pidana harus berjalan ke depan. Pelanggaraan 
terhadap asas ini mengakibatkan pelanggaran terhadap hak asasi manusia. 
3) Asas Praduga Tak Bersalah 
Suatu konsekuensi yang tidak bisa dihindarkan dari asas legalitas adalah asas 
praduga tak bersalah. Menurut asas ini, semua yang dianggap boleh, kecuali 
dinyatakan sebaliknya oleh suatu nash hukum. Selanjutnya, setiap orang tidak 
dianggap bersalah untuk suatu perbuatan jahat kecuali dibuktikan kesalahannya pada 
suatu kejahatan tanpa ada keraguan. Jika suatu keraguan muncul, seorang tertuduh 
harus dibebaskan. 
4) Tidak Sahnya Hukum Karena Keraguan 
Berkaitan erat dengan asas praduga tak bersalah di atas adalah batalnya 
hukuman karena adanya keraguan. Nash hadits dalam hal ini; hindarkan hudud dalam 
keadaan ragu, lebih baik salah dalam membebaskan dari pada salah dalam hukum. 
Menurut ketentuan ini, putusan untuk menjatuhkan hukuman harus dilakukan dengan 
keyakinan tanpa adanya keraguan. 
5) Prinsip Kesamaan di Hadapan Hukum 
Prinsip kesamaan di hadapan hukum dalam hukum pidana Islam adalah tidak 
ada perbedaan dalam penyelesaian sebuah kasus, baik itu pidana maupun perdata. 
Semua ini harus diputuskan dengan seadil-adilnya tanpa memandang status sosial 
maupun jenis kelamin. 
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6) Ruang Lingkup Hukum Pidana Islam 
Ruang lingkup hukum pidana Islam meliputi pencurian, perzinaan (termasuk 
homoseksual dan lesbian), menuduh orang baik-baik berbuat zina (qadzaf), 
meminum-minuman memabukkan (khamar), membunuh dan melukai seseorang, 
merusak harta seseorang, melakukan gerakan-gerakan kekacauan dan semacamnya 
yang berkaitan dengan hukum kepidanaan. Hukum kepidanaan dimaksud disebut 
jarimah yang terbagi dalam dua, yaitu jarimah hudud dan jarimah ta‟sir.37 
Berdasarkan uraian di atas tentang analisis hukum Islam terhadap pasal 27 
ayat 3 UU ITE dari segi isi dan ketentuan pidana, dapat disimpulkan bahwa Islam 
juga sangat melarang melakukan tindak pidana penghinaan atau pencemaran nama 
baik. Hal ini juga sejalan dengan keputusan Fatwa MUI Nomor 24 Tahun 2017 
tentang Hukum dan Pedoman Bermuamalah Melalui Media Sosial menyatakan 
bahwa memproduksi, menyebarkan dan/atau membuat dapat diaksesnya 
konten/informasi yang tidak benar kepada masyarakat yang berisi tentang hoax, 
ghibah, fitnah, namimah, aib, bullying, ujaran kebencian, dan hal-hal yang sejenis 
terkait pribadi orang lain dan/atau khalayak  hukumnya haram. Selain itu, mencari-
cari informasi tentang aib, gosip, kejelekan orang lain atau kelompok hukumnya 
haram kecuali untuk kepentingan yang dibenarkan secara syar’i. 
Dalam hukum Islam aturan tentang penghinaan dan/atau pencemaran nama 
baik dapat kita temukan dalam berbagai jenis perbuatan yang dilarang oleh Allah 
mengenai kehormatan. Tindak pidana penghinaan atau pencemaran nama baik dapat 
diqiyaskan dengan beberapa tindak pidana dalam Islam baik sifatnya hudud seperti 
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Zainuddin Ali, Hukum Pidana Islam, h. 9. 
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qadzaf, maupun yang sifatnya ta‟sir seperti dilarang menghina orang lain, membuka 
aib orang lain dan lain-lain. Hukum pidana Islam memberikan dasar hukum pada 
pihak terpidana mengacu pada Al-Qur’an yang menetapkan bahwa balasan untuk 
suatu perbuatan jahat harus sebanding dengan perbuatan itu. Islam memasukkan 
penghinaan atau pencemaran nama baik kepada kejahatan yang berhubungan dengan 
pergaulan dan kepentingan umum yang mengakibatkan pengaruh buruk terhadap hak-
hak perorangan dan masyarakat yang begitu meluas dan mendalam dampaknya 
karena hukum Islam sangat menjaga kehormatan setiap manusia.  
Maka hukum Islam selain menetapkan hukum hudud bagi pelaku qadzaf, juga 
menetapkan hukuman duniawi untuk jenis perbuatan lain yang pelaksanaan 
hukumannya diserahkan kepada penguasa atau hakim atau mereka yang mempunyai 
kekuasaan yudikatif. Selain menetapkan hukuman seperti tersebut di atas, Islam juga 
mengancam para pelaku penghinaan atau pencemaran nama baik dengan ancaman 
neraka diakhirat kelak, karena Islam sangat menjaga kehormatan dan nama baik 
seorang hamba. 
Berdasarkan uraian di atas, dapat ditarik kesimpulan bahwa hukum Islam 
memandang kehadiran UU No. 11 Tahun 2008 tentang ITE khususnya pasal 27 ayat 
3 merupakan suatu hal yang urgen dalam meminimalisir kejahatan-kejahatan yang 
timbul dari pemanfaatan media elektronik, karena dengan adanya UU tersebut, 
konsep kemaslahatan dalam Islam khsusunya dalam bidang muamalah dapat 
diaplikasikan dalam bidang tertentu, yaitu dalam bidang pemanfaatan media 
elektronik. Implementasi pasal 27 ayat 3 UU No. 11 tahun 2008 tentang ITE 
merupakan suatu aturan yang dibuat oleh penguasa khususnya badan yudikatif dan 
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legislatif. Menurut pandangan hukum pidana Islam, tindak pidana terhadap pasal 27 
ayat 3 UU ITE termasuk dalam kategori jinayah tak‟ir. Jinayah ta‟sir seperti yang 
diuraikan sebelumnya merupakan tindak pidana yang bentuk dan ancaman 
hukumannya ditentukan oleh penguasa sebagai pelajaran bagi pelakunya dengan 
syarat harus sesuai dengan kepentingan-kepentingan warga negara (masyarakat) dan 
tidak bertentangan dengan ketentuan syara’. 
Oleh karena itu, berlakunya UU No. 11 tahun 2008 tentang ITE khususnya 
pasal 27 ayat 3 seyogianya harus ditaati oleh warga negara sebgai bentuk ketaatan 
kepada pemerintah. Dalam Al-Qur’an pun dipaparkan tentang ketaatan kepada Allah, 
Rasul-Nya dan juga para pemimpin pada masanya, sebagaimana firman Allah dalam 
QS An-Nisa/4: 59. 
                          
                          
           
Terjemahnya: 
“Wahai orang-orang yang beriman! Taatilah Allah dan taatilah Rasul 
(Muhammad) dan Ulil Amri (pemegang kekuasaan) di antara kamu. Kemudian, 
jika kamu berbeda pendapat tentang sesuatu, maka kembalikanlah kepada Allah 
(Al-Qur’an) dan Rasul (sunnahnya), jika kamu beriman kepada Allah dan hari 
kemudian. Yang demikian itu, lebih utama (bagimu) dan lebih baik 
akibatnya”.38 
Dari ayat tersebut di atas, dapat dipahami bahwa sebagai warga negara yang 
baik, selain taat kepada Allah dan Rasul-Nya, kita juga dianjurkan untuk taat kepada 
Ulil Amri (penguasa) selama penguasa tersebut berpegang teguh kepada Kitab Allah 
dan Sunnah Rasul. Salah satu bentuk ketaatan kepada pemegang kekuasaan adalah 
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Kementrian Agama RI, Al-Qur‟an dan Terjemahnya,  h. 114. 
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mematuhi segala peraturan yang dibuatnya, dengan tujuan untuk memberikan 
kenyamanan, ketertiban, kepada sesama warga negara dan untuk mengefektivkan 
berlakunya suatu aturan hukum. Kataatan kepada peraturan yang dibuat oleh 
pemerintah, juga memberikan dampak kemaslahatan bagi sesama warga negara. 
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BAB V 
PENUTUP 
A. Kesimpulan 
Berdasarkan hasil penelitian dan pembahasan di atas, penulis dapat menarik  
kesimpulan sebagai berikut: 
1. Perkembangan teknologi informasi telah mempengaruhi tata pergaualan 
masyarakat pada umumnya dan bagi pengguna media elektronik pada 
khususnya. Dengan kemajuan teknologi informasi tentunya mempunyai 
dampak bagi masyarakat, baik itu dampak positif maupun dampak negatif. 
Oleh karena itu, untuk menjamin keamanan dan kenyamanan masyarakat 
khususnya pengguna media elektronik, pemerintah mengeluarkan suatu 
peraturan yang termuat dalam UU No. 11 Tahun 2008 tentang Informasi dan 
Transaksi Elektronik (ITE). 
2. Dengan berlakunya UU ITE, tentu tidak berjalan dengan baik seperti yang 
diharapkan. Terdapat dampak hukum yang terjadi di dalamnya, terutama 
terhadap penerapan pasal 27 ayat 3. Dampak hukum tersebut berupa dampak 
hukum yang positif dan dampak hukum yang negatif. Dampak hukum yang 
positif dari pasal tersebut adalah dengan adanya pasal tersebut dapat menjadi 
pedoman bagi masyarakat khususnya pengguna media elektronik dalam hal 
menyebarkan suatu informasi agar lebih berhati-hati dalam menyebarkannya 
dengan tujuan supaya tidak menimbulkan penghinaan dan/atau pencemaran 
nama baik. Selain itu, dampak hukum yang negatif dari penerapan pasal 27 
ayat 3 yang paling menonjol adalah pasal tersebut dilklaim sebagai pemasung 
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kebebasan berekspresi atau berpendapat, karena tidak adanya penjelasan yang 
signifikan dari unsur-unsur pasal tersebut. Selain itu, ketentuan pidana 
terhadap pasal tersebut juga dianggap sangat menekan masyarakat. 
3. Hukum Islam memandang penerapan UU ITE khususnya pasal 27 ayat 3 
merupakan suatu tindakan yang sesuai dengan syari’at Islam, karena 
kehadiran UU tersebut meruapakan suatu hal yang penting dalam 
meminimalisir kejahatan tindak pidana yang muncul dari pemanfaatan sistem 
elektronik. Salah satu tujuan dari UU ITE adalah menciptakan rasa aman, 
keadilan, dan kepastian hukum bagi pengguna dan penyelenggara teknologi 
informasi. Hal ini sejalan dengan salah satu tujuan hukum Islam yaitu untuk 
menjamin kemaslahatan umat manusia.  
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B. Implikasi Penelitian 
Adapun saran dari peneliti adalah: 
1. Perlu dilakukan pengawasan ysng ketat oleh pemerintah terhadap penggunaan 
teknologi informasi, dengan tujuan untuk mencegah dan  menanggulangi 
secara efisien dan efektif tindak pidana yang muncul terhadap pasal 27 ayat 3 
UU ITE. 
2. Perlu dilakukan pengawasan yang ketat oleh pemerintah terhdap penegak 
hukum, agar lebih berhati-hati dan tidak menyelewengkan jabatannya dalam 
menetapkan suatu hukum khususnya terhadap tindak pidana pasal 27 ayat 3 
UU ITE. 
3. Perlu penanaman kesadaran kebebasan  berpikir, berekspresi atau bependapat 
yang baik dan benar pada masyarakat, sebab pengungkapan hasil pikiran 
dalam bentuk apapun tidak boleh merugikan dan melanggar hak-hak orang 
lain. 
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LAMPIRAN-LAMPIRAN 
UNDANG-UNDANG REPUBLIK INDONESIA 
NOMOR 11 TAHUN 2008 
TENTANG 
INFORMASI DAN TRANSAKSI ELEKTRONIK 
 
DENGAN RAHMAT TUHAN YANG MAHA ESA 
 
PRESIDEN REPUBLIK INDONESIA 
 
Menimbang :  
a. bahwa pembangunan nasional adalah suatu proses yang berkelanjutan yang 
harus senantiasa tanggap terhadap berbagai dinamika yang terjadi di masyarakat; 
b. bahwa globalisasi informasi telah menempatkan Indonesia sebagai bagian dari 
masyarakat informasi dunia sehingga mengharuskan dibentuknya pengaturan 
mengenai pengelolaan Informasi dan Transaksi Elektronik di tingkat nasional 
sehingga pembangunan Teknologi Informasi dapat dilakukan secara optimal, 
merata, dan menyebar ke seluruh lapisan masyarakat guna mencerdaskan 
kehidupan bangsa; 
c. bahwa perkembangan dan kemajuan Teknologi Informasi yang demikian pesat 
telah menyebabkan perubahan kegiatan kehidupan manusia dalam berbagai 
bidang yang secara langsung telah memengaruhi lahirnya bentuk-bentuk 
perbuatan hukum baru; 
d. bahwa penggunaan dan pemanfaatan Teknologi Informasi harus terus 
dikembangkan untuk menjaga, memelihara, dan memperkukuh persatuan dan 
kesatuan nasional berdasarkan Peraturan Perundang-undangan demi kepentingan 
nasional; 
e. bahwa pemanfaatan Teknologi Informasi berperan penting dalam perdagangan 
dan pertumbuhan perekonomian nasional untuk mewujudkan kesejahteraan 
masyarakat; 
f. bahwa pemerintah perlu mendukung pengembangan Teknologi Informasi 
melalui infrastruktur hukum dan pengaturannya sehingga pemanfaatan 
Teknologi Informasi dilakukan secara aman untuk mencegah 
penyalahgunaannya dengan memperhatikan nilai-nilai agama dan sosial budaya 
masyarakat Indonesia; 
g. bahwa berdasarkan pertimbangan sebagaimana dimaksud dalam huruf a, huruf b, 
huruf c, huruf d, huruf e, dan huruf f, perlu membentuk Undang-Undang tentang 
Informasi dan Transaksi Elektronik; 
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Mengingat : Pasal 5 ayat (1) dan Pasal 20 Undang-Undang Dasar Negara 
Republik Indonesia Tahun 1945; 
 
Dengan Persetujuan Bersama 
DEWAN PERWAKILAN RAKYAT REPUBLIK INDONESIA 
 
dan 
 
PRESIDEN REPUBLIK INDONESIA 
 
MEMUTUSKAN: 
Menetapkan: UNDANG-UNDANG TENTANG INFORMASI DAN 
TRANSAKSI ELEKTRONIK 
 
BAB I 
KETENTUAN UMUM 
 
Pasal 1 
Dalam Undang-Undang ini yang dimaksud dengan: 
1. Informasi Elektronik adalah satu atau sekumpulan data elektronik, termasuk tetapi 
tidak terbatas pada tulisan, suara, gambar, peta, rancangan, foto, electronic data 
interchange (EDI), surat elektronik (electronic mail), telegram, teleks, telecopy 
atau sejenisnya, huruf, tanda, angka, Kode Akses, simbol, atau perforasi yang 
telah diolah yang memiliki arti atau dapat dipahami oleh orang yang mampu 
memahaminya. 
2. Transaksi Elektronik adalah perbuatan hukum yang dilakukan dengan 
menggunakan Komputer, jaringan Komputer, dan/atau media elektronik lainnya. 
3. Teknologi Informasi adalah suatu teknik untuk mengumpulkan, menyiapkan, 
menyimpan, memproses, mengumumkan, menganalisis, dan/atau menyebarkan 
informasi. 
4. Dokumen Elektronik adalah setiap Informasi Elektronik yang dibuat, diteruskan, 
dikirimkan, diterima, atau disimpan dalam bentuk analog, digital, 
elektromagnetik, optikal, atau sejenisnya, yang dapat dilihat, ditampilkan, 
dan/atau didengar melalui Komputer atau Sistem Elektronik, termasuk tetapi tidak 
terbatas pada tulisan, suara, gambar, peta, rancangan, foto atau sejenisnya, huruf, 
tanda, angka, Kode Akses, simbol atau perforasi yang memiliki makna atau arti 
atau dapat dipahami oleh orang yang mampu memahaminya. 
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5. Sistem Elektronik adalah serangkaian perangkat dan prosedur elektronik yang 
berfungsi mempersiapkan, mengumpulkan, mengolah, menganalisis, menyimpan, 
menampilkan, mengumumkan, mengirimkan, dan/atau menyebarkan Informasi 
Elektronik. 
6. Penyelenggaraan Sistem Elektronik adalah pemanfaatan Sistem Elektronik oleh 
penyelenggara negara, Orang, Badan Usaha, dan/atau masyarakat. 
7. Jaringan Sistem Elektronik adalah terhubungnya dua Sistem Elektronik atau 
lebih, yang bersifat tertutup ataupun terbuka. 
8. Agen Elektronik adalah perangkat dari suatu Sistem Elektronik yang dibuat untuk 
melakukan suatu tindakan terhadap suatu Informasi Elektronik tertentu secara 
otomatis yang diselenggarakan oleh Orang. 
9. Sertifikat Elektronik adalah sertifikat yang bersifat elektronik yang memuat 
Tanda Tangan Elektronik dan identitas yang menunjukkan status subjek hukum 
para pihak dalam Transaksi Elektronik yang dikeluarkan oleh Penyelenggara 
Sertifikasi Elektronik. 
10. Penyelenggara Sertifikasi Elektronik adalah badan hukum yang berfungsi sebagai 
pihak yang layak dipercaya, yang memberikan dan mengaudit Sertifikat 
Elektronik. 
11. Lembaga Sertifikasi Keandalan adalah lembaga independen yang dibentuk oleh 
profesional yang diakui, disahkan, dan diawasi oleh Pemerintah dengan 
kewenangan mengaudit dan mengeluarkan sertifikat keandalan dalam Transaksi 
Elektronik. 
12. Tanda Tangan Elektronik adalah tanda tangan yang terdiri atas Informasi 
Elektronik yang dilekatkan, terasosiasi atau terkait dengan Informasi Elektronik 
lainnya yang digunakan sebagai alat verifikasi dan autentikasi. 
13. Penanda Tangan adalah subjek hukum yang terasosiasikan atau terkait dengan 
Tanda Tangan Elektronik. 
14. Komputer adalah alat untuk memproses data elektronik, magnetik, optik, atau 
sistem yang melaksanakan fungsi logika, aritmatika, dan penyimpanan. 
15. Akses adalah kegiatan melakukan interaksi dengan Sistem Elektronik yang berdiri 
sendiri atau dalam jaringan. 
16. Kode Akses adalah angka, huruf, simbol, karakter lainnya atau kombinasi di 
antaranya, yang merupakan kunci untuk dapat mengakses Komputer dan/atau 
Sistem Elektronik lainnya. 
17. Kontrak Elektronik adalah perjanjian para pihak yang dibuat melalui Sistem 
Elektronik. 
18. Pengirim adalah subjek hukum yang mengirimkan Informasi Elektronik dan/atau 
Dokumen Elektronik. 
19. Penerima adalah subjek hukum yang menerima Informasi Elektronik dan/atau 
Dokumen Elektronik dari Pengirim. 
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20. Nama Domain adalah alamat internet penyelenggara negara, Orang, Badan 
Usaha, dan/atau masyarakat, yang dapat digunakan dalam berkomunikasi melalui 
internet, yang berupa kode atau susunan karakter yang bersifat unik untuk 
menunjukkan lokasi tertentu dalam internet. 
21. Orang adalah orang perseorangan, baik warga negara Indonesia, warga negara 
asing, maupun badan hukum. 
22. Badan Usaha adalah perusahaan perseorangan atau perusahaan persekutuan, baik 
yang berbadan hukum maupun yang tidak berbadan hukum. 
23. Pemerintah adalah Menteri atau pejabat lainnya yang ditunjuk oleh Presiden. 
 
Pasal 2 
Undang-Undang ini berlaku untuk setiap Orang yang melakukan perbuatan hukum 
sebagaimana diatur dalam Undang-Undang ini, baik yang berada di wilayah hukum 
Indonesia maupun di luar wilayah hukum Indonesia, yang memiliki akibat hukum di 
wilayah hukum Indonesia dan/atau di luar wilayah hukum Indonesia dan merugikan 
kepentingan Indonesia. 
 
BAB II 
ASAS DAN TUJUAN 
 
Pasal 3 
Pemanfaatan Teknologi Informasi dan Transaksi Elektronik dilaksanakan 
berdasarkan asas kepastian hukum, manfaat, kehati-hatian, iktikad baik, dan 
kebebasan memilih teknologi atau netral teknologi. 
 
Pasal 4 
Pemanfaatan Teknologi Informasi dan Transaksi Elektronik dilaksanakan dengan 
tujuan untuk: 
a. mencerdaskan kehidupan bangsa sebagai bagian dari masyarakat informasi dunia; 
b. mengembangkan perdagangan dan perekonomian nasional dalam rangka 
meningkatkan kesejahteraan masyarakat; 
c. meningkatkan efektivitas dan efisiensi pelayanan publik; 
d. membuka kesempatan seluas-luasnya kepada setiap Orang untuk memajukan 
pemikiran dan kemampuan di bidang penggunaan dan pemanfaatan Teknologi 
Informasi seoptimal mungkin dan bertanggung jawab; dan 
e. memberikan rasa aman, keadilan, dan kepastian hukum bagi pengguna dan 
penyelenggara Teknologi Informasi. 
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BAB III 
INFORMASI, DOKUMEN, DAN TANDA TANGAN ELEKTRONIK 
 
Pasal 5 
(1) Informasi Elektronik dan/atau Dokumen Elektronik dan/atau hasil cetaknya 
merupakan alat bukti hukum yang sah. 
(2) Informasi Elektronik dan/atau Dokumen Elektronik dan/atau hasil cetaknya 
sebagaimana dimaksud pada ayat. 
(3) merupakan perluasan dari alat bukti yang sah sesuai dengan Hukum Acara yang 
berlaku di Indonesia. 
(4) Informasi Elektronik dan/atau Dokumen Elektronik dinyatakan sah apabila 
menggunakan Sistem Elektronik sesuai dengan ketentuan yang diatur dalam 
Undang-Undang ini. 
(5) Ketentuan mengenai Informasi Elektronik dan/atau Dokumen Elektronik 
sebagaimana dimaksud pada ayat (1) tidak berlaku untuk: 
a. surat yang menurut Undang-Undang harus dibuat dalam bentuk tertulis; dan 
b. surat beserta dokumennya yang menurut Undang-Undang harus dibuat dalam 
bentuk akta notaril atau akta yang dibuat oleh pejabat pembuat akta. 
 
Pasal 6 
Dalam hal terdapat ketentuan lain selain yang diatur dalam Pasal 5 ayat (4) yang 
mensyaratkan bahwa suatu informasi harus berbentuk tertulis atau asli, Informasi 
Elektronik dan/atau Dokumen Elektronik dianggap sah sepanjang informasi yang 
tercantum di dalamnya dapat diakses, ditampilkan, dijamin keutuhannya, dan dapat 
dipertanggungjawabkan sehingga menerangkan suatu keadaan. 
 
Pasal 7 
Setiap Orang yang menyatakan hak, memperkuat hak yang telah ada, atau menolak 
hak Orang lain berdasarkan adanya Informasi Elektronik dan/atau Dokumen 
Elektronik harus memastikan bahwa Informasi Elektronik dan/atau Dokumen 
Elektronik yang ada padanya berasal dari Sistem Elektronik yang memenuhi syarat 
berdasarkan Peraturan Perundang-undangan. 
  
Pasal 8 
(1) Kecuali diperjanjikan lain, waktu pengiriman suatu Informasi Elektronik dan/atau 
Dokumen Elektronik ditentukan pada saat Informasi Elektronik dan/atau 
Dokumen Elektronik telah dikirim dengan alamat yang benar oleh Pengirim ke 
suatu Sistem Elektronik yang ditunjuk atau dipergunakan Penerima dan telah 
memasuki Sistem Elektronik yang berada di luar kendali Pengirim. 
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(2) Kecuali diperjanjikan lain, waktu penerimaan suatu Informasi Elektronik dan/atau 
Dokumen Elektronik ditentukan pada saat Informasi Elektronik dan/atau 
Dokumen Elektronik memasuki Sistem Elektronik di bawah kendali Penerima 
yang berhak. 
(3) Dalam hal Penerima telah menunjuk suatu Sistem Elektronik tertentu untuk 
menerima Informasi Elektronik, penerimaan terjadi pada saat Informasi 
Elektronik dan/atau Dokumen Elektronik memasuki Sistem Elektronik yang 
ditunjuk. 
(4) Dalam hal terdapat dua atau lebih sistem informasi yang digunakan dalam 
pengiriman atau penerimaan Informasi Elektronik dan/atau Dokumen Elektronik, 
maka: 
a. waktu pengiriman adalah ketika Informasi Elektronik dan/atau Dokumen 
Elektronik memasuki sistem informasi pertama yang berada di luar kendali 
Pengirim; 
b. waktu penerimaan adalah ketika Informasi Elektronik dan/atau Dokumen 
Elektronik memasuki sistem informasi terakhir yang berada di bawah kendali 
Penerima. 
 
Pasal 9 
Pelaku usaha yang menawarkan produk melalui Sistem Elektronik harus 
menyediakan informasi yang lengkap dan benar berkaitan dengan syarat kontrak, 
produsen, dan produk yang ditawarkan. 
 
Pasal 10 
(1) Setiap pelaku usaha yang menyelenggarakan Transaksi Elektronik dapat 
disertifikasi oleh Lembaga Sertifikasi Keandalan. 
(2) Ketentuan mengenai pembentukan Lembaga Sertifikasi Keandalan sebagaimana 
dimaksud pada ayat (1) diatur dengan Peraturan Pemerintah. 
 
Pasal 11 
(1) Tanda Tangan Elektronik memiliki kekuatan hukum dan akibat hukum yang sah 
selama memenuhi persyaratan sebagai berikut: 
a. data pembuatan Tanda Tangan Elektronik terkait hanya kepada Penanda 
Tangan; 
b. data pembuatan Tanda Tangan Elektronik pada saat proses penandatanganan 
elektronik hanya berada dalam kuasa Penanda Tangan; 
c. segala perubahan terhadap Tanda Tangan Elektronik yang terjadi setelah 
waktu penandatanganan dapat diketahui; 
d. segala perubahan terhadap Informasi Elektronik yang terkait dengan Tanda 
Tangan Elektronik tersebut setelah waktu penandatanganan dapat diketahui; 
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e. terdapat cara tertentu yang dipakai untuk mengidentifikasi siapa 
Penandatangannya; dan 
f. terdapat cara tertentu untuk menunjukkan bahwa Penanda Tangan telah 
memberikan persetujuan terhadap Informasi Elektronik yang terkait. 
(2) Ketentuan lebih lanjut tentang Tanda Tangan Elektronik sebagaimana dimaksud 
pada ayat (1) diatur dengan Peraturan Pemerintah. 
 
Pasal 12 
(1) Setiap Orang yang terlibat dalam Tanda Tangan Elektronik berkewajiban 
memberikan pengamanan atas Tanda Tangan Elektronik yang digunakannya. 
(2) Pengamanan Tanda Tangan Elektronik sebagaimana dimaksud pada ayat (1) 
sekurang-kurangnya meliputi: 
a. sistem tidak dapat diakses oleh Orang lain yang tidak berhak; 
b. Penanda Tangan harus menerapkan prinsip kehati-hatian untuk menghindari 
penggunaan secara tidak sah terhadap data terkait pembuatan Tanda Tangan 
Elektronik; 
c. Penanda Tangan harus tanpa menunda-nunda, menggunakan cara yang 
dianjurkan oleh penyelenggara Tanda Tangan Elektronik ataupun cara lain 
yang layak dan sepatutnya harus segera memberitahukan kepada seseorang 
yang oleh Penanda Tangan dianggap memercayai Tanda Tangan Elektronik 
atau kepada pihak pendukung layanan Tanda Tangan Elektronik jika: 
1. Penanda Tangan mengetahui bahwa data pembuatan Tanda Tangan 
Elektronik telah dibobol; atau 
2. keadaan yang diketahui oleh Penanda Tangan dapat menimbulkan risiko 
yang berarti, kemungkinan akibat bobolnya data pembuatan Tanda Tangan 
Elektronik; dan 
d. dalam hal Sertifikat Elektronik digunakan untuk mendukung Tanda Tangan 
Elektronik, PenandaTangan harus memastikan kebenaran dan keutuhan semua 
informasi yang terkait dengan Sertifikat Elektronik tersebut. 
(3) Setiap Orang yang melakukan pelanggaran ketentuan sebagaimana dimaksud 
pada ayat (1), bertanggung jawab atas segala kerugian dan konsekuensi hukum 
yang timbul. 
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BAB IV 
PENYELENGGARAAN SERTIFIKASI ELEKTRONIK DAN SISTEM 
ELEKTRONIK 
 
Bagian Kesatu 
Penyelenggaraan Sertifikasi Elektronik 
 
Pasal 13 
(1) Setiap Orang berhak menggunakan jasa Penyelenggara Sertifikasi Elektronik 
untuk pembuatan Tanda Tangan Elektronik. 
(2) Penyelenggara Sertifikasi Elektronik harus memastikan keterkaitan suatu Tanda 
Tangan Elektronik dengan pemiliknya. 
(3) Penyelenggara Sertifikasi Elektronik terdiri atas: 
a. Penyelenggara Sertifikasi Elektronik Indonesia; dan 
b. Penyelenggara Sertifikasi Elektronik asing. 
(4) Penyelenggara Sertifikasi Elektronik Indonesia berbadan hukum Indonesia dan 
berdomisili di Indonesia. 
(5) Penyelenggara Sertifikasi Elektronik asing yang beroperasi di Indonesia harus 
terdaftar di Indonesia. 
(6) Ketentuan lebih lanjut mengenai Penyelenggara Sertifikasi Elektronik 
sebagaimana dimaksud pada ayat (3) diatur dengan Peraturan Pemerintah. 
 
Pasal 14 
Penyelenggara Sertifikasi Elektronik sebagaimana dimaksud dalam Pasal 13 ayat (1) 
sampai dengan ayat (5) harus menyediakan informasi yang akurat, jelas, dan pasti 
kepada setiap pengguna jasa, yang meliputi: 
a. metode yang digunakan untuk mengidentifikasi Penanda Tangan; 
b. hal yang dapat digunakan untuk mengetahui data diri pembuat Tanda Tangan 
Elektronik; dan 
c. hal yang dapat digunakan untuk menunjukkan keberlakuan dan keamanan 
Tanda Tangan Elektronik. 
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Bagian Kedua 
Penyelenggaraan Sistem Elektronik 
 
Pasal 15 
(1) Setiap Penyelenggara Sistem Elektronik harus menyelenggarakan Sistem 
Elektronik secara andal dan aman serta bertanggung jawab terhadap 
beroperasinya Sistem Elektronik sebagaimana mestinya. 
(2) Penyelenggara Sistem Elektronik bertanggung jawab terhadap Penyelenggaraan 
Sistem Elektroniknya. 
(3) Ketentuan sebagaimana dimaksud pada ayat (2) tidak berlaku dalam hal dapat 
dibuktikan terjadinya keadaan memaksa, kesalahan, dan/atau kelalaian pihak 
pengguna Sistem Elektronik. 
 
Pasal 16 
(1) Sepanjang tidak ditentukan lain oleh undang-undang tersendiri, setiap 
Penyelenggara Sistem Elektronik wajib mengoperasikan Sistem Elektronik yang 
memenuhi persyaratan minimum sebagai berikut: 
a. dapat menampilkan kembali Informasi Elektronik dan/atau Dokumen 
Elektronik secara utuh sesuai dengan masa retensi yang ditetapkan dengan 
Peraturan Perundang-undangan; 
b. dapat melindungi ketersediaan, keutuhan, keotentikan, kerahasiaan, dan 
keteraksesan Informasi Elektronik dalam Penyelenggaraan Sistem Elektronik 
tersebut; 
c. dapat beroperasi sesuai dengan prosedur atau petunjuk dalam 
Penyelenggaraan Sistem Elektronik tersebut; 
d. dilengkapi dengan prosedur atau petunjuk yang diumumkan dengan bahasa, 
informasi, atau simbol yang dapat dipahami oleh pihak yang bersangkutan 
dengan Penyelenggaraan Sistem Elektronik tersebut; dan 
e. memiliki  mekanisme  yang  berkelanjutan  untuk menjaga kebaruan, 
kejelasan, dan kebertanggungjawaban prosedur atau petunjuk. 
(2) Ketentuan lebih lanjut tentang Penyelenggaraan Sistem Elektronik sebagaimana 
dimaksud pada ayat (1) diatur dengan Peraturan Pemerintah. 
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BAB V 
TRANSAKSI ELEKTRONIK 
 
Pasal 17 
(1) Penyelenggaraan Transaksi Elektronik dapat dilakukan dalam lingkup publik 
ataupun privat. 
(2) Para pihak yang melakukan Transaksi Elektronik sebagaimana dimaksud pada 
ayat (1) wajib beriktikad baik dalam melakukan interaksi dan/atau pertukaran 
Informasi Elektronik dan/atau Dokumen Elektronik selama transaksi berlangsung. 
(3) Ketentuan lebih lanjut mengenai penyelenggaraan Transaksi Elektronik 
sebagaimana dimaksud pada ayat (1) diatur dengan Peraturan Pemerintah. 
 
Pasal 18 
(1) Transaksi Elektronik yang dituangkan ke dalam Kontrak Elektronik mengikat 
para pihak. 
(2) Para pihak memiliki kewenangan untuk memilih hukum yang berlaku bagi 
Transaksi Elektronik internasional yang dibuatnya. 
(3) Jika para pihak tidak melakukan pilihan hukum dalam Transaksi Elektronik 
internasional, hukum yang berlaku didasarkan pada asas Hukum Perdata 
Internasional. 
(4) Para pihak memiliki kewenangan untuk menetapkan forum pengadilan, arbitrase, 
atau lembaga penyelesaian sengketa alternatif lainnya yang berwenang 
menangani sengketa yang mungkin timbul dari Transaksi Elektronik internasional 
yang dibuatnya. 
(5) Jika para pihak tidak melakukan pilihan forum sebagaimana dimaksud pada ayat 
(4), penetapan kewenangan pengadilan, arbitrase, atau lembaga penyelesaian 
sengketa alternatif lainnya yang berwenang menangani sengketa yang mungkin 
timbul dari transaksi tersebut, didasarkan pada asas Hukum Perdata Internasional. 
 
Pasal 19 
Para pihak yang melakukan Transaksi Elektronik harus menggunakan Sistem 
Elektronik yang disepakati. 
 
Pasal 20 
(1) Kecuali ditentukan lain oleh para pihak, Transaksi Elektronik terjadi pada saat 
penawaran transaksi yang dikirim Pengirim telah diterima dan disetujui 
Penerima. 
(2) Persetujuan atas penawaran Transaksi Elektronik sebagaimana dimaksud pada 
ayat (1) harus dilakukan dengan pernyataan penerimaan secara elektronik. 
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Pasal 21 
(1) Pengirim atau Penerima dapat melakukan Transaksi Elektronik sendiri, melalui 
pihak yang dikuasakan olehnya, atau melalui Agen Elektronik. 
(2) Pihak yang bertanggung jawab atas segala akibat hukum dalam pelaksanaan 
Transaksi Elektronik sebagaimana dimaksud pada ayat (1) diatur sebagai berikut: 
a. jika dilakukan sendiri, segala akibat hukum dalam pelaksanaan Transaksi 
Elektronik menjadi tanggung jawab para pihak yang bertransaksi; 
b. jika dilakukan melalui pemberian kuasa, segala akibat hukum dalam 
pelaksanaan Transaksi Elektronik menjadi tanggung jawab pemberi kuasa; 
atau 
c. jika dilakukan melalui Agen Elektronik, segala akibat hukum dalam 
pelaksanaan Transaksi Elektronik menjadi tanggung jawab penyelenggara 
Agen Elektronik. 
(3) Jika kerugian Transaksi Elektronik disebabkan gagal beroperasinya Agen 
Elektronik akibat tindakan pihak ketiga secara langsung terhadap Sistem 
Elektronik, segala akibat hukum menjadi tanggung jawab penyelenggara Agen 
Elektronik. 
(4) Jika kerugian Transaksi Elektronik disebabkan gagal beroperasinya Agen 
Elektronik akibat kelalaian pihak pengguna jasa layanan, segala akibat hukum 
menjadi tanggung jawab pengguna jasa layanan. 
(5) Ketentuan sebagaimana dimaksud pada ayat (2) tidak berlaku dalam hal dapat 
dibuktikan terjadinya keadaan memaksa, kesalahan, dan/atau kelalaian pihak 
pengguna Sistem Elektronik. 
 
Pasal 22 
(1) Penyelenggara Agen Elektronik tertentu harus menyediakan fitur pada Agen 
Elektronik yang dioperasikannya yang memungkinkan penggunanya melakukan 
perubahan informasi yang masih dalam proses transaksi. 
(2) Ketentuan lebih lanjut mengenai penyelenggara Agen Elektronik tertentu 
sebagaimana dimaksud pada ayat (1) diatur dengan Peraturan Pemerintah. 
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BAB VI 
NAMA DOMAIN, HAK KEKAYAAN INTELEKTUAL, 
DAN PERLINDUNGAN HAK PRIBADI 
 
Pasal 23 
(1) Setiap penyelenggara negara, Orang, Badan Usaha, dan/atau masyarakat berhak 
memiliki Nama Domain berdasarkan prinsip pendaftar pertama. 
(2) Pemilikan dan penggunaan Nama Domain sebagaimana dimaksud pada ayat (1) 
harus didasarkan pada iktikad baik, tidak melanggar prinsip persaingan usaha 
secara sehat, dan tidak melanggar hak Orang lain. 
(3) Setiap penyelenggara negara, Orang, Badan Usaha, atau masyarakat yang 
dirugikan karena penggunaan Nama Domain secara tanpa hak oleh Orang lain, 
berhak mengajukan gugatan pembatalan Nama Domain dimaksud. 
 
 
Pasal 24 
(1) Pengelola Nama Domain adalah Pemerintah dan/atau masyarakat. 
(2) Dalam hal terjadi perselisihan pengelolaan Nama Domain oleh masyarakat, 
Pemerintah berhak mengambil alih sementara pengelolaan Nama Domain yang 
diperselisihkan. 
(3) Pengelola Nama Domain yang berada di luar wilayah Indonesia dan Nama 
Domain yang diregistrasinya diakui keberadaannya sepanjang tidak bertentangan 
dengan Peraturan Perundang-undangan. 
(4) Ketentuan lebih lanjut mengenai pengelolaan Nama Domain sebagaimana 
dimaksud pada ayat (1), ayat (2), dan ayat (3) diatur dengan Peraturan 
Pemerintah. 
 
Pasal 25 
Informasi Elektronik dan/atau Dokumen Elektronik yang disusun menjadi karya 
intelektual, situs internet, dan karya intelektual yang ada di dalamnya dilindungi 
sebagai Hak Kekayaan Intelektual berdasarkan ketentuan Peraturan Perundang-
undangan. 
 
Pasal 26 
(1) Kecuali ditentukan lain oleh Peraturan Perundang-undangan, penggunaan setiap 
informasi melalui media elektronik yang menyangkut data pribadi seseorang 
harus dilakukan atas persetujuan Orang yang bersangkutan. 
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(2) Setiap Orang yang dilanggar haknya sebagaimana dimaksud pada ayat (1) dapat 
mengajukan gugatan atas kerugian yang ditimbulkan berdasarkan Undang-
Undang ini. 
 
BAB VII 
PERBUATAN YANG DILARANG 
 
Pasal 27 
(1) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang memiliki muatan yang melanggar kesusilaan. 
(2) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang memiliki muatan perjudian. 
(3) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang memiliki muatan penghinaan dan/atau 
pencemaran nama baik. 
(4) Setiap Orang dengan sengaja dan tanpa hak mendistribusikan dan/atau 
mentransmisikan dan/atau membuat dapat diaksesnya Informasi Elektronik 
dan/atau Dokumen Elektronik yang memiliki muatan pemerasan dan/atau 
pengancaman. 
 
Pasal 28 
(1) Setiap Orang dengan sengaja dan tanpa hak menyebarkan berita bohong dan 
menyesatkan yang mengakibatkan kerugian konsumen dalam Transaksi 
Elektronik. 
(2) Setiap Orang dengan sengaja dan tanpa hak menyebarkan informasi yang 
ditujukan untuk menimbulkan rasa kebencian atau permusuhan individu dan/atau 
kelompok masyarakat tertentu berdasarkan atas suku, agama, ras, dan 
antargolongan (SARA). 
 
Pasal 29 
Setiap Orang dengan sengaja dan tanpa hak mengirimkan Informasi Elektronik 
dan/atau Dokumen Elektronik yang berisi ancaman kekerasan atau menakut-nakuti 
yang ditujukan secara pribadi. 
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Pasal 30 
(1) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum mengakses 
Komputer dan/atau Sistem Elektronik milik Orang lain dengan cara apa pun. 
(2) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum mengakses 
Komputer dan/atau Sistem Elektronik dengan cara apa pun dengan tujuan untuk 
memperoleh Informasi Elektronik dan/atau Dokumen Elektronik. 
(3) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum mengakses 
Komputer dan/atau Sistem Elektronik dengan cara apa pun dengan melanggar, 
menerobos, melampaui, atau menjebol sistem pengamanan. 
 
Pasal 31 
(1) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum melakukan 
intersepsi atau penyadapan atas Informasi Elektronik dan/atau Dokumen 
Elektronik dalam suatu Komputer dan/atau Sistem Elektronik tertentu milik 
Orang lain. 
(2) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum melakukan 
intersepsi atas transmisi Informasi Elektronik dan/atau Dokumen Elektronik yang 
tidak bersifat publik dari, ke, dan di dalam suatu Komputer dan/atau Sistem 
Elektronik tertentu milik Orang lain, baik yang tidak menyebabkan perubahan apa 
pun maupun yang menyebabkan adanya perubahan, penghilangan, dan/atau 
penghentian Informasi Elektronik dan/atau Dokumen Elektronik yang sedang 
ditransmisikan. 
(3) Kecuali intersepsi sebagaimana dimaksud pada ayat (1) dan ayat (2), intersepsi 
yang dilakukan dalam rangka penegakan hukum atas permintaan kepolisian, 
kejaksaan, dan/atau institusi penegak hukum lainnya yang ditetapkan berdasarkan 
undang-undang. 
(4) Ketentuan lebih lanjut mengenai tata cara intersepsi sebagaimana dimaksud pada 
ayat (3) diatur dengan Peraturan Pemerintah. 
 
Pasal 32 
(1) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum dengan cara apa 
pun mengubah, menambah, mengurangi, melakukan transmisi, merusak, 
menghilangkan, memindahkan, menyembunyikan suatu Informasi Elektronik 
dan/atau Dokumen Elektronik milik Orang lain atau milik publik. 
(2) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum dengan cara apa 
pun memindahkan atau mentransfer Informasi Elektronik dan/atau Dokumen 
Elektronik kepada Sistem Elektronik Orang lain yang tidak berhak. 
(3) Terhadap perbuatan sebagaimana dimaksud pada ayat (1) yang mengakibatkan 
terbukanya suatu Informasi Elektronik dan/atau Dokumen Elektronik yang 
bersifat rahasia menjadi dapat diakses oleh publik dengan keutuhan data yang 
tidak sebagaimana mestinya. 
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Pasal 33 
Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum melakukan 
tindakan apa pun yang berakibat terganggunya Sistem Elektronik dan/atau 
mengakibatkan Sistem Elektronik menjadi tidak bekerja sebagaimana mestinya. 
 
Pasal 34 
(1) Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum memproduksi, 
menjual, mengadakan untuk digunakan, mengimpor, mendistribusikan, 
menyediakan, atau memiliki: 
a. perangkat keras atau perangkat lunak Komputer yang dirancang atau secara 
khusus dikembangkan untuk memfasilitasi perbuatan sebagaimana dimaksud 
dalam Pasal 27 sampai dengan Pasal 33; 
b. sandi lewat Komputer, Kode Akses, atau hal yang sejenis dengan itu yang 
ditujukan agar Sistem Elektronik menjadi dapat diakses dengan tujuan 
memfasilitasi perbuatan sebagaimana dimaksud dalam Pasal 27 sampai 
dengan Pasal 33. 
(2) Tindakan sebagaimana dimaksud pada ayat (1) bukan tindak pidana jika ditujukan 
untuk melakukan kegiatan penelitian, pengujian Sistem Elektronik, untuk 
perlindungan Sistem Elektronik itu sendiri secara sah dan tidak melawan hukum. 
 
Pasal 35 
Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum melakukan 
manipulasi, penciptaan, perubahan, penghilangan, pengrusakan Informasi Elektronik 
dan/atau Dokumen Elektronik dengan tujuan agar Informasi Elektronik dan/atau 
Dokumen Elektronik tersebut dianggap seolah-olah data yang otentik. 
 
Pasal 36 
Setiap Orang dengan sengaja dan tanpa hak atau melawan hukum melakukan 
perbuatan sebagaimana dimaksud dalam Pasal 27 sampai dengan Pasal 34 yang 
mengakibatkan kerugian bagi Orang lain. 
 
Pasal 37 
Setiap Orang dengan sengaja melakukan perbuatan yang dilarang sebagaimana 
dimaksud dalam Pasal 27 sampai dengan Pasal 36 di luar wilayah Indonesia terhadap 
Sistem Elektronik yang berada di wilayah yurisdiksi Indonesia. 
 
 
 
103 
 
BAB VIII 
PENYELESAIAN SENGKETA 
 
Pasal 38 
(1) Setiap Orang dapat mengajukan gugatan terhadap pihak yang menyelenggarakan 
Sistem Elektronik dan/atau menggunakan Teknologi Informasi yang 
menimbulkan kerugian. 
(2) Masyarakat dapat mengajukan gugatan secara perwakilan terhadap pihak yang 
menyelenggarakan Sistem Elektronik dan/atau menggunakan Teknologi 
Informasi yang berakibat merugikan masyarakat, sesuai dengan ketentuan 
Peraturan Perundang-undangan. 
 
Pasal 39 
(1) Gugatan perdata dilakukan sesuai dengan ketentuan Peraturan Perundang-
undangan. 
(2) Selain penyelesaian gugatan perdata sebagaimana dimaksud pada ayat (1), para 
pihak dapat menyelesaikan sengketa melalui arbitrase, atau lembaga penyelesaian 
sengketa alternatif lainnya sesuai dengan ketentuan Peraturan Perundang-
undangan. 
 
BAB IX 
PERAN PEMERINTAH DAN PERAN MASYARAKAT 
 
Pasal 40 
(1) Pemerintah memfasilitasi pemanfaatan Teknologi Informasi dan Transaksi 
Elektronik sesuai dengan ketentuan Peraturan Perundang-undangan. 
(2) Pemerintah melindungi kepentingan umum dari segala jenis gangguan sebagai 
akibat penyalahgunaan Informasi Elektronik dan Transaksi Elektronik yang 
mengganggu ketertiban umum, sesuai dengan ketentuan Peraturan Perundang-
undangan. 
(3) Pemerintah menetapkan instansi atau institusi yang memiliki data elektronik 
strategis yang wajib dilindungi. 
(4) Instansi atau institusi sebagaimana dimaksud pada ayat (3) harus membuat 
Dokumen Elektronik dan rekam cadang elektroniknya serta menghubungkannya 
ke pusat data tertentu untuk kepentingan pengamanan data. 
(5) Instansi atau institusi lain selain diatur pada ayat (3) membuat Dokumen 
Elektronik dan rekam cadang elektroniknya sesuai dengan keperluan 
perlindungan data yang dimilikinya. 
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(6) Ketentuan lebih lanjut mengenai peran Pemerintah sebagaimana dimaksud pada 
ayat (1), ayat (2), dan ayat (3) diatur dengan Peraturan Pemerintah. 
 
Pasal 41 
(1) Masyarakat dapat berperan meningkatkan pemanfaatan Teknologi Informasi 
melalui penggunaan dan Penyelenggaraan Sistem Elektronik dan Transaksi 
Elektronik sesuai dengan ketentuan Undang-Undang ini. 
(2) Peran masyarakat sebagaimana dimaksud pada ayat (1) dapat diselenggarakan 
melalui lembaga yang dibentuk oleh masyarakat. 
(3) Lembaga sebagaimana dimaksud pada ayat (2) dapat memiliki fungsi konsultasi 
dan mediasi. 
 
BAB X 
PENYIDIKAN 
 
Pasal 42 
Penyidikan terhadap tindak pidana sebagaimana dimaksud dalam Undang-Undang 
ini, dilakukan berdasarkan ketentuan dalam Hukum Acara Pidana dan ketentuan 
dalam Undang-Undang ini. 
 
Pasal 43 
(1) Selain Penyidik Pejabat Polisi Negara Republik Indonesia, Pejabat Pegawai 
Negeri Sipil tertentu di lingkungan Pemerintah yang lingkup tugas dan tanggung 
jawabnya di bidang Teknologi Informasi dan Transaksi Elektronik diberi 
wewenang khusus sebagai penyidik sebagaimana dimaksud dalam Undang-
Undang tentang Hukum Acara Pidana untuk melakukan penyidikan tindak pidana 
di bidang Teknologi Informasi dan Transaksi Elektronik. 
(2) Penyidikan di bidang Teknologi Informasi dan Transaksi Elektronik sebagaimana 
dimaksud pada ayat (1) dilakukan dengan memperhatikan perlindungan terhadap 
privasi, kerahasiaan, kelancaran layanan publik, integritas data, atau keutuhan 
data sesuai dengan ketentuan Peraturan Perundang-undangan. 
(3) Penggeledahan dan/atau penyitaan terhadap sistem elektronik yang terkait dengan 
dugaan tindak pidana harus dilakukan atas izin ketua pengadilan negeri setempat. 
(4) Dalam melakukan penggeledahan dan/atau penyitaan sebagaimana dimaksud 
pada ayat (3), penyidik wajib menjaga terpeliharanya kepentingan pelayanan 
umum. 
(5) Penyidik Pegawai Negeri Sipil sebagaimana dimaksud pada ayat (1) berwenang: 
a. menerima laporan atau pengaduan dari seseorang tentang adanya tindak 
pidana berdasarkan ketentuan Undang-Undang ini; 
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b. memanggil setiap Orang atau pihak lainnya untuk didengar dan/atau diperiksa 
sebagai tersangka atau saksi sehubungan dengan adanya dugaan tindak pidana 
di bidang terkait dengan ketentuan Undang-Undang ini; 
c. melakukan pemeriksaan atas kebenaran laporan atau keterangan berkenaan 
dengan tindak pidana berdasarkan ketentuan Undang-Undang ini; 
d. melakukan pemeriksaan terhadap Orang dan/atau Badan Usaha yang patut 
diduga melakukan tindak pidana berdasarkan Undang-Undang ini; 
e. melakukan pemeriksaan terhadap alat dan/atau sarana yang berkaitan dengan 
kegiatan Teknologi Informasi yang diduga digunakan untuk melakukan tindak 
pidana berdasarkan Undang-Undang ini; 
f. melakukan penggeledahan terhadap tempat tertentu yang diduga digunakan 
sebagai tempat untuk melakukan tindak pidana berdasarkan ketentuan 
Undang-Undang ini; 
g. melakukan penyegelan dan penyitaan terhadap alat dan atau sarana kegiatan 
Teknologi Informasi yang diduga digunakan secara menyimpang dari 
ketentuan Peraturan Perundang-undangan; 
h. meminta bantuan ahli yang diperlukan dalam penyidikan terhadap tindak 
pidana berdasarkan Undang-Undang ini; dan/atau 
i. mengadakan penghentian penyidikan tindak pidana berdasarkan Undang-
Undang ini sesuai dengan ketentuan hukum acara pidana yang berlaku. 
(6) Dalam hal melakukan penangkapan dan penahanan, penyidik melalui penuntut 
umum wajib meminta penetapan ketua pengadilan negeri setempat dalam waktu 
satu kali dua puluh empat jam. 
(7) Penyidik Pegawai Negeri Sipil sebagaimana dimaksud pada ayat (1) 
berkoordinasi dengan Penyidik Pejabat Polisi Negara Republik Indonesia 
memberitahukan dimulainya penyidikan dan menyampaikan hasilnya kepada 
penuntut umum. 
(8) Dalam rangka mengungkap tindak pidana Informasi Elektronik dan Transaksi 
Elektronik, penyidik dapat berkerja sama dengan penyidik negara lain untuk 
berbagi informasi dan alat bukti. 
 
Pasal 44 
Alat bukti penyidikan, penuntutan dan pemeriksaan di sidang pengadilan menurut 
ketentuan Undang-Undang ini adalah sebagai berikut: 
a. alat bukti sebagaimana dimaksud dalam ketentuan Perundang-undangan; dan 
b. alat bukti lain berupa Informasi Elektronik dan/atau Dokumen Elektronik 
sebagaimana dimaksud dalam Pasal 1 angka 1 dan angka 4 serta Pasal 5 ayat (1), 
ayat (2), dan ayat (3). 
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BAB XI 
KETENTUAN PIDANA 
 
Pasal 45 
(1) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 27 ayat 
(1), ayat (2), ayat (3), atau ayat (4) dipidana dengan pidana penjara paling lama 6 
(enam) tahun dan/atau denda paling banyak Rp1.000.000.000,00 (satu miliar 
rupiah). 
(2) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 28 ayat 
(1) atau ayat (2) dipidana dengan pidana penjara paling lama 6 (enam) tahun 
dan/atau denda paling banyak Rp1.000.000.000,00 (satu miliar rupiah). 
(3) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 29 
dipidana dengan pidana penjara paling lama 12 (dua belas) tahun dan/atau denda 
paling banyak Rp2.000.000.000,00 (dua miliar rupiah). 
 
Pasal 46 
(1) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 30 ayat 
(1) dipidana dengan pidana penjara paling lama 6 (enam) tahun dan/atau denda 
paling banyak Rp600.000.000,00 (enam ratus juta rupiah). 
(2) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 30 ayat 
(2) dipidana dengan pidana penjara paling lama 7 (tujuh) tahun dan/atau denda 
paling banyak Rp700.000.000,00 (tujuh ratus juta rupiah). 
(3) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 30 ayat 
(3) dipidana dengan pidana penjara paling lama 8 (delapan) tahun dan/atau denda 
paling banyak Rp800.000.000,00 (delapan ratus juta rupiah). 
 
Pasal 47 
Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 31 ayat (1) 
atau ayat (2) dipidana dengan pidana penjara paling lama 10 (sepuluh) tahun dan/atau 
denda paling banyak Rp800.000.000,00 (delapan ratus juta rupiah). 
 
Pasal 48 
(1) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 32 ayat 
(1) dipidana dengan pidana penjara paling lama 8 (delapan) tahun dan/atau denda 
paling banyak Rp2.000.000.000,00 (dua miliar rupiah). 
(2) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 32 ayat 
(2) dipidana dengan pidana penjara paling lama 9 (sembilan) tahun dan/atau 
denda paling banyak Rp3.000.000.000,00 (tiga miliar rupiah). 
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(3) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 32 ayat 
(3) dipidana dengan pidana penjara paling lama 10 (sepuluh) tahun dan/atau 
denda paling banyak Rp5.000.000.000,00 (lima miliar rupiah). 
 
Pasal 49 
Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 33, dipidana 
dengan pidana penjara paling lama 10 (sepuluh) tahun dan/atau denda paling banyak 
Rp10.000.000.000,00 (sepuluh miliar rupiah). 
 
Pasal 50 
Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 34 ayat (1) 
dipidana dengan pidana penjara paling lama 10 (sepuluh) tahun dan/atau denda paling 
banyak Rp10.000.000.000,00 (sepuluh miliar rupiah). 
 
Pasal 51 
(1) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 35 
dipidana dengan pidana penjara paling lama 12 (dua belas) tahun dan/atau denda 
paling banyak Rp12.000.000.000,00 (dua belas miliar rupiah). 
(2) Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam Pasal 36 
dipidana dengan pidana penjara paling lama 12 (dua belas) tahun dan/atau denda 
paling banyak Rp12.000.000.000,00 (dua belas miliar rupiah). 
 
Pasal 52 
(1) Dalam hal tindak pidana sebagaimana dimaksud dalam Pasal 27 ayat (1) 
menyangkut kesusilaan atau eksploitasi seksual terhadap anak dikenakan 
pemberatan sepertiga dari pidana pokok. 
(2) Dalam hal perbuatan sebagaimana dimaksud dalam Pasal 30 sampai dengan 
Pasal 37 ditujukan terhadap Komputer dan/atau Sistem Elektronik serta 
Informasi Elektronik dan/atau Dokumen Elektronik milik Pemerintah 
dan/atau yang digunakan untuk layanan publik dipidana dengan pidana pokok 
ditambah sepertiga. 
(3) Dalam hal perbuatan sebagaimana dimaksud dalam Pasal 30 sampai dengan 
Pasal 37 ditujukan terhadap Komputer dan/atau Sistem Elektronik serta 
Informasi Elektronik dan/atau Dokumen Elektronik milik Pemerintah 
dan/atau badan strategis termasuk dan tidak terbatas pada lembaga 
pertahanan, bank sentral, perbankan, keuangan, lembaga internasional, 
otoritas penerbangan diancam dengan pidana maksimal ancaman pidana 
pokok masing-masing Pasal ditambah dua pertiga. 
(4) Dalam hal tindak pidana sebagaimana dimaksud dalam Pasal 27 sampai 
dengan Pasal 37 dilakukan oleh korporasi dipidana dengan pidana pokok 
ditambah dua pertiga. 
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BAB XII 
KETENTUAN PERALIHAN 
 
Pasal 53 
Pada saat berlakunya Undang-Undang ini, semua Peraturan Perundang-undangan dan 
kelembagaan yang berhubungan dengan pemanfaatan Teknologi Informasi yang tidak 
bertentangan dengan Undang-Undang ini dinyatakan tetap berlaku. 
 
BAB XIII 
KETENTUAN PENUTUP 
 
Pasal 54 
(1) Undang-Undang ini mulai berlaku pada tanggal diundangkan. 
(2) Peraturan Pemerintah harus sudah ditetapkan paling lama 2 (dua) tahun setelah 
diundangkannya Undang-Undang ini. 
Agar setiap orang mengetahuinya, memerintahkan pengundangan Undang-Undang 
ini dengan penempatannya dalam Lembaran Negara Republik Indonesia. 
 
Disahkan di Jakarta 
pada tanggal 21 April 2008 
PRESIDEN REPUBLIK INDONESIA, 
 
 
DR. H. SUSILO BAMBANG YUDHOYONO 
 
Diundangkan di Jakarta 
pada tanggal 21 April 2008 
MENTERI HUKUM DAN HAK ASASI MANUSIA 
REPUBLIK INDONESIA, 
 
 
ANDI MATTALAT 
 
LEMBARAN NEGARA REPUBLIK INDONESIA TAHUN 2008 NOMOR 58 
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PENJELASAN 
ATAS 
UNDANG-UNDANG REPUBLIK INDONESIA 
NOMOR 11 TAHUN 2008 
TENTANG 
INFORMASI DAN TRANSAKSI ELEKTRONIK 
 
I. UMUM 
Pemanfaatan Teknologi Informasi, media, dan komunikasi telah mengubah baik 
perilaku masyarakat maupun peradaban manusia secara global. Perkembangan 
teknologi informasi dan komunikasi telah pula menyebabkan hubungan dunia 
menjadi tanpa batas (borderless) dan menyebabkan perubahan sosial, ekonomi, dan 
budaya secara signifikan berlangsung demikian cepat. Teknologi Informasi saat ini 
menjadi pedang bermata dua karena selain memberikan kontribusi bagi peningkatan 
kesejahteraan, kemajuan, dan peradaban manusia, sekaligus menjadi sarana efektif 
perbuatan melawan hukum. 
Saat ini telah lahir suatu rezim hukum baru yang dikenal dengan hukum siber 
atau hukum telematika. Hukum siber atau cyber law, secara internasional digunakan 
untuk istilah hukum yang terkait dengan pemanfaatan teknologi informasi dan 
komunikasi. Demikian pula, hukum telematika yang merupakan perwujudan dari 
konvergensi hukum telekomunikasi, hukum media, dan hukum informatika. Istilah 
lain yang juga digunakan adalah hukum teknologi informasi (law of information 
technology), hukum dunia maya (virtual world law), dan hukum mayantara. Istilah-
istilah tersebut lahir mengingat kegiatan yang dilakukan melalui jaringan sistem 
komputer dan sistem komunikasi baik dalam lingkup lokal maupun global (Internet) 
dengan memanfaatkan teknologi informasi berbasis sistem komputer yang merupakan 
sistem elektronik yang dapat dilihat secara virtual. Permasalahan hukum yang 
seringkali dihadapi adalah ketika terkait dengan penyampaian informasi, komunikasi, 
dan/atau transaksi secara elektronik, khususnya dalam hal pembuktian dan hal yang 
terkait dengan perbuatan hukum yang dilaksanakan melalui sistem elektronik. 
Yang dimaksud dengan sistem elektronik adalah sistem komputer dalam arti 
luas, yang tidak hanya mencakup perangkat keras dan perangkat lunak komputer, 
tetapi juga mencakup jaringan telekomunikasi dan/atau sistem komunikasi elektronik. 
Perangkat lunak atau program komputer adalah sekumpulan instruksi yang 
diwujudkan dalam bentuk bahasa, kode, skema, ataupun bentuk lain, yang apabila 
digabungkan dengan media yang dapat dibaca dengan komputer akan mampu 
membuat komputer bekerja untuk melakukan fungsi khusus atau untuk mencapai 
hasil yang khusus, termasuk persiapan dalam merancang instruksi tersebut. 
Sistem elektronik juga digunakan untuk menjelaskan keberadaan sistem 
informasi yang merupakan penerapan teknologi informasi yang berbasis jaringan 
telekomunikasi dan media elektronik, yang berfungsi merancang, memproses, 
menganalisis, menampilkan, dan mengirimkan atau menyebarkan informasi 
elektronik. Sistem informasi secara teknis dan manajemen sebenarnya adalah 
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perwujudan penerapan produk teknologi informasi ke dalam suatu bentuk organisasi 
dan manajemen sesuai dengan karakteristik kebutuhan pada organisasi tersebut dan 
sesuai dengan tujuan peruntukannya. Pada sisi yang lain, sistem informasi secara 
teknis dan fungsional adalah keterpaduan sistem antara manusia dan mesin yang 
mencakup komponen perangkat keras, perangkat lunak, prosedur, sumber daya 
manusia, dan substansi informasi yang dalam pemanfaatannya mencakup fungsi 
input, process, output, storage, dan communication. 
Sehubungan dengan itu, dunia hukum sebenarnya sudah sejak lama 
memperluas penafsiran asas dan normanya ketika menghadapi persoalan kebendaan 
yang tidak berwujud, misalnya dalam kasus pencurian listrik sebagai perbuatan 
pidana. Dalam kenyataan kegiatan siber tidak lagi sederhana karena kegiatannya tidak 
lagi dibatasi oleh teritori suatu negara, yang mudah diakses kapan pun dan dari mana 
pun. Kerugian dapat terjadi baik pada pelaku transaksi maupun pada orang lain yang 
tidak pernah melakukan transaksi, misalnya pencurian dana kartu kredit melalui 
pembelanjaan di Internet. Di samping itu, pembuktian merupakan faktor yang sangat 
penting, mengingat informasi elektronik bukan saja belum terakomodasi dalam 
sistem hukum acara Indonesia secara komprehensif, melainkan juga ternyata sangat 
rentan untuk diubah, disadap, dipalsukan, dan dikirim ke berbagai penjuru dunia 
dalam waktu hitungan detik. Dengan demikian, dampak yang diakibatkannya pun 
bisa demikian kompleks dan rumit. 
Permasalahan yang lebih luas terjadi pada bidang keperdataan karena 
transaksi elektronik untuk kegiatan perdagangan melalui sistem elektronik (electronic 
commerce) telah menjadi bagian dari perniagaan nasional dan internasional. 
Kenyataan ini menunjukkan bahwa konvergensi di bidang teknologi informasi, 
media, dan informatika (telematika) berkembang terus tanpa dapat dibendung, seiring 
dengan ditemukannya perkembangan baru di bidang teknologi informasi, media, dan 
komunikasi. 
Kegiatan melalui media sistem elektronik, yang disebut juga ruang siber 
(cyber space), meskipun bersifat virtual dapat dikategorikan sebagai tindakan atau 
perbuatan hukum yang nyata. Secara yuridis kegiatan pada ruang siber tidak dapat 
didekati dengan ukuran dan kualifikasi hukum konvensional saja sebab jika cara ini 
yang ditempuh akan terlalu banyak kesulitan dan hal yang lolos dari pemberlakuan 
hukum. Kegiatan dalam ruang siber adalah kegiatan virtual yang berdampak sangat 
nyata meskipun alat buktinya bersifat elektronik. 
Dengan demikian, subjek pelakunya harus dikualifikasikan pula sebagai 
Orang yang telah melakukan perbuatan hukum secara nyata. Dalam kegiatan e-
commerce antara lain dikenal adanya dokumen elektronik yang kedudukannya 
disetarakan dengan dokumen yang dibuat di atas kertas. 
Berkaitan dengan hal itu, perlu diperhatikan sisi keamanan dan kepastian 
hukum dalam pemanfaatan teknologi informasi, media, dan komunikasi agar dapat 
berkembang secara optimal. Oleh karena itu, terdapat tiga pendekatan untuk menjaga 
keamanan di cyber space, yaitu pendekatan aspek hukum, aspek teknologi, aspek 
sosial, budaya, dan etika. Untuk mengatasi gangguan keamanan dalam 
penyelenggaraan sistem secara elektronik, pendekatan hukum bersifat mutlak karena 
tanpa kepastian hukum, persoalan pemanfaatan teknologi informasi menjadi tidak 
optimal. 
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II. PASAL DEMI PASAL 
 
Pasal 1  
Cukup jelas. 
 
Pasal 2 
Undang-Undang ini memiliki jangkauan yurisdiksi tidak semata-mata untuk 
perbuatan hukum yang berlaku di Indonesia dan/atau dilakukan oleh warga 
negara Indonesia, tetapi juga berlaku untuk perbuatan hukum yang 
dilakukan di luar wilayah hukum (yurisdiksi) Indonesia baik oleh warga 
negara Indonesia maupun warga negara asing atau badan hukum Indonesia 
maupun badan hukum asing yang memiliki akibat hukum di Indonesia, 
mengingat pemanfaatan Teknologi Informasi untuk Informasi Elektronik 
dan Transaksi Elektronik dapat bersifat lintas teritorial atau universal. 
Yang dimaksud dengan “merugikan kepentingan Indonesia” adalah 
meliputi tetapi tidak terbatas pada merugikan kepentingan ekonomi 
nasional, perlindungan data strategis, harkat dan martabat bangsa, 
pertahanan dan keamanan negara, kedaulatan negara, warga negara, serta 
badan hukum Indonesia. 
 
Pasal 3 
“Asas kepastian hukum” berarti landasan hukum bagi pemanfaatan 
Teknologi Informasi dan Transaksi Elektronik serta segala sesuatu yang 
mendukung penyelenggaraannya yang mendapatkan pengakuan hukum di 
dalam dan di luar pengadilan. 
“Asas manfaat” berarti asas bagi pemanfaatan Teknologi Informasi 
dan Transaksi Elektronik diupayakan untuk mendukung proses berinformasi 
sehingga dapat meningkatkan kesejahteraan masyarakat. 
 “Asas kehati-hatian” berarti landasan bagi pihak yang bersangkutan 
harus memperhatikan segenap aspek yang berpotensi mendatangkan 
kerugian, baik bagi dirinya maupun bagi pihak lain dalam pemanfaatan 
Teknologi Informasi dan Transaksi Elektronik. 
“Asas iktikad baik” berarti asas yang digunakan para pihak dalam 
melakukan Transaksi Elektronik tidak bertujuan untuk secara sengaja dan 
tanpa hak atau melawan hukum mengakibatkan kerugian bagi pihak lain 
tanpa sepengetahuan pihak lain tersebut. 
“Asas kebebasan memilih teknologi atau netral teknologi” berarti asas 
pemanfaatan Teknologi Informasi dan Transaksi Elektronik tidak terfokus 
pada penggunaan teknologi tertentu sehingga dapat mengikuti 
perkembangan pada masa yang akan datang. 
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Pasal 4 
Cukup jelas. 
 
Pasal 5 
Ayat 1 
Cukup jelas. 
Ayat 2 
Cukup jelas. 
Ayat 3 
Cukup jelas. 
Ayat 4 
Huruf a 
Surat yang menurut undang-undang harus dibuat tertulis 
meliputi tetapi tidak terbatas pada surat berharga, surat yang 
berharga, dan surat yang digunakan dalam proses penegakan 
hukum acara perdata, pidana, dan administrasi negara. 
Huruf b 
Cukup jelas. 
 
Pasal 6 
Selama ini bentuk tertulis identik dengan informasi dan/atau dokumen yang 
tertuang di atas kertas semata, padahal pada hakikatnya informasi dan/atau 
dokumen dapat dituangkan ke dalam media apa saja, termasuk media 
elektronik. Dalam lingkup Sistem Elektronik, informasi yang asli dengan 
salinannya tidak relevan lagi untuk dibedakan sebab Sistem Elektronik pada 
dasarnya beroperasi dengan cara penggandaan yang mengakibatkan 
informasi yang asli tidak dapat dibedakan lagi dari salinannya. 
 
Pasal 7 
Ketentuan ini dimaksudkan bahwa suatu Informasi Elektronik dan/atau 
Dokumen Elektronik dapat digunakan sebagai alasan timbulnya suatu hak. 
 
Pasal 8 
Cukup jelas. 
 
 
113 
 
Pasal 9 
Yang dimaksud dengan “informasi yang lengkap dan benar” meliputi: 
a. informasi yang memuat identitas serta status subjek hukum dan 
kompetensinya, baik sebagai produsen, pemasok, penyelenggara 
maupun perantara; 
b. informasi lain yang menjelaskan hal tertentu yang menjadi syarat sahnya 
perjanjian serta menjelaskan barang dan/atau jasa yang ditawarkan, 
seperti nama, alamat, dan deskripsi barang/jasa. 
 
Pasal 10 
Ayat (1) 
Sertifikasi Keandalan dimaksudkan sebagai bukti bahwa pelaku usaha 
yang melakukan perdagangan secara elektronik layak berusaha setelah 
melalui penilaian dan audit dari badan yang berwenang. Bukti telah 
dilakukan Sertifikasi Keandalan ditunjukkan dengan adanya logo 
sertifikasi berupa trust mark pada laman (home page) pelaku usaha 
tersebut. 
Ayat (2) 
Cukup jelas. 
 
Pasal 11 
Ayat (1) 
Undang-Undang ini memberikan pengakuan secara tegas bahwa 
meskipun hanya merupakan suatu kode, Tanda Tangan Elektronik 
memiliki kedudukan yang sama dengan tanda tangan manual pada 
umumnya yang memiliki kekuatan hukum dan akibat hukum. 
Persyaratan sebagaimana dimaksud dalam Pasal ini merupakan 
persyaratan minimum yang harus dipenuhi dalam setiap Tanda Tangan 
Elektronik. Ketentuan ini membuka kesempatan seluas-luasnya 
kepada siapa pun untuk mengembangkan metode, teknik, atau proses 
pembuatan Tanda Tangan Elektronik. 
Ayat (2) 
Peraturan Pemerintah dimaksud, antara lain, mengatur tentang 
teknik, metode, sarana, dan proses pembuatan Tanda Tangan 
Elektronik. 
 
Pasal 12 
Cukup jelas. 
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Pasal 13 
Cukup jelas. 
 
Pasal 14 
Informasi sebagaimana dimaksud dalam Pasal ini adalah informasi yang 
minimum harus dipenuhi oleh setiap penyelenggara Tanda Tangan 
Elektronik. 
 
Pasal 15 
Ayat (1) 
“Andal” artinya Sistem Elektronik memiliki kemampuan yang sesuai 
dengan kebutuhan penggunaannya. 
“Aman” artinya Sistem Elektronik terlindungi secara fisik dan 
nonfisik. 
“Beroperasi sebagaimana mestinya” artinya Sistem Elektronik 
memiliki kemampuan sesuai dengan spesifikasinya. 
Ayat (2) 
“Bertanggung jawab” artinya ada subjek hukum yang bertanggung 
jawab secara hukum terhadap Penyelenggaraan Sistem Elektronik 
tersebut. 
 
Ayat (3) 
Cukup jelas. 
 
Pasal 16 
Cukup jelas. 
 
Pasal 17 
Ayat (1) 
Undang-Undang ini memberikan peluang terhadap pemanfaatan 
Teknologi Informasi oleh penyelenggara negara, Orang, Badan Usaha, 
dan/atau masyarakat. 
Pemanfaatan Teknologi Informasi harus dilakukan secara baik, 
bijaksana, bertanggung jawab, efektif, dan efisien agar dapat diperoleh 
manfaat yang sebesar-besarnya bagi masyarakat. 
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Ayat (2) 
Cukup jelas. 
Ayat (3) 
Cukup jelas. 
 
Pasal 18 
Ayat (1) 
Cukup jelas. 
Ayat (2) 
Pilihan hukum yang dilakukan oleh para pihak dalam kontrak 
internasional termasuk yang dilakukan secara elektronik dikenal 
dengan choice of law. Hukum ini mengikat sebagai hukum yang 
berlaku bagi kontrak tersebut. 
Pilihan hukum dalam Transaksi Elektronik hanya dapat 
dilakukan jika dalam kontraknya terdapat unsur asing dan 
penerapannya harus sejalan dengan prinsip hukum perdata 
internasional (HPI). 
Ayat (3) 
Dalam hal tidak ada pilihan hukum, penetapan hukum yang berlaku 
berdasarkan prinsip atau asas hukum perdata internasional yang akan 
ditetapkan sebagai hukum yang berlaku pada kontrak tersebut. 
Ayat (4) 
Forum yang berwenang mengadili sengketa kontrak internasional, 
termasuk yang dilakukan secara elektronik, adalah forum yang dipilih 
oleh para pihak. Forum tersebut dapat berbentuk pengadilan, arbitrase, 
atau lembaga penyelesaian sengketa alternatif lainnya. 
Ayat (5) 
Dalam hal para pihak tidak melakukan pilihan forum, kewenangan 
forum berlaku berdasarkan prinsip atau asas hukum perdata 
internasional. Asas tersebut dikenal dengan asas tempat tinggal 
tergugat (the basis of presence) dan efektivitas yang menekankan pada 
tempat harta benda tergugat berada (principle of effectiveness). 
 
Pasal 19 
Yang dimaksud dengan “disepakati” dalam pasal ini juga mencakup 
disepakatinya prosedur yang terdapat dalam Sistem Elektronik yang 
bersangkutan. 
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Pasal 20 
Ayat (1) 
Transaksi Elektronik terjadi pada saat kesepakatan antara para pihak 
yang dapat berupa, antara lain pengecekan data, identitas, nomor 
identifikasi pribadi (personal identification number/PIN) atau sandi 
lewat (password). 
Ayat (2) 
Cukup jelas. 
 
Pasal 21 
Ayat (1) 
Yang dimaksud dengan “dikuasakan” dalam ketentuan ini 
sebaiknya dinyatakan dalam surat kuasa. 
Ayat (2) 
Cukup jelas. 
Ayat (3) 
Cukup jelas. 
Ayat (4) 
Cukup jelas. 
Ayat (5) 
Cukup jelas. 
 
Pasal 22 
Ayat (1) 
Yang dimaksud dengan “fitur” adalah fasilitas yang memberikan 
kesempatan kepada pengguna Agen Elektronik untuk melakukan 
perubahan atas informasi yang disampaikannya, misalnya fasilitas 
pembatalan (cancel), edit, dan konfirmasi ulang. 
Ayat (2) 
Cukup jelas. 
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Pasal 23 
Ayat (1) 
Nama Domain berupa alamat atau jati diri penyelenggara negara, 
Orang, Badan Usaha, dan/atau masyarakat, yang perolehannya 
didasarkan pada prinsip pendaftar pertama (first come first serve). 
Prinsip pendaftar pertama berbeda antara ketentuan dalam 
Nama Domain dan dalam bidang hak kekayaan intelektual karena 
tidak diperlukan pemeriksaan substantif, seperti pemeriksaan dalam 
pendaftaran merek dan paten. 
Ayat (2) 
Yang dimaksud dengan “melanggar hak Orang lain”, misalnya 
melanggar merek terdaftar, nama badan hukum terdaftar, nama Orang 
terkenal, dan nama sejenisnya yang pada intinya merugikan Orang 
lain. 
Ayat (3) 
Yang dimaksud dengan “penggunaan Nama Domain secara tanpa hak” 
adalah pendaftaran dan penggunaan Nama Domain yang semata-mata 
ditujukan untuk menghalangi atau menghambat Orang lain untuk 
menggunakan nama yang intuitif dengan keberadaan nama dirinya atau 
nama produknya, atau untuk mendompleng reputasi Orang yang sudah 
terkenal atau ternama, atau untuk menyesatkan konsumen. 
 
Pasal 24 
Cukup jelas. 
 
Pasal 25 
Informasi Elektronik dan/atau Dokumen Elektronik yang disusun dan 
didaftarkan sebagai karya intelektual, hak cipta, paten, merek, rahasia 
dagang, desain industri, dan sejenisnya wajib dilindungi oleh Undang-
Undang ini dengan memperhatikan ketentuan Peraturan Perundang-
undangan. 
 
Pasal 26 
Ayat (1) 
Dalam pemanfaatan Teknologi Informasi, perlindungan data pribadi 
merupakan salah satu bagian dari hak pribadi (privacy rights). Hak 
pribadi mengandung pengertian sebagai berikut: 
a. Hak pribadi merupakan hak untuk menikmati kehidupan pribadi 
dan bebas dari segala macam gangguan. 
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b. Hak pribadi merupakan hak untuk dapat berkomunikasi dengan 
Orang lain tanpa tindakan memata-matai. 
c. Hak pribadi merupakan hak untuk mengawasi akses informasi 
tentang kehidupan pribadi dan data seseorang. 
Ayat (2) 
Cukup jelas. 
 
Pasal 27 
Cukup jelas. 
 
Pasal 28 
Cukup jelas. 
 
Pasal 29 
Cukup jelas. 
 
Pasal 30 
Ayat (1) 
Cukup jelas. 
Ayat (2) 
Secara teknis perbuatan yang dilarang sebagaimana dimaksud pada 
ayat ini dapat dilakukan, antara lain dengan: 
a. melakukan komunikasi, mengirimkan, memancarkan atau 
sengaja berusaha mewujudkan hal-hal tersebut kepada siapa pun 
yang tidak berhak untuk menerimanya; atau 
b. sengaja menghalangi agar informasi dimaksud tidak dapat atau 
gagal diterima oleh yang berwenang menerimanya di lingkungan 
pemerintah dan/atau pemerintah daerah. 
Ayat (3) 
Sistem pengamanan adalah sistem yang membatasi akses Komputer 
atau melarang akses ke dalam Komputer dengan berdasarkan 
kategorisasi atau klasifikasi pengguna beserta tingkatan kewenangan 
yang ditentukan. 
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Pasal 31 
Ayat (1) 
Yang dimaksud dengan “intersepsi atau penyadapan” adalah kegiatan 
untuk mendengarkan, merekam, membelokkan, mengubah, 
menghambat, dan/atau mencatat transmisi Informasi Elektronik 
dan/atau Dokumen Elektronik yang tidak bersifat publik, baik 
menggunakan jaringan kabel komunikasi maupun jaringan nirkabel, 
seperti pancaran elektromagnetis atau radio frekuensi. 
Ayat (2) 
Cukup jelas. 
Ayat (3) 
Cukup jelas. 
Ayat (4) 
Cukup jelas. 
 
Pasal 32 
Cukup jelas. 
 
Pasal 33 
Cukup jelas. 
 
Pasal 34 
Ayat (1) 
Cukup jelas. 
Ayat (2) 
Yang dimaksud dengan “kegiatan penelitian” adalah penelitian yang 
dilaksanakan oleh lembaga penelitian yang memiliki izin. 
 
Pasal 35 
Cukup jelas. 
 
Pasal 36 
Cukup jelas. 
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Pasal 37 
Cukup jelas. 
 
Pasal 38 
Cukup jelas. 
 
Pasal 39 
Cukup jelas. 
 
Pasal 40 
Cukup jelas. 
 
Pasal 41 
Ayat (1) 
Cukup jelas. 
Ayat (2) 
Yang dimaksud dengan “lembaga yang dibentuk oleh masyarakat” 
merupakan lembaga yang bergerak di bidang teknologi informasi dan 
transaksi elektronik. 
Ayat (3) 
Cukup jelas. 
 
Pasal 42 
Cukup jelas. 
 
Pasal 43 
Ayat (1) 
Cukup jelas. 
Ayat (2) 
Cukup jelas. 
Ayat (3) 
Cukup jelas. 
Ayat (4) 
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Cukup jelas. 
Ayat (5) 
Huruf a 
Cukup jelas. 
Huruf b 
Cukup jelas. 
Huruf c 
Cukup jelas. 
Huruf d 
Cukup jelas. 
Huruf e 
Cukup jelas. 
Huruf f 
Cukup jelas. 
Huruf g 
Cukup jelas. 
Huruf h 
Yang dimaksud dengan “ahli” adalah seseorang yang memiliki 
keahlian khusus di bidang Teknologi Informasi yang dapat 
dipertanggungjawabkan secara akademis maupun praktis 
mengenai pengetahuannya tersebut. 
Huruf i 
Cukup jelas. 
Ayat (6) 
Cukup jelas. 
Ayat (7) 
Cukup jelas. 
Ayat (8) 
Cukup jelas. 
 
Pasal 44 
Cukup jelas. 
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Pasal 45 
Cukup jelas. 
 
Pasal 46 
Cukup jelas. 
 
Pasal 47 
Cukup jelas. 
 
Pasal 48 
Cukup jelas. 
 
Pasal 49 
Cukup jelas. 
 
Pasal 50 
Cukup jelas. 
 
Pasal 51 
Cukup jelas. 
 
Pasal 52 
Ayat (1) 
Cukup jelas. 
Ayat (2) 
Cukup jelas. 
Ayat (3) 
Cukup jelas. 
Ayat (4) 
Ketentuan ini dimaksudkan untuk menghukum setiap perbuatan 
melawan hukum yang memenuhi unsur sebagaimana dimaksud dalam 
Pasal 27 sampai dengan Pasal 37 yang dilakukan oleh korporasi 
(corporate crime) dan/atau oleh pengurus dan/atau staf yang memiliki 
kapasitas untuk: 
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a. mewakili korporasi; 
b. mengambil keputusan dalam korporasi; 
c. melakukan pengawasan dan pengendalian dalam korporasi; 
d. melakukan kegiatan demi keuntungan korporasi. 
 
Pasal 53 
Cukup jelas. 
 
Pasal 54 
Cukup jelas. 
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