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ABSTRAK 
 Sistem kriptografi RSA digunakan untuk mengirim pesan rahasia secara aman. Untuk 
meningkatkan keamanan sistem kriptografi RSA, kunci publik n dari sistem kriptografi RSA standar yang 
merupakan hasil kali dua faktor prima p dan q yang dirahasiakan dimodifikasi menjadi hasil kali lebih 
dari dua faktor-faktor bilangan prima r, s, t, ... yang semuanya dirahasiakan sehingga faktorisasi bilangan 
n akan menjadi lebih sukar. Dengan menggunakan fungsi hash sebagai tanda tangan digital, skema baru 
pengiriman pesan melalui sistem RSA dengan tanda tangan digital yang meningkatkan kerahasiaan pesan, 
keutuhan pesan, kendali akses, otentikasi, dan non-repudiasi diusulkan melalui skripsi ini. 
Kata Kunci : Tanda Tangan Digtal, Modifikasi Sistem Kriptografi RSA. 
ABSTRACT 
RSA crypto system is used to send messages secretly and securely. In order to increase its 
security, the public key n of the system, which is the product of two secret prime factors p dan q is 
modified to be the product of more than two secret prime factors r, s, t, ... and so the factorization of n 
becomes harder. Using a hash function as digital signature, a new scheme of sending message equipped 
with digital signature that increases its security and integrity, access control, also guarantees the 
authentication, and non-repudiation of the message; is proposed through this skripsi. 
Keywords : Digtal Signature, Modified RSA. 
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