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V diplomski nalogi smo obravnavali načine o varstvu osebnih podatkov znotraj ustanove 
Zdravstveni dom Litija. Ob tem smo v teoretičnem delu najprej gledali zakone in akte, ki 
se nanašajo na varovanje osebnih podatkov, pacientove pravice ter medicinsko 
dokumentacijo.  
Glavni namen diplomskega dela je ugotoviti, ali v zdravstvu, zaradi uporabe 
računalniškega programa ISOZ21 prihaja do zlorabe osebnih podatkov. Poleg tega smo 
analizirali obstoječo zakonodajo, ki ureja področje o varovanju podatkov v zdravstvenih 
ustanovah ter se osredotočili na Zdravstveni dom Litija. 
Ugotovili smo, da se pacienti premalo zavedajo pomena varovanja osebnih podatkov in 
pravic, ki jim iz tega pripadajo, po drugi strani pa zdravstveni delavci kršitve, do katerih na 
omenjenem področju prihaja, ne počnejo zavestno, ampak so največkrat posledica ali 
neznaja ali preobremenjenosti na delovnem mestu.  
Tega se zavedajo tudi v ZD Litija in ravno zaradi tega za zaposlene pripravljajo 
izobraževanja iz omenjenega področja. Kljub temu je v preteklih letih bilo zabeleženih 
nekaj kršitev, vendar število ni bilo višje od povprečja ostalih ZD, v nekaterih letih denimo 
do kršitev ni prihajalo. Zaradi uporabe računalniškega programa ISOZ21 ne prihaja do 
večjega števila zlorab, zagotovo pa informatizacija tovrstnega dela od zaposlenih zahteva 
še več pozornosti pri obravnavi osebnih podatkov posameznika. 
Ključne besede: pacientove pravice, zloraba pravic, medicinska dokumentacija, ISOZ21, 





PROTECTION OF PERSONAL DATA OF USERS OF HEALTH SERVICES 
In our Thesis, we discussed ways to secure personal data inside the Litija Health Centre. 
Doing this, we first took a look at the laws and acts, that relate to the protection of 
personal information, patient’s rights and medical documentation. 
Our main goal was to find out, whether personal information is being abused in medicine 
due to the use of the computer programme ISOZ21. Along with this, we analysed the 
current legislation, that regulates the safety of information in medicine as well as focused 
much on the Litija Health Centre. 
We concluded, that patients are not well informed about the importance of protection of 
personal data and it’s belonging rights, on the other hand, the medical staff that do 
felonies, which are related to the topic, are not aware of their faults rather, they are a 
consequence of either a lack of knowledge or over encumbrance in the work place. 
The people in charge of the Litija Health Centre are perfectly aware of this and therefore 
try to educate regarding this topic. Regardless, in the past years there have been a few 
documented cases of felonies, but the number was not particularly higher than in most 
other Health Centres and in some years there were no felonies whatsoever. There doesn’t 
seem to be any more abuse of information due to the use of the computer programme 
ISOZ21, but the security and use of personal data requires even more attention and care 
form those employed. 
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V diplomski nalogi smo obravnavali načine o varstvu osebnih podatkov znotraj ustanove 
Zdravstveni dom Litija. Opisali smo interni akt, ki ureja področje varovanja osebnih 
podatkov ter ga navezali na Ustavo Republike Slovenije, ki ureja varstvo osebnih 
podatkov. Bolj podrobno smo pogledali pravice in dolžnosti uporabnikov zdravstvenih 
storitev (v nadaljevanju: pacientov) ter poskušali preveriti, ali prihaja do kršitev s strani 
delavcev, ki nimajo dostopa do vpogleda v posameznikove osebne podatke.  
»Osebni podatek  je katerikoli podatek, ki se nanaša na posameznika, ne glede na obliko, 
v kateri je izražen«, je zapisano v Zakonu o varstvu osebnih podatkih, in sicer v 6. členu. 
Varstvo osebnih podatkov zagotavlja Ustava Republike Slovenije, znotraj katere 38. člen 
določa, da »zbiranje, obdelovanje, namen uporabe, nadzor in varstvo osebnih podatkov 
določa zakon«. Za zakonske okvirje je značilno, da morajo biti na eni strani dovolj široki, 
ob tem pa zagotovo tehnološko nevtralni, čeprav se v praksi dogajajo različne 
interpretacije tega, prav tako pa se srečujemo, da prihaja do zlorabe posebnih podatkov, 
do katerih imajo dostop pooblaščene osebe. Usmeritve, splošne, nam na tem področju 
podaja Zakon o varstvu osebnih podatkov, ob tem pa so še drugi predpisi, ki morajo biti 
usklajeni ter poskrbeti za pravno varnost posameznika nam poda samo splošen okvir in 
usmeritve, katere naprej zapolnjujejo področne zakonodaje ter drugi predpisi, za katere je 
pomembno, da so med seboj enotni in jasni ter da se nanašajo na pravno varnost 
posameznika (Kraigher & Lemut-Strle, 2010, str. 1). 
Pravico pacienta, kadar potrebuje zdravstveno storitev, urejata posebni poglavji znotraj 
Zakona o pacientovih pravicah (Ur. l. RS, št. 15/08). To je pripomoglo k pripravi določb, ki 
v prvem odstavku 8. člena, prvega odstavka 9. člena, prvega odstavka 10. člena in 13. 
člena ZVOP-1 (ki je sistemski in temeljni predpis s področja varstva osebnih podatkov) 
določajo, da se osebni podatki lahko obdelujejo, če obdelavo osebnih podatkov in osebne 
podatke, ki se obdelujejo, določa zakon, ali če je za obdelavo osebnih podatkov podana 
privolitev posameznika. Te določbe so namenjene izvajalcem zdravstvenih storitev, ko se 
srečajo z varstvom osebnih podatkov pacientov (Kraigher & Lemut-Strle, 2010, str. 1) in se 
osredotočajo na dolžnost izvajalca zdravstvenih storitev v zvezi s pravicami pacienta in 
obsegajo seznanitev z lastno zdravstveno dokumentacijo, posmrtno varstvo pacientovih 
zdravstvenih podatkov ter dopustnost pridobivanja zdravstvenih podatkov in 
posredovanja zdravstvene dokumentacije pacienta tretjim osebam. Na te določbe se 
osredotoča tudi informacijski pooblaščenec Republike Slovenije, ki izvaja nadzor nad 
kršitvami in zlorabami teh v skladu s smernicami ustrezno ukrepa. Z zakonom seznanjeni 
subjekti, na katere se poleg posameznikov navezuje Zakon o varovanju podatkov (to so 
različni zdravstveni delavci), morajo zagotavljati vsaj minimalne standarde za ravnanje z 
osebnimi podatki pacientov (prav tam).  
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Ob vsem tem pa se nam porajajo dileme, ki se nanašajo na informatizacijo v zdravstvu. Ta 
se namreč vedno bolj razvija in postaja nenadomestljiva. Ob tem pa se porajajo vprašanja, 
ki se navezujejo na zasebne podatke pacientov in morebitnih kršitev s strani zaposlenih, 
še posebej pri pošiljanju podatkov o zdravstvenem stanju bolnika iz medicinske 
dokumentacije drugim zdravstvenim delavcem, skladno z zakonodajo (Bohinec & 
Gradišar, 1999, str. 239). Tako bomo skušali prikazati, da se uporabniki zdravstvenih 
storitev premalo zavedajo svojih pravic do informacijske zasebnosti. V ZD Litija, kjer bomo 
opravljali raziskavo, se v administrativne namene uporablja računalniški program ISOZ 21. 
Pomembno je, da se zdravstveni delavci izobražujejo na področju ozaveščanja 
pomembnosti varovanja osebnih podatkov. Potrebno je poiskati sistemski način omejitve 
obsega vpogleda oz. vpogledov v osebne podatke. Le tako bomo zagotovili višjo zaščito 
varovanih podatkov in dosegli, da bo ta tema postala realni način profesionalnega 
vedenja zdravstvenih delavcev. Pri tem je pomembno, da se pri izobraževanju naslanjamo 
na človekove pravice in njihovo poznavanje ter uporabnike zdravstvenih storitev 
seznanjamo z novostmi na področju zakonodaje (Bohinec & Gradišar, 1999, str. 240).  
Glavni namen diplomskega dela je ugotoviti, ali v zdravstvu, zaradi uporabe 
računalniškega programa ISOZ21, prihaja do zlorabe osebnih podatkov. Ob tem je bil cilj 
analizirati obstoječo zakonodajo, ki ureja področje o varovanju podatkov v zdravstvenih 
ustanovah ter se osredotočiti na Zdravstveni dom Litija ter ugotoviti, v kolikšni meri 
pacienti poznajo pravico do informacijske zasebnosti v zdravstvu in ali je kršitev po uvedbi 
računalniškega sistema več.  
Na osnovi spoznanj smo zastavili naslednje hipoteze, ki smo jih z raziskavo potrdili 
oziroma ovrgli. 
H1: Zdravstveni dom Litija deluje skladno z veljavno zakonodajo na področju varovanja 
osebnih podatkov. 
H2: Uporabniki zdravstvenih storitev se premalo zavedajo svojih pravic do informacijske 
zasebnosti. 
H3: Kljub uporabi računalniškega programa ISOZ21 je v ZD Litija malo kršitev na področju 
varstva osebnih podatkov. 
V nalogi smo metodo deskripcije uporabili pri preučevanju primarnih in sekundarnih virov 
ter literature, ki smo jih poiskali v knjižnici in na spletu, jih primerjali s pomočjo metode 
kompilacije in analize virov.  
Diplomsko delo ima teoretični in empirični del. V prvem, teoretičnem delu diplomske 
naloge, smo predstavili osnovne pojme s področja varovanja osebnih podatkov in pobližje 
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pogledali, kako bi lahko prišli do točke, ki bi zagotavljala varnost uporabnikov 
zdravstvenih storitev. Prikazali smo statistične podatke, ki se nanašajo na kršitve 
inšpekcijskih nadzorov na področju zdravstva med leti 2010–2014.  
V empiričnem delu smo pridobljene statistične podatke primerjati s primerom 
zdravstvenega doma Litija in prikazali, v kolikšni meri, v primerljivosti s Slovenijo, se 
kršitve dogajajo prav v omenjenem zdravstvenem domu in katere izmed kršitev so 
najpogostejše. 
Naloga vsebuje 6 poglavij. Po uvodnem poglavju sledi predstavitev pravnega varstva 
osebnih podatkov v Sloveniji, kjer smo natančneje predstavili Zakon o varstvu osebnih 
podatkov, Zakon o pacientovih pravicah ter Zakon o zdravstveni dejavnosti. V sklopu tega 
smo predstavili tudi medicinsko dokumentacijo. 
V tretjem poglavju smo predstavili inšpekcijski nadzor te Zdravstveni inšpektorat RS. 
Četrto poglavje je namenjeno ZD Litijo, ob splošni predstavitvi sledi predstavitev dela 
zavoda pri spoštovanju pacientovih pravicah ter elektronsko poslovanje. 
Svoja spoznanja smo s potrditvijo oziroma ovrgom hipotez potrdili v poglavju Ugotovitve, 
kjer smo podali tudi predloge. Svoja stališča smo strnili v zaključnem poglavju.  
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2 PRAVNO VARSTVO OSEBNIH PODATKOV V SLOVENIJI 
Osebni podatki in njihovo varovanje postajajo vedno bolj občutljivo področje, še posebej 
v informacijski dobi, ko do kakršnih koli podatkov lažje dostopamo. Za osebne podatke je 
značilno, da posedujejo intimne podatke posameznika, druge lastnosti …, kar pomeni, da 
se ne smejo zbirati, prosto uporabljati ali celo komu posedovati, saj njihova javna uporaba 
pomeni, da se krši njihovo posameznikova zasebnost oziroma njegovo dostojanstvo, 
osebni podatki posameznika so njegovo ime, priimek, spol, starost, zaposlitev, 
zdravstveno stanje … So pa tudi osebni podatki, ki takšnega varstva ne potrebujejo, saj iz 
njih ni moč razbrati značilnosti posameznika, ki bi mu škodovalo v zasebnem ali javnem 
življenju (Cerar, 2004, str. 58). Cvetko (1999, str. 45) pravi, da ni natančne opredelitve o 
tem, kaj lahko štejemo med osebne podatke. Nadaljuje, da gre predvsem za podatke, ki 
kažejo na lastnosti, stanje ali razmerja posameznika. To področje je običajno zelo 
občutljivo in bi moralo biti dobro zavarovano pred zlorabo in uporabo nepoklicanih 
»Osebni podatek je katerikoli podatek, ki se nanaša na določeno ali določljivo fizično 
osebo, torej posameznika, na glede na obliko, v kateri je izražen. Določljiva fizična oseba 
pa je tista, ki se jo lahko neposredno ali posredno identificira s pomočjo njenih 
identifikacijskih številk (npr. EMŠO, davčna številka, številka zdravstvenega zavarovanja, 
telefonska številka, registrska številka vozila), ali s sklicevanjem na dejavnike, ki so značilni 
za njeno fizično, fiziološko, duševno, ekonomsko, kulturno ali družbeno identiteto (npr. 
zaposlitev, naslov, funkcijo, položaj ali status v določenem subjektu, ipd.).« (Varstvo 
osebnih podatkov, 2018). 
Zakon o varstvu osebnih podatkov (v nadaljevanju: ZVOP) opredeljuje, da je obdelovanje 
podatkov opredeljeno z zelo širokim krogom ravnanj, kamor denimo spadata ročna ali 
avtomatska obdelava podatkov, urejanje, shranjevanje …, zato je potrebno biti pri 
ravnanju z njimi zelo previden. Se pa osebni podatki lahko obdelajo, kadar posameznik 
temu privoli, oziroma če tako določa zakon, kje rje zapisan tudi namen obdelave, 
posameznik pa mora biti, preden se odloči za privolitev, s tem tudi seznanjen (Varstvo 
osebnih podatkov, 2018).  
Kot bomo videli v nadaljevanju diplomskega dela, je varstvo osebnih podatkov 
zagotovljeno z najvišjim pravnim aktom, to je Ustavo Republike Slovenije, ki ji sledijo 
različni zakoni (Zakon o zdravstvenem varstvu in zdravstvenem zavarovanju, Zakon o 
varstvu osebnih podatkov, Zakon o pacientovih pravicah, zakon o zdravstveni dejavnosti), 
smernice in ne nazadnje tudi statut Zdravstvenega doma Litija.  
Vsekakor pomemben zakon je Zakon o zdravstvenem varstvu in zdravstvenem 
zavarovanju, ki omenja, da so zdravstveni delavci dolžni voditi zdravstveno dokumentacijo 
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in evidence skladno s posebnim zakonom. Poseben zakon za področje zdravstvene 
dokumentacije pa ni bil sprejet, zato v Republiki Sloveniji na tem področju uporabljamo 
Zakon o varstvu osebnih podatkov, ki bo glavno vodilo skozi diplomsko delo (Zakon o 
zdravstvenem varstvu in zdravstvenem zavarovanju, Ur. l. RS, št. 9/1992; v nadaljevanju: 
ZZVZZ). 
2.1 VARSTVO OSEBNIH PODATKOV PO USTAVI RS 
Najvišje varstvo osebnih podatkov v Republiki Sloveniji zagotavlja najvišji zakon, to je 
Ustava Republike Slovenije (Ur. l. RS, št. 33/91) (v nadaljevanju: URS). Varstvo osebnih 
podatkov je človekova pravica in temeljna svoboščina v okviru področja zasebnosti. URS v 
38. členu določa:  
»Zagotovljeno je varstvo osebnih podatkov. Prepovedana je uporaba osebnih podatkov v 
nasprotju z namenom njihovega zbiranja. Zbiranje, obdelovanje, namen uporabe, nadzor 
in varstvo tajnosti osebnih podatkov določa zakon. Vsakdo ima pravico seznaniti se z 
zbranimi osebnimi podatki, ki se nanašajo nanj, in pravico do sodnega varstva ob njihovi 
zlorabi«.  
»Varstvo osebnih podatkov je v Republiki Sloveniji ena izmed ustavno zagotovljenih 
človekovih pravic in temeljnih svoboščin in spada v okvir pravic s področja zasebnosti. 
Med te pravice prištevamo še pravico do osebnega dostojanstva in varnosti (34. člen 
Ustave RS), varstvo pravic zasebnosti in osebnostnih pravic (35. člen Ustave RS), 
nedotakljivost stanovanja (36. člen Ustave RS), varstvo tajnosti pisem in drugih občil (37. 
člen Ustave RS), svobodo izražanja (39. člen Ustave RS) ter svobodo vesti (41. člen Ustave 
RS)« (Pirc Musar, Bien, Bogataj, Prelesnik, & Žaucer, 2006, str. 19). 
V drugem odstavku 38. člena URS je zapisana obveznost zakonodajalca, da mora z 
zakonom urediti tako zbiranje kot obdelovanje, nadzor, namen in varstvo o tajnosti 
omenjenih podatkov, kar zagotavlja, da je potrebno tudi pri urejanju varstva osebnih 
podatkih v področnih zakonih prav tako upoštevati to, kar nalaga 38. člen URS. V 
področnih zakonih mora biti po mnenju Pirc Musar, Bien, Bogataj, Prelesnik, & Žaucer 
(2006, str. 20) jasno določeno, katere zbirke se bodo vodile, kaj bo namen zbiranja 
osebnih podatkov, kako dolgo naj bodo shranjeni in v kolikor je potrebno tudi omejitve 
pravic, ki se nanašajo na posameznika.  
Tako vidimo, da URS v 38. členu vsakomur zagotavlja varstvo osebnih podatkov. Bogataj 
(2006, str. 20−21) pravi, da opisana ureditev varstva osebnih podatkov predpisuje 
ureditev varstva v sistemskem zakonu, ki določa splošna pravila, obveznosti in ukrepe, s 
katerimi se preprečujejo neupravičeni posegi v zasebnost posameznika pri obdelavi 
podatkov. Tako je potrebno varstvo osebnih podatkov urediti tudi v zakonih, ki urejajo 
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posamezna področja. Iz tega izhaja, da je potrebno zakonsko na posameznem področju 
opredeliti vrste osebnih podatkov, ki jih bodo posamezne zbirke vsebovale, način zbiranja, 
čas shranjevanja ter namen uporabe zbranih osebnih podatkov.  
2.2 VARSTVO IN ZAŠČITA OSEBNIH PODATKOV V ZDRAVSTVU 
Pomembnejši predpisi, ki predstavljajo podlago za obdelavo osebnih podatkov so:  
− Zakon o varstvu osebnih podatkov (ZVOP), 
− Zakon o zbirkah podatkov s področja zdravstvenega varstva (ZZPPZ, Ur. l. RS, št. 
65/00), 
− Zakon o pacientovih pravicah (ZPacP, Ur. l. RS, št. 15/08), 
− Zakon o zdravniški službi (ZZdrS, Ur. l. RS, št. 72/06), 
− Zakon o zdravstveni dejavnosti (ZZDej, Ur. l. RS, št. 23/05) 
− Zakon o ZV in zdravstvenem zavarovanju (ZZVZZ, Ur. l. RS, št. 9/1992) in 
− Pravila obveznega zdravstvenega zavarovanja (Ur. l. RS, št. 79/94). 
2.3 ZAKON O VARSTVU OSEBNIH PODATKOV  
Po URS se vrstijo zakoni, ki urejajo različna področja in eden izmed njih je tudi Zakon o 
varstvu osebnih podatkov, ki si ga bomo pogledali v nadaljevanju. 
Prvi zakon v RS, ki ureja varstvo osebnih podatkov je ZVOP, ki je bil sprejet 24. 3. 1990. 
Temeljni cilj je bil ureditev področja varstva osebnih podatkov, določitev pravic, načel in 
ukrepov, s katerimi bi lahko preprečili nezakonite posege v integriteto človekove 
osebnosti, ki so lahko posledica zbiranja, obdelave, shranjevanja in posredovanja osebnih 
podatkov ter njihove uporabe (Bogataj, 2006, str. 21). Sledile so spremembe znotraj 
zakona, zadnji, novi ZVOP−1 pa je začel veljati 1. 1. 2005 (sprejet je bil dne, 15.7.2004) in 
ga lahko povežemo z vstopom v Evropsko unijo (1. 5. 2004 vstop Republike Slovenije v 
EU). Potrebno se je bilo ravnati po določbah evropskega pravnega reda (direktiva 
95/46ES) o varstvu posameznikov pri obdelavi osebnih podatkov (Bogataj, 2006, str. 
21−23). 
Tovrstni podatki spadajo v skupino občutljivih osebnih podatkov (19. točka 6. člen) (Ur. l. 
RS, št. 94/07). Te podatke si bomo natančneje pogledali v nadaljevanju.  
Prvi člen ZVOP-1 govori o nalogah zakona. Ti »določajo pravice, obveznosti, načela in 
ukrepe, s katerimi se preprečujejo neustavni, nezakoniti in neupravičeni posegi v 
zasebnost in dostojanstvo posameznika oziroma posameznice (v nadaljnjem besedilu: 
posameznik) pri obdelavi osebnih podatkov« (1. člen ZVOP-1). 
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Začetni del zakona (6. člen ZVOP-1) določa definicijo izrazov, ki so pomembne za 
razumevanje zakona. V nadaljevanju bomo za boljše razumevaje predstavili pomen 
pomembnih izrazov: 
− Osebni podatek je podatek, ki se nanaša na posameznika.  
− Obdelava osebnih podatkov pomeni kakršnokoli delovanje ali niz delovanj, ki se 
izvaja v zvezi z osebnimi podatki. 
− Zbirka osebnih podatkov je vsak strukturiran niz podatkov, ki vsebuje vsaj en 
osebni podatek. 
− Upravljalec osebnih podatkov je fizična ali pravna oseba ali druga oseba javnega ali 
zasebnega sektorja, ki sama ali skupaj z drugimi določa namene in sredstva 
obdelave osebnih podatkov.  
− Uporabnik osebnih podatkov je fizična ali pravna oseba ali druga oseba javnega ali 
zasebnega sektorja, ki se ji posredujejo ali razkrijejo osebni podatki. 
− Posredovanje osebnih podatkov je posredovanje ali razkritje osebnih podatkov. 
− Osebna privolitev posameznika je prostovoljna izjava volje posameznika, da se 
lahko njegovi osebni podatki obdelujejo. 
− Občutljivi osebni podatki so podatki o rasnem, narodnem ali narodnostnem 
poreklu, političnem, verskem ali filozofskem prepričanju, članstvu v sindikatu, 
zdravstvenem stanju, spolnem življenju, vpisu sli izbrisu v ali iz kazenske evidence 
ali evidenc, ki se vodijo na podlagi zakona, ki ureja prekrške. Sem spadajo tudi 
biometrične značilnosti. 
Kot cilj ZVOP-1 je Cerar (2004, str. 60) zapisal, da je z zakonom na eni strani omočeno 
zbiranje podatkov posameznikov oziroma njihovih osebnih podatkov, in sicer se lahko 
uporabijo za različne namene, po drugi strani pa zakon vendarle onemogoča zlorabe teh 
podatkov in tako varuje posameznika.  
Zakon tudi določa, da objekt varstva osebnih podatkov ne more biti pravna oseba, ampak 
je lahko fizična, ki največkrat ne pozna postopka obdelave podatkov, zato je zelo 
pomembno, da z nadziranjem obdelave podatkov in razkrivanja za to poskrbi Informacijski 
pooblaščenec (Pirc Musar ind., 2006, str. 41). 
Zakon je sestavljen iz osmih delov, prvi, deloma že zgoraj opisan, vsebuje splošne 
določbe.  
Pomembna za zdravstvene delavce in nasploh za delavce v zdravstvenih ustanovah sta 
drugi in tretji člen, to sta načelo zakonitosti in poštenosti ter načelo sorazmernosti. Prvo 
načelo se nanaša prav na obdelavo osebnih podatkov, to je da se z njimi ravna zakonito in 
pošteno, drugo načelo (3. člen) pa govori o namenih uporabe teh podatkov, namreč biti 
morajo ustrezni in primerni (2. in 3. člen ZVOP-1).  
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Naprej se zakon v drugem delu nanaša na obdelavo osebnih podatkov. Ti se lahko 
obdelujejo, če to določa zakon in če je podana osebna privolitev posameznika (8. člen 
ZVOP-1). To pomeni, da morajo biti pacienti in nasploh uporabniki zdravstvenih storitev 
seznanjeni s tem, da bodo pooblaščene osebe posegale v njihove osebne podatke in z 
njimi razpolagale, ko bodo te potrebovali. Prav tako se člen nanaša tudi na osebe, ki s 
takimi podatki upravljajo, in sicer mora biti določen namen, za kaj se bodo ti podatki 
obdelovali. 
Za nas sta pomembna tudi člena 13. in 14, ki govorita o občutljivih osebnih podatkih, 
kamor spada tudi zdravstvena dokumentacija. Občutljivi podatki morajo biti posebej 
označeni in zavarovani na način, ki bo onemogočal dostop do njih (14. člen ZVOP).  
Eden od bistvenih pogojev za učinkovito varstvo osebnih podatkov je dobro zavarovanje. 
Podrobnejše postopke in ukrepe za zavarovanje osebnih podatkov bi bilo zelo težko 
določiti, saj so odvisni od različnih okoliščin. Razlika je že v tem, ali se osebni podatki 
obdelujejo ročno ali s pomočjo sredstev za avtomatsko obdelavo podatkov. Nadalje so 
postopki in ukrepi za zavarovanje podatkov odvisni tudi od strojne in programske opreme, 
komu in na kakšen način se podatki posredujejo, upoštevati je potrebno tudi obdelavo 
posebno občutljivih osebnih podatkov, katerih obdelava mora biti skladna z določbami 
14. člena ZVOP-1.  
Potrebno se je zavedati, da se poseg v zasebnost posameznika prične z vstopom v 
zdravstveno ustanovo, v našem primeru v Zdravstveni dom Litija. 
Zakon govori tudi o načinu obveščanja posameznika, o roku hrambe osebnih podatkov, o 
pravicah posameznika, o organih, ki nadzorujejo delo s osebnimi podatki, o iznosu 
osebnih podatkov, o področnih ureditvah in kazenskih določbah. Kot vsak zakon pa tudi ta 
zakon na koncu vsebuje prehodne in končne določbe.  
Pri osebnih podatkih ZVOP-1 drugimi določa tudi tako varovanje kot tudi razrivanje 
osebnih podatkov, kdo ima dostop do zdravstvene dokumentacije ter komu in kako se 
posredujejo podatki o umrlem pacientu (Brulc, 2018).  
2.3.1 Temeljna načela ZVOP-1 
ZVOP-1 kot najpomembnejši načeli navaja:  
− Načelo zakonitosti in poštenosti,  
− načelo sorazmernosti ter  
− načelo prepovedi diskriminacije (Pavčnik, 2015, str. 21).  
S pomočjo načel je onemogočen nedovoljen poseg v osebnost posameznika, pod kar 
razumemo tudi obdelavo podatkov posameznika, prav tako pa se s pomočjo splošnih 
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načel pomaga razlagati zakonske določbe tako, da naslovnik razume zakonodajalca 
(Pavčnik, 2015, str. 362). 
V drugem členu ZVOP-1 opredeljuje v nalogi že omenjeno načelo pravičnega in zakonitega 
obdelovanja osebnih podatkov. Ta zakonitost opredeljuje, da se podatki lahko obdelujejo 
le v skladu z zakonom, oziroma s pomočjo splošnega pooblastila. Omenjeno je tudi načelo 
poštenosti, ki nalaga tistim, ki podatke obdelujejo dobronamerno delovanje (Pirc Musar 
indr., 2006, str. 33). 
V 3. členu ZVOP-1 je opredeljeno načelo sorazmernosti, ki določa, da morajo biti podatki, 
ki se obdelujejo, vsebinsko in količinsko primerni in v skladu z namenom, za katerega se 
bodo uporabili. Obdelujejo se lahko le podatki, ki so potrebni, da se doseže nek namen, 
na kar mora še posebej biti pozoren tisti, ki podatke obdeluje (Pirc Musar indr., 2006, str. 
45). 
Ob tem ne smemo pozabiti na načelo prepovedi diskriminacije, ki po Pirc Musar idr., 
(2006, str. 50) pomeni, da je »varstvo osebnih podatkov zagotovljeno vsakemu 
posamezniku ne glede na narodnost, raso, barvo, veroizpoved, etnično pripadnost, spol, 
jezik, politično ali drugo prepričanje, spolno usmerjenost, premoženjsko stanje, rojstvo, 
izobrazbo, družbeni položaj, državljanstvo, kraj oziroma vrsto prebivališča ali katerokoli 
drugo osebno okoliščino«. 
2.3.2 Zavarovanje osebnih podatkov 
24. člen ZVOP-1 govori o zavarovanju osebnih podatkov. Ta »obsega organizacijske, 
tehnične in logično – tehnične postopke in ukrepe, s katerimi se varujejo osebni podatki, 
preprečuje slučajno ali namerno nepooblaščeno uničevanje podatkov, njihova 
sprememba ali izguba ter nepooblaščena obdelava.« 
Rovšek (2005, str. 64) pravi, da se je varstvo osebnih podatkov v zadnjih letih 
osamosvojilo kot posebno področje varstva človekovih pravic v okviru širše pravice do 
zasebnosti. V Evropi je varstvu osebnih podatkov namenjena posebna Konvencija o 
varstvu posameznika.  
Kot prvo izpostavljeno je pravilo, da je potrebno varovati prostore, opremo in sistemsko 
programsko opremo. Da bomo zavarovali osebne podatke, je potrebno preprečevati 
nepooblaščen dostop do osebnih podatkov pri prenosu, kar vključuje tudi prenos po 
omrežjih in telekomunikacijah. Prav tako je potrebno zagotoviti učinkovit način blokiranja, 
uničenja ter izbrisa osebnih podatkov. Obdelava osebnih podatkov mora biti v mejah 
pooblastil uporabnika teh podatkov. Ne nazadnje pa je potrebno opozoriti, da so 
posamezniki, ki upravljajo z osebnimi podatki dolžni varovati tajnost osebnih podatkov, s 
katerimi se seznanjajo ob opravljanja njihovih funkcij (24. člen ZVOP). 
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2.3.3 Kaj prinaša nova Splošna uredba (EU) o varstvu podatkov 
Evropski parlament in Svet EU sta leta 2016 dosegla dogovor o novih pravilih Evropske 
unije, ki se nanašajo na varstvo osebnih podatkov, in sicer je bila 24. 5. 2016 sprejeta  
Uredba (EU) 2016/679, ki se je neposredno, v vseh državah, tudi v Sloveniji začela 
uporabljati 25. 5. 2018 (Kaj prinaša nova Splošna uredba EU o varstvu podatkov, 2016). 
Nova uredba želi posameznikom omogočiti, da bodo nadzorovali svoje osebne podatke, 
to poenotiti in dvigniti na višjo raven znotraj Evropske unije. V sklopu tega je omogočen 
lažji dostop do osebnih podatkov, posameznik ima pravico do pozabe, kar pomeni, da v 
kolikor ne želi, da se njegovi osebni poadtki hranijo in ni pravne podlage za to, lahko 
doseže zbris osebnih podatkov, prav tako ima pravico vedeti, kako dolgo se osebni 
podatki hranijo, uveljavlja lahko pravico do prenosljivosti osebnih podatkov, kadar 
denimo želi zamenjati ponudnika nekih storitev … Da se sme zbrati osebne podatke, mora 
biti dokazljivo, prav tako tudi o prenehanju veljavnosti soglasja.  
Splošna Uredba (EU) 2016/679 upošteva pri varovanju osebnih podatkov načelo 
odgovornosti, kar pomeni, da morajo pooblaščenici, ki upravljajo z osebnimi podatki, 
ravnati na eni strani preventivno, na drugi strani pa tudi proaktivno. Pri tem je zelo 
pomembno na eni strani zaupanje, na drugi strani pa zavedanje o pomenu osebnih 
podatkov in pravice izbire posameznika. Cilji Splošna Uredba (EU) 2016/679 so namreč na 
eni strani poenotena pravila, ki se nanašajo na osebne podatke, ob tem pa tudi zaščita 
osebnosti, novi pristopi pri obravnavanju osebnih podatkov ter večja transparenstost pri 
obdelavi in prenosu podatkov.  
Uredba se vsekakor dotika tudi obdelave osebnih podatkov v zdravstvene namene, in 
sicer osebno menimo, da bo treba spoštovati denimo načelo hrambe osebnih podatkov, 
kjer jih bo treba časovno omejiti na najkrajši rok, ob tem pa spremljati, ali je hramba 
osebnih podatkov, glede na namen, še potrebna. Vse podatke pa, v kolikor je to želja 
pacienta, njemu (kateri podatki se obdelujejo, s katerim namenom …), podati.  
2.3.4 Varstvo in zaščita osebnih podatkov v zdravstvu 
Zdravstveni podatki so po ZVOP-1 šteje občutljivi osebni podatki. Njihovo obdelavo v 
posebnih primerih ureja 13. člen ZVOP-1: 
− »Kadar je posameznik za to podal izrecno osebno privolitev, ki je praviloma pisna, 
v javnem sektorju pa tudi določena z zakonom; 
− če je obdelava potrebna zaradi izpolnjevanja obveznosti in posebnih pravic 
upravljavca osebnih podatkov na področju zaposlovanja v skladu z zakonom, ki 
določa tudi ustrezna jamstva pravic posameznika; 
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− če je obdelava nujno potrebna za varovanje življenja ali telesa posameznika, na 
katerega se osebni podatki nanašajo, ali druge osebe, kadar posameznik, na 
katerega se osebni podatki nanašajo, fizično ali poslovno ni sposoben dati svoje 
privolitve iz 1. točke tega člena; 
− če jih za namene zakonitih dejavnosti obdelujejo ustanove, združenja, društva, 
verske skupnosti, sindikati ali druge nepridobitne organizacije s političnim, 
filozofskim, verskim ali sindikalnim ciljem, vendar le, če se obdelava nanaša na 
njihove člane ali na posameznike, ki so v zvezi s temi cilji z njimi v rednem stiku, ter 
če se ti podatki ne posredujejo drugim posameznikom ali osebam javnega ali 
zasebnega sektorja brez pisne privolitve posameznika, na katerega se nanašajo; 
− če je posameznik, na katerega se nanašajo občutljivi osebni podatki, te javno 
objavil brez očitnega ali izrecnega namena, da omeji namen njihove uporabe; 
− če jih za namene zdravstvenega varstva prebivalstva in posameznikov ter vodenja 
ali opravljanja zdravstvenih služb obdelujejo zdravstveni delavci in zdravstveni 
sodelavci v skladu z zakonom; 
− če je to potrebno zaradi uveljavljanja ali nasprotovanja pravnemu zahtevku; 
− če tako določa drug zakon zaradi izvrševanja javnega interesa.« (Zdravstveni 
podatki, 2018). 
Klančar (2012) izpostavi, da se zdravnik družinske medicine pri svojem delu srečuje s 
številnimi dilemami pri ravnanju z zdravstveno dokumentacijo in seveda z varovanjem 
osebnih podatkov. Zdravnik je lastnik nosilcev zdravstvenih podatkov o osebah in skrbnik 
osebnih podatkov. Bolnik ima pravico vpogleda v zdravstveno dokumentacijo, dovoljeni 
pa so tudi prepisi izvirnikov ali drugačen prenos izvirne vsebine, ne pa tudi izvirnih 
nosilcev podatkov. Zdravstvena dokumentacija je izjemnega pomena za koordinacijo 
zdravljenja slehernega bolnika. Urejena zdravstvena dokumentacija je tudi ogledalo 
zdravnika, zdravstvene organizacije in sistema zdravstvenega varstva. Zdravstveni podatki 
so opredeljeni kot »občutljivi osebni podatki«. Lastnik podatkov je bolnik, na katerega se 
podatki nanašajo. Lastnik nosilcev podatkov pa je javni zavod, pri katerem se hrani 
dokumentacija, in ta mora poskrbeti za ustrezno varovanje podatkov. Za izvajanje 
pravilnika in s tem zavarovanje bolnikovih podatkov je neposredno odgovoren zdravnik, 
pri katerem se hrani bolnikova zdravstvena dokumentacija. Vsaka organizacija mora imeti 
notranji pravilnik o varovanju osebnih podatkov, s katerim so podrobno opredeljeni 
pogoji zbiranja podatkov, vodenja evidenc, hranjenje podatkov, določitev varovanih 
prostorov, režim vstopa v varovane prostore, dostop do podatkov, pogoji in način 
uničevanja podatkov ter režim posredovanja podatkov drugim upravičencem. Vsi 
zaposleni in zunanji sodelavci, ki pri svojem delu obdelujejo in uporabljajo osebne 
podatke, morajo biti seznanjeni z Zakonom o varstvu osebnih podatkov, z drugo 
zdravstveno zakonodajo ter z vsebini pravilnika svoje organizacije o varovanju podatkov. 
Seznanjenost z njimi potrjuje pisna izjava zaposlenega oz. zunanjega sodelavca o 
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seznanitvi z ukrepi in postopki za zavarovanje osebnih podatkov. Lastništvo nosilcev 
podatkov je povezano z odgovornostjo varovanja podatkov, ki jih ti vsebujejo. Vsaka 
organizacija mora določiti prostore, ki imajo status varovanih prostorov in v katerih velja 
režim, ki ga ureja pravilnik o varovanju podatkov.  
ZVOP-1 v 91. členu za prekomerno obdelavo občutljivih osebnih podatkov določa globo 
4.172,92 EUR do 12.518,77 EUR za pravno osebo (Zdravstveni podatki, 2018). 
Rijavec (2009, 33‒34) ugotavlja, da smo v času moderne tehnologije na eni strani 
podvrženi nastajanju različnih baz osebnih podatkov, ki jih vodijo različne ustanove za 
lastne potrebe, na drugi strani pa poslušamo novice o zlorabi različnih osebnih podatkov. 
URS v 38. členu vzpostavlja t. i. obdelovalni model, ki obdelavo osebnih podatkov 
omogoča le, če temelji na zakonu, in ne pozna načelne svobodne obdelave osebnih 
podatkov. Osebni podatki v zdravstvu se zbirajo o določeni osebi, pacientu, obdelava 
podatkov mora biti zakonita in poštena (ZVOP-1 3. člen). Mora biti ustrezna in po obsegu 
primerna glede na namene, za katere se zbirajo podatki in se nadalje obdelujejo (ZVOP-1, 
4.člen). V baze podatkov ni dopustno vnašati katerih koli podatkov, temveč samo tiste, za 
katere je upravljalec zbirke posebej pooblaščen z zakonom. To je dopustno le v skladu z 
namenom zbiranja, vendar pri vseh vrstah podatkov ni potrebna enaka stopnja varovanja. 
Ta je odvisna od posameznikovega interesa, da se določen podatek ohrani kot skrivnost. 
Podatki o pacientu so del informacijskega sistema kartice zdravstvenega zavarovanja ali 
centralne evidence zdravstvene dokumentacije. Ker je na podlagi strukturnega niza 
podatkov možno določiti oz. je omogočena določljivost posameznika, je še posebej na 
področju varstva pacientovih pravic potrebno zagotoviti, da se zdravstveni delavci in 
zdravstveni sodelavci zavedajo, da z razkritjem določenih podatkov kršijo dolžnost 
varovanja poklicne skrivnosti.  
Ločiti je potrebno pojem »poslovne skrivnosti«, ki je širši kot pojem »zbirke osebnih 
podatkov «, ki so ciljno vodene in imajo zakonsko podlago. Uporaba in druga obdelava 
pacientovih zdravstvenih in drugih osebnih podatkov je za potrebe zdravljenja in izven 
postopkov zdravstvene oskrbe dopustna le na podlagi pacientove privolitve ali privolitve 
oseb, ki imajo pravico do privolitve v medicinski poseg ali zdravstveno oskrbo, če pacient 
ni sposoben odločanja o sebi (Zakon o pacientovih pravicah, 44. člen). Uporabo teh 
podatkov izven postopkov zdravstvene oskrbe pa lahko določa tudi Zakon o pacientovih 
pravicah (44. člen, 1. ods. 6 člena), in sicer brez privolitve, če so uporabljeni za namene 
epidemioloških in drugih raziskav spremljanja kakovosti in varnosti zdravstvene oskrbe ali 
medicinskih objav, kadar prijavo zdravstvenega stanja zahteva zakon, ali kadar se zaradi 
potreb zdravljenja. 
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2.4 ZAKON O PACIENTOVIH PRAVICAH 
V 43. členu Zakona o pacientovih pravicah (v nadaljevanju: ZPacP) je zapisana zasebnost 
pri opravljanju zdravstvene storitve, ki določa, da morajo izvajalci zdravstvenih storitev pri 
vsaki oskrbi spoštovati pacientovo zasebnost. Pacientu se mora omogočiti, da so pri 
posegu navzoči le zdravstveni delavci, ki opravljajo posege, osebe, za katere pacient želi, 
da so navzoče, osebe, ki imajo pravico do privolitve v medicinski poseg in druge osebe, če 
tako določa zakon. Če so prisotne osebe, za katere je potrebno zdravstveno 
izobraževanje, mora v to privoliti pacient. 
ZPacP je s tem, ko želi urediti odnos med pacienti in zdravstvenimi delavci, izhodišče, na 
osnovi katerega se spoštujejo in zagotavljajo pravice pacientov. Pacient je po zakonu 
šibkejši člen in ga zakon ščiti, tudi tako, da mu daje pravico do aktivne vloge in 
soodločanja na ta način, da ima v omenjenem odnosu tudi dolžnosti (Marinič, 2009).  
V 44. členu ZPacP je določeno, da ima pacient pravico do zaupnosti podatkov, s katerimi 
morajo zdravstveni delavci ravnati v skladu z načelom zaupnosti. Uporaba in obdelava 
pacientovih podatkov je dopustna na podlagi pacientove privolitve ali privolitve oseb, ki 
imajo do privolitve v poseg, če pacient sam ne more odločati o sebi. Pacient ima tudi 
pravico določiti osebe, ki se lahko seznanijo z njegovo dokumentacijo. 
Privolitev za obdelavo podatkov pa ni potrebna, če gre za namene epidemioloških 
raziskav, če istovetnost zaradi spremljanja kakovosti ni ugotovljiva, kadar prijavo stanja 
zahteva zakon ali kadar se zaradi zdravljenja podatki posredujejo drugemu izvajalcu. 
2.4.1 Pacientove pravice 
Zakon o pacientovih pravicah v 1. členu splošnih določb določa pravice, ki jih imajo 
pacienti kot uporabniki zdravstvenih storitev pri vseh izvajalcih zdravstvene dejavnosti, 
postopke uveljavljanja teh pravic, kadar so kršene, in tudi dolžnosti. Zakon omogoča 
enakopravno, primerno in varno zdravstveno oskrbo, temeljiti mora na zaupanju in 
spoštovanju med pacientom in zdravnikom ter zdravstvenim sodelavcem. 
Pri uresničevanju pravic pacientov se morajo upoštevati tudi načela, in sicer spoštovanje 
vsakega kot človeka in tudi spoštovanje njegovih verskih, kulturnih in drugih prepričanj, 
telesne in duševne celovitosti in varnosti, varstvo največje zdravstvene koristi za pacienta, 
zlasti otroka, spoštovanje zasebnosti, samostojnosti pri odločanju o zdravljenju, 
spoštovanje osebnosti in dostojanstva (ZPacP, 3. člen). Določbe tega člena pa ne smejo 
posegati v pacientove pravice, ki so določene z drugimi zakoni. Pacientove pravice se 
uveljavljajo v okviru sodobne medicinske doktrine, hkrati so vezane na sistem 
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zdravstvenega zavarovanja, lahko pa so pacientove pravice omejene z zakoni s področja 
zagotavljanja javnih varnosti in zdravja (ZPacP, 4. člen). 
Med pacientove pravice po 5. členu ZPacP sodijo: pravica do dostopa do zdravstvene 
oskrbe in preventivnih storitev, do enakopravnega dostopa in obravnave, do proste izbire 
zdravnika, do primerne in kakovostne zdravstvene oskrbe, do spoštovanja pacientovega 
časa, do obveščenosti in o sodelovanju, do samostojnega odločanja o zdravljenju, do 
upoštevanja izražene volje, do preprečevanja in lajšanja trpljenja, do drugega mnenja, do 
seznanitve z zdravstveno dokumentacijo, do varstva zasebnosti in podatkov, do 
obravnave kršitve pacientovih pravic in do brezplačne pomoči pri uresničevanju 
pacientovih pravic (ZPacP, II poglavje, 5. člen). 
2.4.2 Varovanje poklicne skrivnosti 
Zdravstveni delavci se pri svojem delu z bolniki srečujejo s podatki, ki jih je potrebno 
varovati in jih lahko razkrijejo osebam, ki so to z zakonom pooblaščene oziroma to dovoli 
posameznik, nosilec podatkov. Podatke o zdravstvenem stanju pacientu lahko poda 
zdravnik, ki je lečeči zdravnik posameznika, druge osebe, ki sodelujejo pri negi ali oskrbi 
pa teh podatkov ne smejo razkrivati. Tudi zdravnik se glede na zdravstveno stanje 
pacienta odloči, katere podatke o njegovi bolezni mu bo razkril, pacient pa se potem 
odloči, ali bodo informacije, in koliko informacij, bodo izvedeli tudi najožji sorodniki 
(Varstvo osbenih podatkov, 2018). 
Kot poklicno skrivnost so vsi zdravstveni delavci in sodelavci varovati vse, kar pri 
opravljanju svojega poklica ali dela zvedo o pacientu, zlasti informacije o zdravstvenem 
stanju pacienta, osebnih, družinskih in o socialnih razmerah. Vendar pacient, starši oz. 
skrbniki otroka pred dopolnjenim 15. letom, oseba, ki je imela pravico do privolitve v 
medicinski poseg, če pacient ni bil sposoben odločati o sebi, sodišče ali druge osebe, 
kadar to določa zakon, lahko razrešijo dolžnosti varovanja informacij zdravstvenega 
delavca, ki so mu podatki dosegljivi zaradi narave dela. Zdravnik lahko tudi sporoči 
informacije o zdravstvenem stanju pacienta, če je to nujno potrebno za varovanje 
življenja ali preprečitev hudega poslabšanja zdravja drugih oseb. Z dopolnjenim 15. letom 
ima pacient pravico pisno na obrazcu ali ustno ob navzočnosti dveh polnoletnih prič 
določiti, komu, kdaj in katere informacije o njegovem zdravstvenem stanju sme, mora ali 
ne sme zdravnik ali druga oseba, ki jo je zdravnik pooblastil, sporočiti, razen če drugače 
določa zakon. Izvajalec zdravstvenih storitev ob smrti pacienta ne glede na njegovo 
prepoved sporočanja o zdravstvenem stanju na primeren način obvesti ožje družinske 
člane o smrti pacienta. Izvajalci zdravstvenih storitev morajo ne glede na voljo pacienta, 
vsak primer nedovoljenega sporočanja posebej raziskati in ugotoviti morebitno 
odgovornost zdravstvenih delavcev. Obvestiti morajo tudi pacienta, pristojnega 
zastopnika pacientovih pravic in informacijskega pooblaščenca (ZPacP, 2008, 45–46. člen). 
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Pravica pacienta so varovanje njegovih osebnih podatkov, vključno z imenom in 
priimkom, kar izhaja v že prej zapisanih pravicah. V 43. členu pa je natančneje opredeljena 
pravica do varovanja osebnih podatkov, pacientu pa je omogočeno, da zahteva ustrezne 
ukrepe in varovanje zasebnosti tudi v času izvajanja zdravstvene oskrbe, kamor sodi 
pogovor, ki preprečuje, da bi o njegovem zdravstvenem stanju poslušali ostali pacienti, 
oziroma da se preprečijo pogledi nepooblaščenih oseb v zdravstveno dokumentacijo 
posameznika (Novak indr., 2009, str. 218−220). 
44 člen ZPacP natančneje opredeljuje pravico pacientov do varstva osebnih podatkov, saj 
je v 1. odstavku zapisano »da ima pacient pravico do zaupnosti osebnih podatkov vključno 
s podatki o obisku pri zdravniku in drugih podrobnostih o svojem zdravljenju«. 2. člen pa 
zavezuje zdravtsvene delavce, da z zaupnimi podatki pacienta ravnajo v skladu s predpisi, 
ki tovrstno področje urejajo. Pri tem je potrebno upoštevati vse organizacijske in tehnične 
ukrepe, ki podpirajo ravnanje v smislu varovanja osebnih podatkov (Novak indr., 2009, 
str. 222−224).  
2.4.3 Pravica do obravnave kršitev pacientovih pravic 
Če posamezni pacient meni, da so mu bile kršene pravice, določene z Zakonom o varstvu 
pacientovih pravic, ima pravico do njihove obravnave in sicer: po prvi obravnavi pred 
osebo izvajalca zdravstvenih storitev na podlagi pacientove pisne ali ustne zahteve ali po 
drugi obravnavi kršitve pacientovih pravic pred Komisijo RS za varstvo pacientovih pravic 
na podlagi pacientove pisne ali ustne zahteve (ZPacP, 14.poglavje, 47. člen ). 
Po 48. členu ZPacP morajo postopki za varstvo pacientovih pravic zagotavljati 
obveščenost in podporo pacientu, preprosto, pregledno, hitro in učinkovito reševanje, 
brezplačno svetovanje in pomoč zastopnika pacientovih pravic, nepristranskost, sprotno 
dokumentiranje dokumentov, reševanje in končanje postopka tam, kjer je nastal povod 
zanj, ustno obravnavanje, izključitev javnosti in možnost za mirno rešitev sporov. Tudi ožji 
družinski člani lahko zahtevajo uvedbo postopkov, če pacient s tem soglaša. Uveljavitev 
kršitev pacientovih pravic po ZPaC ni pogoj za uresničevaje pravice do morebitnega 
sodnega varstva. 
Pacient lahko nezadovoljstvo ali z oskrbo ali z delom medicinskega osebja izrazi že tekom 
obravnava, saj mu to dovoljujeta 56. in 57. člen ZPacP. Kadar z osebo, zoper katero se 
pritožuje, ne more najti kompromisa, lahko vloži zahtevo za obravnavanje pacientovih 
pravic, in sicer pri za to pooblaščeni.  
Zaradi neustreznega odnosa zdravstvenih delavcev se lahko zahteva vloži v času 15 dni, 
kar je določeno z 59. členom ZPacP, zaradi neustrezno nudene pomoči pa v 30 dneh. V 
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primeru, da se posledice pokažejo kasneje, lahko to posameznik naredi v roku treh 
mesecev.  
Z 61. členom ZPacP je določeno, da lahko za to pristojna osebo, ko prejme zahtevek, temu 
ugodi, lahko pa pacientu svetuje in ga napoti na pristojno osebo, bodisi pravno bodisi 
fizično, ki lahko, kot je zapisano v 62. členu ZPacP posameznika povabi na ustno 
obravnavo, kjer je lahko pristojen tudi posameznik z določenega področja.  
Druga obravnava se vrši pred Komisijo Republike Slovenije za varstvo pacientovih pravic, 
in sicer lahko v obliki poravnave, mediacije ali pred tričlanskim senatom, sestavljenim iz 
nevladnih organizacij, kot je predvideno s 70 členom ZPacP.  
Izbrana je lahko tudi mediacija, ki se izvaja na mnogih sodiščih. Gre za obliko 
alternativnega reševanja sporov s pomočjo nevtralne tretje osebe, ki s svojim delovanjem 
strankam pomaga doseči sporazum. Postopek je hiter, neobvezujoč in zaupen ter nikakor 
ne vpliv na morebitni kasnejši spor med strankama na sodišču. Edini pogoj za izvedbo 
mediacije je soglasje obeh pravdnih strank. Stranke se na koncu mediacije dogovorijo za 
obvezujočo rešitev v obliki sodne ali izvensodne poravnave (Mediacija, 2018). 
Druga oblika alternativnega reševanja sporov je nevtralna ocena spora. Z njo sodišče 
strankam ponuja možnost, da se seznanijo s prednostmi in s slabostmi njihovega 
pravnega položaja v pravdi in s pričakovano odločitvijo sodišča. Gre za neobvezujoč, 
zaupen postopek, v katerem nevtralna oseba analizira dejanska in pravna razmerja med 
strankama (Mediacija, 2018). 
2.5 ZAKON O ZDRAVSTVENI DEJAVNOSTI 
V 45. členu zakona je posebej določeno, da zdravstveni delavci in tudi sodelavci v skladu s 
sprejeto zdravstveno doktrino in kodeksom medicinske deontologije oz. z drugimi 
etičnimi kodeksi,opravljajo zdravstveno dejavnost. Dolžni so varovati kot poklicno 
skrivnost podatke o posameznikovem zdravstvenem stanju, o okoliščinah, vzrokih in o 
posledicah tega stanja. Podatke morajo varovati vse osebe, ki so jim taki podatki 
dostopni. Le lečeči zdravnik lahko posreduje podatke ožjim družinskim članom ali 
skrbniku. Nobenih podatkov se ne sme dajati drugim ljudem, javnosti in tudi objaviti se jih 
ne sme, če bi se s tem razkrili identiteto bolnika (ZZDej, VI. poglavje, 51. člen). 
Nadzor za zagotovitev strokovnosti dela zdravstvenih delavcev in zdravstvenih sodelavcev 
ter zavodov ureja Zakon o zdravstveni dejavnosti (Ur. l. RS, št. 23/05).  
Izvajajo se: 
− Interni strokovni nadzor, ki ga izvajajo zdravstveni delavci in sodelavci s 
samonadzorom in odgovorni za strokovnost dela v zavodu; 
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− strokovni nadzor s svetovanjem, ki ga izvaja pristojna zbornica v sodelovanju s 
klinikami, kliničnimi inštituti ali kliničnimi oddelki in drugi zavodi; 
− upravni nadzor, izvaja ga ministrstvo, pristojno za zdravje; 
− nadzor, ki ga izvaja Zavod za zdravstveno zavarovanje Slovenije (ZZDej). 
Strokovni nadzor s svetovanjem pa opravi pristojna zbornica oz. strokovno združenje na 
predlog zavarovane osebe, delodajalca, zdravstvenega delavca oz. zavoda ali na drug 
predlog. Najkasneje v roku 15 dni po pregledu mora biti sestavljen ugotovitveni zapisnik s 
predlogi ukrepov in rokov za odpravo morebitnih pomanjkljivosti (ZZDej). 
Upravni nadzor nad zakonitostjo dela zdravstvenih zavodov izvaja ministrstvo, pristojno 
za zdravje na podlagi programa ali na predlog bolnika, svojca ali skrbnika, zdravstvenega 
zavoda, delodajalca, zbornice, sodišča ali po lastni presoji.  
2.6 MEDICINSKA DOKUMENTACIJA  
Za varstvo osebnih podatkov ima položaj nadzornega organa državni nadzorni organ, ki 
opravlja inšpekcijski nadzor nad izvajanjem določb, ki urejajo ali obdelujejo osebne 
podatke oz. izvajajo iznos osebnih podatkov iz RS. Državni nadzorni organ pri delu 
sodeluje z državnimi organi, organi Evropske unije za varstvo posameznikov, 
mednarodnimi organizacijami, zavodi, združenji ter drugimi organizacijami in organi glede 
vprašanj, ki so pomembna za varstvo osebnih podatkov. Dajejo tudi predhodna mnenja 
ministrstvom, državnemu zboru in drugim institucijam, ki urejajo osebne podatke. Državni 
nadzorni organ lahko skladno z 49. členom Zakona o varstvu osebnih podatkov izdaja 
notranje glasilo, literaturo, na spletni strani objavlja predhodna mnenja, objavlja zahteve, 
objavlja odločbe in sklepe sodišč, daje neobvezna mnenja o skladnosti kodeksov poklicne 
etike, daje in pripravlja neobvezna mnenja s področja varstva osebnih podatkov, izvaja 
konference za medije v zvezi z delom državnega nadzornega organa, objavlja na spletni 
strani pomembna obvestila. 
2.7 MEDICINSKA DOKUMENTACIJA IN PRAVICE BOLNIKOV 
Medicinska dokumentacija je izvirno in reproducirano (pisano, risano, tiskano, 
fotografirano, filmano, fonografirano, magnetno, optično ali kako drugače zapisano) 
dokumentirano gradivo ne glede na obliko ali vrsto nosilca podatkov. Je prejeto ali nastalo 
pri delu izvajalca zdravstvene dejavnosti in je neposredno povezano z zagotavljanjem 
zdravstvenega varstva posameznega pacienta. V osnovnem zdravstvu se o posamezniku 
vodi zdravstveni karton (Zakon o zbirkah podatkov s področja zdravstvenega varstva (Ur. 
l. RS, št. 65/00, v nadaljevanju ZZPPZ) Pod pojmom zdravstveni karton se označuje 
zdravstveno dokumentacijo, v kateri se zbirajo vsi podatki o bolnikih, njihovih bolezenskih 
stanjih, družinskih ali drugih razmerah, preiskavah ali pregledih pri tem bolniku. 
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Zdravstveni podatki o posamezniku so v domači kot tudi v tuji zakonodaji EU opredeljeni 
kot »občutljivi osebni podatki« (Kersnik, Tušek & Bunc, 2007, str. 155). Poleg zdravstvenih 
podatkov bolnikov so v skladu z zakonodajo občutljivi tudi vsi podatki o zaposlenih. Pri 
ravnanju z osebnimi podatki nam je, kadar smo v dvomu, pomembno vodilo tudi Kodeks 
medicinske etike in deontologije. Bolnik je lastnik podatkov o samem sebi, zato ni 
nobenega dvoma, da jih ima pravico dobiti (zahtevati) kadar koli v postopku diagnostike 
ali zdravljenja.  
Medicinska dokumentacija je v procesu zdravljenja bolnika eden izmed najpomembnejših 
podpornih stebrov. Večina držav jo zato obravnava posebej v svoji zakonodaji. Urejena 
medicinska dokumentacija je neprecenljivega pomena v postopku obravnave zdravljenja 
bolnika. Izvirniki se hranijo v originalu in se skrbno varujejo (Pravice bolnikov do 
zdravstvene dokumentacije, 2012).  
Medicinsko dokumentacijo je potrebno skrbno voditi in vanjo vnašati vse podatke o času 
nastanka, za nazaj se dokumentacija ne spreminja. Vsi zaposleni morajo upoštevati etične 
kodekse, s temeljno zahtevo po spoštovanju zasebnosti bolnikov in tajnosti njihovih 
zdravstvenih podatkov, o katerih so izvedeli pri opravljanju poklica (ZPacP 44. člen). 
Nespoštovanje teh pravil se po prej omenjenem zakonu šteje za hujšo kršitev. Če ZPacP 
30. člen ne opredeljuje drugače, je zdravnik dolžan posredovati osebne podatke iz 
zdravstvene dokumentacije uporabnikom oz. lastnikom podatkov. Zakon dopušča tudi 
posredovanje drugim uporabnikom, a samo, če so za njihovo uporabo pooblaščeni z 
zakonom ali na podlagi pisne zahteve ali privolitve posameznika, na katerega se podatki 
nanašajo.  
Bolnik lahko uveljavlja pravico do vpogleda v zdravstveno dokumentacijo, dovoljeni pa so 
tudi prepisi izvirnikov ali drugačen prenos izvirne vsebine podatkov, ne pa izvirnih nosilcev 
podatkov. Vpogleda v podatke in zahteve po prepisu ali prenosu vsebine upravičencu ni 
treba utemeljevati in je upravljalec ne sme z ničemer pogojevati. Bolnik lahko zahtevo 
naslovi na upravljalca podatkov tudi ustno, priporočljivo pa je, da zaradi morebitnih 
sporov to stori pisno (Kersnik, Tušek Bunc, 2007, str.158 ). Problem nastane v načinu oz. 
obliki posredovanja. V nobenem primeru ne sme bolnik sam odnesti nosilcev podatkov 
izven varovanih prostorov, da bi jih prepisal, fotokopiral ali skeniral. Razlog je preprosta 
možnost izgube ali uničenja dela ali celotne zdravstvene dokumentacije, kar ima za 
posledico izgubo bolnikovih bolezni in stanj, izgubo možnosti uveljavljanja premoženjskih 
pravic bolnika in izgubo dokaznega gradiva v pravdnih zadevah.  
Po 41. členu ZPacP ima do vpogleda in prepisa zdravstvene dokumentacije pacient ob 
prisotnosti zdravnika ali drugega zdravstvenega delavca neoviran vpogled. Fotokopiranje 
mora zagotoviti izvajalec zdravstvenih storitev. Vsakemu, ki ima pravico do seznanitve s 
pacientovimi podatki, se omogoči seznanitev pod pogojem, da je zagotovljena njihova 
29 
identifikacija. Vpogled mora izvajalec zdravstvenih storitev pacientu omogočiti najpozneje 
pet delovnih dni po prejemu zahteve. Lahko pa izvajalec zaračuna materialne stroške v 
skladu s predpisi s področja varovanja osebnih podatkov. Osebe, ki so po zakonu ali 
pooblastilu pacienta upravičene do odločanja o pacientovi zdravstveni oskrbi, imajo 
pravico, da se seznanijo s pacientovo dokumentacijo, kadar imajo pravico odločanja o 
zdravstveni oskrbi pacienta in v obsegu, ki je potreben za odločanje. Tudi do svojega 
elektronskega zapisa in do podatkov v informacijskem sistemu kartice zdravstvenega 
zavarovanja, ima pacient pravico do uporabe, če zdravstveni sistem to omogoča. 
V primeru kršitve pri seznanitvi z zdravstveno dokumentacijo, imajo pacienti in druge 
osebe pravico vložiti tožbo pri Informacijskem pooblaščencu. 
42. člen ZPacP določa, kako poteka seznanitev z zdravstveno dokumentacijo po pacientovi 
smrti, kjer imajo pravico do seznanitve osebe, za katere je pacient predhodno dal izrecno 
privolitev. Pravico do seznanitve imajo zakonec, zunajzakonski partner, otroci, posvojenci, 
če teh ni, pa starši umrlega. Omogoči se jim le dostop do tistih podatkov, ki so potrebni za 
dosego zakonitega namena seznanitve. Tudi druge osebe, ki izkažejo pravni interes z 
ustrezno listino, imajo omogočen dostop do tistih podatkov, ki so potrebni za 
uveljavljanje njihovega pravnega interesa. Se pa ta zahteva lahko zavrne, če je pacient 
pred smrtjo pisno ali ustno v navzočnosti dveh prič to izrecno prepovedal. Vendar imajo 
kljub temu pravico do seznanitve z zdravstveno dokumentacijo v delu, ki se nanaša na 
razloge, ki utegnejo bistveno vplivati na njihovo zdravje, pacientovi starši, potomci, 
zakonec, zunajzakonski partner, bratje, sestre. Seznanitev izvede izbrani zdravnik 
umrlega. O zahtevi odloči izvajalec zdravstvenih storitev v 15 dneh od prejema 
obrazložene zahteve. 
2.7.1 Vrsta medicinske dokumentacije 
Medicinska dokumentacija zajema vse medicinske osebne podatke ter tudi kartico 
zdravstvenega zavarovanja posameznika. Pri pregledu bolnika nastane prva 
dokumentacija, ki predstavlja zbirko osebne podatke o posamezniku. Dostop do teh 
podatkov imajo zaposleni, zato morajo biti primerno zavarovani, da nepooblaščeni nimajo 
dostopa do prostorov, kjer so shranjeni pacientovi dokumenti. Zdravstvena ustanova 
mora voditi ustrezno medicinsko dokumentacijo, ker je urejena medicinska 
dokumentacija neprecenljivega pomena za ustrezno zdravljenje pacienta, za spremljanje 
bolezni, hkrati pa je to dokument o pacientovih najbolj zasebnih zadevah (ZZDej, 54. člen ) 
Osnovna medicinska dokumentacija vsebuje po definiciji Zakona o zbirkah podatkov v 
zdravstvu (ZZPPZ, Ur. l. RS, št. 65/00) osnovne podatke pacienta:  
− Osebno ime,  
− datum rojstva,  
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− spol,  
− enotna matična številka pacienta (EMŠO),  
− številka zdravstvenega zavarovanja,  
− vrste in obseg zdravstvenih zavarovanj,  
− zakonski stan,  
− izobrazba in delo, ki ga opravlja,  
− naslov stalnega bivališča, telefon, elektronski naslov.  
Sekundarni pa so podatki o zdravstvenem stanju pacienta in o poteku zdravljenja, 
družinska, socialna in klinična anamneza, cepljenja, nosečnost in predviden datum 
poroda, krvna skupina, alergije, diagnoze, terapije, datum smrti in njen vzrok, napotitve, 
identifikacija zdravnika in drugega zdravstvenega osebja.  
Med osnovno zdravstveno dokumentacijo se štejejo naslednji dokumenti:  
− Napotnice in delovni nalogi,  
− izvidi in odpustnice,  
− recepti in naročilnice, 
− zdravniška spričevala in potrdila,  
− diagnostično dokumentarno gradivo (Pravica do seznanitve z medicinsko 
dokumentacijo, 2009).  
V kolikor gre za premestitev ali preselitev bolnika ali če bolnik izbere drugega zdravnika, 
mora zdravnik oz. zdravstveni zavod na novo izbranemu zdravniku posredovati vso 
zdravstveno dokumentacijo o bolniku (Zakon o zdravniški službi 54. člen ). 
Zdravniška skrivnost obsega vse podatke osebne narave, ki jih zdravnik izve pri 
opravljanju dela. Gre tako za podatke, ki jih pacient ustno zaupa svojemu zdravniku kot za 
podatke, s katerimi se zdravnik seznani pri pregledu, jih izve iz medicinske dokumentacije 
ali se kako drugače pokažejo pri stikih s pacientom (Šetinc Tekavc, 1999, str. 93).  
Po priporočilu je medicinski podatek vsak podatek, ki se nanaša na zdravstveno stanje 
posameznika. Posebej določa, da je treba šteti tudi vse podatke, ki so v tesni povezavi z 
zdravstvenim stanjem posameznika, ter t.i. genetske podatke, ki kažejo na dedne lastnosti 
posameznika (Krušič Mate, 2010, str. 147).  
Po 13. členu ZVOP-1 medicinski podatki sodijo v kategorijo občutljivih osebnih podatkov, 
za katere je potrebno še skrbnejše varovanja in zaščite in nikoli ne morejo biti informacije 
javnega značaja in je uporaba možna le v posebnih primerih, na primer, kadar posameznik 
poda osebno dovoljenje ali se varuje življenje posameznika, na katerega se nanašajo 
osebni podatek …  
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V Konvenciji o varstvu posameznika glede na avtomatsko obdelavo podatkov (Uradni list 
RS, št. 3−18/1994) so navedene tudi definicije pojmov, ki naj bi jih države podpisnice 
upoštevale pri definiciji pojmov o nacionalni zakonodaji. Konvencija za določene vrste 
osebnih podatkov postavlja strožje pogoje, ki morajo biti izpolnjeni zato, da jih je sploh 
dovoljeno zbirati, obdelovati in shranjevati. Med te podatke spadajo tudi osebni podatki, 
ki opisujejo zdravstveno stanje posameznika. Ti podatki se ne smejo obdelovati, če 
nacionalna zakonodaja ne določi primerne zaščite (Krušič Mate, 2010, str. 147).  
2.8 KARTICA ZDRAVSTVENEGA ZAVAROVANJA (KARTICA ZZS) 
Izdajatelj KZZ je Zavod za zdravstveno zavarovanje Slovenije. Imetnik KZZ je oseba, ki ji je v 
skladu z zakonom, ki ureja zdravstveno varstvo in zdravstveno zavarovanje, priznana 
lastnost zavarovane osebe in oseba, ki je v skladu s pravnim redom EU oziroma 
mednarodno pogodbo izenačena glede uveljavljanja pravic iz zakona. Na sprednji strani 
KZZ, ki je pravokotne oblike, dolžine 85,6 mm in širine 54 mm, je oznaka, da gre za KZZ, 
šifra izdajatelja, identifikacijska številka imetnika KZZ (ZZZS številka), številka izvoda KZZ, 
ime in priimek imetnika KZZ, ki se zaradi tehničnih omejitev okrajšata, če sta daljša od 31 
znakov, rojstni dan imetnika in datum poteka veljavnosti KZZ. Na hrbtni strani KZZ so 
zapisani napotki o načinu ravnanja v primeru izgube ali najdbe KZZ in opozorilo o 
prepovedi zlorabe KZZ. Kartica zdravstvenega zavarovanja je listina in identifikacijski 
dokument zavarovane osebe, s katero se izkazuje pri uveljavljanju pravic iz obveznega 
zdravstvenega zavarovanja in s katero se dostopa do podatkov, ki so potrebni za 
uveljavljanje pravic iz zdravstvenega zavarovanja. Pri uveljavljanju zdravstvenih storitev so 
zavarovane osebe dolžne pokazati kartico zdravstvenega zavarovanja izvajalcem 
zdravstvenih storitev ter delavcem zavoda zaradi preverjanja lastnosti zavarovane osebe 
in utemeljenosti zahtev do pravic iz zdravstvenega zavarovanja (Pravilnik o kartici 
zdravstvenega zavarovanja, Ur. l. RS, št. 89/08). 
Z vročitvijo kartice zavarovana oseba omogoči zdravstvenim delavcem elektronski dostop 
do različnih podatkov: 
− O zavarovani osebi (ime in priimek, naslov, spol in datum rojstva),  
− zavezancih za prispevek (registracijska številka, naziv, naslov, vrsta plačnika 
prispevka),  
− obveznem zdravstvenem zavarovanju (veljavnost zavarovanja),  
− prostovoljnem zdravstvenem zavarovanju (zavarovalnica, vrsta police, veljavnost 
zavarovanja),  
− izbranih osebnih zdravnikih (splošnem zdravniku oz. pediatru, zobozdravniku, 
ginekologu),  
− izdanih medicinskih pripomočkih, izdanih zdravilih, nosečnosti in postopkih 
oploditve z biomedicinsko pomočjo in  
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− o prostovoljni opredelitvi za posmrtno darovanje organov in tkiv za presaditev 
(Kartica zdravstvenega zavarovanja, 2018).  
Vsi podatki, ki so zapisani v evidencah ZZZS, so zavarovani pred nepooblaščenim 
dostopom, tako da jih lahko berejo le imetniki profesionalnih kartic (zdravstveni delavci in 
drugi pooblaščeni delavci). Praviloma je dostop do podatkov mogoč samo s hkratno 
uporabo kartice zdravstvenega zavarovanja in profesionalne kartice. Dostop do podatkov 
brez kartice zdravstvenega zavarovanja je mogoč samo v izjemnih primerih (ko kartica ne 
deluje ali v primeru nujne medicinske pomoči). Pristopne pravice pri dostopanju podatkov 
imajo različne skupine zdravstvenih delavcev, npr. administrativni delavec sme dostopati 
le do administrativnih podatkov, zdravnik in farmacevt pa lahko bereta tudi podatke o 
zdravilih. Komisija RS za medicinsko etiko odobri različnim skupinam zdravstvenih 
delavcev shemo pooblastil. V skladu z veljavnimi predpisi vodijo upravljalci zbirk podatkov 
evidenco dostopov do podatkov o zavarovanih osebah (Kartica zdravstvenega 
zavarovanja, 2018).  
Slika 1: Kartica zdravstvenega zavoranja 
 
Vir: Kartica zdravstvenega zavarovanja (2018) 
2.9 OSVEŠČENOST POSAMEZNIKA O ZBIRANJU PODATKOV 
Pravica pacienta do vpogleda v njegovo medicinsko dokumentacijo je ena pomembnih 
opornih točk informirane privolitve. Poleg tega pomeni omejevanje te pravice tudi 
omejevanje pacientove pravice do pravnega varstva v primeru spora. Pacient se namreč 
brez vpogleda v svojo dokumentacijo pogosto ne more odločiti, ali bi poiskal pravno 
varstvo ali bi se morda odločil za zdravljenje pri drugem zdravniku (Krušič Mate, 2010, str. 
150). 
Pacient ima ob prisotnosti zdravnika ali drugega zdravstvenega delavca oz. sodelavca 
pravico do neoviranega vpogleda in prepisa zdravstvene dokumentacije, ki se nanaša 
nanj. Izvajalec zdravstvenih stroritev torej mora zagotoviti pacientu vpogled in prepis 
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njegove zdravstvene dokumentacije. Tudi pacientov pooblaščenec in druga oseba, ki 
lahko namesto pacienta odloča o njegovi zdravstveni oskrbi (ZPacP, 41. člen).  
To pravico ima tudi pacientov pooblaščenec in druga oseba, ki lahko namesto pacienta 
odloča o njegovi zdravstveni oskrbi. Pacient, ki je sposoben odločanja o sebi, pa lahko za 
uresničevanje te pravice pisno pooblastilo pisno pooblasti katerokoli osebo, ki je 
sposobna odločanja o sebi in je dopolnila 18 let (ZPacP, 41. člen). 
Vendar se lahko te osebe seznanijo le s tistim delom pacientove zdravstvene 
dokumentacije, ki se nanaša na konkretno zdravstveno oskrbo, o kateri odločajo, in samo 
v tistem obsegu, ki je potreben za odločanje (ZPacP, 41. člen). 
Vsak bolnik ima pravico dostopati do svoji osebnih zdravstvenih podatkov, zato morajo 
zdravstveni uslužbenci ravnati po zakonu in spoštovati njegovo željo. Včasih izredne 
razmere povzročijo, da se morajo razkriti zdravstveni podatki o bolniku, ampak le v 
takšnem obsegu, da pride do odprave teh razmer. Da bi se zdravstveni podatki obdelovali 
v druge namene, je potrebno pridobiti dovoljenje samega bolnika ali njegovega 
zastopnika. Bolniki oz. njihovi zastopniki morajo vedeti vse o osebnih podatkih, ki se 
zbirajo, kakšen je način zbiranja, kakšni so ukrepi v okviru zagotavljanja varnosti teh 
podatkov, na kakšen način se ti podatki posredujejo, kakšno je morebitno razkritje, 
kakšne pravice imajo bolniki, če bi morali nujno spremeniti zdravstvene podatke in vse 
drugo, poznati morajo nacionalne predpise ter načela glede razkrivanja osebnih podatkov. 
Obveščeni morajo biti o nujno potrebnem posredovanju osebnih zdravstvenih podatkov 
za njihove zdravstvene potrebe. Bolniku je potrebno predočiti prednosti, ki jih prinaša 
posredovanje osebnih podatkov z neuradnim skrbnikom, pogovoriti se je treba z 
bolnikom, če bi se moralo v postopek zdravljenja vključiti organe in institucije, ki 
zagotavljajo različne zdravstvene storitve. Če se pacient odloči za zavrnitev sodelovanja z 
organi ali institucijami, je treba odločitev spoštovati, razen če gre za drugačne interese. 
Prav tako morajo zdravstveni delavci od bolnika dobiti privolitev, če sami organi in 
institucije zahtevajo osebne podatke bolnika (Pirc Musar, 2018). 
V nekaterih primerih je potrebno osebne zdravstvene podatke bolnikov razkriti v okviru 
pravne obveznosti, zato se je v tej zadevi nujno pogovoriti z bolnikom. Če pa bi ta 
razgovor razkril namen razkritja podatkov, ta ni smiseln, zato morajo zdravstveni delavci 
zagotoviti, da je razkritje podatkov, podano organu, ki je sprožil razkrivanje. Izvajalci 
zdravstvenih storitev morajo vsakokratni zdravstveni oskrbi uporabniku zdravstvenih 
storitev zagotavljati spoštovanje zasebnosti. Varstvo zasebnosti pri opravljanju 
zdravstvene dejavnosti zagotavlja 43. člen Zakona o pacientovih pravicah (2008), prvi 
odstavek 44. člena istega zakona pa varstvo in zaupnost osebnih podatkov, vključno s 
podatki o obisku pri zdravniku in podrobnostmi takšnega obiska. Namen obiska določene 
osebe pri izvajalcu zdravstvenih storitev lahko razkrijejo podatki pošiljatelja na pismu za 
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uporabnika zdravstvenih storitev v primeru, da je na pisemski ovojnici poleg naslova 
uporabnika zdravstvenih storitev odtisnjen žig zdravstvenega zavoda. Kombinacija teh 
podatkov lahko razkrije poštnim uslužbencem, članom družine in drugim, ki se slučajno 
soočijo s pošiljko, posameznikovo zdravstveno stanje in pomeni poseg v zasebnost 
naslovnika (Marinič, 2012, str. 239).  
2.10 SMERNICE ZA ZAVAROVANJE OSEBNIH PODATKOV V ZDRAVSTVU  
Vsi bolniki imajo pravico do zasebnosti in zaupnosti svojih osebnih podatkov, zato 
upravičeno pričakujejo, da bodo vsi, ki delujejo na področju zdravstva, zaupnost njihovih 
osebnih podatkov dosledno varovali. Vsak bolnik ima pravico do zasebnosti, dolžnost 
zaposlenih v zdravstvu pa je, da, ne glede na način, na katerega so bili osebni podatki 
pridobljeni ali posredovani, vzdržujejo zaupnost podatkov (Brulc, 2018). 
Te smernice za zavarovanje osebnih podatkov v zdravstvu govorijo o zaupnosti v 
zdravstvu in zasebnosti in zasebnosti osebnih podatkov ter veljajo za vse zdravstvene 
delavce. So del Evropskih standardov o zaupnosti in zasebnosti v zdravstvu, ki 
opredeljujejo te smernice in vsebujejo priporočila za zdravstvene institucije, ki temeljijo 
na etičnih in pravnih načelih. Vsi standardi so v osnovi etični standardi, razviti v pravnem 
kontekstu, v katerem zdravstveni delavci odločajo o varovanju, rabi in razkrivanju zaupnih 
podatkov. Vseh delavcev v zdravstvu pa ne vežejo iste pravne obveze o zaupnosti, vendar 
pa vse veže etična dolžnost vzdrževanja zaupnosti (Marinič, 2012, str. 237). 
V smernicah za zdravstvene delavce o zaupnosti in zasebnosti v zdravstvu, je precej 
pozornosti namenjene potrebam ranljivih bolnikov, potrebe teh bolnikov so večje in 
možnosti za prekršitev teh večje. Smernice za zdravstvene delavce o zaupnosti in 
zasebnosti v zdravstvu, obravnavajo tri področja varovanja, rabe in razkrivanja: 
− Varovanje, raba in razkrivanje osebnih podatkov o bolnikih za njihove zdravstvene 
potrebe, 
− varovanje, raba in razkrivanje osebnih podatkov o bolnikih za rabo v zdravstvene 
namene, ki niso neposredno povezani z njihovimi zdravstvenimi potrebami in 
− obveznosti in upravičenost do razkritja osebnih podatkov o bolnikih za rabo v 
namene, ki niso povezani z njihovimi zdravstvenim potrebami (Evropske smernice 
za zdravstvene delavce o zaupnosti in zasebnosti v zdravstvu, 2016). 
Smernice za zavarovanje osebnih podatkov vključujejo nekatere določbe o osebnih 
podatkih, ki so ključni za zaposlene v zdravstvu in tudi za vse ostale upravljalce z osebnimi 
podatki. To so po Evropskih smernicah za zdravstvene delavce o zaupnosti in zasebnosti v 
zdravstvu (2016) ključna načela o zaupnosti v zdravstvu. Zdravstveni delavci morajo 
spoštovati naslednja ključna načela o zaupnosti, in sicer imajo posamezniki temeljno 
pravico do zasebnosti in zaupnosti svojih zdravstvenih podatkov, imajo pravico do 
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nadzora nad dostopom in razkritjem svojih zdravstvenih osebnih podatkov, imajo 
možnost da podelijo, odrečejo ali odvzamejo pooblastila v primeru razkritja osebnih 
podatkov, na katerega bolnik ni pristal, in da morajo zdravstveni delavci upoštevati 
nujnost in sorazmernost razkritja podatkov ter spremljajoče tveganje. 
Ko zdravstveni delavec meni, da je razkritje podatkov v interesu bolnika, ki ni zmožen 
odločanja, se mora posvetovati s pravnim zastopnikom bolnika (vključno s starši/varuhom 
mladoletnika). Če pravni zastopnik ne izda pooblastil, mora zdravstveni delavec slediti 
najboljši praksi svoje države za reševanje spora. V izrednih razmerah lahko pride do rabe 
ali razkritja zaupnih podatkov o bolniku, vendar le do tolikšne mere, da se izredne 
razmere razrešijo. Zaupnost osebnih podatkov o bolniku je treba spoštovati tudi po 
njegovi smrti. Če je bolnik z zmožnostjo odločanja pred smrtjo izrecno izrazil željo do 
zaupnosti svojih podatkov, je treba to željo spoštovati. Če zdravstveni delavec meni, da je 
razkritje podatkov po bolnikovi smrti nujno potrebno, zaželeno ali pa je prejel zahtevo po 
razkritju, bolnik pa želje po varovanju osebnih podatkov ni izrecno izrazil, mora delavec 
razmisliti o razkritju podatkov drugim osebam ali o razkritju zaradi pravno zaščitenega 
javnega interesa (Pirc Musar, 2018). 
Zdravstveni delavci morajo spoštovati željo bolnika po dostopu do osebnih zdravstvenih 
podatkov in ravnati v skladu s pravnimi obvezami na podlagi prava o varstvu osebnih 
podatkov. Zdravstveni delavci morajo bolnike ali njihove pravne zastopnike obveščati v 
skladu z njihovimi potrebami in to: kateri osebni podatki se zbirajo in shranjujejo, o 
namenu zbiranja in shranjevanja osebnih podatkov, o ukrepih, ki zagotavljajo zaupnost 
osebnih podatkov, do kakšnega posredovanja osebnih podatkov navadno prihaja, o 
možnostih razkritja in druge obdelave osebnih podatkov o bolnikih, o njihovih pravicah do 
dostopanja in spreminjanja osebnih zdravstvenih podatkov, kadar je to potrebno (Pirc 
Musar, 2018). 
Bolniki ali njihovi pravni zastopniki morajo biti obveščeni o tem, kakšno posredovanje 
osebnih podatkov je nujno potrebno za bolnikove osebne zdravstvene potrebe. Če so 
obveščeni na ta način, izrecna privolitev ni potrebna, ampak je za etično posredovanje 
osebnih zdravstvenih podatkov dovolj že domnevna privolitev. O potencialnih prednostih 
posredovanja osebnih podatkov z neuradnim skrbnikom se je potrebno pogovoriti z 
bolnikom ali njegovim pravnim zastopnikom. Kljub temu da je lahko takšno posredovanje 
osebnih podatkov koristno, ne izniči dolžnosti zdravstvenih delavcev po zaupnosti (Pirc 
Musar, 2018). 
V zadnjih letih se je odnos med zdravnikom in pacientom temeljito spremenil. Zakon o 
zdravstvenem varstvu namreč določa, da je bolnik že subjekt, ki v partnerstvu z 
zdravnikom odloča o zdravljenju svoje bolezni (Bohinec & Gradišar, 1999, str. 242).  
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Bolnik, subjekt v procesu obravnave na vseh ravneh zdravstvenega varstva, ima 
diskrecijsko pravico, da kot prvi ali zadnji odloča, ali sme o njegovih osebnih in 
zdravstvenih posebnostih zdravstveni delavec javno spregovoriti po tem, ko je odvezan 
zdravniške molčečnosti. Dolžnost varovanja poklicne molčečnosti je zakon razširil na vse 
zdravstvene in druge delavce v zdravstvu pa tudi ustanove, ki se navezujejo na 
zdravstveno dejavnost (Pirc Musar, 2018).  
2.11 INFORMACIJSKI POOBLAŠČENEC 
Z Zakonom o informacijskem pooblaščencu (ZinpF, Ur. l. RS, št. 113/05) je bil ustanovljen 
samostojen in neodvisen organ informacijski pooblaščenec, ki po 1. členu ZInpF združuje 
dostop do informacij javnega značaja in varstvo osebnih podatkov. 
Informacijski pooblaščenec kot drugostopenjski organ odloča o pritožbah prosilcev po 
Zakonu o dostopu informacij javnega značaja, ko prvostopenjski organ zavrne ali zavrže 
zahtevo za dostop do informacij javnega značaja ali pa v primeru molka organa, ko 
zavezanec v roku 20 delovnih dni prosilcu ne odgovori. Pristojen jej tudi za reševanje 
pritožb pri zavrnitvi ponovne uporabe informacij javnega značaja (ZInpF, 2. člen).  
Informacijski pooblaščenec odloča o pritožbi pacientov in drugih upravičenih oseb ob 
kršitvi določbe, ki ureja seznanitve z zdravstveno dokumentacijo. Izvajalec zdravstvenih 
storitev se v tem postopku šteje kot prvostopenjski organ (41. člen ZPacP). Odloča tudi o 
pritožbi v zakonu opredeljenih oseb zoper delno ali v celoti zavrnjeno zahtevo za 
seznanitev z zdravstveno dokumentacijo po pacientovi smrti (42. člen ZPacP). Skladno s 
sedmim odstavkom 45. člena ZPacP odloča o pritožbi upravičenih oseb zoper delno ali v 
celoti zavrnjeno zahtevo za seznanitev, ki se nanaša na dolžnost varovanja informacij o 
zdravstvenem stanju pacienta, vendar le, če gre za informacije, ki izvirajo iz zdravstvene 
dokumentacije.  
2.12 INFORMACIJSKA ZASEBNOST 
Informatika v zdravstvu se vedno bolj razvija in postaja nenadomestljiva. Prinaša pa tudi 
nevarnosti in rojeva etične dileme. Nevarnosti, ki nastanejo v informacijski tehnologiji, pa 
se kažejo zlasti v tem, da lahko zaradi neustrezne zaščite pride do kršitve informacijske 
zasebnosti. Uporabniki zdravstvenih storitev se premalo zavedajo svojih pravic do 
informacijske zasebnosti, ki so zajete v Splošni deklaraciji o človekovih pravicah, v načelih 
Evropske skupnosti in v Deklaraciji o bolnikovih pravicah, ki so bile sprejete v Amsterdamu 
leta 1994, in v drugih dokumentih (Bohinec & Gradišar, 1999, str. 239). 
Tudi v našem zdravstvu prihaja v ospredje zaščita osebnih podatkov ter varstvo 
informacijske zasebnosti. Pojavljajo pa se vprašanja pravne ureditve, tehnične zaščite in 
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nove etične dileme, ki se porajajo zlasti v zvezi z dostopnostjo in obdelavo osebnih 
podatkov s strani administrativnega osebja, ko ne najdejo dovolj natančnega odgovora v 
etičnih kodeksih (Brulc, 2018).  
Pri varovanju osebnih podatkov osebje zavezujejo zakonska določila (ZVOP-a, Zakon o 
pacientovih pravicah, Kodeks etike in deontologije, Ustava RS … ), kako je treba varovati 
podatke kot poklicno skrivnost. Etične dileme pa se pojavijo v sobi, pred drugimi bolniki, 
pri razlagi problemov študentom na praksi, ob posvetih ekip pred drugimi bolniki, na 
seminarjih, predavanjih. Številne dileme pa se pojavijo tudi, ko se pošiljajo osebni podatki 
iz medicinske dokumentacije drugim zdravstvenim delavcem. Za kakovostno zaščito 
informacijske zasebnosti je potrebno izobraziti zdravstvene delavce in to tako, da bosta 
zaščita in varovanje postala način profesionalnega vedenja. Potrebno je zmanjšati 
pomanjkljivo poznavanje človekovih pravic in pravic pacientov, ki ogroža varovanje 
osebnih podatkov. Informacijska zasebnost – prvo definicijo srečamo v ZDA – je bila 
določena kot pravica posameznika do tega, da ga pustijo pri miru. Danes pa je zasebnost 
opredeljena bolj natančno. Bohinc in Gradišar (1999, str. 240) pravita, da poznamo tri 
vrste zasebnosti: 
− Zasebnost v prostoru, ki se nanaša na željo posameznika, da ima možnost biti sam, 
ločen od fizične prisotnosti drugih ljudi. Kako se ta pravica zagotavlja bolnikom v 
zdravstvenih organizacijah bi bilo potrebno raziskati. 
− Zasebnost osebnosti, ki pomeni svobodo misli, prepričanja in njihovega izražanja.  
− Informacijska zasebnost, ki postaja vse pomembnejša z uporabo informacijskih 
tehnologij. Informacijska zasebnost je v zakonodaji določena z uporabo osebnih 
podatkov o posamezniku, o statusu, lastnostih, stanju in razmerjih posameznika.  
Pri zbiranju, obdelavi, prenosu in shranjevanju podatkov in pri njihovi uporabi je potrebno 
upoštevati pravico do informacijske zasebnosti. Kadar zdravstveni delavci zaradi 
nenatančnosti pri delu napačno vnesejo podatke ali kadar so podatki nepopolni in 
neažurirani, lahko bolnik utrpi materialno ali moralno škodo. Informacijski zasebnosti v 
procesih zdravstvene dejavnosti je zaradi specifičnih lastnosti potrebno posvetiti še večjo 
pozornost (Bohinc & Gradišar 1999, str. 240).  
Kot lahko vidimo, poznamo različne vrste zasebnosti. V zdravstvu, kar se tiče uslužbencev, 
ki upravljajo z osebnimi podatki, je pomembna predvsem informacijska zasebnost, ki 
vključuje osebne podatke uporabnikov zdravstvenih storitev. 
Varovanje vseh osebnih podatkov, ki so osebno določljivi, je informacijska zasebnost. 
Varovanje osebnih podatkov je določeno z varovanjem zasebnosti in zaupnosti, kar 
pomeni, da podatki ne smejo in ne morejo biti razkriti tistim, ki jim niso namenjeni. Vsak 
lahko daje svoje osebne podatke ali informacije na vpogled, vendar lahko zahtevajo 
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omejitev uporabe samo za strogo določene namene. Pomembo pri tem je lastništvo 
informacije (Bohinc & Gradišar, 1999, str. 240)  
Več kot 15 zakonskih dokumentov, deklaracij in kodeksov etike in deontologije (Ustava 
RS, Zakon o zdravstveni dejavnosti RS (Ur. l. RS, št. 9/92 in 26/92), Zakon o varstvu 
osebnih podatkov RS (Ur. l. RS, št.19/91), Kodeks etike zdravnikov in kodeks etike 
medicinskih sester) predstavlja okvir zaščite in varovanja podatkov na področju zdravstva, 
kamor spadajo medicinski, osebni in poslovni podatki (Bohinc & Gradišar, 1999, str. 240). 
V primerjavi z vsebino Deklaracije o človekovih pravicah in pacientovih pravicah in naše 
zakonske določbe so pravice pacientov dobro opredeljene. Po novi zakonodaji morajo vsi 
zdravstveni zavodi imeti Pravice in dolžnosti pacientov izobešene na vidnem mestu, kar 
veliko prispeva k boljši informiranosti bolnikov in svojcev. Informacijska zasebnost je 
zaradi premajhne pozornosti lahko ogrožena. V zdravstvu je varnost informacijskega 
sistema odvisna od narave le tega. 
Iz zgoraj napisanega razberemo, da javne ustanove, med katere spada ZD Litija, skušajo 
ozaveščati svoje uporabnike o njihovih pravicah in dolžnostih. Tako ozaveščanje pa 
vsebuje tudi ozaveščanje o osebnih podatkih, s katerimi se srečujejo delavci, ki z njimi 
rokujejo. 
Zakon o varstvu osebnih podatkov temelji na načelih, ki so vsebovana v smernicah OECD 
iz leta 1980 in v Konvenciji Evropskega sveta, in opredeljuje avtomatske obdelave (Bohinc 
& Gradišar, 1999, str. 241). Najbolj tipične skupine podatkov so: identifikacijski podatki o 
posamezniku, podatki, ki se nanašajo na rasno poreklo in pripadnost narodnosti, podatki 
o družinskem razmerju, podatki o stanovanjskih in bivalnih pogojih posameznika, podatki 
o zaposlitvi, podatki o socialnem in ekonomskem stanju, podatki o izobrazbi, podatki o 
zdravstvenem stanju ... 
Informacijsko zasebnost najbolj ogrožajo napake pri vnosu podatkov o bolniku v 
računalnik, ne dovolj jasno opredeljena razpoložljivost podatkov, uničenje podatkov, 
spreminjanje podatkov, razkritje podatkov, zanikanje sprejema podatkov in popačenje 
podatkov (Pirc Musar, 2018). 
Kot vidimo, je prav uslužbenec, ki dela z osebnimi podatki, običajno kriv, da pride do 
ogrožanja teh podatkov ali celo do zlorabe osebnih podatkov. 
Tveganja pa je možno zmanjšati s sistematičnimi ukrepi za varnost in nadzor – 
varnostnimi ukrepi, ukrepi za preprečevanje dostopa do informacij virov tistim, ki za to 
nimajo pooblastil, poročila o prekrških, ki ogrožajo varnost sistema (Bohinc & Gradišar, 
1999, str. 241). Tveganost zmanjšamo tudi z boljšo zaščito strojne opreme in z 
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ozaveščanjem ljudi, ki jim zaupamo delo z osebnimi podatki. Ne samo človek, tudi strojna 
oprema je včasih tista, ki lahko ogrozi delo z osebnimi podatki.  
Možnost kršitve informacijske zasebnosti lahko zmanjšamo, če upoštevamo temeljna 
načela vnosa v informacijski sistem: osebni podatki morajo biti pridobljeni in obdelani na 
zakonit in pošten način, smejo se shranjevati le za vnaprej določene in zakonite namene, 
podatki morajo biti vsebinsko ustrezni glede na namen njihove uporabe, morajo biti točni 
in morajo biti shranjeni v obliki, ki omogoča določitev posameznika, na katerega se 
nanašajo, vendar le toliko časa, kot je potrebno za določen namen (Bohinc & Gradišar, 
1999, str. 241). 
Predvsem je pomembno, da so delavci seznanjeni s temeljnimi načeli, saj lahko s tem 
preprečijo marsikatero zlorabo in hkrati spoštujejo tako svoje paciente kot tudi zakon in 
nenazadnje svoje delo. 
Zaščito pravic in interesov lahko dosežemo s skupnim delovanjem na področjih, kot so: 
zakonodaja, poklicni kodeksi, lista pravic bolnikov, strokovne in znanstvene konference, 
seminarji, vključevanje medijev v informiranju javnosti o pravicah bolnikov in 
odgovornostih zdravstvenih delavcev, da je ohranjena osebnostna integriteta človeka in 
da so spoštovane njegove naravne, socialne in kulturne pravice (Pirc Musar, 2018).  
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3 INŠPEKCIJSKI NADZOR 
50. člen ZVOP-1 določa, da se za opravljanje inšpekcijskega nadzora uporabljajo določbe 
zakona, ki ureja inšpekcijski nadzor, kolikor zakon ne določa drugače. Državni organ v 
okviru inšpekcijskega nadzora nadzoruje zakonitost obdelave osebnih podatkov, 
nadzoruje ustreznost ukrepov za zavarovanje osebnih podatkov ter izvajanje postopkov in 
ukrepov za zavarovanje osebnih podatkov, nadzoruje izvajanje določb zakona, ki urejajo 
zbirke osebnih podatkov, register zbirk in posredovanje osebnih podatkov uporabnikom 
osebnih podatkov in nadzoruje izvajanje določb zakona glede iznosa osebnih podatkov v 
tretjo državo in posredovanje osebnih podatkov tujim uporabnikom (ZVOP-1, 51. člen). 
Inšpekcijski nadzor opravlja nadzornik v mejah pristojnosti državnega nadzornega organa. 
Mora izkazati pooblastilo za opravljanje nalog inšpekcijskega nadzora (ZVOP-1, 52. člen). 
Nadzornik je upravičen pregledovati dokumentacijo, zbirke osebnih podatkov, 
dokumentacijo in akte, ki urejajo zavarovanje osebnih podatkov, preverjati ukrepe in 
postopke za zavarovanje osebnih podatkov in opravljati druge zadeve, določene z 
zakonom (ZVOP-1, 53. člen). 
3.1 INŠPEKCIJSKI UKREPI 
ZVOP-1 v 54. členu določa, kakšne pravice ima nadzornik, ki pri opravljanju državnega 
nadzora ugotovi kršitev zakona, ki ureja varstvo osebnih podatkov in kako lahko ukrepa. 
Lahko se opredeli, da se nepravilnosti, ki jih ugotovi, odpravijo na način in v roku, ki ga 
sam določi ali pa odredi prepoved obdelave osebnih podatkov osebam javnega ali 
zasebnega sektorja, odredi prepoved obdelave osebnih podatkov ter anonimiziranje, 
blokiranje, brisanje ali uničenje osebnih podatkov, odredi prepoved iznosa osebnih 
podatkov v tretjo državo, odredi druge ukrepe, določene z zakonom. Ni pa mogoče 
odrediti teh ukrepov zoper osebo, ki v elektronskem komunikacijskem omrežju opravlja 
storitve prenosa podatkov, vključno z začasnim shranjevanjem podatkov. Če nadzornik 
ugotovi, da obstaja sum storitve kaznivega dejanja ali prekrška, poda kazensko ovadbo oz. 
izvede postopke v skladu z zakonom, ki ureja prekrške. 55. člen ZVOP-1 pa tudi določa, da 
zoper odločbo ali sklep nadzornika ni pritožbe, dovoljen pa je upravni spor. Nadzornik je 
dolžan prijavitelja obvestiti o vseh pomembnejših ugotovitvah in dejanjih v postopku 
inšpekcijskega nadzora. Glede varnosti tajnosti je v 58. členu ZVOP-1 določeno, da je 
nadzornik dolžan varovati tajnost osebnih podatkov, s katerimi se seznani pri opravljanju 
inšpekcijskega nadzora, tudi po prenehanju opravljanja službe nadzornika. Ta dolžnost 
velja tudi za vse javne uslužbence v državnem nadzornem organu. 
V 4.poglavju v 59. členu ZVOP-1 je določeno, da varuhinja oz. varuh človekovih pravic 
opravlja svoje naloge na področju varstva osebnih podatkov v razmerju do državnih 
organov, organov lokalnih skupnosti in nosilcev javnih pooblastil v skladu z zakonom, ki 
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ureja varuha človekovih pravic. Varuh skladno s 60. členom ZVOP-1 v svojem letnem 
poročilu poroča državnemu zboru o ugotovitvah, predlogih in priporočilih ter o stanju na 
področju varstva osebnih podatkov.  
3.2 ZDRAVSTVENI INŠPEKTORAT REPUBLIKE SLOVENIJE (ZIRS)  
Osnovna dejavnost ZIRS-a je izvajanje inšpekcijskega nadzora, in sicer gre za inšpekcijski 
tako upravni kot tudi prekrškovni postopek, s katerim nadzirajo, ali se izvajajo in 
spoštujejo splošni zakoni, kar je pogoj za pravno varnost (Zdravstveni inšpektorar RS, 
2018). 
Inšpektorat deluje s pomočjo inšpektorjev, ki jih po 9 členu Zakona o inšpekcijskem 
nadzoru (ZIN, Ur. l. RS, št. 43/07) vodi glavni inšpektor, ker je pristojen tako za samo 
vodenje kot tudi za koordinacijo dela, odgovoren pa je tudi za zakonito delovanje 
inšpektorata. Delo ZIRS-a pa nadzoruje minister, ki je pristojen za zdravstvo (Pirnat, 
Bugarič, Jerovšek, Kerševan, & Pličanič, 2004, str. 893).  
Inšpekcije so območne po Sloveniji in lahko organizacijsko delujejo s centralno enoto ali 
pa lokalno. Njihova glavna naloga je izvajanje inšpektorskega nadzora, in sicer z 
metodama nadzora in vzorčenja, s pomočjo katerih se lahko že na samem kraju ugotavlja, 
ali je prišlo do kršitev ali ne in kakšne so posledice, ki morebiti ob tem nastanejo, za ljudi. 
Izvajajo redne in izredne preglede, njihovo delovanje pa se deli na področje Sklop živila in 
področje Sklop neživila, kamor sodi denimo tudi področje zdravstva (Zdravstveni 
inšpektorar RS, 2018). 
Osnovni cilj predpisov s področja pacientovih pravic je izboljšanje razmer na področju 
varovanja in uresničevanja temeljnih pravic pacientov ter s tem zagotavljanje višje 
kakovosti sistema zdravstvenega varstva. Vsi uporabniki zdravstvenih storitev imajo 
pravico do enakopravnega dostopa in obravnave pri zdravstveni in preventivni oskrbi, do 
primerne, kakovostne in varne zdravstvene oskrbe, do proste izbire zdravnika in izvajalca 
zdravstvenih storitev ter do drugega mnenja. Tudi do obveščenosti in sodelovanja pri 
izbiri načina zdravljenja, vključno s samostojnim odločanjem o zdravljenju ter seznanitvi z 
zdravstveno dokumentacijo mora biti uporabniki obveščeni. Pacienti imajo tudi pravico do 
brezplačne pomoči, ki jim jih nudijo zastopniki pacientovih pravic (ZPacP, 49. člen). 
Uslužbenci morajo ne glede na zdravstveno oskrbo spoštovati načelo enakopravnosti. 
Včasih lahko nehote ali storjena malenkost vodi do kršitve, tega pa se delavec sploh ne 
zaveda. 
Vizija Zdravstvenega inšpektorata je postati institucija, ki sodi po uspešnosti, učinkovitosti 
in kakovosti dela v vrh sorodnih evropskih institucij. Celotno delovanje in poslovanje 
inšpektorata je podprto s certificiranim sistemom vodenja, s pomočjo katerega se 
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prepoznavajo zahteve odjemalcev, opravljanje nalog v skladu z zahtevami predpisov in 
načrt, preverjanje ravnanja z vsemi viri ter obvladovanje tveganja (Poročilo o delu 
Zdravstvenega inšpektorata RS, 2017, str. 6). 
3.3 POGOSTE KRŠITVE V ZVEZI S PACIENTOVIMI PRAVICAMI 
Hlade Zore (2016, str. 3) pravi, da so pacientom največkrat kršene pravice do kakovosti in 
varne zdravstvene oskrbe, pravica do spoštovanja pacientovega časa ter pravica do 
obveščenosti in sodelovanja. V nadaljevanju si bomo pogledali, koliko prijav zoper kršitev 
pacientovih pravic je bilo podanih med leti 2012−2015, ki jih bomo povezali po Letnih 
poročilih komisije RS za varstvo pacientovih pravic med leti 2012 −2015, ker za leto 2011 
teh podatkov nismo pridobili. 
Pogledali si bomo tudi najpogostejše kršitve pacientovih pravic v celotni Sloveniji v 
spodnji preglednici 
Tabela 1: Najpogostejše kršitve 
Leto 2012 2013 2014 2015 SKUPAJ 
PP           
do dostopa zdravljenja, oskrbe in 
zagotavljanja preventivnih storitev 
2 2 1 11 16 
1,30 % 0,80 % 0,50 % 4,00 % 1,75 % 
enakopravnega dostopa in 
obravnave pri zdravstveni oskrbi 
0 2 0 3 5 
0,00 % 0,80 % 0,00 % 1,00 % 0,5 5% 
do proste izbire zdravnika in 
izvajalca zdravstvenih storitev 
0 17 21 23 61 
0,00 % 8,00 % 11,00 % 8 % 6,68 % 
do primerne, kakovostne in varne 
zdravstveni oskrbe 
60 106 77 125 368 
39,50 % 43,80 % 40,30 % 42 % 40,31 % 
do spoštovanja pacientovega časa 17 51 46 59 173 
11,20 % 21,00 % 24,10 % 20 % 18,95 % 
do obveščenosti in sodelovanja 32 34 28 28 122 
21,10 % 14 % 15 % 9 % 13 % 
do samostojnega odločanja o 
zdravljenju 
1 2 2 9 14 
0,66 % 1 % 1 % 3 % 2 % 
do v naprej izražene volje 14 6 37 7 64 
9,20 % 2,40 % 16,22 % 2 % 7,01 % 
preprečevanje in lajšanje trpljenja 1 1 2 0 4 
0,66 % 0,40 % 1,00 % 0 % 0,44 % 
do drugega mnenja 4 12 4 5 25 
2,60 % 5,00 % 2,10 % 2 % 2,74 % 
do seznanitve z zdravstveno 
dokumentacijo 
9 8 7 19 43 
5,90 % 3,00 % 3,70 % 7 % 4,71 % 
do varstva zakonskih in varstva 
osebnih podatkov 
4 5 3 6 18 
2,60 % 2,00 % 1,60 % 2 % 1,97 % 
obravnave kršitev PP 0 0 0 0 0 
0 % 0 % 0 % 0 % 0 % 
do brezplačne pomoči pri 
uresničevanju PP 
0 0 0 0 0 
0 % 0 % 0 % 0% 0 % 
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Leto 2012 2013 2014 2015 SKUPAJ 
SKUPAJ 144 246 228 295 913 
100 % 100 % 100 % 100 %   
Vir: Hlade Zore (2016, str. 7) 
Poglobili smo se v kršitve v zvezi z zdravstvenimi podatki in prišli do nekaj zanimivih 
podatkov. Hlade Zore (2016, str. 1) pravi, da število pritožb uporabnikov zdravstvenih 
storitev narašča in da je največ pritožb vezanih na kršitve pravic do primerne zdravstvene 
oskrbe. V nadaljevanju bomo preverili, koliko je bilo podanih prijav v zvezi s kršitvijo 
pacientovih pravic. 
Podatke, s katerimi bomo opravili primerjalno analizo, smo pridobili na Ministrstvu za 
zdravje. Kot vir bomo uporabili podatke iz Poročila komisije RS za varstvo pacientovih 
pravic med leti 2011−2015. 
Tabela 2: Poročilo komisije Republike Slovenije za varstvo pacientovih pravic 
Leto 2011 2012 2013 2014 2015 SKUPAJ 
Prijave f f(%) F F (%) f f(%) f F (%) f f(%) f % 
Osebno 165 22,9 % 145 20,1% 111 15,4 % 128 17,7% 173 24% 722 6,2 % 
Telefon 525 14,4 % 724 20 % 799 22 % 572 15,7% 1015 28% 3635 31,2% 
E-mail 1101 16,7 % 1196 18,1% 1243 18,8% 1243 18,8% 1829 27,7% 6.596 56,6% 
Skupaj 1791 15,4 % 2065 17,7% 2137 18,3% 1943 16,7% 3017 25,9% 11.653 100% 
Vir: Vir: Hlade Zore (2016, str. 5) 
Iz zgornje tabele je razvidno, da je bilo med leti 2011−2015 podanih 11653 prijav. Več kot 
polovico prijav (56,6 %) je bilo podanih prek elektronske pošte, sledijo prijave prek 
telefona (31,2 %), najmanj (6,2 %) pa je bilo podanih osebno. Osebno je bilo skoraj 
četrtina (24,0 %) prijav oddanih v letu 2015, slaba petina (17,7 %) in hkrati najmanj pa je 
bilo podanih v letu 2014. Prav tako je bilo leta 2015 preko telefona največ prijav, to je 
28,0 %, najmanj pa v letu 2011, to je 14,4 %. Prek elektronske pošte je bilo najmanj prijav 
v letu 2011, največ (27,7 %) pa v letu 2015. To nam kaže na morebitno ozaveščanje ljudi 
na področju pacientovih pravic, k z leti narašča, saj je bilo v letu 2015 več kot četrtina 
(25,9 %) vseh prijav, najmanj (15,4 %) pa v letu 2011. Zanimivo je, da v letu 2014 število 
prijav (16,7 %) upade, leto kasneje pa močno naraste. 
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Grafikon 1: Primerjava prijav, povzetih Poročilih komisije RS za varstvo pacientovih pravic med 
leti 2011−2015 
 
Vir: Hlade Zore (2016, str. 4) 
Kot je razvidno iz zgornjega grafikona, je velika večina (97 %) prijav podanih osebno, 
preko telefona in e-maila in da se redko (3 %) pojavljajo anonimne prijave. 
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4 ZD LITIJA 
4.1 SPLOŠNO O ZD LITIJA 
Organiziranost zdravstvenega doma Litija prikazuje spodnja tabela 
Tabela 3: Organiziranost ZD Litija 
ZDRAVSTVENI DOM LITIJA 
IZVENBOLNIŠNIČNA ZDRAVSTVENA DEJAVNOST 
ORGANIZACIJSKA ENOTA: 
ZDRAVSTVENI DOM LITIJA 
ORGANIZACIJSKA ENOTA 
STROKOVNI ZDRAVSTVENI SEKTOR (osnovna 
zdravstvena dejavnost, zobozdravstvena 
dejavnost, specialistična dejavnost) 
GOSPODARSKO-UPRAVNI IN RAČUNOVODSKI 
SERVIS 
(uprava, nabava, vzdrževalna in finančno-
računovodska dejavnost) 
OSNOVNA ZDRAVSTVENA DEJAVNOST: 
SLUŽBA ZDRAVSTVENEGA VARSTVA SPLOŠNE 
MEDICINE  
SLUŽBA ZA URGENTNO MEDICINO  
SLUŽBA ZDRAVSTVENEGA VARSTVA OTROK IN 
MLADINE 
 SLUŽBAZDRAVSTVENEGA VARSTVA ŽENSK  
 SLUŽBA ZDRAVSTVENEGA VARSTVA NA 
DOMU 





 RTG + UZ diagnostika 
 specialistična ambulanta okulistika 
 
Vir: Lastni, 2018 
Zdravstveni dom Litija opravlja primarno zdravstveno dejavnost na območju občine Litija 
in občine Šmartno pri Litiji. Ustanoviteljici sta Občina Litija, ki ima ustanoviteljski delež 
73,6 % in Občina Šmartno pri Litiji, ki ima ustanoviteljski delež 26,4 % (Odlok o ustanovitvi 
javnega zavoda Zdravstveni dom Litija, 2007).  
Notranjo organizacijo zavoda, organizacijske in strokovne enote ter lokacije izven sedeža, 
na katerih zavod organizira izvajanje dejavnosti, določa zavod s statutom na podlagi 
normativov in predpisov, ki to področje urejajo. Zavod izvaja osnovno dejavnost na 
primarni ravni v skladu s 7. členom Zakona o zdravstveni dejavnosti: 
− Splošno zunajbolnišnično zdravstveno dejavnost (splošne ambulante s 4 
referenčnimi ambulantami, ambulanta v Dom starejših občanov Tisje, 
antikoagulantna ambulanta, dispanzer za žene (preventiva in kurativa), otroško-
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šolski dispanzer (preventiva in kurativa), služba nujne medicinske pomoči, dežurna 
služba, mobilna enota nujnega reševalnega vozila, zdravstvena vzgoja in delavnice 
za odrasle, kot so: dejavniki tveganja, zdrava prehrana, hujšanje test hoje). 
− Specialistično zunajbolnišnično dejavnost (okulist, rentgen, ultrazvok). 
− Zobozdravstveno dejavnost (zobozdravstvo za odrasle, zobozdravstvo za mladino 
in ortodontijo). 
− Druge dejavnosti (fizioterapijo, patronažno službo, nego na domu, dispanzer za 
mentalno zdravje, nenujni reševalni prevozi s spremstvom, nujni reševalni prevozi, 
sanitetni prevozi in sanitetni prevozi (Statut javnega zavoda ZD Litija, 2006).  
Zdravstveni dom pa ni samo zavod, kjer bi oskrbeli posameznike, ampak nudi tudi različne 
druge aktivnosti, kot so izobraževanje, tečaji in podobno. 
V letu 2014 je zavod prejel tudi certifikat kakovosti, ki ščiti tako uporabnike zdravstvenih 
storitev kot tudi uslužbence v Zavodu. Zaradi varovanja osebnih podatkov je direktor ZD 
Litija dne, 3. 2. 2007, na podlagi 25. člena Zakona o varstvu osebnih podatkov (Uradni list 
RS, št. /86/04) in na podlagi 34. člena statuta zavoda, sprejel Pravilnik o zavarovanju 
osebnih podatkov v zavodu Zdravstveni dom Litija (Statut javnega zavoda ZD Litija, 2006) 
Na podlagi zgoraj omenjenega pravilnika, zavodi izdelajo lastne kataloge o varovanju 
podatkov. Prav tako se zavodi poleg pravilnika poslužujejo tudi določenih zakonov. 
4.2 IZDELAVA KATALOGOV O VAROVANJU PODATKOV 
Zavod vodi osebne podatke v zbirkah osebnih podatkov, ki jih ustanovi na podlagi zakona 
in osebne podatke, ki jih vodi v okviru zakonsko določenih zbirk na podlagi soglasja osebe, 
na katero se podatki nanašajo. Vrste zbirk osebnih podatkov, ki jih zavod vodi, so 
določene z internim seznamom katalogov zbirk osebnih podatkov (ZZPPZ, 1. člen). 
V ZD Litija imamo vzpostavljene naslednje evidence osebnih podatkov: 
1. Kataloge evidenc na področju dela in socialne varnosti, ki zajemajo: 
− Katalog evidence o zaposlenih;  
− Katalog evidence o stroških dela;  
− Katalog evidence o izrabi delovnega časa;  
− Katalog evidence o oblikah razreševanja kolektivnih delovnih sporov pri 
delodajalcu;  
− Katalog evidence poškodb pri delu;  
− Katalog evidenc o uživalcih pravic iz invalidskega zavarovanja;  
− Katalog evidenc, razporejenih na delovno dolžnost s področja obrambe, zaščite in 
varnosti;  
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− Katalog evidence razporejenih pripadnikov civilne zaščite. 
2. Kataloge evidenc s področja zdravstvenega varstva:  
− Katalog evidence preventivnega zdravstvenega varstva delavcev, udeležencev v 
prometu in športnikov;  
Katalog evidence začasne in trajne odsotnosti z dela zaradi bolezni, poškodb, nege, 
spremstva in drugih vzrokov;  
− Katalog evidence patronažne zdravstvene nege; 
− Katalog evidence obravnave uživalcev drog; Katalog evidence gibanja zdravstvenih 
delavcev in mreža zdravstvenih zavodov;  
− Katalog evidence prirojenih anomalij;  
− Katalog evidence raka;  
− Katalog evidence organiziranega odkrivanja raka materničnega vratu; Katalog 
evidence TBC bolnikov;  
− Katalog evidence bolnikov, ki prejemajo kisik in umetno ventilacijo na domu; 
− Katalog evidence rizičnih otrok;  
− Katalog evidenc oseb s cerebralno paralizo;  
− Katalog evidence poklicnih bolezni, sumov na poklicne bolezni in bolezni v zvezi z 
delom;  
− Katalog evidence zdravniških poročil o umrlih osebah;  
− Katalog evidence nalezljivih bolezni;  
− Katalog evidence obveznikov za cepljenje in izvajanje cepljenja;  
− Katalog evidence stranskih pojavov po cepljenju;  
− Katalog evidence pojavnosti spolno prenosnih bolezni;  
− Katalog evidence poškodb pri delu;  
− Katalog evidence o boleznih in stanjih, ugotovljenih v specialistični ambulantni 
dejavnosti;  
− Katalog evidence žensk uporabnic materničnih vložkov;  
− Katalog evidence fetalne smrti do 28. tedna nosečnosti;  
− Katalog evidenc samomorov in samomorilnih poskusov;  
− Katalog evidence oseb odvisnih od alkohola;  
− Katalog evidence bolnikov srca in ožilja in  
− Katalog evidenc o zastrupitvah in drugih učinkih kemikalij (Katalog informacij 
javnega značaja, 2017). 
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4.3 VAROVANJE OSEBNIH PODATKOV V ZD LITIJA 
Kot smo omenili, je potrebno najprej izdelati katalog o varovanju podatkov ter zapisano 
spoštovati. Ker gre za podatke, ki so osebni, lahko pride do precejšnje škode v primeru, da 
se taki podatki zlorabljajo. 
V nadaljevanju se bomo osredotočili na Zavod za zdravstveno varstvo Ljubljana, ker tudi 
ZD Litija spada v to območje. Med seboj bomo primerjali prijave ZZV Ljubljana in ZD Litija, 
v nadaljevanju pa pridobljene rezultate primerjali s podanimi prijavami celotne Slovenije. 
Obe primerjavi bosta obsegali obdobje med leti 2011 do 2015. Spdonja tebla prikazuje 
podatke priemerane podatkov.  
Tabela 4: Prijave med leti 2011−2015 v ZD Litija in ZZV Ljubljana 
Leto 2011 2012 2013 2014 2015 SKUPAJ 
Področje f f (%) F f (%) f f (%) f f (%) f f (%) F f (%) 
Litija / 0 % / 0% / 0 % 15 93,7% 1 6,3% 16 4,7 % 
ZZV 
Ljubljana 
56 16,4 % 135 39,6 % 50 14,7% 46 13,5 54 15,8 % 341 100 % 
Vir: Interni dokumenti ZD Litija (2017) 
Kot vidimo iz tabele je bilo med leti 2011‒2015 podanih 341 prijav. Od tega jih je bilo 
največ, skoraj 40 % v letu 2012 in najmanj (13,5 %) v letu 2014. Zanimivo je, kot je 
razvidno iz tabele, da je prav v letu 2014, ko je bilo oddanih najmanj prijav na območju 
ZZV Ljubljana, v Litiji največ prijav, te zavzemajo kar 93,7 % od vseh podanih prijav v ZD 
Litija. V letu 2015 je bila podana 1 prijava, ki predstavlja 6,3 %. Med leti 2011‒2013 pa v 
ZD Litija ni bila podana nobena prijava. 
Grafikon 2: Primerjava anonimnih prijav v ZD Litija in ZZV Ljubljana 
 
Vir: Interni dokumenti ZD Litija (2017) 
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Če primerjamo z ZZV Ljubljana in ZD Litija lahko vidimo, da ZD Litija predstavlja slabih 5 % 
podanih prijav na območje Ljubljane. 
4.4 SPREJEM PRAVILNIKA O VAROVANJU OSEBNIH PODATKOV V ZD LITIJA 
NA PODLAGI USTREZNE ZAKONODAJE 
V ZD Litija je bil na svetu zavoda dne, 3. 1. 2007, sprejet Pravilnik o zavarovanju osebnih 
podatkov v zavodu ZD Litija na podlagi 25. člena Zakona o varstvu osebnih podatkov 
(UR.l.RS, št. 86/04). 
Določili so se postopki in ukrepi za zavarovanje osebnih podatkov in zbirk osebnih 
podatkov in sami ukrepi pri zavarovanju, zbiranju, obdelovanju, shranjevanju, 
posredovanju in uporabi podatkov v zavodu. Ta določila veljajo za vse klasične ali 
računalniško vodene zbirke podatkov. Določeno je, da morajo biti vsi zaposleni in zunanji 
sodelavci, ki pri delu uporabljajo osebne podatke, seznanjeni z zakonodajo (25. člen 
ZVOP-1). 
Zavarovanje osebnih podatkov zajema pravne, organizacijske in ustrezne logistično-
tehnične postopke in ukrepe, s katerimi se varujejo prostori, strojna in sistemska 
programska oprema, aplikativna programska oprema, s katerimi se zagotavlja varnost 
posredovanja in prenosa osebnih podatkov, onemogoča nepooblaščenim osebam dostop 
do računalniških sistemov, omogoča naknadno ugotavljanje, kdaj so bili posamezniki 
vneseni v podatkovne zbirke oz. računalniške sisteme. Občutljivi osebni podatki morajo 
biti pri obdelavi posebej označeni in zavarovani tako, da se nepooblaščenim osebam 
prepreči dostop do njih (25. člen ZVOP-1). 
Kot lahko vidimo iz zgoraj napisanega, so lahko osebni podatki vodeni klasično ali 
računalniško, pomembno pa je, da so zaposleni v zavodu seznanjeni, kako te podatke 
varno uporabljati. 
Določeno je tudi, kaj pomeni poslovna in kaj poklicna skrivnost in kaj spada med obe 
skrivnosti. Z vidika pacienta je pomembna poklicna skrivnost, v katero se štejejo vsi 
medicinski oz. zdravstveni in administrativni osebni podatki ter podatki o njihovih osebnih 
in družinskih zadevah, do katerih imajo dostop zdravstveni delavci in drugi delavci pri 
opravljanju svojega dela, na podlagi katerih je mogoče identificirati osebo oz. diagnozo ali 
prognozo njene bolezni (45. člen ZPacP). 
 Medtem ko se poklicna skrivnost navezuje na pacienta, se poslovna ravno obratno 
navezuje na zaposlene, ki opravljajo delo v zvezi z osebnimi podatki. 
V pravilniku je določeno tudi varovanje prostorov in računalniške opreme. Dostop v te 
prostore je mogoč in dopusten le v delovnem času. Nosilci osebnih podatkov morajo biti 
50 
stalno zaklenjeni v ognjevarni in protivlomno zaščiteni omari in jih delavci ne smejo 
odnašati izven zavoda brez dovoljenja direktorja. Direktor tudi dovoli, da se podatki 
posredujejo pooblaščenim zunanjim institucijam in drugim, ki izkažejo zakonsko podlago 
za pridobitev osebnih podatkov (Pravilnik o zavarovanju osebnih podatkov v zavodu 
Zdravstveni dom Litija, 2007, 6. člen). 
Dostop do računalniške programske opreme mora biti varovan na način, ki omogoča 
dostop samo določenim pooblaščenim delavcem javnega zavoda, za katere veljajo enaka 
določila kot za ostale podatke glede shranjevanja in varovanja (Pravilnik o zavarovanju 
osebnih podatkov v zavodu Zdravstveni dom Litija, 2007, 19. člen ) 
Osebni podatki se lahko vodijo v zbirkah le toliko časa, kolikor je potrebno, da se doseže 
namen, za katerega se podatki zbirajo. Brisanje podatkov na računalniških medijih se 
opravi na način, po postopku in metodi, ki onemogoča restavriranje brisanih podatkov. 
Osebni podatki na klasičnih nosilcih se brišejo z uničenjem nosilcev, se uničijo fizično. 
Uničenje se opravi komisijsko (Pravilnik o zavarovanju osebnih podatkov v zavodu 
Zdravstveni dom Litija, 2007, 36. člen). 
V 39. členu tega pravilnika je zapisano ukrepanje ob ugotovitvi zlorabe osebnih podatkov 
in o sankcijah za vdor v zbirko podatkov. Določeno je tudi, da delavci pred nastopom dela 
na delovno mesto, kjer se zbirajo podatki in nosilci osebnih podatkov, podpišejo izjavo, ki 
jih zavezuje k varovanju osebnih podatkov kot poklicne skrivnosti in ki jih opozarja na 
posledice kršitve zaveze. 
Določeni so tudi roki hrambe zbirk osebnih podatkov, za katere so odgovorni pooblaščeni 
delavci za obdelovanje zbirk osebnih podatkov. V zadnjem poglavju pa so določene 
pravice izvedenca, ki ga postavi sodišče, do podatkov iz medicinske dokumentacije. 
(Pravilnik o zavarovanju osebnih podatkov v zavodu Zdravstveni dom Litija, 2007, 52. 
člen). 
Vidimo, da se Pravilnik o zavarovanju osebnih podatkov v zavodu ZD Litija poglobi tudi v 
hrambo podatkov, določa koliko časa se ti podatki hranijo in na kakšne način jih lahko 
uničimo. Vse drugo že pomeni zlorabo podatkov, zato je pomembno, da se zaposleni 
ravnajo po tem pravilniku. 
4.5 IZOBRAŽEVANJE IN INFORMIRANJE ZAPOSLENIH V ZD LITIJA 
Za vse, ki v ZD Litija skrbijo za varstvo osebnih podatkov, je izredno pomembno dejstvo, 
da je potrebno posvetiti ustrezno pozornost urejenosti varovanja osebnih podatkov zlasti 
za to, ker se pri svojem delu srečujejo z občutljivimi s podatki o pacientih in o njihovem 
stanju.  
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V ZD Litija so imeli pred veljavnostjo ZVOP-1, torej pred 1. 1. 2005, Pravilnik o varstvu 
osebnih podatkov, v katerem so bili izpostavljeni določeni mehanizmi varovanja 
informacij. S spremembo zakona pa je nastala potreba po uskladitvi dejanskega stanja z 
novimi zahtevami na področju varstva osebnih podatkov (Uradni list RS, št.86/04, 25. 
člen). 
Izvedli so enodnevno delavnico, na katero so povabili namestnico Informacijske 
pooblaščenke, ki je za vse zaposlene pripravila predavanje na temo o varstvu osebnih 
podatkov. Na enostaven način je predstavila zakonske podlage in obveznosti ZD Litija kot 
upravljalca podatkov. V drugem delu pa nam je predstavila ozaveščanje zaposlenih glede 
pomembnosti ustreznega ravnanja z osebnimi podatki. Udeležba na predavanju, ki je bilo 
2. 6. 2014, je bila skoraj 100 %. Vključenost zaposlenih je bila posledica tega, da je bilo 
varstvo osebnih podatkov s strani vodstva javnega zavoda ves čas razumljeno kot 
področje, ki pomembno zadeva vse zaposlene, njihove pravice in dolžnosti.  
4.6 ZBIRANJE OSEBNIH PODATKOV V ZD LITIJA  
Zakon o varstvu osebnih podatkov, 2007, člen 19 določa o pravicah in seznanitvi 
posameznika o obdelavi osebnih podatkov pred pričetkom zbiranja podatkov z:  
− obstojem zbirk podatkov, kjer se nahajajo njegovi medicinski podatki, 
− z vrstami podatkov, ki jih vsebujejo zbirke, 
− z namenom, za katerega se bodo podatki rabili, 
− če je mogoče, naj se seznanijo z osebo, ki bo podatke uporabljala, 
− z možnostjo odklonitve dajanja podatkov in posledice tega ter 
− s tem, kdo je upravljalec zbirke podatkov. 
izvajalci zdravstvenih storitev lahko pri obravnavi zbirajo samo toliko in tiste podatke, ki 
so potrebni za delo, zbiranje večjega obsega ni dovoljeno. Pri naročanju pacientov na 
preiskave zdravstveni delavec nima pravice zahtevati podatka o izobrazbi, o zakonskem 
stanu, ker ti podatki niso nujni. Upravljalci so pri sporočanju in shranjevanju podatkov 
dolžni slediti zakonom (ZVOP-1 in ZPacP ), ki ta področja urejajo. Potrebno je zagotoviti 
tudi sledljivost vpogledov ter seznanitev s temi podatki (Marinič, 2012, str. 241). 
Tudi Kodeks etike medicinskih sester in zdravstvenih tehnikov Slovenije (2005, str. 4) 
določa, da so dolžni varovati poklicno skrivnost pred drugimi osebami. Dolžnost 
zdravstvenega zavoda je, da vzpostavi tak sistem vodenja in zbiranja dokumentacije in 
informacijskega sistema, ki zagotavlja zaupnost pacientovih podatkov. 
Tako kot se povsod v zdravstvu, se morajo tudi v ZD Litija upoštevati posebne pravne 
podlage za obdelavo zbirk osebnih podatkov, ki so navedene v zakonih, ki urejajo izvajanje 
zdravstvene dejavnosti, zdravniško službo in zbirke podatkov s področja zdravstvenega 
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varstva. Pri tem je najpomembnejši Zakon o zbirkah podatkov s področja zdravstvenega 
varstva, v katerem so urejene zbirke osebnih podatkov s tega področja, njihova vsebina, 
način uporabe zbiranja podatkov in čas shranjevanja (Uradni list RS, št.65/00 in 47/15, čl. 
14a). 
Zakon ureja različne zbirke podatkov, tudi tiste, ki vsebujejo osebne podatke. Zbirke 
podatkov v zdravstvu poleg splošnih določb po ZVOP-1 ali po ZZPPZ lahko nastajajo tudi 
na podlagi določb Zakona o zdravstveni dejavnosti, kjer je ključnega pomena, da zakon 
sledi ustavni določbi, po kateri zbiranje, obdelovanje, namen uporabe, nadzor in varstvo 
tajnosti osebnih podatkov določa zakon. Tudi v Zdravstvenem domu Litija morajo biti vse 
okoliščine v zvezi z obdelavo podatkov določene v zakonu, predvsem namen obdelave 
osebnih podatkov. Namen zbiranja in namen nadaljnje obdelave osebnih podatkov 
morata praviloma biti enaka, razen v primeru, da zakon ne določa drugače. Takšna 
ureditev je smiselna predvsem z vidika varstva pred morebitnimi zlorabami osebnih 
podatkov. Potrebno je tudi upoštevati načelo sorazmernosti pri vrstah obdelovanih 
osebnih podatkov, kar pomeni, da morajo biti osebni podatki, ki se obdelujejo, ustrezni in 
o obsegu primerni glede na namene, za katere se zbirajo in nadaljnje obdelujejo. Načelo 
sorazmernosti je tudi temeljno načelo iz ZVOP-1. 
V ZD Litija je potrebno je omeniti tudi dolžnost vseh upravljalcev zbirk do Informacijskega 
pooblaščenca kot državnega nadzornega organa za varstvo osebnih podatkov. Upravljalec 
osebnih podatkov mora za vsako zbirko osebnih podatkov vzpostaviti katalog zbirke 
osebnih podatkov, ki vsebuje številne podatke o zbirki, nato pa je dolžan določene 
podatke o zbirki posredovati Informacijskemu pooblaščencu. Ta dolžnost velja še posebej 
v zdravstvu (Pirc Musar indr., 2006, str. 119). 
Zato so v ZD Litija leta 2006 vzpostavili vse kataloge zbirke podatkov na podlagi 26. čl. 
ZVOP-1 ter jih skladno s 27. členom posredovali Informacijskemu pooblaščencu najmanj 
15 dni pred vzpostavitvijo zbirke osebnih podatkov.  
Na podlagi zakona je bil izdan Pravilnik o metodologiji vodenja registra zbirk osebnih 
podatkov (Ur. l. RS, št. 28/ 05). 
4.6.1 Pravica do dostopa podatkov v ZD Litija 
Zdravnik mora spoštovati pacientovo zahtevo, da se mu podatki o njegovem 
zdravstvenem stanju ne sporočijo. Obstaja pa izjema, ko zdravniku takšnega navodila 
pacienta ni treba upoštevati, to je primer, ko bi zaradi tega drugim osebam grozila resna 
zdravstvena škoda. Takšna zahteva se ločeno dokumentira v zdravstveni dokumentaciji 
(22. člen ZPacP). 
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Kodeks medicinske deontologije Slovenije (Zdravniška zbornica, 1997, str. 1) o pravici do 
podatkov o lastnem zdravju določa, da mora biti obveščanje pacienta o njegovem 
zdravstvenem stanju izključno in v najširšem pomenu v njegovo dobro, da bolnika in 
njegove svojce obvešča o zdravstvenem stanju bolnika izključno zdravnik, če zdravstveno 
stanje bolniku ne daje upanja na ozdravitev ali če mu celo grozi smrt, je zdravnikova 
dolžnost, da o tem obvesti tiste, ki so mu najbližji, če se bolnik sam ni odločil drugače, 
pacientu se sme le izjemoma zamolčati podatke o njegovem zdravstvenem stanju, če 
zdravnik glede na okoliščine oceni, da bi mu takšno obvestilo povzročilo resno 
zdravstveno škodo, to ni dopustno, kadar pacient, ki je sposoben odločanja v svojo 
najboljšo zdravstveno korist, izrecno zahteva, da je o svojem zdravstvenem stanju 
popolnoma obveščen, razloge za zamolčanje podatkov mora zdravnik dokumentirati v 
zdravstveni dokumentaciji, v posebnem psihičnem stanju bolnika obrazložitve niso 
priporočljive, če bi te mogle negativno vplivati na nadaljnji potek zdravljenja. V takih 
primerih je potrebno seznaniti bolnikove svojce. 
Pacient ima ob prisotnosti zdravnika ali drugega zdravstvenega delavca pravico do 
neoviranega vpogleda in prepisa zdravstvene dokumentacije, ki se nanaša nanj. Ima tudi 
zagotovljeno pravico do samostojnega dostopa do svojega elektronskega zdravstvenega 
zapisa in podatkov v informacijskem sistemu kartice zdravstvenega zavarovanja, če 
zdravstveni sistem to omogoča (Pirc Musar, 2018). 
Pacientu oziroma njegovem pooblaščencu ali drugi osebi, ki ima pravico do seznanitve, se 
omogoči seznanitev pod pogojem, da je zagotovljena identifikacija in izkazana pravna 
podlaga. Izvajalec zdravstvenih storitev mora pravico do seznanitve z zdravstveno 
dokumentacijo pacientu omogočiti takoj ali najpozneje pet delovnih dni po prejemu 
zahteve. Pacient lahko pri istem izvajalcu zdravstvenih storitev vloži zahtevo največ 
dvakrat mesečno. Ima pravico zahtevati tudi osnovna ustna pojasnila o vsebini 
zdravstvene dokumentacije, razen v primerih, kadar je že prejel izčrpna pojasnila v okviru 
pojasnilne dolžnosti zdravnika. Na drugi strani pa lahko pacient zahteva izčrpna ustna 
pojasnila o vsebini zdravstvene dokumentacije, če glede posameznih delov dokumentacije 
ni prejel pojasnil na podlagi pojasnilne dolžnosti zdravnika (41. člen ZCacP) . 
4.6.2 Vnos podatkov v ISOZ v ZD Litija 
ISOZ21 je programska oprema, ki podpira vse delovne procese zdravstvenega doma, tako 
administrativne kot strokovne, brez potrebe po dodatnih orodjih. Sistem je zasnovan 
modularno, zato je tudi razširljiv in zagotavlja ustreznost vsem prihodnjim zahtevam 
ISOZ21 generira revizijsko sled vseh dogodkov, ki se izvajajo znotraj sistema, ter omogoča 
poznejše vpoglede v vse izvedene akcije in izpis dostopov do podatkovne baze sistema. 
ISOZ21 vsebuje podsistem za obračunavanje, s katerim se izdajajo računi zavarovalnicam 
ali pacientom, hkrati pa je viden pregled zaposlenih v zavodu. Pred vnosom podatkov v 
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sistem morajo imeti pacienti urejeno kartico zdravstvenega zavarovanja, v zdravstvenih 
zavodih pa morajo imeti zdravstveni delavci urejeno profesionalno kartico, saj je dostop 
do podatkov zavarovane osebe v zalednem sitemu mogoč le ob hkratni uporabi kartice 
zdravstvenega zavarovanja in profesionalne kartice, razen v izjemnih primerih, kot je npr. 
nujna medicinska pomoč, nedelovanje kartice zdravstvenega zavarovanja, izvajanje 
storitev, pri katerih prisotnost zavarovane osebe ni potrebna. V takih primerih je mogoč 
dostop le do omejenega nabora podatkov zavarovane osebe. Za profesionalno kartico 
zdravstveni zavod za svoje zaposlene zdravstvene delavce kot delodajalec zaprosi Zavod 
za zdravstveno zavarovanje Slovenije za izdajo profesionalne kartice z geslom, ki ga 
prejme oseba, ki bo s profesionalno kartico ravnala. Da ne pride do zlorab, dobi 
zdravstveni delavec priporočeno po pošti PIN kodo za uporabo, PUK za odklepanje, geslo 
za reaktivacijo profesionalne kartice in preklic kvalificiranega digitalnega potrdila 
(SRCInfonet, 2018; Pravno varstvo, 2018). 
Preko vnosa podatkov v ISOZ21 se za zdravstveni dom dobijo vsi potrebni podatki, ki jih je 
potrebno poročati različnim institucijam. Mesečno se poroča o bolniškem staležu, o 
preventivnih pregledih Cindy (Register, 2017), pridobijo se podatki o mesečni, trimesečni, 
poletni ali celoletni realizaciji, ki jo ZZZS plačuje v pavšalu, pridobi se statistika, kjer se 
beležijo delovne ure, diagnoze. Skratka, brez programa ISOZ21 ali podobnih programov 
zdravstveni zavodi ne bi mogli normalno funkcionirati, saj se prav vse v zvezi z bolnikom 
hrani in obdeluje v teh programih. Velja pa, da lahko dostopa do ordinacij samo tisti 
delavec, ki ima pooblastilo za delo v tej ambulanti. Nihče ne more posegati npr. v 
ginekološko ambulanto, če delo opravlja v zobozdravstvu (Interni dokumenti ZD Litija, 
2017).  
Slika 2: Profesionalna kartica  
 
Vir: Profesionalna kartica (2018) 
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4.6.3 Elektronsko poslovanje v ZD Litija 
Skoraj vsi zdravstveni podatki o pacientih so že dostopni v elektronski obliki, kar se kaže 
tudi v zmanjšanju stroškov za zdravstvo, povzroča pa skrbi in tveganja za izgubo podatkov 
in same zasebnosti pacienta. ZD Litija pri vnosu podatkov o bolniku in pri zaračunavanju 
storitev uporablja program ISOZ21. Zdravnik si z ISOZ21 ustvarja elektronski zapis 
podatkov o svojih pacientih – program poleg enostavnega vpogleda v osnovne podatke o 
pacientu omogoča pregled kritičnih podatkov (diagnoz, alergije, zdravila, spremljanje 
pacientovih težav ter urejanje registra kroničnih bolnikov, delo z zdravili (predpisovanje 
receptov, urejanje stalne terapije) (SRCInfonet, 2018). 
V letu 2015 se je pričelo uporabljati eRecept, ki pomeni celovito, varno, zanesljivo rešitev 
za predpisovanje in izdajo receptov. eRecept je celovita rešitev, ki zadeva zdravnike, 
farmacevte in paciente. S pomočjo standardnih načinov omogoča izmenjavo sporočil z 




Na osnovi raziskave, ki smo jo naredili, lahko potrdimo ali ovržemo na začetku zastavljene 
hipoteze.  
H1, tj. da Zdravstveni dom Litija deluje skladno z veljavno zakonodajo na področju 
varovanja osebnih podatkov, lahko potrdimo, da saj se v ZD Litija trudijo in delujejo z 
veljavno zakonodajo na področju varovanja osebnih podatkov, upoštevajo ZVOP in ZPacP 
ter ZZPPZ pa tudi Kodeks etike medicinskih sester in zdravstvenih tehnikov. Že število 
prijav, kot smo videli v Tabeli 4, ni visoko, izmed vseh priav pa jih je manj kot 10 % nato 
tudi postopkovno obravnavanih. 
H2, tj. da se uporabniki zdravstvenih storitev premalo zavedajo svojih pravic do 
informacijske zasebnosti, potrdimo, saj smo skozi preučevanje in primerjanje različnih 
virov in literature ugotovili, da se uporabniki zdravstvenih storitev ne zavedajo vseh 
pravic, ki jim pripadajo in so jim v samem postopku lahko kršene, zato je dobro, da se v 
primeru dileme obrnejo na informacijsko pooblaščenko ali varuha zdravstvenih pravic, ki 
ima dovolj znanja in kompetenc, da jim lahko pomaga. Uporabniki so namreč vse 
prevečkrat nepozorni, kadar je potrebno varovati svoje osebne podatke, čeprav v osnovi 
vedo, kaj ta termin pomeni. Informacijski sistem pa nehote omogoča, da pride do zlorabe 
katerega osebnega podatka pacienta (npr. prižgan zaslon računalnika). 
H3, tj. da je  kljub uporabi računalniškega programa ISOZ21 v ZD Litija malo kršitev na 
področju varstva osebnih podatkov lahko delno potrdimo, saj se je izkazalo, da je bilo v 
času 2011‒2015 podanih 16 prijav, vendar pa zaradi politike tajnih podatkov, ne vemo ali 
so tako prijave kot ZD Litije bile ovržene ali ne. Če pogledamo po letih, lahko vidimo, v 
letih 2011, 2012 ter v letu 2013 ZD Litija deloval skladno s pravili veljavne zakonodaje na 
področju varovanja osebnih podatkov. Enako lahko trdimo tudi za leto 2015, ko je bila 
podana ena prijava zoper ZD Litija, ki je bila na koncu kršitev spoznana za nekorektno. 
Torej je ZZ Litija le v letu 2014 kršil zakonodajo na področju pacientovih pravic, vendar pa 
ne moremo ugotoviti, v kolikšni meri je šlo za dejanske kršitve na področju teh pravic. 
5.1 PREDLOGI ZA IZBOLJŠAVO V ZD LITIJA 
Največkrat se problemi glede varstva osebnih zdravstvenih podatkov pojavljajo pri 
vpogledu pri zdravljenju pacientov. V ZD Litija se za vse postopke obravnave podatkov 
uporablja Infonetov sistem ISOZ21, ki ga uporabljajo vsi zdravstveni delavci. Čeprav ima 
vsak svoje geslo in uporabniško ime, lahko v posamezne organizacijske enote vstopajo vsi 
(v splošne ambulante zdravniki in sestre, ki delajo v splošnih ambulantah) Ne morejo pa 
zdravniki in medicinske sestre v splošnih ambulantah dostopati do drugih organizacijski 
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enot (zobozdravniki v enote ginekologije). Tudi v informacijski sistem vpogleda več 
zdravstvenih delavcev, ki pacienta obravnavajo, v informacijski sistem pa je prijavljen le 
en zdravstveni delavec. Sistem za sledenje prikaže le tistega, ki je prijavljen, čeprav je 
bolnika obdelovalo več ljudi. To se zgodi, ko bolnika v sistem vpiše administrator ali 
medicinska sestra, ga pregleda zdravnik, nadomestni zdravnik ali zdravnik specializant. Da 
do zlorab ne bi prihajalo, bi morali tisti, ki niso stalno zaposleni v zdravstvenem domu, 
imeti svoja gesla in uporabniška imena, da bi bila dokazljiva sledljivost. Problem se 
pojavlja tudi med zdravstvenimi delavci. Za zdravstveno stanje bolnika izve več delavcev, 
kot bi dejansko lahko izvedelo v okviru pooblastil. Stanje posameznika se lahko razkrije le 
tistim zdravstvenim delavcem, ki so v proces zdravljenja tudi vključeni.  
Tudi zdravstveni delavci bi morali bolj spoštovati pravila o posredovanju osebnih 
podatkov bolnika. Pomembno je tudi izobraževanje glede varovanja osebnih zdravstvenih 
podatkov. Vsi zavodi bi morali imeti certifikat kakovosti po ISO standardu, kjer so točno 
določena pravila, kako je treba podatke varovati. V ZD Litija smo si pridobili neskladje pri 
presoji zaradi položaja računalnika, ki ni bil obrnjen stran od vrat in zaradi zdravstvenega 
kartona, ki ni bil obrnjen pravilno (podatki morajo biti skriti). Je pa zelo neprijetno, če 
občutljivi podatki uidejo iz zdravstvene ustanove Pri medicinskih sestrah glede razkrivanja 
občutljivih podatkov v RS ni v nobeni zakonodaji navedenih nobenih sankcij, ki bi jo 
doletele (inšpekcijski nadzor v ZD Litija glede pritožbe pacientke, da so podatki o njenem 
stanju prišli iz zdravstvene ustanove). Tudi na tem področju bo potrebno nekaj spremeniti 
v obstoječi.  
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6 ZAKLJUČEK 
Da se osebni podatki pacientov varujejo, je na eni strani pravica, ki se je morda pacienti 
premalo zavedajo, na drugi strani pa je dolžnost zdravstvenih delavcev da jih v skladu s 
podano in veljavno zakonodajo z omenjenega področja spoštujejo.  
Posamezniki so ranljivi, še posebej na pravnih področjih, kjer imajo premalo znanja in 
vedenja in še posebej, kadar je to povezano z njihovim zdravjem. Osebni podatki v 
zdravstvu so lahko tako dvorezen meč. Na eni strani lahko zaradi nestrokovnosti, 
neznanja ali prehitrega tempa dela pride do njihove zlorabe, na drugi strani pa so nujno 
potrebni za delo tako zdravnikov kot tudi medicinskih sester, saj le na osnovi podatkov o 
posamezniku lahko zdravstveno osebje posamezniku pomaga najbolj kvalitetno, kar se da.  
Ravno zato je pomembno, da za varovanje osebnih podatkov skrbijo vsi, od zdravnikov, 
medicinskih sester, administrator do pacientov samih.  
Z nalogo smo ugotovili, da se v ZD Litija zavedajo, kako pomembno je varovanje osebnih 
podatkov in da v skladu s tem Zavod tudi deluje. Trudijo se, da ne prihaja do zlorab, v ta 
namen so izvedli in še izvajajo izobraževanja za strokovne delavce. Ker pa s napakam pri 
delu, kadar je vpleten človeški faktor, težko izognemo, tudi v ZD Litija prihaja do kršitev, 
oziroma so pacienti podali nekaj pritožb na delo zdravstvenih delavce v preteklih letih.  
Menimo, da je zelo pomembno, da se vsi v zdravstvu, ki prihajajo v stik z osebnimi podatki 
pacientov, v ta namen izobražujejo, saj se tako zmanjšuje zmožnost zlorabe zaradi 
neznanja zaposlenih. Po drugi strani pa bilo potrebno preko različnih medijev izobraziti 
tudi paciente in jih seznaniti tako s pravicami kot tudi z dolžnostmi.  
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