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Cryptography is a technique of securing data. To improve the security level, cryptography 
needs to be developed. Block Cipher Cryptography based on Planting Pattern In this 
Harvest Moon game is designed to create a new cryptography. This cryptography is 
designed by using 4 process and 20 rounds, where the 2nd process uses Fiestel Network 
then the 3rd and the 4th process is transformed using an S-Box table to get  more random 
Ciphertext. Testing is also done by using Avalanche Effect where the character changes 
reach up to 50,625%, so it can be used as an alternative in securing data. 
 




Kriptografi adalah teknik mengamankan data. Untuk meningkatkan keamanannya, 
kriptografi perlu dikembangkan. Kriptografi Block Cipher Berbasis Pola Bercocok Tanam 
Pada Game Harvest Moon ini dirancang untuk membuat kriptografi baru. Kriptografi ini 
dirancang menggunakan 4 proses 20 putaran, dimana proses ke-2 menggunakan Jaringan 
Fiestel dan proses ke-3 dan ke-4 ditransformasikan menggunakan tabel S-Box untuk 
mendapatkan Ciphertext yang lebih acak. Pengujian juga dilakukan menggunakan 
Avalanche Effect dimana terjadi perubahan karakter mencapai 50%, sehingga dapat 
digunakan sebagai alternatif dalam mengamankan data. 
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Pada era kemajuan teknologi saat ini, pengiriman data menjadi hal yang 
sangat penting. Dibutuhkan suatu sistem keamanan yang mampu menjaga 
kerahasiaan suatu data, sehingga data yang dikirim tetap aman . Salah satu cara agar 
data tetap aman yaitu dengan membuat data menjadi tidak dapat dimengerti oleh 
sembarang orang kecuali untuk penerima yang berhak menerima data tersebut [1]. 
Teknik tersebut dikenal dengan nama kriptografi, sebagai suatu ilmu untuk 
mengamankan data [2]. Pada kriptografi terdapat dua komponen utama yaitu 
enkripsi dan dekripsi, enkripsi merupakan proses merubah data asli (Plaintext) 
menjadi data acak yang tidak dapat dimengerti (Ciphertext) sedangkan dekripsi 
adalah kebalikan dari enkripsi yaitu merubah ciphertext menjadi bentuk semula 
plaintext [3]. 
Algoritma-algoritma dalam proses enkripsi dan dekripsi terbagi menjadi dua 
macam, yaitu Stream Cipher dan Block Cipher. Algoritma dalam perancangan 
kriptografi ini menggunakan algoritma Block Cipher 64 bit dengan pola bercocok 
tanam pada permainan Harvest Moon yang dikombinasikan dengan Jaringan Fiestel 
dan juga S-Box. Algoritma Block Cipher mengenkripsi plaintext dan mendekripsi 
ciphertext secara blok per blok. Dengan menggunakan metode block cipher, proses 
enkripsi dan dekripsi memiliki kecepatan yang lebih baik jika dibandingkan dengan 
metode stream cipher [1]. 
Harvest Moon merupakan permainan yang sangat populer di kalangan 
masyarakat era 90-an hingga sekarang. Permainan yang menceritakan tentang 
kehidupan sehari-hari ini menjadi salah satu permainan terfavorit dan mampu 
membuat para pemain tidak jenuh. Salah satu bagian yang menarik dari permainan 
ini adalah ketika bercocok tananam, para pemain dapat menaman berbagai macam 
sayur dan buah-buahan di setiap musimnya. Tidak sekedar menaburkan benih pada 
ladang yang sudah disiapkan, terdapat bebrapa pola yang dapat dipakai untuk 
menanam sayuran yang diinginkan. Pola itulah yang penulis gunakan untuk 
membuat rancangan kriptografi ini. Pola menaburkan benih digunakan sebagai pola 
pemasukan bit dan pola memanen sayuran digunakan sebagai pola pengambilan bit 
di setiap blok. 
Pemasukan bit pada blok-blok berjumlah 64 bit, yang dilakukan sebanyak 
20 putaran dimana setiap putaran memiliki 4 proses palintext dan juga proses kunci 
(key). Hasil dari palintext akan di-XOR dengan kunci untuk menghasilkan 
Ciphertext kemudian dikombinasikan dengan S-Box dan juga Jaringan Fiestel untuk 
menghasilkan Avalance Effect yang besar. Dalam penelitian ini S-Box yang 







2. Tinjauan Pustaka 
 
Terdapat banyak penelitian tentang kriptografi block cipher. Salah satunya 
yaitu berjudul “Perancangan Kriptografi Block Cipher Berbasis pada Teknik Tanam 
Padi dan Bajak Sawah” membahas tentang implementasi algoritma Block Cipher 
untuk proses enkripsi dan dekripsi data yang dilakukan sebanyak 8 putaran [5]. 
Penelitian kedua berjudul “Perancangan Algoritma pada Kriptografi Block 
Cipher dengan Teknik Langkah Kuda Dalam Permainan Catur” membahas tentang 
proses enkripsi dan dekripsi menggunakan pola langkah kuda, yang dilakukan 
sebanyak 4 putaran [6]. 
Kemudian penelitian ketiga dengan judul “Perancangan Kriptografi Block 
Cipher Berbasis Pola Ikan Berenang” membahas tentang perancangan kriptografi 
baru menggunakan prinsip s-box, iterated cipher dan jaringan fiestel yang 
dilakukan sebanyak 15 putaran dan di uji menggunakan avalanche effect dan nilai 
korelasi [7]. 
Penelitian selanjutnya berjudul “Pengaruh S-Box Advanced Encryption 
Standard (AES) Terhadap Avalanche Effect Pada Perancangan Kriptografi Block 
Cipher 256 Bit Berbasis Pola Teknik Tarian Dansa Tali Dari Maluku” yang 
membahas tentang kriptografi menggunakan prinsip s-box dan juga avalanche 
effect yang diproses sebanyak 5 putaran [4]. 
Kriptografi merupakan ilmu untuk menjaga keamanan data [3]. Bagian dari 
kriptografi yaitu plaintext dan ciphertext. Plaintext adalah pesan yang dapat 
dimengerti maknanya, sedangkan ciphertext merupakan pesan yang sudah dirubah 
sehingga tidak dapat dimengerti maknanya [5]. Bagian lain yang terdapat pada 
kriptografi adalah enkripsi dan dekripsi. Enkripsi adalah proses dimana plaintext 
dirubah menjadi ciphertext, dan dekripsi adalah kebalikan dari enkripsi yaitu 
mengembalikan ciphertext menjadi plaintext.  
Berdasarkan penelitian-penelitian yang terkait dengan algoritma block 
cipher  tersebut, digunakan sebagai acuan dalam merancang penelitian tentang 
implementasi block cipher menggunakan pola bercocok tanam pada harvest moon 
yang dikombinasikan dengan s-box dan jaringan fiestel. Dalam penelitian ini  
dilakukan dengan proses enkripsi dan dekripsi sebanyak 20 putaran, kemudian di 
uji menggunakan nilai korelasi dari setiap putaran untuuk mendapatkan hasil 
terbaik. 
Block Cipher merupakan rangkaian bit yang dibagi menjadi blok-blok yang 
panjangnya sudah ditentukan sebelumnya [6]. Skema proses enkripsi-dekripsi 






Gambar 1 Skema Proses Enkripsi –Dekripsi Block Cipher 
 
Misalkan blok plaintext (P) yang berukuran n bit  
 npppP ,,, 21   (1) 
Blok ciphertext (C) maka blok C adalah  
 ncccC ,,, 21   (2)  
Kunci (K) maka kunci adalah 
 nkkkK ,,, 21   (3) 
Sehingga proses Enkripsi adalah 
  CPEk   (4) 
Proses dekripsi adalah 
  PCDk  (C) = P (5) 
   
Sebuah system kriptografi terdiri dari 5-tuple (Five Tuple) (P,C,K,E,D) yang 
memenuhi kondisi [8] : 
1. P adalah himpunan berhingga dari plaintext. 
2. C adalah himpunan berhingga dari ciphertext. 
3. K merupakan ruang kunci (Keyspace), himpunan berhingga dari kunci. 
4. Untuk setiap k  K, terdapat aturan enkripsi ek  E dan berkorespodensi 
dengan aturan dekripsi dk  D. Setiap ek : P → C dan dk : C → P adalah 
fungsi sedemikian hingga dk(ek(x)) = x untuk setiap plaintext x ∊ P.  
 Dalam pengujian menggunakan korelasi yang merupakan teknik statistik 
untuk mengukur kekuatan hubungan antar dua variabel dan untuk mengetahui 
bentuk hubungan antara dua variabel tersebut dengan hasil yang bersifat kuantitatif. 
Kekuatan hubungan antar dua variabel itu disebut dengan koefisien korelasi. Nilai 
koefisien akan selalu berada diantara -1 sampai +1. Untuk menentukan kuat atau 







Tabel 1 Klasifikasi Koefisien Korelasi 
Interval Koefisien  Tingkat Hubungan 
0,00 – 0,199 Sangat Rendah 
0,20 – 0,399 Rendah 
0,40 – 0,599 Sedang 
0,60 – 0,799 Kuat 
0,80 – 1,000 Sangat Kuat 
 
 
3. Metode Penelitian 
 
Perancangan kriptografi ini dilakukan dengan beberapa tahap penyusunan 
yaitu : identifikasi masalah, pengumpulan data, perancangan kriptografi, uji 










Gambar 2 Tahapan Penelitian 
 
Tahap penelitian berdasarkan Gambar 2, dijelaskan sebagai berikut: 
Tahap Pertama : identifikasi masalah, tahapan yang dilakukan untuk melihat 
permasalahan dalam pengamanan data yang berkaitan dengan kriptografi. 
Tahap Kedua : pengumpulan data, melakukan pengumpulan data sebagai bahan 
untuk pembuatan algoritma seperti pencarian pola untuk plaintext dan kunci. 
Tahap Ketiga : perancangan kriptografi, melakukan perancangan algoritma 
kriptografi dengan pola bercocok tanam pada game harvest moon, diterapkan ke 
dalam block cipher 64bit. 
Tahap Keempat : uji kriptografi, melakukan pengitungan mulai dari memasukan 
plaintext, mengubah text ke dalam bit lalu melakukan proses enkripsi-dekripsi. 
















 Dalam perancangan kriptografi block cipher pada pola bercocok tanam pada 
game harvest moon ini dilakukan dua proses yaitu enkripsi dan proses dekripsi. 
Enkripsi dan dekripsi itu sendiri dilakukan dalam 20 putaran, dan disetiap putaran 
terdapat 4 proses. 
 
 
Gambar 3 Proses alur Enkripsi 
 
  Gambar 3 menunjukan alur proses enkripsi, langkah-langkah proses 
enkripsi itu sendiri dijelaskan sebagai berikut: a) Menyiapkan plaintext dan kunci; 
b) Mengubah plaintext dan kunci menjadi biner sesuai dalam tabel ASCII; c) dalam 
perancangan enkripsi, plaintext dan kunci akan melewati empat proses pada setiap 
putaran; d) Putaran pertama Plaintext 1 (P1) diproses dengan pola dan di-XOR 
dengan Kunci 1 (K1) menghasilkan C1; e) C1 ditransformasikan dengan pola 
menjadi P2 dan diproses menggunakan Jaringan Fiestel, kemudian P2 di-XOR 
dengan K2 menghasilkan C2; f) C2 ditransformasikan dengan pola menjadi P3 
kemudian di S-BOX, setelah itu P3 di-XOR dengan K3 menghasilkan C3; g) C3 
ditransformasikan dengan pola menjadi P4 kemudian di S-BOX, setelah itu P4 di-
XOR dengan K4 menghasilkan C4; h) Masuk pada putaran dua, C4 
ditransformasikan menjadi P5 kemudian dilakukan proses yang sama dengan 
putaran pertama, dan dilakukan sampai putaran ke-20 hingga menghasilkan 







Gambar 4 Proses alur Dekripsi 
 
Gambar 4 menunjukan alur proses dekripsi, langkah-langkah proses 
dekripsi tersebut dijelaskan sebagai berikut: a) Menyiapkan ciphertext dan kunci; 
b) Mengubah ciphertext dan kunci menjadi biner sesuai dalam tabel ASCII; c) 
dalam perancangan dekripsi, ciphertext dan kunci akan melewati empat proses pada 
setiap putaran; d) Putaran pertama Ciphertext  (C) diproses dengan pola dan di-
XOR dengan Kunci 20 (K20) menghasilkan P20; e) P20 ditransformasikan dengan 
pola menjadi P20 dan diproses menggunakan S-BOX, dan mendapatkan hasil akhir 
P20; f) P20 ditransformasikan dengan pola menjadi C19 kemudian di-XOR dengan 
K19, menghasilkan P19 kemudian diproses menggunakan S-BOX, dan 
mendapatkan hasil akhir P19; g) P19 ditransformasikan dengan pola menjadi C18 
kemudian di-XOR dengan K18,menghasilkan P18, kemudia P18 diproses 
menggunakan Jaringan Fiestel dan mendapatkan hasil akhir dari P18; h) P18 
ditransformasikan dengan pola menjadi C17 kemudian di-XOR dengan K17, 
menghasilkan P17; i) Masuk pada putaran dua, P17 ditransformasikan menjadi C16 
kemudian dilakukan proses yang sama dengan putaran pertama, dan dilakukan 









4. Hasil dan Pembahasan 
 
Dalam bagian ini akan membahas tentang algoritma perancangan 
kriptografi block cipher 64bit berbasis pola bercocok tanam pada game harvest 
moon secara lebih rinci. 
Dalam algoritma ini pola bercocok tanam digunakan sebagai proses 
pemasukan dan pengambilan bit. Pola tersebut ditunjukan pada Gambar 5. 
 
Pola (A)     Pola (B) 
 
Pola (C)     Pola (D) 
Gambar 5 Pola Bercocok Tanam 
Pada Gambar 5 menunjukan empat pola yang berbeda, dimana pola-pola 
tersebut menunjukan cara-cara bercocok tanam pada game harvest moon. 
Berdasarkan pola-pola yang sudah dirancang, dilakukan pengujian korelasi dengan 
mengkombinasikan urutan pola untuk menemukan nilai korelasi terbaik. Pengujian 






Berdasarkan hasil pengujian korelasi, maka hasil terbaiklah yang akan 
digunakan sebagai acuan perancangan dalam proses enkripsi dan dekripsi. 
 
Tabel 2 Tabel Rata Korelasi 
 
RATA-RATA NILAI KORELASI 
POLA RATA-RATA POLA RATA-RATA 
A-B-C-D -0,167919206 C-A-B-D 0,548858382 
A-B-D-C 0,435751106 C-A-D-B -0,645362835 
A-C-B-D 0,71440168 C-B-A-D -0,281471635 
A-C-D-B 0,550076859 C-B-D-A 0,165466128 
A-D-B-C -0,218551303 C-D-A-B -0,261817569 
A-D-C-B -0,052514612 C-D-B-A -0,416231488 
B-A-C-D 0,601310992 D-A-B-C 0,239662804 
B-A-D-C 0,107723347 D-A-C-B 0,087889255 
B-C-A-D 0,327903814 D-B-A-C 0,322804625 
B-C-D-A -0,790868367 D-B-C-A -0,540906197 
B-D-A-C 0,083204324 D-C-A-B 0,082035669 
B-D-C-A -0,466251216 D-C-B-A -0,284436011 
 
Tabel 2 menunjukan hasil kombinasi pola dan mendapatkan nilai korelasi 
terbaik pada kombinasi pola  A-D-C-B. Kombinasi ini lah yang akan digunkan 
untuk melanjutkan proses enkripsi hingga putaran ke-20 untuk menghasilkan 
ciphertext. 
Telah dijelaskan bahwa perancangan kriptografi ini dilakukan sebanyak 20 
putaran, dan disetiap putaran memiliki 4 proses untuk mendapatkan hasil akhir 
yaitu ciphertext. Proses pertama plaintext dan kunci diubah kedalam bentuk ASCII 
kemudah diubah lagi kedalam biner. Kemudian bit-bit plaintext diproses dengan 
pola pemasukan dan pengambilan kedalam kolom matrik 8x8 menggunakan pola 
bercocok tanam yang berbeda-beda pada setiap proses. Kemudian hasil X-OR 
proses pertama ditransformasikan menggunakan Jaringan Fiestel pada proses 
kedua. Hasil X-OR dari proses kedua dan ketiga kemudian ditransformasikan 
menggunakan S-BOX dan menghasilkan P4 yang kemudian digunakan pada proses 
keempat dan diulang terus-menerus hingga putaran ke-20 untuk menghasilkan 










Gambar 6 Proses Enkripsi 
 
Untuk menjelaskan secara detail proses pemasukan bit dalam matriks maka 
diambil proses 1 pada putaran 1 sebagai contoh. Misalkan angka 1 merupakan 
inisialisasi setiap bit yang merupakan hasil konversi plaintext maka urutan bit 









Gambar 7 merupakan contoh pola penanaman bibit yang dapat digunakan 
dalam permainan harvest moon, kemudian pola tersebut diimplementasikan ke 
dalam excel. Dimana  proses penebaran benih pada game digunakan sebagai pola 
pemasukan bit plaintext dan kunci pada proses 1. Setiap 8 bit dari setiap karakter 
plaintext dan kunci dimasukan pada setiap blok  sesuai dengan urutan angka. 
 
 
Gambar 8 Pola pengambilan plaintext dan kunci proses 1 
 
Gambar 8 merupakan pola dari proses memanen sayuran yang dilakukan 
pada game harvest moon yang kemudian digunakan sebagai pola pengambilan bit 
pada proses 1. Setelah bit diambil menggunakan pola, kemudian hasil pengambilan 




Gambar 9 Pola pemasukan plaintext dan kunci proses 2 
 
Gambar 9 menunjukan pola penanaman bibit berikutnya, dimana proses 
menanam bibit ini dilakukan secara vertical dari bawah ke atas dan atas ke bawah, 
yang kemudian diimplementasikan ke dalam excel dan digunakan sebagai pola 
pemasukan bit plaintext dan kunci, dimana C1 pada proses 1 digunakan sebagai P2 
dan K1 digunakan sebagai K2. Kemudian P2 diproses menggunakan Jaringan 








Gambar 10 Pola pemasukan plaintext dan kunci proses 3 
 
Gambar 10 adalah pola dalam proses penanaman benih sayuran dalam game 
harvest moon, dalam proses menanam ini setiap benih ditabur secara berurutan dari 
atas ke bawah dan bawah ke atas. Hasil implementasi kemudian digunakan sebagai 
proses pemasukan bit plaintext dan kunci pada proses ketiga. C2 dan K2 pada 
proses kedua digunakan sebagai P3 dan K3 pada proses ketiga, dan dimasukan 
kedalam kolom matriks sesuai dengan urutan nomor yang tertera. 
 
 
Gambar 11 Pola pengambilan plaintext dan kunci proses 3 
 
Gambar 11 menjelaskan tentang pola memanen sayuran pada game harvest 
moon, dimana pola memanen sayuran ini dilakukan berurutan secara spiral dari kiri 
ke kanan sesuai dengan ukuran petak kebun setiap sayuran, kemudian pola 
memanen itu diimplementasikan sebagai pola pengambilan dari proses 3, P3 dan 
K3 diambil sesuai dengan urutan nomor yang tertera, kemudian hasil pengambilan 
bit pada P3 ditransformasikan menggunakan S-BOX. Hasil dari P3 dan K3 







Gambar 12 Pola pemasukan plaintext dan kunci proses 4 
 
Gambar 12 adalah contoh menanam benih berikutnya, proses penanaman 
benih ini dilakukan secara horizontal dari kiri ke kanan dan kanan ke kiri sesuai 
dengan ukuran petak kebun yang telah dibuat, kemudian pola penanaman benih 
tersebut diimplementasikan kedalam excel dan digunakan sebagai pola pemasukan 
plaintext dan kunci terakhir yang dilakukan pada enkripsi putaran 1. C3 dan K3 
pada proses 3 digunakan sebagai P4 dan K4 pada proses keempat. 
 
 
Gambar 13 Pola pengambilan plaintext dan kunci proses 4 
 
Gambar 13 merupakan cara yang dapat digunakan dalam memanen sayuran 
pada game harvest moon, proses memanen sayuran dilakukan secara vertical dari 
atas ke bawah sesuai ukuran petak kebun yang dibuat, kemudian pola dari proses 
memanen tersebut digunakan sebagai tahap akhir pola pengambilan plaintext dan 
kunci. P4 dan K4 diambil menggunakan pola sesuai dengan urutan nomor yang 
tertera, hasil pengambilan P4 kemudian ditransformasikan menggunakan S-BOX. 
Hasil akhir dari P4 dan K4 kemudian di XOR menghasilkan C4. Proses enkripsi 
putaran 1 telah selesai, dan dilakukan proses yang sama secara terus-menerus 







Gambar 14 Tabel S-BOX AES 
 
Gambar 14 tabel S-BOX yang digunakan pada proses enkripsi dan dekripsi. 
Cara pensubstitusian adalah sebagai berikut: untuk setiap byte pada array state, 
misalkan S[r, c] = xy, yang dalam hal ini xy adalah digit heksadesimal dari nilai S[r, 
c], maka nilai substitusinya, dinyatakan dengan S’[r, c], adalah elemen di dalam S-
box yang merupakan perpotongan baris x dengan kolom y.Misalnya S[0, 0] = 11, 
maka S’[0, 0] = 82. 
Untuk pengujian algoritma dilakukan dengan mengambil contoh plaintext 
gwipUKSW dan kunci adalah mAiP2472. Kemudian dilakukan proses enkripsi 
sebanyak 20 putaran, dan disetiap putaran enkripsi akan mendapatkan ciphertext 
(C) dan dikonversi ke dalam nilai hexadecimal. Hasil enkripsi dari putaran ke 20 
adalah final ciphertext ditunjukan pada Tabel 3. 
 
Tabel 3 Hasil Ciphertext Setiap Putaran 
 
Putaran Hasil Hexadecimal Putaran Hasil Hexadecimal 
1 4916EA55A71221FD 11 58C2B895F7D38C79 
2 1AFB145B45636E3A 12 8366913B77D068C8 
3 1D5EECB7DBA5C6A 13 32F33DC420C69E10 
4 B75DDAEE9C71F48B 14 973B8E5F6712ACF4 
5 2B9239DC4DA6928 15 BAD29135F5A1F74 
6 CFA0F1F9B5BEEC5F 16 8991FFC9D95AD37 
7 EB65586FDFFA1C24 17 3DCB1FC66873685 
8 6A4437372713ED 18 72F2D41A1D023FD4 
9 C0F71723B6C1C595 19 5ADDF13A209A849E 
10 9941974355AAD11C 20 979C4573F68364AB 
 
Proses dekripsi adalah proses merubah ciphertext menjadi plaintext awal. 
Dekripsi dilakukan sama seperti enkripsi, tetapi dekripsi dimulai dari putaran ke-







Gambar 15 Skema Proses Dekripsi 
 
Gambar 15 menjelaskan alur dekripsi. Pola pengambilan pada proses 
enkripsi akan menjadi pola pemasukan pada proses dekripsi, sedangkan pola 
pemasukan pada enkripsi akan digunakan sebagai pola pengambilan pada dekripsi. 
Proses dekripsi dimulai dari memasukan ciphertext ke kolom matrik C4 kemudian 
di-XOR dengan K4 pada proses keempat menghasilkan P4. Kemudian P4 
ditransformasikan menggunakan S-BOX dan mendapat hasil akhir dari P4 
kemudian menuju proses berikutnya, P4 akan digunakan sebagai C3 kemudian di-
XOR dengan K3 dan menghasilkan P3. P3 ditransformasikan dengan S-BOX untuk 
mendapatkan hasil akhir dari P3 dimana P3 akan digunakan sebagai C2 pada proses 
berikutnya. Setelah itu, C2 di-XOR dengan K2 menghasilkan P2. P2 diproses 
menggunakan Jaringan Fiestel, lalu hasil dari P2 digunakan sebagai C1 pada proses 
selanjutnya. C1 kemudian di-XOR dengan K1 menghasilkan P1, proses itu 
dilakukan berulang-ulang sebanyak 20 putaran sesuai dengan banyaknya putaran 









Tabel 4 Algoritma Enkripsi dan Dekripsi 
 
Proses Enkripsi Proses Dekripsi 
1. Masukan plaintext  1. Masukan ciphertext 
2. Plaintext dirubah ke ASCII 2. Ciphertext dirubah ke ASCII 
3. ASCII diubah ke BINER 3. ASCII diubah ke BINER 
4. Bit BINER dimasukan ke kolom matrik 
P1  dengan pola pemasukan proses 1 
4. Bit BINER dimasukan ke kolom matrik 
C4 dengan pola pemasukan  
5. Bit pada kolom matrik diambil 
menggunakan pola pengambilan 
5. C4 di-XOR dengan K4 menghasilkan P4 
6. Bit pengambilan dimasukan lagi kedalam 
matrik mendapatkan hasil akhir P1 
6. P4 diproses dengan pola pengambilan 
7. P1 di-XOR dengan K1 menghasilkan C1 7. Hasil pengambilan diubah ke HEX 
8. C1 = P2 8. HEX diproses menggunakan tabel S-BOX 
9. P2 diproses menggunakan Jaringan 
Fiestel. 
9. Hasil konversi diubah ke BINER 
10. P2 di-XOR dengan K2 menghasilkan C2 10. BINER dimasukan ke kolom matrik P4 
11. C2 = P3 diambil dengan pola pemasukan 
proses 3 
11. P4 = C3 
12. P3 diproses menggunakan pola 
pengambilan proses 3. 
12. C3 di-XOR dengan K3 menghasilkan P3 
13. BINER hasil pengambilan diubah ke DEC 13. P3 diproses dengan pola pengambilan  
14. DEC diubah ke HEX 14. Hasil pengambilan dirubah ke bentuk 
HEX 
15. HEX diproses menggunakan S-BOX 15. HEX diproses menggunakan tabel S-BOX 
16. Hasil HEX diubah ke BINER 16. Hasil konversi dirubah ke BINER 
17. Biner dimasukan ke kolom P3 17. BINER dimasukan ke kolom matrik P3 
18. P3 di-XOR dengan K3 menghasilkan C3 18. P3 = C2 
19. C3 = P4 diambil dengan pola pemasukan 
proses 4 
19. C2 di-XOR dengan K2 menghasilkan P2 
20. P4 diproses menggunakan pola 
pengambilan proses 4. 
20. P2 diproses menggunakan jaringan fiestel 
21. BINER diubah ke DEC 21. Hasil akhir P2 = C1 
22. DEC diubah ke HEX 22. C1 di-XOR dengan K1 menghasilkan P1 
23. HEX diproses menggunakan S-BOX 23. P1 diproses dengan polapengambilan 
24. Hasil HEX diubah ke BINER 24. Bit pengambilan dimasukan lagi kedalam 
kolom matrik P1 
25. Biner dimasukan ke kolom P4 25. Hasil kahir pemasukan bit diproses 
dengan pola pengambilan 
26. P4 di-XOR dengan K4 menghasilkan C4  26. Hasil akhir BINER P1 dirubah ke DEC 
27. C4 diubah ke DEC 27. DEC dirubah ke HEX 
28. DEC diubah ke HEX 28. HEX dirubah ke CHAR 
 
Tabel 4 merupakan algoritma proses nekripsi dan dekripsi secara 
menyeluruh. Proses enkripsi menghasilkan C4, dan proses dekripsi menghasilkan 
P1. 
Algortma proses Kunci (key), dijelaskan sebagai berkut: 
1. Masukan Kunci 
2. Kunci diubah ke ASCII 
3. ASCII ke BINER 
4. Bit BINER dimasukan ke kolom K1 dengan pola pemasukan Kunci 
5. Bit kunci diambil dengan pola pengambilan Kunci 
6. BINER hasil pengambilan dimasukan kedalam kolom matrik K1 
7. K1 = K2 





9. K2 = K3 
10. K3 dimasukan ke kolom matrik K3 dengan pola pemasukan 
11. Bit K3 pada kolom matrik diambil dengan pola pengambilan 
12. BINER hasil pengambilan dimasukan kedalam kolom matrik 
13. K3 = K4 
14. K4 dimasukan ke kolom matrik K4 dengan pola pemasukan 
15. Bit K4 pada kolom matrik diambil dengan pola pengambilan 
16. BINER hasil pengambilan dimasukan kedalam kolom matrik 
 
Pseudocode proses enkripsi dan dekripsi dijelaskan sebagai berikut: 
Proses Enkripsi 
{Program ini digunakan untuk melakukan proses enkripsi data} 
Kamus 
P,K,P1,K1,P2,K2,P3,K3,P4,K4 = integer 
C1,C2,C3,C4 = integer 
Start  
 C1 <- P1 ⊕ K1 
  Input P 
  Read P 
   P to ASCII 
   ASCII to BINER 
   Dari BINER = kolom matrik P1, masukan BINER 
   P1 menggunakan Pola Bercocok Tanam A 
    Dari kolom matrik P1 =  BINER , ambil bit 
    P1 dengan pola pengambilan A 
     Dari BINER = kolom matrik P1, masukan BINER 
  Output P1 
 
  Input K 
  Read K 
   K to ASCII 
   ASCII to BINER 
   Dari BINER = kolom matrik K1, masukan BINER 
   K1 menggunakan Pola Bercocok Tanam A 
    Dari kolom matrik K1 =  BINER , ambil bit K1 
    K1 dengan pola pengambilan A 
     Dari BINER = kolom matrik K1, masukan BINER K1 
  Output K1 
 Print C1 
 C1 = P2 
 C2 <- P2 ⊕ K2 
  Dari C1 = kolom matrik P2, masukan C1 
   P2 menggunakan Pola Bercocok Tanam D 
   P2 Jaringan Fiestel 
  Output P2 
  Dari K1 = kolom matrik K2, masukan K1 
  Output K2 
 Print C2 
 C2 = P3 
 C3 <- P3 ⊕ K3 
  Dari C2 = kolom matrik P3, masukan C2 
  P3 menggunakan Pola Bercocok Tanam C 
   Dari kolom matrik P3 = BINER, ambil bit 
   P3 dengan pola pengtambilan C 
    BINER to HEXA 
    Dari HEXA = Tabel S-BOX, masukan HEXA 
    HEXA konversi menggunakan S-BOX 





  Dari BINER = kolom matrik P3, masukan BINER 
Output P3 
Dari K2 = kolom matrik K3, masukan K2 
   Dari kolom matrik K3 = BINER, ambil bit K3 
   K3 dengan pola pengambilan C 
    Dari BINER = kolom matrik K3, masukan BINER K3 
  Output K3 
Print C3 
C3 = P4 
  C4 <- P4 ⊕ K4 
   Dari C3 = kolom matrik P4, masukan C3 
   P4 menggunakan Pola Bercocok Tanam B 
    Dari kolom matrik P4 = BINER, ambil bit 
    P4 dengan pola pengtambilan B 
     BINER to HEXA 
     Dari HEXA = Tabel S-BOX, masukan HEXA 
     HEXA konversi menggunakan S-BOX 
  Print BINER S-BOX 
   Dari BINER = kolom matrik P4, masukan BINER 
Output P4 
Dari K3 = kolom matrik K4, masukan K3 
   Dari kolom matrik K4 = BINER, ambil bit K4 
   K4 dengan pola pengambilan B 
    Dari BINER = kolom matrik K4, masukan BINER K4 







{Program ini digunakan untuk melakukan proses enkripsi data} 
Kamus 
P,K,P1,K1,P2,K2,P3,K3,P4,K4 = integer 
C1,C2,C3,C4 = integer 
Start 
 Input K 
 Read K 
  K to ASCII 
  ASCII to BINER 
  Dari BINER = kolom matrik K1, masukan BINER 
  K1 menggunakan Pola Bercocok Tanam A 
    Dari kolom matrik K1 =  BINER , ambil bit K1 
    K1 dengan pola pengambilan A 
     Dari BINER = kolom matrik K1, masukan BINER K1 
 Output K1 
 K1 = K2 
 Output K2 
 K2 = K3 
Dari K2 = kolom matrik K3, masukan K2 
   Dari kolom matrik K3 = BINER, ambil bit K3 
   K3 dengan pola pengambilan C 
    Dari BINER = kolom matrik K3, masukan BINER K3 
 Output K3 
 K3 = K4 
Dari K3 = kolom matrik K4, masukan K3 
   Dari kolom matrik K4 = BINER, ambil bit K4 
   K4 dengan pola pengambilan B 
    Dari BINER = kolom matrik K4, masukan BINER K4 
 Output K4 
 P4 <- C4 ⊕ K4 
 Input C 
 Read C 





  ASCII to BINER 
  Dari BINER = kolom matrik C4, masukan BINER 
  C4 ⊕ K4 
 Print P4 
  Dari kolom matrik P4 = BINER, ambil bit P4 
  BINER to HEXA 
   Dari HEXA = Tabel S-Box, masukan HEXA 
   HEXA ditranformasi menggunakan S-Box 
    Dari BINER P4 = kolom matrik P4, masukan BINER 
    Menggunakan pola pengambilan B 
 Output P4 
 P4 = C3 
  P3 <- C3 ⊕ K3 
  Dari P4 = kolom matrik C3, masukan BINER 
  C3 ⊕ K3 
 Print P3 
  Dari kolom matrik P3 = BINER, ambil bit P3 
  BINER to HEXA 
   Dari HEXA = Tabel S-Box, masukan HEXA 
   HEXA ditranformasi menggunakan S-Box 
    Dari BINER P3 = kolom matrik P3, masukan BINER 
    Menggunakan pola pengambilan C 
 Output P3 
 P3 = C2 
  P2 <- C2 ⊕ K2 
  Dari P3 = kolom matrik C2, masukan BINER 
  C2 ⊕ K2 
 Print P2 
  Dari kolom matrik P2 = Jaringan Fiestel 
 Output P2 
 P2 = C1 
  P1 <- C1 ⊕ K1 
  Dari P2 = kolom matrik C1, masukan BINER 
  C1 ⊕ K1 
 Print P1 
  Dari kolom matrik P1 = BINER, ambil bit P1 
   Dari BINER = kolom matrik P1, masukan BINER 
   Menggunakan pola pengambilan A 
 Output P1 
 P1 to BINER 
BINER to ASCII 




Tabel 5 Nilai Korelasi Setiap Putaran 
 
Putaran Korelasi Putaran Korelasi 
1 -0,052514612 11 -0,194253821 
2 0,339726569 12 -0,623516899 
3 -0,351179049 13 0,286014397 
4 0,080417563 14 -0,110654284 
5 0,643090491 15 -0,123826354 
6 0,210445926 16 0,289006683 
7 -0,201986209 17 0,439630978 
8 -0,058430759 18 0,515229905 
9 -0,261219328 19 0,240467949 






Pengujian korelasi digunakan untuk mengukur perbandingan antara 
plaintext dan ciphertext. Nilai korelasi berkisar antara 1 sampai -1, jika nilai 
korelasi mendekati angka 1 maka plaintext dan ciphertest memiliki hubungan yang 
kuat, sebaliknya jika mendekati angka 0 maka plaintext dan ciphertext memiliki 
hubungan yang lemah. 
Tabel 5 menunjukan nilai korelasi setiap putaran, dan dapat disimpulkan 
bahwa algoritma kriptografi block cipher 64 bit berbasis pola bercocok tanam game 





Gambar 16 Grafik Perbandingan Plaintext dan Ciphertext 
 
Gambar 16 menunjukan bahwa antara putaran satu dengan putaran yang lain 
memiliki perbedaan yang signifikan antara plaintext dan ciphertext. 
 
Pengujian Avalanche Effect dilakukan untuk mengetahui perubahan bit 
yang ada ketika plaintext diubah. Pengujian dilakukan dengan merubah karakter 









Pada Gambar 17 adalah hasil dari pengujian Avalanche Effect, pada kasus 
ini plaintext awal adalah gwipUKSW yang kemudian diubah menjadi gwipSWCU. 
Terjadi perubahan bit yang besar disetiap putarannya, seperti yang terjadi pada 
putaran ke-1 dan ke-15 perubahan bit melebihi angka 55%, dan hanya beberapa 
putaran yang perubahan bitnya berada di bawah 50% yakni pada putaran ke-4,5,17 
dan putaran ke-20. Dan dapat disimpulkan bahwa pengujian Avalanche Effect ini  
dari semua putaran, hasil perubahan bit mencapai 50,625%. 
 
5. Simpulan  
 
Berdasarkan penelitian yang dilakukan, dapat disimpulkan bahwa 
kriptografi block cipher 64 bit berbasis pola bercocok tanam game harvest moon 
dapat dikatakan sebagai sistem kriptografi. Dalam proses enkripsi, rancangan 
kriptografi block cipher berbasis pola bercocok tanam game harvest moon ini 
menghasilkan output yang acak sehingga dapat digunakan sebagai alternatif dalam 
pengamanan data. Dalam pengujian avalanche effect yang dilakukan pun 
menunjukkan bahwa proses enkripsi disetiap putaran memiliki perubahan yang 
mencapai 50,625%. 
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