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Diplomska naloga poskuša odgovoriti na vprašanja, kaj je tajni podatek, kako se z njim dela, 
kaj vse je potrebno, da nek dokument postane tajni podatek, kako se z njim pravilno ravna, 
kako se ga prenaša, prebira, posreduje itd. Izbor teme diplomske naloge je posledica lastne 
radovednosti glede tega, kaj tajni podatek je in do katerih podatkov v povezavi z njihovo 
tajnostjo se lahko laik sploh dokoplje. Navadni smrtniki, se pravi osebe, ki nimajo nobenih 
pooblastil, lahko pridejo samo do teoretičnih podatkov o tajnih podatkih in do informacij, 
ki so na voljo na spletu. Ob osnovnem vprašanju, posredovanem na Urad za varstvo tajnih 
podatkov, namreč dobimo kratek in jedrnat odgovor, da nam »na žalost ne morejo 
pomagati«. Diplomska naloga je zato nastala predvsem na podlagi že znanih dejstev, 
teorije in osebnega znanja o ravnanju s tajnimi podatki. Ob pisanju naloge postane jasno, 
da tajni podatki v Sloveniji niso nekaj tako zanimivega, kot bi si lahko predstavljali in kot so 
predstavljeni v različnih ameriških filmih. Pri nas je povprečno število tajnih dokumentov z 
oznako »strogo tajno« na ministrstvu za zunanje zadeve zelo malo. Vsako ministrstvo ima 
teh dokumentov le nekaj, za vzorec približno enega do dva, in še to le pomembnejša 
ministrstva. Tudi izkazovanje s posebnimi izkaznicami z dovoljenjem za prevzem ali prenos 
tajnih podatkov je po navadi bolj izjema kot pravilo. To je posledica tega, da ravnanje s 
tajnimi podatki v Sloveniji ni prioritetno, zato ni nenavadno, da se kakšna informacija zelo 
hitro znajde v javnosti. To pa se trenutno dogaja po vsem svetu, predvsem v Združenih 
državah Amerike, ki so bolj zanimive, njihove informacije pa bolj zaželene oziroma iskane. 
Slovenija kot majhna država ni v središču pozornosti, zato njene informacije niso tako 
zaželene kot informacije drugih, pomembnejših držav. Tajni podatki so zato v Sloveniji 
manj cenjeni oziroma daleč od tega, da bi se kdo bolj zavzel, da bi se z njimi ravnalo bolj 
preudarno. Že samo drugačen pristop in večje spoštovanje tistih, ki se ukvarjajo s 
prenosom in vnosom tajnih podatkov, ter delovanje po črki zakona bi veliko prispevali k 
izboljšanju na tem področju.  
Ključne besede: Tajni podatek, Ministrstvo za zunanje zadeve, Urad za varstvo tajnih 














DEMOCRATIC ADMINISTRATION AND CLASSIFIED INFORMATION 
The thesis seeks to answer the questions of what is classified information, how it works, 
what it takes for a document to become classified information, how it is handled properly, 
how it is transmitted, read, forwarded, etc. The chosen topic for my thesis is the result of 
my own curiosity as to what is classified information, and to which data in relation to its 
secrecy a layman can access. Mere mortals, i.e. persons who do not have any 
authorisation, can only access to some abstract answers of classified information and 
informations that are available online. To a basic question submitted to the Office for the 
Protection of Classified Information we receive a short and concise answer, e.g."that they 
unfortunately can not help us." The thesis is therefore formed mainly on the basis of 
already known facts, theory and personal knowledge about how classified information is 
being handled. During my research it became clear that the secret data in Slovenia is not 
something as interesting as one would imagine it to be, and as it is shown in a variety of 
American movies. In Slovenia, the average number of classified documents marked "Top 
Secret," at a specific ministry is very low. Each ministry has a few of these documents, 
approximately one or two; and even that number applies for only more important 
ministries. All other documents with different levels of secrecy are sent with ordinary 
courier mail. Certification of one's identity with specialised I.D. cards for one's 
authorisation to handle classified information is usually more an exception rather than the 
rule. This is due to the fact that operating with classified information in Slovenia is not a 
priority; it is not unusual that some information finds its way very quickly into public. This 
is currently happening all around the world, especially in the United States that are more 
interesting, their information is more desirable and sought. Slovenia is a small country that 
is not in the center of attention, so its data is not as desirable as that of other, more 
important countries. Classified information is therefore less valued in Slovenia and for now 
the current situation is far from it for anyone to take more interest in handling classified 
information more judiciously. A different approach and greater respect for those who are 
dealing with classified information and acting acording to the laws, all that would 
contribute to improvements in this area. 
Key words: Classified information, Ministry of foreign affairs, Government Office for the 
Protection of Classified Information, Law on Classified Information, legislation, courier 
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Besedna zveza »tajni podatki« zveni zelo zanimivo, a hkrati nas ob tem zanima, kaj to sploh 
je, kaj to sploh pomeni. Postavljajo se nam torej številna vprašanja, po drugi strani pa se 
bojimo iskati odgovore nanje, saj si pod tajnimi podatki predstavljamo nekaj, kar je zelo 
pomembno in nam, nepooblaščenim nepredstavljivo in nedostopno – dostopno samo 
državnikom na najvišjih položajih. Prav tako se s strahom spuščamo v raziskovanje tega, 
kaj tajni podatki sploh so in kaj bi pomenilo razkritje takih dokumentov. Razkritje 
dokumentov določene tajnosti in vsebine lahko zamaje tako kredibilnost države kot njenih 
organov; vsi tajni dokumenti pa niso takšni, saj vsak od dokumentov vsebuje različno 
vsebino. Razkritje pomembnih tajnih dokumentov lahko privede do šokantnih odkritij ali 
pa do spoznanja nove resnice o določenih stvareh. Tak dokument je zato namenjen točno 
določeni osebi in označen s stopnjo tajnosti, ki je primerna za tak dokument. Pri tem se 
postavlja logično vprašanje, zakaj bi se dokumente različnih stopenj tajnosti sploh moralo 
odpreti za javnost ali posameznika, saj je bil ta dokument z namenom posredovan točno 
določeni osebi in ne drugim. 
Dokumenti z oznakami različnih stopenj tajnosti (interno do strogo tajno) vedno burijo 
duhove, pa naj gre za dokumente, stare nekaj let, morda celo nekaj desetletij, ali 
dokumente iz današnjih dni. Nikoli ne bo prav, kako je določena specifična stopnja tajnosti 
za dokument.  Pa naj bo to navadna depeša o zaposlitvi novega diplomata ali pa zaupen 
dogovor med predsedniki vlad. Vedno se bo našel nekdo, ki bo trdil, da ta dokument ne 
potrebuje takšne stopnje tajnosti, ali pa se bo šlo v neko drugo skrajnost in se bomo začeli 
spraševati o pomembnosti takšne stopnje tajnosti na dokumentu, staremu nekaj 
desetletij. Prav tako pa se vedno znova postavljajo vprašanja relevantnosti takšnega 
označevanja določenih dokumentov. Včasih, ko še ni bilo takšnega zavedanja, kaj lahko 
pomeni, če nek zaupni dokument pride v javnost, je imel vsak uradnik svoje žige z oznakami 
strogo tajno, tajno, zaupno ali interno in je odvisno od dneva in razpoloženja vsak 
dokument označil enkrat z enim žigom drugič z drugim. Ta uradnik je bil prepuščen lastni 
izbiri. Danes to ni več tako, saj se vsak dokument pregleda, točno označi, kakšne stopnje 
tajnosti je, in temu primerno distribuira – pošlje oziroma prenese naprej.  
Tajnost je in je bila vedno tema, o kateri se je veliko govorilo in bolj malo naredilo. Danes 
se vse to zelo spreminja, saj ljudje, ki se s tem ukvarjajo, ugotavljajo, da je varovanje tajnih 
podatkov vedno bolj potrebno, saj napredek tehnologije in tudi razmišljanja ljudi pogosto 
vodi do zlorabe takih podatkov. Varovanju tajnih podatkov se zato posveča vedno več časa, 
znanja in tehnologije. Prav tako tudi nosilec tajnega podatka določi stopnjo tajnosti takega 
podatka in koliko časa ta stopnja velja. Tu se lahko vprašamo, ali je sploh potrebno, da se 
stopnja tajnosti odstrani z dokumenta, ki je star že nekaj desetletji. Kaj se bo sploh zgodilo 
s takim dokumentom, kaj bo tak dokument razkril in ali je ta stopnja tajnosti upravičena? 
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To so vprašanja, ki se postavljajo številnim strokovnjakom, ki tudi sami niso enotni o 
upravičenosti določene stopnje tajnosti in o tem, ali naj se stopnja tajnosti umakne ali ne. 
V Sloveniji se je glede tajnosti podatkov veliko izboljšalo s sprejetjem novega Zakona o 
tajnih podatkih (Uradni list RS, št. 87/01, v nadaljevanju: ZTP), vendar pa moramo priznati, 
da sta pri njegovem sprejemanju veliko vpliva imeli Evropska unija in zveza NATO. Zakon 
je veliko prispeval k izboljšanju stanja glede ravnanja s tajnimi podatki, vendar samo zakon 
za to ni dovolj. Potrebna je tudi oseba, ki bo vse te zakone dosledno upoštevala in izvajala 
ter kaznovala in opozarjala na nepravilnosti, do katerih prihaja. Prav tako pa se morajo vsi, 
ki imajo opravka s tajnimi podatki, od vodje službe za tajne podatke do kurirja, ki te 
prenaša, zavedati, kako občutljivi so ti podatki in kako se pravilno ravna z njimi. Kakšen od 
takih dokumentov lahko namreč pride do nepooblaščene osebe, ki ga lahko zlorabi, pri 
tem pa ne očrni samo določenega ministrstva, ampak tudi državo in njeno kredibilnost. V 
preteklosti smo imeli že veliko primerov, ko so podatki, tudi tajni, prišli v javnost in 
povzročili buren odziv javnosti kot tudi strokovnih služb, ki se jih je tak dogodek dotikal. 
Naj omenim takšna primera; prvi je bil newyorška depeša, ki je bila tesno povezana 
oziroma se je nanašala na ministrstvo za zunanje zadeve. Drugi primer pa je razkritje depeš, 
ki jih je pošiljal ameriški veleposlanik v Sloveniji v domovino. Ta primer je bil svetovno zelo 
odmeven, saj so se v teh depešah, ki jih je objavil Julian Assange, skrivale informacije z 
različnimi oznakami tajnosti in niso zadevale samo Slovenije, ampak ves svet. Ta dva 
primera simbolizirata, kako hitro lahko ena informacija zamaje kredibilnost in tudi 
suverenost neke države. S podatki, še posebej s tajnimi, je zato treba ravnati pravilno in 
odgovorno, saj se nikoli ne ve, kdaj bo komu katera informacija, čeprav nedolžna, prišla 
prav.  
V svoji diplomski nalogi bom analiziral problem rokovanja z dokumenti, ki imajo različne 
oznake tajnosti. Predvsem bi rad predstavil, kako bi se dejansko moralo rokovati z njimi po 
Zakonu o tajnih podatkih ter kako se ta zakon upošteva v praksi. Ker je način, kako je treba 
ravnati pravilno s tajnimi podatki točno določen v zakonu bom v diplomskem delu analiziral 
ali se ta zakon na ministrstvu za zunanje zadeve upošteva. Problem pri rokovanju s tajnimi 
podatki se pokaže, ko oziroma  če tak dokument pride v javnost ali do nepooblaščenih 
oseb. v kolikor pa pride do zlorab dokumentov, ki imajo različne oznake tajnosti je 
potrebno dokazati kako se je dejansko rokovalo s takimi dokumenti in v kolikor je bilo 
rokovanje v skladu s predpisanimi normami je oseba, ki je bila odgovorna za to po zakone 
je tako oproščena vseh sumov.. Problem je predvsem, da se zaposleni na ministrstvu za 
zunanje zadeve ne zavedajo, da je pri delu z dokumenti, ki imajo različne oznake tajnosti 
potrebno delovati po predpisih, ki so natančno določeni v Zakonu o tajnih podatkih. S tem 
namenom je bil ta zakon tudi sprejet. V praksi pa se nato vse skupaj pokaže čisto drugače. 
Predvsem se v praksi lahko izkaže, da se ta zakon sploh ne upošteva. Zato bom v 
diplomskem delu analiziral dejansko stanje. 
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Namen diplomske naloge je prikazati dejansko stanje rokovanja s tajnimi podatki na 
ministrstvu za zunanje zadeve. Predvsem je namen analizirati, kako se Zakon o tajnih 
podatkih aplicira v praksi in kakšni so izzivi pri njegovi uporabi.  Namen diplomske naloge 
je analizirati problem ravnanja s tajnimi podatki na ministrstvu za zunanje zadeve ter 
prikazati ali ministrstvo za zunanje zadeve sledi zakonom zapisanih v Zakonu o tajnih 
podatkih. Prav tako je namen analizirati ali ima ministrstvo za zunanje zadeve vse potrebne 
pogoje, kot so primerni prostori, primerna transportna sredstev ter pravilno usposobljen 
kader. Vse to je potrebno za pravilno rokovanje z dokumenti, ki imajo različne oznake 
tajnosti. 
Cilj diplomskega dela je analizirati postopek ravnanja s tajnimi podatki in kršitvami le-tega 
na ministrstvu za zunanje zadeve ter pokazati s kakšnimi izzivi se sooča ministrstvo za 





2 METODOLOŠKI OKVIR 
Metode raziskovanja diplomske naloge so kvantitativne in kvalitativne narave. Pri 
dokazovanju spodnjih hipotez bom uporabil predvsem deskriptivno metodo, ker gre za 
proučevanje na nivoju opisovanja dejstev, odnosov, procesov brez vzročnega razlaganja. 
Poleg te metode bom uporabil tudi analizo virov. In sicer primarnih kot so zakoni in 
pravilniki ter sekundarnih kot so knjige in članki. Kjer so podane ugotovitve nadzorov pa 
bom uporabil metodo študija primerov. 
Hipoteza 1: Ministrstvo za zunanje zadeve pri ugotovitvi kršitve uporabe tajnih podatkov 
ne upošteva vestno/strogo določil Zakona o tajnih podatkih. 
Hipoteza 2: Ministrstvo za zunanje zadeve ima vse potrebne prostore, kapacitete in 
tehnologijo za pravilno ravnanje s tajnimi podatki. 
Hipoteza 3: Ministrstvo za zunanje ima potrebne notranje organe, ki nadzorujejo obdelavo 
in varovanje tajnih podatkov.  
Hipoteze bom potrdil oziroma zavrnil na podlagi ZTP. Do teh informacij bom prišel na 
podlagi intervjuja, predvsem na podlagi že znanih dejstev, ki sem jih videl, glede na zapise 






3 SPLOŠNO O TAJNIH PODATKIH 
3.1 NAČELO TAJNOSTI 
Za razumevanje pojma tajnosti je treba poudariti njegovo semantično in teoretično 
opredelitev z vidika politološke in komunikološke znanosti. Semantična1 in teoretična2 
opredelitev pojma tajnosti se prepletata in nikakor nista v pomenskem nasprotju, temveč 
ravno nasprotno. Teoretična opredelitev vključuje in zajema semantično opredelitev, 
hkrati pa bosta iz predstavljenih teoretičnih opredelitev razvidni vsa kompleksnost in 
vseobsežnost pojma tajnost, ki znatno presega semantično opredelitev. S pravnega vidika 
je tajnost najbolj definirana s ZTP. 
Slovar slovenskega knjižnega jezika (SSKJ) je vsekakor najpomembnejši vir za semantično 
opredelitev pojma tajnosti. V prvem pomenu (SSKJ, 1991, str. 17) razlaga tajnost kot 
»značilnost tajnega« (jamčiti tajnost, podatki morajo ostati v tajnosti itd.), v drugem pa 
pravi, da je tajnost »kar je tajno« (podatki so tajnost, državna tajnost). Pojem tajen (SSKJ, 
1991, str. 15–16) v prvem pomenu razlaga kot nekaj, za kar javnost, oblast ne ve. Se pravi, 
da gre za nek dogodek, za katerega javnost, ljudje ne morejo vedeti, da se je sploh zgodil. 
Tajnost se večkrat razume in enači s pojmoma skrivnosten in misteriozen, kar tudi drži, saj 
SSKJ skrivnost v svojem drugem pomenu opredeljuje kot sinonim tajnosti. 
Za sodobno razumevanje fenomena tajnosti in njegove kompleksnosti bodo v nadaljevanju 
podani pogledi štirih avtorjev. Tako je po Galnooru tajnost rezultat namernega dejanja A 
(imetnika informacije), da prepreči B (ki ne ve), da spozna nekaj (tajnost) v določenem času 
(Galnoor v Rajko, 1997, str. 190). 
Za Scheppela je tajnost družbeni mehanizem, prek katerega so interesi in nameni 
nekaterih družbenih akterjev, ki sprejemajo vsakodnevne odločitve, spremenjeni v 
neenakost v znanju. Tajnost je del informacije, ki jo eden ali več družbenih akterjev 
namerno skrivajo od enega ali več družbenih akterjev (Scheppele v Rajko, 1997, str. 190, 
191). Scheppele tajnosti glede na namen deli na strateške in zasebne ter glede na obliko 
na neposredno tajnost, serijsko tajnost in kolektivno tajnost.  
Bobbio (1987, str. 169) je s funkcionalnega vidika opredelil dvojno razumevanje tajnosti: 
ne razkriti odločitve, ker je niso vsi potrdili (tehnična tajnost) in ker ni namenjena vsem 
(bolj ortodoksna politična tajnost.  
                                                          
1 Semantika je veda, ki se ukvarja z raziskovanjem pomenske plati jezikovnih znakov.  
2 Teorija je zamisel ali spoznanje o nekem pojavu, ki največkrat temelji na opazovanju. V nasprotju z 
odkritjem ali razodetjem je teorija spoznanje, kar ni dokončno ali je celo dvomljivo. 
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Materialno in formalno naravo tajnosti je izpostavil Đorđević. Tako v materialnem smislu 
tajnost označuje vse podatke ali zapise, katerih razkritje je imelo ali bo imelo škodljive 
posledice za politične, ekonomske in vojaške interese države. Formalna tajnost pa nastane 
že z oznako tajno ali se z uradnim navodilom razvrsti v kategorijo tajno. Tajno v formalnem 
smislu ne označuje tudi dejanske tajnosti. Državni organi in pooblaščene osebe so 
velikokrat soočeni z dilemo, ali je nek podatek tajen, in če je, katere stopnje. Pogosto se 
pripeti, da imajo oznako tajnosti podatki, ki dejansko sploh niso tajni. Posledica tega pa je, 
da se izdeluje ali hrani velika količina tajnih dokumentov. 
Tajnost je v sodobnih demokratičnih političnih sistemih kompleksen pojav, ki vključuje 
pravico države do zasebnosti in do varovanja svojih tajnosti. Pri zagovarjanju obstoja 
tajnosti v sferi države je Anžič podroben, saj obstoj tajnosti lahko opravičijo naslednji 
razlogi: obstoj nasprotujočih si interesov, izrecno pravno opredeljeni interesi, ki so 
predmet varovanja tajnosti, kršitev tajnosti mora posamezniku ali družbi predstavljati 
nevarno in škodljivo ravnanje, tajnost mora biti namenjena varovanju, obrambi in zaščiti 
države, njene ustavne ureditve ali posebnim interesom pri varovanju človekovih pravic, s 
pravno normo morajo biti določeni podatki označeni kot tajni, imenovani morajo biti 
upravljavci tajnosti in ti podatki morajo imeti ustrezno stopnjo in vrsto tajnosti, določeni 
morajo biti ukrepi za varovanje tajnih podatkov, s katerimi se prepričuje njihovo 
prilaščanje, neopravičeno odstopanje, spreminjanje ali pridobivanje (Anžič, 2000, str. 854). 
Anžič prav tako ne pozabi na ključno dilemo, ki je pred politično elito, ko normativno ureja 
tajnost podatkov. Tajnost države in tajnost posameznika predstavljata trajno in 
nepomirljivo medsebojno nasprotje. 
Glede na povedano je jasno, da današnje razumevanje koncepta tajnosti izhaja iz načel, 
zapisanih v doktrini arcana imperii (Brezovšek & Črnčec, 2010). Zmanjšanje obsega 
varovanja tajnosti in povečanja dostopnosti podatkov javnosti je povezano z razvojem 
meščanske javnosti in uveljavitvijo prve generacije človekovih pravic. Nedvomno je, da bolj 
ko je neka država demokratična, manj uporablja načela arcana imperii in bolj upošteva 
načela pravne države. 
Kratek vpogled v našo zgodovino nam pokaže, kako je bilo načelo arcana imperii 
uveljavljeno v nekdanji državi pred dvajsetimi leti. Koncept tajnih uradnih listov (Brezovšek 
& Črnčec, 2010) je ne tako oddaljena zgodovina in vsekakor ponazarja sodobno obliko 
starega načela. Tajni uradni listi so bili akti, ki so grobo posegali v temeljne človekove 
pravice in svoboščine. Dejansko so vzpostavili paralelni pravni red in so moderna izvedenka 
arcana imperii.  
Večina pravnih in drugih strokovnjakov se strinja, da tako, kot ima posameznik pravico do 
zasebnosti, ima to pravico tudi država (Brezovšek & Črnčec, 2010). Seveda mora to pravico 
uzakoniti v skladu s splošno veljavnimi demokratičnimi postopki. V zakonu je treba jasno 
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in natančno definirati, kaj je tajni podatek, zakaj je tajen, kdo ga lahko kot takšnega označi 
in pod katerimi pogoji se lahko dostopa do javnih podatkov. Operacionalizacija varovanja 
tajnosti države se izvaja s celovitim sistemom označevanja, varovanja, dostopa in nadzora 
nad tajnimi podatki. Države imajo različne sisteme varovanja tajnih podatkov, ki pa se ne 
razlikujejo v temeljnih načelih ter so primerljivi z načinom varovanja tajnih podatkov v 
Evropski uniji in zvezi Nato. 
V Sloveniji smo se javno soočili s problematiko varovanja tajnosti in s ključnimi dilemami, 
ki se v zvezi s tem porajajo, v letih 2000 in 2001. Polemike, predstavljene tudi v javni 
razpravi v državnem zboru pred sprejetjem ZTP, ki celovito ureja področje varovanja tajnih 
podatkov, so bile zelo burne in z vsebinskega vidika zelo zahtevne. Največji problem je 
predstavljalo, kako bo po sprejetju zakona o tajnih podatkih dejansko delovalo v praksi. 
Vendar pa je sprejetje tega zakona novembra 2001 pomenilo, da so dokončno in v celoti 
postavljena pravila igre na področju določevanja, označevanja in dostopa do tajnih 
podatkov.  
Načelo tajnosti pomeni, da mora vsak posameznik varovati tajne podatke v skladu s 
predpisi, ne glede nato, kako se je z njimi seznanil. Prav tako pa je posameznikova dolžnost, 
da take podatke varuje tudi, ko konča z delovnim razmerjem na ministrstvu.  
Celovitost ureditve sistema tajnih podatkov pomeni, da varovanje temelji na ustavnih 
osnovah in temeljnih mednarodnih deklaracijah o človekovih pravicah. Državna tajnost se 
mora uporabljati tudi v podporo varovanja človekovih pravic, saj je država namenjena 
ljudem in ne sama sebi. Sistem varovanja tajnih podatkov mora temeljiti na posebnem 
zakonu, ki ureja to področje. Celovitost pristopa na tem področju je razvidno ravno iz tega 
zakona. Za proces varovanja tajnih podatkov v sodobni državi morajo skrbeti odgovorne 
posebne institucije, ki je v Sloveniji urad za varovanje tajnih podatkov in ima nadresorni 
pomen in pa posamezni resorni organi, ki skrbijo za varovanje tajnih podatkov na svojem 
področju. Poleg tega morajo skrbeti za varovanje teh podatkov vse osebe in institucije, ki 
take podatke tudi posredujejo. To pomeni, da v širšem institucionalnem smislu sistem 
varovanja tajnih podatkov vključuje omrežje številnih državnih in tudi nedržavnih organov 
in organizacij. Sistem varovanja tajnih podatkov mora določati natančne kriterije za 
določanje tajnih podatkov, ki morajo vsebovati tudi jasno utemeljitev razlogov za 
označitev s stopnjo tajnosti. Obstajati morajo natančna navodila za dostopanje do tajnih 




3.2 VSEBINA ZAKONA O TAJNIH PODATKIH 
ZTP predpisuje osnove enotnega sistema določanja, varovanja in dostopa do tajnih 
podatkov z delovnega področja državnih organov Republike Slovenije, ki se nanašajo na 
javno varnost, obrambo, zunanje zadeve ali obveščevalno in varnostno dejavnost države 
ter prenehanje tajnosti takšnih podatkov. 
Tajni podatek je dejstvo ali sredstvo z delovnega področja organa, ki se nanaša na javno 
varnost, obrambo, zunanje zadeve ali obveščevalno in varnostno dejavnost države, ki ga 
je treba zaradi razlogov, določenih v ZTP, zavarovati pred nepoklicanimi osebami in ki je v 
skladu z ZTP določeno in označeno za tajno. V varnostnih določilih EU je tajni podatek 
definiran kot podatek ali sredstvo, katerega nepooblaščeno razkritje bi povzročilo različne 
stopnje škodo interesom EU ali eni izmed njenih članic, ne glede na to, ali je podatek nastal 
v EU, bil posredovan od države članice EU, drugih držav ali mednarodnih organizacij. Poleg 
slovenske in evropske definicije tajnega podatka pa poznamo še NATO definicijo tajnega 
podatka, ki je veliko bolj natančna in podrobnejša v primerjavi z zgoraj omenjenimi. 
Prednost splošne definicije tajnega podatka pa je, da zajema vse in ne tako kot pri NATO 
definiciji samo ozko, točno določeno sfero, kot je obramba.  
Tuji tajni podatek je tajni podatek tuje države, ki ga je Republiki Sloveniji oziroma njenim 
organom posredovala tuja država oziroma njen organ ali mednarodna organizacija v 
pričakovanju, da bo ostal tajen, ter podatek, ki je rezultat sodelovanja Republike Slovenije 
oziroma njenih organov s tujo državo ali mednarodno organizacijo oziroma z njihovimi 
organi in za katerega se dogovori, da mora ostati tajen (ZTP, 20. člen). 
Zakaj je ZTP tako pomemben? Ker je bila Slovenija pred sprejetjem zakona zelo šibka na 
tem področju je bilo sprejetje novega ZTP nujno. Nujno pa je bilo tudi zaradi vključevanja 
v Evropsko unijo in zvezo NATO. In ker smo se zaobljubili predvsem zvezi NATO, da bomo 
pri varnosti tajnih podatkih zelo striktni in dovzetni so bili postopki sprejemanja ZTP v 
parlamentu izredno izčrpni in naporni. 
Sprejemanje ZTP je tako kot pri sprejemanju drugih zakonov naletelo na veliko ovir. Kamen 
spotike pri strokovnjakih je bil predvsem dvom, kdaj se mora določiti tajnost podatkov. 
Strokovnjaki so si bili enotni, da je to potrebno določiti pred in ne ob nastanku. V zakonu 
se mora zelo jasno opredeliti, kaj tajni podatek je in s tem odpraviti vsa ugibanja, ali je ta 
dokument tajen ali ni. Poleg tega pa so strokovnjaki dvomili tudi o varnostnem preverjanju 
oseb, katere imajo dostop do tajnih podatkov najvišje stopnje tajnosti. Predvsem je bilo 
vprašanje ali je potrebno dovoljenje za preverjanje osebe in kroga ljudi okoli te osebe ali 
ne. Kot pa je že v navadi, pa se je pojavilo tudi vprašanje o pristojnosti. Katera ustanova 
naj bi imela pristojnost varnostnega preverjanja, ali naj bi bila to policija, SOVA, Urad za 
varstvo podatkov ali neka druga ustanova.  
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Po mnenju Pečarja (Mekina, 2001) bi bilo treba v zakonu uravnoteženo obravnavati tako 
ravnanje s tajnimi podatki kot njihovo nastajanje, česar predlog zakona ne opredeljuje 
dovolj podrobno. Problem se pojavi zato, ker se o tajnosti lahko določa po prostem 
preudarku osebe, katera je ustvarila določen tajni dokument. Tako se lahko posamezna 
oseba odloči kakšno stopnjo tajnosti bo imel določen dokument na podlagi trenutnega 
počutja ali celo trenutnega razpoloženja in navdiha.  
Poleg tajnosti pa imajo tajni podatki tudi širši pogled. Seveda gre tukaj za javnost takih 
podatkov. Ali so tajni podatki sploh lahko javni ali morajo biti skriti širši javnosti? V 39. 
členu Ustave je zapisano, da ima prav vsak pravico dobiti informacijo javnega značaja, za 
katero ima v zakonu utemeljen pravni interes, razen v primerih, ki jih določa zakon. Zakon 
o odločanju, ravnanju in dostopu do tajnih podatkov predstavlja torej en vidik uresničitve 
ustavne pravice do obveščenosti. V tem primeru gre za uresničitev ustavne obveznosti, da 
mora zakon določiti razloge, zaradi katerih se lahko odreče dostop do informacij javnega 
značaja (Rovšek, 2001, str. 35). Prav zaradi svoje kredibilnosti, je večina držav Evropske 
unije v zadnjem času sprejela predpise, ki urejajo pravice državljanov do pridobitve takšnih 
javnih informacij. Tak predpis je zapisan tudi v slovenski ustavi, vendar pa pravica kot taka 
ni uresničena v slovenski zakonodaji. Tako se v praksi ne udejanja načelo, da je dostopno 
vse, kar ni točno določeno kot tajno.  
Označevanje podatkov za tajne, način dostopanja do njih in ravnanja z njimi morajo 
potekati po točno določenih in transparentnih pravilih. Tajni podatek ima svoj pričakovani 
življenjski cikel (nastanek, uporaba ob hkratni zaščiti, prenehanje ali umik tajnosti), kar 
pomeni, da mora sistem varovanja tajnih podatkov celovito zajemati različne mehanizme.     
3.3 NOTRANJI NADZOR 
Predstavniki organizacij in organizacije so same odgovorne za izvajanje notranjega 
nadzora. Notranji nadzor opravljajo pooblaščene osebe, ki imajo dovoljenje za dostop do 
tajnih podatkov. ZTP v 41. členu narekuje, da so za notranji nadzor odgovorni predstojniki 
organov in se za ta namen sistematizira delovno mesto ali pa se zadolži obstoječo enoto 
organa. Notranji nadzor se mora nadzorovati, tako kot to narekuje zakon. ZTP o notranjem 
nadzoru predpisuje stalni nadzor tako posameznih dejavnosti, ki potekajo v določenih 
organizacijah, kot tudi dejavnosti organa (ZTP, 42. člen). Notranji nadzor nadzoruje 
pravilno izvajanje zakonov, predpisov in ukrepov, katere določa zakon. Notranji nadzor nad 
izvajanjem Zakona o tajnih podatkih določa Uredba o notranjem nadzoru.3 V uredbi je 
določeno na kakšne načine, oblike in vsebine uredba določa izvajanje ZTP. Področje 
nadzora nad tajnimi podatki je razdeljen na dva dela. Tako imamo splošni in tematski 
nadzor. Splošni nadzor se uporablja za preverjanje vseh določb zakona in predpisov vseh 
dejavnosti v okviru organizacije. S splošnim nadzorom se ugotavlja tako strokovnost kot 
                                                          
3 Ur. l. RS, št. 106/02.  
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tudi zakonitost delovanja s tajnimi podatki. Tematski nadzor pa preverja izvajanje zakona, 
predpisov in določb za vsako posamezno dejavnost organa. Tematski nadzor je potrebno 
opredeliti v letnem načrtu, ki ga izdela organizacija za nadzor posamezne dejavnosti. 
Pomanjkljivosti se vedno odpravijo po končanem tako splošnem kot tematskem pregledu. 
Nadzor se lahko opravi na podlagi letnega načrta oziroma odločitev predstojnika in je lahko 
napovedan ali nenapovedan. Nadzor nad tajnimi podatki, kot del notranjega nadzora lahko 
opravijo samo osebe, ki so za to delo pooblaščene in imajo izpolnjene vse pogoje za 
operiranje s tajnimi podatki najvišjih stopenj (41. člen ZTP). Ta nadzor se lahko opravi 
znotraj organizacije, pri manjših organizacijah, katere nimajo pooblaščene osebe z 
dovoljenji za operiranje z najvišjimi stopnjami tajnosti pa lahko notranji nadzor izvede 
večja organizacija. Notranji nadzor je potreben, saj se z njim ugotavlja ustreznost načrtov 
varovanja tako prostorov kot tajnih podatkov. Poleg prostorov in tajnih dokumentov pa 
notranji nadzor nadzoruje tudi osebe, če imajo dostop do tajnih podatkov, kakšen dostop 
imajo, dostop do katerih stopenj imajo ter veljavnost takega dokumenta. Prav tako pa se 
pri osebah preveri, če so sploh imele zakonsko usposabljanje o ravnanju s tajnimi podatki. 
Notranji nadzor v svoji uredbi pogojuje tudi poseben varnostni pregled sodelovanja med 
organizacijo in naročnikom, tako da mora biti tudi naročnik podrobno pregledan ter 
seznanjen s pogoji o sodelovanju in uporabe tajnih podatkov. Ko se notranji nadzor zaključi 
se morajo po zakonu, vse ugotovitve zabeležiti v poročilo. Poročilo mora sestaviti 
pooblaščena oseba, ki je bila prisotna pri notranjemu nadzoru. Naloga pooblaščene osebe 
je poleg sestave poročila tudi, da za vse nepravilnosti predlaga popravek le teh. Zakon 
opredeljuje tudi zakonski pritožbeni rok in pa rok za oddajo poročilo, katera pa imata 
zakonsko določeni petnajst dnevni rok. Po tem roku se v poročilo zabeležijo tudi vse 
morebitne pripombe.  
3.4 INŠPEKCIJSKI NADZOR 
V vsakem sistemu bodisi ali gre za javi ali zasebni sektor se mora opravljati nadzor. Ta 
nadzor mora biti še posebno strog, ko gre za dokumente, kateri so označeni z različnimi 
stopnjami tajnosti. Tako nadzor opravljajo različne inšpekcije. Predvsem gre tu za nadzor 
pri izpolnjevanju predpisov. Tu je tako kot notranji nadzor zelo pomemben tudi inšpekcijski 
nadzor. 
Tako kot notranji nadzor tudi inšpekcijski nadzor ureja uredba, vendar gre pri 
inšpekcijskemu nadzoru za Uredbo o izvajanju inšpekcijskega nadzora na področju 
varovanja tajnih podatkov4 in vsebini posebnega dela strokovnega izpita za inšpektorja. 
Inšpekcijski nadzor določa način kako se izvajajo inšpekcije, katere vrste se pri izvedbi 
uporabi ter načrt izvedbe inšpekcije. Poleg tega pa je v uredbi zapisana tudi vsebina o 
opravljanju strokovnega izpita za inšpektorja. Uredba zapoveduje, da glavni inšpektor po 
črkah zakona vodi inšpektorat po zakonsko pogojenih korakih in sam odgovarja za vse 
                                                          
4 Ur. l. RS, št. 94/06. 
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nepravilnosti do katerih lahko pride. Da ne pride do večjih nepravilnosti, glavni inšpektor 
skrbi za svoje podrejene inšpektorje, jih razporeja, organizira in vodi. Le na ta način lahko 
svoj inšpektorat zavaruje pred nepravilnostmi. Ko ima inšpektorat opraviti z tajnim podatki 
ga na vsakem koraku spremlja Urad Vlade Republike Slovenije za varovanje tajnih 
podatkov. Urad ima nalogo, da inšpektoratu svetuje in ga vodi v skladu z zakonom. Tajne 
podatke inšpektor lahko pregleda, zavede, navede podatke, vendar nikoli ne sme razkriti 
vsebine o dokumentu v katerem so tajni podatki različnih stopenj. Inšpektorji delujejo tako 
doma kot v tujini v različnih nevarnih okoljih. Delovanje inšpektorjev v nevarnih okoljih je 
zelo zahtevno, zato morajo biti inšpektorji še kako previdni in biti zaščiteni po vseh 
predpisih. Ob posredovanju izven državne meje Republike Slovenije pa morajo inšpektorji 
nujno pridobiti tako soglasje kot tudi pomoč in opremo Ministrstva za zunanje zadeve. 
Ne le redne, inšpekcije so tudi izredne in ponovne ter seveda napovedane ter v zadnjem 
času tudi nenapovedane. Ko gre za redne inšpekcije, jih inšpektorat predvidi že v letnem 
načrtu dela. Glavni inšpektor lahko določi izredno inšpekcijo, prav tako pa se izredna 
inšpekcija lahko izvrši na zahtevo Republike Slovenije, se pravi državi, na podlagi prijave, 
sporočil ali pritožb tretje osebe. Ko se zaključi izredna ali redna inšpekcija se po izdanih 
vseh zapisnikih in po vseh pritožbah opravi ponovna inšpekcija iste zadeve. Tu gre za 
pregled ali so vse nepravilnosti, katere so bile ugotovljene odpravljene. Vendar pa lahko o 
ponovni inšpekciji odloča le glavni inšpektor. Glavni inšpektor tudi določa, kdo opravlja 
inšpekcijo. Inšpekcijo lahko opravi posamezni inšpektor ali pa skupina njih. Ko gre za 
skupino inšpektorjev, glavni inšpektor vedno določi vodjo, saj je vodja odgovoren za 
celotno operacijo in ima tudi vse pristojnosti. Od vodenja zapisnika do izdaje sklepov. 
V letnem načrtu, glavni inšpektor določi vse redne inšpekcije, poleg letnega načrta pa 
glavni inšpektor pripravi tudi mesečni načrt dela. V njem določi, kateri inšpektor bo izvajal 
inšpekcijsko delo pri določenemu zavezniku, čas izvajanja ter tudi, kateri zavezanec bo 
ponovno dobil obisk inšpektorja. Inšpektor se mora vedno predhodno pripraviti na delo, 
tako da pozna vse predpise, ki so zakonsko določeni, prav tako pa se mora tudi strokovno 
seznaniti z vsemi podatki o zavezancu. Če je pri kateremu od zavezancev že kdaj prej prišlo 
do inšpekcijskega nadzora, pa mora inšpektor tudi o tem predhodno povprašati. Inšpektor 
lahko predhodno z zavezancem opravi pogovor o obsegu inšpekcije in se tudi na tak način 
pripravi na svoje delo, hkrati pa zavezancu omogoči odpravo malenkostnih napak.  
Inšpektor za opravljanje svojega dela pri inšpekciji dokumentov, ki vsebujejo tajne podatke 
potrebuje strokovni izpit iz zakona o varovanju tajnih podatkov. Inšpektor, ki ima opravke 
z tajnimi podatki mora poznati zakon o tajnih podatkih ter vse predpise in akte povezane 
z tajnimi podatki. Poleg tega pa mora poznati tudi postopke rokovanja z tajnimi podatki 
ter vsebino mednarodnih zakonov o tajnih podatkih.  
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3.5 OZNAČITEV TAJNIH PODATKOV 
Pred Zakonom o tajnih podatkih, smo v Sloveniji poznali dva načina označevanja tajnih 
podatkov. Na dokumentu je bila tako vrsta tajnosti, kot tudi stopnja zaupnosti V praksi je 
to pomenilo, da je imela vsaka državna ustanova svoje označevanje. Ministrstvo za 
obrambo je za označevanje uporabljalo oznako vojaška tajnost, ministrstvo za zunanje 
zadeve pa državna tajnost. S sprejetjem Zakona o tajnih podatkih leta 2001, so se vse 
stopnje poenotile. Tako so s sprejetjem Zakona o tajnih podatkih, vsi državni organi začeli 
uporabljati enotne stopnje tajnosti (Brezovšek & Črnčec, 2010). 
ZTP narekuje pravila tudi, kako morajo biti vsi dokumenti označeni s stopnjami tajnosti. 
Dokumenti, knjige, brošure morajo imeti stopnjo tajnosti zapisano tako v glavi kot v nogi 
dokumenta, prav na vseh straneh. Označene pa morajo biti tudi platnice v primeru, če ima 
tak dokument tudi platnice. Pri vsaki strani, pa se poleg stopnje tajnosti zapiše tudi 
zaporedno številko, glede na vse strani, katere ima tak dokument. Ta številka se zapiše v 
nogo dokumenta. Vse oznake tajnosti se mora dati na vseh dokumentih, kateri so označeni 
z določenimi stopnjami, razločno razbrati. Prav tako pa morajo te oznake biti dobro vidne. 
Oznake morajo biti na takih mestih, da je takoj razvidno, da gre za nek tajni dokument pa 
čeprav se tak dokument hrani v mapi ali ovoju.  
3.6 OZNAČITEV PODATKOV POSAMEZNIH STOPENJ TAJNOSTI 
Izjemoma se lahko dokument, kateri vsebuje tajne podatke, označi tako, da se vsak 
odstavek označi z različno stopnjo tajnosti, prav tako pa se morajo zapisati razlogi za 
določitev različnih stopenj tajnosti. Taki dokumenti se označijo na več načinov: 
•  na začetku in koncu vsakega odstavka vpišejo oznake I (interno), (Z) zaupno, (T) tajno in 
(ST) strogo tajno; 
• je dokument, ki vsebuje več odstavkov različnih stopenj tajnosti, označen z najvišjo stopnjo 
tajnosti posameznega odstavka; 
• se v prostor za dodatne oznake vpiše »Odstavki so označeni z različno stopnjo tajnosti«. 
Dodatne oznake se uporabljajo predvsem zaradi varnosti tajnega dokumenta. Z dodatnimi 
oznakami se tajnemu dokumentu poveča varnost. Dodatne oznake so lahko, prepoved 
kopiranja, ali pa odstavki, ki so lahko označeni z različnimi stopnjami tajnosti (Brezovšek & 
Črnčec, 2010). Dokument, kateri je kopija originalnega tajnega podatka, mora biti označen 
s takšno stopnjo tajnosti, kot jo ima originalni dokument. Kopijo tajnega dokumenta se 
označi tako, da se na prvo stran kopije zapiše, da gre za kopijo in zaporedno številko te 
kopije. Prav tako označbo mora imeti tudi dokument, kateri je v elektronski obliki, če gre 
seveda za kopijo. Vsaka kopija tajnega dokumenta se zabeleži tako, da se naredi zaznamek 
kdo je kopiral tajni dokument ter katera oseba je dobila ta dokument in v koliko izvodih 
(Uredba o varovanju tajnih podatkov, 26. člen). 
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Dokument, kateremu se spremeni ali prekliče stopnjo tajnosti, se taka sprememba označi 
tako, da se prvotni zapisi tajnosti prekrižajo in se novo stopnjo tajnosti zapiše nad njimi ali 
pod njimi. Lahko pa se tudi prvotno stopnjo tajnosti tudi prekliče. Zakonsko je potrebno 
taki spremembi priložiti dopis, zakaj se je spremenila stopnja tajnosti, ali pa zakaj se je 
stopnja tajnosti preklicala. Prav tako pa se pri taki spremembi stopnje tajnosti ali preklicu, 
priloži temu dokumentu tudi uradni dokument, da je prišlo do spremembe ali preklica. 
Oseba, katera je na novo določila stopnjo tajnosti ali stopnjo tajnosti preklicala, mora o 
tem obvestiti vse nosilce, kateri imajo v lasti dokument, kateremu je bila stopnja tajnosti 
ali spremenjena ali preklicana (Uredba o varovanju tajnih podatkov, 9. člen). Vsem tajnim 
podatkom, kateri so bili v zadevi nerešeni primeri, so jim morali spremeniti stopnjo tajnosti 
pred sprejetjem Zakona o tajnih podatkih. Spremeniti je bilo potrebno samo dokumente s 
stopnjami tajnosti v papirnati obliki. Elektronskim dokumentom in dokumentom, kateri so 
bili v drugi ne papirni obliki pa se stopnja tajnosti spremeni ob ponovni uporabi ali 
distribuciji drugemu organu.  
3.7 DOLOČITEV PODATKA ZA TAJNEGA 
Tajni podatki sleherni državi omogočajo, da z oznako tajnosti varuje svoje vitalne interese 
in s tem zadosti svoji nacionalni varnosti. V tem smislu je zelo pomembno, da so kriteriji za 
določitev tajnosti jasno določeni.  
Nujnost sistemskega pristopa k ureditvi varovanja tajnih podatkov je torej neizpodbitna, 
vprašanje pa je, kako sodobne države sistemsko to področje uredijo. Prav tako se poraja 
vprašanje, katere elemente zajema sodobni sistem varovanja podatkov. Razumljivo je, da 
načelo javnosti dela ter dostopnosti do podatkov in informacij državnih organov in nosilcev 
javnih pooblastil ne more veljati absolutno in neomejeno. Tukaj je pomembno predvsem 
vprašanje oziroma gre za najpomembnejše vprašanje in sicer v katerih primerih, na kakšen 
način, in pod katerimi pogoji je dopustno določene podatke in informacije odtegniti 
javnosti. Določeni podatki in informacije, ki nastanejo v državnih organih se morajo, da se 
zagotovi varnost določenih državnih interesov in koristi določiti kot tajni ter se tako njihova 
dostopnost bistveno omeji. Za varovanje tajnosti mora država vzpostaviti določene 
vzvode, da zagotovi in zaščiti zasebnost države pred javnostjo in dejanskimi ali 
potencialnimi nasprotniki. S tem, ko država zagotovi in dopusti zaščito določenih podatkov 
in dokumentov kot tajne pa mora zagotoviti dovolj močne ter ustrezne  vzvode, kateri 
onemogočajo in otežujejo zlorabo takih podatkov. To lahko stori le pod pogojem, da za to 
ustanovi določeno institucijo, katera je neodvisna ter omogoča predvsem s svojim 
nadzorom, da ne bi prihajalo do zlorabe takih občutljivih dokumentov.  
Določitev podatka za tajnega je postopek, s katerim se podatek v skladu z zakonom oceni 
za tajnega in se mu določita stopnja in rok tajnosti. Ocena škodljivih posledic se zapiše za 
vsak tajni podatek posebej na zato predpisanem obrazcu, ki je kot priloga in se hrani pri 
vsakem originalnem nosilcu tajnega podatka. V oceni se navede vse možne škodljive 
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posledice za varnost države ali njene politične ali gospodarske koristi, če bi bil podatek 
razkrit nepoklicani osebi. Ocena se nikoli ne pošilja skupaj s tajnim podatkom in se hrani v 
posebnem prostoru. Ključni kriterij za določitev tajnosti in njene stopnje je vezan na 
potencialno škodo v primeru razkritja takega dokumenta. Za tajnega se tako določi 
podatek, ki je tako pomemben, da bi z njegovim razkritjem nepoklicani osebi nastale ali bi 
lahko očitno lahko ostale škodljive posledice za varnost države ali za njene politične ali 
gospodarske koristi. Predpisi o tajnih podatkih opredeljujejo tudi materialna in formalna 
merila tajnosti (Prezelj & Tarman, 2015). Po ZTP je namreč tajen le tisti podatek, ki 
kumulativno izpolnjuje materialno in formalno merilo tajnosti. Materialno merilo tajnosti 
podatka se opira na samo vsebino podatka in določa, da se lahko podatek določi za tajnega 
le takrat če je tako pomemben, da bi z njegovim razkritjem nepreklicni osebi lahko nastale 
ali bi očitno nastale škodljive posledice za varnost države ali za njene politične in 
gospodarske koristi ter se obenem nanaša na izključno na že zgoraj navedena področja. 
Materialno merilo ima tako dva vidika. In sicer se prvi nanaša, da bi z razkritjem podatka 
lahko nastala ali bi očitno nastala določena škoda. Drugi vidik je v povezavi škode s 
taksativno naštetimi interesnimi področji države. Oba materialna vidika se zrcalita v 
formalnem merilu tajnega podatka. Podatek je upravičeno označen za tajnega le, če so 
izpolnjeni trije formalni elementi. Prvi formali element je, da lahko dokument za tajnega 
določile za to pooblaščena oseba. Po navadi je to po ZTP predstojnik organa ali oseba na 
najvišjih delovnih mestih in položajih, tako da to zagotavlja, da odločitve o tajnosti 
sprejemajo osebe, ki imajo dovolj znanja in informacij, da lahko ocenijo pomen morebitnih 
škodljivih posledic ob razkritju tajnega podatka. ZTP predpisuje tudi način in postopek 
tajnosti, katerega bistvo je v izdelavi pisne ocene o tem, kateri podatek se dejansko 
stopnjuje, razloge za stopnjevanje ter možne škodljive posledice, ki bi lahko nastale z 
razkritjem podatka. Pisna ocena je nujna in obvezna ter dejansko določa objekt varstva. 
Torej interes, ki bi bil z razkritjem nepooblaščeni osebi ogrožen. Pisna ocena se hrani kot 
priloga dokumenta pri organu, ki je temu podatku določil stopnjo tajnosti. Prav ta pisna 
ocena možnih škodljivih posledic omogoča tudi naknadno preverjanje in ugotavljanje 
razlogov in okoliščin za odločitev, da se je podatek določil za tajnega ter po kateri stopnji. 
Tretji element formalnega merila pa temelji na pravilni oznaki, saj je tajen samo tisti 
podatek, ki je ustrezno označen kot tajen (Prezelj & Tarman, 2015). 
Pri rokovanju s tajnimi podatki je zelo pomembno, da je okoli tega vzpostavljen pravi 
sistem. Tu je pomembno predvsem to, da gre za neko celoto. Ker če ni celota okoli tajnega 
podatka v celoti izpolnjena. Tako je dostop do tajnih podatkov možen ob kumulativnih 
izpolnjevanju vsaj dveh pogojev, v nekaterih državah in organizacijah pa treh. Predvsem 
morata biti izpolnjena dva najpomembnejša pogaja kot sta dovoljenje za dostop do tajnih 
podatkov in upoštevanje načela potrebe po vedenju. Prav tako pa se kot tretji pogoj 
uporablja seznam oseb, ki imajo dostop do tajnih podatkov. Ključen dejavnik tveganja pri 
varovanju tajnih podatkov nedvomno ostaja človek, zato je temu tudi posvečena največja 
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pozornost. Predhodno opravljeno varnostno preverjanje je pogoj za pridobitev dovoljenja 
za dostop do tajnih podatkov. Kot že tudi opisano pa je potrebno izpolniti tudi drugi in 
včasih še tretji pogoj. Kar pa kdaj tudi ni garancija, da bo ta oseba zadržala tajni podatek 
zase. Prav zaradi tega so potrebni tako strogi ukrepi in globoki posegi v zasebnost 
posameznika. Ker so si ljudje različni in ker si vsak posameznik drugače razlaga 
pomembnost tajnega podatka oziroma kaj pomeni razkritje takega podatka za posamezno 
državo se vsaka država ali organizacija srečuje s problemom razkritja tajnih podatkov. Zato 
vsi težijo k temu, da vzpostavijo takšen sistem, ki možnosti zlorab zmanjšuje na minimum. 
Vendar predvsem zaradi različnih osebnosti oseb ter njihovih karakterjev ter prioritet 
vemo, da tega ne bomo mogli nikoli preprečiti v celoti. Prav tako, so nekatere 
nedemokratične države to poskušale preprečiti z represijo, vendar tudi s tem vzvodom 
niso bile uspešne. Ker je pri ravnanju in posredovanju tajnih podatkov ključen dejavnik 
človek se morajo tako predvsem ljudje zavedati, kaj lahko pomeni za nacionalno varnost, 
če nek ključen podatek, ki je zavarovan s tajnostjo pride v javnost. Tako je treba stalno 
skrbeti za ustrezno stopnjo varnostne kulture, ustvarjanje občutka pripadnosti in 
lojalnosti. Prav te prvine so ključni elementi, ki lahko zmanjšujejo možnost zlorabe tajnih 
podatkov.  
3.8 STOPNJE TAJNOSTI PODATKOV  
Pri določanju stopnje tajnosti podatkov je zelo pomembno, da se zelo dobro oceni, kakšna 
stopnja tajnosti se izberi pri posameznemu dokumentu. Tu je potrebno biti pozoren, 
kakšna stopnja varnosti je potrebna pri nekem določenemu tajnemu podatku in se na tak 
način potem določi, kako visoka bo stopnja tajnosti takega dokumenta. Da se izognemo 
predvsem različnim zlorabam tajnega podatka se prav vse stopnje določajo v posebnih, 
zato prirejenih varnostnih območjih. Prav tako pa lahko stopnjo tajnosti podatkom 
določajo samo osebe, katere so zato pooblaščene od določenega varnostnega organa. 
Pooblaščena oseba ima nalogo, da ne določi prenizke ali previsoke stopnje tajnosti in samo 
za toliko časa kot je potrebno, da tak dokument ostane tajen. Oseba, ki določa stopnje 
tajnosti dokumentom, je zakonsko obvezana, da vso vsebino s katero se seznani obdrži 
izključno zase. 
Velikokrat so državni organi in pooblaščene osebe soočeni z dilemo, ali neki podatek 
pomeni tajnost, in če jo, kakšne stopnje naj bo. Pogosto se pripeti, da imajo oznako tajnosti 
podatki, ki sploh niso tajni. Posledica tega je, da se izdeluje in hrani ogromna količina tajnih 
podatkov. V Sloveniji je problem predvsem to, ker nimamo na voljo podatkov, koliko tajnih 
podatkov obstaja, ki so neupravičeno označeni z različnimi stopnjami tajnosti. Ta podatek 
bi bil zelo zanimiv, predvsem v luči uveljavitve ZTP, katerega eden glavnih ciljev je bil tudi 
zmanjšanje števila tajnih dokumentov. Predvsem ima tu nalogo Urad vlade RS za varovanje 
tajnih podatkov (UVTP), da napravi analizo, koliko dokumentov nosi neupravičeno oznako 
stopnje tajnosti.  
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Tajne podatke delimo v štiri stopnje tajnosti (Uredba o varovanju tajnih podatkov). Najvišja 
stopnja tajnosti je stopnja strogo tajno. Z najvišjo stopnjo tajnosti se označi tiste podatke, 
kateri bi z razkritjem povzročile gromozansko škodo državi. Pooblastilo za določitev take 
stopnje imajo samo najvišji organi naše države, kot so predsednik republike, predsednik 
državnega zbora, predsednik vlade, ministri in predstojniki organov v sestavi ministrstev, 
določeni vojaški poveljniki, predstojniki vladnih služb, ki so neposredno odgovorni 
predsedniku vlade, oziroma osebe, ki jih nadomeščajo. To pooblastilo dobijo z nastopom 
take funkcije, vendar šele ko podpišejo dokument, da so seznanjeni z vsemi zakoni in 
predpisi ravnanja s takim podatki. Pri takih podatkih je potrebno biti še posebej previden 
pri označevanju, saj morajo imeti vsi dokumenti najvišje stopnje tajnosti poleg vseh oznak, 
katere so predpisane po zakonu, še podatke, koliko je teh izvodov ter številu in datumu 
prilog, če so priložene. Prav tako pa se dokumente s stopnjo strogo tajno označi še z 
dodatno rdečo črto, debeline najmanj 4mm in mora potekati diagonalno pod kotom 45 
stopinj in mora biti odmaknjena od zgornjega roba strani štiri milimetre (Uredba o 
varovanju tajnih podatkov, 4. člen). 
Podatki, ki veljajo za strogo tajno na ministrstvu za zunanje zadeve, so:  
– letna, polletna in periodična poročila o delu MZZ, namenjena internim potrebam dela MZZ; 
– letna, polletna in periodična poročila posameznih DKP in služb MZZ, namenjena internim 
potrebam dela MZZ; 
– letni programi dela posameznih DKP in služb MZZ, namenjeni internim potrebam dela; 
– ocene, stališča in ukrepi v dvostranskih, večstranskih in mednarodnih odnosih; 
– priprave na pogajanja in vsebina pogajanj s tujimi državami, mednarodnimi organizacijami 
ter drugimi subjekti mednarodnega prava; 
– analitične ocene, stališča, informacije in poročila; 
– komuniciranje med MZZ, DKP in drugimi državnimi organi; 
– načrti in organizacija sistema identifikacijskih in avtorizacijskih znakov (gesel) uporabnikov 
informacijskega in telekomunikacijskega sistema MZZ Republike Slovenije; 
– naprave in programska oprema za šifriranje in zaščito prenosa podatkov, govora ali slike, 
ki se uporabljajo na MZZ; 
– šifrirni ključi, ki se uporabljajo z napravami in programsko opremo za šifriranje podatkov 
in komunikacij; 
– načrti in organizacija varovanja določenih oseb in objektov;  
– mehanske in elektronske signalnovarnostne naprave in videonadzor, njihova programska 
oprema, šifrirni ključi in organizacija varnostnega sistema v objektih DKP in objektu MZZ 
(Prezelj & Tarman, 2015). 
Druga po vrsti oznak je stopnja tajno. Stopnja tajno se uporabi, kadar bi razkritje 
dokumentov, kateri imajo tako stopnjo škodovalo varnosti države. Pri oznakah za stopnjo 
tajnosti ni toliko določil, kot pri stopnji strogo tajno. Pri stopnji tajno se mora upoštevati, 
da vsebuje poleg oznake tajno še podatke, koliko izvodov je bilo izdanih, koliko strani 
24 
 
vsebuje nek tak dokument ter datum in morebitno število prilog (Prezelj & Tarman, 2015). 
Tretja po vrsti oznak je stopnja zaupno. Stopnja zaupno se uporabi, kadar bi razkritje 
dokumentov, kateri imajo tako stopnjo škodovalo varnosti države (Prezelj & Tarman, 
2015).  
Podatki, ki veljajo za zaupne na ministrstvu za zunanje zadeve, so: 
– priprave in določeni ukrepi za varovanje interesov Republike Slovenije in njenih 
državljanov ter pravnih oseb v tujini; 
– priprave predlogov za sklenitev mednarodnih pogodb; 
– priprave uradnih in neuradnih obiskov državnikov Republike Slovenije v tujini;  
– priprave uradnih in neuradnih obiskov državnikov tujih držav v Republike Sloveniji;  
– usmeritve dela DKP v tujini in napotki predstavništvom za sprejemanje uradnih stališč ter 
prevzemanje obveznosti v imenu Republike Slovenije; 
– usmeritve za spremljanje politične, gospodarske in druge dejavnosti organov in 
organizacij; 
– usmeritve in vodenje dela slovenskih delegacij; 
– predlogi pristojnim državnim organom za izvedbo določenih ukrepov;  
– stališča, ocene, informacije in poročila diplomatov; 
– izvirni zapis programske opreme, ki je za potrebe ministrstva izdelana v MZZ;  
– evidenca operativnih informacij in druge evidence, ki jih pri svojem delu uporablja 
konzularna in analitska služba; 
– vsi osebni podatki, ki jih pri svojem delu uporabljajo uslužbenci ministrstva;  
– kadrovska in zdravstvena dokumentacija uslužbencev ministrstva; 
– postopki za imenovanje veleposlanikov in vodij diplomatskih predstavništev Republike 
Slovenije v tujini ter postopki za izdajanje soglasij za akreditacijo veleposlanikov in vodij 
tujih diplomatsko-konzularnih predstavništev v Republiki Sloveniji. 
Najmilejša oblika pri stopnjah tajnosti je stopnja interno. S stopnjo interno razpolagajo vsi 
zaposleni v javni upravi. Razkritje teh dokumentov bi škodovalo delovanju javnega organa.  
Podatki, ki veljajo za interne na ministrstvu za zunanje zadeve, so: 
– podatki, vsebine in zapisniki kolegija ministra in kolegijev služb MZZ in DKP;  
– strokovna navodila za opravljanje delovnih nalog MZZ; 
– navodila za uporabo zbirk zaupnih podatkov; 
– operativna diplomatska dejavnost, ki spremlja delo diplomatov; 
– delovno gradivo za zakonske in podzakonske predpise, ki jih pripravlja MZZ;  
– analitično, statistično in drugo gradivo o delu služb MZZ oziroma varnostnih vprašanjih in 
pojavih, ki je namenjeno internemu obveščanju (Prezelj & Tarman, 2015). 
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3.8.1 STOPNJE TAJNOSTI PO SVETU 
Ne le posameznik, tudi država ima potrebo po intimnosti, zasebnosti oziroma tajnosti. Zato 
je potrebno, da vsaka posamezna država to potrebo tudi uzakoni. Seveda z vsemi splošno 
veljavnimi in demokratičnimi postopki. Operacionalizacija varovanja tajnosti države se 
izvaja s celovitim sistemom označevanja, varovanja, dostopa in nadzora nad tajnimi 
podatki. 
Po svetu velja točno določen sistem označevanja tajnih podatkov in mora biti podoben v 
vseh državah članicah Evropske unije in zveze NATO. Točno določen sistem označevanja 
mora biti podoben v vseh državah članicah zato, ker živimo v svetu globalizacije in se vsi 
podatki med seboj prepletajo. Prav tako pa tudi Slovenija razpolaga s številnimi tajnimi 




3.8.1.1 EVROPSKA UNIJA 
Evropska unija zahteva, da se vse države članice in tudi vse institucije, ki delujejo v okviru 
Evropske unije držijo določenih standardov varovanja tajnih podatkov. S takim zaupanjem, 
lahko poteka nemotena izmenjava tajnih podatkov, ne da bi prišlo do bojazni, da bi zaradi 
neurejenih varnostnih standardov prišlo do zlorabe tajnega podatka, ki bi prišel iz Evropske 
unije. Ti standardi so določeni s stani Evropske unije in morajo vsebovati vse postopke za 
zaščito tajnih podatkov Evropske unije (Prezelj &Tarman, 2015). 
Generalni sekretar je zato, da se poenoti standard za varovanje z tajnimi podatki izdal 
zahtevo, da vse države članice po vseh varnostnih protokolih ustanovijo registre za 
sprejem dokumentov najvišjih tajnosti. Za stopnjo strogo tajno (Prezelj &Tarman, 2015). 
Svet EU s svojo odločbo predpisuje tudi, da se lahko poleg prvotnih oznak tajnosti 
uporabijo tudi dodatne oznake na tajnih podatkih. Slovenska zakonodaja se je takoj, ko je 
sprejela Uredbo o varovanju tajnih podatkov, uskladila z evropsko, ko gre za dodatno 
označevanje na tajnih podatkih. Poleg uskladitve dodatnega označevanja pa se je 
slovenska zakonodaja uskladila z evropsko tudi na področju, ko gre za dokumentacijsko 
varnost, stopnjo tajnosti ter preklicu ali spremembi stopenj tajnosti (Prezelj &Tarman, 
2015). 
Po evropski zakonodaji je potrebno vsako stran tajnega podatka označiti s stopnjo tajnosti, 
zgoraj in spodaj na sredini strani. Vsaka stran mora imeti tudi oznako trenutne strani ter 
oznako vseh strani, ki jih ima celotni dokument. Poleg teh označb pa se pri stopnjah tajno 
in pa strogo tajno uporabljajo tudi šifre dokumenta na vsaki strani. Ko se napravi kopija 
dokumenta z vsebino tajnih podatkov se to označi tako, da se številka kopije navede na 
prvi strani. Pri dokumentih stopnje tajnosti zaupno, tajno in strogo tajno se vsaka priloga 
ali dodatek zavede na prvi strani dokumenta. Registrski sistem, ki ga je zahtevala Evropska 
unija ima nalogo, da vse dokumente stopnje tajnosti zaupno, tajno in strogo tajno zavedajo 
v evidenco tako ob vsakem izhodu kot tudi prihodu (Brezovšek & Črnčec, 2010). 
Tako kot v Sloveniji, lahko tajne podatke stopnje tajnosti zaupno, tajno in strogo tajno po 
Evropski uniji prenašajo samo kurirji, ki so izpolnjujejo vse pogoje ter imajo ustrezne 
dokumente, kateri dokazujejo pristojnost o ravnanju ter prenosu tajnih podatkov najvišjih 
stopenj. Prenos tajnih podatkov najvišjih stopenj med državami pa lahko poteka samo 
preko diplomatske pošte ali pa preko vojske, ki opravlja kurirsko službo. Vendar to velja le 
za dokumente, ki so označeni z najvišjimi stopnjami tajnosti. Dokumente najvišjih stopenj 
se prenaša v ovojnicah, ki morajo biti dvojne, odporne in neprosojne. Ovojnica, ki je 
notranja vsebuje vse podatke o naslovniku in je označena z določeno stopnjo tajnosti. V 
notranji ovojnici se nahaja tudi potrdilo, ki potrdi prejem, vendar lahko ta prejem podpiše 
samo nadzorni uslužbenec EU registra ali le v njegovi opravičeni odsotnosti njegov 
namestnik. Če pa je ovojnica naslovljena na točno določeno osebo pa se tak dokument 
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samo evidentira v register. Tako potrdilo mora vsebovati šifro dokumenta, datum nastanka 
dokumenta ter številko kopije (Brezovšek & Črnčec, 2010). 
Kopiranje tajnih dokumentov stopenj tajnosti strogo tajno se lahko opravi le ob dovoljenju, 
ki ga da tisti, ki je tak dokument pripravil. Prav tako to velja za prevode dokumentov. 
Dokumente stopnje tajno in nižje pa se lahko kopira in prevaja tako kot je zapisano v 
nacionalnih zakonih o tajnih podatkih. Tajne podatke Evropske unije se lahko zakonsko 
tudi arhivira, vendar le pod pogojem, da so vsi nosilci, na katerih se tajne podatke arhivira 
zaščiteni po zakonu (Prezelj &Tarman, 2015). 
Evropska unija ima tudi glede uničenja tajnih podatkov stopnje tajnosti strogo tajno zelo 
jasna pravila. Dokumenti stopnje strogo tajno se lahko uniči samo v Centralnem registru 
Evropske unije. Zakon narekuje, da morajo zapisnik o uničenju podpisati tri osebe, da le ne 
gre kaj narobe. Taka potrdila o uničenju se nato hranijo v registru in rok hrambe je po 
zakonu določen in traja deset let. Pri stopnji tajno, dokumente uničijo registri, ki so 
pristojni za dokumente take stopnje. Zapisnik pa se mora po zakonu hraniti najmanj tri 
leta. Dokumenta tajno in pa interno pa uničijo pristojni registri (Prezelj &Tarman, 2015). 
Register Evropske unije ima nalogo, da evidentira, hrani, uničuje in distribuira tajne 
podatke stopnje strogo tajno. Register s tem zagotavlja pravilno rokovanje z tajnimi 
podatki stopnje strogo tajno. Njegova naloga je, da kot glavni organ tako sprejema kot tudi 
odpošilja podatke stopnje strogo tajno. Polege glavnega registra pa lahko države članice 
ustanovijo tudi podregistre. Podregistre se ustanovi zaradi preobremenjenosti registrov, 
vendar podregistri ne smejo brez dovoljenja registra pošiljati tajne podatke stopnje strogo 
tajno drugim podregistrom. Registri in podregistri pa poleg glavnih nalog, enkrat letno 
popišejo vse tajne podatke strogo tajno, za katere so odgovorni. Po opravljenem popisu, 
če tega naredijo podregistri, poročilo posredujejo Centralnemu registru Evropske unije, ta 
pa poročilo posreduje Nacionalnemu varnostnemu organu (Brezovšek & Črnčec, 2010). 
Poleg standardnih ukrepov varovanja poznamo tudi tehnične ukrepe varovanja. Pod 
tehnične ukrepe spadata tako nadzor kot tudi sledljivost podatkov. Ko gre za nadzor 
podatkov najvišjih stopenj tajnosti, se more vedno voditi evidenca vstopov. Ta evidenca je 
lahko avtomatična ali pa ročna. Ko gre za pošiljanje tajnih podatkov iz registrov Evropske 
unije, na oddaljene delovne postaje, se vedno določijo varnostni postopki, ki ji določi in 
odobri organ za varnostno akreditacijo. Pri prenašanju tajnih podatkov na posamezne 
sestanke, pa morajo za njihovo varnost poskrbeti delegacije same, vendar pa jim pri 
dostavi lahko pomaga tudi država gostiteljica (Prezelj &Tarman, 2015). 
Nosilce, na katerih so shranjeni tajni podatki je potrebno pravilno označiti, vendar pa se 





Urad zveze NATO za varnost skrbi za usklajevanje, uresničevanje in spreminjanje varnostne 
politike zveze NATO. Direktor Urada zveze NATO za varnost ima vso odgovornost v svojih 
rokah, saj je glavni svetovalec generalnega sekretarja za vprašanja varnosti in predsednika 
Odbora za varnost pri zvezi NATO. 
Sporazum o varovanju tajnih podatkov sklenjen med zvezo NATO in državami članicami 
zveze NATO določa, da so države, ki so članice zveze NATO dolžne upoštevati pogodbo o 
varovanju tajnih podatkov (Brezovšek & Črnčec, 2010). Ta pogodba določa državam zveze 
NATO, da ščitijo in varujejo tajne podatke zveze NATO, varovati jih morajo glede na stopnjo 
tajnosti. Višja je stopnja tajnosti, bolj zahtevno mora biti varovanje takih tajnih podatkov. 
Prav tako pa morajo države članice zagotoviti, da se bo stopnja tajnosti ohranila in bo točno 
taka, kot jo ima izvirnik. Tajne podatke se ne sme uporabljati za druge namene, če ni 
določeno drugače. Tajne podatke najvišjih stopenj tajnosti je potrebno varovati, da se ne 
razkrijejo nepooblaščenim osebam. Po zakonu morajo imeti vse države članice določen 
standard varovanja, kateri je primeren za varovanje podatkov najvišjih stopenj. 
Predpisi o varovanju tajnih podatkov v Republiki Sloveniji morajo biti usklajeni ne samo z 
EU ampak tudi s predpisi zveze NATO. Tajni podatki NATA ohranjajo stopnjo tajnosti 
podatkov, pogodbenice pa storijo vse potrebno, da jih varujejo primerno stopnji tajnosti. 
Pogodbenice morajo vzpostaviti in voditi enotne varnostne standarde, ki zagotavljajo 
enotno skupno raven varovanja tajnih podatkov. Prav tako so države pogodbenice 
obvezane, da tajnih podatkov ne uporabljajo v druge namene, kakor samo v tiste, ki so 
strogo določene v Severnoatlantski pogodbi ter sklepih in resolucijah vezanih na to 
pogodbo. Tako so države članice NATA zavezane k temu, da ne razkrijejo stranem, ki niso 
članice zveze NATO. To lahko storijo samo v primerih, ko imajo dovoljenje lastnika 
podatkov (Zakon o ratifikaciji sporazuma med pogodbenicami Severnoatlantske pogodbe 
o varnosti podatkov, 2004). 
Zveza NATO pojmuje tajne podatke, da so to tajni podatki, ki so lahko v različnih oblikah, 
morajo biti zavarovani pred nepooblaščenim razkritjem. Izraz dokument pomeni, da gre za 
vsak podatek, ki vsebuje stopnjo tajnosti. 
V nadaljevanju je prikaz slovenskih in NATO stopenj tajnosti:  
– COSMIC TOP SECRET (CTS), strogo tajno. Nepooblaščeno razkritje bi povzročilo izjemno 
resno škodo zvezi NATO; 
– NATO SECRET (NS), NATO tajno. Nepooblaščeno razkritje bi povzročilo izjemno škodo zvezi 
NATO; 




– NATO RESTRICTED (ND), NATO interno. Nepooblaščeno razkritje bi bilo škodljivo 
interesom in učinkovitosti zveze NATA (Brezovšek & Črnčec, 2010). 
Podoben način označevanja tajnih podatkov imajo v ZDA, vendar uporabljajo samo tri 
stopnje, poznajo pa še neke vrste nad stopnjo, ki se uporablja za posebne potrebe: 
– TOP SECRET, strogo tajno. So določeni podatki, ki potrebujejo največjo stopnjo zaščite in 
katerih nepooblaščeno razkritje bi povzročilo izjemno resno škodo nacionalni varnosti; 
– SECRET, tajno. So določeni tajni podatki, ki potrebujejo precejšno stopnjo zaščite in za 
katere je realno pričakovati, da bi njihovo nepooblaščeno razkritje povzročilo resno škodo 
nacionalni varnosti; 
– CONFIDENTIAL, zaupno. So določeni tajni podatki, ki potrebujejo zaščito in za katere je 
realno pričakovati, da bi njihovo nepooblaščeno razkritje povzročilo škodo nacionalni 
varnosti (Brezovšek & Črnčec, 2010). 
Te tri stopnje tajnosti, niso edine. Poznamo še posebne podatke, kateri pa potekajo po 
posebnih kanalih, ker je ocena ogroženosti, da bi prišlo do zlorabe takega podatka zelo 
velika. Ti podatki so občutljivi podatki, zato so označeni z posebnim kodnim imenom in 
imajo strogo določeno fizično varovanje. Varnostno preverjanje oseb, ki imajo dostop do 
takih podatkov mora biti še posebej temeljito. Poleg dostopa do stopnje top secret, mora 
imeti opravljene še dodatne teste za poglobljeno varnost. 
3.9 PREKLIC STOPNJE TAJNOSTI PODATKA 
Po zakonu o tajnih podatkih, lahko stopnjo tajnosti prekliče samo oseba, katera je zato 
pooblaščena in šele takrat, ko so izpolnjeni vsi pogoji, kateri so zakonsko določeni. Ko so 
vsi pogoji izpolnjeni, se lahko tajnemu podatku stopnja tajnosti prekliče ali zamrzne, 
vendar je o tem potrebno obvestiti vse, kateri imajo določen dokument pri sebi ali pa imajo 
dostop do tega dokumenta. Preklic se obvezno tudi pisno obrazloži in se navede vse 
zaznamke, zaradi katerih je bila stopnja tajnosti dokumenta preklicana (ZTP, 15. člen). 
3.9.1 SPREMEMBA STOPNJE TAJNOSTI PODATKA 
ZTP določa, da lahko stopnjo tajnosti podatka spremeni samo oseba, ki je s strani 
določenega organa pooblaščena da izvrši tako dejanje. Prav tako pa se lahko stopnja 
tajnosti spremeni le takrat, ko nastopijo pogoji, kateri so zakonsko določeni. Tako kot pri 
preklicu stopnje, se mora tudi spremembo stopnje tajnosti podatka pisno obrazložiti ter 
navede razloge, zaradi katerih se je dokumentu spremenila stopnja tajnosti. Oseba, katera 
je spremenila stopnjo tajnosti dokumentu pa mora o tem obvestiti vse, kateri imajo tak 




3.9.2 PRENEHANJE TAJNOSTI PODATKA 
Glede poteka časa veljavnosti tajnosti ima večina avtorjev svoje mnenje glede veljavnosti 
tajnosti. Predvsem pa si avtorji niso enotni glede časovnice, kdaj bi iz dokumentov 
odstranili tajnost. Prav tako pa se tudi ne strinjajo, kdaj bi bilo najbolj optimalno, da bi se 
tajnost umaknila iz dokumentov. Predvsem se Thompson (1999, str. 184) zavzema za 
demokratičnost, saj zagovarja tezo, da je časovna tajnost pomembna zaradi tega, ker le 
tako lahko strmi k demokratični odgovornosti. Ostali avtorji pa si niso enotni predvsem 
okoli časovnega okvirja o poteku tajnosti dokumentov. Moynihan (1997, str. 65) poudarja, 
da bi bilo potrebno avtomatsko omejiti čas veljavnosti tajnosti na 10 let ali 65 let. Po tem 
času pa bi morale varnostne agencije utemeljiti, glede na pomembnost dokumenta, kateri 
podatki morajo ostati tajni in kateri ne. Tako Ellsberg (2010, str. 798) pravi, da bi morali 
tajni podatki vsebovati avtomatsko deklasifikacijo po preteku dveh ali treh let. Melanson 
(2001 pa se zavzema, da bi se podatkom tajnost odvzela po dvajsetih letih. 
Zakon o tajnih podatkih točno določa, kdaj dokumentu preneha tajnost. Ti razlogi 
nastopijo: 
– na določen datum, 
– z nastopom določenega dogodka, 
– s potekom določenega časa, 
– s preklicem tajnosti (ZTP, 2. člen). 
Kadar zaradi narave stvari ali vsebine podatka ni mogoče določiti načina prenehanja iz 
prejšnjega odstavka, tajnost preneha s potekom časa, ki je določen v zakonu, ki ureja 
arhivsko gradivo in arhive. V Sloveniji je to po 40ih letih po nastanku, razen v primeru izjem 
po Zakonu o varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZTP, 18. člen). ZTP 
v svojem 15. členu določa, da je končanje tajnosti določeno s tem, da pooblaščena oseba 
tajnost podatka pisno prekliče, ko ni več pogojev za tajnost. O preklicu mora obvestiti vse, 




4 VAROVANJE TAJNIH PODATKOV 
4.1 VARNOSTNO OBMOČJE 
Pri obravnavanju podatkov stopnje tajnosti zaupno, tajno ali strogo tajno morajo 
ministrstva, katera operirajo s takimi podatki upoštevati varnostne predpise, ki jih določa 
zakon. Ministrstva so dolžna vzpostaviti dva varnostna območja (Uredba o varovanju tajnih 
podatkov, 10. člen). In sicer območje prve stopnje ter območje druge stopnje. V območju 
prve stopnje lahko obravnavamo tajne podatke s stopnjami zaupno, tajno in strogo tajno. 
V prvem območju imamo takojšen dostop do takih podatkov, kar pa ne velja za območje 
druge stopnje. V območju druge stopnje ne operiramo takoj z podatki najvišjih stopenj, z 
njimi lahko operiramo šele po dodatnih varnostnih pregledih. In ko so vsi ti varnostni 
pregledi pozitivni, dobimo v pogled v dokumente, kateri so označeni z najvišjo stopnjo 
tajnosti. 
Varnostno območje za uporabo dokumentov z stopnjo tajnosti interno ni zakonsko 
določeno z najvišjimi stopnjami varnosti in se za uporabo takih dokumentov lahko 
zakonsko določi prav vse prostore, kater ima določena ustanova na voljo za uporabo. 
Pri vstopu v varnostno območje, se zakonsko (Uredba o varovanju tajnih podatkov, 14. 
člen) zahteva nadzor nad identiteto vstopajočega. Vstop se lahko nadzira tako fizično kot 
tudi samodejno. Pri samodejnemu načinu prepoznavanja vstopa, se prepoznava 
identifikacijsko kartico, katero ima lahko le oseba, kateri je zakonsko določeno, da lahko 
vstopa v tak prostor. Pri fizičnemu nadzoru pa mora oseba, ki je zadolžena za fizično 
varovanje prostora identificirati osebo, ki vstopi v tak prostor, zabeležiti številko osebnega 
dokumenta ter razloge za vstop v varovani prostor. Prav tako pa mora oseba, katera 
nadzira vstop v varovani prostor voditi evidenco vstopa in izstopa oseb. Poleg varovanja 
pa se mora v varnostni načrt zapisati tudi predvidevanja, kaj se zgodi ob primeru, če pride 
do poostrenega nadzora in pa gibanja v varnostnem območju. Določitev varnostnega in 
upravnega območja se mora po zakonu (Uredba o varovanju tajnih podatkov, 12. člen) 
določiti s sklepom. Sklep se pridobi le s predhodno privolitvijo nacionalnega varnostnega 
organa, ki poda odločitev o ustreznosti varnostno-tehnične opreme, ki so v varnostnem 
območju. prav tako pa nacionalni varnostni organ poda odločitev o primernosti postopkov, 
ki se izvajajo v varnostnem območju.  
Vsak prostor, kateri služi kot varnostno in upravno območje mora to jasno sporočati. 
Oseba, ki vstopi v tak prostor mora jasno videti napise in opozorila, ki jasno označujejo, da 
se nahaja v varnostnem ali upravnem območju. prav tako pa morajo biti obvestila, ki 
opozarjajo na vstop v varnostno ali upravno območje jasno vidna že na vhodu v tako 
območje. Pred vhodom morajo opozorila vsebovati jasne napise o organu, razločno mora 
pisati, da gre za varnostno območje ter opozarjati za katero stopnjo varnosti gre. Poleg 
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zgornjih opozoril, ki so nujna, je priporočljivo, da so dodana še druga obvestila. 
Priporočljivo je obiskovalce obvestiti, kakšni varnostni postopki se izvajajo v teh prostorih. 
Če pa se oceni, da je zaradi varnosti boljše, da se ne razkrije ali gre za varnostno območje 
ali ne se lahko tako varnostno območje označi tako, da se ne razkrije da gre za varnostno 
območje (Uredba o varovanju tajnih podatkov, 10. člen). 
4.1.1 PROTIPRISLUŠKOVALNI PREGLED VARNOSTNEGA OBMOČJA 
Prostor, v katerem se uporablja tajne podatke najvišjih stopenj je po Zakonu o tajnih 
podatkih, potrebno zaščititi pred vohuni, ki prežijo na take podatke. Zato se mora vsak tak 
prostor proti prisluškovalno zaščititi. To se stori s proti prisluškovalnimi pregledi, ki se 
izvajajo ob začetku uporabe takega varnostnega območja, ko se zamenja garnitura 
zaposlenih, vsako leto in ob vsakem sumu vdora v varnostno območje. Poleg varnostnega 
območja se lahko zaščiti tudi druge poti, kjer potujejo varnostni podatki najvišjih stopenj. 
To se nanaša predvsem na zaščito informacijskih in telekomunikacijskih povezav. To se 
stori, kadar je ocena ogroženosti visoka. Vse te preglede izvajajo strokovne službe Policije, 
izjemoma na ministrstvu za obrambo to storijo strokovne službe ministrstva za obrambo, 
prav tako imajo svoje strokovne službe za proti prisluškovalni pregled tudi v Slovenski 
obveščevalno-varnostni agenciji.  
4.1.2 VARNOSTNO OBMOČJE MZZ 
Varnostno območje na ministrstvu za zunanje zadeve je poseben prostor v spodnjih 
prostorih ministrstva. Varnostno območje se imenuje tudi »bunker«, ker je zgrajen po vseh 
varnostnih določilih, kot jih predvideva zakon. V tem prostoru se obravnavajo tajni podatki 
vseh stopenj. Prav zaradi tega je prostor zgrajen po varnostnih določilih in tako kot 
oprema, ki se uporablja izključno za distribucijo, shranjevanje ter uničevanje, varnostno 
pregledan. Prav tako je tudi osebje, ki se zadržuje v tem prostoru, varnostno pregledano 
in točno določeno. Gibanje v tem prostoru je močno omejeno in dovoljeno samo osebam, 
ki imajo dovoljenje za delo s tajnimi podatki. 
Ta prostor je primerljiv le s prostori na ministrstvu za notranje zadeve, ministrstvu za 
obrambo in SOVI. To lahko trdim predvsem z dejstvi, ki sem jih pridobil z obiskom vseh 
ministrstev ter se tako prepričal, kakšne pogoje imajo za delo s tajnimi podatki. Vsa druga 
ministrstva nimajo takih prostorov, kjer lahko sprejemajo tajne podatke najvišjih stopenj. 
Ministrstva, ki nimajo teh prostorov, lahko sprejmejo podatek najvišje stopnje zaupnost le 
ob prisotnosti osebe, ki ima dovoljenje za najvišjo stopnjo, in v takem primeru si lahko ta 
oseba tak dokument samo ogleda, potem pa mora kurir ta dokument nesti nazaj, kjer se 
tak dokument primerno shrani. To se stori v primeru, ko ministrstvo nima primernega 
prostora za shranjevanje tajnega podatka najvišje stopnje zaupnosti (Uredba o varovanju 




Poleg te možnosti pa obstaja še druga alternativa in ta je, da oseba, ki ji je ta zaupen 
dokument najvišje tajnosti namenjen, pride na ministrstvo za zunanje zadeve, ministrstvo 
za notranje zadeve, ministrstvo za obrambo ali SOVO ter si v njihovih prostorih, ki so po 
zakonu primerni ter varnostno pregledani, ogleda ta tajni dokument. V Sloveniji je tako 
glede varnostnih območjih kot tudi prebiranja in sprejemanja tajnih podatkov vse še bolj 
v povojih. Predvsem zato, ker ministrstva ne upoštevajo dosledno ZTP in se obnašajo, kot 
da je vse skupaj le navaden dokument. Prav zato se ne zavedamo, koliko škode se lahko 





5 HRANJENJE TAJNIH PODATKOV 
Tajne podatke različnih stopenj hranimo v različnih prostorih. Stopnje manjših tajnosti, 
interno se hrani v manj zaščitenih prostorih. Za dokumente stopnje interno se za 
shranjevanje uporablja pisarniško omaro. Za dokumente, ki imajo stopnjo višjo od stopnje 
interno, zaupno, tajno in strogo tajno se uporabljajo blagajne, ki imajo ustrezno 
protivlomno zaščito. Tako kot dokumenti, ki morajo biti označeni s posamezno črko, ki 
označuje tajnost, se mora tudi blagajno primerno označiti. Blagajno se označi s primerno 
črko, glede na to, kakšno tajnost ima dokument, ki je v tej blagajni. Zakonsko (Uredba o 
varovanju tajnih podatkov 10. člen) je tudi določeno, da se označba nahaja na levem 
zgornjem kotu blagajne. Taka označba se uporablja za vse stopnje tajnosti, razen za 
stopnjo interno, katero se tudi ne shranjuje v posebej za ta namen namenjeni blagajni. V 
blagajno se lahko shranjuje vse stopnje tajnosti, vendar se mora blagajno primerno 
označiti z najvišjo stopnjo tajnosti, katera se hrani v blagajni.  
5.1 OBRAVNAVANJE TAJNIH PODATKOV ZUNAJ VARNOSTNEGA 
OBMOČJA 
Tajne podatke se mora vedno obravnavati znotraj varnostnega območja. V primeru, da se tajni 
podatek obravnava zunaj varnostnega pogoja pa je potrebno izpolniti veliko pogojev. 
Najpomembnejše je, da je prostor, v katerem se tajni podatek obravnava varovan tako fizično kot 
tudi tehnično, prav tako je treba zavarovati vstop v tako območje. Zelo pomembno pa je tudi, da 
je oseba, katera ima tajni podatek zelo previdna in ima tajni podatek celotno obravnavo pod 
budnim očesom.  
Pred uporabo tajnega podatka stopnje zaupno, tajno in strogo tajno zunaj varnostnega podatka se 
mora vedno narediti načrt varovanja. Pooblaščena oseba je zadolžena, da pripravi tako varovanje, 
kot je predpisano za varnostno območje najvišje stopnje. Poleg načrta pa mora oseba, ki naredi 
načrt varovanje narediti tudi evidenco, da zabeleži kdo je tajni podatek vzel in s tem potrdi 
varovanje tajnega podatka. 
5.2 NAČRT VAROVANJA TAJNIH PODATKOV 
Zakon o tajnih podatkih narekuje vsakemu organu, ki ima opravke z tajnimi podatki, da 
naredi varnostni načrt, kako se bo varovalo tajne podatke. Varnostni načrt se mora narediti 
po vseh črkah zakona tako, da se upošteva kakšno stopnjo tajnosti se bo hranilo v 
določenem varnostnem območju. Prav tako pa je potrebno predvideti stopnjo ogroženosti 
varnostnega območja. V varnostnem načrtu se opredeli tudi varovanje varnostnega 
območja. Opisati je potrebno vse vrste varovanja, ali bo fizično, tehnično ali bo varovanje 
tako fizično kot tudi tehnično. Varnostni načrt se naredi glede na to, katere stopnje tajnosti 
se uporabljajo v varnostnih območjih. V varnostnem načrtu je potrebno zajeti tudi, če se 
bo v varnostnem območju uporablja video nadzor, razne alarmne sisteme. 
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Najpomembnejša pa je določitev primernega izvajalca vseh del od gradbenih, 
inštalaterskih kot tudi servisnih pregledov. Izvajalca, katerega se določi za opravljanje takih 
del se mora varnostno pregledati, ker se mora vsak poseg v varnostno območje 
evidentirati. Pomembno pa je tudi, da se v varnostnem načrtu predvidijo tudi okrepi, kateri 
se izvedejo ob primeru sprožitve alarma ali nepooblaščenega vstopa v varnostno območje 
in odtujitve tajnega podatka. 
5.3 POSREDOVANJE TAJNIH PODATKOV DRUGIM ORGANOM 
Posredovanje tajnega podatka drugim organom je dovoljeno le ob pisni potrditvi 
predstojnika oddelka, ki je zadolžen za ravnanje s tajnimi podatki. Zakon dovoljuje 
izmenjavo tajnega podatka samo med organi, kateri imajo pisno potrditev o izmenjavi. V 
primeru, da hoče drugi organ posredovati tajni podatek tretjemu organu mora zato po 
Zakonu o tajnih podatkih pridobiti soglasje prvega organa. In šele takrat, ko je soglasje 
pozitivno, ga lahko posreduje tretjim organom. Organ, ki zahteva tajni podatek od drugega 
organa pa mora izpolnjevati vse pogoje, da lahko pridobi tajni podatek. Se pravi organ 
mora imeti urejeno varnostno območje, prav tako pa morajo biti osebe, katere bodo prišle 
v stik z tajnim podatkom varnostno pregledane in imeti dovoljenje za tako stopnjo tajnosti. 
Organ, ki zahteva posredovanje tajnega podatka mora zagotoviti tudi, da bo tajni podatek 
videla le oseba, katera ga potrebuje za službene namene. Oseba, katera vidi tajni podatek 
in ga potrebuje le za službene namene mora pisno potrditi, da se ta podatek ne bo 
distribuiral naprej drugim organom brez dovoljenja (Uredba o načinu in postopku 
ugotavljanja pogojev za izdajo varnostnega dovoljenja organizaciji, 3. člen). 
ZTP v svojem 31. členu pravi, da imajo pravico dostopa do tajnih podatkov samo tiste 
osebe, ki imajo dovoljenje in se morajo s temi podatki seznaniti zaradi opravljanja funkcije 
ali delovnih nalog. Tajnih podatkov nihče ne sme dobiti prej ali v večjem obsegu, kot je 
potrebno. Po 34. in 35. členu pa se tajni podatki lahko pošiljajo drugim organom, ki morajo 
prav tako ravnati po tem zakonu. Za organizacije je potrebno, da imajo varnostno 
dovoljenje, kar pomeni, da izpolnjujejo fizične, organizacijske in tehnične pogoje varovanje 
tajnih podatkov. Tako lahko do teh  podatkov dostopajo samo osebe z varnostnim 
dovoljenjem, da imajo odgovorno osebo za ravnanje s tajnimi podatki, da varujejo prostore 
s tajnimi podatki in komunikacije, po katerih se prenašajo tajni podatki ter da imajo 
kontrolo dostopov do teh podatkov.  
Ne le pri izmenjavi dokumentov in podatkov s stopnjami tajnosti med organizacijami in 
oddelki doma, prav tako tudi pri izmenjavi takih dokumentov in podatkov s tujino veljajo 
določena pravil, ki se jih je potrebno držati ter postopati skladno z njihovimi določili. 
Izdelava pravne podlage in s tem povezanega sistema varovanja tajnih podatkov EU je bila 
prvi korak, obenem pa tudi pogoj za članstvo Slovenije v EU. Republika Slovenija je poleg 
usklajevanja teh pravil za uspešen vstop v EU leta 2004 kasneje izvedla tudi postopek 
usklajevanja in sprejemanja sporazuma med državami članicami o varovanju tajnih  
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podatkov, ki se izmenjujejo v interesu EU. V letu 2011 je bil tako sprejet Zakon o ratifikaciji 
Sporazuma med državami članicami Evropske unije o varovanju tajnih podatkov, ki se 
izmenjujejo v interesu Evropske unije. Določila sporazuma dajejo primeren okvir za 
varovanje nacionalnih tajnih podatkov, izmenjanih med državami članicami v interesu EU, 
če države članice med seboj nimajo sklenjenih dvostranskih sporazumov, obenem pa vidno 
in jasno vključujejo obveze, da se za tajne podatke, ki jih EU prejme od tretjih držav in 
mednarodnih organizacij, zagotovi ustrezna raven varovanja v državah članicah, če jim 
tajne podatke predložita Svet Evrope ali Evropska komisija. Seveda pa je glavni namen 
sporazuma obveza držav članic, da sprejmejo vse ustrezne ukrepe za zagotovitev 
primernega varovanja tajnih podatkov, ki jim jih predložijo Svet Evrope ali Evropska 
komisija ter agencije EU (Zakon o ratifikaciji sporazuma med državami članicami Evropske 
unije, 2011). Sporazum nima prednosti pred nacionalnimi zakoni in predpisi držav članic 
glede varovanja njihovih tajnih podatkov, dostopa javnosti do dokumentov ali varstva 
osebnih podatkov, niti ne vključuje usklajevanja ali približevanja zakonodaje na tem 
področju.  
Pomembni za meddržavno sodelovanje sta tudi pomoč pri varnostnem preverjanju in 
izmenjavi podatkov o dovoljenjih za dostop do tajnih podatkov. Usklajevanje in opredelitve 
ter stališča do posameznih vprašanj, ki se nanašajo na varovanje tajnih podatkov EU, se 
poleg agencij (Europol), lahko dotikajo tudi drugih ključnih delov EU, kot je Evropski 
parlament ali pa se nanašajo na posamezne projekte kot je projekt Galileo ali pa se 
nanašajo na druga področja delovanja EU. 
5.4 SPREJEM TAJNIH PODATKOV 
Osebe, ki sprejemajo tajne podatke morajo biti po zakonu varnostno pregledane. Poleg 
varnostnega pregleda pa je nujno, da imajo osebe, ki sprejemajo tajne podatke tudi 
dovoljenje za sprejemanje vseh stopenj tajnosti. Problem se pojavi takrat, ko osebe, katere 
nimajo ustreznega dovoljenja za višje stopnje tajnosti vseeno prevzamejo tak dokument. 
Po Zakonu o tajnih podatkih, se mora tako ravnanje kaznovati. Večina oseb ima dovoljenje 
le za stopnjo tajnosti interno in ne za višje stopnje. To pa nekaterih oseb ne ustavi oziroma 
tudi ne vedo natančno, katero stopnjo tajnosti lahko sprejmejo in katere ne. Zato se 
pogosto dogaja, da dokumente višje stopnje tajnosti sprejemajo tudi osebe, ki nimajo 
pooblastila za to. To vse kaže na to, kako je poznavanje in preverjanje, kdo ravna s tajnimi 
podatki, še zelo v povojih in daleč za Evropo.  
5.5 PRENOS TAJNIH PODATKOV 
Tajni podatki se prenašajo v zaprti, neprosojni ovojnici. Tajni podatki stopnje tajnosti 
interno se lahko prenašajo po lastni prenosni mreži ali po priporočeni pošti s povratnico. 
Tajni podatki stopnje tajnosti zaupno ali višje stopnje tajnosti pa po lastni prenosni mreži 
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ali s kurirsko službo. Tajni podatki stopnje tajnosti zaupno ali višje stopnje tajnosti se 
prenašajo v dveh ovojnicah. Zunanja ovojnica je iz trdnega, neprosojnega in 
neprepustnega materiala. Na njej morajo biti podatki o naslovniku, pošiljatelju in številka 
dokumenta. Iz oznak na zunanji ovojnici ne sme biti razvidno, da vsebuje tajni podatek. 
Notranja ovojnica mora imeti oznako stopnje tajnosti, številko dokumenta, podatke o 
naslovniku in pošiljatelju ter druge podatke, pomembne za varnost. Pri prenosu tajnih 
podatkov stopnje tajnosti zaupno in tajno zunaj varnostnega območja lahko zunanjo 
ovojnico nadomesti zaklenjen ali zapečaten kovček, škatla ali torba. Pri prenosu tajnih 
podatkov stopnje tajnosti strogo tajno zunaj varnostnega območja mora biti notranja 
ovojnica v zaprtem kovčku, škatli ali torbi z zapiranjem na ključ ali številsko kombinacijo. 
Prenos pa morata opraviti vsaj dve osebi (Uredba o varovanju tajnih podatkov, 21. člen). 
Vsak organ mora določiti, kje se sprejemajo nosilci tajnih podatkov in kdo jih sprejema. Naslovnik 
ali oseba, ki je pooblaščena za sprejem nosilcev tajnih podatkov, potrdi njihov prejem z vpisom v 
dostavno oziroma kurirsko knjigo. 
5.5.1 KURIRSKA SLUŽBA 
Organi morajo za prenose tajnih podatkov stopnje tajnosti tajno ali višje stopnje zunaj 
varnostnih območij izdelati načrt poti in varovanja prenosa tajnih podatkov. Načrt 
varovanja prenosov tajnih podatkov stopnje tajnosti tajno ali višje stopnje tajnosti mora 
vsebovati tudi postopke in ukrepe ob morebitnem poskusu odtujitve, poškodbe ali 
uničenja, prometnih in drugih nesreč, zastojih, postankih, prenočevanju in drugih 
podobnih dogodkih. V načrtu morajo biti opredeljene glavne in pomožne poti (Uredba o 
varovanju tajnih podatkov, 22. člen).  
Kurirji, ki prenašajo tajne podatke stopnje tajnosti tajno ali višje stopnje, morajo biti 
ustrezno usposobljeni ter seznanjeni s postopki in ukrepi pri varovanju prenosa tajnih 
podatkov. Kurirji, ki prenašajo tajne podatke, se usposabljajo najmanj enkrat letno. 
Njihovo usposabljanje usklajuje nacionalni varnostni organ, izvajata pa ga Ministrstvo za 
obrambo in Policija, razen usposabljanja uradnih oseb Slovenske obveščevalno-varnostne 
agencije, ki prenašajo pošto, povezano z delom agencije, za katerih usposabljanje skrbi ta 
agencija (Uredba o varovanju tajnih podatkov, 22. člen). 
5.5.1.1 USPOSABLJANJE KURIRJEV  
Nadzor nad usposabljanjem kurirjev ima po Zakonu o tajnih podatkih Urad Vlade Republike 
Slovenije za varovanje tajnih podatkov. Urad Vlade Republike Slovenije za varovanje tajnih 
podatkov na podlagi Zakona o tajnih podatkih in Uredbe o varnostnem preverjanju in izdaji 
dovoljenj za dostop do tajnih podatkov skrbi za izvajanje osnovnih usposabljanj s področja 
varovanja in obravnave tajnih podatkov. 
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Urad Vlade Republike Slovenije za varovanje tajnih podatkov je dolžan zagotoviti 
varnostno usposabljanje za vse osebe, katere operirajo z tajnimi podatki različnih stopenj. 
Osebe, katere potrebujejo varnostno usposabljanje na to usposabljanje napoti delodajalec 
tako, da jih prijavi na elektronski naslov urada. Urad skrbi, da osebe ustrezno izobražuje, 
da lahko brez varnostnih zadržkov operirajo z različnimi stopnjami tajnosti. Namen takega 
izobraževanja je, da se osebe, ki prisostvujejo takemu usposabljanju primerno izobrazi, 
kako pomembno je pametno ravnanje z tajni podatki. Osebe se tudi nauči, kako pravilno 
ravnati ob nepooblaščenih zlorabah tajnih podatkov. Velik poudarek pa je predvsem na 
varnostni zaščiti ter krepitvi zavednosti, kako pomembno je za nacionalno varnost, da tajni 
podatki najvišjih stopenj ne pridejo v roke tretjih oseb.  
V organizacijah lahko osnovno in dodatno usposabljanje izvajajo osebe, katere so naredile 
prvotno usposabljanje na Uradu Vlade republike Slovenije za varovanje tajnih podatkov in 
delujejo v oddelku, ki se ukvarja z tajnimi podatki. Dobro je, da ima oseba, ki opravlja 
usposabljanje v organizaciji neko predznanje ter izkušnje z delom z tajnimi podatki, ker 
najbolj pomembno je, da izvajalec izpostavi svoje znanje ter tudi napake pri delu z tajnimi 
podatki. Tako tudi pozna, katere primere je treba izpostaviti ter na kaj je potrebno biti 
pozoren pri delu z tajnimi podatki v določeni organizaciji.  
Po končanemu izobraževanju, mora izvajalec vsem udeležencem izdati potrdilo o udeležbi 
na takem usposabljanju. Potrdilo mora vsebovati ime in priimek udeleženca, datum rojstva 
ter naziv organizacije, ki je izvedla usposabljanje. Prav tako pa mora organ, ki izvaja 
usposabljanje voditi evidenco vseh udeležencev. Prav tako pa mora vsaka organizacija 
imeti svojo evidenco uslužbencev, kateri imajo dovoljenja za upravljanje z tajnimi podatki 
ter stopnjo tajnosti s katero lahko operirajo.  
Kurirji, ki prenašajo tajne podatke, morajo opraviti varnostno preverjanje za stopnje 
tajnosti katere bodo prenašali. Glede nato, da kurirji operirajo z vsemi stopnjami tajnosti, 
se pri nji opravi osnovno usposabljanje ter tudi razširjeno varnostno usposabljanje, ki 
vključuje tudi varnostno preverjanje oseb, katere jamčijo za njih. 
Osnovna varnostna preverjanja se opravijo do stopnje zaupno, za vse višje stopnje tajnosti 
pa se opravi razširjeno usposabljanje ter tudi varnostno preverjanje oseb, ki jamčijo za tako 
osebo. Varnostno preverjanje do stopnje zaupno, se pravi osnovno se opravi na podlagi 
izpolnjenega vprašalnika, ki ga preveri pristojni organ. Poleg obvezne izpolnitve 
varnostnega vprašalnika pa mora kandidat priložiti različna potrdila o nekaznovanosti, če 
pa še to ni dovolj, pa ima organ tako pristojnost, da iz drugih evidenc preveri kandidata. 
Če se pri osnovnemu varnostnemu preverjanju pojavi sum, varnostnega zadržka 
kandidata, mora organ dodatno preveriti, tiste podatke na katere se varnostni zadržek 
nanaša. Vendar pa se lahko dodatno preverjanje izvede le ob soglasju kandidata. Če se 
kandidat z dodatnim preverjanjem ne strinja se mu avtomatsko zavrne izdaja dovoljenja 
za dostop do tajnih podatkov in njihovo uporabo.  
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Za uporabo tajnih podatkov višjih stopenj kot je stopnja zaupno mora kandidat opraviti 
razširjeno varnostno preverjanje. Poleg osnovnega preverjanja kandidata ter pridobitev 
varnostnih podatkov od drugih organov, mora kandidat izpolniti še poseben varnostni 
vprašalnik. Če se iz posebnega varnostnega vprašalnika pojavi sum o varnostnemu zadržku, 
se z kandidatom opravi razgovor, kjer se razjasni vse sumi okoli njega. Prav tako pa lahko 
organ dodatno varnostno preveri kandidata ob pojavu suma varnostnega zadržka vendar 
le ob privolitvi kandidata. Če kandidat ne privoli o dodatnih varnostnih preiskavah se mu 
avtomatsko zavrne izdaja dovoljenja za dostop do tajnih podatkov in njihovo uporabo.  
Varnostno poizvedovanje se opravi tako, da se opravijo razgovori z osebami, katere je 
kandidat navedel v dodatnemu vprašalniku in sicer tako, da te osebe potrdijo resničnost 
podatkov, ki jih je kandidat navedel v vprašalniku. Prav tako lahko organ, če zazna sum 
varnostnega zadrška o tem povpraša osebe, katere je kandidat navedel v posebnem 
vprašalniku. 
Po uspešno opravljenemu varnostnemu preverjanju za dostop do tajnih podatkov se 
kandidatu osebno izroči dovoljenje za dostop do tajnih podatkov, pisno pa se obvesti 
organ, kateri je kandidata napotil na varnostno preverjanje.  
Če je izdaja dovoljenja zavrnjena ima kandidat na voljo petnajstdnevni pritožbeni rok zoper 
zavrnitev. Pritožba mora biti vložena pisno ali ustno na zapisnik pri organu, pri katerem je 
kandidat opravljal varnostno preverjanje. Pritožba zoper preklic dovoljenja ne zadrži 
njegove izvršitve. O pritožbi odloča Komisija za pritožbe iz delovnega razmerja pri vladi (v 
nadaljnjem besedilu: komisija) po postopku, ki je določen za odločanje komisije o 
pritožbah javnih uslužbencev. Zoper odločitev komisije je dovoljen upravni spor. Pristojni 
organi lahko pri varnostnem preverjanju oseb sodelujejo v skladu z mednarodno pogodbo, 
ki jo je s tujo državo ali mednarodno organizacijo sklenila Republika Slovenija, in s predpisi, 
ki v Republiki Sloveniji urejajo varstvo osebnih podatkov, z organi tujih držav in 
mednarodnih organizacij, pristojnih za varnostno preverjanje. Varnostno se lahko 
preverijo podatki o osebi, ki jo je predstojnik predhodno seznanil s predpisi s področja 
obravnavanja tajnih podatkov, potrebo po pridobitvi dovoljenja za dostop do tajnih 
podatkov ustrezne stopnje, obsegom varnostnega preverjanja ter vsebino in postopkom 
za pridobitev tega dovoljenja, ki je s tem pisno soglašala, izpolnila ustrezen varnostni 
vprašalnik in podpisala izjavo o seznanitvi s predpisi, ki urejajo obravnavanje tajnih 
podatkov, in se zavezala, da bo ravnala skladno z njimi (Uredba o varnostnem preverjanju 
in izdaji dovoljenj za dostop do tajnih podatkov, 4. člen). 
Ustrezen varnostni vprašalnik iz prejšnjega odstavka za pridobitev dovoljenja za dostop do 
tajnih podatkov posameznih stopenj tajnosti je:  
– zaupno – osnovni vprašalnik za pridobitev dovoljenja za dostop do tajnih podatkov,  
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– tajno – osnovni in posebni vprašalnik za pridobitev dovoljenja za dostop do tajnih podatkov 
ter  
– strogo tajno – osnovni, posebni in prvi del dodatnega vprašalnika za pridobitev dovoljenja 
za dostop do tajnih podatkov.  
Osnovni vprašalnik obsega naslednje podatke (Uredba o varnostnem preverjanju in izdaji 
dovoljenj za dostop do tajnih podatkov, obrazec VP-2): 
1. osebno ime, vključno s prejšnjimi;  
2. enotno matično številko občana (EMŠO);  
3. datum in kraj rojstva;  
4. državljanstvo oziroma državljanstva, vključno s prejšnjimi;  
5. naslov prebivališča (stalnega, začasnega in dejanskega);  
6. bivanja v tujini, če so trajala tri mesece ali več;  
7. zakonski stan in število otrok;  
8. poklic in delo, ki ga opravlja;  
9. služenje vojaškega roka;  
10. šolanje in obiskovanje seminarjev ali drugih oblik usposabljanja v tujini, če so trajala tri 
mesece ali več;  
11. dosedanje delodajalce in njihove naslove;  
12. neizbrisane pravnomočne obsodbe zaradi naklepnih kaznivih dejanj, ki se preganjajo po 
uradni dolžnosti, oziroma odločbe o prekrških, določenih s tem zakonom;  
13. tekoče kazenske postopke;  
14. odvisnost od alkohola, drog oziroma druge zasvojenosti;  
15. stike s tujimi varnostnimi ali obveščevalnimi službami;  
16. članstvo ali sodelovanje v organizacijah, ki se zavzemajo za neustavno spremembo ustavne 
ureditve Republike Slovenije;  
17. izrečene disciplinske ukrepe v obdobju zadnjih dveh let zaradi kršitev predpisov o varnem 
obravnavanju tajnih podatkov;  
18. prejšnja varnostna preverjanja po tem zakonu.  
Posebni vprašalnik obsega naslednje podatke (Uredba o varnostnem preverjanju in izdaji 
dovoljenj za dostop do tajnih podatkov, obrazec VP-3): 
1. sodelovanje v tujih oboroženih silah ali drugih oboroženih formacijah;  
2. prezadolženost zaradi finančnih obveznosti oziroma prevzetih jamstev;  
3. davčno številko;  
4. lastnosti in okoliščine iz življenja preverjane osebe, ki lahko imajo za posledico 
izpostavljenost izsiljevanju ali drugim oblikam izvajanja pritiska.  
Dodatni vprašalnik je sestavljen iz dveh delov. Prvi del obsega navedbo osebnih imen ter 
naslovov stalnih, začasnih in dejanskih prebivališč treh oseb, ki lahko potrdijo podatke, 
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navedene v vprašalnikih, drugi del pa podatke o osebah iz prvega odstavka 22.e člena ZTP 
(osebno ime, datum in kraj rojstva ter naslov stalnega, začasnega ali dejanskega 
prebivališča), ki so lahko v skladu s tem zakonom varnostno preverjene (Uredba o 
varnostnem preverjanju in izdaji dovoljenj za dostop do tajnih podatkov, obrazec VP-4). 
Podatki iz tretjega in četrtega odstavka tega člena se preverjajo v postopku izdaje 
dovoljenja za dostop do tajnih podatkov stopenj zaupno in tajno za obdobje zadnjih petih 
let, za izdajo dovoljenja za dostop do tajnih podatkov stopnje strogo tajno pa za zadnjih 
deset let, vendar le od dopolnjenega 18. leta preverjane osebe. Če se z varnostnim 
preverjanjem ugotovi sum odvisnosti od alkohola, drog ali drugih zasvojenosti iz 14. točke 
tretjega odstavka prejšnjega 22. e člena ZTP, lahko pristojni organ ta sum preveri, tako da 
napoti preverjano osebo na zdravniški pregled v zdravstveno organizacijo oziroma k 
zasebnemu zdravniku, ki ju je za opravljanje teh pregledov pooblastil minister, pristojen za 
zdravje. Preverjanje iz prejšnjega odstavka se opravi na podlagi odločbe o napotitvi. Če se 
preverjana oseba pregleda iz neupravičenih razlogov ne udeleži v roku, ki mu ga določi 
zdravstvena organizacija ali zasebni zdravnik, se mu izdaja dovoljenja zavrne. Slovenska 
obveščevalno-varnostna agencija in obveščevalno - varnostna služba ministrstva za 
obrambo nista dolžni posredovati podatkov o sodelovanju s tujimi obveščevalnimi ali 
varnostnimi službami, če bi to ogrozilo vire ugotavljanja oziroma preverjanja posredovanih 
podatkov (ZTP, 22. člen). 
Podatke o okoliščinah iz 2. točke četrtega odstavka prejšnjega 25.b in 25. c člena (ZTP, 26. 
člen) lahko pristojni organ preveri pri delodajalcu preverjane osebe, organu, pristojnem za 
davčne zadeve, in na sodišču. Če je zoper osebo, ki ima dovoljenje za dostop do tajnih 
podatkov, sprožen disciplinski postopek zaradi kršitve pravil obravnavanja tajnih podatkov 
ali kazenski postopek zaradi suma storitve naklepnega kaznivega dejanja, ki se preganja po 
uradni dolžnosti, ali je podan sum varnostnega zadržka, se opravi vmesno varnostno 
preverjanje. Vmesno varnostno preverjanje se opravi na predlog pristojnega predlagatelja. 
Za vmesno varnostno preverjanje ni potrebno posebno soglasje preverjane osebe. Do 
zaključka postopka vmesnega varnostnega preverjanja mora predstojnik organa osebi 
začasno onemogočiti dostop do tajnih podatkov. Osebo, ki ima dostop do podatkov 
stopnje tajnosti zaupno, je treba ponovno varnostno preveriti najmanj vsakih deset let, 
osebo, ki ima dostop do podatkov stopenj tajno in strogo tajno, pa je treba ponovno 
preveriti najmanj vsakih pet let. Postopek ponovnega preverjanja je enak postopku prvega 
preverjanja, če ni z zakonom ali mednarodno pogodbo določeno drugače. Če pri 
ponovnem varnostnem preverjanju pristojni organ ugotovi varnostne zadržke za izdajo 
dovoljenja, mora dovoljenje preklicati in o tem obvestiti predstojnika organa, v katerem 
oseba opravlja funkcijo ali dela, in preverjano osebo. Če je zoper osebo, ki ima dovoljenje, 
sprožen disciplinski postopek zaradi kršitve pravil obravnavanja tajnih podatkov, ali 
kazenski postopek zaradi suma storitve naklepnega kaznivega dejanja, ki se preganja po 
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uradni dolžnosti, ali drugega kaznivega dejanja iz 12. točke tretjega odstavka 25. člena tega 
zakona, ji mora predstojnik organa začasno, do pravnomočnega zaključka postopka 
onemogočiti dostop do tajnih podatkov. Varnostni zadržki, zaradi katerih se zavrne izdaja 
dovoljenja za dostop do tajnih podatkov, so:  
– lažne navedbe podatkov v vprašalniku za varnostno preverjanje;  
– neizbrisane pravnomočne obsodbe na najmanj tri mesece nepogojne zaporne kazni za 
kazniva dejanja, ki se preganjajo po uradni dolžnosti;  
– več neizbrisanih pravnomočnih obsodb za prekrške iz 12. točke tretjega odstavka 25. člena 
tega zakona;  
– ugotovitve o navedbah v vprašalnikih za varnostno preverjanje, ki vzbujajo utemeljene 
dvome v posameznikovo verodostojnost in zanesljivost za varno obravnavanje tajnih 
podatkov;  
drugi varnostni zadržki, določeni z zakoni ali mednarodnimi pogodbami (ZTP, 25. člen). 
Vsak kurir mora imeti dovoljenje za prenos vseh vrst tajnosti podatkov. Dovoljenje 
pridobijo ob vseh varnostnih preverjanjih, katere morajo opraviti, da lahko prenašajo vse 
vrste stopnje tajnosti. Poleg tega pa so dolžni pokazati, dovoljenje za prenos vseh vrst 
tajnosti na zahtevo osebe, ki prevzame tajni dokument. Prav tako pa lahko tudi kurir 
zahteva od osebe, da se izkaže z dovoljenjem o prevzemanju dokumentov najvišjih 
stopenj. 
5.6 ZLORABA TAJNEGA PODATKA 
Praksa ogrožanja tajnih podatkov kaže, da samo varnostno preverjanje in posedovanje 
ustreznega dovoljenja ne predstavlja nujno stoodstotnega zagotovila za varstvo tajnih 
podatkov. Evidentno nedavno deviacijo kljub predhodnemu varnostnemu preverjanju in 
posedovanju ustreznega dovoljenja predstavlja primer Estonca Hermana Simma, ki je 
posredoval Rusiji številne tajne podatke zveze Nato. Simm je na estonskem obrambnem 
ministrstvu deloval od leta 1996 in je bil do leta 2006  vodja varnostnega oddelka na 
ministrstvu, kar pomeni, da je imel dostop do vseh dokumentov. Tako tudi do tistih z 
najvišjo stopnjo tajnosti. Prijeli so ga leta 2008 in mu sodili v največji tajnosti. Po pričevanju 
preiskovalcev, je Simm delal za rusko obveščevalno službo in se z njimi srečeval nekajkrat 
letno. Srečevali so se v različnih  evropskih državah, kjer jim je Simm predajal tajne 
dokumente zveze NATO. Ta primer je označen za največji vohunski škandal v Estoniji po 
koncu hladne vojne (Schmidt in Ulrich, 2010).  
Vsak nepooblaščen dostop, uničenje, odtujitev ali kakršen koli drug dogodek, ki kaže na 
zlorabo tajnega podatka, se v skladu z zakonom in uredbo obravnava kot zloraba tajnega 
podatka. Z vsakim nepooblaščenim dostopom do tajnih podatkov, njihovim uničenjem, 
odtujitvijo ali kakršnim koli drugim dogodkom, ki kaže na zlorabo tajnih podatkov, je treba 
takoj seznaniti predstojnika organa oziroma osebo, ki jo je predstojnik pooblastil, in 
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zagotoviti vse ukrepe za preprečitev nadaljnje zlorabe tajnega podatka in izsleditev 
odtujenih tajnih podatkov. Če zloraba tajnega podatka kaže na sum storitve kaznivega 
dejanja, mora predstojnik organa s tem seznaniti policijo ali drug pristojni organ. 
Predstojnik organa, v katerem je bil zlorabljen tajni podatek, mora o tem obvestiti organ, 
ki je določil tajni podatek. Odgovorna oseba organizacije iz 35. člena Uredbe o tajnih 
podatkih mora o zlorabi tajnega podatka takoj obvestiti naročnika. Če je tajnost podatka 
določil drug organ ali organizacija iz drugega in tretjega odstavka 1. člena zakona ZTP, ga 
je o zlorabi tajnega podatka in sprejetih ukrepih nemudoma treba obvestiti. O vsaki zlorabi 
tajnega podatka je treba obvestiti nacionalni varnostni organ. Vsak organ mora ob zlorabi 
tajnega podatka predpisati podrobne postopke in ukrepe. Obvestilo o zlorabi tajnega 
podatka mora vsebovati: 
– podatke, potrebne za identifikacijo tajnega podatka (opis medija, ki vsebuje tajni podatek, 
vključno s stopnjo tajnosti podatka, številko in datumom dokumenta, številko kopije, 
lastnikom in kratko vsebino); 
– kratek opis okoliščin, v katerih so bili zlorabljeni tajni podatki, in če je znano, število oseb, 
ki so ali bi lahko imele dostop do tajnega podatka; 
– ali je bil lastnik podatkov obveščen; 
– postopke in ukrepe, ki so bili izvedeni, da se prepreči nadaljnja zloraba tajnih podatkov 





Na Ministrstvu za zunanje zadeve letno odkrijejo nekaj deset kršitev, ki so povezane z 
uporabo, posredovanjem, distribucijo oziroma prenosom tajnih podatkov. Predvsem pa se 
večina kršitev pojavi, ko dokumente določene stopnje tajnosti prevzemajo osebe, ki 
nimajo dovoljenja za prevzem višje stopnje tajnosti, kot je stopnja interno. Po 
informacijah, pridobljenih na Ministrstvu za zunanje zadeve, je prav kršitev, ki se nanašajo 
na nepravilno rabo višje stopnje tajnosti, kot je interno, največ. V svoji analizi bom uporabil 
podatke o tem, katere kršitve so obravnavali in kako so te kršitve razrešili. Podatke mi je 
posredovala vodja službe za tajne podatke na Ministrstvu za zunanje zadeva Maja 
Dobnikar. Podatki so bili pridobljeni na podlagi pogovora z Majo Dobnikar in z vpogledom 
v letna poročila oddelka za tajne podatke. Zaradi varovanja podatkov o delovanju oddelka 
za tajne podatke in njihovem varovanju mi je bilo omogočeno zbiranje podatkov o 
prekrških samo z vpogledom v točno določene podatke, ki jih imajo zabeležene v letnem 
poročilu delovanja oddelka. 
Podatki, ki so mi bili na voljo, oziroma so mi jih posredovali na ministrstvu, se nanašajo na 
obdobje od leta 2009–2012 ter so del dokumenta z oznakami ZTP 12/2009-4565, ZTP 
12/2010-51431, ZTP 12/2011-5876 in ZTP 12/2012-6509. 
Poročilo za leto 2009 (povzeto po dokumentu ZTP 12/2009-4565). 
Leta 2009 so na ministrstvu za zunanje zadeve odkrili 27 kršitev, pri katerih je šlo za kršitve 
s področja tajnih podatkov. Večina kršitev (18) se je nanašala na delo študentov, ki ne bi 
smeli imeti dostopa do nobene stopnje tajnosti, tudi ne do stopnje interno, vendar so 
vseeno operirali z dokumenti stopnje interno. Oddelek, ki se ukvarja s tajnimi podatki, je 
zato izdal ustno opozorilo oddelkom, na katerih je prišlo do teh kršitev. Ustno opozorilo je 
doletelo tudi kurirja, ker je nepravilno prenašal tajne podatke. Namesto v zato 
namenjenem kovčku je tajni podatek stopnje tajno prenašal v navadni knjigi. Ostalih šest 
kršiteljev je bilo prav tako ustno opozorjenih, ker so bile to kršitve iz malomarnosti, saj je 
šestim zaposlenim poteklo dovoljenje za ravnanje s tajnimi podatki in ga niso podaljšali. 
Poročilo za leto 2010 (povzeto po dokumentu ZTP 12/2010-51431). 
Leta 2010 so na ministrstvu za zunanje zadeve odkrili 18 kršitev, pri katerih je šlo za kršitve 
s področja tajnih podatkov. Večina kršitev (10) se je nanašala na delo študentov, ki ne bi 
smeli imeti dostopa do nobene stopnje tajnosti, tudi ne do stopnje interno, vendar so 
vseeno operirali z dokumenti stopnje interno. Oddelek, ki se ukvarja s tajnimi podatki, je 
zato izdal ustno opozorilo oddelkom, na katerih je prišlo do teh kršitev. Ustno opozorilo je 
doletelo tudi kurirja, ki mu je preteklo dovoljenje za ravnanje s tajnimi podatki. Zato je bil 
ustno opozorjen s strani vodje oddelka tajnih podatkov, saj je šlo za malomarnost, ki si je 
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kurir, ki dnevno operira z vsemi stopnjami tajnosti, ne bi smel privoščiti. Prav tako je ustno 
opozorilo doletelo še enega kurirja, ker so ugotovili, da je pri prevozu tajnega podatka 
najvišje tajnosti strogo zaupno uporabljal navaden avtomobil, namesto za tak prevoz točno 
določen oklepni avtomobil. Ostale kršitve pa so bile ugotovljene pri zaposlenih, ki so 
operirali z dokumenti, ki so imeli višjo stopnjo tajnosti, za katere so sami imeli dovoljenje. 
Poročilo za leto 2011 (povzeto po dokumentu ZTP 12/2011-5876). 
Leta 2011 so na ministrstvu za zunanje zadeve odkrili 15 kršitev, pri katerih je šlo za kršitve 
s področja tajnih podatkov. Večina kršitev (10) se je nanašala na delo študentov, ki ne bi 
smeli imeti dostopa do nobene stopnje tajnosti, tudi ne do stopnje interno, vendar so 
vseeno operirali z dokumenti stopnje interno. Oddelek, ki se ukvarja s tajnimi podatki, je 
zato izdal ustno opozorilo oddelkom, na katerih je prišlo do teh kršitev. Ostale kršitve pa 
so bile ugotovljene pri zaposlenih, ki so operirali z dokumenti, ki so imeli višjo stopnjo 
tajnosti, za katere so sami imeli dovoljenje. 
Poročilo za leto 2012 (povzeto po dokumentu ZTP 12/2012-6509). 
Leta 2012 so na ministrstvu za zunanje zadeve odkrili 13 kršitev, pri katerih je šlo za kršitve 
s področja tajnih podatkov. Večina kršitev (10) se je nanašala na delo študentov, ki ne bi 
smeli imeti dostopa do nobene stopnje tajnosti, tudi ne do stopnje interno, vendar so 
vseeno operirali z dokumenti stopnje interno. Oddelek, ki se ukvarja s tajnimi podatki, je 
zato izdal ustno opozorilo oddelkom, na katerih je prišlo do teh kršitev. Ostale kršitve pa 
so bile ugotovljene pri zaposlenih, ki so operirali z dokumenti, ki so imeli višjo stopnjo 
tajnosti, za katere so sami imeli dovoljenje. Zaključimo lahko, da na ministrstvu za zunanje 
zadeve ne postopajo po Uredbi o izvajanju inšpekcijskega nadzora na področju varovanja 
tajnih podatkov, saj kršitve obravnavajo interno, ter v nobenem od danih primerih ni šlo 
za inšpekcijski nadzor, ker tega organa na ministrstvu za zunanje zadeve ni tako kot na 





Tajni podatki, tajnost, zaupni dokumenti, ki se prenašajo v neprebojnih kovčkih z 
neprebojnimi vozili in s spremstvom do zob oboroženih varnostnikov, so le scene iz 
ameriških filmov. V realnem svetu to namreč poteka popolnoma drugače. Tajni podatek 
oznake strogo tajno naj bi se po vseh veljavnih predpisih prenašal točno tako, kot zahteva 
zakon, in tudi se. Težava pa nastane pri drugih stopnjah tajnosti, kjer se vse skupaj odvija 
popolnoma »po domače«. Prenos teh podatkov se opravlja v navadni knjigi, oddaja se jih 
v neprimernih prostorih in podobno. Največja težava je prostor, ker imajo le redke 
institucije primerne prostore za oddajo tajnih podatkov. Predvsem tistih z višjo tajnostjo. 
Če bi vsi delovali po črki zakona, bi bila več kot polovica prostorov neprimernih in bi se vsi 
tajni podatki morali sprejeti oziroma brati v prostorih, ki so za to primerni, kar pa je pri nas 
izguba časa in se pri takih stvareh zamiži na eno oko ter se tak tajni podatek normalno 
posreduje določeni osebi.  
Res pa je, da je strogo tajnih podatkov zelo malo, osebe, ki jih prenašajo, pa se striktno 
držijo, da tak podatek dobijo v roke samo tisti, ki jim je ta namenjen, in imajo zato tudi 
ustrezno dovoljenje. Tudi na ministrstvu za zunanje zadeve ni vedno tako, kot bi moralo 
biti. Iz podatkov, ki sem jih pridobil z vpogledom v letna poročila na področju delovanja 
oddelka tajnih podatkov, je moč razbrati, da tudi v tako dobrem sistemu, kot ga ima 
ministrstvo za zunanje zadeve, prihaja do kršitev. Na pogled je teh kršitev zelo malo, 
vendar te kršitve niso tako nedolžne, kot so videti. Večina kršitev se nanaša na sprejemanje 
dokumentov, ki imajo neko tajnost in jih sprejemajo študenti. Ni se še zgodilo, da bi ta 
študent zlorabil zaupanje in tajni podatek posredoval javnosti. Kaj pa bi se zgodilo, če bi 
prišlo do tako črnega scenarija? Iz analize kršitev uporabe dokumentov z oznakami tajnosti 
je dobro razvidno, da gre predvsem za kršitve s strani oseb, ki sploh nimajo in ne bi smele 
imeti vpogleda v take podatke. In tukaj se pojavijo največje težave, predvsem pa se mi 
postavlja vprašanje, kaj bi se zgodilo, če bi to tega prišlo.  
Kot sem že omenil, pa ni vsepovsod tako. Na ministrstvu za zunanje zadeve se je vse zelo 
spremenilo s prihodom odgovorne in zelo zahtevne osebe na mesto odgovornega za tajne 
podatke, ki je zelo težila k temu, da se vse glede tajnih podatkov dela natančno tako, kot 
zahteva zakon. Prav tako je zelo težko dobiti splošno evidenco o prosilcih in nosilcih 
dovoljenj za tajne podatke vseh stopenj, ker se ta evidenca naredi enkrat letno, vendar ta 
ni dostopna širši javnosti. Da pa ni vse tako črno, dokazujejo premiki v pozitivno smer. S 
tem imam v mislih sprejetje ZTP, ki je v smeri urejanja teh naredil velik korak v pozitivno 
smer in uredil težave in različna mnenja ter jih povezal v neko celoto in uredil tako, kot si 
tajni podatki zaslužijo. Sedaj vsak, tako posameznik kot tudi institucija, natančno ve, kako 
je treba ravnati s temi občutljivimi dokumenti. Težava pa je še vedno v nadzoru, saj imajo 
pomembna ministrstva, kot so ministrstvo za obrambo, ministrstvo za notranje zadeve, 
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ministrstvo za zunanje zadeve ter SOVA, to vse zelo dobro urejeno in delujejo po črki 
zakona. Večji problem je na »manjših« ministrstvih, ki nimajo ustreznih prostorov za 
sprejem tajnih podatkov. Veliko je odvisno tudi od služb, ki se ukvarjajo s tajnimi podatki. 
Na večini ministrstev velja, da naj bi oddelek, ki se ukvarja s tajnimi podatki, veljal za 
kazenski oddelek, kar pa mu ni v ponos. Prav tako pa je delo kurirja oziroma prenašalca 
tajnih podatkov zelo podcenjeno delo in tudi s finančnega vidika zelo slabo plačano. Zato 
tudi kurirji, ki se trudijo, da delo naredijo kakovostno, niso tako zanesljivi in predvsem 
zaradi mizernosti plačila lahko zelo hitro pride do tega, da kakšen izmed pomembnih 
podatkov pride v javnost. To se naj ne bi dogajalo, vendar v kriznih časih lahko hitro pride 
do take neprijetne situacije. Vsak izmed kurirjev tudi podpiše določene papirje, ki imajo 
zakonsko podlago, da ne pride do zlorabe oziroma celo do prodaje tajnega podatka. Točno 
zaradi tega ne prihaja do nekih zlorab tajnih podatkov, vsaj v Sloveniji ne. To, ko neka oseba 
prenašalcu tajnih podatkov ponudi ogromne količine denarja za nek tajni podatek, se 
dogaja samo v filmu.  
Tajni podatki torej niso tisto, kar si predstavljamo na prvi pogled, to pa ugotovimo šele, ko 
na lastne oči vidimo, kaj se z njimi dogaja. Res pa je, da država kot je Slovenija, ne razpolaga 
z nekimi tajnimi podatki, ki bi si jih vsi želeli. Kaj takšnega je prisotno predvsem v tujini, 
kjer vlada velika konkurenčnost med velesilami in je treba zelo paziti, da kakšni občutljivi, 
pomembni tajni podatki ne pridejo v stik z zunanjim svetom ali pa do tistega, ki bi jih lahko 
posredoval drugi velesili in tako ogrozil suverenost svoje države. 
Prva hipoteza določa, da ministrstvo za zunanje zadeve pri ugotovitvi kršitve uporabe 
tajnih podatkov ne upošteva vestno/strogo določil Zakona o tajnih podatkih. Glede na 
določila ZTP in Uredbe o varovanju tajnih podatkov na ministrstvu za zunanje zadeve le 
delno upoštevajo zakon glede kršitev. V diplomski nalogi je natančno opisano, kako bi bilo 
potrebno v takih primer postopati. Tako da je prva hipoteza zavrnjena. 
Druga hipoteza se nanaša na sledečo hipotezo. Ministrstvo za zunanje zadeve ima vse 
potrebne prostore, kapacitete in tehnologijo za pravilno ravnanje s tajnimi podatki. Pred 
sprejetjem ZTP ter začetkom predsedovanja EU je imela tako Slovenija kot tudi ministrstvo 
za zunanje zadeve zelo slabo ozaveščanje glede postopanja s tajnimi podatki. Tako tudi 
ministrstvo za zunanje zadeve ni imelo ne ustreznih prostorov ter prav tako tudi ne 
transportnih sredstev, vendar pa ima sedaj ministrstvo za zunanje zadeve ustrezne 
prostore, kapacitete ter tehnologijo za delovanje s tajnimi podatki kot je zapisano v ZTP. 
Tako da je ta hipoteza potrjena.  
Tretja hipoteza se navezuje na organe, ki delujejo znotraj ministrstva in sicer ministrstvo 
za zunanje ima potrebne notranje organe, ki nadzorujejo obdelavo in varovanje tajnih 
podatkov. Ministrstvo za zunanje zadeve ima v svoji organiziranosti službo za tajne 
podatke, ki je odgovorna za sprejem, vročitev, distribucijo in vročitev dokumentov, ki imajo 
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različne oznake tajnosti. Prav tako ta služba nadzira pravilno rokovanje s takimi podatki, ki 
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