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Abstract. This paper presents the study of IPv4 and IPv6 protocols with yours 
features, the new functions and mainly the transition ways and co-existence of 
this protocols in differents existing networks. The protocols need to function 
co-existence until to be possible to realize the total migration from IPv4 to the 
new protocol (IPv6). It requires the preservation of your regular function of 
network during the transition of protocols. With the purpose of to facilitate the 
understanding of this protocols and of the yours transition mechanisms, was 
developed the interface of support to the study with informations about its. 
Resumo. Este artigo apresenta o estudo dos protocolos IPv4 e IPv6 com as 
suas características, as novas funções e principalmente as formas de transição 
e convivência desses protocolos nas redes de diversos cenários existentes na 
Internet. Os protocolos precisam funcionar em conjunto até que haja a 
possibilidade de realizar uma migração total para o novo protocolo (IPv6). 
Esta convivência deve ser bastante sutil de forma a manter o funcionamento 
regular da rede durante a transição. Com o intuito de facilitar o entendimento 
destes protocolos e os possíveis mecanismos de transição, desenvolveu-se uma 
interface de apoio ao estudo, onde possuem informações correspondentes ao 
assunto. 
1. Introdução 
A indústria de redes percebe cada dia mais claramente a necessidade de substituição do 
atual protocolo de Internet, o IPv4, pois, com o crescimento que a Internet atinge 
atualmente, surge a necessidade de um protocolo que mantenha a estrutura global do 
IPv4, mas solucionando suas deficiências, entre elas, as exigências por mais espaço de 
endereçamento, o controle e o desígnio de um endereço mais simples na camada IP, 
melhor suporte a QoS, maior segurança, e um número crescente de tipos de mídia e 
dispositivos com acesso a Internet, por exemplo, foram fatores que contribuíram e têm 
contribuído para o desenvolvimento do IPv6. 
 Porem, para que informações sejam trocadas na rede usando ambos os 
protocolos, é necessário o uso de um mecanismo que permita a convivência e transição 
entre os mesmos, considerando que o IPv6 é incompatível com o IPv4, decorrente das 
mudanças do formato do pacote e datagrama. 
  
 Entretanto, roteadores atuais possuem implementados mecanismos que 
permitem que os protocolos IPv4 e IPv6 co-existam entre si e se comuniquem. Nesse 
contexto, este artigo visa abordar o processo de comunicação entre estes protocolos bem 
como um estudo sobre os mecanismos de transição possíveis e desenvolvidos até o 
momento, oferecendo ao final, uma interface de apoio ao estudo que apresente as formas 
de transição com seus respectivos métodos existentes. 
2. Os Protocolos IPv4 e IPv6 
Os endereços IP são usados para identificar, de maneira única, um host na Internet, 
sendo que ele identifica uma interface que é capaz de enviar e receber datagramas IP. 
Segundo Kurose e Ross (2005), este endereço (IPv4) é formado por 32 bits (4 bytes), 
sendo possível um total de 232 endereços. O endereço IPv4 é representado pelos 4 bytes 
separados por . (ponto) e representados por números decimais. Desta forma o endereço 
IP 11000001 00100000 11011000 00001001 é representado por 193.32.216.9. 
  O protocolo IPv6 foi criado não só para resolver problemas da quantidade de 
endereços disponíveis, mas também para oferecer novos serviços e benefícios que não 
existiam no IPv4 ou que não eram utilizados de forma otimizada, tais como, segundo 
Comer (2001), formato do cabeçalho simplificado, melhor suporte para extensões e 
opções, configuração de endereço stateless e stateful, tamanho de endereçamento 
ampliado, cabeçalho de extensão, suporte a IP móvel, suporte a segurança, e outros. 
 A disponibilidade exponencial de endereços IP é um dos maiores benefícios da 
implementação de redes IPv6. Comparado ao IPv4, o endereço que na versão 4 era de 
32 bits, passa a ter 128 bits, fornecendo aproximadamente 3,4 x 1038 possíveis 
endereços (Deering, S.; Hinden, R., 1998).  O cabeçalho do IPv6 é bem maior que o do 
IPv4, porém contém bem menos informações, as quais dedicam-se principalmente aos 
dois campos que identificam o remetente e o receptor (Kurose; Ross, 2005). 
  O endereço de 128 bits do IPv6 é separado em conjuntos de oito números 
hexadecimais de 16 bits cada, divididos por dois pontos (“:”). O formato padrão do 
endereço IPv6 é: XXXX : XXXX : XXXX : XXXX : XXXX : XXXX : XXXX : 
XXXX, por exemplo:  2031 : 0000 : 1F1F : 0000 : 0000 : 0100 : 11A0 : ADDF (Hinder, 
R.; Deering, S., 2003). 
 Para que ocorra a comunicação entre estes protocolos tem-se a necessidade do 
uso de um mecanismo que permita a convivência e transição dos mesmos. A seguir veja 
a abordagem das três categorias de transição existentes. 
3. Mecanismos de Transição do IPv4 para o IPv6 
Segundo Kurose e Ross (2005), o IPv6 não é compatível com o IPv4, então, as 
máquinas que utilizam IPv4 e estão conectadas em redes IPv4, não se comunicam com 
máquinas IPv6 em redes IPv6. Para que as duas redes conversem entre si é necessário 
algum mecanismo de transição.  Desta forma, os hosts e redes baseadas em IPv6, 
precisam coexistir com IPv4 e usar a infra-estrutura de roteamento IPv4 existente, pois é 
impossível fazer esta migração imediatamente. Nesse sentido, sistemas baseados em 
IPv6 precisarão trabalhar juntos com o IPv4 durante a migração gradual dos protocolos. 
  Os mecanismos de transição podem ser classificados em três principais 
categorias, vistas a seguir (Gilligan, R.; Nordmark E., 2000). 
3.1. Pilha Dupla (Dual-Stack) 
Esta é a técnica mais fácil para integrar IPv6 em uma rede IPv4, sendo que as duas 
pilhas são colocadas dentro do mesmo ambiente e na mesma interface. Dependendo 
com quem queira se comunicar, utiliza-se uma das duas pilhas para processar o pacote a 
ser enviado. Esse mecanismo permite que nós IPv6 se comuniquem com nós IPv4 e 
realizem roteamento de pacotes IPv4 (Kurose; Ross, 2005). Esta técnica exige duas 
tabelas de roteamento com funções de administração e gerenciamento parecidas. Num 
host com pilha dupla, existem os dois endereços configurados em sua interface, sendo 
que o endereço IPv6 é configurado estaticamente ou dinamicamente, por meio de 
configurações stateless ou stateful. 
3.2. Tunelamento (Encapsulation ou Tunel) 
Esse mecanismo consiste em transmitir um datagrama IPv6 como parte de dados de um 
datagrama IPv4, a fim de que dois nós IPv6 possam se comunicar através de uma rede 
que só suporte IPv4. A rede IPv4 é vista como um túnel e o endereço IPv4 do nó da 
outra extremidade deste túnel consta como destino do datagrama IPv4. Neste nó, o 
cabeçalho IPv4 é retirado e o pacote IPv6 volta a trafegar normalmente a seu destino. Os 
nós das duas extremidades do túnel devem ser capazes de falar IPv4 e IPv6 já que têm 
uma interface ligada a uma rede IPv4 e outra ligada a uma rede IPv6 (Kurose; Ross, 
2005).  
 Este mecanismo é muito utilizado em casos que a infra-estrutura de rede não 
possui a capacidade de ter conectividade IPv6, sendo assim, usando o tunelamento, é 
possível que o tráfego IPv6 seja carregado sobre a infra-estrutura de rede IPv4. Consiste 
em encapsular um pacote de um protocolo dentro de outro permitindo que a informação 
seja transportada sobre o segundo protocolo. (Comer, 2001). 
3.3. Tradução (Translation) 
Normalmente, os mecanismos de tradução são usados quando dispositivos IPv6 puro 
precisam comunicar-se com dispositivos IPv4 puro ou vice-versa. Desta forma, ele 
trabalha traduzindo os pacotes IPv4 em IPv6 e vice-versa (Gilligan, R.; Nordmark E., 
2000).  Esse mecanismo apresenta as seguintes falhas: não suporta características 
avançadas de IPv6 como segurança fim-a-fim e impõe limitações à topologia da rede 
(Kurose; Ross, 2005). 
4. Resultado Obtido 
Desenvolveu-se uma interface, conforme Figura 1, de apoio ao estudo dos protocolos 
IPv4, IPv6 e os mecanismos de transição com a função de facilitar o entendimento dos 
mesmos, considerando que estes assuntos são bastante complexos. 
 Nesta interface encontra-se informações sobre os protocolos IPv4 e IPv6 com 
suas características correspondentes e princípios de funcionamento. Também é possível 
conhecer os métodos de transição existentes em cada uma das três categorias de 
transição. E finalmente existe uma simulação gráfica realizando uma comunicação entre 
  
duas redes com aplicações e trânsito diferentes de forma a passar ao leitor uma idéia 
mais próxima da realidade para melhor absorção do assunto. 
 Esta ferramenta foi feita usando a linguagem java (NetBeans) em sincronia com 
html. Foram feitos testes sobre os benefícios que esta interface poderia fornecer a um 
leitor leigo. Com o uso da mesma foi constatado que leitores encontraram menos 
dificuldades em absorver informações e entender sobre o IPv6 e os mecanismos de 
transição. 
 
Figura 1. Tela principal da interface de apoio ao estudo 
5. Conclusões 
Esta pesquisa demonstrou a importância do conhecimento dos mecanismos de transição 
e convivência entre os protocolos IPv4 e IPv6, bem como os tipos de mecanismos que 
deverão ser utilizados, dependendo do cenário das redes existentes. 
 Este artigo buscou evidenciar a importância do protocolo IPv6, dando ênfase aos 
mecanismos de transição, principalmente pelo fato de que, em um futuro próximo, todas as 
redes que funcionam sob o modelo operacional do protocolo IPv4 terão de suportar redes 
IPv6, o que deve acontecer inicialmente de forma gradual, controlada e objetivando a 
convergência total.  A transição se faz necessária, pois não há como estipular uma data para 
que toda a migração seja feita, e dentre os mecanismos de transição, a Pilha Dupla é o mais 
recomendado, uma vez que apresenta flexibilidade e facilidade de utilização. 
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