





































































































起きている。具体例1, 放射線科 CT 装置とブロードバンド用の LAN が接続
されていた。具体例2, 院内のブロードバンド用ネットワークにおいて放射線



























ソースソフトウェア（以下 OSS）として無償で利用できる OS である
"CentOS" 上で、同様に OSS である監視ソフトウェア "Zabbix" を起動させて
おくことにより、ネットワークやサーバの障害状況をリアルタイムで監視でき
るシステムを費用をほぼかけずに構築した。
【結果・考察】突発的な通信障害とはまた別に、当院ではインターネット接続
の不調に長年悩まされてきた。そこで今回構築したネットワーク監視システム
を利用し、（1）いつ　（2）どの機器で　（3）どのような障害が発生していた
か　調査を実施。インターネット接続の不調の原因が、インターネット回線の
帯域（トラフィック）ではなく、PC とブロードバンドルータ間のセッション
数の問題であることを突き止め、改善することができた。また、Web 画面や
メールでのリアルタイム監視も2014年より継続して実施し、現在も障害対応
の迅速化に貢献している。
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【はじめに】IT の普及に伴い、医療機関において電子カルテシステムを核とす
る医療情報システムは、診療を行う上で必要不可欠なものとなっており、当院
でも多数のシステムを採用している。これらは患者の個人情報を扱うが、漏え
い等の事故が発生すれば患者やその家族に与える影響は計り知れず、病院経営
にも多大な損失を与える可能性がある。そのため厚生労働省も「医療情報シス
テムの安全管理に関するガイドライン4.2（以下 GL）」を公表し啓蒙を進めて
いる。
【目的】稼働中の医療情報システムについて、GL の規定項目への対応状況を
把握し、その差異と改善事項を明確にするとともに、今後の安全管理の維持向
上を図る目的でシステム監査を実施した。
【方法】部門システムの利用者やシステムベンダを巻き込みながら、以下を実
施した。
○GL と院内で策定している運用管理規程の照合を行い文書上の差異分析。
〇GL に準拠したチェックリストを作成し、関係者に対するヒアリングを行い
システムの適正利用や運用状況を確認。
【結果】GL の規定項目に実際は対応できていても運用管理規程への記載が漏
れていたり、業務効率を優先しシステム改修を行ったが、結果としてGL から
逸脱している事項が発見された。これらの発見事項については、日常的な業務
改善や運用管理規程の見直しが必要な事項、次期システム更新時に検討すべき
事項に分類し、対応を行う事とした。
【まとめ】標準化された基準のもとシステム監査を行うことにより、医療情報
システムの運用状況や安全管理意識の全体像を的確に捉えることができ、GL
準拠の重要性や取組むべき課題について院内で共有することが出来るようにな
った。今後より高いレベルの安全管理を実現するため、継続してシステム監査
を実施し、客観的に体制を見直す機会を設けることが重要であると再認識した。
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