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SAMENVATTING EN CONCLUSIES 
AANLEIDING 
Het kabinet heeft aangegeven dat het met de vorming van de Nationale Politie meer eenheid wil aanbrengen in 
de organisatie, uitvoering en bedrijfsvoering van de organisatie. Hierbij wordt gestreefd naar een grotere 
doelmatigheid, minder administratieve lastendruk, lagere overhead en meer eenheid en transparantie in de 
bedrijfsvoering, zonder dat dit ten koste gaat van het politiewerk op lokaal niveau (Wetenschappelijk Onderzoeks 
en Documentatie Centrum, WODC, 2014). Het Directoraat-Generaal Politie (DGPol) stelt zich als doel om te 
komen tot een optimalisatie van het politiebestel, een goed toegeruste politie en de zichtbaarheid van de 
prestaties van de politie (van Aalst, Laan en van Veen, position paper, 2014). Hierbij behoort ook een goed 
functionerend risicomanagement. De Universiteit Twente heeft daarom in opdracht van het Wetenschappelijk 
Onderzoeks- en Documentatiecentrum (WODC), in de periode December 2014 - Juli 2015 onderzoek gedaan naar 
risicomanagement, om een bijdrage te leveren aan risicomanagement op een manier die zo nauw mogelijk 
aansluit bij de praktijk van DGPol.  
Gedurende de periode van onderzoek werd nut en noodzaak voor een goed functionerend risicomanagement 
keer op keer bevestigd door kritische berichtgeving in de traditionele en sociale media (zoals naar aanleiding van 
de rapportage over vertraging en budgetoverschrijding bij de realisatie van de Nationale Politie), door 
Kamervragen (bijvoorbeeld over de schikking met een voormalige drugscrimineel Cees H.), of door onrust op 
straat (de rellen in de Schilderswijk die ontstonden na het overlijden van Mitch Henriquez, juli 2015). Door 
communicatiedeskundigen wordt gesproken van ‘gemediatiseerde incidenten’: dit zijn incidenten waar veel 
media-aandacht voor is, welke vaak gevolgd worden door publieke of politieke verontwaardiging en een intensief 
verantwoordingsproces waarbij de verantwoordelijk minister onder druk staat (Jacobs, 2014, p. 15). 
Een risico wordt hier gedefinieerd, in navolging van de Handleiding risicomanagement van het Ministerie van 
Veiligheid en Justitie, als “een onzekere gebeurtenis die kan leiden tot het afwijken van de gestelde doelstellingen 
en eisen” (Ministerie van Veiligheid en Justitie, 2014, p. 16). Risicomanagement wordt door het Ministerie van 
Veiligheid en Justitie gedefinieerd als “het geheel van activiteiten en maatregelen gericht op het expliciet en 
systematisch omgaan met en het beheersen van, risico’s” (Ministerie van Veiligheid en Justitie, 2014, p. 17). Het 
risicomanagementproces bestaat volgens de startnotitie uit de “systematische toepassing van 
managementbeleid, procedures en praktijken met betrekking tot de activiteiten van communiceren, 
consulteren, het in kaart brengen van de context, het identificeren, het analyseren, het evalueren, het 
behandelen en het monitoren en opnieuw beschouwen van risico’s” (WODC, 2014, p.3).  
ONDERZOEKSVRAGEN 
Het doel van het onderzoek is om inzicht te krijgen in de standaarden en raamwerken die momenteel voor 
risicomanagement voorhanden zijn, welke toegepast kunnen worden door DGPol, die recht doen aan de taken, 
kenmerken en specifieke behoeften van DGPol. Hieronder valt zowel het ‘harde’ risicomanagement, met 
aandacht voor planning, controle, systemen en beheersbaarheid, als de ‘zachte kant’ van risicomanagement, 
namelijk risicogestuurd werken waarbij meer nadruk ligt op “mens, cultuur, flexibiliteit, leren, 
aanpassingsvermogen en de realiteit van beperkte maakbaarheid van organisaties” (Van Staveren, 2015, p. 81). 
De eerste vraag die door de WODC opgesteld werd, was:  
A. Wat is de best passende standaard of raamwerk (of combinatie daarvan) voor risicomanagement, die 
DGPolitie kan toepassen en recht doet aan de specifieke taken en kenmerken van DGPolitie en aan de 
specifieke behoeften met betrekking tot risicomanagement, in het bijzonder de relatie met de politiek-
bestuurlijke context waarbinnen ze opereert?  
Page | i  
 
 
‘Best passend’ is daarbij geoperationaliseerd aan de hand van (a) de specifieke taken en kenmerken van 
DGPolitie zoals verwoord in het Ambitiedocument en de Positiepapers ‘Risicogeoriënteerd werken’ en (b) 
de specifieke behoeften zoals deze uit de interviews met medewerkers naar voren kwamen. Hierbij zijn 
de volgende deelvragen geformuleerd2: 
1. Wat wordt er in de wetenschappelijke literatuur verstaan onder risicomanagement? (hoofdstuk 2) 
2. Welke inzichten volgen uit het wetenschappelijk debat? (hoofdstuk 3) 
3. Welke standaard of raamwerk is het best 'passend' voor toepassing bij DGPol? (hoofdstuk 4) 
Nadat de 'best passende' standaard of het best passende raamwerk bepaald is aan de hand van deze 
criteria, is de vraag hoe deze ingebed kan worden binnen de organisatie:  
B. Hoe kan de gekozen standaard of raamwerk ingebed worden in de structuur, werkprocessen en 
rapportages van het DGPolitie zodat het recht doet aan de specifieke taken en kenmerken van DGPolitie, 
en aan de specifieke behoeften met betrekking tot risicomanagement, in het bijzonder de relatie met de 
politiek-bestuurlijke context waarbinnen ze opereert?3  
 
Deze tweede vraag is verder opgesplitst in de volgende deelvragen:  
4. Hoe is risicomanagement op dit moment vormgegeven bij DGPol? (hoofdstuk 5) 
5. Hoe is de gekozen standaard of raamwerk te verbinden aan praktijk van DGPol (hoofdstuk 6)  
6. Hoe kunnen risico's in de politiek-bestuurlijke context gemakkelijker worden herkend? (hoofdst. 6) 
 
De combinatie hiervan leidt in hoofdstuk 6 tot het antwoord op beide zojuist genoemde hoofdvragen A en B.  
Aangezien er grote spanning lijkt te bestaan tussen het (conventionele) ‘harde’ risicomanagement waarbij het 
systeem en de methodiek centraal staan en het ‘zachte’ risicomanagement, waarbij doelen en principes leidend 
zijn, wordt de geschiktheid van beide benaderingswijzen onderzocht. Terwijl in het eerste gedeelte (hoofdstuk 
1-3) de conventionele benadering centraal staat – met een analyse van de meest gebruikte en bekende 
raamwerken en standaarden – staat in het tweede gedeelte (hoofdstukken 4-5) de ‘zachte’ kant meer centraal 
en komen we in het ontwerp (hoofdstuk 5-6) tot een mengvorm van ‘hard’ en ‘zacht’ risicomanagement, dat 
zoveel mogelijk aansluit bij de specifieke taken, kenmerken, behoeften van DGPol. Het gaat hierbij om 
risicogestuurd en toekomstgericht risicomanagement.  
 
METHODEN 
De literatuur maakt onderscheid tussen theoretisch onderzoek (theorie-ontwikkelend of theorie-toetsend) en 
praktijkgericht onderzoek (probleem signalerend, diagnostisch, ontwerpgericht, verandergericht of evaluatief 
onderzoek) (Verschuren en Doorewaard, 2005, p.26-35) en tussen kwantitatief en kwalitatief onderzoek. De 
analyse en diagnose in dit onderzoek zijn grotendeels gebaseerd op praktijkgericht en kwalitatief onderzoek.  
Het eerste deel van dit onderzoek is hoofdzakelijk beschrijvend en exploratief van aard. Deelvragen 1 en 2 zijn 
conceptueel en theoretisch van aard. risicomanagement en risicogestuurd werken worden hier in verband 
gebracht met inzichten uit diverse wetenschappelijke disciplines. Dit wordt 'theory informed field problem 
2 Deze zijn ook weer uitgesplitst in aanvullende sub-vragen (a, b, c, d) in de betreffende hoofdstukken 
3  De onderzoekers geven hiermee op basis van gestructureerd en zorgvuldig onderzoek een richting, bijpassende 
instrumenten en een handelingsperspectief aan. Verdere ontwikkeling van instrumenten of methodieken valt niet binnen de 
opdracht voor dit onderzoek. 
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solving' genoemd (Van Aken, Berends en Van der Bij, 2012, p. 28). Voor deelvraag 3 is gebruik gemaakt van 
literatuur onderzoek, document onderzoek en gestructureerde interviews en wel om te bepalen welke standaard 
het best passend is. Het tweede deel (deelvragen 4, 5 en 6) bestaat eveneens uit praktijkgericht onderzoek. 
Daarbij zijn de eerste drie stappen van de Problem Solving Cycle doorlopen, bestaande uit een probleem 
definitie, analyse en diagnose (de huidige situatie) en een ontwerprichting voor toekomstige risicomanagement. 
Een pilot interventie en een evaluatie naar aanleiding van de interventie waren geen onderdeel van dit 
onderzoek en niet mogelijk binnen de tijdspanne van dit onderzoek. Gedurende het gehele onderzoek is gebruik 
gemaakt van de volgende methoden: literatuur onderzoek, documentanalyse, interviews en een media analyse. 
LITERATUURONDERZOEK  
De probleemdefinitie omvat een aantal kernbegrippen, zoals 'risicomanagement', 'sense and respond', de 
'politiek-bestuurlijke context', 'publieke verantwoording', 'stakeholder management' en de 'lerende organisatie'. 
Deze kernbegrippen dienden als basis voor de zoektocht naar wetenschappelijke literatuur (rechts) aangezien 
deze concepten afkomstig zijn uit bepaalde stromingen/benaderingen in de wetenschappelijke dan wel 
professionele (management) literatuur (Verschuren en Doorewaard, 2005, p. 54, Van Aken, Berends en Van der 
Bij, 2012, p. 83). Door ze te koppelen (zie tabel 1.1), kunnen de begrippen gepositioneerd worden in de literatuur 
en kan dit aanknopingspunten bieden voor het verdere ontwerp. 
DOCUMENTANALYSE  
Gedurende het onderzoek zijn allerlei beleidsstukken, rapportages, jaarverslagen, kamerbrieven, handreikingen, 
visies, positie paper, inrichtingsplan, ambitiedocument, realisatieplannen, beheerplan, onderzoeksrapporten van 
de Inspectie Veiligheid en Justitie, reactie van de Minister op deze onderzoeksrapporten, wetgeving, 
Parlementair onderzoeksrapporten en het Integraal Afwegingskader beleid en regelgeving verzameld en 
bestudeerd aan de hand van hun relevantie voor het beantwoorden van deelvragen.  
GESTRUCTUREERDE INTERVIEWS  
 
De eerste ronde, van gestructureerde interviews, diende allereerst om een representatief beeld te krijgen van 
de gebruikte standaarden, raamwerken en bijbehorend instrumentarium binnen DGPol, de percepties met 
betrekking tot voor en nadelen en de criteria voor toetsing. De vragenlijsten bestonden uit een combinatie van 
open en gesloten vragen. De interviews zijn gebaseerd op een selecte steekproef (n=14 in 12 interviews), door 
middel van purposive judgement sampling (Cooper and Schindler, 2011, p. 385). De interview protocollen en een 
overzicht van de respondenten is te vinden in de Annex. 
DIEPTE-INTERVIEWS  
De tweede ronde interviews bestonden uit diepte-interviews, toegespitst op vragen die beantwoord konden 
worden vanuit de huidige en vorige functies, politieke-bestuurlijke ervaring en vakinhoudelijke expertise van de 
respondenten. Ook hiervoor zijn de interviews gebaseerd op een selecte steekproef (n=10 in 8 interviews), door 
middel van purposive judgement sampling (Cooper and Schindler, 2011, p. 385), ditmaal in combinatie met 
snowball sampling (Cooper en Schindler, 2011, p. 386). De selectie is gefaciliteerd door contactpersonen binnen 
DGPol, de begeleidingscommissie en WODC en suggesties van anderen gedurende het onderzoek (snowball 
sampling). Een overzicht van alle respondenten is te vinden in de annex.  
 
MEDIA ANALYSE 
Gedurende de periode van anderhalve maand (18 februari - 31 maart) is de knipselkrant van het Ministerie van 
Veiligheid en Justitie verzameld en geanalyseerd. Hierbij is gebruik gemaakt van de content analysis methode 
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van Semetko en Valkenburg (2000). An en Gower (2009) hebben dezelfde frames van Semetko en Valkenburg 
(2000) gebruikt en hebben onderzocht hoe de media crises presenteren (framen). Hierbij komen we, thematisch 
gezien, dichter bij het onderzoek naar risicomanagement bij DGPol. Het gaat in dit onderzoek weliswaar niet 
altijd om een 'crisis', maar wel om onzekere gebeurtenissen en 'incidenten' die een grote rol spelen in de 
berichtgeving en - net zoals bij crises - een impact kunnen hebben op de legitimiteit van de organisatie, het 
functioneren van de organisatie en het behalen van de doelstellingen. 
 
BEVINDINGEN 
WAT WORDT VERSTAAN ONDER RISICO’S EN RISICOMANAGEMENT? 
Risicomanagement bij publieke organisaties is sinds de jaren negentig van de vorige eeuw in een 
stroomversnelling geraakt, onder anderen onder invloed van New Public Management en als gevolg van een 
steeds sterker wordende roep om verantwoording. Risicomanagement geeft weliswaar invulling aan deze roep 
om verantwoording, maar tegelijkertijd is gebleken dat risicomanagement incidenten en institutioneel falen niet 
altijd kan voorkomen. Recente literatuur geeft aan dat het huidige risicomanagement onvoldoende rekening 
houdt met onzekerheden. Risicomanagement wordt gedefinieerd als “het geheel van activiteiten en maatregelen 
gericht op het expliciet en systematisch omgaan met en het beheersen van, risico’s” (Ministerie van Veiligheid 
en Justitie, 2014, p. 17) of als het “doelgericht, expliciet, gestructureerd, communicerend en continu omgaan 
met risico’s” (Van Staveren, 2015, p. 60). 
Risico’s worden vaak gedefinieerd als ‘kans maal gevolg’, of variaties daarop. Uit een uitgebreide literatuurstudie 
wordt duidelijk dat deze veelgebruikte definitie sterk onder druk staat, vanwege verschillende redenen. De 
belangrijkste conclusie is dat de klassieke definitie niet opgaat voor die risico’s, die “zich kenmerken door een 
hoge mate van complexiteit, onzekerheid en ambiguïteit4” (Renn, Klinke en Van Asselt, 2011, p. 234) en juist dat 
zijn risico’s waar DGPol mee te maken heeft, op programma en strategisch niveau.  
Complexe transitieprocessen zoals het Aanvalsplan ICT Nationale Politie, de vorming van de Nationale Politie, de 
Nationale Meldkamer, of het Actieprogramma 'Minder Regels, Meer op Straat' hebben te maken met alle drie 
kenmerken: met complexiteit, onzekerheid en ambiguïteit. Bovendien is er tegelijkertijd sprake van 
technologische innovatie. Afhankelijk van de complexiteit, onzekerheid en ambiguïteit, is er een andere strategie 
nodig en kunnen bepaalde instrumenten ingezet worden, al dan niet in combinatie met stakeholder 
management. Dit onderzoek geeft 3 mogelijke alternatieven om hiermee om te gaan: 
1. De ‘Risk Diagnosing Methodology’ voor (radicale) innovatie- en transitietrajecten: Keizer en Halman 
(2009) en Keizer, Halman en Song (2002) stellen in hun analyse van risico’s in ‘radicale’ innovatieprojecten 
een methode voor om vast te stellen of een complex innovatietraject riskant is, waarbij ‘onzekerheden’ 
en ‘beïnvloedbaarheid’ en ‘belang’ in het risicoproces expliciet benoemd worden. Hoewel oorspronkelijk 
bedoeld voor technische innovatietrajecten, zijn deze factoren ook van groot belang bij complexe 
transitieprocessen. 
2. Toepassing van het voorzorgsprincipe als er sprake is van grote onzekerheden. De manier waarop het 
voorzorgsprincipe ingezet kan worden, komt aan de orde in hoofdstuk 2.4. 
3. Toepassing van de organisatie-overstijgende ‘Risk Governance’ benadering in combinatie met stakeholder 
management wanneer er sprake is van besluitvorming waarbij meerdere stakeholders (ketenpartners) 
betrokken zijn, elk vanuit hun eigen perspectief, met hun eigen belangen, expertise, doelen en 
4 Deze begrippen zijn verder uitgewerkt in hoofdstuk 2. 
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activiteiten. Naarmate de bestuurlijke complexiteit toeneemt, ligt toepassing van de ‘risk governance’ 
benadering meer voor de hand (Renn, Klinke en Van Asselt (2011). Daarbij is een goede 
stakeholderanalyse en inbedding in de stakeholder management strategie onontbeerlijk.  
 
Figuur SC1: Stakeholder participatie op basis van Risk Governance. Bron: Renn (2007)  
WELKE STROMING PAST BIJ DGPOL? 
Er zijn vier stromingen in de literatuur te onderscheiden, namelijk (1) wetenschappelijk risicomanagement 
gebaseerd op kwantitatieve modellen en een instrumentalistische benadering – in dit rapport vaak ‘traditioneel 
of conventioneel risicomanagement’ genoemd (elementen hieruit aanwezig zijn aanwezig in de P&C (P&C) 
Cyclus), (2) heuristisch risicomanagement gebaseerd op intuïtieve besluitvorming, ervaring en lerend vermogen 
(expliciet aanwezig bij DGPol), (3) fatalistisch of reactief risicomanagement, waarbij het hoognodige gedaan 
wordt wat volgens de wet en regelgeving nodig is en (4) holistisch risicomanagement dat vooruit kijkt en 
anticipeert op toekomstige risico's, preventieve maatregelen neemt (Van Staveren, 2009, Smalman en Weir, 
1999). Bij DGPol is er sprake van een combinatie van de eerste twee stromingen: risicomanagement met behulp 
van dashboard systematiek (kans maal gevolg en aanpak) en ‘intuïtief’ risicomanagement, als het gaat om 
politiek-bestuurlijke sensitiviteit.  
In dit onderzoek bepleiten we een sterker risicogestuurd en toekomstgericht  risicomanagement, zonder 
overigens bestaande instrumenten, methoden of rapportages te vervangen. Risicogestuurd werken wordt in 
navolging van Van Staveren (2015) gedefinieerd als “het toepassen van de zes generieke risicoprocesstappen in 
werkprocessen.” (Van Staveren, 2015, p. 79). De zes generieke stappen die hij benoemt zijn (1) doelen bepalen, 
(2) risico’s identificeren, (3) risico’s classificeren, (4) risico’s beheersen, (5) risicobeheersmaatregelen evalueren 
en (6) de risicorapportage. De doelen staan bij risicogestuurd werken centraal en niet de methode. Het wordt, 
sterker dan in de conventionele risicomanagement benadering, aan teams, programmaleiders en management 
zelf overgelaten hoe ze de doelen met betrekking tot risicomanagement (op het niveau van projecten, 
programma’s, strategisch niveau) precies willen invullen en bereiken, zolang de doelen maar bereikt worden. Zo 
zijn de eerder genoemde Risk Diagnosing Methodology, het voorzorgsprincipe of de ‘risico governance 
benadering’ in combinatie met gericht Stakeholder Management, mogelijke manieren om aan risicogestuurd 
werken invulling te geven. 
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Risicogestuurd werken is gebaseerd op variatie, op het durven maken van (beleids- en bedrijfsmatige) keuzes, 
op uitnodigen in plaats van afdwingen, op ontwikkelen in plaats van voorschrijven en op constante interactie en 
dialoog. Het is een benadering waarbij het eigenaarschap voor de invulling en uitvoering van risicomanagement 
meer gelegd wordt bij het niveau waar dit relevant is: bij de beleidsmedewerkers, portefeuillehouders, 
teamleiders, programma directeuren, leden van het Management Team, Directeur-Generaal of Secretaris-
Generaal. 
WELKE INZICHTEN VOLGEN UIT HET WETENSCHAPPELIJKE DEBAT? 
De interne notities en beleidsdocumenten van DGPol bevatten een aantal aanwijzingen voor verdere vormgeving 
van risicomanagement binnen de organisatie: (a) het moet niet alleen gebaseerd zijn op P&C, maar ook Sense 
and Respond, (b) het moet rekening houden met de publieke en politieke verantwoordingsvraagstukken in de 
complexe politiek bestuurlijke context waarbinnen DGPol opereert, (c) informeel stakeholder management zou 
binnen het risicomanagement een plek moeten krijgen. Is de voorgestelde richting ook de juiste, wanneer we dit 
spiegelen aan de huidige wetenschappelijke kennis op dit terrein? Op basis van inzichten uit de 
wetenschappelijke literatuur, kunnen we concluderen dat: 
1. Sense and Respond niet geschikt is als onderliggende (wetenschappelijke) benadering voor DGPol, 
aangezien DGPol een organisatie die publieke en politieke verantwoording moet afleggen en waarbij de 
uitvoerende organisatie sterk hiërarchisch georganiseerd is.  
2. Sense en Respond wel aanknopingspunten biedt voor risicogestuurd werken, met name waar het gaat om 
zwakke signaal herkenning en omgaan met toekomstige onzekerheden door middel van foresight 
planning. Foresight planning is het proces van scenario ontwikkeling, visieontwikkeling en een planning 
en kan uitstekend toegepast worden in combinatie met strategisch stakeholder management.  
3. Zwakke signaalherkenning niet alleen gebruikt moet worden voor risico’s in relatie tot projecten of 
transitieprocessen, maar ook voor het mogelijk optreden van moral hazard en adverse selection5. In dat 
geval streven (keten)partners een andere agenda na of houden ze informatie achter, wat tot grote 
politiek-bestuurlijke risico’s kan leiden.  
4. Zwakke signaal herkenning niet 'zomaar' plaatsvindt. Zwakke signaal herkenning kan versterkt worden 
door het gebruik van (a) environmental scanning, (b) issue management, (c) early warning op strategisch 
niveau en (d) patroonherkenning (Kuosa, 2010).  
Figuur SC2: processen die zwakke signaalherkenning faciliteren. (Gebaseerd op Kuosa, 2010) 
5. Risicomanagement en Stakeholder Management elkaar kunnen versterken. Er zijn twee sterke vormen 
van stakeholder management: organisatiegericht stakeholder management en issuegericht stakeholder 
management. Beiden zijn waardevol. Issuegericht stakeholder management kan van toegevoegde waarde 
zijn rondom grote dossiers of binnen een bepaald domein (zoals ICT) (Roloff, 2007).  
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6. Onderscheid gemaakt moet worden tussen strategische stakeholders en morele stakeholders. De 
strategische stakeholder is degene die invloed kan uitoefenen op het behalen van de doelstellingen van 
de organisatie, de morele stakeholder is degene die geraakt wordt door het behalen van de doelstellingen 
van de organisatie (Frooman, 1999). In gemediatiseerde incidenten wordt regelmatig het verhaal van de 
morele stakeholder (als slachtoffer) aangehaald, zoals bij de bezuinigingen op het persoonsgebonden 
budget. Het is goed om ook rekening mee te houden met het perspectief vanuit de morele stakeholders.  
 
STANDAARDEN EN RAAMWERKEN 
Nu we een algemeen beeld hebben van de termen risico, risicomanagement, risico governance en risicogestuurd 
werken en kort hebben besproken wat voor gevolgen dit heeft voor de keuze van het risicomanagement binnen 
DGPol, komen we bij de praktische vraag hoe 'geschikt' de bestaande (conventionele) standaarden of 
raamwerken zijn voor toepassing door DGPol. Het gaat daarbij vooralsnog om het ‘harde’ risicomanagement. De 
lijst van 'selectie- en ontwerpcriteria' (tabel SC3) is zorgvuldig geformuleerd met behulp van inzichten uit de 
wetenschappelijke literatuur (zie hoofdstuk 4) en aan de hand van de behoeftestelling onder de respondenten.  
Op basis van het ‘Tweede Nationaal Onderzoek risicomanagement in Nederland 2014’ (NBA, Nyenrode, 
Rijksuniversiteit Groningen, PWC, 20146) en aanvullende literatuurstudie, zijn de volgende risicomanagement 
standaarden/raamwerken beoordeeld: COSO-ERM (2004), INK/EFQM, ISO 31000 (2009), Lean6Sigma, Basel II, 
Solvency II, Management_of_Risk, AS/NZS 4360 (2004), OCEG, AIRMIC, PRINCE 2®: COBIT, RISMAN en de Risk 
Diagnosing Methodology (RDM), gebruik makend van de in tabel SC3 benoemde selectiecriteria. 
Tabel SC1: Selectie- en ontwerpcriteria  
 
Hieruit is ISO 31000 (2009) gekomen als het best passende raamwerk voor risicomanagement bij DGPol. De 
principes en richtlijnen van ISO 31000 voorzien in een raamwerk voor risicomanagement dat gebruikt kan 
worden door elke organisatie, ongeacht omvang, activiteit of sector.  
De ISO principes en richtlijnen voor implementatie laten veel ruimte voor verdere invulling en uitwerking door 
de organisatie zelf. Dat dit geen overbodige luxe is, volgt uit een aantal kenmerken die we in dit onderzoek 
hebben meegenomen. Zo is DGPol als organisatie zelf sterk aan verandering onderhevig. Haar takenpakket is aan 
het afnemen, de focus is aan het verschuiven, waarbij sturing, verbinding en regisseren langzamerhand meer de 
nadruk krijgt dan uitvoering en ondersteuning. Er zijn  grote veranderingen  (opgaven) in gang gezet, die de relatie 
tussen stakeholders en ketenpartners onder druk heeft gezet. Bovendien is de omgeving waarin ze opereert aan 
6 Dit onderzoek geeft aan welke risicomanagement raamwerken/standaarden in gebruik zijn bij 727 bedrijven/organisaties 
in Nederland met een budget of omzet groter dan 10 Miljoen Euro. Zie ook Paape en Speklé (2012). 
selectiecriteria
• generiek 






• dialoog beleid en uitvoering 
• publieke verantwoording
• biedt voordelen gebruikers
• sluit aan bij werkprocessen
• relatie met stakeholders/partners
• stimuleert omgevingsbewustzijn 
• stimuleert andere manier denken
• zowel sensitiviteit als plan & control
• toepasbaarheid in politiek-bestuurlijke context
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verandering onderhevig. Doordat de veranderingen ook nog tegelijkertijd plaatsvinden, groeit de onzekerheid 
rondom het behalen van de doelstellingen en is er sprake van zogenaamde ‘spillover effecten’. Daarbij komt dat 
Veiligheid en politie onder het publieke en politieke vergrootglas liggen: Kamervragen en media-vragen zijn aan 
de orde van de dag. Dat betekent dat er een grote mate van sensitiviteit moet zijn voor de politiek-bestuurlijke 
context en urgentie.  
Een sterk conventionele risicomanagement benadering past daar niet bij. Voor DGPol wordt daarom een 
combinatie van ISO 31000 met risicogestuurd en toekomstgeoriënteerd werken aanbevolen, waarbij er grote 
nadruk ligt op de politiek-bestuurlijke dimensie. Aangezien de zes processtappen uit risicogestuurd werken (van 
Staveren, 2015, p. 79) en het risico proces van ISO 31000 (2009) in grote mate overeenkomen, leent een 
combinatie met ISO 31000 zich uitstekend voor een combinatie met risicogestuurd werken (zie figuur 4.3). De 
hoofdstukken in de figuur verwijzen naar hoofdstukken in ISO 31000. 
 
Figuur SC3: ISO 31000: principes en richtlijnen. Bron: (vertaling van) ISO 31000 (2009, p. vii).  
RISICOMANAGEMENT – DE PRAKTIJK 
De afgelopen jaren heeft DGPol actief ingezet op risicogeoriënteerd werken met enkele beleidsnotities, waarin 
het concept, de onderliggende aannames, het proces en de stappen voor implementatie van risicomanagement 
voor deelprocessen helder uiteengezet wordt. Het risicoproces is het duidelijkste aanwezig in de P&C (P&C) 
cyclus, in de begrotingscyclus en in het projectmanagement. De P&C Cyclus omvat een planning/kalender met 
welk product wanneer opgeleverd moet worden. De kwartaalrapportages dienen om daar verantwoording over 
af te leggen. De P&C cyclus bestaat uit een jaarplanning voor het volgende jaar, uitvoering en bijsturing op het 
lopende jaar en verantwoording over afgelopen jaar. De besluitvorming vindt plaats volgens het 3 lagensysteem: 
de concerncontroler van FEZ, de DG controler en de eigen controler, bijvoorbeeld de Directie Financiën. 
Risicoanalyses worden uitgevoerd als onderdeel van de P&C cyclus, met rapportages op Directieniveau, 
kwartaalrapportages en jaarplannen. Het leidende systeem hierbij is een dashboard systematiek. De dashboard 
systematiek wordt gebruikt als instrument om met elkaar in gesprek te gaan, tussen programma Financiën en 
Control en de andere 8 beleidsprogramma’s, tussen DGPol en Nationale Politie, tussen de Directeur-Generaal en 
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de Secretaris Generaal. Bij strategische beslissingen en na belangrijke incidenten wordt ook een risicoanalyse 
gemaakt door het pSG cluster.  
Als we de ISO principes een voor een langslopen, zien we dat aan alle principes wel enige invulling is gegeven: zo 
is risicomanagement geïntegreerd in enkele (P&C) processen en maakt het op bepaalde momenten in de P&C 
cyclus deel uit van de besluitvorming. Risico-analyses worden uitgevoerd als onderdeel van de P&C cyclus, met 
rapportages op Directieniveau, kwartaalrapportages en jaarplannen, maar onvoldoende om te spreken van 
‘systematisch, gestructureerd en tijdig’ risicomanagement. De ‘volwassenheid’ van het huidige 
risicomanagement bij DGPol is daarmee beperkt.  
Deze bevindingen leveren een aantal conclusies op voor risicogestuurd werken bij DGPol. Allereerst is het 
belangrijk om (tijd en overleg) te investeren in verdere vertaling van de principes in samenhang met 
risicogestuurd werken, toegespitst op politiek-bestuurlijke context waarbinnen DGPol opereert. Daarbij is een 
governance structuur nodig dat risicogestuurd werken faciliteert en stimuleert en niet een kader waarbij elke 
component in detail beschreven is. De grootste winst is echter te behalen op strategisch niveau, door het 
risicoproces toe te passen bij strategische besluitvorming, door risico’s in de politiek-bestuurlijke context 
expliciet te maken, en door risicomanagement niet alleen risicogestuurd maar ook toekomstgericht te maken. 
RISICOMANAGEMENT – NAAR EEN ONTWERP 
In dit rapport stellen we risicogestuurd en toekomstgericht werken op programma en strategisch niveau centraal, 
terwijl de huidige – meer conventionele - risicomanagement instrumenten worden gehandhaafd in de P&C 
Cyclus voor de voortgang van projecten en trajecten. Er is dus sprake van 'kleurverschillen' afhankelijk van het 
niveau, zie figuur SC4.  
 
Figuur SC4: risicomanagement en risicogestuurd werken gecombineerd 
Risicogestuurd werken kan, op alle niveaus, worden ingevuld met behulp van de principes van ISO 31000, 
doorvertaald naar de politiek-bestuurlijke context waarbinnen DGPol opereert7. Risicogestuurd werken bij DGPol 
wordt daarmee ‘principle-based’ en ‘tailored’, zoals principe 2.7.1 ook aanbeveelt: “Risk management is tailored. 
Risk management is aligned with the organization’s external and internal context and risk profile.” (ISO 31000, 
2009, p. 8).  
Daarnaast pleiten we voor toekomstgericht risicomanagement door middel van foresight planning en scenario-
ontwikkeling. Missie, visie en strategie staan daarbij centraal. Foresight planning bestaat uit zes stappen: framing, 
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scanning, forecasting (inclusief scenario ontwikkeling), visioning, planning en acting (zie tabel 3.1 uit hoofdstuk 
3). Dat kan vervolgens verder vertaald worden naar (risicomanagement) beleid en doelstellingen. Scenario-
ontwikkeling, dat onderdeel is van foresight planning, maakt het mogelijk om strategische risico’s en 
onzekerheden in kaart te brengen, risicomanagement te relateren aan strategische beslissingen, en toekomstige 
keuzes beter inzichtelijk te maken (De Ruijter, 2014).  
Strategisch management en risicogestuurd werken hebben direct met elkaar te maken, evenals risicogestuurd 
werken en stakeholder management. Stakeholder management en strategisch management zijn daarom 














Figuur SC5: Foresight planning (inclusief scenario ontwikkeling) en de terugkoppeling naar risicomanagement 
Het is te verwachten dat de principes uit tabel SC2 enerzijds en foresight planning anderzijds elkaar op een 
logische en flexibele manier zullen ondersteunen. De principes zijn daarbij ondersteunend aan het proces van 
foresight planning. Tegelijkertijd kunnen de uitkomsten van foresight planning bijdragen aan verdere aanpassing 
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Tabel SC2: Vertaling van de ISO principes aansluitend bij de taken/kenmerken van DGPol 
Nr. ISO Principe Risicomanagement met een politiek-bestuurlijke focus: 
2.1.1 Voegt waarde toe en 
draagt daarmee bij 
aan het aantoonbaar 
behalen van 
doelstellingen 
voegt waarde toe en draagt bij aan het aantoonbaar halen van doelstellingen 
• door het herkennen en verminderen van politiek-bestuurlijke risico’s, 
• door het effectief reageren op mediavragen, politieke vragen en/of sociale onrust,  
• door verbetering van verantwoordingsproces vis-à-vis toezichthouders. 
2.2.1 Is geïntegreerd in de 
processen van de 
organisatie 
• nodigt uit tot bestuurlijk overleg en dialoog,  
• is geïntegreerd in bewustzijn van medewerkers,  
• is geïntegreerd in samenwerking met partners, 
• is geïntegreerd in kennisagenda DGPol. 
2.3.1 Maakt deel uit van de 
besluitvorming 
• past het risicoproces (ISO 31000) toe op strategisch niveau met betrekking tot 
politiek-bestuurlijke risico’s,  
• maakt medewerkers op alle niveaus mede-eigenaar voor het herkennen van 
politiek-bestuurlijke risico’s naar aanleiding van zwakke- of sterke signalen, 
• maakt politiek-bestuurlijke risico’s onderwerp van gesprek in overlegstructuren MT 




• benoemt politiek-bestuurlijke complexiteit, onzekerheid en ambiguïteit 
(controverses) expliciet en past de strategie aan deze factoren aan. 
2.5.1 Is systematisch, 
gestructureerd en 
tijdig 
• is dynamisch, cyclisch, interactief en stelt tijdig vragen,  
• gebruikt verantwoording om te leren en verbeteringen tijdig door te voeren, 
• geeft tijdig advies mbt risico’s, of de noodzaak voor strategische veranderingen. 
2.6.1 Gebaseerd op de best 
beschikbare 
informatie 
• is gebaseerd op de best beschikbare informatie binnen de eigen organisatie 
waarmee zwakke signaal herkenning versterkt kan worden, vragen effectiever 
beantwoord kunnen worden en leren in de organisatie gestimuleerd wordt, 
• is gebaseerd op de best beschikbare informatie bij ketenpartners, 
• creëert wederzijds belang bij delen van informatie bij ketenpartners. 
2.7.1 Op maat gesneden • houdt expliciet rekening met risico’s in het politiek-bestuurlijke krachtenveld,  
• houdt rekening met de politieke, de economische, de rechtsstatelijke en 
vakinhoudelijke rationaliteit bij het advies aan bewindvoerders, 
• met risico’s die voortkomen uit politiek-bestuurlijke ontwikkelingen en  
• met de complexiteit, onzekerheid en ambiguïteit in samenwerking met anderen. 
2.8.1 Houdt rekening met 
menselijke en 
culturele factoren 
• is zich bewust van politiek-emotionele argumentatie of politieke druk, 
• houdt rekening met de relatie bewindvoerders-topambtenaar,  
• houdt rekening met psychologische factoren (scoringsdrang, groupthink, 
acceptatie). 
2.9.1 Transparant en sluit 
niemand uit 
• maakt medewerkers op alle niveaus bewust van politiek bestuurlijke risico’s, 
• stimuleert medewerkers in het leren herkennen van zwakke signalen, 
• maakt politiek/bestuurlijke risico’s onderwerp van gesprek in overlegstructuren MT 
POL, MT POL Plus, PHO en team overleg.  
2.10.1 Dynamisch, iteratief 
en reagerend op 
veranderingen 
• is dynamisch, iteratief en reageert op veranderingen in de samenleving, 
• is toekomstgericht en kijkt verder dan de regeerperiode. 
2.11.1 Ondersteunt continue 
verbetering van de 
organisatie 
• ondersteunt doorontwikkeling van risico-gestuurd werken, 
• analyseert gegevens met betrekking tot vragen van media, TK, toezichthouders, 
stelt bij aan de hand van opgedane kennis. 
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EINDCONCLUSIE EN AANBEVELINGEN 
In dit onderzoek stonden twee vragen centraal. De eerste vraag was:  
A. Wat is de best passende standaard of raamwerk (of combinatie daarvan) voor risicomanagement, die 
DGPolitie kan toepassen en recht doet aan de specifieke taken en kenmerken van DGPolitie en aan de specifieke 
behoeften met betrekking tot risicomanagement, in het bijzonder de relatie met de politiek-bestuurlijke context 
waarbinnen ze opereert?  
De keuze voor de ‘best passende’ standaard, raamwerk of benadering hangt nauw samen met de 
risicomanagement doelstellingen die een organisatie nastreeft. Als DGPol vooral wil kunnen laten zien dat ze in 
control is op de huidige dossiers, dan past conventioneel risicomanagement daarbij. Wil DGPol echter sturen, 
vooruit kijken en heldere prioriteiten kunnen stellen, dan is risicogestuurd werken een logische keuze. Een sterk 
conventionele risicomanagement benadering past niet bij de politiek-bestuurlijke context waarbinnen DGPol 
opereert. In dit onderzoek bepleiten we een combinatie van ISO 31000 met risicogestuurd en toekomstgericht 
risicomanagement. De tweede vraag was een logisch vervolg hierop: 
B. Hoe kan de gekozen standaard of raamwerk ingebed worden in de structuur, werkprocessen en 
rapportages van het DGPolitie zodat het recht doet aan de specifieke taken en kenmerken van DGPolitie, en aan 
de specifieke behoeften met betrekking tot risicomanagement, in het bijzonder de relatie met de politiek-
bestuurlijke context waarbinnen ze opereert?   
Conclusie 1: Risicogestuurd en toekomstgericht werken is in dit rapport specifiek vertaald vanuit de taken, 
kenmerken, behoeften en politiek-bestuurlijke omgeving van DGPol. Daarbij zijn er een aantal werkvelden aan 
de orde gekomen die zich niet beperken tot risicomanagement, maar direct gerelateerd zijn aan bestuurskundige 
of publieke managementvraagstukken. Juist deze onderdelen bieden kansen om risicogestuurd werken breder 
in te integreren in de organisatie en hebben dan ook prioriteit (figuur SC6).  
 
Figuur SC6. werkvelden voor risicogestuurd werken binnen DGPol 
Risicomanagement verschuift daarmee van een ‘vakdiscipline’ en ‘issue management’ naar een organisatie brede 
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gebracht, maar wel een opdracht waar medewerkers, directeuren en managers zelf verdere invulling aan kunnen 
geven – volgens de principes van risicogestuurd werken en ISO 31000 (2009). 
Aanbeveling 1: Verzoek de Risicomanager van DGPol een planning op te stellen voor verdere uitwerking van de 
genoemde werkvelden (figuur SC6). Voor elk van deze werkvelden zijn al enkele handelingsperspectieven 
geformuleerd en verwijzingen te vinden naar bronmateriaal voor verdere verdieping. Verbind daar targets aan. 
Zo komt DGPol stap voor stap meer in control op haar programma’s. 
Conclusie 2: Risico’s worden vaak gedefinieerd als ‘kans maal gevolg’, of variaties daarop. Uit een uitgebreide 
literatuurstudie wordt duidelijk dat deze definitie sterk onder druk staat, vanwege verschillende redenen. De 
belangrijkste conclusie is dat de klassieke definitie niet opgaat voor die risico’s, die “zich kenmerken door een 
hoge mate van complexiteit, onzekerheid en ambiguïteit8” (Renn, Klinke en Van Asselt, 2011, p. 234) en juist dat 
zijn risico’s waar DGPol mee te maken heeft, op programma en strategisch niveau.  
Aanbeveling 2: Toets de individuele Programma-jaarplannen binnen DGPol op complexiteit, onzekerheid en 
ambiguïteit. Pas de ‘Risk Diagnosing Methodology’ (par. 4.3.14) toe bij innovatie- en complexe transitietrajecten; 
pas het voorzorgsprincipe (box 2.1) toe als er sprake is van grote onzekerheden; en pas de organisatie-
overstijgende ‘Risk Governance’ benadering (figuur 2.1) toe in combinatie met stakeholder management 
wanneer er sprake is van complexe bestuurlijke besluitvorming met meerdere stakeholders of ketenpartners.  
Conclusie 3: Een sterk conventionele risicomanagement benadering past niet bij de politiek-bestuurlijke context 
waarbinnen DGPol opereert. In dit onderzoek bepleiten we een combinatie van ISO 31000 met risicogestuurd en 
toekomstgericht risicomanagement. Bij risicogestuurd werken staan de doelen centraal en niet de methode.  
Aanbeveling 3: Bespreek gezamenlijk de risicomanagement doelen. Toets het DGPol-brede Ambitiedocument 
“D1000” aan de ISO principes m.b.v. de checklist in tabel SC2 en benoem acties om de nog niet gerealiseerde 
kenmerken/doelen te realiseren; dit verhoogt het collectieve risico-bewustzijn binnen DGPol. Betrek, waar 
mogelijk, stakeholders en ketenpartners. 
Conclusie 4: Gezien mogelijke risico’s en verantwoordingsprocessen in de politiek-bestuurlijke context, is verdere 
doorontwikkeling van zwakke signaal herkenning en omgevingsbewustzijn op zijn plaats. 
Aanbeveling 4: Benoem een trekker voor een gerichte aanpak voor zwakke signaalherkenning, en faciliteer 
zwakke signaalherkenning met behulp van suggesties uit hoofdstuk 3. Zet zwakke signalen met hoge politiek-
bestuurlijke risico's om in sterke signalen door inspectie en toezichthouders er naar te laten kijken. Dit vergroot 
het vertrouwen van toezichthouders in de toewijding van DGPol om zorgvuldig om te gaan met risico’s. 
Conclusie 5: Het aanwezige omgevingsbewustzijn kan leiden tot veranderende inzichten op strategisch niveau 
over de richting die de organisatie op moet gezien toekomstige ontwikkelingen. Om dit verder uit te werken is 
een reeks methoden en technieken beschikbaar onder de noemer 'scenario ontwikkeling' en 'foresight planning'.  
Aanbeveling 5: Voer fasegewijs foresight planning en scenario-ontwikkeling in bij DGPol (zie p.76 e.v.), 
bijvoorbeeld gefaseerd per DGPol-Programma. Op deze manier is het mogelijk om risicomanagement te 
relateren aan strategische beslissingen en toekomstige keuzes voor elk programma beter inzichtelijk te maken. 
Conclusie 6: Risicogestuurd werken is gebaat bij het vergroten van kennis in de organisatie over risico’s, mogelijke 
maatregelen, en benaderingen die aansluiten bij de risico’s waar DGPol mee te maken heeft.  
8 Deze begrippen zijn verder uitgewerkt in hoofdstuk 2. 
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Aanbeveling 6: Pas de drie maatregelen in box 6.1 toe, om kennis te integreren in het huidige (heuristische) 
risicomanagement. Dit vergroot het bewustzijn, betrokkenheid en competenties van medewerkers binnen de 
organisatie om risicogestuurd en toekomstgeoriënteerd werken daadwerkelijk vorm en inhoud te geven. 
Conclusie 7: De grootste winst is echter te behalen op strategisch niveau, door het risicoproces (ISO 31000) toe 
te passen bij strategische besluitvorming en door risico’s in de politiek-bestuurlijke context expliciet te maken. 
Aanbeveling 7: Voer binnen DGPol een pilot uit om de “Vragenlijst politiek-bestuurlijke risico’s” (par. 6.5.1) 
onderdeel te maken van de reguliere beleidscyclus, d.w.z. dat deze vragenlijst standaard onderdeel wordt van 
het dagelijkse beleidswerk. Als de pilot slaagt, kan DGPol-brede invoering een volgende stap zijn. 
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1 INLEIDING EN ONDERZOEKSOPZET 
1.1 AANLEIDING  
Het kabinet heeft aangegeven dat het met de vorming van de Nationale Politie meer eenheid wil aanbrengen in 
de organisatie, uitvoering en bedrijfsvoering van de organisatie. Hierbij wordt gestreefd naar een grotere 
doelmatigheid, minder administratieve lastendruk, lagere overhead en meer eenheid en transparantie in de 
bedrijfsvoering, zonder dat  dit ten koste gaat van het politiewerk op lokaal niveau (Wetenschappelijk 
Onderzoeks en Documentatie Centrum, WODC, 2014). Het Directoraat-Generaal Politie (DGPol) stelt zich als doel 
om te komen tot een optimalisatie van het politiebestel, een goed toegeruste politie en de zichtbaarheid van de 
prestaties van de politie (van Aalst, Laan en van Veen, position paper, 2014). Hierbij behoort ook een goed 
functionerend risicomanagement.  
De in de startnotitie aangeduide effecten in de samenleving zijn prominent aanwezig. Niet alleen politiek-
bestuurlijk terrein, maar ook qua maatschappelijk en democratisch effect en draagvlak. De rol van de media is 
daarin cruciaal. Daarbij vervult de Politie dan ook nog de rol van de zichtbare, aanpakbare, aanraakbare 
vertegenwoordiger van de overheid: als het echt fout gaat moet zij (vaak zeer zichtbaar) optreden. Een extra 
risico is dan ook niet alleen de legitimiteit van de politie op zichzelf, maar van de “gehele” overheid. De 
reorganisatie van de Nationale Politie (bv. selectie- en plaatsingsprocedure, overleg van de ondernemingsraad, 
draagvlak vakbonden) valt onder de verantwoordelijkheid van DGPol. Risico’s van traagheid van procedures, 
onrust onder de 60.000 medewerkers zijn slechts enkele directe risico’s voor DGPol. Soortgelijke effecten (en 
risico’s) zijn ook mogelijk in de samenwerking met externe stakeholders. Ook hier zien we dat bepaalde risico’s 
kunnen optreden in de dialoog tussen bedrijfsvoering en uitvoering en deze manifesteren zich uiteindelijk in de 
politiek-bestuurlijke context.  
Risicomanagement en risicogeoriënteerd werken wordt steeds belangrijker, zowel bij de Nationale Politie (NP), 
op departementaal niveau, alsmede bij de toezichthouders (Van Aalst e.a. 2014). Dit 'risicobewustzijn' is 
bijvoorbeeld terug te vinden in de rapportages over de reorganisatie en vorming van de Nationale Politie 
(Inspectie Veiligheid en Justitie, 2013, 2014) en in rapportages over een aantal andere grootschalige 
programma's (zoals het Aanvalsplan ICT Politie en de Centrale Meldkamer) (Tweede Kamer der Staten-Generaal, 
2014-2015). Binnen DGPol hebben enkele medewerkers daarom in 2013 het initiatief genomen om 
risicomanagement binnen het eigen Directoraat-Generaal verder te ontwikkelen. Dit onderzoek is een verdere 
uitwerking van dit initiatief. 
Definities 
Een risico wordt hier gedefinieerd, in navolging van de Handleiding risicomanagement van het Ministerie van 
Veiligheid en Justitie (hierna afgekort als Ministerie van Veiligheid en Justitie), als “een onzekere gebeurtenis die 
kan leiden tot het afwijken van de gestelde doelstellingen en eisen” (Ministerie van Veiligheid en Justitie, 2014, 
p. 16). risicomanagement wordt door het Ministerie van Veiligheid en Justitie gedefinieerd als “het geheel van 
activiteiten en maatregelen gericht op het expliciet en systematisch omgaan met en het beheersen van, risico’s” 
(Ministerie van Veiligheid en Justitie, 2014, p. 17). Het risicomanagementproces bestaat volgens de startnotitie 
uit de “systematische toepassing van managementbeleid, procedures en praktijken met betrekking tot de 
activiteiten van communiceren, consulteren, het in kaart brengen van de context, het identificeren, het 
analyseren, het evalueren, het behandelen en het monitoren en opnieuw beschouwen van risico’s” (WODC, 
2014, p.3).9  
9 Er is bewust gekozen om zo dicht mogelijk bij de door het Ministerie van V&J en WODC gekozen definities te blijven, omdat 
er anders een spanning ontstaat in de operationalisering van onderzoeksvragen in relatie tot bestaande beleidsdocumenten 
en handleidingen. In het theoretische gedeelte van dit rapport, zal kort aandacht besteed worden verschillende definities. 
Page | 1  
 
                                                                
1.2 PROBLEEMSTELLING 
De Auditdienst Rijk (ADR) heeft aangegeven dat risicomanagement  - rijksbreed - beter ingebed kan worden in 
de management control cyclus en dat de wijze van uitvoering van risicoanalyses verbeterd kan worden. 
risicomanagement wordt weliswaar toegepast, maar niet overal even expliciet. Onduidelijk is welke standaard 
of welk raamwerk en het daarbij behorend instrumentarium momenteel in de praktijk toegepast wordt (wat, 
door wie, wanneer) en of de gebruikte standaard/raamwerk ook de ‘beste’ standaard of raamwerk is, die 
rekening houdt met de specifieke taken en kenmerken van DGPol, waaronder de complexe politiek-bestuurlijke 
context waarbinnen zij opereert en de samenwerking met netwerk partners in die context.  
Dat risico’s in de bedrijfsvoering en uitvoering ruim voorhanden zijn, is wel duidelijk uit de hoeveelheid aandacht 
die het optreden van de Nationale Politie, de Minister en Staatssecretaris en het Ministerie van Veiligheid en 
Justitie in de pers en in de Tweede Kamer krijgen. Veelgenoemde risico's zijn: budget en tijdsoverschrijdingen, 
onbegrip onder partner organisaties over het gevoerde management, zoals culturele verschillen en verschillende 
belangen en bovenal de constante druk die de publieke verantwoording met zich meebrengt. Tweede Kamer 
vragen zijn aan de orde van de dag en tijdens de onderzoeksperiode blijkt uit de media analyse hoe kwetsbaar 
de positie van de bewindsvoerders is, als zowel Minister Opstelten en Staatssecretaris Teeven moeten 
terugtreden (maart 2015) naar aanleiding van de informatie aan de Tweede Kamer rondom de ‘deal’ tussen het 
Openbaar Ministerie (OM) en de drugscrimineel Cees H. 15 jaar eerder. Het verzamelen van informatie over 
gebeurtenissen uit het verleden om risico's in de toekomst te verminderen en daarvan leren, laat nog steeds te 
wensen over.  
Dat betekent niet dat er niets gebeurd is. De afgelopen jaren heeft DGPol actief ingezet op risicomanagement 
(Risico-georiënteerd denken) met enkele beleidsnotities, waarin het concept, de onderliggende aannames, het 
proces en de stappen voor implementatie van risicomanagement voor deelprocessen helder uiteengezet wordt. 
Risico's worden gerapporteerd in termen van budget en tijdsoverschrijdingen in kwartaal en jaarrapportages. 
Risico's op projectniveau worden besproken en verantwoording wordt opgeschaald als ze zich voordoen. De 
meningen over risicomanagement op strategisch niveau zijn redelijk positief. Zo zegt een van de respondenten 
binnen DGPol: "Risico's worden altijd meegenomen binnen het cluster van de plaatsvervangend Secretaris-
Generaal (pSG Cluster) en de pSG zit daar aardig scherp op. Binnen het Management Team wordt gesproken over 
strategische risico's en besluiten worden daar ook op aangepast" (interview, april 2015).  
De vakbonden spreken echter over “het gebrek aan strategisch vermogen en kwaliteit ten aanzien van de 
strategische top in relatie tot sturing en realisatie van de Nationale Politie” (Van de Kamp, Busker, Eichhorn en 
Priem, 7 november 2014, 14 november 2014 en 30 april 2015, p. 2). Dat gebrek aan sturing en strategisch 
vermogen, zeggen bovengenoemden, leidt tot een “onaanvaardbaar risico voor het realisatieproces van de 
politie als organisatie en de bijdrage van de politie aan de veiligheid." (Van der Kamp, Eichhorn, Priem, 7 
november 2014, p. 2). Naast de voortgang met betrekking tot de vorming van de Nationale Politie, zijn er diverse 
andere gevoelige dossiers, waaronder internetveiligheid (cybersecurity). Risico's in relatie tot integriteit worden 
bijvoorbeeld wel genoemd, maar vormen geen onderdeel van risicomanagement zoals toegepast. Binnen DGPol 
wordt dan ook erkend dat het risicomanagement nog in ontwikkeling is en dat de toepassing ervan bijzonder 
wisselend is. Op basis van de eerste verkenning is de probleemstelling verder toegespitst en aan de hand daarvan 
kan de volgende schets gemaakt worden (figuur 1.1). Er is daarbij bewust geen oorzaak-gevolg relatie 
aangegeven, omdat oorzaak-gevolg relaties, of correlaties, niet onderzocht zijn in het huidige onderzoek. 
Oorzaak en gevolg zijn soms iteratief (een slechte samenwerking leidt tot suboptimaal functioneren en leidt tot 
verdere verslechtering van de samenwerking) en kenmerken zijn niet altijd te onderscheiden van oorzaak en 
gevolg. 
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 Figuur 1.1: enkele factoren die het optimaal functioneren van DGPol belemmeren10 
 
Van Staveren constateert dat er drie factoren zijn in het huidige organisatielandschap die de effectiviteit van het 
huidige management en daarmee ook risicomanagement, ter discussie stellen: “de veranderingen in 
organisaties, de onzekerheden die daarmee gepaard gaan en het structurele tijdgebrek van professionals en 
managers, om ondanks al die veranderingen en onzekerheden toch hun doelstellingen te realiseren” (Van 
Staveren, 2015, p. 19). Zo zegt hij: “De grenzen van het maakbaarheidsmanagement zijn de afgelopen jaren nogal 
eens aantoonbaar overschreden” (Van Staveren, 2015, p. 25). Dit wordt bevestigd in een recent interview met 
de korpschef van de Nationale Politie: “Ik vind dat met alle falen wat we hebben, want dat is een ongekend grote 
operatie, zijn we zelf vorig jaar tot de conclusie gekomen: er ligt te veel op ons bord, wat we in te korte tijd 
moeten realiseren en het budget is daar niet toereikend toe om dat allemaal te doen” (korpschef Bouman, 
Nieuwsuur 1 juli 2015).  
 
1.2.1  VOORDELEN VAN RISICOMANAGEMENT 
 
Goed risicomanagement is meer dan het beheersen van onzekere gebeurtenissen, die een negatief effect kunnen 
hebben op de doelstellingen van een organisatie. De vraag naar de voordelen van risicomanagement onder 727 
publieke en private ondernemingen en non-profit organisaties in Nederland (met een jaaromzet van meer dan 
10M Euro), laat zien dat de voordelen door hen vooral gezien worden aan de 'softe' kant: minder verassingen, 
meer vertrouwen en een betere reputatie. Tegelijkertijd helpt het bij het verminderen van afwijkingen ten 
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opzichte van de planning/begroting en bij het beter inschatten van de noodzakelijke voorzieningen (NBA, 
Nijenrode Business Universiteit, Rijksuniversiteit Groningen, PWC. 2014, p. 26). Het kan verder bijdragen aan 
betere besluitvorming, bijdragen aan de ontwikkeling van beleid en strategie, effectief management binnen de 
organisatie, efficiënte inzet van middelen en meer succes bij het realiseren van veranderingstrajecten (Hopkin, 
2012, Brolsma en Kouwenhoven, 2012).  
 
Deze voordelen van risicomanagement worden ook erkend door DGPol en het Ministerie van Veiligheid en 
Justitie. Zij kiezen voor ‘risicogeoriënteerd werken’, dat ervan uit gaat “dat de wereld (de politiek-bestuurlijke 
context waarin Veiligheid en Justitie opereert) niet maakbaar en slechts beperkt planbaar is.” (Ministerie van 
Veiligheid en Justitie. 2014f, p. 4). Inherent aan risicogeoriënteerd werken is het selectief omgaan met die 
onderwerpen en thema’s die het meest risicovol zijn (Sparrow, 2000). Risicogeoriënteerd werken, werd volgens 
Helsloot en Scholtens (2014) gelijkgesteld met ‘selectief toezicht’ en geïntroduceerd in de tweede Kaderstellende 
Visie op Toezicht (KVOT II, 2005). Volgens Van Aalst, Laan en Van Veen (2014), heeft risicogeoriënteerd werken 
de volgende voordelen:  
• “Het biedt sturingsinformatie waarmee de organisatie beter ‘in control’ kan zijn,  
• Het draagt het bij aan betere prioritering (strategisch),  
• Het creëert het helderheid met betrekking tot sturing en toezicht en  
• Het biedt het de mogelijkheid met scenario’s te werken, die bijdragen aan “een onderbouwde  strategie 
voor een werkbare realisatie van doelen...”.  (aangepast aan Van Aalst, Laan en Van Veen, 2014, p. 7). 
 
De verschillen tussen conventioneel risicomanagement, risicogeoriënteerd werken en risicogestuurd werken, 
worden verder toegelicht in 2.1.2. Dit is essentiële informatie voor het verdere ontwerp. Het ontwerp van het 
risicomanagement, dan wel risicogeoriënteerd werken, moet deze ambities reflecteren en integreren in haar 
risico strategie. Daarvoor is het echter belangrijk om het huidige risicomanagement binnen DGPol in kaart te 
brengen.  
 
1.3 ONDERZOEKSDOELSTELLING EN HOOFDVRAGEN 
Het doel van het onderzoek is om inzicht te krijgen in de standaarden en raamwerken die momenteel voor 
risicomanagement voorhanden zijn, welke toegepast kunnen worden door DGPol, die recht doen aan de taken, 
kenmerken en specifieke behoeften van DGPol 11. Hieronder valt zowel het ‘harde’ risicomanagement, met 
aandacht voor planning, controle, systemen en beheersbaarheid, als de ‘zachte kant’ van risicomanagement. Dit 
is namelijk risicogestuurd werken waarbij meer nadruk ligt op “mens, cultuur, flexibiliteit, leren, 
aanpassingsvermogen en de realiteit van beperkte maakbaarheid van organisaties” (Van Staveren, 2015, p. 81). 
Dit leidt tot de eerste onderzoeksvraag: 
11 De 'behoeften van DGPol met betrekking tot risicomanagement' worden weliswaar meegenomen in de onderzoeksvraag, 
omdat ze zinvolle informatie bieden voor de toetsingscriteria en ontwerpcriteria, maar zijn tevens onderwerp van discussie 
en reflectie. 
A. Wat is de best passende standaard of raamwerk (of combinatie daarvan) voor risicomanagement, 
welke DGPol kan toepassen, die recht doet aan de taken en kenmerken van DGPol en aan de specifieke 
behoeften met betrekking tot risicomanagement, in het bijzonder de relatie met de politiek-
bestuurlijke context waarbinnen ze opereert?  
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Het raamwerk moet passen binnen de complexe politiek-bestuurlijke context waarbinnen zij opereert en de 
samenwerking met andere partners daarin, zoals het bevoegd gezag, de Nationale Politie, het Openbaar 
Ministerie en andere Directoraten-Generaal binnen het Ministerie van Veiligheid en Justitie. 
De tweede doelstelling is om voorstellen te formuleren tot het verbeteren van risicomanagement binnen DGPol, 




In dit rapport wordt regelmatig gesproken over ‘risico’s in de politiek-bestuurlijke context waarbinnen DGPol 
opereert’. Om dit te verduidelijken, hebben we onderscheid aangebracht in verschillende typen risico’s (box 1.1). 
Deze zijn verder uitgewerkt in hoofdstuk 6, in figuur 6.3. Oorzaak, gevolg en manifestaties van risico's zijn niet 
altijd te scheiden. Al deze risico's kunnen gevolgen hebben voor het slagen van projecten, programma's, 
verandertrajecten, beleid en strategie. 
Box 1.1: Typologie van risico’s in de politiek-bestuurlijke context  
 
 1.4 DEELVRAGEN 
1.4.1  CONCEPTUALISERING,  ANALYTISCH KADER EN WETENSCHAPPELIJK DEBAT 
 
De eerste stap betreft allereerst een afbakening van de gebruikte concepten (conceptueel raamwerk) en de 
meest relevante stromingen daarbinnen, om later het gekozen ontwerp te kunnen positioneren in het 
wetenschappelijke debat. Dit leidt tot de volgende deelvragen. 
 
1. Wat wordt er in de wetenschappelijke literatuur verstaan onder risicomanagement? (hoofdstuk 2)  
a. Hoe worden risico en risicomanagement gedefinieerd?  
b. Welke ontwikkelingen zijn er op het gebied van risicomanagement in de publieke sector? 
c. Welke stromingen zijn er in de literatuur over risicomanagement?  
d. Welke aanknopingspunten levert dit op voor risicomanagement bij DGPol? 
B. Hoe kan de gekozen standaard of raamwerk ingebed worden in de structuur, werkprocessen en 
rapportages van het Directoraat-Generaal Politie, zodat dat het recht doet aan de taken, kenmerken 
van het DGPol en aan de specifieke behoeften met betrekking tot risicomanagement, in het bijzonder 
de relatie met de politiek-bestuurlijke context waarbinnen ze opereert? 
Risico’s in de politiek-bestuurlijke context bestaan uit, of kunnen veroorzaakt worden door: 
a. Politiek-bestuurlijke risico’s die ontstaan in de samenwerking met stakeholders. Dit zijn constante 
factoren, die besluitvormingsprocessen en de uitkomsten daarvan kunnen beïnvloeden;  
b. Politiek-bestuurlijke risico's die ontstaan als gevolg van informatie-tekort / informatie assymmetrie en 
belangentegenstellingen (inclusief moral hazard); 
c. Politiek-bestuurlijke risico’s die volgen uit gedrag, afspraken of procedures die de integriteit, 
betrouwbaarheid, professionaliteit of geloofwaardigheid van de organisatie in gevaar brengen; 
d. Politiek-bestuurlijke risico’s die samenhangen met wet- en regelgeving; 
e. Politiek-bestuurlijke risico’s die ontstaan in relatie tot contracten en aanbestedingen; 
f. Politiek-bestuurlijke risico’s die inherent zijn aan transitieprocessen. 
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Een aantal specifieke kenmerken van DGPol zoals deze beschreven zijn in de startnotitie (Wetenschappelijk 
Onderzoeks- en Documentatiecentrum, Ministerie van Veiligheid en Justitie. 2014), het Ambitiedocument van 
DGPol (Gaastra, 2014) en de Position papers Risicogeoriënteerd Werken’ (Ministerie van Veiligheid en Justitie, 
2014f en 2014g) worden vervolgens vertaald in een studie van de wetenschappelijke literatuur op specifieke 
deelterreinen. Daarmee wordt het empirische ontwerp niet alleen gevoed door inzichten uit het 
wetenschappelijke debat (theory-informed design), maar wordt ook de wenselijkheid en haalbaarheid van 
integratie van deze onderdelen getoetst aan inzichten in de literatuur. De conclusies hieruit worden gebruikt bij 
het ontwerp en bij de reflectie in de conclusies. 
 
2. Welke inzichten volgen uit het wetenschappelijk debat over: (hoofdstuk 3) 
a. P&C versus Sense and Respond; 
b. Publieke verantwoording en de rol van de media,  
c. Stakeholder- en omgevingsmanagement en 
d. Welke concrete aanknopingspunten levert dit op voor risicomanagement bij DGPol? 
 
1.4.2 SELECTIE STANDAARD OF RAAMWERK 
Om een goed onderbouwde keuze te kunnen maken van de 'best passende standaard of raamwerk', is het nodig 
om toetsingscriteria12 op te stellen, te identificeren welke standaarden en raamwerken er zijn en welke relevant 
zijn in dit onderzoek en deze te toetsen en te beschrijven hoe de aldus geselecteerde standaard of raamwerk er 
in grote lijnen uitziet. Dit is een belangrijke bouwsteen in het latere ontwerp. Dit leidt tot de deelvragen: 
 
3. Welke standaard of raamwerk is het best 'passend' voor toepassing bij DGPol? (hoofdstuk 4) 
a. Wat zijn de taken, kenmerken en specifieke behoeften in termen van risicomanagement?  
b. Hoe vertalen deze zich in toetsingscriteria? Welke andere criteria zijn van belang? 
c. Welke internationale standaarden of raamwerken zijn relevant voor dit onderzoek? 
d. Welke standaard of raamwerk is het meest geschikt volgens deze toetsing?  
 
1.4.3  HUIDIGE VORMGEVING EN PRAKTIJK VAN RISICOMANAGEMENT BIJ DGPOL 
 
De basis van een verbeterd risicomanagement is een nauwkeurige beschrijving en analyse van het huidige 
risicomanagement bij DGPol. Door dit te relateren aan de gekozen standaard of raamwerk, kan gekeken worden 
waar belangrijke overeenkomsten en verschillen zijn. Dit leidt tot de volgende vraag: 
4. Hoe is risicomanagement op dit moment vormgegeven bij DGPol? (hoofdstuk 5) 
a. Welke standaarden of raamwerken en welk instrumentarium zijn momenteel in gebruik?  
b. Hoe is risicomanagement ingebed in de structuur, werkprocessen en rapportages?  
c. Welke concrete aanknopingspunten levert dit op voor risicomanagement bij DGPol? 
 
1.4.4  VOORSTEL: RISICOGESTUURD WERKEN 2.0 
Om risicomanagement te laten slagen, is het van belang dat het aansluit bij de huidige taken, kenmerken van 
DGPol en behoeften zoals aangegeven door DGPol (4a), daarbij expliciet rekening houdend met mogelijk kritische 
12 Er is sprake van toetsingscriteria (voor de keuze van het meest geschikte standaard of raamwerk) en ontwerpcriteria (voor 
verdere uitwerking van het ontwerp gebaseerd op de gekozen standaard of raamwerk). 
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inzichten uit de wetenschappelijke literatuur. Deze taken, kenmerken en behoeften, welke in kaart gebracht zijn 
bij vraag 4), dienen als informatie voor de ontwerpcriteria voor het toekomstig risicomanagement bij DGPol, 
hierna genoemd 'risicogestuurd werken 2.0'. 
 
5. Hoe is de gekozen standaard of raamwerk te verbinden aan praktijk van DGPol en welke aanbevelingen 
volgen hieruit in relatie tot de politiek-bestuurlijke context? (hoofdstuk 6) 
a. Waar moet het nieuwe ontwerp aan voldoen (ontwerpcriteria)? 
b. Hoe kan risicogestuurd werken gekoppeld worden aan de politiek-bestuurlijke context waarbinnen 
DGPol opereert? 
c. Hoe kan kennis geïntegreerd worden in risicogestuurd werken bij DGPol? 
d. Hoe kunnen risico's in de politiek-bestuurlijke context gemakkelijker worden herkend? 
 
Aangezien er grote spanning lijkt te bestaan tussen het (conventionele) ‘harde’ risicomanagement, waarbij het 
systeem en de methodiek centraal staan en het ‘zachte’ risicomanagement, waarbij doelen en principes leidend 
zijn, wordt de geschiktheid van beide benaderingswijzen onderzocht. Terwijl in het eerste gedeelte (hoofdstuk 
1-3) de conventionele benadering centraal staat – met een analyse van de meest gebruikte en bekende 
raamwerken en standaarden – staat in het tweede gedeelte (hoofdstukken 4-5) de ‘zachte’ kant meer centraal 
en komen we in het ontwerp (hoofdstuk 5-6) tot een mengvorm van ‘hard’ en ‘zacht’ risicomanagement, dat 
zoveel mogelijk aansluit bij de specifieke taken, kenmerken, behoeften van DGPol. Het gaat hierbij om 





Voor DGPol is in 2013 een Stakeholderanalyse gemaakt, met 4 categorieën: Mee beslissen, mee werken, mee 
denken en mee weten. Voor het doel van dit onderzoek, is met name de categorie 'mee beslissers' relevant. In 
figuur 1.2 staan deze stakeholders schematisch vermeld. Binnen dit onderzoek zijn deze drie groepen bijzonder 
relevant (Ministerie Veiligheid en Justitie, 2014c): 
a. Het gezag over de politie, in het bijzonder de (regio)burgemeesters en het OM, door meer en beter contact 
met de burgemeesters en beter inzicht in hun behoeften, wensen, plannen en standpunten, kan DGPol hier 
beter op inspelen; 
b. De toezichthouders, waaronder de Inspectie Veiligheid en Justitie Commissie van Toezicht op Beheer, de 
Algemene Rekenkamer, de Review Board ICT en de Audit Dienst Rijk en  
c. Andere ministeries.  
Een soortgelijke stakeholderanalyse is gemaakt op elk programma13 niveau. De stakeholder analyse van DGPol 
is actiegericht, het omvat geen analyse van invloed, belangen en taken, maar een analyse welke actie 
ondernomen wordt om contacten te intensiveren, door wie, met welke stakeholders binnen welk programma 
en voor welk doel.  
 
13  Internationale en Caribische Aangelegenheden (ICA), Informatiemanagement en ITC (I&I), Meldkamer/C2000/112, 
Arbeidsvoorwaarden, Regie en Strategie (R&S), Human Resources Management en Onderwijs (HRMO), Implementatie 
Nationale Politie Bevoegdheden, PMR, Politionele Taken, Financiën en Control. 
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Figuur 1.2: Stakeholders DGPol. Bron: Ministerie van Veiligheid en Justitie (2014c, p. 23) 
 
1.6 SCOPE VAN HET ONDERZOEK 
 
Bij het zoeken naar een geschikt raamwerk heeft DGPol aangegeven in eerste instantie geïnteresseerd te zijn in 
risicomanagement met betrekking tot de bedrijfsvoering en informatievoorziening. Hiervoor gebruikt ze de term 
PIOFACH: Personeel, Informatie en Communicatie Technologie (ICT), Organisatie, Financiën, Administratie, 
Communicatie en Huisvesting. De vraag is echter of deze afbakening wenselijk is als DGPol de dialoog wil 
versterken tussen beleid en uitvoering.  
De uitvoering van beleid bij de Nationale Politie is, volgens de onderzoekers, niet strikt te isoleren van de 
bedrijfsvoering en het primaire proces, het beleid. Het beleid heeft gevolgen voor de uitvoering bij de Nationale 
Politie, waar aansturing plaats vindt. Risico’s die zich voordoen in de bedrijfsvoering, of in de uitvoering kunnen 
tot vragen leiden in de media, de politiek of bij toezichthouders. Zo geeft de Inspectie Veiligheid en Justitie in 
haar laatste onderzoeksrapport over de voortgang met betrekking tot de vorming van de Nationale Politie aan 
dat er een aantal belangrijke risico's geconstateerd zijn, die zich voordoen op het gebied van 
informatievoorziening, bedrijfsvoering, personele reorganisatie en sturing.  
De oorzaken voor die risico's liggen volgens de inspectie aan de wijze waarop de planning tot nu toe tot stand 
komt, het hoge ambitieniveau en optimisme over de uitvoering, een gebrek aan integrale sturing en gebrekkig 
inzicht in onderlinge samenhang en afhankelijkheden (Inspectie Veiligheid en Justitie, 2014, p. 10). Dit heeft meer 
te maken met leiderschap, organisatiecultuur, gedrag en informatie-gestuurd werken en zal derhalve niet 
uitsluitend ondervangen kunnen worden door risicobeheersmaatregelen op het terrein van PIOFACH. 
Schake(le)n op meerdere terreinen is dan ook nodig. Bij het invullen van risicomanagement op PIOFACH 
onderdelen is het dan ook van groot belang om op te letten dat het risicomanagement niet te veel 
gecompartementaliseerd wordt. Dit betekent dat, hoewel de PIOFACH als uitgangspunt genomen wordt voor 
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Problem Solving Cycle 
1.7 METHODOLOGIE 
De literatuur maakt onderscheid tussen meer theoretisch onderzoek (theorie-ontwikkelend of theorie-toetsend) 
en praktijkgericht onderzoek (probleemsignalerend, diagnostisch, ontwerpgericht, verandergericht of evaluatief 
onderzoek) (Verschuren en Doorewaard, 2005, p. 26-35) en verder tussen kwantitatief en kwalitatief onderzoek. 
De analyse en diagnose in dit onderzoek zijn grotendeels gebaseerd op kwalitatief onderzoek. De enige 
uitzondering hierop is de media analyse.  
De keuze voor kwalitatief onderzoek volgt uit de aard van het onderzoek en de kenmerken van het onderzoek, 
in het bijzonder de nadruk op het verkrijgen van inzicht in de problematiek en mogelijke oplossingsrichtingen, 
de relatief kleine steekproef van respondenten, het adaptieve karakter van het onderzoeksontwerp, het belang 
van de context in de analyse, de betrokkenheid van en contact met de opdrachtgever tijdens het onderzoek en 
de relatief korte onderzoeksperiode (voor een compleet overzicht waar kwalitatief en kwantitatief onderzoek 
vergeleken wordt, zie Cooper and Schindler, 2011, p. 163). 
Het eerste deel van dit onderzoek is hoofdzakelijk beschrijvend en exploratief van aard. Deelvragen 1 en 2 zijn 
conceptueel en theoretisch van aard. risicomanagement en risicogestuurd werken worden hier in verband 
gebracht met inzichten uit diverse wetenschappelijke disciplines. Dit wordt 'theory informed field problem 
solving' genoemd (Van Aken, Berends en Van der Bij, 2012, p. 28). Voor deelvraag 3 is gebruik gemaakt van 
literatuur onderzoek, document onderzoek en gestructureerde interviews en wel om te bepalen welke standaard 
het best passend is. Het tweede deel (deelvragen 4, 5 en 6) bestaat eveneens uit praktijkgericht onderzoek. 
Daarbij zijn de eerste drie stappen van de Problem Solving Cycle doorlopen. Deze cyclus bestaat uit: (A) een 
probleem definitie, (B) analyse en diagnose, (C) een oplossingsgericht ontwerp, (D) (indien mogelijk) een pilot 
interventie en (E) leren en evaluatie. Van Aken, Berends en Van der Bij (2012) presenteren de 'problem solving 
cycle' als volgt: 
 
Figuur 1.3: 'Reflective redesign' Bron: Van Aken, Berends, van der Bij (2012, p. 18) 
Dit wordt gevolgd door een ontwerprichting voor toekomstige risicomanagement. Een pilot interventie – het 
daadwerkelijk invoeren van genoemde ontwerp en methoden - en een evaluatie naar aanleiding van de 
interventie waren geen onderdeel van dit onderzoek en niet mogelijk binnen de tijdspanne van dit onderzoek. 
Gedurende het gehele onderzoek is gebruik gemaakt van de volgende methoden: literatuur onderzoek, 
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Een eerste opzet voor de probleemdefinitie (stap A uit de cyclus) is aangereikt door de WODC (2014) en verder 
aangevuld met informatie uit de beschikbare documenten en verkennende gesprekken. Dit is verwoord in de 
probleemstelling in dit hoofdstuk.  
1.7.1  LITERATUUR ONDERZOEK 
De probleemdefinitie omvat een aantal kernbegrippen, zoals 'risicomanagement', 'sense and respond', de 
'politiek-bestuurlijke context', 'publieke verantwoording', 'stakeholder management' en de 'lerende organisatie'. 
Deze begrippen zijn afkomstig uit de Startnotitie van het Wetenschappelijk Onderzoeks- en 
Documentatiecentrum (2014), het positionpaper Veiligheid en Justitie/DGPol (Aalst, J.W. van, Laan, M., Veen, P. 
van. 2014), het paper 'Risicogeoriënteerd werken. Concrete Uitwerking Thema IV ' (Aalst, J.W. van, Veen, P. van. 
2014) en het Ambitiedocument van DGPol (Gaastra, S. 2014).  
Deze kernbegrippen dienden als basis voor de zoektocht naar wetenschappelijke literatuur (rechts) aangezien 
deze concepten afkomstig zijn uit bepaalde stromingen/benaderingen in de wetenschappelijke dan wel 
professionele (management) literatuur (Verschuren en Doorewaard, 2005, p. 54, Van Aken, Berends en Van der 
Bij, 2012, p. 83). Door ze te koppelen, kunnen de begrippen gepositioneerd worden in de literatuur en kan dit 
aanknopingspunten bieden voor het verdere ontwerp. Uiteraard gaat het hier om een subjectieve selectie, er 
zijn veel meer theoretische perspectieven te vinden en toe te passen, dan de selectie zoals hieronder is gemaakt. 
Wel is bij het literatuuronderzoek gepoogd om zoveel mogelijk 'review articles' op te zoeken, die een goed beeld 
geven van het wetenschappelijke debat op dat deelterrein.  
Tabel 1.1: kernbegrippen en wetenschappelijke literatuur. 
 
Het wetenschappelijke literatuuronderzoek heeft zich toegespitst op artikelen uit Nederlandstalige en 
Engelstalige wetenschappelijke tijdschriften met betrekking tot:  
a. Risicomanagement of ERM, zoals Journal of Risk Research (Taylor and Francis), International Journal of 
Risk Assessment and Management (Inderscience Publishers),  Safety Science (Elsevier); 
b. Beleid en bestuur in het publieke domein, zoals het Journal of Public Policy (Cambridge University Press) 
en Organization Science (Informs Pubsonline), AMBIO (Springer); 
c. Tijdschriften die zich richten op management vraagstukken, zoals Journal of Management (Sage), Journal 
of Strategic Information Systems (Elsevier), Journal of Business Research (Elsevier). 
 
Deze lijst van tijdschriften en onderwerpen is illustratief. Een compleet overzicht van gebruikte artikelen is te 
vinden in de referenties. Daarnaast is gebruik gemaakt van proefschriften (Van Staveren, 2009, Jacobs, 2014, 
Cienfuegos, 2013, Van Heuverswyn, 2008), referentiewerken van (inter)nationale organisaties voor 





Kernbegrip Literatuur / theorie 
Risico management Risicomanagement en Risico Governance literatuur, New Public Management 
Sense and Respond Complex Adaptive Systems research, Weak Signals Research 
Verantwoording  Principaal-agent theorie, Theorie van het openbaar bestuur  
Stakeholder management Stakeholder theory, Organisatietheorie 
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1.7.2  DOCUMENT-ANALYSE 
Gedurende het onderzoek zijn allerlei beleidsstukken, rapportages, jaarverslagen, kamerbrieven, handreikingen, 
visies, positie paper, inrichtingsplan, ambitiedocument, realisatieplannen, beheerplan, wetgeving, 
onderzoeksrapporten van de Inspectie Veiligheid en Justitie, Parlementair onderzoeksrapporten en het Integraal 
Afwegingskader beleid en regelgeving verzameld en bestudeerd aan de hand van hun relevantie voor het 
beantwoorden van deelvragen. Vanwege de korte onderzoeksperiode is er afgezien van codering.  
 
1.7.3  INTERVIEWS 1E RONDE: GESTRUCTUREERD 
De eerste ronde, van gestructureerde interviews, diende allereerst om een representatief beeld te krijgen van 
de gebruikte standaarden, raamwerken en bijbehorend instrumentarium binnen DGPol, de percepties met 
betrekking tot voor en nadelen en de criteria voor toetsing. De interviewvragen zijn voorafgaand aan de 
interviews ter informatie toegestuurd aan de door WODC ingestelde begeleidingscommissie. Er zijn uiteindelijk 
twee interviewprotocollen gebruikt voor de gestructureerde interviews, omdat na een aantal interviews duidelijk 
werd dat bepaalde vragen min of meer het zelfde beeld gaven en herhaling geen toegevoegde waarde had, met 
andere woorden er was 'saturatie' opgetreden (Van Aken, Berends en Van der Bij, 2012, p 178). Wel ontbrak er 
nog de nodige informatie over de vormgeving en praktijk van het huidige risicomanagement, vandaar dat de 
interview protocollen voor de gestructureerde interviews, na de eerste 8 interviews aangepast is (beiden zijn te 
vinden in de annex) en toegepast zijn op de laatste 4 respondenten uit deze ronde interviews. 
De vragenlijsten bestonden uit een combinatie van open en gesloten vragen. Bij sommige vragen werden 
voorbeelden gegeven van mogelijke antwoordcategorieën. Om afwijkingen te voorkomen, werden 
respondenten expliciet uitgenodigd om andere categorieën en, waar mogelijk, voorbeelden aan te dragen. De 
vragenlijst bestond uit de volgende twee categorieën: (a) administratieve vragen over de respondent, de 
functie/positie, de taken en verantwoordelijkheden van de respondent, de periode dat de respondent binnen 
die functie en bij de organisatie werkzaam was en kennis over risicomanagement en (b) doelgerichte vragen 
('target questions') over doelstelling van de organisatie en van risicomanagement, realisatie van 
risicomanagement binnen de eigen organisatie, kenmerken politiek-bestuurlijke context, criteria voor te kiezen 
methode en standaard/raamwerk en over gebruikte standaarden/raamwerken en bijbehorend instrumentarium. 
Het al dan niet beantwoorden van alle vragen was mede afhankelijk van de bij de respondenten aanwezige kennis 
over risicomanagement, over in gebruik zijnde procedures binnen de organisatie en de beschikbare tijd (1 uur). 
De interviews in de eerste ronde zijn gebaseerd op een selecte steekproef (n=14 in 12 interviews), door middel 
van purposive judgement sampling (Cooper and Schindler, 2011, p. 385). Deze manier van sampling is geschikt 
voor explorerend onderzoek. Het gaat hierbij om een specifiek gedeelte van de onderzoekspopulatie (DGPol), 
met name leidinggevenden, programmaleiders en senior beleidsmedewerkers van afdelingen waar al enige vorm 
van RM wordt toegepast. Ter vergelijking zijn daar enkele interviews aan toegevoegd met medewerkers van de 
Nationale Politie die zich met risicomanagement bezig houden, met name in relatie tot ICT en Informatie 
Voorziening (IV). De selectie is gefaciliteerd door contactpersonen binnen DGPol en suggesties van de 
begeleidingscommissie en WODC. Een overzicht van de respondenten is te vinden in de annex. 
 
1.7.4  INTERVIEWS 2E RONDE: DIEPTE-INTERVIEWS 
De tweede ronde interviews bestonden uit diepte-interviews, toegespitst op vragen die beantwoord konden 
worden vanuit de huidige en vorige functies, politieke-bestuurlijke ervaring en vakinhoudelijke expertise van de 
respondenten. De diepte-interviews zijn gehouden met: respondenten in centrale en leidinggevende posities bij 
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DGPol, bij het Ministerie van Veiligheid en Justitie, bij de Nationale Politie, het Regieteam en hoogleraren en 
wetenschappers die zich bezighouden met risicomanagement, publieke verantwoording, politiestudies en 
beleidswetenschappen. Voor een overzicht, zie Annex 1. 
Ook hiervoor zijn de interviews zijn gebaseerd op een selecte steekproef (n=10 in 8 interviews), door middel van 
purposive judgement sampling (Cooper and Schindler, 2011, p. 385), ditmaal in combinatie met snowball 
sampling (Cooper en Schindler, 2011, p. 386). De selectie is gefaciliteerd door contactpersonen binnen DGPol, 
de begeleidingscommissie en WODC en suggesties van anderen gedurende het onderzoek (snowball sampling). 
Een overzicht van alle respondenten is te vinden in de annex. De complete lijst met respondenten is terug te 
vinden in de annex. 
 
1.7.5  MEDIA ANALYSE 
Gedurende de periode van anderhalve maand (18 februari - 31 maart) is de knipselkrant van het Ministerie van 
Veiligheid en Justitie verzameld en geanalyseerd. Hierbij is gebruik gemaakt van de content analysis methode 
van Semetko en Valkenburg (2000). Onderzoekers onderzochten nieuwsberichten in de traditionele media (4 
Nederlandse kranten, 3 Nederlandse televisiekanalen) die betrekking hadden op de politiek en politieke thema's 
die speelden in Nederland en Europa. Zij hebben daarbij gebruik gemaakt van 5 frames: (a) attribution of 
responsibility, (b) human interest, (c) conflict, (d) morality en (e) economic, waarbij twee 
verantwoordelijkheidsniveaus worden onderscheiden: individueel en organisationeel.  
An en Gower (2009) hebben dezelfde frames van Semetko en Valkenburg (2000) gebruikt en hebben onderzocht 
hoe de media crises presenteren (framen14).  Hierbij komen we, thematisch gezien, dichter bij het onderzoek 
naar risicomanagement bij DGPol. Het gaat in dit onderzoek weliswaar niet altijd om een 'crisis', maar wel om 
onzekere gebeurtenissen en 'incidenten' die een grote rol spelen in de berichtgeving en - net zoals bij crises - een 
impact kunnen hebben op de legitimiteit van de organisatie, het functioneren van de organisatie en het behalen 
van de doelstellingen. Gezien de overeenkomsten tussen dit onderzoek en het onderzoek naar framing door 
nieuwsmedia van crises, konden een aantal vragen (Q2-Q4) worden overgenomen van An en Gower (2009). De 
classificatie die gebruikt wordt door An en Gower (2009) is echter niet goed toepasselijk is, voor dit onderzoek. 
Vandaar dat Q1 toegevoegd is: 
Q1: Welke type incidenten kunnen worden onderscheiden? 
Q2:  Welke van de 5 frames zijn gebruikt in de nieuwsberichten? 
Q3:  Hoe zijn de verschillende frames gerelateerd aan het type incident/crisis? 
Q4:  Hoe verschillend zijn de verantwoordelijkheidsframes gebruikt in relatie tot type incident/crisis? 
Het coderingsschema en de statistische analysemethode is gebaseerd op de bron (Semetko en Valkenburg, 
2000), aangevuld met vraag Q1. De codering is gedaan door twee onderzoeksassistenten, die bekend waren met 
coderen en statistische analyse.  
 
 
14 Met 'framing' bedoelen we de manier waarop het nieuws verwoord is en gepresenteerd wordt door de media. Dit 
beinvloedt de manier waarop mensen naaar een gebeurtenis kijken, interpreteren en hun mening vormen (An and Gower, 
2009). Het onderzoek naar 'framing', zo geven Semetko en Valkenburg aan, geeft inzicht in de relatie tussen de manier waarop 
openbaar beleid weergegeven wordt in het nieuws en de perceptie van het publiek over dat beleid (Semetko en Valkenburg, 
2000). Zij geven uitgebreide refeferenties aan onderzoek op dit terrein. 
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1.7.6  METHODOLOGISCHE VERANTWOORDING  
Hoewel er in de oorspronkelijk onderzoeksopzet sprake was van telefonische interviews, is toch gekozen voor 
face-to-face interviews, omdat dit minder afstandelijk is, meer gelegenheid biedt op doorvragen en meer 
vertrouwen en interesse wekt bij de respondenten wat belangrijk is in de gekozen onderzoeksopzet ('problem 
solving cycle'). Door de interview protocollen van tevoren vast te leggen, is getracht de persoonlijke invloed op 
de vragen en antwoorden te minimaliseren.  
Door interviews te combineren met literatuuronderzoek, media-analyses, document analyses en inspectie 
rapporten is er sprake van triangulatie, hetgeen mogelijke tekortkomingen van specifieke 
onderzoeksinstrumenten compenseert en een rijker palet aan informatie biedt. Van Aken, Berends en Van der 
Bij (2012) geven aan dat er onderscheid gemaakt kan worden tussen interviews met de respondenten met als 
doel om onderzoek te doen naar (opvattingen onder) de respondenten en interviews met respondenten die 
informatie kunnen bieden over het onderzoeksthema, in dit geval risicomanagement bij DGPol.  
De betrouwbaarheid van de selectie van respondenten is een bijzonder punt van aandacht. Dit onderzoek is 
grotendeels uitgevoerd onder medewerkers van DGPol zelf. De vakbonden, inspecties, toezichthouders en 
Kamerleden zijn niet meegenomen in de interviews, vanwege de grote gevoeligheid van allerlei dossiers in het 
politieke domein. In dit onderzoek hebben de onderzoekers zich in eerste instantie laten leiden door suggesties 
van DGPol zelf voor de gestructureerde interviews. Dat zou kunnen resulteren in een mogelijke bias. Om deze 
mogelijke bias op te vangen, zijn de interviews aangevuld met de rapportages van inspecties, 
onderzoekscommissies, de vakbonden en berichten uit de media. Voor de diepte-interviews, zijn er twee 
medewerkers van DGPol, twee van het Ministerie Veiligheid en Justitie, twee van de Nationale Politie en vier 
wetenschappers geïnterviewd, waarvan een hoogleraar die naast zijn wetenschappelijke werk, een professionele 
carrière in de politiek heeft gehad en op hoog niveau in de ambtelijke keten heeft meegedraaid. Het risico op 
bias is daarmee geringer bij de diepte-interviews dan bij de gestructureerde interviews.  
Er zijn diverse soorten validiteit (construct validiteit, interne validiteit, externe validiteit) die relevantie hebben 
voor dit onderzoek. De construct validiteit heeft betrekking op de vraag (a) of “de concepten volledig behandeld 
zijn” en (b) of de metingen componenten hebben “die niet binnen de betekenis van het concept vallen” (van 
Aken, Berends en Van der Bij, 2012, p. 210 vertaald). In dit rapport worden de relevante concepten (risico, 
risicomanagement) uitgebreid behandeld en is wordt er een duidelijke (pragmatische) keuze gemaakt met 
betrekking tot de concepten ‘risico’ en ‘risico management’. Risicogestuurd werken en risicogeoriënteerd 
werken worden in dit rapport niet als een aanvullend concept beschouwd, maar als een benaderingswijze of 
zienswijze van risicomanagement en verder uitgelegd in hoofdstuk 2. Bij de discussie over ‘standaarden’ is er 
vanwege de construct validiteit een keuze gemaakt om zowel standaarden als raamwerken te hanteren (voor 
verdere uitleg zie de introductie van hoofdstuk 3) tenzij uit de context blijkt dat er sprake is van het een, of het 
ander.  
Van interne validiteit is sprake “wanneer de conclusies over relaties gerechtvaardigd en compleet zijn” (van Aken, 
Berends en Van der Bij, 2012, p. 211 vertaald). Hier lopen we tegen een probleem aan, omdat we geen onderzoek 
hebben gedaan naar een relatie tussen A en B. Het doel van de theoretische verkenning was niet om relaties te 
verklaren, maar om de problematiek te kunnen positioneren in de literatuur en daarmee oplossingsrichtingen te 
genereren voor het ontwerp. Door gebruik te maken van theoretische triangulatie is geprobeerd om de interne 
validiteit te vergroten. Dit betekent dat er verschillende theoretische perspectieven zijn toegepast, zoals vermeld 
in de vorige paragraaf (onder literatuuronderzoek). De interne validiteit kan echter niet volledig gegarandeerd 
worden, omdat de theoretische perspectieven mede geïnspireerd zijn door de thema’s die door de 
opdrachtgever aangereikt zijn. Wel is getracht om, binnen die thematische grenzen, zo compleet mogelijk te zijn 
in het literatuur onderzoek, wat zich dan ook vertaalt in een lange lijst van referenties.  
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De externe validiteit heeft betrekking op de “mate waarin de uitkomsten en conclusies van het onderzoek 
gegeneraliseerd even verplaatst kunnen worden naar andere mensen, organisaties, landen en situaties” (Van 
Aken, Berends en Van der Bij, 2012, p. 212 vertaald). Aangezien de opdracht echter luidt om onderzoek te doen 
naar een risicomanagement raamwerk of standaard die het best past bij de kenmerken en taken van DGPol in 
de politiek-bestuurlijke omgeving waarbinnen zij opereert, is de externe validiteit op de conclusies bij voorbaat 
vrijwel uitgesloten. Aangezien het hier gaat om een tailormade ontwerp, kan er vrijwel niet gegeneraliseerd 
worden op de conclusies en aanbevelingen.  Als we echter naar de opzet van het rapport kijken, kan er wel 
gegeneraliseerd worden met betrekking tot het conceptueel raamwerk, met betrekking tot het 
wetenschappelijke debat  en met betrekking tot de standaarden en raamwerken. 
 
De controleerbaarheid, tot slot, heeft betrekking op het kunnen nagaan van de manier waarop het onderzoek is 
uitgevoerd. De gebruikte werkwijze, protocollen, gestelde vragen, zijn voor zover mogelijk vastgelegd en 
opgenomen in de bijlagen van dit rapport. De uitkomsten van de interviews zijn opgeslagen op een beveiligde 
USB stick, vanwege de gevoeligheid van het (bron)materiaal. Onderzoekers hebben regelmatig overlegd met de 
wetenschappelijke begeleidingscommissie ingesteld door de Wetenschappelijk Onderzoeks- en 
Documentatiecentrum. Het onderzoek is gaandeweg het traject van richting veranderd in nauw overleg met 
opdrachtgever en de wetenschappelijke begeleidingscommissie. Terwijl de oorspronkelijke opdracht betrekking 
had op het onderzoeken van het meest geschikte raamwerk van risicomanagement voor toepassing bij DGPol 
(nu deel 1), is dit uitgebreid met een ontwerprichting, waarbij gekeken is hoe dit ingebed kan worden in de 
structuur, werkprocessen en rapportages van DGPol (deel twee). Deze aanpassing is nauwgezet gedocumenteerd 
in de verslagen van de bijeenkomsten. Citaten uit interviews zijn opgenomen met referentie naar de datum van 
het interview, om zo de anonimiteit van respondenten te respecteren. De lijst met respondenten is uiteraard 
opgenomen in de bijlagen.  
 
1.8  OPZET VAN HET RAPPORT 
Dit rapport is ingedeeld overeenkomstig de onderzoeksdeelvragen.  
Hoofdstuk 2 geeft een eerste afbakening van de termen risico en risicomanagement, van de verschillende 
benaderingen en bespreekt welke benadering het meest passend is voor DGPol. Hoofdstuk 3 is een weergave 
van het wetenschappelijke debat en inzichten die daaruit volgen voor de inrichting van risicomanagement bij 
DGPol. Hoofdstuk 4 gaat vervolgens in op de criteria voor verdere selectie en ontwerp, op de meest gangbare 
standaarden en raamwerken die momenteel in Nederland in gebruik zijn en geeft aan wat de meest passende 
standaard voor risicomanagement is welke past bij de specifieke taken en kenmerken van DGPol en rekening 
houdt met de politiek-bestuurlijke context waarbinnen DGPol opereert. Hoofdstuk 5 bespreekt vervolgens de 
huidige praktijk van risicomanagement bij DGPol. Hoofdstuk 6 omvat een ontwerprichting voor risicogestuurd 
werken binnen DGPol. 
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Tabel 1.2: Onderzoeks(deel)vragen, methoden, bronmateriaal 
Deelvraag Methoden Bronnen 
Vragen deel 1: Conceptualisering, analytisch kader en wetenschappelijk debat (hs. 2, 3 en 4) 
1. Wat wordt er in de wetenschappelijke literatuur 
verstaan onder risicomanagement (RM)?  
a. Hoe worden risico en RM gedefinieerd?  
b. Welke ontwikkelingen zijn er op het gebied van 
RM in de publieke sector? 
c. Welke stromingen zijn er in literatuur over RM? 





wetenschappelijke tijdschriften en 
handboeken, boeken 
wetenschappelijke uitgevers, 
dissertaties, referentiewerken zoals 
ISO (2009), COSO (2004) 
2. Welke inzichten volgen uit het wetenschappelijke 
debat over: 
a. Sense and Respond; 
b. Publieke verantwoording; 
c. Stakeholder- en omgevingsmanagement? 
d. Welke aanknopingspunten levert dit op? 
literatuur 
onderzoek. 




3. Welke raamwerk is het meest 'passend'? 
a. Wat zijn de taken, kenmerken en specifieke 
behoeften in termen van RM?  
b. Hoe vertalen deze zich in toetsingscriteria?  
c. Welke internationale standaarden en 
raamwerken zijn relevant?  
d. Welke standaard of welk raamwerk is het meest 











rapportages, handleidingen en 
jaarverslagen DGPol, Nationale 
Politie (NP) en Ministerie van 
Veiligheid en Justitie 
Vragen deel 2: Huidige vormgeving en praktijk van risicomanagement bij DGPol (hs.5) en een ontwerprichting voor 
risicogestuurd werken bij DGPol (hs. 6) 
4. Hoe is risicomanagement momenteel vormgegeven? 
a. Welke standaarden, raamwerken en welk 
instrumentarium zijn in gebruik?  
b. Hoe is risicomanagement ingebed in de 
structuur, werkprocessen en rapportages?  
c. Hoe past dit bij de gekozen 
standaard/raamwerk? 
d. Welke concrete aanknopingspunten levert dit op 







DGPol, Ministerie van Veiligheid en 
Justitie, NP, wetenschappers. 
Knipselkrant, beleidsstukken, 
rapportages, handleidingen en 
jaarverslagen van DGPol, NP en 
Ministerie van Veiligheid en 
Justitie, rapportage 
onderzoekscommissie(s), inspectie 
Veiligheid en Justitie, Rekenkamer  
5. Hoe is de gekozen standaard of raamwerk te 
verbinden aan bestaande praktijk van DGPol?  
a. Waar moet het nieuwe ontwerp aan voldoen? 
b. Hoe kan risicogestuurd werken gekoppeld 
worden aan de politiek-bestuurlijke context? 
c. Hoe kan kennis geïntegreerd worden in 
risicogestuurd werken bij DGPol? 
d. Hoe kunnen risico's in de politiek-bestuurlijke 








DGPol, Ministerie van Veiligheid en 
Justitie, NP, wetenschappers. 
Beleidsstukken, rapportages, 
handleidingen en jaarverslagen van 
DGPol, NP en Ministerie van 
Veiligheid en Justitie, rapportage 
onderzoekscommissies, inspectie 
Veiligheid en Justitie, Rekenkamer 
6. Wat is de best passende standaard, raamwerk (of 
combinatie daarvan) en hoe kan deze ingebed 
worden zo dat het recht doet aan de taken, 
kenmerken en behoeften DGPol, in het bijzonder in 
de politiek-bestuurlijke context van DGPol? 
Reflectie wetenschappelijke tijdschriften, 
handboeken, dissertaties 
wetenschappelijke boeken 
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2. CONCEPTUEEL RAAMWERK 
De eerste stap betreft een afbakening van de gebruikte concepten (het conceptueel raamwerk) en de meest 
relevante stromingen daarbinnen, om later het gekozen ontwerp te kunnen positioneren in het 
wetenschappelijke debat. Het debat rondom risico's en risicomanagement is echter bijzonder gevarieerd en kent 
vele verbijzonderingen voor verschillende disciplines en sectoren (zoals financieel risicomanagement, 
operationeel risicomanagement, supply chain risicomanagement, risicomanagement in de bouw, 
risicomanagement binnen de verzekeringswereld).  
Daarmee is een zekere selectieve weergave van de literatuur (de definities, ontwikkelingen en stromingen) 
onvermijdelijk. Wetenschapsfilosofische discussies, zoals de discussies rondom constructivistische en realistische 
interpretaties van risico (bijvoorbeeld in Adam, Beck en Van Loon, 2000) of discussies over theoretische risico-
debatten in de psychologie en sociologie (Taylor-Gooby en Zinn, 2006 met referentie aan o.a. Slovic, Kahneman 
en Tversky, Eiser, Beck, Giddens, Foucault, Turner, Pidgeon en Bourdieu) zijn bewust achterwege gelaten. 
Getracht is om zoveel mogelijk het generieke debat weer te geven dat past bij de specifieke taken en politiek-
bestuurlijke omgeving van DGPol. In dit hoofdstuk wordt weergegeven wat er in de wetenschappelijke literatuur 
wordt verstaan onder risicomanagement. Dit leidt tot de volgende deelvragen.  
1. Hoe wordt risico gedefinieerd? Hoe wordt risicomanagement gedefinieerd?  
2. Welke ontwikkelingen zijn er op het gebied van risicomanagement in de publieke sector? 
3. Welke stromingen van risicomanagement zijn relevant in dit onderzoek?  
4. Welke aanknopingspunten levert dit op voor risicomanagement bij DGPol? 
Deze vier vragen komen achtereenvolgens aan de orde in 2.1, 2.2, 2.3 en 2.4.  
 
2.1 RISICO’S EN RISICOMANAGEMENT: DEFINITIES EN DISCUSSIES 
2.1.1  RISICO’S 
Een Risico wordt door het Ministerie van Veiligheid en Justitie gedefinieerd als “een onzekere gebeurtenis die 
kan leiden tot het afwijken van de gestelde doelstellingen en eisen” (Ministerie Veiligheid en Justitie, 2014, p. 
16). Sluit dit aan bij het wetenschappelijke debat over risico?  
Er is een continue wetenschappelijke discussie over het risico-concept gaande en de daarbij passende definities 
van risico (bijvoorbeeld Vlek (1990), Aven (2010, 2011, 2012) en Kaplan (1991). Gehner stelt terecht: “There is 
no universally accepted definition of risk” (Gehner, 2008), waarbij ze refereert aan Vlek (1990), Asselt (2000), 
Aven and Kristensen (2005), Atkinson et al (2006) en Chapman (2006). Aven (2010, 2011, 2012) is een van de 
vele auteurs die dieper ingaat op het concept risico15 en het academische debat daaromtrent. Hij geeft hij aan 
hoe de conceptuele discussie zich ontwikkeld heeft door de jaren heen en binnen welke disciplines (engineering 
engineering-based sciences, health, business, economics) bepaalde definities populair zijn. De meest 
voorkomende definities blijken te refereren aan waarde(creatie of verlies) of nut(s maximalisatie of verlies), 
kans(en), gebeurtenis(sen), effect(en)/consequentie(s), de zwaarte van de effecten, onzekerheid of 
15 dit is wezenlijk anders dan de discussie over typen risico's. Cienfuegos (2013) noemt de volgende type risico's (waarbij de 
lijst niet noodzakelijkerwijs compleet hoeft te zijn): financiële risico's en niet-financiele risico's, statische en dynamische 
risico's, systematische en gedifferentieerde risico's, pure en speculatieve risico's, fundamentele en specifieke risico's, 
operationele en strategische risico's, publiek en private risico's en sociale en organisationele risico's (voor verdere 
omschrijving van deze risico's, zie Cienfuegos, 2013). Andere auteurs hanteren andere typologien. 
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onzekerheden, uitkomsten, het effect op doelstellingen en combinaties daarvan (zie tabel 2.1 hieronder). Project 
risico's hebben weer een specifieke definitie, zoals: “de kansen en gevolgen van het niet bereiken van 
gedefinieerde project doelstellingen" (Kerzner, 2009 en Zwikail en Ahn, 2011, p. 26) binnen de gestelde tijd, 
budget en met de middelen zoals bedoeld. 
De klassieke definities van risico, die refereren aan waarde(creatie of verlies) en nuts(maximalisatie of verlies) 
zijn afkomstig uit de economische theorie (utility theory) en uit de besliskunde (probability theory). In de 
economische theorie wordt risico gekoppeld is aan het effect van een gebeurtenis op de verwachte waarde of 
het verlies daarvan (Aven, 2010). Risico kan daarbij zowel positief als negatief zijn. Binnen de besliskunde, worden 
risico's gedefinieerd als de 'kans dat een gebeurtenis zich voordoet' maal 'het gevolg van deze gebeurtenis' (Van 
Staveren, 2009, Keizer en Halman, 2009).  
Tabel 2.1: Risico definities. Samengevat uit: Aven (2012, besproken door o.a. Cienfuegos (2013) 
Ook al is er geen universele definitie van risico, toch bestaat er onder nationale en internationale professionele 
organisaties17 een behoorlijke eensgezindheid in de gebruikte terminologie, waarbij meestal gesproken wordt 
van: een kans dat een gebeurtenis zich voordoet maal de negatieve en soms positieve effecten hiervan, soms 
wordt informatie-onzekerheid daarbij expliciet benoemd. Het grote voordeel van de veelgebruikte definitie (kans 
maal gevolg) is dat het gemakkelijk te begrijpen en toe te passen is, mits men de kans en gevolgen voldoende 
kan kwantificeren, oorzaken helder kan onderscheiden en transparant omgaat met onzekerheden. De 
Wetenschappelijke Raad voor Regeringsbeleid zegt hierover: “Expressed in numbers it becomes clear what is at 
stake and which likelihoods are at issue. This quantitative approach is the cornerstone of the classical risk 
approach. It is the gateway to risk policy” (WRR, 2009, p. 46). 
De conceptualisering van risico als kans maal gevolg staat echter sterk onder druk en wordt vanuit verschillende 
kanten bekritiseerd. Zo is er kritiek op het vermenigvuldigen van kans en impact (Van Staveren, 2009, p. 64, 
16 ISO 31000 neemt wel degelijk probability, event, consequences mee in de commentaren bij de definitie. 
17 waaronder: The Committee of Sponsoring Organizations of the Treadway Commission 2004, The International Organization 
for Standardization 2009, ISACA 2012, joint Australia/New Zealand Committee OB-007 2004, German Advisory Council on 
Global Change 1998, Society for Risk Analysis, 2014, UK Government 2004, UN Inter-Agency Secretariat of the International 
Strategy for Disaster Reduction 2004, US Nuclear Regulatory Commission 2007, US Presidential/Congressional Commission 
on Risk Assessment and Management 1997, World Health Organization 2002.  
Definitie Referentie 
Risk = expected value (loss) (Willis, 2007) or expected (dis)utility (R=E)  Willis, 2007, Campbell, 2005 
Risk = the probability of an (undesirable) event or adverse outcome (R=P)  Graham and Weiner, 1995 
Risk = objective uncertainty (R = OU) Willett 1901, Knight 1921 
Risk = uncertainty (R= U) of events, actions, outcomes Cabinet Office, 2002, IRGC, 2005 
Risk = Potential/possibility of a loss (R = PO) Willis, 2007 
Risk = Probability of an event, its consequences and the severity of consequences 
(R = P&C)  
ISO, 2002  
Risk = Probability and severity of adverse effects (R = P&S) Lowrance, 1976 
Risk = Set of scenarios each with its probability, and consequence  Kaplan & Garrick, 1981, Kaplan, 1991 
Risk = Event or consequence (R=C)  IRGC, 2005, Rosa 1998, 2003 
Risk = Consequences/damage/severity of these + Uncertainty (R = C&U) Kaplan and Garrick, 1981, Aven 2007, 
2010, Aven and Renn, 2009  
Risk is the effect of uncertainty on objectives16 (R = ISO) ISO 2009, ISO 2009 
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Williams, 1996, Halman 2008). Een risico met een extreem lage kans en een hoge impact krijgt dezelfde score als 
een risico met een hele hoge kans en een lage impact. De kans van ouders met jonge kinderen om verkouden te 
worden is vrij hoog, maar in termen van maatschappelijk en economisch impact vrij laag. De kans op een vrijwel 
gehele overstroming van een stad als Rotterdam daarentegen is laag, maar als het gebeurt, dan zijn de 
maatschappelijke en economische consequenties niet te overzien (zie de gevolgen van de orkaan Katrina in de 
USA, 2005). Ook wordt er onvoldoende rekening gehouden met de factor tijd: "Over time, any risk depends on 
(1) the ever changing external circumstances, which are factual and objective factors, and (2) the ever changing 
internal human perceptions. The latter are dominated by interpretative and subjective factors." (Van Staveren, 
2009, p. 64). In specifieke gevallen, is ook de interne situatie sterk aan verandering onderhevig18. Aven (2010, 
2012) werkt de verschillende conceptuele benaderingen uit de wetenschappelijke literatuur verder uit en geeft 
aan dat men zeer terughoudend zou moeten zijn in het gebruik van de definitie waarin risico gelijkgesteld wordt 
aan expected value (loss) of aan expected (dis)utility en aan het gebruik van een benadering die gebaseerd is op 
kansen (probabilities), zonder daarin allerlei onzekerheden mee te nemen.  
Ook Renn, Klinke en van Asselt (2011) zijn deze mening toegedaan. Ze argumenteren dat deze definitie (kans 
maal gevolg) alleen opgaat voor 'simpele risico's', welke niet beïnvloed worden door grote veranderingen en 
welke goed berekend kunnen worden aan de hand van historische, statistische informatie, in een stabiele 
omgeving. Zij halen hierbij het voorbeeld aan van de kans op overstromingen (gebaseerd op historische 
informatie), maar zelfs dat gaat niet meer op in de huidige tijd van klimaatverandering. We moeten, meer dan in 
het verleden, rekening houden met systemische (systemic) risico's19, die "zich kenmerken door een hoge mate 
van complexiteit, [wetenschappelijke] onzekerheid en ambiguïteit" (vertaling van: Renn, Klinke en Van Asselt, 
2011, p. 234). Systemisch refereert aan "de mate waarin risico ingebed is in een bredere context van 
maatschappelijke processen" (vertaling van: Van Asselt en Renn, 2011. p 436). 
Het onvoldoende rekening houden met complexiteit en onzekerheid, kan ertoe leiden dat "Inconvenient costs 
may be ignored, miscalculated, and intentionally minimized" (Corner House, 1999 in Bebbington,  Brown, and 
Frame, 2007, p. 227). Zo wordt in het rapport van de onderzoekscommissie naar het falen van ICT projecten bij 
de rijksoverheid nauwkeurig beschreven hoe het kan dat ICT bedrijven vaak onder de prijs aanbesteden en dat 
zowel opdrachtgevers als ICT bedrijven zich hiervan bewust zijn, maar het risico op budgetoverschrijding in een 
later stadium accepteren, omdat ze beiden graag willen dat het project tot stand komt (Tweede Kamer der 
Staten-Generaal 2014-2015, 33 326, p. 89).  
Complexiteit, onzekerheid en ambiguïteit worden hieronder kort uitgelegd. Complexiteit geldt dan wanneer het 
moeilijk is om causale relaties tussen oorzakelijke factoren en effecten te identificeren, omdat er meerdere 
mogelijke oorzakelijke factoren en potentiële effecten, zijn. Halman (1994) geeft aan dat er onzekerheden zijn in 
alle fasen van een proces: een gebeurtenis kan leiden tot een effect en daarmee weer aanleiding zijn voor nieuwe 
gebeurtenissen met positief/negatieve effecten, maar er zitten onzekerheden in alle fasen van dit proces. Het is 
daarom onbekend of er een causaal verband is tussen een specifieke oorzaak en effect. Tegelijkertijd kan er ook 
sprake zijn van een bestuurlijke complexiteit die externe invloeden uitoefenen op de relatie kans en gevolg, 
bijvoorbeeld als projecten over meerdere bestuurslagen heenlopen zoals bij grote ICT projecten vaak het geval 
is (zie Tweede Kamer der Staten Generaal, 2014-2015, 33 326, p. 75). 
Wetenschappelijke onzekerheid heeft te maken met gebrek aan betrouwbare data en informatie, met onzekere 
aannames, meetonzekerheden, of modellen die die complexe relaties niet goed weergeven. Van Staveren (2015) 
18 bijvoorbeeld bij een grote reorganisatie waar de personele invulling nog niet op alle posities afgerond is. 
19 Systemische risico’s hebben de volgende kenmerken: ze zijn grensoverschrijdend (geografisch, discipline-overschrijdend, 
sector-overschrijdend), de percepties over deze risico’s worden sterk uitvergroot in het publieke debat via sociale media, de 
meningen van experts verschillen sterk over deze risico’s, systemische risico’s zijn niet te beheersen door een enkele 
organisatie en zijn moeilijk uit te leggen (Renn, 2007). 
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noemt dit ‘epistemologische onzekerheid’. Daarbij maakt hij onderscheid, in navolging van Van Asselt en 
Rotmans (2002), tussen (a) "verkleinbare onzekerheden", zoals gebrek aan observaties, onnauwkeurigheden, 
tegenstrijdige resultaten en bekende onwetendheid en (b) "niet-verkleinbare onzekerheden", in het bijzonder 
onbekende onwetendheid, onvoorspelbaarheid en onmeetbaarheid (Van Staveren, 2015, p. 42). Causaliteit is 
wel bekend, maar kans en gevolg zijn niet goed te kwantificeren en onzekerheden worden vaak niet expliciet 
meegenomen. Dat het negeren van onzekerheden grote gevolgen kan hebben, blijkt onder anderen uit het 
recente onderzoek van de Onderzoeksraad voor Veiligheid over de gaswinning in Groningen, dat "de 
betrokkenen beschouwden de veiligheidsrisico's voor de bevolking als verwaarloosbaar en gingen daarmee 
voorbij aan de onzekerheden waarmee deze risico-inschatting omgeven was” (Onderzoeksraad voor de 
Veiligheid, 2015, p. 1). “De betrokken partijen voelden geen urgentie nog verantwoordelijkheid om actief kennis 
te ontwikkelen en onzekerheden te reduceren" (Onderzoeksraad voor de Veiligheid, 2015, p. 6) 
Het belang van het erkennen van zulke onzekerheden is al vroeg opgemerkt, o.a. door Knight (1921), Keynes 
(1937) (in Bernstein, 1996, 1998), (Morgan and Henrion 1990, van Asselt 2000, 93-138, van den Sluijs et al. 2003, 
in IRGC, 2006, p. 30). Om dit probleem op te lossen, stelt Aven stelt een alternatieve benadering voor, waarin 
kans en onzekerheid conceptueel van elkaar gescheiden worden. Dit is nodig omdat het toekennen van kansen 
gebaseerd is op een groot aantal aannames en veronderstellingen (Aven, 2010, p. 630). In de meeste gevallen, 
zegt hij, zijn onze schattingen nogal arbitrair, gebaseerd op sterke simplificaties. Omdat dit onaangename 
verassingen kan opleveren, zouden we, als het gaat om grote onzekerheden, moeten overstappen op het 
voorzorgsprincipe (Aven, 2010). Dat we niet alles (kunnen) weten en voorspellen, is lastig uit te leggen in het 
publieke debat. Van Asselt en Vos (2006) spreken zelfs over een ‘onzekerheidsparadox’ wanneer experts en 
wetenschappers gevraagd wordt om met zekerheid vast te stellen dat een risico al dan niet bestaat, waarvan 
wetenschappers aangeven dat er sprake is van te grote onzekerheden om hier een uitspraak over te kunnen 
doen.  
Daarnaast zijn er nog omgevingsonzekerheden (general environmental uncertainties): onzekerheden in de 
omgeving van een organisatie die een impact kunnen hebben op het functioneren van de organisatie, 
bijvoorbeeld politieke instabiliteit, onzekerheid rondom het regeringsbeleid, macro-economische 
ontwikkelingen, sociale onzekerheden, of natuurlijke onzekerheden (klimaatverandering, natuurrampen) (Miller, 
1992, p. 314). 
Complexe transitieprocessen zoals het Aanvalsplan ICT Nationale Politie, de vorming van de Nationale Politie, de 
Nationale Meldkamer, of het Actieprogramma 'Minder Regels, Meer op Straat' hebben ook te maken met allerlei 
onzekerheden. Keizer en Halman (2009) stellen in hun analyse van risico's in innovatieprojecten een praktisch 
risico-concept voor om vast te stellen of een innovatietraject riskant is, namelijk (a) als er sprake is van een grote 
onzekerheid of er überhaupt een goede oplossing gevonden kan worden, (b) als medewerkers niet goed in staat 
zijn om acties te ondernemen om het proces te beïnvloeden waarmee het project op tijd en met de beschikbare 
middelen behaald kan worden en als (c) het komen tot een oplossing wel degelijk van groot belang is voor de 
taakstelling of verwachte uitvoering (Keizer en Halman, 2009, p. 504). Deze drie dimensies lijken ook toepasbaar 
op bovengenoemde transitietrajecten. Het probleem bij complexe transitieprocessen ontstaat wanneer het 
besluit al genomen is en door de politiek omarmd is.  
Ambiguïteit refereert aan verschillende waardeoordelen (en daarmee de wegingsfactoren) die bepalen of 
stakeholders bepaalde risico’s wel of niet aanvaardbaar vinden (Renn, Klinke en Van Asselt, 2011, p. 235, De 
Vries en Paats, 2012). Niet elke betrokkene is echter bereid is om hier transparant over te zijn, omdat dat 
zijn/haar flexibiliteit in onderhandelingen en politieke processen zou kunnen verzwakken (Aven, 2012). Zo 
kunnen de CAO onderhandelingen bij de politie mede het gevolg zijn van verschillen van inzicht over wat wel of 
niet aanvaardbaar is in termen van veiligheid van eigen medewerkers. In het geval van belangenconflicten is er 
een grote kans dat onzekerheden genegeerd worden (WRR, 2009, p. 128).  
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Knoop geeft in zijn rapport over de vaststelling van de landelijke prioriteiten bij de Nationale Politie aan hoe er 
spanning bestaat tussen politieke prioriteiten en professionele kennis: “De vraag is wat leidend moet zijn bij het 
selecteren van landelijke prioriteiten: politieke agenda's, gebaseerd op het politiek-maatschappelijk belang en 
regeerakkoorden, of professionele overwegingen waarbij de feitelijke dreiging, de potentiële schade en haalbaar 
rendement van de landelijke prioriteiten de doorslag geven bij de keuze. Verondersteld dat beide elementen niet 
kunnen worden gemist, is de meer genuanceerde vraag, op welke wijze de kennis van de professionals ingebracht 
kan worden in het gremium dat over de landelijke prioriteiten beslist en in welke fase dat gebeurt.” (Knoop, 
2013, p. 40). Deze overweging geldt evenzeer op het gebied van risicomanagement. De risico governance 
benadering biedt hier concrete suggesties voor (figuur 2.1).  
Afhankelijk van de complexiteit, onzekerheid en ambiguïteit is een andere managementstrategie noodzakelijk 
en kunnen bepaalde instrumenten ingezet worden (IGRC, 2005, p. 15-16). Figuur 2.1 schetst hiervan een beeld. 
Het omgaan met complexiteit, onzekerheid en ambiguïteit wordt verder uitgewerkt in hoofdstuk 6 van dit 
rapport aan de hand van het artikel over Risk Governance door Renn, Klinke en Van Asselt (2011) en de 
International Risk Governance Council (2006, p. 15). 
 
Figuur 2.1: Stakeholder participatie op basis van Risk Governance. Bron: Renn (2007)  
 
2.1.2  RISICOMANAGEMENT 
Net zoals er discussie is over de definitie(s) van risico's, zijn er diverse definities van risicomanagement. In deze 
paragraaf bespreken we de begrippen: risicomanagement, risico governance en risicogestuurd werken.  
Risicomanagement wordt door het Ministerie van Veiligheid en Justitie gedefinieerd als “het geheel van 
activiteiten en maatregelen gericht op het expliciet en systematisch omgaan met en het beheersen van, risico’s” 
(Ministerie van Veiligheid en Justitie, 2014, p. 17). Deze definitie ligt dicht bij de ISO/Guide 73 (2009) en de 
definitie van Van Staveren (2015). ISO/Guide 73 definieert risicomanagement als "de gecoördineerde activiteiten 
om een organisatie te sturen en te beheersen met betrekking tot risico's" (ISO/Guide 73, 2009). Van Staveren 
definieert risicomanagement als het "doelgericht, expliciet, gestructureerd, communicerend en continu omgaan 
met risico’s". (Van Staveren, 2015, p. 60).  
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Vrijwel alle definities van risicomanagement en de meeste standaarden en raamwerken, refereren aan een 
proces, ofwel als conceptueel onderdeel van risicomanagement (‘risicomanagement is het proces van…’), of als 
toevoeging op risicomanagement. Zo bestaat het risicomanagementproces volgens de startnotitie uit de 
“systematische toepassing van managementbeleid, procedures en praktijken met betrekking tot de activiteiten 
van communiceren, consulteren, het in kaart brengen van de context, het identificeren, het analyseren, het 
evalueren, het behandelen en het monitoren en opnieuw beschouwen van risico’s” (WODC, 2014, p. 3). Dit is 
dezelfde definitie die gebruikt wordt door ISO/Guide 73:2009. De hierin genoemde volgorde komt in vrijwel alle 
definities terug. Communiceren en consulteren vindt plaats gedurende het gehele proces.  
COSO hanteert een definitie van risicomanagement, waarbij de vragen 'hoe, wat, waar, door wie, met welk doel 
en in welke richting' een voor een aan de orde komen. risicomanagement is, volgens COSO-ERM: “Een continu 
proces ingebed in de gehele organisatie, dat tot stand gebracht wordt door mensen op elk niveau van die 
organisatie en toegepast wordt in een strategische omgeving, dat toegepast wordt door de hele organisatie, elk 
niveau en elke afdeling en daarbij een portfolio perspectief op risico hanteert, dat zo ontworpen is om potentiële 
gebeurtenissen te identificeren met een mogelijk impact en als deze risico’s zich ook daadwerkelijk voordoen, 
deze te beheersen binnen de ‘risico bereidheid’, dat in staat is om het management en de directie te overtuigen 
en zich richt op een of meer aparte categorie doelstellingen“ (vertaald van COSO, 2004, p. 4). 
 
2.2 ONTWIKKELINGEN RISICOMANAGEMENT IN DE PUBLIEKE SECTOR 
In het boek 'The Risk management of everything: rethinking the politics of uncertainty' geeft Michael Power 
(2004) een weergave van het ontstaan van risicomanagement in de publieke sector: "On the one hand, there is 
a functional and political need to maintain myths of control and manageability, because this is what very 
interested constituencies and stakeholders seem to demand. Risks must be made auditable and governable. On 
the other hand, there is a constant stream of failures, scandals and disasters which threaten and challenge 
organizations, suggesting a world which is out of control and where failures may be endemic" (Power, 2004, p. 
10). We hollen, zo lijkt het wel, achter de feiten aan. 
Ook in Nederland hebben we regelmatig te maken met crisissituaties waar politieke onrust over ontstaat. Zo  zijn 
er sinds 1983 parlementaire enquêtes ingesteld naar aanleiding van de perikelen rondom de Fyra (2013-heden), 
rondom het stelsel van woningcorporaties (2013-heden), het financieel stelsel (2009-2012),  Srebrenica (2002-
2003), de bouwnijverheid (2002-2003), de vliegramp Bijlmermeer (1998-1999),  opsporingsmethoden (1994-
1996), de uitvoeringsorganen sociale verzekering (1992-1993), bouwsubsidies (1986-1988), het paspoortproject 
(1988) en de Rijn-Schelde-Verolme (1983-1984). Bij al deze crises is er sprake geweest van onjuiste, onvolledige 
of zelfs ontbrekende risicoanalyses, onjuiste inschattingen, complexe risico's en falend risicomanagement. 
Risicomanagement bij publieke organisaties is sinds de jaren negentig van de vorige eeuw in een 
stroomversnelling geraakt, onder andere onder invloed van New Public Management (Boorsma, 2006, Power, 
2007, Lapsley, 2009). Power (2007) schetst een aantal ontwikkelingen die aan de groei van risicomanagement in 
de publieke sector bijgedragen hebben. In de jaren negentig is, mede als gevolg van enkele financiële schandalen 
in de USA en de UK, meer en meer nadruk komen te liggen op interne controle met betrekking tot de financiële 
boekhouding, regelgeving en compliance. Zo werd in 2002 in de USA de Sarbanes-Oxley Act (SOX) aangenomen 
waarbij het gebruik van risicomanagement verplicht werd gesteld voor financiële rapportages (Hopkin, 2012, p. 
362). Kwaliteitsstandaarden werden uitgebreid met risicomanagement standaarden. Bovendien zagen sommige 
organisaties Enterprise risk management als een manier om zich te 'verzekeren' (Power, 2007). Daarnaast zien 
we een steeds sterker wordende roep om verantwoording, waardoor steeds meer publieke organisaties 
overgaan op het gebruik van risicomanagement technieken. risicomanagement wordt dan ingezet als manier om 
toezichthouders te laten zien hoe serieus de organisatie met risico’s omgaat. Dit geldt zowel voor de publieke als 
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de private sector (Power, 2007). De WRR onderkent dat dit in de publieke sector een rol speelt: " Het risico 
bestaat dat bestuurders en organisaties zich vooraf gaan indekken tegen alle potentiële verantwoordingsvragen" 
(WRR, 2010, p. 319). 
Behalve inzicht in het ontstaan van risicomanagement in de publieke sector, is het ook relevant te weten welke 
ontwikkelingen er spelen of te verwachten zijn. Allereerst is, zoals vermeld in voorgaande paragrafen een 
toenemende mate sprake van complexiteit en onzekerheid, door globalisering, interconnectiviteit, nieuwe 
technologie en zien we verschuivingen ontstaan. risicomanagement heeft niet meer uitsluitend met reële risico's 
te maken, maar ook met een breed scala aan risicopercepties. Risico's kunnen sterk uitvergroot worden onder 
invloed van sociale en traditionele media, zoals we hebben gezien bij de discussie rondom vaccinaties tegen het 
virus dat baarmoederhalskanker veroorzaakt. Het verschijnsel van uitvergroting (amplification) en verkleining 
(attenuation) is daarom van belang. Met de toenemende connectiviteit, globalisering en technologische 
ontwikkelingen vinden verschuivingen plaats in de kansen en gevolgen van bepaalde risico's. De termen 
‘kwetsbaarheid’ en 'weerbaarheid' wordt dan ook steeds belangrijker in relatie tot risicomanagement, hoewel 
nog onduidelijk blijft hoe weerbaarheid tot stand gebracht kan worden.  
DGPol schetst zelf ook een aantal belangrijke trends op de langere termijn, waaronder (a) sturen op efficiency 
en effectiviteit en (b) inzet op control, toezicht en inspectie, (c) digitalisering, small en big data en de kracht van 
nieuwe technologische ontwikkeling, (d) daarbij de toenemende behoefte van stakeholders aan registratie, 
informatie en intelligence, maar tegelijkertijd rekening houdend met (e) grenzen aan informatiedeling, privacy 
en intelligence, (e) sterkere internationale druk tot samenwerking en delen van informatie, (f) gedeelde 
verantwoordelijkheid met bedrijven, burgers en maatschappelijk middenveld en als gevolg daarvan (g) werken 
met bestuurlijke akkoorden met maatschappelijke partners, (h) toenemende verantwoordingsdrang en (i) 
modernisering arbeidsverhoudingen (samengevat uit Gaastra, 2014, p. 3-8). Deze trends sluiten naadloos aan bij 
de hiervoor geschetste ontwikkelingen (toenemende complexiteit, onzekerheid, verschuivingen, 
interconnectiviteit en technologische ontwikkelingen).  
 
2.3 VERSCHILLENDE STROMINGEN IN RISICOMANAGEMENT 
Hieronder komen een aantal stromingen aan de orde: het conventionele risicomanagement, de risico 
governance benadering, een ‘nieuwe risicobenadering’ zoals voorgesteld door de WRR, risicogestuurd of 
risicogeoriënteerd werken en risicogestuurd toezicht. We kunnen al deze benaderingen plaatsen binnen de vier 
risicomanagement paradigma's (Van Staveren, 2009, Smalman en Weir, 1999): (1) wetenschappelijk 
risicomanagement gebaseerd op kwantitatieve modellen en een instrumentalistische benadering, (2) heuristisch 
risicomanagement gebaseerd op intuïtieve besluitvorming, ervaring en lerend vermogen, (3) fatalistisch of 
reactief risicomanagement, waarbij het hoognodige gedaan wordt wat volgens de wet en regelgeving nodig is en 
(4) holistisch risicomanagement dat vooruit kijkt en anticipeert op toekomstige risico's, preventieve maatregelen 
neemt. Holistisch risicomanagement ligt op het raakvlak van: monitoring, organisationeel leren en voorspellen 
(Elms en Brown, 2013)20. ‘Holistisch’ is dan ook vooral lerend en toekomstgericht en moet hier niet verward 
worden met ‘alomvattend’.  
Terwijl het traditionele/conventionele risicomanagement, met de risicomanagement standaarden en 
raamwerken, vooral kenmerkend is voor het wetenschappelijke paradigma, passen risicogestuurd of 
risicogeoriënteerd werken beter binnen het holistische risicomanagement paradigma. risicomanagement door 
20 alle genoemde benaderingen hebben tevens hun beperkingen, zoals verder uitgewerkt in Elms en Brown (2013). Kahneman 
en Tversky (1974) geven aan welke risico's de heuristische benadering met zich meebrengt.   
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middel van (politiek-bestuurlijke) sensitiviteit, zoals momenteel al toegepast wordt bij DGPol, valt onder het 
tweede paradigma (heuristisch risicomanagement). 
2.3.1 HET CONVENTIONELE RISICOMANAGEMENT 
De klassieke of conventionele benadering van risicomanagement gaat uit van een risicomanagement dat 
toegepast wordt in de hele organisatie, ingebed is in alle werkprocessen en daarmee risico’s zoveel mogelijk 
probeert te voorkomen. Het is een instrumentele benadering, de methode is daarbij leidend. De klassieke (of 
conventionele) risicomanagement benadering kenmerkt zich door een aantal stappen, namelijk risico-
identificatie, analyse en evaluatie. In het risicomanagement, worden maatregelen genomen voor die risico's die 
niet acceptabel en niet getolereerd worden. Daarvoor is het nodig te bepalen welke maatregelen geschikt zijn 
om de risico's te beperken, te besluiten hoe de maatregelen uitgevoerd moeten worden, wie daarvoor 
verantwoordelijk zijn, hoe het gemonitord kan worden, hoe naleving van regelgeving afgedwongen kan worden, 
wat te doen als de risico's toch optreden en hoe te communiceren. Deze benadering rust op het idee van de 
maakbare samenleving: als we risico's goed in beeld hebben, kunnen we deze ook beheersen (WRR, 2009).  
Er zijn verschillende toepassingsgebieden van risicomanagement, waaronder operationeel risicomanagement, 
financieel risico management en project risicomanagement (Gehner, 2008, p. 19). Tevens is er onderscheid te 
maken tussen verschillende niveaus (bijvoorbeeld risicomanagement op strategisch, tactisch en operationeel 
niveau, of op disciplineniveau, organisatieniveau en projectniveau (Van Staveren, 2009, p. 17). In de standaarden 
en raamwerken voor risicomanagement is dit niveauverschil ook aanwezig: de standaarden en raamwerken 
richten zich op:  
• specifieke disciplines (zoals COBIT®5 voor de IT branche, Basel II voor banken en Solvency II voor de 
verzekeringssector),  
• bedrijven en organisaties (COSO ERM, 2004, ISO 31000, 2009),  
• projecten (zoals PRINCE 2), of  
• combinaties daarvan (RISMAN, ISO 31000, Risk Diagnostic Methodology21).  
Elk niveau (discipline, organisatie, programma of projectniveau) kent zijn eigen onzekerheden met betrekking 
tot het optreden van ongewenste gebeurtenissen, zoals te strakke planning, onvoldoende budget, doelstellingen 
die tijdens het traject veranderen, belangentegenstellingen, gebrek aan personeel met benodigde kwaliteiten, 
of wijzigingen in het programma van eisen (Zwikail en Ahn, 2011, p. 25). Keizer, Halman en Song (2002) hebben 
een methodologie uitgewerkt, de Risk Diagnosing Methodology (RDM) die ‘onzekerheden’ en 
‘beïnvloedbaarheid’ in het risico proces expliciet laat benoemen, op een 5-puntsschaal. Deze methodologie is 
weliswaar ontwikkeld voor risicovolle complexe innovatieprojecten, maar in aangepaste vorm ook toepasbaar 
binnen een bestaande standaard of raamwerk. 
2.3.2 RISK GOVERNANCE 
Risico governance is organisatie-, discipline- en soms grensoverstijgend en vergt een andere denkwijze en 
benadering dan het meer klassieke risicomanagement. De International Risk Governance Council zegt hierover: 
"The concept of risk governance comprises a broad picture of risk: not only does it include what has been termed 
‘risk management’ or ‘risk analysis’, it also looks at how risk-related decision-making unfolds when a range of 
actors is involved, requiring co-ordination and possibly reconciliation between a profusion of roles, perspectives, 
goals and activities" (IRGC, 2006, p. 11). Risico governance is, met andere woorden, van toepassing wanneer de 
21 De Risk Diagnostic Methodology is een op wetenschappelijk onderzoek gebaseerde methode ontwikkeld voor  complexe  
innovatieprojecten, ontwikkeld door Halman en wereldwijd toegepast bij onder anderen Unilever en Philips.  
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aard en omvang van de risico's vereist dat er samenwerking en afstemming plaatsvindt tussen meerdere actoren. 
Denk aan de coördinatie tussen allerlei partijen rondom de organisatie van de Nuclear Summit.  
Daarnaast houdt Risico Governance zich ook expliciet rekening met de context, zoals wet en regelgeving, de 
onderlinge relaties tussen stakeholders en verantwoordelijkheden, coördinatiemechanismen, markt 
ontwikkelingen, politieke factoren en risico percepties (IRGC, 2006, p.22, Van Asselt en Renn, 2011, p. 432)22.  De 
governance benadering wordt door Renn, Klinke en Van Asselt (2011) samengevat in figuur 2.2. De risico 
governance benadering benadrukt het belang van de betrokkenheid van stakeholders. Afhankelijk van de risico’s 
(complexiteit, onzekerheid, ambiguïteit, of combinaties daarvan), is betrokkenheid van bepaalde stakeholders in 
de risicoanalyse en het risicomanagement meer of minder wenselijk (zie figuur 2.1).  
 
 
Figuur 2.2: Stappen in de risico governance benadering. Bron: Renn, Klinke en Van Asselt (2011, p. 237)  
 
2.3.3  DE NIEUWE RISICOBENADERING (WRR, 2009) 
Gebaseerd op de inzichten van o.a. Renn, Klinke en Van Asselt, komt de WRR tot de conclusie dat risico’s niet 
‘gegeven’ zijn en dat onzekerheid veel centraler moet staan in het risicomanagement. Volgens de auteurs is het 
vaak onduidelijk waar de risico’s kunnen ontstaan of welke risico’s er überhaupt kunnen ontstaan, terwijl wel 
duidelijk is dat de samenleving kwetsbaar is voor gevaar of schade. De ‘nieuwe risicobenadering’ wordt door de 
WRR samengevat in figuur 2.3. 
22 Van Asselt en Renn (2011) geven een overzicht van het ontstaan van de academische discussie rondom 'risk governance', 
de interpretatie daarvan, de toepassing met betrekking tot complexiteit, onzekerheid en ambiguïteit en stellen een aantal 
principes voor die de kern van de wetenschappelijke discussie rondom risk governance samenvatten. 
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 Figuur 2.3: Cyclus van de nieuwe risico benadering voor complexe risico's. Bron: WRR ( 2009, p. 94) 
Volgens de WRR (2009) kan de conventionele risicomanagement benadering nog steeds waardevol zijn als het 
gaat om risico’s waar maar weinig onzekerheden mee gemoeid zijn. De ‘nieuwe benadering’, die sterk beïnvloed 
is door het denken van Renn, Klinke en Van Asselt, houdt ook rekening met risicopercepties – ook als deze niet 
overeenkomen met de werkelijke risico’s. Deze risicobenadering is vooral van toepassing met betrekking tot de 
veiligheid van mens, milieu of de samenleving. De WRR (2009) geeft aan dat het ‘voorzorgsprincipe’ daarbij van 
grote toegevoegde waarde kan zijn.  
 
Box 2.1: Toepassing van het voorzorgsprincipe.  
  
1. Is er reden om te vermoeden dat 
de kwetsbaarheid van mensen, 
milieu, of de samenleving in gevaar 
is en dat substantiele maar 
onzekere schade kan optreden?
2. kunnen we dit vermoeden 
vertalen in risico? hoeveel 
onzekerheid blijft over?
3. Hoe kunnen de situatie en de 
daarbij behorende risico's gewogen 
worden wanneer we de resterende 
onzekerheden in ogenschouw 
nemen?
4. zijn deze risico's en 
onzekerheden acceptabel? Zo niet, 
kunnen ze beperkt worden? Hoe?
Het voorzorgsprincipe kan toegepast worden door:   
1. het systematisch verzamelen van informatie om onzekerheden te reduceren/minimaliseren,  
2. onduidelijkheden te verhelderen,   
3. aan te geven of er sprake is van systemische risico’s waarbij oorzaak/gevolg niet duidelijk zijn; 
4. een procedure in werking te stellen dat  'vroege waarschuwingen'  kan afgeven,  
5. een instrument ontwikkelen dat sentimenten in de gaten houdt (media analyse, social media monitoring); 
6. het organiseren van multi-disciplinaire expertise, wetenschappers en niet-wetenschappers; 
7. burgers en medewerkers van uitvoeringsorganisaties te betrekken bij de probleem definitie; 
8. vragen neer te leggen bij toezichthouders; 
9. onafhankelijke beoordeling te vragen mbt risico's gerelateerd aan nieuwe technologie,  
10. een breder palet aan alternatieven te bespreken; 
11. initiatief nemen om de weerbaarheid (van de Nationale Politie) te vergroten om met toekomstige  
kwetsbaarheden en onzekerheden om te gaan; 
12. Regelgeving om de ontwikkeling en toepassing van technologie die grote risico's voor de samenleving met zich 
mee kan brengen, aan voorwaarden te verbinden, te controleren, of zelfs te verbieden.  
(aanbevelingen WRR, 2009, p.128 gedeeltelijk overgenomen, gedeeltelijk gewijzigd en toegesneden op DGPol).  
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2.3.4  RISICOGESTUURD OF RISICOGEORIËNTEERD WERKEN 
Tot slot is er een groot verschil in denken tussen het traditionele risicomanagement en risicogestuurd werken, 
zoals de tabel hieronder aangeeft (tabel 2.2). Het implementeren van een risicomanagement standaard of 
raamwerk houdt dus vrijwel automatisch een bepaalde keuze in (conventioneel risicomanagement). De vraag 
doet zich dan ook voor of en hoe, dit te combineren is met risicogestuurd werken en hoe dit past bij de 
stromingen die we besproken hebben in 2.2: “Risicogestuurd werken is het toepassen van de zes generieke 
risicoprocesstappen in werkprocessen.” (Van Staveren, 2015, p. 79). De 6 generieke stappen die hij benoemt zijn: 
(1) doelen bepalen, (2) risico’s identificeren, (3) risico’s classificeren, (4) risico’s beheersen, (5) 
risicobeheersmaatregelen evalueren en (6) overdracht risicodossier oftewel de risicorapportage.  
DGPol spreekt zelf van risicogeoriënteerd werken: een benaderingswijze die "handelingsperspectief biedt om 
bewuster en explicieter met risicomanagement om te gaan" (DGPol, 2014, p. 4). Risicogeoriënteerd werken 
houdt, volgens DGPol, in dat “voor zowel de korte termijn als de lange termijn per ontwikkeling/trend de stappen 
worden doorlopen: context vaststellen, risico’s identificeren, risico’s analyseren, (rest)risico’s evalueren, risico’s 
beheersen en parallel daaraan monitoren en communiceren”. Hoewel er wat verschillen zijn in terminologie, 
beschouwen we risicogeoriënteerd en risicogestuurd werken in dit rapport als complementair. Van groter belang, 
dan het doorlopen van de 6 stappen, is dat risicogestuurd werken andere kenmerken heeft dan conventioneel 
risicomanagement (zie tabel 2.2). De doelen staan bij risicogestuurd werken centraal en niet de methode. Het 
wordt – veel sterker dan in de conventionele benadering - aan teams zelf overgelaten hoe ze deze doelen 
(risicomanagement op het niveau van projecten, programma’s, strategisch niveau) willen invullen en bereiken. 
Tabel 2.2: Kenmerken van conventioneel risicomanagement ten opzichte van risicogestuurd werken. Bron:  Van Staveren (2015, p. 82) 
met referentie aan Wouter Hart (2013). 
 Kenmerken van conventioneel 
risicomanagement 
Kenmerken van risicogestuurd werken 
 
1 Methode is leidend Doelen zijn leidend 
2 Eén doel  Enkele doelen 
3 Geld is dominant  Waarde is dominant 
4 Standaardisatie  Variatie 
5 Variatie minimaliseren  Variatie benutten 
6 Onteigenen  Eigenaarschap 
7 Schaalvergroting  Functionele omvang 
8 Low trust – high tolerance  High trust – low tolerance 
9 Afdwingen  Uitnodigen 
10 Zeker willen weten  Onzekerheid toelaten 
11 Compleet willen zijn Keuzes durven maken 
12 Meer onderzoek vragen  Beperkingen onderzoek aangeven 
13 Alleen lineair  Lineair en cyclisch 
14 Ontwerpen  Ontwikkelen 
15 Statisch  Dynamisch 
16 Oorzaak – gevolg  Interactie 
17 Uitsluiten van verspilling  Kleine verspilling accepteren 
18 Fouten uitsluiten  Fouten vroegtijdig opmerken 
19 Kansen op risico’s verkleinen  Gevolgen van risico’s verkleinen 
20 Antwoorden geven  Vragen stellen 
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2.3.5  RISICOGESTUURD TOEZICHT 
Bij risicogestuurd toezicht, tot slot, “worden de toezichtactiviteiten nadrukkelijk op die onderwerpen, thema’s 
en bedrijven ingezet die daadwerkelijk risicovol zijn.” (Inspectieloket geciteerd in Helsloot en Scholtens, 2014, p. 
31). Dit is een substantieel andere definitie dan die van Van Staveren. Risicogestuurd toezicht heeft te maken 
met een selectie van meest risicovolle activiteiten en daar alle inspanningen op richten. “Waar risicoanalyse 
voorheen een middel was om inspectiecapaciteit te verdelen, werd selectief toezicht, als een van de zes 
principes, nu een mogelijkheid om met minder inspectiecapaciteit toch tenminste hetzelfde effect te 
bewerkstelligen” (Helsloot en Scholtens, 2014, p. 31). 
 
2.4 CONCLUSIE: AANKNOPINGSPUNTEN VOOR RISICOMANAGEMENT BIJ DGPOL 
Risicomanagement bij publieke organisaties is sinds de jaren negentig van de vorige eeuw in een 
stroomversnelling geraakt, onder anderen onder invloed van New Public Management en als gevolg van een 
steeds sterker wordende roep om verantwoording. risicomanagement geeft weliswaar invulling aan deze roep 
om verantwoording, maar tegelijkertijd is gebleken dat risicomanagement incidenten en institutioneel falen niet 
altijd kan voorkomen. Recente literatuur geeft aan dat het huidige risicomanagement onvoldoende rekening 
houdt met onzekerheden. risicomanagement wordt gedefinieerd als “het geheel van activiteiten en maatregelen 
gericht op het expliciet en systematisch omgaan met en het beheersen van, risico’s” (Ministerie van Veiligheid 
en Justitie, 2014, p. 17) of als het “doelgericht, expliciet, gestructureerd, communicerend en continu omgaan 
met risico’s” (Van Staveren, 2015, p. 60). 
Risico’s worden vaak gedefinieerd als ‘kans maal gevolg’, of variaties daarop. Uit een uitgebreide literatuurstudie 
wordt duidelijk dat deze veelgebruikte definitie sterk onder druk staat, vanwege verschillende redenen. De 
belangrijkste conclusie is dat de klassieke definitie niet opgaat voor die risico’s, die “zich kenmerken door een 
hoge mate van complexiteit, onzekerheid en ambiguïteit23” (Renn, Klinke en Van Asselt, 2011, p. 234) en juist dat 
zijn risico’s waar DGPol mee te maken heeft, op programma en strategisch niveau.  
Complexe transitieprocessen zoals het Aanvalsplan ICT Nationale Politie, de vorming van de Nationale Politie, de 
Nationale Meldkamer, of het Actieprogramma 'Minder Regels, Meer op Straat' hebben te maken met alle drie 
kenmerken: met complexiteit, onzekerheid en ambiguïteit. Bovendien is er tegelijkertijd sprake van 
technologische innovatie. Afhankelijk van de complexiteit, onzekerheid en ambiguïteit, is er een andere strategie 
nodig en kunnen bepaalde instrumenten ingezet worden, al dan niet in combinatie met stakeholder 
management. Dit onderzoek geeft 3 mogelijke alternatieven om hiermee om te gaan: 
1. De ‘Risk Diagnosing Methodology’ voor (radicale) innovatie- en transitietrajecten: Keizer en Halman 
(2009) en Keizer, Halman en Song (2002) stellen een methode voor waarbij ‘onzekerheden’ en 
‘beïnvloedbaarheid’ en ‘belang’ expliciet benoemd worden. Hoewel oorspronkelijk bedoeld voor 
technische innovatietrajecten, zijn deze factoren ook van groot belang bij complexe transitieprocessen. 
2. Toepassing van het voorzorgsprincipe als er sprake is van grote onzekerheden. De manier waarop het 
voorzorgsprincipe ingezet kan worden, komt aan de orde in hoofdstuk 2.3. 
3. Toepassing van de organisatie-overstijgende ‘Risk Governance’ benadering in combinatie met stakeholder 
management wanneer er sprake is van besluitvorming waarbij meerdere stakeholders (ketenpartners) 
betrokken zijn, elk vanuit hun eigen perspectief, met hun eigen belangen, expertise, doelen en 
activiteiten. Zie figuur 2.1.  
23 Deze begrippen zijn verder uitgewerkt in hoofdstuk 2. 
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3.  HET WETENSCHAPPELIJKE DEBAT 
“Onrealistische politieke beloftes, een onhaalbaar tempo van de reorganisatie, veel prioriteiten, maar 
geen extra capaciteit. Dat kan toch niet?” (Magda Berndsen (D66), in Trouw, 6 juni 2015, p. 11).  
De problemen rondom de reorganisatie van de Nationale Politie liggen onder het vergrootglas van de media en 
de Tweede Kamer. De politie is regelmatig in het nieuws, bijvoorbeeld met de reorganisatie van de Nationale 
Politie, de moeizame CAO onderhandelingen, onderbezetting van meldkamers, of het gebrek aan vertrouwen 
tussen politie en korpsleiding. Een reeks van incidenten heeft de verhoudingen op scherp gezet en dat wordt niet 
onder stoelen of banken gestoken: “We hebben hier niet met een beetje stof te maken, het is inmiddels te 
vergelijken met Pompeï” (Nine Kooiman (SP), in Trouw, 6 juni 2015). Een beter risicomanagement systeem lijkt 
dan ook op zijn plaats. Maar op welke manier kan risicomanagement zo ingericht worden dat het ook bij de 
organisatie past?  
De interne stukken van DGPol bevatten daar al een aantal aanwijzingen voor: (a) het moet niet alleen gebaseerd 
zijn op P&C, maar ook Sense and Respond, (b) het moet rekening houden met de publieke en politieke 
verantwoordingsvraagstukken in de complexe politiek bestuurlijke context waarbinnen DGPol opereert, (c) 
informeel stakeholder management zou binnen het risicomanagement een plek moeten krijgen. Is de 
voorgestelde richting ook de juiste, wanneer we dit spiegelen aan de huidige wetenschappelijke kennis op dit 
terrein? Welke inzichten zouden we mee moeten nemen in het ontwerp van risicomanagement? Deze vragen 
komen achtereenvolgens aan de orde in 3.1, 3.2 en 3.3. Elke paragraaf wordt afgesloten met concrete 
aanbevelingen. In de conclusies wordt er verbinding gelegd tussen deze drie thema's. 
 
3.1  SENSE AND RESPOND: EEN NIEUWE AANPAK? 
3.1.1 WAT IS SENSE AND RESPOND? 
“Doing business in the face of constant unpredictable change requires a fundamental shift from a 
‘make-and-sell’ to a ‘sense-and-respond’ institutional framework.” (Haeckel, 2004, p. 183) 
'Sense and Respond' is ontstaan als reactie op de 'make and sell' management stijl. Het is een adaptieve 
benadering vanuit de 'Complex Adaptive Systems Theory'24 die verklaart hoe sommige organisaties succesvol 
omgaan met onvoorspelbare veranderingen op het moment dat deze zich voordoen. Het gaat dus niet om 
anticipatie van specifieke gebeurtenissen of risico's, maar om een constante flexibiliteit van een organisatie om 
zich aan te passen. Haeckel gebruikt de metafoor van het busbedrijf, dat typisch een 'make and sell' bedrijf is 
(roosters moeten van tevoren gemaakt worden, het aantal bussen moet bekend zijn, chauffeurs moeten 
ingepland worden in een meest optimale route, dus routes moeten van tevoren duidelijk zijn) en een taxi bedrijf, 
dat pas weet waar zijn taxi's heen gaan op het moment dat ze door klanten benaderd worden (Haeckel, 2004, p. 
183).  
De Complex Adaptieve Systeem Theorie stelt de flexibiliteit van complexe systemen (bijvoorbeeld organisaties) 
om zich constant te kunnen aanpassen aan veranderingen, centraal. Volgens Plsek en Greenhalgh, bestaat een 
complex adaptief systeem uit "een verzameling individuen of individuele eenheden ['agents'] die de vrijheid 
hebben om te handelen op een manier die niet volledig voorspelbaar is."  (Plsek and Greenhalgh 2001, p. 625 
vertaald). In een complex adaptief systeem is geen overkoepelende strategie, die werknemers bindt aan een 
24 hierna vermeld in de Nederlandse vertaling: de Complex Adaptieve Systeemtheorie 
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planning, een tijd, een werkwijze of een protocol. Een systeem is dan ook constant 'in gesprek' met de context 
waarbinnen het systeem opereert en beiden veranderen gelijktijdig (Choi, Dooley en Rungtunsanatham, 2001). 
Improvisatie, flexibiliteit en een hoge sensitiviteit voor zwakke signalen, spelen in complexe adaptieve 
organisaties een veel belangrijker rol heeft dan in een traditionele organisatie. In die zin is het een bijzonder 
aantrekkelijk concept. 
3.1.2 IS SENSE AND RESPOND GESCHIKT VOOR TOEPASSING BINNEN DGPOL? 
De toepassing van Sense en Respond vereist heldere keuzes. De literatuur geeft aan dat Sense en Respond een 
fundamentele wijziging van denken en van bestuur vereist en niet naast P&C kan bestaan.  
Met de invoering van Sense en Respond verdwijnen namelijk strategie, structuur, bestuur en leiderschap, 
actieplannen worden vervangen door een actie-ontwerpen (Design for Action) en structuur wordt vervangen 
door een 'netwerk van modulaire vaardigheden'. Sense and Respond is daarmee bijna anarchistisch: bestuur 
wordt vervangen door 'context and coordination' en leiderschap wordt op een andere manier vormgegeven, 
aangezien medewerkers zichzelf organiseren en samenwerken door middel van improvisatie binnen een 
gezamenlijke context: “Designs for action/.../are system architectures that specify capabilities and the 
interactions between them. There is no time dimension in such a design. There are no activities in such a design.” 
(Haeckel, 2004, p. 186). Een voordeel van Sense and Respond is dat de invulling van risicomanagement veel meer 
ligt bij de uitvoerende organisatie en er - meer dan nu - sprake is van een gezamenlijk richting geven aan een 
proces. In een context waar maar zelden externe verantwoording hoeft te worden afgelegd en zelfsturende 
teams effectief zijn, kan deze benadering goed werken.  
Voor DGPol of de politie, ligt deze benadering echter niet voor de hand, omdat er regelmatig publieke en politieke 
verantwoording afgelegd moet worden over de voortgang van veranderprocessen of transitietrajecten, er sprake 
is van een sector waar planning, sturing en leiderschap wel degelijk verwacht worden en omdat hiërarchie 
inherent is aan de taken van de uitvoerende organisatie (de Nationale Politie). Bij zo’n fundamentele wijziging 
ligt een ‘zwalkende’ organisatie op de loer en kan DGPol geen betrouwbare partner zijn voor andere 
stakeholders. Ook is het waarschijnlijk dat er kritiek zal ontstaan dat de organisatie geen heldere strategie, plan 
of controle over het proces heeft. Toepassing van Sense and Respond, zoals verwoord door Haeckel (2004), is 
daarom niet aan te bevelen voor DGPol25.  
  
3.1.3 VAN SENSE & RESPOND NAAR ZWAKKE SIGNAALHERKENNING & 
OMGEVINGSBEWUSTZIJN 
 
Dit betekent niet dat risicomanagement alleen maar gebaseerd is op P&C, in tegendeel. Als we de sensitiviteit 
voor zogeheten 'zwakke signalen' centraal stellen, dan is er wel degelijk sprake van toegevoegde waarde. De 
wetenschappelijke literatuur over 'weak signals' heeft een flinke sprong voorwaarts gemaakt met het werk van 
Ansoff (1975, 1980, 1982) en Coffman (1997). 26   Zwakke signalen zijn "een vroege waarschuwing dat er 
25 Opvallend is dat Principe 2.10.1 van de ISO 31000 principes de termen  ‘sense’ and ‘respond’ ook gebruikt. 
26 Een overzicht van het wetenschappelijke debat over de definiering van 'zwakke signalen' is te vinden in Hiltunen (2008). 
Specifiek onderzoek op dit terrein is te vinden in 'Weak Signal Research' en in 'Future Studies' (Coffman, 1997). 
• Toepassing van Sense and Respond vraagt een fundamentele wijziging van de inrichting van de 
organisatie en is daarom niet aan te bevelen voor DGPol. 
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verandering optreedt, die [het signaal] typisch sterker wordt in combinatie met andere signalen. Het belang van 
een zwak signaal wordt bepaald door de doelstellingen van de ontvanger en een zwak signaal wordt typisch 
gevonden door middel van systematisch zoeken." (Hiltunen, 2008, p. 251 vertaald). Er zijn allerlei methoden 
ontwikkeld om zwakke signaalherkenning te faciliteren, zo worden het gebruik van de Delphi methode, cross-
impact analysis, forecasting, backcasting en scenario ontwikkeling vaak genoemd. Zwakke signaal herkenning 
vindt niet 'zomaar' plaats. Ook al is het vaak onbewust, er gaan een aantal (mentale en procedurele) processen 
aan vooraf (Kuosa, 2010):  
1. 'environmental scanning' van de operationele omgeving mogelijke veranderingen in de context, dit lijkt sterk 
op omgevingsbewustzijn / situational awareness. 
2. 'issue management', waarbij sociale, technologische, politieke en economische trends en krachten worden 
geïdentificeerd, gevolgd en geïnterpreteerd, de al bestaande media-analyse is hier een voorbeeld van, 
hoewel analyse van deze informatie verder ontwikkeld kan worden; 
3. 'early warning' op strategisch niveau, dat uit drie fasen bestaat: (a) verzamelen van informatie - zwakke 
signalen, issues en trends, (b) diagnose, (c) strategie om hiermee adequaat mee om te gaan. Dit betekent 
expliciete ondersteuning van zwakke signaalherkenning op strategisch niveau en bereidwilligheid om 
eventueel te escaleren naar het hoogste (politieke) niveau. 
4. patroonherkenning, waarbij een patroon niet alleen gebaseerd hoeft te zijn op historische data, maar ook 
gebaseerd kan zijn op een terugkerend fenomeen, of een typische verandering in het veranderingstraject.  
Figuur 3.1: Processen die zwakke signaalherkenning faciliteren. Gebaseerd op Kuosa (2010) 
Een voorbeeld van 'patroonherkenning' is het aanleggen van een database met informatie over budget- en 
tijdsoverschrijdingen op projecten en programma's, aan de hand waarvan analyses toegepast kunnen worden. 
Zo hebben Flyvbjerg, Skamris Holm en Buhl (2002) en Flyvbjerg, Bruzelius en Rothengatter(2003) analyses 
gemaakt van wereldwijde infrastructurele projecten. Niet alleen tonen ze daarin aan hoeveel overschrijdingen 
er plaatsvinden (verdeeld naar sector en geografisch gebied), maar ook gaan ze in op de mogelijke 
technologische, economische en psychologische processen die ertoe leiden dat kosten bijna systematisch 
onderschat worden bij de aanbieding van projecten en hoe het komt dat overschrijdingen bij grote 
projecten/processen vaak escaleren27.  
 
Soms kan kennis uit een onverwachte hoek komen. Zo kan er worden geleerd van de manier waarop hoog 
betrouwbare organisaties (HROs) met zwakke signalen omgaan. Bij High Reliability Organizations (HROs) ligt er 
27 Staw (1997) beschrijft hoe besluitvormers vaak geneigd zijn om toch door te gaan met en te investeren in verliesgevende 
projecten, ondanks grote onzekerheden over de effecten hiervan. "Escalation of commitment is a phenomenon which refers 
to situations where decision-makers commit additional resources to a failing course of action" (Staw & Ross, 1987 in: Pan et 
al. 2006, p. 5). De literatuur over de-escalation of commitment geeft aan welke actie ondernomen kan worden. (Drummond, 
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enorme druk op het voorkomen van fouten – omdat die tot verlies van mensenlevens kunnen leiden. Zwakke 
signaalherkenning en het ontwikkelen van weerbaarheid zijn daarom twee kenmerken van HROs:  
 
“Effective HROs tend to develop both anticipation and resilience/…/Anticipation refers to the “prediction and 
prevention of potential dangers before damage is done,” whereas resilience refers to the “capacity to cope with 
unanticipated dangers after they have become manifest, learning to bounce back.”  (Weick, Sutcliffe en Obstfeld, in: 
Boin, 2008, p. 46).  
 
Het (organiseren van) improvisatievermogen bij het optreden van risicovolle gebeurtenissen, is een van de 
manieren om meer weerbaarheid te creëren. Ze benadrukken dat niet kan worden volstaan met individuele 
sensitiviteit (omgevingsbewustzijn, ‘having the bubble’, of ‘being mindful’), maar dat succesvol anticiperen pas 
plaatsvindt wanneer zwakke signalen gezamenlijk wordt besproken en geprobeerd wordt daar verklaringen voor 
te vinden.  
 
3.1.4 VAN SENSE & RESPOND NAAR OMGAAN MET TOEKOMSTIGE ONZEKERHEDEN 
Het aanwezige omgevingsbewustzijn kan leiden tot veranderende inzichten op strategisch niveau over de 
richting die de organisatie op moet gezien toekomstige ontwikkelingen. Om dit verder uit te werken is een reeks 
methoden en technieken beschikbaar onder de noemer 'scenario ontwikkeling' en 'foresight planning'. Dit kan 
grote toegevoegde waarde hebben voor (het risicomanagement van) de organisatie als geheel. In plaats van het 
voorkomen en behandelen van risico's op de korte-termijn, gaat de organisatie nadenken over risico's van de 
toekomst. Die kunnen liggen bij de organisatie zelf (bijvoorbeeld gebrek aan gekwalificeerd personeel, of sterk 
wisselend leiderschap), maar ook in de maatschappij (radicalisme, terroristische aanslagen, of technologische 
ontwikkelingen). Dit impliceert echter ook de noodzaak om verder kijken dan de volgende regeerperiode.  
Foresight planning is het proces van scenario-ontwikkeling, visie-ontwikkeling en een planning (tabel 3.1) 
Scenario ontwikkeling maakt daar onderdeel vanuit. Een scenario is "een product dat een potentieel toekomstige 
situatie beschrijft en/of het verhaal hoe deze situatie ontstaat". (Bishop, Hines en Colins, 2007, p.8 vertaald). Zo 
geven de Nationale Risico Beoordelingen potentieel maatschappelijk ontwrichtende gebeurtenissen in 
Nederland weer op basis van scenario-ontwikkeling. Een goed overzicht van (vrijwel) alle bestaande scenario-
technieken - inclusief de voor en nadelen van het gebruik van die technieken - is te vinden in Bishop, Hines en 
Colins (2007) en Börjeson, Höjer, Dreborg, Ekvall en Finnveden (2006). 
  
• Ontwikkel een gerichte aanpak voor zwakke signaalherkenning; dit vereist toepassing van technieken, 
zoals: environmental scanning, issue management, early warning op strategisch niveau en 
patroonherkenning op collectief niveau (bespreking signalen); 
• Leer van succesvolle strategieën van HRO organisaties om de weerbaarheid te versterken; 
• Zet zwakke signalen met hoge politiek-bestuurlijke risico's om in sterke signalen door inspectie en 
toezichthouders er naar te laten kijken. 
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Tabel 3.1: Een algemene aanpak voor een foresight project. Bron: Bishop, Hines and Colins (2007, p. 7) 
Step Description Product 
Framing Scoping the project: attitude, audience, work 
environment, rationale, purpose, objectives and teams 
Project plan 
Scanning Collecting information: the system, history and context of 
the issue and how to scan for information regarding the 
future of the issue 
information 
Forecasting Describing baseline and alternative futures: drivers and 
uncertainties, implications and outcomes 
Baseline and alternative futures 
(scenarios) 
Visioning Choosing a preferred future: envisioning the best 
outcomes, goal-setting, performance measures 
Preferred future (goals) 
Planning Organizing the resources: strategy, options and plans Strategic plan (strategy) 
Acting Implementing the plan: communicating the results, 
developing action agendas, and institutionalizing strategic 
thinking and intelligence systems 
Action Plans (initiatives) 
De door hen beschreven technieken zijn onderverdeeld in de volgende categorieën: beoordelingstechnieken, 
baseline/verwachtingen, uitwerking van vaste scenario’s, gebeurtenisreeksen, backcasting technieken, 
onzekerheidsdimensies, cross-impactanalyses en modelleren. Het gaat te ver om deze binnen dit rapport verder 
te bespreken, maar voor meer informatie en detail over deze technieken, zie: Bishop, Hines en Colins (2007) en 
Börjeson, Höjer, Dreborg, Ekvall en Finnveden (2006).  
 
3.2 PUBLIEKE EN POLITIEKE VERANTWOORDING 
DGPol vervult een tussenfunctie ('bufferrol') tussen de Minister en Tweede Kamer enerzijds en de uitvoerende 
organisatie (de Nationale Politie) anderzijds. Daarmee heeft ze direct te maken met verantwoording in het 
publieke en het politieke domein. In de literatuur is vrij veel geschreven over de effecten van publieke/politieke 
en administratieve verantwoording op het functioneren van organisaties. Power (1997) heeft zelfs de term ‘the 
audit society’ en de ‘audit explosion’ ingevoerd als reflectie van de sterke toename van allerlei soorten toezicht 
en controle in de jaren negentig onder invloed van het New Public Management. Inmiddels zijn er allerlei vormen 
van maatschappelijk ‘toezicht’ bij gekomen, met de snelle ontwikkeling van sociale media. Dit legt meer en meer 
druk op publieke organisaties. Welke kenmerken en effecten van publieke verantwoording die worden 
beschreven in de wetenschappelijke literatuur zijn mogelijk relevant voor risicomanagement? Hoe kan druk op 
het functioneren van een organisatie worden verminderd?  
• Pas foresight planning toe voor een strategische visie op risico’s op de lange termijn,  durf over 
regeerperiodes heen te kijken. Environmental scanning en issue management kunnen hier deel vanuit 
maken,  
• Pas foresight planning toe in combinatie met  strategisch stakeholder management (naar voorbeeld van 
het deltaprogramma tot 2050) – om dialoog en gezamenlijke visie te ontwikkelen zonder dat er gelijk 
sprake is van bezuinigingsdoelstellingen of transitietrajecten. 
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3.2.1 WAT ZIJN DE EFFECTEN VAN PUBLIEKE OF POLITIEKE VERANTWOORDING OP HET 
FUNCTIONEREN? 
Publieke verantwoording is "een relatie tussen een actor en een forum, waarbinnen de actor de plicht heeft om 
zijn of haar gedrag te verklaren en te rechtvaardigen, waarin het forum vragen kan stellen en een beoordeling 
kan geven en waarin er sprake kan zijn van sancties voor de actor" (Bovens, 2007, p. 450 vertaald). Het verwijst 
dus naar een relatie, een proces en een uitkomst. Het verantwoordingsproces vervult tevens meerdere functies: 
het draagt bij aan democratische controle, aan behoorlijk bestuur en kan bijdragen aan het lerend vermogen van 
een organisatie (Bovens, 2005). Bovens (2007) onderscheid een aantal typen verantwoording, verdeeld naar de 
aard van het forum, van de actor, van het optreden en van de verplichting (tabel 3.2). 










Volgens velen leidt verantwoording tot grotere transparantie en openheid ("the promise of democracy"), geeft 
het toegang tot onpartijdige arena's waar autoriteitsmisbruik beoordeeld en gestraft kan worden ("the promise 
of justice"), levert het constante druk op bestuurders voor goed gedrag en behoorlijk bestuur ("the promise of 
ethical behaviour") en resulteert het in een betere dienstverlening van overheidsdiensten ("the promise of 
performance") (Dubnick, 2005, p. 376-377). Indirect dient het ook nog eens de legitimiteit van een organisatie 
en kan het slachtoffers soms een "platform bieden om hun grieven te uiten en echte of vermeende daders de 
gelegenheid geven om zich te verontschuldigen of te verdedigen" (Bovens, in Bakker en Yesilkagit, 2005, p. 48). 
Verantwoordingsprocessen bieden, daarnaast, de organisatie zelf de kans om te leren en mogelijke 
verbeteringen aan te brengen. Een voorbeeld van zo’n politiek actueel in incidentgevoelig onderwerp waar lering 
uit te trekken is, zijn de bevindingen van de Commissie Hoekstra inzake Bart van U. en de dood van Els Borst. 
(Hoekstra, Van Hoorn, De Wit en Zuijderhoudt, 2015). 
Verantwoording wordt echter, in toenemende mate, ook als last ervaren. Zo spreken Bovens en 't Hart over de 
kwetsbaarheid van politieke bestuurders: "zij worden op stel en sprong voor allerlei detailkwesties' ontboden, 
moeten eindeloze reeksen schriftelijke vragen beantwoorden en zijn kostbare uren kwijt aan improductieve 
debatten. Dat geldt voornamelijk op politiek actuele en incidentgevoelige terreinen" (Bovens en 't Hart, 2005 in 
Bakker en Yesilkagit, p 248). Door deze ontwikkeling verschuift het doel van risicomanagement op oorzaken 
(bijvoorbeeld de stagnatie van CAO onderhandelingen en vertraging die dit oplevert) naar de achtergrond en 
Vormen van verantwoording 
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wordt dit overschaduwd door risicomanagement op het beperken van de gevolgen (de minister wordt ter 
verantwoording geroepen en zijn positie moet verdedigd worden).  
Dat toenemende druk op organisaties om zich te verantwoorden, kan leiden tot een zekere mate van 
disfunctionaliteit, wordt beschreven door Bovens (2005), Jacobs (2014), Power (1997), Schillemans (2010) en 
Versteeg en Hajer (in: Dijstelbloem et al, 2010). Deze disfunctionaliteit komt tot uiting in, wat Selznick 'goal 
displacement' noemt. De eigenlijke doelen van de organisatie worden ondergeschikt aan de doelen om de 
organisatie te laten overleven en te versterken. Er is dus sprake van doelverschuiving: "this goal displacement 
occurs when instruments are prized for themselves, either as vehicles of satisfaction or as embodiments of 
vested interest, and when the continuity between instrument and purpose is attenuated or lost" (Selznick 
geciteerd in Jacobs, 2014, p. 104-105).  risicomanagement moet dus in relatie staan tot de doelen van de 
organisatie. Legitimiteit en voortbestaan zijn sine qua non, maar geen doel op zich. 
Goal displacement [doelverschuiving] gaat vaak samen met 'decoupling' [ontkoppeling], waarbij maatregelen 
worden genomen om de organisatie verder te professionaliseren en te verbeteren, zodanig dat ze als 
'verdedigingswerken' kunnen dienen bij externe verantwoordingsvraagstukken. Het debat binnen die verbeterde 
organisatie onderdelen vindt dan plaats op een dermate abstract en 'ritueel' niveau, dat het losstaat van de 
werkelijke problemen die zich voordoen (Meyer en Rowan, besproken in Jacobs, 2014, p. 109 en Power, 1997, 
p. 96). Hiermee, zo geeft Jacobs aan, beschermen organisaties zichzelf tegen externe kritiek, die het bestaan van 
de organisatie kan ondermijnen (Jacobs, 2014). Als dat het uitgangspunt is, is het effectiever om aan 
‘verantwoordingsmanagement’ te doen, in combinatie met gericht stakeholdermanagement van 
toezichthouders en verwachtingenmanagement in het politieke domein, in plaats van het optuigen van een 
integraal risicomanagement systeem.  
Hoewel een gedeelte van de wetenschappelijke literatuur vrij sceptisch staat over de vermeende (positieve) 
relatie tussen het verantwoordingsproces en de performance van organisaties die ter verantwoording zijn 
geroepen, heeft Jacobs (2014)· in een onderzoek naar de gevolgen van gemediatiseerde incidenten rondom 
publieke organisaties in Nederland overtuigend aangetoond dat zulke incidenten in Nederland in de meeste 
gevallen heeft geleid tot een verbetering van het functioneren van publieke organisaties. Dit heeft niet alleen te 
maken met grotere alertheid en de noodzaak voor daadwerkelijke andere aanpak van problemen28, maar het 
biedt ambtelijke organisaties soms ook de gelegenheid om te onderhandelen over meer middelen, een 
verbeterde inzet van mensen en middelen en ondersteunende technologie. Publieke organisaties kunnen 
gemediatiseerde incidenten prima incasseren, zolang het niet te vaak gebeurt (zoals bij ProRail, de Nederlandse 
Spoorwegen, of de jeugdzorg). Jacobs plaatst daarbij een kanttekening: bij organisaties die vaak te maken 
hebben met gemediatiseerde incidenten (zoals de politie), kan de constante stroom van vragen en 
verantwoording echter een negatief effect hebben op het functioneren van de organisatie (Jacobs, 2014). 
28 Bijvoorbeeld de herziene vaccinatiecampagne van RIVM, die beter aansloot bij de doelgroep, dan de eerdere campagne. 
• Voorkom dat risicomanagement vooral als ‘verdedigingslinie’ gebruikt wordt in het publieke 
verantwoordingsproces (goal displacement en ontkoppeling). Zorg dat de koppeling met het bereiken van 
de ‘echte’ doelen prioriteit heeft,  
• Benut het verantwoordingsproces om kansen te creëren: gebruik het momentum om problemen (indien 
terecht) te erkennen, (indien mogelijk) oplossingen aan te dragen en geef aan wat daarvoor nodig is 
(middelen, inzet, tijd).  
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3.2.2 HOE KAN DE DRUK VAN HET VERANTWOORDINGSPROCES WORDEN 
VERMINDERD? 
Een kritische blik naar de verschillende vormen van verantwoording, de verschillende verplichtingen en de 
verantwoordingsrelaties, kan helpen met een evenwichtige verdeling van de druk op de organisatie. Niet alle 
vragende partijen eisen immers evenveel aandacht: “Typically, stakeholders 29 are likely to require different 
degrees and types of attention depending on their power, legitimacy, and urgency” (Lim, Ahn, Lee, 2005, p. 832).  
 
Figuur 3.2: Horizontale, verticale, diagonale lijnen van verantwoording. Bron: Bovens (2007, p. 455-460). 
Sommige vormen van verantwoording vinden in bepaalde periodes plaats en kunnen goed voorbereid worden. 
Andere vormen zijn ad hoc van aard en juist die leggen grote druk op de organisatie. Door 
verantwoordingsrelaties verder uit te splitsen en te clusteren, kan het verantwoordingsproces op politiek actuele 
en incidentgevoelige terreinen effectiever gevoerd worden. Een zekere mate van coördinatie van 
informatievoorziening richting de vragende partijen, kan dan ook rust creëren in de organisatie.  
 
 
29 het huidige stakeholder management geeft aan wie de prioritaire stakeholders zijn voor DGPol: het gezag over de politie 
(burgemeesters, regioburgemeesters en OM), toezichthouders en andere ministeries.  
• Bepaal welke vormen van verantwoording er zijn, wanneer verantwoording afgelegd moet worden aan 
wie, cluster dit en kijk of er winst te behalen is door hier efficiënter mee om te gaan; 
• Spreek, indien mogelijk, een ‘overload’ strategie af met toezichthouders wanneer de 
informatievoorziening het 'echte' werk belemmert en nieuwe risico’s creëert. Beschouw dit echter een 
back-up voor noodsituaties, niet als uitloopmogelijkheid bij verantwoordingsprocessen. 
• Bepaal bij een incident of er sprake is van een informatie-tekort in de organisatie of is ontstaan als gevolg 
van samenwerking met de ketenpartners. Zorg na afloop van het incident dat het informatie-tekort ook 
(meer strucureel) aandacht krijgt. 
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3.3  INFORMEEL STAKEHOLDER MANAGEMENT 
DGPol geeft aan dat informeel stakeholder management een bijzonder toegevoegde waarde heeft voor 
risicomanagement. Ze noemt dit ook wel ‘wandelgangenmanagement’ of waardevolle informatie delen ‘bij de 
koffieautomaat’. Naast het informele aspect heeft ze ook een gericht actieprogramma stakeholder management 
opgesteld, waarin een veelvoud aan stappen zijn opgenomen om de contacten met interne en externe 
stakeholders te intensiveren, zoals andere Directoraten-Generaal, andere departementen, Korpsleiding, 
parlement, gezagen, vakbonden, Politieacademie, maatschappelijke organisaties en toezichthouders. Het 
Actieprogramma Stakeholdermanagement zegt hierover “De contacten met de stakeholders zijn van groot 
belang. Dan zullen immers de plannen en standpunten eerder bekend zijn, kunnen verwachtingen beter worden 
gemanaged en problemen eerder worden opgelost.” (Ministerie van Veiligheid en Justitie, 2014, p. 2). De 
aanleiding is echter een andere en staat in het teken van de grote hoeveelheid aandacht voor de politie in het 
publieke en politieke domein: “De omgeving van het DGPolitie wordt op vele manieren intensiever gevolgd. In 
dit licht wordt momenteel geïnvesteerd in onze kennis over de politieke-bestuurlijke context waarin we werken” 
(Ministerie van Veiligheid en Justitie, 2014, p. 3).  
Wat DGPol dan precies wil weten over die context, wordt niet helemaal duidelijk. ‘Goed op de hoogte blijven 
wat er leeft’, ‘inzicht in de praktijk’ en ‘verbeteren zicht op relevante parlementaire zaken die bij de andere 
Ministeries spelen, zodat tijdig relevantie voor politie/DGPolitie wordt vastgesteld’ (Ministerie Veiligheid en 
Justitie, 2014, p. 5 en 6) zijn enkele uitspraken die hierin terugkomen, maar wordt vooral in operationele zin 
vertaald met het vaker bezoeken van een organisatie om ‘te horen wat er leeft’. Maar om welke vragen gaat het 
dan? 
Parmigiani en Rivera Santos (2011) formuleren het belang van goede relaties met andere organisaties als volgt: 
"Forming IORs [Inter-Organizational Relationships] with stakeholders is one mechanism organizations can use to 
better understand stakeholders’ views and influence them in a positive direction. In particular, organizations will 
want to partner with stakeholders that are powerful, legitimate, and salient to gain alignment in their positions, 
to gain their support, and to improve their reputations. While organizations can learn and innovate from these 
stakeholder relationships, a key driver is often to gain legitimacy." (Parmigiani en Rivera-Santos, 2011, p. 1115).  
 
3.3.1 STAKEHOLDER MANAGEMENT IN DE LITERATUUR  
 
Verreweg de meeste literatuur over stakeholder management richt zich op een van de volgende drie vragen: 
• “Wie zijn de stakeholders?” (kenmerken) 
• “Wat willen ze bereiken?” (doelen) 
• “En hoe proberen ze dat te bereiken?” (middelen) (Frooman, 1999, p. 193). 
 
Er zijn vele manieren om stakeholders te classificeren, een daarvan is het onderscheid tussen strategische 
stakeholders en morele stakeholders. De strategische stakeholder is degene die invloed kan uitoefenen op het 
behalen van de doelstellingen van de organisatie en de morele stakeholder is degene die geraakt wordt door het 
behalen van de doelstellingen van de organisatie (Frooman, 1999). Zo zijn de burgers en politiemensen op de 
bureaus die gesloten worden, beide morele stakeholder. De politieman of vrouw op de straat is niet snel een 
strategische stakeholder, maar de politievakbonden die hen vertegenwoordigen wel. Vaak worden de relaties 
weergegeven als bilaterale relaties tussen de stakeholder en de organisatie zelf. Stakeholders staan echter ook 
in relatie tot elkaar en vormen allianties om invloed uit te oefenen op de organisatie (Rowley, 1997). 
 
Stakeholder management is het strategisch “management van groepen, individuen en organisaties die een 
invloed kunnen hebben op de organisatie” (de stakeholders). (Freeman, 1984 in Frooman, 1999). Er zijn twee 
Page | 37  
 
sterke vormen van stakeholder management: organisatiegericht stakeholder management en issuegericht 
stakeholder management. Beiden zijn bijzonder waardevol. Issue-gericht stakeholder management kan van 
toegevoegde waarde zijn rondom grote dossiers of binnen een bepaald domein (zoals ICT) (Roloff, 2007). De 
stappen in een stakeholdermanagement zijn: identificeer en breng focus aan, analyseer en creëer inzicht, bepaal 
strategie en formuleer een plan van actie, onderneem actie en creëer betrokkenheid, herzie de strategie (Dodde, 
2014). Stakeholder management en risicomanagement lijken dan ook wat overeenkomsten te vertonen. Figuur 
3.3 hieronder vertegenwoordigt een ideale situatie: waarbij risicomanagement en stakeholder management 








Figuur 3.3: risicomanagement en stakeholder management versterken elkaar  
Een goede analyse en het stellen van de juiste vragen, is daarbij essentieel. Terwijl de meeste stakeholder 
analyses een score vragen op vermeende invloed, macht en belangen, is het minstens zo belangrijk om inzicht te 
krijgen in de heterogeniteit van een organisatie (wie staan open voor verandering, wie hebben toegang tot 
kennis) en inzicht in de strategie van stakeholders om te bereiken wat ze willen. Des te beter stakeholders 
verbonden zijn in informele en formele stakeholder netwerken, des te sterker de uitkomst van hun 
beïnvloedingsstrategie zal zijn op de doelstellingen van de organisatie (Ackerman en Eden, 2011). Zwakke relaties 
(Granovetter, 1983) zijn echter ook van belang, maar worden vaak over het hoofd gezien. Dit zijn brugfuncties 
die clusters stakeholders bij elkaar (kunnen) brengen en daarmee het netwerk kunnen verbreden.  
 
3.3.2 RELATIES TUSSEN ORGANISATIES: BREDER DAN STAKEHOLDER MANAGEMENT 
 
Stakeholder theorie is zeker niet de enige stroming in de wetenschappelijke literatuur waarbinnen de relaties 
tussen organisaties centraal staat. Parmigiani en Rivera-Santos bespreken achtereenvolgens alle theoretische 
stromingen die relevant zijn voor de bestudering van relaties tussen organisaties (IORs). Dit zijn 
achtereenvolgens: 
1. Transactiekostentheorie, waarin de transactiekosten van een marktgeoriënteerde benadering versus een 
governance-georiënteerde benadering bestudeerd worden; 
2. Resource based view: organisaties krijgen toegang tot meer middelen door relaties te leggen met anderen; 
3. Agency theorie, hieronder verder uitgewerkt; 
4. Resource dependence theory, waarin de onderlinge afhankelijkheid van middelen centraal staat en deze 
afhankelijkheid gebruikt kan worden voor beïnvloeding van de stakeholder of de organisatie,  
5. Stakeholder theory, waarin de wens voor onderlinge afstemming, steun en legitimiteit centraal staat,  
6. Institutional theory, waarin organisaties geneigd zijn elkaar te imiteren (institutional isomorphism) om 
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7. Social network theory, waarin organisaties en individuen binnen die organisaties banden aanknopen voor 
uitwisseling van kennis en informatie. Daarmee draagt het bij aan sociale innovatie en leren. en sociale 
netwerk benadering. (samengevat uit Parmigiani en Rivera-Santos, 2011).  
 
De agency-theorie en daarbinnen in het bijzonder de principaal-agenttheorie is bijzonder toepasselijk in het 
domein van risicomanagement. De principaal-agenttheorie beschrijft hoe er - in de relatie tussen de principaal, 
de opdrachtgever die besluitvorming en handelingen delegeert aan de agent en de agent die dit accepteert en 
daarvoor wordt beloond - imperfecties ontstaan. De meest besproken imperfecties zijn die van moral hazard 
(voor de principaal verborgen actie van de agent) en adverse selection (door de agent verborgen informatie) 
(Arrow, 1985, in Nieuwenkamp, 2001, p. 44). Aangezien de agent gedeeltelijk andere belangen kan nastreven 
dan die van de principaal en de principaal geen manieren heeft om dit waar te nemen, ontstaat er moral hazard: 
de agent volgt zijn eigen agenda onder het mom van de hem/haar daartoe gegeven opdracht en probeert dit er 
zo uit te laten zien dat het resultaat past binnen de opdracht. Dit kan de resultaten en daarmee reputatie van de 
agent en principaal negatief kan beïnvloeden en kan uitmonden in belangenconflicten (negatieve 
externaliteiten). Daarbij is er sprake van informatie-asymmetrie: de principaal kan onmogelijk alles waarnemen 
wat er plaatsvindt in de uitvoering van de opdracht en is dus afhankelijk van de informatievoorziening door de 
agent en onderling vertrouwen. Dit creëert ruimte voor de agent om een eigen invulling te geven aan de 
gedelegeerde taken.  
De principaal delegeert dus naar beneden en de agent moet rekenschap afleggen naar boven. Dit wordt ook wel 
de 'keten van verantwoording' genoemd (Strøm, 2000, Strøm, Muller en Bergman, 2003, door Bakker en 
Yesilkagit, 2005, p. 16). In de politiek-bestuurlijke context waarbinnen DGPol opereert, ziet deze relatie ziet er 
als volgt uit: 
 
burgers  parlement  regering  minister  ambtenaren 
 
delegatie verantwoording 
Figuur 3.4: Delegatie en verantwoordingsrelaties tussen principaal en agent. Bron: Bakker en Yesilkagit (2005, p. 16.) 
 
Deze theorie biedt duidelijke meerwaarde voor het verklaren van sommige belangentegenstellingen tussen 
DGPol en ketenpartners. Nieuwenkamp (2001) heeft deze relatie onderzocht tussen de Minister en de ambtelijke 
top en constateert dat er niet altijd sprake hoeft te zijn van negatieve externaliteiten, omdat er een bijzonder 
hoge mate van loyaliteit is tussen topambtenaren en de bewindsvoerders. Desalniettemin constateert hij: 
"Informatie-asymmetrie is aanwezig in de diverse principaal-agentrelaties binnen de overheid/.../Het electoraat 
heeft niet dezelfde informatie als de ministers. Ministers hebben niet dezelfde informatie als de 
departementsleiding." (Nieuwenkamp, 2001, p. 44-45).  
 
Het ligt voor de hand dat dit verschijnsel ook aanwezig is tussen DGPol (als principaal) en de ketenpartners. In 
deze principaal-agent relatie manifesteren zich bepaalde risico's, niet alleen informatie asymmetrie (adverse 
selection), maar ook moral hazard. Hiermee komen de thema’s uit dit hoofdstuk weer bij elkaar: formeel en 
informeel stakeholder management, omgevingsbewustzijn en zwakke signaalherkenning, zijn weliswaar geen 
voldoende voorwaarde, maar wel noodzakelijke voorwaarde voor het herkennen van moral hazard en adverse 
selection. Aangezien de informatie-asymmetrie bijzondere grote verantwoordingsrisico’s met zich meebrengt 
(de Minister en top ambtenaren zijn niet tijdig op de hoogte van volledige informatie), is informatie-uitwisseling 
tussen ketenpartners essentieel. Constante en gerichte informatie-uitwisseling tussen ketenpartners is 
momenteel nog niet vanzelfsprekend.  
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 3.4 CONCLUSIE 
 
We begonnen dit hoofdstuk met de vraag of de voorgestelde richting ook de juiste richting is, wanneer we dit 
spiegelen aan de huidige wetenschappelijke kennis op dit terrein?  
 
Op basis van inzichten uit de wetenschappelijke literatuur, kunnen we concluderen dat: 
1. Sense and Respond niet geschikt is als onderliggende (wetenschappelijke) benadering voor DGPol, 
aangezien DGPol een organisatie die publieke en politieke verantwoording moet afleggen en waarbij de 
uitvoerende organisatie sterk hiërarchische georganiseerd is.  
2. Sense en Respond wel aanknopingspunten biedt voor risicogestuurd werken, voornamelijk waar het gaat 
om zwakke signaal herkenning en omgaan met toekomstige onzekerheden door middel van foresight 
planning. Foresight planning is het proces van scenario ontwikkeling, visie-ontwikkeling en een planning 
en kan uitstekend toegepast worden in combinatie met strategisch stakeholder management.  
3. Zwakke signaalherkenning niet alleen gebruikt moet worden voor risico’s in relatie tot projecten of 
transitieprocessen, maar ook voor het mogelijk optreden van moral hazard en adverse selection30. In dat 
geval streven (keten)partners een andere agenda na of houden ze informatie achter, wat tot grote 
politiek-bestuurlijke risico’s kan leiden.  
4. Zwakke signaal herkenning niet 'zomaar' plaatsvindt. Zwakke signaal herkenning kan versterkt worden 
door het gebruik van (a) environmental scanning, (b) issue management, (c) early warning op strategisch 
niveau en (d) patroonherkenning (figuur 3.1 in dit hoofdstuk, gebaseerd op Kuosa, 2010).  
5. Risicomanagement en Stakeholder Management elkaar kunnen versterken. Er zijn twee sterke vormen 
van stakeholder management: organisatiegericht stakeholder management en issuegericht stakeholder 
management. Beiden zijn waardevol. Issuegericht stakeholder management kan van toegevoegde waarde 
zijn rondom grote dossiers of binnen een bepaald domein (zoals ICT) (Roloff, 2007).  
6. Onderscheid gemaakt moet worden tussen strategische stakeholders en morele stakeholders. De 
strategische stakeholder is degene die invloed kan uitoefenen op het behalen van de doelstellingen van 
de organisatie, de morele stakeholder is degene die geraakt wordt door het behalen van de doelstellingen 
van de organisatie (Frooman, 1999). In gemediatiseerde incidenten wordt regelmatig het verhaal van de 
morele stakeholder (als slachtoffer) aangehaald. 
 
  
30  De Engelstalige begrippen die hier genoemd zijn (foresight planning, moral hazard, adverse selection environmental 
scanning, etc), worden verder toegelicht in hoofdstuk 3. 
• Voer een uitgebreide stakeholder analyse uit op partners in de principaal-agent relatie met DGPol en 
voer een lichtere stakeholder analyse uit op andere stakeholders; 
• Wees alert op moral hazard, gebruik zwakke signaal herkenning, onderneem actie bij optreden moral 
hazard, wees  alert op informatie-assymetrie en verborgen informatie bij verantwoordingsprocessen; 
• Creeer  wederzijds belang in het delen van relevante informatie. 
 
Page | 40  
 
                                                                
 4. STANDAARDEN EN RAAMWERKEN 
Nu we een algemeen beeld hebben van de termen risico, risicomanagement, risico governance en risicogestuurd 
werken en kort hebben besproken wat voor gevolgen dit heeft voor de keuze van het risicomanagement binnen 
DGPol, komen we bij de praktische vraag hoe 'geschikt' de bestaande standaarden of raamwerken zijn voor 
toepassing door DGPol. Qua terminologie staan we voor een dilemma: hebben we het over standaarden, 
raamwerken of allebei? Om de construct validiteit te kunnen garanderen, hebben we het hier over zowel 
standaarden als raamwerken. Standaarden zijn die ‘raamwerken’ die zijn uitgebracht door een (inter)nationale 
organisatie voor standaardisatie. Dit kan echter tot wat verwarring leiden, aangezien een van de leidende 
standaarden (ISO 31000) - uitgebracht door de Internationale Commissie voor Standaardisatie - drie delen omvat: 
de principes, het raamwerk/kader en het proces. De term ‘raamwerk’ zou dan verwarring opleveren in 
vergelijking met de raamwerken van andere organisaties. Om die reden zullen we het ‘framework’ binnen ISO 
31000 (het centrale gedeelte) vanaf nu consequent als ‘kader’ vertalen en niet als ‘raamwerk’. Als we spreken 
van ‘raamwerk’ gaat het dus niet over ISO 31000, maar over een van de andere organisaties.  
In dit hoofdstuk wordt achtereenvolgens ingegaan op de volgende vragen: 
1. Wat zijn de taken, kenmerken en specifieke behoeften in termen van risicomanagement?  
2. Hoe vertalen deze zich in toetsingscriteria?  
3. Welke internationale standaarden en raamwerken zijn relevant voor dit onderzoek? 
4. Welke standaard of raamwerk is het meest geschikt volgens deze toetsing?  
Deze vragen worden achtereenvolgens behandeld in 4.1, 4.2, 4.3 en 4.4. De conclusie volgt in 4.5. 
 
4.1  TAKEN, KENMERKEN EN SPECIFIEKE BEHOEFTEN 
4.1.1  VERANTWOORDELIJKHEDEN EN TAKEN 
Het ambitiedocument geeft aan dat DGPol drie verantwoordelijkheden heeft: "de optimalisatie en het 
onderhoud van het bestel, een goed toegeruste politieorganisatie” en het zorgen voor ”maatschappelijk 
herkenbare prestaties van de politie als onderdeel van de veiligheidsagenda van de Minister" (Gaastra, 2014, p. 
5). Elk van deze verantwoordelijkheden omvat een aantal taken, opgenomen in tabel 3.1. 
Het risicomanagement kan een methode zijn ter ondersteuning van de taken uit tabel 3.1. Uit de tabel en de 
onderliggende documenten wordt ook duidelijk dat de taken niet alleen liggen op projectniveau, maar ook op 
programmatisch en strategisch niveau. Bovendien hebben we te maken met een publieke sector organisatie. 
Paape en Speklé (2012) geven aan dat Enterprise Risk Management mogelijk minder effectief is voor organisaties 
in de Publieke Sector. De publieke sector heeft te maken met specifieke kenmerken en uitdagingen die afwijken 
van de kenmerken van private organisaties, zoals de verkiezingscyclus en politieke verhoudingen, houding van 
werknemers met betrekking tot stabiliteit en baangarantie, specifieke regelgeving, of opbrengsten en diensten, 
die niet gelijk financieel uit te drukken zijn (Maleyeff, 2007, p. 16).  
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Daarnaast zijn er enkele standaarden die erg gericht zijn op risicomanagement binnen een bepaalde branche 
(banken, verzekeringen) of sector (bouw, IT) en daarmee minder toepasbaar zijn voor een organisatie als DGPol. 
Het risicomanagement moet daarom generiek toepasbaar zijn op elk niveau en elk type organisatie.  
 
Tabel 4.1: Taken van DGPol. Bron: Gaastra (2014, p. 6.) 
Optimalisatie politiebestel Goed toegeruste 
politieorganisatie 
Herkenbare politieprestaties en 
veiliger Nederland 
Ontwikkelen en bekrachtigen rol 
gezagsdragers en politie in bestel 
Regisseren en vormgeven relatie 
Minister/Korpschef op politiebeheer 
Vertalen van maatschappelijke trends 
in visie en beleid op taakuitvoering 
Gezagsdragers in staat stellen gezag 
uit te oefenen 
Stellen van wettelijke normen en 
codificeren bevoegdheden van politie 
Vertalen kabinetsbeleid in beleid op 
taakuitvoering politie 
Onderhouden checks en balances in 
bestel 
Kaders stellen voor doelmatige 
besteding van middelen 
Aanspreekpunt voor gezagsdragers 
voor strategische politionele 
vraagstukken 
Zorgen voor doorontwikkeling van het 
bestel (evaluatie/onderzoek) 
Vertalen kabinetsbeleid in beleid op 
beheer en middelen voor politie 
Prioriteren en adviseren op 
strategisch niveau over inzet politie 
Faciliteren van artikel 19 overleg met 
bestuur, OM en politie 
Inhoud geven en vaststellen van 
beheersplan, begroting, operationele 
sterkte, meerjarenraming, 
jaarrekening en jaar verslag 
Maken van prestatieafspraken met 
politie, die door alle spelers in bestel 
gezamenlijk gedragen worden 
Balans tussen mogelijkheden politie 
en wensen van gezag en politiek 
Inhoud geven en vaststellen 
rechtspositie politie 
Politie aanspreken op behalen van 
prestatie afspraken 
Beschermen, begrenzen en 
bekrachtigen van politiebelangen in 
veiligheidsketens en multi-domein 
Zorgdragen voor integrale en 
initiërende vorm van control op 
politie 
Beinvloeden EU dossiers die van 
invloed zijn op presterend vermogen 
van de politie 
Bewaken en verbinden van discipline-
overstijgende belangen binnen multi-
domein 
Onderkennen mogelijke risico's voor 
prestatievermogen van politie in 
vroeg stadium en hierop inspelen 
 
 
4.1.2  OPGAVEN 
Daarnaast staat DGPol voor een aantal specifieke 'opgaven', welke grote uitdagingen met zich mee brengt in 
termen van risicomanagement, niet in de laatste plaats omdat veel van deze opgaven gelijktijdig moeten 
uitgevoerd worden. Dit zijn, onder anderen31: 
• "de realisatie van de Nationale Politie; 
• de evaluatie van de Politiewet 2012 (bestel); 
• de realisatie van een landelijke meldkamerorganisatie (beheersmatig als onderdeel van de politie)(bestel); 
31 Deze lijst, overgenomen uit het Ambitie document, is niet compleet, er zijn meer opgaven zoals het Actieprogramma 
'Minder Regels, Meer op Straat' en de modernisering van de arbeidsvoorwaarden en arbeidsverhoudingen bij de Nationale 
Politie (De Koning, Gravesteijn, De Hek, Van Dam en Sylva, 2014). 
Dit levert de volgende criteria op: 
• De standaard/het raamwerk moet generiek toepasbaar zijn, dus ook in de publieke sector; 
• De standaard/het raamwerk moet toe te passen zijn op project, programma en strategisch niveau.  
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• de herpositionering van de Politieacademie (bestel/beheer); 
• de herverdeling van verantwoordelijkheden tussen de bonden en medezeggenschap (beheer),  
• een nieuwe CAO voor de sector politie (beheer); 
• een gemeenschappelijke veiligheidsagenda; 
• een interdepartementaal beleidsonderzoek (IBO) naar de effectiviteit van de politie (beheer); 
• de realisatie van het Aanvalsprogramma Informatievoorziening Politie (beheer)" (Gaastra, 2014, p. 8). 
 
De taken· worden daarmee uitgevoerd in een bijzonder complexe omgeving, waarin onzekerheid en ambiguïteit 
een grote rol spelen. De veelheid aan opgaven die tegelijkertijd gerealiseerd moeten worden stelt grote eisen 
aan de organisatie, met alle risico’s van dien. Hierbij gaat het niet alleen om de complexiteit, onzekerheid en 
ambiguïteit die aanwezig is binnen de organisatie zelf, maar ook die ontstaat in de samenwerking met andere 
stakeholders in een toch al complexe politiek-bestuurlijke omgeving.  
 
Behalve de verantwoordelijkheden, taken en opgaven van DGPol, is het belangrijk een beeld te hebben van de 
specifieke kenmerken. De kenmerken zijn afgeleid uit het Ambitiedocument van DGPol, de positiepapers risico-
georiënteerd werken en de interviews.  
 
4.1.3  KENMERKEN: STERK AAN VERANDERING ONDERHEVIG 
DGPol is, als organisatie, zelf sterk aan verandering onderhevig. Haar takenpakket is aan het afnemen, de focus 
is aan het verschuiven, zoals in hoofdstuk twee al is geschetst, waarbij sturing, verbinding en regisseren 
langzamerhand meer de nadruk krijgt dan uitvoering en ondersteuning. Aalders, Kurvers, Mos en Veurink stellen 
terecht dat ”Het nieuwe bestel is nog in ontwikkeling en er kan niet in alle situaties worden teruggevallen op 
routine. De onderlinge taken en rollen moeten zich nog uitkristalliseren.” (Aalders, Kurvers, Mos en Veurink, 
2014, p. 5). Er is dan ook constant sprake van ”sturen, bijsturen, aanpassen en veranderen”  (Aalders, Kurvers, 
Mos en Veurink, 2014, p. 51).  
Zoals hierboven geschetst, zijn er allerlei grote veranderingen (opgaven) in gang gezet, die de relatie tussen 
stakeholders en ketenpartners stevig onder druk heeft gezet. Bovendien opereert ze in een omgeving die sterk 
aan verandering onderhevig is, zoals ook besproken in 2.3. Doordat de veranderingen ook nog tegelijkertijd 
plaatsvinden, groeit de onzekerheid rondom het behalen van de doelstellingen en is er sprake van zogenaamde 
‘spillover effecten’. Risico’s die optreden in het ene project of programma, kunnen ook risico’s creëren (of 
gevolgen hebben) voor een ander terrein. Zo zal ‘onvoldoende kennis / competenties bij dienst ICT’ een groot 
effect hebben op het behalen van de doelstellingen van het I-plan en kan de invulling van de kennis/competenties 
geruime tijd in beslag nemen, waardoor andere projecten vertraging oplopen.  
 
 
Dit levert het volgende criterium op: 
• De standaard/het raamwerk moet project/programma-overstijgend zijn 
Dit levert het volgende criterium op: 
• De standaard/het raamwerk moet complexiteit, onzekerheid en ambiguïteit binnen en buiten de 
organisatie in kaart kunnen brengen en hiermee om kunnen gaan. 
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4.1.4  KENMERKEN: SAMENWERKEN IN EEN POLITIEK-BESTUURLIJK KRACHTENVELD  
DGPol opereert in een politiek-bestuurlijk speelveld met bijzonder veel stakeholders verschillende belangen, 
verwachtingen en waarden. Dit levert dan ook regelmatig spanningen op. Hier wordt door middel van 
stakeholder management op ingezet. Stakeholdermanagement wordt door DGPol omschreven als: “Het tijdig 
kennen van de behoeften, standpunten en plannen van de relevante partijen, deze laten bijdragen aan de 
realisatie van de doelen van DGPolitie en te bevorderen dat zij hun rol in het politiebestel kunnen vervullen.” 
(Ministerie van Veiligheid en Justitie, 2014c, p.2). DGPol heeft zelf al te maken met een veelvoud aan rollen.  
Aangezien de posities bij de Nationale Politie nog niet allemaal vastgesteld waren ten tijde van het onderzoek, is 
een gezamenlijk gedragen risicomanagement strategie binnen de programma’s geen gemakkelijke opdracht en 
spelen allerlei belangenafwegingen (persoonlijke belangen, professionele belangen, organisatie-brede belangen, 
politieke tot maatschappelijke belangen). Er wordt dan ook verwacht dat medewerkers samenwerkingsgericht 
zijn en de dialoog openhouden, ook als er sprake is van gebrek aan vertrouwen en verschillende belangen. 
 
4.1.5  KENMERKEN: ONDER HET VERGROOTGLAS  
Veiligheid en politie liggen onder het publieke en politieke vergrootglas: Kamervragen en media-vragen zijn aan 
de orde van de dag. Daar komen nog de vragen van toezichthouders bij. De noodzaak van politieke en publieke 
verantwoording legt dan ook veel druk op de werkprocessen van DGPol en creëert een hoge mate van urgentie. 
Dit betekent dat er een grote mate van sensitiviteit moet zijn naar de politiek-bestuurlijke context en een sterk 
‘omgevingsbewustzijn’. Deze sensitiviteit en omgevingsbewustzijn zijn beide benoemd als ‘kerncompetenties’ in 
het Ambitiedocument. Daarbij hoort het snel beschikbaar kunnen hebben van informatie uit formele en 
informele kanalen, om de bewindvoerders van snelle en goede adviezen te kunnen voorzien. Het moeten 
opstappen van de vorige bewindvoerders benadrukt dit des temeer. De verwachtingen en percepties van 
burgers, maatschappelijke groeperingen en politici spelen hierbij een grote rol. 
  
4.1.6 SPECIFIEKE BEHOEFTEN 
 
Bij de gestructureerde interviews is gevraagd welke criteria belangrijk zijn voor het bepalen van de geschiktheid 
van een raamwerk voor risicomanagement in de organisatie. De genoemde criteria waren: toepasbaarheid in 
relatie tot de ketenpartners, toepasbaarheid in politiek-bestuurlijke context, ingericht op de specifieke taken van 
de organisatie, beschikbaarheid en toegankelijkheid, gebruiksvriendelijkheid, voordeel voor beoogde gebruikers, 
aansluiting op werkprocessen van gebruikers, kosten voor aanschaf, ontwikkeling en gebruik van de methode 
zijn acceptabel en (anders). Deze zijn gebaseerd op Van Staveren (2015, p. 151) in combinatie met de criteria die 
volgen uit de onderzoeksvraag (aansluiting bij ketenpartners, in relatie tot specifieke taken/kenmerken van de 
Dit levert de volgende criteria op: 
• De standaard/het raamwerk moet rekening houden met het politiek-bestuurlijke krachtenveld; 
• De relatie met stakeholders neemt belangrijke plek in in het risicomanagement. 
Dit levert de volgende criteria op: 
• De standaard/het raamwerk moet ruimte bieden aan 'sensitiviteit' en 'omgevingsbewustzijn' als 
onderdeel van risicomanagement; 
• De standaard/het raamwerk moet ruimte bieden om verantwoordingsvraagstukken te integreren 
in het risicomanagement . 
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organisatie en rekening houdend met politiek-bestuurlijke context). Opvallend is dat bij de respondenten de 
aansluiting bij specifieke taken/kenmerken van de organisatie en naadloze aansluiting bij de werkprocessen 
minder hoog gewaardeerd werd dan andere criteria. De kosten zijn hooguit een uitsluitingsgrond, niet een 
vergelijkingscriterium: zolang ze acceptabel zijn en 'in verhouding staan tot de verwachte baten' wordt hier geen 
punt van gemaakt. Bij resultaatgerichtheid gaat het vooral om beheersbaarheid van projecten en programma’s 
(in termen van geld, organisatie, tijd, informatie en kwaliteit), prioritering en sturing en om de efficiëntie en 
effectiviteit van het ambtelijke apparaat. 
 
 
Slechts een aantal van deze specifieke wensen zullen worden vertaald naar een selectiecriterium, de meeste 
kunnen ondervangen worden als ontwerpcriterium en zullen in hoofdstuk 6 verder uitgewerkt worden. 
Beschikbaarheid en toegankelijkheid zijn ingeschoven onder ‘bekendheid in Nederland’.  
 
4.2  TOETSINGSCRITERIA 
 
De informatie uit de vorige paragraaf leiden tot de volgende selectie- en ontwerpcriteria: 
Tabel 4.2: Selectie- en ontwerpcriteria voor een risicomanagement standaard/raamwerk 
 
Deze lijst van 'ontwerpcriteria' is ontstaan vanuit de wetenschappelijke literatuur en de behoeftestelling van de 
respondenten. Deze selectie en ontwerpcriteria sluiten vrijwel naadloos aan bij de kerncompetenties voor 
medewerkers van DGPol. De kerncompetenties zijn: politiek-bestuurlijk sensitief, omgevingsbewust, 
resultaatgericht, samenwerkingsgericht en creatief (Gaastra, 2014, p. 14-16). Dit bevestigt tevens de 










• dialoog beleid en uitvoering 
• publieke verantwoording
• biedt voordelen gebruikers
• sluit aan bij werkprocessen
• relatie met stakeholders/partners
• stimuleert omgevingsbewustzijn 
• stimuleert andere manier denken
• zowel sensitiviteit als plan & control
• toepasbaarheid in politiek-bestuurlijke context
Dit levert de volgende criteria op: 
• Algemene toepasbaarheid, dus ook publieke sector; 
• Flexibiliteit [keuzes met betrekking tot implementatie en de manier van toepassing]; 
• Bekendheid in Nederland (NL) [mede vanwege beschikbaarheid, toegankelijkheid, herkenbaarheid]; 
• Voordelen voor beoogde gebruikers; 
• Gebruiksvriendelijkheid; 
• Toepasbaarheid in politiek-bestuurlijke context; 
• Beschikbaarheid en toegankelijkheid; 
• De standaard/het raamwerk moet bijdragen aan resultaatgerichtheid, efficientie en effectiviteit. 
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 4.3 GANGBARE STANDAARDEN EN RAAMWERKEN 32 
Vier risicomanagement benaderingen die internationaal bijzonder gangbaar zijn (Hopkin, 2012), zijn:  
• AIRMIC/ALARM/IRM (2002) van de ‘Association of Insurance and Risk Managers’ (AIRMIC), de ‘Public Risk 
Management Association’ (ALARM)  en het ‘Institute of Risk management’ (IRM),  
• ISO 31000 Risk Management (2009) van de ‘International Organization for Standardization’ (ISO); 
• British Standard BS 3110033 en  
• COSO-ERM (2004), voor Enterprise Risk Management (ERM) (COSO).  
 
Om inzicht te krijgen in de standaarden en raamwerken die in Nederland het meest in gebruik zijn, is gekeken 
naar het ‘Tweede Nationaal Onderzoek risicomanagement in Nederland 2014’ (NBA, Nyenrode, Rijksuniversiteit 
Groningen en PWC, 2014). Dit onderzoek laat de volgende risicomanagement standaarden en raamwerken zien 
die in gebruik zijn bij 727 bedrijven/organisaties die mee hebben gedaan aan het onderzoek (onderzoek onder 
organisaties met een budget of omzet groter dan 10 Miljoen Euro). 
Tabel 4.3: Gebruikte standaarden en raamwerken in Nederland onder organisaties met een omzet/budget van 10M+. Bron:  NBA, 







Totaal 2014  (%) 
Geen standaard35 10,5 49,1 47,8 48,6 
COSO 64,9 29,5 20,3 26,3 
INK/EFQM model 10,5 14,5 31,5 20,4 
ISO 31000 17,5 12,0 12,0 12,0 
Lean Six Sigma 5,3 10,3 3,6 8,0 
Basel/Solvency 63,2 11,2 1,2 7,7 
Management_of_Risk 3,5 4,6 4,4 4,6 
Australia/New Zealand 1,8 0,4 1,2 0,7 
OCEG 1,8 0,4 0,4 0,4 
AIRMIC/ALARM/IRM 1,8 0,2 0,4 0.3 
Anders 19,3 10,9 13,1 11,7 
Van elke in deze tabel genoemde standaard of raamwerk staat hieronder een korte omschrijving 36 en een 
grafische afbeelding voor zover deze beschikbaar zijn. Een aantal standaarden en raamwerken die ook in 
Nederland worden toegepast, ontbreken in de tabel hierboven, vermoedelijk zijn deze opgenomen onder 
‘anders’. Dit zijn PRINCE 2®: COBIT, RISMAN en de Risk Diagnosing Methodology (RDM) die wereldwijd in gebruik 
is bij Unilever en Philips. Deze raamwerken komen hieronder, na bespreking van de standaarden en raamwerken 
32 Gedetailleerde vergelijkingen zijn gemaakt tussen AIRMIC, AS/NZS 4360 en COSO-ERM (door AIRMIC, 2005), tussen ISO 
31000 en COSO-ERM (Gjerdrum en Peter, 2011) en tussen Management of Risk (M_0_R)  and ISO 31000 (Dallas, 2013). 
AIRMIC, Alarm en IRM hebben daarnaast gepubliceerd over een werkwijze waarbij Enterprise Risk Management en ISO 31000 
gecombineerd kunnen worden (AIRMIC, Alarm, IRM, 2010). 
33 BS 31300 is als 'Code of Practice for Risk Management and Guidance for ISO31000' een toevoeging op ISO 31000 en wordt 
daarom hier onder de noemer ISO 31000 behandeld. 
34 De optelsom leidt nergens tot 100% . Er wordt hiervoor geen duidelijke verklaring gegeven in het rapport.  
35 De auteurs zeggen hierover: “Hoewel er geen garantie bestaat dat het gebruik van een model noodzakelijk is om risico’s te 
managen, is enige vorm van referentie behulpzaam.”  (NBA, Nyenrode, Rijksuniversiteit Groningen en PWC, 2014, p. 44). 
36 De informatie hieronder is afkomstig van de organisaties zelf en is niet aangevuld met wetenschappelijke besprekingen en 
analyse, aangezien dat teveel ruimte binnen dit onderzoek in beslag zou nemen.  
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uit tabel 4.3, ook aan de orde. Hoewel deze gebaseerd zijn op een uitgebreide literatuurstudie, blijft de 
uiteindelijke keuze enigszins arbitrair, er zullen altijd raamwerken buiten de boot vallen. Er is daarnaast nog een 
groot aantal standaarden en raamwerken voor risicomanagement die domein-specifiek zijn. Veel landen hebben 
hun ‘eigen’ favoriete standaard binnen een bepaald domein. De bekendheid en ervaring in Nederland met deze 
standaarden en raamwerken is vrij beperkt.  
Risicomanagement standaarden en raamwerken die afkomstig zijn uit andere landen met een specifieke 
toepassing en beperkt bereik en worden om die reden buiten beschouwing gelaten in deze studie. Zo heeft het 
weinig zin om in te gaan op een IEEE Standard 1540-2001for Software Life Cycle Process, van het Institute of 
Electrical and Electronic Engineers of op de JIS Q2001:2001(E): Guidelines for Development and Implementation 
of Risk Management System van de Japanese Standards Association (Raz en Hillson, 2005).  
4.3.1 COSO-ERM 
Het ‘Committee of Sponsoring Organizations of the Treadway Commission’ (COSO) is opgericht door een vijftal 
organisaties uit de financiële wereld in de Verenigde Staten· en publiceert op het raakvlak van risicomanagement 
voor ondernemingen (Enterprise Risk Management - ERM), interne control en fraude. In 1992 publiceerde COSO 
daarom het Internal Control – Integrated Framework, welke werd herschreven en herzien in 2013. In 2004 heeft 
COSO een nieuw raamwerk gepubliceerd, het COSO Enterprise Risk Management – Integrated Framework (COSO, 
2004). Doordat de auteurs van COSO - ERM hoofdzakelijk bestond uit accountants en financiële experts, is COSO 
is vooral gebaseerd op ‘control’ en ‘compliance’ (Gjerdruk en Peter, 2011). Gjerdruk en Peter noemen het een  
“complexe, multi-gelaagde en gecompliceerde richtlijn” en geven aan dat veel organisaties moeite hebben gehad 
om dit te implementeren (Gjerdruk en Peter, 2011, p. 10). De afbeelding die COSO ERM het beste  samenvat 
staat hieronder (figuur 4.1). 
 
Figuur 4.1: Doelstellingen, onderdelen en niveaus van ERM binnen de organisatie.  Bron: COSO (2004, p. 7) 
 
4.3.2 INK/EFQM 
Het Instituut Nederlandse Kwaliteit (INK) en de European Foundation for Quality Management (EFQM) hebben 
een kwaliteitsmanagement model gepubliceerd. Het model hieronder geeft vijf organisatiegebieden weer 
(linkerhelft) en vier resultaatgebieden (rechterhelft), plus het aandachtsgebied ’verbeteren en vernieuwen’ 
(onderin). Het model van INK Is gebaseerd op: (a) leiderschap, (b) vertrouwen, (c) samenwerking, (d) 
resultaatgerichtheid en (e) continue verbeteren en vernieuwen.  
Page | 47  
 
 Figuur 4.2a: kwaliteitsmanagement model INK Bron: www.ink.nl/model 2 juni 2015 
Belangrijk onderdeel, volgens INK, is de relatie met stakeholders: “het is een ‘Rijnlands’ model waarbij de leiding 
ervoor zorgt dat de belangen van alle stakeholders met elkaar in evenwicht zijn. Dit in tegenstelling tot het 
Angelsaksische model waarbij het geld een overheersende rol vervult” (www.ink.nl/model, 2 juni 2015).  
 
Figuur 4.2b: Het belang van strategie, structuur, cultuur, mensen, middelen en resultaten volgens INK. Bron: www.123management.nl 2 
juni 2015. 
 
4.3.3 ISO 31000:2009 
ISO (International Organization for Standardization), een onafhankelijke internationale organisatie met 163 
leden, heeft in 2009 een nieuwe standaard uitgebracht: ISO 31000:2009. De principes en richtlijnen voorzien in 
een raamwerk voor risicomanagement dat gebruikt kan worden door elke organisatie, ongeacht omvang, 
activiteit of sector. In tegenstelling tot andere standaarden, is ISO 31000 is niet bedoeld voor certificatie.   
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 Figuur 4.3: ISO 31000: principes en richtlijnen. Bron: vertaling van ISO (2009, p. vii). 
ISO is geschreven door internationale risicomanagement ‘practitioners’ en een internationale experts met 
expertise in standaardisatie. De ISO principes en richtlijnen voor implementatie laten veel ruimte voor verdere 
uitwerking door de organisatie zelf.  
4.3.4 LEAN 6 SIGMA 
Lean Six Sigma is geen risicomanagement raamwerk of standaard, maar een kwaliteitsmanagementmethode dat 
zich richt op het verbeteren van bedrijfsresultaat. Lean six Sigma doet dit door “systematisch op zoek te gaan 
naar verbetermogelijkheden binnen de organisatie, om daarmee kosten te reduceren, klanttevredenheid te 
vergroten, doorlooptijd van processen te verkorten” (www.sixsigma.nl 3 juni 2015), en daarmee betere 
resultaten te behalen. Lean Six Sigma is in eerste instantie ontwikkeld voor de industrie, maar wordt ook 
toegepast door overheidsorganisaties. Lean Six Sigma is afgebeeld in figuur 4.4. 
 
 Figuur 4.4: Lean Six Sigma. Bron: www.sixsigma.nl, 3 juni 2015. 
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4.3.5 BASEL II: THE INTERNATIONAL CONVERGENCE OF CAPITAL MEASUREMENT AND 
CAPITAL STANDARDS: A REVISED FRAMEWORK 
Basel II (2004) is specifiek ontwikkeld voor banken door de Bank for International Settlements (BIS). Met het 
raamwerk, stelt de BIS kapitaaleisen aan banken om de risico’s onder controle te houden. Basel II bestaat uit drie 
delen: minimum kapitaaleisen, het toezichthoudende proces en markt discipline. Basel III (The international 
Regulatory Framework for Banks), bouwt verder op Basel II en omvat kapitaal, liquiditeitsdekking en de netto 
stabiele financieringsratio. Deze ontwikkeling is weergegeven in figuur 4.5. 
 
Figuur 4.5: van Basel II naar Basel III. Bron: http://edutec-qa.blogspot.nl/ 3 juni 2015. 
4.3.6 SOLVENCY II: RICHTLIJN 2009/138/EG 
Solvency II is een Europese Richtlijn (Directive) ingesteld naar aanleiding van de wens van de Europese Commissie 
om de nationale wet- en regelgeving voor verzekeringsmaatschappijen en herverzekeringsmaatschappijen te 
harmoniseren. Solvency II is dus specifiek van toepassing op het verzekeringswezen. Het voornaamste doel van 
het raamwerk, aldus De Nederlandse Bank, “is de bescherming van de belangen van polishouders. Dit wordt 
bereikt via kwantitatieve kapitaaleisen, kwalitatieve eisen aan de kwaliteit van de bedrijfsvoering en 
transparantie naar publiek en toezichthouder” (www.toezicht.dnb.nl 3 juni 2015). Voor een kritische discussie 
over de wetenschappelijke onderbouwing van Solvency, zie De Soto, 2009).  
 
Figuur 4.6: Solvency II. Bron: Verbond van Verzekeraars (www.verzekeraars.nl), 2015 
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4.3.7  MANAGEMENT_OF_RISK®  
M_o_R® is een raamwerk van het UK Cabinet Office dat gebruikt wordt voor het identificeren, analyseren en 
behandelen van risico’s die van invloed kunnen zijn op het behalen van de organisatiedoelen. Het kan daarom 
toegepast worden op verschillende niveaus, zoals project niveau, programma niveau, operationeel niveau en 
strategisch niveau. Het omvat soortgelijke elementen als het ISO 31000 (2009), namelijk (a) de principes - afgeleid 
van principes met betrekking tot behoorlijk bestuur, (b) de benadering (met beleid, proces beschrijving, strategie 
en planning), (c) het proces zelf - identificatie, analyse en maatregelen en (d) het borgen van risicomanagement 
in de organisatie en het herzien van risicomanagement.  
 
Figuur 4.7: Management of Risk (M_o_R®) raamwerk. Bron: www.axelos.com 3 juni 2015  
 
4.3.8 AS/NZS 4360:2004 (AUSTRALIE/NIEUW ZEELAND) 
De AS/NZS 4360:2004: Risico management standaard uit Australië en Nieuw Zeeland voorziet in een raamwerk 
met de volgende stappen: communicatie en consultatie, het vaststellen van de context, risico identificatie, risico 
analyse, risico evaluatie, risicomaatregelen en monitoring en herziening (Standards Australia, Standards New 
Zealand, 2004). Deze standaard is opgevolgd door de ISO 31000 (2009).  
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 Figuur 4.8. AS/NZS 4360: 2004 standaard voor Risico Management. Bron AS/NZS (2004). 
4.3.9 OCEG: GOVERNANCE, RISK AND COMPLIANCE 
De OCEG is, evenals Lean 6Sigma, geen specifiek raamwerk voor risicomanagement, maar een denktank die 
‘principled performance’ als uitgangspunt hanteert. Hierbij combineert ze verschillende elementen in het 
Governance, Risk and Compliance (GRC) raamwerk. Deze elementen zijn (a) cultuur en ethiek, (b) bestuur 
(governance), (c) resultaat (performance), (d) risico en onzekerheid, (e) naleving (compliance) en (f) audit en 
kwaliteitsborging (audit and Assurance). Figuur 4.9 is een weergave hiervan.  
   
Figuur 4.9: Principled Performance. Bron: OCEG (www.oceg.org 3 juni 2015) 
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4.3.10 AIRMIC: THE RISK MANAGEMENT STANDARD 
Het ‘Institute of Risk Management’ (IRM), de ‘Association of Insurance and Risk Manager’ (AIRMIC) en de ‘Public 
Risk Management Association’ (Alarm) hebben in 2002 een risicomanagement standard gepubliceerd en is 
gebaseerd op het werk van verschillende risico management organisaties in het Verenigd Koninkrijk. Dit 
raamwerk, welke is geaccepteerd door de Europese Federatie van risicomanagement Verenigingen (FERMA), 
refereert expliciet aan de terminologie van ISO 31000, maar blijft het eigen raamwerk hanteren, vanwege de 
‘eenvoud van de benadering’ (www.theirm.org, 3 juni 2015). Het maakt onderscheid tussen strategische risico’s, 
financiële risico’s, operationele risico’s en gevaren (hazard risks). De stappen in het risicoproces lijken veel op 
ISO 31000, zoals ook te zien is in figuur 4.10.  
 
Figuur 4.10: Risk Management Process. Bron: IRM (2002, p. 4). 
 
4.3.11 PRINCE 2®:  
PRINCE 2® biedt een raamwerk voor risicomanagement voor projecten, dat bestaat uit 7 principes, 7 thema's en 
7 processen. De principes zijn: (a) voortdurende bedrijfsrechtvaardiging, (b) leer van ervaring, (c) gedefinieerde 
rollen en verantwoordelijkheden, (d) manage in fasen, (e) stuur op uitzondering, (f) focus op producten, (g) pas 
het aan aan de omgeving. Thema’s zijn: (a) business case, (b) organisatie, (c) plannen, (d) voortgang, (e) risico, (f) 
kwaliteit, (g) verandering. De processen zijn: (a) opstarten van een project, (b) initiëren van een project (c) sturen 
van een project, (d) een fase onder controle hebben, (e) de grenzen van een fase bewaken, (f) de oplevering 
bewaken, (g) een project afsluiten. Zie figuur 4.11. PRINCE 2® is niet project overstijgend. 
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Figuur 4.11: Principles of Risk Management in Controlled Environments. Bron: http://www.axelos.com 3 juni 2015. 
 
4.3.12 COBIT 4.1 EN COBIT 5® 
COBIT 4.1® is een raamwerk ontwikkelde door de Information Systems Audit and Control Association (ISACA), 
een vereniging van IT professionals. COBIT 4.1® is een raamwerk voor IT governance en omvat daarnaast ook 
een instrumentarium om control eisen, technische eisen en bedrijfsrisico’s met elkaar te verbinden. Het is 
ontstaan vanuit de behoefte om risico’s in de audit en control van informatievoorziening beter te begrijpen en 
kennis daarover te delen. COBIT 5® combineert COBIT 4.1® met 2 andere raamwerken (VAL IT en RISK IT) en 
omvat ‘Audit and Assurance’, risicomanagement, informatiebeveiliging, regelgeving en naleving, bestuur IT. 
 
Figuur 4.12: COBIT 5® Bron: ISACA, 2015 (www.isaca.org 3 juni 2015) 
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4.3.13 RISMAN 
De RISMAN methode is in 1995 ontwikkeld door Rijkswaterstaat, ProRail, Twynstra Gudde, de Technische 
Universiteit Delft en Gemeentewerken Rotterdam. RISMAN is ontwikkeld voor risicomanagement van projecten 
in de bouw en infrastructuur maar wordt tegenwoordig ook daarbuiten gebruikt. Bij de RISMAN-methode 
worden de politiek/bestuurlijke, financieel/economische, juridisch/wettelijke, technische, organisatorische, 
geografisch/ruimtelijke en maatschappelijk aspecten expliciet meegenomen, zodat er sprake is van een integrale 
aanpak. RISMAN is vooral gericht op het risicomanagement proces (identificeren, analyseren, 
beheersmaatregelen nemen, monitoren en evalueren, actualiseren). Zie figuur 4.13. 
 
Figuur 4.13: RISMAN methode. Bron: Kennisplatform CROW ( www.crow.nl 3 juni 2015) 
4.3.14 RISK DIAGNOSING METHODOLOGY 
 
Deze methode is in 1994 ontwikkeld door Keizer en Halman voor Philips Lighting en later wereldwijd toegepast 
door Unilever en diverse andere industrieën bij (radicale) innovatie projecten. De methode “zorgt ervoor dat de 
technologische, organisationele en bedrijfsrisico’s van een innovatieproject goed geanalyseerd worden, zodat er 
geschikte beheersmaatregelen voor genomen kunnen worden” (Keizer, Halman en Song, 2002, p. 213). De 
methode integreert inzichten uit de sociologische en psychologische wetenschappelijke literatuur, waaronder 
over ‘group think’ en veranderende risico-percepties bij discussies in groepsverband. De RDM bestaat uit de 
volgende fasen: 
 
“A. Identificeren van projectrisico’s 
1. Initiële briefing tussen projectmanager en risicoconsultant 
2. Kick off meeting met het team 
3. Afnemen interviews 
B. Beoordelen van de risico’s 
4. Ontwikkelen van de risicovragenlijst 
5. Beantwoorden van de risicovragenlijst 
6. Opstellen van risicotopografie van het project 
C. Managen van projectrisico’s 
7. Voorbereiden van de risicomanagementsessie 
8. Uitvoeren van de risicomanagementsessie 
9. Opstellen en uitvoeren van het risicomanagementplan 
D. Evalueren van de methode 
10. Evalueren en aanpassen van de methode” (Fröhlichs en Halman, 2006, p. 6) 
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Een van de bijzondere kenmerken van de RDM methode is dat het ingaat op de onzekerheden die het behalen 
van de doelstellingen kan beïnvloeden, op de mogelijkheid van het team om het verloop van gebeurtenissen te 
beïnvloeden binnen de tijd en met de beschikbare middelen en het relatieve belang dat het project slaagt. 
 
4.4 MEEST GESCHIKTE RAAMWERK  
In de vergelijking gaan we uitsluitend risicomanagement standaarden en raamwerken vergelijken die generiek 
toepasbaar zijn, toepasbaar zijn in de publieke sector en project overstijgend zijn. Dat betekent dat Basel en 
Solvency niet meegenomen worden in de vergelijking omdat deze domeinspecifiek zijn voor de banken en het 
verzekeringsstelsel. COBIT is domein specifiek voor de IT sector en valt daarom af als generieke standaard voor 
DGPol. PRINCE2 en RISMAN en RDM zijn gericht op risicomanagement in projectomgevingen en worden daarom 
ook niet in de vergelijking opgenomen.  
AS/NZS 4360:2004 zal ook niet als aparte standaard in de vergelijking opgenomen worden omdat de Standaard 
Organisaties voor Australië en Nieuw Zeeland hebben aangegeven op te gaan in de ISO 31000 standaard. INK, 
Lean Six Sigma en OCEG vallen eveneens af in de selectie omdat het hier niet gaat om risicomanagement 
Standaarden of raamwerken, maar om kwaliteitsmanagement en ‘Principled performance’. Dit sluit echter niet 
uit dat onderdelen of tools van INK, Lean Six Sigma en OCEG en COBIT, PRINCE2, RISMAN of RDM wellicht in later 
stadium te gebruiken zijn in combinatie met een ander raamwerk. Dat betekent dat COSO-ERM (2004), ISO 31000 
(2009), M_o_R en AIRMIC overblijven in de analyse. Met de verdere inperking, kunnen we ‘generiek’ en 
‘projectoverstijgend’ uit figuur 4.2 halen en refereren we in tabel 4.4 alleen nog aan bekendheid, gebruiksgemak, 
flexibiliteit en resultaatgerichtheid. 






De scores van tabel 4.4 zijn gebaseerd op originele teksten van de standaarden en raamwerken en op 
wetenschappelijke artikelen waarin standaarden en raamwerken met elkaar vergeleken en besproken worden. 
Scores zijn niet normatief bedoeld. Zo zeggen negatieve scores op flexibiliteit en gebruiksgemak niets over de 
effectiviteit van het risicomanagement bij de organisatie.  
Bekendheid in Nederland: als de score van toepassing in de profit en non-profit sector opgeteld onder 10% blijft 
steken volgens tabel 4.3 (NBA, Nyenrode, Rijksuniversiteit Groningen, PWC, 2014), krijgt een standaard of 
raamwerk hier een negatieve score. Deze keuze wil niet zeggen dat de standaard of het raamwerk in 
werkelijkheid niet meer bekendheid geniet dan dat het 2e Nationale Onderzoek naar risicomanagement in 
Nederland aangeeft. Zo wordt M_o_R aanbevolen door KPN Consulting, niet de kleinste in Nederland.  
Gebruiksgemak: hierbij is sprake van onvermijdelijke subjectiviteit. Gebruiksvriendelijkheid wordt hier verstaan 
als een methodiek – of een combinatie methodieken - die eenvoudig toe te passen is en aan te passen is aan de 
werkprocessen, dus geen complexe spreadsheets, waar veel documentatie voor verzameld moet worden en 
waar extra capaciteit voor vrijgemaakt moet worden. Deze interpretatie is gebaseerd op informatie uit de 
interviews, die hier een consistent beeld in laten zien.  
 COSO 
ERM 
ISO 31000 M_o_R AIRMIC 
Bekendheid in NL   beperkt Nee 
Gebruiksgemak  Nee     
Flexibiliteit Nee    
Gericht op Resultaat/output      
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Flexibiliteit is de mate waarin de organisatie vrijheid heeft om risicomanagement een eigen invulling te geven die 
past bij de organisatie en de mate waarin de keuze van de methoden opengelaten is. Als de methodiek 
voorgeschreven is en in zijn geheel toegepast moet worden volgt hier een negatieve score. De score is relatief in 
vergelijking tot de andere standaarden of raamwerken.  
Resultaatgerichtheid is de mate waarin de standaard of het raamwerk zich richt op het behalen van resultaten 
(als onderdeel van de doelstellingen) in de organisatie. Voordelen van gebruik voor de gebruiker zijn impliciet 
meegenomen omdat we kunnen aannemen dat ‘beter resultaat’ (binnen budget, zonder tijdsoverschrijving, met 
beschikbare informatie en voldoen aan de kwaliteitscriteria) voordelen biedt aan de gebruiker. 
Hoewel Multi-criteria Analyse oorspronkelijk niet onderdeel uitmaakte van de methodologie in de 
onderzoeksopzet, zullen we een aantal stappen doorlopen om te kijken of dit bij de keuze toegevoegde waarde 
heeft. Is het criterium in de linker kolom (geel) belangrijker dan in de bovenste rij (lichtblauw), dan komt er een 
score van 1. Is het criterium in de bovenste rij (lichtblauw) belangrijker dan in de linker kolom (geel), dan volgt 
er een 0. Zijn ze beiden even belangrijk, of is er geen duidelijk onderscheid te maken dan krijgen beiden een 1.  









Onderbouwing zwaarte criteria: 
Hoewel bekendheid niet in de oorspronkelijke lijst van criteria voorkwam, gaven enkele respondenten expliciet 
aan de ‘bekendheid’ van de standaard of het raamwerk van belang te vinden in referentie naar buiten de 
organisatie. Zo werd over het gebruik van COBIT bij de Nationale Politie gezegd: “Er is goed over nagedacht, het 
wordt veel gebruikt en is als referentie daarom erg sterk.” Daarom is bekendheid hier even belangrijk als 
flexibiliteit en resultaat gerichtheid. Flexibiliteit en gebruiksgemak komen uit de interviews naar voren als even 
belangrijk. Hoewel ze op elkaar lijken, heeft flexibiliteit betrekking op specifieke invulling van het 
risicomanagement systeem door de organisatie en heeft gebruiksgemak met individuele gebruikers te maken.  
We zien nu dat - doordat we in paragraaf 4.2 een groot aantal eisen hebben kunnen indelen bij 'ontwerpcriteria', 
we slechts vier selectiecriteria overhouden die even belangrijk zijn. Daarmee is het verder toepassen van een 
multi-criteria analyse en het doorlopen van de overige stappen (zoals een gevoeligheidsanalyse) methodologisch 
zinloos geworden, omdat we met één oogopslag kunnen zien (tabel 4.4) welke standaard of raamwerk als 
‘winnaar’ uit de bus zal komen, namelijk ISO 31000. Zowel COSO-ERM, als M_o_R en AIRMIC hebben enig nadeel 




A Bekendheid standaard in NL 
B Gebruiksgemak  
C Flexibiliteit 
D Gericht op resultaat 
 A B C D Totaal 
A  1 1 1 3 
B 1  1 1 3 
C 1 1  1 3 
D 1 1 1  3 
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4.5 CONCLUSIE 
Er zijn de afgelopen jaren een aantal grote veranderingen (opgaven) in gang gezet, die veel gevraagd hebben van 
medewerkers van ketenpartners, stakeholders en DGPol zelf en die de relatie tussen stakeholders en 
ketenpartners onder druk heeft gezet. Doordat de veranderingen ook nog tegelijkertijd plaatsvinden, groeit de 
onzekerheid rondom het behalen van de doelstellingen. Daar komt nog bij dat veiligheid en politie onder het 
publieke en politieke vergrootglas liggen: Kamervragen en media-vragen zijn aan de orde van de dag. Dat 
betekent dat er een grote mate van sensitiviteit moet zijn voor de politiek-bestuurlijke context en urgentie. Een 
puur conventionele risicomanagement benadering past daar niet bij, zoals we gezien hebben in hoofdstuk 2.  
De keuze voor ISO 31000 is een logisch gevolg van de selectiecriteria zoals beschreven in 4.2 en 4.3 en past goed 
bij de organisatie die DGPol wil zijn, de missie en de kernwaarden die ze wil uitdragen, zoals beschreven in het 
Ambitiedocument (Gaastra, 2014). De principes en richtlijnen van ISO 31000 voorzien in een raamwerk voor 
risicomanagement dat gebruikt kan worden door elke organisatie, ongeacht omvang, activiteit of sector. De ISO 
principes en richtlijnen voor implementatie laten veel ruimte voor verdere invulling en uitwerking door de 
organisatie zelf. Aangezien de zes processtappen uit risicogestuurd werken (van Staveren, 2015, p. 79) en het 
risico proces van ISO 31000 (2009) in grote mate overeenkomen, leent een combinatie met ISO 31000 zich 
uitstekend voor een combinatie met risicogestuurd werken. 
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5. RISICOMANAGEMENT – DE PRAKTIJK 
 
Het doorontwikkelen van een risicomanagement systeem bij DGPol wordt nog niet door iedereen gezien als 
eerste prioriteit. “Het zijn ad hoc renners”, “ze vergeten hun eigen afspraken” en “de basis is niet op orde, stel 
prioriteiten, sturing – begin daar maar eens mee”. Hoewel de opmerkingen bedoeld waren om te zeggen dat het 
doorontwikkelen van een risicomanagementsysteem bij DGPol te vroeg is binnen een context waar ‘de basis nog 
mist’, kan risicomanagement, mits op de juiste manier ingezet, bijdragen aan het stellen van prioriteiten en het 
bieden van sturingsinformatie, om daarmee de basis beter op orde te brengen. Dat dit gepaard gaat met de 
nodige problemen, blijkt ook uit het Rapport naar aanleiding van het meest recente Verantwoordingsonderzoek 
bij het Ministerie van Veiligheid en Justitie: “We constateren dat er in de loop van het jaar 2014 kaders en 
instrumentarium ontwikkeld zijn om de bedrijfsvoering te verbeteren. Het inzetten daarvan kan leiden tot 
structurele verbeteringen. In de praktijk blijkt het echter weerbarstig te zijn om het instrumentarium toe te passen 
en veranderingen door te voeren.” (Algemene Rekenkamer, 2015, p. 69)37.  
Het Technische Rapport met de Richtlijnen voor Implementatie van ISO 31000 (ISO/TR 31004, 2013) geeft aan 
dat voorafgaand aan implementatie, er een analyse gemaakt moet worden van het huidige kader (framework) 
om dit te kunnen vergelijken met ISO 31000: 20009 op het gebied van het risicomanagement beleid, 
verantwoording, integratie in de organisatie processen, middelen, interne en externe communicatie en 
rapportage. Dit hoofdstuk gaat dan ook in op de vraag hoe risicomanagement38 op dit moment is vormgegeven 
bij DGPol, op papier en in de praktijk van alledag. Daarbij passen de vragen: 
1. Welke standaarden/raamwerken en welk instrumentarium zijn momenteel in gebruik?  
2. Hoe is risicomanagement ingebed in de structuur, werkprocessen en rapportages van DGPol?  
 
Door dit vervolgens te relateren aan de gekozen standaard en aan risicogestuurd werken, kan gekeken worden 
waar verbeteringen mogelijk zijn. Dat leidt tot de volgende vragen: 
3. Wat zijn de belangrijkste overeenkomsten en verschillen met de ISO 31000?  
4. Welke concrete aanknopingspunten levert dit op voor risicomanagement bij DGPol? 
 
Deze vragen komen achtereenvolgens aan de orde in 5.1, 5.2, 5.3 en 5.4.  
 
5.1  STANDAARDEN/RAAMWERKEN EN INSTRUMENTARIUM IN GEBRUIK 
Uit de interviews komt naar voren dat in het verleden wel eens gebruik is gemaakt van INK/EFQM en van 6 Sigma. 
Op dit moment wordt binnen Veiligheid en Justitie echter gebruik gemaakt van ISO 31000 voor het risico-analyse 
proces (context, identificatie, analyse, evaluatie, beheersing, communicatie en consultatie en monitoring en 
beoordeling), zoals afgebeeld in figuur 5.1. DGPol maakt hier ook gebruik van. Voor het bestuurlijke 
risicomanagement kader (framework) maakt DGPol gebruik van een eigen model: Governance en 
risicomanagement, zie figuur 5.2.  
37 De Algemene Rekenkamer maakt onderscheid tussen marginale, relevante en kritische beheerdomeinen [m.a.w. waar het 
Ministerie bijzondere risico’s loopt] “Indien het beheerdomein van zeer groot belang is, spreken we van een kritisch 
beheerdomein.”. DGPol heeft, volgens de Algemene Rekenkamer, te maken met 2 kritische beheerdomeinen: (a) 
subsidies/rijksbijdragen en (b) management controlesystemen (Algemene Rekenkamer, 2015, p. 71). 
38 In dit hoofdstuk spreken we nog van risicomanagement, omdat de huidige praktijk vooral gebaseerd is op conventioneel 
risicomanagement en het risicogestuurd werken minder sterk aanwezig is. We refereren wel aan ‘risicogestuurd werken’ – 
ook in dit hoofdstuk - als het gaat om het toekomstige risicomanagement van DGPol.  
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Figuur 5.1: Het ISO31000 proces zoals weergegeven in het Position Paper Risicogeoriënteerd werken. Bron: Ministerie van Veiligheid en 
Justitie (2014f, p. 4). 
Het gebruik van ISO 31000 is nogal fragmentarisch, het wordt nog niet integraal toegepast binnen de organisatie. 
Het instrumentarium dat momenteel in gebruik is bij DGPol, bestaat uit: 
1. Heatmaps; 
2. Risico beoordelingskaart; 
3. SWOT analyses (Strengths, Weaknesses, Opportunities, Threats); 
4. Dashboard met kwalitatieve indicatoren voor IV projecten (kwalitatieve Key-Performance Indicators); 
5. Stakeholder analyses; 
6. Periodieke incidentele audits; 
7. Documentanalyses; 
8. Interviews (beperkt); 
9. Workshops; 
10. Scenario analyses; 
11. Balanced Score Cards (vooral op terrein interne bedrijfsvoering); 
12. Gateway methode. 
 
De instrumenten die echter verreweg het meest gebruikt worden bij DGPol zijn de heatmaps en 
risicobeoordelingskaarten. Het gebruik van het dashboard met kwalitatieve indicatoren voor IV projecten is een 
goede aanvulling op de risicobeoordelingskaart en kan met enige aanpassing gebruikt worden op alle terreinen. 
De voorgestelde scoremethode voor de heatmaps, bestaat niet alleen uit kwantitatieve indicatoren, maar ook 
uit kwalitatieve indicatoren voor reputatie/imagoschade (ambtelijke aandacht, politieke aandacht, 
Kamervragen, verontwaardiging bij publiek en in de (nationale) media, impact op ketenpartners) en 
kwaliteitsschade (impact op bereiken van doelstellingen, verlies van kwaliteit van de eindresultaten en 
onderbreking van de processen). Deze scoremethode (Ministerie van Veiligheid en Justitie, 2014c, p. 12-13) is, 
voorzover nog niet in gebruik, een uitstekende aanvulling op de bestaande risicobeoordelingskaart en kan verder 
doorontwikkeld worden door andere factoren dan budget en tijdsoverschrijdingen op te nemen. 
De Directie Informatie Voorziening (IV) van de Nationale Politie maakt gebruik van de standaard ISO 27001 
(Information Security Management Systems – Requirements), ISO 27002 (Code of practice for information 
security controls) en COBIT – alle drie specifiek gericht op IT en Informatie beveiliging. De Directie IV van de 
Nationale Politie geeft aan dat het voordeel van COBIT is dat het gaat om goed gedefinieerde IT processen, 
daarnaast veel gebruikt wordt in de IT sector, dus als referentie erg sterk is en integratie met andere raamwerken 
mogelijk maakt. Toepassing van COBIT binnen de organisatie is nog in ontwikkeling, dus nog niet volledig 
doorgevoerd. De eerste ervaringen zijn positief, hoewel het ook weerstand oproept omdat het transparantie 
Page | 60  
 
vereist. In zekere zin grijpt het in op de autonomie van medewerkers en afdelingen. Uitvoerende organisaties en 
diensten hebben nu, meer dan in het verleden, het gevoel verantwoording te moeten afleggen. 
Voor ICT projecten geldt een ‘checklist maatregelen voor projectplannen’, ingedeeld naar projecten onder de 
25,000 Euro, van 25,000 – 150,000 Euro, van 150,000 – 1 Mln. Euro, van 1 – 5 Mln. Euro, van 5-20 Mln. Euro en 
boven de 20 Mln. Euro. Volgens deze checklist wordt voor projecten boven de 150,000 Euro PRINCE2 gebruikt 
als project management systematiek en wordt Managing Successful Programs (MSP) gebruikt voor Programma 
Management boven de 150,000 Euro (indien van toepassing). 
De instrumenten die genoemd zijn voor DGPol, zijn - in meer of mindere mate - ook in gebruik bij de Directie 
Informatie Voorziening (IV) van de nationale Politie. Daarnaast wordt gebruik gemaakt van incidentregistraties 
(informatiebeveiliging), simulaties (ten behoeve van informatiebeveiliging en specifieke gebeurtenissen, zoals de 
Nuclear Summit), stress testen, risico control matrices, flow charts voor IT processen en serious gaming. De 
Nationale Politie maakt gebruik van het Dynamisch BeheersingsRaamwerk, ook bij de Nationale Politie is het 
risicomanagement in ontwikkeling.  
 
5.1.1 SAMEN NAAR SUCCES: RANDVOORWAARDEN EN INSTRUMENTARIUM 
 
Een concreet voorbeeld van een uitwerking van randvoorwaarden is: 'Samen naar Succes: opzet van de 
gezamenlijke monitoring van de voortgang van het Politie Aanvalsprogramma Informatievoorziening' (figuur 
5.2). Het kaderdocument geeft zelf, in 2012, al de randvoorwaarden voor succes in het Aanvalsprogramma.  
 
Figuur 5.2: Opzet van het DGPol management dashboard. Bron: Nationale Politie/Programmabureau CIO Office, Ministerie van 
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5.2 BESTUURLIJKE INBEDDING VAN HET RISICOMANAGEMENT  
5.2.1 WET EN REGELGEVING 
De verantwoordelijkheden van DGPol zijn vastgelegd in hoofdstuk V van de ‘Regeling van de Minister van 
Veiligheid en Justitie van 7 december 2011, kenmerk 5719270, houdende vaststelling van de organisatie van het 
Ministerie van Veiligheid en Justitie’, hierna vermeld als Organisatieregeling Ministerie van Veiligheid en Justitie 
2011.  
Deze regeling staat in Box 5.1. Risicomanagement wordt hierin niet expliciet genoemd. In de tabel zijn daarom 
een aantal donkerrode highlights aangebracht op die taken, waaruit volgens de onderzoekers, de 
verantwoordelijkheid voor de ontwikkeling en uitwerking van risiscomanagement afgeleid kan worden. 
Risicogestuurd werken zou integraal onderdeel moeten zijn van alle taken en portefeuilles.  Heldere toekenning 
van taken en verantwoordelijkheden met betrekking tot risicomanagement is een van de voorwaarden voor 
risicogestuurd werken (Van Staveren, 2015).  
 
5.2.2 MISSIE EN DOELSTELLINGEN 
De missie van DGPol is “De veiligheid vergroten door een optimaal werkend politiebestel met een goed 
toegeruste politieorganisatie, binnen de rechtstatelijke spelregels” (Gaastra, 2014c, p. 6). Die missie is nog niet 
bereikt, volgens de Algemene Rekenkamer: “We constateren dat de minister nog een lange weg te gaan heeft 
voor de doelstellingen bij de vorming van de Nationale Politie daadwerkelijk tot stand zijn gekomen.” (Algemene 
Rekenkamer, 2015, p. 2). De recente commotie rondom het herijkte realisatieplan voor de Nationale Politie 
maakt duidelijk dat de wens zoals verwoord in de missie en realiteit nog van elkaar af staan.  
De belangrijkste doelstellingen van het DGPolitie zijn een goed functionerend bestel, een goed beheer van de 
politie en de realisatie van de veiligheidsagenda. DGPol heeft, in lijn met deze doelstellingen, drie hoofdtaken 
verwoord in het Ambitiedocument: “Wij optimaliseren het politiebestel, Wij zorgen voor een goed toegeruste 
politieorganisatie, Wij voeren regie op maatschappelijk herkenbare politieprestaties en dragen bij aan een 
veiliger Nederland.” (Gaastra, 2014c, p. 6).  
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• “Artikel 32 
o 1. Het directoraat-generaal Politie (DGPol) is belast met: 
a.  de verantwoordelijkheid voor het functioneren van de politieorganisatie en het leveren politiezorg; 
b. het ontwikkelen van een visie op de kwaliteit, de inrichting en de ontwikkeling van de 
politieorganisatie. 
o 2. Ter uitvoering van de taken, bedoeld in 1e lid, is het directoraat-generaal in het bijzonder belast met: 
a.  de doorontwikkeling van het stelsel van de nationale politie; 
b.  beleidsontwikkeling op het terrein van de politie; 
c.  het vaststellen van beleidskaders voor de politieorganisatie en de uitvoering van politietaken, gericht 
op het realiseren van de beleidsprioriteiten van de minister en de gezagsdragers; 
d.  het creëren van condities voor een goed en slagvaardig functionerend politieapparaat. 
o 3. Het directoraat-generaal bestaat uit de volgende portefeuilles en dienstonderdelen: 
a.  de portefeuille Middelen Politie; 
b.  de portefeuille Regie en Control; 
c.  de portefeuille Politieel Beleid en Taakuitvoering; 
d.  het korps politie Bonaire, Sint Eustatius en Saba; 
e.  het brandweerkorps Bonaire, Sint Eustatius en Saba. 
• Artikel 33 
o 1. De portefeuille Middelen Politie is ter waarborging van de continuïteit van de politieorganisatie belast 
met het beleid inzake de bedrijfsvoering van de politie. 
o 2. De portefeuille Middelen Politie bestaat uit: 
a.  het programma Financiën; 
b.  het programma HRM en Onderwijs; 
c.  het programma Arbeidsvoorwaarden; 
d.  het programma Informatievoorziening en Inkoop. 
• Artikel 34 
o 1. De portefeuille Regie en Control is belast met: 
a.  het beheer van het stelsel van planning & control in relatie tot de politie en het beleid hieromtrent; 
b.  het beheer en de interne bedrijfsvoering van het directoraat-generaal; 
c.  bestuurlijke, juridische, operationele aangelegenheden en management van incidenten; 
d.  de coördinatie van parlementaire aangelegenheden; 
e.  de coördinatie van afhandeling van burgerbrieven; 
f.  het beleid inzake de organisatie van de meldkamers; 
g.  het beleid inzake het communicatiesysteem van de hulpdiensten. 
o 2. De portefeuille Regie en Control bestaat uit: 
a.  het programma Regie en Strategie; 
b.  het programma Control; 
c.  het programma Meldkamers en C2000. 
• Artikel 35 
o 1. De portefeuille Politieel Beleid en Taakuitvoering is belast met: 
a.  het beleid inzake de primaire processen, taakuitvoering en bevoegdheden van de politie; 
b.  de vermindering van administratieve lasten ten aanzien van de politie; 
c.  internationale politiesamenwerking; 
d.  het beheer van het korps politie Bonaire, Sint Eustatius en Saba en het brandweerkorps Bonaire, Sint 
Eustatius en Saba. 
o 2. De portefeuille Politieel beleid en Taakuitvoering bestaat uit: 
a.  het programma Politiële Taken; 
b.  het programma Implementatie Nationale Politie en Bevoegdheden; 
c.  het programma Minder Regels, Meer Op Straat; 
d.  het programma Internationale en Caribische Aangelegenheden” 
• Artikel 36, 37, 38 zijn vervallen, artikel 39 en 40 hebben betrekking op Bonaire, Sint Eustatius en Saba 
Box 5.1: Organisatieregeling Ministerie van Veiligheid en Justitie (2011), Hoofdstuk V. [Portefeuilles zijn veranderd sinds 2011]. 
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5.2.3 GOVERNANCE / STRUCTUUR 
De Handreiking risicomanagement Veiligheid en Justitie (Ministerie van Veiligheid en Justitie, 2014) geeft het 
volgende schema weer (figuur 5.3) met betrekking tot de inbedding van risicomanagement in de organisaties.  
 
Figuur 5.3: Governance structuur. Bron: Ministerie van Veiligheid en Justitie (2014a, p.4). 
De Handreiking risicomanagement van het Ministerie van Veiligheid en Justitie spreekt over integraal 
risicomanagement.  Binnen het ministerie en DGPol wordt het principe van meerdere verdedigingslinies (lines of 
defense) toegepast.  
 
In het geval van DGPol gaat het om vijf ‘lines of defense’ (tabel 5.1). De Bestuursraad, het DG Team en 
DirectieTeam vormen de eerste ‘line of defense’ en bepalen de missie en strategie binnnen het Ministerie van 
Veiligheid en Justitie. De Directeuren-Generaal zijn daarbij de ‘integrale managers’ die een centrale rol 
spelen/zouden moeten spelen spelen in de 1e 'line of defense'. Elke DG beschikt over een eigen Control afdeling, 
zowel op financieel gebied als op informatie gebied. Binnen een DG zijn de lijnmanagers verantwoordelijk voor 
het (risico)management binnen hun directie (Directeur Politieel Beleid en Taakuitvoering, Directeur Middelen, 
Directeur Landelijke Meldkamer Organisatie - LMO) en programma managers verantwoordelijk voor het 
(risico)management binnen hun programma en projectmanagers verantwoordelijk voor de projecten. De DG en 
lijnmanagers worden ondersteund door (beleids)adviseurs op het gebied van risicomanagement (de 2e 'line of 
defense'), die aanbevelingen doen over interne en externe risico's en risicobeheersmaatregelen. Zij bewaken ook 
de effectiviteit van maatregelen en hebben als taak om hierover te rapporteren. Het pSG cluster39 houdt de 
risico's, beheersmaatregelen en de effectiviteit daarvan sterk in de gaten bij grote projecten, bij strategische 
beslissingen, bij herijkingen en na incidenten en kamervragen. Dit wordt besproken deze binnen het pSG 
Management Team (Interview 9 April 2015).  
39 bestaande uit de Directies van a. Financieel-Economische Zaken, b. Personeel en Organisatie, c. Informatisering en Inkoop, 
d. Departementale Auditdienst, directie Bedrijfsvoering en Ondersteuning Bestuursdepartement, f. Dienstencentrum i.o., g. 
baten-lastendienst Gemeenschappelijk Dienstencentrum ICT, h. Projectendirectie Huisvesting,  
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De interne auditor in de 3e line of defense, "geeft op basis van gerichte onderzoeken een onafhankelijk oordeel 
over het geheel van beheersingsmaatregelen die zijn genomen t.a.v. de beheersing van risico’s op een bepaald 
project, programma of portfolio" (Ministerie van Veiligheid en Justitie, 2014f, p.11). De interne auditor kan ook 
gevraagd worden om een oordeel te geven naar aanleiding van opgetreden risico’s waaruit een conflict ontstaan 
is. Externe auditors staan  in de 4e line of defense en toezicht, zoals de Inspectie Veiligheid en Justitie, of de 
Algemene Rekenkamer – staan in de 5e line of defense (Ministerie van Veiligheid en Justitie, 2014f, p. 11).  
Tabel 5.1: Five lines of defense. Bron: Ministerie van Veiligheid en Justitie (2014f, p. 11) 
 
Ook al heeft risicomanagement een plek binnen de organisatie, het is niet vastgelegd in functie- en 
taakomschrijvingen van lijnmanagers, programma managers en project managers. Er is sprake van bijzonder 
wisselend beeld met betrekking tot de kennis en toepassing van risicomanagement binnen het lijnmanagement. 
Terwijl sommigen actief bezig zijn met de ontwikkeling van risicomanagement in de organisatie, geven anderen 
toe er niet al te veel van te weten, maar er wel elke dag mee bezig te zijn. Een van de respondenten van een 
ander Directoraat zegt hierover: “DGPol mag echt trots zijn op haar medewerkers. Onderschat niet wat je al aan 
goudmijn hebt. Men zou veel meer moeten/kunnen leren van elkaar.” (Interview 9 april 2015).  
5.2.4 OVERLEGSTRUCTUREN EN TOEZICHTHOUDERS 
Er zijn binnen DGPol de volgende wekelijkse overlegstructuren: 
• Management Team (MT) en programma managers (MT POL PLUS): bespreken interne beheerszaken, 
verdere professionalisering, control over bedrijfsvoering, reflectie op ontwikkeling medewerkers. 
• Portefeuillehouderoverleggen (PHO): directeuren en programmamanagers: discussie over beleids-
inhoudelijke stukken, actuele ontwikkelingen en trends. Verkenning en visievorming.  
• MT POL, bestaande uit de Directeur-generaal en Directeuren: besluitvormend gremium voor DGPol 
• Team overleg/briefing voor elk programma 











Intern  Extern 
1st line: integraal en lijnmanagement 4th line: externe auditors/accountants 
2nd line: adviseurs en controllers 5th line: Inspectie Veiligheid en Justitie, Algemene Rekenkamer, e.d. 
3rd line: interne auditor  
Informeel overleg voor 
evaluatie, reflectie,  
strategische verkenning, 
innovatie 
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Deze overlegstructuren zijn bij uitstek geschikte ‘instrumenten’ om risicogestuurd werken meer body te geven: 
van beheersmatig op programmaniveau, tot strategisch op management niveau. Belangrijk is echter niet alleen 
de verticale lijn (informatie en aanwijzingen), maar om ook de horizontale lijn goed in de gaten te houden 
(directies onderling en programma's onderling). Ook toezichthouders bieden een logisch aanknopingspunt voor 
risicogestuurd werken. De toezichthouders waar DGPol mee te maken heeft zijn: 
 
 
Figuur 5.5: Toezichthouders 
De in figuur 5.5 afgebeelde toezichthouders hebben de volgende functies:  
• Rekenkamer: Bewakingsorgaan naar Tweede Kamer toe. Verantwoordingsonderzoek. Ze doet onderzoeken 
achteraf, meer en meer op het terrein van beleidsvorming; 
• Inspectie van Veiligheid en Justitie: (onafhankelijke) inspectie opgericht om van binnenuit het functioneren 
van Het ministerie van Veiligheid en Justitie te beoordelen, vragen in co-productie; 
• Commissie van Toezicht op het Beheer: een bij ministeriele beslissing ingestelde externe onafhankelijke 
commissie om te rapporteren over vorming van de Nationale Politie.   
• Review Board: externe Toezichtscommissie op Aanvalsprogramma Informatievoorziening Politie (AVP).  
 
 
5.2.5 WERKPROCESSEN, COMMUNICATIE EN RAPPORTAGES 
Risicomanagement is het meest zichtbaar geïntegreerd in de P&C Cyclus van DGPol, in de begrotingscyclus en in 
het projectmanagement 40 . Een aantal grote verandertrajecten, zoals het Bijgestelde Aanvalsprogramma 
Informatievoorziening Politie (BAVP) en de vorming van de Nationale Politie hebben hun eigen werkwijze, 
governance en sturing, zoals een bij Instellingsbesluit ingestelde Review Board. Deze worden in de bespreking 
hieronder buiten beschouwing gelaten.  
De P&C Cyclus is het proces van (strategische) planning, uitvoering, bijsturing en verantwoording. Het omvat een 
planning/kalender met welk product wanneer opgeleverd moet worden. De kwartaalrapportages dienen om 
daar verantwoording over af te leggen. De P&C cyclus bestaat uit een jaarplanning voor het volgende jaar, 
uitvoering en bijsturing op het lopende jaar en verantwoording over afgelopen jaar. De besluitvorming vindt 
plaats volgens het 3 lagensysteem: de concerncontroler van FEZ, de DG controler en de eigen controler, 
bijvoorbeeld de Directie Financiën.  
Risico-analyses worden uitgevoerd als onderdeel van de P&C cyclus, met rapportages op directieniveau, 
kwartaalrapportages en jaarplannen. Het leidende systeem hierbij is een dashboard systematiek. Alle activiteiten 
(contracten, projecten) boven de 1 miljoen Euro worden volgens een vast format beoordeeld. De activiteiten zijn 
40 Integratie van risicomanagement in kwaliteitsmanagement van DGPol is niet uit de interviews naar voren gekomen. 
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geclusterd in thema's die tot stand zijn gekomen op basis van politieke prioriteiten. Hier zijn dan ook per definitie 
risico's aan verbonden vanwege het verantwoordingsvraagstuk. Risico's worden opgeschaald.  Bij grote projecten 
is ook sprake van een vaste risico-paragraaf, als onderdeel van het businessplan. Bij strategische beslissingen en 
na belangrijke incidenten wordt ook een risico-analyse gemaakt door het pSG cluster. De opvattingen over de 
effectiviteit van de risico analyses binnen de P&C cyclus zijn verdeeld. Terwijl de ene respondent aangeeft dat 
het pSG cluster sterk de risico's in de gaten houden, geeft de andere aan "we maken wel een risico analyse, maar 
ik heb niet de indruk dat we daar veel mee doen" (interview 21 Januari 2015). De dashboard systematiek wordt 
gebruikt als instrument om met elkaar in gesprek te gaan, tussen programma Financiën en Control en de andere 
8 beleidsprogramma’s, tussen DGPol en Nationale Politie, tussen de Directeur-Generaal en de Secretaris 
Generaal; maar volgens enkele medewerkers kan dit nog beter. Uit de interviews zijn de volgende aanbevelingen 
gekomen: 
 
Risicomanagement op de verbinding tussen beleid (DGPol) en uitvoering  (de Nationale Politie) wordt genoemd 
als een grote uitdaging. Oppervlakkig gezien is dit vrij simpel op te lossen, door het in de juiste overlegstructuren 
te positioneren, zoals wordt voorgesteld in het Position Paper Risicogeoriënteerd werken (Ministerie Veiligheid 
en Justitie, 2014f, p.8). Figuur 5.6 geeft de Plan-Do-Check-Act (PDCA) Cyclus weer waarin de twee lagen 
(beleidsmatig en uitvoerend) zichtbaar zijn.  
 




• Voer een risico-analyse uit voorafgaand aan de jaaraanschrijving van de Minister naar de korpschef en 
neem een risico-paragraaf op in de jaarplanaanschrijving; 
• Neem risico-paragrafen op in de kwartaalrapportages voor de SG en de Minister; 
• Laat bij rode scores in het dashboard van de P&C cyclus verplicht een risicoparagraaf toevoegen en neem 
dit ter bespreking op bij het volgende overleg. 
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5.2.6 CULTUUR EN VERTROUWEN 
Hierbij raken we gelijk het volgende punt, de cultuur binnen een organisatie. De interviews laten een aantal 
cultuur-eigenschappen zien die risico's met zich mee brengen: 
• De scoringsdrang is hoog. Dit is een samenspel van DGPol en de Tweede Kamer. Volgens een van de 
respondenten is het uitermate belangrijk om consistent te zijn in opdrachtgeverschap. Allerlei wensen erbij 
leidt tot complexiteit. (interview 6 mei 2015); 
• Het oude justitiedenken werd genoemd: 'wij weten wat goed voor jullie is'. Volgens de respondent 
belemmert de samenwerking, zoals de invoering van nieuwe werkprocessen (interview 16 februari 2015),  
• Risicomanagement roept weeerstand op omdat het transparantie vereist, ook over onzekerheden en men 
deze niet graag wil benoemen en erkennen (interview 7 mei 2015); 
• Het 'oplossen' of 'afwenden' van politieke crisissituaties wordt erg gewaardeerd (interview 6 mei 2015). 
Ook dat is een vorm van scoren. Een lange termijn visie is niet aan de orde (interview 7 mei 2015).  
De noodzaak om organisatiecultuur als factor serieus te nemen, blijkt wel uit een ingezet traject voor cultuur 
verandering bij de afdeling Inkoop. Dit traject is ingezet als gevolg van meerdere incidenten met betrekking tot 
inkoop en Europese aanbesteding. Een van de respondenten bij de Nationale Politie zegt hierover: 
"Risicomanagement op het inkoopdossier gaat naar een level dat je eigenlijk niet meer kunt aanbesteden" 
(interview 7 mei 2015).  
Er lijkt sprake van een vrijwel constante botsing van culturen en belangen, tussen beleid (DGPol), uitvoering (NP) 
Een van de respondenten bij de Nationale Politie schetst het volgende beeld over de motivatie en loyaliteit van 
medewerkers: "We hebben te maken met drie lijnen. De eerste daarvan is: Het voldoen aan een afgesproken set 
van prestaties, dat is immers de 'kurk waar wij momenteel op drijven'. De tweede lijn is het gevoel van 
verbondenheid met de bevolking. Het dienstverleningsconcept blijft steeds maar overeind. Als je iets belooft, 
moet je het ook doen. En dan de derde lijn is tenslotte: van wie zijn we nu? Zijn we van de staat of zijn we van 
de straat?" (interview 12 mei 2015). 
 
Er is sprake van een gebrek aan vertrouwen tussen een aantal stakeholders, hetgeen grote risico's met zich 
meebrengt in de samenwerking en daarmee in de voortgang van verandertrajecten. Stakeholder management 
kan weliswaar stapsgewijs bijdragen aan betere samenwerking, maar zal dat vertrouwen niet gelijk 
terugbrengen. Hier liggen dan ook grote risico's voor de voortgang van ambitieuze programma's.  
 
Risicomanagement balanceert in zo'n geval op de rand van conflict en conflictbeheersing. Daarbij zijn de 
analysemethodes en beheersmaatregelen uit de risicomanagementsystematiek niet perse de beste aanpak. 
risicomanagement kan de dialoog tussen gelijkwaardige partners geleidelijk aan versterken, maar in de huidige 
vertrouwensrelatie kan het aanwezige wederzijdse geduld ook verder op de proef stellen. Het gebruik van 
inzichten uit conflictmanagement kan daarbij behulpzaam zijn: dat betekent zoeken naar 'Common Ground', het 
creeren van rust en, als dat nodig is, het nemen van soms drastische maatregelen, zoals een moratorium op 
nieuwe transititetrajecten zolang het vorig nog niet afgerond is. Investeren in en bestendigen van vertrouwen is 
dan van groter belang dan het ene vakje dat van rood naar groen gaat. Uit wetenschappelijk onderzoek blijkt dat 
conflicten over belangen gemakkelijker op te lossen zijn, dan conflicten over waarden (NWO Conflict and 
Security, eindconferentie 2014). De organisatiecultuur zoals verwoord in het Ambitiedocument reflecteert, daar 
waar het gaat om de relatie met stakeholders, vooralsnog een wens41:  
41 interviews met respondenten buiten de organisatie en secundair bronmateriaal schetsen een tegenovergestelde beeld.  
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"Ingegeven door voornoemde kernwaarden en passend bij onze missie en rol kiest DGPolitie ervoor een 
organisatie te zijn die mensgericht is en gericht op vernieuwing en verbetering. Met een  mensgerichte 
organisatie(cultuur) kiest het DGPolitie  ervoor om een organisatie te zijn die zich richt op zorg voor goede 
interne verhoudingen, zorg voor (de ontwikkeling van) het personeel en zorg voor ‘de klant’ ofwel de 
stakeholder.” (Gaastra, 2014, p. 17) 
“Door de combinatie met een innovatiegerichte organisatie(cultuur) gaan we tegelijkertijd voor een focus 
op groei, vernieuwing, verbetering en externe positionering. Een hoge mate van flexibiliteit, openheid en 
vertrouwen zijn zowel voor onze mensgerichte als voor onze innovatiegerichte manier van (samen)werken 
kenmerkend." (Gaastra, 2014, p. 17).  
 
5.3 VERSCHILLEN EN OVEREENKOMSTEN MET ISO 31000 
Voorafgaand aan een ontwerp voor risicogestuurd en toekomstgeoriënteerd werken, in combinatie met ISO 
31000, moet er een analyse gemaakt moet worden van het huidige raamwerk om een vergelijking te kunnen 
maken tussen het huidige systeem en ISO 31000.  Het huidige risicomanagement 'systeem' is zojuist beschreven 
aan de hand van wet- en regelgeving, missie en doelstellingen, governance/structuur, overlegstructuren en 
toezichthouders, werkprocessen, communicatie en rapportages, cultuur en vertrouwen. We hebben daarbij 
aangegeven hoe elementen van conventioneel risicomanagement op verschillende plekken en momenten (in de 
P&C cyclus) en in de Plan-Do-Check-Act Cyclus ingebed zijn. Om het huidige risicomanagement bij DGPol te 
kunnen vergelijken met ISO 31000 en daarmee ook de ‘volwassenheid’ van het risicomanagement bij DGPol te 
kunnen vaststellen, is het nodig om eerst de hoofdelementen van ISO 31000 te bespreken: de principes, het 
kader en het proces.  
 
5.3.1 PRINCIPES 
De principes van ISO 31000 staan weergegeven in box 5.2. ISO geeft aan dat er sprake is van een zekere 
flexibiliteit bij de toepassing van deze principes: "All eleven principles should be considered when designing the 
organization’s risk management objectives, however, the significance of individual principles may vary according 
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Box 5.2: ISO principes. Bron: ISO (2009) 
 
"B.2.1.1 Principle 
a) Risk management creates and protects value. Risk management contributes to the demonstrable achievement of 
objectives and improvement of performance in, for example, human health and safety, security, legal and regulatory 
compliance, public acceptance environmental protection, product quality, project management, efficiency in operations, 
governance and reputation. 
B.2.2.1 Principle 
b) Risk management is an integral part of all organizational processes. Risk management is not a stand-alone activity 
that is separate from the main activities and processes of the organization. Risk management is part of the 
responsibilities of management and an integral part of all organizational processes, including strategic planning and all 
project and change management processes.  
B.2.3.1 Principle 
c) Risk management is part of decision making.  Risk management helps decision makers make informed choices, 
prioritize actions and distinguish among alternative courses of action. 
B.2.4.1 Principle 
d) Risk management explicitly addresses uncertainty. Risk management explicitly takes account of uncertainty, the 
nature of that uncertainty, and how it can be addressed. 
B.2.5.1 Principle 
e) Risk management is systematic, structured and timely. A systematic, timely and structured approach to risk  
management contributes to efficiency and to consistent, comparable and reliable results. 
B.2.6.1 Principle 
f) Risk management is based on the best available information. The inputs to the process of managing risk are based on 
information sources such as historical data, experience, stakeholder feedback, observation, forecasts and expert 
judgement. However, decision makers should inform themselves of, and should take into account, any limitations of 
the data or modeling used or the possibility of divergence among experts. 
B.2.7.1 Principle 
g) Risk management is tailored. Risk management is aligned with the organization’s external and internal context and 
risk profile. 
B.2.8.1 Principle 
h) Risk management takes human and cultural factors into account. Risk management recognizes the capabilities, 
perceptions and intentions of external and internal people that can facilitate or hinder achievement of the 
organization’s objectives. 
B.2.9.1 Principle 
i) Risk management is transparent and inclusive. Appropriate and timely involvement of stakeholders and, in particular, 
decision makers at all levels of the organization ensures that risk management remains relevant and up-to-date. 
Involvement also allows stakeholders to be properly represented and to have their views taken into account in 
determining risk criteria. 
B.2.10.1 Principle 
j) Risk management is dynamic, iterative and responsive to change. Risk management continually senses and responds 
to change. As external and internal events occur, context and knowledge change, monitoring and review of risks take 
place, new risks emerge, some change, and others disappear. 
B.2.11.1 Principle 
k) Risk management facilitates continual improvement of the organization. Organizations should develop and 
implement strategies to improve their risk management maturity alongside all other aspects of their organization." 
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Als we het huidige risicomanagement bij DGPol vergelijken met ISO 31000 (figuur 5.7), dan zien we dat de meeste 
principes gedeeltelijk toegepast worden. Zo ontbreken heldere doelstellingen met betrekking tot 
risicomanagement (principe 2.1.1), is risicomanagement weliswaar onderdeel van de besluitvorming in the P&C 
cyclus op bepaalde momenten (principe 2.3.1), maar geen integraal onderdeel van alle organisatieprocessen 
(principe 2.2.1), wordt onzekerheid vaak niet expliciet geaddresseerd (principe 2.4.1) en hoewel sommige 
instrumenten met regelmaat toegepast worden in de P&C cyclus, kan er niet worden gesproken van een 
systematisch en gestructureerd risicomanagement (principe 2.5.1). Besluiten genomen op basis van ervaring, 
observatie (sensitiviteit), expert judgements en dashboards systematiek (principe 2.6.1), maar tegelijkertijd is er 
geen sprake van systematisch verzamelen van relevante gegevens (bijvoorbeeld met betrekking tot vragen van 
de media, toezichthouders, uit de Tweede Kamer, of de effectiviteit van de response en 
communicatiestrategieën) (principe 2.6.1). Dit onderzoek is mede bedoeld om risicogestuurd werken beter te 
laten aansluiten bij de politiek-bestuurlijke context (principe 2.7.1). risicomanagement en stakeholder 
management houden nog niet expliciet rekening met de capaciteit, intenties en percepties van interne en 
externe actoren die het behalen van de doelstellingen kunnen faciliteren dan wel verstoren. Informeel wordt 
hier wel degelijk rekening mee gehouden, maar stakeholder-analyses van macht, invloed, loyaliteit en rollen 
lijken vooralsnog te ontbreken (principe 2.8.1)42. De inbedding van risicomanagement in de organisatie is niet bij 
alle medewerkers bekend (principe 2.9.1). Toepassing van enkele elementen van risicomanagement (risico-
assessments, besluitvorming en rapportages) bij DGPol is cyclisch aangezien het de P&C cyclus volgt (2.10.1). 
Daarmee is het echter nog niet gericht op verbetering. De ontwikkeling van risicogeoriënteerd werken is vol 
enthousiasme door een aantal medewerkers in gang gezet, maar nog niet bij iedereen bekend (2.11.1). 
 
Uit de opdracht voor dit onderzoek kan afgeleid worden, dat een van de grootste uitdagingen voor DGPol ligt bij 
de risico’s in de politiek-bestuurlijke context. Dit vergt een verdere uitwerking van de principes, op een manier 
dat dit daadwerkelijk rekening houdt met factoren in de politiek-bestuurlijke context die risico’s met zich 
meebrengen voor DGPol. De risicomanagement doelstellingen, die leidend zijn in risicogestuurd werken, worden 
genoemd in het eerste principe (B 2.1.1): “Risicomanagement creëert en beschermt waarde. risicomanagement 
draagt bij aan het aantoonbaar bereiken van doelstellingen en verbetering van prestaties….” (cursief toegevoegd, 
vertaald uit ISO 31000, 2009). Voor DGPol biedt risicogestuurd werken toegevoegde waarde wanneer het 
rekening houdt met risico’s in de politiek-bestuurlijke context.  
 
5.3.2  KADER 
Volgens ISO 31000 (2009) en ISO/TR 31004 (2013) omvat een risicomanagementkader een aantal componenten, 
zoals afgebeeld in figuur 5.7. Daarbij is nodig: 
1. Begrip van de organisatie en de context; 
2. Vaststelling van het risicomanagementbeleid,  
3. Het beleggen van verantwoordelijkheden, de aanwezigheid van autoriteit en competenties,  
4. Integratie van  risico's in alle organisatieprocessen en op alle niveaus; 
5. Toekenning van middelen voor risicomanagement; 
6. Vaststellen van interne communicatie en rapportagemechanismes; 
7. Vaststellen van externe communicatie en rapportagemechanismes. 
42 het rapport over de verhouding tussen topambtenaren en bewindsvoerders (Chandali, Van de Kerkhof, Van Leent, Van der 
Linden en Man, 2012) bespreekt deze issues, zij het niet specifiek voor het Ministerie van Veiligheid en Justitie. 
• Investeer in verdere uitwerking en toepassing van de principes in samenhang met risicogestuurd 
werken, passend in de politiek-bestuurlijke context waarbinnen DGPol opereert.  
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Als we het huidige kader voor risicomanagement bij DGPol vergelijken met het kader van ISO 31000, komen we 
tot de conclusie dat er een governance structuur aanwezig is voor risicomanagement bij het Ministerie van 
Veiligheid en Justitie (zoals te zien in figuur 5.3). Deze governance structuur is weliswaar DGPol-overstijgend, 
maar daarmee niet minder relevant. De governance structuur voor risicomanagement van het Ministerie komt 
gedeeltelijk overeen met het kader uit ISO 3100043. Zo is er sprake van risicomanagementbeleid (inclusief de 
Handreiking risicomanagement van het Ministerie van Veiligheid en Justitie en de Position papers risico-
georiënteerd werken van DGPol) en worden er middelen toegekend (inclusief human resources, tools voor 
risicogeoriënteerd werken en gedocumenteerde procedures). Verder is er sprake van integratie in sommige 
organisatieprocessen (zoals op het terrein van PIOFACH, in het control overzicht bedrijfsvoering, in sommige 
management afspraken en jaarplannen, in de 5 lines of defense) en is er sprake van interne en externe 
communicatie en rapportage mechanismes (o.a. richting Tweede Kamer en toezichthouders). Zoals we gezien 
hebben, geeft DGPol aan hoe risicomanagement geïntegreerd is in de Plan-Do-Check-Act Cyclus (figuur 5.6). 
Opvallend is dat risico-analyses zelf geen onderdeel zijn van analyse om het risicomanagement en 
beheersmaatregelen verder te perfectioneren. Zijn de risico analyses betrouwbaar en volledig geweest? Welke 
maatregelen zijn genomen en op welk moment zijn die ingezet? Hoe effectief waren die maatregelen? Juist met 
zulke vragen kan de kennis op langere termijn vergroot worden. Het risicomanagement kader van ISO44 is verder 
uitgewerkt in ISO 31000 (2009) en ISO/TR 31004 (2013) en afgebeeld in figuur 5.7.  
 
 
Figuur 5.7: het risicomanagement kader. Bron: ISO (2009, p. 9). 
Aangezien diverse elementen uit het kader wel aanwezig zijn in de governance structuur voor risicomanagement, 
ligt het niet voor de hand om zwaar te investeren in een ‘nieuw’ kader45. Veel belangrijker is om het kader zo 
vorm te geven dat het risicogestuurd werken ondersteunt en stimuleert. Nu nog missende elementen kunnen 
geleidelijk aan versterkt worden, met behulp van de richtlijnen van ISO 31004 (2013). Hieruit onstaan een aantal 
aanbevelingen:  
43 Dit is een constatering, zonder hier positief of negatief over te zijn. 
44 Een aantal elementen uit ISO’s kader voor risicomanagement komen overeen met ISO-principes. 
45 Dat zou wel mogelijk zijn (zie richtlijnen ISO 31004, 2013), maar dat leidt tot een systematiek waarbij de methodiek leidend 
is en daarmee krijgt het conventionele risicomanagement de overhand in plaats van risicogestuurd werken. 
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 5.3.3 PROCES 
Het risicoproces, tot slot, is het meest bekende en zichtbare gedeelte, zie figuur 5.8.   
 
Figuur 5.8: Het risicomanagementproces. Bron: ISO ( 2009, p. 14). 
Het risicoproces wordt bij DGPol binnen de P&C cyclus doorlopen voor de stappen 5.2 (communicatie en 
consultatie), 5.4 (risico-beoordeling) en 5.5 (risicobehandeling). Respondenten gaven aan dat 
risicobeoordelingen voor lange termijn risico's (bijvoorbeeld over 10 jaar) en programma / DG-overstijgende 
risico's nog niet goed zijn belegd in de huidge praktijk van DGPol46.  
Ook integriteits- en reputatierisico’s lijken grotendeels buiten het risicoproces te vallen. Ze worden vaak pas 
besproken als ze mogelijk tot vragen van de media of in de Tweede Kamer leiden. Dit is opvallend omdat er een 
aantal incidenten zijn geweest waar (al dan niet vermeende) integriteitskwesties een grote rol speelden. 
Hetzelfde geldt voor enkele in dit hoofdstuk genoemde kenmerken van de organisatiecultuur die risico’s met zich 
mee kunnen brengen: zo is de  scoringsdrang erg hoog, roept risicomanagement weeerstand op omdat het 
transparantie vereist en is er sprake van een gebrek aan vertrouwen tussen een aantal stakeholders. Een manier 
om dit soort risico’s scherper in beeld te krijgen, is om de vragen rondom rechtmatigheid, doelmatigheid en 
uitvoerbaarheid in het Integraal Afwegingskader (IAK) verder aan te scherpen met betrekking tot integriteit en 
de IAK vervolgens ook toe te passen voor veranderingstrajecten. De op integriteitsrisico's aangepaste 
krachtenveldanalyse zou hier een bijdrage aan kunnen leveren en tegelijkertijd input kunnen zijn voor issue-
gericht stakeholder management (Ministerie van Veiligheid en Justitie. 2011). 
Wanneer we naar alle informatie kijken die eerder in dit rapport naar voren is gekomen, betekent dit dat er bij 
DGPol vooral kansen liggen voor toepassing van het risicoproces op strategisch niveau: daar waar visie en 
strategie bepaald worden, voor toepassing op politiek-bestuurlijk niveau, met speciale aandacht voor factoren 
46 Onder het vorige bewindvoerderschap was, volgens een van de respondenten, weinig interesse voor een lange-termijn 
visie (Interview 11 Mei 2015).  Het Position Paper risicogeoriënteerd werken refereert wel aan langere termijn risico's. 
• Investeer in het creëren van samenhang van de bestaande governance structuur met risicogestuurd 
werken, in plaats van het ontwikkelen van een geheel nieuw kader; 
• Verzamel informatie om de effectiviteit van het risicogestuurd werken te meten en te kunnen verbeteren; 
• Streef naar continue verbetering en maak afspraken hoe dit gerealiseerd kan worden.  
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in de politiek-bestuurlijke context die goed risicomanagement belemmeren of stimuleren47, voor toepassing van 
het risicoproces op lange-termijn en over regeerperiodes heen, en voor toepassing op risico’s die te maken 
hebben met integriteit en reputatie van de organisatie. Hieruit volgen de volgende aanbevelingen met betrekking 
tot het risicoproces: 
 
5.4 CONCLUSIE: AANKNOPINGSPUNTEN VOOR RISICOGESTUURD WERKEN  
Als we de ISO principes een voor een langslopen, zien we dat aan alle principes wel enige invulling is gegeven: zo 
is risicomanagement geïntegreerd in enkele (P&C) processen en maakt het op bepaalde momenten in de P&C 
cyclus deel uit van de besluitvorming. Risico-analyses worden uitgevoerd als onderdeel van de P&C cyclus, met 
rapportages op Directieniveau, kwartaalrapportages en jaarplannen, maar onvoldoende om te spreken van 
‘systematisch, gestructureerd en tijdig’ risicomanagement. De ‘volwassenheid’ van het huidige 
risicomanagement bij DGPol is daarmee beperkt.  
Een governance structuur voor risicomanagement is terug te vinden in de Handreiking risicomanagement van 
het Ministerie van Veiligheid en Justitie (zoals te zien in figuur 5.3). Deze governance structuur voor 
risicomanagement van het Ministerie komt gedeeltelijk overeen met het kader uit ISO 31000. Daarnaast biedt 
de plan-do-check-act cyclus belangrijke informatie over de locatie en cycli waarbinnen risicomanagement 
plaatsvindt binnen de organisatie (Ministerie van Veiligheid en Justitie, 2014f, p. 8). Het risicoproces 
(inventarisatie, beoordeling en behandeling van risico’s), het meest bekende en zichtbare onderdeel van 
risicomanagement, vindt momenteel vooral plaatsvindt op project- en programmaniveau.  
Deze bevindingen leveren een aantal conclusies op voor risicogestuurd werken bij DGPol:  
1. Allereerst is het belangrijk om tijd en overleg te investeren in de vertaling van de ISO principes en samenhang 
met risicogestuurd werken, daarbij rekening houdend met politiek-bestuurlijke context waarbinnen DGPol 
opereert. Dit zal in hoofdstuk 6 aan de orde komen.  
2. Daarbij is een governance structuur nodig dat risicogestuurd werken faciliteert en stimuleert; en niet een 
kader waarbij elke component in detail beschreven is. 
3. Verder is er winst te behalen op strategisch niveau, door (a) het risicoproces altijd toe te passen bij 
strategische besluitvorming, (b) het risicoproces toe te passen op de politiek-bestuurlijke context, en daarbij 
te onderzoeken welke factoren belemmerend en stimulerend werken voor goed risicomanagement, en (c) 
altijd te onderzoeken of er integriteits- of reputatierisico's kunnen ontstaan bij nieuw beleid, nieuwe 
procedures, werkprocessen, of verandertrajecten.  
4. Tot slot is risicogestuurd werken vooruitkijken en anticiperen. Daarom is het essentieel om aandacht te 
schenken aan ontwikkelingen en strategische risico's op langere termijn. Dit is eerder aan de orde gekomen 
in hoofdstuk 3 en zal verder worden uitgewerkt in het volgende hoofdstuk. 
  
47 zoals politieke druk omdat er toezeggingen gedaan zijn of aanvullende eisen die de haalbaarheid in het geding brengen. 
• Pas het risicoproces toe op strategisch niveau, ook bij strategische besluitvorming; 
• Pas het risicoproces toe op risico’s in de politiek-bestuurlijke context; 
• Maak gebruik van scenario’s en foresight-planning om visie en strategie te ontwikkelen (zie ook hs. 3);  
• Bespreek de mogelijke integriteitsrisico's die zich zouden kunnen voordoen, bijvoorbeeld bij verandering 
van procedures; bij nieuw beleid, bij grote verandertrajecten; en mogelijkheden om deze te voorkomen.  
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6 RISICOMANAGEMENT - ONTWERP 
In de vorige hoofdstukken zijn diverse suggesties naar voren gekomen die kunnen bijdragen aan risicogestuurd 
werken bij DGPol. In dit hoofdstuk brengen we deze samen, het is een synthese van eerder genoemde inzichten 
uit de literatuur, de praktijk en de informatie uit de interviews. De vraag die in dit hoofdstuk centraal staat is: 
“Hoe is de gekozen standaard of raamwerk te verbinden aan praktijk van DGPol en welke aanbevelingen volgen 
hieruit in relatie tot de politiek-bestuurlijke context?” Dit betekent dat we de volgende subvragen zullen 
beantwoorden.  
1. Waar moet het nieuwe ontwerp aan voldoen (ontwerpcriteria)? 
2. Hoe kan risicogestuurd werken gekoppeld worden aan de politiek-bestuurlijke context? 
3. Hoe kan kennis geïntegreerd worden in het risicomanagement van DGPol? 
4. Hoe kunnen risico's in de politiek-bestuurlijke context gemakkelijker worden herkend? 
 
Deze vragen komen achtereenvolgens aan de orde in 6.1, 6.2, 6.3 en 6.4.  
 
6.1 ONTWERPCRITERIA 
De ontwerpcriteria zijn al aan de orde geweest in hoofdstuk 4 en nogmaals weergegeven in tabel 6.1.  
Vanuit methodologisch oogpunt moet een ontwerp verder voldoen aan:  
• Randvoorwaarden, zijn er normen of is er regelgeving waar het ontwerp wettelijk aan moet voldoen?  
• Functionele eisen, waartoe moet het ontwerp in staat zijn? (behoefte opdrachtgever) 
• Operationele eisen, welke kenmerken moet het hebben? (behoeften gebruikers) 
• Ontwerpbeperkingen: het moet logisch en consistent zijn (voorkeur onderzoekers).  
In dit onderzoek zijn geen randvoorwaarden aangetroffen waar rekening mee gehouden moet worden.  
De functionele eisen zijn aan de orde geweest in hoofdstuk 4: zo moet het ontwerp aansluiten bij de taken en 
kenmerken van DGPol en rekening houden met de politiek-bestuurlijke context waarbinnen DGPol opereert. 
Hieronder valt ook de relatie met stakeholders en partners en de dialoog tussen beleid (DGPol) en uitvoering 
(Nationale Politie). Een andere functionele eis is de wens van DGPol dat het nieuwe risicomanagement niet alleen 
geworteld is in de P&C cyclus, maar tevens gebruik maakt van de (al bij DGPol aanwezige) sensitiviteit voor 
politiek-bestuurlijke risico’s. De eis: ‘stimuleert omgevingsbewustzijn’ sluit daar nauw bij aan. De operationele 
eisen, welke geformuleerd zijn door mogelijke gebruikers, zijn dat het voordeel moet bieden aan de gebruikers, 
aansluiting moet bieden bij de werkprocessen en een andere manier van denken moet stimuleren. Deze zijn 
terug te vinden in tabel 6.1.  
Tabel 6.1: Ontwerpcriteria (zie ook tabel 4.2) 
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6.2 ONTWERP VOOR RISICOGESTUURD EN TOEKOMSTGEORIËNTEERD WERKEN 
 
Als DGPol vooral wil kunnen laten zien dat ze ‘in control’ is op de huidige dossiers, dan past conventioneel 
risicomanagement daarbij. Wil DGPol echter sturen, vooruit kijken en heldere prioriteiten kunnen stellen, dan is 
risicogestuurd werken een logische keuze. Zoals eerder aangekondigd (hoofdstuk 2, 3 en 4), stellen we in dit 
ontwerp risicogestuurd en toekomstgericht werken op programma en strategisch niveau centraal, terwijl de 
huidige – meer conventionele - risicomanagement instrumenten worden gehandhaafd in de P&C Cyclus voor de 
voortgang van projecten en trajecten. Interactie tussen de verschillende niveaus is wenselijk, zoals nu ook al 
gebeurt. Er is dus sprake van 'kleurverschillen' afhankelijk van het niveau, zie figuur 6.1.  
 
 
Figuur 6.1: risicomanagement en risicogestuurd werken gecombineerd 
In eerdere hoofdstukken gaven we een uitgebreid palet aan aanbevelingen voor risicogestuurd werken, welke 
toegepast kunnen worden op alle niveaus in de organisatie. In deze paragraaf richten we onze aandacht vooral 
op strategisch niveau. 
Aangezien risicogestuurd werken veel meer mogelijkheden biedt dan een beheersmatige aanpak van risico’s op 
de korte en/of middellange termijn, stellen we voor om op strategisch niveau een stap te zetten naar 
toekomstgericht risicomanagement, en wel op een manier die past bij de ambities uit het ambitiedocument van 
DGPol: “Door de combinatie met een innovatiegerichte organisatie(cultuur) gaan we tegelijkertijd voor een focus 
op groei, vernieuwing, verbetering en externe positionering. Een hoge mate van flexibiliteit, openheid en 
vertrouwen zijn zowel voor onze mensgerichte als voor onze innovatiegerichte manier van (samen)werken 
kenmerkend." (Gaastra, 2014, p. 17).  
Foresight planning (inclusief scenario-ontwikkeling) kan, mits op een juiste manier uitgevoerd, op een 
innovatieve manier bijdragen aan een toekomstgerichte visie en strategie48. Dat kan vervolgens verder vertaald 
worden naar (risicomanagement) beleid en doelstellingen. Het ambitiedocument beschrijft de missie en enkele 
organisatiekenmerken die DGPol nastreeft. Het Ambitiedocument zegt hierover: “Op de langere termijn zijn 
nieuwe concepten van beleid en taakuitvoering nodig. Concepten die een vertaling zijn van een aantal trends die 
dominant zijn in de maatschappij en die ook de politie raken … Dit jaar wordt een strategische agenda uitgewerkt. 
Het verplicht ons om gezamenlijk met de politie, de gezagen en ketenpartners tot het periodiek bepalen van de 
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rol van de politie in de samenleving, het ontwikkelen van nieuwe visies op de taakuitvoering en het beheer en het 
omzetten van visies in beleid.” (Gaastra, 2014, p. 8). 
Foresight planning is een volgende stap om de ontwikkeling van nieuwe visies en het omzetten van visies in 
beleid uit te werken. Foresight planning bestaat uit zes stappen: framing, scanning, forecasting (inclusief scenario 
ontwikkeling), visioning, planning en acting (zie hoofdstuk 3).  
Tabel 6.2: Een algemene aanpak voor een foresight project. Bron: Bishop, Hines and Colins (2007, p. 7) 
Step Description Product 
Framing Scoping the project: attitude, audience, work 
environment, rationale, purpose, objectives and teams 
Project plan 
Scanning Collecting information: the system, history and context of 
the issue and how to scan for information regarding the 
future of the issue 
information 
Forecasting Describing baseline and alternative futures: drivers and 
uncertainties, implications and outcomes 
Baseline and alternative futures 
(scenarios) 
Visioning Choosing a preferred future: envisioning the best 
outcomes, goal-setting, performance measures 
Preferred future (goals) 
Planning Organizing the resources: strategy, options and plans Strategic plan (strategy) 
Acting Implementing the plan: communicating the results, 
developing action agendas, and institutionalizing strategic 
thinking and intelligence systems 
Action Plans (initiatives) 
Scenario-ontwikkeling, dat onderdeel is van foresight planning, maakt het mogelijk om strategische risico’s en 
onzekerheden in kaart te brengen, risicomanagement te relateren aan strategische beslissingen, en toekomstige 
keuzes beter inzichtelijk te maken (De Ruijter, 2014). Strategisch management en risicogestuurd werken hebben 
dan ook direct met elkaar te maken, evenals risicogestuurd werken en stakeholder management. Stakeholder 
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6.3 RISICOGESTUURD WERKEN, ISO 31000 EN DE POLITIEK-BESTUURLIJKE CONTEXT 
 
Hoe kunnen foresight planning en risicogestuurd werken nu gekoppeld worden aan de politiek-bestuurlijke 
context? Zo’n koppeling vereist een verdere specificering van de principes van ISO 31000 voor DGPol. Door 
daarbij een politiek-bestuurlijke focus te hanteren, kan het politiek-bestuurlijke karakter van de context meer 
gewicht krijgen in het dagelijkse risicomanagement van DGPol.  
In tabel 6.3 zijn de algemene principes (box 5.2, vorig hoofdstuk) door de onderzoekers vertaald naar de politiek-
bestuurlijke context waarbinnen DGPol opereert. In de laatste kolom van tabel 6.3 staan instrumenten welke 
hierbij passen, deze zijn aangevuld met bronnen voor het opzoeken van meer informatie rondom een bepaald 
thema. Risicogestuurd werken bij DGPol wordt daarmee ‘principle-based’ en ‘tailored’, zoals principe 2.7.1 ook 
aanbeveelt: “Risk management is tailored. Risk management is aligned with the organization’s external and 
internal context and risk profile.” (ISO 31000, 2009, p. 8). 
Het is te verwachten dat de principes uit tabel 6.3 enerzijds en foresight planning anderzijds elkaar op een 
logische en flexibele manier zullen ondersteunen. De principes zijn daarbij ondersteunend aan het proces van 
foresight planning. Tegelijkertijd kunnen de uitkomsten van foresight planning bijdragen aan verdere aanpassing 
van de principes. Zo hebben we bijvoorbeeld principe 2.2.1 vertaald als: ‘risicomanagement nodigt uit tot 
bestuurlijk overleg en dialoog, is geïntegreerd in bewustzijn van medewerkers, is geïntegreerd in samenwerking 
met partners; en is geïntegreerd in kennisagenda DGPol’. Foresight planning en scenario-ontwikkeling passen 
deze principes automatisch toe, met uitzondering van de kennisagenda. De uitkomsten uit de foresight planning 
kunnen echter aanleiding zijn om nieuwe vragen aan de kennisagenda toe te voegen. 
Tabel 6.3: Vertaling van de ISO principes aansluitend bij de taken/kenmerken van DGPol 
Nr. Principe ISO Politiek-bestuurlijke focus in combinatie met 
risicogestuurd werken 
Instrumenten en bronnen voor meer 
informatie 
2.1.1 Voegt waarde 
toe en draagt 





Voegt waarde toe: 
• Voor het herkennen en verminderen van 
politiek-bestuurlijke risico’s; 
• Voor het effectief reageren op mediavragen, 
politieke vragen en/of het voorkomen van 
sociale onrust;  




• Prioritering en sturing op politiek-
bestuurlijke haalbaarheid; 
• Risicokaart (dit rapport); 
• Politiek calamiteitenplan naar 
voorbeeld Handboek Sociaal 
Calamiteitenplan (FORUM, 2009); 
• Communicatiestrategie voor 
risico’s en crises (Gutteling, 2001). 
2.2.1 Is geïntegreerd 
in de processen 
van de 
organisatie 
• Nodigt uit tot bestuurlijk overleg en dialoog,  
• Is geïntegreerd in bewustzijn van 
medewerkers,  
• Is geïntegreerd in samenwerking met 
partners; 
• Is geïntegreerd in kennisagenda DGPol. 
 
• D.m.v. strategische verkenning en 
reflectie: leren staat centraal; 
• Institutionalisering zwakke 
signaalherkenning (Kuosa, 2010); 
• Combinatie risicogestuurd werken 
en stakeholdermanagement;  
• Kennisagenda (dit rapport). 
2.3.1 Maakt deel uit 
van de 
besluitvorming 
• Maakt medewerkers mede-eigenaar voor 
risicoproces op  pol.bestuurlijke risico’s; 
• Maakt politiek/bestuurlijke risico’s 
onderwerp in overlegstructuren MT POL, MT 
POL Plus, PHO en team overleg.  
 
• Formalisering in functie- en 
taakomschrijvingen (Van Staveren, 
2015); 
• Aanbevelingen Risicogestuurd 
werken (dit rapport); 
• Risicokaart (dit rapport). 
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Nr. Principe ISO Politiek-bestuurlijke focus in combinatie met 
risicogestuurd werken 





• Politiek-bestuurlijke complexiteit, 
onzekerheid en ambiguïteit (controverses) 
worden expliciet benoemd; 
• Strategie wordt aangepast afhankelijk van 
complexiteit, onzekerheid en ambiguïteit. 
 
• Risico Governance benadering 
(Renn, 2007); 
• Risk Diagnosing Methodology; 
(Keizer en Halman, 2009); 
• Voorzorgsprincipe (WRR, 2009). 
2.5.1 Is systematisch, 
gestructureerd 
en tijdig 
• Is dynamisch, cyclisch, interactief en stelt 
tijdig vragen; 
• Gebruikt verantwoording om te leren en 
verbeteringen tijdig door te voeren; 
• Geeft tijdig advies m.b.t. risico’s op termijn. 
 
• Aanbevelingen Risicogestuurd 
werken (Van Staveren, 2015, p. 
103); 
• Omgaan met gemediatiseerde 
incidenten (Jacobs 2014); 
• Scenario-ontwikkeling; 




• Is gebaseerd op de best beschikbare 
informatie binnen de eigen organisatie;  
• Is gebaseerd op de best beschikbare 
informatie bij ketenpartners; 
• Creëert belang bij delen van informatie. 
 
 
• Documentatie van ervaringen; 
• Gebruik van stakeholder feedback, 
observatie, forecasts en expert 
judgement (ISO 31000); 
• Stakeholder management, alert op 
moral hazard en adverse selection. 
2.7.1 Op maat 
gesneden 
Houdt expliciet rekening met:  
• risico’s in het politiek-bestuurlijke 
krachtenveld; 
• de politieke, economische, rechtsstatelijke 
en vakinhoudelijke rationaliteit; 
• risico’s die voortkomen uit politiek-
bestuurlijke ontwikkelingen;  
• de complexiteit, onzekerheid en ambiguïteit 
in samenwerking met anderen. 
 
• Risicokaart, werkprotocol, i.c.m. 
stakeholder management; 
• Chandali et al (2012) over balans 
tussen de vier rationaliteiten; 
• Risico governance benadering; 
• Risk Diagnosing Methodology; 
• Voorzorgsprincipe. 
 




• is zich bewust van politiek-emotionele 
argumentatie of politieke druk; 
• houdt rekening met psychologische factoren 
(scoringsdrang, group think, risico 
acceptatie). 
 
• Georganiseerde tegenspraak 
(Chandali et al, 2012); 
• Advies horizontale en verticale 
loyaliteit (Chandali et al, 2012); 
• Keizer, Vos en Halman, 2005 (over 
psychologische factoren). 
2.9.1 Transparant en 
sluit niemand uit 
• Maakt medewerkers bewust van politiek 
bestuurlijke risico’s; 
• Maakt politiek/bestuurlijke risico’s 
onderwerp van gesprek in overlegstructuren 
MT POL, MT POL Plus, PHO en team overleg.  
 
• Formalisering risicomanagement in 
functie- en taakomschrijvingen 
(Van Staveren, 2015); 
• Toepassing risicokaart en 





• Is dynamisch, iteratief, reagerend op 
veranderingen, én toekomstgericht.  
• Monitoring en analyse van vragen; 
• Monitoring en analyse politiek-
bestuurlijke risico’s;  
• meten effectiviteit van response 
en communicatie;  





de uitbouw van 
de organisatie 
• Ondersteunt doorontwikkeling van risico-
gestuurd werken; 
• Reflecteert op en leert van eerdere 
ervaringen en nodigt medewerkers uit tot 
delen van ervaringen m.b.t. politiek-
bestuurlijke risico’s.  
 
• Workshops en trainingen; 
• Kennisagenda. 
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 NB. Tabel 6.3 moet niet worden gelezen als een overzicht van principes en instrumenten die allemaal moeten 
worden toegepast; integendeel, de tabel is bedoelt als hulpmiddel en ondersteuning, als uitnodiging om meer te 
leren en meer variatie toe te passen.  
 
6.4 KENNIS EN RISICOGESTUURD WERKEN 
 
Hoe kan kennis geïntegreerd worden in het risicomanagement van DGPol? De aanwezige kennis over 
risicomanagement bij DGPol is duidelijk aanwezig bij enkele medewerkers, maar zeker niet bij iedereen. 
Meerdere respondenten gaven aan risicomanagement (van politieke risico's) vooral op 'gevoel' te doen en zich 
wel bewust te zijn van de noodzaak voor risicomanagement of risicogestuurd werken, maar onvoldoende kennis 
van zaken te hebben.  
 
Daarom stellen we een drietal maatregelen voor die passen binnen risicogestuurd werken, die gericht zijn op het 
vergroten van kennis in de organisatie, kennis over risicogestuurd werken in de organisatie, en kennis voor de 
organisatie.  
Box 6.1: Kennismaatregelen 
Incidenten uit het verleden kunnen worden gebruikt om, bijvoorbeeld op bestuursniveau, te analyseren en te 
kijken welke lessen hieruit getrokken kunnen worden. Denk daarbij aan risico's bij aanbestedingsprocedures, het 
falen van grote ICT projecten, integriteitskwesties binnen de organisatie of bij partners (declaraties, tickets), of 
incidenten die zich hebben voorgedaan met verwarde personen. 
 
6.5  HET HERKENNEN VAN POLITIEK-BESTUURLIJKE RISICO'S 
Het risicoprofiel van DGPol bestaat voor een gedeelte uit risico’s in de politiek-bestuurlijke context, zo blijkt uit 
de interviews en de media-analyse. Om die reden is een korte vragenlijst ontwikkeld om op een gemakkelijke 
manier medewerkers, risicomanager(s), portefeuillehouders, directeuren en MT te ondersteunen. Het 
werkprotocol dat aansluit bij de risicokaart bestaat altijd uit drie stappen: beeldvorming; oordeelsvorming en 
besluitvorming.  
1. Kennis in de organisatie: Organiseer enkele keren per jaar sessies met medewerkers, om hen opnieuw 
bewust te maken hoe ze risicogeoriënteerd kunnen werken en nodig ze uit om daar actief aan bij te 
dragen. Deze sessies moeten geen verplicht karakter hebben, maar uitnodigend zijn en bijdragen aan 
het lerend vermogen binnen een organisatie, op een open manier. Verbeter het bestaande 
instrumentarium met inzichten uit de wetenschappelijke literatuur. Training en ontwikkeling van 
vaardigheden kunnen worden opgenomen in de ontwikkelopdracht van DGPol. 
2. Kennis over de organisatie: Er is op dit moment geen sprake van verzameling van informatie over type 
risico's die zich regelmatig voordoen, de juistheid van risico-analyses, of de (on)geschiktheid van de 
maatregelen. Het systematisch verzamelen van informatie hierover zal bijdragen aan een verbetering 
van de kwaliteit van het risico proces (analyses, beheersmaatregelen, voortgang).   
3. Kennis voor de organisatie: Stel een kennisagenda vast voor verdere verdieping van risicogestuurd 
werken. Nodig medewerkers, programmaleiders, directeuren en de DG uit om thema's te benoemen 
voor de kennisagenda. Op die manier wordt het hun 'eigen' agenda.  
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6.5.1 RISICOKAART: VRAGENLIJST POLITIEK-BESTUURLIJKE RISICO’S  
Deze vragenlijst kan gebruikt worden als er (nog) geen sprake is van een incident. 
Beeldvorming: 
1. Is er sprake van politiek-bestuurlijke factoren die risico's met zich meebrengen voor het slagen van 
projecten, programma's, verandertrajecten en beleid? Ja/nee; licht toe. 
2. Is er sprake van politiek-bestuurlijke risico's die volgen uit het niet halen van de doelstellingen van projecten, 
programma's, verandertrajecten of beleid? Ja/nee; licht toe. 
3. Is er sprake van politiek-bestuurlijke risico’s die volgen uit gedrag, afspraken, procedures? Ja/nee; licht toe. 
4. Is er sprake van politiek-bestuurlijke risico’s in het krachtenveld van DGPol (fig. 6.3)? Ja/nee; licht toe. 
5. Is er sprake van politiek-bestuurlijke risico’s die ontstaan in samenwerking met anderen? Ja/nee; licht toe; 
6. Is er sprake van politiek-emotionele argumentatie of politieke druk om het (programma, traject, proces) in 
te voeren dan wel te laten slagen? Ja/nee; licht toe. 
 
 
Figuur 6.3: voorbeeld het krachtenveld waarbinnen DGPol opereert (meebeslissers in het stakeholder management)  
Oordeelsvorming: 
1. Staat de continuïteit van de dienstverlening op het spel? Ja/nee; licht toe 
2. Kan het maatschappelijke onrust of onveiligheid veroorzaken (figuur 2.3)? Ja/nee; licht toe. 
3. Mag het openbaar gemaakt worden? (media, Tweede Kamer, toezichthouders) ja/nee; licht toe 
4. Staat de geloofwaardigheid, integriteit, betrouwbaarheid, of professionaliteit op het spel? Ja/nee; licht toe. 
5. Kan het, bij escalatie, de positie van bewindvoerders in gevaar brengen? Ja/nee; licht toe. 
Besluitvorming: 
Als op een of meerdere van deze vragen ‘ja’ geantwoord wordt, stel dan een klein team samen dat een plan van 
aanpak opstelt om op korte termijn actie te ondernemen en te reageren. Evalueer na afloop de effectiviteit van 
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Op deze manier worden de stappen uit het ISO Proces gevolgd 49. Maatregelen kunnen ook bestaan uit het 
wijzigen van procedures, instrumenten of protocollen; of gezocht worden in de samenwerking met anderen. 
 
6.6 CONCLUSIES  
In dit rapport is al diverse malen gesproken over een combinatie van ISO 31000 met risicogestuurd en 
toekomstgeoriënteerd werken. Wat betekent dit nu?  
Allereerst zijn we uitgegaan van de principes van ISO 31000 en hebben deze verder vertaald naar de praktijk van 
DGPol. Daarbij hebben we ons geheel gericht op de politiek-bestuurlijke context van DGPol (tabel 6.3) om zo 
meer gewicht toe te kennen aan het belang daarvan in het risicomanagement van DGPol. We hebben de 
aangepaste principes voorzien van praktische suggesties met betrekking tot instrumentarium en bronmateriaal.  
Aangezien risicogestuurd werken veel meer mogelijkheden biedt dan een beheersmatige aanpak van risico’s op 
de korte en/of middellange termijn, stellen we voor om op strategisch niveau een stap te zetten naar 
toekomstgericht risicomanagement, en wel op een manier die past bij de ambities uit het ambitiedocument van 
DGPol.  
Foresight planning (inclusief scenario-ontwikkeling) kan, mits op een juiste manier uitgevoerd, op een 
innovatieve manier bijdragen aan een toekomstgerichte visie en strategie. Dat kan vervolgens verder vertaald 
worden naar (risicomanagement) beleid en doelstellingen. De opnieuw geformuleerde (ISO) principes zijn daarbij 
ondersteunend aan het proces van foresight planning en scenario-ontwikkeling.  
Ook hebben we een drietal maatregelen voorgesteld die passen binnen risicogestuurd werken, en gericht zijn op 
het vergroten van kennis in de organisatie, kennis over risicogestuurd werken in de organisatie, en kennis voor 
de organisatie (box 6.1).  
 
  
49 Dit zijn: vaststellen van de context, risico-identificatie, risico-analyse, risico-evaluatie, risicobehandeling, communicatie en 
overleg, en monitoring en beoordeling. 
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7. EINDCONCLUSIES 
In dit onderzoek stonden twee vragen centraal. De eerste vraag was:  
A. Wat is de best passende standaard of raamwerk (of combinatie daarvan) voor risicomanagement, die 
DGPolitie kan toepassen en recht doet aan de specifieke taken en kenmerken van DGPolitie en aan de specifieke 
behoeften met betrekking tot risicomanagement, in het bijzonder de relatie met de politiek-bestuurlijke context 
waarbinnen ze opereert?  
De keuze voor de ‘best passende’ standaard, raamwerk of benadering hangt nauw samen met de 
risicomanagement doelstellingen die een organisatie nastreeft.  Als DGPol vooral wil kunnen laten zien dat ze ‘in 
control’ is op de huidige dossiers, dan past conventioneel risicomanagement daarbij, zoals dat toegepast wordt 
in de huidige P&C cyclus. Wil DGPol echter sturen, vooruit kijken en heldere prioriteiten kunnen stellen, dan is 
risicogestuurd werken een logische keuze. Een sterk conventionele risicomanagement benadering past niet bij 
de politiek-bestuurlijke context waarbinnen DGPol opereert. In dit onderzoek bepleiten we een combinatie van 
ISO 31000 met risicogestuurd en toekomstgericht risicomanagement. De tweede vraag was een logisch vervolg: 
B. Hoe kan de gekozen standaard of raamwerk ingebed worden in de structuur, werkprocessen en 
rapportages van het DGPolitie zodat het recht doet aan de specifieke taken en kenmerken van DGPolitie, en aan 
de specifieke behoeften met betrekking tot risicomanagement, in het bijzonder de relatie met de politiek-
bestuurlijke context waarbinnen ze opereert?   
Risicogestuurd en toekomstgericht werken is in dit rapport specifiek vertaald vanuit de taken, kenmerken, 
behoeften en politiek-bestuurlijke omgeving van DGPol. Daarbij zijn er een aantal werkvelden aan de orde 
gekomen die zich niet beperken tot risicomanagement, maar direct gerelateerd zijn aan bestuurskundige of 
publieke managementvraagstukken. Juist deze onderdelen bieden kansen om risicogestuurd werken breder in 
te integreren in de organisatie en hebben dan ook prioriteit (figuur 7.1).  
 
Figuur 7.1. werkvelden voor risicogestuurd werken binnen DGPol 
Risicomanagement verschuift daarmee van een ‘vakdiscipline’ en ‘issue management’ naar een organisatiebrede 
strategie die ook op andere terreinen voordeel biedt. Dit is weliswaar niet van de ene op de andere dag tot stand 
gebracht, maar wel een opdracht waar medewerkers, directeuren en managers zelf verdere invulling aan kunnen 
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geven – volgens de principes van risicogestuurd werken en ISO 31000 (2009). Voor elk van deze werkvelden zijn 
enkele handelingsperspectieven geformuleerd en verwijzingen te vinden naar bronmateriaal voor verdere 
verdieping. 
Gezien mogelijke risico’s en verantwoordingsprocessen in de politiek-bestuurlijke context, is verdere 
doorontwikkeling van zwakke signaal herkenning en omgevingsbewustzijn op zijn plaats. Het aanwezige 
omgevingsbewustzijn kan leiden tot veranderende inzichten op strategisch niveau over de richting die de 
organisatie op moet gezien toekomstige ontwikkelingen. Om dit verder uit te werken is een reeks methoden en 
technieken beschikbaar onder de noemer 'scenario ontwikkeling' en 'foresight planning'. Risicogestuurd werken 
is gebaat bij het vergroten van kennis in de organisatie over risico’s, mogelijke maatregelen, en benaderingen 
die aansluiten bij de risico’s waar DGPol mee te maken heeft. Daarom zijn er ook aanbevelingen gedaan voor het 
vergroten van kennis binnen de organisatie. De grootste winst is echter te behalen op strategisch niveau, door 
het risicoproces (ISO 31000) toe te passen in de reguliere beleidscyclus en door risico’s in de politiek-bestuurlijke 
context expliciet te maken bij strategische besluitvorming (paragraaf 6.5.1).  
 
7.1 AANBEVELINGEN 
Hiermee komen we tot de volgende aanbevelingen: 
Aanbeveling 1: Verzoek de Risicomanager van DGPol een planning op te stellen voor verdere uitwerking van de 
genoemde werkvelden (figuur SC6 of figuur 7.1). Verbind daar targets aan. Zo komt DGPol stap voor stap meer 
in control op haar programma’s. 
Aanbeveling 2: Toets de individuele Programma-jaarplannen binnen DGPol op complexiteit, onzekerheid en 
ambiguïteit. Pas de ‘Risk Diagnosing Methodology’ (par. 4.3.14) toe bij innovatie- en complexe transitietrajecten; 
pas het voorzorgsprincipe (box 2.1) toe als er sprake is van grote onzekerheden; en pas de organisatie-
overstijgende ‘Risk Governance’ benadering (figuur 2.1) toe in combinatie met stakeholder management 
wanneer er sprake is van complexe bestuurlijke besluitvorming met meerdere stakeholders of ketenpartners.  
Aanbeveling 3: Bespreek gezamenlijk de risicomanagement doelen. Toets het DGPol-brede Ambitiedocument 
“D1000” aan de ISO principes m.b.v. de checklist in tabel SC2 en benoem acties om de nog niet gerealiseerde 
kenmerken/doelen te realiseren; dit verhoogt het collectieve risico-bewustzijn binnen DGPol. Betrek, waar 
mogelijk, stakeholders en ketenpartners. 
Aanbeveling 4: Benoem een trekker voor een gerichte aanpak voor zwakke signaalherkenning, en faciliteer 
zwakke signaalherkenning met behulp van suggesties uit hoofdstuk 3. Zet zwakke signalen met hoge politiek-
bestuurlijke risico's om in sterke signalen door inspectie en toezichthouders er naar te laten kijken. Dit vergroot 
het vertrouwen van toezichthouders in de toewijding van DGPol om zorgvuldig om te gaan met risico’s. 
Aanbeveling 5: Voer fasegewijs foresight planning en scenario-ontwikkeling in bij DGPol (zie p.76 e.v.), 
bijvoorbeeld gefaseerd per DGPol-Programma. Op deze manier is het mogelijk om risicomanagement te 
relateren aan strategische beslissingen en toekomstige keuzes voor elk programma beter inzichtelijk te maken. 
Aanbeveling 6: Pas de drie maatregelen in box 6.2 toe, om kennis te integreren in het huidige (heuristische) 
risicomanagement. Dit vergroot het bewustzijn, betrokkenheid en competenties van medewerkers binnen de 
organisatie om risicogestuurd en toekomstgeoriënteerd werken daadwerkelijk vorm en inhoud te geven. 
Aanbeveling 7: Voer binnen DGPol een pilot uit om de “Vragenlijst politiek-bestuurlijke risico’s” (p.81) onderdeel 
te maken van de reguliere beleidscyclus, d.w.z. dat deze vragenlijst standaard onderdeel wordt van het dagelijkse 
beleidswerk. Als de pilot slaagt, kan DGPol-brede invoering een volgende stap zijn.  
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ANNEX 2: GESTRUCTUREERD INTERVIEW 1E FASE 
Onderzoek naar risicomanagement bij DGPolitie 
Het onderzoek beoogt antwoord te geven op de vraag: “Wat is het best passende raamwerk of combinatie van 
raamwerken met bijbehorend instrumentarium voor risicomanagement, welke het Directoraat-Generaal Politie 
kan toepassen in relatie tot de Nationale Politie en andere ketenpartners en recht doet aan de specifieke taken 
van het Directoraat-Generaal Politie?“ Daarvoor zijn een aantal stappen gedefinieerd en de enquête waar u nu 
aan meewerkt, is de tweede stap in het onderzoek. 
Deze vragenlijst is opgesteld om een zo representatief beeld te krijgen van de gebruikte raamwerken en 
bijbehorend instrumentarium, de percepties met betrekking tot voor- en nadelen en de criteria voor toetsing 
van de geschiktheid van het risicomanagement. Speciale aandacht gaat daarbij uit naar de politiek-bestuurlijke 
context en naar samenwerking met ketenpartners.50  
Terminologie: 
RISICO is een onzekere gebeurtenis met oorzaken, een kans van optreden en effecten op de doelstellingen. (Van 
Staveren, 2015). 
RISICOMANAGEMENT is doelgericht, expliciet, gestructureerd, communicerend en continu omgaan met risico’s 
(Van Staveren, 2015).  
Een RISICOMANAGEMENT RAAMWERK is, in navolging van ISO 31000, gedefinieerd als “a set of components 
that provide the foundations and organizational arrangements for designing, implementing, monitoring, 
reviewing and continually improving risk management throughout the organization” (ISO Guide/73, 2009). 
1. Wat zijn de doelstellingen van DGPolitie (uw organisatie)?  
2. Wat is de belangrijkste drijfveer or aanleiding (geweest) voor het realiseren van risicomanagement 
binnen de organisatie? (meerdere antwoorden mogelijk).  
3. Wat is het belangrijkste doel van risicomanagement voor uw organisatie (of wat zou het moeten zijn, 
als het nog niet vastgesteld is)?  
50  De vragenlijst dient dus niet om het risicomanagement van DGPolitie in kaart te brengen. Daarvoor zijn andere 
instrumenten geschikt zoals de vragenlijsten uit Risicogestuurd Werken in de Praktijk (Van Staveren, Februari 2015) en het 
Nationaal Onderzoek risicomanagement in Nederland 2014 door de NBA in samenwerking met Nijenrode Business 
Universiteit, RUG en PWC (2014). Zij gebruiken de term ‘standaarden’ als synoniem voor ‘raamwerken’. Wel wordt enkele 
keren, gebruik gemaakt van vragen uit deze vragenlijsten of daarop voortgebouwd. 
Naam:  
Functie:  
Belangrijkste taken en verantwoordelijkheden:  
In deze functie sinds                                                Bij deze organisatie sinds:  
Kennis op het gebied van Risico Management binnen uw organisatie:  
Telefoon (optioneel):                                           Email:                  
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4. Wie zijn de belangrijkste gebruikers van risicomanagement binnen de organisatie?  
5. In hoeverre is risicomanagement al gerealiseerd en ingericht binnen de organisatie?  
a. Doelstellingen risicomanagement 
b. Scope (op welke organisatieonderdelen, niveaus is het van toepassing) 
c. Aanpak (identificatie risico’s en het managen ervan). 
d. Tijdspad implementatie 
e. Relatie met organisatiestrategie,  
f. beschrijving randvoorwaarden 
g. Risico management organisatie: beleggen van rollen/verantwoordelijkheden 
h. Risicorapportage en communicatie 
i. Anders, nl: 
 
6. Welke kenmerken van de politiek-bestuurlijke context zijn van belang voor uw organisatie? In de 
literatuur worden de volgende kenmerken genoemd. Geef aan op een schaal van 1-5 hoe belangrijk u 
deze acht. (1 geheel onbelangrijk tot 5: bijzonder belangrijk). 
 
Kenmerk  Belang (1-
5) 
Toelichting 
Bestuurlijke ontwikkelingen (extern)   
Politieke ontwikkelingen (lokaal, nationaal, internationaal)   
Ontwikkelingen/onzekerheden mbt wetgeving en regelgeving   
Ontwikkelingen/onzekerheden in de financiële/economische 
sfeer 
  
Relaties met en percepties van andere 
stakeholders/ketenpartners 
  
Belangrijke maatschappelijke trends die een impact kunnen 
hebben op de doelstellingen van de organisatie  
  
Verantwoording richting Kamer   
Toenemende druk op verantwoording, controle en schuldvraag   
Voeding publieke onrust door traditionele en sociale media    
Anders: vakbonden   
Anders:   
Anders:   
Anders:   
7. Worden deze kenmerken van de politiek-bestuurlijke context, in uw opinie, momenteel meegewogen in het 




Bestuurlijke ontwikkelingen (extern)   
Politieke ontwikkelingen (lokaal, nationaal, internationaal)   
Ontwikkelingen/onzekerheden mbt wetgeving en regelgeving   
Ontwikkelingen/onzekerheden in de financiële/economische sfeer   
Relaties met en percepties van andere 
stakeholders/ketenpartners 
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Belangrijke maatschappelijke trends die een impact kunnen 
hebben op de doelstellingen van de organisatie  
  
Verantwoording richting Kamer   
Toenemende druk op verantwoording, controle en schuldvraag   
Voeding publieke onrust door traditionele en sociale media    
Anders:   
Anders:   
Anders:   
Anders:   
8. Welke criteria zijn, volgens u, belangrijk voor het bepalen van de geschiktheid van een raamwerk (of 




Toepasbaarheid in relatie tot ketenpartners   
Toepasbaarheid in politiek-bestuurlijke context   
Ingericht op specifieke taken van de organisatie   
Beschikbaarheid en toegankelijkheid    
Gebruiksvriendelijkheid    
Gebruik levert relatief voordeel op voor beoogde gebruikers   
Methode sluit naadloos aan op werkprocessen gebruikers   
Kosten voor aanschaf, ontwikkeling en gebruik van de 
methode zijn acceptabel 
  
Anders   
9. Kunt u de criteria, waar een raamwerk voor risicomanagement binnen uw organisatie minimaal aan moet 
voldoen, rangschikken van 1 (minst belangrijk) naar ... (meest belangrijk)? 









9.   
10.   
 
De volgende vragen zijn alleen van toepassing als u bekend bent met risicomanagement binnen uw 
organisatie. 
51 Combinatie van criteria op basis van onderzoeksvraag, met voorwaarden zoals vermeld door Van Staveren (2015, p. 151). 
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10. Binnen DGPolitie van het Ministerie van Veiligheid en Justitie wordt gebruik gemaakt van ISO 31000. 
Bent u hiermee bekend? Ja/nee. Als u hiermee bekend bent: 
a. Welke voordelen heeft dit raamwerk? 
b. Welke nadelen heeft dit raamwerk? 
c. Zijn er belemmeringen voor zorgvuldige en juiste toepassing van het raamwerk door uw 
organisatie? 
d. Op welke punten kan het raamwerk verbeterd worden? 
De volgende vraag is alleen van toepassing als u niet bij DGPolitie werkt: 











Bent u hiermee bekend? Ja/nee.  Als u hiermee bekend bent: 
a. Welke voordelen heeft dit raamwerk? 
b. Welke nadelen heeft dit raamwerk? 
c. Zijn er belemmeringen voor zorgvuldige en juiste toepassing van het raamwerk door uw 
organisatie? 
d. Op welke punten kan het raamwerk verbeterd worden? 
 
12.  Van welk instrumentarium wordt gebruik gemaakt bij risico-inventarisatie en risicoanalyse binnen uw 
organisatie? (Bron: NBA, Nijenrode, RUG, PWC, 2014, met kleine aanpassingen) 
 
Instrumentarium Wel/niet/weet niet 
Documentstudie   
Interviews   
Workshops  
52 Gebaseerd op, aangepast naar (NBA, Nijenrode Business Universiteit, Rijksuniversiteit Groningen, PWC, 2014).  
Raamwerk Organisatiebreed / Binnen de afdeling 




ISO 31000  
6Sigma  
Basel/Solvency  
Management of Risk  




Networked Risk Management  
Anders:  
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Instrumentarium Wel/niet/weet niet 
Vragenlijsten / checklists  
Incidentregistraties  
Scenario analyses  
gevoeligheidsanalyses  
Simulaties  
Stress testing  
Value at Risk  
Economic Capital  
Back Testing  
Serious Gaming  
Foutenboom analyse  
Visgraat methode  
Hazard and operability study (HAZOP)  
Failure method and effects analysis  
Heatmaps  
Balanced Score Cards  
Andere, namelijk:  
 
13.  Biedt het instrumentarium voldoende varieteit en kwaliteit voor nadere invulling, kwantificering en 
toepassing van risicomanagement binnen de organisatie? Zo niet, wat mist u? 
14.  Biedt het instrumentarium voldoende varieteit en kwaliteit voor nadere invulling, kwantificering en 
toepassing van risicomanagement in relatie tot ketenpartners? Zo niet, wat mist u? 
15.  Hebt u nog aanvullende opmerkingen naar aanleiding van deze vragenlijst?  
Hartelijk dank voor uw medewerking! 
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ANNEX 3: GESTRUCTUREERD INTERVIEW 2E FASE 
Onderzoek naar risicomanagement bij DGPolitie 
Het onderzoek beoogt antwoord te geven op de vraag: “Wat is het best passende raamwerk of combinatie van 
raamwerken met bijbehorend instrumentarium voor risicomanagement, welke het Directoraat-Generaal Politie 
kan toepassen in relatie tot de Nationale Politie en andere ketenpartners en recht doet aan de specifieke taken 
van het Directoraat-Generaal Politie?“ Daarvoor zijn een aantal stappen gedefinieerd en de enquete waar u nu 
aan meewerkt, is de tweede stap in het onderzoek. 
Deze vragenlijst is opgesteld om een zo representatief beeld te krijgen van de gebruikte raamwerken en 
bijbehorend instrumentarium, de percepties met betrekking tot voor- en nadelen en de criteria voor toetsing 
van de geschiktheid van het risicomanagement . Speciale aandacht gaat daarbij uit naar de politiek-bestuurlijke 
context en naar samenwerking met ketenpartners.53  
Terminologie: 
RISICO is een onzekere gebeurtenis met oorzaken, een kans van optreden en effecten op de doelstellingen. (Van 
Staveren, 2015). 
RISICOMANAGEMENT is doelgericht, expliciet, gestructureerd, communicerend en continu omgaan met risico’s 
(Van Staveren, 2015).  
Een RISICOMANAGEMENT RAAMWERK is, in navolging van ISO 31000, gedefinieerd als “a set of components 
that provide the foundations and organizational arrangements for designing, implementing, monitoring, 
reviewing and continually improving risk management throughout the organization” (ISO Guide/73, 2009). 
 
1. Met welke risico’s hebt u te maken? 
53  De vragenlijst dient dus niet om het risicomanagement van DGPolitie in kaart te brengen. Daarvoor zijn andere 
instrumenten geschikt zoals de vragenlijsten uit Risicogestuurd Werken in de Praktijk (Van Staveren, Februari 2015) en het 
Nationaal Onderzoek risicomanagement in Nederland 2014 door de NBA in samenwerking met Nijenrode Business 
Universiteit, RUG en PWC (2014). Zij gebruiken de term ‘standaarden’ als synoniem voor ‘raamwerken’. Wel wordt enkele 
keren, gebruik gemaakt van vragen uit deze vragenlijsten of daarop voortgebouwd. 
Naam: 
Functie:  
Belangrijkste taken en verantwoordelijkheden:  
In deze functie sinds                                                 
Bij deze organisatie sinds: 
Kennis op het gebied van Risico Management binnen uw organisatie :  
Telefoon (optioneel):                                            
Email:                  
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a. Niet van toepassing 
b. Strategische risico’s 
c. Financiele risico’s 
d. Tactische risico’s 
e. Operationele risico’s 
f. Rapportage risico’s 
g. Rechtmatigheidsrisico’s 
h. Compliance risico’s 
i. Reputatieschade risico’s  
j. Anders, nl. ………. 
2. Risicoanalyses kunnen om verschillende redenen worden uitgevoerd, zoals: 
• Herijking van de strategie van de organisatie, bijvoorbeeld n.a.v. reorganisatie; 
• Beheersing van de organisatie: planning en controlcyclus; 
• Beheersing van programma’s of projecten. 
Wanneer wordt een risico analyse uitgevoerd bninen uw organisatie? 
a. Nooit/nvt 
b. Als onderdeel van de (jaarlijkse) P&C cyclus 
c. Bij acquisities/investeringen/desinvesteringen 
d. Bij belangrijke projecten/ontwikkelingen 
e. Bij strategische beslissingen 
f. Na belangrijke incidenten 
g. Naar aanleiding van kamervragen 
h. Anders, nl….. 
 
3. Wanneer bespreekt u risico’s? 
a. Als onderdeel van overleg met externe partijen 
b. Als onderdeel van DG overleg of MT bijeenkomsten 
c. Als onderdeel van interne/externe audit rapportage besprekingen 
d. Als onderdeel van budget/begrotingsbesprekingen 
e. Ad hoc/bij incidenten of bij grote veranderingen 
f. Als onderdeel van project(voortgangs)besprekingen 
g. Anders, nl… 
 
4. Hoe vaak wordt intern gerapporteerd naar de DG in uw organisatie over risico’s en de beheersing 




d. Per kwartaal 
e. Jaarlijks 
f. Incidenteel/ad hoc 
g. Anders, nl.  
5. Op welke momenten zou een risico inventarisatie nodig zijn? Voor welke projecten zou een risico-
assessment verplicht moeten worden? 
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6. Is binnen DGPol de risicobereidheid bepaald of vastgelegd? Maw  is vastgelegd hoeveel risico de 
organisatie bereid is te accepteren bij de uitvoering van de strategie of activiteiten? 
7. In hoeverre is risicomanagement al gerealiseerd en ingericht binnen de organisatie?  
j. Doelstellingen risicomanagement 
k. Scope (op welke organisatieonderdelen, niveau’s is het van toepassing) 
l. Aanpak (identificatie risico’s en het managen ervan). 
m. Tijdspad implementatie 
n. Relatie met organisatiestrategie,  
o. beschrijving randvoorwaarden 
p. Risico management organisatie: beleggen van rollen/verantwoordelijkheden 
q. Risicorapportage en communicatie 
r. Anders, nl: 
8. Bent u bekend met het position paper Risico-georiënteerd werken van DGPol ? Ja/nee. Hierin wordt 
melding gemaakt van 5 lines of defense: 
 
Intern  Extern 
1st line: lijnmanagement 4th line: externe auditors/accountants 
2nd line: adviseurs en controllers 5th line: Inspectie Veiligheid en 
Justitie, ARk, e.d. 
3rd line: interne auditor  
Afhankelijk van de scores wordt op enig moment besloten om de third line of defense (interne 
auditing) in te zetten. Kunt u hier voorbeelden van geven? Gebeurt dit regelmatig? 
9. Bent u op de hoogte van de diverse ‘sporen’ in het I-plan 2014-2017? Zo ja: 
a. Is er sprake van risico management op de verschillende sporen en de activiteiten die 
daaronder vallen? 
b. Zo ja, kunt u aangeven op welke manier? 
10. Wie coördineert de activiteiten in het kader van risicomanagement in uw organisatie-onderdeel? 
a. Risico management afdeling 
b. Een risicomanagement commissie 
c. Lijnmanagement 
d. Financiele afdeling 
e. Verzekeringsafdeling 
f. Internal audit/interne accountantsdienst 
g. Compliance afdeling 
h. Kwaliteits afdeling 
i. Niet georganiseerd 
j. Anders, nl. 
11. Kunt u voorbeelden geven uit de praktijk, waar risico’s niet goed bepaald / beheerst zijn? Wat is 
daar precies gebeurd? 
12. Had dit voorkomen kunnen worden met beter risicomanagement? 
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13. Binnen het Ministerie van Veiligheid en Justitie wordt gebruik gemaakt van ISO 31000. Bent u 
hiermee bekend? Ja/nee 
14. Hebt u nog aanvullende opmerkingen naar aanleiding van deze vragenlijst?  
15. Welke documenten zijn relevant voor verder onderzoek? 
 
Hartelijk dank voor uw medewerking! 
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ANNEX 4: VOORBEELDEN VAN POLITIEK-BESTUURLIJKE RISICO'S EN RISICOFACTOREN 
Hieronder staan enkele voorbeelden opgesomd van risico's die kunnen ontstaan in de politiek-bestuurlijke 
context, of factoren die kunnen leiden tot politiek-bestuurlijke risico's. Oorzaak en gevolg zijn niet altijd strict van 
elkaar te onderscheiden.  
 
Figuur A1:  Voorbeelden van risico's en risicofactoren in de politiek-bestuurlijke context54.  
 
54  Uiteraard zijn neutrale termen als 'professionaliteit', of 'transparantie' pas risicofactoren als de professionaliteit of 
transparantie tekortschiet. Omwille van leesbaarheid van de figuur zijn deze woorden achterwege gelaten.  
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