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Дигиталната форензика и дигиталните докази во кривична 
постапка 
АПСТРАКТ 
Сведоци сме дека Интернетот даде нова географска димензија на криминалот, 
„бришејќи“ ги националните граници на државите. Од овие причини, утврдувањето на 
местото на извршување на кривичното дело и идентификувањето на сторителите на 
кривични дела од областа на компјутерскиот криминал е вистински предизвик. Целта на 
овој труд е да дадеме еден краток преглед на дигиталната форензика со цел правилно да 
ги дефинираме дигиталните докази, понатаму да ги елаборираме основните принципи 
кои што се однесуваат на евалуацијата и аквизицијата на овие докази, да ги дефинираме 
можните извори на дигитални докази и конечно да го илустрираме третманот на овие 
докази во македонското кривично законодавство за да можеме да дадеме препораки за 
истото. Конечно, целта на овој труд е да укаже на неопходноста од адекватно и прецизно 
„осовременување“ на законските одредби на материјалното и процесното кривично 
законодавство и тоа не е само заради прецизна инкриминација или навремено и полесно 
откривање на сторителите на кривични дела од областа на компјутерскиот криминал, 
туку и заради искористување на предностите кои ги дава употребата на компјутерите и 
на доказите кои што можат да се обезбедат во дигитална форма. 
Клучни зборови: дигитални докази, дигитална форензика, дигитална истрага, 
кривична постапка, компјутерски криминал, Македонско законодавство.  
 
Digital forensics and digital evidence in criminal procedure 
ABSTRACT 
Internet has given a new geographic dimension of crime by “removing’’ national borders 
of states. Therefore, the location of the crime scene and the identification of perpetrators or 
executors of cybercrime became a real challenge. The purpose of this paper is to give a brief 
overview of digital forensics in order to define digital evidence, to define the possible sources of 
digital evidence, to elaborate the basic principles relating to the evaluation and acquisition of 
these evidence so we can finally illustrate the handling of these evidence in the Macedonian 
criminal legislation in order to give recommendations for the same. Finally, the purpose of this 
paper is to point out the necessity of adequate and accurate "modernization" of the statutory 
provisions of our substantive and procedural criminal law. This isn’t only because of the need of 
precise and accurate incriminations or for timely and easier detection of perpetrators of 
cybercrimes, it’s also for using the advantages provided by the use of computers and the 
evidence that can be provided in digital form. 
Key words: digital evidence, digital forensics, digital investigation, criminal procedure, 
cybercrime, Macedonian legislative.   
 
Заклучок 
Целта на овој труд е преку прикажување на генералните дефиниции за 
дигиталната форензика и дигиталните докази од компаративните законодавства, 
идентификување на можните извори на дигитални докази и конечно елаборирање на 
основните принципи кои што се однесуваат на евалуацијата и аквизицијата на овие 
докази да го прикажеме третманот на овие докази во македонското кривично 
законодавство. Согледувајќи ги сите слабости на нашето казнено процесно 
законодавство кога станува збор за дигиталните докази, на мислење сме дека во Законот 
за кривична постапка на РМ мора јасно да биде дадена дефиницијата за тоа што 
преставува дигиталниот доказ како и постапката на собирање, ракување и чување на 
овие докази и постапката на форензичка аквизиција и анализа која подразбира 
откривање, обезбедување и изведување на дигиталните докази во доказната постапка. 
Исто така сметаме дека е неопходно постоењето на конкретни принципи врз основа на 
кои ќе се врши евалуацијата на дигиталните докази во судската постапка. Конечно, 
сметаме дека е неминовно да бидат предвидени IOCE стандардите со цел да се осигури 
можноста за презентирање на дигиталните докази, обезбедени во Македонија, пред суд 
во странска држава.    
 
Conclusion 
 The purpose of this paper was to give a brief overview of the general definitions on 
digital forensics in order to define digital evidence in the comparative jurisdictions, to identify 
the possible sources of digital evidence and to elaborate the basic principles relating the 
acquisition and evaluation of these evidence in order to show their treatment in the Macedonian 
criminal legislation. Because of all the flaws in our criminal procedure law when it comes to 
digital evidence, we are of the opinion that our Criminal procedure Law must be amendment 
with definition on what is digital evidence and to give a precise procedure for the collection, 
handling, storage and presenting these evidences on the evidentiary hearing before court. We 
also believe that it is necessary to implement the specific principles that address the evaluation 
of digital evidence in judicial proceedings. Finally, we believe that it is of a great importance the 
implementation of the IOCE standards in our criminal procedure law in order to ensure that the 
digital evidence that had been seized in our country to be admissible before a court in a foreign 
country.   
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