Cybercrime has been become a major portion for law enforcement agencies and intelligence services to both national and international matter, development of information and technology's crime resulted in every country have a different policy of criminalization. The emphasis on cross-country has made a crime on the internet is not just a national issue, but has become an International problem. therefore it is important to have uniformity in the prevention of cybercrime that this crime can be solved. Based on the comparison of cybercrime that included the rules from various countries including the United States, Singapore, the Netherlands, the Philippines, Myanmar as a reference in the application of criminal law enforcement regulations regarding cybercrime seal the document.
A. INTRODUCTION
The development of technology has been significant, so that there was development in various aspects of community life. Including the business community, while the trade community had used the technology advances. Not only that occurred in trade traffic, but also in the trade relationship. Among the activities in the trade are also used banking services, in which the development occurs even this sector are also technological developments. 1 Developments in information technology have transformed almost all facets of life. In one side of the computer technology has the advantage of an opportunity to get information, work, participate in politics and democratic life and other advantages, but on the other hand, information technology will "bite" real life which we have long struggled with all existing heritage. Netizens can see this as a problem to be solved before it moves further down the road and alleys of cyberspace.
From the beginning people are always looking for ease in carrying out the activities in achieving life. It has been fulfilled with the advancement of technology. Nonetheless, people are still not satisfied, so always look for the possibility to easily meet their needs.
On the other hand to achieve common needs someone actually doing is reprehensible. Both in the field of trade and nor in any field where people are doing business. Included in the negative activities are the activities in the field of banking. Resulting also in the banking sector is directly engaged in the money, so it is very gimmicky, whether in business ventures which can be positive or negative events.
Crime by using technology, namely information technology, especially computers and the Internet (cyber crime) has reached the stage of worrying. Advances in information technology, in addition to bringing the business world into a revolutionary (digital revolution era) the very practical, it has a horrible dark side, such as pornography, computer crimes, even digital terrorism, information warfare garbage, and hackers. With the existence of this gap, the current information technology in this case is a computer technology, especially the Internet has been highly developed in remote villages though and has been used as a means and media to commit crimes, the law we can not reach them so that the perpetrators of crimes technology has not yet or no can not be convicted and sentenced for the act of doing and their completion is not clear to cases of crimes other technologies is the case without the knowledge and without us knowing.
Cybercrime has been become a major portion for law enforcement agencies and intelligence services to both national and international non-pratisi exception practitioners of business, the merchant, the customer, to the end-user. In most cases, Internet crime begins by exploiting the hosts and computer networks therefore the swindlers and entruder coming across networks, especially networks based on TCP/IP protocol. 
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In connection with the perpetrators of cybercrime that has unique characteristics, the authors argue that the imposition of imprisonment for perpetrators of cybercrime as practiced in Indonesia for this is a step that is not wise. This is caused by the mismatch between the characteristics of the offender with guidance systems inmates in correctional institutions, so that the objective of sentencing how regulated in the law community will not be achieved. The author argues kind of imprisonment can be replaced with social work or criminal criminal surveillance, because there is a match between the characteristics of the perpetrators of cybercrime with the paradigm of punishment in criminal social work and criminal surveillance, so that the purpose of punishment can be achieved. Criminal and criminal social work and prospective surveillance more humane than imprisonment. Results of research in some countries, social work and criminal criminal pretty effective supervision applied to the perpetrators of the crime, including cybercrime. In eight countries around the world threatened by the criminal perpetrators of cybercrime social work, and it is not contrary to the provisions of the convention on cybercrime.
Computer-related crime is an overall form of crime directed against the computer, computer network and its users and traditional forms of crime that use or with the aid of computer equipment. The offense is differentiated into two categories namely Cybercrime. It is in the narrow sense and in a broad sense.
Cybercrime in the narrow sense is a crime against computer systems, while cybercrime in the broad sense includes crimes against the system or computer network and crimes using computer facilities. The only international instrument which regulates Cybercrime is the Convention on Cybercrime, signed in Budapest (Hungary) in 2001. The Convention is directed mainly in an effort to (1) the harmonization of the elements of the laws governing material criminal offense under national law in conjunction with the provisions of Cybercrime, and (2) complete the formal criminal law of national importance to the process of investigation, investigation, and prosecution of offenders who use or addressed on a computer system, along with the evidence relating to these crimes.
Currently the convention already in force, because it meets the requirements stipulated in the convention. Convention on Cybercrime does not regulate in detail about the types of sanctions that can be threatened left entirely to the parties ratifying or acceding to the treaty. The penalties may be imposed on people who commit a violation of the provisions of Article 2 through Article 12 is sanctions that are effective, proportionate, and can educate, including criminal deprivation of liberty (imprisonment).
Under the provisions of Article 13 can be seen that each State authorities determine what kind of sanctions threatened against the perpetrators of cybercrime to everyone, whether human or legal entities.
B. DISCUSSION
Relating to cybercrime in Indonesia, until this time the majority of cybercrime has not been regulated in a clear legal norms in the legislation, because it was in prosecuting cybercrime applied the provisions of the Criminal Code and the provisions of the Act beyond the Criminal Code. The provisions in the Criminal Code that can be used to prosecute cybercrime by way of interpretation, extensive is the provision on the crime of counterfeiting (as stipulated in Article 263 to Article 276), the crime of theft (under Article 362 up to 367), the crime of fraud (as under Article 378 up to 395), and the crime of destruction of goods (as stipulated in Article 407 through Article 412).
Imprisonment for perpetrators of cybercrime in the Draft Bill is also very dominant, in fact none of the types of crimes that are not punishable by imprisonment. Based on the comparison between the results of a study of the 56 foreign nationals with criminal law provisions in the Indonesian criminal law and the Criminal Code draft above can be seen kind of criminal imprisonment be the most dependable staple in most countries criminal policies.
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Completion of cybercrime is an indicator of a decrease in work ability of Indonesian National Police in the investigation, as well as a decrease in the ability of the criminal law in solving the crime. Factors decline in legal ability to solve crimes occur because of the legal structure of the legal function is not developed in parallel so that law enforcement tends to weaken. The development of information technology crime resulted in every country have a policy of criminalization different. The emphasis on cross-country has made a crime on the internet is not just a national issue, but has become an International problem. This can be seen from the recommendations issued by the United Nations through a congress or also the Council of Europe.
Combating the crime of information technology into a problem in the countries of the world. The arrangement is also different in each country. Therefore, it needs study comparative law (comparative juridical) to determine how well the legal arrangements to forward the issue of criminal offenses related to information technology, especially the criminalization and regulation models.
United States of America
Widespread use of the Internet that is unmatched in the United States has led, and continues to cause various studies, policy proposals and draft legislation that regulate against the abuse of the use of technology's information. The United States has imposed a variety of laws that criminalize acts associated with the criminal offense of information technology.
Cybercrime settings in the United States, among others, the Computer Fraud and Abuse Act (Title 18 Part I Chapter 47 Section 1030 entitled "Fraud and related activity in connection with computers"), in the United States Congress in 1986 which aims to tackle the hacking to computers. 
