This paper presents the design of a new approach to networking a housing community, through the use of a mesh sensor network that consists of both wireless infrastructural mesh nodes and wireless sensor nodes. One key issue with such networks is the development of a suitable Medium Access Control (MAC) protocol for the purpose of transferring data from the sensor nodes to the infrastructural nodes. Here, we use a MAC protocol based on Time Division Multiplexing (TDM) and propose the use of the Rugby MSF broadcast as a synchronisation signal. This novel technique is investigated and some preliminary analysis is outlined.
I INTRODUCTION
Much research has been carried out in recent years in the area of wireless applications for the home and living area. Automating the living space through wireless control and sensors is on the threshold of becoming commonplace in many homes. Systems such as Zigbee [1] , Bluetooth [2] and Z-Wave [3] are being deployed to meet the requirements of wireless home automation.
Recently, wireless applications such as remote meter reading and radio frequency identification (RFID) tags [4] for refuse bins have found their way out of the house and into the wider community. Our research looks at extending this process by investigating a suitable wireless sensor network for a housing community that provides many different services, including the aforementioned ones. For example, a child tracking system would be a useful inclusion.
Networks already exist between many houses in housing estates. At present this is mainly through TCP/IP which, in most cases, is an indirect link provided by Internet Service Providers (ISPs). Wireless links are also becoming more prevalent, with Wireless Local Area Networks (WLANs). These are based on the IEEE 802.11 [5] standards. Many of these WLANs have a gateway to the Internet provided by wireless broadband service providers. Those without an Internet gateway can still form wireless communities to share data, music and video, play network games and/or partake in intranet activities.
Part of the reason why such wireless activities have become so popular is cost and legislation. These wireless devices are low cost and widely available. Furthermore, there is no licence required to operate them. They operate in the licence exempt Industry, Science and Medical (ISM) frequency bands. Radio modules for these frequency bands are available from numerous manufacturers, some as a single-chip solution.
The focus of our research is to develop a novel housing estate mesh sensor network based on licence exempt, low power wireless technology, not in competition with 802.11 [5] . This system should be both affordable and beneficial to a housing community. It also has the potential of being useful to service providers of the estate.
Sensor networks are at the forefront of interest among the wireless research community. These networks are a collection of intelligent nodes equipped with sensors and radios. The nodes work together to accomplish tasks such as asset tracking and environmental monitoring. Wireless sensor networks commonly have the following characteristics:
Low power: Battery operated devices which do not require servicing for long periods of time (typically 1-3 years).
* Transmit small amounts of data: To ensure long battery life the radio transmitter is switched on for the shortest possible time to send small amounts of data (1 to 10 bytes). Short data transmissions also frees-up more channel space for other nodes to transmit. * Low cost: Ideally the node should be low cost enabling many nodes to be deployed without having a price deterrent. * Easy to deploy: It should be possible to add and remove nodes simply by powering them on and off, thus deploying them in an ad-hoc fashion. * Reliability: Sensor nodes are unattended for long periods of time. Therefore they are designed to be reliable. This reliability extends to both hardware and software and also to a method of ensuring that sensor data reaches its destination.
Typically, sensor node networks are deployed in an ad-hoc fashion, often without much planning considerations. Frequently these nodes must organise themselves into a mesh network [6] . Mesh networks are ones in which nodes transmit data to adjacent nodes. These nodes act as routers and forward the data on to its destination, either directly (single-hop) or, via additional routing nodes (multi-hop).
In mesh sensor networks the mesh node usually incorporates a hardwired sensor. In this paper, we employ a network where the sensors are wirelessly connected to the mesh nodes, thus allowing for greater flexibility in sensor deployment. One key issue with this type of network is the development of a suitable Medium Access Control (MAC) protocol [7] Mesh Nodes: These nodes form a wireless mesh infrastructure, giving full coverage of the housing estate. They act as wireless routers in the system, relaying sensor data in a single and multi hop fashion. Additional nodes may be added and removed on an ad-hoc basis.
The mesh node contains a dedicated radio receiver to interface to the sensor node, operating at the 433 MHz ISM band frequency. It also contains a transceiver operating at 868 MHz, used to interface to other mesh nodes in the network. A PIC microcontroller [8] provides the intelligence as shown in Figure 2 . These nodes are powered continuously by a combination of rechargeable battery and solar panel. The sole purpose of these nodes is to collect data from the sensor nodes and pass this data to the Base Station in the most efficient way. The sensor node contains a dedicated MSF radio receiver. It also consists of an rfPIC [8] which provides the intelligence and incorporates a radio transmitter, as shown in Figure 3 . An external sensor interface is also included. The format for the data packet transmitted by the sensor nodes is shown in Figure 5 below. This packet is 32 bits in length. The transmission rate for the sensor node is set to 20kbit/s, resulting in a bit time of 50us. Hence, the total time required to transmit the entire data packet is 50us x 32 = 1.6ms. In order to implement the TDM based protocol outlined in the section III, every sensor node must be synchronised at the start of the TDM transmission sequence.
The proposed sensor node incorporates a radio receiver for this purpose. This receiver is capable of receiving a unique broadcast signal that is available to the entire system. This broadcast signal is then used to synchronise the start of the TDM sequence for each sensor node. Once synchronised each node maintains this synchronisation intemally using a crystal oscillator. Therefore, reception of the synchronising broadcast signal may only be required every few hours if not days.
In this paper we investigate the use of an existing radio broadcast signal, namely the MSF time signal from Rugby, for the purpose of synchronisation.
a) MSF Time Signal
The MSF timing signal is a radio broadcast signal of the atomic clock held at the NPL (National Physics Laboratory) Rugby, England. This signal is a modulated 60kHz carrier wave which transmits a time signal every minute. The To utilise this ever-changing signal a unique bit pattern must be identified. This could then be used to determine the synchronisation point. It is also necessary that this unique pattern is repeatable at regular intervals. The pattern selected from the broadcast signal is the start of frame (SOF) identifier. Repeated every minute, the SOF signature comprises a 500ms low pulse followed by a 500ms high pulse, as shown in Figure 6 below. The sensor nodes contain an EM2S MSF receiver module from Galleon [11] that has a pulse width tolerance of +/-30ms. This results in a maximum tolerance between different sensor nodes of +/-60ms. This tolerance is mainly due to the received MSF signal and not the Galleon module. It was shown previously that a system containing 2000 sensor nodes with a latency of 30s required a TDM slot width of 15ms. Therefore, the MSF appears, at first glance, to be a poor choice for synchronisation. However, this is not necessarily the case. The tolerance of +/-60ms is based on the 500ms pulse width. A significantly smaller, and more useful, tolerance can be obtained by using consecutive falling edges, as will be shown in the next section.
The proposed synchronisation method is to sample the MSF signal to locate the SOF signature. If the two 500ms pulses are both within a certain tolerance, the signal is accepted as a valid SOF. Anything outside this tolerance is discarded. The falling edge of the second pulse is then used to establish the synchronisation point at tl+ t2, as shown in Figure 7 below. Ideally, t2 = 0, but for practical software related reasons, t2 will be set to a few milliseconds. This proposed method is now analysed. In order to validate the accuracy of the chosen synchronisation point, the outputs of three MSF receivers were compared, to see how closely aligned these points where. The 500ms pulses had to be within a +/-20ms tolerance limit, otherwise the SOF signal was not used. Figure 8 (a) With a synchronisation accuracy of +/-3ms it is now possible to determine the performance of the system in regards to latency versus number of sensor nodes, as shown in Figure 9 . The TDM time slots can be calculated at 7.6ms, 1.6ms for the data packet and 6ms for the guard band. The scalability of the system is limited by the maximum acceptable latency. With a maximum latency of 30s, up to 4,000 sensor nodes could be accommodated. For the proposed housing community mesh sensor network, a maximum latency of 30s is deemed acceptable.
VI Conclusions and Future Work
In this paper, we presented a novel design for a mesh sensor network to be used in a housing community. The network uses sensor nodes that are wirelessly connected to the mesh nodes, thus allowing for greater flexibility in sensor deployment A MAC protocol based on TDM was used to ensure a successful transfer of data from the sensors to the mesh nodes. The use of the MSF broadcast for TDM synchronisation was proposed and investigated. It was illustrated that the falling edge of the Is SOF signature could be readily used for accurate synchronisations within a +/-3ms tolerance limit.
The main focus of future work will be the ongoing research into developing and implementing the system described in this paper. Future testing will also be done on verifying the accuracy of the MSF synchronisation signal over longer periods of time.
VII References

