The IoT (Internet of Things) concept is being widely regarded as the fundamental tool of the next industrial revolutionIndustry 4.0. As the value of data generated in social networks has been increasingly recognised, social media and the IoT have been integrated in areas such as product-design, traffic routing, etc. However, the potential of this integration in improving system-level performance in industrial environments has rarely been explored. This paper discusses the feasibility of improving system-level performance in industrial systems by integrating social networks into the IoT concept. We propose the concept of a social internet of industrial assets (SIoIA) which enables the collaboration between assets by sharing status data. We also identify the building blocks of SIoIA and characteristics of one of its important components -social assets. A sketch of the general architecture needed to enable a social network of collaborating industrial assets is proposed and two illustrative application examples are given.
Introduction
The large amounts of data generated by wellinstrumented assets, together with the rapid development of information communication technologies, have led to growing applications of the Internet of Things (IoT) concept in industry. During the past years, quite a few IoT applications have been seen in various aspects of current industrial practices, including environmental monitoring, inventory and production management, food supply chains (FSC), transportation, security, and surveillance. 1 As an important aspect of industrial management, effective asset management is key to reducing the total cost of asset ownership while improving machine availability, guaranteeing security, and increasing productivity. In recent years, the IoT has been increasingly regarded as an effective framework to improve asset management policies, allowing asset managers to have a much broader knowledge of their asset fleet. 2, 3 As a result of this, the notion of SIoT (Social Internet of Things), which results from integrating social media into the IoT, has been implemented in application areas such as product lifecycle management, 4 traffic routing, 5 and workplace help and support. 6 Although quite a few circumstances exist where enhancing social behaviour of industrial assets is likely to be beneficial, the potential of this integration in improving system-level performance in asset fleets has rarely been explored. For instance, in a social network, a fleet of assets with similar characteristics could share their diagnostics and prognostics knowledge gained by learning from their own condition data. This could help assets to improve their prognostics accuracy, and also to identify latent problems which would be difficult to notice with only the information available to an asset itself.
Following the SIoT concept, this work attempts to explore the possibility of improving asset management performance by developing a social network of collaborating industrial assets for knowledge and data sharing between machines.
The next section reviews recent developments in SIoT, use of distributed decision-making systems in different aspects of maintenance optimisation, architectures and frameworks proposed for IoT and SIoT, as well as evolution of what we call smart objects. Then, our vision of social assets is presented and the fundamental properties needed to transform smart assets into social assets are discussed. A section then outlines the building blocks for a social internet of industrial assets (SIoIA), and presents a general architecture for SIoIA. Subsequently, two illustrative examples of SIoIA applications are presented. The penultimate section provides a guideline on future work. Conclusion of the paper is given in the final section.
Literature review
The term IoT was first coined in 1999 by The Auto-ID Labs, within the context of supply chain management enabled by RFID (radiofrequency identification) technology. 7 However, its current definition has been extended to include a dynamic global network infrastructure with self-configuring capabilities, where physical and virtual things have identities, physical attributes, and virtual personalities, use intelligent interfaces, and are seamlessly integrated into the information network. 8 Today, vast amounts of data are generated and shared across the IoT. 9 Examples range from self-driving cars, 10 continuously monitored gas turbines, to the immensely popular smartphones, GPS enabled wristbands, and other wearables.
Smartphones differ from other IoT-powered devices in that they are designed, operated, and marketed as a prominently social tool. Profiting from this social dimension, the data generated by such phones has been widely used in the consumer world to benchmark and optimise product quality and customer experience. For instance, companies like Garmin, Nike, and Microsoft have provided platforms for consumers to share and compare exercise data collected via smartphones and other smart gadgets.
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Besides smartphones, the notion of incorporating social elements to the IoT has been around for approximately a decade, leading to the development of SIoT. One of the early ideas associated with SIoT is 'Blogject', a neologism meaning 'things that blog'. An example was a flock of pigeons that were equipped with telematics for wireless communication, a GPS device for track tracing, and sensors to record the content of air pollutants. 12 The potential of combining social and technical networks has also been tested on service provision to both human users and technical systems. A use case of a socio-technical network -The Cognitive Office -was reported, where Twitter was used to enable an online social network for objects in a smart office to post events from selected sensors and listen for Tweets from other devices. 6 The exploitation of SIoT can also be found in traffic routing problems, such as opportunistic communication enabled by social networks in dynamic traffic networks. 5 Extending beyond objects socialising with each other, the integration of humans into SIoT has also been discussed, adding the human-to-thing element to achieve the complete vision of SIoT. 13 The growing volumes of available data generated by modern industrial assets equipped with sensors, and the concurrent development of advanced data analytic tools and artificial intelligence, have naturally led to discussions of the SIoT in the context of industrial assets. An incentive application of the SIoT focuses on trying to improve industrial system performance by making use of distributed decision-making with the help of the IoT, giving a social dimension to industrial assets. For example, attempts at using distributed decision-making in production scheduling, maintenance scheduling, and inventory management have been reported. [14] [15] [16] In some cases, the social element in these approaches is not the human operator, as in the case of smartphones, but the asset itself. In other cases both humans and machines act socially. In this paper, we focus on the cases where most of the social collaboration is performed by industrial assets, and where human agents are limited to setting the system constraints. In order to set up such systems, one must first address the understanding of distributed artificial intelligence techniques.
The introduction of distributed artificial intelligence, mainly based on agent-based systems and holonic manufacturing systems paradigms, is usually aimed to satisfy production requirements such as customisation, agility, flexibility, and robustness. A common distributed artificial intelligence approach is to use multi-agent systems (MAS), which can be defined as 'distributed systems of independent actors, called agents, that cooperate or compete to achieve a certain objective'. 17 Broadly, agent-based systems have been designed for one of the following purposes: maintenance resource integration, machinery fault diagnostics and prognostics, and maintenance scheduling. The rest of this section surveys recent advance of agent-based systems in the latter two areas, which are of more relevance to the purpose of this paper.
A MAS-based reference model for a fault management system (FMS) has been developed by Cerrada et al. 18 The FMS can be integrated with the supervision applications to support the decision-making on the controlled processes including component monitoring, failure detection, failure prediction, maintenance scheduling, and maintenance plan execution. A prototype of the reference model has been implemented on Java Development Framework (JADE) to a pool pumping system as a case study. Cerrada et al.'s paper had followed from a line or research starting in the early 2000s: arguing that distributed fault detection and handling is a more suited paradigm for FMS, Ouelhadj et al. described a multi-agent architecture for distributed and real-time monitoring. 19 The major functions of the monitoring system are performed via the information exchange and co-ordination based on contract net protocol (CNP) between a set of resource monitoring agents (RMA) each responsible for a manufacturing resource. Focusing on data interpretation and condition monitoring applications, Mangina et al. introduced a hierarchical decentralised multi-agent architecture named COMMAS. 20 Unlike the work of Ouelhadj et al., 19 where one agent is assigned to one production resource to perform a wide range of information finding tasks, the agents in COMMAS each represent one aspect of application so as to distribute the responsibilities of information processing. Three hierarchical categories of agents responsible for data fusion, cross sensor corroboration, and reasoning and decision-support functions, respectively, have been proposed. In a later work, 21 the proposed COMMAS architecture was implemented for the design of a multiagent transformer condition monitoring system using K-means clustering, rule induction, and a backpropagation neural network. Another study by McArthur et al. developed an anomaly detection system employing an extended COMMAS architecture. 22 An infotronics-based prognostics tool called The Watchdog Agent was proposed for product performance degradation assessment and prediction. 23 The Watchdog Agent is capable of diagnosing the current state and prognosticating the future state of its objective component based on the readings from multiple sensors.
The multi-agent paradigm, commonly used in reactive and dynamic production scheduling, can also be adopted for maintenance scheduling problems. Coudert et al. proposed a production and maintenance integrated scheduling system called the RAMSES-II (reactive multi-agent system for scheduling) based on fuzzy logic. 24 In this framework, every manufacturing resource is associated with a machine agent in charge of bidding for production tasks, a maintenance agent that creates maintenance task orders, and a negotiation agent that reconciles the conflicts between the machine and the maintenance agents to get the maximal aggregated degree of satisfaction of two parties. Blackboards are employed to provide a virtual Gantt chart view of the ongoing negotiation process at different conceptual levels. Targeting at the same problem in a flow shop, Khelifati and Benbouzid-Sitayeb proposed a similar agent-based approach comprised of machine agents and maintenance agents to simultaneously schedule production and periodic maintenance. 25 A bus maintenance scheduling method based on MAS was proposed by Zhou et al. to make up for the downsides of centralised scheduling while dealing with unforeseen events. 15 The model is formulated using three layers and four types of agents to heuristically schedule incoming maintenance tasks cooperatively using CNP. An agent-based system for dynamic scheduling of maintenance tasks in the petroleum industry using reinforcement learning, developed by Aissani et al., 26 was put into experimentation at an Algerian petroleum refinery. The system consists of 'resource agents' for the pumps, 'parts agents' for the tanks containing oil, and an 'observer agent' that has a global view of the system. Their work differs from the aforementioned researches in that there is no centralised decision-making mechanism since each resource and part agent decides its next action depending on its own knowledge base. Feng et al. employed MAS with a two-layer structure for online curriculumbased measurement decision-making among a missionoriented aircraft fleet considering the constraint of limited maintenance resources. 27 The coordination takes place at two levels both following a heuristic rule-based negotiation mechanism: the local scheduling decision is made via negotiation between aircraft agents and maintenance agents representing maintenance teams, while the global scheduling is done by the management and coordination agent. Also dealing with aircraft fleets, Brintrup et al. collaborated with Boeing in order to enable its assets to become 'self-serving assets', 28 with the goal 'for assets to autonomously plan their own service and maintenance while collaborating with service and maintenance providers and other assets'.
As the underlying technologies of the IoT concept have taken shape, research efforts towards the integration of these various technologies have started to produce architectures and frameworks for the IoT and SIoT. Sa´nchez Lo´pez et al. designed an IoT architecture within a smart object framework. 29 The proposed architecture components include smart objects, network protocols, interfaces, and events and repository databases. A prototype of the architecture for the real-time monitoring of goods in supply chains was implemented using wireless sensor networks and web services to show its feasibility and flexibility. Zhang et al. extended the techniques of the IoT to the manufacturing field and developed a four-layer architecture mainly for real-time information capturing and dynamic monitoring and controlling for the manufacturing execution stage. 30 Similarly aimed at industrial environment, Ungurean et al. presented an IoT architecture composed of a data server module and a client application module based on OPC.NET specifications. 31 A five-level cyber-physical systems structure has been proposed for Industry 4.0 manufacturing systems. 3 The corresponding algorithms and technologies at each system layer have been suggested for the desired functionalities of the overall system. Guo et al. have proposed a reference architecture for opportunistic IoT which exploits the potential benefits of human social behaviour in the IoT. 32 Focusing on a specific instance of SIoT, an architecture based on vehicular ad-hoc networks has been proposed that identifies social structures and related interactions of vehicles in the machine-to-machine social networks. 33 An SIoT architecture following the three-layer model made of the sensing, network, and application layers has been presented by Atzori et al., 34 where the social components belong to the application layer.
The existing IoT and SIoT architectures and frameworks all have the same constituent element -what is called 'smart object' or 'intelligent object'. The very first architectures of the IoT are based on the success of RFID technology. While this approach is ideal in tracking physical objects within a confined space, it is insufficient in complex situations as the objects themselves have no analytic or decision-making capabilities. This has led to enhanced requirements for objects to be smart. For instance, in the work of Kosmatos et al., 35 RFID-tagged objects are integrated with its online abstraction positioned with application logic. Arguing that the characteristics of software agents are very similar to those of smart objects, Fortino et al. propose a multi-layered agent-based architecture for the development of smart objects. 36 Kortuem et al. categorised smart objects in to three levels according to their degree of awareness, representation, and interaction. 37 As shown in this literature review, 'smart objects' have been around for some time, and its connection to asset management has been proposed before by, for example, Brintrup et al. associated to the idea of selfserving assets. 28 However, this connection has only recently been made, and specifics for how to enable inter-asset collaboration are missing in literature. In this paper, we address the problem of inter-asset collaboration in asset fleets, giving specific examples and detailing the properties of the building blocks of such a social network of collaborating industrial assets.
Social assets
Smart objects can be described as autonomous physical/digital objects augmented with sensing, processing, and network capabilities. 37 What it takes for objects to be 'smart' still applies to the basic components for a social network of collaborating industrial assets in the manufacturing domain (i.e. machines or assets). However, as a modern production process is often complex and requires co-efforts from a fleet of various assets, instead of just a single asset, interactions and mutual understanding between assets inevitably play a vital role. For instance, in a quarrying process where rocks are crushed and extracted from the mountains and transported by loaders to a conveyor belt, a loader without social capabilities will continue loading rocks to a conveyor belt close to failure, this may lead to severe disruptions if there is a lack of maintenance resource when the failure happens. Thus, apart from being 'smart', these components also need to be 'social'.
In order to characterise social assets, it is useful to first review the properties assets are supposed to possess to be 'smart'. This corresponds to the five characteristics of smart products/objects proposed in the new generation of object-centric industrial paradigm: 29 Identity: A unique identity is needed for the smart asset to be tracked, recorded, and referred to in the system. State awareness: Smart assets should be able to sense its own operating status and measure performance indexes, such as vibration, temperature, and concentration of a particular chemical element, etc.. Communication: They should be capable of exchanging information with other smart assets, OEMs, and centralised servers. Data management: It is necessary to classify and store measurements made by sensor transducers associated with the assets, while removing some history data, if appropriate. Decision support: Smart assets should have a decision support mechanism to generate apt actions in response to different situations that have arisen. Moreover, they should be able to exhibit opportunistic, goal-directed behaviour and act proactively.
One of the earlier works to systematically discuss the characteristics of social objects and policies needed to establish a navigable SIoT was done by Atzori et al. 34 In a later work, Atzori et al. discussed the main features that a SIoT will possess once the aforementioned basic relationships have been established. 38 However, the fundamental properties needed for objects to socialise and collaborate, in particular in industrial environment, are not sufficiently explored.
In our vision, in order for machines to cooperate, as a means to optimising system-level performance, two more fundamental properties are needed -contextual awareness and collaboration initiatives. This transforms smart assets into social assets, as shown in Figure 1 .
Contextual awareness: A piece of asset with contextual awareness not only investigates its own status, but also perceives its environment, which may be the physical world, a user, a collection of other assets, or the internet. 36 Assets should have an understanding of the consequence of any action they take that might cause changes to the surroundings, and also the impacts that the behaviour of other participants in the social network would have on themselves. Contextual perception implies understanding of a problem domain much broader than a single asset could than the boundaries of the asset itself, thus enabling the asset to act more wisely. Being contextual aware differs from being only connected in that with the same information obtained from the network, the asset not only perceives the information as it is, but also incorporates it in a broader context to better understand the complex interactions that can be triggered by this piece of information. This is also one of the basic prerequisites to plant collaboration initiatives in assets. As in the example of the loader and conveyor mentioned earlier, if the loader and conveyor are only connected with each other with no contextual awareness, the loader would still understand that the conveyor is failing. However, the loader will not be able to figure out what action to perform to lower the degradation rate of the conveyor. Whereas with contextual awareness, the loader would easily figure out that a better idea would be to reduce the amount of rocks to be loaded on the conveyor belt, which will keep the quarry operating until maintenance resource is in place. Collaboration initiatives: Collaboration initiatives here refers to the fact that an asset views itself as closely related to other assets and is constantly seeking the opportunity to collaborate with other machines to achieve a system-level goal. Enabling assets to have collaboration initiatives is considered necessary in manufacturing systems for two reasons. First, the local goals of a single asset are very likely to be contradictory to the goal of a plant manager or another asset (e.g. two machines push production tasks to each other so as to avoid deterioration and wear and tear while the plant manager wants maximum productivity). If assets are open for cooperation, these conflicts can be resolved through exchange of knowledge, negotiation between machines, and collective decision making. In the example given, the machine with less severe degradation for now could offer to take on more load in exchange for less workload when later its degradation level has risen. Second, just as humans help and give advice to each other, through cooperation initiatives, assets will be inclined to recommend assets of similar status, based on their own experience, the best possible action path to take for the asset itself, as well as for the overall improvement of system-level performance.
The building blocks for social network of industrial assets
While social assets act as the main building block, other components should also be added during the actual implementation of SIoIA. The building components of SIoIA and their function blocks are shown in Figure 2 . A detailed description is given as follows:
Social assets
A software agent is assigned to each asset, augmenting it with intelligent and social behaviours. These assets should be actively engaged throughout the production process. Specifically, social assets should be able to carry out:
(1) Self-monitoring, diagnostics, and prognostics: Social assets should be equipped with algorithms to effectively process status data obtained by sensors and events data. These algorithms should be able to store the analysis outcome in an easily accessible way. There are two potential benefits of doing so: (a) providing a model for near real-time machine status evaluation, fault diagnostics, and remaining useful life prediction; (b) allowing fast improvement of the model when new information channel is available. In particular, for the case of a network of social assets, new information channels can be built instantly since all machines are actively engaged in communication with others. (2) Relationship analysis: Just like human beings interacting with each other in different ways on the basis of relationships, social assets also act differently when faced with other social assets based on dynamic metrics quantifying their closeness and similarity. The ability to perform relationship analysis is necessary in certain situations if improved asset performance is to be achieved. For instance, machines of the same type and configuration operating under similar conditions can be assumed to have similar degradation behaviour and thus they can choose to share status data with each other to build more accurate diagnostics and prognostics models of their own. One approach of defining similarity can be via a set of inter-asset similarity metrics with the element in row i and column j defining the soundness of sharing the data of asset j with asset i. This approach will be further elaborated in next section. (3) Selection of data of interest: With the large amount of data generated by a social network of assets comes the trade-off between the cost of heavy computation, and the cost of myopic decisions resulted from using incomprehensive information. For a single social asset, the selection of data of interest needs to be executed in two directions and with reference to its relationship analysis outcome: (a) the type of data to post on the social network; (b) the subscription to certain data that may be of selfinterest (4) Collaboration functions: Various forms of collaboration opportunities exist between social assets, of which data sharing is just one starting point. With a reasonable understanding of other elements in its surroundings, a social asset can give advice to a similar asset based on its own experience, offer to share the load of another asset where necessary, act as a media for connecting other assets of potential mutual interest, etc.
Social network platform
A social platform is where the actual social behaviours of assets occur. It should be equipped with necessary hardware and software to function as a channel for: Research work dedicated to the development of SIoT and IoT architectures that can be extended to meet these demands can be found in the literature.
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Protocols and ontologies
Protocols are needed to guarantee a unified data transport format while ontologies provide a mutually understandable communication context. A detailed review of existing protocols in support of the IoT is given in Al-fuqaha et al. 39 Examples of ontologies that can be extended or modified to suit this purpose can be found in Geerts and Leary. 40 
Interface
An interface is needed for data sharing with other systems as well as human operators:
(1) Interaction with humans: although ideally human interventions with the system would be minimal, an interface is needed for human-computer interaction such as receiving parameter inputs, getting commands, sending alerts, and suggesting actions; (2) Connection to other systems: channels for information exchange with other systems regarding service, finance, and logistics are needed for decision making at the organisation level.
Similar requirements for interfaces have also been mentioned in Iung et al. 41 
Decision-making support
A series of decision-making support functions as listed below should be available. However, it still remains to be explored whether the function should reside in individual assets, at a supervisory level, in a hybrid combining these two, or through other manners.
(1) Performance monitoring: Production data sent to the social platform is used by the performance monitor to assess individual asset performance and system performance. The performance monitor can, for instance, serve to identify the bottleneck of the manufacturing plant. At a higher level, by connecting with other relevant databases of the organisation, potential risks to the organisation's objectives can be identified; (2) Performance optimisation: The purpose of the performance optimiser is to generate optimal action plans based on knowledge provided by the performance monitor. The consequent system management plans are then passed on to the performance manager for further consideration; (3) Performance management: The major function of performance management is to select the best system management plan proposed by the performance optimiser and post it on the social network platform to pass to relevant assets to implement.
The rest of the section presents a sketch of the general architecture needed to enable a social network of collaborating assets, as shown in Figure 3 . The sketch gives the relationships between the building blocks shown in the previous section and how they are operating. The social assets here are composed of: (1) physical assets that directly interact with the environment, perform production tasks, and generate condition data; (2) social agents that act as representatives of physical assets in the cyber world and possess the characteristics described previously. The interface with humans and connection to other systems can be realised through placing agents representing humans or other systems in the social network platform. One way of enabling decision-making support, as add-ins, is illustrated here as an example. Here, the social network platforms provide sockets to allow installation of add-ins with different decision-support functions such as plotting higher-dimensional data analytics.
Application examples
Collaborative industrial assets for workload sharing
Directly following the two enhancing characteristics of social assets -contextual awareness and cooperation initiative -here we present an example of applications of collaborating industrial assets aiming at improving system-level performance by sharing the workload assigned to each other. The two main motivations for this application are:
(1) Parallel machines capable of performing the same type of task are commonly seen in manufacturing plants, enabling the shifting of workload from one machine to the other while still fulfilling the production demand; (2) The degradation rate of an asset as it operates is closely related by the type and amount of tasks assigned to it, 42, 43 making it possible to actively control the residual life of an asset by dynamically changing its workload.
An instance of the proposed architecture in the previous section is presented in Figure 4 that serves the purpose of workload sharing.
The functions of the two types of agents, the coordinator agent and machine agents, and the social network platform are described as follows:
Social network platform. The social network platform in this case has dual roles: a blackboard and a yellow page. As a blackboard, it displays the up-to-date status of production resources participating in the network, any request for help posted by close-to-failure machines, and production-related information such as the demand profile in the near future. As a yellow page, it maintains a list of agents registered in the social network and keeps logs of their activities if necessary.
Coordinator agent. For computational efficiency, the complex optimisation is performed by machines themselves whereas the coordinator agent mainly resolves conflicts of machine agents' decisions following simple rules or through simple computation. Machine agents. Each physical machine has an abstracted representative, a machine agent in the virtual world. By checking its own status and the demand profile, the machine agents make decisions on the amount of workload to take on, and on the optimal preventive maintenance threshold for itself. The workload decided by machine agents individually together with other necessary information needed for coordination is sent to the coordinator agent for finalisation. Two other important behaviours of machine agents are: seeking help from other machines and offering help to other machines.
For illustration purposes, the flow of data exchange and actions in the scenario where a machine seeks help for workload sharing is presented in Figure 5 .
Distributed collaborative prognostics for industrial assets
As discussed previously in this paper, a social network of collaborating industrial assets enables assets to take independent decisions in order to optimise performance and monitoring. A common application enabled by continuous monitoring is failure prognostics, which consists of accurately predicting the time to failure of industrial assets. 44 The analysis of estimated probabilities for the asset's time to failure allows asset managers to implement optimised maintenance policies which leverage the risk of failure with the costs of preventive and corrective maintenance, and the associated loss of operational time. 45 Currently, the optimisation of maintenance policies for large asset fleets is usually done within a centralised architecture, with exceptions such as the Watchdog Agent, 23 which implements a hybrid approach using human agents and software agents. A social network of collaborating industrial assets enables the implementation of a new kind of architecture designed for improving prognostics in large asset fleets: distributed collaborative learning, which is aimed at reducing human input as much as possible.
Machine agents. In this architecture, assets are able to increase their prediction accuracy by using the knowledge gathered by other similar assets in the asset fleet. Each industrial asset has an agent installed that learns separately from the other assets in the network, and collaborates with them sharing relevant data (see Figure 6 ). In practice, each asset must be able to continuously compute the following parameters and vectors: (1) A list of inter-asset similarity metrics within the asset fleet. A similarity metric is a positive real number that defines the estimated difference between two assets, and that is assumed to be directly related to the statistical soundness of sharing their data points. This is represented by d ij where i is the asset that will receive the data and j is the asset that will send it. The N assets with smaller metric values will be connected to this asset, the set of assets and inter-asset connections is defined as an asset network. 46 (2) Failure diagnostics, performed by evaluation of the sensor data obtained from the smart asset. (3) An estimate of its own time to failure with an associated error, both performed using a combination of the asset's own historical data and data from other collaborating assets. (4) An optimisation of its own maintenance policy based on the estimated time to failure considering the constraints given by the social network platform.
Social network platform. Inter-asset communications and general parameter settings such as the number of collaborating assets, N, and constrains in the maintenance policy are set by the social network platform (see Figure 6 ). This means that each list of N collaborating assets will be sent and stored in the social network platform in real time. This corresponds, as commented previously, to a yellow page function.
This architecture combines the benefits of distributed decision making with the importance of proper sampling in predictive statistics. Preliminary studies have shown that distributed collaborative learning has a positive impact in the maintenance cost function of asset fleets as long as parameters such as the number of collaborating industrial assets, system noise and inter-asset metrics are well defined. 46 This approach has applications in large industrial asset fleets with extensive continuous monitoring and local processing power such as gas and wind turbines, automobiles, airplanes, and ships.
Guidelines for future work
Future work should focus on implementation and validation of the proposed framework. Real-world implementation of the application examples is likely to lead to a set of practical problems that are not presented in detail in the framework. In this section, we review some of these practical problems and provide guidelines to overcome them.
(1) Lack of asset data: in many industrial systems, sensing is only partially incorporated, and asset characteristics and states are largely unknown. Before considering an implementation of the proposed framework, a review of the asset fleet must be undertaken. Within the fleet, the asset typologies incorporating a condition monitoring system are readily adaptable to the proposed architecture Figure 6 . A schematic of the architecture used for distributed collaborative learning and the functions that each agent must be able to perform. In this case, only social and human agents and social assets are needed, as the coordination is performed in a distributed way. Each social asset hosts a social agent labelled by a letter marked in italics, and each agent calculates its asset similarity metric by means of the parameter d ij (in purple, shown for the asset i). Each agent must compute four tasks that are described in the text and illustrated in the figure. Communications are performed through the social network platform. Here, discontinuous lines indicate communication between the agents and the platform, while the continuous line indicates inter-asset communication enabled by the platform.
by either assigning to them a cloud-based agent or endowing them with processing power. Management must then consider which additional asset typologies in the fleet are candidate for the implementation of a condition maintenance system. This typically corresponds to complex assets with high maintenance costs. (2) Real-time diagnostics and prognostics: the transition to real-time health management is not without problems. A posteriori diagnostic techniques are often difficult to adapt dynamically, as the dynamic nature of asset condition is usually not considered. A good enabler of cluster-based dynamic diagnostics is the method presented by Lapira in his PhD thesis. 47 Regarding prognostics, the main challenge is including censored data in the algorithms and deciding on the frequency of re-training and prediction. An example of how to overcome these issues can be found in Martinsson. 48 (3) Appropriate cost metrics: determining repairing or replacement cost in real-time health management systems is not a trivial problem. If the particular industry is used to rigid maintenance scheduling, the proposed approach may seem operationally impossible. It is important to weight the particularities of the industry and asset type in question to decide on whether a real-time approach makes sense. If so, maintenance and replacement costs should be assessed in conversation with suppliers and clients, as all actors involved in the maintenance life-chain may have to change in order to adapt to the new framework. (4) Integrated maintenance and production planning: at the asset level, the trade-off between keeping the asset in a satisfactory condition as well as maximising its profitability must be considered. Resolving this issue requires a systematic approach to exhaust, classify, and quantify the cost and benefit caused by each operation or maintenance action. (5) Workshop-level decision making: at the workshoplevel, since a fleet of assets of different types and configurations are involved in the production process, it would be worth exploring coordination and negotiation strategies to resolve conflicts of interest between assets to improve system-level performance.
Concluding remarks
In this paper we have presented what we believe that will be the future paradigm of asset management: a social network of collaborating industrial assets. In such a network, autonomous assets will take independent decisions and collaborate with each other in a distributed way, coordinated by a central platform.
Human input has been reduced as much as possible: setting global constraints and target functions. Therefore, the role of the asset manager will not be any more to choose and optimise performance and maintenance policies but instead to set system constrains and monitor statistics obtained by the social network platform from the asset fleet. In our proposed system, the social network platform will perform the tasks of allowing collaboration, communicating constraints and objective functions to the assets and summarising fleet information. All the other tasks, such as system optimisation, decision making, collaboration, and self-monitoring, will be performed by agents installed in the assets. The proposed system is then a bottom to top approach, where assets will have certain independence in choosing how to satisfy the constraints and requirements of the asset manager. This work forms part of the first steps towards empowering industrial assets with highly autonomous agents in order to reduce costs and increase efficiency.
