Abstract: E-government readiness is an important indicator of the quality of a country's technological and telecommunication infrastructure and the ability of its citizens, businesses and governments to adopt, use and benefit from modern technologies. To measure and compare selected countries, a lot of benchmarking and ranking indices have been introduced since the beginning of the century. With the increasing importance of trends such as cloud computing, open (big) data, participation tools or social media, new indicators and approaches need to be introduced in the measuring of the e-government development, and the existing indices should to be updated, redefined and restructured. Therefore, this article explores the structure of the existing e-government development indices to show the main indicators and trends. Then, it proposes and implements a new framework to evaluate e-government development using these new trends in ICT. It also examines and compares a basic background on the e-government development, benefits and risks of cloud computing, open (big) data and participation tools in the public sector. Based on the newly proposed framework, the e-government development index is calculated for each EU Member State to clearly identify the indicators to have an influence on the e-government development. In the last part, these results are compared to the already existing indices to validate the conformity of the rank methods using Kendall rank correlation coefficient.
Introduction
Although many e-government policies, programs, and services such as e-procurement, e-tax or e-voting have been implemented in various countries, the priorities of the egovernment development still focus on the resource allocation demand to be justified. For example, the necessity of cloud services and the application and integration of na-1 Department of System Engineering and Informatics, Faculty of Economics and Administration, The idea of using new technologies to support, enhance, expand, or re-invigorate democratic practices and support development, design and delivery of high quality and effective public services is not novel (Dawes, Pardo and Cresswell, 2004; Krishnan, Teo and Lim, 2013) . Many governments across the world are constantly transforming into the new forms of e-government to increase their performance and reinforce and maintain their positions in the global competition (Gupta and Jana, 2003; Hansen, Hvingel and Schrøder, 2013) . E-government is an important application field for the transformations that governments are undergoing and will continue to undergo in the following decades. In recent years, many citizen centric portals and applications were implemented by governments of various countries (Van der Waal et al., 2014) . Moreover, there is currently a trend to transform e-government by the means of opening government data to the public (Hyland and Wood, 2011) . As government develops e-government systems to offer such enhanced services to the citizens, further assessment efforts are required to measure the effectiveness of the e-government development (Kao, 2015; Siskos, Askounis and Psarras, 2014; Waseda University, 2015) . These measurements are a foundation for implementing effective e-government plans that supply significant knowledge and information sources for policy and decision making (Rorissa, Demissie and Pardo, 2011 ).
An effective e-government development is based on various international, national or local initiatives that require information about the organizational and technical infrastructures, as well as information about the needs of citizens and businesses (Rorissa, Volume 15, Issue 4, 2015 385 Demissie and Pardo, 2011). E-government benchmarking is being conducted by various organizations, but its assessment is sometimes based on a limited number of indicators and does not highlight the multidimensional nature of the electronically provided services (Siskos et al., 2013) . Reliable, relevant and valid e-government measurement and benchmark can offer crucial notices to point policy makers and practitioners in the right direction (Nardo et al., 2008) .
The main objective of this article is formulated in the context of the considerations mentioned above. It offers a solution to deal with the new trends and challenges in ICT through the comparison of the e-government development frameworks and indices. It contains an approach to propose a new framework focusing on the new trends in ICT. The proposed framework, which is represented by the e-government development index, is then validated and applied to the Member States of the European Union (EU).
Literature review and theoretical background
E-government frameworks, indices and rankings E-government is the use of ICT and its application by the government to streamline and integrate workflows and processes, to effectively manage data and information, enhance online public service delivery, as well as expand communication channels for engagement and empowerment of people (United Nations, 2014) . The e-government development is studied by building frameworks, benchmarks and models of its stages (Yildiz, 2007) . Al-Khouri (2011) studied many of the e-government initiatives around the world and showed that very few of them have succeeded in achieving the outcomes they initially hoped to deliver. Chu and Sun (2013) studied selected e-government development rankings and reports released by influential international centers to summarize a list of promising e-government research topics. Their results imply that optimal goal of egovernment is to pursue or create more public values that will bring varieties of utility for multi-stakeholders, and also take social equity into account. This fact was already mentioned by Gupta and Jana (2003) , and proves that the goals are still the same, only the tools and technologies change.
The need for continuous monitoring and assessment of e-government progresses has led to development of relevant frameworks and models (Siskos, Askounis and Psarras, 2014) . In the course of the last 15 years, several frameworks have been introduced in order to help assess opportunities and challenges facing e-government initiatives . Some frameworks are based on measurable characteristics of the entities, other use one or more subjective measures, a few employ a combination of both. Frameworks based on grounded and broadly applicable measures tend to attract fewer criticisms. Those based on subjective measures often result in controversies and complaints, especially from those countries or institutions who believe that they were not characterized accurately (Rorissa, Demissie and Pardo, 2011) . These frameworks are conducted predominantly by organizations and can be distinguished in three categories (Siskos, Askounis and Psarras, 2014) : governmental (national or international level such as the EU), academic (researchers and universities such as the Waseda University) and independent organizations (private trustworthy companies or organizations). Despite the general agreement on the value of benchmarking e-government and ranking countries based on their e-government service delivery, controversy still exists over the best methods and practices. One critic of benchmarking based on web measures dismissed it because: (1) it does not account for internal re-organization, national context and priorities, and the users' perspective, (2) it is not reliable (different benchmarks produce different ranks even for the same country) and the methodologies used are not revealed by individuals and organizations conducting the benchmarking, and (3) the stages of e-government service development used in the computation of these benchmarking indices often do not reflect actual e-government service use and the progress of demand, i.e. ICT productivity paradox (Codagnone and Undheim, 2008) . E-government benchmarking methods also become more problematic, and the critics' views more telling, when they move beyond objective, supply-side criteria (e.g., services offered via websites) to include calculated indices and subjective indicators (Rorissa, Demissie and Pardo, 2011) .
There is a great number of indices and rankings. Some of them have become frequently cited and used as benchmarks, guiding the debate as well as governments' investments in the e-government development (Grönlund, 2011) . The basic idea of these evaluations is first to find the criteria which reflect the performance of e-government and then design a scoring system for each of these criteria to transform the data collected from noncommensurable criteria into numbers that have the same basis for comparison. Weight, which represents the relative importance, is then assigned to each criterion to obtain a weighted sum to represent the overall performance of each country with regard to the e-government development. All countries are then ranked based on the weighted sum. Countries with low ranks should then be able to make appropriate improvements by identifying the criteria with low scores (Kao, 2015) . However, the range of tools uses widely varying definitions and different methods for measurement of the e-government development. Furthermore, there are also some differences in the indicators and their weights from index to another depending on the importance of that indicator from the point view of the organization, that construct the model. In general, however, most of the frameworks and models tend to measure the readiness of a country according to how it is capable to deal with infrastructure and technology, people and human skills, accessibility and connectivity, and transparency (Yildiz, 2007; Mohammed and Ibrahim, 2013; Rorissa, Demissie and Pardo, 2011; Siskos et al., 2013) . Some other similarities applicable to all measurements are security or the overall level of education and business sophistication.
Composite indices are much easier to interpret than trying to find a common trend in many separate indicators (Nardo et al., 2008) . However, their development and use can be controversial. These indices are easily and often misinterpreted by users due to a lack of transparency as to how they are generated and the resulting difficulty to truly unpack what they are actually measuring (OECD, 2015) . Furthermore, if they are poorly designed, they risk distorting government policies as countries may chase the benchmark rather than looking at real local and national needs (Bannister, 2007) . Bannister (2007) also claims that benchmarks may have limited practical meaning, but they may have a huge impact on political decision-making. Therefore, to maximize the acceptability of results, rankings should be supported by well understood and clarified frameworks and indices as well as transparent computational procedures to maximize their acceptability by the governments and the scientific community (Rorissa, Demissie and Pardo, 2011) .
Furthermore, the outcomes of benchmarks need to be interpreted sensibly and it is always necessary to be aware of the risks of their politicization (Bannister, 2007) .
In the EU, there is a series of the EU E-government Benchmarking reports (EUBR). This annual exercise started in 2001, and the 2015 report (European Commission, 2015) is the twelfth measurement. The number of the countries participating in the report increased from 17 (EU15, Iceland, Norway) in the first report from 2001 to 33 (EU28, Iceland, Serbia, Norway, Switzerland and Turkey). These reports are mostly focused on the best performing countries that have implemented the most mature e-government services. There is no single ranking, but more rankings based on the measured services. Also the weights or even indicators in the same model may change over the time for different reasons, the most important, emerging new technology or paradigm. The last report is then based on the E-government Benchmark Framework 2012 (European Commission, 2015 . In a global perspective, frequently cited indices include the United Nations' (UN) E-government rankings: the E-government Development Index (EGDI) and the E-participation index (EPI); the Economist Intelligence Unit's (EIU) Egovernment readiness and digital economy rankings; the Waseda E-government ranking; the World Economic Forum's (WEF) Networked Readiness Index (NRI) and the International Telecommunication Union's (ITU) ICT Development Index (IDI). Shortly after 2010, new indices to the e-government development research were added, e.g. Máchová and Lněnička (2015) A comprehensive comparison and taxonomy of benchmarking frameworks can be found e.g. in Bannister (2007) . The most recent description of the progress of these frameworks' structure in the world can be found in Máchová and Lněnička (2015) . A summary of the selected indices is then shown in the Table 1. Most of these international organizations also investigate the global trends of ICT, develop economic competitiveness and e-government development indices, and select the best practices to provide countries with strategic suggestion (Chu and Sun, 2013) . The global trends of the e-government development identified in the UN's latest report are cloud computing, social media, open (big) data and data analytics, multichannel approach and service delivery (one-stop portals), mobile government and related applications, helping governments go green and facilitating effective disaster management (United Nations, 2014) . ITU attempts to highlight the importance cloud computing, social media, using different data sources and open (big) data analytics, mobile broadband and cybersecurity (International Telecommunication Union, 2014) . WEF points out that big data and analytics, cloud and mobile computing, open data initiatives and the explosive development of the Internet of Things are the new trends of ICT (World Economic Forum, 2014) . According to the Waseda University, these global highlights as new trends in e-government development are as follows: cloud computing, social media, open government data, big data, business continuity planning in disaster management, digital inclusion in aging society, cybersecurity, one-stop service and interoperability, e-local government and smart cities (Waseda University, 2015) . In the EU, new technologies such as social, mobile, big and open data, the Internet of Things, cloud computing and gamification are opening up more advanced practices and opportunities for better online services, thus reducing burdens and saving costs (European Commission, 2015) . The most prominent trends identified by these organizations then are cloud computing, open (big) data, participation, collaboration, and social media.
Cloud computing in e-government
The aim of cloud computing is to provide computing, communication and storage resources based on a new service consumption and delivery model of computing infrastructure, storage capacity and applications as a service that are remotely (virtually) provided via Internet. It not only brings cost effectiveness but, more importantly, high levels of flexibility and scalability of services offered (Ali, Soar and Yong, 2014; Alshomrani and Qamar, 2013) . Considering that the services provided in e-government are available through the Internet, cloud computing can be implemented to provide better services with the lowest economic cost using its benefits. Public sector institutions of the same type (e.g. hospitals, schools, police, and fire departments, etc.) or on the same level (e.g. regions, cities, etc.) have the same or very similar needs of ICT resources and data processing tools (Cellary and Strykowski, 2009 ). In such conditions, the cloud computing solution should be the first option to be chosen by governments.
According to the UN E-government Survey 2012 and the E-government Survey 2014 (United Nations, 2012; United Nations, 2014), it seems that increasingly complex public sector services in the future will be cloud based with service providers capable of addressing innovation and productivity upgrades without costly investments by the government. The opportunities offered by the digital development of recent years, whether through online services, open and big data, social media or mobile apps are expanding the way for e-government. However, as cloud services have grown, issues such as reliability of access, government access, data security and personal data protection, privacy and intellectual property protection have emerged as challenges to adoption (Mathew, 2013) . It is very important for the public sector where are its data stored and how are they protected. In this context, a private (hybrid) cloud seems to be a better solution than the use of public clouds. There are concerns about data portability, vendor lock-in and interoperability, mostly related to public clouds (Asia Cloud Computing Association, 2014). Janssen and Joha (2011) or Ali, Soar and Yong (2014) analyzed cloud computing and its applications in the context of e-government and described the possible benefits, disadvantages and challenges for e-government. Along similar lines, Hashemi, Monfaredi and Masdari (2013) studied the methods of using cloud computing in e-government to identify the challenges and benefits of this solution. They especially emphasized the analysis of huge volumes of data to detect any fraud or corruption, shared services, data integrity, stronger collaboration and knowledge exchange. Mathew (2013) discussed about Service-oriented architecture (SOA), challenges and benefits of using cloud computing by governments to solve all the difficulties faced by the stakeholders by providing various services. Vijaykumar (2011) then presented the applicability of each delivery model of cloud computing to various e-government development initiatives. Mohammed and Ibrahim (2013) revisited the existing e-government development indices to show the main common indicators and then proposed a preliminary framework to refine indices' indicators according to the characteristics of the cloud computing. Also Mukherjee and Sahoo (2010) or Kurdi et al. (2011) designed a framework for assessing the readiness and deployment of e-government systems based on cloud computing. Kooshesh, Mollahasani and Barzegar (2013) proposed the integration of cloud computing in e-government systems to use the potential benefits and challenges of cloud computing for the users of e-services. They highlighted the rapid, easy and inexpensive scalability, increased flexibility, reduced costs, help to government to achieve better management and improve environmental conditions, etc. Also Alshomrani and Qamar (2013) claim that the use of cloud based e-government may help the governments provide best possible services to citizens and businesses, and reduce costs, too, as in cloud based e-government, they will not require to purchase and install the ICT on their own premises. Khan et al. (2011) concluded that by adopting cloud computing technologies, governments and public authorities can rather focus on their core business, which is serving the citizens, instead of thinking on ICT resource allocation and ICT maintenance tasks. The cloud computing model can help public sector institutions to provide highly reliable, innovative services quickly despite resource constraints, by applying innovations developed in the private sector (Zhang, 2014) . All these results are in good agreement with other studies which have shown that there is a need for the use of cloud computing in the public sector.
Open (big) data in e-government
The rise of open government has seen a shift from the passive dissemination of information (mainly upon request) to proactive government dissemination of informationparticularly public data that can be massively analyzed and reused on a large scale. This opens the way for innovative uses of public data to generate both public (e.g. better services, greater transparency and accountability) and private (economic growth through the creation of new business lines) value (OECD, 2015) . Open data offers new opportunities for integration of economic, social and environmental data, often in an easily accessible, localized and visualized format. Because of large amounts of data produced by the public sector, the open data model has evolved into an open (big) data model (Marton, Avital and Jensen, 2013; United Nations, 2012) . While the big data are characterized as large in volume, gathered at high-speed, and may be also unstructured and come from many different sources, open data are about standards on how to make data machine-readable and hence linkable (Marton, Avital and Jensen, 2013) . In 2012 and again in 2014, the United Nations issued big data and open government data for their EGovernment Survey reports, which summarized how governments utilized these data to better serve and protect their people (United Nations, 2012; United Nations, 2014). Also the ITU (International Telecommunication Union, 2014) , the WEF (World Economic Forum, 2014) or the Waseda University (Waseda University, 2015) emphasizes that open government and open data should be implemented and shared with big data.
Consequently, many governments have started creating interoperability and open data frameworks which span boundaries between public sector institutions, citizens and businesses. Although there are many different sources of data, government data is particularly important because of its scale, scope, and status as the canonical source of information on a wide range of subjects (Van der Waal et al., 2014) . A typical feature of European e-government initiatives is to provide distinct portals on government information and on online services for citizens (United Nations, 2014). Van der Waal et al. (Jetzek, Avital and Bjørn-Andersen, 2013) . As mentioned above, the interest in the concept of open (big) data has been around for many years, and driven in part by the pressure for increased public sector transparency and in part by the current enthusiasm for big data and data analytics, it continues to grow (Chen, Mao and Liu, 2014) .
Although open (big) data provides many opportunities and capabilities for the public sector, its real impact will not be realized without carefully planned data management. Public sector institutions must have processes in place that clearly define the data to be shared with the users in which formats, at what time intervals and under which licenses, ensuring no restrictions on reuse of government information (United Nations, 2014). Tsiavos, Stefaneas and Karounos (2012) note that implementation of open (big) data policies is hindered by substantial barriers that may be attributed to different factors ranging from organizational and structural inefficiencies, monopolistic tendencies, complacency, conflicting or legacy legislation, lack of instruments of implementation and technical expertise or sheer lack of understanding of the utility of open (big) data by the decision-makers, particularly at the government level. They also emphasized the use of free/open source software and open architecture, which is the key ingredient for lowering of costs. Zuiderwijk and Janssen (2013) emphasized that due to complexity, lack of structure, uncertainty, dynamism, and the involvement of varying stakeholders in the open data process, it is necessary to apply coordination mechanisms such as standardization and interconnected processes. They identified the following to be coordination challenges: inappropriate regulatory environment, fragmentation of open (big) data, unclear boundaries of responsibilities, lack of feedback on and discussion of data use, lack of interconnected processes and lack of standardized and planned processes. Therefore, Solar, Concha and Meijueiro (2012) proposed an open data maturity model to assess the commitment and capabilities of public institutions in pursuing the principles and practices of open data, which has a hierarchical structure consists of domains, subdomains and critical variables. Hyland and Wood (2011) provide a six-step guidance model that contains the steps to identify, model, name, describe, convert, publish data, and the reverse activity to maintain them.
Participation and collaboration trends in e-government
Participation and collaboration are closely related to open (big) data and their transparency and accountability effects. They should help change the role of citizens and businesses from merely read-only users, to units that can benefit from open (big) data access and further opportunities offered by this access (Chu and Sun, 2013; Cowan, Alencar and Mcgarry, 2014; Krishnan, Teo and Lim, 2013) . Several mechanisms have been developed with the objective of enhancing citizens' participation in the policy-making process. These mechanisms range from innovative public governance processes, such as participatory budgeting at the local level, to the use of social media for real-time interaction (OECD, 2015) . As a result, the EPI by the UN is a sub-index in many other indices such as the NRI or the Waseda index .
Social media can also play an important role in inspiring or enabling open government data usage, and in involving communities of practice, formed by people who engage in a process of collective learning related to open government data to sustain relevant initiatives and help create a network of actors. The use of social media to capture user feedback may help create a need for use, i.e. get data where people really need them (Ubaldi, 2013) . It may also enable the development of collaborative and better-tailored channels of service delivery, two-way engagement and co-production of public services. However, while the use of social media platforms is widespread, there is a lack of effective measurement and benchmarking frameworks (OECD, 2015) . Also, in recent years, emerging green technologies have made significant technological advances and considerably decreased in cost, especially with the cloud becoming more prevalent. They may help governments go green by centralizing all the resources and improve the resource utilization, thereby reducing pollution and making the environment green (Mathew, 2013) . Also the NRI separates environmental factors from ICT readiness, usage, and impact (World Economic Forum, 2014) .
Problem statement and the main objective
A great number of frameworks and indices which measure and evaluate the egovernment development of the countries worldwide or in various regions of the world have been introduced since the beginning of the century . There are also several researches devoted to study these issues. Bui, Sankaran and Sebastian (2003) proposed a framework to evaluate the e-government readiness of G7 countries and also selected Asian countries based on eight factors: digital infrastructure, macro economy, ability to invest, knowledgeable citizens, competitiveness, access to skilled workforce, culture, and cost of living and pricing. Gupta and Jana (2003) suggested that a flexible framework choose an appropriate strategy to measure the tangible and intangible benefits of e-government. West (2007) contributes to discussion of benchmarking by proposing an e-government index measuring the output or supply side of a government's web presence -the extent to which particular national websites provide a number of features and executable services. Rorissa, Demissie and Pardo (2011) introduced six frameworks for computing e-government indices and assessed the strengths and limitations of them. They concluded that benchmarking evaluations should be extended to include other means of access and delivery of e-government services, such as digital television or mobile technologies. Alghamdi, Goodwin and Rampersad (2011) proposed an integrated framework for assessing ICT readiness of egovernment organizations in developing countries, which emphasized organizational perspective for assessing ICT readiness that incorporates pertinent factors to an egovernment context.
Siskos, Askounis and Psarras (2014) evaluated and ranked selected EU Member States over their e-government progress based on a multi-criteria methodology consisting of eight criteria distinguished in four points of view: infrastructures, investments, eprocesses, and users' attitude. Their results were confirmed and extended by Kao (2015) . However, with the current new trends in ICT such as cloud computing, open (big) data, participation and collaboration tools or social networks, there is a need to reframe and upgrade these indices, and to propose a new benchmarking framework. Following the previous part on the theoretical conceptualization of the selected e-government indices, cloud computing, open (big) data, participation, collaboration, social media, and looking at the related initiatives and development frameworks, it is possible to assume that their influence is growing. Therefore, the main objective of this article is to incorporate these trends into a new egovernment benchmarking framework, represented by the e-government development index. To achieve this aim, the following tasks are defined: to analyze, compare and assess e-government development indices in past and present with respect to their methodologies; to examine the changes and trends defined by these indices; to identify the new trends in ICT and develop a framework for measurement of an e-government development; to select and propose relevant indicators; to weight indicators and groups of indicators; to normalize indicators to allow comparisons; to validate the new framework and assess the e-government development based on the new designed index; to focus on the results of the EU Member States and their comparison with existing indices. This will determine the level of agreement between the established indices and the newly proposed index.
This article is of significance in the domain of the e-government development and readiness as it extends the knowledge base that presently exists in this field. The new framework proposed measures specific impacts of cloud computing, open (big) data and related participation and collaboration tools, and uses key aspects of existing frameworks while introducing a number of additional criteria and measurement tools. The framework provides a more systematic approach to measure the role of these new trends in improving efficiency, innovation, transparency, participation and collaboration of governments, but it does not directly focus on the context-specific factors related to egovernment supply and demand such as the EUBR. Therefore, critical assessment of the proposed framework outlining the intended use and limitations will also be provided, before the final remarks and recommendations for future research. In contrast to standard published benchmarks, the whole approach should help decision makers, experts as well as businesses and public sector and by offering them an alternative evaluation solution.
The first part of this article explores the relevant literature on the e-government benchmarking frameworks and indices, and highlights assumptions and assertions around the use of the new trends in ICT in the e-government development. It identifies and compares the main benefits, challenges and trends. It is followed by the research methodology and the description of the new index's framework together with the weights of the proposed indicators. The last part then presents the results for the EU Member States based on the new designed e-government development index and compares them with the existing indices, using Kendall rank correlation coefficient.
Research methodology and the description of the framework
Based on the literature review and comparison of the indices described above, which aim to identify potential bottlenecks that could slow the e-government development and also serve to help identify the new trends in ICT, it is proposed that the new framework fulfill these requirements. The methodology used in this article is concept-centric, with the concepts determining the proposal of the benchmarking framework. For this purpose, the methods of decomposition and aggregation focusing on the principles of cloud computing, open (big) data, participation and collaboration in the public sector are used. The framework presented in this article is created in accordance with the steps identified in the Handbook on Constructing Composite Indicators by Nardo et al. (2008) .
The proposal of this framework started with obtaining the necessary data sources focusing on the e-government development, benchmarking frameworks and related indices. It resulted in description of the progress of the e-government benchmarking frameworks' structure in the world. This part was presented in Máchová and Lněnička (2015) . Then, the literature review on the new trends in ICT was conducted and the most recent and important trends were identified and compared. The basic framework was first introduced in Lněnička, Máchová and Komárková (2015) , but based on the discussion and feedback received, it was further modified. The new proposed framework is represented by the e-government development index. As can be seen in the Table 2 , this index is a composite measure of eight sub-indices which also consist of several indicators. Each one of these sets of sub-indices is in itself a composite measure that can be extracted and analyzed independently. It is weighted to reflect its importance to the new trends in ICT. Each individual indicator is also weighted to reflect its importance within each sub-index. Maximization is the benchmark for all of these indicators, credibility of which is mainly related to accuracy of the data and the methodology, based on which they are constructed (Nardo et al., 2008) . Therefore, there are also data sources for the indicators used in the Table 2 . The methodology of the construction of these indicators is briefly mentioned in the following chapter or it can be found in the related reports. Compared to the e-government indices which were described above, the new proposed e-government development index differs in challenges of the cloud computing approach such as connectivity, policy and data security, which have higher weight in the proposed framework, and the indicators such as fixed telephone lines or fixed (wired) broadband subscriptions, which then have lower weight. Open (big) data are measured through their availability and impact. Participation and collaboration are represented by the EPI, which has the highest weight in its sub-index. Moreover, the indicator of PC users has been omitted in the framework because in addition to PCs, citizens may use smartphones, tablets and notebooks to connect with government and make transactions. Besides that, there are also nine own indicators which were received from a survey of experts' opinions.
Mathematically, the new index is a weighted average of eight normalized sub-indices on eight most important dimensions identified in the e-government development. The data for the evaluation and comparison were gathered from publicly available data sources and international reports.
Political environment and usage strategy sub-index
The success of a country in leveraging ICT depends in part on the quality of the overall operating environment. This sub-index therefore assesses the extent to which a country's market conditions and regulatory framework support innovation and ICT development (World Economic Forum, 2014 ).
This first sub-index deals with the legal framework and harmonization of international rules. Governments should work effectively to develop standards, while also working to minimize conflicting legal obligations on the cloud computing environment. The subindex examines the friendliness of a market and regulatory framework of a country in supporting high levels of ICT uptake. A supportive environment is necessary to maximize the potential impacts of ICT in boosting competitiveness and well-being. It takes into account general features of the regulatory environment (including laws relating to ICT and the efficiency of the law-making process), as well as more ICT specific dimensions such as ICT use and government efficiency and government success in ICT promotion. The existence of the cloud computing national framework or strategy is the most important indicator.
Privacy, freedom and intellectual property sub-index
The second sub-index covers the area of ensuring privacy and protecting intellectual property. The success of cloud computing depends on users' faith that their data will not be used or disclosed in unexpected ways. At the same time, providers must be free to move their data through the cloud in the most efficient way. In order to promote continued implementation of best practices, intellectual property laws have to provide legal framework for the cloud computing environment as well as open (big) data.
This sub-index consists of three parts: privacy environment, freedom of information and intellectual property. For the freedom of information three indicators are chosen, of which accessibility of digital content is the most important. Democracy index and Freedom of the press score represent the area to ensure promoting the benefits of cloud computing and open (big) data. Freedom of the press score by Freedom House ranges from 0 to 100, where 0-30 means free, 31-60 means partly free and 61-100 means not free. Thus, for the purpose of the proposed index, the scale was reversed. It also takes into account general features of the regulatory environment including the protection afforded to intellectual property rights through the intellectual property protection score and the international property rights index.
ICT readiness, businesses and citizens' environment sub-index
This sub-index is focused on the two groups of public services users (citizens and businesses) and assesses ICT readiness and skills of these two groups. It includes five indicators for citizens, and four for businesses. It measures the degree to which a society is prepared to participate in the digital economy, make effective use of modern ICT and digital content in order to build a competitive information society. The citizens' part of the sub-index examines the ability of a society to make effective use of ICT thanks to the existence of basic educational skills captured by the quality of the educational system, the level of adult literacy, and the rate of tertiary education enrolment. The EPI, which evaluates the participation and citizens' feedback on national initiatives, policies and online services, has the highest weight. The second group of indicators deals with competitiveness and availability of the latest technologies for businesses. It also measures presence of conditions that allow innovation to spread by including indicators of demand conditions for the government procurement of advanced technology products.
Infrastructure and broadband quality sub-index
The infrastructure and broadband quality index measures the quality of the ICT infrastructure and other factors supporting the uptake of ICT for the e-government services. Based on the new trends in ICT, especially at the time when the selected services are moved to cloud computing, they require robust, reliable and cost-effective broadband access, which stimulates citizens to use such services and encourages deployment of new services. This can be achieved through the policies that promote universal access to broadband and should stimulate the market, expand services and bring down prices.
It is based on comparative statistics on a range of important ICT indicators, including the presence of a national broadband plan, international internet bandwidth, and also includes statistics on the number of subscribers for various services. It reflects the importance of wireless and especially mobile broadband. On the other hand, fixed broadband uptake is growing more slowly and has lower weight in the proposed framework. Monitoring consumer uptake is important for the development and delivery of online public services. Thus, it is represented by the percentage of households with access to the Internet and the percentage of individuals using the Internet.
Government online services sub-index
Maturity of online public services is an important indicator to deliver these services to their users. The most recent trends show that some countries have shifted to useroriented strategies, and developed one-stop service portals. The third and the fourth stages of the UN's four stage online service model are used in this sub-index, because they are closely connected to cloud computing delivery and service models. This subindex provides insights into how important it is for governments to carry out ICT policies for competitiveness and to increase the well-being of their citizens and leverage the number of government services they provide online. This sub-index also measures the impact of ICT on new services and products, the use of virtual social networks as an indicator to implement multichannel platforms, portals and online services, and unlicensed software installation rate. The last indicator ranges from 0 to 100 as unlicensed software units as a percentage of total software units installed, therefore, the scale had to be reversed.
Data security sub-index
Data security sub-index examines promotion of security and data portability. It looks at whether security indicators and the ongoing testing of security measures are the subject of regulations. Users must be assured that cloud computing providers understand and properly manage the risks inherent in storing data and running applications in the cloud. The smooth flow of data around the world and between different cloud providers also requires efforts to promote openness, portability and interoperability. The same applies to open (big) data and various participation and collaboration tools.
Security of the data and data centers is covered by the global risks index and secure Internet servers per one million people. However, some of the indicators had to be eliminated or skipped, mostly because of the central directive of the EU, which is already implemented in the all EU Member States, e.g. multilateral international copyright treaties, or the unavailability/access to the selected report's raw data and coverage of these types of data. Freedom House also publishes the Freedom on the Net index, however, it only covers 60 countries worldwide (seven Member States of the EU). The Data Centre Risk Index by Cushman and Wakefield should be another suitable index, however, it covers only 30 countries (ten Member States of the EU). The other indicators used in this sub-index deal with the legal framework and environment such as effective legal protection from cybercrime, existence of electronic signature regulations, regulations containing general security requirements for digital data hosting and regulations that establish a framework for interoperability and portability of data. The last two indicators are closely related to cloud computing and their methodology is similar to the one proposed by the BSA index.
Open (big) data availability and impact sub-index
The seventh sub-index evaluates the score based on the GODI by the OKF, the existence of the dedicated open (big) data national framework or strategy, the national open (government) data portal and the availability of data request form on this portal. Some countries do not have any open data portal, only a statistical office portal. The last two indicators measure the impact of open data on the economy, and also how these data impact transparency and accountability.
Environmental and green policy index
The benefits of ICT and cloud computing such as scalability and flexibility (data loads vary, peak times etc.) eliminate costs and make the cloud servers more eco-friendly. The last sub-index may help governments go green. It describes the potential environmental benefits and the energy efficiency that cloud computing services delivered over the Internet can offer governments and society. This sub-index consists of the energy architecture performance index and the environmental performance index. It also evaluates the use of ICT to increase environmental awareness and behavioral change and the impact on environmental campaigns/action. Table 3 shows the results for the newly proposed indicators to obtain all the data for a new e-government development index calculation. Each indicator was converted to a question and evaluated on a five point Likert scale to measure agreement or disagreement with such a statement (1 = Strongly Disagree, 2 = Disagree, 3 = Neutral, 4 = Agree, 5 = Strongly Agree). Each question was evaluated by five experts focusing on the e-government development and the final value is an arithmetic mean of their answers. Number of selected indicator can be seen from the Table 2 .
Validation of the proposed framework on the European Union level
Data used in the calculation of the e-government development index represent the most recent or/and best data available at the time when they were collected. It is possible that the data were updated or revised subsequently. These are mostly from 2014 and 2015, only indicators 3.2, 3.3 and 3.6 come from 2012, 2010 and 2011, respectively . The calculation of this new index is similar to methodology of the Waseda index (weighted average of the scores), the NRI (successive aggregations of scores), and the EGDI (normalized scale from zero to one). More information about these methodologies can be found in Waseda University (2015), World Economic Forum (2014) and United Nations (2014).
First, it is important for the indicators selected for the construction of the e-government development index that they transform the values to the same unit of measurement, since some of them are expressed as a percentage of the population or households, where the maximum value is 100, while other indicators (although also expressed as a percentage) can have values exceeding 100 (mobile cellular telephone subscriptions or international Internet bandwidth, for example). Prior to the normalization of the eight sub-indices, the Z-score standardization procedure was implemented for each indicator (variable) to ensure that the overall e-government development index is equally decided by these sub-indices. In the absence of the Z-score standardization treatment, the index would mainly depend on the sub-index with the greatest dispersion. Z-score was calculated as illustrated in the equation (1):
where ̅̅̅ is the average of all the values for variable X and , is the sample standard deviation of all the values for variable X. Then the weighted average for each sub-index and its variables was calculated (see weights in the Table 2) . This value was then normalized by scaling between zero and one for each sub-index. The normalized value of X i for the sub-index X was calculated as illustrated in the equation (2):
where X min is the minimum standardized value for the sub-index X and X max is the maximum standardized value for the sub-index X. The overall e-government development index was derived by taking the weighted average of the eight sub-indices. The final form of the construction of the new index is as follows (3): The results are presented in the Table 4 as a set of normalized values on a scale from zero to one, one corresponding to the highest rated Member State and zero to the lowest rated Member State. The best value for each sub-index is in bold. Figure 1 shows the values of the government development index for each EU Member State. There is also the mean value together with the highlighted EU Member States, which are above this line. Estonia is the only Member State which joined the EU after 2004 and it is in this group. As depicted in the Figure 2 , each sub-index contributes differently to this weighted index. This shows that a country like Croatia is very strong in the open (big) data availability and impact, but very weak in data security. 6.
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More detailed information about the best performing Member States can be seen on the spider graph in the Figure 3 . The biggest differences between these countries are represented by the open (big) data availability and impact index, where the UK is on the top of the list, and the government online services index, where the Netherlands is on the top of the list. Political environment and usage strategy index and the ICT readiness, businesses and citizens' environment index are the most consistent sub-indices. These findings reveal that political, businesses and citizens environments are very similar in the EU Member States (mostly due to their policies, governmental structures and also implementation of the EU legislation in national law) and the main differences are caused by a different strategy to implement the new trends in ICT such as cloud computing, open (big) data, participation and collaboration tools, online services or data security solutions.
Figure 3 Top ten ranking of the e-government development index
Source: Authors
In order to provide comparison to the results presented in the previous table, Table 5 presents the selected most recent e-government development indices for the EU Member States and especially the mean ranking for them. This ranking, together with the ranking presented in the Table 4 , is also compared in the Figure 4 , where the EU Member States are sorted by the ranking from the Table 5 (rank 2 in this figure) . Rank 1 then represents the new e-government development index. United Kingdom, which has only the fourth place among the EU in the 
Figure 4 Comparison of the two sets of rankings
Source: Authors
According to Nardo et al. (2008) , several correlation measures (measures of association) can be used to validate the conformity of the assessment (rank) methods for the newly proposed index and the existing indices, such as Pearson's correlation coefficient, Spearman's rank correlation coefficient or Kendall's rank correlation coefficient, Correlation ratio or Mutual information. Thus, Kendall's rank correlation coefficient is used because it measures the degree of correspondence between two rankings and the statistical significance of this association. It was calculated as illustrated in the equation (4): τ = 4P n(n − 1) − 1
where P is the sum of concordant pairs in the two rankings, and n is the number of the EU Member States. More precisely, P is the sum, over all the items, of items ranked after the given item by both rankings. Therefore, if the two rankings are equal, τ = 1; if they are completely opposite, τ = -1. If the rankings are completely independent, τ = 0 (Nardo et al., 2008) . In the case of the rank 1 and rank 2 from the Figure 4 , the resulting value is τ = 0.81. For the new index (rank 1) and the EGDI it is τ = 0.74, the IDI (τ = 0.75) and the NRI (τ = 0.76). High values of this coefficient indicate that the newly proposed index ranks countries in terms of their e-government development very similarly to the currently used e-government indices.
Although it is difficult to create homogeneous groups of the EU Member States, a broad classification by geography shows that Northern and Western Europe countries depict much stronger results than Southern and Eastern Europe. In Central and Eastern Europe, for example, Estonia has values that are similar to those of some of the countries in Western Europe; in Southern Europe, Spain and Portugal outperform Greece. The results show that the approaches of cloud computing, the use of open (big) data and various participation and collaboration tools are still in early stages of implementation in most of the EU Member States, except for the UK, Netherlands, Finland or Denmark. However, the differences are yet not significant enough to clearly evaluate the im- portance, benefits and risks of cloud computing, open (big) data, participation and collaboration tools in the e-government development in the EU Member States.
While the proposed framework is based on the new trends in ICT received through the extensive literature review, the indicators comprising the framework and their weights are offered for debate and, consequently, may evolve over time. Another problem is that all the indicators used target only the e-government development on the national level. In practice, many services are the responsibility of lower levels of government. Also the benchmarking evaluations should focus more on the in-depth analysis of the political nature of the e-government development processes, and a deeper recognition of complex political and institutional environments and participation patterns, which affect the further implementation of the new trends in ICT. This approach is supported e.g. by Yildiz (2007) or Rorissa, Demissie and Pardo (2011) . However, solving of this problem requires a more detailed research.
Conclusion
All EU Member States are assessed and ranked over their e-government development focusing on the new trends in ICT. A framework, methodology and new index are developed to capture and evaluate the development of the information society as it goes through its different stages, taking technology convergence and the emergence of new ICT into consideration. Kendall's rank correlation coefficient is used to validate the conformity of the rank methods for the newly proposed index and the existing indices. The results show that the newly proposed index ranks countries in terms of their egovernment development very similarly to the currently used e-government indices.
The most important results presented through the framework proposed are discussed in this article to show how a cloud computing solution and open (big) data can affect the egovernment development. The related issues such as legal framework, infrastructure and security are also emphasized. It is worth noting that deployment of e-government solutions in the form of cloud computing enables benefits from economies of scale. It also bears a social impact and enables advanced ICT solutions to be rapidly available to all public institutions, irrespective of locations or level of technical competencies. The issue of opening up data has increasingly to mature and be framed as a broader online service together with the various participation and collaboration tools.
The findings presented in this article may help government planners and decisionmakers devise better plans and come up with more quality decisions regarding egovernment and achieve better outcomes in the e-government development. The proposed new framework may also be expanded to include other countries in the world, too, while selected indicators may be changed or reweighted to measure the impact of new technologies on the e-government development. Finally, it may help broaden the existing literature on the e-government development.
