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of	 decision	making,	 or	 just	 as	 a	 knowledge	 improvement	 tool.	With	 new	 technologies	 being	
invented	 everyday,	 we	 tend	 to	 use	 different	 methods	 to	 store	 this	 information.	 We	 store	
information	 across	 various	 locations	 and	 across	 different	 services	 depending	 on	 personal	
preferences	and	needs.	This	causes	information	to	get	dispersed,	most	commonly	known	as	data	
fragmentation.	 It	 is	 important	 to	 have	 efficient	 access	 to	 information	 at	 the	 time	 of	 need.	




mind	 sets	 of	 the	 users	while	 they	make	 decisions	 regarding	 storage	methods.	 The	 empirical	
research	 carried	 out	 over	 the	 course	 of	 this	 dissertation	 provides	 insight	 on	 the	 causes	 and	










































































































































































































































available.	 It	 is	 important	 to	 consider	 factors	 like	 safety	 and	 security,	 back	 up	 and	 storage	





require	 us	 to	 come	 in	 contact	with	 information	 that	we	 access	 through	 information	 devices.	
Disruption	of	these	activities	can	inevitably	cause	disturbance	to	one’s	entire	likelihood.	Loss	of	
data	or	difficulties	in	retrieving	them	is	a	concern	of	many	sectors.	




or	even	 individuals	carrying	out	 their	daily	activities	at	 their	work	environment	or	home.	 It	 is	
important	to	realize	that	information	not	accessible	in	the	time	of	need	can	have	a	significant	
impact	on	the	efficiency	and	productivity	of	daily	activities.	For	this	reason,	this	research	project	





There	 have	 been	 several	 studies	 on	 fragmentation	 of	 data	 across	 organizations.	 A	 study	
evaluated	the	impact	of	data	fragmentation	on	medical	 information	of	patients	across	several	
health	 care	 institutions[1].Another	 study	 addressed	 the	 usability	 problems	 of	 accessing	 open	
data	across	private	and	public	organizations	caused	by	fragmentation[2]. Hermjakob’s	study	on	
proteomics	data	addresses	the	problems	of	fragmentation	across	academic	publications[3].There	



























This	 is	 known	 as	 data	 fragmentation.	 The	 term	 data	 fragmentation	 takes	 different	 meaning	
depending	 on	 the	 field	 of	 research.	 It	 is	 most	 commonly	 used	 in	 the	 field	 of	 database	
management	 systems	where	data	 fragmentation	 is	 the	breaking	up	of	 a	 single	database	 into	
multiple	fragments.	These	fragments	are	then	stored	individually	and	accessed	by	the	database	
management	system(DBMS)	based	of	requirement[5].	




organization	 level	 as	 well	 as	 individual	 level[6].	 In	 the	 following	 report,	 we	 only	 look	 at	

































































































There	 have	 been	 several	 studies	 addressing	 issues	 related	 to	 the	 improper	 management	 of	
personal	 information.	 Evidence	 of	 data	 fragmentation	 and	 disorganization	was	 noticed	 quite	
early	on.	In	the	past,	individuals	faced	problems	with	filing	and	piling	of	paper	documents	on	their	
desks.	 Large	 volumes	 of	 paper	 based	 documents	 used	 in	 their	 daily	 life	 activities	 and	 work	
environment	were	being	stored	and	retrieved	on	a	regular	basis.	With	the	digital	era,	paper	based	
documents	 still	 do	 form	 a	 major	 part	 of	 information	 documents	 but	 have	 subsequently	
decreased.	 In	1983,	Malone	conducted	a	study	on	organizing	patterns	of	paper	document	on	
desks	in	offices.	He	found	that	people	didn’t	want	to	put	things	away	to	organize	them	because	
visually	 accessible	 documents	 are	 easily	 remembered.	 He	 also	 found	 differences	 in	 cognitive	
behaviors	of	people	while	making	decisions	about	what	is	to	be	organized	and	how.	He	found	
that	there	were	similar	patterns	in	the	behaviors	of	storing	and	retrieving	paper	documents	and	
electronic	 documents.	 He	 then	 went	 on	 to	 propose	 that	 filing	 systems	 should	 integrate	 file	
classification	functions	based	on	similar	patterns[16].Over	the	years,	studies	of	similar	fashion	
have	been	conducted	to	help	decrease	data	fragmentation	problems	in	systems	for	 improved	





documents[22]. In	 2001,	 Gordon	 bell	 proposed	 a	 project	 called	 cyber	 all	 which	 would	 help	
organize,	 index,	store	and	retrieve	personal	 information	for	personal	and	work-related	usage.	
The	information	items	included	were	CDS,	letters,	memos	emails,	photos,	papers[23].Following	
Bells	work,	 an	 SQL	based	platform	 for	organizing	and	accessing	 information	was	proposed	 in	
2006. However	,	the	project	required	the	users	to	manually	assign	file	labels	and	classification	for	
all	 pictures,	 documents	 ,	 emails	 which	 should	 be	 done	 automatically[24].	 In	 2010,	 a	 study	
suggested	that	most	storing	decisions	are	either	user-driven	or	system-driven	and	problems	with	
















and	 individuals	who	manage	personal	 information	has	 been	done	by	Bergman[15].There	 is	 a	
difference	in	the	way	an	individual	deals	with	information	that	related	to	private	life	as	opposed	
to	information	that	one	needs	as	part	of	their	work	routine.		
In	 1982,	 Cole	 categorized	 personal	 information	 into	 three	 differentiable	 types	 for	 filing	 and	


















Barreau	 found	 that	 the	most	problematic	ephemeral	 information	 to	be	emails.	However,	 the	









Studies	 found	 that	 user’s	 interactions	 with	 working	 information	 is	 quite	 well	 structured	 as	
compared	 to	 ephemeral	 and	 achieved	 data,	 as	 this	 information	 is	 used	 quite	 regularly	 and	
needed	in	the	completion	of	present	projects.	Documents	like	memos,	research	papers,	project	
plans	 are	 most	 widely	 known	 as	 working	 information.	 The	 frequent	 nature	 of	 use	 of	 these	
documents	aids	 in	 forced	categorization	and	organization[29].	However	as	 the	project	 comes	
close	to	completion	the	location	of	these	documents	become	less	important	and	sometimes		is	


























































suggesting	 information	 should	 be	 categorized	 based	 on	 the	 subjective	 classification	 principle	
which	implies	that	all	information	related	to	the	same	subject	or	topic	should	be	classified	in	the	
same	folder[15]	while	other	studies	focus	on	search	functions	based	on	importance	and	value	of	
















Some	user’s	 relied	on	 self	back-ups	and	 rarely	assessed	 the	 safety	of	 their	 information	while	
others	have	a	set	location	and	procedure	to	back-up	strategies.		
It	was	pointed	out	during	a	study	that	the	users	did	not	trust	the	technologies	used	for	backup.	
They	also	had	different	strategies	 for	backing	up	private	 information	 like	pictures,	videos	and	
work-related	 information.	 While	 making	 decisions	 on	 what	 information	 to	 back	 up,	 users	
generally	 categorize	 them	 by	 the	 level	 of	 information,	 the	 financial	 cost	 of	 storing	 this	
















changes.	 For	 example,	 edits	made	 in	 desktop	 applications	 of	 drop	 box	 and	 google	 drive	 are	
automatically	updated	to	the	newer	version.	This	eliminates	the	process	of	making	edits	offline	
and	 accessing	 the	 application,	 delete	 the	 older	 version	 and	 uploading	 of	 the	 newer	 version.	
However,	google	drive	documents	edits	uses	google	tools	which	does	not	allow	sharing	formats.	
Therefore,	in	order	to	edit	the	document	in	a	different	program	one	will	have	to	export	it	prior	
to	sharing.	 	Also	with	regards	to	storage	capabilities,	 it	 is	an	obvious	fact	that	most	users	use	
Gmail.	Google	drive	 shares	 storage	 space	with	Gmail,	which	 implies	 that	 if	 there	 is	 an	ample	
amount	of	emails,	the	storage	capacity	of	the	drive	will	be	limited[39].	
The	main	problem	with	these	applications	as	observed	in	table	1	is	the	file	accessibility	across	




















Google	 Drive	 accessed	 though	 the	 safari	
browser		








One	drive		 ICloud		 Dropbox	 Box	 Amazon	
cloud	drive		
Windows		 Yes		 yes	 yes	 yes	 Yes		 Yes		
Windows	phone		 No	 yes	 no	 no	 Yes		 No	
Mac	 Yes		 yes	 yes	 yes	 Yes		 Yes		
IOS	 yes	 yes	 yes	 yes	 Yes	 Yes	
Android	 yes	 yes	 no	 yes	 Yes		 Yes	















































which	was	 carried	 out	 during	 the	 course	 of	 the	 project	while	 addressing	 the	 data	 collection	
methods,	methods	of	analysis	and	limitations.	The	research	methodology	includes	a	mixture	of	
quantitative	and	qualitative	analysis.	Quantitative	analysis	consists	of	hypothesis	testing	and	the	

































The	 design	 of	 the	 questions	 on	 the	 questionnaire	was	 heavily	 influenced	 by	 the	 preliminary	
research	 as	 well	 as	 primary	 and	 secondary	 objectives	 of	 the	 study.	 Since	 the	 focus	 of	 the	














same	 questionnaire	 before	 commencing	 the	 tasked-based	 session.	 At	 the	 end	 of	 the	 the	




the	 overall	 experience	 of	 the	 participant	while	 finding	 these	 documents	 and	 files.	 Only	 data	
related	to	user	experience	was	recorded	on	an	audio	recording	device.	Participants	were	allowed	
to	use	any	device	that	was	available	to	them	which	was	situational	to	the	location	of	the	study.	















































































between	 two	 related	 samples	 from	 data	 collected	 from	 a	 5-point	 Likert	 scale.	 If	 the	 null	
hypothesis	is	rejected,	then	the	alternate	hypothesis	will	be	accepted	which	will	mean	that	the	
two	samples	are	significantly	different.	













































from	 the	 interview	 were	 asked	 to	 fill	 out	 the	 questionnaire	 before	 commencing	 the	













































































The	 process	 of	 information	 storage	 and	 retrieval	 generally	 involves	 organizing,	 storing,	
















































ii. Wilcoxon	 signed-ranked	 test	 indicates	 that	 the	median	of	differences	between	 frequently	
	used	private	 information	and	frequently	used	public	 information	 is	not	equal	to	zero.	This	














between	 frequently	 used	 private	 information	 and	 frequently	 used	 public	 information.	 The	
frequencies	show	that,	while	24	participants	disagree	and	6	participants	strongly	disagree	that	
they	can	conveniently	access	frequently	used	private	information,	only	13	participants	disagree	














ii. Wilcoxon	 signed-ranked	 test	 indicates	 that	 the	 median	 of	 differences	 between	 non-
frequently	used	public	information	and	frequently	used	public	information	is	not	equal	



















public	 information	 conveniently.	 This	 suggests	 that	 most	 people	 feel	 that	 they	 can	 access	
frequently	 used	 public	 information	 easily	 as	 compared	 to	 non-frequently	 used	 public	
information.	Furthermore,	while	19	participants	agree	and	6	participants	strongly	agree	for	the	












































































ii. Wilcoxon	 signed-ranked	 test	 indicates	 that	 the	 median	 of	 differences	 between	 non-
frequently	used	private	information	and	frequently	used	public	information	is	not	equal	to	
zero.	 This	 suggests	 that	 individuals	 can	 retrieve	 frequently	 used	 private	 information	















between	 frequently	 used	 private	 information	 and	 frequently	 used	 public	 information	 with	
regards	 to	 the	 quickness	 of	 retrieval.	 The	 frequencies	 illustrate	 that,	 while	 12	 participants	


























































































ii. Wilcoxon	 signed-ranked	 test	 indicates	 that	 the	 median	 of	 differences	 between	 non-
frequently	used	private	information	and	frequently	used	private	information	is	not	equal	
to	zero.	This	suggests	that	individuals	do	not	feel	the	same	level	of	safety	and	security	
with	 regards	 to	 non	 frequently	 used	 private	 information	 and	 frequently	 used	 private	














private	 information.	 The	 frequencies	 illustrate	 that,	 while	 16	 participants	 disagree	 and	 2	
participants	strongly	disagree	that	 they	 that	 they	 feel	 safe	about	non	 frequently	used	private	































information.	 The	 frequencies	 illustrate	 that,	while	21	participants	disagree	and	3	participants	
strongly	disagree	that	they	feel	safe	storing	frequently	used	private	information,	12	participants	
disagree	 and	 no	 participants	 strongly	 disagree	 for	 frequently	 used	 public	 information.	 This	
suggests	that	most	people	feel	that	their	frequently	used	public	information	is	much	safer	than	
	their	 frequently	 used	 private	 information.	 Furthermore,	 while	 28	 participants	 agree	 and	 2	



























































































































































































































ii. The	Wilcoxon	signed-ranked	test	 indicates	 that	 the	median	of	 the	study	result	 is	3	
which	stands	for	neutral.	This	proves	that	the	results	are	directed	towards	either	ends	
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and	 documents	 like	 rules	 and	 regulations	 related	 to	 work/academia,	 online	 movies	 and	
bookmarks	 with	 ease	 because	 this	 information	 is	 available	 online	 and	 participants	 were	




























































































































where”.	 On	 asked	 about	 the	 overall	 experience	 of	 completing	 the	 task,	 a	 participant	
stated	 “I	 have	my	data	 all	 over	 the	 place,	 I	 usually	 use	 one	drive	 for	Microsoft	 office	























There	 was	 contrast	 in	 the	 financial	 reasoning	 of	 the	 participants	 when	 asked	 about	
storage	costs	and	decisions.	Most	participants	who	were	employed	stated	that	they	were	
paying	for	storage	services	like	Drop	box	and	Google	Drive	for	personal	information	while	
their	 employers	 provided	 them	 with	 free	 storage	 for	 work-related	 information.	 The	





it	somewhere	else.	Although,	 I	 tend	to	forget	where	 I	put	things.”	Another	participant	







We	generally	organize	documents	based	on	 the	degree	of	 importance	of	 information.	
Most	 participants	 stored	 their	 current	 projects	 like	 references	 required	 for	 the	
completion	of	a	 thesis,	 the	contact	 information	of	a	colleague	readily	available	on	the	
desktop,	 where	 it	 is	 visually	 accessible.	 These	 documents	 were	 retrieved	 faster	 and	
accessed	 with	 great	 convenience.	 Participants	 were	 not	 able	 to	 retrieve	 resumes	 or	
educational	documents	because	they	had	been	working	already	and	hence	didn’t	feel	the	
need	to	organize	them	or	remember	where	they	were	stored.	However,	students	could	
easily	 access	 this	 information	 as	 they	were	 using	 these	 documents	 at	 this	 stage.	 The	






However,	 safety	 and	 security	 of	 personal	 information	 is	 differently	 interpreted	 by	
different	individuals.	Data	is	used	by	individuals	as	well	as	by	organizations.	The	leak	of	
sensitive	 information	can	be	 fateful	 for	 someone	while	 the	others	might	not	have	 the	
same	concern.	In	recent	years,	popular	social	media	and	cloud	storage	applications	like	
Facebook,	 Twitter,	 Apple,	 Evernote	 and	Microsoft	 have	 been	 subject	 to	 hacks	 which	
brings	concern	to	many	individuals[45].	A	participant	also	stated	that	he	does	not	trust	
	apps	like	Evernote	after	reading	about	the	hack.	One	participant	stated	“I	once	used	a	
storage	 service	 that	provided	50	Giga	bytes	of	 free	 storage,	but	 it	was	a	new	service,	
hence	not	as	well	known	and	dependable	as	google.	New	services	generally	don’t	have	
money	 therefore	 they	 tend	 to	 shut	and	 I	might	 loose	my	data.”	Users	generally	make	












desktop	 to	 remember	 it”.	 A	 participant	 stated	 “I	 have	 problems	 organizing	my	music	
because	 I	download	 it	 from	different	places	and	 its	stored	everywhere”	while	another	






The	 Visual	 interface	 of	 a	 device	 generally	 aids	 the	 cognitive	 process	 of	 remembering	
where	 information	 is	 stored.	We	use	 the	 desktop	 as	 a	memory	 to	 help	 us	 remember	




to	 sort	 and	 retrieve	 in	 the	 time	 of	 need.	 Most	 participants	 feared	 that	 all	 of	 their	


















The	 most	 popular	 response	 when	 asked	 about	 the	 overall	 experience	 of	 retrieving	
documents	was	that	they	have	now	realized	that	they	have	their	information	all	over	the	








Description:	 The	 examples	 provided	 for	 frequently	 used	 private	 information	 were	
Passport	 number	 and	 passport	 expiry	 date,	 social	 insurance,	 personal	 contacts	












































































course	 of	 collecting	 interview	 data,	 there	were	 several	 instances	 that	were	 surprising	 to	 the	
researcher.	The	responses	from	employees	working	within	the	university	were	very	warm	and	













being	 created	 in	different	 forms	and	 saved	across	different	upcoming	digital	 storage	devices.	
Personal	information	management	systems	need	to	be	interactive,	visually	appealing	as	well	as	

















In	conclusion,	data	fragmentation	 issues	are	only	going	to	 increase	with	the	advancements	 in	
technology.	There	are	several	personal	information	storage	systems	available	that	allow	users	to	
store	information	based	on	their	needs	and	usage	capabilities	but	not	a	lot	of	research	in	the	field	

















































































































                                                                                                                  
                          INFORMATION AND CONSENT FORM
What is the study about? 
The study investigates the storage of personal information across several platforms and the
problems faced by individual users in retrieving this information i.e. timeliness, ease etc. The study
is being conducted as part of the researcher’s masters project for the School of Computer Science,
University of St Andrews. Filling this survey takes about 30 minutes. Participation is voluntary and
if you do decide to take part, you will be free to withdraw at any time without providing a reason. 
What would I be required to do? 
You will be required to fill out the online questionnaire regarding the methods of storing personal
information as well as work related information across various devices and services. This will
include the type of information ( public as well as private data ), the name of the storage device etc.
Do I have to take part? 
This information page has been written to help you decide if you would like to take part. It is up to
you and you alone whether or not to take part. If you do decide to take part, you will be free to
withdraw at any time without providing a reason. 
Will my participation be Anonymous and Confidential? 
Only the researcher and supervisors will have access to the data which will be kept confidential
and the data will be stored in an encrypted format. 
Storage and Destruction of Data Collected 
The data we collect will be accessible by the researchers and supervisor involved in this study
only. It will be stored in an encrypted format. The collected data will be stored for 5 years and can
be a valuable resource for future studies; therefore, we ask your consent to maintain it. Again, we
Welcome to My Survey
A survey on data fragmentation issues for users.
stress that all information is kept confidential, and the analyses of data will be done without
specifying of individual identities. 
What will happen to the results of the research study? 
The results will be finalized by September 2016 and written up as part of the researcher’s master
dissertation. 
Are there any potential risks to taking part? 
No 
Consent and Approval. 
This research proposal has been scrutinized and been granted Ethical Approval through the
University ethical approval process. 
What should I do if I have concerns about this study? 
A full outline of the procedures governed by the University Teaching and Research Ethical
Committee is available at http://www.st- andrews.ac.uk/utrec/guidelinespolicies/complaints/ 
Questions
If you have any questions about this study, the results or your involvement, please feel free to email
the researchers listed below. 
Contact Details 
Researcher: 






Dr. Graham Kirby Email: graham.kirby@st-andrews.ac.uk Phone: +44 (0)1334 46 3240 
Dr. Miguel Nacenta Email: mans@st-andrews.ac.uk Phone: +44 (0)1334 463265 
By clicking on the “continue” button below you accept that:
You have read and understood the information sheet.
You have been given the opportunity to ask questions about the study. 
You understand that you can withdraw from the study at any time without
having to give an explanation. 
You understand that your data will be confidential and that it will not
contain any identifiable personal information.
You agree to take part in the study
*
CONTINUE 
A survey on data fragmentation issues for users.
For Example,say you have BSc in Economics and/or are currently working as a sales associate at an iron-ore manufacturing plant or
waiting tables at a restaurant.
Please select your age range and specify your educational background






80 and above 





I am good at storing and
retrieving my own
information.




It would be troubling
and/or cause me
distress if my data
suddenly became
available to the public.
I sometimes have






Select your agreement with the following sentences.
 Strongly Disagree Disagree Neutral Agree Strongly Agree












How conveniently can you access information anywhere and anytime
with your current information storage setup? Select your agreement with
the following sentences.
I can access frequently
used private documents











I can access non-
frequently used public
documents and



















 Strongly Disagree Disagree Neutral Agree Strongly Agree
 Strongly Disagree Disagree Neutral Agree Strongly Agree









movies ) with my current
information storage
setup.
I feel secure and safe
when storing frequently
used private documents






related documents ) with
my current information
setup.








journals ) with my
current information
storage setup.
I feel secure and safe
when storing frequently
used public documents
and information ( e.g.,
academic coursework,




How is your experience with regards to the safety and security of your
information? Select your agreement with the following sentences.
 Strongly Disagree Disagree Neutral Agree Strongly Agree







home movies ) very
quickly with my current
information storage
setup.
I can retrieve frequently
used private documents








quickly with my current
information storage
setup.
I can retrieve non-
frequently used public
documents and




Scientific journals ) very
quickly with my current
information storage
setup.
I can retrieve frequently
used public documents
and information ( e.g.
academic coursework,
study notes, movies )
very quickly with my
current information
storage setup.
How long does it take to retrieve information from your current
information storage setup? Select your agreement with the following
sentences.
 
Never Used This Method
 Use to but not anymore Used occasionally Part of my main routine
Cloud storage ( e.g.
Google Drive, Microsoft
OneDrive )





institution ( e.g. School
home directory,
SharePoint )
Backup storage ( e.g.
IDrive, CrashPlan )
Paper copies ( hard
copy )
Other (please specify)
Indicate storage options that you have used, use regularly or are part of
your main methods to store information.Tick all that apply.
Other (please specify)
Are you well informed about the storage location of your information?
Tick all that apply
I always know where the required information is stored.
I browse through folders and menus until I find the required information.










What kind of device or storage service do you use to store the following
kinds of information? ( Name several if you use more than one ).
How often if at all, do you back up your information? What devices or services do you use to back up this information?
What fraction of your information is backed up? Tick the box applies.
All of my information is backed up.
Some of my information is backed up.
Only very important information is backed up.        










Project Title: Survey on Data Fragmentation Issues for Users. 
 
What is the study about? 
The study investigates the storage of personal information across several 
platforms and the problems faced by individual users in retrieving this 
information i.e. timeliness, ease etc. The over process will last approximately 
for 60 minutes. It will be done in two parts namely the questionnaires survey 
followed by the interview. The study is being conducted as part of the 
researcher’s masters project for the School of Computer Science, University of 
St Andrews. Participation is voluntary and if you do decide to take part, you 
will be free to withdraw at any time without providing a reason.  
 
What would I be required to do? 
You will be required to fill out a questionnaire before commencing the face to 
face interview. At the end of the the questionnaire you will be asked to list out 
several projects from their daily lives which you are comfortable with. For 
example, methods of storing personal information as well as work related 
information across various devices. This will include the type of information 
(purpose), name of the storage device and the approximate date of storage. One 
of these projects will be selected for the interview and you will then be asked 
open ended questions based on relevance. You will then be asked to give a 
guided tour of how you would retrieve this information from the location of 
storage. The interview will be recorded on a digital audio device which will be 
used for further analysis. 
 
Will my participation be Anonymous and Confidential? 
Only the researcher and supervisors will have access to the data which will be 
kept confidential. Your identity will not be revealed to anyone whatsoever, and 
all reference to you will be of a generic nature. Your permission maybe sought 
in the Participant Consent form for the data you provide, which will be 
confidential, to be used for future scholarly purposes. 
 
 
Storage and Destruction of Data Collected  
The data we collect will be accessible by the researcher and supervisors 
involved in this study only. It will be stored in an encrypted format. The 
collected data will be stored for 5 years and can be a valuable resource for 
future studies; therefore, we ask your consent to maintain it. Again, we stress 
that all information is kept confidential, and the analyses of data will be done 
without specifying of individual identities. 
 
What will happen to the results of the research study?  
The results will be finalized by September 2016 and written up as part of the 
researcher’s master dissertation. 
 
Are there any potential risks to taking part? 
No 
 
Consent and Approval. 
This research proposal has been scrutinized and been granted Ethical Approval 
through the University ethical approval process. 
 
What should I do if I have concerns about this study? 
A full outline of the procedures governed by the University Teaching  




If you have any questions about this study, the results or your involvement, 
please feel free to email the researcher. 
 
Contact Details 
Researcher: Pooja Basavaraj Balekundargi .Contact Details: email: pbbvb@st-
andrews.ac.uk  
Phone: +44 7867213215 
Supervisors: Dr. Graham Kirby  Email: graham.kirby@st-andrews.ac.uk  
Phone: +44 (0)1334 46 3240 
Dr. Miguel Nacenta  Email: mans@st-andrews.ac.uk 














Participant Consent Form 
Coded Data 
Project Tit le  
Survey on Data Fragmentation Issues for Users 
 
Researcher(s)  Name(s) 
Pooja Basavaraj Balekundargi  
Supervisors Names 
Dr. Graham Kirby, Dr. Miguel Nacenta 
 
 
The University of St Andrews attaches high priority to the ethical conduct of research.  We therefore ask you to 
consider the following points before signing this form. Your signature confirms that you are happy to participate 
in the study. 
 
What is Coded Data? 
The term ‘Coded Data’ refers to when data collected by the researcher is identifiable as belonging to a particular 
participant but is kept with personal identifiers removed. The researcher retains a ‘key’ to the coded data which 
allows individual participants to be re-connected with their data at a later date.   The un-coded data is kept 
confidential to the researcher and Supervisors. If consent is given to archive data, the participant may be 
contacted in the future by the original researcher. 
 
Consent 
The purpose of this form is to ensure that you are willing to take part in this study and to let you understand what 
it entails. Signing this form does not commit you to anything you do not wish to do and you are free to withdraw 
at any stage. 
 
The raw collected data will be stored in a secure encrypted format and access will be provided to the researcher 
and the supervisors only. The processed data in the form of anonymised quotes, summaries and statistics will 
be published as part of my thesis and possibly academic publications. 
	
By ticking yes in the boxes below with each statement concerning the collection and use of the research data 
you agree that: 
 
You have read and understood the information sheet.  Yes   No 
You have been given the opportunity to ask questions about the study.  Yes  No 
You have had your questions answered satisfactorily.  Yes  No 
You understand that you can withdraw from the study at any time without having to give 
an explanation. 
 Yes  No 
You understand that your data will be confidential and that it will contain identifiable 
personal data but that will be stored with personal identifiers removed by the researcher 
and that only the researcher/supervisor will be able to decode this information as and 
when necessary. 
 Yes   No 





Part of the research involves taking audio recordings of the interviews that will be used for analysis and 
summary of findings. These recordings will be kept secure and stored with no identifying factors. 
You agree to being audio recorded.  Yes   No 
You agree for tape recorded material to be published as part of this research  Yes  No 
 
Participation in this research is completely voluntary and your consent is required before you can participate in 
this research. If you decide at a later date that data should be destroyed, we will honour your request in writing. 
 









PARTICIPANT DEBRIEFING FORM 
 
Project Title 
Survey on Data Fragmentation Issues for Users 
 
Researchers Name 
Pooja Basavaraj Balekundargi 
  
Nature of Project 
This postgraduate research project was conducted to make an analysis of the difficulties 
faced by users and the severity of the issues caused due to data fragmentation. With the 
improvements in technology, there is colossal amounts of data being created and stored on a 
daily basis. The following data is then used by organizations and individuals for efficient 
decision making. However, this data is stored using different types platforms. I.e. 
public/private cloud storage services, mobile devices, paper based storage, computer 
devices/servers, hard disks etc. This results in information being dispersed at various 
locations hence causing data fragmentation problems. 
The intention of this research project is to investigate on the problems faced by an individual 
user in the storage, maintenance and finding/retrieval of information in an easy and and 
timely manner. We expect to identify and measure the severity of the issues caused by data 
fragmentation and try to find the behavioral implications that are causing the issues. 
 
Storage of Data 
As outlined in the Participant Information Sheet your data will now be retained for a period 
of 5 years before being destroyed. Your data will remain accessible to only the researchers 
and supervisors. If you no longer wish for your data to be used in this manner you are free to 





What should I do if I have concerns about this study? 
A full outline of the procedures governed by the University Teaching and Research Ethical 
Committee is available at (http://www.st-andrews.ac.uk/utrec/guidelinespolicies/complaints/ 
  
 Contact Details 
Researcher: Pooja Basavaraj Balekundargi, Email: pbbvb@st-andrews.ac.uk  
Phone: +44 7867213215 
Supervisors: Dr. Graham Kirby Email: graham.kirby@st-andrews.ac.uk  
Phone: +44 (0)1334 46 3240 
Dr. Miguel Nacenta Email: mans@st-andrews.ac.uk 







































































































     
  GET 
  FILE='/Users/balekundargib/Desktop/First submission/NEW_ANALYSIS.sav'. 
DATASET NAME DataSet1 WINDOW=FRONT. 
NPAR TESTS 
  /WILCOXON=NFPUIAccess NFPUIAccess NFPUIAccess WITH FPUIAccess FPIAccess N
FPIAccess (PAIRED) 

































values are treated as 
missing.
Statistics for each test 
are based on all cases 
with valid data for the 













Based on availability of workspace memory.a. 
[DataSet1] /Users/balekundargib/Desktop/First submission/NEW_ANALYSIS.sav
Wilcoxon Signed Ranks Test
Page 1
Ranks
N Mean Rank Sum of Ranks





anytime with my 
current information 


















anytime with my 
current information 


















anytime with my 
current information 














2 0b 17.03 340.50
4 3c
7 2
2 3d 17.59 404.50
1 1e 17.32 190.50
3 8f
7 2
2 1g 18.57 390.00




I can access frequently used public documents and information anywhere and anytime with my 
current information storage setup. < I can access non-frequently used public documents and 
information anywhere and anytime with my current information storage setup.
a. 
I can access frequently used public documents and information anywhere and anytime with my 
current information storage setup. > I can access non-frequently used public documents and 
information anywhere and anytime with my current information storage setup.
b. 
I can access frequently used public documents and information anywhere and anytime with my 
current information storage setup. = I can access non-frequently used public documents and 
information anywhere and anytime with my current information storage setup.
c. 
I can access frequently used private documents and information anywhere and anytime with my 
current information storage setup. < I can access non-frequently used public documents and 
information anywhere and anytime with my current information storage setup.
d. 
I can access frequently used private documents and information anywhere and anytime with my 
current information storage setup. > I can access non-frequently used public documents and 
information anywhere and anytime with my current information storage setup.
e. 
I can access frequently used private documents and information anywhere and anytime with my 
current information storage setup. = I can access non-frequently used public documents and 
information anywhere and anytime with my current information storage setup.
f. 
I can access non-frequently used private documents and information anywhere and anytime with 
my current information storage setup. < I can access non-frequently used public documents and 
information anywhere and anytime with my current information storage setup.
g. 
I can access non-frequently used private documents and information anywhere and anytime with 
my current information storage setup. > I can access non-frequently used public documents and 
information anywhere and anytime with my current information storage setup.
h. 
I can access non-frequently used private documents and information anywhere and anytime with 
my current information storage setup. = I can access non-frequently used public documents and 









































































-2 .777 b -1 .898 c -1 .633 c
.005 .058 .102
Wilcoxon Signed Ranks Testa. 
Based on negative ranks.b. 
Based on positive ranks.c. 
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  NPAR TESTS 
  /WILCOXON=FPUIAccess FPUIAccess FPIAccess WITH NFPIAccess FPIAccess NFPIA
ccess (PAIRED) 

































values are treated as 
missing.
Statistics for each test 
are based on all cases 
with valid data for the 













Based on availability of workspace memory.a. 
Wilcoxon Signed Ranks Test
Page 1
Ranks
N Mean Rank Sum of Ranks





anytime with my 
current information 


















anytime with my 
current information 


















anytime with my 
current information 













3 0a 22.53 676.00
1 1b 16.82 185.00
3 1c
7 2
2 7d 21.46 579.50
1 0e 12.35 123.50
3 5f
7 2
1 0g 13.40 134.00




I can access non-frequently used private documents and information anywhere and anytime with 
my current information storage setup. < I can access frequently used public documents and 
information anywhere and anytime with my current information storage setup.
a. 
I can access non-frequently used private documents and information anywhere and anytime with 
my current information storage setup. > I can access frequently used public documents and 
information anywhere and anytime with my current information storage setup.
b. 
I can access non-frequently used private documents and information anywhere and anytime with 
my current information storage setup. = I can access frequently used public documents and 
information anywhere and anytime with my current information storage setup.
c. 
I can access frequently used private documents and information anywhere and anytime with my 
current information storage setup. < I can access frequently used public documents and 
information anywhere and anytime with my current information storage setup.
d. 
I can access frequently used private documents and information anywhere and anytime with my 
current information storage setup. > I can access frequently used public documents and 
information anywhere and anytime with my current information storage setup.
e. 
I can access frequently used private documents and information anywhere and anytime with my 
current information storage setup. = I can access frequently used public documents and 
information anywhere and anytime with my current information storage setup.
f. 
I can access non-frequently used private documents and information anywhere and anytime with 
my current information storage setup. < I can access frequently used private documents and 
information anywhere and anytime with my current information storage setup.
g. 
I can access non-frequently used private documents and information anywhere and anytime with 
my current information storage setup. > I can access frequently used private documents and 
information anywhere and anytime with my current information storage setup.
h. 
I can access non-frequently used private documents and information anywhere and anytime with 
my current information storage setup. = I can access frequently used private documents and 









































































-3 .256 b -3 .510 b - .125c
.001 .000 .900
Wilcoxon Signed Ranks Testa. 
Based on positive ranks.b. 
Based on negative ranks.c. 
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  *Nonparametric Tests: One Sample. 
NPTESTS 
  /ONESAMPLE TEST (Fragmentation Formats Storing Troubling Expensive) CHISQ
UARE(EXPECTED=EQUAL) WILCOXON(TESTVALUE=3) 
  /MISSING SCOPE=ANALYSIS USERMISSING=EXCLUDE 

































  /MISSING 
SCOPE=ANALYSIS 
USERMISSING=EXCLUDE





     
  NPAR TESTS 
  /WILCOXON=NFPUIRetrieve NFPUIRetrieve NFPUIRetrieve FPIUIRetrieve FPIUIRe
trieve FPIRetrieve WITH 
    NFPIRetrieve FPIRetrieve FPIUIRetrieve NFPIRetrieve FPIRetrieve NFPIRet
rieve (PAIRED) 

































values are treated as 
missing.
Statistics for each test 
are based on all cases 
with valid data for the 


















Based on availability of workspace memory.a. 
Wilcoxon Signed Ranks Test
Page 3
Ranks
N Mean Rank Sum of Ranks




very quickly with 
my current 
information 

















very quickly with 
my current 
information 

















very quickly with 
my current 
information 

















1 4d 14.57 204.00







1 5j 17.93 269.00
Page 4
Ranks
N Mean Rank Sum of Ranks




very quickly with 
my current 
information 

















very quickly with 
my current 
information 

















very quickly with 
my current 
information 













1 5j 17.93 269.00
1 3k 10.54 137.00
4 4l
7 2
1 7m 19.26 327.50




1 1q 9.23 101.50
5 4r
7 2
I can retrieve non-frequently used private documents and information very quickly with my 
current information storage setup. < I can retrieve non-frequently used public documents and 
information very quickly with my current information storage setup.
a. 
I can retrieve non-frequently used private documents and information very quickly with my b. 
Page 5
I can retrieve non-frequently used private documents and information very quickly with my current 
information storage setup. = I can retrieve non-frequently used public documents and information 
very quickly with my current information storage setup.
c. 
I can retrieve frequently used private documents and information very quickly with my current 
information storage setup. < I can retrieve non-frequently used public documents and 
information very quickly with my current information storage setup.
d. 
I can retrieve frequently used private documents and information very quickly with my current 
information storage setup. > I can retrieve non-frequently used public documents and 
information very quickly with my current information storage setup.
e. 
I can retrieve frequently used private documents and information very quickly with my current 
information storage setup. = I can retrieve non-frequently used public documents and information 
very quickly with my current information storage setup.
f. 
I can retrieve frequently used public documents and information very quickly with my current 
information storage setup. < I can retrieve non-frequently used public documents and 
information very quickly with my current information storage setup.
g. 
I can retrieve frequently used public documents and information very quickly with my current 
information storage setup. > I can retrieve non-frequently used public documents and 
information very quickly with my current information storage setup.
h. 
I can retrieve frequently used public documents and information very quickly with my current 
information storage setup. = I can retrieve non-frequently used public documents and information 
very quickly with my current information storage setup.
i. 
I can retrieve non-frequently used private documents and information very quickly with my current 
information storage setup. < I can retrieve frequently used public documents and information very 
quickly with my current information storage setup.
j. 
I can retrieve non-frequently used private documents and information very quickly with my 
current information storage setup. > I can retrieve frequently used public documents and 
information very quickly with my current information storage setup.
k. 
I can retrieve non-frequently used private documents and information very quickly with my current 
information storage setup. = I can retrieve frequently used public documents and information very 
quickly with my current information storage setup.
l. 
I can retrieve frequently used private documents and information very quickly with my current 
information storage setup. < I can retrieve frequently used public documents and information 
very quickly with my current information storage setup.
m. 
I can retrieve frequently used private documents and information very quickly with my current 
information storage setup. > I can retrieve frequently used public documents and information 
very quickly with my current information storage setup.
n. 
I can retrieve frequently used private documents and information very quickly with my current 
information storage setup. = I can retrieve frequently used public documents and information 
very quickly with my current information storage setup.
o. 
I can retrieve non-frequently used private documents and information very quickly with my 
current information storage setup. < I can retrieve frequently used private documents and 
information very quickly with my current information storage setup.
p. 
I can retrieve non-frequently used private documents and information very quickly with my 
current information storage setup. > I can retrieve frequently used private documents and 
information very quickly with my current information storage setup.
q. 
I can retrieve non-frequently used private documents and information very quickly with my current 
information storage setup. = I can retrieve frequently used private documents and information 











































































































































- .637b -1 .149 b -1 .268 c -1 .559 b -2 .002 b - .723c
.524 .250 .205 .119 .045 .470
Wilcoxon Signed Ranks Testa. 
Based on positive ranks.b. 
Based on negative ranks.c. 
Page 7
     
  NPAR TESTS 
  /WILCOXON=NFPUISafety NFPUISafety NFPUISafety FPIUISafety FPIUISafety FPI
Safety WITH NFPISafety 
    FPISafety FPIUISafety NFPISafety FPISafety NFPISafety (PAIRED) 

































values are treated as 
missing.
Statistics for each test 
are based on all cases 
with valid data for the 









    FPISafety FPIUISafety 
NFPISafety FPISafety 
NFPISafety (PAIRED)




Based on availability of workspace memory.a. 
Wilcoxon Signed Ranks Test
Page 1
Ranks
N Mean Rank Sum of Ranks
I feel secure and 







storage setup. - I 
feel secure and 












I feel secure and 




with my current 
information 
storage setup. - I 
feel secure and 












I feel secure and 




with my current 
information 
storage setup. - I 
feel secure and 
























1 4j 13.21 185.00
Page 2
Ranks
N Mean Rank Sum of Ranks
I feel secure and 







storage setup. - I 
feel secure and 











I feel secure and 




with my current 
information 
storage setup. - I 
feel secure and 











I feel secure and 







storage setup. - I 
feel secure and 




















1 3q 8.27 107.50
5 6r
7 2
I feel secure and safe when storing non-frequently used private documents and information with 
my current information storage setup. < I feel secure and safe when storing non-frequently used 
public documents and information with my current information storage setup.
a. 
I feel secure and safe when storing non-frequently used private documents and information with b. 
Page 3
I feel secure and safe when storing non-frequently used private documents and information with 
my current information storage setup. = I feel secure and safe when storing non-frequently used 
public documents and information with my current information storage setup.
c. 
I feel secure and safe when storing frequently used private documents and information with my 
current information storage setup. < I feel secure and safe when storing non-frequently used 
public documents and information with my current information storage setup.
d. 
I feel secure and safe when storing frequently used private documents and information with my 
current information storage setup. > I feel secure and safe when storing non-frequently used 
public documents and information with my current information storage setup.
e. 
I feel secure and safe when storing frequently used private documents and information with my 
current information storage setup. = I feel secure and safe when storing non-frequently used 
public documents and information with my current information storage setup.
f. 
I feel secure and safe when storing frequently used public documents and information with my 
current information storage setup. < I feel secure and safe when storing non-frequently used 
public documents and information with my current information storage setup.
g. 
I feel secure and safe when storing frequently used public documents and information with my 
current information storage setup. > I feel secure and safe when storing non-frequently used 
public documents and information with my current information storage setup.
h. 
I feel secure and safe when storing frequently used public documents and information with my 
current information storage setup. = I feel secure and safe when storing non-frequently used 
public documents and information with my current information storage setup.
i. 
I feel secure and safe when storing non-frequently used private documents and information with 
my current information storage setup. < I feel secure and safe when storing frequently used public 
documents and information with my current information storage setup.
j. 
I feel secure and safe when storing non-frequently used private documents and information with 
my current information storage setup. > I feel secure and safe when storing frequently used 
public documents and information with my current information storage setup.
k. 
I feel secure and safe when storing non-frequently used private documents and information with 
my current information storage setup. = I feel secure and safe when storing frequently used public 
documents and information with my current information storage setup.
l. 
I feel secure and safe when storing frequently used private documents and information with my 
current information storage setup. < I feel secure and safe when storing frequently used public 
documents and information with my current information storage setup.
m. 
I feel secure and safe when storing frequently used private documents and information with my 
current information storage setup. > I feel secure and safe when storing frequently used public 
documents and information with my current information storage setup.
n. 
I feel secure and safe when storing frequently used private documents and information with my 
current information storage setup. = I feel secure and safe when storing frequently used public 
documents and information with my current information storage setup.
o. 
I feel secure and safe when storing non-frequently used private documents and information with 
my current information storage setup. < I feel secure and safe when storing frequently used 
private documents and information with my current information storage setup.
p. 
I feel secure and safe when storing non-frequently used private documents and information with 
my current information storage setup. > I feel secure and safe when storing frequently used 
private documents and information with my current information storage setup.
q. 
I feel secure and safe when storing non-frequently used private documents and information with 
my current information storage setup. = I feel secure and safe when storing frequently used 




I feel secure 











- I feel secure 











I feel secure 











- I feel secure 











I feel secure 











- I feel secure 











I feel secure 











- I feel secure 











I feel secure 











- I feel secure 











I feel secure 











- I feel secure 














-1 .676 b -3 .031 b .000c -1 .996 b -3 .190 b -2 .180 d
.094 .002 1.000 .046 .001 .029
Wilcoxon Signed Ranks Testa. 
Based on positive ranks.b. 
The sum of negative ranks equals the sum of positive ranks.c. 
Based on negative ranks.d. 
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  *Nonparametric Tests: One Sample. 
NPTESTS 
  /ONESAMPLE TEST (NFPIAccess FPIAccess NFPUIAccess FPUIAccess Fragmentatio
n Storing Formats Troubling Multiple Expensive NFPIRetrieve FPIRetrieve NFP
UIRetrieve FPIUIRetrieve NFPISafety FPISafety NFPUISafety FPIUISafety) WILC
OXON(TESTVALUE=3) 
  /MISSING SCOPE=ANALYSIS USERMISSING=EXCLUDE 






































  /MISSING 
SCOPE=ANALYSIS 
USERMISSING=EXCLUDE























The median of I sometimes have 
multiple copies of the same 










The median of It would be 
troubling and/or cause me 
distress if my data suddenly 










The median of I find that 
documents stored different 
formats are inaccessible by 









The median of I am good at 










The median of My data is 
fragmented/spread over too 










The median of I can access 
frequently used public 
documents and information 
anywhere and anytime with my 










The median of I can access non-
frequently used public 
documents and information 
anywhere and anytime with my 










The median of I can access 
frequently used private 
documents and information 
anywhere and anytime with my 










The median of I can access non-
frequently used private 
documents and information 
anywhere and anytime with my 
current information storage 
setup. equals 3.0.
Hypothesis Test Summary


















The median of I feel secure and 
safe when storing frequently 
used private documents and 
information with my current 










The median of I feel secure and 
safe when storing non-
frequently used private 
documents and information with 










The median of I can retrieve 
frequently used public 
documents and information very 
quickly with my current 










The median of I can retrieve 
non-frequently used public 
documents and information very 
quickly with my current 










The median of I can retrieve 
frequently used private 
documents and information very 
quickly with my current 










The median of I can retrieve 
non-frequently used private 
documents and information very 
quickly with my current 










The median of Storing data is 
expensive equals 3.00.
Hypothesis Test Summary














The median of I feel secure and 
safe when storing frequently 
used public documents and 
information with my current 










The median of I feel secure and 
safe when storing non-
frequently used public 
documents and information with 
my current information storage 
setup. equals 3.00.
Hypothesis Test Summary
Asymptotic significances are displayed.  The significance level is .05.
     
  
FREQUENCIES VARIABLES=NFPIAccess FPIAccess NFPUIAccess FPUIAccess NFPIRetri
eve FPIRetrieve 
    NFPUIRetrieve FPIUIRetrieve NFPISafety FPISafety NFPUISafety FPIUISafet
y 
  /NTILES=4 
  /STATISTICS=MEDIAN 

































values are treated as 
missing.
Statistics are based on 









































































































I feel secure 











I feel secure 











I feel secure 











I feel secure 

















7 2 7 2 7 2 7 2 7 2 7 2 7 2 7 2 7 2 7 2 7 2 7 2
0 0 0 0 0 0 0 0 0 0 0 0
3.000 3.0000 3.0000 4.0000 3.0000 3.0000 3.0000 3.5000 3.0000 3.0000 3.0000 3.0000
2.000 2.0000 2.0000 3.0000 3.0000 3.0000 3.0000 3.0000 2.2500 2.0000 3.0000 3.0000
3.000 3.0000 3.0000 4.0000 3.0000 3.0000 3.0000 3.5000 3.0000 3.0000 3.0000 3.0000
4.000 4.0000 4.0000 4.0000 4.0000 4.0000 4.0000 4.0000 4.0000 4.0000 4.0000 4.0000
Frequency Table
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I can access non-frequently used private documents and information 
anywhere and anytime with my current information storage setup.









2 2.8 2.8 2.8
2 9 40.3 40.3 43.1
1 9 26.4 26.4 69.4
1 8 25.0 25.0 94.4
4 5.6 5.6 100.0
7 2 100.0 100.0
I can access frequently used private documents and information anywhere 
and anytime with my current information storage setup.









6 8.3 8.3 8.3
2 4 33.3 33.3 41.7
1 9 26.4 26.4 68.1
1 9 26.4 26.4 94.4
4 5.6 5.6 100.0
7 2 100.0 100.0
I can access non-frequently used public documents and information 
anywhere and anytime with my current information storage setup.









1 1.4 1.4 1.4
2 0 27.8 27.8 29.2
2 6 36.1 36.1 65.3
1 9 26.4 26.4 91.7
6 8.3 8.3 100.0
7 2 100.0 100.0
I can access frequently used public documents and information anywhere and 
anytime with my current information storage setup.









1 1.4 1.4 1.4
1 3 18.1 18.1 19.4
2 0 27.8 27.8 47.2
3 1 43.1 43.1 90.3
7 9.7 9.7 100.0
7 2 100.0 100.0
Page 6
I can retrieve non-frequently used private documents and information very 
quickly with my current information storage setup.









1 1.4 1.4 1.4
1 2 16.7 16.7 18.1
2 7 37.5 37.5 55.6
2 7 37.5 37.5 93.1
5 6.9 6.9 100.0
7 2 100.0 100.0
I can retrieve frequently used private documents and information very quickly 
with my current information storage setup.









4 5.6 5.6 5.6
1 2 16.7 16.7 22.2
2 4 33.3 33.3 55.6
2 7 37.5 37.5 93.1
5 6.9 6.9 100.0
7 2 100.0 100.0
I can retrieve non-frequently used public documents and information very 
quickly with my current information storage setup.









1 1.4 1.4 1.4
1 1 15.3 15.3 16.7
2 5 34.7 34.7 51.4
3 0 41.7 41.7 93.1
5 6.9 6.9 100.0
7 2 100.0 100.0
I can retrieve frequently used public documents and information very 
quickly with my current information storage setup.








8 11.1 11.1 11.1
2 8 38.9 38.9 50.0
3 0 41.7 41.7 91.7
6 8.3 8.3 100.0
7 2 100.0 100.0
Page 7
I feel secure and safe when storing non-frequently used private documents 
and information with my current information storage setup.









2 2.8 2.8 2.8
1 6 22.2 22.2 25.0
2 1 29.2 29.2 54.2
2 9 40.3 40.3 94.4
4 5.6 5.6 100.0
7 2 100.0 100.0
I feel secure and safe when storing frequently used private documents and 
information with my current information storage setup.









3 4.2 4.2 4.2
2 1 29.2 29.2 33.3
1 8 25.0 25.0 58.3
2 8 38.9 38.9 97.2
2 2.8 2.8 100.0
7 2 100.0 100.0
I feel secure and safe when storing non-frequently used public documents 
and information with my current information storage setup.








1 3 18.1 18.1 18.1
2 6 36.1 36.1 54.2
2 4 33.3 33.3 87.5
9 12.5 12.5 100.0
7 2 100.0 100.0
I feel secure and safe when storing frequently used public documents and 
information with my current information storage setup.








1 2 16.7 16.7 16.7
2 5 34.7 34.7 51.4
2 9 40.3 40.3 91.7
6 8.3 8.3 100.0
































values are treated as 
missing.
Statistics are based on 
all cases with valid data.
FREQUENCIES 
VARIABLES=Fragmentati










My data is 
fragmented/s


























It would be 
troubling 
and/or cause 












7 2 7 2 7 2 7 2 7 2 7 2
0 0 0 0 0 0
3.0000 4.0000 4.0000 4.0000 4.5000 3.0000
3.0000 3.0000 3.0000 3.0000 4.0000 2.2500
3.0000 4.0000 4.0000 4.0000 4.5000 3.0000
4.0000 4.0000 4.0000 4.7500 5.0000 4.0000
Frequency Table
Page 21
My data is fragmented/spread over too many different services and/or 
devices.









3 4.2 4.2 4.2
1 2 16.7 16.7 20.8
2 6 36.1 36.1 56.9
2 7 37.5 37.5 94.4
4 5.6 5.6 100.0
7 2 100.0 100.0
I am good at storing and retrieving my own information.








1 1 15.3 15.3 15.3
1 9 26.4 26.4 41.7
3 0 41.7 41.7 83.3
1 2 16.7 16.7 100.0
7 2 100.0 100.0
I find that documents stored different formats are inaccessible by different 
devices.









2 2.8 2.8 2.8
8 11.1 11.1 13.9
2 1 29.2 29.2 43.1
2 9 40.3 40.3 83.3
1 2 16.7 16.7 100.0
7 2 100.0 100.0
I sometimes have multiple copies of the same information in different 
storage locations.









1 1.4 1.4 1.4
1 1 15.3 15.3 16.7
1 2 16.7 16.7 33.3
3 0 41.7 41.7 75.0
1 8 25.0 25.0 100.0
7 2 100.0 100.0
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It would be troubling and/or cause me distress if my data suddenly became 
available to the public.









1 1.4 1.4 1.4
3 4.2 4.2 5.6
9 12.5 12.5 18.1
2 3 31.9 31.9 50.0
3 6 50.0 50.0 100.0
7 2 100.0 100.0
Storing data is expensive









1 1.4 1.4 1.4
1 7 23.6 23.6 25.0
3 2 44.4 44.4 69.4
2 1 29.2 29.2 98.6
1 1.4 1.4 100.0
7 2 100.0 100.0
Bar Chart




















My data is fragmented/spread over too many different services and/or 
devices.
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