The paper presents an improved digital image watermarking algorithm by incorporating the discrete Fourier transform (DFT) and singular value decomposition (SVD). The Fourier transformed carrier image is decomposed into four different frequency subbands by the proposed onion peel decomposition (OPD) algorithm and the SVD-based watermarking scheme is applied to attach the transformed watermark in all four carrier subbands. The proposed inverse OPD algorithm together with inverse DFT is utilized to reconstruct the watermarked image from the frequency blocks.
Introduction
Digital watermarking is the process of embedding digital documents, audio, images, text, and video in digital multimedia documents and it became significant with the advancement of information technology to guard against digital flaws like illegal copying, forgery, and copyright violations [1] . The watermarking algorithms are broadly classified in accordance with the domain in which the digital watermarking is performed. The spatial domain-based watermarking algorithms attach watermarks directly to the whole/portion of the carrier image by replacing selected bits of the carrier image with less computational complexity, but are easy targets for external potential attacks [2] since these algorithms fail to mix frequency components of the watermark with carrier images. Moreover, the watermarked images produced by spatial domain techniques are easy candidates for intruders to perform watermark inversion and copying. These drawbacks of spatial domain-based techniques motivated later algorithms to work in the transform domain to attach digital watermarks in the frequency domain by performing the discrete cosine transform (DCT), discrete wavelet transform (DWT), singular value decomposition (SVD), or discrete Fourier transform (DFT). When a watermark is embedded in the frequency domain, its energy is spread throughout the carrier image by strong embedding with less distortion in the watermarked image and hence these algorithms are robust in preserving watermarks even from grave damage due to potential attacks [2] . The SVD-based algorithms dominate other algorithms due to their simplicity and compactness [2] . Ganic and Eskicioglu proposed an efficient watermarking scheme [3] by embedding the singular values of the watermark with the singular values of all the four subbands of the Haar DWT. Since the algorithm does not perform any transformation on the watermark image before determining the singular values, the extracted watermarks are not robust against most of the potential external attacks. Sverdlov et al. proposed a DCT-SVD-based image watermarking algorithm [4] by addressing the limitations of Ganic and Eskicioglu's algorithm, but it could not meet the requirements of digital watermarking due to the limitations associated with DCT. Run et al. proposed two algorithms [5] by addressing the limitations of the algorithms proposed by Sverdlov et al. and Ganic and Eskicioglu, respectively. Unlike the algorithms proposed by Sverlov et al. and Ganic and Eskicioglu, Run et al. attached the principal component of the watermark image to the singular values of the transformed carrier image. However, such algorithms are found to be very sensitive to potential attacks. Bhatnagar et al. [6] proposed a logo watermarking scheme in the wavelet domain, which limits its performance to embed only small watermark images. Lai et al. [7] proposed a watermarking scheme by embedding equally divided watermark to carrier HL and LH subbands of the Haar wavelet. The same authors have published a DCT-SVD-based watermarking algorithm [8] by considering human perception characteristics. Makbol et al. [9] proposed a blind image watermarking scheme by incorporating the redundant discrete wavelet transform (RDWT) and SVD. Rawat et al. [10] proposed a two-level watermarking scheme by incorporating DWT packets in its embedding stage. However, the complexity involved in performing two levels of watermarking remained the major drawback of the algorithm. Naskar et al. [11] proposed a dual watermarking scheme by incorporating the DWT, wavelet packet transform (WPT) with best tree, and SVD. The algorithm is computationally complex due to the dual levels of watermark embedding. Wu et al. proposed a watermarking scheme [12] that decomposes the carrier image into overlapping blocks wherein the DCT is then applied. From each DCT block, the direct current (DC) coefficients are extracted and the watermark is embedded in the SVD domain. Das et al. proposed a blind image watermarking scheme [13] by exploiting the interblock correlation of DCT coefficients. Ali and Chang proposed a watermarking scheme based on self-adaptive differential evolution (DE) and DWT-SVD transforms [14] . However, the algorithm is computationally complex due to the numerous iterations performed by the DE genetic algorithm. Numerous other algorithms are also found in the literature [15] [16] [17] [18] [19] [20] [21] [22] by introducing different spatial and frequency domain techniques to embed watermark images by satisfying some requirements of image watermarking but they could not meet all vital aspects [23, 24] of image watermarking simultaneously, like image quality, robustness, and protection against attacks.
By making an overall assessment of transform-based algorithms in the literature, it can be noted that the DWT-based watermarking algorithms provide better spatial localization with multiresolution analysis that is similar to the human visual system but it does not provide robustness towards geometric potential attacks. The DCT-based algorithms provide better robustness towards JPEG compression but do not provide better resistance towards geometrical distortions. While comparing DCT and DWT, DFT has the advantage of strong energy spreading, translation, and rotation invariance and hence DFT-based algorithms provide better resistance towards geometric and nonlinear transformation-based potential attacks [25] . The singular value component of SVD has strong resistance towards the added perturbation by external potential attacks and is strongly unaffected by transpose, flip, rotation, scaling, and translation-based attacks [26] . The OPD algorithm proposed in this paper helps the watermarking scheme to separate the frequency components into different frequency bands so that multiple copies of watermarks can be attached to different frequency bands. This multiple attachment of watermark copies to different frequency bands protects the watermark from external potential attacks since the majority of potential attacks will affect only some specific frequency bands. Considering the collective advantages of the DFT, SVD, and OPD, this paper presents an effective watermarking scheme by incorporating the DFT, SVD, and OPD. The paper is organized in five sections. Section 2 illustrates the proposed OPD algorithm. Section 3 details the watermarking and extraction schemes, while section 4 demarcates the improved performance of the proposed algorithm in terms of objective and subjective metrics. Conclusions are finally made in section 5.
Forward and inverse onion peel decomposition algorithm
The proposed forward onion peel decomposition is a circular traversal through the pixels; it starts from the upper left corner and ends at the center of the image. A pictorial illustration together with an example for performing traversal using the OPD algorithm is shown in Figure 1 . Same as the zigzag ordering of the DCT, OPD is applied to an origin shifted Fourier transformed image; it decomposes the two-dimensional image into a one-dimensional array where the spectrum of frequencies fall off with decreasing order. This means the one-dimensional array produced by the algorithm starts from the higher frequency (top left corner of the origin shifted Fourier transformed image) and ends at the lower frequency component of the transformed image (center of the origin shifted Fourier transformed image). The pseudo code of this algorithm is given in Figure 2 (a). The proposed watermarking algorithm uses OPD for decomposing the origin shifted Fourier transformed image into four frequency subbands so that the watermarking algorithm can attach multiple copies of watermark to these different subbands.
(b) (a) 13 The inverse onion peel decomposition (IOPD) performs the inverse operation of the forward traversal wherein it converts the one-dimensional array into a two-dimensional image by placing the elements of the one-dimensional array in a circular fashion. The pseudo code of this algorithm is given in Figure 2 
DFT-SVD-based watermarking scheme
The proposed DFT-SVD-based watermarking algorithm incorporates two distinct stages of embedding and extracting watermarks and these stages are explained in the following subsections.
DFT-SVD-based watermark embedding
The proposed DFT-SVD-based watermark embedding algorithm attaches the watermark image in the DFT and SVD domains. The Fourier transformed carrier image is decomposed into four different frequency blocks by the OPD algorithm to attach the Fourier transformed watermark. Figure 3 is an example of the decomposition operation performed on a Fourier transformed Man image to four subbands using the OPD algorithm. We use the terminologies ultrahigh, very high, high, and low frequency subband to differentiate various subbands. The Apply SVD to each Block as in eqn (5) Combining of Singular Values of watermark and Carrier Images by (7) Perform inverse SVD to each Block by (8) Convert each block to 1D form and combine all of them by performing (9) Perform Step 1: The DFT is applied to the carrier image A and the origin of frequency image is shifted to the center to form the frequency domain imageF as
Step 2: The Fourier transformed imageF is decomposed into one-dimensional arrayF 1 of size 1×M ·N by using the proposed OPD algorithm. This step is performed to reform the two-dimensionalF to onedimensional form without altering the frequency order.
Step 3: The one-dimensional arrayF 1 is decomposed into four nonoverlapping blocks Bl
where
Here
and each block Bl i is the different frequency subband of the image.
Step 4: The DFT is applied to the watermark image W and the origin of the transformed image is shifted to the center for getting the origin shifted imageW as
Step 5: SVD is applied to all the four Fourier transformed carrier blocks Bl i and watermark imageW as 
Here α i is the scaling factor for the ith block that determines the strength of watermarking
Step 7: The watermarked blocksBl i are reconstructed using U i and V i components of Bl i as
Step 8: Once the singular values of the watermark image are embedded in all frequencies and the watermarked blocksBl i are created, they are decomposed into one-dimensional form in *
Step 9: Inverse OPD is performed to reconstruct the Fourier transformed watermarked image * F from the one-dimensional array *
Step 10: The inverse DFT is applied to the transformed watermarked image * F after shifting the origin of frequency from the center to create the watermarked imageÃ as
The watermarked image produced by the proposed algorithm is of better quality due to the frequency spreading/translation and rotation invariance properties of the Fourier transform even if the scaling factor α for embedding the watermark is very high.
OPD-SVD-based watermark extraction algorithm
The watermark extraction algorithm performs the inverse of the embedding process and it extracts the attached watermark from the watermarked image. Like the embedding process, the extraction algorithm starts by decomposing the Fourier transformed carrier image into four different frequency blocks by the OPD algorithm and creates the Fourier subbands. SVD is applied to all the four frequency subbands and the singular value components of the subbands are determined. The final watermark copies are reconstructed by performing inverse SVD and DFT operations. The scheme is outlined through the following steps.
Step 1: The DFT is applied to the received watermarked image * A and its origin is shifted to the center for determining the frequency domain imageF ′ as in (1).
Step 2: The Fourier transformed imageF ′ is now decomposed into one-dimensional arrayF ′1 of size 1 × M · N by using the OPD algorithm.
Step 3: The one-dimensional arrayF ′1 is decomposed into four nonoverlapping blocks *
and
Here n 1 =
M ×N 4
Step 4: Apply SVD to all the four Fourier transformed watermarked blocks * Bl i as *
Step 5 
Step 6: The Fourier transformed watermark copies attached to four blocksW i are reconstructed from * w
Step 7: Apply the inverse DFT to the Fourier transformed individual watermark image copiesW i after shifting its origin from the center to get the watermarked image copies *
The proposed algorithm is capable of producing better extracted watermark images even in cases where the watermarked image undergoes potential attack because of the collective advantages of the DFT, SVD, and OPD over other transformations.
Experimental results and analysis
The effectiveness of the proposed algorithm is compared with the Run et al. Table 1 . We used peak signal to noise ratio (PSNR) and mean absolute error (MAE) for analyzing the objective quality of the watermarked images. The PSNR of the watermarked imageÃ against the true uncorrupted image A is defined by 
where the mean square error (MSE) is the average squared error between watermarked imageÃ and the original carrier image A of size M × N ,
The MAE between watermarked imageÃ and the original image A is given by
The subjective visual quality of the watermarked images produced by various algorithms is assessed by structural similarity index measure (SSIM) [27] . SSIM conducts a visual quality assessment that is similar to the human visual system and is mathematically expressed as Table 2 . It is to be noted from Table 2 that the PSNR, MAE, and MSSIM values produced by the proposed algorithm are better when compared to other algorithms. Table 2 also shows the computation time of different algorithms in seconds. For testing the performance of different algorithms we used MATLAB software in an Intel Core 2 Duo system of 2.6 GHz with 4 GB RAM. The scaling factor α is set uniformly for all algorithms to ensure that the watermark content attached by all algorithms is the same. For experimental purposes, we set α to 0.1 for high frequency bands and 0.05 for low frequency bands. The cropped watermarked Man images produced by different algorithms are shown in Figure 5 . From Figure 5 , it is very clear that the watermarked images produced by the proposed algorithm are of better visual quality when compared to other algorithms. The robustness of the proposed algorithm is tested against various potential attacks that affect the watermarked images from which Gaussian noise, Gaussian filtering, histogram equalization, JPEG compression, rescaling, image unsharpening, gamma correction, salt & pepper impulse noise, pixelate, rotation, and crop operations are used in the analysis. The cropped watermarked Man images affected by Gaussian noise, Gaussian filtering, rescaling, image unsharpening, salt & pepper impulse noise, and pixelate attacks are shown in Figure 6 . We use Pearson's correlation coefficient (PCC) as the objective metric for numerically analyzing the robustness of the Table 3 , Table 4 , and It is to be noted from Table 3 , Table 4 , and Table 5 that the PCC values produced by the proposed algorithm are better than those of other competing algorithms for the majority of potential attacks. This is because of the collective advantages of the DFT, SVD, and OPD algorithms. The proposed algorithm performs exceptionally well for geometric-based rescaling, rotation, and cropping. This is because of the advantage of DFT in resisting geometrical attacks. For Gaussian noise, Gaussian filtering, salt & pepper, and pixelate type of potential attacks, the proposed algorithm works equally well as the Sverdlov et al. [4] algorithm, while for histogram equalization, image unsharpening, and gamma correction-based potential attacks, the proposed algorithm performs reasonably well in comparison with the Ganic and Eskicioglu [3] algorithm. The majority of these potential attacks affect only specific frequencies of the carrier image. The proposed algorithm achieves these advantages because of the ability of the DFT to separate different frequencies and it attaches multiple copies of the watermark to different frequencies of the carrier image. Hence the proposed algorithm has the advantage of effective frequency separable capability of the DFT when compared to other algorithms although other algorithms are also similar to the proposed algorithm in attaching multiple copies of the watermark to different frequencies of the carrier image. The visual analysis on the extracted watermark images produced by different algorithms from the watermarked images affected by various potential attacks is shown in Figures  7 and 8 . The extracted watermark images produced by the proposed algorithm are found to be better when compared with other algorithms in most of the cases as seen from Figures 7 and 8. 
Conclusion
The proposed image watermarking algorithm incorporates the DFT and SVD. The algorithm applies the onion peel decomposition algorithm to decompose the Fourier transformed carrier image into four different frequency blocks. The inverse OPD algorithm together with the inverse DFT is utilized to reconstruct the watermarked image from four watermarked frequency blocks. The embedded watermarks are extracted by performing the reverse process of watermarking. The experimental analysis on different images showed that the proposed algorithm is capable of producing high quality watermarked images and the extracted watermarks even from watermarked images affected by potential attacks are of good perception quality compared to other prominent algorithms.
