This paper proposes a universal device controller which enables people to control day to day devices and appliances around them with a vastly reduced complexity and effort. This paper details the implementation of a unified hardware platform for monitoring, controlling and automating everyday electronic appliances and devices. The proposed solution is flexible and capable of expansion. The universality of the proposed device enables people to use their own smartphones, tablets or PCs as the remote to control appliances, devices or robots not only at their home or workplace but anywhere they go.
INTRODUCTION
There is still a need for a cheap, low-power, all-purpose and flexible everyday automation/control device in the market which would manage and monitor all the day to day electronic appliances and activities. However, scenarios in which devices communicate with each other and provide remote monitoring and control features to the people have yet to reach the mainstream. Although many automation solutions for homes, offices and common places exist, they are not universal. The solutions proposed in [1] , [2] , [3] , [4] and [5] are very specific and the systems have limited functionalities. With the advent of smart mobile devices it has become easier than ever to conveniently manage and automate different aspects of our day-to-day life. With more and more smart appliances coming to the market at an affordable price, their penetration into common households and other common places is evident. This brings up a need for a universal solution to monitor and control these devices and appliances in a simpler way to the present and future mobile device world.
The rest of this paper is structured as follows. Section II describes the solution provided by the proposed device and its merits over existing solutions. Section III describes the system in detail. Hardware description and implementation of the proposed device is detailed in section IV. The tests conducted and the results obtained are presented in section V.
PROPOSED SOLUTION
The proposed Universal Device Controller (UDC) provides a universal solution for real-time monitoring and control of day to day appliances and devices. The devices that can be controlled includes electrical appliances like Air conditioners, televisions, fridges, washing machines, toaster, electric cooker, kettles, oven, electronic devices like personal robots, home security systems, audio/video players, and other consumer electronic devices which respond to external control requests or exposes status information. We refer to these end devices as slave devices in this paper. The only requirement of the slave device to be controllable by the UDC is that it should be capable of responding to control requests or transmitting status information. Other devices and appliances which do not possess such a mechanism can also be made compatible to be operated by the UDC but may involve addition of few hardware components. The proposed UDC acts as an intermediary between the user and the slave devices to be controlled. The user can communicate with the UDC using any of their own mobile devices like smartphones, tablets, laptops, Personal computers or any other ubiquitous computing device with Wi-Fi or Bluetooth connectivity and some buttons for input. These devices are referred to as master devices in this paper. The UDC smartly communicates with the slave devices to discover and identify the controls available on those devices and appliances. When there is any user in the field of view of the UDC who wishes to control any of the slave devices, the UDC lists out all the appliances available for control in that area. Once the user chooses the appliance, based on the user's privileges, UDC sends out a Graphical Control User Interface (GCUI) with all the control options in a simplified way. The user can then control the device remotely with the tap of a few buttons or controls without worrying about the underlying control protocols and means of control. This way the user is able to control even IR or zigbee based slave devices which are not supported by their hand held master devices. This makes it possible for the user to tap into existing wireless sensor networks with devices they already own. If a person goes to a new place or country, he may not know how to operate appliances commonly used there. UDC provides a simplified control interface that anybody can understand. Existing wireless controller implementations [6] , [7] , [8] connect to a pre-established WLAN/WPAN network in infrastructure mode which requires the master devices to be already connected to the network. Also connecting to WLAN or WPAN requires the controller device to be configured (with SSID and encryption details) which depends on the router configuration of the network. This is not a universal solution as this would require the controller to be configured every time a new network is established or every time the controller is shifted to a new location. UDC eliminates this limitation by creating an ad-hoc wireless network to which the master devices can connect to. The ad-hoc network does not rely on a pre-existing infrastructure, such as routers in wired network or access points in managed (infrastructure) wireless network. This makes UDC fully portable and universal. It requires no configuration when it is moved to a new area, region or even country. UDC also acts as a gateway to Internet of Things (IoT). 
Master Device
Master device can be any device that the user possesses with either Wi-Fi or Bluetooth connectivity. Users use it to control the slave device(s) with the help of the UDC. UDC helps it in two ways: (1) generates an intuitive and easy-to-use interface which the master device can present to the user and (2) enhances the capability of the master device by enabling it to control devices which was not possible due to hardware limitations.
Slave Device
Slave device is any device or appliance which provides a way of external control. It is preferably a device which exposes the interface to which it responds to control requests or transmits status information. Any node in a wireless sensor network is compatible.
Universal Device Controller
UDC is the proposed device which acts as an intermediary between the master and the slave devices. It provides an easyto-use control interface to the users irrespective of the hardware and software platform of the master device they use.
Interaction between master device(s) and UDC
Interaction between the master device(s) and UDC is independent of the type and functionality of the slave device(s) the user wishes to control. It can be done in the following ways:
Via Bluetooth
The UDC keeps itself visible to all Bluetooth enabled devices. The user can pair their master device(s) with the UDC. Once paired, the UDC sends out a HTML form using the OBEX Object Push Profile (OPP) with a list of controllable slave devices available in that area and an optional field to enter a token. The token determines the privileges of the user. By default all the users are treated as guests. On submission of the form, the form data is sent to the UDC using the Serial Port Profile (SPP).On validation of the form data, UDC sends out a Graphical Control User Interface (GCUI) using the OBEX OPP. The interface contains pushbuttons and/or dial knobs and/or sliders depending upon the type and number of control options available for the slave device(s) selected by the current user.
Via Wi-Fi
UDC creates and keeps an ad-hoc network active. Once the user connects to the UDC with their master device(s) a shared folder is made available for the user which is accessible form the master device(s). The folder contains HTML files for each controllable slave device available in that area. The HTML file can be parsed by any web browser irrespective of the hardware or software platform. It provides the GCUI for the user. The commands from the user are then communicated to the slave device(s) by the UDC.
Interaction between UDC and slave device(s)
Interaction between UDC and the slave device(s) are independent of the protocol or medium of communication between the master device(s) and UDC. UDC manages the translation of commands and sends control signals through one of the following medium:
Via Infra-Red
UDC has the advantages of both pre-programmed remotes and learning remotes. UDC can control more than 2,000 devices across 227 brands which respond to Pulse width modulated IR signals. UDC makes use of pronto hex codes [9] to accomplish this. The pronto hex format uses a pair of numbers to represent on/off sequence. The UDC also has an IR learning mechanism which enables it to control IR devices apart from those 2,000 plus devices. (Refer to Implementation section for details).
Via RF
Zigbee is the widely used standard in wireless control and monitoring applications. Most of the existing home automation solutions and wireless sensor network nodes use zigbee for the wireless link because of its low-cost and lowpower consumption. The ZigBee RF4CE [10] specification offers an immediate, low-cost, easy-to-implement solution for control of products. It operates in the 2.4GHz frequency band according to IEEE 802.15.4. ZigBee's standardized pairing process allows for fast and easy association between devices. The UDC acts as the coordinator node. It obtains the PAN ID and MAC address of the slave device(s) through the discovery process. It then sends an NLME-PAIR.Request to the target. The NLME-PAIR.Request contains the following fields: 
Via Wi-Fi
UDC sends supported commands to the slave device(s) through the ad-hoc network established between the two. Internally, UDC sends the commands serially through UART and integrates the functions of IEEE 802.11 protocol using a Wi-Fi-UART bridge
Via Bluetooth
UDC uses Simple Secure Pairing (SSP) to pair with the Bluetooth enabled slave device(s). It then uses the Serial Port Protocol (SPP) to interact with the slave device(s).
IMPLEMENTATION
The hardware block diagram of UDC is shown in Fig. 6 . It uses Stellaris LM3S1958, a 32-bit ARM Cortex-M3 based microcontroller operating up to 50MHz, with 256 kB flash and 64 kB SRAM. Roving networks' RN-171-XV 802.11 b/g Wireless LAN Module was used for Wi-Fi connectivity with a TTL UART interface. SPA310, serial port adapter -Bluetooth module was used to provide the SPP and OPP required by UDC. Digi's series 2 XBEE module was used to configure UDC as a coordinator in a zigbee network. For IR, TSOP98200 [11] , a wide band IR sensor for code learning was used. The sensor covers the entire remote control bandwidth of 30 KHz to 455 KHz. It is capacitively coupled to prevent activation of the sensor from constant light sources such as tungsten bulbs or sunlight. This provides optimal reception of the IR code while learning even in the presence of these light sources. A micro SD card slot was added for storing the pronto hex codes for the 2,000 plus devices and also for logging purposes. A 3.5" TFT panel with an integrated controller (SSD2119 [12] ) and a small magnetic audio transducer (speaker) was added to provide feedback. Four ADC channels and four GPIO lines connect directly to the resistive touch panel, allowing the microcontroller to manage all aspects of input operation. 
TESTS AND RESULTS

Test Setup 1
Setup 1 consists of four different types of slave devices available in a region where the UDC is present. Fig. 7 (left) shows a Bluetooth controlled wheeled robot (slave device) is shown with a smart phone used as the master device. Fig. 7 (right) shows a plug-point with Wi-Fi connectivity. Once the user connected to UDC, it sent out a device selection menu as shown in Fig. 9 . The sample GCUI sent by the proposed device to the master device for the user selected slave device is shown in Fig. 9 (left most).
Fig. 9 Menu sent by UDC to the master device.
This test setup shows the ability of the proposed device to enable controlling and monitoring of different kinds of slave devices as proposed. The user is able to control devices which operate on different control interfaces with a single device which they already own.
Test Setup 2
Test setup 2 comprises of a Wi-Fi enabled tablet and a TV which accepts input from an IR remote. The setup is explained in Fig. 10 .
Fig. 10 Test setup 2
This test setup shows how the proposed device smartly translates the user's commands into Pulse width modulated IR signals. This eliminates the inconvenient way of point and click control of IR based devices.
Test Setup 3
This setup comprises of a zigbee enabled wheeled robot as the slave device and a zigbee enabled PC as the master device. This test setup shows the capability of the proposed device to coordinate zigbee nodes in any wireless sensor network. The proposed device acts as a feature enhancer for smartphones and tablets. The smartphone now can sense the room temperature (using temperature sensors co-ordinated by UDC), open doors, power on and off electrical sockets, act as control buttons for electrical appliances and devices etc.
CONCLUSION
The components and implementation details of a unified hardware platform for monitoring, controlling and automating everyday electronic appliances and devices were presented. The proposed universal device controller is expandable to incorporate future communication technologies and is flexible to be modified to work with devices running on various hardware and software platforms.
