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IndIvIdual dIfferences PredIctIng 
ImPressIon management detectIon 
In Job IntervIews
Nicolas Roulin1
1. University of  Manitoba
Organizations spend a great deal of time, energy, and 
money assessing job applicants to discover which ones are 
likely to be a good fit for both the job and the organization, 
and ultimately will become high performers. Because the 
costs of a poor hiring decision can be enormous, managers 
want to know whether applicants are truly competent or 
whether they used deception to appear to be a better fit (Ar-
thur, Glaze, Villado, & Taylor, 2010). This is particularly 
important in job interviews, which are used almost univer-
sally (Huffcutt & Culbertson, 2011). Yet, both theoretical 
(Bozeman & Kacmar, 1997; Levashina & Campion, 2006) 
and empirical (e.g., Higgins & Judge, 2004; Levashina & 
Campion, 2007; Stevens & Kristof, 1995) research suggests 
that applicants engage in impression management (IM) tac-
tics to influence interviewers’ perceptions and evaluations 
during employment interviews. Such tactics can potentially 
bias hiring decisions, especially when deceptive forms of 
IM (i.e., faking) are used. Because not all applicants use 
deceptive IM to the same extent (Levashina & Campion, 
2007), such tactics can impact the ranking of applicants 
in interviews: Less qualified applicants who use deceptive 
tactics may end up being hired instead of more qualified 
applicants who did not use such tactics (Roulin, Krings, & 
Binggeli, 2015; Weiss & Feldman, 2006). 
Moreover, recent findings suggest that interviewers 
often fail to correctly detect when applicants are using IM 
or to differentiate honest from deceptive attempts (Roulin, 
Bangerter, & Levashina, 2014, 2015). Interestingly, al-
though these studies showed overall low IM detection abil-
ities, they also highlighted variations between respondents. 
For instance, IM detection abilities of some interviewers 
were higher than what could be attributed to chance alone, 
whereas other interviewers performed below chance level. 
However, it was not clear what caused such variations. 
This study explores the possibility that some inter-
viewers possess specific characteristics that make them 
particularly effective IM detectors. Building on interper-
sonal deception theory (Buller & Burgoon, 1996) and 
earlier deception detection research, this study examines if 
individuals higher in cognitions (i.e., cognitive ability) and 
social sensitivity (generalized trust and honesty) perform 
better at detecting applicant IM. It therefore contributes to 
the research on personnel selection, IM, and deception de-
tection by providing initial evidence about which individual 
differences are associated with higher IM detection abilities 
in interviews.
ABSTRACT
KEYWORDS
Applicant impression management (IM), and especially its deceptive side (i.e., faking), 
has been described as a potential threat to the validity of employment interviews. 
This threat was confirmed by evidence of interviewers’ inability to detect (deceptive) 
IM tactics. Previous studies suggested that some interviewers could be better IM 
detectors than others but did not examine the reasons explaining higher abilities. 
Building on interpersonal deception theory, this study explores individual differences 
in cognitions (i.e., cognitive ability) and social sensitivity (associated with generalized 
trust and honesty) as predictors of IM detection abilities. Results of a study with 250 
individuals suggest that these individual differences did not independently predict 
IM detection. Although high trust was associated with higher IM detection when 
combined with high cognitive ability, a high-trust/low-ability combination appears 
to be the most harmful for detection. Organizations may consider fighting applicant 
deception by relying on interviewers who are high cognitive ability trusters.
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Impression Management in Employment Interviews
Applicants’ IM involves behaviors or tactics that indi-
viduals use to influence the impressions others have of them 
(Leary & Kowalski, 1990). Such behaviors are particularly 
relevant in the employment interview, where applicants 
are motivated to create the image of a competent worker 
in interviewers’ minds (Stevens & Kristof, 1995). IM tac-
tics take many forms. Examples include complimenting 
or flattering the interviewer or organization (i.e., ingratia-
tion), emphasizing one’s many qualifications and positive 
qualities (i.e., self-promotion), and providing excuses or 
justifications to separate oneself from negative aspects on 
one’s record, such as being let go from a previous job (e.g., 
defensive tactics). Moreover, IM can be honest but could 
also be deceptive, when involving exaggerations, embel-
lishments, or inventions of qualifications (Levashina & 
Campion, 2006, 2007).
Research suggests that up to 97.5% of job applicants 
use at least one IM tactic to promote themselves, with an 
average of 37.25 of such tactics used per interview (Ellis, 
West, Ryan, & DeShon, 2002; Stevens & Kristof, 1995). A 
large proportion of applicants also engage in deceptive IM. 
For instance, a study with undergraduate students found 
that between 65% and 99% of applicants admitted using de-
ceptive tactics in their last interview, but applicants seem to 
use deceptive IM to different degrees (Levashina & Cam-
pion, 2007). Although studies about deceptive tactics have 
mostly been conducted with students (e.g., König, Wong, & 
Cen, 2012), these tactics are also used by more experienced 
job seekers (Roulin et al., 2014). Because self-focused as-
sertive tactics like self-promotion or image creation are the 
most popular ones (Levashina & Campion, 2007; Stevens 
& Kristof, 1995), this study will focus on those forms of 
IM.
Although honest IM can be seen as desirable applicant 
behavior, deceptive IM can be problematic because less 
qualified individuals may use such tactics to get hired. This 
situation introduces a systematic source of inaccuracy in the 
interview process (Ellis et al., 2002; Levashina, Hartwell, 
Morgeson, & Campion, 2014). Applicants’ use of decep-
tive tactics is thus an important concern for organizations, 
as they do not want to hire someone who only pretended 
to be a good fit with the job (Arthur et al., 2010; Stewart, 
Darnold, Zimmerman, Parks, & Dustin, 2010). Moreover, 
recent evidence with personality testing suggests that appli-
cants who engage in deception during the selection process 
are also more likely to perform poorly on the job (Donovan, 
Dwight, & Schneider, 2014) and to engage in counterpro-
ductive behaviors at work, such as lack of effort, absentee-
ism, or theft (O’Neill et al., 2013; Peterson, Griffith, Isaac-
son, O’Connell, & Mangos, 2011). 
Impression Management Detection
Logically, one solution for organizations is to make sure 
that hiring managers or interviewers are able to detect when 
applicants use IM tactics and to distinguish honest from 
deceptive attempts (Roulin et al., 2015). This information 
should then be used to lower evaluations of applicants who 
use deceptive IM or to eliminate them from the selection 
process (Rosenfeld, 1997). Interviewers generally believe 
they can detect when applicants use deceptive tactics (Robie, 
Tuzinski, & Bly, 2006). However, recent research suggests 
a more pessimistic reality. In multiple experimental studies, 
Roulin et al. (2015) highlighted that detecting IM tactics 
is a difficult task and that interviewers can correctly detect 
(on average) only around 20% of tactics used by applicants. 
Similar results have also been found in a field study, where 
interviewers’ perceptions of tactics used by applicants after 
real interviews failed to converge with the tactics actually 
reported by applicants (Roulin et al., 2014). These findings 
also converge with deception detection research showing 
that people’s detection abilities tend to be similar to chance 
levels (e.g., Bond & DePaulo, 2008; Reinhard, Scharmach, 
& Müller, 2013). 
It has been suggested that accurate IM detection may 
be possible if interviewers use and interpret appropriate 
cues of deception, such as speech disturbances or response 
latencies, while ignoring less-appropriate cues (Van Id-
dekinge, Raymark, & Roth, 2005). Distinguishing honest 
from deceptive forms of IM should thus be more effective 
if interviewers rely on valid cues identified by deception 
detection (DePaulo et al., 2003; Sporer & Schwandt, 2007; 
Vrij, Granhag, & Porter, 2010) and IM (Schneider, Powell, 
& Roulin, 2015) research, instead of stereotypical cues (e.g., 
gaze aversions). 
In the deception detection literature, several studies 
demonstrate that detection is improved when people ignore 
nonverbal behavior and consider verbal or situational cues 
when assessing the veracity of a statement. For instance, 
analyzing response content (using techniques such as reality 
monitoring or criterion-based content analysis) helps classi-
fying statements as being truthful or deceptive in an above-
chance fashion (Sporer, 1997). In a study with police offi-
cers, deception detection was improved when they focused 
on story-related cues, such as vagueness or contradictions, 
instead of nonverbal cues like posture change or fidgeting 
(Mann, Vrij, & Bull, 2004). Detection deception is also 
more accurate when judges are familiar with the situation 
described in the (truthful vs. deceptive) statement (Reinhard, 
Sporer, & Scharmach, 2015; Reinhard, Sporer, Scharmach, 
& Marksteiner, 2011). Similarly, judges provided with 
“content in context” cues, such as meaningful contextual 
information, reached an average of 75% detection accuracy 
(Blair, Levine, & Shaw, 2010). 
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Individual Differences and IM Detection
Another area to explore is that some interviewers may 
possess individual traits or characteristics making them 
better IM detectors. In the interview IM literature, this 
possibility has been only seldom researched. For instance, 
interviewers’ gender, age, or experience does not predict IM 
detection abilities (Roulin et al., 2014, 2015), a finding that 
is consistent with earlier research on deception detection 
(Reinhard, Scharmach, & Müller, 2013; Vrij et al., 2010). 
Overall, deception detection research has failed to uncover 
robust individual differences in deception detection abilities 
(Bond & DePaulo, 2008). As an exception, Ekman and col-
leagues (e.g., Ekman, O’Sullivan, & Frank, 1999; O’Sul-
livan & Ekman, 2004) have identified individuals with 
exceptionally high deception detection abilities. A common 
characteristic of these so-called “deception wizards” was 
an above-average capacity to read and understand others’ 
emotions, and to spot facial micro-expressions that were not 
aligned with the emotional response the person deceptively 
attempted to display. However, those findings have been 
criticized, for instance because some respondents scored 
their own detection test or achieved high scores on some 
tests but not others (Bond, 2008). Moreover, Ekman and 
colleagues found only 29 “wizards” in a cumulated sample 
of 12,000 participants, a number that can be explained by 
chance alone (Bond & Uysal, 2007). 
Buller and Burgoon’s (1996) interpersonal deception 
theory (IDT) represents a pertinent framework to identify 
potential individual differences associated with IM detec-
tion abilities. IDT describes the mechanisms at play when 
senders attempt to deceive receivers, highlights how receiv-
ers interpret senders’ message and behaviors, and discusses 
what can make some individuals better at deception detec-
tion. More precisely, IDT proposes that individuals’ ability 
to detect when someone is using deception depends largely 
on cognitions and decoding abilities. IDT contends that dis-
tinguishing truthful from deceptive messages requires com-
plex information-processing strategies, which can be prone 
to various cognitive biases or errors. As such, evaluators’ 
cognitive abilities can be seen as a key component of de-
ception (or IM) detection abilities. Moreover, IDT proposes 
that successful evaluators should also possess higher social 
sensitivity, helping them to control information, manage 
impressions, enact detection strategies, and judge source 
and message credibility. As such, I propose to examine the 
relationship between IM detection in employment inter-
views and measures of cognitions and social sensitivity in 
this study. 
Cognitions
Buller and Burgoon’s (1996) IDT suggests that evalua-
tors should initially characterize the person they evaluate as 
honest but must correct this impression if cues suggesting 
deceptions are made available to them. Yet, such a correc-
tion is cognitively demanding, and individuals with lower 
cognitive capacity may fail to correct initial judgments and 
engage in truth bias (i.e., believing that most people are 
truthful; Millar & Millar, 1997). Similarly, a dual-process 
approach to deception detection (Reinhard & Sporer, 2008, 
2015) suggests that individuals can engage in either effort-
ful and systematic or effortless and heuristic-based infor-
mation processing. People with high cognitive abilities (and 
high task involvement) can engage in systematic informa-
tion processing and analyze both verbal and nonverbal cues. 
People with lower abilities are likely to focus on easy-to-
process (e.g., nonverbal) information only. As such, limited 
cognitive abilities may lead to less accurate detection, for 
instance because individuals would rely on the wrong cues 
to evaluate deception (Stiff et al., 1989).
Existing empirical evidence on the direct relationship 
between cognitive ability and deception detection is too 
scarce to reach robust conclusions (Aamodt & Custer, 
2006), but deception researchers have accumulated indirect 
evidence. Several studies explored evaluators’ cognitions 
by manipulating (rather than measuring) cognitive capaci-
ty, for instance by creating high versus low cognitive load 
conditions. Initial examinations of the impact of cognitive 
load on deception detection led to mixed results (Feeley & 
Young, 2000; Millar & Millar, 1997). But recent studies 
have highlighted more encouraging results. For instance, 
consistent with dual-process theory, people facing higher 
cognitive load tend to rely heavily on (less valid) nonverbal 
cues to judge credibility (Reinhard & Sporer, 2008). More-
over, when individuals’ cognitive resources are reduced 
(e.g., by an ego depletion task), they experience more 
difficulties to analyze verbal cues and achieve lower detec-
tion accuracy (Reinhard, Scharmach, & Stahlberg, 2013). 
Similarly, individuals with high need for cognition (i.e., 
with a higher motivation to engage in effortful cognitive 
endeavors) do engage in systematic information processing 
when facing low (vs. high) cognitive load and are better at 
detecting deception (Reinhard, 2010). This study aims at 
extending those results to assess the actual impact of mea-
sured cognitive ability. Based on the theoretical arguments 
and (indirect) empirical evidence suggesting that cognitive 
ability should foster detection, the following hypothesis is 
proposed:
Hypothesis 1. Cognitive ability will be positively asso-
ciated with IM detection.
Social Sensitivity
Buller and Burgoon’s (1996) IDT further proposes 
that detection should be easier for individuals possessing 
higher levels of social sensitivity. Higher sensitivity may 
help evaluators to have a calibrated level of suspicion, that 
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is, give applicants the benefit of the doubt but avoid ex-
treme cases such as being overly suspicious (i.e., leading 
to over-attributing deceit) or too naïve (i.e., leading to a 
truth bias). Social sensitivity can be linked with the concept 
of generalized trust (Rotter, 1971). Originally depicted as 
a cognitive bias (Yamagishi & Yamagishi, 1994), gener-
alized trust has since been suggested as a form of social 
intelligence (Yamagishi, 2001). Indeed, generalized trust is 
shaped over time through localized experiences with mul-
tiple interaction partners, such as coworkers or neighbors 
(Glanville & Paxton, 2007). In the adult population, high 
trusters are not gullible evaluators but have accumulated 
experience making them more sensitive to information that 
predicts whether they should be suspicious or if interaction 
partners are likely to be trustworthy (Yamagishi, 2001). 
Generalized trust as a form of social intelligence (or higher 
sensitivity) may thus be helpful for interview IM detection, 
as high trusters could be more motivated (i.e., similar to a 
higher need for cognition) but also more able to catch appli-
cants using deceptive tactic. In a recent study, generalized 
trust was positively related to deception detection (Carter & 
Weber, 2010). But these results were based on a very small 
(N = 29) sample of students and only one short detection 
test (i.e., all students judged the same eight truthful vs. de-
ceptive statements of applicants in a mock interview), thus 
limiting the generalizability of the findings. This study thus 
attempts to replicate and extend these results, with a larger 
and more heterogeneous sample, using a number of detec-
tion tests and a greater variety of responses statements, and 
various forms of IM tactics instead of truth/lie statements:
Hypothesis 2. Generalized trust will be positively asso-
ciated with IM detection.
Buller and Burgoon’s (1996) notion of social sensitivi-
ty may also be associated with personality traits. I propose 
to specifically examine the honesty/humility domain of the 
HEXACO model of personality (Lee & Ashton, 2004). Peo-
ple scoring high on honesty/humility tend to value sincerity 
and fairness. They thus prefer interpersonal relations to 
be genuine than based on manipulations and are unwilling 
to take advantage of other individuals to gain something 
(Ashton, Lee, & de Vries, 2014). High honesty/humility 
individuals also demonstrate more integrity and make more 
ethical business decisions (Lee, Ashton, Morrison, Cordery, 
& Dunlop, 2008), are less likely to cheat (Hilbig & Zettler, 
2015), and are more careful towards risk taking (Weller & 
Thulin, 2012). Because they strive for morality and fairness 
but reject cheating and are risk averse, high honesty/humil-
ity individuals may need to develop a capacity to distin-
guish honest from deceptive behaviors as a way to identify 
(and protect themselves from) cheaters in social situations. 
Similarly to high trusters, very honest individuals may thus 
also possess higher sensitivity, which could translate into a 
higher ability to detect applicant IM in an interview setting. 
This study will thus test a final hypothesis:
Hypothesis 3. Honesty/humility will be positively asso-
ciated with IM detection.
According to IDT, better detectors are those who pos-
sess a combination of both cognitions and social sensitivity. 
As such, one can expect interviewers who demonstrate 
higher cognitive abilities and possess one of the two forms 
of social sensitivity protecting them against cheaters (or un-
trustworthy individuals) to be more capable detectors. This 
study will thus also explore if cognitive ability and general-
ized trust (or honesty) interact to predict IM detection.
Moreover, because there is limited theoretical back-
ground on the potential effect of the other personality traits 
on IM detection abilities, no formal hypothesis is offered. 
But these relationships will be examined in an exploratory 
way.
METHODS
Sample and Procedure
Earlier research showed no differences in IM detec-
tion between novices and experts interviewers (Roulin 
et al., 2015). Therefore, this study used a sample drawn 
from the general population. A total of 360 U.S. residents 
were recruited from Crowdflower, an online crowdsourc-
ing platform. Respondents were compensated USD $5 for 
participating in a 45-minute online study. Although crowd-
sourcing-based samples have been described as providing 
high-quality and reliable data (Landers & Behrend, 2015), 
the proportion of careless or unmotivated respondents can 
be nonnegligible (Huang, Curran, Keeney, Poposki, & 
DeShon, 2012). Therefore, following Huang et al.’s (2012) 
recommendations, a series of seven indicators of response 
quality were used (e.g., time to complete the study or the 
cognitive ability test, question testing instructions com-
prehension, response patterns). Incomplete responses and 
respondents who failed at two or more of those indicators 
were removed from the sample, resulting in a final sample 
of 250 participants. 
Mean age was 36.76 years (SD = 13.18). The sample 
was gender balanced (49% female, 51% male), with a di-
versity of ethnicities (71% Caucasian, 10% Hispanic, 8% 
Asian, 5% Black, 6% other ethnicity). Moreover, 60% of 
respondents had a university or college degree, 66% were 
currently employed, and 44% had experience as an inter-
viewer (although the median number of interviews conduct-
ed for the “experienced” group was only 2). After signing 
a consent form and reading instructions about the study, 
participants completed an IM detection test, the personality 
and trust measures, a cognitive ability test, and demograph-
ic questions (in that order).
Personnel Assessment And decisions
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Material and Measures
IM detection tests. Research on deception detection of-
ten relies on one test (i.e., the same set of videos showed to 
all respondents). To increase external validity and the gen-
eralizability of the findings, I developed nine different tests 
(i.e., 9 different sets of videos). The initial material prepara-
tion phase involved recruiting 10 senior Canadian business 
students (5 men, 5 women) to play the role of applicants in 
videotaped mock interviews. Applicants were asked three 
past behavioral questions measuring achievement, leader-
ship, and persuasion skills. They were instructed to respond 
to each question three times, using different response strat-
egies: (a) an honest response with only honest forms of 
IM (e.g., truthful self-promotion), (b) a slightly deceptive 
response with only moderately deceptive forms of IM (e.g., 
embellishments), and (c) an extremely deceptive response 
with strongly deceptive forms of IM (e.g., inventions). 
Applicants were provided with definitions and examples of 
each strategy, were given time to prepare their answers, and 
could do multiple takes of each answer if necessary. This 
resulted in a total of 90 short video clips (i.e., 10 applicants 
× 3 questions × 3 response types) of 60 to 90 seconds each. 
A total of nine different IM detection tests were created by 
combining one video clip from each of the 10 applicants 
answering the same question. I balanced the proportion of 
the three response strategies (2-4 of each in every condi-
tion) and counterbalanced the order of the applicants. The 
content of the nine detection tests can be found in Appendix 
I.
IM detection. Each participant was given a definition of 
the three response strategies (i.e., honest, slight deception, 
extensive deception) and was then randomly assigned to 
one of the nine possible IM detection tests. After each of 
the 10 video clips, participants had to decide which of the 
three strategies the applicant used. IM detection ability was 
computed as the proportion of correct detection (i.e., a val-
ue between 0 and 1, with 0.33 as the chance level).
Cognitive ability. Cognitive ability was measured with 
the 16-item (α = .73) International Cognitive Ability Re-
source (ICAR) test (Condon & Revelle, 2014), a recently 
developed public measure that demonstrated convergent 
validity with validated tests (e.g., SAT, ACT, GRE).
Trust. The six-item (α = .87) measure of generalized 
trust from Carter and Weber (2010) was used. Example 
items include “most people trust others” or “most people 
are trustworthy”. All responses were captured with a 1 = 
strongly disagree to 5 = strongly agree Likert scale.
Personality. The 60-item HEXACO (Ashton & Lee, 
2009) was used to measure the six personality traits: hon-
esty/humility (α = .77; e.g., “I would never accept a bribe, 
even if it were very large”), emotionality (α = .75; e.g., “I 
sometimes can’t help worrying about little things”), extra-
version (α = .84; e.g., “The first thing that I always do in a 
new place is to make friends”), agreeableness (α = .81; e.g., 
“I tend to be lenient in judging other people”), conscien-
tiousness (α = .80; e.g., “People often call me a perfection-
ist”), and openness (α = .77; e.g., “People have often told 
me that I have a good imagination”). All responses were 
captured with a 1 = strongly disagree to 5 = strongly agree 
Likert scale. 
RESULTS
IM Detection
Means, standard deviations, and correlations among the 
main variables are presented in Table 1. It can be observed 
that average IM detection (M = .37, SD = .15) was slightly 
higher than chance level (i.e., .33), and this difference was 
significant, t(249) = 3.80, p < .01. Moreover, IM detec-
tion ability for about half of the sample (47%) was below 
chance level and the other half (53%) above chance level 
(with values ranging from .00 to .80). There was a small but 
TABLE 1.
Means, Standard Deviations, and Correlations Among Main Variables
 Scale M SD 1 2 3 4 5 6 7 8 9
1. IM detection 0-1   .37   .16
2. Experience interviewing 0/1   .44    -   -.15*
3. Openness 1-5 3.50   .63 -.00    .13*
4. Conscientiousness 1-5 3.68   .58   .03   .09   .38**
5. Agreeableness 1-5 3.14   .64   .02 -.00   .26**   .18**
6. Emotionality 1-5 3.24   .59 -.10 -.07  -.14* -.12 -.22**
7. Extraversion 1-5 3.13   .69 -.03     .24**   .30**   .41**  .32** -.23**
8. Honesty/humility 1-5 3.56   .64   .04 -.04   .28**   .49**  .25* -.03  .09
9. Cognitive ability 0-16 6.96 3.29   .03 -.01   .05   .10** -.01  .03 -.11 .13*
10. Trust 1-5 3.29   .75 -.02 -.02   .18**   .16*  .38** -.04  .22** .26** .09
Note. N = 250.  *p < .05, **p < .01.
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significant difference in IM detection ability between re-
spondent with (M = .35, SD = .15) versus without (M = .39, 
SD = .17) experience as interviewers, F(1,249) = 5.31, p = 
.02. However, there was no significant difference in cogni-
tive ability, trust, or honesty between the two groups. 
Main Hypotheses Testing 
The hypotheses were tested with multiple regressions 
(Table 2). The personality traits (except for honesty) were 
entered in Step 1 together with interviewing experience 
(dummy coded). Cognitive ability, generalized trust, and 
honesty were included in Step 2. Results show that none of 
the three key variables individually predicted IM detection. 
All main effect hypotheses were thus not supported. More-
over, none of the other personality traits were significantly 
associated with IM detection.
Additional Analyses
In an attempt to explore potential interactions between 
the main variables, two-way interactions were added in 
Step 3 of the regression. Results highlight a significant cog-
nitive ability × trust interaction (b = .010, SE = .005, p = 
.037). Figure 1 offers a visual representation of that effect. 
Higher IM detection was obtained by those high on both 
cognitive ability and trust, whereas a combination of high 
trust but low cognitive ability appears to be the most harm-
ful for detection. 
Finally, in order to compare the IM detection results to 
the traditional deception detection literature, a binary mea-
sure of honest/deceptive detection (i.e., grouping slight and 
extensive IM together) was also computed. Similar to previ-
ous research, the mean for detection was just above chance 
level (M = .55, SD = .15). Again, only the cognitive ability 
× trust interaction was significant (b = .010, SE = .004, p = 
.021).
DISCUSSION
Applicant IM has been extensively examined in the 
interview literature and has been described as a potential 
threat to the validity of the interview process (Levashina et 
al., 2014). However, our limited knowledge of the actual 
role played by interviewers and their ability to detect and 
interpret IM tactics used by job applicants can prevent this 
line of research from advancing further. In line with recent 
efforts on IM or deception detection in the interview con-
text (e.g., Reinhard, Scharmach, & Müller, 2013; Roulin et 
al., 2015), this study confirms that detecting IM is a difficult 
task and that people perform only slightly above chance 
level on average. 
Most importantly, this study examined antecedents of 
IM detection and thus contributes to the existing body of 
knowledge on IM, personnel selection, and deception de-
TABLE 2.
Multiple Regressions Predicting IM Detection
Predictors Step 1 Step 2 Step 3
Constant  .478** 
(.111)
 .472** 
(.115)
 .572 
(.312)
Experience interviewing -.048* 
(.021)
-.048* 
(.021)
-.045* 
(.021)
Openness -.001 
(.018)
-.001 
(.018)
-.008 
(.018)
Conscientiousness  .011 
(.020)
 .006 
(.023)
 .005 
(.023)
Agreeableness  .000 
(.017)
 .002 
(.018)
 .003 
(.019)
Emotionality -.031 
(.018)
-.030 
(.018)
-.035 
(.018)
Extraversion -.008 
(.017)
-.004 
(.018)
-.007 
(.018)
Honesty/humility  .008 
(.019)
 .051 
(.079)
Cognitive ability  .001 
(.003)
 .002 
(.022)
Trust -.009 
(.015)
-.089 
(.079)
Honesty × trust -.005 
(.021)
Cognitive ability × trust  .010* 
(.005)
Cognitive ability × honesty -.009 
(.005)
F 1.459 1.032 1.301
R2   .035   .037   .062
Note. N = 250. Values are unstandardized b-values, with 
standard errors in parentheses; *p < .05, **p < .01.
FIGURE 1. Interaction Effect of Cognitive Ability × Trust 
on IM Detection.
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tection. It represents a first test of cognitions or social sen-
sitivity associated with higher deception (or IM) detection 
abilities discussed in Buller and Burgoon’s (1996) IDT in 
the context of employment interviews. The results suggest 
that, taken separately, individual differences in cognitive 
abilities, generalized trust, or honesty/humility (nor any 
other personality traits) are not associated with IM detec-
tion. Such results differ from recent findings in deception 
detection research, which showed a direct effect of trust us-
ing a simpler approach to capture detection (Carter & We-
ber, 2010). In this study, high trust combined with low cog-
nitive abilities was deterring detection, whereas high trust 
combined with high cognitive ability was associated with 
higher IM detection (although not significantly higher than 
a high-ability/low-trust combination). IDT suggests that IM 
detection requires a combination of cognitions and sensi-
tivity. These results rather suggest that sensitivity without 
cognitions can actually harm detection. In other words, high 
trusters who lack in cognitions may be naïve interviewers 
that are more susceptible to cognitive biases (Yamagishi & 
Yamagishi, 1994). Only high trusters with high cognitions 
may actually possess (or have developed) a form of social 
intelligence (Yamagishi, 2001) making them more capable 
to detect applicant IM. Importantly, this study relies on an 
actual measure of cognitive ability, whereas existing decep-
tion detection studies have mostly manipulated cognitive 
resources (e.g., Feeley & Young, 2000; Reinhard & Sporer, 
2008). 
This study has important practical implications for 
organizations, helping them to improve their employee 
selection process and hiring decisions. Given the near uni-
versality of the job interview (Huffcutt & Culbertson, 2011) 
and the potential negative consequences of deceptive IM 
on interview validity and hiring decisions (Levashina et al., 
2014), organizations may benefit from selecting interview-
ers likely to be better IM detectors. This is especially rele-
vant as existing evidence about the effectiveness of training 
for IM detection is nonexistent, and the limited evidence for 
deception detection does not indicate large training-related 
improvements (Frank & Feeley, 2003). These findings sug-
gest that relying on interviewers who possess a combination 
of high cognitive ability and trust (but avoiding those with 
high trust but low cognitions) may be a good way to make 
faking a more risky strategy for applicants (Roulin et al., 
2015). 
This study has limitations that create opportunities for 
future research. First, consistent with previous deception 
detection research (Bond & DePaulo, 2008), the effects 
observed in this study were relatively small. Moreover, 
although earlier research found no difference in detection 
between professional interviewers and novices (e.g., Rein-
hard, Scharmach, & Müller, 2013; Roulin et al., 2015), IM 
detection was slightly higher for respondents without than 
those with previous experience as interviewers. Yet, the 
actual experience of the 110 “experienced” individuals was 
still limited (e.g., a median of two interviews conducted). 
Future studies could replicate the results with a sample of 
professional HR managers or interviewers. Importantly, 
future research should more directly test the mechanisms 
enabling interviewers high on cognitive ability and trust to 
better detect IM, for instance examining if they rely more 
on valid cues to IM or if they are better able to adjust their 
level of suspicion when assessing applicants. Moreover, 
this study focused only on self-focused assertive tactics. 
Researchers could examine if the same effects can be found 
with ingratiation or defensive IM. For instance, future stud-
ies could use the same approach described in this study to 
test if interviewers with high trust and high cognitions can 
more accurately differentiate honest from deceptive forms 
of ingratiation (e.g., applicants truthfully describing values 
they share with the interviewer vs. only pretending to share 
those values). Researchers could also combine the find-
ings from this study with research on deception detection 
training (e.g., Frank & Feeley, 2003; Hartwig, Granhag, 
Strömwall, & Kronkvist, 2006). For instance, studies could 
explore if training for IM detection would be more effective 
for individuals high in cognitive ability and trust. Finally, 
this study presents a novel approach to detection (using 
honest IM, slight deception, and extensive deception) that 
is less comprehensive than a live coding approach (like in 
Roulin et al., 2015) but can be more appropriate than basic 
deception detection approaches (with truths vs. lies) to ex-
amine applicants’ IM tactics in future research.
In conclusion, even though much of the exiting re-
search depicts a rather dark picture of organizations’ ability 
to deal with the threat represented by applicant use of (de-
ceptive) IM tactics in interviews, this study shows that there 
is light at the end of the tunnel, and fighting deception with 
cognitions and sensitivity (i.e., through trust) may be the 
first step in that direction.
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Content and Links for the Nine IM Detection Tests
 Test # 1 – Achievement question
https://www.youtube.com/watch?v=J42c69MeJSc
Applicant 3 4 9 10 1 2 7 8 5 6
IM tactic E S H E H S E H H S
Test # 2 – Leadership question
https://www.youtube.com/watch?v=kE63uoT02s0
Applicant 1 2 3 4 5 6 7 8 9 10
IM tactic H S E S H S E H H E
Test # 3 – Persuasion question
https://www.youtube.com/watch?v=KLuQxZY_KC0
Applicant 4 5 6 1 2 3 9 7 8 10
IM tactic S H S H S E H E H E
Test # 4 – Achievement question
https://www.youtube.com/watch?v=CUXydhTOHDs
Applicant 10 9 4 3 6 5 2 1 8 7
IM tactic H E E H H E E S E S
Test # 5 – Leadership question
https://www.youtube.com/watch?v=TerNajCuwy0
Applicant 10 9 8 7 6 5 4 3 2 1
IM tactic S E E S H E H H E S
Test # 6 – Persuasion question
https://www.youtube.com/watch?v=Hmvv6oa0Hes
Applicant 9 8 7 10 4 2 1 6 5 3
IM tactic E E S H E E S H E H
Test # 7 – Achievement question
https://www.youtube.com/watch?v=TYJvTsVCfFQ
Applicant 5 2 8 6 3 9 1 7 4 10
IM tactic S H S E S S E H H S
Test # 8 – Leadership question
https://www.youtube.com/watch?v=691Yw-azSPI
Applicant 6 5 4 10 3 9 2 8 1 7
IM tactic E S E H S S H S E H
Test # 9 – Persuasion question
https://www.youtube.com/watch?v=6B-BwrAwUYU
Applicant 4 10 6 5 2 1 7 3 9 8
IM tactic H S E S H E H S S S
Note. H = Honest IM, S = Slightly deceptive IM, and E = Extensively deceptive IM.
APPENDIX I.
