Briefly speaking, there are two popular Voice over Internet Protocol (VoIP) standards, H.323 and Session Initiation Protocol (SIP). The first standard was designed by ITU and has become the basis for the widespread implementation of VoIP systems although it was not specifically designed for it. The second standard, SIP, was proposed by IETF and it is designed to connect, communicate and exchange data with the internet applications. In order to deliver voice conversation through packet-switching networks, codecs (coder-decoder) should be implemented to compress and later decompress those packets. In this paper, some of compression algorithms will be compared and analyzed based on its performances in SIP based VoIP system. The codecs that was used in this experiment are SJ Lab GSM 6.10, SJ Lab iLBC-30ms, SJ Lab iLBC-20ms, Microsoft CCITT G.711 A-law and Microsoft CCITT G.711 u-law. These codecs are tested in terms of its ability to deal with jitter buffer variations. The result shows that SJ Lab iLBC-20ms gives the best performance in terms of jitter buffer variation on LAN environment while SJ Lab GSM 6.10 shows the highest performance on wireless networks testing.
INTRODUCTION
The history of delivering voice over computer networks has started at 1995 when a small company, Vocaltec, released their first internet phone software called Internet Phone. In order to work, this software needs sound card, microphone, speakers and uses H.323 protocol [1] . At that time, the voice quality of VoIP service was poor as the result of limited bandwidth and modems technology.
The number of VoIP users increased significantly in the past 3 years with the implementation of broadband internet access. As shown on figure 1, it is predicted that the number of VoIP users worldwide increase significantly from about 480,000 users in 2006 to almost 70.6 million in 2011 [2] .
Some packet-switched network operators are interested to implement VoIP service as voice transmission through IP networks because it would give additional income without adding too much implementation cost.
Building a VoIP network on internal network would require almost no cost if the IP network has already existed. Figure 2 shows that when the existing LAN has been built, the minimum requirement is just installing a pair of soft phone which basically behave like a traditional PSTN phone, i.e. dialing, calling and terminating the conversation.
However, because of the increasing demand of broader coverage of communication and the mobility, some communication equipment such as router, phone adapter and a reasonably fast internet connection should be added.
Basically, delivering voice through IP networks requires some processes at both the caller and the callee side. At the caller side, the voice is converted from analog into digital signal using the codecs. The digital packet then would be put on the IP packets together with its source and destination address before sending them over the networks. On the other hand, at the callee site, the reversion process should be done so that the callee could hear the original voice [4] . Figure 2 . The example of VoIP network [3] Recently, there are two popular VoIP standards that widely used. They are H.323 and SIP. Both of those standards are responsible for establishing call, maintaining connection and translating IP addresses as well as telephone numbers, bandwidth management, authentications and registration [5] . However, SIP is considered because it is easier to understand, extend and implement than H.323 [6] and furthermore, it is similar to Internet/web in terms of syntax and architecture [7] .
SESSION INITIATION PROTOCOL (SIP)
The Session Initiation Protocol (SIP) is protocol standard that was set up by IETF and has aims to deliver voice over internet protocol in such simpler and modular way [8] . It is widely used to set up two points for multimedia communication sessions such as voice and video calls over the Internet [5] .
SIP defines the telephone number like a URLs, therefore, it can be embedded into web pages. On another word, SIP could interwork with the internet application well [8] .
Similar to H.323 protocol, SIP could be used for establishing, maintaining as well as terminating 3 kinds of sessions, such as two-party, multiparty and multicast sessions. Those sessions could consist of audio, data and video. Based on OSI model, the SIP protocol is placed in the session layer part, while on the TCP/IP model, it is positioned at the application layer [9] as a result of their design which is independent from the lower layer. SIP could easily run on some transport technology, such as TCP, UDP and SCTP. The way SIP establish its connection could be seen on figure 3. 
CODEC
Codecs play an important role in VoIP system. Because human voice is analog signal, it should be changed into digital signal before entering the IP networks. On the other side, that digital form should be converted into analog signal in order to get the original message.
Next, it has a responsibility to compress voice so that could be delivered via IP network. It means the packet size should be reduced so it requires minimum bandwidth.
Two important stages in digitization process are sampling and quantization. Sampling is the process of converting a signal into numeric sequence [11] . Quantization process is the process of approximating a continuous range of values by a set of discrete representation [12] . Table 1 shows the list of codecs that would be used in this experiment. 
TESTING AND RESULT
The purpose of this experiment is to investigate which codecs would give better performance on VoIP using SIP. The experiments were done in variation of jitter buffer. The result of this experiment could be used for further research to obtain optimum size of jitter buffer when delivering voice through IP Networks. The research tool that was used in this research is relatively simple and most of the used software is freeware.
In VoIP, the jitter buffer terminology refers to a shared data area where voice packets would be collected and stored, before it is sent to the next voice processing level [13] . Here, the packets should be stored first in order to minimize delay variations which could be caused by route changes, timing drift and network congestion.
In terms of jitter buffer size, two problems could be occurred. First, when a jitter buffer is configured too small then an excessive number of packets may be discarded. On the other hand, if more space is given then delay would be longer [14] .
There are two common types of jitter buffer, i.e. hardware based and software based. The first type of jitter buffer is configured by the manufacturer while the second one is a dynamic jitter buffer and therefore it can be easily configured to adapt with the variation of the IP networks [14] . Figure 4 shows the network configuration used in this research. Here, two PC are connected through LAN. One of them has PCI wireless adapter and is connected to other PC that equipped with wireless card adapter through wireless AdHoc configuration. figure 5 and 6. Table 2 shows that SJ Lab iLBC-20ms gives the best performance in terms of packet dropped percentage in LAN testing. This Codec needs only 21 mS size of jitter buffer in order to deliver 0% packet dropped. The worst performance is shown by both Microsoft CCITT G.711 A-law and u-law. Those codecs could not achieve zero packets dropped free although they use 50 mS jitter buffer size.
Results on LAN Testing
This testing result also proofs that when the amount of jitter buffer is too small, a great number of packets maybe discarded. On the other hand, allocating too much jitter buffer could add more delay which lead to communication problem [17] . Figure 5 shows that the increasing size of jitter buffer is not linear to the decreasing number of packet dropped percentage. Here, it is easy to conclude which codec could give a good performance in terms of jitter buffer variation in wired-network. By looking at the codec that achieve 0% packet dropped using minimum size of jitter buffer, the best performance is resulted by SJ Lab iLBC-20ms. This good performance of iLBC-20ms codec could possibly happen because of its design which is suitable for narrowband speech and less bandwidth needed [18] . While in the wired testing, SJ Lab iLBC-20ms could perform best packet dropped handling with minimum size of jitter buffer, on the wireless testing, the SJ Lab GSM 6.10 could achieve zero packets dropped with minimum size of jitter buffer 22 mS.
As a rule of thumb, a typical size of jitter buffer is about 30-50 miliseconds [17] . From the Table 3 , it is shown that the ability of each codec to deliver zero packets dropped is varied. However, all of the codecs could achieve zero packets dropped in the jitter buffer variation range of 30-50 mS.
It has been investigated before [19, 20] that the toleration of packet lost in VoIP communications is no more than 1%. From Figure 6 two codecs, Microsoft CCITT G.711 A-law and u-law, give an interesting result. When the jitter buffer size exceeds of 30 and 32mS respectively, the percentage of packet dropped increases significantly and reachs its maximum size when the jitter size is given at 33mS. After that the number of packet dropped decreases gradually and could deliver zero percentage at 41mS jitter buffer size. Regarding to this result, further investigation should be done in order to get an explanation whether it is a specific codec related to problem because of this anomaly does not appear on other three codecs. 
Packet Drop Percentage on Wireless Testing

CONCLUSIONS
In this paper, various codecs has been tested in both wired and wireless environment on isolated network. From the experiment result, it is shown that SJ Lab iLBC-20ms gives the best performance in terms of jitter buffer variation on LAN environment. And SJ Lab GSM 6.10 shows the highest performance on wireless networks testing.
Other fact has been found that the increasing number of jitter buffer size is not linear to the decreasing of packet drop percentage. It happened to Microsoft CCITT G.711 u-law codecs on LAN testing and both of Microsoft CCITT G.711 (a-law and u-law) on wireless networks testing.
On the future works, the result on non-isolated networks (i.e. via proxy) will be investigated and compare with the previous work.
