The Information Security Management Systems (ISMS) series of books are designed to provide users with assistance on establishing, implementing, maintaining, checking and auditing their ISMS in order to prepare for certification. Titles in this Information Security Management Systems Guidance Series include: This is a sample chapter from Measuring the effectiveness of your ISMS implementations based on ISO/IEC 27001.
Information Security Management Systems Guidance series
The Information Security Management Systems (ISMS) series of books are designed to provide users with assistance on establishing, implementing, maintaining, checking and auditing their ISMS in order to prepare for certification. Titles in this Information Security Management Systems Guidance Series include:
• 
Introduction
Information is one of your organization's most valuable assets. The objectives of information security are to protect the confidentiality, integrity and availability of information. These basics elements of information security help to ensure that an organization can protect against:
• sensitive or confidential information being given away, leaked or disclosed both accidentally or in an unauthorized way;
• critical information being accidentally or intentionally modified without your knowledge;
• any important business information being lost without trace or hope of recovery;
• any important business information being rendered unavailable when needed.
It should be the responsibility of all managers, information system owners or custodians and users in general to ensure that their information is properly managed and protected from a variety of risks and threats faced by every organization. 
Definitions

Related documents
This guide makes reference to the following standards and guidelines: 
