A quantum communication architecture is being developed for long-distance, high-fidelity transmission and storage of Greenberger-Horne-Zeilinger states. This system uses an ultrabright narrowband source of polarizationentangled photons plus trapped-atom quantum memories, and it is compatible with long-distance transmission over standard telecommunication fiber. An error model for the preceding architecture is derived, and the use of quantum error correction or entanglement purification protocols to improve the performance of this quantum communication system is also discussed.
The quantum memory in this figure represents a memory internal to the source block in Fig. 1 ; its loading is used as a trigger signal.
3 (b) Heralded single-photon source plus DPA system. PBS = polarizing beam splitter, λ/2 = half-wave plate.
loading protocol in which time slots of entangled photons are transmitted over optical fibers in the 1.55 µm lowloss window and gated into their respective quantum memories. We expect that the memory loading protocol can be run at cycling rates as high as R = 500 kHz, so that we can attempt to load a GHZ state once every 2 µs. By using this protocol to sequentially load an array of atomic memories at each location in Fig. 1 , we can build up a reservoir of GHZ states that are shared by these memories.
We consider two possible source arrangements for the GHZ block in Fig. 1 . The first is an ultrabright, narrowband variant of the source used by Bouwmeester et al. in an initial experimental demonstration of GHZstate generation. 3 More important, though, is the fact that the memories in the Fig. 1 architecture allow the GHZ state to be stored for use in applications of three-party entanglement.
Recent work has shown that it may be possible to construct heralded single-photon sources. 8 With such a source, we can design a GHZ system with a substantially higher throughput than the configuration discussed above. In Fig. 2(b) , the heralded source places a single photon in the proper spatio-temporal mode for coupling to the trapped-atom quantum memory during each loading cycle. With the heralded-plus-DPA GHZ source, throughput rises by three orders of magnitude over the dual-DPA system, to about 15 GHZ states/sec at a 10 km source-to-memory radius.
Dual-DPA GHZ System
The first GHZ system uses a dual-DPA source of polarization-entangled photon pairs. 9 Assume the DPA sources have cavity linewidth Γ, output-coupling rate γ, and anti-phased, continuous-wave pumps with normalized gain G > 0. Then the signal (S) and idler (I) output beams of DPAs 1 and 2 are each in zero-mean Gaussian states with normally-ordered and phase-sensitive correlation functions
for k = S, I and j = 1, 2, whereÊ S (t) =Â S (t)e −iω P t/2 andÊ I (t) =Â I (t)e −iω P t/2 are photon-units, positivefrequency signal and idler field operators, and ω P is the pump frequency. Fiber transmission loss does not change the Gaussian nature of the joint signal/idler states; it merely multiplies the DPA correlation functions by the transmission factor η L < 1. The signal and idler output beams of DPAs 1 and 2 are combined into vector fields,
T , and transmitted along the signal and idler paths in Fig. 2 (a) where they are gated into the quantum memories.
We use a cold-cavity loading analysis to derive the state that is loaded into the quantum memories. Let
be the intracavity annihilation operators after a T c -second long loading interval for the y-polarized mode of the trigger memory and the x-and y-polarized modes of the quantum memories {A, B, C}, viz., a clockwise labeling of the quantum memories in Fig. 1 . If the memory cavities have cavity linewidth Γ c and input-coupling rate γ c , then the intracavity operators are related to the input fields bŷ
for k = A, B, C, where the initial internal annihilation operators and loss operators {â k (0),Â kv (t)} are in vacuum states.
It is not hard to show that the joint anti-normally ordered characteristic function for the Gaussian state of the quantum memory modes is
Heralded-plus-DPA GHZ System
The heralded-plus-DPA GHZ system uses a single DPA and a heralded source of single photons. The heralded source makes it possible to place a photon at the half-wave plate in each loading cycle, which improves the throughput of the overall system. Let the transmission factor for the heralded photon be η = η L γγ c /ΓΓ c . The joint anti-normally ordered characteristic function of the quantum memory modes for the heralded-plus-DPA source GHZ system is
SINGLE-PHOTON ERROR MODEL
A procedure for nondestructively detecting whether a quantum memory has absorbed a photon has been described in Ref.
3. This procedure makes it possible to isolate erasure events, i.e., loading intervals in which any of the atomic memories fails to absorb a photon. A method has also been proposed 4, 5 for converting multiphoton events, i.e., loading intervals in which any of the memory cavities absorbs two or more photons, into erasure events. After eliminating erasures, the only remaining loading events are those in which a single photon entered one of the memories at each end of the quantum communication system. In this section, we derive the single-photon error model density matrices for the dual-DPA and heralded-plus-DPA GHZ-state systems.
Dual-DPA GHZ System
We develop an error model for the dual-DPA source GHZ system conditioned on the event that each memory loads a single photon. Define the computational basis of the quantum memories as
in terms of the number-ket representations for the x-and y-polarized photons that loaded these memories. With this computational basis, the GHZ state loaded by the Fig. 1 system is |ψ GHZ ABC = (|000 ABC +|111 ABC )/ √ 2.
To study the success and error events in our GHZ system, we consider an equivalent system model in which the effects of memory cavity loading are included in the DPA source state. This means we can assume that the sources generate outputs {â Sj ,â Ij : j = 1, 2 }, in the two-mode Gaussian states described by the characteristic functions
and
In Table 1 , one of the DPAs must produce more than one signal/idler pair to achieve the memory load. Such memory loads occur through a combination of multiple-pair emission from a DPA and source-to-memory loss. operator corresponding to either (12) or (13). In Appendix A, we derive the following source number-state probabilities:
where
In the single-photon error model, the quantum memories can load the GHZ state only if the dual-DPA source generates the four photons {S 1 , S 2 , I 1 , I 2 }, i.e., each DPA outputs exactly one signal and one idler photon. We compute the probability of loading the GHZ state by conditioning on the event that the dual-DPA source generates the four photons {S 1 , S 2 , I 1 , I 2 } as follows:
The factor of 1/4 after the second equality represents factor-of-two losses at the top PBS and at the 50/50 beam splitter in Fig. 2 
(a).
For each source combination in Table 1 , there is a factor of 1/4 loss arising from the beam splitters in our setup, so that the probabilities of the error components are
Using the basis, Table 2 . Combinations of source photons that, ignoring beam splitter losses, load a single photon into each quantum memory for the heralded GHZ system. H represents a photon from the heralded source, and S, I are signal and idler photons from the DPA source.
we now find the joint conditional density matrix for memories A, B, and C, given that an erasure has not occurred. For the dual-DPA GHZ system, this density matrix turns out to be diagonal in the Eq. (23) basis, and given byρ
Heralded-plus-DPA GHZ System
We now develop the single-photon error model for the heralded-plus-DPA GHZ system. We begin by examining the ways in which exactly one photon can be loaded at each quantum memory. To do so requires exactly three photons from the heralded-plus-DPA source; Table 2 shows the source combinations that can load each of the memories with a single photon, ignoring the beam splitter losses.
To compute the probabilities of the events in Table 2 , we use the DPA source probabilities listed in Eqs. (14)- (17) and let η be the probability of receiving a heralded photon. Then,
The error components are computed similarly:
For the heralded-plus-DPA source, the conditional density matrix in the basis (23) is therefore,
In calculating these matrix elements we have used the same transmission loss factor, η = η L γγ c /ΓΓ c , for each source-to-memory path in Figs. 1 and 2(b).
QUANTUM SECRET SHARING
Secret sharing refers to cryptographic protocols that allow Alice to share secret information with Bob and Charlie in such a way that individually they have no means for learning Alice's secret, but by working together can they gain access to Alice's secret information. One classical implementation of secret sharing requires Alice to send Bob a random bit string r and to send Charlie the modulo-2 sum, r ⊕ m, of the random bit string r and her message m. If Bob and Charlie act together, they can recover Alice's message m simply by adding their bit strings together. Of course, this protocol presumes that Bob cannot monitor Alice's transmission to Charlie and, likewise, that Charlie cannot intercept Alice's transmission to Bob.
Quantum secret sharing (QSS) protocols divide into two types, depending on whether Alice's secret information is classical or quantum. We will look at how GHZ states can be used to share classical and quantum secrets 2 and analyze the performance of our GHZ systems in the single-photon error model. 
QSS for Classical Secrets
Alice, Bob, and Charlie measure on their own memories randomly in either the x basis or the y basis, where
After making these measurements, Alice, Bob, and Charlie publicly announce their measurement bases. Bob and Charlie individually have no information about Alice's measurement outcomes, but in half of the cases-i.e., when Bob and Charlie used the same basis and Alice used the x basis, or when Bob and Charlie used different bases and Alice used the y basis-they can work together to determine Alice's results by using the lookup table in Table 3 . For example, if they all measure in the x basis and Bob and Charlie both obtain the result x−, then they know that Alice has the result x+.
Alice, Bob, and Charlie keep the measurement results from the cases in which they choose appropriate bases and discard the others. By associating x+, y+ results with bit 0 and x−, y− results with bit 1, Alice now shares a joint key with Bob and Charlie with which she can encode classical messages.
In our error model, Alice, Bob, and Charlie will sometimes carry out the QSS protocol with an incorrect state from the ensemble of states in the basis (23). In an error event, it is possible for Bob and Charlie to obtain incorrect results from the lookup table. Shared key bits created with error states have error probability 1/2. Figure 3 . QSS bit error probabilities for dual-DPA and heralded-plus-DPA GHZ systems in the QSS protocol. These plots assume each DPA operates at 1% of its oscillation threshold, 5 dB excess loss in each source-to-memory path, 0.2 dB/km loss in each fiber, and Γc/Γ = 0.5 ratio of memory-cavity linewidth to source-cavity linewidth.
From the density matrices (24) and (31), we find that the bit error probability for classical information transmission via the QSS protocol is
for the dual-DPA system, and
for the heralded-plus-DPA system. The bit error probabilities (37) and (38) are plotted in Fig. 3 . Possible methods for improving the performance of our GHZ systems include purifying the three-party entangled state to reduce the number of error events or using classical error correction to transmit Alice's message.
QSS for Quantum Secrets
We now consider the performance of our GHZ systems for transmission of quantum information using the QSS protocol proposed in Ref. 2 . In this protocol, Alice, Bob, and Charlie share a GHZ state |ψ GHZ ABC = (|000 ABC + |111 ABC )/ √ 2, and Alice's secret is the qubit |ψ S = α|0 S + β|1 S , which she wishes to send to Bob and Charlie in such a way that they must cooperate to obtain this quantum information. The joint state of Alice, Bob, and Charlie-including Alice's portion of the GHZ state and her quantum secret-at the start of the QSS protocol is |ψ S |ψ GHZ ABC .
Alice initiates the QSS protocol by making the Bell-state measurements, {|ψ ± SA , |φ ± SA }, on her secret and her portion of the GHZ state. Alice then labels as (m, n) the two classical bits she derives from these measurements, using the following scheme: Bob and m ⊕ n to Charlie, using secure classical channels so that Bob cannot intercept m ⊕ n and Charlie cannot obtain m. It follows that neither Bob nor Charlie has any information about Alice's secret-even after receiving the classical information from Alice-because their marginal density operators at this point in the protocol can be shown to beρ B =Î B /2 andρ C =Î C /2, respectively, whereÎ is the identity operator.
For Bob and Charlie to learn Alice's secret qubit |ψ S , they must cooperate. Because the no-cloning theorem precludes making two copies of this state, either Bob or Charlie-but not both of them-will possess a replica of |ψ S at the end of the QSS protocol. Let us arbitrarily assume that Bob and Charlie have agreed to let Charlie be the recipient of this replica. Having made that agreement, Bob measures his portion of the GHZ state in the x basis, {| ± x B ≡ (|0 B ± |1 B )/ √ 2}, and he sends Charlie the result of this measurement along with Alice's m bit. Together with Alice's m ⊕ n-which he received earlier-Charlie now has all the information he needs to turn his portion of the GHZ state into a replica of Alice's secret via a local unitary operation.
Uncoded Performance
Let F be the average fidelity of the preceding QSS protocol when Alice's secret, |ψ S , is selected from a uniform distribution over the Bloch sphere. Using Table 4 , we compute the average QSS fidelity for the dual-DPA GHZ system to be,
and for the heralded-plus-DPA GHZ system,
Coded Performance
Quantum error correction can be used to improve the performance of the QSS protocol. We will illustrate this improvement by considering use of the five-qubit error-correcting code: Table 4 lists the output states that result from application of the QSS protocol-in which Alice, Bob, and Charlie assume that they have shared the GHZ state |ψ GHZ ABC -when in fact they have shared one of the states from the basis (23). From this table, we see that applying the QSS protocol, when a particular basis state has been shared, is equivalent to sending a qubit over one of the following three channels: We compare the performance of the dual-DPA and heralded-plus-DPA GHZ systems with and without coding. We assume the same operating conditions as in Fig. 3 .
whereP 0 = |0 0|,P 1 = |1 1|, andP 2 = |0 1|. Channel E A takes an input qubit α|0 + β|1 to the mixed state |α| 2 |0 0| + |β| 2 |1 1|, and channel E B gives the output state |β| 2 |0 0| + |α| 2 |1 1|. Because the density matrix for the {A, B, C} quantum memories is diagonal in the Eq. (23) basis, these three channel possibilities, {E I , E A , E B }, occur with probabilities
for the heralded-plus-DPA system.
The five-qubit coded QSS channel has the form
whereρ enc is the encoded qubit state and E i ∈ {E I , E A , E B }. We used simulations to evaluate the average fidelity for each of the 243 possible coded QSS channels. For each coded QSS channel, let n k be the number of E k components, k = I, A, B. The 243 channels were divided into 21 different cases, according to the distribution (n I , n A , n B ). The simulation results are displayed in Table 5 . The average fidelity of the coded QSS channel is then calculated, using the multinomial distribution for (n I , n A , n B ), as follows,
where F j is the average fidelity of the five qubit code given that a coded QSS channel in case j occurs; the j-dependence of (n I , n A , n B ) is as given in Table 5 . Figure 4 shows the average QSS fidelity for the dual-DPA and heralded-plus-DPA GHZ systems with and without coding. We see that the heralded-plus-DPA GHZ system has significantly better performance than the Case (n I , n A , n B ) dual-DPA system in the QSS protocol in both uncoded and coded operation. Coding improves the performance of the heralded-plus-DPA system for all path lengths shown in this figure, but beyond about 16 km source-tomemory path length coding reduces the fidelity of the dual-DPA system. The dual-DPA curves with and without error correction cross because the five-qubit code degrades performance when the incidence of multi-qubit errors is too high; the same thing occurs for the heralded-plus-DPA system, but at a much longer path length. Even when coding improves the fidelity, there is still a price to be paid: use of the five-qubit code reduces throughput by a factor of five.
Entanglement Purification
In this section an alternative approach for improving the performance of the GHZ system is studied: the use of an entanglement purification protocol. Let Alice, Bob, and Charlie possess a block of n mixed entangled three-party states. Through the use of local operations and classical communications, they can produce a smaller number m < n of GHZ states with arbitrarily small probability of error for large n. The yield of an entanglement purification protocol is defined as D = m/n in the limit n → ∞.
The entanglement purification scheme we shall consider is the multiparty hashing protocol.
11 Define the cat basis as the set of orthonormal states
where p, i 1 , i 2 = 0, 1. We call p the phase bit and i 1 , i 2 the amplitude bits. Given an initial mixed entangled statê ρ ABC , let H(p), H(i 1 ), and H(i 2 ) be the entropies of the phase and amplitude bits with respect to the diagonal Cat State cat-basis matrix entries ofρ ABC . From Table 6 , we find that the entropies of the phase and amplitude bits for the dual-DPA GHZ system are
Maneva and Smolin 11 have shown that the yield of the multiparty hashing protocol is
if the right-hand side is a positive quantity, and it is zero otherwise. Figure 5 compares the performance of the GHZ-state systems with and without the use of the multiparty hashing protocol. The left panel shows normalized throughput, DN success , versus source-to-memory path length, where N success = R Pr (ψ GHZ ) is the throughput of successful GHZ memory loadings/sec and yield Y = 1 when no entanglement purification is employed. The initial fidelities of the dual-DPA and heralded GHZ systems are quite high, so the throughput lost through the application of the hashing protocol is quite modest. Assuming perfect measurements at the transmitter and perfect qubit logic at the receiver in implementing the hashing protocol, the average QSS fidelity is unity in the limit of large block sizes. The major drawback of utilizing entanglement purification, as compared to the much simpler five-qubit error correction code, is the enormous amounts of quantum memory that are needed at the transmitter and receiver to realize the large block sizes that valildate use of the asymptotic yield expression (61).
CONCLUSION
A quantum communication architecture for long-distance, high-fidelity transmission and storage of GHZ states for quantum secret sharing has been studied. We derived the single-photon loading event model for the GHZ system for two different source configurations, and developed performance analyses for the GHZ-based quantum secret sharing of either classical or quantum information. We evaluated the classical bit error rate of classical information sharing and examined the fidelity of quantum information sharing. A preliminary assessment of the application of quantum error correction or entanglement purification showed that these techniques can improve the performance of the baseline architecture. In the case of a simple quantum error-correcting code, this improvement comes at the cost of a substantial reduction in throughput. In the case of entanglement purification, the cost is a dramatic increase in the amount of quantum memory that will be needed at each location. Figure 5 . Performance of dual-DPA and heralded GHZ systems with the multiparty hashing protocol. Left plot: Throughput of GHZ states with and without the hashing protocol. Right plot: Average fidelity for quantum secret sharing. With the hashing protocol, the fidelity of QSS approaches one as the block size n → ∞. We assume the same operating conditions as in Fig. 3 . EPP = entanglement purification protocol.
APPENDIX A. NUMBER STATE PROBABILITIES
Here we provide a derivation of the product number-state probabilities (14) 
It is easy to show, via series expansion, that,
where L n (·) is the Laguerre polynomial of order n. The probability of the product number state |mn SI is then 
We obtain the number state probabilities (14)-(17) by substituting n = 1, 2 into Eqs. (70) and (71).
