Mobile Ad hoc networks have emerged recently as an important trend of future wireless systems. The evolving wireless networks are seriously challenging the traditional OSI layered design. In order to provide high capacity wireless access and support new multimedia network, the various OSI layers and network functions should be considered together while designing the network. In this paper, we conduct brief discussion on current state of the art and performance optimization challenges like energy efficiency, cross-layer design and its congestion control.
The transmission range of a mobile node in the network is restricted to the node's circular dimensions, the radius of which is based on factors such as the power that is transmitted, sensitivity of the receiver and propagation loss model. The mobile ad hoc network will behave like a multi hop network with multiple nodes acting as routing nodes if the destination node is not confined within the transmission range of the source node. Because of the restricted wireless transmission ranges of each node, data packets are forwarded along multi-hop paths. The three kinds of traffic in MANETS are: i) Peer to Peer: Communication between two nodes with one hop. ii) Remote to Remote: Communication beyond one hop but existence of stable route. iii) Dynamic Traffic: Nodes are dynamic and routes are reconstructed frequently.
OVERVIEW OF CONGESTION PROBLEM IN WIRELESS AD HOC NETWORK
This section gives a brief introductory overview of the congestion problem. After a concise sketch of the overall problem, we will give an summary of how congestion is dealt with on the Internet, the TCP congestion control mechanism, to be exact. Next, we show why mobile ad-hoc networks pose new challenges to congestion control [6] .
The congestion problem
Adjustment of the data rate used by each sender in order not to burden the network in a network with shared resources is a prerequisite, where multiple senders contend for link bandwidth. Packets that cannot be forwarded are dropped when they arrive at a router. Accordingly, a surplus quantity of packets heading towards network bottleneck leads to many packet drops. These dropped packets might already have traversed a lengthy network path and thus devoured considerable resources. Besides, retransmission is triggered even more by lost packets which is an indication of additional packets been sent over the network. All these factors cause severe deterioration of the network throughput. The end result is zero data delivery with congestion collapse of the network if no appropriate congestion measures are not take up to control it. Such a situation occurred on the early Internet, leading to the development of the TCP congestion control mechanism [7] .
TCP congestion control
Congestion control is in the task assigned to the transport layer, in particular, of the Transmission Control Protocol (TCP), on the Internet. TCP merges congestion control with reliability mechanisms which lets congestion control to function without any explicit feedback requirements about the congestion state of the network as well as without direct intermediate node participation. All the TCP does it to monitor occurring packet losses when it wants to detect network congestion.
TCP uses cumulative acknowledgments: when a new segment arrives, a TCP receiver always acknowledges the finish of the correct and complete data received so-far. If out-of-order segments are received, i.e., some data is missing between the acknowledged and the newly arriving data, the last acknowledgment is resent (duplicate ACK).
A window-based additive increase -multiplicative decrease mechanism is employed in a TCP. When no packet losses take place, the window dimension is additively increased by one segment in every round-trip time. Where a duplicate acknowledgment is received, a TCP sender will presume that some packet reordering has taken place in the network. However, a congestion loss is assumed when the fourth copy of an acknowledgment (Triple Duplicate ACK, TDACK) is received. In such a scenario, the missing segment is replicated with the window size cut into half (multiplicative decrease). TCP also uses a timeout that is dependent on the round-trip computed time of the connection. The TCP concludes severe congestion when this retransmission timeout (RTO) elapses sans any acknowledgement. As a result of this, the window size is decreased to one and the unrecognizable segment is resent back. The timeout is doubled until the next retransmission attempt if no acknowledgment is received till then. Thus, there is exponential growth of this timeout.
A mechanism called slow start is engaged, which allows for a speedier convergence to the correct window size, during the first phase of a connection and after a timeout. While slow start is active, the window size is not increased for all the received acknowledgments and not just for one segment size for every round-trip time. This indicates that the size of the window grows exponentially during this phase. Two of the extensions and modifications of TCP are predominantly applicable out of the many proposed because they have been implemented for some MANET congestion control methods. When the delayed acknowledgments (DACK) [8] option is used, an acknowledgment is sent for every second segment only and not for every single segment, or after the expiration of some timeout at the receiver. This leads to the deduction of acknowledgement packets. The selective acknowledgment (SACK) [9] option allows for a more fine-grained feedback on missing segments than the standard cumulative ACK scheme. It is especially supportive if multiple segments in the same round-trip period are amiss.
Congestion in mobile ad-hoc networks
While TCP congestion control is highly efficient over the Internet, MANETs display some exceptional properties that generally affect the design of the appropriate protocols and protocol stacks in a substantial manner and of a congestion control mechanism in particular. The huge environmental disparities in a mobile ad hoc network pose huge problems for standard TCP.
The node mobility and a shared, wireless multi-hop channel are the principal properties of MANETs. Changes in routes are indicative of node mobility and of the intrinsically unpredictable medium which results in unsteady packet delivery delays and packet losses which are not to be construes as congestion losses.
Using a wireless multi-hop channel permits a single data transmission only within the interference range of one node. Hence, geographical close links are dependent on one another thereby influencing the manner in which the network congestion largely manifests itself. A typical Internet router is a dedicated host that is connected by high bandwidth links. Whenever there is Internet congestion taking place, it is generally focused on one single router. On the contrary, MANET congestions affect the entire area due to a shared medium where regions of network and not nodes are congested.
Packet losses, which normally depend on the network type, that are not due to network congestions can be found to occur more frequently in wireless networks. These results in negative reactions of TCP congestion control. The observation of packet losses is very difficult as the transmission times (as well as the round trip times) exhibit a high variation.
A single sender is accidentally or intentionally capable of causing a network collapse due to congestion owing to the relatively lower bandwidth of mobile ad-hoc networks. Severe imbalances can take place between flows due to the severe effect of a single traffic flow on the network condition. Traditional wire line networks like the Internet are not so prone to congestion-related problems as compared to wireless multi hop networks. We, therefore conclude that a balanced congestion control is the foundation for network stability and superior performance.
Because of the heterogenic nature of application scenarios for multi hop wireless networks, suitable congestion control solutions for a specific network and application will mostly depend on the properties and the function of the relevant network. Hence, there would be customized solutions for different scenarios instead of a single, general purpose one as reflected in this paper. A majority of these proposals do not represent complete, ready-to-use protocols, but rather solutions for a subset of the identified problems. These can serve as the basis for application-tailored protocol stacks. A few of the protocol properties are, however, important for a broader range of applications.
CONGESTION CONTROL IN WIRELESS AD HOC NETWORK
The past couple of years have seen the reception of extensive focus on the problem of congestion control both in the Internet context, in addition to an ad-hoc network context. Much of the research focus has been on modeling, analysis, algorithm development of end-to-end control schemes (such as TCP), and adaptation of such schemes to ad-hoc networks. Algorithms that unite and stabilize operations have been developed, given the routing path and the bandwidth constrains. However, in the context of a wireless network, another main constrain is due to the MAC (Media Access Control) layer. Most wireless MACs utilize a time-division strategy for accessing channel where at 
ADAPTIVE ROUTING TECHNIQUE FOR CONGESTION CONTROL
CONGESTION ADAPTIVE ROUTING (CRP): In this control technique, each node that appears on a route will alert the previous node whenever congestion is likely to happen. Once this happens, the previous node uses a "bypass" route to take a detour in order to evade the potential congestion to the first noncongested node on the route. The process will lead to a probabilistic traffic split over the primary and the bypass routes thereby reducing the chances of congestion in an efficient way. CRP is on-demand and consists of the following components [11] :
Congestion Monitoring
In order for a node to keep a check on the congestion status, a range of metrics can be used. Some of the main ones are the percentage of all packets disposed of due to lack of buffer space, the average queue length; the number of packets timed out and retransmitted the average packet delay, and the standard deviation of packet delay. Whenever the numbers escalate, it indicates that congestion is sprouting up. Either one of these methods can practically work with CRP. The congestions status of nodes can be additionally classified into three levels: "green", "yellow", and "red". A node is said to be "green" if it is far from congested, "yellow" if likely congested, or "red" if most likely or already congested. As discussed at a later stage, a bypass is a path from a node to its next green node. The next green node is the first green node that is at least two hops away downstream on the primary route.
Primary Route Discovery
The sender broadcasts a REQ packet to the receiver to locate a route to the receiver. As a response to the first copy of REQ, an REP packet is then sent to the sender by the receiver. The REP will travel back the same path that was previously taken by the REQ. This path becomes the primary route between the sender and the receiver. Nodes along this route are termed as primary nodes. Two tactics are often employed by us to decrease route discovery traffic and to get a better grip on network congestion problems: (1) the REQ is dropped if arriving at a node already having a route to the destination, and (2) the REQ is dropped if arriving at a node with a "red" congestion status [11] .
Bypass Discovery
An UDT (update) packet is regularly broadcast by a node to its neighbors. This packet comprises of the node's congestion status and a set of tuple f destination R, next green node G, distance to green node mg, each for a destination R that the node has a route to. The aim of doing this to make node N become aware of the congestion status of Nnext when N receives a UDT packet from its next primary node as well as to learn that the next green node is G which is m hops away on the primary route. Congestion is likely ahead if data packets continue to be forwarded on link N  Nnext if Nnext is yellow or red. N starts to discover a bypass route toward node G -the next green node of N known from the UDT packet because CRP tries to keep congestion from occurring in the first place. N begins to ascertain a bypass route toward node G -the next green node of N known from the UDT packet. This bypass search is comparable to the primary route search, except that: (1) the bypass request packet's TTL is set to 2 X m, and (2) the bypass request is dropped if arriving at a node (neither N nor G) already present on the primary route. As a consequence, it is more economical to locate a bypass and the bypass be disjointed with the primary route, barring that they join at the end nodes N and G. There is a probability that no bypass is discovered due to the manner in which the bypass request approaches G in which case; we go on using the primary route. But we also locate that the chance for a "short-cut" to subsist from one node to another on a route is important.
Traffic Splitting and Congestion Adaptability
The probability p to forward data on the primary link is set to 1 at the beginning (i.e., no data is sent along the bypass) at each node that has a bypass. Periodical modification is done on the basis of the congestion status of the next primary node and the bypass route. The congestion status of the bypass is the accumulative status of every bypass nodes. The key is that we should increase the amount of traffic on the primary link if the primary link leads to a less congested node and reduce otherwise. An example is demonstrated by Figure 1 , where the bypass from A is A X Y  C, from B is B Y Z E, and from D is D W F.
Multi-path Minimization
CRP endeavors to reduce the use of multiple paths so as to minimize the protocol overheads. If the probability p to forward data on a primary link nears the value of 1.0, it indicates that the next primary node is far from congested or the bypass route is extremely congested. In such a scenario, the current node bypass is eliminated. Likewise, if the next primary node is highly congested (p approaches 0), the primary link is disengaged and the bypass route becomes primary. CRP permits a node to have only one bypass in order to make the protocol very lightweight. By making use of a bypass, the protocol overheads are partially minimized due to short bypass lengths. Each bypass connects to the first non-congested node after the congestion spot, which should be just a few hops downstream.
Failure Recovery
CRP is a popular routing protocol that is capable of elegantly and swiftly recommencing connectivity after a link breakage by taking the help of currently available bypass routes.
CURRENT STATE OF THE ART
Akyol, U et al., [20] studied a jointly performing scheduling and congestion control in mobile ad-hoc networks. Network queues remain bounded and the resulting flow rates satisfy an associated network utility maximization problem was the conclusion of the proposal. They defined a specific network utility maximization problem and argued is appropriate for mobile ad hoc networks. They described a wireless greedy primal dual (wGPD) algorithm for combined congestion control and scheduling in wireless ad-hoc networks and compared its performance with the standard 802.11+TCP protocols.
Observation:
The spectrum is limited in most of the ad hoc networks, so that these ad hoc networks would benefit most from the performance gains of wGDP. But the proposed wGDP limited to unicast models. This wSDP need to be extend and verified for multicast traffics. wGDP also need to evaluate in the context of power and rate control Ahmed S. Nagy et al., [15] argued that due to mobility of nodes, and less power processing capability, manet is facing challenges those causes reduction in the lifetime of a node which increases cost parameters and decreases reliability parameters. The authors attempted to derive as solution to increase the lifetime of Ad hoc networks. They tried to achieve this by using Multi-path congestion and Power aware routing protocols".
To achieve the aim, developed protocols are SWARM-BASED routing and helped in incorporating power awareness and load balancing techniques. Here in the paper, swarm based techniques are efficiently defined as that is to define algorithms, systems or distributed problem solving architecture inspired from animal colonies like ants, bees etc. This paper is developed based on ANT-BASED swarm technique for implementing POWERANT process. SWARM intelligence techniques of ant are used here to achieve the goal of load balancing and power consumption. The novelty of the proposal is all 2 ideas that 1) Identifying the dynamic nodes which are is our area of interest.
2) The challenges the network is facing due to this less power capacity and lack of load balancing and to try solving it through swarm techniques instead of increasing the number of nodes.
In fact, the working procedure of the ant-based swarm technique is very interesting:
a. In basic, 1st the node initiated a packet called ANT and sends to forward nodes with an idea of gathering information about those nodes. The author also made design discussions which are productive and serial. In addition, presentation of system architecture and Routing algorithm is done efficiently. Eventually, the paper is able to solve the problem to low power capacity of nodes in AD hoc networks. The developed system is able to solve the MANET routing protocol issues. The main achievements of the work is
Incorporating power metric in routing Enforcing load balancing Making best use of load balancing.
As entire result, lifetime increased by 33%, decreased power skewness and cost parameters per byte.
Observation: The proposed model not considered an issue that incorporating incentive which helps the node in future to give value, basing on social helping. Another important factor it also has to focus on is controlling the QUALITY OF SERVICE. On a whole the work of paper is good and should concentrate on the above left areas.
The chances of success probability for transmission over wireless link are dependent on power given and scheduled transmission rate. But the problem to overcome is to get decentralization which is possible for the case of parallel channels. Algorithmic suggestions can be found for zero-full power allocations and by solving a maximum weighted matching problem over a conflict graph. Anastasios Giovanidis et al., [16] attempted to achieve fully distributed implementation by approaching the second problem with the arsenal of super modular game theory, where time (t) , destination nodes (d) and also predefined destination denoted by (s) will be divided. After solving and finalizing the model crawl up to two theorems those follows.
Theorem 1: The capacity region A of the wireless network under study is the set of all non-negative vectors x == (Xl, ... ,Xs) (each element of which denotes an incoming average data rate entering at node s E S and having destination d such that there exist multi commodity good put flow variables satisfying being, the optimal policy having achieved stability for vectors with
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name "GOODPUT BACKPRESSURE POLICY" and this good put region equals convex hull and then followed by the properties of success function 1) ql is strictly increasing in Pl and the log of the function is concave in Pl 2) ql is strictly decreasing and convex in Pk, Vk il, k E L 3) The log of the function has increasing differences for each pair of variables.
Theorem 2 the success probability function for the Rayleigh / Rayleigh fading case, given satisfies the above properties.
Proof: For the proof, the expressions of first and second order partial derivatives are required. That too, from the function is increasing in Pl and decreasing in Pj i.e., the achievement of Rayleigh's fading case that satisfies above properties and then its properties are seen followed by NUM problem based on dual composition in which there are inputs rate controlled problems solved for each commodity flow at the incoming nodes independently Xs == Us' -1 (As). Observe that by assumption Us'(xs) is continuous and monotone decreasing in IR+ (thus bisection) and the inverse of the function exists.
Since Us (xs) is strictly concave the solution is unique for each As and the scheduling problems The solution of (15) further provides the optimal multi commodity good put.
The scheduling problem consists of several other factors like relaxation, which further deviates to two more assumptions, they are:-Assumption 1: Each origin node chooses a single end node to transmit Assumption 2: Each node can transmit and receive at the same time, optimality conditions which explains about the divisions, a super modular game in which the discussions is about "POWER PLAYER" who belong to the set NP, each one of which represents a node and the set of feasible joint strategies IIP is identical to the set II of feasible power allocations. and "PRICE PLAYER" in which we prove them with theorems, this is then tailed with the scheduling algorithm having two phases, the best being "POWER UPDATE" phase, followed by implementation issues which allows scheduling algorithm to have well based applications where topology may change due to user to user modifications or as per requirement which is finally followed by stimulations which result for congestion control, routing, distributed power allocation when hop-by-hop retransmission is considered. A remark to two solutions would be exactly same if objective for would be concave.
Observation:
The two conditions, i.e., necessary condition, if the network is stable and sufficient condition i.e., if the system is stable under good put backpressure policy and this proof utilizes the Foster -Lyapunov stability criteria the data arrivals per slot a~ (t + 1) are realizations of i.i.d. random and the power allocation is based solely on the information on the current queue lengths and finally the random variables X, are analyzed for and secured.
Fatma Outay_y et al., [17] proposed a model towards an efficient Energy-Aware Service And Route Discovery scheme in MANET, the authors, "effect of various methodologies over energy engross of the instruments when IETFs MANET is used" and "testing if the Service Discovery Efficiency is economic for both cross-layer protocols" is dealt. This model also deals with the facility of rendering a cross-layer Service Discovery. This scheme regards to minify the engrossing of energy. It provides an Energy-Aware Service and Route Discovery Scheme called "EASARD". In this paper, this scheme is proposed depicting its effectiveness and it is compared regarding engrossing of energy with other "Integrated Protocol". The routing discovery scheme includes enhancing "Zone Routing Protocol" and embedding operating data within the directing protocols. The effect of various technologies over the energy engrossment of roving instruments is enhanced in this model. This method is sophisticated over cross-layer schemes which can be seen through the large modeling nature. The key aim of this proposal is to project the "scalability" and "affectivity" of the protocol efficiency assessment. For projecting the performance, the power engrossment and operation invention are considered.
Here, Bloom Filters which are utilized for explaining the operating data embedded in directing messages are explained clearly along with their IARP packet Format. The architecture and organization of the Jist/Swans is depicted in this paper. Jist/Swans simulator is an energy model utilized to compute the total power engrossment. They used this model and its changed version to enhance the integrated protocol. This is done by computing the average of invention engrossed power for every node.
The performance of the proposed methodology is explained using OLSR directing protocol (Optimized Link State Routing Protocol). Then, the advanced version of OLSR, called SD-OLSR which is an integrated methodology is explained. These techniques are employed in the directing layer. The EASARD protocol and SD-OLSR are distinguished and analyzed.
Many attributes are modeled to distinguish between EASARD and SD-OLSR which is done by utilizing Jist/Swans model. The parameters undertaken are Simulation area, simulation time, data rate, transmission range, Mac Layer, Wi-Fi radio bandwidth, zone radius, services offered, start up power, transmission power, reception power and the idle power.
The "hybrid directing protocol" called "ZRP" is integrated with the operation invention for every change. This combination is related and analyzed with the conventional directing protocol. The conventional protocols don't have the provision of "piggybacked" operation data. After comparing to the conventional protocol, it is distinguished with the "pro-active integrated protocol" called "SD-OLSR". The considered attributes here are their Energy effectiveness and the Economy. During the enhancement of EASARD, affect of several constraints are considered which include network density, node speed and zone radius. Whereas, while comparing EASARD and SD-OLSR, affect of network density, bit rate and node speed are explained.
While considering the attribute, evaluation of EASARD, the proposed model is related and analyzed with the standard ZRP protocols. It is done so to depict that piggybacking doesn't increment the energy engrossment and graphs are drawn related to them. The graphs drawn depict the similar curves and thus proving that piggybacking has no affect over energy engrossment. In the second consideration, this paper deals with relating and distinguishing EASARD with SD-OLSR within similar surroundings and considering similar parameters. This is done so to demonstrate that the proposed methodology is a better choice.
While considering second attribute the mean of invented operations per node and assessing their affect over the energy engrossment are computed. Here, the operation invention Cost in idle network and dynamic network are considered and compared. The parameters such as comparative quantity of broadcast and peer-to-peer network, packet quantity and their dependency over "promiscuous mode operation" are considered during the architecture and organization of the energy alert protocol.
The proposed methodology depicts an organization which combines service discovery operation and the conventional directing protocols. This is used to explain the difficulty of energy engrossment. Also, the conventional methodologies face ambiguity of packet routing at the time of operating and directing operations at the "Application layer". These operations are controlled by protocols used for accessing and finding data. EASARD is used to find the energy performance and affect of network density and node roving over it.
Test results projected by authors, which regularly operate equal integrated operation invention. These rely over "Pro-active directing protocol" and operate in both static and dynamic surroundings. EASARD explained, minify energy engrossment remarkably. It is also used to convey more operation invention rate. In the proposed methodology, operation invention protocol is combined with "hybrid" directing.
The authors evaluated the proposed EASARD protocol to show its gain in terms of energy consumption and service availability in different conditions, but they limited only to compare it to another similar but pro-active cross-layer protocol. It is necessary to compare with an application layer protocol to demonstrate its superiority in energy efficiency over all other service discovery protocols.
T.Senthil kumaran et al.,[18]
presented an early detection congestion and control routing protocol for wireless Ad-hoc networks called as EDAODV which detects congestion at a node level by calculating queue status value and finding congestion status. These Ad hoc mobile networks are made up of fine mobile nodes which communicate through a wireless medium which do not come fortified with any fixed backbone infrastructure. Congestion, which mostly occurs in those intermediate nodes, is prone to heavy data loss. The authors here presented a novel ideology in order to overcome this backdrop.
The process finds more non-congested alternate paths and chooses a best single path. Ad-hoc wireless networks are usually defined as an autonomous system of nodes connected by wireless links communicating in a multi-hop fashion whose main objective is to limit the delay and buffer overflow. Routing protocols of ad-hoc networks can be divided into proactive, reactive and hybrid protocols.
The main motivation of this paper is that congestion is a main cause for packet loss in MANET's. Early detection of congestion and control routing protocol is a unicast routing protocol for MANET. A complete design with an in depth evaluation for this routing protocol is presented in this paper elaborately. EDAODV comprises of the following components:\ i.
Route discovery which discovers route to the destination and broadcasts an RREQ packet toward the destination, the destination in return broadcasts an RREP back in the same path. ii.
Early Congestion Detection: another component of the EDAODV, which detects the early congestion by means congestion metric at a node. According to the authors a primary path of a node predicts its congestion status and periodically broadcasts a congestion status packet, due to the congestion at the primary route an alternate path was formed at the node. This is attributed under the bidirectional property of the EDAODV.
The congestion mechanism extends further into more of these as stated below:
A. AODV Routing Protocol B. Early Congestion Detection Techniques C. Bidirectional path discovery
Performance metrics like packet delivery ratio, end to end delay; simulation configuration; varying number of connections; varying CBR load; comes as a part of the performance study which compares EDAODV's performance to AODV routing protocols in MANET. EDAODV is a predictive congestion and control routing protocol in MANETs which had lost fewer packets than AODV that are not having congestion control mechanism because it tries to detect congestion in advance from occurring in the first place, rather than dealing with it reactively.
Observation: The bi-directional alternate paths discover concept of EDAODV design tries to find out non-congested alternate path and avoid congestion in the network. Their ns-2-based simulation has confirmed that the advantages of EDAODV demonstrated a significantly improvement of end-toend delay and packet delivery ratio over AODV. Currently they are implementing the EDAODV algorithm in the ns-2 simulator and in future they will be extended to other networks like WMN and WSN and study its performance.
Rahim Rashidi et al., [19] proposed a new protocol based on congestion control is laid stress on. All factors such as control of workload, stability and transfer on highly secured paths. Each node creates and controls the functioning of the networks termed as ad-hoc networks. Although the topology is dynamic it forms routes. All the nodes that act as the mobile routers control the entire message that pass by them. Some major problems do often occur in this method and hence some malicious nodes do occur. These malicious nodes will be carryout a series of attacks against the routing protocols to facilitate route serving. The model thus presented is categorized into three components: Trust agent, Reputation agent and Combiner agent. The major task of these nodes is to transfer packets only to those secured nodes available in the path. Thus the developed trust protocol is based on congestion control. Despite the method of sequential numbers in control packets it suffers two major attacks:
There is a high probability of malicious nodes to increase its number in this technique. This may lead to fallacious routes producing the least possible count. The model presented in this paper is classified into four components; Trust agent, Reputation agent, combiner agent and congestion control agent. Trust agent controls the level of trust at each node. Reputation node carries forward the message to all other nodes in the network. Combiner agent takes charge of trust received from the above two agents. And as per the information from combiner agent the congestion control agent loads message on all superior trust nodes. The main job of trust agent is to provide: Trust Derivation Trust Quantification and Trust Computation. The reputation agent performs its sharing task based on two popular techniques: Integrated Reputation Exchange and Independent Reputation Exchange. The combiner agent compares the above two agents' response and hence total trust value for each node is listed. This is done by a computer based technique on probability.
The congestion control agent considers the node energy for distributing load on the nodes with greater trust values. If the trust value of a node doesn't change within a desired time a node with lesser trust value is chosen. In the thesis two basic methods to set the congestion control agent are discussed. One method discussed is to find the highest amount trust node that does not change within the set time limit. In the AODV protocol proposed in the paper, the table is firstly read to find a route to the destination. In the cases where no routes are found, the ROUTE REQUEST packet is then set to find the respective node. After the search for the respective route is finished the path with least cost is determined. Therefore as per the routing 
CONCLUSION
The heterogeneity in Manet application scenarios not let to conclude a single and general purpose solution for all possible Manet application scenarios. The solutions discussed in this paper represent the solutions for a subset of the identified problems, which can serve as building blocks for application specific protocol stacks. The categorization of these congestion control models and their Manet application scenarios described in Table1. There is still a lot of scope for the development of new congestion prevention models in Manet protocols.
Particularly current experiments can be done to derive a generic cross layer congestion control stack for Manet. The further investigations in this context can consider two remarkable issues: 1. The support hops can be expected to equip with significant memory and computational power in relation to the available network bandwidth 2. And a certain homogeneity of the nodes in different application scenarios These two considerations offer many opportunities for a protocol design to exploit both cross-layer information and sophisticated support by the intermediate hops. Therefore in this field The experiments can be inevitable that leads to develop a generic cross layer congestion control stacks, which can easily adopt by various manet protocols.
