Abstract-Limited wavelength conversion and deflection routing are considered as viable methods to reduce the burst blocking probability in optical burst switched (OBS) networks. The question of which of the two methods is most effective has yet to be resolved. In this paper, an analytical model is derived that provides an accurate and quick means to evaluate and compare the effectiveness of limited wavelength conversion and deflection routing. First, an overflow load fixed point approximation model is derived for a single link in isolation. Then the single link model is integrated into a reduced load fixed point approximation model for a general network topology with deflection routing. The accuracy of the analytical model is verified through simulation.
I. INTRODUCTION
Optical burst switching (OBS) [3] , [6] , [7] refers to a rather broad class of experimental switching paradigms proposed to support Internet Protocol (IP) over wavelength division multiplexing (IP-over-WDM) in future terabit optical telecommunications networks. To assist vendors, telecommunications providers and researchers in making informed business decisions on the viability of OBS paradigms, performance evaluation methodologies are needed.
The concept underpinning OBS is as follows. IP packets are assembled into data bursts at an ingress IP router and transported to an egress IP router via a network of optical cross-connects (OXCs), which are interconnected through fiber links carrying hundreds of wavelength channels. A control packet precedes each burst by a time offset; the control packet is electronically processed at a sequence of OXCs to reserve a contiguous sequence of wavelength channels, known as a lightpath or route, for the pending burst. The pending burst is then entirely switched in the optical domain without acknowledgement (one-way reservation); that is, the burst is sent before it is confirmed that a lightpath can be reserved, from the ingress IP router to the egress IP router. Therefore, OBS effects reductions in the signaling overhead per IP packet and the signaling delay, and also avoids electronic bottlenecks.
A control packet may fail to reserve a lightpath. For example, two control packets may contend for a reservation period on the same wavelength channel. In such an instance, the burst corresponding to one of the contending control packets is typically blocked and its IP packets are lost. To reduce the burst blocking probability, and thus increase throughput, viable methods are needed to resolve wavelength contention. Three methods proposed to resolve wavelength contention arising in OBS [4] are as follows.
1)
Buffering -A contending burst is optically buffered at an OXC until a suitable wavelength channel is available. 2) Wavelength Conversion -A lightpath can consist of a contiguous sequence of different wavelength channels, thereby broadening the range of reservation alternatives.
(Note that without wavelength conversion a lightpath is assigned a specific wavelength.) 3) Deflection Routing -A contending burst is switched (deflected) at an OXC onto an alternative outgoing fiber link containing an available wavelength channel.
Since optical buffering has yet to overcome a number of technological limitations, we will analytically evaluate and compare the performance of limited wavelength conversion and deflecting routing as methods to reduce the burst blocking probability in OBS networks. The analytical model we derive provides a quick means, in comparison to a simulation model, to analyze the effect of adjusting the wavelength conversion range in combination with adjusting the level of deflection routing in a general network topology with OBS supporting IP-over-WDM. Such an analytical model provides a tool, potentially useful to vendors, telecommunications providers and researchers, for determining the wavelength conversion range and the level of deflection routing required to satisfy service level agreements (SLAs) and minimize network cost. For example, given a fixed level of deflection routing, the minimum wavelength conversion range can be determined to satisfy a specified burst blocking probability.
The remainder of this paper is organised as follows. In Section II, we derive an overflow load fixed point approximation model for a single link in isolation. Then, in Section III, we integrate the single link model into a reduced load fixed point approximation for a general network topology with deflection routing. We present simpler analytical models that assume no deflection routing and full wavelength conversion in [5] , [9] , respectively. In Section IV, we apply the new model to evaluate and compare limited wavelength conversion and deflection routing as methods to reduce the burst blocking probability in a sample network topology. The assumptions made in the model are validated through a simulation.
II. THE ISOLATED LINK MODEL
Consider a single isolated fiber link containing W wavelength channels. Let: W = {0, 1, 2, . . . , W − 1} be an ordered labelling of the wavelength channels; ρ be the load offered by external bursts arriving from outside the network; and, ρ be the in-route load offered by bursts arriving from adjacent fiber links. The load offered is the ratio between the arrival and service rates. Herein, we assume a normalized service rate of one.
Due to current wavelength conversion technologies, the maximum conversion range is limited to retain a large signal to noise ratio for the converted signal [2] . Consequently, an in-route burst arriving on wavelength i ∈ W can only be converted into a wavelength
and d is a small non-negative integer dependent on the maximum conversion range and the spectral width of a wavelength. The set N i is called the target range of wavelength i. In practice, an external burst arriving from outside the network can be allocated to any available wavelength. For the analytical model though, assume each external burst is independently allocated to target range N i , i ∈ W, with probability 1/W , independent of the number of available wavelengths in N i . Then the following wavelength conversion policy is adopted. For an external burst allocated to target range N i , or for an in-route burst arriving on wavelength i, N i is first randomly ordered and then the first available wavelength is selected. The burst is blocked if all the wavelengths in N i are unavailable. Thus, the external load offered to target range
Since each target range is offered the same external load, ρ/W , and since all fiber links adjacent to the fiber link under consideration contain the same number of wavelengths, W , it follows that the in-route load offered to each target range is ρ/W . And so, the total load offered to each target range is
Let X i (t) = 1, if wavelength i is available at time t; otherwise, X i (t) = 0. If the offered loads arrive as independent Poisson processes, then the process Y(t) (X 1 (t), . . . , X W (t)), is a Markov process comprising of 2 W states. Deriving the stationary distribution is difficult since for any (i, j) ∈ W × W, i = j, the processes X i (t) and X j (t) evolve dependently. Furthermore, for large W , computing the stationary distribution is intractable. Therefore, as a tractable approximation, consider the processes
, and assume they evolve independently for all i ∈ W, but account for the load overflowing from neighboring target ranges. Overflow loads originate from in-route bursts arriving on wavelength k, or external bursts that select wavelength k, k = i, that are offered to wavelength j ∈ N i . Let ρ i (j) be the overflow load offered to wavelength j ∈ N i . Since the processes X i (t) are assumed to evolve independently and since the total load offered, (ρ + ρ)/W , to each target range is the same, it will suffice, and save much computation, to only consider the evolution of X i (t) for some arbitrary i ∈ W, say i = 0. Henceforth, N , X(t), and ρ(j) will denote N i , X i (t), and ρ i (j), respectively, for some arbitrary i ∈ W.
The process X(t) consists of 2 2d+1 states and the process Y(t) consists of 2 W states, thus effecting a substantial reduction in the state-space given that d W .
A. Transition Rates
The balance equations for the process X(t) can be easily computed from the transition rates described as follows. Let e j be the vector of size 2d+1, with element j equal to one and all other elements equal to zero. For each state x, X(t) = x, define n(x) j∈N x j . For each state X(t) = x such that X j (t) = 1 (wavelength j unavailable), the transition rate to state X(t + dt) = x − e j is one; that is, the normalized service rate. For each state X(t) = x such that X j (t) = 0 (wavelength j available), the transition rate to state X(t
.
Note that n(x) = 2d + 1 since wavelength j is available. The stationary distribution, Π(x), of the process X(t) can be determined by solving the balance equations given by the transition rates described above with the normalization condition x Π(x) = 1. Since the external and in-route loads, ρ and ρ, respectively, are given, only the overflow loads ρ(j) need to be determined.
B. Overflow Loads
Let δ(N ) be the wavelength corresponding to target range N ; i.e., δ(N i ) = i. The overflow loads {ρ(j)|j ∈ N } consist of in-route bursts arriving on wavelength k and external bursts that select wavelength k, k = δ(N ), that are offered to
ensures that the target range cannot overflow to itself.
For every k ∈ M j , and every state X(t) = x, the probability that an in-route burst arriving on wavelength k, or an external burst that selects wavelength k, is offered to wavelength j depends on the statistic n j (x) i∈N,i =j x i . With probability 1/(2d + 1), bursts are offered directly to wavelength j, and with probability n j (x)/(2d + 1) bursts are blocked by other unavailable wavelengths, after which they overflow to wavelength j with probability 1/(2d + 1 − n j (x)). Therefore, the overflow loads are given by
where |M j | denotes the number of elements in the set M j . The dependence of the overflow loads on the stationary distribution Π(x) gives rise to a system of overflow fixed point equations.
C. Overflow Fixed Point Equations
For any given external and in-route burst load, ρ and ρ, respectively, the stationary distribution Π(x) that satisfies (1) may be found by considering the following successive substitution algorithm. For q ∈ I, let Π q (x) and ρ q (j), denote the stationary distributions and overflow loads, respectively, after iteration q. 1) Initialize: Set Π 0 (x) to some arbitrary distribution and
by the procedure outlined in Subsection II-A with overflow loads
3) Update: Update the new overflow loads ρ q (j) by the procedure outlined in Subsection II-B with the stationary distribution Π q (x). Then loop to (2).
Suppose the algorithm terminates at iteration Q. Let the state x * , X(t) = x * , be the state that all wavelengths are unavailable. The link blocking probability, p, is thus given by Π Q (x * ).
III. THE NETWORK MODEL Consider a network of OXCs, which are interconnected through fiber links carrying W wavelengths. Bursts are assembled at an ingress IP router and transported across the network to an egress IP router. There may be multiple ingress and egress IP router pairs. Before a burst is sent, a control packet is electronically processed at a sequence of OXCs to reserve a contiguous sequence of wavelengths, known as a lightpath or route, from the ingress IP router to the egress IP router, for the pending burst. For the simplest routing protocols, the route is typically limited to a single predetermined sequence of fiber links, known as the primary route. The burst is blocked if a suitable wavelength is unavailable at any fiber link along the primary route.
To reduce the burst blocking probability consider the following level ω deflection routing protocol. At each OXC along the primary route, if a suitable wavelength is unavailable on the outgoing fiber link belonging to the primary route, the control packet scans a predetermined sequence containing min{ω, ∆} alterative outgoing links, where ∆ is the total number of links outgoing from the OXC for which a deflection route can be established to the egress IP router. The scan terminates when a link containing an available wavelength is found, otherwise the pending burst is blocked. A sequence of alternative outgoing links are only determined for OXCs along the primary route and the ingress IP router.
The isolated single link model derived in Section II will now be integrated into a reduced load fixed point approximation for a general network topology implementing the deflection routing protocol described above.
Consider the following three assumptions. 1) External loads arrive as independent Poisson processes.
2) In-route loads arrive as independent Poisson processes.
3) Blocking events occur independently from link to link. The error introduced by the second and third assumptions will be quantified in Section IV.
Consider a level ω deflection routing scheme for an ingress and egress IP router pair. Let s and d be the ingress IP router and egress IP router, respectively. Let the ordered double (i, j) be a link from OXC i to OXC j that is traversed by either the primary route, or a deflection route. For expositional simplicity, assume the primary route and deflection routes are link disjoint.
Links are indexed according to the following convention. Suppose (i, j 1 ), and (i, j 2 ), j 1 = j 2 , are two alternative links outgoing from OXC i, for which deflection routes can be established to the egress IP router. If j 1 < j 2 , the control packet must scan outgoing link (i, j 1 ) before outgoing link (i, j 2 ). Accordingly, define the set of doubles
There can be at most one link preceding link (i, j), let h(i, j) denote the link preceding link (i, j). Let: ρ be the external load offered to the ingress IP router; and, ρ (i,j) be the in-route load offered to link (i, j). Note that the in-route loads all originate from the external load. Due to burst blocking ρ h(i,j) ≥ ρ (i,j) , which is known as the reduced load effect. The in-route loads offered to each link need to be determined such that the reduced load effect is considered.
A. In-Route Link Loads
For now, assume the link blocking probability, p (i,j) , is known for all links (i, j). Based on the independence assumption, a recursion of the form
can be solved to determine ρ i,j , i = s. For i = s , the recursion takes the form
The recursion is repeated for each ingress and egress IP router pair, then for each link (i, j) the resulting ρ (i,j) are summed to determine the total in-route load offered to link (i, j). Consistent with Section II, the in-route load offered to link (i, j) is equally proportioned to each of the W target ranges. Now assume the in-route offered load is known for all links (i, j). Based on the second and third assumptions, the link blocking probability, p (i,j) , can be determined by applying the single isolated link model developed in Section II, for each link (i, j).
B. Reduced Load Fixed Point Equations
The functional relation between the in-route offered loads, ρ (i,j) , and the link blocking probabilities, p (i,j) , gives rise to a system of reduced load fixed point equations. A unique solution of such a system is termed the fixed point (FP) and represents the true link blocking probability, p (i,j) , for each link (i, j). The existence of the FP is not guaranteed. However, extensive numerical experimentation has revealed an FP does exist for such systems of fixed point equations [8] . The following successive substitution algorithm is an efficient method to find the FP. For q ∈ I, let p q (i,j) and ρ q (i,j) , denote the link blocking probability and in-route offered loads, respectively, for link (i, j), after iteration q. . Then loop to (2) . Suppose the algorithm terminates at iteration Q. Based on the independence assumption, the burst blocking probability for an ingress and egress IP router pair can be determined given p Q (i,j) . This is the probability that a burst will be successfully transported from the ingress IP router to the egress IP router.
C. Burst Blocking Probability
Define F (i) {j|link (i, j) traversed by the primary route or a deflection route}. Let P i be the probability that a burst will be blocked given its control packet has reached OXC i but has not yet scanned any of the links outgoing from OXC i. Thus, the burst blocking probability is given by P s . A recursion of the form
can be solved to recover
Finally, if the superscript t = 1, 2, . . . , T is used to index each ingress and egress IP router pair, the mean burst blocking probability for the network is given by
The mean burst blocking probability, P B , is perhaps the most important measure of quality of service (QoS) in an OBS network. It is used to compare network topologies or routing protocols, and is also the main constraint in dimensioning.
IV. NUMERICAL EVALUATION
The objective of numerical evaluation is twofold: to quantify the error introduced by the assumptions listed in Section III, and to evaluate the benefit of limited wavelength conversion and deflection routing as methods to reduce the burst blocking probability in an OBS network.
Numerical evaluation will be considered for the backbone network topology shown in Fig. 1 . The network topology consists of 13 OXCs, some of which will also serve as ingress and egress IP routers, and 32 directional fiber links containing 80 wavelength channels. A total of 12 ingress and egress IP router pairs are selected. Primary routes are selected as in [5] , to represent a variety of route lengths, link sharing degrees and mixtures of external and in-route internal traffic processes. Deflection routes are selected as shortest hop routes to the egress IP router.
A simulation model is developed to quantify the error introduced by the assumptions in the analytical model. The simulation model assumes external loads arrive as independent Poisson processes, however, the simulation does not assume in-route loads arrive as independent Poisson processes and does not assume blocking events occur independently from link to link.
Figs. 2-4 show the mean burst blocking probability over a fixed range of external loads for a wavelength conversion range of d = 1, 2, 3, respectively. The external loads represent the external load offered by each of the 12 ingress IP routers. For each of the four wavelength conversion ranges considered, a deflection routing scheme of level ω = 0, 1 is implemented. We have shown in [9] that increasing the level of deflection to ω > 1 achieves a negligible reduction in the burst blocking probability. Furthermore, complicated deflection controls, such as wavelength reservation [9] , are required to prevent destabilizing effects. Note that ω = 0 is equivalent to no deflection.
Simulation results with 95% confidence intervals are shown in Figs. 2-4 to validate the assumptions considered in the analytical model. Observe that the simulation results are in good agreement with the results generated by the analytical model.
For this example, it is clear that increasing the wavelength conversion range or increasing the level of deflection routing significantly reduces the mean burst blocking probability, particularly for low loads. The question is which of these two methods is the most effective in reducing the mean burst blocking probability. Observe in Figs. 2-4 that increasing the level of deflection, ω, by one unit consistently reduces the burst blocking probability more than increasing the wavelength conversion range, d, by one unit. Furthermore, deploying wavelength conversion may require a costly upgrade of OXC technology. Therefore, it appears that deflection routing is marginally more effective than limited wavelength conversion, however, a combination of both methods is required to achieve the greatest performance benefit.
V. CONCLUSION
We developed an analytical model to evaluate and compare the performance of limited wavelength conversion and deflection routing as methods to reduce the burst blocking probability in general OBS network topologies. Such an analytical model provides a tool for vendors and telecommunications providers to quickly analyze, in comparison to a simulation model, the effect of adjusting the wavelength conversion range in combination with the level of deflection routing for different OBS network topologies and varying traffic loads. For the sample backbone network we considered, deflection routing marginally outperformed limited wavelength conversion as a method to reduce the burst blocking probability. However, the greatest performance gain is achieved with a combination of both methods.
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