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A novel secure quantum key distribution scheme using EPR pairs is presented. It has three
distinct features: 1) it is very efficient. Unlike existing quantum key distribution schemes, this
scheme uses all EPR pairs in distributing the key except those chosen for checking eavesdroppers;
2) this protocol has high capacity because each EPR pair carries 2 bits of key code while existing
schemes carry only one bit of key code; 3) this scheme can be used for distributing a common key
among arbitrary number of parties.
Since languages become the tool for communication, the desire and need to transmit secret messages from one person
to another begin. Then human have the cryptography – an art to transmit information so that it is unintelligible and
therefore useless to those who are not meant to have access to it. The most important classic cryptographic scheme is
public-key crypto-system [1], its safety relies on the high complexity of the factorization of large numbers. But with
the development of the quantum computation(QC), especially the Shor’s algorithm for factoring big numbers, the
systems once seemingly unbroken in practice will be agressed easily. Now in our information community, the safety of
transmission of secret information is more and more concerned worldwide. The problem of secure communication is
how to distribute key between the sender and the receiver safely. Quantum mechanics–one of the greatest discovery
of the 20th century, also enters the field of cryptography: if the key distribution makes use of quantum states, the
eavesdropper can not measure them without disturbing them. Thus the principle of the quantum mechanics can
help to make the key distribution secure. Currently, there have already been several quantum key distribution(QKD)
schemes: BB84 protocol [2], B92 [3], the EPR scheme [4], the 4+2 protocol [5], the six-state protocol [6], the Gold-
enberg/Vaidman scheme [7], Koashi/Imoto scheme [8] and so on. Experimental research on QKD is progressing very
fast, for instance the optical-fiber experiment of BB84 and B92 protocols have been realized upto 48 km [9] and
experiment in free space for B92 scheme has been achieved over 1 km distance.
Before presenting our scheme, we first introduce some notations. An EPR pair is in one of the 4 Bell states
j ψ1i =j 00i+ j 11i
j ψ2i =j 00i− j 11i
j ψ3i =j 10i+ j 01i
j ψ4i =j 10i− j 01i. (1)
Alice and Bob agree beforehand that j ψ1i, j ψ2i, j ψ3i, j ψ4i are encoded as 00,01,10,11 respectively. This
coding increases the capacity of our scheme. An ordered N EPR particle pair sequence is denoted by
[(P1(1), P1(2)), (P2(1), P2(2)), ..., (Pi(1), Pi(2)), ..., (PN (1), PN (2))]. We denote Pi(1) for one particle in the i-th EPR
pair, and Pi(2) for the other, i = 1, 2, . . . , N . We say that Pi(1) is the EPR partner particle of Pi(2) and vice
versa. The order of these N EPR pairs is maintained through out the QKD process. We can also take one EPR
partner particle Pi(1) from each EPR pair (Pi(1), Pi(2)) to form an EPR partner particle sequence [P1(1), P2(1),
..., Pi(1), ..., PN (1)]. An orthogonal collective measurement(OCM) is joint measurement of two particles onto the 4
Bell basis states. That is to say that an EPR pair in equation (1) is an eigenstate of this measurement. An OCM on a
Bell state gives us the information of the state and leaves the state unchanged, because Bell states are its eigenstate.
Our protocol is as follows. Alice produces an ordered N EPR pair sequence, [(P1(1), P1(2)), (P2(1), P2(2)), ...,
(Pi(1), Pi(2)), ..., (PN (1), PN (2))]. Then Alice takes one particle from each EPR pair to form an ordered EPR partner
particle sequence: [P1(2), P2(2), P3(2), ...,PN (2)]. The rest of the EPR partner particles form another ordered EPR
partner particle sequence: [P1(1), P2(1), P3(1), ...,PN (1)]. Alice send to Bob one ordered EPR partner particle
sequence: [P1(2), P2(2), P3(2), ...,PN (2)]. After Bob receives the ordered EPR partner particle sequence he tells Alice
through a classic channel (such as a telephoneline) that he has received the particle sequence. Bob keeps them and
waits for Alice to sends him the other particle sequence. Upon receiving notification from Bob, Alice sends Bob the
other ordered EPR partner particle sequence: [P1(1), P2(1), P3(1), ...,PN (1)]. After Bob receives these N particles,
he takes one particle from each particle sequence in order and performs OCM on them. He records the results of the
N OCM’s. The procedure is shown in Fig. 1.
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To check eavesdropping Alice and Bob publicly compare the OCM results on a sufficiently large random subset.
If the results are the same, the key transmission is successful and they can claim the remaining untested subset is
perfect and can be used as cryptographic key. Otherwise, it means eavesdropping.
Our scheme is secure. Suppose an eavesdropper, Devil, intercepts the particle sequence fPi(2), i = 1, ..., Ng, and
he keeps them. However he can not make OCM because he does not possess the other particle sequence. In order
to obtain the other particle sequence, he must send a particle sequence consisting N particles to Bob so that Bob
can notify Alice. The particle sequence sent by Devil to Bob may well be an EPR partner particle sequence from














N (2))]. After Bob receives this
false sequence, he gives Alice a notice and Alice despatches the other particle sequence [Pi(1), i = 1, ..., N ]. Devil
intercepts this particle sequence and makes OCM on the EPR pairs. At the same time, Devil must send the other
set [P ∗i (1), i = 1, 2, ...N ] to Bob and Bob can make the corresponding OCM. However the N EPR pairs that Devil
sends to Bob bears no knowledge of the EPR pairs Alice prepares. When Bob and Alice goes to public to check a
sufficiently large subset of the results of OCM, they can easily find the eavesdropper, Devil. In the case where Devil
intercepts only a small subset of the particle sequence, it is even easier for Alice and Bob to detect him.
Our scheme is as secure as the other schemes such as the BB84 and the EPR protocols. One distinct feature of
our scheme is its high efficiency in terms of the key sent to the number of EPR pairs(particles) used, since the OCM
results on all the EPR pairs are kept except those taken to be publicly announced to check eavesdropping, a necessary
cost for security. This is different from the EPR protocol or the BB84 protocol where only half of the EPR pairs or
particles are retained. Another advantage of our scheme is its high capacity since the 4 possible states of the EPR
pair carry two bits of information whereas in the EPR scheme(BB84) each adopted EPR pair(particle) carries only
one bit of information, in other words, N adopted EPR pairs can send 2N bits of key in our scheme. Because an
OCM does not destroy an EPR pair, all the EPR pairs in the ordered EPR pair sequence are all perfectly retained
after the transmission from Alice to Bob. Bob can use the same EPR pair sequence to another legitimate user, Clare,
using the same procedure as before. After they finish the transmission, Bob and Clare publicize a sufficiently large
subset of their OCM results to check eavesdropping. The key common to Alice, Bob and Clare are those OCM results
that are not chosen to check eavesdropping. In this way, the protocol can be generalized to a multi-party common
key distribution protocol with just a little modification.
Our scheme can be modified in various ways. For instance, the protocol we proposed here uses N EPR pairs, and
they are sent to Bob in two batches. Instead of sending them to Bob in two batches, they can be sent in several
batches containing smaller number of particles in each batch. For instance, they can be divided into two smaller
sequences, one with N1 pairs and another with N2 pairs, where N = N1 + N2. In this case, Alice sends first N1
EPR partner particle sequence to Bob. After Bob receives them, he notifies Alice and Alice then sends him the other
particle sequence of N1 EPR partner particles. After Bob receives them, he carries orthogonal collective measurement
and records the results. The remaining N2 particles are done similarly. In this case, we need two communications in
the classical channel.
In another variation, Alice sends the N EPR pairs to Bob each at a time: she sends first P1(1) of the 1st EPR
to Bob, and Bob receives it. After Bob receives it, Bob notifies Alice. Alice then sends Bob P1(2) of the 1st EPR
pair. After receiving P2(2), Bob makes an OCM on the EPR pair (P1(1) P1(2)) and records the OCM result. The
remaining N − 1 EPR pairs are then sent to Bob in this way one by one. In this variation of the protocol, there are
N classical communications, and the time it takes to complete is longer.
We see that in our protocol the key is produced by Alice before the transmission. In this respect, it bears resemblance
to dense coding [12]. In dense coding, Alice prepares an EPR particle pair (P1(1), P1(2)) and sends one particle P1(2)
to Bob. After Bob receives the particle, he makes one of the 4 unitary transformations: I,σx, σy and σz to this particle
and returns the particle to Alice. Then Alice makes an OCM and finds out what Bob has done to the particle. The
4 unitary transformations represents two bits of information. In this way, Bob transmits two bits of information to
Alice by just a single particle. However, there are essential differences between the two schemes, in particular, in
the security: in our scheme eavesdropping can be checked, but in dense coding it is vulnerable to eavesdropping [12].
In dense coding, an active adversary, Devil could effectively tap into the channel by intercepting all the particles on
their way to and from Bob, substituting others in a way as to impersonate Alice to Bob and Bob to Alice. Even
when Alice and Bob go to the public to check their results(Alice’s OCM result and Bob’s unitary transformation
type), they are still not able to find out Devil. Suppose Alice has an EPR pair (P1, P2), Devil has another EPR pair
(Q1, Q2). In dense coding, Alice sends P2 to Bob, but it is intercepted by Devil. Devil retains P2 and sends Q2 to
Bob. Bob mistakes Q2 as P2 and makes a unitary transformation on Q2 and sends it back. Devil receives Q2 and
makes an OCM to find out what Bob has done on it. Devil then uses this information to make the corresponding
unitary operation on P2 and sends P2 back to Alice. Alice receives P2 and make OCM on P1 and P2. Alice and Bob
have the same answer. In this way, Devil has successfully stolen the information.
If we define efficiency of a protocol as the ratio of obtaining L qubits key to costing N EPR pairs (or particles),
then in the previous scheme the efficiency
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η1 = L/N = (N/2− L1)/N, (2)
where L1 is the number of EPR pairs(particles) used in checking evesdropping. While in our scheme the efficiency
η2 = L/N = (2N − L1)/N. (3)
That’s to say, we can securely transmit more than N key code with N EPR pairs. When L1/N ! 0, the limiting
efficiency of η1 is 0.5, but the efficiency of our scheme η2 is 200%, a factor of 4 increase is achieved.
We do not go to possible implementation of the new scheme here. However it is worth pointing that the operations
employed here are all realizable in principle, for instance, the OCM was used in dense coding [12], the sending EPR
partner particles was used in quantum clock synchronization [13].
In conclusion, we propose a new QKD scheme, it is secure and efficient and has high capacity.
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Figure caption
Fig.1. Schematic illustration of the new QKD scheme
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