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ABSTRACT   
 
The objective of the study is to establish a perspective of risk management by doing 
an assessment of current risk management practices, especially in the aftermath of 
the 2008/2009 global financial crisis.   
 
Risk management, as a component of corporate governance, was analysed by 
addressing the following:  
- The nature of value-creating assets in business; 
- The primary challenges for risk management over the next three years; 
- The changing approaches towards risk management; 
- The role of legislation and external stakeholders; 
- The role of risk management in strategic planning; 
- The cost of risk management; and  
- The benefits of improved risk management capabilities. 
 
A survey was conducted in the form of a questionnaire in order to obtain primary 
information from business owners on the current role of risk management in their 
organisations as well as their view on the role of risk management going forward. 
Businesses operating in the Port Elizabeth and surrounding area with an existing 
relationship with Absa Business Banking Services participated in the study.  
Quantitative techniques were used to analyse the data that were obtained from the 
sample group.  
 
The study revealed that the role of risk management in enterprises is evolving into 
an integrated, enterprise wide risk management function that can be utilised as a 
source of competitive advantage, from both a funding perspective for Banks and a 
business perspective for business owners.  
iv 
 
Capitalising on risk management as a competitive advantage will ultimately lead to 
long term sustainability and profitability of South African business enterprises and 
the South African Banking system.  
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CHAPTER ONE 
 
1.1   INTRODUCTION 
 
The recent global financial crisis continues to be a severe shock to most enterprises. 
The initial economic downturn, the worst since the Great Depression, has affected 
almost all sectors of the economy, strongly indicating that most enterprises were 
totally unprepared for the intensity of the crisis (Eilertsen & Wilson, 2010). 
 
Among the many weaknesses exposed by the world‟s economic meltdown has been 
the inability of most major enterprises to manage risk effectively. Traditional 
approaches to risk management were overwhelmed by the speed and scope of the 
crisis as the situation spun out of control (Dewor & London, 2009).  
 
One major question that needs to be asked is whether businesses will learn from 
past failures to create new, proactive, agile risk management processes or whether 
they will continue on the road of mere compliance in order to survive in today‟s highly 
competitive business environment. The business environment is characterised by 
robust and continuous change with a strong expectation that organisations should 
strategise and adapt their processes accordingly to remain relevant. 
 
The research undertaken in this paper investigates the role of risk management in 
organisations after the financial crisis in order to provide an additional perspective on 
the matter. The focus of the study is on businesses across industries regardless of 
size in the Eastern Cape, specifically the Port Elizabeth Metro and surrounding area. 
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1.2     PROBLEM STATEMENT 
 
Risk is a variation from the expected outcome over time whilst Enterprise Risk 
Management (ERM) is described as a decision-making process that manages 
variation from Company objectives. The consequences of the variability are not only 
traditional losses but also the potential favourable outcomes and opportunities. 
Enterprise Risk Management (ERM) is fundamentally about preparing for the future 
more than creating a crisis response capability (Darroch & Weitzner, 2010).  
 
Altman & Cooper (2004:12) define enterprise risk management as a discipline that 
extends beyond crisis management and regulatory compliance to provide a tangible 
and structured approach for addressing both organisational as well as financial risks 
with the ultimate goal of working towards the enhancement of shareholder value and 
competitive advantage.  
 
The management of risk within an enterprise is often confused with compliance. 
Altman & Cooper (2004) further notes that traditional risk management focused 
mainly on financial and hazard risks while Enterprise Risk Management (ERM) 
stresses the management of operational and strategic risks.  
 
Welman( 2010:41) explains compliance from a two dimensional perspective with the 
first being an outward looking one that involves ensuring that the relationships 
between an enterprise and external partners and stakeholders are consistent with a 
given set of requirements and rules. Some of the rules are imposed by external 
authorities and some by the organisation itself. The second dimension of compliance 
is regarded by Welman (2010) as an inward looking one that refers to the attitudes, 
sentiment and actual behaviour within an organisation. 
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Companies face different types of risks today and research by Haman (2008) defines 
the top ten risks that companies face and recommends an Enterprise-wide Risk 
Management approach to counter and mitigate these risks. An integrated, systematic 
approach to risk management will enable organisations to turn risk into opportunity. 
Faris (2010) also comments that enterprise risk management has emerged as an 
important economic recovery and competitive business tool that equips the company 
with the right information to make decisions.  
 
Research by Funston & Galloway (2000) refers to orgnisations that use risk 
management to preserve and create value as value-building organisations. This 
entails managing basic processes extremely effectively, at low risk and low cost, and 
they constantly innovate by taking business and strategic risks successfully. And as 
a result, they are able to anticipate risks better than their competitors, enabling them 
to take risks that intimidate their competition. The authors refer to organisations that 
utilise risk management as a core competency  as risk capable organisations. 
 
Against the background of the above-mentioned research gaps, the present study 
conducts a quantitative and qualitative analysis of risk management by assessing its 
current and future role in enterprises. This is done to establish a perspective of risk 
management that will lead to the creation of high performance businesses that 
utilises risk management as a core competency to preserve and create value 
(Funston & Galloway, 2000).  
 
1.3 RESEARCH OBJECTIVES 
1.3.1 Primary Objective 
 
The purpose of the study is to establish a perspective of risk management by 
investigating its changing role in enterprises and whether South African Banks can 
derive positive value out of the risk transformation.  
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1.3.2 Secondary Objectives 
 
To achieve the primary objective, the following secondary objectives will be 
embarked upon: 
- To determine the value-creating assets in enterprises; 
- To investigate the primary challenges of risk management; 
- To determine the new approaches to manage risk; 
- To assess the impact of legislation and external stakeholders on risk 
behaviour; 
- To assess the role of risk management in strategic planning; 
- To investigate the impact of the cost of risk management on enterprises; and 
- To investigate the impact of improved risk management capabilities on 
enterprises. 
 
 1.3.3 Research Design Objectives 
 
The following research design objectives will be pursued in this study:  
- To conduct a secondary literature review on issues relating to risk 
management in both the global and South African environment; 
- To compile a questionnaire based on the secondary literature review which 
will be used to collect the primary data on the changing approaches to risk 
management.  
- To execute the data collection process by electronically mailing the 
questionnaires to a stratified sample of at least 65 Absa respondents who are 
registered businesses in and around the Port Elizabeth Metro.  
- To capture the data on the Excel computer software program. 
- To analyse the data by either utilising SPSS or STATITICA computer software 
programs.  
- To interpret the findings and make conclusions; and 
- To provide recommendations to the regional and national management teams 
of Absa Business Bank as a basis for understanding the behaviour of 
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business clients in recessionary times and to formulate action plans 
accordingly. 
 
1.4   RESEARCH METHODOLOGY 
 
Research methodology, also known as the research paradigm, is the way one thinks 
about research, how one collects and analyses the data and the way in which one 
writes the dissertation. Two types of paradigms have been identified, namely the 
qualitative and quantitative paradigms. 
  
Qualitative paradigm is concerned with qualities and non-numerical characteristics 
while a quantitative paradigm is all about data that is collected in a numerical form. A 
phenomenological paradigm tends to produce qualitative data and a positivistic 
paradigm tends to produce quantitative data (Collis & Hussey, 2003). 
 
The main advantage of a quantitative approach to data collection is the relative ease 
and speed in which the data can be collected. In this paradigm it is possible to use 
large samples while in a qualitative paradigm the sample size may be small. For 
example a case study may consist of one respondent.   
 
The research project will predominantly follow a quantitative paradigm because of 
the nature of the problem statement which requires the researcher to measure the 
relationship between the factors which impact on risk management.    
 
1.4.1 The Sample 
 
Convenience sampling will be used to select a sample of registered businesses in 
and around the Port Elizabeth Metro that banks with Absa Medium Business 
Banking Services. The sample will be stratified to include at least one business from 
an industry in order to obtain a balanced view of risk management that can ultimately 
be applied to any business regardless of industry or size. The contact details of 
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these companies will be obtained from the data base of Absa Medium Business 
Banking Services (ABB Medium). A structured questionnaire will be distributed (via 
electronic mail) to the identified businesses. Anonymity and confidentiality will be 
guaranteed. Follow-ups will be conducted to ensure a good response rate.  
 
1.4.2 The Measuring Instruments 
 
All variables will be measured using the shortened, 7-item version of the Accenture 
Global Risk Management Study (Accenture, 2009).    
 
The questions in all the above-mentioned instruments will be anchored on two to   
five-point Likert scales ranging from strongly disagree to strongly agree.  The 
proposed measuring instruments are depicted in Annexure A. 
 
All the variables will also be measured by calculating the mean scores for the 
responses to the questionnaire items.  For the purposes of this study a score of 
below 60% (a mean score of 3 on a 5-point scale) will be regarded as an indication 
of a low influence on risk management. 
 
The computer program SPSS will be used to analyse the data.  
 
1.5   LIST OF INTENDED CHAPTERS 
 
The research has provisionally been planned to include the following chapters: 
 
Chapter 1: Introduction to the research treatise;  
Chapter 2: Literature Review on risk management and aspects of corporate 
governance; 
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Chapter 3: Literature Review on the changing approaches to risk management; 
Chapter 4: Detailed description of the research methodology;  
Chapter 5: Interpretation of the data, justification of data as evidence and validation 
of evidence as knowledge as well as stating the theory; and 
Chapter 6: Summary, Conclusion and Recommendations.  
  
1.6    CONCLUSION 
 
The chapter outlined the purpose of the study to establish a perspective of risk 
management. The research will capture the changing nature of risk management by 
focusing on the assets that create value in companies, the changing approaches to 
risk management, the challenges of risk management, and the impact of risk 
management on strategic planning, the cost of risk management and the benefit of 
improved risk management capabilities. 
 
The following chapter illustrates the literature study on risk management and aspects 
of corporate governance.  
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CHAPTER TWO 
 
RISK MANAGEMENT AND ASPECTS OF CORPORATE GOVERNANCE 
2.1 INTRODUCTION 
 
Chapter two will address risk management as a key component of corporate 
governance incorporating aspects of internal control and ethics. The role of various 
sets of legislation and models of corporate governance and its impact on risk 
behaviour will be discussed. Before concluding the chapter, reputation as an 
intangible asset will be discussed. 
 
2.2 ENTERPRISE RISK MANAGEMENT  
 
Risk is an inherent and unavoidable element in the conduct of business and the 
optimum balance between risk and return is fundamental to business success. Every 
company, regardless of size, corporate structure or core business, must at some 
level anticipate and plan for the risks it faces as to improve the prospects of 
sustainability, growth and survival (Naidoo, 2002). This is referred to as risk 
management and is relevant to all business enterprises. 
 
A more simplified definition of risk management is provided by Burnaby & Hass 
(2009) where risk is defined as anything that gets in the way of an organisation 
achieving its objectives and the management hereof is thus referred to as risk 
management.  
 
Risk management cannot function in isolation and companies need to build risk 
management into their corporate strategy and daily operations. This approach has 
led to a concept commonly referred to as Enterprise-wide risk management (ERM) 
and includes the analysis of risks surrounding the development of performance 
measures, critical success factors and efficient systems based on corporate strategy 
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and corporate objectives to influence decision-making and managerial action plans 
(Burnaby & Hass, 2009). Enterprise risk management should address financial as 
well as organisational risks as explained by Altman & Cooper (2004).  
 
Risk management is often regarded as a cost item with no real return or value being 
received and hence the potential value and synergies of risk management‟s 
integration with other management functions are often ignored. 
 
2.3 THE ROLE OF RISK MANAGEMENT  
 
Risk management is regarded as a fully-fledged management function with activities 
such as quality control, market research and business forecasting falling within its 
scope (Valsamakis, Vivian, & DuToit, 2003).  
 
From an internal perspective, the optimal allocation of resources requires a balance 
between risk and return with any imbalance ultimately affecting sustainability and 
profitability. This view is supported by Valsamakis, Vivian and DuToit (2003) and 
states that risk management is closely linked to the corporate objectives of survival 
and growth.  
 
Cuy, Frigo and Paladino (2009) states that Enterprise Risk Management (ERM) 
enables organisations to identify and manage all significant risks in an integrated 
way as a broad portfolio of risk is covered.  Valsamakis, Vivian and DuToit (2003) 
proposed an integrated approach to risk management that is comprehensive, 
inclusive and proactive. The authors elaborated on this as follows: 
 Comprehensive 
- This requires the consideration of three key aspects of business 
organisations namely its strategy, its processes and its people; 
 Inclusive 
- All levels of the organisation must be involved. 
- Governance rules and principles should be defined and understood; 
and 
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- Proactive 
- Risks should be anticipated in advance and mitigated as far as 
possible by getting appropriate controls in place.  
Darroch & Weitzner (2010) highlight the goal of Enterprise Risk Management (ERM) 
as being both comprehensive and holistic.  
 
2.4 INTERNATIONAL RISK MANAGEMENT: COMPLIANCE AND THE ROLE 
OF CORPORATE GOVERNANCE 
2.4.1 International and local Corporate Governance Codes 
 
2.4.1.1 The Sarbanes-Oxley Act of 2002 (United States) 
 
Early in 2002, numerous corporate misdeeds were uncovered and disclosed by 
various regulatory bodies. The misdeeds derived from two main issues being false 
disclosures in financial reporting and other information releases and undisclosed 
conflicts of interest between corporations and their analysts, auditors and attorneys 
and between corporate directors, officers and shareholders (Rezaee, 2009). 
 
High-profile business failures eg. Enron and WorldCom were caused by financial 
statement fraud and concerns over auditors‟ independence and credibility have 
resulted in the loss of investor confidence in corporate America.   In response to 
these fraudulent disclosures and conflicts of interest, the US Congress passed the 
Sarbanes-Oxley Act of 2002 (commonly referred to as SOX) (Gitman, 2009).  
 
Rezaee (2009) argues that the compliance cost of SOX must be weighed against the 
expected compliance benefit. Academic research also suggests that good corporate 
governance is associated with higher profits, less risk, higher returns and less share 
price volatility.   
 
The goal of the Act is to improve transparency, timeliness and quality of financial 
reporting. The Act consists of various elements with the most relevant one being a 
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mandatory internal control system (Cappelletti, 2009). In order to comply with the 
various elements and set standards of SOX, most international listed companies 
have adopted the framework of the Committee of Sponsoring Organisations of the 
Treadway Commission (COSO) to create their internal control systems (Cappelletti, 
2009). 
 
The research by Cappelletti (2009) validates that a well-organized internal control 
system can contribute significantly to an organisation‟s overall performance.  
 
2.4.1.2 The Combined Code (United Kingdom) 
 
The Cadbury Committee was set up in the United Kingdom in 1991 due to growing 
concern over the reliability of reports and accounts of UK companies. This was 
followed by the Greenbury Committee in 1995 and the Revised Combined Code in 
2003. The revised Combined Code follows a principled approach (Rossouw, 
Prozesky, Burger, Du Plessis & Van Zyl, 2007).  
 
2.4.1.3 The King Report (South Africa) 
 
The King Committee on Corporate Governance was formed in 1992 under the 
auspices of the Institute of Directors (IOD) to consider corporate governance in 
South Africa. The King Committee released its first report in 1994. The revised 
version was released in 2002 and the most recent version was released in 2009.  
 
King III was necessitated by the anticipated new Companies Act of South Africa and 
changes in international governance trends since the release of the second King 
Report on Corporate Governance for South Africa (King II) in 2002 (King Committee 
on Corporate Governance, 2009). 
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2.4.1.4 Internationally 
 
The Organisation for Economic co-operation and Development (OECD) published 
the OECD principles of Corporate Governance which became an international 
benchmark for policy-makers, investors, corporations and other stakeholders 
worldwide. The revised draft was released in 2004 (Rossouw, Prozesky, Burger, Du 
Plessis & Van Zyl, 2007). 
 
Other pieces of legislation include the Bouton Report in France and the Cromme 
Report in Germany (Training on corporate governance, 2007). The various reports 
and Acts include four basic essentials common to all namely fairness, accountability, 
responsibility and transparency.   
 
2.4.1.5 Ceres Investors and Environmentalists 
 
Ceres is a coalition of investors, environmental organisations and public interest 
groups united to advance corporate responsibility. The coalition engages directly 
with companies on environmental and social issues. These companies are able to 
achieve competitive advantages by integrating environmental and social 
performance into their business strategies (Ceres Investors and Environmentalists, 
2009). 
 
Ceres Investors and Environmentalists (2009) cite the benefits that Ceres companies 
realise as follows: 
- Progress on transparency and disclosure; 
- Stronger relationships with stakeholders and enhanced reputational 
value; 
- Improved access to capital and positive relationships with 
shareholders; 
- Operational efficiencies and better internal management; 
- Better attraction and retention of employees; 
- Improved risk management; 
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- Ability to realise and opportunities and to innovate; and  
- Improved Corporate Governance. 
 
Commitment to environmental and social performance as well as open and 
transparent reporting on these issues are two of the most important requirements in 
order to become a Ceres company. The existence of this coalition clearly highlights 
the importance of environmental and social responsibility with companies like Coca-
Cola, Bloomberg, Ford Motor Company, General Motors Corporation, McDonalds 
Corporation and PepsiCo having joined (Ceres Investors and Environmentalists, 
2009). 
 
2.4.2 Compliance and Risk Assessment 
 
The concept of over-regulation is common today as businesses need to ensure 
compliance with rapidly expanding rules, regulations, charters and reporting 
requirements. Compliance has become an essential component in ensuring ethical 
business practices (Welman, 2010).  
The problem with compliance is that business does not recognise its value. Faris 
(2010) notes that risk management can be used to help make decisions that could 
improve the effectiveness of business operations. This clearly indicates that forced 
compliance is counter-productive and leads to the under-utilisation of organisational 
capability.  
Welman (2010) concludes by defining compliance as the commitment to a set of 
requirements out of principle and because it is practiced willingly, will be far more 
likely to do it consistently and efficiently.      
2.5 CORPORATE GOVERNANCE 
 
Gitman (2009) defines Corporate Governance as the system used to direct and 
control a company. It defines the rights and responsibilities of key stakeholders, 
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decision-making procedures and the way objectives will be set, achieved and 
monitored. 
Rezaee (2009) describes corporate governance as the way a company is managed, 
monitored and held accountable.   
Governance is concerned with overseeing the responsible, legal, ethical, transparent 
and effective achievement of national or organisational goals. Governance deals with 
the formation and stewardship of the formal and informal rules, laws, regulations and 
policies that regulate delivery of services in the public and private sectors. Boards 
(e.g. of Directors, Governors) appointed or elected according to specified conditions 
usually exercise governance (Demidenko & McNutt, 2010).  
 
Governance structures should be independent of executive structures - while 
including members of the executive - in order to represent the interests of the 
organisation's investors or stakeholders. Governance is usually exercised by 
distinguished 'elders', but also by stakeholder representatives (Carmen, n.d). 
 
Corporate Governance is integral to any business that wants to be a force in the 
local and global business arenas (Hough, Thompson, Strickland & Gamble, 2008).  
In pursuit and delivery of sustainable value, governance is regarded as a function of 
leadership and direction within a company, appropriate risk management and control 
over its activities.  
Increased value of the firm, enhanced business reputation, improved efficiencies and 
enhanced competitive advantages are regarded as some of the benefits of business 
governance (Hough, Thompson, Strickland & Gamble, 2008). 
Good Corporate Governance is not a guarantee against failure as business needs to 
take risk to be rewarded appropriately, but does ensure that the disclosure of risks 
are handled and communicated with wisdom and integrity in a timeous manner 
(Wixley & Everingham, 2002).   
Corporate governance is one key element in improving economic efficiency, which 
ultimately balances relationships between a company‟s management, its board, its 
shareholders and other stakeholders. Enterprise risk management (ERM) is a key 
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component of corporate governance. It provides a means of realising a company‟s 
objectives and monitoring performance of an agent by a principal. ERM can reassure 
the principal that their interests are being met through the diligent and efficient 
behaviour of the agent. A risk governance approach provides a sound foundation for 
an ethical ERM system and offers a robust approach to manage an organisation‟s 
risk profile. Good governance ensures that ethical values, codes, roles and 
responsibilities are implemented in a clear RM structure with a defined set of 
accountabilities (Demidenko & McNutt, 2010). 
 
2.5.1 Models of Corporate Governance 
 
Several differences exist between the models of corporate governance worldwide. In 
the United States and the United Kingdom, corporate governance focuses on 
aligning the interests of management with those of the shareholders. This approach 
has commonly become known as the Anglo-Saxon model of governance.  
 
In European corporate governance, the protection of all stakeholders‟ interests, 
including those of shareholders is emphasised. The capital ownership is also more 
dispersed in the United States than in Europe (Rezaee, 2009).  
 
The Japanese model focuses on consensus and building networks and thus lays 
emphasis on issues such as long term profitability and stable growth. In contrast, 
Indian practices tend to remain rooted in owner and family management, even in 
major global firms. Chinese governance is dominated by the role of the state as an 
owner and an economic partner, as well as a regulator (Griseri & Seppala, 2010).  
Griseri & Seppala (2010) summarise the various approaches to corporate 
governance comparatively as value-based approaches in some east Asian countries, 
approaches that elevate the shareholder above all else such as in the United States 
and the United Kingdom and mixed approaches that try to balance the interests of all 
stakeholders. 
Rezaee (2009) defines corporate governance effectiveness as the extent to which a 
company‟s corporate governance achieves its objectives in three categories, namely: 
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- Promoting efficient and effective operational, financial and social 
performance; 
- Creating shareholder value while protecting the interests of other 
stakeholders; and 
- Ensuring the integrity, quality, reliability and transparency of financial 
reporting. 
 
 
2.5.2 The Agency Problem 
 
An agent is defined as someone you pay to carry out services on your behalf. In the 
context of governance, an agent can be a director acting on behalf of other 
shareholders (Gitman, 2009).    
 
The Anglo-Saxon approach gives rise to the so-called agency problem. This 
phenomenon was noted by Adam Smith in 1776 as the perception that an agent is 
unlikely to take as much care over the area they are entrusted with as the person 
who actually owns it (Gitman, 2009). The agency problem is evident in corporations 
globally where huge bonuses are earned by management for short term 
organisational performance that might not be in the interest of the shareholders over 
the longer term. 
 
2.6 THE ROLE OF BUSINESS ETHICS 
 
Business Ethics focuses on what is good and right in economic activity and therefore 
focuses on morally evaluating economic policies and activities (Rossouw, Prozesky, 
Burger, Du Plessis & Van Zyl, 2007).   
The King Report on Corporate Governance for South Africa defines business ethics 
as the principles, norms and standards that guide an organisation‟s conduct of its 
activities, internal relations and interactions with external stakeholders (Institute of 
Directors, 2002).  
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Business ethics are the standards of conduct or moral judgement that apply to 
persons engaged in business (Gitman, 2009). Today ethics violations in business 
take the form of bribery or kickbacks or inappropriate procurement procedures. 
Business has evolved in such a manner that ethical violations are being justified to 
guarantee the longevity and sustainability of business. 
Transparency International (2008) compiled a report where countries worldwide were 
ranked on their possible likelihood to bribe for business abroad. The results of the 
report and key findings as tabulated below in Table 2.1, indicate that for too many, 
bribery has become routine business practice with better global standards becoming 
an absolute imperative.  
The report further found that companies based in emerging economic giants such as 
China, India and Russia, are perceived to routinely engage in bribery when doing 
business abroad (Transparency International, 2008). Belgium and Canada shared 
the first place in the 2008 Bribe Payers Index (BPI) with a score of 8.8 out of 10, 
indicating that Belgian and Canadian firms are seen as least likely to bribe aboard. 
The Netherlands and Switzerland shared third place on the index, each with a score 
of 8.7. At the other end of the spectrum, Russia ranked last with a score of 5.9, just 
below Mexico, China and India.  
Table 2.1: 2008 Bribe Payers Index 
Position / Ranking Country 2008 Score 
1 Belgium 
Canada 
8.8 
8.8 
3 Netherlands 
Switzerland 
8.7 
8.7 
5 Germany 
United Kingdom 
Japan 
8.6 
8.6 
8.6 
8 Australia 8.5 
9 France 
Singapore 
8.1 
8.1 
12 Spain 7.9 
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13 Hong Kong 7.6 
14 South Africa 
South Korea 
Taiwan 
7.5 
7.5 
7.5 
17 Italy 
Brazil 
7.4 
7.4 
19 India 6.8 
20 Mexico 6.6 
21 China 6.5 
22 Russia 5.9 
  
Source: Transparency International (2008) 
The Index above provides evidence that a number of companies from major 
exporting nations still use bribery to win business abroad despite awareness of its 
damaging impact on corporate reputations and the community. The higher the score 
for the country, the lower the likelihood of firms in these countries to engage in 
bribery aboard.    
 
Similarly, Transparency International also publishes the Corruption Perceptions 
Index (CPI) on an annual basis. This index ranks 180 countries of the world 
according to the degree to which corruption is perceived to exist among public 
officials and politicians. For this purpose, Transparency International defines 
corruption as the abuse of entrusted power for private gain (Transparency 
International, 2008). 
A higher score on the index out of ten means less perceived corruption with the 
annual results following a trend that indicates that seven out of ten countries and 
nine out of ten developing countries have a score of less than five points out of ten. 
Top scorers for 2009 include New Zealand in first place with a score of 9.4, Denmark 
with a score of 9.3 in second place and Singapore in third place with a score of 9.2. 
Most African countries are in the bottom half of the index with South Africa ranked 
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55th with a score of 4.7 and Zimbabwe ranked 146th with a score of 2.2 
(Transparency International, 2009). 
The 2010 index indicates that nearly three quarters of the 178 countries in the index 
score below five, on a scale from 10 (very clean) to 0 (highly corrupt). These results 
indicate a serious corruption problem with South Africa having had improved its 
position marginally from 55th to 54th (Transparency International, 2009).  
 
A KPMG Fraud survey that was done in the United States of America during 2009 
revealed that illegal/unethical conduct or behaviour and other unethical acts like 
bribery and corruption pose the most significant risk to an organisation in terms of 
fraud and misconduct (KPMG, 2009). Further literature searches have identified 
internal control, compliance and risk management as the most significant reasons 
why corporate failures have occurred.  
Based on the above it is evident that the perceptions of the country where 
businesses operate from have a significant impact on the overall perception of the 
business itself. However, it is the responsibility of business to ensure that risk 
management is conducted in such a manner that displays ethical behaviour.  
2.7 INTERNAL CONTROL 
 
Wixley & Everingham (2002) provide a definition of internal control as established by 
the Committee of Sponsoring Organisations of the Treadway Commission (COSO) 
as a process affected by an entity‟s board of directors, management and other 
personnel, designed to provide reasonable assurance regarding the achievement of 
objectives in the following categories:  
- Effectiveness and efficiency of operations; 
- Reliability of financial reporting; and 
- Compliance with applicable laws and regulations. 
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Internal Controls can thus be described as the compass for the business on course 
to profitability and efficiency. Effective Internal Controls can instil a sense of agility 
with management to have a pro-active rather than a reactive approach. 
Research by Burnaby & Hass (2009) supports this view and makes reference to the 
fact that the existence of a satisfactory internal control structure reduces the 
probability of errors and irregularities.   
Burnaby & Hass (2009) utilised research by the Committee of Sponsoring 
Organisations in defining the components of internal control as follows: 
- Internal environment 
o This entails the action, policies, and procedures that reflect the overall 
attitude of top management, directors and owners of an entity about 
control and its importance; 
- Objective Setting 
o This is a prerequisite for event identification, risk assessment and risk 
response; 
- Event Identification 
o Management identification of interrelationships between political 
events and the categorisation of events; 
- Risk Assessment 
o Management‟s consideration of the extent to which political events 
might have an impact on achievement of objectives; 
- Risk Response 
o Management‟s determination of how to respond to assessed relevant 
risks; 
- Control Activities 
o Policies and procedures that help ensure that management‟s risk 
responses are carried out; 
- Information and Communication 
o Information to be identified, captured, communicated in a form that 
enable personnel to carry out their responsibilities; and 
- Monitoring 
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o A process that assesses both the presence and functioning of its 
components and the quality of their performance over time (Burnaby & 
Hass, 2009). 
Based on the above, the management of risk forms an integral part of corporate 
governance. Failure to manage risks can hamper an organisation from achieving its 
desired financial results.  
The Committee of Sponsoring Organisations of the Treadway Commission (1992) 
states that internal control can help an entity achieve its performance and profitability 
targets and prevent current and future loss of resources. It can further help ensure 
reliable financial reporting and it can help ensure that the enterprise complies with 
laws and regulations and thereby avoiding damage to its reputation and other 
consequences. 
King (2009) concurs with this view and calls on the internal control function to play a 
larger role in risk management by offering an integrated, risk-based audit approach 
with a future focus 
King (2009) comments that the internal control function, while largely focused on 
avoiding loss and complying with regulations, is also perfectly positioned to help 
identify typical compliance risks. For example, anti-competitive behaviour and the 
consequent damage to a brand could be avoided or managed if internal audit is used 
to identify, quantify and report potential risks.   
However, in order to be successful internal control needs to be embraced by the 
entire organisation, including owners, management, directors, auditors and 
employees. 
2.8 INTANGIBLE ASSETS 
 
Risk management should consider risk to intangible as well as tangible assets. This 
loss of tangible assets can occur in terms of the Balance Sheet or a loss of intangible 
assets can occur which is regarded as any company‟s most valuable asset; its 
reputation (Cuy, Frigo & Paladino, 2009). 
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 Reputation is viewed as a major source of competitive advantage and one of the 
most important corporate assets. Haman (2008) states that reputation is the most 
difficult risk to protect, particularly for businesses operating in countries that are 
perceived as corrupt. Enterprises operating in monopolistic industries place a high 
value on reputation as these industries are often accused of non-competitive 
behaviour like price collusion.  
The Oxford dictionary defines risk as „the chance of bad consequences and 
reputation as „what is generally said or believed about the character of a person or 
thing‟. Murray (2003) notes that what is generally said or believed about the 
character of a company is the result of thousands of actions – the aggregate of all 
the positive and negative things a company does over years and says about itself 
and what others say about it. The consequence of this is that every day, companies 
are at risk of losing this valuable asset. Companies need to listen in order to respond 
to concerns. Failure to listen becomes failure to change and leads to loss of 
reputation (Murray, 2003).  
2.9 CONCLUSION 
 
Various corporate failures and the global economic crisis of 2008/2009 have 
emphasized the importance of risk management and compliance, and more 
specifically good governance and internal control.  
Risk and the management thereof has become the responsibility of every employee 
in the organisation. Risk management is no longer an isolated function but needs to 
be integrated with other management functions in order to achieve the goals and 
objectives of the organisation.  
There is a visible global shift in focus from short term profit gains to creating 
sustainable businesses. Any form of sustainability is only achieved with integration 
and hence it can be concluded that management functions need to be integrated and 
risk managed by way of internal and external compliance across enterprise functions 
and divisions.  
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Good governance ensures that there is adequate control over the strategy, direction 
and operations of an organisation to enable it to achieve its overall objectives. Good 
corporate governance adds shareholder value and is recognised as an effective 
mechanism for combating corruption and fraud (Training on corporate governance, 
2007).  
Chapter 3 will consider the changing approaches to risk management and corporate 
governance from a South African perspective.   
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CHAPTER THREE 
 
THE CHANGING APPROACHES TO RISK MANAGEMENT 
3.1 INTRODUCTION 
 
Around the world, the effects of the first global recession since World War II are 
being counted and calculated (Steyn, 2008). Various pieces of legislation have been 
passed to mitigate the future impact of a similar occurrence. In South Africa the 
impact has not been as severe due to the country‟s rather stable financial system 
and conservative regulatory environment ( South African Reserve Bank, 2010).   
 
Gross Domestic Product (GDP) is defined as the total value of final goods and 
services produced within the boundaries of a country in a particular period. A 
recession is defined as a decline in Gross Domestic Product (GDP) for two 
consecutive quarters (South African Reserve Bank, 2010).  
 
After a period of significant growth, evidenced by a buoyant property market in 2006-
2008, the country found itself in a recession until the first quarter of 2010. South 
African trade and industry have carefully navigated a path out of the recession with 
an increase in general awareness of risk from small, medium and large businesses 
and is busy positioning themselves accordingly (South African Reserve Bank, 2010).   
 
Unfortunately, not all businesses survived and the ones remaining are those that 
practiced superior governance principles coupled with strict controls that keep the 
business on course toward its goals and achievement of its mission. In hindsight and 
looking ahead, the business landscape underwent a complete make-over with the 
importance of risk management and its integration with the other traditional 
management functions such as marketing, finance, human resources and operations 
being more relevant than ever before (Sapa, 2010).  
 
This chapter will consider the types of risk organisations are exposed to regardless 
of size, corporate governance guidelines pertaining to South African businesses, and 
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various aspects of enterprise risk management as a component of corporate 
governance. 
 
3.2 THE CLASSIFICATION OF RISK 
 
Risk is classified in numerous ways with various literature confirming more traditional 
classifications like marketing risk, financial risk, resource management risk and 
environmental risk. An organisation, in seeking to earn a profit for its owners, is 
susceptible to the combined effect of these various risks.  
 
Valsamakis, Vivian and DuToit (2003) classfies the risk in a corporate environment 
according to three categories on the macro level, namely: 
- inherent business risks (end-economic risks);  
- incidental business risks; and 
- event (pure risks) 
 
3.2.1 Inherent Business Risks 
 
Inherent business risks include all activities, decisions and events which impact on 
the operating profit of an organisation. These type of risks cause fluctuations in the 
operating profit of the company and eventually in shareholders earnings. Business 
risk is further classified into systematic and unsystematic risk with the former 
referring to occurrences which affect the economy as a whole and the latter referring 
to variations affecting an individual company and which are unrelated to the rest of 
the economy (Valsamakis, Vivian & DuToit, 2003).  
 
Fraser, One and Simkins (2007) define inherent risk as a state that exists in the 
absence of any controls or mitigants. 
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3.2.2 Incidental Business Risks 
 
Incidental Business Risks are those that arise naturally from the activities of a 
business, but incidental in the sense that they do not form part of the main business 
of the organisation, yet are necessary to ensure the continuation of that business. 
The principle sub-category of incidental risk is financial risk which encompasses 
interest rate, liquidity, investment, credit and currency risk (Valsamakis, Vivian & 
DuToit, 2003). 
 
3.2.3 Event (Pure) Risks 
 
Event Risks are usually of a non-speculative nature that have no potential for 
showing a profit. These risks are usually related to a particular event or incident such 
as a fire, an explosion or crime. Event risks are referred to as insurable losses as the 
financial consequences of these losses may be transferred to an insurance company 
(Valsamakis, Vivian & DuToit, 2003).  
 
Inherent and incidental risks in South African corporations need to be managed by 
well-entrenched enterprise governance principles to ensure the achievement of 
bottom line goals in all aspects.  
 
A modern and more detailed classification of risk is provided by Haman (2008) and 
the top ten risks facing almost all organisations are cited as follows: 
i. Damage to reputation; 
ii. Business interruption; 
iii. Third-party liability; 
iv. Distribution or supply chain failure; 
v. Market environment; 
vi. Regulatory/legislative changes; 
vii. Failure to attract or retain staff; 
viii. Market risk (financial); 
ix. Physical damage; and 
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x. Merger/acquisition/restructuring and failure of disaster plan recovery (Haman, 
2008).  
 
3.2 SOURCES OF CORPORATE GOVERNANCE GUIDELINES IN SOUTH 
AFRICA 
 
The concept of corporate governance was formally introduced in South Africa in 
March 1992, with the formation of the King Committee on Corporate Governance. 
The King Committee produced its first report in March 1994 (King committee on 
corporate governance, 1994).  
 
King I went beyond the financial and regulatory aspects of corporate governance in 
advocating an integrated approach to good governance in the interests of a wide 
range of stakeholders, having regard to the fundamental principles of good financial, 
social, ethical and environmental practice (Vallet, Girard & Phalane, 2006).  
The main sources of corporate governance in South Africa are acts of Parliament – 
specifically the Companies Act (61/1973) – common law, the King Reports and the 
JSE Securities Exchange South Africa Listings Requirements (South Africa, 2009). 
2008 was the year of compliance within the law with the enactment of the New 
Companies Act no 71 of 2008, the Competition Amendment Act and the Consumer 
Protection Act.  
 
3.2.1 King I 
 
The King Report on Corporate Governance was issued in 1994 by the King 
Committee, headed by Judge Mervyn King, a former corporate lawyer and High 
Court judge. King I mainly emanated from the fact that South Africa required a 
blueprint to provide guidance on corporate matters and the governance thereof (King 
committee on corporate governance, 1994). 
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King I was never seen as the final word on corporate governance in South Africa; 
instead, it served as a starting point in the development of corporate governance. In 
light of subsequent global changes regarding corporate governance, there was a 
need for the King Committee to review and develop King I (Vallet, Girard, & Phalane, 
2006). 
 
3.2.2 King II 
 
In the second report, King II incorporates a Code of Corporate Practices and 
Conduct in South Africa. This code set out principles which all companies and their 
boards and directors should observe in conjunction with other statutes, regulations 
and authoritative directives regulating the conduct of companies, boards and 
directors. While the code sets out the basic requirements on corporate governance, 
it has not been given the force of an act of Parliament, although it has had an impact 
on how companies should be and are managed and evaluated (Vallet, Girard, & 
Phalane, 2006).  
King Committee on corporate governance (2002) improved on King I and provided 
an integrated approach that considered all stakeholders and approached reporting 
on an integrated basis rather than focusing only on the financial aspects of 
governance. King II is regarded as the world‟s most progressive inclusive model of 
corporate governance (Hough, Thompson, Strickland, & Gamble, 2008). 
King II principles are compulsory for listed companies, banks, financial entities, 
insurance companies, public sector enterprises and agencies but excludes 
companies not listed on the Johannesburg Securities Exchange (JSE).  
 
3.2.3 King III 
 
The King Committee on Governance issued the King Report on Governance for 
South Africa – 2009 and the King Code of Governance Principles – 2009, together 
referred to as “King III” on 1 September 2009. The issuance of King III was 
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necessitated by the new Companies Act of South Africa no 71 of 2008 and changes 
in international governance trends since the release of the second King Report on 
Corporate Governance for South Africa (King II) in 2002 (Price WaterHouse 
Coopers, 2010) 
Like the first and second reports, the third report is aimed at promoting good 
corporate governance in South Africa. In the first two reports, the King Committee 
did not make any effort to explain its relevance to civil society organisations (CSO‟s). 
The King Committee was noticeably more concerned with the governance of 
commercial companies (Hendricks & Wyngaard, 2009). 
King III has now boldly declared that it applies to all entities regardless of manner 
and form of incorporation or establishment and whether in the public, private sectors 
or non-profit sectors. The report has been drafted in such a manner that every entity 
can apply the principles, and in doing so, achieve good governance (Hendricks & 
Wyngaard, 2009).   
Traditionally, private companies not listed on the Johannesburg Securities Exchange 
(JSE), Close Corporations, Section 21 Companies and Trusts excluded themselves 
from the Code. Various elements of King III are closely aligned with the Sarbanes-
Oxley Act (SOX) and in particular aspects of internal control and governance.  
However, King III is not legislation and is heavily skewed in both language and 
meaning towards the commercial sector. The Code is also heavily associated with 
the Companies Act of 2008 and considers governance practices from a market 
perspective. The civil society organisations (CSO‟s) might find aspects of the Code 
difficult to implement (Hendricks & Wyngaard, 2009).     
 
3.3 THE SOUTH AFRICAN LAW REFORM PROCESS 
 
Businesses are bound by the laws of the various countries that they operate in and 
affect the nature of risk management considerations that need to be taken into 
account. The 1973 Companies Act has been amended numerous times and in the 
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late 1990‟s it became apparent that there was an urgent need to reform South 
Africa‟s company laws.  
 
The government, through the Department of Trade and Industry (DTI), embarked on 
a process to develop a clear, facilitating, predictable and consistently enforced law to 
provide a protective and fertile environment for economic activity (Bowman & 
Gilfillan, 2010).  
 
The basis of the legal framework that was proposed for the new Companies Act 
comprised of an integration of the 1973 Act, the Close Corporations Act and the 
common law.  The first draft of the Companies Bill was published in 2007, was 
followed by a further three drafts before being approved by Parliament in November 
2008. It became law on 9 April 2009. However, the Act will only come into operation 
on a date to be announced by the President of the Republic of South Africa 
(Bowman & Gilfillan, 2010).  
 
3.3.1 Objectives of the New Companies Act 
 
The Department of Trade and Industry (DTI) identified five economic growth 
objectives of the Act to both business and anyone who wants to interpret the Act as 
follows: 
- Simplification; 
- Flexibility; 
- Corporate efficiency; 
- Transparency; and 
- Predictable regulation (Bowman & Gilfillan, 2010).  
 
3.3.2 Features of the New Companies Act 
 
Features of the New Companies Act that do not form part of the old Act include the 
following: 
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- The classification of companies into either profit or non-profit companies; 
- Stricter accountability and transparency requirements for state owned 
companies and public companies; 
- A codified standard for director‟s conduct and strict director liability provisions; 
-  A revised regime for takeovers and fundamental transactions; 
- A capital maintenance regime based on solvency and liquidity that abolishes 
the concept of par value shares and no minimal value shares; 
- A modern business rescue regime which is largely self-administered by the 
company; and 
- The Act is not as detailed and prescriptive as the current Act and allows 
Companies the flexibility to change certain requirements to suit their specific 
circumstances (Deloitte & Touche, 2010).   
 
3.3.3 The Consumer Protection Act (Act 68 of 2008) 
 
The Act introduces general principles of consumer protection and serves as an over-
arching governing statement on consumer protection matters in South Africa. It 
seeks to create and promote an economic environment that supports and 
strengthens a culture of consumer rights and responsibilities. The Act further seeks 
to promote fair, efficient and transparent marketing practices for consumers and 
businesses (Hendrikse, 2009). 
 
3.3.3 The Competitions Amendment Act 
 
The Act aims to regulate fair competition practices in South Africa and to strengthen 
the existing provisions of the Competitions Act. The primary purpose of the 
Competition Act is to improve the economic efficiencies of companies, thereby 
allowing consumers to enjoy lower prices, increased choice and improved product 
quality (Hendrikse, 2009). 
 
 32 
 
3.4 FORMS OF BUSINESS IN SOUTH AFRICA AND RISK MANAGEMENT 
 
There are a number of forms a business can take. In South Africa businesses can 
either be classified as private, public, or incorporated (Naidoo, 2002).  Unique to 
South Africa, businesses can also be operated as either sole proprietors or Close 
Corporations with the latter being a separate legal entity.  
 
Private Companies are not necessarily small companies and can have substantial 
balance sheets. Naidoo (2002) further emphasizes that it would be indeed an 
oversight to perceive private companies as entities with minimal turnover to whom 
corporate governance principles are of limited relevance.  
 
Besides sole proprietors, a further distinction can be made between Incorporated 
Companies and Close Corporations. Naidoo (2002) makes reference to an 
Incorporated Company as a special type of private company in which the directors 
have joint and several liability. This type of company is usually favoured by 
professional firms such as attorneys or auditors and is distinguished by the word 
„Incorporated‟ at the end of its name.  
 
A Close Corporation is also a limited liability vehicle that is characterised by its ease 
of operation and its statutory and regulatory obligations are less than that of   
Company. 
 
3.4.1 The pending changes due to the introduction and implementation of the 
New Companies Act 
3.4.1.1 Types of Companies 
 
The New Companies Act distinguishes between two types of companies, a profit or a 
non-profit company.  A profit company is defined as a company incorporated for the 
purpose of financial gain for its shareholders. A non-profit company is incorporated 
for public benefit and the income and property are not distributable to its 
 33 
 
incorporators, in effect thus a successor to the Section 21 Company as it is currently 
known (Absa Legal Counsel, 2009).   
 
3.4.1.2 Profit Companies 
 
Profit Companies can be: 
- State-owned Companies (SOC); 
- Private Companies [(Pty) Ltd] if not state-owned; 
- Personal Liability Companies (Incorporated); or 
- Public Companies (Ltd) (Absa Legal Counsel, 2009). 
 
3.4.1.3 External Companies 
 
An external company is defined as a foreign company that is carrying on a business, 
or non-profit activities in South Africa. In this context, carrying on a business includes 
holding meetings, establishing a bank account, establishing offices, acquiring or 
collecting debts, acquiring an interest in a property and entering into employment 
contracts (Absa Legal Counsel, 2009). External companies can register either as 
profit or non-profit companies and will then need to follow the relevant financial 
reporting and auditing or review standards.   
 
Regardless of the proposed changes and manner of establishment of the business 
as outlined above, risk management remains the same. Smaller businesses will 
have less stringent compliance and regulatory concerns but will still need to follow an 
integrated, enterprise-wide approach. This view is confirmed by Winks (2010) where 
it is commented by third parties that there is a commonly held view that risk 
management, and in particular Enterprise Risk Management is something that is 
only practiced by big business and state enterprises. Winks (2010) disagrees with 
this and comments further that smaller and medium enterprises can use Enterprise 
Risk Management to add value to their business operations.  
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Haman (2008) also states that smaller enterprises do not endure pressure from 
regulatory scrutiny, external shareholders and analysts but this does not necessarily 
mean that the risk management processes that is implemented should not be sound.  
3.5 CORPORATE GOVERNANCE IN SOUTH AFRICA 
 
Good governance is essential for the overall health of a country and its business. 
The practice of good governance assists in the development of a country‟s economy 
and serves to attract new investment. Research by the Institute of Business Ethics 
(IBE) in 2009 has proven unequivocally that companies with a clear commitment to 
the practice of good governance and ethical conduct outperform those which do not. 
Companies that deploy good governance practices within their operations and 
supply chain have enormous spin-offs, including investor confidence, economic 
growth, creating jobs, creating infrastructure, empowering people and fostering 
entrepreneurship (CGF Research Institute, 2009). 
 
South African corporate governance practices are considered relatively mature 
compared to emerging market peers, according to a Fitch ratings report published in 
January 2010. The report further cites that improvements in South African corporate 
governance are required, especially regarding transparency and disclosure of interim 
financial reporting and related party transactions and internal audit processes in line 
with King III corporate governance guidelines (Reuters, 2010).   
 
3.5.1 Corporate Failures in South Africa 
 
South Africa has had its fair share of Enrons and Worldcoms. While the South 
African corporate failures have reached nowhere near the magnitude of some of the 
corporate collapses in Europe and the United States of America, it had devastating 
effects on many minority shareholders and creditors. Examples of local corporate 
failures include Macmed, a healthcare company which collapsed in 1999, losing 
some R986 million. Afterwards it came to light that the company secretary of 
Macmed was an unrehabilitated insolvent (Armstrong, Davis, & Segal, 2005). 
 35 
 
 
Leisurenet, a lifestyle and health fitness company, collapsed in 2000, allegedly 
because of fraud committed by the two key executives and part-owners, losing some 
R1,2 billion. A number of corporate debacles have also occurred in the financial 
sector, resulting in the collapse or absorption of a number of second-tier banks 
(Armstrong, Davis, & Segal, 2005).  
 
In 2002, Saambou Bank, seduced by the high returns of micro-lending, collapsed 
mainly because of media reports that the bank was short of cash. This reports 
resulted in Saambou investors withdrawing over R1 billion between 7 and 8 February 
2002 (Naidoo, 2002).   
On 1 February 2007, Fidentia Asset Management was placed under provisional 
curatorship by the High Court of South Africa on application by the executive officer 
of the Financial Services Board (FSB). The FSB told the court that its inspectors 
could not trace over R680 million of the more than R1,6 billion of investors‟ funds 
managed by Fidentia Asset Management (Pty) Ltd (Steenkamp & Malan, 2009) . 
 
 
3.5.2 Corruption in South Africa 
 
Transparency International ( 2008) defines corruption as the abuse of public office 
for private gain. Corruption has plagued human society throughout history and 
continues to manifest itself in many nations of the world, and in most instances 
developing nations where there are high levels of poverty and unemployment.  
 
For some time, international agencies such as the World Bank has focused on 
corruption as the single most important aspect for achieving good governance 
(Bissessar, 2008). 
   
As mentioned in Chapter two, South Africa has improved its rating from 55th to 54th in 
the 2010 survey results that were released. With this in mind, South Africa is still not 
experiencing the levels of corruption found in other African countries such as 
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Somalia, Zimbabwe and Angola. However, this still impacts on local enterprises and 
a concerted effort is required from business to ensure that risk management and 
ethics as components of good governance are entrenched in the organisation 
(Transparency International, 2008).  
 
3.5.3 Essential components of Corporate Governance 
 
Corporate collapses not only impact on stakeholders (management, shareholders, 
CEO and employees) but also the economy at large. Alagiah, Dellaportas, Gibson, 
Hutchinson and Van Homrigh (2005) refers to the essential components of corporate 
governance as the parties or stakeholders, the principles, the culture and values that 
are supportive of corporate governance and the tools or mechanisms and means to 
apply effective governance principles that are suitable for the organisation as 
indicated in Table 3.1 below. 
Table 3.1: The essential components of corporate governance 
Component Examples 
The parties (people with a role to play in 
the effective governance of the firm) 
- Governing Body 
- CEO 
- Board of Directors 
- Management 
- Shareholders 
- Other stakeholders (customers, 
suppliers, employees, lenders and 
the community) 
The principles (a framework of effective 
governance) 
- Being a good corporate citizen 
- Robust, regular reporting, 
monitoring, review and evaluation 
- Robust compliance and risk 
management processes 
- Independent review and 
verification (internal control) 
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Culture and values that are supportive of 
effective governance 
- Honesty 
- Trust and Integrity 
- Openness 
- Responsibility and accountability 
The tools and means to apply effective 
governance principles that are suitable 
for the organisation 
- Codes 
- Charters  
- Committees 
- Delegations 
- Policies and Procedures 
 
Source: Alagiah, Dellaportas, Gibson, Hutchinson and  Van Homrigh (2005:120)  
 
3.5.4 The benefits of good governance 
 
Good governance deals with the basics of sound business practice and aims to 
promote greater business accountability, transparency and stakeholder confidence. 
Good governance leads business owners and managers to become more 
accountable for risk control in their enterprises (Roberts, 2010). 
 
Good governance improves business performance whilst improving the stakeholder 
relations of the company‟s supply chains. This results in increased trust and 
productivity which in turn results into greater profitability (CGF Research Institute, 
2009). 
 
3.6  RISK MANAGEMENT AS A COMPONENT OF CORPORATE 
GOVERNANCE 
 
The management of risk is an area that is receiving increased attention at both 
national and international levels. A systematic approach to risk management by 
corporate and government organisations is of increasing importance as the 
 38 
 
corporate and public sectors move to a more sophisticated approach to delivery of 
services (Smanjak, 2009).  
 
Sound corporate governance practice requires integration of risk management 
processes into corporate and business planning. Good corporate governance makes 
good business sense and it has been proven that countries with strong corporate 
governance practices attract capital.  
 
3.6.1 Enterprise-wide risk management 
 
An integrated view of risk management is required in order to achieve good 
governance, effective risk assessment and risk management on a company-wide 
scale (Altman & Cooper, 2004). One of the common misconceptions about risk 
management is that it is an end unto itself, independent of business objectives. 
Fraser, One and Simkins (2007) state that to implement enterprise-wide risk 
management effectively, all participants must clearly understand what the 
organisation is trying to achieve and how ERM will help bring it about. The entity‟s 
mission or vision is used as a foundation to establish strategic objectives and sets 
aligned objectives that is cascaded through the enterprise.  
 
3.6.2 Enterprise-wide risk management (ERM) and strategic planning 
 
Altman and Cooper ( 2004) make the point that as risk management continues to 
rise up the organisational agenda, many are finding that traditional corporate risk 
functions fail to meet the new demands placed on them, from both the modern 
business environment and regulatory bodies alike. The authors stress that effective 
ERM requires skills in strategic planning. Cuy, Frigo and Paladino (2009) takes the 
research a step further and present approaches for the integration of ERM into the 
strategic planning and strategy management process by highlighting certain strategic 
risks (shareholder value risk, financial reporting risk, governance risk and brand risk) 
that are more or less similar to the types of risks discussed in this paper. The 
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interdependency of the two organisational processes can clearly be seen from the 
comparison below in Table 3.2. 
 
Table 3.2: Comparison of organisational processes 
 Strategic Planning Enterprise Risk Management 
(ERM) 
Purpose and scope 
of the process 
Analysis of internal 
and external 
environments, 
organisational 
strengths, 
weaknesses, and 
threats leading to 
mission, vision, and 
strategic objectives of 
the organisation. 
Assess existing and emerging risks, 
devises organisational risk tolerance, 
and identifies effective risk 
management strategies. 
Time frames Typically three to five 
years with periodic 
review; more 
organisations have 
adopted rolling plans. 
Ongoing with periodic reporting. 
Organisational 
drivers and owners 
Driven by senior 
management but 
evolving to a 
combined top-down, 
bottom-up approach. 
Driven by board of directors and/or 
senior management with input from 
business-area experts often based 
on perceived industry or 
organisational risks. 
Expected outcome Articulates 
management‟s vision 
for success, including 
strategies expected to 
move closer to 
achieving the vision. 
Integrated business process that 
identifies, assesses, and better 
manages risks to the organisation. 
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Source: Cuy, Frigo and Paladino (2009:47).   
3.6.3 The challenges of Enterprise-wide risk management (ERM)  
 
The adoption of an enterprise-wide approach to risk management is not without its 
challenges. Haman (2008) cites the most significant challenge as the inability to 
demonstrate immediate quantifiable returns on an investment from an organisational 
perspective as a major impediment. Other challenges cited are the amount of time 
and resources required, cultural incompatibilities, inadequate information technology 
systems and a lack of knowledge and understanding of ERM.  
Similarly, research by Faris (2010) lists the following challenges: 
- ERM is treated largely as an academic articulation of current risks and not as 
a supporting tool for creating value for the business; 
- Risk management is viewed as an „extra‟ rather than an integral part of the 
business thought process; 
- Leadership is not sure how to make use of risk management; and 
- Risk management leadership does not have a clear view of the value this 
capability can add and subsequently cannot deliver a clear message to the 
rest of the organisation as to how risk management will tangibly impact the 
bottom line of the business.  
Funston & Galloway (2000) summarise only two challenges in the adoption of an 
enterprise risk management model: the opportunity to lower risk management costs 
and the need to achieve competitive advantage in a rapidly changing and evolving 
risk environment. Competitive advantage is highlighted as the main driver to develop 
an enterprise-wide risk management capability with the view that risk management 
has to become a core competency in order for the organisaton to become a risk-
capable organisation.     
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3.6.4 Value creation and Enterprise-wide risk management (ERM)  
 
The ability to create value at a higher level in relation to other competitors leads to 
competitive advantage. Ma (1999) defines competitive advantage as the assymmetry 
or differential in any firm attribute or factor that allows one firm to better serve the 
customers than others and hence create better customer value and achieve superior 
performance. The attributes could include location, supply chain advantages, brand 
name and reputation, experience or expertise and staff.  
 
In order to be a high-performing organisation, a series of competitive advantages 
needs to be built and achieved, one of which is risk management. The assets that 
create value in organisations are evolving constantly and Marr, Neely and Schiuma 
(2004) highlight that orgnisations need to be aware and understand what the key 
resources and drivers of performance and value in their organisations are. The 
authors define organisational assets as financial assets, human assets, culture, 
practices and processes and intellectual property. Ma (1999) proposes an integration 
of the generic sources of competitive advantage to sustain competitive advantage 
and this proposal is in line with the view of Marr, Neely and Schiuma (2004) that 
state that organisational assets should not operate in isolation but need to operate 
inter-dependently to create value.  
 
3.6.5 Enterprise-wide risk management (ERM) and the value of the enterprise 
 
Good risk management and ultimately good corporate governance does not 
necessarily lead to improved firm performance but bad governance is more likely to 
lead to poor firm performance.  It goes without saying that investors are likely to pay 
more for a well-governed company (Alagiah, Dellaportas, Gibson, Hutchinson, & Van 
Homrigh, 2005).  
Fraser, One and Simkins (2007) identifies another misconception regarding ERM in 
that ERM has no discernible effect on the value of the firm. The conclusion reached  
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by the authors is in line with the opinion of Alagiah, Dellaportas, Gibson, Hutchinson 
and Van Homrigh (2005) that states that the reduction in risk accomplished by 
effective ERM can help a company maintain or improve its credit rating and 
subsequent value.  
3.6.6 The benefits of Enterprise risk management 
 
Haman (2008) summarises the benefits of of enterprise risk management as follows: 
- Alignment of risk appetite and strategy; 
- Enhancing risk-response decisions; 
- Reducing operational surprises and loses; 
- Identifying and managing multiple and cross-enterprise risks; 
- Seizing opportunites; 
- Ensuring compliance with laws and regulations; and  
- Better able to deal with competition (Haman, 2008). 
Faris (2010) summarises the main benefit of enterprise risk management as offering 
a prospect of growth in profitability through better decisions.   
 
3.7 CONCLUSION 
 
If there is any lesson to be learned from the 2009 global financial crisis it is the 
importance of risk management. With the exception of micro and very small 
businesses that operate on a sole proprietor basis, a complete risk management 
system is vital to ensure that everyone in the organisation is moving in the same 
direction. 
 
It can be argued that risk management has become necessary for most companies. 
In the post-recession environment, risk management has become a necessary 
accessory to doing business and in ensuring business success and sustainability. 
Businesses without a risk management program are at risk of putting themselves at 
a competitive disadvantage that could ultimately lead to business failure.  
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Risk Management does not imply a total avoidance or mitigation of risk but ensures 
a balance of risk to ensure optimal returns for all stakeholders. Risk management 
does imply, however, that risk needs to be integrated with the various core functions 
of business to have the desired effects and positively influence organisational 
culture. 
   
The absence of an integrated risk management programme in some businesses in 
South Africa creates the danger that risks are either not identified at all or 
proactively. In order to achieve the corporate goals and objectives, risk needs to be 
applied in an integrative manner, the organisational culture should be sensitive to 
risk matters, good corporate governance principles need to be practiced and internal 
controls should be of such a nature that risk management forms part of business as 
usual.  
 
Chapter 4 will discuss the research paradigm, research design, sampling and data 
analysis that will be applied in the study. 
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CHAPTER 4 
 
RESEARCH METHODOLOGY 
 
4.1  INTRODUCTION 
 
The primary aim of this research is to assess how business enterprises in the Port 
Elizabeth and surrounding area manage risk in a changing environment. An 
important distinguishing element is that enterprises were not segmented in terms of 
size but a minimum turnover requirement of R5 million had to be met. Selected 
principles of corporate governance coupled with the experience of the enterprises 
particularly after the global financial crisis and recession are used as a framework for 
the empirical study. Chapter three underlined the various codes and legislation 
governing risk management and corporate governance in South Africa as well as the 
importance of integrated risk management. A literature study identified critical 
aspects of risk management and governance which lead and add value to the 
establishment of a risk culture in any organisation, regardless of size. The literature 
study further identified a strong correlation between profitability, sustainability and 
good risk management and governance principles which ultimately led to the 
concept of enterprise wide risk management. 
 
This chapter focuses on the research approach used for this study. The research 
design, methodology and data collection are discussed. The sampling procedure and 
size used is explained. The method of data analysis, which will be done in 
successive chapters, is also discussed. 
 
4.2  RESEARCH PARADIGM 
 
According to Leedy & Ormrod (2005) research is a systematic process of collecting, 
analysing and interpreting information (data) in order to increase understanding of a 
phenomenon. Collis & Hussey (2003) explain research as a systematic and 
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methodical process that ultimately increases knowledge. Research is a process of 
enquiry and investigation and must be conducted systematically using appropriate 
methods to collect and analyse the data (Collis & Hussey, 2003).  
The term paradigm refers to a basic orientation to theory and research. It includes 
basic assumptions, the important questions to be answered and the research 
techniques to be used (Neuman, 2003).  
 
The two main research paradigms or philosophies are positivistic or quantitative and 
phenomenological or interpretive, also known as qualitative. Research Methodology 
is the approach to the entire process of the research study (Collis & Hussey, 2003).  
 
The positivistic approach seeks the fact or causes of social phenomena, with little 
regard to the subjective state of the individual, thus logical research is applied to the 
phenomena. The phenomenological paradigm is concerned with understanding 
human behaviour from the participant‟s own frame of reference. The qualitative 
approach stresses the subjective aspects of human activity by focusing on the 
meaning, rather than measurement, of social phenomena (Collis & Hussey, 2003).  
 
A positivist approach is used to answer questions about relationships among 
measured variables, with the purpose of explaining, predicting and controlling 
phenomena. The intent is to establish, confirm or validate relationships and to 
develop generalizations that contribute to theory (Leedy & Ormrod, 2005). Collis & 
Hussey (2003) concur with Leedy and Ormrod (2005) and state that positivistic 
explanation consists of establishing causal relationships between the variables by 
establishing causal laws and linking them to deductive or integrative theory. 
 
Phenomenological research aims to seek a better understanding of complex 
situations and is often exploratory in nature. The research process is more holistic 
and „emergent‟, with specific focus, design, measurement instruments and 
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interpretations developing and possibly changing along the way. Qualitative research 
makes considerable use of inductive reasoning with the narratives from the data 
being more interpretive in an effort to capture the complexity of the phenomenon 
being studied (Leedy & Ormrod, 2005).  
For the purpose of this study, elements of both approaches have been combined 
and a mixed-method design of the two approaches has been followed. Collis and 
Hussey (2003) define the use of different research approaches, methods and 
techniques in the same study as triangulation. Adequate literature exists on risk 
management and related governance issues to follow a deductive approach but 
limited literature exists on the real impact of the global recession on smaller medium, 
medium and large enterprises. Both quantitative and qualitative data were collected 
for the study.  
 
 4.3 RESEARCH DESIGN: SURVEY 
 
Leedy & Ormrod (2005:183) define survey research as either a qualitative or 
quantitative process involving acquiring information about one or more groups of 
people by asking them questions and tabulating their answers. The goal is to learn 
about a large population by surveying a sample of that  population.  
 
Neuman (2003) states that a survey researcher often uses a sample or smaller 
group of selected people but generalises results to a larger group from which the 
smaller group was chosen 
 
 4.3.1 Data Source 
 
Collis and Hussey (2003:160) identify two main sources of data: primary and 
secondary. Primary data are collected at source and obtained in an uncontrolled 
situation by asking questions or making observations, or obtained in a controlled 
situation by making experiments. Secondary data are data that already exists and 
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are obtainable from books, documents and other media. A combination of primary 
and secondary data were used for this study. 
 
4.3.2   Question Design 
 
Neuman (2003) described the two types of questions applicable to surveys  as being 
open-ended questions and closed-ended questions. Respondents are free to offer 
any answer to an open-ended question whilst an answer must be selected from a 
range of answers in closed-ended questions. It is possible to assign ratings to 
answers. One such rating is the Likert scale also known as summated-rating, which 
is commonly used in survey research. Likert scales need a minimum of two 
categories such as “yes” or “no” to an answer. A score is allocated to scale and 
respondents score on a scale is computed by adding the number of responses given 
by the participants.  
 
A survey with closed-ended questions using a Likert scale of two and five was used 
for this research. Positivistic primary data were collected to establish the role of risk 
management in business enterprises by incorporating various principles of corporate 
governance.   
 
 4.4 SAMPLING 
 
Sampling is an indicator from whom the data is collected. A sample is made up of 
some of the members of a population. In a positivistic study a good sample is one 
which the results obtained can be taken to be true for the whole population (Collis & 
Hussey, 2003).   
 
 
 
 
 48 
 
 4.4.1 Sample Procedure 
 
The sample group for this research consists of a sub-sample of businesses that bank 
with Absa Medium Business Banking Services Eastern Cape in either a primary or 
secondary capacity. Absa Medium Business Banking in the Eastern Cape comprise 
of three business units servicing the George, Port Elizabeth and East London areas. 
The database of client business groups operating in Port Elizabeth and surrounding 
areas was utilised. In this context, a primary banking relationship is defined as one 
where the business group‟s main operating transactional accounts are held with the 
financial institution. A secondary relationship is defined as one where the primary 
accounts are not directly held with Absa Business Banking Services but links to a 
business credit group by means of a suretyship that was signed. A business group 
consists of individuals and businesses that are linked to each other via cross sureties 
and common shareholding in businesses.  
 
The business groups identified fit the definition of a smaller medium to large 
business with maximum business turnover in excess of One Hundred Million Rand 
per annum. Absa Bank has conveniently categorized their business client base into 
small businesses, those businesses that generate annual turnover up to R5 million; 
medium businesses, those businesses generating annual turnover up to R50 million 
and larger medium businesses that generate turnover in excess of R50 million. The 
same classification is applied for the purpose of the study. In terms of this 
classification, exceptions are evident with Absa Medium Business banking clients 
with turnover that is in excess of R50 million. Absa Bank agreed to make their 
database of primary and secondary clients available for the purpose of this research.  
 
Absa Medium Business Banking Services Port Elizabeth has 628 business groups 
on their books that operate in the Port Elizabeth area. Out of the population of 628 
business groups, a sub-sample of 65 business groups were selected, that is 
approximately 10% of the population, with an equal spread across the construction, 
transport, hospitality, retail, manufacturing and business services industries. As 
updated contact details of these entities were available, they were advised of the 
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survey via electronic mail. 40 of the respondents responded, reflecting a response 
rate of 62%.        
 
The benefit of using the Absa database was that the contact details of the 
businesses were guaranteed to be up to date and valid. The respondents were 
advised of the survey via electronic mail and telephone, which-ever were the 
preferred contact method as per information on file. The questionnaires were 
emailed with a response time of 21 days that was allowed. Telephonic and email 
reminders and follow-ups commenced after 15 days to ensure that completed 
questionnaires were returned.  
 
The objective of the questionnaire was to establish the existing approaches to the 
management of risk whilst at the same time identifying the current and future 
challenges of the discipline in order to establish a current perspective of risk 
management.  
 
 4.4.2  Data Collection 
 
Quantitative data were collected in the form of a survey with structured closed-ended 
questions. The answers to questions have been based on a two and five Likert type 
scale, which respondents have selected from options incorporated in the survey. The 
questions in the survey covered the following sections: 
 
i. Company background to establish industry or sector, the actual size of the 
business and location; 
ii. Current value-creating assets in business; 
iii. Primary challenges for risk management; 
iv. Changing approaches to risk management; 
v. The role of legislation and external stakeholders in risk management; 
vi. The role of risk management in strategic planning; 
vii. The cost related to risk management; and 
viii. Benefits of improved integrated risk management capabilities. 
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Electronic mails were sent to the business head of the Port Elizabeth Medium 
Business division to confirm that the research was set to commence on a specific 
date as an informal information session was held earlier this year. Letters were sent 
to the sample group via email requesting their participation, giving full details and 
purpose of the research. A confidentiality indemnity undertaking was drawn up to 
assure all participants that data collected would not be disclosed to third parties. All 
participants were requested to sign a participatory consent form, which allowed them 
to withdraw from the research project for reasons known to them at any point. 
 
 4.5 DATA ANALYSIS 
 
Data can be analysed by using either descriptive or inferential statistics. Descriptive 
statistics describe what the data looks like whilst inferential statistics make 
inferences about large populations by collecting data on relatively small samples 
(Leedy & Ormrod, 2005).  
 
Both descriptive, and inferential statistics were used with the collected data analysed 
and results presented in the form of tables, percentages, charts and graphs. The 
results were utilised to draw conclusions and formulate recommendations.  
 
4.5.1 Reliability and validity 
 
Reliability is concerned with the findings of the research. The findings can be said to 
be reliable if you or anyone else repeated the research and obtained the same 
results. Validity is concerned with the extent to which the research findings 
accurately represent what is happening in the situation (Collis & Hussey, 2003).  
 
The correlation between the responses from the various business entities and the 
findings will confirm reliability. The analyses of the survey will validate the 
information received from the questionnaire.  
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4.6 CONCLUSION 
 
The findings will be presented to the regional and national management teams of 
Absa Business Banking Services as a basis for understanding the behaviour of 
business clients in recessionary times and to formulate action plans accordingly. The 
aim is for Absa to add value to its existing business client base and non-clients by 
showing an increased understanding of the challenges faced by the businesses and 
to offer appropriate strategies and solutions to mitigate these risks. Annual review of 
facilities can thus be completed and finalised more robustly with an aim to bridge 
possible risk management gaps and valuable input can be provided to establish an 
enterprise wide risk management culture within its clients‟ businesses. 
 
The next chapter describes the analysis obtained from the data collected from the 
participants. 
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CHAPTER 5 
 
DATA ANALYSIS 
 
5.1 INTRODUCTION 
 
In this chapter, the information obtained from the questionnaires sent to the various 
business entities were analysed and interpreted to determine the current role and 
importance of risk management in organisations.  
The objective of the study was to assess the changing nature of risk management in 
business by establishing the current approaches to risk management, identifying 
current and future challenges of the discipline and to establish a perspective of risk 
management after the global economic downturn.  
The following section will discuss the findings in detail as per sample responses 
obtained.  
5.2 SAMPLE OF BUSINESS ENTITIES 
 
Chapter two makes reference to a so-called agency problem, where the agent is 
paid to carry out services for someone else, usually an employer or an owner. The 
basic premise of the principle is that agents do not take a long-term view on the 
business and is unlikely to take care of the business as well the actual owners.  
This would typically occur in bigger business enterprises where various managers 
are appointed to oversee the day-to-day management of the business without having 
a direct interest in the enterprise. In these instances, remuneration usually takes the 
form of salary and performance-driven incentives.   
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 5.2.1  Sample Response 
 
An email request to complete the survey was sent to 65 business entities. Of the 65 
entities, 40 responded to the request, reflecting a 62% response rate. 35 of the 40 
respondents indicated that they were indeed the owners of the business or have an 
interest regarded as substantial enough to be regarded as one of the owners.    
Graph 5.1 Ownership held in the business 
      
As can be seen from the graph above, 87% of the respondents indicated that they do 
own the business or have an interest in the business. As discussed by Gitman 
(2009) in Chapter two, this has a direct impact on the type and nature of decisions 
that are taken in the interest of the business. The graph confirms that most of the 
respondents who participated in the study are indeed the final decision-makers in the 
organisational structure. 
 
 
 
 
 
 
 
 
87%
13%
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5.3 GENERAL CHARACTERISTICS OF THE SAMPLE 
 5.3.1 Number of employees 
Graph 5.2 Number of employees 
 
As can be seen from Graph 5.2 above, the numbers of employees employed by the 
sample respondents are more or less evenly spread across all categories save for 
the categories of between 20 and 50 employees and above 100 employees. This 
spread indicates that the risk-management related actions and subsequent decisions 
of the business and individuals can have a severe impact on the output and 
profitability of a business due to the number of staff employed.  
As the number of employees increases, so does the level of risk management 
complexity.  
 
5.3.2 Annual business turnover 
Graph 5.3 Annual business turnover 
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Graph 5.3 indicates that 40% of the respondents generate turnover of up to R10 
million, 20% of respondents generate between R10 million and R20 million turnover, 
5% of respondents generate between R20 million and R30 million, 15% of 
respondents generate between R30 and R50 million whilst 20% of the respondents 
generate in excess of R50 million turnover.  
This spread indicates that the sample is representative of the composition of the 
economy with smaller and smaller medium businesses and larger corporate being 
regarded as the heart of the economy and a valuable source of job creation.   
5.4 VALUE-CREATING ASSETS 
 
In order to determine what assets are classified as those that create value in a 
changing business environment, respondents were requested to consider their 
business models and identify the assets that play an important role in their 
businesses.  
 
 5.4.1 Change in business model 
Graph 5.4 Change in business model 
 
The graph above indicates that 57% of the respondents have changed their business 
model over the past five years. 43% of the respondents have not changed their 
business models over the past five years. 
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5.4.2 The number of times the business model has changed 
Graph 5.5 The number of times business model has changed 
 
The graph above illustrates that of the 57% of respondents who have indicated that 
their business model has changed over the past five years, 22% indicated that their 
model changed once, a further 22% indicated that their model changed more than 
once and 13% has changed their model more than three times.  
Business models change as a result of changes in the immediate business 
environment and specifically in the industry in which the business operates. Industry 
changes in turn are affected by legal, political, economic and other socio-economic 
factors in the local and international environments.  
 
5.4.3 Complexity of the business environment 
Graph 5.6 Complexity of the business environment 
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The graph above illustrates the respondents‟ feelings towards the general business 
environment over the past three years. 95% of the respondents were of the opinion 
that the business environment is more complex than three years ago while 5% of the 
respondents felt that the environment has remained static with no visible change.  
 
5.4.4 Important business assets 
 
Important business assets include customers, employees, suppliers, an 
organisation‟s brand, its reputation, processes and balance sheet. Depending on the 
type of industry a business operate in, these assets can be classified in order of 
importance or it can be rated as equally important. Chapter three highlights the 
interdependency between assets in order to create competitive advantage. 
The findings confirm that 75% of respondents rated all the business assets 
mentioned as equally important with 15% of respondents being of the opinion that all 
assets are important but regard a strong balance sheet as a secondary asset above 
the others mentioned. 10% of respondents rated a strong balance sheet and 
customers as the most important value-creating assets.  
 
5.4.5 Use of technology 
 
Technology used to be regarded as a highly competitive tool in the business 
environment with those enterprises lagging behind being at a distinct disadvantage. 
However, the changing business environment has also resulted in technology 
becoming part of an organisation‟s existence with the effective utilisation thereof 
leading to efficiencies in business.   
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Graph 5.7 Use of technology 
 
Graph 5.7 indicates that 80% of the respondents indicated that their businesses 
make extensive use of technology whilst 20% indicated that their businesses do not 
make extensive use of technology.  
5.5  PRIMARY CHALLENGES FOR RISK MANAGEMENT 
 
5.5.1 Availability of comprehensive technological solutions  
Graph 5.8 Availability of technology 
 
The graph above illustrates that the availability of comprehensive technological 
solutions to meet business needs were regarded as a significant challenge to 37,5% 
of the respondents, important to 47,5% of the respondents while 12,50% of 
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respondents regard this not as a challenge. 2.50% of the respondents were 
undecided.    
For those organisations at the forefront of technological innovation or those that do 
not require significant technological infrastructure, the availability of technology might 
not be a significant or important challenge. However, the fact that 85% of the 
respondents rated this as a significant or important challenge indicates that this is 
clearly an important risk management consideration. 
 
5.5.2 Alignment between risk management and business strategy 
Graph 5.9 Alignment between risk management and business strategy 
 
Graph 5.9 indicates that 87.50% of respondents regard the alignment of risk with 
overall business strategy as a significant and important challenge over the next three 
years. 12,50% of respondents were undecided or did not regard the alignment 
between risk and business strategy as a major challenge.   
Traditionally, risk was perceived as a separate function outside normal business with 
specific people and departments being assigned to the risk function. The responses 
have clearly indicated that this practice is changing with a strong need for alignment 
between risk and business strategy. This aspect was theoretically discussed in 
Chapter three. 
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5.5.3 Collaboration with business units 
Graph 5.10 Business unit collaboration 
 
The graph above indicates that 35% of the respondents regard the collaboration with 
other business units as significantly important, 45% of respondents regard it as 
important while 7,50% of respondents regard the collaboration with other business 
units as not really important or not important at all. 12,50% of the respondents were 
undecided and this might be due to the fact that their operations are not separated 
into distinct business units.  
Collaboration rather than internal rivalry is again a clear indication of the changing 
business landscape and a need to create alignment and integration throughout the 
organisation.  
 
5.5.4 Cost Reduction 
 
Cost reduction is an important aspect of organisational management and remains an 
important challenge for any organisation across industries.  
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Graph 5.11 Cost reduction     
 
The graph above confirms that costs remain an important challenge to any 
organisation and the management thereof can significantly improve an organisation‟s 
industry standing and profitability. Costs are not only quantified in monetary terms as 
any non-value-adding activity is regarded as a cost.  
 
 5.5.5 Availability of resources 
Graph 5.12 Availability of resources 
 
The graph above illustrates that 53% of respondents regard the availability of 
resources and talent as an important challenge over the next three years whilst 47% 
rated this as significant. . 
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Availability of talent as an important resource is affected by public perceptions about 
organisations regarding their ethics, accountability and corporate governance. As 
discussed in Chapter two, reputation as an asset should be carefully managed and 
addressed on a continuous basis.  
 
5.5.6 Identification of best services to meet future needs 
Graph 5.13 Identification of best services 
 
The graph above illustrate that 40% of respondents rated the identification of best 
services to meet future customer needs as a significant challenge for the next three 
years. 40% also rated this as an important challenge. Customers have become more 
sophisticated and their needs are changing constantly. Business is being conducted 
in a global environment with information being freely available on the internet. 
Customer shopping patterns have changed and all these factors contribute to the 
challenge of identifying best practices to meet future customer and business needs.   
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5.5.7 Integration of processes/culture 
Graph 5.14 Integration of processes and/or cultures  
  
Graph 5.14 indicates that 22.5% of respondents regard this as a significant 
challenge, 37.50% regard this as an important challenge, 20% is undecided whilst 
20% does not regard this as an important or significant challenge for their 
organisations. The integration of processes and culture is important for 
organisational renewal as this creates opportunities for individuals and the 
organisation as a collective. This should happen in an open and transparent manner 
in order to derive maximum value.  
5.6 CHANGING APPROACHES TO RISK MANAGEMENT 
 
5.6.1 Level of Preparedness 
 
The recent financial crisis has caught a lot of businesses off-guard with no 
contingency plans. Other businesses were also caught off-guard but were prepared 
as their risk management capabilities allowed them to hedge against the economic 
downturn.  
The Graph below indicates that 45% of survey participants were well prepared for 
the economic downturn with 55% of participants being undecided or not prepared at 
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all. These findings are a clear admission that “mistakes were made” and that change 
are necessary in the approach to risk management.  
 
Graph 5.15 Level of preparedness to face economic and financial turmoil 
 
5.6.2 Proposed new approaches to risk management 
5.6.2.1  The integration of risk across functions has to be increased.  
Graph 5.16  The integration of risk across functions has to be increased 
 
 
95% of participants agreed that the integration of risk across functions need to be 
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5.6.2.2  Risk Management responsibility between group and business has 
to be improved. 
Graph 5.17  Risk Management responsibilities between group and business units   
  
The graph above indicates that the risk management responsibilities between the 
wider group and business units need to be improved. 
 
5.6.2.3  Enterprise wide awareness for risk has to improve 
 
Graph 5.18 Enterprise wide awareness for risk has to improve 
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The graph above indicates that 97,5% of all survey participants agreed that the 
enterprise wide awareness for risk has to improve and that risk management should 
be practiced at all levels of the enterprise.  
 
5.6.2.4  A risk culture must be developed and nurtured 
Graph 5.19 A risk culture must be developed and nurtured 
 
The graph above indicates that 95% of respondents agreed that a risk culture must 
be developed within an organisation and that it must be continuously nurtured and 
developed to increase risk management strengths and capabilities. 
 
5.6.2.5  Remuneration to incorporate a long term view 
 
Graph 5.20 Remuneration to incorporate a long term view 
 
95
5
0 20 40 60 80 100
Agree
Disagree
A risk culture must be developed and 
nurtured
92.5
7.5
0 20 40 60 80 100
Agree
Disagree
Remuneration to incorporate a long 
term view
 67 
 
Graph 5.20 indicates survey participants‟ acknowledgement that remuneration and 
incentives need to incorporate a long term view. In Chapter two, (Gitman, 2009) 
made reference to the agency problem and this changing approach of adopting a 
long term view can ultimately root out the agency problem.  
 
5.6.2.6  Risk management’s new function 
Graph 5.21 Risk management as a business function 
 
 
The graph above indicates that 80% of survey participants agree that risk 
management should move out of a compliance role into a business role. 20% of 
participants disagree and are of the opinion that risk should remain a compliance 
function.  
The findings clearly indicate and confirm that business acknowledge that the 
approach to risk and the management thereof needs to change.   
 
5.7 THE ROLE OF LEGISLATION AND EXTERNAL STAKEHOLDERS 
 
High-profile corporate collapses in the past; both locally and internationally, have 
resulted in major changes in financial reporting. Various examples of business 
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failures were discussed in Chapters two and three. The consequences of the recent 
financial crisis will certainly include stricter risk management measures and 
regulations being imposed both from an internal organisational perspective as well 
as from an external regulatory perspective. Welman (2010) states that good 
governance is dependent on compliance and ethical business practices. 
Respondents were requested to rank the importance of change in the business 
environment that has the potential to cause maximum increase in risk faced by their 
businesses and peers. 
 5.7.1 Formulation of new regulations 
 
Graph 5.22  Formulation of new regulations 
 
Graph 5.22 illustrates that 47,5% of respondents rated the formulation of new 
regulations as a very important factor that could cause a maximum increase in risk. 
45% of respondents rated this factor as quite important with 7,5% of the sample 
being undecided or rated the factor as of little importance. Thus 92,50% of the 
sample confirmed the formulation of new regulations as an important change agent 
in the business environment. 
5.7.2 Rapid technological change 
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Graph 5.23 Technological Change 
 
The Graph above indicates that 80% of respondents ranked the pace of 
technological change as an important factor affecting the business environment with 
the potential of increasing risk, if not addressed adequately. 20% of respondents 
ranked this factor as of little importance or were undecided. 
 
5.7.3 Political and social instability 
 
Graph 5.24 Political and social instability 
 
The Graph above indicates that 35% of respondents regard the potential impact of 
political and social instability as a risk to companies and their peers whilst 47,5% 
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regard it as quite important. 17,5% of the sample was undecided or did not regard 
social and political instability as an important risk factor. 
5.7.4 Competition for talent 
 
Competition for talent includes the right people with the necessary skills, abilities and 
capabilities that can possibly reduce the severity of the risk that originates from 
changing legislation and external stakeholders.  
 
Graph 5.25 Competition for talent 
 
From the graph above, 62.5% of respondents ranked competition for talent as 
important while 37,5% of respondents were undecided or regarded competition for 
talent of little importance. 
 
5.7.5 Industry reputation 
 
The good reputation of an industry is an important source of competitiveness to 
businesses operating in the industry and also an attraction mechanism for firms 
wanting to enter the industry. The perceived risk of doing business in an industry 
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with a good reputation is much lower than that of an industry with a less favourable 
reputation.  
Graph 5.26  Industry reputation 
 
 
Graph 5.26 indicates that 92,5% of respondents believe that industry reputation has 
the potential to cause maximum risk if not managed appropriately. 7,5% of 
respondents were undecided or rated industry reputation as a factor of little 
importance. The work by Haman (2008) emphasises the importance of intangible 
assets and is applicable to both the organisation and the industry in which the 
business operates. 
 
5.7.6 Lack of credit capacity in the market 
 
The global recovery after the financial crisis is rather slow with reluctance from 
Banks to lend money. This has a direct impact on the ability of businesses to 
produce and operate at maximum capacity.    
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Graph 5.27 Lack of credit capacity in the market 
  
 
The Graph above indicates that 92,5% of respondents rate the lack of credit capacity 
as an important factor that can cause maximum risk as this will affect their ability to 
operate optimally. 7,5% of the sample was undecided or rated the lack of credit 
capacity as being of little importance.   
 
5.8 THE ROLE OF RISK MANAGEMENT IN STRATEGIC PLANNING 
 
The involvement of risk management in some of the critical aspects of managing a 
business and making decisions is critical and has been confirmed by the survey 
participants. For a significant number of survey respondents, integrated risk 
management is essential to effective strategic planning.   
 
5.8.1 Risk management needs to be integrated with strategic planning 
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Graph 5.28 Risk management needs to be integrated with strategic planning 
 
 
The Graph above indicates that 97% of respondents indicated that risk management 
needs to be incorporated into strategic planning. 
 
5.8.2 Enterprise wide awareness of risk needs to be improved 
 
Graph 5.29 Enterprise wide awareness of risk needs to be improved 
 
The Graph above indicates that 97% of respondents are of the opinion that an 
awareness of risk needs to be improved at all levels within an enterprise. 
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5.8.3 The strategic alignment between business strategy and risk needs to 
improve. 
 
Graph 5.30 The strategic alignment between business strategy and risk 
 
The Graph above indicates that 97% of the respondents would like the strategic 
alignment between business strategy and risk to improve. 3% of respondents 
indicated that strategic alignment is either not necessary or regarded as adequate.  
 
5.8.4 Effective risk management increases innovation and leads to 
 enhanced business planning. 
 
Graph 5.31 Effective risk management increases innovation and leads to    
enhanced business planning 
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The summarised survey results above indicate that 95% of respondents believe that 
effective risk management increases innovation levels and ultimately leads to 
enhanced business planning.  
 
5.8.5 Risk Management needs to be incorporated into performance planning 
across all levels. 
 
Graph 5.32 Risk management needs to be incorporated into performance                              
planning across all levels 
 
 
Based on the above analysis, 97% of respondents felt that risk management needs 
to be incorporated into performance planning across all levels in an organisation. 
This might be due to several factors, of which an obvious one is individual 
accountability and ultimate responsibility.   
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5.9 THE COST OF RISK MANAGEMENT   
 
The perceived cost of risk management is often a deterrent for business to apply and 
practice prudent principles of risk management and governance. The complexity of 
the risk environment has cost implications that are a concern to companies 
especially after the recession and given the financial constraints under which 
businesses are already operating. 
 5.9.1 The monetary cost of risk management 
 
Graph 5.33 The monetary cost of risk management 
 
The graph above indicates that 60% of respondents have experienced an increase in 
monetary cost pertaining to risk management over the past three years in their 
organisations whilst 40% of respondents indicated that there has been no increase in 
the cost of risk management in their organisations. 
Several factors can be attributed to the increased cost of risk management with 
increased regulation and technological advancement being the most prominent 
factors. The increased cost of regulation is mainly due to increased compliance costs 
that results in higher staff costs as more staff need to be employed.  
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A previous graph indicated that 80% of respondents make extensive use of 
technology and hence the cost of replacement and enhancement of technological 
infrastructure being a relevant cost item that will naturally increase as business 
requirements change. 
Alagiah, Dellaportas, Gibson, Hutchinson and Van Homrigh (2005) states that a well-
governed company is an indication of long term value. Governance cannot be 
achieved without the compliance cost but Alagiah, Dellaportas, Gibson, Hutchinson 
and Van Homrigh (2005) indicates that investors would be willing to pay more for 
thses companies. 
 
5.9.2 The non-monetary cost of risk management 
 
The non-monetary cost pertaining to risk management was assessed by asking 
survey participants to rate the time employees spend on data management and 
cleansing of data, customizing and maintenance of information, risk report for 
internal use and compliance.  
5.9.2.1 Data management/data cleansing 
 
Graph 5.34  Data management/data cleansing 
 
The graph above indicates that 37,50% of respondents spend less than 20% of their 
working time on data management, 22,50% of respondents spend between 20% and 
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40% of their time on data management with an equal distribution of 17,5% of 
respondents spending each between 40% and 60% and between 60% and 80% on 
data management. 5% of respondents spend a significant amount of time on data 
management and data cleansing.  The most significant reason for the low 
percentage of time spent on this activity can be attributed to the fact that most 
companies make extensive use of technology and the function is either outsourced 
or automated. 
5.9.2.2 Customizing and maintenance of information 
 
Graph 5.35 Customising and maintenance of information  
       
 
Graph 5.35 indicates that 47,50% of respondents spend less than 40% of their time 
on the customisation and maintenance of information. 52,50% of respondents spend 
more than 60% of their time on the customization and maintenance of information.  
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5.9.2.3 Risk reports for internal use 
 
Graph 5.36 Risk reports for internal use 
      
The graph above indicates that more or less an equal spread of survey participants 
spend less than and more than 40% of their time on the generation of risk reports for 
internal use.  
5.9.2.4 Compliance activities 
 
Graph 5.37 Compliance activities 
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The graph indicates that 40% of all respondents spend more than 40% but less than 
60% of their time on compliance-related activities. 25% of respondents spend more 
than 60% on compliance-related activities.   
 
5.9.3 Risk and the business 
 
Improved risk management capabilities require both financial and non-financial 
investment.  
Graph 5.38 Financial investment in risk management 
 
The graph above indicates that that 90% of respondents agree that financial 
investment in risk management is necessary for business survival.  
 
Graph 5.39 The high cost of risk management reduces profitability 
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Based on the analysis above, 65% of respondents disagree with the statement that 
risk management is costly and as a consequence reduces profitability. Despite the 
perceived sacrifice of short term profits, risk management creates long term actual 
and perceived value (Alagiah, Dellaportas, Gibson, Hutchinson & Van Homrigh, 
2005). 
 
Graph 5.40 Relationship between the cost of risk management and business value                  
 
Based on the graph above, 75% of respondents disagreed with the statement that 
there were no relationship between risk management and the value of an enterprise.  
 
5.10 THE BENEFITS OF IMPROVED RISK MANAGEMENT CAPABILITIES 
 
5.10.1 Reduced market losses 
 
Market share is an important indicator of the overall impact a business makes in the 
market. Higher market share typically indicates a strong impact in the market while 
reducing market share indicates inefficiencies over a broad spectrum of factors.  
Faris (2010) states that improved risk management capabilities enable organisations 
to better manage financial, operational and management resources that can 
ultimately reduce efficiencies and market losses. 
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Graph 5.41 Reduced market losses 
 
The majority of survey respondents (92%) indicated that improvements in risk 
management capabilities result in reduced market losses. Only 8% of survey 
respondents indicated that improvements in risk management capabilities have no 
effect on market losses. 
 
5.10.2 Reduced financial losses 
 
Internal control was defined and discussed by Committee of Sponsoring 
Organisations of the Treadway Commission (1992) in chapter two and relates 
directly to the ability of an organisation to effectively utilize internal resources and 
controls in order to minimise financial losses.  
Graph 5.42  Reduced financial losses 
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As indicated above, 95% of respondents are of the opinion that reduced financial 
losses are one of the benefits of improved risk management capabilities. Only 5% 
did not agree with the statement. 
 
5.10.3 Reduced operational losses 
 
In Chapter two, Wixley & Everingham (2002) stated that one of the benefits of 
internal control is the effectiveness and efficiency of operations. Operational losses 
can be reduced when an organisation continually improve their risk management 
competencies.  
Graph 5.43 Reduced operational losses 
 
A total of 97% of respondents indicated that improvements in aspects of risk 
management results in reduced operational losses. Only 3% of respondents 
disagreed and indicated that improved risk management ability does not result in a 
reduction in operational losses. 
 
5.10.4 Anticipation of crisis 
 
Various corporate failures as cited in the literature review occurred as a result of an 
inherent inability to anticipate crisis, whether internally or externally initiated. Internal 
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control, lack of compliance and risk management leads to the lack of early warning 
capabilities in an organisation.  
The Graph below illustrates survey respondents‟ view and indicates that 95% of all 
respondents agree that improved risk management competencies leads to the ability 
of an organisation to develop early warning capabilities and anticipate crisis.  
 
Graph 5.44  Anticipation of crisis / early warning capabiity 
   
 
 5.10.5 Enhanced efficiencies 
 
Enhanced efficiencies is regarded as one of the objectives of internal control as 
highlighted by Burnaby & Hass (2009) in Chapter two. Internal control is regarded as 
one of the components of risk management and 90% of respondents indicated that 
enhanced efficiencies is regarded as a benefit of improved risk management 
capabilities. 10% of survey respondents disagreed with the statement and the survey 
result is illustrated graphically below. 
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Graph 5.45  Enhanced efficiencies 
 
 
5.10.6 Enhanced market reputation 
 
Reputation is built on perceptions that the market have about business enterprises. 
A perceived lack of governance and internal controls as components of risk 
management, can negatively affect a business‟ reputation in the market.  
Graph 5.46  Enhanced market reputation 
 
The survey results above indicate that 87% of respondents concur with the 
statement that improved risk management capabilities enhances market reputation. 
13% of respondents indicated that enhanced market reputation is not regarded as 
one of the benefits of improved risk management capabilities. 
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 5.10.7 Enhanced profitability and sustainability 
 
The lack of risk management programs and controls in an organisation can 
negatively affect its profitability and future sustainability. 92% of survey respondents 
were in agreement with the statement that improved risk management competencies 
result in enhanced profitability and sustainability. Only 8% of survey respondents 
were not in agreement with the statement.  
 
Graph 5.47  Enhanced profitability and sustainability 
  
 
 5.10.8 Avoidance of intervention by regulators / government 
 
It is widely accepted that organisations with good internal controls coupled with 
appropriate governance principles face reduced risk of intervention from industry 
regulators and government.  
This is illustrated by the fact that 82% of survey respondents believe that a benefit of 
improved risk management competencies are less intervention by regulators and 
government while 18% of respondents disagreed with the statement.  
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Graph 5.48  Avoidance of intervention by regulators 
 
 
5.11  CONCLUSION 
 
The most significant aspect of the analysis is that it was confirmed that the same risk 
management principles apply to small, smaller to medium businesses and larger 
businesses. More than half of the businesses surveyed indicated that their business 
models have changed over the past three years in response to the changing 
business environment. Of those businesses that have changed their business 
models, more than 50% have changed their business models more than three times.  
The majority of respondents have agreed that the business environment is more 
complex than three years ago with 75% of respondents citing customers, employees, 
suppliers, brand reputation, processes and the financial success (balance sheet) of 
the business as important assets. 
 
80% of the respondents indicated that their businesses make extensive use of 
technology, and thereby showing alignment with the high-tech nature of the business 
environment as it is known today. The majority of respondents rated the availability 
of comprehensive technological solutions and resources as significant challenges for 
their organisations over the next three years. Other important challenges identified 
by the respondents over the next three years were overall cost reduction, the 
82%
18%
Avoidance of intervention by 
regulators
Yes
No
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alignment of risk with overall business strategy, collaboration with business units, the 
integration of processes and culture as well as the identification of best services to 
meet future needs.  
 
The 2008/2009 global financial economic crisis affected businesses across 
industries and 55% of survey respondents indicated that they were not prepared for 
the crisis or the extent thereof. In response to the challenges highlighted by the 
respondents in the preceding section, all the proposed changing approaches to risk 
management in the study were supported by no less than 80% of the respondents. 
Proposed supported changes to risk management includes the increased integration 
of risk across functions, the improvement in the enterprise wide awareness of risk, 
the development and nurturing of a risk culture and the re-allocation  of risk 
management to a business role rather than a compliance role.  
 
More than 80% of respondents rated new regulations, technological change, political 
and social instability, industry reputation and the lack of credit capacity as   specific 
changes in the business environment that has the potential to cause maximum 
increase in risk faced by businesses. Risk management‟s role in strategic 
management was confirmed by 95% of respondents who indicated that the 
enterprise wide awareness of risk need to be improved by integrating risk 
management with strategic planning and the incorporation of risk management into 
performance planning across all levels.  
 
The elevation of the risk function and the increased focus thereon in an organisation 
leads to an increase in cost. 60% of respondents have indicated that their monetary 
spend on risk management have increased. 90% of respondents agreed that 
financial investment in risk management is necessary. 65% of respondents indicated 
that risk management does not reduce profitability while 35% of respondents 
indicated that risk management is costly and reduces profitability. 75% of 
respondents indicated that a strong relationship exists between the cost of risk 
management and the value of the business with continuous investment in risk 
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management resulting in increased value of the business. The study shows that 
common benefits of improved risk management capabilities include reduced market 
losses, reduced financial and operational losses, early warning capabilities and 
enhanced efficiencies.       
 
This chapter dealt with the common challenges faced by organisations over the next 
three years with a clear response from business as to what changing approaches 
are required to ensure that business is prepared to face future crisis.  The 
subsequent chapter summarises and concludes the study.  
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CHAPTER 6 
 
SUMMARY, RECOMMENDATIONS & CONCLUSIONS 
 
6.1  INTRODUCTION 
 
This chapter summarises the literature study that was conducted and analysis of the 
survey through the questionnaire that was sent to the business entities. 
  
6.2  RESEARCH SUMMARY 
 
The main objective of the study was to do an assessment of the current and future 
role of risk management in organisations by focusing on aspects of corporate 
governance in order to ultimately provide an additional perspective on risk 
management. A literature study was conducted to address the sub-problems, the 
nature of value-creating assets, the primary challenges for risk management, the 
changing approaches to risk management, the role of legislation and external 
stakeholders, risk management‟s role in strategic planning and the benefits of 
improved risk management capabilities.  
 
The literature study was twofold, firstly to understand the concept of risk 
management within the context of the local and international environment with the 
establishment of various corporate governance codes to ensure internal control and 
compliance from a regulatory perspective. These components were linked to 
reputational risk and ethics and the study reveals that external changes like new 
regulations, political and social instability as well as industry reputation have the 
potential to cause maximum increase in risk faced by organisations. Political and 
social instability can affect investors‟ perceptions about doing business with South 
 91 
 
African based businesses as indicated by Transparency International (2009) in 
chapter two where the bribe payers‟ index and the corruption perceptions indexes 
were discussed. Regulatory compliance is regarded as a critical component of good 
risk management (Dewor & London, 2009).  
 
The costs of effective risk management are increasing due to the complexity of the 
risk environment, tough trading conditions and accompanying financial constraints 
(Dewor & London, 2009).  The study reveals that the monetary and non-monetary 
spend on risk management has increased in the business operating environment. 
However, the study also discloses that continuous financial investment in risk 
management is necessary and despite the cost, has no negative impact on 
profitability. The study also confirmed a positive relationship between the cost of risk 
management and the value of the business where the increased spend on risk 
management result in a higher value of the business.  
 
The literature study was further conducted on the role of risk management within 
business. The challenges of risk management were highlighted, the changing 
approaches that is necessary to become high-performance businesses in today‟s 
operating environment and the integrated role of risk management with other 
functions and business units within the organisation. The study reveals that 
businesses across sectors and industries face the same primary challenges for their 
organisations over the next three years with a more integrated role of risk 
management having been highlighted as a common approach to manage risk in the 
future. The integration of risk management into a company‟s organisation structure is 
essential by better aligning risk with overall business strategy and more effective 
collaboration with business units (Dewor & London, 2009). 
 
A prominent perception that came out of the survey responses were that risk 
management has been very isolated from the core of the business that is evidenced 
by the low level of preparedness for the financial crisis as indicated by businesses. 
Survey respondents indicated that the risk function should be integrated and moved 
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from compliance into a business role. A strong need for the strategic alignment 
between business strategy and risk exist with the survey results further indicating 
enthusiasm and commitment from business to learn from past mistakes in order to 
reap the benefits of improved risk management.  
 
Survey respondents were requested to provide general comments about how risk 
management could be improved in business. The responses summarised and 
affirmed the results of the survey with general views including the following: 
- Increased spending and support for risk management; 
- Continuous training for all staff across levels in risk management practices and 
methods; 
- Increased focus on all risk management activities in business; 
- Adherence and compliance to internal policies; 
- Link reward to the achievement of both profitability and risk objectives; 
- Continuous review of all aspects of risk; 
- Identify probable and possible risks and engage in forward planning in order to 
avoid or minimise the impact of the risks; 
- Create an increased awareness of risk; 
- Incorporate risk management into the strategy and structure of the organisation 
and evaluate it continuously; and 
- Align risk management objectives with strategic objectives. 
 
6.3 PROBLEMS ENCOUNTERED 
 
Businesses were not keen to participate in the study due to the nature of the 
questions posed and topic in particular. It was clear after obtaining feedback 
regarding the survey that the questions were answered very truthfully but that not all 
respondents commented on how risk management can be improved in business. It 
became clear that businesses were afraid that their answers might be wrong or will 
contradict with their views expressed in the closed ended questions.  
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6.4 RECOMMENDATIONS 
 
The comments on how risk management can be improved in general indicates a 
strong need from business to really incorporate the lessons learned from past 
mistakes and establish an integrated enterprise wide approach to risk management. 
The change will require a long term commitment from management to eventually 
become a risk-capable organisation that utilises risk management as a tool of 
competitive advantage that capitalises on the value-adding ability of risk 
management throughout the enterprise.  
 
The creation of a risk awareness culture across the business rather than a silo 
approach to the management of risk can play an integral role in creating a current 
perspective of risk management. The survey responses clearly indicate that 
business owners understand risk management principles although it is a common 
perception that applying the principles is not always necessary. The integration of 
risk management principles into business as usual can ultimately empower individual 
employees, regardless of job level, to apply appropriate risk/reward principles that 
will sustain and improve business profitability. 
 
The survey responses further indicate no real lack of education regarding risk 
management but rather a more passive attitude. Banks can make use of this 
opportunity and act in a proactive manner by incorporating the basic risk 
management principles into the role profiles of their front end relationship sales staff. 
Sales staff is primarily target-driven and rewarded on that basis. They are more 
focussed on closing a sale and satisfy short term goals than considering the long 
term impact of the specific financing decision. Although still responsible for the client 
relationship, the management of irregular or problematic accounts falls outside the 
scope of the sales staff role profile or account for a small part of overall performance 
measurement. Banks will operate more profitably with fewer provisions and write-offs 
as higher risk transactions will be appropriately priced in terms of risk/reward from 
the outset, transactions will be structured within the Bank‟s risk appetite and all 
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employees will be compelled to take a long term view from both a client and financial 
institution perspective.       
6.5 CONCLUSIONS 
 
In order to achieve the main objective of assessing the current and future role of risk 
management in business in order to provide a current perspective on the discipline, 
the following sub-problems had to be answered.  
 
The first sub-problem, the nature of value-creating assets was discussed in Chapter 
two under intangible assets where reputational risk was highlighted as the most 
important value-creating asset. Chapter three indicated reputational risk as the single 
biggest risk facing most enterprises today. Chapter three referred to the 
interdependency of assets that create value and it was concluded that assets should 
be used in an interdependent manner in order to sustain competitive advantage. The 
analysis found that customers, employees, suppliers, organisational brand, 
reputation and processes as well as a strong balance sheet are equally important 
with a strong interdependency between the assets.  
 
The second sub-problem, the primary challenges for risk management, was 
discussed in chapter three under the challenges of enterprise risk management 
(ERM).   
The challenges were highlighted by Faris (2010):  
- ERM is treated largely as an academic articulation of current risks and not as 
a supporting tool for creating value for the business, 
- Risk management is viewed as an „extra‟ rather than an integral part of the 
business thought process; 
- Leadership is not sure how to make use of risk management; and 
- Risk management leadership does not have a clear view of the value this 
capability can add and subsequently cannot deliver a clear message to the 
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rest of the organisation as to how risk management will tangibly impact the 
bottom line of the business.  
Analyses from the data obtained from the questionnaire indicate the following 
primary challenges for risk management: 
- The alignment between risk management and business strategy; 
- The collaboration between business units; 
- Cost reduction; and 
- The identification of best services to meet future customer needs. 
 
The third sub-problem, the changing approaches to Risk management was 
discussed in both Chapters two and three. The change theme pulls through from 
Chapter two where the consideration of ethics is discussed as a component of 
corporate governance. The consideration of external factors like the Bribe Payers 
Index (Transparency International, 2008) and the Corruption Perception Index 
(Transparency International, 2009) brings about a changing approach to risk 
management as these issues affect the organisation from an external perspective 
and are not within the organisation‟s control. The identification of reputational risk as 
the most prominent risk (Haman, 2008) drives the change theme as traditional risk 
management is aimed to protect the tangible assets of the organisation.  The 
company law reform process in South Africa is also about to change and again, 
emphasizes the change theme. Murray (2003) recommends that reputational risk 
must be managed by managing the risk around changing relationships. 
 
The study found that changing approaches to risk management is required as 
follows: 
- Integration of risk across functions has to be increased; 
- Risk management responsibility between group and business units needs to 
be improved and enhanced; 
- Enterprise wide awareness for risk has to improve; 
- A risk culture must be developed and nurtured; and  
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- Remuneration should incorporate a long term view.  
 
The fourth sub-problem, the role of legislation and external stakeholders was 
discussed in Chapters two and three. The compliance role was discussed in detail 
and it was determined that internal control could be used to identify, quantify and 
report potential risks (King, 2009). The link between compliance and ethical business 
practices was identified to ensure good governance (Welman, 2010).  
 
The analyses found that the formulation of new regulations, political and social 
instability, industry reputation and the lack of willingness from Banks to lend money 
are the primary external drivers that could impact on businesses in the next three 
years. 
 
The fifth sub-problem, the role of risk management in strategic planning was 
discussed in Chapter three. There is significant organisational benefit if an integrated 
view of risk management and strategic planning and management are taken. Both 
enterprise risk management and strategic management have a significant impact on 
shareholder value. Strategic risk management can maximize shareholder value 
(Cuy, Frigo, & Paladino, 2009).  
 
The results from the study proves conclusively that risk management needs to be 
integrated with strategic planning in order to enhance business planning and 
innovation with a view of ultimately incorporating risk management into performance 
planning across all organisational levels. 
 
The sixth sub-problem, the cost of risk management was discussed in Chapter three. 
Compliance does come at a cost but it was mentioned that by following an enterprise 
wide approach to risk management, the value of the business increases as good 
governance results in improved credit ratings (Fraser, One & Simkins, 2007). 
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Investors are more likely to pay for a well-governed company, thus indicating long 
term value (Alagiah, Dellaportas, Gibson, Hutchinson & Van Homrigh, 2005). The 
results of the analyses also indicate that the monetary cost of compliance is high, but 
does not reduce profitability of the organisation in the long term. 
 
The seventh sub-problem, the benefit of improved risk management capabilities was 
discussed in chapter three. Companies that create improved risk management 
capabilities are able to manage their financial, operational and management 
resources in a coordinated and integrated fashion to lessen the impact from an 
adverse event. It also puts them in a better position to recognise and act on new 
opportunities (Faris, 2010).  
 
An analysis from the data obtained from the questionnaire confirms the benefits of 
improved risk management capabilities as: 
- Reduced market losses; 
- Reduced financial losses; 
- Reduced operational losses; 
- Improved early warning capability; 
- Enhanced profitability and sustainability; and 
- Enhanced market reputation. 
 
An analysis from the data obtained from the questionnaire confirmed that the 
following sub-problems affect risk management and that an additional perspective is 
required: 
- The value-creating assets in business and interdependencies between these 
assets; 
- The primary challenges of risk management; 
- The new risk management approaches; 
- The impact of legislation and external stakeholders on risk behaviour of 
businesses; 
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- The role of risk management in strategic planning; 
- The impact of the cost of risk management on enterprises; and  
- The impact of improved risk management capabilities on enterprises.  
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ANNEXURES 
 
Questionnaire Letter 
The changing role of risk management in enterprises 
Dear Sir/Madam 
I am presently conducting research into the changing role of Risk Management in 
enterprises, particularly in Port Elizabeth and surrounding areas. The research is in 
partial completion of a MBA degree at the Nelson Mandela Metropolitan University.  
For the purpose of the study, risk management is defined as any process to identify, 
assess, manage, and control potential events or situations, to provide reasonable 
assurance regarding the achievement of the organisation's objectives. 
The objective of the questionnaire is to establish the existing approaches to risk 
management and at the same time identifying the current and future challenges of 
the discipline and its future role in the aftermath of the global recession. 
Your participation in the survey will be highly appreciated as only a few respondents 
have been invited to participate. Your response is thus crucial to determine the 
success of the survey. Names of respondents will not be revealed and all information 
will be treated with confidence. 
Thank you for your assistance and willingness to make a contribution to the 
research. Completed questionnaires can be emailed to the addresses below, faxed 
or you can contact me for collection.  
Velda Derrocks 
Tel: 041 396 5553 (Office Hours) 
Cell: 083 234 0850  
Fax: 086 576 7060 
Email: veldaf@absa.co.za 
            vderrocks@telkomsa.net 
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QUESTIONNAIRE TO BUSINESS ENTITIES 
 
Section 1 – Company Background 
1. Please complete the appropriate block 
Company Name  
Industry / Sector  
Location  
Position in company  
 
2. Are you one of the owners of the business? 
 
Yes No 
 
3. Number of employees 
 
<5 5-10 10-20 20-50 50-100 >100 
      
 
4. Annual business turnover 
 
Up to R10 
million 
R10 mill – 
R20 mill 
R20 mill – 
R30 mill 
R30 mill – 
R50 mill 
R50 million 
plus 
     
 
 
Section 2 – Value-creating assets 
 
5. Has your business model changed over the past five years? 
 
Yes No 
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6. If yes, how many times? 
 
Once  
More than once  
More than three times  
 
7. Do you regard the business environment as more complex now than three 
years ago? 
 
Yes No 
  
 
8. Which of the following are regarded as important assets in the business? 
Please select from options 1 to 5.  
a. Customers 
b. Employees 
c. Suppliers 
d. Organisational brand, reputation, processes, etc 
e. Strong balance sheet 
i. a, b, c, d 
ii. a, e 
iii. b, c, e 
iv. d, e 
v. All of the above 
9. Does your business model make extensive use of technology? 
Yes No 
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Section 3 – Primary challenges for Risk Management 
10. Rate the following challenges in order of importance for your organisation 
over the next three years. 
 
Characteristic Significant  Important Undecided Not really 
important 
Not 
important 
Availability of 
comprehensive 
technological 
solutions to 
meet your 
needs 
     
Risk being 
aligned with 
the overall 
business 
strategy 
     
Collaboration 
with business 
units 
     
Cost reduction      
Resources      
Identification of 
best services 
to meet future 
needs 
     
Integration of 
processes/ 
culture 
     
 
 
 
 
 109 
 
Section 4 – Changing Approaches to Risk Management 
11. How prepared was your company from a risk perspective to deal with the 
recent economic and financial crisis? 
 
Extremely 
Well 
prepared 
Well 
prepared 
Undecided Not 
prepared at 
all 
    
 
12. Please state whether you agree or disagree with the following. 
 
Characteristic Agree Disagree 
The integration of risk 
across functions has to be 
increased. 
  
Risk Management 
responsibility between 
group and business units 
has to be sharpened. 
  
Enterprise wide 
awareness for risk has to 
improve. 
  
A risk culture must be 
developed and nurtured. 
  
Remuneration / bonuses 
have to incorporate a long 
term view.  
  
Risk Management needs 
to move out of compliance 
into a business role. 
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Section 5 – Role of legislation and external stakeholders 
13. Rank the importance of change in the business environment that has the 
potential to cause maximum increase in risk faced by your company and its 
peers. 
 
Characteristic Very 
Important 
Quite 
important 
Undecided Of little 
importance 
Not 
important 
Formulation of 
new 
regulations 
     
Rapid 
technological 
change 
     
Political and 
social 
instability 
     
Competition 
for talent 
     
Industry 
reputation in 
the public and 
media 
     
Lack of credit 
capacity due 
to the slow 
global 
recovery after 
the financial 
crisis 
(Reluctance 
from Banks to 
lend money) 
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Section 6 – The role of risk management in strategic planning 
 
14. Risk Management needs to be integrated with strategic planning. 
 
Yes No 
  
  
15. Enterprise wide awareness of risk needs to be improved. 
 
Yes No 
  
  
16. The strategic alignment between business strategy and risk needs to improve. 
 
Yes No 
  
 
17. Effective risk management increases innovation and leads to enhanced 
business planning. 
 
Yes No 
  
 
18. Risk Management needs to be incorporated into performance planning across 
all levels. 
 
Yes No 
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Section 7 – The cost of risk management 
 
19. Has your company‟s monetary/financial spend on risk management increased 
over the past three years? 
 
 Yes No Don‟t know 
   
  
20. Please rate the time spent by employees on the following activities: 
 
Characteristic 0-20% 20%-40% 40%-60% 60%-80% 80%-100% 
Data 
Management/Data 
cleansing 
     
Customizing and 
maintenance of 
information 
     
Risk Reports for 
internal use 
     
Compliance and 
mandatory 
disclosure 
     
  
21. Please indicate whether you agree or disagree with the following statements: 
 
Characteristic Agree Disagree 
Financial Investment in 
risk management is 
necessary for survival of 
the business. 
  
Risk Management is costly 
and reduces profitability. 
  
There is no relationship   
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between the cost of risk 
management and the 
value of the business.  
 
Section 8 – The benefits of improved risk management capabilities 
 
22. Please indicate whether you think the following is regarded as benefits of 
improved risk management. 
 
Characteristic Yes No 
Reduced market losses   
Reduced financial losses   
Reduced operational 
losses 
  
Anticipation of crisis / early 
warning capabilities 
  
Enhanced efficiencies   
Enhanced market 
reputation 
  
Enhanced profitability and 
sustainability 
  
Avoidance of intervention 
by regulators/government 
  
 
23. General comments on how risk management can be improved in business. 
…………………………………………………………………………………………
…………………………………………………………………………………………
…………………………………………………………………………………………
…………………………………………………………………………………………
………………………………………………………………………………………… 
 
