I. INTRODUCTION
A. Background he Election is a democratic party event conducted by the people in a specific time period, aims to elect representatives in the executive and legislative levels. In practice, the Election Commission as the institution in charge of organizing elections (Pemilu) in Indonesia executes elections process from the national level down to the lowest level, the polling places (TPS). However, the administration of elections which reach smallest sectors of the society have to spend huge amounts of money in one election, because each voter will certainly need at least one ballot in a single election. And the numbers will swell more if it is multiplied by the total of final voters list. Not to mention, if the logistics procurement and other operations involved in the details of the funds needed, amounts of money will increase as well.
Moreover, it is feared may also occur fraud or other mistakes such as failure on the Election Commission itself, the mistakes made by voters such as vote twice, the mistakes made by the committees in the polling place, and other errors due to human error. 
B. Objectives
With so much money should be spent when The Election is implemented, then this study is expected to be able to provide a solution of the prolonged problem regarding the waste and less efficient and effective of the implementation of conventional elections.
Moreover about the paper concept, it is disposable and discarded then by using this system, devices used for elections is very possible to be reused at the next election, without worrying about the term of disposable and wasted.
In addition, the existing data management would be more valid, orderly, and well-planned. And it is also expected the LUBER and JURDIL principle (direct, general, free, secret, honest, fair) can be easily achieved considering there are quite a lot of practice of rampant cheating that happens when elections are held.
Centralized data management into a single system makes this system can minimize vote calculation errors that may occur during the election using paper. And also, the ease of access to voters database that synchronized with fingerprint data in government institution. 
II. THEORY

A. Brief History of Elections in Indonesia
B.
Fingerprints Fingerprints are personal identity that never be possible of others have the same fingerprint form of us. If in this world there are 6 billion people, so there are 6 billion of existing fingerprint pattern.
Even the fact that a pair of identical twins have basically different fingerprints. Injury to the finger surface such as cuts or bruises that changed the fingerprint pattern because of any damage only lasts temporary. Structure of the pattern will emerge after the wound is healed.
As with other parts of the body, fingerprints are formed due to genetic and environmental factors. The genetic code in DNA gives orders in the formation of the fetus, and randomly forms fingerprints.
1) Fingerprint Patterns
There are three types of common fingerprint pattern, namely: loop pattern, whorl pattern, and arch pattern.
Fig. 1 Types of common fingerprint pattern
These fingerprint patterns are used to distinguish fingerprints in general. But for fingerprint scanner, these distinction is not enough. Therefore fingerprint scanner is equipped with other recognition method called 'minutiae'.
Minutiae derived from English means 'meaningless thing' or 'unimportant details '. As its meaning, a minutiae is actually fingerprint details that not important for us, but for a fingerprint scanner, it is a very noticed details.
For more details, minutiaes on the fingerprints are the points that refer to: a. crossover (cross of two lines) b. core (turn-reverse of a line) c. bifurcation (branching of a line) d. ridge ending (the cessation of a line) e. island (a very short line) f. delta (meeting of three lines that form an angle) g. pore (branching of a straight line followed by a reunion of the branches so form a small circle).
Fig. 2 Minutiae on the fingerprint
2) Fingerprint scanner
Fingerprint scanner is a device used to scan the minutiae. The components used in the system of fingerprint scanners are sensors, signal processing algorithms, the data storage, matching algorithms, and decision processes.
Sensors be on duty to gather data and convert the information into a digital form. there are several variation of the sensors used in fingerprint scanner-as optical sensor, capacitive, ultrasonic, and thermal-used to collect digital image of a fingerprint surface. Optical sensors are the most commonly used sensors in fingerprint scanner compared with other sensors.
Signal processing algorithms perform quality control activities and the development of a scanned image. Data storage keeps the information of a new scanned image that will be compared (verification). Matching algorithms compare the new scanned image to the other images in the data storage. Decision process, use the results of image matching for making system-level decision.
3) Working system of fingerprint scanner As one of the biometric system, fingerprint scanner can be used in two different modes.
I. Verification Verification occurs when the user data has been stated already exist and registered in the system. In this case, the new image data that just obtained from the user after the scanning process will be compared with the user data that has been available in the database.
II. Identification It is also called search, occurs when the user identity is theoretically completely unknown. In this case, the data of scanned fingerprint will be matched against all the data stored in all databases, the data can be found anywhere in the database, or the data may not actually exist at all.
Before the user can successfully verified or identified by the system, the user must be registered in the fingerprint scanner system. The data of biometric user is captured, processed, and stored. This process is called enrollment. During the enrollment phase, the sensor scans the user's fingerprint and converts it into a digital image. The minutiae extractor processes the fingerprint image to identif y specific details known as minutia points that are used to distinguish different users.
Minutia points represent locations where friction ridges end abruptly or where a ridge branches into two or more ridges. A typical good-quality fingerprint image contains about 20-70 minutiae points; the actual number depends on the size of the sensor surface and how the user places his or her finger on the sensor. The system stores the minutiae information-location and direction-along with the user's demographic information as a template in the enrollment database.
During the identification phase, the user touches the same sensor, generating a new fingerprint image called a query print. Minutia points are extracted from the query print, and the matcher module compares the query minutia set with the stored minutia templates in the enrollment database to find the number of common minutia points. Due to variations in finger placement and pressure applied on the sensor, the minutia points extracted from the template and query fingerprints must be aligned, or registered, before matching. After aligning the fingerprints, the matcher determines the number of pairs of matching minutiae-two minutia points that have similar location and directions. The system determines the user's identity by comparing the match score to a threshold set by the administrator.
III. ARCHITECTURAL DESIGN
The architectural design of data management and information can be classified into several entities. Entity of "Fingerprint Database in The Sub-district", includes fingerprint data about people who already have the Identity Card (KTP), which means they also have the right to vote.
Entity of "Present Voters" is the entity that holds the data of the voters who have attended to the polling place (TPS). This entity will verify the fingerprint data of the voters to entity of "Fingerprint Database in The Sub-district".
Entity of "Database of Temporary Vote Count in Every Polling Place" has the data of election vote that has been carried out by the voters at each polling place.
Database of vote counts in each polling place will be taken manually to the Regional Election Commissions (KPUD). After Regional Election Commissions received the database, the data will be uploaded to the integrated database in the Central Election Commission (KPU).
For more details, it can be seen in the image design of information systems, which is represented in the form of Entity Relational Database. 
A. Grooves of Doing The Election
Voting implementation is divided into several phases, namely:
1) Manually voter registration at The Polling Place (TPS) 2) Voters enter the polling booth.
3) Voters elect one candidate by placing their fingerprints on the fingerprint scanner. 4) After the time limit of The Election has terminated, the database of interim vote count will be manually taken to the office of the regional election commissions to be executed secure ratification and will be uploaded to The Central Election Commission. 5) Central Election Commission will conduct the tabulation of votes that has been uploaded from each regional election commissions. 
B. Other Similar Studies
In Indonesia itself, a fair amount of research and development of the election system using fingerprint. Such as research at the Gadjah Mada University, which utilizes onlinebased system; research from The National Crypto Agency (Lembaga Sandi Negara), which make use of cryptography for additional security; and research from The Agency for The Assessment and Application of Technology (BPPT), which utilizes touch screen technology as the interface functions for voters.
However, this system has a powerful advantage, namely the data authentication in the calculation of the vote.
For example, in a conventional election, ballot that has been used is as valid and authentic evidence that one of the candidates in the election have a vote, and the ballot as its evidence.
As this fingerprint-based election system, digital image of scanned fingerprint of the voters-when the voters vote by pressing one finger to the fingerprint scanner-will be the authentic evidence-as a replacement of the ballot in paper form-which one of them the candidate get votes.
Unlike other studies that the scanned fingerprints only as a portals in the validity of voters before doing the election, writer try to utilize digital image of scanned fingerprint to be more useful.
V. CONCLUSION By using this system, it can be concluded that this system is more prospective to be used than the conventional system. Considering the amount of funds that must be spent to implement the conventional election. And also to reduce acts of fraud in the election.
The fingerprint-based election system also prioritizes the design of database architecture that is integrated with the database of sub-district office. And by using the scanned of voters fingerprint, writer uses it as an authentic evidence for substitute of the valid ballots in the voting.
