Abstract
Introduction
In 1967, Stanley Milgram proposed six degrees of separation that everyone and everything is six or fewer steps away, from any other person in the world, so that a chain of "a friend of a friend" statements can be made to connect any two people in a maximum of six steps [1] . A social Network Service (SNS) is a platform to build social networks among people who share interests, activities or group-centered online community such as Facebook and Twitter. With the development of mobile Internet, SNS face mobile terminal users gradually .Mobile SNS developed rapidly in recent years, which has a tendency to replace traditional online SNS. Monthly active users (MAU) of Facebook on mobile terminal have exceeded 1 billion mark. Twitter users use Twitter mobile client for 3 minutes and 7 seconds per month, while using the PC login the Twitter page is only 36 seconds long. Mobile SNS belongs to complex network. With the development of the theory of complex networks, small-world networks [2] and scale-free networks [3] model can describe the characteristics of many real networks. As the mobile social network has many characteristics that traditional social network does not have, the study of the mobile social network model and transmission dynamics on complex networks has received a lot of attention. D. J. Watts and S. H. Strogatz [4] simulated the simple epidemic spreading on small-world networks; they found that the disease spread on small-world networks than regular network.
R. Pastor-Satorras and A. Vespignani [5] studied the SIS model of epidemic spreading on scale-free networks. A meaningful result was that there does not exists transmission threshold, which means that even very small intensity of epidemic spreading is enough to make the disease spread in the network. In recent years, along with the rapid development of Internet, computer virus becomes more easily to invade every corner of the world. Therefore, a lot of critical works of virus spreading application of complex network theory on the Internet has been established. S. Staniford et al. [6] proposed the random constant spread model (RCS model) in 2002, which is used to simulate the onset process of the code red worm. C. C. Zou et al. [7] proposed epidemic model of email virus by considering the email contact between people as an undirected graph. Furthermore, researchers focused on the other propagation on complex networks, such as rumor diffusion [8] [9] and new production propagation [10] [11] . D. H. Zanette [12] simplified the complex mechanism of rumor diffusion by means of SIR model, and studied the rumor propagation on the small-world networks. J.Candia et al. [13] studied the influence of mass media and noise of cultural dissemination, and pointed out that the social influence is the important factors of the success of the advertisement design. Most studies indicated that a few influential individuals play a critical role in information diffusion and rumor diffusion. However, D. J. Watts et al. [14] put forward different points of view, they found that the large-scale transmission is driven by a large number of groups rather than influential individuals.
In brief, this paper mainly focuses on the information diffusion model of mobile SNS. Furthermore, the transmission mechanism and the propagation dynamical equation is modified, so that the propagation model could reflect customer's application habits of mobile SNS better.
Information propagation process is simulated and analyzed numerically on the real online social site Twitter Data Set.
[15] Through the simulations on large-scale real-world data set, we find that the out-degree of initial spreaders plays an important role in information dissemination process. Spreaders with big out-degree can accelerate information dissemination.
Features of Information Dissemination on Mobile Social Network
1) Always online. Because of the great influence of the wide coverage range of mobile network and the popularity of mobile terminal, the online rate of mobile social network is greatly improved. In most cases, the user is almost always online.
2) Enormous information. The friends, which the user follows through the mobile terminal, will update their status and release new message at any moment so that the user on mobile SNS have to deal with a large quantity of information.
3) Betimes. Because the feature 1) exists, the users have to deal with all kinds of messages immediately. Meanwhile, feature 2) forces the user to decide whether to forward the message in a short time.
Based on the features of mobile SNS, it is necessary for us to modify the traditional SIR model to adapt the features of information dissemination on mobile SNS. 1) In Twitter or Microblog, there is a large number of following relationship, which leads to followees cannot get all the feedback information from the followers. And for a certain piece of message, information spreader will usually send it only once. So in this model, a spreader becomes an ignorant after sending the message. In another word, after a spreader sent the message, it is no longer involved in the spread of this message, in fact in Twitter or Microblog, spreaders will only interact with the people who give feedback. Nevertheless, this interaction will not change the message on the network transmission, spreaders will not send the message again because there are a lot of people do not have feedback.
2) Mobile SNS has a large quantity of information, so that spreader will lose interest of the spread of certain information fast and turn to focus on other information. When an ignorant first contact a message and decide whether to spread, it often ignores the same message. Therefore, the model in this paper, assume that the ignorants will spread the message in a certain probability after receive a message; as soon as it decided not to spread the message, it becomes stiflers.
Model
To solve these problems, we construct a model for information dissemination in mobile social networks. Consider a mobile social networks consisting of N individuals which can be subdivided into three groups including ignorant, spreaders and stiflers. We assume that the information disseminates by directed contact of the spreaders with others in the population. The contacts between the spreaders and the rest of the population are governed by the following set of rules.
Whenever a spreader contacts an ignorant, the ignorant becomes a spreader at a rate  , or becomes a stifler at a rate1   .After a spreader contacting all neighbors, it becomes a stifler.
In summary, there are only three status transitions in the model: from ignorant to spreaders, from spreaders to stiflers after contacting, and from ignorant to stiflers spontaneously. For more clear descriptions, we give the schematic diagram of transition mechanism among three statuses in Figure 1 . Consider now a node j which is in the ignorant state at time t. We denote with j II p the probability that this node stays in the ignorant state in the time interval [t, t + ∆t]. Node j can stay ignorant state only when it does not follow any spreaders, so we can get:
is the probability at time t that an ignorant node with in-degree k follows a spreader node. This quantity can be written as where g=g(t) denotes the number of nodes that followed by node j which are in the spreader state at time t. Assuming that a node j follows k nodes, g can be considered as a stochastic variable which has the following binomial distribution:
The transition probability IR p averaged over all possible values of j and g is given by:
The probability for a transition from the ignorance to the stifler state IR p is given
Rt the values of the populations of nodes with in-degree k which at time t are in the ignorant ,spreader or stifler state. The rate of change in the expected value of the population of ignorant nodes with in-degree k is given by
Similarly, we can write the corresponding rate of change in the population of spreaders and stiflers as follows:
Where ( , , ) ( , ) (1 ( , ) ) .
It follows from (2.1) that
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Simultaneous equations including (2.5), (2.6), and (2.7) are mean-field equations that describe the dynamics of the model on mobile social networks.
Data set
The data used in this paper is detected from the twitter. Twitter is an online social 
Figure 2. Out-degree Distribution of Weak Ties
Networking service that enables users to send and read short 140-character messages called "tweets". In this data set, each node represents a Registered user, while a tie from a to b indicates that a follows b. In general, creating a tie from a follower to a followee does not need mutual permission. So we can formalize the data set as a directed graph G(V, E ),where V is the set of nodes and E is the set of ties. The size of the network |V | is 14897, and the size of ties |E |is 364892. The max degree in this data set is 8617, while the max out-degree is 4062. The average degree is close to 24. The detailed distribution of out-degree of weak ties is shown in Figure 2 . Figure 2 shows that the data set has a behavior consistent with a power-law network; the majority of the nodes have smaller in-degree, and a few nodes have significantly higher indegree.
Based on the data set of real social network, we will analyze numerically the dynamic behavior of the model in next section.
Result and Analysis

Diffusion Influence of Out-degree of Initial Spreader
The out-degree of initial spreaders plays an important role in information dissemination process. In order to detect how out-degree of different initial spreader influences diffusion range of information, the function of diffusion range of information is defined as ( , ) ( , )
, which implies that the fraction of nodes who have known about the information. And next we will show how out-degree of initial spreader influences C.
Assume that there is only single spreader at the very beginning, and all other nodes belong to the ignorant class. We choose node_703 (out-degree is 10), nodeI_6 (out-degree is 17), node_1295 (out-degree is 24) and node_5827 (out-degree is 50) as initial spreaders. All results are shown in Figure 3 . As can be seen in Figure 3 , where the evolution results of initial spreaders with different out-degree are given, the number of stiflers in the case of bigger out-degree of initial will go into steady-state faster than the same item in the case of smaller degree of initial spreader. But the diffusion range in the case of bigger out-degree of initial spreader is no larger than the same item in the case of smaller out-degree of initial spreader, unless the out-degree of initial spreader is less than 10.
This phenomenon shows that spreaders with big out-degree can accelerate information dissemination. This is consistent with the situations in real life that views of cewebrities often spread fast and bring great effects on society.
Features of Heterogeneous Nodes in Time Evolution
We divide nodes into different groups in which all of nodes have the same in-degree, and 
Figure 4. The Fraction of Stiflers with Different in-degrees in Time Evolution
International Journal of u-and e-Service, Science and Technology Vol. 8, No.1 (2015) then detect the impact of the heterogeneous network topology in time evolution. In this part, we focus on the groups with the in-degree 5, 10, 15, and 20, respectively. Details are shown in Figure 4 . As can be seen in Figure 4 , the number of stiflers in the case of larger in-degree will increase to the maximum faster than the same item in the case of smaller in-degree. It is easy to explain the phenomenon that the nodes with large in-degree would be easier to be a spreader or to become to stiflers because of the good connectivity of the scalefree network.
Conclusions
In this paper, we modify the transmission mechanism and the propagation dynamical equation by which can reflect customer ' s application habits of mobile SNS better. Information propagation process is simulated and analyzed numerically on the real online social site Twitter Data Set. We find that initial spreaders with big out-degree of can accelerate information dissemination, and the nodes with large in-degree would be easier to be a spreader or to become to stiflers.
