Modern ICT heavily impacts and shapes the way government functions. Therefore, the aim of egovernment attempts should be using all invented forms of ICT to improve basic duties of government and deliver more interactive services to citizens and businesses. However, an effective e-government program requires information about the readiness of public-sector organizations, in terms of regulatory frameworks, and organizational and technical infrastructures, as well as information about the stakeholders and their demand for e-government. Therefore, measuring e-readiness is vital to adopt egovernment successfully. For that reason, several e-readiness assessment models have been developed to help assess the opportunities and challenges facing e-government programs. On the other hand, recently ICT innovation along with Cloud Computing presents significant opportunity for governments to provide effective e-government services. This paper revisits the existing e-government readiness indices to show the main common indicators. Then, it investigates the main drivers of the changes between the various versions of one index. Finally, this paper proposes a preliminary framework to refine indexes' indicators according to the characteristics of the Cloud Computing.
1.0 INTRODUCTION
Governments over the world have begun to recognize the potential opportunities offered by ICT to increase efficiency in internal processes and offer better services to citizens. Consequently governments that ignore the value and the use of the emerging ICT technologies may suffer crucial competitive disadvantages. However, while the benefits of e-government are in theory numerous, global experience to date indicates that they remain much more elusive in reality. Although e-government initiatives have flourished in many developed and developing countries, other initiatives have failed.
Indeed, the failure rate of e-government projects has been estimated somewhere between 60-80% 1,2 . Pudjianto and Hangjung 3 also stated that approximately, 60 percent of the implementation e-government fails or cannot achieve the required results, in some way leading to a massive waste of financial and human resources, and an inability to deliver the potential benefits of e-government to its customers 2 . On the other hand, the potential for e-government in many developing countries remains largely unexploited and different human, organizational and technological factors, issues and problems pertain in these countries, requiring focused studies. E-governments in these countries may face fundamental obstacles, such as lack of basic IT infrastructures, appropriate IT applications and IT experts 4, 5, 6, 7 . Most of the developing countries have lower levels of readiness to provide e-government services relative to developed countries 8 . Therefore, for developing countries-more specific, countries that still in the early stages or those that haven't begun e-government project yet-as they invest in Information and Communication Technologies (ICT) to developing e-government systems, there is an increasing need to assess their readiness to exploit the opportunities created by the new emerging ICT technologies and paradigms.
E-readiness assessment is important because its output can be a predictor of how well a country can perform in the new economy. It provides policy makers with details of their economy's competitiveness relative to its international counterparts and allows them to pinpoint areas of strengths and weaknesses 9 . Experts pointed out that in order for countries to put ICT to effective use, they must first be "e-ready" in terms of IT infrastructure, the accessibility of IT to the population, and the legal and regulatory framework 10 . Therefore, many development agencies, research organizations, universities and world organizations have created instruments for assessing e-readiness either in the form of self assessment tools or surveys. In addition, many initiatives by individual researchers attempt to improve or develop general frameworks.
On the other hand, Cloud Computing technology can significantly improve the way a government functions, the services it provides to its citizens and institutions, and its cooperation with other governments. It can help address many of e-government challenges by providing elastic scalable, customized and highly available environment 11 . However, based on our investigation in related literature, there is no published works related to Cloud Computing and egovernment readiness index. In this article, by reviewing egovernment readiness assessment, comparing four common ereadiness indices and studying on the advancing of one index through the last couples of years, we present a framework that reflects the effect of adopting Cloud Computing on e-government readiness indices.
The next section provides an overall view of e-government readiness assessment, followed by discussing four common indices in some details, and comparing their weighting of the indicators. Then, by reviewing the advancing of a selected index through its different versions, we investigate the primary drivers of changes made on its indicators. Finally, by analyzing Cloud Computing characteristics, and its benefits and challenges for egovernment a proposed framework to refine the e-government readiness index will be introduced.
2.0 E-GOVERNMENT READINESS ASSESSMENT
E-readiness assessment is useful in understanding and identifying the most key and relevant IT based development opportunities. Some scholars clearly differentiate e-readiness assessment for particular themes, such as e-commerce or e-government, from ereadiness assessment for general purpose without focusing on any particular aspects of government society. We here in particular will focus on e-government readiness assessment.
E-Government Readiness evaluates how ready a country, city or particular government agency is to develop egovernment 13 . It is a measure of the quality of a country's ICT infrastructure and the ability of its consumers, businesses and governments to use ICT to their benefit. Therefore, it is considered to be an advisory tool to initiate e-government projects and a vital step in developing effective e-government. It provides important knowledge to policy and decision-makers for egovernment strategic planning and implementation 1 . Through Egovernment Readiness Assessment, a government can assess its stage of readiness, identify its gaps, and then redesign its egovernment strategy 13 . Furthermore, e-readiness assessment enables governments to set, measure and achieve realistic goals for e-government. It is important to develop and conduct an e-readiness assessment so that the results can be leveraged to catalyze action, improve global competitiveness, and use limited resources wisely 10 . Over the last few years, a number of 'e-readiness' assessment models have been developed. Each model measures how ready a society or economy is to benefit from information technology. However, the range of tools uses widely varying definitions for e-readiness and different methods for measurement. Here are some definitions and in the next section we will discuss some existing readiness indices: CID Harvard University: Degree to which a community is prepared to participate in the Networked World -a world in which everyone, everywhere, has the potential to reap the benefits of connectivity to the network 14 .
UNDESA e-government readiness index: It is a composite measurement of the capacity and willingness of countries to use egovernment for ICT-led development 1 .
Economist Intelligence Unit:
The "state of play" of a country's ICT infrastructure and the ability of its consumers, businesses and governments to use ICT to their benefit 15 .
World Economic Forum (WEF) network readiness index (NRI):
the degree of preparation of a nation or community to participate in and benefit from IT developments 16 .
3.0 EXISTING E-GOVERNEMNT READINESS INDICES
Some pioneer organizations in developing e-readiness assessment tools are the United Nations Department of Economic and Social Affairs (UN-DESA) (with e-readiness Index), World Economic Forum (WEF) (with network readiness index (NRI)), International Telecommunication Union (ITU) (with ICT Development Index (IDI)) and Economist Intelligence Unit (EIU) (with e-readiness rankings). These tools, to some extent, use different sets of indicators and variables with different weights.
E-Readiness Index
The UNDESA e-readiness survey considers a relatively comprehensive assessment of e-government including both general and specific indicators 17 . Its E-government Readiness Index is a comprehensive scoring of the preparedness and capacity of national administrations to use information communication technology in the execution of government functions. It is comprised of four indices 18 . focuses on the use of the Internet to facilitate "einformation", "e-consultation", and "e-decision making."
The overall index is calculated by the first three indexes with the same weight for each ((⅓*online service index) + (⅓*telecommunication index) + (⅓*human capital index)).
Network Readiness Index (NRI)
World Economic Forum (WEF), in their Global Information Technology Report 2013, features the latest results of the Network Readiness Index (NRI), offering an overview of the current state of ICT readiness in the world. NRI framework separates environmental factors from ICT readiness, usage, and impact of the three stakeholders in ICT (individuals, businesses, and governments), and can be used to understand the performance of a nation or even a region with regards to ICT development. That distinction is reflected in the NRI structure, which comprises four sub-indexes. Each sub-index is in turn divided into a number of indicators 16 ( Table 1) . Effectiveness of law-making bodies-Laws relating to ICT -Judicial independence -Efficiency of the legal system in settling disputes -Efficiency of the legal system in challenging regulationsIntellectual property protection -Software piracy rate -Number of procedures to enforce a contract -Number of days to enforce a contract.
Business and innovation environment (1/2)
Availability of latest technologies -Venture capital availability -Tax rate -Number of days to start a business -Number of procedures to start a business -Intensity of local competitionTertiary education gross enrolment rate -Quality of management schools -Government procurement of advanced technology products. 
ICT Development Index (IDI)
In 2003 
E-Readiness Rankings
The Economist Intelligence Unit (EIU) has been publishing an annual e-readiness ranking of 69 countries since 2000. Its model is a weighted collection of nearly 100 quantitative and qualitative criteria, organized into six distinct categories measuring the various components of a country's social, political, economic and technological development. These, in turn, are weighted according to their assumed importance as influencing factors and each of them has a number of sub-indicators and each variable in the model is scored on a scale of one to ten. According to its report on 2010, EIU changed the name "e-readiness ranking" to be "digital economy rankings" and make some changes to weights at the indicators and sub-indicators (variables) levels 21 . Its indexes (according to 2010 report) are shown in Table 2 . 25 suggested that, as well as measuring ICT connectivity, ICT use and integration, training, human capacity, government policies and regulations, infrastructure, security and economy, to measure the effectiveness, many consequences of socio-political-cultural economical stages of a country needs to be studied.
In general, by reviewing the literature for e-readiness in egovernment in particular, despite the differences that have been discussed, it is possible to identify four major indexes 26 :
 ICT infrastructure mainly relates to the elements of ICT infrastructure that need to be available to citizens if they are to use e-government services.  Human capital relates to citizens' education and knowledge on how to use computers and the internet.  ICT usage reflects how citizens use computers and the internet in their daily lives.  ICT regulations relate to legislative provisions that affect the use of e-government.
Analysis of the previous assessment tools shows that there is no standard model for for e-readiness assessment. Furthermore, there are some differences in the indicators and their weights from index to another depending on the importance of that indicator from the point view of the organization that construct the model. However, in general most of the reviewed models tend to measure the readiness of a country according to deal with infrastructure and technology, people and human skills and accessibility and connectivity. (Table 3 ).
4.0 ADVANCING OF EIU READINESS ASSESSMENT MODEL
To show the differences and identify the deriver of changes over the various versions of an e-readiness index, we review, as an example, the EIU e-readiness rankings series.
Since launching the rankings in 2000, EIU has repeatedly upgraded and refined their methodology. The 2000 e-readiness survey was based on two measures: business environment and connectivity. While the rankings for subsequent years (2001 to 2006) were based on six basic measures: connectivity and technology infrastructure (25%), business environment (20%), consumer and business adoption (20%), legal and regulatory environment (15%), social and cultural infrastructure (15%) and supporting e-services (5%) 27, 28, 29, 30, 31, 32 . In 2007, primary categories changed. The ranking criteria of the two categories-connectivity and technology infrastructure (20%), and consumer and business adoption (25%)-significantly was adjusted to to reflect the importance of high-speed internet affordability and the availability of digital public services for both individuals and enterprises. The legal environment category (10%) was refined to reflect a more focused look at the specific government frameworks that influence e-adoption. In addition a new category, government policy and vision (15%), was added to better isolate the effect that policy has on determining a country's overall e-readiness. Social and cultural environment (15%) remained unchanged and business environment (15%) lost some weight for the new category (government policy and vision) while supporting e-services indicator was eliminated in this version 33 . Moreover, at the variable level in each category, EIU reviews the criteria for measuring e-readiness and refines the methodology on a periodic basis. EIU 2004 has made a small but significant change, so that broadband penetration was added as a criterion to measure connectivity 30 . In 2005, the methodology also has undergone significant modification. Many criteria were reweighted to reflect their increasing importance in determining e-readiness. New and more precise means of assessing performance in some criteria have been developed, including in the areas of internet security and connectivity (internet affordability, internet security and the penetration of public-access wireless "hotspots") and in ICT spending and education (degree of entrepreneurship and innovation). The connectivity was weighted more heavily towards broadband penetration (20%) this year to reflect its growing importance in ICT development. On the other hand criteria that no longer accurately reflect the shape of the digital economy was removed 31 . 34 . While in 2009 several changes was made to the methodology. Three new "usage" indicators was added to the "consumer and business adoption" category, use of the internet by consumers, the use of online public services by citizens and the use of online public services by businesses. Two existing indicators assessing the availability of online public services for citizens and businesses was moved to the "government policy and vision" category. Further, the eparticipation indicator was added to the government policy and vision category. An indicator of international internet bandwidth per head also was added to the "connectivity and technology infrastructure" category. Elsewhere in this category, some measures were removed (personal computers and WiFi hotspots). The "educational level" indicator in the "social and cultural environment" category was broadened to include data on gross enrolment in education, in addition to the existing measure of school life expectancy. The "electronic ID" indicator previously was in "connectivity and technology infrastructure", moved to the "legal environment" category. Also in this category, the indicator "laws covering the internet" was revaluated to focus exclusively on cybercrime, data privacy and anti-spam legislation. Lastly, in EIU 2009 the 1-5 scoring scale changed to a 1_0 scoring scale for all indicators 35 . In 2010, a few modifications to EIU model were made. Four changes are in the "connectivity" category of indicators, and the one is in "social and cultural environment". For connectivity, broadband quality and mobile quality were added. In measuring "broadband affordability", the lowest connection speed is now 256 kilobytes per second (kbps) (previously this was 128 kbps). The scoring scale for "internet user penetration" was adjusted, with 100% of the population representing the highest penetration achievable in a country (this previously was 75 %). Regarding to social and cultural environment category, the "educational level" indicator was expanded to encompass a third sub-indicator "gross enrolment in tertiary education" 21 . It can be concluded that the advances in technology like the high-speed internet, the availability of digital public services and the penetration and advancing of mobile technologies, has an essential role on the changes made on this index. See Table  4 . 
5.0 REFINING THE E-GOVERNMENT READINESS INDICES
In related to e-government, the utilization of the latest technologies is vital to reduce the time required by processes to the minimum, aiming at improving the relationships with citizens by providing more effective and efficient services 36 . On the other hand, the shifting landscape of new technologies and consumer preferences means that e-readiness is a fast-moving target, and static measures may fail to capture its impact 15 . Therefore, through the few years ago, the e-readiness indices have undergone some modifications. Further, as shown in the previous section, the main driver for this modification is the advancing of technology. For example-EIU in its e-readiness ranking 2007 eliminated fixed-line phones as an indicator and increased the weight of mobile penetration, as mobile phones are generally cheaper, easier to access and, with text messaging and mobile commerce applications, increasingly powerful digital devices 15 . In this regard, Cloud Computing is fast creating a revolution in the way information technology is used and procured by organizations and by individuals 37 . Even further Tripathi and Parihar 37 , and Pokharel and Park 38 stated that to make the e-government system sustain and survive for a long time in entire world, the Cloud Computing is the only solution for today and tomorrow.
Furthermore, cloud-based solutions in the government sector have already established their effectiveness to meet the requirements and the unexpected demands for resources 36 . More and more governments around the world are introducing migration to Cloud Computing as a means of reducing costs, improving services, and increasing effectiveness and efficiency in public organisations 39 . Several examples indicate that Cloud Computing technology has become a strategic direction for numerous governmental agencies and is already being employed in critical areas of the government's IT infrastructure. The United States federal government has already started to implement Cloud Computing within their IT strategies 36 . Furthermore some public sector organizations have made early moves into Cloud Computing. For example, U.S. General Services Administration recently announced moving the government-wide portal usa.gov to the cloud and issued a Request For Information (RFI) for cloud infrastructure services. In Japan, the Ministry of Internal Affairs and Communications has announced plans to shift all government agencies into a private cloud environment by 2015 40 . The characteristics of the Cloud Computing and its expected benefits in the public sector encourage governments to adopt these technologies, especially in the developing countries where the cost is one of the major barriers for implementing advanced IT infrastructures 36 . Therefore, e-government readiness indices could be modified according to the characteristics of Cloud Computing. So, we propose a framework that refines the existing indices by eliminate, add or give different weight to some indicators through analysis the characteristics of Cloud Computing and benefits and challenges of adopting this technology in egovernment. Here, we analyze Cloud Computing characteristics to identify its potential benefits and challenges for e-government and then, on the next section, we present the proposed framework.
Cloud Computing
Cloud Computing is a model for enabling ubiquitous, convenient, on demand network access to a shared pool of configurable computing resources (e.g., networks, servers, storage, applications, and services) that can be rapidly provisioned and released with minimal management effort or service provider interaction 41 . This cloud model is composed of five essential characteristics:
 On-demand self-service: computer services such as email, applications, network or server service can be provided as needed. It means that organizations can request and manage their own computing resources.  Broad network access: Capabilities are available over the network and accessed through thin or thick client platforms (e.g., mobile phones, tablets, laptops, and workstations). So the cloud made it easier for organizations to bring their application closer to users.  Resource pooling: Computing resources are pooled to serve multiple consumers, with different physical and virtual resources dynamically assigned and reassigned according to consumer demand. Resulting in higher application density on single hardware, much higher resource utilization, price for resource usage continues to fall and resources can easily be shifted to where the demand is.  Rapid elasticity: Capabilities can be elastically provisioned and released to scale rapidly in proportion to demand. Resources appear to be unlimited and can be appropriated in any quantity at any time. Organizations can easily expand and contract the amount of resources. Thus save money when the application is under light load and doesn't need much resources. So they don't need to spend a great deal of time doing capacity planning.  Measured service: Computing services use a metering capability on the pay-per-use model which enables to control and optimize resource use. This allows organizations to optimize their applications for lower resource utilization, budget for future growth and better budget new projects.
For e-government, these characteristics mean that organizations can easily deploy Cloud Computing without the need to purchase hardware, software licenses, or implementation services (Ease of Implementation). They can reduce or eliminate ICT capital expenditures and decrease ongoing operating expenditures by paying only for the services they use and by reducing or redeploying their ICT staffs (Cost Savings). When user loads increase, organizations need not to secure additional hardware and software, but can instead add and subtract network load capacity (Scalability).Cloud Computing can increase staff mobility by enabling access to business information and applications from a wider range of locations and/or devices (Flexibility). It allows smaller organizations to access to higher-caliber hardware, software, and ICT staff than they can attract and/or afford themselves (Access to IT Capabilities). Organizations can focus ICT staff on higher-value tasks by reducing or eliminating constant server updates and other computing issues (Redeployment of IT Staff).Cloud Computing can make it much easier to reduce or shed functionalities like running data centres and developing and managing software applications, allowing organizations to concentrate on critical issues such as the development of policy and the design and delivery of public services (Focusing on Core Competencies) 39, 40, 42, 43, 44 . The exploitation of Cloud Computing benefits for egovernment projects will make a revolution in the world of egovernment and in cost saving, to ensure the actual use of resources, get professionalism in the use and management of applications and also human resources, and the ability for scalability of infrastructure high or low at any time 45 . On the other hand, Cloud Computing like any application on the Internet has challenges. Many challenges of Cloud Computing for e-government relate to its apparent newness and the relative underdevelopment of the marketplace for cloud services. One area of challenge pertains to open standards and interoperability. There appears to be a lack of standards when using and implementing Cloud Computing. Governments will need to promote open, international standards for the cloud so that users will be able to switch cloud service providers with a minimum of cost and risk 46 . Many governments are committed to using ICT systems that conform to so-called open industry standards to reduce the cost or performance risks that can occur when using nonstandard systems.
Security and privacy of information held in Cloud Computing environments is another area of significant concern for governments. Special consideration must be given to using Cloud Computing to handle information that is vital to national security, to maintaining public trust and confidence in government, or to managing certain core government functions such as foreign relations, maintenance of property rights, law and order, and defence. The issues of privacy and security are complicated by the location of data in a number of different jurisdictions with differing levels of protection. Public managers should assure themselves that the security surrounding cloud environments complies with laws, policies, and protocols 46 . As part of this, organizations will need to assure themselves that appropriate service-level agreements (SLAs) are in place, that they have adequate mechanisms and skills for assessing performance against those SLAs.
Another challenge will be assuring business continuity; risk of data loss due to improper backups or system failures are outside your control. Governments will need to understand the business continuity risks that this entails and be assured that effective remedies for those risks (such as strong contracts, effective SLAs, disaster recovery, and business continuity plans) are in place-especially if using offshore cloud services 40 . On the other hand, as Cloud Computing services relies fully on the availability, speed, quality and performance of internet as it works as carrier in between consumer and service provider, Internet dependency-performance and availability will be an issue 47 . Furthermore, additional challenges such as; Leadership (Support/Understanding), the need to establish an appropriate and context-tailored strategy and the needs for a range of new policies, laws, and rules, should be considered 39 .
Proposed Framework
By adoption Cloud Computing in e-government the egovernment readiness indices will be affected. So that the benefits of Cloud Computing for e-government will reduce the need for some requirements, while the challenges impose more attention to others. Thus, some indicators will get low weight and others will get high weight or even new indicators or variables can by introduced. (Table 5) shows the relationship between the benefits and challenges of Cloud Computing, and the main e-government readiness indicators. ICT infrastructure is considered as one of the main indicators to preparedness of a country to implement egovernment systems and it relatively has high weight in the current e-government readiness indexes (as shown in Table 3 ). However, as infrastructure is hosted on cloud, government does not have to spend on hardware, software, skills resources and maintenance. For example; by moving to the Cloud, General Services Administration (GSA) in USA, saved costs by 72% 48 . In addition, the infrastructure upgrade time reduced in maximum 24 hours, from nine months with on-premises hosting. Furthermore, the two hour average downtime with the traditional infrastructure, reduced to near zero with the Cloud solution 48 . Therefore, ICT infrastructure as a component of egovernment readiness index will get less weight. In addition, its variables may be confined to the factors affect the connectivity and affordability like electricity production, mobile network coverage and secure Internet servers.
In construct, using the Internet to perform computing, government does need to factor the additional requirement of high speed, always on the internet and security and privacy considerations that Cloud Computing demands. Subsequently the more to do on the cloud, the more demand will be placed on Internet connection. Therefore, connectivity as an indicator gets more attention. So we considered it as a separated component to get appropriate weight. Its variables may include internet bandwidth, fixed broadband, mobile-phone penetration, Internet user penetration, mobile broadband and quality broadband.
On the other hand, taking into account the high penetration of mobile devices, ease of use by the public and the possibility of provision Cloud Computing services through these devices, and because clouds provide an excellent backend for mobile phone applications 46 and from the other side Cloud Computing omits the need for many skills. Harris and Alter 49 stated that Cloud Computing is considered as an attractive option when skilled IT staff or equipment is difficult and expensive to come by (Nearly two-thirds of executives asserted they pursued cloud services at least partly for this reason). Therefore human capital as a component of an e-government readiness index may take less weight.
Whilst, to move to the cloud, a government has to ensure that the standards which respond to high priority security, interoperability, and portability requirements are in place for a Cloud Computing environment. For example, in USA, as part of the Federal Cloud Computing Initiative, the National Institute of Standards and Technology (NIST) is leading and facilitating the development of Cloud Computing standards (SAJACC and FedRAMP) which support interoperability, portability, and security to enable important usage scenarios 48 . As can be seen in (Table 5 ) many of Cloud Computing challenges related to the need for policies and regulations (open standards and interoperability, business continuity, strategy, privacy, rules and policies). Therefore the weight for this component will be relatively high, and the suggested variables may include (Service-level agreements (SLAs) -Business continuity plansInformation security policies -E-government strategy) as well as the traditional frameworks indicators such as laws covering the Internet; level of censorship and electronic ID. Figure 1 shows the main components of our proposed framework. From the main characteristics of Cloud Computing, benefits and challenges to e-government can be concluded. Benefits of Cloud Computing lead to lowering significantly the weight of ICT infrastructures indicator and partly the weight of human capital indicator. In contrast, its challenges increase the weights of connectivity, and policies and regulations indicators. 
Cloud Computing Characteristics
Benefits to egovernment
Challenges to egovernment
Low weight Egovernment readiness indicators
High weight Egovernment readiness indicators
ICT Infrastructures Connectivity
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6.0 DISCUSSION AND CONCLUSION
The advancing of ICT technologies forces the governments over the world reassess their e-readiness in order to identify the most relevant IT based development opportunities to be more efficient in providing services to their citizens. E-readiness assessment is particularly relevant for government at its preliminary or intermediate development stage of e-government. It can serve as a useful starting point, so that a government can assess its state of readiness, identify its gaps and priorities, and then redesign its e-government strategy. By reviewing the egovernment readiness assessment, we conclude that, there is no standard model for e-readiness assessment, and most of the egovernment assessment frameworks, models or tools are varied in terms of measurements and indicators. Even more, weights or even indicators in the same model may change over the time for different reasons, the most important, emerging new technology or paradigm. Thus, we propose a framework that reflects how Cloud Computing may influence e-government readiness indices. This framework shows how Cloud Computing can refine the existing e-government readiness indices; so that indicators like ICT infrastructure and human capital get less weight, while indicators such as connectivity and regulations acquire more weight. This means that, a country that is considered less ready in terms of ICT infrastructures and skills required to adopt e-government, its readiness with the new viewpoint of our framework will be high.
