Abstract-A number of techniques for indoor and outdoor WiFi localization using received signal strength (RSS) signatures have been published. Little work has been performed to characterize the RSS signatures used by these WiFi localization techniques or to assess the accuracy of current channel models to represent the signatures. Without accurate characterization and models of the signatures, a large amount of empirical data is needed to evaluate the performance of the WiFi localization techniques. The goal of this paper is to characterize the RSS signatures and present a novel wall breakpoint model for use in WiFi localization simulations to eliminate the need for large empirical databases. In this paper, we present our empirical database of RSS signatures measured in the campus of the Worcester Polytechnic Institute, characterize the RSS signatures used in WiFi localization, evaluate the performance of the current WiFi channel model, and propose a novel wall breakpoint model, which exploits site-specific information to provide a tighter fit to the empirical RSS signatures. From the RSS signature characterization, it was observed that the behavior of the RSS signatures is dependant on the location of the Access Point (AP) with a building due to shadow fading. Our proposed model improves upon the simpler WiFi channel model by adding a dynamic site-specific wall breakpoint to account for the location of the AP within a building and allowing for proper simulation of the outdoor path-loss environment. [6] . A RSS signature for a given AP comprises a series of signal detections over a specified measurement path. To provide localization, the RSS's of the APs detected by a mobile device are compared with a large database of locationtagged RSS signatures using a variety of algorithms. The RSS signature database is collected through a costly and timeintensive process of war-driving [7] . The war-driving process involves systematically driving through an entire area where WiFi localization is to be performed to collect location-tagged RSS measurements for each detected AP.
I. INTRODUCTION
IFI localization using received signal strength (RSS) is attracting attention as a complement to Global Positioning System (GPS) for indoor and outdoor urban areas where GPS does not perform satisfactorily [1] [2] . The growth of WiFi Access Points (APs) and mobile WiFi devices have spawned many new applications, which use WiFi for both connectivity and localization. The idea of WiFi localization was first introduced by Bahl for indoor location [3] . Bahl's concept took advantage of the growth of WiFi enabled devices and massive deployment of WiFi APs. Bahl set the ground work for Roos, who used a probabilistic approach to increase the accuracy of indoor location [4] . From these works, companies offering location-based services have successfully commercialized the idea for indoor WiFi localization [2] .
WiFi localization became feasible for outdoor environments as the deployment of WiFi APs and WiFi enabled mobile devices became ubiquitous. For outdoor areas it is not feasible to collect large amounts of calibration data as done for indoor techniques. Place Lab overcame this barrier through the use of a probabilistic algorithm, which only required sparse calibration data [5] . The WiFi localization techniques used by outdoor localization algorithms are based on RSS signatures [5] [6] . A RSS signature for a given AP comprises a series of signal detections over a specified measurement path. To provide localization, the RSS's of the APs detected by a mobile device are compared with a large database of locationtagged RSS signatures using a variety of algorithms. The RSS signature database is collected through a costly and timeintensive process of war-driving [7] . The war-driving process involves systematically driving through an entire area where WiFi localization is to be performed to collect location-tagged RSS measurements for each detected AP.
To test the performance of outdoor WiFi localization applications and algorithms, a large database of empirical data or an accurate channel model for simulation is needed. Collecting large amounts of empirical data is time and cost intensive [7] . Therefore, an accurate channel model is preferred, but it is important to use a model that accurately characterizes the channel. Accuracy is important as it has been shown that the effects of the physical layer characteristics impact the performance of algorithms and can even affect the ranking among algorithms in performance evaluations [8] . To date, no evaluation of the accuracy of WiFi channel models to simulate the RSS signatures used by outdoor WiFi localization applications and algorithms has been performed.
The objective of this paper is to characterize the RSS signatures used in WiFi localization and present a novel wall breakpoint channel model. Our goal is to allow for the development and evaluation of WiFi localization algorithms using a channel model and eliminate the need for large and costly empirical databases.
The remainder of this paper is organized as follows. In Section II, we describe our large empirical database of 100,261 location-tagged RSS measurements and the characterization of the RSS signatures using the database. In Section III, we describe our proposed novel wall breakpoint model, which uses readily available topographical site-specific data from Google Earth TM to account for the location of the AP with a building. In Section IV, we use binary hypothesis testing to define a performance metric to evaluate the current WiFi channel model and our new wall breakpoint model against the empirical data and the results are discussed. In Section V, we state our conclusions and summarize our study.
II. CHARACTERIZATION OF RSS SIGNATURES IN A CAMPUS ENVIRONMENT
This section details the efforts to characterize the WiFi RSS signatures in a campus environment. To perform the characterization, an empirical database of location-tagged RSS measurements was built using measurements made around Worcester Polytechnic Institute (WPI) in Worcester, Massachusetts. The WPI campus was chosen because the WiFi AP infrastructure was known. The RSS data was then plotted on Google Earth TM to co-locate the RSS signatures in the environment where they were produced for analysis.
A. Empirical Database Description
To allow for the characterization of the RSS signatures, a significant base of empirical data was needed. To fulfill this need, an extensive database of RSS measurements was built. The database consists of 100,261 location-tagged RSS measurements from 48 APs in 13 buildings over 6,452 meters at and around the WPI campus. The data was collected using a standard off-the-shelf WiFi card for the RSS measurements, and a GPS unit for accurate position information. The measurements were taken on foot while walking at a steady pace.
The WPI campus was chosen for several reasons: it has a high concentration of APs, the locations of the APs are known, and it fit the scenario for a mobile WiFi user. The high concentration of APs was representative of urban areas where WiFi localization is most effective. It was a necessary to know the locations of the APs for the channel models described in Section III, which require the distance from the AP to the measurement point to be known. The campus fit the mobile WiFi scenario because there are available measurement paths both along streets and sidewalks frequented by mobile WiFi users, and there is a high concentration of APs in the surrounding buildings. Fig.1 shows the paths taken during the data collection as well as the AP locations. 
B. WiFi RSS Signatures Characterization
The RSS signatures are composed of connectivity segments of varying length. We define connectivity segments as AP signal detections in adjacent samples along the measurement path. Fig. 2 shows the connectivity segments of the RSS signatures for the seven APs in the Atwater Kent (AK) Laboratories. These connectivity segments are one of the main parameters used in WiFi localization algorithms. 978-1-4244-4148-8/09/$25.00 ©2009
In the figure, the RSS signature is present only on one side of the building, the same side as the AP is located. There is no signature on the other side of the building even though the measurement paths were the same distance away from the AP. The lack of signature is due to the shadow fading caused by the building, which is directly related to the location of the AP within the building.
To further understand this relationship, the RSS signature detections were overlaid onto plots of the distance from the AP to the measurement point and the distance from the AP to the edge of the building in Fig. 4 . The figure clearly shows that the location of the AP within the building has a signification impact on the detection of a signal from an AP at a given measurement point. For example, at sample point 24 and 192 the measurement points were both 50 meters away from the AP. At sample point 24 there was signal detected from the AP, but at sample point 192 there was not. This was because at sample point 24 there were only 16 meters of building for the signal to pass through whereas at sample point 192 there were 37 meters of building to pass through. Given this observation, it is very important for a channel model to account for the location of the AP within a building to accurately model the building's shadow fading effects.
To characterize the distribution of the RSS signature connectivity segment lengths, three distribution functions were fit to the RSS signature connectivity segment lengths Cumulative Distribution Function (CDF). The functions chosen were exponential, lognormal, and Rayleigh. The exponential distribution was chosen because it describes the distribution of random events. The lognormal distribution was chosen because it has been shown to describe large-scale variations in RSS measurements [9] . Lastly, the Rayleigh distribution was chosen because it has been shown to describe small-scale RSS measurement variations [9] . Table I gives the CDF formulas for each of the distributions. Fig. 5 shows the three distribution functions fit to the empirical RSS signature connectivity segment lengths with the best fitting distribution being the lognormal distribution. 
III. MODELS FOR RSS SIGNATURES
In this section, the distance partitioned path-loss model is described and a novel wall breakpoint model is proposed. The distance partitioned path-loss model is the basis of the indoor channel model used for the 802.11 WiFi standard [10] . The proposed novel wall breakpoint model extends this model to the outdoors using site-specific information available from Google Earth TM to account for the AP location within a building.
A. Distance Partitioned Path-Loss Mode
Most recently, the radio channel model used for WiFi propagation path-loss in an indoor environment is the distance partitioned path-loss model [11] . The basis of the distance partitioned model is the assumption that the propagation pathloss gradient from the AP to the receiver is not uniform. Given this assumption, the propagation path is partitioned into two sections using a breakpoint distance parameter, d bp . Each section uses a separate distance-power gradient parameter, α 1 and α 2 , to characterize the path-loss for each section. Equation (1) gives the formula for the distance partitioned path-loss model,
{ dp dp dp bp • L p is the path-loss over the distance d in dB
• d is the distance from the transmitter to the receiver in meters
• L 0 is the path-loss over the first meter in dB
• α 1 and α 2 are the distance-power gradients for the path sections before and after the static breakpoint respectively in dB/meter
• d bp is the static breakpoint distance in meters
The non-uniform path-loss assumption holds true for most indoor environments. When the receiver is close to the AP, it is likely that they are located in the same room, where the path-loss would be about the same as free space. As the receiver moves farther away from the AP, it becomes more and more likely that there will be structural partitions between the AP and the receiver, which would increase the path-loss.
B. Proposed Wall Breakpoint Model
The distance partitioned path-loss model was intended for indoor-to-indoor channel modeling. To be useful for WiFi localization simulations, a channel model must represent the propagation path-loss from an AP inside a building to a receiver outside the building. The distance partitioned pathloss model is not ideal for modeling indoor-to-outdoor scenarios due to its basic assumption not holding true. The assumption holds true up to the exterior wall of the building, but after that the path-loss environment changes to free space with trees, lamp posts, signs, and other buildings posing obstacles to the receiver. The small-scale obstacles cause scattering of the propagating wave while the large-scale obstacles like the surrounding buildings cause reflections of the propagating wave, which may interfere constructively or destructively at the receiver [12] .
To fulfill the need for a channel model to simulate the propagation path-loss from an AP inside a building to a receiver outside the building, a new novel wall breakpoint model is proposed. The new model serves to extend the distance partitioned path-loss model from the exterior wall of a building to the receiver. The wall breakpoint model is made possible by leveraging the readily available topographical sitespecific information from Google Earth TM to define dynamic input parameters for each AP and building.
The wall breakpoint model extends the distance partitioned path-loss model to allow for proper simulation of the path-loss environment outside of buildings. It was implemented by adding path-loss for the exterior wall of the building, L w , and a second dynamic breakpoint, d wbp , with an associated distancepower gradient, α E , for the path section outside the exterior wall of the building. Equation (2) gives the path-loss for the wall break point model, Where the added parameters are:
• d wbp is the dynamic AP specific wall breakpoint defined by the distance from the AP to the exterior wall of the building in meters
• α E is the distance-power gradient for the exterior path
• L w is the path-loss for the exterior wall in dB
The dynamic wall breakpoint is defined by the distance from the AP to the exterior wall of the building. This dynamic parameter uses the building information from Google Earth TM to calculate the distance for the breakpoint. Fig. 6 shows a conceptual example of the wall breakpoint locations given the location of the AP, exterior wall, and sample measurement points, i to i+n. To use the wall breakpoint model in a simulation, the exterior walls of the building containing the APs are outlined in Google Earth TM . The wall outlines are used to find the line intersections of the signal path and building walls to define the breakpoint for each AP and sample.
A path-loss for the exterior wall was added to account for the penetration loss of the exterior walls of buildings. The building penetration loss equates to a one-time loss in signal strength. The wall path-loss parameter can be varied depending on the type of buildings in a simulation. Residential buildings have less path-loss than brick commercial buildings. Reference [9] states that the average path-loss at ground floorlevel is 12.8dB at 2.3GHz.
The path-loss found in (2) is converted to an RSS by (3),
where P t is the transmitted power in dBm. For WiFi the transmitted power is 20dBm.
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IV. PERFORMANCE EVALUATION RESULTS
To evaluate and optimize the new wall breakpoint model, a performance metric based on binary hypothesis testing was defined to measure the ability of a channel model to simulate the empirical RSS signatures. Using the empirical database and the defined performance metric, the optimal distancepower gradient for the third path section and wall path-loss was found. The performance of the new model was compared with the distance partitioned path-loss model using parameters for a typical office environment. Finally, the CDF of the RSS signature connectivity segment lengths from the empirical data was compared to the distance partitioned path-loss and wall breakpoint model.
A. Definition of Performance Metric
To evaluate the performance of the channel models, binary hypothesis testing was employed to measure their ability to accurately produce the empirical RSS signatures. To use binary hypothesis testing, the model results and empirical data were treated as two binary sets, D and H, in the sample space, S. The sample space consisted of the locations where RSS measurements were recorded. For each AP there was an empirical set consisting of the locations where a signal was detected, H. Similarly, for each AP the channel model produced a set consisting of the locations where a signal was predicted, D.
In binary hypothesis testing, the empirical data are used to find the probabilities of the possible outcomes. There are four possible outcomes for each sample: the model predicts a detection and the empirical data shows a detection (D 1 , H 1 ) , the model predicts a detection and the empirical data does not show a detection (D 1 , H 0 ) , the model does not predict a detection and the empirical data does not show a detection (D 0 , H 0 ), and last, the model does not predict a detection and the empirical data does show a detection (D 0 , H 1 ). Given these four possible outcomes, Bayes' theorem (4) was used to find the likelihood of correct model predictions [13] .
In Equation (5), the two correct model prediction likelihoods were averaged and used as the performance metric, K. The performance metric was used to evaluate each channel model's ability to match the empirical RSS signatures.
B. Wall Breakpoint Model Performance Results
The wall breakpoint model has two variable metrics for optimization; the path-loss for the exterior wall of the building, L w , and the distance-power gradient for the path section from the exterior wall to the receiver, α E . Before the performance of the wall breakpoint model was able to be evaluated these two parameters needed to be optimized. Using the performance metric defined in the previous section, the two parameters were optimized using the empirical database.
For the remaining parameters, typical office environment values were used as defined in [10] . Table II gives the parameter value ranges used for optimization of the model and the optimal values found for the WPI campus. Using the optimal parameter values, the mean, maximum and minimum performance of the wall breakpoint (WB) model were found for all 48 APs over the collected measurement paths. Table III compares the performance of the static distance partition path-loss model (DP) using the same typical office environment parameters as the wall breakpoint model. From this comparison, the wall breakpoint model outperformed the static distance partition path-loss model in certain cases up to 25% and on average by more than 9%. In addition to the performance metric, the mean RSS and coverage distance of the two models were found for
comparison. Table IV shows the difference of the mean RSS's and coverage distances of the channel models from the empirical RSS signatures. Fig . 8 shows the CDF of the empirical RSS signature connectivity segments, the wall breakpoint model, and the static distance partitioned path-loss model. From the figure it can be seen that the new wall breakpoint model creates RSS signature connectivity segments that have a tighter fit to the distribution of the empirical data than the static distance partitioned model.
V. CONCLUSION
Comparative performance evaluation of WiFi localization algorithms requires a large database of RSS signature information. It is very expensive and time consuming to collect this information through war-driving and companies who have invested substantial capital to collect these databases naturally can not share them with others. Therefore, a channel model is needed for the research community who has no access to a database of substantial RSS signature information.
To support the development of an accurate model, we have characterized the RSS signatures in a campus environment. From the characterization, it was found that the RSS signatures were composed of connectivity segments following a lognormal distribution. We further observed that the behavior of the connectivity segments were correlated with the location of the AP with respect to the exterior walls of the building, which governs the amount of shadow fading.
After characterizing the RSS signatures, we evaluated the existing static indoor WiFi channel model proposed by the IEEE 802.11 standardization committee and proposed a new wall breakpoint channel model, which accounts for the building shadow fading by exploiting Google Earth TM to incorporate the building boundary information. We showed that our proposed wall breakpoint model more closely represents the dynamics of the RSS signatures for WiFi localization over the existing static indoor WiFi model by as much as 25%.
