The increasing global adoption of XBRL and its potential to replace traditional formats for business reporting create a need for quality assurance for XBRL-tagged data. Although prior studies have addressed assurance issues on XBRL-related documents (i.e., instance documents and extension taxonomy) and related audit objectives, they primarily focus on the U.S. and, thus, may not be comprehensive enough for use in other countries. Furthermore, no prior literature discusses what and how computer-assisted audit functions can help auditors while they are performing assurance on XBRL-related documents. The main goal of this paper is to introduce computerassisted audit functions that can be used by auditors to perform audit tasks to attain identified audit objectives. Based on professional guidelines and prior academic studies, this study introduces a set of audit objectives and related audit tasks that auditors might confront if they are asked to provide assurance on XBRL-related documents. The study then demonstrates a set of related computer-assisted audit functions for conducting the audit tasks and discuss how the identified audit objectives could be achieved using these functions.
INTRODUCTION

B
usiness information is increasingly being provided in digital formats such as Portable Document Format (PDF) and HyperText Markup Language (HTML). Extensible Business Reporting Language (XBRL) was developed to further enhance information communication by providing a standardized method to prepare, publish, and exchange business and, especially, financial information. XBRL is being used, being implemented, or being pilot tested around the world for financial reporting and government e-filings, as well as other uses (XBRL International 2015b) . While the adoption of XBRL is spreading, the limited guidance for and experience with XBRL raise questions about the quality of XBRL-tagged data, which, in turn, leads to assurance issues regarding the use of XBRL (Alles and Gray 2012; Boritz and No 2009; Cohen, Debreceny, Farewell, and Roohani 2014; R. Plumlee and M. Plumlee 2008) .
Existing literature has discussed potential assurance issues on XBRL-tagged data and also introduced a conceptual framework for providing assurance on XBRL instance documents. Profession-generated guidelines are also available to assist accounting and auditing professionals for performing and reporting on agreed-upon procedures engagements on XBRL-tagged data. However, such literature and guidelines focus on the U.S. Securities and Exchange Commission (SEC) mandate and, thus, may not be applicable to other countries. Moreover, prior studies are not sufficient to provide a comprehensive set of detailed audit tasks that need to be performed by auditors to achieve audit objectives. Srivastava and Kogan (2010) argued that several assertions addressed in their conceptual framework for providing assurance on XBRL instance documents could be easily done using computer-assisted tools, but did not demonstrate how auditors can carry out such tasks using computer-assisted audit tools. In other words, to our knowledge, none of the existing studies and profession-generated guidelines address what and how computer-assisted audit functions can help internal or external auditors (hereafter, auditors) perform audit tasks to provide assurance on XBRL-tagged data.
The main objectives of this study are to introduce a set of audit objectives and related audit tasks that are extensive enough to be applicable to various XBRL implementations around the world, and to discuss how computer-assisted audit functions can help auditors if they are asked to provide assurance on XBRL-tagged data. Those objectives and tasks could pertain to an external agreed-upon procedures engagement, an examination-level attestation engagement, or an internal audit program or other internal quality assurance program aimed at ensuring that XBRL-related documents 1 produced by the entity are accurate and reliable. To that end, this study identifies a set of audit objectives and related audit tasks, as well as computer-assisted audit functions that could be used by auditors to perform each audit task. It also introduces a research prototype to demonstrate how such computer-assisted audit functions can be used to perform audit tasks to achieve the identified audit objectives.
The present study provides several contributions not only for auditing professionals and academics, but also for XBRL communities. First, it addresses assurance issues on XBRL-tagged data and introduces a set of audit objectives, related audit tasks, and computer-assisted audit functions. No country around the world requires independent audits on XBRL filings, although a few countries such as India, The Netherlands, and South Africa are moving toward mandating assurance on XBRLtagged data. Nevertheless, many public companies, especially those in the U.S., have voluntarily engaged or plan to engage their auditors to perform agreed-upon procedures on their XBRL filings (Ernst & Young [E&Y] 2011; Merrill Disclosure Solutions 2015) . As the importance and decision value of XBRL-tagged data increases, it is reasonable to assume that interest in assurance procedures will also increase, whether voluntarily or due to regulatory mandate. Accordingly, auditing professionals can benefit from this research when they are performing an assurance engagement on XBRL-related documents. Academics can also utilize the research outcomes while they are investigating assurance issues on XBRL-tagged data. Second, organizations preparing XBRL filings can also benefit from this research during their review process before they submit their XBRL-related documents to regulators (e.g., the U.S. SEC and the U.K. HMRC (Her Majesty's Revenue and Customs). Third, this study also illustrates how computer-assisted audit functions can be used to carry out each audit task. XBRL software developers can make use of such functions when they develop XBRL tools for reviewing and auditing XBRL-related documents to enhance the quality of XBRL-tagged data.
The remainder of this paper is organized as follows. The next section discusses a number of issues that auditors might confront if they are asked to perform assurance on XBRL-related documents, and reviews prior studies. This is followed by the details of research methodology and a set of audit objectives and related audit tasks for providing assurance on XBRL-related documents. The following section addresses useful computer-assisted audit functions and illustrates how these functions can be used to achieve those audit objectives. Next, the evaluations of the audit objectives, audit tasks, and computer-assisted audit functions are presented. Finally, this paper concludes with a summary of limitations and suggestions for future research.
FINANCIAL REPORTING USING XBRL AND ASSURANCE
Financial Reporting using XBRL Although XBRL can be used for a variety of business reporting purposes, this study primarily focuses on financial reporting in this study. Around the world, various implementation practices are being used for XBRL creation. XBRL International (2015a) summarizes such practices into five different approaches: (1) forms-based approach offered by regulator or third party, (2) in-house embedded production from existing software, (3) outsourced production, (4) in-house production with ''bolt-on'' tools and processes, and (5) in-house embedded production with Disclosure Management or Regulatory Filing software and changed processes. For instance, some countries (e.g., China and South Korea) provide software or a website for companies to create XBRL-related documents by entering the required information into a template or form (approach 1), whereas other countries (e.g., Germany and the U.S.) allow companies to outsource their XBRL creation to a third-party service provider (approach 3) or to generate their XBRL-related documents using XBRL tools (approaches 2 and 4) or through embedding the XBRL creation process into their information systems (approach 5). Companies can choose any approach, depending on their preferences, except for approach 1, which is required by their regulators. Although approaches 2 and 5 may result in long-term benefits associated with an improved XBRL creation process and enhanced data quality, they are more radical approaches that require a redesign of current information systems and, thus, are rarely used (Garbellotto 2009b) . Therefore, the two most popular approaches are approach 3 and approach 4. For expositional purposes, this study, therefore, concentrates discussion on those two approaches. Figure 1 depicts the current status in electronic financial and business reporting and assurance. 2 Currently, most companies create their official financial statements using their internal financial reporting systems and then create XBRL-related documents. 3 Regardless of their approach (i.e., approach 3 or 4), most companies typically use a ''bolton'' process (Garbellotto 2009a; Janvrin and No 2012; XBRL U.S. 2010b) . Under a bolt-on process (XBRL Creation Process in Figure 1 ), a company first maps financial facts in the official financial statements to elements in a standard XBRL taxonomy (e.g., IFRS taxonomy or XBRL U.S. generally accepted accounting principles [GAAP] taxonomy). It also determines whether there are financial facts that do not match any of the elements in the standard taxonomy (Mapping). If necessary, the company extends the standard taxonomy to create extension elements (Extending). 4 It then sets up the context information, such as
FIGURE 1 Electronic Financial Reporting Using XBRL and XBRL Creation Process
The full-color version of Figure 1 is available as a downloadable PDF, please see Appendix A. period and units of measure, that collectively provide the basis for understanding the numeric or non-numeric data items or individual facts in the instance document. Next, each individual account value in the financial statements is tagged using a corresponding element (Tagging). After that, the company validates the instance document and company extension taxonomy against XBRL specifications and regulatory XBRL filing requirements (e.g., the U.S. SEC EDGAR filer manual and the U.K. HMRC filing requirements in iXBRL) and may render the instance document for visual examination (Reviewing). Finally, the company places the XBRL-related documents on the corporate web server and submits them to regulator sites such as the U.S. SEC EDGAR and the U.K. HMRC. Whenever they need to do so, users (e.g., investors, analysts, and regulators) obtain the XBRL-related documents over the Internet from the corporate website or other sites such as EDGAR (if they are made publicly available) 5 and use them for their analysis. Furthermore, if they want to transform the instance documents into other formats, such as a spreadsheet or database, then they can do so with appropriate style sheets or other tools. 6
Assurance Issues on XBRL-Related Documents
The traditional audit attests to the fairness of the presentation in accordance with the GAAP of the official financial statements. However, at present, no requirement exists around the world to provide independent assurance on XBRL despite a considerable number of errors and warnings in XBRL-related documents (e.g., Debreceny, Farewell, Piechocki, Felden, and Gräning 2010; Debreceny et al. 2011; Du, Vasarhelyi, and Zheng 2013; Roohani and Zheng 2011) . It is expected that in the early stages of XBRL implementation, companies will make mistakes when they prepare their XBRL-related documents due to their lack of XBRL knowledge and experience. As companies gain more knowledge and experience, they will make fewer errors, and well-designed XBRL tools will also reduce errors. However, some errors will continue to be generated. For example, even companies that have filed their interactive data since June 2009 continue to make a considerable number of errors. 7 Also, new entities, new personnel, and new systems will contribute to the existence of errors (e.g., unintentional errors made by inexperienced employees and software bugs). Obviously, such errors not only raise questions about the quality of XBRL-tagged data, but also lead to inappropriate analysis in financial analysis and academic research, which, in turn, could limit the usefulness of XBRL.
In the U.S., the SEC has acknowledged that as technology improves, the preparation of XBRL documents may be integrated as part of a company's financial reporting process, and the preparation of financial statements will become interdependent with the XBRL tagging process. In this case, a company and its auditor will need to evaluate internal control over its financial reporting process and report on the result of the evaluation (SEC 2009a) . Therefore, at some point, it may be desirable or necessary to perform some type of audit procedures on the XBRL-related documents to reassure that the XBRLrelated documents are complete, accurate, current, valid, and consistent translations of the underlying financial records. The subject matter of independent assurance can be either the content of the financial statements (i.e., the traditional financial statement audit expressed in XBRL) or the quality of the preparation of the XBRL instance document that incorporates all or part of those financial statements.
Prior Literature
Only a limited number of studies have examined assurance on XBRL-related documents. Boritz and No (2004) first discussed assurance issues on XBRL-tagged data and introduced eXtensible Assurance Reporting Language (XARL) to enable auditors to report on the integrity of XBRL-tagged data. Plumlee and Plumlee (2008) also addressed issues (e.g., materiality, statistical sampling, and controls over financial reporting) involved in providing assurance on XBRL-tagged data. Furthermore, Boritz and No (2009) conducted mock assurance procedures on the XBRL-related documents of United Technologies Corporation's two 10-Q filings. By presenting the findings from their examination process, Boritz and No (2009) introduced issues that might need to be addressed by auditors if they were asked to provide assurance on XBRL-related documents.
In addition, prior literature has attempted to develop a framework of XBRL assertions. Srivastava and Kogan (2010) proposed a conceptual framework consisting of a set of assertions determining the quality of an XBRL instance document and discussed how the framework could be used to help auditors in performing assurance procedures on XBRL instance documents. Past studies have also investigated auditors' perceptions and their roles in providing assurance on XBRL-related documents. Venkatesh and Armitage (2012) conducted an online survey to investigate CPAs' awareness and perceptions about assurance on XBRL financial statements. Their respondents perceived the importance of assurance on XBRL financial 5 For example, in the U.K., the XBRL-tagged financial statements to be submitted with tax returns are not intended for public use. 6 A style sheet is a mechanism that describes the layout or presentation to be used when displaying a document written in a markup language such as XML. 7 For more details, visit the EDGAR Dashboard at: https://edgardashboard.xbrlcloud.com/edgar-dashboard/ statements and identified assurance on accuracy as the most important assertion, followed by completeness, existence, proper taxonomies, proper extensions, valid extensions, and validity and well-formedness. Alles and Gray (2012) discussed the demand for external assurance on XBRL filings. Based on two relative cost comparisons (i.e., external cost relative to internal cost comparison and external cost relative to preparation cost comparison), they argued that demand for external assurance on XBRL filings exists if the cost of assurance service is either reduced or appears to be less significant to clients.
Currently, there are six profession-generated guidelines available for auditors to perform an assurance engagement on the XBRL-related documents: American Institute of Certified Public Accountants Interpretation No. 5 (AICPA 2003); Public Company Accounting Oversight Board Staff Q&A (PCAOB 2005); Assurance Working Group white paper (AWG 2006) ; AICPA Statement of Position 09-1 (AICPA 2009); AICPA Principles and Criteria for XBRL-Formatted Information (AICPA 2012); and AICPA Statement of Position 13-2 (AICPA 2013). The AICPA Interpretation No. 5, Attest Engagements on Financial Information Included in XBRL Instance Documents (AICPA 2003), addressed several considerations when an auditor is engaged to examine and report on whether an instance document accurately reflects certain client financial information. The PCAOB Staff Q&A addressed attestation on the XBRL-related documents and was intended to provide guidance for auditors engaged in reporting on whether the data contained in the XBRL-related documents accurately reflect the corresponding information shown in the official EDGAR filings (PCAOB 2005) . The Assurance Working Group of XBRL International has proposed an assurance framework for electronic business reporting based on International Standard on Auditing (ISA) 3000 principles (AWG 2006) . The AICPA's (2009) Statement of Position (SOP) 09-1 is intended to provide CPAs with guidance on performing and reporting on agreed-upon procedures engagements, performed under AT Section 201, and addresses the completeness, accuracy, and consistency of XBRL-tagged data. It also includes recommendations that assist CPAs in applying certain aspects of AT Section 201 to the subject matter of XBRL. Furthermore, the Assurance Services Executive Committee (ASEC) of the AICPA issued the Principles and Criteria for XBRL-Formatted Information to provide a guidance for preparers of XBRL-related documents and auditors providing attestation or consulting services to evaluate XBRL-formatted information (AICPA 2012). Four principles and 28 related criteria were introduced for use in evaluating the quality of XBRL-formatted information. Last, the AICPA's (2013) Statement of Position (SOP) 13-2 extends SOP 09-1 based on the AICPA (2012) Principles and Criteria for XBRL-Formatted Information. SOP 13-2 is envisioned to guide CPAs performing and reporting on agreed-upon procedures engagements for issuers submitting XBRL files to the SEC, and provides procedures and findings that address the completeness, mapping, consistency, and structure (i.e., four principles) of XBRL-formatted information.
AUDIT OBJECTIVES AND COMPUTER-ASSISTED AUDIT FUNCTIONS
Most existing literature and profession-generated guidelines focus on the U.S. SEC's XBRL mandate. This raises the question of whether they can be applicable to other countries. In this study, a design science approach is employed to propose a set of audit objectives and related audit tasks and useful computer-assisted audit functions that can serve participants in various countries seeking to provide assurance on XBRL-related documents. Design science is a pragmatic research paradigm that seeks to create innovative artifacts and evaluates the artifacts intended to solve real-world problems (Hevner, March, Park, and Ram 2004; Simon 1996) . Design science, through the process of developing and evaluating innovative artifacts, allows researchers to understand problems addressed by the artifacts and the feasibility of their approaches to solve the problems. To assist researchers in conducting, evaluating, and presenting design science research in emerging domains, Hevner et al. (2004) developed a conceptual framework with seven guidelines: (1) design as an artifact, (2) problem relevance, (3) design as a search process, (4) research rigor, (5) design evaluation, (6) communication of research, and (7) research contributions. The study was conducted in accordance with these seven guidelines. Hevner et al. (2004) argue that information systems research aims to produce a feasible artifact in the form of a construct, a model, a method, or an instantiation to address business needs within an organizational setting (Design as an Artifact). They also claim that the objective of information systems research is to acquire knowledge and understanding that allows researchers to develop and implement technology-based solutions to solve relevant business problems (Problem Relevance). To be relevant, research must address a problem faced and deliver its solution through practical application of the designed artifact. As discussed earlier, the business demands for computer-based assurance functions for XBRL-tagged information arise from the anticipated need for organizations and regulators to assure the quality of such information and the difficulty of providing assurance using manual procedures, as documented by Boritz and No (2009) .
Audit Objectives and Related Audit Tasks for XBRL-Related Documents
Conventionally, when an auditor performs a substantive test, he or she gathers sufficient appropriate evidence to enable him or her to draw a conclusion as to whether the subject matter is presented fairly, in all material aspects, in accordance with GAAP or other suitable criteria (e.g., International Financial Reporting Standards [IFRS] ). An XBRL assurance engagement may aim at assessing whether XBRL-tagged data reflect the relevant business acts and meet regulatory XBRL filing requirements (e.g., the SEC EDGAR filer manual) and other guidelines (e.g., XBRL U.S. Taxonomy Preparers Guide, FRIS, and FRTA). 8 Problem solving in design science is about utilizing available means to discover an effective solution to a problem while satisfying rules imposed by the problem environment (Hevner et al. 2004 , Design as a Search Process). In addition, design science research should be conducted in a way that ensures the application of rigorous methods in constructing and evaluating designed artifacts (Research Rigor). To identify a set of satisfactory audit objectives, related audit tasks, and computer-assisted audit functions, we took advantage of prior literature and guidelines addressing assurance issues on XBRL and computerassisted audit techniques. The initial set of audit objectives was identified thorough review and analysis of all currently available guidelines and prior studies. That is, based on the review of the aforementioned profession-generated guidelines and academic literature discussing XBRL assurance issues, we identified several objectives that auditors may need to address in performing assurance procedures on XBRL-related documents. In particular, the main foundation for audit objectives was AICPA (2013), AWG (2006) , and Srivastava and Kogan (2010) , whereas for audit tasks, it was AICPA (2013) . The audit objectives and related tasks were iteratively presented to XBRL experts, as well as auditors involved in XBRL assurance services and/or serving on task forces seeking to develop such services to benefit from their evaluations of the design. Based on the comments received, we refined the objectives and tasks. Figure 2 illustrates the final seven objectives.
FIGURE 2
Audit Objectives for XBRL-Related Documents * Adapted from Boritz and No (2009) and XBRL U.S. (2010b). Internal Control (The controls over the creation of the extension taxonomies and instance documents are operating effectively and efficiently.); Compliance (The XBRL-related documents are created in accordance with the XBRL specifications and regulatory XBRL filing requirements.); Suitability (Appropriate taxonomies are used to tag the business facts in the source documents, and the extension taxonomies are necessary to create the instance document.); Accuracy (The instance document and extension taxonomies accurately reflect, in all material respects, all business facts presented in the source documents.); Completeness (All business facts in the source documents are completely tagged at the proper level of detail in the instance document.); Occurrence (The instance document only contains valid information.); and Consistency (The extension taxonomies and instance documents are consistent across time periods.) The full-color version of Figure 2 is available as a downloadable PDF, please see Appendix A. Internal Control is the most critical objective and a foundation on which the other six objectives rest. Effective internal control reduces the risk of errors and helps ensure that XBRL-tagged data are accurate, complete, and reliable. Therefore, a vital part of assurance on XBRL-related documents is to determine whether the controls over the creation of the XBRL-related documents are operating effectively and efficiently. The second objective is Compliance. The XBRL specifications are the fundamental building blocks underlying how XBRL works and provide a set of technical rules that define the structure of XBRL-related documents. In addition, each regulator has different regulatory requirements for XBRL filings. Hence, it is essential that assurance providers (i.e., auditors) assess whether the XBRL-related documents are created in accordance with the relevant XBRL specifications and regulatory XBRL filing requirements. The third objective is Suitability. Companies create their XBRL instance documents by tagging each financial fact in the financial statements using a corresponding XBRL element. If financial facts are tagged with incorrect elements, then it is practically impossible for users of XBRL-tagged data to detect such incorrect elements that distort the meaning of the financial facts. Therefore, the auditor should determine whether appropriate elements are used to tag the underlying business facts in the source data (i.e., original financial statements), and that the extension taxonomies (if any) are necessary.
The integrity of financial data is of great interest to the users of financial data since it influences their evaluation and decision-making processes. The remaining four objectives (i.e., Accuracy, Completeness, Occurrence, and Consistency) are related to the integrity of XBRL-tagged data. Accurate and complete financial data lead to appropriate decision making, whereas inaccurate and partial data misstate the financial position and performance of companies and, if material, may result in erroneous decisions. Consequently, auditors should evaluate whether the data in the instance document accurately reflect, in all material respects, all business facts presented in the source data (Accuracy) and whether all business facts in the source data are completely tagged in the instance document (Completeness). Also, financial facts tagged in XBRL-related documents should be consistent with those in the original financial statements. Therefore, the auditor should determine whether the instance document contains information that is not in the source data (Occurrence). Finally, XBRL allows the users of XBRL-tagged data to easily compare within a company and across companies. This requires consistent use of standard and extension taxonomies and elements across reporting periods. Accordingly, auditors should assess whether the XBRL-related documents are prepared in a consistent manner (Consistency).
Some audit objectives identified in this study overlap with the assertions addressed by Srivastava and Kogan (2010) . However, our audit objectives differ from Srivastava and Kogan (2010) in three ways. First, following the methodology suggested by Lamm and Haimes (2002) and the general audit standard guidance (i.e., AU Section 312), Srivastava and Kogan (2010) identified assertions by analyzing risk scenarios that could lead to potential data deficiencies in an XBRL instance document. In contrast, this study identified audit objectives by performing a thorough analysis of currently available professiongenerated guidelines and review of prior academic papers, including Srivastava and Kogan (2010) . It is important to note that the purpose of this approach is to identify all potential audit objectives and related audit tasks to be applied to assurance procedures on XBRL-related documents. The audit objectives and tasks are then used as the basis for identifying computerassisted audit functions that should be implemented in the research prototype. Second, our audit objectives include additional components (e.g., internal control and consistency) that were not addressed in Srivastava and Kogan's (2010) framework. These two components are important, especially when the preparation of XBRL-related documents is integrated as part of a company's financial reporting process. Table 1 provides a summary of the audit objectives and 20 related audit tasks, and describes common errors in XBRL filings associated with each of the key audit objectives. It also compares the audit tasks with the procedures described in the Statement of Position (SOP) 13-2 (AICPA 2013) and Srivastava and Kogan (2010) . In the balance of this paper, the source data are assumed to be the original financial statements. If the source data were a database, then the tasks and tools would need to be extended.
Computer-Assisted Audit Functions for XBRL-Related Documents
To identify the computer-assisted functions that could help auditors perform tasks to achieve the aforementioned seven objectives, we first obtained the currently available XBRL tools from XBRL.ORG and XBRL U.S., as well as through several search engines such as Google and Bing. Most currently available tools (e.g., Fujitsu XWand and Workiva Wdesk) are developed to help users create and edit instance documents and taxonomies. Therefore, we carefully examined the tools, identified their main functions, determined whether such functions could help auditors perform the audit tasks, and classified them into major computer-assisted audit functionalities. Furthermore, additional functionalities were incorporated that are useful to perform the audit tasks and to detect common errors reported by Bartley, Chen, and Taylor (2010) , Boritz and No (2008) , Debreceny et al. (2010) , Du et al. (2013) , SEC (2009b SEC ( , 2010 , XBRL U.S. (2010a), and Weirich and Harrast (2010) . Table 2 summarizes the desired functionalities. Inappropriately use context references (e.g., roll-forward:
fail to use the same instance context reference for the beginning balance as for the end of the previous period). b,d G. The same elements are used consistently to report the same business reporting concepts, including for each period for which such concepts appear in the underlying source information.
M5
Display detailed information about elements and taxonomies. 1.2,1.5,1.9 20. Determine whether the same elements are used to tag the same business facts across reporting periods and the same rules are applied to create context information for the instance documents of different reporting periods (e.g., the same identifier and scheme are used in all contexts).
* Only principles and criteria are listed for the sake of simplicity. The details of principles and criteria can be found in 
Validation
Check whether an instance document and company extension taxonomies comply with the relevant XBRL specifications and applicable legislative or regulatory XBRL filing requirements.
6.1 Check whether an instance document and company extension taxonomies comply with relevant specifications (e.g., XBRL Specification v2.1). 6.2 Check whether an instance document and company extension taxonomies comply with regulatory XBRL filing requirements (e.g., the EDGAR filer manual). 6.3 Check whether an instance document and company extension taxonomies comply with other guidelines (e.g., XBRL U.S. Taxonomy Preparers Guide, FRIS, and FRTA). 6.4 Display appropriate reference information, validation criteria, and rules (e.g., XBRL Specification and SEC requirements). 6.5 Provide adequate messages (e.g., detailed error messages for instance and taxonomy validation tests).
Mapping/Tracing Map elements in an instance document to the business facts in the original financial statements for comparing the business facts of the original financial statements with the instance document.
7.1 Provide automated identification of matching content in source document and the instance document. 7.2 Provide automated highlighting of matching content in source document or XBRL-related documents based on manual selection and ability of software users to accept and store mappings.
Rendering
Render an instance document to enable visual review and detailed checking of the instance document to original financial statements. 
Validation
The Validation function is essential to check XBRL-tagged data because this task is too tedious for an auditor to perform effectively manually, but is essential due to the high frequency of exceptions (e.g., calculation inconsistency) or errors (e.g., the EDGAR filer validation errors) that currently exist in XBRL-related documents (Boritz and No 2008; Debreceny et al. 2010; SEC 2009b) . A validation tool usually performs two types of validations: taxonomy validation and instance validation. 9
Mapping
The Mapping function would be useful for assessing whether XBRL-tagged data in an instance document are a complete and accurate reflection of the financial facts in the original financial statements. It maps the elements in the instance document to the business facts in the original financial statements. Hence, an auditor can determine whether all financial facts in the corresponding financial statements are completely tagged at the proper level of detail in the instance document and whether the data in the instance document reflect the same information as in the corresponding financial statements.
It is important to note that the usefulness of a mapping tool may decline as the chart of accounts becomes less standardized and as the use of extension taxonomies increases. In settings like North America, where a standard chart of accounts is considered to be unacceptable, companies use a wide-ranging set of account names in their financial statements, and extension taxonomies frequently represent a considerable number of elements in their instance documents. Thus, the accuracy of a mapping between an instance document and original financial statements would be limited by the proportion of elements in company extension taxonomies and the level of granularity the company uses to tag footnotes (e.g., single block tag versus detailed tag).
Rendering
XBRL is a standardized machine-readable format that is not intended for direct human consumption. Therefore, most people would find it difficult to review or audit XBRL code directly. The Rendering function refers to converting XBRL code into a presentation that can be visually inspected by a human. Once an XBRL instance document is rendered, that version can be visually compared to the original financial statements. However, rendering does interpret metadata rather than display it directly, and important aspects for assurance may be lost or ignored.
A RESEARCH PROTOTYPE OF AN XBRL AUDITING TOOL
To describe how computer-assisted audit functions can be used to carry out audit tasks to achieve seven audit objectives, a research prototype was developed of an XBRL auditing tool, called ''XBRL Audit Assistant (XAA).'' 10 As suggested by Hevner et al. (2004) , we initially developed XAA by conducting systematic investigations of relevant computer-assisted audit functions (e.g., review currently available tools and relevant literature to identify functions that are associated with audit tasks). Hevner et al. (2004) argued that the quality, efficiency, and effectiveness of a design artifact in a given problem situation must be clearly established using well-executed evaluation methods (Design Evaluation). We improved XAA through several iterations based on the review and evaluation of academics, auditors, and software developers at various stages of the development (i.e., refine the functions based on comments received). This repeated cycle of eliciting feedback contributed to the rigor of the construction and evaluation of the research prototype.
This section briefly illustrates how computer-assisted audit functions can serve to carry out each audit task. For expositional purposes, this study uses an XBRL filing submitted to the U.S. SEC under the interactive data mandate because, compared to other implementations around the world, the SEC mandate is arguably the most complex XBRL implementation, which requires fully tagged financial statements, including detailed tagging of footnotes.
Internal Control
Audit Tasks 1, 2, and 3
The quality of XBRL-tagged data will depend on the process used to create XBRL-related documents. As in the financial reporting process, effective internal controls can reduce risks in the XBRL reporting process. With respect to XBRL, internal control can be broadly defined as a process that is designed to provide reasonable assurance regarding the achievement of objectives such as effectiveness and efficiency of the XBRL generating process, quality (e.g., reliability) of XBRL-related 9 Taxonomy validation is a process that analyzes a taxonomy to confirm that it complies with the requirements of the XBRL specifications. Instance validation is a process that checks whether the instance document is consistent with the XBRL specifications and complies with the applicable legislative or regulatory XBRL filing requirements (e.g., the SEC's EDGAR filer manual). 10 The tool was developed with funding from CaseWare IDEA Inc. documents, and compliance of XBRL-related documents with regulatory XBRL filing requirements. Therefore, auditors providing assurance on XBRL-related documents need to begin by assessing whether appropriate controls exist over the creation of original financial statements, mapping of business facts in those financial statements to the standard taxonomies, the creation of extension taxonomies if necessary, tagging of financial facts and other required information (e.g., company identifier information such as company name and central index key [CIK] ), and the review process of XBRL-related documents. The auditor also should determine whether there exist reliable, efficient version control and stable access to the extension taxonomies.
For these audit tasks, auditors are expected to mainly rely on traditional approaches such as inquiry, walk-throughs, and discussion to gather the information about existing controls. As in the traditional audit, if the company has limited internal control procedures over the preparation of XBRL-related documents, then the auditor needs to perform ''substantive'' tests to determine whether the XBRL-tagged data in the instance document meet the criteria established for them (e.g., in a bolt-on approach, whether they are a complete, accurate, valid, and consistent translation of the company's original financial statements).
Compliance
It is critical that XBRL-related documents are created in accordance with applicable rules and regulatory requirements. However, several previous studies show that some companies improperly represent the relationship among elements, fail to establish mathematical relationships among elements in a calculation linkbase, and present elements in the wrong location in a presentation linkbase. Companies also fail to report values as required by regulators and use axis and member improperly (e.g., fail to use the pre-defined table structures included in the taxonomy). To assess the compliance issues, the auditors may use software for part of the tasks and perform the rest of the tasks manually.
Audit Tasks 4, 5, 6, and 7
A vital part of the tasks related to the compliance objective is to assess whether the instance document and extension taxonomies comply with XBRL specifications (currently, v2.1), other guidelines (e.g., FRIS and FRTA), and applicable legislative or regulatory XBRL filing requirements (e.g., the U.S. SEC's EDGAR filer manual or the U.K.'s HMRC requirements). Auditors can perform such tasks by using the validation functions in an XBRL tool. Figure 3 shows the screenshot of XAA that provides validation functions for XBRL-related documents.
The validation function in XAA checks automatically whether XBRL-related documents meet XBRL specifications and regulatory XBRL filing requirements and provides a summary of validation results (see ''Validation Results-Instance'' in Figure 3 ). Validation results (i.e., errors or warnings) may represent inconsistencies between the instance document and suggested, but not mandatory, practices. For example, subtotals that are in the taxonomy, but not in the instance document, are often flagged by validation software as calculation warnings. When a validation error or warning is selected in the validation results view pane, the validation viewer highlights the XBRL tags in the instance document. The auditor then would assess these warnings to determine whether they are truly errors or are a legitimate reporting choice, rather than a contravention of the XBRL specifications.
In addition, several validation exceptions may be identified upon performing FRIS and FRTA validation tests. The existing official U.S. GAAP taxonomies are themselves not fully FRTA-compliant and, therefore, companies using those taxonomies would not be completely FRTA-compliant, as well. FRIS is still a working draft that has not yet achieved general agreement; therefore, the exceptions identified by the validation tests may represent inconsistencies due to disagreements with standards still under development rather than errors. Since countries that have adopted XBRL, including the U.S. (SEC 2009a), do not require compliance with FRTA and FRIS, the auditor may conclude that not being consistent with FRTA and FRIS is not a contravention of XBRL specifications. However, the auditor may communicate the inconsistencies to the company's management together with recommendations for addressing them.
Using the validation function, the auditor could also examine whether the instance document and the related taxonomies, as necessary, conform to the applicable rules suggested by regulators. For instance, the SEC's (2015) EDGAR filer manual requires filers to tag required company information (e.g., document type, entity registrant name, CIK code, and entity public float) into instance documents. 11 An error will be identified if the company's instance document does not include such required company information.
Finally, the auditor may wish to determine the quality or appropriateness of taxonomies in terms of authority, history, and purpose. For instance, companies are required to create XBRL instance documents using the most recent standard XBRL taxonomy. The auditor could use general functions in XAA to obtain the detailed information about taxonomies used in the instance document and then manually assess the quality or appropriateness of the taxonomies used.
Suitability
Another key audit objective is to assess whether appropriate taxonomies and elements are used to tag the underlying business facts in the original financial statements and whether the extension taxonomies are necessary to create the instance document. Several common errors in XBRL creation occur when companies map business facts in the original financial statements to elements in XBRL taxonomies. Some companies have used a less appropriate standard element even though a more appropriate standard element exists. Some companies have used elements that have been removed from the taxonomy. In addition, a number of companies have used a standard element when they should have created an extension element, while others have created an extension element when an appropriate standard element exists. Therefore, it is important for the auditor to determine not only the suitability of elements used to tag business facts, but also the necessity of extension taxonomies.
Audit Tasks 8 and 9
For the suitability objective, the auditor must assess whether the taxonomy selected is an acknowledged or approved one, whether the extensions are appropriate, and whether the taxonomy, as extended, represents suitable and available criteria. Accordingly, the auditor needs a tool that provides detailed information about taxonomies used, summarizes the structure of linkbases, presents raw XBRL codes, and offers a search mechanism for examining a specific element, context, label, etc. Recently developed XBRL tools use various colors and icons to differentiate standard taxonomies and company extension taxonomies and enable auditors to sort elements by name, period, and segment. Hence, using such functions (e.g., standard taxonomies with light blue and purple background colors and company extension taxonomies with orange background color), the auditor can identify what taxonomies are used to create the instance document, as well as additional information such as context, label, and the structure of linkbases (e.g., calculation linkbase). Figure 4 shows the screenshot of XAA that provides the aforementioned functions. Furthermore, such tools could be used to assess the appropriateness of the elements used to tag the underlying business facts. Several XBRL tools provide the detailed information of each element used in the instance document, such as context and unit information. By comparing this information with the business facts in the source data, the auditor can determine the appropriateness of the elements used to tag the underlying business facts. For example, when an element (e.g., CostOfRevenue) is selected, an XBRL tool would highlight the matched element and provide the detailed information (e.g., prefix, element name, associated values, period, and labels) of the element. By comparing this information with the business facts in the original source data, the auditor can assess the appropriateness of the elements (e.g., CostOfRevenue) used to tag the underlying business facts (i.e., Cost of revenue). Figure 5 shows a screenshot of this function in XAA.
Audit Task 11
In addition, the auditor needs to examine extension elements to verify that the company extension taxonomies have only elements that are not in the XBRL standard taxonomies. Useful audit functions for this task would be mapping and viewing the standard XBRL taxonomy. Figure 6 shows the screenshots of XAA that illustrate these functions.
Using the mapping function, the auditor can create a mapping table among business facts in the original financial statement and the XBRL-tagged data in the instance document to identify all items that do not match. For each of these non-matching items, the auditor can then search for the element using the search function of the standard XBRL taxonomy viewer (see Figure  7) to check whether a similar element exists in the standard taxonomies. These steps would be repeated for all extension elements. After that, the auditor can assess whether the extension taxonomies are necessary. For instance, the mapping information shown in Figure 6 indicates that the company created an extension element (i.e., SecuritiesLendingPayable) and that the tool failed to find a corresponding standard element in the standard XBRL taxonomy. Such a finding could be then communicated to the company personnel to verify the reasons for the extension element. 
Accuracy
There are several errors that companies make with respect to the accuracy of XBRL-related documents. The common errors include reporting incorrect negative values, inappropriate use of context references, failure to tag another required value when a value is reported, reporting a value that should be zero when another value is reported, mismatching duplicate reported values, tagging improper values (i.e., data-entry errors), and rounding error.
Audit Tasks 12 and 13
To check the accuracy of XBRL-tagged data, the auditor first determines whether the XBRL-tagged data in the instance document not only accurately reflect the business facts in the original document, but also are matched with appropriate elements in accordance with applicable taxonomies. Currently available XBRL tools provide detailed information about each element used in the instance document, including text, line item names, associated values, dates, labels, and taxonomy information. Hence, by comparing this information with the business facts in the corresponding financial statements, the auditor can determine whether the elements in the instance document accurately reflect the business facts in the original document. For instance, the property view pane in Figure 5 shows detailed information about the CostOfRevenue element, such as context, data type, label, element name, period, prefix, unit, and value. Using this information, the auditor can check whether the company made some of the common errors in XBRL creation, such as reporting incorrect negative value (by examining the balance and tagged value), tagging improper values (by comparing original value with tagged value), and inappropriate use of decimal (by checking decimal and tagged value). Furthermore, the auditor can use the standard taxonomy viewer (see Figure 7 ) to acquire the detailed information of an element (i.e., CostOfRevenue), such as documentation, presentation reference, and properties.
Audit Task 14
Rendering the instance document can serve to verify that the business facts in the corresponding official documents have not been changed, deleted, or summarized in the instance document. Using the rendering function, the auditor can convert the instance document into a human-readable format (i.e., table) and compare the rendered instance document with the original source to determine whether the XBRL-tagged data agree with the corresponding content. For instance, Figure 8 shows the screenshot of XAA that enables the auditor to compare a rendered instance document with the corresponding original financial statements. In this example, the rendered balance sheet does not show ''Total current assets,'' whereas the official balance sheet does show it. Such a finding could be communicated to the company management together with the auditor's recommendations.
Audit Task 15
Currently, most available XBRL tools provide information about identifier, unit, precision, language, and period or duration. Using such information, the auditor can determine whether the instance document has this required information (see Figure 4 , Information Viewer and Property Viewer).
Completeness
Companies often fail to completely tag all business facts in the official filings in the instance document. For instance, several companies have overlooked tagging amounts appearing parenthetically in the financial statements (e.g., the allowance for doubtful accounts and shares of stock outstanding) and reported values when the values should be zero or not disclosed (e.g., report the value of new stock issued that includes a treasury stock). The following audit tasks can be performed with the help of software to verify that the instance document completely reflects the original financial statements.
Audit Tasks 16 and 17
A useful function is one that automatically maps XBRL-tagged data in the instance document to the business facts in the original financial statements. This function allows the auditor to easily determine whether all facts in the corresponding official documents are completely tagged at the suitable levels of detail in the instance document. Figure 9 shows the screenshot of the mapping function in XAA.
For example, the mapping information shown in Figure 9 indicates that two financial facts (i.e., ''short-term investments'' and ''accounts receivable, allowance for doubtful accounts'') that appear parenthetically in the balance sheet were properly tagged in the instance document. Furthermore, the mapping information shows that ''short-term investments'' was tagged using an extension element created by the company (i.e., SecuritiesOwnedAndLoaned), whereas ''accounts receivable, allowance for doubtful accounts'' was tagged using a standard element (i.e., AllowanceForDoubtfulAccountsReceivableCurrent). It also shows that one financial fact (i.e., ''total current assets'') in the official balance sheet was not tagged in the instance document.
In addition, using the detailed information about element, taxonomy, and context, the auditor can determine whether the instance document contains all applicable information that is required by regulators and government agencies. For instance, the information viewer (see the bottom pane in Figure 9 ) provides the detailed information of each element used in the instance document. By sorting elements used in the instance document based on the prefix, the auditor can examine the elements with a ''dei'' (Document and Entity Information) prefix to determine whether required company information (e.g., document type, entity registration name, and entity central index key) is completely tagged in the instance document.
Occurrence
The XBRL instance document should only contain valid information, not extra, duplicated, or unrelated information that is not in the original financial statements. This is the reverse of the previous task that focused on completeness and can use the same mapping tool, albeit in a different manner.
Audit Task 18
To assess whether the instance document contains only information that was in the original financial statements (i.e., no unnecessary elements), the auditor could use the mapping function to verify that there is no extra information in the instance document that is not in the official filing. For instance, using the mapping function, the auditor can map the business facts in the original financial statement to the elements in the instance document. When a row in the mapping viewer is selected, XAA highlights the related elements in the information view pane (see Figure 6 ). Using this function, the auditor can determine not only elements used to tag the related financial facts, but also elements in the instance document that are not in the original financial statements.
Consistency
A main goal of XBRL is to provide financial information users with a standardized method to exchange business information. To accomplish such a goal, it is important that XBRL-related documents should be properly managed to ensure consistency. That is, the same rules, elements, and taxonomies, unless otherwise indicated, should be applied to create instance documents across reporting periods. The tasks that can be performed to achieve this audit objective are to assess whether there is consistent use of standard and extension taxonomies across reporting periods, whether the same elements are used to tag the same business facts across reporting periods, and whether the same rules are applied to create context information for the instance documents of different reporting periods.
Audit Tasks 19 and 20
To determine whether the XBRL-related documents are prepared in a consistent manner, the auditor could use the comparison function to check the consistency of use of elements and taxonomies across reporting periods. Figure 10 shows the screenshot of XAA that provides the comparison results of two XBRL filings.
Using this function, the auditor can obtain the detailed information about elements and taxonomies used to create the instance documents and context information (e.g., identifier, segment, and period) from the company's prior-period instance document and the current-period instance document. For instance, the comparison results shown in Figure 10 show that two new elements (with light green background color in the first column) were used in the current-period instance document. However, three elements (elements with light blue background color in the second column) used in the prior-period instance document were not used in the current period. Such findings could be communicated to company management to identify the reason for the inconsistent use of elements across reporting periods. Hevner et al. (2004) recommended that research should be presented to both the academic and professional communities, who might be interested in the findings (Communication of Research). We presented the audit objectives, related audit tasks, and research prototype (i.e., XAA) at several academic conferences during various stages of its development. We also organized workshops involving accounting and auditing professionals to solicit their opinions: one with audit professionals and another with accounting professionals. In particular, we developed a case that illustrates how computer-assisted audit functions implemented in XAA can help auditors while they are performing audit tasks to achieve such audit objectives. During the workshops, we performed the case and assessed the reasonableness of the audit objectives and tasks, as well as the usefulness of the identified computer-assisted audit functions, using a questionnaire developed to probe participants' opinions regarding assurance on XBRL-related documents.
EVALUATION OF AUDIT OBJECTIVES AND AUDIT FUNCTIONS
The questionnaire consisted of four sections. The first section was designed to gather demographic information. The second section was developed to capture the participants' XBRL knowledge, as well as their previous experiences with XBRL. The third section measured the participants' opinions about the audit objectives and audit tasks, as well as their current knowledge about how to achieve them. The last section was designed to obtain the participants' opinions about the computerassisted audit functions demonstrated in the workshop with respect to their potential to assist auditors in achieving the specified audit objectives effectively and efficiently.
For the first workshop, conducted in 2009, participants were solicited through an emailed announcement to the members of a chapter of the Information Systems Audit and Control Association (ISACA) in a large city in North America. A total of 19 audit professionals participated in the workshop. The majority of the participants (89.5 percent) were male. On average, the participants had approximately 19 years of work experience and were in their current positions for four years. They were
FIGURE 9 Comparison between Mapping Results and the Corresponding Financial Statements
Source: Screenshot of XBRL reports. XBRL Audit Assistant, 2013. Author's screenshot. The full-color version of Figure 9 is available as a downloadable PDF, please see Appendix A. employed in various industries: services, including consulting (35 percent); finance, insurance, and real estate (20 percent); it (10 percent); accounting firms (10 percent); government (10 percent); manufacturing (5 percent); electric (5 percent); and gas and sanitary service (5 percent). Furthermore, the majority of the participants were working in IT-related areas such as information systems audit (47.4 percent), information systems management (10.5 percent), and information systems security (10.5 percent). About 46 percent of the participants majored in information systems, and about 32 percent had an accounting major. Most of the participants had at least one professional certificate such as Certified Information Systems Auditor (CISA) and Certified Information Systems Security Professional (CISSP). More than two-thirds of the participants (68.4 percent) had an undergraduate degree, and about 16 percent of them had a graduate degree.
Virtually all of the respondents were experienced with computer-assisted auditing-only one participant did not have previous experience. With respect to XBRL, 15 participants (approximately 79 percent) were aware of XBRL. However, most of the participants believed that they did not have sufficient knowledge with respect to XBRL, reporting low levels of knowledge on a scale of 0-100: company's financial statement creation process and the process used to create XBRL-related documents (28.68), XBRL taxonomies and specifications (18.68), applicable regulations (14.74), evaluating extension taxonomies (12.63), and regulatory XBRL filing requirements in terms of context and formats (9.74). The results are consistent with other survey findings that show the low level of awareness about XBRL and its application in financial reporting (Aguilar 2008; Chartered Financial Analyst Institute [CFA] 2008) . In addition, only four participants (21.1 percent) had prepared XBRL-related documents. The main challenges (or concerns) that they encountered when they prepared XBRL-related documents include (1) change of the standards over the years, (2) XBRL acceptance, (3) lack of sophisticated tools, (4) mapping companies' chart of accounts into a taxonomy, and (5) technical issues. In addition, only two participants (10.5 percent) among them had assessed the quality of XBRL-related documents and did it as a research project.
As we expected, due to the absence of requirements for independent assurance on XBRL-tagged data around the world, the awareness of assurance on XBRL was low. This justifies our argument that more research is needed to address assurance on XBRL-related documents. The respondents indicated that they did not have current knowledge about how to achieve audit objectives in connection with XBRL-tagged data, reporting the following levels of knowledge for meeting key audit objectives: internal control (47.21 on a scale of 100), compliance (30.00), suitability (30.00), accuracy (34.32), completeness (28.89), occurrence (30.00), and consistency (34.84). Likewise, most participants did not have confidence in their current knowledge about how to complete the 20 audit tasks discussed in this paper. The highest knowledge audit task was audit task 3 (44.74 on a scale of 100), whereas the lowest knowledge audit task was audit task 6 (20.26).
The participants believed that the computer-assisted audit functions implemented in XAA are needed for most of the audit tasks identified (more than 50 percent of the participants said ''Yes''), except for audit tasks related to internal control (less than 33 percent of participants said ''Yes'' for audit tasks 1 and 2). Similarly, the participants considered that the computer-assisted audit functions would be the most effective and efficient technique for all the audit tasks (more than 70 percent of the participants said ''Yes'' for effectiveness and efficiency), except for internal control audit tasks (less than 44.4 percent of the participants said ''Yes'' for audit tasks 1 and 2). Since the audit tasks regarding internal controls are mostly manual processes and require auditors' judgment, the low level of participants' opinion regarding the tasks makes logical sense.
For the second workshop, conducted in 2010, participants were solicited through an emailed announcement to the members of the Canadian Institute of Chartered Accountants (CICA) in a large city in North America. A total of 17 accounting professionals participated in the workshop, and 13 participants completed the questionnaire. Approximately 77 percent of the participants were male. On average, the participants had roughly 17 years of work experience and were in their current positions for nearly six years. The majority of the participants (69.2 percent) were employed in the services/consulting industries (69.2 percent); followed by finance, insurance, and real estate industries (23.1 percent); and government organizations (7.7 percent). In addition, more than half (53.8 percent) of the participants were working in accounting and finance areas, and the rest of them were working in IT-related areas. All participants had at least an undergraduate degree. Among them, 38.8 percent had a graduate degree. About 62 percent of the participants majored in accounting or finance.
Among the 13 participants, only three participants (23.1 percent) had previously assessed the quality of XBRL-related documents, and two of them had previously prepared XBRL-related documents. Most of the participants believed that they did not have the necessary knowledge with respect to XBRL, reporting low levels of knowledge on a scale of 100: company's financial statement creation process and the process used to create XBRL-related documents (28.08), applicable regulations (26.92), XBRL taxonomies and specifications (26.54), regulatory XBRL filing requirements in terms of context and formats (21.54), and evaluating extension taxonomies (18.85).
Similar to audit professionals, the participants believed that they did not have current knowledge about how to achieve the seven audit objectives in connection with XBRL-tagged data. The participants also are not confident in their current knowledge about how to complete the 20 audit tasks. Their scores of current knowledge about all audit objectives and audit tasks were between 17 and 21 on a scale of 100. Finally, similar to audit professionals, the participants agreed that the computer-assisted audit functions implemented in XAA would be needed for most of the audit tasks except for the for the internal control audit tasks (i.e., audit tasks 1 and 2) to effectively and efficiently perform the audit tasks.
CONCLUSIONS, LIMITATIONS, AND FUTURE RESEARCH PLANS
The increasing global adoption of XBRL and its potential to replace traditional formats for filed business documents raises questions about the need for assurance on XBRL-tagged data. By employing a design science approach, this study addressed a growing, important concern regarding the quality of XBRL-tagged data and established a feasible solution regarding issues involved in providing assurance on XBRL-related documents. In particular, the study identified a set of audit objectives and related audit tasks for providing assurance on the XBRL-related documents. It also introduced useful computer-assisted audit functions and illustrated how these functions, implemented in a research prototype (i.e., XAA), could be used to perform those audit tasks. Hevner et al. (2004) argued that design science research should provide a novel and significant contribution in the area of design artifacts, design construction knowledge, and/or design evaluation knowledge (Research Contributions). The audit objectives, audit tasks, and prototype described in this paper contribute to several aspects of assurance issues surrounding XBRL-tagged data. In particular, the audit objectives and related audit tasks can help auditors in performing audit procedures if they are asked to provide assurance on XBRL-related documents. In addition, the research prototype demonstrates the feasibility and value of using computer-assisted audit functions for performing such tasks. Without the use of computer-assisted functions, performing assurance procedures on XBRL-related documents can be time-consuming, tedious, and error-prone. With the help of computer-assisted functions, auditors can efficiently and effectively assess the quality of XBRL-related documents when conducting agreed-upon procedures or examination-level attestation/assurance engagements.
At present, most accounting professionals may not have enough knowledge about XBRL, particularly XBRL assurance, due to no requirement of assurance on XBRL-tagged data around the world. Thus, a limitation of this research is that the auditors who were involved in evaluating the audit objectives, audit tasks, and computer-assisted audit functions had limited experience with XBRL and XBRL assurance. Also, the functions implemented in the research prototype were somewhat limited in their ease of use for someone without training in their use. One research opportunity is to investigate how auditors perform the audit tasks in an actual or simulated audit setting and how they use the computer-assisted functions described in this paper to perform the audit tasks. The interesting research questions include what sequence of procedures auditors choose, what degree of manual effort still remains in connection with each task, and, if sampling is used, what methodology is applied to this process. Another limitation is that it is based on today's bolt-on approach that separates the production of XBRL-related documents from the production of the original financial statements. As XBRL becomes integrated with or embedded within accounting and financial reporting systems, new audit objectives and tasks may become necessary. Another research opportunity is to identify such new audit objectives and related tasks and to investigate what computer-assisted functions can help auditors to perform the audit tasks to achieve the new audit objectives.
