The personal name aliases are extremely significant in information retrieval 
Introduction
Most of the persons like actor, actors, sports men and women, business person, criminals etc.., are all on the web. They are using alias name, nickname in order to hide their identity on the web. By searching the exact person names on the web will be a challenging task when a single name is shared by many persons. To avoid this people search engine is designed as a software system to find related information on the internet. Recently, some of the search engines like Pipl, Comfibook, Ex.plode.us, InfoSpace, PeekYou, Spokeo, Worldwide Helpers, Zabasearch.com, Zoominfo.com, Spock.com and 123people.com are examples of web sites which perform web people search, al-though are used with limited disambiguation capabilities. Out of PIPL all the people search engines are applicable only to the English personal names. People search results include data from every popular social networking service like Facebook, Twitter, LinkedIn or MySpace. Here the people search engines were worked under the principle of exactly knowing their E-Mail Id. For approximation search they designed First name, Last name, Location name as an optional. The demerits of people search engine however, sometimes the search results it returns on any given name may be bulky. Sometimes in-correct information is retrieved. For this reason, most of the search engines are discarded from WWW.
There is an increase in the searching where name aliases are concerned. Approximately 30 percent of searches are based on aliases; hence it becomes important to obtain correct aliases. Lexical pattern based method [12] is used to obtain the aliases of any personal or place from the web The aliases obtained are ranked and filtered based on the cooccurrence frequency and web dice methods These final aliases are then used to cluster the text documents present in a huge database. To get the best cluster cuckoo method [12] of clustering is used. This method is based on the reproduction system of the cuckoo bird. According to the studies this clustering method when used with levy flight concept gives the best results.
The technique used for extraction of aliases is automatic extraction of lexical patterns [13] . The method obtains patterns which give accurate aliases for a personal name or name of a place. The obtained patterns are used to get the accurate aliases which are filtered to get best aliases. These aliases are further ranked with the help of a threshold value obtained from the web search engine.
These ranked aliases then are used for clustering of text documents which are present in a database. The cuckoo method of clustering is used with levy flight technique to obtain the best clusters. This clustering algorithm is based on the reproduction system of the cuckoo bird. The cuckoo bird lays her egg in the nest of bird belonging to different species and the surrogate bird unknowingly or raises the brood [14] . This concept is used for clustering the text documents using the aliases.
Problem Identification
Identification of entities on the web is difficult for two fundamental reasons:

Different entities can share the same name (i.e., lexical ambiguity).
A single entity can designate by multiple names (i.e., referential ambiguity). 
Literature Review
The discovery of Alias name from the web is closely related to the problem of crossdocument co-reference resolution in which the objective is to determine whether two mentions of a name in different documents refer to the same entity. Bagga and Baldwin [1] proposed a cross-document co-reference resolution algorithm by first performing within document co-reference resolution for each individual document to extract coreference chains, and then, clustering the co-reference chains under a vector space model to identify all mentions of a name in the document set. However, the vastly numerous documents on the web render it impractical to perform within document co-reference resolution to each document separately, and then, cluster the documents to find aliases.
In personal name disambiguation the goal is to disambiguate various people that share the same name (namesakes) [2] [3] . Given an ambiguous name, most name disambiguation algorithms have modelled the problem as one of document clustering in which all documents that discuss a particular individual of the given ambiguous name are grouped into a single cluster. The web people search task (WePS) provided an evaluation data set and compared various name disambiguation systems. However, the name disambiguation problem differs fundamentally from that of alias extraction because in name disambiguation the objective is to identify the different entities that are referred by the same ambiguous name; in alias extraction, we are interested in extracting all references to a single entity from the web. Approximate string matching algorithms have been used for extracting variants or abbreviations of personal names (e.g., matching Will Smith with the first name initialized variant W. Smith) [4] . Rules in the form of regular expressions and edit-distance-based methods have been used to compare names. Bilenko and Mooney [5] proposed a method to learn a string similarity measure to detect duplicates in bibliography databases. However, an inherent limitation of such string matching approaches is that they cannot identify aliases, which share no words or letters with the real name. For example, approximate string matching methods would not identify Fresh Prince as an alias for Will Smith.
Hokama and Kitagawa (HK) [6] propose an alias extraction method, that is, specific to the Japanese language. For a given name p, they search for the query "* koto p" and extract the context that matches the asterisk. The Japanese word koto, roughly corresponds to also known as in English However, koto is a highly ambiguous word in Japanese that can also mean incident, thing, matter, experience, and task. Searching for information about people in the web is one of the most common activities of internet users. Around 30 percent of search engine queries include person names [7] [8] . However, retrieving information about people from web search engines can become difficult when a person has nicknames or name aliases. For example, the famous Japanese major league baseball player Hideki Matsui is often called as Godzilla on the web. A newspaper article on the baseball player might use the real name, Hideki Matsui, whereas a blogger would use the alias, Godzilla, in a blog entry. We will not be able to retrieve all the information about the baseball player, if we only use his real name.
Limitations
The Survey paper helps to learnt about the concepts and techniques used for alias name extraction. In that pattern, many noisy and incorrect aliases are extracted, which requires various post processing heuristics that are specific to Japanese language to filter out the inaccurate aliases. Moreover, manually crafted patterns do not cover various ways that convey information about name aliases. In existing method automatic generation of lexical pattern using a training data set of using real name, alias name were framed. The lexical patterns include patterns that contain words as well as symbols such as punctuation markers. There is also a difficulty to identify the correct alias because there is no optimization level. The information retrieved from Search engine to the snippet also contains many noisy patterns. To avoid these we propose a method as, Automatic discovery of Lexical Patterns use three data set for identifying the accurate alias name with its attribute. Here, three optimization levels are performed on information retrieved from the search engine.
Related Work
The previous method is outlined in Figure 2 . Consists of two main components they are pattern extraction, alias extraction and ranking [11] .
Figure 2. Outline of the Existing Method
Using a seed list of name-alias pairs, it first extracts lexical patterns that are frequently used to convey information related to aliases on the web. The extracted patterns are then used to find candidate aliases for a given name. We define various ranking scores using the hyperlink structure on the web and page counts retrieved from a search engine to identify the correct aliases among the extracted candidates.
Extracting Lexical Patterns from Snippets
Many modern search engines provide a brief text snippet for each search result by selecting the text that appears in the web page in the proximity of the query. Such snippets provide valuable information related to the query. For names and aliases, snippets convey useful semantic clues that can be used to extract lexical patterns that are frequently used to express aliases of a name. For example, consider the snippet returned by Google for the query "Will Smith * The Fresh Prince." Here, we use the wildcard operator * to perform a NEAR query and it matches with one or more words in a snippet. In Figure 2 the snippet contains aka (i.e., also known as), which indicates the fact that fresh prince is an alias for Will Smith. In addition to aka, numerous clues exist such as nicknamed, alias, real name is nee, which are used on the web to represent aliases of a name. Consequently, we propose the shallow pattern extraction method illustrated in Figure 3 to capture the various ways in which information about aliases of names is expressed on the web. Lexico syntactic patterns have been used in numerous related tasks such as extracting hypernyms [9] and meronyms [10] .
Given a set S of (NAME, ALIAS) pairs, the function ExtractPatterns returns a list of lexical patterns that frequently connect names and their aliases in web snippets. For each (NAME, ALIAS) pair in S, the GetSnippets function downloads snippets from a web search engine for the query "NAME _ ALIAS." Then, from each snippet, the CreatePattern function extracts the sequence of words that appear between the name and the alias.
Figure 3. Given a Set of (NAME, ALIAS) as Instances to Extract Lexical Patterns

Extracting Candidate Aliases from Snippets
Once a set of lexical patterns [11] is extracted, we use the patterns to extract candidate aliases for a given name as portrayed in Figure 4 . Given a name, NAME and a set, P of lexical patterns, the function ExtractCandidates returns a list of candidate aliases for the name. We associate the given name with each pattern, p in the set of patterns, P and produce queries of the form: "NAME p*." Then, the GetSnippets function downloads a set of snippets for the query. Finally, the GetNgrams function extracts continuous sequences of words (n-grams) from the beginning of the part that matches the wildcard operator *. Experimentally, we selected up to five grams as candidate aliases. Moreover, we removed candidates that contain only stop words such as a, an, and the. For example, assuming that we retrieved the snippet in Figure 3 for the query "Will Smith aka*," the procedure described above extracts the fresh and the fresh prince as candidate aliases. For efficiency reasons, we limit the number of snippets downloaded by the function GetSnippets to a maximum of 100 in both Algorithm 3.1. and 3.2. In Google it is possible to retrieve 100 snippets by issuing only a single query by setting the search parameter number to 100, thereby reducing the number queries required in practice.
Figure 4. Given a Name and a Set of Lexical Patterns to Extract Candidate Aliases
Lexical Pattern Frequency
In Section 3.1. the existing pattern extraction algorithm [11] can extract a large number of lexical patterns. If the personal name under consideration and a candidate alias occur in many lexical patterns, then it can be considered as a good alias for the personal name. Consequently, we rank a set of candidate aliases in the descending order of the number of different lexical patterns in which they appear with a name. The lexical pattern frequency of an alias is analogous to the document frequency (DF) popularly used in information retrieval.
Method

Our contribution can be summarized as follows; the proposed method is based on alias detection to extract the pattern of a person. For pattern extraction initially construct training semi-structured data set which consist of alias name, profession and location of person names. These data sets are framed with the help of social media network, Wikipedia etc..,
Pattern generator helps to generate the patterns for the given data set. It also includes a. Pattern Extraction algorithm is use to generate lexical patterns with the help of semi structured data set.
b. Graph Mining Algorithm in which the attributes are extracted and stored onto the contingency table.
For ranking the candidate alias in contingency table, Graph mining ranking algorithm with similarity measures are used to measure the strength of association between a name and a candidate alias, nine popular co-occurrence statistics are used. CF (Co-occurring Frequency) 2. tfidf measure (tfidf) 3. chisquared measure (CS) 4. Log-likelihood ratio (LLR) 5. Pointwise Mutual Information (PMI) 6. hypergeometric distributions (HG) 7. cosine measure (cosine) 8. overlap measure (overlap) and 9. Dice coefficient (Dice).
Overview
We proposed a method based on alias / real name /nickname detection to extract the lexical pattern of a person, initially from the web retrieved from the web search engine. For lexical pattern extraction first we need to construct training data set which consists of alias name / nickname / real name, profession and location of person names. These data sets are framed with the help of social media network like Wikipedia, Face book, Twitter, Linked In etc.., are available on the web. In Figure 5 we have modelled, it comprises of Pattern Generator helps to generate the lexical pattern. We introduce Pattern Extraction algorithm to generate lexical patterns with the help of trained data set. During pass 1 the created lexical pattern use of named data set passed to the Graph Mining Algorithm in which the attributes are extracted from the web and stored onto the contingency table. In pass 2 and 3 we use profession and location names patterns are passé to the contingency table through Graph Mining Algorithm and the candidate alias are optimized in the contingency table. The in-frequent aliases are discarded from the contingency table. In Future, next we rank the candidate alias in contingency table use of Graph mining ranking algorithm with various similarity measures. 
Constructing Training Data Set
The data set include people from various fields of cinema, sports, politics, science and people who are all available on the web. For location, we consider city name. The proposed method crawl the anchor text, URLs and retrieve the relevant data from web page. The data which we retrieved contains lots of noise. So we pre-processed data using seed rule such removal of symbols and punctuation markers we used XML parser to get the required attribute value from tag. 
Pattern Extraction Algorithm
This algorithm helps to generate various lexical patterns with the use of data set.
Step 1: Start the Process.
Step 2: Read the Input values for Alias name, Real name, Nick name. Out of three options the user at least provides minimum one value maximum three values.
Step 3: Read how many levels of optimization are to be performed. The optimization level ranges from one to three. The user needs to select the optimization level.
Evaluation Schemes
By using all the lexical patterns are all equally informative about aliases of a real name. Consequently, we rank the patterns according to their F-scores to identify the patterns that accurately convey information about aliases. F-score of a pattern s is computed as the harmonic mean between the precision and recall of the pattern. First, for a pattern, we compute its precision and recall as follows:
Conclusion and Discussion
We proposed a lexical pattern based approach to extract aliases of a given name with attributes. We use alias name, profession and location names as training data set to extract lexical patterns that describe numerous ways in which information related to aliases of a name is presented on the web stored onto the contingency table retrieved from the search engine. Next, we substitute the lexical patterns to optimize the candidate alias availed in the contingency table. For attributes extraction and ranking the candidate alias in contingency table, Graph mining attribute extraction and ranking algorithm, various similarity measures are used to measure the strength of association between a name and a candidate alias with nine popular co-occurrence statistics are used these are under investigation. Finally, the extracted aliases are significantly improved recall in a relation detection task and render useful in a web search task.
