The development of effective digital image copyright protection methods have recently become an urgent and necessary requirement in the multimedia industry due to the ever-increasing unauthorized manipulation and reproduction of original digital objects. The new technology of digital watermarking has been advocated by many specialists as the best method to such multimedia copyright protection probe. It's expected that digital watermarking will have a wide-span of practical applications such as digital cameras, medical imaging, image databases, and video-on-demand systems, among many others.
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channel does not already exist between them, also presents a chicken-and-egg problem which is a considerable practical obstacle for cryptography users in the real world.
Steganography
It is the art of science of writing hidden messages in such a way that no one apart from the sender and intended recipient suspects the existence of the message a form of security through obscurity. The advantage of steganography over cr yptography alone is that messages do not attract attention to themselves. Plainly visible encrypted messages no matter how unbreakable will arouse suspicion, and may in themselves be incriminating in countries where encryption is illegal.
Therefore, whereas cryptography protects the contents of a message, steganography can be said to protect both messages and communicating parties.
Watermarking
"Watermarking" is the process of hiding digital information in a carrier signal, and the hidden information does not need to contain a relation to the carrier signal. Digital watermarks may be used to verify the authenticity or integrity of the carrier signal or to show the identity of its owners. It is prominently used for tracing the copyright infringements and or banknote authentication. Like traditional watermarks, digital watermarks are only perceptible under certain conditions, that is after using some algorithm and imperceptible anytime else. If a digital watermark distorts the carrier signal in a way that it becomes perceivable it is of no use. Traditional watermarks may be applied to visible media like images or video whereas in digital watermarking the signal may be audio, pictures, video, texts or 3D models. A signal may carry several different watermarks at the same time.
Unlike metadata that is added to the carrier signal a digital watermark does not change the size of the carrier signal.
In order for a digital watermarking method to be effective it should be imperceptible, and robust to common image manipulations like compression, filtering, rotation, scaling 
Theoretical Background

A. General Model of Digital Watermarking
Digital watermarking can be defined as the process of 
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watermark recovery process is the recovered watermark. Figure 4 shows the
B. Types of Digital Watermarking
An analogy of digital watermark is the paper watermark.
Paper watermarks on currency notes and corporate letterheads are used to prove their authenticity. Similarly, digital watermark is embedded into digital media to validate their contents.
Application of Digital Watermarking
There is a wide variety of applications for watermarking.
1) Owner identification:
It is similar to copyright protection to establish ownership of the content.
2) Copy protection: It prevents people from making illegal copies of Copyrighted content.
Watermarking system classification. 
Watermarking Attacks
According to the watermarking jargon, an attack is any processing that may mess up detection of the watermark or communication of the information provided by the watermark. The processed, watermarked data is then called attacked data. Robustness against attacks is an important issue for watermarking schemes. The usefulness of an attacked data can be measured by its perceptual quality and the amount of watermark destruction can be measured by criteria such as miss probability, probability of bit error, or channel capacity. An attack may succeed in defeating a watermarking scheme if it distorts the watermark beyond tolerable limits while maintaining the perceptual quality of the attacked data.
Implemented Algorithms
Algorithms for Biomedical image processing: P Tay and Havlicek proposed "Image Watermarking Using
Wavelets", a novel image watermarking technique in wavelet domain that inserts a scaled image into a midfrequency channel of a three level 2-D wavelet transform.
The watermark embedded image is produced by 
Discrete Cosine Transform (DCT)
The Discrete Cosine Transform (DCT) is the most popular 
b) Extraction Process
Digital watermark extraction process is divided into 2 steps and described as given below.
1. DCT is applied to the watermarked image. 
Discrete Wavelet Transform
Wavelets isolate and manipulate specific types of shown in Figure 9 .
(a) Watermark Embedding Process
Digital watermark embedding process is divided into '6' steps and described as given below. is embedded is to be divided with the scaling factor 'k' to obtain the watermark.
Though in DWT, we get very high compression ratio, we lose minimum amount of information. But if we do more than one level then we get more compression ratio but the reconstructed image is not identical to original image. MSE is greater if DWT apply more than one level.
But that's not always true. This better result comes in cost of processing power. 
Discrete Tchebichef Transform (DTT)
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The starting valves of t0(X) and t1(x) are obtained from following equation
t1 ( 
A. Correlation
Correlation (CORR) is defined as the degree through which two images relate to each other. It is calculated between used water mark and the extracted watermark.
The normalized Correlation is given by the equation (21).
B. Peak Signal to Noise Ratio (PSNR)
Signal to noise ratio (SNR) effectively measures the quality of the watermarked image as compared to the original image. This difference is represented as an error function that shows how close the watermarked image is to the original image and it is written as shown in equation.
e(x,y) = I(x,y) -Iw(x,y)
The larger the value of e (x, y) the greater is the distortion CORR is the two-dimensional Correlation coefficient.
Conclusion and Future Scope
Nuclear medicine is less expensive and may yield more precise information than exploratory surgery and using Tele-nuclear medicine can enable increased availability of nuclear medicine in underserved areas which will enhance health care. Transferred nuclear medicine images can suffer from malicious attacks so an image watermarking is needed to protect these images against Table 1 and it is shown that the scheme based on using DTT has a better robustness than 
