Abstract-Security system nowadays become a need for vehicles and available with many modern features. This car security system comes with extra secure access and intelligent alarming. The system only can be accessed and configured by owner using Bluetooth module communication via mobile phone to turn it on or off. In this project, when the alarm is triggered, an intruder alert message will be sent to the user's phone through Bluetooth communication. After the certain time, the alarm system will be triggered and by that time the user have already surrounded the compound and the probability of the intruder to be caught is higher. PIR sensor of the system will continuously monitor movement or present of human in the car. The Bluetooth module will sent intruder alert message as PIC microcontroller receive signal from PIR sensor. The PIC is programmed to wait approximately seven minute before activated the siren. The alarm system status is indicated using LED's indicator to avoid owner accidently turned it off.
INTRODUCTION
Most of security system nowadays become a need for vehicles and available with many modern features. Theft tends to steal the car while the owners are away. Many security systems available in market are not really stable and smart enough to deal with the intruders. As for many security system, loss from robbery and if the criminal got away, it invites unconfident of security reputation. Furthermore, it is crucial to has advanced alarm system which could not only secure the vehicles, but also increase the chance to capture the criminal. [1] - [3] While normal wired security system normally used as a communication medium, wireless applications have been rapidly evolving in personal computing and communications devices. By using Radio Frequency (RF), it resulted in new way for people to communicate and gain access to data without the means of cables. The Bluetooth wireless technology was created to solve a simple problem or as an alternative replacing the cables used on mobile devices with radio frequency waves. Bluetooth is an open specification and the technology encompasses a simple low-cost, low power solution for integration into devices. Bluetooth operate at the globally unlicensed 2.4 GHz Industrial Scientific Medical (ISM) band that is available worldwide. [4] Bluetooth uses a technique called spread-spectrum frequency hopping that makes it rare for more than one device to be transmitting on the same frequency at the same time. In this technique, a device will use randomly chosen frequencies within a designated range, changing from one to another on a regular basis. In the case of Bluetooth, the transmitters change frequencies 1,600 times every second and it's unlikely that two transmitters will be on the same frequency at the same time. This same technique minimizes the risk another Bluetooth devices disrupt another Bluetooth network since any interference on a particular frequency will last only a tiny fraction of a second. [2] In term of level of Bluetooth security, in order to hack into a Bluetooth device, the hacker must achieve all these three hacking approach where it seem difficult to do such as force two paired devices to break their operation. Secondly hacker must steal the packets that are used to resend the pin and finally decoded the pin [5] . Furthermore, the hacker must also be within range of the device, and using very expensive developer type equipment. The "pairing process" is one of the most basic levels of security for Bluetooth devices. Pairing, is two or more Bluetooth devices that recognize each other by the profiles they share, in most cases they both must enter the same pin [6] . The core specifications for Bluetooth use an encryption algorithm, which is completely and entirely secure. Once the devices pair with each other, they too become entirely secure. Until they have successfully paired, the Bluetooth devices won't communicate with each other. Due to this pairing process and the fact that it is short range Bluetooth technology is considered to be secure. As indicated, experienced hackers have developed ways to get around this level of basic security first. We developed a wireless security system called Car Monitoring using Bluetooth Security System to secured car or vehicles. This device is equipped with PIR sensor and powered by 9 volt battery. This Bluetooth security system is designed by modules. It consists of hardware and software part. Using a modular approach, parts are easier to implement and troubleshooting can be done easily. Figure 1 shows the architecture of this device. It divided into two parts which is master and slave. The master part consists of mobile phone and its function for sending and receiving data through Bluetooth module by using some command which is programmed into PIC microcontroller. In this part, the master device will send out a continuous signal to slave devices. The slave part consists of PIR sensor, microcontroller, siren and Bluetooth module. The microcontroller acts as a brain managing input, output and how the system reacts upon event occurred. Bluetooth module functioned as communication medium between mobile phone and microcontroller. All the communication of Bluetooth module with mobile phone and PIC microcontroller are twoway or bidirectional. Regarding on PIC microcontroller side, the communication responds are depending on software programmed inside. Any unrecognized codes or command sent will be ignored by PIC microcontroller. Additionally, the siren and motion detector physically had direct interface with microcontroller as they are in the one system functioning as input and output.
This paper organized as follows: Section 2 describes the car monitoring algorithm in details. Section 3 and section 4 describes the hardware and software development. Section 5 described the results and discussion and followed by conclusion in Section 6. 
A. RS-232 Shifter
In this project, the BlueSmirf Silver Bluetooth is not as it advertised and specification or datasheet is not provided. Configuring the device on air (via Bluetooth communication) is also not possible. Therefore, the solution is connecting the Bluetooth Module using wired method to computer. For connection of the Bluetooth Module to computer, RS-232 shifter circuit is required. The RS-232 shifter is functioned as a device to translate voltage between PC and Bluetooth Module [7] , [8] . Voltage swing and related voltages of device is presented in Table 1 . 
B. Security System Algorithm
In this security system, a flow chart is shown in Fig. 2 . Firstly, the alarm system is programmed in a graphical user interface using PBP programming language. This program is used to control Bluetooth module, sensor monitoring and flashing led. For the first time used, the mobile phone must be paired with Bluetooth module for link a connection between those devices. Once the PIR sensor is detecting an intruder, the alarm system will be activated. The purpose of alarm sound is to force the theft leaving that house immediately. At the same time, an alert message is triggered by PIC microcontroller is sent to the user mobile phone via Bluetooth module to alert them that their car had been entered by intruder. To deactivate the alarm system, the specific code must be sent by user through the same mobile phone. 
A. Microcontroller
PIC is a family of Harvard architecture microcontrollers made by Microchip Technology. The name PIC initially referred to "Programmable Interface Controller", but shortly thereafter was renamed "Programmable Intelligent Computer".
During the initial development, PIC 18F873 was used as microcontroller, but due to its I/O ports limitation, we change to PIC 16F877 which gives many ports compared to PIC 18F873. This microprocessor as shown in Figure 2 has high computational performance at an economical price with the addition of high-endurance, Enhanced Flash program memory. All of these features make these microcontrollers a logical choice for many high-performances, power sensitive applications. 
B. Bluetooth Module
Bluetooth is a wireless instrument for exchanging data over short distances (using short wavelength radio transmissions) from fixed and mobile devices. Silver works as a serial (TX/RX) pipe. Any serial stream from 9600 to 115200bps can be passed seamlessly to the target. The Bluetooth Module signal pins of TX and RX are 3V to 6V tolerant, so there will be no level shifter or level translator for connection to microcontroller. This device has two modes; command mode and data mode. While in command mode, all incoming data were commands (AT-Command). Hence in data mode, this Bluetooth will transfer all data from source to target. Mostly, all data mentioned here were texts or ASCII codes where it was commonly used in this project. 
C. PIR Motion sensor
The purpose of motion sensor in this project was to detect any presence of human within the range of the sensor. Regarding to its name, passive infra red (PIR), infrared was the measuring parameter of the sensor. Infrared is the portion of the electromagnetic spectrum that falls between microwaves and visible light. The Figure 4 shows PIR Sensor. The infrared has wavelengths longer than visible light but shorter than microwaves. Humans, at normal body temperature, radiate most strongly in the infrared, at an approximate wavelength 10. With this fact, PIR sensor or motion detector is most adequate device with having least false detection. PIC microcontroller is a special-purpose integrated circuit designed to perform one or a few dedicated function depending on code integrated inside it. It is usually embedded as part of a complete device including hardware and mechanical parts. The code is writing using programming language such as c or basic that provides a structured mechanism for defining pieces of data, and the operations or transformations that to be carried by microcontroller. The melabs Programmer is a Windows PC application that provides a simplified, feature rich interface for melabs device. It will transfer the code to PIC microcontroller through melabs device.
V. RESULTS
This section discusses the result obtained. There are two functions that can be displayed on the device which are: 1) Indicator of alarm security modes. 2) Phone screen display for menu set-up and feedback information Figure 7 shows the whole complete alarm system. The function of this unit is to monitor the level of battery charging. The LEDs are consisting of three colors (red, green and yellow). Each color indicates different modes of alarm system operation. Red color indicates that the alarm system ready is in verification mode, green color indicates that the system in activation mode and the yellow color indicates the intruder is detected. Figure 9 shows the menu for activation process. When the character 'Y' is pressed, the system is in active mode. In other way, if a character 'N' is pressed or no input entered, the system will enter idle mode. Idle mode is one of security features designed for this system. Escaping from idle mode by entering character 'J' will follow by password confirmation afterward. This can make this system functioned securely in continuous period of time. Figure 10 shows the system detection. While armed, the motion detector will start monitor human presence. If human presence is detected, the intruder alert will send to mobile phone and activate the siren. This siren will continue on until reset code which is the password is entered. In this paper "Car Monitoring using Bluetooth Security System" has been presented to provide an alternative security method in order to protect owner's vehicles. This system integrates several features and functions that make it prominent from others. In most products, the systems are easy to detect due to the weakness design such as input keypads, sensors and system box are clearly seen by the theft. With latest trend implementation such as Bluetooth and mobile phone technologies, this security system is being benefited in long term. Moreover, this wireless system can be armed or disarmed individually with customizable specific code which is proven highly secure since password is needed to operate the system. Finally this system can also be extended by using GSM module technology due to the limitation of Bluetooth module such as short range communication
