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Introduction
It is hard to harness the roundtrip time (RTT) of an end-to-end client/server interaction path over a TCP channel in time-critical applications. The problem is the heterogeneity and sheer size of the Internet. If the path error probability for retransmissions is ρ , the average number of trials (ANT) for successful transmission is
The value ρ encapsulates different faults and errors, and one of them is caused by buffer overflow along the end-to-end interaction path. There are two levels of buffer overflows: a) system/router level that includes all activities inside the TCP channel, and b) user level that involves the buffer at the receiving end. Methods to prevent network congestion that causes router buffer overflow include active queue management (AQM) (Braden, 1998) . One effective approach to eliminate user-level buffer overflow to improve the end-to-end path reliability is dynamic buffer size tuning (Wong, 2002) . The accuracy and stability of the tuning process, however, are affected by the Internet traffic patterns in terms of messages' inter-arrival times (IAT). To resolve this problem the previous real-time traffic pattern detector (RTPD) (Lin, 2004) was proposed. With the detected results the dynamic buffer size tuners can mitigate/nullify the ill effects by traffic on system stability and performance in a dynamic fashion. The RTPD, however, does not detect self-similar traffic, and this leads to the proposal of the self-similarity ( 2 S ) filter in this paper. Inclusion of the 2 S filter into RTPD created the enhanced RTPD (E-RTPD). It will be demonstrated later how E-RTPD helps the Fuzzy Logic Controller (Lin, 2004B) selftune better on the fly to gain more accurate and smoother user-level dynamic buffer size tuning and shorter RTT as a result.
The Internet involves many different client/server interaction protocols (Lewandowski, 1998), and its traffic follows the power law (Medina, 2000) . Over time the traffic in any part of the Internet may change suddenly, for example, from LRD (long-range dependence) to SRD (short-range dependence) or vice versa (Willinger, 2003) . Using the Hurst (H) effect (i.e. It is impractical to monitor the overwhelming number of network parameters in the Internet to harness the client/server RTT. A practical approach is to treat the Internet as a "black box" and measure the end-to-end RTT to interpret the channel behavior. This is the IEPM (Internet End-to-End Performance Measurement (Cottrel, 1999) ) approach. Any sudden changes in the IAT traffic pattern affect the performance of applications running on the Internet. The traffic's ill effect on the FLC stability and accuracy (Lin, 2004) is an example. Figure 1 shows how the mean deviations (MD) from the FLC steady-state reference due to traffic changes in one deployment. Traffic self-similarity (or self-affinity) consistently produces the largest deviations compared to heavy-tailed and Markovian traffic. Two objects are geometrically similar if one is derived from another by linear scaling, rotation or translation. The GP% (gradient percentage) in Figure 1 is a derivative (D) control parameter in FLC. For the same GP value different traffic patterns produce different MD values. The reconfigurable version of the FLC uses the RTPD to detect a traffic pattern on the fly and utilizes the result to neutralize traffic ill effects by choosing the correct GP value accordingly (Lin, 2004) . The RTPD differentiates LRD from SRD and identifies heavy-tailed traffic, but it does not detect self-similar patterns. Combining the previous RTPD
