Abstract-A "circular type" interferometric system for quantum key distribution is proposed. The system, which adopts a Sagnác loop, is highly stable and simple. The stability derives from its self-alignment and compensation for birefringence and the system's simplicity allows it to achieve an extremely fast bit rate. Moreover, it is easily applicable to multiparty setup. Key creation with 0.1 photon per pulse at a rate of 1.2 kHz with a 5.4% quantum bit-error rate over a 200 -m fiber was realized.
"Circular Type" Quantum Key Distribution I. INTRODUCTION I N THE FIELD of information security, there has been an increased interest in quantum cryptography, because although the advent of quantum computers threatens classical cryptography based on computational complexity, quantum cryptography based on physical law is expected to provide absolute security. Quantum key distribution (QKD) is one of the branches of quantum cryptography and provides two remote parties, Alice and Bob, with a secret common key.
The realization of quantum key distribution has been reported by many groups [1] - [8] . Their setups use photons as the carriers of information, which is encoded either in the phase or in the polarization of the photons. The phase coding scheme on fiber optical implementation is one of the popular implementations. The scheme consists of interferometric system, which is usually based on two unbalanced Mach-Zehnder interferometers. The scheme has, however, a problem with alignment and compensation for birefringence because two interfering pulses do not follow the same path within the two interferometers and the fluctuation of their phase difference lowers visibility. The Geneva group has solved this problem by using Faraday mirror effectively [6] , [7] . In their solution, the two pulses follow the same path and the fluctuation is, therefore, compensated automatically. But the solution is rather complex and makes its transfer efficiency worse.
In this letter, we propose another simple solution using Sagnác loop [9] in order to avoid the above flaw. Our solution also compensates for the fluctuation automatically and provides a much simpler optical system. The simplicity brings faster bit rate by enhancing transfer efficiency. Moreover, the solution allows multiparty setup easily. In fact, the solution benefits from multiparty setup rather than two-party setup. We introduce our proposal in Section II and report the experiment based on our system in Section III. In Section IV, multiparty optics is discussed. Finally, we give our conclusion in Section V.
II. PROPOSAL
Our proposal depicted in Fig. 1 adopts Sagnác loop type optics. The difference from the Geneva solution [7] in Fig. 2 is using circular-type optics instead of a Faraday mirror and a polarization beam splitter.
The two interfering pulses circulate in the same physical path both counterclockwise (CCW) and clockwise (CW) and then the fluctuation of phase difference is compensated automatically. Our system is, in addition, simpler than the Geneva group's system and therefore has excellent performance on bit rate.
In Fig. 1 , Bob has a photon source and sends a photon pulse through a circulator into the system. The pulse splits at a coupler. The first half circulates through optics counter-clockwise, where the pulse is named CCW pulse, and the second half circulates clockwise, where the pulse is named CW pulse. The CCW pulse propagates to Alice through a optical fiber (the upper fiber) and goes back to Bob through another optical fiber (the lower fiber). After passing a delay line fiber, the CCW pulse is applied a phase shift with a phase modulator in Bob (PMB) and returns to the coupler. Polarization controllers, PCA, PCB, and PCC, tune the pulse to a phase modulator in Alice (PMA), PMB, and the coupler, respectively. The CW pulse passes the PCC, PMB, PCB, and the delay line in this order, and propagates to Alice through the lower fiber. Alice does not have the two pulses simultaneously because the delay line staggers their 1041-1135/02$17.00 © 2002 IEEE transit timings. Alice then applies to the CW pulse only a phase shift with PMA. After passing PMA, the shifted CW pulse is attenuated to the average photon number per pulse with the variable attenuator and goes back to Bob through the upper fiber. The returned CW pulse reaches the coupler at the same time as the arrival of the CCW pulse because they travel at the same optical path reversely, and then, these two pulses give rise to interference. As the results of interference, the photon is detected at either avalanche photo diodes APD1 or APD2 according to its phase difference . Assuming that the photon pulse is composed of single photon, the photon state is described in the following:
The initial state launched from the photon source is given by initial (1) where the state means that the photon exists in the link between the coupler and APD1 and the state means that the photon exists in the link between the coupler and APD2. The state is split by the coupler in the following split (2) where the state means that the photon exists in the upper fiber and means that the photon exists in the lower fiber. The state is then phase modulated in modulated
After interfered, the final state is given by final
where we use the coupler represented by [10] (5)
III. EXPERIMENT
We have implemented the BB84 protocol [11] using a SCIENTEX OPG-2000B-830 LASER with wavelength nm and the repetition rate 100 kHz. The photon source is composed of the LASER, a polarization controller (PCL) and an isolator. Although the LASER has 20-mW average output peak power with 100-ps full-width at half-maximum (FWHM), the injected power into the coupler was pre-attenuated to 79 nW per pulse. We used EG&G SPCM-AQR-14-FCs, which are Peltier cooled Si-APD, as APD1 and APD2. The transmission distance between Alice and Bob was set to 200 m, and 800-m fiber was used as the delay line. In this experiment, we reused almost all apparatuses, which we used in our previous experiment [8] , where we confirmed and improved the Geneva group's system. We then obtained the following result in Table I .
From the results, our system realized the following performance in Table II . The bit rate of the experiment is as fast as that of our previous experiment on the Geneva's system at repetition rate 600 kHz [8] . Therefore, this suggests that our system is six times as fast as the previous system. Such high performance is achieved by the simplicity of our system because the transfer efficiency of ours is about 8 dB better than that of the previous one.
The quantum bit-error rate (QBER) is three times worse than the previous one. We consider that we can reduce this QBER by fine tuning of APDs' gate timing. We would, however, estimate effects of some noisy scatterings including guided acoustic wave Brillouin scattering [12] .
We notice that APD1 detected photons when the phase difference in our system (see Table I ) and when in the previous Faraday mirror system [8] , though we used the same apparatus for Bob. The difference is explained by the relation between states of polarization (SOPs) of the two interfering pulses. The two SOPs in our system are parallel to each other at the interference, but the two SOPs in the Faraday mirror system are antiparallel to each other. The antiparallel SOPs correspond to -phase difference and bring about the opposite behavior.
We confirmed that the APDs' behavior in the mixed system depicted in Fig. 3 is the same as the behavior of our system. This tells us that such different behaviors are derived from the difference between the loop optics and the Faraday mirror. 
IV. MULTIPARTY OPTICS
Although various link architectures are applied to networks in real world, almost all implementations of quantum key distribution including ours have dealt with point-to-point link architecture. Our system can, furthermore, target many-to-one link architecture [13] . If some current point-to-point quantum key distribution system were applied to commercial networks, as many systems as the number of links would be needed. Therefore, quantum key distribution system, which is applicable to various link architectures, should be considered.
Our system can naturally extend to multiparty quantum key distribution on looped networks as shown in Fig. 4 , where key distribution between Bob and anyone of Alice, David, Fox, George, and so on is feasible.
Bob is a receiver and Alice, David, Fox, and George are regarded as senders and key distribution between Bob and either Alice, David, Fox, or George is, then performed. Although the system has four-to-one link architectures in the example, it uses only one photon source and one pair of photon detectors. Each sender has only one phase modulator, one variable attenuator, and one polarization controller and the receiver has one photon source, one pair of APDs, a coupler, a phase modulator, a circulator, two PC controllers, and a delay line. Key distribution is performed in the following: 1) Bob selects one sender from the four senders.
2) The selected sender tunes his variable attenuator to the average photon number at his output. 3) Bob and the sender perform the BB84 protocol. The other senders allow light pulses through their modules without disturbance.
4) Bob and the sender check quantum bit error rate in the ordinary error collection and privacy amplification protocol through public channel. If anyone of the nonselected senders disturbs the pulses, Bob and his partner notice the disturbance as eavesdropping. In the above example, we have shown key distribution between the receiver and the selected sender.
V. CONCLUSION
We have presented a new simple and efficient interferometric system for quantum key distribution. Our point-to-point system was tested with a raw creation key rate of 1.2 kHz over a distance of 200 m. The result shows us that the proposed system is much more efficient than the previous Faraday mirror system on the bit rate. The proposed system is, thus, superior to the previous system in long-distance communication.
Our proposed system is, moreover, naturally applicable to multiparty networks. We have shown key distribution on the looped network. The looped network system for more than two parties will be tested soon.
