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Description:
The aim of the work is to collect a representative set of malware descriptions according to families
determined by the supervisor in the widest possible range. Furthermore, on this data to perform analysis,
visualization of statistical surveys and possible identification of typical features of behaviour according to
the assignment of the DP supervisor. Part of the solution is the search for atypical traits of behaviour and
their classification. It is assumed for student to use both classical methods and selected methods in the field
of soft computing. The expected structure of the work is therefore as follows:
1. Current state in the field of data processing and analysis.
2. Defining suitable data sources and selecting samples whose behaviour is to be analyzed.
3. Data collection.
4. Preliminary analysis and data visualization.
5. Selection of suitable methods for analysis and identification of viral sequences and their families.
6. Execution of the experiment.
7. Evaluation of results.
8. Conclusion.
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