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Methods of Creating Local Relative Geofences for Ultra-Wide Band Enabled Devices

Abstract:
This publication describes methods of creating local relative geofences for Ultra-Wide
Band-enabled (UWB-enabled) computing devices that facilitate the position of such UWBenabled devices to be determined relative to a defined boundary (e.g., geofence). In aspects, a first
UWB-enabled computing device (primary device) receives information defining a geofence from
a user, utilizes UWB to determine the location of a second UWB-enabled device (secondary
device), determines if the secondary device is located within the geofence, and generates a
notification for the user responsive to determining that the second device has moved to a position
outside of the geofence.
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Background:
Individuals and businesses may utilize Global Navigation Satellite System (GNSS) (e.g.,
Global Positioning System (GPS)) enabled computing devices for location-based security
purposes (e.g., monitoring the location of pets; tracking store merchandise, assets, and other
personal belongings). For example, by attaching a first computing device (e.g., security tag,
wireless tracking device) to an object to be followed. In aspects, such a device may include a GPS
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receiver configured to receive GPS signals to determine a geolocation for the device and transmit
geolocation information to another (second) computing device. The second computing device may
determine the location of the first computing device relative to a predesignated boundary,
commonly referred to as a “geofence,” in order to determine if the first computing device has
crossed the geofence boundary. GPS receivers may include expensive components with high
power consumption costs. Additionally, GPS location technology may be inaccurate indoors or in
large cities with dense buildings.
As a result, there is a need for improved methods of creating local relative geofences for
computing devices.

Description:
This document describes methods of creating local relative geofences for UWB-enabled
computing devices, which enable the position of such UWB-enabled devices to be determined
relative to a defined boundary (e.g., geofence). In aspects, a primary UWB-enabled computing
device (e.g., a smartphone) determined the relative spatial locations of a secondary UWB-enabled
computing device (e.g., a security tag) relative to a geofence in real time by determining the
distance and angle of arrival (AoA) of radio wave pulses emitted by the second UWB-enabled
computing device. The first device can compare the determined location relative to the geofence
and determine if the second device has crossed the boundary of the geofence. Responsive to
determining that the second device has crossed the boundary, the first device can provide a
notification to the user of the primary device.

https://www.tdcommons.org/dpubs_series/4453

3

Liu and Zhang: Methods of Creating Local Relative Geofences for Ultra-Wide Band

Figure 1: UWB-Enabled Computing Devices, Operating Environment
Figure 1, above, illustrates example UWB-enabled computing devices within an operating
environment in which methods of creating local relative geofences for UWB-enabled computing
devices that facilitate the position of such devices to be determined relative to a defined boundary
(e.g., a geofence). In the example environment of Figure 1, two UWB-enabled computing devices
are illustrated, namely, a smartphone and a wireless tracking device (e.g., a device for locating and
tracking lost articles using radio frequency). Additionally, although a smartphone and wireless
tracking device are illustrated in the example of Figure 1 as UWB-enabled computing devices,
other types of UWB-enabled computing devices (e.g., computers, tablet computers, smart home
devices, and the like) can also support the techniques described in this publication.
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A UWB-enabled computing device may include a processor, a UWB transceiver, and an
input/output device (e.g., a display, a speaker). In Figure 1, the smartphone is illustrated as
wirelessly connected, through the UWB transceiver, with the wireless tracking device utilizing a
communication link.
In aspects, a UWB-enabled computing device may also include a computer-readable
medium (CRM). Device data (e.g., user data, a Location Manager application, and/or an operating
system of the computing device) is stored in the CRM.
The device data may include instructions that, responsive to execution by the processor,
cause the processor to perform operations of methods of creating local relative geofences for
UWB-enabled computing devices that facilitate the position of such UWB-enabled devices to be
determined relative to a defined boundary. In aspects, the operations include a primary UWBenabled device receiving information defining a geofence from a user, the first device utilizing
UWB to determine the location of a second UWB-enabled device (secondary device), the primary
device determining if the second device is located within the geofence, and the primary device
generating a notification for the user responsive to determining that the second device has moved
to a position located outside of the geofence.
In aspects, the device data includes executable instructions of a Location Manager
application that can be executed by the processor(s). The Location Manager application represents
functionality that receives information defining a geofence from a user, utilizes UWB to determine
the location of a UWB-enabled device, determines if the UWB-enabled device is located within
the geofence, and generates a notification for the user responsive to determining that the UWBenabled device has moved to a position located outside of the geofence.
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Figure 2, below, illustrates an example technique; the technique may use elements of the
UWB-enabled computing device(s) of Figure 1. In Figure 2, a user utilizes a computing device
(e.g., there is a central UWB-enabled computing device), labeled in the figure as the “primary
device to define a geofence boundary of a desired shape and/or size around the primary device or
a center location.
The primary device then utilizes UWB to determine the location of a second UWB-enabled
device (the “secondary device”) relative to the geofence boundary. In Figure 2, the secondary
device, represented by a blue dot, at a first time is located at a first position (position A) within the
geofence boundary. Figure 2 further illustrates the secondary device, represented by a green dot,
at a second time is located at a second position (position B) outside of the geofence boundary.
Responsive to the primary device determining that the secondary device has moved to a position
outside of the geofence boundary, the primary device generates a notification for the user
indicating the same. For example, a notification displayed on the display of the primary device, a
sound emitted from a speaker of the primary device, and the like.

Figure 2: Method Technique
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In one example use, the user may use the primary device to draw a geofence matching their
physical backyard space and attach a UWB-enabled smart tag device to their dog’s collar; if the
dog goes outside the geofence, the user is immediately notified via smartphone alert and is
provided with the current location of their dog. In another example use, the UWB-enabled security
tag may be attached to valuable merchandise at a store and a geofence is set up from a center
location to match the store property; when the merchandise has left the store without the UWBenabled security tag being removed, the crossing of the geofence triggers an alarm that sounds
throughout the store, allowing the products to be located quickly and accurately.
Throughout this disclosure, examples are described where a computing system (e.g., a
UWB-enabled computing device, a smartphone, a security tag) may analyze information (e.g.,
location) associated with a user, for example, the location of a personal belonging (e.g., a pet).
Further to the descriptions above, a user may be provided with controls allowing the user to make
an election as to both if and when systems, programs, and/or features described herein may enable
collection of information (e.g., information about a user’s current location, social actions, social
activities, a user’s preferences, a user’s current location), and if the user is sent content or
communications from a server. The computing system can be configured to only use the
information after the computing system receives explicit permission from the user of the
computing system to use the information. For example, the user may be provided with an
opportunity to provide input to control whether programs or features of computing devices in the
computing system can collect and make use of location data. Further, individual users may have
constant control over what programs can or cannot do with the information.

In addition,

information collected may be pre-treated in one or more ways before it is transferred, stored, or
otherwise used, so that personally identifiable information is removed. Thus, the user may have
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control over whether information is collected about the user and the user’s device, and how such
information, if collected, may be used by the computing device and/or a remote computing system.
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