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Abstract 
This study is conducted to review the meaning of the right to be forgotten in a digital age in order to discuss implications on 
the information technology companies. This paper illustrate the meaning of the right to be forgotten and the controversies 
surrounding it. And then the opportunities and implications for the company are suggested. I find that in the emergence of 
regulatory approach to the right to be forgotten, there is certainly a path forward which is achievable in a business sense. The 
right to be forgotten in the coming era of big data gives new opportunities to information technology companies. The 
companies need to be prepared to respond to the demand of the market. 
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1. Introduction 
On May 13, 2014, the European Court of Justice declared that a European Union citizen has the fundamental 
rights to privacy and to the protection of personal data [1].  This so-called right to be forgotten ruling required 
Google to remove links to the web pages with outdated personal information of a Spanish man. Basically, the 
right to be forgotten “reflects the claim of an individual to have certain data deleted so that third persons can no 
longer trace them” on the internet. Following this decision, France further demanded Google to remove search 
results from its global domain, google.com, not just European domains because removing links just from 
European domains does not sufficiently protect the right to be forgotten if users go to its global domain.  
Similarly, in the U.S., the state of California enacted the right to be forgotten in a different and more limited 
form in 2013. California’s so-called eraser law, the California Rights for Minors in the Digital World Act, gives 
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users under the age of 18 a right to request removal of content from online postings.  Only Californian minors 
can have this right to be forgotten. Korea also introduced a rule called “a temporary measure” under the Act on 
Promotion of Information and Communications Network Utilization and Information protection in 2008 which 
allows users to ask for the removal of search results that invade their privacy or defame them.  Korea, through 
the Korea Communications Commission (KCC), has prepared for legislation for the right to be forgotten. 
As the right to be forgotten has gained some acceptance across the world, it is an opportune time to analyze 
the meaning of the right to be forgotten in a digital age and review the controversies concerning this right. Then, 
the meaning of the right to be forgotten to information technology companies will be discussed particularly in 
terms of challenges and opportunities. 
2. The Meaning of the Right to Be Forgotten and the Controversies Surrounding It 
2.1. The Meaning of the Right to Be Forgotten 
There is a saying that the Internet never forgets [2].  The right to be forgotten addresses this urgent problem 
in the digital age that the postings on the Internet stay forever. Most people may have their past they would like 
the Internet to forget, but it is very hard to escape their past on the Internet. Once posted online, whether 
deliberately or accidentally, those postings cannot be destroyed once other users copy, download, or repost them 
even after the original publisher deletes them. The original publisher has no legal right to demand other users to 
delete the reposted content. Even the most proactive and aggressive European right to be forgotten ruling did not 
require the original posting to be taken down. The original posting remains accessible through means other than 
search engines. It just becomes less easily findable.  
In the U.S., the California’s eraser law requires companies, operators of an Internet Web site, online service, 
online application, or mobile application, to provide minors a mechanism to remove or request the removal of 
content and information, but only if they themselves have posted it. In other words, the content and information 
posted by a third party are not covered by the law.  
As in Europe, the Korean government has been active in implementing the right to be forgotten. KCC, Korea’s 
state-appointed media monitoring agency, has prepared for legislation for the right to be forgotten but finally 
decided to set out the guidelines in a self-regulated form instead of enforceable legislation to enable individuals 
to request for deletion of personal data online. A temporary measure  compels operators of an Internet Web site, 
online service, online application, or mobile application to block access to the information in question that invade 
privacy or defame users for the first 30 days and then to permanently delete it later. In 2014, Korea’s largest 
portal sites Naver and Daum removed nearly 95 percent of the requests to delete the posts.  Unlike Europe and 
California, Korea does not differentiate the postings made by the users themselves and a third party.  
Although varied in terms of aggressiveness and scope, the right to be forgotten allows, to some degree, an 
individual to take back control their privacy and personal information, even after divulging them to others. Given 
the fact that the trail of data people leave online stay permanent and can have lasting impacts, how the right to 
be forgotten can develop and be used are important, but there are some controversies surrounding this right. First 
of all, it leads to the question of privacy protection in a digital age. It also raises the question on the balance 
between the right of privacy and the right to freedom of expression. In addition, it requires the information 
technology companies to prepare for the compliance with the right and find new opportunities. 
2.2. Privacy in a Digital Age  
The rapid and significant developments in information and communications technologies (ICT) have enabled 
more and more people to shed information about themselves with ubiquitous internet connection of smartphones. 
Social media has become a part of everyday lives of many people in much of the world. The development of ICT 
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and social media inevitably comes with loss of control over our personal information and, further, loss of privacy. 
Numerous prominent voices including Facebook’s founder Mark Zuckerberg claim that privacy is dead. In 
addition, Science, the world’s largest circulation science journal ran a special issue on “The End of Privacy” in 
January 2015 and dealt with the issue of privacy erosion in depth in various aspects. On the other hand, there are 
other voices claiming that privacy is not dead and should be viewed more broadly. For example, Antonio Casilli, 
an associate professor of Digital Humanities at Telecom ParisTech claimed the definition of privacy has changed 
and viewed privacy as negotiation in his co-authored book, “Against the hypothesis of the end of privacy: an 
agent-based modelling approach to social media. [3]”  
The right to be forgotten reflects the position that users should have the right to privacy and to control personal 
information. The right sided in favor of privacy over other rights including the right of the public to know or the 
freedom of expression. Discussions on the existence or non-existence of privacy show that traditional notion of 
privacy is being challenged and is in a fragile state. Privacy is elusive concept and difficult to be defined.  
People say they want their privacy and want their personal information to be left alone. But they do only 
sometimes as they prefer. In October 2014, the New Yorker published a story about an artist who offered cookies 
in exchange for personal information, such as the first pet’s name, a mother's maiden name, home address, or the 
last four digits of a Social Security number. Surprisingly, nearly 400 people gave away their personal information 
in exchange for a cookie, whereas only 20 people refused for security reasons. This story raises a question 
whether an individual’s privacy should be ensured when they themselves renounce their privacy and personal 
data so easily in exchange for small things like a cookie. If an individual actively or carelessly discloses personal 
information, how can they expect others to effectively protect it? 
The answer may be simple. Despite people’s tendency to give up their sensitive information in exchange for 
convenience and other interests, protection is necessary because the right to privacy is a fundamental right then 
you cannot waive it. In addition, personal information is often used and disclosed for purposes beyond what the 
individuals provided it for, and against an individual out of context.  The open nature of the Internet in facilitating 
the sharing of information with a large audience makes it necessary for someone to step in and help those 
individuals who want to take back control of their personal information, even after divulging it to others. 
2.3. Controversies Surrounding the Right to Be Forgotten 
While the right to be forgotten ruling provides individuals with a legal basis to take control over their personal 
information, critics including free speech advocates and technology companies worry about possible burden on 
freedom of speech and access to information and cost to technology companies. The European Court of Justice 
in Costeja case reasoned in its ruling that privacy should supersede public access to online speech. The freedom 
of expression is guaranteed in many countries as a fundamental human right because expressing one’s view on 
different issues has long been considered an important prerequisite for truth finding and democracy. The 
European Court of Justice did not create a right that trumps all others but explicitly called for a balancing between 
the right to be forgotten and other interests. Nevertheless, the right to be forgotten ruling could be misused to 
block certain content and amount to the censorship of the Internet against the freedom of expression. Jimmy 
Wales, Wikipedia founder, described the ECJ ruling as "one of the most wide-sweeping internet censorship 
rulings that I've ever seen".   
Critics also worried that the cost of implementing the new laws will be compounded, and search firms will be 
burdened with the excessive costs associated with processing requests to remove links. In response to the ruling, 
Google created a system in which people could request search result removals. According to the latest figure, 
more than 395,000 people have asked Google to delist the links to their personal information.  Google reportedly 
has acceded to about 40 per cent of the requests so far. But Google does not appear to be burdened by the number 
of requests in the financial aspect. Google’s stock in July 2015 hit all-times high and enjoyed a market 
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capitalization at $468.5 billion, which made it the second-most-valuable U.S. stock, behind Apple Inc. This 
shows the requests to delete search results does not pose an undue financial burden on Google.  
On the other hand, it is problematic for the court to outsource the decision about whether to suppress certain 
content to search engines like Google. This officially places Google in a position as a regulator for content. Since 
Google has not released its decisions in individual cases, we do not know what standard Google has in 
determining whether to take down certain links. Google controls nearly two-thirds of the world's search results, 
making it the Internet gateway for most people around the world.  Although Google does not publish its own 
material, it can and does curate its search results. Nevertheless, the search results often matter more than the 
information on any individual web site. For example, Search Engine Manipulation Effect, with the acronym 
SEME, has been recognized as one of the behavioral effects of search engines on voters. It does not seem right 
to leave an important decision on what information should be accessible and what should not be to search engines 
like Google because the decision requires balancing between the two distinct fundamental rights of privacy and 
freedom of expression. 
3. Implications on Information Technology Companies 
The right to be forgotten has also implications for information technology companies, not just search engines. 
While the regulatory measures are discussed and implemented, the private sector comes up with some 
technological solution. There are solutions called “digital laundry services” in Korea which remove online 
information. Santa Cruz Casting Company Co., Ltd. started an online-content deleting service in November 2011. 
The company locates unwanted material about its clients on the Internet, and then issues requests to Web 
operators that the material be removed. It also combs through clients social media accounts and removes 
problematic content. The cost of digital laundry is between 500,000 won ($412) and 5,000,000 ($4,120) 
depending on the total amount of data that needs to be deleted. Skipper Inc. provides a similar service to Santa 
Cruise. Outside Korea, reputation.com claims to manipulate the results of Google’s search algorithm by seeding 
additional information on the web. Repulation.com is an online reputation management company which wash 
out the digital footprint for a price. Remove your name (removeyourname.com) also provides similar services.  
With an increasing number of people paying attention to their digital presence, some venture companies have 
launched smartphone messengers that have functions that enable users to delete messages. Some companies came 
up with apps that allowed users to send messages, photos, or videos that were destroyed within seconds. For 
example, Snapchat automatically deletes messages, photos and videos seconds after they have been viewed. 
Shot.ly also offers similar services. Facebook has Poke app that allowed you to send photos and videos that were 
destroyed within seconds and vanishing messages services in its Messenger app. Furthermore, Ansa lets you also 
delete messages remotely, from another person’s device, before they get a chance to read it. In Korea, Dontalk, 
the smartphone messenger, lets people to destroy a message a few seconds after it is received. The app also sends 
a message back to the user when the recipient tries to capture the message or a picture to save or reproduce it. 
As above, the market responds to the needs of the market. While the governments try to find a regulatory 
means to protect privacy, the marketplace will find suitable technology to protect it. Considering the controversial 
issues surrounding enforcement of the right to be forgotten shown in the previous section, it may be better to let 
and encourage the marketplace take care of it. As usual, people may find the way to circumvent the regulation 
and access private personal information. New technology-based solutions will evolve to protect privacy.  
4. Conclusion  
The right to be forgotten has provided an opportunity to consider privacy in a digital age. This study is 
conducted to review the meaning of the right to be forgotten in a digital age in order to discuss implications on 
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the information technology companies. As the old saying goes, “necessity is the mother of invention.” In the 
emergence of regulatory approach to the right to be forgotten, there is certainly a path forward which is achievable 
in a business sense. The right to be forgotten in the coming era of big data gives new opportunities to information 
technology companies. The companies need to be prepared to respond to the demand of the market. 
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