Abstract-DCSK modulation in chaos communication is a robust non-coherent modulation scheme. In this paper, the multiple-access DCSK scheme based on the OVSF code is proposed. Using the multiple-access DCSK scheme in RFID system, a DCSK-RFID system is presented. In the presented DCSK-RFID system, we use the DCSK for tag modulation for its low complexity and the simple receiver of the DCSK scheme is applied in reader part. The tag's BER performance of the proposed DCSK-RFID system is carefully generalized both in theoretic analysis and in simulations. From the simulation results, the theoretical and simulation values match closely with each other. Then, we design an anti-collision MAC protocol based on multi-access DCSK-RFID scheme. We theoretically analyze the throughout in given number of tags. The simulation shows that the proposed algorithm has better throughout than S-Aloha system.
I. INTRODUCTION
The application of Radio Frequency Identification (RFID) technology is rapidly growing among different industries like supply chain management, inventory control, supermarket checkout process [1] . In these applications, RFID tags are attached to thousands of objects and their backscattered unique IDs signal are measured, analyzed, and identified by readers [2] . Unfortunately the RFID technique is suffering from several disadvantages. It is very sensitive to multi-tag interference, multiple tags collisions and privacy and security issues problem. Therefore, alternative MAC protocol and directly PHY layer designs will inevitably emerge and need to be evaluated [3] .
A flexible MAC implementation means that anti-collision algorithm can be readily manipulated and effectively improve the system throughout. The exiting anti-collision schemes are built upon four multiplexing access technologies: Time Division Multiple Access (TDMA), Frequency Division Multiple Access (FDMA), Space Division Multiple Access (SDMA) and Code Division Multiple Access (CDMA). The ALOHA and binary tree anti-collision algorithm [4] based on TDMA are the most popular multiple access method for RFID. In RFID applications with large tag populations, TDMA technique suffers from large number of collisions. The result is an increase in tag identification time and lower system efficiency. Due to its good multiple-access efficiency and high immunity against interference, CDMA technology is very attractive for RFID application [5] [6] . In CDMA/RFID system, each tag is assigned an orthogonal spreading code, the reader distinguish different tags by utilizing the orthogonality of the spreading code. The application of CDMA technology in RFID is investigated as a mean to improve the system throughput.
The modulation techniques in RFID physical (PHY) system [7] are based on conventional digital modulation schemes like Amplitude Shift Keying (ASK), Frequency Shift Keying (FSK), Phase Shift Keying (PSK) and Quadrature Amplitude Modulated (QAM). Reference [8] presents optimized ON/OFF states for the ASK modulated passive RFID tags, considering both the reader receiver sensitivity and the tag antenna mismatch conditions. Zaid AI-Amir [9] designs the RFID system using the concept of FSK modulation as a technique to transmit and receive the signal. Reference [10] designs an integrated circuit implementation of a BPSK backscatter modulator for passive RFID tags. References [11] [12] exploit multi-state complex-valued load dependent scattering to yield QAM backscatter for passive or semi-passive tag that is compatible with the homodyne reader architecture.
Chaos-based communication systems with information embedded in chaotic signals are wideband, deterministic, non-periodic [13] [14] . By contrast with the conventional digital modulation schemes, the chaotic modulation [15] [16] can be implemented with extremely simple circuitry and produce different non-periodic waveform segments with low cross correlation properties. At the same time, the multiple access capability of chaos-based communication systems has been looked into [17] [18] . The numerous features of chaotic communication are very attractive for RFID or WSN applications [19] . The single-user Differential Chaos Shift Keying (DCSK) [20] technique is a robust non-coherent modulation scheme, which only requires frame or symbol rate sampling instead of channel estimation and the demodulation can be performed without synchronization. In this paper, a DCSK multiple-access scheme based on OVSF code is first proposed. Because the multi-access becomes an essential feature for practical implementation of the RFID system, using the multi-access DCSK scheme in RFID system is presented. In the proposed multi-access DCSK-RFID system, we construct the tag-to-reader PHY communication and design a new MAC protocol to perform the tag identification.
Our contributions can be summarized as follows: 1) We first present the multiple-access DCSK scheme based on the OVSF code;
2) Using the multiple-access DCSK in RFID tag-to-reader PHY communication, a multiple-access DCSK-RFID system is proposed. In the presented scheme, we use the DCSK modulation in RFID system for tag modulation because of the low complexity and the simple receiver of the DCSK scheme is applied in reader part. We construct the transmitter and receiver structure and deduce the BER performance of the proposed multiple-access DCSK-RFID system.
3) Because of the multi-access capability of the proposed scheme, we design a new MAC protocol based on multiple access DCSK for RFID to perform the parallelizable tag identification. We theoretically analyze the system throughput in given number of tags.
The rest of this paper is organized as follows. In Section 2, a new DCSK multi-access scheme is studied and the multi-access DCSK-RFID system is proposed. The parallelizable tag identification based on the DCSK multiple-access combined DFSA in UHF RFID is discussed in Section3. Section 4 shows the simulation of the BER performance and anti-collision performance in DCSK-RFID system. Finally, we conclude the paper in Section 5.
II. DCSK-RFID PHY COMMUNICATION

A. Multi-access DCSK Scheme
With a differential shift keying modulator, DCSK uses a chaotic signal as the carrier for transmission. The chaotic signal is generated by the simple Logistic chaotic map chaotic circuit. The Orthogonal Variable Spreading Factor (OVSF) code is used as spreading because of its complete orthogonality and easy generation. A new multiple access DCSK scheme based on the OVSF is proposed. Fig. 1 shows the block diagram of the multiple access DCSK transmitter system. As can be see from the figure1, the binary DCSK modulation unit transmits a reference segment of the chaotic signal in the first half of the symbol duration. The second part of the bit serves as an information-bearing signal, depending on whether bit "-1" or "1" is being transmitted. The second part is spread by a unique OVSF code sequence. In multiple access DCSK modulation, the bit information is mapped to
. Its signal before spreading can be written as:
In this paper, the signal   m gk is assigned a unique OVSF code sequence to spread, and the assigned codes are mutually orthogonal. N is the spreading factor;
is the l th data symbol being transmitted.
At the multiple access DCSK receiver, the received signal is first correlated with its delayed version by /2 T and de-spread by the OVSF code. Then the information signal can be recovered from the sign of correlation measured at the output of the correlator. Fig. 2 shows the block diagram of the DCSK receiver system. Figure 2 . The multiple access DCSK receiver
B. DCSK-RFID Communication System
The typical RFID communication system uses the asymmetrical traffic loads between the uplink and the downlink. The commands and data broadcasted to all the tags are small from the reader in downlink, but in uplink, a great of number of tags transmit the rather heavy traffic to the reader. The multiple access DCSK modulation can be used in the tag-to-reader link to detect multiple tags simultaneously.
Considering RFID system employs the multiple-access DCSK scheme in tag-to-reader uplink communication to perform identification, in this paper, a DCSK-RFID system is designed. The proposed DCSK-RFID system consists of a reader and many tags, and assigns the mutually orthogonal OVSF codes for different tags in the same band simultaneously. On the basis of the considerations above, the proposed DCSK-RFID system architecture is illustrated in Fig.3 . The reader transmits commands to tags firstly. The tags respond their data frames with their system identifier field (SYS), the tag identifier field (ID), and the checksum field (CRC) individually to the reader by proposed DCSK modulation.
The DCSK transmitter integrated on the RFID uplink provides a robust, against multi-path and high security communication with low power and low complexity. We use the DCSK modulation in the tag's modulation. A tag replies the information by DCSK modulation with the fixed data rate and either FM0 or Miller encoding is utilized to encode the backscattered data from tags back to readers. Because the simple demodulation of the DCSK scheme, it is applied in reader part. Transmissions from tags are independent of each other. We formulate the signals transmitted by tags and the signal received by the reader herein after. We will consider the signals being transmitted in one symbol. The i th tag transmitter output function is as follow:
In this scheme, each tag is equipped with an OVSF code. By multiplying the OVSF code in the transmitter, the receiver data symbol in the system is capable of code-division multiple-access, which can be written as:
where k  is Additive White Gaussian Noise (AWGN) with two-sided power spectral density 0 /2 N . After being delayed for half of a bit period time, the signals multiply with the delayed signal and the de-spreading OVSF code at the i th tag receiver, then the i th user correlator output is:
We replace the k r with the (4), then (5) the can be rewritten as:
The decoded data symbol from the uth user threshold is determined according to:
The BER performance [17] of the system can be 
III. THE DCSK MULTI-ACESS MAC PROTOCOL
In RFID system, the specification of the data communication protocol determines the energy efficiency as well as the system throughput. Consequently, proper MAC protocol is essential for channel access and tag communication schedule in massive tags environment. In this paper, the next issue is to design an efficient MAC scheme to fully exploit DCSK multi-access capability.
In this section, an efficient anti-collision of UHF RFID system based on multiple access DCSK-RFID scheme is studied. In the proposed algorithm, the reader sends Query/ReQuery/AdjustQuery command (the first frame begins with a Query command, and the following frames begin with a ReQuery/AdjustQuery command) command to all tags to initiate the current frame identification. A Query command uses a Q value to set the number of slots in a frame. After receiving a Query, tags randomly choose a slot with the value in 0, 2 1 Q    . When the slot value expires, the tag uses the DCSK modulation containing the OVSF codes to reply the reader, which allows the simultaneous acknowledgment of multiple tags.
When reader receives the data from the tags, there are three cases: 1) If there is an empty slot without any tag responses, the reader sends a non-acknowledgment (NAK) JOURNAL OF NETWORKS, VOL. 9, NO. 4, APRIL 2014 1063 restarts the identification process; 2) If tags are simultaneously responding to a reader's query in current time slot, Because of each tag equips with a unique quasi-orthogonal OVSF code, reader performs parallel identification process by using OVSF code correlation operations. The reader allows reception of the signals from different tags that overlap in time. This means that the tags are transmitting data within the same time range and frequency band, which can achieve high system throughput; the reader sends an acknowledgment (ACK) .3) If some reply tags use the DCSK scheme in the same OVSF codes, which means tags are beyond the identification ability, indicating that there is a collision, the collision occurs. The reader restarts the identification process; When the identification process in current frame is over and the other tags are not identified, the reader issues AdjustQuery or ReQuery command to restart the identification process
IV. PERFORMANCE ANALYSIS
A. BRR of the Proposed DCSK-RFID
In this section, the performance of the proposed DCSK-RFID multi-tags communication system is studied. We compare the computer simulation with the theoretic results. In simulation, a great number of bits are transmitted for each user. Fig. 4 shows the BER performance of the DCSK-RFID system. From the figure, we can see that for a given spreading factor N , the BER performance decreases with the number of users K increasing; with the increase of spreading factor N , the BER performances improves.
B. The Throughput of the DCSK Multi-access MAC Protocol
In this section, we derive the throughput of the proposed protocol. When the tags use different spreading codes in DCSK modulation, they can simultaneously communicate with the reader. Considering M tags communicate with the reader in a certain time slot and availably use N spreading codes, and the reader can successfully de-spread the average number of the tag as follow:
The Poisson distribution can be used as the approximation of a binomial distribution when the number of trials goes to infinity and the expected number of successes remains fixed [4] . When the appearing tags are Poisson distribution, in current time slot the probability of M tags is:
The throughput of the proposed DCSK-RFID protocol can be expressed as:
Making the equation (9) and (10) into equation (11);
Let 0 SG    , the maximum throughout S can be achieved when GM  , and the max S is 1 max S Ne   . The maximum throughout of the proposed DCSK-RFID scheme is N times than S-ALOHA. For example, when the number of OVSF code is 32 in the multi-access DCSK scheme, the maximum throughout is 11.78. The maximum throughout of the proposed DCSK-RFID scheme increases with the increase of the number of the OVSF code.
The Fig. 6 gives the throughput comparison between the proposed multi-access DCSK-RFID scheme and the S-ALOHA. In the proposed multi-access DCSK scheme, the number of the OVSF code is 2, 4, 8 respectively. From the Fig. 6 , we can see that when the number of the OVSF code is 2, the throughput is 0.74; the number is 4, the throughput is1.47; the number is 8, the throughput is 2.94. The throughput of the proposed DCSK-RFID scheme is better than the slot ALOHA algorithm. The figure7 also shows that when the GN  , the throughput of DCSK-RFID protocol increases; when GN  , the throughput of DCSK-RFID protocol begins to decrease. This because the number of tags is larger than the number of the number of the OVSF code, the possibility of tag collisions increases.
V. CONCLUTION
In this paper, due to the easiness of generation and random like nature, a multiple-access DCSK modulation scheme based on OVSF code is presented. Using the multiple-access DCSK modulation in RFID system, a DCSK-RFID digital communication system is proposed. We evaluate the tag's BER performance both in theoretic analysis and in simulations in DCSK-RFID system. Based on the proposed DCSK-RFID system, we study an anti-collision MAC protocol supporting multiple tag identification. We theoretically analyze the throughout of the presented protocol in given number of tags. The simulation result shows that the maximum throughput of the proposed protocol is N times than S-ALOHA. VI. ACKNOWLEDGMENT
