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Abstract
The importance of network integration to the effectiveness and efficiency of the public sector is increasingly
recognised, yet there is little research on how the potential for shared information, knowledge and decisionmaking can be exploited for optimum value. This research in progress focuses on the factors that influence the
value of integrated public sector networks and how governance of shared infrastructure should be realised.
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INTRODUCTION
The development of Information and Communications Technologies (ICT) and the associated transformation of
the environment (commonly referred to as the Information Age) has impelled many organisations, both private
and public, to invest heavily in technology to remain viable, effective and competitive. Strategic planning
processes for development of ICT, alignment with business objectives and reform of organisational structures
and processes to take advantage of new opportunities have been addressed relatively comprehensively in
literature in respect of private sector and non-complex organisations. The public sector, however, has largely
implemented ICT within existing hierarchical structures and with little change to traditional responsibilities.
New challenges associated with the Information Age necessitate greater coordination and integration across
public sector organisations, as well as with business and the community (Barrett and McFarlane 2003, Edwards
2002). In the area of national security, tasks relating to border security, critical infrastructure protection,
peacekeeping, national assessments, homeland security and diplomacy all necessitate a coordinated approach
across Departments. At the same time, public sector organisations are under pressure to ensure greater
accountability through improved governance, while many functions that those organisations rely upon to
achieve their objectives are outsourced (Barrett et al 2003).
Many nations, including Australia, are currently giving priority to efforts to integrate government using ICT to
electronically network distinct public sector organisations. Such efforts are twofold: an externally focused goal
to provide more accessible, accurate and responsive services to consumers; and an internally focused goal to
achieve efficiency and effectiveness through the creation and governance of shared ICT infrastructure (APSC
2002). The latter goal is the main focus of this paper. Broadbent and Weill (1997) point out that creation of
common infrastructure should be based upon a structured consideration of the organisation's strategic context
and business maxims. However, much of the impetus for increased networking has been based upon
technologically deterministic concepts such as Metcalfe's Law and, in the case of the military, Network Centric
Warfare (Alberts et al 2000) in the simple belief that increased networking will result in increased value. Critics
of Metcalfe's Law (even Metcalfe himself) have pointed out that network size is not everything and that the
incremental value of additional nodes decreases as networks become very large (McAfee and Oliveau 2002). In
fact, the value that may be derived from information networks is far more complex than the technology itself
(Davenport 1997). There are numerous other factors, such as vulnerability, relevance, accuracy, saturation,
information overload, cost, timeliness, decision-making responsibilities and processes, as well as political and
organisational factors, that may affect the value of increased networking. The value of the inter-organisational
network therefore is secondary to the business imperative of shared goals, processes, decision-making and
action. To what extent these are shared determines the benefits, limitations and governance implications of
networking across public sector organisations.
Given a business imperative to integrate public sector organisations, two governance issues arise. Firstly, most
large public sector departments already employ a federal approach to IT governance, with responsibilities spread
vertically over numerous levels of hierarchy. 'Joining-up' of government involves a higher level of board
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structure over current IT governance, one that might usefully be referred to as 'super-federated' IT governance.
How responsibilities for the IT governance components of strategic alignment, value delivery, risk management
and performance measurement might be managed in a super-federated structure is an important issue to
consider. Secondly, integration and tighter coupling of IT governance arrangements may be problematic
without some level of business governance integration, perhaps even necessitating organisational
transformation.

RESEARCH QUESTIONS
The questions that this research addresses are:
•

What is the theoretical basis for determining the benefits of networking across public sector
organisations?

•

What are the limitations to the value of networks across public sector organisations?

•

What governance arrangements are appropriate for inter-organisational networks in the public sector?

THEORETICAL FOUNDATIONS
The primary objective of networking the organisation is to manage and exploit interdependencies between its
different elements (Rockart and Short 1991). Thus, information sharing across the organisation should target
opportunities for cooperation and synergy between business units (Broadbent and Weill 1997). While this
reflects the imperative that such use of technology should be business-driven, networking different parts of the
organisation may also enable new strategies, processes and structures (Venkatraman 1991). Additionally,
shared IT infrastructure may be established not only to pursue synergy, but also to achieve economies of scale
(Broadbent and Weill 1999).
The problems with traditional Government being organised by function are that departmental silos do not
cooperate effectively on broad issues, managers are concerned primarily with upwards accountability and there
is a focus on short term fiscal and political timeframes rather than longer term transformation (Bellamy 1999).
Initiatives to integrate Government currently range from the achievable creation of shared infrastructure to
rationalise or prioritise the $3.5 billion expended on public sector ICT each year (APSC 2002), to sharing goals
and accountabilities (Wilkins 2002), to the most difficult prospect of transforming the public sector. There are
various levels at which the interdependencies between government agencies can be managed and exploited. At
an information system level, interoperability may be established between agencies in order to enable transfer of
information in whatever functional form is appropriate. At an information management level, information that
supports another agency's business may be made available to it. At a knowledge management level, agencies
may benefit from the experience of other agencies. Finally, a shared approach to decision-making may provide
overall benefits to Government. While creation of network infrastructure across organisations may enable value
at all of these levels, technology alone at best can provide interoperability at the information system level.
Decision Processes
Figure 1 shows the elements of organisational decision processes (adapted from Choo, 2002). Although not
acknowledged, the model has some similarity to Boyd's OODA loop (HQUSMC 1996), however it more
explicitly incorporates organisational dynamics. Each of the three elements is important in the creation and
exploitation of information and knowledge and their translation into purposeful action. These processes may
represent complex interactions within the organisation, although collocation of knowledge and decision-making
responsibility is often preferred, particularly in instances of limited knowledge mobility (Grant, 2002).

Figure 1: Organisational Decision Processes

Figure 1a: Cross-organisational Decision Processes
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In a situation that impacts the business of two agencies (Figure 1a), information may be managed to ensure
consistency of what is sensed from the environment, knowledge may be shared to ensure a common
understanding and a shared approach to decision-making may ensure synergy of efforts. Only with sharing at all
levels can the full value of networking be realised and business transformation be enabled. Moreover,
integration and removal of duplicative processes and responsibilities may improve overall Government
effectiveness.
P1:

Efforts to clarify and rationalise federated organisational processes and responsibilities over the entire
sense-understand-decide-act continuum are positively associated with effective organisational
performance.

Value of Networking
Proponents of Metcalfe's and Reed's Laws suggest that increased network size provides a potentially significant
increase in the value of the network (Gilder 1993). However, such 'laws' presume that each node has an equal
and unique contribution to the business, which is an unrealistic expectation. There has been little research on
whether the participatory use of ICT actually leads to better quality decisions (Huber 1999), as such a
proposition would be context dependent and difficult to measure. If we consider desirable information attributes
of accuracy and completeness (Alberts et al 2001), a participatory approach might seem to lead to enhanced
decision-making. However, other desirable attributes, such as information assurance, relevance and timeliness,
may be diminished (thus detracting from decision-making effectiveness) in an excessively participatory
approach.
The optimum benefit from sharing information, knowledge and decision-making across organisations may be
approached for a moderate level of participation, as the views of key stakeholders are taken into account and the
accuracy and completeness of information nears 100%. However, the potential for irrelevant information,
delays in decision-making and vulnerability may impact upon the value of the participatory approach as
connectivity increases. Irrelevance, in this context, includes inaccurate, inconsistent, ambiguous, out of date and
inconsequential information. Delays may be caused by too much information for cognitive processes to easily
handle or, once a sharing approach becomes institutionalised, by tardiness of the participants (Kirsh 2000).
Vulnerability relates to threats (intentional or not) against the confidentiality, integrity and availability of both
the information and the information systems. Of course, the extent of each of these trends is dynamic and
dependent upon the context of the decision-making process. In some cases, requirements for timeliness or
information assurance may not be a significant factor whereas the need for dissemination or consensus across a
wide range of stakeholders might be more important. Nevertheless, this research proposes a general model in
which the value of participative use of networks to support organisational decision-making has a positive
curvilinear relationship (an upside down U) with the level of participation. That is, the value to the enterprise of
participatory use of networks for shared information, knowledge and decision-making reaches a maximum value
at some level of participation, after which increased sharing provides diminishing returns. This model is
reflected in the indicative diagrams at Figure 2.
P2:

To achieve the business objectives of the organisation, relevant and accurate information will approach
a maximum value for a limited increase in external connectivity.

P3:

Given the implications of irrelevance, information overload, duplication, cost and vulnerability, the
network will provide peak overall value at some moderate level of inter-organisational connectivity,
thereafter reducing in value for increase in connectivity.

Figure 2: Information Value versus Connectivity across Public Sector Organisations
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The above model should not be interpreted as diminishing the importance of common infrastructure. Regardless
of limits on the value of information sharing, common infrastructure may still provide economies of scale,
interoperability and flexibility, and potentially enable organisational transformation. The utilisation of shared
infrastructure to exploit synergies between business units whilst keeping participation at an appropriate level is
primarily a matter of information management.
Organisational Implications
Other inhibitors to 'joining-up' of Government lie in the very nature of the public sector. Power, decisionmaking and accountability in the public sector are aligned vertically in line with its strong hierarchical structure.
Such a nature conflicts with the requirements of a networked organisation, which ideally features horizontal
relationships and a decentralised distribution of power and decision-making (Allen et al 2001). Additionally,
public sector organisations are strongly political and institutionalised, both of which may tend to contradict
efforts to change organisational strategies, processes, technology and structures (Robey 1997). Political theory
suggests that individuals may resist sharing information, knowledge and decision-making across public sector
organisations if it is seen as a transfer of power to another department; alternatively, sharing might actually be
used to leverage greater influence (Hardy et al 2003, Tsai 2002). Institutional theory suggests that changes to
established practices can be impeded if they continue to be seen as legitimate and have the support of senior
executives (Beckert 1999); even if the need for change is agreed, competition between different organisational
interests may make it difficult to agree on the nature of the change. Thus, shared infrastructure will not be used
to its full potential unless change to information sharing practices is promoted from the top of the organisation.
P4:

Enhanced organisational performance through creative and collaborative decision-making is negatively
associated with organisations that are highly hierarchical, institutionalised and feature strong
accountability mechanisms.

The public sector exists in clusters of specialisations, outside of which respective individuals rarely
communicate (as this would normally be effected through the hierarchy). Each organisational unit builds up its
own set of norms and values that guide the behaviour of its members and the public sector might be seen as a
large family of such units: an individual unit might be close and similar to organisational units of its immediate
family, but quite distinct from distant relatives. The fact that different parts of the public sector have different
norms means that there is uncertainty about the behaviour of the individuals in another organisation. Trusting
the other organisation will overcome this uncertainty, although it then produces risk that needs to be managed
(Bachmann 2001, Das and Teng 2001). Given the specialisation and institutionalisation of business units in the
public service, increased connectivity between units may produce greater risk. Individuals may not trust other
organisations and therefore may not share information and knowledge appropriately unless they are impelled to
do so by the hierarchy (which perpetuates the vertical authority problem), fully aware of the benefits of
information sharing and knowledgeable of the behaviour of the other organisation. This highlights the
sociological obstacle to realising the benefits of information sharing across Government, which might only be
overcome by ensuring that there is some consistency of norms that relate to sharing of information and by an
appropriate approach to risk management within a whole-of-Government IT governance framework. Even in an
environment of 'coopetition' (where organisational units cooperate for the good of the business but also compete
for resources), social interaction between units may improve the quality of knowledge sharing (Tsai 2002).
P5:

The risk to an organisational unit's information and information systems is positively associated with
the reach of connectivity outside of that unit.

P6:

Efforts to sociologically integrate interdependent public sector organisations is positively associated
with effective organisational performance.

Governance
IT governance is an integral part of the organisation's enterprise governance and must be aligned with the
organisation's business objectives (ITGI 2001). Enterprise governance arrangements significantly influence the
mode of IT governance (Sambamurthy and Zmud 1999).
In complex organisations, hybrid federal
configurations for IT governance provide an appropriate balance between corporate efficiency/standardisation
and business unit flexibility/responsiveness (Peterson et al 2000). In the case of a 'super-federated' approach, as
is the case with integration of public sector systems, the alignment of IT governance with business objectives
may be problematic. How should competing business priorities and performance measurement be managed
under such arrangements? Is there a case for tighter coupling of business governance to accompany tighter
coupling of IT governance, thus leading to an IT-enabled transformation of the organisation (Venkatraman
1991)? A carefully considered approach to governance mechanisms is essential to the success of efforts to 'joinup' government. (APSC 2002)
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P7:

Federated networks' value to the public sector is positively associated with successful IT governance
measures that span Departments.

P8:

The success of IT governance measures is positively associated with the level of federated initiatives for
business governance.

RESEARCH MODEL, METHODOLOGY AND EXPECTED CONTRIBUTION
The research model is shown at Figure 3. Governance, structure, processes, participation and cultural factors, as
developed and described above, influence organisational performance. The causal propositions outlined in this
paper are annotated on the model. Note that there is close alignment of these factors with the MIT-90s
components of strategy, structure, processes, technology and people (Scott-Morton 1991).

Figure 3 - Research Model for Federated Public Sector Systems
There are some difficulties in designing an appropriate research methodology to validate the above model and
propositions. Most decision-making processes (certainly those that span more than one Department) feature a
high level of dynamic complexity, thus a system dynamics approach to modeling and testing is appropriate
(Sterman 2001). Also, across the public sector there is likely to be considerable variation in the factors that
influence organisational decision-making. Where possible, such variation is taken into account in the system
design, however the potential exists for invalid generalisations based upon a narrow view of the public sector.
Finally, as a holistic view of federated systems involves a number of disciplines, a single research approach is
far less likely to be as successful as a combination of positivist/interpretative approaches.
The pluralist approach being undertaken in this study comprises four components. The first component is a
controlled observation experiment. This activity will involve real public sector participants in a simulated
decision-making environment, with level of participation, socialisation, process and structure integration as
independent variables. Decision quality (accuracy and timeliness), accountability, cost, vulnerability and health
of the organisation (ie, harmony of the participants) are dependent variables, which represent IS success factors
of net benefits and user satisfaction (DeLone and McLean 2003). This experiment will provide initial validation
of the causal influences discussed in this paper, as well as identifying any other influences evident in the
experiment via a system dynamics approach. However, the experiment will not provide an adequate
representation of the scale, richness and complexity of inter-departmental interactions in a federated system.
Thus, the second component will be a survey of public sector decision-makers that will gauge broader
participants' perceptions of the influence of the independent variables upon organisational performance.
Thirdly, surveys and interviews of public sector executives will examine federated IT governance arrangements.
Finally, a comparative analysis will be undertaken of federated IT governance arrangements in similar countries.
This research should provide a valuable basis for future efforts to integrate the public sector information
environment and to establish appropriate governance arrangements.
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