Computerised appointment systems offer great flexibility in making and checking appointments but have to be extremely well written to be more usable than the traditional appointment book at the reception desk. One strength of the book is that it readily allows the receptionist an overview of activity in the practice, whereas computerised systems often show just one doctor's appointments at a time, making it more difficult to spot gaps where an urgent appointment could be fitted in.
Computerised systems do, however, have several useful advantages. Good systems automatically offer patients a choice of dates and times. Access to the appointment system is available at all terminals in a practice, and it is therefore possible for a doctor or practice nurse to make a follow up appointment before a patient leaves the consulting room. Making an appointment this way can be as simple as typing 2W or 3M (for two weeks or three months respectively). The system then searches for a vacant slot at about the right time. This relieves some of the pressure on receptionists, freeing time for other clerical tasks.
Most computerised systems automatically generate lists of patients to be seen by each doctor. During a consultation, the relevant list can be viewed on the doctor's terminal. Simply pointing to a name on the list calls up the patient's record, saving the time taken to search for it. Computerised systems also provide practices with statistics on consultation rates and workload and can be used to audit waiting times and to help practices to meet the targets set in the patient's charter. General practitioners write many referral letters each week, making a great deal of work for a practice secretary. Good letters contain details of a patient's medical history, current problems, and any drugs being taken. All of these details are held in the database and can therefore be retrieved for use in referral letters-saving the trouble of typing them out each time. Furthermore, you can create an address book containing details of the hospitals, clinics, and consultants to whom your practice's patients are commonly referred. Most systems include a basic word processor linked to the database and a series of customisable letter templates.
To create a referral letter, the secretary picks an appropriate template, selects the relevant consultant from the address book, and then merges both registration and clinical data from the patient's record into the template letter. 
Training

Service contracts
Computer systems are generally very reliable, but both hardware and software sometimes fail. Practices that are dependent on a computer to perform key tasks are vulnerable to considerable disruption if the system crashes. It is therefore essential that the practice has a maintenance contract with the supplier of the system and easy access to a help desk during normal surgery hours. Many crashes are not due to equipment failure but occur because of operator error. Fortunately, many of these problems are relatively simple to sort out in a few minutes given clear advice over the telephone. More complex problems are best resolved by the supplier using a modem and remote control software. This allows the supplier to take control of the system to fix the problem, after which it is returned to your control.
Hardware failures are more of a problem, and it is usually necessary to call out an engineer to repair the fault. It is sometimes possible to avoid call outs and reduce maintenance costs by keeping a few simple spares in stock. Dumb terminals, for example, can be replaced easily without special knowledge. The maintenance contract should stipulate the maximum call out time-preferably no more than eight hours. Before committing to a particular computer system, practices should consult existing users to ascertain the effectiveness of the support offered to them in past crises.
User groups
In addition to support from the supplier, colleagues who have long experience of using the system are often able to answer common questions and may well have found a way around apparent limitations in the software. Positioning the computer screen It is also worth devoting some time to other important factors such as the way people interact with a computer while dealing with a patient. Staff should be taught to be careful not to leave confidential data on screen where it might be seen by other patients. At reception it is therefore best to have the screen facing away from the counter. In the privacy of the consulting room, however, you might wish to be able share information on screen with a patient-in order to foster trust and to reinforce your advice. Turning away from the patient to face the computer is far from ideal as this breaks the continuity of the consultation and leaves the patient staring at your back. 
Passwords
Passwords are the standard way of restricting access to most computer systems and are essential if the system is to meet official standards. In addition to controlling general access to the system, passwords can be used to selectively restrict access to sensitive parts of the database (such as staff records) and to limit users' options. Thus, receptionists can be authorised to issue repeat prescriptions but -prevented from creating new ones. Furthermore, there are certain maintenance functions which, if used incorrectly, could be very damaging. Access to these should be limited to the system supervisor (usually the practice manager or the partner with responsibility for the computer system), who will have had special training to use them properly. Every member of staff is allocated a unique password by the system manager. These should never be shared or written down. If a password is compromised, it should be cancelled immediately and a new one issued.
Viruses
General practice systems are not invulnerable to computer viruses, but until recently the risk has been low because most common viruses do not infect the kind of operating system used in general practice computers. However, as new Windows based systems become more widely used, the risk will increase. The best way to protect a system is by educating staff to the danger. Most viruses are transmitted on floppy disks, and, as the floppy disk drive is not needed once the software has been installed, disabling the drive is an excellent defence. You may, however, need help from the supplier to do this. Going on line to a bulletin board system poses a small threat-but only if programs are downloaded and run before being checked with a virus scanner.
Backups
The information held on a practice computer is the most valuable part of the system and is often irreplaceable. When faults occur the database sometimes becomes corrupted, and it is impossible to get the system up and running reliably. It is therefore vitally important that a practice strictly follows a regular backup routine so that a recent copy is always available in the event of an emergency. Once any faults have been repaired, the supplier will restore data back onto the system from the most recent backup. Most current systems use a tape streamer to transfer data from the hard disk onto a tape cartridge. You should buy several tapes, regularly rotate them, and replace them annually as they tend to wear out. Backups should be taken at least once a day-more often if the system is used heavily. Some systems require that all users log off before running the backup. This can be disruptive, but it may be possible to automate the process so that it runs during a quiet period-for example, at lunchtime or overnight. You should also maintain a written log of every backup.
Never store backup tapes beside the computer as they would then be just as vulnerable to fire or theft as the computer. The best policy is to store most of the tapes in a fireproof data safe, but at least one copy should always be kept in a secure place somewhere off the premises. After the war, he became a GP again (at Applecross 1946 -50, Coldingham 1950 
