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from other universities who 
are in the business of offering 
Super Computing as a Service. 
What’s next? The team has 
been working tirelessly on a 
Self Service Account Creation 
page for new users to request 
an account on Hamming via 
the web. This will help auto-
mate the process, freeing up 
time for admins, as well as 
standardize and organize login 
account life cycle. Stay tuned 
for our next roll out, and up-
coming new technologies. 
Over the past summer break, 
the High Performance Com-
puting team in ITACS has 
been busy, installing new 
systems and increasing over-
all compute power. The resi-
dent Super Computer on 
campus, ‘Hamming’, named 
after the late Richard Ham-
ming, gained some more 
‘muscle’ when the team add-
ed 10 new 64-core nodes 
into the cluster. This repre-
sents a 30% gain in compute 
power, bringing the total 
core count up to 2,832, 
equivalent to 704 quad-core 
desktop computers. They are 
all interconnected on the 
Infiniband, high-speed back-
bone, with transfer speeds 
up to 40Gb/s. The team has 
also been busy acquiring new 
technologies. The next ship-
ment of nodes will increase the 
current GPU core count 10 
fold! The next five servers to be 
installed will contain 115,000 
GPU cores packed into the new 
NVIDIA GeForce GTX Titan 
Black video cards. GPU usage 
has been on the rise ever since 
the first GPU node was in-
stalled into Hamming a few 
years ago, and HPC plans to 
keep up. With these cards in-
stalled, HPC will be able to 
offer powerful GPU processing 
for all of our customers to en-
joy. Members of the HPC team 
will be attending the Super 
Computing conference this 
year, to stay informed of the 
new technologies on the hori-
zon. It is also a great opportuni-
ty for HPC to teach and learn 
been inappropriately or 
illegally used. It also in-
cludes advice as to how to 
issue a ‘Cease and Desist’ 
request to the offending 
individual or organization.   
Please visit the VTC section 
on the ITACS wiki to view 
the policy and request 
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clude the NPS Video Por-
tal, NAVCAST, and Pod-
casts.  ITACS has introduced 
initial resolve to this very 
significant concern. A re-
vised Digital Media & Video 
Content Management Policy 
was released to NPS Dis-
tance Learning faculty advis-
ing instructors of Copyright 
and Distribution options. 
The policy stresses the ethi-
cal principles of downloaded 
recording to the content 
viewers, as well as offers 
advice if downloaded con-
tent is suspected to have 
If your lectures are captured, 
are you familiar with risk of 
an unauthorized upload? 
 
One of the biggest chal-
lenges facing NPS, and in-
stitutions of higher educa-
tion, is the use (or mis-use) 
of online media. ITACS 
manages a considerable 
amount of online media 
content and assets, to in-
If your lectures are              
captured, are you familiar 
with risk of an unauthor-
ized upload? 
 











NPS Video Portal: 
https://navcast.nps.edu/
Login4.aspx  
Achieving Great Fame on YouTube,  
Without the Authorization 
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If You Build It They Will Come 
 IT Task Force ~ Piecing Together Your IT Needs 
   The Information 
Technology Task 
Force (ITTF) provides 
an open forum for the 
review of NPS’ Infor-
mation Technology 
strategic decision-
making.  The ITTF 
provides guidance and input to the Chief 
Information Officer (CIO) and Director of 
ITACS in the development and annual up-
date of the NPS ITACS strategic plan.   
     ITTF meets on a monthly basis.  A 
meeting was held 14 Aug 2014 and the 
main topics discussed were: 
 Kuali Coeus Demo 
 ITACS FY15 Budget Submission 
 NPS Standing Orders, Standards and 
Guidelines 
 NPS Software Standards 
 Confluence Questions 
The following is a summary of the top-
ics: 
     Kuali Coeus (KC) is largely built on the 
same platform as KFS.  Pros of using KC 
is streamlined and updated processes, 
paperless Navy, less duplicate entry for 
users and cleaner data sets.  More 
testing of KC will be conducted during 
fall of 2014. 
      ITACS FY15 Budget discussed FY14 
accomplishments and the Labor and 
Non-Labor requirements, classroom/lab 
recap monies and Academic Software 
Maintenance needs in FY15.  In addi-
tion, ITACS has been given the MFD con-
tract to manage and has included this 
additional expense in the FY15 budget 
request. 
      NPS Standing Orders, Standards and 
Guidelines and NPS Software Standards 
were defined and discussed.  
      Confluence Questions is a plug-in  
software installed into Confluence 
(Wiki).  Anyone who has credentials to 
NPS’ network will be able to ask and 
answer questions.   
     During each ITTF meeting, members 
are encouraged to ask questions and 
comment on the presentations and in-
formation provided.  Time is set aside at 
the end of each meeting for members 
to update the group on IT requirements 
across campus, as well as an open dis-
cussion session for any IT topic. 
   All meeting agendas, comments/ideas, 
links and presentations are posted on 
the Information Technology Task Force 
Wiki page https://wiki.nps.edu/x/
qYCWEQ (case sensitive). 
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Cybersecurity ~ Defenders of the Domain 
One of the largest data breaches in US history oc-
curred in May at eBay. The theft included usernames, 
passwords, phone numbers and physical addresses of 
around 145 million eBay users. Most recently Com-
munity Health Systems (of which Watsonville Commu-
nity Hospital is a member) was breached resulting in 
information of over 4.5 million patients compromised 
to unauthorized users. These events seem to happen 
more and more frequently. How do you prepare your-
self for the inevitable?  
 Hope for the best, but assume the worst - your 
information is already in the hands of someone 
who would do you or your family financial, repu-
tational, or (worse) physical harm. 
 Check your credit reports periodically. All three 
reporting agencies allow one free report a year. 
Get one from each of the agencies every four 
months. Look for unusual behavior and report it 
immediately. 
 Monitor your bank statements and credit card 
activity frequently. Immediately notify your bank 
of unusual activity. Good financial institutions will 
have effective fraud detection and will momen-
tarily block activity on your account if they expect 
malicious activity. 
 Be very suspicious of emails and other unsolicited 
invitations of opportunities that sound too good 
to be true. Don't open attachments or click on 
links within emails from people you don't know. 
For more information on how to protect 
yourself on-line and possible identity 
theft, you can visit our Security Center 
wiki or the Federal Trade Commission at 
www.ftc.gov. Stay Safe out there!! 
To review your 
annual training 
requirements, 
please visit NPS’ 
Online Training & 
Certification page 







ITACS completed a significant up-
grade to the NPS Enterprise Survey 
system this summer. The software 
has been upgraded to version 2.05+ 
of the LimeSurvey software, providing 
hundreds of bug fixes and some key new features such 
as detailed user permissions, a date and time picker 
with a maximum/minimum range for date questions, 
and more. LimeSurvey is an open-source surveying 
tool that is hosted by the Naval Postgraduate School. Stu-
dent, faculty, and staff survey data is kept private and se-
cure on NPS servers. 
If you plan on performing human subjects’ research, please 
contact the Human Research Protection Program Special-
ist, Celine Lai, to gain access to LimeSurvey. Otherwise, 
requests to perform non-human subjects research, or gen-
eral data collection, can be submitted to Institutional Re-
search, Reporting, and Analysis (IRRA) at IRRA@nps.edu. 
NPS Survey Upgraded! 
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NPS is fortunate to have 
a Specialized  Compu-
ting Programs center. 
The staff in this area 
works closely with other 
ITACS groups and the 
Security Office to deliv-
er the IT infrastructure 
necessary to the Univer-
sity’s growing interest 
in specialized teaching 
and research.  ITACS 
provides four full time 
GS employees and two 
military staff to operate 
and maintain the net-
works and be the onsite 
technical support.  The 
networks are as com-
plex and technologically 
advanced as the cam-
pus has on the .EDU and 
require the same quali-
ty top notch IT profes-
sionals to sustain the 
high level of service and 
system availability NPS’ 
staff and faculty experi-
ence on the .EDU. 
   TAC (aka IT Help Desk) assists NPS’ students, faculty and staff with their IT needs.   We are located in Ingersoll Hall (Bldg. 
330) Room 151.  Our normal hours of operation are Mon—Thurs 0800—1600 Fri 0800-1315 and 1445-1600.  We can be 
reached by calling (831-656-1046),   e-mailing (tac@nps.edu), or walk-in.  Our Wiki page (wiki.nps.edu/TAC) has instructions 
and links that can be very helpful in assisting with your 
needs.   Below are the statistical comparisons for TAC cus-
tomer assistance numbers in FY14 vs FY13: 
Some of the products and services provided by ITACS can be viewed and are available via the Wiki (https://wiki.nps.edu/
display/IT/Home): 
 
 NPS Accounts and Passwords ~ password management and permissions  
 Software & Business Applications ~ software download (NPS Login Required), web-based applications, Kuali Financial 
System 
 Labs and Classrooms ~ Reserving a classroom or lab 
 Specialized Computing ~ High Performance Computing (HPC) and Classified Computing, classified network 
 Telephone & Mobile Devices ~ Telecommunications Office (TCO), telephone tips, personal device set-up 
 Web & Data Services ~ Web development, design services, application development, database administration 
https://wiki.nps.edu/display/IT/Home 
September Stats: 
FY14 =  2,115  vs.  FY13 =  4,968   -57% 
FY13 customer assistance calls to the TAC increased between April 
and September due to the Cybersecurity Inspection preparation 
Customer Assistance Type—TAC: 
 Phone: calls made to the TAC 
 Email:  emails sent to the TAC for assistance 
 Tech: technician dispatched to user office 
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IT Scheduled Maintenance 
 Who:  NPS faculty, staff, and students utilizing the network. 
 What: ITACS coordinates with representatives from the academic, administrative, and technical areas to plan and sched-
ule maintenance events that affect services, which may cause  services to be unavailable for up to 5 hours.  
 When: Every Tuesday from 1730-2130. Unplanned emergency maintenance or special circumstances (power outages or 
hardware failures, for example) that require downtime are announced as necessary.  
 Where: Visit the NPS Intranet Home page for the latest IT maintenance announcements. 
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*1730 - 2130 Maintenance on System Wide Network & 
Email 
*Sept 17th has been designated as Constitution Day &           
Citizenship  Day to commemorate the signing of the                 
Constitution in Philadelphia on Sept 17, 1787. 
 
  Labor Day 
