This paper is concerned with the design of an improved El-Gamal cryptosystem based on chaos synchronization. The El-Gamal cryptosystem is an asymmetric encryption algorithm that must use the public and private keys, respectively, in the encryption and decryption processes. However, in our design, the public key does not have to appear in the public channel. Therefore, this proposed improved El-Gamal cryptosystem becomes a symmetric-like encryption algorithm. First, a discrete sliding mode controller is proposed to ensure the synchronization of master and slave chaotic systems; next, a novel improved El-Gamal cryptosystem is presented. In the traditional El-Gamal cryptosystem, the public key is static and needs to be open which provides an opportunity to attack. However, in this improved design, due to the chaos synchronization, the public key becomes dynamic and does not appear in public channels. As a result, drawbacks of long cipher text and time-consuming calculation in the traditional El-Gamal cryptosystem are all removed. Finally, several performance tests and comparisons have shown the efficiency and security of the proposed algorithm.
Introduction
With the rapid progress being made in science and internet technologies, the security requirement for information confidentiality is continually increasing. Against this backdrop, many theories, including chaos theory [1] , have been used to address such information security issues. Chaos properties, such as broadband noise-like waveform, which depend sensitively on the system's precise initial conditions (Butterfly effect) have been generally studied and these properties offer some advantages for solving and enhancing information security issues [2] [3] [4] [5] . Another method is symmetric key encryption and public key encryption in modern cryptography. The common algorithms include RSA [6] , El-Gamal [7] , and ECC [8] among others [9, 10] . In addition, the existant cryptographic systems are growing in number and diversity, and many reports have proposed improved encryption algorithms. However, operation speed is a neglected issue in proposed encryption topics. Therefore, in this paper, we will discuss the problems encountered in existing cryptosystems, and then design an improved El-Gamal cryptosystem based on chaotic synchronization in order to solve these problems.
So far, the El-Gamal encryption algorithm is still a popular public-key encryption algorithm. Its security depends upon the discrete logarithm difficult problem. However, in 2014, Wu [11] pointed out that the El-Gamal encryption algorithm has some shortcomings including its long cipher text and the time-consuming calculation. Many studies have proposed to propose the improved versions of the El-Gamal algorithm. The ElGamal-like [12, 13] encryption methods enhance the complexity by adding exclusive operations; the MCEA [14] method defines the new element and uses the dual modulus to increase its complexity. Although the above methods can enhance the overall security, the speed is much slower than the traditional El-Gamal encryption system. Thus, it cannot solve the heavy operation problems.
Motivated by the aforementioned observations, we will discuss the synchronization controller design in master-slave chaotic systems, then use the random dynamic and unpredictable characteristics of synchronized chaotic signals to propose an improved El-Gamal cryptosystem. In this design, the random positive integers generated by the random synchronized chaotic signals do not appear in the public channel. Since we can obtain these random and dynamic keys at the transmitter and receiver by chaos synchronization, the long key is no longer necessary to resist attack in this improved algorithm. Thus, this proposed improved El-Gamal cryptosystem can balance speed and security.
The rest of this paper is organized as follows: In Section 2, we first formulate the problem of chaos synchronization. The discrete sliding mode controller (DSMC) design for synchronization of chaotic systems and the experimental simulations are proposed. In Section 3, we introduce traditional El-Gamal cryptosystem and our proposed cryptosystem and perform preliminary validation. In Section 4, we analyze the performance of the proposed cryptosystem and compare it with other methods. Finally, conclusions are presented in Section 5.
Problem Formulation of Chaos Synchronization
In this paper, we consider the design of an improved El-Gamal cryptosystem based on the chaos synchronization. Before constructing the improved El-Gamal algorithm, the first problem undertaken here is to solve the synchronization problem of master-slave chaotic systems. Now we first aim to propose a DSMC to solve the chaos synchronization problem. The discrete Lorenz system considered in this paper is directly introduced from the discrete-time dynamics of UCS (unified chaotic systems) with ω = 0 and sample time T = 0.001 sec . [15] . In fact, the DSMC approach developed in this paper can also be applied to other discrete chaotic systems, including lower/higher order ones, as long as the controller can be modified to achieve synchronization. To simplify our discussion, we consider the following master and slave discrete Lorenz systems. Master discrete Lorenz system:
Slave discrete Lorenz system:
where x m = x m1 x m2 x m3 and x s = x s1 x s2 x s3 are the state variables of the master and slave systems, respectively. u(k) is the control input to ensure the synchronization between the master and slave systems. To achieve the synchronization control, we define the error state as:
According to (1)-(3), we can obtain the dynamic equation of the error system as follows:
Form the error dynamics (4), it is clear that the problem of chaos synchronization is to discuss the stabilization problem of the system (4). As mentioned above, the aim of this work is firstly to propose a discrete controller u(k) such that the state error response of the given master (1) and slave (2) chaotic systems is stable. Accordingly, to achieve the control goal based on the DSMC technique, we need to construct an appropriate switching surface for the error dynamics (4) to result in a stable sliding motion. That is,
Then, we need to design a DSMC law which can guarantee the attraction of the sliding manifold. Now, we begin to discuss the design of the switching surface and the sliding mode synchronization controller. First, we select the switching surface as follows:
where s ∈ R and c is the chosen parameter to satisfy |0.99 − 0.01c| < 1. Therefore, when the system enters the sliding mode, s(k) = e 2 (k) + ce 1 (k) = 0, we have
Since c is selected to satisfy |0.99 − 0.01c| < 1, so e 1 (k) will converge to zero, and because during the sliding motion s(k) = e 2 (k) + ce 1 (k) = 0, then e 2 (k) will also converge to zero, and from (4c), we can find when e 1 (k) converges to zero, the system will degenerate to e 3 (k + 1) = 0.997e 3 (k); therefore, e 3 (k) will converge to zero, that is, the system can reach chaos synchronization.
In order to make the error system (4) successfully enter the sliding mode, s(k) = 0, the sliding mode controller design is as follows:
where f 1 (e(k)) = (0.028 − 0.01c)e 1 (k) + (0.01c − 0.001)e 2 (k) + 0.001x m1 (k)x m3 (k) (9) Theorem 1: In order to guarantee the occurrence of the sliding manifold, we consider the chaotic system as shown in (1) and (2), and the control input u(k) designed as shown in (8) and (9) . The state trajectory will converge to s(k) = 0 and remain in the sliding mode. However, the state response of the master and slave systems will be synchronized.
Proof. Using (4), (6) and (8), we have
From (10), we can obtain s(k + 1) = (1 − α)s(k), and because α is selected satisfying |1 − α| < 1, we can ensure that the system will enter the sliding mode, s(k) = 0. Also the state response of the master and slave systems will be synchronized as discussed above.
In the following, we give an example to demonstrate the effectiveness of the proposed control method. The simulation tool of MATLAB is used. In the simulation test, first, the initial conditions are Then, c = 49 is chosen such that |0.99 − 0.01c| < 1. Therefore, the switching surface, s(k), can be designed as follows:
At the same time, the controller can be designed as follows:
The simulation results are shown in Figures 1-4 . Figure 1 shows the state responses of master and slave systems corresponding to the proposed control inputs in (12) . It shows that the master and slave systems can reach synchronization. Furthermore, Figures 2 and 3 , respectively, show the response of the error state e(k) and switching surface s(k) simulated by the system with the controller (12) . In addition, the control input u(k) response is shown in Figure 4 . From the simulation results, it can be observed that the master-slave system state is quickly controlled and enters sliding mode, s(k) = 0, while the master-slave chaotic system error, as expected, converges to zero, and reaches synchronization. 
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the Design of Improved El-Gamal Cryptosystem
As is well known, El-Gamal encryption is one of the most famous public key cryptosystems. Its security depends on the discrete logarithm problem in Diffie-Hellman key exchange [16] ; however, in [11] , Wu points out that El-Gamal encryption algorithm has some shortcomings, including its long cipher text and the time-consuming calculation. Many studies in [12] [13] [14] show the problems of security and speed cannot be improved together. However, in this improved design, we firstly synchronize the master and slave chaotic systems in the transmitter (master system) and the receiver (slave system). Then, according to these synchronized random dynamic signals, the transmitter and the receiver simultaneously generate the same random dynamic positive integer and hidden public key. In addition, the hidden public key is dynamic and not necessary to be public in the public channel. Furthermore, the receiver can advance-calculate the dynamic private key, that improves the long cipher text and time-consuming calculation and increases its security. Before formulating the improved cryptosystem in detail, we briefly introduce the traditional and proposed El-Gamal encryption algorithms. 
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As is well known, El-Gamal encryption is one of the most famous public key cryptosystems. Its security depends on the discrete logarithm problem in Diffie-Hellman key exchange [16] ; however, in [11] , Wu points out that El-Gamal encryption algorithm has some shortcomings, including its long cipher text and the time-consuming calculation. Many studies in [12] [13] [14] show the problems of security and speed cannot be improved together. However, in this improved design, we firstly synchronize the master and slave chaotic systems in the transmitter (master system) and the receiver (slave system). Then, according to these synchronized random dynamic signals, the transmitter and the receiver simultaneously generate the same random dynamic positive integer and hidden public key. In addition, the hidden public key is dynamic and not necessary to be public in the public channel. Furthermore, the receiver can advance-calculate the dynamic private key, that improves the long cipher text and time-consuming calculation and increases its security. Before formulating the improved cryptosystem in detail, we briefly introduce the traditional and proposed El-Gamal encryption algorithms.
Traditional El-Gamal Encryption Algorithm
The main property of the El-Gamal asymmetric encryption algorithm, as shown in Figure 5 , is in the operation process; it uses the different public key and private key for data encryption and decryption. Where the public key is used for encryption processing, the private key is used for decryption processing. The public key is open and private key is kept by individuals. In this paper, we will turn the public key further into dynamic private key or invisible public key based on the chaos dynamic synchronization. The encryption method of the traditional El-Gamal encryption algorithm [4] is as follows:
First, the public key N = (y, p, g) and the private key x are defined by steps 1-5:
Step 1: Get a random prime number p, p ∈ Z * P (Let Z * P be a cyclic multiplicative group) Step 2: Calculate in finite domain and get generator g, g ∈ Z * P (The results of g n mod p, n = 1, 2, . . . , p − 1 must be different from each other)
Step 3:
Step 4: Calculate public key y, y = g x mod p
Step 5: Let N = (y, p, g) be the public key of the receiver, then adopt x as the private key of the receiver.
After completing the definition of the public and the private key, the encryption and decryption algorithms are defined as steps 6-8:
Step 6: Select plaintext M, M ∈ Z p , and select random positive integer r, r ∈ Z p−1
Step 7: Encryption function: ciphertext c = (c1, c2) ∈ Z * P × Z * P , we could get ciphertext c by calculating c1 = g r mod p, and c2 = M·y r mod p
Step 8: Decryption function: plaintextM,M ∈ Z p , we could get plaintextM by calculatinĝ M = (c1 x ) −1 ·c2 mod p As shown in Figure 5 , the traditional El-Gamal algorithm needs to generate the prime number p, the primitive roots g, and the private key x, and the public key y, by the slave system and then form the public key N = (y, p, g), and transmit N to the master system. However, the ciphertext c = (c1, c2) can be obtained by computing the plaintext M, the public key N, and the random positive integer r at the master system. Then, the ciphertext will be sent to the slave system by the master system and use private key x and the public key N, and finally, we obtain the recovered plaintextM through the decryption computation. In addition, it can be seen that the encryption signal c of the El-Gamal algorithm includes a random positive integer r, so that it has a random characteristic. That is, the same plaintext can be encrypted to generate many kinds of cipher text.
Step 1:
Get a random prime number p, p ∈ Z P * (Let Z P * be a cyclic multiplicative group)
Step 2: Calculate in finite domain and get generator g, g ∈ Z P * (The results of {g n mod p, n = 1,2, … , p − 1} must be different from each other) Step 3:
Select private key x, x ∈ Z p−1 *
(1 ≤ x < p − 1)
Step 4:
Calculate public key y, y = g x mod p Step 5:
Let N = (y, p, g) be the public key of the receiver, then adopt x as the private key of the receiver.
Step As shown in Figure 5 , the traditional El-Gamal algorithm needs to generate the prime number p, the primitive roots g, and the private key x, and the public key y, by the slave system and then form the public key N = (y, p, g), and transmit N to the master system. However, the ciphertext c = (c1, c2) can be obtained by computing the plaintext M, the public key N, and the random positive integer r at the master system. Then, the ciphertext will be sent to the slave system by the master system and use private key x and the public key N, and finally, we obtain the recovered plaintext M through the decryption computation. In addition, it can be seen that the encryption signal c of the El-Gamal algorithm includes a random positive integer r, so that it has a random characteristic. That is, the same plaintext can be encrypted to generate many kinds of cipher text.
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The Improved El-Gamal Encryption Algorithm
As mentioned, Wu [11] demonstrated that the method of attack resistance is to require the key of a sufficient length; at the same time, to operate encryption and decryption easily, we must choose the key of shorter length. In practice, the key of longer length can actually resist attack but will slow the encryption speed, as well as the long ciphertext and the time-consuming calculation and other issues in the traditional El-Gamal algorithm. Thus, in this paper, we will improve the El-Gamal algorithm. We remove the public key in the public channel to avoid the factorization concerning the public key (y, p, g). Consequently, it is along with reducing the length of the ciphertext to improve the integral operation speed and ensure the security of El-Gamal. The random positive integers (r, x) in this proposed improved El-Gamal algorithm is generated by the synchronization of master and slave chaotic systems. Its encryption and decryption process is shown in Figure 6 .
algorithm. We remove the public key in the public channel to avoid the factorization concerning the public key (y, p, g) . Consequently, it is along with reducing the length of the ciphertext to improve the integral operation speed and ensure the security of El-Gamal. The random positive integers (r, x) in this proposed improved El-Gamal algorithm is generated by the synchronization of master and slave chaotic systems. The master-slave chaotic systems are synchronized by the synchronization controller presented in Section 2. Hence, the transmitter and receiver can simultaneously obtain the same random signal by the master-slave chaotic system. However, the El-Gamal algorithm requires two positive integers (r, x) as encryption and decryption parameters, but the random signal generated by the chaotic system belongs to the floating-point number and cannot immediately obtain a positive integer. Therefore, in the master-slave system, we will use the numerical correction mechanism-that is, first amplify its signal and then take the absolute value so that we can achieve the purpose of eliminating the floating-point number of the random signal. Obviously, the master-slave chaos system can get the same random signals after synchronization, which are defined as (x m , r m ) and (x s , r s ) , respectively. In addition, other related parameters left can be obtained based on the traditional El-Gamal way, so the public key (y, p, g) does not have to appear on the public channel and prevent the probability of being attacked, but also to achieve high-security features. Thus, the encryption and decryption function of the improved El-Gamal algorithm are given as follows:
Encryption obtained by the numerical correction mechanism for the master-slave chaotic random signal, y m = g x m mod p is the dynamic private key, and c s = g r s mod p is the invisible public key. Since the synchronization controller is designed, we can ensure synchronization of the master-slave chaotic systems-that is, x m = x s and r m = r s . Therefore, the master and slave systems can dynamically generate the same key and make sure that M = M in encryption and decryption processes.
Here, we use an example to test the above preliminary results. In the simulation test, the parameters are defined as p = 257、g = 23, where x m = x s 、r m = r s are random positive integers obtained by the numerical correction mechanism for the master-slave chaotic random signal, y m 、c s are calculated by the above formula, and then the original signal M, into the encryption function to obtain the encrypted signal c, and finally, we will operate the decryption function to obtain the recovered signal M , as shown in Figures 7-9 . The master-slave chaotic systems are synchronized by the synchronization controller presented in Section 2. Hence, the transmitter and receiver can simultaneously obtain the same random signal by the master-slave chaotic system. However, the El-Gamal algorithm requires two positive integers (r, x) as encryption and decryption parameters, but the random signal generated by the chaotic system belongs to the floating-point number and cannot immediately obtain a positive integer. Therefore, in the master-slave system, we will use the numerical correction mechanism-that is, first amplify its signal and then take the absolute value so that we can achieve the purpose of eliminating the floating-point number of the random signal. Obviously, the master-slave chaos system can get the same random signals after synchronization, which are defined as (x m , r m ) and (x s , r s ), respectively. In addition, other related parameters left can be obtained based on the traditional El-Gamal way, so the public key (y, p, g) does not have to appear on the public channel and prevent the probability of being attacked, but also to achieve high-security features. Thus, the encryption and decryption function of the improved El-Gamal algorithm are given as follows: where x m , x s , r m , r s , x m ∈ Z * p−1 , x s ∈ Z * p−1 , r m ∈ Z p−1 , r s ∈ Z p−1 are random positive integers obtained by the numerical correction mechanism for the master-slave chaotic random signal, y m = g x m mod p is the dynamic private key, and c s = g r s mod p is the invisible public key. Since the synchronization controller is designed, we can ensure synchronization of the master-slave chaotic systems-that is, x m = x s and r m = r s . Therefore, the master and slave systems can dynamically generate the same key and make sure that M =M in encryption and decryption processes.
Here, we use an example to test the above preliminary results. In the simulation test, the parameters are defined as p = 257, g = 23, where x m = x s , r m = r s are random positive integers obtained by the numerical correction mechanism for the master-slave chaotic random signal, y m , c s are calculated by the above formula, and then the original signal M, into the encryption function to obtain the encrypted signal c, and finally, we will operate the decryption function to obtain the recovered signalM, as shown in From the above results in the simulation of the MATLAB platform, it proves that the inference method and the result of improved El-Gamal cryptosystem are feasible. From the above results in the simulation of the MATLAB platform, it proves that the inference method and the result of improved El-Gamal cryptosystem are feasible. From the above results in the simulation of the MATLAB platform, it proves that the inference method and the result of improved El-Gamal cryptosystem are feasible. From the above results in the simulation of the MATLAB platform, it proves that the inference method and the result of improved El-Gamal cryptosystem are feasible.
Performance Analysis
Experimental results are given to demonstrate the performance of the proposed cryptosystem. In the following performance analysis, the algorithm is performed on grayscale images. The different security tests are used to assess the performance such as visual effect, statistical analysis (NIST test), histogram, and encryption speed. Furthermore, two asymmetric cryptosystems, the traditional RSA [6] and El-Gamal [7] encryptions, are also tested for comparison.
Visual Effect of Encrypted Images
For a good algorithm, the visual effect analysis is indispensable; here we will encrypt the grayscale image of the size 1440 × 1080. Results are shown in Figure 10 and compared with the traditional RSA [6] and El-Gamal [7] encryptions. Where Figure 10a is the original Lena image, Figure 10b is the traditional RSA encrypted image, Figure 10c is the traditional El-Gamal encrypted image, and Figure 10d is the improved El-Gamal encrypted image. Figure 10 reveals that the encrypted image of the improved El-Gamal algorithm by our proposed method is the same as that of the traditional El-Gamal and RSA encryption, and all the encrypted images can achieve the visual effect of random noise images.
For a good algorithm, the visual effect analysis is indispensable; here we will encrypt the grayscale image of the size 1440 × 1080. Results are shown in Figure 10 and compared with the traditional RSA [6] and El-Gamal [7] encryptions. Where Figure 10a is the original Lena image, Figure  10b is the traditional RSA encrypted image, Figure 10c is the traditional El-Gamal encrypted image, and Figure 10d is the improved El-Gamal encrypted image. Figure 10 reveals that the encrypted image of the improved El-Gamal algorithm by our proposed method is the same as that of the traditional El-Gamal and RSA encryption, and all the encrypted images can achieve the visual effect of random noise images. 
Statistical Analysis
Although the previous section initially completed the visual assessment, in order to more accurately assess the randomness of encrypted images, we encrypt the grayscale image of the size 1440 × 1080, and then use the National Institute of Standards and Technology (NIST) [17] test suite to test the randomness of the encrypted image. In the NIST test, first, we set the test parameters including the sequences length = 10 6 bit, the number of subsequences, = 10. Then, we use the encryption images of the improved El-Gamal and traditional El-Gamal and RSA to test the randomness. Finally, all the test results are shown in Table 1 . In Table 1 , the outcome of the test value is called the p value. When the ≥ 0.01, then it passes the test. We say the randomness test pass if the ≥ 0.01 . rom Table 1 , we can find that RSA only passes 10 tests because its public and private key are fixed, and then because of El-Gamal and improved El-Gamal have dynamic characteristics so pass all tests. However, we find that the p values in our approach are almost greater than the traditional El-Gamal. This means that our proposed algorithm has good randomness and can effectively resist the statistical attack. Therefore, we can conclude that the improved El-Gamal approach has better randomness than traditional El-Gamal and RSA. 
Although the previous section initially completed the visual assessment, in order to more accurately assess the randomness of encrypted images, we encrypt the grayscale image of the size 1440 × 1080, and then use the National Institute of Standards and Technology (NIST) [17] test suite to test the randomness of the encrypted image. In the NIST test, first, we set the test parameters including the sequences length n = 10 6 bit, the number of subsequences, m = 10. Then, we use the encryption images of the improved El-Gamal and traditional El-Gamal and RSA to test the randomness. Finally, all the test results are shown in Table 1 . In Table 1 , the outcome of the test value is called the p value. When the p value ≥ 0.01, then it passes the test. We say the randomness test pass if the value ≥ 0.01. From Table 1 , we can find that RSA only passes 10 tests because its public and private key are fixed, and then because of El-Gamal and improved El-Gamal have dynamic characteristics so pass all tests. However, we find that the p values in our approach are almost greater than the traditional El-Gamal. This means that our proposed algorithm has good randomness and can effectively resist the statistical attack. Therefore, we can conclude that the improved El-Gamal approach has better randomness than traditional El-Gamal and RSA. 
Histogram Analysis
The histogram with uniform distribution is the ideal target for image encryption, so we will analyze the histogram of image encryption in this section. Figure 11 shows the histograms of the original image and images encrypted by using algorithms of traditional RSA, traditional El-Gamal, and improved El-Gamal. It can be seen that the pixel values of Figure 11b -d are distributed between 0-255, close to the ideal uniform distribution. Furthermore, we use the chi-square test [18] to analyze the uniformity of the pixel value distribution. Then, the chi-square statistics value χ 2 , of the image distribution with 256 degrees of freedom is defined as follows:
where N k is the cumulative number of gray values, k, and N is the expected cumulative number of each gray value. Table 2 shows the chi-square statistics values χ 2 of the original image and encrypted image. However, we can know that the chi-square value is χ 2 (0.05, 255) = 293.25 when in an assuming significance level of 0.05. For our proposed image encryption algorithm, the chi-square statistics χ 2 is less than χ 2 (0.05, 255). Therefore, its distribution is uniform and its result better than those of other encryption methods. 
Speed Analysis
In this section, the speed analysis of image encryption is tested by using the Microsoft Visual Studio 2012 (C++) software-programming on a computer with 2.70 GHz Intel(R) Core(TM) i5-6400 CPU and 8G memory and uses some gray-scale images of different sizes to test computing time. Two algorithms are tested in this analysis and use the same method to encrypt the image, following the steps below. First, each pixel of the image is mapped to a sequence, and then encrypts its pixel and stores it in the new sequence. The test results are given in Table 3 . It shows that our proposed algorithm is faster than the traditional algorithm because the length of the ciphertext of the improved algorithm is equal to that of the plaintext, which effectively solves the issue of long ciphertext of the traditional algorithm and then improves the integral operation speed. 
Conclusions
This paper proposes an improved El-Gamal cryptosystem based on chaotic synchronization. In this design, the traditional El-Gamal public key is hidden and does not appear in public channels in order to ensure that the possibility of attack can be reduced to zero. Therefore, not only can El-Gamal's security features be retained, but the security of the traditional El-Gamal cryptosystem is 
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Conclusions
This paper proposes an improved El-Gamal cryptosystem based on chaotic synchronization. In this design, the traditional El-Gamal public key is hidden and does not appear in public channels in order to ensure that the possibility of attack can be reduced to zero. Therefore, not only can El-Gamal's security features be retained, but the security of the traditional El-Gamal cryptosystem is significant;y promoted. Several tests, including visual effect, statistical analysis, histogram analysis and speed analysis have shown the efficiency and security of the proposed algorithm. From the performance analysis and comparison of results, we can conclude that the improved El-Gamal algorithm has better performance than other algorithms.
