Research examining police department use of technology is underdeveloped relative to other areas of policing inquiry. This gap in the literature is troubling as policing models are becoming more data-driven and thus, relying more heavily on information technologies. Arguably, the most commonly utilized technology in policing practice, and examined in policing research, has been mobile computers. However, there has been little insight into the technological advancement in data communications that directly influence the functionality of mobile computers. The present research seeks to inform this shortcoming by examining a police department that implemented a dedicated wireless mobile broadband capability in comparison to commercial cellular data access. A mixed methods approach is employed within a medium-sized department in the northeast region of the United States. Survey data was gathered from 76 uniformed police personnel. Semistructured interviews were conducted with key personnel to further contextualize survey results. Survey results suggest tentative support for improved information flow, quality, and accessibility after the implementation of wireless broadband. Perceptions of mobile broadband impacts on time savings and the execution of job tasks appear positive. Considerations for future research and study limitations are discussed.
Introduction
Research at the intersection of technology and policing has unfortunately not kept pace with technological innovations within police agencies. One area in need of attention is communications infrastructure as police operations are inhibited by poor large data bandwidth coverage and capacity Silberglitt et al. 2015) . As part of a broader mixedmethods federally-funded project focused on one agency's transition from cellular-based communications to a dedicated wireless mobile broadband network 1 , the purpose of this study is to capture end-user perceptions of the deployment and explore the efficacy of broadband technology on police operations. Wireless mobile broadband provides a platform by which the various forms of communications and information technology used in police settings can be unified into a single system. In turn, wireless mobile broadband has the potential to improve police service quality, performance, or outcomes. The present study examines the unexplored potential of wireless mobile broadband. One primary research question guides this effort: did the transition to wireless mobile broadband have any effect on police operations related to the completion of job and administrative tasks and information sharing? This research provides unique insights to both further the understanding of police technology in general and mobile broadband capabilities more specifically.
Technology and Policing
Information technologies play a central role in facilitating new approaches to policing across the U.S., Europe, New Zealand, Canada and Australia. Advances in computing have improved the ways law enforcement collects, uses, and disseminates data and information (Nunn 3 2001). These advances have helped translate conceptual policing philosophies such as problemoriented policing and intelligence-led policing into practice (Braga and Weisburd 2006) . This is especially true when considering that contemporary policing efforts in the US, UK, and Australia embrace an inter-agency model of cooperation for reducing crime, disorder, and threats of terrorism (Carter and Phillips 2013; Ratcliffe 2008) . The promise of technology coupled with anecdotal evidence on improvements in effectiveness and efficiency of police organizations has resulted in increased technology prevalence in police work (Ericson and Haggerty 1997; Manning 1992a; 1992b; .
The movement towards mobile information technology in the U.S. has largely shaped contemporary police practice Koper et al., 2015; Manning, 2003) . This momentum is likely to continue with the on-going construction of FirstNet, a nationwide wireless broadband network dedicated to public safety as part of The Middle Class Tax Relief and Job
Creation Act of 2012 (National Telecommunications and Information Administration 2012).
Within the UK, there is currently an e-policing initiative to mobilize information in order to make it more readily available to officers through mobile computing (Povey 2001) . This initiative currently enables officers to access information on the police national computer via handheld personal devices, in-vehicle mobile data terminals, or other mobile tablets or laptops. Australia has a similar system to facilitate cross-state and territory information sharing to prevent crime and guide decision making. One of the noted limitations of this information sharing system is a continued reliance on cellular data networks for data access (Commonwealth of Australia 2013).
Lastly, the New Zealand Police (NZP) has deployed more than ten thousand mobile devices equipped with data capabilities as part of the Policing Excellence Initiative. Also reliant on cellular 4 data capabilities, this program seeks to establish NZP as a highly mobile and data-driven organization that adopts a business model of police efficiency (New Zealand Police 2013).
Police organizations expect two outcome benefits attributed to mobile technologies: betterinformed officers and improved coordination of limited resources at both the micro (officer) and macro (agency) levels. These benefits manifest themselves in the form of improved public service, acute in-field decision-making, real-time data sharing among patrol officers in the field, and improved data access for on-going investigations. Furthermore, real-time data inputs and outputs translate to managerial components of policing where patrol supervisors or police commissions are able to query information and allocate resources in the field. It is imperative to remain conscious of the fact that the effectiveness of mobile computing within the context of policing is not contingent on the quantity of encounters, but the quality of interaction between an officer and the technology he/she is utilizing. Successful use of technology in policing is not reflective of a linear relationship between increased use and increased utility.
This importance is reinforced by Manning (1992a) who asserts that the mere availability and accessibility of information does not equate to effective information use. Rather, successful outcomes of mobile computing technology rely on availability, accessibility, and time.
Availability and accessibility are typically considered as a dichotomy; either information is available and accessible or it is not. A more refined interpretation is that availability and accessibility should be viewed as contingent; information is available if and when the technology works correctly. More pertinent to the present research is an emphasis on time. An officer must be able to retrieve necessary information at a point in time when it is most relevant and within an interval that is optimal.
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Mixed Evidenced of Information Technology and Police Operations
Investments in information technology by police agencies are often justified under the assumption that more information is better than less information (Manning 1996) . Research assessing potential returns on information technology investments has focused on an array of policing functions. Evidence has been mixed with productivity findings that range from improved (Colvin and Goh 2005) , to less efficient (Manning 2001) , and to no observed impacts on productivity and efficiency (Nunn and Quinet 2002) . In one of the more comprehensive studies of the interaction between police performance and information technology, Chan (2001) employed a representative non-random survey of 506 officers, completed 23 interviews with key personnel, conducted 11 focus groups with 106 participants of varying personnel, and documented over 30
hours of ride along observations to examine the impact on police operations. The results indicated that police officers spent, on average, three hours and thirty seven minutes per eight hour shift using information technology to complete administrative tasks. Respondents' assessments of their own productivity suggested improvements; the available information technology system allowed respondents to work more effectively, made work easier, and helped them access information needed to do work properly.
Scholars have also found information technologies to be disappointing for police practice;
noting that the initial expectations of what the information technology can provide or facilitate does not meet the realities of police work (Manning 1992a (Manning , 2003 . Others have found unintended consequences related to the integration of information technology systems in policing. Ericson and Haggerty (1997) found an increase, rather than decrease, in paperwork processing and heightened perceptions of police work being more office-oriented rather than less in their in depth examination of Canadian police officer activity. Furthermore, the use of technology may increase 6 productivity without resulting in any gain in efficiency as officers have been found to spend more time reporting when using an information technology system compared to hand-written field reports (Henman and Marston 2008; Ioimo and Aronson 2004) . Recent research has demonstrated the potential for lost time as technology learning curves reduce the amount of time available to complete crime enforcement functions (Koper et al. 2015) .
Mobile Computing
Prior to mobile computing, officers obtained information primarily through radio dispatch and on-paper procedures, whereas modern systems integrate communication tasks into a single, officer-controlled system known as a mobile data terminal (MDT) (Brewer 2008) . As of 2007, 90% of officers in United States local police departments serving 25,000 or more residents used some form of in-field computer system (Reaves 2010) . This number has since likely risen given improvements in functionality and decreases in market price point for in-vehicle technology.
These modern MDT systems have provided officers a mechanism to gain faster and more secure access to comprehensive information (Hampton and Langham 2005) . Examples of such information include photographs, videos, comprehensive criminal history reports, be-on-the-lookout (BOLO) bulletins, crime maps, and intelligence products. Research on police use of MDTs indicates officers spend anywhere from 13 percent (McKinnon et al. 2012) to 45 percent (Chan 2001 ) of an eight hour shift using mobile computers.
A recent study of five agencies in the United Kingdom examined police acceptance of mobile information technologies and concluded that officer acceptance of mobile technologies was contingent upon the reliability and functionality of the device (Lindsay et al. 2014 (Davis 1989; Moore and Benbasat 1992) , as well as less error (Leonard-Barton and Deschamps 1988). Respondents were also asked how MDTs affected the effectiveness, performance, and productivity of their tasks (Davis 1989; Moore and Benbasat 1992) . Ioimo and Aronson (2004) concluded that inquiries to local, state, and national criminal information databases increased with the implementation of mobile computing and that field officers recognized the potential benefits mobile computing afforded them. However, field officers also reported that the amount of time required for completing reports increased with the implementation of field mobile computing. This is an important unintended consequence of mobile computing and appears to be a product of increased reporting fields. Agrawal et al. (2003) utilized survey data of 153 patrol officers who employed mobile computing to study its impacts on critical factors that affect the work environment of officers.
Perhaps the most notable finding from this study was that time saved by officers as a result of utilizing MDTs was equivalent to the work performed by approximately 10 percent of the officer work force. Moreover, Agrawal et al. (2003) concluded that officers felt safer in neighborhoods perceived as dangerous because they were able to quickly query information on dangerous elements in the area whereas before officers had to rely on their personal knowledge. However, the utility of commercial cellular services for public safety are often hampered by a number of mitigating factors: limited cellular network coverage, available cellular network capacity, data roaming limitations, unpredictable quality of service through the network, lack of priority access to connect when the commercial network is congested, and network robustness.
Wireless Broadband Technology to Enhance Mobile Computing
Each has become a concern for most first response applications (Doumi et al. 2013) .
Location is a critical factor influencing commercial cellular network coverage, network capacity, and network robustness. Commercial cellular connection speeds and connection availability are also both contingent upon the proximity of end users in relation to cellular towers.
Tower deployment determines network coverage, and network design choices often result in areas with no coverage and lower net capacity near the edge of a given cell site coverage area. Devices operating in distant proximity locations often cannot reliably communicate with the network to support large bandwidth data (Sharma and Jain 2010) . Within areas dominated by tall buildings, mountains, or other large physical obstacles that interfere with radio communication waves and reduce signal strength (Chandra et al. 2011; Lia et al. 2008) .
Wireless mobile broadband technology presents an alternative to cellular data and networks. Mobile broadband technology can be designed to fill coverage gaps and provide stronger, more reliable signal strengths (Amaldi et al. 2008) . These networks can often be designed to provide large bandwidth capabilities across diverse terrains (Marina et al. 2010) .
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Perhaps most importantly, wireless mobile broadband can meet the contemporary demands of police personnel and unlock the hidden potential of information technology systems and MDTs. Webb (2004, p. 28) 
Existing Literature and the Present Study
Available evidence related to information technology in policing suggests the adoption of new technologies is beneficial, but burdensome. This line of research, and others external to policing, suggests technology procurement is inevitable and future examinations are needed to inform procurement decisions. The present study extends existing literature on communications and information technologies in policing to capture perceptions of police service quality and performance associated with the deployment of a new technology, but also provides two distinctly new contributions. First, wireless mobile broadband is an infrastructure-based technology operating in the "background" to meet communications and information technology needs and does not involve direct human-technology interaction.
For example, officers directly interact with mobile computer hardware as they complete reports and run information queries. In contrast, wireless mobile broadband does not necessarily 11 change the officer's interactions with the mobile computer; it simply improves the process through faster and more reliable data connections. Second, virtually all technology studies to date have examined a new technology in comparison to the absence of the new technology (i.e., reporting with or without a computer). The present study compares officer perceptions of an improved technology (i.e., wireless mobile broadband) to a less reliable and efficient technology (i.e., cellular air-cards), the latter of which are more commonly utilized in contemporary policing and provide a relatable perspective for many agencies worldwide. Related to this second point, recent research examining a range of technologies in policing suggests that variation in the quality and features of information technology systems is a significant factor that requires further exploration (Koper et al. 2015) .
Methods

Data
This research was conducted within a single medium-sized police agency in the northeast region of the United States with a population of 58,732 (U.S. Census Bureau 2010). The police department in this study had 140 sworn officers, two information technology officers, one analyst, 16 full-time civilian dispatch, and 24 full-time civilian support staff. More than half (60%) of sworn officers had advanced education beyond a bachelor's degree. The department recently replaced their legacy wireless data communication system of commercial cellular air-cards with a wireless 4.9-ghz mobile broadband communication system. The impetus for the transition was largely due to poor signal strength across patrol sectors resulting from topographic and infrastructure barriers. In theory, the dedicated mobile broadband system will provide uninterrupted coverage to all patrol sectors and thus improved data speeds and reliability.
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The decision to conduct the study at this agency was rather straightforward: the agency possessed an operational mobile broadband system with ubiquitous coverage across the entire jurisdiction. Moreover, the chosen agency had previous experience with cellular-based data communications to which mobile broadband could be compared. This infrastructure is currently exceedingly rare among municipal police agencies. However, substantial gains in adoption of mobile broadband are anticipated with the eventual rollout and completion of the aforementioned FirstNet and similar efforts in the United Kingdom and Australia. Thus, this research offers preliminary evidence on the potential of wireless mobile broadband for policing, which has direct policy implications for government officials, police administrators, and command staff and will be an arena for important scholarly research.
The present study employs a mixed-methods approach that uses a web-based self-report survey administered to all sworn police department personnel as well as semi-structured interviews with key personnel who possessed intimate knowledge of implemented technology. The decision to survey only sworn officers was driven by the fact that these individuals most accurately represented end-users of mobile broadband technology as they continuously used this technology within their patrol vehicles in the field. Analyst and investigatory personnel are also likely to benefit from the implementation of mobile broadband. However, preliminary discussions with department administrators and personnel indicated that their interaction with the technology was limited.
The web-based survey was distributed to all uniformed personnel through their departmental email addresses. Announcements and reminders to complete the survey were made during in-service training sessions across a four month period. Access to the survey was available at the station at desktop computer terminals as well as personal home computers during off hours.
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The final sample consisted of 76 respondents and represents 62% of the department personnel who were active for duty at the time of the survey. This rate of response is consistent for exploratory web-based surveys in social science (Brick and Williams 2013; Sheehan 2001 Prior to wireless broadband, officers were unable to reliably submit reports while remaining in their patrol zone due to poor cellular data coverage, officers could not access the full suite of software applications available on desktops in the station, officers would experience significant delays in information requests during peak cellular hours, officers were unable to access large data files such as pictures, videos, building specifications, and other forms of detailed information on the department intranet, and officers could not use programs and applications simultaneously.
These problems were remedied following the implementation of wireless broadband.
Department mobile computer terminals and software programs and applications served as a useful frame of reference for respondents. First, respondents possessed firsthand user knowledge about the terminals and the programs and applications. Second, the terminals, programs, and applications were in operation before and after the transition to wireless mobile broadband. Prior to deploying the wireless mobile broadband network, terminals, programs, and applications were operating under a commercial, cellular-based, communications infrastructure. Third, respondents were aware of the timeline surrounding the implementation of the wireless mobile broadband Likert style response sets in matrix format with no neutral category provided. Response sets ranged from "strongly disagree" (one) to "strongly agree" (four). Higher scores therefore indicate higher levels of agreement with an item. In addition to the survey, one site visit was conducted for the sole purpose of administering a semi-structured interview protocol with key personnel.
Three criteria were used to generate an interview sample. First, the sample had to possess expertise about, or knowledge of, the wireless broadband network and its functional capabilities. Second, members of the sample must have been employed by the department prior to the wireless broadband network implementation. Third, representatives from a full range of department roles were selected in an effort to increase variability in responses.
The research team worked with the department's Director of Technology to identify members of the interview sample. A total of five uniformed personnel were interviewed in depth.
Respondents included the Chief of Police, Director of Technology, one Sergeant of the Patrol Division, one Lieutenant of the Training Division, and one Analyst. Interview questions, and probing items, were designed to elicit discussions of whether mobile broadband was perceived to have any effect on job tasks associated with specific roles. The limited literature specific to mobile computing, technology implementation, and information technology within policing was leveraged to guide the construction of the semi-structured interview instrument.
Analytic Strategy
Descriptive findings are reported and discussed. A total of 34 indicators were used to measure various aspects of perceived outcomes related to mobile broadband data communications.
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Given the sparse research to date related to large bandwidth data communications in policing, responses across each of the four categories are presented in figure format. Valid percent is presented along the x-axis containing available response categories. Means and standard deviations are also reported in these figures. Reliability coefficients (alpha) are provided to demonstrate internal consistency across the items presented within groups.
Semi-structured interview data was constructed from interview notes taken by three members of the research team, all of whom were present and took notes during each interview.
These notes were consolidated into partial transcription files for each interviewee. The primary analytic strategy consisted of open coding whereby interview data was classified into thematic categories (Strauss and Corbin, 1990) . Two members of the research team then reviewed the coding schemes independently, discussed categories, and achieved consensus on the primary and secondary themes generated from the interview data. These results were then integrated into the discussion of the survey results as quantitative findings are best contextualized through discussions with persons who had direct interaction with the area of study to better inform policing research and policy directions (Greene 2014 ).
Findings
The findings are presented in two sections. First, results on the perceived impact of the transition to wireless mobile broadband on job tasks and performance are provided. Second, perceptions of the impact the transition had on information access and quality are detailed.
Job Impact
The extent to which wireless mobile broadband impacts police operations is explored through dimensions of job effectiveness and time savings. Figure 1 illustrates respondents'
perceptions of impact on their job resulting from the implementation of mobile broadband. A general trend appears that most respondents agree or strongly agree that mobile broadband, in comparison to cellular communications, has a positive impact on their job. On average, respondents perceived mobile broadband as improving work productivity, self-initiating activities, and generally do a better job. Moreover, the average respondent indicates that mobile broadband better facilitates job activity related to license plate checks, arrests, and serving the public. The proportion of respondents indicating negative responses was mixed evenly across personnel types.
Though it cannot be validated with the available data, interviews with agency personnel indicate the improvement in data quality and timeliness of information has led to a perceived increase in arrests. Through discussions with agency personnel, this perception is likely driven by more robust information available to officers on the street. For example, following the implementation of mobile broadband, officers were able to receive "be on the lookout" (BOLO) bulletins that included offender pictures and detailed information. This capability allows officers to more specifically identify persons of interest.
[ availability of strong data communications was perceived to be important as respondents indicated that varying signal strength across patrol sectors was a problem and when working in a patrol sector with a weak cellular data signal would change their method for completing job tasks. This latter point is rather insightful as it speaks to the fact that officers, on average, will do tasks differently in areas with poor cellular coverage. This likely reflects officers' reporting method wherein they will likely wait to submit reports at the end of their shift at the department as opposed to remotely from their vehicle as soon as the report is completed.
Perhaps most noteworthy in Figure 2 is that wireless mobile broadband is a perceived improvement upon the past reliance on commercial cellular air-cards. On average, respondents indicated that mobile broadband allowed for information to be accessed easier, was faster, and the amount of information that could be accessed was improved as compared to cellular data service.
These findings lend tentative support to the anecdote that operational police behavior is altered to adapt to available technology systems. Whether an officer is engaged in report writing and submission, operating a license plate reader, collecting and sharing real-time data, or querying information, they are reliant on data transfer. These findings illuminate how a reliable and largebandwidth data connection can influence such behaviors.
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Overall it appears respondents perceive mobile broadband to afford time savings compared to cellular data. However, these findings are rather mixed and less definitive. On average, respondents agree that mobile broadband has resulted in fewer trips to the station. This was a welcomed finding as interviews with department personnel indicated the desire to create a mobile environment where officers remained in their patrol sectors while reporting in real-time was a significant motivation for mobile broadband adoption. Moreover, respondents indicated that, on average, they believed mobile broadband reduced the overall time pressures of their job. On average, respondents believe that mobile broadband reduced time spent reporting, roll call and perceived time spent on administrative tasks at the station. Though this appears promising, the overarching trend depicted by respondents' perceptions of mobile broadband is barely favorable.
Moreover, the data does not allow for refined analyses that could better parse out time savings.
However, further analysis showed that only 58 percent of patrol officers perceived mobile broadband to reduce the overall time pressures of their job. This is in contrast to the 72 percent of other personnel within the department who had similar beliefs. Thus, patrol officers reported less perceived time savings than other personnel. Such findings are consistent with previous research on police mobile computing in which patrol officers felt other personnel within the department would benefit from their increased efforts in mobile computing (Ioimo and Aronson 2004 ). An example was illustrated during an interview with a patrol sergeant who indicated that patrol officers may feel detectives and analysts are able to more efficiently query information they need, which in turn makes their jobs easier. This ability to query specific information quickly would not be possible without officers imputing the information from the field via mobile computing.
[ First, there is belief that information is more easily manageable. On average, respondents indicated information was easy to access, easy to share, and moved more quickly. This is to be expected as data and reports collected in the field are now uploaded automatically into the department's records management system at the time the report is completed in the field. Prior to mobile broadband, "data dumps" would occur at the end of patrol shifts where officers would bring their mobile computers into the station and upload information from their entire shift at once.
Second, the quality of information has improved since the information is now real-time.
Department personnel can access information as soon as it is input into the system -there is no lag time where personnel across the organization are waiting for information. Moreover, department personnel employed prior to the implementation of mobile broadband indicated that information they had access to was higher quality and faster to access than before implementation.
Third, mobile broadband improves how patrol officers perceive an upcoming encounter.
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Respondents indicated, on average, a belief that mobile broadband allowed them to be more confident and safe when approaching an encounter while also improving the judgment officers use during an encounter. Improved quality of information has been demonstrated to improve officer discretionary decision making (Guyot 1991; Manning 1992) . The notion of possessing improved information also positions an officer to be more prepared to make a safe encounter with a citizen.
Insights from the interviews with key personnel lend further support for the quality of information sharing. Related to accessing information immediately preceding an encounter, interviews indicated that detailed reports that included high-resolution photos of persons were critically helpful. Each person interviewed expressed a noticeable improvement in field reporting by patrol officers. When further probed about this perceived improvement, interviewees identified common characteristics of reporting they personally observed to be of higher quality following the adoption of mobile broadband. These characteristics included accuracy of information, availability of information on a real-time basis (specifically emphasized by detectives or investigatory personnel), fewer necessary revisions for reports to be considered complete, and timeliness of submission by patrol officers prior to shift completion. This final point should be elaborated upon as patrol sergeants in the department are responsible for reviewing and approving all field reports from each shift during the day. Prior to the implementation of mobile broadband, patrol sergeants indicated they would have to wait around the station and frequently urge patrol officers to submit their reports for approval. Both sergeants and patrol officers could not go home at the end of their shift until all reports from that day were submitted and approved. It appears mobile broadband substantially facilitated this process.
[ Some of the aforementioned results presented in Figure 4 are consistent with previous research finding a lack of improved time efficiency with mobile computing (Chan 2001 , Chan et al. 2001 Ioimo and Aronson 2004) . One of the potential pitfalls of enabling more sources of information is "information overload" as well as decreases in job performance and satisfaction.
To better understand this potential hindrance, survey items were included to capture adverse effects of mobile broadband. These items were included given the anticipation that mobile broadband would increase the bandwidth to distribute larger amounts of information more quickly. However, respondents on average did not perceive to be receiving too much information or that information overload was specifically a problem. Furthermore, respondents indicate they do not perceive mobile broadband to hinder their job, make their job more difficult, or decrease job satisfaction. It is interesting that respondents report to feel more accountable for their work.
Interviews with agency personnel indicate this accountability is likely related to increased reliability of the data network that enables in-field reporting as opposed to uploading reports at the physical department. More specifically, this reporting requirement coincides with a department policy requiring officers to submit reports immediately upon completion in the field given the availability of reliable in-field data communications provided by mobile broadband. Overall, these findings lend tentative support to the notion that officers appreciate the improved quality and timeliness of information resulting from mobile broadband. 
Conclusions
Through the use of a mixed methods approach, the purpose of this study was to examine and describe end-user perceptions of the transition from cellular-based communications to a dedicated wireless mobile broadband network. This study also sought to detail perceptions of the efficacy of this emerging form of technology on police operations. One specific research question informed the study: did the transition to wireless mobile broadband have any effect on police operations related to the completion of job and administrative tasks and information sharing?
Overall, results suggest that the wireless broadband technology may have contributed to a number of perceived benefits for the department. The most direct benefits were associated with increased access to timely information, increased information flow, and increased quality and timeliness of reports. One of the main issues driving the procurement of a broadband wireless network were previous complications with information access, information exchange, and report writing due to unreliable commercial cellular coverage. These results lend partial support to the notion that the broadband network met some anticipated expectations related to information access and exchange, but signal strength and coverage issues in patrol areas continued to be problematic and influence how officers completed job tasks. These findings are consistent with recent research noting that successful information technology adoption in policing is achieved when technology type is matched specifically with police tasking needs (Jackson 2014) .
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Implementation and change, however slight, has the potential to create an assortment of problematic unintended consequences. One such potential challenge revealed during interviews was the perceived increase in workload responsibilities associated with report writing by patrol officers. Two dimensions were particularly relevant. First, it was perceived that the transition to wireless broadband increased the amount of data entry fields required to submit reports. Second, and relatedly, these reports were perceived to be subjected to increased supervisory accountability.
The web-based survey appeared to provide confirmation of these perceptions. Uniformed personnel perceived they were responsible for reporting more information. At the same time, survey results suggested that personnel perceived they were able to complete reports faster and submit without problems. Moreover, personnel largely agreed that information captured in the reports is more accurate and of higher quality. These perceptions cautiously lend some support to notions of improved report writing, but also suggest that perceptions may be related to other extraneous factors distantly related to network implementation.
Survey findings provide indication that information sharing was likely to be the most beneficial product related to wireless broadband implementation. Information was perceived to be easily accessible, shared, timely, and of better quality, which is consistent with semi-structured interview findings. The benefits inherent to improved information sharing were thought to advance the completion of job tasks and responsibilities; especially those related to reporting. The results of the remaining operational outcomes -job and administrative tasks -were far less definitive. Wireless broadband technology was perceived to enhance the ability of personnel to do their job. Improvements in information flow and quality were central to these perceptions.
Patrol personnel expressed perceptions of being more confident and safe during encounters.
Report writing was perceived to be completed more efficiently with wireless broadband.
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Limitations
The subjective interpretation of technology systems, elements, or functions has consistently plagued police technology evaluations (Colvin and Goh 2005) . Valid technology criterion to produce quality data was the focus of a recent report from the Government Accountability Office, specifically noting that "data limitations make it difficult to fully measure the effect of expanding access to, and adoption of, broadband" (U.S. Government Accountability
Office 2012, p. 12). Survey items were framed with the use of introductory prompts and repeated cues that directed respondents to consider the end-user hardware and software applications supported by wireless broadband. This approach was necessary since few within the department possessed operational knowledge of network specifications. As a result, stated perceptions may be a function of perspectives indirectly related to wireless broadband technology. Additionally, the potential influence of hindsight, misattribution, or other response biases cannot be completely ruled out from this research or self-reported survey research in general (Czaja and Blair 1996) .
Overall the results are favorable of wireless broadband and could perhaps signal a pattern of socially desirable responses on behalf of the respondent. To best safeguard against this shortcoming of survey research, a series of "bogus" items were integrated into the survey to assess respondent response patterns (Meade and Craig 2012) . All of these items were in the opposite direction of valid items, which increases confidence in respondent engagement. The two items presented in Figure 5 , "Decrease job satisfaction" and "Makes job more difficult," are reverse items and respondents indicate a consistent trend with the overall results. These specific findings reinforce confidence in the results presented.
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Lastly, it should be noted that the agency of study is not reflective of the average agency in the United States, United Kingdom, Australia, Canada or anywhere else in the world. For example, the study agency was comprised of sworn officers who, on average, possessed a graduate degree. The agency is also unique in its ability to navigate through complex private-public partnerships to become one of the first adopters of a dedicated wireless mobile broadband network.
The ability to generalize the results of this study to other agencies is limited.
Future Research
The present study has provided perceptual insights on how the integration of mobile broadband technology may influence police operations for one medium-sized police department.
Future replications of this research are needed in an assortment of service settings (e.g., rural, suburban, and urban) involving a wider variety of sworn and non-sworn personnel. Replications must be able to construct a pre-wireless broadband deployment comparison group or timeframe to serve as a baseline to test and generate evidence on the effect of this type of technology.
A delicate balance exists between improving the flow and quality of information across a police department and the added workload burden and responsibility to facilitate these objectives among line-level personnel who are already tasked with an assortment of daily administrative activities. This dynamic has emerged as one of the most consistent findings in the literature on the integration of communications technology in policing (Ericson and Haggerty 1997; Henman and Marston 2008; Ioimo and Aronson 2004; Koper et al. 2015) . Police administrators and command staff must be aware of these challenges when seeking to adopt a new form of technology and employ strategies to mitigate personnel concerns. This perceived burden is most likely centered on patrol officers as they represent the common end-user to receive information pushed to them 27 for purposes of "for your information" (Lewandowski and Carter 2014 Lastly, the interrelationship between wireless mobile broadband infrastructure, improved information quality, and officer safety should be further explored. Most of the respondents in this study noted improved accessibility to real-time, up-to-date information and as well as being more prepared upon approach to and more confident while in a situation. While it is not possible to determine causal effects in this study, this preliminary finding begins to address the important intangible dimension of policing. These relationship will perhaps be increasingly relevant as police integrate additional forms of technology, such as body-worn cameras.
It is important to be mindful that technology is inherently neither good nor bad. It is simply a tool to meet goals and objectives. The results of this research suggest that wireless broadband technology may have contributed to perceptions of improved operations. Patrol personnel believed that the change to broadband helped to ease job tasks and enhanced their ability to do their job.
Improved information sharing appeared to be the most promising product of the transition to wireless broadband in this study. These findings provide some evidence that investments in 29 wireless mobile broadband infrastructure may enhance police service quality, performance, or operations. However, the extent to which the wireless broadband technology subsequently influenced traditional police operations remains far from clear despite some promise from this study. Mechanisms connecting technology benefits with user experiences need to be elaborated to determine how this interaction can shape relevant law enforcement outcomes (Salvendy 2012) .
Scholars should continue to explore how new technologies facilitate information sharing and advance knowledge on how shared information is consumed and made actionable. Understanding these underlying processes will help inform efforts to examine operational outcomes and generate needed information to justify costs of technology procurements. 
