Quantum randomness is considered to be an important resource for information processing. Quantum randomness stems from quantum coherence, whose information-theoretic characterization is currently under investigation. In this work, we link the quantum randomness with a coherence measure. The quantum randomness of a local measurement corresponds to the minimum amount of uncertainty about the outcome for a correlated party. Meanwhile, in another scenario where the correlated party performs a local measurement to gain classical information, the corresponding quantum randomness has also been shown to be a coherence measure, namely, coherence of formation. We show that the gap between the two quantum randomness, or coherence measures, corresponds to the quantum discord of the correlated state after the local measurement. The relation between local quantum randomness and correlation is discussed. We observe that the local quantum randomness on one party corresponds to the minimum amount of information required to be sent to the correlated party to unlock hidden data.
I. INTRODUCTION
According to the Born rule [2] , the outcome of a quantum measurement is intrinsically uncertain. Given a quantum state |α = i c i |i , where the {c i } are complex coefficients, the result of a measurement represented by the operators {|i i|} is not deterministic, having output i with probability p i = |c i | 2 . Such randomness differs from the classical uncertainty due to imperfections of the measurement process. How to discriminate between quantum and classical contributions to the measurement randomness is a topic of interest in quantum information theory, as quantum randomness promises to be a potential resource for information processing tasks [3] [4] [5] [6] [7] [8] . As it is immediately clear from the example above, quantum randomness is a consequence of breaking coherent superpositions of quantum states, a phenomenon nowadays routinely observed in the laboratory. Recently, several works studied the properties of coherent states as an information-theoretic resource [9, 10] . It turns out that the key notion to identify a resource, i.e., the one of free operations, is debatable in the case of coherence. Thus, several definitions of degree of coherent superposition are possible. The most intuitive way to quantify coherence is being the distance to the set of incoherent states I for a reference basis {|i }, given an appropriate yet arbitrary (pseudo)-metric function: C d (ρ) = min σ∈I d(ρ, σ). We label this notion of coherence as BCP coherence [11, 12] . A widely employed solution is to adopt the relative entropy of coherence C R (ρ) = min σ∈I S(ρ||σ) as a measure, mainly because of its computability and the importance of the relative entropy in information theory [13] . While the parent notion of asymmetry has a clear-cut interpretation in a number of physical settings [9] , and other significant advances have been reported [14] , the computational power offered by the BCP coherence still needs to be clarified.
In this work, we provide an operational interpretation to the quantum contribution to a measurement randomness. We show that the quantum randomness of a measurement corresponds to the peculiar BCP coherence, as quantified by the relative entropy of coherence. The strategy we adopt is the following. In Section II, we pick the Shannon entropy H(p i ) ρ = − i p i log p i as the quantifier of the total randomness of a measurement with probability distribution {p i } in a state ρ. Such choice is not unique [15] [16] [17] [18] [19] , yet inspired by several previous works. For example, entropic quantities have been employed to develop information-theoretic uncertainty relations, the first study on the topic being Everett's thesis [20] [21] [22] [23] [24] [25] [26] [27] [28] [29] [30] [31] . Our goal is to split the total randomness into quantum and classical contributions and provide an operational meaning to the quantum share. It is immediate to notice that for pure states the only kind of uncertainty is the truly quantum one, thus the Shannon entropy is itself a measure of quantum randomness. On the same hand, for incoherent states, the measurement randomness is purely classical, as it depends on the incomplete knowledge of the system state, i.e. its mixedness. We consider a scenario which is consistent with these two situations and allows to give an operational interpretation to the quantum randomness associated to a measurement in the more complex case of mixed coherent states. The idea implies to consider a bipartite extension of a system manipulated by an experimentalist Alice, say accessible to a pair Alice-Eve in the state ρ AE , and address the question of how much information Eve can access about Alice's measurement outcome with probability distribution {p i } and outputs being the elements of a reference basis {|i A }. We show that in the best case scenario Eve's ignorance is quantified by the relative entropy of coherence with respect to the reference basis, which is a good quantifier of the quantum randomness affecting Alice's measurement: min
We then compare the result with the scenario in which Eve gains information about Alice's measurement "classically" by performing a measurement on her part (Section III A). A previous work proved that, as in the former setting, Eve's uncertainty on Alice's outcome is a full-fledged measure of BCP coherence, namely, coherence of formation [1] . Such a measure yet differs form the relative entropy of coherence, being instead obtained by a convex roof construction. We show that the gap between the two quantities corresponds to the quantum discord of the Alice-Eve's system after Alice's measurement (Section III B), a kind of quantum correlation which is more general than entanglement [33] [34] [35] . We show that the discrepancy between the two quantities, which characterizes the irreversibility of coherence resource theory [32] , corresponds to the quantum discord of the state. In Section III C, we further highlight that the result is in agreement with findings identifying discord as the resource for quantum data locking [36, 37] , i.e. information which is made accessible through quantum correlations, yet kept secure against attacks, by sharing a relatively small supplemental amount of data (a key, in the cryptography parlance). The convex roof quantum randomness and the relative entropy of coherence correspond to the amount of bits that Alice has to send to a colleague Eve to reconstruct the message respectively before and after sharing the key. In Section IV we draw our conclusions.
II. QUANTIFYING QUANTUM RANDOMNESS
Let us consider a d-dimensional Hilbert space and a reference basis I := {|i } = {|1 , |2 , . . . , |d }. Suppose a projective measurement {|i i|} is performed on a given quantum state ρ A accessed by an experimentalist Alice. The measurement outcome has a probability distribution
In quantum information theory, a practical quantifier of the total randomness associated to the measurement is given the Shannon entropy H({p i }) ρ = − i p i log(p i ). However, the randomness of the measurement is intrinsically twofold: a classical uncertainty due to Alice's ignorance about the system state; and a quantum one due to the coherence of the state in the reference basis. For a mixture of incoherent states ρ I = i q i |i i| , the measurement randomness is given by the state mixedness, i.e., a classical source of uncertainty, quantified by the state von Neumann entropy: H({p i }) ρI = H({q i }) = S(ρ I ). On the other hand, for pure states, ρ p = |ψ ψ|, the randomness is due to the genuinely quantum overlap between the state and the basis elements:
Here we present an operational characterization of the quantum randomness for arbitrary coherent mixed states. To be a good measure of quantum uncertainty, a quantity should satisfy the following properties:
1. Being nonnegative; 2. Vanishing if and only if the measurement uncertainty is only due to the state mixedness;
3. Representing the total uncertainty for pure states;
4. Being convex [11, 12, [16] [17] [18] .
We consider the worse case scenario depicted in Fig.1 , where Alice and Eve share a bipartite system in state ρ AE . Alice makes a measurement and obtains outcomes following a probability distribution {p i }, p i = Tr[ρ A |i i|]. The total randomness associated to the measurement is H({p i }). The uncertainty of Eve about Alice's measurement outcome is quantified by the conditional entropy H({p i }|E) ρAE .
Alice
Eve
In a bipartite Alice-Eve system described by a pure state ψAE, the quantum randomenss of a measurement performed by Alice on the system in the mixed state ρA is given by the amount of uncertainty Eve has on the measurement outcome. Such quantum uncertainty is quantified by the relative entropy of coherence R Q I (ρA).
After the Alice's measurement, define the global state by ρ ′ AE and Alice's resulted state becomes ρ diag A := i p i |i i|. Hence, in the best case scenario for Eve, her uncertainty is given by the von Neumann conditional entropy
where the optimization runs over all the possible Eve's states such that Tr E (ρ AE ) = ρ A , and the conditional entropy is given by
It is not hard to see that the best case scenario for Eve is to hold a purification of Alice, |ψ AE . In fact, one can always extend Eve's part to hold a purification of a mixed state ρ AE , which will not increase her uncertainty about Alice's measurement outcome.
When ρ A is a pure state, then |ψ AE and hence ρ ′ AE = ρ diag A ⊗ρ E are both product states. It is easy to verify that Eve's uncertainty corresponds to the total randomness of Alice's measurement:
When ρ A is not a pure state, after Alice's measurement, the state is changed to ρ
is a pure state. The conditional entropy of the post measurement state is given by
It is immediate to observe that the Eve's uncertainty is equal to the relative entropy of coherence
thus satisfying all the requirements for a consistent measure of quantum randomness as well as being a measure of BCP coherence [11] . Note that, when considering a tripartite pure state |ψ ABE and a projective measurement {|i i|} on system A, it is shown [31] that the quantum randomness of the measurement outcome conditioned on system E corresponds the distance between state ρ AB = tr E [|ψ ABE ψ ABE |] and state ρ ′ AB after the measurement. Furthermore, by regarding system B as a trivial system, the analysis in Ref. [31] also applies to our scenario.
III. QUANTUM RANDOMNESS AND QUANTUM DISCORD A. Coherence of formation
In Section II we showed that the quantum randomness of a local measurement can be quantified by the best case uncertainty of a correlated party Eve. Such uncertainty has been quantified by the quantum conditional entropy. We compare the result with an alternative measure of quantum randomness reported in Ref.
[1]. The setting is for the sake of clarity depicted in Fig. 2 . The difference is that Eve performs a measurement with probability distribution {q
i |] on her own system to predict Alice's measurement outcome. The best case uncertainty is then given by the classical conditional entropy:
where the minimization runs over all the possible Eve's states and measurements. When Alice's system is in a pure state |ψ A = i √ p i |i , the probability distributions of A and E are uncorrelated as the the global system is in a tensor product state. Hence, we have R C I (ρ A ) = H({p i }|{q E i }) ψAE = H({p i }) for any Eve's strategy. The quantity corresponds to the total randomness as expected. For an arbitrary mixed state ρ A , it turns out that the Eve's uncertainty on Alice's measurement is given by
where the minimization is over all possible decompositions of ρ A . We briefly review the proof here. Given the spectral decomposition ρ A = i λ i |a i a i |, then a purification of ρ A is |ψ AE = i √ λ i |a i A ⊗ |e i E . Here {|e i E } is an orthogonal basis of Eve's system. Eve performs a projective measurement {|e ′ i E } on her local system, then based on her measurement outcome |e ′ i E , the Alice's state is
where
As the state of Alice is pure for each outcome of Eve, the averaged quantum randomness is p i R C I (|ψ i A ). On the other hand, Eve can choose an arbitrary measurement basis, which determines a decomposition of ρ A , to maximize his prediction success probability. Therefore, the quantum randomness measure should be optimized over all the possible decompositions of ρ A . When Eve performs a general measurement (POVM), we can always enlarge the system of Eve and consider a projective measurement, then the proof follows accordingly q.e.d.
Alice
Alternative definition of Quantum randomness. In a bipartite Alice-Eve system described by a pure state ψAE, the quantum randomness of a measurement performed by Alice on the system in the mixed state ρA is given by the minimum amount of uncertainty Eve has on the measurement outcome after performing a measurement on her own systems. Such quantum uncertainty is quantified by the convex roof measure R C I (ρA).
The quantum randomness measure obtained by convex roof extension of the pure state randomness is a measure of BCP coherence as well [1] . Let us compare the two quantities R C I (ρ A ), R Q I (ρ A ) in a simple example about a qubit system. In the Bloch sphere representation, ρ A = (I + n · σ)/2, where n = (n x , n y , n z ) and σ = (σ x , σ y , σ z ) are the Pauli matrices. Supposing that the measurement basis is the σ Z eigenbasis, which is denoted by {|0 , |1 }, then we obtain
where |n| = n 2 x + n 2 y + n 2 z and H is the binary entropy. Specifically, for the state ρ A (v) = v |+ +|+ 1−v 2 I, where
In Fig. 3 , we plot the quantum randomness versus the mixing parameter v. As expected, the quantum randomness measure R Q z obtained through the a fully quantum picture is smaller than R C z , which is derived by the measurement-based method, while they both vanish when the state is incoherent, and are equal to the Shannon entropy in the pure state case. I versus the mixing parameter v.
B. Quantum Discord as Quantum Randomness gap
We observed that, in general, there is a non-zero gap between the two quantum randomness measures:
As the difference between the two frameworks in Figs. 1, 2 is brought about by making a measurement on Eve's party, it is intuitive to think that the gap is related to the local measurement disturbance. Indeed, we show that such a gap is associated to the quantum discord of the bipartite state ρ ′ AE = i p i |i i| ⊗ ρ i E of the system after Alice carried out her measurement. Discord (we omit the quantum label from now on) is a kind of quantum correlation which equals entanglement for pure states but also shows up in all but a null measure set of separable states. It can be interpreted as the minimum disturbance induced on a bipartite system by a local measurement [35] . Its peculiarity is its asymmetry, as a measurement on one party has in general a different effect than performed on a different subsystem. For a state ρ AB , the discord defined as
measures the least possible disturbance of a measurement with probability distribution {q B i } on the B party. Simple algebra steps show that min
Hence, we obtain that the gap between the two quantum randomness measures is given by the discord of the state, i.e. the least possible state change induced by an Eve's measurement:
To interpret the result, we consider a standard communication task between correlated parties.
C. Local Quantum Randomness and non-local Information access
We refer to literature for a detailed treatment of the quantum locking of classical correlations [36, 37] , and the role played therein by discord [38] [39] [40] [41] [42] , which we here summarize. An experimentalist Alice encodes a classical message represented by a random variable X taking values {i} with probability {p i } in a quantum system and sends it to a friend Eve. The goal is to maintain the secrecy of Alice's information against to an eavesdropper, yet making it accessible to Eve by sending her a key (another random variable). The information which is accessible to Eve is given by the mutual information between the variable X and the outcome of the most informative Eve's measurement. Classically, i.e. if only zero discord states are allowed, the size of the key has to be approximately equal to the size of the message. Conversely, discord allows to disclose the necessary bits of information to decode the message, as measured by the X-Eve mutual information H({p i }) − H({p i }|E), by sharing a comparatively small key. Thus, it gives an advantage in maintaining secrecy against adversaries who tries to access such information without knowing the key. In the paradigmatic case of a classical-quantum state
it has been proved that in the asymptotic limit of many state copies the discord does equal the quantum advantage in locking data [40] . The maximum information Eve can extract from a measurement is given by H({p i }) − min her measurement with probability distribution {q E i } before receiving the key, Alice has to send Eve at least min
Thus, the quantum randomness, and therefore the BCP coherence, has an operational interpretation as the amounts of bits Alice must share in order to allow complete decoding by a correlated party Eve. Indeed, R Q I is the minimum uncertainty of Eve on Alice's measurement outcome if she waits for the key before measuring on her system, while R C I is the best case uncertainty if Eve measures before receiving the key.
As a simple example, we consider the cryptographic scenario of the BB84 protocol [43] . Alice processes two bits information representing eigenbasis and polarization of a quantum state ρ A . If the basis bit is 0 (1), she prepares the state in the X (Z) basis, while if the polarization bit is 0 (1), the state has polarization up (down) in the chosen eigenbasis. To set the notation, if the two bits are 00, 01, 10, 11, Alice prepares |0 , |1 , |+ , |− , respectively. Let us suppose the probability of choosing each state is equal, and that Alice sends the quantum state to Eve, who tries to guess the state. In the best case scenario, Alice and Eve's system is initially in the pure state
where the Alice's marginal state is given by
After Alice's choice, represented by a measurement in the I = {|00 , |01 , |10 , |11 } basis, one has
The convex roof quantum randomness about Alice's measurement is R C I (ρ A ) = 3/2, while if she shares a key with Eve, the minimum number of bits to recover the message is instead R Q I (ρ A ) = 1. As expected, the discord of the state in Eq. (12), which is obtained by a numerical algorithm, is 1/2. Indeed, Alice can just send the basis information to Eve, who can then get the polarisation as well.
IV. DISCUSSION AND CONCLUSION
Given the twofold uncertainty of a quantum measurement, we provided an operational interpretation to the genuinely quantum randomness about a measurement performed by an observer Alice, which we quantify with the relative entropy of coherence, as the minimum uncertainty about the outcome which can be reached by a quantum correlated party Eve. We then compared the result to an alternative strategy to quantify quantum randomness by a convex roof extension of the Shannon entropy. The gap between the two strategies is equal to the discord of the bipartite state shared by Alice and Eve. The result provides an operational interpretation to the relative entropy of coherence and a link between single system quantumness and quantum correlations, following previous studies on the trade-off between local and global quantum properties [44] [45] [46] . We observe that, in the resource theory of quantum coherence, the coherence of formation and the relative entropy of coherence measure the coherence cost and the distillable coherence in the asymptotic limit, respectively [32] . Thus, the coherence cost and the distillable coherence equal the quantum uncertainty conditioned on Eve's classical [1] and quantum strategies here discussed. The scenario is similar to what happens in the entanglement resource theory [47] , where there is a nonzero gap between the entanglement cost and the distillable entanglement (Table I ). In particular, some entangled states have zero distillable entanglement, a phenomenon called bound entanglement. However, a key difference is that there is no coherent states with zero coherence of distillation [32] .
Operationally, our work highlights the role of coherence in the secret communication problem called quantum data locking: the local quantum randomness equals the amount of supplemental information to be sent to a correlated party for decoding a message. To the best of our knowledge, this is the first quantitative study relating coherence measures and practical communication schemes. We hope that this work will stimulate further research on the role of quantum randomness and other coherence effects in quantum information and computation protocols. 
