Abstract-In order to provide accurate and real-time bandwidth information and enhance the QoS service for bandwidth-sensitive applications in the dynamic changing wireless network, this paper proposes an efficient method for Wireless Bandwidth Detection (WBD) using packet probing approach on mobile nodes. The novelty and contributions of WBD are three-fold: (1) Efficiency: by means of sending probe packets with various sizes, WBD can determine the wireless link bandwidth with light load and short time duration; (2) Accuracy: using different mechanisms to filter out the random time variation, a high detection accuracy can be achieved; (3) Stability: our algorithm attains stable results under different cross traffic conditions. Experimental data observed through extensive simulations shows the effectiveness and efficiency of WBD.
INTRODUCTION
Bandwidth has been a critical resource in various kinds of networks. Having a good knowledge about the real-time bandwidth value can greatly improve the performance of data-intensive applications such as file transfers or multimedia streaming [1] . Besides, many QoS management operations, such as admission control, resource reservation, etc, make their decisions according to the characteristics and changes of the link bandwidth. Thus, bandwidth is a key concept in content distribution, intelligent routing systems, end-to-end admission control, and many other network fields [2] .
In wired networks, the link bandwidth is assumed to be a fixed value over period of time. However, this assumption may not hold in the wireless networks where link bandwidth can be temporarily degraded due to environmental reasons such as signal fading, link sharing or mobility of the mobile nodes, etc [3] . According to IEEE 802.11b standards, the link bandwidth may change from 11 Mbps down to 1 Mbps with the variations of signal and noise strengths. This indicates that the commonly known values of the physical bandwidth cannot reflect the actual bandwidth used in the network at an instant time.
Thus, in order to provide more accurate wireless bandwidth information for mobile nodes (MN), this paper presents a novel algorithm for the MNs to detect the real-time bandwidth value. The novelty and contributions of our algorithm are: (1) Efficiency: by means of sending probe packets with various sizes from a source (MN) to a destination (i.e. base station, BS), efficient computation using linear regression is applied to fast determine the wireless link bandwidth; (2) Accuracy: using two different kinds of mechanisms to filter out the random time variation, our algorithm can achieve a high accuracy; (3) Stability: our algorithm can achieve a stable result under different cross traffic conditions, i.e., the detection results do not fluctuate with the changes of cross traffic.
The rest of the paper is organized as follows. Related work is discussed in Section 2. Section 3 introduces an efficient algorithm for wireless link bandwidth detection using packet probing. Section 4 presents the experimental evaluations and the final section concludes the paper.
II. RELATED WORK
In general, the techniques of link bandwidth detection fall into two categories: intrusive [6] [7] [8] [10] and non-intrusive detections [4] .
Intrusive detections refer to the controlled injection of packets into the network and the subsequent collection of packets (the same packet or a remotely generated ACK packet). Based on the information collected from these packets, such as round trip time delays, one may estimate the link bandwidth [5] . There are a number of intrusive approaches for estimating link bandwidth in wired network. Typically, packet pair technology [6] [7] estimates the bottleneck link bandwidth with a relative error about 7% by measuring the round-trip-time (RTT) of the back-to-back packets. However, these wired methods generally require a long time to converge to an accurate result and are not suitable for bandwidth detection of wireless network which may change frequently with time.
Non-intrusive detection methods measure the network behavior by observing the packet-arrival rate or other data collected at an end-system, making some deduction on the state of the network, thereby deducing the link bandwidth on the basis of these observations. For wireless network, a non-intrusive detection scheme is proposed in [4] , which uses Signal-to-Noise-Ratio (SNR) to estimate wireless link bandwidth. The disadvantage of this approach is that it needs to apply BP-neural-network to train a set of data first, which is quite time-consuming. In addition, the approach generates relative errors ranging from 10% to 15%, which is relatively high compared with the intrusive detection. Non-intrusive schemes have relatively slight influence on the network. However, they normally require monitoring at the receiving node, which is not suitable for the on-demand applications implemented at the sending node. Besides, the relative error of the result is also high due to the way of passive detection.
In this paper we focus on the physical bandwidth detection using intrusive probing scheme. The probing techniques may introduce some overhead to network during the active detection. Therefore, the intrusive traffic should be kept small so as not to add too much overhead to the network.
III. BANDWIDTH DETECTION FOR 802.11 NETWORKS
This section presents our efficient method for wireless link bandwidth detection on IEEE 802.11 wireless network. Probing packets are sent to acquire the RTT delay samples, which will later be used for the calculation of the link bandwidth. We will first review the MAC mechanisms of IEEE 802.11 and then give the details of our scheme.
A. MAC Mechanisms of IEEE 802.11
In 802.11 WLAN, the fundamental MAC mechanism is a Distributed Coordination Function (DCF) known as carrier sense multiple access with collision avoidance (CSMA/CA). DCF defines two different mechanisms for packet transmission as pictured in Fig.1 . The basic access mechanism is a two-way handshaking scheme, which is characterized by the immediate transmission of a positive acknowledgement (ACK) from the destination station upon successful reception of a packet transmitted by the sender station. Another mechanism is a four-way handshaking scheme, known as request-to-send/clear-to-send (RTS/CTS) mechanism. In this mechanism, the source station will first send a special RTS short frame to "reserve" the wireless channel. Then the destination station acknowledges the receipt of the RTS frame by sending back a CTS frame, after which the data packet and ACK response will be transmitted.
In the RTS/CTS mechanism ( Fig. 1 (b) ), the round trip time of a packet consists of three different parts: (1) t b : the waiting time before a successful packet transmission, which includes the time that the channel is detected busy, the time for unsuccessful transmissions (collided transmissions) and the random contention time; (2) t d : the transmission time of the packet, defined as t d = s/C L , where s is the size of the packet, C L is the wireless link bandwidth to be detected; and (3) t c : a constant including the time spacings such as SIFS and DIFS, the time durations for transmitting fixed-length short frames such as RTS, CTS, and ACK, and the propagation delays. For the basic access mechanism ( Fig. 1 (a) ), the total round trip time can be similarly established as RTC/CTS mechanism. The only difference is that the t c in basic access mechanism does not contain the transmission delay for synchronous control packets RTS/CTS.
B. Our approach
A mobile node (MN) that intends to detect the bandwidth should send the probe packets to the BS and collect the RTT data upon reception of ACK messages from the BS. The MN uses the RTT to estimate the bandwidth on the wireless link between the MN and BS. Two different Access Mechanisms of DCF.
To compute the RTT, denote t s as the time when the packet is ready to be sent at the MAC layer of the MN and t r as the time when the corresponding ACK is received as shown in Fig.  1 . Then the RTT of a probe packet with size s can be expressed as:
Note that expression (1) will be used for the calculation of the bandwidth C L on the wireless link L. As we have discussed before, t b is the waiting time due to contention of the link, and it may change randomly with the environmental conditions, thus it is an uncontrollable factor when we estimate C L . Since our purpose is to detect the value of C L , we are not interested in finding the value of t b . Therefore, we first discuss some approaches to reduce the influence of t b by converting t b into a constant and then give our algorithm to calculate the bandwidth with the RTT values detected.
1) Reducing t b 's Influence
Generally, t b can be regarded as random values for different packet's RTTs. However, since it is the waiting time before the transmission of the data packet, its variations are independent of the packet sizes. In fact, the different values of t b are mostly caused by the cross competing traffic. The heavy cross traffic can make the channel busy for a longer time, resulting in collisions and larger contention window. However, in this paper, we focus on the detection of physical bandwidth instead of available bandwidth and wish to mitigate the influence of the cross traffic.
To achieve this goal, we assume that, in the detection period, which is supposed to be relatively short, the network condition does not change. And we intend to find out the change pattern of t b . Our projection is that t b may take the values with some fixed pattern so that we can use a constant to replace t b . We test our guess by measuring values of t b under some predefined cross traffic in our simulation test bed described in Sec. Approach A: Selecting the minimum RTT value for each different packet size (Fig. 3(a) ): Because for the same packet size, t b value is the only dynamic part of the RTT value, thus the minimum RTT values must also contain the minimum value of t b . As values of t b for different packet sizes generally fall into the same range, and their minimum value may have the same value as each other, thus selecting the minimum RTT values will minimize the influence of t b and make it a constant for different probing packet sizes. For simplicity, we name the two approaches as the Min/Mean in our algorithm.
2) Bandwidth Detection Algorithm
After taking the Min/Mean approaches, t b is regarded as a constant for different probe packet sizes and thus we merge it into the constant t c for simplicity.
Let k=1/C L , then (1) can be represented as: (2) In order to calculate the bandwidth (C L =1/k) accurately, RTT samples will be gathered for a number of probing packet sizes. And to quickly calculate the accurate value for C L , we apply linear regression for the estimation of bandwidth based on the RTT and their corresponding packet sizes. Assume that RTTs for n different probe packet sizes are obtained, thus we can set up the linear equation system with n probing packet sizes as follows: , and the normal equation below is used to solve the solutions for the linear equations:
Therefore, the coefficient of (5) is resolved as: ) ( 1 (6) In this way, the link bandwidth can be calculated efficiently based on n pairs of different packet sizes and its corresponding RTTs. Based on the derivations of (6), the WBD algorithm is given as follows: The working procedure of the algorithm can be divided into two phases. The first one is the sampling phase. Probe packets of different sizes are sent to the BS to attain the RTTs; meanwhile, Min/Mean approach is taken to handle the RTTs for the purpose of eliminating the effect of t b . The second phase calculates the bandwidth of the wireless link between the MN and BS through linear regression computation. We would like to point out that the probing packets are relatively small as they are set in the range of [50, 250] bytes. This will not introduce too much overhead to the network. In this algorithm, only one bandwidth value is calculated at the end of the algorithm and values detected may not accurately reflect the actual bandwidth on the wireless link. To achieve a smooth value of the detection, we extend our algorithm to calculate a bandwidth each time a new RTT sample is collected. Exponential smoothing method is applied to combine the currently calculated value of C L with the historical one to attain a more accurate result. The extended algorithm with exponential smoothing is given in Fig. 5 . From the algorithm descriptions in Fig. 4 and Fig. 5 , WBD algorithm can be further classified into four variations:
(1) V1 -Min without exponential smoothing; (2) V2 -Min with exponential smoothing; (3) V3 -Mean without exponential smoothing; (4) V4 -Mean with exponential smoothing.
In Section 4, performance comparisons will be given for the four variations of WBD algorithm and we will see that V4 is the best among the four variations in terms of efficiency, accuracy and stability.
IV. EXPERIMENTAL PERFORMANCE EVALUATION
We have extensively evaluated the performance of WBD using NS2 simulation tool [9] . In this section, we first describe the experiment model and performance metrics, and then present the evaluation results.
A. Experimental Model
The simulation is run on a network model shown in Fig. 6 : Figure 6 . The Experimental Network.
The network consists of two domains: wireless and wired domains. In the wireless domain, there are 10 wireless mobile nodes, MN [1] [2] [3] [4] [5] [6] [7] [8] [9] [10] , and one BS. In the wired domain, there are 10 wired fixed hosts, FH [1] [2] [3] [4] [5] [6] [7] [8] [9] [10] , and one gateway node, G. The wired and wireless domains are connected to each other through a wired link between the BS and G. Packets exchanged between two domains are transmitted through this link.
One of the 10 mobile nodes, MN 1 , is chosen as the probing node to detect the link bandwidth. The cross traffic among other wireless nodes and wired nodes, is generated by a Poisson process with rate λ, which is a parameter under our control. The pair of source and destination is chosen randomly among the wireless nodes and fixed hosts. Duration of the cross traffic transmission is also a random number which obeys an exponential distribution with average of 10 seconds.
B. Performance Metrics
For the performance of our detection methods, there are three aspects to consider: efficiency, accuracy and stability. For efficiency and accuracy, the detection method should achieve accurate detection result within a short period of time, facing the quick change of wireless network status. Meanwhile, the method is also required to have a stable performance under various traffic conditions. In order to evaluate the performance of WBD algorithm, the following performance metrics are used.
(1) Relative Error (RE). Let the physical bandwidth be B and the measured bandwidth be B*, then the RE is defined as
In order to judge the accuracy and efficiency of the algorithm, the REs of detection results attained with different time durations will be evaluated. From Fig. 7 we can observe that, at the beginning of the process, the detected values of the four variations vary greatly from the actual bandwidth (with a RE more than 50%). However, with more samples acquired, the detected values will quickly converge to the actual value. At the time of 15s, REs of all the four variations have already converged to the range of 10%. More specific experiment results are illustrated below.
1) Efficiency:
In order to evaluate the efficiency, we have recorded the shortest time durations that the four algorithms need to take to meet the different relative error requirements. Table I shows that with the bandwidth set to be different values (6Mbps ~ 18Mbps), the best of the four algorithms can achieve a value with RE within 10% in around 20s. Thus WBD performs fast enough to adapt with the dynamic wireless network. It is observed that the algorithms using Mean (V3 and V4) generally take shorter time to approach to the actual bandwidth as compared with Min (V1 and V2). On the other hand, algorithms with exponential smoothing (V2 and V4) take longer time than without (V1 and V3).
2) Accuracy:
To evaluate the accuracy, we also tested the four algorithm variations with bandwidth set to be different values between 6Mbps and 36Mbps. The REs of detection results with duration of 50s are shown in Table II . We have the following observations: when the actual bandwidth is relatively small (from 6Mbps to 12Mbps), all four algorithms obtained results with REs around 5%. However, when the actual bandwidth is large (from 18Mbps to 36Mbps), V1 and V2 may generate REs around 20%, sometimes even more than 30%, but V3 and V4 can keep their REs around 10%. Considering all the different situations, it can be seen that V4 (Mean with exponential smoothing) performs the best of all, with the RE less than 10%.
3) Stability:
In order to evaluate the measurement stability, we test our algorithms under different cross traffic. As we have noted that cross traffic is generated among the nodes in a Poisson process with rate λ, we set the rate varying from 0 to 50 to simulate different cross traffic and calculate the MS of the detection algorithms. Table III shows the MS of the four algorithms for different bandwidth settings. From Table III , we have the following observations. All these four algorithms presented a stable performance (MS around 90%) in most cases. Only when the actual bandwidth setting is large (e.g. 36Mbps), the stability is comparatively low (but still above 70%). Compared with other three algorithms, V4 is still the best.
V. CONCLUSIONS
In this paper, we have presented an efficient active WBD algorithm for wireless link bandwidth detection. By sending probe packets with various sizes from MN to BS, linear regression is used to determine the link bandwidth based on the measured RTT delays. Two different schemes Min/Mean, have been employed to attain stable RTT detection results, so that our algorithm can achieve a high accurate detection result. Exponential smoothing technique is also used to improve the accuracy and stability of the original algorithm. And we found that WBD with Mean and exponential smoothing (V4) outperforms other variations in terms of efficiency, accuracy and stability.
