Randomized response techniques (RRTs) aim to reduce social desirability bias in the assessment of sensitive attributes but differ regarding privacy protection. The less protection a design offers, the more likely respondents cheat by disobeying the instructions. In asymmetric RRT designs, respondents can play safe by giving a response that is never associated with the sensitive attribute. Symmetric RRT designs avoid the incentive to cheat by not allowing such responses. We tested whether a symmetric variant of a cheating detection model (CDM) increases compliance with the instructions in a survey of academic dishonesty among 2,254 Chinese students. As we observed more noncompliance in the asymmetric than symmetric variant, we recommend the use of symmetric CDMs, which can easily be tested within multinomial models.
Introduction
Self-report is one of the most frequently used data collection techniques in psychology. However, people do not always tell the truth when being asked to answer sensitive questions (Hyman, 1944) . Warner (1965) introduced the randomized response technique (RRT) to address this problem. The rationale of the RRT is that interviewees are more honest when the confidentiality of their responses is guaranteed by adding random noise to their responses. In the forced response variant of the RRT (Dawes & Moore, 1980) , all interviewees are therefore confronted with the sensitive question. A randomization device is used, however, to determine whether respondents are asked to simply provide a prespecified answer (''yes'') with probability p yes , or whether they are asked to answer the sensitive question honestly (with probability 1 -p yes ). Because the interviewer is unaware of the outcome of the randomization device, the randomization ensures that no individual interviewee can be identified as holding the sensitive attribute on the basis of his or her answer. This is because a ''yes'' answer is now no longer the unambiguous result of truthful answering; it may simply be the outcome of the randomization procedure. Because the probability distribution of the randomization device is known, straightforward probability calculations allow researchers to estimate the proportion of ''yes'' answers that have not been prompted by the randomization device. The prevalence of the sensitive attribute may thus be estimated at group level, while simultaneously protecting the confidentiality of individual answers. The technique therefore encourages more honest responding.
Since the RRT was first introduced by Warner (1965) , many variants of the technique have been proposed and used to estimate the prevalence of a large variety of sensitive behaviors including, for example, tax evasion, illegal drug use, shop lifting, and rape. As a recent meta-analysis has shown, RRT surveys generally yield more valid estimates than direct questions (Lensvelt-Mulders, Hox, van der Heijden, & Maas, 2005) .
Efficiency, Privacy, and Cheating in RRT Designs
A major drawback of RRT models is their low efficiency, that is, their greater sampling variance as compared to traditional surveys. Considerable effort has therefore been put into improving the efficiency of RRT models by optimizing design parameters. However, as noted by Lanke (1976) and Guerriero and Sandri (2007) , the original goal of increasing privacy protection has not always been taken into account in these efforts. Unfortunately, attempts to increase statistical efficiency usually conflict with the goal to increase the protection of privacy: Randomized responses always contain some information about the interviewee, and they provide more information with an increasing randomization probability of having to answer the sensitive question truthfully. More efficient RRT designs thus necessarily pose an additional threat to the respondents and may minimize their willingness to cooperate and maximize their incentive to disobey the instructions (Antonak & Livneh, 1995; Bourke, 1984; Ljungqvist, 1993) . However, it is important to note that there seem to be no consistent effects of different randomization probabilities on the respondent's obedience to instructions in RRT surveys. Although Soeken and Macready (1982) observed that the perceived protection tends to be higher with a decreasing probability of having to answer the sensitive question, they found no effect of different randomization probabilities on the respondent's willingness to cooperate. In another study, Soeken and Macready (1985) even found prevalence estimates of sensitive behaviors to be higher, and therefore presumably less biased by social desirability, with an increasing probability of having to answer the sensitive question truthfully.
RRT models have been criticized not only for their relative inefficiency but also for being susceptible to cheating, that is, to not answering as directed by the Ostapczuk et al.
randomization device (Campbell, 1987) . Indeed, there is evidence that such cheating occurs (Lensvelt-Mulders & Boeije, 2007; Locander, Sudman, & Bradburn, 1976) . To the extent that participants disobey the instructions by denying the critical behavior in spite of being asked by the randomization device to attest to it, the prevalence of the critical behavior is underestimated.
To address this problem, Clark and Desharnais (1998) proposed to no longer presume that respondents are always obeying the rules of the RRT and developed a cheating detection extension of the forced response variant of the RRT. Their model takes into account that some participants might cheat by denying the sensitive attribute despite being directed by the randomization device to attest to it. Nothing can be and is assumed in the model regarding the true status of such cheating respondents. It is conceivable that they deny a behavior in which they have actually been engaged. However, it is also possible that innocent respondents opt to disobey the instructions to rule out even the slightest suspicion of being associated with an undesirable behavior. Consequently, the true status of a cheater can never be ultimately determined.
Using academic dishonesty as an example for the sensitive attribute, Figure 1A illustrates how Clark and Desharnais's (1998) cheating detection extension to the RRT can be graphically depicted as a multinomial model aimed at dividing the population into three disjoint and exhaustive groups: p (the proportion of compliant and honest ''yes'' respondents, i.e., participants who truthfully admit to their dishonest exam taking behavior), b (the proportion of compliant and honest ''no'' respondents, i.e., honest examinees), and g (¼1 -p -b, the proportion of noncompliant cheaters who disobey the rules of the RRT by denying the sensitive attribute regardless of the outcome of the randomization device).
There are two independent parameters in this model, because the proportions p, b, and g are constrained to add up to 1. The parameters can therefore no longer be estimated on the basis of the one proportion of ''yes'' responses provided in traditional RRT models. Instead, to obtain a sufficient database, it is necessary to pursue an experimental approach. Specifically, two independent samples of respondents have to be questioned with different probabilities p 1 and p 2 of being forced by the randomization device to reply ''yes'' to the critical question (Clark & Desharnais, 1998) . Figure 1A depicts only one of these groups, in which probability p 1 applies; the second group might be represented by an identical figure with the only exception that probability p 1 would have to be replaced by probability p 2 . Assuming that the same proportions p, b, and g apply in both groups when participants are randomly assigned to conditions, the cheating detection model (CDM) now allows us to observe two independent proportions of ''yes'' responses. The assumption that the same parameters can be used to describe the behavior of both groups is necessary to make the model identifiable. Within the CDM, the two proportions of ''yes'' responses suffice to estimate the two independent parameters p and b (with g ¼ 1 -p -b). For this particular CDM, Clark and Desharnais (1998) derived closed-form solutions for maximum likelihood Assessing Sensitive Attributes Using the RRT 
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estimates of the parameters p, b, and g as well as a statistical test of the null hypothesis that no cheating occurs. The CDM proposed by Clark and Desharnais (1998) offers a unique theoretical advantage over both traditional surveys and previous RRT models; if no cheating occurs, the parameter p provides an asymptotically unbiased estimate of the population proportion engaged in the sensitive behavior. If, however, there is a significant proportion of cheating respondents, the CDM still allows us to compute both a lower and an upper bound for the sensitive attribute by alternately assuming in a worst and a best case scenario that the cheating respondents either all do or do not carry the critical attribute (Musch, Bröder, & Klauer, 2001) . As can be shown, the CDM of Clark and Desharnais (1998) can be subsumed under the more general family of multinomial models for which Hu and Batchelder (1994) have developed statistical procedures (Ostapczuk, Musch, & Moshagen, 2008) . Using a multinomial modeling framework, it is easily possible to estimate the parameters of a large variety of RRT designs, including variants of the original model, and to test parameter restrictions, such as the assumption that no cheating occurs (g ¼ 0).
Reasons for Cheating and Possible Solutions
Two constructs have been proposed to describe potential response hazards, that is, characteristics of RRT designs that can make both guilty and innocent respondents cheat: respondent jeopardy and risk of suspicion (Antonak & Livneh, 1995) . Respondent jeopardy refers to the risk of guilty respondents to be identified as such when truthfully admitting the sensitive attribute. Respondent jeopardy may be reduced by choosing randomization probabilities close to .50, which, however, reduces efficiency by enlarging the variance of parameter estimates (Antonak & Livneh, 1995) . Innocent interviewees run a risk of suspicion when being prompted by the randomization device to answer sensitive questions in the affirmative. Innocent respondents tend to feel uncomfortable under such circumstances, because their affirmative answer now seemingly associates them with an undesirable attribute. They may therefore be tempted to play safe by denying the critical attribute in spite of being told otherwise by the randomization procedure (LensveltMulders & Boeije, 2007) . Bourke (1984) proposed response symmetry as a means of reducing the risk of suspicion. An RRT design is said to be symmetric, if none of the possible responses (''yes'' or ''no'') unequivocally conveys information on the respondent's true status. This can be achieved by forcing some respondents to deny the critical attribute regardless of whether they actually hold it. Because guilty participants are now also sometimes forced to deny, observable responses are no longer linked in any straightforward way to the respondent's true status, and there is no longer an incentive to play safe by denying the critical attribute. In such a symmetric design, interviewees not holding the sensitive attribute should arguably feel less uneasy when being forced to say ''yes'' and be more likely to follow the RRT rules than in an asymmetric design.
Assessing Sensitive Attributes Using the RRT
Applying the above definition of response symmetry, forced response variants of the RRT such as Dawes and Moore's (1980) model are asymmetric, because a ''no'' response unequivocally identifies an interviewee as not holding the sensitive characteristic. Asymmetric models, however, encourage respondents to cheat by saying ''no'' despite being asked by the randomization device to answer in the affirmative. Morton (as described in Greenberg, Abul-Ela, Simmons, & Horvitz, 1969) therefore developed a symmetric variant of the forced response model. In his design, depending on the outcome of the randomization process, respondents are either asked to provide the prespecified answers ''yes'' (with probability p yes ) or ''no'' (with probability p no ) or to answer the sensitive question honestly (with probability 1 -p yes -p no ). The Morton model is symmetric because both ''yes'' and ''no'' responses may stem from both guilty and innocent respondents. Thus, there is no possibility of playing safe by answering ''no'' and consequently no incentive to disregard the instructions.
In spite of having been widely discussed in RRT research, it has never been tested whether the increased privacy protection offered by symmetric RRT designs does in fact help reduce cheating as compared to asymmetric designs. To experimentally investigate the effect of response symmetry on cheating, we therefore compared a symmetric and an asymmetric variant of the CDM of Clark and Desharnais (1998). While Figure 1A depicts the asymmetric model originally proposed by Clark and Desharnais (1998), Figure 1B illustrates the symmetric variant of the CDM, which we developed for the purpose of the current study. Note that Figure 1B again depicts only one of the two independent groups required by the model to estimate the number of noncompliant respondents. In this group, probabilities p 3 and p 4 of being forced to say ''yes'' or say ''no,'' respectively, are being applied. Again, the second group could be represented by an identical figure in which probability p 3 would be replaced by a different probability p 5 , and probability p 4 by a different probability p 6 , respectively.
We chose academic dishonesty as the sensitive topic of our investigation. To make our results comparable with traditional self-reports, we included a direct questioning (DQ) baseline condition and incorporated it into the multinomial model. The full multinomial model for our investigation thus considered five different groups: a DQ control group, an asymmetric RRT group with a low randomization probability p 1 (RRT1), an asymmetric RRT group with a high randomization probability p 2 (RRT2), a symmetric RRT group with low randomization probabilities p 3 and p 4 (RRT3), and a symmetric RRT group with high randomization probabilities p 5 and p 6 (RRT4).
We formulated the following hypotheses regarding the parameters of the CDM. First, owing to its increased privacy protection, we expected the symmetric design to reduce cheating as compared to the asymmetric design, g symmetric < g asymmetric . Second, we expected the response symmetry afforded by forced ''no'' answers to decrease the risk of suspicion, which should reduce the incentive to cheat for the innocent interviewees not carrying the sensitive Ostapczuk et al. attribute (b) . We therefore expected a higher estimate for the proportion of truthfully innocent respondents in the symmetric design (b symmetric > b asymmetric ). However, we had no reason to expect an influence of design symmetry on the estimated proportion of respondents carrying the sensitive attribute (p symmetric ¼ p asymmetric ).
Materials and Method

Participants and Setting
Data were collected at Beijing Normal University in Beijing, China. Participants were 2,254 Chinese 1st and 2nd year students of various majors, of whom 45.4% were females. Students completed the questionnaires in groups and during lectures on an anonymous and voluntary basis. The participant's month of birth (unknown to the experimenter) was used as a randomization device. Even though the distribution of birthdates is not perfectly equal across months, the distribution is known from official statistics, and the birthdates therefore provide a readily available randomization device that cannot be manipulated by the experimenter. Among some basic demographic questions and questions unrelated to the current study, the questionnaire included the sensitive question concerning academic dishonesty. It read: ''Have you ever been dishonest when taking a school or a university exam?'' Participants were randomly assigned to one of the five conditions resulting in 463, 449, 452, 451, and 439 participants in the DQ, RRT1, RRT2, RRT3, and RRT4 conditions, respectively.
In the DQ baseline condition, respondents were simply asked to reply ''yes'' or ''no'' to the sensitive question. In the four other conditions, the sensitive question was asked in RRT format. In the asymmetric low-probability group (RRT1), instructions read: ''If you were born in January or July, then please reply 'yes' to the following question independently of its content. If, however, you were born in another month, then please answer truthfully.'' The probability of being forced to say ''yes'' thus approximated p 1 ¼ .16, as confirmed by birth statistics collected in the 1990 census, which were made available by the Chinese National Bureau of Statistics. In the asymmetric high-probability group (RRT2), respondents were asked to answer truthfully if they were born in January or July and to say ''yes'' if they were born in another month. The probability p 2 of being forced to say ''yes'' thus approximated 1.00 -p 1 ¼ .84 in this condition. In the symmetric low-probability group (RRT3), instructions read: ''If you were born in January, then please reply 'yes' to the following question independently of its content. If you were born in July, then please reply 'no' to the following question independently of its content. If, however, you were born in another month, then please answer truthfully.'' According to official birth statistics, this resulted in a probability of being forced to say ''yes'' of p 3 ¼ .09, and a probability of being forced to say ''no'' of p 4 ¼ .07. Finally, in the symmetric high-probability group (RRT4), respondents were asked to say ''yes'' if they were born in February to Assessing Sensitive Attributes Using the RRT June (resulting in p 5 ¼ .37), to say ''no'' if they were born in August to December (resulting in p 6 ¼ .47), and to answer truthfully if they were born in January or July. Detailed instructions explained how this randomization procedure protected the confidentiality of responses. Even though the somewhat unequal distribution of birthdates did not allow us to achieve completely identical probabilities in the two forced response groups of the symmetric design, the design still fully realized the principled contrast to the asymmetric design which did not offer an opportunity to play safe at all (p no ¼ 0). Ljungqvist (1993) derived a utilitarian measure of the privacy protection offered by different RRT designs. This measure takes into account both the conditional probability of belonging to the sensitive group given a ''yes'' answer and the corresponding probability given a ''no'' answer.
According to Ljungqvist (1993) , privacy protection is maximized if the conditional probability of belonging to the group holding a sensitive attribute (A) given a ''yes'' answer, P(A|''yes''), approaches the conditional probability of belonging to group A given a ''no'' answer, P(A|''no''). Under such circumstances, the participants' privacy is protected best, and they should therefore be most likely to follow the instructions of the RRT.
More generally, when comparing two RRT designs, the design with the lowest discrepancy between P(A|''yes'') and P(A|''no'') offers the highest degree of privacy protection. According to Bayes's rule,
with P(''yes''|A) ¼ 1 -P(''no''|A), and P(''yes''|A 0 ) ¼ 1 -P(''no''|A 0 ). Although the exact values of these probabilities cannot be determined beforehand because they depend on the population proportion of respondents holding the sensitive attribute, applying these formulas to the forced response variant of the RRT provides theoretical proof of the superiority of symmetric over asymmetric designs; the former offer more privacy to the respondents (Bourke, 1984) .
Statistical Analysis
Based on the number of ''yes'' and ''no'' responses in the different conditions, we computed maximum likelihood estimates for p, b, and g using the expectation-maximization (EM) algorithm (Dempster, Laird, & Rubin, 1977) adapted for binary tree models (Hu, 1999; Hu & Batchelder, 1994) as Ostapczuk et al. implemented in the program HMMTree 1 (Klauer, 2006; Stahl & Klauer, 2007) . The EM algorithm determines the set of parameters Â ¼ ðy 1 , . . . , y s Þ, which minimizes the distance between the frequencies that were observed and the frequencies that are expected under a given model. The asymptotically w 2 distributed log-likelihood ratio statistics G 2 and ÁG 2 , respectively, were used to assess the fit of the multinomial models (Hu & Batchelder, 1994; Read & Cressie, 1988 ). Table 1 shows the raw and relative frequencies we observed, that is, the proportion of ''yes'' and ''no'' responses by questioning mode as well as by questioning mode and sex.
Results
In a first step, we fitted separate multinomial models for the data of male and female students, respectively. We estimated the parameters for both a model assuming that p, b, and g are the same in the asymmetric and the symmetric variant of the RRT as well as the parameters for a model allowing these estimates to differ between the asymmetric and the symmetric RRT. For the model assuming constant parameters, we observed an effect of the sex of participants on the parameters p and b: female students admitted to having cheated in exams more frequently than male students (60.5% vs. 47.8%, respectively; ÁG 2 (df ¼ 1) ¼ 9.43, p < .01). Conversely, female students reported to be honest exam takers less frequently than male students (17.6% vs. 33.4%, respectively; ÁG 2 (df ¼ 1) ¼ 4.81, p < .05). With regard to our main research question, however, we did not find an effect of sex on the parameter g (the proportion of participants not following the instructions), neither in the overall model nor in the model allowing for different parameters under response symmetry and asymmetry, respectively. In all of the following analyses, we therefore collapsed the data across male and female respondents. Table 2 shows the parameter estimates of the different models for the total sample. When questioned directly, 49.9% of the participants admitted to having been dishonest in an exam at least once; conversely, 50.1% of the participants claimed never to have been dishonest.
We compared these results of a direct question with the estimates obtained by a multinomial model for the total sample assuming that p, b, and g were the same in both the asymmetric and the symmetric RRT. This model estimated the proportion of participants truthfully admitting to academic dishonesty at p ¼ 53.4%, and the proportion of honest exam takers at b ¼ 26.4%. The estimated proportion of dishonest exam takers was thus descriptively higher than the corresponding estimate in the DQ condition (53.4% vs. 49.9%). The difference, however, was not significant, as restricting the model by assuming the proportions to be equal across groups did not significantly worsen the fit of the model, ÁG 2 (df ¼ 1) ¼ 1.31, ns. The estimated proportion of honest exam takers b was, however, significantly lower under RRT (26.4%) as compared to DQ conditions (50.1%), ÁG 2 (df ¼ 1) ¼ 32.11, p < .001. This latter finding was a result of the fact that according to the RRT model, a sizable proportion of the sample (g ¼ 20.2%) cheated and disobeyed the rules of the RRT by denying the sensitive attribute in spite of being told otherwise by the randomization procedure. The statistical significance of the proportion of these noncompliant respondents was indicated by a substantial loss of fit in the model under the assumption of g ¼ 0 (ÁG 2 (df ¼ 1) ¼ 116.26, p < .001). As outlined above, the cheating detection variant of the RRT (Clark & Desharnais, 1998) cannot and does not make an assumption regarding the true status of a cheating respondent. However, depending on whether cheating 20.2% (2.4) 21.6% (2.6) 7.1% (6.7)
116.26
105.05 *** 1.09
Note: RRT ¼ Randomized response technique. a. High ÁG 2 -values indicate that the fit of the model worsens when the respective restriction is being applied. * p < .05. *** p < .001.
Assessing Sensitive Attributes Using the RRT respondents actually did not or did engage in the critical behavior, a lower bound of p ¼ 53.4% and an upper bound of p þ g ¼ 53.4% þ 20.2% ¼ 73.6% could be determined for the true proportion of dishonest exam takers. It is important to note, however, that in spite of these plausible parameter estimates, the overall fit of this model to the total sample data was rather poor, G 2 (df ¼ 2) ¼ 5.78, p ¼ .06, suggesting that response symmetry did have the expected effect and that the assumption of parameter invariance and, in particular, the assumption of an equal proportion of cheaters in both symmetric and asymmetric RRTs seems to be unwarranted. We therefore next allowed p, b, and g to differ between the symmetric and the asymmetric RRT, which resulted in a saturated model with df ¼ 0. As expected, the model showed perfect fit (G 2 ¼ 0) because the four proportions of observable ''yes'' responses in the four RRT conditions just equal the number of independent parameters (p asymmetric , b asymmetric , p symmetric , and b symmetric ) that have to be estimated for this model. In the following, we are using this saturated model as the basis for estimating the parameters and for testing the parameter restrictions relevant to our hypotheses.
When allowing for separate estimates in the symmetric and asymmetric condition, the proportion of cheaters in the asymmetric condition was estimated at g ¼ 21.6%, as opposed to only g ¼ 7.1% in the symmetric condition. Thus, as expected, the proportion of cheaters varied as a function of response symmetry; assuming an equal proportion of cheaters in both conditions significantly worsened the fit of the model, ÁG 2 (df ¼ 1) ¼ 4.12, p < .05. Further support for an influence of response symmetry on cheating rate was provided by the fact that g could be set equal to zero in the symmetric RRT without a significant loss in the goodness of fit of the model, ÁG 2 (df ¼ 1) ¼ 1.09, ns, whereas the same restriction led to a significantly worsened fit of the model in the asymmetric RRT, ÁG 2 (df ¼ 1) ¼ 105.05, p < .001. We next compared the estimate of the proportion of dishonest exam takers in the asymmetric condition (p ¼ 51.6%) with the corresponding estimate of the proportion of dishonest exam takers in the symmetric condition (p ¼ 53.5%), and the proportion of honest exam takers in the asymmetric condition (b ¼ 26.8%) with the corresponding proportion in the symmetric condition (b ¼ 39.4%). In accordance with our hypotheses, there was virtually no difference between the p estimates; assuming the same p parameter in both the symmetric and asymmetric RRT did not significantly deteriorate the fit of the model, ÁG 2 (df ¼ 1) ¼ 0.21, ns. Regarding the estimates of b, there was the hypothesized descriptive difference, but assuming no difference across the two RRTs failed to worsen the fit of the model in a significant manner,
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Discussion
The RRT was introduced to reduce response bias when answering sensitive questions. Different RRT designs, however, offer different degrees of privacy protection to the respondents, and designs offering less protection arguably induce more cheating. In the current study, we extended Clark and Desharnais's (1998) asymmetric CDM to test whether a symmetric variant of the model is capable of increasing the number of respondents who are following the instructions and proceed as prescribed by the randomization procedure.
As hypothesized, we observed lower rates of noncompliance with the instructions (g) under conditions of improved privacy protection in a survey of academic dishonesty conducted in a Chinese student sample. The prevalence of noncompliance with the instructions was lower in a symmetric (7.1%) as compared to an asymmetric variant of the RRT (21.6%). Statistically, the prevalence of noncompliance with the instructions was indistinguishable from zero in the symmetric condition. The observed reduction in the proportion of noncompliant respondents was accompanied by a descriptive increase in the estimated proportion of respondents who were classified as being honest test takers (26.8% vs. 39.4%), whereas the estimated proportion of respondents that were classified as dishonest test takers was about the same in both the asymmetric (51.6%) and the symmetric design (53.5%). This result suggests cheating in our survey may have been mainly the result of innocent interviewees who opted to ignore the randomization procedure to avoid being associated with the sensitive characteristic, rather than the result of guilty interviewees who attempted to conceal their true status by intentionally disobeying the instructions. The pattern of results fits in well with the expectation that response symmetry mainly reduces the burden placed on respondents not carrying the sensitive attribute. Under conditions of response symmetry, these innocent respondents have no longer a reason to cheat, because cheating is no longer helpful to avoid being associated with the sensitive attribute. However, the increased privacy protection we obtained using a symmetrical variant of the RRT came at a cost. First, in line with previous research on the conflict between privacy and efficiency in RRT design, the standard errors and confidence intervals of parameter estimates were larger and thus, efficiency was lower under response symmetry. Consequently, descriptively large differences, such as the difference between the proportion of honest test takers under asymmetric RRT (26.8%) and symmetric RRT (39.4%), failed to attain statistical significance. Second, because of an additional sentence needed in the instructions, the symmetric RRT was a tiny bit more time-consuming than an asymmetric RRT. Aside from these drawbacks, however, the fact that cheating was reduced to an insignificant level by introducing response symmetry suggests the symmetrical variant of the CDM is an improvement over existing methods addressing the problem of cheating in randomized response surveys to the extent to which the reduced efficiency may be compensated for by a larger sample size.
Assessing Sensitive Attributes Using the RRT Some further limitations of the current investigation should be acknowledged, however. First, while providing descriptively higher estimates than the DQ control condition (53.4% vs. 49.9%), statistical power was insufficient to secure significant evidence supporting the notion that the RRT is always providing higher and, thus, presumably more valid estimates for the proportion of respondents holding a sensitive attribute. However, the question of whether the RRT is capable of reducing response bias in principle has already been answered convincingly in a large number of surveys (Lensvelt-Mulders et al., 2005) , and it is not central to the symmetry hypothesis we investigated in the current study. Moreover, the estimated proportion of truly honest test takers (b according to the model) was significantly lower under RRT (26.4%) as compared to DQ conditions (50.1%). Second, regardless of whether response symmetry is being used or not, the use of the present CDM is restricted to the assessment of dichotomous attributes only. Even though an extension of the current approach to allow for an assessment of quantitative attributes (Greenberg, Abernathy, & Horvitz, 1969) is not impossible in principle, it is not a straightforward exercise and beyond the scope of the current study. Third, the present RRT models do not allow for the assessment of single individuals; they can only be applied to analyze group means. However, in a sense this is both a problem and a virtue. The method cannot be used to determine the behavior of individual participants, but it is exactly this feature that lends credibility to the confidentiality assurance and encourages respondents to answer more honestly.
To summarize, based on the current findings, we can give the following advice to researchers interested in surveying sensitive topics. First, we recommend the use of cheating detection extensions to traditional RRT designs, because only such extended models based on an experimental manipulation of randomization probabilities allow for the assessment of the proportion of respondents who are disobeying the instructions (Clark & Desharnais, 1998; Musch et al., 2001) . Second, when discouraging cheating behavior to increase validity is of primary importance, and when a sufficient number of respondents are available to compensate for the loss of efficiency, we recommend the use of our symmetric variant of the cheater detection design proposed by Clark and Desharnais (1998). As the current results have shown, establishing response symmetry successfully reduces cheating and, thus, allows us to considerably improve the assessment of the prevalence of critical attributes. Finally, we recommend using the multinomial modeling techniques suggested by Riefer and Batchelder (1988) and Batchelder and Riefer (1999) when conducting RRT surveys. Multinomial models of the RRT allow convenient parameter estimates using readily available software (Stahl & Klauer, 2007) , provide out-of-the-box procedures to flexibly conduct statistical tests of substantive hypotheses (Riefer & Batchelder, 1988) , and can easily be adapted to construct new models that improve on existing RRT designs.
