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To meet the growing mobile traffic demand, deployment of heterogeneous networks (HetNets) is proposed as a
solution to enhance network capacity. It will enable the coexistence of several systems consisting of Macro, Micro,
and Femto or WiFi layers. However, the main issue is the coexistence due to mutual interference. To guarantee that
HetNet performance will not be compromised due to the interference, some deployment parameters should be
controlled, such as primary exclusion zones and density of users. In this context, the present work provides deployment
analysis and optimization for a Macro-Femto scenario, considering interference constraints to maximize the data rate of
the HetNet. To fulfill this, we characterize some spectrum underlay scenarios in which HetNets would be expected to
operate, setting different signal-to-interference-plus-noise ratio (SINR) thresholds. They are evaluated using a solution
procedure based on the socio-cognitive particle swarm optimization (SCPSO) algorithm. Considering the best scenarios
found, we show deployment parameters to achieve maximum system throughput, such as density of femto-users and
primary exclusion zones of macro-users.
Keywords: Deployment parameters; Heterogeneous network; Spectrum underlay1 Introduction
Architecture of traditional cellular networks has been
undergoing dramatic changes due to the intense consumer
demand for mobile data. Recently, the heterogeneous
networks (HetNets) have emerged as the network architec-
ture to support the growing demand for data services. They
have a hierarchical architecture, comprising an overlay of a
macrocell network with additional tiers of small cells (picos,
femtos, or WiFi access points). This enlarges the pool of
available spectrum resources for mobile users, since
they are reused across the multiple tiers in the HetNet,
harnessing also an additional spectrum in unlicensed
bands by integrating WiFi hotspots (femtocells) in the
network. The use of WiFi in conjunction with the
Macrocell allows relieving congestion on it. From the above
and the cost point of view, WiFi has become an integral
part of the operator’s strategy [1]. However, by reusing
resources, potentially destructive interference in the HetNet
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distribution, and reproduction in any medium,Unlike macro base stations (macro-BSs), which are
installed according to detail network planning, operators
have limited control over femto base stations (femto-BSs)
since they are deployed by the end-users. This leads to two
kinds of interference between macro and femto cells:
cross-tier (the aggressor and the victim of interference
belong to different tiers) and intra-tier (the aggressor
and the victim of interference belong to the same
tier) [2]. Cognitive radio (CR) technology can address
those issues, providing to femto-BS capabilities to
sense the environment, interpret the received signal
from the macro-BS and the surrounding femto-BSs, and
intelligently allocate spectrum resources while cross-tier
and the intra-tier interference are controlled. The set of
techniques to share and allocate spectrum resources
through CR technology is known as dynamic spectrum
access, where the users with low priority are known as
secondary users (femtocells), whereas the members
of the prioritized user group are named primary
users (macrocell) [3]. To access the cellular channels
(or primary channels), a secondary user performs
one of the following dynamic spectrum access techniques:Springer. This is an Open Access article distributed under the terms of the
reativecommons.org/licenses/by/4.0), which permits unrestricted use,
provided the original work is properly credited.
Table 1 Symbols used in the access control and channel
assignment algorithm
Symbols Meaning
SINRu The SINR at each secondary link u
Pu The transmit power of secondary transmitter u
Pk The transmit power of secondary transmitter k
Pv The transmit power of primary transmitter v
lds(u) The link distance of secondary link u
dss(k,u) The distance from secondary transmitter k to
secondary receiver u
dps(v,u) The distance from primary transmitter v to
secondary receiver u
k The index of active secondary transmitters
Φ The set of active secondary transmitters
γ The path loss exponent (a value between 2 and 4)
Sl The number of secondary links
SINRv The SINR at each primary link v
ldp(v) The link distance of primary link v
dps(k,v) The distance from secondary transmitter k to
primary receiver v
Pl The number of primary links
cu
’ The data rate of the secondary link
cv
” The data rate of the primary link
B The primary channel bandwidth
α The SINR threshold for the secondary network
β The SINR threshold for the primary network
S The swarm
Xi The position of the ith particle
Vi The velocity of the ith particle
Vmax The maximum velocity
Pi The best position ever visited by the ith particle
X’i The candidate channel allocation vector of the
ith particle
P’i The best channel allocation for secondary links
find so far by the ith particle
g The index of the best particle in the swarm
Tmax The number of iterations
c1, c2, c3 The cognitive, social and socio-cognitive factors
w, w1 The inertia weights
PC The number of primary channels to share
Spectrum status The channel allocation vector for primary links
Pg The best particle in the swarm
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the resulting interference is constrained (spectrum
underlay), or exploit an unused channel of the primary
user (spectrum overlay) [2]. Therefore, the underlay
scheme has a more efficient reuse of spectral resources
since one primary channel is exploited simultaneously by
two or more users. Furthermore, the spectrum sensing
operation of the overlay scheme requires complicated
computation at the secondary transmitter.
Identifying deployment parameters for HetNets help to
prevent the generation of harmful interference between
heterogeneous wireless systems that interact with each
other. Interference is considered harmful if it causes disrup-
tion in user’s service. In general, examples of deployment
parameters for HetNets are [4,5] primary exclusion zones
(radius of protection of a primary receiver/transmitter),
transmission power limits on secondary users, number of
admitted secondary users, acceptable level of interference
in primary receptor, and monitoring time. The deployment
parameters depend on the dynamic spectrum access tech-
nique (overlay or underlay) that a secondary user performs
to exploit a primary band. In the case of deploying a
HetNet with spectrum underlay access, it is relevant to set
a limit on the transmission power of secondary users, pri-
mary exclusion zones, permissible number of secondary
users, and acceptable level of interference in the primary
receptor. The detection threshold and monitoring time are
factors to overlay access mode. The first refers to the max-
imum value to be set to detect the primary signal; therefore,
the primary channel status is known (busy or idle). In con-
trast, the second refers to the time that a secondary user
should expend to detect the presence of the primary user.
In this paper, we characterize some spectrum underlay
scenarios in which HetNets would be expected to operate
under different signal-to-interference-plus-noise ratio
(SINR) thresholds. They are evaluated using our proposed
access control and channel assignment algorithm pre-
sented in [6], which is a solution procedure with less
complexity based on an improved version of binary
particle swarm optimization (BPSO) algorithm called
socio-cognitive particle swarm optimization (SCPSO) [7].
Considering the best scenarios, the deployment parameters
to achieve maximum system throughput, such as the
number of admitted secondary users coexisting with
primary users and primary exclusion zones, are presented.
Particularly, we focus on the Macro-Femto scenario in
which the secondary network (femtocell) operates in an
unlicensed band; while the primary network (macrocell) is
composed by devices transmitting on Long Term Evolution
Release 8 and beyond (LTE-Release 8).
Some works have addressed the specifications of
network deployment using mainly statistical models such
as in [8] in which from a log-normal distribution, the
authors find radius of exclusion zones and density ofsecondary users. In this context, in [9], an outage-based
distributed user removal algorithm to devise the number
of secondary users in a spectrum underlay HetNet is
presented. In [10], a tool for estimating the protection
distance around the primary transmitter by means of
gamma and normal distributions is proposed. Although the
Figure 1 A snapshot sample before applying the access control
and channel assignment algorithm based on SCPSO.
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primary network protection, our framework can suggest
deployment parameters that ensure that the maximum
throughput in the HetNet will be achieved, providing not
only primary network protection but also secondaryFigure 2 The process of simulation.network protection. In others words, achieving the max-
imum throughput in the HetNet is possible as long as the
deployment guidelines provided by our framework are
applied. On the other hand, in [11], deployment issues on
macro-pico heterogeneous networks are studied such
as locations, density, and transmit power of pico eNodeBs
(PeNBs) to offload traffic from the macro to pico cells to
maximize overall throughput. To fulfill this, the cell range
extension (CRE) is applied. Although it optimizes the
aforementioned parameters, it first requires carefully setting
the CRE bias value that implies also its optimization for a
given scenario.
The novelty of our work is that it can suggest radius of
exclusion zone and density of secondary users to achieve
the maximum throughput in the HetNet with spectrum
underlay, unlike the works cited above. The aim in works
[8-11] is only to devise exclusion zones or permissible
density of secondary users to offer protection to primary
users. To the best of our knowledge, there is no effort to
suggest exclusion zones and density of secondary users to
achieve the maximum throughput in the context of an
underlay spectrum sharing network. Instead, there are
considerable efforts to let more wireless devices operate
opportunistically within unused frequency bands referred
as white spaces (overlay strategy).
The rest of this paper is organized as follows. The
access control and channel algorithm is given in Section 2.
Table 2 Parameters used for SCPSO
Parameters Values
Swarm size S = 40
Number of iterations Tmax = 150
Cognitive, social and socio-cognitive factors c1, c2, c3 = 2, 2, 12
Inertia weight w = 0.721
Maximum velocity Vmax = [−6,6]
Table 3 Parameters used for experiments
Parameters Values
Number of secondary links Sl = 10, 15, 20, 25
Number of primary links Pl = 1
Number of primary channels to share PC = 1
Number of runs = 5,000
SINR threshold α, β (dB) = 4, 6, 8, 10, 12, 14
Primary channel bandwith B = 20 MHz
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Section 4, the deployment parameters of HetNets are
presented. Finally, Section 5 gives the conclusion and
future work.
2 The access control and channel assignment
algorithm
To describe the development of the proposed algorithm,
we used the symbols as defined in Table 1.
In the context of HetNets with spectrum underlay, when
a secondary transmitter requests for a primary channel,
they must be able to check if mutual interference among
secondary users and primary users does not arise to the
level of harmful interference. In other words, the HetNet
must determine the new interference situation in the
system if a primary channel is allocated to the requested
secondary transmitter, to guarantee the quality of service
(QoS) not only at the primary network but also at the
secondary network. To fulfill this, the SINR is the most
commonly studied model. In the SINR model, the energy
of a signal fades with the distance to the power of the path
loss parameter. If the signal strength received by a device
divided by the interfering strength of other simultaneous
transmissions (plus the fixed background noise) is above
some reception threshold, then the receiver successfully
receives the message; otherwise, it does not [12].
The SINR at each secondary link u is given by:
SINRu ¼ Pu=lds uð Þ
γX
k∈Φ
Pk=dss k; uð Þγ þ Pv=dps v; uð Þγ
; 1≤u≤Sl
ð1Þ
where Pu is the transmit power of secondary transmitter u,
Pk is the transmit power of secondary transmitter k, Pv is
the transmit power of primary transmitter v, lds(u) is the
link distance of secondary link u, dss(k,u) is the distance
from secondary transmitter k to secondary receiver u, dps
(v,u) is the distance from primary transmitter v to second-
ary receiver u, k is the index of active secondary transmit-
ters, Φ is the set of active secondary transmitters,
excluding the secondary transmitter u, γ is the path loss
exponent (a value between 2 and 4), and Sl is the number
of secondary links deployed in the area.
On the other hand, to calculate the SINR at each primary
link v, the following equation is considered:
SINRv ¼ Pv=ldp vð Þ
γX
k∈Φ
Pk=dps k; vð Þγ
; 1≤v≤Pl ð2Þ
where Pv is the transmit power of primary transmitter v,
Pk is the transmit power of secondary transmitter k, ldp(v)
is the link distance of primary link v, dps(k,v) is the dis-
tance from secondary transmitter k to primary receiver v,
and Pl is the number of primary links presented in thearea. For purpose of our analysis, we only have one pri-
mary link; therefore, Pl = 1 and the index v = 1.
Data rate contributions of the secondary links and pri-
mary links are calculated according to Equations 3 and 4,
respectively. The data rate depends on primary channel
bandwidth B that secondary links and primary links can




u ¼ Blog2 1þ SINRuð Þ ð3Þ
c
0 0
v ¼ Blog2 1þ SINRvð Þ ð4Þ
Based on the above discussion, the access control and














SINRu ≥ α ð6Þ
SINRv ≥ β ð7Þ
c
0
u > 0; u ¼ 1; 2;…; Sl ð8Þ
c
0 0







xu ¼ 1; if SINRu≥α and SINRv≥β0; otherwise

ð11Þ
The objective function in (5) is to maximize the sum
throughput in the HetNet. The SINR requirements of
secondary links and primary links are posed in (6) and
Figure 3 Primary exclusion zone.
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secondary network and the primary network, respectively.
Constraints from (8) to (10) are integrity restrictions. xu = 1
if secondary link u is included in the solution and xu = 0 if
it remains out as indicated in (11).
As described in (5) to (11), the goal is to maximize the
data rate of the HetNet without degrading the QoS of
the primary and secondary networks. To decide which of
the deployed secondary links can achieve this, a bio-inspired
algorithm called SCPSO is used; that is, from a given
scenario, the task of SCPSO is to evaluate different combi-
nations of secondary users deployed in an area along with
their primary channels assigned. A combination of sec-
ondary users is a candidate solution. In the context of
SCPSO, a candidate solution represents a particle Xi;
therefore, the number of particles is called the swarm S.
Each particle has its own velocity (Vi) to fly through the
search space. The particle is able to remember the best
position ever visited in the search space since it has amemory (Pi); this position corresponds to the best fitness
found by the particle, and it is known as pbest. On the
other hand, the best position visited by the whole swarm is
called gbest. At each iteration, the particle improves itself
according to pbest (its own experience) and gbest (the ex-
perience of the best performer in the swarm) until a stop
condition is met. Then, gbest is the solution of the problem,
that is, the selected secondary users along with their pri-
mary channels allocated that achieve the goal.
The ith particle of the swarm S can be represented by a
D-dimensional vector, Xi = (xi1,xi2,…,xiD), xid ∊ {0,1}. The
velocity of this particle is represented by another D-
dimensional vector Vi = (vi1,vi2,…,viD), vij ∊ [−Vmax,Vmax]
where Vmax is the maximum velocity. The best previously
visited position of the ith particle is denoted as Pi = (pi1,
pi2,…,piD), pid ∊ {0,1}. Then, the behavior of the whole
system emerges from the interaction of particles.
Algorithm 1 describes the access control and channel
assignment algorithm using SCPSO as follows:
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Vi), we include additional vectors related to the ith
particle:
 P’i which stores the best channel allocation for
secondary links find so far.
 X’i that represents a candidate channel allocation for
secondary links.
 Spectrum status which has the channel allocation
for primary links.
Fitness calculation includes the phases of updating
pbest and gbest. In update pbest phase (from step 3 tostep 11 at Algorithm 1), the particle compares f(Xi) > f(Pi)
and overwrites pbest if f(Xi) is higher than f(Pi). In
contrast, in update gbest (from step 12 to step 17 at
Algorithm 1), all pbest values will be compared with
the current gbest value, so if there is a pbest which is
higher than the current gbest, then gbest will be over-
written. If the stop condition is not met, Xi and Vi
are updated according to equations from step 19 to
step 22 in Algorithm 1; where c1 and c2 are the
learning factors, c3 is the socio-cognitive scaling
parameter, r1 and r2 are random numbers uniformly
distributed in [0,1], and w and w1 are the inertia
weights.
Figure 4 A snapshot sample after applying the access control
and channel assignment algorithm based on SCPSO.
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cannot achieve one or both SINR constraints presented
in (6) and (7) are penalized by setting total particle’s
fitness to zero; therefore, they are not chosen during the
process. On the other hand, when conditions (6) and (7)
are satisfied, sum data rate is performed as indicated in
objective function (5), being the total particle’s fitness.
Further details and the complete implementation of our
solution procedure based on the SCPSO algorithm are
provided in [6].
3 Simulation framework
Figure 1 shows a snapshot sample (the deployment of
secondary links and a primary link in an instant of time)
of a particular HetNet that will be analyzed by the access
control and channel assignment algorithm using SCPSO
to determinate the exclusion zone and the number of
selected secondary links which maximize throughput in
the HetNet. Due to the distance between different links
affects the performance of the HetNet, we considered a
stochastic model for the location of the links. The stochastic
geometry [13] is a tool for analyzing the distribution of the
interference and disruptions that have the links, so that it is
possible to statistically analyze network performance. For
this, the stochastic models focus on the analysis of a single
receiver, or link, as shown in Figure 1, the primary receiver
is placed permanently in the center of the coverage area
and its corresponding transmitter is located at a distance
of 1,000 m. The location of the secondary transmitters is
based on the spatial model point Poisson process (PPP) in
which each node took a random location represented by a
pair of coordinates (ai, bi).
The metrics for evaluating the performance of the
HetNet are directly related to the SINR on links.
The SINR depends on many factors such as the distance
between the desired transmitter and the desired receiver,
and the set of interfering transmitters and their distances
from the desired receiver [14]. The SINR is considered
in this work by applying Equations (1) and (2) from
Section 2, respectively.
During the simulation, several experiments are performed,
each of them characterized by a different QoS requirement
(α = β), then a number of independent runs are taken by
each experiment. A run represents a new snapshot with
random locations for secondary nodes. Consequently, at
each run, different combinations of secondary links
coexisting with the primary link are evaluated to find
out the best solution, i.e., the combination of secondary
links that maximizes throughput in the heterogeneous
system. After a number of runs (or snapshots) are taken,
the next step is to select the best snapshot; that is, the one
with the highest throughput. Then, that snapshot is
analyzed to provide the deployment guidelines. Figure 2
summarizes the aforementioned.Some of the assumptions made for snapshots are:
 The secondary link is located in an area of 25 km2
and its distance is limited to 1,000 m.
 Transmission powers of the primary and secondary
are the same.
 The links require the same channel bandwidth since
they use the same type of traffic (homogeneous
traffic).
 Power attenuation due to multipath and shadowing
phenomena is not considered for calculation of SINR.
 For simplicity, the SINR thresholds α and β coincide.
The parameter settings for the SCPSO algorithm are
shown in Table 2.
The number of experiments depends on α and β; to
analyze, in this work, six experiments are performed,
each one representing a different QoS level in the system
(α, β = 4, 6, 8, 10, 12, and 14 dB). At each experiment, the
cases of 10, 15, 20, and 25 secondary links along with 1
primary link are evaluated. The configuration parameters
for each experiment are shown in Table 3.
The following section shows deployment results from
the simulation framework.
4 Deployment parameters of HetNets
Through the simulation framework described in the last
section, we determine the design parameters that are
required for achieving the maximum throughput in the
HetNet. The results for the primary exclusion zones and
the number of secondary users coexisting with the primary
user are shown in the next subsections.
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In the context of HetNets, interference caused by secondary
transmitters to the primary receiver should be as low as
possible. A solution proposed is to reduce the transmission
power of the secondary users. However, this action has an
impact on the capacity of the secondary network since the
desired signal is affected, decreasing the received
SINR. Another solution is to deny transmission to
any secondary node when it is in close proximity to a
primary receiver. The above is achieved by setting a
primary exclusion zone which is the radius of protection
for a primary receiver, i.e., the minimum distance to place
one or more secondary transmitters with respect to the
primary receiver, to use simultaneously the frequency
band (see Figure 3).
From Figure 3, it is assumed that each secondary
link (transmitter-receiver pair) represents a second-
ary network or femtocell network. In this case, theFigure 5 The minimum and average distances by experiment and cas
users, and (d) 25 secondary users.secondary transmitter is able to assign a communication
channel to its secondary receiver when it requests. As-
suming that in an instant of time, the secondary trans-
ceiver does not have available channels to assign to
its user, it can use its cognitive abilities to exploit any
of the primary channels that are assigned to the primary
network; so that a primary channel will be allocated to its
requested secondary user. Under this situation, the second-
ary link can exploit concurrently with the primary link the
channel, as long as a minimum distance is placed between
them; so that the transmission of the secondary link does
not interfere with the transmission of the primary link.
After performing the simulation framework described
in Section 3, the best snapshot is analyzed by experiment
and case to set the primary exclusion zone. Supposing
that Figure 4 was the best snapshot, it shows the
selected secondary links (black lines) after performing
the access control and channel assignment algorithme. (a) 10 secondary users, (b) 15 secondary users, (c) 20 secondary
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requesting for a primary channel, only four of them are
selected (secondary links 2, 5, 7, 9). They maximize the
throughput of the HetNet. The selected secondary links
along with the primary link have the same channel
(channel 1). That is indicated in square and rounded
brackets for the selected secondary links and the primary
link, respectively. Then, the distance between each selected
secondary transmitter and the primary receiver is calcu-
lated. Among the calculated distances, the shortest distance
is selected, and it is considered as the radius of the
exclusion zone. Distances are calculated from the location
coordinates (ai, bi) known of each node.
In this context, Figure 5a,b,c,d shows the values of the
minimum (exclusion zone) and average distance that
should exist between the secondary transmitters and the
primary receiver for different cases (the number of
secondary links) and conditions of SINR (the experiments).
In this sense, the HetNet performance is not compromised
due to mutual interference.
The results in Figure 5a,b,c,d suggest that the
higher the QoS level in the HetNet, the longer the
distance that should be deployed the secondary trans-
mitters. However, secondary users with lower trans-
mission powers can transmit at a shorter distance
from the primary receiver. Those results represent the
coverage area (primary exclusion zone) in which a
primary receiver can decode the information sent byFigure 6 Distribution of SINR values obtained from the evaluated scethe primary transmitter without being affected by the
interference from secondary links. Outside the coverage
area, the secondary links can use the same primary channel
to perform their communication, as shown in Figure 3.
Then, the radius of the exclusion zone depends on the
value of α and β.4.2 Multiple secondary users
The main challenge in HetNets with multiple secondary
users is on how they exploit concurrently a primary
channel and take it dynamically. The limiting factor
for spectrum reuse is interference; therefore, its con-
trol is essential to achieve maximum performance in
the HetNet [15]. One of the strategies to achieve the
aforementioned is to limit the number of secondary
users in the HetNet.
Works [16] and [17] analyze the effect of scaling in
wireless networks, that is, quantifying the increase of
data rate in the network as the number of links grows.
In [16], the authors present results in scaling a homoge-
neous ad hoc network, determining that the effective





where n represents the number of links in the network.
We consider a similar experiment as presented in [17],
but unlike that work, we evaluate HetNets which include
primary and secondary users. Secondary transmitters
are restricted by a distance of 1,000 m with respectnario.
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differs from the reported in [16] in which one-hop is
considered unlike multiple-hops as in an ad hoc network.
Unlike the experiment presented in [17], our work does not
evaluate the data rate of the network when the number of
secondary links is gradually increased since the access
control and channel allocation algorithm is able to select
the set of secondary links that meet SINR restrictions.
Figure 6 shows the distribution of SINR values in the
primary receiver obtained from our evaluation scenario.
It is noted that SINR values are in the range from −46 to
22 dB. This graph shows that the access control and
channel allocation algorithm based on SCPSO evaluates
different combinations of secondary users to find the
best solution.
On the other hand, Figure 7a,b,c,d shows the result of
the number of selected secondary links and average
number of selected secondary links that can share aFigure 7 The number of selected secondary links by experiment and
users, and (d) 25 secondary users.channel with the primary user. The number of selected
secondary links is derived from the best snapshot by
experiment (SINR threshold) and case (number of
secondary links); therefore, it corresponds to the mini-
mum distances shown in Figure 5a,b,c,d. In contrast, the
average number of selected secondary links is calculated
taking into account the number of selected secondary
links in each of the 5,000 runs (snapshots) by experiment
and case.
From Figure 7a,b,c,d, the observation is as the SINR
thresholds values increase, the number of secondary
users that the HetNet admits to share a primary channel
decreases. On the other hand, when the SINR thresholds
values decrease, the HetNet can admit a greater number
of secondary users but at the cost of sacrificing QoS.
The above is also true, for the average number of selected
secondary links, except for the cases of 20 secondary users
and 25 secondary users.case. (a) 10 secondary users, (b) 15 secondary users, (c) 20 secondary
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However, the risks are equally important to consider, for
example to control the number of admitted secondary
users to coexist with the primary user. If the above is
not controlled, it can lead to a ‘tragedy of the commons’
in which many users try to access the same spectral
resource and neither of them is able to communicate
due to the interference. A higher permissible density of
secondary users also represents a more efficient reuse
[18]. These facts show the importance for providers and
regulators in the tradeoff between the permissible density
of secondary users and the SINR threshold (QoS).
We will now present system performance results in
terms of data rate. Figure 8a,b,c,d shows the maximum and
average data rate that the system achieves by experiment
and case. The maximum data rate of the system is the best
found, i.e., the run (or snapshot) with the highest data rate
from the set of 5,000 runs. Those maximum data ratesFigure 8 The maximum and average data rate by experiment and cas
users, and (d) 25 secondary users.corresponds to the minimum distance and the number of
selected secondary users from Figures 5a,b,c,d and 7a,b,c,
d, respectively. In contrast, the average maximum data
rate is obtained from the maximum data rates of each of
the 5,000 runs. Results from Figure 8a,b,c,d suggest that
the higher the SINR threshold values, the lower the data
rate. This observation is consistent with results reported
in [19]: the throughput is degraded significantly when the
interference constraint is made more stringent; therefore,
the performance of the underlay approach depends mainly
on the interference constraint.
From those challenging scenarios of 20 and 25 secondary
users (Figure 8c,d), the average maximum data rate tends
to decrease dramatically, especially when the QoS require-
ments are higher. That implies that as the number of users
increases, the interference also arises; making more chal-
lenging for the SCPSO to converge or to find a solution.
To address that issue, a future work is to propose differente. (a) 10 secondary users, (b) 15 secondary users, (c) 20 secondary
Figure 9 Computational time for the maximum data rates found.
Martínez-Vargas and Andrade EURASIP Journal on Wireless Communications and Networking  (2015) 2015:55 Page 13 of 15parameters for the SCPSO by experiment and case, since
keeping them fixed for all the experiments (the SINR
thresholds) and cases (the number of secondary links) is
not the best strategy to optimize its performance in
challenging scenarios.
On the other hand, Figure 9 gives further insight into
the computational time from those maximum data
rates reported in Figure 8a,b,c,d. The running time is
in various seconds, even in the most challenging scenarios
such as in the cases of 20 and 25 secondary users. It
increases with the number of secondary users deployed in
the area and the SINR thresholds.Figure 10 Convergence of average data rate (experiment = 4 dB, caseFinally, Figures 10 and 11 depict the convergence of
average data rate through iterations, that is, considering
the maximum data rates of each of the 5,000 runs. In
Figure 10, the experiment of 4 dB for the cases of 10
and 25 secondary users is considered, which represents
the less challenging scenario. In contrast, in Figure 11,
the experiment of 14 dB for the cases of 10 and 25
secondary users, that is the most challenging scenario,
is considered. From Figure 10, we observe that the
access control and channel assignment algorithm using
SCPSO takes more iteration to converge when there are
more secondary users deployed in the area. That insight iss = 10, 25 secondary users).
Figure 11 Convergence of average data rate (experiment = 14 dB, cases = 10, 25 secondary users).
Martínez-Vargas and Andrade EURASIP Journal on Wireless Communications and Networking  (2015) 2015:55 Page 14 of 15also true for challenging scenarios such as that described
in Figure 11; the average data rate is low in the case of 25
users. The above is consistent with the observation identi-
fied in Figure 8a,b,c,d, about to set different parameters
for SCPSO by experiment and case to optimize its per-
formance to find a solution.
5 Conclusions
In this work, we presented a framework to calculate the
radius of the exclusion zone and the permissible density
of secondary users to achieve the maximum throughput
in the HetNet.
The interference from the secondary users to the pri-
mary user can be limited by defining a protection distance
(primary exclusion zone). In this context, from simulation
was observed that the higher the QoS level in the HetNet,
the longer the distance that should be deployed in
the secondary transmitters.
Simulation results also showed that from the number
of secondary users wishing to operate concurrently with
the primary user, a certain number of secondary users
will be accepted depending on the QoS requirement.
Even when the computational time for a run was in
seconds, a main issue was the parameter selection
(tuning) on SCPSO algorithm. Future work will focus
on identifying parameter values that improve the search
ability of SCPSO to find a solution in challenging scenarios,
since keeping them fixed for all the experiments and cases
was not the best strategy to optimize its performance on
the HetNet application.
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