**INTRODUCTION:** Patient photos are central to plastic surgery as they are used to monitor and improve patient outcomes, educate trainees, communicate with colleagues, and market services. They are also subject to the Health Insurance Portability and Accountability Act (HIPAA). In a prior study, we gathered data suggesting a high rate of non-compliance regarding digital patient photos in plastic surgery.^1^ To determine the prevalence of HIPAA non-compliance amongst plastic surgeons, we performed a national cross-sectional survey of plastic surgeon attendings and trainees.

**METHODS:** Through the American Society of Plastic Surgery (ASPS), an online survey was distributed to a cohort of ASPS members over a 5-week period. The cohort included private practice physicians and academic attendings, fellows, and residents. The survey incorporated extensive branching logic and quantified plastic surgeon HIPAA compliance with respect to the capture, storage, sharing, and management of digital patient photos. Statistical comparisons between attendings and trainees were performed using Fisher's exact test (2-tailed).

**RESULTS:** 304 responses were obtained (151 attendings, 153 trainees). Overall, respondents self-reported high rates of HIPAA violations at nearly every phase of the patient photograph workflow: stand-alone cameras 91.5%, smartphone use 90.6%, external drives 57.3%, cloud storage services 55.9%, and email 21.1%. Trainees were significantly more likely to violate HIPAA compared to attendings when using smartphones (90.2% vs. 29.1% respectively, p\<0.0001) and texting photos (88.9% vs. 21.9% respectively, p\<0.0001). Attendings were more likely to violate HIPAA compared to trainees using stand-alone cameras (82.8% vs. 37.3% respectively, p\<0.0001). The overall rate of non-compliance accounting for all modalities utilized within a workflow was 91.8%.

**CONCLUSION:** Our survey identified a high prevalence of HIPAA non-compliance at all steps of digital photograph workflows. Trainees were significantly more likely to violate HIPAA rules and regulations. These results indicate that the vast majority of plastic surgery practices and departments face major medicolegal risks. As a specialty, the next steps are to identify workflow solutions and educational practices that will ameliorate this critical risk.
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