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The Multimodal Information Sharing 
Team (MIST) engages with 
government agencies and private sector 
shipping to improve the sharing of all 
hazards threat information. MIST 
examines the sharing of threat 
information in local communities 
through a series of research activities 
and events held at individual ports 
across the United States. In response to 
initial findings showing the inter-
dependence of the maritime, land, and 
air domains, MIST expanded their 
focus and changed their name in 2011 
to include a wider representation of the 
supply chain.  The new Multimodal 
Information Sharing Team focuses on 
engaging stakeholders across the 
shipping industry, including 
stakeholders from seaports, airports, 
trucking, rail and pipelines. Our goals 
are to: 
‣  Create a structure for 
collaborative problem solving 
‣  Capture best practices in  
collaboration & information sharing 
‣  Convey unique local issues 
to national policy makers 
 
MIST is centered at the Naval 
Postgraduate School (NPS) and was 
established in the fall of 2008. MIST 
works in collaboration with: 
 DHS-USCG, CBP, TSA  
 DoD-MDA EA, DON & ASD-HD 






Complete reports are available upon request 
from amsalem@nps.edu 
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Key Findings  
Motivations energize human behavior and are important factors in the adoption of 
new processes, policies, and technologies. For Baltimore, resiliency, asset protection, 
throughput enhancements, and predictability are important outcomes when 
considering information sharing. Baltimore, similar to other ports, also identified the 
importance of building strong interpersonal relationships when developing 
processes for the sharing of threat information with the private sector. However, 
participants noted that there was a need to improve executive support in the private 
sector. 
 
Threat information needs to be readily accessible, easy to use and relevant for 
industry to cooperate in information sharing. Baltimore participants highlighted the 
need for improved access and the need for more actionable, targeted, and credible 
information. For example, notices of arrival, regulatory changes, thefts, human and 
drug trafficking, and clearance lists for pilots were cited as key types of threat 
information. 
 
Collaborative capacity is the capability of organizations to build institutional 
mechanisms that support collaboration across five domains:  strategy & purpose, 
structure, lateral mechanisms, reward systems, and people. For example in 
Baltimore, participants noted how limited resources, stove-piping within agencies, 
and the duplication of efforts impede information sharing efforts. Participants also 
called for improving the already strong culture of collaboration by increasing the 
participation of multimodal partners, pooling resources, increasing efficiencies, 
standardizing practices, providing virtual meeting mechanisms, providing technology 
training, and improving communication planning. 
 
Local models for information sharing can help other ports learn best practices. 
Baltimore best practices include the Marine Exchange, MLEIN, QCHAT, and 




Outreach Develop a resource list for information sharing 
Establish an FSO subcommittee for the AMSC 
Include multimodal partners in all activities 
Include private sector representative in MCAC 
Create an orientation for the COTP 
Communication Develop a communication plan  
Develop a distribution process for AMSC minutes 
Identify tools for the new ‘cloud’ environment 
Create quick response cards for security plans 
Develop regular Intel briefings  
Have BME and BPA distribute newsletters 
Auditing Conduct an external audit of risks and mitigation efforts 
Analyze risks of BME as a single source   
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