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A Selection of Identity-related Fraud Cases (mid 1990s – early 00s) 
Health Benefits Fraud 
In 1997, for example, two former HIC employees were convicted of defrauding the 
Commonwealth by creating false provider accounts and making illegal claims to the 
combined value of more than $45,000 (HIC Annual Report 1996-97, Professional Review 
Supplement, p. 23).  
Immigration Fraud 
• The ABCs “Background Briefing” recently reported on a special market for people who
want to migrate to Australia without having their names on any official list.  The
prospective immigrant pays a syndicate around $100,000. The syndicate works for
months or even years establishing a new identity for the person in Australia.  The person
then flies to Australia using either false documents or documents belonging to someone
else, and assumes life under their new name.  A different person leaves the country on the
same documents, so that there is no record of the person who came to Australia still being
here (ABC Radio National 2002, Background Briefing, 3 February).
Social Security Fraud 
Between December 1997 and January 1998, government employees fraudulently used the 
EBT computer system to defraud the Commonwealth.  EBT cards were issued in 
fictitious names enabling the offenders to draw cash from ATMs.  In one case, this cash 
was used to buy heroin in the same street as the ATM, within 10 minutes of the 
withdrawal (Warton 1999, p. 4).  On 27 November 2001, another Centrelink employee 
pleaded guilty in the ACT Magistrates/ Court to similar offences involving over $8,000 
(McLellan 2001). 
Funds Transfer Fraud 
• On 25 September 2001, a financial consultant contracted to the Department of Finance
and Administration was convicted of defrauding the Commonwealth by transferring
$8,735,692 electronically to private companies in which he held an interest.  He did this
by logging on to the Department’s computer network using another person’s name and
password.  He also was able to obscure an audit trial by the use of other employees’
logon codes and passwords.
• He was sentenced in the ACT Supreme Court to 7 years and six months’ imprisonment
with a non-parole period of 3 years and six months (R v Muir, ACT Supreme Court, 25
September 2001).
Revenue Fraud 
• From 1990 to 1994, an accountant submitted tax returns containing either false group
certificates or false statements of earnings under six names, with most of the returns also
claiming false business losses.
• He set up separate bank accounts to process tax cheques received under these false
names and defrauded the tax office of $558,668.
• He was sentenced to 6 years’ imprisonment with a 3 years non-parole period and a
pecuniary penalty order under the Proceeds of Crime Act in excess of $600,000
(http://www.afp.gov.au/operations/fraudjob.htm).
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Revenue Fraud & Theft 
• Between August 1995 and March 1996, an offender created false documents that he 
used to establish 43 separate identities. 
• He produced 41 false birth certificates, 41 false student identification cards, some 
containing photographs, and a photo driver’s licence 
• These were used to open 42 separate bank accounts throughout Melbourne, pay cheques 
into accounts as wages and make immediate withdrawals, register a business name, 
obtain Sales Tax refunds amounting to $458,383, and defraud various retailers. 
• He was sentenced to five years’ imprisonment with a non-parole period of three years. 
He was also ordered to pay compensation of $41,300 and reparation to the 
Commonwealth of $458,383 (R v Zehir, Court of Appeal, Supreme Court of Victoria, 1 
Dec 1998). 
 
Financial Services Fraud 
• During 1999 an offender opened accounts with 12 financial institutions using names 
other than his own.  He was charged with offences under the Financial Transaction 
Reports Act 1998 (Cth) of opening and operating an account under a false name.  He had 
produced documents containing false identification such as Medicare cards, birth 
certificates and references from purported employers.  He would then make a deposit in 
the account and apply for a loan to upgrade his furniture, repair a boat or purchase goods.  
The deposit of his own money was then withdrawn and paid into fictitious accounts 
which had been opened by an accomplice under another name.  He fraudulently obtained 
approximately $79,000.  He was sentenced to 4 years’ imprisonment with a non parole 
period of 2 years, although the non-parole period was reduced to 18 months on appeal 
Dermish v Commonwealth DPP [1999] SASC 98 (Court of Appeal, Supreme Court of 
South Australia, 18 March 1999). 
 
R v Keong [2001] NSWCCA 416 (12 October 2001) (NSW Court of Criminal 
Appeal) 
The appellant was a Malaysian national who came to Australia on a tourist visa.  
During December 1999 he was party to a scheme of banking stolen cheques by using 
false identities and then withdrawing the funds.  The scheme was relatively 
sophisticated using a number of accounts at various banks.  Some of the cheques used 
were from a quantity stolen with a face value of over one million dollars.  He was 
convicted on six counts relating to the obtaining of about $138,000 and two offences 
involving fraudulent cheques.  His appeal against a sentence of 4 years’ imprisonment 
with a non-parole period of 3 years was unsuccessful. 
