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1 Introduction and executive summary 
This discussion paper is intended to raise the major issues that will be considered by the Panel 
appointed by the Queensland Government to recommend ways to improve and modernise 
Queensland’s Freedom of Information Act 1992. 
The background to the establishment of the Review, Terms of Reference and membership of the 
Panel are detailed in Chapter 2 and the methodology that has been adopted is explained in 
Chapter 3.  
Chapter 4 contains an extended historical explanation of the genesis of the FOI Act and of the 
major changes that have been made to the Act from 1992 to 2007, along with some of the official 
explanations and critiques of those changes. 
Chapter 5 looks at the way the Act has been operating, noting in particular that it has been used 
to provide Queenslanders with information about their personal affairs, as much as with matters 
concerning the activities of government. 
Chapters 6 to 10 deal specifically with the primary issues raised by the Terms of Reference. Each 
matter is analysed, making reference to the work of other inquiries, academic analysis, and 
international comparisons, as appropriate.  Discussion issues are framed as a series of questions. 
All of these, under appropriate headings, are extracted and printed below. 
Chapter 11 makes some general comments about how freedom of information has become a part 
of the Westminster system of government rather than, as some thought before it was introduced, 
being antithetical to it. 
It is important to explain the Panel’s approach to the task it has adopted in preparing this 
discussion paper and in the way it will be approaching its task of making recommendations in its 
report to the Queensland Government, scheduled for the end of May. 
The discussion paper challenges core legislative presumptions and current paradigms in the 
administration of FOI to shake out what matters most and what resonates best in the problem-
solving puzzle.  Necessarily, the Review therefore has not started with a line by line analysis of 
current legislative provisions. 
The Panel has been encouraged by the broad Terms of Reference to examine and explore the 
fundamental principles that underpin freedom of information and to use them to measure the 
value and effectiveness of the FOI regime that the current legislation has set in place.  The Panel 
has also identified some specific operational problem areas and highlighted issues that need to be 
resolved across the whole spectrum of the Act. 
The Panel has been conscious of the two competing interests that need to be balanced in the 
legislation.  On the one hand, there is the right of people to access information held by the 
government.  On the other, is the need to ensure that essential government functions are not 
compromised by FOI.  
The Panel has raised for discussion ways in which government could make much more information 
available without resort to FOI processes.  In some areas it has raised issues that suggest a 
fundamental reappraisal of the design of the legislation – for example, in the relationship of FOI 
with the existing and prospective privacy regime in Queensland.  It has also posed questions about 
the way reviews of FOI decisions are conducted, both internally and externally, as well as the role 
of the Information Commissioner, both currently and prospectively, and the relationship of the 
Information Commissioner with a possible administrative tribunal. 
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The Panel has designed this discussion paper to allow public consultation on the extent to which 
the Act provides an effective framework for access to documents held by government and the 
ways in which that may be improved. 
The questions raised for discussion are as follows: 
Chapter 6 Purposes and principles of FOI 
 
6.1 Preamble – why FOI? 
 
Is there a public “right” to information held by the government, information about the 
personal affairs of people and about the way government is conducted? 
 
Should disclosure of information be guided by the same (or a similar) test the High Court 
proposed in 1980, that is “by reference to the public interest. Unless disclosure is likely to 
injure the public interest, it will not be protected”? 
 
Does FOI contribute to a healthier democracy and enhance its practice? 
 
Should the FOI Act contain a Preamble placing the Act in this context of its function of 
supporting the system of representative, democratic government? 
 
6.2 Objects of the Freedom of Information Act 1992 
6.2.1 Better governance 
 
Should the Objects section of the Act be expanded to include better public administration 
and other benefits such as improved quality of government decision-making? 
6.2.2 Openness 
 
Should the Objects section acknowledge “openness” specifically as an aim of the Act and as 
a contribution towards more accountable government? 
6.2.3 Open and shut 
 
The “default” setting when any document is created by agencies is that it be regarded as 
“confidential”. Is this still appropriate?   
 
6.2.4 The 30-year rule 
 
Does the existence of the 30-year rule militate against the culture of openness that the 
freedom of information law is meant to encourage within government and other relevant 
agencies?  
 
Should the period be reviewed in relation to Cabinet decisions and documents, and more 
generally for other public records?  
 
If so, to what extent should it be reduced?  
 
Given that any change would have financial and administrative implications for Queensland 
Archives, should any change be phased in over a number of years? 
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6.2.5 Administrative access 
 
Should agencies be encouraged to consider providing more information to people under 
administrative access schemes or otherwise than through FOI? 
 
Should FOI officers be given more delegated power and discretion to release information 
requested under FOI other than through the FOI process?   
 
Is further legal protection required for information provided other than through FOI?  
 
6.2.6 Publication schemes 
 
Should agencies be required to include more information in their statements of affairs, and 
if so what?  
 
Should they be required to keep these genuinely up-to-date (revised, if necessary, every 
week/month)?  
 
Is the statement of affairs the best format for publication of this information? 
 
Should the Minister exercise, or should the Information Commissioner be given, the power 
to require the publication by agencies of additional information?  
 
Would there be any advantage in the creation of an Information Standard to provide more 
specific guidance to agencies about what information they should publish?  Or should this 
be done by regulation? 
 
6.2.7 Negating access 
 
Should the Objects clause include reference to factors that are used to balance against a 
right to access information?  
 
Would this be better achieved with a formula such as that adopted in the New Zealand 
Official Information Act, s. 4 (c)? 
 
6.2.8 Interpretation 
 
Should this section be redrafted to emphasise the object in subsection (1)? 
 
6.3 Ambit of the Freedom of Information Act 1992 
6.3.1 Document 
 
Would there be any advantage in changing the Act to provide that a person may seek 
access to public records, rather than documents, or even to official information? Should the 
Act specifically exclude “ephemeral” material?  
 
Should it move towards the Swedish approach? 
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 6.3.2 Bodies to which the Act applies 
(i) The private sector  
(ii) Contracting out
(iii) Government Owned Corporations
 
Should the private sector remain outside the reach of the FOI Act?  
 
Should there be special provisions in the Act (and, if necessary, in other legislation) to 
ensure that when government services are contracted out to corporations, partnerships or 
individuals, that the contractor should be required to provide information that would have 
been required under FOI if the services were being provided by an agency? 
 
Should Government Owned Corporations (however constituted) be exempt from provisions 
of the Act covering agencies and, if so, to what extent? 
 
If world’s best practice in FOI law is that FOI should extend to “any body that is exercising 
government functions” should any attempt be made to define what are “government 
functions” at a time when the responsibility for many such functions is being devolved to 
the private sector or GOCs?1
 
Should people be able to access their personal information held by organisations like GOCs 
that are ultimately controlled by government and, if so, to what extent? 
(iv) Other bodies
 
What principles should apply in determining whether bodies are covered by the Freedom of 
Information Act? 
 
What principles should apply when consideration is given to excluding a body from 
coverage by the Act? 
 
Chapter 7 Exemption provisions 
 
If no harm would follow from the release of material that would fall within an exemption 
provision, should it be released? 
 
Should exemption provisions be rewritten to ensure that FOI officers apply such public 
interest tests as they contain? 
 
Should there be an over-riding public interest test covering all exemptions? 
 
Is there a need to write additional legal protections to cover the release of material under 
FOI? 
 
How can FOI officers be made more aware of the fact that they can release information 
that falls within an exempt category?  What test should they apply if they consider 
exercising this discretion? 
 
                                               
1 See Footnote 160. 
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7.1 Public interest tests 
 
What role should the “public interest” play in the determination of whether access should 
be granted to documents that would otherwise be exempt documents? 
 
Should there be a public interest override covering all exemptions? Or, all but a few 
specified exemptions? 
 
How should the public interest test be expressed? 
 
To what extent should the notion of detriment or harm be involved in determining the 
balance of public interest? 
 
Should the timeliness of the release of the document be a factor in determining public 
interest? 
 
Should there be guidelines on the matters that need to be considered in determining the 
public interest? 
 
Should these be provided by the Information Commissioner? Or should they be included in 
the Act as factors (some of which are not specified) that should be taken into account in 
determining what the public interest is in the particular case? 
 
7.2 Cabinet and Executive Council matters 
 
Cabinet matter: 
 
Should the exemption be reworded to ensure that those considering applications for access 
remain conscious of the fact that even if matter falls within the exemption, there remains a 
discretion for it to be released? 
 
Should a class exemption for Cabinet matter be maintained? 
 
Should a public interest test be introduced? 
 
Should the exemption include a purposive element?  
 
Should there be a factual/statistical material exception? 
 
Should a Minister/Cabinet/Governor in Council be able to issue a conclusive certificate? 
 
Should there be a time limit on how long Cabinet matter can be exempt from FOI? 
 
Should the exemption be based on a consequential approach, as in New Zealand? 
 
Executive Council matter: 
 
Should a class exemption for Executive Council matter be maintained? 
 
Should there be a time limit on how long Executive Council matter can be exempt from 
FOI? 
 
Should there be provision for a conclusive certificate? 
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7.3 Deliberative processes 
 
Should the exemption be narrowed, for example, by limiting it to deliberative material 
associated with policy formulation? 
 
Should there be a time limit on the exemption for pre-decisional documents, linked to the 
implementation of any decision? 
 
7.4 Personal affairs 
 
Should the term “personal affairs” in s. 44 of the Act be replaced by “personal 
information”? 
 
Should the exemption reflect the provisions of Information Standard 42: Information 
Privacy, whether or not that becomes part of a new Privacy Act? 
 
To what extent should workplace information about government employees be protected 
by s. 44? 
 
Does acceptance of government-funded equipment affect a claim of privacy by the user of 
the equipment? 
 
7.5 Commercial-in-Confidence 
 
Should the exemptions in s. 45(1) (a) and (b) also be made subject to a public interest 
test? 
 
Should confidentiality be available only if it can be shown disclosure would cause 
demonstrable harm to the competition process? 
 
Should the exemption contain a specific reference to a time limitation on how long an 
exemption may continue? 
 
7.6 Other exemption provisions 
 
Is each of these exemptions necessary? 
 
Is the public interest test appropriate? 
 
Would a “harm” test be more appropriate? 
 
7.7 Conclusive certificates 
 
Should some or all conclusive certificates in the Freedom of Information Act 1992 be 
abolished? 
 
If any are retained, should a time limit be applied to any certificate that is issued? 
 
Should the use of conclusive certificates be monitored by the Information Commissioner? 
 
Should any use of a conclusive certificate be reported to Parliament, and if so, when? 
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Chapter 8 Administration of FOI in Queensland 
 
8.1 Public sector culture 
 
To what extent does FOI in Queensland recalibrate the basic informational settings 
between open/closed, secrecy/openness, privacy/disclosure, and spin/deliberative 
dialogue? 
 
How can a State, characterised by a strong executive, honour the original intent of FOI and 
address its anxiety about the capacity to govern effectively in a hungry and geared 
information age? 
 
In accepting that the administration of FOI operates beyond an application of primary legal 
obligations, how can bureaucratic and political interests be kept in balance? 
 
Which of the administrative compliance behaviours described in Table 8.1 are practised in 
Queensland? – typically?, infrequently? 
 
In considering the steps towards addressing administrative compliance shortfalls suggested 
by Snell and others (pp. 100-102) plus incentives and sanctions and any other general 
measures, how might Queensland drive a cultural change necessary to give effect to the 
legislative objects of the Freedom of Information Act 1992? 
 
8.2 Information policy 
 
Planning for information lifecycles 
 
Can the outcomes desired for FOI, and those of information policy, benefit from the 
inclusion of FOI considerations (with advancing ICT impacts and corporate governance 
notions in records management), in development of a whole of government information 
policy framework that sets strategic directions and a new model of ICT governance?  
 
Should parliamentary oversight of FOI be elevated to a “dedicated focus on information as 
a dimension of all government activity”? 
 
Recordkeeping meets FOI and ICT 
 
Are records management protocols and standards accessible, widely known and 
understood, consistent, and reflective of the practical realities of government activity – 
particularly on questions of retention, storage and release of electronic (non-paper) 
information?  What is done well?  What can be done better? 
 
To what extent can ex ante decision-making assist in the administration of FOI? 
 
How can the volume and status of drafts and emails be better managed with the advent of 
ICT, in both better meeting expectations and achieving reasonable outcomes for all under 
FOI? 
 
Are access rights “stuck in a time warp” in terms of ICT?  What improvements can be 
made? 
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Thinking about metadata 
 
How can requirements in handling raw data and metadata under FOI be improved in 
balancing the public interest?  Should applicants be able to obtain raw data in the 
possession of an agency?  Should there be any obligation on an agency to process data to 
provide the particular information that an applicant is seeking? 
 
Disseminating information, plus FOI 
 
What can Queensland learn and do in response to international models such as the UK’s 
information asset registers and single internet entry point – when seeking in this Review to 
“improve access to government documents and reduce the time and costs involved in 
accessing government documents”? 
 
What can be done sector-wide to achieve e-FOI where ICT enables electronic lodgement, 
payment and access methods yielding time and cost savings? 
 
Should FOI move towards a “push model” of proactive disclosure before individual FOI 
requests?  If so, how and to what extent, can ICT open up “routine disclosure” and “active 
dissemination” pre-FOI? 
 
Re-using government information 
 
What role can FOI play in the Smart State in today’s and tomorrow’s information economy? 
 
How can re-use rights for information contained in “documents” released under FOI be 
clarified, and where appropriate, extended? 
 
Is there still (if ever there was) a need for documents released under FOI to be 
watermarked “FOI Release” and non-editable formats preferred by government? 
 
What principles could guide the balance between the rights of the public to access 
information as a “public resource” and the revenue raising initiatives of government from 
“corporate resources”? 
 
8.3 Protection of privacy interests 
 
Should the differences that exist between “personal information” and information that 
relates to definitional “personal affairs” be reconciled? 
 
Should Queensland consider adopting a scheme like that operating in New Zealand in 
which people seek personal information about themselves may do so mainly under a new 
Privacy Act, rather than through FOI?  If there were to be a Queensland Privacy Act 
covering access to personal information and the correction of errors, should the Act extend 
beyond those official and other agencies covered by FOI to the private sector, and if so, 
how far? 
 
In the event that new privacy legislation was enacted, what mechanisms should be 
developed to ensure consistency of administration and decision-making as between privacy 
and FOI legislation? 
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8.4 Other mechanisms for accessing information held by Government 
 
Is there any need for FOI legislation to take account of other mechanisms for accessing 
information held by government, other then through s. 22 of the Freedom of Information 
Act 1992? 
 
Should there be any changes to government secrecy laws or codes of conduct to take 
account of the operation of FOI? 
 
8.5 FOI applications for access 
 
How can the application process be streamlined, made more efficient and user-friendly? 
 
Should agencies adopt guidelines giving effect to the advice given to federal agencies by 
the Commonwealth Ombudsman in his 2006 report? 
 
8.6 FOI applications for amendment 
 
Should applicants be able to use the FOI Act to request amendment of personal 
information irrespective of how they became aware of the document containing the 
information? 
 
Should the requirements of the FOI Act and any privacy legislation be harmonised to 
ensure the same conditions apply in relation to the amendment of personal information in 
official documents under both schemes? 
 
8.7 FOI Review process 
8.7.1 Internal review 
 
Should internal review remain mandatory? 
 
Should applicants have the option of going directly to external review? 
 
Should formal internal review be abolished? 
 
Should the charging regime be adjusted to favour any particular outcome? 
 
8.7.2 External review 
 
Should external review be conducted by the Ombudsman, the Information Commissioner or 
by an Administrative Tribunal?  What are the advantages/disadvantages of each method of 
providing external review? 
 
Should there be an external body to perform the kind of supervisory/advisory functions 
identified by the ALRC/ARC, the S.A. Legislative Review Council and LCARC that might be 
performed by an FOI monitor? 
 
If external review is to be the function of the Ombudsman or the Information 
Commissioner, could or should that office also perform the role of FOI monitor? 
 
Are appointment and other procedures appropriate for maintaining the independence of 
the Information Commissioner? 
 11
 
8.8 Other considerations 
 
Should, and if so how can, there be scope for cross-agency resourcing support and 
delegation of decision-making authorities under the Freedom of Information Act 1992? 
 
Should there be a power to receive and investigate complaints about the administration of 
FOI in Queensland?  Should that power include “own motion” investigation, and be given to 
the Ombudsman or a FOI monitor-styled body? 
 
Are there any improvements possible to streamline notice requirements under the Freedom 
of Information Act 1992? 
 
Chapter 9 Costs and time 
 
9.1 Fees and charges 
 
Is the existing fees and charges regime in the Freedom of Information Act 1992 reasonable 
and balanced?   
  
What are the comparative merits of a flat fee scaled by volume and the current time-based 
charging model? 
 
What alternatives exist to ensure consistency in the application of any fees and charges 
regime?  
 
9.2 Time limits 
 
Are the existing time limits reasonable and consistent with the objectives of the Freedom of 
Information Act 1992? 
 
Beyond amendments to the existing time limits, what initiatives exist which could improve 
early disclosure under the Act? 
 
9.3 Voluminous and/or vexatious requests 
 
Should the Act contain a power to declare an applicant for information vexatious? 
 
Should that power be exercisable at first instance by an agency or by the Information 
Commissioner? 
 
On what grounds should an applicant be declared vexatious? 
 
Alternatively, should there be a provision entitling an agency to declare a request to be 
vexatious? 
 
On what grounds should an application be declared vexatious? 
 
Should it be possible to declare an application vexatious because it is voluminous? 
 
Should voluminous applications be able to be refused under a provision such as section 29? 
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Should a more definitive test be applied when determining whether a voluminous 
application might be refused, such as the number of pages it would produce, the number 
of days it would require to process or the cost of processing it? 
 
Should journalists and/or MPs be exempt from provisions concerning vexatious requests? 
 
Should journalists and/or MPs be exempt from provisions concerning voluminous requests? 
 
Chapter 10 Effectiveness and adequacy of data collection and reporting 
 
What data should be collected for the annual s. 108 reports? 
 
How can the collection of the data be improved? 
 
How can the integrity of the data be improved? 
 
Should the Information Commissioner (or some other agency) be given responsibility for 
analysing the data and publishing information about the way FOI operates in Queensland, 
based on an analysis of that data? 
 
Should the Information Commissioner (or some other agency) be made responsible for 
ensuring that the data required to be provided under s. 108 is appropriate? 
 
Should the data be used to benchmark the performance of individual agencies? If so, who 
should perform this role? 
 
Chapter 11 Conclusion - a new beginning? 
 
Should a new Act be called something other than the Freedom of Information Act? 
 
If so, what would be the best title? 
 
Submissions about any of these matters, or any other subject raised directly in the Terms of 
Reference, will be welcomed by the Panel.
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2 Background 
The Queensland Government decided on 17 September 2007 to appoint an independent expert 
panel to review the Freedom of Information Act 1992, and to identify ways to improve and 
modernise the Act.  The Panel was asked to prepare a discussion paper, for community 
consultation, and then prepare a report with its recommendations. 
The Premier made the following ministerial statement to the Legislative Assembly about the 
Panel’s inquiry on 11 October 2007. 
A healthy democracy must be supported by strong accountability mechanisms, and one of 
the most important of these is freedom of information legislation.  The Freedom of 
Information Act has now been in place for 15 years, and my government believes that it is 
timely to assess whether these laws are working effectively and what improvements can be 
made.  Over the last 15 years technology has advanced in ways that could only have been 
guessed at.  In 1992 when these laws were first put in place in Queensland, the internet 
was in its earliest infancy.  Computers were only just beginning to become common in the 
workplace, email was largely nonexistent and SMS was undreamed of.  Rapid advances in 
information and communication technologies have resulted in the creation of millions of 
documents within government each year.  The ease with which documents can now be 
created means searches and the examination of documents can take many hours, leading 
to longer time frames and higher processing costs. 
Enhanced technology also brings with it challenges, especially in relation to individual 
privacy.  Government holds a significant amount of personal information.  There is 
regulation of the use of private information—how it is gathered, stored and disclosed 
through the application of the information privacy principles.  We must strike a balance 
between ensuring transparency through FOI disclosure and the protection of individual 
privacy. 
I believe there are opportunities to provide the public with greater access to information 
and to promote greater transparency to use modern technology and smarter operating 
systems.  The panel that I have appointed to review the FOI legislation is being chaired by 
Dr David Solomon AM.  David Solomon is a barrister, an author, a journalist and a 
respected commentator on Australian government, politics and constitutional law.  Dr 
Solomon was also chair of the Electoral and Administrative Review Commission in 1992 and 
1993.  Dr Solomon is joined on the panel by Ms Simone Webbe, a former Deputy Director-
General of the Department of the Premier and Cabinet, and Mr Dominic McGann, a partner 
with law firm McCullough Robertson.  The terms of reference for the review are wide, and I 
table these terms of reference for the benefit of the House.  The panel will prepare an 
information paper for release in January 2008, which will form the basis for public 
consultation.  A final report for Cabinet consideration will then follow with any necessary 
legislation to be brought before the House next year.  By establishing this independent 
review panel to comprehensively review our freedom of information laws, my government 
is demonstrating its ongoing commitment to open and accountable government.2
                                               
2 Bligh, A.M., Ministerial Statement, Queensland Parliamentary Debates, 11 October 2007, p. 3434. 
    
The Terms of Reference for the Review are as follows: 
 
Background 
 
1. The Queensland Government recognises that freedom of information is an essential 
right of every person and that access to government information is fundamental to 
openness, transparency and accountability in government.  
2. At the same time, it needs to be recognised that the disclosure of particular 
information could have a prejudicial effect on public interests or the private or 
business affairs of members of the community about whom information is collected 
and held by government. 
3. The Freedom of Information Act 1992 (FOI Act) seeks to achieve a balance between 
these competing interests. However, the FOI Act is now 15 years old and there have 
been significant changes during that time to the way in which government creates, 
manages and stores the information it holds. 
4. Rapid advances in information and communication technologies have led to the 
creation of millions of government documents each year. The culture within 
government is now generally more open, with considerable Government information 
publicly accessible on the internet. Nevertheless, there is still  scope to improve access 
to government documents and reduce the time and costs involved in accessing 
government documents. 
5. To this end, an independent expert review panel will be established to review the FOI 
Act and to identify ways to improve and modernise the FOI Act.  
6. The independent review panel will be asked to prepare a discussion paper, for public 
consultation, on the extent to which the FOI Act provides an effective framework for 
access to documents held by government. 
7. The discussion paper is to be developed within three months, with a view to the 
discussion paper being released in January 2008 for community consultation. 
Following community input, the panel will prepare a final report for Government’s 
consideration. It is the Government’s intention that any legislative amendments to 
implement improvements to the FOI Act will be introduced into Parliament during 
2008. 
 
Terms of Reference 
 
8. The review panel is to consider (but not limit itself to) the following issues in relation 
to the FOI Act: 
a. The purposes and principles of freedom of information and whether the FOI Act 
satisfies those purposes and principles, in particular: 
i. the objects clauses in the FOI Act; 
ii. the ambit of the application of the Act, including the appropriateness of the 
definition of ‘document’ (section 7 FOI Act) and the operation of section 11 
and section 11A (bodies to which the FOI Act does not apply); and 
iii. the exemption provisions in Part 3 Division 2 of the FOI Act. 
b. The effectiveness of processes under the FOI Act (including application and review 
processes) and ways in which those processes can be streamlined and made more 
efficient and user-friendly, including the utilisation of current and future 
technologies. 
c. The time and costs involved in providing access to government documents, having 
regard to the need to achieve a balance between facilitating legitimate and timely 
access to government documents and ensuring proper and efficient government 
administration. In considering this issue, the review panel is to specifically consider: 
i. the appropriateness of the existing fees regime; 
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ii. the appropriateness of current time limits contained in the Act; and 
iii. dealing with voluminous and/or vexatious requests. 
d. The effectiveness and adequacy of current reporting and data collection 
requirements, to inform public understanding about the operation and 
administration of the FOI Act. 
9. In identifying ways to improve and modernise Queensland’s freedom of information 
regime, the independent review panel is to consider (but not limit itself to): 
a. relevant existing and proposed Commonwealth, State and Territory laws and 
practices; 
b. other recent reviews of freedom of information legislation, nationally and 
internationally; 
c. information or data from agencies that will assist in the identification of issues 
relating to the administration of the FOI Act;  
d. the operation of the freedom of information regime in an evolving technological 
environment; 
e. specific issues relating to access by individuals to personal information, including 
the interaction between Queensland’s freedom of information regime and the 
protection of privacy interests; 
f. balancing the public interest in access to information with the need to preserve the 
integrity and confidentiality of deliberative processes for Ministers and other 
decision makers; and 
g. the interaction of the FOI Act with other mechanisms (including non-legislative 
mechanisms) for accessing information held by government.3 
As the Terms of Reference indicate, the Review is intended to be far-ranging.  The Premier, in 
announcing the Review, said, they were “what in any assessment could only be described as the 
widest possible Terms of Reference to look at best practice around Australia and to look at best 
practice around the world”.  She also said, “We’ll be looking at the entire Bill, a complete overhaul.  
So we’re not looking at a set of amendments to the current legislation, I’m looking at an entirely 
new Freedom of Information Act.”4
 
The Panel subsequently issued a media release and an advertisement was placed in newspapers 
throughout Queensland, drawing attention to the Review and its Terms of Reference and inviting 
anyone who believed the inquiry should consider specific problems not directly raised by the Terms 
of Reference to draw them to the Panel’s attention. 
 
The Queensland Government’s Freedom of Information website established a link to the Review.  
This link may be accessed at <http://www.foireview.qld.gov.au>. 
                                               
3 FOI Independent Review Terms of Reference. 
4 Bligh, A. M., Press Conference, 17 September 2007. 
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3 Methodology 
 
The review of the Queensland Freedom of Information Act 1992 has been conducted by an 
independent panel comprising Dr David Solomon AM (Chair), Simone Webbe and Dominic McGann.  
In accordance with the Terms of Reference for the Review, the Panel has prepared a discussion 
paper for public consultation on the extent to which the Freedom of Information Act 1992 provides 
an effective framework for access to documents held by government.   
In preparing this discussion paper the Panel conducted extensive research using the available 
literature.  In addition the Panel undertook the following steps: 
 
• In October 2007, the Panel advertised in state-wide newspapers advising of the conduct of the 
review and seeking public submissions on the Review Terms of Reference. 
 
• Throughout October, November and December 2007, the Panel and individual Panel members 
interviewed an extensive range of practitioners and academics in FOI and related areas, 
including from other jurisdictions, nationally and internationally. 
 
• In October and November 2007, questionnaires were sent to State and local government 
agencies.  The first questionnaire sought input and primary data from FOI Coordinators within 
State Government agencies and local government authorities that would alert the Panel to 
issues and trends within the area.   
 
• The second questionnaire specifically focused on seeking information on how the community 
may access government held information outside of the freedom of information regime, namely 
through statutory access, administrative access and publications.  This request was sent to 
State Government departments. 
 
• In October 2007, the Office of the Queensland Information Commissioner was also sent a 
separate questionnaire regarding specific functions of its role. 
 
• In November 2007, a survey was sent to a selection of State Government agencies seeking 
specific information from those agencies about a sample of freedom of information access 
requests with which they had dealt. 
 
• In November 2007, the Chair of the Panel attended the Fifth International Conference of 
Information Commissioners which was held in Wellington, New Zealand, and held discussions 
with leading academic commentators and international practitioners. 
 
The discussion paper was informed by an analysis of the information obtained from these 
processes.  
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4 Historical review 
4.1 1989 - The Fitzgerald Report 
It has been well documented that the Report of a Commission of Inquiry pursuant to Orders in 
Council delivered 3 July 1989 (the Fitzgerald Report) exposed widespread and chronic 
maladministration in Queensland as well as “official corruption [that] was … endemic across the 
state's public institutions and was both a symptom and a cause of Queensland's wider political 
culture”5. 
Referring in turn to a wide range of government decisions that had been made contrary to proper 
procedures or in circumstances of a conflict of interest, Commissioner Fitzgerald recommended 
sweeping reform of the State’s institutions to bring transparency and accountability to the system 
of government in Queensland. 
At page 129 of the Report, Commissioner Fitzgerald stated: 
allied to these improvements in administrative laws has been the concept of freedom of 
information.  Freedom of Information Acts along the lines of the United States model have 
been adopted to grant a general right of access to documents held by Government and 
government agencies. 
The professed aim of such legislation is to give all citizens a general right of access to 
Government information.  Appeals are allowed to an external independent review body 
when a request for information is refused in whole or in part, or when a person objects to a 
decision to release information about their affairs, or when the accuracy or completeness of 
personal information held by Government is disputed by the person it concerns. 
It is true that where such legislation has been enacted in Australia (the Commonwealth, 
Victoria and more recently New South Wales) there has been criticism.  Government 
agencies say that answering requests has been costly and disruptive.  Applicants claim that 
some agencies are obstructive, and that the exemptions are too wide or are abused, and 
that increasing charges make the cost of requests prohibitive. 
The importance of the legislation lies in the principle it espouses, and in its ability to 
provide information to the public and to parliament.  It has already been used effectively 
for this purpose in other Parliaments.  Its potential to make administrators accountable and 
keep the voters and Parliament informed are well understood by its supporters and 
enemies.6
In response to this call for reform, the Electoral and Administrative Review Commission (EARC) 
was established pursuant to the Electoral and Administrative Review Act 1989 to investigate the 
public administration of the State including any matters specified in the Fitzgerald Report, or 
referred to it by the Legislative Assembly, the Parliamentary Committee for Electoral and 
Administrative Review or the Minister, and to report on those investigations to the Chairman of the 
Parliamentary Committee for Electoral and Administrative Review, the Speaker of the Legislative 
Assembly of Queensland and the Premier.  
                                               
5 Williams, Dr P., “The Fitzgerald Legacy: 15 years on”, 25 August 2003, The Brisbane Institute. 
6 Fitzgerald, G.E. (Tony) (Chairman), Report of a Commission of Inquiry pursuant to Orders in Council, 
delivered 3 July 1989, p. 129. 
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The Fitzgerald Report recommended that EARC consider and, if appropriate, make 
recommendations for the preparation and enactment of freedom of information legislation.7
 
4.2 1990 - Electoral and Administrative Review Commission (EARC) – Report on 
Freedom of Information  
On 18 May 1990, as part of Stage 1 of its Administrative Law Review, EARC released Freedom of 
Information (90/13) (Issues Paper No. 3) seeking written public submissions on whether 
Queensland should enact freedom of information legislation.  The availability of Issues Paper No. 3 
was widely advertised across Queensland and nationally through an advertisement in The 
Australian and it attracted extensive interest.  Approximately 2750 copies of Issues Paper No. 3 
were distributed to public libraries, Magistrates Courts, government agencies, interested persons 
and organisations in Australia and overseas, mostly in response to requests for copies. 
Issues Paper No. 3 addressed a range of matters dealing with the need for Freedom of 
Information (FOI) legislation and the nature and content of any proposed FOI legislation, 
including - 
a. its scope or coverage in terms of the documents and government bodies to which it should 
apply;  
b. the types of exempt documents including the applicability or otherwise of public interest 
considerations, the need for consultation with third parties and a power in government to 
determine conclusively that certain documents are exempt; 
c. the distinction between access to information and access to documents; 
d. the nature of internal and external review of decisions about that access; 
e. the applicability or otherwise of a charging regime; and 
f. the need for a body to be made responsible for monitoring the administration of FOI in 
Queensland.8 
A total of 125 submissions and comments in response were received. Consultation with state 
government agencies, representatives of the Local Government Association of Queensland, 
educational institutions, interest groups, the media and FOI practitioners and academics as well as 
extensive research of FOI literature was also undertaken in the development of EARC’s report.  In 
addition, EARC sponsored or co-sponsored a number of public seminars on the themes of 
administrative law reforms including the topic of freedom of information during the period leading 
up to the release of EARC’s Report on Freedom of Information (the EARC FOI Report) in December 
1990. 
After considering the detail in the Commonwealth FOI Act and FOI legislation in other states, and 
in response to the almost unanimous support from submissions received by EARC for the 
establishment of FOI legislation, the EARC FOI Report’s primary recommendation was that FOI 
legislation in the form of the draft Bill attached at Appendix A of the Report “be enacted in 
Queensland as soon as practicable.  Such legislation will provide an independent mechanism that 
would ensure openness and accountability of government in Queensland.”9
                                               
7 Report of a Commission of Inquiry pursuant to Orders in Council, delivered 3 July 1989 p. 371. 
8 Electoral and Administrative Review Commission, Issues Paper No. 3, Freedom of Information, May 1990, 
pp. 31 – 35. 
9  Electoral and Administrative Review Commission, Report on Freedom of Information, December 1990, p. 
202. 
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4.3 1991 - Freedom of Information for Queensland – A Report of the Parliamentary 
Committee for Electoral and Administrative Review 
The Parliamentary Committee for Electoral and Administrative Review (the Parliamentary 
Committee) was established pursuant to Part V of the Electoral and Administrative Review Act 
1989 – 1990 with the function to examine the reports of EARC and to report to the Legislative 
Assembly on any matter appearing in or arising out of those reports, (s. 5.8(1)(c)), and to monitor 
and review the discharge by EARC of its functions (s. 5.8(1)(a)). 
The EARC FOI Report was presented to the Parliamentary Committee on 18 December 1990.  The 
Parliamentary Committee called for public submissions on the EARC FOI Report, receiving a total 
of 17 submissions.  The Parliamentary Committee also reviewed research material referred to in 
the EARC FOI Report and conducted its own independent research.  The Parliamentary Committee 
held discussions of the issues relating to the work of EARC, including freedom of information, 
throughout 1990 and into 1991 in public hearings and briefings with EARC, and informed itself 
about relevant issues in discussions throughout Australia and New Zealand. 
The Committee Report, Freedom of Information for Queensland – A Report of the Parliamentary 
Committee for Electoral and Administrative Review, was tabled in the Legislative Assembly on 18 
April 1991. 
In that Report, the Parliamentary Committee welcomed the recommendations of the EARC FOI 
Report acknowledging that introduction of FOI legislation “will do much to ensure open and 
accountable government in Queensland,” and that the proposed legislation would replace “the 
ancient principle that ‘counsels of the Crown are secret’ with a new doctrine that citizens have a 
legal right of access to government information”.10
It went on to comment on the merits of certain EARC recommendations and its draft Freedom of 
Information Bill, making reference to the submissions received by the Committee, and indicating 
where it believed that further discussion of an issue would be useful. 
 
4.4 1992 – Enactment of the Freedom of Information Act 1992 
The Freedom of Information Bill 1991 was introduced into the Legislative Assembly on 5 December 
1991.  In his Second Reading speech, Attorney-General Dean Wells stated: 
The object of this Bill is to extend as far as possible the right of the community to have 
access to information held by Queensland Government agencies.  Honourable members 
would be aware that freedom of information legislation was enacted in Australia by the 
Commonwealth Parliament in 1982 and that most Australian States and Territories – 
Victoria, New South Wales, South Australia and the Australian Capital Territory – have 
similar legislation.  Freedom of information legislation throughout Australia enshrines and 
protects three basic principles of a free and democratic Government, namely openness, 
accountability and responsibility.11
The Freedom of Information Act 1992 (the FOI Act) was enacted on 5 August 1992.  It was 
substantially in accordance with the draft Bill as recommended by EARC with the following 
exceptions - 
                                               
10 Parliamentary Committee for Electoral and Administrative Review, Freedom of Information for Queensland 
– A Report of the Parliamentary Committee for Electoral and Administrative Review, No. 6, 18 April 1991, 
Chairman’s Summary p. (i). 
11 Wells, D.M., Freedom of Information Bill 1991, Second Reading speech, Queensland Parliamentary 
Debates, 5 December 1991, p. 3848. 
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a. a provision establishing a register of Cabinet decisions – this had been recommended by EARC 
based on a reference in the Fitzgerald Report of the practice of referring to Cabinet, matters 
for decision that were normally the preserve of the public administration; 
b. a restriction on the issue of ministerial certificates to relate only to Cabinet and Executive 
Council matters – these certificates were made available for Cabinet, Executive Council and 
law enforcement and public safety matters; 
c. a provision ensuring that the FOI Act was to override the operation of any secrecy provisions 
in other statutes unless they expressly state that they are to apply notwithstanding the FOI 
Act – the Act contained a formula for determining what kind of secrecy provisions it included 
as exemptions as well as a sunset clause providing for review after two years to determine 
whether s.48 should remain after that time); and 
d. no provision allowing agencies to be made exempt from the operation of the FOI Act simply by 
making a regulation – during the Parliamentary Debate on the Bill which took place on 5 
August 1992 the Government moved an amendment to Clause 11 (11(q)) which allowed for 
the exemption of agencies from the application of the Act by the making of a regulation. 12 
The FOI Act resulted in -  
a. the creation of a legally enforceable right of access for every person (regardless of motive or 
interest) to documents of an agency (including local governments) and official documents of a 
Minister, with the imposition of a relatively liberal charging regime; 
b. the imposition of a duty on agencies to publish and make available information concerning the 
operation of their agencies; 
c. the enabling of persons who obtain access to documents to institute a process to have those 
documents corrected; 
d. the enabling of agencies to not provide access to documents that fall within certain categories; 
and 
e. the establishment of a mechanism for external review of decisions made by agencies or 
Ministers.13 
The Office of the Information Commissioner was created as the external review mechanism having 
been considered by EARC to be a “less expensive, more expeditious and informal method of 
resolving disputes than the adversarial procedure of courts or tribunals”14.  The Act provided that 
pending the appointment of a person as Information Commissioner, the Parliamentary 
Commissioner for Administrative Investigations (the Ombudsman) was to fill that role (s.61(2)).15
 
4.5 1994-95 - Review of the Freedom of Information Act 1992 
The Parliamentary Committee for Electoral and Administrative Review in its April 1991 Report had 
recommended that there be a full review of the FOI Act two years after its commencement.  The 
years 1994/1995 marked the second anniversary of the application of the FOI Act to Queensland 
                                               
12 Lane, W.B., Queensland Administrative Law, Lawbook Co. North Ryde, Sydney, Australia, Update 36, pp. 
2-24 – 2-25. 
13 Queensland Administrative Law, Update 36, p. 2-25. 
14 Queensland Administrative Law, Update 36, p. 2-26. 
15 Queensland Administrative Law, Update 36, p. 2-26. 
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Government agencies and Ministers (November 1994) and to local government authorities (19 May 
1995). 
An interdepartmental working group comprising representatives of the Department of Justice and 
Attorney-General, the Office of the Cabinet, Queensland Health, Queensland Treasury and a local 
authority was subsequently convened under broad terms of reference to report to Government, 
which it did in February 1996.  The recommendations of that report remain largely 
unimplemented. 
 
4.6 1993 – 1995 - the Cabinet Exemption 
Section 36 of the FOI Act has an exemption for Cabinet matter.  There is no public interest test 
attached to the exemption.  The original Cabinet exemption in the Queensland legislation (s. 36) 
was very similar to its Commonwealth counterpart.  Since then it has been amended twice - in 
1993, and in 1995.  The history of amendment is as follows: 
1993 Amendments
The 1993 amendments were made in response to the decision of the Information Commissioner in 
Re Hudson/Fencray and the Department of the Premier, Economic and Trade Development16. 
The decision concerned a Cabinet submission which had been submitted to Cabinet.  The 
respondent agency decided that the submission was exempt under s.36(1) of the FOI Act but 
under s.36(2), decided to disclose some information to the applicant which it considered to be 
factual matter.  The Information Commissioner identified additional matter as not exempt because 
it also contained merely factual matter within s.36(2).  
This finding was based on a range of interpretations, including - 
a. the purpose of the document’s creation was to be determined at the time it was created - if 
the document was created for a different purpose and it was later decided that it should be 
submitted to Cabinet, this did not bring it within s.36(1)(a); 
b. in relation to material that has not been submitted to Cabinet but which is proposed to be 
submitted to Cabinet, the material may lose its exemption if it is later decided not to submit 
that material to Cabinet; 
c. “merely factual matter” in s.36(2) means matter which provides the factual background, or 
informs Cabinet of relevant facts as distinguished from material expressing opinions and 
recommendations of individual Ministers; 
d. once “merely factual matter” has been identified it must be decided whether disclosure of that 
matter would disclose any unpublished deliberation or decision of Cabinet; and 
e. “deliberation of Cabinet” means consideration and discussion by Cabinet with a view to making 
a decision.  It does not involve the mere receipt of information which does not require any 
debate or consideration.17 
                                               
16 Re Hudson/Fencray and the Department of the Premier, Economic and Trade Development (1993) 1 QAR 
123. 
17 Gregorczuk, H., “Freedom of Information: Government Owned Corporations, Contractors and Cabinet 
Exemptions”, Research Bulletin No. 5/99, Queensland Parliamentary Library, Brisbane, May 1999, pp. 26 – 
27, (hereinafter referred to as Gregorczuk). 
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The decision of the Information Commissioner was considered to have “significantly narrowed the 
type of documents which may qualify for Cabinet exemption” and “further gave a broad ruling 
about what may amount to ‘factual matter’ so as to constitute an exception to the Cabinet 
exemption.”18
As a result, s.36 was amended by replacing the words “deliberation or decision of Cabinet” with 
“consideration of Cabinet”, with the effect “that matter would be exempt under s.36(1)(a) if the 
document had been submitted to Cabinet ‘for its consideration’”19.   
These amendments nullified a ruling in Re Hudson that only matter created 
contemporaneously with, or subsequent to, active discussion and debate within Cabinet 
was capable of disclosing any “deliberation of Cabinet”.20
Information would not be exempt if the matter was “merely statistical, scientific or technical and 
did not disclose any unpublished decision or deliberation of Cabinet (per s. 36(2) as it then 
was)”.21  In support of these amendments the Explanatory Notes, which accompanied the 1993 
Amendment Bill, provided the following reasons: 
The amendments concerning the Cabinet and Executive Council exemptions are necessary 
to ensure the preservation of the conventions of collective and individual Ministerial 
responsibility.  These conventions are fundamental to a democratic government based on 
the Westminster system.  The purpose of collective Ministerial responsibility is to ensure 
that Cabinet is responsible to the Parliament and, through the Parliament, to the electorate. 
Part of that convention requires that Cabinet papers are confidential.  
It was never the intention of the legislature to compromise the fundamental convention of 
collective Ministerial responsibility by allowing the accessibility of a significant amount of 
Cabinet material under the Freedom of Information Act.  In particular, it was never the 
legislature's intention to permit the release of expressions of opinion of the sponsoring 
Minister or implicitly reveal the particular position adopted by a Minister or Ministers.  
Ensuring the preservation of the important conventions of collective and Ministerial 
responsibility is consonant with the reasons of the Act as stated in s.5. Subsection 5(2) 
expressly recognises that there are often competing interests in that disclosure of particular 
information could be contrary to the public interest because disclosure would have an 
adverse effect on essential public interests.  The section finally declares that the aim of the 
Act is to strike a balance between those competing public interests.  The aim of the 
amendments to the Cabinet and Executive Council exemptions is to confirm the original 
intention of exempting Cabinet and Executive Council material in such a way as to preserve 
the conventions of collective and individual Ministerial responsibility.22
1995 Amendments 
The Cabinet exemption was amended further by the Freedom of Information Amendment Act 1995 
which was passed during the conduct of the review by the Information Commissioner of the 
decision in Re Beanland and the Department of Justice and Attorney-General.23  The decision was 
made in November 1995. 
                                               
18 Wells, D.M., Freedom of Information Amendment Bill 1993, Second Reading speech, Queensland 
Parliamentary Debates, 9 November 1993, p. 5475, as quoted in Gregorczuk, p. 27. 
19 Gregorczuk, p. 27. 
20 Queensland Administrative Law, Update 38, p. 2-182. 
21 Gregorczuk, p. 27. 
22  Freedom of Information Amendment Bill 1993, Explanatory Notes, pp. 1 - 2. 
23 Re Beanland and the Department of Justice and Attorney-General, Information Commissioner QLD, 
Decision No. 95026, 14 November 1995, p. 1, referred to in Gregorczuk, p. 27. 
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Re Beanland involved requests for access to budget estimates documents, which requests were 
made prior to the documents being taken to Cabinet.   
The Freedom of Information Amendment Act 1995 applied to applications made before the 
commencement of the amending Act. 
The amendments removed the phrase “for its consideration” from s.36(1)(a) and inserted a 
definition for “submit” to clarify that s.36(1)(a) did not require an element of purpose.  This 
enabled the possibility that material could be submitted to Cabinet after an application for access 
had been made.  The amendments also removed the factual matter exception from s.36(2).24
These amendments had the effect of setting aside the internal review decision of Beanland’s 
application as the material had become “clearly exempt”.25
The justification for this was explained by Attorney-General Dean Wells in the Second Reading 
speech for the Freedom of Information Amendment Bill 1995. 
The FOI Act was never intended to provide a vehicle to inquire inside the Cabinet room.  
The Queensland government does not accept that this would be a legitimate process of 
freedom of information legislation.  The Bill is retrospective because it gives effect to the 
intent that this Parliament always had, that is, to protect the confidentiality of Cabinet and 
Executive Council deliberations and decisions and all documents physically submitted to, or 
prepared in relation to, Cabinet and Executive Council.26
 
In Re Beanland and the Department of Justice and Attorney-General, the Information 
Commissioner asserted that, (referring to preliminary views, which had been provided on 18 
January 1995) prior to the 1995 amendments: 
Reliance on s.36(1)(a) requires that it be established not only that documents have been 
submitted to Cabinet, but that they have been submitted to Cabinet for consideration by 
Cabinet. The words “for its consideration” add a purposive requirement to the verb 
“submitted”.27
The Information Commissioner explained there was no ambiguity as to the meaning of s.36(1) and 
that, as such, there was no reason for him to have recourse to the Explanatory Notes 
accompanying the 1993 Amendment Act.28  The Information Commissioner went on to say: 
In addition to the general “Reasons for the Bill” quoted in the Crown Solicitor's letter … the 
explanatory note to the 1993 Amendment Act went on to explain the 1993 amendment to 
s.36(1)(a) in these terms: 
New paragraph (a) means that all documents which actually come before Cabinet will 
automatically fall within the exemption.  This means that a purposive test (i.e. that 
the Cabinet document was created for the sole purpose of submission to Cabinet) is 
not required in relation to documents that are actually submitted to Cabinet. 
In the original s.36(1)(a) there were, in my view, two purposive elements: the first that 
matter be submitted or proposed to be submitted to Cabinet for its consideration; and the 
second that the matter was brought into existence for the purpose of submission for 
                                               
24 Gregorczuk, p. 28. 
25 Gregorczuk, p. 28. 
26 Wells, D.M., Freedom of Information Amendment Bill 1995, Second Reading speech, Queensland 
Parliamentary Debates, 21 March 1995, p. 11192, as quoted in Gregorczuk, p. 28. 
27 Re Beanland and the Department of Justice and Attorney-General, p. 10. 
28 Re Beanland and the Department of Justice and Attorney-General, p. 15. 
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consideration by Cabinet.  There is no doubt that the 1993 Amendment Act did remove a 
purposive test, i.e. the second one referred to in this paragraph, being the purposive test 
identified in the extract from the explanatory note quoted above.  However, the same 
wording which, in my view, gave rise to the first purposive element identified in this 
paragraph, remained in s.36(1)(a) following its amendment by the 1993 Amendment Act.29
The Information Commissioner noted: 
… the respondents could have avoided the necessity for any inquiry by my office which 
they consider may have intruded into “the Cabinet room”, by exercising the discretion each 
had, under s.28(1) of the FOI Act, to release documents even if they considered them to be 
technically exempt … The applicants in this case were not seeking to intrude into “the 
Cabinet Room”.  The documents to which they sought access had no connection with the 
Cabinet process, until one was created by the actions of the respondents.  The documents 
were prepared for the benefit of Ministers appearing before budget estimates committees 
of the Parliament, and the purpose for their creation had been satisfied before the first of 
the FOI access applications for budget estimates documents was lodged.  The documents 
could have been disclosed at first instance in the exercise of the discretion conferred by 
s.28(1) of the FOI Act, without any indication that they had been sent to Cabinet.  It is only 
the fact that the respondent agencies decided to claim exemptions under s.36(1) of the FOI 
Act that has alerted the applicants to the fact that the documents in issue were ever placed 
before Cabinet.30
In 1998 the Freedom of Information Amendment Bill 1998 was introduced by the Labor Opposition 
as a Private Member’s Bill with one of its specific objectives outlined in the Second Reading speech 
as follows: 
The Bill makes it clear that the Cabinet exemption from FOI access applies only for proper 
Cabinet purposes and not for the improper purpose of merely evading FOI access.31
The Bill lapsed on dissolution of the Parliament in May 1998 and was re-introduced as a Private 
Member’s Bill on 25 May 1999 by the then Leader of the Opposition, Rob Borbidge.32  Debate on 
that Bill was adjourned and not resumed.  By that time the FOI Act had already been referred to 
LCARC for review (11 March 1999).33  
It should be noted that in both the 1993 and 1995 amendment Acts similar amendments were 
made to the Executive Council exemption (s. 37).  
The Queensland Cabinet and Executive Council exemption provisions in the FOI Act have not been 
amended since then.   
The Queensland Public Hospitals Commission of Inquiry Report in November 2005 (the Davies 
Report) referred directly to the Cabinet exemption in the FOI Act.  The Queensland Public 
Hospitals Commission of Inquiry arose out of complaints relating to Dr Jayant Patel at Bundaberg 
Base Hospital in 2004 and early 2005.  These complaints, and other concerns expressed about the 
failure of Bundaberg Base Hospital’s administrators, and later officers of Queensland Health, to 
address those complaints were one of the main focuses of this Inquiry.  The Inquiry revealed a 
                                               
29 Re Beanland and the Department of Justice and Attorney-General, pp. 15 – 16. 
30 Re Beanland and the Department of Justice and Attorney-General, p 13. 
31 Beattie, P.D., Freedom of Information Amendment Bill 1998, Second Reading speech, Queensland 
Parliamentary Debates, 4 March 1998, p. 119, as quoted in Gregorszuk, p. 34. 
32 Borbidge, R.E., Freedom of Information Amendment Bill 1999, Second Reading speech, Queensland 
Parliamentary Debates, 25 May 1999, pp. 1794 – 1795. 
33 Foley, M.J., Freedom of Information: Referral to Parliamentary Legal, Constitutional and Administrative 
Review Committee, Queensland Parliamentary Debates, 11 March 1999, pp. 517 – 518. 
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number of common problems and causes which had resulted in inadequate and unsafe public 
health care.  The Davies Report described one of these problems as follows: 
The fifth problem was a tendency of administrators to ignore or suppress criticism.  
Recognition of these and other problems in the public hospital system was made very much 
more difficult by a culture of concealment of practices or conduct which, if brought to light, 
might be embarrassing to Queensland Health or the Government.  This culture started at 
the top with successive governments misusing the Freedom of Information Act 1992 to 
enable potentially embarrassing information to be concealed from the public.  
Unsurprisingly, Queensland Health adopted a similar approach, and because inadequate 
budgets meant that there would be inadequate health care, there was quite a lot to conceal.  
Again unsurprisingly, the same approach was adopted by administrators in public hospitals, 
and this, in turn, led to threats of retribution to those who saw it as their duty to complain 
about inadequate health care.34
In particular, Commissioner Davies found that the conduct by successive governments of taking 
documents to Cabinet to avoid their release under FOI was:  
inexcusable and an abuse of the Freedom of Information Act.  It involved a blatant exercise 
of secreting information from public gaze for no reason other than that the disclosure of 
the information might be embarrassing to Government.35
 
4.7 1994 – Queensland Law Reform Commission - Review of Secrecy Provision 
Exemption 
Following the introduction the Freedom of Information Bill 1991 into the Legislative Assembly in 
December 1991, and prior to its enactment on 5 August 1992, Cabinet decided that clause 48 of 
the Bill (relating to secrecy provisions) should only operate for two years from the date of the 
Freedom of Information Act receiving Royal Assent.  The effect of this sunset clause was that 
generally the FOI Act 1992 would not override secrecy provisions which came within that section 
in other Queensland legislation for a period of two years. 
On 18 December 1991, the Acting Attorney-General Paul Braddy referred to the Queensland Law 
Reform Commission (the Commission) consideration of all existing secrecy provisions asking the 
Commission to: 
review, all existing secrecy provisions in Queensland legislation … and [to] report to me 
with a recommendation as to which secrecy provisions should be retained and which ones 
should be repealed.36
The FOI Act was subsequently passed and assented to on 19 August 1992.  The effect of s. 48 
was that just because certain legislation contained provisions preventing disclosure of information, 
this did not necessarily mean that that information was exempt from the operation of the FOI Act.  
The information could only be exempt from disclosure under s. 48 if the related provision was a 
“secrecy provision” within the meaning of s. 48. 
The Commission issued a draft report in 1993 setting out its preliminary recommendations which 
was circulated to all government departments seeking comment.  Public submissions were invited 
also.  The final Report, Freedom of Information Act 1992: Review of Secrecy Provision Exemption 
                                               
34 Davies AO, Hon. G., Queensland Public Hospitals Commission of Inquiry Report, November 2005, p. 345. 
35  Queensland Public Hospitals Commission of Inquiry Report, November 2005, p. 483. 
36  Queensland Law Reform Commission, The Freedom of Information Act 1992 Review of Secrecy Provision 
Exemption, Report No. 46, March 1994, Appendix A. 
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Report No. 46 was delivered in March 1994 and tabled in the Legislative Assembly of Queensland 
on 7 June 1994. 
Because at the time there was no Queensland case law on the interpretation of s. 48, the Report 
made reference to decisions relating to its Commonwealth counterpart (section 38 Freedom of 
Information Act 1982). In News Corporation Ltd v National Companies and Securities Commission 
the Full Court of the Federal Court heard in argument that there were three types of possible 
secrecy provisions to be found in legislation.  They were: 
• those provisions which define the kind of information by reference to characteristics or 
qualities of that information;  
• those which rely on the status or capacity of the person in possession of the 
information; and 
• those which refer specifically to the capacity of the person in possession of the 
information and only generally to the characteristics of the information, for example by 
restricting the prohibition to information relating to the affairs of a person other than 
the person prohibited from disclosing it.37 
The Court found that only the first category of information was found to fall within the ambit of 
the secrecy provision.  Provisions that came within the second category would not. Provisions 
falling within the third category presented the most difficulty with the courts recognising that there 
must be a precise link between the provision and the kind of information. As a result of court 
decisions interpreting this third category of secrecy provisions, s. 38 of the Freedom of Information 
Act 1982 (C’th) was amended to specify the secrecy provisions of earlier statutes that constitute a 
class of “exempt matter”.38
 
The Commission recommended the amendment of the FOI Act to continue the s. 48 exemption 
and listed a number of provisions for which that section should continue to operate (to be 
specified in a new schedule to the Act). 
 
As Attorney-General Dean Wells explained in the Second Reading speech for the Freedom of 
Information (Review of Secrecy Provision Exemption) Amendment Bill 1994: 
 
In considering whether a secrecy provision was covered by the present section 48 (1), the 
Commission applied the principles established in a number of Full Court of the Federal 
Court cases - for example News Corporation Ltd v National Companies and Securities 
Commission (1984) 52 ALR 277. In these cases, for a secrecy provision to come within the 
equivalent provision in the Commonwealth legislation to section 48 of the Queensland 
Freedom of Information Act, it was necessary that the information which was subject to the 
prohibition about disclosure be categorised by reference to its inherent characteristics or 
qualities – that is that a genus of information could be discerned.”39
The Freedom of Information (Review of Secrecy Provision Exemption) Amendment Bill 1994 also 
included an amendment to s.39 of the FOI Act to exempt information prohibited from disclosure by 
s. 92 of the Financial Administration and Audit Act 1977 (the FAAA) as recommended by the 
Commission. 
                                               
37 News Corporation Ltd v National Companies and Securities Commission (1984) 52 ALR 277 at p. 282 and 
pp. 289 – 290, as quoted in Queensland Law Reform Commission, Report No. 46, p. 13. 
38 Queensland Law Reform Commission, Report No. 46, p. 15. 
39 Wells, D.M., Freedom of Information (Review of Secrecy Provision Exemption) Amendment Bill 1994, 
Second Reading speech, Queensland Parliamentary Debates, 22 June 1994, p. 8408. 
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In addition the test in relation to the new s. 48 inserted by the Freedom of Information (Review of 
Secrecy Provision Exemption) Amendment Act 1994 and the test contained in s.39 relating to the 
confidentiality provision in the FAAA was higher than that required in relation to the public interest 
aspect of most other exemption provisions in the FOI Act.  For such disclosure to occur it would 
require a compelling reason in the public interest.40
 
4.8 1994 – Exclusion of Government Owned Corporations from the scope of the FOI 
Act – Queensland Investment Corporation Amendment Act 1994 
The Queensland Investment Corporation Amendment Bill 1994 was introduced into the Legislative 
Assembly on 30 August 1994 to provide for the exemption of Government Owned Corporations 
(GOCs) generally from the administrative law regime of freedom of information and judicial review 
in respect of their commercial activities.  In the Second Reading speech, Treasurer Keith De Lacy 
stated: 
This will place GOCs on an equal footing with their private sector competitors.  This 
amendment corrects an existing anomaly in the FOI legislation which enables an exempt 
document to lose its exempt status once it is placed in the hands of a non-exempt body. It 
is expected that this amendment will greatly facilitate the performance monitoring process 
under corporatisation which requires GOCs to provide commercially sensitive information to 
Treasury, which is a non-exempt body for the purposes of the FOI Act. The same might 
apply to portfolio departments which may continue to handle some aspects of a GOC's 
operations or contract to the GOC for certain services such as accounting or human 
resources management… Exemption from the ambit of these administrative laws does not 
provide GOCs with a licence to ride roughshod over people affected by a GOC's commercial 
decisions. GOCs will still be amenable to the same laws and regulations as their private 
sector counterparts and shareholding Ministers will have reserve powers under the GOC Act 
to direct GOCs to desist from any practices which are not considered to be in the public 
interest.41
The Explanatory Notes stated that the objective of the Bill was to (amongst other things) amend 
the FOI Act: 
to give effect to the policy that, in general, documents received or brought into existence 
by a GOC in conducting its commercial activities and prescribed community service 
obligations, be exempt from the provisions of the Freedom of Information Act 1992.42
The Bill amended the FOI Act to remove the existing exemptions for the Queensland Investment 
Corporation and the Queensland Industry Development Corporation provided for in ss. 11 (1) (k) 
and (l), and provided instead that the FOI Act did not apply to documents received, or brought 
into existence, in carrying out activities of a GOC mentioned in the new Schedule 2, to the extent 
provided under the application provision mentioned in the Schedule.  The new Schedule 2 in the 
FOI Act referred to “a port authority within the meaning of the Transport Infrastructure Act 1994 
that is a GOC”43, the Queensland Investment Corporation and the Queensland Industry 
Development Corporation. The Queensland Investment Corporation Amendment Bill was passed 
on 6 September 1994. 
                                               
40 Wells, D.M., Freedom of Information (Review of Secrecy Provision Exemption) Amendment Bill 1994, 
Second Reading speech, Queensland Parliamentary Debates, 22 June 1994, p. 8409. 
41 De Lacy, K.E., Queensland Investment Corporation Amendment Bill 1994, Second Reading speech, 
Queensland Parliamentary Debates, 6 September 1994, p. 9008. 
42 Queensland Investment Corporation Amendment Bill 1994, Explanatory Notes, p. 2. 
43 Queensland Investment Corporation Amendment Act 1994, Part 3 Schedule 2. 
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Since then, Schedule 2 of the FOI Act has been amended to include Queensland Rail and entities 
under the Electricity Act 1994, the Water Act 2000 and the Lotteries Act 1997. In 1996 Schedule 2 
was amended by the State Financial Institutions and Metway Merger Facilitation Bill 1996 to 
remove the reference to the Queensland Industry Development Corporation. 
4
                                               
.9 1997 – Exclusion of local government “Government Owned Corporation” 
equivalents from the scope of the FOI Act - Local Government Legislation 
Amendment Act 1997 
 
The Local Government Legislation Amendment Bill was introduced into the Legislative Assembly on 
1 May 1997 to facilitate the operation of local government statutory corporations set up under the 
Government Owned Corporations Act 1993.  The Bill inserted a section into the Local Government 
Act that applied to the Brisbane City Council and provided that the FOI Act would not apply to 
documents received or brought into existence by a corporatised corporation in carrying out its 
excluded activities.  The Bill defined “excluded activities” to include “commercial activities”.  The 
Bill also amended the FOI Act to insert a definition for “corporatised corporation” and a new 
section 11B which provides that the Act does not apply to documents received, or brought into 
existence in carrying out a corporatised corporation’s activities to the extent provided under the 
Local Government Act 1993. The Bill was passed on 9 May 1997.44
 
4.10 1999 - Parliamentary Commissioner and Freedom of Information Amendment 
Act 1999 
In 1997, Professor Kenneth Wiltshire AO was appointed to conduct a strategic review of the Office 
of the Parliamentary Commissioner for Administrative Investigations (the Queensland 
Ombudsman).  This was the first such review of the Ombudsman since the establishment of that 
Office in 1974.45
On 15 July 1999, the Parliamentary Legal, Constitutional and Administrative Review Committee 
(LCARC) Report No. 14, Review of the Report of the Strategic Review of the Queensland 
Ombudsman (Parliamentary Commissioner for Administrative Investigations), was tabled in the 
Parliament. 46
In a statement to the Parliament on 26 August 1999, Premier Beattie indicated that he had 
decided to provide an interim response to one of the Report’s recommendations concerning the 
establishment of a management review of the Office of the Ombudsman.47  LCARC’s 
recommendation about a management review originated from the fact that Professor Wiltshire had 
indicated that his strategic review was not a management review as such.  LCARC felt that a 
management review was necessary to achieve a better picture of the overall economy, 
effectiveness and efficiency of the Office of the Ombudsman.48
The Parliamentary Commissioner and Freedom of Information Amendment Bill 1999 (the Bill) was 
introduced on 23 November 1999.  Amongst other things, the Bill inserted a provision into the FOI 
Act equivalent to s 32 of the Parliamentary Commissioner Act 1974 to provide for the conduct of 
strategic reviews, including management reviews, of the Office of the Information Commissioner 
at least every five years. 
44 Local Government Legislation Amendment Bill 1997, Explanatory Notes. 
45 Parliamentary Commissioner and Freedom of Information Amendment Bill 1999, Explanatory Notes. 
46 Parliamentary Legal, Constitutional and Administrative Review Committee, Review of the Report of the 
Strategic Review of the Queensland Ombudsman (Parliamentary Commissioner for Administrative 
Investigations), Report No. 14, July 1999. 
47 Beattie, P.D., Ministerial Statement, Queensland Parliamentary Debates, 26 August 1999, p. 6354. 
48 Parliamentary Legal, Constitutional and Administrative Review Committee, Report No. 14. 
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The preparation of the Bill followed agreement by the Premier, the Attorney-General and LCARC 
that it was prudent and cost effective to expand the then planned management review to 
encompass the Office of the Information Commissioner.  Both offices were managed by the same 
accountable officer, were combined for budgetary purposes and were supported by a single 
Corporate and Research Division. 49
In March 1999, the Queensland Parliament referred the FOI Act to LCARC for review50 (the FOI 
Review). 
The Parliamentary Commissioner and Freedom of Information Amendment Bill was passed on 8 
December 1999 and assented to on 14 December 1999. 
LCARC considered that a management review of the Office of the Information Commissioner would 
be timely as it would enable LCARC to consider the management review report before handing 
down its report on the FOI Review.  On 16 December 1999, The Consultancy Bureau was 
appointed to conduct a combined management review of the Ombudsman and Information 
Commissioner offices.  On 21 June 2000, Premier Beattie tabled The Consultancy Bureau’s Report 
of the Strategic Management Review of the Offices of the Queensland Ombudsman and the 
Information Commissioner. 
LCARC’s response to this report - Report of the Strategic Management Review of the Offices of the 
Queensland Ombudsman and the Information Commissioner (Report No. 26) was tabled on 19 
July 2000.  In that response LCARC noted that, of the 25 recommendations made regarding the 
Office of the Information Commissioner, a number were relevant to LCARC’s own FOI Review and 
directly canvassed issues raised in LCARC’s 2000 Discussion Paper – Freedom of Information in 
Queensland.  These issues included the need for an entity to perform an FOI advice and 
awareness function; costs associated with external review; the office’s approach to reviewing 
applications; timeliness and timelines for external review; the joint Ombudsman/Information 
Commissioner role and internal review as a pre-condition for external review.51
In August 2001, LCARC reported on the implementation of the recommendations made in the 
review report.  This progress report noted that in his response to the review report, the 
Information Commissioner had indicated that he would accept and/or trial the reviewer’s 
suggestions for improved performance. 52
 
4.11 2001 – Introduction of Processing Charges - Freedom of Information 
Amendment Act 2001 and Freedom of Information Amendment Regulation 2001 
The Freedom of Information Amendment Bill 2001 was introduced on 17 October 2001. 
The Explanatory Notes accompanying this Bill indicated that in its Discussion Paper – Freedom of 
Information in Queensland, LCARC noted the following in relation to submissions received from 
government agencies on the issue of costs: 
                                               
49 Beattie, P.D., Parliamentary Commissioner and Freedom of Information Amendment Bill 1999, Second 
Reading speech, Queensland Parliamentary Debates, 23 November 1999, p. 5141. 
50 Foley, M.J., Freedom of Information: Referral to Parliamentary Legal, Constitutional and Administrative 
Review Committee, Queensland Parliamentary Debates, 11 March 1999, pp. 517 – 518. 
51 Parliamentary Legal, Constitutional and Administrative Review Committee, Report of the Strategic 
Management Review of the Offices of the Queensland Ombudsman and the Information Commissioner, 
Report No. 26, 19 July 2000. 
52 Parliamentary Legal, Constitutional and Administrative Review Committee, Progress Report on 
Implementation of Recommendations made in the Report of the Strategic Management Review of the 
Offices of the Queensland Ombudsman and the Information Commissioner, Report No. 30, August 2001. 
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Most agencies submitted that the current fees in no way reflect the resources expended by 
them in fulfilling FOI requests and that the fees are therefore inadequate.  Local 
governments in particular stressed the need for higher charges to users.  At least partial 
cost recovery was seen by agencies as vital, increasingly so in an environment of tighter 
budgets and increased commercial competition.  Agencies also suggested that increased 
charges would deter frivolous, vexatious, repetitious and unnecessarily voluminous 
applications.53
This Bill proposed a system to recover some of the costs of FOI administration by introducing 
processing charges (as well as waiver of those charges based on financial hardship) for non-
personal affairs applications.  Applications for personal affairs information would continue to be 
available at no cost.  
The Bill also provided greater scope for agencies to refuse to deal with applications for access to 
voluminous quantities of documents on the basis that the processing of such an application would 
require an unreasonable diversion of resources.  Previously in making an assessment to refuse an 
application for access to voluminous quantities of documents an agency or minister could only 
have regard to the number and volume of the documents and difficulties in identifying, locating or 
collating them.54
The Scrutiny of Legislation Committee in its report on the Bill noted that “these changes will place 
many applicants in a position less favourable than that under the current Act”55.  However, the 
committee considered that the changes were essentially policy related and as such flagged the Bill 
for the attention of Parliament. 
The Bill was passed on 1 November 2001 and received Royal Assent on 8 November 2001.   
The supporting regulation made on 22 November 2001, was the subject of an unsuccessful 
disallowance motion raised because the regulation had not undergone a Regulatory Impact 
Statement process. 
 
4.12 2001 Parliamentary Legal, Constitutional and Administrative Review Committee 
Report No. 32, Freedom of Information in Queensland 
On 11 March 1999, the Queensland Legislative Assembly referred the Freedom of Information Act 
1992 (the FOI Act) to the Parliamentary Legal, Constitutional and Administrative Review 
Committee (LCARC) of the 49th Parliament for a comprehensive review of the legislation requiring 
an assessment of whether or not the FOI Act had achieved its purposes as identified by EARC and 
the Parliamentary Committee for Electoral and Administrative Review as set out in ss. 4, 5 and 6 of 
the FOI Act, and an examination of the procedural aspects of the legislation. 
This was to be the first public review of the FOI Act since its enactment. 
In March 1999, LCARC sought public submissions on the Terms of Reference by advertisement in 
newspapers and direct correspondence to 700 identified stakeholders.  It received 110 submissions 
in response. 
In June 1999, LCARC conducted a study tour in New Zealand in relation to that country’s approach 
to accessing government-held information. 
                                               
53  Freedom of Information Amendment Bill 2001, Explanatory Notes, p. 2. 
54 Welford, R.J., Freedom of Information Amendment Bill 2001, Second Reading speech, Queensland 
Parliamentary Debates, 17 October 2001, p. 2911. 
55  Scrutiny of Legislation Committee, Alert Digest, Issue No. 7 of 2001, 30 October 2001, p. 25. 
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In February 2000, LCARC released a Discussion Paper “Freedom of Information in Queensland” to 
stimulate public input into the inquiry which invited submissions on 75 discussion points. LCARC 
received 63 responses to this Discussion Paper most of which were authorised for tabling in the 
Parliament. The Office of the Information Commissioner made two extensive submissions. 
On 17 March 2000, LCARC met with FOI coordinators from state and local government agencies 
and on 11 May 2000 it visited a selection of FOI units.  LCARC also held public hearings in May 
2000.56  A Hansard transcript of these public hearings was published and tabled.  In June 2000, 
The Consultancy Bureau Report on the Strategic Management Review of the Offices of the 
Queensland Ombudsman and the Information Commissioner was tabled. 
The Parliament was dissolved during LCARC’s conduct of this review.  The review was 
subsequently taken over by the new LCARC of the 50th Parliament which was appointed on 3 May 
2001.  This Committee reviewed the material that had been gathered by the former committee; 
interviewed the new Information Commissioner (appointed 17 September 2001) and invited him to 
make a submission to the Committee (which he did by letter of 29 November 2001).  The new 
Committee also held a FOI coordinator’s forum on 16 November 2001. 
On 20 December 2001, LCARC tabled Report No. 32, Freedom of Information in Queensland, in 
which it made a number of recommendations including the following major reforms and technical 
amendments to the FOI Act - 
a. the establishment of an independent FOI entity (FOI monitor) with responsibility for 
monitoring compliance with and administration of the FOI regime and promoting community 
awareness and understanding of the FOI regime as well as providing advice and assistance to 
the community and agencies about its operation; 
b. the development of a strategy to promote greater access to government held information 
outside the FOI regime; 
c. legislative provisions to facilitate a more flexible and consultative approach to FOI 
applications; and 
d. mechanisms to require agencies and ministers to focus on the harm that would result from 
providing access to a document rather than on the category of documents to which a 
particular document belongs.57 
 
On 13 August 2002, the Government response to the LCARC Report No. 32 was tabled in the 
Parliament.  The Government adopted in part, or as a whole, or supported in principle more than 
half of the 176 recommendations contained in the Report. Those not adopted included, amongst 
other things: 
 
• the recommendations for amendments to substantially reform the Cabinet and Executive 
Council exemptions by re-introducing a form of purposive test and by removing the availability 
of a conclusive certificate in relation to this exemption; 
• the establishment of a Freedom of Information Monitor with a wide range of functions 
(including the monitoring of compliance by agencies and the promoting of awareness and 
understanding of the FOI legislation and its administration); 
                                               
56 Parliamentary Legal, Constitutional and Administrative Review Committee, “Freedom of Information”, 
Transcript of Proceedings, Brisbane, 11 May – 12 May 2000. 
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• the vesting of powers with the Information Commissioner to enter and inspect a place 
occupied by an agency; and 
• some reforms around the current document based exclusion available to Government Owned 
Corporations (GOCs) and Local Government Owned Corporations (LGOCs) under sections 11A 
and 11B of the FOI Act.58 
 
4.13 2004 – the Freedom of Information Amendment Act 2004 - the “Berri 
Amendments”. 
The Berri amendments were introduced to overcome the effect of the decision of the Information 
Commissioner in Seeney, MP and Department of State Development; Berri Limited (Third Party).59  
In December 1999, Berri Ltd had sought financial assistance under the Queensland Investment 
Incentives Scheme for the establishment and operation of a fruit processing plant. An agreement 
containing an offer of financial assistance subject to certain conditions, including performance 
targets, was executed in February 2001. 
In 2002, Mr Jeff Seeney applied for access under the FOI Act to all documentation surrounding 
Berri’s application for assistance, the departmental assessment of that application, and all related 
briefing notes memoranda and correspondence. 
Access was refused to some of the documents pursuant to s.45 (exemption concerning trade 
secrets, business affairs and research).  In June 2002, the applicant sought an external review of 
the decision.  On 29 June 2004, the Information Commissioner decided that, except for the 
internal and financial documents of Berri Ltd, all other documents should be made available to the 
applicant. 
The Information Commissioner found that the department in administering the affairs of the 
Queensland Investment Incentives Scheme was not undertaking a commercial activity for the 
purpose of generating income or profits and as such the value of the grant sum did not have 
commercial value and was therefore not exempt under s.45(1)(b).  The Information Commissioner 
stated: 
… in my view information cannot have commercial value to an agency if the agency does 
not have commercial affairs (except in the possible event … where information has 
commercial value in the context of a pending “one off” commercial transaction).60
The Information Commissioner referred to the decision in Re Johnson and Queensland Transport; 
Department of Public Works (Third Party)61 in which the meaning of “business or commercial 
affairs” in relation to s.45(1)(c) was discussed.  In Re Johnson, the Information Commissioner 
said: 
… I consider that an agency will have business or commercial affairs within the terms of 
s.45(1)(c) if, and only to the extent that, it is engaged in a business undertaking carried on 
in an organised way for the purpose of generating income or profits, or is otherwise 
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engaged in an ongoing operation involving the provision of goods or services for the 
purpose of generating income or profits.62
Based on this, the Information Commissioner found that: 
In this case the activities of the Department in administering the QIIS and otherwise 
providing incentive assistance to attract major/strategic projects do not answer either of 
the descriptions in the last quoted paragraph. 
… It was a traditional government activity although it had a commercial appearance as the 
result of the execution of an agreement between the State of Queensland and the third 
party, which included the sort of terms usually to be found in commercial agreements.63
The Freedom of Information Amendment Bill 2004 was introduced into the Legislative Assembly on 
17 August 2004.  The Explanatory Notes accompanying the Bill stated: 
The processes involved in an investment incentive scheme include inquiries and discussion, 
application, negotiation and agreement, and the monitoring of the agreement.  Throughout 
these processes, incentives and proposed incentives are documented.  This information is 
considered to be commercially sensitive information, and as such the parties including the 
Government, have not disclosed such information in relation to particular projects. It has 
always been the intention that this information be confidential. 
Furthermore the disclosure of information pertaining to incentives proposed or given to an 
applicant could expose the State to a number of negative impacts including the loss of any 
competitive advantage Queensland has over other states with the prospect that on 
disclosure of such information, other states could outbid Queensland in attracting major 
projects. 
... 
Given the significance of investment incentive schemes in generating strategic  investment 
and employment opportunities and the potential harm to the Queensland Government in 
disclosing such information,  amendments to the FOI Act are proposed to ensure that all 
incentives and proposed incentives, as documented in the course of all processes involved 
in an investment scheme are exempt from disclosure under the FOI Act.64
The effect of the Freedom of Information Amendment Act 2004 was to exempt information about 
incentives, whether or not given, or given under the Investment Incentive Scheme.65  The Scrutiny 
of Legislation Committee, in considering the Bill, noted that irrespective of the merits or otherwise 
of this change in government accountability (by providing an additional exemption to the 
disclosure of documents), the issue remained essentially a policy matter for reference to the 
Parliament. 66  It is noted that in the Second Reading speech for the Freedom of Information 
Amendment Bill 2004, the Premier indicated that the Queensland Investment Incentive Scheme 
grant amounts would be disclosed after a period of eight years.67
The Bill was passed on 1 September 2004. 
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On 2 September 2004, Premier Beattie informed the Parliament of his intention to appoint a 
separate Information Commissioner68.  LCARC had, in December 2001, in its report, Freedom of 
Information in Queensland, No. 32 recommended that the roles of the Ombudsman and 
Information Commissioner be separated.69  Whilst, at the time, the Government did not accept 
that recommendation, it subsequently accepted that a separate Information Commissioner was 
necessary.  On 24 February 2005, the Governor in Council approved an amendment to the Public 
Service Regulation 1997 declaring the Office of the Information Commissioner to be a public sector 
unit.  In addition, the Governor in Council approved the appointment of the first stand-alone 
Information Commissioner for Queensland. 
 
4.14 2005 - Freedom of Information and Other Legislation Amendment Act 2005 – 
Response to the LCARC Report, Freedom of Information in Queensland, No. 32. 
 
The Freedom of Information and Other Legislation Amendment Bill 2005 was introduced into the 
Legislation Assembly on 11 May 2005.  It amended the FOI Act and the Freedom of Information 
Regulation 1992 (the FOI Regulation) to implement the Government Response to the LCARC 
Report No. 32 and to make additional amendments to clarify and improve the operation of the FOI 
regime.  The Explanatory Notes accompanying the Bill list the significant features of the Bill as 
follows -  
a. a new exemption for information that could lead to harassment and intimidation; 
b. a new provision restricting disclosure of certain risk assessment documents to 
prisoners convicted of serious violent offences; 
c. clarification of the process for disclosure of sensitive health care information; 
d. a new exclusion for the judicial and quasi-judicial functions of listed tribunals;  
e. ensuring exclusions are subject to appropriate parliamentary scrutiny by the relocation 
of exclusions currently in the Freedom of Information Regulation 1992 to the FOI Act 
and repealing the regulation making power in s.11(q) of the FOI Act which allowed for 
exclusion of agencies by regulation; 
f. a new exemption for information used obtained or prepared for investigations in 
pursuance of the crime and misconduct functions of the Crime and Misconduct 
Commission; 
g. an exemption under s.48 of the FOI Act for secret information under the Witness 
Protection Act 2000; 
h. signposting in the FOI Act of all the exclusions contained in other legislation;70 
i. amendments to address the potential abuse of the FOI regime by enabling agencies 
and Ministers to refuse to deal with serial or repeat applications and by enabling the 
Queensland Information Commissioner to impose conditions on applications by 
vexatious applicants; 
j. amendments to the charging regime to clarify and standardise procedures; and 
k. establishment of a new statutory body - the Office of the Information Commissioner.71 
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 The Act also amended the following Acts - 
• the Public Sector Ethics Act 1994 to ensure that the FOI Act did not apply to a conflict of 
interest issue or an ethics or integrity issue about a person; and 
• the Lotteries Act 1997 to ensure that the FOI Act did not apply to the excluded activities of the 
Golden Casket Lottery Corporation Ltd which is a Government Owned Corporation. 
4.15 2005 - 2007 – Parliamentary Legal, Constitutional and Administrative Review 
Committee Review – The Accessibility of Administrative Justice 
Just prior to the tabling of the LCARC Report into Freedom of Information in Queensland in 
December 2001, legislation commenced which introduced amendments to the fees and charges 
regime under the FOI Act (the Freedom of Information Amendment Act 2001).  It was noted that 
LCARC was not in a position at that time to assess how the new (as it then was) fees and charges 
regime would operate in practice and whether the concerns put forward in submissions received 
by the LCARC would be realised.  It was decided instead that a review of the operation of the fees 
and charges regime should be undertaken after a year of operation of the new regime to assess 
whether it operated fairly and efficiently.  This review was unable to be undertaken at that time 
and so the LCARC of the 51st Parliament determined to consider the issue as part its wider inquiry 
into the effectiveness of both the FOI Act and the Judicial Review Act 1991. 
In December 2005, LCARC released a Discussion Paper, “The Accessibility of Administrative 
Justice” seeking public submissions on a range of matters including the effect, if any, of the fees 
and charges regime of the FOI Act on access to information and the amendment of documents.72  
In addition, in April 2006, a public conference was held regarding issues relevant to the inquiry.  
The outcomes of this conference are to be considered by LCARC in preparing its report to the 
Parliament.  
The LCARC of the 51st Parliament ended its term when the Parliament was dissolved in 2006.  The 
LCARC of the 52nd Parliament has continued the inquiry and, in August 2007, it released a 
supplementary issues paper which included an invitation seeking submissions about the publication 
of details regarding contracts entered into by public sector agencies.  A report is expected to be 
tabled in early 2008.  
4.16 2007 – Freedom of Information (Open Government-Disclosure of Contracts) 
Amendment Bill 2007 
The Freedom of Information (Open Government-Disclosure of Contracts) Amendment Bill was 
introduced by the Leader of the Opposition Jeff Seeney on 31 October 2007.  The Bill proposes to 
amend the FOI Act to require the publication of information concerning particular government 
contracts.  The intent of the Bill is to increase the transparency of and accountability in the 
contracting process between government and the private sector. In the Second Reading speech, 
Jeff Seeney stated: 
The disclosure of major government contracts already occurs in some Australian states and 
territories including New South Wales, South Australia, Victoria and the Australian Capital 
Territory. Abroad, it occurs in jurisdictions such as Canada and New Zealand.  This Bill 
seeks to bring the Queensland Government contracting process into line with the disclosure 
requirements of these other jurisdictions.  Over recent years, the role of government has 
dramatically changed.  Once fulfilling a small, community service function, government in 
Australia has generally evolved into a big, commercially-driven phenomena, motivated by 
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the need to deliver increased services in an efficient, quality-focused manner at decreased 
cost. Such a role has required the involvement of the private sector to ensure the delivery 
of critical services, infrastructure and other capital works. 
The changed role of government has seen the development of private arrangements such 
as public-private partnerships and privately financed projects.  It is foreseeable that as 
population growth continues, community expectations heighten and government strives for 
greater time and cost efficiency, the opportunities for private sector involvement in the 
delivery of government infrastructure and services will increase.  While the Queensland 
Coalition is encouraging of greater private sector involvement in government commercial 
activity, such a relationship must be subject to the same level of scrutiny, transparency and 
accountability that government would attract if government had delivered the service or 
infrastructure itself.  Public funds are committed to these projects, and the projects are 
delivered for State and community benefit.  Accordingly, it is in the public interest that 
government contracts be subject to accountability processes and transparency. It is 
essential to public trust and confidence and to the operation of good government.73
Debate on the Bill was adjourned. 
4.17 2007 - Judicial Remuneration Act 2007 - Amendments regarding deemed 
refusals 
The objective of the Judicial Remuneration Bill 2007, which was introduced into the Legislative 
Assembly on 17 October 2007, was (amongst other things) to amend the FOI Act to support the 
administrative practice of agencies continuing to deal with applications under the FOI Act outside 
the required period.  The Second Reading speech explains that: 
The Freedom of Information Act sets statutory time limits for processing applications, 
starting at 45 days.  However, it is not uncommon for the decision-making process to 
exceed these time limits, particularly with large or complicated applications.  In such cases, 
agencies have generally sought agreement from applicants to finalise the process “out of 
time” and also advised applicants of their right to seek external review by the Information 
Commissioner on the basis of “deemed refusal” since a decision had not been reached.  
The practice of finalising FOI matters “out of time” has evolved over many years and was 
beneficial to applicants and agencies.  However, it has no statutory basis, so agencies do 
not have the legal authority to release information under the Act in these circumstances.  
This issue was only recently brought to the attention of the Department of Justice and 
Attorney-General which has acted swiftly to remedy the situation.  The Bill provides for “out 
of time” decisions to be validated, protects decision-makers who released information “out 
of time” and reaffirms an applicant’s right to seek external review when statutory time 
limits expire.74
The Judicial Remuneration Act 2007 commenced on 9 November 2007. 
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5 Taking stock 
Nearly 70 countries have adopted comprehensive freedom of information legislation to facilitate 
access to records held by government bodies, and another 50 have legislation pending.  The first 
FOI legislation is more than 200 years old, but over half the FOI laws now in effect were adopted 
in just the last 10 years.  Many of the new laws have adopted innovative processes to improve 
access.75
There are, however, many more FOI laws than this suggests.  In most federations, including 
Australia and the United States, freedom of information has been legislated at the state as well as 
the national level.  There are several hundred FOI laws in place throughout the world, offering a 
great variety of approaches.  
The Commonwealth of Australia, Canada and New Zealand adopted FOI laws in the early 1980s.  
These were the first countries with Westminster-style governmental systems to do so.  Most of the 
countries that now have FOI introduced it after Queensland did so in 1993. 
The Queensland law, at least initially, was used as a model by many countries.  The Irish Freedom 
of Information Act 1997, for example, was modelled on the Queensland, Commonwealth and New 
Zealand laws and on the laws of some Canadian provinces.76
The previous chapter explained how freedom of information was adopted in Queensland and how 
the Act has been changed over the past 15 years.  This chapter is concerned to explore the way 
the Act operates in practice and, so far as they are relevant to the Queensland experience, to look 
at some interstate and international developments, but particularly at the New Zealand experience.  
Its initial concern is the impact of requests for personal information under FOI. 
 
About half the applications under the Queensland Freedom of Information Act 1992 are by 
individuals seeking to access personal information.  The proportion of personal requests has been 
falling, but this appears to be due mainly to the fact that some agencies have developed 
administrative access schemes that provide an alternative method for people to obtain the 
information they want.  For example, Queensland Health now has a well-established scheme 
allowing people to access their health records, while the Queensland Ambulance Service has a 
similar scheme.  Other agencies that release information in this way include Police, Corrective 
Services, Mines and Energy and Main Roads.  It is not possible to completely quantify the number 
of requests dealt with through administrative access rather than FOI (even where an FOI request 
is diverted into the administrative access scheme).  Agencies are not required under s.108 of the 
FOI Act to report these requests.  However the very high usage rate of administrative access using 
Queensland Health’s Health Information: Disclosure and Access Policy (HIDAP), is evidenced by 
the fact that in 2006-07, 1201 applications were made to the Royal Brisbane and Women’s 
Hospital and 1416 to the Princess Alexandra Hospital.  
 
Many requests involving personal information are made as part of on-going disputes in which the 
applicant is involved.  They may concern a problem with a government agency, or with other 
people.  Some applicants seek to pursue workplace grievances or re-litigate or revisit Family Court 
matters or even criminal convictions.  Others seek to identify the source of complaints made 
against them in disputes over children, neighbours, environmental or local government issues.  
How access may be granted – or refused – when it involves personal information will be discussed 
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in more detail in Chapter 7 when considering the exemption under the FOI Act for personal affairs, 
and in Chapter 8 when the subject of privacy is reviewed. 
There are also applicants with a grievance against government in general, a particular agency or 
some official, who make voluminous applications often to waste time or annoy those who have to 
deal with them.  The FOI system has become an avenue for querulous or disaffected people to try 
to extract a measure of vengeance, as have the Ombudsman, the Anti-Discrimination Tribunal and 
the Crime and Misconduct Commission.  The issue of “vexatious” applicants, and “over-users”, will 
be discussed in more detail in Chapter 9. 
Only about three per cent of applicants are so dissatisfied with the way their applications have 
been dealt with that they take them to internal review and then (for about 2.8 per cent) to 
external review by the Information Commissioner.  However a very high proportion (around 80 per 
cent) of those seeking review are individual applicants seeking information, or seeking to correct 
personal information held by an agency.77
The provision of personal information is clearly an important function of FOI, but there are two 
major reasons for questioning whether FOI is the proper vehicle for people seeking to know what 
information government agencies hold concerning their personal affairs.  The first has already 
been mentioned: it is that in some cases agencies already make that information available to 
applicants through administrative access, whether for a fee or otherwise.  Other agencies could do 
so, particularly if they could be assured (through appropriate legislation) that the legal protections 
provided under FOI when information is released would apply equally to the release of the same 
information released independently of FOI. 
A second reason for seeking an alternative to FOI is that the reach of FOI is limited mainly to 
government, local government and related agencies (see ss. 11, 11A and 11B).  The rationale for 
these limits on FOI will be further explored in Chapter 6.  However there is a strong case for 
extending the ability of people to obtain access to the information that is held about them by a 
wide range of bodies outside the traditional reach of FOI, particularly when those bodies are 
providing services that were formerly provided by government agencies, but have been either 
contracted out, or privatised.  New Zealand met this problem in 1993 when it decided that people 
seeking their own personal information should be able to use not the FOI process under the 
Official Information Act 1982, but a new Privacy Act.  
The New Zealand Privacy Act 1993, like most legislation in other jurisdictions bearing that title, 
stipulates a number of Information Privacy Principles, dealing with collecting, holding, use and 
disclosure of personal information and assigning unique identifiers.  The principles also allow 
individuals to obtain and seek to correct records about themselves held by public and private 
bodies.  As with the OIA, it includes provisions detailing “good reasons for refusing access to 
personal information”, including security, defence, trade secrets and legal professional privilege. 
The New Zealand Privacy Act 1993  is overseen by a Privacy Commissioner.  Some issues 
concerning personal affairs still arise under the New Zealand Official Information Act 1982, for 
example when information is sought and its release involves third parties, or when a corporation 
seeks “personal information” about itself. Also, the Official Information Act 1982 allows individuals 
to apply to agencies for the reasons a decision has been made by an agency about them (section 
23), an alternative (and much cheaper and quicker) procedure to what generally in Australia might 
be achieved under judicial review legislation.  Disputes under the OIA are determined by the 
Ombudsmen.  The Privacy Commissioner and the Ombudsmen have a working agreement that 
allows them to settle (generally) cross-jurisdictional issues when an application arises under both 
Acts. 
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If personal information could be sought under a Queensland Privacy Act, it should be possible to 
frame that legislation in a way that could provide the legal protections some agencies would like to 
have to underpin any administrative access schemes they either have in place now, or would like 
to develop, for releasing personal information outside FOI and the legal protections it provides to 
agencies and their officers. 
New Zealand provides an interesting benchmark for Queensland and other Australian FOI 
legislation.  Within Australia there are some important variations in the way FOI operates - for 
example, whether external reviews are undertaken by an Information Commissioner, or by a 
formal, independent Tribunal, or by a Court (or a combination of these).  There are also 
differences concerning such matters as the bodies that are not covered by FOI, agency activities 
not covered, exemptions and how they operate, fees and charges and time limits. 
These differences are not insignificant.  Some jurisdictions have undertaken reviews and some are 
in the process of making adjustments to their laws (for example, in Victoria and Western 
Australia).  In 2007, Philip Ruddock, the former Australian Attorney-General, gave a reference to 
the Australian Law Reform Commission (ALRC) to conduct an extensive review of the federal FOI 
Act.  His Government had failed to implement the recommendations of a joint ALRC/Administrative 
Review Council inquiry that reported in 1995.  The new ALRC inquiry is due to report at the end of 
2008.  
The election of a new Federal Government in November 2007 is likely to increase the prospect of 
significant changes in both the nature of the FOI Act and its administration.  The new Labor 
Government’s policy at the elections included the following proposals - 
a. revision of the FOI Act to promote a culture of disclosure and transparency; 
b. appointment of a statutory Freedom of Information Commissioner; 
c. rationalisation of the exemption provisions, and publication of guidelines, so that 
information is only withheld where this is in the public interest; 
d. review of FOI charges to ensure they are not incompatible with the objects of 
disclosure and transparency – a scale of charges should be determined by the 
Information Commissioner, and access to an applicant’s personal information should be 
provided free of charge; and 
e. abolition of conclusive certificates, to ensure the public interest test is applied more 
thoroughly and consistently and to establish a pro-disclosure culture throughout 
government.78 
In the days immediately following the election, the newly elected Prime Minister, Kevin Rudd, 
made it clear that he would push ahead with these proposals.  He said on the ABC’s 7.30 Report   
I’m determined to do something about freedom of information.  This is notoriously seen as 
something that executive governments don’t like because it causes information to go out 
which might be embarrassing.  I’d like to, by contrast, encourage a culture of disclosure 
within government departments.79  
He went further when he announced that the new Special Minister for State and Cabinet 
Secretary, Senator John Faulkner, would be responsible for implementing the government’s FOI 
reforms. 
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The “culture of disclosure” may be very important.  It may be the case that that can be best 
addressed, however, by leadership at a political and bureaucratic level.  Snell has suggested that a 
key difference between what has happened on FOI in Australia and New Zealand has been the 
response of the two jurisdictions  
to the objective of greater openness in government.  It is clear that the Australian reform 
proposals met a stiff resistance and were perceived as an unnecessary obstacle in the art of 
traditional administration.  In New Zealand, the reforms were sponsored and designed by 
officials operating deep within the traditional secretive workings of Westminster 
government.  The New Zealand officials were concerned with adapting governmental 
information handline to deal with policy development in an era of greater change. 
Australian officialdom looked to the paradigm of the past and grudgingly accepted a muted 
US model adapted for local conditions.  The New Zealanders focussed on information and 
policy trends and tried to create an access regime that could respond to future 
developments and needs.  This difference in design beginnings was to prove critical.80
The New Zealand Act, Snell says, states a guiding principle of availability, informed by the purpose 
of accountability and participation, as the foundation on which the Act is built.  This, according to 
Shroff, reverses the “old official secrets presumption”.81  Snell explains, “The default settings in 
the New Zealand system were set towards facilitating openness unless there could be mounted 
good arguments to maintain secrecy.  The Australian settings were designed, or allowed, to 
default towards secrecy (or to maintain a status quo of secrecy and confidentiality) unless there 
was a good reason to permit disclosure.” 82  He points out that in the recent High Court case, 
McKinnon83, Justices Heydon and Callinan accepted that a “practical consequence may be that one 
or more of the stated objects of the Act are thereby defeated.” 
Snell identifies eight points of design divergence between the New Zealand and Australian models.  
In summary, these are: 
The target of access. While Australian FOI laws provide for access to documents the New Zealand 
Official Information Act provides for access to information.  This is not defined, but has been 
widely interpreted by the courts.  The 1995 ALRC/ARC report did not approve of the NZ approach. 
It may be that there is no need for it in Queensland if officials properly observe the requirements 
of the Public Records Act which would require them to put in documentary form any information of 
the kind that might result from a search under the NZ Act. 
Interpretation.  New Zealand, according to Snell, has adopted a presumption of general availability 
of government information.  While Australian legislation takes a similar view, case law generally 
rejects a pro-disclosure approach.84
Exemptions. New Zealand adopted a “consequential” approach, Australia a “categorical” approach.  
The New Zealand approach concentrates on the likely consequences of disclosure … This 
approach requires agencies (and, if required, the Ombudsman), to make a judgment based 
on the matrix of circumstances surrounding each request for information, namely, as to 
“whether the likely consequences of releasing the information would be such that 
withholding is necessary to protect certain specified interests and processes”.  The 
exemptions in the Official Information Act are expressed as reasons for withholding and are 
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thus viewed by the courts and the Ombudsman as being “permissive rather than 
mandatory”.85
In Australia, requesters have to demonstrate that documents are not covered by a particular 
exemption or that they satisfy a public interest test. 
Public interest. The New Zealand Act has an important role for public interest considerations. 
Unless an agency can decide that information falls within a very limited number of exemptions 
(preventing harm to the nation, to the national economy, to the maintenance of the law or to the 
safety of any person), agencies must show first that the information satisfies one of a number of 
criteria and then apply a test, balancing harm (the consequences of releasing the information) to 
see whether this outweighs the public interest in keeping the information confidential.  In Australia 
a public interest is not applied in relation to many exemptions, such as for Cabinet documents.  
Internal review. New Zealand does not provide for internal review by the agency that has been 
requested to provide information. Australia requires it, the ALRC/ARC thought this should be 
optional (for the applicant). 
External review. New Zealand opted for the Ombudsman, working on a case by case basis, while 
Australia generally adopted a more legalistic approach.  Many Australian jurisdictions have a final 
review by a court, or judicial tribunal. Queensland chose an Information Commissioner, who did 
take (initially at least) a legalistic approach setting general standards. 
FOI defender. New Zealand created an Information Authority, with both regulatory and monitoring 
functions, that supervised the early years of the administration of the Act.  In Australia, these 
functions have tended to fall to bodies such as the Department of Justice and Attorney-General (in 
Queensland).  The ALRC/ARC recommended there should be an Information Commissioner with 
some of these functions.  
Designer expectations. Snell claims there was little in the original design of Australia’s freedom of 
information laws that recognised need for a significant cultural change, if, as had been anticipated, 
FOI would profoundly change public administration in Australia, and there were few measures 
deliberately taken to produce or ensure that such a change took place.  New Zealand’s law, on the 
other hand, reflected the work of a committee that envisaged an achievable future and tried to 
constructive a legislative framework that would allow New Zealand administration to evolve 
towards that vision.  In contrast to the major changes recommended by the ALRC in 1995, the 
New Zealand Law Commission in 1997 recommended only slight modifications to the access 
scheme in that country.86
Snell has applied several analytical tools to freedom of information practices.87  The first is 
“compliance analysis”, which he says was developed to try and explain the differential of FOI 
performance within jurisdictions.  “It argues that administrative compliance with FOI legislation is 
variable and that FOI performance is a complex interrelationship between design principles, type 
of administrative compliance and type of requesters …”88  As he points out, heavy use by 
journalists seeking high level or sensitive documents is likely to shift the level of compliance by 
administrators from “high” to more negative administrative compliance he describes as 
“adversarialism, non-compliance or malicious non-compliance”.89  High level use by individuals 
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seeking access to their own personal affairs would be likely to generate higher compliance.  Other 
factors that complicate relationships and compliance include the activities of spin doctors and what 
he describes as “contentious issues management” (this will be discussed in a later chapter) and 
the state of record management and archives system in a particular jurisdiction.90
Snell suggests a different way of making cross-jurisdictional comparisons using the concept of 
“information asymmetry” developed by J. Stiglitz.  He says  
In 2001 Akerlof, Spence and Stiglitz were awarded the Nobel Prize for their work exploring 
the economic implications of asymmetries of information in the private sector.  Their work 
in the area of information economics concentrated on the dynamics of information 
imperfection.  Stiglitz then extended information asymmetry analysis into the public sector 
and allocated a critical role to freedom of information legislation.  Freedom of information 
for Stiglitz serves as both a mechanism to offset information asymmetry and performs an 
instrumental role in that it leads to improvements in policy and decision making. 
Stiglitz’s information asymmetry analysis adds to, and improves, FOI analysis because it 
helps deepen the understanding of why secrecy or closed government attitudes often 
persist despite the clear intentions and language found in FOI legislation.  The analysis has 
encouraged researchers to consider whether there may be important differences in the 
type, level and dynamics of information imperfection over time and between jurisdictions.  
This type of analysis has also encouraged a focus on the interrelation of FOI with other 
areas like records management, archives, communication policy, and the operation of 
parliament rather than a singular focus on FOI legislation itself.91
Applying this concept to the Australia/New Zealand FOI regimes, Snell92 says: 
The legislation for both countries was introduced in 1983 into environments with highly 
asymmetric information, and where government secrecy was considered a natural 
operating norm.  In Australia the design choices accommodated and perpetuated the key 
features of this asymmetrical information regime by according a high level of blanket 
protection to cabinet and other information.  This was extended by the adoption of 
conclusive certificates and a heavy reliance on the achievement of the policy objectives 
being left “to the sum of atomised actions by unconnected individuals”.  Therefore, the 
incentives for secrecy remained relatively unchanged in Australia and the relatively random 
actions of individuals were confronted by Governments with “institutional memory, 
specialized expertise and … a longer term interest in influencing the evolution of case law”. 
In contrast, the design choices and mechanisms adopted for New Zealand’s OIA were used 
to guide the government to “increase progressively the availability of official information” 
(section 4) to citizens both reactively to requests, and progressively to pre-empt requests.  
In New Zealand the public service and successive governments learnt to accept that official 
information was likely at some stage to enter the public domain.  Therefore it was, and is, 
created and managed on that basis. Shroff reflected that: 
If I, as a civil servant, write a Cabinet paper which I expect to be sought for public 
release I am going to be extraordinarily careful to get my facts right, to avoid 
trespassing into politics, to give comprehensive reasons for and against a proposal, 
and to think very carefully about my recommendations.  My advice will therefore be 
balanced, accurate and comprehensive. 
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Snell concludes: 
Discussion about Australian FOI concentrates on the perceived threats to Cabinet practice 
and the disruption that would be caused to allow greater access to policy information.  The 
focus has been on the supposed incapacity of the public to understand the nature of 
tentative or provisional advice, or to understand that a Minister’s position before a Cabinet 
meeting might later change due to the requirements of Cabinet solidarity.  It has also been 
supposed that public servants would hesitate to provide frank advice in the future.  Yet the 
New Zealand experience demonstrates that while FOI has the capacity to cause 
embarrassment a more liberal disclosure approach has, as predicted by Stiglitz, produced a 
higher quality and more available public good namely considered and justified policy advice 
and information.  The OIA has strengthened democracy in New Zealand, led to better 
informed decisions and a far higher quality of information for decision makers and citizens.  
Yet the Australian debate is still pre-occupied by the threats or damage that FOI can cause 
to a Westminster type system.93
Another informed observer, while accepting there are differences between the Australian and New 
Zealand regimes, seems more impressed by what he sees as their common failings. Professor 
Alasdair Roberts, a Canadian with posts at the Syracuse University, New York, and University 
College, London, points out that Canada, Australia and New Zealand all adopted FOI laws in 1982: 
“All were affluent, anglophone, stable, parliamentary democracies.  As such they were susceptible 
to the importation of an American innovation and able to absorb the costs and disruptions that 
would follow from its adoption.”94  However he says that by century’s end the access regimes in all 
three countries shared “a common infirmity, as officials attempted to tighten control over the 
release of politically sensitive information.”95
He points out that there were substantial differences in political conditions between the US and 
other countries that adopted its disclosure laws.  
Many of these countries have parliamentary systems of government and more disciplined 
political parties – two factors that may give political conflict a simpler and more intensely 
adversarial structure … (T)hese countries lack equally powerful legislative branches or 
vigorous nongovernmental sectors who are able to monitor and check attempts to restrict 
access. 
The result of this may be that bureaucratic resistance differs in both quality and intensity in 
the countries outside the United States that first emulated its Freedom of Information Act.  
Administrative routines designed by departments to blunt disclosure rules appear to be 
more highly formalized; senior communications and political staff appear to play a larger 
role in vetting proposed responses to information requests; and the capacity to coordinate 
the response to sensitive requests across several government departments appear greater: 
In short, disclosure systems appear more highly centralized and politically attuned … 
Within the Anglophone democracies, the problem of official resistance has also intensified 
over time.  The sense that disclosure systems have been transformed is palpable in all of 
these jurisdictions.96
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Snell says, 
Freedom of information analysis has, to date, been very limited.  It has been oriented 
towards statute and case law while its relationship to other areas such as policy analysis, 
records management and privacy are relatively unexplored.97
This discussion paper aims to support the Panel in exploring these broader dimensions and 
interrelationships as part of its clear remit to “identify ways to improve and modernise” the 
Freedom of Information Act 1992. 
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6 Purposes and principles of FOI 
6.1 Preamble – why FOI? 
 
More than 30 years ago the Royal Commission on Australian Government Administration (the 
Coombs Report) said: 
 
Whilst there is no simple solution to the problems of determining what can properly be 
withheld, the general sentiment and expectations of the community have been changing 
consistently in the direction of requiring more openness and access to information gathered 
and held in its administration.98  
 
In 1980, four years later, Justice Sir Anthony Mason said in his judgment in Commonwealth v John 
Fairfax & Sons Ltd, in a case where the Commonwealth Government was trying to prevent the 
media publishing some leaked documents: 
 
(I)t can scarcely be a relevant detriment to the government that publication of material 
concerning its actions will merely expose it to public discussion and criticism.  It is 
unacceptable in our democratic society that there should be a restrain on the publication of 
information relating to government when the only vice of that information is that it enables 
the public to discuss, review and criticise government action. 
Accordingly, the court will determine the government’s claim to confidentiality by reference 
to the public interest. Unless disclosure is likely to injure the public interest, it will not be 
protected. (Emphasis added) 99
 
Eight years later, in a case where the British Government tried to suppress the publication in 
Australia of a book containing information about the activities of British security agencies, Justice 
Michael McHugh said, “Information is held, received, and imparted by governments, departments 
and agencies to further the public interest”.100
 
And in one of the two cases establishing that Australians had an implied constitutional right to 
freedom of political communication, Chief Justice Sir Anthony Mason said:  
 
(T)he representatives who are members of Parliament and Ministers of State are not only 
chosen by the people but exercise their legislative and executive powers as representatives 
of the people. And in the exercise of those powers the representatives of necessity are 
accountable to the people for what they do and have a responsibility to take account of the 
views of the people on whose behalf they act.  Freedom of communication is an 
indispensable element in representative government.  Indispensable to that accountability 
and that responsibility is freedom of communication, at least in relation to public affairs and 
political discussion.  Only by exercising that freedom can the citizen communicate his or her 
views on the wide range of matters that may call for, or are relevant to, political action or 
decision.  Only by exercising that freedom can the citizen criticise government decisions 
and actions, seek to bring about change, call for action where none has been taken and in 
this way influence the elected representatives.  By these means the elected representatives 
are equipped to discharge their role so that they may take account of and respond to the 
will of the people.  Communication in the exercise of the freedom is by no means a one-
way traffic, for the elected representatives have a responsibility not only to ascertain the 
views of the electorate but also to explain and account for their decisions and actions in 
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government and to inform the people so that they may make informed judgments on 
relevant matters.  Absent such a freedom of communication, representative government 
would fail to achieve its purpose, namely, government by the people through their elected 
representatives; government would cease to be responsive to the needs and wishes of the 
people and, in that sense, would cease to be truly representative.101
 
Justice Paul Finn, of the Federal Court, reached a similar conclusion: 
 
To the extent that the power of the people is devolved upon institutions and officials under 
our constitutional arrangements, those officials and institutions become the trustees – the 
fiduciaries – of that power for the people.  The reason is obvious enough.  In a 
fundamental sense the power given to officials, elected and non-elected alike, is not their 
own.  It is ours.  They hold it in our service as our servants.  In short, our officials exist for 
our benefit.102  
 
In 2003, in a case in which he struck down a Commonwealth regulation banning public servants 
from disclosing any official information without authority, Justice Finn made these comments: 
 
Official secrecy has a necessary and proper province in our system of government.  A 
surfeit of secrecy does not….  There are, unquestionably, species of official information the 
disclosure of which the State, properly, might wish to regulate or prohibit for reasons of 
public interest relating, variously, to the nature of the information, the circumstances of its 
generation or acquisition or the timing or possible consequences of its disclosure …103 
(emphasis added) 
 
While the trend identified by the Coombs Report was recognised in these and many other similar 
judicial comments, providing people with access to more official information had to be secured 
through legislation, namely, the Freedom of Information Act 1982 (Commonwealth) and similar 
legislation in all States and Territories.  Everywhere the legislation was seen as doing somewhat 
more than providing a mechanism for access to information.  It was also contributing in a practical 
way to the practice of democracy. 
 
For example, in February 2000 the Queensland Parliamentary Legal, Constitutional and 
Administrative Review Committee (LCARC) issued a discussion paper in which it said: 
 
The main objective of FOI legislation is to enhance certain key principles underpinning 
democratic government – openness, accountability and public participation.  In a healthy 
democracy, citizens should be able to effectively scrutinise, debate and participate in 
government-decision-making and policy formulation in order to ensure government 
accountability and to make informed choice.  Information plays a key role in empowering 
the citizen.  As the Fitzgerald report noted: “Information is the lynch-pin of the political 
process. Knowledge is, quite literally, power. If the public is not informed, it cannot take 
part in the political process with any real effect.” 104
 
LCARC also said the basic purposes and principles of FOI legislation might be summarised as - 
• enhancing democratic ideals by enabling citizens to access information that will allow them 
to effectively participate in the processes of policy making and government; 
• increasing the accountability of government by making it more open to public scrutiny; 
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• enabling citizens to understand the decision-making process; and 
• through all these things, improve the quality of decision-making by government agencies.105 
 
Thus LCARC saw the aim of FOI as being to enhance democracy through openness, accountability, 
public participation and improved decision-making. 
 
According to Mark Glover and Sarah Holsen of the Constitution Unit, in University College of 
London’s Department of Political Science/School of Public Policy, who examined FOI legislation in 
Britain, Ireland, Canada, Australia and New Zealand, the aims of FOI in each country are strikingly 
similar. 
 
Most compelling and frequently cited are greater openness and transparency, increased 
government accountability, better government decision-making, enhanced effectiveness of 
public participation in the political process, and greater trust and confidence in 
government.106  
 
After some further analysis of the reasons given by ministers for the introduction of the UK FOI 
Act, they provide the following list of the major benefits expected of FOI: 
 
• A change of culture from one of secrecy to one of greater openness and transparency; 
• Increased accountability; 
• Higher quality of government decision-making; 
• More effective public participation in the political process; and 
• Greater public trust and confidence in government.107 
 
Yet they have their doubts about how FOI can (or does) deliver these outcomes.  They warn,  
 
Expounding on the aims of FOI is one thing; proving whether these things are happening is 
quite another.  It is not only difficult to devise the units of measurement, it is also hard to 
develop the measurement methods.  Some of the objectives can be measured in part by 
analysing FOI request responses, and asking requesters what they have done with the 
information received and whether they better understand and trust government after 
making a request.  Analysing media articles is another method of understanding what is 
done with information obtained through (FOI) and the impact its publication has on the 
public.  One must also examine the effect of proactive release of information through 
publication schemes.  Finally, interviews with government officials are essential to 
understanding whether FOI has altered internal processes and compelled government to 
become more open or more guarded.  Only by taking these steps to understand the impact 
of FOI can we begin to determine whether it has “succeeded”. 108
 
That such doubts about the success of FOI exist, a quarter of a century after the passage of the 
Commonwealth Freedom of Information Act 1982, and 15 years after Queensland produced a 
similar, though more advanced, law is attested to not just by academic commentary but perhaps 
more tellingly by the willingness of governments at all levels to engage in reviews of their FOI laws 
and to undertake to reform them. 
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Reviews such as this one need to be guided by the basic principles that were articulated when the 
legislation was introduced, as mentioned above by LCARC when it conducted its review, and by 
even more fundamental analysis of the relationship between government and the people. 
 
Discussion: 
 
Is there a public “right” to information held by the government, information about the 
personal affairs of people and about the way government is conducted? 
 
Should disclosure of information be guided by the same (or a similar) test the High 
Court proposed in 1980, that is “by reference to the public interest. Unless disclosure 
is likely to injure the public interest, it will not be protected”? 
 
Does FOI contribute to a healthier democracy and enhance its practice?   
 
Should the FOI Act contain a Preamble placing the Act in this context of its function of 
supporting the system of representative, democratic government? 
 
 
6.2 Objects of the Freedom of Information Act 1992 
6.2.1 Better governance 
 
It was suggested by LCARC and by Glover and Holsen (see above) that one of the aims of 
Freedom of Information legislation was to improve the quality of government decision-making.109  
That is not an objective that has been enumerated in any of the Australian FOI Acts, which 
concentrate on the notion of public access to information.  The Queensland Act in 1992 provided 
in section 4, in the Objects section: 
 
Object of Act 
 
4. The object of this Act is to extend as far as possible the right of the community to have 
access to information held by Queensland government. 110 
 
This was followed by a section under the heading “Reasons for enactment of Act” which contained 
much of what was subsequently moved by the 2005 amendments to the Act , which in part 
reflected recommendations by LCARC. 
 
4.  Object of Act and its achievement  
(1) The object of this Act is to extend as far as possible the right of the community to have 
access to information held by Queensland government.  
(2) Parliament recognises that, in a free and democratic society—  
(a)  the public interest is served by promoting open discussion of public affairs and 
enhancing government's accountability; and  
(b)  the community should be kept informed of government's operations, including, 
in particular, the rules and practices followed by government in its dealings with 
members of the community; and  
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(c)  members of the community should have access to information held by 
government in relation to their personal affairs and should be given a way to 
ensure the information is accurate, complete, up-to-date and not misleading.  
(3) Parliament also recognises there are competing interests in that the disclosure of 
particular information could be contrary to the public interest because its disclosure in 
some instances would have a prejudicial effect on— 
(a) essential public interests; or  
(b) the private or business affairs of members of the community about whom 
information is collected and held by government.  
(4) This Act is intended to strike a balance between those competing interests.  
(5) The object of this Act is achieved by—  
(a) giving members of the community a right of access to information held by 
government to the greatest extent possible with limited exceptions for the 
purpose of preventing a prejudicial effect on the public interest of a kind 
mentioned in subsection (3); and  
(b) requiring particular information and documents concerning government 
operations to be made available to the public; and  
(c) giving members of the community a right to bring about the amendment of 
documents held by government containing information in relation to their 
personal affairs to ensure the information is accurate, complete, up-to-date and 
not misleading.  
(6) It is Parliament's intention that this Act be interpreted to further the object stated in 
subsection (1) in the context of the matters stated in subsections (2) to (5).111
Whether in its original short or current long version, the Objects section has a very narrow focus.  
It is essentially confined to the “breakthrough” element the law was intended to achieve – giving 
people a right to obtain official information, though that right was heavily circumscribed by 
exemptions and exclusions and technical restrictions on access.  The present Queensland Act does 
not expand on that object, though it tells us that as part of the context, “Parliament recognises 
that, in a free and democratic society— 
(a) the public interest is served by promoting open discussion of public affairs and 
enhancing government's accountability”112
It does not explain the relevance of open and accountable government to “free and democratic 
society”.  It may be that this is self-evident to legislators.  However there may be a case for 
including in the objects section, and identifying as aims the legislation is meant to achieve, some 
of the ways in which the Act might improve democratic governance. 
 
Terrill explained in 2000:  
 
Openness is more than the obverse of secrecy.  Secrecy concerns information, but open 
government is a much broader concept that concerns the nature and organising of 
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governing.  Open government facilitates insight into government, but also reorganises the 
manner in which governing occurs. 113  
 
In 1995, the Australian Law Reform Commission (ALRC)/Administrative Review Council (ARC) 
Report on Open Government proposed that the Objects clause in the Commonwealth Act: 
 
should be amended to explain clearly the underlying rationale for the Act and its 
significance for the proper working of representative democracy.  It should include a 
statement to the effect that the right of access provided by the Act is a basic underpinning 
of Australia’s constitutionally guaranteed representative democracy which enables people to 
participate in the policy and decision making processes of government, opens the 
government’s activities to scrutiny, discussion review and criticism and enhances the 
accountability of the Executive.114
 
Some might argue it overstates the reach of FOI to say it enables people to participate in the 
policy and decision making processes of government.  On the other hand it may be the ALRC 
understates some of the benefits (perhaps not fully realised yet) of a properly functioning FOI 
scheme. 
 
Marie Shroff, New Zealand’s Privacy Commissioner, who served for 16 years as Cabinet Secretary, 
says a strong FOI regime brings about a significant change in culture towards open government. 
 
Open government is now deeply ingrained.  Normal policy development processes continue 
but most, and certainly the best, policy advisers now start thinking at any early stage how 
to consult interest groups and the public.  A classic feature of policy development in New 
Zealand is a discussion document or public consultation round sometimes involving 
nationwide meetings and hearings … Very few major policies now come as a surprise to the 
public as they will have been signalled well in advance through these various means. 
Ministers expect to be told as a matter of course about the views of interest groups on 
major new policies.  Wherever possible conflicting views will be exposed, opponents on 
both sides brought together so that they understand each other’s point of view, and 
bureaucrats will diagnose and report on potentially unpleasant reactions to government 
policy.  Operational risks and failures are quickly reported to Ministers before they break 
publicly. 115  
 
She says,  
 
Even at the hardest end of FOI – access to Cabinet documents – the benefits are clear.  If 
I, as a civil servant, write a Cabinet paper which I expect to be sought for public release I 
am going to be extraordinarily careful to get my facts right, to avoid trespassing into 
politics, to give comprehensive reasons for and against a proposal, and to think very 
carefully about my recommendations.  My advice will therefore be balanced, accurate and 
comprehensive.  Sometimes I will put in more detail than might formerly have been the 
case: I might quote from sources rather than summarising them, especially when 
unpalatable advice might be needed; and I might clearly identify legal advice and separate 
it from policy advice to allow for possible legal protection under legal professional privilege. 
I will record carefully the reasons for my particular recommendations – although this will 
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largely be to ensure that my reputation as a professional and neutral public servant will be 
enhanced if the advice is released.  I will avoid the temptation to make cute remarks. I will 
often have robust face-to-face discussions with my Minister on the way towards a final 
piece of advice or a Cabinet paper.116   
 
Open government, in other words, can mean better government – or at least better government 
administration.  FOI can help public servants do their jobs better.  The transparency it provides 
can lead to more rounded, researched, rigorous and professional advice being provided to 
government.  It can help public servants resist providing the advice they think or know ministers 
want, when that advice runs counter to their professional judgment. 
 
Discussion: 
 
Should the Objects section of the Act be expanded to include better public 
administration and other benefits such as improved quality of government decision-
making? 
 
 
6.2.2 Openness 
 
The 1995 ALRC/ARC Report is titled “Open government: a review of the federal Freedom of 
Information Act 1982”.  In discussing the objectives of the FOI Act it states,  
 
The FOI Act provides a right of access to information in the possession of government 
departments and agencies. The fundamental reason for providing this right is to ensure 
open and accountable government.117  
 
Neither the Commonwealth nor the Queensland FOI Acts refer directly to this reason, though the 
current Queensland Act states, in s.4 (2), that “Parliament recognises that in a free and democratic 
society (a) the public interest is served by promoting open discussion of public affairs and 
enhancing government’s accountability…”118  
 
Professor John McMillan says  
 
The objects clause in the FOI Act s. 3 has not achieved its purpose of infusing the Act with 
a pro-disclosure bias, because of two defects. First, the objects clause does not explain why 
openness is a desirable objective, for example, “to ensure open and accountable 
government [and enhance] representative democracy”.119  
 
The second defect he identifies will be discussed below, in 6.2.3. 
 
The New Zealand report that resulted in the passage of the Official Information Act 1982 stated: 
 
Access to official information is part of a wider general issue.  It involves the whole 
interrelationship of government and the community, and the mutual advantage in 
communication and co-operation.  The increasing complexity of official interventions 
undoubtedly contributes to community attitudes, and to the generalised concern about 
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ability to influence government action that has, in turn, spurred debate on open 
government.  It is clear that there is a widely perceived need to have more information 
about the actual operations of government; that the service to the general public in this 
area should be more forthcoming; and that it should reach the more remote parts of the 
country as well as urban centres.120
 
Reviewing the operation of the Official Information Act 1982 in 1997, the New Zealand Law 
Commission reported: 
 
The Act has made the open government principle central to the ethos of public 
administration.  In the core public sector there is substantial and increasing recognition 
that, in most cases, official information will be released.  In many cases the only issue is 
the timing of release.  It is recognised that the Crown has no monopoly over official 
information – it belongs instead to the public.121  
 
New Zealand’s application of its Official Information Act 1982 has its critics.  For example, Nicola 
White, who undertook a two-year research project into the operation of the Act and is now Deputy 
Auditor-General, concludes that the Act  
 
has contributed enormously to democratic effectiveness in its first 25 years of life. But this 
research project has shown that it is not a perfect instrument… At present, the cynicism 
surrounding the day-to-day administration of the Act in the political field is having a slow 
and steady corrosive effect.  It is corroding trust in government.122  
 
Yet she has no doubt that the OIA “supports constraints on executive power, by creating a 
mechanism to enhance accountability and openness… Information is the oil in the system, the 
currency that makes the overall democratic bargain work effectively.”123  
 
Discussion: 
 
Should the Objects section acknowledge “openness” specifically as an aim of the Act 
and as a contribution towards more accountable government? 
 
 
6.2.3 Open and shut 
 
The Public Records Act 2002 requires all public authorities to make and keep full and accurate 
records of their activities and to have regard to any relevant policy, standards and guidelines made 
by the archivist about the making and keeping of public records – s. 7(1).  The Act details the way 
public records must be preserved (particularly in s. 8) and how they may be accessed by the public 
under various circumstances (Division 3).  The Act has nothing whatever to say about a 
requirement that any particular record generated by an agency should be confidential. 
Some agencies are in the business of producing records that will be open to the public (or to a 
particular member of the public).  For example, the Titles Registration business unit in the 
Department of Natural Resources and Water provides the community, industry, governments and 
other stakeholders with accurate, secure and readily accessible registers for the recording of 
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ownership and other interests and transactions relating to freehold land, State tenure land and 
water allocations in Queensland.  In addition, many departments provide statistical information on 
a regular basis to the public.  For example, Queensland Treasury’s Office of Economic and 
Statistical Research publishes regular bulletins on a large range of issues while the Department of 
Primary Industries and Fisheries publishes information and economic forecasts covering industries 
within its portfolio responsibilities. 
Discussion: 
 
The “default” setting when any document is created by agencies is that it be regarded 
as “confidential”. Is this still appropriate?   
 
 
6.2.4 The 30-year rule 
 
Before the passage of the Freedom of Information Act 1992 there was no general right of access 
to documents held by Queensland Government agencies.  Indeed, as the then Attorney-General, 
Dean Wells, told Parliament in his Second Reading speech,  
 
the Government may be under a duty not to disclose information because of numerous 
laws containing secrecy provisions which prevent public servants giving access to 
documents held by Government agencies.  The Bill replaces this presumption of secrecy 
with a presumption of openness…124  
 
The presumption of secrecy remained, however, under some legislative provisions.  In particular, 
the Libraries and Archives Act 1988, and subsequently the Public Records Act 2002, prescribed a 
restricted access period of 30 years for Cabinet and Executive Council records.  Under the Public 
Records Act 2002 public authorities could require there to be restricted access to all other records 
to be held by Queensland Archives for 30 years from the time of the last action on the record, or 
longer if it contained material that was potentially exempt under various sections of the FOI Act.  
 
The British Prime Minister Gordon Brown, in a speech on “Liberty” given on 25 October 2007, said  
 
Freedom of Information is not simply about current discussions within government but 
about the restrictions we place on the publication of historical documents.  It is an irony 
that the information that can be made available on request on current events and current 
decisions is still withheld as a matter of course for similar events and similar decisions that 
happened 20 or 25 years ago. 
 
Under the current arrangements historical records are transferred to the national archives 
and are only opened to public access after 30 years or where explicitly requested under the 
FOI Act.  It is time to look again at whether historical records can be made available for 
public inspection much more swiftly than under the current arrangements.125  
 
He announced he had established a committee to review the 30-year rule which would report 
during the first half of 2008.  
 
Former Premier Peter Beattie expressed similar concerns in 2007, and suggested he was 
considering whether the 30-year rule should be reduced to 8 years.126
                                               
124 Wells, D., Freedom of Information Bill 1991, Second Reading speech, Queensland Parliamentary Debates, 
5 December 2001, p. 3849. 
125 Brown, G., “Speech on Liberty”, 25 October 2007, <www.pm.gov.uk>. 
126 Johnstone, C., “Lift lid on Cabinet sooner: Premier”, Courier Mail, 18 May 2007. 
 54
 
Discussion: 
 
Does the existence of the 30-year rule militate against the culture of openness that the 
freedom of information law is meant to encourage within government and other 
relevant agencies?  
 
Should the period be reviewed in relation to Cabinet decisions and documents, and 
more generally for other public records?  
 
If so, to what extent should it be reduced?  
 
Given that any change would have financial and administrative implications for 
Queensland Archives, should any change be phased in over a number of years? 
 
 
6.2.5 Administrative access 
 
Some State Government agencies provide access to information under administrative access 
schemes, (also known as “administrative release” or “admin release”) as well as through FOI.  A 
number of these agencies publish policy statements to clarify these arrangements and provide 
advice on how to access information via these schemes.  Access may be provided either free or for 
a fee. 
 
For example, in February 2005, Queensland Health launched a policy “… to ensure that the 
administrative release of thousands of health records continued to occur in a timely and efficient 
manner.”127  The Department of Education, Training and the Arts (DETA) maintains a scheme to 
provide administrative access to records in schools.   
 
The FOI guidelines issued by the Department of Justice and Attorney-General state that the FOI 
Act is a minimum, rather than a maximum standard, for disclosure of information in government-
held documents and that it is meant to supplement existing administrative access arrangements, 
not replace or restrict them. 
 
Section 14 of the FOI Act provides that the Act is not intended to prevent or discourage the 
publication of or access to information via other arrangements, for example administrative access 
arrangements, if this can be done (and is permitted by law). 
 
Section 15 of the FOI Act requires that the Act operates in conjunction with other legislation that 
provides for access to information.  An example is the Public Records Act 2002 which provides for 
access to public records still in a restricted access period through either an FOI application or with 
the written approval of the agency responsible for the records. 
 
Access to information through administrative access arrangements can be quicker, cheaper and 
easier than FOI access.  People seeking access to information through FOI may have their 
applications refused under s. 22 of the FOI Act where the information is available elsewhere. 
 
Where information is disclosed outside FOI under an administrative access scheme, or in any other 
way other than through FOI, an agency or Minister may make the disclosure of information  
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conditional on the recipient not disclosing the information more widely or using it in particular 
ways.  However, when documents are disclosed under FOI an agency or Minister generally has no 
control over the applicant’s subsequent use of that information. 
 
Information may also be released other than through a scheme at the discretion of a Minister or 
Director-General.  The extent of decision-making on release of documents in this way varies widely 
across agencies.  Officers handling FOI applications rarely consider whether they might release 
information other than through formal FOI procedures. 
 
One limitation on the provision of information outside FOI is that the information and the agency 
may not have the legal protection provided by FOI in the event that the information is, for 
example, defamatory or a breach of confidence – see sections 102-104. 
 
Discussion: 
 
Should agencies be encouraged to consider providing more information to people 
under administrative access schemes or otherwise than through FOI? 
 
Should FOI officers be given more delegated power and discretion to release 
information requested under FOI other than through the FOI process?   
 
Is further legal protection required for information provided other than through FOI?  
 
 
6.2.6 Publication schemes 
 
Many agencies are required by legislation other than the Freedom of Information Act 1992 to 
make information available either generally or to identified groups of people or specified 
individuals.  For example the Department of Justice and Attorney-General is responsible for 
administering such laws as the Births Deaths and Marriages Registration Act 2003, the Coroners 
Act 2003, the Guardianship and Administration Act 2000 and the Commercial and Consumer 
Tribunal Act 2003 (among many others) that specify that particular information may be accessed, 
who may access it, and under what conditions.  FOI laws also require agencies to publish 
information concerning the affairs of the agency – for example, sections 18 - 20 of the Queensland 
Act. 
 
The Queensland FOI Act requires, in s. 18, that agencies publish at least every year, an up-to-date 
statement of the affairs of the agency, including: 
 
• A description of the agency’s structure and functions and the ways they affect members of 
the community; 
• A description of various documents that are held by the agency including those that are 
available for inspection, or for purchase, and those that are free. 
• The way the agency gives access to documents concerning personal affairs and how contact 
can be made with the agency; and 
• Any reading room and publications made available for the public. 
 
Most agencies publish considerably more information than this on their websites, and many try to 
keep their information genuinely up-to-date. 
 
A table, prepared for the Panel by Queensland State Archives, setting out the information required 
to be published by the Queensland, Commonwealth, Canadian, New Zealand and UK legislation, is 
printed at the end of the Chapter (Table 6.1). 
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The Queensland and federal legislation have more detailed requirements than the other 
jurisdictions.  The UK law is more limited, being restricted to information published by an agency, 
rather than held by it.  However the UK provision also allows the Information Commissioner’s 
Office to provide model schemes on which agencies should base their publication statements.  The 
Victorian Freedom of Information Amendment Bill 2007 includes a provision allowing the Minister 
to set publishing standards to be observed by agencies.  
 
The UK also encourages agencies to develop an Information Asset Register of unpublished 
information (IAR) on their own website, which links into the whole of Government IAR managed 
by the Office of Public Sector Information.  IAR aims to cover vast quantities of information held 
by all government departments and agencies.  This includes databases, old sets of files, recent 
electronic files, collections of statistics and research.  The IAR concentrates on information 
resources that have not yet been, or will not be, formally published. Similar databases exist in the 
US (Government Information Locator Services – GILS) and Canada (Info Source). 
 
Commonwealth agencies publish a considerable amount of information at the direction of the 
Senate, made under its standing order 164.128  For example, the Senate has a permanent order 
requiring the production of indexed lists of government files.  Another order requires departments 
and agencies to publish on the internet lists of contracts valued at $100,000 or more, with 
statements of reasons for any confidentiality clauses or claims.  Another order requires the 
production of statements giving details of all government advertising campaigns costing $100,000 
or more. 
 
In Victoria, following an inquiry conducted by the Bracks Government into contracts made by its 
predecessor, the Government adopted a policy of publishing details of all contracts entered into by 
the Government on the internet.  The Australian Capital Territory adopted a similar policy and 
enshrined it in legislation (the Government Procurement Act 2001).  It requires the Government to 
publish the “public text” of all contracts valued at $50,000 or more, not including confidential 
clauses.  South Australia has also introduced a scheme for the publication of contracts and 
consultancies. 
 
The Panel is aware that an inquiry currently being conducted by LCARC includes as an issue on 
which it is seeking submissions, the publication of details regarding contracts entered into by 
public sector agencies. 
 
Discussion: 
 
Should agencies be required to include more information in their statements of affairs, 
and if so what?  
 
Should they be required to keep these genuinely up-to-date (revised, if necessary, 
every week/month)?  
 
Is the statement of affairs the best format for publication of this information? 
 
Should the Minister exercise, or should the Information Commissioner be given, the 
power to require the publication by agencies of additional information?  
 
Would there be any advantage in the creation of an Information Standard to provide 
more specific guidance to agencies about what information they should publish?  Or 
should this be done by regulation? 
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 6.2.7 Negating access 
 
A much debated feature of the Object section of the Act is its inclusion of a reference to the 
negative aspects of the disclosure of information. In s.4 (4) it says the Act is “intended to strike a 
balance between” 129 the competing aspects recognised variously in s. 4 (2) and s. 4 (3). 
 
The ALRC/ARC Report recommended against including references to exemptions in the objects 
section, saying  
 
This will help clarify that the exemptions, like other provisions of the Act, are subject to s. 3 
(2) and must be interpreted in a manner that will give effect to the general objectives of 
the Act.  It will ensure that the object clause emphasises the right of access, not the 
exemptions, without diminishing the protection afforded the various interests identified in 
the Act as warranting protection.  That protection is afforded by the exemption provisions 
themselves, not by their mention in the object clause.130  
 
The Commonwealth Ombudsman, John McMillan, regarded the attempt to provide balance as a 
defect, saying “the clause gives equal emphasis to the preservation of secrecy, by noting that the 
right of access is limited ‘by exceptions and exemptions necessary for the protection of essential 
public interests and the private and business interests of person’.”131  
 
However LCARC, in its 2001 Report, took a different view. It said: 
 
Reference to competing interests: While the objects clause should emphasise the right 
of access, there should also be some recognition at the outset of the competing interests 
which must be considered when determining whether to disclose information. In particular, 
the objects clause should recognise the importance of protecting individuals’ privacy. 
 
A failure to recognise these competing interests might give applicants a false impression 
that all government-held information is accessible. 132
 
New Zealand’s approach to this issue is to maintain an emphasis on disclosure, while noting that 
official information should be protected consistently with the public interest and the preservation 
of personal privacy.  The purposes section of the Official Information Act 1982 is in these terms: 
 
4  Purposes   
The purposes of this Act are, consistently with the principle of the Executive Government's 
responsibility to Parliament,— 
(a) To increase progressively the availability of official information to the people 
of New Zealand in order— 
 
i. To enable their more effective participation in the making and 
administration of laws and policies; and 
ii. To promote the accountability of Ministers of the Crown and officials,— 
                                               
129 Freedom of Information Act 1992, s.4(4). 
130 ALRC/ARC Report, p. 32. 
131 McMillan, J., Twenty Years of Open Government: What have we learnt?, The Federation Press, Paper 21, 
2002, p. 15. 
132 LCARC Report, Freedom of Information in Queensland, No. 32, p. 25. 
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and thereby to enhance respect for the law and to promote the good 
government of New Zealand: 
(b) To provide for proper access by each person to official information relating to 
that person; 
(c) To protect official information to the extent consistent with the public interest 
and the preservation of personal privacy.133
 
Discussion: 
 
Should the Objects clause include reference to factors that are used to balance against 
a right to access information?  
 
Would this be better achieved with a formula such as that adopted in the New Zealand 
Official Information Act, s. 4 (c)? 
 
 
6.2.8 Interpretation 
 
Section 4 (6) of the Freedom of Information Act 1992 states “It is Parliament's intention that this 
Act be interpreted to further the object stated in subsection (1) in the context of the matters 
stated in subsections (2) to (5).”134
 
Discussion: 
 
Should this section be redrafted to emphasise the object in subsection (1)? 
 
 
6.3 Ambit of the Freedom of Information Act 1992 
 
6.3.1 Document 
 
Section 7 of the Act includes the following definition: 
 
document includes – 
(a) a copy of a document; and 
(b) a part of, or extract from, a document; and 
(c) a copy of a part of, or extract from, a document.135 
 
The definition is accompanied by the following: 
 
Note – 
Under the Acts Interpretation Act 1954, section 36, document includes- 
(a) any paper or other material on which there is writing; and 
(b) any paper or other material on which there are marks, figures, symbols or 
perforations having a meaning for a person qualified to interpret them; and  
                                               
133 Official Information Act 1982, part 1, s. 4. 
134 Freedom of Information Act 1992, s. 1 (2 – 5). 
135 Freedom of Information Act 1992, s. 7. 
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(c) any disc, tape or other article or any material from which sounds, images, writings 
or messages are capable of being produced or reproduced (with or without the aid 
of another article or device).136 
 
Under the FOI Act, s. 10, a person is entitled to apply for access to a “document”. 
 
A related definition is in the Public Records Act 2002: 
 
6 What is a public record  
(1) A public record is any of the following records made before or after the 
commencement of this Act— 
(a) a record  made for use by, or a purpose of, a public authority, other than a 
Minister; 
(b) a record received or kept by a public authority, other than a Minister, in the 
exercise of its statutory, administrative or other public responsibilities or for a 
related purpose; 
(c) a Ministerial record. 
(2) A public record includes— 
(a) a copy of a public record; and 
(b) a part of a public record, or a copy of a part of a public record.137 
 
In the schedule to the Public Records Act 2002, a record is defined in this way: 
 
record means recorded information created or received by an entity in the transaction of 
business or the conduct of affairs that provides evidence of the business or affairs and 
includes- 
(a) anything on which there is writing; or 
(b) anything on which there are marks, figures, symbols or perforations having a 
meaning for persons, including persons qualified to interpret them; or 
(c) anything from which sounds, images or writings can be reproduced with or without 
the aid of anything else; or 
(d) a map, plan, drawing or photograph.138 
 
Under the Public Records Act 2002, access to some public records may be obtained from the 
Queensland State Archives under the Freedom of Information Act’s provisions relating to access to 
documents.  As noted earlier, s.7 of the Public Records Act requires public authorities to make and 
keep full and accurate records of their activities. 
 
Although the definitions of document and record may seem co-extensive, the application of the 
Public Records Act 2002 by Queensland State Archives may be seen to narrow the records it wants 
to capture and preserve.  A memorandum prepared by Queensland State Archives for the Panel 
says: 
 
Identifying drafts as public records 
 
Under the General Retention and Disposal Schedule for Administrative Records (QDAN249 
v.2.1), drafts of reports, correspondence, routine calculations not circulated as final 
documents internally or externally, and drafts where a final draft has been produced and 
which becomes the record of the agency, do not need to be captured as a public record as 
                                               
136 Freedom of Information Act 1992, s. 7. 
137 Public Records Act 2002, s. 6. 
138 Public Records Act 2002, Schedule 2. 
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they are defined as an ephemeral record (Reference Number 6.1.7).139  Also, those drafts 
which only document minor changes, such as for spelling/grammar corrections, or which 
do not record significant annotations or changes, could also be considered a draft 
document not requiring capture as a public record. 140
 
Capturing drafts as public records 
 
For documents which are prepared and then circulated within a work group for comment 
and feedback, the decision on whether this document needs to be captured within a 
recordkeeping system will depend on an assessment by the relevant personnel of the 
significance of this transaction (internal consultation) to the function or activity to which it 
relates.  Drafts that show significant alterations to the context of the document, or which 
document an important stage in the development process, should be captured.141  For a 
high risk or significant activities such as a major capital project, development of legislation, 
or the drafting of contracts, draft documents may be regarded as significant enough to 
warrant recording in the recordkeeping system with all the metadata necessary to ensure 
that it provides adequate evidence of the transaction to which it relates.142  
 
In other words, a draft should be captured if there is a business reason to do so.  The 
criteria for capturing and not capturing drafts should be defined in organisational 
recordkeeping procedures and be communicated to relevant staff.143
 
FOI officers may not adopt similar policies, by disregarding “ephemeral” emails and other 
communications that do not add to the record of the way policy documents may have developed. 
 
Making judgments for the purposes of FOI about what is “ephemeral” could be managed by 
adopting the approach used in Sweden, which enacted the world’s first Freedom of Information 
Act in 1766.  There, every authority is required to keep a register of all official documents and 
most indices are publicly available.  However internal documents such as drafts, memoranda and 
outlines are not considered to be official documents unless they are filed and registered or they 
                                               
139 Queensland State Archives, “Drafts as Public Records” 20 November 2007 referring to 
<www.archives.qld.gov.au/government/disposal>. Also, GDA3 – General Disposal Authority for General 
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NSW, RIB 38 “Keeping publications and promotional materials as records”, 
<http://www.records.nsw.gov.au/recordkeeping/rib%5F38%5Fkeeping%5Fpubs%5F3459.asp>. 
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contain new factual information that is taken into account in decision-making, and there is no 
obligation to keep non-official documents144  
 
In New Zealand, the Official Information Act 1982 provides for access not to documents or records 
but to “official information”, meaning any information held by various authorities, subject to a 
number of exceptions. 
 
Discussion: 
 
Would there be any advantage in changing the Act to provide that a person may seek 
access to public records, rather than documents, or even to official information? 
Should the Act specifically exclude “ephemeral” material?  
 
Should it move towards the Swedish approach? 
 
 
6.3.2 Bodies to which the Act applies 
 
The Freedom of Information Act 1992 is meant to apply only to information held by the 
Queensland Government (s. 4.1).  Section 21 creates a legally enforceable right to be given access 
to the documents of an agency and the official documents of a minister, while section 8 defines an 
agency as a department, local government or public authority.  Public authority is defined at some 
length in section 9. 
 
(i) The private sector  
 
The ALRC/ARC Report rejected the notion that there should be a general extension of the FOI Act 
to the private sector.  It said, in part: 
 
The Review remains of the view that the democratic accountability and openness required 
of the public sector under the FOI Act should not be required of the private sector.  As a 
general rule, private sector bodies do not exercise the executive power of government and 
do not have a duty to act in the interest of the whole community.  Private sector bodies 
should not be under an obligation to disclose to any member of the public any document in 
their possession… In the Review’s view strong justification would be needed to subject 
private sector bodies to the additional resource burden and potential threats to commercial 
operations that could result from a general extension of the FOI Act.  The Review does not 
consider that such justification exists.145  
 
The only country whose FOI laws reaches generally into the private sector is South Africa but that 
only occurred because of the special circumstances arising out of the country’s transition from 
apartheid to majority rule.146  
 
(ii) Contracting out 
 
Nevertheless, the ALRC/ARC Report considered it necessary that some private sector organisations 
should not fall completely outside the reach of FOI.  As it noted, “The trend towards government 
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contracting with private sector bodies to provide services to the community raises significant 
regulatory and accountability issues.”147  It said, 
 
Where an agency contracts with a private sector body to provide services to the public on 
behalf of government, public information access considerations arise because it is the 
public, not the contracting agency, that is the ultimate recipient of the service. It is in this 
situation that the traditional distinction between the public and private sectors becomes 
blurred …(I)f any problems occur in relation to the provision of the service, it is members 
of the public who will be affected and whose ability to seek redress may be reduced by the 
fact that they are not party to the contract.  It is in this situation that adequate access to 
information about the performance of the contract needs to be guaranteed.  Contracting 
with private sector bodies for the provision of services directly to the public on behalf of 
government poses a potential threat to government accountability and openness provided 
by the FOI Act.  It should not be possible to avoid that accountability and openness by 
contracting with the private sector for the provision of services. 148
 
The ALRC/ARC Report and a later report by the ARC made a series of recommendations designed 
to remedy this problem.  They included: 
• Requiring agencies to include provisions in contracts requirements that contractors record and 
provide adequate information to the agency and to allow parliamentary scrutiny as well as 
public information access rights. 
• Complaint procedures should be adequate and not lost or diminished as a result of a service 
being provided by a contractor rather than the government. 
• Contractor’s documents that directly relate to the performance of contractual obligations be 
deemed to be in the possession of the relevant agency.149  
 
In relation to the last of these points, the ARC noted that the citizen would then have a statutory 
right to seek access to the document by making an FOI request to the agency.  It said a further 
amendment to the Act would be required to require contractors to provide these documents to the 
agency when an FOI request was made.150  
 
In the same report, the ARC had said 
 
… it is important that the gains in government accountability that have been achieved by 
the FOI Act should not be lost or diminished where services are contracted out.  Normal 
commercial practices may not, of themselves, lead to contractors providing information 
voluntarily to members of the public upon request.  Appropriate regimes can and should be 
developed which can protect the interests of contractors while still ensuring democratic 
accountability through access to information.151  
 
The British Prime Minister, Gordon Brown, announced on 25 October 2007 that his Government 
would consider extending the reach of FOI in this regard. He said, 
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Public information does not belong to Government, it belongs to the public on whose behalf 
government is conducted.  Wherever possible that should be the guiding principle behind 
the implementation of our Freedom of Information Act. 
 
So it is right also to consider extending the coverage of freedom of information and the 
Freedom of Information Act.  And we are also today publishing a consultation document to 
consider whether additional organisations discharging a public function – including in some 
instances private sector companies running services for the public sector – should be 
brought within the scope of Freedom of Information legislation.152  
 
(iii) Government Owned Corporations 
 
A GOC (Government Owned Corporation) is a government-controlled entity established as a body 
corporate by an Act.  A “public authority” is, for the purposes of the Freedom of Information Act, 
an “agency” and, subject to other provisions of the FOI Act, a right of access is established to its 
documents (s. 21). A “public authority” includes – 
 
(a) a body (whether or not incorporated) that – 
(i) is established for a public purpose by an enactment; or 
(ii) is established by government under an enactment for a public purpose, 
whether or not the public purpose is stated in the enactment …153 
 
An important issue that has arisen recently is whether a GOC established under the 
Commonwealth’s Corporations Law is a “public authority” for the purposes of the FOI Act.  The 
Acts Interpretation Act 1954 defines enactment as an act or statutory instrument of the 
Queensland Parliament.  The Corporations Law may not fall within that definition, even though the 
Commonwealth’s Corporations Law owes its constitutional validity in part to a reference of power 
made by the Queensland Parliament.  The fundamental issue is whether GOCs should be able to 
gain exemption from FOI when the clear intention of the Parliament when it legislated for FOI was 
that any body established for a public purpose should fall within its reach, unless they were 
covered by another exemption. 
 
A recent government initiative may have the effect of eventually pushing almost all GOCs outside 
the FOI envelope.  The Crime and Misconduct Commissioner, Robert Needham, in his Annual 
Report dated October 2007, noted “A significant example” of “what appears to be a growing 
government trend to convert some public agencies to government-owned corporations (GOCs)”. 
And he commented,  
 
More worryingly still, recent amendments to the Government Owned Corporations Act 1993 
disclose the government’s intention that all statutory GOCs – currently under the CMC’s 
jurisdiction – will convert to being corporate GOCs.  This means that the CMC will not have 
the power to investigate these agencies. Neither will the Whistleblowers Protection Act 
1994 apply to them. 
 
I acknowledge that it may make commercial sense for some public agencies to become 
corporate GOCs.  However, I am strongly of the view that private entities that carry out 
public functions should be subject to scrutiny by the CMC, especially where public funding 
is involved. Without any corresponding changes to our powers there is considerable 
potential for public accountability to be eroded.154  
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153 Freedom of Information Act 1992, s.9(1) 
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The number of GOCs subject to the FOI Act has decreased significantly in the past 15 years.  The 
current exemptions are provided for in sections 11, 11A and 11B of the Freedom of Information 
Act 1992. 
 
The question whether and to what extent GOCs should be subject to FOI has been debated at 
length in the Parliament and by LCARC and the Information Commissioner (See Chapter 4 above) 
and by other bodies reviewing FOI.  At the Commonwealth level, the ALRC/ARC Report reached 
conclusions generally favouring the continued application of FOI to most Government Business 
Enterprises (GBEs – which are essentially the same as GOCs).  
 
The main arguments in favour of extending the FOI Act to GBEs were: 
• private sector accountability mechanisms and market forces do not displace the need for public 
accountability of GBEs due to: 
• GBEs expenditure of considerable public money, which suggests that they should 
therefore be publicly accountable for the use of that money; 
• GBEs are accountable to Ministers financially and strategically and the public has 
a democratic interest in their workings; 
• traditional private sector corporate reporting, accounting and audit requirements 
do not provide public accountability and potential for a just result to be achieved 
in individual circumstances, unlike FOI and other administrative law mechanisms 
which do have the potential to provide such results and benefits; and 
• the competitive environment does not facilitate a fair and just provision of goods 
and services. Although private remedies exist, their cost makes them prohibitive 
for most people, whereas administrative law remedies are by and large cheaper 
and therefore more accessible, and likely to lead to better accountability and 
decision-making … 
• GBEs should be subject to FOI to promote transparency of their operations. Such transparency 
is particularly important given GBEs privileged position in relation to access to capital, cost of 
capital, and taxation, and other regulatory privileges as compared to the private sector. 
• GBEs which carry out regulatory functions should be subject to the same controls as other 
regulatory government bodies. As such, the FOI Act should apply to a GBE’s public functions or 
service delivery, especially where those functions are carried out in a “less competitive or 
monopoly market’’. 
 
Arguments against extending the FOI Act to GBEs: 
• the objectives of the FOI Act are irrelevant to GBEs because GBEs operate in a commercially 
competitive environment; 
• there is sufficient accountability provided through private sector regulatory mechanisms. For 
example, in a genuinely competitive market, market mechanisms ensure a high quality of 
administration thus removing the need for the accountability provided by the FOI Act; and 
• there is a need to protect the commercial interests of the GBE from additional administrative 
and financial burdens and to put them on a level playing field with their private sector 
competitors. A level playing field can best be achieved by removing regulatory intrusions into 
the affairs of GBEs, which do not apply to the private sector.155  
 
The ALRC/ARC Report noted that whether a completely level playing field was achievable (in 
relation to the private sector and GBEs) was debateable.  At the end of the day GBEs were not 
private sector bodies though they might resemble them in many respects.  It agreed that GBEs 
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were subject to a wide range of accountability mechanisms, but said the FOI Act enhanced 
democratic accountability by allowing public examination of government policy and decision 
making and increasing participation in that decision making.  However it considered there were 
questions about the degree and type of accountability that should be required and the best way to 
achieve it, and whether GBEs had multiple functions.  Generally it considered GBEs should be 
subject to the FOI Act.  However the greater the extent to which a GBE’s commercial activities 
were carried out in a competitive market, the less the justification for applying the FOI Act.  Those 
that were engaged predominantly in commercial activities in a competitive market should not be 
subject to the Act.156  
 
The Report had one dissenter – the then Commonwealth Ombudsman, Philippa Smith: In her view 
the question went beyond a test of the operation of the marketplace (assuming it is competitive).  
 
Other considerations related to CSOs (community service obligations), the public interest, 
statutory powers and management of public assets require that the principles of 
transparency and accountability should apply to GBEs allowing for exemptions for 
commercial and competitive documents to be claimed under the FOI Act.  The Ombudsman 
considers that all GBEs should be subject to the FOI Act.157  
 
Others also dispute the conclusion that market mechanisms can replace the accountability 
mechanisms that FOI may provide, particularly for individual customers or consumers of the 
business of the GOC/GBE.  Snell and Langston say: “The accountability being offered by market 
mechanisms, and a regime of government controls over GBEs, is not interchangeable with that 
produced by devices like FOI.” 158  They say: 
 
The market mechanisms and other government accountability mechanisms contemplated 
by the ALRC/ARC Report are deficient.  Those deficiencies are partially offset when 
administrative law review mechanisms like FOI are kept in place.  Far more important, 
given the lessons from TriContinental, the State Bank of South Australia and the Western 
Australia Inc. Royal Commission, is that the activities of government entities need to be 
transparent and accountable not only to the Executive and Parliament but even more so 
directly to the citizen.159  
 
Nor is it necessarily correct to assume that corporatising GOCs creates a level (commercial) playing 
field.  While a GOC may fall under the regulatory umbrellas erected by the Australian Competition 
and Consumer Commission and/or the Australian Securities and Investment Commission, they will 
not have to satisfy the requirements of the Australian Stock Exchange (in relation to continuous 
disclosure, in particular) as will most of their commercial competitors.  And owing to their ability to 
tap government funding, they will not be subject to the discipline that commercial lenders might 
impose on non-GOC corporations.  Additionally, documents provided by GOCs to the State are 
protected against disclosure under FOI, where in many cases the documents that their commercial 
competitors provide may not be. 
 
The fact that GOCs have to satisfy strict legislative requirements about the way they conduct their 
businesses and report regularly to Ministers provides a limited degree of accountability.  But in the 
absence of FOI and other administrative law remedies, GOCs are largely protected in their dealings 
with citizens/customers.  Although GOCs are being insulated from this accountability, the 
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shareholding Ministers and the Government remain politically accountable for their activities, even 
though they may have a blinkered view of what the GOCs are doing. 
 
When LCARC considered the issue it proposed a series of changes designed to limit exclusions and 
the way in which they were dealt with in the Act and regulations.  These were adopted in part.  
But the then Attorney-General Rod Welford insisted that GOCs that were predominantly engaged 
in commercial activities in a competitive market should not be subject to the operation of the FOI 
Act.  
 
It is important that these bodies are able to operate on a level playing field.  GOCs operate 
in increasingly competitive environments and many are subject to particularly strong 
competition such as the energy GOCs.  The current exclusions for GOCs effectively 
recognise the environment within which their commercial activities are performed, their 
performance agreements negotiated and performance monitored.160  
 
The changes to the GOC legislation noted above demonstrate that the Government has moved 
even further to insulate GOCs from FOI.  However there is a separate issue about access to 
personal information.  The mere fact that governments decide to corporatise their service 
obligations (eg supplying water, transport, social, health and educational services) should not be 
used to provide a means of limiting the ability of people to access the personal information those 
GOCs hold about them, or to correct errors in the personal data they hold. 
 
Discussion: 
 
Should the private sector remain outside the reach of the FOI Act?  
 
Should there be special provisions in the Act (and, if necessary, in other legislation) to 
ensure that when government services are contracted out to corporations, 
partnerships or individuals, that the contractor should be required to provide 
information that would have been required under FOI if the services were being 
provided by an agency? 
 
Should Government Owned Corporations (however constituted) be exempt from 
provisions of the Act covering agencies and, if so, to what extent? 
 
If world’s best practice in FOI law is that FOI should extend to “any body that is 
exercising government functions” should any attempt be made to define what are 
“government functions” at a time when the responsibility for many such functions is 
being devolved to the private sector or GOCs?161
 
Should people be able to access their personal information held by organisations like 
GOCs that are ultimately controlled by government and, if so, to what extent? 
 
 
(iv) Other bodies 
 
As noted earlier, section 9 of the FOI Act provides a wide definition of “public authority”, to include 
a body established for a public purpose by an enactment.  This meant, for example, that some 
private schools that were established under legislation, were covered by the Act – currently eight 
are listed in the Grammar Schools Regulation 2004 under the Grammar Schools Act 1975.  The 
provisions of the FOI Act did not apply to many other private schools, which like the Grammar 
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Schools received some funding from the Government.  Grammar Schools were later removed from 
coverage of the Act (s. 11(1)(x)).  Over the past 15 years a great many institutions covered by the 
original Act have persuaded governments to legislate to exclude them.  It has not always been 
clear on what basis the exclusion has been granted. 
 
What principles should govern the determination of whether an institution should be covered by 
freedom of information?  A paper prepared by the Canadian Department of Justice discussing 
ideas intrinsic to the reform of its legislation, the Access to Information Act (ATIA) said a 
determination of which institutions should be covered by the Act is generally guided by the 
perceived objective of the Act: 
 
If the principal purpose of the ATIA is perceived as being to foster public participation in 
public policy decisions by allowing access to “unfiltered” information, then the focus of 
coverage would be those institutions which develop and apply public policy.  If the purpose 
of the ATIA is perceived to be accountability for actions, then the focus of coverage would 
be those institutions which are considered to be operational.  If the purpose of the ATIA is 
perceived to be accountability for spending money, then the focus would be financial.  The 
broadest approach is to include all institutions considered to be part of, or controlled by, 
the federal government unless there is a reason not to.162  
 
The Canadian Department of Justice noted that in 1987 a Parliamentary Committee studying the 
Act recommended two criteria for defining government institutions: 
 
exclusively financed out of the Consolidated Revenue Fund; or, for agencies not exclusively 
financed this way, but who can raise funds through public borrowing, degree of 
government control.163  
 
Discussion: 
 
What principles should apply in determining whether bodies are covered by the 
Freedom of Information Act? 
 
What principles should apply when consideration is given to excluding a body from 
coverage by the Act? 
 
162 Department of Justice, Canada, Strengthening the Access to Information Act, 11 April 2006, p. 3. 
163 Strengthening the Access to Information Act., 11 April 2006, p. 5. 
Table 6.1 
 
Freedom of Information – Legislation relating to publication schemes in Canada, New Zealand, United Kingdom (except Scotland), 
Australia (federal & Queensland).  
 
Country/State, 
Name of 
Legislation & 
Publication 
Frequency 
Responsibilities, 
Structure & 
Function 
Description of 
categories 
Manuals, Procedures & 
Committees 
Title & address of 
officer 
Additional Info – 
charges etc. 
Australia 
Federal 
 
Freedom of 
Information Act 
1982 
(Part II section 
8) 
Published once 
a year  
A statement setting 
out particulars of 
the organisation 
and functions of the 
agency, indicating, 
as far as 
practicable, the 
decision-making 
powers and other 
powers affecting 
members of the 
public that are 
involved in those 
functions. 
 
A statement of the 
categories of 
documents that are 
maintained in the 
possession of the 
agency, being 
categories that 
comply with 
subsection (6). 
 
A statement of 
particulars of the 
facilities, if any, 
provided by the 
agency for enabling 
members of the 
public to obtain 
physical access to 
the documents of 
the agency. 
A statement setting out 
particulars of any arrangements 
that exist for bodies or persons 
outside the Commonwealth 
administration to participate, 
either through consultative 
procedures, the making of 
representations or otherwise, in 
the formulation of policy by the 
agency, or in the administration 
by the agency, of any enactment 
or scheme. 
 A statement of any 
information that 
needs to be available 
to the public 
concerning particular 
procedures of the 
agency in relation to 
Part III, and 
particulars of the 
officer or officers to 
whom, and the place 
or places at which, 
initial inquiries 
concerning access to 
documents may be 
directed. 
 
 
Australia QLD 
 
Freedom of 
Information Act 
1992 
(section 18) 
A description of the 
agency’s structure 
and functions.  
 
A description of the 
ways in which the 
A description of the 
various kinds of 
documents that are 
usually held by the 
agency, including 
the kinds of 
A description of the literature 
available from the agency by way 
of subscription services or free 
mailing lists. 
 
A list of all boards, councils, 
 A description of the 
agency’s procedures 
in relation to the 
giving of access to 
the agency’s 
documents and to the 
The kinds of 
documents that are 
available from the 
agency free of 
charge. 
    
Published once 
a year 
 
agency’s functions 
(including, in 
particular, its 
decision-making 
functions) affect 
members of the 
community; a 
description of any 
arrangements that 
exist to enable 
members of the 
community to 
participate in the 
formulation of the 
agency’s policy and 
the exercise of the 
agency’s functions. 
documents that are 
available for 
inspection at the 
agency (whether or 
not as part of a 
public register) 
under an enactment 
other than this Act, 
whether or not 
inspection of any 
such document is 
subject to a fee or 
charge; (ii) the 
kinds of documents 
that are available 
for purchase from 
the agency. 
committees and other bodies 
constituted by 2 or more persons 
that: 
(i) are a part of, or that have 
been established for the purpose 
of advising, the agency; and 
(ii) whose meetings are open to 
the public or the minutes of 
whose meetings are available for 
public inspection. 
 
A description of the 
arrangements that exist to 
enable a member of the 
community to obtain access to 
the agency’s documents and to 
seek amendment of the agency’s 
documents concerning the 
person’s personal affairs. 
amendment of the 
agency’s documents 
concerning the 
personal affairs of a 
member of the 
community, including: 
(i) the designation of 
officers to whom 
inquiries should be 
made; and 
(ii) the addresses at 
which applications 
under this Act should 
be lodged. 
 
Canada 
 
 
Access to 
Information Act 
1985 
(section 5.1) 
Published once 
a year  
A description of the 
organisation and 
responsibilities of 
each government 
institution, 
including details on 
the programs and 
functions of each 
division or branch 
of each government 
institution. 
A description of all 
classes of records 
under the control of 
each government 
institution in 
sufficient detail to 
facilitate the 
exercise of the right 
of access under this 
Act. 
A description of all manuals used 
by employees of each 
government institution in 
administering or carrying out any 
of the programs or activities of 
the government institution. 
The title and address 
of the appropriate 
officer for each 
government 
institution to whom 
requests for access to 
records under this Act 
should be sent. 
 
 
 
New Zealand 
 
 
Official 
Information Act 
A description of its 
structure, functions, 
and responsibilities 
including those of 
any of its statutory 
A general 
description of the 
categories of 
documents held by 
it.  
A description of all manuals, and 
similar types of documents which 
contain policies, principles, rules, 
or guidelines in accordance with 
which decisions or 
A statement of any 
information that 
needs to be available 
to members of the 
public who wish to 
 
 70 
 71 
1982 
(Part 3 section 
20.1) 
Published every 
two years 
officers or advisory 
committees. 
 
recommendations are made in 
respect of any person or body of 
persons in his or her or its 
personal capacity. 
obtain official 
information from the 
Department or 
organisation, which 
statement shall 
include particulars of 
the officer or officers 
to whom requests for 
official information or 
particular classes of 
information should be 
sent. 
United Kingdom 
(except 
Scotland) 
 
Freedom of 
Information Act 
2000 
(Part I Section 
19.1-2) 
Awaiting return 
confirmation 
email from 
Information 
Commissioner’s 
Office UK. 
 Specify classes of 
information which 
the public authority 
publishes or intends 
to publish. 
 
  Specify whether the 
material is, or is 
intended to be, 
available to the 
public free of 
charge or on 
payment. 
 
Specify the manner 
in which information 
of each class is, or 
is intended to be, 
published. 
 
164  
                                               
164 Queensland State Archives, “Comparison of Statement of Affairs and Publication Schemes in Canada, New Zealand, United Kingdom and Australia (Federal and 
Queensland)”, 20 November 2007, pp. 3 – 5. 
7 Exemption provisions 
 
 
At a recent conference, the NSW Deputy Ombudsman, Chris Wheeler, bluntly explained 
some of the consequences of freedom of information on government.  He said: 
 
Information is power, and therefore control over the dissemination of information 
is of vital interest to people who are in power.  Politicians and public officials are 
likely to perceive FOI legislation as creating risks for them personally, or political 
risks for the government of the day or risks of damage to the reputation of their 
agency.  FOI legislation creates an environment or particular situations that can 
be beyond their direct control – they don’t know what will be asked for or when, 
what might be disclosed, how it might be used or what the consequences might 
be. 
 
FOI legislation therefore creates a fundamental and significant conflict of 
interests for government and senior public officials – between their public duty to 
implement such legislation in accordance with its terms and spirit, and their 
political/personal interests that may be seriously damaged by its proper 
implementation. 
 
To promote effective improvements to FOI legislation it makes sense to start by 
recognising reality – while the effective operation of FOI legislation is clearly in 
the general public interest, it is unlikely to be in the interests of the government 
of the day, of senior public officials, or of public sector agencies.  In this respect 
FOI legislation is unique in our system of government.  Such legislation can be 
distinguished from all other accountability type legislation whose effective 
implementation is either generally neutral to the interests of the government of 
the day, or can actually assist governments in the performance of their functions 
(eg audit, Ombudsman, corruption fighting, etc, type legislation). 
 
Leaving aside information concerning people’s personal affairs, by and large FOI 
legislation is there to enable members of the public to get access to documents 
that governments and agencies do not want disclosed, but which Parliament has 
said should be released in the public interest.  If governments generally, and 
individual agencies in particular, have no problems in releasing documents, they 
can do so whenever they like outside FOI legislation.  Indeed, any information 
that shows the government or an agency in a good light is very likely to be made 
public.  FOI legislation is there for the other documents – the ones that public 
officials, agencies, Ministers and the government of the day do not wish to make 
public.  Very often there are valid public interest reasons for refusing access, 
however, not uncommonly, the primary underlying reason for refusing access 
appears to be risk avoidance – the protection of personal, professional, 
organisational or political reputation. 
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This inherent conflict of interests needs to be recognised and the provisions of 
the legislation need to address it head on – to appropriately address the conflict 
so that the legislation has a chance of working in the way it was intended.165
 
Less provocatively, in 1995 the ALRC/ARC Report on Open Government said, 
 
The public interest in the general availability of government information will in 
some cases be outweighed by the public interest in protecting information from 
disclosure.  The purpose of the exemption provisions is to balance the objective 
of providing access to government information against legitimate claims for 
protection.166  
 
Or, as a recent text explains: 
 
FOI exemptions exist to balance the right of access against the protections of 
recognised government and third party interests.  In other words, the rationale 
for their existence is based on the assumption that disclosure of certain kinds of 
information is prejudicial to state interests and effective government or is 
detrimental to the commercial or personal interests of third parties.  FOI 
exemptions cover a range of matters including Cabinet deliberations, national 
security concerns, the inner workings of government agencies and personal or 
commercially sensitive information supplied to government. 
 
The application of exemptions represents the core business of FOI as nearly all 
contested access requests centre on whether an agency has correctly invoked an 
exemption.167  
 
Virtually all FOI laws contain exemption provisions, and nearly all cover the same 
subjects.  
 
These include the protection of national security and international relations, 
personal privacy, commercial confidentiality, law enforcement and public order, 
information received in confidence, and internal discussions.  In many 
parliamentary systems, documents that are submitted to the Cabinet for 
decisions and records of Cabinet meetings are excluded for a period of time.  In 
Ireland, this is ten years.  In New Zealand, Cabinet documents are routinely 
released in response to requests without delay. 
 
Most laws require that harm must be shown before the information can be 
withheld, for at least some of the provisions.  The test for harm generally varies, 
depending on the type of information that is to be protected.  Privacy, protecting 
internal decision-making, and national security are generally given the highest 
level of protection. 
                                               
165 Wheeler, C., “FOI-The need for Review”, Government Lawyers CLE Conference, 30 October 
2007, p. 4. 
166 ALRC/ARC Report, p. 91. 
167 Lane, W. and Young, S., Administrative Law in Australia, Law Book Co., Australia, 2007, p. 
330. 
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An increasing number of national laws include a “public interest” test that 
requires that public authorities and oversight bodies balance the interest in 
withholding information against the public interest in disclosure.  This allows for 
information to be released even if harm is shown if the public benefit in knowing 
the information outweighs the harm that may be caused from disclosure.  This is 
often used for the release of information that would reveal wrongdoing or 
corruption or to prevent harm to individuals or the environment.  In some 
countries it applies to all exemptions for any public reason.168  
 
There are a number of ways in which FOI laws provide for exemptions. In Freedom of 
Information and Privacy in Australia, Moira Paterson identified these “drafting 
characteristics”: 
1. Process v substance 
2. Class claims v adverse effect 
3.  Absolute v relative tests 
4.  Public interest  
5.  Common law tests169
 
These reflect the way most writers characterise the operation of exemptions, though 
some adopt slightly different terminology – for example, “adverse effect” is referred to 
sometimes as “injury or harm-based exemptions”170
 
1. Process v substance. Paterson says: 
 
Although the tests for exemption in the majority of the exemptions in the 
Freedom of Information Acts focus on the substantive content of documents to 
which access is sought, each Act also contains some process-based exemptions.  
Process-based exemptions fall into two groups: those which protect information 
because it was provided by third parties in circumstances which suggest that its 
should be treated as confidential, and those which are generated as part of some 
deliberative process within an agency. 
 
Process-type exemptions are generally more contentious because they are based 
on assumptions about the potential adverse effect of disclosure on the future 
generation of information via those processes, rather than on the need to 
demonstrate harm in relation to the disclosure of specific documents.  Moreover, 
to the extent that the processes to which they relate are commonplace, they 
have the potential to exclude a substantial proportion of agency documents from 
public access. 
 
                                               
168 Banisar, pp. 22 – 23. 
169 Paterson, M., Freedom of Information and Privacy in Australia, LexisNexis Butterworths, 
Sydney, 2005, pp. 216 – 225. 
170 Department of Justice, Canada, Strengthening the Access to Information Act, A Discussion of 
Ideas Intrinsic to the Reform of the Access to Information Act, 11 April 2006, p. 10. 
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The protection of deliberative process documents is especially problematic 
because of its potential to undermine the democratic objectives of the 
legislation …171
 
2. Class claims v adverse effect 
 
Most exemption provisions require the demonstration that disclosure will have 
some specific adverse effect but each of the Freedom of Information Acts also 
contains one or more class-based exemptions.  The latter are generally less 
satisfactory in that they may operate to protect information even where there is 
no demonstrated risk that its disclosure will have any harmful effect …172
 
3. Absolute v relative tests 
 
Exemptions may be drafted in absolute terms so that a document that falls within 
the wording of a provision is exempt, irrespective of whether or not there are any 
special circumstances which make it desirable for it to be disclosed. … They 
involve a pre-judgment that disclosure of a document that satisfies the primary 
test will always be contrary to the public interest, irrespective of the 
circumstances … 173
 
4. Public interest 
 
She notes that the principal device used to introduce a balancing test is the 
public interest, and says, “One of the central problems of the modern regulatory 
and welfare state is to find a satisfactory means of reconciling the competing 
interests of the state and the individual citizen.”174
 
5. Common law tests 
 
A small number of tests involve applying the common law, for example, to 
determine “breach of confidence and legal professional privilege”.175  
 
As mentioned earlier, almost all legislation for FOI throughout the world include 
exemptions against release in specified circumstances.  But some have a more positive 
emphasis of providing information rather than withholding it. For example the New 
Zealand Act has a number of conclusive reasons for withholding information, but most 
are in a section where “good reason for withholding official information exists … unless, 
in the circumstances of the particular case, the withholding of that information is 
outweighed by other considerations which render it desirable, in the public interest, to 
make that information available.”176  This formulation makes the decision-maker 
concentrate on the circumstances of the particular piece of information and the public 
                                               
171 Freedom of Information and Privacy in Australia, p. 216. 
172 Freedom of Information and Privacy in Australia, p. 216. 
173 Freedom of Information and Privacy in Australia, pp. 218 – 219. 
174 Freedom of Information and Privacy in Australia, p. 219. 
175 Freedom of Information and Privacy in Australia, p. 224. 
176 Official Information Act 1982, s.9(1). 
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interest in its disclosure, rather than permitting the rapid dismissal of the application 
because it falls within a particular class of documents that are normally exempt. 
 
In Queensland, most of the exemptions dealt with in Part 3, Division 2 of the Freedom 
of Information Act 1992 do include the phrase, “unless its disclosure would, on balance, 
be in the public interest”.  The Panel considers that in some cases the fact that a 
request falls within an exemption may result in an FOI officer neglecting to consider the 
public interest test. 
 
This goes counter to the legislative intent of FOI.  The Commonwealth law includes a 
specific provision, s. 18(2), giving agencies a discretion to release a document even if it 
technically falls within an exemption: 
 
In most cases, to release an exempt document would not be appropriate 
because the very fact that it is exempt indicates that there is a good reason not 
to disclose it. However, there will sometimes be situations in which no adverse 
consequences would flow from a document’s release, despite the fact that it falls 
within the bounds of an exemption provision. In these situations, agencies should 
exercise their discretion to release exempt documents.177
 
The Queensland Act, s. 28, is written in a way that also makes refusal of access to 
exempt documents discretionary. 
 
Discussion: 
 
If no harm would follow from the release of material that would fall within 
an exemption provision, should it be released? 
 
Should exemption provisions be rewritten to ensure that FOI officers apply 
such public interest tests as they contain? 
 
Should there be an over-riding public interest test covering all exemptions? 
 
Is there a need to write additional legal protections to cover the release of 
material under FOI? 
 
How can FOI officers be made more aware of the fact that they can release 
information that falls within an exempt category?  What test should they 
apply if they consider exercising this discretion? 
 
 
7.1 Public interest tests 
 
Before the FOI Act, the disclosure of government-held information outside legal 
proceedings was entirely at the discretion of the government.  The focus on the 
public interest as the key determinant of disclosure of government information is 
                                               
177 ALRC/ARC Report, p. 92. 
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evidenced by the incorporation of a public interest test in most exemption 
provisions.  In other exemption provisions the public interest component is 
implicit.  Public interest tests allow all considerations relevant to a particular 
request to be balanced.  They are therefore an important and necessary feature 
of the Act, even though it can at time be difficult to perform this balancing 
exercise.178  
 
Paterson suggests that the inclusion of a public interest test plays a useful role because 
it allows a balancing of the interests for and against disclosure in the context of each 
individual document.179  
 
However the public interest “is an amorphous concept” which is not defined in the FOI 
Act or any other statute.180  In Australia, it has been left to the courts to provide a 
common law definition.  As the ALRC/ARC Report explains, it is something that is of 
serious concern or benefit to the public, not merely of individual interest.  “It does not 
mean ‘of interest to the public’ but ‘in the interest of the public’”181.  The Report says: 
 
This lack of definition can mean the public interest is difficult for agencies, 
applicants and the AAT to ascertain.  Despite this, the Review does not consider 
that any attempt should be made to define the public interest in the FOI Act.  
The public interest will change over time and according to the circumstances of 
each situation.  It would be impossible to define the public interest yet allow the 
necessary flexibility.182
 
However the Report went on to propose that the FOI Commissioner should issue 
guidelines on how a public interest test should be applied.183  
 
Paterson suggests “A phrase that is not defined and capable of a wide range of 
definitions has the potential to work to the disadvantage of applicants.”184  
 
The Commonwealth Ombudsman, John McMillan, commenting on the most recent High 
Court decision on FOI, McKinnon v Secretary, Department of Treasury 185 said, “It is 
disappointing that the High Court did not take the opportunity to provide guidance on 
the meaning of public interest – whatever that guidance happens to be.”186
 
Leaving aside the problem of what a public interest test involves, there are a number of 
ways in which a public interest test is applied in FOI legislation, and a number of ways in 
which the test is expressed, all providing a different way in which it might be applied.  
                                               
178 ALRC/ARC Report, p. 95. (Footnote Omitted) 
179 Freedom of Information and Privacy in Australia, p. 219. 
180 ALRC/ARC Report, p. 95. 
181 ALRC/ARC Report, p. 96. 
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Legislation can provide a public interest test covering a specific exemption clause, it can 
include a public interest test for all exemption clauses, or it can provide a general public 
interest override governing the application of the FOI law generally.  The law can be 
expressed in a way that will allow release of information if there is a balance of 
interests, or, more often, where the public interest outweighs other considerations.  
Some tests suggest that reasonableness rather than the public interest is what must be 
determined by the decision-maker.  The way the test is expressed may also determine 
which party has the onus to demonstrate benefit or detriment. 
 
The South Australian Legislative Review Committee completed a report of the S.A. 
Freedom of Information Act 1991 in 2000, in which it supported the incorporation of a 
public interest test or override in respect of all exemptions.  The Report included 
evidence provided by Rick Snell, in which he said: 
 
One approach you can adopt is that we should treat information as having life 
spans of sensitivity. Pieces of information may be highly sensitive right at this 
moment in the context of South Australian politics but that sensitivity dissolves in 
three, four or six months and the information could be released without any 
major consequences to the efficient operation of Government, the Westminster 
system. Or whatever else. 
 
You have to ask yourself, What is the consequence of releasing information and 
going into that process? Then you go into a public interest test about whether it 
is in the public interest to release this otherwise exempt information. That is the 
reverse of the way we go about it in Australia. Not all agencies, but a large 
number say that because it fits a category we will claim the exemption.”187  
 
 
Discussion: 
 
What role should the “public interest” play in the determination of whether 
access should be granted to documents that would otherwise be exempt 
documents? 
 
Should there be a public interest override covering all exemptions? Or, all but 
a few specified exemptions? 
 
How should the public interest test be expressed? 
 
To what extent should the notion of detriment or harm be involved in 
determining the balance of public interest? 
 
Should the timeliness of the release of the document be a factor in 
determining public interest? 
 
                                               
187 South Australian Legislative Review Committee, Freedom of Information Act 1991, 2000, p. 
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Should there be guidelines on the matters that need to be considered in 
determining the public interest? 
 
Should these be provided by the Information Commissioner? Or should they 
be included in the Act as factors (some of which are not specified) that 
should be taken into account in determining what the public interest is in the 
particular case? 
 
 
7.2 Cabinet and Executive Council matters 
 
Cabinet and the doctrine of ministerial responsibility are at the heart of the Westminster 
system of Government.  The system relies on secrecy to protect its central tenet: the 
unity of the executive government.  Every country and every sub-national government 
that subscribes to the Westminster system has included within their freedom of 
information laws special exemption for Cabinet documents. 
 
The doctrine of collective ministerial responsibility requires that all ministers subscribe to 
policies determined by (or on behalf of) the Cabinet, irrespective of their personal views.  
This means that material of any kind that indicates a Minister made a submission to 
Cabinet at odds with the view finally determined by the Cabinet, or that he or she 
dissented from a Cabinet decision either during debate or when a decision was taken, 
must not be publicly revealed.  In most Westminster-system governments, official 
records of Cabinet decisions and submissions are kept secret for around 30 years.  
Records of what was actually said in Cabinet, as recorded by public servants, are kept 
secret for an even longer period – 50 years in the case of the Commonwealth 
Government. 
 
Yet most Cabinet decisions are made public shortly after they are taken.  These days in 
many jurisdictions Cabinet submissions will include a draft statement to be issued to the 
media shortly after the decision is taken.  The timing of any announcement will depend 
on a variety of circumstances: including, whether other parties have to be first informed 
of the decision, whether legislation must first be prepared, and whether political 
circumstances dictate there should be some delay. 
 
Cabinet does not operate in a vacuum.  No discussion of the operation of Cabinet and of 
ministerial responsibility can avoid consideration of the advice received by Cabinet 
collectively and ministers individually that contribute to the deliberative processes of the 
Cabinet.  This advice also needs to remain confidential in order to preserve Cabinet’s 
protective blanket.  Collective ministerial responsibility could be undermined if 
documents that revealed the advice given to Ministers in preparation for Cabinet 
meetings was to be made public.  The argument is that such information would, by 
inference, involve the disclosure of deliberations that may or probably did occur in 
Cabinet. 
 
A second reason claimed for the protection of the advice given to Ministers concerns the 
role of public servants who provide that advice. 
 79
 
The Danks committee, whose report in 1981 resulted in the enactment of New Zealand’s 
Official Information Act, wrote: 
 
The area which involves protection of “the interests of effective government and 
administration” raises some of the most difficult questions in our exercise.  There 
is widespread interest in the activities of government.  The fact that the release 
of certain information may give rise to criticism or embarrassment of the 
government is not an adequate reason for withholding it from the public.  To run 
the country effectively the government of the day needs nevertheless to be able 
to take advice and to deliberate on it, in private, and without fear of premature 
disclosure.  If the attempt to open processes of government inhibits the offering 
of blunt advice or effective consultation and arguments, the net result will be 
that the quality of decisions will suffer, as will the quality of the record.  The 
processes of government could become less open and, perhaps, more arbitrary. 
 
It has been argued in the freedom of information debate that as Ministers are 
accountable for their decisions, so should officials be obliged to reveal their part 
in and share the consequences of these decisions.  The possible outcomes of this 
sort of development would need to be carefully weighed.  The requirement of 
openness could be evaded, for example, by preparing and giving advice orally, or 
by maintaining parallel filing systems; the record of how decisions are arrived at 
would be incomplete or inaccessible; public confidence would suffer, and if the 
relative roles and responsibilities of ministers and officials became the subject of 
public debate, mutual recriminations could all too often develop.  The desire to 
avoid this sort of situation could incline governments to look for politically 
acceptable or compliant people at senior levels in the public service; such a 
service is not likely to be able to recruit and retain staff of ability and 
integrity.”188  
 
In Australia, Cabinet and Executive Council exemptions are class exemptions and do not 
contain a public interest balancing test.  The presumption is that there can be no public 
interest arguments that would overcome the public interest in maintaining Cabinet 
confidentiality and collective ministerial responsibility. 
 
The Queensland provision on Cabinet matter (s.36) has become increasingly 
controversial.  The history of the expansion of the provision has been related above (see 
Chapter 4) along with some of the criticisms levelled at those changes.  Whatever the 
intentions of the various amendments, it is difficult to justify – by reference to the 
purpose of the Cabinet exemption – a scheme that allows ministers to take documents 
into the Cabinet room for no purpose other to avoid them being accessible through FOI.  
The very existence of this bolt hole sends the wrong message to public servants about 
the desirability of openness. 
 
The research paper by Helen Gregorczuk notes that the WA Inc. Royal Commission 
concluded that “in accordance with the convention of ministerial responsibility there 
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should be a purposive element in determining what documents should be protected by 
the exemption; that is, only documents brought into existence for the purpose of 
submission to Cabinet should qualify for exemption.”189  Gregorczuk also notes that: 
 
academic criticism has highlighted the paradoxical position left open by the lack 
of a public interest test in the Cabinet exemption.  That is, defining a class of 
documents that will not be disclosed irrespective of the contents of those 
documents, neglects any public interest to be served through enforcement of the 
right of access and fails to take into account whether any damage will occur from 
disclosure and as such this is at odds with the democratic aims of FOI 
legislation.190
 
Gregorczuk says that in Australia: 
 
All jurisdictions, except Queensland, have some purposive element in terms of 
specifying the reason for which the documents submitted to Cabinet were 
created.  All jurisdictions, bar Queensland, have a “factual/statistical material” 
exception.  Most jurisdictions (not the ACT, Cth or Qld) have a sunset clause; 
that is, a clause which specifies the exemption will only apply to documents for a 
certain time, usually 10 to 20 years. Most jurisdictions, including Queensland (but 
not SA, WA or NSW) have a “conclusive certificate” provision.  Generally, where 
such a certificate is issued it limits that reviewing body’s power to determining 
whether there are reasonable grounds for the claim that the documents are 
exempt (as opposed to a full merits review).  The conclusive certificates are a 
way of maintaining control over sensitive documents by ensuring that the final 
decision on disclosure is made at the highest levels of government.191  
 
The New Zealand Official Information Act takes a different approach.  It establishes in s. 
5 that information shall be made available unless there is good reason for withholding it.  
In s. 9 it states good reason for withholding official information exists, for the purposes 
of s. 5, unless, in the circumstances of the particular case, the withholding of that 
information is outweighed by other considerations which render it desirable, in the 
public interest, to make that information available.  It goes on to say that the section 
applies if, and only if, the withholding of the information is necessary to – 
 
 (f)  Maintain the constitutional conventions for the time being which protect – 
  …  
(ii)  Collective and individual ministerial responsibility; 
(iii) The political neutrality of officials; 
(iv) The confidentiality of advice tendered by Ministers of the Crown and   
officials, or 
 (g)  Maintain the effective conduct of public affairs through –  
(i) The free and frank expression of opinions by or between or to 
Ministers of the Crown [or members of an organisation] or officers 
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and employees of any Department or organisation in the course of 
their duty …192
 
Gregorczuk says: 
 
This represents quite a conceptual shift from the Australian position.  The New 
Zealand alternative focuses on the question of “what are the consequences of 
revealing this particular Cabinet information” as opposed to the Australian 
position which is a blanket approach of “this is a Cabinet document and therefore 
it must be exempt.” 193
 
The ALRC/ARC Report proposed that the relevant section of the Commonwealth FOI Act 
should be redrafted “to make it abundantly clear that it applies only to documents that 
have been brought into existence for the purpose of submission and consideration by 
Cabinet.”194
 
The Report noted that in most States the Cabinet exemption only applies to documents 
less than 10 years old.  However it recommended that the Commonwealth Act should 
provide for exemption for 20 years.195
 
The ALRC/ARC Report recommended that the section providing for Executive Council 
exemptions should be repealed. Executive Council documents deal mainly with statutory 
appointments, commissions, regulations and proclamations.  Almost all the material 
prepared for Executive Council is published within a very short period, generally in the 
Government Gazette.  It noted that Executive Council documents that warrant protection 
can be withheld under other provisions, such as personal information.196
 
Discussion: 
 
Cabinet matter: 
Should the exemption be reworded to ensure that those considering 
applications for access remain conscious of the fact that even if matter falls 
within the exemption, there remains a discretion for it to be released? 
 
Should a class exemption for Cabinet matter be maintained? 
 
Should a public interest test be introduced? 
 
Should the exemption include a purposive element?  
 
Should there be a factual/statistical material exception? 
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Should a Minister/Cabinet/Governor in Council be able to issue a conclusive 
certificate? 
 
Should there be a time limit on how long Cabinet matter can be exempt from 
FOI? 
 
Should the exemption be based on a consequential approach, as in New 
Zealand? 
 
Executive Council matter: 
Should a class exemption for Executive Council matter be maintained? 
 
Should there be a time limit on how long Executive Council matter can be 
exempt from FOI? 
 
Should there be provision for a conclusive certificate? 
 
 
7.3 Deliberative processes 
 
The ALRC/ARC Report says the section dealing with deliberative processes in the 
Commonwealth Act, s. 36, has been heavily criticised by applicants and commentators 
as being a catch-all provision.197  However it did not recommend any substantive 
change, though it had considered proposals to narrow the exemption to apply only to 
deliberative material associated with policy formulation.  It noted that the Administrative 
Appeals Tribunal in Re Howard and the Treasurer198 had listed a number of factors that 
might mitigate against disclosure in considering the public interest requirement of this 
section, including that disclosure would inhibit frankness and candour in future pre-
decision communications.  It reported that the decision had been questioned in a 
number of subsequent decisions.  The latest such, McKinnon and Secretary, Department 
of Prime Minister and Cabinet, appears to settle the issue, by rejecting the criteria 
suggested in Howard.199  
 
Paterson says the exemption is a common feature of FOI legislation generally, but is 
problematic due to its potential to hide from scrutiny the true basis on which 
government decisions are made, thereby frustrating the democratic objectives of 
participation and accountability: 
 
For citizens to be able to make any meaningful contribution to government policy 
and decision-making, it is imperative that they should have access to pre-
decisional documents.  Such access is important even once a decision has been 
made as it provides an understanding of the process itself.200  
                                               
197 ALRC/ARC Report, p. 114. 
198 Re Howard and the Treasurer (1985) 7 ALD 626. 
199 McKinnon and Secretary, Department of Prime Minister and Cabinet, [2007] AATA, at pp. 44 – 
45. 
200 Freedom of Information and Privacy in Australia, p. 302. 
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In France, documents that are instrumental in an administrative decision until the latter 
has been taken are not available until the decision is made.201  
 
Discussion: 
 
Should the exemption be narrowed, for example, by limiting it to deliberative 
material associated with policy formulation? 
 
Should there be a time limit on the exemption for pre-decisional documents, 
linked to the implementation of any decision? 
 
 
7.4 Personal affairs 
 
This exemption is designed to prevent an applicant accessing information that discloses 
the “personal affairs” of a third party, whether living or dead.  The way the legislation is 
framed, and remarks by High Court justices in Australian Broadcasting Corporation v 
Lenah Game Meats Pty Ltd (2001) 208 CLR 199, suggest the provision applies only to 
natural persons, not corporations.  
 
In some jurisdictions, including the Commonwealth, the term “personal information” is 
used, rather than “personal affairs”.  According to the ALRC/ARC Report, the 
Commonwealth amended its legislation to use “personal information” instead of 
“personal affairs” to ensure that work-related information, such as work performance, 
which did not constitute “personal affairs” would be covered by the exemption.  It was 
also intended to bring make uniform the coverage of the FOI and Privacy Acts.202  The 
LCARC Report of 2001 noted that Information Standard 42: Information Privacy, 
currently applicable in Queensland, uses the term “personal information”.  It did not see 
any real conflict at that stage with the FOI Act.  However given the possibility that 
Queensland might enact its own privacy legislation, this issue may need to be revisited, 
as LCARC suggested.203  
 
Two further issues arise, one of them also raised by LCARC.  It noted the application of 
the section to public sector employees, and raised the question of the extent to which 
they forfeited privacy rights when they were carrying out their official duties.  It 
favoured the view that the disclosure of personal information of public servants as it 
related to the performance of their duties did not threaten personal privacy.  How much 
information may be disclosed may depend on the application of the public interest test 
that the section contains.  It would presumably be sufficient to cover amendments 
introduced in Victoria to require consideration of whether the release of information 
would or was reasonably likely to endanger the life or public safety of any person.  This 
                                               
201 Banisar, p. 73. 
202 ALRC/ARC Report, p. 126. 
203 LCARC Report, Freedom of Information in Queensland, No. 32, pp. 211-212.  
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amendment followed a case which concerned the release of names and addresses of 
nurses in a hospital in a situation that could have been dangerous.204  
 
A further issue concerns the way in which public sector employees can access their 
employment records, and how such applications are categorised.  According to an early 
ruling by the Information Commissioner, information which merely concerns the 
performance by government employees of their employment duties is ordinarily 
incapable of being characterised as information concerning the employee’s personal 
affairs, for the purposes of the Act.205  
 
A further question arises concerning public servants and politicians who are provided 
with government-funded equipment they can use for private purposes, such as vehicles 
and telephones. 
 
 
Discussion: 
 
Should the term “personal affairs” in s. 44 of the Act be replaced by “personal 
information”? 
 
Should the exemption reflect the provisions of Information Standard 42: 
Information Privacy, whether or not that becomes part of a new Privacy Act? 
 
To what extent should workplace information about government employees 
be protected by s. 44? 
 
Does acceptance of government-funded equipment affect a claim of privacy 
by the user of the equipment? 
 
 
7.5 Commercial-in-Confidence 
 
Commercial-in-Confidence is a shorthand term for a series of exemptions contained in s. 
45 of the Queensland FOI Act, covering trade secrets, business affairs and research.  
The section, in (1)(a), makes trade secrets exempt matter. In (1)(b) it makes 
information that has a commercial value exempt if its disclosure could reasonably be 
expected to destroy or diminish the commercial value of the information. And in (1)(c) it 
makes other business, professional, commercial or financial information exempt if its 
disclosure could reasonably be expected to have an adverse effect on those affairs or on 
the future supply of such information to government, unless its disclosure, on balance, 
would be in the public interest. 
 
                                               
204 Batskos, M., “Putting the ‘O’ back in FOI”, AIAL Forum No. 25, 2000, p. 10, at pp. 10-11. 
205 Re Murphy and the Queensland Treasury (1995) 2 QAR 744. See LCARC Report No 32, p. 211. 
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The exemption has been widely criticised, though the ALRC/ARC Report decided not to 
propose any amendments to it.  In 2000 the then Commonwealth Ombudsman, Ron 
McLeod, wrote: 
 
In my view (the) exemption has been overclaimed in the past – it is not unknown 
for officials to refuse disclosure of documents because of the possible adverse 
effect on a commercial body, when the commercial body itself has no great fear 
of disclosure.  The commercial-in-confidence exemption has also been claimed at 
times to avoid disclosure of the nature of government dealings with business.  
The growing reliance on this exemption in relation to a wide range of documents, 
seems to disregard the terms of s. 43 of the FOI Act – which I recall requires 
that there be “a reasonable expectation of damage” rather than a mere 
possibility. 206
 
The Administrative Review Council also considers that government agencies are too 
ready to use the commercial-in-confidence provision without a proper understanding of 
its legal scope, and it proposed guidelines be published giving effect to the purposes of 
FOI.207
 
Moira Paterson writes that: 
 
In recent years, access to business information under freedom of information 
legislation has become increasingly restricted by claims that it is commercially 
confidential.  The effect of such claims is that government accountability via 
information disclosure diminishes in exact proportion as government operations 
become more “commercial” and therefore has serious implications for 
government accountability in general.208
 
She notes that the New Zealand legislation provides that a document which otherwise 
qualifies for exemption under the business affairs provision is not exempt “if the 
withholding of that information is outweighed by other considerations which render it 
desirable, in the public interest, to make that information available.”209
 
Another critic is academic lawyer Chris Finn: 
 
Commercial information is over-protected from disclosure under contemporary 
FoI legislation. This over-protection is evident quite apart from democratic 
arguments that the “public right to know” may over-ride established commercial 
interests. Viewed solely in economic terms, the existing levels of protection for 
business information appear hard to justify. FoI legislation should be redrawn so 
that business information is only protected where its release will cause 
                                               
206 McLeod, R, “Freedom of Information”, AIAL Forum No. 25, p.1, at p. 5 
207 Administrative Review Council, The Contracting Out of Government Services, Report No. 42, 
August 1998, pp. 70-72. 
208 Paterson, M., Freedom of Information and Privacy in Australia, LexisNexis Butterworths, 
Sydney, 2005, p. 259. 
209 Paterson, M., Freedom of Information and Privacy in Australia, LexisNexis Butterworths, 
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demonstrable harm to the competition process itself. It should not be sufficient 
to justify exemption, as is currently the case, either that the material is of a 
commercial nature, or that its release will cause some harm to the individual 
enterprise.210
 
Finn says, “the question is not whether the disclosure of ‘commercial secrets’ will be 
disadvantageous to a particular firm but what effect a change in the law governing the 
protection of those secrets will have, over the long run, on the economic incentives of a 
corporation to engage in socially productive activity.”211  
 
A major aspect of this provision concerns the disclosure of contracts between an agency 
and an outside commercial organisation.  Brown points out: 
 
Parties cannot … contract out of FOI simply by agreeing that their contractual 
documents will not be released.  If an FOI request is made, it must be addressed 
against the statutory criteria and if non-disclosure is proposed then the case has 
to be made – eg, because disclosure would damage the financial interests of the 
Commonwealth, or would harm the financial interests of the contractor.  Many 
documents claimed to be commercial-in-confidence could not possibly meet 
these tests, and continued vigilance will be needed to ensure that disclosure 
entitlements are not undermined.212  
 
 
Discussion: 
 
Should the exemptions in s.45(1) (a) and (b) also be made subject to a public 
interest test? 
 
Should confidentiality be available only if it can be shown disclosure would 
cause demonstrable harm to the competition process? 
 
Should the exemption contain a specific reference to a time limitation on how 
long an exemption may continue? 
 
 
7.6 Other exemption provisions 
 
There are many other provisions in the Queensland Act providing for exemptions, but 
generally they are less controversial than those referred to above, although this may not 
apply to ss. 42AA, 42A and 47A.  Most have their equivalents in other jurisdictions. 
These other provisions are: 
• s. 38  Matter affecting relations with other governments. 
                                               
210 Quoted by Snell, R, “Commercial-in-confidence – time for a rethink?”, Freedom of Information 
Review, Issue No. 102, p. 69. 
211 Quoted by Snell, R, “Commercial-in-confidence – time for a rethink?”, Freedom of Information 
Review, Issue No. 102, p. 69. 
212 Brown, S, “Freedom of Information”, AIAL Forum No. 25, p.6, at p. 9. 
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• s. 39  Matter relating to investigations by ombudsman, reviews by Service 
Delivery and Performance Commission or audits by auditor-general etc. 
• s. 40  Matter concerning certain operations of agencies. 
• s. 42  Matter relating to law enforcement or public safety. 
• s. 42AA  Matter created for ensuring security or good order of corrective services 
facility. 
• s. 42A  Matter relating to national or State security 
• s. 43  Matter affecting legal proceedings. 
• s. 46  Matter communicated in confidence. 
• s. 47  Matter affecting the economy of State. 
• s. 47A Matter relating to investment incentive scheme. 
• s. 48  (and Schedule 1) Matter to which secrecy provisions of enactments 
apply. 
• s. 49  Matter affecting financial or property interests. 
• s. 50  Matter disclosure of which would be contempt of Parliament or 
contempt of court. 
Most of these exemptions include a public interest test. 
 
Discussion: 
 
Is each of these exemptions necessary? 
 
Is the public interest test appropriate? 
 
Would a “harm” test be more appropriate? 
 
 
7.7 Conclusive certificates 
 
The Minister may issue a certificate stating that a specified matter falls within one of 
four exempt matter provisions – s. 36 (Cabinet), 37 (Executive Council), 42 (Law 
enforcement or public safety) or 42A (National or State security).  The certificate can be 
overridden on appeal if the Information Commissioner is satisfied there were no 
reasonable grounds for the issue of the certificate.  If this happens, however, the 
Minister can in turn override the Information Commissioner and confirm the certificate. 
(s. 84) 
 
The LCARC Report recommended that the power to issue a conclusive certificate under 
the Cabinet and Executive Council exemptions should be withdrawn.  The Government 
rejected this recommendation, noting that the Information Commissioner had told 
LCARC it did not appear these provisions were being misused or invoked inappropriately. 
LCARC reported that just two conclusive certificates had been issued.213  
 
                                               
213 LCARC Report, Freedom of Information in Queensland, No. 32, pp. 189 – 190.  Ministerial 
Response to the LCARC Report, Freedom of Information in Queensland, No. 32, 13 August 2002, 
at p. 47. 
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The ALRC/ARC Report and the LCARC Report both recommended that the use of 
conclusive certificates should be monitored, at the Commonwealth level by the proposed 
FOI Commissioner, in Queensland by the Information Commissioner.  The ALRC/ARC 
Report proposed that some conclusive certificates should be time-limited, though there 
were differences about what the time limits should be, and to which certificates they 
should apply.214
 
In 2007 the Victorian Government introduced legislation to abolish conclusive certificates 
in relation to the Cabinet exemption.  The Western Australian Government also 
introduced a Bill in 2007 to repeal Part 2 Division 4 of the WA Act which permits the 
Premier to sign a certificate that operates as conclusive proof that a document is exempt 
under the Cabinet, Executive Council, or intergovernmental relations provisions. No 
certificates had ever been issued. 
 
At the Commonwealth level, the Rudd Government came to office at the end of 2007 
with a policy of abolishing conclusive certificates.  Its policy document noted that the 
High Court’s recent decision in the McKinnon case had effectively placed conclusive 
certificates beyond administrative review.  “Labor believes that conclusive certificates 
are no longer an appropriate legislative device to be used in government information 
management.”215  
 
Discussion: 
 
Should some or all conclusive certificates in the Freedom of Information Act 
1992 be abolished? 
 
If any are retained, should a time limit be applied to any certificate that is 
issued? 
 
Should the use of conclusive certificates be monitored by the Information 
Commissioner? 
 
Should any use of a conclusive certificate be reported to Parliament, and if so, 
when? 
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8 Administration of FOI in Queensland 
8.1 Public sector culture 
 
The paradox with freedom of information law is the ever-competing tension involved in 
its administration between the legislative objective in favour of disclosure and the 
pervasive reality that information is power, time is currency, and secrecy enables 
political advantage. 
 
Such paradox plays in a contemporary public sector environment where advancements 
in information and communication technologies enable news reporting around the clock 
and to the minute.  Together with both highly competitive and effective new and old 
information markets and an increasing capacity for high volume, the business of media 
and politics tends to be fast-paced and intense. 
 
The pressures for government in this media frame were underscored recently in the 
post-term reflections of the former Prime Minister of the United Kingdom, Tony Blair: 
 
A vast aspect of our jobs today is coping with the media – its sheer scale, weight 
and constant hyperactivity at points, it literally overwhelms. 
 
… 
 
The news schedule is now 24 hours a day, 7 days a week.  It moves in real time 
… 
 
… And it all happens with outstanding speed.  When I fought the 1997 election – 
just ten years ago – we took an issue a day.  In 2005, we had to have one for 
the morning, another for the afternoon and by the evening the agenda had 
already moved on.  You have to respond to stories also in real time. 
 
Frequently the problem is as much assembling the facts as giving them.  Make a 
mistake and you quickly transfer from drama into crisis.  In the 1960s the 
government would sometimes, on a serious issue, have a Cabinet lasting two 
days. 
 
It would be laughable to think you could do that now without the heavens falling 
in before lunch on the first day.  Things harden within minutes.  I mean you 
can’t let speculation stay out there for longer than an instant.216  
 
Inherent at an organisational level, the urgency of the everyday imperatives in modern 
government can pull the public sector’s information culture towards information 
protection in the interests of issues management, at the expense of the important but 
less urgent information goals for transparency in government. 
                                               
216 Blair, Tony, “Blair on the media”, Prime Minister’s Reuters Speech on Public Life, 12 June 
2007. 
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At an individual officer level joined with a typically limited time and resources 
environment, the natural inclination might also be to prefer an interpretation of the rules 
that was less likely to subject one’s work to open public scrutiny and contestability.  
Especially where Tony Blair’s expectations of today’s reporting are shared: “A problem is 
a ‘crisis’.  A setback is a policy ‘in tatters’.  A criticism, ‘a savage attack’”217. 
 
This environment is an important backdrop against which public sector administration of 
FOI laws must be viewed.  It is not enough to look to full parliamentary endorsement of 
the introduction of the FOI legislation and the express commitments to open 
government avowing “a major philosophical and cultural shift in the institutions of 
Government” and the democratisation of information218; legislative presumptions in 
favour of release; even public sector training and manuals repeating open government 
script - and then expect high levels of bureaucratic compliance to follow.  
 
Culture brings a more complex setting.  Access to government information reaches to 
the core of political and bureaucratic interests and operates beyond purely legal 
considerations and dispassionate calculations on the public interest. 
 
This truth distinguishes (and complicates) the administration of FOI from other “new” 
administrative reform measures such as the Ombudsman and judicial review where, as 
Terrill recognised, these other measures “all tend to operate predominantly within the 
legal dimension of a citizen’s relationship to government…An inherent capacity to 
operate in all three dimensions [legal, bureaucratic and political] gives FOI its 
problematic status in the eyes of its administrators…FOI is not primarily used to bring 
disputes to closure (a determination in a tribunal or finding by the Ombudsman) nor is 
its use predictable or limited to a small and identifiable range of parties ...”219
 
Also Snell, in contrasting the administration of FOI from that of other laws, argues that 
there are a number of critical questions to resolve in the study and understanding of 
FOI: 
Is it simply an optional linear law reform measure that is expected to have an 
important but transitory impact or a much more complex, variable and 
transformative process (is it a Dog Control Act or one akin to the Human Rights 
Act?).  Does the fact that FOI deals with information – one of the basic 
fundamentals of any political, legal, economic and social system – elevate its 
importance? 
 
Does the fact that FOI addresses the basic information settings in a society i.e. 
helping to determine, or at the very least reflect, the informational settings 
between 
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• Open source/closed source. 
• Secrecy/openness. 
• Privacy/disclosure. 
• Spin/deliberative dialogue.220 
 
As Jim Spigelman predicted in 1972, “No statute or simple set of decisions will alter 
generations of received tradition.  A new tradition of open government will emerge only 
through the practice of open government itself.”221  
 
In according a “received tradition”, a key historical influence under which Australian 
public service culture has laboured can be described as, 
 
The tradition of government secrecy developed in Britain in the context of royal 
control of the administration and a venerable history of secretiveness, elite rule, 
relatively low levels of popular education, a small bureaucracy with a limited role, 
and so forth.  Secrecy became entrenched through the development of 
constitutional theory and governmental practice in the nineteenth century.222
 
Arguably since, the bureaucratic practice of “open government” tends to be a - 
 
managed form of openness, carried out primarily by departmental information 
units … on behalf of the government.  The bureaucratic dimension arose in part 
to help government do what it wanted.  It has been used to support a strong 
state.  Like the political dimension, it is concerned with information both as a 
thing and a dimension of governmental activity … The management of 
information, rather than rights to it or power over it, is the hallmark of the 
bureaucratic dimension.223
 
Reviews into the administration of FOI in Australia, and across the world, commonly 
report the impost of resistant government cultures in the success equation for FOI. 
 
Sweden enacted the world’s first FOI in 1766, and has been said to have one of the best 
track records on FOI.224  In 2002, the government ran an Open Sweden Campaign 
 
to increase public-sector transparency, raise the level of public knowledge and 
awareness of information disclosure policies, and encourage active citizen 
involvement and debate.  The government said that even with the longstanding 
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existence of freedom of information in the countries, there were problems with 
both the application of the Act and public knowledge of their rights. 225
 
The United States passed its landmark Freedom of Information Act in 1966, becoming a 
model for other nations including Australia’s FOI laws.  Roberts argues that the Bush 
administration’s attempt to reverse openness policies in its first term was not simply a 
reaction to the events of 9/11, but: 
 
Distaste for openness is part of a larger concern about the proliferation of 
constraints on executive authority since the early 1970s.  Indeed, there is good 
evidence that a combination of factors (more aggressive advocacy groups, 
broader media competition, public distrust, and the advent of the internet) have 
created an environment that is, from the point of view of Presidents and their 
advisors, much more complex and tumultuous. 
 
The Bush administration’s retreat from openness can be regarded as an attempt 
to address executive anxiety about the capacity to govern effectively in this new 
environment.226
 
The United Kingdom’s Freedom of Information Act came into full effect in 2005 (nearly 
five years after its adoption, the slowest transition period of any country in the world).  
A little over two years later, Prime Minister Gordon Brown says in a “Speech on Liberty” 
at the University of Westminster: 
 
Freedom of Information (FoI) can be inconvenient, at times frustrating and 
indeed embarrassing for governments.  But Freedom of Information is the right 
course because government belongs to the people, not the politicians. 
 
I now believe there is more we can do to change the culture and the workings of 
government to make it more open – whilst of course continuing to maintain 
safeguards in areas like national security.227
 
Roberts’ analysis of the Canadian experience with its Access to Information Act 1983 is 
critical of the development of “spin control” in the bureaucratic culture that has 
supported the development of internal routines and technologies to minimise the 
disruptive potential of FOI law. 
 
The promise of increased openness has been undercut by the development of 
administrative routines designed to centralize control and minimize the disruptive 
potential of the FOI law.  Special procedures for handling politically sensitive 
requests are commonplace in major departments.  Information technology has 
been adapted to ensure that ministers and central agencies are informed about 
difficult requests within days of their arrival.  Communications officers can be 
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closely involved in the processing of these requests, developing “media lines” 
and other “communication products” to minimize the political fallout of 
disclosure. 
 
These practices are largely hidden from public view.  Nevertheless, they play an 
important role in shaping the substance of the right to information in Canada.228  
 
Commentators have regarded the introduction of FOI in New Zealand as generally more 
successful in its administration and effectiveness than it has been in Canada and 
Australia.  In 1997, the New Zealand Law Commission in its review of the Official 
Information Act 1982 cited “resistance by agencies outside the core state sector” as one 
of the major problems with the Act. 229  A decade later, media and researchers in New 
Zealand typically criticise time delays (still) and bureaucratic abuse of the system 
frustrating access to potentially embarrassing or controversial information,230 and that in 
New Zealand it appears that the “government and bureaucracy have engaged in 
gamesmanship and information management to offset the effectiveness of FOI for 
politicians and journalists”.231  (An interesting footnote to New Zealand’s FOI law is its 
higher regard as a constitutional measure in promoting accountability, participation and 
good government.)232  
 
The recent Global Survey of Access to Government Information Laws by Privacy 
International noted: 
 
Developing a culture of openness can be difficult.  Officials must learn to change 
their mindset to recognize that the information that they hold is owned by the 
public and that citizens have a right to obtain information.  This mindset is not 
unique to any region or legal system and can take many years to resolve.  
Canada and Australia, two of the early adopters of FOI laws, still struggle with 
this problem twenty years later.233
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A comparative analysis of five countries’ laws (Australia, Sweden, the US, South Africa 
and Thailand) by Johan Lidberg, a lecturer in journalism at Murdoch University,234 
scored Australia lower than the other countries in the study mainly because Australia 
has the – 
 
… biggest gap between the image projected regarding FOI and reality.  
“Although the (Commonwealth) Act aims to provide a level of transparency that 
will prevent corruption and maladministration” Lidberg says, “and make citizens 
more part of the electoral process, it doesn’t deliver in practice.”  According to 
Lidberg, Governments in Australia work the hardest to present the façade of 
functioning FOI legislation, but in reality the system is too restrictive and open to 
abuse by politicians to operate effectively.235
 
Some have described “… this culture of resistance to access requests which represents 
the most significant challenge to FOI in Australia”.236  
 
At the federal level, the Australian Law Reform Commission’s Open Government Report 
of 1995 considered that the “culture of some agencies is not as supportive of the 
philosophy of open government and FOI as the Review considers it should be” and that 
the “conflict between the old ‘secrecy regime’ and the new culture of openness 
represented by the FOI Act has not been resolved” after the first 13 years.237  Similar 
findings have echoed subsequently in reports by the Commonwealth Ombudsman.238   
 
Snell observes that Australia is “displaying an increasing drift towards a general state of 
non-compliance.”239  Further that: 
 
In Australia we seem to have missed the concept that legislation like FOI will 
from time to time require a transformation in the practice and operation of the 
Westminster system.  It is not simply the case of sacred and immutable 
traditions being protected against an exotic concept.240
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... the Australian debate is still pre-occupied by the threats or damage that FOI 
can cause to a Westminster type system.241  
 
Some of the important legacies of Westminster have been allowed to fade away 
or have been jettisoned including individual ministerial responsibility.  Other 
sacrosanct elements of Westminster such as the necessity for Cabinet solidarity 
have been tarnished to protect the mundane formulation of government policy 
and administration from scrutiny under the Act.242
 
The Election 2007 Labor Policy Document on Government Information of the then 
Federal Opposition stated: 
 
It is clear that the [C’th] FOI Act has become sclerotic; its objects ignored in 
favour of narrower interpretations by government and the courts, and its 
exemptions, charges and procedures arguably abused by government. 
 
This culture of concealment in turn creates pressure for information to be 
released in ways other than those authorised by the Act – for example, through 
the bureaucracy leaking to journalists.243  
 
A Rudd Labor Government, it promised would “drive cultural change across the 
bureaucracy to promote a pro-disclosure attitude”244 through adoption of key findings of 
the 1995 Australian Law Reform Commission Open Government report.  
 
The audit commissioned by the Australia’s Right to Know Coalition made up of major 
media companies recently concluded, “No government, federal, state or territory, has 
taken sustained measures to deal with an enduring ‘culture of secrecy’ still evident in 
many agencies.  There are few visible, consistent advocates of open government 
principles, within government systems and leadership on FOI is lacking.”245.  The audit 
continued: 
 
There is also potential for political considerations to be seen to bear on public 
service decision-making on access under FOI.  This may arise either through 
direct influence of a minister or a member of staff on a public service decision-
maker, or because of a perceived obligation by the public servant involved to 
protect the minister from any political or other consequences that might flow 
from disclosure.  
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Ministers’ offices are regularly briefed on FOI applications received by an agency 
for which they are responsible.  This alerts ministers to applications received, for 
example, from Opposition members of parliament, interest groups and the 
media.246
 
In alerting Ministers to all requests for documents from Opposition or journalists under 
FOI legislation, a Sydney Morning Herald editorialist observed that government was then 
“well-placed to respond immediately when the issue is made public or … to release the 
information with a particular spin attached”247. 
 
Former United Kingdom Prime Minister Tony Blair also said: 
 
… not to have a proper press operation nowadays is like asking a batsman to 
face bodyline bowling without pads or headgear … There is no point either in 
blaming the media.  We are both handling the changing nature of 
communication.248
 
The prevailing view seems to be that letting the Minister’s office know what requests for 
information have been made is not the offence, but forwarding the request to the 
Minister’s office to be decided or influenced certainly is.249  
 
So what is the problem with contentious issues management as part of the cultural 
response to FOI within government, is it just where the time and money spent is greater 
than the resources allocated to providing unrestricted access to more government 
information?  Snell responds: 
 
In large part it is the differential treatment that is the major problem.  Delays 
can happen, documents can be overlooked, a cautious FOI officer can resort to 
too many exemptions and documents can be released at a busy time such as 
Budget Day or when Annual Reports are tabled.  Nonetheless when the delays, 
oversights, timing and release arrangements are done hand in glove with (or at 
the behest of) ministerial advisers, media units or public relations strategists then 
the access game is being rorted and good governance has been sacrificed on the 
altar of political expediency.250  
 
In Queensland, the Parliamentary Legal, Constitutional and Administrative Review 
Committee in its review of Freedom of Information in Queensland concluded that the 
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Queensland FOI Act appeared to be working reasonably well for applications relating to 
personal affairs but that it was not working so well for applications seeking access to 
non-personal affairs documents, particularly documents concerning government 
decision-making and policy development. 251  As such this result impacted on the 
effectiveness of the Act to achieve its objectives concerning enhanced participation in, 
and accountability of, government.  
 
The Queensland FOI experience and public sector culture has been characterised 
significantly by successive amendments to the Cabinet exemption yielding the “most 
extreme example of the blanket approach to Cabinet information”.252  
 
Consistent with organisational management theories generally, cultural values are to be 
constantly reinforced if they are to be maintained253 and the development of culture 
within organisations is typically a top down affair where actual and perceived leadership 
indicators tend to be reflected, at least over time.  Thus, where the government of the 
day is widely criticised as overusing the Cabinet exemption in taking advantage of the 
broad (and repeatedly amended) scope in the absence of a purposive requirement; and 
beyond that in submitting substantively non-Cabinet documents to Cabinet in order to 
simply use the blanket Cabinet exemption, the public sector is thereby encouraged to 
hold the line. 
 
Criticisms have arisen about the breadth of the Cabinet exemption and the fact 
that it engenders a culture of secrecy in the rest of government.  Such a culture 
it is argued, is antithetical to the democratic objectives of freedom of information 
legislation.  The criticisms have come from many sources including the 
Information Commissioner, various constitutional committees, and academic 
commentators.254  
 
Similarly it is arguable that the growing scope of bodies not within the ambit of the Act’s 
coverage (e.g. grammar schools, Golden Casket Lottery), and legislative amendments 
over time designed to narrow the scope of the access to information rights (e.g. ss. 42A, 
47A) also lend themselves to the cultural fabric in which FOI is received in Queensland. 
 
The authority of junior officers to exercise discretion in favour of release, the nature and 
extent of their backing from senior management, an effective support network and the 
adequacy or otherwise in the allocation of resources in the administration of FOI in 
Queensland, including for lead agency, and education and training roles all hold a part in 
the examination of the public sector culture and administration of FOI – and critically, 
what measures and tactics might be part of any future change strategy in pursuit of the 
core legislative objects of FOI. 
 
The plight of FOI in bureaucratic culture has been described by Roberts thus: 
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In practice, the probability that the adoption of an FOI law will lead to cultural 
change or improve trust is small.  Experience has shown that the governing 
institutions in Westminster systems are particularly resilient, and capable of 
rejecting alien transplantations such as FOI laws, or of developing new routines 
designed to minimize the disruptive effect of these new laws.  The new right to 
information is either curtailed or grudgingly conceded.  Nor does the statutory 
acknowledgement of a right to information necessarily lead to improved trust.  
Perversely, an FOI law may encourage the emergence of a policy community 
whose campaigning persuades the general public that government institutions 
continue to be as secretive as ever before.  Steps to improve governmental 
openness may encourage, rather than satiate, the demand for greater 
transparency.255
 
Roberts has offered an analytical administrative compliance model, augmented by Snell, 
(see Table 8.1) which enables a focused and objective deconstruction of the cultural 
behaviours responding to FOI. 256
 
In the overlap of political and bureaucratic dimensions, Roberts257 also provides a list of 
the ways governments adapt to FOI to resist its innovation.  Formal challenges to the 
right to information comprise explicit efforts such as with legislative amendments both 
overtly and in finding unrelated “windows of opportunity” for policy makers to restrict 
FOI (e.g. national security grounds) and with the adoption of restrictive interpretations 
of the rights and litigation responses. 
 
Informal methods of resistance include – 
 
• changes in record-keeping (a disclosure law cannot be effective if records are 
incomplete or non-existent); 
• decline in candour; 
• manipulation of records; 
• failure to create records, including the rise in “oral culture” (to the extent that it 
may be related to FOI considerations); 
• centralisation of control over processing; 
• other release strategies to minimize the political consequences that might flow 
from disclosure (e.g. pre-releasing requested information to friendly journalists); 
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• under-resourcing of FOI offices; and 
• re-structuring of government services (where new modes of delivering public 
services such as contracting out and quasi-governmental organisations fall beyond 
the ambit of FOI). 
 
It is fair to note that some agencies’ cultures will be more resistant to change than 
others due to the fundamental concept shift required between administration of their 
portfolio legislation premised in safety and/or privacy considerations due to the nature 
of their governmental activity and the reverse presumption in favour of disclosure that is 
sought by FOI. 
 
Snell258 offers the following steps towards addressing administrative compliance 
shortfalls: 
 
1. Leadership endorsement of the letter and intent of the legislation (from both 
political and administrative branches of government).  Reportedly, the circulation 
of the then U.S. Attorney-General Janet Reno’s Memorandum (“Where an item of 
information might technically or arguably fall within an exemption, it ought not to 
be withheld from a [FOI] requester unless it need be” 259), endorsed by President 
Clinton, produced a significant cultural change in the handling and determination 
of FOI requests in the United States. 
 
Similarly, Professor McMillan260 suggests parliamentary endorsement of a resolution at 
the beginning of the term of each new parliament, spelling out the commitment of the 
parliament to the principles of FOI.  
 
2. A careful consideration of the level, type and power of the position to which FOI 
decision making is assigned to within an agency.  Snell says “The allocation of 
FOI duties to low level officers, with little status or experience and no career 
path is a recipe designed to foster weak compliance”261.  
 
Snell has previously argued that as gatekeepers, 
 
FOI officers have the greatest capacity to make the access game fairer and more 
evenly balanced.  Indeed they offer the faint possibility of exercising their 
judgment, discretion and influence to achieve the long-term objectives of FOI 
legislation. 
 
Yet law reform submissions and reports have found FOI officers, as a class, to be 
under resourced, denied the training, respect and status they deserve, and 
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forced to act as guardians both of informational trash and treasure.  More 
importantly they are denied the capacity and opportunity to utilise FOI legislation 
to assist in the information management, policy development and learning 
capacity of their organisations. 
 
In any examination of compliance it is the attitude and role of the FOI officer 
that can produce the largest shifts between compliance categories.262
 
3. The position of an FOI officer should be gazetted or have explicit statutory 
delegations of authority. 
FOI decisions should be, and be seen to be, the responsibility of statutory 
powers by an independent officer. 
 
4. Publicity and awareness of FOI should not be seen as a short term necessity but 
as a long term strategic commitment by governments to the legislation. 
 
5. The training and resourcing of FOI officers must be done on the basis that the 
original corps of officers will eventually be replaced.  Beyond the ongoing 
function and priority of education and training of FOI officers, Western Australian 
FOI officers developed a series of performance standards and measures against 
which their, and the agency’s, compliance with FOI could be judged. 
 
6. Adoption of the Australian Law Reform Commission and Administrative Review 
Council proposal for an ‘auditing’ or monitoring role to be undertaken by an 
independent body to the agency. 
The role would include audits of the handling of previous FOI requests, as well 
as a role to work as a circuit breaker/honest broker where FOI requests have 
deteriorated into adversarial disputes. 
 
The Queensland Parliamentary Legal Constitutional and Administrative Review 
Committee similarly recommended that an independent entity (an ‘FOI Monitor’) should 
be established by statute and adequately resourced.263
 
7. Institute an annual awards program that publicly rewarded or recognised 
significant agency achievements in compliance and active pursuit of the 
objectives of an FOI Act. 
 
In extending the logic of a simple consideration of incentives and sanctions, it is worth 
noting that the Canadian Access to Information Review Task Force (June 2002) 
recommended264: 
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• responsibilities related to access to information and information 
management to be included in the job description of officers and 
managers; 
• objectives related to access to information and information management 
to be part of the accountability agreement and performance reviews of all 
managers; 
• government institutions to discuss their performance on access to 
information on a regular basis at management meetings; 
• when new programs are established, an access to information component 
to be included from the outset as an integral part of the program; 
• access to information goals to be integrated in annual corporate plans for 
government institutions.265 
 
Ontarian public service managers have FOI performance indicators included in their 
performance bonuses.  The Parliamentary Legal Constitutional and Administrative 
Review Committee recommended that: 
 
In principle, performance agreements of senior public officers should impose a 
responsibility to ensure efficient and effective practices and performance in 
respect of community access to government-held information whether that 
access is granted under the Act or otherwise. 
 
The FOI Monitor should consider and make recommendations to the Attorney-
General about the particular performance indicators to apply.266
 
The Australian Law Reform Commission and Administrative Review Council in the Open 
Government Report also considered that the cultural changes that would result from an 
“improved appreciation of the philosophy and purpose of the FOI Act would be more 
likely to occur if senior officers were given tangible incentives to pay greater attention 
to, and to improve, an agency’s FOI practices and performance”.267
 
As for sanctions against non-compliance, Banisar commented that sanctions are a 
necessary part of every law to show the seriousness of failure to comply although there 
is general reluctance by government bodies to sanction their own employees for 
following their general policies.268
 
Evidently in India, Information Commissioners have begun personally fining Information 
Officers who refused or unduly delayed releasing information under India’s Right to 
Information Act.269
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Consideration might be given to other sanctions against agencies such as refunding all 
fees and charges on a request that was decided over the time limit. 
 
In sum, a public sector culture analysis assisted by the administrative compliance model 
(in Table 8.1) together with observations of inter-jurisdictional experiences, an 
appreciation of the competing contexts and dimensions in which FOI operates as well as 
simply an understanding of change management principles and practices in general 
organisational theory, may provide some clues to the pathways required in maturing the 
handling of access rights to information by the body politic. 
 
Discussion: 
 
To what extent does FOI in Queensland recalibrate the basic informational 
settings between open/closed, secrecy/openness, privacy/disclosure, and 
spin/deliberative dialogue?   
 
How can a State, characterised by a strong executive, honour the original 
intent of FOI and address its anxiety about the capacity to govern effectively 
in a hungry and geared information age? 
 
In accepting that the administration of FOI operates beyond an application of 
primary legal obligations, how can bureaucratic and political interests be kept 
in balance? 
 
Which of the administrative compliance behaviours described in Table 8.1 are 
practised in Queensland? – typically?, infrequently? 
 
In considering the steps towards addressing administrative compliance 
shortfalls suggested by Snell and others (pp. 100 - 102) plus incentives and 
sanctions and any other general measures, how might Queensland drive a 
cultural change necessary to give effect to the legislative objects of the 
Freedom of Information Act 1992? 
 
    
Table 8.1 Administrative Compliance and Freedom of Information
 Malicious non 
compliance 
Adversarialism  Administrative non
compliance 
Administrative compliance Proactive compliance 
 Shredding Automatic resort to 
exemptions 
Inadequate resourcing Requests handled in a co-
operative fashion 
High priority to processing requests 
 Deconstruction 
of files 
Us versus them 
mentality 
Deficient record management Objective is maximum release Objective is maximum release 
outside FOI 
 Relabelling of 
files 
Sitting on requests Cost recovery or minimisation 
major factor 
Timely decisions Information identified and available 
in public interest – without FOI 
requests 
 Sticky labels Significant delays in 
processing 
Low priority attached to 
processing of requests 
FOI officers key decision 
makers about release 
FOI officers key actors in agency 
information management 
 Pre-emptive 
exploitation of 
exemptions 
Non-existent or very 
poor statement of 
reasons even at internal 
review stage 
Adequate reason statements but 
often missing aspects (No. of 
documents being withheld etc) 
Exemptions only applied as a 
last resort and to the minimum 
extent possible 
Exemptions waived if no substantial 
harm in release 
 Fees regime 
manipulated to 
discourage 
request 
Fee waivers rejected FOI officers play a processing 
role 
  
 Internal reviews 
uphold original 
decision 90%+ 
of times 
Internal reviews uphold 
original decisions 75%+ 
of times 
Internal review seen as preparing 
a better case for external review 
Internal review new decision Internal review an opportunity to 
refine information handling 
 External reviews 
avoided 
External reviews 
depicted as a battle 
against external 
reviewer 
No feedback of external review 
findings into decision-making 
process 
External review decisions used 
as future guide 
Adverse external review seen as a 
quality control check 
Type of 
information 
     
Personal    3 3 
Mid level 
policy 
  3 3  
High level 
policy 
3 3 3   
Type of 
Requestor 
     
Individual    3 3 
Active Group   3 3  
Journalist   3   
Opposition 
MPs 
 3 3 3  
8.2 Information policy 
Freedom of information law and practice features in two public policy settings. 
The first obvious and dominant context is its essential component role in open 
government as part of administrative reform measures seeking to support government 
accountability and more broadly, participatory democracy.   
But the administration of freedom of information is distinguished also by its role in 
information policy.  This is the public policy that governs all aspects of the information 
lifecycle: including planning, creating, collecting, organising, using, disseminating and 
storing.   
It follows thus that with the interconnectedness of a lifecycle, one stage affects another.  
The extent to which information policy is comprehensive and coordinated matters to 
both the outcomes that can be borne by freedom of information (for open government) 
as well as the opportunities that freedom of information can yield for other stages in the 
cycle (for information policy).  For example, efficiency and effectiveness of a records 
management system directly affect freedom of information outcomes.  Freedom of 
information outcomes affect non-government users of information in social, economic, 
cultural, commercial as well as political spheres. 
A consideration of this broader public policy context highlights the structural advantage 
government benefits from in its relationship with its citizens over the information it 
holds, despite rights of access. 
The government systems and structures to which information is subject (some to be 
discussed here in 8.2) partner the people and processes that administer freedom of 
information (as discussed in 8.1), in delivering results. 
In identifying ways then to “improve and modernise”270 freedom of information, what 
improvements can information policy offer? 
 
Planning for information lifecycles 
Queensland does not have an over-arching whole-of-government strategic information 
policy, although the development of a whole-of-government Service Delivery Vision was 
recommended by the Service Delivery and Performance Commission in September 2006: 
 
This Vision will provide much needed context for all government decision 
making, but in particular ICT [information and communication technologies] 
decisions because of the extent to which ICT impacts on all that the Government 
does271. 
 
The Queensland Service Delivery and Performance Commission found: 
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A significant area of opportunity for the Government is in improving its 
management of information.  The Government does not currently have a 
comprehensive understanding of the data or information it holds.  Better 
management of information across the Government has the potential to reap 
significant benefits as seamless government is heavily predicated on sharing 
common accurate information sets.  Reliable, valid information means 
government employees can make the right decisions about services.  The 
community can be more informed as government decision making is more 
transparent.272
 
One of Professor McMillan’s suggestions to arrest the “see-saw trend in political support 
for FOI” is for a parliamentary committee with “a dedicated focus on information as a 
dimension of all government activity”;273 such may be seen to have a role in a new ICT 
governance model in a knowledge-based society. 
 
Snell and Sebina argue that Stiglitz’s Nobel prize winning work on information 
asymmetries shows the importance of an effective relationship between freedom of 
information and records management in “creating, or shifting the balance towards, a 
citizen-centric information environment”274. 
 
Further Snell and Sebina contend that the role record management plays in an ideal 
corporate governance model should be emulated in public sector governance and that 
by doing so the level and impact of information asymmetries in the public sector would 
reduce significantly.275
 
The relationship which records management shares with FOI under a corporate 
governance model forces governments to reflect and find ways through which 
they can improve their performance and maintain the trust of citizens.  For 
instance, as governments think of adopting FOI legislation, the thought should 
be “are we creating and holding information which citizens can access, even 
directly?”  This thought should then trigger another one, “are we creating the 
right records in terms of informational and evidentiary content?  Do these 
records adequately inform and provide evidence of what we do?  Will citizens 
understand what they express if they were to access them?  Are they sufficient 
in providing proof of transparency?”276
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Roberts describes developments in information and communication technologies as 
causing profound changes in the character of information held within government: 
 
In many instances, electronic media have replaced paper as the preferred 
method of storing information.  The number of transactions that are documented 
in digital form has exploded, and the number of forms in which digitized 
information may be encapsulated – word processing documents, spreadsheets, 
presentation files, e-mails, structured databases, audio or video recordings, and 
so on – has grown.  The cost of revising records has plummeted, causing a rise 
in the number of versions that may exist for any one record.  The stockpile of 
government information has been liquified – broken down into a vast pool of 
elements whose significance, taken independently, is not easily grasped. 
 
The metamorphosis of official information is already changing the battle over 
governmental openness.  The struggle for access to “structured data” – the 
digitized information held in massive governmental databases – has been 
underway for decades, while the fight over access to the much larger pool of 
digitized “unstructured data” held by government agencies is still in its very early 
stages.  In either case, the digitization of government information could have the 
unintended consequence of producing dramatic increases in transparency.  But 
that outcome is not a given; on the contrary, there are strong bureaucratic and 
political forces that may prevent it.  Nor is it clear that we should want such an 
outcome – particularly if the information at stake is personal data, or if disclosure 
has the effect of crippling government’s ability to act effectively.277
 
This needs to be reckoned with in planning terms to steer desired outcomes for both 
information policy and open government. 
 
Discussion: 
 
Can the outcomes desired for FOI, and those of information policy, benefit 
from the inclusion of FOI considerations (with advancing ICT impacts and 
corporate governance notions in records management), in development of a 
whole of government information policy framework that sets strategic 
directions and a new model of ICT governance?  
 
Should parliamentary oversight of FOI be elevated to a “dedicated focus on 
information as a dimension of all government activity”? 
 
 
Recordkeeping meets FOI and ICT 
Sound records and archives laws, Millar says “must define the record-keeping process 
and ensure that government is required to manage public information in an accountable, 
transparent and effective fashion”.278  Without which, 
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FOI legislation becomes encumbered because: 
• information can be manipulated, deleted or lost 
• citizens cannot prove equal or unjust treatment 
• human rights violations are difficult to challenge 
• the public cannot make an informed contribution to the governance 
process 
• individuals cannot satisfy themselves that the information held by 
government about them is appropriate and correct.279 
 
In 2001, Queensland’s Legal, Constitutional and Administrative Review Committee 
(LCARC) recommended an audit to assess the current standard of records management 
(both paper and non-paper) in Queensland agencies.  LCARC anticipated that such an 
audit would benefit freedom of information (“an effective FOI regime is dependent on 
good records management practices in agencies”280), the time-based charging regime 
for FOI and the administrative privacy regime.281
 
Queensland’s Public Records Act 2002 requires the public sector to “make and keep full 
and accurate records of its activities”282 and its administration is supported by various 
standards and guidelines such as Information Standard 40: Recordkeeping, Information 
Standard 41: Managing Technology – Dependent Records, Information Standard 31: 
Retention and Disposal of Public Records, Best Practice Guide to Recordkeeping, 
Managing Electronic Messages as Records, Managing Email as Public Records.  The 
Electronic Transactions (Queensland) Act 2001 gives electronic transactions legal 
recognition equating with paper-based transactions and requires that legally recognised 
electronic records are captured, maintained, preserved, and made accessible in 
accordance with the State’s laws. 
 
Public sector agencies and local government authorities have identified the following 
(non-paper) media holding information: emails, mobile phones and smart phones (e.g. 
“BlackBerry”), CCTV, videotapes, computer hard drives, USB drive/flash media, audio 
recording, photographs, digital video recording, databases, mainframes for management 
of registration and licensing requirements, computer aided drafting and publishing, CD, 
DVD, internet and intranet. 
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About one third of the Queensland public sector agencies are still to implement an 
Electronic Document and Records Management System (EDRMS) which, it is hoped, will 
facilitate quicker, easier and smarter handling of documents on a daily basis (document 
management) as well as proper handling of archival responsibilities (records 
management). 
 
The discipline involved in managing documents well and consistently, over time and 
across agencies, is not insignificant.  Whilst the incidence of FOI applications requiring 
consideration of information contained in non-paper “documents” is frequent, 
management practices (particularly of electronic messaging such as emails and texts) 
vary widely. 
 
The sector-wide audit of records management standards recommended by LCARC in 
2001 has not occurred.  
 
The ongoing challenge for the public sector in managing its cultural response to freedom 
of information as well as the rapidly advancing information and communication 
technologies is the extent to which there is disjoint between its records management 
practices, priorities and workforce skills versus the requirements of legislation, 
standards, guidelines and expectations of good governance. 
 
A recent independent review of New Zealand’s Official Information Act 1982 concluded 
that electronic information posed one of the key challenges to the access to information 
system requiring systems and process re-engineering: smarter, faster systems that are 
capable of managing volume in a comprehensively different way and, “some really hard 
thinking about what needs to be kept”: 
 
Working through the challenges presented by electronic information will include 
considering: 
• the development of clearer and stronger sector-wide protocols and 
standards on information management, covering retention, storage and 
release, that better reflect the practical reality of government activity 
than the current legal framework … and that give all those interested in 
government information a better understanding of what they can expect 
to be kept and accessible; 
• more standardising and streamlining of records management to manage 
increased volume, including consideration of much greater ex ante 
decision-making on the status of papers (that is, identifying at the outset 
groups of papers that can be released without difficulty, and those that 
need specific consideration); and 
• the development of clearer understandings about the status of draft 
documents, e-mail, and other forms of electronic communication and 
data, including clearer guidelines on what types of documents need to be 
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kept and on how to consider whether they warrant protection under the 
terms of the [Official Information Act].283 
 
At an everyday level, electronic information generates two specific hurdles for freedom 
of information: the problem with numerous and complex drafts (given the ease of 
editing and nature of consultation enabled by ICT) and the handling of emails.  White 
recognises that in practice “it is inevitable that different agencies end up with partial 
records, and different versions in their files”.  Further cynicism is fuelled when, a “full 
trawl through numerous drafts often seems pointless to those processing the requests, 
and there is suspicion that those requesting it will never go through it in detail either”.284  
For New Zealand, White says: 
 
Initiatives are needed to create clearer and simpler protocols about what 
information is kept, how it can be accessed, and what level of individual scrutiny 
is needed before it is released. 
 
Other questions about draft documents are when and how withholding grounds 
might apply to them.  The arguments differ, of course, depending on the type 
and status of the particular draft and the comments that it generates. 
Examples to illustrate the range are: 
• the first embarrassing effort at a Cabinet paper that a new recruit might 
produce, and the “constructive feedback” that they receive in response; 
… 
• a departmental draft of a paper or letter that will be signed out by the 
minister, which is sent to the minister’s office for review and comment; 
… 
Developing some general advice identifying the different types of drafts that 
might be covered by a request, and the different issues that need to be thought 
through, might help streamline consideration and build greater shared 
understanding of the range of issues that are encompassed by general concerns 
about the status of drafts. 
 
Similar issues arise in relation to e-mail messages. 
… 
... it can be recognised that e-mail adds greatly to the effectiveness of 
government, but also can pose a risk because of the tendency of writers to be 
frank as well as the general unmanageability of the e-mail messages themselves.  
Once again, the complexity of the arguments surrounding the application of “free 
and frank” grounds in the Act to such a large volume of information at present 
causes processing problems.  The task then is to record such e-mail messages as 
need to form part of the public record, and to identify the general arguments 
that will enable sensible and speedy consideration of what should be released 
and when.  The processing task needs to be simplified and streamlined.  Ex ante 
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rules [that is, identifying at the outset groups of papers that can be released 
without difficulty, and those that need specific consideration], guidelines and 
systems would help285. 
 
For Queensland, drafts of reports, correspondence, routine calculations not circulated as 
final documents internally or externally, and drafts where a final draft has been 
produced and which becomes the record of the agency, do not need to be captured as a 
“public record” as they are defined as an ephemeral record.286
 
The Best Practice Guide to Recordkeeping287 and New Zealand’s General Disposal 
Authority for General Housekeeping Records288 provide that there may be identified 
recordkeeping needs to keep drafts due to significance of decisions made, or existence 
of significant changes not contained in the final form of the records.  This includes drafts 
relating to legislation formulation, legislative proposals or amendments, drafts relating to 
policy development, providing evidence of processes involved and/or significantly more 
information than final versions, and drafts containing significant or substantial changes 
or annotations.  Queensland State Archives advises that a draft should be captured as a 
public record and retained if there is a business reason to do so and that the criteria for 
capturing and not capturing drafts should be defined in organisational recordkeeping 
procedures and be communicated to relevant staff. 
 
Ultimately, some argue governments need to look for a “realistic set of legal and 
administrative standards”: 
 
.. the overarching framework needs to clearly recognise that it is not possible or 
appropriate for agencies to keep everything that is generated in the course of 
their work, and that they have to be able to take responsibility for creating and 
maintaining records that are sensible and appropriate.  The idea that all records 
are kept, and that destruction only happens in accordance with clear authority 
from the Chief Archivist, is out of step with modern needs and in particular with 
the way in which electronic information is created and deleted by everybody, 
every day.289
 
Are freedom of information laws “stuck in a time warp”290, not just in what to release, 
but how and when to release?  As Blair Stewart from the New Zealand Office of the 
Privacy Commissioner, claimed: 
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Whether enacted in the 70s, 80s, or 90s, many FOI [freedom of information] 
laws still maintain 1970s thinking.  They hark back to an era of “Big Government” 
and rudimentary information technology.  They draw on ideas which were radical 
in their time but which now do not go nearly far enough. 
… 
No discussion of information handling would be complete without contemplating 
the effects of the Internet.  We stand at a threshold (or portal?) through which 
can be seen grand plans for “joined-up-government”.  Whether one is excited or 
disturbed at the prospect of e-government, there will be consequences for 
traditional FOI [freedom of information].  This may be the time to enhance 
citizen’s rights – after all can a month’s wait for access under the OIA [Official 
Information Act] or Privacy Act be squared with thousands of officials having the 
same information at their fingertips in milliseconds?  Notwithstanding the 
Internet’s obvious potential for freeing the flow of information, few FOI laws 
have directly addressed any issues arising from it.291
 
The Information Management Steering Committee on Information Management in the 
Commonwealth Government reported in 1997 that with new technologies the 
Government had the opportunity to re-engineer its process to make substantial 
improvements in delivery of services and development of policies, and at the same time 
reduce its costs of information handling.292  Further: 
 
Whilst a need to structure government along vertical organisational lines may 
remain, it will be feasible to eliminate access barriers that such structures 
impose, except where privacy or security objectives would be compromised.  But 
if these opportunities are to be seized, a number of issues need to be addressed, 
namely the need to: 
• increase the visibility of government information holdings and raise 
community awareness of its availability; 
• share and utilise consistent “best practice” access methods; 
• develop common practices for information management; 
• facilitate remote access to information; 
• raise the awareness within government of information management 
issues and the asset value of information as a corporate and national 
strategic resource; and 
• address the issues relating to changes in work practice arising from 
process re-engineering.293 
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Discussion: 
 
Are records management protocols and standards accessible, widely known 
and understood, consistent, and reflective of the practical realities of 
government activity – particularly on questions of retention, storage and 
release of electronic (non-paper) information?  What is done well?  What can 
be done better? 
 
To what extent can ex ante decision-making assist in the administration of 
FOI? 
 
How can the volume and status of drafts and emails be better managed with 
the advent of ICT, in both better meeting expectations and achieving 
reasonable outcomes for all under FOI? 
 
Are access rights “stuck in a time warp” in terms of ICT?  What improvements 
can be made? 
 
 
Thinking about metadata 
 
The Australian Law Reform Commission/Administrative Review Council Review of FOI 
considered that data should be accessible under the federal Act and that an applicant 
should not be denied access to data merely because the agency had not yet processed it 
into information.  It proposed that the definition of document in the Act should be 
amended to clarify that it includes data.  While an applicant may be permitted to access 
data, it would not necessarily be consistent with the general principles of FOI that the 
agency should be required to process that data on behalf of the applicant to find for him 
the particular information required.294
 
In 2001, LCARC recommended that section 7 of the Freedom of Information Act 1992 be 
amended to clarify that the definition of “document” does “include data (raw or 
unprocessed inputs)”.295  This recommendation was not adopted by Government.  
Regardless, FOI operates in that realm on the basis of definitions extant with FOI 
applicants requesting raw data, metadata in “Word” documents, electronic copies of 
databases or merge mail lists, and more. 
 
Public sector agencies and local government authorities report concerns around the 
added workload involved in retrieving and/or managing interpretations of raw data; 
managing electronic data which is not capable of editing for exempt or non-relevant 
material; and obsolete software and requirements to convert to accessible form. 
 
In 2005, amendments to the Freedom of Information Act 1992  reined in the 
requirement for agencies to search back-up systems in fulfilling obligations to conduct a 
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reasonable search, in recognition of their primary purpose for disaster recovery.296  
Some agencies still report uncertainties in responsibilities for retrieving old emails. 
 
Beyond uncertainties (and reluctance) reported by agencies in the handling of raw data 
under freedom of information, practitioners and commentators alike have queried the 
new role of metadata from databases, and especially for agency EDRMS, under freedom 
of information laws.  Roberts explains: 
 
An EDRM system is designed to give structure to unstructured data.  At the core 
of any EDRM system is a database that is intended to house any form of 
unstructured data that is important to an agency – any draft report, 
memorandum, presentation file, spreadsheet, or e-mail message.  When a new 
document is added to the database, basic information about the document – for 
example, its title, subject, author, and date of creation – is also added.  This 
basic information is known as metadata, and is roughly equivalent to the data 
recorded for each book in a library catalog.297
 
Many observers expect that EDRMS should improve openness in government through its 
rigour in document storage and quick and easy search and retrieval.  What might not be 
expected is the “revolutionary potential”298 that access to metadata in bulk form offers 
to individuals outside the agency through freedom of information access.  Roberts 
explains that non-governmental organisations could use EDRMS metadata in bulk 
electronic format to create their own web-accessible database: 
 
Outside actors could gain an unprecedented view of the flow of information 
within the arteries of the organization.  Even rudimentary information about the 
volume and subject of newly generated documents might reveal secrets about 
agency priorities. 
… 
EDRMS metadata does not simply allow outside observers to track trends within 
government agencies.  It also allows individuals to pinpoint exactly the 
government documents that they want to request.  This helps to resolve two 
basic problems that confront users of disclosure laws in many countries: a lack of 
knowledge about precisely what documents a government agency might have in 
its possession; and a suspicion (sometimes well founded) that officials will 
contort vaguely worded requests to exclude sensitive material.299
 
Roberts predicts that officials will be put on the defensive much more quickly: 
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This will exacerbate the anxiety that has already provoked governments to 
tighten their control over the outflow of government information … Elected 
officials and career bureaucrats will argue that this degree of transparency goes 
too far, and that the right to confidentiality for internal deliberations should 
include a right to keep secret the topic of conversation as much as the content of 
conversation.  However, it is not clear how the bulk release of metadata can be 
avoided under many FOI laws … it would likely require a significant and 
controversial interpretation of existing law to allow the withholding of bulk data 
on the grounds that it reveals compromising information about the pattern of 
conversation within an agency.300
 
However, Roberts does suggest that there are substantial practical limitations on the 
potential metadata use by outside government which will undercut these opportunities 
for heightened transparency: the significant technical and financial burden of dealing 
with the nature of that data. 
 
Technical and financial constraints already limit the capacity of American 
journalists to undertake computer-assisted reporting projects.  The cost to the 
nongovernmental organization Environmental Defense of its establishing a 
website to exploit the mass of Toxic Release Inventory data collected by the EPA 
was initially $1.5 million; the work got done with the support of private 
philanthropies.  These are the constraints imposed in the United States, which is 
affluent and advantaged by a thriving media and nongovernmental sector.301
 
Discussion: 
 
How can requirements in handling raw data and metadata under FOI be 
improved in balancing the public interest?  Should applicants be able to 
obtain raw data in the possession of an agency?  Should there be any 
obligation on an agency to process data to provide the particular information 
that an applicant is seeking? 
 
 
Disseminating information, plus FOI 
Some of the equity of access concerns with the heightened transparency that metadata 
brings may be being managed in the United Kingdom through its Government 
proactively publishing the metadata, and details on how to access unpublished 
government information, over the internet. 
 
The Office of Public Sector Information (within the UK National Archives) maintains a 
single point of access called “inforoute” which provides direct access to the 
Government’s Information Asset Register.  This Register lists information resources held 
by the UK Government, concentrating on government information that has not yet been, 
or will not be formally published.  As such, the Register complements, not duplicates, 
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existing lists of published materials and freedom of information publication schemes and 
seeks to cater for the “pressing demand to identify unpublished data holdings within 
Government”.302
 
The Register aims to cover the vast quantities of information held by all government 
departments and agencies, including databases, old sets of files, recent electronic files, 
collections of statistics, and research. 
 
Individual departments have primary responsibility for putting in place their own 
Information Asset Registers (to agreed indexing practices) which they will maintain on 
their own websites with links and search facilities from inforoute.  The UK government 
says that “inforoute is evolving constantly as a collaborative effort across Government.  
It must not become resource-intensive or over centralised”.303
 
Table 8.2.1 outlines the metadata freely and immediately available in the UK 
Information Asset Register of unpublished information:  
 
Table 8.2.1 Metadata for UK Information Asset Register304
 
Metadata element Details 
TITLE  Title of resource, with additional or alternative titles if they exist. 
IARN  The IAR Number; a unique number identifying each record. The first part of 
the number indicates which organisation created the record. 
IDENTIFIER  Identifier or acronym by which the resource may be commonly known, or 
file name with full path. 
DESCRIPTION  A description of the information contained the resource. An abstract if the 
resource is document-like. A content description of visual or other 
resources. 
SUBJECT  Keywords and phrases indicating the subject matter of the resource. 
COVERAGE  Geographic area covered by the information in the resource. 
DATE  The date on which the resource was created or published. 
UPDATING 
FREQUENCY 
 For databases etc, to indicate currency. 
DATE MODIFIED  The date on which a database or other resource was last updated. 
SOURCE  The source(s) of the information found in the resource. 
FORMAT  Physical formats of resource. Examples: Book, CD-ROM, Database (Access 
97;); Collection of documents (Word 6, 17 files) 
LANGUAGE  The language(s) of the resource content. 
AUTHOR  Person, group or organisation responsible for the intellectual content of the 
resource. 
PUBLISHER  The office or organisation to be contacted for further information about, or 
access to, the resource. 
RIGHTS  Basic indication of the user’s rights to view, copy, redistribute or republish 
all or part of the information held in the database. 
CATEGORY  A term/terms from the Government Category List (GCL). Users can search 
for all the records covered by each term from the GCL. 
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Table 8.2.2 shows one of the results of a search (over the internet) on keywords 
“freedom of information”: advice of an internal legal advice concerning data protection 
and freedom of information. 
 
Table 8.2.2 Sample Search Results – IAR Record View305
 
Metadata element Details 
Title Internal legal advice in relation to data protection and freedom of 
information 
Department Legal Services Commission 
IARN LC005-000044 
Description Internal legal advice obtained from Legal Services Commission solicitors 
with regard to the interpretation and application of the Data Protection 
and Freedom of Information Acts 
Subject Legal advice, data protection, freedom of information 
Coverage England & Wales 
Date created 20010609 
Updating frequency As needed 
Source Secretariat, Legal Services Commission 
Format Word 
Language English 
Author Information Compliance Manager, Information Compliance Team, 
Secretariat, Legal Services Commission 
Publisher Information Compliance Manager, Information Compliance Team, 
Secretariat, Legal Services Commission, 
85 Grays Inn Road, London, WC1X 8TX.  Tel 0207759 0428 
Rights Limited 
 
For Queensland, there would be some challenges ahead if it was to publish the 
metadata of its unpublished information in a register in a similar way as the United 
Kingdom. 
 
Unrelated to publication of government information, a technology consolidation agenda 
was recommended by the Service Delivery and Performance Commission, the 
Commission said: 
 
In the past forty years ICT governance in the Queensland Public Service has 
varied from a strongly centralised, controlled model to today’s highly centralised 
model where individual Chief Executives make decisions.  While the decentralised 
model has advantages in aligning agency ICT systems with agency service 
delivery priorities, it can result in unnecessary duplication and competition for 
scarce resources, does not accrue economies of scale and is confusing in terms 
of overall responsibility for Whole of Government ICT direction.  The Review 
proposes a new model of ICT governance.  This will involve upfront investment 
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and significant cultural and organisational change across the public sector over 
many years but the rewards for all are significant.306
 
The size of the task is well made in considering government electronic document and 
records management systems alone.  Although the majority of Queensland public sector 
agencies are moving, or have moved, to an EDRMS, there is no uniformity across the 
Queensland public sector with agencies implementing individual systems (and varying 
taxonomies).  Reportedly, each machinery of government change can take up to 
eighteen months to migrate data across to a single agency system.  With the current 
age of EDRMSs across the sector, it may be a decade before systems’ attrition opens up 
new purchases to a single product.  However, the transition phase of non-systems ICT 
governance issues would require a significant lead time also to do properly. 
 
Users complain that even basic transactional business under the administration of 
freedom of information in Queensland has not kept pace with modest information and 
communication technologies, simple e-commerce that occurs elsewhere in government 
is not common practice for FOI: “I can pay my car registration and other government 
bills over the phone or the internet, but I must post a cheque to pay for my FOI request 
and then wait the week or more for the department to receive and process my mail 
before the time limit to decision even starts to run”. 
 
Pushing beyond e-lodgement, e-payment, and e-access for FOI requests, FOI users and 
commentators also look for new ways of thinking about information freedom that 
technologies can deliver quickly and cheaply, but with a paradigm shift and a confidence 
that not only will governments still be able to govern, they will govern better. 
 
Stewart suggests that freedom of information laws: 
 
which solely focus upon request and response will never fully achieve open 
government.  RD/AD [routinely disclose and actively disseminate] emphasises 
identifying possible public interest in a document (before ever receiving a 
request) and consequently circulating information about the document, or the 
document itself, to those likely to be interested.  There are many other steps 
that can be taken such as having an easily distributed “public edition” with 
excisions (if needed) and putting frequently requested documents in real or 
electronic reading rooms307. 
 
Moira Paterson described the criticisms of existing freedom of information frameworks 
similarly as depending  
 
too much on a “pull model” which focuses on the dissemination of information in 
response to the making of individual requests for access rather than on a “push 
model” which emphasises the proactive publication of information … What is 
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required, therefore, is an obligation for agencies to anticipate requests and to 
use internet technology to make broad categories of information immediately 
available in a readily accessible form as is currently required in the United 
States.308
 
Roberts provides a compelling example showing the potential for data sharing with non-
governmental organisations to assist in the achievement of government and community 
objectives: 
 
Environmental groups quickly used early rounds of TRI data [Toxic Release 
Inventory database established by the US Environmental Protection Agency 
under the Emergency Planning and Community Right-to Know Act (EPCRA)] to 
shame heavy polluters, often with a remarkable impact on industry behaviour. 
 
The internet - a largely unknown technology at the time that EPCRA was drafted 
– gave advocacy groups the ability to go further, creating their own websites 
that allowed the public to search TRI data for information about polluters in their 
own community.  By the end of the 1990’s, the Clinton administration was 
promoting TRI as an archetype of a powerful new approach to regulation, in 
which nongovernmental organizations collaborated with government to achieve 
regulatory objectives without resorting to conventional and heavy-handed 
enforcement measures.309
 
Discussion: 
 
What can Queensland learn and do in response to international models such 
as the UK’s information asset registers and single internet entry point – when 
seeking in this Review to “improve access to government documents and 
reduce the time and costs involved in accessing government documents”? 
 
What can be done sector-wide to achieve e-FOI where ICT enables electronic 
lodgement, payment and access methods yielding time and cost savings? 
 
Should FOI move towards a “push model” of proactive disclosure before 
individual FOI requests?  If so, how and to what extent, can ICT open up 
“routine disclosure” and “active dissemination” pre-FOI? 
 
 
Re-using government information 
A June 2007 independent Report reviewing the use and development of citizen and 
state-generated information in the United Kingdom (produced with support from the 
Prime Minister’s Strategy Unit) concluded: 
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Public sector information underpins a growing part of the economy and the 
amount is increasing at a dramatic pace.  The driver is the emergence of online 
tools that allow people to use, re-use and create information in new ways.  
Public sector information does not, however, cover personal information, such as 
credit record and medical histories … 
 
When enough people can collect, re-use and distribute public sector information, 
people organise around it in new ways, creating new enterprises and new 
communities.  In each case, these are designed to offer new ways of solving old 
problems.  In the past, only large companies, government or universities were 
able to re-use and recombine information.  Now, the ability to mix and ‘mash’ 
data is far more widely available. 
 
…There are social and economic benefits to new ways of making and sharing 
information, whether involving government, citizens or both, for example: 
• In medical studies of breast cancer and HIV patients, participants in 
online communities understand their condition better and generally show 
a greater ability to cope.  In the case of HIV, there are also lower 
treatment costs. 
… 
• Sharing restaurants’ food safety information in Los Angeles led to a drop 
in food-borne illness of 13.3% (compared to a 3.2% increase in the wider 
state in the same time frame).  The proportion of restaurants receiving 
‘good’ scores more than doubled, with sales rising by 5.7%.310 
 
The scale of potential economic value quoted in the Mayo and Steinberg Report reaches 
to estimates for government information underpinning $100 billion per year of economic 
activity in the United Kingdom, with direct revenues from public sector information being 
only a fraction of the wider value that this information creates.311  In a similar vein in 
Australia, it has been said that “in an information age, a dearth of cheap access to 
government data can stifle the entire country’s economic growth”.312
 
Mayo and Steinberg recommend a strategy to grasp the opportunities that are emerging 
in terms of the creation, consumption and re-use of information, in which government: 
 
• welcomes and engages with users and operators of user-generated sites in 
pursuit of common social and economic objectives; 
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• supplies innovators that are re-using government-held information with the 
information they need, when they need it, in a way that maximises the long-term 
benefits for all citizens; and 
• protects the public interest by preparing citizens for a world of plentiful (and 
sometimes unreliable) information, and helps excluded groups take 
advantage.313 
 
The strategy is supported by fifteen recommendations, for example: 
 
To improve government’s responsiveness to demand for public sector 
information, by July 2008 OPSI [U.K. Office of Public Sector Information] should 
create a web-based channel to gather and assess requests for publication of 
public sector information.314
 
The Queensland Government is exploring the possibility of adapting the licences for the 
state’s public sector data through a project including the Spatial Information Council, 
academics and government departments.  Open content licences such as “Creative 
Commons” licences are being considered.  Such licences “give a permission in advance 
to allow people to take information away under certain conditions and re-use it”.315  
Reportedly, the chief barriers in Australia to businesses re-using public sector data are 
access, costs, and licensing.  Bushell-Embling says the “change of heart rippling 
throughout all levels of government” relates to economic arguments: 
• governments collect data using taxpayers’ money; 
• marginal cost of electronic delivery; and 
• potential economic benefits of releasing government data free far 
outweigh the funds accrued by selling the data.316 
 
One of the stated objectives for the United Kingdom’s Information Asset Register is “to 
facilitate and encourage the re-use of government information”.317
 
In 2001, the UK Office of Public Sector Information developed a “Click-Use” licence that 
enables a wide range of Crown copyright material and parliamentary material to be re-
used on defined terms.  A development in the regulatory framework came with the 
enactment of a European Directive on the re-use of public sector information in 2003, 
the purpose of which is to encourage the re-use of public sector information.318
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Through the “Click-Use” process, unpublished material obtained through freedom of 
information can be the subject of a request for a licence made to the Office of Public 
Sector Information.  The aim is to establish links between the Click-Use licence and 
asset lists so as to provide a seamless link between knowing what is available and 
obtaining permission to re-use it countering the “all rights reserved” tradition.  The 
licence, normally valid for five years, covers use in commercial products and services as 
well as non-commercial use throughout the world.  It also covers translation rights, use 
on intranet sites, and converting to other media. 
 
There are two versions of the Click-Use Licence: one covering information that is 
central or core to the process of government.  Under this version of the Click-Use 
Licence there are no charges for re-use.  Most Crown copyright material is made 
available under this model.  The other version of the Click-Use Licence covers 
value added material produced by government.  Under this version of the Click-
Use Licence, the standard licence terms may be tailored to reflect specific 
circumstances and also provides the flexibility to charge for re-use.319
 
Roberts observes a “commodification of government information” as a phenomenon that 
was not anticipated when many FOI laws were drafted: 
 
Budgetary pressures have caused public institutions to become more aggressive 
in searching for assets that can be tapped as sources of revenue.  Many 
governments now recognize that government-held information may be one of 
those assets and that the prices charged for access to that information can be 
substantial if government is a monopoly supplier.  “Government information is 
becoming a commodity to be exploited,” says Kirsti Nilsen (Nilsen 1993; Nilsen 
1994), who sees a shift in government policy away from the view of information 
as a public resource to be widely disseminated at low cost and toward the view 
of information as a ‘corporate resource’ that can be used to generate revenue.320
 
Roberts cites various Canadian examples where access to information was refused 
because the Government maintained that it was already publicly available – in one case, 
because the information had been sold already to a private firm with distribution rights.  
The federal Information Commissioner (Canada) has expressed concern about the threat 
                                                                                                                                            
Environment and Creative Commons: Final Report to the Common Information Environment 
Members of a study on the applicability of Creative Commons Licences, 10 October 2005, p. 10. 
319 Barker, E. and Duncan, C., Intrallect Ltd and the AHRC Research Centre for Studies in 
Intellectual Property & Technology Law, University of Edinburgh, The Common Information 
Environment and Creative Commons: Final Report to the Common Information Environment 
Members of a study on the applicability of Creative Commons Licences, 10 October 2005, pp. 10 
– 11. 
320 Roberts, A., “Less Government, More Secrecy: Reinvention and the Weakening of Freedom of 
Information Law”, Public Administration Review, Vol. 60  No. 4 (July-August 2000), p. 315, 
accessed on <www.aroberts.us/>; quotes Nilsen, K., 1993 Canadian Government Electronic 
Information Policy, Government Information Quarterly, 10(2): 203 - 20; Nilsen, K., 1994 
Government Information Policy in Canada, Government Information Quarterly, 11(2): 191 - 209. 
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which commodification poses to access rights and recommended legislative amendment 
to exempt only information that is “reasonably priced and reasonably accessible”.321
 
Queensland’s equivalent provision, section 22 of the Freedom of Information Act 1992, 
entitles an agency or Minister to refuse access where the applicant “can reasonably get 
access to” the document “under arrangements made by an agency, whether or not the 
access is subject to a fee or charge”.322
 
Where for example in Queensland, an administrative access scheme provides access to 
information concerning “personal affairs” for a fee that would otherwise be available 
without charge under the Freedom of Information Act 1992 – is that commodification of 
information which poses a threat to access rights?  What principles could guide the 
balance between the rights of the public to access information as a public resource and 
the revenue raising initiatives of government from corporate resources? 
 
Roberts recounts the leaders of the G8 nations announcing in July 2000 that ultimately 
we will be a “Global Information Society”, in which improved access will “strengthen 
democracy, increase transparency and accountability in governance, promote human 
rights, enhance cultural diversity, and foster international peace and stability”.323
 
Although appealing, this is a flawed vision of the future, says Roberts: 
 
It overestimates the power of new technologies and ignores other trends that 
may actually restrict public access to information.  The informational commons is 
contested terrain.  Government and corporations – and citizens themselves - 
have all taken steps to preserve secrecy, often spurred to do so by the power of 
new modes of surveillance, or by the desire to gain economic advantage by 
asserting their property rights over the central commodity of the new information 
economy.324
 
Stronger demands for rights to privacy for example, partly driven by a fear of what new 
technologies can do, is one second-tier effect of technological change that may shrink 
the boundaries of the “informational commons”, says Roberts, offsetting the gains 
otherwise realised.325
 
                                               
321 Canada Information Commissioner 1994 quoted in Roberts, A., “Less Government, More 
Secrecy: Reinvention and the Weakening of Freedom of Information Law”, Public Administration 
Review, Vol. 60  No. 4 (July-August 2000), p. 315 - 316, accessed on <www.aroberts.us>. 
322 s. 22(a) of the Freedom of Information Act 1992. 
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Discussion: 
 
What role can FOI play in the Smart State in today’s and tomorrow’s 
information economy? 
 
How can re-use rights for information contained in “documents” released 
under FOI be clarified, and where appropriate, extended? 
 
Is there still (if ever there was) a need for documents released under FOI to 
be watermarked “FOI Release” and non-editable formats preferred by 
government? 
 
What principles could guide the balance between the rights of the public to 
access information as a “public resource” and the revenue raising initiatives 
of government from “corporate resources”? 
 
 
8.3 Protection of privacy interests 
Information privacy encompasses a number of elements which cannot be viewed in 
isolation (for example, information privacy often requires a delicate balancing of 
interests as between the individual’s interests in privacy on the one hand and ensuring 
an accurate record on the other hand).  In any event, at its core, information privacy 
requires consideration to be given to what information is collected, how it is stored, 
what use can be made of it, how it should be disclosed (by the person to whom it 
relates or third parties), its accuracy (including the ability to seek its amendment if it is 
considered inaccurate) and its ongoing security. 
Generally speaking, there is no agreed definition of privacy.  Rather, there are various 
elements that constitute privacy (such as, privacy of the person, privacy of space or 
territory, privacy of communications and privacy of information (also known as 
“information privacy”)).326
More specifically, information privacy broadly relates to an individual’s right to access 
and amend information which is personal to that individual.  As has been recognised, 
information privacy assists in ensuring that decisions in respect of an individual which 
are made by governments and other private bodies are based upon accurate 
information. 
Set out below is an overview of privacy law in Australia and New Zealand, set out for 
each jurisdiction and, having regard to the Terms of Reference for the Queensland 
                                               
326 Beyond legislation, there is limited protection of privacy provided by the common law.  Breach 
of confidence, passing off, trespass, copyright and defamation provide limited protection for 
information privacy.  In addition to these protections some recent cases, Australian Broadcasting 
Commission v Lenah Game Meats Pty Ltd (2001) 208 CLR 199, Grosse v Purvis [2003] QDC 151 
and Doe v ABC [2007] VCC 281 have hinted at a possible tort of privacy.  However the effect of 
these decisions with regard to privacy and the extent of this possible common law action are not 
yet clear. 
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review of Freedom of Information (specifically Term of Reference 9(e)), paying 
particular attention to information privacy. 
As will become apparent, throughout Australia and New Zealand a number of different 
approaches to the regulation of information privacy have been adopted.   
The predominant solution is the adoption of a legislative scheme comprising of two key 
pieces of legislation, one act regulating personal information in the public sector and a 
second act which regulates health information.  Invariably these acts are supported by a 
number of other acts that regulate specific types of information such as records 
obtained through surveillance. 
Another approach is the adoption of an administrative scheme that relies on Information 
Standards or Instructions. 
Both of these approaches apply principles which are largely based on what are deemed 
Information Privacy Principles (IPPs) and National Privacy Principles (NPPs) that were 
established in the Privacy Act 1988 (Cth).  Throughout this paper IPP and NPP refer to 
the Information Privacy Principles and National Privacy Principles relevant to the state or 
territory being discussed. 
In summary327 the following jurisdictions have adopted a legislative privacy law scheme: 
(a) Commonwealth – through the Privacy Act 1988 (Cth);  
(b) New South Wales – through the Privacy and Personal Information Protection Act 
1988 (NSW) and the Health Records and Information Privacy Act 2002 (NSW);  
(c) Victoria – through the Information Privacy Act 2000 (Vic) and Health Records Act 
2001 (Vic); 
(d) Tasmania – through the Personal Information Protection Act 2004 (Tas) and the 
Charter of Health Rights  -  Health Complaints Act 1995 (Tas);  
(e) Australian Capital Territory – through adoption of the Privacy Act 1988 (Cth) and 
the Health Records (Privacy and Access) Act 1997;  
(f) The Northern Territory – through the Information Act 2002 (NT); and  
(g) New Zealand – through the Privacy Act 1993 (New Zealand). 
The following jurisdictions have adopted an administrative regime: 
(a) South Australia – through the Information Privacy Principles Instruction – 
Government Management and Employment Act 1985 (SA); and  
                                               
327 An expanded summary is printed as Appendix 1. 
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(b) Queensland – through Information Standard 42 (personal information) and 42A 
(health information) issued the Financial Management Standard 1997 (Qld) 
under the Financial Administration and Audit Act 1977.   
Finally, Western Australia currently has no legislative or administrative regime, however 
an Information Privacy Bill was introduced in March 2007.  
In most jurisdictions there are direct links between freedom of information and privacy 
legislation while in the Northern Territory both are contained in the same legislation, the 
Information Act 2002.  A superficial observer might wonder whether there are not 
irreconcilable tensions between the two concepts and might find it difficult to appreciate 
how the two concepts could complement one another.  On the one hand, freedom of 
information is about making more official information available to anyone seeking it.  On 
the other, the main concern of privacy legislation is to protect and prevent the disclosure 
of personal information. 
In fact both sets of laws have similar objectives when dealing with personal information.  
In relation to this kind of information (the nature of which was discussed in Chapter 7 at 
7.4, pp. 84-85) both aim to provide the individual about whom information has been 
obtained with access to that information and the ability to correct it if the person 
considers it is wrong.  Freedom of information laws seek to deny such information to 
others who may seek it, or to restrict the kind of information that might be provided, 
using a public interest test. 
As it happens, “the statistics make clear that (FOI) is used primarily as a tool for the 
exercise of information privacy rights”328.  In most jurisdictions, the proportion of FOI 
applications dealing with personal issues is around 90 per cent.  In Queensland, it is 
around 50 per cent, partly because many government workplace issues are not 
considered to relate to personal affairs, and partly because many applications are dealt 
with outside the FOI legislation, through administrative access schemes such as those of 
Queensland Health. 
The Panel understands that the Queensland Government may soon consider changing 
Queensland’s current administrative regime for privacy, with a legislative scheme 
bringing it in line with the Commonwealth and most other States and Territories.  This 
may be why there is a specific reference in our Terms of Reference to the relationship 
between FOI and privacy. In any event, the two are, as noted above, very closely linked 
so far as most users of FOI are concerned.  However it is not the Panel’s role to make 
any recommendation about the adoption of a Privacy Act. 
It would be possible to combine FOI and privacy in the one Act - this is what the 
Northern Territory has done, incorporating also its law governing archives, and 
combining the administration of FOI and privacy in the one office.  This is probably 
dictated by the relatively small population in the Territory. 
                                               
328 Paterson, M., Freedom of Information and Privacy in Australia, LexisNexis Butterworths, 
Sydney, 2005, p. 494. 
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Most jurisdictions have opted for separate laws, though not always separate 
administrative arrangements.  New Zealand has moved access to personal information 
from FOI (the Official Information Act) to the Privacy Act. The Privacy Commissioner 
works closely with the Ombudsmen, who are the final review body under the Official 
Information Act.  One advantage of this approach is that it allows FOI officers to 
concentrate on the task that should be their main concern, the release of information 
about the activities of government.  Personal affairs matters should be able to be dealt 
with more efficiently under a Privacy Act regime, by officials trained specially for that 
specific task. 
The new Commonwealth Government proposes to create an Office of the Information 
Commissioner, as a whole of government clearing house for complaints oversight, 
advice and reporting for freedom of information and privacy matters.  The role of the 
Privacy Commissioner will be retained while an FOI Commissioner would be created as a 
statutory office holder responsible for freedom of information law, in a similar role to the 
Privacy Commissioner.  The FOI Commissioner would replace the Administrative Appeals 
Tribunal in the FOI review process.  One major advantage of such an arrangement is 
that it makes it easier to ensure uniform standards are applied in the administration of 
both FOI and privacy, at the agency level as well as in the review of decisions.  It also 
makes it possible to unify the education and training roles required in both areas and 
the public information function.  
The Australian Law Reform Commission will report early this year, 2008, on its review of 
the Privacy Act.  It is likely to propose that the two sets of privacy proposals in the 
Privacy Act – IPPs and NPPs – should be replaced by a single set of principles (Unified 
Privacy Principles) that would apply to both public and private sector organisations. 
 
Discussion: 
Should the differences that exist between “personal information” and 
information that relates to definitional “personal affairs” be reconciled? 
Should Queensland consider adopting a scheme like that operating in New 
Zealand in which people seek personal information about themselves may do 
so mainly under a new Privacy Act, rather than through FOI?  If there were to 
be a Queensland Privacy Act covering access to personal information and the 
correction of errors, should the Act extend beyond those official and other 
agencies covered by FOI to the private sector, and if so, how far? 
In the event that new privacy legislation was enacted, what mechanisms 
should be developed to ensure consistency of administration and decision-
making as between privacy and FOI legislation? 
 
 
8.4 Other mechanisms for accessing information held by Government 
 
Freedom of information laws are only part of the various ways in which government 
information becomes available to the public.  Paterson says they 
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form a vital part of a broader network of laws, both formal and informal, which 
affect the overall transparency of the executive branch of government.  Other 
laws which contribute to the objective of transparency include information 
privacy laws, public records laws, laws which require administrative decision-
makers to provide reasons for their decisions. Whistleblower protection laws and 
laws which require the proactive disclosure of information, including information 
about government contracts.  The laws are in turn supplemented by other 
mechanisms which enhance accountability to the parliament, including the offices 
of Auditor-General and Ombudsman and parliamentary committees. 
 
Laws which operate to detract from transparency include the common law right 
of action for breach of confidence, the doctrine of public interest immunity, 
copyright, official secrecy requirements and other mechanisms such as codes of 
conduct which operate to restrict the disclosure of information by public 
servants.329
 
New Zealand’s Privacy Commissioner, Marie Schroff, has urged that we get freedom of 
information into proportion. 
 
It is part of a wider reform and development of democracy and society; it is a 
very important way for individual citizens to access information.  But as I look 
back from 23 years into your future, FOI reform, though major, is one of a set of 
tools.  Other increasingly powerful tools for open government include 
parliamentary questions, select committees, commissions of inquiry, determined 
lobby groups, highly motivated individuals, independent agencies, the internet, 
the universities and academics, and of course the media.330
 
The mechanisms mentioned operate when governments might be reluctant to release 
information.  But as has been noted previously, most Cabinet decisions result in the 
release of information about the government’s activities, either immediately after a 
decision has been made, or within a short period, depending, for example, on whether 
formal appointment processes have to be followed, or legislation drafted. 
 
It is also important to note that there are many legislative requirements for government 
agencies to make information available to the public, either by publishing in hard copy, 
or making it available on the internet, or by making access available to individuals 
requesting it. 
 
The policy document issued by the ALP prior to the November 2007 election made the 
point that when government adopts a culture of concealment and FOI legislation 
becomes sclerotic, pressure develops for information to be released in other ways, as 
through the bureaucracy leaking to journalists: 
 
                                               
329 Paterson, M., Freedom of Information and Privacy in Australia, LexisNexis Butterworths, 
Sydney, 2005, p. 2. 
330 Schroff, M., “The Official Information Act and Privacy: New Zealand’s Story”, presentation at 
the FOI Live 2005 Conference, 16 June 2005, p. 3. 
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Not allowing FOI access to contentious material enhances the likelihood that the 
public service will leak material.  If the legitimate method of FOI is undermined 
to the point where nothing contentious can be released, the truth will find other 
ways to get out.331
 
The document also dealt with the practice of whistleblowing, which it described as the 
disclosure of information relating to the improper practices of a person’s employer or co-
employees in the public interest332 and promised to review public interest disclosure 
laws and practices333. 
 
In Queensland these mechanisms are already in place through the Crime and 
Misconduct Commission and recently amended whistleblower legislation. 
 
Discussion: 
 
Is there any need for FOI legislation to take account of other mechanisms for 
accessing information held by government, other than through s. 22 of the 
Freedom of Information Act 1992? 
 
Should there be any changes to government secrecy laws or codes of conduct 
to take account of the operation of FOI? 
 
 
8.5 FOI applications for access 
 
Section 25 of the Freedom of Information Act 1992 describes how applications for 
access to a document of an agency are to be made.  An application must be in writing 
and must provide sufficient information concerning the document to enable a 
responsible officer to identify the document. 
 
The first requirement seems reasonable: if, for example, applicants could make 
telephone requests, there could be problems with determining precisely what document 
the applicant was seeking.  A further problem is that in most cases the applicant has to 
pay an application fee at the time the application is made – that is, the request must be 
accompanied by a payment.  However there seems no reason why applications might 
not be made using the internet, as most agencies would have access to payment 
systems that would allow them to process payments on credit or other cards (see 
discussion at pp. 111 - 113). 
 
The second requirement, that the document must be sufficiently identifiable, raises a 
number of problems.  It may be that the person seeking access does not know enough 
                                               
331Rudd, K. and Ludwig, J., “Government Information - Restoring trust and integrity”, Election 
2007 Policy Document, October 2007, p. 2. 
332Rudd, K. and Ludwig, J., “Government Information - Restoring trust and integrity”, Election 
2007 Policy Document, October 2007, p. 3. 
333Rudd, K. and Ludwig, J., “Government Information - Restoring trust and integrity”, Election 
2007 Policy Document, October 2007, p. 9. 
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about the information held by the agency to be able to say what the document is that 
they are seeking.  Or it may be that the inquiry is in the nature of a fishing expedition, 
to see whether a particular document might exist.  Or it may be that the inquiry is 
seeking a vast range of documents.  Or it may be that the inquiry is intended to make 
the agency carry out research on behalf of the applicant.  Or the inquiry may be for a 
document that does not exist, but could be produced if the agency accessed data within 
its possession and presented it in the form the applicant is seeking. 
 
The Act contains a number of provisions that allow requests for documents to be 
refused (leaving aside those that seek exempt matter – see chapter 7, above).  The 
document may be nonexistent or not locatable (s. 28A), it may be too disruptive to the 
agency’s work (s. 29) or it may be a request that has been made previously for the 
same documents (s. 29B).  It also contains a charging regime that is designed, in part, 
to put a brake on excessive use of FOI.  (See below, Chapter 9.1). 
 
In 1995 the ALRC/ARC Review stated “the success of the FOI Act depends in large part 
on the ability and willingness of agencies to assist and consult with applicants.”334  A 
little over 10 years later the Commonwealth Ombudsman wrote that “administrative 
problems are a continuing concern in FOI administration.”335  And he said, “A common 
finding in studies of this kind is that the vitality and success of the FOI scheme depends 
heavily on the way it is administered within agencies. Smooth and committed 
administration reduces problems and tensions, and supports a strong commitment to 
FOI and open government.  The obverse is also true.”336
 
The Ombudsman provided a guidance list. 
 
He said: 
 
It can generally be said that FOI administration in an agency will be more 
reasonable and efficient if the agency: 
• maintains a good quality and current statement under s. 9 of the FOI 
Act and takes every opportunity to explain how an FOI request might 
be made 
• scrutinises all incoming correspondence to see whether a 
correspondent is making or attempting to make an FOI request or 
seeking advice about how this might be done 
• assists applicants to make valid applications 
• (generally) maintains a centralised system, at least for the purpose of 
monitoring the receipt and progress of FOI requests and providing 
guidance to staff dealing with requests 
                                               
334ALRC/ARC Report, p. 81. 
335 Commonwealth Ombudsman, “Scrutinising government. Administration of the Freedom of 
Information Act 1982 in Australian Government Agencies”, March 2006, p. 29. 
336 Commonwealth Ombudsman, “Scrutinising government. Administration of the Freedom of 
Information Act 1982 in Australian Government Agencies”, March 2006, p. 29. 
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• prepares a set of procedures accessible by all staff (especially 
decision-makers and those who assist them) about the processing of 
FOI requests, including consultation processes and when, for 
example, it is proper to consult a Minister’s office or to transfer a 
request 
• issues guidance on the process and principles that should inform 
decisions about fees and charges 
• encourages decision-makers to liaise with FOI applicants so as to 
understand their needs (and ensure that the agency’s priorities are 
explained) and to avoid delay, complexity and formality 
• checks decision letters so as to ensure that they identify the 
documents considered (in a schedule if there are more than a few) 
and the statutory and factual bases for any exemptions. 
 
By contrast, an agency will experience difficulties if it:  
• allows formal or informal FOI requests to remain un-actioned and 
unacknowledged 
• imposes fees and charges on an inconsistent or unpredictable basis, 
or greatly overestimates charges (leading to justifiable suspicion 
about motives) 
• allows decisions to be made on an ad hoc basis by untrained and 
unsupported staff without any scrutiny 
• avoids any contact with the FOI applicants 
• fails to advise applicants of review and complaint rights 
• fails to identify in a statement of reasons the range of documents 
considered (eg the date range and whether electronic documents 
have been considered) 
• makes decisions that simply assert, without amplification, the 
application of a specific exemption.337 
 
Discussion: 
 
How can the application process be streamlined, made more efficient and 
user-friendly? 
 
Should agencies adopt guidelines giving effect to the advice given to federal 
agencies by the Commonwealth Ombudsman in his 2006 report? 
 
                                               
337Commonwealth Ombudsman, “Scrutinising government. Administration of the Freedom of 
Information Act 1982 in Australian Government Agencies”, March 2006, pp. 29-30. 
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 8.6 FOI applications for amendment 
 
Section 53 of the Freedom of Information Act 1992 concerns the right of a person to 
apply for amendment of any part of any information in a document relating to their 
personal affairs, on the grounds that it is inaccurate, incomplete, out-of-date or 
misleading. 
 
The section does not give a person a right to amend information, only a right to apply to 
have it amended.  The application may be refused on a number of grounds, detailed in 
following sections of the Act.  The applicant may require a notation to be added to the 
document stating the way the applicant claims the document is wrong, though the 
agency may refuse to add this notation if it considers the notation does not relate to the 
information. (s. 59) 
 
Another limitation on the right to amend is the requirement in s.53 that the person 
should have “had access to a document from an agency or Minister”.  It is not possible 
for an applicant to use this provision where the applicant has been denied access to the 
document. 
 
 
Discussion: 
 
Should applicants be able to use the FOI Act to request amendment of 
personal information irrespective of how they became aware of  the 
document containing the information? 
 
Should the requirements of the FOI Act and any privacy legislation be 
harmonised to ensure the same conditions apply in relation to the 
amendment of personal information in official documents under both 
schemes? 
 
 
8.7 FOI Review process 
 
All jurisdictions provide for a review of FOI decisions by a person aggrieved by a 
decision.  Initially that review is conducted by the agency to which the original 
application for FOI was made (internal review).  A second appeal is normally available to 
an independent body of some kind (external review).  Judicial review may also be 
available, though it would ordinarily be much more expensive than using the appeal 
processes established under the legislation. 
 
8.7.1 Internal review 
 
When a person seeks internal review, the Act specifies (in ss. 52 and 60) that the 
application must be dealt with by someone who is at least of the same seniority as the 
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person who dealt with the original application.  This means (and the section spells it 
out) that internal review is not available when a decision is made by the head of an 
agency or by a Minister.  The person conducting the internal review is required to decide 
the application as if it was a fresh application.  Internal review is available where a 
person is aggrieved by almost any decision made as a result of an application for access 
to a document, including a decision that the document is not held by an agency within 
the jurisdiction of the Act, or because a document is exempt under the Act, or as to 
whether a fee or charge is payable, and where a decision is made refusing to amend a 
document. 
 
The advantages of internal review are that it is a “cost effective, relatively quick and 
accessible form of merits review.  It allows applicants, who ordinarily have little or no 
input into the initial agency decision, to submit new arguments and evidence for 
consideration by an agency”.338  It has the advantage for an agency of allowing them 
“to reconsider and, if necessary amend, decisions before those decisions are subject to 
external review.  Concurrently, agencies can monitor the quality of their primary 
decisions, and identify and correct problems or inconsistencies in their decision-making 
processes.”339  It also said internal review could operate as an important tool in 
managing demand for external review, and that it assisted in inculcating a knowledge 
and understanding of FOI in agencies.340
 
However, applicants may be dissatisfied with the process because they feel the agency 
is more than likely to reach the same decision as the original decision-maker, and the 
process adds further delay before they can bring an appeal to an external body. 
 
The LCARC Report of 2001 included a table derived from the Department of Justice and 
Attorney-General, Freedom of Information Annual Reports of 1998/1999 and 1999/2000, 
showing that just under a third of internal reviews resulted in a variation of the original 
decision, for both state government agencies and local government.  In 2005-2006 the 
proportion of internal reviews favouring applicants had fallen to about 22 per cent for 
government agencies, and 10 per cent for local government.341
 
Internal review in Queensland is mandatory before a person can seek external review 
(unless the original decision was made by an agency head or a Minister).  The LCARC 
Report proposed (and the Government accepted) that internal review should remain a 
prerequisite to external review.  It expressed particular concern about the impact that 
any change would have on the workload of the Information Commissioner, creating 
more paperwork and delay.342  However the ALRC/ARC Report took a different view.  
While it had no doubt internal review would continue to be the preferred first review 
option for many applicants even if it was not a prerequisite.  It also noted that when an 
appeal was taken to the Administrative Appeals Tribunal the AAT’s preliminary 
                                               
338 LCARC Report, Freedom of Information in Queensland, No. 32, p. 123. 
339 LCARC Report, Freedom of Information in Queensland, No. 32, pp. 123-124. 
340 LCARC Report, Freedom of Information in Queensland, No. 32, p. 124. 
341 Department of Justice and Attorney-General, Freedom of Information Annual Report, 2005-06, 
Appendix 1.9. 
342 LCARC Report, Freedom of Information in Queensland, No. 32, p. 125. 
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conference system required the agency to reconsider its own decision during the pre-
hearing phase.343
 
Rick Snell, in his submission to LCARC, recommended that applicants should have the 
option of proceeding straight to external review and bypassing the internal review 
stage.344  However he went one step further in evidence he gave to the South Australian 
Legislative Review Committee, also in 1999.  He proposed abolishing internal review, 
primarily as a way of ensuring the FOI officers were higher in the hierarchy of the 
agency. 
 
If you take that straight to the external review body I can assure you that most 
agencies will start ensuring that the original decision makers are very much 
higher up the decision-making tree than an ordinary low level public servant 
because they are making those critical type decisions which will lead to possible 
embarrassment and tribunal or Ombudsman hearings.345
 
Discussion: 
 
Should internal review remain mandatory? 
 
Should applicants have the option of going directly to external review? 
 
Should formal internal review be abolished? 
 
Should the charging regime be adjusted to favour any particular outcome? 
 
 
8.7.2 External review 
 
The primary requirement of external review is that the reviewer is and is seen to be 
independent of government.  There are a number of models that have been adopted in 
Australia and overseas.  In Canada, where the external review function is performed by 
an Information Commissioner, independence is secured through the appointment 
process which involves consultation with the leaders of all recognised political parties in 
both Houses of Parliament and the appointment is approved by a resolution carried by 
both Houses.  In four Australian jurisdictions the external review function is conducted 
by a tribunal – at the Commonwealth level by the Administrative Appeals Tribunal, in 
NSW by the Administrative Decisions Tribunal, in Victoria by the Victorian Civil and 
Administrative Tribunal and in the Australian Capital Territory by the Administrative 
Appeals Tribunal.  In three others, external review is the responsibility of an Information 
Commissioner – Queensland, Western Australia and the Northern Territory.  In two the 
function is performed by the Ombudsman – South Australia and Tasmania. 
                                               
343 ALRC/ARC Report, p. 170. 
344 Snell, R. and Walker, P., “Designing for access to information rather than fighting for freedom 
of information”, Submission to LCARC, 1999, p. 3. 
345 Report of the South Australian Legislative Review Committee concerning the Freedom of 
Information Act 1991, 2000, at pp. 41 - 41. 
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Two jurisdictions are likely to change.  The Western Australian Government wants to 
have appeals heard by State Administrative Tribunal rather than the Information 
Commissioner, though the latter would continue to have an important role in 
administering the FOI Act and in the conciliation of matters after internal review.  The 
Commissioner will also have power to conduct reviews of the internal FOI processes of 
agencies.  Legislation has been passed by the Legislative Assembly but not by the 
Legislative Council.  The new Commonwealth Government is planning to replace the AAT 
as external reviewer by a new FOI Commissioner, who would also have an extensive 
role oversighting FOI generally.  The FOI Commissioner would take over the function of 
the Ombudsman in investigating delays and complaints about FOI, as well as a series of 
functions recommended by the ALRC/ARC Report in 1995.  Queensland began with a 
hybrid Information Commissioner/Ombudsman model but currently has an Information 
Commissioner, with FOI removed entirely from the Ombudsman’s jurisdiction. 
 
In November 2007, the Queensland Department of Justice and Attorney-General 
published a discussion paper on “Reform of civil and administrative justice”.  This 
included a list of courts and tribunals falling within the scope of the study where reforms 
are being considered.  The list included the Information Commissioner. 
 
The first issue that arises is the way the external review should be conducted, and what 
kind of body is better adapted to undertake this task.  Information Commissioners and 
Ombudsmen are generally considered to be able to provide quicker and cheaper 
adjudication than more formal judicial proceedings.  However tribunals such as VCAT 
have proved that tribunal procedures can also be adapted to provide systems for dealing 
with FOI that match those of Information Commissioners.  In any event, it is only in 
recent years that lengthy delays in the Queensland system have been reduced.  All 
review bodies have made increasing use of mediation.  The proposed system in Western 
Australia will use the Information Commissioner as mediator and to help distil facts for 
decision by the State Administrative Tribunal if the matter has to be decided there.  That 
Tribunal frequently decides matters on the papers. 
 
In considering which body should exercise the external review function it may be 
necessary to consider what other functions need to be exercised either by that body or 
by another intermediate body, external to government, in fostering the administration of 
freedom of information.  Many reviews of the way freedom of information operates have 
tried to address this problem. They all seem to agree that there needs to be more 
coordination, monitoring, training of those who administer FOI and improved 
understanding by the public and by agencies of its intent and operation.  They have not 
reached any consensus on how this should happen. 
 
The ALRC/ARC Report recommended that the AAT should continue to be the external 
review body under the Commonwealth FOI law and that the Ombudsman could continue 
to review complaints.  However it proposed the creation of a new statutory position, FOI 
Commissioner whose functions should include: 
 
• auditing agencies’ FOI performance 
• preparing an annual report on FOI 
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• collecting statistics of FOI requests and decisions 
• publicising the Act in the community 
• issuing guidelines on how to administer the Act 
• providing FOI training to agencies 
• providing information, advice and assistance in respect of FOI requests 
o at any stage of an FOI request 
o at the request of the applicant, the agency or a third party 
• providing legislative policy advice on the FOI Act.346 
 
In South Australia, the Legislative Review Committee thought there should be an 
Information Commissioner/Ombudsman who would, beyond providing external review: 
 
• monitor the performance of agencies by means of specific audits 
• produce an annual report of performance 
• monitor annual statements provided by agencies 
• provide a general contact point or external resource for members of the public 
• oversight training of public servants 
• issue administrative guidelines in operating and interpreting the act 
• provide a mediation and conciliation facility to assist communications between 
applicants and agencies.347 
 
LCARC, like the ALRC/ARC, thought there should be an FOI monitor with responsibilities 
that would include: 
 
• auditing agencies’ compliance with, and administration of, the FOI regime 
• preparing annual and other reports on the operation of FOI 
• identifying, commenting on and making recommendation about FOI policy issues 
• providing a general point of contact and central resource for agencies and 
citizens 
• promoting community awareness and understanding of the FOI regime 
• providing guidance on how to interpret and administer the FOI Act 
• educating and training agencies and community groups 
• acting as a facilitator between applicants, agencies and third parties. 
 
LCARC recommended that this role be conferred on the Information Commissioner.348
 
In Western Australia, the proposal being considered by Parliament involves the 
Information Commissioner continuing to exercise powers such as those suggested for 
the various FOI monitors, and being involved in mediation of matters going beyond 
internal review, though the power to determine complaints would be given to the State 
Administrative Tribunal. 
 
One of the arguments against conferring a coordinating/oversight role on the external 
review body is that it could lead to perceptions of a conflict of interest within the body, 
                                               
346 ALRC/ARC Report, pp. 63-71. 
347 Report of the South Australian Legislative Review Committee concerning the Freedom of 
Information Act 1991, 2000, at pp. 42, 50. 
348 LCARC Report, Freedom of Information in Queensland, No. 32, p. 34. 
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or perhaps a perception of bias when it was involved in its external review role.  This 
problem does not apply when the external review body is a tribunal, and cannot be 
given these functions, which then devolve either on an intermediate body (the 
ALRC/ARC’s proposed FOI Commissioner) or on a government agency such as the 
Department of Justice and Attorney-General in Queensland. 
 
Yet even a department, in the position of the Department of Justice and Attorney-
General, may face conflict of interest problems.  Its role in promoting FOI may be 
compromised by the very fact that it itself is an agency and, so far as the public is 
concerned, seen as part of the culture resistant to FOI.  Problems can arise also for an 
Information Commissioner if its responsibilities and duties are not clearly defined.  For 
example, should it be the function of the Information Commissioner to alert Parliament 
through the Commissioner’s annual report, to any problems that arise in administering 
FOI or in the law itself?  In Queensland, initially the commissioner did use this report to 
comment broadly on such matters.  That did not occur in recent years.  This different 
approach might be seen to outsiders to reveal a possible conflict of interest in the 
Commissioner’s position. 
 
In preparing this discussion paper, the Panel has not sought to conduct an audit of the 
administration of FOI in Queensland but it is aware, through the interviews it has 
conducted, from studying relevant reports and from the surveys it has conducted, that 
many of the functions that have been suggested should be conducted by an FOI monitor 
(for example) are not done (or not done sufficiently) by either the Information 
Commissioner in Queensland, nor by the lead agency, the Department of Justice and 
Attorney-General. 
 
Discussion: 
 
Should external review be conducted by the Ombudsman, the Information 
Commissioner or by an Administrative Tribunal?  What are the 
advantages/disadvantages of each method of providing external review? 
 
Should there be an external body to perform the kind of supervisory/advisory 
functions identified by the ALRC/ARC, the S.A. Legislative Review Council and 
LCARC that might be performed by an FOI monitor? 
 
If external review is to be the function of the Ombudsman or the Information 
Commissioner, could or should that office also perform the role of FOI 
monitor? 
 
Are appointment and other procedures appropriate for maintaining the 
independence of the Information Commissioner? 
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 8.8 Other considerations 
 
This Review has not proceeded from a limiting statute and case law review exercise, 
which has been done before to varying degrees.  Real review traction needs a fresh 
approach in bigger thinking and problem solving in what is today’s FOI experience.  No 
less is demanded of the Panel in seeking to discharge its broad terms of reference and 
in honouring the Premier’s call for a “complete overhaul”.  What can make the 
difference?  This discussion paper challenges core legislative presumptions and current 
paradigms in the administration of FOI to shake out what matters most and what 
resonates best in the problem-solving puzzle.  Necessarily, the Review therefore has not 
started with a line by line analysis of current legislative provisions. 
 
Certainly, the Panel is aware of a number of areas of concern in the Act, brought to our 
attention by FOI administrators and others.  These will be dealt with in our final report. 
 
Three (unrelated) issues should be addressed at this time, however. 
 
The first is a specific problem arising under the Act where FOI decision-making 
resources cannot be shared across “agencies” in exceptional circumstances of peak 
demand, extended leave or where changes in administrative responsibilities arise when 
machinery of government alterations are made.  Transitional arrangements probably 
need to be written into section 33 for machinery of government changes but what 
considerations should be worked through on the question of cross-agency support in 
processing FOI requests?. 
 
The second is a more general question which raises an important discussion issue. This 
is the role of the Ombudsman.  At the Commonwealth level (for the past 25 years) the 
Ombudsman has played an important role in FOI though not as an external reviewer.  
The Commonwealth Ombudsman has been able to receive and investigate complaints 
and has produced a number of very important reports about FOI, including “Scrutinising 
government” in 2006, following an “own motion” investigation.  In the absence of a FOI 
monitor, the Commonwealth Ombudsman has provided important insights into the 
conduct of FOI. 
 
The third is the complexity and workload involved in the recent amendments under the 
Judicial Remuneration Act 2007 relating to the practice of agencies continuing to deal 
with applications under the FOI Act outside the required period. 
 
Discussion: 
 
Should, and if so how can, there be scope for cross-agency resourcing support 
and delegation of decision-making authorities under the Freedom of 
Information Act 1992? 
 
Should there be a power to receive and investigate complaints about the 
administration of FOI in Queensland?  Should that power include “own 
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motion” investigation, and be given to the Ombudsman or a FOI monitor-
styled body? 
 
Are there any improvements possible to streamline notice requirements 
under the Freedom of Information Act 1992? 
 
 
 139
 9 Costs and time 
9.1 Fees and charges 
Freedom of information is provided in varying forms and by varying methods across 
Australia and New Zealand.  One key area of difference between the jurisdictions is the 
cost charged to applicants seeking access to government held information.  There are 
some consistent elements between the jurisdictions, for example nearly all jurisdictions 
allow a waiver or reduction of fees on the basis of financial hardship.  However the 
precise details regarding costs and eligibility for a reduction in costs differ significantly 
between the jurisdictions, especially in respect of the costs associated with internal or 
external review.   
The ability of an applicant to determine what costs would be involved in proceeding with 
an information request also differs significantly.  Some state and territory governments 
are extremely transparent.  This contrasts with some states and territories where 
determining the costs prior to application is virtually impossible.  This seems contrary to 
the purpose and intent of freedom of information.   
Appendix 2 sets out an overview of the fees and charges.  It is compiled on the basis of 
various jurisdictions and broadly follows the criteria: 
(a) application fee; 
(b) search or production costs; 
(c) internal review costs; 
(d) external review costs; 
(e) waiver or reduction of costs; and 
(f) deposit requirement for costs. 
As is readily apparent, the fees and charges regimes of the FOI laws of the various 
Australian jurisdictions, are by no means uniform.  Broader international experience 
reveals a similar pattern. 
To that extent, little has changed since the Electoral and Administrative Review 
Commission released Issues Paper No. 3 in May, 1990: 
It has already been noted that the implementation of FOI legislation can occur 
only at some, unquantifiable, cost to Government.  Experience in other Australian 
jurisdictions indicates that, when fees are charged, they have not met the cost of 
administering FOI legislation … As noted earlier in this paper, there are 
numerous practical benefits associated with FOI legislation, as well as the 
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financial benefit of avoiding bad decisions.  The arguments relating to charges 
for administering an FOI regime cover a wide spectrum.  Some would argue that 
there should be no charge at all imposed upon applicants, as all citizens already 
contribute to meeting the cost of Government.  Others would argue that charges 
should be imposed upon a “user-pays” basis, as FOI represents a separate cost 
to Government.  If any charges are imposed, they should not be such as to 
constitute a disincentive to using FOI legislation nor should they penalise an 
applicant for Government's own incompetence in respect of the disclosure of the 
information sought.  An analysis of the various Australian jurisdictions which 
have introduced FOI legislation certainly indicates a divergence of approach ... 
349
Critically, there does not appear to be any clear rationale for the imposition of any 
particular regime for the fees and charges that apply under FOI laws.  Rather, there 
appear to be two competing policy imperatives; namely, openness and accountability 
versus cost recovery.  Depending upon the relative weight given to each such primary 
policy imperative, which in turn is informed by the experience with and attitude towards 
FOI legislation of each separate jurisdiction, a fees and charges regime which is peculiar 
to each jurisdiction is ordinarily adopted. 
More particularly, the primary policy imperatives that inform the adoption of the fees 
and charges regime are:  
1. FOI legislation is intended to encourage open and accountable government and, 
accordingly, there should be no fees and charges at all or, at worse, they should be 
kept to a minimum.  For example:  
It is important for governments, whatever their political complexion, to 
understand that some basic activities of government simply have to be provided at 
the general costs of the taxpayer.  They represent the price of governing a 
civilised community.  To expect the user to pay fully for basic government 
services, such as a day in court, is surely wrong.  The same, is true of FOI 
charges.350   
Related to this policy imperative are the arguments that:  
• agencies should be encouraged to develop and maintain effective record 
keeping practices, which would enhance openness and accountability and 
reduce the cost of FOI; 
• fees and charges have the potential to be used by agencies to discourage 
applicants, which reduces openness and accountability; and 
• the imposition of fees and charges may create inequities between those who 
can afford to the pay the fees and charges and those who cannot. 
                                               
349 Electoral and Administrative Review Commission, Issues Paper No. 3, Freedom of Information, 
May 1990, p. 28. 
350 Kirby J., “Freedom of Information: The Seven Deadly Sins”, Fortieth Anniversary Lecture 
Series of the British Section of the International Commission of Jurists, 17 December 1997, p. 7. 
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2. FOI legislation is simply another government service and the cost of providing it 
should be borne by those who specifically use it.  That is, an applicant should be 
required to reduce the cost of administering FOI legislation by making a contribution 
by way of fees and charges to the cost incurred by government in complying with an 
FOI request.  This is ordinarily referred to as user pays and has been stressed as 
even more necessary in an environment of tighter budgets and increased 
commercial competition.  
Related to this policy imperative are the arguments that fees and charges:  
• encourage applicants to exercise care in the drafting of their requests (usually 
referred to as general deterrence); 
• deter the making of frivolous, vexatious, repetitious or voluminous requests 
(usually referred to as specific deterrence); and 
• impose upon those applicants who use FOI for commercial gain the cost of 
obtaining that information (as they will obtain the gain of any profit from the 
information obtained).  However, as discussed in Chapter 8 (pp. 119 – 124), 
others regard cheap, or better still free, access to information as vital to 
enabling a creative and commercial “informational commons” to encourage its 
re-use and enable innovators to pursue common social and economic 
objectives yielding benefits for the state far in excess of that which could be 
earned from up-front charging. 
The following observations can be made about the various fees and charges regimes 
that apply throughout Australia: 
• No Australian jurisdiction has adopted a no fees and charges regime;  
• Conversely, no Australian jurisdiction has adopted a full cost recovery fees and 
charges regime;  
• The revenue gained through fees and charges and any consequential cost 
reduction for the administration of FOI legislation have not been realised to any 
meaningful extent.  Indeed, to the extent that there are meaningful records kept 
at all, it would appear that fees and charges consistently only contribute 
approximately 5% towards the cost for the administration of FOI legislation.351  
That said, there is no question that the cost associated with administering FOI 
legislation is real, albeit largely unquantifiable;  
• It appears that fees and charges have been a substantial contributing factor to a 
reduction in the use of FOI legislation for purposes other than access to an 
applicant's own personal information;  
• Experience suggests that there is often a degree of inconsistency between 
agencies in relation to the application of the fees and charges regime (as well as 
the exercise of any discretion to waive those fees and charges), which gives rise 
to inequities between and confusion amongst applicants; 
                                               
351 In Queensland, an estimated 2% of $7.5M was recovered, see LCARC Report, Freedom of 
Information In Queensland, No. 32,  p. 166. 
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• Experience also suggests that some agencies are prepared to avoid charges (by 
deliberately under-stating the processing time to use the two hour free time limit) 
in order to avoid the additional work load of administration;  
• Disputes about fees and charges have the potential to unsettle the initial 
relationship between an applicant and an agency and give rise to a further 
generation of dispute between that applicant and the agency (because of 
consequential time delays and any additional fees and charges incurred through 
the resolution of the dispute); 
• FOI administrators complain that it is unreasonable to expect FOI decision-makers 
to understand and apply the provisions of the Commonwealth Social Security Act 
1991 in determining concession card holders.  Others complain that this exception 
is abused by FOI applicants who simply enlist the cooperation of concession card 
holders to make the FOI request on their behalf in avoiding fees; and 
• Providing a right to review the fees and charges that an agency proposes to 
impose is meaningless, if to exercise that right of review an applicant is exposed 
to additional or alternative fees and charges and time delays.  
Having regard to the experience to date, it would appear that there are a range of 
options available (one or more of which could be adopted): 
• Continue the current paradigm and simply determine whether or not the existing 
fees and charges regime that applies within Queensland is reasonable and 
balanced (that is, as between Government providing the funding to meet the 
objectives of openness and accountability versus user pays).  Ordinarily, this 
would involve an examination of the fees and charges (if any) for access to 
information concerning personal affairs or a non personal information application 
in relation to:  
o the making of an application;  
o the processing of an application (that is, document retrieval, decision-
making and consultation);  
o the copying of any relevant documents (whether an electronic copy or 
photocopying);  
o provision for the waiver/reduction of fees and charges;  
o internal review; and  
o external review. 
Within that process, explore comparative costs and benefits of fee model 
predicators such as a flat fee scaled by volume of documents to which access is 
given versus the current time-based charging model, or a combination of both. 
• Having regard to the existing fees and charges regime, explore new alternatives 
to ensure consistency in application of that regime (for example, comprehensive 
and comprehensible guidelines and a simpler process of review of any dispute - 
say through the Ombudsman or as an element of a revised role for the 
Information Commissioner);  
• Explore new alternatives, including the development of a culture of openness, 
which will result in agencies more proactively and routinely disclosing information 
and increasingly responding to requests for information outside FOI legislation; 
and  
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• Explore alternatives to the existing architecture of the Public Records Act 2002 
and the Freedom of Information Act 1992 to introduce mechanisms to ensure that 
information is recorded, stored and retrieved in as efficient a manner as possible 
(thereby increasing openness and accountability) and reducing the overall cost 
burden of responding to FOI requests. 
The Review is aware that LCARC is currently considering fees and charges as part of its 
review of the Accessibility of Administrative Justice. 
Discussion:  
Is the existing fees and charges regime in the Freedom of Information Act 
1992 reasonable and balanced?   
 
What are the comparative merits of a flat fee scaled by volume and the 
current time-based charging model? 
 
What alternatives exist to ensure consistency in the application of any fees 
and charges regime?  
 
 
9.2 Time limits 
The Freedom of Information Act 1992 contains specific provisions for the form of an FOI 
application and the process to be followed in responding to it.  To that end, it is entirely 
consistent with other FOI legislation throughout Australia.  Somewhat predictably, 
however, there is no uniformity amongst the FOI legislation in Australia in relation to 
these issues although there is a strong resonance amongst the various FOI legislation.  
Nevertheless, it would be fair to say that there is considerable complexity attached to 
the making of an FOI application and the process (in particular, the various time limits) 
to be followed when responding to an application.  At times, those time limits border on 
being labyrinthine in their complexity. 
For example, at its simplest, the FOI Act requires the following consideration of time 
limits for an FOI application made to an agency:352
• an FOI application must be in writing, provide sufficient information concerning 
the document to enable its identification, state an address for notices and, if the 
application is being made on behalf of the applicant, state the name of the 
applicant.353  In addition, if it does not concern the applicant's personal affairs, it 
must include the application fee;354 
• importantly, if an application does not comply with the Act, there is an obligation 
to assist an applicant to ensure the application does comply with the Act.355  
                                               
352 Similar considerations will apply for an FOI application to a Minister under the Act. 
353 Freedom of Information Act 1992, s. 25(2). 
354 Freedom of Information Act 1992, s. 35B. 
355 Freedom of Information Act 1992, s. 25A(1)-(2). 
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Otherwise, only valid applications give rise to the obligation upon agencies to 
comply with the Act and only documents in existence prior to the application are 
affected by the application, unless the agency exercises a discretion to extend the 
application to a “post-application document” in which case different outcomes 
which apply in relation to such a document;356  
• if after consulting under s. 25A(2) of the Act, an agency decides the application 
does not contain sufficient information concerning the document to enable 
identification or that an application fee is payable, the agency must give the 
applicant written notice.357  Importantly, the time between the date of any notice 
under S. 25A(3) of the Act and when the applicant gives the information or pays 
the application fee does not count as part of the “appropriate period” (which is 
referred to below in relation to s. 27 of the FOI Act),358 although an applicant will 
be taken to have withdrawn the application if the applicant fails to give the 
information within 30 days after the day of the notice or fails to pay the 
application fee;359  
• otherwise, an agency must take all reasonable steps to ensure the applicant is 
notified that the application has been received as soon as practicable, but in any 
case not later than 14 days, after the application is received;360 and  
• thereafter, within the “appropriate period”, which varies according to the age of a 
document and whether or not it relates to the personal affairs of the applicant, 
between 45 and 60 days from the receipt of the application, the agency must 
process the application (in terms of whether access will be given and in what form 
and what, if any, charges that will apply) and provide access.361   
Further complexity and, consequentially, additional delay is introduced to the time limits 
if:  
• there is a transfer of the application from one agency to another;362  
• there are any third parties who may be affected by the disclosure and in relation 
to whom it is necessary to consult;363  
• a concession card is involved;364  
• there is a deemed refusal;365  
• an “extended processing period;”366;  
• the application would “substantially and unreasonably divert the resources” of the 
agency;367  
                                               
356 Freedom of Information Act 1992, s. 25(3)-(5). 
357 Freedom of Information Act 1992, s. 25A(3). 
358 Freedom of Information Act 1992, s. 25A(4). 
359 Freedom of Information Act 1992, s. 25A(5). 
360 Freedom of Information Act 1992, s. 27(1). 
361 Freedom of Information Act 1992, s. 27. 
362 Freedom of Information Act 1992, s. 26. 
363 Freedom of Information Act 1992, ss. 27(5) and 51. 
364 Freedom of Information Act 1992, s. 27A. 
365 Freedom of Information Act 1992, s. 27(5)-(5A). 
366 Freedom of Information Act 1992, s. 27B. 
367 Freedom of Information Act 1992, ss. 29 and 29A. 
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• access is deferred for particular reasons, such as presentation to Parliament or the 
media;368  
• internal review is sought;369 and  
• external review is sought.370  
Importantly, such complexity raises genuine concerns about whether it reduces the 
effectiveness of FOI legislation, both in terms of the use made of FOI legislation (as any 
delays will tend to affect the immediacy of the relevant information and therefore the 
willingness to pursue its disclosure) as well as the cost burden for the administration of 
FOI legislation.  In addition, such complexity is arguably merely representative of a 
culture predisposed to non-disclosure.  That is, prescription is a situation where process 
is preferred over substance (that is, disclosure).  Paterson has observed: 
The length of time taken to process requests has been identified as a major 
contributor to the lack of use of Australian freedom of information legislation as a 
source of information for journalists and others wishing to unearth and to 
publicise information of general public interest.  The existing time limits … have 
the potential to frustrate the democratic objectives of the legislation as they have 
the consequence that issues may no longer be of current interest by the time the 
information about them becomes available.  However, that problem is made 
considerably worse by widespread failures to comply with them.371   
Beyond tinkering with the existing complexity that attaches to the time limits, other 
options which could be utilised to "free up" that complexity include: 
• the introduction of a single set of time limits for acknowledgement of receipt, 
processing of the application (including consultation with affected third parties), 
internal review and external review rather than the topsy of time limits that 
currently exist;  
• if time limits are not adhered to, the capacity for all or some of the fees and 
charges to be refunded to the applicant; 
• the capacity for expedited searches, as exists in the United States Freedom of 
Information Act 1966.  An expedited search is available where a request is made 
by a person primarily engaged in disseminating information to the public and the 
information sought is urgently needed to inform the public about some actual or 
alleged federal government activity.372 
 
Appendix 3 sets out FOI time limits in Australian and New Zealand jurisdictions.   
                                               
368 Freedom of Information Act 1992, ss. 31 and 31A. 
369 Freedom of Information Act 1992, division 4 of part 3. 
370 Freedom of Information Act 1992,  part 5. 
371 Paterson, M., Freedom of Information and Privacy in Australia, LexisNexis Butterworths, 
Sydney, 2005, p. 114. 
372 Paterson, M., Freedom of Information and Privacy in Australia, LexisNexis Butterworths, 
Sydney, 2005, p. 114. 
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Discussion:  
Are the existing time limits reasonable and consistent with the objectives of 
the Freedom of Information Act 1992?  
Beyond amendments to the existing time limits, what initiatives exist which 
could improve early disclosure under the Act? 
 
 
9.3 Voluminous and/or vexatious requests 
 
The 2005 amendments to the Freedom of Information Act 1992 included section 96A, a 
provision that allowed the Information Commissioner to declare that a person is a 
vexatious litigant.  The provision has been ineffective.  Few declarations have been 
sought by agencies and none has been made.  The Panel is aware that more agencies 
would have sought declarations had there been any prospect of them being granted. 
 
The section was inserted following a recommendation contained in the 2001 Report by 
LCARC, though it did not adopt the scheme proposed by LCARC.  LCARC noted that it 
was not in favour of the term “vexatious” because it focussed on the person involved in 
contrast to the application.  However it said the term was used in some other 
jurisdictions.  It said EARC had described a vexatious application as one made by an 
applicant who had an ulterior motive, made to cause waste or inconvenience.  “Serial” 
applications were repeated access applications by an applicant for the same or 
substantially the same documents.373   
 
LCARC listed the following arguments in favour of a provision to deal with vexatious 
applications - 
• certain members of the community have, and will continue to, abuse their legal 
rights to gain access to documents without such a provision; and 
• the absence of a vexatious application provision has the potential to threaten the 
effectiveness of the FOI regime and the level of acceptance and support it 
receives at agency level.374 
It gave the following arguments against such a provision – 
• such a provision would go to an applicant’s motive and would therefore be 
contrary to the aims of FOI legislation; 
• “vexatious” is a vague concept, requiring a subjective assessment and likely to 
result in unpredictable implementation; 
• such a provision may unduly inhibit bona fide applications; and 
                                               
373 LCARC Report, Freedom of Information In Queensland, No. 32, p. 102. 
374 LCARC Report, Freedom of Information In Queensland, No. 32, pp. 102-103. 
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• a certain number of difficult, time consuming applications that some may describe 
as vexatious are an inevitable part of any information access regime.375 
LCARC decided not to recommend a provision dealing with vexatious applications.  It 
preferred a provision allowing an agency or Minister to refuse to deal with an application 
where an application had been previously made for the same documents or same matter 
on at least one previous occasion and there were not reasonable grounds for making the 
application again.  These recommendations were in effect adopted by amendments 
made in 2005 to sections 29, 29A and 29B. 
 
In addition s. 96A was introduced as a new measure, and contrary to LCARC’s advice.  
Attorney-General Rod Welford explained it was intended to prevent abuse of the FOI 
regime by allowing the Information Commissioner to declare an applicant to be a 
vexatious applicant.  “This would apply to individuals who have made repeated 
applications for the purpose of harassing or intimidating another person or unreasonably 
interfering with the operation of agencies.”376  
 
No statistical information is available on the impact that vexatious conduct has on 
agencies in Queensland.  Despite the fact that no action has been taken against any 
applicant under s.96A, the Panel understands that some FOI officers do have dealings 
with such people and vexatious requests do sometimes strain agency resources.  An 
indication of the problem is given by complaints in FOI matters made to the 
Ombudsman’s office in NSW and appeals to the NSW Administrative Decisions Tribunal.  
In the period January 2004 to June 2007, 13 individuals (three per cent of 
complainants) made 97 of the 546 FOI complaints (not including complaints made by 
journalists or MPs).377  Of 112 FOI decisions handed down by the General Division of the 
ADT in the same period, 52 concerned applications made by just seven applicants, 20 
from just one person, and nine by another.378  
 
The NSW Deputy Ombudsman, Chris Wheeler says, 
 
Experience from a range of jurisdictions shows that some people who exercise 
statutory rights to make applications/review applications/appeals under FOI and 
privacy legislation act in ways that unreasonably impact on the resources of 
agencies, on equity considerations in relation to other applicants and/or the 
health and welfare of agency staff.  While the number of applicants who act so 
unreasonably are small, their conduct or activities can have significant cost 
implications for agencies and external review bodies and create significant equity 
issues in relation to other applicants and to the work of the agency generally.379  
 
                                               
375 LCARC Report, Freedom of Information In Queensland, No. 32, p. 103. 
376 Welford, R.J., Freedom of Information and Other Legislation Amendment Bill 2005, Second 
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Rick Snell points out “that certain types of requesters have a major negative impact” on 
the attitudes and commitment of FOI officers and that heavy concentrations of these 
particular types of users have the potential to seriously undermine their commitment.380  
He describes the following types of requesters: 
 
Serial users make repeat requests, often at regular intervals and generally view 
the encounters as part of an adversarial contest between themselves and the 
agency … 
 
A second type of applicant that can under undermine the FoI process is the 
“Wasted Effort”.  This is the applicant who requests access to large volumes of 
information, located in several areas and requires the commitment of several 
days or longer from the FoI officer to process the request.  The rub comes when 
the information has been located, examined and sorted into exempt and 
releasable the applicant is no longer interested in the request. 
 
A variant of the above is the “Lazy Do-Gooder”, generally a journalist, activist or 
opposition MP who justifies their trawling expeditions on the basis of the public 
interest.  Yet despite large volumes of information being released promptly, with 
fee waivers and with few exemptions being claimed, the applicant fails to use the 
information …381  
 
Some other applicants are described as “unreasonable” and are the focus of a national 
project by all Ombudsman’s offices on the management of difficult complainants.  The 
project began with work by the NSW Ombudsman’s office and focuses on 
 
an inventory of trigger behaviours which we collectively identify as unreasonable 
complainant conduct.  We have sorted this inventory into five categories: 
unreasonable persistence, unreasonable demands, unreasonable lack of  
cooperation, unreasonable arguments and unreasonable behaviours (anger, 
aggression, threats). 
 
It must be emphasised that the mere fact that a complainant is persistent, 
makes demands or may be angry does not mean that their conduct is 
unreasonable in most circumstances.  Unreasonableness needs the conduct to go 
beyond the norm of situational stress that many complainants experience.382  
 
Chris Wheeler says a wide range of statutory provisions are in place in Australian 
jurisdictions and in the UK and New Zealand to authorise agencies to decline or refuse 
to deal with applicants or applications or which allow decisions to be made by a tribunal 
or Information Commissioner to restrict an individual’s ability to exercise rights under 
FOI legislation.  “Such provisions are generally intended to achieve equivalent outcomes 
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to the powers of the courts to declare a person a vexatious litigant.”383  He says 
anecdotal evidence from a wide range of sources within NSW and the other states and 
territories “strongly indicates that the major problem areas for agencies and external 
review bodies concerns repeat applications.”384   
 
Wheeler says the key grounds or criteria set out in legislation and/or used by courts or 
tribunals can be categorised as relating to one of the following – 
 
• the motive of the applicant 
 
• the conduct of the applicant, or 
 
• the content of the application.385 
 
He says it is far easier to demonstrate that conduct and content criteria have been met 
than to demonstrate that any motive based criteria have been met.386  He says criteria 
designed to achieve this could include – 
 
• A significant number of applications to an agency over a specified period of 
time … ; 
 
• a number of requests that would, if dealt with, substantially and 
unreasonably divert the resources away from their use by the agency in the 
exercise of its functions … ;or 
 
• a number of requests for the same or substantially the same 
information/documents as in previous requests that were unsuccessful …387   
 
Wheeler says the options available for agencies or review bodies to deal with 
unreasonable numbers of applications could include – 
 
• ordering that its consent was required for any further application to be made 
to the agency in question, or 
• imposing a condition on any further applications to the agency in question 
that the applicant must pay the full costs incurred by the agency in dealing 
with them, or 
• imposing an upper limit on the number of separate applications a particular 
individual may make to the agency in question in any given period.388  
 
The UK Freedom of Information Act includes section 14, which deals with “Vexatious or 
repeated requests”389.  The construction of this section meets the problem alluded to by 
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LCARC in its Report when it expressed concern about any procedure that focussed on 
the person making a request.  The UK Act states that the general right of access to 
information “does not oblige a public authority to comply with a request for information 
if the request is vexatious”390, it being the request rather than the requester that is to be 
labelled as “vexatious”.  Nevertheless, the Information Commissioner points out that 
although the overall scheme of the Act is “blind” as to the identity and motive of the 
requester, “the Commissioner accepts that both are valid considerations in deciding 
whether a request is vexatious”.391  
 
The guidance provided by the Commissioner is that a request, which may be the latest 
in a series of requests, can be treated as vexatious where – 
 
• it would impose a significant burden on the public authority in terms of 
expense or distraction, 
 
and where it meets at least one of the following criteria: 
 
• It clearly does not have any serious purpose or value. 
• It is designed to cause disruption or annoyance. 
• It has the effect of harassing the public authority. 
• It can otherwise fairly be characterised as obsessive or manifestly 
unreasonable.392 
 
The decision under this section, which also deals with repeated requests, is made at the 
agency level. 
 
Two other issues mentioned in this guidance from the UK Information Commissioner 
need to be considered.  The first concerns a question posed in it, “Should requests from 
journalists be treated any differently?”393 The answer points out that journalists are in 
the same position as any other person requesting information.  It notes that from the 
nature of their work they do send many requests for information to public authorities.  It 
says that ultimately it would be open to public authorities to consider the application of 
s. 14 to a journalist’s requests, but says public authorities “will recognise this as a 
sensitive area and no doubt will give careful consideration to contact with the media”.394  
Chris Wheeler, in the paper quoted earlier, also questioned whether a distinction should 
be drawn between members of the public and MPs and journalists.  He made the point 
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that use of FOI by MPs and journalists serves one of the primary purposes of FOI 
legislation, that is, to enhance public participation in debate on public interest issues.395  
 
The second issue of interest raised by the UK Information Commissioner concerns 
section 12 of the UK Act.  This provides that a public authority is not obliged “to comply 
with a request for information if the authority estimates that the cost of complying with 
the request would exceed the appropriate limit.”396  The current limit is 600 pounds, 
about $1400. 
 
This is an alternative, and far more definitive, way of dealing with (among other things) 
the problem of voluminous requests  The Queensland Act, in section 29, “Refusal to deal 
with applications – agency’s or Minister’s functions”, provides that an agency or Minister 
may refuse to deal with an application if the agency or Minister considers that the work 
involved would, if carried out, “substantially and unreasonably divert the resources of 
the agency from their use by the agency in the performance of its function” or likewise 
hinder the Minister.397  This was originally part of s. 28 of the Act, but was moved to a 
different section in the 2005 amendments, in part to implement recommendations of the 
LCARC Report. 
 
LCARC said s. 28(2), as it was, essentially enabled agencies and ministers to refuse to 
process applications that related to a large number of documents (“voluminous 
applications”).  It said the section was about balancing applicants’ access rights with 
efficient government.  “Unnecessarily complex or unreasonably onerous FOI applications 
have the potential to tie up agency resources.”398  LCARC did not recommend any 
fundamental changes to this provision.
 
Discussion: 
 
Should the Act contain a power to declare an applicant for information 
vexatious? 
 
Should that power be exercisable at first instance by an agency or by the 
Information Commissioner? 
 
On what grounds should an applicant be declared vexatious? 
 
Alternatively, should there be a provision entitling an agency to declare a 
request to be vexatious? 
 
On what grounds should an application be declared vexatious? 
 
Should it be possible to declare an application vexatious because it is 
voluminous? 
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Should voluminous applications be able to be refused under a provision such 
as section 29 of the Queensland Act? 
 
Should a more definitive test be applied when determining whether a 
voluminous application might be refused, such as the number of pages it 
would produce, the number of days it would require to process or the cost of 
processing it? 
 
Should journalists and/or MPs be exempt from provisions concerning 
vexatious requests? 
 
Should journalists and/or MPs be exempt from provisions concerning 
voluminous requests? 
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10 Effectiveness and adequacy of data collection and 
reporting 
 
The Panel is required by its Terms of Reference to consider – 
 
“The effectiveness and adequacy of current reporting and data collection requirements, 
to inform public understanding about the operation and administration of the FOI 
Act.”399
 
Under s. 108 of the FOI Act, the Minister is required to present an annual report to 
Parliament on the operation of the Act, including such matters as the number of 
applications made to each agency and Minister, the numbers of preliminary and final 
assessment notices, the number of decisions not to give access and the relevant 
exemption together with information about internal review decisions, applications for 
amendment, fees and charges collected and various other matters. 
 
As the LCARC Report stated, “To be effective and efficient Queensland’s FOI regime 
should be subject to continual monitoring, evaluation and review.”400  LCARC proposed 
the creation of an FOI monitor to play a critical role in this regard but pointed out that to 
perform it the monitor would need timely and accurate information, an important source 
being the s.108 reports.  It said, 
 
Section 108 reports are intended to inform Parliament and the community about 
use and administration of the FOI Act and thus accord with the FOI principles of 
openness and accountability.  However to the extent that s 108 reports contain 
meaningless material or material of dubious accuracy, they are a waste of 
valuable agency resources.  The lack of guidance on the current s 108 
requirements has apparently led to inconsistency in reporting practices by 
agencies.  This is a matter of concern given that, if this is the case, the reliability 
and usefulness of the date produced is reduced.401  
 
The Panel, on the information available to it, has no reason to believe there has been 
any significant improvement in this unsatisfactory situation.  Some FOI practitioners are 
very critical of the section, complaining that much of the statistics collected are 
meaningless as a guide to the effectiveness of FOI for practitioners, Parliament or the 
general community.  One problem is with the questions posed in the section.  
Requesting details about the number of applications processed and the number of 
exemption provisions used provides little useful information as there may be multiple 
exemptions under different provisions for one document that has been requested.  This 
will not be apparent to the reader of the detailed statistics in the s. 108 report. 
 
A study of recent reports tends to confirm these criticisms.  The overview at the 
beginning of each report provides some general information about the number of 
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applications, divided into personal and non-personal, and State Government agencies 
and local government authorities; which agencies have the highest proportion of 
applications; access rates; amendment applications; external review applications and 
fees and charges collected.  The reports contain more than 100 pages of appendices 
containing raw information from agencies, with very little processing of the data, other 
than to provide totals.  There is no analysis of what the data might mean, or of what it 
might show about how freedom of information is being administered in Queensland or 
how effective it is. 
 
Paterson says the success of FOI legislation is very much dependent on how it is 
administered and supported.   
 
A final and often overlooked requirement is to ensure that statistics which are 
gathered concerning the operation of FOI laws are adequate to ensure its 
effective monitoring and to supplement them with additional empirical research 
which sheds light on factors affecting usage and compliance.  
 
The capacity for freedom of information to fulfil its objectives is also affected by 
the manner of its usage.  If it is to fulfil its democratic objectives, then it is 
important that it should be used as a tool for promoting informed debate rather 
than simply as a spoiling tactic or to score political points.  The evidence 
concerning usage patterns by parliamentarians suggests that those few who do 
make use of it do so simply as a “tool of denunciation” and that their requests 
create particular difficulties for agencies to the extent that they tend to be wide 
and complex and because it is not uncommon for multiple requests to be made 
simultaneously …402  
 
Whether that is true in Queensland would require detailed research that would not be 
assisted by the s. 108 reports, which do not attempt, for example, to identify who uses 
FOI.  Alasdair Roberts, discussing the situation in Britain, says this sort of data is easily 
collected. 
 
It would be straightforward, for example, for government to undertake a survey of 
individuals who have actually used the law.  More useful data is contained in 
databases used by government departments to manage the inflow of FOI 
requests.403  
 
In 2001 the LCARC Report said there was an urgent need to upgrade the record-keeping 
systems used by agencies to put together information for their s. 108 reports.  Agencies 
had relied on a system called FOIDERS (Freedom of Information Data Entry and 
Recording System) produced by the Department of Justice and Attorney-General and 
supplied to agencies in 1993.404  
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The Government adopted this recommendation in principle, saying the Department of 
Justice was developing a new software program called FOIonLine to replace FOIDERS.  
It said the new web based system was user friendly and would remedy the problems 
with FOIDERS that had caused delay in finalising the s.108 report.405  
 
FOIonLine has not, however, been adopted by most agencies, though it is used by some 
local government authorities.  Most agencies have their own in-house systems, using 
programs such as Excel. 
 
In 2001 LCARC  recommended that an FOI monitor should make recommendations 
about the categories of information that should be included in s.108 reports and should 
issue guidelines regarding the interpretation of the categories to ensure that agencies 
took a consistent approach in the collection of data. 
 
The Government rejected the idea of an FOI monitor.  However it said 
 
The Government recognises the importance of the s. 108 Annual Report as it 
enables the Parliament and the public to know how well the FOI Act is being 
administered.  It is acknowledged however, that the s. 108 reporting requirements 
are onerous and require considerable information, which may not be used for any 
purpose other than completing the report. 
 
JAG will review the reporting requirements of s. 108 in consultation with the 
Information Commissioner and other relevant stakeholders to determine 
appropriate categories of information for inclusion in the s.108 Annual Report.  
Any new categories will be compatible with the FOIonLine system.406  
 
Some changes were subsequently made to s. 108.  However the information made 
available through this process still does not provide the mechanism desired to inform 
public understanding about the operation and administration of the Act. 
 
The data might also be such that the lead agency (currently, Justice and Attorney-
General) or an independent authority (the Information Commissioner or the 
Parliamentary Committee) could monitor the performance of individual agencies and 
judge their administration of the Act against agreed criteria. 
 
Discussion: 
What data should be collected for the annual s. 108 reports? 
How can the collection of the data be improved? 
How can the integrity of the data be improved? 
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Should the Information Commissioner (or some other agency) be given 
responsibility for analysing the data and publishing information about the 
way FOI operates in Queensland, based on an analysis of that data? 
Should the Information Commissioner (or some other agency) be made 
responsible for ensuring that the data required to be provided under s. 108 is 
appropriate? 
Should the data be used to benchmark the performance of individual 
agencies? If so, who should perform this role? 
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11 Conclusion - a new beginning? 
 
Freedom of information was a long time in the making in Australia.  The Whitlam 
Government came to office in 1972 pledging to introduce FOI, based on the United 
States legislation that had then been operating for five years.  There was considerable 
resistance to its introduction, primarily in the public service, amid concerns that it ran 
counter to the Westminster system of government practised in Australia.  No country 
using a Westminster system had adopted FOI at that stage.  Yet when finally the 
internal opposition to FOI was overcome, and the legislation was enacted in 1982, 
Australia found itself among three such countries – the others being New Zealand and 
Canada – all adopting FOI at about the same time.  A generation later the United 
Kingdom, where the Westminster system originated, also introduced FOI. 
 
FOI was part of a new (at the time) philosophical and practical approach to government 
– open government.  In Australia FOI was introduced as one of a series of 
administrative law changes, including the creation of an Administrative Appeals Tribunal 
and the establishment of an Ombudsman’s office, that opened decisions made within 
government agencies to review or investigation.  Open government was intended to 
make government more accountable to the people. 
 
Open government involved a change to the theory and practice of the Westminster 
system.  Secrecy had been an essential ingredient of the system – secrecy to protect the 
deliberations of the cabinet, secrecy to protect the advice proffered by public servants to 
their ministers, secrecy to hide what happened within the public service.  The 
democratic element that allowed this closed system to function was provided by the 
concept of ministerial responsibility – ministers were responsible, collectively and 
individually, directly to parliament and indirectly to the electorate, for what the 
government did, and for what their departments did. 
 
Arguably, ministerial responsibility was becoming more devalued as an accountability 
measure at about the time open government began to take hold.  There were significant 
changes in the organisation of the public service in all Australian jurisdictions and 
elsewhere (for example, “permanent” heads were put on relatively short-term contracts) 
and responsibility for the conduct of departments was largely devolved from ministers to 
CEOs. 
 
The Danks Committee in New Zealand, whose report resulted in the passage of that 
country’s Official Information Act, noted in 1981 – 
 
In the New Zealand context the pressure for accountability applies increasingly 
not only to the political executive on which it has traditionally focussed in the 
Westminster model of government, but also on the permanent administration.  
As the State becomes involved in more and more areas of community life public 
servants are being called on to make more decisions affecting individuals and 
corporations – in the granting of special benefits for example, or tax concessions, 
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or the administration of the many other conditions, obligations, and liabilities that 
affect our work and personal activities … 
 
As the complexity of government administration has grown, it has become 
evident that it is no longer possible, even if it were desirable, for ministers to act 
as the sole information source for all aspects of their portfolios.  There are in 
addition many independent statutory officers and bodies not accountable to 
ministers for their individual decisions.  We see the development of what is 
referred to in the report of the Royal Commission on Australian Government 
Administration as “more frequent and systematic attempts to communicate 
directly with officials”407.   
 
Crucially, the Westminster system has been changing, and is possibly continuing to 
evolve.  For example, one very significant change has been the adoption by many 
“Westminster” countries of a “rights” agenda.  New Zealand, like Britain, in having an 
unwritten constitution, regarded its Official Information Act as establishing a 
constitutional-type right to access official information for its people, even before it 
adopted a formal Bill of Rights in 1990.  Subsequently, all major Westminster-style 
countries other than Australia adopted Bills or Charters of Rights, including Britain.  
Some of Australia’s states and territories have recently done the same, or have begun 
moving in this direction, and the federal government is considering doing the same.   
 
Freedom of information is no longer a concept that might be seen to in any way conflict 
with Westminster-style government, particularly as all systems of government – not just 
those with parliamentary systems - have some governmental processes that they believe 
they need to protect from public disclosure.  There are relatively few significant 
differences, for example, between the exemptions contained in the new British and 
much older American FOI laws. 
 
One consequence is that it is possible to set down a series of propositions that should 
underpin any good freedom of information law, whether it is in a country with a 
Westminster system, or a presidential/congressional system or a 
presidential/parliamentary system.  The United Nations adopted a set of principles on 
freedom of information in 2000, under these headings: 
 
• Maximum Disclosure 
• Obligation to Publish 
• Promotion of Open Government 
• Limited Scope of Exceptions 
• Processes to Facilitate Access 
• Costs 
• Open Meetings 
• Disclosure Takes Precedence 
• Protection for Whistleblowers. 
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A number of model FOI laws have been developed and published, including one, 18 
pages long, by the Commonwealth Secretariat in London. 
 
In Australia, reform of FOI has been mostly ad hoc, dealing with specific problems 
encountered in each jurisdiction.  There has been no attempt to develop a unified 
national approach, as has been the case with privacy (though that is yet to be 
achieved).  As suggested in Chapter 8, freedom of information and privacy may need to 
be considered simultaneously. 
 
One critic, Tasmanian academic Rick Snell, has attempted to reformulate the basic 
principles and design choices he and co-author Nicole Tyson suggest should be adopted 
for FOI in Australia, beginning with a statement of objectives – “to enhance public 
access to information and improve overall government accountability” – and locating 
“access to information as a foundational democratic right”.408  
 
The first element of their design principles is that FOI should apply to a wide scope of 
bodies, including private organisations carrying out public functions.  The second is that 
there should be timely access to information, and schemes should treat time as of the 
essence.  The third is that exemptions should be narrowly defined and regularly 
contested – that is, information that has been exempted should be reconsidered at a 
later time to see whether it should remain exempt.  A fourth is that the threshold test of 
whether information should be withheld because of the damage, harm or injury its 
release might cause should be raised to “substantial harm”.  A fifth concerns the 
charging regime, which will affect the volume of requests handled.  A sixth concerns the 
need for an independent information commissioner, with wide functions including 
conciliation and mediation of disputes.  The final point returns to the question of 
exemptions.  He advocates the system proposed by Danks in New Zealand that 
encourages information to be assessed for release not on its category but on its 
content.409  
 
In another article, Snell says, 
 
The New Zealand OIA shows what can be achieved by starting from first 
principles, designing legislation suited to the local political and administrative 
culture, ensuring that the focus on the front end user and making the major 
objective the making, on progressive and proactive basis, more high quality 
policy information available on a timely basis to citizens …410  
 
The way in which first principles are applied may need to be adjusted both to the 
circumstances applying within a jurisdiction, which may vary according to when such an 
assessment is made.  There is no doubt that times and circumstances are changing.  For 
example, on 11 December 2007 the Governor of the Reserve Bank, Glenn Stevens, gave 
a speech in which he announced that the bank would in future be publishing, in part, 
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the minutes of its meetings.  These had previously been regarded as secret.  The 
Reserve Bank had earlier said that it would announce interest rate decisions on the day 
they were made (rather than the following day, as had been its practice) and would also 
explain the decision, even when no change occurred (again, contrary to its previous 
practice).  Stevens noted that “For central banks, historically quite discreet 
organisations, this is quite a change.”411  He said,  
 
(T)he requirements for more frequent communication have grown over the 
years … 
In part, the demand for communication accompanies increased operational 
independence for central banks.  When the central bank is making an important 
policy decision under an authority delegated by the Parliament, as opposed to 
implementing a decision made by a minister – and that is what we are doing in 
the case of monetary policy – there will naturally be an expectation for 
accountability.  It also reflects the general development of the community’s 
expectation to be more informed about important matters.  That is a natural 
concomitant of a more affluent, educated and mature society.  As such, it is 
something to be welcomed. 
There is also the role of the media.  Our political leaders are expected to answer 
questions from the media much more frequently, and across a much broader 
range of issues, than once was the case.  Some of this spills over onto other 
institutions, including corporations and central banks.  The media is responding 
to market demand for information here, but as in any other competitive industry, 
media organisations are also seeking to create new markets by supplying more 
intensive, more frequent coverage of more issues, including economic policy.412  
Changed circumstances affecting the role of government and other institutions may 
affect the way in which FOI should be approached in Queensland more than 15 years 
after the Freedom of Information Act 1992 came into effect. 
 
The Panel, in approaching the task that has been set for it, has tried to take a holistic 
approach.  It has not attempted in this discussion paper to undertake a detailed analysis 
of every provision in the Act, in the manner adopted by LCARC.  It has concentrated 
instead on the issues specifically brought to its notice by its Terms of Reference.  It 
remains conscious of the Premier’s suggestion that what is needed is a complete 
overhaul, an entirely new Freedom of Information Act. 
 
That being so, one further issue arises.  This concerns the title of the legislation.  If 
there is to be a new approach as well as a new Act, there may be some advantage in 
giving it a new name.  This would have obvious symbolic importance, not least because 
to some critics the present law has been characterised as a freedom from information 
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law.  But it would also stress a new beginning in the way the law is to be applied by 
agencies. 
 
LCARC in 2001, 
 
considered the suggestion that it would be both symbolically and conceptually 
beneficial to change the title of the FOI Act to the Access to Information Act in 
order to, among other things: prevent confusion with freedom of speech and 
expression; make the purpose of the Act more readily apparent; and focus on 
allowing access to information rather than on “an often futile adversarial conflict 
over exercising FOI rights”. 
 
Arguments opposing the change included: administrative cost; “FOI” indicates a 
wider or more positive concept than “access to information”; the gains already 
won in promoting an awareness of FOI would be unnecessarily lost; confusion; 
and inconsistency with the title of the same legislation in other (at least 
Australian) jurisdictions. 
 
On balance, the committee has decided against changing the name of the Act.  
Any symbolic benefits of changing the name of the Act to Access to Information 
Act would not outweigh the loss in community recognition of the term “FOI”, and 
the administrative cost that would result from such a change.413
 
In 2002, the Northern Territory called its FOI/Privacy/Records and Archives legislation 
the Information Act. 
 
Discussion: 
 
Should a new Act be called something other than the Freedom of Information 
Act? 
 
If so, what would be the best title? 
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Appendix 1: An overview of information privacy law and 
practice in Australia and New Zealand 
Commonwealth 
Privacy Act 1988 (Cth) 
This Act regulates the collection, use, disclosure, quality and security of “personal 
information” by the Australian Government, the ACT Government and some private 
sector organisations (businesses with an annual turnover of $3 M and health service 
providers). 
Personal information is defined as “information or an opinion (including information or 
an opinion forming part of a database), whether true or not, and whether recorded in a 
material form or not, about an individual whose identity is apparent, or can reasonably 
be ascertained, from the information or opinion.”414
The Act sets out 11 Information Privacy Principles (IPPs) that apply to Australian 
Government and ACT Government agencies.  The IPPs require Australian Government 
agencies to: 
(a) have a lawful purpose for collecting personal information and to ensure 
individuals whose information is being collected are aware of the purpose for its 
collection; 
(b) store the information securely and subject to exceptions, generally provide 
individuals access to personal information about them; 
(c) correct information to ensure it is accurate; 
(d) ensure that the information is accurate, up-to-date, relevant and not misleading 
before use; and 
(e) agencies must seek an individual’s consent to use or disclose information for a 
purpose that is not directly related to the purpose for which it was collected.415 
“Agencies” include Australian Government ministers and departments; bodies and 
tribunals established under Commonwealth and ACT laws, Australian Government 
statutory office holders and administrative appointees, federal courts and the Australian 
Federal Police. 
There are 10 National Privacy Principles (NPPs) that apply to “organisations” within the 
private sector.  These principles require organisations to: 
                                               
414 Privacy Act 1988 (Cth) s. 6(1). 
415 Australian Law Reform Commission, Review of Australian Privacy Law, Discussion Paper 72, 
(2007) [3.25]. 
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(a) collect personal information by lawful and fair means in a reasonably unobtrusive 
manner; 
(b) only collect and use information that is necessary for one of the organisation’s 
functions or activities; 
(c) only collect and use information where it is reasonable and practicable to do so;  
(d) only collect sensitive information such as health information with consent; 
(e) only use and disclose personal information for the purpose for which it was 
collected unless an exceptional circumstance applies; 
(f) take reasonable steps to ensure that personal information is accurate, complete 
and up-to-date; 
(g) protect the information from misuse, loss and unauthorised access, modification 
or disclosure; 
(h) on request, inform individuals what sort of personal information they hold and 
how they handle it and give individuals access to information unless an exception 
applies; and 
(i) have a written privacy policy setting out how the organisation manages personal 
information. 
An “organisation” is defined as an individual, a body corporate, a partnership any other 
unincorporated association or a trust that is not exempt from the operation of the Act.  
Certain entities are specifically excluded from the definition of “organisation” and are 
therefore exempt from the Act.  These exempt entities include small business operators, 
registered political parties, agencies, state and territory authorities, and prescribed state 
and territory instrumentalities. 
There are special provisions for Commonwealth Government contracts and contractors.  
The Federal Privacy Commissioner handles all complaints about Commonwealth 
contractors. 
The Act also provides guidelines for the handling of individual tax file number 
information as well as the collection and use of credit information by credit reporting 
agencies and credit providers. 
A large number of government agencies and organisations are exempt from the 
coverage of the Act.  These exemptions are particularly complex.  In the public sector 
exemptions and partial exemptions include defence and intelligence agencies, federal 
courts and tribunals among other specific exemptions.  In the private sector key 
exemptions include small businesses whose turnover is less than $3 M per year, political 
parties and representatives, media and employee records among others.  
The Act establishes the Office of the Privacy Commissioner.  The function of the Privacy 
Commissioner is to provide advice to government, investigate complaints, approve and 
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review privacy codes and monitor compliance with the Privacy Act 1988 (Cth).  The 
Privacy Commissioner also has responsibilities in monitoring and investigating breaches 
of privacy rights conferred in a range of other legislation such as the 
Telecommunications Act 1997 (Cth).  The Privacy Commissioner has the power to make 
determinations regarding breaches of the IPPs or NPPs.  The Commissioner may also 
make Public Interest Determinations (PIDs) and Temporary Public Interest 
Determinations (TPIDs) that exempt certain acts and practices from the operation of the 
Act.  The Act also establishes the Privacy Advisory Committee to provide advice to the 
Privacy Commissioner. 
This legislation does not regulate state or territory agencies on information privacy 
except for the ACT.  However most states and territories have formed their own privacy 
regimes based on the principles provided by this Act. 
The Privacy Act 1988 (Cth), subject to guidelines issued or approved by the 
Commissioner, also regulates health data utilising the same laws that protect personal 
information for the public sector.  For private sector organisations health information is 
treated as “sensitive information” and incurs different treatment to the usual NPPs that 
apply to information dealt with by the private sector.  This is in contrast to the legislative 
regimes of NSW and VIC which have enacted two separate Acts, one Act dealing with 
personal information and a separate Act covering health records. 
Right to access and amend 
IPP 6 confers a right on an individual to access a record containing their personal 
information subject to any law of the Commonwealth that provides for access by 
persons to documents.  IPP 7 empowers a record keeper to amend a record subject to 
any applicable limitation in a law of the Commonwealth that provides a right to require 
the correction or amendment of documents. 
Freedom of Information Act 1982 (Cth) 
This Act provides persons with a right to access documents held by government 
agencies or Ministers other than exempt documents.  A document is exempt if its 
disclosure would involve unreasonable disclosure of “personal information.”  However 
there is a further exemption to this in that a person cannot be denied access to a 
document if it contains their own information.  The Act is primarily concerned with 
transparency and protecting privacy only to the extent that it can be demonstrated that 
non-disclosure is on balance in the public interest. 
Archives Act 1983 (Cth) 
This Act provides for the preservation of archival resources of the Commonwealth.  The 
Act creates a right of access to Commonwealth documents that are more than 30 years 
old.  This Act also provides some protection for information relating to the personal 
affairs of any person in that access can be denied if it would involve unreasonable 
disclosure of information relating to the “personal affairs of any person”. 
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Income Tax Assessment Act 1936 (Cth) and Taxation Administration Act 1953 (Cth) 
The regulation of handling of tax file numbers is covered under various Acts including 
the Income Tax Assessment Act 1936 (Cth) and the Taxation Administration Act 1953.  
Data-matching Program (Assistance and Tax) Act 1990 (Cth) 
This Act regulates data – matching using tax file numbers.  The Privacy Commissioner is 
required to issue guidelines under this Act and has power to investigate acts or practices 
that breach these guidelines. 
Other relevant legislation 
Various other federal legislation regulate acts or practices regarding the collection, use 
and disclosure of personal information or the collection and use of personal information 
in specific circumstances.  These include: 
(a) Census and Statistics Act 1905 (Cth); 
(b) Commonwealth Electoral Act 1918 (Cth); 
(c) Australian Passports Act 2005 (Cth); 
(d) Corporations Act 2001 (Cth); 
(e) Telecommunications Act 1997 (Cth); 
(f) Telecommunications (Interception and Access) Act 1979 (Cth);  
(g) Migration Act 1958 (Cth); 
(h) Crimes Act 1914 (Cth) - this regulates the handling of information about spent 
convictions; 
(i) National Health Act 1953 (Cth) - this regulates the handling of Medicare and 
Pharmaceutical Benefits Program claims information; and 
(j) Spam Act 2003 (Cth). 
New South Wales 
Privacy and Personal Information Protection Act 1988 (NSW) 
The Act provides for the protection of “personal information” and for the protection of 
the privacy of individuals.  It applies generally to state government departments, 
statutory or declared authorities, the police service, local councils, and bodies whose 
accounts are subject to the Auditor General, but does not apply to ministers (in contrast 
to Commonwealth and Victorian equivalent Acts).  It also does not apply to the exercise 
of judicial functions by courts or tribunals. 
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The Privacy and Personal Information Protection Regulation 2005 limits the definition of 
“personal information” and provides for some additional exemptions, including the 
Councils of the Law Society and Bar Association. 
The legislation contains a set of 12 IPPs that regulate the way NSW public sector 
agencies handle personal information (excluding health information).  The IPP’s are 
similar though not identical to those in the Privacy Act 1988 (Cth). 
The Act provides for the appointment of a NSW Privacy Commissioner whose power 
includes investigating complaints, determining whether there has been a breach of the 
IPPs and carrying out conciliations.  The Commissioner also has the power to conduct 
conciliations for complaints relating to non-public sector agencies. 
Personal information is broadly defined in section 4 of the Act to be “information or an 
opinion (including information or an opinion forming part of a database and whether or 
not recorded in a material form) about an individual whose identity is apparent or can 
reasonably be ascertained from the information or opinion”.  It is also defined to include 
an individuals fingerprints. retina prints, body samples or genetic characteristics.  There 
are also extensive, explicit exceptions in section 4 of the Act. 
Like the Freedom of Information Act 1989 (NSW), the Privacy and Personal Information 
Protection Act provides a system of internal review and external review by the 
Administrative Decisions Tribunal. 
The Act provides for the development and approval of legally binding privacy codes of 
practice which may modify the application of the Act to any public sector agency 
including exempting an agency from the coverage of the Act. 
There is a range of specific exemptions in division three of the Act mostly pertaining to 
law enforcement and investigative agencies. 
The Act is administered by Privacy NSW.  There are two avenues available to an 
individual with a complaint.  They may take their complaint directly to Privacy NSW or 
they may direct their complaint to the agency and request that the agency conduct an 
internal review.  The internal review is further subject to an application to the 
Administrative Decisions Tribunal. 
Right to access and amend 
Upon an individual’s request, the IPPs provide individuals a right to access and amend 
information to ensure it is accurate.  There is a catch all provision that allows agencies 
not to comply with this principle if non-compliance is permitted under an Act.  This may 
create an exemption to information subject to Freedom of Information 1989 (NSW). 
Health Records and Information Privacy Act 2002 (NSW) 
The Act requires organisations (both public sector and private sector) that are health 
providers or that collect, hold or use health information to comply with a set of 15 
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Health Privacy Principles (HPPs).  The principles outline how health information is to be 
collected, stored, used and disclosed. 
The Act allows a complaint to be brought directly to the NSW Privacy Commissioner or a 
complainant may seek internal review by the relevant NSW public sector agency. 
The Act in section 22 specifically provides that nothing in the Act affects the operation of 
the Freedom of Information Act 1989 (NSW).  Also exempted is information collected or 
held for personal, family or household affairs; for the function of courts and tribunals; 
for news media activities and a wide range of law enforcement activities. 
Other relevant legislation 
Various other pieces of legislation supplement the Privacy and Personal Information 
Protection Act 1988 (NSW) and the Health Records and Information Privacy Act 2002 
(NSW) including: 
(a) Workplace Video Surveillance Act 1988 (NSW) - prohibits covert surveillance of 
employees in the workplace without appropriate notice; 
(b) Passenger Transport (Taxi-cab Services) Regulations 2001 (NSW)– regulates the 
use of security cameras in taxis; 
(c) Nursing Home Regulations 1996 (NSW) – contains privacy requirements; 
(d) Fair Trading Act 1987 (NSW) – regulates door-to-door sales and telemarketing; 
and 
(e) Crimes Act 1990 (NSW) and Criminals Records Act 1991 (NSW) – these Acts 
have provisions regarding spent crimes.   
Victoria 
Information Privacy Act 2000 (Vic) 
The Act establishes a set of privacy standards that regulate how Victorian Government 
agencies deal with personal information other than health information.   
Like the Privacy Act 1988 (Cth) personal information is defined in section 3 to mean 
“information or an opinion (including information or an opinion forming part of a 
database), that is recorded in any form and whether true or not, about an individual 
whose identity is apparent, or can reasonably be ascertained, from the information or 
opinion.”   
The Act sets out 10 IPPs.  The IPPs set out in the Act are similar to the National Privacy 
Principles in the Privacy Act 1988 (Cth).   
The Act establishes the Office of the Victorian Privacy Commissioner whose function is to 
receive complaints of a practice that may contravene the IPPs and to facilitate 
conciliation.  The Commissioner’s powers include issuing compliance notices to enforce 
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the IPPs and carrying out investigations.  There is no power to determine that a breach 
of privacy has occurred.  If conciliation is not practicable an applicant can seek de novo 
review by the Victorian Civil and Administrative Tribunal (VCAT).   
The Act applies to Victorian public sector organisations and to bodies declared to be 
“organisations” under section 9.  These include: 
(a) Victorian government Ministers;  
(b) Parliamentary Secretaries;  
(c) public sector agencies;  
(d) local councils;  
(e) bodies established for a public purpose under a Victorian Act or by the Governor 
of Victoria or a Victorian Minister;  
(f) persons holdings offices or positions established under a Victorian Act or 
appointment by the Governor of Victoria or a Victorian Minister;  
(g) courts and tribunals; 
(h) the Victorian police force; and  
(i) Organisations performing work for the Victorian Government who contract to 
comply with the IPPs or an applicable code of practice.   
Exemptions exist in relation to court and tribunal proceedings, publicly available 
information and law enforcement.  There is scope for further exclusions by regulation. 
Right to access and amend 
The IPPs include a principle giving individuals a right to access and correct their personal 
information though there is an exemption to access of a document that is a document of 
an agency within the Freedom of Information Act 1982 (Vic). 
Health Records Act 2001 (Vic) 
The Health Records Act 2001 (Vic) regulates the handling of all identifying personal 
information collected and held by health service providers in both the public and private 
sectors.  The application of the Act differs according to whether an organisation is a 
public sector or private sector organisation. 
The Act contains 11 Health Privacy Principles (HPPs) that are adapted from the NPPs of 
the Privacy Act 1988 (Cth).  Exempted from the application of the HPPs is information 
collected or held for personal, family or household affairs; for publicly available health 
information; for the function of courts and tribunals; for documents subject to the 
Freedom of Information Act 1982 or for news media activities. 
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The Act is administered by the Office of Health Services Commissioner.  The 
Commissioner has the power to receive complaints, investigate complaints, facilitate 
conciliation or hearing, issue a compliance notice or refer the complaint to the Victorian 
Civil and Administrative Appeals Tribunal.  The Commissioner also has the power to 
issue or approve guidelines and these guidelines may lessen the level of privacy 
protection afforded by a relevant Health Privacy Principle. 
Surveillance Devices Act 1999 (Vic) and Surveillance Devices (Workplace Privacy) Act 
2006 (Vic) 
The Surveillance Devices Act 1999  (Vic) regulates the use of surveillance devices and 
restricts communication and publication of records of private conversations and activities 
acquired through their use. 
The Surveillance Devices (Workplace Privacy) Act 2006 (Vic) amends the Surveillance 
Devices Act 1999  (Vic) and regulates the practices of employers with regard to the 
installation, use or maintenance of surveillance devices in relation to their employees. 
Charter of Human Rights and Responsibilities Act 2006 (Vic) 
The Charter of Human Rights and Responsibilities Act 2006 (Vic) sets out a charter of 
human rights and responsibilities including the right of a person not to have their 
privacy, family, home or correspondence unlawfully or arbitrarily interfered with.  Public 
authorities are required to act in a way that is compatible with those rights.   
Other relevant legislation 
Various other Victorian Acts touch upon rights of privacy including: 
(a) Credit Reporting Act 1978 (Vic) 
(b) Health Services Act 1988 (Vic) – in particular section 108A refers to a right to be 
treated with dignity and respect and regard to their entitlement to privacy.   
(c) Mental Health Act (Vic) 
(d) Equal Opportunity Act 1995 (Vic) – it is unlawful to ask people personal 
information which may be used to discriminate against them.   
Western Australia 
At present there is no comprehensive regime legislative or administrative for dealing 
with privacy issues associated with the collection, storage or use of personal information 
by agencies.  Various confidentiality provisions cover government agencies. 
The Information Privacy Bill 2007 was introduced to the Western Australian Parliament 
in March 2007.  It proposes to regulate the handling of personal information by the 
public sector and the handling of health information by the public and private sectors.  It 
proposes to administer the regime by establishing an Information and Privacy 
Commissioner.  The Bill requires public sector agencies to comply with 8 IPPs which are 
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again based largely on the NPPs in the Privacy Act 1988 (Cth).  For the handling of 
health information public and private sector individuals would have to comply with 10 
HPPs.   
Freedom of Information Act 1992 (WA) 
Some privacy principles are provided for in this Act.   The Act provides access to 
documents and the amendment of personal information that is inaccurate, incomplete, 
outdated or misleading.   
The Act also establishes the Information Commissioner.  Functions of the Commissioner 
include dealing with complaints of decisions by agencies that amend personal 
information.   
State Records Act 2000 (WA) 
This Act provides some limited protection of privacy.  The Act prohibits access to 
medical information of a person unless the person consents or the information is in a 
form that would not disclose a person’s identity. 
Other relevant legislation 
Other legislation which has limited effects on information privacy include: 
(a) Spent Convictions Act 1988 (WA); 
(b) Surveillance Devices Act 1998 (WA); and 
(c) Telecommunications (Interception) Western Australia Act 1996 (WA) 
Tasmania 
Personal Information Protection Act 2004 (Tas) 
The Personal Information Protection Act 2004 (Tas) regulates the collection, use and 
disclosure of personal information.   
The Act applies to “personal information custodians” which include state government 
agencies, statutory boards, local councils, the University of Tasmania and any body, 
organisation or person who has entered into a personal information contract with 
government agencies that relates to personal information.   
There are 10 “personal information protection principles” which are based on the NPPs 
of the Privacy Act 1988 (Cth) and the New South Wales and Victorian privacy principles.     
Exemptions from the principles include publicly available information and law 
enforcement legislation.  The Act specifically in section 4 provides that provisions made 
by any other Act prevail over the application of the Personal Information Protection Act 
2004 (Tas).     
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The Act is administered by the Department of Justice.  Instead of a privacy 
commissioner, the Tasmanian Ombudsman receives complaints and can investigate or 
determine the complaint or refer the complaint to another body, person or authority 
appropriate in the circumstances. 
Charter of Health Rights - Health Complaints Act 1995 (Tas) 
The Health Complaints Act 1995 (Tas) provides for the Tasmanian Health Complaints 
Commissioner to develop a Charter of Health Rights.   The Charter provides six rights 
including confidentiality, privacy and security.   
The Tasmanian Health Complaints Commissioner administers the Charter and his/her 
functions include receipt, assessment and resolution of complaints.  Complaints can be 
resolved by conciliation and enforceable agreements between a complainant and health 
service provider.  This Charter is expected to be reviewed in late 2007.    
Other relevant legislation 
Other legislation which has limited effects on information privacy include: 
(a) Archives Act 1983 (Tas); 
(b) Annulled Convictions Act 2003 (Spent Convictions) (Tas); 
(c) Listening Devices Act 1991 (Tas) – This Act regulates the use of certain devices 
capable of being used for listening to private conversations.  It prohibits a person 
recording conversations to which the person is not a party; and 
(d) Telecommunications (Interception) Tasmania Act 1999 (Tas) – This Act enables 
the Tasmania Police Service to be declared an agency for the purposes of the 
Telecommunications (Interception) Act 1979 (Cth). 
South Australia 
There is no legislative scheme in South Australia specifically addressing privacy.  
However there is an administrative instruction which requires government agencies to 
generally comply with a set of Information Privacy Principles as well as a Privacy 
Committee that oversees the implementation of these principles. 
Information Privacy Principles Instruction 
The instruction applies to the “public sector” as defined in the Government Management 
and Employment Act 1985 (SA) (repealed by Schedule 1, Clause 4 of Public Sector 
Management Act 1995 on 17 July 1995416) and any agency or instrumentally subject to 
the control of a South Australian Minister. 
                                               
416 The “public sector” means all public sector agencies and public sector employees and the 
operations and activities carried on by the agencies and employees.  Public Sector Management 
Act 1995,  s. 3. 
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The instruction operates by placing individual principles on a particular type of 
information function.  For example, collection of personal information must not be 
unlawful; storage of information must be done so that it is secure. 
The Privacy Committee oversees the regime and performs a complaints handling role.  
Complainants unsatisfied with the actions of the committee can take their complaint to 
the South Australian Ombudsman for further investigation.   
Right to access and amend 
There are six different information functions including instruction that access and 
amendment of an individual’s personal information is to be in accordance with the 
Freedom of Information Act 1991 (SA). 
Code of Fair Information Practice  
South Australia also has a Code of Fair Information Practice based on the NPPs of the 
Privacy Act 1988 (Cth).  The Code applies to the South Australian Department of Health 
and those with access to the Department’s personal information and the Department for 
Families and Communities. 
Other relevant legislation 
(a) State Records Act 1997 (SA); 
(b) Listening and Surveillance Devices Act 1972 (SA); and 
(c) Telecommunications (Interception) Act 1988 (SA) 
Northern Territory 
Information Act 2002 (NT) 
The Information Act 2002 (NT) provides for public access to information, the correction 
of personal information and the responsible collection and handling of personal 
information by the public sector.  It also provides for record keeping and archive 
management of information held in the public sector.  It is an Act which combines 
information privacy, freedom of information and public records into one single Act. 
The Act contains 10 IPPs based on the NPPs of the Privacy Act 1988 (Cth).  The usual 
exemptions such as publicly available information and information for the function of 
courts and tribunals are exempt here also.  Codes of practice are permitted and may 
modify the IPPs in limited circumstances.  
The Act establishes the Information Commissioner for the Northern Territory.  The 
function of the Commissioner is to receive complaints made under the Act.  The 
Commissioner has the power to conduct a hearing and make orders.  The Commissioner 
also has the power to authorise a public sector agency to deal with information in a 
manner that is consistent with the objects of the Act. 
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Right to access and amend 
There is a right to access personal information and to have it amended to ensure it is 
accurate. 
Information Privacy Code of Conduct 
The Northern Territory does not have specific privacy legislation with regard to health 
information.  There is however a Health Services Information Privacy Code of Conduct. 
The Code of conduct has 11 principles based on the IPPs of the Privacy Act 1988 (Cth).  
The Code is given effect through the Public Sector Employment and Management Act 
(NT). 
Legislative provisions take precedence over the Code. 
Code of Health Rights and Responsibilities  
This Code is given effect through the through section 104(3) of the Health and 
Community Services Complaints Act 1998 (NT).  The Code confers rights and 
responsibilities on all users and providers of health and community services in the 
Northern Territory.  It includes a qualified right to information about a person’s health, 
care and treatment. 
Any relevant legislative provisions take precedence over the Code.  
The Northern Territory Health and Community Services Complaints Commission handles 
complaints for non-compliance with the Code.  This is administered under the Health 
and Community Services Complaints Act 1998 (NT) where the Commissioner may 
resolve complaints by conciliation.  The Commissioner may also receive complaints from 
the Information Commissioner.   
In 2002 the Northern Territory Department of Health and Community Services released 
a discussion paper seeking views on the need to re-organise its health information 
administration.  
Other relevant legislation 
(a) Criminal Records (Spent Convictions) Act 1992 (NT) 
(b) Surveillance Devices Act 2000 (NT) 
(c) Telecommunications (Interception) Northern Territory Act 2001 (NT) 
Australian Capital Territory  
Privacy Act 1988 (Cth) 
The Commonwealth Privacy Act 1988 (Cth) applies in an amended version to the ACT 
public sector. 
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It is administered by the Office of the Privacy Commissioner on behalf of the ACT 
Government. 
Health Records (Privacy and Access) Act 1997 
This Act regulates the handling of health records held in the public sector in the ACT.  It 
also applies to acts or practices of the private sector that are not covered by the Privacy 
Act 1988 (Cth).  
The Act contains 14 privacy principles tailored to the requirements of health records.  It 
provides a right of access to personal information but not if the access would contravene 
another law of the Territory or Commonwealth. 
The ACT Human Rights Commission administers this Act and receives complaints.  The 
Commission is an independent agency established by the Human Rights Commission Act 
2005 (ACT). 
New Zealand 
Privacy Act 1993 (New Zealand) 
This Act regulates how personal information can be collected, used, stored and disclosed 
through 12 IPPs.  The principles also give individuals a right to access personal 
information and request correction of it.  It also sets out four public register privacy 
principles and contains rules regulating data matching. 
The Act applies to almost every person, business or organisation in New Zealand.  
Exempt from the information privacy principles and investigation are courts or tribunals, 
news media, Members of Parliament acting in their official capacity, matters that are 
personal, household or family affairs and complaints about the use of information about 
a company rather than a person.   
The Act provides for a Privacy Commissioner whose function is to ensure compliance 
with the IPPs.  The Commissioner has power to receive and investigate complaints and 
consider matters of breach of the IPPs.    
The Commissioner has power to issue codes of practice that become part of the law.  
The Commissioner can also authorise agencies in certain circumstances to collect, use or 
disclose information even though it would contravene certain IPPs.   
Official Information Act 1982 
This Act has provisions entitling an individual to access and amend personal information 
for incorporated bodies.   
Queensland  
A legislative privacy regime has never been enacted in Queensland.  However an 
administrative privacy scheme came into force in 2001 based on the IPPs and NPPs of 
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the Privacy Act 1988 (Cth).  Details of the scheme are provided in the Information 
Standards issued by the Department of Innovation and Information Economy under the 
Financial Management Standard 1997 (Qld). 
The scheme provides two Information Standards and supporting privacy guidelines.  It 
comprises Information Standard 42 and Information Standard 42A. 
Information Standard 42 
This Standard requires the Queensland state public sector to manage personal 
information in accordance with a set of IPPs.  The Information Standard applies to all 
accountable officers and statutory bodies defined in the Financial Administration and 
Audit Act 1977 (Qld) including government departments and most statutory government 
owned corporations. 
Agencies exempt from this Information Standard are Royal Commissions and 
Commissions of Inquiry, Parents and Citizens Associations and the Queensland 
Department of Health.  Also exempt from the Standard are certain types of personal 
information regarding covert activity, witness protection, disciplinary actions and 
misconduct, whistleblowers, cabinet and executive council documents. 
Under the Standard, departments and agencies must nominate a contact officer and 
develop, publish and implement privacy plans to give effect to the IPPs.  
The Queensland Government Department of Justice and Attorney General is responsible 
for the administration of privacy in Queensland.  This role includes producing privacy 
initiatives, policy advising and best practice advice to Queensland Government agencies 
and the community. 
Right to access and amend 
IPP 6 entitles an individual to access a record that contains personal information 
provided there is no requirement under any law of the state or authorisation to refuse to 
provide access.  
IPP 7 enables a record-keeper to amend personal information to ensure that it is 
accurate and not misleading.  This allows them to accept requests by individuals that 
their personal information be amended.  A record keeper is entitled to refuse this 
request provided there is no other law of the State entitling amendment.  In refusing to 
amend, the record keeper may have to attach to the record any statement provided by 
the individual as to the amendment sought by the individual.  The powers of a record 
keeper to entitle or refuse amendment of a document are subject to any other 
applicable law of the State. 
At present generally people seeking access to documents containing information relating 
to their own personal affairs are able to pursue such access through the FOI process.   
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Information Standard 42A 
This standard only applies to the Queensland Department of Health.  It requires health 
information and personal information to be managed in accordance with principles 
adapted from the NPPs specified in the Privacy Act 1988 (Cth).  A number of the NPPs in 
the Privacy Act 1988 (Cth) have been removed from Information Standard 42A as they 
have no relevant application to the Queensland Department of Health. 
The same exemptions regarding certain types of personal information contained in 
Information Standard 42 apply to Information Standard 42A - for example, covert 
activity and witness protection. 
The right to access and amend personal health records is limited to the Freedom of 
Information Act 1992 (Qld) and/or the Department of Health’s Administrative Access to 
Health Records policy.  
Queensland Health Quality and Complaints Commission Act 2006 (Qld) 
This Act replaces the repealed Health Rights Commission Act 1991 (Qld).  There was no 
specific provision for privacy complaints under the 1991 Act but the Commission 
received a significant number of complaints regarding privacy/discrimination. 
Other relevant legislation 
Invasion of Privacy Act 1971 (Qld) – regulates the use of listening devices and licensing 
of credit reporting agents. 
Appendix 2: Fees and charges 
Charges Jurisdiction 
Application 
Fee 
Search/Production Fees Deposit 
Internal Review External Review Waiver/Reduction of Charges 
C'wealth  $30 (a) Locating a document - $15 
per hour; 
(b) any time spent deciding 
whether to grant, refuse or 
defer access or make 
amendments such as 
deletions is $20 per hour; 
(c) 10 cents per photocopy, 
$4.40 per transcribed page, 
$4.40 per page of copy 
other than photocopy; 
(d) $6.25 per half hour 
supervised inspection; and 
(e) special rates apply for 
special services such as tape 
transcription, producing 
computer disks, audio/visual 
images or computer output 
etc, however the charge 
cannot exceed the costs 
incurred to the agency in 
producing the document or a 
copy of the document.  
If estimated charges 
exceed $25 a deposit 
may be required.  
Where a deposit is 
required and the 
amount charged will 
not exceed $100 a 
deposit of $20 is 
required.  Where the 
estimated amount 
exceeds $100 then 
25% of the estimated 
amount is required. 
$40 (additional to 
the application fee) 
Ombudsman review is 
free. 
 
Review through the 
Administrative Appeals 
Tribunal is $639. 
(a) Personal information requests incur a 
maximum charge of two hours for 
locating documents (max. charge $30) 
and a further two hours charge may be 
made for decision making time (max. 
charge for decision making time is $40); 
(b) no fees or charges generally for 
requests for access to personal income 
maintenance documents (eg. pensions, 
unemployment benefits, student 
allowances); 
(c) remission or waiver of fees may be 
sought in the circumstances such as 
financial hardship and public interest; 
(d) correction of documents relating to 
personal information is free; 
(e) in respect of Administrative Appeals 
Tribunal Review there is an exemption 
of fees for a person who is the holder of 
a health care card, health benefit card, 
pensioner concession card, 
Commonwealth Seniors health care 
card, or any other card issued by the 
Department of Families, Housing, 
Community Services and Indigenous 
Affairs or the Department of Veterans' 
Affairs that certifies entitlement to 
Commonwealth health concessions or: 
(i) where leg al aid has been 
(ii) , in 
tained in a public 
(iii) years 
(iv) 
(v) d cause 
granted; 
if the applicant is in prison
immigration detention or 
otherwise de
institution;  
if the applicant is under 18 
of age;  
if the applicant is receiving 
youth allowance, Austudy 
payment or ABSTUDY; or 
if paying that fee woul
financial hardship. 
Charges Jurisdiction 
Application 
Fee 
Search/Production Fees Deposit 
Internal Review External Review Waiver/Reduction of Charges 
New South 
Wales 
chosen by the 
agency. 
 
r 
personal affairs information).  There 
are no photocopying charges. 
o 
nt of 
 
 a 
amount determined 
by the agency.  
$20 - $40  
istrative 
Decisions tribunal is 
$55. 
(a) 
 successful internal reviews and 
(b) A 50% reduc s for 
applica
(i) 
(ii) 
(iii) ying on behalf of a non-
; 
blic 
(c) 
   
$20 -$30 
depending on 
the level 
$30 per hour for processing an 
application and providing access (first
20 hours free if application is fo
Where the cost of 
dealing with an 
application is likely t
exceed the amou
the application fee, 
the agency may 
request the applicant
pay a deposit to
Review through the 
Admin
There is no fee for amending 
documents and a refund may apply as a 
result of
successful application for amendment of 
record; 
tion in fees and charge
nts who are: 
pension health benefit card 
holders (or those with an 
equivalent income who are 
under financial hardship),  
under 18 years of age, 
appl
profit organisation which can 
demonstrate financial hardship
or  
(iv) whose application relates to 
information that it is in pu
interest to make. 
The internal review application fee is 
fully refunded where the original 
determination is significantly altered.
Fees for external review may be waived 
in circumstances of financial hardship. 
Victoria417  
 
 
 
refundable 
unless fee is 
waived)  
(a)  cost is $20 per hour 
(b) er 
(c) 
(d) in a form other than 
d by 
e 
  
e 
e deposit 
mount will be 50% 
of the estimated 
charge. 
 
No Charge Through t torian 
Civil a
Tribu
(a) 
r if 
nt is a 
n 
irs; 
(b) 
 etc) 
; 
(d) ble 
king 
 
 
 
 
 
 
$22 (non- Search
or part of an hour; 
supervision is $5 per quart
hour; 
photocopying 20 cents per 
black and white A4 page; 
access 
photocopying is the 
reasonable cost incurre
the agency in providing th
copy; 
(e) listening to or viewing a tape
is the reasonable cost 
incurred by the agency in 
providing the copy; 
A deposit must be 
sought where the 
estimated access 
charges will exceed 
$50.  If the estimated 
access charge is 
between $50 and up 
to $100, the deposit 
amount is $25.  If th
estimated access 
charge is more than 
$100, th
a
he Vic
nd Administrative 
nal: 
nil if the 
application is for 
‘deemed 
decisions’ o
the applica
natural perso
and the 
document 
contains 
information 
about the 
applicant's 
personal affa
(a) An application fee may be waived or 
reduced if payment would cause undue 
hardship to the applicant; 
any expenses incurred by an agency 
through their own fault (eg lost 
document, mistaken photocopying
cannot be charged to the applicant
(c) charges are waived if the request is a 
routine request for access to a 
document (a request the agency 
receives regularly); 
where the amount is for the reasona
costs incurred by an agency in 
supplying copies of documents, ma
arrangements for viewing documents, 
                                               
417 The Victorian Government has recently announced Freedom of Information reforms, including the abolition of the application fee. 
Charges Jurisdiction 
Application 
Fee 
Search/Production Fees Deposit 
Internal Review External Review Waiver/Reduction of Charges 
(f) ript 
y 
e 
nd 
(g) 
 a 
reasonable costs incurred 
not exceeding $25 per 
quarter hour or $80 
whichever is lesser. 
or 
(b) for non-personal 
information, 
$192.80.  
 
 and 
(e) the 
ncy 
words 
r 
s to a 
affairs of the 
(f)  the VCAT is able to 
sponsible for its payment 
making a written transc
out of a tape is the 
reasonable costs incurred b
the agency in providing th
written transcript; a
a health service provider 
giving an explanation or
summary of health 
information is the 
providing a written transcript of the 
words recorded or contained in 
documents, or providing a written 
document in accordance with s. 19,
the applicant is impecunious and the 
request is for access to a document 
containing information relating to the 
personal affairs of the applicant, the 
charges shall be waived; 
a charge, other than a charge for 
reasonable costs incurred by an age
in making copies of documents, in 
making a written transcript of the 
recorded or contained in documents, o
in making a written document in 
accordance with s. 19, shall not be 
made if the request is for acces
document containing information 
relating to the personal 
applicant, or the applicant is a member 
of the Victorian Parliament, or the 
applicant’s intended use of the 
document is a use of general public 
interest or benefit; and 
on external review,
be waive any application fee, hearing 
fee or administrative fee payable to it if 
payment of the fee would cause the 
individual re
financial hardship. 
Western 
Australia 
 
e does not 
apply for 
access to 
personal 
information  
 
d 
 or 
(d) 
 
n or 
ing 
required it is to be 
25% of the estimated 
charges which will be 
payable in excess of 
the application fee. 
No cost 
 
No cost 
 
or 
(c) 
(d) no application fees or charges apply for 
producing for inspection information 
y 
ying 
$30 - but this
fe
(a) $30 per hour of time taken 
in dealing with an 
application; 
(b) $30 per hour for supervise
access; 
(c) $30 per hour for time taken 
to prepare transcription
photocopying; 
20 cents per photocopied 
page; and 
(e) actual cost for preparing a
copy of a tape, film or 
computer informatio
arranging delivery packag
An advance deposit 
may be required by 
the agency, if 
(a) A 25% reduction in fees and charges f
financially disadvantaged applicants 
may apply; 
(b) no application fee applies for access to 
personal information; 
no fees or charges apply for personal 
information or amendment of personal 
information; 
statements or ‘internal manuals,’ the
may however be incapable of cop
and require purchase. 
Charges Jurisdiction 
Application 
Fee 
Search/Production Fees Deposit 
Internal Review External Review Waiver/Reduction of Charges 
or postage. 
Tasmania n 
 fees 
or 
aking 
anscript of 
information or 
for supervising 
inspection of 
any material 
may apply. 
 
(b) 
 
 of information is: 
(d) for non-coloured A4 pages 
of photocopy is 25 cents for 
each page copied; and  
(e) for a written transcript is 
$18.75 per double spaced 
A4 page. 
ster believes 
the charge will not 
exceed $100 or 50% 
of the expected 
charge if the charge 
is expected to exceed 
$100. 
No cost Ombudsman review – 
No cost 
(a) ent by an 
ency or 
inform
exempt
removi
(b) no cha
ues
 
of 
 
d 
(iii) pecunious 
(iv) 
ion 
er's 
sser amount is 
nt. 
No applicatio
fee applies, 
but
incurred in 
searching f
the record, 
supplying a 
copy, m
an 
arrangement 
to view a 
record or for 
providing a 
written 
tr
(a) Cost of finding a record 
containing information is 
$31.25 per hour; 
cost for supervising 
inspection information is 
$31.25; 
(c) cost for supplying a copy, 
making arrangement for 
viewing or supplying a 
transcript
A deposit may be 
required.  $25 is 
required if the agency 
of Mini
no charge for the time sp
ag Minister in examining 
ation to determine whether it is 
 information, or in deleting or 
ng exempt information; 
rge if the request is a routine 
t for information: req
(i) if the application is for personal 
information about the applicant 
and the charge does not exceed 
$150 it is to be reduced by $50, 
if the charge does exceed $150
it is to be reduced by $100; 
(ii) if the applicant's intended use 
the information is a use of 
general public interest or benefit
then the charge is to be reduce
by $50;  
if the applicant is im
the charge is to be waived; 
no charge if the applicant is a 
member of either House of 
Parliament and the informat
is required by the Member in 
connection with the Memb
official duties; and 
(v) a charge is not to exceed $400, 
but if a le
prescribed, that lesser amou
South Australia $25.75 
 
(a) es 
(b) 
(c) n transcript of words 
recorded or contained in the 
document is $5.75 per page; 
and 
(d) a copy of a photograph, x-ray, 
 dealing 
ith the application 
will exceed the 
application fee the 
agency may require 
the applicant to pay a 
‘reasonable amount’ 
as determined by the 
agency.   
 
$25.75 Ombudsman review - 
nil  
(a) 
tes 
(b) 
concession cards or who are 
aged; 
(c) 
 is 
s 
The cost is $9.60 per 15 minut
spent by the agency in giving 
access to the document; 
photocopying is 15 cents per 
page; 
a writte
video tape, computer tape or 
computer disk is the actual cost 
If the agency believes 
the cost of
w
If the information is regarding the 
personal information of the applicant 
then the first 2 hours are free of 
charge, for each subsequent 15 minu
spent by the agency the cost is $9.60 
per 15 minutes; 
all fees and charges are waived for 
holders of 
otherwise financially disadvant
a Member of Parliament who applies for 
access to an agency's documents
entitled to access to the document
Charges Jurisdiction 
Application 
Fee 
Search/Production Fees Deposit 
Internal Review External Review Waiver/Reduction of Charges 
to the agency of producing that 
copy. 
without charge unless the work 
1 
application to amend a personal record. 
generated by the application involves 
fees and charges totalling more than $
000; and 
(d) there is no fee for making an 
Northern 
Territory 
$30 (a) 
free 
en 
 
 
t 
(c) 
tion is $25 per hour; 
g access in 
another way, for example, by a 
tape or transcript is charged at 
the actual cost incurred to the 
e a deposit if 
fees are expected to 
be significant.  The 
Deposit required is 
$25 if the estimate is 
less than $100 or 
50% of the estimate 
if the estimate is over 
$100. 
No cost External review to the 
Information 
Commissioner incurs 
no cost. 
 
For an application relating to personal 
information only, the application fee is 
waived. 
Fees or charges may be waived or reduced 
depending on the circumstances of the 
application, the financial situation of the 
applicant and the objects of the Act. 
Access to personal information 
that requires supervision is 
for the first two hours and th
$25 per hour after; 
(b) any time spent on the search, 
retrieval, supervision or return of
non-personal information (bu
not searching for misplaced 
information) is charged at $25 
per hour; 
time spent considering and 
making a decision, including 
consulta
(d) photocopying for A4 black and 
white copies is 20 cents per 
page; and 
(e) arranging or providin
agency. 
The organisation may 
requir
Australian 
Capital Territory 
Proce  
work g 
time 
deter m 
infor
etermined by the 
agency from whom 
information is 
requested. 
 
. 
als 
or is 
hardship to the applicant. 
ic
paya umstances and may be 
ived
s
No charge 
 
ssing charges may be levied for
 in excess of 10 hours processin
and/or 200 A4 photocopies and is 
mined by the agency from who
mation is requested. 
D No cost 
 
Review to the ACT 
ombudsman is free
Review to the 
Administrative Appe
Tribunal is $237. 
 
Fees may be waived or reduced if the 
document relates to personal information 
in the public interest or if paying a fee would 
cause financial 
Appl ation fees for external review are not 
ble in certain circ
wa  in whole or in part if payment would 
impo e financial hardship. 
New Zealand  al 
n 
 
organisations 
may require 
the payment 
of a 
(a) The Go
art
i
and ch
official i
Guideli
Informa ).  
These 
Not Available 
 
Review by 
Ombudsman is free 
of charge. 
 
A deposit may be 
required where the 
charge is likely to 
exceed $76 (one hour 
of chargeable staff 
time) or where 
assurance is required 
to avoid waste of 
The li
modi the 
ar
reque  waive 
or modify are: 
(a) hardship that payment would cause to 
the applicant; 
The Offici
Informatio
Act 1982 
provides that
vernment via the 
ment of JusticDep e has set 
out gu delines for setting fees 
arges for people accessing 
nformation (Charging 
nes for Official 
tion Act 1982 Requests
guidelines recommend: 
ability to pay any charge may be 
fied or waived at the discretion of 
dep tment or organisation receiving the 
st.  Considerations on whether to
Charges Jurisdiction 
Application 
Fee 
Search/Production Fees Deposit 
Internal Review External Review Waiver/Reduction of Charges 
“reasonable” 
charge for 
supplying 
official 
information. 
(i) 
d copying 
(ii) 
staff t one 
hour 
the re
c
provis
and s
acces
hour; 
(i) rst 20 A4 
e first 
 charged at 20 
y or 
, 
resources. 
 
(b) whether the remission or reduction of 
charges would facilitate good relations 
with the public or assist the department 
or organisation in its work; and  
(c) whether remission or reduction of 
charges is in the public interest. 
The first hour of search, 
collation an
costs be free; 
the aggregate amount of 
ime exceeding 
spent in actioning 
quest (such as 
sear h, retrieval, 
ion of transcripts 
upervision of 
s) be $38 per half 
and 
the fi
sized or foolscap 
photocopy or 
printed pages to 
be provided free; 
(ii) each page in 
excess of th
20 pages should 
be
cents per page; 
and 
(b) Non standard sized photocop
printed paper, copies of videos
audio, film etc will be charged on 
an actual and reasonable basis. 
Queensland $36.50 
to
i
two ho
y.  If 
the t  
all th
(inclu
count
two h  apply: 
(a) 
h 15 minutes; 
(b) black and white photocopying is 
20 cents per page; and 
(c) for access other than by 
inspection or providing a black 
The deposit payable 
on account of any 
processing or access 
charge is 25% of the 
charge. 
No cost Review by the Office of 
the Information 
Commissioner not 
charged. 
(a) 
(b) 
erns the applicant’s 
(c) 
waived at the discretion the chief 
executive of the Department of the 
Premier and Cabinet because the 
applicant is in financial hardship 
(generally this is taken to mean a 
concession card holder issued under the 
Social Security Act 1991 or is an 
organisation considered under financial 
hardship); and 
Search/production fees only apply if 
tal time dealing with the the 
appl cation exceeds two hours, if it is 
urs or less, no 
search/production charges appl
otal time exceeds two hours then
e time and costs incurred 
ding the first two hours) are 
ed.  In applications exceeding 
ours the following charges
Access requiring supervision is 
$5.60 for eac
Applications taking less than two hours 
are free; 
no application fee or charges where the 
application conc
personal affairs; 
any processing or access charge may be 
(d) there is no charge for time spent 
Charges Jurisdiction 
Application 
Fee 
Search/Production Fees Deposit 
Internal Review External Review Waiver/Reduction of Charges 
and white photocopy of the 
n A4 size, the 
the actual 
Minister in giving access to the 
document. 
searching or re
document i
not more than 
incurred by an agency or 
cost is 
cost 
trieving a lost document. 
Appendix 3 - Time limits – a icaccess appl tions 
Jurisdiction Acknowledge 
Request 
 Make Decision Extra Time for 
Consultation 
Seek Internal 
Review 
Decision on 
Internal Review 
Seek External 
Review 
Decision on 
External Review 
Commonwealth 14 days 
[s 15(5)(a)] [s 15(5)(b)] 
 
30 days or such 
further period as 
agency allows 
(a)] 
[s 56(1)] 
No set time limit 30 days 30 days 
[s 15(6)(a)] 
In most cases-
[s 54(1A)
 
30 days 60 days 
[s 55(4)] 
Queensland 14 days 
[s 27(1)] 
45 days or 60 
days for non-
personal 
documents 
efore 
[s 
7(7)] 
15 days 
[s27(5)(b)] 
28 days or within 
the further time 
the agency or 
Minister allows 
c)] 
28 days 
[s 52(6)]  
hin 
er period 
the Commissioner 
allows 
it 
created b
Nov 1987 
2
[s 52(2)(
 
28 days or wit
the long
[s 73(1)(d)] 
 
No set time lim
Victoria418 No set time limit No extra time 
granted for 
consultation 
28 days 
[s 51(1)] 
14 days 
[s 51(2)] 
0 days [s 52] ed cases, 
an 28 
days 
45 days 
[s 21] 
6 In limit
Ombudsm
New South Wales 
 
No set time limit 21 days 
[s 18(3)] 
14 days 
[s 59B] 
28 days 
[s 34(2)(e)] 
14 days 
[s 34(6)] 
No set time limit 
 
 
60 days 
[s 54] 
 
 
 
 
                                               
 The Freedom of Information Amendment Bill 2007 was introduced into the Victorian Parliament in November 2007.  If passed in its current form, the Bill will –  
• enable the time limit for a decision under section 21 to be extended by up to 30 days to allow for consultation with businesses and individuals who may be affected 
the release of the information, where the Minister or agency determines in writing that this is appropriate and the applicant is notified of the extension; and 
• remove the time limit for response by the Ombudsman in section 25A(8). 
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Jurisdiction Acknowledge Make Decision Extra Time for Seek Internal Decision on 
In w 
Seek External Decision on 
Ex w Request Consultation Review ternal Revie Review ternal Revie
South Australia No set 30 days 
g 
] 
30 days 
e)]  
30 days 
a) and 
time limit 
[s 14(2)] 
Reasonable period 
of time havin
regard to the 
circumstances 
[s14A(2)
[s 29(2)(
14 days 
[s 29(5)] [s 39(3)(
(b)] 
No set time limit 
Tasmania No time limit 30 days   
[s16] 
 
 28 days 
[s 47(1)] 
14 days 
[s 48(1)(b)] 
60 days 
[s 49(1)]; 28 days 
if 3rd party 
application [s 
49(2)] 
 or within 
eriod as may be 
the 
30 days
such further 
p
agreed by 
applicant. 
[s 48(6)] 
Western Australia No set limit -45 days 
[s 13(3)] 
 
-May be varied 
)] 
No set time limit 
 
30 days 
[s 40(2)] 
15 days 
[s 43(2)] 
60 days or 30 
days if 3rd party 
application [s 
66(2)-(3)] 
 
r 
ger 
[s 66 (4)] 
is 
[s13(4) and 13(5
The Commissione
may allow lon
period. 
30 days unless the 
Commissioner 
considers that it 
impracticable to 
do so. 
[s 76(3)] 
Australian Capital 
Territory 
 
 
 
 
 
 
14 days 
[s 18(1)(c)] )] 
15 days 
[s 18(3)] 
28 days 
[s 59(1)] 
14 days 
[s 60(3)] 
28 days [s 60(4)] time limit 30 days 
[s 18(1)(d
No set 
Request 
Make Decision Extra Time for 
Consultation 
Seek Internal 
Review 
Decision on 
Internal Review 
Seek External 
Review 
Decision on 
External Review 
Northern Territory No set time limit 30 days  
] e 
e  
] 
No time limit 
d 
 
30 days 30 days 90 days 
)]
OIC has 90 days 
hi hic
e  
li n 
er rev  
06
ce the 
lication is 
epted, there is 
statutory time 
t for the actual 
king of the 
ernal review 
ision.  
[s19 (1)
may be 
[s26 (1)
but tim
xtended
specifie
S26 (1)
 
but see [s39(2)] [s39(1)] [s41(b  wit
acc
app
ext
[s1
 
On
app
acc
no 
limi
ma
ext
dec
n w
pt or
catio
nal 
] 
h to 
reject 
for 
iew.
New Zealand ing d  
] 
e
nd
able 
  
on
 
 
rn w al rev  
iew b
dsma
such a manner 
and at such time 
(the 
budsman) 
thinks proper” [s 
 
time limit 
y 
n 
iew No set
for rev
Ombu
No internal revieNo inteable A “reas
period”
[s 15A]
ays
 limit can 
ed for a 
20 work
[s 15(1)
 
This tim
be exte
“reason
period”.
[s15A]  
 “In 
as 
Om
33]
 
Jurisdiction Acknowledge 
Bibliography 
 
Publications 
 
Access to Information Review Task Force, Access to Information: Making it Work for 
dministrative Review Council, The Contracting Out of Government Services, Report 
Australian National Internships Program, October 
 A case study of FOI requests relating to kick backs paid to the Hussein regime in 
 
es, Edinburgh, 10 
ctober 2005. 
Australian Law Reform 
aper 72, Australian Government, Canberra, 2007. 
ustralian Law Reform Commission (ALRC)/Administrative Review Council (ARC), 
ustralian Law Reform Commission (ALRC)/Administrative Review Council (ARC), 
C 
C Report No. 40, November 1995. 
6: 
0 September 2006.  
ttp://www.privacyinternational.org/article.shtml?cmd[347]=x-347-543400
Canadians, June 2002. 
 
A
No. 42, August 1998. 
 
Alhadeff, M., “Denying the Public’s Right to Know: A Critique of the Operation of the 
Freedom of Information Act 1982”, 
–
Iraq by the Australian Wheat Board, quoted in Snell, R., “Freedom of Information 
Practices”, Agenda, Vol 13, No. 4, 2006. 
 
Andres G., Hatcher J., and Waelde, C., The Common Information Environment and
Creative Commons, Final Report to the Common Information Environment Members 
of a study on the applicability of the Creative Commons Licenc
O
 
Commission, Review of Australian Privacy Law, Discussion 
P
 
A
Freedom of Information, ALRC Issues Paper No. 12, December, 1994. 
 
A
Open Government: a review of the federal Freedom of Information Act 1982, ALR
Report No. 77, AR
 
Banisar, D., Privacy International, Freedom of Information Around the World 200
Global Survey of Access to Government Information Laws, 2
h
 
Baragwanath, D., Review of the Official Information Act 1982, Report 40, Wellington 
aw Commission, 7 October 1997. 
lectual Property & Technology Law, University of Edinburgh, The Common 
on Environment and Creative Commons: Final Report to the Common 
ctober 2005. 
Cornwall, A., “Democracy and FOI 2000”, from Finn, C., (ed), 
unrise or Sunset?: Administrative Law in the New Millennium”, transcript of a 
Legal and 
onstitutional Legislation Committee. 
 
L
 
Barker, E. and Duncan, C., Intrallect Ltd and the AHRC Research Centre for Studies 
in Intel
Informati
Information Environment Members of a study on the applicability of Creative 
Commons Licences, 10 O
 
Batskos, M., “Putting the ‘O’ back into FOI: Changes to FOI in Victoria” AIAl Forum 
No. 25, 2000 and 
“S
seminar held at Parliament House, Canberra, Wednesday 25 October 2000, jointly 
sponsored by the Australian Institute of Administrative Law and the Senate 
C
 188
Belgrave, J., “Open and Shut L gislation? The Of icial Inf rm t on Act”, LexisNexis
nformation Law Conference, 21
e f o a i  
I  July 2006. 
olicy 
tralian Quarterly, Volume 78, Issue 6, November-December 2006. 
ommittee on Official Information (Danks Committee), Towards Open Government, 
 
ommittee), Towards Open Government, 
upplementary Report, Wellington, 1981. 
the 
n Act 1982 in Commonwealth agencies”, 
eport under s35A of the Ombudsman Act 1976, June 1999. 
inistration of the 
of Information Act 1982 in Australian Government Agencies”, March 2006. 
mmission on Australian Government Administration, 1976. 
avies AO, Hon. G., Queensland Public Hospitals Commission of Inquiry Report, 
epartment of Justice and Attorney-General (Queensland),  “Reform of Civil and 
tion 
 Intrinsic to the Reform of the Access to Information Act, 11 April 
006. 
 Commission, , Issues Paper No. 3, Freedom of 
ormation, May 1990. 
reedom of Information, 
ecember 1990. 
t upon Freedom of Information in Victoria, Victorian Legal and 
onstitutional Committee, 38th Report to the Parliament, November 1989. 
 
Bertok, J., “Public Sector Transparency and Accountability, Making it Happen”, 
Emerging Economies, Vol 21, 2002. 
 
Bushell-Embling, D., “FOI – the international situation”, Australian Institute of P
and Science, Aus
 
Brown, S., “Freedom of Information”, AIAL Forum No. 25. 
 
C
General Report, Wellington, 1981. 
Committee on Official Information (Danks C
S
 
Commonwealth Ombudsman, “Needs to Know.  Own motion investigation into 
administration of the Freedom of Informatio
R
 
Commonwealth Ombudsman, “Scrutinising government: Adm
Freedom 
 
Coombs, H., Royal Co
 
Cornwall, A., “Democracy and Freedom of Information in NSW”, Public Interest 
Advocacy Centre, Sydney. 
 
D
November 2005. 
 
D
Administrative Justice”, Discussion Paper, November 2007. 
 
Department of Justice and Attorney-General (Queensland), Freedom of Informa
Guidelines. 
 
Department of Justice, Canada, Strengthening the Access to Information Act, A 
Discussion of Ideas
2
 
Electoral and Administrative Review
Inf
 
Electoral and Administrative Review Commission, Report on F
D
 
Evans, D., Repor
C
 
 189
Fitzgerald, G. E. (Tony), Report of a Commission of Inquiry pursuant to Orders in 
 
oss, P., Freedom of Information Act 1992 (WA), Attorney General’s Report Based on 
ay, O., “Freedom of Information implementation”, Research Paper 04/84, 24 
lover, M. and Holsen. S., What is Freedom of Information For? An exploration of 
 
lover, M. and others, Freedom of Information: History, Experience and Records and 
d Corporations, 
ontractors and Cabinet Exemptions”, Research Bulletin No 5/99, Queensland 
riffith, G., “Freedom of Information – Issues and Recent Developments in NSW”, 
arris, R., “Government Accountability for outsourced Employment Services”, AIAL 
formation Commissioner Queensland, “Review of the Freedom of Information Act 
C
 Office, “Freedom of Information Act Awareness 
uidance No 22: Vexatious and repeated requests”, United Kingdom. 
Committee, Report of the Information 
anagement Steering Committee on Information Management in the Commonwealth 
s nformation Review, Vol 109, 2004. 
 
Council, delivered 3 July 1989. 
F
Statutory Review, 31 October 1997. 
 
G
November 2004. 
 
G
the objectives behind the FOI Act 2000, University of Central London, London, 2007. 
G
Information Management Implications in the USA, Canada and The United Kingdom, 
University College, London, October 2006. 
 
Gregorczuk, H., “Freedom of Information: Government Owne
C
Parliamentary Library, Brisbane, May 1999. 
 
G
NSW Parliamentary Library Research Service, Sydney, 2007. 
 
H
Forum, No. 54, 2007. 
 
In
1992 ”, Submission to the Legal, Constitutional and Administrative Review 
ommittee, 14 May 1999. 
 
Information Commissioner’s
G
 
Information Management Steering 
M
Government, Management of Government Information as a National Strategic 
Resource, August 1997. 
 
Johnson, A., “Freedom of Information in France”, Australian Journal of Administrative 
Law, Vol. 9, 2002. 
 
Johnson, A., “You Don’t Know What You’ve Got until it’s Gone”, Freedom of 
Information Review, 85, 2000. 
 
Lamble, S., “Media use of FOI surveyed: New Zealand puts Australia and Canada to 
hame”, Freedom of I
 
Lane, W. and Young, S., Administrative Law in Australia, Law Book Co, Sydney,
Australia, 2007. 
 
Lane, W. B., Queensland Administrative Law, Lawbook Co, North Ryde, Sydney, 
Australia. 
 190
 
Legal and Constitutional Committee, A Report upon eed m of Inf ation in 
Victoria, 1989. 
Fr o orm
dministrative Law, Vol 20, No. 2, 2003. 
Review”, 
cDonald, A. and Terrill, G., (eds), Open Government: Freedom of Information and 
 
n, D., Lynche, K., and Fagan, D., “Freedom of Information Act 1992: A Revisit 
nd Refresher”, presented at a seminar held 20 November 1996.  
cLeod, R., “Freedom of Information – An Ombudsman’s Perspective”, Federal Law 
cMahon, T., “Access to Government Information: A New Instrument for Public 
cMillan, J., (ed). Administrative Law Under the Coalition Government, Australian 
cMillan, J., Scrutinising government: Administration of the Freedom of Information 
2, Canberra, March 2006. 
ichler, C., “Government by contract : who is accountable?” Queensland University 
.  The relationship between 
cord keeping, access to information, and government accountability”, 
ory 
 in 
ustralia’s Right to Know, 31 October 2007. 
”, 
onal Investigations Symposium, 2 November 2006. 
 
Livingston, R., “Contracting out of employment services in Australia and 
administrative law”, Australian Journal of A
 
Mayo, E. and Steinberg, T., “The Power of Information: An Independent 
2007. 
 
M
Privacy, MacMillan Press Ltd, London, 1998. 
McGan
a
 
McLeod, R., “Freedom of Information”, AIAL Forum No. 25. 
 
M
Review, 2001. 
 
M
Accountability”, Government Information in Canada, no. 1 (1996). 
 
M
Institute of Administrative Law, Canberra, 1997. 
 
M
Act 1982 in Australian Government Agencies, Report by the Commonwealth 
Ombudsman Professor John McMillan under the Ombudsman Act 1976, Report No. 
0
 
McMillan, J., Twenty Years of Open Government: What have we learnt?, The 
Federation Press, Paper 21, 2002. 
 
M
of Technology Law Journal, Vol 15, 1999. 
 
Millar, L., “The Right to Information – the right to records
re
Commonwealth Human Rights Initiative, 2003, unpublished, quoted in Snell, R. and 
Sebina, P., “Information Flows: The real art of Information Management and 
Freedom of Information”, Archives and Manuscripts, Vol. 35, No. 1. 
 
Ministry of Justice Western Australia, Attorney-General’s Report Based on Statut
Review, Perth, 1997. 
 
Moss AO, I., Report of the Independent Audit into the State of Free Speech
Australia, Commissioned by A
 
Mueller, H., “Practical strategies for dealing with unreasonable complainant conduct
Paper presented to the 6th Nati
 191
 
New Zealand Law Comm io  Revi w o  h  Official Information Act 1982, Repor
40, 7 Oc
iss n, e f t e t 
tober 1997. 
A porter, Vol 9, No. 1,  
002. 
ffice of Government Information Technology, Management of Government 
arliamentary Committee for Electoral and Administrative Review, Freedom of 
 
edom 
ion Paper 1, 9 February 2000. 
P ional and Administrative Review Committee, “Freedom 
f Information”, Transcript of Proceedings, Brisbane, 11-12 May 2000. 
arliamentary, Legal, Constitutional and Administrative Review Committee, Outcomes 
006. 
arliamentary, Legal, Constitutional and Administrative Review Committee, Progress 
c 
 of the Queensland Ombudsman and the 
, Report No. 30, August 2001. 
 of 
ve Review Committee, Review of 
eport of the Strategic Review of the Queensland Ombudsman (Parliamentary 
ittee, The 
of Administrative Justice, Discussion Paper, 1 December 2005. 
cy in Australia, LexisNexis, 
utterworths, Sydney, 2005. 
P g the Pace or being left behind?" AIAL 
, 1996, Sydney, NSW.   
 
O’Brien, D., “Administrative law dimensions of Commonwealth tendering and 
contracting”, AIAL Forum, Vol 40, 2004.   
 
O’Connor, K., “The privacy and FOI jurisdiction of the New South Wales 
dministrative Decisions Tribunal”, Privacy Law And Policy Re
2
 
O
Information as a National Strategic Resource, Commonwealth of Australia, Canberra, 
1997. 
 
P
Information for Queensland  - A Report of the Parliamentary Committee for Electoral
and Administrative Review, No. 6, 18 April 1991. 
 
Parliamentary, Legal, Constitutional and Administrative Review Committee, Fre
of Information in Queensland, Discuss
 
Parliamentary, Legal, Constitutional and Administrative Review Committee, Freedom 
of Information in Queensland, Report No. 32, December 2001. 
 
arliamentary, Legal, Constitut
o
 
P
of discussion at The Accessibility of Administrative Justice Conference, 27 April 2
 
P
Report on Implementation of Recommendations made in the Report of the Strategi
Management Review of the Offices
Information Commissioner
 
Parliamentary, Legal, Constitutional and Administrative Review Committee, Report
the Strategic Review of the Offices of the Queensland Ombudsman and the 
Information Commissioner, Report No. 26, 19 July 2000. 
 
Parliamentary, Legal, Constitutional and Administrati
the R
Commissioner for Administrative Investigations), Report No. 14, July 1999. 
 
Parliamentary, Legal, Constitutional and Administrative Review Comm
Accessibility 
 
Paterson, M., Freedom of Information and Priva
B
 
earson, L., (ed) "Administrative Law: Settin
Forum
 192
Price, S., “The Official Information Act 1982: A Window on Government or C
Drawn?”, New Zealand Centre for Pubic Law Occasional Paper No. 17, November
urtains 
 
005.   
 Access Guidelines”, 
ebruary 2005. (For further information contact foi@health.qld.gov.au
2
 
Queensland Health, “Health Information: Disclosure and
F ). 
Q  Commission, The Freedom of Information Act 1992 Review 
rovision Exemption, Report No. 46, March 1994. 
ington, D.C. 20530, 4 October 1993. 
e 
lth: A Report of the International Advisory Commission of the 
Rights Initiative, New Delhi, 2003. 
on in the Access to Information Act: An ‘internal 
w’ on open government?”, Canadian Public Administration, 45.2 (Summer 2002). 
oberts, A., “An Open Dialogue on FOIA Fee Reform”, Department of Political 
oberts, A., “Dashed Expectations: Governmental Adaptation to Transparency Rules” 
 
s, A., Blacked Out - Government Secrecy in the Information Age, Cambridge 
niversity Press, New York, 2006. 
reedom of Information Law”, Public Administration Review, Vol. 60  No. 4 (July-
 
ueensland Law Reform
of Secrecy P
 
Reno, J., Office of the Attorney-General Wash
 
Reynolds, M., (Chair), Open Sesame – Looking for the Right to Information in th
Commonwea
Commonwealth Human 
 
Roberts, A., “Administrative Discreti
la
 
R
Science, University College, London. 
 
R
in Hood, C. and Heald, D. (eds) Transparency: the Key to Better Governance?, 
Oxford University Press, Oxford, 2006 pp. 107 – 125 and published in Proceedings of
the British Academy, Vol 135. 
 
Roberts, A., “Free to Distrust”, Prospect, February 2005. 
 
Roberts, A., “Spin Control and Freedom of Information: Lessons for the United 
Kingdom from Canada”, Public Administration, Volume 83, No. 1, 2005. 
 
Robert
U
 
Roberts, A., “Less Government, More Secrecy: Reinvention and the Weakening of 
F
August 2000), p. 315, accessed on <www.aroberts.us>; quotes Nilsen, K
Canadian Government Electronic Information Policy, Government Information 
., 1993 
terly, 10(2): 203 - 20; Nilsen, K., 1994 Government Information Policy in 
s, A., The Informational Commons at Risk in Daniel Drache (ed), The Market 
e Public Domain: Global Governance and the Asymmetry of Power, London: 
Quar
Canada, Government Information Quarterly, 11(2). 
 
Robert
or th
Routledge, 2001, pp. 175 – 201, accessed on <www.aroberts.us>. 
 
Rudd, K. and Ludwig, J., “Government Information – Restoring Trust and Integrity”, 
lection 2007 Policy Document, October 2007. 
 Delivery and Performance Commission, Report of ICT Governance in the 
d Government, September 2006. 
 
E
 
Service
Queenslan
 193
Shoyer, P., “FOI or FO Why?”, Presentation from the Australian Institute of 
Administrative Law 2006, National Administrative Law Forum, 22-23 June 2006. 
 
nell, R., “Commercial-in-confidence – time for a re-think?”, Freedom of Information 
nell, R., “Contentious Issues Management – The Dry Rot in FOI Practices”, Freedom 
 
Snell, R ay, January–
arch 2007. 
n Review, 
sue No. 102, December 2002. 
nell, R., “Freedom of Information Practices”, Agenda, Vol. 13, No.4, 2006. 
., “The Kiwi Paradox: A comparison of Freedom of Information in Australia 
nd New Zealand”, Federal Law Review, Vol 28, No. 3, 2000. 
 Comparative Studies to Improve Freedom of Information Analysis.  
sights from Australia, Canada and New Zealand”.  The paper is a modified version 
e. The two articles are: 
dministrative Compliance – evaluation the effectiveness of FOI’ (2003) FOI Review 
and ‘Is there a role for comparative FOI analysis? Part 1’ (2004) 113 FOI Review. 
The articles have been incorporated with a few changes only.  The paper was 
presented at the 6th National and 2nd International Congress on the Right to 
Information, National University of Mexico, Mexico City, Mexico 8-11th November 
2005. 
 
Snell, R. and Langston. E., “Who needs FOI when market mechanisms will deliver 
accountability on demand?”, Flinders Journal of Law Reform, 3 (2), December 1999. 
 
Snell, R. and Sebina, P., “Information Flows: The real art of Information 
Management and Freedom of Information”, Archives and Manuscripts, Vol. 35, No. 1. 
 
Snell, R. and Tyson, N., “Back to the drawing board - Preliminary musings on 
redesigning Australian Freedom of Information”, Freedom of Information Review, 85, 
2000. 
 
Snell, R. and Walker, P., “Designing for access to information rather than fighting for 
freedom of information”, Submission to the Parliamentary Legal, Constitutional and 
Administrative Review Committee on the Freedom of Information Act, 1999. 
 
South Australian Legislative Review Committee, Freedom of Information Act 1991, 
2000. 
 
 
Snell, R., “Cabinet Exemptions in Australia – saying goodbye to the Midas touch?”, 
Freedom of Information Review, Issue No. 102, 2002. 
S
Review, Issue No. 102. 
 
S
of Information Review, Issue No. 102, 2002. 
., “Failing the Information Game”, Public Administration Tod
M
 
Snell, R., “FoI Officers – a constituency in decline?” Freedom of Informatio
Is
 
S
 
Snell. R
a
 
Snell R., “Using
In
of two earlier articles published in the FOI Review and an incomplete draft paper 
looking at political spin and freedom of information interfac
‘A
 194
Spigelman, J., Secrecy: Political Censorship in Australia, Angus and Robertson, 
ydney, 1972. 
tewart, B., (2002) “Public register provisions: Addressing privacy issues”, quoted in 
82 
, Institute of Policy Studies, Wellington, 2007. 
 
errill, G., Secrecy and Openness: The Federal Government from Menzies to Whitlam 
 
otaro, P., “No Such Thing as a Free Set of Documents”, Freedom of Information 
e, Cambridge University Press, New York, 2006. 
ess to Information and Privacy (ATIP) Legislation, 2000. 
er 2007. 
W , September 
007. 
 
heeler, C., “FOI – the need for Review” Government Lawyers CLE Conference, 30 
W ealand Official Information Act 1982 
, Institute of Policy Studies, Wellington, 2007. 
S
 
S
White, N., Free and Frank: Making the New Zealand Official Information Act 19
Work Better
T
and beyond, Melbourne University Press, Carlton South, Melbourne, 2000. 
T
Review, 101, 2002 as quoted in Roberts, A., Blacked Out - Government Secrecy in 
the Information Ag
 
Treasury Board of Canada Secretariat, Review of the Costs Associated with 
Administering Acc
 
Wells, D., “Freedom of Information a matter of reasons”, Proctor, Decemb
 
heeler, C., “Dealing with Repeat Applications”, AIAL Forum No. 54
2
W
October 2007. 
 
hite, N., Free and Frank: Making the New Z
Work Better
 
 195
Media 
t removes fee for FOI applications”, 20 November 2007. 
Review, “Free speech muffled”, 9 November 2007. 
, P., “Extract from Queensland: Ten Years after Fitzgerald”, ABC Radio 
, 16 May 1999. 
ic, N., “Plenty of legal firepower as pro bono teams take aim” The Australian, 
 November 2007. 
ushell-Embling, D., “Private Eyes on Public Data”, The Sydney Morning Herald, 25 
 
, “Do incentives need to be kept confidential?”, 15 July 2004. 
we have”, 7 November 2007. 
utler, T., Principal of the specialist consulting firm Cutler and Company, and CSIRO 
y Morning Herald, 25 September 2007. 
rding), 31 May 2007. 
ww.abc.net.au/rn/mediareport/stories/2007/1937618.htm   
egulations an anachronism in the digital age”, The Australian, 25 
ctober 2007. 
n left behind by new media”, The Australian, 9 
ovember 2007. 
ell-Embling, D., “Private Eyes on Public Data”, 
 Sydney Morning Herald, 25 September 2007. 
n, M., “Labor to abolish secrecy ploys”, The Weekend Australian, October 27-
8 2007. 
, “Attempt to gag public… again”, 1 November 2007. 
m”, 6 November 2007. 
, “Your right to know”, 14 May 2007. 
ne, C., “Lift lid on Cabinet sooner: Premier”, Courier Mail, 18 May 2007, p 16. 
 
AAP, “Governmen
 
Austin, P., “Government ordered to free papers”, The Age, 5 December, 2007. 
 
The Australian Financial 
 
Barclay
National
 
Berkov
9
 
B
September 2007. 
Courier Mail
 
Courier Mail, “Oh what a secret state 
 
Courier Mail, “Report confirms secrecy concerns”, 6 November 2007. 
 
C
board member, quoted in Bushell-Embling, D., “Private Eyes on Public Data”, The 
Sydne
 
Davies, A., (producer), “Australia’s Right to Know”, ABC Radio National, (Transcript 
of reco
w
 
Day, M., “Analog r
O
 
Faris, P. and Barns, G., “Law has bee
N
 
Fitzgerald, Professor B., quoted in Bush
The
 
Frankli
2
 
Gold Coast Bulletin
 
Gold Coast Bulletin, “Creeping threat to our freedo
 
Herald Sun, “A culture of secrecy”, 7 November 2007. 
 
Herald Sun
 
Johnsto
 196
 
Mares, P., “Can we get back to you on that (after the election)”, The Age, 10 
November 2007. 
errit, C., “Flow of information blocked by government secrecy”, The Australian, 6 
Merrit, C., “State shows feds the way on secrecy”, The Australian, 21 November 
2007. 
 
Merritt, C., “Canberra the worst for FOI decisions”, The Australian, 9 November 
2007. 
 
Merritt, C., “Hulls urges consensus on FOI”, The Australian, 23 November 2007. 
 
Moore, M., “Labor's policy leaves questions unanswered”, The Sydney Morning 
Herald, 1 November 2007. 
 
Nickless, R. and Priest, M., “Ruddock signals clash with states”, The Australian 
Financial Review, 7 November 2007. 
 
Nickless, R., “Alarm at curbs on media freedom”, The Australian Financial Review, 
6 November 2007. 
 
Norington, B., “Ruling in secrecy is not democracy”, The Australian, 20 November 
2007. 
 
Norington, B., “Support for information flow”, The Weekend Australian, 27 October 
2007. 
 
Nufer, D., “Privacy laws prevent fair reply”, The Rockhampton Morning Bulletin, 22 
November 2007. 
 
Priest, M., “Old hand shows pretender how to get message across”, The Australian 
Finance Review, 7 November 2007. 
 
Priest, M., “Short on detail, but determined to keep ‘em honest”, The Australian 
Financial Review, 29 November 2007. 
 
Snell, R., “Detail needed on Labor’s information policy”, The Australian, 2 November 
2007. 
 
Stewart, C., “All we want is the truth”, The Australian, 6 November 2007. 
 
Stock, S., “Australian Law Reform Commission to Examine FOI Laws”. Queensland 
Government media release, 29 September 2007. 
 
The Economist, “What do you know: the new Freedom of Information Act (UK)”, 7 
October 2004. 
 
Thomas, H., “E-mails reveal tight state of FOI control”, Courier Mail, 14 February 
2005. 
 
M
November 2007. 
 
 197
 
Wallace, R., “Brumby tinkers with FOI rules”, The Australian, 21 November 2007. 
enham, M., “Spiteful claims haunt woman”, Courier Mail, 26 November 2007. 
 
Wardill, S., “FOI Changes ‘ready to go’”, Courier Mail, 25 October 2007. 
 
W
 
 198
 
Other 
 Disposal Authority for General 
ousekeeping Records”. 
idelines for Official Information Act 
Requests. 
ndent Review Panel, 20 November 2007. 
Australia (Federal and 
ueensland)”, Paper prepared for the FOI Independent Review Panel, 20 November 
land State Archives, “Drafts as Public Records”, Paper prepared for the FOI 
dependent Review Panel, 20 November 2007. 
FOI 
dependent Review Panel, 20 November 2007. 
 Archives, “Public Access and Distributed Custody”, Paper prepared 
r the FOI Independent Review Panel, 20 November 2007. 
Information Asset Register – OPSI UK”, Paper prepared for the FOI Independent 
Review Panel, 20 November 2007. 
 
 
Archives of New Zealand, GDA3, “General
H
 
New Zealand Department of Justice, Charging Gu
1982 
 
Queensland State Archives, “Administrative Access”, Paper prepared for the FOI 
Indepe
 
Queensland State Archives, “Comparison of Statements of Affairs and Publications 
Schemes in Canada, New Zealand, United Kingdom and 
Q
2007. 
 
Queens
In
 
Queensland State Archives, “Google Searches”, Paper prepared for the 
In
 
Queensland State
fo
 
Queensland State Archives, “Single Access Point for Government Information: The 
 199
Speeches  
rs Speech on Public Life, 12 
ne 2007, http://www.news.bbc.co.uk
 
Blair. T., “Blair on the Media”, Prime Minister’s Reute
Ju . 
ch on Liberty”, 25 October 2007, 
e 
urists, 17 December 
997. 
cMillan, J., “The FOI landscape after McKinnon”, address to the Australian Institute 
 
onference for Information Commissioners, Wellington, New Zealand, 28 November 
hroff, M., “The Official Information Act and Privacy: New Zealand’s Story”, 
on, 15 June 2005. 
tevens, G., “Central Bank communication”, Address to the Sydney Institute, 11 
ane Institute, 25 
ugust 2003, http://www.apo.org.au/linkboard/results.chtml?filename_num=15271
 
Brown, G., “Spee
http://www.pm.gov.uk/output/Page13630.asp.   
 
Kirby, J.,  “Freedom of Information: Seven Deadly Sins”, Fortieth Anniversary Lectur
Series of the British Section of the International Commission of J
1
 
M
of Administrative Law (AIAL), Canberra, October 2006. 
 
O’Reilly, E., Irish Information Commissioner, Address to the 5th International
C
2007. 
 
S
Presentation to the FOI Live 2005 Conference, Lond
 
S
December 2007. 
 
Williams, Dr P., “The Fitzgerald Legacy: 15 years on”, The Brisb
A . 
 200
Online  
 
Administrative Review Council, www.ag.gov.au/arc. 
 
Attorney-General’s Department, “Freedom of Information” Australian Government
Canberra, 2007. 
, 
http://www.ag.gov.au/www/agd/agd.nsf/Page/Freedom_of_Information. 
 
Australian Law Reform Commission (2007) Privacy [Online] Australian Government 
http://www.alrc.gov.au/inquiries/current/privacy/index.htm.      
 
Australian Law Reform Commission, www.alrc.gov.au. 
anisar, D., Privacy International, “Freedom of Information Around the World 2006: 
0 September 2006.  
ttp://www.privacyinternational.org/article.shtml?cmd[347]=x-347-543400
 
B
Global Survey of Access to Government Information Laws”,  2
h . 
lair. T., “Blair on the Media”, Prime Minister’s Reuters Speech on Public Life, 12 
 
B
June 2007, http://www.news.bbc.co.uk. 
 
Brown, G., “Speech on Liberty”, 25 October 2007, 
http://www.pm.gov.uk/output/Page13630.asp.  
 
Davies, A., (producer), “Australia’s Right to Know”, ABC Radio National, (Transcript 
f recording), 31 May 2007. o
www.abc.net.au/rn/mediareport/stories/2007/1937618.htm.   
 
Department of Justice and Attorney-General FOI Website, www.foi.qld.gov.au. 
bsco Academic Search Elite - international focus: 
/downloads/reftracker/jovena/asefoititles.htm
 
E
http://iris.premiers.qld.gov.au . 
formation Review Taskforce, “Welcome to the Government of Canada's Access to 
 
In
Information Review Task Force Web Site”, Government of Canada,  2002. 
http://www.atirtf-geai.gc.ca/home-e.html. 
 
Informit - Australian Sources: 
http://iris.premiers.qld.gov.au/downloads/reftracker/jovena/FoiInformitResults.htm. 
 
Legal, Constitutional and Administrative Review Committee, “Accessibility of 
Administrative Justice Supplementary Issues”, 2005. 
http://www.parliament.qld.gov.au/view/committees/committees.asp?area=LCARC&LI
ndex=2&SubArea=inquiries_adminJustice07&Bindex=2. 
 
Legal, Constitutional and Administrative Review Committee, Information relating to 
FOI, 2005. 
http://www.parliament.qld.gov.au/view/committees/committees.asp?area=LCARC&LI
ndex=2&SubArea=LCARCwebsite. 
 
Office of the Information Commissioner Website, 2007. 
http://www.oic.qld.gov.au/?p=1.  
 
 201
Office of Public Sector Information, HTwww.opsi.gov.uk.TH 
w.legislation.qld.gov.au
 
Office of the Queensland Parliamentary Counsel Website, ww TH.   
arliamentary Committee for Electoral and Administrative Review, “Electoral and 
arliament.qld.gov.au/view/historical/documents/committees/PCEAR/Tra
 
P
Administrative Review Commission Transcript of Proceedings”, 1993. 
http://www.p
nscripts/r930820.pdf. 
view.qld.gov.au/
 
Queensland Freedom of Information Independent Review Panel website, 
http://www.foire .  
 
Queensland Government Website, www.qld.gov.au. 
 
Queensland Law Reform Commission, www.qlrc.qld.gov.au. 
 
Queensland Parliament Website, www.parliament.qld.gov.au. 
 
Queensland Privacy, Whole-of-Government Website, www.privacy.qld.gov.au. 
. 
0530, 4 October 1993. http://www.fas.org/sgp/clinton/reno.html
 
, J., Office of the Attorney General, Department of Justice, Washington, D.CReno
2 . 
oberts, A., “Research”, 2007.  http://www.aroberts.us/research.html
 
R . 
cksnell.com.au
 
Snell, R.,  “Research Advocacy, Teaching and Reform”, 2007. http://ri . 
sity of 
asmania, 2007.  http://www.law.utas.edu.au/foi/bookmarks/FOI_index.html
 
Snell, R., “Freedom of Information (FOI) Sites on the Internet” Univer
T . 
ttp://rmdb.research.utas.edu.au/public/rmdb?indiv_detail_warp_trans+1390
 
Snell, R., Publications, 2007. 
h . 
tute, 25 
ugust 2003, http://www.apo.org.au/linkboard/results.chtml?filename_num=15271
 
he Fitzgerald Legacy: 15 years on”, The Brisbane InstiWilliams, Dr P., “T
A . 
 
 202
Annual reports 
rime and Misconduct Commission, Annual Report 2006-07. 
epartment of Justice and Attorney-General, Freedom of Information Annual Report 
 
Department of Justice and Attorney-General, Freedom of Information Annual Report 
2002-2003.  
 
Department of Justice and Attorney-General, Freedom of Information Annual Report 
2003-2004.  
 
Department of Justice and Attorney-General, Freedom of Information Annual Report 
2004-05.  
 
Department of Justice and Attorney-General, Freedom of Information 2005-06. 
 
Queensland Information Commissioner, First Annual Report 1992/93. 
 
The Queensland Information Commissioner, Annual Report 1993/94. 
 
The Queensland Information Commissioner, Annual Report 1994/95. 
 
The Queensland Information Commissioner, Annual Report 1995/96. 
 
The Queensland Information Commissioner, Annual Report 1996/97. 
 
The Queensland Information Commissioner, Annual Report 1997/98. 
 
The Queensland Information Commissioner, Annual Report 1998/99. 
 
The Queensland Information Commissioner, Annual Report 1999/00. 
 
The Queensland Information Commissioner, Annual Report 2000/2001. 
 
Information Commissioner Queensland, Annual Report 2001-02. 
 
Information Commissioner Queensland, Annual Report 2002-2003. 
 
Information Commissioner Queensland, Annual Report 2003-2004. 
 
C
 
D
2001-2002.  
 203
 Offi e of the Information Commissioner Queensland, Annual Report 2004-05. 
the Information Commissioner Queensland, Annual Report 2005-06. 
ion Commissioner Queensland, Annual Report 2006-07. 
c
 
Office of 
 
Office of the Informat
 204
Information standards 
 
 Public 
,  
or the 
Queensland Government Information Standard 31 - Retention and Disposal of
Records 
 
Queensland Government, Information Standard 41 – Managing Technology-
endent Records  Dep
 
Queensland Government, Information Standard 42 – Information Privacy Guidelines
 
Queensland Government, Information Standard 42A – Information Privacy f
Queensland Department of Health 
 
Queensland Government Information Standard 40 – Recordkeeping and Best Practice 
Guide to Recordkeeping 
 
 205
Parliamentary debates 
 
Beattie, P. D., Freedom of Information Amendment Bill 1998, Second Reading 
eattie, P. D., Freedom of Information Amendment Bill 2004, Second Reading 
eattie, P. D., Ministerial Statement, Queensland Parliamentary Debates, 26 August 
inisterial Statement, Queensland Parliamentary Debates, 2 
eptember 2004. 
er and Freedom of Information Amendment 
ill 1999, Second Reading speech, Queensland Parliamentary Debates, 23 November 
1999. 
 
Bligh A.M., Ministerial Statement, Queensland Parliamentary Debates, 11 October 
2007. 
 
Borbidge, R. E., Freedom of Information Amendment Bill 1999, Second Reading 
speech, Queensland Parliamentary Debates, 25 May 1999. 
 
De Lacy, K. E., Queensland Investment Corporation Amendment Bill 1994, Second 
Reading speech, Queensland Parliamentary Debates, 6 September 1994. 
 
Foley, M. J., Freedom of Information: Referral to Parliamentary Legal, Constitutional 
and Administrative Review Committee, Queensland Parliamentary Debates, 11 March 
1999. 
 
McGinty, J. A., Freedom of Information Amendment Bill 2007, Second Reading 
speech, Parliament of Western Australia, 28 March 2007. 
 
Seeney, J. W., Freedom of Information (Open Government – Disclosure of Contracts) 
Amendment Bill 2007, Second Reading speech, Queensland Parliamentary Debates 
31 October 2007. 
 
Seeney, J. W., Freedom of Information (Open Government – Disclosure of Contracts) 
Amendment Bill 2007, Second Reading speech, Queensland Parliamentary Debates, 
31 October 2007. 
 
Shine, K. G., Judicial Remuneration Bill 2007, Second Reading speech, Queensland 
Parliamentary Debates, 17 October 2007. 
 
Weatherill, J. W., Freedom of Information (Miscellaneous) Amendment Bill 2002, 
Second Reading speech, House of Assembly South Australia, 28 August 2002. 
 
Welford, R., Freedom of Information Amendment Bill 2001, Second Reading speech, 
Queensland Parliamentary Debates, 17 October 2001.  
 
speech, Queensland Parliamentary Debates, 4 March 1998. 
 
B
speech, Queensland Parliamentary Debates, 17 August 2004. 
 
B
1999. 
 
Beattie, P. D., M
S
 
Beattie, P. D., Parliamentary Commission
B
 206
Welford, R., Ministerial Response to the LCARC Report, Freedom of Information in 
Queensland, No. 32, 13 August 2002.  
ells, D. M., Freedom of Information Bill 1991, Second Reading speech, Queensland 
nt Bill 1993, Second Reading speech, 
ueensland Parliamentary Debates, 9 November 1993. 
ells, D. M., Freedom of Information (Review of Secrecy Provision Exemption) 
tary Debates, 
2 June 1994.  
M., Freedom of Information Amendment Bill 1995. Queensland 
arliamentary Debates, 21 March 1995. 
 
W
Parliamentary Debates, 5 December 1991.  
 
Wells, D.M., Freedom of Information Amendme
Q
 
W
Amendment Bill 1994, Second Reading speech, Queensland Parliamen
2
 
Wells, D. 
P
 
 207
Explanatory Notes 
 
Freedom of Information Bill 1991 
 
Freedom of Information Amendment Bill 1993 
formation Amendment Bill 2001 
reedom of Information and Other Legislation Amendment Bill 2005 
 
Freedom of Information (Open Government – Disclosure of Contracts) Amendment 
Bill 2007 
 
Local Government Legislation Amendment Bill 1997 
 
Parliamentary Commissioner and Freedom of Information Amendment Bill 1999 
 
Queensland Investment Corporation Amendment Bill 1994 
 
Western Australia Freedom of Information Amendment Bill 2007 
 
 
Freedom of In
 
Freedom of Information Amendment Bill 2004 
 
F
 208
Other Parliamentary publications 
P n  of t in he Production of 
ts. 
ny of Legislation Committee (Queensland), Alert Digest Issue No. 5 of 2004, 31 
ugust 2004. 
ny of Legislation Committee (Queensland), Alert Digest Issue No. 7 of 2001, 30 
ctober 2001. 
 
arliame t Aus ralia Senate, Stand g Order 164, Order for t
Documen
 
Scruti
A
 
Scruti
O
 
 209
Cases 
 
Attorney-General v Heinemann Publishers (1988) 165 CLR 30. 
nah Game Meats Pty Ltd (2001) 208 CLR 
99. 
elevision Pty Ltd v The Commonwealth [No. 2] (1992) 177 CLR 
unity Commission (2003) FCA 
433. 
er of Police v Ombudsman [1988] 1 NZLR 385. 
ealth v John Fairfax & Sons Ltd (1980) 147 CLR 39. 
 [2007] VCC 281. 
Purvis [2003] QDC 151. 
on v Secretary, Department of Treasury (2006) 228 CLR 423. 
n Ltd v National Companies and Securities Commission (1984) 52 
LR 277.  
 and the Department of Justice and Attorney-General, Information 
er Queensland, Decision No. 95026, 14 November 1995, p. 1. 
/Fencray and the Department of the Premier, Economic and Trade 
 and Queensland Transport; Department of Public Works (Third Party) 
QAR 307. 
the Queensland Treasury (1995) 2 QAR 744. 
epartment of State Development; Berri Limited (Third Party) 
004) 6 QAR 354.
 
Australian Broadcasting Commission v Le
1
 
Australian Capital T
106. 
 
Bennett v President, Human Rights and Equal Opport
1
 
Commission
 
Commonw
 
Doe v ABC
 
Grosse v 
 
McKinn
 
News Corporatio
A
 
Re Beanland
Commission
 
Re Hudson
Development (1993) 1 QAR 123. 
 
Re Johnson
(2004) 6 
 
Re Murphy and 
 
Seeney, MP and D
(2
 210
Legislation 
 
Bills 
 
Freedom of Information Bill 1991 (QLD) 
Information Amendment Bill 1993 (QLD) 
Information Amendment Bill 1995 (QLD) 
Information Amendment Bill 1998 (QLD) 
Information Amendment Bill 1999 (QLD) 
reedom of Information Amendment Bill 2007 (Vic) 
reedom of Information Amendment Bill 2007 (WA) 
reedom of Information and Other Legislation Amendment Bill 2005 (QLD) 
reedom of Information (Miscellaneous) Amendment Bill 2002 (SA) 
of Information (Open Government – Disclosure of Contracts) Amendment 
n (Review of Secrecy Provision Exemption) Amendment Bill 
al Remuneration Bill 2007 (QLD) 
y Commissioner and Freedom of Information Amendment Bill 1999. 
 
Freedom of 
 
Freedom of 
 
Freedom of 
 
Freedom of 
 
F
 
F
 
F
 
F
 
Freedom 
Bill 2007 (QLD) 
 
Freedom of Informatio
1994 (QLD) 
 
Judici
 
Parliamentar
(QLD) 
 
Acts 
 
Commonwealth 
 
Archives Act 1983 
 
Australian Passports Act 2005 
 
Census and Statistics Act 1905 
18 
914 
ct 1990 
 
Commonwealth Electoral Act 19
 
Corporations Act 2001 
 
Crimes Act 1
 
Data-matching Program (Assistance and Tax) A
 
Income Tax Assessment Act 1936 
 211
 
M gr t n Aci a io t 1958 
 Administration Act 1953 
lecommunications (Interception and Access) Act 1979 
ons Act 1997 
apital Territory
 
National Health Act 1953 
 
Privacy Act 1988 
 
Spam Act 2003 
 
Taxation
 
Te
 
Telecommunicati
 
Australian C  
ecords (Privacy and Access) Act 1997  
outh Wales
 
Health R
 
New S  
990 
ds Act 1991 
987 
ecord and Information Privacy Act 2002 
Personal Information Protection Act 1988 
rveillance Act 1988 
ome Regulations 1996 
b Services) Regulations 2001 
orthern Territory
 
Crimes Act 1
 
Criminals Recor
 
Fair Trading Act 1
 
Health R
 
Privacy and 
 
Workplace Video Su
 
Nursing H
 
Passenger Transport (Taxi-ca
 
N  
pent Convictions) Act 1992 
on Act 2002  
ces Act 2000  
ons (Interception) Northern Territory Act 2001 
ensland
 
Criminal Records (S
 
Informati
 
Surveillance Devi
 
Telecommunicati
 
Que  
 (Queensland) Act 2001 
Information Act 1992  
 
Electronic Transactions
 
Freedom of 
 212
 
Freedom of Information Amendment Act 1993 
reedom of Information Amendment Act 1995 
of Information and other Legislation Amendment Act 2005 
edom of Information (Review of Secrecy Provision Exemption) Amendment Act 
 2007 
tion Amendment Act 1997 
oner and Freedom of Information Amendment Act 1999 
 2002  
nd Complaints Commission Act 2006  
rporation Amendment Act 1994  
 
F
 
Freedom 
 
Fre
1994 
 
Judicial Remuneration Act
 
Local Government Legisla
 
Invasion of Privacy Act 1971 
 
Parliamentary Commissi
 
Public Records Act
 
Queensland Health Quality a
 
Queensland Investment Co
 
South Australia 
 
Freedom of Information Act 1991  
 
Government Management and Employment Act 1985  
ce Devices Act 1972  
 1995 
 1997  
ons (Interception) Act 1988  
 
Listening and Surveillan
 
Public Sector Management Act
 
State Records Act
 
Telecommunicati
 
Tasmania 
 
Annulled Convictions Act 2003 (Spent Convictions) 
 
omplaints Act 1995 
 
Listening Devices Act 1991 
 
Personal Information Protection Act 2004 
 
 
Archives Act 1983 
 
Freedom of Information Act 1991 
Health C
 213
 214
Telecommunications (Interceptions) Tasmania Act 1999 
 
Victoria 
 
Charter of Human Rights and Responsibilities Act 2006  
 
Credit Reporting Act 1978 
 
Equal Opportunity Act 1995 
 
Health Records Act 2001 
 
Health Services Act 1988 
 
Information Privacy Act 2000 
 
Mental Health Act 1986 
 
Western Australia 
 
Spent Convictions Act 1988  
 
State Records Act 2000  
 
Surveillance Devices Act 1998  
 
Telecommunications (Interception) Western Australia Act 1996  
 
New Zealand 
 
Bill of Rights Act 1990  
 
Official Information Act 1982  
 
Privacy Act 1993  
 
United Kingdom 
 
Freedom of Information Act 2000 
 
United States of America 
 
Freedom of Information Act 
 
Electronic Freedom of Information Act 
 
Guidelines for making a submission
• There is no set form for a submission to the Panel.  A submission may be made in the form of a letter, 
a paper or a short document and may include appendices. 
• Typed or printed text is preferable, though a legible hand-written submission is acceptable.  
Numbered pages and, for a submission in excess of twenty pages, a brief summary and a table of 
contents is also helpful.
• A submission must include the name and contact details of the person making the submission.  
A submission on behalf of an organisation should indicate at what level the submission has been 
authorised (eg sub-committee, president, chair, etc.).
• Public officers may make a submission as private individuals.  However, if reference is made in a 
submission to their official position, it should also be made clear that the submission is made in a 
private capacity.  A submission from a State Government agency or local government authority should be 
authorised in accordance with normal procedure. 
Content and relevance
• A submission may cover some or all of the issues raised in this discussion paper.  
It would be helpful if submissions clearly stated which issues they are addressing.
• The Panel will publicly release submissions by putting them on its website. Not all submissions will 
necessarily be published.  The Panel reserves the right to not publish confidential submissions, 
or submissions which are irrelevant, contain scurrilous or defamatory material, 
or are otherwise not suitable for publishing.  The Panel will inform you if it decides not to accept, 
or not to authorise the publication of, your submission.
Confidentiality
• The Panel attempts to conduct its inquiries in the most open way possible.  However, if you believe that 
your submission (or part of it) should not be made public, clearly write “confidential” on each page and, 
in a brief covering letter, explain why your submission should be treated confidentially.  The Panel will 
then consider your request for confidentiality.
Submissions should be sent to:
Secretariat
Freedom of Information Independent Review Panel
GPO Box 5236
BRISBANE  QLD  4001
Email: enquiries@foireview.qld.gov.au
Facsimile: 07 3222 2323
Submissions close on 7 March 2008.
Extensions to the closing date may be given.  If you need more time to make a submission, 
or if you require further information, contact the Panel’s secretariat on:
Telephone  07 3222 2309
Fax: 07 3222 2323
Email: enquiries@foireview.qld.gov.au
Copies of this discussion paper are available on the Panel’s website at: www.foireview.qld.gov.au. 

