Eastern Michigan University

DigitalCommons@EMU
Master's Theses and Doctoral Dissertations

Master's Theses, and Doctoral Dissertations,
and Graduate Capstone Projects

2020

Investigation of emotional intelligence and computer self-efficacy
on the cybersecurity interest of high school students
William Earl Hilliker Jr.

Follow this and additional works at: https://commons.emich.edu/theses

Recommended Citation
Hilliker, William Earl Jr., "Investigation of emotional intelligence and computer self-efficacy on the
cybersecurity interest of high school students" (2020). Master's Theses and Doctoral Dissertations. 1142.
https://commons.emich.edu/theses/1142

This Open Access Dissertation is brought to you for free and open access by the Master's Theses, and Doctoral
Dissertations, and Graduate Capstone Projects at DigitalCommons@EMU. It has been accepted for inclusion in
Master's Theses and Doctoral Dissertations by an authorized administrator of DigitalCommons@EMU. For more
information, please contact lib-ir@emich.edu.

Investigation of Emotional Intelligence and Computer Self-Efficacy
on the Cybersecurity Career Interest
of High School Students
by
William Earl Hilliker, Jr.

Dissertation

Submitted to the College of Technology
Eastern Michigan University
in partial fulfillment for the requirements for the degree of

DOCTOR OF PHILOSOPHY
Technology
Concentration in Cybersecurity
Dissertation Committee:
Suleiman Ashur, PhD, Chairperson
Munther Abualkibash, PhD
Julie Becker, PhD
Huei Lee, PhD

March 4, 2020
Ypsilanti, Michigan

CYBERSECURITY CAREER INTEREST
Dedication
For my boys. May you never lose your quest for knowledge. 42.

ii

CYBERSECURITY CAREER INTEREST

iii

Acknowledgments
I would like to express my deepest appreciation to my committee chair, Sulieman
Ashur, Ph.D. for his guidance and patience. I would also like to recognize my committee
for their work Munther Abualkibash, Ph.D., Julie Becker, Ph.D., and Huei Lee, Ph.D. I
would like to recognize Kelly McGauley, Rula Hashem, Ph.D., and Cory Yeo for
document review and editing. I want to thank Suzanne Havstad for ongoing statistical
analysis support.
For ongoing motivational support, there are too many people to list. My campus
community, many friends, and acquittances that consistently offered their encouragement
was deeply appreciated. I must recognize Jim Coan, Brian Lazenby and Jeff Peters,
Ph.D. for their exceptional support and encouragement. Many frustrations were released
on these gentlemen, who warmly listen and offered words of encouragement.
Mostly, I want to recognize my family. My wife and two boys sacrificed vacations,
family time, and personal goals to support my efforts. Their unfaltering support and love
made this journey doable.

CYBERSECURITY CAREER INTEREST

iv

Abstract
There is a lack of interest in young students in pursuing a career in cybersecurity.
Defining potential traits that could identify an interested student could help fill the
national shortage of cybersecurity professionals. This study examines the relationship
between computer self-efficacy, emotional intelligence, and an interest in a cybersecurity
career of high school students in Southeast Michigan. It also attempts to determine if a
student’s participation in STEM events and the location of the student’s school are
significant moderating factors. A cross-sectional survey was conducted on a sample of
280 students in Grades 9 through 12 who attended school at either an early/middle
college program or a public high school in the Midwest. The survey contained questions
regarding emotional intelligence, computer self-efficacy, STEM involvement,
cybersecurity career interest, and demographics.
The analysis revealed computer self-efficacy does have a relationship with
cybersecurity career interest. A higher computer self-efficacy score indicates a stronger
interest in a career in cybersecurity. Emotional intelligence also has a relationship with a
student’s interest in a cybersecurity career. This study found that the lower the emotional
intelligence score, the stronger the interest in a career in cybersecurity. The study also
attempted to analyze whether a student participating in a STEM event impacted the
relationships emotional intelligence and computer self-efficacy had with an interest in a
cybersecurity career. When splitting the data, the sample became too small for
meaningful interpretation. Skewed responses on the student’s school location limited
analysis on whether the location of the school impacted the interest in a career in
cybersecurity. A small sample size hindered some analysis; however, the sample did
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provide some insight. This research may have overreached in assuming students
understand what cybersecurity entails. Future research should attempt to increase the
sample or look at whether a high school student understands what cybersecurity
encompasses. This paper discusses the limitations of the study and provides some
directions for future research.
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Introduction
There is a significant shortage of cybersecurity professionals in government and
private-sector jobs (Smith 2018). Further, there is a shortage of cybersecurity instructors
at the collegiate level (Said, 2018). The lack of properly trained cybersecurity
professionals is expected to grow (Caldwell, 2013; Coulson, Mason, & Nestler, 2018;
Choo, 2011; Knapp, Maurer, & Plachkinova, 2017). In addition, young people lack
interest in entering the cybersecurity field (Furnell, Fischer, & Finch, 2017). Thus,
understanding this absence of interest could be beneficial to staffing the unfilled positions
(Caldwell, 2013; Furnell et al., 2017). It could also be beneficial to identify and assist
students who are interested in careers in technology, specifically cybersecurity.
However, confusion about what academic discipline cybersecurity falls under and the
lack of ability to properly address the teaching of cybersecurity are serious threats to our
technology infrastructure (Furnell et al., 2017; Sledge 2006). Finding a trait that might
indicate a student has an interest in cybersecurity would be beneficial.
One potential trait that was examined in this study was emotional intelligence.
Mayer, Caruso, and Salovey (1999) defined emotional intelligence
as the capacity to reason about emotions, and of emotions to enhance thinking. It
includes the abilities to accurately perceive emotions, to access and generate
emotions so as to assist thought, to understand emotions and emotional
knowledge, and to reflectively regulate emotions so as to promote emotional and
intellectual growth. (p. 197)
Emotional intelligence is the ability to recognize and understand emotion and use it to
guide cognitive activities. Strong emotional intelligence elements can influence an
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individual’s life (and career) choices. Emotional intelligence contributes to academic
satisfaction and career adaptability (Celik & Storme, 2017). A trait of emotional
intelligence, motivating oneself, encompasses the ability to control emotions in the
pursuit of a goal and governing impulses in order to complete a task. (Goleman 1995;
Mayer, Salovey, & Caruso, 2000).
Another potential trait that could help identify an interest in cybersecurity is selfefficacy. Albert Bandura (1994) defined the perceived self-efficacy as
people's beliefs about their capabilities to produce designated levels of
performance that exercise influence over events that affect their lives self-efficacy
beliefs determine how people feel, think, motivate themselves and behave. Such
beliefs produce these diverse effects through four major processes. They include
cognitive, motivational, affective and selection processes. (p. 71)
Like emotional intelligence, an individual’s belief in their ability to understand a topic
and believe they are capable of completing a task can influence an individual’s life (and
career) choices. Researchers have recognized the relevance of self-efficacy regarding the
understanding and prediction of professional career choice and academic pursuits (Carroll
et al., 2009; Multon, Brown, & Lent, 1991). Literature indicates that students begin to
explore career options and start developing self-efficacy at the middle school level
(Caldwell, 2013; Coulson et al., 2018; Glessner, Rockinson-Szapkiw, & Lopez, 2017;
Mittendorff, den Brok, & Beijaard, 2010).
Information assurance is a relatively new title given to an old concept. It has
evolved from computer security to network security to the security of all elements on an
organization’s network, including the data and procedures. A common definition of
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information assurance is the protection of information systems against unauthorized
access to, or modification of, information, whether in storage, processing, or transit, and
protection against the denial of service to authorized users, including those measures
necessary to detect, document, and counter such threats. Understanding the concept and
putting into action a plan that will protect organizational networks is a challenge for the
next generation of information assurance professionals. Information assurance is closely
related to the concept of cybersecurity, and in this study, the terms cybersecurity and
information assurance will be used interchangeably.
With the rapid advancement in technology, information security professionals are
in demand in both government and private sectors (Frost & Sullivan, 2015; Smith, 2018).
Understanding cybersecurity and protecting our nation and its businesses should be of the
highest priority (Coulson, et al., 2018; Department of Homeland Security, 2014).
However, the current shortage of cybersecurity professionals makes it crucial to find a
path and method to deliver effective education (Caldwell, 2013; Furnell, et al., 2017;
Ristekhueber 1998). It is beneficial to find a pedagogy to best educate the next
generation of cybersecurity professionals (Caldwell, 2013; Choo, 2011; Coulson et al.,
2018; Said, 2018), and studies indicate that community colleges are at the perfect level
for the educating technology professionals, especially those pursuing cybersecurity
(Caldwell, 2013; Coulson et al., 2018).
It is, therefore, imperative to find a model that will identify interest in the field of
science, technology, engineering, and mathematics (STEM) and cybersecurity early in a
student’s education path. Understanding the relationship between emotional intelligence
and computer self-efficacy may provide insights into students’ interest in cybersecurity,
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referred to in this study as cybersecurity pathway interest. Furthermore, exposure and/or
involvement in STEM special events may impact these relationships. Taken together,
these relationships may benefit early identification of cybersecurity pathway interest and
provide insights into how best to retain students interested in cybersecurity education
pathway or course content. Further, it may indicate a potential career interest. Therefore,
this study will be looking at these relationships and examining if students’ participation
in STEM events modifies the relationship between emotional intelligence and
cybersecurity pathway interest or the relationship between computer self-efficacy and
cybersecurity pathway interest. Ultimately, the results may improve the understanding of
the variables and their impact on cybersecurity pathway interest whether it be for
education or pursuit of a career. Further, this study will examine if the relationships are
impacted by other variables. To that end, gender, age, geographic location, and ethnicity
of the student will be analyzed to determine possible moderator effects on these
relationships.
Purpose of the Study
This study will examine the impact of emotional intelligence and computer selfefficacy on cybersecurity pathway interest for high school students. This study will
further examine the bearing that high school students’ participation in STEM events has
on the above relationships. Additionally, location of the school will be examined to
determine if determine if that impacts cybersecurity pathway interest.
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Research Objectives
This research is designed to determine the relationships between emotional
intelligence and computer self-efficacy as they relate to cybersecurity pathway interest in
Southeast Michigan high school students, as illustrated in Figure 1.

Figure 1. Proposed research.

Research Questions
1. What is the relationship between a high school student’s interest in a
cybersecurity career and computer self-efficacy?
2. To what extent does participation in a STEM event impact the relationship
between computer self-efficacy and a cybersecurity career interest?
3. What is the relationship between a high school student’s interest in a
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cybersecurity career and emotional intelligence?
4. To what extent does participation in a STEM event impact the relationship
between emotional intelligence and a cybersecurity career interest?
5. To what extent does an educational setting influence a cybersecurity career
interest?
Limitations and Delimitations
The study was limited to the selected population of students who attend one of
three public high school in Grades 9-12, in Southeast Michigan.
The distribution of the survey was not under the control of the researcher; it was
controlled by the high school principals of the selected high schools. Due to the
principals’ demanding schedules and primary job responsibilities, it was challenging to
keep the principals motivated to distribute the survey to the students. Partway through
the study, the contact for one of the schools left and did not provide a follow-up contact
information. There is no evidence that the survey distribution was randomized. Thus,
the presence of confounding factors cannot be avoided (Gerhard, 2008).
Assumptions
The researcher assumed that students had access to computers so they could
complete the survey. This research was limited to high-school students in Southeast
Michigan, and thus, the researcher assumed that students were attending a Michigan high
school, Grades 9-12.
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Literature Review
Emotional Intelligence
Emotional intelligence is the ability to recognize and understand emotion and use
it to guide cognitive activities. Mayer et al. (1999), defines emotional intelligence as
the capacity to reason about emotions, and of emotions to enhance thinking. It
includes the abilities to accurately perceive emotions, to access and generate
emotions so as to assist thought, to understand emotions and emotional
knowledge, and to reflectively regulate emotions so as to promote emotional and
intellectual growth (p. 197).
Goleman (1995) states that emotional intelligence is the internal driving force one
can use to move forward and be successful. Goleman further defines emotional
intelligence as abilities, including self-control, zeal, persistence, and the ability to
motivate one’s self. Goleman states that emotional intelligence represents ones’
character (p. xxii-28).
Bar-On (1997) defines emotional intelligence as “an array of noncognitive
capabilities, competencies, and skill sets that influence one’s ability to succeed in coping
with environmental demands and pressures (1997, p.14). In other words, emotional
intelligence is understanding emotions to better deal with personal struggles.
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Conceptual Models.
There are many theories and conceptual models for emotional intelligence. Most
literature on emotional intelligence references at least one of three predominant models.
In 2004, the Encyclopedia of Applied Psychology listed the three major conceptual
models for emotional intelligence as the Mayer-Salovey model, the Goleman model, and
the Bar-On model (Bar-On, 2006; Neophytou, 2013). The Mayer-Salovey (1997) model
is built on an ability-based measure to rate the capacity to perceive, understand, manage,
and use emotions for thinking. The Goleman (1998) model uses a multi-rater assessment
to access an array of competencies and skills that motivate managerial performance. The
Bar-On (1997) model is measured by self-report and looks at a cross-section of
interrelated emotional and social competencies, skills, and facilitators that impact
intelligent behavior (Bar-On, 2006; Neophytou, 2013).
Over time the models have evolved into the Mayer, Salovey, and Caruso (2006)
model that looks at the grouping of mental abilities to control and process emotions, and
Goleman and Boyatzis (2000) model of emotional competence that frames the emotional
and social skills to predict career success. The Bar-On model did not have any
significant change.
Each model has its implied use and is constructed differently to define and
measure emotional intelligence (Bar-On, 2006; Chang, 2006). The Mayer, Salovey, and
Caruso model is geared toward the research on intelligence and emotions. It examines
the role emotions play when dealing with cognitive decisions and to what extent the
emotions can help or hinder the decision-making process. The Bar-On model measures
social and emotional impacts on everyday stress (Bar-On, 2006). The Goleman model
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examines how emotions can impact performance in a work environment (Goleman, 1995;
Goleman, 1998). Therefore, each model has its context: Mayer, Salovey, and Cruso--emotions and decision-making; Bar-On---emotions and daily stress; and Goleman--emotions and workplace success.
Concept 1990.
To examine and further develop the concept of emotional intelligence Mayer and
Salovey published two articles on emotional intelligence in 1990 (Gosling, 2010).
Salovey and Mayer's (1990) first article, "Imagination, Cognition, and Personality,"
examined the literature in other disciplines to see if the concept of emotional intelligence
was a possible human ability. Following up, “Perceiving Affective Content in
Ambiguous Visual Stimuli: A Component of Emotional Intelligence” (Mayer, DiPalo &
Salovey, 1990) provided a model for emotional intelligence (Gosling, 2010). This initial
work set the foundation for work with emotional intelligence.
During the 1980s, various studies indicate that emotions may play a part in
cognitive decisions and that how an individual can interpret and manage the emotions
may play a significant role in how an individual communicates and then makes decisions
(Bar-On, 2006; Salovey & Mayer, 1990). Understanding that emotions play a role when
solving problems was a different approach to understanding the decision-making process
(Blaney, 1986; Clark & Fiske 1982; Izard, Kagan & Zojonc, 1984; Singer & Salovey,
1998). Thus, Salovey and Mayer (1990) developed the conceptual model of emotional
intelligence, with three main components that comprised emotional intelligence: appraisal
of expression of emotion, regulation of emotion, and utilization of emotion. Appraisal
and expression of emotions includes perceiving and understanding verbal and non-verbal
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cues of an individual communicated with and the individual doing initializing the
communication. Regulation of emotion is controlling the emotions in one’s self and
being able to regulate the emotions of others. The third area focuses on the utilization of
emotion, which is the ability to control harness their emotions to better problem solve
(Salovey & Mayer, 1990).
Mayer and Salovey 1997.
In the Mayer and Salovey (1997) model, there are four major skill areas. Within
the skill areas, there are associated skills that highlight that area. For the Mayer and
Salovey model, the four areas are perception and expression of emotion, assimilating
emotion in thought, understanding and analyzing emotion, and reflective regulation of
emotion (Mayer & Salovey, 1997). The four areas were further refined by Mayer et al.
(2000) to emotion perception and expression, emotional facilitation of thought, emotional
understanding, and emotional management.
Emotional perception and expression is the ability of an individual to identify
emotions in themselves and also in other people, take that identified information and
discriminate between accurate and inaccurate feelings and then internally process it to
improve the expressions related to the situation (Mayer et al., 2000).
Emotional facilitation of thought sometimes referred to as using emotional
intelligence, involves the ability to apply emotion to cognitive processes. Emotional
facilitation of thought entails taking emotional cues and ordering them in a manner that
best facilitates an emotional state that aids in decision making and problem-solving
(Mayer et al., 2000).

CYBERSECURITY CAREER INTEREST

11

Emotional understanding is the ability to recognize emotions and place a label on
that emotion. An emotionally intelligent individual can recognize emotions and group
them into sets (Ortony, Clore, & Collins, 1988). Being able to understand how the
groups or sets interact allows better interpersonal relationships (Salovey & Rodin, 1986,
1989; Mayer et al., 2000).
Emotional management, also referred to as emotion regulation, is the ability to
monitor and reflect on emotions in oneself and others. It is also the ability to be open to
emotions, both good and bad, and to be able to separate from the emotion to evaluate it
(Mayer et al., 2000). More detailed presentations of the major areas and associated skills
can be found in various literature readings (Mayer et al., 1999; Mayer & Salovey, 1997;
Salovey, Bedell, Deweiller, & Mayer, 2000).
Bar-On 1997.
The Bar-On model was originally designed to measure the concept of social
functioning and emotions. The Bar-On model, which looks at social and emotional
abilities (Bar-On, 1985, 1988), is a “model of emotional intelligence based on the
competencies that enable people to demonstrate intelligent use of their emotions in
managing themselves and working effectively with others” (Bar-On, 2000, p. 363). The
research and its subsequent publishing in 1997 led to the Bar-On model. In the Bar-On
(1997) model, there are five major skill areas: intrapersonal skills, interpersonal skills,
adaptability scales, stress-management scales, and general mood (Bar-On, 1997; Bar-On,
2006; Mayer et al., 2000). Each of the areas has subsequent subscales to help focus on
the accuracy of the model (Bar-On, 2006).
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Intrapersonal skills include the following subscales: self-regulation, emotional
self-awareness, assertiveness, independence, and self-actualization. Interpersonal skills
has the following subscales: empathy, social responsibility, and interpersonal
relationships. Adaptability scales include reality testing, flexibility, and problem-solving.
Stress-management scales include stress tolerance and impulse control. General mood
consists of optimism and happiness (Bar-On, 1997; Bar-On, 2000; Bar-On, 2006; Mayer
et al., 2000).
Goleman 1995.
In the Goleman (1995) model, there are five major skill areas: knowing one’s
emotions, managing emotions, motivating oneself, recognizing emotions in others, and
handling relationships (Goleman 1995; Mayer et al., 2000).
Knowing one’s emotions includes the ability to recognize a feeling as it happens
and being able to monitor that feeling. Managing emotions is the ability to handle and
modify feeling so they are appropriate and then be able to control anxiety and soothe
oneself. Motivating oneself encompasses the ability to control emotions in the pursuit of
a goal and governing impulses in order to complete a task. Recognizing emotions in
others is the ability to be empathic. Handling relationships is the ability to control the
emotions of others and to interact smoothly with others (Goleman 1995; Mayer et al.,
2000).
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Measurement Methods
Mayer Salovey.
Emotional intelligence is “an intelligence that processes and benefits from
emotions” (Mayer et al., 2000, p. 105). Emotions and how we handle them impact the
way an individual makes a decision (Salovey & Mayer, 1990; Bar-On, 2006). To assess
the impact emotions have on cognitive decision-making, Mayer et al., (2002) developed
the Mayer, Salovey and Caruso Emotional Intelligence Test (MSCEIT). The MSCEIT
(Mayer et al., 1999, 2000, 2002) is based on the Multifactor Emotional Intelligence Scale
(MEIS), a test of emotional intelligence that is looked at as a set of mental abilities
(Mayer et al., 2000). The MEIS measured 12 abilities of emotional intelligence and put
them into four classes. The classes or branches include perceiving, assimilating,
understanding and managing emotion (Mayer & Salovey 1997; Mayer, Caruso &
Salovey, 1998; Mayer, Salovey & Caruso, 1997). The MSCEIT was an improvement
over the MEIS as there was an attempt to advance the psychometric qualities in this new
version of the test (Mayer, Salovey, & Caruso, 2002).
The MSCEIT includes various tasks to measure the processing of emotions. The
tasks include rating emotions on faces, rating emotions on pictures, explaining the
strategies for article describing various emotional settings, and relating emotions to
sensations (Chang, 2006; Mayer, Salovey, Caruso, & Sitarenios, 2001; Mayer, Caruso, &
Salovey, 2000; Mayer, Salovey, Caruso, & Sitarenios, 2003). The added tasks help to
measure and “…attain one overall Emotional Intelligence score, two score areas, and four
branch scores. The scores are reported as emotional intelligence quotients (EIQs). Each
branch score, in turn, is made up of two individual tasks” (Mayer et al., 2002, p. 8). The
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data collected is then scored by the MSCEIT scoring criteria. The scores are then
reported. An average score is 100, and the standard deviation is 15, thus producing a
guideline of score ranges based on EIQ score as shown in Table 1 (Mayer et al., 2002;
Mayer et al., 2003).
Table 1
Interpreting MSCEIT Scores
EIQ Range
69 or less
70-89
90-99
100-109
110-119
120-129
130+

Guidelines for interpreting MSCEIT Scores
Qualitative Range
Consider Development
Consider Improvement
Low Average Score
High Average Score
Competent
Strength
Significant Strength

The MSCEIT is designed to measure emotional intelligence. It measures four
skill sets, often referred to as branches. The branches that are measured are perceiving
emotion accurately, using emotion to enable cognitive activities, understanding emotions,
and managing emotions (Mayer & Salovey, 1997).
The current version of the MSCEIT is referred to as MSCEIT V2.0. It consists of
141 items that are designed to measure specific skills of emotional intelligence. The
MSCEIT V2.0 measures the ability to perceive emotions (measured with faces and
picture tasks), using emotions for thought processes (measured by sensations and
facilitation tasks), understanding emotions (measured with blends and changes), and
managing emotions (measured by management and relationship tasks); (Mayer et al.,
2003).
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Bar-On.
The Bar-On defines his Emotional Quotient Inventory as “array of emotional,
personal, and social abilities that affect one’s overall ability to effectively cope with daily
demands and pressures; this ability is apparently based on a core capacity to be aware of,
understand, control, and express emotions effectively” (Bar-On, 2000, p. 373-374). The
Emotional Quotient Inventory was the first emotional intelligence test to be published by
a psychology publisher (Bar-On, 2000) yet measured an individual’s emotion and social
intelligence, not personality traits or cognitive capacity (Dawda & Hart, 2000; Derksen,
Kramer, & Katzko, 1999).
The Emotional Quotient Inventory is composed of 133 items. The items are short
and evaluated on a 5-point Likert scale that ranges from very seldom or not true to very
often true of me or true of me. The Emotional Quotient Inventory generates a total
emotional intelligence score and places them into five scales with 15 subscale categories
(Bar-On, 1997).
The five scales that comprise the first level of the emotional intelligence score
include Intrapersonal Emotional Intelligence, Interpersonal Emotional Intelligence, Stress
Management Emotional Intelligence, Adaptability Emotional Intelligence, and General
Mood Emotional Intelligence.
o Intrapersonal emotional intelligence encompasses


self-regard,



emotional self-awareness,



assertiveness and independence, and



self-actualization.

CYBERSECURITY CAREER INTEREST

16

o Interpersonal emotional intelligence includes


empathy,



social responsibility, and



interpersonal relationship.

o Stress management is comprised of


stress tolerance and



impulse control.

o Adaptability is comprised of


reality testing,



flexibility, and



problem-solving.

o The general mood is comprised of


optimism and



happiness (Bar-On, 1997).

The final Emotional Quotient Inventory scores are computer calculated. The
scores are based on a mean of 100 with a standard deviation of 15. The higher the score,
the more likely there will be a positive prediction of successful interaction in the business
environment. A lower score would indicate a less successful attempt at surviving and
coping within a business environment (Bar-On, 1997).

CYBERSECURITY CAREER INTEREST

17

Goleman.
Emotional intelligence is “based on the competencies that enable people to
demonstrate intelligent use of their emotions in managing themselves and working
effectively with others” (Boyatzis, Goleman & Rhee, 2000, p. 343). Emotional
intelligence offers a theoretical structure that allows job performance to be linked with
job performance (Goleman, 1995). Further, an emotional competence was introduced
that looked at the “learned capability based on emotional intelligence that results in
outstanding performance at work” (Goleman, 1998, p. 4).
Looking at emotional intelligence as a construct may not be accurate. Emotional
intelligence may be interpreted as cognitive ability, or as a type of intelligence
(Ackerman & Heggestad, 1997, p. 344). Therefore Boyatzis et al. (2000) states,
with regard to emotional intelligence, we believe that most helpful focal point that
allows for the description and study of a variety specific competencies, or
capabilities, that can be empirically, causally related to effectiveness and describe
the clusters within which these competencies are organized” (p. 344)
Therefore, competencies should be utilized.
The Emotional Competence Inventory developed out of refinements made to the
Self-Assessment Questionnaire. The Emotional Competence Inventory is a model that
contains five clusters. Twenty-five competencies make up the five clusters (Boyatzis,
1982; Jacobs, 1997, p. 345). The five clusters are Self-Awareness, Self-Regulation,
Motivation, Empathy, and Social Skills.
o The Self-Awareness cluster includes


emotional awareness,
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accurate self-assessment, and



self-confidence.

o The Self-Regulation cluster includes


self-control,



trustworthiness,



conscientious,



adaptability, and



innovation.

o The motivation cluster includes


achievement drive,



commitment,



initiative, and



optimism.

o The empathy clusters include


understanding others,



developing others,



service orientation,



leveraging diversity, and



political awareness.

o The social skills cluster includes


influence,



communication,
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conflict management,



leadership,



change catalyst,



building bonds,



collaboration and cooperation, and



team capabilities (Boyatzis et al., 2000).
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Tapia Emotional Intelligence Inventory.
The Tapia Emotional Intelligence Inventory places students into groups according
to their emotional intelligence index. The structure of the scale includes 41 items and
four factors. The four factors are empathy, utilization of feelings, handling relationships
and self-control. The four factors each contribute to the 41 items. Empathy has 12 items,
utilization of feelings has 11 items, handling relationships has 9 items, and self-control
also has 9 items. The scale is a 5-point Likert scale. The scale points are numeric values
1, 2, 3, 4 and 5. The anchors are 1 = never like me, 2 = occasionally like me, 3 =
sometimes like me, 4 = frequently like me, and 5= always like me.
The Tapia Emotional Intelligence Inventory and variations of it have been used in
many studies. It has been found reliable and highly validated (Aslan & Erkus, 2008).
Sutarso (1998) states that this scale has a high internal validity of 0.88. Furthermore,
Sutarso (1998) proved that the intelligence scale was highly validated and reliable.
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Tapia and Burry-Stock Scale.
The Tapia and Burry-Stock (1998) scale is based off the Mayer-Salovey (1997)
model. It has been used to measure high school students’ emotional intelligence. Tapia
(2001) indicates that design and research has shown that
Content validity was built into the construction process by relating the items to
the components of emotional intelligence described by Salovey and Mayer (1990;
Mayer & Salovey, 1997). This structure is evidence of construct validity because
the data are best explained by the four-factor model supporting different
interpretations for handling relationships, utilization of feelings, empathy, and
self-control as underlying dimensions of emotional intelligence (p. 360)
The structure of the scale includes 41 items and four factors. The four factors are
empathy, utilization of feelings, handling relationships and self-control. The Tapia
Emotional Intelligence Inventory placed students into groups according to their emotional
intelligence index. With testing and refinement, the Cronbach coefficient alpha reached a
value of .83. Sutarso (1998) states that this scale has a high internal validity of 0.88.
Tapia (2001) further elaborates that the revised instrument
had a mean of 145.9, a standard deviation of 15.9, and a standard error of
measurement of 6.5. Of the 41 items, 37 had item-to-total correlations above .20,
the highest being .57. This suggested that most items contributed significantly.
The test items are homogeneous, tending to measure a single, common trait (357)
The four factors, handling relationships, unitization of feelings, empathy, and selfcontrol, were also calculated with a Cronbach alpha of .77, .70, .73, and .55, respectively
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showing internal validity. Validity is the match between what a test states it should
measure and the content of the test. Content varies when interpreting the meaning of
emotional intelligence (Bar-On & Parker, 2000). Further, test-retest reliability was run
using the Pearson correlation coefficient resulting in a .76 for the total scale (Tapia,
2001). The Tapia Emotional Intelligence Inventory and variations of it have been used in
many studies. It has been found reliable and highly validated (Aslan & Erkus, 2008).
Bellamy’s Emotional Intelligence Scale.
The Bellamy, Gore, & Sturgis (2005) scale was a modification of the Tapia &
Burry-Stock (1998) scale. The shortened version originated from the 24 questions that
measured the emotional intelligence variable in Bellamy’s research (Bellamy, Gore, &
Sturgis, 2005).

The 24 items utilized a Likert format with five anchor points and five

scales. The range was from strongly agree to strongly disagree. The pretest scores
provided alpha of .76. Posttest scores provided an alpha reliability of .82 (Bellamy,
Gore, & Sturgis, 2005). Further refinement leads to the Bellamy Emotional Intelligence
Scale measured by the Emotional Intelligence Questionnaire (2006).
The structure of the scale includes 21 items and four factors. The four factors are
Self-Awareness, Empathy, Relationship Management, and Self-Management. The four
factors, with their items, each contribute to the 21 items.
Self-Efficacy
Self-efficacy is regarded as a set of self-beliefs defined by different areas of task
performance (Carroll et al., 2009). Self-efficacy was born from social cognitive theory
(Wood & Bandura 1989). Social cognitive theory explains many attributes of human
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behavioral adaptation including self-regulatory processes, self-reflective processes,
cognitive processes, and vicarious processes (Moos & Azevedo, 2009). According to the
social cognitive theory theoretical framework, “individuals are proactive and selfregulating” (Moos & Azevedo, p. 578, 2009). Self-efficacy is an important branch as
related to social cognitive theory. Self-efficacy is conceived as one’s perception of
personal capabilities to meet the demands of a task based on cognitive ability,
experiences, and motivation (Wood & Bandura, 1989).
Bandura (1997) states, “Perceived self-efficacy refers to beliefs in one’s
capabilities to organize and execute the course of action required to produce given
attainments” (p. 3). Self-efficacy theory is based on a model of four influences. The
influences are cognitive, motivational, affective, and selection (Bandura, 1994).
Cognitive processes entails learning from response consequences. Motivational processes
deals with personal motivating factors. Affective processes deals with the regulation of
the emotional state. The selection process deals with creating beneficial environments
(Bandura, 1994). With continuing research, Bandura elaborated further indicating that
the sources of efficacy are performance accomplishments, vicarious learning,
physiological and affective states, and verbal persuasion. Performance accomplishments
are mastery experiences. With vicarious learning, learning models are developed.
Physiological and affective state deals with emotional state. Verbal persuasion identifies
with encouragement (Bandura, 1997).
Self-efficacy theory is based on a model of cognitive, affective, and biological
influences. The cognitive, affective, and biological influences lead to the development of
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an initial level of self-efficacy. Interactions over time will further influence and shape
self-efficacy and ultimately performance (Bandura, 1977, 1997).
Reciprocal determinism deals with personal behavior influencing and being
influenced by environmental and behavioral factors (Bandura, 1986). Coupling the
processes with ongoing reciprocal determinism and their interaction over time leads to
influence and shape of both self-efficacy and performance (Bandura, 1977, 1997). There
is an interaction between the personal, environmental and behavioral influences. Moos
and Azevedo (2009) state
Central to this underlying assumption is Bandura's conception of reciprocal
determinism, which suggests that human functioning is a dynamic interplay
between environmental, behavioral, and personal influences. … this dynamic
interaction, termed triadic reciprocality, helps explain how individuals acquire
and maintain certain behavioral patterns” (p. 578)
Self-efficacy has influenced choice of activities, effort put forth, tenacity, and task
performance (Multon, Brown, & Lent, 1991). Bandura (1977) suggested that selfefficacy is not fixed and varies based on “efficacy-altering experiences” (p. 212).
Self-Efficacy Needs an Environment.
Measuring self-efficacy cannot be done in a vacuum. There must a context to
establish parameters to measure. Literature shows that self-efficacy research should be
domain or discipline-specific (Rhee, Kim, & Ryu, 2009; Hacket & Betz, 1981). Bandura
(1997) cautions against the use of self-efficacy evaluation without a context. Research
indicates that peoples’ self-efficacy must be linked to a specific behavioral domain to
have meaning (Hackett & Betz, 1981). Researchers have recognized the relevance of
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self-efficacy in regard to the understanding and prediction of professional career choice
and academic pursuits (Multon et al., 1991; Carroll et al., 2009). There is a relevance of
self-efficacy as it relates to career development and underrepresented populations in
science and technology (Hacket & Betz, 1981).
Self-efficacy is a cognitive assessment or judgment of future performance and
must be measured in regard to some type of behavior or discipline. Self-efficacy without
a relationship to a specific field cannot be measured. (Bandura, 1997, 2005). Bandura
(2005) states, “The efficacy belief system is not a global trait but a differentiated set of
self-beliefs linked to distinct realms of functioning” (p. 1). Therefore, self-efficacy must
be linked to a specific domain or disciple that is carefully defined in order to assess
potential relationships or impact.
Significant research has been completed around academic self-efficacy and its
relationship to academic performance. Research indicates that self-efficacy is strongly
related to accomplishment, perceived capability, and fulfillment across a variety of
subject areas (Multon et al., 1991). Teachers with high discipline self-efficacy showed a
higher frequency of engaging in STEM topic coverage, while education and experience
showed little impact (Gerde, Pierce, Lee, & Egeren, 2018). Research has found that
children’s mathematical self-efficacy is predictive of their mathematical college and
career interests (Ramp, 2016). Subjects that felt more comfortable and had experience
with problem-solving demonstrated higher performance levels when compared with
subjects that had a perceived lower self-efficacy (Bouffard-Bouchard, Parent, & Larivee,
1991; Bouffard, Bouchard, Goulet, Denoncourt, & Couture, 2005). Cassidy (2015) found
that academic self-efficacy was positively related to academic resilience. Research by
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Wigfield and Guthrie (1997) indicates that reading self-efficacy has a positive correlation
with elementary student’s variety of reading and the time spent reading outside of class.
Computer Self-Efficacy
Career choices and many behavioral decisions are influenced by self-efficacy
(Betz & Hackett, 1981, 1983). Self-efficacy can be used to predict success and
persistence in science and engineering majors (Brown, Lent, & Larkin, 1989; Lent,
Brown, & Larkin, 1984, 1986). Self-efficacy contributed to perceived career options in
technical domains (Lent et al., 1986). Self-efficacy theory presents a way to understand
factors that influence women’s career choices (Hackett & Betz, 2006).
In order to assess self-efficacy in a technology domain, computer self-efficacy
will be examined in this study. Computer self-efficacy has been theorized as a perception
of one’s aptitude or capability to perform certain computer-related tasks based on skills
and knowledge (Murphy, Coover, & Owen, 1989). Students’ beliefs in their skills and
abilities in science and engineering impacted both perceived career and academic options.
Further, their belief was related to their persistence and success in chosen options (Lent et
al., 1984).
Two models of computer self-efficacy exist; one model focuses on tasks, while
the other focuses on the application (Marakas, Yi, & Johnson, 1998). Task-specific
computer self-efficacy seems to most align with Bandura’s (1977) concept of selfefficacy because it is more specific as opposed to application tasks that accumulate skills
and confidence over time. As Bandura (2005) stated, self-efficacy needs to have a
discipline in order to be measured, thus the task-specific computer self-efficacy is a better
fit (Marakas, Yi, & Johnson, 1998). In the literature, general or application computer
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self-efficacy is often referred to as technology self-efficacy. Computer self-efficacy is
defined by McDonald and Sielgall (1992) as “the belief in one’s ability to successfully
perform a technologically sophisticated new task” (p. 467). This appears to be more of a
generalization of being able to measure one’s capabilities of technology use in general.
However, technology self-efficacy was shown to have a positive correlation with job
commitment and satisfaction (McDonald & Siegall, 1992).
The literature indicates a deliberation between computer self-efficacy and
performance regarding measuring the relationships. A significant challenge is keeping
accurate scales that can measure the quick evolution of technology. Sometimes scales to
do accurately reflect the context that is being measured (Laver, George, Ratcliffe, &
Crotty, 2012).
Limited computer self-efficacy studies with large sample sizes have been
completed (Chen, 2017; Laver et al., 2012). Studies on computer self-efficacy completed
within an academic setting have been limited (Chen, 2017; Compeau & Higgins, 1995).
The enhanced understanding of computer self-efficacy will allow educational programs
to target improving performance. Marakas et al., (1998) supports the concept of targeted
training and understands the benefits
The applied community can realize significant benefits through improved and
better targeted training mechanisms and, ultimately, through improved levels of
performance in individual employees or group members (p. 127)
Researchers in computer information systems education and computer training have
shown a positive relationship between prior computer experience and computer selfefficacy (Rosson, Carroll, & Sinha, 2011).
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Computer self-efficacy was derived from Bandura’s (1977) work on the concept
of self-efficacy. Further work has corroborated the evolution of computer self-efficacy
from self-efficacy concepts (Compeau & Higgins, 1995; Venkatesh & Davis 2000).
Compeau and Higgins (1995) state that “computer self-efficacy, then, refers to a
judgment of one’s capability to use a computer. It is not concerned with what one has
done in the past, but rather with judgments of what could be done in the future” (p. 192).
Feelings toward specific technologies will impact one’s computer self-efficacy (Chen,
2017).
Bandura (2012) suggests that the evolution of technology has changed how
society interacts with each other and how they use tools for work. Research indicates that
it is critically important to understand what factors impact computer self-efficacy (Kass,
2014). Further, the literature indicates that students begin to explore career options and
start developing self-efficacy at the middle school level (Glessner et al., 2017,
Mittendorff et al., 2010).
Middle College
Traditional high schools leave a significant gap in preparing students for a college
career. In the modern economy, most occupations will require some type of postsecondary education or training (Birenbaum, 1986). The current structure of education
leaves a gap in the skills needed by industry and the skills acquired in high school.
Traditional high school fails to educate many and has resulted in alienation of the
students (Olsen, 2010). The middle college concept evolved while searching for
alternative education paths (Seal, 2004). The alternative paths could offer students that
struggle with traditional education methods a different means to complete their high
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school education. Hopefully, the learner would pursue a high education degree, being
that another purpose of the middle college is to provide a seamless transition to college
(Olsen, 2010).
The concept of middle college is an attempt to motivate more high school
students into attending college. The structure consists of five years of education where a
student completes requirements for the high school diploma and the requirements for an
associate’s degree (Watson & Watson, 1969). Traditionally students admitted to the
middle college are considered “struggling” or “at risk” by the school district. There are
several studies that show that by putting a student into a middle college environment,
they will perform better than in a traditional high school classroom (Seal, 2004).
It is important to recognize the design behind the middle college concept and its
potential impact on learners. The design is an attempt at changing a learner’s
environment and hopefully improving the learner’s motivation. Manzo (2005) talks
about the change of environment and states “The mere fact of being on a college campus
allows them to view themselves differently” (p.3).
By changing the environment, a few more factors that impact motivation can be
managed. In the middle college environment, there are smaller classes, consistent
instructors, a cohort of students, off of the high school campus community, and a focused
topic. The smaller classes allow for more student connection with the content, instructor
and their peers to facilitate more student contributions. Consistent instructors allow a
learner to develop a relationship with their instructors. The middle college is its own
community, unlike the social structure that existed in high school. The middle college
students will need to develop their own (and not be forced into one). The students are
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typically a cohort so that they will develop relationships. The content is focused. All the
students will be learning the same topics together. The student choose to be there; thus,
there is some internal interest in the content. Changes in the structure will hopefully shift
the learner’s motivation more toward the intrinsic and not just based on getting a good
grade. The learner will be more connected to their learning.
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Methodology
This research was a descriptive study. Surveys were developed and used to
collect data about participants and their experiences. The participants completed a survey
concerning emotional intelligence, computer self-efficacy, STEM involvement, cyber
careers, and demographics. The population was students in public schools and
early/middle college programs in Grades 9-12. The target population was students at
Monroe County Middle College (MCMC) located on the campus of Monroe County
Community College, Ida Public High School located in Monroe County, and the Early
College Alliance (ECA) located on the university campus of Eastern Michigan
University.
A middle college student is a student selected to participate in an alternative form
of education. The education can start as early as ninth grade. The education ends at year
five, sometimes referred to as year 13, where the student hopefully has completed the
requirements for both high school education and an associate-level degree (Born, 2006;
Glessner et al., 2017).
MCMC is a collaboration between Monroe County Community College and the
Monroe County Intermediate School District. The concept is a partnership with nine
local high school districts that allow selected students an opportunity to complete the
requirements for a high school diploma and an associate’s degree by successfully
finishing a set of structured courses. The students complete five years, and at the end of
the fifth year, or academic year 13, they can earn up to 60 transferable college credits
(Monroe County Middle College, n.d.).
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Ida Public High School is a small school serving a rural community that is
comprised of farming families and the residents of the small village of Ida. The school
district services about 1,400 students. It is near Toledo, Monroe, and Detroit. Ida offers
an early/middle college at their high school. If students elect to complete the Ida Early
Middle College (IEMC), they will graduate from high school and have the opportunity to
earn up to 60 college credits (HS Guidance Department, Ida High School, Ida Public
Schools, n.d.).
At Eastern Michigan University, the Early College Alliance is a fully immersive
program where high-school-age students take classes at the university. During their time
at Early College Alliance, the students will graduate from high school and can earn up to
60 college credits. The alliance is composed of nine partner school districts and Eastern
Michigan University (Early College Alliance, n.d.).
Research Design
The research was a descriptive cross-sectional research design study using the
survey method. The data was collected from the three different schools: Ida High School,
Monroe Middle College, and the Early College Alliance. Surveys were used to gather
data about the participant and their experiences.
Population, Sample, and Subjects
The population for this research was Southeast Michigan students enrolled in high
school or an early/middle college program. The participants were high school students in
Grades 9-12. According to the State of Michigan Department of Education (2018), in the
2017-2018 school year, 477,489 students were enrolled in high school or an early/middle
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college program. Of those 477,489 students, 11,600 (24%) were participating in an
early/middle college program. As displayed in Figure 10, at the state level, all high
school students were recorded as 3,189 (0.7%) American Indian or Alaska Native; 16,230
(3.4%) Asian; 81,311 (17.0%) African American; 33,814 (7.1%) Hispanic/Latino; 446
(0.1%) Native Hawaiian or Other Pacific Islander; 14,375 (3.0%) two or more races; and

3.0%
TWO OR MORE
RACES

WHITE

0.1%
NATIVE HAWAIIAN
OR OTHE R PAC IFIC
ISLANDE R

7.1%
HISPAN IC / LAT INO

3.4%
ASIAN

AFR IC AN AM E R IC AN

0.7%
AM E R IC AN INDIAN
OR ALASKA NATIVE

17.0%

68.7%

328,124 (68.7%) White (MI School Data, 2019).

Figure 2. Michigan high school student ethnicity.

As of 2018, there were 21 early/middle college high schools in Michigan (Reyes,
n.d.). There were an additional 125 early/middle college programs in Michigan (Reyes,
n.d.). According to the Michigan Early Middle College Association, in the 2017-2018
academic year, there were 11,600 students enrolled in these programs in Michigan
(Krueger, 2018).
In the 2017-2018 year, Monroe County Middle College reported 339 (100%)
students for Grades 9-12. The students were recorded as seven (2.1%) Asian; seven
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(2.1%) African American; 12 (3.5%) Hispanic/Latino; one (0.3%) two or more races; and
312 (92.0%) White (MI School Data, 2019).
In the 2017-2018 year, Ida High School reported 495 (100%) students for Grades
9-12. The students were recorded as two (0.4%) Asian, seven (1.4%) African American,
five (1.0%) Hispanic/Latino, four (0.8%) two or more races, and 477 (96.4%) White (MI
School Data, 2019).
In the 2017-2018 year, Early College Alliance reported 428 (100%) students for
Grades 9-12. The students were recorded as one (0.2%) American Indian or Alaska
Native, 29 (6.8%) Asian, 71 (16.6%) African American, 33 (7.7%) Hispanic/Latino, 35
(8.2%) two or more races, and 259 (60.5%) White (MI School Data, 2019).
The combined population of these schools was 1,262 (100%) students. Monroe
County Middle College had 339 (26.9%) students, Ida High School 495 (39.2%) students,
and Early College Alliance 428 (33.9%) students. For a confidence level of 95%, a
margin of error of 5%, and a population of 1,262, the target sample of the study was a
minimum of 295 survey responses (Qualtrics, 2018).
The target sample was 295 responses that were proportionally distributed across
the three groups of students. A total of 280 (100%) usable responses were collected. The
distribution of responses was Monroe County Middle College 145 (51.8%), Early
College Alliance nine (33.2%), Ida High School 37 (13.2%), and five (1.8%) where no
school was indicated. A total of 280 usable responses were collected, thus achieving 95%
of the target sample (280/295). Recalculating for the actual survey response rate of 280,
with a confidence level of 95%, a margin of error of 5%, and a population of 1,262
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moves the margin of error from 5% to 5.17%. More details will be presented in the
results section.
Human Subjects Approval
The researcher completed the Collaborative Institutional Training Initiative (CITI)
program training and was certified to conduct research with human subjects. The
researcher, to obtain human subjects approval, submitted the required forms to the
Eastern Michigan Human Subjects Review Committee before the commencement of the
research study. The Request for Human Subjects Approval Form (6-2008) was completed
and was attached to the researcher’s dissertation proposal and the approval is shown in
Appendix A.
Data Collection
The researcher collected data electronically via a Qualtrics survey once during the
academic year. Overseen by their high school principals, high school teachers provided
assess to the survey. Metadata in Qualtrics indicates a unique link was used to distribute
the electronic survey to the students. The students could access the survey from June 1,
2019, to August 5, 2019. Individual subjects responded to the surveys in an electronic
format, presented via a secure link. The online survey consisted of five parts: the
Emotional Intelligence Scale, Computer Self-Efficacy Scale, STEM Events Inventory,
Cyber Careers, and demographics. After collection, the data was cleaned to remove
personally identifiable information.
The researcher noticed inconsistencies in the dataset. The researcher and a
statistician reviewed suspicious response patterns. For example, there was a survey with
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1 selected throughout when the survey questions were designed with inverted Likert scale
values to test whether responses were valid. Thus, responding all 1s would indicate the
subject was not providing a legitimate response. The researcher reviewed issues with
multiple ethnicity options selected, computer self-efficacy scores, and emotional
intelligence sums. The researcher removed potentially erroneous and incomplete survey
responses from the dataset. As a result, 20 surveys were removed, leaving 280 for
analysis.
According to Mullane and Williams (2013), over 235 types of research bias exist.
The bias types can fall into three categories: bias through ignorance, bias by design, and
bias by misrepresentation. Bias through ignorance is not knowing what statistical
analysis to use on a dataset. Bias by design tends to be a research project that is designed
to support a specific research question, and not necessarily consider the null hypothesis.
Bias by misrepresentation lends itself to rushed research typically dealing with funding
opportunities or being first to publish. Bias must be addressed to minimize the possibility
of skewed research.
The high school principals controlled the distribution of the survey; thus,
distribution was not under the control of the researcher. There is no evidence that the
survey distribution was randomized. Thus, the presence of confounding factors is present
(Gerhard, 2008). Variable restriction and variable matching were used to address this
potential bias. Validated instruments were used to collect the data. For this research, to
address bias, the selection of subjects was from the same general population. Subjects
viewed stated research objectives, clearly defined risks, and benefits. Validated
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instruments were used to collect the data. The committee and researcher did numerous
reviews during the planning, implementation, and analysis of this research.
Four statisticians reviewed the research questions and data collection instruments
and helped analyze the data to address bias through ignorance. Creating a research
project that would examine multiple research questions, not just trying to prove one
question to be correct, addressed bias by design. Bias by misrepresentation was
minimized because the researcher was not seeking funding nor was in a rush to be the
first to publish.
All tools were extensively reviewed by the researcher and by the researcher’s
dissertation chair committee members and four statisticians. The reviews attempted to
address issues of accuracy, bias, and cultural insensitivity. The survey results were
collected and tabulated, and the researcher will securely retain the data for a minimum of
five (5) years after the degree is awarded or after the research study has concluded,
whichever is later. After the time limit passes, the researcher will destroy the data.
Measurement
Emotional Intelligence Scale.
The three predominant Emotional Intelligence models are Mayer and Salovey,
Bar-On, and Goleman (Neophytou, 2013). The Mayer-Salovey model (1997) is based on
an ability-based measure to rate the capacity to perceive, understand, manage, and use
emotions for thinking. The Goleman model (1998) uses a multi-rater assessment to
access an array of competencies and skills that motivate managerial performance. The
Bar-On model (1997) is measured by self-reporting and looks at a cross-section of
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interrelated emotional and social competencies, skills, and facilitators that impact
intelligent behavior (Bar-On, 2006; Neophytou, 2013).
Each model is constructed differently to define and measure emotional
intelligence (Bar-On, 2006; Chang, 2006). Based on the different models, various
instruments have been created to measure emotional intelligence in different capacities.
The Mayer, Salovey, and Caruso emotional intelligence test (2006) is geared toward the
research on intelligence and emotions. It examines the role emotions play when dealing
with cognitive decisions and to what extent the emotions can help or hinder the decisionmaking process. The Mayer-Salovey (1997) model led to the Mayer, Salovey, Caruso
Emotional Intelligence Test (MSCEIT), which has two areas, four branches, and 141
questions. It is self-reported, and it takes 30-45 minutes to complete. It was designed for
subjects 17 and older.
The Bar-On model looks at mental health and measures social and emotional
impacts on everyday stress (Bar-On, 2006). The Bar-On (1997) model led to the Bar-On
Emotional Quotient Inventory, which has five composite scores, 15 subscales, and 133
questions. It is self-reported and co-worker reported. It takes 30 minutes to complete,
and it was designed for subjects 17 and older. There is also the Bar-On Emotional
Quotient Inventory Youth Version. It is self-reported and consists of seven areas and 60
questions. It takes 20 minutes to complete, and it was designed to score younger
subjects. Additionally, there is a Bar-On Emotional Quotient Inventory Youth Short
Version. Again, self-reported and is made up of 5 areas and 30 questions, and it takes
about 10 minutes to complete.
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The Goleman model was designed to examine how emotions can impact
performance in a work environment (Goleman, 1995; Goleman, 1998). The Goleman
model (1998) led to the Emotional & Social Competence Inventory–University (ESCIU). The ESCI-U has four areas, 12 competencies, and 68 questions. It takes 30-45
minutes to complete, and it is designed to score business leaders and professionals. This
instrument also has a professional version named the Emotional and Social Competence
Inventory (ESCI).
Therefore, each model has its focus: Mayer, Salovey and Caruso---emotions and
decision-making, Bar-On---emotions and daily stress, and Goleman---emotions and
workplace success (Bar-On, 2006; Chang, 2006). After reviewing different instruments,
looking at cost, target population, areas/branches evaluated, and length of the test
(number of items), Professor Bellamy, EMU Emeritus Professor, recommended his
Emotional Intelligence Scale version 2 for this research. Bellamy’s Emotional
Intelligence Scale is based on the Tapia and Burry-Stock (1998) scale, the structure of
which was mentioned earlier in the document.
During the data collection, subjects completed the Bellamy Emotional
Intelligence Questionnaire (Bellamy, 2006). The questionnaire scores students based on
their responses, providing an emotional intelligence index, or sum. The scale measures
the following four factors: self-awareness, empathy, relationship management, and selfmanagement. The structure of the scale includes 21 items. Self-awareness, empathy, and
self-management each have five items, and relationship management has six items.
Each subscale is scored using a 5-point Likert-type scale ranging from 1 = never
like me, 2 = occasionally like me, 3 = sometimes like me, 4 = frequently like me, and 5=
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always like me (shown in Appendix B). An index or sum is generated from the total of
all 21 items. The scale points are numeric values 1, 2, 3, 4, and 5.
Computer Self-Efficacy Scale.
Computer self-efficacy is a perception of one’s aptitude or capability to perform
specific computer-related tasks based on skills and knowledge (Glessner et al., 2017;
Murphy et al., 1989). Students’ beliefs in their skills and abilities in science and
engineering may impact both perceived career and academic options. Further, their belief
may also relate to their persistence and success in chosen options (Glessner et al., 2017;
Lent et al., 1984).
Notable computer self-efficacy scales exist, such as Cassidy and Eachus’ (2002)
computer user self-efficacy scale (CUself-efficacy) and the Murphy, Coover, and Owen
(1989) scale. The literature review indicates there were content and validity issues with
the Cassidy and Eachus scale. The Murphy, Coover, and Owen (1989) scale appears to
measure computer skills and asks outdated technology questions (Howard, 2014). Other
scales exist, but they too seem to have deficiencies (Chen, 2017).
The survey for this research focused on task-specific computer self-efficacy and
the subjects’ belief in their skills when presented with a new task. The survey is an
interpretation of the Compeau-Higgins (1995) questionnaire, Computer Self-Efficacy
Measure. The Compeau-Higgins (1995) questionnaire was used in recent studies to
measure participants’ computer self-efficacy (Chiu, 2017; Nikou & Economides, 2018).
The scenario created by the survey aligns with task-specific computer self-efficacy (Sun
& Rueda, 2012). Further, it measures computer self-efficacy as opposed to other tools
that measure technology or general self-efficacy
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Compeau and Higgins's (1995) research on computer self-efficacy measurement
resulted in 10 items that could be used to measure computer self-efficacy. The validity of
the measure is described by Campeau and Higgins (1995):
From a measurement standpoint, the data analysis provides evidence of construct
validity of the computer self-efficacy measure. The scale demonstrated high
internal consistency (reliability) and empirical distinctness (discriminant validity)
and was related as predicted to the other constructs (nomological validity). Thus,
based on this evidence, it appears to be useful as a measure of computer selfefficacy (p. 204)
The Computer Self-Efficacy Scale scores students based on their responses. A
10-point Likert-type scale is used ranging from 1 (not confident at all) to 10 (totally
confident) as shown in Appendix C. The researcher adds an introductory scenario to the
scale to provide context. The dissertation chair and the dissertation committee reviewed
the survey tools.
STEM Events Inventory.
Literature indicates that students begin to explore career options and start
developing self-efficacy at the middle school level (Glessner et al., 2017; Mittendorff et
al., 2010). To understand how students begin developing their future career interests,
researchers have looked at how student experiences have helped develop self-efficacy.
Researchers in computer and information systems education and computer training have
shown a positive relationship between prior computer experience and computer selfefficacy (Rosson et al., 2011). Miller, Sonnert, and Sadler (2018) looked at variables
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dealing with activities and academic pursuits that could potentially indicate pre-college
students’ interest in a STEM career.
The STEM Events Inventory records events in which the student has participated.
Inspired by the work of Miller et al., (2018), a list of potential activities was created by
the researcher for the STEM Events Inventory. The Miller et al. work looked at precollege students, and this research had a target population of pre-college students. Thus,
this research used Miller et al. as a guide. Further, information was collected on local
events to provide more robust examples of activities. For example, Miller et al.’s work
listed five choices: science fair, robotics competition, computing/IT competition,
engineering competition, and other. Building off Miller et al., STEM awareness event,
Scouting BSA event, STEM course, and cybersecurity options were added (as shown in
Appendix D). A scenario was added by the researcher to the survey to provide context.
Cyber Career Interest Questionnaire.
The STEM Career Interest Questionnaire was a result of the National Science
Foundation grant, Innovative Technology Experiences for Students and Teachers
(ITEST), which assesses participants’ perceptions of STEM. The research provided
instruments and methods for investigating students’ interest in STEM fields (TylerWood, Knezek, & Christensen, 2010). The original Career Interest Questionnaire was
designed to test for interest in science careers, but with a slight change from “science”
and “science careers” to “STEM” and “STEM careers,” it was determined that it was a
viable instrument (Richardson, 2016). Based on Richardson’s precedent, the word STEM
will be replaced with cybersecurity in the questionnaire. STEM Career Interest
Questionnaire has been validated in the context of ITEST (Peterman, Kermish-Allen,
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Knezek, Christensen, & Tyler-Wood, 2016). It has also been validated in various other
research efforts (Richardson, 2016; Tyler-Wood, Knezek, & Christensen, 2010). The
internal consistency reliabilities for the Career Interest Questionnaire ranged from 0.78 to
0.94 for the constructs. Also, the Career Interest Questionnaire has been used on middle
school populations (Peterman et al., 2016). The STEM Career Interest Questionnaire is
based on Bowdich’s (2013) longer version and uses only the well-validated items. from
the Bowdich (2013) study.
This Cyber Career Interest Questionnaire scores students based on their
responses. The questionnaire has 12 items. Each item has a 5-point Likert-type scale
ranging from 1 (strongly disagree) to 5 (strongly agree) as shown in Appendix E. An
introductory scenario was added by the researcher to the scale to provide context. The
survey tools were reviewed by the dissertation chair and the dissertation committee.
Demographics.
The following demographic items were collected: school (three possible
responses), grade level (five responses), grade point average, the month of birth, year of
birth, zip code, gender (two responses), and ethnicity (eight responses)---see Appendix F.
A survey was used to gather computer self-efficacy data. The Bellamy Emotional
Intelligence Questionnaire was used to assess participants’ emotional intelligence scores.
The STEM events Inventory was used to gather information about participation in
organized STEM activities. Basic demographics were also collected in a survey. In this
study, relationships were studied to determine if correlations exist between computer selfefficacy, emotional intelligence, and cybersecurity interest.
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Data Analysis
The participants completed an online survey concerning emotional intelligence,
computer self-efficacy, STEM involvement, cyber careers, and demographics. The
emotional intelligence and computer self-efficacy portions of the survey provided a sum
score for each item. What activities students participated in was measured by the STEM
involvement portion. Cyber career interest questionnaire asked students to gauge their
interest in a career in cybersecurity using a Likert scale. The demographics provided
insight into the sample and potential categories for further analysis.
For emotional intelligence, subjects completed the Bellamy (2006) Emotional
Intelligence Questionnaire. The Emotional Intelligence Questionnaire scored students
based on their responses, providing an emotional intelligence index. The sum index was
used for analysis. The Computer Self-Efficacy Scale based on Compeau and Higgins
(1995) was also completed by the students. The Computer Self-Efficacy total score was
used for analysis. STEM Events Inventory, which was built off Miller et al. (2018),
collected data on whether or not students participated in a STEM event. Cyber Career
Interest Questionnaire, based on Christensen, Knezek, and Tyler-Wood (2014),
categorized how likely a student was to be interested in cybersecurity.
The scores for emotional intelligence and computer self-efficacy were first tested
for normal distribution. The results were then analyzed for variance among the
responses. Both items were then analyzed with ANOVA and post hoc analysis to
determine significance with interest in cybersecurity. Further, the relationship was tested
to see if STEM participation impacted those relationships. Additionally, to determine if
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locations impacted cybersecurity interests, the institution was analyzed using chi-square
goodness of fit. Various demographic items were analyzed to look for patterns.
Analysis of data was conducted using SPSS software. The researcher utilized QQ
plots, stem-and-leaf plots, and descriptive statistics for the initial review of the datasets.
The Kolmogorov-Smirnov test provided the statistical significance of the distribution.
Lavene Statistics was used to look at variance among responses. ANOVA and ANOVA
post hoc were used to look at significance between groups/means. Chi-Square was used
to find the goodness of fit.
Personnel
Personnel involved in this study included the researcher, students enrolled in a
middle college or high school program in the state of Michigan, and middle college and
high school administrators, and teachers who encouraged their students to participate.
Resources
As mentioned before, Qualtrics was used in this research for survey distribution
and data collection. Qualtrics is an online survey tool and can be distributed on any smart
device with access to the internet via a browser. All surveys were distributed
electronically. SPSS software was used for analysis. Microsoft Office productivity tools
(i.e., MS Word, MS Excel, MS PowerPoint) were used to assemble and produce the
report outputs and final publication.
In the process of conducting analysis, four statisticians were consulted. Two
statisticians were appointed by Eastern Michigan University’s graduate office. One was
an external consultant who is currently working at Bowling Green University. The fourth
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is a research statistician working in the Biostatistics and Research Epidemiology
Department at Henry Ford Health System. None of the statisticians requested
compensation for their work.
Dr. Tapia and Dr. Bellamy provided instruments for emotional intelligence
research. Demographics and STEM Events Inventory was researcher-created. Dr.
Higgins and Dr. Compeau were contacted for permission to use the Computer SelfEfficacy (1995) scale. Both granted permission to use their instruments at no charge.
Cybersecurity Career Interest Questionnaire was adapted from CIQ Ver. 2.0 (2013) by
Knezek and Christensen (2013), which was adapted from Bowdich (2009) and Fraser
(1982). The Institute for the Integration of Technology into Teaching and Learning
provided the Cybersecurity Career Interest Questionnaire. The school freely offers the
survey for non-profit scholarly/research in exchange for proper citation.
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Results
The survey was provided to each participating school's principal who, in turn,
delegated to the teachers the responsibility of providing students with information about
and access to the survey via a unique web link. While 315 students looked at the survey,
15 of the 315 students presented with the survey declined to participate. Principals
indicated the survey would be administered during the school day. Metadata showed that
the surveys were taken between 6:00 AM and 12:30 PM, indicating the surveys were
completed during the school day. The principals, via the teachers, were the gatekeepers
of the survey. Thus, it cannot be confirmed whether or not the students were in a
contained environment.
Response Rate
The total number of initial responses was 315 from the three schools. After
collection, the data was cleaned to remove personally identifiable information. A total of
300 students assented to completing the survey, and 15 students declined. Potentially
erroneous and incomplete survey responses were removed from the dataset, leaving 280
usable responses. As shown in Table 2, there were 145 responses from the students at
Monroe County Middle College, garnering a 43% response rate. There were 93
completed surveys from Early College Alliance or 22% of the state headcount, and 37
completed surveys from Ida High School or 7% of the public school’s enrollment. Also,
in five surveys, the student did not indicate what school they were attending, but were
kept and used in analysis not including school location.
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Table 2
Individual School’s Response Rate
State Reported
Headcount

School

Useable Responses

MCMC
ECA
Ida
Not Reported

339
428
495

145
93
37
5

Total

1262

280

School Response
Rate
43%
22%
7%

Demographics
School attended.
As exhibited in Table 3, there were 280 usable survey responses. A total of 145
(51.8%) responses were from the students at Monroe County Middle College. There
were 93 (33.2%) completed surveys from Early College Alliance. Only 37 (13.2%)
completed surveys were from Ida High School, and in five (1.8%) surveys the students
did not indicate what school they were attending. The missing five were kept in this
chart because the rest of the data was complete and used as part of the aggregate analysis.
Table 3
Survey Response Frequency
School

Frequency

Percent

Valid Percent

Cumulative Percent

MCMC
ECA
Ida High School
Total Reported
Not Reported

145
93
37
275
5

51.8
33.2
13.2
98.2
1.8

52.7
33.8
13.5
100

52.7
86.5
100

Total

280

100
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Gender.
As visualized in Table 4, of the 280 usable survey responses, 123 (43.9%)
responses were from students who identified as male. In 150 (53.6%) responses, students
identified as female, and there were seven (2.5%) surveys that did not indicate a gender.
The missing seven were kept in this chart because the rest of the data was complete and
part of the aggregate analysis.
Table 4
Gender Responses
Gender

Frequency

Percent

Valid Percent

Cumulative Percent

Male
Female
Total Reported
Not Reported

123
150
273
7

43.9
53.6
97.5
2.5

45.1
54.9
100

45.1
100

Total

280

100

Age.
As displayed in Table 5, for the 280 usable survey responses, one (0.40%)
response was from a student who indicated their age as 12 years old. Eight (2.9 %)
responses indicated 13 years old, 65 (23.2 %) indicated 14 years old, 79 (28.2 %)
indicated 15 years old, 75 (26.8 %) indicated 16 years old, 13 (4.6 %) indicated 17 years
old, and 18 (6.4 %) indicated 18 years old. There were 21 (7.5%) surveys that did not
indicate age. The missing 21 were kept in this table because the rest of the data was
complete and part of the aggregate analysis.
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Table 5
Respondent Age
Age

Frequency

Percent

Valid Percent

Cumulative Percent

12
13
14
15
16
17
18
Total Reported
Not Reported

1
8
65
79
75
13
18
259
21

0.4
2.9
23.2
28.2
26.8
4.6
6.4
92.5
7.5

0.4
3.1
25.1
30.5
29.0
5.0
6.9
100.0

0.4
3.5
28.6
59.1
88.0
93.1
100.0

Total

280

100

Self-reported grade point average.
Displayed in Table 6, for the 280 usable survey responses, 15 (5.4 %) responses
were from students who reported a grade point average above 4.0; 133 (47.5 %) reported
a grade point average of 3.7-4.0; 108 (38.6 %) reported a grade point average of 2.7-3.6;
nine (3.2 %) reported a grade point average of 1.7-2.6; four (1.4 %) reported a grade
point average of 1.0-1.6; and one (0.4 %) reported a grade point average of below 1.0.
There were ten (3.6%) surveys that did not indicate a grade point average. The missing
ten were kept in this chart because the rest of the data was complete and part of the
aggregate analysis.
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Table 6
Grade Point Average
Grade Point
Average
Above 4.0 A+
3.7 - 4.0 A
2.7 - 3.6 B
1.7 - 2.6 C
1.0 - 1.6 D
Below 1.0 E/F
Total Reported
Not Reported

Frequency

Percent

15
133
108
9
4
1
270
10

5.4
47.5
38.6
3.2
1.4
0.4
96.4
3.6

280

100

Total

Valid
Percent
5.6
49.3
40.0
3.3
1.5
0.4
100

Cumulative
Percent
5.6
54.8
94.8
98.1
99.6
100

Grade level.
Table 7 displays the grade level of the 280 usable survey responses. Of the
responses, 119 (42.5 %) were from students indicating they were in Grade 9; 107 (38.2
%) indicated Grade 10; 30 (10.7 %) indicated Grade 11; 19 (6.8 %) indicated Grade 12;
and five (1.8 %) did not report a grade level. The missing five were kept in this chart
because the rest of the data was complete and part of the aggregate analysis.
Table 7
Grade Level
Grade Level

Frequency

Percent

Valid Percent

Cumulative Percent

9th
10th
11th
12th
Total Reported
Not Reported

119
107
30
19
275
5

42.5
38.2
10.7
6.8
98.2
1.8

43.3
38.9
10.9
6.9
100

43.3
82.2
93.1
100

Total

280

100
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Ethnicity.
Displayed in Table 8 is the ethnic breakdown for the 280 usable survey responses.
A total of 199 (71.1 %) responses were from students indicating they were White, 19 (6.8
%) indicated African American, four (1.4 %) indicated American Indian or Alaskan
Native, six (2.1 %) indicated Other, two (0.7 %) indicated Hispanic/Latino, 28 (10.0 %)
indicated two or more races, and 12 (4.3 %) indicated Asian. There were 10 (3.6 %)
surveys that did not indicate ethnicity. The missing 10 were kept in this chart because the
rest of the data was complete and part of the aggregate analysis.
Table 8
Ethnicity
Ethnicity

Frequency

Percent

Valid
Percent

Cumulative
Percent

White
African American
American Indian or
Alaska Native
Other
Hispanic/Latino
Two or more races
Asian
Total Reported
Not Reported

199
19

71.1
6.8

73.7
7.0

73.7
80.7

4

1.4

1.5

82.2

6
2
28
12
270
10

2.1
0.7
10.0
4.3
96.4
3.6

2.2
0.7
10.4
4.4
100

84.4
85.2
95.6
100

Total

280

100
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For the first four research questions, the responses were checked for normal
distribution by visual inspection of a Q-Q plot and a stem-and-leaf plot. Furthermore, a
Kolmogorov-Smirnov test was used to statistically test for a normal distribution of
responses. The Lavene Statistic was calculated from a one-way ANOVA test of
homogeneity of variance. If the variance amongst the groups/values is similar enough,
there is no need to use a correction value. An initial visual investigation comparing the
means of the different response groups was completed reviewing the descriptive
statistics. Findings were confirmed statistically with a one-way ANOVA to determine
statistical significance, followed by one-way ANOVA post hoc analysis to determine
what response groups’ relationships were statistically significant. For the final research
question, a cross-tabulation was run to analyze the distribution of responses, and chisquare was run to determine the goodness of fit. in various analyses, the population did
not equal the 280 reported surveys. In those items, the student selected not to respond to
the question. The study analysis was based on the students who responded to the
question. Further, the researcher used 0.05 as the significance value for this study.
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Computer Self-Efficacy and Cybersecurity Interest
Research Question 1.
Research Question 1 examined, “What is the relationship between a High School
Student’s interest in a cybersecurity career and computer self-efficacy?” To investigate
this research question, students answered questions regarding a scenario that involved
using a hypothetical piece of new software. For example, Question 1 in the computer
self-efficacy portion of the survey asked, “I could complete the job using the software
package if there was no one around to tell me what to do.” The student was given the
following scenario:
After given the scenario of “Often at school, we are told about software packages
that are available to make work easier. For example, to create and edit a movie
the software package might be a new installation of Adobe After Effects. For the
following questions, imagine that you were given a new software package for
some aspect of your schoolwork. It does not matter specifically what this
software package does, only that it is intended to make your schoolwork easier
and that you have never used it before
The student would select that best response that indicated their ability.
The responses to the questions on the survey determined a computer self-efficacy
score. Further, the students were asked questions about their interest in cybersecurity
careers. This information was used to group students by interest level. The responses
from the computer self-efficacy score and the cybersecurity interest were analyzed to
determine what, if any, relationship existed between the items.
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Normal Q-Q plot of computer self-efficacy scores. Analysis of variance assumes
a normal or near-normal distribution; therefore, a test of normality must be conducted to
confirm the validity of the procedure. A normal Q-Q plot is used to visualize whether a
set of data points comes from a normal distribution. The normal Q-Q plot for computer
self-efficacy scores, shown in Figure 11, displays a straight diagonal line with multiple
point intersections. The points on the graph are student scores from the computer selfefficacy scores. When analyzing expected normal value against observed value, a
roughly straight line indicates that it is plausible that the sample has a normal
distribution.

Figure 3. Q-Q plot of computer self-efficacy.
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Stem-and-leaf plot of computer self-efficacy scores. To further review the
distribution visually, a stem-and-leaf plot was run. The stem-and-leaf plot helps visualize
the distribution of the collected data. The stem-and-leaf plot is typically used for smaller
datasets, while the histogram is preferred for larger data sets. This research had a
relatively small dataset; thus, the stem-and-leaf plot was used. The computer selfefficacy scores stem-and-leaf plot distribution, shown in Figure 12, has a bell-shaped
curve, indicating a normal distribution of the computer self-efficacy scores in the survey
responses.
Frequency

Stem &

3.00 Extremes
.00
3 .
3.00
3 .
7.00
4 .
8.00
4 .
27.00
5 .
17.00
5 .
50.00
6 .
36.00
6 .
31.00
7 .
33.00
7 .
21.00
8 .
24.00
8 .
10.00
9 .
4.00
9 .
5.00
10 .
Stem width:
Each leaf:

Leaf
(=<32)
569
0334444
56788999
000000111122223333333344444
55555777778889999
00000000000111111111222222222222333333344444444444
555555556666667777777788888999999999
0001112222222222333334444444444
555555566666677777888888888899999
000000112333333444444
555555555667777788888899
0011222344
5566
00000

10
1 case(s)

Figure 4. Stem-and-leaf plot of computer self-efficacy.
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Kolmogorov-Smirnov tests of normality for computer self-efficacy scores. After
visual inspections, a statistical distribution test was run. The one-sample KolmogorovSmirnov test was used to determine if the sample gathered came from a population of
normal distribution. Determining the normality of the sample is important to show the
data is appropriately distributed, or otherwise, the findings could be invalid. The
Kolmogorov-Smirnov test of null hypothesis states that the samples come from the same
distribution as the population. A p-value greater than 0.05 indicates that most likely the
sample comes from a population of normal distribution. The Kolmogorov-Smirnov is not
as sensitive as the Shapiro-Wilk test but was recommended due to the sample size being
smaller than 1,000. In this test, the hypotheses used are as follows:
Ho: The distribution of the sample data is not significantly different from a
normal population.
Ha: The distribution of the sample data is significantly different from a normal
population.
The results of running a one-sample Kolmogorov-Smirnov test indicated that the
computer self-efficacy responses follow a normal distribution with D(279) = 0.043, and p
= 0.200. Since p = 0.200 is greater than 0.05, there is not enough evidence to reject the
null argument that the data is from a normal distribution. Therefore, the responses follow
a normal distribution. The Shapiro-Wilk also confirmed the findings with D(279) =
0.993 and p = 0.258.
One-way ANOVA test of homogeneity of variance for computer self-efficacy.
The Levene statistic, an F-test, is used to analyze the data to check if the population
variances of two or more samples are considered similar. The null hypothesis states that
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there is no difference in variance between the groups. If the results of the Levene statistic
test are non-significant (i.e., if the value of p > 0.05), there is no evidence to reject the
null hypothesis. Therefore, the variances are assumed to be the same or similar enough,
and the assumption of homogeneity of variance is valid. This test is different from a ttest, in that there is no comparison between an experimental group and a control group
after treatment. Because there was no treatment in this research, the t-test could not be
used. In the Levene statistic, the hypotheses used are as follows:
Ho: There is no difference between the variance of the first group and the
variance of the second group.
Ha: There is a difference between the variance of the first group and the variance
of the second group.
As presented in Table 9, the Levene statistic based on mean showed that the
variances for computer self-efficacy for this population are similar, with F(4, 273) =
0.868, and p = 0.484. Since the significance value (Sig.) is greater than 0.05, there is not
enough evidence to reject the null hypothesis, and the population variances are equal.
Thus, the sample drawn from the population has homogeneity of variance and
distribution of data around the mean is considered equal. Other measures, such as the
median, the median with adjusted df, and the trimmed mean, also support these findings.
Assuming the variance amongst the groups/values is similar enough, there is no need to
use a correction value.
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Table 9
Homogeneity of Variance for Computer Self-Efficacy
Computer Self-Efficacy
Based on Mean
Based on Median
Based on Median and with adjusted df
Based on trimmed mean

Levene Statistic

df1

df2

Sig.

0.868
0.895
0.895
0.873

4
4
4
4

273
273
268
273

0.484
0.467
0.467
0.481

Descriptive statistics for computer self-efficacy and cybersecurity interest. The
Descriptive Statistics were run on computer self-efficacy scores and the students’
responses to whether they were interested in a cybersecurity career. Table 10 describes
the number of respondents, grouped by how strongly they felt they would be interested in
a cybersecurity career. The table indicates that only 5%, or 14 of the 278, students who
answered this question chose agree or strongly agree that they are interested in a
cybersecurity career.
Table 10
Computer Self-Efficacy and Cybersecurity Career Interest Descriptive Statistics
Cybersecurity Career
Interest
Strongly agree
Agree
Undecided
Disagree
Strongly disagree
Total

3
11
72
98
94

Mean of Computer SelfEfficacy Score
92.33
72.18
68.81
68.32
67.72

Std.
Deviation
3.79
14.30
13.34
14.15
14.61

278

68.65

14.20

N
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One-way ANOVA for computer self-efficacy and cybersecurity interest. A oneway ANOVA was run to determine if there was any significance when comparing
computer self-efficacy scores and the different groups/levels of interest in a career in
cybersecurity. In other words, the purpose of the test was to determine if the computer
self-efficacy scores of one group (e.g., the strongly agree group) are significantly
different than the scores of another group (e.g., the agree group). The null hypothesis for
this test is that the mean is the same for all groups sampled. When the significant value,
p-value, is greater than 0.05, the null hypothesis is supported, indicating no significance
between the means. In this test, the hypotheses used are as follows:
Ho: The means are equal.
Ha: The means are unequal.
The results of the one-way ANOVA for computer self-efficacy F(4, 273) = 2.419,
and p = 0.049, as shown in Table 11. Since the p-value (Sig.) is less than 0.05, the null
hypothesis is rejected, indicating that the means are unequal. This indicates that the mean
of at least one of the cybersecurity career interests group/level of interest’s mean is
significantly different.
Table 11
ANOVA for Computer Self-Efficacy and Cybersecurity Career Interest
Sum of
Squares

df

Mean
Square

Between Groups
Within Groups

1913.266
53973.583

4
273

478.316
197.705

Total

55886.849

277

F

Sig.

2.419

0.049
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One-way ANOVA post hoc tests for computer self-efficacy and cybersecurity
interest. The one-way ANOVA determined there was significance when comparing
computer self-efficacy scores and the different groups/levels of interest in a cybersecurity
career. However, it does not show which group’s means are significant. Post hoc tests
provide an avenue to investigate further which group’s response means are statistically
significant. A p-value (Sig.) result that is less than 0.05 in a post hoc test will show
which groups are different. Table 12 further elaborates on where the significant
differences are located. The results indicated that the population of students who agree
they have a cybersecurity career interest is significantly different from the population
who strongly agree that they have a cybersecurity career interest with p = 0.029.
Similarly,
•

the strongly agree population is significantly different from the strongly
disagree population with p = 0.003;

•

the strongly agree population is significantly different from disagree
population with p = 0.004; and

•

the strongly agree population is significantly different from the undecided
population with p = 0.005.

The results are summarized in Table 13 and indicate the population of students
who strongly agree they have a cybersecurity career interest are significantly different
from the other populations (i.e., agree, undecided, and strongly disagree).
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Table 12
ANOVA Post Hoc Tests for Computer Self-Efficacy Scores and Cybersecurity Career
Interest
Mean Difference

Std.
Error

Sig.

Agree

20.152*

9.158

0.029

Undecided

23.528*

8.285

0.005

Disagree

24.017*

8.241

0.004

Strongly disagree

24.610*

8.247

0.003

Strongly agree

-20.152*

9.158

0.029

3.376
3.865
4.458

4.552
4.471
4.481

0.459
0.388
0.321

-23.528*

8.285

0.005

-3.376
0.489
1.082

4.552
2.183
2.202

0.459
0.823
0.624

-24.017*

8.241

0.004

-3.865
-0.489
0.593

4.471
2.183
2.030

0.388
0.823
0.770

-24.610*

8.247

0.003

4.481
2.202
2.030

0.321
0.624
0.770

Cybersecurity Career Interest

Strongly agree

Agree

Undecided
Disagree
Strongly disagree
Strongly agree

Undecided

Agree
Disagree
Strongly disagree
Strongly agree

Disagree

Agree
Undecided
Strongly disagree
Strongly agree

Agree
-4.458
Undecided
-1.082
Disagree
-0.593
*. The mean difference is significant at the 0.05 level.
Strongly disagree
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Table 13
Summary of Post Hoc Tests for Computer Self-Efficacy Scores and Cybersecurity Career
Interest
Strongly
agree

Agree

Undecided

Disagree

Strongly
disagree

Agree
Undecided
Disagree

0.029
0.005
0.004

0.029
0.459
0.388

0.005
0.459
0.823

0.004
0.388
0.823
-

0.003
0.321
0.624
0.770

Strongly disagree

0.003

0.321

0.624

0.770

-

Evaluation
Strongly agree

When looking at computer self-efficacy scores and the different groups/levels of
interest in cybersecurity, the response data has a normal bell-shaped distribution. The
homogeneity of the response indicates that the variance is constant across the variables.
The data indicates there is a significant difference between the computer self-efficacy
scores means and the responses related to whether a student would like a career in
cybersecurity, specifically agree and strongly agree, strongly agree and strongly
disagree, strongly agree and disagree, and strongly agree and undecided.
Computer Self-Efficacy and Cybersecurity Career Interest Moderated by STEM
Research Question 2.
Research Question 2 examined, “To what extent does participation in a STEM
event impact the relationship between computer self-efficacy and a cybersecurity career
interest?” In addition to responding to the computer self-efficacy and cybersecurity
career interest questions, students were also given an opportunity to respond to whether
they had participated in a STEM event. Those responses were analyzed to determine if
STEM participation impacted the relationship between computer self-efficacy and
cybersecurity career interest among students.
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One-way ANOVA test of homogeneity of variance for computer self-efficacy
where the student participated in a STEM event. Visual and statistical analyses for
normal distribution for computer self-efficacy responses were already analyzed and found
to be normally distributed. The one-way ANOVA test of homogeneity of variance was
used to check on computer self-efficacy for all students in the sample who participated in
the survey and indicated they did participate in a STEM event. Again, working with the
Levene statistic, the analysis was conducted to check if the significant value (Sig.) was
greater than 0.05 to determine if the null hypothesis should be accepted or rejected. As
stated earlier, the hypotheses used are as follows:
Ho: There is no difference between the variance of the first group and the
variance of the second group.
Ha: There is a difference between the variance of the first group and the variance
of the second group.
As presented in Table 14, the Levene statistic based on mean showed the
variances for computer self-efficacy for the population that did participate in a STEM
event are similar, with F(4, 228) = 0.984 and p = 0.417. Since the significance value
(Sig.) is greater than 0.05, there is not enough evidence to reject the null hypothesis, and
the population variances are equal. The sample drawn from the population has
homogeneity of variance. Other measures, such as the median, the median with adjusted
df, and the trimmed mean, also support these findings. Assuming the variance amongst
the groups/values is similar enough, there is no need to use a correction value.
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Table 14
ANOVA Test of Homogeneity of Variance for Computer Self-Efficacy Where the Student
Participated in a STEM Event
Computer Self-Efficacy
with STEM Participation

Levene
Statistic

df1

df2

Sig.

Based on Mean
Based on Median
Based on Median and with adjusted df
Based on trimmed mean

0.984
0.853
0.853
0.996

4
4
4
4

228
228
219
228

0.417
0.493
0.493
0.411

Descriptive statistics for computer self-efficacy where the student participated in
a STEM event. The descriptive statistics were run on the computer self-efficacy scores
and the students’ response on whether they were interested in a cybersecurity career, in
the sample where students participated in a STEM event. Table 15 shows that 5%, or 11,
of 233 students who answered this question and participated in a STEM event, either
strongly agreed or agreed that they were interested in a cybersecurity career.
Table 15
Descriptive Statistics for Computer Self-Efficacy Where the Student Participated in a
STEM Event
Cybersecurity Career Interest
N
Mean
Std. Deviation
Strongly agree
Agree
Undecided
Disagree
Strongly disagree

2
9
63
82
77

91.5
74.33
70.52
68.12
66.84

4.950
15.008
12.723
15.003
15.088

Total

233

68.79

14.566

a. STEM Event = YES
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One-way ANOVA for computer self-efficacy and cybersecurity career interest
where the student participated in a STEM event. A one-way ANOVA was run to
determine if there was significance when comparing computer self-efficacy scores and
the different groups/levels of interest in a cybersecurity career where students indicated
they participated in a STEM event. This test yielded an F(4, 228) value of 2.196 and pvalue of 0.070, as shown in Table 16. This indicates at least one of the cybersecurity
interest groups is marginally significant.
Table 16
ANOVA for Computer Self-Efficacy and Cybersecurity Career Interest Where the Student
Participated in a STEM Event
Sum of
Squares

df

Mean
Square

Between Groups
Within Groups

1825.571
47395.125

4
228

456.393
207.873

Total

49220.695

232

a. STEM Event = YES

F

Sig.

2.196

0.07
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One-way ANOVA post hoc tests for computer self-efficacy and cybersecurity
career interest where the student participated in a STEM event. The one-way ANOVA
determined that there was marginal significance when comparing computer self-efficacy
scores and the different groups/levels of interest in a cybersecurity career, where the
student indicated they participated in a STEM event. ANOVA post hoc tests for
computer self-efficacy and cybersecurity career interest where student participation in a
STEM event was indicated further elaborated on where the significant differences were
located, as shown in Table 17. The results indicated that the population of students who
strongly disagree is significantly different from the population that strongly agree with p
= 0.018. Similarly, the disagree population is significantly different from the strongly
agree populations with p = 0.024. The strongly agree population and the undecided
population is also significantly different at 0.044. The results are summarized in Table
18 below and indicate the strongly agree population is different than the undecided,
disagree, and strongly disagree populations.
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Table 17
ANOVA Post Hoc Tests for Computer Self-Efficacy and Cybersecurity Career Interest
Where the Student Participated in a STEM Event
Mean
Difference

Std. Error

17.167

11.271

0.129

*

10.355

0.044

*

10.319

0.024

Strongly disagree

24.656

*

10.326

0.018

Strongly agree
Undecided
Disagree
Strongly disagree

-17.167
3.81
6.211
7.489

11.271
5.138
5.063
5.079

0.129
0.459
0.221
0.142

-20.976*

10.355

0.044

-3.81
2.402
3.68

5.138
2.415
2.449

0.459
0.321
0.134

-23.378*

10.319

0.024

-6.211
-2.402
1.278

5.063
2.415
2.288

0.221
0.321
0.577

-24.656*

10.326

0.018

Agree
-7.489
Undecided
-3.68
Disagree
-1.278
*. The mean difference is significant at the 0.05 level.
a. STEM Event = YES

5.079
2.449
2.288

0.142
0.134
0.577

Cybersecurity Career Interest
Agree
Strongly agree

Agree

Undecided
Disagree

Strongly agree
Undecided

Agree
Disagree
Strongly disagree
Strongly agree

Disagree

Agree
Undecided
Strongly disagree
Strongly agree

Strongly disagree

20.976
23.378

Sig.
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Table 18
Summary of Post Hoc Tests for Computer Self-Efficacy and Cybersecurity Career
Interest Where the Student Participated in a STEM Event
Evaluation
Strongly agree
Agree
Undecided
Disagree
Strongly disagree

Strongly agree
0.129
0.044
0.024
0.018

Agree Undecided Disagree
0.129
0.459
0.221
0.142

0.044
0.459
0.321
0.134

0.024
0.221
0.321
0.577

Strongly
disagree
0.018
0.142
0.134
0.577
-

One-way ANOVA test of homogeneity of variance for computer self-efficacy
where the student did not participate in a STEM event. Visual and statistical analyses
for normal distribution for computer self-efficacy responses were already conducted and
found to be normally distributed. The one-way ANOVA test of homogeneity of variance
was used to check on computer self-efficacy for all students in the sample who
participated in the survey and indicated that they did not participate in a STEM activity.
Again, the Levene statistical analysis looked to see if the significant value (Sig.) is
greater than 0.05 to determine whether to accept or reject the null hypothesis. As
previously stated, the hypotheses used are:
Ho: There is no difference between the variance of the first group and the
variance of the second group.
Ha: There is a difference between the variance of the first group and the variance
of the second group.
As displayed in Table 19, the Levene statistic based on mean showed the
variances for computer self-efficacy, where the student did not participate in STEM
events, are similar with F(3, 40) = 0.991 and p = 0.407. Since the significance value
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(Sig.) is greater than 0.05, there is not enough evidence to reject the null hypothesis, and
the population variances are equal. The sample drawn from the population has
homogeneity of variance. Other measures, such as the median, the median with adjusted
df, and the trimmed mean, also support these findings. Assuming the variance amongst
the groups/values is similar enough, there is no need to use a correction value.
Table 19
ANOVA Test of Homogeneity of Variance for Computer Self-Efficacy Where the Student
Did Not Participate in a STEM Event.
Computer Self-Efficacy without
STEM event

Levene
Statistic

df1

df2

Sig.

Based on Mean
Based on Median
Based on Median and with adjusted df
Based on trimmed mean
a. STEM Event = NO

0.991
0.682
0.682
0.954

3
3
3
3

40
40
35
40

0.407
0.568
0.569
0.424

Descriptive statistics for computer self-efficacy where the student did not
participate in a STEM event. The descriptive statistics were run on the computer selfefficacy score and the students’ responses about whether they were interested in a
cybersecurity career where the sample indicated that they did not participate in a STEM
event. Table 20 shows that 6%, or three out of 45 of the students who answered this
question and did not participate in a STEM event strongly agreed or agreed they were
interested in a cybersecurity career.
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Table 20
Descriptive Statistics for Computer Self-Efficacy Where STEM Participation Was NO
Cybersecurity
Career Interest
Strongly agree
Agree
Undecided
Disagree
Strongly disagree

1
2
9
16
17

Mean of Computer
Self-Efficacy Score
94.00
62.50
56.78
69.31
71.71

Total

45

67.96

N

Std. Deviation
.
3.536
11.787
8.807
11.783
12.284

a. STEM Event = NO
One-way ANOVA for computer self-efficacy and cybersecurity career interest
where the student did not participate in a STEM event. A one-way ANOVA was run to
determine if there was any significance when comparing computer self-efficacy scores
and the different groups/levels of interest in cybersecurity career when the student
indicated they did not participate in a STEM event. One-way ANOVA for computer selfefficacy where the student did not participate in a STEM event, yielded an F(4, 40) value
of 4.726, and a p-value of 0.003, as shown in Table 21. Since the p-value (Sig.) is less
than 0.05, the null hypothesis is rejected, indicating that the mean of at least one of the
cybersecurity career interests groups is significant.
Table 21
ANOVA for Computer Self-Efficacy and Cybersecurity Career Interest Where the Student
Did Not Participate in a STEM Event
Sum of
Squares

df

Mean
Square

Between Groups
Within Groups

2130.889
4509.022

4
40

532.722
112.726

Total

6639.911

44

a. STEM Event = NO

F

Sig.

4.726

0.003
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One-way ANOVA post hoc tests for computer self-efficacy and cybersecurity
career interest where the student did not participate in a STEM event. The one-way
ANOVA determined there was significance when comparing computer self-efficacy
scores and the different groups/levels of interest in cybersecurity career interest where the
student indicated that they did not participate in a STEM event. ANOVA post hoc tests
for computer self-efficacy and cybersecurity career interest where students participated in
a STEM event indicated insufficient data to run a post hoc analysis.
When looking at computer self-efficacy scores and the different groups/levels of
interest in cybersecurity when STEM participation was included in the analysis, the
response data has a normal bell-shaped distribution. The homogeneity of the response
indicates the variance is constant across the variables. The data indicates there is a
significant difference between the computer self-efficacy means and the responses on
whether a student would like a career in cybersecurity as moderated by STEM Activity.
Specifically, differences exist between strongly agree and strongly disagree, strongly
agree and disagree, strongly agree and undecided.
When the data was divided into two sets, one where STEM participation was YES
and the other where participation was NO, it becomes difficult to analyze the responses
due to the sample size going down. Ultimately, the sample where STEM participation
was NO, was too small to analyze. However, when looking at computer self-efficacy
when STEM participation was YES, there is marginal significance between the means.
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Emotional Intelligence and Cybersecurity Interest
Research Question 3.
Research Question 3 examined, “What is the relationship between a High School
Student’s interest in a cybersecurity career and emotional intelligence?” Students were
asked to answer questions regarding emotional intelligence facets. The responses to the
questions on the survey determined an emotional intelligence sum. As mentioned before,
the students were asked questions about their interest in cybersecurity careers. This
information was used to group students by interest level. The responses from the
emotional intelligence sum and the cybersecurity career interest were analyzed to
determine what relationship, if any, exists between the items.
Normal Q-Q plot of emotional intelligence. A normal Q-Q plot was used for the
visual inspection of the data for emotional intelligence sums. Figure 13 displays a
straight diagonal line with multiple point intersections. The points on the graph are
student sums from the emotional intelligence survey. When analyzing expected normal
value against observed value, a roughly straight line indicates that it is plausible the
sample came from a normal distribution.
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Figure 5. Q-Q plot of emotional intelligence.
Stem-and-leaf plot of emotional intelligence. To further examine the distribution
visually, the emotional intelligence sum stem-and-leaf plot distribution confirmed a bellshaped curve, as shown in Figure 14. The bell-shaped curve also indicates a normal
distribution of the emotional intelligence sum in the survey responses.
Frequency

Stem &

3.00 Extremes
3.00
4 .
5.00
5 .
13.00
5 .
29.00
6 .
39.00
6 .
56.00
7 .
56.00
7 .
37.00
8 .
26.00
8 .
7.00
9 .
3.00
9 .
Stem width:
Each leaf:

Leaf
(=<43)
699
03334
5567778889999
00111111112222223333334444444
555555556666666666777777788888889999999
00000000000001111111112222222222222223333333334444444444
55555555566667777777777777888888888888888888899999999999
0000000001111122222233333344444444444
55566666666777777788899999
0000012
799

10
1 case(s)

Figure 6. Stem-and-leaf plot of emotional intelligence.
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Kolmogorov-Smirnova tests of normality for emotional intelligence. After
visually inspecting the data, a statistical distribution test is needed. Again, determining
normality of sample is important to show the data is appropriately distributed, or
otherwise the findings could be invalid. The one-sample Kolmogorov-Smirnov test
determines if the sample gathered comes from a population of normal distribution. In
this test, the hypotheses used are as follows:
Ho: The sample data distribution is not significantly different from a normal
population.
Ha: The sample data distribution is significantly different from a normal
population.
The Kolmogorov-Smirnov test of null hypothesis states that the samples come from the
same distribution. A p-value greater than 0.05 would indicate that most likely the sample
comes from a population of normal distribution.
A one-sample Kolmogorov-Smirnov test indicated that the emotional intelligence
responses might not follow a normal distribution, with values of D(277) = 0.063 and p =
0.009. Since the p-value is less than 0.05, there is evidence to reject the null argument,
indicating that this sample may not be normalized. The Shapiro-Wilk also indicates
significance with D(277) = 0.984 and p = 0.003. However, both the stem-and-leaf plot
and the Q-Q plot indicates normality. Several references in published literature note
oversensitivity for Kolmogorov-Smirnov test and indicate the test may not always reflect
the normality (Feigelson & Babu, n.d.). For this study, the data set was treated as
normalized.
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One-way ANOVA test of homogeneity of variance for emotional intelligence.
Like computer self-efficacy, emotional intelligence needed to be analyzed to determine if
population variance is significant. Again, the Levene statistic, an F-test, was used to
analyze the data. To be considered non-significant, and show the variances can be
considered similar, the significant value (Sig.) needs to be greater than 0.05. In this test,
the hypotheses used are as follows:
Ho: There is no difference between the variance of the first group and the
variance of the second group.
Ha: There is a difference between the variance of the first group and the variance
of the second group.
The Levene statistic based on mean showed that the variances for emotional
intelligence are similar, with an F(4, 272) value of 0.908 and p-value of 0.460, as shown
in Table 22. Since the p-value (Sig.) of 0.460 is greater than 0.05, there is not enough
evidence to reject the null hypothesis, and the population variances are equal. The
sample drawn from the population has homogeneity of variance, or the variance of the
groups is similar. Other measures, such as the median, the median with adjusted df, and
the trimmed mean, also support these findings. Assuming the variance amongst the
groups/values is similar enough, there is no need to use a correction value.
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Table 22
ANOVA Test of Homogeneity of Variance for Emotional Intelligence
Emotional Intelligence
Based on Mean
Based on Median
Based on Median and with adjusted df
Based on trimmed mean

Levene
Statistic

df1

df2

Sig.

0.908
0.981
0.981
0.911

4
4
4
4

272
272
263
272

0.460
0.418
0.418
0.458

Descriptive statistics for emotional intelligence and cybersecurity interest. The
descriptive statistics were run on the emotional intelligence sums and the students’
responses about whether they were interested in a cybersecurity career. Table 23
indicates the number of students who responded, grouped by how strongly the students
felt they would be interested in a cybersecurity career. The table indicates that 5%, or 14,
of the 277 students who answered this question either agree or strongly agree were
interested in a cybersecurity career.
Table 23
Descriptive Statistics for Emotional Intelligence and Cybersecurity Interest
Cybersecurity Career
Mean of Emotional
N
Std. Deviation
Interest
Intelligence Sum
Strongly agree
Agree
Undecided
Disagree
Strongly disagree

3
11
72
98
93

72.67
71.82
70.78
72.66
75.71

6.110
6.954
11.128
10.020
10.109

Total

277

73.16

10.347
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One-way ANOVA for emotional intelligence and cybersecurity interest. A oneway ANOVA was run to determine if there was any significance when comparing
emotional intelligence sums and the different groups/levels of interest in cybersecurity.
The one-way ANOVA has a null hypothesis that the mean is the same for all groups
sampled. When the significant value, p-value, is greater than 0.05, the null hypothesis is
supported, indicating no significance between the means. In this test, the hypotheses
used are as follows:
Ho: The means of the sums are equal.
Ha: The means of the sums are unequal.
The results of the one-way ANOVA for emotional intelligence sum where F(4,
272) = 2.525, and p = 0.041 are shown in Table 24. The p-value (Sig.) is less than 0.05,
thus we reject the null statement, and the means are unequal. At least one of the means of
the cybersecurity career interests group/level of interest’s mean is significantly different.
Table 24
ANOVA for Emotional Intelligence Sums and Cybersecurity Career Interest
Mean
Sum of
df
F
Squares
Square
Between Groups
Within Groups

1057.893
28489.8

4
272

Total

29547.69

276

264.473
104.742

2.525

Sig.
0.041
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One-way ANOVA post hoc tests for emotional intelligence and cybersecurity
interest. The one-way ANOVA determined that there was significance when comparing
emotional intelligence sums and the different groups/levels of interest in cybersecurity.
Still, it does not show which group’s means are significant. Post hoc tests provide a
method to investigate further which group’s means are statistically significant. A p-value
(Sig.) that is less than 0.05 shows which groups are not equal. The ANOVA post hoc
tests for emotional intelligence and cybersecurity career interest, shown in Table 25,
further elaborates on the location of the differences. The results indicated that the
population of students who strongly disagree is significantly different from the
population of students who disagree with p = 0.041, and the strongly disagree population
of students is also significantly different from the population of students who are
undecided with p = 0.002. The results are summarized in Table 26 and indicate that the
population of students who strongly disagree about having an interest in a cybersecurity
career is significantly different from two of the other populations (i.e., disagree and
undecided).
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Table 25
ANOVA Post Hoc Tests for Emotional Intelligence and Cybersecurity Interest
Mean
Cybersecurity Career Interest
Std. Error
Difference
Strongly agree

Agree

Undecided

Disagree

Strongly disagree

Sig.

Agree
Undecided
Disagree
Strongly disagree
Strongly agree
Undecided
Disagree
Strongly disagree
Strongly agree
Agree
Disagree

0.848
1.889
0.003
-3.043
-0.848
1.04
-0.845
-3.891
-1.889
-1.04
-1.885

6.666
6.031
5.999
6.003
6.666
3.313
3.254
3.263
6.031
3.313
1.589

0.899
0.754
1.000
0.613
0.899
0.754
0.795
0.234
0.754
0.754
0.236

Strongly disagree

-4.932*

1.607

0.002

Strongly agree
Agree
Undecided

-0.003
0.845
1.885

5.999
3.254
1.589

1.000
0.795
0.236

Strongly disagree

-3.046*

1.482

0.041

Strongly agree
Agree

3.043
3.891

6.003
3.263

0.613
0.234

Undecided

4.932*

1.607

0.002

Disagree

3.046*

1.482

0.041

*. The mean difference is significant at the 0.05 level.
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Table 26
Summary of Post Hoc Tests for Emotional Intelligence and Cybersecurity Career Interest
Evaluation

Strongly
agree

Agree

Undecided

Disagree

Strongly
disagree

Strongly agree
Agree
Undecided
Disagree
Strongly disagree

0.899
0.754
1.000
0.613

0.899
0.754
0.795
0.234

0.754
0.754
0.236
0.002

1.000
0.795
0.236
0.041

0.613
0.234
0.002
0.041
-

When reviewing the emotional intelligence sums and the different groups/levels
of interest in cybersecurity, the response data has a normal bell-shaped distribution. The
homogeneity of the response indicates the variance is constant across the variables. The
data indicates that there is a significant difference between emotional intelligence means
and the responses about whether a student would like a career in cybersecurity,
specifically Strongly Disagree and Disagree, and Strongly Disagree and Undecided.
Emotional Intelligence and Cybersecurity Career Interest moderated by STEM
Research Question 4.
Research Question 4 examined, “To what extent does participation in a STEM
event impact the relationship between emotional intelligence and a cybersecurity career
interest?” Following the earlier pattern of analysis, students were given an opportunity to
respond to whether they had participated in a STEM event. That data was coupled with
the emotional intelligence and cybersecurity career interest questions and was analyzed to
determine if STEM participation has impacted the relationship between emotional
intelligence and cybersecurity career interest among students.
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One-way ANOVA test of homogeneity of variance for emotional intelligence
where the student participated in a STEM event. Visual and statistical analyses for
normal distribution for emotional intelligence responses were already analyzed and found
to be normally distributed. The one-way ANOVA test of homogeneity of variance was
used to check on emotional intelligence for all respondents who indicated they did
participate in a STEM activity. Working with the Levene statistic, the analysis looks to
see if the significant value (Sig.) is greater than 0.05 to determine whether to accept or
reject the null hypothesis. The hypotheses used here are as follows:
Ho: There is no difference between the variance of the first group and the
variance of the second group.
Ha: There is a difference between the variance of the first group and the variance
of the second group.
The Levene statistic based on mean showed the variances for emotional
intelligence for the population that did participate in a STEM event are similar, with F(4,
227) = 1.494 and p = 0.205 (see Table 27). The significance value (Sig.) is greater than
0.05, therefore there is not enough evidence to reject the null hypothesis, and the
population variances are equal. The sample drawn from the population has homogeneity
of variance. Other measures, such as the median, the median with adjusted df, and the
trimmed mean, also support these findings. Again, assuming the variance amongst the
groups/values is similar enough, there is no need to use a correction value.
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Table 27
ANOVA Test of Homogeneity of Variance for Emotional Intelligence Where the Student
Participated in STEM Event
Emotional Intelligence
with STEM Participation
Based on Mean
Based on Median
Based on Median and with adjusted df
Based on trimmed mean
a. STEM Event = YES

Levene
Statistic

df1

df2

Sig.

1.494
1.478
1.478
1.504

4
4
4
4

227
227
213
227

0.205
0.210
0.210
0.202

Descriptive statistics for emotional intelligence where the student participated in
a STEM event. The descriptive statistics were run on the emotional intelligence sums
and the students’ response to whether they were interested in cybersecurity, in the sample
where participation in a STEM event was yes. Table 28 indicates the number of students
who responded, the mean of emotional intelligence sum and the standard deviation. The
table shows that 5%, or 11, of the 232 students who answered this question and
participated in a STEM event strongly agreed or agreed that they had an interest in a
cybersecurity career.
Table 28
Descriptive Statistics for Emotional Intelligence Where Students Participated in STEM
Cybersecurity Career Interest

N

Mean

Std. Deviation

Strongly agree
Agree
Undecided
Disagree
Strongly disagree

2
9
63
82
76

76.00
69.78
71.11
72.79
75.58

2.828
5.696
11.366
9.867
10.162

Total

232

73.16

10.350

a. STEM Event = YES
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One-way ANOVA for emotional intelligence and cybersecurity career interest
where the student participated in a STEM event. A one-way ANOVA was run to
determine if there was significance when comparing the emotional intelligence sum and
the different groups/levels of interest in cybersecurity where the student participated in a
STEM event. The test yielded an F(4, 227) = 1.992, and p = 0.097 as shown in Table 29.
The initial results indicated that the means of the emotional intelligence groups are not
significant.
Table 29
One-way ANOVA for Emotional Intelligence and Cybersecurity Career Interest Where
the Student Participated in a STEM Event
Sum of
Squares

df

Mean
Square

Between Groups
Within Groups

839.319
23907.78

4
227

209.83
105.321

Total

24747.099

231

a. STEM Event = YES

F

Sig.

1.992

0.097

CYBERSECURITY CAREER INTEREST

84

One-way ANOVA post hoc tests for emotional intelligence and cybersecurity
interest where student participated in STEM. The one-way ANOVA determined there
was not significance when comparing emotional intelligence sums and the different
groups/levels of interest in cybersecurity career interest where the student indicated they
participated in a STEM event. However, to check further, the ANOVA post hoc tests for
emotional intelligence sums and cybersecurity career interest where student participation
in a STEM event, was reviewed and indicated that there are significant differences
between groups, as shown in Table 30. The results indicated that the strongly disagree
population is significantly different from the undecided population with p = 0.011. The
results are summarized in Table 31 and indicate that two populations show a significant
difference (strongly disagree and undecided).
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Table 30
ANOVA Post Hoc Tests for Emotional Intelligence and Cybersecurity Career Interest
Where the Student Participated in a STEM Event
Mean
Difference

Std. Error

Sig.

Agree
Undecided
Disagree
Strongly disagree
Strongly agree
Undecided
Disagree
Strongly disagree
Strongly agree
Agree
Disagree

6.222
4.889
3.207
0.421
-6.222
-1.333
-3.015
-5.801
-4.889
1.333
-1.682

8.023
7.371
7.345
7.352
8.023
3.657
3.604
3.618
7.371
3.657
1.719

0.439
0.508
0.663
0.954
0.439
0.716
0.404
0.110
0.508
0.716
0.329

Strongly disagree

-4.468*

1.749

0.011

Strongly agree
Agree
Undecided
Strongly disagree
Strongly agree
Agree

-3.207
3.015
1.682
-2.786
-0.421
5.801

7.345
3.604
1.719
1.634
7.352
3.618

0.663
0.404
0.329
0.090
0.954
0.110

Undecided

4.468*

1.749

0.011

1.634

0.090

Cybersecurity Career Interest

Strongly agree

Agree

Undecided

Disagree

Strongly
disagree

Disagree
2.786
*. The mean difference is significant at the 0.05 level.
a. STEM Event = YES
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Table 31
Summary of Post Hoc Tests for Emotional Intelligence and Cybersecurity Career Interest
Where the Student Participated in a STEM Event
Evaluation
Strongly agree
Agree
Undecided
Disagree
Strongly disagree

Strongly
agree
0.439
0.508
0.663
0.954

Agree Undecided Disagree
0.439
0.716
0.404
0.110

0.508
0.716
0.329
0.011

0.663
0.404
0.329
0.090

Strongly
disagree
0.954
0.110
0.011
0.090
-

One-way ANOVA test of homogeneity of variance for emotional intelligence
where the student did not participate in a STEM event. Visual and statistical analyses
for normal distribution for emotional intelligence responses were already analyzed and
found to be normally distributed. The one-way ANOVA test of homogeneity of variance
was used to check on emotional intelligence for all students in the sample who
participated in the survey and indicated they did not participate in a STEM activity.
Again, working with the Levene statistic, the analysis looked to see if the significant
value (Sig.) is greater than 0.05 to determine whether to accept or reject the null
hypothesis. The hypotheses used are as follows:
Ho: There is no difference between the variance of the first group and the
variance of the second group.
Ha: There is a difference between the variance of the first group and the variance
of the second group.
The Levene statistic based on mean showed that the variances for computer selfefficacy, where students did not participate in STEM are similar, with an F(3,40) value of
0.396 and p-value of 0.756 (see Table 32). Since the significance value (Sig.) is greater
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than 0.05, there is not enough evidence to reject the null hypothesis, and the population
variances are equal. The sample drawn from the population has homogeneity of
variance, or the variance of the groups is similar. Other measures, such as the median, the
median with adjusted df, and the trimmed mean, also support these findings. Assuming
the variance amongst the groups/values is similar enough, there is no need to use a
correction value.
Table 32
ANOVA Test of Homogeneity of Variance for Emotional Intelligence Where the Student
Did Not Participate in a STEM Event
Emotional Intelligence without STEM
Event
Based on Mean
Based on Median
Based on Median and with adjusted df
Based on trimmed mean
a. STEM Event = NO

Levene
Statistic

df1

df2

Sig.

0.396
0.278
0.278
0.393

3
3
3
3

40
40
39
40

0.756
0.841
0.841
0.759

Descriptive statistics for emotional intelligence where the student did not
participate in a STEM event. The descriptive statistics were run on emotional
intelligence sums and the students’ response to whether they were interested in a
cybersecurity career where the sample indicated they did not participate in a stem event.
Table 33 displays the number of students who responded, the mean of the emotional
intelligence sum and the standard deviation. The table shows that 6%, or three out of 45,
of the students who answered this question and did not participate in a STEM event
strongly agreed or agreed that they are interested in a cybersecurity career.
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Table 33
Descriptive Statistics for Emotional Intelligence Where Students Did Not Participate in
STEM Event
Cybersecurity Career
Interest
Strongly agree
Agree
Undecided
Disagree
Strongly disagree

N

Mean

Std. Deviation

1
2
9
16
17

66.00
81.00
68.44
72.00
76.29

.
4.243
9.528
11.088
10.154

Total

45

73.18

10.445

a. STEM Event = NO
One-way ANOVA for emotional intelligence and cybersecurity interest where
the student did not participate in a STEM event. A one-way ANOVA was run to
determine if there was significance when comparing emotional intelligence sums and the
different groups/levels of interest in a cybersecurity career when the student indicated
they did not participate in a STEM event. This analysis yielded F(4, 40) = 1.328 and p =
0.276, as shown in Table 34. The p-value (Sig.) is more than 0.05; thus, the null
hypothesis is not rejected, and there is no evidence that the mean of the cybersecurity
career interest groups is significant.
Table 34
ANOVA for Emotional Intelligence and Cybersecurity Career Interest Where the Student
Did Not Participate in a STEM Event
Sum of
Squares

df

Mean
Square

Between Groups
Within Groups

562.826
4237.752

4
40

140.707
105.944

Total

4800.578

44

a. STEM Event = NO

F

Sig.

1.328

0.276
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When looking at emotional intelligence sums and the different groups/levels of
interest in cybersecurity when STEM participation was included in the analysis, the
response data has a normal bell-shaped distribution. The homogeneity of the response
indicates the variance is constant across the variables. The data indicates there is a
significant difference between emotional intelligence means and the responses to whether
a student would like a career in cybersecurity as moderated by STEM Activity.
Specifically, strongly disagree is significantly different from undecided. Looking at
emotional intelligence, there is marginal significance between the means based on STEM
participation.
For the analysis of emotional intelligence, like the analysis of computer selfefficacy, when the data was divided into two sets, one where STEM participation was
YES and the other where participation was NO, it becomes difficult to analyze the
responses due to the reduced sample size. Ultimately, the sample where STEM
participation was NO ended up being too small to analyze.
Cybersecurity Career Interest and Education Setting
Research Question 5.
Research Question 5 investigated whether a student’s school made a difference in
cybersecurity interest level by asking, “To what extent does an educational setting
influence a cybersecurity career interest?” In addition to responding to question about
emotional intelligence, computer self-efficacy questions, and cybersecurity career
interest, students also had the opportunity to indicate where they were currently enrolled.
From the survey results, 275 students indicated what school they attended. This
research looked at whether the school, Monroe County Middle College (n = 145), Early
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College Alliance (n = 93), and Ida High School (n = 37), had an impact on students’
interest in a cybersecurity career. The data was reviewed using a cross-tabulation, which
examines relations in categorical data. In a cross-tabulation, ideally, there should be an
even distribution across the categories of responses. The null hypothesis states that there
is not a relationship between the variables. The hypotheses used are as follows:
Ho: There is no difference between the groups.
Ha: There is a difference between the groups.
Looking at the z-score (adjusted residual) for analysis, a score greater than 1.96 or less
than -1.96 (or a z-score of 1.96/-1.96) indicates potential significance.
Cross tabulation for cybersecurity career interest and school. As seen in Table
35, this data set does not show an even distribution between locations. Reviewing the zscore (adjusted residual), there is evidence that one school location has a higher
cybersecurity career interest population than the other two school locations. When
reviewing the current dataset, the issue is too small of a sample. There is a slight
indication that strongly agree, disagree and strongly disagree could be influenced by
Early College Alliance location, but the survey response rate does not have the even
distribution to support that conclusion. However, it is interesting to note that all the
strongly agree (3) respondents were enrolled in the Early College Alliance location.
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Table 35
Cross Tabulation for Cybersecurity Interest and School
School
Cybersecurity
Career
Interest

Strongly agree

Agree

Undecided

Disagree

Strongly
disagree

Total

Count
% within
Cybersecurity
Interest
Adjusted Residual
Count
% within
Cybersecurity
Interest
Adjusted Residual
Count
% within
Cybersecurity
Interest
Adjusted Residual
Count
% within
Cybersecurity
Interest
Adjusted Residual
Count
% within
Cybersecurity
Interest
Adjusted Residual
Count
% within
Cybersecurity
Interest

MCMC

ECA

Ida High
School

Total

0

3

0

3

0.00%

100.00%

0.00%

100.00%

-1.8
6

2.4
3

-0.7
2

11

54.50%

27.30%

18.20%

100.00%

0.1
41

-0.5
21

0.5
8

70

58.60%

30.00%

11.40%

100.00%

1.1
46

-0.8
42

-0.6
10

98

46.90%

42.90%

10.20%

100.00%

-1.4
52

2.4
24

-1.2
17

93

55.90%

25.80%

18.30%

100.00%

0.8
145

-2
93

1.7
37

275

52.70%

33.80%

13.50%

100.00%
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Chi-square independence test for cybersecurity career interest and school. Chisquare independence test analyzes whether there is a relationship between categorical
variables. In this analysis, the categories of school (MCMC, ECA, and Ida High School)
are analyzed against the level of cybersecurity career interest (strongly agree, agree,
undecided, disagree, and strongly disagree). The analysis looks at whether a combination
of variables contributes to an interest in a cybersecurity career.
The data were analyzed using the chi-square test, which determines how
independent variables are in a relationship. Being independent means that one variable
does not say anything about another variable. The hypotheses are as follows:
Ho: The two categorical variables are independent in the population.
Ha: The two categorical variables are not independent in the population
Running a chi-square test to further analyze the data was completed. Looking at the pvalue (Significance) = .070, we can accept the null hypothesis that the variables are
independent (see Table 36). Because x2(8) =14.482, and p = 0.070, which is p > .05, we
accept the null hypothesis, and the school location does not impact interest. As noted, the
low response rate contributed to the lack of evidence. There is not strong evidence that
one school location is better. With the current dataset, the issue is too small of a sample.
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Table 36
Chi-Square for Cybersecurity Interest and School
Value

df

Asymptotic Significance
(2-sided)

Pearson Chi-Square

14.482a

8

0.070

Likelihood Ratio
Linear-by-Linear Association
N of Valid Cases

15.015
0.069
275

8
1

0.059
0.793

a. 5 cells (33.3%) have expected count less than 5. The minimum expected count is 40.
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Discussion
The first research question consisted of examining the relationship between a
computer self-efficacy score and an interest in a cybersecurity career. Looking at the
descriptive statistics, as the computer self-efficacy scores increased, the reported interest
in a cybersecurity career improved. Thus, a higher computer self-efficacy score could
indicate a stronger interest in a cybersecurity career. This supports existing research
stating that the more an individual believes they are comfortable with technology, the
more they will feel they can complete computer-related tasks (Yeşilyurt, Ulaş, & Akan,
2016).
The second research question consisted of examining whether STEM
participation had an impact on the relationship between a computer self-efficacy score
and an interest in a cybersecurity career. Unfortunately, distilling the data set into STEM
participants/nonparticipants reduced the sample size. In the STEM-participating
population, there was a slight indication that STEM participation did impact their
cybersecurity career interest. However, with the limited sample, whether STEM
impacted the relationship of a higher computer self-efficacy score, indicating a stronger
interest in cybersecurity, cannot be stated.
The third research question consisted of examining the relationship between an
emotional intelligence score and an interest in a cybersecurity career. Looking at the
descriptive statistics, as the emotional intelligence scores decreased, the reported interest
in cybersecurity improved. Thus, a lower emotional intelligence score could indicate a
stronger interest in a cybersecurity career. This result is contrary to higher emotional
intelligence scores being correlated to positive cybersecurity career interest (Walters,
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2018). This was an interesting element to assess. Perhaps the lack of knowledge
regarding what a cybersecurity career entails explains this relationship. Further, it might
be investigated whether the students surveyed were in a specific discipline cohort or if
they were predisposed to a specific career path.
The fourth research question consisted of examining whether STEM participation
had an impact on the relationship between an emotional intelligence score and an interest
in cybersecurity. Looking at the descriptive statistics, as the emotional intelligence scores
increased, the reported interest in cybersecurity was not consistent. However, breaking
the dataset into STEM participants/nonparticipants reduced the sample size for each
group. With the limited sample, the impact STEM participation had on the relationship
with a higher emotional intelligence score, indicating a stronger interest in a
cybersecurity career, cannot be stated.
The fifth research question consisted of examining whether the educational setting
influenced interest in cybersecurity. Cross tabulation indicated a skewed response rate
and that enrollment in a specific school location does not seem to affect interest level in a
cybersecurity career. Due to the dataset lacking robustness, there is not strong evidence
that one school location is better. Future work should attempt to increase the number of
survey responses to provide enough data to make analysis more meaningful.
Additionally, it would be beneficial to increase the number of schools included in the
analysis. With the current dataset, the issue was too small of a sample.
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Conclusion
In conclusion, there is a shortage of cybersecurity professionals. To better
identify and engage the next generation of cybersecurity professionals, an examination of
computer self-efficacy, emotional intelligence inventories, and participation in organized
STEM events may provide insight into what best affects cybersecurity interest. Does
emotional intelligence play a role in the cybersecurity interest of a student? Does selfefficacy impact a student’s cybersecurity interest? Can a combination of emotional
intelligence, computer self-efficacy, and participation in a STEM event be shown to
increase cybersecurity interest? The relationships were examined to help determine best
practices to identify and engage students who might have a cybersecurity interest.
This research was designed to examine a small population of students in
Southeast Michigan attending a high school or middle college. The intent was to
determine whether relationships existed between some specific factors and cybersecurity
interests. The traits examined included a sum score for computer self-efficacy, a
composite sum score for emotional intelligence, STEM involvement, and the location of
the educational institution. An analysis of the data as an aggregate revealed some
significance. When split into data sets for STEM participation, the sample became too
small for significant meaning. When split into data sets for location the sample became
skewed and too small for meaningful interpretation. Moving forward, increasing the size
of the sample could provide an avenue to delve into analyzing whether STEM does
impact an interest in a career in cybersecurity.
In this study, computer self-efficacy does had a relationship with cybersecurity
career interest, indicating that a higher computer self-efficacy score is associated with a
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stronger interest in cybersecurity. This seems logical because being comfortable
completing computer tasks might mean on is more inclined to be interested in a career
dealing with computer technology, in this case, cybersecurity. Emotion intelligence had
an inverse relationship with cybersecurity interests, indicating that a higher emotional
intelligence score lends to a weaker interest in cybersecurity. STEM participation and
location of the student do not provide any additional insight into whether or not a student
is interested in cybersecurity.
Overall, there is a low interest in cybersecurity. Because there is limited research
on cybersecurity interest at the high school level, the research should move to a
qualitative method to determine why there is such disinterest in this career path. This
research may have overreached assuming students understand what cybersecurity entails.
Perhaps as cybersecurity becomes better defined, more research will help find better
methods to measure interest.
This research adds to the wealth of knowledge about emotional intelligence;
however, a step back needs to happen. The results do not show how to determine an
cybersecurity career interest using an emotional intelligence sum or a computer selfefficacy score. A more grassroots approach is needed in future research to determine if
high school students understand what cybersecurity is and what it entails. Additionally, a
qualitative look at high school students’ perspectives regarding the topic should be
conducted to understand if students have an understanding of cybersecurity before
quantitative research assumes that students do understand the realm of cybersecurity.
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Appendix A: Human Subjects Approval Email
From: <human.subjects@emich.edu>
Date: Fri, May 10, 2019 at 9:52 AM
Subject: UHSRC-FY18-19-293 - Initial: Initial Submission - Expedited Approval
To: <sashur@emich.edu>, <whillike@emich.edu>
May 10, 2019 9:52 AM EDT
William Hilliker
Eastern Michigan University, School Visual Built Environm
Re: Expedited Review - Initial - UHSRC-FY18-19-293 Investigation of Emotional
Intelligence and Computer Self-Efficacy on the Interest on Cybersecurity Pathways
Dear William Hilliker:
The Eastern Michigan University Human Subjects Review Committee has rendered the
decision below for Investigation of Emotional Intelligence and Computer Self-Efficacy
on the Interest on Cybersecurity Pathways. You are approved to conduct your research.
Decision: Approved
Selected Category: 7. Research on individual or group characteristics or behavior
(including, but not limited to, research on perception, cognition, motivation, identity,
language, communication, cultural beliefs or practices, and social behavior) or research
employing survey, interview, oral history, focus group, program evaluation, human
factors evaluation, or quality assurance methodologies.
Findings: This research qualifies for a waiver of signed parental consent. (a) The research
involves no more than minimal risk to the subjects; (b) The research could not practicably
be carried out without the requested waiver; (c) The waiver will not adversely affect the
rights and welfare of the subjects; and (d) Whenever appropriate, the subjects or legally
authorized representatives will be provided with additional pertinent information after
participation.
Findings: You must use stamped copies of your recruitment and consent forms.
To access your stamped documents, follow these steps: 1. Open up the Dashboard; 2.
Scroll down to the Approved Studies box; 3. Click on your study ID link; 4. Click on
"Attachments" in the bottom box next to "Key Contacts"; 5. Click on the three dots next
to the attachment filename; 6. Select Download.
Renewals: This approval will not expire. Once you have completed data collection and all
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data are de-identified, please submit a Closure form.
Modifications: All changes to this study must be approved prior to implementation. If
you plan to make any changes, submit a modification request application in Cayuse IRB
for review and approval. You may not implement your changes until you receive a
modification approval letter.
Problems: All deviations from the approved protocol, unanticipated problems, adverse
events, subject complaints, or other problems that may affect risk to human subjects or
alter their willingness to participate must be reported to the UHSRC. Complete the
incident report application in Cayuse IRB.
Please contact human.subjects@emich.edu with any questions or concerns.
Sincerely,
Eastern Michigan University Human Subjects Review Committee
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Appendix B: Bellamy Emotional Intelligence Questionnaire
EMOTIONAL INTELLIGENCE QUESTIONNAIRE
Please use these response codes for responding to the following items. Place the number of each
response code on the line alongside the item. THERE IS NO RIGHT OR WRONG ANSWER.
1 – Never Like Me
2 - Occasionally Like Me
3 - Sometimes Like Me
4 - Frequently Like Me
5 - Always Like Me
Self-Awareness
___I have a good understanding of my emotions.
___I am good at expressing my feelings to others when they have done something that is
disagreeable to me.
___I am comfortable about sharing my emotions with others.
___I understand why my emotions change.
___I am able to forgive others when they have offended me.
Empathy
___When people discuss their problems with me, I am able to feel what that person is feeling.
___When people discuss their problems with me, I am able to understand their point of view by
seeing things from their perspective.
___I am usually aware of other people feelings.
___I can tell when other people’s feelings have been hurt.
___I tend to be very judgmental of other’s mistakes. (REVERself-efficacy THE SCORE)
Relationship Management
___I help other people feel better when they are down.
___I am able calm people when they display anger.
___I am a good listener.
___I am good at understanding the nonverbal (such as body motion, gestures, etc.) messages that
is sent by others.
___I am able to see myself through the eyes of others.
___I am able to anticipate how others will respond to me.
Self-Management
___I am able to control my emotions.
___I know when to express certain emotions in public and when not to.
___I stay upset for long periods of time when something has made me upset or angry. (reverse the
score)
___I am not able to function well when something has made me upset. (reverse the score)
___I am usually hard on myself when I make mistakes.

Al Bellamy 3/22/06
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Appendix D: STEM Events Survey
Participation in STEM Event Survey
Define STEM
Have you participated in?
science fair
computer club/competition/camp
Digital Divas
engineering club/competition/camp
robotics club/competition/camp
First Lego League, First Robotics, VEX
cybersecurity club/competition/camp
Cyber Patriot, Capture the Flag, Red Team Blue Team, National Cyber League
does your school offer a STEM course(s)
STEM awareness event
Tour of college
Scouting event
STEM Activity, Merit Badge, Facility Tour
Other
Other
Other
(“A Comprehensive List of Cyber Security Competitions,” n.d.)
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School
Grade Level
Grade Point Average
Month of Birth
Year of Birth
Zip Code
Gender
Ethnicity
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Appendix G: STEM Participation
Statistics

N

Have you

Have you

participat

participated

Have you

ed in a

in a CYBER

participated

COMPUT

or

in a

ER

CYBERself-

ROBOTICS

related

efficacyCUR

event?

event?

ITY event?

Have you

Have you

For

For

participate

Have you

participate

example,

example,

d in a

participated in

For

d in an

Digital

CyberPatriot

STEM

a SCOUTING

example, a

ENGINEE

Divas,

, Capture

awarenes

event?

robotics

RING

Game

the Flag,

s event?

For example,

camp, First

event?

Developm

Red

For

STEM activity

Have you

Lego

For

ent, club,

Team/Blue

example,

(NOVA), Merit

participated

League,

example,

camp, or

Team,

in a

First

a camp,

programm

National

college,

Tour,

SCIENCE

Robotics,

competitio

ing

Cyber

guest

Computer/Cyb

FAIR?

VEX?

n or club?

event?

League?

speakers?

er Award?

Valid
Missing

a tour of a Badge, Facility

276

276

275

276

276

276

276

4

4

5

4

4

4

4

Have you participated in a SCIENCE FAIR?
Cumulative
Frequency
Valid

Missing
Total

Percent

Valid Percent

Percent

Yes

153

54.6

55.4

55.4

No

123

43.9

44.6

100.0

Total

276

98.6

100.0

4

1.4

280

100.0

System

Have you participated in a ROBOTICS event?

For example, a robotics camp, First Lego League, First
Robotics, VEX?
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Cumulative

Frequency
Valid

Missing

Percent

Valid Percent

Percent

Yes

71

25.4

25.7

25.7

No

205

73.2

74.3

100.0

Total

276

98.6

100.0

4

1.4

280

100.0

System

Total

Have you participated in an ENGINEERING event?
For example, a camp, competition or club?
Cumulative
Frequency
Valid

Missing

Percent

Valid Percent

Percent

Yes

77

27.5

28.0

28.0

No

198

70.7

72.0

100.0

Total

275

98.2

100.0

5

1.8

280

100.0

System

Total

Have you participated in a COMPUTER related event?
For example, Digital Divas, Game Development, club, camp, or
programming event?
Cumulative
Frequency
Valid

Missing
Total

Percent

Valid Percent

Percent

Yes

90

32.1

32.6

32.6

No

186

66.4

67.4

100.0

Total

276

98.6

100.0

4

1.4

280

100.0

System

Have you participated in a CYBER or CYBERselfefficacyCURITY event?
For example, CyberPatriot, Capture the Flag, Red Team/Blue
Team, National Cyber League?

CYBERSECURITY CAREER INTEREST

123
Cumulative

Frequency
Valid

Missing

Percent

Valid Percent

Percent

Yes

23

8.2

8.3

8.3

No

253

90.4

91.7

100.0

Total

276

98.6

100.0

4

1.4

280

100.0

System

Total

Have you participated in a STEM awareness event?
For example, a tour of a college, guest speakers?
Cumulative
Frequency
Valid

Missing

Percent

Valid Percent

Percent

Yes

126

45.0

45.7

45.7

No

150

53.6

54.3

100.0

Total

276

98.6

100.0

4

1.4

280

100.0

System

Total

Have you participated in a SCOUTING event?
For example, STEM activity (NOVA), Merit Badge, Facility Tour,
Computer/Cyber Award?
Cumulative
Frequency
Valid

Missing
Total

Percent

Valid Percent

Percent

Yes

39

13.9

14.1

14.1

No

237

84.6

85.9

100.0

Total

276

98.6

100.0

4

1.4

280

100.0

System

