In this work we investigate the asymptotic behavior related to the quantum privacy for multipartite systems. In this context, an inequality for quantum privacy was obtained by exploiting of quantum entropy properties. Subsequently, we derive a lower limit for the quantum privacy through the entanglement fidelity. In particular, we show that there is an interval where an increase in entanglement fidelity implies a decrease in quantum privacy.
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I. INTRODUCTION
In quantum information science, the quantum cryptography exploits non-classical features of quantum systems to ensure security in the transmission of information [1] . Classical encryption techniques have their security based on unproven computational difficulty of solving certain problems. The methods of quantum key distribution employ two parties to produce a random secret key known only to them. They are proven secure based on physical principles, without imposing any computational considerations. An interesting aspect is that quantum cryptography has given contributions to classical cryptography; amplification of privacy and classical bound information are examples of concepts in classical information whose discovery was inspired by quantum cryptography [2] [3] [4] [5] . Besides, efforts have been made to an understanding of the relationship between private classical information and quantum information [6] . These facts make quantum cryptography an emerging field of great interest [7, 8] .
The first ideas concerning quantum cryptography were proposed in 1970 by Wiesner, Bennett and Brassard in 1984 [9, 10] . It is based on a combination of concepts of quantum physics and information theory. Substantial developments in quantum optics and optical fiber technology allowed its experimental realization [7, 11] . Limitations on practical quantum cryptography has been analyzed by Brassard et al. [12] , showing that parametric down-conversion offers enhanced performance compared to its weak coherent pulse counterpart. The transmission loss limits in context of the continuous-variable quantum information were investigated by Namiki and Hirano [13] using coherent states and taking into account excess gaussian noise on quadrature distribution.
One of the problems in cryptography is to establish the limits of the techniques from the viewpoint of information theory. A theoretical formulation of quantum information channels of communication that allows a description of the limits in the context of information theory was proposed by Barnett and Phoenix [14] . An important discovery in the theory of quantum information is the Holevo limit [15] . Given a sender (Alice) and receiver (Bob), this limit says that no matter how Bob perform their measurements, the mutual information between Alice and Bob can not exceed an amount χ, called Holevo limit. In this scenario, Schumacher [16] presented the definition of optimal guaranteed privacy for a quantum channel as
where the supremum is taken over all strategies that Alice and Bob may employ to use the channel, H is the mutual information and Eve is eavesdropper. In addition, he derived based on the Holevo limit, a lower limit for privacy in terms of coherent information I:
where S is the von Neumann entropy, the indices B and E refer to Bob and Eve, respectively, and ε characterizes the noisy channel.
In this article we present some general inequalities for quantum privacy in the context of quantum cryptography. The paper is unfolded in the following sequence of presentation.
In the Section II we developed some general asymptotic results about of quantum privacy.
Section III contains a relationship between the quantum privacy and the quantum fidelity.
Sec. IV, we present the conclusions and some perspectives.
II. ASYMPTOTIC BEHAVIOR
Asymptotic results are becoming more common in the theory of quantum information.
Bae and Acín [17] proved that quantum cloning becomes equivalent to state estimation in the asymptotic regime where the numbers of clones tends to infinity. The asymptotic context is present in the quantum information spectrum approach [18, 19] and it can provide, for example, a general expression for the classical capacity of arbitrary quantum channels. It extends the scheme high probability events to high probability subspaces of states defined on a Hilbert space An asymptotic theory of quantum inference [20] has also been developed.
If we want to fully know the density operator ρ, we need an infinite ensemble of quantum systems prepared in the same state, which is impossible in pratice [20] . The impossibility of perfect state estimation is a fundamental result [17] in quantum mechanics and for the large sample case, we can apply the asymptotic theory.
In this scenario, the following lemma provides some asymptotic results about the quantum entropy that enables us to derive a general inequality for quantum privacy. A key ingredient is the semicontinuity of quantum entropy [21, 22] .
Lemma II.1 Let (ρ B n ) and (ρ E n ) be two sequences of density operators satisfying the following conditions:
and
Proof. we have that
Analogously,
With the previous lemma, we can deduce an inequality for quantum privacy. Similarly to the reference [16] , we will consider the states initially prepared by Alice as pure states and the environment also starts in a pure state.
Theorem II.1 Suppose Alice sends states states ρ 
where
Proof. We have that
by Araki-Lieb triangle inequality [23] . Using the previous lemma
Importantly, this result generalizes the equation (2) for multipartite systems in an asymptotic context. In particular, for independent channels (ε = ε 1 ⊗ ε 2 · · · ⊗ ε N ) and product
applying the additivity property of quantum entropy for product states.
III. QUANTUM PRIVACY AND QUANTUM FIDELITY
The measures of distinguishability of the quantum states are useful for analysis of the security in the transmission of quantum information. Biham and Mor presented in reference [24] new limits on such measures and used these limits to prove security against a large class of attacks quantum key distribution. A distance measure widely used in information theory is quantum entanglement fidelity introduced by Schumacher in 1996 [25] . It gives the amount of entanglement preserved in a quantum operation ε. Nielsen showed [26] that entanglement fidelity is the important quantity to maximize in schemes for quantum error correction. It determines how well the system state under error correction is maintained and how the entanglement with the auxiliary systems is preserved [27] . In the following proposition we investigate a relationship between the entanglement fidelity and the optimal guaranteed privacy for a quantum channel. Proof. The quantum Fano inequality states that [25] 
where H is the binary Shannon entropy. Combining this inequality with the expression (2) and identifying S(ρ, ε) = S(ρ E ) and S(ε(ρ)) = S(ρ B ), we find
Since p = inf P , we have a maximum value p at
In the figure (1) we have S = 6 e d = 2, 3, 4 and 8, respectively. The maximum occurs at F = 0.75, F = 0.89, F = 0.94 and F = 0.98, respectively. This behavior is exhibited due to the presence of the binary Shannon entropy in the expression (8) . We can also observe that increasing in the dimension of the system, the fidelity to the maximum value of p becomes close to 1. This result indicates that an increase in the preservation of entanglement implies, since the fidelity is within a certain interval (small), a decrease in privacy. Note that this interval becomes smaller by increasing the size of the system, as shown in graphs. 
IV. CONCLUSIONS
In this paper, we present a generalization of the inequality (2) to multipartite systems in an asymptotic scenario. The inequalities deduced herein establish asymptotic bounds for quantum privacy using a large number of quantum systems, which the key ingredient was the semicontinuity of quantum entropy. Next, we derived a relationship between the entanglement fidelity ant quantum privacy. We believe that this result is important because it indicates that an increase in the preservation of entanglement implies, since the fidelity is within a certain interval (small), a decrease in privacy, revealing an interesting aspect of these concepts in quantum information theory. We emphasize that result presented is not specific of any protocol and it is independent of the degree of entanglement. An investigation
