Despite the efforts by regulatory authorities to promote the Fintech start-ups in the heavily regulated cross-border remittance market, its development has been slow and sporadic. The lingering uncertainty stems from a combination of factors: silo-type legacy infrastructures for regulatory oversight, the nascent global guidelines on the use of virtual currencies, and lack of relevant compliance services for start-ups. This paper highlights the glaring gap in regulatory arbitrage between the use of sovereign fiat currency and its digital counterpart for the cross-border value transfer. Developing a balanced ecosystem via relevant legal, supervisory, and regulatory support should be prioritized before situation-driven, fragmented and duplicate regulations are introduced.
Introduction
Remittance is a significant factor for developing countries as many migrant workers transfer money to their home country. Since financial exclusion can lead to a global risk of income disparity, the development of remittances needs to be emphasized, which would contribute to financial inclusion (Mashayekhi & Branch, 2015) . The report by the IFAD (International Fund for Agricultural Development) (2015) perceived remittances as a means to enhance financial inclusion of both remittance senders and recipients, and underscored the importance of maximizing the economic impact of remittances towards sustainable development.
The global remittance market continued to grow as the total amount of cross-border remittances is estimated to be $582 billion in 2015 and the flow to developing countries continues to take up 72 to 74 percent of the total remittance flow (see Figure 1 and Table 1 ). Many migrant workers transfer money through a variety of remittance service providers such as banks, nonbank financial institutions and money transfer businesses. Nonbank financial institutions include credit unions, savings and loan institutions, post office, and microfinance institutions, whereas money transfer businesses include remittance service providers whose primary service is remittance or is limited to remittance along with foreign currency exchange. 
Source: World Bank (2016).
Even though nonbank financial institutions and money transfer businesses such as MoneyGram and Western Union started offering lower remittance fees to customers, the World Bank (2017) showed that the cost of sending money continues to be exorbitantly high. While the global average cost of sending remittances of $200, including all fees and charges, remained at 7.45 percent in the first quarter of 2017, remittances costs in developing economies, namely Sub-Saharan Africa, East Asia and the Pacific region, continued to have the highest average cost (see Figure 2 ). In addition, global banks have been closing the banking accounts of many moneytransfer operators (MTOs), complaining that remittance transactions are prone to money laundering and other financial crimes (Ratha, De, Plaza, Schuettler, Shaw, Wyss, & Yi, 2016) . Such risk-adverse behavior of banks impedes the efforts to reduce remittance costs and increase access to remittance services.
Figure 2. Remittances Costs across Regions 2 (Percent)

Source: World Bank (2017).
Despite the efforts to decrease remittances costs, those costs act as major impediments to remittance flows (Mashayekhi & Branch, 2015) . Existing remittance services that promise to deliver cost-effective methods of sending money overseas are just partial solutions to the problems and, therefore, new methods for better application of remittances are necessary to supplement the weakness of current services. It is important that new entrants into the market are allowed to help reduce remittance costs for most workers who send money back to their home country.
It is not surprising that many Fintech experts saw a great potential use of virtual currencies in cross-border remittance. The application of virtual currencies to cross-border remittance is appealing and innovative as the method allows users to transfer money instantly and free of charge (see Figure 3 ). In addition, the Fintech firms are expected to use their techniques in promoting financial inclusion mostly via virtual currencies in payment and remittance. For instance, M-PESA of Safaricom, which provides mobile phone banking services, is one of the successful applications of Fintech for financial inclusion. Through allowing customers to transfer cash using their phones, once they pay money into the system by handing cash to one of Safaricom's agents, M-PESA is acknowledged as the most successful scheme of its type on earth (T.S., 2015). The application of virtual currencies to cross-border remittance is expected to enhance financial inclusion as it may increase financial accessibility for the unbanked people. To some extent, the expectations are justified since the use of virtual currencies in remittance services allows unbanked people to access financial services with low transaction costs. Due to intrinsic features of virtual currencies such as anonymity, instantaneity, and irrevocability, however, various challenges related to compliance and consumer protection may occur in cross-border remittances. In a related context, we examine potential obstacles that small-value money transfer businesses may encounter as they offer cross-border remittance services by using virtual currencies. Given that crossborder remittance is a practical way to promote financial inclusion globally, particularly in emerging economies, a new and innovative way of sending money overseas without potential risks is surely a welcome choice for most people. However, service providers may have difficulties in encouraging more migrants to use the new method at the moment as most potential clients in developing economies have little understanding about the underlying technology. To handle this potential problem, migrants and remittance recipients need to receive transparent information including the costs associated with each channel, which will allow remitters to choose the most costefficient option (Mashayekhi & Branch, 2015) . Continual education and awareness programs about various methods of sending money overseas would help them enjoy more variability and efficiency of remittances (Khan, 2016) . The SmaRT (Smart Remitter Target) indicator, which aims to reflect the cost that a savvy consumer with access to sufficiently complete information could pay to transfer remittances in each corridor, showed an increase in the first quarter of 2017, compared to the previous year (World Bank, 2017) .
In reality, it is shown that most of the alternatives require huge compliance costs associated with KYC-AML (Know Your Customer, Anti-Money Laundering) and prove to be less effective if unacceptable, as they often ignore financial stability guidelines for capital flow across borders. The cost savings feature of remittances via virtual currencies camouflages those huge compliance costs via quick fixes on compliance requirements that are generally applied to traditional money service businesses, since the new entrants cannot afford to subscribe to existing compliance services. Besides, existing firms are often registered as a software development company, and they are not given legal licenses to engage in cross-border remittance. It is clear that in-depth analyses on new methods of crossborder remittance highlight the existing tensions among regulatory and legal framework under various government agencies and the needs to coordinate market signals to promote a viable ecosystem for financial stability and fair competition. As the criteria for distinguishing the different types of players in the payments and remittance ecosystem has been blurred with the emergence of new business models, payment service providers have difficulty in understanding what regulatory rules apply to their businesses (Shook Lin & Bok LLP, 2016) . In addition, due to significant differences in the regulatory requirements from one country to another, the International Swaps and Derivatives Association (ISDA) reported that European dealers and banks have moved away from U.S. markets (Trulioo, 2016) . By helping this new breed of disruptors in entering a newly developed market for cross-border remittance with relevant supervision and regulation, implications drawn from this study would help promote sustainable financial inclusion for general population.
This paper aims to study current issues and examples of several countries related to the promising use of virtual currencies in crossborder remittances, and suggest improvement plans to make it commonly available across the world, including preparation for standardized regulations that can be applied to every country. Since the issues raised here are relatively new, and not properly defined in conventional perspectives commonly observed in academia, there are not many references to hold on to. However, we could find various analyses on traditional remittance policies in different countries. According to the research by Olowa (2014) , which dealt with remittances in Nigeria, the competitive environment for remittances was highly constrained because only one money transfer organization existed in the market and banks were the only entities legally authorized to perform international payments. On the one hand, the Central Bank of the Republic of Kosovo (2013) reported that the remittance industry is likely to ensure safe and efficient service when the general legal framework, where it operates, is sound, predictable, non-discriminatory and proportionate.
Among a few related studies in this field, Middlebrook and Hughes (2013) delineated legal changes in response to the use of virtual currencies in electronic payments and financial services (e.g. FinCen (Financial Crimes Enforcement Network) guidance, CFPB (Consumer Financial Protection Bureau)'s regulation E), and described the case of Liberty Reserve where users were able to use virtual currencies for criminal activities such as money laundering due to the weak identity validation process. In addition, Middlebrook and Hughes (2013) drew on the problem of regulatory ambiguity on virtual currencies, and highlighted potential compliance burdens that emerging businesses may experience when new regulations are introduced. In a similar context, findings in this paper emphasized the glaring arbitrage opportunities that would be created by recalcitrant legal setup, which cannot accommodate new opportunities in a coherent legal framework. Until successive and gradual revisions of existing legacy infrastructures are undertaken, the gap would be exploited by a few entrants to hinder better opportunities for potential new entrants into the remittance market. In this vein, the rest of the paper consists of some of the key issues with cross-border remittances, which are followed by a diagnosis and the conclusion in the final chapter.
Potential Issues in Small-value Cross-Border Remittances Compliance in Cross-Border Remittances
Many remittance market participants and authorities expected the use of virtual currencies such as Bitcoin in cross-border remittances to enhance efficiency in making transfers, and eventually contribute to financial inclusion. Because of this particular feature, Bitcoin remittance has been hailed rightly or wrongly as the economic choice for most small-value remittance service providers. Due to a lack of regulatory guidelines, however, many ignored compliance costs related to the use of virtual currencies in cross-border remittances, thus leading to an inaccurate impact assessment on the market. A more fundamental issue is the absence of clearly-defined legitimate business space of new entrants in the heavily regulated financial industry. This uncertainty about the permitted businesses under the relevant legal framework leads to compliance uncertainty, and most potential entrants are left in limbo, eroding on their paltry capital base. In short, although technological development has allowed the reduction of technical costs in remittances, compliance burden still remains as an unsolved problem in the market, because of either the lack of affordable services or the undefined legitimacy of their businesses. It is surely necessary for new entrants to factor these unaccounted aspects in making business decisions, yet stakeholders in this new market are not in a position to draw consensus or start discussing necessary efforts. No single entity in the public sector can make decisions that cover many sectors, which possibly pertain to very complicated businesses. The concern remains valid since a significant portion of Bitcoin remittance costs is left untouched, as most of the participants have not been properly registered and they mostly avoid reporting their daily activities to the FIU (Financial Intelligence Unit) or other regulatory body on a regular basis (see Table 2 ). In fact, they operate in a gray area where regulations are virtually absent or simply neglected. This newly created issue from disruptive forces in businesses needs to be monitored properly, but the legacy infrastructures are ill-equipped to deal with such fundamental changes in business landscape.
Let us first look into how the use of Bitcoin or virtual currencies interferes with the AML concerns. In response to terrorist attacks and the heightened attention by international bodies on terrorist financing, many countries emphasized the significance of conducting AML-CFT (Combating the Financing of Terrorism) and CDD (Customer Due Diligence) regulatory requirements. In 2011, the FATF (Financial Action Task Force) announced nine additional special recommendations. Not only banks and other remittance providers, but also small-value money transfer businesses are obliged to follow the FATF recommendations when providing cross-border remittance services (see Table 3 ). Moreover, the General Principles for International Remittance Services of the Bank for International Settlements (BIS) and the World Bank state that countries should establish a regulatory framework that satisfies internationally agreed standards such as the FATF recommendations. Technological benefits of new remittance services cannot be accommodated to the existing guidelines since a larger body of infrastructures is left unsettled to fit into properly regulated and registered services. 
Source: FATF (2012).
In order to comply with the AML-CFT regulations, financial institutions have built extensive compliance programs through risk management, corporate governance, and monitoring and record-keeping systems. These supportive compliance programs allow financial institutions to follow stringent regulatory requirements such as the KYC rules and Bank Secrecy Act (BSA) in the United States. In the case of the United States, regulatory guidelines are provided from the Office of Foreign Assets Control (OFAC), which help financial institutions broaden their understandings on the current regulatory requirements. Unfortunately, small-value money transfer businesses newly entering the market with insufficient support from regulatory guidelines may find it hard to build strong compliance programs that are at the same level as existing financial institutions. The lack of compliance programs and regulatory guidelines may harm not only customers, but also the development of the Fintech industry, as it fails to grow in a stable and wellestablished market. As small-value money transfer businesses conduct their businesses without a proper registration, they may bypass suspicious transaction reporting and obligations for CDD in one way or the other, resulting in a high risk of money laundering and terrorism financing. In addition, due to the inherent characteristics of virtual currencies, small-value money transfer businesses providing remittance using such currencies may face challenges. For instance, while anonymity (or pseudonymity) is one of the benefits that virtual currencies have, it also increases risks related to the money laundering and financing of terrorism as the users could take an advantage of the anonymous nature of virtual currencies (when sending money overseas). In short, despite obvious benefits of using virtual currencies in cross-border remittance, there are needs for comprehensive legal and regulatory support for the use of virtual currencies to be taken as a reliable choice. A large gap exists between the reality of many polarized choices and the preparedness of existing legacy infrastructures to accommodate these changes in the desirable direction. Before such a gap is addressed, judgements on the technical features of the new methods ought to be reserved.
Consumer Protection Risks
Although the current consumer protection laws define specific guidelines that money transfer businesses are required to follow, some guidelines and requirements would be incompatible for remittance services when using virtual currencies. Hence, consumers would be exposed to risks due to the unclear legal status of virtual currencies. As a consequence, in 2014, the CFPB (Consumer Financial Protection Bureau) of the United States released a consumer advisory on the risks virtual currencies may pose to consumers. The current remittance transfer rule states that consumers can cancel a transfer within 30 minutes (see Table 4 ). Due to the inherent features of virtual currencies, however, virtual currency transactions are immutable. Thus, this requirement would be not applicable to remittances that use virtual currencies. As such, there are no clearly established consumer protection guidelines for the Bitcoin remittance service providers with the possible exception of Japan (Japan Payment Service Association, 2016). Unlike most countries which largely adopt a hands-off stance for new technologies and business practices (e.g. the supervisory sandbox approach of the United Kingdom), Japan chooses to take a radical approach toward these issues by allowing authorities to evaluate potential applications on an individual basis.
At this juncture, it needs to be noted that some of the tentative stances of the authorities leave clients unprotected. In particular, virtual currency wallets with private keys are not insured by the government programs, which represent the lack of consumer protection in the use of virtual currencies. In the United States, bank or credit union accounts are secured by the FDIC (Federal Deposit Insurance Corporation) or the NCUSIF (National Credit Union Share Insurance Fund). However, virtual currency wallets are not insured by any such government organizations. Insurance coverage of such virtual currency transactions can prove to be tricky due to large price fluctuations -the price of Bitcoin depreciated by 61% within a day in 2013 (CFPB, 2014) -that can make it difficult to calculate the precise coverage (see Figure 4) . Therefore, consumers would be exposed to various risks when a small-value money transfer business conducts its operation by using virtual currencies (see Table 5 ). In addition, the pronounced volatility of Bitcoin prices poses potential threats to clients even though usual cross-border remittances are executed within a short period of time. Some consensus guidelines need to be established to settle cases that involve drastic changes in remittance values across the border. 
Source: CFPB (2013).
As shown in the case of CFPB, some regulatory authorities have released a consumer advisory to help consumers comprehend the risks associated with the use of virtual currencies in cross-border remittances. However, most of these advisories did not specify how consumers could be protected, but rather stated that consumers should be aware and take care of their own risk. Sixty-one percent of respondents to a survey conducted by the Massachusetts Division of Banks and Loan Agencies (2014) have responded that security is an important factor when it comes to the purchase and/or use of Bitcoins (see Figure 5 ).
Figure 4. Price of Bitcoin (BitStamp USD)
Source: Bitcoincharts (2016) . In the event that a payment is misdirected, an incorrect amount is transferred, or a transaction is not completed in a timely manner due to an error by a virtual currency wallet, exchange, or processor, in most currencies the transaction is not reversible, the error is not correctible, and the consumer has no recourse against the wallet, exchange, or processor.
Failure of a wallet or exchange
No insurance mechanism exists to make account holders whole in the event that a virtual currency wallet or exchange operator fails and accounts become inaccessible. Inadequate disclosures Wallets and exchange operators have no obligation to provide disclosures to consumers related to service fees or charges associated with virtual currency transactions, the volatility and unregulated nature of the virtual currency ecosystem, or any of the other risks described in this table.
Source: The Clearing House and ICBA (2014) . 
Source: Massachusetts Division of Banks and Loan Agencies (2014).
Hence, the establishment of sufficient guidelines protecting consumers is all the more essential to foster adoption of virtual currencies in the remittance market. Going forward, regulatory authorities should prepare guidelines for virtual currencies and establish a Consumer Protection Act that is pertinent to the use of virtual currencies. This is going to be a simple task, but it is important in order to form a stable and sustainable ecosystem for remittance services. In essence, this remains the core area of the conflict between a decentralized system and a centralized legacy system, where the openness and consensus mechanisms remain the backbone of inherent P2P (peer to peer) services. The fundamental differences need to be resolved through a wider consensus mechanism and technological advances for scalability and interoperability, which implies that any gains from limited participation and the use of closed community resources need to be evaluated in a wider framework. With such inclusive and open efforts, it would be able to create a sustainable remittance ecosystem by protecting rights of diverse stakeholders in the industry.
Exchange Controls and Potential Risks of Capital Outflow
Although the application of virtual currencies may benefit the crossborder remittance market by lowering technical costs, virtual currencies could be misused to take capital out of a country. For Figure 6 ). In light of such use of Bitcoins as a means of capital flight, it is vital to implement laws or regulations to prevent such actions.
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Figure 6. USD to CNY and the Price of Bitcoin
Source: Bitcoincharts (2016) and FRED Economic Data (2016) .
Since the 1997-1998 Asian financial crisis, Korean regulatory authorities have mandated a reporting obligation for foreign exchange transactions with the foreign exchange information system. Such foreign exchange liquidity control is regarded as the most critical effort to maintain financial stability. In order to prevent the misuse of virtual currencies, regulatory authorities may enforce a reporting obligation for virtual currency transactions with the foreign exchange information system. The legal status of virtual currencies has not been established in many countries. However, authorities may consider following the case of Kansas, which will be discussed later in this paper, by making virtual currency transactions applicable to the existing Money Transmitter Act or relevant remittance laws and regulations when the transmission is conducted with a sovereign currency.
To sum it up, it seems relevant to regulate Bitcoin exchange with identical supervisory oversight to avoid regulatory arbitrage. At the very least, the authorities can engage in proper transaction monitoring via a reporting system that requires all relevant institutions to report suspicious or fraudulent behavior. Regardless of the legal status of cryptocurrency, virtual currency or digital currency, reporting requirements for supervisory concerns is justified. It also helps attract Fintech start-ups to operate in a supervised setting so that they can start gaining market confidence.
The Current State of Regulation
The Case of Korea: Two-Pillar System
As virtual currency became the key driver transforming remittance services to a great extent, it has alerted many regulatory authorities around the globe. As a result, many countries such as Korea and Japan have revised existing laws and regulations in order to accommodate technological changes in remittances and facilitate the development of the remittance market and the Fintech industry. However, the rate of technological change has been so rapid that most regulatory actions cannot keep pace and they mostly revolve around revisiting existing Enforcement Decree of the Act to accommodate only the essential changes. The current stalemate in the national assembly in Korea poses a real challenge for the authority since there is no responsible body that oversees systemic risks associated with recurrent revision of various regulations without touching on legal and institutional overhaul to accommodate significant changes in our financial ecosystem. Within the existing framework, this paper sheds light on how regulatory authorities in Korea tried to incorporate the application of virtual currencies in cross-border remittances into its coherent legal and regulatory frameworks.
As the financial services industry is undergoing rapid technological transformation, Korean regulatory authorities have shown efforts to revise regulations to cope with disruptive forces of virtual currencies. On March 2016, the MOSF (Ministry of Strategy and Finance) revised the Enforcement Decree of the Foreign Exchange Transactions Act (FETA), allowing non-financial institution to conduct small-value crossborder remittance services through a partnership with a bank. Prior to the revision of the Act, banks were the sole entity allowed to offer cross-border remittance services. Now, customers are able to transfer money up to $3,000 per transaction and $20,000 per year through such authorized nonbank entities. The newly revised Enforcement Decree states that small-value money transfer businesses must form a partnership with a bank and satisfy capital requirements in order to operate business. However, other detailed requirements may differ by partnership agreements between the two parties. This revision was the effort of the Korean regulatory authorities to facilitate the development of Fintech industry by allowing more money transfer businesses to operate in the cross-border remittance market with new technologies, while at the same time benefiting customers with lower transaction fees. On June 2016, the government announced that there will be a further revision of the Enforcement Decree of the Foreign Exchange Transaction Act, authorizing small-value money transfer businesses to operate cross-border remittance services without forming a partnership with a bank (Yoon & Yang LLC, 2016) . The revision is currently under discussion at the MOSF.
Although the Korean regulatory authorities have shown various efforts to promote the Fintech and financial services industry, the legal structures for remittance service providers remain largely fragmented. In the case of Korea, such services mainly fall under two regulations: the FETA and the Electronic Financial Transactions Act (EFTA). Since remittance service providers conduct foreign exchange transactions, they are obliged to follow the former. In addition, as their method of business falls under the scope of electronic financial transaction, they are also regulated under the latter regulation as well. What is more is that the regulations are under control of different agencies. The current regulation can be seen as a two-pillar system since the EFTA falls under the jurisdiction of the FSC (Financial Supervisory Commission), whereas the FETA is under the jurisdiction of the MOSF. Hence, there are areas of double scrutiny and some conflicts exist within the relevant legal framework (see Table 6 ). As a result, it is a challenging task to build united regulatory frameworks for the crossborder remittance market, which would enhance regulatory understandings of market participants. Further, any cross-border remittance involves two parties across the national boundaries such that equivalent license holders are the prerequisites for safe and convenient transactions.
For the successful development of the cross-border remittance market, there are still a number of key issues that need to be resolved -compliance costs, consumer protection and transaction reporting obligations etc. However, under the current dichotomized and fragmented legal framework coupled with the fast pace of technological development, this is a daunting task. For instance, both the FETA, presided by the MOSF, and the EFTA, monitored by the FSC, regulate only part of the comprehensive and complicated processes that involve cross-border remittances, exchange into foreign currency and small-value transfer across the border. 
Source: Korea Legislation Research Institute (2016).
However, Bitcoin remittances involve activities not covered by the prevailing legal infrastructure, and there is lax supervision on the limits of remittance, reporting duties, etc. Since the legal status of various virtual currencies has yet to be defined by relevant authorities, imposing legal obligations on these firms, in fact, legitimizes their activities via implicit business licenses. Therefore, the establishment of a streamlined regulatory perimeter among authorities and the proposed revision should be expedited to comprehensively regulate all aspects of cross-border remittances in a coherent legal framework. There are clear limits to regulate increasingly complex activities by continuous revisions of the segmented, disparate Enforcement Decree of the Act. E-money licenses issued by EU countries, as exemplified by the BLENDER of Israel, cover all aspects of remittances as well as lending such that Fintech firms can operate and expand across the globe. For a similar effort to apply e-money licenses of EU countries, the Korean regulatory authorities should seek to provide comprehensive and coherent regulations for remittance operations in order to create a sustainable ecosystem with arising innovative technologies.
The Case of Japan: Payment Services Act
The FSA (Financial Services Agency) of Japan, one of the fastest followers of new technologies, reviewed the Payment Services Act (PSA) to regulate the use of virtual currencies in cross-border remittances. Since this is the first move among advanced economies, we seek to extract relevant implications about a possible stance on Bitcoin remittance. Commencing on April 1, 2010, the FSA amended the PSA of Japan, permitting nonbank financial institutions to operate fund transfer services. In 2016, the PSA was revised further to regulate remittances that use virtual currencies. The newly revised PSA permits the use of virtual currencies in remittances, while it limits the amount to one million yen per transaction. Moreover, as shown in Table 7 , remittance service providers, who fall under one of the categories, are obliged to register with the Prime Minister. The PSA does not have a uniform level of minimum capital requirements, as it is uncertain how the market would be developed with new remittance methods in the future. As for consumer protection, the PSA states that virtual currency exchange service providers need to manage information safely and provide information on differences between fiat currencies and virtual currencies as well as the contents of a contract to customers. In addition, virtual currency exchange service providers are obliged to manage assets such as cash and virtual currencies separately. In the case of transaction errors and other transaction-related issues, customers may resolve disputes through the financial Alternative Dispute Resolution (ADR) and send complaints to the Japan Payment Service Association or directly to the Japan Federation of Bar Associations (Japan Payment Service Association, 2016). Ariyoshi, N., Tanizawa, S., & Katagiri, H. (2016) .
The Case of the United States: Money Transmitter Act
In the case of the United States, requirements for a money transmitter license differ from state to state. In general, remittance service providers need to comply with regulatory requirements such as internal controls, record keeping and sanctions under the U.S. Bank Secrecy Act (BSA). The CFPB is in charge of setting up consumer protection guidelines in the United States. In 2013, the CFPB added consumer protection measures to the Dodd-Frank Wall Consumer Protection Act, and nonbank financial institutions and money services businesses are obliged to follow the Act. As mentioned earlier, however, the current regulation on remittances may not be compatible to the use of virtual currencies in remittances due to its intrinsic characteristics. Besides, virtual currencies have not been recognized as money, thus it is unclear how regulations would apply to the use of virtual currencies. Some states have made efforts on providing a guidance for the application of virtual currencies in financial market. On June 2014, the Kansas Office of the State Bank Commissioner (OSBC) released a guidance document to explain whether the Kansas Money Transmitter Act (KMTA) is applicable to the use of virtual currencies in remittance transactions. According to the document, virtual currencies are not considered as money since they are not authorized or issued by any governmental entity. Thus, the transmission of virtual currency is not regulated under the KMTA. However, when a sovereign currency is used in a transaction with virtual currency, the virtual currency transmission would be regarded as money transmission, which can be covered by the KMTA (see Table  8 ). Exchange of cryptocurrency for sovereign currency between two parties is not money transmission under the KMTA. This is essentially a sale of goods between two parties. The seller gives units of cryptocurrency to the buyer, who pays the seller directly with sovereign currency. The seller does not receive the sovereign currency with the intent to transmit to another entity. Exchange of one cryptocurrency for another cryptocurrency is not money transmission. Regardless of how many parties are involved, since cryptocurrency is not considered "money" under the KMTA, no money transmission occurs. Transfer of cryptocurrency by itself is not money transmission. Because cryptocurrency is not money or monetary value, the receipt of it with the intent to transmit it to another entity is not money transmission. This includes intermediaries who receive cryptocurrency for transfer to a third party, and entities that, akin to depositories, hold cryptocurrencies on behalf of customers. Exchange of cryptocurrency for sovereign currency through a third party exchanger is generally considered money transmission. For example, most Bitcoin exchange sites facilitate exchanges by acting as an escrow-like intermediary. In a typical transaction, the buyer of cryptocurrency sends sovereign currency to the exchanger who holds the funds until it determines that the terms of the sale have been satisfied before remitting the funds to the seller. Irrespective of its handling of the cryptocurrency, the exchanger conducts money transmission by receiving the buyer's sovereign currency in exchange for a promise to make it available to the seller. Exchange of cryptocurrency for sovereign currency through an automated machine may or may not be money transmission depending on the facts and circumstances of its operation and the flow of funds between the operator of the automated machine and the customer. For example, several companies have begun selling automated machines commonly called "Bitcoin ATMs" that facilitate contemporaneous exchanges of Bitcoins for sovereign currency. Most such machines currently available, when operating in their default mode, act as an intermediary between a buyer and a seller, typically connecting through one of the established exchange sites. When a customer buys or sells Bitcoins through a machine configured in this way, the operator of the machine receives the buyer's sovereign currency with the intent to transfer it to the seller. This would be considered money transmission under the KMTA and would require licensure. However, at least some Bitcoin ATMs can be configured to conduct transactions only between the customer and the operator or owner of the machine, with no third parties involved. If the machine never involves a third party, and only facilitates a sale or purchase of Bitcoins by the machine's operator directly with the customer, there is no money transmission because at no time is sovereign money received by the owner or operator of the machine with the intent to transfer it to another entity.
Source: Kansas Office of the State Bank Commissioner (2014).
Proposed Approach
With the advent of new methods of sending money overseas, many technical and legal issues have come to light and, require the attention of national authorities as well as global institutions. In order to foster a viable environment in which new entrants can prosper without having negative impact on society, regulatory authorities and market participants should take serious considerations on a legal status of Bitcoin or other digital currencies as well as the provision of affordable market services for KYC/AML requirements. Hence, the current legacy infrastructure needs to be made available to potential entrants at reasonable prices via open API (Application Programming Interface). Moreover, global guidelines for money transfer businesses need to be formulated by the current and potential market participants through collaboration with relevant national and international authorities.
An Open Platform for Compliance Services
In order to combat money laundering, terrorism financing and other illicit activities, it is vital to establish sufficient compliance infrastructures. Nevertheless, many small-value money transfer businesses still lack compliance programs, and as a result, fail to adhere to compliance regulations. Due to increasing risks related to money laundering and terrorism financing, complying with AML-CFT regulations became onerous to many financial institutions. As a consequence, financial institutions such as Barclays and HSBC have decided to close the accounts of money transfer operators (see Table  9 ). Moreover, not only Fintech start-ups, but also current money transfer businesses struggled to follow up with compliance costs. For instance, Western Union spends about 3.7% of its revenues on compliance, and 2,200 employees are dedicated to managing compliance regulations (SaveOnSend, 2016) . With growing significance of AML and KYC process in financial transactions, some Fintech start-ups (e.g. Trulioo) have recognized potential opportunities to develop a platform for identity verification by using databases and technologies such as identity verification API.
As for the possible suggestions, the government may consider providing market incentives to incumbents, also known as financial institutions, to help new entrants with compliance services, promoting a more inclusive financial ecosystem. Financial institutions, known as the incumbents, are best equipped to provide necessary legal and regulatory advisory services to potential entrants by sharing their strong regulatory capacity with strong compliance programs. In contrast to the financial institutions, many Fintech start-ups are able to reduce technical cost of remittances but still face challenges on establishing robust compliance programs. As such, the cooperation between these two parties is necessary yet lacking. This can be remedied by providing incumbents with strong tax and financial incentives for possible collaboration. Source: Attridge (2015) .
If the long-term goal of regulatory authorities is introducing new players in the highly regulated market, it is important for the authorities to provide a leveled-playing field, such as a dedicated infrastructure for start-ups or a consortium type of service platform, so that potential entrants are not discouraged from entering the market for fear of prohibitively high compliance costs. Alternatively, instead of promoting a fragmented remittance ecosystem, the government may seek to develop public compliance services through cooperation with the incumbents. As witnessed by successful achievements with various financial infrastructures that are specific to Korea, such as Korea Financial Telecommunications and Clearings Institute (KFTC) and Korea Securities Depository (KSD), which are essentially public institutions, the authorities can incentivize these institutions to provide necessary services for new entrants at nominal costs for their open API services. Through cooperation, financial institutions could be properly compensated by acquiring technological expertise from Fintech start-ups. Since most of them thrive on less than a competitive environment, they need to be mandated to provide services for promoting a competitive and fair environment for all. By providing low-cost public compliance services to small-value money transfer businesses, it would be able to lower entry barriers of the cross-border remittance market and facilitate the market development.
Similar to encouraging financial institutions to offer technical services to Fintech start-ups, the government may lead the market to find a way to offer legal assistance for companies who lack understandings of legal obligations. For instance, the authorities may support the incumbents and Fintech start-ups to form the money transfer business association, which aims to offer guidelines on legal frameworks and any possible disputes to start-up companies, consumers, and other related stakeholders in the market. The association may take an active role in establishing a website, which explains legal frameworks on cross-border remittance services, and providing relevant compliance hotline services for market participants. At its core, collaboration and openness remain the most powerful and essential elements to reach a connected market. This principle equally applies to fostering a more vibrant ecosystem for cross-border remittance.
Indicative Global Guidelines
As virtual currencies are widely used in cross-border remittances, it is essential to establish global regulatory guidelines to enhance market stakeholders' understandings on regulatory frameworks related to new technologies such as virtual currencies. Without global regulatory guidelines for virtual currencies, the cross-border remittance market would suffer serious fragmentation as market participants would be able to capture arbitrage opportunities from regulatory differences between countries. One of the most promising areas for Fintech applications is cross-border remittance, where significant cost savings and added convenience and benefits for consumers are hard to ignore. As a result, the use of virtual currencies in cross-border remittances is known as the most practical way to promote financial inclusion in emerging economies. Fintech companies such as Stellar and Ripple have developed a decentralized settlement system which money transmitter businesses could adopt for cross-border remittance services. In addition, the development of digital currencies such as Bitcoin allows users to send funds overseas without having intermediaries. In contrast to the SWIFT and RTGS systems that are commonly used by financial institutions and central banks, the last two options -a decentralized settlement system and the use of digital currencies -are not fully supported by the existing laws and regulations, and leave many pitfalls due to market fragmentation and the lack of clarity from regulatory authorities. The legacy infrastructures, market dominance of existing players, both in market position and requisite financial services availability make the new potential choices for consumers unreliable and incomplete. Further, the laissez-faire approach by most authorities (e.g. regulatory sandbox) only allows untenable and fledgling status for eager participants with scant capital cushion for sustainable funding. With little regulatory oversight, most market participants remain as unregistered or unlicensed, failing to report suspicious transactions or detect illicit activities. The lack of information with regard to legal obligations for each entity on the use of virtual currencies not only harms stakeholders in the industry, but also renders the industry fragmented and unsustainable. As shown, fragmented supervisory guidelines and the lack of relevant compliance services interfere with adopting a new form of value transfer. A new possibility for new remittance methods cannot be even tested in markets because of the lack of proper legal framework and/or relevant compliance services available in the markets around the world. Therefore, it is vital to impose rigorous regulations on the current Bitcoin exchange in order to prevent illicit uses of new technologies and maintain financial stability.
Many regulatory authorities have announced Fintech initiatives to foster innovation in the financial industry. Korea has been pushing hard for its Fintech initiative since 2015. The Enforcement Decree of the FETA was revised by the MOSF, permitting non-financial institutions to operate in the cross-border remittance market by using various methods, including the use of virtual currencies. Despite such efforts, the potential application of virtual currencies to cross-border remittances continues to be vitiated. In addition, laws and regulations are often revised in a hasty manner that Korean regulatory authorities revised the Enforcement Decree of the Act, instead of modifying the existing laws and regulations in order to integrate new technologies into the remittance market. Currently, there is no such global regulatory standard for the cross-border remittance services. Thus, discrepancies in legal systems of countries have increased risks in the cross-border remittance operation. With a recent movement to create a sustainable and secure remittance ecosystem, the authorities face many challenges as they need to establish regulatory frameworks by taking account of economic conditions of a country and complying with the international standards of AML and KYC rules. Hence, it is essential to find a way to reduce compliance costs by fostering a necessary ecosystem to accommodate new entrants lest financial stability and consumer protection be not compromised.
Above all, as the remittance operations involve many disparate players, it is important to establish multilateral regulatory frameworks on the use of virtual currencies. Similar to the FATF, global guidelines for Bitcoin or virtual currency exchanges could be designed to specify risks related to the use of virtual currencies and set minimum standards that countries need to implement. Founding global guidelines would prevent regulatory arbitrage that may arise from the use of sovereign currency and its digital counterpart. Since a new ecosystem, which is also based on a decentralized system, is qualitatively different from the past centralized ecosystem, it is inevitable to form a social consensus before establishing comprehensive regulatory frameworks for a new environment. Therefore, government authorities should encourage market participants to take part in making global regulatory guidelines through discussions and a consensus process. Global guidelines that are established by the private sector initiatives and the approval of government authorities would provide transparent conditions for the market, which would foster the balanced development.
In accordance with rigorous regulatory requirements, establishing a robust compliance program is vital when operating cross-border remittance services, regardless of the type of remittance service providers. Small-value money transfer businesses were able to reduce technical costs by using virtual currencies in their operations, but compliance costs remained high. In order to assist small-value money transfer businesses, the government may seek to facilitate collaboration between the incumbents and start-ups. Through open cooperation, the incumbents may provide low-cost compliance services to small-value money transfer services, allowing more smallvalue money transfer businesses to enter the market. By doing so, the government would be able to accelerate the development of the market and create a successful new ecosystem that is based on extreme connectivity and openness. It is most vivid in the cross-border remittance industries that strive to incorporate Fintech movement as authorities face with increasingly challenging tasks to build the level playing field for potential market participants.
Regardless of the continuous development of technologies, the government should always seek to maintain financial stability and protect consumers in the market. The laissez-faire approach and the government's endeavor to induce the market participation need to adapt to the new landscape. Furthermore, regulatory authorities should not rashly introduce laws and regulations, but establish soled regulatory frameworks by carefully scrutinizing the approach based on profound research. Ensuring solid compliance programs of smallvalue money transfer businesses and forming global regulatory guidelines would not only secure rights of stakeholders in the crossborder remittance market, but also contribute to financial inclusion as the use of virtual currencies in the remittance market becomes widely accepted.
