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Abstract— Today, Internet of Things (IoT) is an important 
and very popular technical and research area, as IoT systems 
provide opportunity to continuously monitor our environment in 
a cost-effective way. One really important parameter is the 
quality of the air since it significantly influences comfort and 
health. Fluctuation Enhanced Sensing (FES) is a promising 
method to increase the selectivity and sensitivity of the sensors, 
however, most of the current implementations are not optimized 
for energy efficient embedded systems. In our current 
publication we will present a complete wireless sensor node 
system based on Wi-Fi communication. We describe in detail how 
can the data processing be shared between the sensor nodes and 
the server in order to provide a highly reliable and responsive 
system while minimizing energy consumption. We believe that 
the framework we built is a significant step that makes it possible 
for fluctuation based sensing methods to be used in everyday life. 
Beyond gas sensing, our method can be used in further noise 
diagnostic based applications and seamlessly fits into the concept 
of IoT. 
Keywords— FES, IoT, wireless sensor nodes, gas sensing, noise 
analysis 
I.  INTRODUCTION 
Today, Internet of Things (IoT) is an important and very 
popular technical and research area, where a lot of international 
companies are spending millions to get their product into the 
market. IoT systems provide opportunity to continuously 
monitor and control our environment in a cost-effective way. 
Since most of the communication is done without wires, the 
size and energy consumption of these nodes are critical. One 
important feature of the environment that needs to be 
monitored is the quality of the air. Sensing harmful gases or 
odors can have a great impact on human’s wellbeing and 
safety. In this field, fluctuation enhanced sensing (FES) has 
become an active research area that allows a reduced number 
of sensors to be required for an increased sensitivity and 
selectivity [1-5]. 
A traditional measurement setup for FES requires 
expensive signal conditioning and data acquisition units (see 
Fig. 1.). In most cases signal processing is done offline since it 
requires complex calculations including spectral analysis, 
removal of external interferences and pattern recognition for 
decision making. 
We have designed multiple efficient compact FES 
measurement systems [6], and based on the acquired 
experience we have decided to design systems that are not only 
compact and portable, but due to their low power consumption 
are especially feasible for Wireless Sensor Network (WSN) or 
IoT applications. In this publication, a complete solution is 
presented, which is suitable for energy efficient processing of 
the required signals and data for fluctuation enhanced sensing, 
thus makes it possible to fabricate sensor nodes in the future 
that can be integrated into IoT systems. 
 
Fig. 1. The block diagram of a traditional FES measurement setup. 
II. IMPLEMENTATION OF A FES IOT SYSTEM 
A key feature of IoT devices is the ability to communicate 
continuously with their environment mainly by the use of the 
Internet. Energy efficient realization is a great challenge, there 
is a tradeoff between efficient signal processing and low power 
consumption. Besides the low-power electronic components 
provided by more and more companies, development of 
information extraction methods requiring low processing 
resources is essential.  
In order to keep power consumption low one has to 
minimize the communication and computations done by the 
sensor node. It is also challenging that there are various 
communication protocols that still can’t be considered as 
standard and will be available for a long time, therefore it may 
require firmware updates. Keeping all these in mind we 
recommend the architecture shown in Fig. 2. The main goal is 
to share the responsibilities and processing in the most efficient 
way. 
The sensor nodes do the required analogue signal 
processing, sample the signal, perform a low level quick 
analysis of the raw data, monitor the changes of the signal 
continuously and alert the rest of the system via the 
communication channel if required. If the nodes do not detect 
any considerable events, then communication can be rare, the 
logged data can be forwarded only a few times per day. 
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 Fig. 2. Recommended architecture of the IoT sensor network. 
The IoT gateway receives the messages of the nodes and 
performs high level complex analysis of the data (e.g. pattern 
recognition, searching relations between data of different 
nodes). The extracted features like air quality and concentration 
of various gases are made public for the rest of the IoT 
network. According to the obtained results the gateway may 
update the measurement and processing parameters of the 
nodes, and may even set new alert levels. The gateway can be a 
personal computer, a server or a single-card computer (like a 
Raspberry PI) powered from the electrical network providing 
unlimited resources. 
The IoT network forwards the data to the final place of usage 
and makes any further processing possible by the help of e.g. 
Big Data technologies. 
III. DESIGN OF THE WIRELESS FES MODULE 
The key point when designing battery-powered wireless 
sensor nodes is energy efficiency. One element of this 
efficiency is carefully choosing the selected hardware 
components. The other component is the energy efficiency of 
the code running on the processing unit. During our work, we 
aimed to build a prototype system where we can analyze the 
performance of our solution [7]. The block diagram of the 
sensor node is shown on Fig. 3. 
 
Fig. 3. Block diagram of the wireless sensor node. 
A. Hardware design of the wireless sensor module 
In traditional FES measurements the identification of the 
gases is based on the measured power spectral density of the 
measured noise. However, the calculation of the spectrum and 
the additional pattern recognition method require high amount 
of resources, especially from an embedded system, and results 
in a high energy consumption. Recently multiple articles 
pointed out, that the power spectral density can be 
approximated using the power measured in a few adjacent 
frequency bands similarly to traditional spectrum analyzers 
[8,9]. Based on simple low-pass filters, this preprocessing of 
the signal can be implemented in a highly energy efficient way 
[9]. Our simplified schematic of the analogue frontend based 
on this idea is showed in Fig. 4 [7]. 
 
Fig. 4. Simplified schematic of the analogue frontend. 
The first stage provides a constant current through the 
resistive sensor. The output voltage of the circuit is 
proportional to the actual value of the resistive sensor and 
contains the fluctuations of the sensor’s resistance. The 
preamplifier contains a second order 1 Hz high pass RC filter 
to remove the slowly changing component and an amplifier 
with the gain of 1000 to output a large AC signal for the next 
stage, the filter bank. This filter bank is used to split the signal 
into different frequency bands. We use eight low-pass RC 
filters with logarithmically distributed corner frequencies with 
the following nominal values: 10 Hz, 27 Hz, 72 Hz, 193 Hz, 
518 Hz, 1389 Hz, 3728 Hz, 10000 Hz. In article [10] we 
demonstrated that using first order filters this filter count can 
be considered more or less optimal since increasing their 
numbers will not provide significantly more information. 
Increasing the filter order could increase the spectral resolution 
at the cost of higher energy consumption. 
The output of the filters is digitized by a microcontroller, 
then further processing is done in the digital domain. In our 
work, we compared two different microcontroller architectures. 
First, the C8051F410 mixed signal microcontroller containing 
an analogue multiplexer and a precision 12-bit analogue-to-
digital converter was used. The microcontroller also provides 
the reference voltage for the analogue frontend. While the 
microcontroller can be used with clock frequencies as high as 
50 MHz, in our application it runs at 1.5 MHz core frequency 
to reduce the power consumption. The other option we have 
tested was the EFM32 Wonder Gecko, which is a 32 bit ARM 
Cortex M4 microcontroller. This microcontroller is designed 
for low power applications while it is capable of high speed 
processing thanks to its higher bus width and available DSP 
instructions. The microcontroller also has low-power precision 
analogue peripherals such as the analogue multiplexer and the 
12 bit ADC. 
B. Digital processing of sensor data 
In order to analyze the sensor signals the A/D converter 
samples the eight low-pass filters’ output by a rate of 1000 
samples per second. Since we only estimate the effective 
power, no anti-aliasing filters are required. The measurement 
time is 10 s. The memory requirement is reduced by the use of 
cumulative variance calculation: 
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where N is the number gathered samples per signal, jix ,  is 
j-th sample of the output signal of the i-th filter.  
The next step is the spectral reconstruction [10] that 
effectively compensates the overlap of the filters for the typical 
1/f-type noises: 
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where 
ipy is the normalized spectrum, maxf  is the system 
bandwidth, *if  is the middle of selected i-th band. 
After these calculations the aim is to identify the type of the 
present gases and to evaluate their concentration by the use of 
pattern recognition like PCA, LDA or a more complex way 
based on artificial intelligence [11]. In our case PCA was 
applied. 
Unfortunately, all such methods require intensive digital 
signal processing and a large amount of data, therefore we split 
the algorithm into two parts. The full analysis is done by the 
IoT gateway that has almost unlimited resources. Calculation 
of the PCA dimension-reduction projection matrix, 
determination of the parameters of the 2-dimensional regions 
used by the microcontroller to classify data are also included. 
For example, if the result of the projection falls into a region 
considered safe, the microcontroller logs the data, and forwards 
it to the gateway only at regular time intervals (e.g. four times a 
day). Otherwise it can alert the gateway and send the data 
immediately to allow in-depth analysis and prompt reaction. 
The same happens if the microcontroller is not able to safely 
identify the state. In such cases the gateway can update the 
operating parameters of the microcontroller algorithm and can 
also forward the information to the partners over the Internet or 
mobile network. 
C. Wireless communication 
In order to provide wireless communication for our module 
we have several options to choose from. One of the simplest 
method is the use of the Bluetooth 2.0 protocol. There are 
several commercially available modules that can be easily 
connected to the microcontroller, at the same time most mobile 
phones, tablets and laptops also support this protocol. Its main 
drawback is, that the range of communication is limited to 
about 8 meters. The Bluetooth 4.0 protocol has much longer 
range and lower energy consumption but it is not as common 
as the former version, and the communication is optimized for 
short packets with the length of less than 20 bytes. 
The Zigbee is a widespread protocol especially suitable for 
building sensor networks. It has two main versions, the 
2.4 GHz one which has middle range while maintaining low 
consumption and the 868 MHz version reaching ranges up to 
10 km. We also have the possibility to use Wi-Fi 
communication, this way our sensor node can be easily 
integrated into existing communication networks. Using Wi-Fi 
has the further benefit that the sensor nodes and the gateway 
can be at an arbitrary distance from each other. In our setup, we 
selected the popular ESP8266 Wi-Fi transceiver module to 
connect the microcontroller to the server via a wireless router. 
IV. OPTIMIZING THE POWER CONSUMPTION 
Design of the power consumption must rely on the 
available sources. Table I. summarizes the properties of some 
batteries with proper voltage range and capacity. 
TABLE I.  PROPERTIES OF SOME BATTERIES FOR POWERING THE 
MICROCONTROLLER AND ANALOGUE CIRCUITRY. 
Type Voltage Capacity Max. current continuously 
CR123 3 V 1400 mAh 1500 mA 
3 AA batteries 4.5 V 2500 mAh 2000 mA 
Li-Ion battery 
18650 3.7 V 2700 mAh 1300 mA 
Li-Po battery 3.7 V 2100 mAh 4200 mA 
 
Note that the peak continuous current is an important 
parameter since the wireless communication and gas sensor 
heating may require larger currents for a few seconds. Batteries 
assumed to power the circuitry for a long time must have low 
self-discharge character, below 10%/year. Energy harvesting, 
especially solar cells can be applied to make the operating time 
longer. 
Resistive sensors available for gas concentration 
measurement typically incorporate a heating circuitry that can 
require current up to 100 mA or more. If only the resistance of 
the sensor is monitored, the heating must be provided during 
the whole measurement process and additionally several 
sensors must be used for gas mixtures. It is easy to see that this 
prevents the use of low power sensor nodes, however, FES 
may allow the use of much lower number of sensors and at the 
same time heating may only be required to ‘clean-up’ the 
sensors for a much shorter time and much more rarely. 
We have designed an analogue front-end that draws only a 
current of 620 µA [7] that can be powered down 
programmatically. In order to eliminate transients it must be 
powered up 10 seconds before the measurement. The power 
supply management works continuously but the quiescent 
current can be kept below 2 µA that yields negligible 
contribution. 
The wireless data transfer was realized by an ESP 8266 
module. According to our tests, sending a data packet requires 
5 seconds including the power-up sequence, connecting to the 
router and then to the server and sending data. During these 
operations the mean operating current is about 70 mA with 
some current peaks close to 400 mA. Therefore, a connection 
process requires charge of about 0.1 mAh. Note that this may 
strongly depend on the distance from the router and the quality 
of the wireless signal. The module’s power down state current 
is reduced to 10 µA, but can even be disconnected from the 
supply.  
Both microcontrollers used have efficient power saving 
modes that support execution of a very power-efficient code. 
Although the current per operating frequency is lower for the 
8-bit microcontroller, it needs more time for the calculations, 
we have observed similar overall power consumption (close to 
1 mA average operating current). Between the measurements 
the microcontrollers are placed in a low power state to achieve 
supply currents below 3 µA. A real-time clock wakes up the 
devices to perform the next measurement and analysis process. 
Table II. summarizes the energy consumption of the 
components used in the sensor node. 
TABLE II.  ENERGY CONSUMPTION OF COMPONENTS 
Component Current consumptiona Activity 
Energy 
consumption 
per dayb 
Sensor heating 100 mA 10 s once per day 0.278 mAh 
Analogue frontend 620 µA 20 s per measurement 0.48 mAh 
Power 
management 2 µA allways on 0.048 mAh 
EFM32 MCUc in 
iddle mode 2 µA most of the time 0.048 mAh 
EFM32 MCUc 
performing 
measurement 
816 µA 10 s per measurement 0.326 mAh 
WiFi 
communication 70 mA 
5 s 4 times a 
day 0.389 mAh 
Total energy consumption per day: 1.57 mAh 
Average consumption: 65 µA, 216 µW 
a. at 3.3 V supply voltage 
b. Performing one measurement every 10 minute 
c. EFM32WG990F256 (Wonder Gecko) 
This means that a battery of type 18650 can power the 
circuits for up to 4-5 years that is more than adequate for 
almost any application. 
V. CONCLUSIONS 
Although fluctuation enhanced sensing traditionally 
demands multiple instruments and a great amount of 
processing, in our article we presented a method to efficiently 
implement FES based wireless sensor nodes with a battery life 
up to 5 years. 
There is still a question that needs to be answered: can a FES 
based sensor be more energy efficient than the traditional 
method of measuring only the resistance of the sensor? The 
answer may depend on the exact type of the sensors and their 
need of preheating before (and under) the measurement. We 
are considering the possibilities in Table III, calculations are 
done based on a MiCS semiconductor gas sensor [12]. As can 
be seen from the table, the energy consumption of the sensor 
has a critical influence on the battery life. It is crucial to design 
sensors that need as low heating current as possible, and do not 
need preheating during each measurement. 
TABLE III.  BATTERY LIFE OF SENSOR NODES 
Node type and sensor heating requirements Battery lifed 
FES node, sensor cleaning once per day 4.74 years 
FES node, sensor cleaning once per hour 1.21 year 
FES node, continuous heating while performing 
measurement 2.26 months 
Traditional node, one sensor, continuous heating 
while performing measurement 3.02 months 
Traditional node, 8 sensors, continuous heating while 
performing measurement 12 days 
d. using battery of type 18650 with capacity of 2700 mAh 
In conclusion, we believe that the presented framework is a 
significant step, which makes it possible for fluctuation based 
sensing methods to be used in everyday life. Beyond gas 
sensing, our method can be used in further noise diagnostic 
based applications and seamlessly fits into the concept of IoT. 
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