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A Mechanism to Audit 3D Geometries Submitted for Printing in a 3D Printer 
 
This disclosure proposes a mechanism for auditing the content being printed in a 3D printer. It is 
based in a digital signature so that some user with appropriate privileges is able to digitally sign the 
parts validated by himself. This validation can be done both in the pre-print Software application or 
in the printer Control Panel. Then, the printer validates that all the parts conforming the job have been 
validated by checking that the contain the appropriate digital signature. All the validations are stored 
in an internal database using an audit trail mechanism. 
 
When going from prototyping to manufacturing one of the identified gaps for 3D printing has been 
the availability of tracking audit trails of relevant events. A potential application of audit trails can be 
to keep a proof of evidence of the different operations by different users over the 3D printing of a 
digital model/part. This is usually a requirement under very regulated environments such as medical 
or aviation applications. One of the key topics to keep track of is the content being printed. In some 
application it may be wanted that some supervisor approves the printing of selected digital models. 
Other use cases may be to prevent the printing of not-allowed models, such as weapons in countries 
where this is prohibited, or models which may be protected by Intellectual Property. To be able to 
expand 3D printing to environmenst with such requirements, we propose a method to allow the 
printer to guarantee that all the printed content is audited by some authorized person. Our method 
allows performing the auditing either from the pre-print SW application (or both), taking advantage 
of 3MF Digital Signature capabilities, or in the printer itself in the cases where the printer’s Front Panel 
allows a visual inspection of the 3D models to be printed. 
 
Audit trails or audit logs is a well-known mechanism to “generate a security relevant record set of 
records, and/or destination and source of records that provide documentary evidence of a sequence of 
activities that have affected at any time a specific operation, procedure or event”. Certain regulated 
environments have requirements of having audited operations done. To be able to expand 3D printers 
to these new applications having these requirements, we propose the following method. The method 
defines a two-step workflow (Figure 1): In the first step, we give the user to approve the printing of 
one or more parts in a job from the pre-print SW application. This step is optional; In the second step, 
the printer validates that all the parts have been approved for printing before allowing the printing to 
start. If this is not the case, it will block the printing till an authorized user approves the printing of the 
parts. Then, the 3D printer keeps track of the user which validated the content, either in the first or 
second step, and allow the printing to start. 
 
 
Figure 1. Standard workflow for models/jobs with digital signatures. 
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Auditing content in pre-print SW application 
 
When an operator collects parts to be printed and composes a job fitting the parts in the printable 
area of the printer, then a supervisor can validate the content which will be submitted to the printer. 
At this point, he can visually inspect every part and validate its printing by digitally signing it. Also, 
there would be the option to digital sign a whole job. To digital sign the part, the computer hosting 
the pre-print SW application has to have a Digital Certificate which will be used. When the supervisor 
validates a part or a job, he will have to insert a user and password associated to the Digital Certificate. 
Then, when the job is submitted to the printer, the digitally signed parts will include a Digital Certificate 
as supported by OPC, which is the standard in which is based 3MF [3]. To be able to support the 
Digital Signature per part, every part has to be encoded in a different XML, using the path attribute 
from the 3MF production extension (which is a required extension). 
 
 
Figure 2. Example of a print job containing 16 parts representing the chess pieces 
 
For example, in the case of job from Figure 2, where we have 16 parts representing the chess pieces, 
let’s suppose that supervisor chooses to approve the two bishops for printing. For that purpose, he 
should select each of them and select to Digitally Sign the parts. When generating the 3MF to be 
submitted to the printer, the pre-print SW will encode the parts in separated files using the path 




Defensive Publications Series, Art. 2201 [2019]
https://www.tdcommons.org/dpubs_series/2201
 
Figure 3. Example of the generated 3MF encoding every part in a different 3MF model file 
 
Then, the relationships for the main 3MF model file should define the relationship from the main 
model to the parts models as shown in Figure 4. 
 
 
Figure 4. Example of the relationships of the main 3MF model to the rest of part models. 
 
The 3MF file should include a Digital Signature origin OPC-part acting as the root of the digital 
signature payload in the 3MF document. Then, the individual parts to be signed (the two bishop parts, 
named “chess_5” and “chess_8”) include a Digital Signature which can be discovered from the Digital 
Signature Origin OPC-part. The OPC-part for the individual Digital Signatures can have either an inline 
digital certificate, or a reference to an external Digital Signature Certificate part in the package. The 
generated 3MF including Digital Signatures is then submitted to the printer. 
 
Auditing content in the 3D printer 
 
When the printer receives the 3MF it process the content as usual, and also validates the Digital 
Certificates included in the 3MF. Then marks the already validated parts as signed by the application 
with the corresponding Digital Certificate. Then, when the job is submitted to be printed, first of all 
the printer should check that all the parts have been validated. If that is the case, it will continue with 
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the printing. But if it is not the case, it will show a modal dialog stating that some parts require to be 
approved by a supervisor in order to be printed. The printer will show a mechanism to the supervisor 
for visually inspecting the content and digitally sign them for approval by providing a user and 
password. The printer will keep track of all these events by internally writing one or many audit trails 
into a secured database. The audit trails also will be generated for the parts which were digitally signed 
from the pre-print SW application. Finally, when all the parts are validated, the job printing will start. 
 
The proposed method has the following advantages: 
- It allows to expand 3D printers to regulated environment which may require of auditing of 
printed content. 
- Allows that an authorized user is able to approve either a single part of a job or a whole job 
from the pre-print SW application. 
- The authorized user is also able to approve the not previously approved parts from the printer 
itself by providing its user and password. 
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