Purpose -Radio frequency identification (RFID) applications that provide batch access, storage mass data and reprogramming are better than barcodes. Applying RFID can promote operational efficiency and precision. The cost is one of the major factors influencing whether or not RFID will be accepted in libraries. Although RFID has improved the efficiency of libraries, the essence of the library service has not changed. Design/methodology/approach -The paper analyzes feasibility studies regarding the structure and application of the RFID system. Findings -To economize on the expense, the first step to consider is applying RFID to specific collections. Employing RFID systems to supply inventory, entrance guard, and to gather reading statistics is possible. Further extensions to other collections and all kinds of materials in libraries are likely after the technology develops. Originality/value -The paper provides an evaluation and a model for implementing RFID solutions in libraries.
Introduction
Due to the low cost of barcodes, automation identification (auto-ID) systems have been applied to various aspects of daily life. In solving the problem of insufficient storage in barcodes, one of the better solutions is the IC chip, such as a memory card or a smart card, to store and identify information. These kinds of IC cards must utilize a contact to a power supply and must transmit data by way of a reader. Drawbacks include more operational time and wear at the point of contact. The contactless IC card technique transmits data between card and reader through radio waves. The power also can be converted from a radio wave or built-in batteries in cards. Because of the transport of power and information through radio waves, contactless auto-IDs are called radio frequency identification (RFID) systems.
RFID is not a new technique. In 1948, Harry Stockman published a paper entitled "Communication by means of reflected power" that discussed the theory and implementation of RFID (Stockman, 1948) . Vernon and Harris published papers entitled "Application of the microwave homodyne" and "Radio transmission systems with modulatable passive responder", respectively (Vernon, 1952; Harris, 1960) . After that, the development of RFID continued. From 1980 to 1990, RFID systems gradually matured, including use by, for example, the Association of American Railroads and the Container Handling Cooperative Program. RFID initiatives simplified the identification and tracing procedures in the process of merchandise delivery. As a result the application of RFID soared (Landt, 2001 ).
Structure and principle
As Figure 1 shows, the principles of an RFID system can be divided into three components:
(1) the RFID tag (or transponder); (2) the RFID reader (or interrogator); and (3) the application system which is used for the reader to transmit or receive data from a tag (Kern, 2004) .
In general, a tag consists of one coupling element (providing the function of antenna) and one electronic chip. A reader consists of one RF module (providing the signal process of transmitting or receiving), one control module, and one coupling element, through an input/output interface such as the RS232 or RS285, to connect with applications. Another very important feature is the power supply. Passive tags do not contain power and all the power for the process must converted from radio waves that are provided by the reader. Active tags contain a battery. As Table I shows, compared with passive tags, active tags provide more distance for induction, but life still depends on batteries.
The properties of radio waves are frequency dependent. They depend on the frequency of the electromagnetic spectrum. RFID can be roughly divided into three categories (Finkenzeller, 2003) : (1) 30-300 kHz (low frequency, LF); (2) 3-30 MHz (high frequency, radio frequency HF/RF); and (3) 300 MHz-3 GHz (ultra high frequency, UHF) or over 3 GHz (micro wave).
Governments tightly license users of radio transmitters, with the exception of the industrial, scientific and medical (ISM) bands which were established by the International Telecommunication Union Radio Communication Sector (ITU-R) (International Telecommunication Union, 2005) . Transmitters using these bands do not require government licensing. Therefore, the spectrums of RFID cover the bandwidth of industrial and scientific requirements. The advantages and disadvantages of these are shown in Table II . Bands below 135 kHz are the most mature for RFID production. The 13.56M Hz band performs various applications. The RFID production of this band is often used for commodity management. The RFID production using bands of 2.45 GHz and UHF have similar characters, but UHF provides longer distances for induction (Kleist et al., 2004) . Just as the structure of memory cards or smart cards depend on the mode of memory and structure, RFID can be divided into four major types:
(1) read only -can only read data, used to record object's identification number; (2) read/write -similar to memory cards, chips built-in EEPROM or write-once, read-many (WORM) in RFID can be erasable and programmable; (3) built-in process chip -similar to smart cards, chips in RFID include operation system (OS) and programming, for high security use; and (4) built-in sensor -products such as temperature and pressure sensors.
An RFID system provides diversified frequency bands, transmittal modes, and internal structure. It not only covers the functions of traditional auto-ID, such as the information record by memory card, but also includes security management by smart card, sensor control by magnetic card, and detects identification number by barcode. It also processes speedier reaction time than the barcode, and provides a contactless means of communication. Operation mode The application of RFID is similar to the application of barcodes. Barcodes get information encoded and pasted on an object, use specific scanners with an infrared ray or laser beam to detect the information encoded, and then transmit these signals from scanner to computer. An RFID system employs a specific reader use radio frequency to transmit information to multiple readings from or to the tag. One bit is the smallest unit in information. The simplest RFID tag only processes a one-bit control status. The function is similar to the electromagnetic strip that was used in libraries to provide on/off signals to achieve the management goal of electronic article surveillance (EAS). Complex RFID is no different than a smart card. Chips in the tags can store information, process operation, or exchange information with the reader.
Depending on the frequency, the mode of power generation in a passive tag will differ. Passive RFID tags use a frequency below or at 13.56 MHz. The mode of power generation is a magnetic alternating field. The principle is similar to an electromagnet transferring power via magnetic force, but RFID reverses the process to transform magnetic force into a power source. As Figure 2 shows, the electric current passes the coil of the reader to generate an alternating magnetic field. The antenna of the tag then transfers the power to provide an internal operation.
As shown in Figure 3 , RFID can use UHF and 2.45 GHz to adopt microwave methods to convert electric waves into power. The design of the antenna depends on magnetic or microwave reaction. The antenna design for magnetic reaction is a coil, but microwaves adopt a dipole antenna to be the medium for electronic wave transmitting and receiving. Generally, radio frequency is lower, the conduction distance longer, and the penetration weaker. For this reason, the signal communication distance of UHF will be further than the product of 2.45 GHz, even using the same antenna design. The actual communication distance rather than the frequency or the antenna design matters. Electric wave intensity and power consumption of the RFID tag are the major influences. Active tags do not generate power by magnetic or microwave, so the communication distance of the active model is further than passive models.
The maximum distance of communication is only about two meters when using magnetic methods, but the microwave is over ten meters. Also, metal absorbs electric waves to generate magnetic power and to interfere with the magnetic field around the RFID systems. RFID that uses higher frequencies is not suitable for use with metal objects. In contrast, the frequency of electric waves below 135 kHz provided with circuitous characteristics prevents less interference with metal because electronic waves of lower frequency are more easily turned in their course (IDTechEx, 2002) . Based on the fact that the majority of library collections are made of paper and plastics, RFID using 13.56 MHz is now the norm in libraries.
In actual operation, RFID systems not only have interference, but they also have multi-access. When readers start a reaction, maybe more than one tag exists in the communication scope of this reader. If all of the tags respond after receiving the signal sent from the reader, there will be a collision (Sarma et al., 2001) . The common solution for anti-collision is to adopt the Aloha algorithm and use the binary tree splitting algorithm (Hush and Wood, 1998) . The Aloha algorithm applies time division/demand multiple access (TDMA), which was designed for wireless digital service. Each tag generates a random time interval to communicate with a reader in order to avoid concurrent communication problems. Using the binary tree algorithm, the reader assigns a specific bit in proper sequence. Tags can only communicate with readers when the ID matches the specific bit. If more than one tag corresponds with the specific bit, the tag will depend on the binary order to communicate. Tags suspend after accomplishing communication with the reader. Therefore, systems can communicate one by one with all of the tags using one reader.
Middleware RFID systems can not only heighten information storage, but also provide reprogramming functions not offered by barcodes. The patron, book and periodical can all be integrated with RFID systems to extend various applications. Each application must be integrated with the library automation system. Just as general applications are integrated with peripherals, middleware takes charge of the RFID systems and automation systems. Automation systems called application interfaces (API) are provided by middleware to communicate with RFID readers, and then by way of the reader, access information from tags.
Middleware handles the coordination operations, which are a part of the message-oriented middleware (MOM) among readers and automation systems. Besides using messages to pass requests/responses, the middleware also includes security, data broadcast, filtration, route, and error correction to ensure information accuracy and transparency. No matter how library automation systems are enhanced or replaced by other systems, increase or exchange readers, systems also operate continually without any modification. Depending on the scope of application, RFID middleware includes the categories described below.
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Application middleware The development of application middleware is to integrate or connect with readers in the initial stages. The majority of this middleware is provided by reader manufacturers and only offers simple API functions to communicate with systems and readers. This middleware has two drawbacks: one is its exclusive character, which will lead to interoperation among other RFID systems. The other is higher handling costs, which causes insufficient benefits of development and implementation.
Infrastructure middleware
The application of RFID is extending continually, prompting various companies such as Sun, TIBCO, and IBM to go into operation and development. They not only develop server products, but also supply adapter software interfaces, such as Oracle and Manhattan Associates, and also cooperate with reader factories to provide specific API solutions for quick entrance into the RFID market. These kinds of middleware not only include basic functions of data collection and filtration, but also possess the connection requirements of devices to applications, and even provide platform management and manipulation.
Solution middleware
Solution middleware provides the communication interface among automation systems, readers and RFID. In accordance with different application situations, factories also create various innovative functions, and use solution-oriented application models to offer legacy systems integrated with RFID.
Applications in libraries
RFID was invented in 1948, although a crude version was used during the Second World War by the British to identify friendly aircraft through their "Identification Friend or Foe" system. Radar pulses drove the transponder, which was installed in aircraft to respond to coded messages (Ollivier, 1995) . RFID techniques were complex and devices were enormous during that time, and thus were unsuitable for general industry during this primary stage. Techniques were developed enabling the integration of various circuits and radio transistors into single chips. The major applications of RFID extended to various industries, including farm produce tracing, vehicle identification, entrance guards, and trade control (Kern, 1999) . RFID tags were flexible and could be pasted onto curved surfaces; however, conventional RFID tags were too thick to replace barcodes for collections management and security control. At present, the major applications of RFID implementation in libraries are limited to information management, circulation, and inventory.
Information management
Barcodes, book cards, and magnetic strips can all be integrated into one RFID tag (Chachra, 2003) . This type of RFID tag provides memory to record information and to supply the system. The memory not only stores bibliographic records and circulation status, but the system also traces the location of the specific collection material. Depending on this service, the system can offer assistance in tracing service when looking for particular material in libraries.
RFID implementation and benefits
Circulation RFID systems provide efficient operation processing. Librarians do not need to scan barcodes one by one. Patrons can simultaneously process check in/out, verification, and entrance guard control with RFID reader equipment. Videotapes and diskettes are unable to use magnetic strips to enforce entrance guard because demagnetization will destroy the data on the material. Because RFID tags do not use demagnetization to modify data, they can use tags to manage magnetic materials the same as the books. Library cards will include RFID tags. Readers will detect and fetch information from library cards when patrons enter a library, and it will be transmitted to a backend system process. After that, the front desk shows loans, overdues, reserves, and other circulation status on the monitor about this patron. Librarians depend on these messages to provide service.
Inventory
Batch processing can also apply to libraries to perform inventory or shelf-reading. Take hand-held readers to sweep shelves, for instance -readers can immediately detect all of the collection within this range, including abnormal situations such as books put on the wrong shelf.
To conclude from the above discussion, libraries can use RFID to replace barcodes and obtain several advantages (Kern, 2004) . They can:
. reduce queues at the front desk;
. decrease repeatable tasks;
. increase interaction with patrons;
. extend internal security;
. lower the cost of manipulating and managing collections;
. procure collections, checking and accepting automation; and . raise the efficiency of inventory and arrangement.
These advantages qualify RFID to replace barcodes and integrate with the RFID quick response. Durable characters promote operational efficiency and precision, while the cost is one of the major factors influencing acceptance of novel technology in libraries. This will stretch the budget and the schedule for implementation of RFID solutions difficult because some libraries hold enormous collections. Although RFID can improve efficiency, the essence of service will not change. Therefore, innovating services is an essential factor for libraries.
Assistance in searching and orientation
The application of RFID in industrial circles (Bhuptani and Moradpour, 2005) , provides material flow management similar to library circulation. It also develops services such as assistance in searching and orientation based on detectable characters of RFID. One drawback of open-shelf libraries is that materials are easy to put on the wrong shelf or to be unaccounted for. Library automation systems can only query once about check in/out situations, but not where material is if it is not on the correct shelf. If a reader is installed on each gate in the library, as soon as a patron takes one material and enters another room, the system will detect who took it and where it is. This information will pass to the automation system to record the position of this material.
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This kind of service provides a more convenient management mode and improves the tracing of different locations (reference books, exhibits, featured collections) of put material on wrong shelves, as well as other unaccounted-for problems. Consider the detection scope among readers and tags. When we need to detect the latest position of material that was taken and placed incorrectly by a patron. The detection scope of 900 MHz or 2.45 GHz tags are longer than 13.56 MHz tags, but the price is also higher. A compromise is not to provide assistance in searching and orientation to all of the collection, but only part of the collection.
Utilization statistics for serials
There is no proper and accurate method to calculate the reading rate of magazines and that which are on the periodical rack. Systems do not record when they are used in open shelves and read in libraries. Patron response is uncertain if questionnaires are pasted onto magazines. Utilizing the detection scope of RFID, it is possible to collocate materials from the periodical rack and readers. If readers remain undetected on one tag for a while, this shows that the magazine was taken off shelf and is being read.
Guiding and personal service
Besides implementing RFID tags in a collection, utilizing frequencies of about 900 MHz UHF provides more detection scope to embed library cards and locations into RFID tags. Combined with patron data, environment position data, and collection data, process time and service mode completely record and manage information about people, events, times, places, and objects. When someone enters the library, the system identifies the patron's status, depending on the RFID tag in the library card. Thus, the library immediately acquires information about this patron and supplies appropriate personal service.
The library can be supplied with hand-held guiding equipment (reader and display device) for patrons to recognize the library environment. The system can automatically verify patron categories to decide the guiding scope, and is always detecting tags and fetching information to show on screen at each position, such as at copy machines. Audio-visual materials can depend on being detected and recorded onto the tag in the library card. Combining charges and fines to a single payment mode can also be implemented.
Systems can create more service models than discussed above when applying the mode of RFID wireless detection and combining it with different frequency and detection scope. The problems of implementation are cost and operation in coordination with suppliers. Therefore, when constructing a complete solution, planning the necessary accessories must be done with the supplier.
Issues and barriers
Not all the applications of technology and product are perfect in every way, especially RFID which utilizes radio frequencies to transmit signals. The interference and detected accuracy in the transmitted process influences actual efficiency of the application. The interference with metal and fog, the distance between reader and tag, and the antenna direction are factors lead to lose detection. Consequently, actual detecting efficiency must test and adjust to be optimized on the spot. Furthermore, RFID will face many issues such as cost, access rate, privacy, security, and patent.
RFID implementation and benefits
Cost
The cost is one of the major factors influencing acceptance of RFID, although the production costs of RFID have reduced and Alien Technology has cut the tag price to less than $US0.20 (Collins, 2004) . However, the retail price is far higher than this price. For library collections with over 100,000 items, it will be hugely expensive to implement RFID completely. Plus, the costs for the reader, peripheral equipment and application software will be even more of a burden. This will stretch the budget and the schedule for implementation of an RFID solution will be hard because libraries hold enormous collections.
Access rate
Not only do metal, mist, and distance influence the read/write efficiency of RFID, incorrect positioning of antennas also causes failure even if the tag and the reader are very close together. Besides, too close a distance among tags may produce interference between tags or erroneous access. For example, if one patron is taking books to initiate the loan process under self-check in/out equipment (RFID reader), and another patron is standing too close to the first patron, the reader doing the self check in/out may detect the tags of books which are held by the wrong patron.
Libraries that emphasize patron services might not be able to sustain such check in/out errors. Even with extremely strict requirements for baggage identification in airports, the identification rate is still not 100 percent (Gilbert, 2004) . Therefore, how to implement multiple transceiver readers or plan the arrangement of readers is a considerable issue.
Privacy
The privacy issue is also a subject of debate in the application of RFID technology. All patron activities such as reading, browsing, and action behavior will be detected by readers which are installed in libraries. These observing operations are similar to surveillance and may be a privacy problem for the patron. Such issues and concerns about privacy may prevent the application of active services in libraries.
Security
The structure of RFID chips is the same as IC smart cards made with complementary metal-oxide semiconductors (CMOS). Therefore, methods of cracking smart cards also apply to RFID chips. Moreover, the character of RFID wireless communication can also catch transmitted data through intercepted wireless signals. For this reason, RFID must encrypt information to prevent eavesdropping, modification/replacement, and misuse.
Besides various business issues, interference from wireless equipment, stability, international standards, size, and material of RFID tags still present various problems that need to be solved. The key factor for application in libraries is system integration, and this issue relies on coordination with libraries and system factors to accumulate more experience and know-how.
Conclusion
RFID tags provided with the characteristics of batch access, storage mass data, and the capability to be reprogrammed are better than barcodes and can help libraries EL 25,1 accurately manage collections and extend their services. Issues about reliability, interference from noise, high implementation costs, and lack of a killer application in RFID systems remain to be resolved. Consequently, they currently have only limited applications in small libraries and only provide a few operations.
RFID involves various techniques that over-exceed the ability of librarians and library factories. RFID will not attract attention if it is only used to replace the barcode. Given insufficient funds, totally implementing RFID and replacing barcodes does not fulfill the economic requirements. Therefore, the first procedure to consider when applying RFID is to supply inventory, entrance guards, and gather reading statistics. Further extension will have to wait until all kinds of materials in the library can be used. Integrating both patrons and collections with RFID functions will extend various applications, such as assistance in searching and orientation, utilization statistics for serials, guidance and personal service. Replacing barcodes and magnetic strips with RFID has the advantages of self check-in/out, theft detection, rapid inventory, and finding incorrectly shelved materials. Not only will RFID realize precise collections management, but will also achieve real-time services.
