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This thesis was carried out in Meropolia Leppävaara campus. This main purpose of this 
thesis was to explore WLAN in connection with a site survey and to improve user experience 
on the campus with wireless network modeling by using the Ekahau Site Survey tool kit. The 
latest features of ESS tool made the survey results close to perfection and results were used 
to make necessary network troubleshooting and optimization. 
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later and remain up to date with the network standards in this competitive technological 
world. 
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List of Abbreviations 
ESS Ekahau Site Survey 
WLAN Wireless Local Area Network.  
DHCP Dynamic Host Configuration Protocol 
AD Active Directory 
VoIP Voice over Internet Protocol 
TCP/IP Transmission Control Protocol/Internet Protocol 
TCP/UDP Transmission Control Protocol/User Datagram Protocol 
SSID Service Set Identifier 
VLAN Virtual Local Area Network  
MBPS Megabits Per Second 
IOT Internet of Things 
IEEE Institute of Electrical and Electronics Engineers 
NIC Network Interference Controller 
USB Universal Serial Bus 
RF Radio Frequency 
AP Access Point 
SNR Signal to Noise Ratio 
DR Data Rate 
SIG Bluetooth Special Interest Group 
ISM Industry Scientific and Medical 
UHF Ultra High Frequency 
TDMA Time Division Multiplexing 
OFDM Orthogonal Frequency Division Multiplexing 
WWAN Wireless Wide Area Network 
VoWLAN Voice Over WLAN 
SoS Security of Service 
RTSP Real Time Signaling Protocol 
PIN Personal Identification Number 
POP Point of Service 
PPP Point to Point Protocol 
OSS Operation Support System 
MAC Medium Access Control 
NNTP Network News Transport Protocol 
IANA  Internet Assigned Numbers Authority 
FWA  Fixed Wireless Access 
  
DLL Direct Link Library 
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1 Introduction 
1.1 WLAN 
Wireless Local Area Networks (WLAN) is a wireless sharing method that connects de-
vices using high-frequency radio waves. In this advanced technology world and highly 
competitive market, clients demand a very good wireless network. Wireless network pro-
vides a platform where customers can access the network at any time within the cover-
age area. WLAN provides good scalability to the user and it is possible to add more 
access points to expand the network and meet user requirement in the near future with-
out any major problems. With the help of gateway, a wider internet connection can be 
achieved through WLAN. Modern WLAN technologies are mostly based on IEEE 802.11 
standards and because of the widespread availability of different terminals WLAN is de-
veloping rapidly. 
 
Figure 1. WLAN Architecture 
 
Today, two modes or types of WLANs are generally available. The technology that pro-
vides connectivity to the infrastructure network and the technology that provides the con-
nectivity of one device to another. WLAN architecture consists of three main parts i.e. 
Access points, clients and Bridge. Access points are the special type of routing devices 
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designed to transmit the data between wired and wireless networking devices. Clients 
are any sorts of devices like phone, personal computers, laptops which are linked with 
wireless network. Bridge are the connectors between wired network devices like Ether-
net and wireless networks. 
 
2 Methodology  
Project success often depends on the proper planning of the project and implementation 
of proper steps. This five-phased plan helped not only to progress smoothly through the 
project but also increase knowledge on each and every part of the topic and research. 
Stages Requirements 
Phase 1 Planning and pre-survey 
Phase 2 Analysis of pre-survey  
Phase 3 Actual survey 
Phase 4 Analysis and Optimization if necessary 
Phase 5 Summary and Conclusion 
 
However, deploying of the wireless access points to optimal locations was not necessary 
because Ekahau being available, it showed detailed information on signal strength, num-
ber of access points present, network health, signal to noise ratio and many more. 
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3 Theoretical Knowledge 
3.1 Benefits of WLANs 
3.1.1 Mobility 
Mobility refers to the ability to move or moved easily and freely. WLANs gives the ability 
to roam around the building or institution with proper network connection. 
3.1.2 Short term usage 
Network system can be connected for a short interval of time with the use of WLAN 
technology. This feature allows significant operational flexibility and facilitates the for-
mation and support of adhoc working groups. The clients or users can deploy capabilities 
on an as needed basis with the feature of short term connectivity feature provided by 
WLANs.  
3.1.3 Speed of deployment 
WLAN license quick and easy connectivity to the network. With the traditional wired net-
work topology, it is expensive to move new nodes into and out of the system. Whereas 
WLAN cost comes to almost zero and it is very easy to introduce new nodes and reduces 
the complexity and its long-term cycle.  
3.1.4 Difficult wiring environment 
There are always situations or locations where it is not easy or almost impossible to 
establish a good wired network environment. For instance, historic buildings or muse-
ums. Either the wired network environment is very costly or impossible to establish. Sim-
ilarly, the idea to set up LAN based technology outside environment is virtually impossi-
ble. We can consider situations in athletic arenas, open conference halls or any such 
places where the user wants to have temporary WLAN establishment. WLANs are the 
best solutions to all these problems. 
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3.1.5 Scalability 
There are basically varieties of ways in which WLAN system can be configured which 
can meet the requirements of specific applications and installations. Configured WLAN 
topology can easily be changed as per the requirement and range from independent 
networks suitable for a tiny group of users to full infrastructure networks of thousands of 
users that permits roaming over a broad area. 
3.2 Issues of WLAN 
3.2.1 General issues 
One of the most important issues while dealing with WLAN environment is the security. 
Spectrum is another issue to deal with. The 2.4 GHz band which is the most common 
band for ISM is overcrowded. Microwave ovens, wireless phones, wireless cameras and 
many more work in the 2.4 GHz band and they obviously affect the performance of 
WLANs. Although network standard IEEE 802.11a works on the 5 GHz band it is also an 
unlicensed band till date. Similarly, actual data rate versus the hype is another issue to 
deal with. Because of the overheat produced from TCP/IP and MAC layer and collisions 
the actual data rate achieved is always lower than the expected one. Mobility is also 
another issue. Mobility between two different networks with service continuity is difficult. 
Although several vendors like Amazon web server and Microsoft Azure provide network 
management solutions, network management still remains a big problem for rising new 
companies and institutions.  
 
3.2.2 Attenuation 
Attenuation can be defined as the drop in the signal power when it is transmitted from 
one place to another. Any phenomenon that can hinder the line of sight signal from trans-
mitter to receiver and vice versa easily causes attenuation. Inside a building infrastruc-
ture like furniture, walls, doors cause attenuation whereas outside the building obstacles 
like hills, houses, forests, vehicles cause attenuation.  
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3.2.3 Multipath 
When the transmitted RF signal is reflected by any path such as buildings or hills than 
the reflected signal takes multiple paths at the receiver’s end. This can cause both con-
structive as well as destructive interference at the receiving end and occurs in a very 
short distance. This kind of situation can cause variations ranging from 10 to 30 dB over 
a short very area and such situation is known as Rayleigh fading. But when the reflected 
RF signal are completely destructive the received signal power spectrum are deep nulls. 
However, the received signals can never result into flat signal, it has dips or it fades in 
the response.  Delay spread is the term used when the reflected RF signal has to travel 
extra path because of the reflections and RF signal arrives later than the expected period 
of time. 
Doppler shift is the situation when the wave source and the receiver are moving relative 
to each other. When the relative motion is towards each other than the received signal 
is generally greater compared to the source and when the receiver and source are mov-
ing away from one another than the received signal is lower. A significant amount of 
problem can be caused with Doppler effect when the transmission technique is sensitive 
to carrier frequency offsets. 
3.2.4 UFH Narrowband 
RF signals which are sent typically over 12.5 KHZ to 25 KHZ band of spectrum are known 
as UFH narrowband. Both licensed and unlicensed frequencies are transmitted by UFH 
narrowband systems. UFH uses the higher power up to 2 watts so that they can achieve 
longer transmission range. 
3.2.5 Infrared 
Infrared technology is the invisible light similar to fiber optics which works on the principle 
line-of-sight links between receiver and transmitter. Physical infrastructure like walls 
block the invisible infrared light so transmission of signal is limited. Because of this im-
plication infrared light is not used too often WLAN technology today as it was used be-
fore.  
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3.3 IPerf3 Server 
IPerf3 is basically a tool which is designed through java programming for the active 
measurements of the maximum achievable bandwidth on IP networks. IPerf3 server lis-
ten to only 5201 default port for connections. IPerf3 needs to listen to TCP/UDP ports for 
the successful operation with ESS. Requirements for running iPerf3 server are as fol-
lows: 
• Windows, Mac OSx, Linux which supports Java SE 1.8 or newer versions. 
• Connection via Ethernet cable 
• TCP port for Incoming connections. (default port 5201) 
• UDP traffic on port 5201 allowed 
• Network traffic allowed from the wireless survey laptop SSID VLAN all the way to 
the iPerf server computer. 
3.4 Wireless Standards  
When working with network planning it is necessary to know about the new WI-FI stand-
ards. Better knowledge of the standards helps to make educated network equipment 
buying decisions and proper planning of the network.  
3.4.1 802.11 
It was in the year 1997 when IEEE formed the very first wireless standard. 802.11 was 
named after the group which were responsible for the development of 802.11. However, 
it supported maximum network bandwidth of only 2 Mbps. Being such a slow network 
bandwidth, 802.11 standard wireless equipment’s are no longer developed. 
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3.4.2 802.11b 
While the network standard 802.11 was still in progress, IEEE already wanted to improve 
the network standard and the network standard version 802.11b was in progress in the 
early 1999. This network standard supports bandwidth up to 11 Mbps. The benefit of 
using the 802.11b network standard was obviously its cost as it uses the same unregu-
lated radio signaling Frequency which is 2.4 GHz. It also gives little more edge on ob-
structed signals compared to 802.11. 
3.4.3 802.11a 
IEEE was already making progress in the development of 802.11a while developing 
802.11b. In fact, some developers believe 802.11a was created at the same time as 
802.11b because 802.11b gained much more popularity than compared to 802.11a. 
802.11a supports maximum bandwidth up to 54 Mbps and the signals are in regulated 
frequency spectrum around 5 GHz. Because of the regulated frequency 802.11a pre-
vents signal interference from other devices. 802.11a and 802.11b are not compatible 
with each other as they use different frequencies for network connectivity.   
3.4.4 802.11g 
This network technology was developed in 2002 and 2003. 802.11g rised on the market 
to combine the pros of both 802.11a and 802.11b. It uses 2.4 GHz for higher frequency 
range and can support up to 54 Mbps bandwidth. 802.11g is backward compatible with 
802.11b. So, according to IEEE this network technologies access points will work with 
802.11b wireless network adapters and vice versa.  
3.4.5 802.11n 
Also, commonly known as “wireless N” in the technological world was developed by IEEE 
in the year 2009. This network technology was developed in order to increase the amount 
of usable bandwidth by proper utilization of multiple antennas and wireless signals (also 
known as the MIMO technology). This new technology supports network bandwidth up 
to 300 Mbps. It also has better signal intensity and is backward-compatible with both 
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802.11b/g gear and vice versa. However, because of the use of multiple signals nearby 
802.11b/g based networks might interfere. 
3.4.6 802.11ac 
This network technology is the latest breakthrough in network standards. 802.11ac op-
erates dual-band wireless technology and is capable of supporting network bandwidth 
up to 1300 Mbps on 5 GHz and 450 Mbps on 2.4 GHz band. This new network technol-
ogy is backward compatible with 802.11b/g/n. The figure below shows the comparisons 
between all the network standards.  
 
 
Figure 2. IEEE Network Standards 
 
 
3.5 Bluetooth 
Bluetooth in telecommunications industry is defined as the wireless technology standard 
for exchanging data over short distances. (Wikipedia). It uses a radio communications 
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system. This technology was invented in the year 1994 by telecom vendor Ericsson and 
it was used as a wireless substitute to RS-232 data cables. Till the current date Bluetooth 
managing company (SIG) claims it has more than 30,000-member companies in the area 
of telecommunications. Bluetooth technology works at the frequency of 2.4 GHz which 
data rate can be reached up to 1 Mb/s. The maximum range of Bluetooth connection or 
operation is only 10 meters. There are number of differences between Bluetooth tech-
nology and WLAN. Bluetooth technology can work only in a lower distance range. Now-
adays, Bluetooth is mostly used when users need to transfer data between mobile 
phones. However, Bluetooth technology has less security issues compared to WLAN 
technologies. IEEE standardized Bluetooth as IEEE 802.15.1. However, Bluetooth tech-
nology is not able to maintain the standards set by IEEE. 
 
3.6 HomeRF 
HomeRF was a wireless networking technology designed specifically for home network 
in the year 1998 by Radio Frequency Working Group. This technology is similar to Blue-
tooth technology. HomeRF operates at the frequency band of 2.4 GHz and provides data 
rate up to 1 Mb/s. Maximum operation range for this technology is only 50 meters. Proxim 
Inc, developers of HomeRF claims it have better apparatuses in place to deal with inter-
fering signals like microwave.  
 
4 Measurements and Tools 
In this section, all the methods and tools which were used to collect accurate data for the 
reliable results are discussed.  
Several tools and software were used during the period of survey and the project. At the 
beginning of the project, knowledge and handling of the devices were necessary. De-
tailed research from the internet and experience of using that software was certainly 
beneficial. One Laptop that could run the high-level program like channelizer and Ekahau 
site survey was used along with Ekahau tool packages. Ekahau tool packages included 
two USB Wi-Fi adapters (NIC-300-USB), one USB hub, one spectrum analyzer and one 
Motorola smart phone. College map provided by the teacher for the area of survey was 
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used. Ekahau Iperf3 server was also used to carry out the active throughput testing. 
Cloud server was used to make a PC iPerf server and carry out the survey. Also, 
Metropolia Meraki 1 was used to get connection between the iPerf server and the Ekahau 
NIC-300-USB. Both active and passive surveys were carried out walking through the 
corridors of the campus area based on the map with the laptop where Ekahau software 
was installed. 
4.1 Passive survey 
Passive survey provides more information on radio frequency characteristics such as 
signal strength, signal to noise ratio, interference level and so on. There are two ways to 
carry out passive survey, namely stop and go, and continuous walking. Regarding stop 
and go survey, first the location is chosen. Survey is started by clicking on the starting 
point of the location and after walking for few meters, it will be stopped. The survey is 
continued until the whole area is covered. This survey is more time consuming than the 
other one since data generation process takes more time but the result is more accurate. 
Moreover, the ease to conduct is also a strength of this approach. The continuous walk-
ing method in this survey is somehow similar stop and go but the only difference is that 
we do not need to stop at certain points/a certain point. The survey conductor continues 
walking with a steady pace from the starting point to the ending point of the area. The 
results are less accurate since maintaining a steady pace while carrying out the survey 
all the time is difficult.  
 
 
4.2 Active survey 
In Active survey, both hardware and software actively link with an access point to gather 
information such as ping statistics, packet loss, network performance and so on.  
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4.3 Active Ping Surveys 
The end-to-end network performance testing (Ping) is made with the wireless network 
adapter that is associated with the network in this case Ekahau NIC-300-USB. It is al-
ways necessary to check that the network adapter is connected to the Wi-Fi network so 
it can measure the network performance. 
4.4 Active Throughput Surveys 
Like the ping surveys, this kind of survey is carried out with the wireless network adapter 
which is associated with the network. In this survey we need to host an iPerf throughput 
server (v2 or v3). Ekahau performs active ping survey by defaults. But few configurations 
are necessary before the survey is carried out. These are the steps to configure the 
Active Throughput survey. 
Step 1 
Click on the Adapter and channel config which is available from the Measurement tab 
from the menu bar of the Ekahau site survey. 
 
Figure 3. iPerf Surver configuration 
 
 
 
 
Step 2 
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Throughput test parameters can be set as shown in the picture below. 
Mode – iPerf v3 
Host – IP address of the throughput server 
Protocol – UDP or TCP 
Direction – Uplink or downlink (send or receive) 
Buffer length – Used as default  
Cycle- Time in seconds (Used as default from the Ekahau site survey) 
Rate Limit- The bandwidth to send at  
 
 
Figure 3. Active Survey Configuration  
 
After the setting is made, make sure to click the play bottom which is located next to the 
adapter performing the throughput tests. It is necessary to walk through the desired lo-
cation and in this case survey was made by walking through all the Cisco labs corridors. 
After completing the survey, we can generate the one click report from the menu bar or 
just hover the mouse over the access points shown in the map. Which should look like 
this... 
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Figure 4. Throughput Measurement 
 
 
 
4.5 Spectrum analyzer 
Metropolia is a technologically advanced educational institution. Various forms of mod-
ern technology and devices are used like cordless phones, wireless detectors, video 
cameras, ZigBee (IEEE 802.15.4), microwave ovens and so on. Wi-Fi devices serve 
generally on a license free bands which means frequencies can overlap and interference 
could occur. Low voice quality, lower network performance than expected, one or more 
channels unusable for a short period of time or permanently and other suspicious net-
work related issues are the common symptoms of non-Wi-Fi interference signals. So, it 
is one of the necessity of technologically advanced company or institution like Metropolia 
to use Spectrum analyzer and troubleshoot the wireless network. 
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4.5.1 Using the spectrum analyzer 
The software called channelizer was used to record and view the data generated from 
the survey conducted using the spectrum analyzer. Spectrum analyzer surveys are done 
in a specific location. Walking around the corridor along with a laptop was not necessary. 
This is mainly because spectrum analyzer takes more time to generate meaningful data. 
All the surveys were conducted in in the Cisco labs. The results and reports for both 
2.4Ghz and 5Ghz bands were generated. 
Spectrum analyzer and channelizer software can be summed up in three parts: 
1. Navigation pane 
2. Overview pane 
3. Details pane 
 
Figure 5. Details of Channelizer 
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4.5.1.1 Navigation Pane 
A session from channelizer for both 2.4Ghz and 5Ghz can be recorded without adding 
any unnecessary files. Multiple files can be captured at a time. Either frequency or chan-
nels can be viewed from the view menu and add both 2.4Ghz and 5Ghz band from wi-
spy tab. It is necessary to connect the WIFI from the Ekahau USB-NIC-300. 
 
Figure 5. Navigation view from Chanalyzer  
 
There is an option for timespan control which allows to adjust the length of the session 
to be recorded for and there is also a playback waterfall display with visual indicators 
which allows the user to go and see in detail the overall session.  
 
4.5.1.2 Overview pane 
Overview allows to go back and see in detail what was recorded during the survey. Wa-
terfall view plots the graphs of amplitude over time for each and every frequency in the 
band. The different colors symbolize the power levels in the spectrum. 
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Figure 7. Overview details from Channelizer 
 
Overview also gives the opportunity to view how often an amplitude/frequency point is 
being used. Density view option is more like the traditional real-time spectrum with a 
density map generated from most of the used points. 
 
4.5.1.3 Details pane 
Details pane shows the network graph, network table and the channels table. 
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Figure 8. Details Pane View 
 
Network graph shows the WIFI signal strength over time using the data which is collected 
from Laptop's Wi-Fi card. 
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Figure 9. Network Table 
 
 
Network table lists all the wireless access points that are in the range of the computers 
Wi-Fi card. SSID of all the APs are presented with signal strength. 
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Figure 10. Channel Table 
 
Channels Table ranks all the Wi-Fi channel according to the characteristics shown by 
RF activity within its given frequencies and time range selected in the navigation pane. 
The primary use of the Channel table is to use in the arrangement of new wireless de-
vices. This table takes into account all the RF noise occurring within the Wi-Fi channels. 
The Channel Grade is a weight for each amplitude or frequency point based on how 
close it is to the center of the channel and its amplitude. Duty cycle measures how much 
RF activity is occurring in the channel within the channels frequencies and the specified 
time range in the navigation pane and is weighted so that signals near the center of the 
channel have a greater effect on the duty cycle score. So, the duty cycle helps to deter-
mine whether the channel is adaptable or not. The maximum value is the highest ampli-
tude point captured within the Wi-Fi channel frequency range. The average is a meas-
urement of the average power within the channel frequency range.  
 
4.6 Finding the interference signals 
The aim of using the Ekahau spectrum analyzer is to find out the interferences in the 
existing Wi-Fi frequencies. The channelizer will automatically try to identify the interfer-
ence sources. Interferers can be recognized using the patterns they make in the density 
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views. There is library of the interferer identifier patterns which are placed in the Interfer-
ers tab. 
 
Figure 11. Interference Patterns  
 
 
Interferers pattern can be matched with the above patterns shown when the mouse is 
hovered over the density view graph. 
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Figure 12. Density View Graph 
Almost every room examined showed a similar picture. It shows channel 1 is over-
crowded while channel 11 is equal to wasted. There is an interference signal between 
channel 8 and channel 9. However, Metropolia UAS network system uses channel 1,6 
and 11 on 2.4GHz band because of the non-overlapping signal. Thus, there is no impact 
on the network performance whatsoever.  After little bit of research, the interferer was 
from a wireless sensor located in every room where the survey was carried out. 
 
5 Results and Analysis 
To ensure the accuracy of the project several site surveys were conducted around the 
campus corridors. Every survey result was recorded in a PDF format and stored for future 
use. All the files and figures generated from the survey can be used for the better under-
standing and analysis of the network status of the campus. 
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5.1 Survey routes and Access Points 
 
Figure 13. Survey map, Routes and Access Points 
 
5.2 Signal strength 
Signal Strength also known as the coverage area is one of the most important obligation 
for a wireless network. Low signal strength leads to unreliable connections, low data 
throughput and vice versa. It is measured in dBm or mW. dBm is decibels relative to 1 
milliwatt whereas mW is one thousandth of a watt. 
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Figure 14. Signal strength on 2.4 GHz 
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Figure 15. Signal strength on 5 GHz 
In our case it can be clearly seen that both 2.4 GHz and 5 GHz are well covered within 
the surveyed area. There is at least one AP placed in every classroom so the signal 
strength is very good in the class room area. 
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5.3 Signal to Noise Ratio (SNR) 
Signal to noise ratio shows how much is the signal strength stronger than the noise or 
interference. Or according to Wikipedia it is defined as the transmitter power output as 
received by a reference antenna at a distance from the transmitting antenna.  
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Figure 16. SNR on 2.4Ghz band 
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Figure 17. SNR on 5Ghz band 
The signal-to-noise ratio is the value representing how much the signal strength 
is stronger than the noise. That simply means this value must be high enough for 
a good data transfer. The figures below illustrates the information on the SNR on 
both 2.4Ghz and 5Ghz bands. This value is quite high for the whole surveyed 
area, at about 40dB. The data indicates that the signal strength value is roughly 
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10000 times more than the noise strength value, which is high enough for a good 
data transmission between users’ devices and APs. 
 
5.4 Channel Overlap 
 
Figure 18. Non-Overlapping Channels 
802.11bgn radios utilize the 2.400-2.500 GHz spectrum. The 2.4Ghz frequency band is 
divided into maximum of 14 channels which are spaced to 5MHz apart. Each channel is 
22 MHz wide. There are only three non-overlapping channels 1,6,11 for 2.4 GHz fre-
quency band. 
• Channel 1 Frequency Range: 2.401 to 2.423 GHz 
• Channel 6 Frequency Range: 2.426 to 2.448 GHz 
• Channel 11 Frequency Range: 2.451 to 2.473 GHz 
802.11a/n/c radios utilize the 5 GHz UNII bands(1,2,2E,3) which are 20,40,80,160 MHz 
wide bandwidths. In 5 GHz frequency band there are total of 24 non-overlapping 20 MHz 
channels.  
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Figure 19. Channel Allocation 
 
Channel overlap indicates the number of access points audible at each location in a 
single channel.  
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Figure 20. Channel Overlap on 2.4Ghz band 
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Figure 21. Channel Overlap on 5Ghz band 
 
 
 
5.5 Interference/Noise 
The following graph shows the interference or noise level in the established network of 
the survey area which is measured by the network adapter. The measured noise is the 
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sum of thermal noise for given bandwidth and the noise received from the environment. 
For 20 MHz channel, the best possible noise floor is -101 dBm, however, due to addi-
tional noise for 2.4 GHz it is often slightly higher. (Ekahau site survey) 
 
  
Figure 22. Interference/noise on 2.4Gh 
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Figure 23. Interference/noise on 5GHz 
 
 
5.6 Data Rate  
Data rate is the highest possible speed at which the wireless devices will be transmitting 
data. Modulation techniques, coding rate, guard interval size, channel bandwidth and 
many more play special role in determining the data rates. 802.11n supports data rates 
up to 600 Mbps with 4 spatial streams, 64-QAM, 5/6 coding rate, 40 MHz channel band-
width and a 400-ns short guard interval.  
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Figure 24. Detail View of Data Rate Table 
The above table shows all the possible data rates for 802.11n. 
Similarly, 802.11 ac is hypothetically capable to support data rates up to 6993 Mbps with 
8 spatial streams, 256- QAM, 5/6 coding rate, 160 MHz channel bandwidth and a 400-
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ns short Guard Interval. However, in real world it is impossible to achieve such a high 
data rate because of the presence of environmental radio properties. A more reasonable 
data rate achievable is around 346.7 Mbps at 20 MHz. 
 
Figure 25. Data Rates Supported by 802.11ac 
The above table shows various supported data rates for 802.11ac. 
How does ESS calculate the data rate? 
By default, my access points for calculated data rate are displayed by ESS. Data rate is 
based on the minimum signal strength and SNR and SNR is affected by signal strength 
and noise level. Therefore, Network load affects the data rate. The higher the network 
load, the more is the interference level which leads to lower SNR and low data rates. 
Also, the data rates calculated by ESS may differ according to the different adapters 
used since the adapters have different receiver capabilities. For example, 802.11b 
adapter can only communicate at a maximum of 11 Mbps. 
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Figure 26. Data rate on 2.4GHz 
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Figure 27. Data rate on 5GHz 
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5.7 Packet Loss 
Packet loss shows how many replies did not arrive to a sent packet. 
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Figure 28. Packet loss  
 
 
 
 
 
 
 
Requirement criteria for Network Requirements 
 
Figure 29. Network Requirement Criteria 
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5.8 Network Issues 
 
 
Figure 30. Network Issues for 2.4 GHz 
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Figure 31. Network Issues for 5 GHz 
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6.1 Access Points 
The list of all APs that have impacts in this surveyed area is represented in this part. 
Since there are too many APs that may affect this area, only the list of APs, which are 
placed on this area is provided in this part. Other APs, for example APs of people who 
used their laptops or mobiles to broadcast their own WIFI signal are not highly empha-
sized. This is because these devices only operate in different hours of the day and more 
importantly, those APs are not under the school administration. It can be clearly seen 
from the list below that there are nine APs under the school’s administrative control, that 
are placed in this surveyed area. 
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Figure 32. Access Points Table 
As can be seen from the above table that on 5Ghz band, there are two APs that are 
running on the same channel 40. However, the two rooms - 0121 and 0148 are quite far 
from each other. Consequently, I t can be said that this kind of overlap channel on 5Ghz 
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band has no impact on the network performance. Since it is stated earlier, having too 
many APs in the same area may cause problems in network performance if the channel 
for each AP is not well planned. On 2.4Ghz band, currently there are too many Aps 
operating on channel 1 and the position of those APs are next to each other. It is com-
monly known that on 2.4Ghz band there are three non-overlapping channels, namely 1, 
6 and 11 that APs should use for their network. It is also highly recommended that one 
AP should not operate at the same channel with its neighbor AP. But from the table 
above, most APs in this area are running on channel 1. Only some APs are working on 
channel 6 and none of the APs are operating on channel 11. This fact becomes critical 
since channel 1 is especially crowded while channel 11 is wasted. The simplest solution 
to the above problem is to re-plan the channels of all APs so that for the block of three 
neighbor APs, one should work on channel 1, one should go to channel 6 and the other 
should perform on channel 11. However, this is not an accurate method. To probably 
solve the overlapping problems, one should also notice that there are not only APs that 
are placed on this area but also, APs of different people and APs from different areas 
(other floors) which have impacts on this surveyed area. There are two methods to elim-
inate this problem. The first approach is simple. By using one spectrum analysis soft-
ware, for example inSSIDer, to determine the least crowded channel for an area of one 
AP, administrator can configure that AP to operate on free channel. One drawback of 
this method is that it will take long time to finish this task because administrator will have 
to walk inside each room and run the software. The second solution takes advantages 
of one feature - called channel planning, on the Ekahau Site Survey(ESS) software. To 
accomplish this, administrator will have to perform the site survey using ESS software 
for the whole building. Then by using the automatic channel-planning, the administrator 
can use the recommend channel from the software to configure for the school’s AP. 
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6.2 Other Access Points 
 
Figure 33. Other Access Points Table 
 
7 Conclusion 
WLAN, which combines both computer technology and wireless communication technol-
ogy is the answer to many Wi-Fi related problems. From the theory part of this project I 
was able to gain more information on the network standards, advantages and limitations 
of the WLAN technologies. ESS is one of the best solution to make the network infra-
structure smarter and solve network related problem in this competitive world.  
The goal of the project was to improve user experience on the campus with wireless 
network modeling by using the tool kit Ekahau Site Survey. ESS is being used by the 
global leading companies for network mapping, design and implementation of wireless 
network. Based on my experience in working life and this thesis I can confirm that ESS 
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tools accelerates and significantly enhance the design of wireless network, implementa-
tion and troubleshooting problems.  
Because of this work, I discovered several shortcomings in the Leppävaara campus wire-
less LAN implementation. Based on the survey results, I can say that the network and 
the effectiveness of the base stations are not appropriately adjusted. The number of base 
stations in some locations was less to ensure the operation of the network in the event 
of equipment failure. Optimization of the wireless LAN is necessary for network access 
peaks, better operating and fault-free wireless network entity. Recommendation for 
Metropolia UAS administrators is that channel overlapping must be managed as soon 
as possible and cell sizes should be increased and few dead spots should be avoided to 
overcome the problems like crosstalk and network letdown.  
Metropolia UAS is one of the technologically forward educational institutes in this coun-
try. Its emphasis is to provide best quality of services to all the staffs and students. All 
the network equipment is up to date and they meet the latest network standards. 
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