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High Performance Computing Update 
The NPS supercomputer "Hamming" will 
undergo maintenance during the first two weeks 
of the summer quarter, 2-13 July, 2012. 
 
The proposed maintenance and dates were 
reviewed and approved by the HPC Advisory 
Panel.  A notification email was sent to all users 
and additional reminder emails will be sent 
during the maintenance period. 
 
The maintenance is in line with the HPC 
Roadmap established last fall by the HPC 
Advisory Panel.  The main thrust of the plan is 
to replace all of the original Sun hardware by 
spring of 2013. The refresh will allow the 
Hamming supercomputer to have the latest 
state-of-the-art hardware, and will become 
easier to support. It will save NPS money in the 
long term, provide a larger footprint, and more 
computing power at an overall lower price. 
 
The main updates will be: 
 
    (1) Replacement of Hamming head node, 
submit node, and file system nodes (these are 
now Oracle/Sun hardware installed in 2009, and 
will be replaced with state-of-the-art hardware). 
We will also install a redundant head node.  
 
   (2) Removal of all Oracle/Sun compute nodes 
that are not connected via InfiniBand.  
 
   (3) Replace most old cables (InfiniBand, 
Ethernet, and Fibre Channel) with new cables or 
remove completely if no longer needed.  
 
   (4) Install a new GPU-based node (32 CPU 
compute cores with 2 Nvidia Tesla C2070 
GPUs).  
 
   (5) Update all compute cores with the CentOS 6.2 
operating system (we are currently at CentOS 5.7).  
 
   (6) Update high-performance file system (/work 
and /scratch) to Lustre 2.2 (currently at 1.8.7).  
 
A "sandbox" environment that mirrors the proposed 
Hamming environment has been created for testing 
purposes, and if for some reason the rollout of the 
new environment is problematic, the HPC staff can 
fall back to the current configuration. 
 
Nagios – Measuring Web Application and 
Network Performance from the Customer 
Perspective 
During the past year, ITACS has been using 
Nagios to monitor network systems and 
services, to include alerting ITACS staff of 
problems and, in some cases, auto-remediating 
identified problems. ITACS is now beginning to 
use Nagios in a new way to monitor application 
and network performance from the perspective 
of our customers and their actual location on the 
NPS or external network. Utilizing Nagios can 
help identify and troubleshoot localized 
problems which we may not be able to identify 
when monitoring our systems from the data 
center. 
Monitoring the customer's workstation CPU 
load and system health using the Nagios active 
client. 
The first tool we use is the Nagios active client 
for windows or OSX desktops. This determines 
the health of the customer's workstation (CPU 
load, memory, disk space) from the Nagios 
central node - giving us important data and 
information needed to identify problems with 
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the local workstation, which can greatly 
impact the viewing of a website or web 
application - no matter how much bandwidth 
may be available! The Nagios client can be 
remotely installed on a workstation quickly, 
does not require any reboots, and will not 
impact performance on the local machine. 
Measuring the network latency, loss, and 
available bandwidth from remote locations 
using a dedicated Nagios Remote 
Monitoring Station (NRMS). 
A Nagios Remote Monitoring Station 
(NRMS) is a lightweight, dedicated 
monitoring node used for reporting and 
analyzing network and service performance 
from a distinct location on the network. An 
NRMS node is based on the Ubuntu 12 
server operating system, and is 
preconfigured with features and tools that 
make it easy to set up and maintain. Some of 
the included tools help ITACS monitor the 
website response times, network 
performance, and bandwidth available from 
each physical location where they are 
hosted. We hope to have this available soon 
in each of the main buildings on campus as 
well as our remote locations. 
These new tools will provide the data 
necessary to analyze the different factors 
which can negatively impact a customer's 
experience using a web application or 






Cybersecurity & Privacy 
Request Small Group Cybersecurity Training 
The Cybersecurity team provides small group 
training sessions for your department or team upon 
request. Please send an email to IAM@nps.edu with 
the subject "Small Group Training Request" and the 
IA manager will be in touch to coordinate the type 
of training and an appropriate time and place to 
conduct the training. Groups are encouraged to 
bring their family members to the training 
depending on the subject.   
Available Training 
• Facebook and Twitter 
• Signing and Encrypting 
• Passwords 
Update Your Contact Info 
When we work on a cybersecurity incident, we may 
need to contact you. If you are off campus working 
remotely, this can be a challenge. Please consider 
reviewing and updating your contact information in 
the NPS Global Address List (GAL) and include 
your cell phone number.  To update your 
information, you must visit PYTHON, 
the Authoritative Personnel Data Source for NPS. 
For detailed instructions on how to update your 
information, navigate to this link:  
https://wiki.nps.edu/x/HYBG 
ITACS Services for New Students 
What Services are Available 
The ITACS (Information Technology and 
Communication Services) name reflects the 
incorporation of all communication services, 
telephone support, and network support into the 
core computing functions that have been 
provided by the Naval Postgraduate School 
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since 1953. This is a “quick start” guide to 
computing at the Naval Postgraduate School, 
containing a summary of the services 
available. 
All requests for IT-related service — 
whether for problem resolution, new 
computer equipment, application or web 
services, network questions, firewall 
requests, or project-related needs — begin 
with the Technology Assistance Center 
(TAC). 
Contact the TAC: 





*The TAC is closed Fridays from 1315-1445 
for mandatory training. 
Staff Members are prepared to handle 
questions dealing with NPS IT facilities and 
services. If they cannot provide a direct 
answer, they will forward your query to an 
NPS individual that specializes in that area. 
Accounts 
All Faculty, students, staff, and contractors 
of the Naval Postgraduate School may have 
a network access account. Upon written 
request, users with a legitimate academic 
need can also obtain a Unix or Mainframe 
account. All computer accounts are for 
official use only, for the sole and private use 
of the account holder. 
Passwords 
Every NPS account is protected by a strong 
password. Weak passwords compromise the 
security of NPS data and invite misuse of 
government resources. Accounts with weak 
passwords are locked after email notification to 
the account holder. The TAC can help you 
reinstate your account if it is locked due to a 
weak password. For more information on NPS 
password standards, instructions on how to 
change your password, and best password 
practices, please visit the following site: 
https://wiki.nps.edu/display/TAC/Password+Cri
teria 
Self-Service Password Management 
NPS instituted a self-service password 
management solution that allows students, staff, 
and faculty members to reset, unlock, or change 
their password. This product uses the question-
and-answer security system for authentication. 
It provides users with a cost-efficient, safe, and 
secure method to reset forgotten passwords 
including unlocking accounts. To access this 
site type or select https://npspassword.nps.edu 
in your web browser and create your profile. 
 
Email 
The standard email client for all NPS users is 
Microsoft Outlook. Web access to email is 
available at the following locations: 
https://webmail.nps.edu 
Software Availability 
Over 800 different software programs are 
installed and supported by ITACS. A few of 
these products are site licensed and can be 
installed at home for those with valid NPS 
accounts. Visit the software download page at 
http://www.nps.edu/Technology/Downloads/Sof
twareLibrary.html. Due to copyright and 
security policies, only authorized administrators 
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may install software on government owned 
computers at NPS. 
Virus Protection 
All email messages are scanned for viruses 
and for prohibited executable attachments on 
the exchange servers. Although anti-virus 
programs are remotely administered to on 
campus systems by the TAC, users are 
responsible for keeping non-NPS systems 
that connect to the network clean of viruses. 
Anti-virus software is available for 
installation on home computers - visit the 
software download page. 
Wireless Computing 
The NPS Wireless network uses WPA2 
authentication and encryption methods. 
Your Wireless access card or internal 
Wireless controller must be capable of 
802.11G operation. We do not support 
802.11B on the NPS Wireless network. You 
must have a WPA2 compliant Wireless 
Access card or internal wireless controller, 
with the latest software and firmware 
upgrades. For instructions and more 
information:   https://wiki.nps.edu/tac 
Remote Access 
The primary method of accessing the NPS 
network remotely is through a Virtual 
Private Network (VPN) connection. VPN 
will allow access to NPS intranet, your 
home directory, network drives, and your 
Microsoft Outlook. To learn more about the 




Online Learning Management System 
The Naval Postgraduate School Sakai 
Collaborative Learning Environment (CLE) is 
an interactive portal designed to support the 
learning and research activities of the Naval 
Postgraduate School and its strategic partners. 
Its goal is to facilitate communication between 
people; instructors and students, or researchers 
and their collaborators. There are many tools 
available for this communication including; file 
sharing, discussion forums, announcements, 
assignments, assessments, wikis, blogs, etc. all, 
or just some of which can be used within each 
group's site. Sakai is accessible from any web 
connected device by using your NPS user name 
and password. To learn more about Sakai please 
visit the following site: 
http://www.nps.edu/Technology/CLE/ 
index.html 
Personally Owned Computers 
Due to legal restrictions, the TAC staff is not 
allowed to work on personal machines. We will 
gladly advise, and stand-by while you 
install/configure your computer. However, we 
are not allowed to do the work for you. We are 
very sorry and regret any inconvenience this 
may cause. 
Classified Computing 
Over the past several weeks the Classified 
Computing Programs staff has been actively 
supporting several conferences and short classes.  
This is an ongoing program of partnership and 
support to the University’s many conferences, 
symposiums, and seminars held throughout the 
academic year.  They have provided technical 
support by configuring computers for presentations, 
setting up video teleconference sessions, working 
with instructors to allow them to properly present 
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their course materials, and setting up student 
accounts to facilitate their ability to participate 
in the classes and programs.   
  
PARTNERSHIPS AND OUTREACH    
The monthly CIO Luncheon was held at Tarpy’s 
with 11 CIOs from other regional 
organizations/institutions in attendance.  The 
meeting provides a good opportunity to 
strengthen professional networks, share 
challenges, and brainstorm new ideas that could 
lead to improved IT opportunities for not only 
NPS but for the government, DoD, and higher 
education/research institutions  within the area. 
The Naval Postgraduate School hosted the 9th 
annual Navy Higher Education IT Consortium 
(NHEITC) from June 12-14, 2012. The 
NHEITC consists of CIOs and IT leaders from 
the Naval Postgraduate School, Naval War 
College, and the Naval Academy. This year, the 
group was joined in person by CAPT Scot 
Hopkins and his deputy, CDR Jay Sloan, from 
OPNAV N16. Mr. Charlie Kiriakou joined via 
VTC for a full day of discussion in his role as 
ODAA at U.S.  Fleet Cyber Command/U.S. 
Tenth Fleet. The NHEITC group traveled to the 
Silicon Valley to visit the headquarters of 
Google and Bloom Energy and learn about new 
and prospective technologies. The two days 
spent at NPS were focused on aligning efforts 
and paving the next steps for this group – the 
only three institutions in the navy operating on 
an .edu network. 
TAC STATISTICS   
From 1 – 28 June 2012, the Technology 
Assistance Center (TAC) received 4,576 
requests for assistance, 3,398 of which were 
resolved by the Tier 1/Tier 2 areas. The 
remaining 1,178 requests were escalated to groups 
outside of TAC for specialized assistance. Overall, 
there has been a 13% decrease in requests for 
assistance compared to the month of June 2011.  
Requests for assistance were categorized as follows: 
 
Phone:  2,161 
E-Mail:  1,880 
Walk-in: 497 
Web: 5 
Technician: 33  
 
This month, 92% of all calls were resolved within 
the Service Level Agreement (SLA). Those that 
were carried over are awaiting parts or pending 
information from customers.  
 
