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Introduction
High quality video and audio distribution service is one of the most promising network applications for the broadband network. The deployment of digital cinema is stimulating many advanced applications that will use higher definition imaging systems beyond HDTV. The near-term video format called "4K" 1) has been defined as for digital cinema with a resolution of 4Kx2K pixels. The large numbers of movie theaters with pre-installed video projectors, large screens and audio systems, significantly decreases the cost of offering special, public live views of musicals and sports games (Fig.1 
Reliable SHV Transmission using R&E

Shared Networks
Our goal of this study is to realize stable IP transmission of sub-Gbps class video signals over shared networks across the world. Next generation video applications using this class of bit-rates will play an important role in the business field. The applications include SHV distribution to end users, as well as content delivery of 2K/4K/8K for production industries.
Super Hi-Vision
Super Hi-Vision system, which is being developed by NHK, is an ultra-high-definition TV system beyond 4K.
Each SHV image consists of 7,680 horizontal and 4,320 vertical pixels in the spatial domain, for a total of approximately 33 million pixels per frame. In the time domain, the frame frequency is at least 60 Hz. 
Design and Implementation of Secure
IP Terminator
To achieve secure and reliable SHV video transmission, the "secure IP transport terminator," shown in To apply the secure IP terminator for transmitting SHV, the terminator has been modified to accept 2 IP streams in parallel, the terminator in receiver output IP packets while preserving the order of the IP packers of the two streams received in the terminator in sender side. This is because the TS output of SHV encoder system consists of 2 transport streams, that should be transmitted in parallel with the accuracy of maximum of 8 mSecs difference.
Content Security
To address the issue of security for the high value contents, especially on public shared networks, encryption is indispensable for SHV transmission. Standard 128-bit AES (Advanced Encryption Standard) is selected as the encryption algorithm. The algorithm can be processed by using AES-NI functionality, which is available in the current Intel CPU series. Sustained 280Mbps processing speed is possible with hardware acceleration. The encryption protocol is based on the "Secure RTP" standard.
SHV Transmission Experiment on R&E Network
We evaluated the impact of the secure IP terminator on the performance achieved by the multi-domain global R&E network. This configuration represents a good example of the temporary network connections needed to support the live event services being considered for public viewing.
Connection from London to Tokyo
In the experiment, we established 2 routes on the global IP shared network environment through the sup- 
Measured Characteristics of the Experimental Network
During the experiment, we monitored the IP traffic in real time using the network tester SPIRENT AX/4000. packets for LDGM-FEC were added for input to the network. Even though the average IP packet loss rate was far under 1%, each burst loss was quite long and we had to select a large block size in LDGM-FEC. We set the block size parameter to 150000 and redundancy to 20%.
As a result, total throughput increased to 360 Mbps.
With this configuration, up to 25000 contiguous packet losses can be compensated. The average CPU load of the terminator is approximately 20%, so we did not need any special performance tuning of the PC system. cate the number of packet loss events including parity packets, which were detected by the IP terminator at the receiver side. Near the end of the measurement period, we observed a burst packet loss of 17200 contiguous packets. However, since all packet losses were compensated by the IP terminator, there was no unrecoverable error as shown by the green crosses in Fig.9 . Route #2 using SINET4 had lower packet loss rate than route #1
Results of SHV Transmission
as shown in Fig.10 . The experiment showed that dozens of IP packet loss events were fully compensated and that the SHV system operated normally most of the time.
They also show, however, several loss events that the terminator could not compensate since the losses exceeded 25000 contiguous packets. In April 2012, we conducted SHV streaming for 6 days. Eliminating the loss events caused by network maintenance (made by the R&E network organizations), we found 6 excessive packet loss events over a 26 hour period in route #1, and 1 event in a 48 hour period in route#2.
When the average delay fluctuated due to changes in the path taken (see Fig.7 ), the flow regulation function in the secure IP terminator was able to provide adequate jitter control and thus the changes had no effect on PCR or quality of the projected SHV video.
Conclusion
We (route #2, 2012-04-19). (route #1, 2012-04-25).
