In this letter, we analyze the impacts of outdated channel state information (CSI) on the secrecy performance for multiple-input single-output multiple-eavesdropper (MISOME) systems using transmit antenna selection (TAS) scheme and derive the exact closed-form expressions for the secrecy outage probability and the probability of non-zero secrecy capacity. Then, we present the asymptotic secrecy outage probability which reveals the secrecy diversity order and the secrecy array gain. The analysis and simulation results show that the security performance of TAS scheme is quite sensitive to outdated CSI and the achievable secrecy diversity order is only one under the effect of outdated CSI.
Introduction
Motivated by emerging wireless applications with multiple antenna terminals, physical layer security in multiple-input multiple-output (MIMO) wiretap channels has recently been addressed from an information theoretic perspective [1, 2] . Taking the statistics of wireless fading into consideration, the secrecy outage probability for different transmission schemes was examined for various fading environments. In [3] , H. Alves et.al obtained the exact closed-form expressions for the secrecy outage probability in multiple-input single-output single-eavesdropper (MISOSE) systems employed transmit antenna selection (TAS) scheme and extended the results to multiple-input single-output multiple-eavesdropper (MISOME) systems in [4] . Furthermore, considering maximal-ratio combining (MRC) scheme or selection combining (SC) scheme is employed at the receiver and the eavesdropper, the closedform expressions for the exact and asymptotic secrecy outage probability have been derived in multiple-input multiple-output multiple-eavesdropper (MIMOME) systems in [5] . However, one problem that is often overlooked in the aforementioned literatures is that, in practice, the available channel state information (CSI) at hand may not be instantaneous but outdated [6] . To the best of our knowledge, there is no other work to investigate the impact of outdated CSI on security performance for TAS scheme.
In this letter, we derived the exact closed-form expressions for the secrecy outage probability and the probability of non-zero secrecy capacity for MIS-OME systems employing TAS scheme with outdated CSI. Based on the exact expressions, we present the asymptotic secrecy outage probability which reveals the secrecy diversity order and the secrecy array gain. The analysis and simulation results show that the security performance for MISOME systems employing TAS scheme is quite sensitive to outdated CSI and is deteriorated quickly with the correlation coefficient between the actual CSI and the outdated CSI decreasing. Furthermore, the achievable secrecy diversity order is only one under the effect of outdated CSI, which is evidently different with the result in [4] .
System model
Similar to [4] , we consider a MISOME wiretap system consisting of the transmitter Alice equipped with L antennas, the receiver Bob equipped with single antenna and the eavesdropper Eve equipped with M antennas. We assume quasi-static independent identically distributed (i.i.d.) channels with Rayleigh fading and zero-mean complex Gaussian noise. We consider a passive eavesdropper where there is no CSI feedback between Alice and Eve. Alice employs the TAS scheme on the main channel, where the best antenna (among the L available antennas) which maximizes the signal-to-noise ratio (SNR) between Alice and Bob is selected for transmission. While Eve is a more sophisticated device than Bob, and therefore more likely to obtain private information, it employs optimum maximal-ratio combining (MRC) scheme. From Eve's point of view the optimum TAS scheme for Bob is a random TAS scheme, as the main channel and the eavesdropper channel are uncorrelated. Thus, Eve cannot exploit any additional spatial diversity from Alice's antennas.
Assuming that the l * th antenna is selected for transmission after TAS, the instantaneous SNR of the main channel
E , respectively, where P S is the average transmit power, h S l * D and h S l * Em are the Rayleigh fading coefficient of the channel from the l * th antenna at Alice to the receive antenna at Bob and the mth antenna at Eve, and σ 2 D and σ 2 E are the noise power at Bob and Eve. Different with [4] , we consider a more reasonable practical scenario where the CSI that Alice has is outdated due to feedback delays. Thus, the best antenna selected at the selection decision instant may not be the best at the time of the data transmission. We defineγ S l D as the SNR available at the selection instant, which can differ from the actual SNR γ S l D . Then the antenna selection policy at Alice becomes l * = arg max
The probability density function (PDF) of the actual SNR γ S l D conditioned on its outdatedγ S l D , takes the following expression [6]
where I 0 (·) denotes the zero-order modified Bessel function of the first kind,
where fγ S l D (x) = 
Substituing Eq. (2) and Eq. (3) into Eq. (4), we can obtain
In the eavesdropper's channel, the received signals are combined at Eve employing MRC scheme, thus, the PDF of γ S l * E is [4] 
E is the average SNR from Alice to Eve.
Secrecy performance analysis
In this system, the capacity of the main channel is given by R M = log 2 (1+ γ S l * D ) and the capacity of the eavasdropper's channel is given by R E = log 2 1 + γ S l * E . As such, the achievable secrecy rate can be expressed as
x). For passive eavesdropping,
Alice and Bob have no CSI about the eavesdropper's channel. So, Alice selects a constant code rate R S to transmit the confidential information. In such a case, the secrecy outage probability is a useful and practical metric for assessing security [5] . The secrecy outage probability is defined as the probability that the achievable secrecy rate is less than a given secrecy code rate R S > 0, which inherently handles two outage cases that either there is an outage between Alice and Bob ( the conventional outage probability where the message is not decodable at Bob) or Eve can eavesdrop on the confidential information. Then, the secrecy outage probability can be formulated as
where γ th = 2 R S . Substituting Eq. (4) and Eq. (5) into Eq. (6), we can obtain
With the help of [7, Eq. (3.351.3)], the exact closed-form expressions for the secrecy outage probability can be derived as
In the special case, for ρ = 1, which represents perfect CSI, the secrecy outage probability expression in Eq. (11) reduces to
which is the same result as that in [4] . For ρ = 1 and M = 1, which represents perfect CSI and the eavesdropper equiped with a single antenna, the secrecy outage probability expression in Eq. (11) reduces to
which is the same result as that in [3] . These demonstrate the generality of our result.
The secrecy outage probability expression in Eq. (8) is derived in closedform and applies to arbitary numbers of antennas, arbitary average SNRs, and arbitary correlation between the actual CSI and the outdated CSI. Furthermore, it is obvous that Eq. (8) is useful to examine the condition for the existence of non-zero secrecy capacity, which is another important and useful secrecy metric. According to [5] , the probability of non-zero secrecy capacity is evaluated as
Bsed on Eq. (8), the closed-form expression for the probability of non-zero secrecy capacity is derived as
Next, we turn our attention to the asymptotic secrecy outage probability for the high SNR regime withγ SD → ∞. Here,γ SD → ∞ corresponds to the scenario where Bob is located much closer to Alice than Eve, which is a practical secnario of interest. The asymptotic result can indicate the impact of outdated CSI on the secrecy performance in terms of the secrecy dibersity order and the secrecy array gain. We first expand the exponential function in Eq. (8) using the first order Maclaurin series expansion [7, Eq. (1.211.1)]. Then, we keep the first two terms in the expansion and neglect the higher order terms to derive the asymptotic secrecy outage probability as
where o (·) denotes higher order terms, and the secrecy array gain Ψ is
which characterizes the SNR advantage of the asymptotic outage probability relative to the reference curveγ
SD . Based on Eq. (13), It is obvious that the achievable secrecy diversity order is only one under the effect of outdated CSI, which is evidently different with the result in [4] . Furthermore, based on Eq. (14), it is evident that the outdated CSI also affects the secrecy outage array gain and increasing the corelation between the actual CSI and the outdated CSI will improve the secrecy outage probability in the high SNR regime.
Fig. 1. Secrecy outage probability versusγ SD

Simulation results and discussion
In this section, we verify our theoretical results through Monte Carlo simulations. Fig. 1 shows the exact and asymptotic secrecy outage probability as a function ofγ SD with the different correlation coefficient ρ, the different number of transmit antennas at Alice L and the different number of antennas at Eve M when R S = 0.1bit/s/Hz,γ SE = 5 dB. From Fig. 1 , we see that our exact theoretical results match the simulation results perfectly, and the asymptotic curves accurately predict the secrecy diversity order and secrecy array gain. It also shows that the secrecy outage probability improve with γ SD , ρ and L increasing, and deteriorate with M increasing. In order to compare, we also give the simulation and theoretical curves of the secrecy outage probability when perfect CSI is assumed (ρ = 1), which includes the results in [4] as special cases. It is obvious that security performance is quite sensitive to the value of ρ, and the gap of secrecy outage probability between ρ = 0.9 and ρ = 1 is very large. Furthermore, we confirm that only secrecy diversity order of 1 is achieved because of outdated CSI.
Conclusion
Impacts of outdated CSI on the security performance is studied for MISOME systems using TAS scheme. Exact and asymptotic expressions for the secrecy outage probability have been derived. Under the effect of outdated CSI, the achievable secrecy diversity gain is only one regardless of the number of
