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Abstract 
Mobile alerts, notifications and location-based emergency warning systems are now an established part of mobile 
government strategies in an increasing number of countries worldwide. In Australia the national emergency warning 
system (NEWS) was instituted after the tragic Black Saturday Victorian Bushfires of February 2009. In the first phase, 
NEWS has enabled the provision of public information from the government to the citizen during emergencies anywhere 
and any time. Moving on from traditional short message service (SMS) notifications and cell broadcasting to more 
advanced location-based services, this paper provides executive-level recommendations about the viability of location-
based mobile phone services in NEWS Phase II.  
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1. Introduction 
This paper provides strategic-level recommendations for 
the viability of instituting a national location-based mobile 
phone emergency service in Australia in phase two of the 
national emergency warning system (NEWS). The viability of 
the implementation of location-based services (LBS) in NEWS 
is considered in light of whether or not LBS can be overlaid 
onto the existing environment and whether or not the 
Australian market is ready for the service application within its 
national emergency management arrangements. The 
recommendations are made based on empirical research 
findings in response to a government-funded grant on location-
based service regulation in Australia. 
Not until recently was the standardization of a national 
emergency planning and alerting approach to public warning 
across Australia considered for actual implementation. A 
national emergency warning system has been the subject of 
discussion between the Commonwealth, States and Territories 
since 2004. In 2005, there was a prevailing view of the need to 
introduce a warning system on a national level but it was not 
subject to agreement by all States and Territories [1]. However, 
by July 2008, the Council of Australian Governments (COAG) 
finally reached an agreement to establish a national telephone-
based emergency warning system in Australia [2]. But 
according to the Prime Minister of Australia, privacy and data 
security restrictions in the Telecommunications Act 1997, 
combined with interstate disagreements over funding schemes, 
delayed the system’s introduction till after the Victorian 
bushfires in February 2009 [3].  
Following the worst bushfire season in Australia’s history 
in 2009, the Federal Australian Government, COAG and the 
State and Territory Governments identified the compelling 
need for the immediate deployment of the national warning 
system which would enable them to deliver warnings to 
landline and mobile telephones based on the billing address of 
the subscriber [4]. 
The National Emergency Warning System (NEWS) was 
operational in October 2009 in all States and Territories except 
Western Australia (WA) which delivered its emergency 
warning messages through the use of its own WA StateAlert 
system [5]. Under the COAG agreement, States and Territories 
retained autonomy of the warning systems they choose to 
implement [2]. NEWS is intended to supplement, and not to 
replace, the range of traditional measures currently used to 
warn the public of emergencies, including television and radio, 
public address systems, door knocking, sirens, signage and the 
internet [6]. 
The second stage of NEWS is presently under 
deliberation, in particular the ability for Australian 
telecommunications carriers to meet the long term 
requirements of a national emergency alerting and warning 
system utilizing location-based technologies to identify active 
mobile handsets of all carriers within a defined emergency area 
[5]. For the first stage of NEWS to operate, access to the 
integrated public number database (IPND) was required in 
order to obtain the number and address upon which the 
warning is disseminated [4]. IPND is an industry-wide, 
commonwealth-owned database that contains all the residential 
and business telephone numbers, both listed and unlisted, and 
other subscriber information such as name, address, and the 
type of service delivered by each number such as landline, fax, 
mobile and pager [7]. IPND was established and is maintained 
by Telstra, Australia’s primary telecommunications 
carrier/provider, as a condition of its carrier license. All 
telecommunications carriers and service providers are required 
to provide Telstra with subscriber information in order to 
populate and maintain the database [4]. Maintaining accurate 
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IPND data is extremely important to emergency service 
operators (ESOs) as these organizations rely on the IPND to 
respond to emergency calls from the public in a timely manner 
[7].  
In accordance with the States and Territories agreement to 
establish NEWS, the Federal Government immediately 
commenced drafting legislation to authorize access to the 
IPND. This was not without some controversy, despite the 
obvious benefits of the new warning system, even the potential 
to save lives. Given the sensitive nature of the information 
contained in the IPND, the Telecommunications Act 1997, 
Sections 276 and 277, restricts access and prohibits disclosure 
or use of information from the database save for a few 
exceptions. These exceptions are explicitly specified in the 
legislation which allow for the release of personal information 
for a number of reasons including emergency calls, law 
enforcement and national security purposes [7].  
In 2009, the Federal Government introduced into 
Parliament the Telecommunications Amendment Integrated 
Public Number Database 2009 Bill that proposed amendments 
to the Telecommunications Act 1997 in order to enable access 
to the IPND for NEWS purposes, in connection with the 
provision of telephony-based emergency warnings and for the 
supply of location-based emergency services [4]. 
In light of the Victorian Bushfires, the government sought 
advice from the Solicitor-General on an interim measure to 
allow immediate access to the IPND by any State or Territory 
that wished to implement a more limited system, as soon as 
possible. This interim access was not a substitute for the 
amendments to the Telecommunications Act contained in the 
Bill and the planned future access arrangements for the IPND 
[6], but some citizens and civil liberties groups did voice 
concern over the potential for breaches in information privacy. 
The amendments to the Telecommunications Act contain a 
number of privacy protection provisions, which are intended to 
ensure that subscriber data obtained from the IPND is not used 
or disclosed for any other purpose than to provide telephone-
based emergency warnings. Specifically, emergency agencies 
will only be permitted to access the data in the event of an 
actual emergency, in the event of a likely emergency or for 
testing purposes (i.e. to test whether in the event of an 
emergency the alert would have reached the people that it 
needed to) [6].  
The amendments provide the Attorney-General, as the 
Minister with portfolio responsibility for emergency 
management issues, with powers to specify, by legislative 
instrument, who can use IPND information in the event of an 
emergency or disaster. The amendments also contain 
accountability measures including a reporting requirement for 
any government agency that activates a telephony-based 
emergency warning using IPND data. The agency will be 
required to report each usage of IPND information to the 
Attorney-General and to the ACMA, as soon as practicable 
after each incident occurs [4]. Agencies will be required to 
report on the nature and location of the emergency or disaster, 
the number of telephone numbers disclosed, the number of 
persons to whom the numbers were disclosed and why. 
Agencies will also be required to report annually to ACMA 
and to the Office of the Privacy Commissioner (OPC) on each 
disclosure. 
With regard to the location-based emergency services 
phase of NEWS, the bill clarifies the Telecommunications Act 
by explicitly allowing carriers and service providers supplying 
LBS to access listed public number information in the IPND, 
since the current Telecommunications Act does not contain 
express authority for use of information in the IPND for the 
purpose of providing LBS on a large scale [6]. The Bill seeks 
to explicitly permit access to IPND data for the purpose of 
providing location-based emergency services and only limited 
to that information necessary to provide such services. The 
amendments also extend the existing secondary usage 
provisions of the Telecommunications Act to prohibit the use or 
disclosure of IPND data obtained for the purpose of providing 
the services, except for the purposes permitted under the Act. 
The prohibition against secondary usage applies to either the 
carrier or service provider, which initially requested the data 
and to any other party who may receive the information [4]. 
2. Location-Based Emergency Services 
Emergency services represent one of the most obvious 
and reasonable application areas where the deployment of 
location technology not only makes sense [8] but can also be a 
life-sustaining tool. Still, location-based emergency services 
are in their infancy in several countries around the world. 
Problems related to technical issues including location 
determination mechanisms and accuracy standards, and also 
issues related to identifying different requirements for these 
emergency services still need to be resolved [9]. 
In general, there are two types of location-based 
emergency service applications in mobile telecommunications 
networks [9]. The first is initiated by a person in the form of a 
phone call or a distress Short Message Service (SMS) in a life-
threatening or time-critical situation. The second type is 
initiated usually by the government in collaboration with 
telecommunications carriers, in which safety alerts and early 
warning messages are disseminated (pushed) to all active 
mobile handsets located in designated threatened area(s) 
before, during or after a large-scale event. The fundamental 
idea behind the first type of LBS is for an emergency service 
organization (ESO) (i.e. police force, fire brigade or ambulance 
service) to reach the caller (or the message sender) with some 
precision, based on the location information provided by the 
caller’s mobile service provider. In many cases the person will 
be unable to communicate his or her current location or simply 
does not know it, so the ESO relies on handset data [8]. The 
premise behind the second type of emergency service 
application is to utilize the mobile handset as an additional 
information channel that is capable of reaching people 
wherever they are but within the threatened area.  
A. The E911 location-based emergency call service in the 
United States of America. In 1996, the Federal 
Communications Commission (FCC) in the United States 
launched the first initiative in the world, in which the 
Commission sought to enhance the quality and reliability of the 
American 911 emergency call service by requiring the 
telecommunications carriers to locate a person and to deliver 
the geographic position of his or her mobile handset to the 
nearest Public Safety Answering Point (PSAP). PSAP is the 
answering centre for calls to 911 that originate within specific 
geographic areas. The initiative is now a mandate that is 
known as the Enhanced 911 (E-911) after the distinctive 
emergency number 911 of North America [10].  
However, since the mandate needed the 
telecommunications carriers to do a lot of work to meet 
required accuracy levels far beyond what was possible with 
existing mechanisms of location management at that time. The 
FCC adopted a phased approach to implementation to give 
enough time to all parties, specifically the carriers, to realize 
the needed enhancements [8]. The implementation of E911 
required considerable coordination amongst various 
stakeholders including public safety agencies, mobile carriers, 
technology vendors, equipment manufacturers and local 
Aloudat et. al. / Journal of Ubiquitous Systems & Pervasive Networks, 3 (2011) 59-66 
 61 
exchange carriers. The enhancements were ruled to be carried 
out in two phases: 
Phase I: This phase was implemented in April 1998. The 
requirements stipulated that a person’s location based on the 
geographic coordinates of the serving cell from where the 
emergency call originated, and also to forward the person’s 
handset number to the nearest PSAP centre allowing the centre 
to call back if the call is unintentionally interrupted. However, 
since the positioning mechanisms were mainly relying on Cell-
ID technologies, accuracy levels were rather poor during this 
phase [11].  
Phase II: Phase two began in October 2001. The 
requirements in this phase ruled that each carrier be able to 
locate a person accurately within 50 to 100 meters in 67% of 
the received emergency calls, and 150 to 300 meters in 95% of 
all emergency calls in the carrier’s coverage area depending on 
the location technology used since the mandate did not specify 
which technology to use. As these accuracy levels were 
difficult to meet using the cell-based approach, more 
enhancements on network infrastructures became inevitable 
and carriers started to switch to alternative positioning 
technologies to meet the requirements ruled by the FCC [10].  
In all cases, the FCC’s E-911 mandate was proven to be 
the pivotal driver behind the development, enhancement and 
deployment of very accurate location technologies that 
advanced the introduction of various location-based 
applications in mobile telecommunications networks including 
the overture to location-based emergency services not only in 
the United States but in several other countries around the 
world [12].  
B. Implementing the Warning, Alert, and Response 
Network Act in the U.S. Several location-based systems for 
public alert and warning purposes are currently being 
implemented or on the way to deployment in several countries 
worldwide. In the United States for example, and in response 
to a requirement in the Warning, Alert, and Response Network 
(WARN) Act, now signed into law, the FCC worked with 
commercial mobile service providers to create a specific 
addition to the Integrated Public Alert and Warning System 
(IPAWS). The system was called the Commercial Mobile Alert 
System (CMAS), which enabled federal, state, local, and other 
non-federal authorities to broadcast geographically targeted 
alerts through mobile handsets within the area of an emergency 
[13].  
Basically, CMAS is intended to facilitate the 
dissemination of three types of alerts through mobile 
telecommunications networks: Presidential, imminent threats, 
and America's Missing Broadcast Emergency Response 
(AMBER) Alerts [14]. The WARN legislation requires CMAS 
to provide individuals with instructions about what to do in 
response to a threat and to ensure the transmission of alerts in 
response to all threats to public safety, including natural 
disasters and human-made incidents, but only for threats that 
may pose a serious risk to public health and safety [15].  
The National Continuity Programs Directorate, within the 
Federal Emergency Management Agency (FEMA), has the 
responsibility of acting as the gateway and aggregator of alerts 
(i.e. receiving, verifying, and transmitting non-federal alerts) to 
be disseminated through CMAS. The National Continuity 
Programs Directorate is also responsible for implementing the 
IPAWS [13].  
IPAWS accepts alert and warning messages generated by 
emergency managers, mainly using an IPAWS web interface in 
a standards-based format known as the Common Alerting 
Protocol (CAP). CAP is an XML-based general data format for 
exchanging all-hazard emergency alerts and public warnings 
over all kinds of networks including cellular networks [16]. 
CAP formatted messages are then forwarded to FEMA’s 
aggregator to be disseminated through all possible means as 
stipulated by the WARN legislation [14]. 
Although the WARN legislation has set a timetable for 
developing CMAS, there are however no deadlines to enforce 
this on the mobile telecommunications industry. Mobile 
service providers are not required by law to participate, 
however the legislation obligates each service provider who 
does not plan to participate to clearly indicate it to its potential 
customers at the point of sale [17]. Participation is mandatory 
only when the President of the United States sends a message. 
In that case all telecommunications services providers must 
broadcast the Presidential message [18].  
In the United States and in several other countries, the 
implementation of location-based public alerting and warning 
systems by the telecommunications carriers have been 
supported by a variety of measures, including legislation, 
contractual agreements and compensation mechanisms [19]. 
3. Location-Based Emergency Services in Australia 
Unlike in the United States, technical feasibility in the 
context of location accuracy standards for emergency purposes 
does not yet exist in Australia. In addition, the commitments 
for telecommunications carriers are less restrictive since 
Australian regulators, primarily the Australia Communications 
and Media Authority (ACMA), do not enforce accuracy levels 
on carriers [20]. At present, a call from a mobile handset to an 
emergency call service is accompanied by very broad mobile 
location information (MoLI) relating to what is known as a 
standardized mobile service area (SMSA). These SMSAs can 
range in size from 2,000 to 500,000 square kilometers, 
according to the cell’s size from where the emergency call is 
originated, and are thus too broad to assist ESOs to find 
someone in an emergency. Rather, the SMSAs are used by the 
emergency call person to identify the requested ESO 
answering point that is closest to his or her location, a process 
known as jurisdiction determination [20]. Many aspects of 
these services are regulated and monitored by ACMA under 
the primary legislation, namely the Telecommunications 
(Consumer Protection and Service Standards) Act 1999 and 
Telecommunications Act 1997, and through two subordinate 
legislative instruments: (i) Telecommunications (Emergency 
Call Service) Determination 2002; and (ii) 
Telecommunications (Emergency Call Persons) Determination 
1999.  
High accuracy location techniques to provide accurate 
MoLI in emergency situations are yet to be implemented in 
Australia but one future aim is to reach accuracy levels within 
50 to 500 meters [20]. Currently, location methods that can 
identify the mobile base station being used to carry an 
emergency handset call, thus providing MoLI generally within 
500 meters to 30 kilometers of accuracy, are available and 
ready to be used in Australia but prior to 2009 were not 
extensively deployed by the country’s telecommunications 
carriers [20]. However, this is expected to change as the 
feasibility of high accuracy location methods are currently 
under investigation after the Federal Australian Government, 
Council of Australian Governments (COAG) and the States 
and Territories identified the compelling need for this 
technology in Australia, following the tragic 2009 bushfires 
[21]. 
Accordingly, in regard to the second type of location-
based emergency service application, which is initiated by 
government agencies to people in the event of an emergency, 
the Victorian Government released a tender in August 2009 on 
behalf of COAG. The tender sought responses for the purpose 
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of determining the capacity and capability of the Australian 
telecommunications carriers in meeting the long term future 
requirements for a national emergency alerting and warning 
system utilizing location-based technologies to identify the 
active mobile handsets of all carriers, within a defined 
emergency area [5]. The tender document envisaged the 
underlying technology to be capable of the following: 
• The technology will have the ability to receive 
notifications about any new mobile device entering a 
previously specified emergency area to alert the user that, 
for example, an emergency services vehicle has arrived at 
a location, or a civilian has entered the area and may be 
unaware of the emergency. 
• The technology will include the ability to receive 
notifications for any mobile device exiting the defined 
emergency area. This could facilitate the creation of an 
evacuation list of people who are still remaining in the 
emergency area. 
• The technology will be able to locate specific mobile 
devices in both 2G and 3G networks, and overlay their 
position onto a map. 
• The technology will have the ability to provide sufficient 
privacy and authentication checking mechanisms to 
ensure mobile location security [5]. 
4. Approach 
The Australian market readiness for the acceptance of 
location based services in a national emergency warning 
system was measured using several aspects- social, technical, 
administrative and regulatory. The quantitative and qualitative 
findings of this research provided a set of key dimensions or 
measures upon which the service viability could be assessed. 
This assessment was then used to reach a compound 
understanding and overall evaluation of the current market of 
location-based emergency services in Australia. Drawing from 
the findings of this study, previously published by the authors 
between 2007 and 2011, the dimensions included: 
• the social readiness to the service; 
• the value the service created for the Australian public; 
• the allocation of the appropriate financial resources for 
the service utilization; and 
• the technical feasibility of the service technology.  
The study was more concerned with understanding user 
acceptance and the viability of location-based emergency 
warning systems than with the architectural aspects of 
Australia’s NEWS-Phase II. 
5. Are LBS for NEWS a Viable Solution? 
In determining whether or not LBS is a viable solution for 
NEWS-Phase II in Australia, the following findings are 
presented based on the results of the study undertaken between 
2007 and 2010 by Dr Anas Aloudat [22]. 
1. The attitudinal and behavioral implications of the 
service were confirmed. It is reasonable to suggest that 
Australians holds a highly positive attitude towards using 
location-based emergency services. Australians intend to use 
the service during an emergency situation, if presented with the 
need to use it. 
2. The social acceptance of the service is confirmed. 
Australians are more likely to accept the service than to reject 
it, if it is introduced into their market. 
3. The social readiness for the service is not ready. 
There is evidence to indicate the lack of social awareness of 
location-based mobile emergency services. There is a lack of 
concerted and focused educational campaigns to enhance 
Australian’s experience in managing the location-based mobile 
phone warning notification. 
4. The service value to all Australians is unconfirmed. 
The value of location-based services may not be confirmed 
nationally due to the geographic distribution of the Australian 
population and to the unreliable reach of the mobile phone 
networks in rural areas. 
5. The service legalization is pending. The Australian 
federal government introduced into Parliament The 
Telecommunications Amendment (Integrated Public Number 
Database) 2009 Bill that proposed changes to the 
Telecommunications Act 1997 to enable the provision of 
location-based mobile phone emergency services. 
6. Financing and carrier compensation has been 
approved by Government. Responsibility will be shared by 
the Australian Government, Council of Australian 
Governments and the State and Territory governments in 
financing location-based mobile phone emergency solution. 
7. The service technology is not ready. There is no 
evidence to indicate there is currently a feasible technology 
capable of delivering accurate and timely warning notifications 
to each and every active mobile handset based on the physical 
location of the handset in the area of an emergency and across 
all mobile phone networks anywhere in Australia. 
8. The service national coordination is unconfirmed.  
The national agreement on the service did not provide the 
much-needed evidence to inform the national coordination for 
the service. 
9. A national approach for the service is undetermined. 
There is a lack of a common approach for the warning 
notification between different emergency organizations in the 
same State or Territory in Australia. 
10. The participation of all carriers is partially 
determined. Apart from Telstra, the incumbent provider of 
NEWS, the engagement of all mobile telecommunications 
carriers with the government and with each other in Australia 
is still to be fully determined. 
11. The participation of the non-government 
organizations is undetermined. The engagement of the main 
voluntary and NGOs in Australia is yet to be determined. 
 As shown above most of the dimensions of the service 
viability are currently in the unconfirmed or undetermined 
status which does not suggest a successful utilization for 
location-based services within the national emergency 
management arrangements of Australia, at least not in the short 
term. The lack of pertinent legal frameworks in the Federal and 
State legislative bodies and the current technology constraints, 
especially the underlying coarse positioning techniques of 
location-based services are presently the principal barriers to a 
viable national location-based mobile phone emergency 
service in Australia. Other dimensions of the service viability 
are dependent to a great extent on the existence of defined 
legislation and an end-to-end technology solution, and then on 
the subsequent government decision to create the right settings 
and a control body to transform the idea of the service into a 
tangible value to Australian stakeholders (e.g. citizens). 
Nevertheless, a viable location-based mobile phone emergency 
service needs a runway to develop and mature so as to be put 
into a successful national practice, which suggests a new 
perspective from which the service viability can be 
meaningfully assessed.  
But first, there is the need to address an important 
question here of what would happen if nothing were to be done 
today by the Australian government in experimenting with the 
available location-based technologies, once the amendments to 
the legislation to enable the provision of the location-based 
emergency service were made. It is a stark reminder that the 
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national emergency warning system (NEWS) was instituted 
only after the tragic Black Saturday Victorian Bushfires of 
February 2009, as a response to the victims who lost their lives 
due to a lack of timely information. It would be extremely 
difficult to comprehend another comparable peacetime disaster 
of the same magnitude as a result of waiting for a perfect 
technology to come about. Determining the viability of the 
location-based mobile phone emergency service based on the 
current technological limitations is a great risk in terms of 
Australia’s future. Accordingly, there is a need to think beyond 
the immediate barriers to identify what can be done, even 
imperfectly, with the technologies available today in order to 
have the adequate knowledge and a depth of expertise when 
future effective technologies emerge. This provides a basis for 
several implications for policy and practice. 
6. Implications for Policy and Practice 
This study has several policy and practice implications 
towards the formation of more informed deployment and 
diffusion strategies for the national location-based mobile 
phone emergency service in Australia. The following points 
should be considered when the Australian government is 
pondering the implementation of location-based services in 
NEWS. 
A. Strategic experimentation with the location-based 
mobile phone emergency system. Despite that a full-blown 
working location-based emergency solution does not exist for 
the Australian market presently, technical experimentation 
with what is currently available should be conducted, 
especially for early public warning. This is a highly critical 
element in securing Australia against diverse hazards into the 
future. Once the right technology for the system becomes 
available, such experimentation would enable sound processes 
from which to unlock the potential values of a future mode of 
operation. In short this would act to resolve uncertainties about 
the system’s underlying operational processes, guide the 
alignment of interests across the stakeholders of the system, 
reinforce the Australian individual ownership of the services of 
the system and create informed utilization options of the future 
services of the system ([23], [24]). 
Although this strategic experimentation implies heavy 
investments in temporary solutions, it can be nonetheless 
effective in mapping out the roles and responsibilities of 
stakeholders well in advance. This would undoubtedly aid in 
building the response capabilities of the system, bringing 
emergency preparedness planning to life, and enhancing the 
operational processes and testing the knowledge of vulnerable 
populations [25].  
Building such a resource base of practical knowledge 
would greatly aid in creating much-needed public awareness 
for the future implementation of the system. As it is highly 
argued that the real challenge of introducing such a location-
based emergency system is not going to be technical as much 
as educational and cultural, and how best to prepare the 
Australian people to respond to the warning message(s) they 
are receiving. The need for educational campaigns is crucial, as 
“People are more likely to pay attention to warnings if they 
have been educated about the risks in advance and know what 
actions to take” [25, p. 31]. Accordingly, gaining the right 
knowledge about the location-based mobile phone emergency 
system today would facilitate the overcoming of most of the 
challenges to permit a viable system tomorrow. In addition, the 
fact that the introduction of the national location-based mobile 
phone emergency system into Australia is more likely to be 
resolved through a government-mandated scheme, the 
Australian government should demonstrate that this 
introduction is in the best interest of Australian citizens. A 
strategic experimentation with the available technology today 
can provide both proof of the viability of the system’s services 
and of the existence of demand for them. It would also provide 
clear evidence that the utilization of this type of service has no 
detrimental social repercussions on the privacy of Australians. 
The strategic experimentation with the system would help 
to avoid the ad-hoc uncoordinated approach in designing future 
location-based emergency system since gaining practical 
knowledge by experimentation today implies a certain amount 
of preparedness for the future. What is important for today’s 
working system must also be viable for the system of 
tomorrow [26]. It is quite true that systems improve through 
practice, and the future system can be planned based on the 
“current” architecture and design implementation [27]. 
Conducting exercises on the imperfect but achievable versions 
of the location-based mobile phone emergency system today 
would help to reach and produce the desired version of the 
system. Through exercises also, it is possible to coordinate the 
operational processes of the system for the longer term in a 
way that can prevent the components of the future system 
being eroded over time. It would be extremely difficult to 
create such a system and then maintain it for events that may 
occur very infrequently [25]. 
The reasonable evidence established by this study of the 
social acceptance of location-based mobile phone emergency 
services in Australia provides the Australian government with 
another reason to consider the current location-based 
technologies as viable candidates for an experimental but 
narrower nationwide deployment of the location-based mobile 
phone system for early public warning. It is true that around 85 
percent of the Australian population live in towns and cities 
within 50 kilometers of the coast [28]. Cities are usually 
covered with an excellent array of mobile network cells [29], 
which greatly enhance the accuracy levels of the employed 
network-based mobile phone positioning techniques. The 
location-based mobile phone emergency system can be 
experimented in a phased roll-out all around Australia to 
provide people with warning notifications based on their 
physical location within the boundaries of towns and cities. 
Although this sort of experimentation would definitely provoke 
serious equity issues within the Australian society, the high 
societal value the system could create for the vast majority of 
the Australian population in augmenting their situational 
awareness of their immediate surroundings in the case of an 
emergency, should go beyond the discursive arguments of 
inequity. Public policy must acknowledge the fact that for the 
future of the majority of Australians, it is highly important to 
have a phased deployment or experimental version of the 
location-based mobile phone emergency system today, than 
not to have a system at all. Ultimately, utilizing this type of 
system is meant only to complement the traditional emergency 
notification mediums, such as television and radio, and does 
not act as a replacement technology by any means.  
B. Strategic collaboration with other countries 
deploying mobile government solutions. Acquiring knowledge 
about the location-based mobile phone emergency system 
implies the need for guidance in the area of “how to”. A key 
component of success in this area is openness to experience 
and interaction with the outside world [24]. A higher level of 
collaboration that extends beyond the boundaries of Australia 
and incorporates the exchange of experience with similar 
systems in other countries might also be required. The 
Australian government could shorten and significantly 
eliminate several obstacles on the way to a viable location-
based mobile phone emergency system by sharing with and 
learning from the experiences of other countries, such as The 
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Netherlands or South Korea. Although these two particular 
countries are quite different from Australia in terms of having 
smaller geographic coverage areas and a relatively 
concentrated population distribution with effective cellular 
network coverage, both of these countries have been 
nonetheless trialing emergency management location 
technologies on a national level for years [30], [31]. For 
instance, it is possible to learn from the cell broadcast field 
trials conducted in The Netherlands, in that they provide a 
tested framework for evaluating emergency warning 
technologies and gauging participant reactions to the 
technology in question [31]. Surely, all countries share a 
comparable perspective on the seriousness of emergencies and 
disasters, and location-based mobile phone emergency services 
can emerge as a future venue for a new cross-national 
collaboration between countries regardless of conflicts in 
ideologies or interests between nations.   
C. The regulation of location-based emergency services in 
Australia. The survey findings of this study showed that 
Australians ranked government regulation and legislation as 
the most effective mechanism capable of controlling personal 
location information under the nationwide utilization of the 
location-based mobile phone emergency services. One 
significant implication of this result is that the Australian 
public has an adequate level of trust in the Australian 
government to unreservedly support the government’s recent 
efforts looking into introducing location-based emergency 
components within NEWS. For example, the government 
requires public support for the introduction of amendments to 
the Telecommunications Act 1997 to legislatively regulate and 
control the collection and use of location information under the 
utilization of NEWS. One of the main insights coming from 
this study is predominantly providing a series of practical 
recommendations towards ultimately regulating the location-
based mobile phone emergency system under a governmental 
legislative structuring. Nevertheless, while the Australian 
government would most certainly follow a transparent 
approach in regulating such a system, the extremely complex 
interplay that was revealed in this study between different 
government agencies, telecommunications carriers, non-
government organizations and the Australian public, under the 
nationwide utilization of the system is a reason for the 
imperative need of a joint-effort regulatory approach that is 
capable of providing a consensus on all related issues and 
matters of concern, mainly specifying how and to what extent 
the system can be used in Australia.  
Another point that should be mentioned is that any related 
regulation would most certainly reflect the specific nature and 
the distinctive characteristics of location-based mobile phone 
emergency services that will be provided under the national 
emergency warning system in Australia, but as it has been 
emphasized in this study the services should be designed under 
a technology-neutral architecture (TNA) to promote the 
principles of system compatibility and system evolvability. 
Therein, it is strongly suggested that the regulation of the 
services should also be technology-neutral regulation (TNR) 
that is independent from the underlying technologies enabling 
location-based services, in order to further promote the quality 
of research and development for both the domains of 
emergency management and commercial applications. 
7. Prospective directions for further research 
Several opportunities for further empirical research 
emerge from this study, but the most appealing to pursue in the 
near future is to yet again approach emergency management 
decision and strategy makers from the Australian Federal 
government, especially Emergency Management Australia 
(EMA), to gather their opinion and interpretation on research 
results to date. In all cases, the perspectives of these significant 
stakeholders have to be taken into account if a decision is made 
to consider the location-enabled components in NEWS. Since 
it is strongly argued that such a decision would be primarily 
based on the technological readiness of the Australian 
telecommunications industry, it is highly reasonable to 
presume that it is only a matter of time until a location-based 
technology is considered for utilization for all emergency 
purposes in Australia. 
Given the fact that this study is cross-sectional in its 
design another follow-up longitudinal study would enrich our 
knowledge about the determinants of the social acceptance of 
the location-based emergency service. Further work could be 
carried out to examine the opinions of the Australian public 
once the service has been nationally implemented and 
deployed for some period of time. Such a study could be set to 
investigate, in the longer term, how and why the determinants 
of acceptance change or reshape after the adoption and 
diffusion of the service, and whether or not the relationships 
between these determinants are consistent over time. This type 
of work reflects Karahanna et al.’s [32] arguments of the need 
to examine and, at the same time, differentiate between the 
beliefs of the individual in the pre-adoption phase (symbolic 
adoption), where one’s assessment leads into his or her 
decision to accept or reject the location-based emergency 
service, and his or her beliefs in the post-adoption phase 
(actual adoption) which is marked by the actual usage or take-
up of the service. 
Demographic and socio-economic factors could also form 
a reasonable basis for further research about location-based 
emergency services. Currently it can only be guesstimated 
what the impact of these factors is on individual acceptance of 
the service. But further research in this area might reflect how 
the determinants of the attitude, behavioral intention and 
acceptance evolve over time [33], and whether or not there are 
any differences that are associated with the person’s 
demographics, such as gender, profession or educational level, 
and the acceptance behavior towards the service. In this 
domain also, a question of possible differences between the 
ethnicities in Australia in regard to the identified research 
issues were not raised in the study save for one question. This 
question considered whether or not the ethnicity of the 
participant of the survey had an influence on how he or she had 
ranked the importance of utilizing the location-based mobile 
phone emergency system by the government in different 
emergency event types. It would be a reasonable future 
research opportunity to investigate the location-based 
emergency service from the perspective of ethnicity as it would 
provide additional insight relative to the impact of the cultural 
aspects on the social acceptance of location-based emergency 
services. 
Another interesting starting point for further research is 
the contradictions that were found between this study and most 
of the previous research about the influence of privacy 
concerns on individual acceptance of location-based services. 
Although this research argued that the usage context of 
emergencies is quite sufficient to produce an adverse impact on 
these concerns, future cross-sectional comparative research 
taking into account several usage contexts is needed to 
ascertain the role of the context of usage on people’s 
perceptions of the location information privacy concerns.  
Finally, as this study was designed to investigate the 
viability of the location-based mobile phone emergency service 
within the national emergency management arrangement of 
Australia, future comparative cross-national studies between 
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Australia and other countries would also be quite compelling 
carried out on the same issues identified in this work. It is 
strongly held by this research team that the findings of such 
studies would highly enrich the international body of 
knowledge through helping us to define shared sets of concerns 
and issues surrounding the utilization of the location-based 
emergency service. This will, at the same time, shed light in 
understanding the role of culture and other aspects, such as the 
role and influence of government administration, in creating 
disparities in the factors determining the acceptance or the 
success of such a service. 
8. Conclusion 
Disasters and large scale emergencies, that have the 
potential to disrupt the orderly manner of the civil society, are 
considered national security challenges today [34]. As 
Australians are becoming increasingly mobile in the way they 
acquire information about their whereabouts, the Australian 
government is contemplating the introduction of nationwide 
location-enabled mobile phone warning and alerting methods 
and techniques. This will be a critical element in securing the 
future of Australians against such challenges. Mobile 
government emergency applications, specifically location-
based mobile phone emergency services are presented as a 
valuable addition within the envisaged emergency 
management apparatuses of the government for safeguarding 
people during emergencies anywhere and anytime. Indeed, 
governments have a responsibility to their citizens to inform 
and protect them against both conventional and unconventional 
threats, being natural or human-made. Today’s national 
security scope has grown to encapsulate such socially 
constructed emergency applications. However, the possible 
deployment of location-based emergency services is not 
altogether favorable, as some Australian individuals see the 
introduction of laws mandating access to certain types of 
personal information to only aid in the gradual relinquishing of 
the individual right to privacy. Beyond unauthorized access 
and the disclosure of citizen location details is the public 
perception that authorities will be able to perform selective 
tracking after legitimately deploying a year long emergency 
declaration. With limited effort from the Australian 
government to raise the public awareness about the anticipated 
location-based emergency services, most of the concerns, 
although they may merely be as a result of misconceptions, 
have the power to impact negatively on the practiced 
emergency response measures and devalue the purpose of the 
services in the eyes of the public.  
Nevertheless, although the responsibility for the 
implementation and follow-up of the national emergency 
warning system and its proposed location-enabled mobile 
phone emergency component is primarily placed on the 
Australian government, the system cannot by its very nature be 
the sole responsibility of the Government alone [25]. As was 
clearly evident from this study, a successful system in 
Australia will require a greater interplay to address such 
implications between the key stakeholders, including the 
telecommunications carriers and supporting value chain 
members and the general public who are the ultimate users of 
such a system. 
Another layer of partnership and responsibility should 
also be formed with the Australian scientific and academic 
communities to ensure a continuous and supportive research 
environment for the fostering of this national system which 
will no doubt emerge over time. Fortunately, this has been 
expressed in the final report of the Victorian Bushfire Royal 
Commission (VBRC), which was released to the public on 31 
July 2010, in which it was stated under Recommendation 65 
entitled “research and evaluation” that the Australian 
government would: “[e]stablish a national centre for bushfire 
research in collaboration with other Australian jurisdictions to 
support pure, applied and long-term research in the physical, 
biological and social sciences relevant to bushfires and to 
promote continuing research and scholarship in related 
disciplines” [35].  
Therefore, it is strongly suggested that the time for the 
main stakeholders of location-based mobile phone emergency 
services to interact is now. This is especially case in the 
Australian market as the government moves from basic mobile 
phone emergency services based on the billing address of the 
mobile phone subscriber into more sophisticated, fully-fledged 
and ubiquitous location-enabled emergency services based on 
the almost exact physical location of the mobile phone, once 
the right technology is made available. It is true that “timely, 
preventive response to disaster risk requires effective early 
warning systems that are technically sound, politically viable 
and communally acceptable” [1]. This study made every 
possible effort to curb the distance between the key 
stakeholders, to create a climate of dialogue and bring all the 
major implications of the location-based mobile phone 
emergency service to light in the aim of determining the 
current and future viability of the service within the national 
emergency management arrangements of Australia. 
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