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Such doubts about deterrence were not new. In the 1990s, missile-defence advocates stressed the potential undeterrability of rogue states seeking weapons of mass destruction (WMD), especially states led by volatile dictators like Saddam Hussein or Kim Jong Il. 2 Reflecting such doubts about deterring terrorists and rogue states, in the year following 9/11 President George W. Bush and his administration articulated what became widely described as a new doctrine of preemption. 3 Rather than rely on threats to respond after an attack, the United States would instead take preventive action to eliminate threats before they could materialize. The preemption doctrine seemed to signal the dismissal of deterrence. With the invasion of Iraq, the administration showed its willingness to act on this doctrine.
In January 2009, not long after this article is published, a new American president will take office. No matter who wins the election, the new administration will review existing American strategy and make adjustments based in part on its assessment of how well the Bush administration strategy has worked. In order for this assessment to be accurate, it will be important to have a clear understanding of what the Bush administration strategy has been. Ever since the unveiling of the Bush Doctrine, however, there has been considerable confusion about the role of deterrence in that strategy.
Despite widespread impressions to the contrary, the Bush administration has all along been deeply committed to deterrence. The American approach to deterrence in the George W. Bush years has actually displayed dual and potentially conflicting impulses: the administration has sought to make deterrence do both more and less than before.
Policy statements issued by the Bush administration and the American military have not rejected deterrence, but instead state that America has changed its approach to deterrence. They claim that the United States has moved away from a Cold War approach to deterrence to embrace a new concept called 'tailored deterrence'. This approach seeks to enable the United States to craft different deterrent options to address different adversaries and situations. This claim of strategy change is also exaggerated. There have been real changes in other areas of Bush administration foreign policy, but with respect to deterrence the administration's approach has more roots in the past than either the administration or its critics recognize. The fact that the administration's approach has built on developments in previous administrations, both Democratic and Republican, means that aspects of that approach are likely to endure after the administration leaves office.
All this suggests that, along with efforts to reconsider the relevance of deterrence, it is necessary to clarify the current status of deterrence. This article seeks to summarize United States government policy with respect to deterrence in the period since 11 September. After clarifying the Bush administration approach to deterrence, the article offers an assessment of that approach.
The article identifies four primary goals the Bush administration has sought regarding the role of deterrence in American strategy: to revitalize deterrence, to apply it to new policy objectives, to reduce US reliance on deterrence, and to change the way deterrence is practiced. One of these goals, the third, has involved a turning away from deterrence, while the others have all involved efforts to strengthen and broaden the reach of American deterrence. The apparent tension between asking deterrence to do both more and less is not contradictory within the way the Bush administration thinks about deterrence, however. This article will offer an interpretation that shows the different elements of the administration approach fit together coherently within a certain set of strategic beliefs.
Important elements of administration thinking make sense and are evaluated positively here. Other parts of the administration's approach are problematic. First, while Bush the administration has been wise not to rely exclusively on deterrence, it has been too sceptical about prospects for deterring rogue states and therefore has overestimated the need for the preventive use of force. Second, some parts of administration strategy tend to undermine deterrence. In particular, both the emphasis on preemption and oft-stated desires to bring about regime change actually undercut American efforts to deter attacks. Third, depending on how it is implemented, the idea of tailored strategy could lead the United States to overcomplicate its deterrent message, reducing its clarity. Finally, some parts of the American response to terrorism have made it appear that threats of terrorism can be effective in bringing about large changes in American policies. With respect to deterrence, it would be better to communicate a message that terrorism will not succeed in prompting the United States to make dramatic policy changes; doing so would help improve American efforts to apply 'deterrence by denial'. 4 Overall, the Bush administration approach to deterrence has been simultaneously pitched too high and too low. At the high end, administration policy has emphasized vague threats of severe consequences for any actor who dares cross the United States, a posture this article will label 'systemic deterrence'. At the low end, the strategy of tailored deterrence calls for developing virtually personalized deterrent messages. It would be better do more at a middle ground between these. The United States could announce that any actor crossing certain specific red lines (such as launching a WMD attack) will trigger certain specific responses (such as a conventional invasion to remove the offending regime from power). Bush administration declaratory policy has not given sufficient emphasis to such middle-range, situation-specific deterrent threats.
The Range of Interpretations
Some of the confusion about the role of deterrence stems from different connotations of the term itself. Most international relations scholars follow the definition put forward by Patrick Morgan: 'the threat of military retaliation to forestall a military attack'. 5 President Bush and his advisors sometimes construe deterrence more narrowly to imply the threat of massive retaliation using nuclear weapons. The US Department of Defense (DOD) also has its own official definition: 'the prevention from action by fear of the consequences'. 6 Ironically, the military's definition does not require that deterrence be military, let alone nuclear, in nature. Some doctrinal statements use the word deterrence in ways that seem even broader, making it virtually synonymous with any defensive or preventive measure. Apparent inconsistencies sometimes emerge because a speaker or publication slips between one usage and another; for example, dismissing the utility of massive nuclear retaliation but embracing some other form of deterrence.
It is important to allow for possible non-nuclear and even non-military forms of deterrence. Therefore, deterrence should be defined as preventing an action by influencing another actor's decision-making through creating an anticipation the action in question will lead to negative results or consequences. 7 Adjectives can be used to make clear which version of deterrence one has in mind. Morgan's definition will be referred to here as classical or traditional deterrence, while massive nuclear retaliation will be labelled stereotypical Cold War deterrence (this is because, as discussed more fully below, it did not actually remain American strategy through the whole Cold War).
There has been an outpouring of scholarly publications since 9/11 examining the prospects for using deterrence against contemporary threats. 8 Much of this work takes as its starting point a premise that the Bush administration either greatly diminished the role of deterrence or abandoned the strategy altogether. 9 Shortly after the unveiling of the preemption doctrine, then Secretary of State Colin Powell and then National Security Advisor Condoleezza Rice both sought to refute this perception, stating that the administration still believed in the potential utility of deterrence for many situations and would set it aside only against certain threats where they doubted its effectiveness. 10 Some studies accept this account and thus state that the administration maintained a role for deterrence, but would rely on preventive action instead for dealing with terrorism and perhaps rogue states as well. 11 Finally, a small number of studies discuss deterrence as a component of Bush administration strategy without any suggestion it was rejected for certain contingencies, but none of these has sought to summarize the full gamut of deterrence efforts in administration strategy. 12 More recently, in March 2008, the New York Times proclaimed in a front-page headline that the Bush administration had revived the Cold War strategy of deterrence in a modified version for use against terrorism. The story reported that the administration had rejected any role for deterrence against terrorism in its first term, but begun identifying possible ways to apply deterrence in its second term. 13 While there has been evolution in the administration approach, this story overstates the degree of change. Both the Times and most academic studies have underestimated the extent to which deterrence has been an element of Bush administration strategy throughout its two terms, even in dealing with asymmetric threats from terrorists and WMD-seeking rogue states. At the same time, the administration still distinguishes its approach from what it considers the Cold War version of deterrence, and recurring rumours of a possible military strike on Iran's nuclear facilities suggest doubts about deterrence have also remained a part of the administration's outlook.
In short, there are widely varying interpretations of the role of deterrence in Bush administration strategy, and no study has fully summarized the administration's approach to deterrence. Hence, there is still a need to clarify administration strategy.
Prima Facie Evidence that Deterrence has Been a Goal
Before going into a detailed description, it is worth noting some of the indicators that deterrence has generally remained a goal of the Bush administration. Three types of evidence will be reviewed. First, some examples from actual policy behaviour will be briefly noted. Second, certain public and private comments by individual policymakers, which reveal their underlying assumptions, will be discussed. Finally, official statements of strategy and doctrine will be reviewed.
First, from the evidence of behaviour, the Bush administration has accepted deterrence and containment as the best it can hope for against certain threats. In June 2006, as North Korea prepared to test-fire a long-range missile, two former Clinton administration officials called for a preemptive strike on the missile launch site. The Bush administration rejected preventive action in this case though, and some administration officials told the New York Times that they believed the logic of deterrence would work against North Korea.
14 Though preventive action remains a possibility, as of this writing, American policy toward both North Korea and Iran, two of the three countries President Bush placed in the 'axis of evil', has officially emphasized diplomacy and in practice relied on deterrence.
9/11 as Implicit Deterrence Failure Second, some comments by administration officials require an assumption that deterrence remains viable, even against terrorists. After 9/11, a popular line of analysis developed that presented the attack as the product of a failure by the United States to react forcefully to past terrorism, starting with the bombing of the Marine barracks in Beirut in 1983. 15 Several administration officials have invoked this analysis in public comments. In an October 2005 speech to marines just back from Iraq, Vice President Dick Cheney declared, 'Time and time again . . . the terrorists hit America and America did not hit back hard enough.' As a result, Cheney said, 'The terrorists came to believe that they could strike America without paying any price.' 16 This analysis implies that tougher American responses to earlier terrorist attacks would have prevented 9/11. How would this have happened? By standing firm and hitting back harder, the United States would have convinced terrorists not to strike. Not to put too fine a point on it, this is deterrence. The way that many administration officials have thought about 9/11 thus requires an assumption that deterrence can be effective against terrorism.
Administration officials have talked about deterring terrorism as a post-9/11 goal as well, even in their private communications. In an October 2003 memo to his top aides, former Defense Secretary Donald Rumsfeld sought to establish a metric for measuring progress in the war on terror, asking, 'Are we capturing, killing or deterring and dissuading more terrorists every day than the madrassas and the radical clerics are recruiting, training and deploying against us?' 17 In sum, their underlying assumptions have inclined Bush administration officials to believe that terrorism is not beyond the reach of deterrence.
Deterrence in Formal Policy Statements
Finally, official policy documents that deal with American strategy also testify to the continuing role of deterrence. In all, I have identified 22 documents from the George W. Bush years through March 2008 that address how the nation plans to deal with one or more elements of the overlapping problems of terrorism, rogue states, WMD proliferation, and homeland security (see box). These range from the broad focus and high-level guidance of the National Security Strategy (NSS) to narrow statements of military doctrine. All but one of the 22 documents explicitly name deterrence as an element of American strategy. The only exception is the National Strategy for Combating Terrorism (NSCT) from the administration's first term, published in February 2003. However, the 2003 NSCT did embrace the related concept of compellence, as it called for pressuring state sponsors to stop their support for terrorism. 18 Moreover, an updated NSCT, released in September 2006, does explicitly include deterrence as a strategic goal. 19 All the other documents dealing with terrorism or homeland security also include deterrence as an objective. This suggests that whatever scepticism the administration had about deterring terrorism, it quickly set aside enough of that scepticism to decide to maintain deterrence as one item in the toolkit for the war on terror.
More broadly, the strategy documents make clear the administration never rejected deterrence altogether. The first major document it released, the 2001 Quadrennial Defense Review (QDR), listed deterrence as one of four major goals of US defence policy (along with assuring allies, dissuading competitors, and defeating adversaries if necessary). 20 Though completed before 9/11, the QDR was not released until after the attacks and could have been modified if the administration believed it necessary. In fact, the start of the war on terror did not lead the administration to alter its four main goals for defence strategy; these goals were explicitly reaffirmed in the NSS released in September 2002.
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Other documents confirm the continued interest in deterrence. The first major guidelines released by the newly created Department of Homeland Security (DHS) were sub-titled 'Prevention and Deterrence'. 22 There is even a statement of military doctrine devoted solely to deterrence. Produced by the US Strategic Command, this document has now gone through two iterations: it was first released in 2004 as the Strategic Deterrence Joint Operating Concept, while version 2.0, now titled the Deterrence Operations Joint Operating Concept, was published in December 2006. Both iterations of this document state explicitly that the deterrence concept applies both to states and non-state actors (i.e., terrorists).
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This section has shown prima facie evidence the Bush administration has maintained an interest in utilizing deterrence, including as a tool for dealing with terrorism. The next portion of this article seeks to clarify the key features of the administration's approach to deterrence.
Evolution of American Strategy Since 9/11
Since 11 September, the Bush administration has sought to accomplish four goals with respect to American use of deterrence: to revitalize deterrence, to extend its reach to new policy ends, to reduce reliance on it, and to change the way the United States practices deterrence. 24 The administration has also been concerned with ensuring that potential American adversaries will not be able to deter the United States. 25 This article does not address administration efforts to keep the United States from being deterred. The focus here is on American thinking about how to deter others, not about how others might deter the United States.
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Bush administration thinking about how -and how much -the United States should use deterrence is usefully summarized in terms of the four goals noted above. First, many administration officials believed the foreign policy of the preceding Clinton administration had eroded the ability of the US to make credible threats. They wanted to project a tougher American image. Efforts to make the country appear strong and resolute would be useful for defence and coercive diplomacy as well as deterrence, but the ultimate goal appears to have been to prevent challenges in the first place. Hence, rather than a turning away from deterrence, the most fundamental instincts of the Bush administration led to a goal of strengthening deterrence.
Second, the administration has expressed interest in deterring more than just military attacks by other states. It has also sought to deter terrorist attacks, aid to terrorism by both states and private actors, the sharing of WMD technology, and even WMD acquisition by rogue states. In some ways, deterrence is being asked to do more than ever.
Third, administration officials do not believe deterrence can be depended upon to work against all threats. They hence sought to downgrade the weight given to deterrence and to create other strategic options. The same concerns that produced doubt about the reliability of deterrence have also prompted efforts to make deterrence more effective. Hence, fourth, the administration has sought the ability to develop deterrent postures tailored to each potential threat.
These four objectives were not primarily a response to 9/11. Rather, they were already part of administration plans prior to the terrorist attacks. If anything did change, it was the relative emphasis given to the various objectives in public. After 9/11, the administration moved the option of preventive action ahead of other alternatives to deterrence that it would otherwise have emphasized more, such as missile defences. This was a real policy shift, but it did not signal the abandonment of deterrence some have perceived.
Reduced Willingness To Rely on Deterrence
The review of policy here begins with discussion of the third goal identified above, the downgrading of deterrence, because this has received the most attention. Colin Gray colourfully captures the way most analysts perceive this shift in American strategy after 9/11: 'The Bush administration did not formally retire deterrence as concept or policy, but it left observers in no doubt that in the global war that it declared against terrorism, deterrence generally would be left on the bench.' 27 The rhetorical discounting of deterrence reflected what administration officials and other commentators took to be a lesson of 9/11: the United States could no longer afford to let others strike first before taking action. 28 Over the course of 2002, the Bush administration developed this into a general doctrine that the United States would not depend on deterrence but would, if necessary, act preventively instead. Two public announcements -a graduation speech at West Point and the release of a new National Security Strategy -did the most to create an impression that the United States had abandoned deterrence. In his famous 1 June commencement address at West Point, President Bush declared:
For much of the last century, America's defense relied on the Cold War doctrines of deterrence and containment. In some cases, those strategies still apply. But new threats also require new thinking. Deterrence -the promise of massive retaliation against nations -means nothing against shadowy terrorist networks with no nation or citizens to defend. Containment is not possible when unbalanced dictators with weapons of mass destruction can deliver those weapons on missiles or secretly provide them to terrorist allies.
Yet even in this bluntest of comments, there was a potential ambiguity. Bush defined deterrence as 'massive retaliation against nations', leaving open the possibility that other steps might be available that could generate deterrent effects. The rest of the speech, however, made clear the president's preference for offensive action. Given the goals of rogue states and terrorists, the United States can no longer rely on a reactive posture as we have in the past. The inability to deter a potential attacker, the immediacy of today's threats, and the magnitude of potential harm that could be caused by our adversaries' choice of weapons, do not permit that option. We cannot let our enemies strike first. Traditional concepts of deterrence will not work against a terrorist enemy whose avowed tactics are wanton destruction and the targeting of innocents; whose so-called soldiers seek martyrdom in death and whose most potent protection is statelessness. The overlap between states that sponsor terror and those that pursue WMD compels us to action. . . .
To forestall or prevent such hostile acts by our adversaries, the United States will, if necessary, act preemptively.
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Even in this most sweeping expression of doubt, the administration did not close the door on deterrence altogether. It described deterrence as 'less likely to work' on rogue states rather than as impossible. It also highlighted that the doubts applied specifically to 'traditional', 'Cold War' approaches to deterrence. Yet the gist was also quite clear: in select cases, the United States would not count on deterrence and containment, but would choose the path of preventive war instead. About six months later, this is exactly what the United States did in Iraq. 31 The combination of these doctrinal announcements and the Iraq war made it natural for observers to conclude that the Bush administration had in practice given up on deterrence and would now rely on the preventive use of force as a general rule. Though preventive attack has remained an option, given top officials' strategic beliefs, the administration was never likely to abandon deterrence. Instead, American policy has involved potentially conflicting impulses: the Bush administration has sought to rely on deterrence both less and more. This is exactly what the president sought to do after al Qaeda struck the World Trade Center and the Pentagon. In meetings with his advisors in the following days, President Bush repeatedly expressed his desire to send a message. On 13 September, for example, Bush told his National Security Council, 'We're going to hurt them [the Taliban] so bad that everyone in the world sees, don't deal with bin Laden.' 33 The president stated these goals publicly in a speech at the Citadel, exactly three months after 11 September:
Our military has a new and essential mission. For states that support terror, it's not enough that the consequences be costly -they must be devastating. The more credible this reality, the more likely that regimes will change their behavior -making it less likely that America and our friends will need to use overwhelming force against them.
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Properly speaking, for states that already had a policy of supporting terrorism, the message was compellent rather than deterrent -it sought to force change in an existing course of action rather than prevent that action. 35 Compellence is related to deterrence though, in that both are coercive strategies that reflect similar thinking about how to influence others, and a posture that compels an existing state sponsor to drop its support for terrorism should also work to deter other states from initiating an effort to assist terrorist adversaries of the United States.
Although the above statements applied to state actors, the administration has also suggested that a posture of toughness will help deter non-state, terrorist actors as well. The National Security Strategy released in President Bush's second term declares that 'terrorists are emboldened more by perceptions of weakness than by demonstrations of resolve. Terrorists lure recruits by telling them that we are decadent and easily intimidated and will retreat if attacked'. 36 The notion that demonstrations of resolve can discourage terrorism is a classic example of deterrence reasoning. President Bush's statement in his speech at the Citadel that if states assist terrorism 'the consequences . . . must be devastating' also echoes classic deterrence reasoning; indeed, it sounds quite similar to the 'deterrence by punishment' model that most associate with the Cold War.
In short, at the same time the administration was publicly discounting the reliability of deterrence, it was also seeking to make the American deterrent posture more robust. Although these twin impulses can appear contradictory, they need not be. One can try to make deterrence work while also considering it fragile. As Assistant Secretary of Defense Peter Flory put it in Senate testimony in 2006, administration defence planners work from an assumption that 'Deterrence continues to be important, but uncertain.' 37 The uncertainty has prompted consideration of alternatives, including preventive action, but it has also motivated efforts to make deterrence more effective.
Three Levels of Deterrence
To disentangle the different threads of policy on deterrence, it is helpful to introduce some distinctions based on the idea that states can seek deterrence at different levels, similar to the levels of analysis in international relations theory. I propose distinguishing between a more general level, involving the image a state seeks to project to the world, and more specific levels, involving the declaratory strategies developed to deal with particular threats. At the most general level, the Bush administration has shown a predilection for deterrent thinking. When it comes to strategies for addressing certain specific situations, however, the administration has not been willing to count on deterrence always working. In short, the Bush administration has a deep commitment to presenting the strongest possible deterrent posture, but coupled with a belief that deterrence can still fail, requiring the use of other options in some situations.
Thus, when formulating case-specific strategies, the Bush administration has made it clear it would not always emphasize deterrence. In a larger context, though, deterrence was always a preeminent goal. As part of its overall posture toward the world, the Bush administration has sought to send the strongest possible signals of American capability and resolve. As noted, the administration has done so out of desire to enhance American ability not only to deter but also to compel. The underlying mode of reasoning that makes such strategies appear attractive, however, is basically deterrent in nature: it is the idea that if you demonstrate sufficient toughness, no one will mess with you. Even when administration officials have not called it deterrence, their deepest instincts have propelled them to what is essentially a deterrent mode of thought and action.
The distinction here is between deterrence as a specific stratagem and deterrence as a broader worldview. In discussing the strategic belief systems that policy-makers might hold, Robert Jervis made an influential distinction between what he labelled the deterrence and spiral models. 38 The deterrence model assumes there are dangerous aggressors and, if those aggressors think that defenders will not or cannot respond effectively, they will strike when the opportunity arises. The core belief is that any sign of weakness, in capabilities or resolve, invites trouble. Superior strength and a demonstrated willingness to use it, however, will convince adversaries to hold back. The spiral model, in contrast, suggests that an overly strong or assertive posture can make a state appear threatening to others that are primarily concerned about their own security, possibly triggering action-reaction cycles that lead to unnecessary conflict. The spiral model counsels strategies of restraint and reassurance to avoid setting off such sequences of escalation.
These are general beliefs about how world politics work and, as such, they shape the way actors reason about specific strategic choices. A belief system that expects there to be dangerous actors and gives priority to the need to deter the threats they pose will naturally make deterrence appear to be an important strategy, and will lead to great concern with demonstrating strength and resolve. Such an outlook does not preclude other possible choices, however, including more aggressive options. If the threats are seen as truly menacing, preventive war may be deemed necessary. Stepping back from particular passages that downplay deterrence in specific speeches or strategy documents, and placing these in a larger context, it is clear that the Bush administration in important respects has a deterrence-model view of the world.
This suggests it would be useful to have terminology to make distinctions between deterrence at different levels. One hesitates to introduce more labels to a field that already has so many, but no existing terms correspond exactly to the distinction being made here. Patrick Morgan's notion of general deterrence comes closest; his point was that if deterrence is effective enough, potential adversaries never challenge a state in a way that triggers a crisis in which immediate deterrence becomes necessary. 39 But general deterrence most directly refers to how far back in time one achieves deterrent effect and is usually applied to a bilateral relationship. It still focuses on whether one particular target state is deterred, which is not the same as being able to deter all potential challengers.
To capture the different levels at which deterrence can be pitched, I propose the labels systemic, middle-range, and individually tailored deterrence, with the latter two being variants of what I will call specific deterrence. Deterrence postures can exist along a continuum in terms of how narrow or broad they are. At the broadest end of the spectrum, the goal is to make deterrence apply system wide; the state hopes its reputation for toughness will be sufficient to deter any actor in the system from taking any unwanted action, perhaps without any explicit deterrent threats being made. This will be called systemic deterrence. The other two levels of deterrence can both be considered types of specific deterrence. 40 Specific deterrence involves publicly announcing a specific deterrent commitment. Different things can be made specific, including the actor to be deterred, the action to be prevented, or the promised response if deterrence fails. At its narrowest, deterrence becomes individually focused: the deterrent message is aimed at a specific, named actor, and the threatened response might also be unique to that actor. This could also be called actor-specific deterrence, but to stay consistent with the Bush administration's introduction of the term tailored deterrence, this most narrowly focused posture will be called individually tailored deterrence. Finally, at an intermediate level between individually tailored and systemic deterrence, states can also have a declaratory strategy directed against a particular type of behaviour. This would be situation-specific rather than actor-specific deterrence. Because the deterrent message is not directed at an individual actor but at all actors who might contemplate taking the action one seeks to deter, situation-specific deterrence has a middle-range focus. These distinctions are helpful in clarifying how the Bush administration has approached deterrence and in identifying possible shortcomings in that approach.
Having labels to distinguish deterrence at different levels makes it possible to understand the seemingly schizophrenic nature of administration policy, which has sometimes seemed to dismiss deterrence and at other times sought to bolster deterrence. Within a deterrence-model worldview, these positions do not appear contradictory. This is especially the case if one draws a distinction between systemic and specific deterrence. A state might consider deterrence unreliable in a specific situation, leading it to undertake a preventive use of force. But an unwillingness to rely on specific deterrence need not imply the state has given up on systemic deterrence. At the systemic level of the deterrence model, taking military action can be seen not as an alternative to deterrence but as a way to send a salutary message that strengthens deterrence. The National Strategy to Combat Weapons of Mass Destruction, for instance, outlines how US actions after a WMD attack could contribute to deterrence: 'An effective US response not only will eliminate the source of a WMD attack but will also have a powerful deterrent effect upon other adversaries that possess or seek WMD or missiles.' 41 In short, the contrasting elements of Bush administration declaratory strategy appear coherent, not contradictory, when viewed through the lens of a deterrencemodel belief system. Given such beliefs, it would be surprising if the administration ever intended to abandon deterrence. At the same time, though, the deterrence model also encourages concern about the possible fragility of deterrence. Thus, it is also not surprising that the administration would look both for new ways to bolster deterrence and alternative options for cases where deterrence might not be up to the task. In addition, their predilection for deterrent-model reasoning also made it natural to think about expanding the scope of deterrence to address new challenges.
Stretching Deterrence to New Tasks
Traditionally, deterrence as a national security strategy has involved trying to prevent military attacks by other states. Yet deterrent reasoning can be applied to other actors and other types of action. The Bush administration has tried to do just that. It has sought to apply deterrence to four additional contingencies: deterring attacks by non-state actors, deterring states and private actors from aiding terrorism, deterring states from acquiring the means to threaten the United States, and deterring states from transferring WMD.
In practice, deterrence as a strategy for dealing with terrorism is not new. 42 Since 9/11, however, the Bush administration has made preventing terrorism a much higher priority. Going on the offensive to defeat terrorism receives primary emphasis in the Global War on Terror (GWOT). But the administration has also tried to find ways to deter terrorism.
Official American strategy documents generally aver that '[t]he hard core of the terrorists cannot be deterred'. 43 However, American strategy envisions three potential ways to gain some degree of deterrence. One avenue is a by-product of improved homeland security. Efforts to improve security at high-value targets, to make it harder for terrorists to enter the country, and to increase the American ability to mitigate the consequences of any attack that does occur all make it less likely that terrorists can succeed in carrying out a spectacular attack. As early as the National Strategy for Homeland Security, released in July 2002, American planning documents have held that this type of 'deterrence by denial' can serve at least as a tactical deterrent, leading terrorists to give up on particular attacks they might otherwise have attempted. 44 Deputy Under Secretary of Defense for Policy Ryan Henry has explained the reasoning as follows: 'Terrorists place a higher value on the completion of their mission than on their own lives. A potential deterrent strategy is to convince them that they will not successfully accomplish their task.' 45 During the administration's second term, officials have also begun identifying creative ways of applying 'deterrence by punishment' against al Qaeda. Since the terrorist network does not possess any physical territory that can be held at risk, the basic idea has been to find possible equivalents. Counterterrorism officials have decided that the terrorists' image in the eyes of their fellow Muslims, especially in the virtual territory of cyberspace, is a possible source of deterrent leverage. If Islamist terrorists become convinced that a particular attack will be condemned by most Muslims and damage their reputation for acting consistently with the dictates of their religion, this might inhibit them from carrying out that attack. American officials have been seeking ways to make this result more likely. Combining these first two efforts at deterrence, the director of strategic plans and policy for the Joint Chiefs of Staff has suggested that terrorism by al Qaeda and its supporters can be deterred if they become convinced 'The goal you set won't be achieved, or you will be discredited and lose face with the rest of the Muslim world'. 46 The third way of applying deterrence to terrorism involves the second more general extension of deterrence noted above -deterring support for terrorism. This has been labelled 'indirect deterrence', 47 to distinguish it from efforts to deter attackers directly. Here, the administration has stressed the consequences for others who assist or enable terrorism, even if they themselves do not take part in an attack. This strand of administration strategy aims to deter third-party support for terrorism, in the hope this will prevent terrorism by keeping terrorist groups from obtaining the resources they need.
Deterrent messages have been aimed both at states that harbour or sponsor terrorist groups as well as at various private actors who support or assist terrorism, such as financiers of terrorist organizations. The move in this direction began on the night of 11 September itself, when President Bush declared that states that harboured terrorists would be held accountable. 48 This policy was formalized in written declaratory strategy in the 2002 NSS and the 2003 National Strategy for Combating Terrorism. 49 The 2002 National Strategy for Homeland Security extended this approach to include individuals and not just states: 'We will pursue not only the individuals directly involved in terrorist activity but also their sources of support: the people and organizations that knowingly fund terrorists and those that provide them with logistical assistance.' 50 A third way in which the Bush administration has extended deterrence is not directly related to terrorism, but instead involves what it calls dissuasion. The administration's first QDR, released in fall 2001, included dissuasion as a major goal of US defence strategy. The QDR and subsequent NSS listed dissuasion separately from deterrence; together, these represented two of four key objectives, along with assurance of friends and allies and being ready to decisively defeat adversaries in the event of war. The NSS described the goal of dissuasion as being 'strong enough to dissuade potential adversaries from pursuing a military build-up in hopes of surpassing, or equaling, the power of the United States'. 51 Most observers interpreted dissuasion initially as being aimed at China: the Defense Department seemed to hope that if the United States maintained a large lead in advanced military technologies, China would give up trying to become a peer competitor.
Dissuasion gained another dimension when the national security focus shifted to rogue state WMD programs. The administration suggested that certain American defence efforts might convince rogue states it would no longer be worth trying to acquire such weapons. The Nuclear Posture Review stressed that 'Systems capable of striking a wide range of targets throughout an adversary's territory may dissuade a potential adversary from pursuing threatening capabilities.' 52 The 2002 NSS stated that consequence management efforts could also help dissuade enemies from seeking WMD. As the 2006 NSS summed it up: 'We aim to convince our adversaries that they cannot achieve their goals with WMD, and thus deter and dissuade them from attempting to use or even acquire these weapons in the first place.' 53 The latter goal in effect represents an attempt to apply deterrence at an earlier point in time. In addition to seeking to deter use of weapons once a state has developed WMD, with dissuasion the administration has sought to deter certain states from even acquiring such weapons. 54 Maintaining separate labels is useful for clarifying the distinct end goals, but this should not obscure the fact that dissuasion is expected to work, in part, by an application of deterrent logic.
Fourth, after North Korea's nuclear weapon test in October 2006, President Bush declared that the United States would 'hold North Korea fully accountable of [sic] the consequences' if it provided nuclear weapons or materials to another actor. Administration officials described this as a deterrent signal. Such a doctrine could be seen as implicit in the broader effort to deter states from giving support to terrorism, but commentators generally interpreted this as a new policy, stretching deterrence to apply now to the possible sharing of WMD. 55 Although this was apparently the first time the president articulated this deterrent policy in public, it was not a new policy developed in response to the North Korean nuclear test. In order to make this policy viable, the administration has been investing in 'nuclear forensics' that could trace the nuclear materials used in an explosive device back to the original source, which could then be held accountable. As part of this effort, various government agencies have formed teams of experts dedicated to analyzing radioactive fallout and debris in the event of a nuclear detonation; some teams of scientists with radiation detectors are deployed around the country on a regular basis in part in the hope they would find a terrorist bomb before it is set off. Administration officials have explicitly described one of the goals of the various radiation detection and nuclear attribution efforts as being to establish deterrence. 58 The administration has made similar efforts to improve US ability to attribute the source of a biological attack, again in order to bolster deterrence against those who might use or transfer biological weapons. 59 How broadly this fourth extension of deterrence will be applied remains unclear. A major concern is whether retaliation would always be an appropriate response. In discussions with outside experts, administration officials have indicated they would be hesitant to launch retaliatory strikes to punish Russia or Pakistan should it turn out that terrorists had obtained leaked nuclear materials from one of those countries. 60 Even if it remains uncertain how widely the policy will be applied, however, it remains the case that the administration has made efforts to stretch deterrence to apply to the transfer of WMD. This is in addition to efforts to apply deterrence to the acquisition of such weapons, to other forms of assistance to terrorism, and to the actions of non-state actors as well as states. While not relying exclusively on deterrence, the Bush administration has tried to extend deterrent reasoning to a wider range of national security problems than ever.
A New Concept of Deterrence
Finally, for those situations where it still hopes to apply deterrence, the administration has sought to modify the United States approach in order to get as much leverage out of deterrence as possible. Discussions of this modified approach nearly always draw a contrast with the Cold War. Public statements and written documents imply that the Bush administration inherited a deterrence strategy that still rested largely on the threat of massive nuclear retaliation first articulated by Eisenhower and Dulles.
The administration portrayal of Cold War deterrence betrays mixed emotions. On the one hand, the administration expresses strong reservations about the stereotypical Cold War version of deterrence. The threat to destroy whole societies through nuclear counterstrikes is deemed both morally suspect and no longer credible. This rejection of the original Cold War approach pre-dated 9/11. On 1 May 2001, President Bush gave a speech at the National Defense University in which he declared:
Cold War deterrence is no longer enough. To maintain peace, to protect our own citizens and our own allies and friends, we must seek security based on more than the grim premise that we can destroy those who seek to destroy us. . . . Deterrence can no longer be based solely on the threat of nuclear retaliation. 61 On the other hand, strategy documents evince some nostalgia for the Cold War. They present it as a time when the United States had a single adversary, the Soviet Union, that was well understood and predictable, and therefore fairly easy to deter. Today, in contrast, deterrence guidance is based on the premise the United States confronts 'multiple, less well understood adversaries . . . whose political, cultural, and idiosyncratic differences' make it harder for the United States to deter them. 62 The administration and top military planners have assumed that, because the security environment has changed, deterrence strategy also has to change: 'as the character and composition of our principal challengers change, so too must our approaches to deterrence'. 63 They have described their intention as being to craft '21st century deterrence'. 64 Efforts to modify American deterrence strategy were well underway even before 9/11. 65 Strategy documents initially referred to the results as a 'new concept of deterrence'. 66 In their initial descriptions of the new concept, then Defense Secretary Rumsfeld and Deputy Secretary Paul Wolfowitz emphasized the forward deployment of forces to make possible the swift and decisive defeat of any attempt at aggression. They argued that the prospect of 'total defeat' would be the most effective deterrent to misbehaviour. 67 The administration, however, never felt comfortable relying on any single approach to deterrence. The diversity of potential threats, they concluded, required the flexibility to craft different deterrent packages. As a result, all the guidance documents emphasize the need to increase the range of available options. 68 This is sometimes described as providing a 'portfolio' from which the president can choose. 69 Efforts to move in this direction are most fully reflected in the administration's Nuclear Posture Review (NPR), completed in late 2001. It subsumed the old nuclear triad of land-based missiles, sea-based missiles, and bombers within a broader 'new triad' that comprises offensive strike forces, active and passive defences, and a responsive defence infrastructure. In this new triad, nuclear weapons were combined with non-nuclear strike forces in the offensive leg. With respect to deterrence, the theory was that the new triad would give the United States the ability to scale threats up or down, and to include nuclear weapons or not, depending on the targets the United States seeks to hold at risk. As the NPR described the logic: 'Nuclear attack options that vary in scale, scope, and purpose will complement other military capabilities. The combination can provide the range of options needed to pose a credible deterrent to adversaries whose values and calculations of risk and of gain and loss may be very different from and more difficult to discern than those of past adversaries.' 70 Eventually, the administration labelled its approach 'tailored deterrence'. Elaine Bunn credits the 2006 QDR with the first use of the actual term. 71 However, administration language and thinking had been evolving in this direction for several years. As early as his 2002 Annual Report, Defense Secretary Rumsfeld discussed the goal of being able 'to tailor . . . deterrent strategies'. 72 The 2006 QDR succinctly summarizes the administration's view of how it has shifted strategy 'From "one size fits all" deterrence -to tailored deterrence for rogue powers, terrorist networks and near-peer competitors.' 73 Some presentations of the strategy describe tailoring in terms of the three categories of actor listed in the preceding quote. However, most depictions of the strategy emphasize the goal of developing individually tailored deterrents. Major General Richard Newton, then director of plans and policy at US Strategic Command, explained at a 2005 conference that 'Deterrence plans should be adversary and scenario specific.' 74 The fullest presentation of the intended US approach comes in the December 2006 Deterrence Operations Joint Operating Concept. As a goal for deterrence implementation, it lists:
Tailoring Deterrence Operations to Specific Adversaries in Specific Strategic Contexts: . . . Specific state and non-state adversaries . . . require deterrence strategies and operations tailored to address their unique decision-making attributes and characteristics under a variety of strategically relevant circumstances. Such tailored deterrence strategies and operations should be developed, planned, and implemented with reference to specific deterrence objectives that identify who we seek to deter from taking what action(s), under what conditions (i.e., Deter adversary X from taking action Y, under Z circumstances). 75 To make tailored deterrence workable, strategy documents call for improving abilities to understand the values and perceptions of potential adversaries in order to ascertain what threats might deter them, and for having a wide range of capabilities from which to develop options appropriate for threatening those targets. 76 Defence officials also hope to tailor communications individually as well. In Senate testimony summarizing DOD thinking, Assistant Secretary Peter Flory indicated that 'declaratory statements will also need to be tailored'. 77 This concern with individually tailoring deterrence springs from the same sources as the doubts about the reliability of deterrence. The root problem is the concern that other actors have values so different from those of Americans that they might attack in the face of threats that would effectively deter the United States. In particular, there is concern that terrorist and rogue state leaders do not value the lives of their people, so they will not be deterred by threats to impose great costs on their societies. 78 To make deterrence as effective as possible, therefore, the administration believes the United States must try to understand and hold at risk what each individual target actor values most.
Evaluation
Transnational terrorism and WMD proliferation pose daunting challenges, and any president who has wrestled with how to keep the country safe from these threats should be evaluated with due regard for the magnitude of the challenge. Given continuing uncertainties about what works best, several elements of Bush administration strategy appear prudent and worth maintaining. First, despite what some of its critics (and supporters) seem to think, the Bush administration did not actually jettison deterrence as an element of strategy, and it was right not to do so. For whatever contributions it can still make to protecting American security and avoiding unnecessary war, it is important to get as much as possible out of deterrence.
Second, the impulse to broaden the ways in which the United States seeks to apply deterrence is sound. It is unrealistic to expect that a single deterrent threat could be effective across all actors and situations. Third, the administration is also wise not to rely exclusively on deterrence and to instead place deterrence more equally alongside other tools of strategy. 79 Deterrence by itself is not likely to be sufficiently effective against all sources of threat to provide the level of security the United States hopes to enjoy. Overall national strategy should involve a broader range of approaches than just containment and deterrence.
If the goal is to get as much mileage as possible out of deterrence, however, the Bush administration approach still leaves room for improvement. This article thus concludes with a critique of Bush administration strategy. This critique makes five points: the administration has not changed the US approach to applying deterrence as much as it claims; it has underestimated the prospects for deterrence success against rogue states; it has adopted other policies that are likely to undercut American deterrence efforts against these states; it is at risk of over-tailoring declaratory policy; and some parts of the administration response to terrorism have weakened US efforts to apply deterrence by denial against this threat.
Not So New
Whether or not the administration's approach to deterrence is really new is not as important as how well the strategy is likely to work. To assess the strategy, however, it is helpful to have an accurate historical understanding. If something presented or interpreted as radically new actually has important roots in the past, then past experience becomes more relevant for assessing that policy. Elements of continuity also reveal that a strategy is not simply an idiosyncratic product of a single administration, meaning parts of the strategy are likely to be maintained after it leaves office. Some aspects of the Bush Doctrine are distinctive. The administration has placed greater emphasis on preventive action than most of its predecessors. It has also been more willing to undertake prevention that is larger in scope -not just air strikes, but invasion and regime change as well. Yet, there are also elements of continuity. Several commentators see the preemption doctrine as a further development of the Clinton administration's 1993 Counterproliferation Initiative, which sought to improve American military capability to respond to regional WMD proliferation. 80 Consideration of preventive action against terrorism likewise goes back to at least mid-1980s debates in the Reagan administration. 81 With respect to tailored deterrence, though, the administration has repeatedly presented its strategy as a sharp break from the past. According to the second-term National Security Strategy, 'The new strategic environment requires new approaches to deterrence and defence. Our deterrence strategy no longer rests primarily on the grim premise of inflicting devastating consequences on potential foes.' 82 This summation is misleading, because it contains three significant exaggerations.
First, administration statements have implied President Bush inherited an approach based solely on the threat of massive nuclear retaliation. In Senate testimony in July 2001, then Deputy Secretary of Defense Paul Wolfowitz asked, 'If Saddam Hussein had the ability to strike a Western capital with a nuclear weapon . . . would we really want our only option in such a crisis to be destroying Baghdad and its people?' 83 Such statements ignore several decades of evolution away from this posture. A declaratory policy giving exclusive emphasis to massive retaliation had already ended by the 1960s. The Kennedy administration's adoption of 'flexible response' signalled a desire to have conventional options to employ below the nuclear threshold. In the 1970s, then-Defense Secretary James Schlesinger announced that the United States would add 'limited nuclear options' to its war plans as well, based on the idea the president should have the ability to order nuclear strikes that would not necessarily result in the complete destruction of the other side. Even the premise behind tailored deterrence is not new. A very similar strategy was introduced, ironically enough, by a president who was a bête noire to many hawks and conservatives -Jimmy Carter. The 'countervailing strategy', formalized by Carter in Presidential Directive 59, arose from efforts to craft deterrence not around what would deter the United States, but what would deter the Soviet Union. The strategy called for holding at risk those targets valued most by the Soviet leadership, especially structures that would enable Soviet leaders to survive and maintain Communist Party control of the country. 84 Second, while the administration has sought a variety of non-nuclear deterrent options, it definitely has not taken nuclear weapons off the table. National Security Presidential Directive 17, the classified version of the National Strategy to Combat Weapons of Mass Destruction, instructed that 'The United States will continue to make clear that it reserves the right to respond with overwhelming force -including potentially nuclear weapons -to the use of [weapons of mass destruction] against the United States, our forces abroad, and friends and allies.' 85 The administration seeks the most extensive possible menu of both nuclear and non-nuclear options and will adopt a non-nuclear alternative in situations where that appears to be the most effective deterrent, but it has not repudiated the 'grim' option of using nuclear weapons.
Third, public statements and written guidance routinely suggest that the threat 'to impose severe consequences' 86 is still an element of the US deterrent posture. As noted above, President Bush himself, in his December 2001 speech at the Citadel, declared that for state sponsors of terror 'the consequences . . . must be devastating'. President Bush and his aides have sought to focus threats on regimes rather than their societies, and their version of massive retaliation will not necessarily involve nuclear weapons. These are important distinctions for limiting the number of civilian lives that might be lost in a retaliatory strike. Nevertheless, the underlying logic is still that of deterrence by punishment, coupled with an assumption that the more overwhelming the threatened response, the more effective deterrence will be. Bush administration deterrence strategy does not rely exclusively on punishment; it also incorporates more extensive use of deterrence by denial than did many previous administrations. However, once one separates deterrence by punishment from the assumption it had always implied a threat of complete nuclear destruction, it is clear the Bush administration has continued to embrace traditional forms of deterrence by punishment as well. In sum, there is less change in the administration approach to deterrence than it claims.
If there is anything new, it is the new triad introduced by the NPR. The new triad eliminated much of what remained of a long-standing separation between nuclear and conventional weapons in military planning. It suggested either option could be chosen, depending mainly on its expected military effectiveness against the intended target. At the declaratory level, at least, this is a break from the past, and it is a dangerous one. 87 It ignores the widespread perception of nuclear weapons as a category apart whose use is 'taboo' and instead makes nuclear weapons appear militarily useful. 88 The NPR also contradicts nonproliferation commitments previously made by the United States. For these reasons, the new triad could end up encouraging nuclear proliferation. 89 
Overstating the Need for Preemption
This article has shown that the preemption doctrine did not imply the abandonment of deterrence. Some situations, however, do boil down to an either/or choice. Its declaratory posture and actions in Iraq suggest the Bush administration sees the preventive use of force as preferable to deterrence in at least some cases of rogue states seeking WMD. The problem is that this preference has flowed from underestimating America's ability to deter WMD-armed states.
The main argument for preventive military action is usually the observation that deterrence might fail, followed by the claim the United States should not take the risk of being hit first. While it is true that deterrence might fail, this should not be the end of the analysis. Although perfect deterrence cannot be guaranteed, rogue states are still good candidates for deterrence. Moreover, a chance of deterrence failure does not by itself make the case for prevention. Preventive attacks can also fail, and can involve potentially significant costs and risks. In addition, not all deterrence failures are equal: some are more devastating; others are relatively more bearable. Hence, it is important to evaluate the pros and cons of both deterrence and prevention. Fear of deterrence failure should not supplant a rational policy analysis that estimates the probabilities of success or failure and the likely costs and risks of each alternative.
In contrast, the Bush administration after 9/11 proceeded as though the threat environment made it no longer possible to indulge in traditional policy analysis. The most vivid example is a widely reported comment by Vice President Cheney. In response to intelligence that Pakistani nuclear scientists had met with al Qaeda leaders, according to journalist Ron Suskind, Cheney argued, 'If there's a one percent chance that Pakistani scientists are helping al Qaeda build or develop a nuclear weapon, we have to treat it as a certainty. . . . It's not about our analysis, or finding a preponderance of evidence. It's about our response.' 90 It is obviously important to take seriously even a low probability chance that al Qaeda might acquire a nuclear weapon. The administration, however, also seems to have applied this 'one percent doctrine' to Iraq, and it could come up again in the case of Iran or some other regional power seeking to develop WMD. With respect to rogue states, an ability to imagine the possibility that deterrence might fail and the state might use WMD does not eliminate the need for careful policy analysis.
First, it is important to estimate, if only roughly, the actual probability of deterrence failure. Although deterrence success cannot be guaranteed, there is little basis for concluding that deterrence failure is likely when dealing with rogue states. Most dictators value their own lives, want to stay in power, and want to have a state to rule over. 91 They will not generally take actions they think have a high probability of leading to their death or the destruction of their country. It does not take much awareness of the world to understand that attacking the United States with nuclear weapons is likely to lead to such a result. For a situation in which the United States would be reluctant to respond with nuclear weapons, there are also conventional options. If the United States made it clear that it will not pursue forcible regime change preventively, it could make the option of regime change a purely deterrent threat. The United States could threaten to impose regime change, but only in response to a rogue state use of WMD or transfer to terrorists. This would provide an additional source of deterrence that does not rely on the threat of nuclear retaliation. 92 Historical evidence suggests that deterrence has a good chance of working. There are many past cases in which hard-liners argued for preventive attack, yet none of these cases ended with a failure to deter WMD use. Early in the Cold War, some people advocated preventive war against the Soviet Union before it acquired the ability to strike the United States with nuclear weapons. 93 Yet, despite the brutality Josef Stalin or the occasional erratic and reckless behaviour of Nikita Khrushchev, deterrence did not fail against them or any subsequent Soviet leader. Arguments arose again for striking preventively before China got the bomb. 94 Chairman Mao was another ruthless dictator, and the upheaval of the Cultural Revolution created doubts about the rationality of Chinese leaders, but despite concerns about whether it could be deterred, China has never used nuclear weapons.
Similarly, in the 1950s Western leaders compared the Egyptian leader Gamal Abdel Nasser to Hitler. 95 In the 1960s Egypt used chemical weapons in a conflict in Yemen. Yet Nasser and his successor, Anwar Sadat, never used chemical weapons in their country's wars with Israel because they realized Israel could retaliate in a variety of ways, including, perhaps as early as 1967, with nuclear weapons. Saddam Hussein also used chemical arms in the Iran-Iraq war and against Iraqi Kurds. It is generally accepted, however, that American and Israeli deterrent messages convinced Saddam not to use chemical or biological weapons, which he still possessed at the time, in the 1991 Persian Gulf War. 96 Despite all the doubts expressed about Saddam, in all the years he remained in power he never used WMD against a country that could either hit back in kind or overthrow him. The same is true of North Korea. Despite its confrontational rhetoric and doubts about the sanity of the North Korean dictator Kim Jong Il, North Korea has never taken its brinkmanship to the point where it appeared to be preparing to launch a nuclear attack.
These examples cannot prove that rogue states will always be deterred from using WMD; just because something has always happened a certain way in the past does not mean it will always happen that way in the future. The historical record does tell us something about the odds of deterrence failure however. It suggests that the chances of deterring rogue state WMD use are quite good.
Indeed, because the United States enjoys such a large military advantage over such states, they might even be more susceptible to deterrence than was the Soviet Union. In the Cold War, American deterrence ultimately rested on the threat to destroy the Soviet Union even at the risk the United States would be destroyed in kind. In contrast, the United States can defeat rogue states using purely conventional means if it prefers (although, as Iraq shows, the challenges of post-war occupation and reconstruction can be daunting). Moreover, although Iran or North Korea might gain the ability to hurt the United States badly, they clearly will lack the capability to destroy the United States even in response to its use of nuclear weapons. Contrary to claims that current state adversaries are harder to deter, American conventional and nuclear superiority make deterrence more likely to work, not less likely. 97 Deterrence sceptics argue the situation is different today because of global terrorism. The Bush administration has repeatedly expressed concern that a rogue state might give WMD to terrorists in the hope it could avoid detection as the source of the attack. 98 As with any potential scenario for deterrence failure, this possibility cannot entirely be ruled out. Several considerations make it unlikely however. Once possession passes to a terrorist organization, the state would lose control over the weapons and could not guarantee they would be used as the state wants. If a terrorist group becomes angry at its state sponsor, the WMD might even be used against the rogue state itself. Hence, states have good incentives to maintain control of their weapons.
In addition, a rogue state would not be sure that it could escape retaliation. As discussed above, the Bush administration has been investing in the forensics of determining WMD origins, thereby improving the odds of correct attribution. Hence, there is a fair chance a rogue state would suffer consequences if it provided WMD to terrorists. No one who fears that a rogue state will do so anyway has ever made clear what objectives a rogue state might want to achieve that it values enough to take the risk of what might be a highly punishing retaliation.
The historical record, although more limited, again reinforces a conclusion that rogue states can be deterred from giving WMD to terrorists. Pakistan has long given support to groups that carry out terrorist attacks against India as part of the conflict over the disputed Kashmir territory. Yet even in the years when the A.Q. Khan network was providing assistance to state proliferators, Pakistan did not allow nuclear weapons to fall into the hands of the militant groups it was supporting. The Middle East fits the same pattern. A number of Middle East states are suspected of having chemical weapons. Although many support various Palestinian militant groups or the Hezbollah militia in Lebanon, there is no public evidence that any state in the region has ever given chemical weapons to one of these groups for use against Israel.
It is true that deterrence can fail, but this does not mean that deterrence is likely to fail. Both logical analysis and empirical evidence point to a conclusion that the odds are quite low that deterrence will fail against a rogue state in a way that leads to a WMD attack on the United States. In addition, though, it is also relevant to consider the potential costs if an attack does occur.
Because the term WMD includes the words 'mass destruction', it gives the impression that any use of WMD would kill large numbers of people. This is not necessarily the case. Unless the attacker is very sophisticated, some types of WMD -chemical or biological agents, or a radiological 'dirty bomb' -would not be likely to produce mass casualties. When a Japanese cult released nerve gas in a Tokyo subway in 1995, their attack killed 12 people. The anthrax-tainted letters mailed soon after 9/11 killed five people. These are 17 innocent people who did not deserve to die, and it would be possible for a chemical or biological attack to be much more deadly, but it is still the case that the use of WMD is not automatically apocalyptic.
The worst-case scenario, a nuclear bomb detonated in a US city, would indeed cause massive death and destruction. Even this nightmare case, however, involves much less than was at stake during the Cold War. In the US -Soviet confrontation, deterrence failure might have meant the destruction of the United States or even the end of human civilization. In contrast, although nuclear terrorism or a rogue state WMD attack would be an immense disaster, most Americans would not be directly harmed and the country would clearly survive. Any deterrence failure is undesirable, but if the scenario does not involve a potential risk to the country's survival, a breakdown in deterrence is not necessarily the worst possible outcome. It is hence important to estimate the likely magnitude of the negative consequences so these can be weighed against the possible costs and risks of other options such as preemption or preventive war.
In short, the risk of a deterrence failure does not by itself make the case for prevention. The likely results of the preventive use of force must also be evaluated. Like deterrence, preventive attacks can fail -for example, faulty intelligence can lead to a failure to identify all the key targets. As the results to date in Iraq show, taking preventive action can also be costly. In addition, any future military strike against another Muslim country would play into al Qaeda's propaganda that the United States is anti-Muslim and could easily serve to increase terrorism rather than reduce it.
The fear that deterrence might fail therefore does not prove that preventive use of force is a better choice. It is necessary to evaluate both options fully, estimating each one's probability of success and associated costs and risks, and then compare the two options against each other (and, ideally, against other options). Because the Bush administration has underestimated the chances for deterrence success, it has overstated the need for preventive action.
This does not mean that prevention is never justified. Rather than a rogue regime deliberately providing WMD to terrorists, the greater danger may be leakage from a state with gaps in its control of its WMD materials. Military intervention might be required to prevent potential leakage. In cases where states lack the ability to maintain control of WMD materials, however, cooperative measures to improve their capacity or to remove dangerous materials with their permission are likely to be better options. 100 
Undermining Deterrence
While not willing to rely on it exclusively, the Bush administration has been trying to strengthen deterrence. Some other aspects of administration policy, however, have the unfortunate effect of undermining deterrence. Part of the problem arises from recurring suggestions that the United States will pursue regime change as a way to end tyranny, especially in the remaining two members of the 'axis of evil'. When the emphasis on regime change is combined with the preemption doctrine, it tends to undercut American deterrent efforts. 101 The Bush administration has described it differently: they have claimed the preemption doctrine strengthens deterrence. The possibility that states might be hit preventively, they have suggested, will make states view seeking WMD or supporting terrorists as less attractive. Thus, prior to the Iraq war, a senior administration official stated that one reason for discussing preemption so openly involved 'a deterrent element for the bad guys'. 102 Several strategy documents also link the preemption doctrine to deterrence; they suggest that threats to take out adversaries' WMD programs will, because such strikes can prevent states from gaining any benefits from possessing WMD, contribute to deterrence by denial. 103 In this view, even a decision to carry out preventive action can contribute to deterrence. For example, then Defense Secretary Rumsfeld argued in 2005 that American action in Afghanistan and Iraq had bolstered deterrence:
The world has seen, in the last 3 and 1/2 years, the capability of the United States of America to go into Afghanistan . . . and with 20,000, 15,000 troops working with the Afghans do what 200,000 Soviets couldn't do in a decade. They've seen the United States and coalition forces go into Iraq. . .. That has to have a deterrent effect on people. 104 Although some dissuasive effect is possible, the combination of describing regime change as a goal and threatening preventive military action tends more strongly to undermine deterrence. By giving certain countries reason to fear they will be objects of American military action no matter what they do, provided their governments remain autocratic, this strategy removes any incentive for those governments to exercise restraint. This reflects a long-recognized point in deterrence theory: as long as the other side considers the potential consequences of its actions, its choice of whether to attack or not will depend on its comparison, however rough or implicit, of those two alternatives. Classic deterrence aims to ensure that the costs to the other side of attacking outweigh its benefits. Deterrence can still fail in these circumstances, however, if the other side evaluates the consequences of not attacking as even worse.
Recognizing this, Thomas Schelling pointed out more than 40 years ago that any deterrent threat must be paired with an assurance: 'To say, 'One more step and I shoot', can be a deterrent threat only if accompanied by the implicit assurance, 'And if you stop I won't.' 105 Deterrence can fail when such assurance is not given or is not believed, even when the deterrent threat itself is credible. The doctrinal emphasis on prevention, when paired with a goal of regime change, weakens the credibility of American assurances. 106 Rogue states have come to believe they may be attacked or invaded even if they do not attack the United States or transfer WMD to terrorists, or even make preparations for an attack. In short, they do not feel adequate assurance that, if they obey American deterrent warnings, they will not still find themselves the object of US military action. In this situation, they might not perceive any benefits in refraining from challenging US deterrent commitments.
Some doctrinal documents produced by the military acknowledge this risk. The Deterrence Operations Joint Operating Concept explicitly warns that certain offensive postures or operations could trigger deterrence failure. 107 The DO-JOC even proposes efforts to reduce the costs and/or increase the benefits of adversary restraint as a way to complement deterrence by punishment and denial. At the highest levels of the Bush administration, however, the public comments of civilian officials have given the impression they either do not recognize this problem or else do not attach much weight to it. They have apparently concluded that it is better to keep up the pressure on dictatorial regimes and to maintain a posture of American readiness to initiate preventive attacks at any time.
For states that have not yet built nuclear weapons, the American posture actually increases their incentives to acquire nuclear weapons, because they may believe having their own nuclear arms is the only way to deter the United States. 108 With respect to Iran, the posture may also be encouraging them to deepen their ties with terrorists and insurgents, as another way of being able to threaten retaliation against any American preventive strike (although they also have many other reasons for supporting Hezbollah and Shiite militias in Iraq). For a state that does possess WMD, if this state comes to believe that an American preventive attack or invasion is imminent, this gives it an incentive to launch its weapons before those weapons are destroyed in a US first strike. 109 The policies of preemption and regime change, therefore, are more likely to weaken deterrence than to bolster it. If the United States wants to maximize the chances of deterrence success, it will have to soft-pedal the option of preventive use of force and pull back from the goal of regime change.
Risks in the Tailored Approach
The intuition behind tailored deterrence makes sense. Different actors have different motivations and worldviews, and it is not likely that a single deterrent threat will prevent all types of unwanted behaviour. There is a potential risk in tailored deterrence however. Depending on how much the United States seeks to tailor deterrence to each individual case, there is a danger of overdoing it. Attempts to craft highly individualized, nuanced messages might increase the chances of miscommunication in which the deterrent signal gets lost in the noise of excessive tailoring. A simple, clear, public, oft-repeated deterrent threat might have a better chance of being communicated successfully. This will likely require a lesser degree of tailoring, so that the United States can develop deterrent postures geared to certain general categories of actor or behaviour, such as rogue state WMD use.
Tailored deterrence reflects a belief that different actors have different strategic cultures and their leaders have widely varying personalities. This assumption of great differences in actors' values, perceptions, and tolerance for risk is not only the reason for seeking to tailor deterrence, it is a major reason why the Bush administration discounts the reliability of deterrence. They think it will be hard for the United States to figure out how to deter actors who have strategic cultures and personalities dissimilar to those of America and its leaders.
As a critique of neo-realist theory and rational choice approaches, this perspective has some merit. Those approaches assume that different actors are more alike than they really are. But the opposite error is also possible. One should not reject a premise that all actors are essentially the same in favour of an opposite premise that other actors are wholly different and alien. We have a better ability to understand other actors and what might deter them than a culturalist approach implies. Most rogue state leaders are dictators who want to hold onto power and preserve their state because it is their base of power. They differ from most democratic leaders, but they are not completely indecipherable. As a result, there are generic threats that could be effective across different states in the 'rogue' category.
In contrast, taken to an extreme, tailored deterrence might actually be less effective. Take the case of North Korea. Although much about 'the hermit kingdom' remains mysterious, one fact that is well known is Kim Jong Il's affection for movies. From the perspective of tailored deterrence, this might imply that the best way to deter Kim would be to threaten to destroy all prints of his favourite movie or to deny him the ability to import film stock with which to produce movies in North Korea. Although this example might seem fanciful, it is in line with an analysis by the political psychologist Jerrold Post, whose work has been one source of the thinking behind tailored deterrence. After noting not just Kim's love of movies but his taste for expensive French cognac, Post suggests, 'Kim's idiosyncratic leadership is an exemplar of the new deterrence that is tailored to the specific nature of the adversary . . . In particular, that which threatens Pyongyang and the hedonistic lifestyle of Kim and his cronies will be particularly threatening.' 110 Tailored deterrence is still evolving and important details likely remain classified. The strategy as implemented might not look like the example in the previous paragraph. Yet something like tailored deterrence seems likely to outlive the Bush administration, and the question of how far to individualize deterrent messages will be an issue for any version of a tailored approach. All the written statements of declaratory policy emphasize the goals of holding at risk things valued by the individual leader or leadership group in question and tailoring deterrent messages to specific actors. If it is possible to find a unique threat that will make deterrence effective in an individual case, then deterrence should incorporate that individualized threat. In many cases, however, common sense will suggest certain general threats that have a good chance of being credible. Threatening rogue state leaders with regime change if they misbehave, or with nuclear retaliation in the worst-case scenarios, seems more likely to get through to them and to work than a threat to cut off their cognac imports or some other threat tailored to an idiosyncratic aspect of their national culture or individual personality. As Patrick Morgan observes, classic deterrence can be attractive 'because it cuts through [the] complexities' of fully understanding the other side and enables a state to 'simplify by dictating the opponent's preferences'. 111 There is another advantage to making deterrence threats generic rather than personal. Precisely because deterrence threats are threats, they can provoke strong emotions in the recipient. A generic threat, declaring that any state that takes a certain action will meet with a certain response, will probably arouse less hostility than a personal threat. A state that refrains from challenging the deterrent commitment can pretend the generic threat was directed at other states and not at it. An actor-specific threat allows no such out. The more personalized the threat, the more likely it is to arouse emotions that could lead to defiance on the part of the target. This could make a personalized deterrent message more likely to fail relative to a more generic framing of the deterrent message.
As noted above, it is possible to think of a deterrent strategy being formulated at different levels of generality, ranging from systemic to individually tailored. At the highest level, a posture of toughness is intended to deter all possible challenges system-wide. At the lowest level, each case is unique: for each individual actor and each unwanted action it might take, one puts together what amounts to a personalized deterrent message. Deterrence strategy in the Bush administration has emphasized both the highest and lowest levels too much, and it has not done as much as it could at the intermediate level I have labelled situation-specific deterrence. Rather than becoming preoccupied with the need to craft a different message for each individual actor, deterrence in declaratory strategy should have a more middle-range focus, highlighting the specific types of action the United States most wants to prevent. Unlike systemic deterrence, which relies on a vague threat of potentially devastating consequences for any unwanted action, situation-specific deterrence would detail more precisely the red lines that should not be crossed and spell out more explicitly the consequences to be expected. The threatened response would be generic, applying to any actor that crosses the red line, rather than being tailored to vary by individual actor, though of course it would be possible to add individually tailored elements to the baseline deterrent posture. Bush administration declaratory strategy sometimes implies the only alternative to individually tailored deterrence is a return to a one-size-fits-all threat of massive nuclear retaliation. This is simply not the case. One can specify a variety of particular actions one wishes to deter and specify different responses for the different actions, some of which might involve nuclear options and others not. 112 One middle-range deterrent posture should be directed at rogue states and the specific actions of either using WMD or transferring them to terrorists. Fears of possible WMD use or transfer were the main drivers leading to the Bush Doctrine, so they should be separated from other activities the United States might wish to prevent and given the main emphasis in declaratory statements. The primary deterrent threat should be a conventional invasion to bring about regime change, followed by criminal proceedings against the political and military leaders most responsible. The possibility of a nuclear response should remain on the table as a backup threat that the United States would be willing to employ in response to truly mass casualty attacks or as an intrawar deterrent against further WMD attacks. To be effective, such deterrent threats will need to be paired with assurances the United States will not seek forcible regime change or initiate a preventive attack in the absence of WMD use or transfer or intelligence indicating imminent use. Compared to its general emphasis on toughness and doctrinal focus on tailored deterrence, the Bush administration has done little to develop this kind of middle-range, situation-specific deterrent posture. Without greater use of simple, clear messages that say 'if any state does X, we will do Y', the United States is unlikely to get as much leverage as it might out of deterrence.
Deterring Terrorism
After some initial scepticism, the Bush administration began seeking ways to apply deterrence against terrorism. Most of the measures the administration has embracedfrom threatening consequences against states that harbour terrorists to seeking to improve physical security and consequence management capabilities inside the United States -make good sense. For terrorist organizations themselves, rather than those who provide support to them, the administration has recognized that the threat of punishment is hard to employ and has properly shifted the emphasis to deterrence by denial (though, as noted above, counterterrorism officials have begun to identify some novel approaches to punishment). The administration has mostly focused on measures that would improve tactical deterrence -aiming to convince terrorists that particular attacks will not succeed. Yet there might be ways to achieve a degree of strategic deterrence through a denial strategy as well. 113 Unfortunately, some other aspects of the American response to terrorism tend to undermine efforts to achieve strategic deterrence.
At the strategic level, deterrence by denial would aim to convince terrorists and potential terrorists that terrorism will fail to bring about the end goals they want. If groups become convinced that they have no chance to achieve progress toward their objectives through terrorism, they will be less likely to employ it. Achieving this form of strategic deterrence will take a long time, and it still might not work against those for whom destruction is an end in itself. For these reasons, the offensive campaign of the war on terror remains necessary. To the extent that strategic deterrence by denial can be bolstered, however, it is worth pursuing.
To apply denial at this level, it helps to see terrorism as a two-step strategy. First, terrorists use violence to create fear. Second, terrorists try to manipulate that fear to bring about a government or societal response that gives them something they seek. A denial strategy should aim to break both links in this chain. To do this, governments must be careful not to overreact to terrorism. When governments adopt a wide range of drastic measures in response to terrorism, they make terrorism appear effective. They signal to terrorists that terrorism will succeed in producing fear and that this fear will succeed in prompting far-reaching government responses. From a deterrence standpoint, it would be better to send the signal that terrorism will not cause societies to change themselves or lead governments to overturn laws or policies they have long valued.
Governments face a dilemma here. Some steps to improve security are clearly necessary to reduce the chances of further terrorist attacks and reassure the public. But the more actions a government takes, and the more drastic those actions, the more it sends a message that terrorism gets results. Some American actions after 9/11, including the war in Afghanistan, were necessary to reduce the chances of further al Qaeda atrocities. Other aspects of the American response to terrorism, however, make it appear that terrorism can force the United States to change its laws and abandon its principles. These actions weaken efforts to develop deterrence by denial.
Some restrictions on civil liberties, including elements of the USA PATRIOT Act and the National Security Agency's warrantless surveillance program, are intended to improve intelligence against terrorism, but they also suggest that terrorism can coerce democracies into reducing their cherished freedoms. The Department of Homeland Security's colour-coded alert system and some administration public statements have also tended to maintain the public's anxiety level in a way that is not helpful. A more measured response to terrorism and greater efforts to downplay the terrorist threat and calm public fears would send a message that terrorism will not provoke the responses terrorists seek. In short, simply by not overreacting to terrorism, states can help deter terrorism by demonstrating that it does not work. 115 Some aspects of Bush administration policy and rhetoric have reduced American abilities to maximize such strategic deterrence by denial against terrorism, and appropriate policy adjustments could strengthen deterrence.
Conclusions
There was a widespread perception that, after 9/11, the United States had abandoned the strategy of deterrence. This is not accurate. In important respects, the Bush administration has remained deeply committed to deterrence throughout its time in office. This article has identified four administration goals regarding American use of deterrence: to strengthen the credibility of deterrence, to extend deterrence to new tasks, to reduce reliance on deterrence, and to move toward a new concept of tailored deterrence.
On the surface, these goals can be in tension, because they reveal the administration has simultaneously tried to make deterrence do both more and less. Within the administration's strategic beliefs, however, these impulses are not contradictory. Given its embrace of the deterrence model and beliefs about differences in strategic culture, the administration was primed to see deterrence as important yet fragile.
The problems of terrorism and WMD proliferation only heightened these concerns. These new threats made deterrence an urgent necessity while also making it hard to be confident that deterrence would work. The view that deterrence remains important has prompted efforts to bolster American credibility and to extend deterrence to address new policy objectives, such as deterring state assistance to terrorist networks. The belief that other actors hold such different values that it is hard to ensure deterrence success has led to efforts to tailor deterrence while also enhancing administration interest in alternatives like the preventive use of force.
The Bush administration has faced challenging and serious security threats, and some of the strategic measures it has adopted are prudent and should be continued. Bush administration strategy, however, does not get as much leverage from deterrence as should be possible. The preemption doctrine and regular expressions of interest in regime change tend to undermine deterrence by reducing America's ability to offer credible assurances. The states the United States most wants to deter have come to fear that even if they comply with American deterrent signals they will still find themselves the object of American coercion or attack. This is unfortunate, because even though deterrence failure remains possible, the odds are good that rogue states can be deterred. This suggests that the administration's declaratory policy has emphasized the possibility of the United States acting preventively too much, and it would be worth paying more attention to how best to maintain deterrence. The administration strategy of tailored deterrence represents a serious effort to address this issue, but runs a risk of making deterrent threats too individualized. Greater use of situation-specific threats would usefully address a neglected middle ground between the administration's emphasis on projecting an image of strength at the highest level of strategy and its intention to craft individually tailored deterrence packages at the lowest level.
Effective deterrence against terrorism is more problematic, and the administration rightly recognized that deterrence cannot be the central prop in dealing with al Qaeda. Yet, even against terrorism, a degree of deterrence is possible, and Bush administration strategy has clearly embraced deterrence as a goal against terrorism. But more can be achieved here as well. In particular, some parts of the response to 9/11 have made it appear that terrorism is effective in producing fear and generating significant changes in government policy. To achieve some deterrence by denial at the strategic level, it would be better to send a message that terrorism is not effective and will fail in the end. A more measured government response and a greater willingness to stand firm on core principles would help strengthen deterrence against terrorism.
In the current security environment, deterrence cannot and should not play as central a role in American strategy as it did during the Cold War. It can still make a contribution to dealing with the threats from terrorism and WMD-armed rogue states, however, and it has remained an important element of American strategy in the George W. Bush years, even after 9/11. The task now is to get the maximum possible benefit from deterrence, and in this regard there is still room for improvement. Although it cannot be made foolproof, with certain adjustments to current American doctrine, it should be possible to develop a more effective deterrent strategy. 15. Other examples commonly cited include the withdrawal from Somalia, the lack of response to the bombing of the Khobar Towers, weak counterstrikes after the bombing of two US embassies in Africa, and the lack of response to the attack on the USS Cole. 
