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A Review of Money Laundering Literature: The State of Research in Key Areas 
 
 
Single Sentence Summary: A review of relevant literature highlights the need to focus on 
shell companies when detecting money laundering activities. 
 
 
Abstract: 
Purpose: The purpose of this study is to review the literature on money laundering and its 
related areas. The main objective is to identify any gaps in the literature and direct attention 
towards addressing them. 
Design/Methodology/Approach: A systematic review of the money laundering literature 
was conducted with an emphasis on the Pro-Quest, Scopus and Science-Direct databases. 
Broad research themes were identified after investigating the literature. The theme about the 
detection of money laundering was then further investigated. The major approaches of such 
detection are identified as well as research gaps that could be addressed in future studies. 
Findings: The literature on money laundering can be classified into the following six broad 
areas: (i) anti-money laundering framework and its effectiveness, (ii) the effect of money 
laundering on other fields and the economy, (iii) the role of actors and their relative 
importance, (iv) the magnitude of money laundering, (v) new opportunities available for 
money laundering and (vi) detection of money laundering. Most studies about the detection 
of money laundering have focused on the use of innovative technologies, banking 
transactions, or real estate and trade-based money laundering. However, the literature on the 
detection of shell companies being explicitly used to launder funds is relatively scarce. 
Originality/Value: This paper provides insights into an area related to money laundering 
where research is relatively scant. Shell companies incorporated in the UK alone were 
identified to be associated with laundering 80 billion pounds of stolen money between 2010 
and 2014. The use of these entities to launder billions of dollars as witnessed through the 
laundromat schemes and several data leaks clearly indicate the need to focus on illicit 
financial flows through such entities.  
 
Keywords: Money Laundering, Shell Companies, Illicit Activities, Detection, Accounting, 
Professionals 
 
Type: Literature Review 
 
1. Introduction 
The problem of money laundering was highlighted in 1998 by the then-director of the 
International Monetary Fund (IMF), who estimated the amount of money being laundered to 
be between two and five per cent of global Gross Domestic Product (GDP) (Camdessus, 
1998). In a recent example, the Organized Crime and Corruption Reporting Project (OCCRP) 
uncovered the “Troika Laundromat” that involved moving billions of dollars of illicit Russian 
funds through the use of secretive offshore companies (OCCRP, 2019). In another example, 
shell companies incorporated in the UK alone were identified to be associated with 
laundering 80 billion pounds of stolen money between 2010 and 2014 (Cowdock, 2017). 
Money laundering is the act of giving dirty money a legitimate appearance. According 
to the United Nations (UN) 2000 Convention (UNODC, 2004), money laundering is the 
process of converting or transferring the asset with knowledge of its being derived from a 
criminal source, with an aim to conceal that criminal source or aid the criminal involved in 
committing the crime. Efforts are made towards disguising the nature and origin of the illicit 
income generated and integrating it into the financial system without drawing attention from 
tax authorities or law enforcement agencies (Compin, 2008). Apart from a range of 
underground activities such as drug trafficking, cybercrime, corruption and so forth, there are 
quasi-legal activities involving the concealment of income from public authorities. Such acts 
produce the shadow economy (Schneider and Windischbauer, 2008, Schneider, 2010). They 
also contribute to money laundering. According to Buchanan (2004), the process of money 
laundering comprises three stages, namely placement, layering and integration.  
With the growing concerns in the US regarding the movements of funds across borders 
for tax evasion or the use of cash-intensive businesses such as casinos to conceal the origin of 
funds, the need to monitor money laundering activities has gained prominence (Levi and 
Reuter, 2009, Van Duyne, 2003). However, money laundering was criminalised as far back 
as 1986. The Money Laundering Control Act, 1986, passed in the US, was introduced to 
tackle the illicit proceeds from acts of bribery, extortion and fraud with a special emphasis on 
illegal drug trafficking. The idea was to aid in the war against drugs by reducing profitability 
of organised crime from criminal activities. Additionally, a prevailing global belief was that 
in an effort to hide and conceal the illicit funds, they were being moved to offshore 
jurisdictions and tax havens. Subsequently, the phenomenon of money laundering garnered 
attention as a threat to legitimacy and stability of financial systems and a source of 
reputational risk (Van Duyne and Levi, 2005). All these factors paved the way for the 
emergence of a consensus among global economic powers to develop and initiate a 
coordinated response to tackle the problem of money laundering. 
The first global response was the UN’s 1988 Convention against narcotics and other 
such substances, popularly known as the Vienna Drug Convention. The convention made 
offenders subject to prosecution if found trying to launder illicit wealth earned from 
production and sales of narcotics. The Financial Action Task Force (FATF) was formed in 
1989 by The Group of Seven (G7) to combat the growing problem. The FATF expanded the 
scope of the definition of money laundering by criminalising proceeds derived from other 
illicit sources such as illegal arms sales, insider trading, embezzlement, bribery and fraud 
among others. Since then, in an attempt to curb this growing problem, the scope of money 
laundering regulation has been regularly widened further, such as to include activities 
financing the act of terrorism (Unger, 2013).  
The recently identified data leaks such as the Paradise Papers, the Panama Papers and 
the Offshore leaks have directed attention towards the scale and effect of money laundering 
activities at a global level. As a result, it becomes imperative to understand the work done 
around these at a global level. Additionally, the use of shell companies to undertake these 
activities to launder the illicit proceeds, as observed in laundromat schemes such as the 
Troika Laundromat1 and the Azerbaijani Laundromat2 (OCCRP, 2017, OCCRP, 2019), gives 
rise to the need for reviewing the literature on shell companies. To the best of our knowledge, 
there does not yet exist a review to unite such a multi-faceted literature. We aim to address 
this issue and subsequently motivate substantial progress on this important research area. 
2. The literature review process 
A systematic approach was used to investigate the current literature on money 
laundering and shell companies. First, Pro-Quest, Scopus and Science-Direct were searched 
for papers that contained the keywords “money launder*” in the title, abstract or keywords. 
Additional articles were obtained by investigating cited references and conducting Google 
Scholar searches. After an initial review of these papers, additional searches were conducted 
using keywords found in those articles. The additional search keywords were “shell 
compan*”,“shell firm*”, “anonymous compan*”, “front compan*”, “phantom firm*”, 
“dormant compan*”, and “sham corporation*” as documented in Table 1 . 
 
1 The Troika Laundromat collectively refers to a group of shell companies operated by an independent arm of 
Troika Dialog, a Russian investment bank, to move an estimated USD 8.8 billion from Russia to the west. 
2 The Azerbaijani Laundromat  refers to a complex money laundering operation and slush fund that laundered 
over USD 2.9 billion through four shell companies registered in the UK over the course of two years. 
--Insert approximately here-- Table I. Search Log with keywords 
Table I lists the database search strings that formed the basis of this review. The review 
of relevant studies led to a thematic categorization of the literature on money laundering and 
shell companies. The categorization foregrounds different aspects of the money laundering 
process. Money laundering can be multi-faceted; for instance, the use of shell companies to 
launder funds does not rule out the use of banks in aiding the illicit activity. In such cases, 
only the most prominent part of the laundering technique is used for categorization purposes. 
Additionally, the focus on money laundering literature is derived from the fact that shell 
companies are used to launder the proceeds of illicit activities such as drug-trafficking, 
robberies, smuggling, tax evasion, terrorism, bootlegging, art theft, vehicle theft, fraud and so 
forth (Mitchell et al., 1998a, Mitchell et al., 1998b). As a result, it becomes imperative to 
understand the work done around money laundering before focusing explicitly on shell 
companies and its uses in undertaking illicit activities. 
The next section provides a brief overview of research on money laundering and its 
related aspects. Following this, current works investigating shell companies are discussed to 
highlight the gaps in the literature. 
 
3. Classification of literature on money laundering 
The review led to categorization of the literature on money laundering into six broad 
categories as exhibited in Figure 1, namely, anti-money laundering (AML hereafter) 
framework and its effectiveness, effect of money laundering on other fields and the economy, 
role of actors and their relative importance, magnitude of money laundering, and new 
opportunities for money laundering and its detection. The classification of the literature into 
the aforementioned broad but overlapping categories is to showcase the volume of work 
being undertaken concerning different aspects of money laundering. Such a cross-horizon 
review helps to identify areas that might have been overlooked or that have not been 
extensively researched. The following sub-sections provide an analysis of the key research in 
each of these categories. 
   
 --Insert approximately here--Figure 1. Classification of literature on money laundering 
 
3.1 AML framework and its effectiveness 
A fast-growing literature exists on AML and counter financing of terrorism (CFT 
hereafter) framework and regulations. The effectiveness of the AML regime and its effect on 
illicit activities such as money laundering, terrorism, financing of crime and crime prevention 
and detection have been of interest to scholars (Anand, 2011, Barone and Masciandaro, 2011, 
Brzoska, 2016, Chaikin, 2009, Ferwerda, 2009, Harvey, 2008, Huang, 2015, Masciandaro, 
1998, Masciandaro and Portolano, 2003, Pellegrina and Masciandaro, 2009, Unger et al., 
2014). The interest arises out of the need to provide sufficient justification for the cost 
incurred in implementing these regulations and their effectiveness in achieving the desired 
objectives.  
Masciandaro (1998) and Masciandaro and Portolano (2003) termed AML legislation to 
be costly because of their negative effect on the efficiency of domestic and international 
banking. Huang (2015) provided a macro-level analysis of the AML legislation present in the 
US, including the reasons underlying their implementation. The study examined the value of 
US AML regime on the banking sector and observed it to have adverse socio-economic 
effects, in terms of fear of compliance and violation of regulations. Other jurisdictions have 
also been studied. Alberto (2016) examined the effectiveness of a new Spanish Act of 
financial ownership to combat money laundering and financing of terrorism by comparing it 
with models of France and Germany. He found the act to have shortcomings in terms of data 
protection, automation in processing of personal data and access of information by third 
parties without consent. Aurasu and Aspalella (2018) conducted a comparative analysis of 
Money Laundering Acts between the UK and Malaysia in terms of their forfeiture regime. 
These two countries share a similar legislation structure which facilitated comparison. It was 
concluded that the UK’s money laundering Act is more comprehensive than the Malaysian 
Act in terms of offences covered and the standard of proof. However, Norton (2018) critiqued 
the UK’s AML legislative changes and highlighted its failure to clearly define “suspicious 
activity”, thus leading to a low threshold to report. As a result, there was a notable increase in 
the volume of reporting by auditors.  
Jakobi (2018) examined the global AML regime from a security governance 
perspective and concluded that AML clearly represents the elements of security governance. 
Pol (2018a) extended this literature by focusing on AML practices and their effectiveness as a 
policy against defined outcomes as set by FATF. He found that FATF methodologies are not 
effective and a better implementation is required to achieve effective results. Pol (2018b) 
further questioned the other assumptions upon which the global AML/CFT framework is 
based, that is, whether forfeiture of criminal assets is a good measure of evaluating success of 
AML policies and if their extension as an obligation for new sectors will have an effect. 
Pellegrina and Masciandaro (2009) highlight the differences that exist between 
countries’ national legislation about the criminalisation of money laundering activities. They 
suggest that eliminating the possibility of exploiting the differences between regulations 
across countries may help in enhancing the effectiveness of the AML regulations. The need 
for international cooperation in this improvement is supported by Ferwerda (2009). On the 
lines of assessing the effectiveness of AML regime, Barone and Masciandaro (2011) 
estimated the public benefit for Europe from a drastic reduction in the money laundering 
multiplier effect. They found the public benefits would outweigh the cost of AML 
regulations. Similarly, Barone and Schneider (2018) are of the view that a causal link exists 
such that effective AML regulations increase the costs for criminal organisations, which they 
describe as an efficient way to reduce money laundering. 
The debate around the AML framework and its effectiveness has led to the rapidly 
changing regulatory landscape to combat the problem of illicit activities such as money 
laundering. This is demonstrated by the proposed changes made to the reforms to address the 
loopholes (AUSTRAC, 2018, Bozhilova, 2018). For instance, a list of proposed changes has 
been suggested to the existing EU’s Fifth Anti-Money Laundering Directive to address the 
loopholes in regulation. The proposed changes address aspects related to exchange and use of 
information and to the cooperation between financial intelligence units (FIUs) of the member 
states as well as between FIUs and other competent authorities within the member states. The 
goal is to reduce opportunities for illicit actors to take advantages of national differences in 
the definition, scope and sanctioning of money laundering offences which results in sub-
optimal cooperation between concerned authorities. The proposed changes seek to be in line 
with other policies pursued by the EU such as the reformed data protection regime 
(Bozhilova, 2018). Table II summarises key works focusing on the effectiveness of AML. 
--Insert approximately here-- Table II. Overview of research on effectiveness of AML 
3.2 Effect of money laundering on other fields and the economy 
Apart from critiquing the AML framework, researchers have also focused on the 
relation of money laundering with various other fields and its effect on the overall economy. 
The effect of money laundering and tax havens on each other has been examined by a number 
of scholars (Dharmapala and Hines, 2009, Masciandaro, 2008, Rose and Spiegel, 2007). 
Schwarz (2011) extended this literature by determining the incentives for tax havens to 
maintain low regulatory standards for attracting dirty money and thus providing money 
laundering services. Picard and Pieretti (2011) aimed at observing the effect of pressure 
policies such as blacklisting and sanctions on offshore financial centres (OFCs hereafter) and 
their ability to ensure compliance with AML regulations. Instead of analysing the desirability 
or harm of tax havens (Alstadsæter et al., 2018, Christensen, 2012, Chu et al., 2015), Picard 
and Pieretti focused on the incentives for offshore governments and banks to comply with 
AML regulations. They found that offshore banks would comply under pressure policies 
provided the pressure had potential to harm the reputation of investors.  
Knowledge of accounting has always been essential and used by various stakeholders 
in promoting their respective interests (Kenno and Free, 2018), and, with the advent of 
technological innovations, the importance of accounting has only increased (Hoiberg, 1999). 
Compin (2008) assessed the importance of accounting knowledge in undertaking money-
laundering and terror-financing activities by using a theoretical approach. He concluded that 
money laundering and terror financing differ with respect to financial sophistication and 
psychological profile. Irwin et al. (2012) also found that money launderers and terrorist 
financiers exhibit different laundering techniques and launder different amounts; the 
techniques involved in money laundering are more complex and the asset value involved is 
greater, as compared with terrorist financing. 
The importance of accounting practices in undertaking illicit activities such as money 
laundering and corruption, and facilitating a criminal network between the perpetuators, was 
supported by Mitchell et al. (1998b) and Neu et al. (2013). A large sum of money cannot be 
laundered without the help of accountants and other professionals who use their expertise to 
conceal and obscure the illicit source of funds. Mitchell et al. (1998a; 1998b) used case 
studies to examine the role of accountants in undertaking illicit activities. Before this study, 
the scrutiny of links between white-collar crimes and accountants was limited only to social 
scientists and was neglected by accounting academics. The study emphasised the 
involvement of accountants in money laundering and the unwillingness of regulators to 
investigate them. Ravenda et al. (2017) contributed to this by extending the literature on the 
use of accounting practices for undertaking money laundering activities to Italian mafia 
firms. Further to this, the need to focus on the use of forensic accounting and its knowledge 
to combat illicit activities has been emphasised by Botes and Saadeh (2018).  
The effect of money laundering on the economy and vice-versa has also been 
examined. According to Dowers and Palmreuther (2003) and Drayton (2002), money 
laundering harms the economy by causing monetary and socio-economic instability, 
economic distortions, and promoting corruption and a more vulnerable financial system.  
Stack (2015b) examined the role of money laundering organisations in Ukraine to facilitate 
tax-evasion and corruption. He found that a huge amount of dirty money is generated and 
used to satisfy the greed of State actors. Similarly, Hendriyetty and Grewal (2017), found that 
money laundering increases criminal activities, increases the shadow economy and reduces 
tax collections. On the other hand, Barone et al. (2018) analysed the effect of macroeconomic 
cycles on illicit capital and money-laundering activities to determine whether business cycles 
can influence trends and activities in illegal markets and money laundering. They found that 
during different economic cycles, the capacity of illegal capital that the market can sustain 
varies. Table III summarises key works about the effect of money laundering on other fields 
and the economy. 
--Insert approximately here-- Table III. Overview of research on the effect of money 
laundering on other fields and the economy 
3.3 The role of actors and their relative importance 
Prior literature has studied the role of actors involved in money-laundering activities, 
those laundering for themselves, laundering on behalf of others and even those trying to 
prevent it.  
It becomes quite vital to determine the importance and role of money launderers to 
undertake such illicit activity, consciously or unwittingly, to understand their source of 
motivation (Barone and Masciandaro, 2011, Barone et al., 2018, Barone and Schneider, 
2018). Van Duyne (2003) and Reuter and Truman (2004) found that criminals generally 
laundered money themselves rather than hiring professionals to do it. On the other hand, 
Soudijn (2012) reported that professionals are an important part of criminal networks, but he 
did not specify their involvement in drug markets. 
 Malm and Bichler (2013) tried to address the question of who launders money and 
their respective role in the criminal network. The authors found the importance of money-
launderers to be greater in the drug market than any other illicit market and found support for 
the notion of a social snowball effect whereby the social circle of an individual played an 
important role in entering the illicit drug market.  This notion was reiterated by Gilmour 
(2015) who characterised the importance of social and cultural context of a person in 
influencing his decisions to commit an offence or not. On examining the importance of legal 
and finance professionals in money-laundering activities, Benson (2016) found that the 
decision to launder criminal proceeds is influenced by the nature of the occupational role, 
social relationships and dynamics, and the circumstances leading up to and surrounding the 
point at which the decision is made. Other research supports the importance of organisational 
climate and financial incentives in influencing actions of the concerned stakeholders (Andon 
et al., 2018, Kumar et al., 2018, Murphy and Free, 2016). 
The decision to undertake a criminal activity can be attributed to cost-benefit analysis 
(Becker, 1968). McCarthy et al. (2015) attempted to address the effect of the kind of financial 
benefits being offered. The authors found that the payoff to the launderer increases when his 
legal wage rate increases, when the criminal’s legal wage rate decreases and when the 
probability of detection increases.  
The literature has also focused on actors responsible for curbing financial crimes such 
as money laundering. On analysing the extent of auditors’ compliance with respect to 
legislative changes in UK’s AML, Norton (2018) found the level of suspicious activity 
reporting by auditors to be relatively low in comparison with professionals from other 
sectors. He attributed it to having a standardised format for reporting suspicious activity and 
the nature of the profession whereby negative audit reports can result in auditors losing 
clients. While Liss and Sharman (2015) emphasised the growing importance of private actors 
to combat money laundering through the concept of global governmentality, Murray (2018b) 
and Howieson (2018) stressed the need to address wilful blindness and a lack of epistemic 
virtues in professional codes of conduct to minimise the opportunities for fraud and money 
laundering.  
3.4 Magnitude of money laundering 
A key aspect of understanding a problem is to know its magnitude. This allows the 
seriousness of the crime, its effect on the macroeconomy and the effectiveness of 
countermeasures to be evaluated over time. The same holds for money laundering. 
Researchers have attempted to quantify the extent to which money is being laundered (Quirk, 
1997, Tanzi, 1996). One of the most notable works in this area is by Walker (1999). The 
study presented what has come to be known as the “Walker model of global money 
laundering” and it relies upon a wide range of publicly available databases. The model 
suggested the global amount of money being subject to laundering was USD 2.85 billion per 
year in 1999 with the most flows in Europe and North America.  
Numerous researchers have since focused on quantifying the amount of money being 
laundered and how it is being laundered (Ardizzi et al., 2014, Argentiero et al., 2008, Barone 
and Masciandaro, 2011, Barone and Schneider, 2018, Biagioli, 2008, Ferwerda et al., 2013, 
Hassan and Schneider, 2016a, Hassan and Schneider, 2016b, Medina and Schneider, 2018, 
Schneider and Enste, 2000, Schneider, 2010, Schott, 2006, Unger, 2013, Unger and Hertog, 
2012, Walker and Unger, 2009, Zdanowicz, 2004b, Zdanowicz, 2009). Researchers have 
used a variety of methods including the use of case studies, proxy variables and economic 
models. Unger (2013) classified ways of measuring money laundering into two categories, 
namely, using proxies (such as GDP, world-wide proceeds of crime and balance of payments 
discrepancies) and through the use of economic models (such as dynamic two-sector model 
and Walker-Gravity model).  
--Insert approximately here-- Table IV. Overview of research on the magnitude of money 
laundering 
However, there exists a school of thought that criticizes these estimates and deems 
them to be inaccurate and misleading in estimating the correct amount of funds being 
laundered (Levi and Reuter, 2006, Pol, 2018b, Reuter and Greenfield, 2001, Reuter and 
Truman, 2004, Thoumi, 2005). Unger (2013) attributed the lack of a precise estimate of the 
size of money laundering to the concealed nature of the underlying crime and the amount of 
proceeds generated. Table IV provides a snapshot of research on the magnitude of money 
laundering. 
3.5 New opportunities for money laundering 
Speer (2000) deemed the threat of cybercrime to be substantial and correctly projected 
it to grow with increases in knowledge about computers and other technologies. This new 
form of criminal activity essentially comprises a computer, a network and a human interface 
that allows the perpetrators to steal money using the network (Sood et al., 2013). Researchers 
have recently directed attention towards understanding the costs and proceeds of cybercrimes 
(Anderson et al., 2013, Levi et al., 2016, Levi et al., 2017, Schneider, 2017a, Schneider, 
2017b, Schneider and Linsbauer, 2016). With a rapid transformation in crimes, it becomes 
imperative to distinguish between new cybercrimes and those that are e-enabled. Cybercrimes 
do not exist outside of the cyber domain, or at least their effect outside of the cyber domain is 
relatively low. E-enabled crimes, on the other hand, are existing criminal acts that have 
flourished because of easier use with technology (Burden and Palmer, 2003). Therefore, 
criminal activities such as hacking and malware attacks would be examples of cybercrimes 
whereas activities such as money laundering and phishing are e-enabled crimes. The 
extensive use of the online platform is an enabling factor in overcoming the constraints of a 
social network such as geographical or social barriers, and it facilitates collaboration with 
perpetrators across the globe, and thereby increasing the opportunity to commit illicit acts 
(Leukfeldt, 2014).  
In line with the aforementioned observations, there has been growth in the money-
laundering literature based on the new opportunities that have become available for 
laundering of funds and carrying out illicit activities. These opportunities have come about 
because of rapid advances in technology. Barone and Schneider (2018) view cyberlaundering 
and money laundering accomplished through the use of automatic electronic devices as a 
growing threat. 
 Irwin et al. (2012) proposed that an understanding of the modus operandi for money 
laundering and terror financing could be used for developing typologies for the virtual world. 
Further, Richet (2013) made use of an online ethnography approach to determine new cyber-
methods for laundering funds. He found two key forces providing opportunities for money 
laundering – online gaming, and micro-laundering which involves moving a small amount of 
funds over a large number of transactions. He concluded that traditional methods of 
laundering funds have evolved through the online medium and an understanding of the 
modus operandi of such new methods would enable better detection. This has led to some 
work being undertaken to monitor new opportunities that may have become available to 
launder funds.  
By analysing E-Gold and Liberty Reserve fraud cases, Stuhlmiller (2013) found that the 
anonymity of virtual currency transactions and lack of regulatory oversight were prominent 
catalysts for their use as new laundering methods. On the contrary, Dostov and Shust (2014), 
on investigating cryptocurrencies such as Digicash and Bitcoin and the threats they pose 
towards money laundering and financing of terrorism, found that the feature of anonymity is 
unlikely to make them popular among its users. According to them, cryptocurrencies have 
limitations in terms of negotiability, risk and the need for specialised training. In other words, 
as there is no universal acceptability for cryptocurrencies, the need to exchange them for fiat 
money arises at some point. Secondly, cryptocurrencies such as Bitcoins are unequally 
distributed and are highly volatile, which makes them unattractive. Dostov and Shust also 
stressed the importance of examining each cryptocurrency and their respective characteristics 
separately to develop an appropriate regulatory framework. The need to have a regulatory 
framework in place to combat the threats posed by cryptocurrencies towards money 
laundering and financing of terrorism is supported by Choo (2015). 
To address the problem of anonymity and untraceable nature of cryptocurrency 
transactions, Turner and Irwin (2018) made an attempt to de-anonymise Bitcoin transactions 
using a variety of software tools. The authors found that while it was possible to follow a 
transaction across the blockchain, the anonymity feature inherent in the system was not 
overcome. The technological innovations have paved new ways to perpetuate organised 
crimes. Silk Road is one such example that has drawn attention from academics and 
enforcement agencies alike (Barratt, 2012, Bright et al., 2012, Christin, 2012, Hout and 
Bingham, 2013).  
3.6 Detection of money laundering 
With the growing focus on illicit activities, the academic literature has emphasised 
coming up with a wide variety of automated detection systems to detect such illicit activities 
(Baader and Krcmar, 2018, Battaglia et al., 2018, Chang et al., 2008, Gepp, 2016, Gepp et al., 
2018, Gepp, 2015, Khaled et al., 2018, Ngai et al., 2011, Perols, 2011, Phua et al., 2010, 
Ravenda et al., 2015, Sahin et al., 2013, Singh and Best, 2019, Song et al., 2014, Van 
Vlasselaer et al., 2017, Wedge et al., 2017). As per Ngai et al. (2011), although the 
application of data-mining techniques has been extended towards the detection of insurance 
fraud, there exists a distinct lack of research on mortgage fraud, money laundering and 
securities and commodities fraud. 
Since then researchers have investigated both machine-learning and traditional 
statistical approaches to detect money laundering (Irwin et al., 2012, Bidabad, 2017, Chang et 
al., 2008, Deng et al., 2009, Drezewski et al., 2012, Colladon and Remondi, 2017, Gao and 
Ye, 2007, Gilmour, 2017, Ju and Zheng, 2009, Ngai et al., 2011, Perols, 2011, Regan et al., 
2017, Savage et al., 2016, Savage, 2017, Turner and Irwin, 2018, Unger et al., 2011, Wang et 
al., 2007, Zdanowicz, 2004a, Zdanowicz, 2009, Zhang et al., 2003, Gao, 2009). Zhang et al. 
(2003) on using Link Discovery based on Correlation Analysis (LDCA) suggested that the 
possibility of being associated with a money-laundering scheme would depend upon the 
correlation between the financial transaction patterns of two persons. Zdanowicz (2004a), 
Zdanowicz (2009) proposed the use of statistical analysis to monitor and detect trade-based 
money laundering. He extended the empirical evidence of trade-based money laundering in 
academic and professional literature. He stated that detection of trade-price manipulations by 
identifying anomalies in trade data may help in detecting money laundering of funds derived 
from activities such as for financing the acts of terrorism, tax avoidance or evasion, dumping 
of goods, concealment of illegal commission and so forth by focusing on country, customs 
district, product and transaction price-risk characteristics. 
Chang et al. (2008) highlighted the use of a set of coordinated visualisations based upon 
keywords identification in wire transactions to detect fraudulent transactions. The authors on 
depicting the relationship between keywords and accounts over time were able to detect 
transactions and accounts exhibiting suspicious behaviours. Similarly, Deng et al. (2009) 
came up with an active learning sequential design (ALSD) approach to detect instances of 
money laundering. The study was motivated by the need to identify and prioritise relevant 
suspicious transactions among the large volume of financial transactions that occurred on a 
daily basis. The idea was to help investigators focus attention and direct resources to accounts 
which are suspicious in nature and improve money-laundering detection with minimal time 
and efforts. The authors found the model to outperform stochastic approximations in 
detecting money-laundering transactions. Savage et al. (2016) presented a system for 
detection through the use of combination of network analysis and supervised learning. The 
authors on using the system on real-world data found it was able to detect suspicious activity 
with a low rate of false positives. Table V presents key research on the detection of money 
laundering and other illicit activities. 
--Insert approximately here-- Table V. Overview of research on detection of money 
laundering and other illicit activities 
 
Overall, the literature has focused on attempting to detect money laundering being 
undertaken through the use of real estate, international trade and high-value portable goods 
among others as exhibited by Figure 2. Ferwerda et al. (2013), Zdanowicz (2009) and Unger 
(2013) directed attention towards detection of money laundering being undertaken through 
real estate and trade. Turner and Irwin (2018) found opportunities provided by technological 
innovations such as bitcoin to launder money and suggested ways to detect it. Gilmour (2017) 
studied the use of high-value portable commodities being used to launder funds in the UK 
and abroad. Bidabad (2017) suggested mechanisms to detect money laundering being 
undertaken through the use of banking transactions.  
--Insert approximately here--  Figure 2. Literature on detection of money laundering 
However, the detection of money laundering through shell companies has received 
limited attention. In other words, attempts towards identifying shell companies being used for 
illicit activities such as bribery, corruption and money laundering are in a nascent stage. The 
next section would provide an overview of shell companies and the limited work that has 
been undertaken in relation to them. 
 
4. Shell companies 
--Insert approximately here--Figure 3. Current literature around shell companies 
--Insert approximately here--Figure 4. Uses of shell companies 
 
A review of the literature on shell companies led to classification into five broad 
categories as exhibited in Figure 3: namely, shell companies and their legitimate uses, illicit 
uses of shell companies, the effectiveness of regulations related to shell companies, 
importance of transparency and detection of illicit shell companies. The following sub-
sections provide a brief overview through key papers in each of these categories. The 
legitimate and illegitimate/illicit uses of shell companies are further described in Figure 4. 
 
4.1 Shell companies and their legitimate uses  
Shell Companies, also known as front companies or anonymous companies, are entities 
with either no or minimal operations and assets, and generally they do not exhibit a physical 
presence. Private companies with an intention to become publicly listed may use shell 
companies (Aydogdu et al., 2007). According to Floros and Sapp (2011), the purpose of shell 
firms can be gaining a tax advantage, avoiding legal liability, facilitating collection of income 
from patents and other such intangible assets, but the majority of these entities aim to be 
acquired or to merge with another firm.  
The use of publicly-listed shell companies by private companies to go public is called 
reverse mergers. A substantial amount of literature exists examining the use of shell 
companies for reverse mergers, and the benefits as well as the associate disadvantages 
(Aydogdu et al., 2007, Chen et al., 2016, Chen and Soileau, 2014, Floros and Sapp, 2011, 
Gleason et al., 2005, Lee et al., 2015, Poulsen and Stegemoller, 2008, Semenenko, 2011, 
Sjostrom, 2008). Table VI provides a snapshot of the research on legitimate uses of shell 
companies. 
--Insert approximately here-- Table VI. Overview of research on shell companies and 
their legitimate uses 
 
Aydogdu et al. (2007) deemed reverse mergers efficient and cost-effective as several 
requirements associated with an Initial Public Offering (IPO) can be avoided. They examined 
the trading activity around reverse mergers to search for market-wide stock price 
manipulation and did not find any evidence of such manipulation. They observed that merger 
announcements are considered positive as reflected by increasing stock prices and 
statistically significant positive returns. However, the results were inconclusive as to whether 
reverse mergers are value-increasing events for shell companies. 
Chen and Soileau (2014) on comparing the earnings quality of US-based domestic 
firms extended the literature on reverse mergers by finding that they have lower earnings 
quality compared with IPO firms during the period from 1997 to 2011. Lee et al. (2015) 
added to the knowledge of performance, financial health, benefits and disadvantages of 
reverse mergers by comparing the after-merger return performance of US control firms with 
that of Chinese reverse mergers.  
4.2 Illicit uses of shell companies 
Apart from being used in reverse mergers, shell companies are used as holding 
companies or for protecting small entrepreneurs from bankruptcy risks. They are also referred 
to as fictitious entities, sham companies, front companies and pass throughs or anonymous 
companies, and are often used for a wide range of illicit activities such as bribery, corruption, 
financial statement fraud, tax evasion, terrorist financing, money laundering, sanction evasion 
and cybercrimes (Findley et al., 2013, Hubbs, 2018). The literature, both professional and 
academic, available on shell companies has focused on its illicit uses (Cooley et al., 2018, 
Cowdock, 2017, Does de Willebois et al., 2011, Findley et al., 2013, Findley et al., 2015, 
Gup and Beekarry, 2009, Harding, 2016, Hubbs, 2018, Jancsics, 2017, Stack, 2015b, Stack, 
2015c). Table VII summarises the key works with a focus on illicit uses of shell companies. 
--Insert approximately here-- Table VII. Overview of research on illicit uses of shell 
companies 
Gup and Beekarry (2009) analysed the characteristics of limited liability companies and 
the extent to which they pose a threat to money laundering and terror financing. The 
characteristic traits of these entities such as secrecy, flexibility, low cost of incorporation and 
compliance requirements made them an attractive tool for illicit actors. They found that LLCs 
provide opportunities for tax evasion, regulatory evasion, money laundering and financing 
the acts of terrorism, among others. The authors suggested the need to focus on due-diligence 
requirements and increasing transparency. Additionally, they point out that FATF 
recommendations concerning anonymous entities are limited. They also direct attention 
towards FATF’s acknowledgement of the need to do more to tackle money laundering risks 
arising out of LLCs. Singh (2010), using a case study analysis, attempted to identify the 
attributes of shell companies in India and made recommendations for Indian regulatory 
authorities. He observed that these entities were used for rotation and siphoning of funds, 
creation of equity in their names, and for holding real estate properties. Similarly, Does de 
Willebois et al. (2011) point towards the use of legal structures in the UK to accomplish such 
illicit activities. On observing one hundred and fifty cases of large-scale corruption, they 
found that many cases involved the use of shell companies to hide illicit wealth. 
Stack (2015c) analysed the role of shell companies in Latvian-type correspondent 
banking and resulting money-laundering operations. He examined financial flows from 
Russia and the former Soviet Union and highlighted the use of shell companies in movement 
of funds from those associated with corruption and organised crime. He found that these 
entities moved funds from Russia, Ukraine and other Soviet countries through international 
correspondent banking relations to offshore savings accounts and business suppliers. Jancsics 
(2017) added to this discussion by describing how corporate vehicles are used by corrupt 
public officials in Hungary. The study aimed at understanding the reasons for using shell 
companies in corrupt transactions, identifying the sectors which these entities are most 
frequently used in, the actors responsible for interaction through these entities and the 
political and social context for their existence. He found that all the reported cases of 
corruption were related to public policy decisions and involved the use of shell companies. 
They were used mainly in the tobacco and agricultural sectors with the objective of 
distribution of resources for client-building or for market capture. 
The intensive use of shell companies for illicit purposes by a wide range of users was 
highlighted in the report known as the Panama Papers by the International Consortium of 
Investigative Journalists (Harding, 2016, Obermayer et al., 2016). Similarly, Cooley et al. 
(2018) detail various instances of the way shell companies have been used by kleptocrats to 
launder funds.  
The literature has also emphasised the important role that offshore centres and tax 
havens have played in the growth of shell companies (Alstadsæter et al., 2018, Christensen, 
2011, Christensen, 2012, Picard and Pieretti, 2011, Sikka and Willmott, 2010, Stack, 2015b, 
Stack, 2015c, Stack, 2015a, Zucman et al., 2015). Sikka and Willmott (2010) examined the 
role of tax havens and shell companies to avoid and evade taxes. The authors observed that 
26 per cent of assets and 31 per cent of net profits of American multinational corporations 
were in tax havens and over three thousand major US companies were sheltering in the US 
Virgin Islands and Barbados alone. The authors found that entities would sell their products 
to trading subsidiaries at below market prices, and they in turn sell the products to end 
customers at market prices and pocket the difference. The trade subsidiaries located in tax 
havens were generally shell companies. Similarly, Christensen (2011), Christensen (2012) 
and Harding (2016) highlighted the role of tax havens in facilitating shell companies to hide 
and disguise illicit financial flows and beneficial ownership and thus aiding in corruption. 
Zucman et al. (2015) highlighted that shell companies and offshore accounts allow the rich to 
invest at home and abroad under a shroud of anonymity, thus facilitating evasion of taxes. 
According to Alstadsæter et al. (2018), ten per cent of the total world’s Gross Domestic 
Product (GDP) is held in tax havens with the most being in British Virgin Islands, Panama 
and other such tax havens where the wealth is held mainly through shell corporations. 
4.3 Effectiveness of regulations related to shell companies 
The possible damage associated with the use of shell companies comprises financial 
losses, both direct and indirect, reputational damage, loss of operations and possibility of 
lawsuits. Therefore, the use of these entities should be of immense concern to legal and 
compliance professionals, business partners and agents, wholesalers, customers, government 
officials especially tax officials, anti-corruption non-governmental organisations (NGOs 
hereafter), and so forth. The scholarly attention received has resulted in suggestions and 
recommendations being made as well as the reasons being identified for the failure to combat 
this growing problem (Allred et al., 2017, Bateman, 2016, Cowdock, 2017, Does de 
Willebois et al., 2011, Findley et al., 2013, Findley et al., 2015, Gilbert and Sharman, 2016, 
Gup and Beekarry, 2009, Ho, 2017, Hubbs, 2018, Jancsics, 2017, Lee and Palstra, 2018, 
Murray, 2018a, Niels and Gabriel, 2014, Pol, 2018a, Pol, 2018b, Sharman, 2012, Sharman, 
2013, Vail, 2018, Vaughan, 2018, Zucman et al., 2015).  
Bateman (2016) emphasised the need to have a legal framework for regulating shell 
companies. Efforts have been made to increase the transparency of such entities by providing 
beneficial ownership information to prevent such entities from being used for money 
laundering, corruption, bribery, terrorism financing and other such crimes. The FATF, the 
international institution responsible for overseeing corporate transparency, and the G20 have 
continuously urged countries to implement standards for regulating beneficial ownership 
information to increase trust in businesses, improve corporate accountability and to facilitate 
successful combating of illicit practices (Ho, 2017). Similarly, Vail (2018) emphasised the 
need to have transparent beneficial owner information, a shared beneficial owner registry and 
the ways to accomplish it. However, despite the emphasis placed on transparency through 
international standards and recommendations, the incidence of non-compliance highlights the 
failure of policymakers and scholars to assess the effectiveness of policies. They tend not to 
consider the countervailing pressures faced by democratic governments to tackle the 
problems of corruption, which at times may be related to personal benefit or electoral 
incentives. 
Sharman (2012) stated shell companies that cannot be traced to real owners acted as a 
corporate veil to conceal the proceeds of crime and corruption. The emphasis on corporate 
transparency would help law enforcement agents to catch wrongdoers. As per Sharman 
(2012) the information on beneficial owners could be accessed in two ways. First, the 
corporate registry is required to collect and hold information with proofs about the identities 
of beneficial owners. Another way is to regulate the company service providers (CSPs 
hereafter) who could collect information about the beneficial owners of entities and provide 
the same to regulators upon request. The CSPs may be individuals, law firms or other firms 
with the sole purpose of incorporating companies. They may be present in an OECD country, 
tax haven or a developing country and take care of the formalities required for establishing a 
company on behalf of a client, who would be the beneficial owner of the company (Sharman, 
2013). There do exist international regulations such as the FATF guidelines to prevent use of 
legal entities to hide and transfer the proceeds of crime and corruption. They regulate 
licensing of CSPs, subjecting them to a legal duty of collecting, holding and verifying 
identification data and imposing penalties on failure to do so (FATF, 2012). Sharman (2012) 
attribute the unavailability of beneficial ownership information to a lack of resources devoted 
to determining them and to the high cost of enforcing international standards. 
The efforts and resources directed towards fighting money laundering and corruption, 
therefore, depend upon restrictions to form anonymous companies. Findley et al. (2013) 
examined the effectiveness of regulations restricting the formulation of anonymous 
companies. The study was motivated by concerns surrounding the effectiveness of these 
restrictions because of different geographical locations of illicit actors and the legal domicile 
of CSPs. They found non-compliance with international standards requiring CSPs to obtain 
documentation identifying the beneficial owners. Anonymous companies were still being 
created and the presence of international standards did not result in an increase in compliance 
rates.  
Findley et al. (2015) extended their previous study and found evidence that contradicts 
the common notion that OECD countries are compliant with international standards, while 
developing countries are unable to comply and tax havens are unwilling to comply. Overall, 
raising the standards of international law, in terms of strict regulations to comply with, was 
found to have no significant effect with material self-interest remaining a powerful tool to 
violate international standards. Allred et al. (2017) extended this research stream further with 
a focus on corporate governance and its execution. They found that country-level compliance 
with international standards is not an indicator of firm-level compliance, and this finding is 
consistent with Findley et al. (2015). 
Gilbert and Sharman (2016), motivated by an overstated notion of compliance with 
international standards, shifted the focus of compliance with international standards from 
firms to States and governments to determine whether democracies would comply with 
international standards prohibiting foreign bribery. The study employed process-tracing case 
studies of British Aerospace, the Australian Wheat Board and the Reserve Bank of Australia 
and found evidence of wilful blindness by Australian and British governments in relation to 
the violation of the OECD Anti-Bribery Convention. The failure of democratic governments 
to investigate the crimes of their respective corporate citizens suggests a disinclination 
towards compliance rather than a lack of ability. Gilbert and Sharman also point to the need 
to better protect and encourage whistle-blowers, anti-corruption NGOs and investigative 
journalists. Similarly, Jancsics (2017) provides reasons for the failure of conventional anti-
corruption policies against shell companies in Central Europe, thereby further highlighting 
the fact that compliance frameworks alone are not enough. Among other findings, he found 
that actors do not rationally evaluate the possible outcome of their behaviour and so a stricter 
criminal code or stronger law enforcement may be ineffective. He also concluded that 
domestic shell companies are controlled by trusted individuals and there is no formal 
relationship or contract between the fake and real owners and thus even accurate and updated 
corporate registries will fail to reveal such connections. 
4.4 Importance of transparency 
The relationship between transparency and financial performance has been documented 
in the literature. Akhigbe et al. (2017) observed transparency having a positive effect on the 
financial performance of banks. Despite evidence of public and private actors’ non-
compliance and failure to implement regulations and recommended standards, efforts have 
been made by regulatory authorities and law-enforcement agencies to increase the 
transparency of beneficial ownership because of the widely accepted notion that greater 
transparency would facilitate prevention and detection of unlawful activities. With the 
Persons with Significant Control (PSC) regulations, the UK was the pioneer in making 
information available about the ultimate owners of a company in the corporate registry. Ho 
(2017) provided a brief background of the UK regulations and evaluated the implementation 
of similar regulation in Hong Kong. The idea behind PSC regulations in UK was to tackle tax 
evasion, corporate misconduct and other illicit activities. Instead of legal persons, the focus 
was on natural persons who actually own and take advantage of assets of a legal person and 
exercise control or influence. However, the regulations did not apply to all entities. The 
entities with voting shares listed on stock markets in the US, UK, Switzerland, Japan and 
other European Economic Area (EEA) were exempted. 
Lee and Palstra (2018) conducted a study to evaluate the effectiveness of the UK’s 
ownership register and highlight issues in ensuring the quality and compliance of data. They 
analysed over ten million records of data on PSCs from the UK Companies House and 
documented the limitations of the regulation, the lack of data validation and verification, the 
poor quality of data on the corporate registry and prevailing trends which could attract further 
analysis. Methods used to hide the real owners included filing a statement that the company 
had no owners, using an ineligible foreign company as the beneficial owner and using 
nominees or a circular ownership structure. The efforts directed to combat the problem 
associated with shell companies have been towards improve transparency. It is important to 
understand that achieving transparency should be one of the objectives and not the ultimate 
goal for preventing shell companies being misused. The need to have a global transparent 
governance regime is desirable but the application of such a regulation could be challenging 
and possibly even undesirable. Balakina et al. (2017) point out that the demand and supply 
for tax and financial havens exist on account of the need for banking secrecy. Therefore, 
implementing a transparent regime in one jurisdiction is likely to create a demand for secrecy 
and hence reduced transparency in another jurisdiction.  
The existing literature on shell companies is focused on regulations related to 
international standards aiming to achieve transparency and their implementation, as well as 
the regulation of CSPs. The opportunity lies in using a more innovative approach in 
combating the hiding and laundering of illicit proceeds rather than focusing on improving the 
regulations.  
4.5 Detection of illicit shell companies  
This is a new research stream. The only study identified to have taken a step in this 
direction was by Luna et al. (2018). The lack of accessible real banking transaction data 
prompted the authors to develop a banking transaction simulator for shell and regular 
companies. The banking transaction simulator worked on multiple parameters affecting a 
company's banking activities such as industry sector, annual revenue category, and the 
number of employees, suppliers and utilities. Simulated incoming and outgoing transactions 
were analysed to look for patterns to help determine whether a bank account belongs to a 
shell company, or not. Each account was summarised by a set of features derived from the 
nature and timing of the money flows. Anomaly detection techniques were then used to 
detect variation between expected and observed business transaction profiles of regular and 
shell companies. The rationale was to identify shell companies that could be investigated 
further for any illicit activity. However, the model focused only on banking transactions and 
so did not make use of publicly available information such as the number of directors and 
their backgrounds, and whether transactions were made to tax havens or countries with a 
weak banking regime. There is a need for further research to analyse a dataset comprising 
real shell companies involved in illicit activities. There is also an opportunity to incorporate 
publicly available information in the detection of shell companies, thus avoiding the reliance 
upon the availability of banking transactions data. 
 
5. Discussion and Conclusion 
 
--Insert approximately here—Figure 5. Framework for identification of research gap 
 
A typology on money laundering literature has been formulated, as depicted in Figure 5. A 
review of the current literature led to the identification of money laundering and shell 
companies as an important area that is currently under-researched. The existing research on 
money laundering has focused on the: (a). AML framework and its effectiveness: 
Researchers have critiqued the existing AML regime and drawn attention to its effectiveness; 
(b). Effect of money laundering on other fields and the economy: Prior research has 
investigated the effects of money laundering on the economy and its relationship with other 
fields such as accounting; (c). Role of actors and their relative importance: The role of actors 
such as accountants and auditors in undertaking money laundering and their respective 
importance has also been examined by researchers; (d). Magnitude of money laundering: In 
order to establish the gravity of the problem, researchers have made efforts to quantify the 
amounts of money being laundered globally; (e). New opportunities for money laundering: 
The technological and regulatory changes have also motivated works that highlight the new 
technology-enabled methods of laundering funds; (f). Detection of money laundering: There 
also exists some research directed towards the methods used to detect money laundering. 
The final category has been further categorised into four broad groups – the detection 
of money laundering through (i) banking transactions, (ii) real estate and trade, (iii) 
innovative technologies and (iv) shell companies. On reviewing the literature on money 
laundering and its related areas, it was further identified that the detection of money 
laundering through shell companies had received limited attention. The existing literature on 
shell companies is focused on regulations related to international standards aiming to achieve 
transparency and their implementation as well as regulation of CSPs. 
The rise in financial crimes has led to a wide range of regulatory reforms to combat the 
problem. The debate over the effectiveness of regulations to accomplish the desired 
objectives has brought the regulators under pressure to justify their actions in the face of 
political, executive and judicial scrutiny. This has eventually led to risk colonisation, that is, 
risk playing an imperative role in defining the aspects, methods and rationale for regulations 
(Rothstein et al., 2006). However, instances of regulatory failures have raised the question of 
whether the regulatory strategies can be adjusted to the dynamics of real life to combat the 
problem. The present circumstances lay down the need for highly responsive regulation 
through a combination of various regulatory instruments to address the problem (Black and 
Baldwin, 2010). The attempts that have been made towards identifying shell companies being 
used for illicit activities such as bribery, corruption, money laundering, tax evasion and other 
such illicit activities are in a nascent stage because of the importance placed on making 
regulatory changes.  However, the need for combining risk-based assessment with 
compliance-based assessment can act as an essential tool in the fight against financial crime. 
The development of a model to detect illicit shell companies being used to carry out illicit 
activities would aid in contributing to the development of a “really-responsive” regulatory 
framework by enhancing the performance of regulatory tasks. The different regulatory tasks 
encompass detection of a non-compliant behaviour followed by a response to such behaviour 
through the development of tools and strategies, their enforcement, assessment of their 
success or failures, and modifying them accordingly (Baldwin and Black, 2008). The 
detection of shell companies being used for illicit activities would assist in combatting the 
active use of shell companies to accomplish laundromat schemes such as the Russian 
Laundromat and Azerbaijani Laundromat. The motivation lies in developing an approach to 
detect the entities used for hiding and laundering of illicit proceeds rather than focusing on 
improving the regulations. 
The research conducted in the past on shell companies and characteristics identified for 
detecting shell companies involved in illicit activities has been qualitative in nature. A 
quantitative analysis would be difficult given the limited and inherently concealed data on 
shell companies, but it would help uncover patterns among connected networks of companies 
identified in money-laundering cases of the past to develop strategies for their timely 
detection. Consequently, an approach to detect illicit shell companies through a quantitative 
framework by using traditional statistical and machine-learning approaches to develop 
models would be a value-addition in the enhancement of regulatory effectiveness. Such a 
model based on publicly available information could act as the first line of defence for law-
enforcement agencies to guard the wider public and economy against the harmful effects of 
illicit shell companies. The authors join the call of Dunstan and Gepp (2018) who directed 
attention towards the use of Big Data applications to analyse data for developing models for 
detection and prediction of misconduct. The technological advancements have paved the way 
for exploring relational inductive biases within deep learning architectures to facilitate 
insights into entities and for producing structured behaviours (Battaglia et al., 2018). This 
was not possible in the past and hence taking advantage of such technological advancements 
could add to the breadth and depth of works on shell companies and to the overall money 
laundering literature. 
The paper highlights the gap in the existing literature and lays down the foundation for 
future studies to develop strategies for detection of such illicit shell companies. The review 
highlights additional opportunities for exploring the effectiveness of AML regime and the 
steps that could be taken to make it effective in accomplishing the desired objectives rather 
than being a mere tool of compliance. The debate around quantifying the magnitude of the 
problem of money laundering and the lack of consensus around its measurement is again 
brought to light through the current study. Thus, there still exists an opportunity for 
researchers to more accurately quantify the magnitude of money laundering. The review on 
evaluating the new opportunities for money laundering through the use of innovative 
technology, consistent with Martin (2014), directs attention towards the transformation of 
drug distribution through online portals and the need for a potential paradigm shift in the 
global war on drugs, which at present, has been costly and ineffective in accomplishing its 
goals. For instance, an examination of the operations of Silk Road and drawing comparison 
with conventional drug distribution networks led to the conclusion that cybercrime typologies 
do not reflect the complexities associated with Silk Road as they treat activities on it as a 
single act rather than numerous offences linked by a common purpose (Martin, 2014). An 
examination of the effects on money laundering posed by the proliferation of crypto markets 
also provides an additional opportunity for further research. 
Overall, the study sets the tone for further research work to be carried out in the area of 
money laundering, which is currently doing substantial damage to economies all over the 
globe.  
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