Abstract
Introduction
Recent advances in wireless communication and electronic technologies (ICTs) have led to the development of low cost, low power and multifunctional miniature sensor nodes. Now a days, it is finding wide applicability and increasing deployment, as it enables reliable monitoring and analysis of environment at extremely low cost. For the last couple of years, wireless sensor networks have been used for numerous applications including security, localization, surveillance, temperature, pressure sound, motion, pollutants, military defense, anti-terrorism, relief, environment monitoring and many other fields [1, 2] . The recent interest of research in WSN is due to their several advantages over traditional wired and wireless networks such as their rapid deployment is easier, faster and cheaper for numerous appliances and can cover a wide range of interested area with their limited communication capability without careful preplanning and engineering.
In addition, sensor nodes are not very accurate and reliable individually. Their deployments in large number enhance their accuracy, reliability and raise their level of fault tolerant. In many applications deployment of sensor nodes is performed in an ad-hoc fashion where sensor nodes by coordinating each other form a communication network to monitor several kind of surroundings information in self-organizing and self-healing manner, particularly where the physical environment is so harsh [3] .
The recent energy consumption profile in WSNs can be classified as (i) sensing energy (ii) computation energy and (iii) communication energy. The sensing energy consumes at physical layer due to frequency selection, carrier frequency generation, signal detection, modulation, conversion of bit streams into signal and data encryption while computing energy consumption consists of two categories are (i) switching and (ii) leakage energy. It has been reported by some researchers that leakage energy is up to 50% of the total computing energy and it is essential to minimize leakage energy. Communication is the main element of energy consumption at network layer due to finding optimal route, if it handles well then it can cause to reduce the energy consumption [4] .
Energy wastage at the Medium Access Control (MAC) layer is due to a number of factors such as (i) idle listening (ii) collision among data packets (iii) overhearing and also due to (iv) message overhead. There are many supplementary reasons affecting network energy such as message size, number of send and receive messages, distance between nodes, number of hops from source to destination and the required level of local data processing. Unluckily saving energy is the most complicated problem yet not solved completely in WSNs due to its mall often irreplaceable battery with limited power capacity. It is essential that network should be energy efficient in order to prolong the life time [5] .
Recently, a number of scientists demonstrate their great attention in cluster based routing in WSNs. Clustering is a mechanism to organize senor nodes in a group of nodes around a cluster head (CH) with the responsibility of up keeping state and inter cluster connectivity involved in data processing. Clustering mechanism effectively minimizes and balance the energy expenditure load across the network and has been proved effective for the reliable data transmission [6] .
The key aim of this study is to investigate the performance as well as energy consumption factors which degrades network performance in term of lifetime of WSNs. So that, novel energy efficient routing protocols can be embedded in sensor networks to prolong the network lifetime of the WSNs.
The rest of this paper is prepared as follows: Section 2 presents an overview of the cluster based routing protocols in the literature. Section 3 describes the protocol described for analysis. Section 4 presents the performance using network model. Section 5 gives an explanation of performance analysis using radio model. Section 6 illustrates evolution analysis. Finally, Section 7 represents a summary of conclusions.
Related Work
Recently, several researchers show their enormous interest in cluster based energy efficient routing in wireless sensor networks. A clustering scheme has been applied to sensor networks with hierarchical structures to improve the performance of the network along with minimizing the need for power consumption. Clustering is a cross cut method which is used in nearly all segments of the protocol stack to provide distributed and load balancing architecture. The basic idea behind the clustering mechanism is to make a group of nodes around a cluster head with the responsibility of up-keeping state of the art and inter cluster connectivity during data processing. This processed data sent to the base station (BS) via sink by deciding the least amount of route nodes over long distance to save node energy by forming a grouping architecture among group of CHs in the network [6] . Up till now, based on clustering mechanism a number of energy efficient routing protocols have been developed to obtain energy efficiency and load balancing characteristics as well as high packet delivery and congestion management efficiencies with least amount of data redundancy like in [7] and [8] .
The primary aim of these energy efficient routing protocols is to prolong the network lifetime of the tiny sensor node. In hierarchical routing low energy adaptive clustering hierarchy protocol (LEACH) is one of the most popular routing protocols. The primary aim to propose LEACH protocol was to balance energy utilization in wireless sensor network by selecting a set of nodes among normal nodes to act as cluster heads in the entire network. The basic LEACH algorithm divides the whole network life span into a number of rounds. For cluster head election each node selects a random number between 0 and 1. If the random number is greater than a specific threshold value then the node appointed as a CH. Cluster head is a liable to create a time division multiple access (TDMA) schedule and broadcasts it to all the member nodes. For communication to its CH, each node utilizes its time slot as per assigned in TDMA schedule. Cluster head is responsible to receive all data from its member nodes. After aggregating, it sends this data directly to the BS for further analysis, and then it changes its state to the sleep mode. This process is repeated until the end of the round. The nods again go into the setup phase to choose a new set of cluster heads for the next round [9] .
An application specific protocol for cluster head selection LEACH-Centralized occupy centralized clustering algorithm which is the further extension of LEACH protocol. In LEACH-C a predefined number of nodes to be acting as CHs based on their residual energy and location information are appointed by base station. In setup phase it runs annealing algorithm to make specific numbers of clusters 'k'. The nodes having higher residual energy than the average energy among all nodes are qualified to work as cluster heads. The steady state phase in LEACH-C is similar to the LEACH [10] .
An improvement in LEACH protocol, variable round-low energy adaptive clustering hierarchy protocol (VLEACH) has been proposed in [11] where the length of round time changed based on CH residual energy, power cost in each frame and the value of constants λ. In VR-LEACH protocol, a stable value of 'λ' and the frame period' μ' have to determine each round time where the value of 'λ' and 'μ' are experimentally identified. An adaptive cluster based sensor network routing protocol MIN-RC in [25] handles overload energy consumption problems in wireless sensor networks is the enhancement of the LEACH-C. The network life span of the MIN-RC can be divided into number of rounds and each round begins with the setup phase.
In order to solve problem of overloading energy consumption and minimize the diversity of the energy consumption between sensor nodes MIN-RC employs an adaptive method to control the round time by considering the current state of the network. Where round time 'T-current' is defined at the beginning of the round and 'R current' rely on the minimum cluster size and the optimal cluster size rather than using a constant round time 't' for every round in the network span. MIN-RC overcomes the overloading problem of LEACH-C and improves the network efficiency but proposed scheme has drawback of an extra setup overhead.
In [26] author sets the time length of each round to prolong the network lifetime and throughput in LEACH. A cluster based energy efficient data collection and aggregation protocol named as CEDCAP is proposed in [12] follows four simple phases named as CH selection, cluster head formation, node degree control and data transmission phase. Sink uses simulated annealing algorithm to find optimal clusters and selects cluster heads based on the residual energy for current round. After cluster formation an algorithm is used to calculate the node degree controls of every cluster and specific time slots are assigned to each by considering TDMA technique. In data transmission phase dormant nodes and dormant areas will be produced in the network called as minimum dormant radius and maximum dormant radius. These inactive nodes do not sense and send data. Dormant is the area where the same nodes take turns to be awakened between different rounds, sense and send data to their cluster head. CEDCAP can dramatically reduce the total energy consumption among all the nodes in the cluster and make the energy consumption more evenly by nodes in turn to be woken up between different rounds. TEEN is a reactive protocol proposed in [13] for time-critical applications. The main drawback of this protocol is that the transmission from sensor nodes to CH will not be there when the sensed value is not greater than the hard threshold.
Protocols Description for Analysis
In this section we have provided the details working principals of the clustering based routing schemes selected for investigation.
ECDGP
To prolong the network lifetime an energy efficient cluster based data gathering protocol ECDGP is proposed in [14] . It belongs to the family of event-driven routing protocols works in two segments are (i) cluster formation and (ii) data transmission phase. In the first phase, nodes located in the event area from a clustering network by cooperative effort. In data transmission phase, data collected by the cluster head form active nodes and forward collected data to sink by considering multi-hop routing. For a cluster head selection it utilizes the key idea of node belief degree which takes into account two parameters (i) residual energy and (ii) intra cluster distance between nodes, coming from neighbors can be calculated by a belief degree function. The node which has more residual energy and minimum intra cluster distance appointed as cluster head for current round. Furthermore, it selects active nodes according to the demand of network coverage by following an active selection algorithm as presented in [15] . Finally, to forward observe the data from CH to the sink, multi-path routing algorithm is used in order to achieve the load balance in the network. 
SFRP
In [16] authors propose a selective flooding based energy efficient routing protocol named as SFRP. It take into account the gateway mechanism and multi-hop routing among clusters in wireless sensor network. The proposed routing protocol can be divided into a number of phases such as cluster formation phase, gateway selection and adjacent cluster discovery phase finally multi-hop route discovery and multi-hop data transmission phase. In cluster formation phase distributed clustering algorithm (DCA) has been used to select the cluster head. Among the nodes, the node which has heights weight can be selected as cluster head for current round. In addition, distributed clustering algorithm also guaranteed that no two CHs are formed close to each others. In the second phase a node is considered to be a Gateway (GWY) node if it has information about neighboring CHs else it will be a normal node (NN). In next phase parent-child relationship among nodes are formed and routes are constructed among CHs to sink through gateways by forming a multi-hop routing structure to fulfil the aim. Finally, after constructing the routes data packets are forwarded by normal nodes to their CHs which in turn flood only to their gateways. The flooding type of a normal node, a CH, and a gateway has been designated as '1', '2' and '3' respectively. By SFRP authors reported that by eliminating flooding of the RREQ packets, control traffic is greatly reduced in other words SFRP can greatly reduce the total overhead of control packets and prolong the network lifetime. 
Performance Analysis Using the Network Model
There are a various models used for wireless sensor network. In this study, we mainly consider a wireless sensor network consisting of a set of sensor nodes and a BS are scattered in the network field without isolation. The network is modelled is represented as fully connected graph G (U, E, R), where U is the set of all the nodes denoted by U= { , …….. }, E represents the set of all connected edges among nodes, distance among nodes k and l can be denoted by k , ( ) , where Represents specific distance threshold and R is the omnidirectional communication radius of the node. The following assumptions are taken into account:
 After deployment all nodes and the BS are motionless and located at a specific position near to the sensor field without isolation. 
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 All sensor nodes and number of deployed sinks know their positions.
 All nodes equipped with similar capabilities, same transmission ranges and restricted power resources.
 While multiple deployed sinks are enriched in resources and transmission range.
 Symmetric model is assumed that meant sensor node A is located within the transmission range of sensor B and then B is also located within a transmission range of A.
 Each node has limited transmission range, if a node A is not in the direct range of C or sink, watched information forwarded by the intermediate nodes B to C or sink.
 The sensor nodes periodically monitor their vicinity and generate observed data. Cluster head gathered observed data from their member nodes in each round and after aggregating send it to BS for further analysis. 
Performance Analysis Using Radio Energy Model
We used the energy consumption model proposed in [12] , where to transmit a l-bit data at a distance d, the radio energy expands can be calculated by the following eq. (1) 
Figure 2. Radio Energy Dissipation Model
, and are the parameters of the transmission/reception circuitry depending on the distance between the transmitter and receiver. Free space and multi-path fading channel model considers. While receiving, the radio expands energy can be computed as
In addition, we also assume the energy dissipation for data aggregation is represented as , where the threshold distance is defined as √
Evaluation Analysis
Delay can be defined as the average latency from the instant that a packet is sent out from a source to that instant; it is received by a sink. As Figure 3 illustrates that the delay of both energy efficient routing protocols increases with the increase in network size. In the beginning cluster head in routing protocol proposed by C. Bo and Z. Xinrong conveyed the observed data to their next hop cluster head with the minimum distance and fewest number of cluster members. However, after a specific time interval cluster head starts to forward observe data to their next hop by considering maximum energy without taking into account sincere congestion problem. This is caused to increase the distance between CHs, nodes over assignment such as sensing, aggregation, redundancy and distance among the nodes and sink. Simulation result demonstrates that protocol proposed by C. Bo and Z. Xinrong as compared to energy efficient routing protocol proposed by K. Subbu and L. Xinrong has minimum delay. This is due to the reason that it utilizes two algorithms; one which selects the active nodes among the sleeping nodes, which may satisfy the coverage area, thus reduced the message traffic load. On the other hand both multi-hop and multipath routing is used to convey messages from source to destination by Packet Delivery Ratio (PDR) or throughput can be defined as the ratio of the total number of data packets received successfully to the total number of data packets generated by source nodes. We can define PDR as:
Where described the number of data packets received while shows the numbers of messages send by source. Figure 5 demonstrates that the packet delivery ratio decreases as the number of nodes depth increases in the network due to a number of factors such as node handing over, the distance among nodes, superfluous data and congestion. Although, the packet delivery ratio of K. Subbu and L. Xinrong protocol is well due to take into account multi-hop routing through gateways however, C. Bo and Z. Xinrong protocol is more superior in term of PDR. This is because of the reason that C. Bo and Z. Xinrong protocol considered the both multi-hop and multi-path routing and number of next hop count with the maximum energy or greater than the required level of energy during conveying messages from to . In addition, cluster head forwards the observed information after aggregating among the nodes towards the source by utilizing the key idea of relaying nodes having maximum energy level and minimum distance to the next hop. This is more fault tolerant and may cause to reduce the packet loss in the entire network.
Figure 5. Packet Delivery Ratio vs Number of Sensor Nodes
Congestion takes place when a node accepts a packet more than its capacity also because of the inherent shared wireless link. As mentioned in Figure 6 the congestion management in K. Subbu and L. Xinrong is better because of its equal number of cluster size. In K. Subbu and L. Xinrong protocol entire network data flow through different gateways. It takes into account node over the assignment with minimum node energy utilization, reasoned to manage congestion. However, in case of entire network data flow, it has to face the problem of data redundancy due to sending multiple copies of a single data and distance between nodes has a great impact on delay in the network. Therefore, K. Subbu and L. Xinrong protocol as compared to protocol proposed by C. Bo and Z. Xinrong in case of entire network data flow can handle better network congestion management problem. Network life time of WSN can be described by using three kinds of metrics are (i) the time form deployment of the network to the death of the first node (FND) (ii) the time when a certain percentage of node alive (PNA) and (iii) the time when all node died. By the experimental results it has been shown that Delay, Congestion, PDR, Normalize overhead and Energy consumption are the key factors which directly have an effect on Network lifetime. Table 4 shows the number of sensor nodes died in various rounds between K. Subbu and L. Xinrong, and C. Bo and Z. Xinrong protocols. 
Conclusion
Sensor nodes are generally battery-powered devices, the critical aspects to face concern how to reduce the energy consumption of nodes, so that the network life time can be increased to reasonable times. Improving the lifetime of wireless sensor networks is directly related to the energy efficiency of computation and communication operations in the sensor nodes. Various routing schemes have been developed by calming that they can minimize energy consumption by providing an effective data gathering at extremely low energy consumption. However, due to the lack of adoptability to diverse environmental issues brings several challenges towards the data reliability at low energy consumption. To analyze this diverse behavior this work compares the performance of various clusters based routing protocols with reverence to their different operations in wireless sensor network. The conducted simulation and experimental studies over various routing schemes show that long distance communication, unnecessary multihop data transmission, data path looping, data redundancy, memory overflow, synchronization issues and inappropriate selection of MAC layer mechanism are the most important factors influencing excessive data packet loss and consumes a significant amount of node energy in cluster based wireless sensor networks. In addition, here we analyzed that inappropriate cluster head responsibilities, consideration leads to ineffective load balancing, congestion management and data invalidation issues due to corrupted data packets generated in the network. Thus, proper attention is necessary while designing clustering routing protocol in WSNs. Moreover, the idea of the unequal small size clustering can also play a vital role towards achieving better load balancing with reliable data collection at a lower network cost. 
