The management of occupational health and safety (OHS) risks is an important part of any business. ISO 31000 risk management has been suggested to represent the natural standard for integrating OHS risk management into business operations. However, published research on this standard is very limited, so its ability to influence the management of OHS risks is unknown. The aim of this chapter is to report on the first part of the findings of a pilot study aimed at investigating the utility of the ISO 31000 risk management standard for managing occupational health and safety (OHS) risks. A review of the published literature on ISO 31000 is presented first. This is followed by a modified theoretical framework, M-31000, taking into account OHS risk management practice. The results of 42/149 key informants selected as part of a purposive sampling strategy identified three main advantages of ISO 31000, including acting as a good starting point for risk management, supplementing other risk management strategies, and allowing for easier integration with other similar strategies. The two main shortfalls identified in this pilot included the standard being vague and difficult to implement. The study also revealed that M-31000 was much simpler and more consistent with safety management practice.
Introduction
The effective management of occupational health and safety (OHS) is an integral part of risk management in organisations. More than 2.7 million workers die from work-related accidents and diseases and over 374 million people suffer from non-fatal accidents and injuries [1] . These have increased by 17% compared to a decade ago and are expected to increase further as organisations are challenged by globalisation, advanced technologies, and their increasing complexity [2, 3] . A number of institutional, regulatory, and structural arrangements have been developed and implemented to address the impact of these developments. These include, for example, a strategy for sustainable prevention [4] , visions of zero accidents [5] , or healthy, safe, and productive working lives [6] . These underpinned a key principle of the United Nation's Universal Declaration of Human Rights, that all workers, regardless of their occupation, have the right to a healthy and safe working environment. At the same time many safety practitioners charged with managing OHS risks are being asked to draw on strategies and measures for achieving simultaneous business objectives of environmental protection, finance, and quality management. The international standard for risk management, ISO 31000: 2009, has also been suggested as providing the necessary mechanism for such integration [7] . However, apart from the guidance notes and supporting documentation, published research on ISO 31000 is limited, so its utility for managing OHS risks remains questionable [8] . A framework for implementing risk management based on ISO 31000 has been proposed for construction projects [9] . However, this has been suggested to be suitable for construction organisations which have a relatively mature approach to risk management, has not been empirically tested outside of construction, and does not take into account practices and approaches used for managing OHS risks [8] .
To overcome this, another framework based on ISO 31000 has been proposed [8] . This framework, M-31000, takes into account the key process common to OHS practice. However, it has not been empirically tested or validated. The present chapter reports on the first stage of a research project aimed at investigating the utility of ISO 31000 and M-31000 for managing OHS risks in the Australian industry.
Literature review 2.1. The ISO 31000 risk management standard
The International Organisation for Standardisation (ISO) published ISO 31000 in 2009. Titled 'Risk management-principles and guidelines', it represented the concerted efforts by a dedicated group of international technical advisors from a range of industries and backgrounds [10] . One of the key aims behind ISO 31000 was to ensure consistency through one vocabulary, a set of performance criteria, a common process, and guidance on how such processes could be integrated in decision-making [11] . As such it has been regarded the gold standard in risk management [12] . Lalonde and Boiral [7] argued that ISO 31000 offered a number of advantages over previously established standards. These included a comprehensive and multi-risk approach to reinforce commitment from leaders in the advance of decisions, ability to integrate the risk management framework into an organisation's existing practices, principles and guidelines to manage poorly understood complex risks, and the ability to adapt the risk management system to specific contexts. However, authors such as Leitch [13] have argued that the terminology used in ISO 31000 was vague or ambiguous, offered minor guidance to managers, and was impossible to comply with. Purdy [11] proposed that some compromise and change was required to address the differences in terminology and its application across different regions and sectors.
ISO 31000 includes five main chapters [14] , of interest to this project are the last two: framework and process. These are briefly discussed below.
Framework
ISO 31000 provides a structured framework for managing organisational risks. This includes five main stages, so is an expanded version of the Plan-Do-Study-Act (PDSA) cycle [15] . These stages include (i) mandate and commitment, (ii) the design of framework for managing risks, (iii) implementing risk management, (iv) the monitoring and review of framework, and (v) the continual review of framework [14] . A common framework provides an assurance that proposed organisation-wide processes for managing risks are supported and iterative, have continued to remain effective, and provide the necessary mechanism for integration, reporting, and accountability [10, 11] . It also includes the core supporting organisational structure, mandates, policies, and procedures [16] . The 'framework is not intended to prescribe a management system, but to assist organisations integrate risk management into its overall management system' [14] . Many organisations already have established management systems, such as ISO 9001 (Quality), ISO 14001 (Environmental Protection) or OHSAS 18001 (Safety), so there is an expectation that the key processes used for these can be integrated into a company's risk management framework [8, 17] .
Process
Risk management involves a series of integrated and coordinated activities aimed at directing and guiding an organisation in relation to risk; ISO 31000 has summarised these into five main ones, including (i) communication and consultation, (ii) establishment of the context, (iii) risk assessment, (iv) risk treatment, and (v) monitoring and review [8, 11, 14] . Steps (i) (communicate and consult) and (v) (monitoring and review) have been suggested to be continually acting and hence have been suggested to be part of the other three activities [11] .
Published research on ISO 31000
Ciocoiu and Dobrea [18] examined standardisations in improving the effectiveness of an integrated risk management strategy and concluded that ISO 31000 was an appropriate tool for formalising the process and harmonising best practice. Gjerdrum and Salen [19] explored the basics of ISO 31000 and argued that it made risk management a central part of organisational success. Oehmen et al. [20] examined the adoption and application of ISO 31000 in product design and concluded that, while the suggested process was relevant, the published literature addressed different aspects of them to varying degrees, and there was generally a lack of integration between the suggested standards and processes. Gjedrum and Peter [21] compared ISO 31000 with the enterprise risk management (ERM) framework and found that 'establishing the context' and continuous 'communication and consultation' were major differences between the traditional processes of managing risks between the two frameworks. The authors concluded that the main strengths of ISO 31000 were in the identification of risk owners. In construction, Liu et al. [22] examined the practices and challenges of implementing enterprise risk management (ERM) modelled on ISO 31000. This research revealed that the construction organisations generally had a basic understanding of risk management and a relatively clear focus on market and financial risks; most had an established risk management system, and the main means of managing risks involved behavioural control. Dali and Lajtha [12] reviewed how the field of risk management had progressed and used this to compare the strengths and weaknesses of guidance provided on ISO 31000. Sousa et al. [9] integrated operational and organisational strategies to propose an ISO 31000 framework for managing risks in construction projects. Luko [16] reviewed the terminology and language and used the new guidelines as adopted in the United States as ANSI/ASSE Z690.2-2011 and concluded that ISO 31000 provided a good framework for managing quality and business risks through integration. Scannell et al. [23] investigated the supply chain risk management (SCRM) approaches and determined that ISO 31000 included the core steps used in SCRM but included two additional steps and so this was more comprehensive. This research also revealed that companies recognised the importance of SCRM but lacked skills and the ability to integrate these into ISO 31000. And Ariff et al. [24] proposed a framework which integrated the enterprise risk management with ISO 31000 to improve organisational performance in the Malaysian public university system. Collectively, these studies point towards a gradual adoption of ISO 31000 into different sectors and aspects of business risk management.
A few studies have also sought to investigate and/or link ISO 31000 with OHS risk management.
Haddad et al. [25] proposed a risk assessment method, hazard matrix, and demonstrated how this could be applied to health, safety and environment management by integrating it with the risk management process suggested in ISO 31000. The method suggested by the authors is useful for prioritising risks, which is one part of an overall risk management process. The authors contended a difficulty with their method, which was in prioritising both environmental and occupational risks in the same hazard matrix. Moraru [26] identified effective practices, processes, and structures in OHS risk management and demonstrated how these could be integrated in the ISO 31000 framework. The authors argued their framework provided a step forward to managing safety compared to a decade ago, but there was a need to adopt a more systematic approach for managing safety risks as part of their journey towards a culture of prevention. Poplin et al. [27] demonstrated how the ISO 31000 risk management process could be used to prioritise and manage injury risks in the Tucson fire department using a systematic approach. The authors contend that a significant amount of resources was required for conducting the key stages of their approach, which included scoping, risk assessment, and implementation, and that their approach was suitable for one or two key tasks. And a more recent study described the process, outputs, and lessons learnt from a proactive application of the ISO 31000 risk management process to reduce emergency service vehicle crashes in the US fire departments [28] .
These studies point to a move towards some levels of adoption. Most of the above studies, however, concentrated on some aspects of the risk management process. None of these took into account safety management practices, so the utility of ISO 31000 for managing safety risks remains questionable [8] . This is an important issue from the perspective of safety management scholars and practitioners.
Key differences between ISO 31000 and OHS management process
There are four main differences between ISO 31000 and OHS management practice.
The first is the inclusion of 'establishing the context', a concept which is not featured in health and safety management practice [8] . According to Sousa et al. [9] , this involves evaluating and understanding the internal and external contexts, the challenges faced by the organisation, factors which can impact on the achievement of goals, and the broader risk management strategy. Flaus [29] suggested distilling this stage into four key inputs, including (i) external environment; (ii) internal environment; (iii) risk management framework; and (iv) risk criteria [8] . The closest reference to 'context' in the OHS management process comes from safety cases in the major hazard regime, in the form of facility descriptions [30] . In effect, this is equivalent to the 'background' of any major undertaking or project and is deemed important because a. risk management takes place in the context of the broader organisational objectives and b. the objectives and performance criteria for any specific project, process, or activity need to be considered alongside other related objectives.
The second is the notion of 'risk identification', which is suggested to be the first part of the risk assessment process under ISO 31000 [8] . This is confusing, something previously identified by others [31] . Moreover, it represents a significant point of departure from existing OSH literature and practice, which associated risk with a 'degree of harm, injury or disease'. Being able to determine degree involves making some level of determination based on two aspects, consequence and severity, so risk is an outcome of an assessment process. OHS regulations, practitioners, professionals, and academics relate more to the notion of identifying hazards, not risks! Manuele [32] makes this point more precisely, that hazards provide the generic base and justification of the practice of safety. The term 'hazard identification' instead of 'risk identification' is more common. Related to the notion of risks in the standard form are the terms risk analysis and risk evaluation, each of which have a different meaning. According to ISO 31000, risk analysis involves a 'process for comprehending the nature of risk to determine the level of risk', while risk evaluation involves a 'process of comparing the results of risk analysis with risk criteria to determine whether the level of risk is acceptable or not' [14] . In this regard there are two different outcomes of analysis and the evaluation of risks:
i. from risk analysis-the level of risk
ii. from evaluation-the decision whether the level of risk is acceptable or not.
Again, in OHS practice, the simpler process of 'risk assessment', which accounts for analysis and evaluation is more common [8] . This is summarised by Rausand [33] , 'the overall process of risk analysis and risk evaluation'. Combining these two ideas gives us the main difference the way risk is conceptualised. In OHS practice risk includes determining the level of risk (hence the process of risk analysis) and a decision about whether this level of risk is acceptable or not (risk evaluation). Most importantly, it is also a separate process from hazard identification [8] .
The third difference is the notion of 'risk treatment'. The use of the term treatment seeks to suggest that an adverse outcome is a normal expectation of risk management, a philosophical problem when applied to OHS which has, at its core, the main objective of preventing harm, illness, injury, or diseases [8, 34] . For these reasons, OHS practice refers to risk control rather than risk treatment [35] . Hence, the process that follows risk assessment is risk control instead of risk treatment [8] .
The fourth difference is in the range of approaches suggested for dealing with risks [8] . ISO 31000 posits that this can be done by avoiding the risks altogether, taking or increasing the risk to pursue an opportunity, removing the source, changing likelihood, changing consequences, sharing (outsourcing) through contracts and risk financing, and retaining the risks through informed decision-making [14] . However, in Australia, the suggested approaches of transferring and retaining OHS are illegal under safety law [36] . This is because the primary responsibility for management and control of OHS hazards remains with the person conducting or undertaking a business [35] , irrespective of any efforts to engage with contractors or insure it off. Safety practitioners will therefore find it difficult to implement these specific controls.
A modified ISO 31000 OHS risk management process
In order to make ISO 31000 more user-friendly to safety managers, practitioners and scholars, a modified ISO 31000 OHS risk management process (herein called in M-31000) has been suggested [8] . This addresses some of the differences identified in Section 2.4 and includes a set of six iterative stages. It retains communicating and consulting, establishing the context, and monitoring and reviewing suggested by ISO 31000. However, it introduces the identification of hazards (instead of risk), the assessment of risk, and control of risks, as illustrated in Figure 1 . The authors provided that M-31000 was theoretical in nature and had yet to be tested for its application in the general industry. The present study aims to address this by investigating the utility of M-31000 for managing OHS hazards and risks. In doing so it seeks to stimulate safety managers, leaders, practitioners and scholars to think more laterally before implementing ISO 31000 [7] , by starting with careful listening to the practice of risk management [37] . Figure 1 . M-31000 OHS risk management process [8] .
Occupational Health and Safety -A Multi-Regional Perspective
Research method
A pilot study was undertaken in order to examine the efficacy of ISO 31000 and M-31000 for managing OHS risks in Australia. Pilot studies guide the design and implementation of largerscale studies and the collection of credible data and hence are an integral part of any social research [38, 39] . An exploratory research design [40] using purposive sampling [41] was utilised for this pilot. The informants included graduate students completing two postgraduate courses in OHS who were interviewed in 2016 and 2017. Apart from demographic information, the informants were asked to share their experiences and comment on two specific questions around:
i. the usefulness (or otherwise) of ISO 31000 and M-31000 for managing OHS risks in their organisations and/or roles and
ii. any other approaches they had used, or were familiar with, for managing OHS risks in their work and organisations.
This chapter presents and discusses the findings for the first part.
The main data collected included free-flowing texts of responses to the above open-ended q u e s t i o n s[ 4 2 ] .C o m m e n t sw e r ec o l l a t e di n t oaw o r dd o c
u m e n ta n dp s e u d o n y m su s e dt o code each comment to de-identify the personal details of the informants. Each comment was read twice, first to get a general overview of the data and the second for in-depth information to identify common themes and/or any sub-themes located in large blocks of texts [42, 43] . The aim here was to capture the surface meanings of the data as explicitly stated by the informants in order to maintain the original meaning of the key message(s) conveyed. In order to be regarded as a theme, the core message needed to be expressed by at least three different informants.
Findings and discussion
A total of 42 informants responded to the questions from a class size of 149, with a response rate of 28%. The informants included a relatively diverse group-risk managers, project managers, safety managers and/or coordinators, engineering managers and human resources. Most worked for large companies or projects and had between 2 and 18 years of experience in the field. Many chose not to divulge their sex, while a number chose to remain silent on their specific roles, industries in which they had worked for.
Utility of ISO 31000 for managing risks
The respondents raised a wide range of views regarding ISO 31000. Those relating to its positives centred around three main themes. These included:
a. a useful starting point for risk management, 
ISO 31000 as a useful starting point for risk management
The first finding was that ISO 31000 provided a useful starting point for risk management. Examples of this theme are illustrated in the following excerpts:
'The risk management process …is a useful starting point for those seeking to establish risk management process' MG-01.
'…is considered a starting point for initiating and obtaining further knowledge about risk…' DA-25.
'ISO 31000 is considered a good starting point for any company…' RK-27.
This finding is consistent with the ISO's position that ISO 31000 is a generic process [14] . Previous authors have argued that risk management is a strategy that managers take up [7] . This needs to start from somewhere, and the above finding suggests that ISO 31000 acts as a starting point for the doing part of risk management-establishing the process and obtaining knowledge about risks. This is also supported by Gjerdrum and Peter [10] , who argued that it acted as a vehicle to make risk management central to successful performance and therefore an integral part of other business processes such as planning, management, and governance.
ISO 31000 supplemented other risk management strategies
The second finding was that ISO 31000 supplemented other risk management strategies. Examples of this theme are indicated in the excerpts below:
'… used in parallel with other risk management strategies…' JC-08.
'ISO 3100 is… domain neutral for all types of risks' GP-22.
'…works well when applied…to holistically manage business risks…' MH-30.
'…consistent with other ISO standards in that it promotes a "plan, do, check, act"'…DC-37.
'… ISO 31000 support … rather than replace those standards' MC-39.
ISO 31000 is built around a three-tiered structure incorporating principles, framework, and process [12] , so the above finding provides some support for this claim. It has previously been asserted that ISO 31000 be used in conjunction with, or takes into account, other similar strategies [24, 26, 31, 44] . Some authors have argued against the creation of any addition, parallel management system [12] , while others have made the case for ISO 31000
to complement other conventional risk management systems [7, 23, 24] . This includes systems-based approaches.
ISO 31000 allowed for easier integration
A third common finding was that ISO 31000 allowed for an easier integration of risk management strategies. The following excerpts illustrate examples of this theme:
'…and one of them is the ISO31000 can easily integrate into organisation existing practice… Companies with ISO 9001 and ISO 14001 certifications could incorporate into their management system' MR-11.
'ISO 31000 used as a set standard would allow for integration of …risk management practices' MG-19.
'…. It provides an important framework for integrating OHS into an organizations broader objective' DA-25.
'ISO 31000 … provides the necessary framework for integrating OHS into an organisations broader objectives' MS-35.
ISO 31000 has been suggested to provide a structured framework to meet the needs of any type of organisation [7] . Moreover, it has been suggested to act as an umbrella for over 60 standards and guidelines for risk management and is more user-friendly to many other ones [12] . So the above finding is in tandem with the expectations of the risk management standard with respect to integration into an organisation's risk management decision-making processes [11, 14] . The ease of integrating ISO 31000 into existing approaches for managing different risks (environmental, business, political) has been argued to be one of its key strengths [9, 12, 23, 26] . The results from this study provide support for this argument, with examples for quality and environmental protection. In addition, the results also provide support for integrating practices (MG-19) and objectives (DA-25 and MS-35). It is possible this takes into account different models and theoretical frameworks [26] to enable risk managers to take a more holistic view.
Concerns and issues with ISO 31000
A number of informants also saw a number of problems with ISO 31000. The two main ones included it being vague and lacking consistency and being difficult to implement.
ISO 31000 was vague and lacked consistency
A number of informants provided comments about ISO 31000 being vague. Some examples of this are illustrated in the excerpts below:
'the standard is quite vague' KW-14.
'The intended meaning … is frustratingly hard to pin down. Key words and phrases are either vague, have meanings different from those of ordinary language, or even change their meaning from one place to another' RH-06.
'a number of concerns … relate to the process, terminology and its interpretation …' SV-07.
'…contains steps that are not necessary or particularly accurate in the risk management process' JB-17.
One of the aims behind the development of ISO 31000 was to provide a common language and process for risk management specialists, auditors, and assurance providers, thereby enhancing the communication between the various stakeholders [14] . However, the findings above suggest this is not necessarily the case. This has also been identified previously by authors such as Leitch [13] and Purdy [11] , who argued that there remained some elements which needed to be simplified to enable the framework to be better understood and implemented and appear less onerous. In this instance the respondents raised a similar opinion. Future full-scale investigations should explore whether this was a broader issue. Moreover, while terminology, process, and steps were identified as potential areas of confusion in this pilot, further studies should investigate which specific terms, process, and steps required more clarity.
ISO 31000 was difficult to implement
Another common finding was that ISO 31000 was difficult to implement, as the following excerpts demonstrate:
'A risk management system is more easily applicable … if it is simplified. An over complicated risk management system can end up being demanding on time and company resources with more going in to the administration of the management system than the management of risks' BH-18.
'Impractical aspects are that (ISO 31000)… leads to illogical decisions if followed; is impossible to comply…' MG-19.
'whilst this standard is quite succinct, it is…lax in nature and offers little direction … as to how the processes of management risk should actually be implemented' DG-21.
'The negative aspects of the risk management process … are that it is difficult to use in industries…' PG-24.
'… it would prove challenging to incorporate….' DV-29.
The ability to design or revise the components of its risk management system to suit a company's key processes, structure, and risk profile has been suggested to be one of the main strengths of ISO 31000 [11] . The above findings indicate that this is not necessarily the case. This is not uncommon and possible reasons may be due to the changing nature of risk [45] or their management [46] . In the previous finding one of the informants suggested that ISO 31000 contained unnecessary steps, and this could make it difficult if the suggested process was used as a prescribed approach to managing risks. Risk management needs to make sense and should not be used for bureaucratic back covering, scaring people, or generating useless mountains of paperwork [47] . Some ways in which aspects of ISO 31000 could be improved have also been suggested, including:
i. minimising use of labels,
ii. simplifying the risk assessment process,
iii. adopting an existing risk assessment process, iv. accepting subjective assessments during risk assessment, and v. accepting uncertainty [26] .
These improvements are associated with risk, or its assessment, which is an area of contention raised previously [8, 31] . Some authors have attempted to simplify the adoption and use of hazard matrixes [25] but whether this simplifies the overall process of risk management is unknown. Future full-scale investigations should enable an understanding of which specific aspects of the overall process were difficult, including any specific examples and/or cases.
Utility of M-31000 for OHS risk management
The respondents also raised positive views regarding M-31000. The two main themes are centred around its a. simplicity and b. consistency with safety management practice.
M-31000 was simple
A common understanding regarding M-31000 was that it was a simple approach. Examples of this are reflected in the following excerpts:
'…The adapted version supports new, simple way of thinking…' FB-05.
'I would recommend the use of the simplified HSRM process' SV-07.
'…focus on health and safety make the simplified model…appealing as a practical, hazard management process' JB-17.
'…reducing the process from seven items to six…' AM-10.
'The adaptive version … allows the framework to be more understandable…' MRA-11.
'the adapted version of ISO 31000 provides a more concise and clear risk management process, …. By summarising into 5 key points, primary objectives for an organisation are better understood' KW-14.
'The adapted version … simplifies the ISO 31000 risk management process, by combining and eliminating certain steps…' BT-26.
The need to keep the process of risk management simple and sensible has also been previously raised [12] . The informants in this instance believed M-31000 allowed this to occur by reducing the number of steps, making it more understandable and combining and eliminating certain steps. In some ways this may address the issue of reducing bureaucracy, paperwork, and making it a more sensible approach [47] . While this may indicate that M-31000 is easier to adopt, future studies should focus on actual experiences of implementing the revised version to identify if this is supported across small, medium, and large organisations across different industries and different hazards. This is necessary to identify which parts of the process are working as presented and which ones require further adaptation.
M-31000 is consistent with safety management practice
Another common theme was that M-31000 was consistent with safety management practice. Some examples of this are included in the following excerpts:
'…seeks to better represent WHS by… retaining historical WHS language…' AM-10.
'Safety practitioners and professionals would be more likely to identify with a more relevant process of assessing hazards to health & safety' BT-26.
'…, alignment with in-the-field understanding and practice is required. We should speak of "hazard identification" rather than "risk identification" because "risk" implies predicting consequences by jumping to conclusions. Likewise 'Risk treatment' incorrectly implies a risk as something negative rather than an opportunity…' DM-36.
'The simplified HSRM process is more practical for OHS risk management whilst being harmonious with the standards principles…' FD-38.
'…the adapted version … is more closely aligned to the terminology utilised in this jurisdiction' MG-01.
'…the adapted version of risk management is more closely aligned with other health and safety management framework (e.g. OHSAS 18001). …' RK-27.
One of the criticisms of ISO 31000 was that it failed to account for OHS management practice, including steps such as risk identification and risk treatment [8] . In this instance the informants felt M-31000 addressed this shortfall through a mix of retaining historical language, the process for assessing health and safety hazards, and closer alignment with safety management, while retaining the essence of the ISO 31000 principles. Again, while consistency of safety management practice has been suggested to be one of the main reasons for M-31000, future studies should investigate which aspects of the process are consistent and/or closely align with safety management practice and actual experiences of integrating it safety management systems such as AS/NZS 4801, ILO-OSH 2001, OHSAS 18001 and/or ISO 45001.
Limitations and conclusions

Limitations
Any pilot study will have its limitations, and this study is no exception. The use of a purposive sampling strategy is one. This is a subjective and non-probabilistic approach and can lead to errors in judgement by researchers and high levels of bias [38, 39] . Future researchers investigating this issue should consider quota, cluster, or more systematic sampling methods. A second limitation is the issue of quality in the research process. There is a wide diversity of methods and approaches used for conducting qualitative research [48] and an equally large set of quality indicators [49] . Future studies should make the quality criteria clear.
Conclusions
In spite of these limitations, this study is one of the first to shed some light on the utility of ISO 31000 and M-31000 for managing health and safety risks. The findings of this pilot investigation suggest that ISO 31000 provided a useful starting point for risk management, supplemented other risk management strategies, and allowed for ease of integration with or into other management systems used by organisations. The two main disadvantages included it being vague and difficult to implement, and these could restrict its uptake and/or adoption. Future full-scale investigations should investigate those aspects of the overall process deemed to be difficult and which specific terms, process, and steps required more clarity. With respect to M-31000, the findings suggest it was simple, more consistent with safety management practice, and could enable closer alignment with other safety management systems. Future studies should consider actual experiences of implementing M-31000 to identify if this is supported across small, medium, and large organisations or across different industries and different hazards in order to identify which parts of the process are working as presented and which ones require further adaptation. In addition, studies investigating aspects of M-31000 which are consistent and/or closely align with safety management practice and actual experiences of integrating it with safety management systems such as AS/NZS 4801, ILO-OSH 2001, OHSAS 18001 and/or ISO 45001 will also be useful to advance research and practice in OHS risk management.
