image or the hidden image. This paper extends a previous version of the paper published at NDSS 2013.
The third paper "Generating Summary Risk Scores for Mobile Applications," by Christopher Gates, Ninghui Li, Hao Peng, Bhaskar Sarma, Yuan Qi, Rahul Potharaju, Cristina Nita-Rotaru, and Ian Molloy, seeks to better identify malware and other undesirable Android apps. The approach extracts lightweight signals of risk, including permission and category combinations. The authors then apply different Bayesian machine learning models to identify malware. This paper consolidates and extends two previous papers published at SACMAT 2012 and CCS 2012. The fourth paper "Effective Risk Communication for Android Apps," by Christopher Gates, Jing Chen, Ninghui Li, and Robert W. Proctor, considers how to convey risk information to users installing Android applications. Android currently uses permissions to convey risk, but several studies have demonstrated that users do not understand permissions. This paper proposes a method that assigns a risk score to each app and displays a summary of risk information to the user.
The fifth paper "Hiding in the Mobile Crowd: Location Privacy through Collaboration," by Reza Shokri, George Theodorakopoulos, Panos Papadimitratos, Ehsan Kazemi, and Jean-Pierre Hubaux, considers users' geographic location privacy. Location-based services (e.g., location-based search) have become an invaluable feature of smartphones and their applications. Unfortunately, each time users make location-based queries, they reveal slightly more about their paths through the physical world. This paper takes a novel approach wherein mobile devices in a region share information with one another, significantly reducing the frequency of query the location-based service provider.
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