Although Laplace Transform is a good application field in the design of cryptosystems, many cryptographic algorithm proposals become unsatisfactory for secure communication. In this cryptanalysis study, one of the significant disadvantages of the proposed algorithm is performed with only statistical test of security analysis. In this study, Explaining what should be considered when performing security analysis of Laplace Transform based encryption systems and using basic mathematical rules, password has broken without knowing secret key. Under the skin; This study is a refutation for the article titled Application of Laplace Transform for Cryptography written by Hiwerakar [3] .
Introduction
Several encryption algorithms were designed by using the dynamics which were presented by Laplace Transform system for cryptographic applications [1] [2] [3] [4] [5] . However, security analyses of the proposed algorithms in several designs were shown by using experimental results and statistical tests [6] [7] [8] [9] [10] . The resistance of algorithm to brute force attack was correlated to the number of parameters which are only used in key production. Eventually, the weakness of these Laplace Transform based cryptosystem designs is shown by using simple.
The fundamental difficulty of designing a cryptosystem is to express with a mathematical model for structures used in encryption architecture then to prove that these structures are cryptographically secure. Indeed, approaching problem with a cryptanalyst point of view while designing encryption scheme will disappear several possible problems which may exist in further stages. Same situation is valid for Laplace Transform based cryptology, as well. A Laplace Transform based text encryption algorithm was proposed in [3] . Security analyses of the proposed algorithm were done only by using statistical tests and experimental results. In this study, cryptanalysis of the proposed algorithm was performed. Firstly; a general attack scenario was given for cryptanalysis, secondly; how to obtain plaintext from cipher text was shown using this scenario without knowing key parameter. In the last section, obtained results were discussed and some general proposals were presented.
Description of the encryption algorithm
Fundamental of the proposed encryption algorithm depends on encryption of the letters with substitution method produced with the help of a Laplace transform. Encryption process is carried out by using of Taylor series. Since the proposed algorithm is a symmetrical encryption algorithm, in the beginning a secret key in between sender and receiver is determined. The encryption algorithm steps are as follows:
Step 1. Before starting encryption process, sender and receiver agree on a key.
Step 2. Laplace Transform which will be used in the algorithm is determined. Hyperbolic functions were used in the proposed encryption algorithm. Standard expansion of Hyperbolic functions were given in Eq. (1). Plaintext is determined by using Eq. (2). 
Where ∈ is a constant,
It allocated 0 to A and 1 to B then Z was 25.
Step 3. Given plaintext "FLOWER" was equivalent to 5 11 14 22 4 17.
Recognizing coefficients that The given plain text was converted to cipher text 13 23 23 9 21 5.
The message "FLOWER" was converted to "NXXJVF".
A general attack scenario for Laplace transform based encryption schemes
Below, a general attack scenario which a cryptanalyst can use while analyzing any Laplace transform based encryption schemes was briefly summarized. 
Cryptanalysis
In this section, how a cryptanalysis is carried out by applying the attack scenario given in previous section onto the proposed Laplace Transform based text encryption algorithm [3] step by step was demonstrated. Encryption architecture was expressed with a simple mathematical model as shown in Eq. (5) . Ih the proposed algorithm, it was stated that a relationship between numbers correspond to ciphertext and modular arithmetic exists. . It is not necessary to know the secret key since cihpher is solved according to modular arithmetic principle. The existence of dependencies in between numbers correspond to ciphertext and modular arithmetic is one of the drawbacks in algorithm.
Encrypted text is converted to numbers with the method used by the author;
"NXXJVF"→ 13 23 23 9 21 5.
These numbers were obtained in Eq. (5 
Conclusion
A symmetrical encryption algorithm was proposed by Hiwarekar [3] . In the proposed algorithm, by using modular arithmetic the secret key detected between sender and receiver and cipher text solved. Namely; proposed encryption algorithm without knowing the key is broken only by seeing encrypted text.Therefore, claimed by author "It is very difficult for an eyedroper to trace the key by any attack." is dasabled also the password is broken without a computer with simple divisibility and module theory.
