With the advent of 5G, multimedia services in wireless communication networks will grow dramatically. So far, many researches have focused on improving security, throughput and channel capacity to support multimedia services. In this paper, a new system model of full-duplex (FD) two-way amplifyand-forward (AF) relay network with simultaneous wireless information and power transfer is presented, where two FD legitimate nodes with two single-antenna communicate with each other via energy-constrained AF relay with multiple antennas, and there is a half-duplex node with single antenna who intends to eavesdrop. This paper targets to maximize the secrecy sum rate of the system by designing the transmit beamforming vector of relay under power constraint and zero-forcing constraint, where two energy harvesting protocols, namely, power splitting and time switching are considered. However the maximization problem is a non-convex optimization, and it is very complex to solve. Therefore a linear method is used to find the lower bound of the secrecy sum rate and the non-convex problem is transformed into a convex optimization problem. After that, an iterative algorithm based on difference-of-convex programming is proposed to solve this convex optimization problem. The simulation results show the good convergence of the proposed iterative algorithm and also the superiority of secrecy sum rate of our proposed scheme compared with two traditional schemes.
I. INTRODUCTION
Multimedia signals, such as voice and video streams, are very sensitive to delay and place stringent challenges for wireless communication links. Therefore, higher data throughput and channel capacity are extremely important. The upcoming 5G is an opportunity for the development of mobile multimedia transmission, many related topics, such as internet of things [1] , [2] , device-to-device [3] - [6] and resource allocation [7] , [8] , have been researched. In addition, the increase of mobile devices in 5G will affect spectrum efficiency, energy consumption, security and data transmission rate. Full-Duplex (FD) technologies have attracted more and more attention due to the superiority of doubling the spectrum efficiency [9] . However, the FD technologies will also inevitably cause serious self-interference (SI) problem, which The associate editor coordinating the review of this manuscript and approving it for publication was Dapeng Wu . is the main difficulty in implementing FD technologies. Many literatures [10] - [13] have been published to solve the SI cancellation problem, where excellent cancellation results were achieved. Meanwhile, some promising technologies such as energy harvesting(EH), physical layer security(PLS) and cooperative relaying, are combining with FD technology to provide new opportunity for mobile multimedia services.
In addition to the scarcity of spectrum resources, 5G wireless communication systems will also face the energy-constrained problem. A promising scheme to solve the energy-constrained problem is radio frequency (RF) EH. By utilizing the nature that RF signals can carry both information and energy, an effective RF EH approach, i.e., simultaneous wireless information and power transfer (SWIPT), was proposed in [14] . According to the receiver structure of SWIPT systems, two protocols, namely power splitting (PS) and time switching (TS), were proposed in [15] . In the PS protocol, the signal was split into two streams according VOLUME 8, 2020 This work is licensed under a Creative Commons Attribution 4.0 License. For more information, see http://creativecommons.org/licenses/by/4.0/ to the PS coefficient, one stream for EH and the other stream for information decoding (ID) [16] - [18] . In the TS protocol, each transmission time block was divided into two time slots, one for EH and the other for ID [19] , [20] . In [16] , [17] , a point-to-point system was considered, where the destination node could harvest energy by using PS protocol. In [16] , it minimized the weighted sum transmit power by jointly designing the transmit beamforming vector, the receive PS ratio and the transmit power. In [17] , it maximized the harvested energy at destination node while considering the constraints of signal-to-interference-and-noise ratio (SINR) and maximum transmit power at both nodes. Furthermore, the closed-form optimal solutions for the original problem was derived. In [18] , it considered a cellular system where the downlink users can harvest energy by PS protocol. An iterative algorithm was proposed to minimize the system power under constraints of energy harvesting and security rates.
In [19] , [20] , the point-to-point multiple-input multipleoutput (MIMO) systems with TS protocol were considered. In [19] , the authors derived the exact closed-form expressions for the secrecy outage probability and the secrecy throughput. In [20] , the beamforming vector and the TS parameter were jointly optimized to obtain the maximum rate and an efficient algorithm based on semidefinite relaxation (SDR) and line-search was proposed to solve this problem. Due to the broadcast and openness nature of wireless channels, the signals transmitted in wireless communication systems are susceptible to eavesdropping. Therefore, secure communication is critical for FD wireless communication with SWIPT. The PLS technology, as an effective solution to secure communication, has been paid much attention. It utilizes physical characteristics such as randomness, difference and reciprocity of the primary channel and the eavesdropping channel to ensure secure transmission. Specifically, the literatures [21] , [22] considered the FD secure communication in point-to-point systems with SWIPT. In [21] , the FD destination node harvested energy by using TS protocol when a passive eavesdropping node existed. Besides, the secrecy performance and secrecy energy efficiency were investigated. In [22] , the authors proposed a secrecy rate maximization problem and obtained the optimal solution based on the Lagrange method. The FD secure communication in cellular networks with SWIPT has also received much interest in [23] - [26] . In [23] , the authors formulated two sumrate-maximization problems under information-leakage and energy constraints in FD SWIPT systems, and an efficient algorithm based on SDR and 1-D search was proposed to solve the optimization problems. In [24] , multiple idle users, as the potential eavesdropper, could harvest energy with PS protocol from the energy transmitter. The authors maximized the worst-case secrecy rate under transmit power constraints and the minimum required power constraints. Unlike [24] , the authors in [25] targeted in the maximum secrecy rate problem of the downlink and uplink users with only one idle user. A log-exponential reformulation and sequential parametric convex approximation method was adopted to solve the non-convex problem. In [26] , it considered a similar system to [24] where multiple EH users as potential eavesdroppers. The authors studied the total power consumption minimization problem which is different from the secrecy rate maximization problem in [23] - [25] .
In addition, cooperative relaying is an effective scheme to improve coverage, reliability and data transmission rate. Combining cooperative relaying with PLS and SWIPT in the FD wireless communication networks has been attracted more and more attentions, and the most researches were focused on one-way and two-way relay system. In [27] - [31] , the FD one-way relay system was considered, where the relay was an energy-constrained node and had EH function. In [27] , the independent jammer with the ability to harvest energy was considered. The analytical expressions for the instantaneous and average secrecy rates were derived and the optimal time-split coefficient was obtained. The authors also considered the practical interference-limited scenario and derived closed-form cumulative distribution function of the SINR at the destination and eavesdropper nodes. In [28] , [29] , the secrecy rate maximization problem subject to the constraint of harvested energy was considered, and the relay could harvest energy from the SI. In [28] , it investigated two relaying protocols, namely amplify-and-forward (AF) and decode-and forward (DF). While in [29] , it only considered the DF protocol, and the relay could transmit artificial noise to interrupt the eavesdropper. In [30] , by jointly designing the energy beamforming vector, the information beamforming vector and the TS coefficient, one optimization problem was proposed to maximize the secrecy rate and an iterative algorithm was proposed to convert the optimization problem into three convex sub-problems. In [31] , it investigated a novel two-phase self-energy recycling based secure relay system where an antenna reuse approach was proposed to make use of equipped antennas for information reception to enhance the information signal strength. Compared with one-way relay networks, two-way relay networks can achieve higher spectrum efficiency. In [32] , it investigated a FD two-way relay system where the wireless energy harvested eavesdropper communication scenario was further considered. The exact or inexact minorization-maximization methods were developed to solve the sum secrecy rate maximization problem. In [33] , it considered the scenario that only the signal of relay node could be eavesdropped, and minimized the total transmit power by an algorithm based on semidefinite programming and 1-D search.
A. CONTRIBUTION
Despite these advances, however, there is still a lack in research on PLS of full-duplex two-way relay (FD-TWR) networks with SWIPT. As an extension of [33] , we consider the scenario where all legitimate nodes may be eavesdropped. Specifically, two FD source nodes communicate with each other with the aid of an EH relay in the presence of an eavesdropping node. We study the secrecy sum rate maximization problem where both PS and TS EH protocols with static splitting coefficient are analyzed. To the best of our knowledge, this scenario with both PS and TS EH protocols has not been addressed well in existing literatures. The main contributions of this paper are summarized as follows.
• A novel system model combining PLS and SWIPT is presented for FD-TWR networks. The eavesdropper can get all the signals from other legitimate nodes instead of only the relay's signal considering in existing researches.Furhtermore,in this system model, the PS and TS protocols with static splitting coefficient are considered.
• In this system model, a new optimization problem is formulated to maximize the secrecy sum rate by designing the beamforming vector of the relay under power constraint and ZF constraint. However, this optimization problem is non-convex and difficult to obtain a closed-form solution because of the high computational complexity. Then a linear method is used to find the lower bound of the secrecy sum rate and the non-convex problem is transformed into a convex optimization problem. After that, an iterative algorithm based on DC programming is proposed to solve this convex optimization problem.
• The simulation results demonstrate the convergence and effectiveness of the proposed iterative algorithm. The proposed scheme is compared with two traditional schemes, including the scheme without SI energy harvesting (SIEH) and the scheme with random beamforming vector. By analyzing the impact of key parameters on the secrecy rate performance, the simulation results show the superiority of the proposed scheme.
B. ORGANIZATION AND NOTATIONS
The remainder of this paper is organized as follows.
In Section II, the system model of the FD-TWR network with SWIPT is presented. Section III formulates the secrecy sum rate maximization problem using the PS protocol and proposes a DC programming iterative algorithm to obtain the suboptimal solution. Section IV formulates the secrecy sum rate maximization problem using the TS protocol and obtains the suboptimal solution by using the algorithm in Section III. Simulation results and performance analysis are presented in Section V. Finally, a brief conclusion is given in Section VI. Notations: The bold uppercase and lowercase letters are denoted as matrices and vectors, respectively. Transpose, conjugate transpose, Frobenius norm, absolute value and trace are denoted by (·) T , (·) H , · , |·|, Tr(·), respectively. I N denotes N ×N identity matrix. ⊗ represents the Kronecker operator. vec(·) denotes the vectorization of a matrix. E{·} denotes the expectation operator. A 0 denotes that A is positive semidefinite. A ∈ C M ×N denotes a complex M × N matrix. CN (a, σ 2 ) represents complex Gaussian distribution with mean a and covariance matrix σ 2 . 
II. SYSTEM MODEL
In this paper, as shown in Fig.1 , we consider a FD-TWR network with SWIPT which consists of two source nodes A and B, one relay node R and an eavesdropper node E. Except for the eavesdropper node, all nodes operate in FD mode. The two source nodes are equipped with one receiving antenna and one transmitting antenna, and they cannot communicate directly with each other. The relay R equipped with M receiving antennas and N transmitting antennas can only harvest energy from RF signals transmitted from the two source nodes, and the harvested energy is fully used to transmit information. Single-antenna eavesdropper node E may eavesdrop on information exchanged between the two source nodes. We assume that the relay operates in the AF protocol for signal forwarding and consider PS and TS protocols for energy harvesting. Specifically, in the PS protocol, for each transmission time block T , the relay adopts power splitting technology to split the received signal into two portions: a portion ρ(0 < ρ < 1) is fed to information receiving and the remaining (1 − ρ) portion is used for energy harvesting. In the TS protocol, each transmission time block T is divided into two phases, αT and (1 − α)T , where α(0 < α < 1) is the TS coefficient. In the first phase αT , the relay receives signals of the two source nodes for energy harvesting. In the second phase (1 − α)T , the relay uses the energy harvested in the first phase for signal forwarding.
The proposed system model operates in two steps. In the first step, the two source nodes transmit their signals to the relay node, while in the second step, the AF relay transmit the processed signals to the two source nodes. Each source node can eliminate its own transmitted signal perfectly which received from the relay node. During the communication between the two source nodes with the help of the relay, the potential illegitimate eavesdropping node can receive all the signals from the two source nodes and the relay. When the eavesdropping node attempts to overhear the signals of the relay and the two source nodes, the decoding of each signal is hindered by the other signals. In other words, the signal of each source plays a role of interference in the recovery of the other source's information signal.
We assume that all channels are quasi-static in this paper. VOLUME 8, 2020 (i = A, B) and h RE ∈ C N ×1 represent channel coefficient from node i to the relay, the relay to node i, node i to the eavesdropper node and the relay to the eavesdropper node, respectively. h ii ∈ C 1×1 (i = A, B) and H RR ∈ C M ×N are used to denote the SI channel. n R (t) and n i (t)(i = A, B) are the additive white Gaussian noise (AWGN) vector at the relay node and the two source nodes, respectively, which following n R (t) ∼ CN (0, σ 2 I) and n i (t) ∼ CN (0, σ 2 )(i = A, B), respectively.
III. OPTIMIZATION PROBLEM WITH PS PROTOCOL
In this section, we analyze the FD-TWR network with SWIPT using the PS protocol, where the received signal at the relay is split into two streams according to the PS coefficient, one for EH and the other for ID.
A. PROBLEM FORMULATION
As shown in Fig.1 , the received signals at the relay contain signals from two source nodes, SI signals and noise. Specifically it can be expressed as
are the transmitted signals sent by two source nodes with E{|x i (t)| 2 } = P i ; k R is the FD SI suppression factor, the smaller the value of k R , the better the SI cancellation capability; x R (t) is the SI signal at the relay, it can be expressed as
where W ∈ C N ×M is the transmit beamforming matrix, τ is the signal processing delay and small enough to be negligible. Because the relay adopts the PS protocol to harvest energy, the received signal r(t) is split into two parts: energy harvesting r EH (t) and information receiving r IR (t), they can be written as
where ρ is the PS split coefficient. According to [34] , the capacity of relay networks with delay is determined only by the relative path delays from the sender to the receiver, rather than the absolute delays. Thus, the relay output can be expressed as
where j denotes the index of the delayed symbols. To simplify the output of the relay, we adopt ZF constraint which cancel the residual SI by designing the beamforming matrix W.
According to [35] , the ZF constraint satisfies the following relationship
In this paper, we assume N > M . Therefore, the signal transmitted at the relay can be expressed as (7) and the transmit power at the relay can be written as follows
where w = vec(W) and
The above transform (8) can be obtained by the following equation
According to (3), the harvested energy at the relay can be achieved as follows
where β is the EH efficiency. According to the previous description of the system model, we can obtain the received signal at the two source nodes. The expression after eliminating its own signal can be written as
Similar to k R , k i (i = A, B) are the SI suppression factor of the two source nodes. The first term on the right side of the equation (12) and (13) is the target receive signal, the second term is the SI signal, and the last two are noise signals.
From (12) and (13), the SINR at the two source nodes can be expressed as
where
The above transforms (14) and (15) are obtained by using the equation (10). When the two source nodes transmit signals with the help of relay R, signals at the two source nodes and the relay can be eavesdropped by node E, so the received signal at the eavesdropper can be expressed as
In this paper, we assume that the signal transmitted by relay R is the useful signal and the two source nodes are interference signals. Therefore, the SINR Ei , i ∈ (A, B) about x A (t − τ ) and x B (t − τ ) at the eavesdropper node, can be written, respectively, as
Then the secrecy rate of B-to-A and A-to-B links are given by
where [x] + represents max(x, 0). From (26) and (27), the secrecy sum rate of system is given by
In this paper, our objective is to maximize the secrecy sum rate by optimizing the beamforming vector w under the power constraint and ZF constraint. As a result, the secrecy sum rate maximization problem can be formulated as
It is obviously that the above optimization problem (29) is a non-convex problem, and the closed-form solution or the optimal solution is difficult to obtain. In the next subsection, we will provide how to optimize the problem and obtain the suboptimal solution through the iterative algorithm.
B. PROBLEM OPTIMIZATION AND SOLUTION
For the above non-convex optimization problem (29) , firstly, we should eliminate the equality constraint and convert it into an unconstrained problem. To remove the ZF constraint H RR W = 0, we redefine
where N 1 ∈ C N ×(N −r) is the right singular vectors associated with zero singular values of H RR , X 1 ∈ C (N −r)×M is a new arbitrary variable and r = rank(H RR ). By using the rule
The beamforming vector can be rewritten as
x is the new optimization vector and I M ∈ C M ×M is the unit matrix. Substituting (32) into (28), we can reformulate the optimization problem as
Next, we remove the power constraint. Combining with (11), the power constraint can be reformed as
Let
From (8) and (40), we obtain
After substituting (32) into (41), we obtain
where˜ = N H N. Then, we substitute formula (42) into (35) , the equality constraint P R (x) = E/T can be eliminated without any loss. Thus, the optimization problem (35) can be reformulated as follows
In order to solve problem (43) effectively, we need to transform it appropriately. Based on mathematical knowledge, (43) can be regarded as the difference of two concave functions. Therefore, the optimization problem is a DC programming problem. In this paper, we propose an iterative algorithm to solve this DC programming problem. Then we will introduce our algorithm in detail.
In order to convert problem (43) into the standard form of DC programming, we transform the optimization problem (43) as follows
We define X = xx H . Using equation x H A 1 x = Tr(A 1 xx H ), the optimization problem can be rewritten as follows
and problem (50) after SDR can be rewritten as
(log 2 (Tr(A i X)) − log 2 (Tr(B i X))).
We define two functions f 1 (X) = 4 i=1 log 2 (Tr(A i X)) and f 2 (X) = 4 i=1 log 2 (Tr(B i X) ). Thus, problem (51) is expressed as
In the above optimization problem (52), −f 2 (X) is the non-concave term. We assume that X (n) is a feasible point of function f 2 (X). According to the first-order condition, we can obtain the following inequality.
wheref 2 (X, X (n) ) = f 2 (X (n) ) + Tr(∇ X f 2 (X (n) ) H (X − X (n) )). Substituting (53) into (52), the optimization problem (52) can be rewritten as
Problem (54), which is convex optimization problem, can be effectively solved by CVX. Finally, we propose an iterative algorithm based on DC programming, which iteratively optimize X until convergence. In the nth iteration, we can obtain a local optimal solution X (n) for problem (54). With obtained X (n) , eigenvalue decomposition can be used to construct optimal x * . The iterative algorithm based on DC programming is summarized in Algorithm 1.
Algorithm 1
The DC Programming Iterative Algorithm for Problem (54) 1: Initialization: Let y (n) be the objective function value of problem (54) after n iterations, a feasible starting point X (0) , set n = 1 and choose an accuracy number ζ . 2: while y (n) − y (n−1) > ζ do 3: Solve problem (54) to obtain X (n) ; 4: let X * = X (n) ; 5: n = n + 1; 6: end while 7: With X * , the optimal x * can be obtained by eigenvalue decomposition
IV. OPTIMIZATION PROBLEM WITH TS PROTOCOL
In this section, we analyze the FD-TWR network with SWIPT using the TS protocol. In the TS protocol, each transmission time block T is divided into two parts: αT and (1 − α)T . αT for EH and (1 − α)T for ID.
A. PROBLEM FORMULATION
In the first phase, the two source nodes simultaneously transmit RF signals to the relay for EH. Therefore, the received signal at the relay can be written as
where the definition of x A (t), x B (t), n R (t) are the same as in the PS protocol. The energy harvested at the relay can be expressed as
In the second phase, while the two source nodes transmit signals to the relay, the relay forwards signal to the two source nodes. Similar to the PS protocol, the received signal at the relay is written as (57) where the self-interference signal x R (t) can be expressed as x R (t) = Wr 2 (t − τ ). Similar to the PS protocol, the transmitted signal at the relay after ZF constraint can be expressed asx
So the transmit power at the relay can be written as
The received signals at the two source nodes can be written as
From (61) and (62), the SINR received at the two source nodes can be easily obtained as follows
As for the eavesdropping node, it can eavesdrop on the signals of all other nodes. Hence, the received signal at the eavesdropper can be expressed as
Therefore, the received SINR about signals x i (t −τ )(i = A, B) at the eavesdropper can be expressed as
where i, j ∈ {A, B}, (i = j), and
With the definition of SINR in (63), (64) and (70), the secrecy rate at node A and B can be written, respectively, as
Therefore, the secrecy sum rate can be expressed as
Just like the PS protocol, our objective is to maximize the secrecy sum rate by optimizing beamforming vector w under the power constraint and ZF constraint. Therefore, the secrecy sum rate maximization problem can be formulated as
This optimization problem is still a non-convex problem. We will optimize and solve it through the following scheme.
B. PROBLEM OPTIMIZATION AND SOLUTION
In order to transform problem (77) into a convex optimization problem, we firstly remove the ZF constraint. We redefine W as W = N 1 X 1 , Where the definition of N 1 , X 1 are the same as in (30) . The beamforming vector can be expressed as follows by using equation (31) 
where N = I M ⊗ N 1 ; x = vec(X 1 ) is the new optimization vector and I M ∈ C M ×M is the unit matrix. By substituting equation (78) into (77), we can transform the secrecy sum rate maximization problem into the following form
· (
Substituting (56) into power constraint, the transmit power at the relay can be expressed as
We define P x = P R . Combining equation (59) with equation (78), we obtain the following relationship
where˜ = N H N. Substituting (84) into (79), the secrecy sum rate maximization problem is recast as
The optimization problem (85) can be regard as the difference of two concave functions. Therefore, problem (85) is a DC programming problem. To solve it, we transform problem (85) as follows (92)
After SDR, the above problem can be reformulated as follows
log 2 (Tr(B i X) ).
For the non-convex term −f 2 (X) of problem (93), we can linearize it by the first-order condition. Considering any feasible point of problem (93), the optimization problem can be reformulated as
wheref 2 (X; X (n) ) = f 2 (X (n) ) + Tr(∇ X f 2 (X (n) ) H (X − X (n) )). The convex optimization problem (96) can be solved by using the same iterative algorithm as that used in the PS protocol. For specific analysis, see Algorithm 1. 
V. SIMULATION RESULTS
In this section, the Monte Carlo simulation is used to present the secrecy rate performance of the FD-TWR network with SWIPT. All the channels are assumed to follow i.i.d. complex Gaussian random variables with zero mean and unit variance. The SNR is denoted as P/σ 2 , where the noise variance is assumed as σ 2 = 1 and the two source nodes have the same transmit power, i.e., P = P A = P B . Unless otherwise specified herein, the SI suppression factor is set to k = k R = k A = k B = 0.05, and the energy harvesting efficiency β is set to 1. The number of receive and transmit antennas at the relay are M = 3 and N = 6, respectively. As mentioned above, this paper considers the EH scenario under static splitting coefficients. So we assume ρ = 0.8, α = 0.2. The proposed schemes are compared with the traditional schemes. The proposed schemes include 'proposed scheme with PS' and 'proposed scheme with TS'. The traditional schemes include the scheme named as'Relay without SIEH', where the SI signal at the relay under the PS protocol is not used as EH source and the scheme with random beamforming vector under the two EH protocols,named as 'PS scheme with RBV' and 'TS scheme with RBV' respectively.
As shown in Fig.2 , we present the convergence of DC iterative algorithm under different EH protocols and SNR, where the SNR under different EH protocols is set to 25dB, 15dB and 5dB from top to bottom. We assume that iteration is broken when the difference of the objective function in two consecutive iterations is larger than 10 −3 , i.e., ζ = 10 −3 . It is found in Fig.2 that the secrecy sum rate increases with the increase of iteration number and the iterative algorithm converges after 4 iterations, which proves that the DC iterative algorithm is effective and converges quickly. We can also observe that the gaps between the two EH protocols increase with the increase of the SNR.
In Fig.3 , the secrecy sum rates are investigated for different secure schemes versus SNR. As shown in Fig.3 , the secrecy sum rate increases with the increase of SNR for all secure schemes. The proposed schemes with PS and TS protocols are significantly better than the schemes with random beamforming vector. In the PS protocol, the 'Relay without SIEH' scheme has a slightly lower secrecy rate than 'proposed scheme with PS' scheme at low SNR. At high SNR, the difference between the two schemes increases with the increase of SNR. This is because the transmit powers of the two source nodes are small at low SNR, and the SI signal at the relay has little effect on EH. As the SNR increases, the SI signal at the relay has become an indispensable source of EH, which eventually leads to a gradual increase in the difference of secrecy rate performance between the two schemes. However, both schemes under the PS protocol have higher secrecy rates than the TS protocol.
The factor k, which represents the full-duplex SI suppression factor, is critical to the performance of the secrecy rate. Therefore, Fig.4 shows the secrecy sum rate versus k for different schemes in the case of SNR = 20 dB. From the figure we can see that with the increase of k, the secrecy sum rate gradually decreases for all schemes. We can also find that the secrecy sum rates of the secure schemes with beamforming design outperform the schemes with random beamforming vector, whether in the PS protocol or the TS protocol. This is because the optimized beamforming vector allows the relay node's forwarding signal to be more received at the two source nodes. In the PS protocol, higher k results in more SIEH at the relay, which ultimately leads to a slower decline in the secrecy sum rate curve.
Considering the different secure schemes, the secrecy sum rate versus the EH efficiency β, is illustrated in Fig.5 . The EH efficiency β represents the ratio of the RF power received at the relay to the energy harvested. The higher β, the more energy can be harvested at the relay for signal transmission, which promotes the secrecy sum rate. Therefore, as shown in Fig.5 , the secrecy sum rates in all schemes increase with the increasing of β. However, as β increases, the increase rates of the secrecy sum rates slow down. This is because the increase in β boosts the transmit power at the relay, which in turn, enhances the SI signal. Therefore, the serious SI at the relay will result in a slower increase of the secrecy sum rate. Compared with the two traditional schemes, our proposed schemes have obvious advantage in terms of the secrecy rate performance.
Given the fact that the FD-TWR network is a MIMO system, the number of antennas at the relay has a non-negligible effect on the performance of the secrecy sum rate. Fig.6 exhibits the secrecy sum rate achieved by different secure schemes versus the number of transmit antennas at the relay, where we assume SNR = 20 dB. Meanwhile, the number of receive antennas at the relay is set to a fixed value M = 3. In Fig.6 , with the increase of the transmit antennas, the secrecy sum rate increases, and the schemes with random beamforming vector is increased slowly than other schemes. This indicates that the beamforming design is deeply affected by the number of antennas. We can also observe that the 'proposed scheme with PS' scheme is slightly better than the 'Relay without SIEH' scheme.
In the ZF constraint mentioned above, M and N satisfy the relationship M < N . Therefore, in addition to the number of N , the impact of the number of M on the secrecy sum rate is equally worth exploring. In Fig.7 , the secrecy sum rates achieved by different secure schemes versus the number of the receive antennas at the relay are plotted. We assume SNR = 20 dB and the number of N = 7. From Fig.7 , it can be observed that as the number of M increases, the secrecy sum rate increases first and then decreases in all schemes, which has an optimal number of M to maximize the secrecy sum rate. This shows that we should appropriately set the number of transmitting and receiving antennas of the relay to achieve the optimal secrecy sum rate. Similar to Fig.6 , compared with the schemes with random beamforming vector, the secrecy sum rates of our proposed schemes vary significantly with the increase of the number of antennas. This also demonstrates that the number of antennas is critical to beamforming design.
VI. CONCLUSION
In this paper, we investigate the secrecy rate performance of the FD-TWR network with SWIPT using two EH protocols. By designing the beamforming vector, we propose the secrecy sum rate maximization problem under PS and TS protocol with static splitting coefficient. Considering the fact that it is difficult to obtain a closed-form solution of the non-convex optimization problem, we propose an iterative algorithm based on DC programming to solve this problem, where a linear method is adopted to find the lower bound of the problem. The simulation results prove the effectiveness of our proposed algorithm. By comparing with two traditional schemes, including the scheme without SIEH and the scheme with random beamforming vector, the superiority of our proposed schemes can be clearly demonstrated. In addition, it indicates that enhancing the SI cancellation capability and the EH efficiency can improve the secrecy sum rate. Results also present that the beamforming vector design and the secrecy rate performance can be substantially impacted by the number of antennas at the relay. In the future, jointly optimizing the beamforming vector and the split coefficient could be further studied instead of the currently static split coefficient to achieve the optimal beamforming vectors. 
