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Abstract: Governments can intervene to a greater or lesser extent in managing the risks that citizens face. They can 
adopt a maximal intervention approach (e.g., COVID-19) or a hands-off approach (e.g., unemployment), effectively 
“responsibilizing” their citizens. To manage the cyber risk, governments publish cyber-related policies. This article 
examines the intervention stances the governments adopt in supporting individual citizens managing their personal 
cyber risk. The authors pinpoint the cyber-related responsibilities that several governments espouse, applying a 
“responsibilization” analysis. Those applying to citizens are identified, thereby revealing the governments’ cyber-related 
intervention stances. The analysis reveals that most governments adopt a minimal cyber-related intervention stance in 
supporting their citizens. Given the increasing number of successful cyber attacks on individuals, it seems time for the 
consequences of this stance to be acknowledged and reconsidered. The authors argue that governments should support 
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Cyber Policies as Governance Indicator
Nye	(2014)	maintains	that	previous	research	has	utilized	the	lens	
of	regime	theory	as	a	method	for	elucidating	complex	international	
Table 1 Approaches to Cyber Security Scholarship, as Cited in Christou (2017)
Research Approaches Academic Literature
Traditional national strategic 
and managerial
Libicki (2007, 2009); Clarke and Knake (2010)
Historical Carr (2009)
Terrorist-oriented Wiemann (2006); Colarik (2006)
Governance (regulatory) Mueller (2010); Brown and Marsden (2007)
Pragmatic, eclectic, comparative Karatzogianni (2004, 2009); Eriksson and 
Giacomello (2010
Innovative mixed method Deibert et al. (2011)
Securitized Cavelty (2007, 2008); Bendrath, Eriksson, and 
Giacomello (2007)
Cyber power Klimburg and Tiirmaa-Klaar (2011); Betz 
and Stevens (2011); Klimburg (2011); 
Nye (2010); Kramer, Starr, and Wentz (2009)



























































































































































































Figure 1 The Responsibilization Analysis Questions (Extrapolated from Bacchi’s [2009] Problematization Questions)











































































Figure 2 Countries’ Cumulative Responsibilities, Ranging 
from Maximum Intervention (Government) to Minimal 
Intervention (Voluntary)
Figure 3 Governments’ Intervention Stances for Citizen Cyber 
Threat Management























































































Questions 5 and 6: How Could the Intervention Stance 
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