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Abstract 
Developing countries such as South Africa have a tremendous potential for rapid and 
sustainable economic and social development by leveraging the benefits and 
advantages of Information and Communication Technology (ICT) and applying it 
appropriately within the local government sector. As such, the Local Government 
Turnaround Strategy’s (LGTAS) vision states that:  
 Each municipality must have the necessary ICT infrastructure and connectivity; 
and that  
 ICT systems must be put in place across all municipalities to accelerate service 
delivery, and improve efficiency and accountability.  
However, technology on its own cannot achieve much; it must be supported by capable 
people and tested processes to provide services in which the public can have 
confidence. Disparities, both from within the municipal sector as well as in the larger 
South African ICT landscape, have influenced the manner in which municipalities make 
use of ICT. Nevertheless, it has been observed that despite the use of ICT, there has 
been a lack of utilising ICT governance to enhance corporate governance in the public 
sector, particularly in municipalities. 
In this study, an analysis was made of ICT governance initiatives, as a mechanism to 
enhance corporate governance, with particular reference to the Nelson Mandela Bay 
Municipality (NMBM) in the Eastern Cape. The research itself has identified risk levels 
that exist as a result of the lack of ICT governance and risk management. The 
respondents were given an opportunity to agree or disagree with statements regarding 
the state of ICT provision and support, corporate governance and other elements 
within the institution.  The researcher has formulated recommendations to solve 
identified problem based in the research results in ICT governance and corporate 
governance. 
While governance developments have primarily been driven by the need for 
transparency regarding enterprise risks and the protection of shareholder value, the 
pervasive use of technology has created a critical dependency on ICT that calls for a 
specific focus on ICT governance. ICT governance is part of corporate governance, 
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which is the responsibility of the organisation’s top executive, to ensure that its 
information technology supports the goals and objectives of the organisation, through a 
variety of structural mechanisms, processes and mechanisms for communication. 
Fundamentally, ICT governance is concerned with whether ICT is delivering value and 
the management of ICT risks, driven by a strategic alignment between business and 
ICT, resources management and performance management. 
The corporate governance of ICT involves evaluating and directing the plans for the 
use of ICT to support the Institution and monitoring these. It includes the strategy and 
policies for using ICT within the institution. The executive authority and executive 
management are accountable and responsible for ensuring that the governance of ICT 
is implemented in the institution in line with this framework. 
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CHAPTER 1 
ORIENTATION 
1.1 INTRODUCTION 
Information and Communication Technology (ICT), such as computer systems and mobile 
phones, has emerged as a fundamental business asset that promotes and support social 
development initiatives by government, businesses and international organizations 
(Flowerday, Blundell, and Von Solms 2006:212). Information is increasingly regarded as 
the most valuable asset of organisations and the major driver of business success and 
efficiency. The continuous introduction of new technologies and constant customer 
demand for real-time information make software and technologies obsolete before delivery 
(Lee, 2001; Mapp, 2004). This highlights the need for close interaction between the 
business units in an organisation for Information and Communication Technology 
alignment, to ensure the achievement of the organisation’s vision and goals. 
In an attempt to regulate the quality of corporate governance within organisations, various 
legal bills and national codes have been published, of which the Sarbanes-Oxley Act in 
the USA, the Cadbury, Greenbury and Hampel Reports in the UK, the Bosch Report 
in Australia, the King Reports in South Africa, and the Dey Report in Canada serve 
as examples (Bota-Avram, 2011:7). The Australian National Audit Office (McDowall, 2003) 
considers ICT governance as a critical component of corporate governance. It lists the 
following reasons in support of the statement: 
 The enabling of new service delivery models and business practices by ICT. 
 The matching of the increased value of information with the increased IT costs. 
 The risk of providing services in a digital world with its dependence on third party 
suppliers and service providers.   
 The impact of ICT on business continuity, because of increasing reliance on 
information and ICT. 
According to The South African Local Government Agency (2012:6), the current literature 
on Information and Communication Technology and planning suggests that the use of 
Information Technology in local government can enhance the management and 
functioning of cities.  As a result, this study will focus on Information and Communication 
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Technology governance as a mechanism to enhance corporate governance. Information 
Communication Technology Governance (ICTG) therefore becomes the most fundamental 
and crucial part of business management as a strategic tool for corporate governance and 
financial control. Von Solms, in Viljoen (2008:412), defines IT Governance as an integral 
part of Corporate Governance. Mirela and Maria (2010:1358) state that risk assessment 
and risk management should be key focus area, if information security management 
systems (ISMs) are defined as the process of identifying vulnerabilities and threats within 
the framework of an organization, as well as producing some measurements to minimise 
their impact over the information resources. 
 
Although Guo, Yuan, Archer and Connely (2011:204) refer to the misuse of information 
system by some end-users as non-malicious security violation, the Nelson Mandela Bay 
Municipality is required to assess its Information and Communication Technology system 
and develop control measures as part of IT governance. This means that everyone in the 
Municipality should understand the link between business and ICT strategic goals and 
accept their responsibilities with respect to the supply of and demand for ICT. Significant 
ICT expenditure should be informed by the Municipality’s Service Delivery Plan, and ICT 
architecture, motivated by business cases, must be monitored and evaluated. This study 
was intended to establish how the NMBM could maximise value from its information 
technology investments through the implementation of ICT governance initiatives that aim 
to align ICT strategies and investments with corporate business goals and strategies. 
1.2 PROBLEM STATEMENT 
Information technology governance underpins institutional operations to such an extent 
that its violation could cause significant financial loss or a consequential legal risk to the  
Nelson Mandela Bay Municipality. In its NMBM 2009/2010 and 2010/2011 financial year 
report the Auditor General has identified financial mismanagement in South African 
municipalities. This financial mismanagement has led to a shortage of funds, which has 
resulted in poor service delivery by the Municipality to its residents, culminating in service 
delivery protests, often accompanied by the burning of tyres and blocking of roads.  
 
Subsequently, the Internal Audit and Risk Assurance Division of the NMBM adopted the 
System Control Assessment Review (SCAR) approach to evaluate the achievement of 
control objectives. This approach follows the processes and internal controls that were put 
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in place for their adequacy and tested for effectiveness (through sample selection) to 
ensure that the identified issues were being addressed. However, the following problems 
and short comings were identified by the Auditor General: 
o Lack of controlled risk management plans. 
o Lack of trained ICT personnel to assist the Municipality in complying with current 
ICT standards. 
o Lack of adequate systems to ensure information security management. 
It is clear that the NMBM’s ICT personnel are competent in end-user support services, 
without due consideration of high information security standards, as determined by ISO 
17799 and SANS 17799-2:2003 (Backhouse et al, 200:125). It is believed that the 
Municipality’s ICT does not follow any international standards on ICT, let alone following 
information system security standards, as the foundation of ICT governance. Furthermore, 
although the Municipality adopted its Information Security Management Policy on 14 
February 2008, neither  been implemented nor  communicated to  municipal staff. The ICT 
personnel in the Municipality have no knowledge of such Policy, nor does it constitute part 
of ICT governance. The main goal of the policy was to protect data by defining procedures; 
guidelines and practices for configuring and managing information security in the corporate 
environment (NMBM, 2008:5).  
 
According to Cazemier, in Choobineh, Dhillon, Grimaila and Rees (2007:959), information 
security management is the process of administering people, policies and programmes 
with the objective of assuming continuity of operations, while maintaining a strategic 
alignment with the organisational mission.  Most breaches to information system security 
are made by internal personnel and can be attributed to unauthorised system access or 
simply due to ignorance which, according to Guo, Yuan, Archer and Connely (2011:206), 
is a non-malicious security violation. Choobineh, Dhillon, Grimaila and Rees (2007:960) 
identify a cyclic, five phase process to conceptualise the information security management 
process, and these are:  
o Inspection. 
o Protection.  
o Detection.  
o Reaction.  
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o Reflection. 
Neglecting any one of the five phases could expose the organisation to excessive losses 
when it inevitably experiences an information incident. This means that the success of any 
organization depends on its information. If information is incomplete or missing, inaccurate 
or land in unauthorised hands, major damage may be caused to the company 
(Michelberger and Labodi, 2009:70). The successful implementation of ICT governance 
will ensure that vulnerabilities are identified and addressed, in the interest of protecting the  
NMBM’s business continuity and strengthening the information technology infrastructure. 
This will invariably maximise the return on the considerable investment required to gather, 
maintain and process information and ensure a considerable increase in revenue in order 
to fulfil the organisation’s service delivery mandate. 
1.3 RESEARCH OBJECTIVES 
The primary and secondary research objectives for this study are as follows. 
1.3.1 Primary objective 
The primary objective of this study is investigate and propose ICT governance initiatives 
as a mechanism to enhance corporate governance within the Nelson Mandela Bay 
Municipality (NMBM). 
1.3.2 Secondary objectives 
The following secondary research objectives have been formulated to enable the 
researcher to investigate and resolve the primary objective effectively: 
 To identify risk levels that exists as a result of lack of ICT governance. 
 To indicate opportunities for risk management.  
 To check the availability of Information and Communication Technology initiatives 
adopted by the NMBM’s Information and Communication Technology Department. 
 To identify framework for each initiative and its impact on the NMBM 
 To make recommendations to the NMBM based on the research findings. 
 
5 
1.4 CLARIFICATION OF KEY CONCEPTS 
 1.4.1 INFORMATION TECHNOLOGY 
According to O’Brien and Marakas (2005:559), information technology comprises 
hardware, software, telecommunication, database management and other information 
processing technologies used in computer-based information systems. For the purpose of 
this study this definition was regarded as the most appropriate. 
 1.4.2 FRAMEWORK 
A framework is a system of rules, ideas or beliefs used to plan or decide something 
(Cambridge Advanced Learner’s Dictionary online). 
1.5 BENEFITS OF STUDY 
The growing interest in IT governance is partly based on the need to ensure reliable 
security and auditing mechanisms for institutions. This interest is based on mitigating 
business risk and avoiding the occurrence of fraud and ensuring transparency in 
management. According to Mirela and Maria (2010:1359), an ICT governance model is 
expected to ensure that ICT will support and maximise the goals and strategies of the 
organisation, allowing it to control the measurement, auditing, implementation and quality 
of services. In this regard it was important that the relationship between the management 
of the NMBM and corporate governance, through ICT Governance, be examined.  
This examination should evaluate the performance of governance and the effectiveness of 
ICT governance in meeting the four goals within the NMBM, which are: 
1) The use or ICT on an adequate cost / benefit ratio; 
2) The effective use of ICT for asset utilisation; 
3) The effective use of ICT for growth, and  
4) The effective use of ICT for business flexibility. 
This study hopes to contribute towards the NMBM’s strategic alignment of ICT with its 
business in order to obtain maximum value by developing and maintaining effective control 
of ICT. This study also proposes to assist in cost control, management of return on 
investments and the associated management of risks within the NMBM. 
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1.6 RESEARCH DESIGN AND METHODOLOGY 
 1.6.1 Research paradigms and motivation of choice 
The research objective of the study was to conduct an analysis of IT governance initiatives 
as a mechanism to enhance the corporate governance of a selected municipality.  A 
research paradigm is a framework that guides how research should be conducted, based 
on people’s philosophies and their assumptions about the world and the nature of 
knowledge (Collis & Hussey; 2009:55). According to Babbie and Mouton (2009:645), it is a 
model for observation and understanding, which shapes both what people see and how 
they understand it.  Both writers focused on two main philosophical frameworks that 
guided the carrying out of scientific research, which is either positivistic or 
phenomenological in nature. 
1.6.2 Positivistic paradigm 
According to Collis & Hussey (2009a), a positivistic paradigm is based on the philosophy 
known as realism. It is underpinned by the belief that reality is independent of people and 
that the goal is the discovery of theories, based on empirical research. It is therefore based 
on the assumption that social reality is singular and objective and will not be  affected by 
the act of investigation (Collis & Hussey, 2009a:56). The assumption that social and 
natural phenomena are sufficiently similar to warrant similar methodological approaches is 
based on an analogy drawn between human beings and other living organisms. Many of 
the early positivists suggest that society is similar to the human body and, therefore, that 
the social sciences are sufficiently similar to the bio-medical sciences (Babbie & Mouton, 
2009:21). 
1.6.2.1 Phenomenological paradigm 
According to Collis & Hussey (2009a), this paradigm emerged in response to criticism of 
positivism. It rests on the assumption that social reality is in people’s minds, and is 
subjective and multiple. Therefore, social reality is affected by the act of investigating it. 
Collis & Hussey (2009:57) contend that the phenomenological paradigm is underpinned by 
the belief that social reality is not objective, but highly subjective, because it is shaped by 
people’s perceptions. According to the phenomenological position, the fact that people are 
continuously constructing, developing and changing their every day interpretations of their 
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world, should be taken into account in any conception of social severance research 
(Babbie & Mouton, 2009:28). 
 
Quantitative methodology stipulates that social observations should be treated the same 
as scientists would treat physical phenomena (Johnson and Onwuegbuzie, 2004). In 
quantitative research, the researcher is separate from the entities that are being observed 
(Johnson and Onwuegbuzie, 2004). Quantitative research typically utilizes large samples 
and is concerned with measuring results and empirically testing hypotheses (Collis and 
Hussey, 2003:50). 
 
In contrast, qualitative research is concerned with meaning rather than measurement 
(Collis and Hussey, 2003:53). As a result, qualitative research is often descriptive in 
nature, and is not concerned with collecting data in numerical form. Qualitative 
methodology stipulates that it is impossible to have an objective view, since the subjects 
being researched, cannot remain unaffected by the research process (Collins and Hussey, 
2003:53; Johnson and Onwuegbuzie, 2004). In addition, qualitative research usually deals 
with small samples. Such small samples can often be information-rich and provide a good 
basis for in-depth interpretation and analysis (Coyne, 1997).  
 
A quantitative approach was followed in this study because the objective of the study was 
to conduct an analysis of the ICT governance initiatives as a mechanism to enhance 
corporate governance in a selected municipality. The analysis of the data involved 
interpreting the results in a quantitative manner. Furthermore, the data were collected from 
a large, information rich sample, such as is typical in a quantitative approach. 
1.6.3 Sample and data collection 
In this research study, convenience sampling was used to target 112 top management 
team, ranging from executive directors (heads of departments), directors (second in 
charge) and assistant directors, considered a good sample from the ten different 
directorates of the NMBM. The respondents’ level of seniority and understanding of 
corporate governance was of great importance to achieve good input in the form of 
responses. According to Collis and Hussey (2003:157), stratified sampling identifies strata 
of the population to avoid members of the population being significantly under or over-
represented. The sample used in this study comprised layers of management whose 
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subordinates used information and communication technology to do their work. The 
managers come from all ten directorates of the NMBM, both from ICT and non-ICT 
departments. Leedy (1993:2000) states that sampling can be divided into two major 
categories:  
 Non-probability sampling, where there is no way of forecasting, estimating or 
guaranteeing that each element in the population will be represented in the sample;  
 Probability sampling, where a researcher can specify in advance that each segment 
of the population will be represented in the sample.  
 
Non-probability sampling was utilised in this research study to achieve the required results 
of answering the main research question. Collis and Hussey (2003:159) state that sample 
size is, essentially, a question of deciding how accurate you want your results to be and 
how confident you want to be in that answer Clegg (1990), contends that there are three 
main considerations to bear in mind in deciding on sample size:  
 The kind of statistical analysis planned;  
 The expected variability within the samples and the results, based on experience 
(the greater the expected variation, the larger the sample);  
 The traditions in your particular research area regarding appropriate sample size.  
1.6.4 Measuring instrument 
According to Sekaran (2000:219 & 223), data can be obtained from primary or secondary 
sources. Primary data refer to information obtained at first hand by the researcher on the 
variables of interest for the specific purpose of the study. Secondary data refer to 
information gathered from existing sources. Data can be collected in a variety of ways, in 
different settings and include the following: -  
 Interviews: Structured interviews are conducted when it is known at the outset what 
information is needed and the interviewer has a list of predetermined questions to 
be asked of the respondents either personally, through the telephone, or through 
the medium of personal computers (PCs);  
 Questionnaires: These are pre-formulated written sets of questions to which 
respondents record their answers, usually within rather closely defined alternatives. 
Questionnaires are efficient data collection mechanisms when the researcher 
knows exactly what is required and how to measure the variables of interest. 
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Questionnaires can be administered personally, mailed to the respondents, or 
electronically distributed (Sekaran, 2000:219).  
 
In this research study, a questionnaire was employed as data collection method as it is the 
quantitative measure and regarded as suitable for the survey method of research. The 
instructions in the questionnaire were designed in such a way that all the respondents 
would be treated equally. Courtesy and clarity were adhered to in the design of the 
questionnaire, and each question was accompanied by instructions on what was expected 
from the respondent. 
1.7 HYPOTHESISED MODEL 
In order to investigate ICT governance initiatives for the explicit purpose of corporate 
governance, a number of factors that determine and are related to ICT governance are 
necessary. These factors were directly extrapolated from the questions found in the 
ensuing questionnaire of this study. Figure 1.1 below illustrates the proposed model or 
framework of testing relationships between primary and secondary factors that determine 
ICT governance initiatives and, by extension, the relationship between ICT governance 
initiatives wholly and corporate governance in the NMBM.  
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FIGURE 1.1: Framework for statistically testing perceptions regarding corporate 
governance 
Primary Factors Secondary Factors 
 
Source: Researcher’s own construction 
 
1.8 CHAPTER OUTLINE 
Chapter 1: This chapter focuses on the problem statement, the methodologies applied 
and the importance of the study. 
 
Chapter 2: This chapter provides, in the first instance a Literature review on Corporate 
Governance and Information Communication Technology Governance. The literature 
review provides the theoretical and practical contents underpinning the research study. 
Secondly, a literature review of the selected codes, frameworks, standards and best 
practices is undertaken.  
Chapter 3: This chapter covers the research design used in this study and the current 
Information and Communication Technology situation in the Nelson Mandela Bay 
Municipality. 
Perceived success 
of ICT Good 
Governance in the 
NMBM 
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Chapter 4: This chapter focuses on the results from the study and their analysis and 
interpretation. 
Chapter 5: This chapter focuses on recommendations, formulated from the findings and 
the final conclusions drawn from the study. 
1.9 DISSEMINATION OF RESULTS 
The treaties will be available at the Nelson Mandela Metropolitan University for public 
scrutiny and the research findings will also be made available to other institutions on 
request. Recommendations will be made to the management and the political 
representatives of the Nelson Mandela Bay Municipality. 
1.10 CONCLUSION 
This first chapter served to introduce the scope of the study undertaken.  The research 
problem was defined, the aim of the research was established and the manner in which 
the research was conducted, was introduced.  Key concepts were defined, and a road 
map for the process was drafted.   
The next chapter will consist of a secondary literature review, aimed at gaining a better 
understanding of Corporate Governance and Information Communication Technology 
Governance. 
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CHAPTER 2 
LITERATURE REVIEW 
2.1  INTRODUCTION 
The previous chapter focused on the problem statement, the methodologies applied and 
the importance of the study. This chapter will first provide a literature review on corporate 
governance and information communication technology governance. This will give a 
theoretical and practical underpinning to the research study. Secondly, the results of a 
literature review of the selected codes, frameworks, standards and best practices will be 
presented.  
The information revolution and the extraordinary increase in the spread of knowledge have 
given rise to a new era - one of knowledge and information, which affects directly the 
economic, social, cultural and political activities of all regions of the world, including Africa 
(Walsham, Robey and Sahey, 2007). Governments worldwide have recognised the role 
that information and communication technologies (ICT) could play in socio-economic 
development. A number of countries, especially those in the developed world and some in 
developing countries, are putting in place policies and plans designed to transform their 
economies into an information and knowledge – based economies .Countries like the 
USA, Canada, and a number of European countries, as well as Asian countries, such as 
India, Singapore, Malaysia, South Korea and Japan, and South American countries like 
Brazil, Chile, and Mexico, as well as Australia and Mauritius, already have in place 
comprehensive ICT policies and programmes and are in advanced stages of implementing 
these programmes across their economies and societies (Walsham, Robey and Sahey, 
2007). 
 
The use of information and communication technology in developing countries is 
increasing and expectations of its role in accelerating the socio-economic development of 
these countries are high (Walsham, Robey and Sahey, 2007). Until recently, the use of 
ICT in Africa and developing countries on other continents was reserved to large 
international organisations and foreign non-governmental organisations (NGOs) 
(Reijswoud, 2009:4). In recent years Information and communication technology (ICT) has 
presented an opportunity for IT managers and senior officials to change the way 
organisations leverage and value their information assets. With easy access to 
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information, service delivery, resource management and data dissemination can be raised 
to levels that were previously im possible (Ranganath, Raju & Rao, 2011:233). 
Information and Communication Technology (ICT) refers to a wide range of computerised 
technologies. ICT is any technology that enables communication and the electronic 
capturing, processing and transmission of information. These technologies include 
products and services such as desktop computers, laptops, handheld devices, wired or 
wireless intranet, business productivity software such as text editors and spreadsheet, 
enterprise software, data storage and security, and network security (Ashrafi and Murtaza, 
2008). ICT offers promising opportunities to organisations in order to meet the challenges 
of an ever-changing environment. It has remarkable potential to contribute to sustained 
competitive advantage for businesses, having been identified as a key tool in management 
processes (Apulu &Latham, 2011:51). 
 
The advent of globalisation has created organizations driven by the need to limit time to 
market, to accelerate responses to competition and elevate levels of customer service. 
These forces have made information technology the centre of the determination of 
corporate strategies (Ranganath et al., 2011:233). Technological innovation has 
contributed to globalisation by supplying infrastructure for trans-world connections. In his 
study, Ogunsola (2005:2) states that globalisation benefits those corporations with 
technology, resources, contacts, information and access to markets. He further highlights 
that it has a negative impact on the poor. African countries are at risk of being further 
marginalised if they fail to embrace how technologies to transform their economies. As 
pointed out by the Secretary General of the United Nations, globalisation can benefit 
humankind as a whole (Ogunsola, 2005:2). 
 
A framework to build Africa’s information and communication infrastructure was adopted 
during the 22nd meeting of the Economic Commission for Africa (ECA), African Ministries in 
charge of planning and development.  These efforts led to the development of National 
Information and Communication Infrastructure (NICI), whose policies, plans and strategies 
could be used to embrace the role of information and communication technologies in 
facilitating socio-economic development processes (Ogunsola, 2005:8). 
 
This literature review will therefore investigate ICT governance and the frameworks that 
support it, in order to enhance corporate governance in the NMBM. 
14 
2.2  CORPORATE GOVERNANCE 
The subject of corporate governance has recently received much attention. A prime factor 
in this, is the increase in global economic integration, which led to an increase in the 
demand for capital, both in developed and developing economies, enhancing the need for 
regulatory compliance (Mardiasmo, 2007:15). Another key reason is the numerous 
scandals that have recently plagued large institutions worldwide, such the Enron, 
Worldcom and Xerox and Tyco scandals (Viljoen, 2005:20).  
 
Adendorff (2004:220) describes corporate governance in line with the “American Principles 
of Corporate Governance Project”; identifying two concepts, namely ‘responsibility’ and 
‘authority’. According to Adendorff, the responsibility model posits a governance system in 
which all non-operational decisions (i.e. merger or asset sale) made by a board of 
directors must be ratified by the shareholders. The authority model, conversely, vests 
supreme authority in directors, strictly limiting shareholders’ right  to challenge the 
business judgments of the directors (Adendorff, 2004:220). Adendorff’s description of 
corporate governance implies that the organisations should take steps to independently 
verify the reliability of the company’s financial reporting and  supply the shareholders with 
information concerning the responsibility and accountability of corporate members. 
Judge Mervin King, Chairperson of the King Commission, quotes the President of the 
World Bank, Jim Wolfensohn, as having said that, “the proper governance of companies 
will become as crucial to the world economy as the proper governing of countries” 
(Mardiasmo, 2007). Internationally, there has been significant development in the area of 
corporate governance over the last few years. The Organisation for Economic Co-
operation and Development (OECD) published the results of a survey of corporate 
governance developments in OECD countries, listing at least 23 countries that have 
introduced legal measures to tighten aspects of corporate governance in the previous two 
or three years (Organisation for Economic Co-operation and Development, 2003:24-25). 
Some of the most important codes include: 
 The Sarbanes-Oxley Act of 2002 (Congress of the United States of America, 2002), 
which was enacted by the American Congress on July 30, 2002. This is considered 
as one of the most critical laws passed in recent years by many analysts (Leech, 
2003:4), including some prominent South African analysts. The law was passed to 
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restore investor confidence and to improve corporate governance after major 
corporate scandals in America in 2001 and 2002 (Viljoen, 2005:22). 
 
 Australian Stock Exchange (ASX) Governance Council, which produced a 
publication called “Principles of Good Corporate Governance and Best Practice 
Recommendations.” 
 
 The Commonwealth Association for Corporate Governance (CACG), which 
published a guide on corporate governance, specifically mentioning that the 
principles are applicable to private, public, family- or state-owned enterprises, as 
well as other type of enterprises (Viljoen, 2005:24). 
 
 The King Report which is the definitive standard for corporate governance in South 
Africa. The 2002 King Report on Corporate Governance for South Africa (King II) 
the second report of the King Committee on corporate governance, and is designed 
to bring South African corporate governance in line with international best practices. 
The King III report of 2009 advocates an integrated approach to corporate 
governance that goes beyond the guidelines provided by its counterparts in other 
parts of the world. It addresses the financial, social, ethical and environmental 
principles involved in good governance (King, 2009:3). The King III Report makes 
mention of information technology (IT) in all its facets as a dominant feature of 
business since 1994. It mentions IT as a key driver of business strategy and 
decisions, stating that it has become an integral part of internal controls and 
reporting information (Viljoen, 2005:24). 
The King II (2002) and King III (2009) reports define governance as the means by which 
direction and control are applied to the stewardship of an organisation’s assets, tangible 
and intangible, financial and non-financial, in the pursuit and delivery of the primary 
objective of sustaining value creation (Viljoen, 2005:24). In simple terms, corporate 
governance is the system through which institutions are directed and controlled. It refers to 
the need to create structures or frameworks in which the organisational resources can be 
used effectively and efficiently to ensure that corporations and societal interests are 
aligned as closely as possible (Chitambal, 2006:2).  
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According to Pye and Warren (2006:202), corporate governance establishes a set of 
relationships between an organisation’s management, its board, its shareholders and other 
stakeholders. In addition, corporate governance provides structure for determining 
organisational objectives and monitoring performance to ensure that objectives are 
achieved. This means that corporate governance involves regulatory mechanisms in 
respect of the roles and relationships between  organisational management, its governing 
body, its shareholders or stakeholders and the goals for which the corporation or institution 
is governed. 
 
The National Institute of Standards and Technology (NIST), part of the United States 
Department of Commerce, states that the term ‘governance’ refers to the system of 
management and controls exercised in the stewardship of your organization” (NIST, 
2004:35). Governance has been referred to as simply the technology of good 
management (Lange, 2003:2). The most important issue in corporate governance is to 
manage the power that, in a modern business enterprise, accumulates at the top of the 
management pyramid. The initial focus of corporate governance was on how to strengthen 
the rights of outside owners over management (NIST, 2004:35). Based on the above 
argument, corporate governance is required to limit the abuse or misuse of power which is 
necessary to establish efficiency and effectiveness in the organisation. 
2.3 INFORMATION COMMUNICATION TECHNOLOGY (ICT) GOVERNANCE 
Information communication technology has been the central force behind the progress of 
developed societies; however, their ICT use and development are seen as a natural 
evolution in the course of history as these countries have led the transition from the 
industrial to the information and knowledge age. Developed nations were quick to 
recognise the economic and social advantages and potential of ICT and it soon 
underpinned their national development policies in their quest for an advanced position for 
their local industries in the global market (European Commission, DG-INFSO. 2009).  
 
The DANIDA study conducted in April 2012 and aimed at examining strategic opportunities 
for using ICT for promoting governance and democratisation efforts with the development 
assistance of the Danish, highlighted a string of shifts as an approach to ICT for 
development and governance. The shifts, according to the study, can be summarised in 
the form of two waves: 
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I. A shift from emphasis on infrastructure and hardware to a new focus on the 
fostering of learning and innovations networks; and  
II. A shift from ICT global policy making to mainstreaming ICT into developmental 
programmes (DANIDA Study, 2012:21). 
Developing countries are significantly increasing spending on information technology, 
releasing relevant legislation and laws, and promoting ICT usage and services among 
different government agencies, in an endeavour to not be left behind in the global struggle 
for competitiveness Viljoen (2008:412). In their study, Wilson, P & Pollard, C. (2009) 
indicated that not summits held in Geneva and Tunisia, in 2003 and 2005 respectively, 
developed and emerging countries successively created an ICT hype that pushed and 
initiated programs to cope with the ICT enabled development wave. During the last decade 
or two, businesses have come to recognise information as one of the most valuable 
assets, along with capital and human resources. Control over the information assets of an 
organisation has led to a shift in power into the hands of the information managers. It 
follows that information resources should be well governed (Viljoen, 2005:49). 
 
The need for ICT governance is related to the importance of information in a modern 
organisation. The basis for power was historically the ownership of assets. This has 
changed, following the increased importance attached to innovation through research and 
development, process innovation and quality improvement in modern organisations. 
Innovation comes from human capital, and human capital has therefore become more 
important than physical assets in modern organisations (Symsons, 2005:3-5). 
2.4 DEFINING INFORMATION COMMUNICATION TECHNOLOGY GOVERNANCE 
The Information Technology Governance Institute (ITGI) (2007:5) defines ICT governance 
as a structure of relationships and processes to direct and control the enterprise in order to 
achieve the enterprise’s goals by adding value while balancing risk versus return over ICT 
and its processes. The field of ICT governance has come to the fore in just over a decade, 
mainly to address organisational issues for ICT delivery to the business (Chitambal, 
2006:5).  
 
According to the ICT Governance Institute, as quoted by Tarn, Raymond, Razi and Han 
(2009:132), the term ‘governance’ is defined as the set of responsibilities and practices 
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exercised by the senior management of an enterprise; it is designed to establish and 
communicate strategic direction, ensure the realisation of goals and objectives, mitigate 
risk, and verify assigned resources that are used in an effective and efficient manner. 
Establishing a security management structure to assign explicit individual roles, 
responsibilities, authority, and accountability is also one of the principles identified by the 
the Information Technology Governance Institute (ITGI 2007:5).  
 
The IT Governance Institute (IT Governance Institute, 2004b:17) identifies four main focus 
areas for IT governance, all driven by stakeholder value. Two of them are outcomes -  
value delivery and risk mitigation - while the other two are drivers - strategic alignment and 
performance measurement. Peter Weill and Jeanne Ross (Weill & Ross, 2004a:3) define 
IT governance as “specifying the decision rights and accountability framework to 
encourage desirable behaviour in using IT.” They distinguish between the behavioural 
view of IT governance and the normative view of IT governance and corporate 
governance. The behavioural side of governance defines the formal and informal 
relationships and assigns decision rights to specific individuals or groups of individuals. 
The normative side defines the mechanisms for formalising the relationships and providing 
rules and operating procedures to ensure that objectives are met (Weill and Ross, 
2004a:9-10). 
2.5 OBJECTIVES OF INFORMATION COMMUNICATION TECHNOLOGY 
GOVERNANCE 
According to the IT Governance Institution (ITGI), the objectives of ICT governance are to 
make sure that IT within the organisation is aligned with the rest of the organisation’s 
objectives and that responsible use of IT resources supports the organisation in 
maximising its business goals and exploiting new opportunities, while minimising risk 
(Chitambal, 2006:7). The IT Governance Institute has identified five main objectives of IT 
governance. These are ensuring the following: 
 There is alignment between IT and the business. 
 IT resources are used responsibly. 
 IT related risks are managed appropriately. 
 IT is delivering value by enabling the enterprise to exploit opportunities and 
maximise benefits. 
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 IT performance is managed according to business needs (ITGI, 2003a). 
Ridley (2006:1) defines ICT governance as the process by which organizations align ICT 
actions with their goals and objectives and involves establishing decision rights (who 
decides what) and an accountability framework (who is responsible for what) for 
encouraging desirable behaviours and actions in the deployment and use of ICT. 
2.6 IMPORTANCE OF INFORMATION COMMUNICATION TECHNOLOGY 
GOVERNANCE 
ICT governance reflects the broader corporate governance principles (Weill & Ross, 
2004a:8) as the goal of corporate governance is to align the actions and choices of 
managers with the interests of stakeholders. ICT governance is recognised as an 
extension of corporate governance (Sharma, 2007:2). According to the South African 
Local Government Association’s (SALGA) ICT roadmap (2012:14), developing countries 
such as South Africa have a tremendous potential for rapid and sustainable economic and 
social development by leveraging the potential of ICT and applying it appropriately within 
the local government sector. As such, the vision of the Local Government Turnaround 
Strategy (LGTAS) states that:  
 Each municipality must have the necessary ICT infrastructure and connectivity; and 
that  
 ICT systems must be put in place across all municipalities to accelerate service 
delivery and improve efficiency and accountability (SALGA, 2012:14). 
 
ICT is a fundamental component of virtually every aspect of the Nelson Mandela Bay 
Municipality. Service delivery, financial control and administration - all rely on ICT and use 
ICT intensively. Information technology has a major impact on organisational outcomes 
and represents significant investments (staff, finance, equipment, geographic information, 
etc). ICT is also a key enabler of transformational change; it changes the way in which 
organisations are able to communicate and work (Ridley, 2006:2). The SALGA ICT 
roadmap indicates why it is important to improve the status of ICT governance within 
municipalities.  
 
 Raising the profile of ICT within municipalities.  
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 Raising the profile of ICT as a strategic enabler for effective administration and 
service delivery. 
 Bringing international good practices into the municipal arena. 
 Further strengthening corporate governance of ICT as well as ensuring that the 
Chief Information Officer (head of ICT) be an integral part of the executive 
management of a municipality. 
 Institutionalising ICT governance as an integral part of municipal corporate 
governance. 
 Creating a process whereby ICT governance standards across and within the local 
government sector can be introduced. 
 Improving ICT governance literacy and lingo within municipalities (SALGA, 
2012:14). 
2.7 HOW INFORMATION TECHNOLOGY GOVERNANCE FITS INTO CORPORATE 
GOVERNANCE 
Symsons (2005:3) states that ICT governance cannot exist in isolation, but must be a 
subset of enterprise governance. It is the responsibility not just of ICT management, but 
also of the board of directors and executive management. According to the ICT 
Governance Institute (IT Governance Institute, 2007:5), ICT governance “is an integral part 
of enterprise governance and consists of the leadership and organizational structures and 
processes that ensure that the organization’s ICT sustains and extends the organization’s 
strategies and objectives.” 
 
Willson and Pollard (2009:98) state that there is considerable interest in ICT governance, 
because of its potential impact on ICT investment returns and the growing significance of 
corporate governance and accountability within corporations (Kaarst-Brown & Kelly, 2005). 
ICT governance becomes even more important when one considers that companies with 
better than average governance earn at least 20% higher return on assets than 
organisations with weaker governance (Ross & Weill, 2004b:14). ICT supports the 
operations of organisations to such an extent that an ICT-related breach could lead to 
significant financial loss or the development of serious legal risks for organisations (Abu-
Musa, 2002:91-101; Cockcroft, 2002:13). This has resulted in organisations recognising 
the need for increased control over ICT through ICT governance. 
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According to the SALGA ICT roadmap, the corporate governance of ICT involves 
evaluating and directing the plans for the use of ICT to support the institution and 
monitoring it, including the strategies and policies for using ICT within the institution 
(SALGA, 2012:19). The executive authority and executive management are accountable 
and responsible for ensuring that the governance of ICT is implemented in the institution in 
line with framework that achieves the following:  
 It must provide the structure that links ICT processes, ICT resources and 
information to enterprise strategies and objectives.  
 It must enable the integration and institutionalisation of best practices of planning 
and organising, acquiring and implementing, delivering and supporting, and 
monitoring and evaluating ICT performance to ensure that the enterprise’s 
information and related technology support its business objectives. 
 It must allow the enterprise to take full advantage of its information.  
 It must identify control weaknesses and assure the efficient and effective 
implementation of measurable improvements (SALGA, 2012:19-20).  
 ICT investments are made to attain strategic, organisational and technical benefits from 
ICT. through ICT governance, hidden spending on ICT can be prevented where ICT 
decision making will be distributed to those responsible for the outcome (Weill & Ross, 
2004b:15). Information and communication technology is generally accepted as one of the 
most important resources in modern organisation. A study involving more than 300 
organisations led Weill and Ross (Weill & Ross, 2004b:2) to conclude that ICT is the least 
understood and most poorly utilised key asset in many organisations. ICT is a specialised 
area, requiring the services of managers who have specialized in that area. Governance is 
therefore required to manage the inordinate accumulation of power in the hands of the ICT 
managers to ensure alignment, efficiency, effectiveness and the management of risk and 
opportunities in the area of ICT. 
 
The King Report (Viljoen, 2008:26) cites the link between ICT and corporate governance, 
stating, “While technology developments can help improve governance, they have also 
brought increased risks and challenges that need to be addressed for management to 
discharge their governance responsibilities.” The King III Report lists areas in which ICT 
has a significant impact on corporate governance, which can be summarised as follows: 
 Internal control system 
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The directors have a responsibility to ensure that an effective internal control 
system is being maintained. 
 Reporting  
Many organisations publish financial and other relevant information on websites, 
while e-mail is a highly effective means of sharing information. There have been 
recommendations and debates around issues such as interim reporting, 
preliminary announcements, and press releases and the scope and content of 
annual reports.  
 Fiduciary implications  
The laws and regulations affecting IT typically place a greater emphasis on 
intellectual property rights. Accordingly, an organisation needs to be sensitive to its 
exposure in these areas. Blurred organisational boundaries that arise as a result of 
e-business initiatives also affect statutory compliance.  
 Business  
The introduction of e-business initiatives has resulted in a fundamental change in 
the way that business is conducted. This change has implications for internal 
control systems, as well as statutory compliance.  
 Technology  
Technology has had a fundamental impact on the way in which business is 
conducted and businesses are measured. Many stakeholders do not have a full 
understanding of the true opportunities and threats facing their organisation. 
Consequently, the importance of the basic tenets of good governance is 
particularly significant. Management need to provide complete honesty and 
transparency in reporting on organisational results and prospects.  
 Cost/Value relationship  
Management must give due consideration to the cost/value relationship in 
considering ICT strategy. The high rate of development and obsolescence in ICT 
makes decisions on ICT expenditure particularly important (King, 2009:69-75).  
The issues identified above, are some that the King Report considers worthy of Board 
attention. Some of these issues are of strategic importance, while others are related to the 
risk associated with either deploying or not deploying ICT; other issues relate to ICT in 
support of enterprise governance (King, 2009:69-75).  
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Weill and Ross have aptly summarise the relationship between corporate governance and 
ICT governance by stating that ICT governance reflects broader corporate governance 
principles while focusing on the management and use of ICT to achieve corporate 
performance goals. They depict the relationship between corporate governance and ICT 
governance as follows (Weill & Ross, 2004a:5):  
 
FIGURE 2.1: Corporate and Key Asset Governance 
 
Source: Weill and Ross, 2004a:5 
 
IT governance has considerable overlap with corporate governance and strategic 
information systems planning (SISP) and strategic information systems (SIS) (ISACA, 
2008). Various authors reveal a broader scope for IT governance than is commonly 
associated with corporate governance or SISP, including the following facets in IT 
governance: 
 Strategic alignment; 
 Risk management; 
 Performance management; 
 Capability management; 
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 Control and accountability; and 
 Delivery of business value through ICT (IT Governance Institute, 2007:6; 
Willson & Pollard, 2009:99; Sharma, 2010:5).  
2.8 INFORMATION AND COMMUNICATIONS TECHNOLOGY GOVERNANCE 
STRUCTURE 
Mapp (2004:36) defines ab ICT Governance Structure as a system of committees made 
up of key stakeholders and decision makers within an organisation that provides a 
framework for disciplined management and a forum for communication to address 
business technology needs. An ICT governance structure, according to Mapp (2004:36), 
consists of the corporate business council, business system board, the steering 
committees and, finally the Qualifications Review Board (Chiambiro, 2006:14). 
2.8.1 Corporate business councils 
A Corporate Business Councils’ main role is to set strategic direction and annual funding 
(Mapp, 2004:39). The composition of the council can be made of all heads of sections co- 
chaired by the Chief Financial Officer, the Chief Information Officer or the IT Director. 
2.8.2 ICT steering committees 
ICT steering committees are responsible for initiating changes to business processes to 
improve productivity and make progress toward company goals. The committees must be 
empowered to make quick decisions on upgrades and new projects that are within their 
financial authority (Mapp, 2004:40) and these committees must be made of all 
representatives from business units and chaired by an executive from a business unit. The 
committees can vary, depending on the number of business processes involved. The 
steering committees must ideally meet on a monthly basis to ensure that they are on 
schedule and within budget and will deliver on the promised goals (Mapp, 2004:40). 
According to SALGA (2012:20), the corporate governance of ICT is a subset of corporate 
governance and an integral part of the governance system therefore the IT governance 
structures:  
 The Executive Authority provides the political leadership.  
 The Accounting Officer provides the strategic leadership.  
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 Executive management is responsible for ensuring that the governance of ICT is 
implemented and managed (SALGA, 2012:20). 
 
FIGURE 2.2: Three Layers of Corporate Governance of ICT 
 
Source: SALGA, 2012:20 
 
1.9 INFORMATION AND COMMUNICATION TECHNOLOGY GOVERNANCE 
FRAMEWORKS AND BEST PRACTICES 
King (2009:70) states that ICT governance can be considered as a framework that 
supports the effective and efficient management of ICT resources to facilitate the 
achievement of a company‘s strategic objectives. ICT governance frameworks are based 
on generally accepted practices. Governance frameworks are standards of good practice 
that serve as measuring tools for how well organisations comply with set governance 
principles. A governance framework is a management system that enables the effective 
management of ICT resources (Jorg, Jens, Carl & Cyrus 2009:4). According to SALGA 
(2012:39), a governance framework should (at least) include the following components:  
 ICT Governance Charter – The Charter outlines the decision – making rights and 
accountability for ICT governance that will create the desirable culture in the use of 
ICT within the municipality. This is achieved by requiring ICT management to 
provide timely information to comply with direction and to conform with the 
principles of good governance (King, 2009:70).  
 
 A RACI Chart (responsible, accountable, consulted, informed) – The RACI 
chart clarifies the assignment of responsibilities and decision-making rights across 
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a number of roles. Role descriptions are mapped to the key tasks that underpin 
the ICT services provided, using best practices such as COBIT and ITIL process 
models as a reference.  
 
 Measurement and Monitoring – Performance maturity levels are established 
using the criterion of assigned responsibility to execute tasks in support of the set 
principles and practices.  
 ICT Controls – Control activities are the policies, procedures, general, application, 
user and company level responses that help ensure that risk responses are 
properly executed. 
 Internal Audit – Internal Audit performs the following functions: 
o Evaluates the Municipality’s governance processes;  
o Performs an objective assessment of the effectiveness of risk management and 
internal controls;  
o Analyses and evaluates business processes and associated controls; and  
o Provides a source of information regarding instances of fraud, corruption, unethical 
behaviour and irregularities (King, 2009).  
A number of frameworks, or best practice recommendations and standards, are in general 
use. Because these frameworks are based on generally accepted good practice, it can be 
expected that a measure of overlap between these frameworks will exist (Chitambal, 
2006:11). According to SALGA (2012:49) the main standards and best practices that 
should be referenced in an IT Governance framework are listed below:  
ICT Governance  
o COBIT; Control Objectives for Information and related Technologies  
o ISO 38500; Corporate Governance Standard  
o King III Code of Governance  
Service Management  
o ITIL; IT Infrastructure Library, versions 2 and 3  
o ISO 20000; IT Service Management Standard  
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Information Security Management  
o ISO 27001/2 Information Security Standard  
Business Continuity and Disaster Recovery Management  
o BS 25999; Business Continuity Management   
o ISO 24762; Disaster Recovery Management (SALGA, 2012:49-50). 
All these frameworks are tools to assist organisations in managing the vital ICT related 
functions and services, so as to limit risk and increase potential benefits from the ICT 
investment (SALGA, 2012:49-50). From an ICT governance perspective, COBIT, ISO 
38500 and King III provide clear guidelines and control objectives for measurable 
governance, metrics and practices (Tarn, et al., 2009:135). From a security and continuity 
of business perspective, ISO 27001/2, ISO 24762 and BS 25999 provide clear guidelines 
and controls for confidentiality, integrity and availability of services and the required risk 
mitigation (Tarn, et al., 2009:135). 
 
According to the International Standard for Information Security Management System, 
standards, information technology, security techniques and information security 
management systems requirements have been prepared to provide a model for 
establishing, implementing and operating an Information Security Management System 
(ISMS), scaled to the needs of any organization. The greatest value of the ISO 27001 
specification is that there are no requirements for a specific technology. Instead, the 
standard requires the selection and implementation of ICT related controls. (Tarn, et al., 
2009:135). It is clear that an ISMS constitutes  strategic decision by an organization that is 
influenced by its needs and strategic objectives.  According to Tarn (2009:135), the main 
concerns of ISMS are risk management and risk assessment. Risk management and risk 
assessment are therefore major components of ISMS. Mirela and Maria (2010:1358) 
define risk management as the process of identifying vulnerabilities and threats within the 
framework of an organisation, as well as producing some measurements to minimise their 
impact over informational resources. 
 
The researcher believes that standards are fundamentally compatible with the 
specifications that shape the configuration of information systems. Their influence extends 
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not only to the structure of the ICT industry and its markets, but they contain inscribed 
actions and processes that influence organisational activities, identities and work tasks 
(Backhouse & Dhillon, 2000:125). This process of risk, according to Backhouse and 
Dhillon (2000:125), includes some basic processes, namely risk assessment; risk 
treatment; monitoring and review; risk communication, awareness and consulting and risk 
acceptance. It is evident that by implementing, maintaining and continually updating ISMS, 
an organisation is using a systematic approach for the identification, assessment and 
management of any information security risks. Such organizations will be able to 
successfully address information confidentiality, integrity and availability, which will give 
the organisation a competitive edge; business continuity; profitability; legal compliance; 
and a respected organizational image (Backhouse & Dhillon, 2000:126). 
2.10 INFORMATION AND COMMUNICATION TECHNOLOGY GOVERNANCE 
APPROACHES 
According to Symsons (2005:4), there are two broad approaches to ICT governance.  The 
first focuses on decision and authority structures, and the second on the activities of ICT 
itself. Licker (2007:4) refers to three different architectural approaches, namely: 
 centralised,  
 decentralised and  
 federal.  
Symsons (2005:5) adds another architectural approach, namely: 
 Project based 
Weill and Ross (2004a:12) have expanded and embellished this list to six business 
monarchy namely:  
 Business monarchy – top managers 
 IT monarchy – IT specialists 
 Feudal – each business unit making independent decisions 
 Federal – combination of the corporate centre and the business units with or without 
the involvement of IT people. 
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 IT duopoly – IT group and one other group 
 Anarchy – Isolated individual or small group decision making. 
Together, these archetypes describe all the decision arrangements within IT governance 
(Weill and Ross, 2004a:12). The literature indicates that there are many ad hoc 
approaches, including steering committees and user groups; however, two consistent and 
systematic approaches stand out: COBIT and ITIL (Licker, 2007:4).  These practical 
frameworks focus on control, security and accountability in the service of goal alignment. 
All approaches recognize the challenges of IT governance (Licker, 2007:4). The IT 
Infrastructure Library (ITIL) is a commonly used control framework for many IT 
organisations considering IT governance and a service management strategy (Cater-Steel 
& Pollard, 2008). Other frameworks that have proved useful for guiding IT governance 
include Control Objectives for Information and Related Technology (COBIT) (Cater-Steel, 
Tan & Toleman, 2006; Ridley, Young & Carroll, 2004). For the purpose of this research, 
two control objectives will be investigated, namely the COBIT and ITIL frameworks. 
According to the IT Governance Institution (2008), organisations frequently adopt those 
when explicitly designing their IT governance. 
2.11 CONTROL OBJECTIVES FOR INFORMATION AND RELATED TECHNOLOGIES 
(COBIT) 
The Information Systems Audit and Control Association (ISACA) states that Control 
Objectives for Information and Related Technology (COBIT) was developed in 1996 by the 
ISACA and is now issued and maintained by the Information Technology Governance 
Institute (ITGI) as a framework for providing control mechanisms over the information 
technology domain. COBIT is an open standard for ICT governance, supported by a family 
of COBIT products. COBIT has been extended to serve as an ICT governance framework 
by providing maturity models, critical success factors, key goal indicators, and key 
performance indicators for the management of information technology. 
 
COBIT provides good practices across a domain and process framework and presents 
activities in a manageable and logical structure. COBIT’s good practices represent the 
consensus of experts. They are focused on control -  less on execution. These practices 
will help optimise ICT - enabled investments, ensure service delivery and provide a 
measure against which to judge when things do go wrong (SALGA, 2012:56). According to 
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Van Grembergen and De Haes (2005:5), for IT to be successful in delivering against 
business requirements, an internal control system or framework is essential. ITGI (2007:7) 
concurs with this statement, adding that the COBIT control framework contributes to these 
needs by: 
 making a link to the business requirements; 
 organizing ICT activities into a generally accepted process model; 
 identifying the major ICT resources to be leveraged; and 
 defining the management control objectives to be considered (SALGA, 2012:56). 
All of these COBIT components interrelate and provide support for the governance, 
management, control and assurance needs of the different audiences, as shown in figure 
2.3 and 2.4, respectively. 
 
FIGURE: 2.3 Interrelationships of COBIT components 
 
Source: IT Governance Institute, 2007 
 
The business orientation of COBIT consists of linking business goals to ICT goals, 
providing metrics and maturity models to measure their achievement, and identifying the 
associated responsibilities of business and ICT process owners (SALGA, 2012:56). 
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FIGURE 2.4: Basic COBIT principles 
 
Source: IT Governance Institute 2007 
 
 
This COBIT framework is based on the principle that to provide the information that the 
enterprise requires to achieve its objectives, it needs to invest in and manage and control 
ICT resources using a structured set of processes to provide the services that deliver the 
required enterprise information (ITGI, 2007:10). 
2.11.1 Business goals and Information Technology goals, according to COBIT  
If IT is to successfully deliver services to support the enterprise’s strategies, there should 
be clear ownership and direction of the requirements by the business and a clear 
understanding of what needs to be delivered, and how, by IT (ITGI, 2007:11). 
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FIGURE 2.5: Defining IT Goals and Enterprise Architecture for IT 
 
Source: IT Governance Institute, 2007 
 
The figure above illustrates how the enterprise strategy should be translated by the 
business into objectives related to ICT- enabled initiatives. These objectives should lead to 
a clear definition of ICT’s own objectives, which in turn define the ICT resources and 
capabilities required to successfully execute IT’s part of the enterprise’s strategy (Tavalea, 
2009:11). 
According to the ITGI (IT Governance Institute, 2007:12), to govern ICT effectively, it is 
important to appreciate the activities and risks within ICT that need to be managed. They 
are usually ordered into the responsibility domains of planning, building, running and 
monitoring. Within the COBIT framework, these domains are: 
 Planning and organising. This domain covers a whole range of topics, such a the 
strategy and tactics used by ICT to achieve business objectives, strategy planning, 
strategy communication, strategy management, risk management, and resource 
management, which ensures that the required technology infrastructure and human 
capital are in place. 
 Acquisition and implementation. For ICT to realise its strategy, it must identify, 
develop or acquire, and implement solutions to business processes. Additionally, it 
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must manage the life cycle of existing systems through maintenance, enhancements 
and retirements. 
 Delivery and support. On its most basic level, ICT delivers services to its customers 
(users). This domain concerns service and support issues, including performance and 
security, and includes training. 
 Monitoring. All ICT processes need to be regularly assessed for quality and 
compliance with control requirements. The monitoring domain addresses 
management’s oversight of the organisation’s control processes (ITGI, 2007:12). 
One of the features of COBIT is that it has a strong business orientation (Lainhart, 
2000:21). The basic premise that the framework starts with, is: “In order to provide the 
information that the organisation needs to achieve its objectives, ICT resources need to be 
managed by sets of naturally grouped processes” (IT Governance Institute, 2000a:13; 
Lainhart, 2000:22). The COBIT conceptual framework could therefore be seen as having 
three dimensions: information criteria; ICT resources; and ICT processes. The information 
that the organisation needs, must conform to certain criteria, which COBIT refers to as 
business requirements for information (IT Governance Institute, 2007:19). In a study by 
Tavalea (2009:11) COBIT business requirements for information have been identified, 
including the following: 
 Effectiveness,  
 Efficiency,  
 Confidentiality,  
 Integrity,  
 Availability,  
 Compliance, and  
 Reliability (IT Governance Institute, 2007:10-11). 
COBIT (IT Governance Institute, 2007:14) defines five categories of resources that must 
be managed to deliver the information required: 
 Data. The term is used in its widest sense to refer to data objects, internal and 
external, structured and non-structured, graphics, sound etc.  
 Application systems. These are described as the sum of manual and programmed 
procedures. 
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 Technology. This is used to refer to hardware, operating systems, networking, 
multimedia, etc.  
 Facilities. These  are all the resources used to support the information systems. 
 People resources. these “include staff skills, awareness and productivity to plan, 
organise, acquire, deliver, support and monitor information systems and services” 
(IT Governance Institute, 2007:14).  
COBIT groups ICT processes in to four broad categories, referred to as domains:  
 Planning and organisation. This category covers strategy, tactics, and the ways that 
ICT can best contribute to the business objectives.  
 Acquisition and implementation. This category deals with identifying and 
implementing ICT solutions.  
 Delivery and support. This category covers the delivery of services as well as data 
processing by application systems. 
 Monitoring processes. This category includes internal and external auditing, quality 
assurance and compliance issues (IT Governance Institute, 2000:19;Viljoen, 
2008:80).  
Overall, COBIT represents a comprehensive framework for implementing ICT governance 
with a very strong auditing and control perspective, which has increasing resonance in the 
era of Sarbanes - Oxley and other compliance related regulations and legislation (IT 
Governance Institute, 2007:18). 
2.11.2 Information Technology Infrastructure Library (ITIL) 
The Information Technology Infrastructure Library (ITIL), initially developed in the UK by 
the Office of Government Commerce (OGC), is gaining traction in the global IT community 
as a framework for IT governance (SALGA, 2012:58; Sallé, 2004:10).  ITIL is a set of 
concepts and policies for managing information technology (IT) infrastructure, 
development and operations. It is the most widely accepted approach to IT service 
management (ITSM) in the world and provides a cohesive set of best practice, drawn from 
the public and private sectors internationally (Sallé, 2004:10). In his research, Symsons 
(2005:9) has identifies that the ITIL library currently consists of the following eight books, 
as illustrated in Figure 2.6, below. These include:  
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 Software Asset Management. This book encompasses the entire infrastructure 
and processes necessary for the effective management, control and protection of 
the software assets within an organisation, throughout all stages of their life cycle. 
 Service Support. “Service Support” focuses on ensuring that the customer has 
access to appropriate services to support business functions. It covers configuration 
management and other support management issues, including incident, problem, 
change, and release management. 
 Service Delivery. “Service Delivery” covers the service the business requires of IT 
to enable adequate support to the business users. This includes processes for 
service-level management, availability management, capacity management, 
financial management for IT services, and continuity management. 
 Security Management. The security management book of ITIL looks at security 
from service providers’ perspective, identifying the relationship between security 
management and the IT security officer, as well as outlining how it provides the 
level of security necessary for the entire organization. It further focuses on the 
process of implementing security requirements identified in the IT service level 
agreement. 
 Application Management. “Application Management” addresses the complex 
subject of managing applications from initial business requirements through the 
application management life-cycle, up to and including retirement. Strong emphasis 
is placed on ensuring that IT projects and strategies are tightly aligned with those of 
the business throughout the applications life cycle. Once an application is approved 
and funded, it is tracked throughout its life cycle by the software asset management 
function of ITIL. 
 ICT Infrastructure Management. This covers all aspects of infrastructure 
management, from the identification of business requirements to the acquisition, 
testing, installation and deployment of infrastructure components. It includes the 
design and planning processes, deployment processes, operations processes, and 
technical support processes. 
 The Business Perspective. The Business Perspective is designed to familiarise 
business management with the architecture and components of information and 
communications technology (ICT) infrastructure required to support the business 
processes. The book helps business leaders  to better understand the benefits of 
best practices in IT service management. 
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 Planning to Implement Service Management. This book deals explicitly with the 
question of where to start with ITIL. It outlines the steps necessary to identify how 
the organization would benefit from ITIL. It helps identify current strengths and 
weaknesses and gives practical guidance on the evaluation of the current maturity 
levels of service management within the organization (Symsons, 2005:8-9; Sallé, 
2004:11-13). 
 
FIGURE 2.6: Eight ITIL Books 
 
Source: Symsons, (2005:8) Forrester Research Inc 
 
The focus of ITIL has been on service management, which is separated into two main 
areas:  
• Service Support: Release management, configuration management, incident 
management, problem management and change management. 
• Service Delivery: Service level management, capacity management, availability 
management, IT continuity management and financial management (Symsons, 
2005:10). 
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The two main objectives of ITIL are to create comprehensive, consistent and coherent 
codes of best practice for quality IT service management promoting business effectiveness 
in the use of IT and to encourage the private sector to develop ITIL related services and 
products (training, consultancy and tools) (SALGA, 2012:68). ITIL has been adopted by a 
number of very high profile IT companies as the best practice standard for the provision 
and management of IT services (Microsoft, 2002b:2; Sallé, 2004:10).  
 
In summary, while COBIT takes the perspective of audit and control, ITIL takes the 
perspective of service management. The two frameworks are more complementary than 
competitive and components of both can be taken to build a governance framework. 
These combined practices enable ICT governance that is based on business requirements 
through appropriate delivery and support structures, mitigated risks and measured 
improvements. 
2.12 ADVANTAGES OF ADOPTING AN INFORMATION AND COMMUNICATIONS 
TECHNOLOGY GOVERNANCE FRAMEWORK 
ICT has become an integral part of doing business today, and is also fundamental to the 
support, sustainability and growth of municipalities. ICT cuts across all aspects, 
components and processes in business and is therefore not only an operational enabler 
for a municipality, but an important strategic asset that can be leveraged to create 
opportunities and to gain a competitive advantage (SALGA, 2012:15). As well as being a 
strategic asset to municipalities, ICT also presents municipalities with significant risks. The 
strategic asset of ICT and its related risks and constraints should be well governed and 
controlled to ensure that ICT supports the strategic objectives of the organisation (SALGA, 
2012:15). 
 
By adopting an ICT Governance Framework, mayors and municipal managers are in 
compliance with the King III Code of Governance, which stipulates that prudent and 
reasonable steps must be taken with respect to ICT governance (SALGA, 2012:15). 
Adopting a strategic approach to ICT governance extends the horizon of thinking beyond 
the boundary of “Are we compliant - yes or no?” towards performance management, 
guiding the optimal allocation of a municipality’s finite resources and providing the means 
to capture value back from the investment (SALGA, 2012:15; Willson, et al). 
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2.13 PERCEIVED GOOD GOVERNANCE 
Various authors, as quoted by Adendorff (2011:12), have indicated “Good governance 
points to a clean government that provides quality service for its society/community, 
transparent and participative in its decision making process and is responsible for its 
activities at all times; both under legal and society scrutiny”. In a study by Mardiasmo 
(2007:1), good governance refers to government agencies’ conduct in implementing 
innovative policies and programmes to increase the quality of public service, with the 
ultimate aim of increasing economic growth. (Grindle, 2004; Hellman, Jones, Kaufmann & 
Schankermann, 2000; Rivera-Batiz, 2002).  
 
According to Ranganath et al. (2011:232), good governance is the most important factor in 
eradicating poverty and promoting development. Therefore, governance is an exercise of 
power to steer social systems, as well as a process through which organisations are 
directed, controlled and held accountable to their stakeholders (Ranganath et al., 
2011:232). Implementing good IT governance requires a framework based on three major 
elements: 
 Structure. Who makes the decisions? What structural organisations will be 
created, who will take part in these organisations, and what responsibilities 
will they assume? 
 Process. How are IT investment decisions made? What are the decision-
making processes for proposing investments, reviewing investments, 
approving investments, and prioritising investments? 
 Communication. How will the results of these processes and decisions be 
monitored, measured, and communicated? What mechanisms will be used to 
communicate IT investment decisions to the board of directors, executive 
management, business management, IT management, employees, and 
shareholders? (Symsons, 2005:8). 
In summary, good governance can be seen as an exercise of economic, political, and 
administrative authority to better manage the affairs of a country at all levels (Ranganath  
et al., 2011:232). 
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2.14 INFORMATION AND COMMUNICATION TECHNOLOGY CONTROL 
WEAKNESESS IN SOUTH AFRICAN MUNICIPALITIES 
According to the Auditor General of South Africa’s Report of 15 October 2012 to the 
Nelson Mandela Bay Municipality (NMBM), there are weaknesses in South African 
municipalities’ ICT controls, due to a lack of: 
 ICT governance frameworks;  
 security management controls;  
 business continuity plans; and 
 programmes/system change control (Auditor General Report, 2012:8). 
Figure 2.7 below presents current ICT control weaknesses in South African municipal 
entities. 
 
FIGURE 2.7:  ICT control weakness in Municipal entities 
 
Source: Auditor General of South Africa’s Report ( 2012) 
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Figure 2.8 below displays current ICT control weaknesses in South African municipalities. 
 
FIGURE 2.8: ICT control weakness in municipalities 
 
Source: Auditor General of South Africa’s Report  (2012) 
 
 
SALGA (2012) has highlighted disparities, both from within the municipal sector as well as 
in the larger South African ICT landscape, which have impacted an the manner in which 
municipalities make successful use of ICT. The result is that when it comes to ICT 
municipalities: 
 operate in a very isolated, non-uniform manner; 
 are ill-prepared to face the required ICT resource, skill and budget constraints; and  
 have limited access to or support from other spheres of government and are often 
left to the mercy of the market (SALGA, 2012:14-15). 
SALGA (2012) further states that “The huge ICT skills shortage in South Africa also has a 
negative impact on the Public Sector, specifically Local Governments. The reality is that 
staff is made up of under-qualified professionals with watered-down skills that are not 
geared for real-life ICT crises and challenges. This negatively affects the optimal running 
of the ICT departments and delivery of government ICT projects” (SALGA, 2012:15).  
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2.15 INFORMATION AND COMMUNICATION TECHNOLOGY GOVERNANCE 
STRUCTURE  AT NELSON MANDELA BAY MUNICIPALITY (NMBM) 
Johnson (2005:17) has stated that ICT management professionals have implemented 
aspects of ICT governance, in some cases without full understanding and participation 
from the Board and executive management. Johnson (2005:17) has further highlighted 
that the results of  research indicate that 30 percent of organisations that have 
implemented or are planning to implement an ICT governance solution have no apparent 
framework or solution in place (Chiambiro, 2008:28). At the NMBM, the ICT governance 
structure is not clearly structured because it is not on the ICT Department’s organogram. 
This simply means that at the time when this research was conducted, the NMBM’s ICT 
Department had no ICT Governance Structure properly documented. This does not mean 
that there were no such structures in place, but that  the committees existed, but were not 
following ICT governance structure guidelines. 
2.15.1 NMBM administrative structure 
In the NMBM, the Municipal Manager is the head of the administration and Accounting 
Officer, supported by the Chief Operating Officer, Chief Financial Officer, Chief of Staff and 
seven Executive Directors. The directorates are outlined below:  
 Chief Operating Officer;  
 Chief Financial Officer (Budget and Treasury);  
 Chief of Staff;  
 Corporate Services;  
 Infrastructure and Engineering;  
 Electricity and Energy;  
 Public Health;  
 Economic Development and Recreational Services;  
 Human Settlements;  
 Safety and Security.  
These directorates are located within the Nelson Mandela Bay Municipality and have 
different departmental aims and objectives to accomplish.  
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2.16 FRAMEWORK TO SOLVE PROBLEM AT NMBM 
The aim of this study was to propose ICT governance initiatives as a mechanism to 
enhance corporate governance within the Nelson Mandela Bay Municipality. The literature 
suggests that the following variables play an important role in efforts to achieve or 
enhance ICT governance (Chiambiro, 2006:28). 
2.16.1 The organization’s business processes and Information and Communication 
Technology’s role 
Information and Communication Technology is an enabler that should support business 
activities and processes. In a large organization where there are likely to be a number of 
distinct business units, it is probable that each would have its own ICT strategy, tightly 
coupled to its business strategy (Chiambiro, 2006:29). The ICT Department needs to 
institute a structure for IT governance. Mapp (2004:36) defines an ICT governance 
structure as a system of committees made up of key stakeholders and decision makers 
within an organisation that provides a framework for disciplined management and a forum 
for communication to address business-technology needs. 
 2.16.2 Benchmarking Information and Communication Technology 
Providing information technology to businesses is a support service that has certainly 
grown over the years, and its costs must be borne by incoming revenue. Wainwright, 
Green, Mitchell and Yarrow (2005:41) argue that in the ongoing quest to be competitive 
and survive, organizations need to continuously improve the goods and services they 
provide to meet customers and stakeholders’ needs.  
2.16.3 Information and Communication Technology infrastructure and applications 
to support business needs 
In order to understand whether an organisation is getting maximum value from its ICT 
architecture and the software available, O’Brien and Marakas (2007) recommend that 
questions  be asked whether it is optimally using its current hardware and software and 
whether  these information system components will be able to support future needs. It is 
also important to establish out if there are any reliability or functionality gaps in the existing 
ICT infrastructure.  
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In most cases, it will be necessary to find out whether any documented rationale is used to 
underpin decisions on the source of the technology to be used. Another key issue whether 
the people in the organisation have easy access to the information they need to do their 
jobs effectively and whether the applications available fulfil business requirements. 
 
Mapp (2004:49) recommends that an organisation must have systems integration no 
matter its size; a single-access enterprise portal is needed to streamline data access. The 
objective of an enterprise portal is to allow the people in a company to get data from all the 
business functional areas. Instant data access will make it easier to align ICT with 
changing business requirements and strategies and will ensure real-time reporting and 
analysis and the streamlined integration of business processes. Without systems 
integration, it is possible that it will take a number of processes to generate a report; also, 
any change to such a report might be difficult, because of the dispersion of the systems 
involved that need to change (Chiambiro, 2006:19). 
2.16.4 Recruiting, development and retention of the right team 
When the roles and responsibilities are defined and an organisational structure is in place, 
the need arises to analyse whether there is a process for recruiting, developing and 
retaining employees. This process is done by defining the desired characteristics and 
qualities of quality employees (Chiambiro 2006:20). Sayana (2005) has pointed that while 
technical skills are vital, qualities such as initiative, flexibility and commitment are also very 
important. Mapp (2004:64) states that every ICT manager needs to determine if the 
existing ICT Department, including its structure, skills set and culture are best suited to 
serve the company’s broader goals. SALGA (2012:39) has indicated an indication of the 
type and level of expertise of ICT skills required to move towards and manage a functional 
ICT governance framework. 
2.16.5 Leadership and mentoring 
Mentoring is another programme that must be employed in all departments of as 
organisation for the purpose of skills transfer to other employees in an organisation. Mapp 
(2004:79) states that the knowledge and skills gained, could flow from relationships with 
various professional mentors. A mentoring programme not only promotes professional 
development, but also helps minimise staff turnover, and boosts staff morale (Chiambiro, 
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2006:22). It is important that, if a company uses consultancy services, an internal person 
must  be closely linked to those professionals and acquire their scarce skills. Management 
has to make sure that solutions to scarce skills requirements are found through leadership 
and consulting and that a strong relationship be established between ICT personnel and 
ICT users (Chiambiro, 2006:23). 
2.16.6 Success of Information and Communication Technology strategies 
management 
The process of measuring the success of ICT investments must be based on a true 
partnership between ICT and the technology users in the organisation. Mapp (2004:128) 
suggests that measurement must be focused on what is relevant to users. ICT personnel 
must be therefore focused on technology users and their needs to gain support and buy - 
in when it comes to ICT investment. 
2.17 CONCLUION 
Information and Communication Technology (ICT) is a powerful tool that helps 
organisations to participate in the global market through promoting political accountability, 
improving service delivery and enhancing opportunity development. To be able to 
compete, organisations need to unlock the power of technology and align their ICT to their 
business objectives (SALGA, 2012:12). 
 
This chapter provided a literature review on corporate governance and Information 
Communication Technology governance. A literature review of the selected Codes, 
Frameworks, Standards and Best Practices was undertaken. The next chapter will cover 
the research design used in this study and the current Information and Communication 
Technology situation in the Nelson Mandela Bay Municipality. 
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CHAPTER 3 
RESEARCH METHODOLOGY 
 
3.1 INTRODUCTION 
 
Chapter 2 provided a literature review on corporate governance and Information 
Communication Technology governance. This chapter describes the methodology followed 
in assimilating the research data needed for this study, as well as the research design and 
the statistical techniques applied in analysing the data. The researcher will interpret the 
collected data utilising the quantitative research method and present the research findings. 
3.2  RESEARCH PARADIGMS 
 
Research plays an important role in both business and academic environments.  There is 
no single definition of research, as its significance changes according to each situation.  In 
general, there is consensus that research should be systematic and methodical and aimed 
at generating new knowledge.  The process should include suitable data collection and 
analytical techniques that are applied scrupulously.  While there are many notable 
objectives, the information that is reviewed, must undergo a process of synthesis in order 
to increase knowledge (Collis & Hussey, 2009).   
 
In terms of the approach taken by researchers, there are two main research approaches, 
namely quantitative and qualitative.  The quantitative approach requires the observer to be 
independent with regard to the subject being observed.  The positivists make hypothetical 
deductions that are tested by experiments and quantitative methods.  They look for cause- 
and-effect explanations and are focused on testing relationships between variables   
Positivists will often survey a large sample to produce accurate and reliable results that 
can be generalised to the entire population (Collis & Hussey, 2009). Historically, these 
characteristics have made quantitative methods more attractive to researchers (Hanson & 
Grimmer, 2007). Conversely, qualitative research is not numerical in nature and does not 
use statistical procedures; the qualitative paradigm encompasses a wide variety of 
research approaches (Buehring, Cassell, Symon & Johnson,2006).  The researcher is an 
integral part of the research process, with the result that the research is subjective and 
biased.  Interpretivists try to understand and explain the nature of a problem through an 
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inductive process.  Samples are usually small, with the focus on gaining insight in 
perceptions, with a view to formulating explanatory theories (Collis & Hussey, 2009) 
As one of the main objectives of this study was to investigate and propose ICT governance 
initiatives as mechanism to enhance corporate governance within the Nelson Mandela Bay 
Municipality, it was deemed appropriate to take a quantitative approach.  This will also 
facilitated a statistical analysis of the information, to verify reliability and validity. 
3.3 RESEARCH DESIGN AND METHODS 
A pilot study was conducted to test the reliability and validity of the questionnaire and to 
identify any misrepresentation of questions during the data collection phase. Data analysis 
was performed by a statistician utilising “Statistica,” a data-processing statistical software 
package from the Nelson Mandela Metropolitan University. The information emanating 
from the analysis was quantitatively interpreted. 
3.3.1 Research Design 
The research design for this study comprised a quantitative, explorative and descriptive 
survey. Quantitative research is a formal, objective, systematic process in which numerical 
data are utilised to obtain information (Burns & Grove, 2001:186). The data collecting 
instrument was designed in such a way that the information collected could be 
quantitatively interpreted. The purpose of exploratory research is to determine whether or 
not a phenomenon exists and to gain familiarity with and an understanding of such 
phenomenon.  
3.3.2 Research Methods 
A convenience sampling technique was utilised to ascertain the responses of one hundred 
and twelve(112) top level executives, managers, directors and deputy directors that 
constituted the top level management team of the Nelson Mandela Bay Municipality. 
According to Nisha (2012:6), convenience sampling is a non-probability sampling 
technique that selects a group of elements based on their ease of access. The 
abovementioned author further states that available respondents are selected until a 
sample of the required size is attained. 
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There are a number of reasons why a convenience sample would be used instead of 
probability techniques, such as random sampling. Often, it is either impossible or 
impractical to collect data from an entire population. This might be due to a number of 
restrictions on the researcher, including the sheer size of the population to be analysed 
and financial (budgetary) and time constraints (Nisha, 2012:6). For the purposes of this 
study, a convenience sample was used, based on time constraints and the availability of 
top level management to respond to the questionnaire at hand. The aim of this and any 
sampling approach is to draw a representative sample from the entire population. The 
analysis and subsequent results of the sample are then generalised back to the population 
(Marshall, 1996:522). 
 
TABLE 3.1:  below shows a breakdown of management’s population 
Gender Frequency Percentage 
Male 76 67.86%  
Female 36 32.14% 
Total 112 100.00% 
Age Frequency Percentage 
0-25 years 0 0.00% 
26-35 years 3 2.68% 
36-55 years 76 67.86% 
>55 years 33 29.46% 
Total 112 100.00% 
Race Frequency Percentage 
African 48 42.86% 
Coloured 19 16.96% 
White 44 39.29% 
Asian 1 0.89% 
Total 112 100.00% 
 
Data were collected through the administering of a self-administered structured 
questionnaire. The questionnaire was divided into three sections. Section A comprised 
seven questions requiring biographical information. Sections B and C were on the Lickert 
scale. The data collection process was undertaken over the period 1 to 30 April 2013. Prior 
to the commencement of data collection, permission was first obtained from the Executive 
Director: Corporate Services Directorate in the Nelson Mandela Bay Municipality. 
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3.4 METHOD OF ANALYSIS 
The purpose of data analysis is to reduce large amounts of data into smaller portions, from 
which inferential statements can be derived. For the purpose of data analysis the validity 
and reliability of the measuring instrument need to be evaluated. On the completion of this 
evaluation, the data is then described by means of descriptive statistics. Descriptive 
statistics are a set of coefficients used to describe a sample or population; these include 
measures of central tendency (mean, median and mode), and measures of variability such 
as variance and standard deviation (www.investopedia.com). In this study, after the 
descriptive statistics, Pearson’s product moment correlations calculated. The purpose of 
this was to evaluate the correlations between the factors of ICT governance in the NMBM 
Municipality.  
3.4.1 Reliability and Validity 
The reliability of a data collection instrument refers to the degree to which the instrument 
can be depended upon to yield consistent results if used repeatedly over time by the same 
person, or if used by two different investigators ((Hungler & Polit 1995:295). This means 
that measures to ensure that the study will give consistent results are significant. Validity is 
the degree to which an instrument measures what it is supposed to be measuring (Hungler 
& Polit 1995:308). 
3.4.2 Validity of  measuring instrument 
Validity and reliability are important to all measurement procedures and are criteria used to 
assess the extent to which a researcher can draw meaningful inferences from the actual 
data. Validity is defined as the extent to which a study measures what it is supposed to 
measure. There are four main types of validity, namely;  
 face validity,  
 concurrent validity,  
 construct validity and 
  predictive validity. 
 
 For the purpose of this research, construct validity was evaluated. Construct validity is 
assesses whether the measurements of a variable act in the same manner as the variable 
itself (psucd8.wordpress.com). In other words, construct validity measures how well the 
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actual characteristics of the variable in question are being measured. There are two 
subsections of construct validity namely convergent and discriminant validity. Convergent 
validity evaluates whether the characteristics of variables that are expected to be related 
are actually related, while discriminant validity evaluates whether the characteristics of 
variables that are not related are actually not related (Shuttleworth,  2009). 
 
The validity of the independent variables was evaluated using a method called exploratory 
factor analysis. Leedy and Ormrod (2010) define factor analysis as a multivariate statistical 
method that reduces many variables into a smaller set of variables or factors whilst 
providing validity evidence of scales. It is an analysis used to describe variability between 
correlated factors. Leedy et al. (2010) have identified the following additional purposes of 
factor analysis: 
 Reducing the number of variables. 
 Examining the structure or relationship between variables. 
 Detecting and assessing of unidimensionality of a theoretical construct. 
 Evaluating the construct validity of a scale, test, or instrument. 
 Developing of parsimonious (simple) analysis and interpretation. 
 Addresing multicollinearity (two or more variables that are correlated). 
 Developing theoretical constructs. 
 Proving/Disproving proposed theories. 
 
The validity of the dependent variable, the perceptions regarding the extent of corporate 
governance, is assessed by means of a confirmatory factor analysis. A confirmatory factor 
analysis is an approach used to test the proposed hypothesis (Leedy et al. 2010). 
According to Leedy et al. (2010), a confirmatory factor analysis can be used to: 
 establish the validity of a single factor model; 
 compare the ability of two different models to account for the same set of data; 
 test the significance of a specific factor loading; 
 test the relationship between two or more factor loadings; 
 test whether a set of factors are correlated or uncorrelated; 
 assess the convergent and discriminant validity of a set of measures. 
 
The process of factor analysis generates correlations between the characteristics of 
variables known as factor loadings. Factor loadings above 0.45 are considered fair, whilst 
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loadings above 0.55 as good; factor loadings larger than 0.63 as very good; and those that 
are above 0.71 as exceptional. Factor loadings of greater than 0.5 were considered 
significant in this study, and judged the scale as providing evidence of validity (Leedy et al. 
(2010). 
3.4.3 Reliability of measuring instrument  
Reliability is associated with the consistency of a specific measure; significant results in a 
test must be able to be repeated. Reliability is, however, a measure that cannot be 
evaluated directly. The sole purpose of reliability is to ascertain the extent to which a 
measure is free of random and/or unstable errors (Shuttleworth, 2012). In other words, 
other researchers should be able to perform the same research and derive similar results.  
3.4.4 Pearson’s product moment correlation 
Pearson’s product moment correlation is the most common method of calculating 
correlation between two linearly dependant variables. A correlation coefficient, usually 
denoted by r, is a measure that determines if and the extent to which two variables are 
related to one another.  All coefficients lie between the ranges of +1 and -1. This range is 
used to measure the strength and direction of a relationship between two variables. A 
coefficient with the value of zero means that there is no relationship between the two 
variables under investigation. A coefficient value that is below zero or negative indicates 
that there is a negative relationship between the variables in question. The closer to -1 the 
coefficient goes, the more negative the relationship between the variables becomes. A 
coefficient of exactly -1 is considered to be perfectly negatively correlated with respect to 
the two variables. Likewise, a coefficient of +1 is perfectly positively correlated, indicating a 
perfect positive relationship between two variables. There are generally accepted ranges 
to define the type of correlation between variables, namely: 
 -1.0 to -0.7 reflects a strong negative association; 
 -0.7 to -0.3 reflects a weak negative association; 
 -0.3 to +0.3 reflects little or no association; 
 +0.3 to +0.7 reflects a weak positive association; and  
 +0.7 to +1.0 reflects a strong positive association.  
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3.4.5 Regression analysis 
In this study, a multiple regression analysis was undertaken to investigate whether 
relationships existed between the perceptions of corporate governance in the NMBM and 
various ICT governance factors. The various ICT governance factors served as the 
independent variables and the perceptions of corporate governance of respondents served 
as the dependent variable. A multiple regression analysis is a general and very flexible 
data analytic system used in circumstances where the dependent variable needs to be 
studied as a function of, or in relationship to, the independent variable. According to 
Chatterjee and Hadi (2006:1), regression analysis is a tool for investigating functional 
relationships between variables. A regression model is expressed as an equation where 
the relationship between single dependent variables is connected to one or more 
independent variables. A multiple regression analysis is a means of statistical analysis that 
looks for an equation that represents the impact of two or more independent variables on a 
single dependent variable. A multiple regression analysis is used to analyse relationships 
between variables, enabling the researcher to isolate the quantitative impact of specific 
factors from many other contributing factors. 
 
In multiple regression analysis, the multiple correlation coefficient (r) indicates the extent to 
which the predictor (independent) variables as a group predict the outcome (dependent) 
variable. Chatterjee and Hadi (2006:2) add that a first order multiple regression model is 
denoted as follows: 
 
In the above model, the dependant variable is denoted by Y and the independent variables 
are denoted by  where  ranges from 1 to  number of random variables. Epsilon 
denoted with  is the random error associated with the model. It is the error associated 
with predicting the dependent variable, using the given independent variables. In addition 
multiple regression calculates a statistic for each variable in the study, called beta (β).  The 
larger the β, the more influence a variable has in explaining the variation in the dependent 
variable when the other variables are controlled. Multiple regression analysis is also used 
to test the statistical significance of each recorded beta weight, and this makes it possible 
to identify which particular predictor variables are significantly related to the dependent 
variable. 
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3.5 METHOD OF DATA COLLECTION 
The method of data collection used in this research study was surveys. Surveys are 
frequently used for exploratory and explanatory research. They are used when the data of 
a population needs to be analysed, but the population is too large for direct observation. 
They are also used to measure the perceptions, attitudes and opinions of a population by 
means of analysing a representative sample of the population. The ensuing results about 
the sample are then used to make inferences about the population. There are two types of 
surveys, analytical and descriptive surveys. Analytical surveys determine if any 
relationships exist between variables and descriptive survey and enumerate the frequency 
of a population so that it can be compared to another. The type of survey used in this 
research, was an analytical survey, through which the relationship between perceptions of 
corporate governance and factors of ICT governance was investigated. The data collection 
instruments in analytical surveys are questionnaires. A brief discussion of the compilation 
of the questionnaire used in this study follows. 
3.6 MEASURING INSTRUMENT DEVELOPMENT 
The measuring instrument employed in this study was a questionnaire, that consisted of 
three sections (See Annexure A). The survey was administered under the name of the 
Nelson Mandela Metropolitan University Business School. 
 
Section 1 of the questionnaire requested demographic information relating to the 
respondents, both as individuals and in the context of the NMBM. The information 
requested, concerned the respondents as individuals (gender, race and age) whereas the 
information concerning the respondents in the context of the organisation included the 
directorate in which they worked, length of employment, and position held in the 
organisation. Section 2 consisted of 25 statements (items) describing corporate and ICT 
governance in the context of the NMBM. Section 3 consisted of five questions relating to 
ICT system performance in the organisation. 
3.6.1 Questionnaire Design 
The researcher utilised a Likert scale format questionnaire to ascertain the perceptions of 
corporate governance among the executive members and managers of NMBM. Weunsch 
(2005) defines a Likert scale as a “psychometric scale commonly involved in research that 
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employs questionnaires.” This type of questionnaire gauges the perceptions of 
respondents on a five-point scale, ranging from ‘strongly agree’ to ‘strongly disagree’. The 
research questionnaire used in this study involves asking a series of closed-ended 
questions, given as options. 
 
The Likert scale questionnaire usually elicits qualitative data. Qualitative data describe the 
perceptions of the respondents but do not quantify their responses in any way (Weunsch, 
2005). For that reason, the qualitative data we transformed into their quantitative 
equivalent. Qualitative data are transformed using a coding process that assigns a 
numerical value to each possible option for a specific question. For example, on a five-
point Likert scale, there are five options available to the respondent namely; ‘strongly 
disagree’, ‘disagree’, ‘neutral’, ‘agree and disagree’. In this case ‘strongly disagree’ is 
assigned the numerical value of 1; ‘disagree’ assigned 2; ‘neutral’ assigned 3; ‘agree’ 
assigned 4; and ‘strongly agree’ is assigned a value of 5. The resultant quantitative data 
are capable of being measured in some manner and allow for statistical and other analysis 
to be conducted Weunsch, (2005). 
3.6.2 Scale development and operationalisation 
The process of defining a variable in a manner that makes it clear what the research is 
intended to observe and the measurement of that variable is known as operationalisation 
(Weunsch, 2005). It is a process involved with the development of operational definitions 
or specifying the operations that will be involved in measuring a variable.  The 
operationalisation of the construct then involves selecting suitable items for the 
measurement scale, as well as the type of measurement scale (Weunsch, 2005).  
 
Tables 3.2 to 3.7, as seen below, were developed to measure the dependent variable 
Perceived success of ICT good governance within the NMBM. 
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TABLE 3.2:  Operationalisation of dependent variable 
Provision and support of ICT protocols 
B1.1 The ICT Sub-directorate is offering services that the user Directorates expects and 
need. 
B1.2 The ICT Sub-directorate responds appropriately to user’s requests, problems and 
concerns. 
B1.3 The ICT Sub-directorate is sufficiently flexible to adopt to unforeseen conditions of 
the service Directorates. 
B1.4 The technology provided by ICT Sub-directorate improves the ability of users to do 
their jobs. 
B1.5 The ICT Sub-directorate communicates its services and expertise that it can 
provide. 
 
The above table required understanding of the applicable governance and regulatory 
systems within the NMBM. This established whether the NMBM as a government 
institution was responsive, accountable and transparent in conducting its business. The 
formulated hypothesis of the independent variable below, will be measured against this 
dependent variable, to establish if there is a positive relationship between the provision 
and support of ICT protocols and the perceived success of ICT good governance within 
the NMBM. 
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TABLE 3.3:  Operationalisation of the intrinsic related independent variable 
Perceived success of ICT Good Governance within the NMBM 
B2.1 In NMBM, there are clearly defined governance systems in which the institution is 
directed and controlled.  
B2.2 In NMBM, there is a clear application of regulatory mechanisms in which the roles 
and relationships between an institutional management, its political structures, its 
stakeholders and the goals for which the institution is governed. 
B2.3 The NMBM conducts its business in an open, transparent and accountable 
manner. 
B2.4 The NMBM’s financial management supports the IDP of the municipality by striving 
to provide a stable and sustainable financial environment from which the council 
can deliver services to all residents. 
B2.5The NMBM has created an environment that ensures responsive, accountable and 
clean government that mitigates risks and ensures internal control, efficiency and 
effectiveness. 
 
The above table focused on requirements for an effective and efficient ICT Sub-
directorate. However, the respondents indicated dissatisfaction regarding the provision 
and support of ICT protocols within the NMBM. Indicating a problem with internal controls 
within the NMBM and the extent of corporate governance. 
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TABLE 3.4:  Operationalisation of the intrinsic related independent variable 
(continued) 
Technology and ICT Governance 
B3.1 The Information Technology (IT), within NMBM is aligned with the rest of the 
NMBM’s objectives and that IT resources support the institution to maximize 
business goals and exploit new opportunities while minimizing the risks. 
B3.2 The NMBM ICT is a reliable tool to identify control weaknesses and assures the 
efficient and effective implementation of measurable improvements. 
B3.3 The NMBM recognizes the value derived from IT Governance and the role in which 
Information Technology play in effecting business change. 
B3.4 Information and IT are deeply entrenched in the way NMBM conducts its business, 
to the extent that almost every business process is dependent on the availability of 
IT services. B3.5 With an ever increasing compliance challenges, NMBM IT is used 
across in oversight process such as Financial Management and Controls, Financial 
Reporting, Compliance Reporting and Audit. 
 
Table 3.4 above outlines the elements necessary for ICT governance, as part of corporate 
governance. The respondents indicated a lack of value derived from ICT governance 
within the NMBM. This again indicates the extent of corporate governance within NMBM. 
Therefore, there is a positive relationship between technology and ICT governance and 
the perceived success of ICT good governance within the NMBM. 
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TABLE 3.5:  Operationalisation of the intrinsic-related independent variable  
(continued) 
Risk and security management 
B4.1 The NMBM has a documented Information Security arrangement that adheres to its 
policy. 
B4.2 The NMBM’s Information and IT risks are managed explicitly and actively using the 
Business’s risk framework. 
B4.3 The NMBM has existing Business continuity plans with regular tested disaster 
recovery plans and capabilities. 
B4.4 The NMBM has the risk-based approach that ensures the aspects that could 
significantly impact on the municipality are dealt with. 
B4.5 The NMBM has the effective Risk and Compliance committee that monitor IT risks 
across the municipality within shared IT services, from an operational and strategic 
perspective. 
 
The above Table 3.5 indicates the elements necessary for risk and security management 
and control within the institution. Such controls ensures that any institution has business 
continuity plans and tested disaster recovery capabilities. The NMBM respondents 
indicated a lack of risk and security management within the NMBM, which poses a threat 
to the NMBM business continuity and the ability to recovery significant systems in case of 
disaster. This failure indicates a lack of responsive and accountable governance. 
Therefore, there is a negative relationship between the risk and security management and 
the perceived success of ICT good governance within the NMBM. 
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TABLE 3.6:  Operationalisation of the intrinsic related independent variable 
(continued) 
ICT related organisational policies 
B5.1 Executive Management must ensure that ICT demonstrates the understanding  and 
respect for organizational behavior. 
B5.2 Executive Management must ensure that the ICT function is audited as part of the 
municipal audit plan. 
B5.3 The executive management must ensure that the ICT governance provides the 
structure that links ICT process, ICT resources and information to municipal 
strategies and objectives. 
B5.4 The executive management must ensure that the ICT staff development delivers 
ICT performance that is fit for purpose at the current service levels and quality for 
both current and future municipal needs. 
B5.5 The management and control of ICT should be a shared responsibility between 
municipal and the ICT functions, with the full support and direction of executive 
management. 
 
Table 3.6 above indicates criteria necessary for good corporate governance. The 
respondents positively welcomed and responded in the affirmative to these criteria. This 
also indicates the organisational  culture of which the respondents wanted to be part, 
including how ICT processes and resources should be managed. Therefore, there is a 
positive relationship between ICT policy management and the perceived success of ICT 
good governance within the NMBM. 
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TABLE 3.7:  Operationalisation of the intrinsic related independent variable  
(continued) 
ICT systems and performance 
C1. Acceleration of service delivery, improvement of efficiency and accountability. 
C2. Planning, scheduling, allocation and control resources. 
C3. Provision of revenue and expense tracking. 
C4. Generating innovative and creative ideas and problem solutions. 
C5. Enhancement of risk and information security management. 
 
Table 3.7 above relates to the perception of respondents regarding the effectiveness of  
ICT systems and performance in the NMBM. The responses indicate a negative view of 
ineffective systems and performance, which impacts negatively on how NMBM is viewed 
in its corporate governance. Therefore, there is a positive relationship between ICT 
systems and performance and the perceived success of ICT good governance within the 
NMBM. 
3.7 MEASURING INSTRUMENT 
According to Sekaran (2000:219 & 223), data can be obtained from primary or secondary 
sources. Primary data refer to information obtained first hand by the researcher on the 
variables of interest for the specific purpose of the study. Secondary data refer to 
information gathered from sources already existing. Data can be collected in a variety of 
ways, in different settings, and include the following:   
 
 Interviews: Structured interviews are those when it is known at the outset what 
information is needed and the interviewer has a list of predetermined questions to 
be asked of the respondents, either personally, through the telephone, or through 
the medium of emailing personal computers (PCs);  
 
 Questionnaires: Questionnaires contain pre-formulated written set of questions to 
which respondents record their answers, usually within rather closely defined 
alternatives. Questionnaires are an efficient data collection mechanism when the 
researcher knows exactly what is required and how to measure the variables of 
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interest. Questionnaires can be administered personally, mailed to the respondents, 
or electronically distributed (Sekaran, 2000:219).  
 
In this research study, a questionnaire was used as data collection method, as it is a 
quantitative measure and suitable for the survey method of research. The instructions in 
the questionnaire were designed in such a way that all the respondents were treated 
equally. Courtesy and clarity were adhered to in the design of the questionnaire and each 
question was accompanied by instructions on what was expected from the respondent. 
3.8 SAMPLE AND DATA COLLECTION 
In this research study, convenience sampling was used to target 112 top management 
members, ranging from executive directors (head of departments), directors (second in 
charge) and assistant directors will be a good sample for the ten different directorates of 
the NMBM. Their level of seniority and understanding of corporate governance is of great 
importance to achieve good input in a form of responses.  
 
According to Collis and Hussey (2003:157) stratified sampling identifies strata of the 
population, to avoid members of any population being significantly under - or over -
represented. The intended sample comprised levels of management whose subordinates 
used information and communication technology to do their work. The managers were 
from all ten directorates of the NMBM. The managers will be both from ICT and non -  ICT 
departments. 
 
Leedy (1993:2000) states that sampling can be divided into two major categories: -  
 
 Non-probability sampling, where there is no way of forecasting, estimating, or 
guaranteeing that each element in the population will be represented in the sample;  
 Probability sampling, where a researcher can specify in advance that each segment 
of the population will be represented in the sample.  
 
Non-probability sampling was utilised in this study to achieve the required results of 
answering the main research question. Collis and Hussey (2003:159) state that sample 
size is essentially a question of deciding how accurate you want your results to be and 
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how confident you want to be in that answer, further quoting Clegg (1990) that there are 
three main considerations to bear in mind on deciding on sample size:  
 The kind of statistical analysis is planned;  
 The expected variability within the samples and the results, based on experience 
(the greater the expected variation, the larger the sample);  
 The traditions in the particular research area regarding appropriate sample size.  
3.9 SOFTWARE TO USE 
The software used in the analysis section data collection, design of the virtual version of 
the questionnaire, all hypothesis testing and descriptive statistics compiled in the research 
of this research was Microsoft Excel. Descriptive statistics involved all statistical methods 
used to describe the sample or population on hand. The collection of data and the 
questionnaire design were completed using Microsoft Excel. Descriptive statistics tools, 
such as pie - charts, graphs and other plots, were prepared using Excel.  Statistica was 
used to conduct various statistical analyses, such as calculating correlation coefficients, 
factor analysis and regression analysis. A further description of all statistical analysis will 
be undertaken at a later stage in this chapter. The objective was to determine if any 
relationships existed between the variables. According to Evans (2010), correlation is an 
appropriate tool that can be used to measure relationships between variables.  
3.10 METHODOLOGY 
The purpose of this study was to investigate ICT governance initiatives as a mechanism to 
enhance corporate governance within the NMBM. 
3.10.1 Definition of key concepts 
3.10.2 Hypothesis testing 
A statistical hypothesis is an assertion or conjecture concerning one or more populations 
(Paiva, 2010:2). In other words, a hypothesis test is a statistical way of giving a decision or 
judgement regarding a hypothetical statement, based on calculated critical values. 
Statistical hypotheses are a set of hypotheses in the form of a null hypothesis (denoted by 
) and an alternative hypothesis (denoted by ). Generally, a null hypothesis always 
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represents no change or what the situation or information is expected to be. On the other 
hand, an alternative hypothesis always represents change.  
 
The critical values are calculated using the significance level, which is set by the user, and 
represents the probability or likeliness of rejecting the hypothetical statement whilst it is 
correct. To give a decision as to whether to reject or fail to reject the hypothetical 
statement (null hypothesis), a test-statistic is calculated using the data, and it is then 
compared to the critical value. 
 
For example, if the results from a certain census that was conducted a couple of years ago 
state that the average age of a certain population is 25, whilst an average age of 21 was 
observed within the same population after a sample survey, then in order  to test whether 
there is a change in the average age of that particular population, the null hypothesis 
(which represents no change) will state that the average age is 25, whilst the alternative 
hypothesis (which represents change) will state that the average is not equal to 25. 
That is: 
:  Average Age = 25 
:  Average Age ≠25 
The aim of a hypothesis test is to check whether  is really true or that , the original 
assumption still holds . 
There are two possible outcomes from the test: 
 To reject  and accept , because of the sufficient evidence in the sample in 
favour. 
 To retain , because of insufficient evidence to support . 
However, it must be noted that retaining  is not an automatic passport to its acceptance; 
it only signifies the unavailability of sufficient evidence to support the alternative hypothesis 
( ). 
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3.11 SUMMARY 
This chapter discussed the research design and methodology, as well as the two main 
research paradigms. The chosen approach was to undertake a quantitative study, and the 
proposed hypotheses were presented. 
 
The research method was described, including the sample and data collection. The 
measuring instrument was also introduced, followed by the data analysis procedures that 
were applied. The measuring instrument was subjected to a pilot study as well as tested 
for validity and reliability. In the next chapter, the empirical research results will be 
presented. 
64 
CHAPTER 4 
FINDINGS 
4.1 INTRODUCTION 
The previous chapter described the research design process, which was based on the 
foundation of the literature review undertaken in Chapter two. The measuring instrument 
constructed in Chapter three aimed to address the following secondary objectives, 
identified in Section 1.3.2. In this chapter, the researcher will interpret the collected data 
and present the research findings. 
4.2  NATURE AND FORM OF RESULTS 
In an attempt to influence the establishment of the quality of corporate governance within 
the NMBM, the researcher has undertook to evaluate ICT governance initiatives within the 
NMBM as a mechanism to enhance corporate governance, as a primary cause. The 
intention was in fact to establish how the NMBM could maximise value from its information 
technology investments through the implementation of ICT governance initiatives, aimed at 
aligning ICT strategies and investments with corporate business goals and strategies. 
 
For this reason, following a preliminary analysis and consultations with NMBM 
stakeholders in order to identify key governance policy areas most impacted by ICT, a 
relevant literature review was conducted. A proper research methodology was employed in 
order to arrive at reliable information from NMBM internal stakeholders. 
 
The research results have identified some form of ICT governance standards and norms 
within NMBM structures. The assessment questionnaire evaluates whether a clear 
governance framework with supporting policies and standards exists. This framework is 
key in ensuring that ICT investments in the NMBM are optimised and coordinated for 
maximum value creation. It is clear through responses received, that service delivery 
performance within the NMBM is not satisfactory, as indicated in the Auditor General’s 
reports. In order to improve ICT within the NMBM and to address the needs of citizens, 
business and potential investors, it is necessary to create a culture of service delivery and 
high performance, reinforced through transparent and robust ICT governance. 
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4.3 DESCRIPTIVE ANALYSIS OF RESPONDENTS 
Section A of the questionnaire consisted of information regarding the individual 
demographics of the respondents and those demographics related to the NMBM. Most of 
the employees were African (42.86%), followed by White (39.29%), Coloured (16.96%) 
and Asian (0.89%). The predominant gender of the respondents was male (67.86%), as 
opposed to females, who comprised 32.14% of the sample of respondents. Table 4.1 also 
illustrates that most managers were between 36 and 55 years of age (67.86%). The next 
most predominant age group was the over 55 years of age (29.46%), followed by 
managers between the ages of 26 and 35 years (2.68%). No participating managers were 
below the age of 26 (0.00%), as illustrated in the table 4.1. 
 
TABLE 4.1:  Demographic information of the respondents 
Gender Frequency Percentage 
Male 76 67.86%  
Female 36 32.14% 
Total 112 100.00% 
Age Frequency Percentage 
0-25 years 0 0.00% 
26-35 years 3 2.68% 
36-55 years 76 67.86% 
>55 years 33 29.46% 
Total 112 100.00% 
Race Frequency Percentage 
African 48 42.86% 
Coloured 19 16.96% 
White 44 39.29% 
Asian 1 0.89% 
Total 112 100.00% 
 
 
Table 4.2 below reflects demographic information on the respondents with respect to their 
directorates within NMBM. Most respondents were from the Budget and Treasury 
directorate (24.11%); followed by Public Health (14.29%); Corporate Services, 
Infrastructure and Engineering and Human Settlement (11.61%); Safety and Security 
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(8.93%); Electricity and Energy (5.36%); and other directorates, i.e. the Office of the Mayor 
(1.79%). 
 
TABLE 4.2: Demographic information of the respondents with respect to the 
organisation 
Directorate in which respondent is employed Frequency Percentage 
Corporate Services 13 11.61% 
Budget and Treasury 27 24.11% 
Infrastructure and Engineering 13 11.61% 
Public Health 16 14.29% 
Electricity and Energy 6 5.36% 
Human Settlements 13 11.61% 
Economic Development and Recreational Services 12 10.71% 
Safety and Security 10 8.93% 
Other 2 1.79% 
Total 112 100.00% 
Position of the respondent Frequency Percentage 
Executive Director 2 1.79% 
Director 13 11.61% 
Assistant Director 83 74.11% 
Other 14 12.50% 
Total 112 100.00% 
Length of employment Frequency Percentage 
<5 years 5 4.46% 
5-10 years 20 17.86% 
11-15 years 21 18.75% 
>15 years 66 58.93% 
Total 112 100.00% 
 
4.4 RESULTS OF  VALIDITY AND RELIABILITY ANALYSIS 
A factor analysis was undertaken to assess the validity of the measuring instrument used 
in this study. "Validity" refers to the extent to which a measuring instrument adequately 
measures what it is intended to measure. In this study, an exploratory and confirmatory 
factor analysis was conducted to determine the validity of the measuring instrument. Items 
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that loaded onto one factor only and reported factor loadings of greater than 0.5 were 
considered significant.  Only factors with more than two items measuring that factor were 
considered for further statistical analysis.  
 
Cronbach-alpha coefficients were calculated to assess the reliability of the measuring 
instrument used in this study. When a questionnaire, test or any measuring instrument 
produces the same results on a repeated basis, it is considered reliable. Cronbach-alpha 
coefficients of greater than 0.70 are significant and deemed to be reliable. This lower limit 
may be reduced to 0.60 in certain cases.  
4.4.1 Dependant variable 
In order to assess the validity of the scale measuring the dependent variable of Perceived 
success of ICT Good Governance within the NMBM, a confirmatory factor analysis was 
undertaken. A confirmatory factor analysis is a powerful theory-testing model that is used 
to verify the factor structure of a set of observed variables.  This analysis is common when 
scales from previous studies are used to measure certain constructs, as is the case in this 
study.  
4.4.1.1 Perceived success of ICT Good Governance within NMBM 
As mentioned above, a confirmatory factor analysis was undertaken to assess the validity 
of the dependent variable Perceived success of ICT Good Governance within the NMBM. 
There were five intended factors measuring Perceived success of ICT Good Governance 
within the NMBM, and these were loaded together. They included B2.1, B2.2, B2.4 and 
B2.5 in the questionnaire. Factors B2.3 was not chosen by the factor analysis, as the 
factor loading on this factor was below the acceptable value of 0.5. Perceived success of 
ICT Good Governance within the NMBM explained 2.721% of the variance in the data. 
From Table 4.3, it can be observed that factor loadings of between 0.917 and 0.545 were 
returned for this factor. Sufficient evidence of the validity of this construct was therefore 
provided. Perceived success of ICT Good Governance within the NMBM returned a 
Cronbach-alpha coefficient of 0.66, which is less than the lower limit of 0.7, but greater 
than the secondary lower limit of 0.6. Acceptable evidence of reliability for this factor was 
therefore provided. 
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TABLE 4.3:  Validity and Reliability of Perceived Success of ICT Good 
Governance within the NMBM 
% of Variance: 2.721 
Cronbach-alpha :  
0. 66 
Item  
Factor 
loading 
Cronbach- alpha 
after deletion 
B2.1 
In the NMBM, there are clearly defined governance 
systems through which the institution is directed and 
controlled 
0.886 0.494 
B2.2 
In NMBM, there is a clear application of regulatory 
mechanisms where the relationships between 
institutional management, its goals, political 
structures and stakeholders are monitored and 
optimised. 
0.917 0.792 
B2.4 
The NMBM’s financial management supports its 
IDP by striving to provide a stable and sustainable 
financial environment form which the council can 
deliver services to all residents. 
0.891 0.635 
B2.5 
The NMBM has created an environment that 
ensures responsive, accountable and clean 
government that mitigates risks and ensures internal 
control, efficiency and effectiveness. 
0.545 0.570 
 
4.4.2 Independent variables: ICT Governance protocols 
An exploratory factor analysis was undertaken of each of the categories of independent 
variables, namely provision and support of ICT protocols; technology and ICT governance; 
risk and security management; ICT related organisational polices; and ICT systems and 
performance. The results are explained in the ensuing paragraphs. Exploratory factor 
analysis answers the question posed by construct validity namely whether the scores of 
the test measure what the test is supposed to be measuring.  
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4.4.2.1 Provision and support of ICT protocols 
The items expected to measure the independent variable Provisions and support of ICT 
Protocols were assessed for validity by means of an exploratory factor analysis. All five 
items were loaded together. The factor loadings for this construct ranged between 0.948 
and 0.740, proving that these factors are valid.  Perceptions and support of ICT Protocols 
explained 4.04% of the variance in the data. The Cronbach-alpha coefficient for Provisions 
and support of ICT Protocols was 0.935, suggesting that the scale measuring this factor 
was highly reliable.   
 
TABLE 4.4: Validity and Reliability of Provision and support of ICT protocols 
% of Variance: 4.04 
Cronbach-alpha :  
0. 935 
Item  
Factor 
loading 
Cronbach- alpha 
after deletion 
B1.1 
The ICT Sub-directorate is offering services that 
the user directorates expect and need. 
0.919 0.915 
B1.2 
The ICT Sub-directorate responds appropriately 
to user requests, problems and concerns. 
0.930 0.902 
B1.3 
The ICT Sub-directorate is sufficiently flexible to 
adapt to unforeseen conditions of the service 
Directorates. 
0.941 0.907 
B1.4 
The technology provided by ICT Sub-directorate 
improves the ability of users to do their jobs. 
0.948 0.949 
B1.5 
The ICT Sub-directorate communicates its 
services and expertise that it can provide. 
0.740 0.920 
 
4.4.2.2 Technology and ICT governance 
The items expected to measure the independent variable Technology and ICT governance 
were assessed for validity by means of an exploratory factor analysis. Only item B3.4 was 
omitted, as the factor loading was below 0.5 and it was therefore not selected by the factor 
analysis model. The factor loadings for this construct ranged between 0.915 and 0.848, 
proving that these factors were valid.  Technology and ICT governance explained 3.087% 
of the variance in the data. The Cronbach-alpha coefficient for Technology and ICT 
governance was 0.753, suggesting that the scale measuring this factor was reliable.   
70 
TABLE 4.5: Validity and Reliability of Technology and ICT governance 
% of Variance: 3.087 
Cronbach-alpha :  
0.753 
Item  
Factor 
loading 
Cronbach- alpha 
after deletion 
B3.1 
The Information Technology (IT) within the NMBM 
is aligned with the rest of the NMBM’s objectives 
and IT resources support the institution to 
maximize business goals and exploit new 
opportunities while minimising the risks. 
0.848 0.628 
B3.2 
The NMBM’s ICT is a reliable tool to identify 
control weaknesses and assures the efficient and 
effective implementation of measurable 
improvements. 
0.915 0.646 
B3.3 
The NMBM recognises the value derived from IT 
governance and the role that Information 
Technology plays in effecting business change. 
0.883 0.873 
B3.5 
With ever increasing compliance challenges, the 
NMBM’s IT is used in oversight process such as 
Financial Management and Controls, Financial 
Reporting, Compliance Reporting, and Auditing. 
0.856 0.712 
 
4.4.2.3 Risk and security management 
The items expected to measure the independent variable Risk and Security Management 
were assessed for validity by means of an exploratory factor analysis. All five items were 
loaded together. The factor loadings for this construct ranged between 0.944 and 0.826, 
proving that these factors were valid.  Risk and Security Management accounted for 
3.988% of the variance in the data. The Cronbach-alpha coefficient for Risk and Security 
Management was 0.847, suggesting that the scale measuring this factor was reliable.   
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TABLE 4.6:  Validity and Reliability of Risk and security management 
% of Variance: 3.988 
Cronbach-alpha :  
0.847 
Item  
Factor 
loading 
Cronbach- alpha 
after deletion 
B4.1 
The NMBM has a documented Information 
Security arrangement that adheres to its policy. 
0.866 0.771 
B4.2 
The NMBM’s Information and IT risks are 
managed explicitly and actively using the 
business’s risk framework. 
0.888 0.778 
B4.3 
The NMBM has existing Business continuity plans 
with regular tested disaster recovery plans and 
capabilities. 
0.936 0.772 
B4.4 
The NMBM has the risk-based approach that 
ensures the aspects that could significantly impact 
on the Municipality are dealt with. 
0.944 0.788 
B4.5 
The NMBM has an effective Risk and Compliance 
Committee that monitors IT risks across the 
Municipality within shared IT services, from 
operational and strategic perspectives. 
0.826 0.925 
 
4.4.2.4 ICT related organisational policies 
The items expected to measure the independent variable ICT related organisational 
policies were assessed for validity by means of an exploratory factor analysis. All five 
items were loaded together. The factor loadings for this construct ranged between 0.917 
and 0.779, proving that these factors were valid.  ICT related organisational policies 
accounted for 3.848% of the variance in the data. The Cronbach-alpha coefficient for ICT 
related organisational policies was 0.613. Although this value is less than 0.7, it is higher 
than 0.6, which is the minimum acceptance level expressed in some research. 
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TABLE 4.7:  Validity and Reliability of ICT related organisational policies 
% of Variance: 3.848 
Cronbach-alpha :  
0.613 
Item  
Factor 
loading 
Cronbach- alpha 
after deletion 
B5.1 
The executive management must ensure that ICT 
demonstrates understanding of and respect for 
organizational behaviour. 
0.779 0.435 
B5.2 
The executive management must ensure that the 
ICT function is audited as part of the municipal 
audit plan. 
0.878 0.355 
B5.3 
The executive management must ensure that ICT 
governance provides the structure that links ICT 
process, ICT resources and information to 
municipal strategies and objectives. 
0.917 0.324 
B5.4 
The executive management must ensure that the 
ICT staff development delivers ICT performance 
that is fit for purpose at the current service levels 
and quality for both current and future municipal 
needs. 
0.890 0.360 
B5.5 
The management and control of ICT should be a 
shared responsibility between municipal and ICT 
functions, with the full support and direction of 
executive management. 
0.914 0.929 
 
4.4.2.5 ICT systems and performance 
The items expected to measure the independent variable ICT systems and performance 
were assessed for validity by means of an exploratory factor analysis. All five items were 
loaded together. The factor loadings for this construct ranged between 0.940 and 0.877, 
proving that these factors were valid.  ICT systems and performance accounted for 
3.976% of the variance in the data. The Cronbach-alpha coefficient for ICT systems and 
performance was 0.750, suggesting that the scale measuring this factor was reliable.   
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TABLE 4.8:  Validity and Reliability of ICT systems and performance 
% of Variance: 3.976 
Cronbach-alpha :  
0.750 
Item  
Factor 
loading 
Cronbach- alpha 
after deletion 
C1 
Acceleration of service delivery, improvement of 
efficiency and accountability. 
0.828 0.598 
C2 
Planning, scheduling, allocation and control 
resources. 
0.900 0.641 
C3 Provision of revenue and expense tracking. 0.940 0.653 
C4 
Generating innovative and creative ideas and 
problem solutions. 
0.909 0.613 
C5 
Enhancement of risk and information security 
management. 
0.877 0.936 
 
 
4.5 THEORETICAL FRAMEWORK AND HYPOTHESES 
 
The operationalistion of the factors was formulated using factor analysis and the revised 
framework of hypothesis, displayed in Figure 4.1. The revised operational definitions are 
summarised in Table 4.9 and the revised hypotheses are depicted in Figure 4.1. 
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TABLE 4.9: Operational definitions  
Factor Operationalisation 
Provision and support 
of ICT protocols 
This refers to the extent to which the NMMB’s ICT Sub-
directorate provides the necessary ICT services and 
support to employees. 
Technology and ICT 
governance 
This refers to the importance of ICT governance and IT 
policies and how these policies are implemented. 
Risk and security 
management 
This refers to the perceived risk component that is 
associated with a lack of implementation of IT policies and 
security measures. 
Executive ICT policy  
management 
This factor refers to executive management’s 
effort/progress in effectively implementing ICT governance 
protocols.  
ICT systems and 
performance 
 
This factor refers to the extent to which ICT governance 
and information technology enhances the capacity of the 
NMBM to deliver services and therefore better corporate 
governance. 
Perceptions and 
extent of corporate 
governance 
This refers to the current state and implementation of 
corporate governance in the NMBM, and how ICT 
governance affects corporate governance on a broader 
organisational scale. 
 
The formulated hypotheses are as follows: 
 
H1a-1b: There is a positive relationship between the provision and support of ICT 
protocols as applicable to the NMBM, and the Perceived success of ICT Good 
Governance within the NMBM. 
 
H2a-2b  There is a positive relationship between technology and ICT governance as 
applicable to the NMBM and the Perceived Success of ICT Good Governance 
within the NMBM. 
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H3a-3b: There is a negative relationship between risk and security management as 
applicable to the NMBM, and the Perceived success of ICT Good Governance 
within the NMBM. 
 
H4a-4b: There is a positive relationship between executive ICT policy management as 
applicable to the NMBM, and Perceived success of ICT Good Governance 
within the NMBM. 
 
H5a-5b: There is a positive relationship between ICT systems and performance as 
applicable to the NMBM, and the Perceived success of ICT Good Governance 
within the NMBM. 
 
FIGURE 4.1: Proposed Framework for statistically testing Perceived Success of ICT 
Good Governance within the NMBM 
 
Source: Researcher’s own construction 
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4.6 EMPIRICAL RESULTS 
 
In Section 6.5, the results of the statistical analysis will be presented, being the results of 
the descriptive analysis, the Pearson’s product moment correlations, the multiple 
regression analysis and the analysis of variance. 
4.6.1 Descriptive statistics 
 
In order to describe the sample data, descriptive statistics were calculated. These included 
the mean, standard deviation and frequency distributions. For the purpose of brevity the 
frequency distribution response categories “strongly disagree, somewhat disagree and 
disagree” were categorised together as “disagree” in Table 4.10 below. Similarly, the 
response categories “strongly agree, agree and somewhat agree” were categorised 
together as “agree”. 
 
Provision and support of ICT protocols reported mean scores of 2.21. The majority of 
respondents (71%) disagreed that there was adequate provision and support of ICT 
protocols in the NMBM.  The independent variable Technology and ICT Governance 
reported a mean score of 2.29; with the vast majority (90%) of respondents disagreeing 
that information technology was highly entrenched in the organization and fell in line with 
corporate governance values. 
 
Risk and security management reported a mean score of 1.82, with the majority (87%) of 
respondents disagreeing that risk and security management were being correctly and 
effectively implemented in the organisation. Executive ICT policy management returned a 
mean score of 4.47, with most of the respondents agreeing that executive management 
should make sure that ICT policies fall in line with corporate governance policies and result 
in better financial control and service delivery. ICT systems and performance had a mean 
of 1.65, with most respondents disagreeing that ICT performance was efficient and 
streamlined in order to better intended outputs. 
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TABLE 4.10:  Descriptive statistics (N=112) 
Factor Mean 
Std. 
Deviation 
Disagree
% 
Neutral
% 
Agree
% 
Provision and support of ICT 
protocols 
2.21 1.02 71 3 26 
Technology and ICT governance 2.29 0.76 90 3 7 
Risk and security management 1.82 0.77 87 5 8 
Executive ICT policy management 4.47 0.56 3 0 97 
ICT systems and performance 1.65 0.63 95 3 2 
 
4.6.2 Pearson’s product moment correlations  
 Before the author embarks on an explanation of the correlations of factors, a brief 
description of the terms p-value and alpha ( ) is necessary. Alpha is a number that defines 
a boundary from which a p-value is measured. The alpha value defines the extremities of 
the observed value, so that the null hypothesis of a significance test is rejected. Alpha is 
therefore the confidence level of a hypothesis test (Taylor, 2013). For example a 95% 
confidence level is denoted as  = 1-0.95 = 0.05 and depicts the probability of a type l 
error (error of rejecting a null hypothesis when the null actually holds true). 
 
A p-value “is the probability that the observed statistic occurred by chance alone” (Taylor, 
2013). An outcome is statistically significant when the p-value is less than or equal to 
alpha ( ). 
 
The correlations between the various variables investigated in this study are presented in 
Table 18 below. The Pearson’s product moment correlations were established for this 
purpose. Significant positive (p<0.05) correlations were reported between Provision and 
support of ICT protocols and the following factors, namely Technology and ICT 
Governance (r = 0.711) and Risk and security management (r = 0.639). These correlations 
reflected a moderate positive association between Provision and Support of ICT Protocols 
and Technology and ICT Governance, and Provision and Support of ICT Protocols and 
Risk and Security Management respectively. The factor Provision and Support of ICT 
Protocols reported insignificant (p>0.05) negative correlations with ICT related 
organisational policies and ICT Systems and Performance, with correlation coefficients of  
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r = -0.099 and r = -0.007 respectively. It can be seen that the factor Technology and ICT 
Governance, reported significant (p<0.05) positive correlations with Risk and Security 
Management (r = 0.653). The factors ICT related organisational Policies and ICT Systems 
and Performance reported significant (p<0.05) negative correlation with one another 
indicating there exists a weak negative relationship between the two factors (r = -0.475). 
The remaining combinations of factors each reported insignificant (p>0.05) positive and 
negative correlations and are depicted in Table 18 below (the values that are not in bold 
lettering). These small Pearson product moment correlation values indicate that little to no 
relationships were found between each of these factors. 
 
TABLE 4.11: Pearson’s correlation coefficients 
Factor B1 B3 B4 B5 C 
B1 Provision and Support of ICT 
      Protocols 
1.000 0.711 0.639 -0.099 -0.007 
B3 Technology and ICT  
      Governance 
0.711 1.000 0.653 -0.064 0.027 
B4 Risk and Security 
     Management 
0.639 0.653 1.000 0.026 -0.021 
B5 ICT related organisational 
     Policies 
-0.099 -0.064 0.026 1.000 -0.475 
C ICT Systems and Performance -0.007 0.027 -0.021 -0.475 1.000 
(p<0.05) 
4.6.3 Multiple regression analysis 
Multiple regression analysis was undertaken to assess whether the independent variables 
(Provision and Support of ICT Protocols, Technology and ICT Governance, Risk and 
Security Management, ICT related Organisational Policies and ICT Systems and 
Performance) exerted a significant influence on the dependent variable, Perceived 
success of ICT Good Governance within the NMBM. The R-square value depicted in the 
regression output of Table 18 below is equal to 0.6492. This value means that the results 
of the multiple regression analysis show that these independent variables explain 64.92% 
of the variance in Perceived success of ICT Good Governance within the NMBM.  
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TABLE 4.12: Influence of Independent Variables on Perceived Success of ICT 
Good Governance within NMBM 
Dependent variable:  Perceived success of ICT Good Governance within NMBM 
R-Square = 0.6492 
Independent variables Beta t-value Sig.(p) 
Provision and Support of ICT 
Protocols 
0.553239995 7.904842871 2.69358E-12*** 
Technology and ICT 
Governance 
0.314666762 3.574437056 0.000529972*** 
Risk and Security Management -0.080518363 -0.903637084 0.368236909 
ICT related Organisational 
Policies 
0.230967915 2.262444355 0.025709139* 
ICT Systems and Performance 0.092799011 1.032809161 0.304043891 
(*p<0.05; **p<0.01; *** p<0.001) 
 
From Table 4.12, it can be seen that a positive linear relationship (7.905; p<0.001) is 
reported between Provision and Support of ICT Protocols and Perceived Success of ICT 
Good Governance within the NMBM. As this relationship is positive, it suggests that the 
more provisions and support of ICT protocols in place, the better the perceived extent of 
corporate governance in NMBM.  Furthermore, there is a significant positive linear 
relationship between Technology and ICT Governance (3.574; p<0.01) and the dependent 
variable. This means that as the extent of ICT governance implementation increases, so 
does the perception of corporate governance. The relationship between ICT related 
Organisational Policies and Perceived Success of ICT Good Governance within the 
NMBM is a significant one (2.262; p<0.05). The regression output depicts a positive 
relationship between the above-mentioned independent and dependent variables. The 
relationship can be inferred as such; the executive management owns up to the 
implementation of ICT policies, the better the perception of corporate governance.  
 
This study found no significant relationship between the independent variables Risk and 
Security Management and ICT Systems and Performance, and the dependent variable 
Perceived Success of ICT Good Governance within the NMBM. In other words, whether or 
not security and risk management is implemented and ICT systems perform well has no 
influence on the perceptions of respondents regarding corporate governance.   
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Against this background, support is found for the hypothesised relationships between 
Provision and Support of ICT Protocols (H1a), Technology and ICT Governance (H2a) and 
ICT related organisational Policies (H4a), and the dependent variable Perceived Success of 
ICT Good Governance within the NMBM, but not for the work values Risk and Security 
Management (H3a) and ICT systems and Performance (H5a).    
4.7 CONCLUSION 
The overall assessment of responses indicates the failure of the NMBM to use its ICT 
system as a competitive advantage to service delivery. The respondents have also 
indicated through their responses that corporate governance is concerned with individual 
accountability and responsibilities within a directorate and is a vehicle through which value 
is created. This is so, because within the governance system the political and strategic 
leadership, which is accountable, provides the strategic direction of the Municipality. 
 
It can be deduced from the responses that political and strategic leadership defining what 
is expected from the ICT function in order to realise business value could address the gap 
identified within the NMBM ICT by the respondents. ICT is indeed expected to support the 
achievement of municipal strategic goals and the enablement of its business. The NMBM 
should articulate what ICT is expected to implement in relation to its vision, the 
enablement needs of the directorates and how/when this will be implemented, describing 
the objectives, goals, targets, key performance indicators and measurements criteria, risk 
management and audit expectations. 
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CHAPTER FIVE 
SUMMARY, CONCLUSION AND RECOMMENDATIONS 
5.1 INTRODUCTION 
 
In Chapter four, the empirical results were presented. This chapter will summarise the 
most important findings and recommendations based on the previous chapters. The 
results and recommendations are discussed in the light of the original objectives of this 
treatise. Expected future developments will be identified and areas for future research will 
be recommended 
5.2 OVERVIEW OF STUDY  
Chapter one focused on the problem statement, the methodologies applied and the 
importance of the study. Chapter two provided a literature review on Corporate 
Governance and Information Communication Technology governance. This then provided 
a theoretical and practical underpinning to the research study. Secondly, a literature 
review of the selected codes, frameworks, standards and best practices was undertaken. 
In Chapter three, the research methodology applied in this study was identified and 
discussed, achieving one of the secondary objectives, namely to check the availability of 
information and communication technology initiatives adopted by  the NMBM Information 
and Communication Technology Department. In Chapter four the empirical results were 
presented and, as such, another secondary objective achieved. The demographic 
information collected from the respondents included age and race. 
 
In order to assess the validity of the measuring instrument, a confirmatory factor analysis 
was performed on the dependent variable, and an exploratory factor analysis was done on 
the independent variables. Items that loaded onto one factor only and reported factor 
loadings of greater than 0.5 were considered significant.  Only factors with more than two 
items measuring a factor were considered for further statistical analysis. 
 
The reliability of the measuring instrument was assessed by means of calculating 
Cronbach-alpha coefficients. Cronbach-alpha coefficients of 0.6 are deemed acceptable. 
Cronbach-alpha coefficients of greater than 0.60 were reported for all the factors in the 
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study. This suggests that the measuring scales used in the study were reliable. As a result 
of the validity and reliability assessment, the theoretical framework was revised and a 
hypothesis was formulated.  
 
Descriptive statistics were calculated to summarise the sample data, namely the mean, 
standard deviation and frequency distributions. These results contributed to the 
achievement of the third secondary objective (state what the mean values are and whether 
most people agreed or disagreed, etc). 
 
Pearson’s product moment correlation was conducted in order to assess the relationships 
between the various factors under investigation.  
 
FIGURE 5.1: Significant Relationships 
 
Source: Researcher’s own construction 
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5.3 INTERPRETATIONS OF EMPIRICAL RESULTS AND RECOMMENDATIONS 
In Chapter four, the perceptions of various aspects of ICT governance were reported as 
having a significant positive influence on the perceptions of managers regarding the extent 
of corporate governance in the NMBM. These relationships were summarised in Figure 
5.1. In the sections to follow, the significant relationships identified will be interpreted, and 
recommendations will be made.   
5.3.1 Provision and support of ICT protocols 
The results of this study show a significant positive relationship between Provision and 
support of ICT protocols and Perceived Success of ICT Good Governance within the 
NMBM. In other words, the more provisions and support for ICT protocols in place, the 
better the perceived extent of corporate governance in the NMBM. The following 
recommendations are put forward in this regard: 
 
 In order for corporate governance to be implemented correctly, the ICT Sub - 
directorate has to implement and communicate its ICT policy agenda to the entire 
organisation. 
 The NMBM needs to establish ICT Governance controls to mitigate the risk of ICT 
accountabilities and responsibilities by: 
o Documenting and formally adopting ICT Governance framework.  
o Documenting and adopting ICT risk and control framework and conduct risk 
assessments. 
5.3.2 Technology and ICT Governance 
The assumption that ICT governance was not being effectively managed in the NMBM 
necessitated the study an ICT governance initiatives. The Auditor General, in his audits 
and reports on its findings regarding corporate governance and the governance of ICT in 
the NMBM, has given adverse opinions. The results of this study show a significant 
positive relationship between technology and ICT governance and perceptions regarding 
the extent of corporate governance in the NMBM. In other words, the more the value of 
technology is appreciated and the application of ICT regulatory mechanisms is intensified,  
the better the perceived extent of corporate governance in the NMBM. The following 
recommendations are therefore made: 
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 That a sustained enabling environment be created for directing the implementation 
of corporate governance of and governance of ICT. 
 That the corporate governance of ICT be evaluated and managed in such a way as 
to achieve continuous improvement of ICT enabled service delivery. 
 That ICT performance, conformance and risk management and monitoring be 
reported (Department of Public Service and Administration, 2012:21). 
5.3.3 ICT risks and security management  
The results of the study indicate a need for the NMBM to establish ICT risk and security 
management systems. In other words, the extent of corporate governance depends on the 
extent of security of the critical information of the municipality. The NMBM needs to design 
and implement adequate user access controls to mitigate the risk of unauthorised access 
to information systems that are not intended to be accessed. ICT risk and security 
management includes the following: 
 How business related ICT risks are managed and how capacity is created in the risk 
management function to address ICT related risks. 
 Ensuring that classified information, intellectual property and personnel information 
are protected within ICT systems. 
 Ensuring that a business continuity plan is developed, informed by the operational, 
information and data requirements of the business. 
5.3.4 ICT related organisational policies 
The NMBM has to institutionalise ICT governance as an integral part of municipal 
corporate governance. Through their responses, the respondents indicated a positive 
relationship between ICT related organisational policy and perceptions regarding the 
extent of corporate governance in the NMBM. The policy framework adopts principles and 
practices in support of a flexible and sustainable approach to the corporate governance of 
ICT systems. 
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5.3.5 ICT systems and performance 
The financial and intangible benefits created by ICT should be increased to enable 
operational efficiency and a competitive advantage. The significant positive relationship 
between the ICT systems and performance and the perceived success of ICT good 
governance within the NMBM was demonstrated by the respondents in this study. The 
respondents were critical about the performance of NMBM ICT systems as a service 
delivery tool and in the planning and controlling of resources. It is expected that the ICT 
must support the achievement of the Municipality’s strategic goals. The ICT systems and 
performance should describe the process that the Municipality will follow in the planning of 
the ICT enablement of its business. This should be aligned with the NMBM’s current 
strategic planning and management regime. 
5.4 POLICY IMPLICATIONS 
5.4.1 Globally 
Given the significance of globalisation, increasing technological and organizational 
changes as well as the ever - increasing importance of learning capabilities and 
applications of knowledge, our future cannot be predicted adequately or reliably by any 
sophisticated model (Havas Schartinger & Weber, 2010). As for policy-making itself, there 
is a widening gap between the speed, complexity and uncertainty of technological and 
socio-economic changes, on the one hand, and the ability to devise appropriate policies, 
on the other. Even the credibility of science is somewhat fading. Scientific research no 
longer stands for 'true' in itself and the 'objectiveness' of policies based on models is 
questioned as scientists and 'modellers' themselves are known to have different opinions 
and often come to different conclusions on the same issues.    
  
Within this evolving context, the European Commission  in 2009 launched a new area of 
research on ICT for governance and policy modelling. According to the European 
Commission’s 7th Framework Programme (Work Programme ICT, 2009-2010) (European 
Commission, 2009), ICT for governance and policy modelling joins two complementary 
research fields, which have traditionally been separate: the governance and participation 
toolbox, which includes technologies such as mass conversation and collaboration tools; 
and the policy modelling domain, which includes forecasting, agent-based modelling, 
simulation and visualisation. These ICT tools for governance and policy modelling aim to 
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improve public decision-making in a complex age; enable policy-making and governance 
to become more effective and more intelligent, and accelerate the learning path embedded 
in the overall policy cycle (European Commission, DG INFSO – 2008).  
 
A number of technological, economic, societal, political and environmental trends and 
developments affect all countries, as well as most policy domains. In order to deal with the 
challenges associated with these developments a new culture of future-oriented thinking is 
needed (Havas et al., 2010). Combining foresight and ICT-enabled modelling techniques 
in support of governance and policy-making may therefore be useful to improve policy 
intelligence. More specifically, embedding foresight methodologies in policy modelling 
techniques may lead to a new generation of policy making, avoiding the often short - 
sighted and piecemeal approach of current decision-making that is usually incremental 
and step-by-step, and does not pay sufficient attention to changes in the environment and 
cross-policy dimensions.   
5.4.2 South Africa as a country 
In most companies in South Africa, ICT has become an integral part of business, 
fundamental to support, sustain and grow the business. It is regarded as an important 
strategic asset to create opportunities and gain a competitive advantage. Although the 
public sector or government departments and municipalities have followed suit and are 
exploiting the competitive advantage created by ICT, but have not yet fully utilised this, like 
private sector companies and parastatals. This could be because of the complexity 
presented by ICT systems, which creates operational risks. However, consideration has to 
be given to the integrity and availability of the functioning of the system, authenticity of the 
system information, and assurance that the system is usable and useful. 
5.5 PRIORITIES GOING FORWARD 
The purpose of the study was to analyse ICT governance initiatives as a mechanism to 
enhance corporate governance in the NMBM. The research identified gaps within the 
NMBM in exploiting opportunities presented by ICT systems in order to enhance its 
corporate governance system. However, the following recommendations are recorded for 
the NMBM to prioritise going forward, as an appropriate long-term perspective: 
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 Designing and implementating of adequate user access controls to mitigate the risk 
of unauthorised access to information systems that are not intended to be 
accessed;  
 Raising the profile of ICT as a strategic enabler for effective administration and 
service delivery; 
 Institutionalising ICT governance as an integral part of municipal corporate 
governance; 
 Increasing the financial and intangible benefits created by ICT to enable operational 
efficiency and a competitive advantage. 
5.6 OTHER RECOMMENDATIONS 
The most important conclusion is that when IT governance is well deployed, it results in 
many business and IT benefits. Effective IT governance ensures that IT supports business 
goals. It results in better returns on IT investments. Good governance ensures that IT risks 
are appropriately managed, which protects the stakeholders. In this study the need to 
adhere to a high standard of generally accepted good governance practices was 
highlighted. Assurance that good governance principles are applied adds value to any 
organisation, because trust in the organisation increases. The same conclusion was 
reached by several authors (Haes & van Grembergen 2004). Significant benefits 
associated with the application of technology in business are usually realised if they are 
accompanied by changes in business processes. This requires the involvement of top 
management, as well as mechanisms to facilitate cooperation across functional business 
areas. It may be argued that unless these governance mechanisms are well established, 
major process innovations in the NMBM environment will be limited, and the return on ICT 
spending in this environment will be low. This is an important reason why ICT governance 
in the NMBM must improve.  
 
In this study, the relationship between corporate governance and IT governance was 
highlighted. The IT function can be regarded as a business, inside a business with 
appropriate strategic committees performing the function of a board to the ICT business. A 
different perspective of IT as a valuable resource that must be governed in the same way 
as the other resources (such as HR and finance) by the board and executive management 
of the organisation as a whole was also identified in this study. The first view fits in well 
with IT as a service function, and the organisation “buying” services from IT as a strategic 
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business unit or a strategic partner. Alternatively, ICT can be viewed as an integral part of 
the business, in terms of which good governance, rather than the management of a 
service agreement, is required.  
A number of valuable models, tools and techniques that can be used in IT governance 
have been identified or used in this study. These tools are valuable for managers to 
compare, analyse, categorise and diagnose situations and to support decision making. 
The value of COBIT for the purpose of directing, managing and controlling IT processes 
was established. Implementing a framework such as COBIT should make it easier for an 
institution to obtain additional relevant ISO certification (e.g. ISO 17799, ISO 9000 or 
BS15000).  
 
It is recommended that COBIT be accepted as a standard approach for IT governance in 
the NMBM. It could be used with benefit as a guideline by SAQUA to evaluate the ICT 
services of the NMBM. COBIT is an overall IT governance framework, incorporating best 
practices from a number of more specialised standards.  
 
It is anticipated that IT governance as a discipline, and COBIT as a governance 
framework, will be widely implemented in corporations worldwide. This will create a 
growing need for individuals skilled in the use of COBIT. The NMBM would benefit 
significantly from using this widely accepted standard to define its own IT governance 
processes, and can also help to meet the required manpower skills by incorporating 
COBIT into the curriculum for graduates.  
5.7 CONCLUSION 
The discipline of IT governance is yet in its infancy, and it has been suggested that the IT 
governance paradigm may more suitably be based on the principles of collaboration, 
competency and flexibility than on control, authority and efficiency (Peterson, 2004:73). 
Collaboration, competency and flexibility are particularly important in complex and 
uncertain environments, such as the IT environment. Institutions can derive much benefit 
from improving their IT governance  and adopting and adapting a well-researched and well 
recognised IT governance framework, such as COBIT.  
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APPENDIX A: QUESTIONNAIRE 
 
SECTION A 
 
Biographical information 
 
Please provide the following information regarding your position in the 
organisation, by placing an X in the appropriate block. 
 
1. Gender 
1. Male  
2. Female  
2. Race 
1. African  
2. Coloured  
3. White  
4. Indian  
3. Age 
1. Less than 25 years  
2. 26 years – 35 years  
3. 36 years – 55 years  
4. More than 55 years  
4. In which office or Directorate you are working? 
1.Corporate Services  
2. Budget and Treasury  
3. Infrastructure and engineering  
4. Public Health  
5. Electricity and Energy  
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6. Human Settlement  
7. Economic Development and Recreational Services  
8. Safety and Security  
9. Other (please specify)  
 
 
5. How long have you been in the employment of that organisation? 
1. Less than 5 years  
2. 5 to 10 years  
3. 10 to 15 years  
4. More than 15 years  
6. What position do you hold in the organisation? 
1. Executive Director  
2. Director  
3. Assistant Director  
4. Other (please specify) 
 
 
 
SECTION B 
Please answer the following questions on ICT provision and support by encircling the 
appropriate number in a scale of 1-5 
 B1. ICT Provision and 
support 
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1.  The ICT Sub-directorate is 
offering services that the user 
Directorates expects and 
need. 
1 2 3 4 5 
2.  The ICT Sub-directorate 
responds appropriately to 
user’s requests, problems and 
1 2 3 4 5 
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concerns.  
3.  The ICT Sub-directorate is 
sufficiently flexible to adopt to 
unforeseen conditions of the 
service Directorates. 
1 2 3 4 5 
4.  The technology provided by 
ICT Sub-directorate improves 
the ability of users to do their 
jobs. 
1 2 3 4 5 
5.  The ICT Sub-directorate 
communicates its services and 
expertise that it can provide. 
1 2 3 4 5 
 B2. Corporate Governance 
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1.  In NMBM, there are clearly 
defined governance systems 
in which the institution is 
directed and controlled. 
1 2 3 4 5 
2.  In NMBM, there is a clear 
application of regulatory 
mechanisms in which the roles 
and relationships between an 
institutional management, it’s 
political structures, its 
stakeholders and the goals for 
which the institution is 
governed. 
1 2 3 4 5 
3.  The NMBM conducts its 
business in an open, 
transparent and accountable 
manner.  
1 2 3 4 5 
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4.  The NMBM’s financial 
management supports the IDP 
of the municipality by striving 
to provide a stable and 
sustainable financial 
environment form which the 
council can deliver services to 
all residents. 
1 2 3 4 5 
5.  The NMBM has created an 
environment that ensures 
responsive, accountable and 
clean government that 
mitigates risks and ensures 
internal control, efficiency and 
effectiveness. 
1 2 3 4 5 
 B3. ICT Governance 
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1.  The Information Technology 
(IT), within NMBM is aligned 
with the rest of the NMBM’s 
objectives and that IT 
resources support the 
institution to maximize 
business goals and exploit 
new opportunities while 
minimizing the risks. 
1 2 3 4 5 
2.  The NMBM ICT is a reliable 
tool to identify control 
weaknesses and assures the 
efficient and effective 
implementation of measurable 
improvements. 
1 2 3 4 5 
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3.  The NMBM recognizes the 
value derived from IT 
Governance and the role in 
which Information Technology 
play in effecting business 
change. 
1 2 3 4 5 
4.  Information and IT are deeply 
entrenched in the way NMBM 
conducts its business, to the 
extent that almost every 
business process is 
dependent on the availability 
of IT services. 
1 2 3 4 5 
5.  With an ever increasing 
compliance challenges, 
NMBM IT is used across in 
oversight process such as 
Financial Management and 
Controls, Financial Reporting, 
Compliance Reporting and 
Audit. 
1 2 3 4 5 
 B4. Risk and Security 
Management 
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1 The NMBM has a 
documented Information 
Security arrangement that 
adheres to its policy. 
1 2 3 4 5 
2 The NMBM’s Information and 
IT risks are managed explicitly 
and actively using the 
Business’s risk framework. 
1 2 3 4 5 
3 The NMBM has existing 1 2 3 4 5 
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Business continuity plans with 
regular tested disaster 
recovery plans and 
capabilities. 
4 The NMBM has the risk-based 
approach that ensures the 
aspects that could significantly 
impact on the municipality are 
dealt with. 
1 2 3 4 5 
5 The NMBM has the effective 
Risk and Compliance 
committee that monitor IT 
risks across the municipality 
within shared IT services, 
from an operational and 
strategic perspective. 
1 2 3 4 5 
 B5. ICT staff performance 
and development 
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1 Executive Management must 
ensure that ICT demonstrates 
the understanding o and 
respect for organizational 
behavior. 
1 2 3 4 5 
2 Executive Management must 
ensure that the ICT function is 
audited as part of the 
municipal audit plan. 
1 2 3 4 5 
3 The executive management 
must ensure that the ICT 
governance provides the 
structure that links ICT 
process, ICT resources and 
1 2 3 4 5 
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information to municipal 
strategies and objectives. 
4 The executive management 
must ensure that the ICT staff 
development delivers ICT 
performance that is fit for 
purpose at the current service 
levels and quality for both 
current and future municipal 
needs. 
1 2 3 4 5 
5 The management and control 
of ICT should be a shared 
responsibility between 
municipal and the ICT 
functions, with the full support 
and direction of executive 
management. 
1 2 3 4 5 
 
SECTION C 
 
ICT Systems and performance 
 
(Please indicate your choice of ICT systems and performance in terms of priority 
significance) 
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ICT Systems and performance 
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1.  Acceleration of service delivery, 
improvement of efficiency and 
accountability. 
1 2 3 4 5 
2.  Planning, scheduling, allocation and 
control resources. 
1 2 3 4 5 
3.  Provision of revenue and expense 
tracking. 
1 2 3 4 5 
4.  Generating innovative and creative 
ideas and problem solutions. 
1 2 3 4 5 
5.  Enhancement of risk and information 
security management. 
1 2 3 4 5 
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APPENDIX B: LETTER FROM LANGUAGE EDITOR 
 
 
TO WHOM IT MAY CONCERN 
 
 
22 November 2013 
 
 
I Marthina Hendrina Nel, Coordinator: Language Proficiency of the Nelson Mandela Bay 
Municipality, have edited the language used in the treatise by Mrs Sindiswa Tolom entitled:  
‘ANALYSIS OF ICT GOVERNANCE INITIATIVES AS A MECHANISM TO ENHANCE 
CORPORATE GOVERNANCE, WITH PARTICULAR REFERENCE TO NELSON MANDELA 
BAY MUNICIPALITY’ submitted towards a Master in Business Administration in the Faculty of 
Business and Economic Sciences, Nelson Mandela Metropolitan University. 
 
I am a South African citizen and a member of the South African Institute of Translators and 
Interpreters. 
 
I am also a member of ProLingua.  
 
I have a BA Hons Degree, majoring in English, Afrikaans-Nederlands and Literary Science, and 
have been a professional editor since 1981.   
 
 
M H NEL 
 
Tel 041 502 0060  
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APPENDIX C: APPLICATION TO CONDUCT RESEARCH 
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APPENDIX D: REQUEST FOR PARTICIPATION INTO A RESEARCH 
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