Abstract. On the basis of analyzing the development status of the wireless communication technique, a new method to analyze the wireless communication reliability is proposed by using the Received Signal Strength Indication (RSSI). A wireless network model based on module CC2530PA is built, which is composed with a coordinator and a few terminal nodes. By analyzing the data received coordinator and sent terminal nodes, the relations of SER, PER and "pseudo-loss" phenomenon whit RSSI are studied, the model of relation between PER and RSSI is built, analyzing the reliability of wireless communication and threshold value of received data via the model. The research results have very high practical value and will promote the development of wireless communication in the future.
By definition (1), we know the corresponding RSSI value of 1mW power is 0dBm. On the wireless communication process, because the detected power in receiver is less than 1mW, the measured RSSI value is negative.
In this paper's experiment, a symbol represents a code element, so in the process of information transmission, max number of transport code element is 256 (from 0x00 to 0xFF).
For the convenience to analyze the reliability, three concepts are introduced: Symbol Error Rate: Symbol error rate (SER) refers to the percentage of the number of error transmitted symbols within the total symbol transmission in due time, BER is a index to measure the reliability of the data transmission.
Packers Loss Rate: Packers loss rate (PLR) refers to the percentage of the number of packets that the recipient does not receive within the total number of packets sent by the sender in due time. PER reflects the transmission reliability.
Pseudo-loss: In "Pseudo-loss" phenomenon, data packets are not truly lost, but the disorder order phenomenon of arrival coordinator occurs, the pseudo-loss rate is a special reflection of wireless communication reliability.
The Analysis of Wireless Network Transmission Reliability Platform Design
In our wireless network platform, the hardware used is TI's module CC2530PA, the core is CC2530, combines with CC2591 chip, achieving RF radio frequency circuit, and it also includes the crystal peripheral circuits, power supply decoupling and filtering circuit. Meanwhile, it leads all the available I / O pins out. The software design are to operate and compile the programming of CC2530 based on IAR provided by TI's integrated development environment.
In order to eliminate the affect of obstructions, the experiments to obtain data is carried out on different places, in which there exist different magnetic intensity and obstructions, detecting communication results by changing the distance between the coordinator and the terminal device.
This experiment system is composed with a plurality of nodes, where a coordinator receives information and networks, and the other nodes are terminal devices. After joining the ZigBee network, they send the specified array to the coordinator periodically. After the coordinator receives a data packet, it sends the data packet and the corresponding RSSI value to the computer terminal via serial to USB. By analyzing the collected data, the symbol error rate and the packet loss rate are calculated.
When to detect the symbol error rate, the dada format sent by terminal devices is SER packet. In experiments, when the packet number received at a certain distance is closing to 100, the next round of collection will begin, and the distance is changed from near to far. In the process of collecting data, the two adjacent interval of detecting points is slowly decreases for improving the fit accuracy.
When detect the packet loss rate, the dada format sent by terminal device is PLR packet, and the rules of changing distance are the same as the previous one, but this time, the distance is changed only if the number received packets is nearly 1000.
SER Analysis
The packets are preprocessed for better analysis, the number of the symbol in each detected SER packet is only 96 for the limitation of byte number in data packets. In order to improve the detecting accuracy of BER, the collected data packets are divided into groups in chronological order in the same distance, a group is composed by 10 packets, and the last set of data is invalid if its number of packets is less than 10. Then the numbers of symbols to be detected in each group is 960, and the corresponding signal strength is the average of 10 packets.
After processing, 283 groups obtained valid data pairs between RSSI and SER are as shown in Table 1 . By table 1, we fine corresponding SER values are 0.00%, in other words, the probability of symbol errors phenomenon is very small.
In this experiment, we note that when the RSSI value approaches -80, the packet loss occurs via contrasting the serial number of 2880 data packets. When the signal strength is within the range of -86 to -89, the number of adjacent packet differs more than 10, meanwhile the packet loss phenomenon becomes severe, in experimental data, the maximum difference between adjacent numbers is 85, namely 84 packets are lost.
Packet Loss Rate Analysis
In the experiment to analyze the relation between PLR and RSSI, 22568 packets are collected in 21 different intervals of RSSI value, which values range is from -4 to -91. In the experiment, the exceed 1000 data packets are regarded as a group to calculate the PLR of this group in the interval. Since there exists uncontrollable factors in the experiment environment, the signal strength will appear swing in collecting packets process, it is difficult to determine the specific signal strength, in this case, so the average value of all the collected RSSI in the interval is treated as the RSSI value of the received packets. The serial assistant can display the packets as line by line, each line is a data packet, and the received data will be stored in a document. note the sum numbers of the packets received by coordinator in a group n 1 , and the Packet loss number n 2 .
The data packets number are read by the C language programming, after taking a packet, the variable pktcount plus 1. After all the data are read, the pktcount value n 1 is the number of the all received packets. We define PER as follow PER= n 2 ÷(n 1 +n 2 )×100% (2) After reading off a group, the current data packet number num and the last one num_pre are compared, and through the result, we can determine whether the packet loss happens or not. Theory let the number of continuous loss packets is less than 256, then 
We can easy save above theory according to the places of compared packets.
Modeling of Reliability Analysis
By processing data and calculating the loss packet rate in 3.3 section, the relational data of RSSI and packet loss rate are obtained show as Where SDN is sent packet number, RPN is received packet number, PLN is loss packet number. According to data in table 2, relation curve of RSSI and PER is obtained via fitting at least squares principle(as shown in Figure 1) , and its fitting curve equation is If we require that PLR is less 0.1%, namely | y|<0.1 % then when x=-68.81, y|-68.81=0.00099812<0.1%. When x>-68.81, |y′|<0.0002636≈0, first derivative of fitting curve is tiny, which declare the change of PER is tiny and the value of PER is tiny too, so when x∈(-68.61, 0), PER is very low, the reliability of wireless network is high. that is to say. When x<-68.81, first derivative of fitting curve |y′| begins to increase, for example, |y′|-75=0.013518, so PER value increase quickly, y| -77.53 =0.00998≈1%, in other words, PER is increasing and the reliability of wireless network is low.
According to the definition of RSSI, we have when RSSI∈ (-77.53, -68 .61), the interval of wireless signal value (mW) is (1.315×10 -7 , 1.766×10 -8 ). In this experiment, we fine that it is difficult that coordinator receives the data packets transmitted from the terminal node when the RSSI is less than -89. So we may consider -89(signal value : 1.2589×10 -9 mW) is the threshold value that coordinator can receive the data packets.
In this experiment, the coordinator doesn't make response to the terminal reception device. Therefore, the following situations may probably cause the loss: 1) Poor wireless environment causes packet loss; 2)
There exists the phenomenon of symbol error in the received packets, so the packet is abandoned.
Pseudo Packet Loss Phenomenon
In the wireless communication, there exists the "pseudo-loss" phenomenon (as shown in Figure 2 ) besides packet loss. In the transfer process, the phenomenon of packet disorder happens, namely packet is received but order of packet is error. For example as shown in Figure 2 , the packet 31 is received ahead of the packet 30. We call it "pseudo-loss" phenomenon, which means packets arrive out of order, but it haven't lost. Once the "pseudo-loss" phenomenon occurs, the number of loss packets increases 256, which is calculated by the theory. It means the packet loss rate increases substantially, and it affects the accuracy severely.
About the "pseudo-loss" phenomenon, we have the following analysis results:
1) The rate of wireless transmission is fast but the distance is limited, when a packet is disturbed in transmission, it is possible that latter packets arrive earlier, which confuses the arriving order, and the "pseudo-loss" phenomenon happens.
2) The smaller the RSSI value is, the more likely a "pseudo-loss" Phenomenon happens.
3)
When the distance gets longer, the possibility of "pseudo-loss" is supposed to be larger, but because the packet loss rate is beginning increase, the possibility that a packet cannot reach the recipient becomes large, so the "pseudo-loss" phenomenon may not appear on the contrary.
Conclusions
Differs from most researches, which carry out research from a single element for reliability analysis, in this paper the RSSI values of ZigBee, which reflect influences of many factors, are used to analyze the SER, PLR and the "pseudo-loss" phenomenon of wireless communication.
By studying the relationship between the SER and RSSI in the communication process based on ZigBee, we will do a Cyclic Redundancy Check (CRC) in the interval that the vaults of SER and PER, and abandon the error packets.
In view of the "packet loss" phenomenon and the "pseudo-loss" phenomenon, we propose the following recommendations for the wireless communication based on ZigBee:
1) Ensure that the RSSI value between key nodes is large enough, but the nodes should not be too close.
2) Make sure the RSSI value between nodes, which have direct communication links, is not less than-68.81, in specific application. In the tree topology, the children nodes do not communicate with each other, which subject to different parent nodes, therefore, to set these child nodes is not limited by the RSSI value;
3) In wireless communication, the receiver should make a feedback to the sender. When the packet number does not conform, or the same as other identification, errors should be warned, and then, the sender will be asked to resend the packet again, this will help avoid the packet loss, and it can also make a correction for the disorder of packets.
