Abstract-Wireless sensor networks (WSNs) possess diverse traffic due to different monitoring tasks carried out by sensor nodes. Meanwhile, in energy harvesting WSNs, the main goal is to match energy consumption with the energy harvesting rate which is different from minimizing energy consumption in battery-powered WSNs. We propose a dynamic adaptive medium access control (MAC) algorithm in energy harvesting WSNs. A fuzzy logical algorithm is used to generate the parameters of slotted CSMA/CA mechanism, where the inputs are a combination of the service characteristics and the wireless shared channel condition of the sensor experienced. Hence the system can dynamically adjust the parameters of the slotted CSMA/CA mechanism, and the parameters are also influenced by the energy harvesting mode in the node. The simulation results demonstrate that the proposed approach outperforms the traditional ones in terms of throughput and energy efficiency.
INTRODUCTION
In traditional battery-powered wireless sensor networks, the main concern is the network's lifetime, and the most important purpose of MAC is reducing the energy consumption of the node. Recently, advances in energy harvesting (EH) technologies enable the design of self sustained devices that collect part, or all, of the need energy from the surrounding environment. Therefore the traditional MAC schemes are not suitable for this situation. Meanwhile, wireless sensor networks were used for many applications, sensor nodes in the specified scenario perform different monitoring applications reflecting something's instantaneous information, this context aware behavior will lead to traffic diversity among nodes of the same network transmitting their data to the sink node. Therefore, for energy harvesting sensor node, how to design a service characteristics adaptive MAC algorithm? This is the motivation of this work.
In the past, there have been numerous studies about MAC algorithm in WSNs, and fuzzy logic technology is often used to solve resource allocation problems [1] in wireless communication system, but few literatures about MAC scheme use fuzzy logical. For wireless body area network, the study in [2] analyzed the traffic diversity problem for healthcare applications and proposed a dynamic adaptive approach on top of IEEE802.15.4 MAC mechanism, they combined the effects of the node's data rate and it's past experience in a fuzzy inference system, then generated a dynamic bound for the backoff window from which the backoff time is produced for each node. They use SampleRate, ChannelRate and FuzzyMaxDelay as the parameters of the fuzzy system, the simulation results showed that the number of average packets received is improved by contrast with the IEEE 802.15.4 MAC. The method built a fair access among nodes of a wireless body area network, and the overall latency of packets and the reliability were improved.
The study in [3] [4] discussed the MAC algorithm with EH, and in [3] , the authors designed the WSNs with EH devices by investigating the novel trade off between the delivery probability (which measures the capability of a MAC protocol to deliver the measure of any sensor in the network to the intended destination) and the time efficiency (which measures the data collection rate at the fusion center). The analysis focuses on three conventional MAC protocols.
The authors in [5] proposed an adaptive CSMA/CA protocol which accounted for varying channel and load conditions at a node by influencing the selection of either low energy or low delay transmission option. They devised an energy-delay metric that helped a node select the best message and modulation to obtain joint reduction in energy consumption and delay at the time of transmission. Literature [6] provided a survey on MAC protocols, they have shown a key element in selecting a suitable solution for a particular situation is mainly driven by the statistical properties of the generated traffic. Literature [7] [8] studied the duty-cycle, the authors in [7] proposed two dynamic duty-cycle scheduling schemes in order to reduce sleep latency while balancing energy consumption among sensor nodes with energy harvesting capability.
In this paper, we focus on dynamically adjust the parameters of the IEEE802.15.4 MAC protocol according to the service's characteristic and the conditions of the wireless shared channel and the node's energy harvesting capability in wireless sensor network. The proposed algorithm will tune some parameters through a fuzzy logical system enabled MAC based on the IEEE802.15.4 standard, and the algorithm has led to a better throughput and energy efficiency.
The reminder of this paper is organized as follows: Section II describes the MAC algorithm considered in our study, section III covers the simulations and analysis, finally, section IV concludes this work.
II. ALGORITHM MODELING

A. Fuzzy Logical Based MAC Algorithm
In wireless sensor networks, IEEE 802.15.4 [9] standard is popular used [10] [11], The standard defines flexible physical and MAC layers for low data rate and low power applications, one of the MAC schemes proposed is slotted Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA). The slotted CSMA/CA backoff algorithm mainly depends on three variables [9] : the backoff exponent (BE), the contention window (CW) and the number of backoffs (NB). The main contribution of our fuzzy logical system is generating the parameters associated with the backoff field, and generating the increase step size of the NB. The random backoff time generated in IEEE802.15.4 is depicted in (1) , and (2) shows the difference our algorithm has made. The NB value is increased by 1 in the IEEE802.15.4 and (3) shows the difference our algorithm has made, where FuzzyBEField and FuzzyNBStep are the outputs of the fuzzy system. The FuzzyBEField will influence the backoff time, and it is associated with the service characteristics. The FuzzyBEField will influence the increase step size of the NB, and it is associate with the service characteristics also.
As literature [2] , we use variable Channel cond to depict the node's past experience in having successful access to the wireless shared channel, which is calculated as (4). 
where n is the number of super frames; CCA 2 (i) means the second CCA carried out by the sensor node in the ith super frame, because we only care about the clear channel assessment that has led to a successful transmission. The Channel cond is based on the number of the second CCAs and it is calculated by the sensor node at the beginning of each super frame. Let 20 n  , we have calculated the Channel cond after every n super frames to engage its value in the next backoff time calculation for each node, then Channel cond is absolutely calculated based on the node's past trials during the last n super frames. The fuzzy logical system mentioned in previous section is shown in Fig. 1 , there are two fuzzy inputs, they are DataRate and Channel cond , which are fuzzified into the linguistic variables .The defined ranges for both inputs are shown in Fig. 2 (a) and (b). DataRate range reflects the minimum and maximum of the average data rate array assigned to nodes, which satisfies the IEEE802.15.4, and the smaller Channel cond means the wireless channel is idler than the bigger one. Therefore, the fuzzy logical system reflects the characteristics of the service and the wireless shared channel condition. 
Fuzzifier
The fuzzifier carries out the fuzzification process, the purpose of which is to assign, for each input linguistic variable, a value (between 0 and 1) that corresponds to the degree of membership of this input to a given fuzzy set. A linguistic variable is characterized by a term set. Specifically, the term sets considered here for each linguistic variable are:
where H stands for "high", M for "medium", L for "low", NL for "not low" and NH for "not high" [2] . Triangular fuzzy number  is defined as triplets (a, b, c) corresponding to fuzzy sets described by the following (5) membership function:
Fuzzy Inference System
In a fuzzy controller, the dynamic behavior of the system is characterized by a set of linguistic rules expressing the decision policies which are defined as follows:
IF (a set of condition are satisfied) THEN (a set of consequences can be inferred)
These rules are predefined and stored in the so-called fuzzy rule base. Each rule is characterized by a precondition depending on a particular combination of the fuzzy sets. As a result, the output of the inference engine is still a fuzzy value, similarly, there will be two output linguistic variables corresponding with the FuzzyBEField and FuzzyNBStep, the output linguistic variables have been defined with the following term sets:
An example of two inference rules is shown in Table I  and Table II , the third row in Table I means 
They are designed to improve the throughput or to save energy. If data rate is low and the channel condition is very well, the sensor will have more backoff chances, then the value of BE is small, this can improve the throughput. If data rate is low, but the channel condition is very congestion, the sensor will have less backoff chances, then the value of BE is higher than the situation mentioned above, this can save energy.
Defuzzifier Finally, the defuzzifier executes the defuzzification, which consists of converting the outputs of the fuzzy inference system into a crisp value, denoted as FuzzyBEField and FuzzyNBStep, they are shown in Fig.  3 
B. Energy Consuming and Harvesting Model
As literature [3] , we consider a discrete energy stored in the sensor node with N+1 energy levels, in the set Energy={0,δ,2δ,……, Nδ}, where δ is referred to as energy unit. Let E m (n)∈Energy be the energy stored in the mth node at the beginning of the nth super frame.
We assume that a sensor transmits one packet it consumes energy E t , and energy E CCA denotes the energy consumed in one CCA operation. Let E max = Nδ be the capability of the energy stored device(ESD) in sensor node, which is assumed to be an integer indicating the maximum number of (re)transmissions allowed by a fully changed ESD.
A sensor harvests energy during the time between the nth and (n+1)th super frame, which is modeled as a discrete variable, with q i =Pr[E m (n) =iδ], with i  {0,1,2,…}.We assume that energy harvesting dynamics is much slower than the super frame, hence, the only energy that a sensor can actually use throughout a super frame is the energy initially available at the beginning of the super frame.
When the following two conditions are satisfied, the sensor node can begin CSMA/CA. (1) the sensor has packet to send; (2) the sensor has enough energy. The minimum energy a sensor has (EnergyMin m (n)) is shown in (6) , where, PacktNumber m (n) is the packet number that the mth sensor wants to send in the nth super frame.
EnergyMin n E E PacketNumber n  (6) At the beginning of each super frame, we estimate the maximum backoff time by (7) , and E m (n) is composed with two parts as shown in (8) , where, EH m (n-1) is energy harvested of the mth node during the (n-1)th super frame, E m_residual (n-1) is the residual energy of the mth node at the end of the nth super frame.
Our contribution in this paper is to modify the parameters of the CSMA/CA, table III gives the influencing factors of the parameters in our algorithm, they are different from those in IEEE802.15.4 CSMA/CA. When the following conditions occur, the sensor will stop its backoff: (1) the residual time of this super frame is not enough for transmitting the packets; (2) the sensor is lack of energy; (3) the packets are successfully transmitted in this super frame. In situation (1) and (2), if the sensor has packets still, it will wait for the next chance in the next super frame.
C. System Performance
We concentrate on four metrics to study the performance of the MAC algorithm we proposed, these metrics are throughput, energy consumption, throughput efficiency and energy efficiency.
Throughput Throughput (Th(n)) is defined as the number of successfully transmitted packets in the nth super frame by all sensors, which is shown in (9) . Where, FlagS i (n) is a flag that successfully transmitted by the ith sensor in the nth super frame, it is shown in (10). 
Energy consumption
We estimate the total average energy consumed in the nth super frame of all sensor nodes (E total (n)) by summing the energy consumed during the clear channel assessment (E CCA ) and the packet transmission (E t ), as is show in (11) .
Throughput efficiency Throughput efficiency (η Th (n)) is defined as the ratio of successfully transmitted packets number (T h_s ) to the total packets transmitted (T h_all ) in the nth super frame, and FlagD i (n) is a flag that the ith sensor has packets to send in the nth super frame. These parameters are shown in (12) and (13). 
Energy efficiency
Energy efficiency (η E (n)) is defined as the ratio of energy consumed during successfully transmitted to the total energy consumed in the nth super frame, it is shown in (14).
III. SIMULATION AND RESULTS
A. Simulation Parameters
We have designed a WSN with one sink node and 10 sensor nodes, and each sensor node transmits packets to the sink node through one hop and the path loss is ignored. The length of MAC queue buffer is assumed to be infinite. Simulation parameters are shown in Table IV .
In every super frame, each node harvested 100δ energy with probability q 100 =0.8, then it can harvest another 50δ energy with probability q 50 =0.6 too. We compare six situations as illustrate in Table V , the Mod1 and Mod2 are the algorithms proposed in our paper, they consider fuzzy logical and energy harvesting; Mod1No and Mod2No consider energy harvesting, but don't consider fuzzy logical, so BE is satisfied the IEEE802.15.4 and the macMaxCSMABackoff is influenced by the sensor's energy. Ori1 and Ori2 execute the CSMA/CA mechanism according with the IEEE802.15.4, so they don't consider fuzzy logical and energy harvesting capability. 
In class 1 algorithm (Mod1, Mod1No, Ori1) ,five sensor nodes have 5 packets in each odd super frames, another five sensor nodes have 5 packets in each even super frames, they have no packets in other super frames. In class 2 algorithm (Mod2, Mod2No, Ori2), the number of packets is 10, the other configurations are the same as class 1. Fig. 4 shows the throughput of all sensor nodes in different super frame. We can see that Mod1 and Mod2 have higher throughput than Ori1 and Ori2, this is because of the fact that fuzzy logical and energy harvesting are considered in Mod1 and Mod2. We can also see that class 2 algorithms have higher throughput than class 1 algorithms, this is owning to the fact that the nodes have more packets intending to send in class 2 algorithms. We can see that Mod1 and Mod2 consumed more energy than Ori1 and Ori2, this is due to the fact that the node in Mod1 and Mod2 can harvest energy from environment; therefore, they have more chance to backoff, therefore they consume more energy. We can also see that the class 2 algorithms consumes more energy than the class 1 algorithms, this is because of the fact that the nodes have more packets intending to send in class 2 algorithms. Fig. 6 compares the throughput efficiency of these MAC schemes. We can see that the throughput efficiency in Mod1 and Mod2 are higher than that in Ori1 and Ori2, this is because of the fact that the sensor node can harvest energy from environment and it has more backoff chances in Mod1 and Mod2, the sensor can't backoff only when it is lack of energy or time; hence the packets of the node have high probability to be successfully transmitted. We can also see that the throughput efficiency in Mod1No and Mod2No are lower than that in Mod1 and Mod2, this is due to the fact that Mod1No and Mod2No haven't use fuzzy logical technology, and the parameters of CSMA/CA in them can't adapt to the data rate and the wireless shared channel condition. We can also see that, the throughput efficiency in class 1 algorithms is higher than that in class 2 algorithms, this is because of the fact that the number of packets intending to send in class 1 are less than that in class 2, then there are fewer conflicts in class 1 than that in class 2. We can see that the energy efficiency in Mod1 and Mod2 are higher than that in Ori1 and Ori2, this is because of the fact that the sensor node can harvest energy from environment in Mod1 and Mod2; therefore they have more chances to be successfully transmitted. We can also see that the energy efficiency in Mod1No and Mod2No are lower than that in Mod1 and Mod2, this is due to the fact that there is no fuzzy logical technology used in Mod1No and Mod2No, and the parameters of the CSMA/CA in these two schemes can't adapt to the service characteristic and the channel condition; hence they consume more energy for transmitting packets.
B. Simulation Results
IV. CONCLUSION
In this paper, we proposed a dynamic adaptive MAC approach based on fuzzy logical theory, and considered the sensor node with energy harvesting capability. We took advantage of application level traffic characteristics such as the node's data rate and also the wireless shared channel condition of the node's past experience in having successful access to the channel. Through combing the effect of these two inputs in a fuzzy logical system, we generated a dynamic bound of the backoff window and the NB increase step size for each sensor node. The maximum backoff times of the sensor node is estimated according to the energy stored in it. The simulation results showed that the proposed technique outperform the traditional IEEE802.15.4 MAC in terms of throughput and energy efficiency.
