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Abstract— Dedicated Short Range Communication (DSRC) is 
the emerging key technology supporting cooperative road safety 
systems within Intelligent Transportation Systems (ITS). The 
DSRC protocol stack includes a variety of standards such as 
IEEE 802.11p and SAE J2735. The effectiveness of the DSRC 
technology depends on not only the interoperable cooperation of 
these standards, but also on the interoperability of DSRC devices 
manufactured by various manufacturers. To address the second 
constraint, the SAE defines a message set dictionary under the 
J2735 standard for construction of device independent messages. 
This paper focuses on the deficiencies of the SAE J2735 standard 
being developed for deployment in Vehicular Ad-hoc Networks 
(VANET). In this regard, the paper discusses the way how a Basic 
Safety Message (BSM) as the fundamental message type defined 
in SAE J2735 is constructed, sent and received by safety-
communication platforms to provide a comprehensive device-
independent solution for Cooperative ITS (C-ITS). This provides 
some insight into the technical knowledge behind the construction 
and exchange of BSMs within VANET. A series of real-world 
DSRC data collection experiments was conducted. The results 
demonstrate that the reliability and throughput of DSRC highly 
depend on the applications utilizing the medium. Therefore, an 
active application-dependent medium control measure, using a 
novel message-dissemination frequency controller, is introduced. 
This application level message handler improves the reliability of 
both BSM transmissions/receptions and the Application layer 
error handling which is extremely vital to decentralized 
congestion control (DCC) mechanisms.  
Keywords—Basic Safety Message; BSM; Congestion Control; 
Dedicated Short-Range Communication; DSRC; SAE J2735; V2V 
I.  INTRODUCTION 
Motor vehicle crashes are a leading cause of traffic 
congestion and fatalities all over the globe. The need to reduce 
this costly phenomenon has been recognized by public and 
private organizations. Consequently, wireless communication, 
networking, positioning and computing technologies for use in 
both vehicular environments and roadside infrastructure have 
been identified as promising solutions to address these safety 
needs. Intelligent Transportation Systems (ITS) are accordingly 
considered as a common platform to accommodate new 
technologies in order to support applications for safety, 
mobility and traffic efficiency as well as commercial purposes. 
For safety purposes, Dedicated Short Range Communication 
(DSRC) plays an increasingly vital role among all the fresh 
technologies deployed in ITS [1].  
The DSRC protocol stack incorporates a collection of 
standards developed by different Standards Development 
Organizations (SDO). The stack consists of IEEE 802.11p 
amendment of IEEE 802.11 standard for Wireless Access in 
Vehicular Environments (WAVE), the IEEE 1609.x family of 
standards for security, network services and multi-channel 
operation, the emerging SAE J2735 message set dictionary 
standard for device-independent message construction, and the 
under-development SAE J2945.1 standard for minimum 
communication performance requirements which will address 
parameters such as transmission power, message exchange rate, 
and accuracy of message data elements [1, 2]. The lower layers 
of the DSRC protocol stack include the physical layer (PHY), 
Medium Access Control (MAC) sub-layer and its extension, 
and Logical Link Control (LLC) sub-layer. The PHY layer of 
the WAVE system has been optimized from IEEE 802.11 and 
802.11a to support highly mobile environments utilizing 10 
MHz channels at 5.9 GHz in which a Control Channel (CCH) 
and 6 Service Channels (SCH) are maintained. Given that 
WAVE is a multi-channel system, IEEE 1609.4 enhances the 
IEEE 802.11 MAC to define the MAC sub-layer of the DSRC 
protocol stack. These enhancements provide mechanisms to 
prioritize data transmission, channel coordination, and channel 
routing tasks. IEEE 1609.3 defines the upper layers of the 
DSRC stack, including network and transport layers. The 
WAVE Short Message Protocol (WSMP) and UDP/TCP-IP are 
the two pathways designed through the DSRC upper layers 
between the Application layer and the LLC layer. Networking 
services are described in IEEE 1609.3 for applications of both 
pathways. While either WSMP or UDP/TCP-IP stacks may be 
used for transmissions on SCH, the use of CCH is only allowed 
for WAVE Short Messages (WSM) [1, 2]. Kenney in [1] 
provides a comprehensive review of the DSRC protocol stack.  
DSRC On-Board Units (OBU) and infrastructure Road-Side 
Units (RSU) made by different manufacturers must be agreed 
on formats of interoperable applications for both safety and 
mobility purposes. A standardized communication interface is 
essential to guarantee the required interoperability [3]. 
Therefore, initial representative standard message sets, data 
frames and data elements are specified in the SAE J2735 
standard. As a great result, interoperability at the Application 
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layer is maintained among heterogeneous OBU and RSU for 
safety applications without the need to standardize the 
applications. A set of message formats supporting a variety of 
safety applications is specified in the SAE J2735 Message Set 
Dictionary to be utilized at the top of the DSRC stack. Basic 
Safety Message (BSM) is the most important of these messages 
since this message type enables V2V safety applications by 
communicating critical information of vehicles including 
current vehicle state data.  
Although the syntaxes of 15 message types have been 
defined in SAE J2735, the impact of requirements of safety 
application performance on the reliability and throughput of 
DSRC is least understood. Additionally, due to the shared 
nature of WAVE systems, uncoordinated dissemination of 
Cooperative Awareness Messages (CAM) leads to channel 
congestion which reduces the efficacy of safety applications 
using the shared medium as the number of vehicles increases 
under dense (or even fairly simple) traffic scenarios [4, 5]. 
Hence, this paper centers on SAE J2735, specifically the BSM 
construction requirements, to study the influences that the 
Application layer may have had on the throughput and 
reliability of the DSRC medium. To this end, the paper 
proposes improvements to the Application level error handling 
mechanisms to recover the reliability of BSM receptions while 
acceptable levels of medium throughput are maintained.  
The rest of the paper is organized as follows. An overview 
of prospective uses of the SAE J2735 message sets is described 
in Section 2. Section 3 formulates the Message Handler (MH) 
mechanism as the main functionality of the Application layer. 
Section 4 presents the study of various BSM configurations and 
their network throughput implications. Results of a series of 
DSRC field experiments are illustrated in Section 5 in order to 
determine the eventual influences of the Application layer on 
DSRC medium capacity and accordingly improve the MH 
mechanism.  Finally, this study is concluded in Section 6. 
II. FUNDAMENTALS OF SAE J2735 MESSAGE DESIGN 
The SAE J2735 standard [2] defines the message sets for 
the DSRC Application layer. These message sets depend on the 
WAVE communication standards defined for the lower layers 
of the DSRC protocol stack, to be communicated from the 
Application layer of a subject vehicle to the Application layer 
of a target vehicle. The message content at the Application 
layer is constructed based on the message sets specified in SAE 
J2735 to be exchanged by the communication system. Although 
the message payload at the PHY is defined by the specifications 
of the J2735 message sets, IEEE 802.11p specifies the physical 
layer’s operations. Furthermore, WAVE standards for layers 
below the Application layer determine the actual content of the 
Over-The-Air (OTA) packets and the access to the broadcast 
channel is coordinated by the MAC protocol using the 
contention window (W) as a key parameter. 
The WSMP is the pathway in which the flow of J2735 
messages is carried out in order to promote the best operations 
for exchanging safety messages. The WSMP of the DSRC 
media is characterized to broadcast short length message 
packets in an unacknowledged connection-less delivery mode. 
On the other hand, IPv6+UDP/TCP protocol stacks also exist 
for other types of message delivery such as connection-
oriented. Maximizing support for short broadcast style 
messages through CCH is the main goal of WSMP design while 
SCH may also be used by such transactions as needed. To 
address this support, a dense data encoding is carried out by 
SAE J2735 in construction of the WSM [2, 6]. 
To achieve the dense encoding at the Application layer, a 
three-level complexity approach is standardized in SAE J2735. 
‘Data elements’ are the smallest divisions of information 
content; the next level is ‘data frames’ with more complex 
structures composed of one or more data elements and possibly 
other data frames; and lastly ‘messages’ as the highest level of 
complexity. Since construction of a message by adding the 
unique identifiers of data elements as single strings followed by 
values of the elements may impose some overheads, data 
frames are designed to group related data elements in order to 
reduce these overheads. Using this technique, multiple data 
elements are assigned a single ID as a distinct data frame [3]. 
Reuse of data structures is made possible by the hierarchical 
structure of messages, data frames, and data elements. 
Ultimately, meaningful collections of data elements and data 
frames compose messages. A tree structure can be used to 
decompose a given message at the receiver side, where data 
elements are located as leaf nodes (external-nodes) [1]. 
J2735 standard [2] describes these data concepts in both an 
XML schema syntax and Abstract Syntax Notation revision 
One (ASN.1). This ASN is then encoded at the Application 
layer to be transported by the lower layers as the payload of 
those lower layers. The Distinguished Encoding Rules (DER) 
variant of Basic Encoding Rules (BER) is the encoding style 
specified in the SAE J2735 standard to translate the ASN.1 into 
OTA packets. There is no ambiguity in the message decoded at 
the receiver end since one (and only one) encoding is allowed 
by the DER for any unique data content [2, 6]. 
The collection of definitions of data elements is typically 
referred to as the data element dictionary. A set of specifying 
fields is considered to define each element within the 
dictionary. This set includes ‘name’, ‘ID’, ‘unit’, ‘accuracy’, 
‘range’, ‘size’, and ‘description’ fields [3]. Approximately 150 
data elements and 70 data frames are defined in the SAE J2735 
dictionary [1, 3]. These data elements are defined in response to 
the significant efforts made by the safety concerned C-ITS 
community to identify the eight common vehicular safety 
applications including ‘emergency brake lights’ and ‘collision 
warning’ [3]. The 30 most commonly used data elements of 
these 8 applications are collected as the BSM [3].  
III. FORMULATION OF THE MESSAGE HANDLER  
The main message construction method performed by the 
DSRC message handling sub-layer is known as the ‘Message 
Handler’ (MH) in the SAE standard which was initially called 
the ‘message dispatcher’ in [7]. This method is emplaced as the 
interface between the DSRC Application layer and its lower 
layer. There are two principal concepts behind the design of the 
MH [3]. Firstly, recognition of similarities in exchanged data to 
reduce WAVE channel load as well as to preserve channel 
utilization. In this regard, the MH performs as a channel 
congestion control mechanism by considering the requirements 
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of applications. Accordingly adaptive beaconing methods have 
been proposed based on vehicles’ state data and current traffic 
scenarios [8, 9]. The 2nd inspiration behind the design of the 
MH is to separate the message construction from applications’ 
functionality to provide device independent DSRC experience. 
The basic architecture of the MH concept is presented in [3, 7]. 
The core duty of the MH is to match up the data 
requirements of applications executed by each subject vehicle. 
Using the notation of set theory, the output of the MH 
functionality is formulated here. Assume n applications 
( n ) are concurrently executed by a subject vehicle, which 
are denoted as App1, App2... Appn. Also consider the following 
definition for Appk which includes Data Elements (DE) and 
Data Frames (DF) specified in the Data Dictionary (DD): 
},...,,,,...,,{ 2121 kjkkkikkk DFDFDFDEDEDEApp    
where jik ,, , nk 1  and DDDFDE kjki ,  
therefore,  DDAppk    
Consequently, the optimum output of the MH from the 









The exchange frequency (fq) of each Data Item (DI), which 
itself may include a collection of DE and/or DF, is measured in 
hertz (Hz) and is the maximum frequency of each individual 
DE or DF required by all running applications: 
))(.),...,(.),(.max()( 21 iniii DIfqAppDIfqAppDIfqAppDIfq   (4) 
where Appk.fq(DIi) returns the minimum frequency required by 
Appk to transmit/receive each particular DIi. 
IV. CONSTRUCTION OF THE BASIC SAFETY MESSAGE  
The BSM is one of the vital messages defined in the J2735 
standard which includes two parts. Core state information of 
vehicles including their system status, dynamics, and position is 
transmitted via BSM Part I. Additional information can also be 
conveyed as required via the same message represented as BSM 
Part II. The content of BSM Part I has been extensively 
researched to conclude the optimal combination of state data for 
safety applications while efficiency and compactness are 
emphasized [1, 2]. Therefore support of a huge portion of V2V 
safety applications become possible via the BSM which gathers 
a number of collision-avoidance requirements in a single 
message. In fact, the determination and definition of the BSM’s 
basic data items alleviate the procedures carried out by the MH. 
The data dictionary specifies data elements and data frames 
which are used in the message construction process. Demands 
of applications, the size of message, and its impacts on network 
traffic were considered in the design of the BSM and may be 
further managed by the MH function in multi-application 
enabled systems. The process of message construction includes 
inclusion of data elements’ and frames’ IDs followed by their 
values. Recipients, target vehicles, decompose the message 
using their data dictionary and thus interpret the message.  
A. Various Compositions of BSM 
Kenney in [1] counts three forms of flexibility offered by 
BSMs Part II. Among these, the “inclusion of some data types 
at a frequency less than the overall BSM rate” feature makes 
the BSM configurations very versatile and allows the 
application users to include none, some or all of the Part II data 
items. Part II includes four different items: Vehicle Events 
(VE), Path History (PH), Path Prediction (PP) and RTCM 
messages. The availability of these informative data items may 
be highly vital for many safety applications, such as neighbor 
relative position prediction or Real-time Relative Positioning 
(RRP) [10], which forces the MH to include them into the BSM 
more frequently. There are 16 possible compositions for a BSM 
based on participating Part II items, dividing them into five 
distinct groups based on the number of participating items.  
A comparison in term of average message size is drawn in 
Table 1 between different BSM configurations. In the table, the 
symbol ‘*’ indicates the participation of the corresponding item 
in the constructed messages. The average message sizes are 
studied from a collection of 400 BSMs constructed according to 
the SAE J2735 standard. Some of the Part II items such as PH 
and RTCM have variable lengths. Contents of the PH item are 
made of the past and current situations of the vehicle and 
contents of RTCM messages are gathered regarding the number 
of visible satellites which changes frequently. For the purpose 
of this study, 7 bread crumbs are considered for inclusion of 
BSM path history item. Also, RTCM-1004 message format has 
been used to include the RTCM item. Note that the size of 
Cooperative Awareness Messages (CAM) can generally be up 
to 800 Bytes due to digital signatures and certificates [11]. 
As the size of BSM varies based on the type and number of 
Part II participating items, the MH has to maintain the least 
required reception rate1 at target vehicles while the transmission 
traffic is kept to a minimum. The following section discusses 
the relations exist among the DSRC fundamental parameters 
such as data rate, reliability, message size and the required 
exchange frequency through DSRC field experiments. 
                                                          
1 10 Hz reception frequency is required by safety applications. 


TABLE I.  AVERAGE BSM PACKET SIZE 
BSM Construction BSM Part II Inclusion Average 
packet size 
(Bytes)a 
No No. of Part2 
Inclusions 
VE PH PP RTCM 
0 0     142 
1 1 *    147 
2  *   184 
3   *  152 
4    * 279 
5 2 * *   189 
6 *  *  157 
7 *   * 284 
8  * *  194 
9  *  * 321 
10   * * 289 
11 3 * * *  199 
12 * *  * 326 
13 *  * * 294 
14  * * * 331 
15 4 * * * * 336 




(a) Avarage Reliability of DSRC  
 
(b) Reliability Range of DSRC 
Fig. 1 Reliability of 5.9 GHz DSRC  
 
V. IMPROVING THE APPLICATION-LAYER’S MH BASED ON 
THE EXPERIMENTAL STUDIES OF THE DSRC MEDIA CAPACITY 
Throughput and reliability of a communication link are the 
most common metrics used in performance evaluation of data 
exchange technologies to ensure quick and robust propagation 
of CAM in VANET. From the perspective of the DSRC 
Application layer, the average number of messages exchanged 
effectively in a given unit of time from a subject vehicle to a 
target vehicle is known as throughput. Also, message reliability 
is referred to the probability that a transmitted message is 
successfully received by the target vehicles. 
A Markov chain model is proposed and verified in [12] to 
analytically mimic the throughput and reliability of IEEE 
802.11-based vehicular networks using the broadcast scheme. 
Since IEEE 802.11p governing the DSRC communication 
medium is a variant of IEEE 802.11, the general behavior of the 
model can be extended to any DSRC-based VANETs. It is 
understood from the model that the broadcast throughput of any 
BSM dissemination, e.g. message per second (mps), is in an 
inverse relationship with the number of communicating nodes. 
This means that as the density of DSRC-enabled vehicles 
increases, the packet reception becomes degraded [13] due to 
the increment of channel congestion. Previous studies have 
examined this issue from the perspective of the MAC layer. 
However, the fact that the packet loss occurred in the local 
queue of systems with tail-drop FIFO queues (local congestion) 
is caused by a saturated channel, motivates the dissemination of 
BSM to be controlled above the MAC layer. Therefore, this 
paper looks into the issue from the viewpoint of the DSRC 
Application layer (APP) through field measurement campaigns.  
The number of communicating nodes was kept constant, 
two OBUs and one RSU, during the field measurement 
campaigns conducted for this study due to the shortage of 
facilities. The OBUs and RSU used for this study utilized the 
same DSRC platform, including HW and firmware, while being 
capable of running different applications. The platform employs 
two IEEE 802.11p mobility radios with 2-antenna diversity 
receivers and a low cost GPS receiver on board in which the 
firmware supports the IEEE 1609 protocol and WSMP stacks. 
A series of field experiments to study the reliability of 5.9 GHz 
DSRC has been designed and conducted for different scenarios 
including congested (10-20Km/h), urban (up to 80Km/h) and 
highway (up to 110Km/h) traffics. 
Fig. 1 (a) represents the average reliability, derived from 
Packet Delivery Ratio (PDR), of DSRC for various separation 
distances between the two moving vehicles. For the first two 
scenarios the maximum communication range experienced 
between the two nodes were just below 600 m with the 
transmission power level of 20 dBm, while this range was just 
slightly above 1000 m for the highway scenario. It is 
understood form the figure that as the distance between vehicles 
increases, the reliability starts to decrease. Fig. 1 (b) 
characterizes the average DSRC reliability as a function of 
range in which reliability of 90% for up to 200 m and 80% for 
up to 500 m are measured while decreases to 50% at 1000 m 
range in diverse scenarios. Thus, the distance between the two 
communicating nodes negatively influences the DSRC 
reliability. In addition to the factors degrading the performance 
of DSRC’s OFDM technique for greater distances such as 
multipath fading, attenuation and interference, the main reasons 
that the reliability of the DSRC in the highway scenario is 
dramatically dropped when the separation distance is larger 
than 200 meters are the existence of other vehicles between the 
sender and receiver which blocks line-of-sight (LOS) as well as 
the frequency selectivity of the channel caused by delay spread. 
As the reliability and APP-to-APP delay are factors of 
range, this paper argues that the message frequency controller 
of the MH, defined as (4), has to account for the reliability rate 
of the communication links. This rate has to be adjusted based 
on the maximum range required by running applications while 
the transmission range can be controlled by adjusting the 
transmission power of DSRC units. This argument means that if 
an application necessitates transmitting a message to a remote 
location, the message has to be sent more frequently than if a 
closer area is the transmission target while the transmission 
power is kept unchanged. Hence, the message frequency 
controller, defined as (4), has to be modified to address the 
average Packet Error Rate (PER) enforced by the separation 
distance while the requirements of in-use applications such as 
mandatory coverage range is satisfied and the minimum 
required message transmission/reception rate is guaranteed.  
In addition to the separation distance between vehicles, 
there are other factors which may increase the PER of DSRC. 
So, PER was measured for the scenario in which one vehicle 
followed the other to identify the affecting factors. As a rule of 
thumb, the test results disclose that as the (relative) speed of the 
communicating nodes increases, the average PER increases as 
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Fig. 2 Max PER at Leader and Follower (Concurrent Exchange) 
 
 
(a) Mean of Max PER at a Curved Road 
 
 
(b) Ground Track of the Curved Road  
 
Fig. 3 PER Caused By Road Curvature 
 
well regardless of the positions of vehicles in respect to each 
other (refer to the ‘Mean’ trend in Fig. 2). This measurement 
campaign has also studied the maximum PER experienced by 
both the leading and following vehicles when they were 
travelling on the same environmental conditions together at 10, 
20, 50, 80 and 110 Km/h. Fig 2 confirms that the maximum 
PER experienced by the leader vehicle for all different road 
speeds is considerably higher than that of the follower vehicle. 
Therefore, it is further argued here that the message frequency 
controller component of the MH has to account for both the 
impacts of immediate speed and relative locations of target 
vehicles on PER as identified here. 
Analysing the data collected from DSRC measurement 
campaigns furthermore reveals the fact that V2V DSRC 
reliability highly depends on the characteristics of both the 
travelling road and the present traffic. Fig. 3 (a) represents the 
average of the maximum PER experienced by both the leading 
and following vehicles for when the leader vehicle was at the 
marked positions shown in Fig. 3 (b). The maximum road speed 
for this test was 80 Km/h and the distance between the two 
vehicles reached up to 300 meters. Fig. 3 (a) testifies that road 
curvature (with obstructing trees in this case) has caused the 
PER to increase. Consequently, it is suggested that the message 
frequency controller component of the MH at the Application 
layer has to consider PER caused by road geometry to mitigate 
the reliability loss. To take the road geometry into account, the 
MH has to access on-board digital maps to identify curvature 
changes of the upcoming road segments. 
A. Adaptive Message-Dissemination Frequency Controller 
Having an efficient message frequency controller as part of 
the MH of the Application layer is essential to support 
functionalities of the MAC layer and specifically the 
Decentralized Congestion Control (DCC) mechanisms. 
Therefore the message-dissemination frequency controller, 
defined as (4), can be further improved:  
)1()()(

 iiFinal DIfqDIfq  
where ρ is the reliability factor of DSRC link at a given time 
considering the effects of separation distance between vehicles, 
immediate speed of the subject vehicle and road geometry on 
the PDR of the link. Forasmuch as a limited study of the 
reliability factor of DSRC links was presented in this paper, 
detailed large scale measurements are deserved to be studied in 
the future. 
The need for effective congestion control mechanisms is 
doubtless, even though IEEE 802.11p can support data rates of 
up to 27 Mbps (while data rate of 6 Mbps provides the optimum 
performance). Nevertheless there is a trade-off between DSRC 
link robustness and medium congestion reduction. The 
proposed adaptive message frequency controller has been 
studied and utilized to reduce the overall traffic at 5.9 GHz 
band while the minimum of 10 Hz reception rate required by 
the collision warning applications is maintained. The control 
measure at the Application layer governs the contention 
window (W) based on the size of message to be sent as well as 
the fqFinal(DIi) factor. To study the performance of the proposed 
message controller, BSMs including VE and RTCM inclusions 
(Message 7 of Table I) were constructed and exchanged over 
the developed DSRC platform aimed at 200, 500 and 1000 m 
on a straight urban road while the average data rates of 0.023 
Mbps, 0.029 Mbps and 0.043 Mbps were respectively required 
by the sender to maintain the minimum of 10 Hz reception rate 
at the receiver. The results shown in Fig. 4 testify that no 
bandwidth is depredated while the least required BSM 
reception rate is maintained and a high reliability is 
concurrently induced at the receiver end. 
Fig. 5 elaborates on the map-based method in which map 
information is used to determine the properties of the roadway 
as a mean of adjusting the BSM frequency controller. The data 
reflected in the figure was collected from the same 
measurement campaign using a pair of vehicles travelled on a 
curved road where a LOS was available between the two 
vehicles while the separation distance between them did not 
exceed 100 m. Two sets of measurements are distinguished; the 
first measurement set corresponds to the transmission (Tx) at 10 
Hz rate while the second set matches the Tx rate of 20 Hz. 

452
 Fig. 4 Comparison of BSM Transmission Rates 
 
 
Fig. 5 Efficacy of Adaptive Message-Dessimination Frequency Controller 
(The Color Bar Represents the Number of Consecutive Message Loss) 
The 10 Hz transmission rate used for the measurements 
shown in Fig. 5 is the default value suggested in the literature 
for transmission of safety messages, however, as already 
discussed, the properties of the roadway utilized for the 
measurement campaigns imposed up to almost 50% message 
loss. Hence, the Tx rate of 20 Hz was adopted by the message 
frequency controller to maintain the minimum reception (Rx) 
rate of 10 Hz at the target receiver. Although the average PER 
in the case of higher Tx rate is slightly greater than that if lower 
Tx rate is selected, the Tx rate has to be adjusted to guarantee 
the minimum required Rx rate. This mechanism shall consider 
the density of DSRC-enabled vehicles in range to minimize the 
transmission range to avoid channel congestion. Hence this 
mechanism best serves the applications, such as RRP, 
necessitated to cover areas within a short distance of the sender. 
Fig. 5 also represents the number of consecutive message loss 
for a portion of the Tx rate of 20 Hz with the maximum of 6. So 
the DSRC outage may take up to maximum of 300 ms which is 
hardly a threat to efficacy of safety applications. It is also noted 
that the studied mechanism is only effective if the LOS between 
the transmitter and target vehicles is available, otherwise the Tx 
rate adjustment will solely result in channel saturation which 
itself negatively affects the reliability of DSRC links. 
The proposed message frequency handler demands to 
access digital maps and other on-board systems, such as CAN 
bus to determine the current speed of the vehicle, to effectively 
address the requirements of in-use safety applications. One of 
the restrictions that the implementation of DCC metrics 
considering the requirements of applications such as the 
proposed message controller faces in regards with the current 
DSRC stack is: these metrics cannot be hardware-implemented; 
therefore the security layer has to verify the authenticity of the 
MH access to applications. Also, the utilized digital maps have 
to provide extra information, such as the radius of road 
curvatures and position of road furniture, to facilitate the 
calculation of the maximum LOS available to a pair of vehicles.  
VI. CONCLUSION 
To make use of the SAE J2735 message sets for vehicle to 
vehicle communication using DSRC onboard units, the paper 
has studied various Basic Safety Message (BSM) 
configurations and their network throughput implications. 
Experimental results have shown that there is a close 
relationship among 5.9 GHz DSRC performance and its media 
metrics such as throughput, reliability and PER, with the 
governing rules of the DSRC Application layer. To address 
these relations, an innovative message dissemination frequency 
controller at the Application layer was proposed and verified to 
increase the throughput and reliability of DSRC. Finally, in 
order to mitigate the reliability loss, the paper has suggested the 
use of digital maps by the Application layer to resolve the PER 
enforced by properties of the travelling road which its detailed 
study is a potential avenue for future work. 
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