1. Introduction {#s0005}
===============

Information-communication technology (ICT) can help governments and their citizens collaborate toward achieving sustainable public health practices. While public health is simply a collection of individual citizens\' health, it can be influenced by, mental and physical, individual and collective, and social and environmental factors. For example, maintaining physical health begins with an individual\'s mental awareness of hygienic concerns; however, individual awareness alone is insufficient. This is because even an individual citizen\'s health has an externality through which one\'s health condition affects - or is affected by - others, both consciously and unconsciously. Given this externality, public health often transcends the individual level and, therefore, eventually requires public concern and sometimes government intervention ([@bb0105]; [@bb0310]).

In considering the "public" characteristics of a health problem, social media provides a conduit for governments to communicate risk information effectively and in a timely manner, as well as to engage citizens in informed decision-making ([@bb0110]; [@bb0135]; [@bb0155]). For example, the Korean Centers for Disease Control and Prevention (KCDC) has been actively using several social media platforms, including Facebook, Twitter, and YouTube to keep Korean citizens abreast of recent public health outbreaks and emerging infectious diseases. Mobile applications (or "apps") are central to the Korean government\'s digital initiatives. Among many apps offered by KCDC, "TB Zero," "Vaccination Helper," and "KCDC" apps represent interactive educational tools for public health risk management that involve citizens in tracking the development of a disease and inform them of relevant health risks ([@bb0185]). "Vaccination Helper," which was launched in 2011 to help parents with child immunization management, has been downloaded by more than a million users as of August 2018.

Such ICT-based practices are not effective unless citizens recognize their responsibility to make informed health decisions and keep themselves healthy by actively participating in the government\'s health programs. Metaphorically, ICT-based health risk communication policy is akin to pair skating: the policy\'s success depends on how well the two players work together and neither can flourish alone. In other words, benefiting from ICT-based health information systems and e-government initiatives depends on the coordination and collaboration between a government and its citizens. Therefore, this study explores the answer to the question: How can the government information services provided to citizens through ICT better facilitate citizens being active participants and faithful stakeholders in public health governance, rather than just passive observers? As part of ICT application, the government\'s social media sites refer to "a group of Internet-based applications" with Web 2.0 interactive features used by the government to share information and collaborate with internal and external entities ([@bb0160], p. 61). This study specifically focuses on social media accounts that the health department and agencies in the Korean government own and operate on social media platforms, such as Facebook and Twitter, for public health communication.

This study reviews and updates research concepts and theories relevant to government systems using ICT (e.g., technology adoption model, diffusion of innovation theory, theory of planned behavior, and unified theory of acceptance and use of technology) and existent e-government specific adoption models (e.g., [@bb0060]; [@bb0065]; [@bb0080]; [@bb0085]; [@bb0205]; [@bb0215]; [@bb0285]; [@bb0325]). This investigation adds to the current understanding of how to stimulate citizen engagement and stewardship using new government-led ICT solutions and programs for public health risk communication from an accountable and collaborative governance perspective. However, the empirical evidence that shows whether implementing e-government services of public health risk communication leads to citizens\' acceptance and usage of such services is not provided. Therefore, the present study aims to fill this gap in the literature by providing a comprehensive framework to explain and predict users\' requirements for adopting e-government technologies and participating in new ICT operations provided through social media. Specifically, by incorporating the citizen\'s information-seeking behavior into the e-Government Adoption Model (GAM) developed by [@bb0325], this study examines the effects of critical factors affecting citizens\' decision-making in terms of adopting a new technology-driven government system, such as public health risk communication, on government social media sites.

On the one hand, this research provides a blueprint and directions for what determines citizens\' participation in and collaboration with government\'s public health risk communication on social media sites, which may inform researchers, policymakers, and public officials of critical determinants that affect the cognitive, affective, and conative aspects of citizen\'s willingness to use government-led ICT services and solutions. On the other hand, this research offers managerial insight into how governments can be more accountable and better help citizens fulfill their responsibility using ICT-based health risk communication. Taken together, these efforts facilitate sustainable public health practices in the social media-based public governance era. Given the rapid proliferation and widespread use of social media by government agencies, this study illustrates which policy instruments and transformation strategies should be implemented both by the governed and those governing to enhance public accountability and the effective governance of health risk communication in this new ICT-driven governance ecosystem.

Toward this end, South Korea represents a well-suited study site because the Korean government has committed to developing citizen-centered and public value-based e-government and collaborative governance using innovative ICT policies and services in the 4th industrial revolution ([@bb0080]; [@bb0335]). Moreover, most of the Korean public health agencies and government healthcare organizations already heavily use social media platforms, apps, and networks as cost-effective and convenient means toward spreading information, practices, and solutions concerning personal and community health initiatives since the 2015 Middle East Respiratory Syndrome (MERS) outbreak in South Korea. Therefore, this locale and its government serve as the foundation for the present investigation into the design and implementation of effective, sustainable ICT practices using social media in the public health sector.

2. Theoretical background and hypotheses {#s0010}
========================================

2.1. Accountability {#s0015}
-------------------

"Accountability underpins civilization" ([@bb0045], p.1). As long as a service is called "public" and is provided by the government, like social media-based health information provision, it is accompanied by the concept of accountability, which assumes a "principal-agent" relationship. Although there are numerous definitions of accountability, we can generally agree, "Accountability is about explanation and justification to a forum with the possibility of sanctions as a result" ([@bb0140], p.187). Accountability is the "relationship between an actor and a forum, in which the actor has an obligation to explain and to justify his or her conduct, the forum can pose questions and pass judgment, and the actor may face consequences" ([@bb0025]). Following this definition, the actor is an individual or organization, and the forum is individual or institution; the obligation is formal or informal, and the questions and judgment lead to either a negative or a positive consequence.

Comparing the two similar concepts of responsibility and accountability, [@bb0235] described objective responsibility as "the responsibility of a person or an organization to someone else, outside of self, for something or some kind of performance. It is closely akin to accountability or answerability," (p.7) and subjective responsibility as feeling responsible and behaving responsibly in a cultural and social context. [@bb0140] differentiated between accountability and responsibility using organizational hierarchy. He argued that a staff member is accountable to a superior, whereas every superior is responsible for the actions of his or her subordinates. In sum, despite the various attempts to distinguish between accountability and responsibility, their differences are not always clear, and the two terms are often interchangeable. Still, the common argument on accountability prescribes the existence of at least two parties, in which one party expects the other to act beneficially and to not do something harmful ([@bb0140]; [@bb0240]; [@bb0255]; [@bb0300]; [@bb0315]).

2.2. Accountability for public health {#s0020}
-------------------------------------

Citizens should (and want to) be protected from health risks. However, who is accountable for public health? Based on the condition of accountability, individual citizens are socially responsible and accountable to one another, because everyone is closely connected to and influenced by each other\'s health. We are all expected to maintain our health. Otherwise, we place the burden of caring for ourselves onto others. In other words, public health has an aspect of externality. Citizens should protect themselves from health risks, both individually and collectively. However, because of the externality of the health problem, citizens also empower and require the government to protect them from health risks through public health policies.

Using social media as a communication platform is one way that government fulfills its accountability for public health ([@bb0110]). Governments are supposed to satisfy four types of accountability ([@bb0295]; [@bb0305]): (1) hierarchical accountability to obey organizational directives; (2) legal accountability to comply with external mandates; (3) professional accountability to defer to individual judgment and expertise; and (4) political accountability to be responsive to key external stakeholders. Among the four, public sector reform has placed great emphasis on professional and political accountability ([@bb0290]). Regarding public health, governments are accountable for providing risk communication to more citizens, for example, in this day and age, by using ICT. Simply put, citizens and governments have their own accountabilities regarding the mitigation of public health problems.

2.3. Collaborative accountability in ICT-based public health communication {#s0025}
--------------------------------------------------------------------------

Citizens and governments often collaborate in order to get more or better policy resources and outcomes such as information, legitimacy, and productivity ([@bb0055]). To facilitate this collaboration, governments can use various forms of communication with its citizens: unilateral informing, bilateral consultation, involvement, collaboration, and empowerment ([@bb0150]). Specifically, "collaborative governance" is often referred to as a special form of the principal-agent relationship in which the government acts as the principal and private players (e.g., contractors or volunteers) act as the agent ([@bb0055]). However, the concept of collaborative governance is insufficient to describe the collaboration between governments and citizens, because their roles are often mixed between principal and agent. Collaboration in the "agency relationship" ([@bb0140]) rather implies a mutually accountable relationship between citizens and governments.

In the context of health, how are risks assessed and addressed? Generally speaking, risks are managed by following a prescribed process ([@bb0035]) that includes the following steps: (1) identify the problem or risk exposure; (2) measure and assess risk exposure and its effects; (3) find and evaluate instruments and facilities to shift or trade risks; and (4) form and adopt risk mitigation strategies to avoid, transfer, and contain the risks. In health risk management, there is a spectrum of citizen participation ([@bb0055]). Examples include (1) enabling patient and family decision-making, (2) enabling community decision-making, (3) encouraging public work such as volunteer coordination, (4) gathering input and data on health, (5) connecting and sharing networks, and (6) disseminating health information.

In combining the discussion above of accountability and risk management, one can identify several challenges regarding citizen accountability in public health. The first challenge is the citizens\' **self-protection**. Every citizen is expected to have a sense of responsibility toward him- or herself, as well as toward the community; this responsibility should lead to health risk information-seeking behavior ([@bb0195]; [@bb0220]). The second challenge is about the citizens\' **voice**. Because of the externality of health problems, citizens usually shift the accountability of protecting themselves from health risks to their government.

Furthermore, they want to (or should) keep interacting with their government to put their voices into policy ([@bb0015]; [@bb0200]). The third challenge involves **co-production** between citizens and government. Citizens are increasingly becoming co-producers with their governments for public values ([@bb0005]). When it comes to health risk communication using ICT, the citizens who use ICT media are expected to act (or be well prepared to act) as not only information recipients but also information producers or disseminators ([@bb0230]; [@bb0270]). The fourth challenge concerns citizens\' **utilization** of health-related services. No matter how good an ICT-based public service is, if citizens choose not to use it due to any number of reasons (e.g., ignorance, digital literacy, accessibility, service quality, trust, security concerns) the implementation of policy through this form of civic engagement would be far from successful.

ICT-based health risk communication systems operated by the government should meet the challenges above. With this in mind, the current study employed variables that help address the challenges, based on the theoretical lens of the e-government adoption model (GAM) that incorporates determinants of adopting ICT-based health risk services. In other words, these variables allowed us to explore the answer to the question: How can government better facilitate citizen accountability for public health? Additionally, this investigation considered the factors behind citizens\' acceptance and adoption of ICT-based health risk communication services. The variables, theoretical rationales, and models are specified in the following section.

2.4. Adoption of ICT-based government services for health risk communication {#s0030}
----------------------------------------------------------------------------

A tendency to seek risk information may lower barriers to adopting innovation for risk management purposes, as information seeking serves as a coping strategy for risk reduction ([@bb0100]; [@bb0280]). Previous scholars have found that more exposure to medical information and health-related training leads to information seeking using various sources ([@bb0120]; [@bb0165]; [@bb0170]). Furthermore, those with more sources of information reported higher levels of self-reliance when making health-related decisions ([@bb0120]). Information-seeking behavior is part of the effort to cope with information insufficiency, which positively influences the adoption of new communication technology ([@bb0100]). In other words, individuals with a higher tendency to seek information are inclined to seek more sources of information and try a communication tool that best fits their need for efficient information acquisition. Thus, we posit the following hypothesis:H1Individuals with higher tendencies to seek risk information will be more likely to use the government\'s social media sites for (a) obtaining risk information and (b) engaging in interactions with the government for risk preparation.

[@bb0325] proposed the GAM theoretical approach to explain and predict the adoption behavior of e-government services. Based on GAM, the present study considers the perceived ease of use as a perceptual determinant of adoption. Perceived ease of use was originally referred to as the perceived *ability* to use by [@bb0325], but its conceptualization and operationalization when focused on perceptions of e-government websites is best described in terms of *ease* of use. Thus, this study uses the modified concept of perceived ease of use instead of [@bb0325] original description. The easier and more effortless people perceive the use of a new technology to be, the more likely they are to use it ([@bb0040]).

A positive relationship between perceived ease of use and adoption behavior is well documented in the literature ([@bb0145]; [@bb0265]; [@bb0345]). Perceived information quality and perceived functional benefit are key factors that lead users to adopt ICT-based government services. These two concepts imply that people who believe new technology will provide useful information and help them complete tasks efficiently tend to accept the technology and make use of it ([@bb0325]). Perceptions of usefulness, regarding information quality and task completion, have been reported to play a considerable role in the adoption of information technologies ([@bb0250]; [@bb0265]; [@bb0345]). Another important aspect of ICT-based services that encourages adoption behavior is the security of a system. Perceived security refers to the degree to which users perceive that a technology ensures the security of personal information and uses their information appropriately ([@bb0325]). Problems related to user privacy are considerable barriers that hinder the success of new information technology ([@bb0095]). Thus, security provisions should be ensured for citizens considering the use of ICT-based government services ([@bb0020]). The perception that a technology is secure and safe to use relates positively to the usage of that technology ([@bb0325]; [@bb0340]). Based on the theoretical background and empirical evidence discussed above, we hypothesize:H2Individuals with favorable perceptions of ease of use, information quality, functional benefit, and security will be more likely to use the government\'s social media sites for (a) obtaining risk information and (b) engaging in interactions with the government for risk preparation.

Social media competency is a prerequisite condition for seeking risk information from these sources ([@bb0030]; [@bb0190]; [@bb0345]). By adopting the conceptualization of the internet\'s self-efficacy established by [@bb0070], this study defines social media competency as the degree to which a person is confident in his or her ability to perform tasks on social media required to meet given communication goals. Previous research suggests that higher levels of social media competency lead to increased perceptions of usefulness and ease of use with a new application ([@bb0030]; [@bb0330]). Thus, we propose the following two hypotheses:H3Individuals with higher levels of social media competency will be more likely to seek risk information using these platforms. H4Individuals with higher levels of social media competency will be more likely to perceive the government\'s social media sites as easy to use.

Trust in the government is an influential factor that encourages citizens to adopt online ICT-based government services because trust in the service provider serves as a contextual cue to assess the benefits and effectiveness of using a new application ([@bb0010]). Lack of trust in the government hinders the adoption of e-government services by its citizens ([@bb0085]; [@bb0190]; [@bb0275]). Increased trust in the government, however, leads citizens to perceive government services positively and thus bolsters faith in these services ([@bb0090]). Trust in the services that the government offers on social media, in turn, is expected to promote intentions to use them for information acquisition and interactions with the government for better task achievement ([@bb0325]). This line of reasoning leads to the following hypotheses:H5Individuals with higher levels of trust in the government will be more likely to perceive the government\'s social media sites for risk preparation positively in terms of (a) ease of use, (b) information quality, (c) functional benefit, and (d) security. H6Trust in the government\'s social media sites will mediate the influences of perceptions of those sites (such as ease of use, information quality, functional benefit, and security) on intentions to use them for (a) obtaining risk information and (b) engaging in interactions with the government for risk preparation. H7Intention to use the government\'s social media sites for obtaining risk information will relate positively to one\'s intention to use the sites for engaging in interactions with the government for risk preparation.

3. Methods {#s0035}
==========

3.1. Sample selection and data collection {#s0040}
-----------------------------------------

The Korean government has been increasing its use of mobile devices (e.g., smartphones) and social media sites/platforms (e.g., Facebook, Twitter, YouTube, Instagram) to enhance government information availability, provide innovative government services, strengthen the informed and dialogical relationships with the public for democratic practices and public value creation. Therefore, a variety of digital government services and smart technologies on public safety and healthcare promotion are fully generalized in Korean society ([@bb0180]; [@bb0285]). In this study, we employed a professional market research company specialized in panel data research on public health, public hygiene, and healthcare, in order to ensure the representativeness and validity of the study. The research company conducted quota sampling, based on the Korean Population and Housing Census 2017, and extracted 1050 respondents who have received or/and consulted the information on public health from the e-government services through government websites and smartphone application. As a result, this company recruited 1050 citizens based on their availability, not by exploiting screening questions. Among them, 700 participants answered the survey -- an approximately 67% response rate.

The mean age of the participants was 42 years (SD = 12.1), and 355 of them were male (50.7%). More than half of the respondents held a bachelor\'s degree (51.6%) or higher (9.0%); the remaining participants had earned either an associate degree (16.6%,) a high school diploma (22.6%), or had completed a middle-school education (0.3%). [Table 1](#t0005){ref-type="table"} contains details on the sample population\'s characteristics.Table 1Sample characteristics (*N* = 700).Table 1N%Gender Male35550.7 Female34549.3Age*M* = 41.9*SD* = 12.1 20--2914020.0 30--3915422.0 40--4918326.1 50--5917725.3 60+466.6Education Middle school graduate20.3 High school graduate15822.6 Associate degree11616.6 Bachelor\'s degree36151.6 Master\'s or doctorate degree639.0Household monthly income Less than \$880294.1 \$880 -- less than \$17607911.3 \$1760 -- less than \$264010114.4 \$2640 -- less than \$352011316.1 \$3520 -- less than \$440012417.7 \$4400 -- less than \$52808512.1 \$5280 -- less than \$6160588.3 \$6160 -- less than \$7040466.6 \$7040 -- less than \$7920213.0 \$7920 -- less than \$8800131.9 \$8800 or more314.4

Participants received an invitation through email to complete a survey at their convenience. The questionnaire began with demographic questions, such as sex and age. Respondents then answered questions that measured the study variables, including social media competency, risk information-seeking behavior, perceptions of the government\'s social media accounts and intentions to use them. The entire survey required approximately 20 min to complete.

3.2. Measures {#s0045}
-------------

### 3.2.1. Social media competency {#s0050}

The ability to use social media was measured using five items taken from [@bb0345] Internet Competence Scale. All of the items in this study were rated on a 7-point Likert scale. The items were "I feel confident when using social media and applications," "I am comfortable when using social media and applications on my own," "I am able to use social media and applications well on my own," "I am able to use social media and applications even if there is nobody around to help me," and "I feel confident and competent finding information by using search functions on social media" (*M* = 3.59, *SD* = 0.79, α = 0.94) ([Table 2](#t0010){ref-type="table"} ).Table 2Descriptive statistics and factor loadings for social media competency & trust.Table 2VariableMeasurement ItemMean (SD)LoadingEigenvalue (Variance %)Social media competency ([@bb0345])I am comfortable when using social media and applications on my own.3.63 (0.88)0.9313.99 (79.91) α = 0.94I am able to use social media and applications well on my own.3.58 (0.90)0.925I am able to use social media and applications even if there is nobody around to help me.3.75 (0.86)0.892I feel confident when using social media and applications.3.33 (0.91)0.879I feel confident and competent finding information by using search functions on social media.3.68 (0.88)0.839Trust in the government ([@bb0115]; [@bb0190]; [@bb0275])I feel that the government does its best for people.2.91 (0.94)0.8667.54 (68.58) α = 0.95The government does a good job of communicating with people about proper risk preventive measures and policies.2.76(0.93)0.861I feel that the government performs its task with honesty and integrity.2.77 (0.97)0.858The government is doing a competent job of monitoring emerging risks to protect people.2.79 (0.90)0.841I trust that the government keeps my best interests in mind.2.65 (0.97)0.837In my opinion, the government is trustworthy.2.72 (0.91)0.836I trust the government to protect people from public health risks such as infectious diseases.2.90 (0.91)0.823Government officials care about minimizing public health risks.2.90 (0.93)0.821I trust the government.2.93 (0.89)0.799I feel that the government does the public work that people want.2.81 (0.86)0.793I feel that the government does not waste people\'s taxes.2.43 (0.98)0.770

### 3.2.2. Trust in government {#s0055}

To measure citizen\'s trust in their government, we constructed an instrument based on previous research ([@bb0115]; [@bb0190]; [@bb0275]). Eleven items were used for this measure, including "I feel that the government does its best for people" and "I feel that the government performs its task with honesty and integrity" (*M* = 2.78, *SD* = 0.77, α = 0.95) ([Table 2](#t0010){ref-type="table"}).

### 3.2.3. Risk information seeking {#s0060}

Participants\' risk information-seeking behavior was measured by six items ([@bb0115]; ter Huurne et al., 2009), including "When the topic of health risks such as infectious diseases comes up, I try to learn more about the causes and preventive measures" and "When this topic comes up, I\'m likely to tune it out" (*M* = 4.70, *SD* = 0.61, α = 0.83) ([Table 3](#t0015){ref-type="table"} ).Table 3Descriptive statistics and factor loadings for risk information seeking.Table 3VariableMeasurement ItemMean (SD)LoadingEigenvalue (Variance %)Risk information seeking ([@bb0115]; [@bb0280])Whenever the topic of health risks comes up, I go out of my way to avoid learning more about it. (r)5.72 (0.90)0.8203.27 (54.46) α = 0.83When this topic comes up, I\'m likely to tune it out. (r)5.54 (0.92)0.783Gathering a lot of information on health risks is a waste of time. (r)5.77 (0.91)0.778When it comes to health-related risks, I\'m likely to go out of my way to get more information.3.73 (0.73)0.716When the topic of health risks comes up, I try to learn more about the causes and prevention measures.3.74 (0.71)0.715When a public health emergency occurs, I\'m likely to seek information about the causes and prevention measures.3.71 (0.76)0.594[^1]

### 3.2.4. Perceived ease of use {#s0065}

To assess participants\' perceptions of the ease of use of the government\'s social media sites, a seven-item scale was adapted from [@bb0325] GAM model. [@bb0325] developed this scale to measure "perceived ability to use" (p. 20), although the scale items focused more on perceived quality of the government\'s website than on perceptions of one\'s ability to use it. We modified this scale to measure perceived ease of use. For example, "It is easy to find needed information on the government\'s social media sites," "Interactions with the government through social media are clear and understandable," and "The government\'s social media sites provide all relevant information necessary to fulfill my needs" (*M* = 3.06, *SD* = 5.78, α = 0.85) ([Table 4](#t0020){ref-type="table"} ).Table 4Descriptive statistics and factor loadings for perceptions of government\'s social media sites.Table 4VariableMeasurement ItemMean (SD)LoadingEigenvalue (Variance %)Perceived ease of use ([@bb0325])Interactions with the government through social media are clear and understandable.3.06 (0.75)0.8113.77 (53.86) α = 0.85The government\'s social media sites fit well with the way that I like to interact.3.08 (0.77)0.783Using the social media sites would fit into my lifecycle.3.09 (0.81)0.764It is easy to find needed information in the government\'s social media sites.3.13 (0.80)0.754I can easily do my tasks while using the government\'s social media sites.3.17 (0.81)0.751I like virtual interaction with social media better than personal interaction with physical offices.2.99 (0.87)0.627The government\'s social media sites provide all relevant information necessary to fulfill my needs.2.92 (0.75)0.625Perceived information quality ([@bb0325])The government\'s social media sites provide information sequentially and systematically.3.10 (0.77)0.8732.16 (71.93) α = 0.80The government\'s social media sites provide accurate information about the services the government provides.3.13 (0.71)0.857Information on the government\'s social media sites is up to date.3.21 (0.75)0.814Perceived functional benefit ([@bb0325])Using the government\'s social media sites enhances overall efficiency.3.43 (0.74)0.8832.77 (69.35) α = 0.85Using the government\'s social media sites makes it easier to perform tasks.3.30 (0.75)0.833It does not take too much time to seek service from the government\'s social media sites, as compared to traditional government service.3.44 (0.80)0.816The government\'s social media sites help accomplish tasks more quickly.3.33 (0.77)0.796Perceived security ([@bb0325])The government\'s social media services are technologically stable.3.11 (0.72)0.9001.62 (81.06) α = 0.77The government\'s social media sites have adequate security features.3.00 (0.75)0.900

### 3.2.5. Perceived information quality {#s0070}

To assess perceptions of the quality of information provided on government social media sites, three items were adapted from [@bb0325]: "Information provided at the government\'s social media sites is up to date," "The government\'s social media sites provide accurate information about the services the government provides," and "The government\'s social media sites provide information sequentially and systematically" (*M* = 3.15, *SD* = 0.63, α = 0.80) ([Table 4](#t0020){ref-type="table"}).

### 3.2.6. Perceived functional benefit {#s0075}

To measure perceived functional benefit of using the government\'s social media to see health information, the following four items were used: "The government\'s social media sites help accomplish tasks more quickly," "It does not take too much time to seek service from the government\'s social media sites, as compared to traditional government service," "Using the government\'s social media sites enhances overall efficiency," and "Using the government\'s social media sites makes it easier to perform tasks" (*M* = 3.37, *SD* = 0.63, α = 0.85). These items were also adopted from [@bb0325] ([Table 4](#t0020){ref-type="table"}).

### 3.2.7. Perceived security {#s0080}

Two items from [@bb0325] scale of perceived security were modified to assess how safe and secure participants feel when using the government\'s social media sites. Participants rated their agreement with each of the following items: "The government\'s social media services are technologically stable" and "The government\'s social media sites have adequate security features" (*M* = 3.06, *SD* = 0.66, α = 0.77) ([Table 4](#t0020){ref-type="table"}).

### 3.2.8. Perceived trust {#s0085}

Perceptions of trust in the government\'s social media sites were operationalized as credibility and integrity of its social media services. Eight items were adapted from [@bb0325], including "The government\'s social media services are overall reliable" and "The government\'s social media sites take prompt action when I encounter health risk problems" (*M* = 3.03, *SD* = 0.58, α = 0.90) ([Table 5](#t0025){ref-type="table"} ).Table 5Descriptive statistics and factor loadings for trust in government\'s social media sites and adoption intentions.Table 5VariableMeasurement ItemMean (SD)LoadingEigenvalue (Variance %)Perceived trust in the government\'s social media sites ([@bb0325])The government\'s social media sites take prompt action when I encounter health risk problems.2.97 (0.77)0.8384.65 (58.18) α = 0.90The government\'s social media sites address my specific needs.2.98 (0.75)0.827The government responds very quickly through its social media sites.3.01 (0.77)0.814If I use the government\'s social media services, it is possible to communicate with the government about health-related risks and information at all times.3.06 (0.77)0.781The government takes full responsibility for any type of insecurity during interaction on social media.3.02 (0.79)0.737The government\'s social media sites recognize me as a valuable customer.3.04 (0.74)0.731The government\'s social media services are overall reliable.3.19 (0.71)0.714The government\'s social media sites are more reliable than physical offices.3.00 (0.73)0.638Adoption intentions for information ([@bb0325])To search/obtain information about health-related risks, I would like to use the government\'s social media sites.3.23(0.82)0.9242.41 (80.30) α = 0.93To search/obtain information about health-related risks, I would use the government\'s social media sites.3.22 (0.77)0.885To search/obtain information, I would recommend that my friend/relatives use the government\'s social media sites.3.14 (0.84)0.878Adoption intentions for interactions ([@bb0325])To make query, I would like to use the government\'s social media sites.3.20 (0.81)0.9262.45 (81.60) α = 0.92To make query, I would recommend that my friends/relatives use the government\'s social media sites.3.15 (0.81)0.896To make query, I would use the government\'s social media sites.3.18 (0.81)0.888

### 3.2.9. Adoption intentions {#s0090}

Based on [@bb0325] scale for the adoption of e-government services, we created six items to measure intentions to use the government\'s social media platforms for (a) obtaining information and (b) interacting with the government. These two types of adoption intentions were treated as separate variables in the data analysis, as they reflect different forms of communication. Obtaining information pertains more to one-way communication in which the government provides constant updates and relevant risk information using social media (e.g., progress on outbreak containment, availability of vaccines, and possible preventive measures) without receiving any feedback or inquiries from citizens. Interactions with the government describe the two-way communication that occurs through reciprocal dialogues such as commenting on social media posts, having live Twitter chats, and sending direct messages to ask and answer specific questions. Intentions to adopt information services were measured using three items, including "To obtain information about health-related risks, I would use the government\'s social media sites" (*M* = 3.19, *SD* = 0.72, α = 0.93). The other two items were used to assess intentions to adopt interactions, including "To make a query, I would use the government\'s social media sites" (*M* = 3.17, *SD* = 0.73, α = 0.92) ([Table 5](#t0025){ref-type="table"}).

3.3. Construction of scales {#s0095}
---------------------------

Cronbach\'s alpha tests for measurement reliability indicated adequate internal consistency among items for each variable, with an alpha value ranging from 0.77 to 0.95. A series of factor analyses also confirmed the reliability and validity of the measurement items. For each variable, all factor loadings were greater than a loading criterion of 0.40, ranging from 0.594 to 0.931 ([@bb0125]). Values for individual items that measured the same variable were averaged to create a scale score for data analysis.

3.4. Analyses of model {#s0100}
----------------------

We tested the proposed hypotheses (H1 -- H7) using path analysis with structural equation modeling in IBM SPSS Amos 23. This approach is superior to running a series of regression analyses because it tests presumed relationships simultaneously, instead of analyzing several causal paths individually, and controls for measurement errors ([@bb0350]). A maximum likelihood estimation was used to obtain path parameters.

We ran the initial path analysis, which allowed all variables to relate to all of the other variables. We then removed the insignificant paths from the model and some error variances were modified to co-vary according to the modification indices. These modifications were made one at a time while observing changes to the model fit indices and path estimates. After this model trimming, the goodness-of-fit indices indicated that the developed model fit the data well, χ^2^(16, *N* = 700) = 52.069, p \< 0.001; CFI = 0.990, SRMR = 0.043, RMSEA = 0.057 (see [Fig. 1](#f0005){ref-type="fig"} for the final path model).Fig. 1Path model for the adoption of the government\'s social media sites for risk preparation and response.Fig. 1

According to Hu and Bentler (1999), structural equation models are valid when the value of the Comparative Fit Index (CFI) equals or exceeds 0.95, the value of the Standardized Root Mean Square Residual (SRMR) is less than or equal to 0.09, and the value of the Root Mean Square Error of Approximation (RMSEA) is less than or equal to 0.06. Models have an acceptable fit when they meet at least two of these criteria.

4. Results {#s0105}
==========

4.1. Influence of risk information seeking on adoption behaviors {#s0110}
----------------------------------------------------------------

The results indicated that risk information seeking was positively associated with intentions to use the government\'s social media sites for information acquisition (β = 0.12, *p* \< .01). There was no significant direct influence of risk information seeking on intentions to use the government\'s social media sites for interactions with the government for risk preparation. However, risk information seeking had a positive influence on use intentions for interactions with the government indirectly through use intentions for information acquisition (indirect effect = 0.06). These results support both H1a and H1b (see [Table 6](#t0030){ref-type="table"} for all direct and indirect effects in the final path model).Table 6Standardized parameter estimates for the final path model.Table 6PathDirectIndirectTotalSocial media competency ➔ risk information seeking (H3)0.270[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.270Social media competency ➔ perceived ease of use (H4)0.203[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.203Social media competency ➔ perceived benefit0.233[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.233Social media competency ➔ perceived trust0.0720.072Social media competency ➔ use intention for information0.1300.130Social media competency ➔ use intention for interaction0.1330.133Government trust ➔ perceived ease of use (H5a)0.577[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.577Government trust ➔ perceived information quality (H5b)0.570[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.570Government trust ➔ perceived functional benefit (H5c)0.419[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.419Government trust ➔ perceived security (H5d)0.508[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.508Government trust ➔ perceived trust0.275[⁎⁎⁎,](#tf0015){ref-type="table-fn"}[⁎⁎](#tf0010){ref-type="table-fn"}0.4060.681Government trust ➔ use intention for information0.5160.516Government trust ➔ use intention for interaction0.4850.485Risk information seeking ➔ use intention for information (H1a)0.115[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.115Risk information seeking ➔ use intention for interaction (H1b)0.0570.057Perceived ease of use ➔ perceived trust (H6)0.219[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.219Perceived ease of use ➔ use intention for information (H2a)0.102[⁎](#tf0005){ref-type="table-fn"}0.1260.227Perceived ease of use ➔ use intention for interaction (H2b)0.118[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.1450.263Perceived info quality ➔ perceived trust (H6)0.181[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.181Perceived info quality ➔ use intention for information (H2a)0.1040.104Perceived info quality ➔ use intention for interaction (H2b)0.0780.078Perceived benefit ➔ perceived trust (H6)0.119[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.119Perceived benefit ➔ use intention for information (H2a)0.160[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.0680.229Perceived benefit ➔ use intention for interaction (H2b)0.144[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.1310.275Perceived security ➔ perceived trust (H6)0.249[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.249Perceived security ➔ use intention for information (H2a)0.1420.142Perceived security ➔ use intention for interaction (H2b)0.1070.107Perceived trust ➔ use intention for information (H6)0.572[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.572Perceived trust ➔ use intention for interaction (H6)0.148[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.2840.431Use intention for info ➔ use intention for interaction (H7)0.496[⁎⁎⁎](#tf0015){ref-type="table-fn"}0.496[^2][^3][^4]

4.2. Perceptions of government\'s social media sites and adoption behaviors {#s0115}
---------------------------------------------------------------------------

Higher perceptions of the ease of use of the government\'s social media sites resulted in stronger intentions to use those sites for obtaining risk information (β = 0.10, p \< 0.05) and interacting with the government (β = 0.12, p \< 0.001). Perceived functional benefit also had a direct influence on use intentions for information acquisition (β = 0.16, p \< 0.001) and interactions with the government (β = 0.14, p \< 0.001). The other two GAM-based variables - perceived information quality and perceived security - did not have a significant direct influence on the two types of use intentions but they appeared to indirectly affect both use intentions through perceived trust in the government\'s social media sites. Specifically, the indirect influences from perceived information quality on use intentions for information acquisition and interaction were 0.10 and 0.08, respectively. The indirect influences from perceived security were 0.14 and 0.11, respectively. These data serve to support H2a and H2b.

4.3. Social media competency, trust, and perceptions of governments\' social media sites {#s0120}
----------------------------------------------------------------------------------------

As expected, the results showed that social media competency was positively associated with risk information-seeking behavior (β = 0.27, p \< 0.001). In other words, individuals who have more confidence in their abilities to use social media were more likely to use them to seek risk information. Social media competency also appeared to positively associate with perceptions that the government\'s social media sites are easy to use (β = 0.20, p \< 0.001). Additionally, the results revealed that individuals with higher levels of social media competency found the government\'s social media sites provided benefits in terms of efficiency in completing tasks and finding information (β = 0.23, p \< 0.001). These results support H3 and H4.

In support of H5, higher levels of trust in the government led to higher levels of all GAM-based variables: (a) ease of use (β = 0.58, p \< 0.001); (b) information quality (β = 0.57, p \< 0.001); (c) functional benefit (β = 0.42, p \< 0.001); and (d) security (β = 0.51, p \< 0.001). These results indicate that, if individuals perceive the government to be trustworthy, they also perceive its social media sites as being easy to use, providing accurate information about potential risks, improving the efficiency of task completion, and possessing adequate security features. These data support H5a through H5d.

4.4. Perceived trust in government\'s social media sites as a mediator {#s0125}
----------------------------------------------------------------------

Results revealed that perceived trust mediated the influence of site perception, which translated into the intention to use them for risk information acquisition and interactive communication with the government. Specifically, perceived ease of use (β = 0.22, p \< 0.001), perceived information quality (β = 0.18, p \< 0.001), perceived functional benefit (β = 0.12, p \< 0.001), and perceived security (β = 0.25, p \< 0.001) had a positive impact on perceived trust in the government\'s social media sites. Perceived trust, in turn, positively influenced use intentions for information acquisition (β = 0.57, p \< 0.001) and interaction (β = 0.15, p \< 0.001). These results thus support H6a and H6b.

4.5. Adoption behaviors for one- and two-way communication {#s0130}
----------------------------------------------------------

Intention to use government social media sites to obtain risk information positively related with use intentions of engaging in interactions with the government for risk preparation (β = 0.50, p \< 0.001). This result indicates that individuals who intend to seek risk information using the government\'s social media resources (i.e., one-way communication) are more likely to adopt and engage in two-way communication with the government for risk management. Thus, H7 is supported.

5. Discussion and implications {#s0135}
==============================

The ICT-based communication of the public health risk can be successful and sustainable only when the government and the public, including general citizens, patients, care providers, etc., fulfill their accountabilities to engage with the system. While government accountability involves legal, bureaucratic, political, and professional characteristics, citizen accountability centers on deliberative and participative features in the policy process and governance. In other words, fulfilling accountabilities of both parties are complementary to each other. Citizens\' active engagement enables citizens not only to acquire information regarding health, wealth, and well-being that is necessary for situational awareness and informed decision-making, but also enables these citizens to provide the government with ample means for better policy design and a provision of appropriate public services ([@bb0055]). Civic accountability for engagement with the government represents one of the best ways to create a networked community in which citizens feel supported, included, and confident to work toward sustainable development ([@bb0260]). In this respect, this study has identified guiding principles and determining factors behind both government\' and citizens\' involvement in sustainable public health governance using ICT systems, specifically government social media sites used for health risk communication services.

This study found that citizens are more likely to access and utilize the health risk information provided by the government, and to interact with government entities, when they feel competent in using ICTs, trust their governments, and perceive the system and services to be easy to use, qualified, beneficial, and secure. These findings indicate that understanding the user-oriented variables (e.g. social media competency and trust) and the system-oriented variables (e.g. perceptions of ICT-based government infrastructure and services) is important to facilitae the adoption of a government\'s digital services for health communication ([@bb0215]). To this end, the primary role of public managers and policymakers is to keep pace with changes that are associated with sociological, psychological, and behavioral features of their end-users, and take these features into account in their ICT policies and e-government services.

Regarding public health risk communication, the government is required to incorporate these user characteristics, such as their technological competence, into the e-government platform. In a time of public health crisis, user-oriented functions may facilitate warning diffusion, situational awareness, informed dialogue, feedback loops, and remedial actions ([@bb0225]; [@bb0355]). This study also suggests that e-government practitioners can benefit from their digital communication platform by ensuring its timeliness, usefulness, easy-to-access features, and trustworthiness ([@bb0210]; [@bb0320]). Regarding the content, governments can identify the most suitable approaches to increase the usefulness of the messages and thereby mitigate public health risk by analyzing the types of information that citizens want or/and need, the preferred format, and the appropriate level of detail. Furthermore, it is important that such e-government services can prevent inaccurate, incomprehensible information, by monitoring the system and adopting filtering tools.

As for social media channels, the public health risk communicators should engage in clear, balanced and beneficial approaches to deal with potential emotional responses of the public because social media is a personalized network with subjective norm-based communication infrastructures ([@bb0110]; [@bb0225]). Furthermore, our study highlights that the ICT competence level of target citizens is a crucial condition for the use of government social media services, which reveals the need to enhance the citizen\'s media literacy ([@bb0190]; [@bb0205]). To this end, the government can develop various tools for public deliberation and participation, such as media literacy campaigns and project-based learning programs. Such policy measures and educational interventions can improve the overall level of informed preparedness and agile responsiveness of the citizens in case of health risk ([@bb0060]; [@bb0075]). In this regard, the government can fulfill sustainable health risk communication and management that is not only low-cost but also effective.

The research findings are consistent with previous literature ([@bb0065]; [@bb0080]; [@bb0285]; [@bb0355]) that emphasize the importance of building and maintaining the credibility and public trust of government. While the ICT-based communication practices of the public health risks are likely to encourage citizens\' intention to collaborate with the government\'s efforts to deal with health risks, they can also reduce the spread of rumors and inaccurate information, namely, "fake news," and instead, generate the positive effects of word-of-mouth communication.

5.1. Limitations and future research {#s0140}
------------------------------------

This study provides meaningful implications, but its findings may be limited to the context of South Korea or other settings in which culture, political environment, and government systems are similar. To be specific, South Korea is well known for its high level of smartphone penetration, internet performance, and broadband network ([@bb0080]; [@bb0285]). South Korea is also known for its hierarchical government communication structure, as well as its previous experiences regarding the health risks and the influence an outbreak can have on citizens\' perceptions and actions toward government information and services during public health emergencies. Moreover, with their relatively high level of social media competency, the citizens of South Korea are cultivated to be the major users of government social media channels, ([@bb0175]). Thus, it is necessary to be cautious and not to generalize and directly apply the findings of this study to other countries or settings. This limitation indicates the direction future studies should take.

Studies that analyze multiple countries and regional context can extend the validity and generalizability of this study\'s findings, which can broaden the horizon of scholarly understanding of citizens\' information-seeking behavior in ICT-driven health risk communication ([@bb0065]; [@bb0215]). Moreover, such future studies will reveal the various practices and approaches of different governments, as well as their citizens\' perceptions, which will offer valuable insights for both scholars and public managers in search of innovative methods to promote collaborative accountability in the digital era regarding ICT-based public health policy.

In addition, comparative and/or longitudinal studies that investigate whether the application of these health risk communication systems bring about similar or different outcomes will help to identify particular user segments and media contexts that have different behavioral patterns in e-government adoption ([@bb0060]). This will help to reveal the requisites and drivers for the adoption of e-government services.

5.2. Conclusion {#s0145}
---------------

This study examined the factors that influence citizens\' likelihood of using government social media resources in the context of public health communication. By integrating trust and health risk information into the e-government adoption model (GAM), we conducted survey with 700 Korean citizens and analyzed these data using structural equation modeling. The results indicate that individuals with higher social media competency are more likely to seek risk information through social media and are more likely to perceive the government\'s social media sites as easy to use. Our findings confirm that, with regards to the GAM, citizens\' intentions to use these services increases if the services are perceived as more valuable. In addition, the perceived trust in the government\'s social media resources functions as a mediator of this process.

This study provides meaningful information regarding the current state of the literature and policy-makers. First, this work extends the GAM to the area of health risk communication, and adds empirical evidence to the knowledge of e-government studies. These findings also have useful policy implications. In particular, the data presented here reveal the importance of citizen engagement for sustainable public health communication; taking an initial step to empirically explore public health communication in the context of a digital government.
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[^1]: Note. (r) reverse-coded item.
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