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     In the last years people began turning more attention to security which caused the necessity for people identification in real time (on-line) using their signatures. There are many reasons why signatures are the best and most popular means of authentication. The signature is a unique active biometric characteristic of every person.  The dynamical properties (the time for drawing, the pressure upon the pen ) are the main differences between signature and the passive biometric characteristics such as fingerprints and irises of eyes, which are constant in time. The present computer technologies give us detailed information and thus the accuracy of signature recognition becomes better. That can be achieved using graphical tablet, which supports important properties – the coordination of (X,Y) every pixel, defined from the tip of the pen, the level of pressure, and the time.  Some graphical tablets can support other properties such as the angle of the pen towards the plain and its azimuth. Because of the controversial results, described in literature, the last two properties will not be subject to research in this graduation project.
     Softpro is a leading company in software development for recognition of signatures. The company represents the following arguments for using a signature as a tool for authorization:
Eliminating counterfeiting – lately a lot of network resources have been subject to hacking. The main aim is extracting information for debit or credit cards, which are used for Internet paying.  We can reduce this problem if we use signature for authorization. The main cause is that the signature contains biometric characteristics (level of pressure, the time of drawing), which are individual for every person and they are very difficult for counterfeiting.
Forgetting your password - according to statistics made in American companies, between 30% - 50% of all helpdesk calls are Password/Pin related. The Gather group estimated that the annual administration costs in large corporations are about $ 350 per user. This expense could be reduced if the companies used signature for authorization, as signature cannot be forgotten.
Two algorithms have been realized for recognizing of signature: 
	The first one uses finding of distance with the formula of Evlkid 
	The second one uses finding of distance with the formula of Mahalanobis 
Both methods reduce the problem to finding the shortest distance between the vector defined with the given parameters and the vectors of already calculated templates. 
In the realized application the signatures of a final number of participants are input, with the help of that the program is educated.  After that the application recognizes the signature made with the graphical tablet and uses one of the described algorithms. The results after the application of the system for a sample of 25 participants аre 95% precise.
The architecture of the application is client-server technology and consists of three layers: 
	Data layer – this layer is used for saving and extracting the data from Data Base – MS SQL server. This is realized with the construction of necessary queries from input parameters of methods (functions) - Find(), Update(), Delete(), Create().
	 Business layer – calculates all properties from data which are extracted from the graphical tablet. 
	Graphical User Interface – this layer is realized with FORM. Necessary menus and controls for the management of the application are added.

These results conform to the initial task of this graduation research project. 
I can suggest the following things that can be useful for future research on this problem:
	Adding other significant properties/characteristics of signature;
	Developing new algorithms for  signature recognition;
	Integrating this application with other projects which use authorization. 



