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Abstract
In 2009, Gradwohl, Naor, Pinkas, and Rothblum proposed physical zero-knowledge proof pro-
tocols for Sudoku. That is, for a puzzle instance of Sudoku, their excellent protocols allow a
prover to convince a verifier that there is a solution to the Sudoku puzzle and that he/she knows
it, without revealing any information about the solution. The possible drawback is that the
existing protocols have a soundness error with a non-zero probability or need special cards (such
as scratch-off cards). Thus, in this study, we propose new protocols to perform zero-knowledge
proof for Sudoku that use a normal deck of playing cards and have no soundness error. Our
protocols can be easily implemented by humans with a reasonable number of playing cards.
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1 Introduction
Sudoku is one of the most famous puzzles. In a standard challenge, a 9×9 grid is used, which
is divided into 3× 3 subgrids. Some of the cells are already filled with numbers between 1
and 9. The goal of Sudoku is to fill all the empty cells with numbers so that each row, each
column, and each subgrid contains all the numbers from 1 to 9. Figure 1 shows an example
of a standard Sudoku challenge, and its solution.
We address a generalized version of Sudoku in this study. That is, a Sudoku puzzle where
a grid is n× n cells, a subgrid is k × k cells, and numbers from 1 to n are used. Note that
n = k2; the standard size of a Sudoku puzzle corresponds to n = 9 and k = 3.
We solicit zero-knowledge proof protocols for Sudoku. That is, for a certain Sudoku
puzzle, we assume a prover P who knows the solution to the Sudoku puzzle and a verifier
V who does not know it, and suppose that P wants to convince V of the following without
revealing any information about the solution.
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Figure 1 Example of the standard Sudoku challenge, and its solution.
There is a solution to the puzzle;
P knows the solution.
Unlike in conventional zero-knowledge proof (see, e.g., [4]), in our setting we do not want
to use electronic devices such as computers. Instead, we want to use only everyday items
to execute a protocol manually. The prover P and the verifier V are assumed to be in
the same place. Such a restricted zero-knowledge proof is called a physical zero-knowledge
proof [1, 2, 5].
In 2009, Gradwohl, Naor, Pinkas, and Rothblum proposed a few physical zero-knowledge
proof protocols for Sudoku [5]. Among them, Protocol 3 (hereinafter referred to as GNPR
Protocol 3 ) utilizes a deck of cards having numbers on their faces, such as playing cards1.
This protocol needs 3n2 cards and has a soundness error with a non-zero probability. In
contrast, Protocol 5 (hereinafter referred to as GNPR Protocol 5 ) avoids soundness error
by utilizing special cards (namely, scratch-off cards that allow the colors to be covered) and
scissors2. Unfortunately, GNPR Protocol 5 consumes non-reusable scratch-off cards at every
execution of the protocol. Therefore, it is preferable to construct a protocol that can be
implemented with only reusable everyday objects such as playing cards.
Thus, in this paper, we propose zero-knowledge proof protocols that satisfy the following:
(i) they utilize the same items as GNPR Protocol 3, namely a standard deck of playing cards,
(ii) they are implementable with fewer cards than GNPR Protocol 3, and (iii) they have no
soundness error. The main idea behind our protocols is to apply techniques of card-based
cryptography (see, e.g., [6], [8]). In particular, copy computation, which is an important
primitive in the field of card-based cryptography, prevents the prover P from inputting
incorrect numbers.
The remainder of this paper is organized as follows. In Section 2, we review zero-knowledge
proof, GNPR Protocol 3, and GNPR Protocol 5. In Section 3, we present our proposed
protocols. In Section 4, we compare our protocols with the existing ones, and conclude this
paper.
2 Preliminaries
In this section, we first review zero-knowledge proof and then introduce two existing protocols,
GNPR Protocols 3 and 5.
1 Protocols 1 and 2 presented in [5] are conventional (non-physical) zero-knowledge proof protocols.
2 Protocol 4 in [5] is a variation of GNPR Protocol 3.
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2.1 Zero-Knowledge Proof
A zero-knowledge proof is an interactive proof between a prover P and a verifier V . They
both have an instance of problem x and only P knows w, which is some information about a
solution or a witness. The verifier V is computationally bounded so that V cannot obtain
w from x. Under these assumptions, P wants to convince V that he/she knows w without
revealing any information about w. Such a proof is called a zero-knowledge proof, which must
satisfy the following three properties.
Completeness If P knows w, P is able to convince V .
Soundness If P does not know w, P cannot convince V (with a high probability).
Zero-knowledge V cannot obtain any information about w.
The probability that V will be convinced although P does not know w is called the
soundness error. If we have a zero-knowledge proof protocol, the soundness error of which
is δ > 0, repeating the protocol ` times allows V to detect that P does not know w with
a probability 1− δ`. Therefore, in general, even if the soundness error of a protocol is not
0, we can in practice establish zero-knowledge proof with a negligible soundness error by
repeating the protocol. However, since we assume that a protocol is executed by human
hands, it is impractical to repeat the protocol many times. Therefore, it is indispensable to
design a protocol with no soundness error.
A zero-knowledge proof was first defined by Goldwasser, Micali, and Rackoff [4], and it was
proved that (computational) zero-knowledge proofs exist for any NP problems [3]. Because
it is known that Sudoku is NP-complete [9], we can construct conventional (computational)
zero-knowledge proof protocols for it [5]. Remember, however, that this paper is focused not
on a conventional zero-knowledge but on a physical zero-knowledge proof for Sudoku. Hence,
we introduce the existing physical protocols, GNPR Protocols 3 and 5, in the following two
subsections.
2.2 Gradwohl, Naor, Pinkas, and Rothblum Protocol 3
Here, we review GNPR Protocol 3 [5]. This protocol utilizes physical cards, the face side
of each of which has one number between 1 and n, such as 1 2 ... n ; all the back
sides are identical, for example, ? ? ... ? . The protocol uses 3n sets of such n cards,
namely, 3n2 cards in total.
Before presenting the protocol, we define a shuffle operation for cards. Given a sequence
of ` cards (c1, c2, c3, ..., c`), a shuffle results in a sequence(
cr−1(1), cr−1(2), cr−1(3), ..., cr−1(`)
)
,
where r ∈ S` is a uniformly random permutation and S` is the symmetric group of degree `.
GNPR Protocol 3 proceeds as follows.
The prover P places three face-down cards on each cell according to the Sudoku solution.
On the filled-in cells, P places three face-up cards corresponding to the numbers filled in.
After V confirms the values of the face-up cards, P turns them over.
The verifier V picks one card randomly from each cell of a row to make a packet of n
cards corresponding to the row. Because there are n rows, n packets are created. The
same procedure is applied for each column and each subgrid. Thus, V makes 3n packets
in total and passes them to P .
P who received the packets from V applies a shuffle to the cards in each packet and
returns the n shuffled packets to V .
V opens all the cards in all the packets and checks that each packet contains all the
numbers from 1 to n.
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This is GNPR Protocol 3, which satisfies the three properties of zero-knowledge proof, as
follows.
Completeness If P places the face-down cards correctly according to the solution, every
packet made by V must contain all the numbers from 1 to n. By checking them, V is
convinced that all the cards have been placed according to the solution. Furthermore, V
is convinced that the packets are not a solution to another puzzle instance, because V
sees the face-up cards corresponding to the values of the filled-in cells.
Soundness Consider a situation where V is convinced, in spite of an illegal input by P .
Such a situation occurs when the three cards placed on each cell are not identical. The
soundness error was shown to be at most 1/9 [5].
Zero-knowledge Assume a simulator S that simulates the conversation between P and V .
Although S does not have any information about the witness w, S is allowed to replace
packets with arbitrary packets. S acts as follows.
The simulator S places three arbitrary face-down cards on each cell. On filled-in cells,
S places three face-up cards, according to the filled-in cells. After V confirms the
values, S turns them over.
V makes 3n packets using the same procedure as in GNPR Protocol 3 and passes
them to S.
S shuffles the cards in each packet. Before passing the packets to V , S replaces them
all by new ones, each of which contains all the cards numbered from 1 to n.
V opens all the packets and checks that each packet contains all the numbers from 1
to n.
Since the conversation of S is indistinguishable from that of P , the protocol satisfies the
zero-knowledge property.
In this protocol, P places three cards on each cell, and hence, the protocol uses 3n2
cards in total. For example, in the case of a Sudoku puzzle consisting of a 9× 9 grid, the
protocol needs 243 cards. Because a physical zero-knowledge proof protocol is supposed to
be executed by human hands, it is preferable that the number of cards used in a protocol is
as small as possible. In addition, as mentioned in Section 2.1, a protocol with no soundness
error is also preferable.
2.3 Gradwohl, Naor, Pinkas, and Rothblum Protocol 5
As mentioned in the previous subsection, a soundness error during an execution of GNPR
Protocol 3 would occur if the prover P did not place three identical cards on a cell. Therefore,
if we could guarantee that all three cards placed on each cell are identical, a soundness error
would never occur. This can be realized by using the following special scratch-off cards [5].
Consider scratch-off cards that cover any one of n colors. Assume that P and V agree
on a one-to-one correspondence from a color to a Sudoku number. Suppose that only P
knows which scratch-off card covers which color. Under these assumptions, P places such a
scratch-off card on each cell according to the Sudoku solution. Next, V cuts every scratch-off
card into three pieces with scissors so that they have three small cards having the same
shape and size. Because the verifier V cuts the cards him/herself, it is possible to guarantee
that the three small obtained cards are identical and cover the same color. Thus, scratch-off
cards and scissors provide a protocol with no soundness error; this is GNPR Protocol 5 [5].
However, such scratch-off cards do not seem to be ordinary everyday items, and in
addition, they are non-reusable. Therefore, in the next section, we propose a method to
guarantee that the three cards placed on each cell are identical without any use of special
cards.
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3 Our Protocols
In this section, we propose efficient zero-knowledge proof protocols for Sudoku with no
soundness error in which card-based cryptography perspectives are applied. Our protocols
utilize the same type of cards as GNPR Protocol 3, but require fewer cards. We first design
a fundamental protocol, and then modify it to attain more efficient protocols.
The outline of our fundamental protocol is as follows.
P places exactly one face-down card on each cell corresponding to the solution (as seen
in Section 3.1).
V checks that the format of the packet of face-down cards placed on each subgrid is
correct while making two identical copies of the packet (as seen in Section 3.2), which
will be used for verifying rows and columns.
V verifies that each row and each column contains all the numbers from 1 to n (as seen
in Sections 3.3 and 3.4).
In Section 3.5, we show that our protocols satisfy the zero-knowledge proof properties.
3.1 Commitment as Input
In our protocols, the prover P places a single face-down card on each cell according to the
solution. On filled-in cells, P places face-up cards. After V confirms the value of the face-up
cards, P turns them over. Now, there are exactly n2 cards placed on the grid. We call a
sequence of n face-down cards corresponding to each subgrid a commitment.
For example, in the case of the top-left subgrid in Figure 1, P places nine cards according







? ? ? .
This is a commitment corresponding to this subgrid, and we regard it as a sequence:
1st row︷ ︸︸ ︷
? ? ?
2nd row︷ ︸︸ ︷
? ? ?
3rd row︷ ︸︸ ︷
? ? ? .
Thus, P and V generate n commitments corresponding to n subgrids.
3.2 Subgrid Copy
After n commitments, each of which corresponds to a subgrid, have been generated, P and V
want to copy these commitments to verify each row and each column. In addition, they also
want to make sure that each commitment contains all the numbers from 1 to n. Therefore,
in this subsection, we propose a method to verify that the format of a given commitment is
correct, which involves making two copied commitments.
To this end, we first introduce a well-known shuffle operation called pile-scramble shuffle [7].
Assume that there are m piles, each of which consists of the same number of face-down cards;
we denote this by
(pile1, pile2, pile3, ..., pilem).
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For such a sequence of piles, applying a pile-scramble shuffle results in
(piler−1(1), piler−1(2), piler−1(3), ..., piler−1(m)),
where r ∈ Sm is a uniformly distributed random permutation. A pile-scramble shuffle can be
implemented with the help of clips, envelopes, or similar items.
We now borrow two existing ideas: (i) a method for regarding a commitment as a
permutation and a technique for inverting a permutation, which were given by Hashimoto,
Shinagawa, Nuida, Inamura, and Hanaoka [6], and (ii) a technique for checking the format
of a sequence of face-down cards, which was given by Mizuki and Shizuya [8]. That is, we
regard a commitment consisting of n cards as a permutation v ∈ Sn:
? ? ? . . . ? (v),
where a card having number i, 1 ≤ i ≤ n, on its face side is placed at the v(i)-th position, and
a permutation with parentheses, such as (v), means that the permutation is hidden (because
the cards are face-down). Given a commitment to a permutation v ∈ Sn, we construct a
method to check whether the commitment consists of all the numbers from 1 to n that
involves making two identical copied commitments. We call this method subgrid copy and it
operates as follows.
1. V puts n cards numbered from 1 to n in this order to generate a card sequence corres-
ponding to the identity permutation id under the commitment to v:
? ? ? . . . ?
1 2 3 . . . n
(v)
id .
2. V turns over all the face-up cards in the bottom row and stacks the cards in each column










P applies a pile-scramble shuffle to them and obtains a commitment to rv ∈ Sn and a




















3. V turns over all the cards in the top row and checks the opened cards. If there are all
cards numbered from 1 to n, V is convinced that the face-down cards placed by P on
the subgrid are compatible with the puzzle solution. Since V learns only the value of rv,
which is also a random permutation, no information about v leaks.
4. P sorts the n columns so that the top row becomes id. This means that a permutation
(rv)−1 is multiplied to each row, and hence, the bottom row becomes a commitment to
(rv)−1r = v−1, i.e., the inverse of v:
1 2 3 . . . n
? ? ? . . . ?
id
(v−1).
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5. From now on, we make two copied commitments to v. V places two identity permutations
id under the commitment to v−1;
? ? ? . . . ?
1 2 3 . . . n




6. By applying a procedure similar to Steps 2 and 3, the bottom-most two rows become
commitments to v:
1 2 3 . . . n
? ? ? . . . ?




Thus, we can verify that a given commitment corresponding to a subgrid contains all
the numbers from 1 to n, while making two copied commitments. This requires 2n cards in
addition to the input commitment. The copied commitments are used for verifying rows and
columns, as we describe in the complete protocol in the next subsection.
3.3 Fundamental Protocol
We are now ready to describe our fundamental protocol. The protocol proceeds as follows.
1. P places a commitment on each subgrid (as already described in Section 3.1).
2. V and P apply the subgrid copy (as explained in Section 3.2) to all subgrids. Then, there
are two cards on each cell of the grid. Note that the verification that every commitment
contains all cards numbered from 1 to n has been completed.
3. As in a similar way to GNPR Protocol 3, P makes 2n packets corresponding to n rows
and n columns. Each packet is shuffled.
4. V opens all the packets and checks that each packet includes all the numbers from 1 to n.
Let us count how many cards we use in this protocol. Immediately before applying the
subgrid copy to the final subgrid, there are 2(n2 − n) + n cards on the grid. To apply the
subgrid copy to the n-th subgrid, we need 2n more additional cards, and hence, we need
2n2 + n cards in total. This is the maximum number of required cards during any execution.
Therefore, the protocol requires 2n2 + n cards.
3.4 Compact Protocol
In the fundamental protocol presented in Section 3.3, a subgrid copy was applied to all the
subgrids before the verifications of each row and each column were performed. However, we
do not have to wait until all the copy actions of n subgrids are complete; when verification
of rows or columns becomes applicable, we can stop the subgrid copy action, and instead,
start to verify rows or columns so that we have reusable opened cards, and consequently, it
is possible to reduce the number of required cards. Thus, we have a compact protocol, as
follows.
As mentioned in Section 1, an n× n grid of Sudoku can be regarded as a subgrid matrix
of k×k. We refer to such rows and columns of subgrids as subgrid-rows and subgrid-columns,
respectively. The protocol proceeds as follows.
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1. P places a commitment for each subgrid (as explained in Section 3.1).
2. V and P apply subgrid copy (as explained in Section 3.2) to all the subgrids in the first
subgrid-row.
3. After Step 2, two cards are placed on each cell in the first subgrid-row. V verifies that
each of the first k rows (which constitute the first subgrid-row) contains all the numbers
from 1 to n. After the verification is complete, there is one card on every cell.
4. P and V repeat the same procedure as Steps 2 and 3 for every subgrid-row from the
second to the (k-1)-th.
5. In the k-th subgrid-row, V and P will operate a similar procedure to verify the columns.
First, the subgrid copy action is applied to the first subgrid in the k-th subgrid-row.
Then, P and V verify the first k columns.
6. P and V repeat the same procedure as Step 5 for every subgrid-column from the second
to the k-th.
7. Finally, P and V verify the rows in the k-th subgrid-row, so that the verification is
complete for all rows, columns, and subgrids.
Let us consider at which point the number of used cards becomes largest. It is when the
subgrid copy is applied to the last subgrid in Step 4, and at that point we use n2 + (k + 1)n
cards. Therefore, this compact protocol requires n2 + (k + 1)n cards.
3.5 Correctness of Proposed Protocols
In this subsection, we show that our protocols proposed in Sections 3.3 and 3.4 satisfy the
properties of zero-knowledge proof.
Completeness A prover P who knows the solution can place cards so that each row, each
column, and each subgrid contains all the numbers. Whether the format of each subgrid
is correct can be checked by using the subgrid copy, and whether the format of each row
and each column is correct can be checked by using the copied commitments. Further,
V is convinced that P ’s input is not a solution to another problem by comparing the
face-up cards and the corresponding value of the filled-in cells.
Soundness Since P and V use copied commitments, it is guaranteed that the cards placed
on each cell are identical. Therefore, the protocol has no soundness error.
Zero-Knowledge Assume a simulator that simulates the conversation as in Section 2.2.
When verifying each row and each column, information about knowledge w does not
leak for the same reason as in GNPR Protocol 3. Thus, it is sufficient to show the
zero-knowledge property of the subgrid copy.
The simulator S places one arbitrary face-down card on each cell. On filled-in cells, S
places face-up cards. After V confirms them, S turns them over.
V makes a sequence of n piles using the same procedure as Step 2 in Section 3.2, and
passes them to S.
S replaces the sequence by the following two identity permutations id. S applies a
pile-scramble shuffle to the replaced sequence, and passes it to V .
? ? ? . . . ?
? ? ? . . . ?
(id)
(id)
V opens the cards in the top row, and checks whether it contains all the numbers from
1 to n. Then, V operates the same procedure as described in Section 3.2, and outputs
the bottom row.
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V operates Step 5 in Section 3.2, makes n packets, and passes them to S.
S applies a pile-scramble shuffle to the sequence and passes it to V . In this case, S
does not need to replace packets.
Since the conversation of S is indistinguishable from that of P , the protocol satisfies the
zero-knowledge property.
4 Conclusion
In this paper, we proposed two card-based zero-knowledge proof protocols for Sudoku. We
now compare our protocols with the existing protocols, GNPR Protocols 3 and 5, in terms
of the number of cards, the number of shuffles, and the soundness error. Table 1 shows the
performance of the protocols.
Our fundamental protocol and our compact protocol use 2n2 +n and n2 + (k+ 1)n cards,
respectively, as described in Sections 3.3 and 3.4. Let us count the number of shuffles in our
proposed protocols. The subgrid copy procedure requires two shuffles, and this procedure is
performed for each of n subgrids. The packet shuffle is performed once in the verification of
each row and each column, and their number is 2n. Therefore, the total number of shuffles is
2n+ 2n = 4n. Furthermore, as shown previously, our protocols have no soundness error. See
Table 1 again.
In Sudoku’s standard size n = 9, the compact protocol can be implemented with less
than half the number of cards used in GNPR Protocol 3 (117 versus 241). Further, when
GNPR Protocol 3 is executed more than once, the number of shuffles is larger than that in
our protocol. As compared to GNPR Protocol 5, the number of shuffles in our protocol is
larger; however, in our opinion, a protocol that uses no special cards is superior.
Finally, we attempt to reduce the number of cards and shuffles further (but it looks
crafty).
Further reduction of the number of cards
Thus far, we assumed that P places his/her inputs on all the cells simultaneously. If we
allow P to input at multiple timings, it is possible to construct a protocol with fewer
cards. The outline is as follows.
1. P places a commitment on one subgrid.
2. P and V apply the subgrid copy action to the subgrid.
3. P and V apply Steps 1 and 2 also to the other subgrids, and, as in the compact
protocol, perform verification when it becomes possible to verify the rows and columns.
This protocol uses n2 + n cards. For example, when n = 9, the number of required cards
is 90.
Reduction of the number of shuffles3
In the subgrid copy action, P performs a pile-scramble shuffle twice; the output commit-
ment obtained by the first pile-scramble shuffle is an inverse of v, and hence, P needs
to shuffle again to obtain a commitment v. However, if P places a commitment of an
inverse as input, P can omit one pile-scramble shuffle.
The performance of this crafty protocol is also shown in Table 1.
In the literature, for several puzzles other than Sudoku, physical zero-knowledge proof pro-
tocols have been proposed [1, 2]. Therefore, interesting future work is to design more efficient
zero-knowledge proof protocols for those puzzles with the help of card-based cryptography.
3 The idea was introduced by Kazumasa Shinagawa.
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Table 1 Comparison of protocols
# of cards # of shuffles Soundness error
GNPR Protocol 3 3n2 3n × ` at most ( 19 )
`
GNPR Protocol 5 n2 (special cards) 3n 0
Fundamental Protocol 2n2 + n 4n 0
Compact Protocol n2 + (k + 1)n 4n 0
Crafty Protocol n2 + n 3n 0
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