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ABSTRACT 
This single-case mechanism study examined the effects of cryptojacking on Internet of 
Things (IoT) device performance metrics. Cryptojacking is a cyber-threat that involves 
stealing the computational resources of devices belonging to others to generate 
cryptocurrencies. The resources primarily include the processing cycles of devices and the 
additional electricity needed to power this additional load. The literature surveyed showed 
that cryptojacking has been gaining in popularity and is now one of the top cyberthreats. 
Cryptocurrencies offer anyone more freedom and anonymity than dealing with traditional 
financial institutions which make them especially attractive to cybercriminals. Other reasons 
for the increasing popularity of cryptojacking include a large number of vulnerable devices, 
the low cost to implement, minimal to no expertise required, and the low risk of getting 
caught or prosecuted. Internet connected devices are becoming increasingly popular and 
commonplace. Many of these devices also are inherently insecure and make great targets of 
threat actors. Although many of these devices are low powered, the sheer number of available 
devices make up for the lack of processing power. Future research could expand on this study 
by incorporating machine learning, virtualization, live cryptojacking malware samples, or a 
combination of those items.  
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Unapproved cryptomining (cryptojacking) of Internet of Things (IoT) devices is an 
increasing problem. Cryptojacking has been identified as one of the top 15 cyber threats in 
2018, 2019, and 2020 (Lourenço & Marinos, 2019, 2020b). First, the sheer number of IoT 
devices available currently and in the near future make them a target, there will be an 
estimated 41.6 billion IoT devices by 2025 (Dignan, 2019). Second, IoT devices are 
considered easy to compromise, or at least easier to compromise than a personal computer or 
smart phone as those devices typically have more built-in protections (Greenemeier, 2018). 
IoT devices may be highly susceptible to simple attacks due to weak security practices like 
weak, hardcoded, common, or default passwords, unpatched software, and little to no 
monitoring (Davidoff, 2018).  
Background of the Problem 
Cryptojacking is an increasingly popular cyberthreat that involves the illicit use of 
cryptomining software. There are two primary types of cryptojacking, browser-based and file-
based or also referred to as binary-based (Lourenço & Marinos, 2020a). Browser-based 
cryptojacking typically involves cryptominer scripts being inserted into a webpage and then 
run in the web-browser of unsuspecting visitors. Binary-based cryptojacking is generally 
when someone has installed or is running cryptomining software on a device they do not own 
and do not have permission to use. 
Cryptojacking is very profitable for the perpetrators as they have very low costs since 
they are using someone else’s hardware, network, and electricity. Cryptojacking also provides 
a low risk to the threat actors since the victims are less likely to involve law enforcement than 
more explicit cybercrimes like ransomware or business email compromise. Enterprise level 
devices and cloud environments may incur more significant costs so those effected 
organizations may be more likely to involve law enforcement. Cryptojacking is not 
technically difficult to implement as turnkey cryptojacking software can be found on darknet 
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forums (Huang et al., 2014). The more devices compromised the more cryptocurrency will be 
generated. Although it may not be the most lucrative cybercrime, cryptojacking is relatively 
easy money for the threat actor. To effectively stop the threat of cryptojacking, it will take all 
parties to implement security best practices. Large scale cryptojacking is made possible due to 
the vast number of vulnerable devices available. There are many reasons for this including: 
• device manufacturers using default credentials or shipping devices with enabled 
services like anonymous FTP or Telnet;  
• end-users not patching their devices or changing the default credentials; and  
• misconfigurations in servers or cloud instances  
Statement of the Problem 
There are currently billions of IoT devices and the numbers are only expected to 
increase (Dignan, 2019). Illicit cryptomining (cryptojacking) is a cybercrime that is becoming 
more popular, targeting any device possible (Lourenço & Marinos, 2019). It is important to 
better understand how cryptojacking, unwanted cryptomining, effects the performance of 
these devices as well as knowing when devices are performing unwanted cryptomining. The 
current research is lacking in detecting cryptojacking in IoT devices. 
Objectives of the Researcher 
The purpose of this research project was to investigate the effects that cryptojacking 
has on a prototype IoT device by analyzing system performance metrics of a device when it is 
running cryptomining software and when it is not running cryptomining software. The 
collected data was analyzed to identify statistically significant differences between the 
collected data samples. Then a methodology will be produced that will consist of a 
methodology as well as related artifacts that will detect cryptojacking of the infected device.  
This study aimed to answer the following research questions: How are system 
performance metrics affected by cryptojacking of IoT devices? How does cryptojacking affect 
system performance of IoT devices? Which performance metrics can be utilized in the 
detection of cryptojacking of IoT devices?  
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Contribution to the Discipline 
The results of this research contribute to the discipline by providing a methodology 
and related artifacts to quantify the effects of cryptojacking on performance metrics of IoT 
devices to lead to possible detection of cryptojacking. The results of this research can be used 







Cryptojacking is the unauthorized use a victim’s device to mine cryptocurrencies. 
Cryptojacking attacks have been increasing rapidly, overtaking other cyber threats like 
ransomware in 2018 (Lourenço & Marinos, 2019) and remaining one of the top 15 cyber 
threats in 2020 (Lourenço & Marinos, 2020a). Cryptojacking appeals to threat actors since it 
does not involve any direct involvement with another person, there are a large number of 
available vulnerable devices, and that investigating cryptojacking may not be a priority for 
law enforcement agencies. Cryptojacking steals the processing power of a victim’s device, 
including associated effects like decreased device performance, reduced device life-span, as 
well as the actual costs of the additional electricity used to perform these actions. The people 
deploying cryptojacking software are able to avoid the scrutiny, rules, and laws of traditional 
banks while also being able to maintain privacy and collect funds shortly after they are mined 
(Palmer, 2018b). 
Cryptojacking malware can be delivered in a variety of ways. Some methods include 
running a script unknowingly when visiting a compromised website, script injection by a 
man-in-the-middle type of attack when using a compromised network device or cloud-based 
services. It can also be installed on a compromised device such as personal computer, server, 
mobile device or Internet of Things device. Some existing botnets have added the ability to 
cryptomine in addition to their other activities that includes Distributed Denial of Service 
(DDoS) attacks. While cryptojacking may seem rather benign when compared to other cyber 
threats like ransomware, it could also indicate the existence of unpatched vulnerabilities and 
be used as an initial foothold that could allow for further exploitations (CTA, 2018). 
Cryptocurrencies, a portmanteau of cryptographic and currency, are non-traditional 
currencies that are not managed by a government or even a single entity. While there are 
many different cryptocurrencies, there are certain features that many cryptocurrencies share 
that were first introduced by Bitcoin. It was the first cryptocurrency implemented and is 
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currently the most popular (Dziembowski, 2015). Bitcoin implements a decentralized network 
of distributed nodes that store the transactions in a block-chain ledger. Each transaction is 
represented by a block which is chained to the previous block in the chain. Many different 
nodes store the block-chain ledger so that transactions can be verified from multiple sources. 
This process prevents bad actors from abusing the system by modifying or falsifying the 
ledger of a single node. Devices known as miners perform cryptographic calculations as a 
proof-of-work to calculate acceptable hashes. The miners are awarded cryptocurrency for 
their effort when a successful hash is generated (Ghimire & Selvaraj, 2018). There are 
currently over two-thousand different cryptocurrencies with Bitcoin being the most valuable. 
A recent study identified the top twenty cryptocurrencies by market capitalization and are 
listed in Table 1. 
 
Table 1. Top 20 Cryptocurrency Market Capitalization 
Rank Cryptocurrency Market Capitalization USD 
1 Bitcoin $60,487,274,403 
2 Ripple $12,332,456,700 
3 Ethereum $9,412,363,620 
4 Stellar $2,242,342,123 
5 Bitcoin Cash $1,849,915,763 
6 EOS $1,721,739,810 
7 Bitcoin SV $1,630,340,022 
8 Litecoin $1,462,669,804 
9 TRON $876,293,455 
10 Cardano $774,454,858 
11 Monero $736,489,666 
12 NEM $644,111,777 
13 MIOTA $638,974,642 





16 NEO $397,103,949 
17 Zcash $304,593,595 
18 Dogecoin $244,170,721 
19 Tezos $216,903,705 
20 VeChain $210,400,115 
 
Note. Source: (Li, Lu, Chen, Liu, & Xu, 2019) 
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Cryptocurrency mining, or cryptomining, is the process of performing the 
mathematical calculations to create valid hashes that establish a valid block in the block-chain 
ledger. In return for generating the hashes, the cryptominers receive a cryptocurrency reward. 
Cryptomining activity has been steadily increasing. It was reported that cryptomining on end-
points increased 8500% in 2017 (Marchetto & Liu, 2019). In the first six months of 2018, it is 
estimated that cryptomining has generated more than $2.5 billion (Lourenço & Marinos, 
2019). Cryptomining software can be installed onto a device or be executed as a script by a 
web-browser. In 2017, Windows-based cryptominers represented the majority of all 
cryptominers at 55.44%, followed closely by browser-based cryptominers at 44.13%. 
Android, Linux, and macOS cryptominers rounded out the distribution at .25%, .15%, and 
.07%, respectively (Lourenço & Marinos, 2019). 
For some cryptocurrencies, like Bitcoin, the more blocks that are mined the more 
difficult it is to perform the calculations to compute the hashes. As a result, cryptomining 
calculations for Bitcoin use an increasing amount of processing cycles and electricity. People 
mining for Bitcoin can also use specialized hardware like custom Application Specific 
Integrated Circuit (ASIC) chips instead of general-purpose Central Processing Units (CPUs) 
found in general purpose computers to more efficiently mine the cryptocurrency 
(Draghicescu, Caranica, Vulpe, & Fratu, 2018; Huang et al., 2014). Bitcoin has become more 
difficult to mine; the value of the rewards has decreased as well. The reward for calculating a 
verified hash was fifty Bitcoins between January 2009 and November 2012. It was estimated 
that the reward would be 6.25 Bitcoins beginning February 2020. This has and will continue 
to result in Bitcoin miners having to work harder by spending more time and using more 
electricity to earn fewer rewards (Ghimire & Selvaraj, 2018).  
Utilizing miners and mining pools has helped make Monero a popular cryptocurrency. 
One leading reason was Coinhive, a cryptomining service that specialized in mining Monero. 
Coinhive began in 2017 and was not considered malicious by itself, but it was a service that 
made it very easy for anyone to implement a cryptominer (Musch, Wressnegger, Johns, & 
Rieck, 2019; O’Gorman, 2018). Coinhive closed down in 2019 but other miners are readily 
available like Cryptoloot, Jsecoin, XMRig, and Authedmine (Lourenço & Marinos, 2019). 
Europol representatives have said that threat actors are moving to Monero because it is very 
difficult to track (Abrams, 2020). 
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Cryptojacking 
Cryptojacking is the use of a device for cryptomining without the owner’s permission. 
It is estimated that 42% of organizations were affected by cryptojacking in 2018. 
Cryptojacking can be very profitable for cybercriminals as they have no investment in the 
hardware and do not have to pay for the additional electricity consumed. Cryptojacking 
malware can be found on the darknet for as little as $30. Although many of the hijacked 
devices may not be very powerful, a large network of devices can still make significant 
revenue for relatively low investment (Lourenço & Marinos, 2019). One could assume that 
perpetrators would want to use Bitcoin for cryptojacking because it is the most popular 
cryptocurrency and also has the largest market capitalization, but that is not the case in 
practice.  
Most cryptojacking malware currently utilize Monero as the cryptocurrency of choice 
(Kessem, 2018; Lourenço & Marinos, 2019; Pastrana & Suarez-Tangil, 2019). The primary 
reasons are that Monero provides more privacy protections by implementing confidential 
transactions and stealth address (Le Jamtel, 2018) and does not require high powered or 
specialized processor chips to be successful like Bitcoin or some other cryptocurrencies 
(Eskandari, Leoutsarakos, Mursch, & Clark, 2018; Lourenço & Marinos, 2019; Marchetto & 
Liu, 2019). Other popular cryptocurrencies used in cryptojacking are Ethereum and Zcash. 
Both share features with Monero in regard to privacy and ability to use distributed, 
commodity systems  (Lourenço & Marinos, 2019). 
It is estimated that a network of 2,000 devices could generate up to $182,500 worth of 
Monero annually (Lourenço & Marinos, 2019). The Freebuf cryptojacking campaign made 
163,000 Monero in about four years. The USA-138 campaign made over 6,709 Monero at the 
time of the study but the campaign was still in operation at the conclusion of the study, so 
likely earned more (Pastrana & Suarez-Tangil, 2019). XMRig is an open source Monero 
cryptominer that is popular in cryptojacking malware (Kessem, 2018). One study indicates 
that cryptojacking has mined 4.32% of the currently available Monero (Pastrana & Suarez-
Tangil, 2019). The end users end up paying the ultimate cost as victims of cryptojacking. In 
some cases, the price is an increased electric bill, while in others, it may be device 
performance. Another factor is device longevity as cryptojacking can cause problems with 
hardware. For example, CPU based cryptomining will cause the processor to be overused and 
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increase the likelihood of premature failure. Devices may also overheat which could cause 
unexpected shutdowns or even failure (CTA, 2018). Another consequence is that devices that 
run on batteries will drain faster than expected (Greenemeier, 2018). Cryptojacking typically 
falls into one of two categories, browser-based or binary-based. While the delivery method is 
different, the end-result is the same, compromised devices mining cryptocurrency for a cyber-
criminal.  
Browser-Based Cryptojacking 
Browser-based cryptojacking typically involves modifying files on a web-server to 
include cryptomining scripts on seemingly benign webpages. Browser-based cryptojacking 
may also be referred to as drive-by-cryptojacking. Any device capable of running a web-
browser and executing scripts could be a potential victim. The most likely victim devices of 
browser-based cryptojacking are personal computers and mobile devices. Unsuspecting 
victims will execute the scripts while browsing the infected websites. The users may notice 
nothing out of the ordinary or could experience device performance degradation or device 
overheating. The cryptojacking scripts may be installed by the website owner to generate 
additional revenue or by malicious third parties that compromised the site (Eskandari et al., 
2018; Musch et al., 2019). It is important to note that not all browser-based cryptomining 
activity is considered cryptojacking. Recall that cryptojacking is the unauthorized use of a 
device. For example, if a website owner installs a cryptominer but only allows it to execute 
after a user has given permission, then it is just considered distributed cryptomining and not 
cryptojacking (Eskandari et al., 2018). 
There are other types of browser-based cryptojacking as well. Cryptojacking malware 
could be installed in third-party browser extensions that the user installs. Another possible 
scenario is a man-in-the middle attack, where a malicious actor has compromised a device in 
the user’s network path and actively injects cryptomining scripts into the HTML traffic. The 
network devices could be Small-Office/Home-Office (SOHO) routers belonging to the user or 
other devices belonging to an Internet Service Provider (ISP) or another network provider 
(Eskandari et al., 2018; Merces, 2018). Although browser-based cryptomining is typically 
short-lived, for the time the browser is on-site, there is work demonstrating potential 
persistence beyond the browsing session (Papadopoulos et al., 2019). One notable example of 
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browser-based cryptojacking was the Los Angeles Times, when their webserver had been 
hacked and Coinhive miner software was installed on their webserver. The server was 
compromised due to a misconfiguration of their webhosting environment that allowed anyone 
write access. Thus, it was trivial for the malicious user to access the server and modify the 
necessary files (O’Donnell, 2018). 
Binary-Based Cryptojacking 
Binary-based cryptojacking malware typically will try to install a binary file on a 
compromised device. The devices can be any computer that would allow for installation of the 
cryptomining software. Examples of devices that support binary-based cryptojacking include 
IoT devices, smart phones, laptop computers, desktop computers, and high performance 
computers (Meland, Johansen, & Sindre, 2019). Binary-based cryptojacking can also be 
installed on cloud computing and enterprise environments (Gatlan, 2019; Newman, 2018; 
Tahir et al., 2017).  
The initial infection point could be a phishing email, malicious advertising on 
websites, compromised websites, or embedded in other software downloaded by the user 
commonly known as a Potentially Unwanted Program (PUP) (Palmer, 2018b). Then the 
typical process to install binary cryptojacking malware begins with running dropper code on 
the victim device. Then the miner code is installed and executed on the device and begins 
performing calculations to mine for cryptocurrency. The hashes are then sent directly to the 
attacker or to a mining pool run by the attacker which enables them to collect the 
cryptocurrency. It is possible that the cryptomining malware could also contain code to try to 
infect other devices (Marchetto & Liu, 2019; Merces, 2018).  
Many devices are susceptible to common vulnerabilities that can be exploited with 
readily available software that does not require specialized expertise or skill to effectively use 
and compromise devices. Many of these devices are exploited due to outdated or unpatched 
software or using common vulnerabilities like not changing the default credentials, using an 
easy to guess password, enabling anonymous logins, or running unnecessary services. The 
combination of the large number of devices and the lack of proper security controls make 
these devices easy targets for criminals looking to make money with a minimal investment of 
time and money and with little risk (CTA, 2018). 
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Server and cloud infrastructure. Servers and cloud infrastructure may be 
particularly susceptible to being compromised due to being publicly accessible in some 
regard. Servers do not necessarily need to be compromised to fall victim. There are known 
instances of employees, or other insider threats, installing cryptominers on enterprise servers 
and collecting the rewards for personal use. In one instance, an employee installed a 
cryptominer on a research supercomputer which cost the organization $150,000 (Tahir et al , 
2017). Users of cloud service providers could also fall victim to cryptojackers. If a malicious 
user is able to install a cryptominer on a cloud instance, the account owner may not detect it 
until they are billed and notice the additional usage (Palmer, 2018b). There are many 
examples of enterprise systems being compromised for cryptojacking: 
• Tesla was a victim of cryptojacking when unknown threat actors installed a 
cryptominer on their public Amazon Web Services (AWS) Simple Storage 
Service (S3) instance that was found to be misconfigured (Newman, 2018). 
• Several European high-performance computing clusters have been 
compromised for cryptojacking and other malicious purposes (Ilascu, 2020).  
• A man used a stolen identity and credit cards from a victim to setup accounts at 
multiple cloud providers to mine cryptocurrencies at a cost of approximately 
$5 million (Gatlan, 2019).  
• Over half million devices were compromised as part of the Smominru miner 
network. These devices are believed to be mostly Windows servers that remain 
unpatched against the EternalBlue and EsteemAudit exploits. Servers are 
typically much more powerful than consumer class devices so can more 
effectively mine Monero. It is estimated that the Smominru campaign has 
earned over $3 million since its inception (Palmer, 2018a).  
• The Graboid cryptojacker worm spread to over two thousand unsecured 
Docker instances. Infected containers can be hard to detect since traditional 
antivirus software does not scan containers (Chen, 2019). 
IoT devices. The Internet of Things (IoT) is a moniker given to a variety of network 
connected devices that are becoming ubiquitous in households and businesses across the 
world. IoT devices can range from industrial control system monitors, wearable devices like 
fitness trackers, or everyday appliances like refrigerators or washing machines (Khan & 
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Salah, 2018). There will be an estimated 41.6 billion IoT devices generating 79.4 zettabytes of 
data by 2025 (Dignan, 2019), which are being adopted quickly and increasingly being used in 
a variety of cyber-attacks (Davidoff, 2018; Merces, 2018). There are two primary reasons that 
can help explain this: First, the sheer number of available devices provide ample opportunity 
to be exploited. Second, the insecurity of the devices makes them easy targets. An estimated 
57% of all IoT devices are susceptible to attacks with a classification of medium or high (Palo 
Alto Networks, 2020).  
Currently, IoT devices are seen as lacking basic security controls and thus are much 
easier to compromise than a personal computer or smart phone as those devices typically have 
more security protections, like antivirus software, available and installed (Greenemeier, 
2018). The Open Web Application Security Project (OWASP) released a list of top ten IoT 
vulnerabilities: weak, guessable, or hardcoded passwords, insecure network services, insecure 
ecosystem interfaces, lack of secure update mechanisms, use of insecure or outdated 
components, insufficient privacy protection, insecure data transfer and storage, lack of device 
management, insecure default settings, and lack of physical hardening (Paul, 2019).  
Most IoT devices utilize an embedded Operating System (OS) like specialized 
versions of Linux, Windows, Real-Time Operating Systems (RTOS), or a custom IoT 
operating system like RIOT. The IoT devices typically use low power, efficient ARM or 
MIPS microprocessors but could also run on x86 or PowerPC based architectures. Although 
personal computers and smartphones are not considered IoT devices, they could fit the 
hardware profile (Ray, 2018). 
The following are a few examples of recent IoT cryptojacking malware: 
• In 2014, the Linux.Darlloz cryptojacking software infected over 31,000 
devices targeting Linux computers with x86, ARM, MIPS, and PowerPC 
microprocessors. It appears that the worm targeted internet facing computers, 
routers, set-top boxes, and IP cameras utilizing default credentials. The 
malware mined either Mincoins or Dogecoins (Hayashi, 2014). 
• In 2016, NyaDrop targeted Linux-based IoT devices by using default login 
credentials. This is a dropper that then loads other malware, including the 
cryptominer. NyaDrop focused on 32-bit MIPS devices. Set-top boxes and 
CCTV cameras were the primary victims. NyaDrop was also incorporated into 
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a Mirai botnet (Draghicescu et al., 2018). The Mirai source-code is very 
effective in exploiting IoT devices and the source code is publicly available 
which makes it a common tool of malicious actors (Masters, 2016). 
•  PyCryptoMiner is a Python-based cryptojacking software that targets online 
Linux systems using the SSH protocol. Discovered in 2017, the compromised 
devices form botnet used to cryptomine and has earned at least $46,000 worth 
of Monero. Instead of using hard-coded Command and Control (C2) addresses, 
a unique aspect of this cryptojacker is it accesses a file located at Pastein.com 
for C2 server information (Zavodchik, Segal, & Brailsford, 2018). 
• The Outlaw cryptojacking software was first discovered in 2018 and is a 
version of Shellbot. It primarily targets Linux systems running the SSH 
protocol but could also target Windows devices. The software contains the 
miner, IRC bot software, and worm code to infect other devices over the 
network. The malware will mine Monero but will also collect personal 
information and send to the C2 servers (Osborne, 2019). 
• Rabbit and Rabbot were first discovered in 2018 and are two different strains 
of cryptojacking software targeting Linux-based devices primarily in Russia, 
South Korea, United Kingdom, and the United States using an SSH brute-force 
attack. The software can run on x86, ARM, and MIPS systems and uses 
GitHub as a C2 server. The malware mines Monero and has the capability to 
remove other cryptojacking software (Anomali Threat Research Team, 2018). 
Detecting and Mitigating Cryptojacking.  
Cryptojacking can be difficult to detect and potentially harder to stop. Some of the 
problems are systemic and could require multiple solutions. One possible solution is endpoint 
antivirus detection. Although antivirus software may be considered a legacy application, it is 
one possible layer to help guard against cryptojacking (Marchetto & Liu, 2019; Meland et al., 
2019). Browser developers have also begun to implement cryptojacking protections for 
browser-based cryptojacking (Eskandari et al., 2018). One solution to detection is monitoring 
network traffic with deep packet inspection or analyzing NetFlow data. Another possible 
solution is using DNS services that will block traffic to known bad IP addresses. While these 
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solutions are most likely for enterprise level networks, it is conceivable that some service or 
device could become available for consumers and provide these features (Marchetto & Liu, 
2019; Muñoz, Suárez-Varela, & Barlet-Ros, 2019; Zimba, Wang, Mulenga, & Odongo, 
2018). Other possible mitigation solutions include blocklists for web-based cryptojacking 
(Hong et al., 2018), monitoring for abnormal power usage, monitor for increased CPU usage, 
review administrator access, review DNS and firewall logs, regularly patch servers, do not 
share administrator password, monitor or restrict remote administrative users, and review 
open ports and services. For consumers, typical best practices to prevent cryptojacking 
include using strong passwords, changing the default credentials on devices, install operating 
system updates, use anti-virus software, disable unnecessary or unused services, use a host-
based firewall, and regularly checking the system performance for unusual characteristics 
(CTA, 2018).  
There are specific tools developed to detect illicit cryptomining. One proposed 
solution is MineSweeper, a tool that would help detect browser-based mining by analyzing 
websites on the fly (Konoth et al., 2018). Dynamic analysis of operational codes could also be 
a method to detect cryptomining by analyzing instructions directly processed by the CPU  
(Carlin, O'Kane, Sezer, & Burgess, 2018). Machine learning could also be implemented to 
analyze web requests and detect web-based cryptojcking (Rodriguez & Posegga, 2018). 
Another proposed solution analyzes WebAssembly to detect and prompt the user if it detects 
web-based cryptomining (W. Wang, Ferrell, Xu, Hamlen, & Hao, 2018). Application and 
performace measurements could be used to fingerprint cryptomining (Draghicescu et al., 
2018). Another possible solution, MineGuard would be installed on virtual machines and 
analyze the performance and behaviors to try to detect an installed cryptominer (Tahir Rashid 
and Huzaifa, 2017). CoinPolice uses neural networks to identify browser-based cryptomining 
based on CPU hardware performance counters and cyclical patters in stack traces (Petrov, 
Invernizzi, & Bursztein, 2020).  
Other detections. While not specific to cryptojacking, there are other proposed 
methods for detecting malware on IoT devices. Hades-IoT is a solution that involved 
bootstrapping code into an IoT device to first profile normal operation of the device and then 
used to detect anomalies (Breitenbacher, Homoliak, Aung, Tippenhauer, & Elovici, 2019). 
DIOT is a network based approach to self-learn based on an algorithm to detect anomalies in 
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IoT systems (Nguyen et al., 2019). DAIMD uses machine learning and dynamic analysis with 
system information categories memory, network, system call, file system, and process (Jeon, 
Park, & Jeong, 2020). DEAM is a malware detection and classification system based on the 
DenseNet deep learning model (C. Wang, Zhao, Wang, & Li, 2021). 
Other research. Not specific to IoT devices, other research has been conducted that 
could be applicable. MEDUSA uses machine learning to examine system artifacts in the 
categories of process, file, network and registry to detect malware (Ahmed, Nepal, & Kim, 
2018). A study was conducted to analyze the performance of cryptojacking on different 
consumer devices. The devices were a varying form factors: a NUC tiny computer, a Mac 
laptop, a Chromebook, a custom-built desktop PC, an Android smartphone, and a Raspberry 
Pi 2 Model B. The study collected information on cryptomining hash rate and power 
consumption (Meland et al., 2019). 
Summary 
Cryptojacking is a cyber threat that targets IoT devices. Threat actors are attracted to 
this cybercrime as it provides passive income and, in many cases, little risk of prosecution. 
Browser-based cryptojacking was initially the primary form but binary-based cryptojacking 
has become more popular. Once a device is compromised, threat actors could install 
cryptomining software and also utilize the device for other purposes like DDoS attacks.  
There are currently billions of IoT devices deployed with the expectation that IoT 
device use will continue to grow. Many IoT devices have been compromised due to poor 




The goal of this research study was to examine an IoT device to determine if it is 
possible to detect cryptomining actively running on the device by analyzing certain 
performance metrics. The literature review indicated that while some research on detecting 
cryptojacking it was mostly focused on browser-based cryptomining. There was also studies 
that examined malware detection in IoT devices, but most were not specific to cryptomining. 
An opportunity was identified for additional research specifically on file-based cryptomining 
detection in IoT devices. 
Cryptojacking is a threat that has seen an increase since 2018 (Lourenço & Marinos, 
2019). ) IoT devices are a target for cryptojacking since many of these devices have weak 
security (Davidoff, 2018) and there are expected to be 41.6 billion IoT devices by 2025 
(Dignan, 2019). Deliverables of this study include the collected data, statistical analysis of the 
data, and a methodology that others may follow for future research studies.  
The decision of which research methodology to select for this study was not taken 
lightly. The goal was to select the best methodology for this research project. The primary 
categories for research methods are quantitative, qualitative, mixed methods and design 
science. Each of these categories of research methods may have multiple research designs 
specific to that research method that a researcher may choose for their study (Creswell, 2014; 
Wieringa, 2014). 
Quantitative research involves the investigation of relationships between variables and 
will primarily involve statistical analysis. The collected data is analyzed statistically and 
inferences are made about the relationships between variables. Qualitative analysis focuses on 
determining meaning from individuals or groups of people. Qualitative research methods 
typically involve observation of actions of people or artifacts such as pieces of writing, 
transcriptions of interviews, artwork, and others. Mixed-methods research will contain some 
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mixture of quantitative and qualitative research based on the requirements of that study 
(Creswell, 2014). 
Design science research is primarily used in technology related disciplines. In general, 
the goal is to research a real-world problem and produce an artifact that can be used / 
replicated by others. There are multiple models for design science research (Dresch, Lacerda, 
& Antunes, 2014; Hevner, March, Park, & Ram, 2004; Peffers, Tuunanen, Rothenberger, & 
Chatterjee, 2007; Wieringa, 2014). With the given problem of identifying effects of 
cryptojacking on IoT devices, design science was the best choice. Wieringa’s design science 
framework was selected for this study. 
Design science is the primary classification of research for this study but a specific 
research method still had to be chosen. Examples of available research methods include 
observational case studies, single-case mechanism experiments, technical action research, or 
statistical difference-making experiments. Observational case studies involve no treatment, 
just observation. Single-case mechanism experiments involve observation but also a 
treatment. The researcher will measure and identify the effects of the treatment. Technical 
action research (TAR) is similar to single-case mechanism experiments but the main 
difference is that with TAR studies there is a client. Statistical difference making experiments 
involve two or more samples with different treatments, the populations are observed and 
effects are recorded and analyzed (Wieringa, 2014). Statistical difference-making study was 
strongly considered for this study, but this research study didn’t involve two populations with 
different treatments. This study involved a single device with multiple different treatments, so 
single-case mechanism experiment design with statistical inference was selected as the best 
option for this study. 
Validation 
Statistical conclusion validity involves reporting all data and using sound statistical 
inference techniques so that valid statistical conclusions can be made. The data was analyzed 
to determine inferences about relationships of the data and the applied treatments (Wieringa, 
2014).  
Design science research is typically an iterative proves. Multiple data collection and 
statistical analyses were conducted throughout the development process of the IoT device and 
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installation of related software and custom code. As changes were made to the device, the 
collected data was reviewed for correctness as well as analyzed statistically. While small 
changes were made throughout the process, the statistical analysis was consistent. For the 
final build, descriptive statistics as well as correlation analysis and multiple statistical 
inference analyses were performed to ensure statistical validity of results.  
Artifacts of Design Science 
The artifacts of the design science research will include the research model and 
research design, including the collected data, analysis, system specifications, and any custom 
scripts. The artifacts can be utilized by others to conduct similar research in the future or as 
reference material. A methodology for detecting cryptojacking of IoT devices was based on 
these artifacts.  
Research Model 
This section describes the research steps followed to answer the following research 
questions: How are system performance metrics affected by cryptojacking of IoT devices? 
How does cryptojacking affect system performance of IoT devices? Which performance 
metrics can be utilized in the detection of cryptojacking of IoT devices? 
This study aimed to address the research questions by conducting a thorough and 
methodical analysis of a representative IoT device that has undergone different treatments 
involving the running of cryptojacking software on the device. Statistical analysis of the 
collected data would determine statistical significance. The results of this analysis would then 
be used to create additional artifacts.  
The steps outlined below were designed to help answer the research questions. Design 
science is typically an iterative exercise so any step may be revisited. As a step is finalized 
and information gathered, previous steps may need to be altered and the process restarted at 
that point. 
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1. Identify hardware and software best to conduct the research. 
2. Identify IoT focused cryptomining software. 
3. Assemble hardware.  
4. Install software. 
5. Develop a script to collect identified data (variables). 
6. Reiterate the above steps as necessary. 
7. Finalize the research design. 
8. Conduct experiment and collect data. 
9. Analyze the collected data. 
10. Generate artifacts. 
Research Design 
The scope of detecting cryptojacking on IoT devices is rather large, so choices were 
made in regard to the type of hardware and software selected. The quasi-experiment involved 
developing a representative IoT device along with installing the necessary software as well as 
writing custom code for data collection. Multiple treatments were conducted with different 
cryptomining algorithms while collecting system performance metrics. The data was then 
analyzed to determine if there was a statistically significant difference in the performance 
metrics of the control and each of the treatments. The expectation being if there was a 
significant difference then these results could be used to help develop solutions to detect 
cryptojacking. 
Hardware 
The device type selected for this study was a motion detecting network connected 
camera that transfers the recorded video to network attached storage. This type of device was 
selected since there are many IoT cameras on the market and that the motion detection 
capabilities could be controlled to ensure consistent repeatability in the multiple instances of 
data collection. 
The hardware selected was the Raspberry Pi 3 Model B. Raspberry Pi devices are 
small, inexpensive computers that are built from similar hardware as many production IoT 
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devices and are commonly used to prototype IoT devices (Saari, Baharudin, & Hyrynsalmi, 
2017). The Raspberry Pi 3 Model B was first introduced in February 2016 and will be 
continue to be manufactured until at least January 2026. The device contains a Broadcom 
BCM2837 (Raspberry Pi Foundation, n.d.-b) that contains a four core ARM Cortex-A53 64-
bit processor with a clock speed of 1.2 GHz (GadgetVersus, n.d.). A 2019 survey of IoT 
developers conducted by the Eclipse Foundation found that a majority of respondents use 
ARM based devices, 68% for constrained devices and 70% for IoT gateways and edge nodes 
(Eclipse Foundation, 2019). Qualcomm (Qualcomm, n.d.) and NXP (NXP, n.d.) are at least 
two chip manufacturers that advertise products with Cortex-A53 processors that are geared 
towards IoT devices. Other features of the Raspberry Pi 3 Model B include 1GB of memory, 
ethernet, wireless ethernet, bluetooth, USB 2.0, HDMI, and microSD (Raspberry Pi 
Foundation, n.d.-b). 
Other hardware considered were Arduino and ESP-8266 devices but the Raspberry Pi 
is seen as the better option for building IoT prototypes (Patnaikuni, 2017). While a production 
IoT device may have seemed to be the preferred choice, it was determined that access to the 
device to install the necessary software could prove difficult. The Raspberry Pi 3 Model B 
provided a good alternative since Raspberry Pi devices are designed to be flexible allowing 
for multiple operating system options. The devices also have a number of sensors available 
that can be installed on the available connectors to create or prototype IoT devices. The 
camera module selected was the v1, first-generation camera that utilizes the CSI camera 
connector on the device. The v1 camera module has a still resolution of five megapixels and 
video resolutions up to 1080p at 30 frames per second (Raspberry Pi Foundation, n.d.-a).  
Cryptojacking is expected to be CPU intensive and the Raspberry Pi 3B may overheat 
when the CPU is under a heavy load (Dekel & Persaud, 2018). To accommodate the potential 
overheating, heatsinks were attached to the chips and the device was installed inside a case 
with an attached cooling fan. The fan has two options, low or high, the high setting was 
selected for this study so as to provide the most cooling possible to avoid any problems with 
the device overheating. 
The Raspberry Pi 3 Model B with camera was connected to a consumer grade router 
over ethernet. Other devices connected to the router included a hard drive, a laptop, and a 
cellular device for Internet access. This configuration allows the devices to be connected 
20 
while being segmented from a larger network. Figure 1 is a diagram of how the devices were 
connected to the network.  
 
 
Figure 1. Network Diagram 
Software 
The software to operate the device and facilitate the data collection had to be chosen 
as well. There are many options available for the Raspberry Pi 3 Model B. Raspberry Pi OS, 
formerly known as Raspbian, is the recommended by the Raspberry Pi Foundation operating 
system for normal use of Raspberry Pi devices. Raspberry Pi OS is a Debian distribution that 
is custom built for Raspberry Pi devices and includes over 35,000 precompiled software 
packages but can also utilize many Debian packages. Other operating systems that can be 
installed on the device include many Linux distributions like Ubuntu, OpenSUSE, Arch, and 
Gentoo. Non-Linux operating systems like Windows IoT Core, RISC OS, and FreeBSD can 
also be installed on Raspberry Pi devices (Martins, 2020). In addition to the operating system, 
other software needed to be chosen as well for data collection and motion detection 
functionality. 
Operating System. Linux was chosen as the operating system to install on the IoT 
device for this study. Linux is a good choice since there are many different IoT devices 
produced, Linux is a well-known operating system, and Linux-based devices allowed the 
researcher access to install the malware, other programs, libraries, and custom code that were 
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necessary for this study. A 2020 survey conducted by the Eclipse Foundation found that 43% 
of IoT developers develop IoT devices using the Linux operating system while FreeRTOS 
was listed at 35%, Windows at 31%, and Zephyr at 8% (Eclipse Foundation, 2020). The same 
survey from the previous year listed Debian derivates as the most popular Linux distributions 
among respondents with Ubuntu at approximately 36%, Raspbian at approximately 31%, and 
Debian at approximately 27% (Eclipse Foundation, 2019).  
Data collection. Psutil (Python System and Process Utilities) was selected as the 
library to facilitate data collection. It is a cross-platform library for Python that provides 
information on running processes and system performance metrics like CPU, memory, 
storage, and network utilization. Psutil is supported in many operating systems such as Linux, 
Windows, macOS, FreeBSD, Sun Solaris, and AIX (psutil, n.d.).  
Cryptomining. XMRig was chosen as the cryptomining software for this study. It is a 
popular open source cryptominer that supports multiple coins, including Monero, and many 
different operating systems, processors, and algorithms (XMRig, n.d.-b). XMRig is also 
found in many cryptojacking malware samples (Kessem, 2018), it was found to be used in 
21% of cryptojacking globally (Lourenço & Marinos, 2020a).  
Pilot build. An initial pilot study was conducted as a proof of concept. The study used 
the Raspberry Pi 3 Model B and attached camera with Raspbian OS, Python 3, Psutil, 
picamera, and XMRig. A Python script was written to utilize the Psutil library to record the 
performance metrics for CPU utilization percentage, memory utilization percentage, network 
traffic received, network traffic sent, and the number of processes every one second for ten 
minutes. Another Python script was written to simulate motion detection by capturing a 
number of still images and videos. XMRig was run in the default configuration. The data was 
analyzed in SPSS and found to have statistical significance. The software system was then re-
created for the full study.  
Final build. For the full study, Ubuntu Server 20.04.1 LTS 64-bit was chosen for the 
operating system since Raspberry Pi OS at the time only officially supported 32-bit. There 
was a beta version of 64-bit Raspberry Pi OS but it was not recommended for production use 
(gsh, 2020). A 64-bit operating system was selected to fully utilize the 64-bit processor. Psutil 
and Python 3 were utilized for the system performance metric data collection.  
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The Motion camera utility was installed on the system. Motion is a software utility 
that works with many types of cameras with many features and configuration options. It 
works with the Raspberry Pi camera modules and has apt packages in the Debian, Ubuntu, 
and Raspberry Pi OS repositories for ease of installation (Motion Project, n.d.). Motion was 
configured to record high definition video, 720p. The configuration file was set to save the 
recorded videos on the network attached storage device.  
Xmrig 6.3.4 had to be built from source. It was installed and tested. XMRig supports 
many different algorithms. CryptoNight is the default proof of work algorithm for Monero 
(Monero Documentation, n.d.). XMRig supports multiple CryptoNight variations. The 
algorithms chosen for this study were: CryptoNight Lite and CryptoNight Pico. The primary 
differences are that CryptoNight uses 2 MB of memory, CryptoNight Lite uses 1 MB of 
memory, and CryptoNight Pico uses 256 KB of memory. The CryptoNight Lite algorithm 
was used twice in this study, once with default settings and once with only one processor 
thread instead of the default four threads (XMRig, n.d.-a). 
A pre-recorded video was made of a slide show. This is to help ensure consistency on 
each instance of data collection for all treatments. The video played on a separate device and 
displayed on a monitor. The camera was aimed at that monitor.  
This final build was thoroughly tested at various stages in the process to ensure 
reliable and consistent system performance and data collection. If a problem was identified or 
suspected, the issue was fully investigated and addressed, if necessary. Then the system 







RESULTS AND DISCUSSION 
The goal of this quasi-experimental single-case mechanism study was to examine an 
IoT device to determine if it is possible to detect cryptomining actively running on the device 
by analyzing certain performance metrics. Data was collected on the same device at four 
different instances: with no cryptomining software running or with cryptomining software 
running with one of three different algorithms. This chapter provides detail and discussion on 
the data collection process as well as statistical analysis on the collected data. A 95% 
confidence interval was selected for the statistical analysis since it is customary in a study 
with a sample size larger than 100 and there was no perceived need provided the given 
research context to choose a confidence interval larger than 95% (Wieringa, 2014) 
Data Collection 
The data was collected using a prototype motion detecting camera device as detailed 
in Chapter 3. The camera was aimed at a monitor that played a prerecorded video from an 
independent system. The video was used to ensure similar performance of the motion 
detection feature of the device on each instance of data collection. There were four different 
instances of data collection representing the control group and three treatments for different 
cryptomining algorithms.  
The data collection lasted 15 minutes with all five of the performance metrics recorded 
every one second, this resulted in 900 rows of data during each instance of data collection. 
The performance metrics included in the data collection were CPU utilization percentage, 
memory utilization percentage, network data received, network data transmitted, and number 
of running processes. Each of the variables will be represented in this paper by an 
abbreviation: CPU utilization percentage as cpu, memory utilization percentage as mem, 
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network data received as netr, network data transmitted as nettx, and number of processes as 
procnum. The Python script used for data collection is located in Appendix C. 
Each instance of data was collected in different comma-separated values (CSV) files. 
A header row was written for each file and consisted of the variable names (cpu, mem, nettx, 
netr, and procnum), each separated by a comma and a single space. Then the next line stars 
900 continuous rows of data. Each row of data represents one cycle of data collection. The 
data values were separated by a comma and a single space and represented the variables cpu, 
mem, nettx, netr, and procnum. The order of the variables corresponding with the order of the 
variable names in the header row. Figure 2 is a visual example of a partial data file for the 




Figure 2. Example of Data Collected (Partial) 
Note. Example data is from the control group instance 
 
Two full lists of running processes were also saved during each instance of data 
collection. The first list was generated before the performance metrics were collected. The 
second list was generated after the performance metrics were collected. This data was not 
used as part of the statistical analysis but was used in subsequent analysis. Figure 3 is a visual 
example of a partial list of processes for control instance. Appendix E contains the process 




Figure 3. Example List of Processes (Partial) 
Note. Example processes are from the control group instance 
 
There were four different instances of data collection. The instances include the 
control group with no cryptomining or one of three different treatments each representing 
different cryptomining algorithms: CryptoNight Lite, CryptoNight Pico, and CryptoNight Lite 
with one CPU thread. These algorithms were discussed in more detail in Chapter 3 of this 
study. The four instances of data collection are represented in this paper as: the control group 
as control, the CryptoNight Lite algorithm as cnlite, the CryptoNight Pico algorithm as 
cnpico, and the CryptoNight Lite with one CPU thread as cnl1thread.  
Each instance of data collection occurred with the same steps. After ensuring that the 
camera was in the correct location the device was booted and logged into. Three SSH 
connections were established with the device from another device on the same network. The 
pre-recorded video to trigger the video capture was started on a separate device with monitor, 
then the SSH windows established earlier were used to begin 1) the Motion software package 
for the motion detection capability, 2) the data collection script, and 3) XMrig for 
cryptomining with the appropriate algorithm for the relevant instances. Once the data 
collection script completed after 15 minutes, the processes for XMRig and Motion were 
stopped. The data file was then transferred to a network attached storage device, then saved to 
personal computer for further analysis, and then the device was powered off. Each of the files 
were reviewed to ensure that there were 900 entries of performance metrics as well as the list 
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of processes before and after the performance metrics were collected. The files were then 
prepared to be utilized using SPSS software. Figure 4 shows a logical setup of the devices 
when collecting data. 
 
 
Figure 4. Logical Device Setup 
Correlation 
To help determine which performance metric variables to continue to analyze a 
Pearson correlation analysis was conducted among cpu, mem, netr, nettx, and procnum. 
Cohen's standard was used to evaluate the strength of the relationships. Coefficients between 
.10 and .29 represent a small effect size, coefficients between .30 and .49 represent a 
moderate effect size, and coefficients above .50 indicate a large effect size (Cohen, 1988). 
Correlations were observed for multiple variable pairs. The results of the correlations were 
examined using Holm corrections to adjust for multiple comparisons based on an alpha value 
of 0.05. Table 2 contains the results of the Pearson correlation analysis. A significant positive 
correlation was observed between cpu and mem (rp = 0.45, p < .001, 95% CI [0.43, 0.48]) 
with a correlation coefficient of 0.45, indicating a moderate effect size. This indicates that as 
cpu increases, mem tends to increase. A significant negative correlation was observed 
between cpu and procnum (rp = -0.30, p < .001, 95% CI [-0.33, -0.27]) with a correlation 
coefficient of -0.30, indicating a small effect size. This correlation indicates that as cpu 
increases, procnum tends to decrease. A significant positive correlation was observed 
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between netr and mem (rp = 0.04, p = .014, 95% CI [0.01, 0.07]) with a correlation 
coefficient of 0.04, indicating a small effect size. This indicates that as netr increases, mem 
also tends to increase. A significant positive correlation was observed between netr and nettx 
(rp = 1.00, p < .001, 95% CI [1.00, 1.00]) with a correlation coefficient of 1.00, indicating a 
large effect size. This correlation indicates that as netr increases, nettx tends to increase. A 
significant positive correlation was observed between mem and nettx (rp = 0.04, p = .022, 
95% CI [0.01, 0.07]) with a correlation coefficient of 0.04, indicating a small effect size. 
This correlation indicates that as mem increases, nettx tends to increase. A significant 
negative correlation was observed between mem and procnum (rp = -0.10, p < .001, 95% CI 
[-0.13, -0.06]) with a correlation coefficient of 0.10, indicating a small effect size. This 
correlation indicates that as mem increases, procnum tends to decrease. A significant positive 
correlation was observed between mem and nettx (rp = 0.04, p = .022, 95% CI [0.01, 0.07]) 
with a correlation coefficient of 0.04, indicating a small effect size. This correlation indicates 
that as mem increases, nettx tends to increase. The results for variable pairs of cpu-netr, cpu-
nettx, netr-procnum, and procnum-nettx did not suggest significant correlations.  
 
Table 2. Pearson Correlation Results Among cpu, mem, netr, nettx, and procnum 
Combination rp 95% CI p 
cpu-netr  0.02 [-0.05, 0.01] .198 
cpu-mem  0.45 [0.43, 0.48] < .001 
cpu-procnum -0.30 [-0.33, -0.27] < .001 
cpu-nettx -0.02 [-0.06, 0.01] .173 
netr-mem  0.04 [0.01, 0.07] .014 
netr-procnum  0.01 [-0.02, 0.04] .546 
netr-nettx  1.00 [1.00, 1.00] < .001 
mem-procnum -0.10 [-0.13, -0.06] < .001 
mem-nettx  0.04 [0.01, 0.07] .022 
procnum-nettx  0.01 [-0.02, 0.04] .527 
 
Note. n = 3600. Holm corrections used to adjust p-values. 
Univariate outliers were detected for one or more variable pairs, this may reduce the 
power of the Pearson correlation. A Spearman correlation analysis was also conducted to 
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supplement the results of the Pearson correlation as the Spearman correlation is monotonic 
and does not require the same assumptions as the Pearson correlation (Laerd Statistics, 2018). 
The results for the Spearman correlation are located in Appendix A. Although the results 
between the two analyses were not identical, the variable pairs with significant correlations in 
the Pearson correlation analysis were also significant in the Spearman correlation analysis.  
The Pearson correlation results containing nettr or nettx were either not significant or 
had a small effect size. It was decided to not analyze the collected data for netr or nettx further 
in this study and to focus on cpu, mem, and procnum which all had significant correlations 
with each other.  
Descriptive statistics 
Descriptive statistics provide a summary of the collected data. Tables of the 
descriptive data for each variable (cpu, mem, and procnum) with the values observed for each 
instance of data collection (control, cnlite, cnpico, and cnl1thread) are provided below.  
The observations for cpu are located in Table 3. The observations for cpu_control had 
an average of 13.37 (SD = 14.91, SEM = 0.50, Min = 5.40, Max = 63.90), cpu_cnlite and 
cpu_cnpico each had an average of 100.00 (SD = 0.00, SEM = 0.00, Min = 100.00, Max = 
100.00), and cpu_cnl1thread had an average of 37.88 (SD = 12.15, SEM = 0.41, Min = 31.10, 
Max = 74.30).  
The primary items of interest with the cpu data are that minimum, maximum, and 
average values for cpu_cnlite and cpu_cnpico were all 100, indicating that every single data 
point collected for cpu during those data collection instances were all a value of 100. This 
indicates that the CPU utilization was at maximum capacity for the entire length of each of 
those data collection periods. While cpu_cml1thread was not at a value of 100 for all values, 
the values were still much greater than the values for cpu_control.
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Table 3. Summary Statistics for CPU Utilization 
Variable M SD n SEM Min Max 
cpu_control 13.37 14.91 900 0.50 5.40 63.90 
cpu_cnlite 100.00 0.00 900 0.00 100.00 100.00 
cpu_cnpico 100.00 0.00 900 0.00 100.00 100.00 
cpu_cnl1thread 37.88 12.15 900 0.41 31.10 74.30 
 
 
The observations for mem are located in Table 4. The observations for mem_control 
had an average of 28.93 (SD = 0.48, SEM = 0.02, Min = 28.60, Max = 30.00), mem_cnlite had 
an average of 29.64 (SD = 0.53, SEM = 0.02, Min = 29.20, Max = 30.40), mem_cnpico had an 
average of 29.18 (SD = 0.44, SEM = 0.01, Min = 28.90, Max = 30.30), and mem_cnl1thread 
had an average of 29.18 (SD = 0.46, SEM = 0.02, Min = 28.90, Max = 30.10).  
The mem minimum, maximum, and average values for all three treatments were 
slightly larger than the observed values for the control group. The differences for all mem 
treatment variables compared with the same control variables were fairly small, all within one 
percentage point of the control. This indicates that more memory resources are consumed 
during cryptomining.  
 
Table 4. Summary Statistics for Memory Utilization 
Variable M SD n SEM Min Max 
mem_control 28.93 0.48 900 0.02 28.60 30.00 
mem_cnlite 29.64 0.53 900 0.02 29.20 30.40 
mem_cnpico 29.18 0.44 900 0.01 28.90 30.30 
mem_cnl1thread 29.18 0.46 900 0.02 28.90 30.10 
 
 
The observations for procnum are located in Table 5. The observations for 
procnum_control had an average of 144.40 (SD = 1.68, SEM = 0.06, Min = 142.00, Max = 
147.00), procnum_cnlite had an average of 142.81 (SD = 2.00, SEM = 0.07, Min = 139.00, 
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Max = 146.00), procnum_cnl1thread had an average of 142.74 (SD = 2.30, SEM = 0.08, Min = 
139.00, Max = 146.00), and procnum_cnpico had an average of 142.14 (SD = 2.04, SEM = 
0.07, Min = 139.00, Max = 146.00). 
The procnum minimum, maximum, and average values for all three treatments were 
slightly smaller than the observed values for the control group. It was observed that procnum 
was the only variable where the observed treatment variables were smaller than the control. 
This indicates that fewer processes are executed during cryptomining. This may appear to be 
counter intuitive but it is reasonable to believe that if other resources like CPU and memory 
utilization are elevated that the system is unable to support the same number of concurrent 
processes while the cryptomining software is in operation and does not allow as many 
processes to be executed concurrently.  
  
Table 5. Summary Statistics for Number of Process 
Variable M SD n SEM Min Max 
procnum_control 144.40 1.68 900 0.06 142.00 147.00 
procnum_cnlite 142.81 2.00 900 0.07 139.00 146.00 
procnum_cnpico 142.14 2.04 900 0.07 139.00 146.00 
procnum_cnl1thread 142.74 2.30 900 0.08 139.00 146.00 
 
Statistical Analysis 
It was unclear at the time of the research proposal which statistical tests would be 
appropriate to analyze the data. Statistical difference making in design science studies require 
that statistical significance be calculated but does not prescribe which statistical tests should 
be utilized to calculate statistical significance (Wieringa, 2014). The decision was made to 
review the collected data to determine the most appropriate statistical tests to perform. A 
number of statistical tests were evaluated including multivariate analysis of variance 
(MANOVA), paired-sample t-tests, and Wilcoxon Signed Rank test. 
The one-way MANOVA appeared to be a good choice at first due to the ability to 
compare multiple dependent variables across multiple treatments. Post-hoc tests could be run 
to determine specific differences between groups. However, MANOVA requires that seven 
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assumptions be satisfied, including multivariate normality and homogeneity of variance 
(Laerd Statistics, 2015a). The paired-samples t-test was also considered but also require 
assumptions of normality and homogeneity of variance to be met for valid results (Laerd 
Statistics, 2015b). Wilcoxon signed-rank tests were also considered because it is a non-
parametric alternative to paired t-tests and doesn’t have the same assumptions. 
Shapiro-Wilk tests were conducted on the variable pairs for the control and each 
treatment to determine if the assumption of normality would be violated (Laerd Statistics, 
2013). For each of the variable pairs the results indicated that the normality assumption is 
violated. Levene’s tests (Laerd Statistics, 2015b) were conducted on variable pairs for the 
control and each treatment to determine if the assumption of homogeneity of variance would 
be violated . In all tests, one or both of the assumptions were violated.  
Although paired-samples t-tests are robust and could still be run in situations with 
violations to normality and homogeneity of variance in some instances (Laerd Statistics, 
2015b). the two-tailed Wilcoxon signed-rank test was chosen as an alternative to the paired-
samples t-test as it does not share assumptions on normality or homogeneity of variance 
(Laerd Statistics, 2015c). The Wilcoxon signed-rank test may not be as powerful as a paired-
samples t-test (Laerd Statistics, 2015c) so the results of the paired-samples t-test are provided 
in Appendix B as a supplement to these results. For the Wilcoxon signed-rank test, the null 
hypothesis is that the median is the same for both sets of data: H0: median difference = 0.  
CPU Utilization Percentage 
The results of the two-tailed Wilcoxon signed rank test between the control and each 
of the treatments for cpu were significant. This indicates that the differences are not likely due 
to random variation (Laerd Statistics, 2015c). The median of cpu_control (Mdn = 7.10) was 
significantly lower than the median of cpu_cnlite (Mdn = 100.00) and cpu_cnpico (Mdn = 
100.00). each with an alpha value of 0.05, z = -26.01, p < .001 with 900 positive ranks and no 
negative ranks or ties. The median of cpu_cnl1thread (Mdn = 32.70) was also significantly 
different than cpu_control based on an alpha value of 0.05, z = -25.62, p < .001 with 887 
positive ranks, 13 negative ranks, and no ties. In all three cases we reject the null hypothesis 
that there was no difference in the median between the control and the treatments. These 
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results indicate that the value for cpu is significantly larger when one of the cryptomining 
algorithms are running on the device. 
Memory Utilization Percentage 
The results of the two-tailed Wilcoxon signed rank test between the control and each 
of the treatments for mem were significant. This indicates that the differences are not likely 
due to random variation (Laerd Statistics, 2015c). The median of mem_ctl_4 (Mdn = 28.70) 
was significantly lower than the medians of mem_cnlite (Mdn = 29.20), mem_cnpico (Mdn = 
28.90), and mem_cnl1thread (Mdn = 28.90) based on values of alpha 0.05, z = -25.26, p < 
.001 with 887 positive ranks, 13 negative ranks, and no ties for mem_cnlite, alpha 0.05, z = -
24.53, p < .001 with 867 positive ranks, 14 negative ranks, and 19 ties for mem_cnpico, and 
alpha 0.05, z = -24.14, p < .001 with 880 positive ranks, 19 negative ranks, and one tie for 
mem_cnl1thread. In all three cases we reject the null hypothesis that there was no difference 
in the median between the control and the treatments. These results indicate that the value for 
mem is significantly larger when one of the cryptomining algorithms are running on the 
device.  
Number of Processes 
The results of the two-tailed Wilcoxon signed rank test between the control and each 
of the treatments for procnum were significant. This indicates that the differences are not 
likely due to random variation (Laerd Statistics, 2015c). The median of procnum_ctl_4 (Mdn 
= 144.00) was significantly larger than the medians of procnum_cnlite (Mdn = 142.00), 
procnum_cnpico (Mdn = 142.00), and procnum_cnl1thread (Mdn = 142.00) based on values 
of alpha 0.05, z = -25.58, p < .001 with no positive ranks, 837 negative ranks, and 63 ties for 
procnum_cnlite, alpha 0.05, z = -25.71, p < .001 with no positive ranks, 852 negative ranks, 
and 48 ties for procnum_cnpico, and alpha 0.05, z = -22.67, p < .001 with 27 positive ranks, 
695 negative ranks, and 178 ties for procnum_cnl1thread. In all three cases we reject the null 
hypothesis that there was no difference in the median between the control and the treatments. 
These results indicate that the value for procnum is significantly smaller when one of the 
cryptomining algorithms are running on the device. 
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Summary 
The statistical analysis of the observed data does show that there is statistical 
difference between the control group and each of the treatments with cryptomining algorithms 
cnlite, cnpico, and cnl1thread for all three analyzed performance metrics cpu, mem, and 
procnum. The performance metric with the largest difference was cpu, as one may expect 
more processing power to be utilized since XMrig is a CPU based cryptominer. The analysis 
for mem also showed a statistical difference indicating that more memory was utilized during 
the treatments but the actual values were somewhat small. While the analysis for procnum 
showed a statistical difference, the control group values were larger than the values for each 






IoT devices have limited resources and do not have mitigations like personal 
computers like antivirus software. Due to the large number and general lack of security with 
IoT devices, those devices have been increasingly used for cryptojacking and other 
cybercrimes. Methods need to be developed to help detect and mitigate cryptojacking while 
being practical to implement in IoT devices.   
The objective of this study was to answer four research questions: How are system 
performance metrics affected by cryptojacking of IoT devices? How does cryptojacking affect 
system performance of IoT devices? Which performance metrics can be utilized in the 
detection of cryptojacking of IoT devices? This study analyzed a representative IoT device to 
determine if system performance of an IoT device is affected by cryptojacking and if 
performance metrics from that device can help detect cryptojacking. The following 
information directly addresses the research questions with the data collected and analyzed 
from this study.  
Performance Metrics 
For this study, the performance metrics studied consisted of CPU utilization 
percentage, memory utilization percentage, network data received, network data transmitted, 
and number of running processes. It was determined that the metrics of network data received 
and network data transmitted did not have significant correlation with the other metrics so 
they were not studied further. The metrics CPU utilization percentage, memory utilization 
percentage, and number of running processes did result in significant correlation, so those 
were studied further. 
CPU utilization was expected to be a key performance metric since XMRig is a CPU 
miner, meaning it utilizes the CPU extensively to conduct the mathematically intensive work 
to perform the proof-of-work calculations to generate hashes to mine cryptocurrency. There 
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was less certainly with memory utilization percentage and the number of running processes 
but the correlation with CPU utilization was an important finding to indicate that they are also 
key performance metrics that may be used for the detection of cryptojacking in IoT devices. 
System Performance  
The analysis indicated that the performance metrics CPU utilization percentage, 
memory utilization percentage, and number of running processes all indicated a statistical 
difference between the control and the three treatments running XMRig with different 
algorithms.  
CPU utilization was the most obvious since two of the algorithms, CryptoNight Lite 
and CryptoNight Pico, resulted in full utilization of the processor for the entire instance of 
data collection. The third algorithm, CryptoNight Lite with 1 Thread, did not fully utilize the 
CPU but still resulted in significant differences. 
One interesting finding is that the number of processes decreased when XMRig was 
running. CPU utilization and the number of processes had an observed negative correlation. 
This finding was not initially expected but does not seem out of reasonable explanation. This 
was not investigated further and may need additional study. One initial thought is that since 
the CPU utilization was so high that the operating system had to reduce the number of 
processes. Although it may not be fully explained, it does indicate that system performance is 
affected by cryptojacking due to increased CPU and memory utilization and the decrease in 
the number of running processes.  
Cryptojacking Detection 
Statistical significance does not necessarily mean practical significance. The 
performance metrics indicated statistically significant differences between the control and the 
three treatments for all three performance metrics, but it was unclear if the observed values 
could be utilized in the creation of a tool to detect cryptojacking. CPU utilization was the only 
performance metric with observed values determined to be useful in a simple script. The other 
performance metrics may be utilized with additional research. 
36 
Memory utilization was statistically significant for all three algorithms when 
compared with the control, but the differences in maximum value was .1 for CryptoNight Lite 
with 1 Thread, .3 for CryptoNight Pico, and .4 for CryptoNight Lite. It may be possible to use 
these values but with potential system fluctuations it was determined to not use the observed 
memory utilization values for a detection tool at this time but to continue to study in future 
research.  
The number of processes decreased for all three algorithms when compared to the 
control. The minimum number of processes for all three algorithms was 139 as compared with 
the control value of 142. These values may be possible to use for cryptojacking detection but 
due to potential system fluctuations it was determined to hold at this time and continue to 
study in future research.  
Appendix D contains the code of an initial effort for a tool written in Python and 
utilizing Psutil. The script continuously monitors the system every one second, checking the 
CPU utilization against the value 64, which is slightly larger than the maximum value 
observed for the control. If the script detects a CPU utilization value larger than 64 for 3 
consecutive cycles then the script will pull the running processes and check against the list of 
running processes observed for the control and then output any processes not in the original 
list. The script initially had a test value of 70 and also sought to have five observations over a 
25 second time period. That was sufficient for CryptoNight Lite and CryptoNight Pico but 
was insufficient for CryptoNight Lite with 1 Thread. 
Figure 5 shows the results of the detection script when XMRig was running with the 
CryptoNight Lite algorithm, this was detected in three seconds. The detection script is in the 
window on the left, and the XMRig instance is on the window on the right. 
 
 
Figure 5. Cryptomining Detection of XMRig with CryptoNight Lite Algorithm 
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Figure 6 shows the results of the detection script when XMRig was running with the 
CryptoNight Pico algorithm, this was detected in three seconds as well. The detection script is 
in the window on the left, and the XMRig instance is on the window on the right. 
 
 
Figure 6. Cryptomining Detection of XMRig with CryptoNight Pico Algorithm 
 
Figure 7 shows the results of the detection script when XMRig was running with the 
CryptoNight Lite with 1 Thread algorithm selected. The results were determined in 236 
seconds. The detection script is in the window on the left, and the XMRig instance is on the 
window on the right. 
 
Figure 7. Cryptomining Detection of XMRig with CryptoNight Lite Algorithm with 1 
Thread 
 
To test if the detection script worked on a different cryptominer, cpuminer was 
installed on the same device used in this study (Dunn, 2020). Figure 8 shows the results of the 
detection script when cpuminer was running with the CryptoLight algorithm, this was 
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detected in four seconds. The detection script is in the window on the left, and the cpuminer 
instance is on the window on the right. Although this was a different process than what was 
initially studied, the cpuminer caused similar performance metrics in the device so the 
detection script was successful.  
 
 
Figure 8. Cryptomining Detection of cpuminer with CryptoLight Algorithm  
Contributions 
The detection script detected the cryptomining activity and processes in four out of 
four attempts indicating that the methodology presented in this study successfully detects 
cryptomining. The methodology used in this study could be easily implemented by others. 
While the results are encouraging, there should be additional testing in other devices 
and situations as the results indicate this methodology is a potential solution for detecting 
cryptojacking attacks in IoT devices. Customizations may be needed to enhance this research 
in specific products or conditions.  
It is recommended that IoT device manufacturers implement the below methodology, 
along with custom code, as a way to mitigate cryptojacking in their products. The addition of 
this methodology is not anticipated to be difficult or to consume too many device resources.  
The methodology includes the following steps: 
• Build prototype IoT device 
• Install Python3, Psutil, and XMRig 
• Use the metrics.py script to collect performance metrics of the device without 
XMRig running 
• Use the metrics.py script to collect performance metrics of the device with 
XMRig running  
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• Repeat the data collection when XMRig is running with different algorithm 
settings 
• Identify those metrics with correlation  
• Conduct statistical inference analysis 
• Modify the detect.py script using the summary statistical data 
Limitations 
Although this research is expected to be beneficial to others, it is also not without 
limitations. The primary limitation is that this research was a single case mechanism study, a 
single device was used in this research. While efforts were made to utilize a device that can be 
representative of many different IoT devices in regard to hardware and software, the fact 
remains that it is only a single device. The hope is that this research can be applied to other 
IoT devices but there should be additional testing of other devices with the methodology and 
provided scripts.  
Another limitation is access to manufactured devices. A representative device was 
developed primarily due to the fact that most IoT devices are closed systems, they are not 
designed with the ability for the consumer to install software. There may be ways around this 
with hacking the devices, but there would then be concerns related to modifications affecting 
the integrity of the system and potentially legal issues. Virtual machines are also another 
possible avenue but then there is a concern if the virtualized environment truly is 
representative of the actual device. 
Future Research 
Additional research could be conducted to expand on this research as well as combine 
with other similar studies. The same methodology provided in this research could be 
conducted on consumer IoT devices or on virtualized devices using a hypervisor like QEMU. 
Future research could expand on the collection and analysis of performance metrics by 
focusing on other performance metrics such as disk utilization or other aspects of CPU and 
memory performance.  
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Additionally, device specific research could be conducted on sensor data or task 
performance data. For example, for an IoT based camera, future research could examine the 
output of the images or video to determine if there is a difference in quality when 
cryptomining software is running on the device. Other types of devices could have similar 
analysis of the quality of their results. 
This research could also be combined with other, similar research to provide further 
analysis. Some examples include a study that utilized machine learning and dynamic analysis 
to analyze CPU opcodes to detect web-based cryptomining (Carlin, O'Kane, Sezer, & 
Burgess, 2018). MineGuard (Tahir et al., 2017) and CoinPolice (Petrov et al., 2020) both 
utilize hardware performance counters of processors in different strategies to detect 
cryptomining. A future study could utilize any one or a combination of the strategies in these 
studies in concert with the approach detailed in this study to further enhance the research of 
cryptomining detection in IoT devices. 
Summary 
This research sought to study the affect that cryptojacking malware has on the 
performance of IoT devices and if that activity can be detected. A representative device was 
built from inexpensive and readily available hardware and with free software components. 
The hardware and software were selected based on similarities with existing products. Data 
was collected in a controlled environment of instances with the cryptomining software 
running and when it was not. The data was analyzed statistically which helped determine the 
system performance metrics that had a significant difference between the treatments and the 
control and could potentially be used for detection of cryptomining. 
A methodology was developed along with two sample scripts that can be used to help 
replicate this research. One of the primary groups this research is aimed to help is IoT device 
manufacturers. It is the hope that device manufacturers could utilize this research to help 
develop IoT devices that can detect and potentially mitigate cryptojacking software on their 
devices. Other researchers may also build upon this research to continue down this same path, 
take the research into a different direction, or perhaps combine with one of the other existing 
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APPENDIX A: SPEARMAN CORRELATION 
A Spearman correlation analysis, a non-parametric test, was then conducted among 
cpu, mem, netr, nettx, and procnum. Cohen's standard was used to evaluate the effect size or 
strength of the relationships. Coefficients between .10 and .29 represent a small association, 
coefficients between .30 and .49 represent a medium association, and coefficients above .50 
indicate a large association (Cohen, 1988). 
The correlation results were examined using Holm corrections to adjust for multiple 
comparisons based on an alpha value of 0.05, Table 6 contains the complete results. Most of 
the variable combinations resulted in a significant correlation between the variables. Positive 
significant correlations were observed for cpu and netr (rs = 0.06, p < .001, 95% CI [0.03, 
0.09]), cpu and mem (rs = 0.61, p < .001, 95% CI [0.59, 0.63]), cpu and nettx (rs = 0.07, p < 
.001, 95% CI [0.04, 0.10]), netr and mem (rs = 0.12, p < .001, 95% CI [0.09, 0.15]), netr and 
nettx (rs = 0.81, p < .001, 95% CI [0.80, 0.82]), and mem and nettx (rs = 0.15, p < .001, 95% 
CI [0.12, 0.18]). These observations indicate as one of the variables increase, so does the 
other. Negative significant correlations were observed for cpu and procnum (rs = -0.32, p < 
.001, 95% CI [-0.35, -0.29]) and mem and procnum (rs = -0.11, p < .001, 95% CI [-0.15, -
0.08]) indicating that as cpu or memory increases that procnum tends to decrease. netr-
procnum and procnum-nettx did not contain a significant correlation. 
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Table 6. Spearman Correlation Results Among cpu, mem, netr, nettx, and procnum 
Combination rs 95% CI p 
cpu-netr  0.06 [0.03, 0.09] < .001 
cpu-mem  0.61 [0.59, 0.63] < .001 
cpu-procnum -0.32 [-0.35, -0.29] < .001 
cpu-nettx  0.07 [0.04, 0.10] < .001 
netr-mem  0.12 [0.09, 0.15] < .001 
netr-procnum -0.02 [-0.06, 0.01] .171 
netr-nettx  0.81 [0.80, 0.82] < .001 
mem-procnum -0.11 [-0.15, -0.08] < .001 
mem-nettx  0.15 [0.12, 0.18] < .001 
procnum-nettx -0.02 [-0.05, 0.02] .345 
 
Note. n = 3600. Holm corrections used to adjust p-values. 
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APPENDIX B: PAIRED-SAMPLES T-TESTS 
Paired-samples t-tests were used to determine whether there was a statistically 
significant mean difference between performance metrics of a control group and each of three 
treatments. For the paired-samples t-test, the null hypothesis is that the mean difference 
between the paired-samples is 0: H0: mean difference = 0. 
CPU Utilization Percentage 
The results of paired-samples t-test between the control and each of the treatments for 
cpu were significant. The result of the two-tailed paired-samples t-test between cpu_control 
and cpu_cnlite was significant based on an alpha value of 0.05, t(899) = -174.29, p < .001. 
The result of the two-tailed paired-samples t-test between cpu_control and cpu_cnl1thread 
was significant based on an alpha value of 0.05, t(899) = -99.53, p < .001. The result of the 
two-tailed paired-samples t-test between cpu_control and cpu_cnpico was significant based 
on an alpha value of 0.05, t(899) = -174.29, p < .001. These results suggest that the null 
hypothesis can be rejected as the mean differences between cpu_control and each of the 
treatments (cpu_cnlite, cpu_cnl1thread, and cpu_cnpico) were all statistically significantly 
different from zero. 
Memory Utilization Percentage 
The results of paired-samples t-test between the control and each of the treatments for 
mem were significant. The result of the two-tailed paired-samples t-test between mem_control 
and mem_cnlite was significant based on an alpha value of 0.05, t(899) = -44.61, p < .001. 
The result of the two-tailed paired-samples t-test between mem_control and mem_cnl1thread 
was significant based on an alpha value of 0.05, t(899) = -32.08, p < .001. The result of the 
two-tailed paired-samples t-test between mem_ctl_4 and mem_cnpico was significant based 
on an alpha value of 0.05, t(899) = -40.39, p < .001. These results suggest that the null 
hypothesis can be rejected as the mean differences between mem_control and each of the 
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treatments (mem_cnlite, mem_cnl1thread, and mem_cnpico) were all statistically 
significantly different from zero. 
Number of Processes 
The results of paired-samples t-test between the control and each of the treatments for 
procnum were significant. The result of the two-tailed paired-samples t-test between 
procnum_control and procnum_cnlite was significant based on an alpha value of 0.05, t(899) 
= 56.24, p < .001. The result of the two-tailed paired-samples t-test between procnum_control 
and procnum_cnl1thread was significant based on an alpha value of 0.05, t(899) = 37.83, p < 
.001. The result of the two-tailed paired-samples t-test between procnum_control and 
procnum_ cnpico was significant based on an alpha value of 0.05, t(899) = 68.50, p < .001. 
These results suggest that the null hypothesis can be rejected as the mean differences between 
procnum_control and each of the treatments (procnum_cnlite, procnum_cnl1thread, and 
procnum_cnpico) were all statistically significantly different from zero. 
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from time import sleep 
 
for proc in psutil.process_iter(['pid','name']): 
        print(proc.info) 
 
sleep(5) 
recSecs = 900 
rev = 0 
oldTX = psutil.net_io_counters()[0] 




print ("count, cpu%, mem%, netTX, netRECV, procnum") 
while rev < recSecs: 
        newTX = psutil.net_io_counters()[0] 
        newRECV = psutil.net_io_counters()[1] 
        print(str(rev)+", "+str(psutil.cpu_percent(0))+", "+str(psutil.virtual_memory()[2])+", "+str(newTX - 
oldTX)+", "+str(newRECV - oldRECV)+", "+str(len(psutil.pids()))) 
        oldTX = newTX 
        oldRECV = newRECV 
        rev += 1 
        sleep(1) 
 
for proc2 in psutil.process_iter(['pid', 'name']):         
print(proc2.info) 
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from time import sleep 
 
procList = ['(sd-pam)' ,'accounts-daemon' ,'agetty' ,'ata_sff' ,'atd' ,'bash' ,'blkcg_punt_bio' ,'brcmf_wdog' 
,'brcmf_wq' ,'cfg80211' ,'charger_manager' ,'cifsd' ,'cifsfileinfoput' ,'cifsiod' ,'cifsoplockd' ,'cpuhp' ,'cron' ,'cryptd' 
,'dbus-daemon' ,'devfreq_wq' ,'DWC Notificatio' ,'dwc_otg' ,'ecryptfs-kthrea' ,'edac-poller' ,'ext4-rsv-conver' 
,'idle_inject' ,'ipv6_addrconf' ,'irqbalance' ,'jbd2' ,'kaluad' ,'kauditd' ,'kblockd' ,'kcompactd0' ,'kdevtmpfs' 
,'khungtaskd' ,'kintegrityd' ,'kmpath_handlerd' ,'kmpath_rdacd' ,'kmpathd' ,'ksmd' ,'ksoftirqd' ,'kstrp' ,'kswapd0' 
,'kthreadd' ,'kthrotld' ,'kworker' ,'loop0' ,'loop1' ,'loop2' ,'loop3' ,'loop4' ,'loop5' ,'md' ,'migration' 
,'mm_percpu_wq' ,'mmal-vchiq' ,'mmc_complete' ,'motion' ,'multipathd' ,'netns' ,'networkd-dispat' ,'oom_reaper' 
,'polkitd' ,'python3' ,'raid5wq' ,'rcu_gp' ,'rcu_par_gp' ,'rcu_preempt' ,'rcu_tasks_kthre' ,'rsyslogd' ,'smb3decryptd' 
,'SMIO' ,'snapd' ,'spi0' ,'sshd' ,'systemd-journald' ,'systemd-logind' ,'systemd-networkd' ,'systemd-resolved' 
,'systemd-timesyncd' ,'systemd-udevd' ,'systemd' ,'tpm_dev_wq' ,'unattended-upgr' ,'vchiq-keep' ,'vchiq-recy' 
,'vchiq-slot' ,'vchiq-sync' ,'watchdogd' ,'wpa_supplicant' ,'writeback' ,'loop6', 'login'] 
counter = 1 
cpuCounter = 0 




        if psutil.cpu_percent(0) >= 64: 
                cpuCounter += 1 
        else: 
                cpuCounter = 0 
#psutil.virtual_memory()[2] 
 
        if(cpuCounter  >= 3): 
                for proc in psutil.process_iter(['name']): 
                        procName = (proc.info['name']) 
                        procNameSearch = procName.split("/") 
                        if procNameSearch[0] not in procList: 
                                foundProcs = procNameSearch[0] 
 
                if foundProcs == "": 
                        print("No unexpected process found") 
                else: 
                        print(f'Unexpected process: {foundProcs}') 
                        print(f'CPU: {psutil.cpu_percent(0)}, Memory {psutil.virtual_memory()[2]}, Processes 
{len(psutil.pids())} Seconds: {counter}') 
                        break 
        counter += 1 




APPENDIX E: LISTS OF PROCESSES 





































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































APPENDIX F: PERFORMANCE METRIC DATA 





mem% nettx netr 
 
procnum 
1 7.6 30 0 0 146 
2 7.4 30 0 0 146 
3 6.6 30 0 0 146 
4 7.1 30 0 0 146 
5 7.1 30 0 0 146 
6 6.6 30 0 0 146 
7 7.4 30 0 384 146 
8 7.1 30 0 0 146 
9 7.1 30 0 0 146 
10 6.3 30 0 0 146 
11 7.6 30 0 0 146 
12 7.3 30 0 0 146 
13 7.5 28.9 1196388 22276 146 
14 7.8 28.9 0 0 146 
15 7.4 28.9 0 0 146 
16 7.6 28.9 0 0 146 
17 6.8 28.9 0 0 146 
18 6.1 28.9 0 0 146 
19 6.9 28.9 0 0 146 
20 6.3 28.9 0 0 146 
21 6.8 28.9 0 0 146 
22 6.6 28.9 0 0 146 
23 5.9 28.9 0 0 146 
24 6.8 28.9 0 0 146 
25 6.8 28.9 0 0 146 
26 7.3 28.9 0 0 146 
27 7.8 28.9 0 0 146 
28 7.3 28.9 0 0 146 
29 7.4 28.9 0 0 146 
30 6.9 28.9 0 0 146 
31 7.3 28.9 0 0 146 
32 7.3 28.9 0 0 146 
33 7.5 28.9 0 0 146 
34 7.6 28.9 0 0 146 
35 7.1 28.9 0 0 147 
36 7.1 28.9 0 0 147 
37 7.4 28.9 0 384 147 
38 6.1 28.9 0 0 147 
39 6.3 28.9 0 0 147 
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40 6.9 28.9 0 0 147 
41 6.9 28.9 0 0 147 
42 7.1 28.9 0 0 147 
43 6.8 28.9 0 0 147 
44 6.8 28.9 0 0 147 
45 6.6 28.9 0 0 147 
46 6.3 28.9 0 0 147 
47 6.1 28.9 1699 155 147 
48 5.6 28.9 0 0 147 
49 6.3 28.9 0 0 147 
50 7.6 28.9 0 0 147 
51 7.1 28.9 0 0 147 
52 7.1 28.7 100 92 147 
53 7.6 28.7 0 0 147 
54 7.3 28.7 0 0 147 
55 7.1 28.7 0 0 147 
56 6.3 28.7 0 0 147 
57 6.6 28.7 78 0 147 
58 6.6 28.7 0 0 147 
59 6.6 28.7 0 0 147 
60 6.8 28.7 0 0 147 
61 6.6 28.7 0 0 147 
62 7.3 28.7 0 0 147 
63 6.3 28.7 0 0 147 
64 7.3 28.7 0 0 147 
65 6.6 28.7 0 0 147 
66 6.8 28.7 0 0 147 
67 6.8 28.7 0 384 147 
68 6.3 28.7 0 0 147 
69 7.1 28.7 0 0 147 
70 7.6 28.7 0 0 147 
71 7.4 28.7 0 0 147 
72 7.6 28.7 0 0 147 
73 7.1 28.7 0 0 147 
74 7.1 28.7 0 0 147 
75 7.1 28.7 0 0 147 
76 6.8 28.7 0 0 147 
77 6.6 28.7 0 0 147 
78 6.6 28.7 0 0 147 
79 6.8 28.7 0 0 147 
80 6.8 28.7 0 0 147 
81 6.8 28.7 0 0 147 
82 6.6 28.7 0 0 147 
83 6.8 28.7 0 0 147 
84 6.6 28.7 0 0 147 
85 7.3 28.7 0 0 147 
86 6.5 28.7 0 0 147 
87 6.1 28.7 0 0 147 
71 
88 5.6 28.7 0 0 147 
89 6.3 28.7 0 0 147 
90 7.1 28.7 0 0 147 
91 7.1 28.7 0 0 147 
92 7.3 28.7 0 0 147 
93 7.4 28.7 0 0 147 
94 7.6 28.7 0 0 147 
95 29.9 29.8 3212 1649 147 
96 33.9 29.8 0 384 147 
97 36.5 29.8 17872 620 147 
98 39 29.8 0 0 147 
99 38.2 29.8 506 404 147 
100 39.3 29.8 0 0 147 
101 38.7 29.8 0 0 147 
102 40.7 29.8 0 0 147 
103 44.3 29.8 17716 620 147 
104 46.5 29.8 17922 666 147 
105 46.5 29.8 0 0 147 
106 43.8 29.8 0 0 147 
107 46.4 29.8 17716 620 147 
108 48.1 29.8 0 0 147 
109 48.9 29.8 102 46 147 
110 50.9 29.8 0 0 147 
111 50.4 29.8 17872 620 147 
112 48.8 29.8 17872 620 147 
113 49.1 29.8 17872 620 147 
114 49.9 29.8 0 0 147 
115 51.9 29.8 0 0 147 
116 50.1 29.8 0 0 147 
117 51.6 29.8 0 0 147 
118 52.6 29.8 0 0 147 
119 52.2 29.8 17872 620 147 
120 54.1 29.8 102 0 147 
121 49.1 29.8 0 0 147 
122 56.5 29.8 0 0 147 
123 55.1 29.8 0 0 147 
124 19.4 28.8 9353526 172124 147 
125 42.9 29.8 2822 1649 147 
126 47.7 29.8 2231 539 147 
127 55.1 29.8 17872 620 147 
128 56.8 29.8 0 0 147 
129 62.2 29.8 17872 620 147 
130 61 29.8 102 0 147 
131 59.2 29.8 0 0 147 
132 61.5 29.8 0 0 147 
133 48.6 29.8 17872 620 147 
134 9.6 29.8 0 0 147 
135 8.1 29.8 50 46 147 
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136 6.6 29.8 0 0 147 
137 6.4 29.8 0 0 147 
138 7.1 29.8 0 0 147 
139 7.6 29.8 0 0 147 
140 8.6 29.8 0 0 147 
141 6.6 29.8 0 0 147 
142 7.4 29.8 0 0 147 
143 7.6 29.8 0 0 147 
144 6.9 29.8 0 0 147 
145 8.9 29.8 0 0 147 
146 7.1 29.8 0 0 147 
147 7.1 29.8 0 0 147 
148 7.1 29.8 0 0 147 
149 7.3 29.8 0 0 147 
150 6.9 29.8 0 0 147 
151 7.1 29.8 0 0 147 
152 6.9 29.8 0 0 147 
153 8.1 29.9 1766764 32474 147 
154 7.7 28.7 3162321 58232 147 
155 8.4 28.7 0 0 147 
156 8.1 28.7 0 384 147 
157 6.8 28.7 0 0 147 
158 8.3 28.7 0 0 147 
159 7.8 28.7 0 0 147 
160 7.3 28.7 0 0 147 
161 7.1 28.7 0 0 147 
162 7.1 28.7 0 0 147 
163 7.1 28.7 0 0 147 
164 7.1 28.7 0 0 147 
165 7.6 28.7 0 0 147 
166 6.9 28.7 0 0 147 
167 8.5 28.7 0 0 147 
168 6.1 28.8 0 0 147 
169 7.4 28.7 0 0 147 
170 7.6 28.7 0 0 147 
171 7.9 28.7 0 0 147 
172 6.9 28.7 0 0 147 
173 7.4 28.7 0 0 147 
174 6.6 28.7 0 0 147 
175 7.3 28.7 0 0 147 
176 7.3 28.7 2297 155 147 
177 6.9 28.7 0 0 147 
178 6.9 28.8 0 0 147 
179 7.6 28.7 0 0 147 
180 7.8 28.7 0 0 147 
181 6.8 28.7 100 92 147 
182 6.6 28.7 0 0 147 
183 6.8 28.7 0 0 147 
73 
184 6.9 28.7 0 0 147 
185 7.1 28.7 0 0 147 
186 6.9 28.7 0 384 147 
187 7.1 28.7 0 78 147 
188 6.8 28.7 0 0 147 
189 6.8 28.7 0 234 147 
190 7.6 28.8 0 0 147 
191 6.6 28.8 0 367 147 
192 6.9 28.8 0 0 147 
193 7.3 28.8 0 0 147 
194 7.4 28.8 0 0 147 
195 8.1 28.8 0 0 147 
196 7.8 28.8 0 0 147 
197 6.9 28.8 0 0 147 
198 7.6 28.8 0 0 147 
199 7.6 28.8 0 0 147 
200 7.3 28.8 0 0 147 
201 7.5 28.8 0 0 147 
202 6.6 28.8 0 0 147 
203 6.3 28.8 0 0 147 
204 7.3 28.8 0 0 147 
205 6.6 28.8 0 0 147 
206 6.6 28.8 0 0 147 
207 7.3 28.8 0 0 147 
208 7.1 28.8 0 0 147 
209 7.3 28.8 0 0 147 
210 7.8 28.8 0 0 147 
211 6.1 28.8 0 0 147 
212 6.3 28.8 0 0 147 
213 5.8 28.8 0 0 147 
214 7.3 28.8 0 0 147 
215 7.3 28.8 0 384 147 
216 7.4 28.8 0 0 147 
217 7.6 28.8 0 0 147 
218 7.1 28.9 0 0 147 
219 8.3 28.8 0 0 147 
220 7.1 28.8 0 0 147 
221 7.1 28.8 0 0 147 
222 7.1 28.8 0 0 147 
223 6.6 28.8 0 0 147 
224 6.6 28.8 0 0 147 
225 7.3 28.8 0 0 147 
226 6.6 28.8 0 0 147 
227 7.1 28.8 0 0 147 
228 7.1 28.8 0 0 147 
229 7.3 28.8 0 0 147 
230 6.8 28.8 0 0 147 
231 7.1 28.8 0 0 147 
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232 7.3 28.8 0 0 147 
233 7.2 28.8 0 46 147 
234 7.9 28.8 0 0 147 
235 7.6 28.8 0 0 147 
236 7.9 28.8 78 56 147 
237 7.4 28.8 0 0 147 
238 7.6 28.8 0 0 147 
239 7.7 28.8 0 0 147 
240 7.3 28.8 0 0 147 
241 6.8 28.8 100 92 147 
242 6.4 28.8 0 0 147 
243 7.1 28.8 0 0 145 
244 6.6 28.8 0 0 146 
245 6.9 28.8 0 384 146 
246 6.9 28.8 0 0 146 
247 7.6 28.8 0 0 146 
248 6.8 28.8 0 0 147 
249 6.6 28.8 0 0 147 
250 6.6 28.8 0 0 147 
251 5.8 28.8 0 0 147 
252 5.8 28.8 0 0 147 
253 6.3 28.8 0 0 147 
254 7.6 28.8 0 0 147 
255 7.1 28.8 0 0 147 
256 7.8 28.8 0 0 147 
257 7.3 28.8 0 0 147 
258 7.6 28.8 0 0 147 
259 7.6 28.8 0 0 145 
260 6.3 28.8 0 0 145 
261 7.5 28.8 0 0 145 
262 6.6 28.8 0 0 145 
263 6.8 28.8 0 0 145 
264 7.1 28.8 0 0 145 
265 7.1 28.8 0 0 145 
266 6.6 28.8 0 0 145 
267 7.6 28.8 0 0 145 
268 7.1 28.8 0 0 145 
269 6.9 28.8 0 0 145 
270 7.1 28.8 0 0 145 
271 6.6 28.8 0 0 145 
272 7.1 28.8 0 0 145 
273 7.4 28.8 0 0 145 
274 7.4 28.8 0 0 145 
275 7.6 28.8 0 384 144 
276 7.6 28.8 0 0 144 
277 7.4 28.8 198 94 144 
278 7.6 28.8 0 0 144 
279 8 28.8 0 0 144 
75 
280 7 28.8 0 0 144 
281 6.8 28.8 0 0 144 
282 7.5 28.8 100 92 144 
283 7.1 28.8 0 0 144 
284 7.3 28.8 0 0 144 
285 6.6 28.8 0 0 144 
286 7.3 28.8 0 0 144 
287 6.6 28.8 0 0 144 
288 6.6 28.8 0 0 144 
289 7.1 28.8 0 0 144 
290 6.8 28.8 0 0 144 
291 6.3 28.8 0 0 142 
292 6.1 28.8 0 0 142 
293 7.1 28.8 0 0 142 
294 7.8 28.8 0 0 142 
295 7.6 28.8 0 0 143 
296 7.6 28.8 0 0 143 
297 7.6 28.8 0 0 143 
298 7.8 28.8 0 0 143 
299 7.4 28.8 0 0 143 
300 7.1 28.8 0 0 143 
301 6.6 28.8 0 0 143 
302 7.6 28.8 0 0 143 
303 19.5 29.8 3212 1649 143 
304 54.2 29.8 0 0 143 
305 49.7 29.8 0 384 143 
306 52.5 29.8 0 0 143 
307 48.6 29.8 0 0 143 
308 52.8 29.9 723030 13507 143 
309 51.7 29.8 1502970 28208 143 
310 50.3 29.8 0 0 143 
311 53 29.8 17872 620 143 
312 51.5 29.9 0 0 143 
313 52.2 29.8 0 0 143 
314 57.4 29.8 2530 155 143 
315 51 29.8 0 0 143 
316 48 29.8 0 0 143 
317 41.4 29.8 0 0 143 
318 43.2 29.8 0 0 143 
319 39.5 29.8 0 0 143 
320 41.4 29.8 0 0 143 
321 42.1 29.8 0 0 143 
322 44.9 29.8 17716 620 143 
323 45.6 29.8 0 0 143 
324 49.3 29.8 17872 620 143 
325 49.2 29.8 0 0 143 
326 47.5 29.8 0 0 143 
327 48 29.8 0 0 143 
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328 48 29.8 17716 620 143 
329 48 29.8 0 0 143 
330 49.2 29.8 17872 620 143 
331 48.2 29.8 0 0 143 
332 45.4 29.8 0 0 143 
333 13.7 28.8 7892638 146650 143 
334 39 29.8 78 384 143 
335 45.9 29.8 17872 620 143 
336 46.3 29.8 0 0 143 
337 49.6 29.8 0 0 143 
338 50.8 29.8 0 0 143 
339 27.9 29.8 0 0 143 
340 10.4 29.8 0 0 142 
341 9.2 29.8 0 0 142 
342 7.1 29.8 0 0 142 
343 7.6 29.8 0 0 142 
344 6.8 29.8 0 0 142 
345 6.6 29.8 0 0 142 
346 7.1 29.8 0 0 142 
347 7.1 29.8 0 0 142 
348 7.8 29.8 0 0 142 
349 7.1 29.7 0 0 142 
350 6.9 29.7 0 0 142 
351 7.8 29.7 0 0 142 
352 6.9 29.7 0 0 142 
353 7.3 29.7 0 0 142 
354 7.3 29.7 0 0 142 
355 6.8 29.7 0 0 142 
356 7.3 29.7 0 0 142 
357 6.6 29.7 0 46 142 
358 6.8 29.7 0 0 142 
359 7.1 29.7 0 0 142 
360 6.9 29.7 0 0 142 
361 7.8 29.7 0 0 142 
362 6.3 28.6 1841538 34175 142 
363 8.4 28.6 0 0 142 
364 7.4 28.6 0 384 142 
365 6.8 28.6 2895 155 142 
366 7 28.6 0 0 142 
367 7.3 28.6 0 0 142 
368 7.8 28.6 0 0 142 
369 6.9 28.6 0 0 142 
370 7.1 28.6 0 0 142 
371 6.6 28.6 0 0 142 
372 7.1 28.6 0 0 142 
373 7.3 28.6 0 0 142 
374 7.1 28.6 0 0 142 
375 6.9 28.6 0 0 142 
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376 7.3 28.6 0 0 142 
377 6.3 28.6 0 0 142 
378 6.3 28.6 0 0 142 
379 6.8 28.6 0 0 142 
380 6.1 28.6 0 0 142 
381 6.1 28.6 0 0 142 
382 6.9 28.6 0 0 142 
383 6.8 28.6 0 0 142 
384 6.8 28.6 0 0 142 
385 6.6 28.6 0 0 142 
386 6.8 28.6 0 0 142 
387 6.6 28.6 0 0 142 
388 7.3 28.6 0 0 142 
389 6.6 28.6 0 0 142 
390 6.1 28.6 0 0 142 
391 7.3 28.6 0 0 142 
392 7.6 28.6 0 0 142 
393 7.4 28.6 0 0 142 
394 8.1 28.6 750 1096 142 
395 7.1 28.6 0 0 143 
396 7.4 28.6 0 0 143 
397 7.8 28.6 0 0 143 
398 6.9 28.6 0 0 143 
399 6.6 28.6 50 46 143 
400 7.3 28.6 0 0 143 
401 6.6 28.6 0 0 143 
402 7.3 28.6 0 0 143 
403 6.6 28.6 0 0 143 
404 7.1 28.6 102 0 143 
405 6.9 28.6 0 0 143 
406 7.1 28.6 0 0 143 
407 6.6 28.6 0 0 143 
408 6.6 28.6 0 0 144 
409 7.1 28.6 0 0 144 
410 6.8 28.6 0 0 144 
411 7.1 28.6 0 0 144 
412 7.6 28.6 0 0 144 
413 7.1 28.6 0 0 144 
414 7.4 28.6 102 0 144 
415 7.1 28.6 0 0 144 
416 7.3 28.6 0 0 144 
417 7.8 28.6 0 0 144 
418 7.6 28.6 0 0 144 
419 6.6 28.6 0 0 144 
420 7.1 28.6 0 0 144 
421 6.1 28.6 0 0 144 
422 6.6 28.6 0 0 144 
423 6.8 28.6 0 0 144 
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424 7.1 28.6 102 384 144 
425 7.3 28.6 0 0 144 
426 6.4 28.6 0 0 144 
427 7.1 28.6 0 0 144 
428 6.6 28.6 0 0 144 
429 6.4 28.6 50 46 144 
430 6.1 28.6 0 0 144 
431 7.1 28.6 0 0 144 
432 8.1 28.6 0 0 144 
433 7.1 28.6 0 0 144 
434 8.1 28.6 0 0 144 
435 7.1 28.6 0 0 144 
436 7.3 28.6 0 0 144 
437 7.4 28.6 0 0 144 
438 7.3 28.6 0 0 144 
439 6.8 28.6 0 0 144 
440 7.1 28.6 0 0 144 
441 6.8 28.6 0 0 144 
442 6.3 28.6 0 0 144 
443 7.1 28.6 0 0 144 
444 7.1 28.6 0 0 144 
445 6.4 28.6 0 0 144 
446 6.8 28.6 0 0 144 
447 6.3 28.6 0 0 144 
448 7.1 28.6 0 0 144 
449 6.3 28.6 0 0 144 
450 6.3 28.6 0 314 144 
451 7.1 28.6 0 0 144 
452 7.6 28.6 0 0 144 
453 7.6 28.6 0 0 144 
454 7.6 28.6 0 384 144 
455 7.6 28.6 0 0 144 
456 7.6 28.6 0 0 144 
457 7.6 28.6 0 0 144 
458 7.4 28.6 0 0 144 
459 6.8 28.6 0 0 144 
460 6.8 28.6 198 94 144 
461 6.6 28.6 0 0 144 
462 7.1 28.6 0 0 144 
463 6.4 28.6 0 0 144 
464 6.6 28.6 50 46 144 
465 6.4 28.6 50 46 144 
466 6.8 28.6 0 0 144 
467 6.8 28.6 0 0 144 
468 7.1 28.6 0 0 144 
469 7.3 28.6 0 0 144 
470 6.6 28.6 0 0 144 
471 6.4 28.6 0 0 144 
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472 7.6 28.6 0 0 144 
473 7.1 28.6 0 0 144 
474 7.6 28.6 0 0 144 
475 7.3 28.6 0 0 144 
476 7.5 28.6 0 0 144 
477 7.8 28.6 0 0 144 
478 7.1 28.6 0 0 144 
479 6.8 28.6 0 0 144 
480 6.6 28.6 0 46 144 
481 6.4 28.6 0 0 144 
482 6.6 28.6 0 0 144 
483 6.8 28.6 0 384 144 
484 6.8 28.6 0 0 144 
485 6.6 28.6 0 0 144 
486 7.1 28.6 0 0 144 
487 6.1 28.6 0 0 144 
488 10.4 28.6 0 0 144 
489 6.6 28.6 0 0 144 
490 6.1 28.6 0 78 144 
491 7.8 28.6 0 0 144 
492 7.3 28.6 0 156 144 
493 7.3 28.6 78 0 144 
494 7.6 28.6 0 289 144 
495 7.5 28.6 0 0 144 
496 6.9 28.6 0 0 144 
497 7.8 28.6 0 0 144 
498 7.6 28.6 0 0 144 
499 6.4 28.6 0 0 144 
500 7.3 28.6 0 0 144 
501 6.6 28.6 0 0 144 
502 7.1 28.6 0 0 144 
503 7.3 28.6 0 0 144 
504 6.4 28.6 0 0 144 
505 6.6 28.6 0 0 144 
506 7.6 28.6 0 0 144 
507 6.6 28.6 0 0 144 
508 6.9 28.6 0 0 144 
509 6.8 28.6 0 0 144 
510 6.3 28.6 0 0 144 
511 6.9 28.6 0 0 144 
512 7.6 28.6 0 0 144 
513 7.4 28.6 0 384 144 
514 7.6 28.6 0 0 144 
515 7.1 28.6 0 0 144 
516 7.3 28.6 0 0 144 
517 7.6 28.6 0 0 144 
518 7.5 28.6 0 0 144 
519 6.4 28.6 0 0 144 
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520 7.3 28.6 198 94 144 
521 6.8 28.6 0 0 144 
522 6.6 28.6 0 0 144 
523 7.1 28.6 0 0 144 
524 7.1 28.6 0 0 144 
525 6.8 28.6 100 92 144 
526 6.8 28.6 0 0 144 
527 7.3 28.6 0 0 144 
528 7.3 28.6 0 0 144 
529 7.4 28.6 0 0 144 
530 7.1 28.6 0 0 144 
531 7.4 28.6 0 0 144 
532 7.3 28.6 0 0 144 
533 7.1 28.6 0 0 144 
534 7.1 28.6 0 0 144 
535 7.3 28.6 0 0 144 
536 7.3 28.6 0 0 144 
537 7.6 28.6 0 0 144 
538 6.8 28.6 0 0 144 
539 6.6 28.6 0 0 144 
540 6.8 28.6 0 0 144 
541 5.9 28.6 0 0 144 
542 7.1 28.6 0 0 144 
543 6.8 28.6 0 384 144 
544 6.8 28.6 0 0 144 
545 6.6 28.6 0 0 144 
546 6.8 28.6 0 0 144 
547 6.9 28.6 0 0 144 
548 6.4 28.6 0 0 144 
549 6.8 28.6 0 0 144 
550 7.3 28.6 0 0 144 
551 7.6 28.6 0 0 143 
552 7.9 28.6 0 0 143 
553 7.8 28.6 0 0 143 
554 7.4 28.6 0 0 143 
555 6.9 28.6 0 0 143 
556 7.3 28.6 0 0 143 
557 8 28.6 0 0 143 
558 6.9 28.6 0 0 143 
559 6.8 28.6 0 0 144 
560 7.1 28.6 0 0 144 
561 6.6 28.6 0 0 144 
562 6.8 28.6 0 0 144 
563 6.6 28.6 0 0 144 
564 6.8 28.6 0 0 144 
565 6.6 28.6 0 0 144 
566 6.8 28.6 0 0 144 
567 6.6 28.6 0 0 144 
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568 6.1 28.6 0 0 144 
569 6.6 28.6 0 0 144 
570 6.8 28.6 0 0 144 
571 6.6 28.6 0 0 144 
572 7.4 28.6 0 0 144 
573 7.4 28.6 0 384 144 
574 7.4 28.6 0 0 144 
575 7.1 28.6 0 0 144 
576 6.9 28.6 0 0 144 
577 8.1 28.6 0 0 144 
578 7.6 28.6 0 0 144 
579 6.6 28.6 0 0 144 
580 6.8 28.6 78 56 144 
581 6.3 28.6 198 94 144 
582 6.6 28.6 0 0 144 
583 6.6 28.6 0 0 143 
584 6.8 28.6 0 0 143 
585 6.8 28.6 0 0 143 
586 6.9 28.6 0 0 143 
587 7.1 28.6 0 0 143 
588 7.3 28.6 0 0 143 
589 6.6 28.6 0 0 144 
590 6.6 28.6 0 0 144 
591 6.6 28.6 0 0 144 
592 8.1 28.6 0 0 144 
593 7.6 28.6 0 0 144 
594 7.6 28.6 0 0 144 
595 7.6 28.6 0 0 144 
596 6.9 28.6 0 0 144 
597 7.6 28.6 0 0 144 
598 7.1 28.6 0 0 144 
599 6.3 28.6 0 0 144 
600 7.1 28.6 0 0 144 
601 6.6 28.6 0 0 144 
602 6.6 28.6 0 0 144 
603 6.4 28.6 0 384 144 
604 6.8 28.6 0 46 144 
605 6.6 28.6 0 0 144 
606 6.6 28.6 0 0 144 
607 7.3 28.6 0 0 144 
608 6.3 28.6 0 0 144 
609 6.6 28.6 0 0 144 
610 7.1 28.6 0 0 144 
611 7.8 28.6 0 0 144 
612 7.1 28.6 0 0 144 
613 7.6 28.6 0 0 144 
614 7.3 28.6 0 0 144 
615 6.9 28.6 0 0 144 
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616 7.1 28.6 0 0 144 
617 7.6 28.6 0 0 144 
618 6.1 28.6 0 0 144 
619 7.1 28.6 0 0 144 
620 6.6 28.6 0 0 144 
621 6.6 28.6 0 0 144 
622 7.1 28.6 0 0 144 
623 6.6 28.6 0 0 144 
624 6.4 28.6 0 0 144 
625 7.1 28.6 0 0 144 
626 6.9 28.6 0 0 144 
627 6.6 28.6 0 0 144 
628 6.8 28.6 0 0 144 
629 6.8 28.6 0 0 144 
630 7.1 28.6 0 0 144 
631 7.6 28.6 0 0 144 
632 7.4 28.6 0 384 144 
633 7.6 28.6 0 0 144 
634 7.1 28.6 0 0 144 
635 6.9 28.6 0 0 144 
636 8.5 28.6 0 0 144 
637 7.1 28.6 0 0 144 
638 6.6 28.6 0 0 144 
639 6.6 28.6 0 0 144 
640 6.3 28.6 0 0 144 
641 6.4 28.6 0 0 144 
642 6.8 28.6 198 94 144 
643 6.8 28.6 0 0 144 
644 6.8 28.6 0 0 144 
645 7.4 28.6 0 0 144 
646 7.8 28.6 0 0 144 
647 6.9 28.6 100 92 144 
648 6.4 28.6 0 0 143 
649 6.6 28.6 0 0 143 
650 7.1 28.6 0 0 143 
651 7.6 28.6 0 0 143 
652 6.9 28.6 0 0 143 
653 7.6 28.6 0 0 143 
654 7.3 28.6 0 0 143 
655 7.4 28.6 0 0 143 
656 7.8 28.6 0 0 143 
657 6.8 28.6 0 0 143 
658 7 28.6 0 0 143 
659 6.8 28.6 0 0 143 
660 6.6 28.6 0 0 143 
661 6.4 28.6 0 0 143 
662 6.8 28.6 0 384 143 
663 7.3 28.6 0 0 143 
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664 12.2 29.1 3134 1649 143 
665 43.4 29.7 78 0 143 
666 42.6 29.7 0 0 143 
667 46.8 29.7 0 0 143 
668 48.1 29.7 17872 620 143 
669 45.6 29.7 0 0 143 
670 48.2 29.7 1638558 30291 143 
671 46.7 29.7 0 0 143 
672 47.7 29.7 0 0 143 
673 44.9 29.7 0 0 143 
674 44.9 29.7 0 0 144 
675 42.9 29.7 3128 155 144 
676 46.2 29.7 0 0 145 
677 42.6 29.7 0 0 145 
678 38.6 29.7 0 0 145 
679 39.6 29.7 0 0 145 
680 38.7 29.7 0 0 145 
681 38 29.7 0 0 145 
682 44.2 29.7 0 0 145 
683 43.9 29.7 0 0 145 
684 50.8 29.7 0 0 145 
685 48.7 29.7 3587592 66247 145 
686 48.1 29.7 0 0 145 
687 44.1 29.7 0 0 145 
688 49.4 29.7 17638 620 145 
689 49.8 29.7 35744 1240 145 
690 52.8 29.7 0 0 145 
691 52.8 29.7 0 0 145 
692 54 29.7 0 384 145 
693 55.1 29.7 17794 620 145 
694 37.1 29.1 3814787 72038 145 
695 59.4 29.7 0 0 145 
696 54.8 29.7 0 0 145 
697 59.4 29.7 0 0 143 
698 63.6 29.7 0 0 143 
699 61.3 29.7 17872 620 143 
700 63.9 29.7 0 0 143 
701 62 29.7 0 0 143 
702 42.8 29.7 0 0 144 
703 10.4 29.7 0 0 144 
704 7.8 29.7 0 0 144 
705 7.4 29.7 0 0 144 
706 7.8 29.7 0 0 144 
707 7.1 29.7 0 0 144 
708 6.8 29.7 0 0 144 
709 7.6 29.7 0 0 144 
710 7.3 29.7 0 0 144 
711 11.2 29.7 4952411 90666 144 
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712 8.1 29.7 0 0 144 
713 6.6 29.7 0 0 144 
714 6.5 29.7 0 0 143 
715 6.9 29.7 0 0 143 
716 7.6 29.7 0 0 143 
717 7.1 29.7 0 0 143 
718 7.6 29.7 0 0 143 
719 6.8 29.7 0 0 143 
720 6.6 29.7 0 0 143 
721 7.1 29.7 0 0 143 
722 7.6 29.7 0 384 143 
723 7.6 29.7 0 0 143 
724 7.9 28.6 7454 401 143 
725 7.9 28.6 0 0 143 
726 6.4 28.6 0 0 143 
727 7.1 28.6 0 0 143 
728 6.9 28.6 0 46 143 
729 6.8 28.6 0 0 143 
730 6.9 28.6 0 0 143 
731 7.1 28.6 0 0 143 
732 7.1 28.6 0 0 143 
733 6.6 28.6 0 0 143 
734 7.3 28.6 0 0 143 
735 6.9 28.6 0 0 143 
736 7.1 28.6 0 0 143 
737 6.6 28.6 0 0 143 
738 6.3 28.6 0 0 143 
739 6.3 28.6 0 0 143 
740 7.1 28.6 0 0 143 
741 7.4 28.6 0 0 143 
742 8.1 28.6 0 0 143 
743 7.1 28.6 0 0 143 
744 6.9 28.6 0 0 143 
745 7.9 28.6 0 0 143 
746 7.6 28.6 0 0 143 
747 8.3 28.6 0 0 143 
748 6.9 28.6 0 0 143 
749 7.1 28.6 0 0 143 
750 7.1 28.6 0 0 143 
751 7.1 28.6 0 0 143 
752 6.9 28.6 0 384 143 
753 7.1 28.6 0 0 143 
754 7.3 28.6 3563 155 143 
755 6.9 28.6 0 0 143 
756 6.9 28.6 0 0 143 
757 6.6 28.6 0 0 143 
758 6.9 28.6 0 0 143 
759 7.4 28.6 100 92 143 
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760 7.6 28.6 0 0 143 
761 8.1 28.6 0 0 143 
762 7.4 28.6 0 0 143 
763 8.1 28.6 0 0 143 
764 7.6 28.6 0 0 143 
765 8.8 28.6 0 0 143 
766 7.6 28.6 0 0 143 
767 7.1 28.6 0 0 143 
768 6.9 28.6 0 0 143 
769 6.8 28.6 0 0 143 
770 6.8 28.6 0 0 143 
771 7.3 28.6 0 0 143 
772 7.3 28.6 0 0 143 
773 6.9 28.6 0 0 143 
774 7.1 28.6 0 0 143 
775 7.1 28.6 0 0 143 
776 6.6 28.6 0 0 143 
777 6.6 28.6 0 0 143 
778 5.4 28.6 0 0 143 
779 6.1 28.6 0 0 143 
780 6.8 28.6 0 0 143 
781 7.4 28.6 0 384 143 
782 7.8 28.6 0 0 143 
783 7.8 28.6 0 0 143 
784 6.9 28.6 0 0 143 
785 8.1 28.6 0 0 143 
786 7.4 28.6 0 0 143 
787 7.1 28.6 0 0 143 
788 7.3 28.6 0 0 143 
789 6.8 28.6 0 0 143 
790 7.3 28.6 0 0 143 
791 7.1 28.6 0 0 143 
792 6.9 28.6 0 0 143 
793 7.6 28.6 0 78 143 
794 7.1 28.6 0 0 143 
795 7.3 28.6 0 234 143 
796 7.3 28.6 0 0 143 
797 7.1 28.6 0 367 143 
798 7.1 28.6 0 0 143 
799 6.6 28.6 0 0 143 
800 7.6 28.6 0 0 143 
801 7.3 28.6 0 0 143 
802 7.6 28.6 0 0 143 
803 7.6 28.6 0 0 143 
804 7.4 28.6 0 0 143 
805 8.1 28.6 0 0 143 
806 7.1 28.6 0 0 143 
807 7.6 28.6 0 0 143 
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808 6.9 28.6 0 0 143 
809 7.1 28.6 0 0 143 
810 7.1 28.6 0 0 143 
811 7.1 28.6 0 384 143 
812 7.6 28.6 0 0 143 
813 9.3 28.6 0 0 143 
814 52 29.7 3212 1649 143 
815 49.9 29.7 35588 1240 143 
816 52.4 29.7 0 0 143 
817 51.4 29.7 0 0 143 
818 55 29.7 17872 620 143 
819 54.8 29.7 0 0 143 
820 56.2 29.7 0 0 143 
821 55.8 29.7 0 0 143 
822 56.1 29.7 35588 1240 143 
823 58.5 29.7 0 0 143 
824 57.4 29.7 0 0 143 
825 55.5 29.7 0 0 143 
826 51.8 29.7 0 0 143 
827 45.5 29.7 0 0 143 
828 43.2 29.7 0 0 143 
829 35.8 29.7 0 0 143 
830 36.3 29.7 0 0 143 
831 35.8 29.7 0 0 143 
832 35.3 29.7 0 0 143 
833 35.7 29.7 0 0 143 
834 37.2 29.7 17716 620 143 
835 35.4 29.7 17872 620 143 
836 37.4 29.7 0 0 143 
837 36.2 29.7 0 0 143 
838 38 29.7 0 0 143 
839 35.9 29.7 0 0 143 
840 35.9 29.7 0 0 143 
841 21.1 29.7 17794 1004 143 
842 8.4 29.8 686968 12937 143 
843 9.9 28.7 8564276 157785 143 
844 18.5 28.7 3862 155 143 
845 7.3 28.7 0 0 143 
846 6.6 28.7 0 0 143 
847 7.6 28.7 0 0 143 
848 6.8 28.7 0 0 143 
849 7.1 28.7 0 0 143 
850 7.1 28.7 0 0 143 
851 7.3 28.7 0 0 143 
852 7.6 28.7 0 46 143 
853 5.9 28.7 0 0 143 
854 6.3 28.7 0 0 143 
855 6.9 28.7 0 0 143 
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856 6.8 28.7 0 0 143 
857 6.6 28.7 0 0 143 
858 7.1 28.7 0 0 143 
859 7.1 28.6 0 0 143 
860 6.6 28.6 0 0 143 
861 6.6 28.6 0 0 143 
862 7.6 28.6 0 0 143 
863 6.3 28.6 0 0 143 
864 7.1 28.6 0 0 143 
865 7.1 28.6 0 0 143 
866 6.3 28.6 0 0 143 
867 6.4 28.6 0 0 143 
868 6.8 28.6 0 0 143 
869 7.8 28.7 0 0 143 
870 7.3 28.7 0 0 143 
871 7.1 28.7 0 384 143 
872 7.3 28.7 0 0 143 
873 7.6 28.7 0 0 143 
874 6.8 28.7 0 0 143 
875 6.6 28.7 0 0 143 
876 6.3 28.7 0 0 143 
877 6.3 28.7 0 0 143 
878 6.3 28.7 0 0 143 
879 7 28.7 0 0 143 
880 6.8 28.7 0 0 143 
881 6.8 28.7 0 0 143 
882 6.6 28.7 0 0 143 
883 6.8 28.7 0 0 143 
884 6.3 28.7 0 0 143 
885 6.8 28.7 0 0 143 
886 6.3 28.7 0 0 143 
887 5.8 28.7 0 0 143 
888 6.1 28.7 0 0 143 
889 6.6 28.7 0 0 143 
890 7.1 28.7 0 0 143 
891 7.4 28.7 0 0 143 
892 7.6 28.6 0 0 143 
893 7.8 28.6 0 0 143 
894 7.4 28.6 0 0 143 
895 6.9 28.7 0 0 143 
896 6.6 28.7 0 0 143 
897 6.8 28.7 0 0 143 
898 6.6 28.7 0 0 143 
899 7.1 28.7 0 0 143 
900 6.6 28.7 0 0 143 
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mem% nettx netr 
 
procnum 
1 100 30.2 0 0 146 
2 100 30.2 0 0 146 
3 100 30.2 0 0 146 
4 100 30.2 0 0 146 
5 100 30.2 0 0 146 
6 100 30.2 0 0 146 
7 100 30.2 0 0 146 
8 100 30.2 0 0 146 
9 100 29.2 190134 3727 146 
10 100 29.2 0 0 146 
11 100 29.2 0 0 146 
12 100 29.2 0 0 146 
13 100 29.2 0 0 146 
14 100 29.2 0 0 146 
15 100 29.2 0 0 146 
16 100 29.2 0 0 146 
17 100 29.2 0 0 146 
18 100 29.2 0 0 146 
19 100 29.2 0 0 146 
20 100 29.2 0 0 146 
21 100 29.2 0 0 146 
22 100 29.2 0 0 146 
23 100 29.2 0 0 146 
24 100 29.2 0 0 146 
25 100 29.2 0 0 146 
26 100 29.2 0 0 146 
27 100 29.2 408 847 146 
28 100 29.2 0 0 146 
29 100 29.2 0 0 146 
30 100 29.2 0 0 146 
31 100 29.2 0 0 146 
32 100 29.2 100 92 146 
33 100 29.2 0 0 146 
34 100 29.2 0 0 146 
35 100 29.2 0 0 146 
36 100 29.2 0 0 146 
37 100 29.2 290 52 146 
38 100 29.2 0 0 146 
39 100 29.2 2529 155 146 
40 100 29.2 0 0 146 
41 100 29.2 0 0 146 
42 100 29.2 0 0 146 
43 100 29.2 0 0 146 
44 100 29.2 100 92 146 
89 
45 100 29.2 0 0 146 
46 100 29.2 0 0 146 
47 100 29.2 0 0 146 
48 100 29.2 0 0 146 
49 100 29.2 0 0 146 
50 100 29.2 0 0 146 
51 100 29.2 0 0 146 
52 100 29.2 0 0 146 
53 100 29.2 0 0 146 
54 100 29.2 0 0 146 
55 100 29.2 0 0 146 
56 100 29.2 0 0 146 
57 100 29.2 0 384 146 
58 100 29.2 0 0 146 
59 100 29.2 0 0 146 
60 100 29.2 0 0 146 
61 100 29.2 0 0 146 
62 100 29.2 0 0 146 
63 100 29.2 0 0 146 
64 100 29.2 0 0 146 
65 100 29.2 0 0 146 
66 100 29.2 0 0 146 
67 100 29.2 0 0 146 
68 100 29.2 0 0 146 
69 100 29.2 0 0 146 
70 100 29.2 0 0 146 
71 100 29.2 408 463 146 
72 100 29.2 0 0 146 
73 100 29.2 0 0 146 
74 100 29.2 0 0 146 
75 100 29.2 0 0 146 
76 100 29.2 50 46 146 
77 100 29.2 0 0 146 
78 100 29.2 0 0 146 
79 100 29.2 0 46 146 
80 100 29.2 0 0 146 
81 100 29.2 0 0 146 
82 100 29.2 0 0 146 
83 100 29.2 0 0 146 
84 100 29.2 0 0 146 
85 100 29.2 0 0 146 
86 100 29.2 0 0 146 
87 100 29.2 0 384 145 
88 100 29.2 0 0 145 
89 100 29.2 0 0 145 
90 100 29.2 0 0 145 
91 100 29.2 0 0 145 
92 100 30.3 3212 1649 145 
90 
93 100 30.3 0 0 145 
94 100 30.3 0 0 145 
95 100 30.3 0 0 145 
96 100 30.3 290 52 145 
97 100 30.3 555480 10540 145 
98 100 30.3 0 0 145 
99 100 30.3 0 0 145 
100 100 30.3 0 0 145 
101 100 30.3 0 0 145 
102 100 30.3 0 0 145 
103 100 30.3 0 0 146 
104 100 30.3 0 0 146 
105 100 30.3 0 0 146 
106 100 30.3 17872 620 146 
107 100 30.3 0 0 146 
108 100 30.3 0 0 146 
109 100 30.3 0 0 146 
110 100 30.3 0 0 146 
111 100 30.3 0 0 146 
112 100 30.3 0 0 146 
113 100 30.3 408 463 146 
114 100 30.3 0 0 146 
115 100 30.3 0 0 146 
116 100 30.3 17638 620 146 
117 100 30.3 78 384 146 
118 100 30.3 0 0 146 
119 100 30.3 0 0 146 
120 100 30.3 0 0 146 
121 100 29.3 2555726 48968 146 
122 100 30.1 0 0 146 
123 100 30.1 0 0 146 
124 100 30.1 0 0 146 
125 100 30.1 0 0 146 
126 100 30.1 0 0 146 
127 100 30.1 0 0 146 
128 100 30.1 17716 620 146 
129 100 30.1 0 0 146 
130 100 30.1 0 0 146 
131 100 30.1 0 0 146 
132 100 30.1 0 0 146 
133 100 30.1 0 0 146 
134 100 30.1 0 0 146 
135 100 30.1 0 0 146 
136 100 30.1 0 0 146 
137 100 30.1 0 0 146 
138 100 30.1 0 0 146 
139 100 30.1 0 0 146 
140 100 30.1 0 0 146 
91 
141 100 30.1 0 0 146 
142 100 30.1 0 0 146 
143 100 30.1 0 0 146 
144 100 30.1 0 0 146 
145 100 30.1 0 0 146 
146 100 30.1 0 384 146 
147 100 30.1 0 0 146 
148 100 30.1 0 0 146 
149 100 30.1 0 0 146 
150 100 29.2 2726912 50490 146 
151 100 29.2 0 0 146 
152 100 29.2 0 0 146 
153 100 29.2 0 0 146 
154 100 29.2 0 0 146 
155 100 29.2 3308 155 146 
156 100 29.2 290 52 146 
157 100 29.2 0 0 146 
158 100 29.2 0 0 146 
159 100 29.2 0 0 146 
160 100 29.2 0 0 146 
161 100 29.2 50 46 146 
162 100 29.2 0 0 146 
163 100 29.2 0 0 146 
164 100 29.2 0 0 146 
165 100 29.2 0 0 146 
166 100 29.2 0 0 146 
167 100 29.2 408 463 146 
168 100 29.2 0 0 146 
169 100 29.2 0 0 146 
170 100 29.2 0 0 146 
171 100 29.2 0 0 146 
172 100 29.2 50 46 146 
173 100 29.2 0 0 146 
174 100 29.2 0 0 146 
175 100 29.2 0 0 146 
176 100 29.2 0 384 146 
177 100 29.2 0 0 146 
178 100 29.2 0 0 146 
179 100 29.2 0 0 146 
180 100 29.2 0 0 146 
181 100 29.2 0 0 146 
182 100 29.2 0 0 146 
183 100 29.2 0 0 146 
184 100 29.2 0 0 146 
185 100 29.2 0 0 146 
186 100 29.2 0 0 146 
187 100 29.2 0 0 146 
188 100 29.2 0 0 146 
92 
189 100 29.2 0 0 146 
190 100 29.2 0 0 146 
191 100 29.2 0 0 146 
192 100 29.2 0 0 146 
193 100 29.2 0 0 146 
194 100 29.2 0 0 146 
195 100 29.2 0 0 146 
196 100 29.2 0 0 146 
197 100 29.2 0 0 146 
198 100 29.2 0 0 146 
199 100 29.2 514 515 146 
200 100 29.2 0 0 145 
201 100 29.2 0 0 145 
202 100 29.2 0 0 145 
203 100 29.2 0 46 145 
204 100 29.2 0 0 145 
205 100 29.2 0 0 145 
206 100 29.2 0 384 145 
207 100 29.2 0 0 145 
208 100 29.2 0 0 145 
209 100 29.2 0 0 145 
210 100 29.2 0 0 145 
211 100 29.2 0 0 145 
212 100 29.2 0 0 145 
213 100 29.2 0 0 145 
214 100 29.2 0 0 145 
215 100 29.2 290 52 145 
216 100 29.2 0 0 145 
217 100 29.2 0 0 145 
218 100 29.2 0 0 145 
219 100 29.2 0 0 145 
220 100 29.2 0 0 145 
221 100 29.2 0 0 145 
222 100 29.2 0 0 145 
223 100 29.2 0 0 145 
224 100 29.2 0 0 145 
225 100 29.2 0 0 145 
226 100 29.2 0 0 145 
227 100 29.2 0 0 145 
228 100 29.2 0 0 145 
229 100 29.2 0 0 145 
230 100 29.2 0 0 145 
231 100 29.2 0 0 145 
232 100 29.2 0 0 145 
233 100 29.2 0 0 145 
234 100 29.2 0 0 145 
235 100 29.2 0 0 145 
236 100 29.2 0 384 145 
93 
237 100 29.2 0 0 145 
238 100 29.2 0 0 145 
239 100 29.2 0 0 145 
240 100 29.2 0 0 145 
241 100 29.2 0 0 145 
242 100 29.2 0 0 145 
243 100 29.2 0 0 145 
244 100 29.2 78 0 145 
245 100 29.2 0 0 145 
246 100 29.2 0 0 145 
247 100 29.2 0 0 145 
248 100 29.2 0 0 145 
249 100 29.2 0 0 145 
250 100 29.2 0 0 145 
251 100 29.2 0 0 145 
252 100 29.2 0 0 145 
253 100 29.2 276 228 145 
254 100 29.2 0 0 145 
255 100 29.2 0 156 145 
256 100 29.2 0 0 145 
257 100 29.2 0 289 145 
258 100 29.2 100 92 145 
259 100 29.2 486 515 145 
260 100 29.2 0 0 145 
261 100 29.2 0 0 145 
262 100 29.2 0 0 145 
263 100 29.2 0 0 145 
264 100 29.2 100 92 145 
265 100 29.2 0 384 144 
266 100 29.2 0 0 144 
267 100 29.2 0 0 144 
268 100 29.3 0 0 144 
269 100 29.2 0 0 144 
270 100 29.2 0 0 144 
271 100 29.2 0 0 144 
272 100 29.2 0 0 144 
273 100 29.2 0 0 144 
274 100 29.2 0 0 144 
275 100 29.2 290 52 144 
276 100 29.2 0 0 144 
277 100 29.2 0 0 144 
278 100 29.2 0 0 144 
279 100 29.2 0 0 144 
280 100 29.2 0 0 144 
281 100 29.2 0 0 139 
282 100 29.2 0 0 139 
283 100 29.2 0 0 139 
284 100 29.3 0 0 139 
94 
285 100 29.2 0 0 139 
286 100 29.2 0 0 140 
287 100 29.2 0 0 140 
288 100 29.2 0 0 140 
289 100 29.2 0 0 140 
290 100 29.2 0 0 140 
291 100 29.2 0 0 140 
292 100 29.2 0 0 140 
293 100 29.2 0 0 140 
294 100 29.3 0 0 140 
295 100 29.2 0 384 140 
296 100 29.2 0 0 140 
297 100 29.2 0 0 140 
298 100 29.2 0 0 140 
299 100 29.2 0 0 140 
300 100 30.3 3314 1649 140 
301 100 30.4 0 0 140 
302 100 30.3 0 0 140 
303 100 30.3 17872 620 140 
304 100 30.3 0 0 140 
305 100 30.3 814435 15222 140 
306 100 30.4 17560 620 140 
307 100 30.3 78 0 140 
308 100 30.3 0 0 140 
309 100 30.3 0 0 140 
310 100 30.3 0 0 140 
311 100 30.3 17872 620 140 
312 100 30.3 0 0 140 
313 100 30.3 0 0 140 
314 100 30.3 0 0 140 
315 100 30.3 0 0 140 
316 100 30.3 0 0 140 
317 100 30.3 0 236 140 
318 100 30.3 408 463 140 
319 100 30.3 0 0 140 
320 100 30.3 0 0 140 
321 100 30.3 0 0 140 
322 100 30.3 0 0 140 
323 100 30.3 0 0 140 
324 100 30.3 100 92 140 
325 100 30.3 0 384 140 
326 100 30.3 0 46 140 
327 100 30.3 0 0 140 
328 100 30.3 0 0 140 
329 100 30.4 1112562 20419 140 
330 100 29.7 1432379 28446 140 
331 100 30.1 0 0 140 
332 100 30.1 102 76 140 
95 
333 100 30.1 17872 620 140 
334 100 30.1 0 0 140 
335 100 30.1 290 52 140 
336 100 30.1 0 0 140 
337 100 30.1 50 46 140 
338 100 30.1 0 0 140 
339 100 30.1 0 0 140 
340 100 30.1 0 0 140 
341 100 30.1 0 0 140 
342 100 30.1 0 0 140 
343 100 30.1 0 0 140 
344 100 30.1 0 0 140 
345 100 30.1 0 0 140 
346 100 30.1 0 0 140 
347 100 30.1 0 0 140 
348 100 30.1 0 0 140 
349 100 30.1 0 0 140 
350 100 30.1 0 0 140 
351 100 30.1 0 0 140 
352 100 30.1 0 0 140 
353 100 30.1 0 0 140 
354 100 30.1 0 0 140 
355 100 30.1 0 384 140 
356 100 30.1 0 0 140 
357 100 30.1 0 0 140 
358 100 30.1 0 0 140 
359 100 29.3 2458245 45502 140 
360 100 29.2 0 0 140 
361 100 29.2 0 0 141 
362 100 29.2 4017 155 141 
363 100 29.2 0 0 141 
364 100 29.2 0 0 141 
365 100 29.2 0 0 141 
366 100 29.2 0 0 141 
367 100 29.2 0 0 141 
368 100 29.2 408 463 141 
369 100 29.2 0 0 141 
370 100 29.2 0 0 141 
371 100 29.2 0 0 141 
372 100 29.2 0 0 141 
373 100 29.2 50 46 141 
374 100 29.2 0 0 141 
375 100 29.2 0 0 141 
376 100 29.2 0 0 141 
377 100 29.2 0 0 141 
378 100 29.2 0 0 141 
379 100 29.2 0 0 141 
380 100 29.3 0 0 142 
96 
381 100 29.2 0 0 142 
382 100 29.2 0 0 142 
383 100 29.2 0 0 142 
384 100 29.2 0 384 142 
385 100 29.2 0 0 142 
386 100 29.2 0 0 142 
387 100 29.2 0 0 142 
388 100 29.2 0 0 142 
389 100 29.2 0 0 142 
390 100 29.2 0 0 142 
391 100 29.2 0 0 142 
392 100 29.2 0 0 142 
393 100 29.2 0 0 142 
394 100 29.2 290 52 142 
395 100 29.2 0 0 142 
396 100 29.2 0 0 142 
397 100 29.2 0 0 142 
398 100 29.2 408 463 142 
399 100 29.2 0 0 142 
400 100 29.2 0 0 142 
401 100 29.2 0 0 142 
402 100 29.2 0 0 142 
403 100 29.2 0 0 142 
404 100 29.2 0 0 142 
405 100 29.2 0 0 142 
406 100 29.2 0 0 142 
407 100 29.2 0 0 142 
408 100 29.2 0 0 142 
409 100 29.2 0 0 142 
410 100 29.2 0 0 142 
411 100 29.2 0 0 141 
412 100 29.2 0 0 141 
413 100 29.2 0 0 141 
414 100 29.2 0 384 141 
415 100 29.2 0 0 141 
416 100 29.2 0 0 141 
417 100 29.2 0 0 141 
418 100 29.2 0 0 141 
419 100 29.2 0 0 141 
420 100 29.2 0 0 141 
421 100 29.2 0 0 141 
422 100 29.2 0 0 141 
423 100 29.2 0 0 141 
424 100 29.2 0 0 141 
425 100 29.2 0 0 141 
426 100 29.2 0 0 141 
427 100 29.2 0 0 141 
428 100 29.2 0 0 141 
97 
429 100 29.2 0 0 141 
430 100 29.2 0 0 141 
431 100 29.2 0 0 141 
432 100 29.2 0 0 141 
433 100 29.2 0 0 141 
434 100 29.2 0 0 141 
435 100 29.2 198 94 141 
436 100 29.2 0 0 141 
437 100 29.2 0 0 141 
438 100 29.2 0 0 141 
439 100 29.2 0 0 141 
440 100 29.2 100 92 141 
441 100 29.2 0 0 141 
442 100 29.2 0 0 142 
443 100 29.2 0 0 142 
444 100 29.2 0 384 142 
445 100 29.2 0 0 142 
446 100 29.2 0 0 142 
447 100 29.2 0 0 142 
448 100 29.2 0 0 142 
449 100 29.2 0 0 142 
450 100 29.2 0 46 142 
451 100 29.2 0 0 142 
452 100 29.2 0 0 142 
453 100 29.2 290 52 142 
454 100 29.2 0 0 142 
455 100 29.2 0 0 142 
456 100 29.2 0 0 142 
457 100 29.2 78 0 142 
458 100 29.2 408 515 142 
459 100 29.2 0 0 142 
460 100 29.2 0 0 142 
461 100 29.2 0 0 142 
462 100 29.2 0 0 142 
463 100 29.2 50 46 142 
464 100 29.2 0 0 142 
465 100 29.2 0 0 142 
466 100 29.2 0 0 142 
467 100 29.2 0 0 142 
468 100 29.2 0 0 142 
469 100 29.2 514 515 142 
470 100 29.2 0 0 142 
471 100 29.2 0 0 142 
472 100 29.2 0 0 142 
473 100 29.2 0 0 142 
474 100 29.2 0 384 142 
475 100 29.2 0 0 142 
476 100 29.2 0 0 142 
98 
477 100 29.2 0 0 142 
478 100 29.2 0 0 142 
479 100 29.2 0 0 142 
480 100 29.2 0 0 142 
481 100 29.2 0 0 142 
482 100 29.2 408 463 142 
483 100 29.2 0 0 142 
484 100 29.2 0 0 142 
485 100 29.2 0 0 142 
486 100 29.2 0 0 142 
487 100 29.2 0 0 142 
488 100 29.2 0 0 142 
489 100 29.2 0 0 142 
490 100 29.2 0 0 142 
491 100 29.2 0 0 142 
492 100 29.2 0 0 142 
493 100 29.2 0 0 142 
494 100 29.2 0 0 142 
495 100 29.2 0 0 142 
496 100 29.2 198 94 142 
497 100 29.2 0 0 142 
498 100 29.2 0 0 142 
499 100 29.2 0 0 142 
500 100 29.3 0 0 142 
501 100 29.2 100 92 142 
502 100 29.2 0 0 142 
503 100 29.2 0 0 142 
504 100 29.2 0 384 142 
505 100 29.2 0 0 142 
506 100 29.2 0 0 142 
507 100 29.2 0 0 142 
508 100 29.2 0 0 142 
509 100 29.3 0 0 142 
510 100 29.2 0 0 142 
511 100 29.2 0 0 142 
512 100 29.2 0 0 142 
513 100 29.2 290 52 142 
514 100 29.2 0 0 142 
515 100 29.2 0 0 142 
516 100 29.2 0 0 142 
517 100 29.2 0 0 142 
518 100 29.2 0 0 142 
519 100 29.2 0 0 142 
520 100 29.2 0 0 142 
521 100 29.2 0 0 142 
522 100 29.2 0 0 142 
523 100 29.2 0 0 142 
524 100 29.2 0 0 142 
99 
525 100 29.2 0 0 142 
526 100 29.2 0 0 142 
527 100 29.2 0 0 142 
528 100 29.2 0 0 142 
529 100 29.2 0 0 142 
530 100 29.2 0 0 142 
531 100 29.2 0 0 142 
532 100 29.2 408 463 142 
533 100 29.2 0 384 142 
534 100 29.2 0 0 142 
535 100 29.2 0 0 142 
536 100 29.2 0 0 142 
537 100 29.2 0 0 142 
538 100 29.2 50 46 142 
539 100 29.2 0 0 142 
540 100 29.2 0 0 142 
541 100 29.2 0 0 142 
542 100 29.2 0 0 142 
543 100 29.2 0 0 142 
544 100 29.2 0 0 142 
545 100 29.2 0 0 142 
546 100 29.2 0 0 142 
547 100 29.2 0 0 142 
548 100 29.2 0 0 142 
549 100 29.2 0 0 142 
550 100 29.2 0 0 142 
551 100 29.2 0 0 142 
552 100 29.2 0 0 142 
553 100 29.2 0 0 142 
554 100 29.2 0 0 142 
555 100 29.2 78 56 142 
556 100 29.2 0 78 142 
557 100 29.2 198 94 142 
558 100 29.2 0 156 142 
559 100 29.2 0 0 142 
560 100 29.2 0 289 142 
561 100 29.3 0 0 142 
562 100 29.3 0 0 142 
563 100 29.2 0 384 142 
564 100 29.2 0 0 142 
565 100 29.2 0 0 142 
566 100 29.2 0 0 142 
567 100 29.2 0 0 142 
568 100 29.2 0 0 142 
569 100 29.2 0 0 142 
570 100 29.2 0 0 142 
571 100 29.2 0 0 142 
572 100 29.2 290 52 142 
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573 100 29.2 0 46 142 
574 100 29.2 0 0 142 
575 100 29.2 0 0 142 
576 100 29.2 0 0 142 
577 100 29.2 0 0 142 
578 100 29.2 50 46 142 
579 100 29.2 0 0 142 
580 100 29.2 0 0 142 
581 100 29.2 0 0 142 
582 100 29.3 0 0 142 
583 100 29.2 0 0 142 
584 100 29.2 0 0 142 
585 100 29.2 0 0 142 
586 100 29.2 0 0 142 
587 100 29.2 0 0 142 
588 100 29.2 0 0 142 
589 100 29.2 0 0 141 
590 100 29.2 0 0 141 
591 100 29.2 408 463 141 
592 100 29.2 0 0 141 
593 100 29.2 0 384 141 
594 100 29.2 0 0 141 
595 100 29.2 0 0 141 
596 100 29.2 50 46 141 
597 100 29.2 0 0 141 
598 100 29.2 0 0 141 
599 100 29.2 0 0 141 
600 100 29.2 0 0 141 
601 100 29.2 0 0 141 
602 100 29.2 0 0 141 
603 100 29.2 0 0 141 
604 100 29.2 0 0 141 
605 100 29.2 0 0 141 
606 100 29.2 0 0 141 
607 100 29.2 0 0 141 
608 100 29.2 0 0 141 
609 100 29.3 0 0 142 
610 100 29.2 0 0 142 
611 100 29.2 0 0 142 
612 100 29.2 0 0 142 
613 100 29.2 0 0 142 
614 100 29.2 0 0 142 
615 100 29.2 0 0 142 
616 100 29.2 0 0 142 
617 100 29.2 0 0 142 
618 100 29.2 198 94 142 
619 100 29.2 0 0 142 
620 100 29.2 0 0 142 
101 
621 100 29.2 0 0 142 
622 100 29.2 50 46 142 
623 100 29.2 50 430 142 
624 100 29.2 0 0 142 
625 100 29.2 0 0 142 
626 100 29.2 0 0 142 
627 100 29.2 0 0 142 
628 100 29.3 0 0 142 
629 100 29.3 0 0 142 
630 100 29.3 0 0 142 
631 100 29.3 0 0 142 
632 100 29.3 290 52 142 
633 100 29.3 0 0 142 
634 100 29.3 0 0 142 
635 100 29.3 0 0 142 
636 100 29.3 0 0 142 
637 100 29.3 50 46 142 
638 100 29.3 0 0 142 
639 100 29.3 0 0 142 
640 100 29.3 0 0 142 
641 100 29.3 0 0 142 
642 100 29.3 0 0 142 
643 100 29.3 0 0 142 
644 100 29.3 0 0 142 
645 100 29.3 0 0 142 
646 100 29.3 0 0 142 
647 100 29.3 0 0 142 
648 100 29.3 0 0 142 
649 100 29.3 0 0 142 
650 100 29.3 408 463 142 
651 100 29.3 0 0 142 
652 100 29.3 0 0 142 
653 100 29.3 0 384 142 
654 100 29.3 0 0 142 
655 100 29.3 50 46 142 
656 100 29.3 0 0 142 
657 100 29.3 0 0 142 
658 100 29.3 0 0 142 
659 100 29.3 0 0 142 
660 100 29.3 0 0 142 
661 100 30.3 3212 1649 142 
662 100 30.4 0 0 142 
663 100 30.3 0 0 142 
664 100 30.3 0 0 142 
665 100 30.3 17872 620 142 
666 100 30.3 0 0 142 
667 100 30.3 0 0 142 
668 100 30.3 0 0 142 
102 
669 100 30.4 17872 620 143 
670 100 30.3 0 0 142 
671 100 30.4 1074072 20054 142 
672 100 30.3 0 0 142 
673 100 30.3 0 0 142 
674 100 30.3 0 0 143 
675 100 30.3 0 0 143 
676 100 30.3 0 0 143 
677 100 30.3 0 0 143 
678 100 30.3 0 0 143 
679 100 30.3 0 0 143 
680 100 30.3 0 0 143 
681 100 30.3 408 463 143 
682 100 30.3 0 384 143 
683 100 30.3 0 0 143 
684 100 30.3 0 0 143 
685 100 30.3 0 0 143 
686 100 30.4 18046 1083 142 
687 100 30.4 0 0 142 
688 100 30.4 0 0 142 
689 100 30.4 0 0 142 
690 100 30.4 0 0 142 
691 100 30.4 2064821 39928 142 
692 100 30.4 0 0 142 
693 100 30.4 0 0 142 
694 100 30.4 0 0 142 
695 100 30.4 0 0 142 
696 100 30.4 0 0 142 
697 100 30.4 0 46 142 
698 100 30.4 0 0 142 
699 100 30.4 0 0 142 
700 100 30.4 0 0 142 
701 100 30.4 0 0 142 
702 100 30.4 0 0 142 
703 100 30.4 0 0 142 
704 100 30.4 0 0 142 
705 100 30.4 0 0 142 
706 100 30.4 0 0 142 
707 100 30.4 0 0 142 
708 100 30.4 2488454 46034 142 
709 100 30.4 0 0 142 
710 100 30.4 0 0 142 
711 100 30.4 0 0 142 
712 100 30.4 0 384 142 
713 100 30.4 0 0 142 
714 100 30.4 0 0 142 
715 100 30.4 0 0 142 
716 100 30.4 0 0 142 
103 
717 100 30.4 0 0 142 
718 100 30.4 0 0 142 
719 100 30.4 0 0 142 
720 100 30.4 260387 5078 142 
721 100 30.3 0 0 142 
722 100 30.3 0 0 142 
723 100 30.3 0 0 142 
724 100 30.3 0 0 142 
725 100 30.3 0 0 142 
726 100 30.3 0 0 142 
727 100 30.3 0 0 142 
728 100 30.3 0 0 142 
729 100 30.3 0 0 142 
730 100 30.3 0 0 142 
731 100 30.3 0 0 142 
732 100 30.3 0 0 142 
733 100 30.3 0 0 142 
734 100 30.3 0 0 142 
735 100 30.3 482 103 142 
736 100 30.3 0 0 142 
737 100 30.3 0 0 142 
738 100 30.3 0 0 142 
739 100 30.3 0 0 142 
740 100 30.3 0 0 142 
741 100 30.3 0 0 142 
742 100 30.3 0 384 142 
743 100 30.3 0 0 142 
744 100 30.3 0 0 142 
745 100 30.3 78 52 142 
746 100 30.3 408 463 142 
747 100 30.3 0 0 142 
748 100 30.3 0 0 142 
749 100 30.3 0 0 142 
750 100 30.3 50 46 142 
751 100 30.3 340 98 141 
752 100 30.3 0 0 141 
753 100 30.3 0 0 141 
754 100 30.3 0 0 141 
755 100 30.3 0 0 141 
756 100 30.3 0 0 141 
757 100 30.3 0 0 141 
758 100 30.3 0 0 141 
759 100 30.3 0 0 141 
760 100 30.3 0 0 141 
761 100 30.3 0 0 141 
762 100 30.3 0 0 141 
763 100 30.3 0 0 141 
764 100 30.3 0 0 141 
104 
765 100 30.3 0 0 141 
766 100 30.3 0 0 141 
767 100 30.3 0 0 141 
768 100 30.3 0 0 141 
769 100 30.3 0 0 141 
770 100 30.3 0 0 141 
771 100 30.3 0 0 141 
772 100 30.3 0 384 141 
773 100 30.3 0 0 141 
774 100 30.3 0 0 141 
775 100 30.3 0 0 141 
776 100 30.3 0 0 141 
777 100 30.3 0 0 141 
778 100 30.3 0 0 141 
779 100 30.3 0 0 141 
780 100 30.3 0 0 141 
781 100 30.3 0 0 141 
782 100 30.3 0 0 141 
783 100 30.3 0 0 141 
784 100 30.3 0 0 141 
785 100 30.3 0 0 141 
786 100 30.3 0 0 141 
787 100 30.3 0 0 141 
788 100 30.3 0 0 141 
789 100 30.3 0 0 141 
790 100 30.3 0 0 141 
791 100 30.3 0 0 141 
792 100 30.3 0 0 141 
793 100 30.3 0 0 141 
794 100 30.3 0 0 141 
795 100 30.3 0 0 141 
796 100 30.3 0 0 141 
797 100 30.3 0 0 141 
798 100 30.3 0 0 141 
799 100 30.3 0 0 141 
800 100 30.3 198 94 141 
801 100 30.3 0 0 141 
802 100 30.3 0 384 141 
803 100 30.3 0 0 141 
804 100 30.3 0 0 141 
805 100 30.3 100 92 142 
806 100 30.3 408 463 142 
807 100 30.3 0 0 142 
808 100 30.3 0 0 142 
809 100 30.3 0 0 142 
810 100 30.4 3502 1701 142 
811 100 30.4 50 46 142 
812 100 30.4 0 0 142 
105 
813 100 30.4 408 463 142 
814 100 30.4 0 0 142 
815 100 30.4 1047998 19174 142 
816 100 30.4 57317 1452 142 
817 100 30.4 0 0 142 
818 100 30.4 17716 620 142 
819 100 30.4 0 0 142 
820 100 30.4 0 0 142 
821 100 30.4 0 46 142 
822 100 30.4 0 0 142 
823 100 30.4 0 0 142 
824 100 30.4 0 0 142 
825 100 30.4 0 0 142 
826 100 30.4 0 0 142 
827 100 30.4 0 0 142 
828 100 30.4 0 0 142 
829 100 30.4 0 0 142 
830 100 30.4 0 0 142 
831 100 30.4 0 384 142 
832 100 30.4 1915082 35487 142 
833 100 30.4 0 0 142 
834 100 30.4 0 0 142 
835 100 30.4 0 0 142 
836 100 30.4 0 0 142 
837 100 30.4 0 0 142 
838 100 30.4 0 0 142 
839 100 30.4 0 0 142 
840 100 30.3 728155 13857 142 
841 100 30.3 0 0 142 
842 100 30.3 0 0 142 
843 100 30.3 0 0 142 
844 100 30.3 0 0 142 
845 100 30.3 0 0 142 
846 100 30.3 0 0 142 
847 100 30.3 0 0 142 
848 100 30.3 0 0 142 
849 100 30.3 0 0 142 
850 100 30.3 0 0 142 
851 100 30.3 0 0 142 
852 100 30.3 0 0 142 
853 100 30.3 0 0 142 
854 100 30.3 0 0 142 
855 100 30.3 0 0 142 
856 100 30.3 0 0 142 
857 100 30.3 0 0 142 
858 100 30.3 0 78 142 
859 100 30.3 0 0 142 
860 100 30.3 0 156 142 
106 
861 100 30.3 0 384 142 
862 100 30.3 0 289 142 
863 100 30.3 0 0 142 
864 100 30.4 0 0 142 
865 100 30.3 0 0 142 
866 100 30.3 0 0 142 
867 100 30.3 0 0 142 
868 100 30.3 0 0 142 
869 100 30.3 0 0 142 
870 100 30.3 298 52 142 
871 100 30.3 781 103 142 
872 100 30.3 0 0 142 
873 100 30.3 486 515 142 
874 100 30.3 0 0 142 
875 100 30.3 0 0 142 
876 100 30.3 50 46 142 
877 100 30.3 0 0 142 
878 100 30.3 50 46 142 
879 100 30.3 0 0 142 
880 100 30.3 0 0 142 
881 100 30.3 0 0 142 
882 100 30.3 0 0 142 
883 100 30.3 0 0 142 
884 100 30.3 0 0 142 
885 100 30.3 0 0 142 
886 100 30.3 0 0 142 
887 100 30.3 0 0 142 
888 100 30.3 0 0 142 
889 100 30.3 0 0 142 
890 100 30.3 0 0 142 
891 100 30.3 0 384 142 
892 100 30.3 0 0 142 
893 100 30.3 0 0 142 
894 100 30.3 0 0 142 
895 100 30.3 0 0 142 
896 100 30.3 0 0 142 
897 100 30.3 0 0 142 
898 100 30.3 0 0 142 
899 100 30.3 0 0 142 









mem% nettx netr 
 
procnum 
1 100 30.3 0 0 146 
2 100 30.3 0 0 146 
3 100 30.3 0 0 146 
4 100 30.3 0 0 146 
5 100 30.3 0 0 146 
6 100 30.3 0 0 146 
7 100 30.3 0 0 146 
8 100 30.3 0 0 146 
9 100 30.3 0 0 146 
10 100 30.3 0 0 146 
11 100 29.2 209965 4039 146 
12 100 29.2 0 0 146 
13 100 29.2 0 0 146 
14 100 29.2 0 0 146 
15 100 29.2 0 0 146 
16 100 29.2 361 103 146 
17 100 29.2 0 0 146 
18 100 29.2 0 0 146 
19 100 29.2 400 462 146 
20 100 29.2 0 0 146 
21 100 29.2 0 0 146 
22 100 29.2 0 0 146 
23 100 29.2 0 0 146 
24 100 29.2 100 92 146 
25 100 29.2 0 0 146 
26 100 29.2 0 0 146 
27 100 29.2 0 0 146 
28 100 29.2 0 0 146 
29 100 29.2 0 384 146 
30 100 29.2 0 0 146 
31 100 29.2 0 0 146 
32 100 29.2 0 0 145 
33 100 29.2 0 0 145 
34 100 29.2 0 0 145 
35 100 29.2 0 0 145 
36 100 29.2 0 0 145 
37 100 29.2 0 0 145 
38 100 29.2 290 52 145 
39 100 29.2 0 0 145 
40 100 29.2 0 0 145 
41 100 29.2 0 0 145 
42 100 29.2 0 0 145 
43 100 29.2 0 0 145 
44 100 29.2 0 0 145 
108 
45 100 29.2 0 0 145 
46 100 29.2 0 0 145 
47 100 29.2 0 0 145 
48 100 29.2 0 0 145 
49 100 29.2 0 0 145 
50 100 29.2 0 0 145 
51 100 29.2 0 0 145 
52 100 29 0 0 145 
53 100 29 0 0 145 
54 100 29 0 0 145 
55 100 29 0 0 145 
56 100 29 0 0 145 
57 100 29 0 0 145 
58 100 29 0 0 145 
59 100 29 0 384 145 
60 100 29 0 0 145 
61 100 29 0 0 145 
62 100 29 0 0 145 
63 100 29 0 0 145 
64 100 29 0 0 145 
65 100 29 0 0 145 
66 100 29 0 0 145 
67 100 29 0 0 145 
68 100 29 0 0 145 
69 100 29 0 0 145 
70 100 29 0 0 145 
71 100 29 0 0 145 
72 100 29 0 0 145 
73 100 29 0 0 145 
74 100 29 0 0 145 
75 100 29 0 0 145 
76 100 29 0 0 145 
77 100 29 0 0 145 
78 100 29 0 0 145 
79 100 29 0 0 145 
80 100 29 400 462 145 
81 100 29 0 0 145 
82 100 29 0 0 145 
83 100 29 0 0 145 
84 100 29 0 0 145 
85 100 29 100 92 145 
86 100 29 0 0 145 
87 100 29 0 0 145 
88 100 29 0 0 145 
89 100 29 0 384 145 
90 100 29 0 0 145 
91 100 29 0 46 145 
92 100 29 0 0 145 
109 
93 100 30.1 3524 1649 145 
94 100 30.1 0 0 145 
95 100 30.1 0 0 145 
96 100 30.1 0 0 145 
97 100 30.1 368 52 145 
98 100 30.1 552930 10436 145 
99 100 30.1 17872 620 145 
100 100 30.1 0 0 145 
101 100 30.1 0 0 145 
102 100 30.1 0 0 145 
103 100 30.1 0 0 145 
104 100 30.1 535474 10079 145 
105 100 30.1 0 0 145 
106 100 30.1 0 0 145 
107 100 30.1 0 0 145 
108 100 30.1 0 0 145 
109 100 30.1 0 0 145 
110 100 30.1 0 0 145 
111 100 30.1 0 0 145 
112 100 30.1 0 0 145 
113 100 30.1 0 0 145 
114 100 30.1 0 0 145 
115 100 30.1 0 0 145 
116 100 30.1 0 0 145 
117 100 30.1 0 0 145 
118 100 30.1 0 384 145 
119 100 30.1 0 0 145 
120 100 30.1 0 0 145 
121 100 30.1 0 0 145 
122 100 29.1 2376164 45644 145 
123 100 29.9 0 0 145 
124 100 29.9 0 0 145 
125 100 29.9 0 0 145 
126 100 29.9 0 0 145 
127 100 29.9 0 0 145 
128 100 29.9 0 0 145 
129 100 29.9 17716 620 145 
130 100 29.9 0 0 145 
131 100 29.9 0 0 145 
132 100 29.9 0 0 145 
133 100 29.9 0 0 145 
134 100 29.9 0 0 145 
135 100 29.9 0 0 145 
136 100 29.9 0 0 145 
137 100 29.9 0 0 145 
138 100 29.9 0 0 145 
139 100 29.9 400 462 145 
140 100 29.9 0 0 145 
110 
141 100 29.9 0 0 145 
142 100 29.9 0 0 145 
143 100 29.9 0 0 145 
144 100 29.9 100 92 145 
145 100 29.9 0 0 145 
146 100 29.9 0 0 145 
147 100 29.9 0 0 145 
148 100 29.9 102 460 145 
149 100 29.9 0 0 145 
150 100 29.9 0 0 145 
151 100 29.9 2679504 49049 145 
152 100 29 120818 2688 145 
153 100 29 50 46 145 
154 100 29.1 0 0 145 
155 100 29 1070 103 145 
156 100 29 0 0 145 
157 100 29 290 52 145 
158 100 29 0 0 145 
159 100 29 0 0 145 
160 100 29 0 0 145 
161 100 29 0 0 145 
162 100 29 0 0 145 
163 100 29 0 0 145 
164 100 29 0 0 145 
165 100 29 0 0 145 
166 100 29 0 0 145 
167 100 29 0 0 145 
168 100 29.1 0 0 145 
169 100 29.1 0 0 145 
170 100 29.1 0 0 145 
171 100 29.1 0 0 145 
172 100 29.1 0 0 145 
173 100 29.1 0 0 145 
174 100 29.1 0 0 145 
175 100 29.1 0 0 145 
176 100 29.1 0 0 145 
177 100 29.1 0 0 145 
178 100 29.1 0 384 145 
179 100 29.1 0 0 145 
180 100 29.1 0 0 145 
181 100 29.1 0 0 145 
182 100 29.1 0 0 145 
183 100 29.1 0 0 145 
184 100 29.1 0 0 145 
185 100 29.1 0 0 145 
186 100 29.1 0 0 145 
187 100 29.1 0 0 145 
188 100 29.1 0 0 145 
111 
189 100 29.1 0 0 145 
190 100 29.1 0 0 145 
191 100 29.1 0 0 145 
192 100 29.1 0 0 145 
193 100 29.1 0 0 145 
194 100 29.1 0 0 144 
195 100 29.1 0 0 144 
196 100 29.1 0 0 144 
197 100 29.1 0 0 144 
198 100 29.1 78 52 144 
199 100 29.1 400 462 144 
200 100 29.1 0 0 144 
201 100 28.9 0 0 144 
202 100 28.9 0 0 144 
203 100 28.9 50 46 144 
204 100 28.9 50 46 144 
205 100 28.9 0 0 144 
206 100 28.9 0 0 144 
207 100 28.9 0 0 144 
208 100 28.9 0 384 144 
209 100 28.9 0 0 144 
210 100 28.9 0 0 144 
211 100 28.9 0 0 144 
212 100 28.9 0 0 144 
213 100 28.9 0 0 144 
214 100 28.9 78 56 144 
215 100 28.9 0 46 144 
216 100 28.9 290 52 144 
217 100 28.9 0 0 144 
218 100 28.9 0 0 144 
219 100 28.9 50 46 144 
220 100 28.9 50 46 144 
221 100 28.9 0 0 144 
222 100 28.9 0 0 144 
223 100 28.9 0 0 144 
224 100 28.9 0 0 144 
225 100 28.9 0 0 144 
226 100 28.9 0 0 144 
227 100 28.9 0 0 144 
228 100 28.9 0 0 144 
229 100 28.9 0 0 144 
230 100 28.9 0 0 144 
231 100 28.9 0 0 145 
232 100 28.9 0 0 145 
233 100 28.9 0 0 145 
234 100 28.9 0 0 145 
235 100 28.9 0 0 145 
236 100 28.9 0 0 145 
112 
237 100 28.9 198 94 145 
238 100 28.9 0 384 145 
239 100 28.9 0 0 145 
240 100 28.9 0 0 145 
241 100 28.9 0 0 145 
242 100 28.9 0 0 145 
243 100 28.9 0 0 145 
244 100 28.9 0 0 145 
245 100 28.9 0 0 145 
246 100 28.9 0 0 145 
247 100 28.9 0 0 145 
248 100 28.9 0 0 145 
249 100 28.9 0 0 145 
250 100 28.9 0 0 145 
251 100 28.9 0 0 145 
252 100 28.9 0 0 145 
253 100 28.9 0 0 145 
254 100 28.9 0 0 145 
255 100 28.9 0 0 145 
256 100 28.9 0 0 145 
257 100 28.9 0 0 145 
258 100 28.9 490 872 145 
259 100 28.9 0 0 145 
260 100 28.9 0 0 145 
261 100 28.9 0 0 145 
262 100 28.9 0 0 145 
263 100 28.9 100 92 145 
264 100 28.9 0 0 145 
265 100 28.9 0 0 145 
266 100 28.9 0 0 145 
267 100 28.9 0 384 145 
268 100 28.9 0 0 145 
269 100 28.9 0 0 145 
270 100 28.9 0 0 145 
271 100 28.9 0 0 145 
272 100 28.9 0 0 145 
273 100 28.9 0 0 145 
274 100 28.9 0 0 145 
275 100 28.9 0 0 139 
276 100 28.9 290 52 140 
277 100 28.9 0 0 140 
278 100 28.9 0 0 140 
279 100 28.9 0 0 140 
280 100 28.9 0 0 140 
281 100 28.9 0 0 139 
282 100 28.9 0 0 139 
283 100 28.9 0 0 139 
284 100 28.9 0 0 139 
113 
285 100 28.9 0 0 139 
286 100 28.9 0 0 139 
287 100 28.9 0 0 140 
288 100 28.9 0 0 140 
289 100 28.9 0 0 140 
290 100 28.9 0 0 140 
291 100 28.9 0 0 140 
292 100 28.9 0 0 140 
293 100 28.9 0 0 140 
294 100 28.9 0 78 140 
295 100 28.9 0 0 140 
296 100 28.9 0 156 140 
297 100 28.9 0 384 140 
298 100 28.9 198 383 140 
299 100 28.9 0 0 140 
300 100 28.9 0 0 140 
301 100 29.5 3212 1649 140 
302 100 30 0 0 140 
303 100 30 0 0 140 
304 100 30 0 0 140 
305 100 30 0 0 140 
306 100 30.1 830419 15944 140 
307 100 30 17794 620 140 
308 100 30 0 0 140 
309 100 30 0 0 140 
310 100 30 0 0 140 
311 100 30 50 46 140 
312 100 30 17872 620 140 
313 100 30 0 0 140 
314 100 30 17716 620 140 
315 100 30 0 0 140 
316 100 30 0 0 140 
317 100 30 17872 620 140 
318 100 30 0 0 140 
319 100 30 0 0 140 
320 100 30 0 0 140 
321 100 30 0 0 140 
322 100 30 1587826 29667 140 
323 100 30 0 0 140 
324 100 30 17872 620 140 
325 100 30 0 0 140 
326 100 30 17872 620 140 
327 100 30 0 384 140 
328 100 30 0 0 140 
329 100 30 0 0 140 
330 100 30 0 0 140 
331 100 29 1130229 22781 140 
332 100 29.8 78 0 140 
114 
333 100 29.7 0 0 140 
334 100 29.7 0 0 140 
335 100 29.8 17872 620 140 
336 100 29.8 404 104 140 
337 100 29.8 0 0 140 
338 100 29.8 0 0 140 
339 100 29.8 0 46 140 
340 100 29.8 0 0 140 
341 100 29.8 0 0 140 
342 100 29.8 0 0 140 
343 100 29.8 0 0 140 
344 100 29.8 0 0 140 
345 100 29.8 0 0 140 
346 100 29.8 0 0 140 
347 100 29.8 0 0 140 
348 100 29.8 0 0 140 
349 100 29.8 1916865 35694 140 
350 100 29.8 0 0 140 
351 100 29.8 0 0 140 
352 100 29.8 0 0 140 
353 100 29.8 0 0 140 
354 100 29.8 0 0 140 
355 100 29.8 0 0 140 
356 100 29.8 0 0 140 
357 100 29.7 0 384 140 
358 100 29.7 0 0 140 
359 100 29.7 0 0 140 
360 100 29 222913 4402 140 
361 100 28.9 0 0 140 
362 100 28.9 0 0 140 
363 100 28.9 0 0 140 
364 100 28.9 0 0 140 
365 100 28.9 514 514 140 
366 100 28.9 0 0 140 
367 100 28.9 0 0 140 
368 100 28.9 0 0 140 
369 100 28.9 0 0 140 
370 100 28.9 0 0 140 
371 100 28.9 50 46 140 
372 100 28.9 0 0 140 
373 100 28.9 0 0 140 
374 100 28.9 0 0 140 
375 100 28.9 0 0 140 
376 100 28.9 0 0 140 
377 100 28.9 0 0 140 
378 100 28.9 400 462 140 
379 100 28.9 0 0 140 
380 100 28.9 0 0 140 
115 
381 100 28.9 0 0 140 
382 100 28.9 0 0 140 
383 100 28.9 0 0 140 
384 100 28.9 0 0 140 
385 100 28.9 0 0 140 
386 100 28.9 0 0 140 
387 100 28.9 0 384 140 
388 100 28.9 0 0 140 
389 100 28.9 0 0 140 
390 100 28.9 0 0 140 
391 100 28.9 1857 155 140 
392 100 28.9 0 0 140 
393 100 28.9 0 0 140 
394 100 28.9 0 0 140 
395 100 28.9 290 52 140 
396 100 28.9 0 0 140 
397 100 28.9 0 0 140 
398 100 28.9 0 0 140 
399 100 28.9 0 0 140 
400 100 28.9 0 0 140 
401 100 28.9 0 0 140 
402 100 28.9 0 0 140 
403 100 28.9 0 0 140 
404 100 28.9 0 0 140 
405 100 28.9 0 0 140 
406 100 28.9 0 0 140 
407 100 28.9 0 0 140 
408 100 28.9 0 0 140 
409 100 28.9 0 0 140 
410 100 28.9 0 0 140 
411 100 28.9 0 0 140 
412 100 28.9 0 0 140 
413 100 28.9 0 0 140 
414 100 28.9 0 0 140 
415 100 28.9 0 0 140 
416 100 28.9 0 384 140 
417 100 28.9 0 236 140 
418 100 28.9 0 0 140 
419 100 28.9 0 0 140 
420 100 28.9 0 0 140 
421 100 28.9 0 0 140 
422 100 28.9 0 0 140 
423 100 28.9 0 0 140 
424 100 28.9 0 0 140 
425 100 28.9 0 0 140 
426 100 28.9 0 0 140 
427 100 28.9 0 0 140 
428 100 28.9 0 0 140 
116 
429 100 28.9 0 0 140 
430 100 28.9 0 0 140 
431 100 28.9 0 0 140 
432 100 28.9 0 0 140 
433 100 28.9 0 0 140 
434 100 28.9 0 0 140 
435 100 28.9 0 0 140 
436 100 28.9 0 0 140 
437 100 28.9 0 0 140 
438 100 28.9 478 514 140 
439 100 28.9 0 0 140 
440 100 28.9 0 0 140 
441 100 28.9 0 0 140 
442 100 28.9 0 0 140 
443 100 28.9 100 92 140 
444 100 28.9 0 0 140 
445 100 28.9 400 462 140 
446 100 28.9 0 384 140 
447 100 28.9 0 0 140 
448 100 28.9 0 0 140 
449 100 28.9 0 0 140 
450 100 28.9 0 0 140 
451 100 28.9 0 0 140 
452 100 28.9 0 0 140 
453 100 28.9 0 0 140 
454 100 28.9 0 0 140 
455 100 28.9 290 52 140 
456 100 28.9 0 0 140 
457 100 28.9 0 0 140 
458 100 28.9 0 0 140 
459 100 28.9 0 0 140 
460 100 28.9 0 0 140 
461 100 28.9 0 0 140 
462 100 28.9 0 0 140 
463 100 28.9 0 46 140 
464 100 28.9 0 0 140 
465 100 28.9 0 0 140 
466 100 28.9 0 0 140 
467 100 28.9 0 0 140 
468 100 28.9 0 0 140 
469 100 28.9 0 0 140 
470 100 28.9 0 0 140 
471 100 28.9 0 0 140 
472 100 28.9 0 0 140 
473 100 28.9 0 0 140 
474 100 28.9 0 0 140 
475 100 28.9 0 0 140 
476 100 28.9 0 384 140 
117 
477 100 28.9 0 0 140 
478 100 28.9 0 0 140 
479 100 28.9 0 0 140 
480 100 29.1 198 94 141 
481 100 28.9 0 0 141 
482 100 28.9 0 0 141 
483 100 28.9 0 0 141 
484 100 28.9 0 0 141 
485 100 28.9 100 92 141 
486 100 28.9 0 0 141 
487 100 28.9 0 0 141 
488 100 28.9 0 0 141 
489 100 28.9 0 0 141 
490 100 28.9 0 0 141 
491 100 28.9 0 0 141 
492 100 28.9 400 462 141 
493 100 28.9 0 0 141 
494 100 28.9 0 0 141 
495 100 28.9 0 0 141 
496 100 28.9 0 0 141 
497 100 28.9 100 92 141 
498 100 28.9 0 0 141 
499 100 28.9 0 0 141 
500 100 28.9 0 0 141 
501 100 28.9 0 0 141 
502 100 28.9 0 0 141 
503 100 28.9 0 0 141 
504 100 28.9 0 0 141 
505 100 28.9 0 0 141 
506 100 28.9 0 384 141 
507 100 28.9 0 0 141 
508 100 28.9 0 0 141 
509 100 28.9 0 0 141 
510 100 28.9 0 0 141 
511 100 28.9 0 0 142 
512 100 28.9 0 0 142 
513 100 28.9 0 0 142 
514 100 28.9 290 52 142 
515 100 28.9 0 0 142 
516 100 28.9 0 0 142 
517 100 28.9 0 0 142 
518 100 28.9 0 0 142 
519 100 28.9 0 0 142 
520 100 28.9 0 0 142 
521 100 28.9 0 0 142 
522 100 28.9 0 0 142 
523 100 28.9 0 0 142 
524 100 28.9 0 0 142 
118 
525 100 28.9 0 0 142 
526 100 28.9 0 0 142 
527 100 28.9 0 0 142 
528 100 28.9 0 0 142 
529 100 28.9 0 0 142 
530 100 28.9 0 0 142 
531 100 28.9 0 0 142 
532 100 28.9 0 0 142 
533 100 28.9 0 0 142 
534 100 28.9 0 0 142 
535 100 28.9 0 0 141 
536 100 28.9 0 384 141 
537 100 29.1 0 0 141 
538 100 28.9 0 0 141 
539 100 28.9 0 0 141 
540 100 28.9 78 56 141 
541 100 28.9 198 94 141 
542 100 28.9 0 0 141 
543 100 28.9 0 0 141 
544 100 28.9 0 0 141 
545 100 28.9 0 0 141 
546 100 28.9 0 0 141 
547 100 28.9 0 0 141 
548 100 28.9 0 0 141 
549 100 28.9 0 0 141 
550 100 28.9 0 0 141 
551 100 28.9 478 514 141 
552 100 28.9 0 0 141 
553 100 28.9 0 0 141 
554 100 28.9 0 0 141 
555 100 28.9 0 0 141 
556 100 28.9 100 92 141 
557 100 28.9 0 0 141 
558 100 28.9 0 0 141 
559 100 28.9 0 0 141 
560 100 28.9 0 0 141 
561 100 28.9 0 0 141 
562 100 28.9 0 0 141 
563 100 28.9 0 0 141 
564 100 28.9 0 0 141 
565 100 28.9 0 0 141 
566 100 28.9 0 384 141 
567 100 28.9 0 0 141 
568 100 28.9 0 0 141 
569 100 28.9 0 0 141 
570 100 28.9 0 0 141 
571 100 28.9 0 0 141 
572 100 28.9 0 0 141 
119 
573 100 28.9 0 0 141 
574 100 28.9 290 52 141 
575 100 28.9 0 0 141 
576 100 28.9 0 0 141 
577 100 28.9 0 0 141 
578 100 28.9 0 0 141 
579 100 28.9 0 0 141 
580 100 28.9 0 0 141 
581 100 29.1 0 0 141 
582 100 28.9 0 0 141 
583 100 28.9 0 0 141 
584 100 28.9 0 0 142 
585 100 28.9 0 0 142 
586 100 28.9 0 0 142 
587 100 28.9 0 46 142 
588 100 28.9 0 0 142 
589 100 28.9 78 0 142 
590 100 28.9 0 0 142 
591 100 28.9 0 0 142 
592 100 28.9 0 0 142 
593 100 28.9 0 0 142 
594 100 28.9 0 0 142 
595 100 28.9 0 384 142 
596 100 28.9 0 0 142 
597 100 28.9 0 78 142 
598 100 28.9 0 0 142 
599 100 28.9 0 156 142 
600 100 28.9 0 0 141 
601 100 28.9 0 289 141 
602 100 28.9 198 94 142 
603 100 28.9 0 0 142 
604 100 28.9 0 0 142 
605 100 28.9 0 0 142 
606 100 28.9 0 0 142 
607 100 28.9 100 92 142 
608 100 28.9 0 0 142 
609 100 28.9 0 0 142 
610 100 28.9 0 0 142 
611 100 28.9 400 462 142 
612 100 28.9 0 0 142 
613 100 28.9 0 0 142 
614 100 28.9 0 0 142 
615 100 28.9 0 0 142 
616 100 28.9 100 92 142 
617 100 28.9 0 0 142 
618 100 28.9 0 0 142 
619 100 28.9 0 0 142 
620 100 28.9 0 0 142 
120 
621 100 28.9 0 0 142 
622 100 28.9 0 0 142 
623 100 28.9 0 0 142 
624 100 28.9 0 0 142 
625 100 28.9 0 384 142 
626 100 28.9 0 0 142 
627 100 28.9 0 0 142 
628 100 28.9 0 0 142 
629 100 28.9 0 0 142 
630 100 28.9 0 0 142 
631 100 28.9 0 0 142 
632 100 28.9 0 0 142 
633 100 28.9 290 52 142 
634 100 28.9 0 0 142 
635 100 28.9 0 0 142 
636 100 28.9 0 0 142 
637 100 28.9 0 0 142 
638 100 28.9 0 0 142 
639 100 28.9 0 0 142 
640 100 28.9 0 0 142 
641 100 28.9 0 0 142 
642 100 28.9 0 0 142 
643 100 28.9 0 0 142 
644 100 28.9 0 0 142 
645 100 28.9 0 0 142 
646 100 28.9 0 0 142 
647 100 28.9 0 0 142 
648 100 28.9 0 0 142 
649 100 28.9 0 0 142 
650 100 28.9 0 0 142 
651 100 28.9 0 0 142 
652 100 28.9 0 0 142 
653 100 28.9 0 0 142 
654 100 28.9 0 0 142 
655 100 28.9 616 974 142 
656 100 28.9 0 0 142 
657 100 28.9 0 0 142 
658 100 28.9 0 0 142 
659 100 28.9 0 0 142 
660 100 28.9 50 46 142 
661 100 28.9 0 0 142 
662 100 28.9 0 0 142 
663 100 30 3134 1649 142 
664 100 30 0 0 142 
665 100 30 0 0 142 
666 100 30 0 0 142 
667 100 30 0 0 142 
668 100 30 50 46 142 
121 
669 100 30 0 0 142 
670 100 30 0 0 142 
671 100 30 17872 620 142 
672 100 30 0 0 142 
673 100 30 0 0 142 
674 100 30 17872 620 142 
675 100 30 0 0 142 
676 100 30 0 0 142 
677 100 30 0 0 142 
678 100 30 0 0 142 
679 100 30 0 0 142 
680 100 30 0 0 142 
681 100 30 0 0 142 
682 100 30 0 0 142 
683 100 30 0 0 142 
684 100 30 0 0 142 
685 100 30 0 384 142 
686 100 30 0 0 142 
687 100 30 0 0 142 
688 100 30 0 0 142 
689 100 30 0 0 142 
690 100 30 0 0 142 
691 100 30 0 0 142 
692 100 30 0 0 142 
693 100 29 3314283 63153 142 
694 100 29.8 0 0 142 
695 100 29.8 0 0 142 
696 100 29.8 0 0 142 
697 100 29.8 0 0 142 
698 100 29.8 50 46 142 
699 100 29.8 0 0 142 
700 100 29.8 0 0 142 
701 100 29.8 0 0 142 
702 100 29.8 0 0 142 
703 100 29.8 0 0 142 
704 100 29.8 0 0 142 
705 100 29.8 0 0 142 
706 100 29.8 0 0 142 
707 100 29.8 0 0 142 
708 100 29.8 0 0 142 
709 100 29.8 0 0 142 
710 100 29.8 0 46 142 
711 100 29.8 0 0 142 
712 100 29.8 0 0 142 
713 100 29.8 0 0 142 
714 100 29.8 0 0 142 
715 100 29.8 400 846 142 
716 100 29.8 0 0 142 
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717 100 29.8 0 0 142 
718 100 29.8 0 0 142 
719 100 29.8 2484594 45827 142 
720 100 29.8 50 46 142 
721 100 29.8 0 0 142 
722 100 28.9 85824 1856 142 
723 100 28.9 0 0 142 
724 100 28.9 0 0 142 
725 100 28.9 0 0 142 
726 100 28.9 0 0 142 
727 100 28.9 0 0 142 
728 100 28.9 0 0 142 
729 100 28.9 0 0 142 
730 100 28.9 0 0 142 
731 100 28.9 0 0 142 
732 100 28.9 0 0 142 
733 100 28.9 0 0 142 
734 100 28.9 0 0 142 
735 100 28.9 0 0 142 
736 100 28.9 0 0 142 
737 100 28.9 0 0 142 
738 100 28.9 0 0 142 
739 100 28.9 0 0 142 
740 100 28.9 0 0 142 
741 100 28.9 0 0 142 
742 100 28.9 0 0 142 
743 100 28.9 0 0 142 
744 100 28.9 0 0 142 
745 100 28.9 0 384 142 
746 100 28.9 0 0 142 
747 100 28.9 0 0 142 
748 100 28.9 0 0 142 
749 100 28.9 0 0 142 
750 100 28.9 0 0 142 
751 100 28.9 0 0 142 
752 100 28.9 0 0 142 
753 100 28.9 2856 207 142 
754 100 28.9 0 0 142 
755 100 28.9 0 0 142 
756 100 28.9 0 0 142 
757 100 28.9 50 46 142 
758 100 28.9 50 46 142 
759 100 28.9 0 0 142 
760 100 28.9 0 0 142 
761 100 28.9 0 0 142 
762 100 28.9 0 0 142 
763 100 28.9 0 0 142 
764 100 28.9 0 0 142 
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765 100 28.9 0 0 142 
766 100 28.9 0 0 142 
767 100 28.9 0 0 142 
768 100 28.9 0 0 142 
769 100 28.9 0 0 142 
770 100 28.9 0 0 142 
771 100 28.9 0 0 142 
772 100 28.9 0 0 142 
773 100 28.9 0 0 142 
774 100 28.9 400 846 142 
775 100 28.9 0 0 142 
776 100 28.9 0 0 142 
777 100 28.9 0 0 142 
778 100 28.9 0 0 142 
779 100 28.9 50 46 141 
780 100 28.9 0 0 141 
781 100 28.9 400 462 141 
782 100 28.9 0 0 141 
783 100 28.9 0 0 141 
784 100 28.9 0 0 141 
785 100 28.9 0 0 141 
786 100 28.9 0 0 141 
787 100 28.9 0 0 141 
788 100 28.9 0 0 141 
789 100 28.9 0 0 141 
790 100 28.9 0 0 141 
791 100 28.9 0 0 141 
792 100 28.9 0 0 141 
793 100 28.9 0 0 141 
794 100 28.9 0 0 141 
795 100 28.9 0 0 141 
796 100 28.9 0 0 141 
797 100 28.9 0 0 141 
798 100 28.9 0 0 141 
799 100 28.9 0 0 141 
800 100 28.9 0 0 141 
801 100 28.9 0 0 141 
802 100 28.9 0 0 141 
803 100 28.9 0 0 141 
804 100 28.9 0 384 141 
805 100 28.9 0 0 141 
806 100 28.9 0 0 141 
807 100 28.9 0 0 141 
808 100 28.9 0 0 141 
809 100 28.9 0 0 141 
810 100 28.9 0 0 141 
811 100 28.9 0 0 140 
812 100 29.4 3814 1701 140 
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813 100 30 0 0 140 
814 100 30 0 0 140 
815 100 30 17716 620 140 
816 100 30 0 0 140 
817 100 30 50 46 140 
818 100 30 0 0 140 
819 100 30 0 0 140 
820 100 30 0 0 140 
821 100 30 0 0 140 
822 100 30 0 0 140 
823 100 30 0 0 140 
824 100 30 0 0 140 
825 100 30 0 0 140 
826 100 30 0 0 140 
827 100 30 0 0 140 
828 100 30 0 0 140 
829 100 30 0 0 140 
830 100 30 0 0 140 
831 100 30 0 0 140 
832 100 30 0 0 140 
833 100 30 0 0 140 
834 100 30 0 430 140 
835 100 30 0 0 140 
836 100 30 0 0 140 
837 100 30 0 0 140 
838 100 30 0 0 140 
839 100 30 0 0 140 
840 100 30 0 0 140 
841 100 28.9 3175723 59006 140 
842 100 28.9 0 0 140 
843 100 28.9 2865 155 140 
844 100 28.9 0 0 140 
845 100 28.9 0 0 140 
846 100 28.9 100 92 140 
847 100 28.9 0 0 140 
848 100 28.9 0 0 140 
849 100 28.9 0 0 140 
850 100 28.9 0 0 140 
851 100 28.9 0 0 140 
852 100 28.9 0 0 140 
853 100 28.9 0 0 140 
854 100 28.9 0 0 140 
855 100 28.9 0 0 140 
856 100 28.9 0 0 140 
857 100 28.9 0 0 140 
858 100 28.9 0 0 140 
859 100 28.9 0 0 140 
860 100 28.9 0 0 140 
125 
861 100 28.9 0 0 140 
862 100 28.9 0 0 140 
863 100 28.9 0 0 140 
864 100 28.9 0 384 140 
865 100 28.9 0 0 140 
866 100 28.9 0 0 140 
867 100 28.9 0 0 140 
868 100 28.9 0 0 140 
869 100 28.9 0 0 140 
870 100 28.9 0 0 140 
871 100 28.9 0 0 140 
872 100 28.9 298 52 140 
873 100 28.9 0 0 141 
874 100 28.9 0 0 141 
875 100 28.9 0 0 141 
876 100 28.9 0 0 141 
877 100 28.9 50 46 141 
878 100 28.9 0 0 141 
879 100 28.9 0 0 141 
880 100 28.9 0 0 141 
881 100 28.9 0 0 141 
882 100 28.9 0 0 141 
883 100 28.9 0 0 141 
884 100 28.9 0 0 141 
885 100 28.9 0 0 141 
886 100 28.9 0 0 141 
887 100 28.9 0 0 141 
888 100 28.9 0 0 141 
889 100 28.9 0 0 141 
890 100 28.9 0 0 141 
891 100 28.9 0 0 141 
892 100 28.9 0 0 139 
893 100 28.9 0 0 140 
894 100 28.9 0 384 140 
895 100 28.9 0 0 140 
896 100 28.9 0 0 140 
897 100 28.9 0 0 140 
898 100 28.9 0 0 140 
899 100 28.9 0 78 140 
900 100 28.9 0 0 140 
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mem% nettx netr 
 
procnum 
1 32.5 30.1 259352 4935 146 
2 32.3 30.1 0 0 146 
3 33.3 30.1 0 0 146 
4 32.2 30.1 408 463 146 
5 32 30.1 0 0 146 
6 32.3 30.1 0 0 146 
7 32.7 30.1 0 0 146 
8 32.7 29.1 113575 2427 146 
9 32.5 29.1 0 0 146 
10 33.8 29.1 0 0 146 
11 32.7 29.1 0 0 146 
12 32.3 29.1 0 0 146 
13 32.5 29.1 0 0 146 
14 32.8 29.1 0 0 146 
15 33.6 29.1 0 0 146 
16 32.8 29.1 0 0 146 
17 32.9 29.1 0 0 146 
18 33.2 29.1 0 0 146 
19 33.3 29.1 0 0 146 
20 31.6 29.1 0 0 146 
21 32.3 29.1 0 0 146 
22 32.4 29.1 0 0 146 
23 32.2 29.1 0 0 146 
24 32.1 29.1 0 384 146 
25 32.6 29.1 0 0 146 
26 32 29.1 0 0 146 
27 31.7 29.1 0 0 146 
28 31.7 29.1 0 0 146 
29 31.7 29.1 0 0 146 
30 31.3 29.1 0 0 146 
31 31.1 29.1 0 0 146 
32 32 29.1 0 0 146 
33 32.6 29.1 0 0 146 
34 32.8 29.1 0 0 146 
35 33 29.1 290 52 146 
36 32.8 29.1 0 0 146 
37 33.2 29.1 0 0 146 
38 33.2 29.1 0 0 146 
39 32.3 29.1 0 0 146 
40 32.7 29.1 0 0 146 
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41 32 29.1 0 0 146 
42 32 29.1 0 0 146 
43 32.2 29.1 0 0 146 
44 32 29.1 0 0 146 
45 31.8 29.1 0 0 146 
46 32.3 29.1 0 0 146 
47 31.9 29.1 0 0 146 
48 32.2 29.1 0 0 146 
49 32.2 29.1 0 0 146 
50 32 29.1 0 0 146 
51 31.8 29.1 0 0 146 
52 32.6 29.1 0 0 146 
53 32.7 29.1 0 0 146 
54 32.7 29.1 0 384 146 
55 33.3 29.1 0 0 146 
56 32.7 29.1 0 0 146 
57 32.8 29.1 0 0 146 
58 33.1 29.1 0 0 145 
59 33.1 29.1 0 0 145 
60 32.8 29.1 0 0 145 
61 32.2 29.1 0 0 145 
62 32.1 29.1 0 0 145 
63 32.1 29.1 0 0 145 
64 32.6 29.1 486 515 145 
65 32.2 29.1 0 0 145 
66 32.6 29.1 0 0 145 
67 32.5 29.1 0 0 145 
68 32.1 29.1 0 0 145 
69 32.2 29.1 50 46 145 
70 32.1 28.9 0 0 145 
71 32 28.9 0 0 145 
72 31.2 28.9 0 0 145 
73 31.4 28.9 0 0 145 
74 32.1 28.9 0 0 145 
75 32.3 28.9 0 0 145 
76 33.5 28.9 0 0 145 
77 33.5 28.9 0 0 145 
78 32.6 28.9 0 0 145 
79 33.1 28.9 0 0 145 
80 33.7 28.9 0 0 145 
81 32.8 28.9 0 0 145 
82 32.2 28.9 0 0 145 
83 31.9 28.9 0 0 145 
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84 31.9 28.9 0 384 145 
85 32 28.9 0 0 145 
86 32 28.9 0 0 145 
87 32.1 28.9 0 0 145 
88 32 28.9 0 0 145 
89 32.5 28.9 0 0 145 
90 33.7 29.2 3581 1855 145 
91 62.2 30 78 0 145 
92 61 30 0 0 145 
93 62 30 0 0 145 
94 59.4 30 0 0 145 
95 62.6 30 18162 672 145 
96 61.1 30 0 0 146 
97 61.9 30 0 0 146 
98 62.8 30 0 0 146 
99 63.2 30 0 0 146 
100 64 30 0 0 146 
101 64.2 30 0 0 146 
102 62.6 30 0 0 146 
103 64.8 30 0 0 146 
104 65.4 30 0 0 146 
105 66.9 30 0 0 146 
106 66.2 30 17794 620 146 
107 66.1 30 17872 620 146 
108 68.2 30 17716 620 146 
109 69.2 30 17872 620 146 
110 68.8 30 0 0 146 
111 67.1 30 0 0 146 
112 69.7 30 0 0 146 
113 68.4 30 0 384 146 
114 70.6 30 0 0 146 
115 69.2 30 17716 620 146 
116 69.9 30 17872 620 146 
117 69.2 30 0 0 146 
118 67.4 30 0 0 146 
119 68.9 30 0 0 146 
120 50.4 30.1 7099252 129688 146 
121 61.4 30 617674 13686 146 
122 62.5 30 0 0 146 
123 69.6 30 0 0 146 
124 69.6 30 0 46 146 
125 69 30 35996 1703 146 
126 69.6 30 0 0 146 
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127 69.5 30 0 0 146 
128 69.3 30 17872 620 146 
129 70.8 30 0 0 146 
130 74.1 30 50 46 146 
131 43 30 0 0 146 
132 34.4 30 0 0 146 
133 33 30 0 0 146 
134 33.5 30 0 0 146 
135 32.8 30 0 0 146 
136 33.3 30 0 0 146 
137 31.8 30 0 0 146 
138 32.5 30 0 0 146 
139 33 30 0 0 146 
140 32.6 30 0 0 146 
141 33.5 30 0 0 146 
142 32.7 30 0 0 146 
143 33.3 30 0 384 146 
144 33.9 30 0 0 146 
145 32.7 30 0 0 146 
146 36 30 2417966 45412 146 
147 34.5 30 1945318 35071 146 
148 33.1 30 0 0 146 
149 32.6 30 0 0 146 
150 33.5 28.9 136538 2791 146 
151 32 28.9 0 0 146 
152 32.7 28.9 0 0 146 
153 33.3 28.9 0 0 146 
154 33.1 28.9 290 52 146 
155 32.5 28.9 0 0 146 
156 32.6 28.9 0 0 146 
157 32.7 28.9 0 0 146 
158 32.7 28.9 0 0 146 
159 33.8 28.9 0 0 146 
160 32.7 28.9 0 0 146 
161 33 28.9 0 0 146 
162 32.9 28.9 0 0 146 
163 33.2 28.9 0 0 146 
164 33.1 28.9 0 0 146 
165 33.4 28.9 0 0 146 
166 32.7 28.9 0 0 146 
167 32.2 28.9 0 0 146 
168 32.3 28.9 0 0 146 
169 32.6 28.9 0 0 146 
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170 32.7 28.9 0 0 146 
171 32.2 28.9 0 0 146 
172 32.9 28.9 0 0 146 
173 32.9 28.9 0 384 146 
174 32.5 28.9 0 0 146 
175 32.7 28.9 0 78 146 
176 32.6 28.9 0 0 146 
177 32.7 28.9 0 156 146 
178 32.7 28.9 0 0 146 
179 33.1 28.9 0 289 146 
180 33.2 28.9 0 0 146 
181 33.5 28.9 0 0 146 
182 32.7 28.9 0 0 146 
183 33.2 28.9 408 463 146 
184 33.6 28.9 0 0 146 
185 33.2 28.9 0 0 146 
186 32.5 28.9 0 0 146 
187 32.2 28.9 0 0 146 
188 32.2 28.9 50 46 146 
189 32.2 28.9 0 0 146 
190 32.7 28.9 0 0 146 
191 32.4 28.9 0 0 146 
192 32.3 28.9 0 0 146 
193 32.5 28.9 0 0 146 
194 32.3 28.9 0 0 146 
195 32.2 28.9 0 0 146 
196 32 28.9 0 0 146 
197 31.6 28.9 0 0 146 
198 31.7 28.9 0 0 146 
199 31.7 28.9 0 0 146 
200 32.7 28.9 0 0 146 
201 34.1 28.9 0 0 146 
202 33.2 28.9 0 0 146 
203 33.2 28.9 0 384 146 
204 33.1 28.9 0 0 146 
205 33.8 28.9 0 0 146 
206 33.1 28.9 0 0 146 
207 32.9 28.9 0 0 146 
208 32.7 28.9 0 0 146 
209 32.4 28.9 78 56 146 
210 32.1 28.9 0 0 146 
211 32.6 28.9 0 0 146 
212 32.5 28.9 0 0 146 
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213 32.5 28.9 0 0 146 
214 32.2 28.9 390 144 146 
215 32.3 28.9 0 0 146 
216 32.5 28.9 0 0 146 
217 32.7 28.9 0 0 146 
218 32.7 28.9 0 0 146 
219 32.5 28.9 0 0 146 
220 33.2 28.9 0 0 146 
221 32.9 28.9 0 0 146 
222 33.4 28.9 0 0 146 
223 33.4 28.9 0 0 146 
224 33.1 28.9 0 0 146 
225 33.1 28.9 0 0 146 
226 33.8 28.9 0 0 146 
227 33.3 28.9 0 0 146 
228 33.1 28.9 0 0 146 
229 32.4 28.9 0 0 146 
230 32.7 28.9 0 0 146 
231 32.2 28.9 0 0 146 
232 32.9 28.9 0 0 146 
233 32.7 28.9 0 384 146 
234 32.2 28.9 408 463 146 
235 32.7 28.9 0 0 146 
236 32.6 28.9 0 0 146 
237 32.3 28.9 0 0 146 
238 32 28.9 0 0 146 
239 32 28.9 50 46 146 
240 31.4 28.9 0 0 146 
241 31.7 28.9 0 0 146 
242 32.3 28.9 198 94 146 
243 32.8 28.9 0 0 146 
244 33.5 28.9 0 0 146 
245 33.2 28.9 0 0 146 
246 32.9 28.9 0 0 146 
247 33.6 28.9 0 0 146 
248 33.7 28.9 0 46 146 
249 32.4 28.9 0 0 146 
250 32.3 28.9 0 0 146 
251 32.5 28.9 0 0 146 
252 32 28.9 0 0 146 
253 32.2 28.9 0 0 146 
254 32.7 28.9 0 0 146 
255 32.2 28.9 0 0 146 
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256 32.2 28.9 0 0 146 
257 32.8 28.9 0 0 146 
258 32.8 28.9 0 0 146 
259 32.8 28.9 0 0 146 
260 32.5 28.9 0 0 146 
261 32.2 28.9 0 0 146 
262 33.2 28.9 0 384 146 
263 32.9 28.9 0 0 146 
264 34.4 28.9 0 0 146 
265 33.2 28.9 0 0 146 
266 33.1 28.9 0 0 146 
267 33.1 28.9 0 0 146 
268 33.4 28.9 0 0 146 
269 33.3 28.9 0 0 146 
270 33.1 28.9 0 0 146 
271 32.7 28.9 0 0 146 
272 32.8 28.9 0 0 146 
273 32.1 28.9 290 52 146 
274 32.3 28.9 0 0 146 
275 32.5 28.9 0 0 146 
276 32.4 28.9 0 0 146 
277 32.1 28.9 0 0 146 
278 32.5 28.9 50 46 146 
279 32.5 28.9 0 0 146 
280 31.9 28.9 0 0 146 
281 32.2 28.9 0 0 146 
282 31.3 28.9 0 0 146 
283 31.5 28.9 0 0 146 
284 32.1 28.9 0 0 146 
285 32.7 28.9 0 0 139 
286 33.2 28.9 0 0 139 
287 33.4 28.9 0 0 139 
288 33.2 28.9 0 0 139 
289 33.2 28.9 0 0 139 
290 33.8 28.9 0 0 139 
291 34.6 28.9 0 0 140 
292 32.8 28.9 0 384 140 
293 32.9 28.9 0 0 140 
294 32.7 28.9 408 463 140 
295 32.3 28.9 0 0 140 
296 32.3 28.9 0 0 140 
297 32.7 28.9 0 0 140 
298 32.9 28.9 0 0 140 
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299 45.7 30 3787 1901 140 
300 70.9 30 0 0 140 
301 65.6 30 17872 620 140 
302 70.1 30 0 0 140 
303 68.5 30 0 0 140 
304 68.8 30 0 0 140 
305 69.3 30 17794 620 140 
306 71.2 30 0 0 140 
307 68.1 30 0 0 140 
308 69.6 30 0 0 140 
309 69.9 30 17872 620 140 
310 68.7 30 17794 620 140 
311 69.3 30 17872 620 140 
312 66.4 30 0 0 140 
313 63.7 30 0 0 140 
314 63.4 30 0 0 140 
315 64.6 30 0 0 140 
316 64.5 30 0 0 140 
317 65.7 30 0 0 140 
318 63.8 30 0 0 140 
319 65.4 30 0 0 140 
320 65.9 30 0 0 140 
321 68.9 30 17872 620 140 
322 69 29.9 0 384 140 
323 70.2 30 17872 620 140 
324 65.5 30 0 0 140 
325 63.5 30 0 0 140 
326 63.8 30 0 0 140 
327 61.4 30 0 0 140 
328 55.3 30 4439560 81471 140 
329 52.8 29.9 3334793 63514 140 
330 62.6 30 13404 465 140 
331 63.7 30 0 0 140 
332 65.2 30 17872 620 140 
333 65.9 30 290 52 140 
334 71 30 17872 620 140 
335 67.6 30 0 0 140 
336 67.4 30 0 0 140 
337 55.1 30 0 0 140 
338 36 30 50 46 140 
339 33.7 30 0 0 140 
340 33.4 30 0 0 140 
341 32.5 30 0 0 140 
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342 32.2 30 0 0 140 
343 32.7 30 0 0 140 
344 32.7 30 0 0 140 
345 33 30 0 0 140 
346 33 30 0 0 140 
347 32.7 30 0 0 140 
348 32.2 30 0 0 140 
349 33.8 30 0 0 140 
350 32.5 30 0 0 140 
351 32.8 30 0 0 140 
352 34.3 30 0 384 140 
353 32.7 30 0 0 140 
354 32.9 30 408 463 140 
355 31.9 30 0 0 140 
356 32.7 30 0 0 140 
357 32.7 30 0 0 140 
358 32.3 28.9 2589953 47839 140 
359 36.6 28.9 50 46 140 
360 32.4 28.9 0 0 140 
361 33 28.9 0 0 140 
362 33 28.9 0 0 140 
363 32.8 28.9 0 0 140 
364 32.4 28.9 0 0 140 
365 33 28.9 0 0 140 
366 32.3 28.9 0 0 140 
367 32.9 28.9 0 0 140 
368 33.3 28.9 0 0 140 
369 32.5 28.9 0 0 140 
370 32.1 28.9 0 0 140 
371 33 28.9 0 46 140 
372 32.9 28.9 0 0 140 
373 31.8 28.9 0 0 140 
374 32.7 28.9 0 0 140 
375 32.3 28.9 0 0 140 
376 32.4 28.9 0 0 140 
377 32.4 28.9 0 0 140 
378 32.2 28.9 0 236 140 
379 32.7 28.9 0 0 140 
380 32.1 28.9 0 0 140 
381 32.3 28.9 0 0 140 
382 32.1 28.9 0 384 140 
383 32.4 28.9 0 0 140 
384 32.2 28.9 0 0 140 
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385 32.6 28.9 0 0 140 
386 31.7 28.9 0 0 140 
387 33 28.9 0 0 140 
388 34.2 28.9 0 0 140 
389 33.2 28.9 0 0 141 
390 33.4 28.9 0 0 141 
391 33.1 28.9 0 0 141 
392 33.3 28.9 290 52 141 
393 33.2 28.9 0 0 141 
394 33.3 28.9 0 0 141 
395 32.6 28.9 0 0 141 
396 32.5 28.9 0 0 141 
397 32.5 28.9 50 46 141 
398 31.9 28.9 0 0 141 
399 31.7 28.9 0 0 140 
400 32.2 28.9 0 0 140 
401 32.3 28.9 0 0 140 
402 31.9 28.9 0 0 140 
403 32.3 28.9 0 0 140 
404 32.4 28.9 0 0 140 
405 32.5 28.9 0 0 140 
406 32.3 28.9 0 0 140 
407 32.2 28.9 0 0 140 
408 32.5 28.9 0 0 140 
409 32.8 28.9 0 0 140 
410 32.8 28.9 0 0 140 
411 32.8 28.9 0 384 140 
412 32.8 28.9 0 0 140 
413 33.2 28.9 408 463 140 
414 33.1 28.9 0 0 140 
415 33.2 28.9 0 0 140 
416 34.1 28.9 0 0 140 
417 32.2 28.9 0 0 140 
418 32 28.9 50 46 140 
419 32 28.9 0 0 140 
420 32.2 28.9 0 0 141 
421 32.4 28.9 0 0 141 
422 32.1 28.9 0 0 141 
423 32.2 28.9 0 0 141 
424 32.3 28.9 0 0 141 
425 32.4 28.9 198 94 141 
426 32.7 28.9 0 0 141 
427 32.7 28.9 0 0 141 
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428 32.2 28.9 0 0 141 
429 32.7 28.9 0 0 141 
430 32.8 28.9 100 92 141 
431 33.2 28.9 0 0 141 
432 32.8 28.9 0 0 141 
433 32.9 28.9 0 0 141 
434 32.9 28.9 0 0 141 
435 33.3 28.9 0 0 141 
436 33.5 28.9 0 0 141 
437 33.2 28.9 0 0 141 
438 32.5 28.9 0 0 141 
439 32.4 28.9 0 0 141 
440 32 28.9 0 0 141 
441 31.8 28.9 0 384 141 
442 32.3 28.9 0 0 141 
443 32.1 28.9 0 0 141 
444 32.4 28.9 0 0 141 
445 32.6 28.9 0 0 141 
446 32.1 28.9 0 0 141 
447 32.3 28.9 0 0 141 
448 32.4 28.9 0 0 141 
449 32.2 28.9 0 0 141 
450 31.8 28.9 0 0 141 
451 32.6 28.9 0 0 141 
452 32.8 28.9 290 52 141 
453 33.2 28.9 0 0 141 
454 34 28.9 0 0 141 
455 33.2 28.9 0 0 141 
456 32.7 28.9 0 0 141 
457 33.2 28.9 50 46 141 
458 33.6 28.9 0 0 141 
459 32.7 28.9 0 0 141 
460 32.5 28.9 0 0 141 
461 32.2 28.9 0 0 141 
462 31.9 28.9 0 0 141 
463 32.6 28.9 0 0 141 
464 32.1 28.9 0 0 141 
465 32.2 28.9 0 0 141 
466 32.6 28.9 0 0 141 
467 32.4 28.9 0 0 141 
468 31.7 28.9 0 0 141 
469 32.7 28.9 0 0 141 
470 32.4 28.9 0 0 141 
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471 32.1 28.9 0 384 141 
472 32.4 28.9 0 0 141 
473 32.7 28.9 408 463 141 
474 33.2 28.9 0 0 141 
475 32.9 28.9 0 0 141 
476 32.9 28.9 0 0 141 
477 32.5 28.9 0 0 141 
478 32.8 28.9 0 78 141 
479 33.8 28.9 50 46 141 
480 32.8 28.9 0 156 141 
481 32.6 28.9 0 0 141 
482 32.5 28.9 0 289 141 
483 32.3 28.9 0 0 141 
484 32.3 28.9 0 0 141 
485 32.2 28.9 0 0 141 
486 32.2 28.9 300 94 141 
487 32.1 28.9 0 0 141 
488 32.2 28.9 0 0 141 
489 31.9 28.9 0 0 141 
490 32.2 28.9 0 0 141 
491 32.7 28.9 100 92 141 
492 32.1 28.9 0 0 141 
493 32.4 28.9 0 0 141 
494 32.7 28.9 0 0 141 
495 33.3 28.9 0 46 141 
496 32.8 28.9 0 0 141 
497 33.2 28.9 0 0 141 
498 33.4 28.9 0 0 141 
499 33.2 28.9 0 0 141 
500 33.8 28.9 0 0 141 
501 33.3 28.9 0 384 141 
502 32.2 28.9 0 0 141 
503 32.1 28.9 0 0 141 
504 32.4 28.9 0 0 141 
505 32 28.9 0 0 141 
506 32.2 28.9 0 0 141 
507 32 28.9 0 0 141 
508 32.2 28.9 0 0 141 
509 32.6 28.9 0 0 141 
510 32.3 28.9 0 0 141 
511 32.2 28.9 290 52 141 
512 32.2 28.9 0 0 141 
513 32.4 28.9 0 0 141 
138 
514 31.5 28.9 0 0 141 
515 32.3 28.9 0 0 141 
516 33.1 28.9 50 46 141 
517 33.2 28.9 0 0 141 
518 34.1 28.9 102 0 141 
519 32.9 28.9 0 0 141 
520 33.1 28.9 0 0 141 
521 33.2 28.9 0 0 141 
522 33.3 28.9 0 0 141 
523 32.7 28.9 50 46 141 
524 32.4 28.9 0 0 141 
525 32 28.9 0 0 141 
526 31.5 28.9 0 0 141 
527 31.8 28.9 0 0 141 
528 33 28.9 0 0 141 
529 31.8 28.9 0 0 141 
530 32.4 28.9 0 0 141 
531 32.2 28.9 0 384 141 
532 32.4 28.9 0 0 141 
533 32.3 28.9 408 463 141 
534 32 28.9 0 0 141 
535 32.1 28.9 0 0 141 
536 32.6 28.9 0 0 141 
537 33.3 28.9 0 0 141 
538 32.9 28.9 0 0 141 
539 33 28.9 0 0 141 
540 32.8 28.9 0 0 141 
541 32.7 28.9 0 0 141 
542 33.1 28.9 0 0 141 
543 33.4 28.9 0 0 141 
544 33 28.9 0 0 141 
545 32.7 28.9 0 0 141 
546 32.7 28.9 78 56 141 
547 32.2 28.9 198 94 141 
548 32.5 28.9 0 0 141 
549 32.5 28.9 0 0 141 
550 32.4 28.9 0 0 141 
551 32.2 28.9 0 0 141 
552 32.3 28.9 0 0 141 
553 32.3 29 78 0 141 
554 32.6 28.9 0 0 141 
555 32.2 28.9 0 0 141 
556 32 28.9 0 0 141 
139 
557 32.1 28.9 0 0 141 
558 32.8 28.9 0 0 141 
559 32.6 28.9 0 0 141 
560 33 28.9 0 384 141 
561 33.1 28.9 0 0 141 
562 33.1 28.9 0 0 141 
563 33 28.9 0 0 141 
564 33.4 28.9 0 0 141 
565 33.5 28.9 0 0 141 
566 32.7 28.9 0 0 141 
567 32.2 28.9 0 0 141 
568 32 28.9 0 0 141 
569 31.8 28.9 0 0 141 
570 32.5 28.9 0 0 141 
571 32.6 28.9 290 52 141 
572 31.9 28.9 0 0 141 
573 32.2 28.9 0 0 141 
574 32.4 28.9 0 0 141 
575 32.2 28.9 0 0 141 
576 32.4 28.9 50 46 141 
577 32.1 28.9 0 0 141 
578 32.2 28.9 0 0 141 
579 32.1 28.9 0 0 141 
580 32.7 29 0 0 141 
581 32.4 28.9 0 0 141 
582 33.2 28.9 152 122 141 
583 33.8 28.9 0 0 141 
584 33 28.9 0 0 141 
585 33 28.9 0 0 141 
586 32.9 28.9 0 0 141 
587 33.2 28.9 50 46 141 
588 31.9 28.9 0 0 141 
589 32.4 28.9 0 0 141 
590 32.2 28.9 0 384 141 
591 32.2 28.9 0 0 141 
592 32.2 28.9 0 0 141 
593 32.1 28.9 408 463 141 
594 32.1 28.9 0 0 141 
595 32.2 28.9 0 0 141 
596 32.2 28.9 0 0 141 
597 32.2 28.9 0 0 141 
598 32.1 28.9 0 0 141 
599 32.4 28.9 0 0 141 
140 
600 32.4 28.9 0 0 141 
601 32.4 28.9 0 0 141 
602 33.3 28.9 0 0 141 
603 32.9 28.9 0 0 141 
604 33.1 28.9 0 0 141 
605 33 28.9 0 0 141 
606 32.8 28.9 0 0 141 
607 33.3 28.9 0 0 141 
608 33 28.9 198 94 141 
609 32.6 28.9 0 0 141 
610 32.7 28.9 0 0 141 
611 32.2 28.9 0 0 141 
612 32.1 28.9 0 0 141 
613 32.2 28.9 100 92 141 
614 32.4 28.9 0 0 141 
615 32.1 28.9 0 0 141 
616 32.1 28.9 0 0 141 
617 32.4 28.9 0 0 141 
618 32 28.9 0 0 141 
619 32.2 28.9 0 46 141 
620 32.6 28.9 0 384 141 
621 31.9 28.9 0 0 141 
622 32.3 28.9 0 0 141 
623 32.8 28.9 0 0 141 
624 32.8 28.9 0 0 141 
625 33.3 28.9 0 0 141 
626 33 28.9 0 0 141 
627 33.2 28.9 0 0 141 
628 33.2 28.9 0 0 141 
629 33 28.9 0 0 141 
630 32.3 28.9 0 0 141 
631 32.5 28.9 290 52 141 
632 31.8 28.9 0 0 141 
633 31.8 28.9 0 0 141 
634 32.1 28.9 0 0 141 
635 32.4 28.9 0 0 141 
636 32.4 28.9 0 0 141 
637 32.5 28.9 0 0 141 
638 31.9 28.9 0 0 141 
639 32.2 28.9 0 0 141 
640 32.1 28.9 0 0 141 
641 32.2 28.9 0 0 141 
642 31.8 28.9 0 0 141 
141 
643 32.7 28.9 0 0 141 
644 32.7 28.9 0 0 141 
645 33.1 28.9 0 0 141 
646 33.4 29 0 0 141 
647 33.3 28.9 0 0 141 
648 33.5 28.9 0 0 141 
649 33.4 28.9 0 0 141 
650 33.2 28.9 0 384 141 
651 32.7 28.9 0 0 141 
652 32.2 28.9 0 0 141 
653 31.7 28.9 486 515 141 
654 32.1 28.9 0 0 141 
655 32.7 28.9 0 0 141 
656 32.4 28.9 0 0 141 
657 32.2 28.9 0 0 141 
658 32 28.9 50 46 141 
659 32.5 28.9 0 0 141 
660 32.5 28.9 0 0 141 
661 42.2 29.9 3212 1649 141 
662 66.4 30 4468 155 141 
663 61.3 30 0 0 141 
664 65.6 30 0 0 141 
665 68.1 30 0 0 141 
666 64.7 30 0 0 141 
667 68.4 30 17872 620 141 
668 65.7 30 0 0 141 
669 62.8 30 0 0 141 
670 64.7 30 0 0 141 
671 63.7 30 0 0 141 
672 63.1 30 0 0 141 
673 63.4 30 0 0 141 
674 63.1 30 0 0 141 
675 64.1 30 0 0 141 
676 64.6 30 0 0 141 
677 62.7 30 0 0 141 
678 65.1 30 0 0 141 
679 66.1 30 0 0 141 
680 67.8 30 0 384 141 
681 68.4 30 17716 620 141 
682 66.5 30 17872 620 141 
683 67.5 29.9 17872 620 141 
684 68.8 30 0 0 141 
685 69.4 30 0 0 141 
142 
686 69.9 30 0 0 141 
687 68.8 30 0 0 142 
688 65 30 0 0 142 
689 64.2 30 0 0 142 
690 63.4 30 290 52 142 
691 54.5 30 5154958 94668 140 
692 58.8 30 2120685 40967 142 
693 63.1 30 17872 620 142 
694 63.4 30 0 0 142 
695 63.5 30 0 0 142 
696 68.3 30 35666 1240 142 
697 74.3 30 17872 620 142 
698 67.7 30 0 0 142 
699 43.1 30 0 0 142 
700 34.3 30 0 0 142 
701 34 30 0 0 142 
702 33.8 30 0 0 142 
703 31.6 30 0 0 142 
704 32.2 30 0 0 142 
705 32.4 30 0 0 142 
706 32.4 30 0 0 142 
707 32.5 30 0 0 142 
708 32.7 30 0 0 142 
709 33.2 30 0 0 142 
710 33.4 30 0 384 142 
711 33.5 30 0 0 142 
712 33.8 30 408 463 142 
713 32.8 30 0 0 142 
714 33.2 30 0 0 142 
715 32.8 30 0 0 142 
716 33.2 30 0 0 142 
717 33.7 30 50 46 142 
718 33 30 0 0 142 
719 32.4 30 0 0 142 
720 32.7 30 0 0 142 
721 33.9 28.9 2811500 52100 142 
722 33 28.9 0 0 142 
723 32.9 28.9 0 0 142 
724 32.4 28.9 0 0 141 
725 33.2 28.9 0 0 141 
726 33.5 28.9 0 0 141 
727 32.6 29 0 0 141 
728 33.6 28.9 0 0 141 
143 
729 32.1 28.9 0 0 141 
730 32.2 28.9 0 0 141 
731 32.8 28.9 0 0 141 
732 32.2 28.9 0 0 141 
733 33.6 28.9 0 0 141 
734 32.5 28.9 0 0 141 
735 32.6 28.9 0 0 141 
736 33.8 28.9 0 0 141 
737 32.7 28.9 0 0 141 
738 32.7 28.9 0 0 141 
739 33.3 28.9 0 384 141 
740 32.7 28.9 0 0 141 
741 32.3 28.9 0 0 141 
742 32.4 28.9 0 0 141 
743 33.2 28.9 0 46 141 
744 32.3 28.9 0 0 141 
745 32.7 28.9 0 0 141 
746 33.2 28.9 0 0 141 
747 33.2 28.9 0 0 141 
748 33.2 28.9 0 0 141 
749 33.4 28.9 0 0 141 
750 33 28.9 290 52 141 
751 32.5 28.9 0 0 141 
752 32.7 28.9 0 0 141 
753 32.4 28.9 822 103 141 
754 31.7 28.9 0 0 141 
755 32.5 28.9 0 0 141 
756 32.4 28.9 0 0 141 
757 32.2 28.9 0 0 141 
758 32.5 28.9 0 0 141 
759 32.5 28.9 0 0 143 
760 32.7 28.9 0 0 143 
761 32.7 28.9 0 0 143 
762 31.9 28.9 0 0 143 
763 31.7 28.9 0 0 143 
764 31.7 28.9 0 0 143 
765 32.4 28.9 0 0 143 
766 33 28.9 0 0 143 
767 32.9 28.9 0 0 143 
768 33.4 28.9 0 0 143 
769 33.4 28.9 0 384 143 
770 33.8 28.9 0 0 143 
771 33.6 28.9 0 0 143 
144 
772 32.8 28.9 408 463 143 
773 33 28.9 0 0 143 
774 33.1 28.9 0 0 143 
775 31.9 28.9 0 0 143 
776 32.4 28.9 0 0 143 
777 32.5 28.9 0 0 143 
778 32.7 28.9 50 46 143 
779 32.7 28.9 0 0 143 
780 32.7 28.9 0 0 143 
781 32.5 28.9 0 78 143 
782 32.7 28.9 0 0 143 
783 32.3 28.9 0 156 143 
784 32.1 28.9 0 0 143 
785 32.6 28.9 0 289 143 
786 32.8 28.9 0 0 143 
787 33.2 28.9 0 0 143 
788 33.2 28.9 0 0 143 
789 33.3 28.9 0 0 143 
790 33.2 28.9 0 0 143 
791 33.5 28.9 0 0 143 
792 33.6 28.9 0 0 143 
793 32.7 28.9 0 0 143 
794 32.6 28.9 0 0 143 
795 32.2 28.9 0 0 143 
796 32.2 28.9 0 0 143 
797 32.7 28.9 0 0 143 
798 32.2 28.9 0 0 143 
799 32.6 28.9 0 384 143 
800 32.3 28.9 0 0 143 
801 32.7 28.9 0 0 143 
802 33.2 28.9 0 0 143 
803 32.5 28.9 0 0 143 
804 32.3 28.9 0 0 143 
805 31.7 28.9 0 0 143 
806 31.7 28.9 0 0 143 
807 32.4 28.9 0 0 143 
808 33 28.9 0 0 143 
809 33.8 28.9 290 52 143 
810 36 28.9 0 0 143 
811 74.2 30 3212 1649 143 
812 70.8 30 0 0 143 
813 68.8 30 17872 620 143 
814 71.8 30 0 0 143 
145 
815 71.4 30 17716 620 143 
816 71.4 30 0 0 143 
817 69.4 30 0 0 143 
818 73.4 30 13404 465 143 
819 69.2 30 0 0 143 
820 71.1 30 0 0 143 
821 71.6 30 0 0 143 
822 69.2 30 17872 620 143 
823 68.3 30 17794 620 143 
824 65.3 30 0 0 143 
825 65.2 30 17872 620 143 
826 60.7 30 17872 620 143 
827 59.6 30 0 0 143 
828 59.9 30 0 0 143 
829 58.5 30 0 384 143 
830 59.3 30 0 0 143 
831 58.8 30 408 463 143 
832 57.6 30 0 0 143 
833 61.1 30 0 0 143 
834 60.5 30 0 0 143 
835 64.1 30 0 0 143 
836 52.4 30 50 46 143 
837 33.8 30 0 0 143 
838 32.6 30 0 0 143 
839 32.8 30 0 0 143 
840 34.2 28.9 6966057 127959 143 
841 36.7 28.9 1121 103 143 
842 32.1 28.9 0 0 143 
843 32.3 28.9 0 0 143 
844 32.1 28.9 0 0 143 
845 33.2 28.9 0 0 143 
846 32.2 28.9 0 0 143 
847 32.3 28.9 0 0 143 
848 33.2 28.9 0 0 143 
849 32.4 28.9 0 0 143 
850 32.9 28.9 0 0 143 
851 32.1 28.9 0 0 143 
852 33 28.9 0 0 143 
853 33.2 28.9 0 0 143 
854 32.2 28.9 0 0 143 
855 32.4 28.9 0 0 143 
856 33.4 28.9 0 0 143 
857 32.7 28.9 0 0 143 
146 
858 32 28.9 0 0 143 
859 31.8 28.9 0 384 143 
860 32 28.9 0 0 143 
861 32.2 28.9 0 0 143 
862 32.3 28.9 0 0 143 
863 32.2 28.9 0 0 143 
864 32.2 28.9 0 0 143 
865 31.8 28.9 0 0 143 
866 32.1 28.9 0 0 143 
867 32.5 28.9 0 46 143 
868 31.6 28.9 0 0 143 
869 32.4 28.9 290 52 143 
870 31.7 28.9 0 0 143 
871 31.2 28.9 0 0 143 
872 32.3 28.9 0 0 143 
873 32.3 28.9 0 0 143 
874 32.7 28.9 0 0 143 
875 33.1 28.9 0 0 143 
876 33.2 28.9 0 0 143 
877 32.7 28.9 0 0 143 
878 33.3 28.9 0 0 143 
879 33.3 28.9 0 0 143 
880 33 29 0 0 143 
881 32.5 28.9 0 0 143 
882 32.2 28.9 0 0 143 
883 31.8 28.9 0 0 143 
884 32.3 28.9 0 0 143 
885 32.2 28.9 0 0 143 
886 32 28.9 0 0 142 
887 32.5 28.9 0 0 142 
888 32 28.9 0 0 143 
889 32.2 28.9 0 384 143 
890 32.2 28.9 0 0 143 
891 31.9 28.9 0 0 143 
892 32.4 28.9 408 463 143 
893 32.7 28.9 0 0 143 
894 33 28.9 0 0 143 
895 33 28.9 0 0 143 
896 32.6 28.9 0 0 143 
897 33.2 28.9 50 46 143 
898 32.7 28.9 0 0 143 
899 33.6 28.9 0 0 143 
900 33.2 28.9 0 0 143 
