Although it has long been recognised that non-biometric factors (for example, general demographic characteristics) can have an impact on the performance of automated person identification systems, such information is not routinely adopted in most practical biometric processing. In forensic applications, however, such additional information may be exploited most productively, since typical scenarios require the prediction of a wide range of individual characteristics from a range of available samples, biometric and non-biometric. In many such situations, it may be very useful to predict characteristics short of actual identity, since this type of prediction can significantly increase the amount of evidence available. In this paper we provide some benchmarking data to demonstrate the extent to which typical non-biometric information might be effective in practice in this context, and illustrate the differential effects depending on the classifier adopted. In particular, however, we investigate experimentally how traditionally measured handwritten signature data might be used to predict non-biometric categories in a way which can be exploited a variety of practical application scenarios.
Introduction
The use of biometrics-based processing to determine identity or to authenticate a claimed identity is now well established. Approaches to biometric identification, however, are highly diverse, with the choice of specific modality, classifier/verifier type, optimisation technique and overall structural configuration all very much dependent on task domain characteristics and specific application requirements in relation to different metrics of performance [6] .
As practical deployment of systems becomes more widespread, it is therefore increasingly important to understand how best to specify and implement an optimal design to meet individual application requirements, and this has stimulated a significant body of both theoretical and experimental research across a broad spectrum of interrelated topics in biometrics. For example, the relative merits of the many competing options in choosing a modality are now well understood ( [21] , [19] , [6] , [41] and [35] ), while approaches to the optimisation of individual pattern classifiers have a long history which even significantly predates their application in biometrics ( [33] , [3] , [37] , [29] , [32] and [20] ). More recently, there has been much attention paid to the design of multibiometric systems, both in order to improve levels of performance, by increasing and diversifying the amount and nature of identity information available, and to increase resistance to attack, but also to offer greater flexibility and choice to systems users ( [14] , [38] , [36] , [40] and [12] ).
While the primary objective of biometric processing is to establish individual identity, it is increasingly recognised that there is a close link between identification of individuals in situations commonly targeted by biometric systems and the longer-established area of forensic data processing. For example, latent fingerprints at a crime scene provide important information which might contribute to identification of the perpetrator, while comparison of handwriting samples (including, very commonly, a signature sample) can be a very powerful instrument in supporting crime investigations involving documents (a discussion about the relation between biometrics and forensic analysis in this context can be found in [31] and [17] .
Often, the use of such information is just one part of a more substantial and extensive body of evidence in the identification process. However, part of such an analysis of evidence might well include the need to estimate the age of the owner of the specific piece of evidence under consideration. For example, evidence of the age of a signer might be very valuable in evaluating and integrating evidence from multiple sources as part of a general situational analysis to eliminate individuals from an enquiry. However, predicting an individual's age has wider application, such as establishing whether that individual meets legal requirements for partic-ular entitlements, and this might be especially important in the case of young individuals claiming to be older than they really are.
An important reason for this is also that it is well-known that the physical ageing process has, to a greater or lesser extent, a direct impact on the biometric measurements taken from all individuals, with very important practical consequences both for attainable performance and on the requirements for template updating. There have been a number of studies reporting research on the effects of age on biometric system performance, and results have been reported, for example, on the implications of ageing on fingerprint image quality, on the generation of the handwritten signature, and so on ( [23] , [16] , [9] , [10] and [1] ).
The literature reports many studies related to the prediction of gender and age using modalities such as the face ( [30] and [24] ), voice [8] and iris [39] . However, the possibilities for using the handwritten signature for prediction of non-biometric information is not nearly so well developed.
In this paper we will both develop our understanding of how subject age affects the performance of a biometric system, using the handwritten signature for illustration but, importantly, as the principal focus of the paper we will report some work to give a significantly new perspective on the exploitation of non-biometric information, using our analysis to study the predictive capabilities of biometric systems in relation to individual characteristics. Specifically in this paper we study the relationship between subject age and performance in a biometrics-based identification task.
Experimental Infrastructure
In the experimental work to be reported here we use handwritten signature samples collected as part of a multimodal database, where each of 79 users provided their information in two sessions. The data used were collected in the Department of Electronics at the University of Kent in the UK as part of a Europe-wide project undertaken by the BioSecure Network of Excellence [11] .
In the handwritten signature, the samples were collected using an A4-sized graphics tablet with a density of 500 lines per inch. Each user donated 15 genuine samples of a handwritten signature. From each sample, 16 commonly used features (a mix of static and dynamic measurements) were extracted [16] and can be seen in Table 1 .
For simplicity we have partitioned the writer population into just three age groups taking into account the age bands most commonly used in the literature ( [16] , [2] , [8] , [26] and [27] ). The age groups adopted are < 25, 25-60 and > 60, providing the opportunity to explore age-related effects while maintaining a good representation of signers in each sub-group.
In order to investigate and evaluate performance in our Table 1 . Signature features experimental study, a range of different individual classifiers were selected in order to cover as many different classification approaches as possible, which would also form the base components of a multiclassifier system (MCS) used in the later part of our experimentation. These are as follows:
• Multi-Layer Perceptron (MLP) [18] .
• Fuzzy Multi-Layer Perceptron (FMLP) [5] .
• Radial Basis Function Neural Network (RBF) [4] .
• Optimised IREP (Incremental Reduced Error Pruning) (JRip) [15] .
• Support Vector Machines (SVM) [28] .
• Decision Trees (DT) [34] .
• K-Nearest Neighbours (KNN) [13] .
The multiclassifier systems (MCS) adopted in the present study are organised as ensembles (each individual base classifier will predict the sample class and an appropriate combination method is invoked to determine the overall output of the system). The combination methods considered include a range of different possible strategies. In the present work we have chosen one selection-based method and three fusion-based methods, each of which can be briefly described as follows:
• Dynamic Classifier Selection based on local accuracy class (DCS-LA) [42] : This selection-based method uses local analysis of competence to nominate a classifier to label an input.
• FuzzyMLP [5] : This fusion-based method is a neural classifier which incorporates fuzzy set theory into a multi-layer Perceptron framework, and results from the direct fuzzyfication in the network level in the MLP, in the learning level, or in both.
• Naive Bayesian Learning [7] : This fusion-based method is a simple probabilistic classifier based on the application of Bayes theorem with the assumption of strong independence.
• Majority Voting [22] : This non-linear fusion-based method takes into account only the top outputs of the component experts. The outputs of the classifiers are represented in a winner-take-all form (for each classifier, the output of the winner is 1 and the remaining outputs are 0) and the weights for all the experts are equal to 1.
In order to evaluate the robustness of the classification system, the cross validation methodology was chosen. Tenfold cross validation has been shown to be statistically sound in evaluating the performance of a typical classifier [25] .
Predicting Age from Biometric Data
Against this background, our current study has therefore explored specifically the predictive capability of biometric data in establishing the age of an individual. Taking the classifiers in our initial pool, we have investigated the accuracy with which the age grouping of individuals can be predicted within our handwritten signature database. Table 2 shows the experimental results obtained. A consideration of the error rates returned by our classifiers is rather instructive here. First, we note that the capacity for correctly predicting the age grouping of the sample donors is encouragingly high, at least within the constraints of these experiments, when using the handwritten signature as the source data. We note also that the largest error rates occur in predicting the age of subjects whose true age falls within the highest age band (in this case > 60).
Next, it is useful to analyse performance in greater detail, and to do this we will focus on just one of the classifiers, in this case the FMLP (italicised rows of Table 2 ) which performed relatively well. However, let us now ask a question about the predictive capability of the system in relation to a particular likely application area. For example, how does the system perform in predicting whether an individual signature susbstantiates an expectation that a suspected signer is over 25 years of age?
The results show that the system returns a prediction of being over 25 years of age in the case of those with a real age less than 25 years with an error of only 1.134% (= 0.964+0.170). Thus, in a typical practical scenario, the predictive capability of the biometric data appears to be particularly promising. It is also interesting to note that the most common incorrect prediction for an individual who is actually younger than 25 years would place him/her in the age grouping at the high end of the age range (i.e. in the > 60 group) with approximately the same probability, errors towards the middle age range accounting for the overall performance difference.
Looking at the inverse of this situation, we might consider the case where we wish to ascertain whether an individual signer is likely to be older than 60 years. In this situation the error rates are slightly higher (for example, 2.325%). Here, however, the error categories are more equally dispersed, with a slightly higher probability of being categorised as belonging to the middle (25-60) age group than the youngest (< 25) group.
Thus, our results tend to confirm findings reported from other, differently focused, studies in that it is clear that the elderly are the most likely group to exhibit problems in relation to identification based on biometric data processing. However, in predicting age from biometric data, while the signature appears to offer a strong predictive option in an unrestricted scenario, the evidence here suggests that if checking age in a scenario where meeting a minimum age requirement at the lowest end of the age range is the principal aim, then there is less to choose in performance between the classifiers than is the case if checking is occurring against a minimum age at the other end of the age scale. The error categories are also more distinct, and perhaps therefore more easily corroborated by other means when checking in the lower age group.
Finally, we have carried out experiments with a multiclassifier configuration operating on our handwritten signature database. Here we use a combination of all seven individual base classifier algorithms and explore combination algorithms based on FuzzyMLP, Majority Vote, DCS-LA and Naive Bayes. The results can also be seen in Table 2. We can see that this multiclassifier approach has marginally improved performance in the predictive capacity of the signature in forensics-related tasks (0.71% = 5.67%-4.96%). Again, in the scenario where an individual over age 60 is predicted as being younger than 60, the errors are marginally lower than with the single classifier solutions, at 2.04% (= 0.099%+1.949%).
Of course, these results are relatively preliminary, and indicate only general trends without claims of statistical significance. It is also the case that we have considered only three age bands, though we have related the results to practical scenarios potentially of real-world significance. The multiclassifier results are perhaps unexpected although caution should again be exercised in interpreting these results without some consideration of optimisation strategies.
Conclusions
We have reported some recent results from our current research programme which is exploring a number of important issues concerning the relationships between single classifier, multiclassifier and multibiometric solutions, and system implementations which may involve biometric data alone or both biometric and non-biometric data, and where many optional configurations can be considered. We have also demonstrated the potential for such work to provide new opportunities for evidence gathering in forensic applications.
We have focused specifically on the relationship between subject age and the nature of the biometric data generated. While we have illustrated how subject age can affect differentially the performance of a biometric system adopting handwritten signature and differing processing structures, we have also investigated the complementary issue of real significance in the present context, that of seeking some insight into the degree to which biometric data can be a predictor of subject age.
Our experimental results provide some valuable indicators of how to optimise a processing system configuration in this type of practical scenario, and provide a useful basis on which to develop our study, both with respect to more detailed analysis of the principles which have emerged and how to increase the resolution of prediction, but also in relation to their extension to multibiometric structures.
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