The performance of IPv4 and IPv6 are also compared.
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largely vary depending on the operating system used on the II.
NETWORK SETUP
The hardware specifications for both the client and server machines consists of Intel Core 2 Duo E6300 1.87 GHz processor, 2 GB of RAM, one AirLive WN-5000 PCI wireless NIC located on the client machine, one Broadcom NetXtreme Gigabit Ethernet NIC installed on the server machine and two
Western Digital Caviar SE 160 GB hard disks installed on both machines respectively.
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Figurel: Network test bed
A Linksys W AP441 ON access point is connected to the Broadcom NetXtreme Gigabit Ethernet NIC via a Cat 5e crossover cable. The client will be connected wirelessly to the server via the Linksys WAP4410N access point. The client must join the domain and the time must be synchronized with the server before the experiments scenarios could be tested.This was done so as to maintain consistency with similar research shown in the past including the previous work done on 802.lln [2] . The distance between the access point and the workstations was well within two meters in-order to maintain the optimum signal strength.
The operating system installed was Microsoft Windows 7 as the client and Windows Server 2008 as the server. According to Killelea [7] , throughput (the number of bits transmitted per unit time) depends on several factors in a network, such as process limitations and hardware designs. In-order to eliminate the effect of such conditions, the hardware was benchmarked and a similar setup was used for all the tests to 51 negate the effect of the processor limitations and hardware According to the manual of the specific Linksys access point used in this project, lower settings ensure efficient networking.
The default setting of I ms therefore was left for achieving the best results.
(t) RTS Threshold -RTS (Request-to-Send) is a signal sent from the transmitting station to the receiving station requesting permission to transmit data. This setting is used to decrease the problem of the hidden stations due to distance or signal blockage [8] . The manual for the Linksys access-point recommended that this be left at the default setting of 2347 for optimum performance.
(g) Fragmentation Threshold -This specifies the number of bytes used to fragment the frames with a purpose to increase transfer reliability. If the frame size is very big, it can cause heavy interference and elevate the retransmissions rate. On the other hand, if the frame is too small, it will create overhead during the transmission and reduce the throughput rate [4, 5] . [3] and performance evaluation of security protocol over the mobile IP network [10] .
IV.
RESULTS
The UDP throughput was measured for in-order to get rid of any inconsistencies shown in the results. Packet Size (bytes) V.
CONCLUSIONS
In this paper the impact of WP A2 security for both IPv4 and IPv6 for UDP protocol in Windows 7-Server 2008 environment was compared. For both IPv4 and IPv6, it was observed that implementing security can adversely impact the bandwidth in 80211 n environment. The highest bandwidth achieved for UDP was for IPv4 with open system at 175 Mbps.
VI.
FUTURE WORKS
The future work includes testing more operating systems such as Linux with IPv4 and IPv6 using both open systems and WPA2.
