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The Naval Postgraduate School (NPS) was estab-
lished to serve the advanced educational needs of the 
Navy. The broad responsibility of NPS is reflected in 
its stated mission:
To increase the combat effectiveness of commissioned officers 
of the naval service to enhance the security of the United States. 
In support of the foregoing, and to sustain academic excellence, 
fosters and encourages a program of relevant and meritorious 
research which both supports the needs of the Navy and Depart-
ment of Defense (DOD) while building the intellectual capital 
of the Naval Postgraduate School faculty.
To fulfill its mission, the Naval Postgraduate 
School advances innovation in the Navy and pre-
pares officers for employing new technologies. The 
research program at NPS supports the mission of 
graduate education. Research at NPS
• advances knowledge in a wide range of  
  disciplines relevant to DON/DOD; 
• maintains upper-division course content and 
  cutting-edge programs; 
• provides the opportunity for students to 
  demonstrate independent graduate-level 
  scholarship in their areas of study;
INTRODUCTION
The Naval Postgraduate School is pleased to present the dissertation, thesis, and capstone 
project report abstracts for unrestricted research completed in March 2018 by the 
graduating class.
• Civil-Military Relations 
• Combating Terrorism Strategy and Policy
• Defense Decision Making and Planning 
• Homeland Security and Defense 
• Security Studies
• Stabilization and Reconstruction
• National Security and Intelligence, Regional 
  Studies:
- Middle East, South Asia, Sub-Saharan Africa
- Far East, Southeast Asia, the Pacific
- Europe and Eurasia
- Western Hemisphere
School of International Graduate Studies (SIGS)
The unique programs and faculty expertise within SIGS seek to identify and address current and emerging security challenges and 
strengthen multilateral and bilateral defense cooperation between the United States and other nations. Areas of expertise range from 
nuclear nonproliferation to counterterrorism; from the history of war to emerging biological and cyber threats; and from the security 
aspects of political economy to international law. 
ACADEMIC PROGRAMS
MISSION
• challenges students with creative problem 
  solving experiences on DOD-relevant issues; 
• solves warfare problems; and
• attracts and retains quality faculty with 
  state-of-the-art expertise.
To meet its educational requirements, the Navy 
has developed a unique academic institution at NPS 
and via distance learning (DL) through specially tai-
lored academic programs and a distinctive educa-
tional experience tying academic disciplines to naval 
and joint warfighting applications. NPS has aligned 
its education and research programs to achieve three 
major goals: 
1. nationally recognized academic programs that 
support the operations of the Navy and Ma-
rine Corps, our sister services, and our allies; 
2. research programs that focus on the integra-
tion of education and research in support of 
current and emerging national security tech-
nologies and operations; and
3. executive and continuing education programs 
that support sustained intellectual innovation 
and growth throughout an officer’s career.
x
• Applied Cyber Operations 
• Computer Science (residential and DL)
• Computing Technology (DL)
• Cyber Systems and Operations
• Cost Estimating and Analysis (DL)
• Electronic Warfare Systems (International)
• Human Systems Integration
• Identity Management and Cyber Security 
  (residential and DL)
• Information Sciences
• Information Systems and Operations
• Information Systems and Technology
• Information Warfare
• Joint C4I Systems
• Joint Information Operations
• Joint Operational Logistics
• Modeling, Virtual Environments, and  
  Simulation 
• Operations Analysis
• Remote Sensing
GSOIS delivers graduate-level education and conducts cutting-edge research in four non-traditional knowledge domains responsive 
to U.S. military needs: information science and technolog y, military computer science, military operations analysis and research, 
• Acquisition and Contract Management
• Advanced Acquisition Program
• Contract Management (DL)
• Defense Business Management
• Defense Systems Analysis
• Defense Systems Management
• Executive MBA (DL)
• Financial Management
• Information Systems Management
• Material Logistics Support
• Manpower Systems Analysis
• Program Management (DL)
• Supply-Chain Management
• Systems Acquisition Management
• Transportation Management
Graduate School of Business and Public Policy (GSBPP)
GSBPP reflects the management side of national defense in support of operational requirements, with programs open to the U.S. 
uniformed services, DOD employees and contractors, federal employees, and international military and government employees. An 
integrated civilian and military faculty focuses on defense organizations, system applications, and instruction supported by extensive 
defense-oriented research. 
Graduate School of Engineering and Applied Sciences (GSEAS)
GSEAS provides advanced education in engineering and applied sciences while developing technological advances with strict ap-
plication to DOD needs, thus setting it apart from civilian graduate schools of engineering. It is focused on preparing the next 
generation of U.S. and international leaders, military and civilian alike, for the uncertainties and challenges of a rapidly changing 
technological world.
• Applied Mathematics
• Combat Systems Sciences and Technology
• Electronic Systems Engineering (residential 
  and DL)
• Mechanical Engineering for Nuclear-trained 
  Officers (DL)






  Engineering (DL)
• Space Systems Engineering
• Space Systems Operations  
  (residential and DL)
• Systems Engineering (residential and DL)
• Systems Engineering Management (DL)
• Undersea Warfare 
• Underwater Acoustic Systems (DL)
Office of the Provost
The Office of the Provost provides oversight to a specialized degree program that leads to a master of sci-
ence in systems engineering analysis. Students benefit from cross-disciplinary course offerings and research op-
portunities found in GSEAS systems engineering and GSOIS systems and operational analysis curricula. 
• Systems Engineering Analysis
xi
Independent scholarly work in the form of a dissertation (PhD), thesis (master’s/engineer), or capstone project 
is required for most academic programs. Student research projects address issues ranging from the current 
needs of the fleet and joint forces to the science and technology required to sustain long-term superiority of 
the Navy and DOD. Guided by faculty advisors, NPS students represent a vital resource within the DOD for 
addressing war-fighting problems and maintaining cutting-edge expertise, particularly in a time when tech-
nology and information operations are changing rapidly. Naval Postgraduate School alumni think innovatively 
and possess the knowledge and skills to apply nascent technologies in the commercial and military sectors. 
Their firsthand grasp of operations, when combined with challenging projects that require them to apply their 
focused graduate coursework, is one of the most effective elements in solving fleet, joint-force, and regional 
problems. NPS graduate education encourages a lifelong capacity for applying basic principles and creative 
solutions to complex problems. NPS is also unique in its ability to conduct classified research. Classified theses 
are available on the NPS SIPRNet.
STUDENT RESEARCH
Source: Naval Postgraduate School Public Affairs Office
The student body consists of U.S. officers from all 
branches of the uniformed services, civilian employ-
ees of the federal government, and international mili-
tary officers and government civilians. The student 
population distribution for March 2018 is shown in 
Figure 1.
STUDENT POPULATION
Figure 1: Total enrollment by student type for the second 
quarter of 2018. Source: NPS Academic Affairs Quarterly 
Enrollment Report, AY2018/Quarter s.
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DEGREES OFFERED
Curricula meet defense requirements within the traditional degree framework through residential or distance-
learning programs. The curricula listed below lead to master's, engineer, or doctor of philosophy degrees. NPS 























• Identity Management and 
Cyber Security
• Security Studies
Master of Business 
Administration
• Master of Business Administration
• Executive Master of 
Business Administration
 
Master of Computing 
Technology







Master of Human 
Systems Integration
Master of Science





• Combat Systems Technology
• Computer Science
• Contract Management
• Cyber Systems and Operations
• Defense Analysis
• Electrical Engineering




• Human Systems Integration
• Information Strategy and Political 
Warfare
• Information Technology Management





• Meteorology and Physical Oceanography
• Modeling, Virtual Environments, and 
Simulation






• Remote Sensing Intelligence
• Software Engineering
• Space Systems Operations
• Systems Engineering
• Systems Engineering Analysis
• Systems Engineering Management
• Systems Technology
Master of Systems Analysis
Source: NPS Public Affairs Office
Source: NPS Public Affairs Office
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MARCH 2018 DEGREES CONFERRED
Figure 2. Distribution of degrees conferred by academic school, March 2018
(unrestricted theses)
The March 2018 graduating class produced 107 unrestricted dissertations, theses, and capstone project reports 
as part of the graduation requirement. Figure 2 indicates the distribution of degrees awarded by academic school.
Source: NPS Public Affairs Office
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ACADEMIC AWARDS ANNOUNCED MARCH 2018
Many departments honor graduating students for the quality and contributions made by their dissertations, 
theses, or capstone reports. The following listing recognizes students selected by NPS faculty and military 
associations for superior academic achievement and outstanding theses.
Campus-wide
• Monterey Council Navy League Award for Highest Academic Achievement: Lieutenant Commander 
 Christine L. Fletcher, USN—Outstanding Thesis: The Unresourced Burden on United States Navy Sailors at Sea
• The Surface Navy Association’s Award for Excellence in Surface Warfare Research: Lieutenant 
 Commander Christine L. Fletcher, USN
• Naval Postgraduate School Outstanding Academic Achievement Award for International Students: Mr. 
 Yizhong Wang
• Naval Postgraduate School Outstanding Academic Achievement Award for Department of Defense 
 Student: Mr. Donald Lesh, Department of the Navy
Graduate School of Business and Public Policy (GSBPP)
• Rear Admiral Thomas R. McClellan Award for Academic Excellence in the Graduate School of Business 
 and Public Policy: Lieutenant Commander Gregory Brant, USN; and Lieutenant Commander Eric Smith, 
 USN
• Louis D. Liskin Award for Excellence in Management: Lieutenant Commander Eric Smith, USN; and 
 Lieutenant Jessika Hall, USN
• Chief of Naval Personnel Award for Academic Excellence in Manpower, Personnel, and Training 
 Analysis: Lieutenant Commander Erik Moss, USN—Outstanding Thesis: Analysis of Professional and Pre- 
 Accession Characteristics and Junior Naval Officer Performance; and Lieutenant Jessika Hall, USN
• The Graduate School of Business and Public Policy Faculty Outstanding International Student Award: 
 Major Luke Siwek, Australian Army—Outstanding Thesis: The Identification of Gender Bias in the U.S. Military 
 (co-author listed on the following page)
Graduate School of Engineering and Applied Sciences (GSEAS)
• AFCEA John McReynolds Wozencraft Electrical and Computer Engineering Academic Honor 
 Award: Lieutenant Commander Robert Sellin, USN—Outstanding Thesis: A Noise-Masking Physical Layer 
 Security Method for Multiple-Input, Multiple-Output Digital Communication Systems
• The Naval Se1 Systems Command Award in Naval/Mechanical Engineering: Lieutenant Mathew 
 Wagner, USN
• Meyer Award for Outstanding Student in Systems Engineering (Distance Learning): Lieutenant 
 Commander Jedediah Jon Magda, USN; and Mr. Matthew Allan Empfield, Naval Air Warfare Center, 
 Aircraft Division
• Space and Naval Warfare Systems Command Award in Electronic Systems Engineering: Lieutenant 
 David Scott Rose, USN
Graduate School of Operations and Information Sciences (GSOIS) 
• The Military Operations Research Society Stephen A. Tisdale Graduate Research Award: Lieutenant John 
 Tanalega, USN
• The Network Operations and Technology Outstanding Graduate Award: Lieutenant Commander Ryan 
 Clapper, USN
School of International Graduate Studies (SIGS)
• The International Student Award for Excellence in Regional or Security Studies: Lieutenant Colonel 
 Mahesh SJB Rana, Nepal Army
• The Louis D. Liskin Award for Excellence in Regional Security Studies: Lieutenant Matthew R. Conners, 
 USN
• The Outstanding United States Air Force Graduate Award, Department of National Security Affairs: 
xv
 Major Christopher E. Cherry, USAF
• The Curtis H “Butch” Straub Achievement Award· Mr. Cody Minks, St. Charles County (Missouri) 
 Department of Public Health
Outstanding Theses
• Captain Jessica U. Arellano, USMC: Marine Corps Pay Incentives
• Commander Ryan J. Carmichael, USNR: A Utility-Based Approach to U.S. Naval Humanitarian Assistance 
 and Disaster Relief (HADR) Tasking
• Captain Xian Lin Penelope Chia, Singapore Army: Assessing the Robustness of Graph Statistics for Network 
 Analysis under Incomplete Information
• Captain William L. Dunst, USMC: Evolution of the Marine Officer Fitness Report: A Multivariate Analysis
• Captain Stephen M. George, USMC; and Captain Jason S. Harbison, USMC: Evaluation of Gaps to 
 Understand Needs for HA/DR: A Case for USMC Readiness Metrics
• Lieutenant Commander Daniel L. Justice, USN: Russian Arctic Strateg y: Or How I Learned to Stop 
 Worrying and Love Bureaucratic Politics
• Ms. Samantha M. Korta: Fake News, Conspiracy Theories, and Lies: An Information Laundering Model for 
 Homeland Security
• Lieutenant Tanya W. McKnight, USN: Study of Super Dielectric Material for Novel Paradigm Capacitors
• Lieutenant Commander Joshua A. Overn, USN: Scotland’s Potential Independence: Defense Implications for 
 Britain, NATO, and the United States
• Major Luke T. Siwek, Australian Army; and Lieutenant Commander, Brandon K. Wolf, USN: The 
 Identification of Gender Bias in the U.S. Military
• Lieutenant Junior Grade Robert J. Slye, USN: Optimizing Training Event Schedules at Naval Air 
 Station Fallon








NUCLEAR PROLIFERATION IN THE MIDDLE EAST: IN PURSUIT OF A REGIONAL LOGIC
Andrea Boylan– Civilian, U.S. Department of State
Doctor of Philosophy in Security Studies
Advisor: James Moltz, Department of National Security Affairs
Scholarly literature has emphasized the role of the regional security environment in driving nuclear prolifera-
tion following the end of the Cold War. Nevertheless, few studies have examined regional nuclear dynamics. 
This dissertation investigates what drove proliferation trends over time in the Middle East, a conflict-ridden 
region. Over three time periods, representing the bipolar period (1973–1990), the unipolar period (1991–
2003), and the multipolar period (2004–2013), did proliferation increase or decrease? And did system-level or 
regional-level factors drive the change? In contrast to mainstream arguments that nuclear proliferation was 
contained during the Cold War but could be expected to increase after its end, this research finds that nuclear 
proliferation in the Middle East increased during the Cold War period but decreased after its end. Specifically, 
superpower competition during the Cold War seemed to foster greater nuclear proliferation among client 
states. The reduction of great power competition following the end of the Cold War allowed the sole super-
power, the United States, to better manage proliferation issues and strengthen existing or create new multilat-
eral mechanisms to control these threats. In the recent, less structured multipolar environment, great powers 
came together to manage proliferation with their efforts bolstered by the nonproliferation regime. Full text
Keywords: nuclear proliferation, Middle East, regional nuclear dynamics, external management, superpower 
management, regional security environment, second nuclear age, nuclear weapons, ballistic missiles, fissile 
material, nuclear warheads, nuclear-weapon-free zones, nuclear deterrence, superpower competition, Egypt, 
Iran, Iraq, Libya, Saudi Arabia, Syria, Turkey, United Arab Emirates
AGENT AND COMPONENT OBJECT FRAMEWORK FOR CONCEPT 
DESIGN MODELING OF MOBILE CYBER–PHYSICAL SYSTEMS
Curtis Adams– Civilian, United States Army
Doctor of Philosophy in Systems Engineering
Advisor: Ronald Giachetti, Department of Systems Engineering
Military intelligent ground vehicle systems have a wide variation in computationally controlled behavior logic 
that involves the interaction of both cyber and physical components as well as more typical systems engineer-
ing modeling needs and constraints. Current system concept design methods do not sufficiently address either 
the variation in cyber behavior linked to mission effectiveness or the integrated dependencies and interaction 
between the cyber and physical components. In this work, model-based concepts are developed to capture the 
required behavior logic as solution- and assembly-independent state-based agents and objects. These logical 
objects can be realized by alternative implementations and assembly aggregations, to include human assem-
blies. The approach contributes a more thorough and robust model of the subject problem domain. These 
concepts include an agent and component object system data metamodel, supporting structural system classes, 
4
DOCTOR OF PHILOSOPHY
and state-based behavior concepts. The concepts are applied to a case study project to produce a solution-
independent system concept design. Full text
Keywords: model-based system architecture, agent, component object, cyber-physical systems, concept de-
sign, autonomous convoy, intelligent behavior, architecture metamodel, context model, logical model, trajec-
tory, goals, agent logical object
MISSION-BASED ARCHITECTURE FOR SWARM COMPOSABILITY
Kathleen Giles––Commander, United States Navy
Doctor of Philosophy in Systems Engineering
Advisor: Kristin Giammarco, Department of Systems Engineering
This research introduces the Mission-based Architecture for Swarm Composability (MASC) and methodol-
ogy. This dissertation applies a mission engineering approach with model-based systems engineering founda-
tions to formalize a swarm architecture, which is an example of a complex adaptive system. This architectural 
framework and methodology extend current swarm system design methods, which are primarily bottom-up 
approaches focused on the behavior of individual agents. MASC introduces a top-down, hierarchical approach 
with an overarching mission decomposed into phases, tactics, plays, and algorithms. MASC is applied to 
three unmanned aerial vehicle swarm case studies and assessed for incorporating mission doctrine, enhancing 
architecture reusability, and improving user accessibility. The assessment of these three factors indicates that 
MASC improves the state-of-the art methods in complex adaptive system architecture design. Full text





NATIONALIST MOVEMENTS AND TRANSNATIONAL JIHAD: 
FRACTIONALIZATION OF THE CHECHEN SEPARATIST MOVEMENT
Laura Abbott––Captain, United States Air Force
Master of Arts in Security Studies (Middle East, South Asia, Sub-Saharan Africa)
Advisor: Mohammed Hafez, Department of National Security Affairs
Co-Advisor: Glenn Robinson, Department of Defense Analysis
By focusing on the case of Chechnya, this thesis analyzes how transnational jihadists gain influence in na-
tionalist movements. Chechens united to support the separatist cause during the 1994 Russian invasion of 
Chechnya. However, after the first Russo-Chechen War, the new Chechen president was unable to unite the 
Chechen elites, and rebel field commanders sought patronage elsewhere, particularly with groups connected 
to transnational jihadist networks. This thesis argues that the fractionalization of the Chechen separatist 
movement allowed transnational jihadists to gain influence in local politics and finds that strong, centralized 
political parties or leaders can curb jihadist influence, as seen in the case of Hamas in Palestine. In a broader 
view, this research analyzes why transnational jihadists are able to co-opt various local struggles in the Muslim 
world, which we see in places such as Syria and Iraq today. Identifying the conditions that allow transnational 
jihadists to co-opt a local conflict points to policy considerations for how to prevent the spread of global jihad 
in future conflict zones. Full text
Keywords: Chechnya, Palestine, transnational jihad, foreign fighter, social movement theory, civil war, frac-
tionalization, terrorism, nationalism, separatism, collective identity, framing
GEORGIA’S PROSPECTS FOR NATO MEMBERSHIP AND U.S. GRAND STRATEGY
Giorgi Beshidze– Deputy Head of Defense Policy and 
Planning Division, Ministry of Defense of Georgia
Master of Arts in Security Studies (Strategic Studies)
Advisor: David Yost, Department of National Security Affairs
 Second Reader: Karl Walling, Naval War College
Since signing the North Atlantic Treaty on April 4, 1949, the United States has remained a main driving force 
behind NATO and has played a major role in shaping today’s Euro-Atlantic security environment. Even 
though the decision-making process in NATO is based on the consensus of all member countries, the views 
of the United States on a variety of issues have been of great importance throughout NATO’s history, notably 
with respect to the Alliance’s enlargement. Accordingly, Georgia’s Euro-Atlantic integration path is closely in-
terlinked with the decisions of the United States on NATO’s future enlargement. Considering the exceptional 
role of the United States in NATO and the significance of the continuation of U.S. support to Georgia on its 
Euro-Atlantic integration path, it is important to identify and analyze internal and external factors that might 
influence U.S. foreign policy and thus determine its grand strategy. This thesis provides recommendations 
intended to support Georgia’s Euro-Atlantic aspiration—above all, to continue making significant contribu-
tions to NATO-led operations. Full text
Keywords: North Atlantic Treaty Organization, NATO, NATO’s post–Cold War enlargement, NATO-Geor-
gia relations, U.S.–Georgia relations, U.S. grand strategy
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SECURITY STUDIES
DETERRENCE VS. ASSURANCE: THE U.S. NAVAL PRESENCE IN THE PERSIAN GULF
Breshaun Brown– Lieutenant, United States Navy
Master of Arts in Security Studies (Strategic Studies)
Advisor: James Russell, Department of National Security Affairs
 Second Reader: Afshon Ostovar, Department of National Security Affairs
This thesis examines the U.S. Navy’s current strategy in the Persian Gulf and assesses which aspect of that 
strategy—deterrence or assurance—makes a more significant contribution to regional stability in the greater 
Middle East region. This research draws from two cases: the Navy’s deterrence-based strategy surrounding 
Iranian aggression toward the Strait of Hormuz and the Navy’s assurance-based strategy using Saudi Arabia 
as an example. The findings indicate that Iran poses little threat to the Strait of Hormuz for various economic 
and military reasons, suggesting that perhaps the Navy’s policy of deterring Iran through the presence of 
warships is misguided and unnecessary. Alternatively, providing assurance to Saudi Arabia seems to have a 
positive impact on regional stability. If the Navy seeks to use its warships as a stabilizing force in the region, 
it should restructure its strategy and employ ships in ways that provide assurance, not deterrence. Full text
Keywords: naval strategy, forward presence, assurance, deterrence, Persian Gulf, Strait of Hormuz
ISLAMIC STATE RECRUITING IN THE WEST: HOW DABIQ FRAMES 
RECRUITMENT MESSAGES TO APPEAL TO WESTERNERS
Tyrone Burke––Lieutenant, United States Navy
Master of Arts in Security Studies (Strategic Studies)
Advisor: Mohammed Hafez, Department of National Security Affairs
 Second Reader: Craig Whiteside, Naval War College
This thesis investigates Dabiq magazine’s messaging strategy to recruit foreign fighters from Western nations 
to fight in Islamic State (IS)–controlled areas. Dabiq magazine uses three main messages to appeal to Western-
ers: 1) loss aversion stresses that Muslims worldwide need to travel to IS-controlled areas to fight, or they risk 
losing Islam as a religion, culture, and identity; 2) selective incentives stress that potential recruits can gain 
tangible and intangible rewards in an effort to increase participation; and 3) sense of duty stresses that every 
Muslim is obligated to aid other suffering Muslims. This thesis evaluates the 15 issues of Dabiq magazine 
released from July 2014 to July 2016 to quantitatively analyze which of the three messages is presented most 
often throughout the magazine. Also, it draws correlations to real-world events that could possibly explain 
what drives IS’s messaging approach. The study finds that Dabiq almost equally stresses the loss aversion and 
sense-of-duty message, and the trends follow three distinct phases. Initially, Dabiq stressed the sense-of-duty 
argument, then faced a transition period, and eventually switched to stressing the loss aversion argument in 
the last five issues. The recruiting message’s emphasis changes dynamically based on real-time anti-terrorism 
efforts. Full text
Keywords: Abu Mus’ab az-Zarqāwī, al-Qaeda, Caliphate, Dabiq, Free Rider, Global Jihadi Movement, Islamic 
Fundamentalism, Iraq, Islamic State, Jabhat al-Nusra, loss aversion, Osama bin-Laden, selective incentives, 
sense of duty, Sykes-Picot, Syria Taliban, terrorism
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SECURITY STUDIES
VENEZUELA: A REVOLUTION ON STANDBY
Luis Calvo– Major, United States Air Force
Master of Arts in Security Studies (Western Hemisphere)
Advisor: Robert Looney, Department of National Security Affairs
Co-Advisor: Thomas Bruneau, Department of National Security Affairs
Blessed with rich agricultural terrain, Venezuela currently retains the largest proven reserves of petroleum in 
the world. Surprisingly, though, the nation presently suffers from severe food and energy crises. These crises 
have resulted in violent protests demanding President Nicolás Maduro’s ouster, yet he retains a firm grip on 
power. This thesis asks why. By exploring both crises, as well as President Maduro’s relationship with Ven-
ezuela’s elites (civilian and military leadership) and military politicization that started with President Hugo 
Chávez, this thesis shows the following reasons for Maduro’s endurance despite the crises. Regardless of what 
President Maduro states regarding sabotage and conspiracies as causes, this thesis finds that Venezuela’s food 
crisis results from over-reliance on the oil industry, lack of a developed agricultural sector, strong dependence 
on food imports, government-controlled food prices, and inflation; the energy crisis derives from inadequate 
maintenance, a lack of appropriate investments, failure to diversify sources of energy, extreme dependency on 
hydroelectric power, and corruption. Last, through the lens of Polga-Hecimovich’s four P’s, this thesis shows 
that President Nicolás Maduro remains in power by implementing a system of profit, promotions, allocation of 
political positions, and purges, and that he also retains elite loyalty through ideological indoctrination instilled 
by President Hugo Chávez. Full text
Keywords: Venezuela, Hugo Chávez, Nicolás Maduro, oil, food, energy, crisis, coercion, profit, promotions, 
politics, purges, corruption, Guri Dam, four P’s
FIGHTING THE FIRE IN OUR OWN HOUSE: HOW POOR DECISIONS 
ARE SMOLDERING WITHIN THE U.S. FIRE SERVICE
Charles Cavnor– Fire Lieutenant, Dallas (Texas) Fire Rescue Department
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Kathleen Kiernan, Center for Homeland Defense and Security
Co-Advisor: Scott Jasper, Center for Civil-Military Relations
This thesis examines how large organizations that routinely engage in high-risk activities—particularly the 
U.S. fire service—discover, interact with, and counteract deviant behaviors that latently influence safety-
centric attitudes within organizational frameworks. To a larger extent, the thesis analyzes how sociological 
interactions in the workplace shape decision-making processes in dangerous situations. The research ques-
tion specifically asks whether the U.S. fire service has normalized deviant behaviors that negatively influence 
firefighter safety. A policy analysis with recommendations was the methodology incorporated to validate the 
absence or presence of normalized deviance. This method required analyzing at a granular level the policies 
and procedures of a large metropolitan fire department, with the Dallas Fire Rescue Department (DFRD) 
chosen as a representative organization. While the thesis did not reveal widespread institutionalized deviance 
within DFRD’s emergency operation procedures, analysis of internal documents about specific emergency 
incidents signal a trend toward abnormalities in decision-making abilities in low-probability, high-risk inci-
dents. Recommendations include capturing routine information for best-practices reinforcement in addition 
to comprehensive analysis of emerging deviance patterns. Additionally, a second recommendation suggests 
incorporating an anonymous near-miss reporting system to identify workplace incidents that fall short of an 
accident, but nonetheless contain pertinent educational information. Full text
Keywords: normalization of deviance, fire service, structural secrecy, drift into failure, satisficing, amoral cal-
culator, loose coupling, Swiss cheese model, line-of-duty death, escalation of commitment
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SECURITY STUDIES
AFFECTING U.S. POLICY TOWARD LATIN AMERICA: AN 
ANALYSIS OF LOWER LEVEL OFFICIALS
Christopher Cherry––Major, United States Air Force
Master of Arts in Security Studies (Western Hemisphere)
Advisor: Christopher Darnton, Department of National Security Affairs
 Second Reader: Thomas Johnson, Department of National Security Affairs
In this paper, I examined U.S. foreign policy toward Latin America, primarily during the Cold War. I sought to 
answer the following questions: (1) What factors influenced the behavior of lower-level U.S. officials stationed 
in Latin America at the time? and (2) How much policy-affecting agency did these officials have? Using prima-
ry source documentation contained in the State Department’s Foreign Relations of the United States (FRUS) 
volumes to the maximum extent possible, I examined the following case studies: Guatemala circa 1954, Costa 
Rica circa 1948, and lastly, present-day Bolivia. In my research and analysis, I shed light on the dynamic that 
existed between Washington policymakers and lower-level officials stationed in-region, mainly ambassadors. 
My analysis resulted in the following conclusions: (1) anti-communist Cold War hysteria clouded the judgment 
of lower-level officials, (2) pressure from Washington elites largely influenced the behavior of these officials, 
and (3) U.S. officials stationed in-region had relatively little policy-affecting agency. Ultimately, I make a case 
for a U.S. foreign policy apparatus that empowers lower-level officials stationed in-region. This arrangement 
will prove most effective in observing, analyzing, and appreciating the nuances present in foreign countries, 
which would result in a flexible and tailored U.S. foreign policy. Full text
Keywords: U.S. foreign policy, international relations, Cold War, Latin America, Guatemala, Costa Rica, 
Bolivia
CARIBBEAN AND EASTERN PACIFIC MARITIME SECURITY: 
REGIONAL COOPERATION IN BRIDGE AND INSULAR STATES
Matthew Conners––Lieutenant, United States Navy
Master of Arts in Security Studies (Western Hemisphere)
Advisor: Christopher Darnton, Department of National Security Affairs
 Second Reader: Erik Dahl, Department of National Security Affairs
The international cocaine market has transformed the Caribbean Basin into the most violent region in the 
world. Against the onslaught of drugs and violence, interstate security cooperation and intelligence sharing are 
increasingly prominent features of state security strategies. The evolution of security cooperation has pushed 
cocaine flows from the Caribbean to Central America and the Eastern Pacific. Over time, increasing state 
capacity and cooperation have shaped cocaine trafficking and cut into the profit margins of cartel organiza-
tions. This thesis examines the evolution of maritime countertrafficking networks and argues that increased 
cooperation in the Insular Caribbean caused narcotraffickers to shift trafficking routes to regions without mul-
tilateral security mechanisms. Using naval strengths, interdiction data, and government estimates, this thesis 
determined that security cooperation shaped current smuggling routes. This thesis concludes that multilateral 
security arrangements are more effective against transnational criminal networks than unilateral state action. 
It points to holes in the regional security network and calls for a unified approach to transnational criminal 
networks. The regional hegemon has an outsized impact on regional security and must take steps to build and 
maintain multilateral relationships between Mexico and Central America to effectively control smuggling in 
the Eastern Pacific. Full text
Keywords: cocaine, maritime security cooperation, Central America, Caribbean, Cuba, Jamaica, Domini-
can Republic, regional security system, Honduras, Guatemala, JIATF-S, SOUTHCOM, United States Coast 
Guard, United States Navy, foreign relations, counternarcotics, smuggling
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SECURITY STUDIES
FACTORS SHAPING JAPAN’S FOREIGN POLICY TOWARD THE SENKAKU ISLANDS
Jason DeJesus– Lieutenant, United States Navy
Master of Arts in Security Studies (Far East, Southeast Asia, The Pacific)
Advisor: Robert Weiner, Department of National Security Affairs
 Second Reader: Wade Huntley, Department of National Security Affairs
China’s behavior regarding the Senkaku Islands has evolved from civilian fishing vessels entering territorial 
waters around the Islands to military vessels showing force in the region. Japan’s usual response to China’s 
behavior had been non-aggressive and proportional to China’s actions. Such use of diplomacy, combined with 
minimal improvements to defense capabilities, can be labeled as cooperative engagement. But China’s recent 
escalatory behavior has caused the Japanese government to change to a competitive, hard-hedge form of en-
gagement, with greater focus on defense capabilities than on policy. This study argues that individual Japanese 
political leaders, domestic constraints, and international law have encouraged this moderate but significant 
shift of Japanese Senkakus policy toward more aggressive engagement. Full text
Keywords: Senkaku Islands, Abe, Koizumi, constitutional revision, constitutional reinterpretation, Article 9
A COMPARATIVE ANALYSIS OF INTERNATIONAL ENCRYPTION 
POLICIES EN ROUTE TO A DOMESTIC SOLUTION
James Donahue––Assistant to the Special Agent in Charge, U.S. 
Secret Service, Richmond (Virginia) Field Office
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Wade Huntley, Department of National Security Affairs
 Second Reader: Robert Simeral, Department of Information Sciences
This thesis examines the encryption policies of Israel and China in an effort to determine whether their 
respective approaches effectively and reasonably address the issue of law enforcement access to encrypted 
devices in the United States. The proliferation of encrypted devices poses a growing challenge to law enforce-
ment agencies in their efforts to gather evidence. Meanwhile, an ongoing debate, decades in the making, 
persists between those arguing for and against easing the means by which the government accesses these 
encrypted devices. Using qualitative analysis, the thesis assesses the encryption policies of Israel and China 
in terms of legality, cost, political acceptance, and potential for success in their application within the United 
States. Based on this analysis, this thesis recommends that policymakers give consideration to a solution that 
resembles Israel’s approach. The characteristics of this model include creating, under existing laws, a central-
ized forensic laboratory supported by a network of examiners located across the country working to gain ac-
cess to encrypted devices through vulnerabilities. These efforts would be bolstered by relationships with the 
private sector and academia. Tailoring the U.S. device encryption approach to be more consistent in structure 
with that of Israel has the potential to bring the United States closer to a viable domestic solution. Full text
Keywords: encryption, device encryption, data at rest, exceptional access, lawful hacking, Fourth Amend-
ment, going dark, cell phone, Israel, China
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SECURITY STUDIES
PUTTING THE LID ON THE DEVIL’S TOY BOX: HOW THE HOMELAND SECURITY 
ENTERPRISE CAN DECIDE WHICH EMERGING THREATS TO ADDRESS
Andrew Fox––Management and Program Analyst, U.S. 
Immigration and Customs Enforcement Agency
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Rodrigo Nieto-Góomez, Department of National Security Affairs
Co-Advisor: Kathleen Kiernan, Center for Homeland Defense and Security
Evolving developments in nanotechnology, materials science, and artificial intelligence are paving the way for 
exponential growth in humanity’s abilities to create—and destroy. Emerging Promethean technologies will 
deliver capabilities to average persons that, until recently, have been relegated only to governments, militar-
ies, and large research laboratories. The responsibilities of the homeland security enterprise can be divided 
between two mission sets: the systemic mission (responding to known threats) and the future-shock mission 
(preparing for highly uncertain threats from emerging technologies). The latter mission encompasses forecast-
ing which emerging Promethean technologies are most likely to be actualized and then used by bad actors, 
and which have the direst plausible consequences. Pandora’s Spyglass, a decision-support tool for performing a 
devil’s toy box analysis, fuses best practices from a wide variety of predictive analytical techniques. It produces 
an ordinal list of most-destructive scenarios involving emerging Promethean technologies likely to come to 
market within a five- to ten-year window—a to-do list for counter-future-shock research and development. 
It is a ranking tool, not meant to serve as a budget justification or formulation tool; however, the procedure’s 
assumptions and variables can be validated so that it could legitimately serve that latter function. Full text
Keywords: Promethean technology, Promethean technologies, devil’s toy box analysis, homeland security 
systemic mission, homeland security future-shock mission, threat assessment, forecasting, Delphi technique, 
nominal group technique, red-teaming, futures studies, Technology Sequence Analysis, scenario analysis, 
brainstorming, prediction markets, prediction polls, wisdom of crowds, wisdom of the select crowd, sci-
ence fiction mindset, Pandora’s Spyglass, Homeland Security Advanced Research Projects Agency, HSARPA, 
Defense Advanced Research Projects Agency, DARPA, Intelligence Advanced Research Projects Agency 
IARPA, Department of Homeland Security Science and Technology Directorate, DHS S&T
USING THE FIRE SERVICE TO BUILD COMMUNITY ENGAGEMENT
Melanie Garrels-Bates––Captain, City of Omaha (Nebraska) Fire Department
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Erik Dahl, Department of National Security Affairs
 Second Reader: Christopher Bellavita, Department of National Security Affairs
Modern American society lacks active citizen engagement in disaster preparedness. Membership in social and 
religious organizations, too, is declining. FEMA has acknowledged that it can no longer sustain response and 
recovery without a whole-community approach, yet efforts to engage citizens in the process of preparedness 
are limited; first responders alone are responsible for the success or failure of a disaster response. What can the 
career fire services do to better engage citizens so that communities can support themselves in times of disas-
ter? Using a case study approach, this thesis analyzes Community Emergency Response Team programs from 
two fire departments to determine which parts of the programs produced more engaged citizens. A critical 
component of citizen engagement is a dynamic and dedicated fire department liaison who can keep volunteers 
coming back to the organization. Full text
Keywords: community engagement, volunteer, fire service, Community Emergency Response Team, CERT
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SECURITY STUDIES
IN BAD FAITH: THE LINK BETWEEN RELIGIOUS 
CONVERSION AND VIOLENT EXTREMISM
Brian Gibson– Assistant to the Special Agent in Charge, U.S. 
Secret Service, San Francisco (California) Field Office
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Mohammed Hafez, Department of National Security Affairs
 Second Reader: Patrick Miller, Center for Homeland Defense and Security
Recent studies found a disproportionate number of converts to Islam taking part in radical activities as op-
posed to those born into the faith. While research linking conversion to radicalization is available, a gap exists 
in research examining what in the conversion process is causing this phenomenon. This thesis asks, what is the 
relationship between religious conversion and violent extremism? This study explores 38 individuals who con-
verted to Islam and subsequently committed a radical act. The thesis investigates four hypotheses concerning 
sociological and psychological factors driving religious conversion. These driving factors are a lack of secure 
attachments, interpersonal connections, significant personal problems, and individuals with perceived griev-
ances being targeted by recruiters. The most significant driving factor in radicalization was individuals who 
had significant personal problems in their lives leading up to conversion, especially if a previous connection 
to a radical milieu existed. Recruiters seeking targets of opportunity among aggrieved individuals to convert 
was not a significant driving factor. Religious conversion by itself should not raise red flags, but conversion 
with other underlying factors indicates a greater risk for radicalization. The underlying factors are the drivers 
of radicalization, and the conversion gives individuals a reason to manifest their radical tendencies. Full text
Keywords: Islam, converts, radicalization, conversion, radical acts
EARLY WARNING: A STRATEGY TO PREVENT INJURIES AND LOSS OF 
LIFE DURING ACTIVE SHOOTER ATTACKS ON K-12 SCHOOLS
Susan Graves––Safety Coordinator, Lincoln County School District, Newport, Oregon
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Glen Woodbury, Department of National Security Affairs
 Second Reader: Christopher Bellavita, Department of National Security Affairs
Active shooter attacks occur quickly. Schools have to take immediate action to protect students and staff. 
Public address systems do not adequately warn everyone at the first sign of danger. This thesis asks to what 
extent the school fire alarm system can be a model for a lockdown notification system for emergencies involv-
ing violence. The research reviews the history, mechanics, and regulations of fire alarm systems, and uses that 
information to design a conceptual lockdown notification system. A tool to evaluate school warning system 
technologies was also developed. Six case studies reviewed schools or districts that use a lockdown warning 
system modeled after the fire alarm system. The thesis concluded the school evaluation tool is useful for iden-
tifying strengths and weaknesses of school warning systems. The tool showed that reliability is a strength of 
the conceptual lockdown notification system because it is aligned with National Fire Protection Association 
codes. The lockdown notification system has the potential to solve the problem of early warning. The research 
recommends that school decision-makers use this new tool to evaluate and select communication and warning 
system technologies. It recommends a pilot project to test the implementation of the conceptual lockdown 
notification system in schools. Full text
Keywords: active shooter attack, K-12 schools, lockdown, lockdown notification system, warning system, 




BRAZILIAN POLITICAL CORRUPTION: AN ANALYSIS 
OF THE CARDOSO-LULA-ROUSSEFF ERA
Brian Hamilton––Major, United States Air Force
Master of Arts in Security Studies (Western Hemisphere)
Advisor: Robert Looney, Department of National Security Affairs
 Second Reader: Thomas Bruneau, Department of National Security Affairs
What explains political corruption in Brazil today? With the impeachment of the most recently elected presi-
dent and the conviction for corruption and money laundering of a previous president, these national-level 
cases have been rigorously addressed. The Brazilian politician’s sense of impunity coupled with a system 
of patronage, dating back to Colonial Brazil, continues to plague the nation. Accountability in government 
spending and campaign financing seem to perpetuate the problem of political corruption. Such levels of cor-
ruption and its prosecution can be traced back to the early 1990s when Brazil’s historically first popularly 
elected president, Fernando Collor de Mello, was impeached. Politically, Brazil is a melting pot of parties, all 
grasping for a piece of the control of the nation. Corrupt heads of state are only the tip of the iceberg to an 
even larger scandal-engulfed nation involving a spattering of politicians, members of Congress, and the presi-
dential cabinets throughout the last two and a half decades. Full text
Keywords: Brazil, political corruption, Cardoso, Lula, Rousseff, 1988 Brazilian Constitution, campaign fi-
nance, vote buying, military dictatorship, military intervention
THE POLITICAL ECONOMY OF INFRASTRUCTURE INVESTMENT IN LATIN AMERICA
Noah Hassler– Major, United States Air Force
Master of Arts in Security Studies (Western Hemisphere)
Advisor: Robert Looney, Department of National Security Affairs
 Second Reader: Thomas Bruneau, Department of National Security Affairs
What factors are responsible for varying levels of infrastructure investment and development across Latin 
America? Deficiencies in economic infrastructure—broadly classified into four main sectors: transporta-
tion, energy, telecommunications, and water and sanitation—have been a principal factor limiting economic 
growth, slowing development, and increasing inequality in Latin America. In this thesis, I examine how 
formal and informal political institutions affect economic policy and the actions of politicians to determine 
the degree of infrastructure investment and development in Brazil. My research indicates that despite above-
average investment levels, Brazil’s relatively low infrastructure development stems from its degree of political 
and fiscal decentralization combined with an electoral system that promotes clientelistic networks, reducing 
the effectiveness and efficiency of investments. Though Brazil displays some geographic and cross-sector 
variation, a preliminary examination of Mexico and Chile supports the central role that institutions play in 
infrastructure investment and development across the region. Moreover, my combined analysis of these three 
cases suggests that it is not simply the shape of institutions, but also the manner in which they evolve, that 
prove instrumental in determining a country’s level of infrastructure development and the strategies by which 
it can improve. Full text
Keywords: Latin America, Argentina, Brazil, Chile, Colombia, Mexico, Peru, infrastructure investment, de-




APPLICATION OF BIG DATA ANALYTICS TO SUPPORT HOMELAND SECURITY 
INVESTIGATIONS TARGETING HUMAN SMUGGLING NETWORKS
Thomas Hodge– Supervisory Intelligence Research Specialist, 
Homeland Security Investigations, Phoenix, Arizona
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Douglas MacKinnon, Department of Information Sciences
Co-Advisor: Lauren Fernandez, Center for Homeland Defense and Security
Human smuggling organizations facilitating the smuggling of aliens into the United States have an unlawful 
network supporting their illicit transnational activities. Identifying those networks and the key facilitators is 
challenging due to high volumes of disparate data. This research focuses on how big data analytics can im-
prove the effectiveness and efficiency of Homeland Security Investigations (HSI) targeting human smuggling 
networks. The purpose of this thesis is to determine whether applying big data analytics to data associated 
with human smuggling will make network identification of illegal aliens more efficient while producing the 
necessary articulable facts to substantiate enough probable cause for subsequent investigative actions. An ex-
perimental data analytics application called Citrus is used to examine the efficiency and effectiveness of data 
analytics supporting criminal investigations. Citrus revealed that big data analytics can effectively produce 
knowledge, including probable cause, more efficiently for HSI in targeting criminal networks. The implica-
tions are significant, as the application of data analytics may reshape analytical tradecraft, and compel HSI to 
revamp data systems. Increases in efficiencies through data analytics may be limited without changes in judi-
cial processes. Upgrading processing capacities for obtaining warrants will become vital as analytics becomes 
more prevalent. Full text
Keywords: big data analytics, human smuggling
INNOVATION INCREASE: HOW TECHNOLOGY CAN CREATE OPEN, 
DECENTRALIZED, AND TRACKABLE DATA SHARING
Erica Hupka––Manager of Emergency Management, University of Kansas Medical Center
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Rodrigo Nieto-Gomez, Department of National Security Affairs
Co-Advisor: Ted Lewis, Center for Homeland Defense and Security
University research must be widely shared to increase innovation; however, regulated and sensitive informa-
tion must be secured to prevent theft and malicious misuse. The ideal sharing environment will allow universi-
ties to openly, and with trust, share verified unique data that is both immutable and ultimately traceable. Many 
technologies today facilitate pieces of the ideal sharing environment, but are unable to provide all required 
capabilities. My proposed technology solution capitalizes on the benefits of existing technologies and also 
proposes new technologies to achieve the ideal sharing environment. If this technology proves successful for 
university research sharing, it can also be expanded to other fields, including private industry research and 
development. Full text
Keywords: blockchain, university, academic research, hyperledger fabric, Turnitin, iThenticate, Google search 
engine, information sharing, information security
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SECURITY STUDIES
E PLURIBUS ANALYSIS: APPLYING A “SUPERFORECASTING” 
METHODOLOGY TO THE DETECTION OF HOMEGROWN VIOLENCE
James Huse––Assistant Special Agent in Charge, Rome Field Office, U.S. Secret Service
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Robert Simeral, Department of Information Sciences
Co-Advisor: Christopher Bellavita, Department of National Security Affairs
This thesis examines investigative decision making, cognitive biases, talent sharing, and the relationship be-
tween the random nature of lone-actor violence and a set of predefined decision-making protocols. This 
research included running four simulations using the Monte Carlo technique, which illustrated that with the 
dedication of additional resources came a concomitant effect of diminishing returns, opportunity cost, and ex-
posure to liability. The simulations also suggested that regardless of an investigative agency’s decision-making 
processes, the outcome relies on the randomness of the event. To demonstrate a prototype for a new method 
of threat analysis, a superforecasting team of analysts participated in an experimental survey. Nine participants 
reviewed five threat scenarios and assigned a score based on factors including the potential for violence and 
immediacy of the threat. Analysis in the survey was accurate for four out of five scenarios. Survey participants 
also answered six prospect theory questions, set in a homeland security context, to assess their decision mak-
ing under uncertainty. Considered together, the results from the simulations and the two-part survey explain 
the relative strength of certain threat assessments. They distinguish what may be detectable from what is sta-
tistically unpredictable through the use of a collaborative and multidisciplinary method of analysis. Full text
Keywords: threat assessment, lone actor violence, assassinations, lone wolf terrorism, school shootings, su-
perforecasting, crowdsourcing, collaboration, prospect theory, decision making, Monte Carlo simulation, Fort 
Hood
SOFT TARGET SECURITY: ENVIRONMENTAL DESIGN AND THE DETERRENCE 
OF TERRORIST ATTACKS ON SOFT TARGETS IN AVIATION TRANSPORTATION
Linda Jashari– Human Resources Specialist and Management Control Program Manager, 
Transportation Security Administration, Dallas/Fort Worth International Airport
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Anshu Chatterjee, Department of National Security Affairs
Co-Advisor: Thomas Mackin, Center for Homeland Defense and Security
Recent attacks on airports exposed an emerging threat to the security of the traveling public, attacks on soft 
targets. Incidents throughout the world indicate that terrorists, seeking to maximize life loss, and economic 
and symbolic destruction, have changed their focus to soft targets. The thesis examines plausible deterrence 
measures through environmental design for crowd protection in the aviation transportation sector. The poli-
cies of the United Kingdom, Belgium, and the United States Department of Homeland Security, Transporta-
tion Security Administration (TSA), are compared to extract best practices for soft target security. Using case 
analysis of terror attacks on airports in Brussels (2016), Los Angeles (2013), and Glasgow (2007), operational 
space, deterrence, infrastructure design, and human perception are explored as a means to reduce risk. The 
thesis finds that new airport environmental design strategies are required to protect crowds, harden the in-
frastructure, and build resilient structures. The thesis recommends applying environmental design counter-
measures in the typically crowded areas of airline ticketing queues, TSA passenger security checkpoints, and 
baggage areas by changing the adversaries’ perception of opportunistic targets. New risk-assessment models, 
changes to physical structures, use of new technology including robotics, and the broader use of simulation 
models are identified as required paths to improve the effective security of soft targets in airports. Full text
Keywords: soft target security, crowd protection, human perception, environmental design, crime prevention 
through environmental design, CPTED, Transportation Security Administration, aviation security, airport 
security, Counter-Terrorism Strategy, CONTEST
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SECURITY STUDIES
CHINA AND NORTH KOREA: THE LEVERAGE DILEMMA
Stevie Jones– Lieutenant, United States Navy
Master of Arts in Security Studies (Far East, Southeast Asia, The Pacific)
Advisor: Covell Meyskens, National Security Affairs
 Second Reader: Robert Weiner, Department of National Security Affairs
Various nations in the international domain speculate that China alone has enough leverage to compel North 
Korea into giving up its nuclear weapons. However, China claims that its influence over North Korea is lim-
ited. Although China remains North Korea’s most important ally, their relationship has often been categorized 
as complex and ambiguous, as both countries are driven by a shared history of succumbing to foreign ag-
gression. Some argue that historical events led the two countries to become estranged rather than to become 
strong allies. Conversely, others contend that the history between China and North Korea drives both coun-
tries to maintain an enduring alliance. Therefore, this thesis answers the question: Does China alone possess 
enough leverage to have major influence on North Korea’s behavior? Through analysis of China and North 
Korea’s alliance formation, the first and second nuclear crises, and the Six Party Talks, this thesis contends 
that China alone does not have enough leverage to alter North Korea’s behavior because diplomatic ties are 
not as close as some may believe. Therefore, the international community should cooperate with China so that 
influence may be gained over North Korea’s behavior. Full text
Keywords: United States, China, North Korea, leverage, alliance, alliances, denuclearization, northeast Asian 
security, nuclear weapons, competition, cooperation, peace, stability, Six Party Talks, Agreed Framework, 
nonproliferation
RUSSIAN ARCTIC STRATEGY: OR HOW I LEARNED TO STOP 
WORRYING AND LOVE BUREAUCRATIC POLITICS
This paper has been recognized as outstanding by its department.
Daniel Justice––Lieutenant Commander, United States Navy
Master of Arts in Security Studies (Europe and Eurasia)
Advisor: Emily Meierding, Department of National Security Affairs
 Second Reader: Mikhail Tsypkin, Department of National Security Affairs
Global climate change is rapidly melting the polar ice caps and thus opening the Arctic to human activity. 
Russia is particularly affected by these changes as the nation with the longest Arctic coastline and a significant 
portion of its gross domestic product generated above the Arctic Circle. This thesis examines how to best 
classify Russia’s strategy in the pre- and post-2014 periods and concludes the strategy shows a remarkable 
degree of continuity given the dramatic changes that occurred that year. Contrary to arguments that Russia 
is militarizing the Arctic or attempting to conduct a land grab, during both periods Russia has pursued an 
economic calculation strategy, attempting to maintain a benign political environment while at the same time 
steering the Arctic energy and transport sectors for the purpose of reaping economic rewards. The continuity 
noted in Russia’s strategy is perplexing when examined under a rational actor model. This thesis argues that a 
bureaucratic politics model more accurately reflects the reality of Russia’s Arctic decision making process. The 
ideological beliefs of the siloviki political bloc in Russia, combined with the personal financial connections of 
many top politicians, has led Russia to develop and maintain its Arctic strategy. Full text
Keywords: Russia, Arctic, oil, hydrocarbon, North Pole, Northern Sea Route, bureaucratic politics, siloviki
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SECURITY STUDIES
FAKE NEWS, CONSPIRACY THEORIES, AND LIES: AN INFORMATION 
LAUNDERING MODEL FOR HOMELAND SECURITY
This paper has been recognized as outstanding by its department.
Samantha Korta– Fusion Center Deputy Director/Intelligence Supervisor, 
Wisconsin Department of Justice-Division of Criminal Investigation
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Rodrigo Nieto-Gomez, Department of National Security Affairs
Co-Advisor: Lauren Wollman, Center for Homeland Defense and Security
The purpose of this research, broadly speaking, is to expose the threat that fake news poses to our national 
security. This thesis answers the question: Can the information laundering model, or a modified version of 
it, be used to explain how the internet is exploited to spread fake news, and the resulting threat to the United 
States? I assert that a well-crafted narrative, whether true or false, can be spread rapidly online due to the 
accessibility and interconnectedness of the internet ecosystem. I then articulate how these narratives can be 
further accelerated and disseminated when propagandists take advantage of existing processes that improve 
the customization, ease of access, and availability of information online. I do this by modifying the informa-
tion laundering model, then using the new model to examine the interconnectedness of search engines, blogs, 
social networking platforms, and media/academic outlets, and how these connections can be exploited to 
launder false or purposefully misleading information into public discourse. Finally, I demonstrate how this 
process allows adversarial nations, criminals, and malicious actors to increase public discord, undermine de-
mocracy, and threaten Americans’ physical and cognitive security. Full text
Keywords: fake news, information laundering, hybrid warfare, propaganda
FACTORS IMPACTING INTRA-DISTRICT COLLABORATION: A 
FIELD STUDY IN A MIDWEST POLICE DEPARTMENT
Amanda Kulikowski– Sergeant, Novi (Michigan) Police Department
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Gail Thomas, Graduate School of Business and Public Policy
Co-Advisor: Kimberlie Stephens, Graduate School of Business and Public Policy
This study focuses on factors that impact police officers’ intra- and inter-district information-sharing patterns. 
Forty participants completed a survey that identified their communication patterns. Additionally, individual 
conflict-handling styles were assessed to determine their relationship to information-sharing practices and 
networks. Finally, nine semi-structured interviews were conducted with patrol officers and detectives to iden-
tify additional factors that might explain information-sharing patterns in the department. A social network 
analysis was conducted with the quantitative data, and the qualitative data were analyzed by thematic cod-
ing. The study revealed that an individual’s conflict-handling style (whether it is competing, accommodating, 
avoiding, compromising, or collaborating) is related to his or her information-sharing habits. The collaborat-
ing style yielded a considerably higher number of ego-alter links; the accommodating and competing styles 
yielded a considerably lower number of ego-alter links. The study demonstrates strong within-role information 
sharing; officers communicated more with other officers than they did with detectives, and detectives commu-
nicated more with other detectives. Likewise, intra-district information sharing was low, while inter-district 
sharing was high. The interviews revealed several enablers of information sharing: common goals/teamwork, 
trust, and positive information flow. Barriers included ego, physical barriers, workload, and negative informa-
tion flow. Full text
Keywords: collaboration, conflict, information sharing, communication, police
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SECURITY STUDIES
ASSERTING COLLECTIVE STATE SOVEREIGNTY TO STRENGTHEN 
THE NATIONAL NETWORK OF FUSION CENTERS
Samantha Ladich––Senior Deputy Attorney General, Nevada Attorney General’'s Office
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Carolyn Halladay, Center for Civil-Military Relations
Co-Advisor: Patrick Miller, Center for Homeland Defense and Security
The lack of legal uniformity in the National Network of Fusion Centers, or National Network, is not a simple 
problem, and there is no simple solution; however, operating in a network with 79 fusion centers and 54 dif-
ferent legal frameworks while trying to detect and prevent criminal—and terrorism-related—activity is not 
a simple task, either. And despite the expenditure of significant federal, state, and local dollars to establish a 
capable and robust network of fusion centers, insufficient time and energy has been dedicated to the creation 
of an effective and uniform legal framework for the National Network. Through interviews with leadership 
from 11 fusion centers, this thesis addresses the complications of non-uniformity and evaluates three legal 
mechanisms with the potential to create uniformity. This research reveals that a congressionally approved 
interstate compact would be the most effective legal mechanism to create uniformity within the National Net-
work because it results in state statutory authority in every participating jurisdiction, has the potential to create 
national legal uniformity, and respects the sovereignty of the states vis-à-vis the federal government. Full text
Keywords: interstate compact, fusion center, legal uniformity, state sovereignty, National Network of Fusion 
Centers
COMPARING RISING POWERS: THE CASE OF PRE-WORLD WAR II JAPANESE 
NATIONALISM AND CONTEMPORARY CHINESE NATIONALISM
Jeremy Larson– Captain, United States Army
Master of Arts in Security Studies (Far East, Southeast Asia, The Pacific)
Advisor: Covell Meyskens, National Security Affairs
 Second Reader: Robert Weiner, Department of National Security Affairs
Pre-World War II Japan, throughout the first half of the twentieth century, was a nation with a strong military 
force, growing economy, and unique ethnic identity. Contemporary China exhibits similar characteristics in 
the first part of the twenty-first century. Culture, language, geography, military force, economy, and religion, 
to name only a few, are frequently referred to by scholars as sources for uniting people under the banner of 
nationalism. Oftentimes, a mix of these aspects helps to establish national unity and identity. Were Japan’s 
military, economy, and culture the main drivers of Japanese nationalism before 1945, and are these same fac-
tors driving Chinese nationalism today? After comparing similarities between Japanese and Chinese national-
ism and the roles the military, economy, and culture play as primary drivers for building national unity, this 
thesis finds that Japan’s military in the early twentieth century primarily drove national unity, with ethnic rac-
ism and economy as close supplementary factors. China’s economy, on the other hand, has been the primary 
factor for building national unity today. Japan’s interaction with the League of Nations and China’s One Belt, 
One Road initiative and interaction with regional institutions greatly influenced each state’s primary driving 
factor. Where Japan’s approach to nationalism failed in interaction with international institutions, China has 
succeeded, and a united China may very well be the next East Asian hegemon. Will Chinese nationalism result 
in war? Full text
Keywords: China, Japan, League of Nations, nationalism, One Belt One Road, OBOR, racism
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STOLEN VEHICLES FOR EXPORT: A MAJOR CONCERN FOR 
DOMESTIC AND INTERNATIONAL SECURITY
Mark MacDonnell– Sergeant, Supervisor Detective Squad, New York City Police Department
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: David Brannan, Center for Homeland Defense and Security
Co-Advisor: Patrick Miller, Center for Homeland Defense and Security
Although our federal, state, and local governments in the United States have developed effective laws and poli-
cies to reduce the number of motor vehicles stolen, these policies have largely failed to address the problem of 
the number of vehicles that are stolen and exported each year. There is increasing evidence that there are links 
between organized crime groups and terrorist organizations in the stolen-vehicle export business. This thesis 
uses the case study of the New York City Police Department’s (NYPD) efforts to curb illegal exportation of 
stolen vehicles to explore the scope of the problem at one of our nation’s largest ports (the Port of New York 
and New Jersey). The key question that framed this research was: Do these policy insights from the NYPD 
case study point to more general policy changes that would make it more difficult for criminal enterprises to 
export stolen vehicles? This research suggests a number of national policy changes would positively impact the 
illegal exporter advantage. These policy changes would provide more consistency in titling of motor vehicles, 
increase inspections of exports, and enhance enforcement capabilities. Unfortunately, this thesis was unable to 
establish a clear link between stolen vehicle exports, organized crime, and terrorist use of these stolen vehicles. 
Even so, data on this topic is scarce, but there is enough to suggest that further research into other case studies 
could develop data to shed more light on a possible connection. In any case, the findings of this thesis indicate 
more research would be worthwhile, as the stolen vehicle market is the most lucrative illicit market behind the 
drug market, and a better understanding could only benefit law enforcement’s efforts to counter it. Full text
Keywords: Border Enforcement Security Task Force, New York City Police Department, Port of New York 
and New Jersey, vehicle theft, stolen vehicles, carjacking, West Africa, shipping stolen vehicles, Real ID, Anti 
Car Theft Act, vehicle title
OBSESSIVE-COMPULSIVE HOMELAND SECURITY: INSIGHTS FROM 
THE NEUROBIOLOGICAL SECURITY MOTIVATION SYSTEM
Marissa Madrigal––Chief Operating Officer, Multnomah County, Oregon
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Rodrigo Nieto-Gomez, Department of National Security Affairs
 Second Reader: Christopher Bellavita, Department of National Security Affairs
This thesis explores the impact of human neurobiology on the securitization process within the homeland 
security field. It proposes a model for how activation of the neurobiological security-motivation system can 
lead to securitization in response to a security speech act. It explores the model by qualitatively analyzing three 
examples of securitization processes in the homeland security field for security motivation markers: the 9/11 
terrorist attacks, Russian social media propaganda, and the 2016 U.S. presidential election. This thesis found 
evidence that security motivation may be having an impact on security-related decisions within the homeland 
security field through its bias toward compulsive precautionary behavior rather than cognitive reassessment. It 
recommends 1) further study of security motivation triggers and duration of activation; 2) changes in the com-
munication of potential threats by security practitioners; and 3) exploration of how trauma-informed practices 
can protect cognitive capacity and reduce compulsive security-related behavior. Full text
Keywords: security motivation, security theory, obsessive-compulsive disorder, threats, securitization, neu-




WEAPONS OF MASS DISTRACTION: STRATEGIES FOR COUNTERING 
THE PAPER TERRORISM OF SOVEREIGN CITIZENS
Terri March-Safbom––Court Administrator, North Las Vegas (Nevada) Justice Court
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Carolyn Halladay, Center for Civil-Military Relations
Co-Advisor: Lynda Peters, Department of National Security Affairs
Sovereign citizens and other anti-government groups affect the judicial system through a tactic known as 
paper terrorism, clogging the courts with nonsensical, voluminous filings, phony lawsuits, and false liens 
against public officials as a form of harassment and intimidation. This behavior is sometimes a precursor to 
violence. As such, this thesis examines legislative measures in various jurisdictions to thwart paper terrorism, 
particularly directed against the courts and judicial officials. An exploration of the origins of the movement’s 
history, tactics, violent tendencies, and ideology provides an understanding of the mindset behind this behav-
ior, which, in turn, informs recommendations for prevention and deterrence. Comparative analysis of avail-
able policy solutions endeavors to validate this hypothesis. The analysis targets five states for further study. A 
survey of court professionals provides insight into the depth of the problem and effectiveness of solutions. The 
findings of this project suggest that no single solution is completely effective; still, this research concludes with 
recommendations for multiple levels of legislation and administrative procedures. Full text
Keywords: sovereign citizens, paper terrorism, false liens, court security, fraudulent filings, domestic terror-
ism, right-wing extremism, anti-government movement
THE MANCHURIAN RESPONDER? HOW MILITARY AND FEDERAL 
GOVERNMENT PRACTICES CAN HELP STATE AND LOCAL PUBLIC 
SAFETY AGENCIES PREVENT MALICIOUS INSIDER ATTACKS
Ryan McGovern––Captain, Boston (Massachusetts) Fire Department
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Erik Dahl, Department of National Security Affairs
Co-Advisor: Paul Smith, Department of National Security Affairs
A treacherous police officer or firefighter has the training, access, and expertise to cause numerous casualties 
among his or her colleagues and the public at large. In response to this threat, state and local public safety 
agencies may be greatly overestimating the ability of current pre-employment screening procedures to prevent 
radicalized individuals from infiltrating their ranks. Principally, psychological exams are insufficient to screen 
out terrorists because terrorists are ideologically, rather than psychopathically, motivated. Simply put, terror-
ists are sane, rational actors seeking to correct a grievance. However, this thesis reveals that the greater risk 
lies not with infiltrators, but with existing members of the agency who become radicalized. Consequently, this 
thesis focuses on how an agency should protect itself against this form of insider threat. Organizations should 
implement stricter and more in-depth screening of individuals seeking positions in police or fire departments, 
educate existing members on the signs of radicalization, and provide a clear reporting mechanism that culmi-
nates in appropriate investigative procedures and mitigation strategies to prevent a terrorist plot. To protect 
American lives, police and fire departments must consider the legitimate risk of a radicalized first responder 
developing within their ranks before a malicious plot materializes. Full text
Keywords: insider threat, radicalization, terrorism, public safety, pre-employment screening, malicious insider
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SECURITY STUDIES
RUSSIA AND NATO MISSILE DEFENSE: THE EUROPEAN PHASED 
ADAPTIVE APPROACH EXPERIENCE, 2009-2017
Chelsey McMahan––Lieutenant, United States Navy
Master of Arts in Security Studies (Europe and Eurasia)
Advisor: David Yost, Department of National Security Affairs
 Second Reader: Mikhail Tsypkin, Department of National Security Affairs
The objectives of the U.S. government’s European Phased Adaptive Approach (EPAA)—the U.S. contribu-
tion to NATO missile defense—set out by President Barack Obama in September 2009 were modified over 
the course of his administration, which ended in January 2017. This thesis explores how U.S. interactions 
with Russia and the NATO Allies influenced the decisions on modifications made by the United States—for 
example, the cancellation in March 2013 of the EPAA’s projected fourth phase. The thesis finds that U.S. in-
teractions with the NATO Allies and Russia played a role in revisions in the original objectives of the EPAA 
but were not the only contributing factors. Budgetary constraints, technological issues, and reassessments of 
threats also led to modifications in the EPAA program. Providing for the defense of populations, national 
territories, and forces remains a high priority for the United States and its NATO Allies, and the Alliance has 
repeatedly sought dialogue and cooperation with Russia concerning missile defense. Events have vindicated 
the EPAA’s design for adaptability to benefit from technological innovations and to meet the evolving needs 
for Alliance protection in the international security environment. Full text
Keywords: European Phased Adaptive Approach, EPAA, NATO missile defense, Alliance missile defense, 
Russia, NATO, United States, ballistic missiles
CAN WE DEFEND THE DEFENSE SUPPLY CHAIN? LESSONS LEARNED 
FROM INDUSTRY LEADERS IN SUPPLY CHAIN MANAGEMENT
Ronald Menz––Supervisory Customs and Border Protection Officer (Port 
Director), U.S. Customs and Border Protection Office of Field Operations
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Rodrigo Nieto-Gomez, Department of National Security Affairs
Co-Advisor: Lauren Wollman, Center for Homeland Defense and Security
To protect the defense supply chain from counterfeit electronic parts, this thesis suggests that the Depart-
ment of Defense (DoD) should adopt supply chain management methodologies used by Apple and the United 
Kingdom’s Ministry of Defence (MoD). The paper explains how the 2011 Senate Armed Services Committee 
investigation exposed the problem of counterfeit components throughout the defense supply chain and de-
scribes the DoD’s subsequent measures to address the issue, which have proven ineffective at best. The author 
uses two case studies and comparative analysis to identify and examine the practices Apple and the MoD use 
to protect their supply chains, some of which have become industry standards. The two case studies also high-
light the disparities between the industry-recognized best practices in supply chain management and current 
DoD practices. Based on analysis of the case studies, the thesis provides a number of policy recommendations 
that the DoD could employ as part of its strategic effort to improve and protect the defense supply chain from 
counterfeit components. Full text
Keywords: counterfeit, components, supply chain management
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SECURITY STUDIES
NEW TERRORISM IN FRANCE
Michael Meyer– Lieutenant Colonel, United States Marine Corps
Master of Arts in Security Studies (Europe and Eurasia)
Advisor: Erik Dahl, Department of National Security Affairs
 Second Reader: Zachary Shore, Department of National Security Affairs
Today’s global community needs a better answer to the problem of jihadist violence. The threat continues to 
change, which often leaves states unprepared for the next violent event. This thesis illuminates one part of the 
discussion by addressing the following question: Why did France face an increased terror threat in 2012, when 
10 years prior to this, it was widely praised for its effective counterterrorism efforts? This work recognizes 
a new version of global Salafist jihad, which manifests in a decentralized, transnational movement and uses 
social media to perpetuate a narrative of civilizational conflict. Then, an analysis of the dynamics of state-
societal interaction in France prior to 2012 is used to identify three undercurrents that new terrorism could 
leverage. First, a review of the history of French Muslim political activism reveals that their success in winning 
concessions from the state is limited. Second, an increasing number of second-generation Muslim youth are 
unable to identify with either Eastern or Western culture. Third, France’s record of exceptionally Westernized 
Muslim sentiment likely antagonizes jihadist ideologues. By this framework, jihadists are motivated to recruit 
wayward youth with a narrative of renewed identity and purpose in jihad. Full text
Keywords: new terrorism, France, Muslim, Islam, leaderless jihad, lone wolf, media, identity, anthropology, 
counterterror, Merah, investigative magistrate, Islamist, religion
HACKING THE SILOS: ELIMINATING INFORMATION BARRIERS 
BETWEEN PUBLIC HEALTH AND LAW ENFORCEMENT
Cody Minks––Regional Public Health Emergency Planner, St. Charles 
County (Missouri) Department of Public Health
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Anke Richter, Defense Resources Management Institute
 Second Reader: Lauren Fernandez, Center for Homeland Defense and Security
This thesis aims to define the current level of information sharing and integration between public health and 
law enforcement by examining fusion centers and Joint Terrorism Task Forces ( JTTFs). The data collection 
instruments for this thesis were three separate but closely related surveys sent to fusion centers, JTTFs, and 
public health departments. Only one of the 23 surveyed fusion centers truly includes public health consid-
erations in its functions, a decrease from research conducted by Naval Postgraduate School master’s student 
James Morrissey in 2007. None of the JTTF respondents have a public health representative on their task force 
and, although the public health sector is interested in integration, its representatives rarely contact JTTFs and 
fusion centers to initiate collaboration. The data from the literature and surveys indicate that fusion centers 
and JTTFs want to collaborate with the public health sector, as well, but face integration obstacles such as 
funding, manpower, and resources. This thesis proposes recommendations to improve collaboration between 
law enforcement and public health agencies across the United States, including removing certain requirements 
to serve, expanding the role of regional public health planners, and re-expanding federal grant programs to 
reflect originally established funding opportunities. Full text
Keywords: fusion centers, Joint Terrorism Task Forces, JTTF, public health, information sharing, law enforce-
ment, public health emergency
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SCOTLAND’S POTENTIAL INDEPENDENCE DEFENSE IMPLICATIONS 
FOR BRITAIN, NATO, AND THE UNITED STATES
This paper has been recognized as outstanding by its department.
Joshua Overn––Lieutenant Commander, United States Navy
Master of Arts in Security Studies (Strategic Studies)
Advisor: Donald Abenheim, Department of National Security Affairs
Co-Advisor: David Yost, Department of National Security Affairs
The significance of an independent Scotland would reach far beyond the borders of the United Kingdom. 
Although the first Scottish independence referendum did not pass in September 2014, it raised some important 
questions that could affect the security of Europe and North America. The June 2016 Brexit vote calling for 
the United Kingdom’s withdrawal from the European Union has fueled speculation about a second possible 
referendum on Scottish independence, owing to the fact that a majority of Scots voted to remain in the EU. 
This thesis examines the potential consequences of an independent Scotland through the lessons learned from 
Scotland’s 2014 referendum and analysis by scholars in international relations and strategic studies. These pos-
sible consequences could include the weakening of the United Kingdom’s defense posture, the United King-
dom’s possible abandonment of its nuclear weapons, and uncertain prospects for a Scottish application to join 
NATO. The ramifications could be substantial for the security policies of the United Kingdom, the United 
States, and NATO as a whole. Full text
Keywords: Scottish independence, Brexit, UK armed forces, UK nuclear program, NATO-nuclear deterrence, 
NATO-security policy, U.S. foreign policy
LAW ENFORCEMENT’S DILEMMA: FIGHTING 21ST CENTURY ENCRYPTED 
COMMUNICATIONS WITH 20TH CENTURY LEGISLATION
Robyn Owen– Intelligence Research Specialist, Department of 
Homeland Security, Homeland Security Investigations, Tucson, Arizona
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Erik Dahl, Department of National Security Affairs
 Second Reader: Christopher Bellavita, Department of National Security Affairs
This thesis explores the issue law enforcement has been confronting since the Edward Snowden leaks prompt-
ed technology companies to design their communication devices with enhanced encryption. As a result of 
these modifications, many investigations have been stymied because providers claim that they can no longer 
furnish law enforcement with device and communication content, even when so ordered by the court. Device 
designers and communication providers claim that enhanced encryption is intended to protect individual 
privacy and corporate intellectual property. However, these changes have resulted in providing criminals and 
terrorists alike with avenues to communicate anonymously and out of law enforcement’s reach. A significant 
issue is that legislation has not kept pace with emerging communication platforms. The policy analysis method 
was employed to explore potential solutions to this issue, culminating with the conclusion that the problem 
requires a two-pronged approach to address both data in motion, and data at rest. Data in motion refers to 
communications in real time, and it should be addressed by installing spyware to capture the content. Data 
at rest refers to stored content, and it should be addressed by the use of split-key encryption. Both methods 
would require amending current statutes or drafting entirely new legislation to cover existing and future com-
munication platforms. Full text
Keywords: enhanced encryption, electronic communications, law enforcement
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THE CLOUDY CRYSTAL BALL: DETECTING AND DISRUPTING 
HOMEGROWN VIOLENT EXTREMISM
James Pendley––Assistant Chief, Jacksonville (Florida) Sheriff’s Office
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Erik Dahl, Department of National Security Affairs
Co-Advisor: Patrick Miller, Center for Homeland Defense and Security
Homegrown violent extremism (HVE) is unpredictable, but not completely absent of warning signs. This 
thesis evaluates how potential homegrown extremists can be identified before an attack occurs, and the use 
of preventive detention is considered for preempting violent acts. An evaluation of recent HVE incidents—
including the Boston Marathon bombing, Charleston church shooting, San Bernardino shooting, Orlando 
Nightclub massacre, and Fort Lauderdale airport attack—reveals threat investigation gaps. Without a crystal 
ball, it is unlikely investigators could have predicted violence in these cases, but opportunities for improve-
ment were found in hindsight. This thesis argues that multidisciplinary teams (MDTs) and threat assessment 
tools can contribute to better outcomes in the future. Research in this thesis indicates that MDTs using risk 
assessment instruments can add value to programs that attempt to identify individuals who are more likely to 
commit extremism-inspired violence, but these techniques lack the precision necessary to justify preventive 
detention. This thesis introduces and recommends the use of a trusted contact model to visualize how stake-
holders in an MDT framework interact. This thesis also recommends a threat assessment matrix to prioritize 
intervention efforts. The threat assessment matrix aligns a person’s radical belief system with evidence of 
violent behavior to manage potential risks. Full text
Keywords: homegrown violent extremism, radicalization, terrorism, preventive detention, multidisciplinary 
teams, threat assessment, risk management, counterterrorism, countering violent extremism, law enforcement, 
mental health, social work, community partnership
THE IMPACT OF PRO-GOVERNMENT MILITIAS ON STATE AND HUMAN SECURITY: A 
COMPARATIVE ANALYSIS OF THE AFGHAN LOCAL POLICE AND THE JANJAWEED
Mark Phelps– Lieutenant, United States Navy
Master of Arts in Security Studies (Middle East, South Asia, Sub-Saharan Africa)
Advisor: Jessica Piombo, Department of National Security Affairs
 Second Reader: Kalev Sepp, Department of Defense Analysis
How do pro-government militias impact state and human security? Throughout the world, governments are 
more frequently interacting with and employing armed groups and militias in order to increase their security 
and position through unofficial means. Additionally, throughout the current academic literature, there are 
significant disagreements on the impacts of pro-government militias on state and human security. This thesis 
examines the relationship and impact of pro-government militias on state and human security by conducting 
a comparative analysis on two recent pro-government militias, the Afghan Local Police in Afghanistan and 
the Janjaweed in Sudan. The resulting analysis of this research generates two major theses: First, that the use 
of pro-government militias can provide limited increases in security to the principal who employed them; 
second, that we should expect to see an inverse relationship between pro-government militia employment 
and human security. This study also identifies several areas where the international community should focus, 
in order to understand how current or future pro-government militias may impact state and human security. 
Full text
Keywords: pro-government militia, Janjaweed, Afghan Local Police, ALP, Sudan, Afghanistan
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NATIONAL DEFENSE UNIVERSITY: AN INTEGRATED HIGHER DEFENSE EDUCATIONAL 
INSTITUTE FOR DEMOCRATIZATION OF CIVIL-MILITARY RELATIONS IN NEPAL
Mahesh Rana––Lieutenant Colonel, Nepalese Army
Master of Arts in Security Studies (Civil-Military Relations)
Advisor: Carolyn Halladay, Center for Civil-Military Relations
Co-Advisor: Cris Matei, Center for Civil-Military Relations
Despite its transition from a constitutional monarchy to a secular federal democratic republic in 2006, Nepal 
has yet to achieve the ultimate outcomes of the democratic consolidation process—political stability, stable 
governance, peace, and security. The stalled democratic consolidation process largely results from gaps in 
civil-military relations (CMR). In the absence of a higher defense education platform—like the National De-
fense University (NDU) in the United States—unequal levels of professional competencies among the civilian 
officials, military leaders, and senior officers of Nepal’s security forces have contributed to ineffectiveness 
and inefficiency at the policy, strategy, and decision-making levels. In particular, the civilian leadership has 
demonstrated an inability to effect critical decisions during a recent natural disaster. In this connection, this 
research traces the development of professional military education (PME) institutions in Germany and the 
United States and analyzes the importance of integrating higher defense education to enhance professional 
competencies, defense capabilities, and democratization of CMR. Based on this analysis, the thesis examines 
the feasibility of and recommends establishing a unique, country-specific, and interagency integrated higher 
defense educational institute that promotes PME, civil defense education, and national security education 
programs under one national institutional umbrella like NDU. Full text
Keywords: Integrated higher defense educational institution, IHDE, National Defense University, NDU, 
civil-military relations, CMR, professional military education, PME, civilian defense education, CDE, and 
national security education, NSE
EFFICIENCY VS. SECURITY: INFORMATION TECHNOLOGY 
CONSOLIDATIONS-RESILIENCE, COMPLEXITY, AND MONOCULTURE
Jennifer Ricker– Acting Director, Illinois Emergency Management Agency, Springfield, Illinois
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Ted Lewis, Center for Homeland Defense and Security
Co-Advisor: Scott Jasper, Center for Civil-Military Relations
Governmental organizations commonly seek to cut costs and increase efficiency through consolidation and 
standardization of information technology (IT) infrastructure. This may result in vulnerabilities not typically 
considered by policymakers, due to concentration and homogenization of critical assets, elimination of redun-
dancy and surge capacity, and tightly coupled systems. This thesis reviewed the potential vulnerabilities that 
may exist in consolidated IT systems due to the effects of complexity, self-organized criticality, and monocul-
ture, and shows that efficient systems carry inherent vulnerabilities. Because we cannot mitigate every possible 
threat, hazard, or vulnerability, IT professionals should focus on system resilience. Resilience of a system is 
counter-proportional to the product of vulnerability and spectral radius; therefore, any increase in vulner-
ability, spectral radius, or both decreases resilience. A reduction in overall vulnerability can compensate for 
increased self-organization and other losses of resilience through a variety of recommended actions. Many of 
those actions come with a cost—organizations will have to determine the tradeoffs they are willing to make 
between efficiency and security. Full text
Keywords: complexity, resilience, monoculture, efficiency, security, self-organization, IT consolidation
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SECURITY STUDIES
A REGULATORY FRAMEWORK FOR NANOTECHNOLOGY
Stephen Ridge––Assistant Senior Watch Officer, U.S. 
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Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Carolyn Halladay, Center for Civil-Military Relations
Co-Advisor: Lauren Wollman, Center for Homeland Defense and Security
Presently, the regulatory framework for nanotechnology consists of regulating entities addressing concerns 
about nanotechnology under existing rules and laws. This thesis answers this question: How can regulatory 
decisions of policymakers regarding the framework of nanotechnology regulation be informed by a map of 
the regulatory landscape of nanotechnology and a review of the regulatory frameworks for the aviation and 
biotechnology industries? To make recommendations about the appropriate regulatory framework for nano-
technology, this thesis reviews the existing regulatory frameworks of aviation and biotechnology and maps the 
regulatory landscape in the United States by examining stakeholders, regulatory entities, and applicable legisla-
tion. The landscape map and review of existing regulatory frameworks reveal that the established regulatory 
framework could be sufficient for the current state of nanotechnology if the limitations of technical expertise 
are addressed. This expertise can be provided by advisory committees of technical and industry experts to the 
Environmental Protection Agency, Food and Drug Administration, Consumer Product Safety Commission, 
and National Institute for Occupational Safety and Health. Full text
Keywords: nanotechnology, regulation, regulatory framework, stakeholder analysis, power-interest grid, nano-
materials, nanoscale, consumer protection, National Nanotechnology Initiative, National Science Foundation
CHINA’S RISE IN SOUTH AMERICA: THE PARTNER OF CHOICE?
Brandon Rogers––Major, United States Air Force
Master of Arts in Security Studies (Western Hemisphere)
Advisor: Rodrigo Nieto-Gomez, Department of National Security Affairs
 Second Reader: Emily Meierding, Department of National Security Affairs
As Chinese investment in South America has grown exponentially and influenced the region, has South 
America benefited from the investment? This paper features case studies of both Venezuela and Argentina 
to illustrate how Chinese investment has had different effects on these two economies. Venezuela has relied 
heavily on loans-for-oil to fuel its socialist economy and feed its political structure, resulting in very negative 
outcomes. On the other hand, Argentina has channeled Chinese investment mostly into infrastructure, such 
as energy diversification projects, with the construction of two hydroelectric dams, two nuclear reactors, and 
upgrades to its outdated railway systems. Chinese investment can boost South American economies if it is used 
for infrastructure that will lead to less reliance on additional Chinese loans. Unfortunately, both countries rely 
heavily on raw material exports and need to ensure that manufacturing and technology-based jobs are not 
lost in the process. As China gains more influence in the region, the United States needs to provide alternate 
sources of investment and bring to light the pitfalls created by the current Sino-South America partnership. 
Full text
Keywords: U.S. hegemony, non-intervention, China’s rise, foreign investment, Good Neighbor policy, partner 
of choice, going-out, Western banks, natural resource, loans-for-oil, Washington Consensus, national champi-
ons, China Development Bank, foreign reserves
26
SECURITY STUDIES
FUSION CENTER CHALLENGES: WHY FUSION CENTERS HAVE 
FAILED TO MEET INTELLIGENCE SHARING EXPECTATIONS
Shane Salvatore– Lieutenant Commander, United States Navy
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Erik Dahl, Department of National Security Affairs
Co-Advisor: Robert Simeral, Department of Information Sciences
This thesis intends to uncover why critics have cited fusion centers at the national, regional, and state levels of 
the Intelligence Community for the inability to share intelligence. The research method examines three case 
studies: the National Counterterrorism Center (NCTC), the El Paso Intelligence Center (EPIC), and state and 
local fusion centers now combined into a National Network. All three case studies reveal how fusion centers 
at these various levels of the IC have been inhibited from sharing information because of three primary chal-
lenges: (1) the absence of a standardized model, (2) an insufficient concentration on counterterrorism (CT) as 
a mission, and (3) underdeveloped or missing external agency partnerships, although each challenge often af-
fects each particular case study in different ways. For the NCTC, external partnerships exhibit the most preva-
lent challenge at the national level; for EPIC, the diffusion of its mission creates the most difficult obstacle for 
it to overcome; and for the National Network, standardization precludes state and local fusion centers from 
sharing information while barring them from a more refined mission-set and better, more reciprocal partner-
ships. Full text
Keywords: fusion center, intelligence sharing, National Counterterrorism Center, El Paso Intelligence Center, 
National Network of Fusion Centers
IMPLICATIONS OF IDEOLOGY IN THE ENDURANCE OF 
COMPETITIVE AUTHORITARIAN REGIMES
Gumersindo Rodrí guez– Major, United States Air Force
Master of Arts in Security Studies (Western Hemisphere)
Advisor: Christopher Darnton, Department of National Security Affairs
 Second Reader: Rachel Sigman, Department of National Security Affairs
What are the implications of ideology in the endurance of competitive authoritarian regimes? This thesis aims 
to study this connection through a comparison of two recent studies in Latin America: Perú, as governed by 
Alberto Fujimori, and Venezuela, under the rule of Hugo Chávez. I found that ideology, albeit significant, 
takes a back seat to economic and security triumphs by the authoritarian. Recently, there has been an increase 
in strong men rising to power in many countries. If we understand their sources of support, we can better 
anticipate, prepare, and perhaps even prevent their ascension. Full text
Keywords: authoritarianism, ideology, Hugo Chávez, Alberto Fujimori, Venezuela, Perú
PUTIN’S PROPAGANDA WAR: IS HE WINNING?
Masha Scheglov–– Captain, United States Air Force
Master of Arts in Security Studies (Europe and Eurasia)
Advisor: James Moltz, Department of National Security Affairs
 Second Reader: Tristan Mabry, Department of National Security Affairs
Following its invasion of Ukraine, Russia has executed an information campaign that could fundamentally 
change its role on the international scene. Vladimir Putin, through his use of hybrid tactics, has orchestrated a 
narrative painting ethnic Russians throughout Moscow’s near-abroad as victims of the West, which, he claims, 
wants to dictate immoral social practices and policies of political domination against Slavic civilization gener-
ally and Russia more specifically. Ultimately, this thesis addresses whether Russia is winning the propaganda 
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war, and if so, where it has managed to claim victories. Putin’s attempts to co-opt populations in Russia’s 
near-abroad and in Europe have yielded varying degrees of success, but largely limited to former Soviet bloc 
republics. By analyzing six countries (Belarus, Kazakhstan, Latvia, France, Germany, and Finland) across two 
different regions, this thesis highlights the sources of Putin’s influence as well as areas of weakness. Its conclu-
sion suggests policies for uniting and strengthening the fight by both the United States and Europe against the 
Kremlin’s information war, including education, tightening of access to Western media outlets, and counter-
measures based on fact-checked narratives. Full text
Keywords: propaganda, information operations, hybrid war, media, Ukraine, Crimea, Russia, near-abroad, 
Europe, Belarus, Kazakhstan, Latvia, France, Germany, Finland
FIFTY FEET ABOVE THE WALL: CARTEL DRONES IN THE U.S.-MEXICO 
BORDER ZONE AIRSPACE, AND WHAT TO DO ABOUT THEM
Aaron Schmersahl–– Lieutenant, United States Navy
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Rodrigo Nieto-Gomez, Department of National Security Affairs
 Second Reader: Christopher Darnton, Department of National Security Affairs
Over the last decade, the U.S. military and homeland security research groups have contemplated the issue 
of how to counter unmanned drones. Recently, border security agencies responsible for securing the U.S.–
Mexico border are having to contend with the emerging threat of Mexico’s drug cartel narcotics-smuggling 
drones, also known as narco-drones. Narco-drones are an example of cartel innovation for smuggling, among 
other deviant purposes, that U.S. border security will need a strategy to counter. This study aimed to build 
on the conceptual framework related to hostile drones in the airspace and specifically to find a strategy that 
the Department of Homeland Security could pursue to manage the narco-drone problem in the border-zone 
airspace. The author argues that the Mexican drug cartels adopt innovative drone tactics in response to border 
security measures or lack thereof, as well as through organizational learning. This thesis concludes that lever-
aging U.S. military experience, anti-drone doctrine, and detection assets—developed for countering terrorist 
drones in the war zones of Iraq, Syria, and Afghanistan—is an effective strategy for countering narco-drones 
at the U.S.–Mexico border. Full text
Keywords: U.S.–Mexico border, drug cartel, emerging threat, disruptive technology, organizational learning, 
operational control, hostile drones, narco-drones, deviant innovation, C-UAS
THE U.S.-LATIN AMERICA SPACE COOPERATION EQUATION
Angel Serna– –Captain, United States Air Force
Master of Arts in Security Studies (Western Hemisphere)
Advisor: Christopher Darnton, Department of National Security Affairs
Co-Advisor: James Moltz, Department of National Security Affairs
This thesis investigates why U.S. space cooperation efforts with Latin American countries have decreased over 
the past three decades. This thesis also addresses the following questions: Is the reduced number of U.S.–Latin 
American space cooperation projects an indication of a loss of U.S. regional influence? Is there an indication of 
a shift in the partner of choice? If so, what are the factors alienating the U.S. and preventing the establishment 
of cooperative space efforts, and what can be done about them? This thesis argues that U.S.–Latin American 
space cooperation has decreased due to the increased availability of providers, the maturing domestic space 
sectors, and the committed drive toward technological independence. Latin American countries are pursuing 
space capabilities mainly to support socio-economic development efforts. Their specific resource constraints 
motivate them to pursue cooperative projects. The increasing availability of providers allows for greater flex-
ibility, and Latin American countries choose engagements that best suit their requirements. Therefore, the 
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smaller number of cooperative U.S.–Latin American space projects is not an indication of a loss of U.S. re-
gional influence but instead of a competitive market with pragmatic consumer base. Thus, the United States is 
not being alienated but challenged to engage on equitable terms. Full text
Keywords: space policy, space cooperation, Latin America, space program, Argentina, Peru, Venezuela, Chi-
na, Europe, satellite, launch vehicle, export control, Missile Technology Control Regime, MTCR
REMAINING RELEVANT: HISTORICAL CONTRIBUTIONS, CIVIL-MILITARY CHALLENGES, 
AND ANTI-SUBMARINE WARFARE CAPABILITIES ON COAST GUARD CUTTERS
Brian Smicklas–– Commander, United States Coast Guard
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Cris Matei, Center for Civil-Military Relations
Co-Advisor: Robert Simeral, Department of Information Sciences
Since 1790, throughout both World Wars, Vietnam, and a majority of the Cold War, the Coast Guard’s major 
cutters relevantly contributed to United States naval warfare capacity. The post–Cold War global security 
environment reinforced the Coast Guard’s relevance as a hybrid military-and-law enforcement service, shar-
ing similarities with many navies throughout the globe. However, despite very recent recapitalization, Coast 
Guard major cutters, the mainstay of Coast Guard armed service relevance, are potentially less prepared for 
war than at any other time in service history due to the reemergence of long-term, strategic competition from 
revisionist powers such as Russia and China, and rogue regimes in North Korea and Iran. These nations pres-
ent grave threats to the United States homeland, especially in the undersea domain. Adding to the relative 
lack of armed service relevance, the Coast Guard continues to struggle with professionalism, in part due to 
the many non-military missions accrued throughout service history. To improve armed service relevance and 
professionalism, the Coast Guard should reconstitute the anti-submarine mission it cast aside in 1992. By do-
ing so, the major cutters can effectively deter peer adversaries, protect the vulnerable marine transportation 
system, increase effectiveness against subsurface threats against the homeland, and achieve the functional and 
societal imperative to guard the coast, thereby enabling the Navy to take war to the enemy and enhancing the 
relevancy of the Coast Guard as an armed service. Full text
Keywords: Coast Guard, maritime homeland defense, civil-military affairs, anti-submarine warfare
COPING WITH A RISING POWER: VIETNAM’S HEDGING STRATEGY TOWARD CHINA
Tuan Tran–– Major, United States Air Force
Master of Arts in Security Studies (Far East, Southeast Asia, The Pacific)
Advisor: Michael Malley, Department of National Security Affairs
 Second Reader: Robert Weiner, Department of National Security Affairs
The competition for power and influence between China and the United States in Southeast Asia has present-
ed strategic uncertainties in the region. Vietnam, like the rest of Southeast Asia, has adopted a hedging strategy 
to minimize security and political risks, and maximize the diplomatic benefits of flexibility. In recent years, 
however, China’s increasing aggression in the South China Sea may have put pressure on Vietnam to balance 
against China. By using a hedging spectrum between balancing and bandwagoning, this thesis seeks to under-
stand Vietnam’s hedging behavior in response to China’s aggression and the possible reasons for that degree 
of change. It examines how Vietnam continues to pursue contradictory hedging behaviors to address Hanoi’s 
low-intensity balancing policies toward China while providing a closer engagement and solidarity with Beijing. 
This thesis found that Vietnam’s hedging behavior has shifted toward the balancing end of the hedging spec-
trum. In addition, Vietnam continues to put greater emphasis on indirect-balancing and dominance-denial 
policies, which also signify a degree of power rejection vis-à-vis China. This thesis offers two distinct explana-
tions for Vietnam’s current trend toward the balancing behavior. First, through military modernization and 
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security cooperation, Vietnam’s indirect balancing component has been strengthened; and second, Vietnam’s 
recent bilateral and multilateral enmeshment strategies have led it to a greater commitment to dominance 
denial, cultivating a balance of power and binding processes through institutionalist mechanisms. Full text
Keywords: Vietnam, China, United States, ASEAN, balancing, bandwagoning, hedging, South China Sea, doi 
moi economic reform, military modernization, enmeshment, bilateral, multilateral
SAFEGUARDING DEMOCRACY: INCREASING ELECTION INTEGRITY 
THROUGH ENHANCED VOTER VERIFICATION
Kellie Weir––Section Chief, Fraud Detection and National Security, U.S. Citizenship and 
Immigration Services, Department of Homeland Security, Lee’'s Summit, Missouri
Master of Arts in Security Studies (Homeland Security and Defense)
Advisor: Cris Matei, Center for Civil-Military Relations
Co-Advisor: John Rollins, Center for Homeland Defense and Security
This thesis examines whether implementing a national voter registration list and a biometric identity verifica-
tion program can prevent or mitigate voter fraud in an effort to protect the right to vote for U.S. citizens and 
increase election integrity. It analyzes the potential for, and scope of, fraudulent voting in the United States, 
purely from voter identity and eligibility verification vulnerabilities. The thesis exposes what policy and tech-
nical vulnerabilities exist within the various voter verification practices of the individual states that may permit 
the opportunity for fraudulent voting. It brings into focus the challenges of a federalist system on elections for 
national leaders. It investigates the effects voter fraud has on national elections, and ultimately, on democracy. 
This thesis studies whether the use of a national voter registration list and biometrics as secure and robust 
identity management solutions would address current and foreseeable voter eligibility related vulnerabilities. 
Lastly, it analyzes whether the solutions are adoptable, will minimize voter suppression while enhancing voter 
participation, and ultimately, will increase integrity and confidence in national elections. Full text
Keywords: voter fraud, elections, voter eligibility verification, biometrics, national voter registration list
DEVELOPMENT OF THE RUSSIAN FAR EAST: CHALLENGES 
FACING RUSSIA’S PIVOT TO ASIA
Oyunchimeg Young– –Captain, United States Air Force
Master of Arts in Security Studies (Europe and Eurasia)
Advisor: James Moltz, Department of National Security Affairs
 Second Reader: Anne Clunan, Department of National Security Affairs
In the face of Western sanctions after Russia’s invasion of Ukraine, President Putin has shifted the Kremlin’s 
focus toward Asia to stimulate Russia’s economic development. To aid in this process, he has prioritized de-
veloping the Russian Far East (RFE) by populating the region through multiple incentives, including a federal 
law granting a hectare of free land to those willing to relocate to the RFE. However, the plan has met several 
challenges due to inadequate infrastructure to attract citizens from developed western regions of the country, 
limited employment opportunities, and a lack of domestic and foreign investment. These problems are closely 
related to one another and must be resolved simultaneously for development to succeed. Russian policy re-
forms, better incentives, more favorable immigration policies for foreigners (including neighboring Chinese), 
and a closer working relationship between the Kremlin and the local administration to decrease corruption 
will all be needed if Russia is going to have any hopes of deriving meaningful benefits from its pivot to Asia. 
Full text
Keywords: Russia, Far East, pivot to Asia, challenges of Far East development, Free Land Initiative, climate, 
out-migration, Trans-Siberian Railroad, environmental challenges, economic development
30
31
SURFACE WARFARE OFFICERS—INITIAL TRAINING FOR FUTURE SUCCESS
Arron Wilson–– Lieutenant, United States Navy
Christopher Olsen– –Lieutenant Junior Grade, United States Navy
Master of Business Administration
Advisor: Jesse Cunha, Graduate School of Business and Public Policy
Co-Advisor: Matthew Larkin, Graduate School of Business and Public Policy
The training of any Surface Warfare Officer begins at the Basic Division Officer Course (BDOC). This train-
ing is meant to lay the foundation for an officer’s first tour and build the core competencies for his or her 
career. Recent incidents in U.S. 7th Fleet, which took the lives of 17 sailors, caused hundreds of millions of 
dollars in damage to multiple warships, and reduced our Navy’s ability to complete missions, have called this 
training into question. In this study, we reviewed the effectiveness of BDOC by interviewing BDOC staff and 
former BDOC students. We identify problems with the Naval Education and Training Command End-to-End 
Process used for updating and creating learning modules and Surface Warfare Officer School (SWOS) staff-
ing, as well as weaknesses in the methodologies used for training. We conclude that the Basic Division Officer 
Course, and SWOS as a whole, could greatly increase the effectiveness of their training by improving the ef-
ficiency of the End-to-End Process, adding an on-site instructional system design team at SWOS, properly 
staffing each of the Basic Division Officer Course sites, and focusing less on PowerPoint slides and more on 
situational and interactive learning methods. Full text






















MANAGEMENT OF LARGE-SCALE IOT (INTERNET OF THINGS) NETWORKS
Chun Heong Chia–– Technology Research Officer, Ministry of Defence, Singapore
Master of Science in Computer Science
Advisor: Gurminder Singh, Department of Computer Science
 Second Reader: John Gibson, Department of Computer Science
Internet of Things (IoT) networks are often large networks built to maximize the benefits of distributed 
computing. Management of these networks poses many challenges. IoT devices are often connected wirelessly 
and are battery powered. In this type of network, it is important for a network administrator to know which 
devices may be running low on battery power. Monitoring the battery life of these devices can be difficult and 
time-consuming but is critical to the operation of the network. This research develops an autonomous Energy 
Monitoring System that triggers alerts from the battery to the server when battery life reaches a critical level. 
This enables the network administrator to plan and take appropriate action on a timely basis. The system also 
enables the network administrator to interrogate an individual device in the network for its energy status. In 
this thesis, we describe the system design and implementation using a network of Raspberry Pi computers 
powered by batteries and report the results of tests conducted to evaluate the design and implementation. Full 
text
Keywords: Internet of Things, IoT, large-scale, power constrained networks
LONGITUDINAL STUDY OF LARGE-SCALE TRACEROUTE RESULTS
Dillon Glasser– –Civilian, Department of the Navy
Master of Science in Computer Science
Advisor: Robert Beverly, Department of Computer Science
 Second Reader: Justin Rohrer, Department of Computer Science
Traceroute is a popular active probing technique used by researchers, operators, and adversaries to map the 
structure and connectivity of IP networks. However, traceroute is susceptible to making inaccurate inferences. 
We perform a large-scale longitudinal investigation of traceroute artifacts to find anomalies that may be in-
dicative of network errors, misconfiguration, or active deception efforts. Using the IPv4 Routed /24 Topol-
ogy Dataset from the Center for Applied Internet Data Analysis, we provide a taxonomy of traceroute results, 
including anomalous and unexpected artifacts. We analyze the distribution of the observed artifacts and at-
tempt to find attribution to the cause of each. Finally, we provide a longitudinal analysis of multi-protocol label 
switching in order to explore possible explanations for unexplained artifacts. Full text
Keywords: Internet Measurement, Multi-protocol Label Switching, traceroute





COLLECTING CYBERATTACK DATA FOR INDUSTRIAL 
CONTROL SYSTEMS USING HONEYPOTS
Dahae Hyun– –Civilian, National Science Foundation Scholarship for Service Recipient
Master of Science in Computer Science
Advisor: Neil Rowe, Department of Computer Science
Co-Advisor: Thuy Nguyen, Department of Computer Science
Operational technology, information technology for industrial control systems, has advanced more slowly in 
security than other kinds of information technology. To aid the discovery of indicators of compromise for 
industrial control systems, this thesis tested a specialized honeypot, Conpot. Conpot is an open-source low-
interaction honeypot that simulates an industrial control system, such as a power plant, and collects informa-
tion on cyberattacks. We created parsers to extract its log data for use as indicators of compromise. Conpot 
provided information such as Internet Protocol (IP) addresses, transmission control protocol or user datagram 
protocol (TCP/UDP) ports, and basic protocol-specific data. While this was useful for identifying the proto-
cols most frequently attacked and the countries of origin of attacks, we recommend using a high-interaction 
honeypot to generate more effective indicators of compromise. Full text
Keywords: honeypots, industrial control systems, indicators of compromise, Conpot
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ESTABLISHING RESILIENT MOBILE AD HOC NETWORKS IN A COMMAND AND 
CONTROL DENIED OR DEGRADED ENVIRONMENT VIA AN AERIAL LAYER NETWORK
Richard Markray– –Lieutenant, United States Navy
Waller Tyrone– –Lieutenant, United States Navy
Master of Science in Network Operations and Technology 
and Master of Science in Cyber Systems and Operations
Advisor: Alex Bordetsky, Department of Information Sciences
Co-Advisor: Douglas MacKinnon, Department of Information Sciences
The U.S. Navy competes for resources in an economically constrained environment. With heavy financial 
obligations, it must look for alternative approaches to communicate that can continue to enable its forces to 
carry out operations. This research investigates the viability of potential communication options used in a 
communications-degraded environment. Technological advancements in the area of wireless mesh networks 
and mobile ad hoc networks (MANETs) have demonstrated a high level of success in facilitating communi-
cation. One similar technology, the aerial layer network (ALN), is gaining momentum throughout the U.S. 
armed forces as an alternative to satellite communications. In our virtual model simulations, we created a 
carrier strike group (CSG)-level MANET that received data packets from a ground site via an ALN with-
out satellite connectivity, and communicated over a distance greater than 800 nautical miles. To determine 
network performance, generally accepted network reliability axioms were utilized. Our network simulation 
demonstrated a MANET and ALN are viable communication solutions for a CSG in a command and control 
denied or degraded environment. We evaluated mobile IP routing protocols, Optimized Link State Routing 
and Ad Hoc On-Demand Distance Vector (AODV) routing, and determined that AODV provided better 
packet delivery performance. Full text
Keywords: aerial layer network, wireless mesh network, mobile ad hoc network, optimized link state routing, 
ad hoc on-demand distance vector, QualNet, systems tool kit
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CREATING PATHS OF CHANGE: UNDER WHAT CONDITIONS CAN 
SPECIAL OPERATIONS BE THE SUPPORTED COMMAND?
William Lynch–– Major, United States Army
Matthew Skeen–– Major, United States Army
Douglas Odera– –Major, United States Army
Master of Science in Defense Analysis
Advisor: Douglas Borer, Department of Defense Analysis
Co-Advisor: Siamak Naficy, Department of Defense Analysis
This thesis focuses on command and control for irregular warfare operations and the organizational design 
elements that determine when special operations forces (SOF) can be a supported command. The complexi-
ties, uncertainty, speed, and need for interoperability in the 21st-century operational environment require 
flexible organizations capable of integrating across U.S. governmental agencies. Integration and organizational 
flexibility are fundamental to conventional forces—but what about their interdependence with SOF to achieve 
maximum effects? Militaries have long been uniting conventional and irregular forces. Since the Revolution-
ary War, U.S. conventional and irregular forces have fought side by side. Throughout each conflict, SOF have 
performed a supporting role. The conditions on today’s battlefields are much more decentralized and much 
less simple. The environment is unstable, with U.S. and enemy forces conducting asymmetrical warfare. In-
surgencies have required fighting unconventionally. Additionally, information flows can cause friction that 
further destabilizes the environment. The argument is not that conventional forces cannot adapt to a dynamic 
operational environment—only that their organizational structure is less effective in an uncertain or com-
plex environment. Dynamic, unpredictable environments call for an organic, decentralized structure. Insights 
from organizational theory suggest SOF units can be the supported command in these conditions. Full text
Keywords: Special Forces, special operations forces, conventional forces, irregular warfare, compound war-
fare, unconventional warfare, special action force, village stability operations, organizational design, conven-
tional warfare, organizational design
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REALIZING ENERGY SECURITY ON A DOD INSTALLATION USING 
PHOTOVOLTAICS WITH A BATTERY ENERGY STORAGE SYSTEM
Cody Keesee–– Lieutenant Commander, United States Navy
Master of Science in Electrical Engineering
Advisor: Giovanna Oriti, Department of Electrical and Computer Engineering
 Second Reader: Roberto Cristi, Department of Electrical and Computer Engineering
Energy security is a critical facet of installation energy management, which is a key focus of a base’s Public 
Works Officer and Energy Manager. Providing full-time power to critical infrastructure loads on a base or 
facility during commercial grid disruptions is the definition of true energy security. Determining the most 
stable and efficient source of energy and means of storing the installation’s power, whether it be renewable or 
not, is a key concern. For solar renewable energy, the climate is of utmost importance. Weather and climate 
are two components that dictate the output of a photovoltaic array. Coupling the array with battery storage 
is a proven method to provide energy security. Capitalizing on currently installed energy generation systems 
and combining this with new construction infrastructure of new arrays and storage can make energy security 
realizable. In this thesis, we introduce a novel design tool that sizes solar arrays. When applied to a facility in 
Monterey, it is clear that relying upon solar arrays to provide complete energy security is not practical. The low 
average peak-sun hours and subsequent high-energy storage requirements do not support the installation of 
large-scale solar arrays for energy security purposes. Full text
Keywords: energy security, photovoltaics, infrastructure, battery energy storage
WIND TURBINE RADAR INTERFERENCE REDUCTION USING SHROUD AND SCREENS
Chai Meng Lim–– Military Expert 5, Republic of Singapore Navy
Master of Science in Electrical Engineering
Advisor: David Jenn, Department of Electrical and Computer Engineering
 Second Reader: Terry Smith, Department of Electrical and Computer Engineering
The benefits of wind turbines as a means for renewable energy generation are offset by the turbines’ creation 
of signal interference, such as Doppler shift, for radar systems used for air traffic control and weather forecast-
ing. This restricts the placement of wind farms in the vicinity of radar installations. In this research, we inves-
tigate the effectiveness of placing a screen in front of a wind turbine in reducing turbine-generated Doppler 
shift interference. Software-defined radar (SDR) transmitting in continuous-wave mode was used to collect 
data required to analyze the signature of the Doppler returns. We built a rotator (i.e., an arm with metallic 
ball attached to one end) to establish the computation method to analyze the Doppler signature. Once the 
computation method was determined, measurements at various angles were carried out on the rotator with 
the aluminum shroud and screen included. Similar measurements were carried out on the scaled-down wind 
turbine model in Port Hueneme, CA, for comparison. This research shows that the SDR can be used to ac-
curately measure the Doppler shift, and high-quality screens are effective in reducing the turbine-generated 
Doppler shift by more than 20 dB. Full text
Keywords: wind turbine, wind farm, radar, Doppler interference, shrouds, screens





TRAFFIC CONGESTION ANALYSIS FOR A SOFTWARE-DEFINED NETWORK
Moniqua Maxie– –Lieutenant Commander, United States Navy
Master of Science in Electrical Engineering
Advisor: Murali Tummala, Department of Electrical and Computer Engineering
Co-Advisor: John McEachen, Department of Electrical and Computer Engineering
The objective of this thesis is to implement an anomaly-detection method that can be used to detect con-
gestion in a software-defined network. The method incorporates spectral graph theory and phantom node 
techniques. The experimental implementation of spectral graph theory used eigenvalue-eigenvector solutions 
to characterize a mathematical model of the network’s topology. In this thesis, we used the phantom node 
technique to determine congestion in the network by using a virtual node to set the threshold for available 
link capacity, or the maximum amount of traffic, that can cross the links in the network before the links are 
considered congested. Results show that when the network is congested, a shift occurs in the eigenvalue and 
eigenvalue index spectrum. Prior to congestion, the virtual node has the highest nodal influence in the lowest 
eigenvalue index; however, when a node becomes congested and high traffic in the node crosses the threshold 
set by the virtual node, the congested node takes the position of the virtual node in the eigenvalue index. The 
virtual node shifts to having the greatest nodal influence in the next-higher eigenvalue index in the spectrum. 
Essentially, the results show that anomalies, such as congestion, can be detected using the anomaly-detection 
method developed in thesis. Full text
Keywords: cyber, software defined network, phantom node, congestion
A NOISE-MASKING PHYSICAL LAYER SECURITY METHOD FOR MULTIPLE-
INPUT, MULTIPLE-OUTPUT DIGITAL COMMUNICATION SYSTEMS
This paper has been recognized as outstanding by its department.
Robert Sellin– –Lieutenant Commander, United States Navy
Master of Science in Electrical Engineering
Advisor: Frank Kragh, Department of Electrical and Computer Engineering
 Second Reader: Ric Romero, Department of Electrical and Computer Engineering
In this thesis, we develop a method of using a noise-masking system to increase the security in a multiple-
input, multiple-output communication system by using known channel-state information to calculate a spe-
cific masking signal for each block of a space-time block-coded signal. This masking signal is invisible to the 
intended receiver since it is designed to cancel out within the equalization process. Using mathematical analy-
sis and numerical simulation of the communication system, we find that it is possible to design an effective 
security system by employing this method. Finally, we extend this insight to a communication system involv-
ing wavelet packet modulation and find that this masking method can be adjusted to this more complicated 
system. Full text
Keywords: noise masking, wavelet packet modulation, WPM, multiple-input multiple-output, MIMO, Ala-
mouti space-time block code, STBC, channel state information, CSI
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SECURE ROUTING PROTOCOL OVER MOBILE INTERNET 
OF THINGS WIRELESS SENSOR NETWORKS
Yizhong Wang–– Civilian, Defence Science Technology Agency
Master of Science in Electrical Engineering
Advisor: Preetha Thulasiraman, Department of Electrical and Computer Engineering
 Second Reader: Murali Tummala, Department of Electrical and Computer Engineering
A wireless Internet of Things (IoT) network is used for military operations due to its low cost and ease of 
deployment; however, one of the primary challenges with IoT networks is their lack of cohesive security and 
privacy protocols. For this thesis research, we successfully designed and developed a lightweight trust-based 
security algorithm to support routing in a mobile IoT wireless sensor network. The standard routing protocol 
for IoT, known as routing protocol for low power and lossy networks (RPL), was modified to include common 
security techniques, including a nonce identity, timestamp, and network whitelist, to ensure appropriate node 
authentication and to protect against Denial-of-Service and Sybil-based identity attacks. In addition, our algo-
rithm allows RPL to select a routing path over a mobile IoT wireless network based on a computed node trust 
value and average received signal-strength indicator (RSSI) value across network members. We conducted 
simulations using the Cooja network simulator to validate the algorithm against stipulated threat models. In 
addition, Wireshark was used for further packet analysis and inspection. We also analyzed the performance of 
the network when the trust algorithm is executed. The performance metrics studied include control overhead, 
packet delivery rate, and network latency. Full text




HIGHER-ORDER BOUNDARY AND ROUGH SURFACE TREATMENT OF 
THE MMPE MODEL IN THE EVALUATION OF SCATTERING EFFECTS
Yi Ling Tan– –Civilian, Singaporean Defense Science and Technology Agency
Gonzalo Leigh– –Lieutenant Junior Grade, Peruvian Navy
Master of Science in Engineering Acoustics
Advisor: Kevin Smith, Department of Physics
 Second Reader: Clyde Scandrett, Department of Applied Mathematics
This research aims to improve the Monterey-Miami Parabolic Equation model (MMPE) by incorporating a 
higher-order hybrid boundary treatment and Fred D. Tappert’s field transformational model to add surface 
scattering to the existing models. The impact of these two additions is investigated for improvements in ac-
curacy and stability to the current MMPE model under rough surface conditions. Both models were treated 
with a Pierson-Moskowitz rough surface spectrum. It was hoped that the hybrid model would provide a re-
duction of the phase errors inherent to the MMPE at long range; however, no improvements were seen, and 
the sensitivity to depth mesh size was not reduced. This could be the result of errors in the derivation of the 
higher-order algorithm. The transformational model used Tappert’s field transformation to incorporate sur-
face scattering and is thought to perform better when compared with the hybrid model by capturing higher 
modes of propagation. The inclusion of rough surface scattering in both models was evaluated for energy 
transmission across the air/water interface and beam dispersion. It was observed that the rough surface had 
minimal impact on energy transmission. Full text
Keywords: acoustic propagation, rough sea surface scattering, acoustic scattering, split-step Fourier algorithm, 
finite difference algorithm





PROPAGATION ENVIRONMENT ASSESSMENT USING UAV ELECTROMAGNETIC SENSORS
Yi Kai Qiu–– Major, Republic of Singapore Air Force
Master of Science in Engineering Science (Electrical Engineering)
Advisor: David Jenn, Department of Electrical and Computer Engineering
 Second Reader: David Garren, Department of Electrical and Computer Engineering
In this thesis, we attempt to build a picture of local propagation conditions by measuring signal transmis-
sion losses that allow naval operators to better understand the performance of their electromagnetic systems. 
By comparing the collected data against those of known baseline conditions, we can reliably determine the 
presence of atmospheric ducts as well as their ceiling heights, which include the detection of elevated ducts. 
Another function of the post-processing analysis of the collected data is to estimate κ, which is a parameter of 
the atmospheric refractivity. Knowledge of κ allows us to estimate the radar horizon, which is the maximum 
distance that a transmitter and receiver can be separated and remain within the propagation line-of-sight, de-
spite the curvature of the Earth. This important information allows operators to choose the optimal settings 
for the maximum detection range of their radar and radio systems. We also investigate the measurement sys-
tem requirements and operational scenarios such as the number of unmanned aerial vehicles and the total time 
needed to collect sufficient data. Two different types of flight patterns were studied, and our findings show 
that the vertical flight pattern using a rotary platform is more efficient. Furthermore, our simulation results 
suggest that the optimal operating frequency for the system is in the S Band. Full text
Keywords: propagation losses, atmospheric ducts, refractivity, radar horizon, UAV, effective Earth radius





MASTER OF SCIENCE  
IN 
MANAGEMENT
 MARINE CORPS PAY INCENTIVES
This paper has been recognized as outstanding by its department.
Jessica Arellano–– Captain, United States Marine Corps
Master of Science in Management
Advisor: Marigee Bacolod, Graduate School of Business and Public Policy
Co-Advisor: Chad Seagren, Graduate School of Business and Public Policy
The purpose of this thesis is to provide the Marine Corps with a comprehensive report on pay incentive pro-
grams and special pay that were available to Marines from 2000 to 2017. The thesis includes a literature review 
on economic theory related to pay incentives in the Department of Defense, a summarization of pay incentive 
categories, a data analysis on take-up rates and average annual amounts at the end of each fiscal year, and a 
program review of the Foreign Language Proficiency Pay Bonus (FLPB) Program. An understanding of the 
policies and take-up rates for the various special and incentive pays during this period can assist the Marine 
Corps in implementing and updating policies that target the intended population group for hard-to-fill assign-
ments and retention in specific military occupational specialties (MOSs). The program review on the FLPB 
explains how the changes in the pay incentive policy can affect the performance of the eligible population of 
Marines on the Defense Language Proficiency Test. The analysis identifies the Critical Skills Retention Bonus 
as an incentive pay that the Marine Corps could use to offset any potential shortages in critical MOSs from 
the implementation of the Blended Retirement System. Full text
Keywords: pay incentives, bonus programs, special pays
UNITED STATES MARINE CORPS JUNIOR ENLISTED PERFORMANCE EVALUATION: 
AN ANALYSIS OF THE E4 AND BELOW PERFORMANCE EVALUATION SYSTEM
Ryan Aukerman– –Captain, United States Marine Corps
Master of Science in Management
Advisor: Chad Seagren, Graduate School of Business and Public Policy
 Second Reader: Edward Powley, Graduate School of Business and Public Policy
The purpose of this thesis is to examine possible areas for improvement on the current Marine Corps junior 
enlisted performance evaluation system-Proficiency and Conduct marks. My research questions include the 
following: Does the Marine Corps need a new performance evaluation system for its junior enlisted? What 
type of performance evaluation systems could be implemented effectively for the E1 to E4 group in the Marine 
Corps? What areas in performance management can the Marine Corps focus on for fostering future perfor-
mance? The results of the study conclude that the Marine Corps does not need a new performance evaluation 
system for its junior enlisted but would benefit from a newly designed system that combines key elements of 
evaluation and development. Recommendations include updates to the current individual records administra-
tion manual, a Proficiency and Conduct scale redesign, and the removal of the Proficiency and Conduct scale 
completely. Culture and time are complex factors in the analysis of the benchmark, and all recommendations 
do not examine the complicated variables associated with concept of change management. Full text
Keywords: performance evaluation, proficiency and conduct, check-in, performance development, culture
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PREDICTORS OF NONCITIZEN AND IMMIGRANT RETENTION IN THE U.S. MILITARY
Veronica Baker– –Lieutenant, United States Navy
Master of Science in Management
Advisor: Laura Armey, Defense Resources Management Institute
Co-Advisor: Matthew Larkin, Graduate School of Business and Public Policy
This thesis applies quantitative methods to analyze attrition patterns and their demographic and pre-accession 
predictors among noncitizen and immigrant groups to assess the role of immigrants as a source of military 
manpower. Previous studies of noncitizen recruits have compared noncitizens to citizen recruits, but this 
study also looks at differences among the various noncitizen groups in terms of ethnicity and regions of origin. 
Past research has found that Hispanics, the largest group of noncitizen and immigrant recruits, do face unique 
challenges in their military experience when compared to citizens. This thesis looks at differences between 
Hispanics and other immigrant groups. This study uses data from the Defense Manpower Data Center for 
all enlisted service members who served in all branches of the Armed Forces between 2000 and 2012. Our 
results show that immigrants reenlist at higher rates than nonimmigrants, citizens, and noncitizens. Specifi-
cally, both immigrants and noncitizens from Asia reenlist at higher rates than citizens from North America. 
Additionally, our ethnicity interactions find that Pacific Islander noncitizens and immigrants reenlist at higher 
rates. In terms of attrition, both noncitizens and immigrants as a whole were less likely to separate for all five 
reasons (body fat, dependency, drugs/alcohol, disciplinary and unqualified), even with regional and ethnic 
interactions. Last, noncitizens are more likely to use the GI bill, but when adding interactions for region, the 
results showed that Asian and South American noncitizens were less likely to use the benefit. More in-depth 
research on the predictors of attrition and retention can serve as a guide for future recruiting and personnel 
policy implementation, as can the study of the various ethnic groups among Hispanics. Full text
Keywords: immigrant, noncitizen, attrition, separation, retention, GI bill, Hispanic
OCCUPATIONAL LICENSING AND THE IMPACT ON VETERAN MOBILITY
Joseph Balent– –Lieutenant, United States Navy
Master of Science in Management
Advisor: Marigee Bacolod, Graduate School of Business and Public Policy
Co-Advisor: Jesse Cunha, Graduate School of Business and Public Policy
The purpose of this study is to determine if occupational licensing affects the state in which veterans choose 
to live after separating from the military. Veterans receive specialized training while in the military, which 
has the potential to translate easily into civilian occupations. States that mandate licensing requirements for 
occupations, however, may act as barriers that prevent veterans from easily entering occupations for which 
they have received military training, causing unnecessary market inefficiencies. Occupational licensing has 
historically resulted in increased wages for workers in those occupations, and this study empirically confirms 
this trend, utilizing data regressions of veterans in the census. Additionally, as this study examines a sample 
composed entirely of veterans, I am able to compare multivariate relationships of our veteran sample to those 
of previous civilian samples. As this field is fairly narrow, and relatively new, there are numerous opportunities 
to further develop these relationships in future studies. New data collection from outside entities would also 
enable more useful studies to be conducted in this area. Full text
Keywords: occupational licensing, veterans
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A UTILITY-BASED APPROACH TO U.S. NAVAL HUMANITARIAN 
ASSISTANCE AND DISASTER RELIEF (HADR) TASKING
This paper has been recognized as outstanding by its department.
Ryan Carmichael–– Commander, United States Navy Reserve
Master of Science in Management
Advisor: Aruna Apte, Graduate School of Business and Public Policy
 Second Reader: Marigee Bacolod, Graduate School of Business and Public Policy
Due to naval vessels’ unique sea and air capabilities, the United States government often calls on the Navy 
to provide immediate humanitarian assistance and disaster relief (HADR) to affected populations around 
the world. However, not all ships possess capabilities that can be adapted to the humanitarian mission, and 
they therefore should not be tasked with humanitarian missions. To respond quickly, it is not uncommon for 
combatant commanders to task the closest ships without considering if a more HADR-capable ship is avail-
able, if slightly farther away. This type of tasking can easily waste valuable U.S. resources (wartime assets, 
funding, manpower, and readiness) while providing a suboptimal HADR response package of ships to the 
affected population. In an environment of constrained resources, it is important that these resources are used 
as efficiently as possible when responding to disasters around the world. This study builds on prior U.S. Navy 
HADR research and provides decision makers with a utility-based optimization tool that accounts for and 
discusses the tradeoffs between vessel capability, proximity, and cost when selecting the optimal mix of sea 
assets for future HADR tasking. Full text
Keywords: humanitarian assistance, HADR, disaster relief, disaster response, Cooperative Strategy, force al-
location, hospital ship, Military Sealift Command, MSC, OFDA, Overseas Humanitarian Disaster Assistance 
and Civic Aid, OHDACA, operating costs, ships, tsunami, earthquake, Haiti, Japan, Tohoku, USAID, U.S. 
Navy, USN, RRF, utility, factor analysis
ANALYSIS OF SERVICE MEMBERS’ FINANCIAL KNOWLEDGE LEVEL 
AND UTILIZATION OF THE THRIFT SAVINGS PLAN
Christopher Cavanaugh– –Captain, United States Marine Corps
Master of Science in Management
Advisor: Juanita Rendon, Graduate School of Business and Public Policy
Co-Advisor: Steven Landry, Graduate School of Business and Public Policy
The purpose of this research is to identify the service members’ general and Thrift Savings Plan (TSP)-specific 
financial knowledge level regarding retirement and to determine important factors to consider for retirement. 
A voluntary and anonymous survey was administered online to approximately 1,305 students, consisting of 
U.S. active duty military officers and enlisted service members at the Naval Postgraduate School, to assess 
their financial knowledge. As the Department of Defense (DoD) changes from a defined benefit retirement 
system to a defined blended contribution system, preparing for retirement, maximizing annual matching 
government agency contributions, and having financial knowledge will become critical for military members. 
The results of the survey found that 24.2% of the total participants scored below a 70% passing grade in an-
swering general financial knowledge questions, 42.6% of the total participants scored below a 70% passing 
grade in answering TSP-specific general financial knowledge-based questions, and 65.6% failed when asked 
TSP-specific scenario-based questions. Finally, recommendations were provided to the DoD to increase TSP 
and financial training as service members assume more responsibility in making financial decisions regarding 
retirement. Full text
Keywords: Thrift Savings Plan, Blended Retirement System, retirement, savings, financial readiness, financial 
knowledge, financial literacy, investments, Index Funds
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EVOLUTION OF THE MARINE OFFICER FITNESS REPORT: A MULTIVARIATE ANALYSIS
This paper has been recognized as outstanding by its department.
William Dunst–– –Captain, United States Marine Corps
Master of Science in Management
Advisor: Marigee Bacolod, Graduate School of Business and Public Policy
Co-Advisor: Chad Seagren, Graduate School of Business and Public Policy
This thesis explores the evaluation behavior of United States Marine Corps (USMC) Reporting Seniors (RSs) 
from 2010 to 2017. Using fitness report (FITREP) and demographic data, I examine measurable and observ-
able characteristics of the Marine Reported On (MRO) and RS to examine how like and unlike RSs evaluate 
the performance of subordinate active component unrestricted officer MROs over time. I estimate logistic 
regression models of the probability an MRO is rated in the top third on the FITREP as a function of per-
formance- and non-performance-based traits. The estimated correlations suggest that white MROs are rated 
most favorably relative to other races, particularly by white RSs; in contrast, non-white RSs rate non-white 
MROs relatively lowest. However, these correlations indicating the effects of race matching on FITREP 
evaluations narrow in significance when performance-based factors, such as education and combat experience, 
are accounted for. The strongest predictor of MRO top third FITREP outcome is education. In addition, the 
effect of education varies significantly across occupational fields, suggesting that certain fields value certain 
degree subjects more than other degree subjects. This thesis provides valuable insight into how the USMC 
could better match the talent of Marines to various supervisors with like and unlike characteristics. Full text
Keywords: performance evaluation system, fitness report, reporting senior, race
EVALUATION OF GAPS TO UNDERSTAND NEEDS FOR HA/
DR: A CASE FOR USMC READINESS METRICS
This paper has been recognized as outstanding by its department.
Stephen George–– –Captain, United States Marine Corps
Jason Harbison–– –Captain, United States Marine Corps
Master of Science in Management
Advisor: Aruna Apte, Graduate School of Business and Public Policy
 Second Reader: Chad Seagren, Graduate School of Business and Public Policy
The primary goal of this research is to identify and evaluate gaps to understand the need for defining and 
developing readiness metrics for the United States Marine Corps (USMC) in information/knowledge man-
agement (I/KM) and needs assessments (NA). The primary research question is: How can the USMC better 
complete NA and I/KM activities in support of humanitarian operations? Research methods included educa-
tion from formal training courses, a review of relevant literature, analysis of four historical case studies from 
2010 to 2015, and personal interviews with prominent members in the field. This research examines USMC-
unique capabilities to explain how the USMC can best fulfill its role, within the frameworks established by 
humanitarian organizations, in the most efficient and effective manner. We offer specific refinements to guide 
Marines in future planning of NA and I/KM efforts. In applying these refinements, Marine planners must 
tailor traditional practices with a shift in perspective from militant to humanitarian, wherein the USMC will 
serve as a supporting effort within a much larger international response. No two humanitarian responses can 
be the same; nevertheless, the well-grounded findings of this research related to NA and I/KM offer a basis 
of understanding for USMC planners to apply in any foreign natural HA/DR setting. Full text
Keywords: humanitarian assistance, disaster relief, United States Marine Corps, readiness metrics, informa-




UNITED STATES MARINE CORPS MOTOR TRANSPORT 
MECHANIC-TO-EQUIPMENT RATIO
Aaron Glover– ––Major, United States Marine Corps
Master of Science in Management
Advisor: Chad Seagren, Graduate School of Business and Public Policy
Co-Advisor: Kenneth Doerr, Graduate School of Business and Public Policy
This thesis provides a proof of concept for a method that relates changes in the number of Marines available 
to perform maintenance to the average time motor transport equipment remains in maintenance at the or-
ganizational command level. This thesis uses a discrete event simulation model of the workflow of first- and 
second-echelon maintenance actions at an organizational level ground command, less supply support. While 
the author models the maintenance systems based upon ground commands from First Marine Expeditionary 
Force, the model is applicable to a variety of such commands across the Marine Corps. The method includes 
determining a range of staff levels to include in the optimization model using the workload evaluation method 
developed by Rex E. Nelsen in 2010. The optimization model produces outputs that allow planners to select 
optimal staffing levels based upon the objective function and constraints of the model. After analyzing the 
outputs of the primary and secondary responses, a staffing level is selected and applied to a single experiment 
that allows for assessment of risk of not achieving the objective. Inter-arrival time, processing time, work 
schedule, entities per arrival, and number of maintainers represent the primary factors of the model. Full text
Keywords: maintenance, man-hours, inter-arrival time, processing time, mean time in system, distributions, 
staffing goal, staffing requirement
NAVY RECRUITING INCENTIVES
Shanique Green–– –Lieutenant, United States Navy
Master of Science in Management
Advisor: Ryan Sullivan, Defense Resources Management Institute
 Second Reader: Yu-Chu Shen, Graduate School of Business and Public Policy
The purpose of this thesis is to analyze the standards and incentives across the U.S. Navy recruiting enter-
prise. Specifically, I describe the recruiting process and current incentives, and how the incentives should work 
during the transition period (dual-path) to align with Commander Navy Recruiting Command strategy and 
enduring vision. My data analysis consists of a survey distributed to four Navy recruiting districts regarding 
incentives they would like to see to improve organizational effectiveness. Navy Recruiting Command has a 
goal to improve recruiters’ quality of life; the new incentives seek to continually motivate the recruiter, in-
crease productivity, and offer the best customer service to applicants as the organization continues to achieve 
its overall mission. In my main results, the data show that 31% of survey respondents strongly agree and 48% 
strongly disagree that the transformation model would be a positive change to recruiting. This split in the data 
should indicate to leadership that recruiters have concerns with the new model. I recommend that leadership 
work closely with recruiters to adjust the new model to align more specifically with recruiters’ needs. Full text
Keywords: Navy recruiting, recruiting process, incentives, transformation
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LEARNING TECHNOLOGY ADOPTION: NAVY BARRIERS AND RESISTANCE
Jessika Hall– ––Lieutenant, United States Navy
Jessica O’Connor–– –Lieutenant Junior Grade, United States Navy
Master of Science in Management
Advisor: Marco DiRenzo, Graduate School of Business and Public Policy
Co-Advisor: Kathryn Aten, Graduate School of Business and Public Policy
Technological developments offer opportunities to enhance training effectiveness, in support of achieving 
high-velocity learning. However, resistance to change can be an immense barrier to technology adoption. This 
study was established to answer the following primary research questions: (1) How are Navy processes likely 
to influence the adoption and use of new learning technologies? (2) What unique organizational and indi-
vidual barriers must be addressed to mitigate friction between new learning technologies and Navy processes, 
structure and culture? In addition, the following secondary research question was addressed: What behaviors, 
job performance and learning outcomes are enabled by new learning technologies? Interviews and surveys of 
Navy students and faculty at Naval Postgraduate School  were conducted, and we surveyed enlisted students 
at Training Support Center Great Lakes to support a quantitative and qualitative analysis. Our study revealed 
an organizational, generationally culture-dependent trend toward resistance to change and exposed barriers 
unique to the Navy. Our findings suggested that the hierarchical nature of the Navy restrains innovation 
and technology adoption. Furthermore, resistance caused by a limited perception of usefulness stems from 
inadequate communication, technology development, and end-user buy-in. Based on these results, we recom-
mended measures to foster an innovative culture and support implementation efforts. Full text
Keywords: technology-mediated learning, habit, status quo bias, inertia, acceptance, resistance, organizational 
change, competing values framework, technology acceptance model, theory of reasoned action, technology 
resistance
LEVERAGING SOCIAL NETWORKS TO ENHANCE INNOVATION
William Huff–– –Lieutenant, United States Navy
Master of Science in Management
Advisor: Wayne Porter, Global Public Policy Academic Group
Co-Advisor: Matthew Larkin, Graduate School of Business and Public Policy
This thesis explores the Department of the Navy’s innovation initiatives to determine how to leverage social 
networks to enhance innovation inside the Navy. Using the results of a social network analysis that mapped 
and measured the informal Navy Innovation Network, and examining how other military branches and in-
dustry pursue innovation, this qualitative research seeks to identify gaps and redundancies in the current 
Navy Innovation Network. Furthermore, recommendations are proposed that provide a more effective and 
structured approach to capturing innovative ideas from Sailors and Marines to improve Department of Navy 
operations and policies. Full text
Keywords: Navy Innovation Network, NIN, innovation, networking, network
55
MANAGEMENT
NATIONS AT RISK—INDICATORS OF FRAGILITY IN STATES 
SUSCEPTIBLE TO TERRORIST ATTACKS
Fabian Kuessner– ––Commander, German Navy
Master of Science in Management
Advisor: Ryan Sullivan, Defense Resources Management Institute
Co-Advisor: Ryan Garcia, Defense Resources Management Institute
Using cross-national data from 2006-2016 and 174 states, this thesis details an investigation of the relation-
ship between state fragility and the incidence of terrorism. The approach is threefold. The first step adapts the 
most common methodology from the literature, the negative binomial regression model, to reproduce existing 
outcomes by taking advantage of today’s availability of broader data. However, as terrorism is endogenous to 
state fragility, I use the Arellano-Bond Estimator in the second step to overcome the reverse causality bias in 
this fragility-terrorism nexus. The last step, a comparison of the outcomes of my two methodologies, finds that 
the problems arising from this reverse causality bias are too substantial to use negative binomial regression 
as an appropriate model to derive strategies for policymakers. Moreover, the outcomes show that economic 
inequality and factionalization along ethnic and religious lines are root causes for terrorism, and that terrorism 
itself leads to more terrorism in the future. Additionally, my research finds that the influx of refugees has no 
impact on the occurrence of terrorism in the short term. However, subject to a society’s capacity to assimilate 
groups, migration flows can have implications for the occurrence of terrorism over time. Full text
Keywords: terror, terrorism, terrorist, terrorist attacks, incident, fragility, state fragility, failed states, failing 
states, state failure, resilience, indicators, causality, causal, determinants, factionalization, economic inequality
IMPROVING TRAINING OFFICER JOB FIT: A QUALITATIVE AND COST ANALYSIS
Kyle Lupo– ––Lieutenant, United States Navy Reserve
Lucas Groves– ––Lieutenant, United States Navy
Master of Science in Management
Advisor: Jesse Cunha, Graduate School of Business and Public Policy
Co-Advisor: Matthew Larkin, Graduate School of Business and Public Policy
Within the Surface Warfare community, the U.S. Navy has significant retention problems, which have been 
warded off by drastic bonuses paid to its officers. A phone survey of training officers (TRAINOs) aboard 
cruisers and destroyers was conducted, resulting in a 40% participation rate from the population. Only 30.3% 
selected the TRAINO billet as their number one billet choice, and 55.7% planned on getting out of the Navy. 
A majority felt the training received was inadequate. This led us to conduct a cost-benefit analysis, with three 
courses of action (COA). First, the status quo shows no impact on costs or added benefits. COA 2, adding an 
additional TRAINO billet to be filled by a Human Resources (HR) Officer, increased costs by $600,837 per 
month, while COA 3, swapping an HR Officer into the surface warfare officer (SWO) TRAINO billet, in-
creased costs by $21,829 per month. There were significant non-monetary benefits to both COA 2 and COA 3, 
including increases in training proficiency and in job fit for both the HR and SWO communities. These non-
monetary benefits were most significant in COA 2, resulting in adding an HR Officer to CRUDES platforms 
being the most beneficial COA. Full text
Keywords: job fit, Training Officer, Navy, CBA, survey
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IMPACT OF FLEET SQUADRON TRAINING PROGRESSION TIMELINES
Charles Michalk–– –Major, United States Marine Corps
Master of Science in Management
Advisor: William Hatch, Graduate School of Business and Public Policy
Co-Advisor: Chad Seagren, Graduate School of Business and Public Policy
Assessing warfighting readiness is critical for the Department of Defense to meet our nation’s security de-
mands. The current readiness system has benefited from technological advancements that enable timely re-
ports; however, the Marine Corps’ thirst for data has increased as policymakers demand evidence with which 
to make strategic decisions within today’s heavily constrained defense budget. The Marine Corps must there-
fore search for efficient methods to improve warfighting readiness or risk loss in capability. This research ex-
amines pilot qualifications for 111 AH-1Z pilots using data from 2012 to 2017 and compares them with Train-
ing and Education Command’s pilot qualification timelines. Despite having a robust data-tracking capability, 
current methods do not use data to identify minimum, maximum, or average time-to-train for pilots. This 
study provides an empirical analysis of the data and develops a Markov model for forecasting pilot qualifica-
tions. While the data do not capture the true behavior of pilots exiting the system, which resulted in unreliable 
transition probabilities for the forecasting model, our empirical analysis does reveal that the time-to-train 
from Pilot Qualified in Model through Section Lead takes, on average, 15.1 months longer than current pro-
cedures specify, which leads to an overestimation of pilot proficiency and squadron readiness. Full text
Keywords: training, readiness, pilot, helicopter, aviation, timeline, qualification, progression, Markov, Marines
ANALYSIS OF PROFESSIONAL AND PRE-ACCESSION CHARACTERISTICS 
AND JUNIOR NAVAL OFFICER PERFORMANCE
This paper has been recognized as outstanding by its department.
Erik Moss– ––Lieutenant Commander, United States Navy
Master of Science in Management
Advisor: Simona Tick, Graduate School of Business and Public Policy
Co-Advisor: William Hatch, Graduate School of Business and Public Policy
This thesis examines ways to improve the Navy’s ability to track performance and professional development 
of junior officers and to improve job fit. First, it examines alternative measures of junior officer performance 
from fitness report scores to track officers’ performance and to assess job fit, whether in original job assign-
ments or following lateral transfers. The findings show that warfare-qualified unrestricted-line officers who 
lateral transfer into restricted-line communities have higher seven- and ten-year retention rates, and signifi-
cantly higher fitness report scores and O-4 promotion rates, than officers who originally commissioned into 
a restricted-line community. Furthermore, as the Navy increases its efforts of talent management, the thesis 
explores potential markers of talent, such as additional qualification designations. It finds that surface warfare 
officers who qualify as engineering officer of the watch during their division officer tour(s) are more likely 
to stay in the Navy for at least ten years and have significantly higher O-4 promotion rates and fitness report 
scores than non-qualifiers. Retention and performance outcomes are also higher for surface warfare officers 
who qualify as engineering officer of the watch during their division officer tour(s) and lateral transfer into a 
restricted-line community than officers who originated in the restricted-line community. Full text
Keywords: talent management, officer quality, lateral transfer, performance measures, talent markers
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Master of Science in Management
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Changes to recruiting capacity have strategic implications, as the consequences affect national security. Main-
taining the correct number and quality of recruiters is paramount. Persistent low unemployment rates and low 
populations of military-age youth eligible or willing to serve combine as an existential threat to All-Volunteer 
Force recruiting for the United States Marine Corps (USMC). The USMC should anticipate an increasingly 
difficult recruiting environment through the 2020s. This thesis analyzes the recruiting environment with a fo-
cus on the saturation of the market of potential enlistees and recruiters from 2007 to 2017. The data are com-
prised of 344,469 enlistments in 132 recruiter months and 528 recruiting station years. Three recommenda-
tions result from this study. The quantitative recommendation developed in this thesis is to add approximately 
three missioned canvassing recruiters per Recruiting Station, or 144 total, where the marginal cost of the 1,400 
potentially gained contracts is the most economical manpower solution to increase high-quality contracting. 
The analysis reveals a quantitative and qualitative information gap and drives the second recommendation of 
creating an assessment tool. This tool affords leaders in the Fleet the ability to identify and flag Marines who 
display innate sales skills attributes via the recommended Marine On-Line (MOL) Recruiter Referral. The 
third qualitative and low-cost recommendation is to add “enriched” as a recruiting duty description across the 
force. Enriched is a proactive description of the job of a recruiter and should expand the dialogue of recruiting 
duty as personally and professionally enhancing. This slight change in wording may reinvigorate self-selected 
and intrinsically motivated recruiting duty volunteers. Full text
Keywords: Marine Corps, recruiting, multivariate analysis, saturation, matching, AVF, strategic HR
AN ANALYSIS OF THE MARINE CORPS SELECTION PROCESS: DOES 
INCREASED COMPETITION LEAD TO INCREASED QUALITY?
Eric Sandberg–– –Lieutenant Colonel, United States Marine Corps
Master of Science in Management
Advisor: Jesse Cunha, Graduate School of Business and Public Policy
Co-Advisor: Chad Seagren, Graduate School of Business and Public Policy
This thesis explores whether increased competition in the selection process of military officers leads to higher 
quality officers being chosen. Using the universe of Marine Corps officer applicants from 2009-2017, I es-
timate the relationship between the quality of selected officers and the ratio of selected officers to the pool 
of candidates. I first document that there is significant variation of selection ratios across Officer Candidate 
Course and Platoon Leaders Course officer selection boards, with most of the variation being across years. I 
next estimate regression models of the impact of selection ratio on quality, where quality is proxied by Scho-
lastic Assessment Test and grade point average scores. The estimated correlation between selection ratio and 
quality is negative and significant when including fixed effects for year, component, geographic location, and 
demographic components. The negative relationship suggests that a lower selection ratio is a signal of a more 
competitive board, and the board members are able to choose officers of higher academic quality. Full text
Keywords: performance, quality, Marine officer, selection, ratio, UMSC, MCRC, MCRISS, district, region, 
SAT, GPA, board, OCC, PLC
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Although females represent almost half of the U.S. civilian labor force, they account for less than 15 percent 
of the officers in the U.S. military. To account for this discrepancy, this thesis tests for gender bias within the 
U.S. military by analyzing unique datasets derived from Naval Postgraduate School. We first conduct a ran-
domized control trial by means of a survey (n=234). One group responds to scenarios relating to one gender; 
the second group responds to the same scenarios but relating to the opposite gender. We then use statistical 
analysis and ordinary least squares models to compare responses between genders. Second, using NPS student 
evaluations of teaching (n=175,093), we conduct t tests, examine the correlation of evaluation questions on 
instructor effectiveness, and employ ordinary least squares models using student and course fixed effects, and 
instructor and course fixed effects while controlling for student, instructor, class and school characteristics 
to analyze how gender influences evaluations. Our results identify that students favor matched gender pairs, 
with the effect largest among male pairs. We found this effect to be of marginal economic significance. These 
findings may indicate the effectiveness of gender equality training, or may reflect the current social climate 
concerning gender bias. Full text
Keywords: gender, bias, discrimination, military
THE IMPACT OF LOCAL SMOKING CULTURE ON THE 
SMOKING BEHAVIOR OF U.S. SOLDIERS
Brandy Stoudemire–– –Lieutenant Commander, United States Navy
Master of Science in Management
Advisor: Jesse Cunha, Graduate School of Business and Public Policy
Co-Advisor: Yu-Chu Shen, Graduate School of Business and Public Policy
Military members seemingly have a greater propensity for smoking than civilians. This observation has moti-
vated many researchers to explore the military’s historical relationship with tobacco and to examine the ways 
in which military culture promotes tobacco usage. The U.S. Army offers a unique opportunity to conduct 
natural experiments that measure cultural effects on smoking behavior because its soldiers are randomly as-
signed to their duty locations. My research exploits the variation in smoking behavior throughout the United 
States by using state-level smoking prevalence rates as a proxy measure for local smoking culture. I employ 
fixed effects models to compare the self-reported smoking behavior of individual U.S. Army soldiers to the 
smoking culture of their assigned state to address two primary questions: 1) Is there significant evidence that 
a soldier’s smoking behavior changes when he or she moves to a state with a different smoking culture? 2) Is 
the same state-level variation in smoking prevalence observed in the general population also observed in the 
Army population? My research provides initial evidence that local smoking culture influences soldiers’ deci-
sions about smoking, and I recommend ways the U.S. Department of Defense can leverage cultural effects to 
reduce smoking prevalence in the military. Full text
Keywords: smoking, tobacco use, cultural influence, peer effects, U.S. Army, military
59
STUDY OF SUPER DIELECTRIC MATERIAL FOR NOVEL PARADIGM CAPACITORS
This paper has been recognized as outstanding by its department.
Tanya McKnight–– –Lieutenant, United States Navy
Master of Science in Mechanical Engineering
Advisor: Jonathan Phillips, Department of Physics
 Second Reader: Claudia Luhrs, Department of Mechanical and Aerospace Engineering
This study investigates the applicability of super dielectric material (SDM) theory to a new variety of Novel 
Paradigm Supercapacitors (NPS), punched layer (PL) SDM parallel plate capacitors, by testing several variants 
of PL-SDM structure and saturation designed to theoretically optimize capacitor performance. The capacitors 
were made of PL-SDM, composed of a microporous insulator saturated in an ion dense solution, sandwiched 
between high-purity graphite electrodes. A commercial galvanostat employed a constant current test protocol 
of i) constant current charge, ii) constant voltage hold, and iii) constant current discharge (CHD) to measure 
capacitor performance: total energy and power, energy and power density, capacitance, and dielectric constant. 
The results show that PL-SDM structure, constructed to increase dipole density and length, improves total 
energy and power, capacitance, and dielectric constant while PL-SDM saturation has a negligible effect on 
capacitor performance, demonstrating that only a minimum volume of solution is required to achieve optimal 
performance. CHD protocol of increased hold times (10, 200, 400, 600 [s]) did not produce the intended effect 
of increased capacitance; this is theorized to be due to hold durations exceeding the required time to maximize 
dipole length. In conclusion, SDM theory provides a basis for further investigation of PL-SDM capacitor im-
provement. Full text
Keywords: Novel Paradigm Supercapacitor, NPS, super dielectric material, SDM, directed-energy weapon, 
DEW, energy magazine, capacitor, optimization, energy density, power density, dielectric constant, constant 
current, constant voltage, electric field minimization, dipole





MARITIME DOMAIN AWARENESS IN THE SOUTH CHINA 
SEA: AN OPERATIONAL PICTURE DESIGN
Stevie Greenway–– –Lieutenant, United States Navy
Coey Sipes– ––Lieutenant, United States Navy
Master of Science in Network Operations and Technology
Advisor: Dan Boger, Department of Information Sciences
 Second Reader: Scot Miller, Department of Information Sciences
Maritime domain awareness (MDA) is a crucial U.S. Navy operational function, with significant long-term 
strategic overtones, especially in the South China Sea (SCS) region. Socio-economic issues plague the SCS, 
including overfishing, piracy, and energy usage, and have forced many countries to disregard borders, laws, 
and economic exclusionary zones. These actions have caused numerous vessels of interest  to turn off required 
positioning systems to participate in illicit activities. This thesis builds upon the concept of operations de-
veloped in year one of a multi-year project in order to create an exercise plan for use during the 2018 naval 
exercise Southeast Asia Cooperation and Training. Advances in commercial satellite imagery programs will 
enhance and improve situational awareness in the MDA realm for the Association of Southeast Asian Nations 
countries adjacent to the SCS. The research focuses on utilizing a variety of unclassified software programs. 
These programs provide interested parties with additional tools that improve the capabilities of the partner 
nations to improve information sharing on both cooperative and non-cooperative MDA tracks. Full text
Keywords: maritime domain awareness, commercial satellite imagery, feature recognition software, informa-
tion sharing, common operational picture, SeaVision, APAN, SPOTR, operational experimentation
SCALABILITY AND ROBUSTNESS TESTING OF IOT NETWORKS 
USING LEACH PROTOCOL SIMULATION
Christopher Henson–– –Lieutenant, United States Navy
Master of Science in Network Operations and Technology
Advisor: Gurminder Singh, Department of Computer Science
 Second Reader: Steven Iatrou, Department of Information Sciences
The Navy’s new Distributed Lethality strategy will require an extensive sensor network to support increased 
information requirements. Wireless sensor networks (WSN) for Intelligence, surveillance and reconnaissance 
support offer a means to gather this information, and commercial-off-the-shelf (COTS) solutions offer an 
economical option for the required WSN components. Through computer simulation using the LEACH pro-
tocol and Raspberry Pi 3 Model B (RPi) parameters as the sensor nodes, this research explored the technical 
feasibility of using COTS technologies to implement a low-cost WSN. Simulations were designed to measure 
the number of rounds for RPi node death to compare performance against the current WSN structure using 
micro-sensor (MS) nodes. Measurements were taken from the RPi in transmit and receive modes to represent 
the joule/bit rate for energy used by RPi nodes in the simulation. Modified parameters were the percentage 
of nodes serving as cluster-head (CH), initial power for each node, number of nodes, and packet size from 
CH-to-base station. The results showed that adjustments to the Clusterhead-to base station packet size and the 
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initial node power provided results where the RPi’s robustness and scalability capabilities equaled or exceeded 
the performance of the current micro-sensor networks. Full text
Keywords: wireless sensor networks; internet-of-things; intelligence, surveillance and reconnaissance; LEACH 
protocol
ESTABLISHING RESILIENT MOBILE AD HOC NETWORKS IN A COMMAND AND 
CONTROL DENIED OR DEGRADED ENVIRONMENT VIA AN AERIAL LAYER NETWORK
Richard Markray– ––Lieutenant, United States Navy
Waller Tyrone–– –Lieutenant, United States Navy
Master of Science in Network Operations and Technology 
and Master of Science in Cyber Systems and Operations
Advisor: Alex Bordetsky, Department of Information Sciences
Co-Advisor: Douglas MacKinnon, Department of Information Sciences
The U.S. Navy competes for resources in an economically constrained environment. With heavy financial 
obligations, it must look for alternative approaches to communicate that can continue to enable its forces to 
carry out operations. This research investigates the viability of potential communication options used in a 
communications-degraded environment. Technological advancements in the area of wireless mesh networks 
and mobile ad hoc networks (MANETs) have demonstrated a high level of success in facilitating communi-
cation. One similar technology, the aerial layer network (ALN), is gaining momentum throughout the U.S. 
armed forces as an alternative to satellite communications. In our virtual model simulations, we created a 
carrier strike group (CSG)-level MANET that received data packets from a ground site via an ALN with-
out satellite connectivity, and communicated over a distance greater than 800 nautical miles. To determine 
network performance, generally accepted network reliability axioms were utilized. Our network simulation 
demonstrated a MANET and ALN are viable communication solutions for a CSG in a command and control 
denied or degraded environment. We evaluated mobile IP routing protocols Optimized Link State Routing 
and Ad Hoc On-Demand Distance Vector (AODV) routing and determined that AODV provided better 
packet delivery performance. Full text
Keywords: aerial layer network, wireless mesh network, mobile ad hoc network, optimized link state routing, 
ad hoc on-demand distance vector, QualNet, systems tool kit
SURFACE SHIP SAFETY PREDICTIVE ANALYSIS
Alejandro Musquiz– ––Lieutenant Commander, United States Navy
Mark Roach– ––Lieutenant, United States Navy
Master of Science in Network Operations and Technology
Advisor: Douglas MacKinnon, Department of Information Sciences
 Second Reader: Nelson Irvine, Department of Information Sciences
This research seeks to find root causes of Class A or B mishaps in Navy surface ships in order to identify ships 
at risk for future mishaps. Additionally, by looking at data from ships that experienced mishaps between 2012 
and 2017, and by searching beyond the root cause of specific causal factors for these incidents, we may be able 
to determine if indicator variables could have predicted the ships were at risk. We explored the LHD, LPD 
(San Antonio Class), and CG ship classes, as these classes experienced the most mishaps between 2012 and 
2017. We used linear regression, descriptive statistics, time-series analysis, and data optimization as the pri-
mary methods to examine our collected data. We implemented a reverse-forecasting, or backcasting, approach 
to correlate variables to LHD, LPD, and CG class ships that experienced a Class A or B mishap in the studied 
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years. We were unable to identify a correlation in the numerous data sets. Small amounts of correlation were 
found in the data models, but nothing statistically significant that would help predict future mishaps. Full text
Keywords: mishaps, safety, linear regression, prediction model, Class A mishap, Class B mishap
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ASSESSING THE ROBUSTNESS OF GRAPH STATISTICS FOR 
NETWORK ANALYSIS UNDER INCOMPLETE INFORMATION
This paper has been recognized as outstanding by its department.
Xian Lin Penelope Chia–– –Captain, Singapore Army, Singapore Armed Forces
Master of Science in Operations Research
Advisor: Samuel Huddleston, Department of Operations Research
Co-Advisor: Ruriko Yoshida, Department of Operations Research
 Second Reader: David Alderson, Department of Operations Research
Due to the emergence of powerful global terrorist organizations such as Al Qaeda and ISIS over the last 15 
years, social network analysis is increasingly leveraged by the Department of Defense to develop strategies to 
combat criminal and terrorist organizations. Understanding and correctly classifying networks improves our 
ability to destroy criminal and terrorist networks because we can leverage existing literature that identifies the 
optimal strategy for dismantling these networks based on their network structure. However, these strategies 
typically assume complete information about the underlying network. Due to the limited ability of an analyst 
to process all of the available data, our inability to detect all members of these networks, and the efforts of 
criminal organizations to hide their activities and structure, analysts must classify these networks and develop 
strategies to combat them with missing information. This thesis analyzes the performance of a variety of net-
work statistics in the context of incomplete information by leveraging simulation to remove nodes and edges 
from networks and evaluating the effect this missing information has on our ability to accurately classify 
the underlying structure of the network. We provide recommendations to intelligence analysts about which 
statistics provide the most information, conditions under which it is reasonable to assert a classification, and 
a framework for the evaluation of network statistics for the purposes of classifying network graphs under 
incomplete information. Full text
Keywords: network, graph, terrorism, intelligence, incomplete information
A FIRST-PRINCIPLES APPROACH TO MEASURING ROBUSTNESS 
IN COMMAND AND CONTROL SYSTEMS
David Cohick–– –Commander, United States Navy
Master of Science in Operations Research
Advisor: David Alderson, Department of Operations Research
 Second Reader: Keenan Yoho, Graduate School of Business and Public Policy
There is growing evidence that organizational architectures of military Command and Control systems are 
evolving from multiple layered, hierarchical (top-down) commands to more adaptable commands of net-
worked teams. This research presents a first principles approach to developing a computational framework to 
measure and compare the organizational architecture of any military unit or commercial business. The devel-
oped construct takes the form of a game that imitates processes an organization must accomplish to reach an 
objective. Supported by mathematical analysis, we implement the framework as a simulation to measure the 
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effectiveness of various organizational architectures. We explore performance advantages of different archi-
tectures when an organization’s objective and/or operating environment change. Full text
Keywords: organization theory, organizational architecture, quantitative framework, team of teams, organic 
architecture, robustness, command and control
CLASSIFYING VESSELS OPERATING IN THE SOUTH CHINA SEA BY 
ORIGIN WITH THE AUTOMATIC IDENTIFICATION SYSTEM
Kimberly Cull– ––Lieutenant, United States Navy
Master of Science in Operations Research
Advisor: Lyn Whitaker, Department of Operations Research
 Second Reader: Andrew Anglemyer, Department of Operations Research
This research focuses on building classification models with multinomial responses based upon seven months 
of Automatic Identification System (AIS) data gathered from the South China Sea. The models, built using 
Gradient Boosted Machines, assess the validity of utilizing AIS to confirm an operating vessel’s origin, by 
country and geographical region. Two types of models are built. The first model captures the naturally de-
pendent nature of AIS signals and serves as a proof of concept for how well a global model trained over many 
years could perform. The second model attempts to reduce the dependency between AIS signals in order to 
characterize maritime patterns of behavior by country and region. With relative accuracy, both types of mod-
els are able to predict a vessel’s origin and provide insight into maritime patterns of behavior. Full text
Keywords: data analysis, classification, Automatic Identification System, South China Sea, gradient boosted 
models
PSYCHOMETRIC ANALYSIS OF THE SERVICEMEMBER EVALUATION TOOL
Joseph Felix–– –Lieutenant Commander, United States Navy
Master of Science in Operations Research
Advisor: Brennan Cox, Department of Operations Research
Co-Advisor: Andrew Anglemyer, Department of Operations Research
 Second Reader: Nita Shattuck, Department of Operations Research
The U.S. Navy is concerned with the psychological resilience of its sailors. The Navy has developed multiple 
programs as part of the 21st Century Sailor and Marine initiative to promote resilient behaviors. In order to 
determine the effectiveness of these programs, the Navy must have a valid tool to assess psychological resil-
ience. The Naval Center for Combat and Operational Stress Control developed the Servicemember Evaluation 
Tool (SET) to assess its internal resilience-training program. This thesis examines the use of the SET in an 
operational setting by collecting data from five naval vessels on deployment. The goals of this thesis are to 
evaluate the psychometric properties of the SET on this sample population. Furthermore, this thesis identifies 
potential improvements to the SET to make it more efficient for operational use. Full text
Keywords: resilience, psychometrics, Servicemember Evaluation Tool
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THE UNRESOURCED BURDEN ON UNITED STATES NAVY SAILORS AT SEA
This paper has been recognized as outstanding by its department.
Christine Fletcher– ––Lieutenant Commander, United States Navy
Master of Science in Operations Research
Advisor: Nita Shattuck, Department of Operations Research
 Second Reader: Charles Good, Department of Defense Analysis
This thesis seeks to determine why U.S. Navy Sailors work longer hours than accounted for in Navy manpow-
er models. The study focuses on at-sea tasks of enlisted Sailors aboard Guided Missile Destroyers. To address 
the question, we reviewed the full Navy Manpower Analysis Center model for Destroyer task requirements, 
interviewed Destroyer subject-matter experts knowledgeable about enlisted tasking, analyzed self-reported 
workload questionnaires administered to deployed Sailors, developed a comprehensive enlisted at-sea task 
model, and contrasted that model with Navy task models. The thesis finds that, over the past 25 years, Navy 
policy changes have resulted in decreased Destroyer manning, insufficient training due to revised methodolo-
gies, and deficient maintenance. Relying on technological advancements to reduce workload, the Navy cut 
manning levels. These manning shortfalls, combined with higher operational tempos, resulted in misalign-
ment between actual at-sea tasks and manning models. The largest misalignment occurs in training, including 
on-the-job training and qualifications, warfare training, and underway drills. Additionally, the study finds 
that Navy-wide policy changes were not vetted through OPNAV N1 to determine their effect on at-sea Sailor 
workload. This thesis recommends instituting centralized policy analysis for new initiatives potentially affect-
ing Sailor workload and periodic reassessment of the Navy Availability Factor (afloat wartime workweek). Full 
text
Keywords: Navy manpower, fleet manning, Navy training, Navy maintenance, operational tempo, OPTEM-
PO, Navy Availability Factor, NAF, Navy Standard Workweek, NSWW, Navy Manpower Analysis Center, 
NAVMAC, working hours, Ship Manpower Document, SMD, Guided Missile Destroyer, DDG, fleet friction, 
readiness gap, command and control, sea/shore imbalance, maritime regulations, optimal manning, Revolu-
tion in Training, RIT, behavior analysis workload creep, workload imbalance, task shedding, fatigue, stress
MINING PREDICTORS OF SUCCESS IN AIR FORCE FLIGHT TRAINING 
REGIMENS VIA SEMANTIC ANALYSIS OF INSTRUCTOR EVALUATIONS
Jaesung Hwang–– –Major, Republic of Korea Air Force
Master of Science in Operations Research
Advisor: Matthew Norton, Department of Operations Research
Co-Advisor: Su-Hwan Kim, Korea National Defense University
 Second Reader: Robert Koyak, Korea National Defense University
Most educational curricula have step-by-step learning objectives accompanied by some type of assessment 
that can be used to analyze student outcomes and trends. When these assessments are unstructured textual 
feedback, it is difficult to extract meaningful indicators that point to student success. In this thesis, we create 
a graphical representation of the text corpus of each individual student assessment in a flight-training pro-
gram used by the Republic of Korea’s Air Force. From it, we develop a coherent topic model, which allows 
us to characterize the training program. We then utilize the graphical representation of student assessments, 
together with the extracted topic model, to extract meaningful information from each assessment. This allows 
us to develop a statistical model to predict student outcomes. This information also allows us to quantitatively 
assess the importance of each topic, characteristics of instructor feedback and their connection to student 
success, as well as other factors. We apply our methodology to the criticism text written in the flight-training 
program student evaluations in order to construct a model that accurately predicts passing and failing based 
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on extracted factors. We provide instructors and students with recommendations for improving the success 
rate of the flight-training course. Full text
Keywords: text mining, feedback analysis, semantic network, binary classification
MULTICOMMODITY LOGISTICAL SUPPORT IN AN ANTI-
ACCESS, AREA DENIAL ENVIRONMENT
Jonathan Krenz–– –Lieutenant Commander, Supply Corps, United States Navy
Master of Science in Operations Research
Advisor: Emily Craparo, Department of Operations Research
 Second Reader: Jeffrey Kline, Department of Operations Research
As countries around the world develop long range anti-ship ballistic missiles (ASBMs), the current method of 
replenishing warships at sea may no longer be viable. These long range ASBMs can be used to target combat 
logistic force (CLF) ships, resulting in the degradation of the warships’ mission without targeting of the war-
ships. Currently, the U.S. Navy has approximatively 30 ships in its CLF fleet. The destruction or damage to 
a few of these ships will have a devastating impact on Navy surface operations. Colburn (2015) developed an 
optimization model to consider the use of ‘mini-CLF’ ships to shuttle fuel to deployed Carrier Task Force/
Cruiser/Destroyer surface action groups and forward deployed units while at sea. In practice, however, multi-
ple commodities, such as fuel, stores, and ammunition, are required to keep ships operating during peacetime 
and wartime situations. This thesis extends Colburn’s model to include all of these commodities and exercises 
the model on four case studies. Full text
Keywords: combat logistics force, CLF, shuttle ship, logistics planning factors, underway replenishment, dis-
tributed lethality, distributed logistics, anti-access, area denial, naval logistics, optimization, multicommodity, 
DL-RASM
MULTI-COMMODITY LOGISTIC MODEL FOR DISTRIBUTED LETHALITY
Stephen Mannila–– –Lieutenant Commander, United States Navy
Master of Science in Operations Research
Advisor: Michael Atkinson, Department of Operations Research
Co-Advisor: Moshe Kress, Department of Operations Research
 Second Reader: Matthew Geiser, Department of Operations Research
Evolving anti-ship ballistic missiles are enhancing the effectiveness of anti-access (A2) strategies, which seek 
to keep opposing forces out of an operating area. This may reduce the effectiveness of legacy U.S. Navy op-
erational principles, which rely on large, multi-ship carrier strike groups. In response, the Navy created an 
offensive principle known as distributed lethality (DL) that would allow warships to project power within an 
A2 environment. DL calls for smaller, agile, and lethal combinations of ships, called adaptive force packages 
(AFPs), which operate in a distributed manner over a large area. This concept brings about the logistical chal-
lenge of satisfying distributed demand across many locations. Moreover, the A2 environment poses a threat to 
the Navy’s standard resupply source, the Combat Logistics Force (CLF) ship. CLF ships can no longer afford 
to travel close to forward deployed units. These developments require modifications in the Navy’s combat 
logistics chain. This thesis modifies the Navy combat logistics chain to support small- and medium-size war-
ships operating as AFPs within a DL and A2 environment and analyzes requirements for the development of 
mini-CLF ships as the main AFP resupply source. Full text
Keywords: Combat Logistics Force, shuttle ship, underway replenishment, distributed lethality, distributed 
logistics, anti-access, naval logistics
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OPTIMIZING TRAINING EVENT SCHEDULES AT NAVAL AIR STATION FALLON
This paper has been recognized as outstanding by its department.
Robert Slye–– –Lieutenant Junior Grade, United States Navy
Master of Science in Operations Research
Advisor: Robert Dell, Department of Operations Research
 Second Reader: Connor McLemore, Operations Analysis Program Office
Naval Air Station (NAS) Fallon, located in northwestern Nevada, is best known for one of its resident training 
schools, the United States Navy Fighter Weapons School, popularly known as Topgun. Fallon training range 
airspace overlays 10,200 square miles and contains ground ranges for bombing and electronic warfare. In ad-
dition to servicing the flight training requirements of its resident programs, NAS Fallon provides airspace, 
land, and logistical support for dozens of outside commands, ranging from carrier airwing detachments to 
special operations forces. It follows that scheduling training events at NAS Fallon is heavily constrained due 
to large demands on limited training airspace and aircraft availability. This thesis constructs, implements, and 
produces sample results using the Scheduling Assistance Tool (SAT), a mixed integer program designed as an 
aid to the operations department at NAS Fallon. SAT optimizes allocation of range space, subject to limited 
resources such as operational field hours, equipment, and event turnaround times. The primary output is a 
deconflicted daily flight schedule that includes unit, event, day, start time, and range assignment. We test SAT 
with 323 real-world event requests over a one-month period. SAT’s baseline test results in 86% of events be-
ing scheduled. By giving optional ranges and start times to the unscheduled events, SAT is able to schedule 
99% of the same events. Several additional excursions from the baseline scenario demonstrate how SAT can 
improve event schedules. Full text
Keywords: optimization, scheduling, airspace, mixed integer linear program, persistence, naval aviation
SIMULATED OPERATING CONCEPTS FOR WIOM IMPLEMENTATION
This paper has been recognized as outstanding by its department.
Sean Teter– ––Lieutenant Commander, United States Navy
Master of Science in Operations Research
Advisor: Emily Craparo, Department of Operations Research
 Second Reader: Javier Salmeron, Department of Operations Research
Naval Supply Systems Command Weapon Systems Support (NAVSUP WSS) serves as the Navy’s inventory 
control point, managing approximately 375,000 line items. Constrained by funding, NAVSUP WSS uses the 
Wholesale Inventory Optimization Model (WIOM), a mixed-integer linear program developed by Naval Post-
graduate School faculty, to maximize customer service. Since demand distributions for different parts change 
over time, NAVSUP WSS updates the inputs to WIOM and reruns it quarterly. However, large changes to 
the solution create an administrative burden. To deal with this problem, referred to as churn, WIOM has a 
persistence parameter that can discourage change from one run to the next, but it is inherently at odds with 
customer service performance. This thesis presents a new model, the Comparative Optimized Results Simula-
tion (CORS). Using CORS, the thesis explores the system’s performance under different settings of the persis-
tence parameter and different periodicities of running WIOM. The thesis finds that periodicities greater than 
quarterly significantly degrade customer service. Additionally, the thesis finds that increasing the persistence 
parameter dramatically improves churn while only marginally degrading customer service. Full text
Keywords: inventory management, discrete event simulation, wholesale inventory optimization model
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ASSESSING ORCHESTRATED SIMULATION THROUGH MODELING TO QUANTIFY THE 
BENEFITS OF UNMANNED-MANNED TEAMING IN A TACTICAL ASW SCENARIO
Preston Tilus– ––Lieutenant, United States Navy
Master of Science in Operations Research
Advisor: Jeffrey Kline, Department of Operations Research
 Second Reader: Thomas Lucas, Department of Operations Research
The U.S. Navy’s strategy calls for maintaining dominance in the undersea domain. One way to add undersea 
warfare capability is to team the P-8 Poseidon with the Medium Displacement Unmanned Surface Vessel 
(MDUSV). A tool to study the potential benefit of integrating the two platforms is Orchestration Simulation 
Through Modeling (OSM), which allows the modeler to use a map of the world to define a combat zone, build 
agents with pre-defined behaviors and states, and run hundreds of thousands of simulated missions built with 
the Littoral Combat Ship Integrated Toolkit for Mission Engineering Using Simulations (LITMUS). To assess 
LITMUS’s ability to quantify the benefit of integrating these two platforms, 95,700 tactical antisubmarine 
warfare (ASW) engagements are simulated using the program with the P-8 alone, MDUSV alone, and the 
P-8 and MDUSV working in tandem. LITMUS statistical data analysis, while limited by software constraints, 
indicates a 30% improvement in the probability of a kill by a P-8 hunting a submarine versus the MDUSV 
alone, and a 10% decrease in conditional mean time to kill the submarine given the submarine is killed when 
the P-8 and MDUSV work in tandem versus the P-8 operating alone. Adding a dark submarine to act as a false 
contact to each of the three scenarios had a negligible effect on both the conditional mean time to kill and 
the probability the submarine is killed. Comparison of LITMUS’s results to those obtained using a different 
simulation model indicates that the LITMUS results are optimistic and that LITMUS software modifications 
are required to improve LIMTUS’s representation of the scenario. Full text
Keywords: antisubmarine warfare, Medium Displacement Unmanned Surface Vessel, P-8, Littoral Combat 
Ship Integrated Toolkit for Mission Engineering Using Simulations, LITMUS, model, Orchestrated Simula-
tion Through Modeling, OSM
CHARACTERIZING SHIP NAVIGATION PATTERNS USING AUTOMATIC 
IDENTIFICATION SYSTEM (AIS) DATA IN THE BALTIC SEA
Janet von Eiff– ––Lieutenant, United States Navy
Master of Science in Operations Research
Advisor: Robert Koyak, Department of Operations Research
 Second Reader: Samuel Huddleston, Department of Operations Research
The Intelligence, Surveillance, and Reconnaissance community is interested in developing a model that can 
assist in characterizing patterns of ship navigation. We examine techniques used to highlight those patterns 
using historical Automatic Identification System (AIS) data in the Baltic Sea from January to April 2014. A 
regression model is used to determine which factors influence the amount of time a cargo ship spends in a 
port in the Saint Petersburg, Russia area. We find that the best model is able to explain about 29 percent of 
the variance of the length of time that a vessel is in the Saint Petersburg area. We use three random forest 
models, that differ in their use of past information, to predict a vessel’s next port of visit. The random forest 
models we use in this analysis demonstrate that predicting a vessel’s next port of call is not a Markov model 
but a higher-order network where past information is used to more accurately predict the future state. The 
transitional probabilities change when predictor variables are added that reach deeper into the past. Our find-
ings suggest that successful prediction of the movement of a vessel depends on having accurate information 
on its recent history. Full text
Keywords: AIS, Baltic Sea, data analysis, regression, higher-order network, Bayes information criterion, ran-
dom forest
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NPS TERAHERTZ PROJECT: IR HAB FLIGHT TESTING AND INTEGRATION
Marcello de Souza– ––Lieutenant Colonel, Brazilian Air Force
Master of Science in Space Systems Operations
Advisor: Fabio Alves, Department of Physics
Co-Advisor: James Newman, Space Systems Academic Group
Terahertz (THz) technology has become very attractive for space purposes. In this context, Department of 
Defense-Space recently started to sponsor the THz Project at the Naval Postgraduate School (NPS) to develop 
this technology for future space applications. The goal of this project is to develop a prototype THz imager 
that could be flown in space. Given the proposed THz architectures, the infrared (IR) imager is an appropriate 
first step in that direction. Therefore, this study is a relevant starting point for the THz Project at NPS since 
it shows the results of experiments using an IR camera integrated on high-altitude balloon flights. The objec-
tive of this thesis is to study the integration concerns in order to evaluate possibilities and suggest appropriate 
configurations. This study provided relevant knowledge about a Raspberry Pi–controlled command and data 
handling board with a radio and an Electrical Power System for the main bus, designed 3D printed pieces, 
developed interfaces between cameras and boards, assembled and disassembled structures, managed weight/
power/data budgets, and accomplished the launch and recovery operations. The recommendations at the end 
of this thesis indicate that better configurations should be adopted for the next stages of the project. Full text
Keywords: HAB flight, terahertz, infrared, integration, interface
SHARING S-BAND COMMUNICATIONS TO CONDUCT SMALL SATELLITE TT&C
Austin Forbes–– –Lieutenant, United States Navy
Master of Science in Space Systems Operations
Advisor: James Newman, Space Systems Academic Group
Co-Advisor: Giovanni Minelli, Space Systems Academic Group
Electromagnetic (EM) spectrum management is an escalating concern in today’s growing wireless market, 
and ensuring that the growing number of EM spectrum users have adequate access will become only harder 
and more expensive as the number of users of cellular phones and satellite operations continues to grow. Uti-
lizing and effectively sharing available spectrum is an involved process with many users competing for access. 
With the ever-increasing demand for EM spectrum, the creation and utilization of policies and regulations 
that support and encourage the co-utilization of EM spectrum bands is of growing importance. The Mobile 
CubeSat Command and Control (MC3) ground station personnel at the Naval Postgraduate School (NPS) 
in Monterey, California, conducted a series of tests with local news station KION to determine the feasibil-
ity of simultaneously using an S-Band uplink frequency to conduct telemetry, tracking, and communications 
(TT&C) with NPS CubeSats while KION conducted its electronic news gathering (ENG) operations. The 
testing determined that conducting TT&C satellite operations above 7 degrees of antenna elevation does not 
impact ENG operations in Monterey. Our results may encourage spectrum co-utilization and ease the strain 
on the increasingly congested EM spectrum. Full text
Keywords: EM Spectrum Sharing, MC3 Network, SmallSat, CubeSat, electronic news gathering
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COUNTER UNMANNED AERIAL SYSTEM DECISION-AID LOGIC PROCESS (C-UAS DALP)
Allen Bullard, Gregory Ferrell, Laura Gilmour, Jedediah Magda, Mark Rice, and Cheryl Young
Master of Science in Systems Engineering and Master of Science in Engineering Systems
Advisor: Ronald Carlson, Department of Systems Engineering
Co-Advisor: Rama Gehris, Department of Systems Engineering
Small, highly capable, and inexpensive unmanned aerial systems (UASs) are commonplace, easily modified, 
and being weaponized to aid the enemy in attacking U.S. interests around the world. NAVAIR and other 
stakeholders have multiple and available sensor and countermeasure capabilities that surveil, detect, track, and 
attack these UAS threats, but these capabilities lack a decision-aid or logic process that bridges the middle ele-
ments of the kill chain between detection to countermeasure response. This capstone project creates the logic 
for a decision process that transitions from the initial detection, characterization, and threat determination 
to a recommended response based on available sensor and countermeasure data. This logic process enables 
an operator to quickly, reliably, consistently, and repeatedly make the optimal tactical decisions in response to 
a dynamic threat environment. The products and deliverables include the concept of operations, functional 
architecture, design reference mission, modeling and simulation, decision-aid logic process, future research 
considerations, and recommendations. The concept of operations describes conceptual ideas relating to the 
manner of use, location, general logic process, and reference mission. This is the framework for the IDEF0 
functional architecture diagrams, decision-aid diagrams, logic process, and modeling and simulation. Full text
Keywords: counter-unmanned aerial systems, decision-aid, logic process, systems engineering, kill chain, de-
tect-to-engage
ANALYSIS OF ALTERNATIVE RECOVERY SYSTEMS FOR THE RQ-21A BLACKJACK
Thomas Fahed, Alexander Gray, Ismail Hassen, Steven Lofy, Abu 
Mashfiquzzaman, Michael Melnyk, Nick Skalamera, and Andrew Todd
Master of Science in Systems Engineering
Advisor: Ronald Carlson, Department of Systems Engineering
Co-Advisor: Rama Gehris, Department of Systems Engineering
The RQ-21A unmanned aerial system must be able to launch and recover independent from any runway or 
leveled surface. The current RQ-21A STUAS recovery system (SRS) has been deemed deficient by Program 
Management Authority 263, because it is incapable of recovering the air vehicle at its maximum weight and 
commonly causes damage to the air vehicle, payloads, and/or the SRS. This project conducted an analysis of 
alternatives to compare the SRS, VTOL, SideArm, FLARES, and Net Capture recovery systems based on 
performance, cost, and risks. The VTOL and SideArm are recommended as potential replacements because 
they outperform the RQ-21A SRS and other alternatives in performance, cost, and risk. Replacing the current 
SRS with VTOL or SideArm would reduce the amount and frequency of damage to the air vehicle, increase 
performance, and reduce life-cycle costs. SideArm and VTOL have performance values of 0.809 and 0.766, 
The following theses and capstone project reports were produced by residential or distance-learn-
ing students in the systems-engineering curriculum. The degrees awarded include Masters of Sci-
ence in Systems Engineering and Systems Engineering Management.
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respectively. FLARES, Net Capture, and the SRS have substantially lower performance values of 0.453, 0.448, 
and 0.005. The total life cycle costs of the VTOL and SideArm are substantially lower, $758 and $759 million, 
compared to the other systems, which range from $913 to $1,034 million. Full text
Keywords: RQ-21A, Insitu, analysis of alternatives, performance analysis, recovery system, small tactical un-
manned aerial system, STUAS, unmanned air vehicle, UAV, vertical takeoff and landing, VTOL, SideArm, 
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