In this paper, we analyze the performance of wireless sensor networks using stochastic geometry. In practical networks, since nodes in the networks are not independently placed, there exists a correlation among the locations of the nodes. In order to capture the effect of the correlation, we model the spatial distribution of the nodes as α-Ginibre point processes (GPPs), which reflect the repulsion. It is assumed that each sensor node is associated with the closest gateway and employs a fractional channel inversion power control, which adjusts transmit power based on the contact distance. We first identify the characteristics of the contact distance and transmit power, and then investigate the outage performance of the networks using the derived characteristics. We also examine energy harvesting networks where each sensor harvests energy from radio frequency signals radiated by energy sources and transmits data to its serving gateway when the harvested energy is enough to conduct the fractional channel inversion power control. Since the α-GPP contains the Poisson point process (PPP) as a particular case, our analysis can be interpreted as a generalization of previous works on the networks modeled by PPPs. The accuracy of our analysis is validated through simulation results.
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I. INTRODUCTION
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Digital Object Identifier 10.1109/TWC.2017.2686848 devices, radio frequency (RF) energy harvesting technique, which scavenges energy from RF signals radiated by dedicated or ambient RF transmitters, has been developed [4] , and implementations of the technique were examined in [5] - [8] .
In this paper, we investigate wireless sensor networks where each sensor is associated with the closest gateway. Each sensor performs a fractional channel inversion power control to mitigate the interference from other sensors. In order to take repulsive behaviors of nodes in the networks into account, we model the locations of the gateways and sensors as α-Ginibre point processes (GPPs) which capture the repulsion and contain Poisson point process (PPP) as a special case. We consider two scenarios. In the first scenario, the sensors are equipped with batteries with sufficiently enough energy to conduct the fractional channel inversion power control. In the second scenario, the sensors send data only when the harvested energy from the RF signals transmitted by dedicated RF energy sources, which are deployed to provide energy to the sensors, is sufficient to perform the power control. Then, we identify the characteristics of the distance between a sensor and its serving gateway, and the power transmitted at the sensor. In addition, we provide analytical expressions for the outage performance and verify our analysis from numerical results.
A. Related Work and Motivations
Due to its mathematical simplicity, the PPP whose points are independent has been utilized as a means to model the spatial distribution of nodes in wireless networks. For ad hoc wireless networks, under the PPP assumption for node locations, the transmission capacity was characterized in [9] and [10] . By modeling the locations of base stations (BSs) as a PPP, the authors in [11] derived analytical expressions of the coverage probability and mean rate of downlink cellular networks. Also, in [12] , a closed-form expression of the coverage probability for multi-tier heterogeneous networks (HetNets) was provided. The work in [13] investigated the spectral efficiency in HetNets with flexible cell association which is also known as biasing.
For wireless sensor networks, the probability of decision error at a fusion center whereby each sensor is restricted to sending a 1-bit information to the fusion center and the locations of sensor nodes follow a PPP was analyzed in [14] . By assuming PPP distributed sensors and data collectors, the distribution of the signal-to-interference-plus-noise ratio (SINR) at a data collector was identified in [15] . The authors in [16] examined the performance of optimal maximal ratio combining (MRC) based coherent sensor transmission in wireless sensor networks. The physical layer security of wireless sensor networks where the locations of sensors, access points and sinks are modeled as PPPs was studied in [17] . In addition, the authors in [18] proposed an outlier detection algorithm for wireless sensor networks where the spatial distribution of sensors is modeled as a PPP.
For uplink cellular networks with PPP distributed BSs, the authors in [19] presented the coverage probability and average rate by approximating the distribution of interfering users as a PPP. The outage probability in single and multi-tier cellular uplink networks where a full channel inversion power control is employed was analyzed in [20] . In addition, the authors in [21] characterized the signal-to-interference ratio (SIR) distributions in a two-tier HetNet approximating the uplink interferer locations as a non-uniform PPP. The performance of the uplink cellular networks with multi-antenna BSs and that with double association were analyzed in [22] and [23] , respectively.
It should be emphasized that the vast majority of prior works on the network performance analysis using stochastic geometry have assumed PPP distributed nodes since the independence assumption makes the analysis tractable as in [9] - [23] . However, the PPP is only suitable for the networks where nodes are deployed in a fully unplanned fashion. Furthermore, in [11] , it is shown that modeling the spatial distribution of BSs as a PPP underestimates the performance of the actual deployment of cellular network. In many practical networks, the locations of the nodes are determined to alleviate interference or extend coverage region, and therefore there exists a form of repulsion among the nodes [24] - [26] . Recently, as point processes to consider the repulsion, determinantal point processes (DPPs) [27] which are repulsive point processes have received a lot of attention. The authors in [28] investigated the performance of downlink cellular networks where the BSs' locations follow a DPP.
The GPP is one of the main examples of the DPPs. The β-GPP (0 < β ≤ 1) [29] is a thinned and re-scaled GPP. To be specific, points of the β-GPP is obtained by eliminating each point of the GPP with probability 1 − β and applying the homothety of ratio √ β to the remaining points to keep the original intensity. By modeling the spatial distribution of BSs as a β-GPP, the coverage probability of downlink cellular networks was characterized in [30] and [31] . On the other hand, the α-GPP (−1 ≤ α < 0) [32] is a superposition of −1/α independent copies of a GPP with intensity scaled by √ −α. The α-GPP encompasses the GPP (α = −1) and PPP (α → 0) as special cases. In [33] and [34] , the performance of energy harvesting networks where the locations of RF energy sources are modeled as an α-GPP was examined. However, the works in [33] and [34] only focused on the random distribution of the RF sources under the assumptions that a power control is not employed at sensor nodes and the locations of the sensors and gateways are deterministic.
Lately, RF energy harvesting technique has attracted much research interest as an emerging solution for prolonging the network lifetime. For ah hoc networks where energy sources and information transmitters follow independent PPPs, the outage probability was derived in [35] . Also, the authors in [36] presented uplink cellular networks overlaid with energy sources and addressed a tradeoff among intensity of BSs, transmit power at energy sources and intensity of energy sources. Moreover, the outage probability in energy harvesting cognitive radio networks was identified in [37] and [38] . The authors in [39] and [40] considered a scenario where mobile users send data to their associated uplink BSs using the power harvested from concurrent downlink RF signals.
In spite of the fact that nodes in practical wireless sensor networks experience a repulsive behavior [24] - [26] and modeling the locations of the nodes as a PPP gives the most pessimistic performance estimate [11] , wireless sensor networks where all nodes, i.e., the sensors, gateways and RF energy sources, follow repulsive point processes have not been studied in the existing literature. To this end, in this paper, we analyze the performance of the wireless sensor networks by modeling the locations of the nodes as α-GPPs. We would like to emphasize that our model can also be applied to uplink cellular networks with a repulsion among BSs, which have not been investigated so far. The main difficulty in analyzing the performance of the uplink cellular networks comes from the fact the spatial distribution of scheduled users is unknown. The approach used in this paper can be directly applied to the uplink cellular networks with no technical difficulties.
B. Contributions and Organization
In this paper, we study wireless sensor networks where the spatial distributions of nodes are modeled as α-GPPs in two scenarios: (1) Sensors are equipped with batteries with enough power to send data to gateways, and (2) sensors harvest energy from RF signals radiated by dedicated RF energy sources and transmit data to gateways only when they scavenge sufficient power. The contributions of this paper are summarized as follows:
• First, considering the scenario where each sensor is connected to the closest gateway, we identify the cumulative distribution function (CDF) of the distance between a generic sensor and its associated gateway (termed as contact distance). Then, the CDF and probability density function (PDF) of the transmit power at sensors, which employ a fractional channel inversion power control policy [9] , [19] , [20] , [41] , [42] , are derived. From the obtained analytical expressions, it is shown that the CDFs of the contact distance and transmit power increase as the gateways exhibit more repulsion.
• Next, for wireless sensor networks without energy harvesting, we provide an approximate expression for the SINR outage probability by approximating the distribution of interfering sensors as an α-GPP. In addition, we observe that the outage probability decreases when the degree of the repulsion among the gateways becomes stronger. • For energy harvesting sensor networks, by utilizing the Laplace transform of the harvested power at a sensor, we introduce the power outage probability which means the probability that a sensor cannot harvest sufficient power to conduct the fractional channel inversion power control. Also, an approximation of the transmission outage probability, i.e., the probability that a sensor fails to successfully transmit data to its gateway, is investigated.
• For the α-GPP, the repulsion parameter α (−1 ≤ α < 0) presents the strength of the repulsion among the points, and the degree of the repulsion becomes larger as α decreases.
In this paper, we analyze the impact of α on the characteristics of the networks such as the CDFs of the contact distance and transmit power, and the SINR outage probability. Moreover, since the α-GPP includes the PPP (α → 0) as a particular case, we can recover the analytical results of the networks with PPPs by letting α → 0. The numerical simulations verify that our analytical results on the CDFs of the contact distance and transmit power are well matched with the Monte Carlo simulation results. Also, it is confirmed that our approximations on the outage probabilities are very close to the simulation results.
The organization of the paper is as follows: Section II presents the system model for wireless sensor networks and introduces preliminaries on the DPP and α-GPP. In Section III, we analyze the properties of the contact distance and transmit power, and provide an approximation of the SINR outage probability of the networks without energy harvesting. Section IV examines the performance of the energy harvesting sensor networks. In Section V, numerical simulation results are demonstrated to validate our analysis. Finally, the conclusions are made in Section VI.
Throughout the paper, the following notations are used for description. The operators · ,x and |x| stand for Euclidean 2-norm, conjugate and Euclidean norm of a complex scalar x, respectively. In addition, E[X] and P(A) denote the expectation of a random variable X and the probability of an event A, respectively. A list of the symbols used in this paper is given in Table I .
II. SYSTEM MODEL AND PRELIMINARIES

A. System Model
In this paper, we consider wireless sensor networks where a number of gateways are deployed and each sensor is connected to the closest gateway through single-hop transmission [15] , [16] , [43] . In order to reflect a repulsive behavior in the networks [24] - [26] , we model the locations of gateways as an α-GPP g with repulsion parameter α g and intensity λ g . Also, the spatial distribution of sensors follows an α-GPP s with parameter α s and intensity λ s . We assume that g and s are independent and supported on an observation window
On a given time-frequency resource, a single sensor is connected to one gateway. In addition, each sensor is associated with the gateway providing the highest average channel gain, e.g., the closest gateway. Then, for a sensor located at y ∈ R 2 , the association criterion can be represented as
where x o is the location of the connected gateway and l indicates the path loss exponent. We assume that the intensity of the sensors λ s is high enough compared to that of the gateways λ g so that each gateway has at least one sensor on a given time-frequency resource almost surely. It is presumed that each gateway chooses a single sensor among all the sensors in the vicinity either in a random fashion or in a roundrobin fashion.
To mitigate the interference, the sensor connected to a gateway employs a fractional channel inversion power control with the power control factor ∈ [0, 1] and the receiver sensitivity τ [9] , [19] , [20] , [41] , [42] . More specifically, the transmit power at a sensor at y ∈ R 2 is given by
where
The fractional channel inversion power control in (2) includes fixed transmit power ( = 0) and full channel inversion power control ( = 1) as special cases. In this paper, we term d as contact distance. From (2), we can expect that the transmit power at a sensor increases as λ g decreases since the distance between a sensor and its closest gateway will be increased as λ g becomes smaller.
Under the association rule in (1) and power control policy in (2), we investigate the performance of wireless sensor networks with/without energy harvesting. For the networks without energy harvesting, each sensor is equipped with a battery with sufficiently large energy, and thus all sensors can perform the fractional channel inversion power control. On the other hand, for the energy harvesting networks, sensors in the networks operate in a harvest-then-transmit protocol as illustrated in Fig.1 . More specifically, the sensors first scavenge energy from the RF signals transmitted by dedicated RF energy sources which are deployed to supply energy to the sensors, and then transmit data to their associated gateways only when the harvested power is enough to conduct the fractional channel inversion power control. We assume that the unused amount of energy in the current time slot is not stored for subsequent time slots. Let us model the distribution of RF energy sources as e with repulsion parameter α e and intensity λ e which is independent with g and s . Since the α-GPP is stationary [27] , without loss of generality, we can assume that a generic sensor is located at the origin. Then, the harvested power at the sensor can be expressed as
where η ∈ [0, 1] and P t stand for the RF-to-DC conversion efficiency and transmit power at the RF sources, respectively. Here, g x denotes the fading gain of the channel between the generic sensor and RF source at x, and r x presents the distance between the sensor and RF source at x. The fading channels are assumed to be Rayleigh distributed, and thus the fading gains {g x } follow independent and identically distributed (i.i.d.) exponential distribution with unit mean. After harvesting energy, sensors send data to their serving gateways if the harvested power in (4) is equal or larger than the required transmit power in (2).
B. Preliminaries
In this subsection, we briefly review some background on α-DPP and α-GPP. We consider a point process which is supported on an observation window W ⊂ R 2 . Then, for any mutually disjoint bounded subsets A 1 , . . . , A n ⊂ R 2 , the correlation functions λ (n) verify [44] , [45] 
Here, λ (1) indicates the spatial intensity of . Let us consider α = −1/j for a positive integer j , and a Hilbert-Schmidt
which is locally of trace-class and defined by
We assume that K is a bounded symmetric operator and the spectrum of K is in [0, −1/α] [32] . Here, the function K is called the kernel of the α-DPP. Then, a point process is an α-DPP with kernel K when the correlation functions λ (n) of exist and meet
where det α (A) accounts for the α-determinant of a matrix A = A i, j 1≤i, j ≤n [32] .
The Fredholm determinant is a generalization of the conventional determinant of a matrix, and, for a kernel K and α, the Fredholm determinant is given by [32] Det (I − αK )
For an α-DPP with kernel K , the hole probability can be represented in terms of the Fredholm determinant as
where A ⊂ R 2 is a bounded set and
Note that the Fredholm determinant in (6) can be evaluated by replacing K in (5) with −K A .
Also, for an α-DPP with kernel K and a function q :
where K q is the kernel
So far, we have introduced fundamental characterisitics of the α-DPP. Now, we concentrate on the α-GPP which is one of the main types of the α-DPPs. Let us set the observation window to b(o, R). Then, the α-GPP with repulsion parameter α and intensity λ is characterized by the Ginibre kernel which is defined as
for x, y ∈ b(o, R). The Ginibre kernel in (8) is the same as the Ginibre kernel introduced in [27] except for the fact that we have introduced a spatial intensity parameter λ. Note that, for the α-GPP, the hole probability in (6) and the formula in (7) can be calculated by plugging the Ginibre kernel in (8) into (6) and (7), respectively. Since the Ginibre kernel in (8) is a Hermitian compact operator, we can express the kernel as K (x, y) = n≥0 ν n ϕ n (x)ϕ n (y) where {ν n } and {ϕ n (x)} designate eigenvalues and the corresponding basis of eigenvectors, respectively. Here, ν n and ϕ n (x) are written as [27] 
and
where γ (a, b) b 0 t a−1 e −t dt denotes the lower incomplete gamma function.
For an α-GPP with kernel K , we can represent the covariance of the α-GPP as where N(X) indicates the random number of points in a bounded set X ⊂ R 2 , and A ⊂ R 2 and B ⊂ R 2 are disjoint bounded sets. As we can see from (11), the α-GPP is negatively correlated as α < 0. Thus, when α becomes smaller, the points in the α-GPP experience strong repulsion, and therefore the points tend to be more spread out. On the other hand, when α → 0, the covariance in (11) approaches 0 and the correlation among the points disappears which corresponds to the case where the locations of the points are independent. Therefore, the α-GPP weakly converges to the PPP as α → 0. In this paper, the spatial distribution of gateways is modeled as an α-GPP with repulsion parameter α g and intensity λ g . Fig. 2 demonstrates realizations of the networks with various α g when R is set to R = 2.5 km and λ g = 4 gateways/km 2 . It is observed that the gateways are more scattered as α g decreases. Until now, we have introduced system model and reviewed some characteristics of the α-DPP and α-GPP. In the following sections, we will investigate the performance of wireless sensor networks with α-GPP distributed nodes.
III. WIRELESS SENSOR NETWOKS WITHOUT ENERGY HARVESTING
In this section, we examine the performance of wireless sensor networks where sensors have enough energy to conduct the fractional channel inversion power control. We first focus on the contact distance and transmit power at each sensor, and then we analyze the SINR outage probability which is the probability that the SINR at a typical gateway is less than a certain threshold. Note that the transmit powers at sensors are random variables due to the randomness of the contact distance d in (3). In the following lemma, we introduce the distribution of the contact distance. 
Also, the PDF of d can be expressed as
Proof: Due to the fact that the α-GPP is stationary, without loss of generality, we assume that a sensor is placed at the origin. Then, we have
where (a) follows from the result in (6) . Note that, from (9), the eigenvalues of K b(o,r) are equal to ν n = γ n+1,πλ g r 2 n! for n ≥ 0. Therefore, the empty space function in (14) can be expressed as shown in (12) . Also, by differentiating F d (r ) with respect to r , we can obtain the PDF of d. Note that for a function ρ(r ),
Hence, defining the complementary cumulative distribution function (CCDF) of a random variable X as F c
, and this concludes the proof.
Since the α-GPP contains the PPP as a special case, we can recover the empty space function for the case where the gateways follow a PPP from the result in Lemma 1 by letting
which is the same as the empty space function for a PPP with intensity λ g [2] . In addition, exploiting the result in Lemma 1, we can obtain the CDF and PDF of the transmit power at a sensor P in (2) as presented in the following lemma.
Lemma 2: For wireless sensor networks where the fractional channel inversion power control in (2) is employed and the locations of the gateways are modeled as an α-GPP with repulsion parameter α g and intensity λ g , the CDF and PDF of the transmit power P at a sensor can be respectively derived as
Proof: Since the transmit power at a sensor is P = τ d l where d is the distance between the sensor and its serving gateway, F P ( p) becomes
and it follows (16) . Also, by differentiating F P ( p) with respect to p, we can obtain the PDF of P as (17) . In a similar fashion as in (15) , for the PPP distributed gateways (α g → 0), the CDF of the transmit power in (16) is simplified as
and therefore the PDF of P is given by
which are equal to the results in [20] . Therefore, the derivation in Lemma 2 can be seen as a generalization of the work in [20] . It is noteworthy to mention that the CDFs of the contact distance in (12) and that of the transmit power in (16) are decreasing functions of α g as α g is negative. Hence, for a generic sensor, the distance between the sensor and its associated gateway and the transmit power at the sensor become larger as α g → 0. This phenomenon can also be explained as follows. As shown in (11) and Fig. 2 , when α g becomes smaller, the gateways exhibit more repulsion and tend to be distributed more evenly, and this leads to a decrease of the distance between the generic sensor and its closest gateway. Now, we concentrate on the SINR outage probability of the wireless sensor networks. First, from the stationarity of the α-GPP, the gateway which serves a typical sensor (termed tagged gateway) is assumed to be located at the origin. Then, applying the fractional channel inversion power control in (2), the SINR outage probability at the tagged gateway P SINR can be presented as
Here, γ th , h 0 and x 0 designate the SINR threshold, the fading gain of the channel between the generic sensor and tagged gateway, and the coordinates of the generic sensor, respectively. We define I as the point process which represents the locations of interfering sensors in the networks. Also, h x denotes the fading gain of the channel between the tagged gateway and interfering sensor at x. P x can be expressed as P x = τ d l x where d x stands for the distance between the interfering sensor at x and its serving gateway. σ 2 indicates the additive white Gaussian noise (AWGN) at the gateway. It is assumed that h 0 and {h x } follow i.i.d. exponential distribution with unit mean.
Note that I is constructed by the association rule addressed in Section II. First of all, since each gateway only selects a single sensor on a given resource, the intensity of I is equal to that of the gateways λ g . However, unfortunately, it is intractable to derive the exact distribution of I . The difficulty in identifying the characteristics of I comes from the fact that the points in I are dependent on the Voronoi tessellation induced by the gateways (since each sensor is associated with its closest gateway) and only a single sensor is randomly chosen among the sensors in each Voronoi cell for a given resource. To circumvent this problem, in this paper, we approximate the spatial distribution of interfering sensors I as an α-GPP with repulsion parameter α s and intensity λ g . Then, we can derive an approximate expression for the SINR outage probability as given in the following theorem.
Theorem 1: For the networks with α-GPP distributed gateways and sensors, the SINR outage probability can be approximated as (22) where f d (u) is the PDF of the contact distance in (13) , K γ th
is the kernel defined in (49) and
Here, f P ( p) is the PDF of the transmit power at sensors in (17) . Proof: See Appendix A. Let us consider the networks where the spatial distribution of the sensors is modeled as a PPP (α s → 0). When α s → 0, the Fredholm determinant in (23) can be simplified as
In addition, when R → ∞, we have
where ( 
where (x) = ∞ 0 t x−1 e −t dt is the gamma function and (c) follows from (19) and [46] Corollary 1: When the full channel inversion power control is adopted ( = 1), the SINR outage probability in (22) is simplified as
Furthermore, when α s → 0, α g → 0 and R → ∞, from (25) and (26), we can obtain an approximate expression for the SINR outage probability as (27) Note that the expression in (27) is the same as the work in [20] , and thus the result in Theorem 1 is a generalization of the work in [20] .
Corollary 2: When the constant transmit power is employed ( = 0), an approximate expression for the SINR outage probability in (22) can be written as
where f d (u) is the PDF of the contact distance in (13) . Proof: From (45), when = 0, we have
where (29) can be represented as
By plugging (30) into (29), we can obtain the result in (28) . We would like to mention that the approximations of P SINR in (22) , (26) and (28) are decreasing functions of the repulsion parameter for the sensors α s . However, from numerical results in Section V, it is shown that the impact of α s on P SINR is marginal. This is due to the fact that the distribution of the interfering sensors is mainly affected by the Voronoi tessellation constructed by the gateways. On the other hand, from (21), we can expect that the SINR outage probability P SINR will increase with α g since a growth in α g results in an increase of x 0 and P x as shown in (12) and (16).
IV. WIRELESS SENSOR NETWOKS WITH ENERGY HARVESTING
In this section, we consider energy harvesting wireless sensor networks. In these networks, the sensors first harvest energy from the RF signals radiated by RF energy sources as in (4), and then transmit data to their corresponding gateways only when the harvested energy P H is enough to perform the fractional channel inversion power control in (2) . In this case, the transmission outage occurs when P H is less than P in (2) or the SINR with the transmit power P is smaller than γ th when P H ≥ P.
Let us define the power outage probability as
Then, the transmission outage probability can be expressed as the sum of two terms as P trans = P (P H < P) + P (SINR < γ th , P H ≥ P) = P power + 1 − P power P (SINR < γ th ) . (32) Here, the SINR is defined as
where˜ I is the point process which indicates the locations of interfering sensors. Note that unlike the case in Section III, the intensity of˜ I is not equal to that of g since only sensors not in power outage send data to their serving gateways. Thus, we first focus on the power outage probability P power . Utilizing the results in (4) and (7), we have the Laplace transform of P H as
whereK s is the kernel
Exploiting the result in Appendix B, we can derive the eigenvalues of the kernelK s as ν s,n = 2(πλ e ) n+1 n! R 0 sη P t r −l 1 + sη P t r −l exp −πλ e r 2 r 2n+1 dr, for n ≥ 0. Therefore, the Laplace transform in (34) can be expressed in a closed-form as
In this paper, we adopt the Mellin's formula for the calculation of the inverse Laplace transform. For a real-valued function G, we define the inverse Laplace transform as
where c and i √ −1 are a constant larger than the real parts of the singularities of G and the imaginary unit, respectively. Then, the PDF and CDF of P H can be respectively obtained as
Here, the inverse Laplace transform can be readily computed using a modern algorithm in [47] . Then, using the PDF in (36), we can calculate the power outage probability P power in (31) as
where F P (x) is the CDF of the power need in (16) . As a special case, when the RF energy sources follow a PPP (α e → 0) and R → ∞, the Laplace transform in (35) is simplified as
which is equal to the results in [40] and [48] . Then, the CDF of P H can be obtained as [40] 
Also, when l = 4, F P H (x), f P H (x) and P power are respectively expressed as [39] [40] [48]
, and (42)
where a 2 , a 3 ) indicates the Meijer Gfunction [46] .
So far, we have derived the power outage probability P power . Since sensors send data to their associated gateways only when the harvested power is not less than P, the intensity of interfering sensorsλ I is equal toλ I = λ g (1 − P power ). Although this thinning is not independent, in order to make the analysis tractable, we approximate˜ I in (33) as an α-GPP with repulsion parameter α s and intensityλ I . Then, we can derive an approximate expression for P trans in (32) as presented in the following theorem.
Theorem 2: For the energy harvesting sensor networks, the transmission outage probability P trans in (32) can be approximated as P trans
where f d (u) and f P ( p) denote the PDFs of the contact distance in (13) and transmit power at sensors in (17) , respectively. Proof: An approximate of P (SINR < γ th ) in (32) can be obtained by replacing λ g in (22) withλ I . This leads to the result in (44) .
Please note that the transmission outage probability in (44) becomes equal to the SINR outage probability in (22) when P power = 0 which corresponds to the case where all sensors harvest enough power to conduct the power control with a probability of 1. Until now, we have provided analytical results for wireless sensor networks with/without energy harvesting. From numerical results in Section V, it will be shown that our analysis in Lemmas 1 and 2 accurately predict the 
V. SIMULATION RESULTS
In this section, we illustrate simulation results to validate our theoretical results. We set the noise power σ 2 to −90 dBm and R = 5 km. In the sequel, we use the lines and symbols to represent the analytical and simulated results, respectively. In Figs. 3 to 6 , the characteristics of wireless sensor networks without energy harvesting are demonstrated when l = 4.
Figs. 3 and 4 exhibit the CDF of the contact distance F d and the CDF of the transmit power F P in the case of τ = −70 dBm under different intensities of the gateways λ g (gateways/km 2 ). First, we can see that our analytical results in (12) and (16) are accurate and match well with the Monte Carlo simulation results. As expected, the CDFs F d and F P monotonically increase as λ g grows since the distance between a sensor and its closest gateway becomes smaller with the increase of λ g . This phenomenon can also be explained by the expressions in (12) and (16) which reveal that the CDFs are increasing functions of λ g since α g < 0. In addition, as the gateways tend to be distributed more evenly when α g is small, the CDFs F d and F P decrease as α g grows, and this indicates that a strong repulsion among the gateways results in a lower transmit power at a sensor. This observation coincides with our investigation on the impact of α g on F d and F P in Section III. Also, we can see that F P decays as becomes larger since P in (2) is an increasing function of .
In Fig. 5 , we examine the SINR outage probability P SINR when λ g = 4 gateways/km 2 and the spatial distribution of sensors follows a PPP, i.e., α s → 0. From Fig. 5 , it is shown that the approximated SINR outage probability in Theorem 1 exhibits almost identical performance with the simulated results. Also, we can see that the approximation becomes tighter when the gateways experience strong repulsion, i.e., α g → −1. It should be noted that as observed in Fig. 5 , P SINR is an increasing function of α g and the higher α g incurs the higher transmit powers at sensors as shown in Lemma 2 and Fig. 4 . In this context, we can conclude that the wireless sensor network with a repulsion among the gateways is more energy efficient than the network with a PPP as both the transmit power and the SINR outage probability decrease as α g becomes smaller. Moreover, it is seen that P SINR increases as γ th grows, decreases and τ decays, and the impact of α g on P SINR is more pronounced when τ is large. Fig. 6 elaborates the SINR outage probability P SINR for the networks where = 1, τ = −70 dBm, λ g = 4 gateways/km 2 and the locations of sensors are modeled as an α-GPP. First, we observe that the analysis in (22) well predicts P SINR for various values of α g and α s . In addition, it is shown that the influence of α s on the performance is marginal compared to that of α g . The reason is that the distribution of interfering sensors is mainly affected by the Voronoi tessellation constructed by the gateways.
In Figs. 7 to 10, we present the performance of energy harvesting sensor networks where l = 3, α g = α e and α s → 0. Fig. 7 reveals the power outage probability P power under different η for the case where P t = 20 W, λ e = 4 RF sources/km 2 , λ g = 4 gateways/km 2 and = 0.8. From  Fig. 7 , it is confirmed that the result in (38) accurately matches with the simulated results. As expected, P power decreases as the RF-to-DC conversion efficiency η becomes higher and τ decays. The reason is straightforward as the higher η and τ make the harvested power in (4) and the required power in (2) larger, respectively. Moreover, we can see the harvested power at a sensor increases as α e gets smaller since a smaller value of α e causes a lower P power .
In Fig. 8 , we plot the transmission outage probability P trans for various τ when η = 1, = 1, λ g = λ e , P t = 30 W and γ th = −12 dB. From Fig. 8 , it is shown that our analysis in Theorem 2 closely approximates P trans . Also, it is observed that P trans is saturated as λ g grows. This is due to the fact that when λ g = λ e , a growth of λ g not only decreases P power in (31) but also increases the SINR outage probability in (32) as the decreases of P power result in the increases of the intensity of interfering sensorsλ I which is equal to λ g (1 − P power ). From the observation that P trans becomes smaller as λ g grows when λ g is low, we can infer that P trans is dominated by the power outage when λ g is small. Fig. 9 exhibits the transmission outage probability P trans in the case of P t = 30 W, η = 1, = 1, α e = α g = −1, λ g = 10 gateways/km 2 and λ e = 10 RF sources/km 2 . As shown in (2), (31) and (32) , the receiver sensitivity τ affects not only the power outage probability P power but also the SINR outage probability P (SINR < γ th ). Since both the required transmit power in (2) and the SINR in (33) become larger as τ grows, P power and P (SINR < γ th ) are a decreasing and an increasing functions of τ , respectively. In this context, there exists a tradeoff between P power and P (SINR < γ th ) introduced by τ as shown in Fig. 9 . From Fig. 9 , we can observe that P (SINR < γ th ) dominates P trans when τ is small while at high values of τ , P power dominates P trans . Moreover, the optimal value of τ which minimizes P trans becomes larger as γ th grows since P (SINR < γ th ) is an increasing function of γ th . Fig. 10 demonstrates the influence of λ g and γ th on the transmission outage probability P trans when P t = 30 W, τ = −90 dBm, η = 1, = 1, λ e = 10 RF sources/km 2 and α e = α g = −1. As shown in Fig. 10 , P trans grows as γ th increases, while P trans decays as λ g becomes higher.
In addition, we can see that P trans is more susceptible to λ g when γ th is small. Note that P trans does not converge to zero when λ g gets larger and it converges to a certain value since an increase of λ g not only incurs a decrease of the power outage probability P power in (31) but also leads to an increase of the SINR outage probability in (32) as shown in (44) .
VI. CONCLUSION
In this paper, we have studied wireless sensor networks where the spatial distributions of nodes are modeled as α-GPPs in order to examine the impact of a repulsion on the network performance. We have considered both the networks without energy harvesting and the energy harvesting networks. First, we have identified the characteristics of the contact distance and the transmit power at a sensor when each sensor is connected to its closest gateway and employs a fractional channel inversion power control. Then, we have provided an approximate expression of the SINR outage probability for the networks without energy harvesting. Also, we have analytically examined the influence of the repulsion parameter on the network performance. Additionally, we have obtained analytical expressions of the power outage probability and transmission outage probability for the energy harvesting sensor networks. The accuracy of our analytical results is verified by numerical simulations.
APPENDIX A PROOF OF THEOREM 1
As h 0 follows the exponential distribution with unit mean, defining I as I x∈ I P x h x x −l , we can express the SINR outage probability in (20) as
where f d (u) is the PDF of the contact distance in (13) and (d) comes from the fact that CDF of h 0 is F h 0 (x) = P (h 0 < x) = 1 − exp(−x). Here, we define the Laplace transform of a random variable X as L X (s) = E exp(−s X) . Note that as each sensor is connected to its closest gateway, the average receive power of the desired signal τ u l( −1) is larger than that of the interference {P x x −l } for x ∈ I , i.e.,
x > ( 
where (g) comes from the property in (7) and K s is the kernel
where K is the Ginibre kernel defined in (8) with intensity λ g . Thus, by substituting (48) into (45) , an approximation of the SINR outage probability can be represented as 
Here, the integral term in (51) becomes 
Finally, plugging (52) into (51), we have the result in (23).
APPENDIX B EIGENVALUES OF A KERNEL
Let us consider an α-GPP with repulsion parameter α and intensity λ, and a kernel K δ which is given by
where δ(r ) : [0, ∞) → R is a function and K is the Ginibre kernel in (8) . Since the kernel K δ in (53) is a Hermitian compact operator, we can represent K δ as K δ (x, y) = n≥0 ν δ,n ϕ δ,n (x)ϕ δ,n (y) where {ν δ,n } and {ϕ δ,n (u)} are eigenvalues and the corresponding basis of eigenvectors, respectively. Then, we can express {ν δ,n } and {ϕ δ,n (u)} as 
for u ∈ R 2 , respectively.
Then, it can be easily verified that K δ (x, y) = n≥0 ν δ,n ϕ δ,n (x)ϕ δ,n (y)
In addition, it can be checked that {ϕ δ,n (u)} are orthonormal basis from From the above results, we can verify that eigenvalues and the corresponding basis of eigenvectors of the kernel K δ in (53) are equal to those in (54) and (55), respectively.
