Introduction
In a constantly developing world there is a rapid development of technologies with the usage of computers, progressive miniaturization of electronic circuits, development of specialized software and information transfer techniques. Wireless transmission technologies are beginning to play an increasingly important role in our daily lives due to their low costs of production and the ability for fast rollout.
One of the technologies belonging to this type of information transmission systems is the wireless sensor network (WSN) [11] . These are wireless low power transmission networks with very low energy consumption, implemented on the latest solutions of monolithic radio TX-RX systems, which nodes work directly with sensors of various measurable parameters. The networks are created by distributed, independent micro devices (modules) equipped with radio transmitting and receiving sys-creasing the signal level of transmitters, but this in turn will increase energy consumption from the power source of the transceiver device. This will entail limiting the operation time of individual nodes and consequently the entire network. This will also affect the emission of electromagnetic radiation to a greater extent which will have an impact on the environment in which it carries out its functions. Each radio device is classified as so-called artificial sources of electromagnetic radiation, which means that the radio waves they emit can have an indirect or direct impact on living organisms, and in the era of an evergrowing number of low power radio devices, therefore the issue of emissivity, more precisely its minimization in the networks created by these devices, is becoming more and more important. The emissivity of the network will be understood here as the total energy emitted by the network during its operation in a given time interval. Lowering the value of this network parameter can be achieved thanks to its proper configuration [17] and by applying new or modifying protocols already used [1] . This aspect became the basis for interest in problems related to the limitation of radiation generated by last mile wireless, telemetry networks.
The Method for Localisation of
The Sink Node
At the beginning the impact of raising the transmission levels on the probability of obtaining a correct transmission was analyzed. For the illustration of the mentioned considerations, a virtual WSN network was used, the diagram of which is shown in Fig. 1 . It consists of 10 nodes playing the role of sensors located in a certain space. Using the data from Tab. 1, the theoretical values of signal attenuation has been calculated using the following formula for free space loss (FSL) [3] :
where: f means the transmission frequency (for calculations it was assumed that the used radio frequency is 433MHz); d -distance between the transmitter and the receiver (km) and the value of 40dBm results from the assumption of using an omni-directional antenna. In order to select a node that could optimally fulfill the role of the sink node, the average probability of information transmission to other nodes was calculated. For this purpose the following formula was used:
where: P av âȂŞ avarage probability; i -source node number; j -destination node number.
The obtained results of calculations compiled in Tab. 3
shows that the optimum location of the acquisition node is its location in node No. 5. It will thus be the root of the minimum spanning tree illustrating the topology of connections in the tested network. To build such a tree, the Dijkstra algorithm was accordingly modified [0] . The aim of using the Dijkstra algorithm [6, 5] is to find the cheapest paths in the weighted graph connecting the selected node with all others taking into account the assumption that these edges do not have negative weights. The de- where P pt1 means the probability of correct inter-node transmission calculated from formula (3) in one direction, and P pt2 -in bidirectional transmission, where P pt2 = P pt12 . 3 shows the network minimum spanning tree [8] 3 Increasing the probability of correct transmission through the raise of the transmission levels of the radio signals
In order to increase the reliability of data transfer between network nodes, the simplest solution is to increase the signal levels of the transmitters. Tab. 5 shows the calculated probability values for transmission between node 5 and the remaining nodes forming the network shown in Fig. 3 as a function of levels of transmission signals. The yellow color marks the probability value greater than 0.92 at the It was verified how improving the probability parameters coefficients by increasing the level of transmitted signals will affect the emissivity of the network. The following assumptions were made for the calculations: information sent to the target node I q consists of 20 bytes, whereas its response I a -100 bytes, whereby the duration of one byte t b is 1 [ms]. Calculations of radiated energy for the selected connection were calculated using the formula:
where: E i -energy radiated by transmitters [mWs] in assumed time interval; L i -level of transmitted signal
[mW]; l i -the number of links through which data is transmitted in one direction.
The obtained values assuming that the probability ≥ 0.92 is given in Tab. 6.
It is obvious that increasing the transmission level results in an increase of the probability of correct transmission, but on the other hand, it is associated with an increase of the energy radiated by the network, and thus also with the increase of energy consumed from the power source, which in turn will result in a shortening the operation time of the node.
In order to reduce the emissivity of the network while maintaining the assumed probability level, it was proposed to adopt a solution based on mechanism of retransmission.
4 Reduction of network emissivity at assumed level of probability ceive it, it sends the same message again. This operation is continued until the correct answer is received or until the predefined time limit is exceeded (TTL), after which the destination node is considered to be unavailable. At the beginning, the rule of determining the probability of obtaining a correct transmission will be discussed, which will be illustrated with simple examples.
Let there be a given path connecting two nodes (Fig. 4) , where the source node is the node marked N 0 .
Fig. 4: Analyzed network
The N 0 node in order to receive the reply from node N 1 , has to wait for the packet which travels through two edges, for which the probability of a correct transmission is p 1 and p 2 . The probability of getting response after two time intervals (sending data from node N 0 to N 1 and from node N 1 to N 0 ) will be as follows:
where: p r0 means the value of the probability at error-free transmission.
If there is a situation that the sink node after the assumed time does not receive the correct response then it will perform the retransmission. Then the probability of receiving the response will increase accordingly:
where: q r0 means the probability of failure.
After two retransmissions the probability will increase by:
However, when three retransmissions occur, then the probability is described by the following formula:
Generally, these increments can be described by the following dependence:
When summing up the obtained results, we receive the resulting probability P rk which is obtained for the variable k defining the number of retransmissions:
Using the given formulas, probability distributions were determined for obtaining the correct transmission as a function of the number of retransmissions [12] .
In Tab -total number of transmitted bytes in both directions of transmission; r i -minimum number of retransmissions to obtain the assumed probability, l i -number of edges in the path connecting the source node with the destination node. The parameter, which should also be taken into account when assessing the properties of the tested networks, is the total time of T i -acquisition time. This is the time which corresponds to the exchange of information between the source node and all other nodes. This will be important in case of more complex network structures, because it will allow to define a minimum period after which another data collection process may take place.
The estimated acquisition time was determined by the formula:
where: r i -the number of retransmissions of packets at the assumed level of probability of obtaining a response from the i-th destination node, l i -the number of edges forming the path.
Tab. 8 presents the obtained results of the calculations.
As a summary, in Tab. 9 and Fig. 6 has been shown a comparison of the emissivity value of the analyzed retransmission method and data acquisition times in relation Tab. 8: The value of radiated energy and acquisition times with the assumed probability of correct transmission P z > 0.95
to the results obtained as a result of raising the transmission levels with the assumed probability of obtaining a correct transmission at P z ≥ 0.92. As it results from the above data, the implementation of retransmission significantly reduces the emitted and consumed energy, while extending the time of data collection.
Tab. 9: Comparison of the emitted energy
The analyzed example so far is trivial, so that the considerations should be brought closer to real conditions, the specially customized software was developed for the analysis of the network shown in Fig. 7 . This network was The table shows that the smallest probability of obtaining a correct transmission concerns node 28 with value of 0.134, the largest -node 32 (0.965).
It was assumed that the probability of correct transmission for each of the nodes must be not less than 0.95. For this purpose, the minimum number of retransmissions for all cases was calculated by converting the formula below:
where: r i means the number of retransmissions, P z -assumed probability.
The obtained results of r i are presented in Tab. 11.
On the basis of the obtained results in Tabs. 10 and 11, the network emissivity and data acquisition time were calculated as shown in Tab. 12.
The total emissivity of the analyzed network, assuming the same transmission levels for all transmitters equal to 3 In case of absence of a retransmission, in order to obtain the presumed probability value, it would be necessary to raise the information transmission levels presented in Tab. 14. Thus, with the assumed probability value of obtaining the correct transmission, thanks to the implementation of retransmission and control of transmitter levels mechanisms the energy emitted by the network decreased by five times, while the acquisition time increased four times.
Conclusions
The article presents the results of considerations regarding the assurance of the assumed probability of obtaining the correct transmission in the WSN network with the limitation of its emissivity. In order to lower the value of this parameter, it was proposed to implement the mechanism of information retransmission. The source node, knowing the network configuration and the number of intermediary links, waits a specific time interval for response and if it does not receive it during this time, it retransmits this message. It does so until a response is obtained or until the time limit has been exceeded to receive response from the destination node.
The method of calculating the probability of obtaining a correct transmission and a method for calculating the value of emitted energy and the duration of acquisition of the data is described. The presented considerations are illustrated by an example explaining the methodology, which became the basis for the development of a program enabling the study of more extensive networks.
Based on the obtained results, it can be concluded that the usage of retransmission mechanism means that despite
