INTRODUCTION
Cryptocurrency-and particularly Bitcoin-has a polarizing effect on people. Some call it "unsustainable" 1 while others question its "environmental im-
74
Michigan Business & Entrepreneurial Law Review [Vol. 8:73 pact." 2 Famed banker Jamie Dimon calls Bitcoin a "fraud" 3 and says that it's "worse than tulip bulbs." 4 Former Securities and Exchange Commission ("SEC") Chairman Arthur Levitt, Jr., thinks it benefits "the disenfranchised living in places banks cannot or will not serve."
5 Rappers, celebrities, and even Floyd Mayweather, Jr., want in on the action, 6 and if you own enough of it, Bitcoin can buy you citizenship in "one of the happiest countries" on the planet. 7 It is easy to get lost in the hype and noise of this nascent market that, over the course of its history has exhibited, at times, almost a "religious" like devotion. 8 The purpose of this Comment is to analyze the roots of this fervorincluding that which drove Bitcoin's initial demand surge-and investigate whether cryptocurrency can survive a market bubble that experienced a significant correction in 2018. 
Assessing the Evolution of Cryptocurrency 75
Despite its price drop in 2018, 10 the cryptocurrency market in 2017 experienced unprecedented growth driven by improved ease of access, speculation, familiarity, media attention, network effects, mining activity, distrust of traditional banking, global instability hedging, and a demand effect from the initial coin offering ("ICO") market. The market correction in 2018 11 strengthens the speculation that 2017 prices were an asset bubble. Nevertheless, the future of cryptocurrency is impossible to predict. Although it is unlikely that cryptocurrency will eliminate trusted intermediaries or replace sovereign fiat altogether, it has numerous latent value propositions and long-term use cases. These include distributed ledger technology ("DLT") and blockchain innovations (particularly in financial payments, settlements, clearing, supply chain, agriculture, and voting), identity and data protection mechanisms, crowd-funding, and decentralized business applications and services.
There may also be long-term benefits to a bubble, including "long tail" successes, hype-financed research and development in DLT and blockchain infrastructure (that wouldn't have otherwise received funding in a reticent market), and consumer familiarity benefits. 12 The regulatory response to date has largely been enforcement-based (emphasizing fraud detection and criminal deterrence), with public statements and interest across a diverse range of regulatory bodies, rather than unified rules. There are, however, inherent difficulties in regulating the cryptocurrency market, which will be discussed in detail in this Comment.
I. HOW DID WE GET HERE? DEMAND FACTORS AND REGULATORY FRAMEWORK

A. Cryptocurrency and the Historic Price Run
Cryptocurrency is "digital money" secured through cryptology and running on a "blockchain"-a distributed, decentralized ledger where individuals can anonymously transact and maintain records without an intermediary. 13 There are many others, most notably Ether, the token that powers the popular Ethereum blockchain (the technology behind smart contracts), 16 and Litecoin, a cryptocurrency designed for smaller payments. 17 Cryptocurrency is "divorced from governments and central banks"
18 which makes it "decentralized" and immune from inflation (and deflation) and some believe a "quicker, cheaper and more reliable form of payment." 19 In 2017, the value of cryptocurrency surged with Bloomberg calling the initial price run "staggering" and noting that its run was larger than the dot.com boom in technology stocks. 20 In 2018, the market values of popular cryptocurrencies (including Bitcoin) experienced a steep decline. 21 
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active effort underway to make the market less opaque. 25 Universities around the world are starting to offer courses on cryptocurrency, 26 and Netflix 27 and Khan Academy 28 series have increased public familiarity with cryptocurrency, DLT, and blockchain. 29 Demand is also amplified by a "network effect," where a technology becomes more valuable simply because more people are using it. 30 For example, Coinbase (the largest Bitcoin exchange in the United States) added over 100,000 customers in one day after the Chicago Mercantile Exchange announced it would launch Bitcoin futures. 31 There has also been significant mining and development activity as well as purchases of cryptocurrency as a hedging substitute for gold or the U.S. dollar. 32 
C. The Initial Coin Offering Market
Another factor driving demand is the initial coin offering ("ICO") market (which was red hot in 2017), where a company issues digital coins or tokens that provide access to a service (called a "utility" or "app" token) or that represent an investment opportunity (like a traditional security). 33 ICOs generated in excess of $1.2 billion of start-up capital in 2017, and many see them as a workaround traditional venture capital. 34 OVERSTOCK.COM recently announced a [Vol. 8:73 $500 million token sale (which would be the largest ICO ever). 35 Also, participation in an ICO generally requires Bitcoin or Ether.
36 So, as the economic principle of supply and demand dictates, greater demand for ICOs means greater demand for Bitcoin or Ether (hence the price rise).
D. Regional Instability and Post-Financial Crisis Institutional Distrust
Another demand factor is the continuing, post-financial crisis distrust of the traditional banking sector. 37 Some investors (mostly outside of stable monetary systems) view Bitcoin and other cryptocurrencies as a hedge against volatile local currencies and geopolitical risk (for example the large "mining" activity in Venezuela, despite the physical risks). 38 As long as some countries support Bitcoin, there will be continuing demand for it. 39 Some investors are taking the position that it is a "new gold" given its fixed supply. 40 This belief is starting to gain traction, and there is currently "more money trying to get in than out"-increasing demand even further. 
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How have regulators in the U.S. responded to this historic price run? For the most part through fraud detection, enforcement, anti-money laundering, and general criminal deterrence. Congress is aware of the dangers of cryptocurrency. 42 Bitcoin is a known criminal haven, and a way of facilitating nefarious activity like "donating to Wikileaks." 43 A recent study by Omri Marian suggests that cryptocurrencies are "super tax havens" and that they could become the "weapon of choice for tax evaders."
44 Cryptocurrency is also utilized by hackers 45 because of anonymity and the ability to convert it into cash (or "wash" it) in the "darknet" (where developers take a "cut" for "cleaning" the money).
46
One recent report noted that banks have even started to "hoard Bitcoin" as a purse for future ransom attacks.
47
The SEC has applied enforcement or cease and desist orders 48 used in traditional securities matters (like fraud, illegal trading, or pump and dump 49 ) for digital currency.
50 It has also rejected applications for cryptocurrency-based exchange-traded funds.
51 Also, the Commodity Futures Trading Commission ("CFTC") recently cracked down on an alleged Ponzi scheme orchestrated through Gelfman Blueprint, Inc.
52 and also requested information on leverage and margin requirements from Coinbase in relation to a June 2017 "flash crash" on its GDAX platform. 53 The CFTC has granted registration orders to LedgerX as a derivatives clearing organization 54 and swap execution facility 55 and has allowed the self-certification of Bitcoin derivative products by the Chicago Mercantile Exchange and the CBOE Futures Exchange as well as and Bitcoin binary options on the Cantor Exchange.
56 It has also pursued enforcement actions against BFXNA Inc., 57 Coinflip, Inc. (Derivabit), and Francisco Riordan (for operating an unauthorized online facility connecting Bitcoin options counterparties).
58 Moreover, the Department of Justice has also pursued criminal charges in money laundering matters using cryptocurrency 59 and has recently reported cryptocurrency as a threat to drug enforcement measures. 60 The Financial Crime Enforcement Network ("FinCEN"), a branch of the U.S. Treasury Department, has issued guidance on the application of the Bank Secrecy Act 61 and other anti-money-laundering laws to cryptocurrency 62 and requires "admin- ), which stated that a public offering of digital tokens known as "the DAO" was an offering of securities that was subject to federal law. 76 The ruling provided clarity to token issuers who were offering "profitbased" coins: they would need to comply with securities laws. 77 However, it also created uncertainty because it did not address "underlying utility" tokens that were not profit-based but rather granted the holder a right to a service (like data storage). This led some to believe that such tokens are unregulated. 78 currency, 93 and the definition of "commodity" in the Commodity Exchange Act ("CEA") is broad enough to include both "currency" and "all services, rights, and interests . . . in which contacts for future delivery are presently or in the future dealt in." 94 Even if a utility token is not a "security" under the Howey Test, or otherwise triggers the criteria set out in the SEC's DAO determination, it may still fall within CFTC jurisdiction. 95 A utility token might be classified by the CFTC as a currency or a contract for the future exchange of services, rights, or interests and thereby subject to the jurisdiction of the CEA. 96 Utility token issuers would undoubtedly challenge such an interpretation (and would argue their offering is akin to a prepaid service or expense). Nevertheless, there are no bright lines in the primer-only general guidance that the CFTC considers cryptocurrencies to be commodities and that it is actively monitoring this market. 97 This approach has been described as "making policy about financial technology through enforcement actions rather than traditional rulemaking" 98 and denying public notice and comment.
99 This is not the first instance in which the CFTC has been accused of regulating through the "backdoor."
100 Current SEC Commissioner Hester Pierce argues that the CFTC has engaged in extensive backdoor policy making (like staff letters, long policy statements, guidance and enforcement actions) in relation to implementing its mandate under the Dodd-93. U.S. COMMODITY FUTURES TRADING COMM'N, supra note 91, at 4. 94. Id at 11. The CFTC also asserts jurisdiction over a wide range of commodity matters including "fostering open, transparent, competitive and financially sound markets" protecting the public from "fraud, manipulation and abusive practices" ensuring "financial integrity" ensuring "fair competition" and mitigating against operational, cyber-security and speculative risk. 96. See U.S. COMMODITY FUTURES TRADING COMM'N, supra note 91, at 11. 97. The CFTC considers its primer to be consistent with the SEC's directive on the DAO and that "depending on the facts and circumstances" a token could be a security or commodity as the CFTC will "look beyond form and considers the actual substance and purpose of an activity." 
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Frank Act. 101 This makes understanding the CFTC's actions difficult for the public and (arguably) violates the Administrative Procedure Act.
102
When considering the trend to regulate by enforcement, one is reminded of the famous "Goodhart's Law" (named after economist Charles Goodhart). Professor Lawrence Baxter has summarized this phenomenon as follows: "target regulation is inherently self-defeating because strategic action will be taken to work around the targets." 103 Goodhart's Law is often cited in relation to financial regulations that "miss the mark" since market participants "game the system" and act strategically around the regulations. 104 Perhaps the regulatory approach currently identifiable in the cryptocurrency market-overlapping jurisdiction, rule making through enforcement, and application uncertainty-is intentional. It keeps ICO issuers on their feet (and continually consulting with their lawyers); otherwise, they are unable to "game the system." Intentional ambiguity on the part of the regulators is unlikely; however, it might be a reasonable short-term strategy given the new, and constantly evolving, market. But a time will come when regulators will have to set out clear-cut guidelines.
II. WHERE ARE WE GOING? EVOLVING USE CASES, LATENT VALUE, AND REGULATORY DEVELOPMENTS A. Social Scalability or Sovereign Showdown?
To call Nick Szabo an "enigma" might be an understatement. cy." 108 He created "Bit Gold," 109 the predecessor of Bitcoin, and some (actually many) believe that he is in fact the mysterious Satoshi Nakamoto 110 (the creator of Bitcoin)-though Szabo has explicitly denied this claim. 111 In his widely read blog Unenumerated, Szabo suggests that Bitcoin is "now in important ways the most reliable and secure financial network in the world" 112 and that the true value in Bitcoin is in something he calls "social scalability."
113 Szabo says that to understand the concept of social scalability we must recognize our cognitive and institutional limitations. 114 Technological advancements (like the Internet) and institutional progress (like the facilitation of open global markets) have "lowered cognitive costs" and created a world, previously unknown, where a single entity, at a low cost, can connect and transact with others across previously impenetrable barriers.
115
According to Szabo, cyber security and information technology innovations reduce our "vulnerability" to each other (which is needed as the number of active participants in this new world is constantly increasing) in a process he calls "trust minimization," which in turn frees our "cognitive capacity." 116 We currently require "institutional" oversight (laws, regulators, etc.) because our cyber security protocols do not give us "complete guarantees when accounting for all 113. Id. (Szabo defines social scalability as "the ability of an institution -a relationship or shared endeavour, in which multiple people repeatedly participate, and featuring customs, rules, or other features which constrain or motivate participant's behaviours -to overcome shortcomings in human minds and in the motivating or constraining aspects of said institution that limit who or how many can successfully participate.").
114. Id. ("The more an institution depends on local laws, customs, or language, the less socially scalable it is.").
115. Id. ("Innovations in social scalability involve institutional and technological improvements that move function from mind to paper or mind to machine, lowering cognitive costs while increasing the value of information flowing between minds, reducing vulnerability, and/or searching for and discovering new and mutually beneficial participants.").
116. Id. ("A wide variety of innovations reduce our vulnerability to fellow participants, intermediaries, and outsiders, and thereby lower our need to spend our scarce cognitive capacities worrying about how an increasingly large number of increasingly diverse people might behave . . . . Trust minimization is reducing the vulnerability of participants to each other's and to outsider's and intermediaries' potential for harmful behaviour.").
Fall 2018]
Assessing the Evolution of Cryptocurrency 87 possible behaviors of all participants." 117 Bitcoin, smart contracts, and blockchain technology, Szabo advocates, will increase social scalability on an elaborate scale because, unlike the social scalability of the Internet (which he calls "matchmaking" 118 ), the social scalability of blockchain, smart contracts, and cryptocurrency is "trust minimization," which allows us to increase the scale of our social interactions while simultaneously reducing the need for institutional (or legal) oversight. 119 In a podcast episode with popular author Tim Ferris, Szabo (citing Ayn Rand and Atlas Shrugged) stated that digital currency advocates are seeking a post-regulatory "Galt's Gulch in the cloud." 120 Szabo does, however, acknowledge that "utopian schemes" are not "viable options" and that we are much more likely to rework our regulatory and organizational structures rather than "designing from scratch."
121 Nevertheless, he believes society is moving towards a state of affairs where we enforce "data integrity via computer science rather than via 'calling the cops. ' " 122 From an evolutionary perspective, Szabo's views mirror, in many ways, those of historian and futurist Yuval Noah Harari, whose best-selling books SAPIENS: A BRIEF HISTORY OF MANKIND 123 and HOMO DEUS: A BRIEF HISTORY OF TOMORROW 124 describes two jumps in human cognitive capacity: one through the collective adoption of "myths" shared by humans to allow "millions of strangers to cooperate and work towards common goals" 125 and a second, modern cognitive evolution by way of technology. 126 According to Harari, we are now beginning in- [Vol. 8:73 creasingly to look to technology rather than institutions to solve society's problems.
127
Much of the value speculation, uncertainty, derision, and even excitement in today's cryptocurrency market is because the future is an unknown and very different world than the one that we currently occupy. 128 Is it possible that our fears are misplaced simply because we cannot foresee the future, and this uncertain tension gives rise to bias in favor of the status quo? 129 The media discussion surrounding Bitcoin usually compares it to traditional government fiat; however, this might be a false comparison-maybe cryptocurrency is not fiat at all but rather a "new asset class that enable[s] decentralized applications."
130 Or even grander-maybe it is a redefinition of the entire Internet, or, as Mike Orcutt puts it, "a new kind of Web in which we won't have to trust banks, corporations, or governments with our valuable data."
131
Perhaps we are not heading for a showdown between the sovereign and technological anarchists at all but rather an adoption by the sovereign of the underlying technology powering Bitcoin for traditional fiat. Several governments, including Sweden, Canada, Singapore, and China have begun testing cryptocurrency technology to be used in various central banking functions.
132 A "Fedcoin" has some support by economists as a mitigation of volatility. 128. See Thomas Heath, Is Bitcoin Another Tulip Craze or a Legitimate Investment?, WASH. POST (Sept. 14, 2017), https://www.washingtonpost.com/news/get-there/wp/2017/09/14/is-bitcoinanother-tulip-craze-or-a-legitimate-investment/?utm_term=.dc78d51fec25 (In the article Christian Catalini, Assistant Professor for technological innovation at MIT's Sloan School of Management, notes: "with bitcoin, you have the ability to exchange a scare, digital token across the globe without having to rely on an intermediary. This is a fundamental change in how we transfer value across the globe and how we design marketplaces.").
129. The behavioural psychology and economics phenomenon of "status-quo" or "certainty" bias (also called the "endowment effect") are well researched. 134 Perhaps the future will not involve a substitution of cryptocurrency for fiat but rather a "parallel currency" (that can only be used domestically).
135 This is also controversial as the State could, in theory, use it as a mechanism of "social control" (restricting usage against certain commodities like guns, alcohol, sugar, etc.). 136 Perhaps the Sovereign's application will not be in retail at all but rather in the wholesale markets, in line with a recent article published by the Bank of International Settlements, allowing clearing and settlements in the wholesale market via cryptocurrency. than "fundamentals."
B. Bubble Dynamics and the Inevitability of Market Cycles
143 Investment manager and author Andy Kessler argued that there was no rational metric that explained the valuation of Bitcoin in late 2017. It is not a scarce commodity (like precious metal) but, because of the blockchain, is rather a "software as a service-transactions for a price, like credit cards." Unlike credit card providers, however, Bitcoin has a fee structure that is "some 3000 times less than Visa."
144
Even if Shiller and others are correct (and the 2018 price correction provides support for their arguments) does this mean that the underlying technology (or idea for that matter) will forever disappear? The Internet bubble burst, and it did not lead to the extinction of the Internet-quite the opposite. Perhaps we are heading for a showdown between the sovereign and those who would prefer to live in "Galt's Gulch in the cloud."
145 Or perhaps, as former SEC Chairman Arthur Leavitt, Jr., put it, cryptocurrency is "here to stay."
146 It is also possible that we are asking the wrong question. Perhaps, instead of speculating about whether the cryptocurrency bubble will decline even further, we should just accept its inevitability and instead look for the most appropriate response (including non-intervention). Devotees of Hyman Minsky's "financial instability hypothesis" (which came to some prominence in the aftermath of the 2008 global financial crisis) would argue that bubbles are inevitable, 147 and that "stretches of prosperity," bull market booms, and price run-ups just "sow the seeds of the next crisis." 148 Minsky's framework is based on a view that "capitalist economies exhibit inflations and debt deflations which seem to have the potential to spin out of control" 149 
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The "pre-sale" offering dynamics of an ICO allow for significant "pump and dump" risk to retail investors (reminiscent of the IPO tech bubble). Institutional investors will often come in at a much lower pre-ICO price and ride the "hype" to a quick cash out; less sophisticated investors are then "left holding the proverbial bag."
151 There is no question that the ICO market is rife with hype, speculation-even fraud-and that a lot of people are positioned to lose money. 152 Should the regulators take a more aggressive stance on the market in light of the bubble dynamics that are developing?
The question of more aggressive intervention is usually a function of the systemic risks inherent in a bubble, and in the case of cryptocurrency those seem (at the moment) to be contained. 153 Professor Robert Wolcott of Northwestern University's Kellogg School of Management, suggests cryptocurrency is not a "too big to fail" scenario because it (intentionally) operates "outside of incumbent financial systems."
154 As a result, it does not pose "at-risk participation" threats (the extent that broad sectors of the market are participating in a risky behaviour) or "interdependence" risk (the extent that basic financial systems have "multiple dependencies" on the market in question). 155 This could change, however, with institutional participation in the Bitcoin futures market. Wolcott suggests we should hope for a bubble bursting soon to "mitigate the cost of learning to the economy." and moral hazard. 170 Really, the only similarly with cryptocurrency, at least at this point, is greed and a period of rapid growth.
D. Public Trust in a Changing Financial World
If cryptocurrency is to become viable in the long-term, it must generate the same trust as traditional fiat. One could argue that much of the "fear mongering" coming from the traditional banking sector is due, in large part, to the threat cryptocurrency represents to core banking business sectors. 171 However, uncertainty could also be attributed to the cyber-security risks noted above, with one recent study going as far as to label it a "substantial danger in terms of criminal enterprise." 172 Another study labelled cryptocurrency a "threat to domestic and international security" and advocated for making the entire market illegal. 173 Further, there are no government guarantees, like deposit insurance, in the case of cryptocurrency. Independent of a stable regulatory environment, the general consumer must become comfortable with it to be sustainable long term. There have been many "high profile" cryptocurrency hacks over the past several years, calling its safety into serious question. The most notable include the infamous "Mt. Gox" digital currency exchange breach (which resulted in a loss of nearly $460 million), 174 the Coindash breach (which resulted in a hacker stealing nearly $7 million worth of Ethereum), 175 the hack of the DAO offering (which resulted in losses of over $50 million), 176 the Bithumb (South Korean exchange) hack of customer data, 177 and the recent "cell-phone" attacks across numerous networks including Verizon, T-Mobile, Sprint, and AT&T. 178 Cryptocurrency may be ushering in a completely new business and legal framework-the "decentralized business model" 179 -and wholesale changes to long-established systems give people pause. Cryptocurrency technology is allowing companies to create and sell their own tokens which can serve a number of purposes including "utility" or usage rights, as well as profit participation through crowd funded ICOs. With this technology, it is now possible to contemplate a world of business without centralized control or board of director driven fiduciary oversight.
E. Cryptocurrency's Long-Term Value Proposition
Not everyone shares Jamie Dimon's view of Cryptocurrency. Goldman Sachs is considering dedicating a trading operation to digital currencies. 181 Bitcoin, despite its popularity, has drawbacks, like high mining fees, 182 but maybe a better cryptocurrency will replace it, or a sovereign will adopt their own cryptocurrency altogether? Internationally, government reception of cryptocurrency has been varied. Japan has embraced it, officially recognizing 11 cillary technologies and market enhancing competition. 211 213 notes that a bubble facilitates research and development in useful areas postbubble. 214 Economist Steven Fazzari, agrees and says there is a "link between access to finance and the amount of research and development that firms, particularly young ones, carry out." 215 A blockchain expert Peter Van Valkenburgh calls research into speculative technologies "socially productive" because it "allocates capital to long-shot paradigm shifting innovation." 216 
CONCLUSION: ASSESSING THE FUTURE
What does the future of cryptocurrency entail? This question is impossible to answer, but there are signs pointing in several directions. Cryptocurrency, in some form, is likely here to stay, 217 but so is government fiat. 218 New forms of cryptocurrency will emerge to fill value gaps, and today's leaders (like Bitcoin and Ether) will pressure major banks and tech players (like Amazon, Facebook, and Dropbox) to improve their products and services. 219 In addition to smart contracts innovations, DLT may improve global payments, 220 equities clearing
