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Introduction
The dynamic growth in demand for a bandwidth in the network due to an increase in IP traffic customers and increasing dissemination of high-rate applications that require high bandwidth, such as Video on Demand, high definition TV and cloud computing, require cost-effective and scalable networking infrastructure. Traditional WDM networks provide transport possibilities with large capacities. However, the rigid grid frequency, proposed by the International Telecommunication Union (ITU) leads to inefficient use of spectrum in these networks, provided that the volume of traffic of the connections is not enough to fill the entire capacity of wavelengths. To eliminate these disadvantages of WDM network, a spectrum-sliced elastic optical path network (SLICE) has been proposed. Orthogonal frequency modulation (OFDM) used in SLICE networks allows service connections with arbitrarily high data rate by dividing the transmitted data into several low data rate sub-carriers. Due to a different way of allocating bandwidth in both networks, the classic Routing and Wavelength Assignment (RWA) problem specified for WDM networks can not be directly applied to the SLICE network. Routing and Spectrum Assignment (RSA) problem formulated for the SLICE network beyond the optimization objective function must ensure the spectrum continuity constraint and non-overlapping spectrum constraint for adjacent connections on the network links. In addition, this problem can be considered on the assumption that the set of connections is known in advance (static problem) or the stream of connection requests and the duration of these connections are random (dynamic problem). The difference is that in the first case to solve the RSA problem more accurate off-line algorithms are used, whereas in the second case, polynomial on-line algorithms are required with low computational complexity.
In [1] the complete RSA problem which takes into account the relationship between traffic bit-rates and a signal spectrum has been formulated. Stream of connection requests and the duration of these connections in this problem are random (connections are not known in advance) and transmission rate of the connections is constant. The key to solving the complete RSA problem is to solve the basic RSA problem, which for a fixed modulation level, optimizes the path length with the spectrum continuity constraint and the non-overlapping spectrum constraint for adjacent connections on the network links. To solve the basic RSA problem, several algorithms are used from heuristic algorithms to the exact algorithm. In [2] the static RSA problem has been formulated for a known set of demands in advance as an integer linear programming task. To solve this problem, a heuristic algorithm based on the collision metric has been proposed when ILP solution is not achievable. In [3] the static RSA problem with a set of connections known in advance has been formulated. The objective function minimizes the maximum utilized spectrum slot while maintaining non-overlapping spectrum for adjacent connection constraints. To solve this RSA problem several algorithms have been proposed from optimal and decomposition ILP algorithms to a sequential heuristic algorithm combined with appropriate ordering policies and simulated annealing meta-heuristic. In [4] the RSA problem of serving time-varying traffic has been considered in which a set of demands with the required number of slots is known in advance. To solve this problem a heuristic algorithm based on spectrum expansion/contraction schemes has been proposed.
In this paper an algorithm solving basic RSA problem in which the objective function minimizes the path length, while maintaining spectrum continuity constraints and nonoverlapping spectrum constraints is proposed. The proposed algorithm determines a path with the required number of slots from a calculated off-line set of paths between each pair of nodes providing greater reduction in blocking probability of the connection requests than other well-known algorithms based on the path length minimization.
It should be noted that further studies of the RSA problem to determine the new RSA algorithms to minimize the blocking probability of the connection requests with small function of the computational complexity are required.
The remaining part of this paper is as follows: the second chapter contains a formulation of the optimization problem. In the third chapter a heuristic algorithm for solving this problem is proposed. The fourth chapter presents the results, while the fifth chapter contains a summary and conclusions.
Problem formulation
In [1] the complete RSA problem, in which the objective function includes minimizing the length of the path while the spectrum continuity constraints and non-overlapping spectrum for adjacent OFDM signal constraints play the role of constraints of the considered problem, is shown. This problem also takes into account the relationship between the bit rate of the connection and the signal spectrum. In order to solve this optimization problem an iterative algorithm where each iteration consists of three steps has been proposed. In the first one, for a fixed number of bits per baud, the required signal spectrum is determined. Then, for this spectrum, in step 2, the algorithm solves the basic RSA problem which includes minimizing the path length while maintaining the spectrum continuity constraints and non-overlapping spectrum constraints on the network links. In the third step, the path length obtained in step 2 is checked with the constraint of the path length depending on the number of bits per one baud (half-distance law). The algorithm starts by assigning the maximum number of bits per one baud in the first iteration. If there is no path with the required spectrum the request is rejected, otherwise, it is checked whether the found path satisfies the required constraint of the path length. If this condition is met the algorithm terminates, otherwise the number of bits per one baud is reduced and the algorithm goes to the next iteration.
The main step in this algorithm is step 2, where the basic RSA problem is solved. In [1] , this problem has been formulated for the spectrum segment representation as integer linear programming task. Here, a similar RSA problem, considered in this paper, has been formulated for the spectrum slot representation, in which each slot represents an optical channel. The optical path is implemented by assigning the number of adjacent slots dependent on the required bandwidth and modulation format. Let the network be a graph G(N, E), where N is the set of nodes, and E is the set of unidirectional links (arcs). D is the set of weights of arcs d ij , such that the arc (i,j)E. (1)
is the number of sub-carriers that is equal to the number of required slots and R is the symbol rate (in baud).
It should be noted that in order to eliminate interference between the adjacent OFDM signals a guard band G = 1 slot must be used. Moreover, the spectrum of the link S ij can be represented as the sum of L ij sets of available slots, ie. , , Equation (6) defines the flow balance.
, Equation (7) ensures that only one set of available slots from L ij sets is available on link (i, j) for the path being found.
Equation (8) defines the realized spectrum by adjacent slots depending on the required number of n+G slots for connection request (see Eq. (1)).
In turn, the non-overlapping spectrum constraint of adjacent connections of the network links is provided by equation (9) . When the path for connection request passes through link (i,j) and this path is implemented by l set of available slots ) , ( 
Solution of the basic RSA problem
In [1] to solve the basic RSA problem, which has been formulated for the spectrum segment representation, three different algorithms are proposed. The first of them, named as Spectrum -Constraint Path Vector Searching Algorithm (SPV), generates a path vector searching tree, which is similar to the trees generated by algorithms based on the branch and bound method. The root of the tree is the source node, which is at zero level. Next, the tree nodes, that represent paths from the initial node, are achieved along the arcs of the graph network, ensuring minimization of the actual path length, provided that the path does not include the loop and the aggregated spectrum enables the request. If these conditions are not fulfilled, subsequent successors of this node in the generated tree are not determined. The computational complexity of this algorithm is exponential and equal to The third algorithm named as Modified Shortest Path Algorithm (MSP) is a modification of the well-known Dijkstra's algorithm [5] . The modification is based on the introduction of the aggregated spectrum for links belonging to the considered path and check if a bandwidth for connection requests is available. After reaching the destination node by the algorithm the first free segment of the aggregate spectrum path is occupied for the connection request. The computational complexity of this algorithm is polynomial and equal to
is shown that a small reduction of the rejected connection requests can be achieved taking into account the narrowest segment of the path aggregate spectrum which allows a connection. However, the analysis of all segments of the aggregate spectrum at each node of the path is required.
It should be noted that the SPV, MSP [1] and MSP2 [6] algorithms are designed as one-step approaches [7] , where in the two first of them the selection of available spectrum slots for the connection request is based on the first-fit scheme, while in MSP2 algorithm the selection of available slots for the connection request is based on the best-fit scheme. Algorithms using one-step approach find the path and available spectrum (contiguous slots) simultaneously. In turn, the KSP algorithm in [1] is a two-step approach. In these algorithms, RSA problem is divided into two subproblems that are sequentially solved. In the first subproblem the algorithm calculates k shortest paths taking into consideration the transmission distance or the length of the path measured by the number of links or utilization of spectrum slots of these paths, etc., while in the second subproblem this algorithm searches for the available spectrum slots based on a selected scheme, e.g. first-fit [1] , [8] . Several other ordering schemes are proposed in [3] .
To solve the basic RSA problem a heuristic algorithm named as Sequence Paths algorithm (SP) is proposed in this paper. The general idea of this algorithm is as follows:
for each pair of nodes a set of k shortest paths, measured by the number of links, is designated off-line. To calculate this set, an algorithm based on Latin multiplication [9] with computational complexity equal to . It should be noted that SP algorithm is proposed as two-step approach. In the first step, k shortest paths measured by the number of links is calculated, while in the second step, these paths are searched sequentially from the shortest path to find a set of adjacent slots for the connection request in the aggregate spectrum of the path. The process of path searching using the ) (  function starts with the set of available slots with the smallest index and continues until finding the set which allows admitting requested connection. Thus, the second step follows the first-fit scheme. Graph G(N, E) . The Study of the proposed algorithm for the considered RSA problem was carried out for two different networks. The first, shown in figure 1a [1] Network simulation was carried out under dynamic conditions, i.e. the requests are set up and disconnected (short-lived connections). The results were recorded after obtaining a steady-state model. For each load of the network the simulation run was repeated 30 times. In addition, it was assumed that the symbol rate R = 2.5 Gbaud and the number of bits per boud is m = 2. The results were compared with those obtained by the MSP algorithm, which provides the lower probability of blocking then other algorithms presented in [1] , with and exception of the SPV algorithm, that determines the exact solution. Figure 2 shows the blocking probability of the connection requests depending on the total traffic offered to the network (in Tb/s). From the figure it follows that the proposed SP algorithm rejects a similar number of connection requests, regardless of the number of paths in a wide range of network load. It should be noted, however, that the difference in the number of rejected connection requests for adjacent values decreases with increase in the number of paths. For example, for load equal to 68.7 Tbps the number of rejected connection requests for successive k = 3,4,5,7 are: 120.7, 98.6, 80.5 and 78.1 respectively.
Input:
Furthermore, for the same load of the network the number of rejected connection requests for each k is much smaller than the number of rejected requests by the MSP algorithm. For example, for the same load equal to 68.7 Tbps MSP algorithm rejects 154 connection request, while the SP algorithm rejects average 94.5 connection requests, which means that rejects 38.6% fewer requests. For subsequent load of the network these numbers are 17.3%, 13.2%, 7.5% and 5.5% respectively. The reason for this is that the number of potential paths in SP algorithm was limited to k shortest paths, measured by the number of links. The above path length limit will increase the possibility of finding adjacent slots to satisfy spectrum continuity constraint for connection requests in aggregate spectrum of the path, while an increase in the number of nodes on the path makes it difficult to ensure the spectrum continuity constraint. MSP algorithm based on the classical Dijkstra algorithm [5] , which is a greedy algorithm calculates the long path, occupying the spectrum, regardless of the future connection requests which will arrive. Fig. 3 . Spectrum utilization ratio, depending on the traffic offered to the network (in Tb/s) Figure 3 shows the spectrum utilization ratio, which is defined as a quotient of the occupied spectrum (number of occupied slots on the links) in the network to the total spectrum (the total number of slots on the links) in the network. The figure indicates that up to 91.2 Tbps this coefficient is lower for the proposed SP algorithm, regardless of the number of paths, than for the MSP algorithm. This is because a smaller the size of the spectrum is occupied on shorter paths for the connections. In turn, table 1 shows the number of rejected requests, while table 2 shows the spectrum utilization ratio depending on the load of the network whose structure is shown on figure 1.b. The results for the network in figure 1b are fully consistent with the results obtained for the network in figure 1a.
Summary and Conclusions
In this paper an algorithm for finding optical paths in the spectrum sliced elastic optical path networks is proposed. The considered basic RSA problem involves minimizing the length of the path while maintaining the spectrum continuity constraint and non-overlapping spectrum constraint between adjacent OFDM signals on the network links.
The obtained results show that the proposed SP algorithm, based on the sequence of the shortest paths, measured by the number of lines, provides much better solutions for a wide range of loads than the well-known MSP algorithm. An additional advantage of the proposed algorithm is computational complexity, which makes the algorithm scalable and possible to be used in an iterative algorithm to solve the complete RSA problem, even for large networks.
