Steganography involves data hiding in computer files. Steganographic coding, include a file including the document, image, program as well as guidelines, can be included in electronic communication in a transport layer. Because of their large size media files are suitable for the steganography transmission. This paper focuses on video steganography. Video steganography is nothing but hiding the complete secret video within the cover video. Firstly the residual of the secret video and cover video is obtained because hiding the residual video is much easier when compared to hiding original video. This model uses the deep convolutional neural network method. The model compares the particular model with other method. And all results show that this method is efficient.
