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Abstract
Purpose – This paper introduces a cross-cultural study of the views and implications of Snowden’s
revelations about NSA/GCHQ surveillance practices, undertaken through surveys administered in
eight countries. The aims and the academic and social significance are explained and justification
offered for the methods used.
Design/methodology/approach – Pilot surveys were deployed in two countries, following which
revised versions were deployed in eight countries (including new collection in the original pilot
countries).  Quantitative analysis  of  suitable  answer sets  (Yes/No; Likert  scales)  and quantitative
analysis (interpretation of free text answers) were performed.
Findings –  Through  the  pilot  survey  studies  conducted  in  Japan  and  Spain,  the  academic
significance and validity as well as social significance of the project were confirmed.
Social implications – The results of the cross-cultural study are expected to contribute not only to
the advance of surveillance studies but also to the enhancement of ordinary, non-technical people’s
awareness  of  state  surveillance  and  their  proactive  approach  to  protecting  their  own rights  and
dignity from covert intrusion by government agencies.
Originality/value –  This  paper  clarifies  the  importance  and  methodologies  of  investigating  the
social  impact  of  Snowden’s  revelations  on  youngsters’  attitudes  toward  privacy  and  state
surveillance in a cross-cultural analysis framework. Although a few other studies have looked at the
impact of Snowden’s revelations, these have mostly focussed on the US, so this is the only study to
date considering that impact on a broad international scale, using highly similar surveys to ensure
comparability.
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1. Introduction
In June 2013, The Guardian in the UK and The Washington Post in the US began publishing internal
electronic documents from the US’ signals intelligence (SIGINT) organisation the National Security
Agency (NSA),  provided  to  them by Edward  Snowden who had obtained  the  documents while
employed as a systems administrator at the NSA for contractor Booz Allen Hamilton. As they have
done previously, the NSA and other parts of the US government generally will not confirm or deny
the validity of the documents, however on 21st June 2013, the US Department of Justice charged
Snowden with violating the Espionage Act. The activities detailed in the documents included activity
undertaken  by  the  NSA and  its  main  SIGINT partner  the  UK’s  Government  Communications
Headquarters (GCHQ), and with the SIGINT agencies of three former British colonies (Canada,
Australia and New Zealand), as well as joint activities with similar agencies in other countries such
as Germany’s Bundesnachrichtendienst (BND).
In 2014, the Pew Research Center (Madden, 2014) undertook the first of a number of surveys of US
citizens’ attitudes to Snowden and the documents he revealed. In particular, they asked questions
such as whether respondents believed that Snowden’s revelations had served or harmed the public
good, and whether Snowden should be prosecuted or not. Inspired by these surveys, a group of
academics at Meiji University in Tokyo developed a pilot survey deployed in Japan and Spain using
students  as  the  primary research population  (for  reasons  of  resource constraints)  and conducted
follow-up interviews. Japan and Spain were chosen primarily for pragmatic reasons (being the home
countries  of  the  collaborating  researchers)  but  also  represented  a  suitable  pair  of  countries  for
contrasting with the US data from the Pew survey. The results of that survey were considered to
justify a broader deployment. Some weaknesses in the coverage or presentation of the pilot survey
were  identified  and  altered.  This  revised  survey  was  deployed  with  the  cooperation  of  local
academics in Mexico, New Zealand, Spain and Sweden (in English), and in translation in Japan and
Germany. With the aid of graduate students studying in Tokyo, it was also translated into Chinese
and deployed in Taiwan (using traditional Chinese characters) and the People’s Republic of China
(using simplified Chinese characters). The choice of countries was a combination of deliberation and
pragmatism. The following countries had suitable resources available and were regarded as useful
additions to the set: New Zealand was chosen as a Five Eyes member; Germany, Spain and Sweden
provide an EU perspective; Mexico provides a US neighbouring perspective as well as a Spanish-
influenced  culture  outside  Spain;  and  Japan,  China  and  Taiwan  provide  a  South  East  Asian
viewpoint. This paper introduces the concept of the survey and the results from the original pilot
study.
1.1 Inspiration from the Pew Survey
The Pew Research Center/USA Today survey found that 57% of young (18- to 29-year-olds) US
respondents considered that Snowden’s revelations had served rather than harmed the public interest
(8% answered “I don’t know”), 42% said the US government should not pursue a criminal case
against  Snowden  (16%  answered  “I  don’t  know”),  whereas  respondents  in  older  age  cohorts
expressed a more negative attitude to his actions (Pew Research Center, 2014). In the same survey
78% of all age groups indicated that Americans shouldn’t have to give up privacy and freedom in
order to be safe from terrorism (1% answered “I don’t know”) (DeSilver, 2014). Given that the
activities of the NSA and GCHQ revealed by Snowden target almost everyone in the world who uses
electronic communications, and that those outside the US are both more heavily targetted and have
few legal or political rights which can effect these agencies’ actions, it seems useful to seek answers
to similar questions of people outside the US.
1.2 Development of the Pilot Survey
To confirm the significance of this project, develop sufficient initial data to interest other researchers
in deploying surveys in their countries, and to refine the question and answer set, a pilot survey was
created in English. The English survey was deployed in Spain and a Japanese translation in Japan in
June 2014, with some semi-structured follow-up interviews in Japan.
1.3 Roadmap
This  paper  explains  the  broad  picture  of  the  project  including  its  motivation,  aims  and  social
significance, and justification of the methods. Detailed survey results and their interpretations for
each  of  the  eight  countries  where  the  surveys  were  deployed,  and  a  cross-cultural  analysis  are
contained in other papers published in this special issue. The structure of this paper is as follows:
Section 2 presents a more detailed discussion of the motivation for undertaking the study. Section 3
covers the design of the pilot survey and details of the initial pilot study, followed by a discussion of
the development of the final multi-country version of the survey in Section 4. Some concluding
remarks about the survey background are presented in Section 5. For conclusion on the results of the
final surveys, see the conclusion of each paper and of the international comparison paper.
2. Motivations
Snowden’s revelations confirmed many of the worst fears of privacy/anti-surveillance activists and
academics. They even confirmed that the NSA/GCHQ were undertaking regular activity such as
tapping undersea communications cables, which most had previously dismissed as conspiracy theory
nonsense or disputed as technically feasible but unlikely due to the high cost (King, 2001). Both
Snowden’s act of revelation and the activities he exposed have attracted heavy doses of both praise
and  censure;  whereas  some  have  positively  evaluated  his  deed  as  an  act  of  valour  to  protect
democracy against the tyranny of the state, others have criticised him as a traitor to a country that
has been preoccupied with responses to the threat of terrorism since the 9/11 attacks (Qin, 2015).
The US government filed charges of espionage against him on 21st June 2013 (Gerstein, 2013), and
he has been living in exile in Moscow since 23rd June that year. He said that only the American
people could decide whether sacrificing his lifestyle was worth it by their response (Moglen, 2014).
However, it is clear that the issues Snowden raised are not just for American citizens, but pose a
serious challenge for all who embrace liberalism and democracy in the ICT-driven globalised world.
Lively  discussions  of  national  security,  safety  and  security  of  societies,  personal  freedom  and
privacy have been generated in many countries by Snowden’s revelations with many books and
papers  published  soon  after  the  revelations  (Harding,  2014;  Greenwald,  2014;  Gurnow,  2014;
Moglen, 2014; Pew Research Center, 2014; Madden, 2014). There are clearly significant differences
between countries  in  the  reactions  of  both  the  media  and  governments.  Questions  arise  also  of
ordinary  people’s  attitudes  towards  the  revelations,  and  their  social  impacts  in  different  social
contexts given that there are known differences in attitudes to privacy between countries (Adams,
Murata and Orito, 2009). Snowden’s revelations received very limited coverage in Japanese news
media,  whereas  in  China  (both  the  PRC  and  Taiwan)  Snowden’s revelations  were  extensively
covered.
Adams and Murata have previously engaged in multiple studies on information privacy and personal
data protection in Japan both theoretically and empirically in collaboration with Japanese and British
colleagues. As Adams, Murata and Orito (2009) presented, while there are traditional social norms of
information privacy in Japan, Japan’s personal data protection laws enforced in 2005 and revised in
2015 do not reflect these social norms and are pro-economic-usage rather than pro-privacy in nature.
With a view to investigate the social attitudes of Japanese university students towards online privacy,
the authors have previously conducted five surveys with Japanese colleagues since 2008. According
to the outcomes of the surveys, respondents’ attitudes seemed somewhat contradictory. In summary,
typical Japanese youngsters:
(a) recognise the importance of privacy protection without clearly understanding what the right to
privacy is and why protection of the right is important,
(b) know the  existence  of  the  terms  of  service  and  privacy  policies  of  an  online  service  and
acknowledge the importance of them,
(c) do not read the terms of service and/or privacy policies when/before using an online service,
(d) do not understand the meaning of privacy seals and security icons,
(e) do not understand how and for what purpose the personal information they provide online is
used by organisations in the public and private sectors,
(f) underestimate the damage caused by invasions of their privacy,
(g) have unfounded confidence in  their  online security, estimating that  the public  has a  higher
probability of suffering some kind of damage by misuse of their personal information in the
current Internet environment than the probability of their own chances of suffering the same
fate,
(h) consider that private companies, especially Internet companies and telecom companies, can be a
threat to their right to privacy, while presuming that information they themselves have posted
on  websites  such  as  social  media  sites  have  not  been  put  into  secondary/tertiary  use  by
companies and optimistically believing that companies comply with their privacy policies,
(i) recognise that smartphones and PCs are technologies that threaten their privacy, but do not
undertake any of the commonly recommended privacy-enhancing steps for PC or smartphone
use such as deleting cookies, search and browser history or changing passwords,
(j) prefer online socialisation to privacy protection, even though they feel vaguely insecure about
their privacy when using social media, and
(k) have an intention to secure their privacy for personal reasons like for protecting their lives and
property, but not for social reasons such as for assuring individual autonomy and protecting
civil liberty.
These phenomena, known as the privacy paradox (Barnes, 2006), can be observed generally online
in Japan, not just in social networking usage. In addition, Japanese people, including the current
younger generation, allegedly have a general tendency to take an obedient attitude towards authority
or to blindly trust  the government,  which is referred to  as  okami-ishiki (obedience to authority:
Kawashima, 1967). Japanese youngsters are prone to be indifferent to political issues, at least partly
because  such  issues  are  generally  avoided  in  both  primary and  secondary education  and  rarely
become part of everyday conversation in Japan.
The results of a Pew Research Center (2010) survey about a prior leak of information from the US
government (the WikiLeaks revelations of classified documents about US military operations and
diplomatic relations) showed that many Americans regarded those leaks as having harmed the public
interest. A much smaller majority of all Americans also regarded Snowden’s revelations as harmful
to the public  good as reported in  Pew Research Center  (2014).  However, there  was a  dramatic
difference in attitudes between age groups, with “Most young Americans say Snowden has served
the public interest” (DeSilver, 2014), which drew the attention of the authors. Would Japanese young
people have similar views, and what would be the attitude of young people in other countries? These
questions  sparked  the  authors’  interest  in  conducting  a  multi-country  survey  similar  to  those
undertaken by Pew Research.
Although the sample size in Spain was small compared to that in Japan, the survey results were
interesting and showed a striking contrast both between the two countries (as described below) and
contrasting with the Pew Survey results (where directly comparable), thus confirming the academic
and social significance of the project.
3 Pilot Surveys
3.1 Pilot Survey Design
The longer term goal was to undertake a multi-country survey, but prior experience of such survey
work  suggested  that  a  limited  deployment  in  two  countries  would  significantly  strengthen  the
broader work. As much as possible, the decision was made to keep questions the same (translated
where necessary) to ease statistical analysis, but flexibility was maintained to take into account local
issues, both in the initial two-country pilot and in development of the multi-country final version.
Localisations such as the specific structure of law enforcement and intelligence services in each
country and inclusion or exclusion of privacy attitudes to specific technologies were accepted (for
example not all countries have automated road toll systems). Where feasible, follow-up interviews
were planned, although for the pilot study these only took place in Japan. Both the pilot survey and
the final survey were first developed in English and then questions and answers were translated
where necessary. The Japanese survey was deployed using SurveyMonkey. In Spain, the English
questions and answers were used with a paper-based approach. 
The pilot survey consisted of three parts plus optional fact sheets. The first part was answered by all
of the respondents and included demographic information, questions related to the right to privacy
and  risks  of  privacy  invasion.  Privacy  is  a  philosophically,  legally  and  academically  disputed
concept. Rather than try to enforce a definition on respondents, questions such as “Is you right to
privacy  important”  were  presented  without  terminological  explanation.  In  addition,  though,
questions such as “Why is your right to privacy important?” and “What is the right to privacy?”
requesting free text responses were also included to allow for an evaluation of the commonality or
disparity of understanding of the concepts by respondents.
In  the  second  section,  respondents  were  asked  whether  they  had  heard  about  the  Snowden
revelations.  For those respondents  who already knew about the Snowden revelations,  they were
requested to evaluate their level of recognition of and interest in Snowden’s revelations, including
the source(s) of their information.
The third part was again answered by all of the respondents, and started with a short overview of the
Snowden affair, drafted by the authors and which attempted to be as neutral as possible, describing
his  actions  and  his  revelations  and trying  not  to  prime respondents  to  any positive  or  negative
evaluation thereof. After reading this explanation, respondents were asked for their evaluation of and
sympathy with Snowden’s activities, including several questions based on the Pew Research Center
(2014) survey, such as “Have Snowden’s revelations served the public interest or harmed it?”. This
part also contained a purely hypothetical question: “If you were faced with a similar situation to
Snowden, do you think you would do what he did?”. Although this kind of question is of course
difficult for respondents to answer and many might choose differently when faced with the reality,
the authors consider that it helps to build a view of the attitudes to state surveillance amongst young
people. In particular, they were expected to provide an interesting point  of  comparison between
countries as to how strongly young people feel about such government activities. Respondents who
gave a positive or negative answer (but not those who skipped the question or indicated “prefer not
to answer”) were asked to  explain their reasoning in  a free text  response.  As can be seen from
analysis of the answers to these questions in the final survey, it also provided a great deal of insight
into  how  respondents  felt  that  their  government  would  protect  their  human  rights  and  how
governments’ responses to whistleblowers are perceived.
3.2 Attitudes on General Privacy Issues
In Japan, 491 valid responses were provided by (293 male and 198 female) students studying at
Sapporo,  Meiji,  Ehime  and  Matsuyama  Universities.  There  were  no  significant  differences  in
responses between the samples from the four universities. In Spain, 50 valid responses were received
from  (25  male  and  25  female)  students  at  the  University  of  Burgos.  The  age  distribution  of
respondents in the both country is shown in Table 1. Follow-up interviews were conducted in July
2014 with 20 (14 male and 6 female) Japanese students at Meiji University.
Table 1: Age distribution of respondents in Japan and Spain
Japan Spain
Age Number % Number %
18 122 24.8 3 6.0
19 158 32.2 2 4.0
20 111 22.6 5 10.0
21 66 13.4 7 14.0
22 13 2.6 7 14.0
23 6 1.2 8 16.0
24 3 0.6 4 8.0
25+ 12 2.4 14 28.0
Total 491 100.0 50 100.0
Although the sample size in Spain is small, the survey results showed a striking contrast between the
two countries. First, more than nine out of ten Japanese respondents (92.1%; 445/483) acknowledged
the importance of their right to privacy, though the majority of them (54.1%; 261/482) indicated that
they did not understand the right very well. In Spain, all the respondents except one recognised the
importance of their right to privacy and nearly 80% of them (78.0%; 39/50) considered they also
understand it well (Figures 1 and 2).
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Figure 2: Understanding of the Right to Privacy
Similar vast majorities of both Japanese and Spanish respondents felt that online activities involved
taking risks with their  privacy (Japan: 82.2%, 403/490; Spain:  80%, 40/50).  While  both groups
evaluated the privacy risks of non-Internet activities lower than those of Internet activities, Japanese
respondents were much more concerned about the privacy risks of offline activities than the Spanish
respondents (see Figure 3). 
0 
 20 
 40 
 60 
 80 
 100 
Internet (Japan) Non−Internet (Japan) Internet (Spain) Non−Internet (Spain)
Strongly  
To an Extent 
Not Much 
Not At All
Figure 3: Privacy Risks of Internet and non-Internet Activities
Respondents were asked to rate various organisations and technologies according to their perceived
threat to privacy. Just over half of Japanese respondents reported that for-profit companies, both in
the ICT sector and others, posed a threat to their privacy (see Table 2). For Spanish respondents,
non-ICT companies were also considered a privacy threat  by just over half (51.7%; 15/29),  but
companies in the ICT sector were regarded as a threat by the vast majority (81.4%; 35/43).
Government  agencies  were  regarded  as  a  privacy  threat  by  only  around  a  third  of  Japanese
respondents (and the level of threat reported was low within that: see Table 2 for details). In stark
contrast, 76.3% (29/38) of Spanish respondents considered that secret service agencies posed a threat
to their privacy, while 62.5% (25/40) regarded law enforcement agencies as threatening.
In follow-up interviews in Japan, interviewees said that government agencies were not a threat to
their privacy, because (a) governments developed and operated more secure information systems
than ones in private companies, (b) surveillance using ICT conducted by governments in democratic
countries was for detecting antisocial behaviour and thus was no threat to ordinary people, and (c)
they  personally  had  done  nothing  wrong.  A large  majority  of  interviewees  explained  that  their
concerns about private companies were due to the overriding interest of private companies being the
generation  of  profit  giving  them an  incentive  to  collect,  store  and  use  personal  data  wherever
profitable, regardless of the impact on the data subject.
Table 2: Evaluation of privacy-threat of groups in Japan (number; %)
Q4. How much do
you feel that the 
following groups 
threaten your 
privacy?
Yes,
Very much
Yes,
To an extent
Yes
(Agg)
No
(Agg)
No,
Not much
No,
Not at all
Total
Other government 
agencies
43 106 149 269 184 85 418
10.30% 25.40% 35.70% 64.30% 44.00% 20.30%
Law enforcement 
government 
agencies
50 113 163 265 174 91 428
11.70% 26.40% 38.10% 62.00% 40.70% 21.30%
Secret service 
government 
agencies
60 105 165 260 178 82 425
14.10% 24.70% 38.80% 61.20% 41.90% 19.30%
System integrators
38 119 157 158 118 40 315
12.10% 37.80% 49.90% 50.20% 37.50% 12.70%
Computer h/w 
companies
51 151 202 201 158 43 403
12.70% 37.50% 50.20% 49.90% 39.20% 10.70%
Computer s/w 
companies
64 171 235 191 154 37 426
15.00% 40.10% 55.10% 44.90% 36.20% 8.70%
Individuals
48 214 262 204 178 26 466
10.30% 45.90% 56.20% 43.80% 38.20% 5.60%
Other for-profit 
companies
70 200 270 171 131 40 441
15.90% 45.40% 61.30% 38.80% 29.70% 9.10%
Internet 
companies
171 242 413 68 59 9 481
35.60% 50.30% 85.90% 14.20% 12.30% 1.90%
3.3 Knowledge of and Attitude Towards Snowden’s Revelations
Snowden’s revelations were known to fewer Japanese respondents (about four out of ten; 40.2%;
192/478) than Spanish ones (68.0%; 34/50), although the small sample size in Spain means that this
difference must be treated cautiously for this pilot study. Among those Japanese respondents who
had heard about  the Snowden revelations,  less  than 30% knew much about the  contents  of  his
revelations (28.6%; 55/192) and his current status (46/192; 24.0), nor did they know about the US
government’s reactions to the revelations (not much: 39.1%; 75/192; little: 22.9%; 44/192). More
than 80% had not talked about Snowden’s revelations with others (84.4%; 162/192) nor searched for
information about the revelations (89.6%; 172/192). Thus, according to the pilot survey, Snowden’s
revelations seem to have generated limited new interest or concern about government surveillance in
Japan.
As described above, in the third part of the questionnaire, all the respondents were asked to read the
brief description of Snowden’s revelations, and then to evaluate whether his actions had served the
public interest or harmed it. The results are shown in Figure 3 together with the corresponding data
from the Pew Research Center (2014) survey in the US which inspired this project. Among the three
countries, youngsters in Japan evaluated the effects of Snowden’s revelations least positively.
Figure 4: Evaluation of Snowden’s Revelations
When asked whether they would hypothetically follow Snowden’s example,  a  large majority of
Japanese respondents (83.2%; 390/469) indicated that they would not, while nearly 80% of Spanish
respondents  (76.9%;  30/39)  indicated  that  they  would.  Interestingly,  there  is  no  statistically
significant relationship between Japanese respondents’ evaluation of the Snowden revelations and
whether they would follow his lead or not (Chi-square (1) = 2.522, p > .10). Around 40% of those
Japanese respondents  who would  not  follow Snowden’s lead  answered  the open-ended question
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“Why wouldn’t do what Snowden did?” with some variant on “Doing what he did is too risky for me
and I cannot get beyond my fear.” (see Figure 5). A majority of follow-up interviewees agreed with
this  opinion. Several male interviewees were suspicious about Snowden’s intentions: “I’m not a
special person like Snowden. He is an attention seeker and did the revelations to satisfy himself”.
Figure 5: Free-Text Responses Explaining Not Following Snowden’s Example in Japan
3.4 Conclusions from the Pilot Survey and Related Research
According to the results of the pilot surveys, it seems that
(a) Youngsters’ attitudes towards privacy are different between Japan and Spain;
(b) Snowden's revelations have not exerted a significant impact on Japanese youngsters’ attitude
towards privacy and state surveillance;
(c) Snowden’s revelations had more coverage in the news media in Spain than in Japan; and
(d) Japanese  and  Spanish  youngsters  have  different  approaches  to  the  question  of  emulating
0% 
 5% 
 10% 
 15% 
 20% 
 25% 
 30% 
 35% 
 40% 
 45%
To
o 
ris
ky
 
H
ar
m
s t
he
 n
at
io
na
l i
nt
er
es
t 
Th
er
e 
is
 n
o 
be
ne
fit
 to
 m
e 
H
e 
co
m
m
itt
ed
 c
rim
es
 
I d
on
’t 
w
an
t t
o 
ca
us
e 
tro
ub
le
 to
 fr
ie
nd
s 
I d
on
’t 
w
an
t t
o 
liv
e 
in
 e
xi
le
 
I h
av
e 
no
 a
bi
lit
y 
to
 d
o 
it 
I t
hi
nk
 th
er
e 
is
 a
no
th
er
 w
ay
 
O
th
er
Snowden.
The pilot survey results show that there is a significant difference in knowledge of and attitudes
towards Snowden’s revelations between Japan and Spain, and that a cross-cultural study including
more countries and larger sample sizes is academically interesting and socially meaningful.
Snowden’s revelations and the reaction of the public to them as shown by the Pew Survey and this
pilot survey show that democratic governments are engaged in mass surveillance activities that do
not  have the  support  of  the  vast  majority  of  young people.  They raised  concerns  about  human
dignity, civil liberties and democracy, and their impact deserved further study in more places, which
the follow-up surveys have explored and whose results are presented in the rest of the papers in this
special issue.
Borderless  digitisation  has  made  it  easier  for  such  agencies  to  carry  out  automated  signals
intelligence  activities.  Japan  is  no  exception  according  to  Snowden  (Murai,  2016),  though
youngsters in the country were, or still are, not aware of this fact and would hesitate to follow his
lead even after being informed of it.
Through interviews with computer  and data  experts/professionals  in the UK, Fuchs and Trottier
(2017) successfully elicited their insightful views on the Snowden revelations including that we live
in a mass surveillance society with totalitarian potentials where everyone is treated as suspicious and
as a  potential  terrorist.  Based on their  survey of  American adults,  Pew Research Center  (2015)
reported  that  the  majority  of  respondents  who  had  heard  about  the  government  surveillance
programs had changed the way they use information and communication technologies. However,
whether Snowden’s whistleblowing bears fruit in the form of increased worldwide respect for civil
liberty, democracy and human rights depends on ordinary, innocent civilians’ actions. As Zuboff
(2013) suggests, ordinary people must say no to unreasonable state behaviour and must take political
and sometimes direct action to oppose and resist it, if it is not to become normalised and legalised. In
a world where a surveillance culture (Lyon, 2015, p. 4) has been developed by organisations both in
the public and private sectors, addressing surveillance issues at the grass-root level is imperative. In
this  regard,  this  cross-cultural  study  project  on  social  impact  of  Snowden’s  revelations  has
undeniable social significance.
4. Developing and Deploying a Multi-Country Survey
Responses  to  the  questionnaire  provided  the  authors  with  useful  ideas  for  improvement.  For
example, through the analysis of the free-text answer to “Why would you not do what Snowden
did?”, the necessity to improve the clarity of the hypothetical question “If you were faced with a
similar situation to Snowden, do you think you would do what he did?” was recognised: a significant
number of Japanese respondents had answered the question as though they were US citizens working
at the NSA (as Snowden had been), rather than in Japan (as was the intention of the authors of the
survey and as it was interpreted by many of the respondents). Therefore, in the follow-up survey, that
hypothetical question was replaced by the following two questions:
 If you were an American citizen and were faced with a similar situation to Snowden, do you
think you would do what he did?; and
 If you were faced with a similar situation to Snowden in your country, i.e. you found out that a
[local country’s] intelligence agency was conducting similar operations to those of the NSA and
GCHQ, would you, as a [local country’s] citizen, do what he did?
The full revised base-line survey in English is available in a separate paper in the special issue.
As discussed briefly in the introduction above, the list of countries targetted in the full project was
produced through deliberate planning and pragmatism. The goal was to cover countries where the
outcomes for that particular country would be interesting, where suitable local partners (or other
ways of accessing a suitable set of participants) were available to the project team, and where the
mix of countries would provide a useful and interesting comparison.
The following countries were selected:
 New  Zealand:  One  or  more  of  the  non-US  Five  Eyes  countries  were  deemed  useful  for
inclusion: New Zealand was chosen because of the availability of a suitable local partner;
 Japan,  which  is  a  military  ally  with  the  US  based  on  the  Japan-US  Security  Treaty  and
experienced strict state surveillance for social control in the first half of the twentieth century;
 Mainland China, an emerging economic and military superpower which has so far managed to
maintaining its authoritarian regime, and from whose soil, in Hong Kong, Snowden started his
revelations;
 Germany, in which Chancellor Angela Merkel was a target of the NSA surveillance, in which
US military forces are stationed based on the mutual defence treaty between the two countries
and in which severe state surveillance had been experienced before, during (under the Nazi
regime) and after (in East Germany) the Second World War;
 Sweden, which has a long tradition of political neutrality since the early nineteenth century, and
which has developed a highly transparent society since the introduction of a citizen ID number
system in 1947, where government agencies are allowed to have a broad range of residents’
personal information, some of which (such as tax information) is also publicly accessible;
 Spain,  which  had  experienced  Francisco  Franco’s dictatorship  until  the  mid-1970s  and  has
experienced  significant  terrorist  action  on  its  soil  over  decades  (including  both  Basque
separatists and Islamic Extremist attacks);
 Mexico, which had a border with and was economically dependent heavily on the US, but also
has friendly relations with leftist governments in Latin American nations including Cuba and
was under a single party authoritarian government for much of the twentieth century.
It was difficult for the authors to find a Chinese researcher who would join the project, because the
survey would include politically touchy questions for the Chinese. Instead, seven Chinese and one
Taiwanese master’s course student studying at Meiji University offered their cooperation on surveys
in  China  and  Taiwan.  Consequently,  Taiwan  was  added  as  a  survey  site,  taking  this  country’s
informal military alliance with the US and the complicated cross-strait  relations with China into
consideration. In the other five countries, local collaborators were successfully found.
Some of the surveys were translated into the relevant local language. The New Zealand, Swedish,
Spanish and Mexican versions were deployed in English (although some free-text responses were
given in Swedish or Spanish). The German survey was translated into German. Broadly similar
translations into Mandarin Chinese were used for the PRC and Taiwan, though using simplified and
traditional Chinese hanzi characters respectively. The Japanese survey was translated into Japanese.
The goal of the set  of  surveys was to  provide a basis for  international  comparison of  attitudes.
Hence, respondents were asked to provide information on their nationality. In addition, to allow for
the possibility of significant regional variations in attitudes to be identified in some cases, further
ethnicity detail were sought either by free text box (“please specific your ‘other’ nationality”) and/or
a list of likely possible origins (for New Zealand, for example, eight ethnic identities were listed,
with a free text box for “other” also available).
5. Conclusions
This pilot study showed that  there were indeed significant differences in attitudes to Snowden’s
actions and the contents  of  his revelations,  not  just between the US and one other country, but
between the other  countries  (Japan and Spain) as  well.  In  particular the differences in levels of
judgement regarding whether Snowden’s actions served or harmed the public good, willingness to
emulate Snowden or not, and attitudes to privacy, show interesting outcomes which demonstrate the
academic and social significance of  the broader study presented in  the special  issue,  as  well as
showing the academic validity of the approach.
The authors are aware of no other project looking at a broad range of countries to consider the
impact of Snowden’s revelations in this  way, taking each country’s socio-cultural  characteristics
surrounding state surveillance into account. The study results are hoped and intended to contribute
not  only  to  the  advance  of  surveillance  studies  but  also  to  the  enhancement  of  ordinary, non-
technical people’s awareness of state surveillance and the possible proactive approaches available to
them for protecting their own rights and dignity from covert intrusion by government agencies.
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