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Introduction

This publication provides a brief overview of the Year
2000 Issue and summarizes the applicable accounting, dis
closure, and auditing standards. It also describes the
responsibilities of various parties, clarifies the auditor’s
role, provides guidance on communications with clients,
and describes disclosure considerations and certain practice
management matters that auditors may wish to consider in
connection with the Year 2000 Issue.
Although this publication discusses certain authoritative
guidance, other guidance in this publication is nonauthoritative. Therefore, auditors are encouraged to refer to the
authoritative standards and apply them in the context of
their specific circumstances. Because the understanding of
the potential effects of the Year 2000 Issue is evolving con
tinually, additional guidance may be provided in the future.
The primary focus of this publication is on how the Year
2000 Issue affects auditors; however, practitioners offering
compilation and review services may find some of the infor
mation in this publication useful. Practitioners also may
wish to refer to the AICPA’s Compilation and Review
Alert—1998/99, which discusses the Year 2000 Issue as it
relates to those engagements.
Because the Year 2000 Issue has been well publicized,
this publication is not intended to provide a comprehensive
description of the Issue.
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What Is the Year 2000 Issue?
The Year 2000 Issue consists of two shortcomings of many
electronic data processing systems that make them unable
to process year-date data accurately beyond the year 1999.
It is a broad business and operational problem, as well as
an accounting systems problem.
The first shortcoming is that, in the past, computer pro
grammers have consistently abbreviated dates by eliminat
ing the first two digits of the year under the assumption
that these two digits would always be 19. Thus, January 1,
1965, became 01/01/65. Unless corrected, this shortcut is
expected to create widespread problems when the clock
strikes 12:00:01 A.M. on January 1, 2000. On that date,
some computer programs may recognize the date as
January 1, 1900, and process data inaccurately or stop pro
cessing altogether. Additionally, the abbreviated dates may
cause failures currently when some systems attempt to per
form calculations into the year 2000.
The second shortcoming is that the algorithm used in
some computers for calculating leap years is unable to
detect that the year 2000 is a leap year. Therefore, systems
that are not year 2000 ready may not register the addition
al day, and date calculations may be incorrect.
In addition to the previously mentioned shortcomings,
some software programs use several dates in the year 1999
to mean something other than the date. Examples of such
dates are 01/01/99, 09/09/99, and 12/31/99. When systems
process information using these dates, they may produce
erratic results or stop functioning.
With planning and timely action by management, prob
lems associated with the Year 2000 Issue may be mitigated
or avoided.

How Serious Is the Year 2000 Issue?
If you consider that hardware devices that are date
dependent and any software program that calculates, com
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pares, or sorts information based on date fields may be
affected, you can begin to understand the potential magni
tude of the Year 2000 Issue. If you further consider the
extent to which entities and individuals around the world
rely on technology and interact with each other electronical
ly, the picture becomes very clear—the Year 2000 Issue has
global implications. The Year 2000 Issue has the potential
to affect large and small businesses; public and nonpublic
companies; not-for-profit organizations; academia; and fed
eral, state, and local governments. The Year 2000 Issue,
therefore, affects many interested parties, including share
holders, customers, pension managers, policy makers, and
regulators.
Not surprisingly, the costs that entities can expect to
incur to correct the Year 2000 Issue may be substantial.
The Gartner Group, an international information technolo
gy advisory and market research firm, has estimated the
global costs to make software year 2000 ready to be
between $300 billion and $600 billion through 1999.
In addition to the costs of making software year 2000
ready, entities should understand that the risk of litigation
relating to the Year 2000 Issue is substantial.

To What Extent Might the Year 2000
Issue Affect an Entity?
The Year 2000 Issue may affect software that is used to
control operating equipment, operating systems, database
and other information systems, and hardware that is
dependent on microchips. The extent to which the Year
2000 Issue will affect an entity depends on, among other
things, the entity’s reliance on technology, the complexity of
that technology and the age of the information systems, the
nature of the entity’s operational activities (including pro
duction, service, and security), and the extent to which the
entity interacts electronically with other entities.
Thus, the Year 2000 Issue has the potential to affect any
entity’s accounting and information systems, the ability to
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manufacture its products or to deliver its services, and
other aspects of its day-to-day operations before, on, and
after January 1, 2000. Entities must make year 2000 readi
ness a priority. If an entity has not yet begun to evaluate
the possible effects of the Year 2000 Issue on its systems,
new and old, it should begin the process immediately and
implement corrective measures as soon as possible.

Who Is Responsible for Addressing
the Year 2000 Issue?
It is the responsibility of an entity’s management to
assess and remediate the effects of the Year 2000 Issue on
an entity’s systems. This responsibility extends beyond the
systems that produce financial information. It encompasses
all systems, including those that are part of the entity’s
operational activities, such as safety, environment, produc
tion, machine control, service, and security activities.
Management also is responsible for considering the effect
that other entities’ noncompliant systems may have on its
operations and information system. The board of directors
(or its designee committee or others with equivalent author
ity or responsibility) has a responsibility to oversee the
activities of management to ensure that the Year 2000 Issue
is receiving appropriate attention from management.
In assessing the effect of the Year 2000 Issue on the enti
ty, the entity should consider whether the Issue will
adversely affect its suppliers’ ability to manufacture or
make timely deliveries of products or key components of the
entity’s products. It also should consider whether the Year
2000 Issue will adversely affect service providers that per
form activities that have been outsourced to them.
Additionally, if an entity’s systems electronically communi
cate with other entities’ systems (for example, through elec
tronic data interchange or electronic funds transfers), the
entity should consider the effect of the Year 2000 Issue on
these communications.

INTRODUCTION

How Are the Regulators Reacting to
the Year 2000 Issue?
Regulators have responsibilities involving a broad range
of issues, including public health and safety, and the safety
and soundness of financial services and other institutions.
Thus, they too have a direct interest in the Year 2000 Issue.
Banking and securities industries regulators have issued
guidance and implemented reporting and disclosure
requirements relating to the Year 2000 Issue for the entities
that they supervise. Additionally, the Securities and
Exchange Commission (SEC) announced a moratorium on
the implementation of new rules that “require major repro
gramming of computer systems by SEC-regulated entities.”
This will make it easier for SEC-regulated entities to devote
the necessary time and resources to address year 2000
problems. The moratorium will be in effect between June 1,
1999 and March 31, 2000.
Although other regulators have not issued guidance or
imposed reporting or disclosure requirements to the extent
that banking and securities regulators have, practitioners
performing professional services in regulated industries will
want to be alert to any requirements related to the Year
2000 Issue imposed by regulators for the industries in
which their clients operate.

What Are the Implications of
the Year 2000 Issue for the Auditor?
The auditor has a responsibility to plan and perform the
audit to obtain reasonable assurance about whether the
financial statements are free of material misstatement,
whether caused by error or fraud. Thus, the auditor’s
responsibility relates to the detection of material misstate
ment of the financial statements being audited, whether
caused by the Year 2000 Issue or by some other cause. The
auditor also has a responsibility to evaluate whether there
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is substantial doubt about the entity’s ability to continue as
a going concern for a reasonable period of time following the
date of the financial statements being audited.
To assist auditors in applying current auditing standards
in light of the Year 2000 Issue, the Audit Issues Task Force
(AITF) of the AICPA’s Auditing Standards Board (ASB) has
issued certain interpretations to the standards addressing
the Issue. Those interpretations correspond to AU section
311, Planning and Supervision, Statement on Auditing
Standards (SAS) No. 59, The Auditor's Consideration of an
Entity’s Ability to Continue as a Going Concern (AICPA,
Professional Standards, vol. 1, AU sec. 341), and SAS No.
70, Reports on the Processing of Transactions by Service
Organizations (AICPA, Professional Standards, vol. 1, AU
sec. 324). The text of the interpretations appears in the sec
tion of this publication titled “Assurance Engagements and
the Year 2000 Issue.” Auditors also may wish to consider
the nonauthoritative guidance provided in this publication
when planning and performing audits of financial state
ments in the periods leading up to the year 2000.
In addition to these audit interpretations, the Appendix
to this publication contains informative year 2000 questions
and answers that CPAs will find helpful in understanding
their responsibilities.

Additional Questions Regarding
the Year 2000 Issue
Additional questions that auditors and others may have
regarding the Year 2000 Issue include the following:
• What should auditors know about the Year 2000 Issue
and the industries in which their clients operate?

• What are the reporting and disclosure requirements
under generally accepted accounting principles (GAAP)?
• What are the reporting and disclosure requirements
under the SEC’s rules and regulations?

INTRODUCTION

• What is the auditor’s responsibility for disclosures relat
ed to the Year 2000 Issue in audited financial statements
or management’s discussion and analysis (MD&A) of
financial condition and results of operations?

• What is the auditor’s responsibility for disclosures relat
ed to the Year 2000 Issue in audited financial statements
of state and local governments?
• How should the auditor prepare for audits of financial
statements for periods ending before January 1, 2000?

•

Should the auditor communicate to the client his or her
professional responsibility regarding the Year 2000
Issue?

• Is the Year 2000 Issue a matter that auditors are
required by professional standards to communicate to
their clients?
•

Should the auditor consider the Year 2000 Issue in con
junction with his or her client acceptance and continua
tion procedures?

The following sections of this document address the
issues raised in these questions. Auditors also may wish to
monitor developments in national and international laws
relating to the Year 2000 Issue.

7
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Because many entities rely on computerized systems and
exchange information electronically with other entities, the
Year 2000 Issue is expected to affect entities in a variety of
industries, governmental entities, and not-for-profit organi
zations. Some regulators responsible for the safety and
soundness of the entities that they regulate have enacted
rules and regulations requiring reporting and disclosure on
year 2000 matters. Therefore, in addition to the accounting
and auditing literature that has been, and may be, issued
relating to the Year 2000 Issue, auditors will want to be
familiar with rules and regulations relating to the Year
2000 Issue that affect the particular industries in which
their clients operate.
Two of the industries that are especially susceptible to
the effects of the Year 2000 Issue are the securities and
financial services industries. That is mainly because enti
ties operating in these industries are highly dependent on
date processing and electronic interchanges with third par
ties in their day-to-day operations. Regulators in these
industries, namely the federal banking regulators that
make up the Federal Financial Institutions Examination
Council (FFIEC), the SEC, and the Commodity Futures
Trading Commission (CFTC), have issued specific guidance
and implemented reporting requirements relating to the
Year 2000 Issue. This section summarizes some of the guid
ance that they have issued and some of the reporting
requirements they have implemented. We encourage read
ers to visit each regulator’s Web site for the most up-to-date
information on their year 2000 supervisory efforts.
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Federal Financial Institutions
Examination Council
The FFIEC is an interagency group of federal banking
regulators that prescribes uniform principles and standards
for the federal examination and supervision of federally
insured depository institutions, bank holding companies,
and savings and loan holding companies. The FFIEC is
made up of representatives of the Office of the Comptroller
of the Currency (OCC), the Federal Deposit Insurance
Corporation (FDIC), the Federal Reserve System, the Office
of Thrift Supervision (OTS), and the National Credit Union
Administration.
Since 1996, the FFIEC has issued the following eight
Interagency Statements (available on the FFIEC’s Web site
at www.ffiec.gov) on important aspects of year 2000 readi
ness:
1. The Effect of Year 2000 on Computer Systems, June 1996
2. Year 2000 Project Management Awareness, May 5, 1997
3. Safety and Soundness Guidelines Concerning the Year
2000 Business Risk, December 17, 1997
4. Guidance Concerning Due Diligence in Connection with
Service Provider and Software Vendor Year 2000
Readiness, March 17, 1998
5. Guidance Concerning the Year 2000 Impact on
Customers, March 17, 1998

6. Guidance on Testing by Financial Institutions for Year
2000 Readiness, April 10, 1998

7. Guidance Concerning Contingency Planning in
Connection with Year 2000 Awareness, May 13, 1998
8. Guidance on Year 2000 Customer Awareness Programs,
May 13, 1998.
Among other things, the eight Interagency Statements
alert financial institutions to the risk that the Year 2000
Issue represents to them and emphasize the need to make
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all information-processing systems year 2000 ready. The
Interagency Statements also—
•

Describe the five phases of an institution’s year 2000
conversion program (awareness, assessment, renovation,
validation, and implementation).

•

Describe the responsibilities of a financial institution’s
senior management and board of directors for addressing
the risk arising from the failure or inability of the insti
tution’s customers to address their year 2000 exposures.

•

Require periodic status reports (at least quarterly) from
management to the board of directors on the status of
the financial institution’s year 2000 efforts.

•

State that senior management and the boards of direc
tors of financial institutions should establish a due-dili
gence process for determining the ability of the institu
tion’s service providers and software vendors to be year
2000 ready.

•

Identify key milestones and testing methods financial
institutions should use in preparing systems and appli
cations for year 2000 readiness.

•

Discuss testing with service providers, software vendors,
and other third parties.

•

Outline some of the components that financial institu
tions should consider in developing customer awareness
programs as well as some of the issues that financial
institutions should be prepared to discuss with cus
tomers.

•

Outline four phases of contingency planning.

On October 15, 1998, the OCC, the Federal Reserve, the
FDIC, and the OTS jointly issued the document titled
Interagency Guidelines Establishing Year 2000 Standards
for Safety and Soundness (Guidelines). The Guidelines
establish standards for achieving year 2000 readiness and
went into effect on October 15, 1998. The standards are
based on key principles contained in the previously listed
eight FFIEC Interagency Statements; however, unlike the
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Interagency Statements, the Guidelines apply only to
insured depository institutions, not to all financial institu
tions supervised by the agencies.
In an Interagency Statement issued on September 2,
1998, and titled Guidance Concerning Fiduciary Services
and Year 2000 Readiness, the FFIEC indicated that finan
cial institutions need to consider potential year 2000 prob
lems that could affect their fiduciary clients. It states in
part that “a financial institution’s lack of response to fidu
ciary year 2000 issues may be interpreted by beneficiaries
and other interested parties as a failure to fulfill its fiducia
ry duties and to observe the standards of prudence set by
ERISA [Employee Retirement Income Security Act] and
other applicable laws and regulations.” The Interagency
Statement also identifies areas of potential risk and recom
mends actions to manage those risks.
In addition to the Interagency Statements issued by the
FFIEC, each of the five federal banking regulators has
issued separate guidance applicable to the institutions that
they supervise. All guidance is posted on each regulator’s
Web site. The addresses for those sites are as follow:
Federal Deposit Insurance Corporation
Federal Reserve System
Office of the Comptroller of the Currency
Office of Thrift Supervision
National Credit Union Administration

www.fdic.gov
www.bog.frb.fed.us/y2k
www.occ.treas.gov
www.ots-treas.gov
www.ncua.gov

The Securities and Exchange Commission
and the Commodity Futures
Trading Commission
In July 1998, the SEC issued release number 34—40162,
amending rule 17a-5 of the Securities Exchange Act of
1934, and release number 34-49163, adding rule 17Ad-18
to the Act. As amended, the rules require certain broker
dealers and non-bank transfer agents to file two reports on
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the status of their year 2000 readiness efforts. The first of
the two reports was due on August 31, 1998. The second
report is due on April 30, 1999. Subsequent amendments to
the rules require that the second report be accompanied by
a report prepared by an independent public accountant
regarding the broker-dealer or transfer agent’s process, as
of March 15, 1999, for addressing its year 2000 problems.
The SEC also adopted a new rule and form under the
Investment Advisers Act of 1940. The new rule requires
most registered investment advisers to file with the SEC
reports regarding their plans for addressing the Year 2000
Issue. The first report was due by December 7, 1998, and an
updated form must be filed no later than June 7, 1999.
Unlike the broker-dealer or transfer agents’ second reports,
the investment advisers’ reports do not have to be accompa
nied by an accountant’s report.
In April 1998, the CFTC issued Advisory No. 17-98, indi
cating that a year 2000 problem, as defined therein, consti
tutes a material inadequacy within the meaning of CFTC
Regulation 1.16, thus triggering certain notification
requirements applicable to CFTC registrants and their
accountants. The text of the advisory is on the CFTC’s Web
site (www.cftc.gov).
To assist practitioners in complying with the reporting
requirements resulting from the previously mentioned SEC
rules and CFTC advisory, the AICPA issued SOP 98-8,
Engagements to Perform Year 2000 Agreed-Upon Procedures
Attestation Engagements Pursuant to Rule 17a-5 of the
Securities Exchange Act of 1934, Rule 17Ad-18 of the
Securities Exchange Act of 1934, Advisories No. 17-98 and
No. 42-98 of the Commodity Futures Trading Commission.
This SOP provides guidance on the application of selected
aspects of Statement on Standards for Attestation
Engagements (SSAE) No. 4, Agreed-Upon Procedures
Engagements (AICPA, Professional Standards, vol. 1, AT
sec. 600), to agreed-upon procedures attestation engage
ments performed pursuant to the year 2000 related SEC
releases and CFTC advisory. SOP 98-8 is available on the
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AICPA’s Web site at no charge (www.aicpa.org) or in print
(product number 014916—$10.50/Nonmembers $13).
Engagements performed pursuant to SOP 98-8 will satisfy
the SEC and CFTC reporting requirements. (See the full
text of SEC release numbers 34-40608 and 34-40587, on
the SEC Web site, and CFTC Advisory No. 42-98, on the
CFTC Web site.)

Financial Reporting

This section provides an overview of current authoritative
accounting literature and how it relates to the Year 2000
Issue. The discussion addresses accounting for the costs of
modifying computer software for the Year 2000 Issue, rev
enue and loss recognition principles, possible impairment
issues that may result from the Year 2000 Issue, and disclo
sure considerations under AICPA Statement of Position
(SOP) 94—6, Disclosure of Certain Significant Risks and
Uncertainties, and Governmental Accounting Standards
Board (GASB) Technical Bulletin No. 98-1, Disclosures
about Year 2000 Issues.
It should be remembered that management is responsible
for preparing financial statements in accordance with
GAAP (or an other comprehensive basis of accounting),
including adequate disclosures.

Accounting for the Costs of Addressing
the Year 2000 Issue
The Emerging Issues Task Force (EITF) of the Financial
Accounting Standards Board (FASB) has issued guidance
on accounting for the costs of modifying computer software
for the year 2000. EITF Issue No. 96-14, Accounting for the
Costs Associated with Modifying Computer Software for the
Year 2000, states the following:

15
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Issue
Many computer systems process transactions based on
storing two digits for the year of a transaction (for example,
“96” for 1996), rather than a full four digits. A significant
number of the computer systems based on two-digit years
are not programmed to consider the start of a new century,
unless they have been recently modified. Systems that
process year 2000 transactions with the year “00” may
encounter significant processing inaccuracies and even inop
erability. Many companies will incur significant costs to
make the needed software changes.
This Issue is limited to the upgrading of existing internal
use software for the year 2000 and does not address pur
chases of hardware or software that replace existing soft
ware that is not year 2000 compliant. This Issue also does
not address impairment or amortization issues relating to
existing assets.
The issue is how to account for the external and internal
costs specifically associated with modifying internal-use
computer software for the year 2000.
EITF [Consensus]
The Task Force reached a consensus that external and
internal costs specifically associated with modifying inter
nal-use software for the year 2000 should be charged to
expense as incurred.

Status
At the July 23-24, 1997 meeting, the SEC Observer stated
that the SEC staff has been asked to clarify a recent SEC
Report to Congress regarding the year 2000. This report
notes that the Task Force has addressed the accounting for
this issue and concluded that costs incurred to modify com
puter software to correct year 2000 problems should be
expensed as incurred. This report also refers to Statement 5
as guidance for loss contingencies that might result from a
failure of an entity’s computer system in the year 2000. It
has been suggested that this reference to Statement 5 sug
gests that the staff would permit or require accrual of
expected future costs to modify software for year 2000 prob
lems. That suggestion is not correct.
The SEC Observer noted that expected future costs to
modify software for year 2000 problems are not a current lia
bility under Statement 5 and that the reference to
Statement 5 in the Report to Congress should not be used to

FINANCIAL REPORTING

override the guidance provided by the Task Force. The staff
would object to the accrual of the costs of year 2000 modifi
cations before those costs are incurred.
No further EITF discussion is planned.
To the extent that an entity’s year 2000 project involves
business process reengineering, EITF Issue No. 97-13,
Accounting for Costs Incurred in Connection with a
Consulting Contract or an Internal Project That Combines
Business Process Reengineering and Information Technology
Transformation, also provides relevant guidance.

Revenue and Loss Recognition
Revenue recognition principles for software transactions
are set forth in SOP 97—2, Software Revenue Recognition.
This SOP provides guidance on the amount and timing of
revenue recognition in arrangements in which certain spe
cific factors may be present, including uncertainty of cus
tomer acceptance, customer cancellation privileges, and
multiple elements, such as upgrades, enhancements, and
postcontract customer support. Entities should be aware
that the Year 2000 Issue could affect one or more of these
factors and have an unexpected effect on the timing of rev
enue recognition.
The Year 2000 Issue also may create product-warranty or
product-defect liability and product-return issues for soft
ware and hardware vendors or software providers, as well
as for other vendors that sell products containing software.
These vendors should consider FASB Statement of
Financial Accounting Standards No. 5, Accounting for
Contingencies, paragraphs 24 through 26, if there are prod
uct-warranty or product-defect liability issues, and FASB
Statement No. 48, Revenue Recognition When Right of
Return Exists, for the product-return issue.
Software developers may enter into arrangements to
address the Year 2000 Issue for other entities for a fee.
They should evaluate any such arrangements that are
being accounted for under SOP 81-1, Accounting for
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Performance of Construction-Type and Certain ProductionType Contracts. If a contract is expected to result in a loss,
the vendor should record a provision for the entire loss in
the period in which the loss becomes evident.
FASB Statement No. 86, Accounting for the Costs of
Computer Software to Be Sold, Leased, or Otherwise
Marketed, is the authoritative standard on accounting for
costs incurred to produce or purchase software that is to be
sold, leased, or otherwise marketed. Only certain costs
qualify for capitalization under this standard. In accordance
with the guidance in Statement No. 86, a write-down of cap
italized software development costs or an acceleration of
amortization may be necessary if estimated future gross
sales are lower than expected because of the Year 2000
Issue.

Possible Impairment Issue
Inventories of hardware devices that are not year 2000
ready are subject to the lower of cost or market test
described in Accounting Research Bulletin No. 43,
Restatement and Revision of Accounting Research Bulletins,
chapter 4, paragraph 8.
The Year 2000 Issue may be an indicator of the impair
ment of fixed assets containing software or hardware com
ponents (for example, microchips) and for capitalized costs
of software developed or obtained for internal use that has
not been modified to be year 2000 ready. FASB Statement
No. 121, Accounting for the Impairment of Long-Lived
Assets and for Long-Lived Assets to Be Disposed Of, pro
vides guidance on evaluating, recognizing, measuring, and
disclosing impairment losses for such assets. SOP 98—2,
Accounting for the Costs of Computer Software Developed or
Obtained for Internal Use, refers to FASB Statement No.
121 concerning recognition and measurement of impair
ment of capitalized costs of internal-use software. The Year
2000 Issue also could affect the estimated useful lives used
to calculate the depreciation and amortization of these
assets.

FINANCIAL REPORTING

Disclosures Under SOP 94-6
Practitioners should be aware that SOP 94-6, Disclosure
of Certain Significant Risks and Uncertainties, may require
additional disclosures related to the Year 2000 Issue.
Disclosure may be required in areas such as impairment or
amortization of capitalized software costs, inventory valua
tion, long-term-contract accounting, warranty reserves,
reserves for sales returns and allowances, or litigation if,
based on the facts and circumstances existing at the date of
the financial statements, it is reasonably possible that the
amounts reported in the financial statements could change
by a material amount within one year from the date of the
financial statements. Disclosures also may be required of
current vulnerability due to certain concentrations if, for
example, a significant vendor has not satisfactorily
addressed the Year 2000 Issue.

Disclosures Under GASB Technical
Bulletin No. 98-1
GASB Technical Bulletin (TB) 98—1, Disclosures about
Year 2000 Issues, requires certain year 2000 related disclo
sures in the financial statements of state and local govern
ments. The relevant portions of TB No. 98-1 state the fol
lowing:

Question
3. What type of disclosures should be presented in the
financial statements about compliance with year 2000 issues
for a government’s internal computer systems and other
electronic equipment?

Response
4. In accordance with NCGA Statement 1, paragraph 158,
and NCGA Interpretation 6, paragraphs 5 and 6, notes to
the financial statements should disclose material items
whose omission would cause the financial statements to be
misleading. Furthermore, in accordance with NCGA
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Interpretation 6, paragraph 4, entities are required to dis
close significant commitments in the notes to the financial
statements. Disclosure of year 2000 issues is consistent with
the objectives of financial reporting in GASB Concepts
Statement 1, paragraph 79, which states that financial
reporting should assist users in assessing the level of ser
vices that can be provided by the government and its ability
to meet its obligations as they become due.
5. The year 2000 problem affects many of the computer
systems and other electronic equipment necessary for the
continued and uninterrupted operations of a government.
The effects of the year 2000 problem extend beyond systems
that produce financial information. It encompasses all com
puter systems and any equipment that is dependent on
microchip technology. This includes computer systems and
other equipment that are a part of the entity’s operational
activities. A significant commitment of resources may be
required to make year 2000 compliance changes or updates
to computer systems and other equipment.
6. Governments should disclose any significant amount of
resources committed—contracted amounts at the end of the
government’s reporting period—to make computer systems
and other electronic equipment year 2000-compliant.
7. Governments should disclose a general description of
the year 2000 issue as it relates to their organization. This
disclosure should include a description of the stages of work
in process or completed as of the end of the government’s
reporting period to make computer systems and other elec
tronic equipment critical to conducting operations year 2000compliant. The additional stages of work necessary for mak
ing computer systems and other electronic equipment year
2000-compliant should also be disclosed. If computer sys
tems and other electronic equipment critical to operations
are in the same stage of work, the description of these sys
tems and equipment may be combined for this disclosure.
The following stages have been identified as necessary to
implement a year 2000-compliant system.1

Awareness Stage—Encompasses establishing a budget and
project plan (for example, a timeline or chart noting major
tasks and due dates) for dealing with the year 2000 issue.

Assessment Stage—When the organization begins the
actual process of identifying all of its systems (preparing an1
1 Adapted from U.S. Securities and Exchange Commission, Division of
Market Regulation Year 2000 (“Y2K”) Work Program (January 1998).
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inventory) and individual components of the systems. An
organization may decide to review all system components for
year 2000 compliance or, through a risk analysis, identify
only mission-critical systems and equipment—systems and
equipment critical to conducting operations—to check for
compliance.
Remediation Stage—When the organization actually
makes changes to systems and equipment. This stage deals
primarily with the technical issues of converting existing
systems, or switching to compliant systems. During this
stage, decisions are made on how to make the systems or
processes year 2000-compliant, and the required system
changes are made.

Validation/Testing Stage—When the organization vali
dates and tests the changes made during the conversion
process. The development of test data and test scripts, the
running of test scripts, and the review of test results are cru
cial for this stage of the conversion process to be successful.
If the testing results show anomalies, the tested area needs
to be corrected and retested.

Effective Date
8. The provisions of this Technical Bulletin are effective
for financial statements on which the auditor’s report is
dated after October 31, 1998. The provisions terminate for
financial statements for periods ending after December 31,
1999 unless systems and other equipment are not year 2000compliant as of the balance sheet date. Earlier application is
encouraged.
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Year 2000 Issue Disclosure
Considerations: Public and
Nonpublic Entities

Given the significant nature of the Year 2000 Issue and
the publicity and attention it has received, investors, credi
tors, customers, vendors, regulators, and other users of
financial statements are interested in matters relating to
the Issue. Public companies are required to follow the dis
closure requirements established by the SEC, and as dis
cussed below, the SEC staff has issued guidance concerning
disclosures about the Year 2000 Issue for public companies,
investment advisers, investment companies, and municipal
securities issuers. State and local governments are required
to follow the disclosure requirements in GASB TB No. 98-1
(see the text of the TB in the “Financial Reporting” section
of this publication). All other entities, including nonpublic
companies, not-for-profit organizations, and others, are
encouraged to assess whether disclosures about the Year
2000 Issue, similar to those required by the SEC, would be
useful to users of their financial statements. Such disclo
sures might be included in annual reports to shareholders
and others; in other communications that would be distrib
uted to the users of entities’ financial statements; or in
unaudited or, if the disclosure is verifiable by auditors, in
the audited notes to entities’ financial statements.
The SEC’s interpretive release (release) regarding year
2000 disclosures went into effect on August 4, 1998. The
release, titled Statement of the Commission Regarding
Disclosure of Year 2000 Issues and Consequences Regarding
Disclosure of Year 2000 Issues and Consequences by Public
Companies, Investment Advisers, Investment Companies,
and Municipal Securities Issuers, supersedes the revised
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Staff Legal Bulletin No. 5 of January 12, 1998, and address
es a number of disclosure requirements. Its focus, however,
is on MD&A.
The release sets forth the specific guidance that public
companies should provide under MD&A and other rules
and regulations. That guidance is as follows:
1. Basic MD&A Analysis
MD&A is intended to give investors the opportunity to
look at a company through the eyes of management by pro
viding both a short and long-term analysis of the company’s
business—with particular emphasis on the company’s
prospects for the future. MD&A requires a discussion of liq
uidity, capital resources, results of operations, and other
information necessary to an understanding of a company’s
financial condition, changes in financial condition, and
results of operations. The language of the MD&A require
ment is intentionally general. This reflects our view that a
flexible approach best elicits meaningful disclosure and
avoids boilerplate discussions.
One of the challenges that a company faces when drafting
its MD&A is discussing forward-looking information. One of
the few regulations that require forward-looking disclosure,
MD&A contains a variety of formulations calling for this
information, including a requirement to disclose known
material events, trends or uncertainties.28
In [a] 1989 [interpretive] Release [(1989 Release)], we
gave guidance to companies on various aspects of MD&A
disclosure. Under the 1989 Release, companies should apply
the following analysis to determine if they should disclose
forward-looking information.
Where a trend, demand, commitment, event, or uncertain
ty is known, management must make two assessments:
1. Is the known trend, demand, commitment, event or
uncertainty likely to come to fruition? If management
28 A general instruction in MD&A states that companies “shall focus specifi
cally on material events and uncertainties known to management that
would cause reported financial information not to be necessarily indica
tive of future operating results or of future financial condition.” Item
303(a) of Regulation S-K, Instruction 3 (17 CFR 229.303(a)). For small
businesses, Item 303(b) of Regulation S-B (17 CFR 228.303(b)) states in
part that “discussion should address the past and future financial condi
tion and results of operation of the small business issuer . . .” for each of
the last two fiscal years. Item 303(b) of Regulation S-B contains an
instruction (Instruction 1) similar to Instruction 3 of Item 303(a).
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determines that it is not reasonably likely to occur, no
disclosure is required.
2. If management cannot make that determination, it must
evaluate objectively the consequences of the known
trend, demand, commitment, event or uncertainty on the
assumption that it will come to fruition. Disclosure is
then required unless management determines that a
material effect on the company’s financial condition or
results of operations is not reasonably likely to occur.
The determination made by management must be objec
tively reasonable, viewed as of the time the determination is
made.
This test essentially requires companies to disclose for
ward-looking information based on currently known events,
trends or uncertainties that are reasonably likely to have
material effects on the company’s financial condition or
results of operations.29 Because of the prevalence of comput
ers and embedded technology in virtually all businesses and
the potential consequences of not adequately addressing the
Year 2000 problem, we believe that almost every company
will need to address this issue.

2. How We Interpret MD&A in the Year 2000 Context

a. Whether to Disclose Year 2000 Issues
The first decision that a company must make is whether it
has an obligation to provide any disclosure regarding its
Year 2000 issues.30 By applying the 1989 Release’s guidance
regarding forward-looking information, we believe that a
company must provide Year 2000 disclosure if:
1. [I]ts assessment of its Year 2000 issues is not complete,
or
2. [Management determines that the consequences of its
Year 2000 issues would have a material effect on the
company’s business, results of operations, or financial
condition, without taking into account the company’s
efforts to avoid those consequences.
29 In addition to the analytical guide, the 1989 Release provides several
examples of forward-looking disclosure. These may be useful to help com
panies determine the type of forward-looking information that should be
provided when they have triggered the 1989 two-part test.
30 The Year 2000 issue is certainly “known” to all companies. The problems
associated with this issue have been widely publicized, and no company
can reasonably argue that it does not know about the Year 2000 issue.
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Our two-part test is substantially similar to the revised
Staff Legal Bulletin’s guidance for whether companies have
a Year 2000 disclosure obligation. We believe that a large
majority of companies will meet one or both of these tests
and therefore will be required to provide Year 2000 disclo
sure. We expect that significantly more companies will be
providing Year 2000 disclosure in future disclosure docu
ments than the 70% found by the task force [that studied the
effectiveness of the disclosure guidance in the revised Staff
Legal Bulletin No. 5].
Under the first test, a company’s assessment should take
into account whether third parties with whom a company
has material relationships are Year 2000 compliant. The
determination of whether a relationship is material depends
on the nature of the relationship.
For vendors and suppliers, the relationship is material if
there would be a material effect on the company’s business,
results of operations, or financial condition if they do not
timely become Year 2000 compliant. The same analysis
should be made for significant customers whose Year 2000
readiness could cause a loss of business that might be mater
ial to the company. The company also should consider its
potential liability to third parties if its systems are not Year
2000 compliant, resulting in possible legal actions for breach
of contract or other harm.
In our view, a company’s Year 2000 assessment is not
complete until it considers these third party issues and
takes reasonable steps to verify the Year 2000 readiness of
any third party that could cause a material impact on the
company. We understand that this is often done by analyz
ing the responses to questionnaires sent to these third par
ties. In the absence of receiving responses to questionnaires,
there may be other means to assess third party readiness.31
Under the second test, companies must determine
whether they have a Year 2000 disclosure obligation by eval
uating their Year 2000 issues on a “gross” basis.32 In other
31 A company’s statement of its own readiness based on third party repre
sentations would be forward-looking and fall within the statutory safe
harbors. Further, a company’s reasonable reliance on the third party
statements would be assumptions underlying that statement and also
entitled to safe harbor protection.
32 The gross basis determination is similar to the analysis in Staff
Accounting Bulletin (SAB) No. 92 (June 8, 1993) relating to accounting
and disclosures related to loss contingencies. In SAB No. 92, our staff
gave guidance regarding the need to separately disclose environmental
liabilities and related potential claims for recovery, unless the recovery
was probable. The staff stressed the uncertainties related to potential
claims for recovery. We stress in this release the uncertainties related to
remediation, third parties, litigation, insurance coverage and other con
tingencies in the Year 2000 context.
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words, in the absence of clear evidence of readiness, a com
pany must assume that it will not be Year 2000 compliant
and weigh the likely results of this unpreparedness.33 As
part of this analysis, the company must assume that materi
al third parties will not be ready either, unless these third
parties have delivered written assurances to the company
that they expect to be Year 2000 compliant in time. The test
is driven by measuring the consequences if the company is
not prepared, rather than the amount of money the company
spent, or plans to spend, to address this issue.34

b.

What to Disclose about Year 2000 Issues

Once a company determines that it has a Year 2000 dis
closure obligation, it has to decide what to disclose about its
Year 2000 issues. MD&A does not require categories of spe
cific information because each company has to consider its
own circumstances in drafting its MD&A. For Year 2000 dis
closure to be meaningful, we believe that companies will
have to address the following four categories of information
in their MD&A, as discussed in more detail below:
1.
2.
3.
4.

[T]he company’s state of readiness;
[T]he costs to address the company’s Year 2000 issues;
[T]he risks of the company’s Year 2000 issues; and
[T]he company’s contingency plans.

The disclosure should be specific to each company and
quantified to the extent practicable. Some companies may
have to provide this information by business segment or sub
division.3536
Companies should avoid generalities and boiler
plate disclosure. In addition, each company must consider if
its own Year 2000 circumstances require that additional
matters be disclosed.
(1) The Company’s State of Readiness
When a company has to provide disclosure regarding a
known material event, trend, or uncertainty, it first has to

33 If a company has substantially completed its testing and assessment of
third party issues, and thus has a reasonable basis to believe that it is
Year 2000 ready, it need not make this assumption. Thus, MD&A disclo
sure may not be required, although we encourage all companies to
address the Year 2000 issue and describe their Year 2000 status.
34 In considering whether potential Year 2000 consequences are material,
companies may offset quantifiable dollar amounts of those consequences
that would be covered by Year 2000-specific insurance policies, provided
that the policies have a sufficiently broad coverage to cover all risks.
35Item 303(a) of Regulation S-K (17 CFR 229.303(a)).
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describe that event, trend, or uncertainty.36 A company
should describe its Year 2000 issues in sufficient detail to
allow investors to fully understand the challenges that it
faces. We suggest that the description be similar to that pro
vided to a company’s board of directors—which typically is
non-technical plain English and answers the important
questions—such as “will we be ready?” and “how far along
are we?” So far, most companies have provided only a cursory description of their Year 2000 issues.
A full description of a company’s Year 2000 readiness will
generally include, at the very least, the following three ele
ments. First, the discussion should address both information
technology (“IT”) and non-IT systems.37 Non-IT systems typi
cally include embedded technology such as microcon
trollers.38 These types of systems are more difficult to assess
and repair than IT systems. In fact, companies often have to
replace non-IT systems since they cannot be repaired. To
date, only a few companies have addressed non-IT issues in
their disclosure.39 We are concerned that companies are over
looking non-IT systems when they provide Year 2000 disclo
sure.40
Second, for both their IT and non-IT systems, companies
should disclose where they are in the process of becoming
ready for the Year 2000.41 The status of the company’s
36 For example, Instruction 3 to Item 303(a) of Regulation S-K (17 CFR
229.303(a)) states that the discussion and analysis should include
“descriptions and amounts” of matters that would have an impact on
future operations and have not had an impact in the past.
37 Companies in some industries, such as software and hardware manufac
turers, also may need to discuss whether their products will be Year 2000
compliant, and related consequences.
38 For example, most equipment and machinery, such as elevators, contain
microcontrollers. For more information regarding the Year 2000 risks of
embedded technology, see the Institution of Electrical Engineers web site,
http://www.iee.org/2000risk.
39 Reportedly, some companies only recently became aware that their nonIT systems have Year 2000 issues. See, e.g., “Industry Wakes Up to Year
2000 Menace,” Forbes, April 27, 1998 at 163.
40 A good description of a company’s Year 2000 issues would address
whether all its hardware and software systems, and all of its embedded
systems contained in the company’s buildings, plant, equipment and
other infrastructure, have been assessed. If this assessment is not com
plete, the company should disclose the kinds and percentage of hardware
and software systems and embedded systems that remain to be assessed.
41 Companies should discuss their progress in a manner that will best
inform investors about where the company is on their timetable. For
example, some companies may decide that the amount of money spent
may be their best indicator of progress, while other companies may
decide that labor still required to be undertaken may be a more appropri
ate indicator.
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progress, identified by phase, including the estimated
timetable for completion of each remaining phase, is vital
information to investors and should be disclosed.42 There are
no universal definitions for the phases in a Year 2000 reme
diation program.43 However, for the most part, the phases
are self-explanatory, and we recommend that companies
briefly describe how they define each phase. Another chal
lenge is describing the status of multiple computer systems.
Companies should tailor the disclosure and the format for
their own particular circumstances.44
The third essential component is a description of a compa
ny’s Year 2000 issues relating to third parties with which
they have a material relationship. Due to the interdepen
dence of computer systems today, the Year 2000 problem
presents a unique policy issue. For example, if a major
telecommunications company discloses that it may have a
business interruption, this may require many other compa
nies to disclose that they too may have a business interrup
tion, if material. Thus, each company’s Year 2000 issues
may affect other companies’ disclosure obligations.
Companies should disclose the nature and level of impor
tance of these material relationships, as well as the status of
assessing these third party risks.45

42 We are particularly concerned about the testing phase. Experts have
stated that companies with numerous systems and third party relation
ships should be planning to conduct testing for at least one year. Serious
consideration should be given to disclosing, as of the end of each report
ing period: (1) what kinds and percentage of the company’s hardware and
software systems have been tested and verified as Year 2000 compliant,
(2) what kinds and percentage of embedded systems have been tested and
verified as Year 2000 compliant, and (3) what testing and verification
methodology was used.
43 Public companies and municipal issuers should consider the phases iden
tified by the General Accounting Office in its checklist guide to federal
agencies. The guide describes five phases representing a major Year 2000
activity or segment—awareness, assessment, renovation, validation, and
implementation. General Accounting Office, GAO/AIMD-10.1.14, Year
2000 Computing Crisis: An Assessment Guide (1997). The guide is avail
able as a PDF file on the GAO web site at http://www.gao.gov/y2kr.htm.
Investment advisers and investment companies should consider the phas
es identified in our Investment Advisers Year 2000 Reports release, cited
in note 68 [of this interpretive release].
44 Companies may want to disclose the average phase for all of their mis
sion critical systems or may want to use a chart to disclose the status for
each mission critical system.
45 Item 101(c)(vii) of Regulation S-K sets forth the circumstances under
which identification of material customers is required. 17 CFR
229.101(c)(vii).
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(2) The Costs to Address the Company’s Year 2000 Issues
Companies must disclose material historical and estimat
ed costs of remediation. This includes costs directly related
to fixing Year 2000 issues, such as modifying software and
hiring Year 2000 solution providers. In most cases, the
replacement cost of a non-compliant IT system should be dis
closed as an estimated Year 2000 cost. This is so even if the
company had planned to replace the system and merely
accelerated the replacement date.46 A company does not need
to include the replacement cost as a Year 2000 estimated
cost if it did not accelerate the replacement due to Year 2000
issues.
(3) The Risks of the Company’s Year 2000 Issues
Companies must include a reasonable description of their
most reasonably likely worst case Year 2000 scenarios. The
essence of MD&A is whether the consequences of a known
event, trend, or uncertainty are likely to have a material
effect on the company’s results of operations, liquidity, and
financial condition. If a company does not know the answer,
this uncertainty must be disclosed, as well as the efforts
made to analyze the uncertainty and how the company
intends to handle this uncertainty. For example, companies
must disclose estimated material lost revenue due to Year
2000 issues, if known.

(4) The Company’s Contingency Plans
Companies must describe how they are preparing to han
dle the most reasonably likely worst case scenarios. This
information will help investors evaluate the company’s Year
2000 exposure by answering the important question—“what
will the company do if it is not ready?” Under this category
of information, the company must describe its contingency
plans.47 We recognize that describing contingency plans may
be particularly challenging. Many companies have not yet
established a contingency plan. In this case, the company
46 If a system is replaced, as part of the description of phase progress, a
company should disclose the date of replacement and the status of testing
for Year 2000 compliance with the new system.
47 For example, a company might disclose that it stands ready to switch
vendors, has back-up systems that do not rely on computers, or has stock
piled raw materials in the months before Year 2000. Contingency plans
typically include: identification of the companies’ systems and third party
risks that the plan addresses; an analysis of strategies and available
resources to restore operations; and a recovery program that identifies
participants, processes, and any significant equipment needed.
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should disclose that it does not have a contingency plan,
whether it intends to create one, and the timetable for doing
so.
(5) Suggested Disclosure

We cannot address the virtually unlimited number of dif
fering circumstances relating to Year 2000 issues that may
require a company to provide disclosure. For example, the
departure of a senior management member who heads the
company’s Year 2000 project may be material for some com
panies but not all companies. Some companies face material
Year 2000 risks outside the United States.48 Software and
hardware manufacturers must address whether their prod
ucts will be Year 2000 compliant and may face potentially
greater litigation risks than companies in other industries.
Companies regulated by other agencies, such as financial
institutions, may face formal supervisory or enforcement
actions relating to Year 2000 issues that need to be dis
closed.49
Companies must be aware that providing the minimum
level of Year 2000 disclosure set forth in the four categories
of information above may not be enough to meet their disclo
sure obligations. Each company must consider if its own
Year 2000 circumstances require disclosure of other matters.
The following suggestions are intended to help companies
meet their disclosure obligations. While each of the sugges
tions may not be relevant for each company, all companies
should consider them.
1. Disclose historical and estimated costs related to their
Year 2000 issues, even if disclosure of the dollar amounts
is not required because these amounts are not material.
2. As of the end of each reporting period, disclose how much
of the total estimated Year 2000 project costs have
already been incurred.
3. Identify the source of funds for Year 2000 costs, including
the percentage of the IT budget used for remediation.
48 It is widely reported that some countries, and organizations within those
countries, are not intensively acting to remediate their Year 2000 issues.
See, e.g., “Governments Aid Companies in Preparation,” Journal of
Commerce, Feb. 25, 1998, page A4.
49 In November 1997, the FDIC issued Orders to Cease and Desist against
three Georgia banks relating to Year 2000 readiness. See FDIC Press
Release, “Orders to Cease and Desist Issued Against Georgia Banks,” PR83-97 (11/17/97), http://www.fdic.gov/publish/archive/press/97press/
pr9783.html.
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This allows investors to determine whether Year 2000
funds will be deducted from the company’s income.
4. Explain if other IT projects have been deferred due to the
Year 2000 efforts, and the effects of this delay on finan
cial condition and results of operations.

5. Describe the use of any independent verification and vali
dation processes to assure the reliability of their risk and
cost estimates. The use of independent verification may
be particularly important in the testing phase.50
6. Use a chart to provide Year 2000 disclosure. The chart
may help investors track a company’s progress over time,
as it is updated, and make peer comparisons based on the
same data. In addition, a chart can reduce lengthy Year
2000 disclosure that otherwise may overwhelm other dis
closure.
7. Include a breakdown of the costs, such as disclosure of
costs to repair software problems, and costs to replace
problem systems and equipment.
50 Companies may retain experts or advisers to evaluate their Year 2000
readiness. The retention of experts and whether an evaluation has been
performed would be historical facts. Statements made by the experts
about the company’s readiness likely would be statements “on behalf of
the company” about its future economic performance and therefore enti
tled to protection under the statutory safe harbors. Similarly, the compa
ny’s disclosure of the expert’s evaluation is likely to be an assumption
regarding its own statement of future economic performance and fall
within the statutory safe harbor.

The release also provides general guidance for public
companies’ year 2000 disclosure under other regulations.
That guidance is as follows:
Other federal securities rules or regulations may require
disclosure related to companies’ Year 2000 issues. The fol
lowing is a list of rules and regulations that companies
should consider.
1. Description of Business.60 This item requires a descrip
tion of the general development of the business of the com
pany, its subsidiaries, and any predecessors during the past
60 Item 101 of Regulation S-K (17 CFR 229.101). Item 101 of Regulation S-B
(17 CFR 228.101) and Item 1 of Form 20-F require similar disclosure. A
company may need to address Year 2000 issues related to each reportable
segment.
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five years (or the period the company has been in business, if
shorter). Among other things, this item requires a discussion
of:
•

[A]ny material changes in the mode of conducting the
business;

•

[T]he principal markets for the company’s products and
services;

•
•

[C]ompetitive conditions in the business; and
[Financial and narrative information about the compa
ny’s industry segments.

2. Legal Proceedings.61 A company must describe material
pending legal proceedings in which the company or any of its
subsidiaries is a party, or to which its property is subject.
Generally, no information is required regarding claims for
damages unless the amount involved exceeds ten percent of
the current assets of the company and its subsidiaries on a
consolidated basis. However, it may be necessary to describe
routine litigation where the claim differs from the usual type
of claim.62
3. Material Contracts.63 A company must file as an exhibit
certain contracts that are considered material to its busi
ness. These contracts include contracts upon which the busi
ness is substantially dependent, such as contracts with prin
cipal customers and principal suppliers.
4. Risk Factors.64*Registration statements filed under the
Securities Act must include under the caption “Risk Factors”
a discussion of the factors that make the offering speculative
or risky. This discussion must be specific to the particular
company and its operations, and should explain how the risk
affects the company and/or the securities being offered.
Generic or boilerplate discussions do not tell investors how
the risk may affect their investment.

61 Item 103 of Regulations S-K (17 CFR 229.103) and S-B (17 CFR 228.103),
and Item 3 of Form 20-F.
82 Instruction 1 to Item 103 of Regulation S-K, and Item 3 of Form 20-F.
63 Item 601(b)(10) of Regulations S-K (17 CFR 229.601(b)(10)) and S-B (17
CFR 228.601(b)(10)), and Item 19 of Form 20-F.
64 Item 503(c) of Regulations S-K and S-B. This item was amended in
Securities Act Release No. 7497 (January 28, 1998) to require companies
to describe risk factors in plain English. 63 FR 6370 (Feb. 6, 1998). This
amendment takes effect October 1, 1998.
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5. Form 8-K.65 Year 2000 issues may reach a level of impor
tance that prompts a company to consider filing a Form 8-K
under Item 5 of the form. In considering whether to file a
Form 8-K, companies should be particularly mindful of the
accuracy and completeness of information in registration
statements filed under the Securities Act that incorporate by
reference Exchange Act reports, including Forms 8-K.66

6. Any Additional Material Information Necessary to
Make the Required Disclosure Not Misleading. In addi
tion to the information that the company is specifically
required to disclose, the disclosure rules require disclosure of
any additional material information necessary to make the
required disclosure not misleading.67
65 Item 5 may be used by a company to report on Form 8-K any events, for
which information is not otherwise required by the form, that the compa
ny deems of importance to securityholders.
66 General Instruction B.4 of Form 8-K.
67 Securities Act Rule 408 (17 CFR 230.408), Exchange Act Rules 12b-20 (17
CFR 240.12b-20) and 14a-9 (17 CFR 240.14a-9). Companies also should
consider the anti-fraud provisions of the Securities Act and the Exchange
Act. These anti-fraud requirements apply to statements and omissions
both in Commission filings and outside of Commission filings. Securities
Act Section 17(a), Exchange Act Section 10(b), and Exchange Act Rule
10b-5. Companies also should consider potential civil liabilities under
Securities Act Sections 11 (15 U.S.C. 77k) and 12(a)(2) (15 U.S.C.
771(a)(2)) and Exchange Act Section 18 (15 U.S.C. 78r).

The release’s guidance for investment advisers and
investment companies is as follows:
Because of the key role that investment advisers and the
investment companies they manage play in the financial
markets, we believe that it is important that investment
advisers provide detailed reports on their Year 2000 readi
ness to the Commission. In June 1998, we published for com
ment a proposed rule to require investment adviser Year
2000 reports.68 Since these reports will be publicly available,
they will help analysts and the public, as well as the
Commission, to evaluate the progress of investment compa
nies and investment advisers in addressing the Year 2000
issue. In addition to these reports, investment companies
and investment advisers that conclude that the Year 2000
issue is material to their operating results and/or financial
68 Investment Advisers Year 2000 Reports, Release Nos. IA-1728 and IC23293 (June 30, 1998), 63 FR 36632 (July 7, 1998). Comments must be
received on or before August 10, 1998.
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condition are required to provide disclosure in accordance
with other statutory provisions.
The anti-fraud provisions of the Investment Advisers Act
generally impose on investment advisers an affirmative
duty, consistent with their fiduciary obligation, to disclose to
clients or prospective clients material facts concerning their
advisory or proposed advisory relationships.69 If the failure
to address the Year 2000 issue could materially affect the
advisory service provided to clients, an adviser that will not
be able to, or is uncertain about, its ability to address Year
2000 issues has an obligation to disclose that information to
its clients. The adviser must provide the disclosure in a
timely manner so that the clients and prospective clients
may take steps to protect their interests. In addition, invest
ment advisers that are public companies have disclosure
obligations under the Securities Act and Exchange Act and
should follow our interpretive guidance for public company
disclosure in Sections III.A, B, and C [of this interpretive
release].
The Investment Company Act provides that it is unlawful
for investment companies to omit from registration state
ments and other public filings “any fact necessary in order to
prevent the statements made therein, in light of the circum
stances under which they were made, from being mislead
ing.”70 If investment companies determine that their Year
2000 risks are material, they are required to discuss such
risks in their registration statements and other public docu
ments and should follow the guidance provided in this sec
tion.71
Whether Year 2000 issues are material depends upon the
particular facts and circumstances for each investment com
pany. Consideration should be given, for example, to
whether Year 2000 issues affect an investment company’s
own operations, and its ability to obtain and use services
provided by third parties, or its portfolio investments.
Investment companies could face difficulties, among other
things, performing various functions such as calculating net
asset value, redeeming shares, delivering account state
69 Sections 206(1) and (2) of the Investment Advisers Act of 1940 (15 U.S.C.
80b-6(l) and (2)). See SEC v. Capital Gains Research Bureau, Inc., 375
U.S. 180 (1963).
70 Section 34(b) of the Investment Company Act of 1940 (15 U.S.C. 80a33(b)).
71 In evaluating these risks, investment companies should consider whether
Year 2000 issues present material risks for their investment portfolios as
well as for investment company operations. See, e.g., Item 4 of Form N1A (17 CFR 274.11A), and Item 8 of Form N-2 (17 CFR 274.11a-l).
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ments and providing other information to shareholders.
Because many investment company operations are per
formed by external service providers, we expect that invest
ment companies would, as a matter of course, discuss Year
2000 issues with their service providers and seek reasonable
assurance from these service providers that they will
address Year 2000 issues so as to allow the continuation of
the provided services without interruption, and consider
carefully the responses provided.72
Discussion of Year 2000 issues and their effect on an
investment company may need to be made in response to
specific items of the registration forms for investment com
panies. For example, open-end investment companies (mutu
al funds) are required by Item 6 of Form N-1A to describe in
their prospectuses the experience of their investment advis
er and the services that the adviser provides. In response to
this item, investment companies may need to disclose the
effect that the Year 2000 issue would have on their advisers’
ability to provide services described in their registration
statements. Item 7 of that form requires funds to describe
their pricing procedures and purchase and redemption pro
cedures. Investment companies should consider the effect of
Year 2000 issues on the effectiveness and operation of these
procedures. Investment companies also may need to consider
the effect of the Year 2000 issue in discussing their invest
ment strategies and risks, and consider whether their
investment objectives or policies need to be changed in light
of Year 2000 concerns.73
Although those provisions are not specifically applicable
to investment companies, investment companies seeking fur
ther guidance in preparing Year 2000 disclosure may find it
helpful to review the provisions of this release applicable to
other public companies and their preparation of MD&A dis
closure. For example, investment companies may find it
appropriate to include disclosure about the costs of remedy
ing their Year 2000 issues, any liabilities associated with
these problems, or contingency plans to deal with their dis
ruptions that may occur when Year 2000 issues are encoun
tered.

72 When assessing the Year 2000 readiness of an external service provider
that is a registered broker-dealer or transfer agent, the Year 2000 reports
that are required to be submitted to us by most broker-dealers and trans
fer agents are one source of information.
73 See e.g., Item 4 of Form N-1A (17 CFR 274.11A), Item 8 of Form N-2 (17
CFR 274.11a-l).
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Investment companies that conclude that the Year 2000 is
not material to their financial operating results and/or
financial condition may nonetheless choose to include Year
2000 disclosure in periodic reports to shareholders or in spe
cial reports to shareholders on Year 2000 matters. We
encourage such reporting, and consider that it is particularly
appropriate in cases in which an investment company con
cludes that the materiality of the problem does not trigger a
disclosure obligation in a registration statement. Finally,
when providing Year 2000 disclosure, investment advisers
and investment companies should avoid boilerplate disclo
sure that may not be meaningful to shareholders.

The release’s guidance for year 2000 disclosure for munic
ipal issuers is as follows:
Generally, municipal securities offerings are exempt from
registration and municipal securities issuers are exempt
from the reporting provisions of the federal securities laws,
including line-item disclosure rules. However, they are not
exempt from the anti-fraud provisions. Disclosure docu
ments used by municipal issuers are subject to the prohibi
tion against false or misleading statements of material facts,
including the omission of material facts necessary to make
the statements made, in light of the circumstances in which
they are made, not misleading.74
Issuers of municipal securities and persons assisting in
preparing municipal issuer disclosures are encouraged to
consider whether such disclosures should contain a discus
sion of Year 2000 issues. Persons, including “obligated per
sons” as defined in Rule 15c2-12,75 who provide information
for use in disclosure documents or in ongoing disclosure to
the market, are urged to consider their own Year 2000
issues. Year 2000 issues should be considered in preparing
all disclosure documents, whether in the context of an offi
cial statement, continuing disclosure provided in compliance
with a disclosure covenant, or other information that is rea
sonably expected to reach investors and the trading mar
kets.76
Whether Year 2000 issues are material depends upon the
particular facts and circumstances for each municipal issuer.
74 See Municipal Securities Interpretive Release, cited at note 6 [of this
interpretive release].
75 Exchange Act Rule 15c2-12 (17 CFR 240.15c2-12).
76 See Municipal Securities Interpretive Release.
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Consideration may be given, for example, to whether Year
2000 issues affect internal operations of an issuer or affect
an issuer’s ability to provide services and meet its obliga
tions, including timely payment of its indebtedness.
Because of the varieties of municipal issuers and of
municipal securities, the examples provided below may or
may not apply to a particular issuer and an issuer may be
subject to facts and circumstances requiring disclosure not
described below. Issuers and the persons assisting in disclo
sure preparation should give careful consideration to Year
2000 issues within the context of the facts and circum
stances applicable to the disclosing issuer or the securities.

Examples of Potential Year 2000 Problems
For municipal issuers, Year 2000 issues may be divided
into three categories: Internal, External and Mechanical.
Internal Year 2000 issues may arise from an issuer’s own
operations and materially affect its creditworthiness and
ability to make timely payment of its obligations. External
Year 2000 issues may arise from parties, other than an
issuer, that provide payments that support the debt service
on an issuer’s municipal securities. Such payments may
include, for example, health care reimbursement payments
and payments under housing and student loan programs, as
well as payments made by an obligated person under a
lease, loan or installment sale agreement in a conduit
financing.
Mechanical Year 2000 issues may arise if Year 2000 prob
lems disrupt the actual mechanical process used to send
payments to bondholders. For example, many municipal
securities pay interest semiannually on January 1 and July
1 of each year, or have periodic sinking fund installments
due to an indenture trustee or fiscal agent. Issuers may wish
to determine whether Year 2000 issues affect their ability to
identify and meet such obligations in a timely manner and
to disclose any measures that will be undertaken if an issuer
determines it will not be able to meet such obligations.
Issuers of general obligation debt may wish to consider,
for example, the adverse effects, if any, Year 2000 issues
may pose to their ability to assess and collect ad valorem
taxes and allocate receipts and disbursements to proper
funds in a timely manner to make debt service payments
when due. In addition, while Year 2000 issues may not
directly affect an issuer’s ability to pay debt service, they
may affect an issuer’s general accounting and payment func
tions, which may be material to investors.
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Revenue bond issuers may wish to consider, for example,
any adverse effects Year 2000 issues may have on their abil
ity to collect and administer the revenue stream securing
their bonds and their ability to make timely payment of
principal and interest on their obligations, as well as
adverse effects to general accounting and payment functions,
which may be material to investors.
Conduit borrowers, such as hospitals, universities and
others, may wish to consider, for example, any adverse
effects Year 2000 issues may have on their ability to deliver
services, collect revenue and make timely payment on their
obligations, including the obligation to pay debt service
relating to municipal securities, which may be material to
investors.
All issuers and conduit borrowers also may wish to consid
er the impact of Year 2000 problems facing third parties on
their own ability to satisfy their responsibilities.
Other examples of suggested disclosure for consideration
include, but are not limited to, the costs associated with fix
ing an issuer’s Year 2000 problems, any loss associated with
fixing an issuer’s Year 2000 problems, any loss an issuer
may incur because of Year 2000 problems, and any liabilities
associated with an issuer’s Year 2000 problems.
While not binding on issuers of municipal securities,
issuers and persons assisting in preparing municipal issuer
disclosure seeking further guidance may wish to review
Sections III.A, B, and C of this release applicable to public
companies.77 The anti-fraud provisions of the federal securi
ties law prohibit materially false and misleading statements
or omissions, including those relating to the Year 2000
issues we have discussed in this release.
77 See also...Governmental Accounting Standards Board Technical Bulletin
No. 98—[1], “Disclosures about Year 2000 Resources Committed,”
[October 1998]. It can be found at http://www.rutgers.edu/accounting/
raw/gasb/gasbhome.html.

The release also provides interpretive guidance regarding
the statutory safe harbors for forward-looking information.
That guidance is as follows:
We recognize that companies face difficult disclosure chal
lenges due to the forward-looking nature of Year 2000
issues. In drafting disclosure documents, companies neces
sarily have to address uncertainties and describe future
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events relating to their Year 2000 issues. To help companies
in this task, we provide the following interpretive guidance
regarding the application of the two statutory safe harbors
for forward-looking information provided by the Private
Securities Litigation Reform Act of 1995.20
The statutory safe harbors apply to forward-looking state
ments21 provided by eligible companies.22 Almost all of the
required MD&A disclosures concerning Year 2000 problems
contain forward-looking statements. For example, in our
view, a projection of capital expenditures or other financial
items—such as the estimated costs of remediation and test
ing—is a forward-looking statement because it anticipates
how remediation and testing will proceed in the future.23
A company’s statement regarding the estimated future
costs due to business disruption caused by vendors, suppli
20 There is a statutory safe harbor for both the Securities Act and the
Exchange Act. See Section 27A of the Securities Act (15 U.S.C. 77z-2) and
Section 21E of the Exchange Act (15 U.S.C. 78u-5). The statutory safe
harbors have certain limitations. For example, the safe harbors do not by
their terms apply to lawsuits in state court. We note, however, that pend
ing legislation would address class actions brought in state court. The
Securities Litigation Uniform Standards Act of 1998, S. 1260, and its
companion bill, H.R. 1689, recently have been passed by Congress.
21 “Forward-looking statement” is defined in Section 27A to include: (A) a
statement containing a projection of revenues, income, earnings, capital
expenditures, or other financial items; (B) a statement of the plans and
objectives of management for future operations; (C) a statement of future
economic performance; (and) (D) any statement of the assumptions
underlying or relating to any statement described in subparagraph (A),
(B), or (C). In addition, Securities Act Rule 175 (17 CFR 230.175) and
Exchange Act Rule 3b-6 (17 CFR 240.3b-6) provide some protection for
similar “forward-looking statements” that may apply to companies that
are excluded from the statutory safe harbors.
22 The statutory safe harbors apply to disclosures made by: a company; a
person acting on behalf of the company; an outside reviewer retained by
the company making a statement on behalf of the company; or an under
writer, with respect to information derived from information provided by
the company. See Securities Act Section 27A(a) and Exchange Act Section
21E(a). There are exclusions from the statutory safe harbors for specific
types of filings, and companies need to review the safe harbors before
relying on them. For example, the safe harbors are not available to initial
public offerings or investment companies. See Securities Act Section
27A(b) and Exchange Act Section 21E(b).
23 Statements included in a financial statement prepared in accordance
with generally accepted accounting principles are not covered by the
statutory safe harbors. See Securities Act Section 27A(b)(2)(A) (15 U.S.C.
77z-2(b)(2)(A)); Exchange Act Section 21E(b)(2)(A) (15 U.S.C. 78u5(b)(2)(A)). Consequently, statements of estimated costs included in
MD&A disclosure outside the financial statements would generally be
covered. Inclusion of those costs in the financial statements, or discussion
of them in the footnotes to the financial statements, would not be cov
ered.
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ers, customers, or even the possible loss of electric power or
phone service, typically would be a statement of future eco
nomic performance, as well as a projection of a financial
item. Much of the description of a company’s Year 2000
problems would be part of a forward-looking statement
because the statement contains assumptions concerning
estimated costs or plans for future operations. Contingency
plans that assess which scenarios are most likely (such an
assessment is typically necessary in deciding which scenar
ios to spend time and money preparing for) would be for
ward-looking statements of plans and objectives of manage
ment for future operations.
Some matters that are simply statements of historical fact
are not forward-looking. For example, historical costs are not
forward-looking. Similarly, whether a company has a contin
gency plan at all would be a matter of fact. Whether a com
pany actually has performed an assessment would be a fact,
as would its inventory of hardware, software, and embedded
chips. However, a description of the problems that the com
pany anticipates, which form the basis of its assessment, is
sufficiently forward-looking to constitute either a forwardlooking statement or an assumption relating to a forwardlooking statement. Similarly, statements identifying the
remediation phase that a company currently is in would be a
matter of fact, but timetables for implementation of future
phases, including estimates of how long the internal and
third-party testing phases will take, would be forward-look
ing statements, at least until the phases are completed.
For the statutory safe harbors to apply, material forwardlooking statements must be accompanied by “meaningful
cautionary statements.”24 The meaningful cautionary state
ments cannot be boilerplate language.25 The safe harbors do
not apply if the statement was knowingly false when made.
Furthermore, the statutory safe harbors were meant to
apply only to private actions in federal court.26

24 Securities Act Section 27A(c)(l)(A)(i) (15 U.S.C. 77z-2(c)(l)(A)(i));
Exchange Act Section 21E(c)(l)(A)(i) (15 U.S.C. 78u-5(c)(l)(A)(i)).
Further, certain courts have adopted the “bespeaks caution” doctrine to
afford protection of forward-looking statements that are accompanied by
full and meaningful discussion of their limitations and assumptions. See,
e.g., In re Donald J. Trump Casino Sec. Litig., 7 F.3d 357 (3rd Cir. 1993),
cert. denied, 114 S.Ct. 1219 (1994).
25 See H.R. Conf. Rep. No. 104-369 (1995).
26 Securities Act Section 27A(c)(l) (15 U.S.C. 77z-2(c)(l)); Exchange Act
Section 21E(c)(l) (15 U.S.C. 78u-5(c)(l)). In contrast, Securities Act Rule
175 and Exchange Act Rule 3b-6 also would apply to Commission actions.
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The full text of the release appears on the SEC’s Web site
(www.sec.gov).
In addition to the SEC, the United States Department of
Labor and the FDIC are encouraging the entities that they
supervise to make disclosures relating to the Year 2000
Issue. In his September 17, 1998, testimony before the
Senate Special Committee on the Year 2000 Technology
Problem, Alan D. Lebowitz, Deputy Assistant Secretary for
Program Operations for the Pension Welfare Benefits
Administration (PWBA), stated the following:
PWBA strongly encourages plan administrators to dis
close to their participants and beneficiaries the extent of the
plan’s [y]ear 2000 preparedness and the steps being taken to
ensure that the Year 2000 [I]ssue does not interrupt the
operation of the plan or participants’ and beneficiaries’
access to their individual accounts. In addition, because
information regarding [y]ear 2000 compliance may be neces
sary to make an informed investment decision, participants
and beneficiaries in 401(k) plans who have responsibility for
directing their investments, like plan fiduciaries, should con
sider [y]ear 2000 issues when determining how to invest
their retirement assets.

In its financial institution letter of October 8, 1998
(FIL-111-98), the FDIC stated the following:

FDIC-supervised institutions registered under the
Securities Exchange Act of 1934, as implemented by 12
C.F.R. Part 335, or institutions selling securities under an
offering circular should prepare their disclosures of [y]ear
2000 obligations in public filings so that such disclosures are
consistent with the [SEC’s interpretive release].
The FDIC strongly encourages other insured depository
institutions to use the [interpretive release] as the basis for
appropriate disclosure concerning [y]ear 2000 issues in pub
licly available documents that report on the institution’s
financial results. The FDIC recommends that disclosure of
[y]ear 2000 readiness be included in one or more of the fol
lowing:
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•

[T]he annual disclosure statement prepared by each
FDIC-supervised institution under 12 C.F.R. Part 350;

•

[F]or an insured depository institution with $500 million
or more in total assets, its annual report prepared under
12 C.F.R. Part 363; or

•

[I]ts publicly available annual report to shareholders.
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Assurance Engagements and
the Year 2000 Issue

Practitioners performing audit and attestation engage
ments cannot be expected or required to be proficient in
areas or disciplines that are remote from their main compe
tencies of accounting and auditing or attestation. The
effects of the Year 2000 Issue can be widespread throughout
an entity and may be far removed from the accounting sys
tem. Often the most significant effects will relate to the effi
ciency of an entity’s operating functions and may not have
any direct material effect on the fair presentation of the
financial statements in accordance with GAAP.

Auditing Interpretations
The AITF has issued interpretations of the auditing stan
dards to address the Year 2000 Issue. Following is the text
of the interpretations issued as of November 30, 1998.

Interpretation No. 4, “Audit Considerations of the
Year 2000 Issue,” of AU Section 311, Planning and
Supervision (AICPA, Professional Standards, vol. 1,
AU sec. 9311.38-.47)
Auditor Responsibility Regarding the Year 2000 Issue
.39 Question—In an audit of financial statements con
ducted in accordance with generally accepted auditing stan
dards, what is the auditor’s responsibility regarding the
Year 2000 Issue?

.40 Interpretation—The auditor has a responsibility to
plan and perform the audit to obtain reasonable assurance
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about whether the financial statements are free of material
misstatement, whether caused by error or fraud. Thus, the
auditor’s responsibility relates to the detection of material
misstatements of the financial statements being audited,
whether caused by the Year 2000 Issue or by some other
cause.
.41 Management is responsible for the financial state
ments and, because of the widespread publicity the Year
2000 Issue has received, generally should be aware of the
Year 2000 Issue. Management also should have knowledge
about the systems used by the entity in its operations and in
preparation of the financial statements. An auditor does not
have a responsibility to detect current or future effects of the
Year 2000 Issue on operational matters that do not affect
the entity’s ability to prepare financial statements in accor
dance with generally accepted accounting principles (or an
other comprehensive basis of accounting).
Planning Considerations

.42 Question—How does the Year 2000 Issue affect the
planning for an audit of financial statements conducted in
accordance with generally accepted auditing standards?
.43 Interpretation—When an auditor is considering the
methods the entity uses to process accounting information
pursuant to the provisions of section 311, Planning and
Supervision, paragraph .09, he or she may determine that it
is necessary to consider whether data processing errors
caused by the Year 2000 Issue could result in a material
misstatement of the financial statements under audit. The
results of the consideration may affect the auditor’s assessed
level of control risk, testing of internal control, and substan
tive procedures. An audit of financial statements conducted
in accordance with generally accepted auditing standards
does not contemplate that the auditor would need to assess
whether data processing errors caused by the Year 2000
Issue could result in material misstatement of financial
statements in periods subsequent to the period being audit
ed.
.44 The extent to which the auditor considers the Year
2000 Issue requires professional judgment. If the auditor
concludes that he or she should consider whether the Year
2000 Issue could result in a material misstatement of the
financial statements currently under audit, either alone or
in combination with other factors, ordinarily the auditor
would undertake that consideration in the context of section
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311.09, which discusses the auditor’s consideration of the
methods the entity uses to process accounting information,
and section 319, Consideration of Internal Control in a
Financial Statement Audit, paragraph .19, which discusses
the auditor’s responsibility to obtain an understanding of
each of the five components of internal control sufficient to
plan the audit.

Internal Control Deficiencies Related to the Year 2000 Issue
.45 Question—During the course of an audit, the auditor
may become aware that, in some period after the period
being audited, the Year 2000 Issue could, as discussed in
section 325, Communication of Internal Control Related
Matters Noted in an Audit, paragraph .02, “adversely affect
the organization’s ability to record, process, summarize, and
report financial data consistent with the assertions of man
agement in the financial statements.” For example, during
an audit of financial statements for the year ending
December 31, 1997, an auditor may become aware that the
entity’s computer programs, which are correctly processing
current data, would not function correctly if used to process
data in the year 2000. In this situation, is the potential sig
nificant internal control deficiency in the year 2000 a
reportable condition as of December 31, 1997?

.46 Interpretation—No. The computer programs are cor
rectly processing current data and are not currently affect
ing the organization’s ability to prepare financial state
ments. The potential internal control deficiency becomes a
reportable condition only when, in the auditor’s judgment, it
could adversely affect the organization’s ability to record,
process, summarize, and report financial data consistent
with the assertions of management in the financial state
ments.
.47 As discussed in section 325.03, the auditor also may
identify matters that, in his or her judgment, are not
reportable conditions but that the auditor nonetheless may
choose to communicate. The example discussed in paragraph
.45 above is a type of matter the auditor may wish to com
municate for the benefit of management.
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Interpretation No. 2, “Effect of the Year 2000 Issue
on the Auditor’s Consideration of an Entity’s Ability
to Continue as a Going Concern,” of SAS No. 59, The
Auditor’s Consideration of an Entity’s Ability to
Continue as a Going Concern (AICPA, Professional
Standards, vol. 1, AU sec. 9341.03-.27)
.05 Question—Section 341, The Auditor’s Consideration of
an Entity’s Ability to Continue as a Going Concern, para
graph .02, states that—
The auditor has a responsibility to evaluate whether
there is substantial doubt about the entity’s ability to
continue as a going concern for a reasonable period of
time, not to exceed one year beyond the date of the
financial statements being audited (hereinafter
referred to as a reasonable period of time).

In making that evaluation, section 341.03a states that—
The auditor considers whether the results of his pro
cedures performed in planning, gathering evidential
matter relative to the various audit objectives, and
completing the audit identify conditions and events
that, when considered in the aggregate, indicate there
could be substantial doubt about the entity’s ability to
continue as a going concern for a reasonable period of
time.

Can the Year 2000 Issue cause conditions and events of the
type contemplated by section 341.03a?
.06 Interpretation—Yes. The Year 2000 Issue may cause
conditions and events in one or more of the following cate
gories:

a. Noncompliant computerized systems—Entities that
depend on computerized systems are susceptible to sys
tems failures or processing errors. These systems may be
internal, at service organizations or at other entities with
which the entity interacts electronically. Such systems
failures or processing errors cause a condition or event
when they have a significant adverse financial effect on
the entity currently or are expected to within a reason
able period of time. Examples of conditions and events
that may come to the auditor’s attention are the follow
ing:
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•

The entity experiences significant revenue losses as a
result of the failure of manufacturing equipment
(used by the entity to produce revenue-generating
products) containing embedded systems that are not
year 2000 compliant.

•

Systems that are critical to conducting operations
(mission-critical systems) are not year 2000 compliant
and, in the absence of an effective remediation pro
gram, systems failures or processing errors will cause
significant revenue losses, increased operating costs,
financial penalties for failure to comply with the
terms of contracts, or other financial difficulties.

b. Actions of others affecting the entity—Because of concerns
about an entity’s year 2000 compliance status, customers,
vendors, lenders, insurers, regulators, or other third par
ties cease, or threaten to cease, doing business with the
entity, refuse to extend financing, demand accelerated
loan payments, or take significant regulatory actions
against the entity. The parties may take such actions
before any actual systems failures occur. Examples of
conditions and events that may come to the auditor’s
attention are the following:
A lender has notified the entity that it will be in viola
tion of a loan agreement unless it can demonstrate
that it is, or will become, year 2000 compliant by a
specified date, and the lender indicates it may
demand accelerated payment of significant loans as a
result.
• A regulator has notified an entity that it must achieve
certain year 2000 compliance thresholds by a specified
date or significant regulatory action will be taken.
• The entity has lost, or has evidence that it may lose, a
significant customer or supplier as a result of the enti
ty’s inability to demonstrate that it is, or will become,
year 2000 compliant by a specified date.
• The entity sells a product that is not year 2000 com
pliant and it expects a significant decline in revenue
before the entity has a year 2000 compliant product
available for sale.
• Because of concerns regarding the entity’s year 2000
compliance, the entity’s insurance carriers have noti
fied it that they will not renew coverages specifically

•
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required by loan agreements, and the lack of such cov
erages allows the lender to demand immediate repay
ment.

c. Problems of customers, vendors, and service providers—
Significant customers stop purchasing from, vendors stop
selling to, or service providers stop providing services to
an entity because of their year 2000 compliance prob
lems. Following is an example of a condition or event that
may come to the auditor’s attention:

•

An entity has information that a significant vendor
may be unable to supply a product or a service
provider may be unable to provide a service critical to
the operations of the entity because of year 2000 com
pliance problems.

d. Related costs—Year 2000 related remediation costs, asset
impairment or other loss provisions are of such magni
tude that they cause violation of existing loan covenants
or otherwise cause severe financial difficulties. The fol
lowing are examples of conditions and events that may
come to the auditor’s attention:
•
•

•

The entity estimates that year 2000 remediation costs
are in excess of available cash flows.
The entity has a significant investment in equipment
that is not year 2000 compliant. This may result in a
significant impairment loss that could, in turn, cause
a violation of a debt covenant prompting a lender to
demand immediate repayment of a loan.
Customers have asserted significant claims against
the entity because its products contain embedded sys
tems that are not year 2000 compliant.

.07 Question—What is the auditor’s responsibility for
identifying conditions and events relating to the Year 2000
Issue?

.08 Interpretation—Section 341.05 states that—
It is not necessary to design audit procedures solely
to identify conditions and events that, when considered
in the aggregate, indicate there could be substantial
doubt about the entity’s ability to continue as a going
concern for a reasonable period of time.

Thus, the auditor does not have a responsibility to plan and
perform procedures solely to identify conditions and events
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relating to the Year 2000 Issue. Rather, his or her responsi
bility is to consider whether the results of procedures per
formed in planning,3 gathering evidential matter relative to
the various audit objectives, and completing the audit identi
fy conditions and events relating to the Year 2000 Issue.
.09 The focus of an audit is on audit objectives relating to
assertions in the financial statements. Accordingly, condi
tions and events relating to the Year 2000 Issue are more
likely to be identified if they are associated with systems
and information that directly affect the financial statements
and the financial reporting objectives. Such conditions and
events are more likely to be identified as the year 2000
approaches. The auditor is less likely to identify conditions
and events relating to the Year 2000 Issue in systems and
information affecting operations and compliance objectives
because these generally do not come to his or her attention
during the audit.4

.10 Question—What should an auditor do if conditions
and events relating to the Year 2000 Issue come to his or her
attention?
.11 Interpretation—The auditor should consider the sig
nificance of all conditions and events that have come to the
auditor’s attention (including those relating to the Year 2000
Issue), in the aggregate, to the entity’s ability to continue as
a going concern for a reasonable period of time. The possibil
ity that a mission-critical system will fail on January 1,
2000, causing severe adverse financial consequences is not a
condition or event subject to this consideration unless the
effects of such failure will be significant within one year
beyond the date of the financial statements being audited.
Conditions and events of the types discussed in paragraph
.06 of this Interpretation may manifest themselves before
such failures occur.
.12 Section 341.06 states that the significance of identi
fied conditions and events will depend on the circumstances,
and some may have significance only when viewed in con
junction with others. The significance of the identified condi
tions and events relating to the Year 2000 Issue will vary in
the circumstances depending on, for example, the complexity
3 See interpretation of section 311, Planning and Supervision, relating to
the Year 2000 Issue (section 9311, Planning and Supervision: Auditing
Interpretations of Section 311, paragraphs .38 through.47).
4 See section 319, Consideration of Internal Control in a Financial
Statement Audit, for discussion of financial reporting, operations, and
compliance objectives (section 319.08 through .12).
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and pervasiveness of the entity’s use of computers for critical
activities, its lines of business, and its industry. The signifi
cance of conditions and events relating to the Year 2000
Issue also should be considered in relation to other condi
tions and events such as those listed in section 341.06. The
entity’s financial position is a significant circumstance to be
considered. An entity in a strong financial position will like
ly be better able to bear the potential cost of year 2000 reme
diation and possible business interruptions than an entity in
a weak financial position.5 The auditor should use profes
sional judgment when considering the significance of condi
tions and events relating to the Year 2000 Issue.

.13 Question—What should an auditor do if he or she
believes there is substantial doubt about the entity’s ability
to continue as a going concern for a reasonable period of
time, and the conditions and events underlying that belief
include conditions and events relating to the Year 2000
Issue?
.14 Interpretation—The auditor should consider manage
ment’s plans for dealing with the adverse effects of the con
ditions and events, related and unrelated to the Year 2000
Issue, in the aggregate. The auditor should identify those
elements of management’s plans that are particularly signif
icant, including elements of management’s plans to remedi
ate or mitigate the conditions and events relating to the
Year 2000 Issue (year 2000 remediation plan). The auditor
should plan and perform procedures to obtain evidential
matter about those elements that are particularly signifi
cant, including considering whether to use the work of a spe
cialist. The auditor’s consideration of management’s plans
and the determination of the procedures that are planned
and performed require professional judgment.

.15 Question—What should an auditor do, in these cir
cumstances, if management does not have a year 2000 reme
diation plan?

.16 Interpretation—It is management’s responsibility to
assess the effects of the Year 2000 Issue and develop an
effective year 2000 remediation plan. If conditions and
5 Section 341.01 states that “[o]rdinarily, information that significantly
contradicts the going concern assumption relates to the entity’s inability
to continue to meet its obligations as they become due without substan
tial disposition of assets outside the ordinary course of business, restruc
turing of debt, externally forced revisions of its operations, or similar
actions.”
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events relating to the Year 2000 Issue underlie the auditor’s
belief that there is substantial doubt about the entity’s abili
ty to continue as a going concern and management does not
have a year 2000 remediation plan, the absence of such a
plan ordinarily would result in an auditor’s concluding that
such doubt is not alleviated.

.17 Question—What procedures should an auditor per
form with respect to management’s plans for dealing with
the adverse effects of the conditions and events relating to
the Year 2000 Issue?
.18 Interpretation—As discussed in paragraph .14 of this
Interpretation, the auditor should identify those elements of
management’s year 2000 remediation plan that are particu
larly significant. Examples of elements that might be includ
ed in such a plan are as follows:
•

•

•
•
•

•

•
•

•

Identification of mission-critical systems (including relat
ed hardware and software) that are not year 2000 compli
ant.
Identification of products being sold that contain noncompliant components (hardware or software) or services
being provided with noncompliant resources.
The dates on which mission-critical systems are expected
to fail.
The dates by which mission-critical systems are expected
to be year 2000 compliant.
Plans for replacing or remediating and testing missioncritical systems (including affected hardware and soft
ware).
Plans for addressing situations where mission-critical
systems are not expected to be year 2000 compliant
before failure.
Procedures for identifying and responding to hardware or
software failures that may occur.
Plans for identifying significant customers, vendors, and
service providers that may be unable to purchase from,
supply, or provide service to the entity as a result of their
year 2000 compliance problems and plans for minimizing
the effects on the entity.
Identification of regulatory requirements for reporting on
year 2000 compliance efforts.
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•

Procedures for monitoring and evaluating the progress of
the remediation efforts (including timetables and
resource requirements) and for taking any necessary cor
rective action if established schedules are not met.

.19 Ordinarily, it is not possible for management or the
auditor to conclude that an entity is or will be year 2000
compliant. As noted by the SEC in a 1997 Report to the
Congress on the Readiness of the United States Securities
Industry and Public Companies to Meet the Information
Processing Challenges of the Year 2000—

It is not, and will not, be possible for any single enti
ty or collective enterprise to represent that it has
achieved complete Year 2000 compliance and thus to
guarantee its remediation efforts. The problem is sim
ply too complex for such a claim to have legitimacy.
Efforts to solve Year 2000 problems are best described
as “risk mitigation.” Success in the effort will have been
achieved if the number and seriousness of any techni
cal failures is minimized, and they are quickly identi
fied and repaired if they do occur.
Accordingly, an audit conducted in accordance with general
ly accepted auditing standards does not provide assurance
as to whether an entity is or will be year 2000 compliant.6
Additionally, an audit does not provide assurance as to the
current or future year 2000 compliance of parties with which
the entity does business.
.20 The auditor should consider the likelihood that man
agement’s plans can be effectively implemented. That con
sideration is limited to whether the implementation of sig
nificant elements of management’s year 2000 remediation
plan, together with other elements of management’s plans
that are particularly significant to overcoming the adverse
effects of the conditions and events in the aggregate, allevi
ate substantial doubt about the entity’s ability to continue as
a going concern for a reasonable period of time.
.21 For the reasons discussed in paragraph .19 of this
Interpretation, the auditor’s consideration of management’s
plan would ordinarily be limited to considering the process
used by management to address the adverse effects of the
Year 2000 Issue and the progress of the entity’s remediation
6 Section 341.04 states that “[t]he auditor is not responsible for predicting
future conditions or events....[a]ccordingly, the absence of reference to
substantial doubt in an auditor’s report should not be viewed as provid
ing assurance as to an entity’s ability to continue as a going concern.”
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effort. Procedures might include inquiries, reading reports
about year 2000 remediation efforts, and reading documen
tation of monitoring activities. When considering manage
ment’s process and progress, it is not necessary for the audi
tor to independently test whether systems are year 2000
compliant.
.22 The auditor’s consideration of management’s plans to
deal with the adverse effects of the conditions and events,
including identification of the significant elements of man
agement’s plans, relating to the Year 2000 Issue may
require specialized skill or knowledge about computer hard
ware and software and information technology that an audi
tor is not expected to have. In such cases, the auditor may
use the work of a specialist and should consider the guidance
in section 336, Using the Work of a Specialist.
.23 When evaluating the qualifications of the specialist
pursuant to section 336.08, the auditor should consider
whether the specialist possesses the necessary skill or
knowledge. Although specialists do not have professional
certifications in year 2000 compliance matters and have not
been able to fully demonstrate their ability to address the
Year 2000 Issue due to its unprecedented and prospective
nature, the auditor may consider such factors as experience
with systems enhancements, upgrades and replacements,
large scale systems project management, and past record of
success and timeliness of completion when evaluating the
specialist’s professional qualifications.
.24 Management may have engaged or employed special
ists to develop and implement a year 2000 remediation plan.
A year 2000 remediation plan may require the participation
of more than one specialist. As a result of the extent of the
effort required to address the Year 2000 Issue by many enti
ties, there may be a shortage of available qualified special
ists. Accordingly, if an auditor decides to use the work of a
specialist, it is likely that it will be a specialist engaged or
employed by the entity, rather than a specialist engaged by
the auditor. When specialists engaged or employed by the
entity have developed or are implementing significant
aspects of the year 2000 remediation plan, the auditor
should consider the guidance in section 336.10 and .11.
.25 If, after considering management’s plans for dealing
with the adverse effects of the conditions and events, related
and unrelated to the Year 2000 Issue, which give rise to sub
stantial doubt about the entity’s ability to continue as a
going concern for a reasonable period of time, the auditor
concludes that substantial doubt is not alleviated, he or she

55

THE YEAR 2000 ISSUE

56

should consider the effect on the auditor’s report (see section
341.12 through .15). If the auditor concludes that substan
tial doubt is alleviated, he or she should consider the need
for disclosure of the principal conditions and events that ini
tially caused him or her to believe there was substantial
doubt, the possible effects of such conditions and events, and
any mitigating factors including management’s plans (see
section 341.11).

.26 Question—Section 333, Management Representations,
paragraph .03, states that—
The auditor obtains written representations from
management to complement other auditing proce
dures...In some circumstances, evidential matter that
can be obtained by the application of auditing proce
dures other than inquiry is limited; therefore, the audi
tor obtains written representations to provide addition
al evidential matter.

If the auditor has identified conditions and events relating to
the Year 2000 Issue and considered management’s plans as
discussed in paragraphs .18 through .25 of this
Interpretation, are there matters about which he or she
might obtain written representations from management to
complement other auditing procedures?

.27 Interpretation—Yes. The auditor might obtain written
management representations on matters such as the follow
ing:

•

•
•

•

Management’s intent and ability to commit the necessary
resources to complete the year 2000 remediation plan on
a timely basis.
Management’s assertion that the year 2000 remediation
plan addresses all mission-critical systems.
Management has not been notified by a regulator that it
must achieve year 2000 compliance thresholds by a speci
fied date or significant regulatory action will be taken.
Management has no information that indicates that a
significant vendor may be unable to sell to the entity; a
significant customer may be unable to purchase from the
entity; or a significant service provider may be unable to
provide services to the entity, in each case because of
year 2000 compliance problems.
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Interpretation No. 3, “Responsibilities of Service
Organizations and Service Auditors With Respect to
Information About the Year 2000 Issue in a Service
Organization’s Description of Controls,” of SAS No.
70, Reports on the Processing of Transactions by
Service Organizations (AICPA, Professional
Standards, vol. 1, AU sec. 9324.19-.31)
.19 Question—Many computerized systems, including
both hardware and software applications, use only two dig
its, rather than four, to record the year in a date field. These
systems may recognize the year 2000, which is entered into
the computer as 00, as the year 1900 or some other date,
resulting in errors when the dates are used in computations
and comparisons. In addition, some computerized systems do
not properly perform calculations with dates beginning in
1999 because these systems use the digits “99” in date fields
to represent something other than the year 1999. Such prob
lems are known as the Year 2000 Issue. The Year 2000 Issue
may manifest itself before, on, or after January 1, 2000, and
its effects on operations and financial reporting may range
from minor errors to catastrophic systems failure. Service
organizations generally use computerized systems to provide
services to user organizations. Therefore, the Year 2000
Issue may affect a service organization’s computerized sys
tems and the services it provides to user organizations. This,
in turn, may affect the ability of user organizations to
record, process, summarize, and report financial data.
Section 324, Reports on the Processing of Transactions by
Service Organizations, paragraph .26, states the following
with respect to a service organization’s description of con
trols:

The description should contain a discussion of the
features of the service organization’s controls that
would have an effect on a user organization’s internal
control. Such features are relevant when they directly
affect the services provided to the user organization.

What information about the Year 2000 Issue would be con
sidered “relevant” information that should be included in a
service organization’s description of controls?
.20 Interpretation—A service organization’s description of
controls is designed to provide user auditors with informa
tion that will enable them to obtain a sufficient understand
ing of a user organization’s internal control to plan the
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audit.1 If the Year 2000 Issue affects the services provided to
user organizations during the period covered by the service
auditor’s examination, in a manner that affects user organi
zations’ abilities to record, process, summarize, and report
financial data, that information would be considered rele
vant to user auditors and should be included in the service
organization’s description of controls. An example of such
relevant information would be the fact that a service organi
zation’s system is incorrectly processing user organization
transactions during the period covered by the service audi
tor’s examination because of the Year 2000 Issue.
.21 Question—What are the service auditor’s procedural
and reporting responsibilities if relevant information about
the Year 2000 Issue is included in or omitted from the ser
vice organization’s description of controls?

.22 Interpretation—A service auditor’s responsibilities
include determining whether the service organization’s
description of controls presents fairly, in all material
respects, the relevant aspects of the service organization’s
controls that had been placed in operation as of a specific
date. If the service auditor concludes that the description is
inaccurate or insufficiently complete for user auditors to
plan their audits, the service auditor should so state in an
explanatory paragraph preceding the opinion paragraph of
the service auditor’s report and should modify his or her
opinion on the service organization’s description of controls,
as described in section 324.30 and .39. For example, if the
service organization’s system is incorrectly processing user
organization transactions because of the Year 2000 Issue,
and the service organization omits this information from its
description of controls, the service auditor should modify his
or her opinion on the service organization’s description of
controls and, if applicable, modify his or her opinion on the
suitability of the design of the related controls. The following
is an example of an explanatory paragraph that would be
inserted before the opinion paragraph of a service auditor’s
report if the Year 2000 Issue affects the fair presentation of
the description.
The accompanying description describes Example
Service Organization’s processing of loan transactions
1 Additional guidance concerning the user auditor’s responsibility for con
sidering the Year 2000 Issue in planning the audit is presented in section
9311, Planning and Supervision: Auditing Interpretations of Section 311,
paragraphs .38 through .47.
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for user organizations. Inquiry of service organization
personnel and inspection of documents and records
indicate that the Service Organization’s system is
incorrectly processing loan transactions that have
maturity dates in the year 2000 and beyond. [Describe
the problem and its effects.] The accompanying descrip
tion does not disclose this problem.
In addition, the first sentence of the opinion paragraph
would be modified as follows:

In our opinion, except for the matter referred to in
the preceding paragraph, the accompanying description
of the aforementioned application presents fairly, in all
material respects, the relevant aspects of Example
Service Organization’s controls that had been placed in
operation at December 31, 19XX.
.23 Question—Section 324.32 requires a service auditor to
consider “whether any other information, irrespective of con
trol objectives, has come to his or her attention that causes
him or her to conclude (a) that design deficiencies exist that
could adversely affect the ability to record, process, summa
rize, or report financial data to user organizations without
error, and (6) that user organizations would not generally be
expected to have controls in place to mitigate such design
deficiencies.” Service auditors performing service auditors’
engagements may become aware that a service organiza
tion’s computer programs, which are correctly processing
data during the period covered by the service auditor’s
examination, will not correctly process data in future periods
because of the Year 2000 Issue. Does section 324.32 require
a service auditor to identify, in his or her report, design defi
ciencies that do not affect processing during the period cov
ered by the service auditor’s examination but may represent
potential year 2000 problems?
.24 Interpretation—No. Section 324.32 addresses design
deficiencies that could adversely affect processing during the
period covered by the service auditor’s examination. Section
324.32 does not apply to design deficiencies that potentially
could affect processing in future periods. If the computer pro
grams are correctly processing data during the period cov
ered by the service auditor’s examination, and such design
deficiencies currently do not affect user organizations’ abili
ties to record, process, summarize, or report financial data,
the service auditor would not be required to report such
design deficiencies in his or her report, based on the require
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ments in section 324.32. However, if a service auditor
becomes aware of design deficiencies at the service organiza
tion that could potentially affect the processing of user orga
nizations’ transactions in future periods, the service auditor,
in his or her judgment, may choose to communicate this
information to the service organization’s management and
consider advising management to disclose this information
and its plans for correcting the design deficiencies in a sec
tion of the service auditor’s document titled “Other
Information Provided by the Service Organization.” Chapter
2 of the AICPA Auditing Procedure Study, Implementing
SAS No. 70, Reports on the Processing of Transactions by
Service Organizations, proposes four sections of a service
auditor’s document.
1. Independent service auditor’s report (the letter from the
service auditor expressing his or her opinion)
2. Service organization’s description of controls
3. Information provided by the independent service auditor
(This section generally contains a description of the ser
vice auditor’s tests of operating effectiveness and the
results of those tests.)
4. Other information provided by the service organization
If the service organization includes information about the
design deficiencies in the section of the document titled
“Other Information Provided by the Service Organization,”
the service auditor should read the information and consider
the guidance in section 550, Other Information in Documents
Containing Audited Financial Statements. In addition, the
service auditor should include a paragraph in his or her
report disclaiming an opinion on the information provided by
the service organization. The following is an example of such
a paragraph.
The information in section 4 describing Example
Service Organization’s plans to modify its systems to
address the Year 2000 Issue is presented by the Service
Organization to provide additional information and is
not a part of the Service Organization’s description of
controls that may be relevant to a user organization’s
internal control. Such information has not been sub
jected to the procedures applied in the examination of
the description of the controls applicable to the process
ing of transactions for user organizations and, accord
ingly, we express no opinion on it.
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A service auditor also may consider communicating informa
tion about the design deficiencies in the section of the service
auditor’s document titled “Other Information Provided by
the Service Auditor.”
.25 Question—May a service organization include in its
description of controls information about its plans to modify
its systems to address the Year 2000 Issue?

.26 Interpretation—A service organization should not
include information about its plans to modify its systems to
address the Year 2000 Issue in its description of controls
because a plan does not represent an existing control that
would affect user organizations’ abilities to record, process,
summarize, or report financial data. Similarly, a service
organization should not include in its description a control
objective that addresses its plans to modify its systems in
response to the Year 2000 Issue.
.27 Question—If a service organization includes informa
tion or a control objective in its description of controls that
addresses its plans to modify its systems in response to the
Year 2000 Issue, what are the service auditor’s procedural
and reporting responsibilities with respect to that informa
tion or control objective?

.28 Interpretation—If a service organization includes
information or a control objective in its description of con
trols that addresses its plans to modify its systems in
response to the Year 2000 Issue, the service auditor should
request that management of the service organization move
the information to the section of the document titled “Other
Information Provided by the Service Organization” and fol
low the procedural and reporting guidance in paragraph .24
of this Interpretation.
.29 If management of the service organization does not
move the information about its plans to modify its systems
to address the Year 2000 Issue from its description of con
trols to the section of the document titled “Other
Information Provided by the Service Organization” or does
not delete the information from its description of controls,
the service auditor should express a qualified or adverse
opinion on the service organization’s description of controls
and should include an explanatory paragraph in the report,
as described in section 324.39 and .55. The following is an
example of an explanatory paragraph that should be insert
ed before the opinion paragraph of a service auditor’s report:
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Example Service Organization’s description of con
trols includes information [a control objective] that
addresses its plans to modify its systems in response to
the Year 2000 Issue. [Describe the year 2000 informa
tion or control objective included in the service organi
zation’s description of controls.] This information [con
trol objective] has not been subjected to the procedures
applied in the examination of the description of controls
applicable to the processing of transactions for user
organizations because it does not represent an existing
control that would affect user organizations’ abilities to
record, process, summarize, or report financial data.
Accordingly, we express no opinion on it.

In addition, the first sentence of the opinion paragraph of a
qualified report should be modified as follows:

In our opinion, except for the matter referred to in
the preceding paragraph, the accompanying description
of the aforementioned application presents fairly, in all
material respects, the relevant aspects of Example
Service Organization’s controls that had been placed in
operation as of December 31, 19XX.

.30 Question—Section 324.29(g) and .44(Z) state that a
service auditor’s report should contain “a statement of the
inherent limitations of the potential effectiveness of controls
at the service organization and of the risk of projecting to
the future any evaluation of the description.” Section
324.44(Z) goes on to state that the report also should refer to
the risk of projecting to the future “any conclusions about
the effectiveness of controls in achieving control objectives.”
The sample service auditor’s reports in section 324.38 and
.54 include illustrative paragraphs. The following excerpt
from section 324.54 illustrates such a caveat:
The description of controls at XYZ Service
Organization is as of________ , and information about
tests of the operating effectiveness of specific controls
covers the period from___________ to_________ . Any
projection of such information to the future is subject to
the risk that, because of change, the description may no
longer portray the controls in existence. The potential
effectiveness of specific controls at the Service
Organization is subject to inherent limitations and,
accordingly, errors or fraud may occur and not be
detected. Furthermore, the projection of any conclu
sions, based on our findings, to future periods is subject
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to the risk that changes may alter the validity of such
conclusions.

The validity of projections to the future may be affected by
changes made to the system and the controls, and also by
the failure to make changes when changes are required. For
example, changes may be required to accommodate new pro
cessing requirements or to reflect the passage of time, such
as dates in the year 2000.
May a service auditor’s report be expanded to describe the
risk of projecting conclusions to future periods because of a
failure to make needed changes?
.31 Interpretation—The sample reports in section 324.38
and .54 may be expanded to describe this risk. The first and
second sentences of the illustrative paragraph above address
the potential effect of change on the description of the con
trols as of a specified date; accordingly, they do not require
modification because new processing requirements or the
passage of time would not affect the description as of the
specified date. However, the last sentence in the sample
report paragraph above could be expanded to describe the
risks of projecting any evaluation of the controls to future
periods because of failure to make needed changes. The risks
that would be described are that (1) change may be made to
the system or controls, (2) change in processing require
ments may occur, or (3) change may be required because of
the passage of time, such as to accommodate dates in the
year 2000.
Suggested additions to the paragraph in the illustrative ser
vice auditor’s reports in section 324.38 and .54, are the fol
lowing.

(New language is shown in italics)
The description of controls at XYZ Service
Organizations is as of_______ , and information about
tests of operating effectiveness of specific controls cov
ers the period from___________to________ . Any pro
jection of such information to the future is subject to
the risk that, because of change, the description may no
longer portray the controls in existence. The potential
effectiveness of specific controls at the Service
Organization is subject to inherent limitations and,
accordingly, errors or fraud may occur and not be
detected. Furthermore, the projection of any conclu
sions, based on our findings, to future periods is subject
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to the risk that (1) changes made to the system or con
trols, (2) changes in processing requirements, or (3)
changes required because of the passage of time [such as
to accommodate dates in the year 2000] may alter the
validity of such conclusions.

Audit Engagement Implications of
Modified and New Systems
As a result of addressing the Year 2000 Issue, many enti
ties are modifying their systems or installing new systems.
This increases the risk of misstatement in the financial
statements because of the following:

• Modified and new systems may contain new defects
unrelated to the Year 2000 Issue.
• Modified and new systems may not function as intended.

• The environment in which the systems are modified and
the new systems are installed may not be adequately
controlled. This in turn may create the risk of unautho
rized activity that can result in theft of data, misappro
priation of assets, and fraudulent financial reporting.

Although each of the preceding factors is of a kind
encountered frequently by an auditor, the magnitude of the
Year 2000 Issue and the need to resolve it by a specific date
may greatly increase the overall risk of misstatement.
Because year 2000 systems modifications and new systems
installations are currently in progress, auditors may need
to evaluate the effect of these factors in their audit plans in
1999.
The significant number of new and modified client sys
tems also may require that auditors perform tests of con
trols to support an assessed level of control risk below the
maximum, or when auditors are unable to reduce audit risk
sufficiently by performing only substantive tests. Auditors
who use software programs to extract and analyze data
from clients’ information systems also will want to ensure
that their software is year 2000 ready.
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Auditor Consideration of Year 2000 Issue
Disclosures by Public and Nonpublic
Entities
In view of the publicity that the Year 2000 Issue has
received, some entities might want to make disclosures
regarding their systems’ year 2000 readiness. Auditors
should be extremely cautious about being associated with
assertions that clients’ systems are year 2000 compliant or
ready, or with guarantees that systems will become compli
ant or ready by a specified date.
An entity might make several kinds of disclosures about
the Year 2000 Issue:
•

Disclosures required by GAAP

•

Disclosures required by the SEC that are presented out
side the financial statements

• Voluntary disclosures included within or accompanying
the basic financial statements

Disclosure matters for public and nonpublic entities are
described in previous sections of this publication. The fol
lowing discussion focuses on the auditor’s responsibility
regarding disclosures required by the SEC and that are pre
sented outside the financial statements, and voluntary dis
closures regarding the Year 2000 Issue by nonpublic enti
ties.

Disclosures Outside the Financial Statements by
Publicly Held Entities. Auditors have a responsibility
pursuant to SAS No. 8, Other Information in Documents
Containing Audited Financial Statements (AICPA,
Professional Standards, vol. 1, AU sec. 550), to read man
agement’s disclosures presented outside the financial state
ments, pursuant to the SEC’s requirements, and to consider
whether such other information, or the manner of its pre
sentation, is materially inconsistent with information, or
the manner of its presentation, in the financial statements.
If the auditor concludes that there is a material inconsis
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tency, or if the auditor becomes aware of information that
he or she believes is a material misstatement of fact that is
not a material inconsistency, he or she has certain responsi
bilities regarding the other information. Auditors should
refer to SAS No. 8 in such circumstances.

Year 2000 Issue Disclosures by Nonpublic Entities. If
voluntary disclosures about the Year 2000 Issue are includ
ed in the notes to the audited financial statements of a non
public entity, the auditor should determine whether he or
she has obtained sufficient competent evidential matter
regarding the information disclosed. The auditor may con
clude that voluntary disclosures regarding the Year 2000
Issue should be made outside of the financial statements or
labeled as unaudited, especially if such disclosures contain
nonverifiable, subjective, or forward-looking information.
The auditor’s responsibility with respect to disclosures
made outside of the financial statements or labeled as
unaudited in the financial statements depends on whether
the disclosures appear in an auditor-submitted document or
a client-submitted document. The auditor’s responsibilities
in each of these situations are as follow:
Unaudited disclosures in a client-submitted document. If
disclosures about the Year 2000 Issue are presented outside
the financial statements in annual reports of nonpublic
entities, annual reports of organizations for charitable or
philanthropic purposes, or other documents to which the
auditor, at the client’s request, devotes attention, the audi
tor is responsible for reading and considering the informa
tion pursuant to SAS No. 8.
Unaudited disclosures in an auditor-submitted document.
The auditor should refer to SAS No. 29, Reporting on
Information Accompanying the Basic Financial Statements
in Auditor-Submitted Documents (AICPA, Professional
Standards, vol. 1, AU sec. 551). If the auditor concludes, on
the basis of facts known to him or her, that any accompany
ing information is materially misstated in relation to the
basic financial statements taken as a whole, AU section
551.09 states that “the auditor should discuss the matter
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with the client and propose appropriate revision of the
accompanying information.” If the client will not revise the
accompanying information, “the auditor should either modi
fy his [or her] report on the accompanying information and
describe the misstatement or refuse to include the informa
tion in the document.”

Auditor Consideration of Year 2000 Issue
Disclosures by State and Local
Governments Pursuant to
GASB TB No. 98-1
The AICPA has expressed its concern that the disclosures
required by GASB TB No. 98—1, Disclosures about Year
2000 Issues, are neither assertable by management nor ver
ifiable by auditors. Because of the unprecedented nature of
the Year 2000 Issue, its effects and the success of related
remediation efforts will not be fully determinable until the
year 2000 and thereafter. Accordingly, sufficient audit evi
dence may not exist to support the required disclosures. If
the auditor cannot obtain sufficient audit evidence regard
ing the required disclosures, he or she may need to consider
issuing qualified opinions (scope limitations) with respect to
such disclosures. The AICPA has prepared illustrative audit
reporting language for use when sufficient audit evidence
does not exist to support the required disclosures, or when
the governmental entity fails to include the required disclo
sures and the auditor determines that the financial state
ments are materially affected by the omission. The AICPA
also prepared illustrative reporting language showing the
effect of report qualification on the report issued to satisfy
the requirements of Government Auditing Standards. The
illustrative reporting language is as follows:

Example Qualified Opinion—Scope Limitation
If the auditor determines that sufficient audit evidence
does not exist to support the required TB disclosures the
auditor should issue a qualified opinion (scope limitation)

67

68

THE YEAR 2000 ISSUE

with respect to such disclosures.1 Illustrative report lan
guage for this situation follows.

[Same first paragraph as the standard report1
2]
Except as discussed in the following paragraph, we
conducted our audit in accordance with generally
accepted auditing standards. Those standards require
that we plan and perform the audit to obtain reason
able assurance about whether the financial statements
are free of material misstatement. An audit includes
examining, on a test basis, evidence supporting the
amounts and disclosures in the financial statements.
An audit also includes assessing the accounting princi
ples used and significant estimates made by manage
ment, as well as evaluating the overall financial state
ment presentation. We believe that our audit provides
a reasonable basis for our opinion.
Governmental Accounting Standards Board
Technical Bulletin 98—1, Disclosures about Year 2000
Issues, requires disclosure of certain matters regarding
the [Y]ear 2000 [I]ssue. ABC Government has included
such disclosures in Note X. Because of the unprecedent
ed nature of the [Y]ear 2000 [I]ssue, its effects and the
success of related remediation efforts will not be fully
determinable until the year 2000 and thereafter.
Accordingly, insufficient audit evidence exists to sup
port ABC Government’s disclosures with respect to the
[Y]ear 2000 [I]ssue made in Note X. Further, we do not
provide assurance that ABC Government is or will be
year 2000 ready, that ABC Government’s year 2000
remediation efforts will be successful in whole or in
part, or that parties with which ABC Government does
business will be year 2000 ready.
In our opinion, except for the effects of such adjust
ments, if any, as might have been determined to be nec
essary had we been able to examine evidence regarding
year 2000 disclosures, the general-purpose financial
statements referred to above present fairly, in all mate
rial respects, the financial position of ABC
Government, as of June 30, 19X1, and the results of its
operations and the cash flows of its proprietary fund
types and nonexpendable trust funds for the year then
1 See [SAS No. 58, Reports on Audited Financial Statements (AICPA,
Professional Standards, vol. 1, AU sec. 508.20a and sec. 508.25 and .26)].
2 See Example A.1 in the Audit and Accounting Guide, Audits of State and
Local Governmental Units, for an illustration of the standard report.
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ended in conformity with generally accepted accounting
principles.

Example Qualified Opinion—Disclosures Omitted
If a governmental entity fails to include the required
[y]ear 2000 note disclosure and the auditor determines that
the financial statements are materially affected by the omis
sion, a qualified or adverse opinion because of a departure
from generally accepted accounting principles should be
issued.3 Illustrative report language for a qualified opinion
for this situation follows.

[Same first and second
paragraphs as the standard report4]
Governmental Accounting Standards Board
Technical Bulletin 98—1, Disclosures about Year 2000
Issues, requires disclosure of certain matters regarding
the [Y]ear 2000 [I]ssue in order for financial statements
to be prepared in conformity with generally accepted
accounting principles. Such required disclosures
include:

[A]ny significant amount of resources committed to
make computer systems and other electronic equip
ment year 2000-compliant;
• [A] general description of the [Y]ear 2000 [I]ssue,
including a description of the stages of work in
process or completed as of the end of the reporting
period to make computer systems and other elec
tronic equipment critical to conducting operations
year 2000-compliant; and
• [T]he additional stages of work necessary for mak
ing the computer systems and other electronic
equipment year 2000-compliant.

•

ABC Government has omitted such disclosures. We
do not provide assurance that ABC Government is or
will be year 2000 ready, that ABC Government’s year
2000 remediation efforts will be successful in whole or
in part, or that parties with which ABC Government
does business will be year 2000 ready.
In our opinion, except for the omission of the infor
mation discussed in the preceding paragraph, the gen
3 See [SAS No. 58 (AICPA, Professional Standards, vol. 1, AU sec. 508.20b
and sec. 508.35 through .49)].
4 See footnote 2.
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eral-purpose financial statements referred to above
present fairly, in all material respects, the financial
position of ABC Government, as of June 30, 19X1, and
the results of its operations and the cash flows of its
proprietary fund types and nonexpendable trust funds
for the year then ended in conformity with generally
accepted accounting principles.

Effect of Report Qualification on Report Issued to
Satisfy the Requirements of Government Auditing
Standards
The report on compliance and internal control over finan
cial reporting based on an audit of financial statements per
formed in accordance with Government Auditing Standards
must include a reference to the auditor’s report on the finan
cial statements, including a description of any departure
from the standard report.5 Therefore, if the audit of a gov
ernmental entity is performed in accordance with
Government Auditing Standards and one of the above
described [y]ear 2000 qualified opinions has been issued, the
opening paragraph of the report on compliance and internal
control over financial reporting should be modified.
Illustrative report language for both situations follows.
Qualified Opinion—Scope Limitation
[The following would replace the first paragraph of the
Government Auditing Standards report6]
We have audited the financial statements of ABC
Government as of and for the year ended June 30,
19X1, and have issued our report thereon dated August
15, 19X1, which was qualified because insufficient
audit evidence exists to support ABC Government’s dis
closures with respect to the [Y]ear 2000 [I]ssue. Except
as discussed in the preceding sentence, we conducted
our audit in accordance with generally accepted audit
ing standards and the standards applicable to financial
audits contained in Government Auditing Standards,
issued by the Comptroller General of the United States.

5 See AICPA Audit and Accounting Guide, Audits of State and Local
Governmental Units, paragraph 18.61(a).
6 See Examples A.16 and A.16A in the AICPA Audit and Accounting
Guide, Audits of State and Local Governmental Units, for illustrations of
the Government Auditing Standards report in its entirety.
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Qualified Opinion—Disclosures Omitted

[The following would replace the first paragraph of the
Government Auditing Standards report7]

We have audited the financial statements of ABC
Government as of and for the year ended June 30,
19X1, and have issued our report thereon dated August
15, 19X1, which was qualified due to the omission of
the year 2000 disclosures that are required by
Governmental Accounting Standards Board Technical
Bulletin 98—1, Disclosures about Year 2000 Issues. We
conducted our audit in accordance with generally
accepted auditing standards and the standards applica
ble to financial audits contained in Government
Auditing Standards, issued by the Comptroller General
of the United States.
7

See footnote 6.

Attest Engagements With
Respect to MD&A
In March 1998, the ASB issued SSAE No. 8, Manage
ment’s Discussion and Analysis, (AICPA, Professional
Standards, vol. 1, AT sec. 700). SSAE No. 8 sets forth attes
tation standards and provides guidance to a practitioner
concerning the performance of an attest engagement with
respect to MD&A prepared pursuant to the rules and regu
lations adopted by the SEC, which are presented in annual
reports to shareholders and in other documents. In August
1998, the AITF issued guidance relating to the practitioner’s
responsibilities with respect to year 2000 disclosures in an
examination or review of MD&A performed in accordance
with SSAE No. 8. The text of that interpretation is as fol
lows.
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Interpretation No. 1, “Consideration of the Year 2000
Issue When Examining or Reviewing Management’s
Discussion and Analysis,” of SSAE No. 8, Management’s
Discussion and Analysis (AICPA, Professional
Standards, vol. 1, at sec. 9700.01-17)
.03 Question—The
Securities
and
Exchange
Commission’s Interpretive Release titled, Statement of the
Commission Regarding Disclosure of Year 2000 Issues and
Consequences by Public Companies, Investment Advisers,
Investment Companies, and Municipal Securities Issuers1
requires disclosures in management’s discussion and analy
sis (MD&A) concerning year 2000 matters in certain circum
stances. The SEC staff expects those disclosures to address
the following four categories of information:
•
•
•

The company’s state of readiness

•

The company’s contingency plans

The costs to address the company’s year 2000 issues
The risks of the company’s year 2000 issues, and

In an examination or a review of MD&A conducted in accor
dance with section 700, Management's Discussion and
Analysis, what is the practitioner’s responsibility with
respect to year 2000 disclosures?
.04 Interpretation—Section 700.05 states that “the practi
tioner’s objective in an engagement to examine MD&A is to
express an opinion on the MD&A presentation taken as a
whole by reporting whether (a) the presentation includes, in
all material respects, the required elements of the rules and
regulations adopted by the SEC, (b) the historical financial
amounts have been accurately derived, in all material
respects, from the entity’s financial statements, and (c) the
underlying information, determinations, estimates, and
assumptions of the entity provide a reasonable basis for the
disclosures contained therein.” Section 700.08 states that
“the objective of a review of MD&A is to report whether any
1 The SEC staff from time to time issues guidance related to the SEC’s
adopted requirements (for example, Staff Accounting Bulletins, Staff
Legal Bulletins, interpretive releases, and speeches). Although such guid
ance may provide additional information with respect to the adopted
requirements for MD&A, the practitioner should not be expected to attest
to assertions on compliance with such guidance. The practitioner may
find it helpful to also familiarize himself or herself with material con
tained on the SEC’s Web site that provides further information with
respect to the SEC’s views concerning MD&A disclosures.
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information came to the practitioner’s attention to cause him
or her to believe that (a) the MD&A presentation does not
include, in all material respects, the required elements of
the rules and regulations adopted by the SEC, (6) the histor
ical financial amounts included therein have not been accu
rately derived, in all material respects, from the entity’s
financial statements, or (c) the underlying information,
determinations, estimates, and assumptions of the entity do
not provide a reasonable basis for the disclosures contained
therein.”
.05 In expressing an opinion on MD&A or providing the
limited assurance in a review report, the practitioner is not
reporting specifically on the year 2000 disclosures; rather,
he or she is considering whether such disclosures, in con
junction with all other disclosures, have been accurately
derived, in all material respects, from the entity’s financial
statements and whether the underlying information, deter
minations, estimates, and assumptions provide a reasonable
basis for the disclosures contained therein. The practitioner
performing an examination or review of MD&A considers
year 2000 disclosures, as other disclosures, in relation to the
MD&A taken as a whole, and is not required to apply the
procedures necessary to express a separate opinion on the
year 2000 disclosures.
.06 Ordinarily, it is not possible for management or the
practitioner to conclude that an entity is or will be year 2000
compliant. As noted by the SEC in a 1997 Report to the
Congress on the Readiness of the United States Securities
Industry and Public Companies to Meet the Information
Processing Challenges of the Year 2000—

It is not, and will not, be possible for any single enti
ty or collective enterprise to represent that it has
achieved complete Year 2000 compliance and thus to
guarantee its remediation efforts. The problem is sim
ply too complex for such a claim to have legitimacy.
Efforts to solve Year 2000 problems are best described
as “risk mitigation.” Success in the effort will have been
achieved if the number and seriousness of any techni
cal failures is minimized, and they are quickly identi
fied and repaired if they do occur.
Accordingly, an examination or review of MD&A in accor
dance with section 700 does not provide assurance that an
entity is or will be year 2000 compliant. Additionally, an
examination or review does not provide assurance as to the
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current or future year 2000 compliance of parties with which
the entity does business.
.07 Section 700.70 and .84 require the practitioner’s
report to contain a paragraph stating, in part, that—
Actual results in the future may differ materially
from management’s present assessment of information
regarding the estimated future impact of transactions
and events that have occurred or are expected to occur,
expected sources of liquidity and capital resources,
operating trends, commitments, and uncertainties.

The Year 2000 Issue is an event contemplated by this para
graph of the practitioner’s report.
.08 Question—When performing an examination, how
might the practitioner test year 2000 disclosures in MD&A?

.09 Interpretation—The practitioner should consider
whether the effects of the Year 2000 Issue should be dis
closed in MD&A and, if so, whether they are disclosed. Tests
of disclosures will depend on the nature of the disclosures.
For example, the practitioner may test amounts expended to
date by comparison with records underlying the financial
statements or, for total estimated cost, he or she may com
pare such amounts with budgets, business plans, or the enti
ty’s year 2000 remediation plan.
.10 If the entity chooses to make disclosures about the
state of year 2000 readiness or management’s view of
whether the entity will be compliant by the year 2000, the
practitioner’s procedures would ordinarily be limited for the
reasons discussed in paragraph .06 of this Interpretation, to
considering the process used by management to address the
adverse effects of the Year 2000 Issue and the progress of
the entity’s remediation effort by considering whether inter
nal reports on the process and progress provide a reasonable
basis for the disclosures. Procedures include inquiries, read
ing reports about year 2000 remediation efforts, and reading
documentation of monitoring activities. When considering
management’s process and progress, it is not necessary for
the practitioner to independently test whether systems are
year 2000 compliant.
.11 A practitioner’s consideration of elements of manage
ment’s process and progress with respect to the Year 2000
Issue may require specialized skill or knowledge about com
puter hardware and software and information technology
that a practitioner is not expected to have. Section 700.48
indicates that specialized skill or knowledge may be

ASSURANCE ENGAGEMENTS AND THE YEAR 2000 ISSUE

required to test some complex or subjective matters. In such
cases, the practitioner may use the work of a specialist and
should consider the guidance in AU section 336, Using the
Work of a Specialist.
.12 When evaluating the qualifications of the specialist
pursuant to AU section 336.08, the practitioner should con
sider whether the specialist possesses the necessary skill or
knowledge. Although specialists do not have professional
certifications in year 2000 compliance matters and have not
been able to fully demonstrate their ability to address the
Year 2000 Issue due to its unprecedented and prospective
nature, the practitioner may consider such factors as experi
ence with systems enhancements, upgrades and replace
ments, large scale systems project management, and past
record of success and timeliness of completion when evaluat
ing the specialist’s professional qualifications.
.13 Management may have engaged or employed special
ists to develop and implement a year 2000 remediation plan.
A year 2000 remediation plan may require the participation
of more than one specialist. As a result of the extent of the
effort required to address the Year 2000 Issue by many enti
ties, there may be a shortage of available qualified special
ists. Accordingly, if a practitioner decides to use the work of
a specialist, it is likely that it will be a specialist engaged or
employed by the entity, rather than a specialist engaged by
the practitioner. When specialists engaged or employed by
the entity have developed or are implementing significant
aspects of the year 2000 remediation plan, the practitioner
should consider the guidance in AU section 336.10 and .11.

.14 Question—How would the practitioner’s approach to
year 2000 disclosures differ if a review is being performed?
.15 Interpretation—Procedures for conducting a review
generally are limited to inquiries and analytical procedures.2
Accordingly, the review procedures to test year 2000 disclo
sures will generally be limited to inquiries since analytical
procedures generally would not apply to year 2000 disclo
sures.

.16 Question—Section 700.111 requires the practitioner
to obtain written representations from management con
cerning MD&A. What written representations might the
practitioner obtain concerning year 2000 disclosures to sup
plement other procedures?
See section 700.77 and 700.80 through .82.
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.17 Interpretation—The practitioner might obtain written
representations about particular disclosures, particularly
those that involve management’s intent or belief about
future events.

Auditor Communications
With the Client Regarding
the Year 2000 Issue

Audit clients may turn to their auditors for information
on the Year 2000 Issue. Therefore, as a service to their
clients, CPAs may wish to communicate with senior man
agement, audit committees, and boards of directors so that
they understand—

•

The Year 2000 Issue and its magnitude.

• Their responsibility to assess and remediate the Year
2000 Issue.

• The auditor’s responsibility and role with respect to the
Year 2000 Issue.
An important part of any firm’s risk management pro
gram related to the Year 2000 Issue is its timely and ongo
ing communication with the client’s management. To avoid
misunderstandings about the auditors’ responsibilities with
respect to the Year 2000 Issue, an auditor may find it neces
sary to specifically set forth his or her responsibilities under
current auditing standards in communications with the
client during audits leading up to the year 2000.
Communications with the client may be in the form consid
ered most appropriate by the auditor. Some forms of com
munication that auditors may wish to consider are—

• Audit engagement letters.
•

Management letters and other direct correspondence.

•

Discussions with management and the audit committee.

• Brochures, pamphlets, newsletters, and articles.
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Management and audit committees may not understand
that the auditor is not required to report potential future
internal control problems as “reportable conditions” if such
problems do not affect the period under audit. Therefore, it
is important for auditors to communicate with clients about
the auditor’s professional responsibility with respect to the
Year 2000 Issue to clarify the difference between the crite
ria for the required reporting of “reportable conditions” and
those for comments included in communications that are
delivered as part of overall client service.
The remainder of this section describes communications
with management and audit committees and also provides
sample wording for such communications.

Engagement Letter
Because clients may not understand that an audit of
financial statements conducted in accordance with general
ly accepted auditing standards cannot be relied upon to dis
close information about the actual and potential effects of
the Year 2000 Issue, auditors may wish to include informa
tion about this subject in the understanding they establish
with their clients. Pursuant to Statement of Quality Control
Standards No. 2, System of Quality Control for a CPA
Firm’s Accounting and Auditing Practice (AICPA,
Professional Standards, vol. 2, QC sec. 20.16), a CPA firm’s
policies and procedures should provide for obtaining an
understanding with the client regarding the service to be
performed. In addition, SAS No. 83, Establishing an
Understanding With the Client, requires auditors to obtain
such an understanding, including the objectives and limita
tions of an audit of financial statements. Auditors may wish
to address the Year 2000 Issue in connection with obtaining
that understanding and may consider adding such wording
as the following to their engagement letter:
Because many computerized systems use only two digits
to record the year in date fields (for example, the year 1998
is recorded as 98), such systems may not be able to process
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dates accurately in the year 2000 and after. The effects of
this problem vary from system to system and may adversely
affect an entity’s operations as well as its ability to prepare
financial statements.
An audit of financial statements conducted in accordance
with generally accepted auditing standards is not designed
to detect whether a company is year 2000 ready. Further, we
have no responsibility with regard to the Company’s efforts
to make its systems, or any other systems, such as those of
the Company’s vendors, service providers, or any other third
parties, year 2000 ready, or provide assurance on whether
the Company has addressed or will be able to address all of
the affected systems on a timely basis. These are responsi
bilities of the Company’s management. However, for the
benefit of management, we may choose to communicate mat
ters that come to our attention relating to the Year 2000
Issue.

Communications With Audit Committees
Auditors may wish to discuss the Year 2000 Issue with a
client’s audit committee (its designee committee, individual,
or group with similar responsibilities) to make sure its
members understand the magnitude of the Year 2000 Issue.
SAS No. 61, Communications With Audit Committees
(AICPA, Professional Standards, vol. 1, AU sec. 380.06),
provides that—

An audit performed in accordance with generally accepted
auditing standards may address many matters of interest to
an audit committee. For example, an audit committee is usu
ally interested in internal control and in whether the finan
cial statements are free of material misstatement. In order
for the audit committee to understand the nature of the
assurance provided by an audit, the auditor should commu
nicate the level of responsibility assumed for these matters
under generally accepted auditing standards. It is also
important for the audit committee to understand that an
audit conducted in accordance with generally accepted audit
ing standards is designed to obtain reasonable, rather than
absolute, assurance about the financial statements.
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Because the Year 2000 Issue may affect an entity’s inter
nal control, an auditor may wish to advise an entity’s audit
committee that because an audit is not intended to provide
assurance on the effectiveness of internal control, an audit
of financial statements in accordance with generally accept
ed auditing standards does not provide any assurance with
respect to the Year 2000 Issue.

Management Letter
Through inquiries of client personnel, an auditor may
obtain information about a client’s understanding of the
Year 2000 Issue and, if applicable, the progress of its year
2000 project efforts. The auditor may wish to communicate
to senior management and the audit committee the results
of such inquiries and any observations regarding the Year
2000 Issue. However, auditors should be cautious in these
communications not to imply that they are providing assur
ance on year 2000 readiness.
Following is an illustrative management letter comment
regarding the Year 2000 Issue. Any such communication
should be tailored to the client’s specific circumstances.

The Year 2000 Issue results from a computer’s inability to
process year-date data accurately beyond the year 1999.
Except in recent years, computer programmers consistently
have abbreviated dates by eliminating the first two digits of
the year, with the assumption that these two digits would
always be 19. Thus January 1, 1965, became 01/01/65.
Unless corrected, this shortcut is expected to create wide
spread problems when the clock strikes 12:00:01 A.M. on
January 1, 2000. On that date, some computer programs
may recognize the date as January 1, 1900, and process data
inaccurately or stop processing altogether. Additionally, the
use of abbreviated dates may cause failures when systems
currently attempt to perform calculations into the year 2000.
The Year 2000 Issue presents another challenge—the
algorithm used in some computers for calculating leap years
is unable to detect that the year 2000 is a leap year.
Therefore, systems that are not year 2000 ready may not
register the additional day, and date calculations may be
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incorrect. Furthermore, some software programs use several
dates in the year 1999 to mean something other than the
date. Examples of such dates are 01/01/99, 09/09/99, and
12/31/99. As systems process information using these dates,
they may produce erratic results or stop functioning.
We recommend that you take the necessary actions to
remediate or replace, and test all systems that may be nega
tively affected by the Year 2000 Issue, particularly missioncritical systems. This project should be monitored closely to
ensure completion before mission-critical systems begin to
fail. Such failures may be evident before January 1, 2000. If
the Company fails to take timely and appropriate action, it
may experience costly and significant application-program
failures that could prevent it from performing its normal
processing activities. Depending on the extent of system fail
ures, noncompliance could have catastrophic consequences
for the Company.
Also, the Company should implement additional verifica
tion procedures to test the accuracy of information received
from its vendors, service providers, bankers, customers, and
other third-party organizations with whom it exchanges
date-dependent information, because these organizations
also must become year 2000 ready. The Company also
should satisfy itself that its vendors, service providers,
bankers, customers, and other third-party organizations will
not experience problems relating to the Year 2000 Issue that
could affect the Company’s operations or cash flows.
Depending on the entity’s reliance on date-dependent sys
tems and the state of preparedness for the year 2000, the
auditor also may wish to address certain additional matters
relating to the Year 2000 Issue in his or her management
letter. Some of these situations are that—

• The client has not begun to address the Year 2000 Issue.
• The client recognizes the Issue but needs to develop a
year 2000 project plan.
•

The client recognizes the Issue but needs to assess the
effect of the Year 2000 Issue on its systems.

•

The client needs to consider the budget and resource
implications of its plan.

•

The client currently is not meeting its year 2000 project
plan timetables.
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The Year 2000 Issue affects not only the client’s opera
tions and financial reporting activities, but also the way in
which auditors manage their business risk and allocate
their resources. Previous sections of this publication
describe the auditor’s audit risk and provide sample com
munications and inquiries that may help establish an
understanding of management’s and the auditor’s respec
tive responsibilities, and determine the extent of manage
ment’s consideration of and action regarding the Year 2000
Issue. This section presents some matters related to the
Year 2000 Issue that auditors may wish to consider in man
aging their business risk.

Client Acceptance
As part of the client evaluation process, auditors may
make inquiries of the prospective client’s management con
cerning the Year 2000 Issue. These inquiries should be suf
ficient to gain a general understanding of senior manage
ment’s and the board of director’s (or audit committee’s)
awareness of the Year 2000 Issue and the status of the
prospective client’s activities to address the Issue.

Client Continuation
The risk of an audit client’s failure in its remedial efforts
also may affect the auditor’s overall engagement risk asso
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ciated with his or her role as auditor of the entity’s financial
statements. In connection with his or her continuing evalu
ation of audit clients, an auditor may wish to—
• Make inquiries to provide the engagement team with a
general understanding of the effect of the Year 2000
Issue on the entity, the status of activities to remediate
such effect, and the level of senior management’s or the
board of directors’ (or the audit committee’s) commit
ment to the entity’s year 2000 project.
•

Consider and assess engagement risk based on the infor
mation obtained through the aforementioned inquiries.
In general, engagement risk may increase as the client’s
dependence on technology and the complexity of that
technology as well as on outside service providers and
other third parties increases. The extent to which man
agement is addressing the Year 2000 Issue also affects
engagement risk.

Additionally, if a client refuses to respond to inquiries
regarding the Year 2000 Issue, that fact should be consid
ered in evaluating client continuance.

Practice Management Implications of
Modified and New Systems
The volume of a client’s year 2000 software modifications
and new system installations combined with the need to
make an auditor’s audit software year 2000 ready may have
a direct and significant effect on the way practitioners allo
cate their human and other resources between now and the
year 2000. Auditors may find it desirable to develop new
computer audit applications and to test modified systems
earlier than might otherwise be necessary, thereby allocat
ing resources over a longer period. Auditors also may need
to consider hiring new personnel with the necessary exper
tise or make other arrangements to obtain the required
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skills, such as training existing personnel. Therefore, audi
tors will need to exercise care in projecting their staffing
needs to maintain audit quality and the ability to adequate
ly respond to the challenges presented by the Year 2000
Issue.
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Other Issues

Compilation, Review, and Bookkeeping
Services
CPAs who provide compilation, review, and bookkeeping
services to clients may wish to determine whether clients
are aware of the Year 2000 Issue and the potential effects
on their business operations. CPAs who provide such ser
vices using their own systems also may wish to consider
whether their systems are year 2000 ready.

Professional Liability Insurance
Professional liability insurance companies are question
ing policyholders and potential policyholders about their
year 2000 efforts. Therefore, practitioners who apply for
professional liability insurance can expect to be questioned
about how they are handling the Year 2000 Issue within
their firm and with their clients.
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Appendix
Questions and Answers
Regarding the Year 2000 Issue
and External Auditor
Involvement

The following questions and answers are nonauthoritative. Practitioners are encouraged to consult authoritative
standards, regulatory requirements, and as necessary, legal
counsel regarding their specific year 2000 concerns.

1. Do auditors provide assurance on an entity’s year
2000 readiness (or whether an entity’s systems are
year 2000 “compliant”) as a result of performing a
financial statement audit?
No. An auditor’s opinion on financial statements does not
provide assurance on an entity’s year 2000 readiness.

The objective of an audit of financial statements conducted
in accordance with generally accepted auditing standards
(GAAS) is to form an opinion on whether the financial
statements are presented fairly in accordance with general
ly accepted accounting principles (GAAP). Thus, auditors
are focused on assertions embodied in the financial state
ments. In performing an audit in accordance with GAAS,
the auditor has a responsibility to plan and perform the
audit to obtain reasonable assurance about whether finan
cial statements are free of material misstatement. This
responsibility relates to detection of material misstate
ments in the financial statements being audited, whether
caused by the year 2000 or by some other cause. An auditor
does not have a responsibility to detect current or future
effects of the year 2000 on operational matters that do not
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affect an entity’s ability to prepare financial statements in
accordance with GAAP.

2. In an audit of financial statements conducted in
accordance with GAAS, what is the auditor’s plan
ning responsibility regarding the Year 2000 Issue?
In planning the audit, auditors consider, among other mat
ters, the entity’s methods to process significant accounting
information. In doing so, the auditor may determine that it
is necessary to consider whether data processing errors
caused by the Year 2000 Issue could result in a material
misstatement of the financial statements under audit. The
results of the consideration may affect the auditor’s testing
of internal controls and substantive audit procedures.
However, auditors are not required to assess whether data
processing errors caused by the Year 2000 Issue could result
in material misstatements of financial statements in peri
ods subsequent to the period under audit.

3. What if, during the course of an audit, the auditor
becomes aware that the entity’s computer pro
grams, which are correctly processing current
data, would not function correctly if used to
process data in the year 2000?
In all likelihood, the auditor will report this condition to
management or the board of directors. However, because
the computer programs are correctly processing current
data, and are not currently affecting the entity’s ability to
prepare financial statements, this situation is not a
“reportable condition,” and the auditor is not obligated by
GAAS to report it.
This situation also may be a condition or event that indi
cates there could be substantial doubt about an entity’s
ability to continue as a going concern. The auditor is oblig
ated to consider whether such conditions and events, in con
junction with other conditions and events, cast significant
doubt on the entity’s ability to continue as a going concern.
The Audit Issues Task Force of the Auditing Standards
Board issued an interpretation of Statement on Auditing
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Standards No. 59, The Auditor’s Consideration of an
Entity’s Ability to Continue as a Going Concern, to provide
guidance to auditors on the application of SAS No. 59 to the
Year 2000 Issue.

4. Can a CPA state (or provide assurance) that an
entity is year 2000 compliant?
No. Year 2000 compliance is an extraordinarily complex
matter. The AICPA’s professional standards allow indepen
dent accountants to provide assurance on subject matter or
assertions when they are capable of evaluation against rea
sonable criteria. No reasonable criteria have been estab
lished for year 2000 compliance and it would be very diffi
cult to do so.

5. What is the nature of the services an independent
accountant can provide to assist management and
the board of directors in understanding or evalu
ating the entity’s plans to address the Year 2000
Issue?
Independent accountants are able to provide services to
help entities address the problems associated with the year
2000. Two alternatives are generally available: agreed-upon
procedures and consulting services. These engagements are
very specific to the entity and are governed by the terms of
the contract between the parties.

In an agreed-upon procedures engagement, the independent
accountant is engaged to perform procedures agreed upon
by the accountant and all the specified users of the accoun
tant’s report. No assurance is expressed by the accountant;
rather, the accountant reports the procedures performed
and the findings. Users of the report must agree to take
responsibility for the sufficiency of the procedures for their
purposes, since they best understand their own needs. In
this type of engagement, the entity is usually the user of
the report; however, other parties also may be users, provid
ed they take responsibility for the sufficiency of the proce
dures performed. Use of the report is restricted to the users
specified in the report.
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In a consulting engagement, the nature and scope of the
work and the matters to be reported are determined solely
by agreement between the independent accountant and the
entity. No assurance is expressed by the independent
accountant. Such services ordinarily are performed only for
the use and benefit of the entity.
An independent accountant can be engaged by an entity to
assist with many aspects of its year 2000 plans. Such ser
vices may relate to, for example, the institution’s year 2000
testing plan, the year 2000 contingency plan, or under
standing the institution’s year 2000 processes and related
regulatory guidance. An independent accountant is not
required to make available to financial institution examin
ers working papers related to those types of engagements.

Some independent accountants do not have the necessary
resources to provide, or are not interested in providing,
such services. There is no obligation that they do so.
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