Abstract -The quality and reliability of electric power supply are the key indicators for the comfort of a society. Hence, to serve customers with high quality electricity, the Supervisory Control and Data Acquisition (SCADA) system is being used in the distribution system (DS) for power monitoring and control. The SCADA is feed with operation data like current and voltage via Feeder_Remote Terminal_Units (FRTUs). The FRTUs are capable of triggering actions to detach the portion of DS experiencing an unusual condition. Nevertheless, the existing grids do not operate at their optimal capacity due to the usage of one way data communication installations. Thus, to optimize the operation of the legacy power distribution grids, the innovation of the state-of-the-art communication techniques play a vital role-leading to the creation of smart grid Systems. This paper reviews the development of wireless communication technologies envisioned as full-duplex information exchange medium in the on-going development of Smart Grid Systems.
I. INTRODUCTION
The innovative electrical grid is one of the leading infrastructures indispensable for the luxury of a Nation [1] . Nevertheless, the present electric utilities frequently fail to provide reliable power to consumers; as they often, experience lengthy service disturbances due to installation failures, lightning strikes, natural catastrophes, etc. [2] . Therefore, to overwhelm these glitches, a new electric power system named "Smart grid" has arisen. In smart grid, the power distribution grid monitors, control, protects and automatically enhances the operation of its interconnected devices from the generation plant to the distribution system. Lots of wired and wireless communication technologies are available for smart grid systems but the cutting-edge wireless communication techniques offer the advantages of low_cost and ease set-up products, ad hoc and extensive network built-up that wired technologies do not afford [3] .
II. SMART GRID DISTRIBUTION SYSTEM STRUCTURE
A classic Smart grid structure has inferior and higher layers [3] . The inferior layer contains: (i) the generation zone/power plant, (ii) the transmission zone encompassing the regional control center (RCC) and the substation automation system (SAS), (iii) the distribution zone comprising the distribution control center (DCC) and the distribution automation system (DAS), and finally, (iv) the customer zone including the Distributed Energy Resources (DER) plant automation as well as domestic and industrial customer automation systems. The upper regulatory layer contains: (i) the regional system operator, (ii) the energy service provider and (iii) the power market. Nevertheless, the electrical grid design, the power voltage and frequency depend on regions. Hence, the typical frequency for Europe and most of Asia Countries is 50 Hz while 60 Hz is for North America [4] . In Malaysia, the power grids transmit the electricity from high_voltage ( ) to low_voltage ( ) across medium_voltage ( ) as follow:
1)
: 1 to 1000volts (240V for single phase and 415V for phase to phase)
2)
: 1000 to 100000volts (11kV, 22kV, 33kV and 66kV) 3)
: 100000volts upwards (132kV, 275kV, 500kV)
The DAS controls and manages the power flow, the status of interconnected devices and faults in the distribution systems. Hence, to enhance the features of the DAS, the supervisory control and data acquisition (SCADA) system is implemented for automatic fault detection and quick remedy for any distressed grid in the distribution systems [5] . Fig.1 presents a classic smart grid distribution system. 
III. WIRELESS COMMUNICATION TECHNIQUES FOR SMART GRID DISTRIBUTION SYSTEMS
With the implementation of full-duplex communication techniques in current grid, a huge amount of data from various entities will be gathered for deep analysis, control and monitoring real-time applications [7] . Hence, the upshot of equipment failures, natural fates and disasters causing the power instabilities and outages, can be largely avoided. To this end, a robust communication channel for data exchange is essential to build smart grid systems [8] . Although, there is no silver bullet wireless communication for Smart Grid, the following subsections review the wireless communications usually used in smart grid distribution systems.
A. Cellular Networks
Recently, cellular networks have experienced a continuous growth in term of communication speed. They did evolve from 56-115 Kbps of GPRS (general packet radio service) to 50-100Mbps of 4G-LTE (Long Term Evolution) through 2Mbps in 3G.
WiMAX (Worldwide Interoperability for Microwave Access) is a wireless technology based on IEEE 802.16 standards. WiMAX chips are imbedded into smart meters for real-time pricing [9] . On the other hand, the Wi-Fi (Wireless Fidelity) is based on the IEEE 802.11WLAN standard. It is an ideal for Voice over IP (VoIP) applications. It offers a net data rate of 1Mbps to 54Mbps for IEEE 802.11a/b/g and 26Mbps to 600 Mbps for IEEE 802.11n [9] .
The high throughput and wide geographic coverage of cellular networks brand this technology as an attractive choice capable of meeting the Smart Grid data transmission requirements [10] . Moreover, the wide spread support of LTE by large network carriers and chipset manufacturers is likely to reduce the hardware prices in smart grid implementation [11] .
B. RF-Mesh Networks
Radio Frequency-Mesh (RF-Mesh) networks portray a joint and self-organizing communication technology. Hence, new nodes can join the network and each node can act as an independent router. Through multi-hop communications, a RFMesh Network can achieve larger coverage areas with much lower transmission power [12] . The self-organizing and selfhealing capabilities of a RF Mesh promote a resilient network infrastructure which adapts to varying situations such as node dropping out of the network.
C. ZigBee Network
ZigBee is an ideal technology for energy monitoring, home automation, automatic meter reading, etc. It is relatively low in power usage, data rate, complexity, and cost of deployment [13] . ZigBee/IEEE802.15.4std defines the physical layer (PHY) and medium access control (MAC) sub_layer as shown in Fig. 2 . 1) An overview of PHY layer: In this layer, the radio shall operate at one of free license bands as: 868-868.6MHz in Europe, 902-928MHz in North America and 2400-2483.5MHz worldwide. As shown in Fig. 3 , the IEEE802.15.4std has channel 0 in the 868MHz band, 10 channels in 915MHz band, each with 2MHz of bandwidth and 16 channels in the 2400 MHz band, each with 5MHz of bandwidth [14] . 2) An overview of MAC sub-layer: The MAC protocol specifies beacon and beaconless modes of operation. As shown in Fig. 4 , the network beacons bound the Super_frame structure. The beacon is to synchronize network devices, to detect the Personal Area Network Coordinator (PANc), and to define the Super_frame structure [15] . In order to reduce the energy consumption, the coordinator may declare an inactive period such as . In fact, , and are characterized by two factors; the Beacon Order (BO) and the Super_frame Order (SO) as:
a) 868/915MHz (PHY)
Each node uses the carrier sense multiple access with collision avoidance (CSMA_CA) algorithm to transmit data in the Contention Access Period (CAP) under a slotted or unslotted procedure [14] . a) Slotted CSMA_CA: In beacon enabled mode, the MAC sub-layer uses the slotted version of the CSMA_CA algorithm for data exchange in the CAP. b) Un-slotted CSMA_CA: In beaconless mode, the MAC sub-layer uses the un-slotted version of CSMA_CA algorithm for data exchange. Fig. 6 depicts the flow chart describing the non-slotted CSMA_CA mechanism. This procedure is also used when the beacons are not sensed in the network. For the traffic variation scheme, three dependent parameters are implemented:
1. Backoff Exponent (BE) to allow the computation of the free backoff delay random 0, 2 − 1 such as:
Contention Window (CW)
. This is the number of time the network must be detected idle.
3. Number of Backoffs (NB) or retry count. This is the number of time the CSMA_CA goes back to backoff in case of busy network. Hence:
D. Wireless Sensor Network
Beside its wide network coverage, easy access to remote sites, no leasing cost and adaptability to changing network patterns, Wireless Sensor Network (WSN) makes the most appropriate communication technology for smart grid distribution systems as it enables the realization of innovative and extremely valuable communication channels with simple and inexpensive infrastructure [15] .
1) Sensor network topology:
A WSN is labelled as a system of nodes that supportively sense and gather information from a site while permitting interaction amid persons or computers and their surroundings [16] . Fig. 7 presents various wireless sensor network topology types. 2) State-of-the-art technology for WSN reliability: The lognormal shadowing path-loss model (LNSM) for huge and small coverage network of WSN channel can be described with the following formula [17] ( ) = ( ) + 10 + , ℎ ≥ (6)
Where: ( ), ( 0 ): Path loss in dB at the distance and respectively, γ : is the path loss exponent, X : Log-normal shadow fading in dB or Gaussian random variable with standard deviation σ : Wavelength of the carrier. Table1 gives few results of the received signal strength ( ) and Fig. 8 presents its analytical propagation model at a distance ( ) assuming = 4, = 4, ( ) = 55 and = 0 [18] . In fact, is the power transmitted ( ) minus the path loss ( ). • First, the placement of the before the in IEEE802.15.4_MAC design gives normal data a quicker channel entree than the time sensitive data.
• Second, despite the use of , the time sensitive data is sent at the end of the super_frame whereas the reception is achieved by enduring CSMA-CA procedures which, however, do not ensure a fast entry to the channel.
• Third, even thus, the node has reserved a for time sensitive data, it may compete with other networked nodes for medium entrance within the which shrinkages the network performance.
E. Comparison of Wireless Communication Techniques
The wireless communication technique that fits one scenario may not be appropriate for the other. 
CONCLUSION
Wireless technologies are gaining an increase acceptance as a viable technology within the industrial solution space for smart grid distribution systems. However, a wireless technique that fits one network set-up might not be suitable for the others. For instance, despite its wide adoption due to its lowcost, low data rate, low power consumption, ease set-up and being a free network license, wireless sensor networks (WSNs) present some critical issues which require careful analysis. Therefore, it is vital for control system architects to fully understand not only the benefits but also the challenges and limitations of wireless techniques in order to select the right wireless technology for a particular network. 
