In the last years, thanks to the standardization of Semantic Web technologies, we are experiencing an unprecedented production of data, published online as Linked Data. In this context, when a typed link is instantiated between two different resources referring to the same real world entity, the usage of owl:sameAs is generally predominant. However, recent research discussions have shown issues in the use of owl:sameAs. Problems arise both in cases in which sameAs is automatically discovered by a data linking tool erroneously, or when users declare it but meaning something less 'strict' than the semantics defined by OWL. In this work, we discuss further this issue and we present a method for logically detect invalid sameAs statements under specific circumstances. We report our experimental results, performed on OAEI datasets, to prove that the approach is promising.
Introduction
The Semantic Web is a 'Web of Data', where data can be processed by machines, extending the principles of the Web from documents to data [1] . In this context, resources can be accessed using the conventional Web architecture (URIs) and it is possible to link resources using named relations. Today, we are experiencing an unprecedented production of resources, published as Linked Open Data (LOD, for short). This is leading to the creation of a global data space containing billions of assertions [2] . RDF [13] provides formal ways to build these assertions. Working in the LOD is basically about using the Web to create typed links (in RDF) between data from different sources. Most of the RDF links connecting resources coming from different data sources are RDF identity links, called also sameAs statements. They are defined using the owl:sameAs property, thus expressing that two URI references actually refer to the same thing. Unfortunately, many existing identity links do not reflect such genuine identity, as argued recently within the research community [5, 4] . So, as numerous independently developed data sources have been published over internet as Linked Data, the problem of identity is now casting a shadow over the shininess of the Semantic Web [11, 5] .
It is becoming extremely important to develop means of data and linking quality assurance. The study of the quality of data and links in the LOD cloud may be particularly useful in applications that want to consume Linked Data as well as in Semantic Web frameworks dedicated to data linking or data integration.
In this work, we investigate and design a logical method to detect invalid sameAs statements, by looking at the descriptions associated to the instances involved. We suppose that, in case of multiple data sources, mappings between properties are provided. Our approach is local, in the sense that, we build a contextual graph 'around' each one of the two resources involved in the sameAs statement and we study the descriptions provided in these contextual graphs. The construction of the contextual graph is based on properties that have specific characteristics (functional, local completeness). We claim that, when logical conflicts are encountered, the initial RDF identity link is 'inconsistent', meaning that it requires further investigation (supervised or automatic). We tested the approach on sameAs statements provided by linking tools that have been applied on Ontology Alignment Evaluation Initiative (OAEI) datasets, showing that our research direction is promising.
The remainder of this paper is organized as follows. In Section 2 related works are described. In Section 3, we present the conceptual building blocks of our approach, while Sections 4 and 5 are dedicated to the formulation of the problem and the generation of the rules. In Sections 6 and 7 we present the logical method and the experimental results.Finally, in Section 8 some concluding remarks are drawn.
Related Works
How to evaluate and assess the quality of data and links in the Linked Data Cloud is a generally novel problem, growing its importance in the last years, as the research community can, now, work with a massive quantity of data coming from multiple data sources.
In [6] the authors present a 'global approach' where they analyzed the structural properties of large graphs of identity links focusing the attention on general network properties such as degree distributions and URI counts, without analyzing the quality. Recently, in [10] the authors describe another global approach in a framework dedicated to the assessment of Linked Data mappings using network metrics. Five different metrics have been performed on a set of known good and bad links concluding that most of these metrics are not meaningful with respect to the evaluation of the quality of an identity link. In [4] , the author illustrates how to assess the quality of owl:sameAs links, using a constraint-based method. In the work, an interesting formalization of the problem in a graph-based fashion is presented, but the evaluation of the quality of the identity link is, in the end, performed using only one property, namely the name of each entity. The results are interesting, but as claimed but the author himself, it could be important to include advanced similarity measures and the evaluation of more properties. In [5, 12] the authors studied the problem of the quality of RDF identity links from a
