Abstract: with the development of information technology and telecommunications, the concern on the security level will become increasingly important, such as the degree of safety data insertion or information. Security enhancement data insertion can be performed using steganography. Steganography is the technique of hiding messages into digital media. Digital media which could be use are text, images, sound, and video. This research discusses the process of steganography to insert messages into images using Pixel Value Differencing algorithm that did the insertion into the domain of RGB pixels in an image.
There are various methods used to protect data such as providing passwords, but this approach can be cracked using brute-force techniques to create the possibility of words used as passwords [7] . Another way is by cryptography, but this way can attract suspicion by parties who are not responsible for the data [7] [8] , one of the techniques that can be used to minimize suspicion is by using steganography [9] .
A pixel Value differencing algorithm is an algorithm that can be used for steganography messages accurately inserting a message into images [9] . This algorithm can perform the insertion process for the message text length is longer, because the insertion process is performed on RGB pixel of an image and also beside the picture of the insert with Pixel Value Differencing algorithm does not reduce the quality of the picture [9] .
II.THEORY 2.1 Steganography
Steganography is the art and science of writing hidden messages or hide in a way that besides the sender and the recipient, no one knows or realizes that there is a secret message [10] , generally, the steganography message appears with another such as images, articles, a shopping list, or other words [10] [11] . For example, a message can be hidden by using invisible ink between the visible lines.
Steganography techniques include a lot of communication methods to hide secret messages (text or images) within another file that contains text, image, and audio even without showing characteristics of real or visible changes in the quality and structure of the original file [11] [12] . These methods include the ink that is not visible, microdots, the arrangement of words, digital signatures, hidden trails and the full spectrum of communication. The purpose of steganography is to conceal or hide the existence of a hidden message or piece of information, in practice mostly resolved by making subtle changes to other digital data content were not going to attract the attention of potential attackers, as an example of an image that looks harmless. These changes depend on the key and the message to be hidden. The person who receives the image can then deduce information disguised by replacing the correct key into the algorithm used [12] .
Pixel Value Differencing
Pixel Value Differencing Scheme using the value difference between two pixels in a row on the block to determine how many secret bits to be embedded. There are two types of quantization tables range in the method of Wu and Tsai [13] . The first is on selecting a wide range [8, 8, 16, Wi: the smallest value of the scheme Wu and Tsai, where the range difference in the comparison of two pixels. Insertion of a message could be using by taking as many as the t bits of the message to be inserted. Furthermore, the difference value is calculated new value for insertion into the image using the equation
The smallest value of the scheme wu and tsai, lies the difference in the comparison of two pixel range [16] . To insert a message there are several rules that must be met, namely: Such process is performed continuously until all message bits inserted into the image. The process of extracting the message from the steganography images using this method begins by calculating the difference value between two neighboring pixels. Pixel Difference Value is used to determine the value of continuous ranges (R), which is defined using Wu scheme and Tsai [13] . The pixel values above assumption are only given to testing steganography with Pixel Value Differencing algorithm, the process of making the RGB values could do it with Matlab software or also with other software.
III.RESULT AND DISCUSSION
After the pixel values obtained subsequent process can continue by inserting a message with the following steps: a. Messages to hidden is Z = 01011010 b. Take a neighboring pixel of the image is pixel (0,0) and pixel (0.1), the pixel value is made to do the insertion, the following is a table of neighboring pixel values are 65 and 122 [64, 127] where ik = 64, and uk = 127. e. Count how many bits of messages that can be inserted into both pixels with function t = log2 (127-64=5, then grab bits of the message as much as t is 01011. f. Changing the value of bits as t into a decimal value, Bit information to be inserted is 0101, then its decimal value is 5 or = Message extraction process can be done in the same way as the insertion process the message and continue using Wu and Tsai scheme.
IV.CONCLUSION
After a discussion about Pixel Value differencing algorithm can be concluded that the Pixel Value Differencing Algorithm does not arouse suspicion because the message hidden on RGB pixel image and message length could be hiding as much as RGB pixels of the picture which is used as media.
