The power of quantum computers relies on the capability of their components to maintain faithfully and process accurately quantum information. Since this property eludes classical certification methods, fundamentally new protocols are required to guarantee that elementary components are suitable for quantum computation. These protocols must be device-independent, that is, they cannot rely on a particular physical description of the actual implementation if one is to qualify a block for all possible usages. Bell's theorem has been proposed to certify, in a device-independent and robust way, blocks either producing or measuring quantum states. In this manuscript, we provide the missing piece: a method based on Bell's theorem to certify coherent operations such as storage, processing and transfer of quantum information. This completes the set of tools needed to certify all building blocks of a quantum computer. Our method distinguishes itself by its robustness to experimental imperfections, and so can be readily used to certify that today's quantum devices are qualified for usage in future quantum computers.
The power of quantum computers relies on the capability of their components to maintain faithfully and process accurately quantum information. Since this property eludes classical certification methods, fundamentally new protocols are required to guarantee that elementary components are suitable for quantum computation. These protocols must be device-independent, that is, they cannot rely on a particular physical description of the actual implementation if one is to qualify a block for all possible usages. Bell's theorem has been proposed to certify, in a device-independent and robust way, blocks either producing or measuring quantum states. In this manuscript, we provide the missing piece: a method based on Bell's theorem to certify coherent operations such as storage, processing and transfer of quantum information. This completes the set of tools needed to certify all building blocks of a quantum computer. Our method distinguishes itself by its robustness to experimental imperfections, and so can be readily used to certify that today's quantum devices are qualified for usage in future quantum computers.
Experimental research on quantum computing is progressing at an unprecedented rate [1] . Five-qubit quantum computations combining around a dozen of elementary operations -called quantum logical gates -can nowadays be performed with a mean gate fidelity of ∼98% using trapped ions [2] or superconducting circuits [3] . In the next years, an on-going race between savvy research groups worldwide is expected to lead to the first quantum computation going beyond the capabilities of the most powerful classical supercomputer [4] . If one is to reach the point of designing a universal quantum computer [5] , it is crucial to proceed in a scalable way and certify that each new component is qualified for use in a quantum computer, independently of the purpose for which that larger device is used.
Such a certification must be device-independent, that is, it cannot rely on a physical description of the actual implementation. Indeed, an exhaustive model of the setup is challenging, if not impossible, to establish. Relying on any particular model therefore amounts to making assumptions about the functioning of blocks. But seemingly harmless assumptions, on the underlying Hilbert space dimension for instance, can completely corrupt conclusion related to specific applications such as quantum-based secured communication [6, 7] . Blocks certified in such a manner thus cannot be used safely for arbitrary purposes.
Bell's theorem [8] has lead to device-independent certification schemes for components either producing quantum states or performing quantum measurements [9] [10] [11] [12] [13] [14] [15] [16] [17] [18] [19] [20] . But these are just some of the elementary blocks needed to build a quantum computer (see Figure 1) . In particular, a device-independent method assessing the quality of components in charge of the transfer, processing and storage of quantum information is still missing. Together with existing techniques, such a method would in princi-
Quantum Computer
Quantum Internet FIG. 1. Possible architecture of a future universal quantum computer (see also [21, 22] ). Elements in yellow are classical, and thus well characterized. Blue elements already admit device-independent certification schemes. Here, we demonstrate how to certify the components in red. In practice, several blocks may be merged into a single physical unit.
ple allow for the certification of all kinds of elementary building blocks needed in a quantum computer.
Here, we fill this gap by showing how to certify a trace preserving quantum channel acting on one or several systems, that is, a general transformation taking quantum states and returning other quantum states. Our approach involves no description of the internal functioning of either the tested channel or the certification setup, but relies on the device-independent characterization of two entangled states, the first one serving as input to the channel, the second one being the output state. Interestingly, we can use state certifications that are robust to experimental imperfections to certify channels robustly.
Our goal is in sharp contrast with a line of research aiming to the certification of quantum computations [23] [24] [25] [26] [27] . Our work addresses elementary blocks of a quantum computer and certify that they are qualified for use in arXiv:1802.02170v2 [quant-ph] 29 Mar 2018 future larger quantum devices. It builds on the work of Magniez et al. [28] , but differs in its formulation, methodology and robustness, see Appendix E for details. In particular, the robustness of our results is compatible with current technological capabilities, as we show below. In opposition to Ref. [29] , we provide lower bounds on the quality of the blocks. Detailed recipes are given to certify the unitarity of one-qubit channels as well as two-qubit entangling operations. These recipes can be readily used in present-day experiments to certify transmission lines between processing and storage areas, storage devices, converters between various information carriers and arbitrary two-qubit controlled-unitary gates independently of the details and imperfections of the actual implementation.
Device-independent certification of a quantum channelWe start by providing a definition of the deviceindependent certification of quantum channels. For this, we consider a scenario with two sides A and B, each side containing potentially several parties depending on the channel to be certified. Each party performs measurements on one part of a shared state ρ ∈ L(H A ⊗ H B ) and records the result of each experimental run. In addition, the parties on side A have the freedom to decide whether or not to apply the channel to be certified E, an endomorphism on states in H A , before performing the measurements (see Figure 3 a and c). The sources preparing the initial state, the measurement devices and the channel are treated as black boxes and the parties do not communicate with each other. The partial state prepared by the source at side A is denoted ρ A = Tr B ρ.
We say that the channel E is certified deviceindependently if the sole knowledge of the results given the measurement choices implies the existence of local isometries Φ i : . We emphasize that in device-independent certification, assumptions are made neither on the system's state on which E operates, nor on the dimension of the underlying Hilbert space. The local isometries Φ i /Φ o identify subspaces/subsystems in which the channel E acts exactly as the reference channel E.
When the above equality does not hold exactly we quantify the relation between the channels E and E through the following fidelity
(1)
Comparison between an unknown channel E and a reference channel E operating on a Hilbert space Hi. Half a maximally entangled state belonging to Hi ⊗ Hi is presented to E by a local map Λi that can also act on the initial quantum state ρ A . Degrees of freedom which are not transmitted to the channel at this point are discarded. A local map Λo is then used at the output of the channel E to remove extra systems and extract the state of a subsystem to be compared with the Choi state ρ = (E ⊗ 1) φ + φ + of the reference channel. The channel fidelity F(E, E) is then obtained by maximizing the overlap between ρ and the channel output over all possible input isometries and output maps.
Here, F (ρ, σ) = Tr σ 1/2 ρ σ 1/2 is the Uhlmann fidelity. 1 acts on the second half of |φ
) traces out all degrees of freedom which are not in the preimage of E while
traces out all degrees of freedom which are not in the image of Fig. 2 and Appendix A.1 and A.2 for details.)
This fidelity, which is optimized over all maps, can be understood as an extension of the Choi fidelity to deviceindependent scenarios. It guarantees that the channel E can be used to play the role of E in any circumstance with fidelity F. The maps achieving this fidelity describe the recipe for how to do that. Furthermore, the fidelity F of Eq. (1) can be used to bound the distance between the two channels through the diamond norm, which informs us on the highest probability to distinguish the two channels in a single shot upon acting on arbitrary states [30] , see Appendix A.3.
In the case where the target channel E acts on several parties, we distinguish these parties {A (k) } on the side A . The input and output Hilbert spaces then have a tensor structure
i/o and the same is required from the maps Λ i and Λ o , as spelled out in Appendix A.2.
A practical device-independent bound on the channel fidelity -Now that the goal is well established, we show that a channel certificate can be obtained by combining two certifications, one for the state serving as input of the channel and one for the output state, that is
F i corresponds to the fidelity of the input state ρ with respect to the maximally entangled state |φ + . F o is the fidelity of the output state with respect to the image of |φ + under the reference channel. As before, the role of the maps Λ A i , Λ A o , and Λ B is to identify subspaces where the system states and the reference states can be compared, and the underlying isometries are enforced to have a product structure with respect to the partition of A into separate parties.
In Appendix B, we use the triangle and processing inequalities for the fidelity as well as properties of the isometries in Eqs. (2)- (3) to show that the device independent Choi fidelity given in Eq. (1) can be bounded by
Importantly, the bound holds for channels acting on several parties, in which case the states in Eq. Formula (4) provides a first rate result: It shows how two channels can be compared even though they operate on Hilbert spaces with (possibly unknown) different dimensions. This relation is made possible by the fact that the map Λ B is identical in both equations Eq. (2) and (3). One way to guarantee that the map is the same is to obtain certificates for both states with the same measurement boxes on side B. If this is fulfilled, a robust bound on the channel fidelity is obtained as soon as the input and output states are certified robustly. Interestingly, there are several known results and methods for state certification that are robust to noise [13] [14] [15] [16] [17] [18] 20] .
We now show how Ineq. (4) can be used for the robust certification of (i) a one-qubit unitary, (ii) a two-qubit quantum logical gates.
Device-independent certification of a single-qubit unitary channel Ensuring that quantum information can be preserved for a certain time, transmitted to a remote location or faithfully mapped between different physical systems are fundamental requirements for computing. This encapsulates quantum memories as hard drives, RAM units or parts of a quantum processor, quantum transmission lines between different units of a computer, and quantum converters between different information carriers. All these elements are mappings between input and output qubits, either separated in time or space or carried by different physical systems, that are ideally modeled by the identity channel.
Applying the formalism presented earlier to E = 1 in dimension two, involves ideally a maximally entangled two-qubit state as input state (see Fig. 3a ). As the reference channel does not alter the input, we assess the fidelities of both input and output with the Clauser, Horne, Shimony, and Holt (CHSH) test [31] . The condition that Λ B is identical in both situation is then naturally satisfied. Given the CHSH values β i/o , it is possible to bound the state fidelity as [16] 
where
≈ 2.11. Inserting these fidelities into Eq. (4), yields a robust device-independent certification of one-qubit unitaries depicted in Fig. 3b . Examples confirming the robustness can be found in Appendix C.
Remarkably, testing the input state is not necessary for the certification of a unitary channel. Indeed one can see the channel itself as part of the local isometry. Hence, it is always possible to define Λ A i such that the fidelity of the input state is at least as large as the output fidelity, i.e. F i ≥ F o . This relation together with Eq. (4) give a bound on the channel fidelity F ≥ 2(F o ) 2 − 1 in terms of the output fidelity alone.
Device-independent certification of two-qubit entangling channels-Entangling gates are of central importance for quantum computing. On the one hand they are necessary for any non-trivial manipulation. On the other hand they are sufficient to enable universal quantum computation [32] . We now present a setup that allows for the certification of an arbitrary two-qubit controlled-unitary gate. Such a gate can be put in the form
CU π is the controlled-NOT gate while CU 0 is the twoqubit identity channel. In order to bound the fidelity of an actual gate with the bipartite CU ϕ gate, we need to split side A into two parties A (1) and A (2) . Similarly, we also split side B into B (1) and B (2) so that sharing a maximally entangled state of dimension 4 between A and B amounts to share two-qubit maximally entangled states φ and B (1) and between A (2) and B (2) , c.f. Fig. 3c . As we show now, four-partite statistics obtained after parties A (1) and A (2) jointly decide to use the device which supposedly performs the CU ϕ gate on their systems or not can lead to the certification of this gate.
The certification of input states is identical to the one presented in the previous section. Performing two CHSH tests in parallel allows one to bound the fidelity of both states F i 1(2) ≥ F CHSH using Eq. (5) with the respective CHSH values β i 1 (2) . A lower bound on the fidelity of the global four party state is given by the product of the two singlet fidelities. Note that the maximal value for the CHSH test can be obtained with any pair of maximally non-commuting measurements on side B. Hence, any certification of the output state with locally complementary observables for B (1) and B (2) automatically satisfies the constraint on the local map Λ B . The robust certification of the output state
⊗2 is less straightforward. To this end we devise a new family of Bell tests tailored to the robust certification of all states |ξ ϕ , c.f. Appendix D.4. Importantly, the Bell tests we derive have only two inputs and two outputs per party, and give the maximum quantum value for complementary measurement settings.
The fact that the Bell tests have two inputs and two outputs per party allows us to make use of Jordan's Lemma in order to quantify their self-testing property. The latter ensures that the operator corresponding to the Bell test can be written as a direct sum of four qubit operators. Hence, we look for bounds on the fidelity assuming that the Bell operator is a four qubit operator, that is, qubit measurements are performed locally. If the extraction isometries only depend on local measurement settings and the square of the obtained fidelity bounds are convex functions of the mean value of the Bell operator, they automatically hold independently of the dimension [33] , see Appendix D.2. We find such bounds by using the isometries proposed in [16] which are known to provide very robust results for the singlet state. To do so we look for the state and measurement settings that minimize the fidelity of the extracted four qubit state with respect to |ξ ϕ while keeping a fixed expectation value γ o of the Bell operator, c.f. Appendix D.3. The resulting bound on the fidelity is given by
where γ * is a constant depending on the gate to be tested. This constant is upper bounded by 0.85 for all ϕ, c.f. Appendix D.5. Note that our approach to find Bell inequalities and deduce the corresponding robust fidelity bounds is applicable to other N-qubit states.
Given the bounds on the fidelities
2 of the two initial states and on the fidelity F o of the output state, and checking that they have been obtained with common measurements for parties B
(1) and B (2) , we get from Ineq. (4) the following bound on the fidelity between the actual gate E and the reference gate E = CU ϕ
The result is shown in Fig. 3d as a function of the observed Bell values assuming β
Examples illustrating the robustness can be found in Appendix C.
In analogy with the one-qubit identity certification, it is possible to prove that the actual two-qubit gate acts as a global unitary on side A from F o only using
This information alone is however not sufficient to identify the gates CU ϕ up to local isometries without additional assumptions, because the final state |ξ ϕ could be directly prepared by the source and merely transmitted by the device to be certified.
Discussions-We have introduced a framework for the device-independent certification of quantum channels. We applied our methods to two families of channels, namely single qubit identity channels and two qubit controlled unitary operations. They are of key importance for quantum computing and quantum networks and the robustness of our recipes insures that they can readily be used in present-day experiments. Appendix A Device-independent certification of quantum channels-In this appendix we give a thorough description of the device-independent channel certification introduced in the main text. There are three sections. Section A.1 provides a detailed definition of the device-independent certification of quantum channels and comments on Eq. (1) of the main text. Section A.2 addresses the extension to multi-party scenarios. Section A.3 shows how the Choi fidelity bounds the diamond norm between the two channels.
Appendix A.1 Formal definition of deviceindependent channel certification-In full generality, a quantum channel E is a completely positive trace preserving map between linear operators on two Hilbert spaces
It maps a quantum state ρ to
where the Kraus operators
In the following we will assume that the input and output Hilbert spaces are the same H = H = H A . However, all the results can be straightforwardly generalized to the case where they do not match. In a bi-partite Bell-type scenario with measurement observables M a|x and M b|x corresponding to FIG. 4 . The isometries Φi and Φo give a recipe of how the channel E can be used in order to perform the desired operation E between Hi and Ho. input x on side A and y on side B and outcome a and b respectively, we say that a behavior P certifies deviceindependently a reference channel E :
for every quantum realization (ρ, {M a|x , M b|y }, E) compatible with P , there exist two local isometries
such that
where the trace of over all the external subsystems, i.e. on H
Here, |φ + is the maximally entangled state in H i ⊗H i . The maps are applied on the first Hilbert space and the identities on the second one. ρ A = Tr B ρ is the unknown state prepared by the source on side A . The role of the isometries is to identify a subspace for the channel input and a subsystem for the channel output between which the channel E acts as desired. To put it differently, the isometries define a recipe
of how the channel E can be used in order to perform the desired operation, i.e. E i-o = E, as depicted in Fig. 4 . When the equality presented before does not hold exactly, we would naturally define the distance between the actual channel and the reference one through
is the target state. Note that the fidelity is symmetric.
In Proposition .2 below, we prove that the fidelity (14) can be related to a Uhlmann fidelity computed on the full Hilbert space, including the external systems
with equality when the target channel E is unitary (i.e. the target state ρ is pure). This last expression is closer to the original definition of quantum state certification [11] . When the target channel E is not unitary, however, inequality (15) is not tight, and the expressions in (14) better captures the relation between channels E and E. To see this, consider the example where the reference channel E is a totally depolarizing single-qubit channel. The channel to be certified E can implement this depolarizing channel by entangling the system qubit with an external qubit. While E and E operate identically on the system, E outputs a pure global state. Moreover, the latter is entangled and the maximal fidelity cannot be obtained by optimizing it over a product state ρ ⊗ ρ ext .
To shorten the notation we define the injection map
and extraction map
which allow to simply write
where ρ sys = Tr ext (ρ) and ext = Trsys(ρ ρ⊗1)
Proof. Let us first note that |ψ ψ| 1 2 = |ψ ψ| and expand the fidelity:
Finally, it is easy to see that the term with the square root equals to F (ρ sys , ρ). To this end expand F (ρ sys , ρ) = Tr |ψ ψ| ρ sys |ψ ψ| = Tr (|ψ ψ|) Tr (ρ sys |ψ ψ|) = Tr (ρ sys |ψ ψ|)
which completes the proof.
, the following relation holds
Moreover, when the target state ρ = ρ 2 is pure, the maximum is attained for the state ρ ext =
) and the inequality is saturated.
Proof. First note that the processing inequality implies
, ρ) -tracing out subsystems can only increase the fidelity. This implies the inequality. Second, when ρ is pure, we can apply Lemma .1 to the fidelity
Hence, the equality
Appendix A.2 Extension to multi-partite scenariosIn the framework of the certification of channel with several inputs, e.g. two-qubit gates, the channel E supposedly implements an interaction between a number of physically distinct subsystems, which can be clearly identified at the input and the output of the tested device. In this case, the side A is composed of n parties
carrying one subsystem each, but also the reference channel E comes with a product structure for the Hilbert spaces
In this context, a certification up to global isometries on side A is not sufficient, e.g. this would not distinguish an entangling two-qubit gate (a CNOT gate for example) with the identity. Hence, in order to allow for the device-independent certification of channels acting on several systems, the the maps Λ i and Λ o must be local with respect to the partition of A , as we now describe.
A channel E : 
where each H A (k) carries the state of the subsystem k on which the device acts, and H * can carry external systems that define the initial state of the tested device. For example, the on/off button on the device can be such an external subsystem proper to the device. The Hilbert space for each physical subsystem H A (k) has an unspecified dimension . We extend it with the input Hilbert space H (k) i of the specified dimension, which will carry part of the maximally entangled state |φ
i . Then each local injection map sends state of this extended Hilbert space
into the physically relevant Hilbert space H A (k) on which the gate E can act. With the overall map Λ i = (
, where 1 * simply says that the internal state of the device is untouched. Similarly, the local extraction given by
maps the state of the physical output of the gate into the output Hilbert space of the ideal channel E such that the global map reads
With these definitions, the channel composed with the maps takes the form
By setting the state of the subsystem H A to be the one prepared by the source ρ A , we finally get the desired
that allows to compare E to the target channel E, as depicted in Fig. 5 . Note that the state ρ A also contains the initial internal state of the device itself. This allows to address eccentric scenarios where the source can be entangled with the device. In practice, one can often assume that the state produced by the source is independent from the device, in which case the state ρ A decomposes as ρ A ⊗ρ * , where A only refers to the source. Whenever this is possible, we can forget about the internal state of the gate ρ * and the Hilbert space H * , absorbing it in the definition of the channel E. We assume that this is the case for the rest of this section.
As a particular application of the above definition, let us now consider the case where the state in the experiment is produced by n independent sources, each of which distributes an entangled state to A (k) and B (k) . Under this assumption the marginal state of A takes the form
Because each auxiliary state ρ A (k) can be created locally, one can absorb them in newly defined injection maps
With the maps defined this way, the explicit dependence on the state of the source ρ A disappears, that is
as depicted in Fig. 6 . It is important to realize that if the sources are not independent such a formulation of the device-independent certification of a gate is impossible because one can easily imagine channels which can only perform the desired operation when the source provides an entangled state in some auxiliary degrees of freedom. For example, imagine that the source distributes two auxiliary maximally entangled states |φ + A (k) -A ( ) to each pair of subsystems A (k) and A ( ) , and that the channel E first teleports all the inputs on one subsystem, say A (1) , performs the desired operation E locally at A (1) , and then teleports the resulting states back to the respective parties. This sequence of operations would allow the channel to act as desired, but only provided that these singlets are actually distributed by the source. In other words, it would fail to work when provided independent auxiliary . . . ...´F IG. 6. Device independent certification of multipartite channels with n independent sources. The local injection maps Λ (k) i can be optimized independently of the system's state ρ.
states. The recipe defined in Eq. (32) would then fail to act as the target channel E and only the procedure defined in Eq. (28), which includes the partial state of the source ρ A produced in experiment, would perform the desired operation.
Appendix A.3 Relation between the Uhlmann channel fidelity and the diamond norm-We show how the Uhlmann fidelity between the Choi state of two channels can be used to bound the diamond norm between these two channels.
Let us first recall that the diamond norm between two channels E i-o and E, acting between the same Hilbert spaces
This expression has an operational meaning: It directly relates to the maximal probability to discriminate the two channels in a single measurement, when comparing the images of some state |ζ .
We are interested to compare the reference channel E and the channel E i-o = Λ o • E • Φ i . In particular, we show that the fidelity F(E, E) of Eq. (1) of the main text can be used to bound the diamond norm between E i-o and E.
Proposition .3. The diamond norm ||E i-o −E|| between two quantum channels
is upper bounded by where 
Furthermore, the operator K = i ζ i |i i | applied on this state results into
K is a valid Kraus operator 0 ≤ K † K ≤ 1 and hence together with the unitary U can be implemented as one branch of some probabilistic announced two-branch protocol P acting on the second Hilbert space (a twooutcome POVM). From the initial state |φ + this protocol prepares the state |ζ with probability p = 1 dim(Hi) (successful branch), and some other state with probability (1 − p) (failure branch).
Next recall that the Uhlmann fidelity between any two states ρ and σ upper bounds the trace-distance between the same states as
Hence, from Eq. (36) one gets
(40) The trace distance D satisfies the processing inequality, meaning that it cannot increase whatever common operation is performed on the two states. In particular, this holds for the protocol P, which, in addition, commutes with the channels and can therefore be applied before them, leading to
D stands for the trace distance between the states prepared in the failure branch and satisfies (1 − p)D ≥ 0. Combining with the previous inequality yields
Since this holds for any state |ζ and p = 1 dim(Hi) , the proposition is proven. 
lead to the following bound
Proof. First note that the same map Λ B appears in both equations. Hence we get rid of all the external systems on the side B and introduce the state ρ = ( 
Using Proposition .2 for H sys = H i , we can express the first fidelity as
where the auxilliary state on Alice side ρ A ext is by definition given by (47) with ρ A = Tr B ρ as defined in the main text.
An isometry Φ A i is a unitary embedding of the state into an Hilbert space of a larger dimension. As such, it can be decomposed as ( Φ
Plugging this into Eq. (46) gives
where we used the invariance of fidelity under unitary transformations and the fact that it can only increase when subsystems are traced out. Note that the right term in the last fidelity can be simply written as
defining the injection map Λ A i . Hence, we have
Now we apply the map (Λ A o • E ⊗ 1) on both states 3 in the last equation. The processing inequality ensures that the fidelity can only increase by doing so, therefore
Next, we use the equivalence of the triangle inequality for the Unlmann fidelity arccos (F ( 1 , 3 ) ) ≤ arccos(F ( 1 , 2 ) ) + arccos (F ( 2 , 3 ) ) (52) for the states
Eq. (45) directly gives F ( 2 , 3 ) = F o while Eq. (51) gives the bound F ( 1 , 2 ) ≥ F i , which in turn implies arccos(F ( 1 , 2 )) ≤ arccos(F i ). This leads to
Finally, noticing that
In the proof of the previous proposition, we have explicitly constructed the injection map Λ A i identifying input subspaces on which the channel E i-o acts. This map is constructed from the extraction map Λ A i in the certificate of the input state Eq. (2) of the main text. We now show that a similar result holds in the multipartite case where the channel E implements an interaction between several physical systems.
Proposition .5. Let ρ be a quantum state shared between the sides A and B, A consisting of several parties {A (k) } n k=1 . Let also E be a channel acting jointly on all the parties on side A , E :
Remark that both E and Λ A o only act nontrivially on the "physical" system ρ , the additional subsystems added by the isometries are simply simply traced out by the composed map
a reference channel, and |φ + ∈ H i ⊗ H i a maximally entangled state. Given the maps Λ 
the following two equations
imply the following bound on the fidelity between the channels E and E
arccos(F(E, E)) ≤ arccos(F
In addition, the injection and extraction maps Λ i and Λ o in the definition of F(E, E) (see Eq. (4) of the main text) also have a local structure
as described in Appendix A.2.
Proof. The proof is a simple modification of the proof of Proposition .4. It is similar until Eq. (46)
At this point we use the product structure of the isometry Φ
, where each isometry acting on the party A (k) can be written as Φ
Hence the unitary in (48) also has a product structure U i = U To conclude, we notice that in the case where the quantum state ρ is produced by independent sources it has the form
where each state ρ A (k) -B (k) is shared between the parties A (k) and B (k) , and ρ * is the initial state of the device. Consequently, the marginal state of Alice is product with respect to all subsystems
. This allows to conveniently absorb each state into the local injection map Λ (i) i performed locally by the corresponding subsystem
Hence, in the proof of the above proposition the state of the source ρ A can be absorbed in this novel definition of the injection map Λ A i , except for the degrees of freedom that describe the initial state of the measurement device itself ρ * (which may specify, for example, that the device is plugged in). Considering the initial internal state of the device ρ * as part of the channel E, we can write the following corollary Corollary .5.1. Given all the condition of the proposition .5, if in addition the sources for each input subsystem of Alice are independent, it follows that
(63) and the maps Λ Proof. We just presented the proof.
As discussed in Appendix A.2, this result would not be possible without the assumption of independent sources. Appendix C Robustness of channel certification in presence of white noise-Here we illustrate the robustness of the bounds obtained for the fidelity of the single qubit unitary channel and the two qubit CNOT gate. To this end, we consider a simple model where each element suffers from white noise. In particular, each source produces the two qubit mixed state
that is, with probability S , it fails to output the maximally entangled two-qubit state φ
and produces a totally depolarized two-qubit state 1 4 1 instead. The measurement devices output a random result with probability M , which corresponds to replacing each Pauli by X(Z) → (1 − M )X(Z) in the Bell operator. Similarly, the channel E fails to perform the desired operation with probability C , in which case it outputs a totally depolarized state of the corresponding dimension.
Within such a model, the calculation of expected Bell values is straightforward and gives Appendix D Systematic approach to robustly certify N-qubit states device-independently-In this appendix, we describe an approach for the device-independent, robust state certification that allowed us to certify any two-qubit controlled unitary gate. We provide a systematic recipe that can be applied to arbitrary N-qubit states, even though its convergence is not guaranteed. Appendix D.2 and D.3 exploits the Jordan lemma to show how one can obtain device-independent bounds on the fidelity of N-qubit states from a given Bell test. Appendix D.4 shows how to devise Bell tests tailored to the robust certification of N-qubit states. Appendix D.5 finally applies our approach to the maximally entangled two-qubit state and the four-qubit states obtained by applying CU ϕ gates on two maximally entangled two-qubit states. Before we start, we discuss a figure of merit, the overlap, to compare two quantum states.
Appendix D.1 Hilbert-Schmidt inner product and relation to the Uhlmann fidelity-The Hilbert-Schmidt inner product (aka the overlap) between two states ρ and ρ defined on the same Hilbert space is given by
The overlap does not satisfy some nice properties of the Uhlmann fidelity, but has the advantage to be a linear function of the quantum states and thus allows one to use efficient optimization techniques. There are several known results and methods for robust state certification [15, 16, 19, 20] , that provide bounds on the overlap between the state to be certified and the target state.
As we now show, bounds on the Hilbert-Schmidt product can be directly used to bound the Uhlmann fidelity needed in Eq. (2)- (3) of the main text.
Lemma .6. Given two quantum states ρ, ρ, the following relation holds:
with equality when one of the two states is pure.
Here we used the concavity of the square of the Uhlmann fidelity with respect to its second argument [34] . The corresponding inequality is saturated when ρ is pure. By symmetry of the Uhlmann fidelity, equality is also achieved when ρ is pure.
The definition of the Hilbert-Schmidt product naturally generalizes to the case with a state of the global system defined on H sys ⊗ H ext and a state ρ of a subsystem on H sys
as it is commonly done. In such a case Lemma.6 ensures that F (Tr ext ( ), ρ) ≥ O( , ρ) with equality when ρ is pure. Appendix D.2 Device independent certification of states using Jordan's lemma-In this subsection, we show how the device-independent certification of an N -qubit state can be reduced to an N -qubit problem. This reduction is only possible if certain requirements are fulfilled: (i) The Bell test has to involve at most two different measurements per party, and (ii) these measurements must be binary. If these requirements are fulfilled we can use Jordan's lemma, which states the following [33] :
Lemma .7. Let X and Z be two Hermitian operators with eigenvalues −1 and +1. Then there exists a basis in which both operators are block-diagonal, with blocks of dimension 2 × 2 at most.
This directly implies that if a Bell operator B consists of binary measurements then the operator B corresponding to the Bell test can be written as
In this expression, B α1...α N is a N -qubit Bell operator, and the indices α 1 , . . . , α N denote the block of parties 1, . . . , N respectively. Therefore, the expectation value of the Bell operator is given by
where α1...α N is an unnormalized N -qubit state corresponding to the projection of the global state ρ onto the ) and on the other elements of the setup, i.e the sources and measurements ( Setup).
blocks (α 1 . . . α N ). We can add the normalization by writing 
then there is an isometry Φ = Φ 1 ⊗ Φ 2 ⊗ . . . Φ N for which the global state satisfies
Proof. For each party, let us define the isometry Φ i = αi Φ αi , which independently maps the state in each block α i onto the output (qubit) subsystem. Under these isometries the overlap of the global state ρ with the target state ρ satisfies
where we used the linearity of the Hilbert-Schmidt product and the convexity of f .
Hence, a solution of the N -qubit problem in the form of a convex bound as in Eq. (77), can be directly applied to device independently certify any state ρ from the observed Bell value β. This problem can be solved numerically, as we now show. Appendix D.3 Convex bound on the N -qubit fidelityFirst let us fix the form of the local observable X i and Z i , i ∈ {1, 2, . . . , N }. After applying Jordan's lemma and choosing a suitable coordinate system (via a local basis change for each block that is absorbed into the isometry), we can express the two observables of party i in the block α i as
where σ x and σ z are Pauli matrices, r ∈ {0, 1} and a αi ∈ [0,
. . , a α N ) only involves terms of the form (80) and is uniquely specified by the angles a αi .
In order to apply the Proposition.8 we first fix the dependence of the local isometries on the angles Φ αi = Φ(a αi ). Then we lower bound the overlap O (Φ a1 ⊗. . .⊗ Φ a N ) [τ ] , ρ between the target state ρ and all N -qubit states τ whose Bell value Tr (τ B(a α1 , . . . , a α N ) ) exceeds a certain value β . This implies the following optimization:
For simplicity, we dropped the box index α i → i in these expressions.
If we fix the values of β and the angles a 1 , . . . , a N , the problem reduces to a linear optimization, which can be done very efficiently using semidefinite programming for example. So, we use the following strategy: For every β , we fix a 1 , . . . , a N , we run the linear optimization and then minimize the overlap over the angles. Finally, the convex function f (β) of Eq. (78) is obtained as the convex roof of O min (β ).
The optimization (81) is then directly formulated
in terms of the extraction maps Λ(
induced by the isometries. The resulting Λ(a i ) is some completely positive trace preserving (CPTP) map on a single qubit. Reciprocally any CPTP map can be dilated to an isometry, hence choosing the dependence of the local isometries Φ(a i ) on the angle amounts to choose a parametric family of extraction maps Λ(a i ).
To run the optimization, it remains to chose the dependence of the extraction maps Λ(a i ) on the angles a i . To do so, we follow the analytic studies presented in [16] , where single-qubit dephasing channels are used:
where g(a) = (1 + √ 2)(cos(a) + sin(a) − 1) and
(84) So far we have assumed that we know the Bell test that is suitable for the robust certification of the target state ρ. We will now give a hint on how, given a target state, the research of such a Bell test can be tackled.
Appendix D.4 Devising Bell tests tailored to the robust certification of N -qubit states -In this appendix, we briefly describe the approach that we used to devise Bell tests tailored to the certification of 4-qubit state family |ξ ϕ . While, in principle, this approach can be used for any N -qubit state, its convergence is not guaranteed. In any case, it provides necessary conditions that have to be fulfilled by a Bell test to be suitable for the certification of a given state, drastically limiting the set of potential candidates. The full details will be described elsewhere [35] .
Since we want the extracted fidelity to be one in the ideal case, the state ρ has to be the unique state that attains the maximal quantum value of the Bell test for a given realization of the observable. Hence, the simplest necessary condition for a Bell test to be suitable for the certification of a given state, is that this state gives the maximal Bell value for a fixed realization of the observables. As a first step, we thus consider a set of Hermitian operators that have the state |ξ ϕ for unique maximal eigenstate. Such a set of operators can be obtained by applying the gate CU ϕ on the convex sums of stabilizers of the initial Bell pairs φ
Trivially, any such operator, except those for which the weights of some stabilizers are identically zero, has the state |ξ ϕ as unique maximal eigenstate with eigenvalues 1. Since we want to use the Jordan lemma, we furthermore restrict ourselves to operators that can be expressed as a linear combination of correlators that only contain identity and two other Paulis per party. The Jordan lemma ensures that any such Bell test attains its maximal value for the case of qubits, i.e. when the boxes correspond to some Pauli matrices and the state is a four-qubit state. Note that different expansions of an operator in correlators (related by local rotations of the Paulis) correspond to different Bell tests. Similarly, a Bell test, seen as a sum of correlators, can correspond to different Bell operators, via different assignments of operators to the measurement boxes. If the aim of this test is to certify the target state, not only the state has to be the maximal eigenstate for a fixed assignment (a fixed Bell operator), but the corresponding eigenvalue, that we conveniently set to λ = 1, has to be globally maximal. Hence, as a second step, we discard the operators among all the candidates to the Bell test whose maximal eigenvalue is not a local maximum with respect to small perturbations of the measurement boxes 4 . This can be done by standard second order eigenvalue perturbation methods: check that λ is not perturbed at first order and all second order terms are negative. Moreover, the sensitivity of maximal eigenvalue to small misalignments of the measurement boxes (the negativity of the second order derivatives of λ) is a good indication of the fact that the Bell value is the most sensitive to a drop in state's fidelity. This is precisely what is required for a robust certificate. Therefore, as a last step we look for the Bell test for which the maximal eigenvalue is the most sensitive to perturbations in all possible directions.
The resulting family of Bell tests for |ξ ϕ reads
with c ϕ = cos(ϕ), s ϕ = sin(ϕ) and correlators defined for the four parties ordering
Here a (i) , b (i) = ±1 label the measurement outcomes for each party, and M k = X or Z labels the two possible measurement settings for party k. Whenever the setting label is M k = 1 the corresponidng party does not measure, that is
For the assignements
B ϕ attains the maximal quantum value B ϕ = 1 for the state |ξ ϕ = CU ϕ φ
Recall that the gate is applied on A (1) holding the control qubit and A (2) holding the target one. The maximally entangled states φ
are shared between A (1) with B (1) and A (2) with B (2) . A curious reader might be also interested to learn that the local bounds for the Bell tests B ϕ are given by
Appendix D.5 Results-Below we present the results of the optimization for the states discussed in the main text.
Maximally entangled two qubit state-The maximally entangled two qubit states φ
(|00 + |11 ) has the two following stabylizers σ x ⊗ σ x and σ z ⊗ σ z in the X-Z plane. Any operator
with 0 < p < 1 has φ + 2
as the unique maximal eigenstate with eigenvalue 1. Applying the approach of the previous section to the operators B(p), we find that the Bell test
with
, is the most sensitive to the perturbation of the boxes. The latter corresponds to the operator B( well-known CHSH inequality [31] 
Let us now illustrate our numerical optimization method on the CHSH inequality. The results we find match the already known analytical result of Ref. [16] , highlighting the validity and applicability of our approach. Eq. (80) ensures that Alice's obsevables X 1 , Z 1 on her k-block and Bob's observables X 2 , Z 2 on his l-block can be written as
The two-qubit CHSH operator on the (k, l)-block is thus expressed as 
with β * ≈ 2.11. Applying the Proposition .8 and the Lemma .6, we conclude that a CHSH value β implies a lower bount on the fidelity
Four qubit entangled states |ξ ϕ -We follow the same steps for the states |ξ ϕ and corresponding Bell tests B ϕ . This allows us to conclude that the Bell value γ leads to the lower bound
where the constant γ * ϕ depends on the parameter ϕ. For the ten values of ϕ that we analyzed we find that γ * ϕ ∈ [0.8, 0.85], with the best case γ * π ≤ 0.795 that corresponds to the CNOT gate, and the worst case γ * , that is, the square root of a CNOT.
Appendix E Relation to the work by Magniez et al. [28] -Following the questions of referees, we include here a detailed comparison between our contributions and the work by Magniez et al. [28] . While the general context of both papers is the same, we believe that our results and motivations are indeed very different.
1. Our goal is to provide operational bounds for the certification of building blocks of quantum computers. Hence, our certification of a device, formalized in Eq. (14) , gives a recipe of how to use a black box in order to perform the desired quantum operation on well identified subsystems with predefined Hilbert space dimensions. In the non-ideal case where the black box does not perform exactly as the reference operation, we directly give a bound on the fidelity of the actual operation with respect to the target one. The notion of equivalence in [28] is defined in the other way around. It establishes that the operation performed by a black box can be reproduced by the ideal target operation if the latter is supplemented with auxiliary systems and unitary operations. In the ideal case, the two formulations can be shown to be equivalent. In the non-ideal case, however, the figure of merit proposed in [28] cannot be easily used to certify the usefulness of the black box for a particular task.
2. The strategies proposed to obtain a certificate on a device E are different in our paper and in Ref. [28] . In the latter, three measurement settings per parties are required, and one collects all the measurement statistics for the states |φ + , E ⊗ 1 |φ + and E ⊗ E |φ + . In particular, this requires two devices acting similarly to the target channel E in order to certify one of them. A device must then be used by each protagonist A and B. In our case, two settings per party are required and we can certify a channel even if we only have a single instance of it: any two certificates for states |φ + and E ⊗ 1 |φ + obtained with the same measurements on side B can be combined to certify the device E itself.
3. The notion of "robustness" or "tolerance to noise" does not have the same meaning in our paper and in Ref. [28] . In the latter, this notion has an information theoretic meaning. It is shown that a deviation of the statistics by leads to a bound on the deviation of the quantum description of the black box from the reference (tensor with something else) at the order O( √ ) = c √ .
The authors however, say nothing about the constant c. This makes such a robustness statement simply unusable for any practical application. To our knowledge, the constant here is still unknown. Other self-testing results following a similar line of thought were shown to be extremely sensitive to noise. For instance, the self-testing result of [36] becomes trivial for 4 × 10 −5 . The onecopy singlet state certification of [37] , stated in lemma 4.2 of [38] , is also only relevant for 10 −5 . This estimation does not account for the overhead of the full protocol presented there which, constants aside, needs to be repeated an order of n 8192 where n is the number of gates in the circuit (note that this last scaling was improved in more recent works [25, 27, 36, 39] ). Such robustness is currently irrelevant for any practical purpose.
With our approach, we show that a nontrivial certificate on a black box can be obtained even with 1% white noise on each element of the setup, see Fig. 7 . Recently, self-testing results with a similar noise resistance led to the first experimental self-testing of a quantum state [40] (a two-qubit maximally-entangled state).
