Due to the importance of signature vector in studying the reliability of networks, some methods have been proposed by researchers to obtain the signature. The notion of signature is used when at most one link may fail at each time instant. It is more realistic to consider the case where non of the components, one component or more than one component of the network may be destroyed at each time. Motivated by this, the concept of t-signature has been recently defined to get the reliability of such a network. The t-signature is a probability vector and depends only on the network structure. In this paper, we propose an algorithm to compute the t-signature. The performance of the proposed algorithm is evaluated for some networks.
There are different models to get the reliability of networks. One of these models, which has been considerably explored, represents the reliability of network as a mixture of the reliability of ordered lifetimes of links; see [10] and [8] . Let T be the lifetime of a network having n links with independent and identically distributed (i.i.d.) lifetimes T 1 , . . . , T n .
Under the assumption that there are not ties between the occurrence times of links failure, P (T i = T j ) = 0, i = j, the network reliability is written as
where T i:n is the ith ordered lifetime of links and s i = P (T = T i:n ) , i = 1, . . . , n. The probability vector s = (s 1 , . . . , s n ) is called signature which does not depend on the random mechanism of links failure and is only determined based on the network structure. Similar mixture representation is hold for the reliability of network when the links of network fail based on a counting process; see, [8] and [12] . In recent years, many researchers have been investigated the modeling of network reliability based on signature and its variants under various schemes and applications. See, among others, [6] , [11] , [2] , [14] .
The concept of signature has also combinatorially definition given in [7] as follows: Consider a network with n links and let π = (e i 1 , e i 2 , . . . , e in ) denote a permutation of the ordinal number of network links. Assume that all links are in up state and by moving from left to right of permutation, turn the state of each link from up to down. By the assumption that all permutations are equally probable, the signature is defined as s = (s 1 , . . . , s n ) where
where n i is the number of permutations in which the failure of the ith link causes the change of network state from up to down. It is difficult to compute the signature of a network with a large number of links. Two basic formulas were given in [3] to compute the signature of a system which can be decomposed into two subsystems. Da et al. [4] derived some formulas for computing the signature of a k-out-of-n system consisting of n modules.
Marichal and Mathonet [9] proposed a method to get the signature of system using the diagonal section of the reliability function via derivatives. An algorithm was suggested in [7] to calculate the signature of two-state networks. Da et al. [5] gave an efficient algorithm for computing the signatures of systems with exchangeable components.
As mentioned before, the notion of signature is applicable when it is not possible to fail more than one link at each time instant; see, e.g., [7] , [11] . It is more realistic to consider the case where more than one link may fail at each time. Motivated by this, Zarezadeh et al. [13] studied the reliability of two-state networks under the aforementioned assumption.
They considered a network which is subject to shocks and each shock may lead to links failure. The network finally fails by one of these shocks. Further, it was assumed that N (t) denotes the number of links that fail up to time t, and T is the network lifetime.
Under the assumption that the process of occurrence of the shocks is independent of the number of failed links, it was shown that
where Therefore, the number of ways of order of links failure, denoted by n * , has been obtained
see Lemma 1 of [13] . Let the discrete random variable M denote the minimum number of links whose failures cause to fail the network in a way of links failure order. Clearly,
M takes values on {1, 2, . . . , n}. Suppose n i is the number of ways of the order of links failure in which M = i. Assuming that all ways of order of links failure are equally likely, the t-signature vector associated to the network is defined as s τ = (s τ 1 , . . . , s τ n ) where
It is clear that the t-signature depends only on the structure of the network and is free of the random mechanism of links failure. It should be mentioned that the t-signature converts to signature, defined in (2), when only usual permutations of links number are considered as all ways of order of links failure. An extension of t-signature to networks with three states is given in [1] . Due to the importance of t-signature in exploring the reliability of two-state networks, the aim of this paper is to propose an algorithm for computing the t-signature vector. For some networks, the performance of the algorithm is examined.
The proposed algorithm
Because of the importance of t-signature in analyzing the reliability and the failure time of networks, we give an algorithm for getting the t-signature of networks. To this, we first give the following remark which has a key role in the proposed algorithm for computing the minimum number of links whose failure causes the network failure in each way of links failure order, M .
Remark 1. A minimal path set is a minimal set of links whose working ensures the function of network. To fail the network, it is necessary to disconnect all corresponding minimal path sets.
Let us first introduce the following notations.
Notations:
n The number of links of the network. From the definition of t-signature, for computing the t-signature, we need to find all ways of order of links failure. Then we first give an algorithm for this purpose. In fact, computation of M is the main part of our algorithm which we give the following algorithm for its computation. It is remarkable that the proposed algorithm can be also applied for networks with more than two terminals. If the network is defined to be in up state if and only if all terminals are connected, the function "graph.has route" should explore the existence of a path from a terminal to all other terminals which finally connects all terminals and the function find min m explores the minimum number of links of failed set whose failure cause to disconnect the terminals of network.
As seen in Table 1 , the number of n * is very large even for n = 9. Then we need to get the approximate t-signature for large value of n * . To this, we select the samples using the method of probability proportional to size (PPS) sampling in which the probability of selecting an order from partitions with k parts is equal to m k /n * where m k is the size of total number of ordered partitions with k parts. 
Examples
In this section, we examine the algorithm for some networks. The computer program is developed in Python v2.7.10. To run this program we use an intel core i5-4200U processor Example 2. Consider the network with the graph as depicted in Figure 2 . This network has 7 nodes and 11 links in which the network is in up state if and only if there is a path between nodes a and d. As seen in Table 1 , n * = 1, 622, 632, 573. To explore the accuracy of approximation, we get both exact t-signature and approximated signature. The result
show that the accuracy of approximation is well even for n = 30000.
The algorithm can be coded using parallelism methods. Tables 2 and 3 represent the exact value of t-signature and approximated t-signature with sample sizes n = 10 5 , 10 6 , 10 7 , 10 8 , respectively, without parallelism method and using multi-threaded programming. This network has 11 nodes and 26 links in which the network is in up state if and only if there is a path between nodes PAR and COP. Table 4 shows the approximated tsignature for given sample sizes. As shown in Table 4 the sampling method is accurate enough and more efficient to be used instead of running the algorithm for exact answer (n * = 4, 002, 225, 759, 844, 168, 492, 486, 127, 539, 083) for this network. The values in Table 4 are average of three runs. 
