Background: Privacy is one of the fundamental rights of patients and their families in the health sector, and the violation of their privacy is a concern among them. Despite the importance of the issue, little research has been conducted to identify the determinant factors of patients' privacy concerns in the health sector. Hence, this research aims to address this issue in the psychiatric hospitals, where the violation of patients' privacy can seriously harm their face. Methods: The study was a descriptive and also a correlational study. Data gathering tool was a questionnaire adopted from published sources. Four hundred questionnaires were distributed in two psychiatric hospitals in Iran using a non-random sampling method, and 384 questionnaires were returned. SmartPLS software was used to analyze the hypotheses.
INTRODUCTION
Privacy in the health sector is a fundamental right and is one of the important concepts of health ethics.
1 Regardless of their position and health status; patients and their families need privacy for the physical and psychological healing. 2 Respect for individuals' privacy in the health sector is essential and is emphasized to establish effective communication with the patients' medical team, maintaining patient comfort, and their satisfaction. 3 However, in some cases, when a patient was admitted to a hospital, the patient and his or her family were unable to control his or her privacy consistently, and his or her privacy became violated during hospitalization by the medical team for various reasons. 4 Privacy gives dignity to patients and provides a range of mutual trust. 5 In such a secure environment, the patient is conducted to a more favorable physical and mental health, which hasten his or her recovery and this leads to an earlier discharge. 6 Consequences of patient privacy violation is severe and sometimes unpleasant. Some patients kept on hiding parts of their medical history due to fear of violation of their privacy and refused to went through some physical examination. Failure to comply with privacy leads to increased anxiety, stress, and aggressive and violent behavior in patients. 4 This is especially observed in cases when the patient has suffered from the diseases that might negatively influence their social position and dignity, like acquired immunodeficiency syndrome (AIDS), mental and psychological disorder, or being hospitalized in psychiatric hospitals. In such cases, privacy is a real concern for the patient and his family and hence, managing their concern is more important. Today, in hospitals, heavy reliance on technologies such as mobile devices and high-speed Internet access led to an increase in the volume of personal data to be recorded, stored, exchanged and used.
7
Intentional or unintentional disclosure of personal data by the hospital is a critical challenge. Some hospitals are so concerned about patient privacy that they even refused to disclose the medical record to the patients themselves, even when this information can be beneficial for the patients. This condition is caused by the desire to protect information privacy. 8 While individuals' need for privacy is important in the health sector, past research has rarely paid attention to this factor, and therefore there are limited studies investigating the variables that increase or reduce privacy concern. Most of the past research in this field, have either measured individuals' perception or concern regarding the level of their privacy, or have used some frameworks, like HIPAA to measure the level of privacy in health. However, researchers have neglected to study the determinants of individuals' privacy concern. Therefore, this study is one of the first research which has modeled and examined the determinants of privacy concern in the health sector. Moreover, while most of the past research has conceptualized privacy as a one-dimensional variable, some recent studies have referred privacy as a complex three-dimensional structure, which includes personal data gathering (especially computer anxiety); its internal or external unauthorized use, and personal data/ information errors. 9 Personal information gathering and tracking continuously rise information privacy concerns, which are the main interest of the lawmakers, organizations, researchers, and consumers. 10 On the other hand, there are relationships between computer anxiety and behavioral intentions.
11 Furthermore, personal information may be revealed to unauthorized third parties. 12 The study model proposed and tested in this research can play as a baseline model for researchers to develop theoretical models in their future research.
There are numerous factors that are expected to influence individuals' level of privacy concerns. Indeed, different researchers have suggested different factors as a potential determinant of privacy concern. For instance, one factor, which might influence patient's information privacy concerns, is ethics(including features such as reliability, honesty, respectfulness, and lawfulness). 13 People who care about ethics, believe that the information privacy is the right of all individuals and they put more concern in this regard.
14 The second factor is self-efficacy; which denotes one's estimation of his or her ability in various situations. 15 People, who have a high tendency to control, are more concerned about the information privacy. 16 In other words, those, who highly prefer to control all the circumstances and their consequences around themselves, are more concerned about what they cannot control, including the disclosure of the personal information, i.e., privacy. The third factor is risk-taking. Risk-takers are more willing to take risks than the risk-avoiders. Studies showed that person's belief about the risks of sharing sensitive information impacts on his or her concerns.
17
Trust as the fourth factor represents the general expectation of one's reliability, in particular 18 It is expected that people with a high propensity to trust have less fear or concern about personal information; because they have good intentions and think that others are trustworthy. 9 In other words, individuals' trust propensity is a factor indicating the degree of their belief in others and evaluate others' probability of threatening their interests, including their privacy rights. So, the individuals, those who have high degree of trust propensity and can easily trust others, believe that it's less likely that others violate their privacy rights and hence, have a fewer privacy concern. Another factor affecting patient's information privacy concerns is computers using anxiety. The individuals, who try to understand others' usage behavior of information technologies leads to the concept of anxiety in the use of computers, which means discomfort, anxious or afraid of computers.
10 It is because those who always concern the way others use the information available in information systems may think that others might abuse this information against them, such as the violation of their privacy and sharing their sensitive information with unauthorized parties.
CONCEPTUAL MODEL
There is a theoretical association between ethics and patient's information privacy. Personal values (like ethics) impacts strongly on people's attitudes and behaviors.
19 Therefore, it is logical that people who value ethics highly know that privacy is a right and consequently are more likely to be concerned with maintaining personal information and patients' rights, and their attitude to the information privacy will depend on their ethical tendency.
14 Thus, we suggest the following hypothesis:
H1: Ethics impacts privacy concerns positively
A person with high self-efficacy has internal control (the ability to control a particular situation).
15
When such person reveals his or her information to others, while he or she is unable to control it, he or she will probably be more concerned.
9 Therefore, we suggest the following hypothesis:
H2: Self-efficacy impacts on privacy concerns positively
About risk-taking, risk takers value risk-taking positions more positively.
17 Therefore, they welcome risky situations including those involving the violation of privacy rights and hence, risk-takers should have fewer privacy concerns. So, the following hypothesis is suggested:
H3: Risk-taking impacts privacy concerns negatively
Trust is a factor that empowers a person to cope with uncertainty and risk. 20 People with high confidence is expected to be less concerned or worried about personal information. Therefore, the following hypothesis is suggested:
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H4: Trust impacts privacy concerns negatively.
People who have a lot of anxiety in using computers, usually do not trust in technology. It is expected that this will also affect the fear of violating privacy. 
METHODS
This is an applied descriptive cross-sectional study. The statistical population included all the family members of the patients admitted to the two psychiatric academic hospitals (Farabi and Modares) of Isfahan University of Medical Sciences, which was estimated to be more than 10,000. The sample size, according to Krejcie and Morgan table was set as 384 samples. The stratified sampling method was used commensurate with the quota of each hospital. In the design of the questionnaire, we adopted the questionnaires published in reputed journals. The details of the questionnaire are presented in Table 1 .
Content and face validities were confirmed by using the opinions of the experts in this field, as well as by some of the samples' opinions. The construct validity was also examined by using confirmatory factor analysis. To do so, AVE and CR are evaluated as the indices used in confirmatory factor analysis to examine the construct validity of the scale.
As shown in Table 1 , the average variance extracted (AVE) values for all the variables were above 0.5. Moreover, as shown in Appendix I, all the items loadings exceeded 0.7.
The scale reliability was confirmed through the calculation of Cronbach's alpha using the SmartPLS software and as shown in Table 1 , Cronbach's alpha values and composite reliability (CR) values were above 0.7 for all the variables. Hence, the reliability and validity of the scale were confirmed. 
RESULTS
Partial least square (PLS) technique, using SmartPLS was used to examine the hypotheses. As shown in table 2, The R 2 for the endogenous variables is larger than 0.33 (criterion of average), which demonstrates that the structural model fits sufficiently. Endogenous variables in PLS as shown in Table 2 , are the variables used as either mediator or dependent variables. In our research, the dependent variable privacy concern, and its dimensions, i.e., data gathering, unauthorized access and unauthorized secondary use are endogenous variables. Also, since, Q 2 in the endogenous variables are higher than 0.35 (base of the criterion strength), the model has a high predictive power.
As shown in Table 3 , and Figure 2 and 3, the first hypothesis was accepted at 0.001 significance level while the second and third hypotheses were accepted at 0.05 significance level. The results of the statistical analyses found no significant relationship between the variables.
DISCUSSION
Today, computers have become the front line of automation and innovation. Hence, privacy is one of the most important challenges that patients and their families are concerned about regarding information systems. Concerns about the information privacy, including the use of social networks, websites, and information systems that store people's information. Since each behavior in the first place has a psychological and personality predictor which shape people's behavior and perception, it is expected that the dimensions of psychological characteristics will be effective on this structure. The findings of this study also showed that ethics and self-efficacy had affected these concerns. In this way, people with a high level of ethics and self-efficacy are more concerned about privacy. People with lower risk-taking rates also have more privacy concerns about their private information. This finding is consistent with Korzaan and Boswell's findings. 9 Moreover, the findings can be implicitly associated with the findings by Sun et al., 
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due to the confirmation of impact of self-efficacy on information privacy concerns; also with findings by Soo et al., 24 due to the confirmation of impact of risk-taking on information privacy concerns.
In the first hypothesis-i.e., the impact of ethics on privacy concerns-the results of structural equation analysis showed that ethics has a positive and significant influence on privacy concerns. This relationship has been only studied in a study by Korzaan and Boswell 9 and our findings are consistent with this study. While ethics is related to morality, it should be noted that unethical behavior is not always illegal. In most cases, when individuals and organizations encounter an immoral problem, they are not confronted with law breaking. But this does not mean that moral decisions do not have a serious influence on the individual, organization or society at large. For this reason, many organizations develop ethics codes for themselves. This holds true in the case of the health sector. The diversification and expansion of the application of IT software have created a variety of ethical issues. As expected, patients and their families who care about ethics are more concerned with their patient information privacy. Hence, it can be recommended that hospitals need to emphasize on the ethics of their personnel, the importance of protecting information and patient identities, and make sure that every health personnel in the hospital is well aware of this issue. Moreover, hospitals should provide patients with consent for electronic records, and without their permission, the hospital should not disclose any information from the patient to other parties. The ministry of health, as well as hospitals' administration, should deal with complaints of noncompliance with ethics and lack of protection of patient information, and punish the agent severely. Another suggestion is that hospitals need to give moral commitment letter to patients that the collecting and processing of personal data are lawfully and fairly for health purposes and there is no other use of this data. These steps can ensure patients that the risk of unethical behavior regarding the violation of their privacy rights is minimum.
In the second hypothesis, the results indicated that self-efficacy has a positive and significant influence on privacy concerns which is similar to findings of Korzaan and Boswell 9 Also, the findings of Chen and Chen 12 and Chen 25 showed that people who desire to have high control and self-efficacy, have a considerable extent of privacy concerns.
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The study result by Sun et al. 23 also indicated a significant impact of self-efficacy on information privacy in social networks. It should be noted that people with high self-efficacy have higher tendency to control all situations. Therefore, since the individuals, with higher level of self-efficacy cannot control the disclosure of their sensitive information with unauthorized parties, they have more concern regarding the violation of their privacy. Since hospital information systems (by collecting patients' data and using them) reduce individuals control on the information, it can increase the patient's concern for privacy. Hence, the more individuals have self-efficacy, the more they are concerned about their privacy. According to the findings, it is suggested that the hospitals make sure that patients have the ability to control their information and reduce the perceived risk of collecting and accessing personal information through the upgrade of equipment and the use of security systems. Hospitals should create standards that increase awareness of privacy and control capabilities. Therefore, the patient and, if necessary, his or her family should have control over third parties' access to their patient records and information. For instance, they can ensure patients and their families to ask for permission before sharing their information with other parties. The hospital should also create conditions where people are free to hide or block parts of their records.
In the third hypothesis-the impact of risk taking on privacy concerns-the findings showed that risk-taking has a significant negative influence on privacy concerns. According to Korzaan and Boswell, 9 Soo et al., 24 and Junglas et al., 26 openness has a direct and significant influence on privacy concerns. It should be stated that individuals who have higher risk-taking behavior, certainly have a great incentive to avoid failures and yet participate in high-risk actions. Since the sharing of information is at some risk, therefore, risk-takers will certainly be more comfortable sharing their information and will be less concerned about their privacy. Electronic health systems, especially electronic health records, in addition to better personal health management, reduce the cost of health care by avoiding dual diagnosis or prescribing a duplicate medication. But security and privacy are the most important features of electronic health systems. Obviously, the aggregation of electronic health systems is a very sensitive process, because disclosure of patient information entails a lot of harm to the patient and has irreparable social consequences. Individuals, who have higher risk taking personality, are less concerned about the protection of patient information. Therefore, hospitals should reduce the risk of disclosing patient's private information and eliminate the concern of patients about their private information being disclosed, by implementing policies and procedures such as ongoing inspections, precise monitoring and certain penalties for illicit disclosure of patient information. Moreover, data should be clear, up-to-date and tailored to the goals. They should not be kept longer than necessary. There should be an appropriate enforcement action against the illegal and unauthorized data processing to reduce privacy protection risk.
In the fourth hypothesis-the impact of trust on privacy concerns-the findings showed that trust has no significant influence on privacy concerns, which is consistent with findings by Korzaan and Boswell.
9 Also, in a study by Bansal et al., 27 trust in a website negatively leads to privacy concerns. People with a high degree of trust propensity are expected to worry less about personal information; because they think that others are trustworthy and have good intentions. Therefore, it was expected that by increasing trust in others, privacy concerns level is reduced. However, it was found that trust has no significant influence on privacy concerns, which might be due to the fact that relationship between trust and privacy concerns is more complex than the model presented in this study. According to McKnight et al., trust is associated with the individual's ability to cope with uncertainty in different situations. 18 Since the sample of this study was from hospital clients, it is possible that trust in these hospitals is not a prominent problem and thus does not relate to the concern of individuals. We suggest that other studies be conducted on a different target sample so that knowledge of the relationship between trust and privacy concerns is investigated.
In the fifth hypothesis-the impact of computer use anxiety on privacy concerns-findings showed that the anxiety of computer use with the concern of individuals about privacy is not significant. This finding is different from findings by Stewart and Segars, 19 which may be due to the fact that his samples come from several different regions. Also, the findings are not consistent with findings by Osatuyi 16 regardingsocial networks members. On the other hand, this finding was closely aligned with study result by Korzaan and Boswell, which was done in a group of students in one of the US universities. 9 Contrary to the hypothesis, there was no direct impact of anxiety in using computers on privacy concerns. This result might be ascribed to the group of sample being used in this study. The contradictive results between the studies might be due to the difference in sample population assuming no randomization was performed, training variations, or other confounding factors.
CONCLUSION
According to the findings, self-efficacy, ethics and risk taking influence privacy concerns; but, trust and computer anxiety do not have any influences on it. So, we suggest that hospitals should develops, inform and implement policies and procedures to emphasize ethics, security and information protection control, ongoing inspections, precise monitoring and definition of penalties for the disclosure of patient information. It also applies standards to increase awareness of privacy and its control capabilities. Hospitals should obtain the informed consent of the patient for the establishment of his/her electronic records, along with informing about the probability of cybercrime attacks and its risks, and, should not disclose any information to other people and organizations, without the patient's permission. Also hospital should investigate any complaints of non-compliance with ethics and disclosure of patient information.
Moreover, hospitals should acknowledge in a written moral commitment that gathering and processing of personal data is done in compliance with laws only for health purposes. Also, take appropriate enforcement action against unauthorized and illegal processing of data to reduce the risk of privacy violations. Equipping and applying security systems, ensures that individuals are able to control their information and reduces the perceived risk of collecting and accessing personal data. The hospital should create conditions where patients can hide or block parts of their records and each them, in case of reluctance, would be able to prevent his/her data maintaining in the centralized electronic health record database, at any time.
Limitations and future research implications
There are some limitations associated with this research. First, the determinants of individuals' privacy concern are not limited to the variables examined in this research. There might be some more organizational and individual factors, which need to be explored and incorporated in the future studies' models. Secondly, the model was tested in Iran and researchers should be cautious not to generalize the findings to other countries.
