Abstract. This paper investigates the randomness properties of a function of the divisor pairs of a natural number. This function, the antecedents of which go to very ancient times, has randomness properties that can find applications in scrambling, key distribution, and other problems of cryptography. It is shown that the function is aperiodic and it has excellent autocorrelation properties.
INTRODUCTION
One of the earliest well-articulated mathematical problems to be found in the world literature is that of divisors of a number [1] . The problem of divisor pairs of a number is mentioned in the second millennium BCE Sanskrit text called the Śatapatha Brāhmaṇa 1 . This scientific knowledge described in the text includes geometry, algebra, and astronomy and it is one of the earliest sources for Pythagorean triples [2] . The idea of divisors in the text is in the sense that 4 has three divisors (1,2,4) and two divisor pairs (1, 4) and (2, 2) .
Speaking of divisors of a number, the text states that the number 720 has 15 divisor pairs and 10800 has 30 divisor pairs. These numbers are correct since the number of divisors, ) (n d , for 
, and the number of divisor pairs which we call ), (n δ will be half of it but rounded up when ) (n d is odd. In general, Figure 1 gives the value of the function ) (n δ for n < 1000.
The function ) (n v satisfies the relation:
. Below is a list of beginning natural numbers with valency of 1, 2, 3, and so on: [4] , [5] . Related also to the valence number is the number of primes factors ) (n b , which is simply equal to n.
for the sequence of numbers n. We also define
which is the running sum of the ) (n κ function. 
In general, we can consider other functions of the exponents associated with the prime factors of a number. We can thus speak of a generalized valence function , ), (n V which is given by: 63  94  125  156  187  218  249  280  311  342  373  404  435  466  497  528  559  590  621  652  683  714  745  776  807  838  869  900  931  962  993   -20   0   20   40   60   80   100   120   140   1  18  35  52  69  86  103  120  137  154  171  188  205  222  239  256  273  290  307  324  341  358  375  392  409  426  443  460  477  494 Thus ) (n δ is a special case of ) (n V . In general, it would be worthwhile to determine which forms of ) (n V are of most interest to the computer scientist from the point of view of generating random sequences.
Here we wish to study the randomness properties of the binary sequence
. This is continuation of a project to examine the randomness characteristics of a variety of number-theoretic functions which include prime reciprocals [6] - [8] , Pythagorean triples [9] , permutation transformations [10] , and Goldbach sequences [11] . We show that the sequence is irrational and it can be used as a pseudorandom sequence. 
A RELATED FUNCTION
As seen in Table 2 , ) (n κ and ) (n λ are different at values of n = 8, 16. Likewise, the values will be different for n= 27, 81, and so on.
The Liouville function ) (n λ satisfies the following property:
A number with high valency is composite in multiple ways. It is interesting that Ramanujan worked on highly composite numbers [12] and this work has attracted recent attention [13] .
An integer n is said largely composite if for m ≤ n, d(m) ≤ d(n).
Ramanujan [12] presented the following result relevant to n. 
is the number of divisors of N.
THE FUNCTIONS
The properties of the divisor pairs function ) (n δ are obviously derivable from that of the divisor function ) (n d . These two functions satisfy the following properties:
For the function ) (n κ the following properties are evident (where p is prime): Figure 3 presents the values of the function ) (n κ for n < 100. Theorem. There is no periodicity associated with the ) (n κ function for any n > N.
Proof. We establish this result by assuming it is true and then showing that leads to a contradiction. Let the ) (n κ sequence have a period of k after n=N. This would imply that ) (
for a random p, which is that a number may be written as a semiprime minus a prime, is true from experimental calculations and also for large numbers [14] . This would imply that )
which is impossible.
This theorem establishes that ) (n κ is an irrational function and, therefore, it can be used as a pseudorandom sequence [15] .
The autocorrelation function captures the correlation of data with itself. For a data sequence a(n) of N points the autocorrelation function C(k) is represented by
For a noise sequence, the autocorrelation function C(k) = E(a(i)a(i+k)) is two-valued, with value of 1 for k=0 and a value approaching zero for k≠0 for a zero-mean random variable. Since ) (n S drifts towards increasing positive values, for any choice of N, it would have a non-zero mean μ associated with it. Assuming ergodicity, such a sequence will have C(k) as 1 for k=0 and approximately μ 2 for non-zero k. 1  35  69  103  137  171  205  239  273  307  341  375  409  443  477  511  545  579  613  647  681  715  749  783  817  851  885  919  953 1  141  281  421  561  701  841  981  1121  1261  1401  1541  1681  1821  1961  2101  2241  2381  2521  2661  2801  2941  3081  3221  3361  3501  3641  3781 3921 4061 Figure 5 . The autocorrelation function for ) (n κ for n =5000 As N becomes large the variance of the values in the autocorrelation function will reduce and in the limit it will be zero.
CONCLUSIONS
This paper examined the properties of the divisor pairs function. In particular, the binary sequence , which is closely related to the Liouville function, was investigated for its randomness characteristics. While its running sum drifts to positive values, its autocorrelation function is approximately two-valued which means that it can find applications in many cryptography applications. Many interesting questions remain: These include behavior of ) (n S for large values of n and the use of other functions of the valency of a number to generate random sequences.
