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Abstract 
A blind digital watermark method based on singular value decomposition (SVD) and Chaos was proposed in this 
paper. Firstly the watermark was encrypted by Tent chaotic sequence, and then the cover image is decomposed by 
SVD, the encrypted watermark is embedded into the singular values of the cover image, and the watermark can be 
extracted without the original image. The experimental results indicate that the proposed method is robust against 
attacking such as JPEG compression, addition of noise, cropping, rotation and contrast adjustment. 
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1. Introduction 
The digital multimedia grows rapidly and achieves extensive success with the fast development of 
internet and multimedia technology. Because the digital products are easy to copy, modify and embezzle, 
how to protect copyright of digital products has become a great challenge. Digital watermarking 
technology, as an effective approach to copyright protection, has attracted much attention in recent years. 
The SVD matrix of an image has good stability. When a small perturbation is added to an image, large 
variation of its singular value does not occur [1,2]. Using this property of the SVD matrix of an image, the 
watermark can be embedded to this matrix without large variation in the obtained image. A digital image 
watermarking algorithm using DWT and singular value decomposition was proposed in reference [3], the 
watermark is not embedded directly on the wavelet coefficients but rather than on the elements of singular 
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values of the cover image’s DWT sub-bands. Reference [4] suggested a grayscale watermark algorithm 
based on SVD, the pixel value of watermark is embedded into the blocks of largest singular value by the 
quantization. Based on the methods above, a novel blind digital watermark method based on SVD and 
chaos was presented in this paper. 
2. Tent Chaotic Map and Its Binarization 
2.1. Tent Mapping 
Tent mapping is a one-dimensional discrete chaotic system, the equation is 
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When the control parameter a∈(0,1), formula (1) works in the chaotic state, compared with the 
Logistic mapping, Tent mapping has faster iteration speed and better convergence property[5], and 
variable density of Tent mapping is stable than Logistic mapping[6]. Take the initial value x0=0.32, 
control parameter a=0.43, chaotic sequence is shown in Fig. 1(a). 
2.2. Chaotic Sequence Binarization 
According to the existing method of binary, chaotic sequence values can be compared with the median 
value or mean value, and corresponding discretized into 0 or 1[7], but the pseudo-randomness of these 
two methods is not good, in this paper, a generation method of binary chaotic sequence that has better 
pseudo-randomness is adopted. Let the binary chaotic sequence be yk (k=0,1,…,N), the real value Tent 
chaotic sequence is xk, the specific formation process is as follows: 
Step1: if  xN  ≥ xN-1 , then  y0= 1; elseif  xN < xN-1, then  y0= 0. 
Step2: if  x0 ≥ xN , then  y1= 1; elseif  x0 < xN , then y1= 0. 
Step3: for  k =2, 3, 4, …, N 
if  xk-1 ≥ xn-2 , then yk = 1; else if  xk-1 < xk-2 then yk= 0.  
3. Singular Value Decomposition (SVD) 
From the perspective of linear algebra, a digital image can be viewed as a matrix composed of a 
number of non-negative scalars, singular value decomposition (SVD) belongs to an orthogonal 
transformation, it can make the image matrix diagonalization. Let A∈Rm×n denote an image matrix, two 
orthogonal matrixes: U=[ u1, u2, u3, ···,um]∈Rm×m and V=[ v1, v2, v3,···, vn]∈Rn×n, there exist a factorization 
of the form 
A=USVT,                                                                                                                                                 (2) 
where S∈Rm×n is a matrix of all elements are zero except for its diagonal elements, and the diagonal 
elements are 
λ1≥λ2≥λ3≥···≥λr>λr+1=···=λm = 0,                                                                                                     (3) 
where r is rank of A, λi (i=1, 2, ···, r) is uniquely determined by the SVD and called the singular values of 
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A, which is the square root of eigenvalues of AAT, ui and vi are called the singular value vectors. 
4. Watermark Embedding and Extraction 
Let O be the cover image of size N×N, W is the watermark image of size M×M. The relation between 
cover image and the watermark image meet: O=2k×W, the sizes of O and W are 2n, where n and k are 
positive integers. The concrete embedding procedure is as follows: 
Step1 take the initial value x0, after K times iterations is x(l,l). 
Step2 set the value of control parameter a, according to the new initial value x(l,l), using formula(1) to 
generate chaotic sequence. 
Step3 W is encrypted by chaotic sequence based on Tent chaotic map and get encrypted watermark W1. 
Step4 the cover image is decomposed by singular value decomposition. 
A=USVT,                                                                                                                                                 (4) 
Step5 the encrypted watermark is embedded into the singular values matrix S, i.e. 
S'= S+α·W1,                                                                                                                                            (5) 
where α is the scale factor, it is used to control the watermark embedding strength, S' is singular value 
matrix of the watermarked image. 
Step6 apply SVD to S', i.e. 
S'=U1S1V1,                                                                                                                                              (6) 
Step7 reconstruct the watermarked image, i.e.  
A'=US1V.                                                                                                                                                 (7) 
Watermark extraction is the reverse procedure of watermark embedding. According to the formula (4)-
(7), using converse illation method to extract the encrypted watermark, and then using the watermark 
extraction keys, the decrypted watermark image is extracted by Tent chaotic map.  
5. Experimental Results 
Several experiments are presented to demonstrate the performance of the proposed approach. The 
gray-level image “Lena” of size 256×256 and the binary image of size 64×64 are used as the cover image 
and the watermark, respectively. To compare the similarities between the original and extracted 
watermarks, the correlation coefficient value NC was employed. 
5.1. Watermark Embedding and Extraction Without Attacking 
The watermark image is encrypted by Tent chaotic sequence, taking the initial value x0=0.32, control 
parameter a=0.43, the watermark images are shown in Fig. 1 (a) and (b). 
                  
(a)                                    (b) 
Fig.1. Preprocessing of watermark  (a) Original watermark; (b) The encrypted watermark 
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The original cover images and the watermarked image are shown in Fig. 2(a) and (c). Fig. 2(b) and (d) 
illustrate the original watermark image and the extracted watermark image. It can be observed that the 
proposed approach preserves the high perceptual quality of the watermarked image.  
       
(a)                            (b)                              (c)                          (d) 
Fig. 2. (a) Cover image; (b) Watermark image; (c) Watermarked image; (d) Extracted watermark 
5.2. Watermark Attacking Experiments. 
5.2.1. Geometrical Attacking 
Cropping and rotation are carried out to the watermarked image, respectively. The experimental results 
are shown in Fig. 3.
       
(a)                        (b)                       (c)                      (d)  
Fig.3. (a) Image cropping (PSNR=11.0519); (b) Extracted watermark (NC=0.9983);  (c) Anticlockwise rotation 30° 
(PSNR=11.0656);  (d) Extracted watermark (NC= 0.9969) 
5.2.2. Noise Attacking 
The watermarked image is added salt-pepper noise and multiplicative noise with density of 0.05, 
respectively. The experimental results are shown in Fig.4.   
       
(a)                      (b)                       (c)                       (d)  
Fig.4. (a) salt-pepper noise (PSNR= 18.6543); (b) Extracted watermark (NC=0.9972); (c) Multiplicative noise (PSNR=18.8882); (d) 
Extracted watermark (NC=0.9961)                              
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5.2.3. JPEG Compression 
Fig. 5 (a) shows the compressed image with a compression ratio (CR) of 10.89. The extracted 
watermark is shown in Fig. 5 (b). Fig. 5 (c) shows the compressed image with a compressed ratio (CR) of 
43.92. The extracted watermark is shown in Fig. 5(d).  
       
                                                   (a)                       (b)                       (c)                       (d)  
Fig.5. (a) CR=10.89 (PSNR=33.0092); (b) Extracted watermark (NC= 0.9990); (c) CR=43.92 (PSNR=25.6414); (d) Extracted 
watermark (NC= 0.9942) 
6. Conclusion 
In this paper, a blind watermark algorithm based on SVD and chaos was proposed. SVD is quite 
different from the commonly used DCT, DFT, and DWT transformations, because non-fixed orthogonal 
bases and one-way non-symmetrical decomposition are employed in SVD. These properties provide the 
advantages of various sizes of transformation and more security. In the presented scheme the cover image 
is decomposed by SVD, the encrypted watermark by Tent chaotic mapping is embedded into the singular 
values of the cover image. The cover image is not needed during the extraction and detection procedure. 
Experimental results show that the proposed method can achieve good perceptual invisibility, robustness. 
Furthermore, it is also a secure algorithm. 
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