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ABSTRACT 
 
The objective of this research report was to determine which internal controls are 
perceived, by internal auditors, to be contributing to the effectiveness of an internal 
control structure. 
 
The Committee for Sponsoring Organisations (COSO) integrated internal control 
framework was used as a basis for the questionnaire construction and respondents 
were asked to rate the perceived control effectiveness of each of the components of 
internal control. 
 
Descriptive statistics were used to analyse the basic meaning of the data. The 
questionnaire was completed by following a Uniform Resource Locator (URL) which 
was sent to two internal auditors in audit firms. Thirty one responses were obtained; 
all the respondents have experience in the evaluation and assessment of internal 
control systems. 
 
This research showed that control elements as outlined in COSOs integrated internal 
control framework, if implemented, could contribute to the effectiveness of the 
internal control system. 
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DEFINITION OF KEY TERMS 
In the context of this study, the following meanings are ascribed to the various 
concepts and terms: 
Internal auditing:  an independent, objective appraisal activity 
to add value to an organisation (IIA, 2009). 
Risk: the possibility of occurrence of an 
unforeseen event (Institute of Internal 
Auditors [IIA], 2009). 
Control:  any action taken by management to 
enhance the likelihood that established 
objectives and goals will be achieved (IIA, 
2009). 
Internal control:  a process designed, implemented and 
maintained by those charged with 
governance, as well as management and 
other personnel to provide reasonable 
assurance of the achievement of an entity‟s 
objectives with regard to reliability of 
financial reporting, effectiveness and 
efficiency of operations, and compliance 
with applicable laws and regulations. The 
term „controls‟ refers to any aspect of one or 
more of the components of internal control 
(IIA, 2009). 
Corporate governance: the combination of processes and 
structures implemented by the board in 
order to inform, direct, manage and monitor 
the activities of the organisation in the 
achievement of its objectives (IIA, 2009). 
IAA:     internal audit activity 
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IIARF:  Institute of Internal Auditors Research 
Foundation 
IIA:     Institute of Internal Auditors 
CIMA:  Chartered Institute of Management 
Accountants 
AICPA:  American Institute of Certified Public 
Accountants 
COSO:     Committee for Sponsoring Organisations 
COBIT:  Control Objectives for Information and 
related Technology  
CoCo:     Criteria of Control 
CEO:     Chief executive officer 
CFO:     Chief financial officer 
Management: Agents employed by shareholders to run 
the day-to-day activities of the business 
(Collier & Agyei-Ampomah, 2007). 
ERM:     Enterprise risk management 
IFC:     Internal financial control 
ICOFR:     Internal control over financial reporting 
GAAP:     Generally Accepted Accounting Practice 
HRM:     Human resource management 
Control environment:  the attitude of top management regarding 
the importance of control (IIA, 2009).  
Risk assessment:  a process of identifying, measuring and 
prioritising risk (IIA, 2009). 
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Information and communication: a process of capturing information and 
communicating this information to the right 
people (IIA, 2009). 
Control activities:  policies and procedures which help in the 
achievement of objectives (IIA, 2009). 
Monitoring:  a process to check that all other control 
systems are operating as intended (IIA, 
2009). 
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CHAPTER 1: BACKGROUND TO THE STUDY 
 
 
1.1 Introduction 
 
Recent financial accounting scandals, such as Enron and Worldcom, have made 
organisations more aware of fraud, have wiped out large amounts of shareholder 
funds and have had a negative effect on investor confidence in the financial 
markets (Bierstaker, Brody & Pacini, 2006). One of the big four accounting firms, 
PricewaterhouseCoopers (PWC) estimates that, globally, there have been losses 
of roughly $2 199 930 over a two-year period as a result of financial crimes 
(Bierstaker et al., 2006). The Association of Certified Fraud Examiners (ACFE) 
has calculated that, in the United States of America, approximately 6% of firm 
profits are lost every year as a result of occupational fraud (Bierstaker et al., 
2006). Consequently, events such as Enron and WoldCom imply that internal 
controls are either missing or ineffective (Skinner and Spira, 2003).   
 
One of the best ways to prevent and detect fraud is to have effective fraud 
detection and internal control systems in place (Bierstaker et al., 2006; Institute of 
Internal Auditors [IIA], 2009). In this regard, it is the responsibility of the board of 
directors and the audit committee to communicate to interested parties any 
internal control weaknesses that could negatively affect shareholders (Institute of 
Directors Southern Africa [IoD], 2009; Barac and Plant, 2010). In this context, the 
sole source of information for the board and the audit committee is management, 
which could be problematic (Baker, 2010).   
 
The King III report on Corporate Governance (hereafter referred to as the King III 
report) makes the following recommendations regarding internal financial control 
(IFC):  
 
 “It is the board‟s and the audit committee‟s responsibility to ensure the 
integrity of the internal financial controls. 
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 The board of directors and the audit committee should give an opinion on 
whether they consider the controls in place to be effective. 
 The audit committee should specifically confirm the effectiveness of the 
internal financial control, explaining any material weaknesses that may 
have given rise to material losses, fraud or error, as well as the corrective 
action that was taken. 
 Audit committees should be able to rely on the work performed by the 
internal auditor to come to a conclusion on the effectiveness or otherwise of 
internal financial controls.”  
                                                                                                      (IoD, 2009) 
 
It follows that the controls that should be assessed by the internal audit activity 
(IAA) are those that have been implemented by management as this is its 
responsibility (IIA, 2005). Owing to the increased responsibilities suggested by the 
King III report, it is important that the controls implemented by management 
ensure the integrity of financial reporting, the efficiency and effectiveness of 
operations and the safeguarding of company assets. The preceding discussion 
gave rise to the problem statement which will be discussed in the following 
section. 
 
1.2 Research question 
 
The purpose of this study is to obtain the views and perceptions of internal 
auditors regarding the effectiveness of the internal control system of their 
organisations when integrated with control elements as outlined in a recognised 
governance framework such as the Committee of Sponsoring Organisations‟ 
(COSO) integrated internal control framework (hereafter referred to as the COSO 
framework).  
 
The research question of this study is thus: 
 
Do internal auditors perceive the incorporation of the elements of the COSO 
internal control framework in the design of the system of internal control as being 
 15 
 
effective in contributing to an improved internal control system for their 
organisations?  
 
The following section will highlight the research question and objectives that will 
be guiding this study.   
 
 
1.3 Research objectives 
 
The research problem of this study is to investigate how internal auditors perceive 
the effectiveness of their organisations‟ implemented internal control systems 
when integrated with control elements as outlined in the COSO control framework 
(refer 1.2).   
 
The primary objective of this study is to investigate how internal auditors perceive 
the importance and effect of the various COSO control elements on the 
effectiveness of internal control systems of their organisations. 
 
To achieve the primary objective of this study the following secondary objectives 
are identified:  
 
 To determine the perception of internal auditors on control elements that 
could contribute to the effectiveness of the control environment. 
 To determine the perception of internal auditors on control elements that 
could contribute to the effectiveness of risk assessments. 
 To determine the perception of internal auditors on control elements that 
could contribute to the effectiveness of information and communication. 
 To determine the perception of internal auditors on control elements that 
could contribute to the effectiveness of control activities. 
 To determine the perception of internal auditors on control elements that 
could contribute to the effectiveness of monitoring activities. 
These objectives are based on control elements as outlined in the COSO 
framework which is the basis for the questionnaire construction in aid of 
achieving the research objectives. 
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1.4 Significance and benefits of the study 
 
This study obtained the perceptions of internal auditors in practice on the COSO 
control elements that can contribute towards an effective internal control system. 
In addition, industry will benefit as the perceived contribution of these control 
elements can be shared by internal audit practitioners. In turn, practitioners can 
then suggest to management the control elements to be present in their 
organisations, thus creating awareness of the type of control elements that could 
possibly contribute to increased effectiveness of the internal control system.  
Management may thus take note of the IAA‟s perception of the efforts of 
management to implement and improve internal control. Management of 
organisations could apply the results of this study in order to improve the 
effectiveness of the systems of internal control implemented in their organisations. 
 
 
1.5 Demarcation and limitations of the study 
 
Individuals with experience in the evaluation and assessment of internal control 
systems from in-house and outsourced IAAs were included in the population of the 
study. The study was limited to internal auditors in the Eastern Cape and Western 
Cape regions of South Africa. 
 
This study does not test the effectiveness of control systems of organisations but 
is limited to the perceived effect and importance of the control elements of the 
COSO framework on the effectiveness of the internal control system. Control 
frameworks such as the Criteria of Control model (CoCo model), the Control 
Objectives for Information and related Technology model (COBIT) and the COSO 
Enterprise Risk Management (ERM) framework were not considered in the 
questionnaire. The reason for this is that the CoCo model consists of only 20 
control criteria. COBIT focuses on information technology (IT) controls specifically 
designed for the IT environment while the COSO ERM framework extends to the 
broader area of enterprise risk management.  
 17 
 
 
 
1.6 Research design and methodology 
 
This study was quantitative in nature and therefore involved collecting and 
analysing numerical data, employing the use of questionnaires (refer Annexure A). 
This allowed for speedy and easy analyses of the raw data. 
 
1.6.1 Design 
 
In this study, scientific methods were used to collect and analyse data. As 
explained by Hair, Bush & Ortinau (2000), this involves applying statistical 
measures to explain the basic meaning of the data relating to a target population. 
Furthermore, descriptive research is numeric in nature, therefore quantitative, and 
applies the use of survey methods (Hair et al., 2000; Mouton, 2001; Baines and 
Chansarkar, 2002; McDaniel and Gates, 2005).  
 
The following sections provide discussions on the data collection method, 
research instrument, sample size and data analysis. 
 
1.6.2 Data collection method   
 
Raw data can be collected through experiments, observation and through surveys; 
surveys normally link to descriptive research and quantitative research (Hair et al., 
2000; Baines et al., 2002). This study used the survey data collection methods as 
this allowed for quantitative data that can be easily analysed and assisted in easy-
to-create graphical presentations. Mouton (2001) also explains that surveys, when 
analysed, can aid in the speedy creation of statistical graphics. 
 
However, according to Hofstee (2006), questionnaires do not allow interaction with 
or observe sampling units, which was the case for this study. Nevertheless, 
Hofstee (2006) asserts that questionnaires offer confidentiality and the sampling 
units need not provide any confidential or personal information. Furthermore, the 
questionnaires aided to easily analyse the data to obtain quantitative results. Raw 
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data was exported into an electronic spreadsheet to analyse the data, as no 
coding was necessary since the web-based design questionnaire automatically 
created predetermined numbering for each question. 
 
1.6.3 Research instrument 
 
A self-administered web-based questionnaire was prepared.  Respondents were 
requested to follow a universal resource locator (URL) in order to access the 
questionnaire and to answer the questions. The questionnaire was divided into 
two parts: in the first section, demographical information on the participants and 
their organisations were requested. The second part of the questionnaire was 
divided into the five components of internal control according to the COSO 
framework. Each component contained statements relevant to the internal control 
component and respondents could indicate whether their organisation has 
implemented certain control elements. A „not true‟ response indicates that the 
control element has not been implemented.   
 
If the specific control element has been implemented the respondents were 
requested to rate the perceived effectiveness of the control element on the five 
point likert scale (from one to five), with one being „not true‟ – control element not 
present, two being „not effective‟ , three „effective‟ , four „very effective‟ and five 
„extremely effective‟. The choice of a point on a scale from two to five also implied 
that the control element has been implemented or adopted in the organisation. It is 
important to note that the responses indicating the presence of or use of the 
control elements do not imply that the system of internal control is neither effective 
nor not effective. Such responses (from two to five on the likert scale) only indicate 
the possible contribution toward the effectiveness of internal control systems. 
 
The questionnaire was answered on-line via an online survey creation tool 
provided by the Nelson Mandela Metropolitan University (NMMU).  Therefore, 
each question was automatically coded and exported to an electronic spreadsheet 
for analyses.  Each question had five options of selection and the sampling units 
could select their answer of preference based on their perception. To ensure the 
questionnaire was in a format that would facilitate easy analyses, a statistician 
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was consulted when the questionnaire was compiled. A pilot study was conducted, 
to contribute to the internal validity of the research instrument (Croucher, 2002). 
 
1.6.4 Sample size 
 
A snowball sampling process was followed in that the questionnaire was send to 
two internal auditors in audit firms who were requested to forward the URL to other 
internal auditors. All the individuals have experience in the evaluation and 
assessment of internal control systems. In total 31 questionnaires were received. 
This was regarded as a large sample (n > 30) to perform basic statistical 
calculations (Gleim, 2009).  
 
1.6.5 Data analysis 
 
Descriptive statistics, together with detailed graphical summaries, were used to 
interpret the data. More specifically, univariate analysis was carried out to 
calculate the measure of central tendency. In addition, inferential statistics were 
used to identify any differences between variables and to compare them, as well 
as to assist in making conclusions regarding the population. 
 
 
1.7 Units of analysis 
 
The sampling units were internal auditors from in-house and outsourced IAAs. The 
majority of the sampling units were employed by audit firms who provide 
outsourced internal audit services to the public sector. 
 
 
1.8 Chapter outline 
 
The study is outlined as follows: 
 
Chapter 1: 
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This chapter provides a brief introduction and background to the study and 
explains the research problem and the objectives of the research. 
 
Chapter 2: 
This chapter consists of a review of the literature on the COSO internal control 
framework. 
 
Chapter 3: 
This chapter comprises an empirical study and discusses the research findings.  
 
Chapter 4: 
An explanation of how research objectives were achieved is provided in this 
chapter (refer table 4.1) and includes the conclusions and recommendations in 
respect of the findings discussed in Chapter 3. 
 
 
1.9 SUMMARY 
 
Currently, internal controls are regarded as key components of corporate 
governance, echoed by the fact that senior management and directors must report 
publicly on the effectiveness of internal control systems (Skinner et al., 2006). 
There has been a definite increase in directors‟ liability in terms of ensuring good 
corporate governance structures (Carciumaru, 2010). Hence, boards and audit 
committees are increasingly relying on the work performed by internal auditors in 
order to reach a conclusion on the effectiveness of the internal control system 
(Chambers, 2010; Davis and Lukomnik, 2010; Rezaee, 2010). This contributed to 
the rationale for the research question.  
 
Chapter 2 provides a detailed literature review illustrating the COSO framework. 
The role of internal auditors and managements responsibility towards internal 
control will be discussed. Furthermore, a brief comparison is made between the 
Sarbanes-Oxley Act and the King III report as they contributed to increased 
responsibility of internal auditors. 
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CHAPTER 2: THEORETICAL BACKGROUND OF INTERNAL 
CONTROL; RESPONSIBILITY, LEGISLATION, 
GOVERNANCE CODES AND THE COSO 
FRAMEWORK 
 
 
2.1 Introduction 
 
In chapter one a brief background was provided on the issues that gave rise to the 
research objectives. The research method to address the objectives is explained. 
In the following sections the literature relevant to the study is discussed. Firstly, 
the key issues and events that gave rise to the research objectives (refer section 
1.2) are discussed. Secondly, internal control and the responsibility for internal 
control is defined and explained. Thirdly, the key legislation and governance codes 
that contributed to increased responsibility for boards and audit committees are 
discussed and a brief comparison between the codes and legislation of the United 
States of America (USA) and South Africa is made. Finally, the COSO framework 
and its components are discussed in the context of the research problem. 
 
Similar type of studies was conducted previously in terms of establishing 
perception of individuals. Accountants and internal auditor‟s perceptions regarding 
the effectiveness of fraud prevention and detection methods were conducted 
(Bierstaker et al., 2006; Moyes, Lin, Landry & Vicdan, 2006). Management‟s 
perception regarding the effectiveness of the internal control system was 
conducted with specific reference to strategy, control activities and monitoring and 
how a combination of these could affect internal control (Agbejule and Jokipii, 
2009). However, these studies do not make use of control elements as outlined in 
the COSO framework and their perceived effectiveness from the internal audit 
perspective. 
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2.2 The expanding role of internal auditors 
 
Davis et al., (2010) assert that strong internal control systems ensure that 
management is accountable to the board, which in turn, are accountable to the 
shareholders of the organisation. Internal auditors play an important role in 
providing shareholders with assurance through the board and the audit committee. 
These governance partners use the report on the efficiency of risk management 
that they receive from internal audit to provide shareholders with the assurance 
information they require. It is the internal auditor‟s responsibility to assess the 
effectiveness of the risk management and the control system (IIA, 2009; Davis et 
al., 2010).    
 
The King III report suggests that internal auditors should prepare a verification 
report for the board and the audit committee in order to provide investors with 
accurate, reliable information to improve investor confidence in the organisation. 
This is consistent with the definition of internal auditing, in terms of which internal 
auditors are required to appraise the controls in an organisation in order to 
determine whether the financial and operating information is accurate and reliable 
for assisting the organisations‟ stakeholders in the effective discharge of their 
governance responsibilities (Sawyer, Dittenhofer and Scheiner, 2003; IIA, 2009).  
 
Davis et al., (2010) state that internal auditors should always adopt the investor‟s 
perspective. Therefore, when internal auditors evaluate internal control 
effectiveness, the evaluation should be objective and independent so as to a 
reasonable extent, provide investors with reliable information. Internal auditors are 
part of a combined assurance model, together with management and external 
auditors, and obtaining independent views on control effectiveness and integrity 
could increase confidence in the work performed, not only by internal auditors, but 
also by management responsible for the controls, leading to an increase in 
investor confidence (Baker, 2010; Blackmore, 2010). This emphasises the need to 
investigate internal auditors‟ perceptions on control elements which could aid 
towards the effectiveness of their organisations‟ internal control systems. 
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The collapse of organisations such as Enron and WorldCom, for example, has 
resulted in more rigorous regulations and governance codes (Chambers, 2010). In 
this regard, internal auditors are charged with being more conscientious in their 
evaluations. Audit Committees‟ attestations to shareholders should be based on 
the work done by internal auditors (Chambers, 2010). 
 
Rezaee (2010) asserts that internal auditors have a constantly changing role 
which is critical to an organisation‟s internal control system. This role is critical 
because internal auditors are independent from operations, therefore can give 
independent and objective opinions on the adequacy and effectiveness of internal 
controls (IIA, 2009). This role has expanded in such a way that internal auditors 
have to assist the board and the audit committee in reporting to shareholders on 
the effectiveness and efficiency of internal controls (Sawyer et al., 2003; IIA, 2009; 
Rezaee, 2010; IIA, 2010a; IIA, 2010b). 
 
Internal auditors could be required to express an opinion on the organisation‟s 
control processes and communicate their findings to the relevant stakeholders, 
such as the shareholders, through the board and the audit committee (Rezaee, 
2010).  Rezaee (2010) explains that the internal auditors‟ opinions could cover 
many areas of the organisation, including the effectiveness of governance 
structures in, for example, financial, social, ethical and environmental areas.  
Recommendations could be made regarding entity-level controls, such as integrity 
and ethical values, management‟s philosophy and operating style, organisational 
structures, human resources (HR) policies and procedures, the competence and 
integrity of personnel and the assignment of authority and responsibility (Rezaee, 
2010). These opinions should be accounted for through a formal report to the 
board and the audit committee (Rezaee, 2010). 
 
The above discussion supports the research objectives of this research (refer 
section 1.2). Expanded roles and more stringent governance codes suggest that 
internal auditors give their opinion on the effectiveness of the organisation‟s 
internal control system. The following section provides a discussion of the 
responsibility of the management of the organisation in respect of internal control. 
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2.3  Management’s responsibility for internal control 
 
Managers design, implement and maintain controls in all processes in order to 
ensure that employees respond to changes in the working environment, that 
policies and procedures are adhered to and that goals are achieved. (Collier et al., 
2007; IIA, 2009). Collier et al. (2007) explain that management control is exercised 
at middle management level and deals with implementing strategy and procedures 
and monitoring performance in order to achieve the planned objectives. These 
procedures and policies are the internal controls used by directors and managers 
to help ensure, to a reasonable extent achievement of the objectives of 
effectiveness and efficiency of operations, reliability of financial reporting and 
compliance with applicable laws and regulations (Collier et al., 2007).   
 
Pickett and Spencer (2005) explains where responsibility for control lies in an 
organisation: while the board sets the overall direction, it is management that is 
tasked with implementing, maintaining, revising and updating effective controls. 
Managements‟ key responsibilities, among others, towards control are: 
 
 “Management should determine the need for controls. It should identify 
areas where internal control is needed and respond appropriately. 
 Management should devise appropriate controls. Once the need for 
controls has been defined, management should set up suitable methods for 
establishing the controls. 
 Management should put the controls into practice. Managers are obliged to 
ensure that the control processes are carefully implemented. 
 Management should monitor whether the controls are functional.  
Management, not the internal audit function, is in charge of ensuring that 
control processes are not by-passed but are fully functional as intended. 
 Management should maintain and revise controls.  Securing control is a 
permanent task that has to be a principle management concern.” 
                                                                                        (Picket et al., 2005)  
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The IIA‟s International Standards for the Professional Practice of Internal Auditing 
(Standards) defines control as “any action taken by management, the board and 
other parties to manage risk and increase the probability that established 
objectives and goals will be achieved” (Sawyer et al., 2003; IIA, 2009). 
Management is responsible for devising, organising and directing actions that will 
be adequately performed in order to ensure that objectives and goals will be 
achieved (Fadzil, Haron and Jantan, 2005).  The chief executive officer (CEO) has 
to take ownership of the organisation‟s control system, setting the “tone at the top” 
and enabling a positive control environment (Baker, 2009; Korn/Ferry Institute, 
2010). Collier et al., (2007) emphasise that internal controls are unlikely to be 
effective unless there is a supportive control environment.  Furthermore, the CEO 
should give direction to senior management and should keep an eye on 
management in terms of how they are controlling the business (Baker, 2009). 
 
The IIA (2005) indicates that, while the responsibility for internal control lies with 
the process owners, management has the responsibility for establishing and 
maintaining adequate internal controls over financial reporting. The American 
Institute of Certified Public Accountants (AICPA) (2005) explains that the CEO has 
the final authority and responsibility with regard to the internal control system. This 
includes setting an example that enhances reliability and sets a moral code that 
creates the positive control environment needed for an internal control system to 
succeed (AICPA, 2005). The day-to-day operation of the control system is 
delegated to senior managers in the company, such as the chief financial officer 
(CFO) who is responsible for controls over financial reporting (AICPA, 2005).  
 
The board has ultimate responsibility for the effectiveness of its organisation‟s 
internal control systems, and should ensure that senior management establishes 
and administer the efficacy of internal controls (KPMG, 2004; IIA, 2009; IoD, 2009; 
Kolman, 2010). Developments in corporate governance have re-affirmed the 
board‟s responsibility for ensuring the effectiveness of an organisation‟s internal 
control system (KPMG, 2004; IoD, 2009).  Moreover, management is responsible 
for identifying, evaluating, managing and monitoring risk, for developing and 
monitoring systems of internal control (KPMG, 2004; IIA, 2009).  
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Management is also required to provide a report on the efficacy of the internal 
control system, including an explanation of any existing material weaknesses 
(Rezaee, 1995). Fadzil et al. (2005) conclude that effectiveness is determined by 
the perceptions of the organisation‟s management. The internal control system 
must provide management with reasonable assurance that financial information is 
accurate and reliable; that policies are being adhered to; that assets are 
safeguarded against loss and theft; and that resources are used at the least cost 
and wastage of time, bearing in mind that administrative management is 
responsible for establishing the internal control system intended to ensure 
conformity with such policies and procedures (Fadzil et al., 2005). 
 
 
2.4  Comparison between the Sarbanes-Oxley Act and the King III 
report on corporate governance 
 
The Sarbanes-Oxley Act (hereafter referred to as SOX) of 2002 brought about 
substantial changes in corporate governance practices (Hoi, Robin and Tessoni, 
2007). SOX require more rigorous internal controls (Hoi et al., 2007). This placed 
more pressure on internal auditors to evaluate the controls independent from 
management. According to Section 404 of SOX, senior managers must assess 
operating effectiveness and report on internal control over financial reporting and 
must contain a description of the framework used for evaluating the system along 
with their assessment of its effectiveness (Tackett, Wolf and Claypool, 2006). The 
external auditor should also assess and report on the effectiveness of the client‟s 
internal control over financial reporting (ICOFR) and should attest to 
management‟s assessment of ICOFR (Tackett et al., 2006). Accordingly, 
management will affirm its responsibility for establishing and maintaining an 
adequate internal control structure and procedures for financial reporting and the 
effectiveness of the internal control system (Huang, 2009). The IIA (2008) has 
provided a guide setting out the rules and principles for the effective 
implementation of SOX, concluding as follows: 
 
 “The internal control system is the responsibility of management.” It is 
important to note that internal control is a management responsibility and not 
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that of the internal auditor or the external auditor. An effective internal control 
system is the responsibility of the entire executive team including, for example 
the CEO, and the CFO (IIA, 2008). 
 “Assessments have to be made using a recognised internal control 
framework.” Most companies use the COSO framework although some use 
the Control Objectives for Information and related Technology (COBIT) 
framework in order to supplement COSO for information technology (IT) 
controls (IIA, 2008). 
 “The assessment takes place annually at the end of the year.”  There are 
restrictions on how management can make its assessment, depending on 
whether or not a material weakness is identified (IIA, 2008). 
 “The external auditor must perform specified work to a reasonable level in 
order to come to a conclusion on the accuracy of management‟s assessment” 
(IIA, 2008). 
 
Chan, Lee and Seow (2008) argue that, under SOX, the external auditor and 
management have to determine whether any internal control weaknesses exist 
and must report on the effectiveness of the internal control system. Accordingly, 
recommendations relating to internal financial controls can be found throughout 
the King III report on Corporate Governance (Van Wyk, 2010). The audit 
committee has been given specific responsibility for ensuring the integrity of the 
internal financial controls (IoD, 2009; Van Wyk, 2010).  
 
The King III report further suggests that the audit committee and the board of 
directors should make statements in the company‟s integrated report with regard 
to the effectiveness and integrity of controls (IoD, 2009; Van Wyk, 2010).  “The 
board should give its opinion on the overall effectiveness of controls, while the 
audit committee should focus more on internal financial control, giving details of 
any material weaknesses that have given rise to material losses, fraud or error; 
and what management has done to correct the weaknesses” (Van Wyk, 2010).  
 
This declaration would be based mainly on work performed by the IAA and on 
controls implemented by management (Van Wyk, 2010). This differs from SOX to 
the extent that the report need not be reviewed by the external auditor nor made 
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available to the public (Van Wyk, 2010). It is clear that the importance of control is 
emphasised worldwide thought different legislation and governance codes which 
can aid organisations in adopting better business practices. (Van Wyk, 2010).   
 
Van Wyk (2010) explains that, for internal financial controls to be effective, an 
organisation will need a solid control framework that can identify financial reporting 
risks and that ensures controls are in place to address the risk of material 
misstatements (Van Wyk, 2010). This framework should be one that facilitates risk 
identification and the implementation of controls to mitigate risks, that is, a risk-
based control framework. This should contribute to the fair representation of 
financial performance and position of an organisation and disclosures in 
accordance with GAAP.  
 
The COSO framework is an example of such a suitable control framework (Van 
Wyk, 2010). The COSO framework will be explained in the next section. 
 
 
2.5 COSO integrated internal control framework 
 
In recent years, internal control has become integral for the effectiveness of an 
organisation (Agbejule et al., 2009). COSO is sponsored and supported by five 
professional organisations: the American Accounting Association (AAA), the 
American Institute of Certified Public Accountants (AICPA), Financial Executives 
International (FEI), the Institute of Management Accountants (IMA) and the IIA 
(COSO, 1994; Steffee, 2009). COSO has developed a broad integrated framework 
for internal control in order to provide guidelines for creating, adapting and 
monitoring systems of control (Agbejule et al., 2009; COSO, 1994).   
 
With regard to internal control systems, COSO states that the CEO has ownership 
of it (Baker, 2009).  Part of this ownership or responsibility includes setting the 
“tone at the top” in order to create a positive control environment, which is the first 
of the components of the COSO framework (Baker, 2009). COSO stresses the 
importance of establishing a culture in which managers are aware of the risks in 
their part of the business, monitor the controls designed to mitigate them and take 
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action if those controls are not working as intended (Baker, 2009). COSO 
emphasises the importance of internal controls and provides a basis for entities to 
refocus attention on their systems of internal control in an attempt to ensure 
responsible corporate governance and reliable financial reporting (Vanasco, 
Skousen and Verschoor, 1995).   
 
Agbejule et al., (2009) states that the following four internal control objectives can 
be found in the COSO framework: 
 
 Effectiveness and efficiency of activities, that is, doing the activities with the 
least possible cost and wastage and doing them right; 
 Reliability of financial information, that is, so that the information can be 
used in the decision-making process internally and externally; 
 Compliance with applicable laws and regulations, for example, that the 
organisation is paying taxes; and 
 Safeguarding of assets, that is, to protect assets from misuse and 
misappropriation. 
 
Agbejule et al., (2009) agree that when the four objectives are properly achieved, 
internal control may be regarded as effective.  
 
The COSO report consists of five components (COSO, 1994; Agbejule et al., 
2009). The five components are:  
 
 the control environment;  
 risk assessment;  
 control activities;  
 information and communication; and 
 monitoring.   
 
Agbejule et al., (2009) explain that these components are a part of the 
organisation‟s internal environment and therefore play a very important role in 
internal control and may be expected to be relevant for organisations intending to 
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improve their effectiveness. The IIA (2008) and COSO (1994) describe the five 
components of the COSO framework as follows: 
 
 Control environment: The control environment is the “tone at the top” and is 
an indication of how passionate top management is about stringent internal 
control practices which should filter down to lower level employees. 
 Risk assessment: This is the process of how risk is managed, that is, do 
controls mitigate identified risks that could impede strategic objectives. 
  Control activities: This is all the policies and procedures set by the 
organisation that should be followed by all employees to meet objectives as 
best as possible. 
 Information and communication: This is the process of capturing important 
information and communicating this information to the right people in the 
organisation in such a manner that it will facilitate decision making. 
 Monitoring: This is the process of checking that all other control systems are 
operating as originally intended. This includes, for example, supervisory 
review of certain activities. 
 
Picket et al., (2007) explains that there is synergy and linkages among these 
components, forming an integrated system that reacts dynamically to changing 
conditions (refer figure 2.1). This is corroborated by COSO (1994). The internal 
control system is intertwined with the entity‟s operating activities and exists for 
fundamental business reasons (COSO, 1994; Picket et al., 2007). Picket et al., 
(2007) argues that internal control is most effective when controls are built into the 
entity infrastructure and are a part of the essence of the enterprise, supporting 
quality and empowerment initiatives, avoiding unnecessary costs and enabling a 
quick response to changing conditions. All components are relevant to each 
objective category (COSO, 1994; Picket et al., 2007). Accordingly, this requires 
that all five components should be present and operating effectively in order to 
conclude that internal control over the objective category is effective (Picket et al., 
2007). 
 
The IIA (2008) notes that assessment of internal controls can be conducted at the 
entity level, that is, activities generally operating at corporate level, for example the 
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activities of the board of directors, and the activity level that relates to individual 
business locations or processes. 
 
 
2.6 Specific control elements under the five components of internal 
control 
 
The following sections highlight the specific control elements under each 
component which, if implemented and operating as originally intended, will result 
in an effective internal control system (COSO, 1994; AICPA, 2005). This study 
tests the perceptions of internal auditors on the effectiveness of the specific 
control elements listed under each of the COSO components in their 
organisations. The AICPA has created a comprehensive tool for audit committees 
to obtain reasonable assurance on whether controls under the five interrelated 
components are operating as intended. AICPA (2005) and COSO (1994) list 
attributes which may contribute towards an effective internal control system. The 
following section provides a discussion of these attributes of the COSO 
components. 
 
 
2.7 Control environment 
 
The control environment portrays how passionate senior management is about 
ethics and good business practice (IIA, 2009). The elements making up the control 
environment are discussed below as outlined by AICPA (2005) and COSO (1994). 
 
2.7.1 Integrity and ethical values 
 
An organisation should have a moral code of conduct and this should explain what 
is considered to be best business practice and what constitutes good ethical 
behaviour. Furthermore, this code should be known by all employees and they 
should acknowledge that they have read and understood the code. This should be 
complimented by management who should set the example for the employees on 
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how the code should be adhered to. Management actions, with all key 
stakeholders, should portray good business practice. If there is any violation of this 
code, action should be taken. Management should be prohibited from overriding 
established controls, and if they do, this should be brought to the attention of the 
audit committee. In addition, an anti-fraud programme could be introduced and a 
whistle-blower hotline be established together with procedures for receiving such 
calls. 
 
2.7.2 Commitment to competence 
 
The level of skills needed for a specific job should be outlined for the job 
incumbent and management in each department should ensure that these job 
specifications are outlined so that the best employees can be attracted for the job.  
 
2.7.3 Board of directors and the audit committee 
 
A charter should be established outlining the audit committee‟s responsibilities and 
should be reviewed every year and approved by the board. Furthermore, the 
internal audit plan should be approved by the audit committee. The audit 
committee members should be separate from the company and management. The 
audit committee members should have certain requirements in term of knowledge 
and skills to effectively serve in their position. Annual meetings should be held and 
the meetings should discuss all relevant issues as outlined on the agenda. The 
audit committee should challenge important decisions made by top management 
and not just accept what decisions are made. Management should share all 
relevant information with the audit committee in order to produce timely decision 
making. Furthermore, the audit committee should be made aware of the 
termination of key staff members, for example, in the IAA. 
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2.7.4 Management philosophy and operating style 
 
The accounting departments should be seen as a group of professionals who 
bring expertise to the business. Accounting policies implemented should be of 
such a nature as to ensure the long-term continuity of the business. All misuse of 
assets, physical and intellectual, should be guarded against. Management should 
respond appropriately to exception reports and budgets that are implemented 
should be achievable and should discourage any creative accounting. 
 
2.7.5  Organisational structure 
 
Key managers such as financial managers, general managers and operation 
managers should be given clear description of what their responsibilities entail. 
The organisational structure should be applicable to the size of the organisation. 
Furthermore, the workload of managers should not impede their ability to carry out 
their responsibilities effectively.  
 
2.7.6  Assignment of authority and responsibility 
 
All managers and supervisory personnel should have a copy of what their job 
entails. Authority should be given to appropriate persons in order to exercise 
responsibility as outlined in the job descriptions. Senior personnel should act as 
mentors to provide guidance to lower level employees. Furthermore, senior 
personnel should sort out issues if lower level personnel are not capable of doing 
so. Lastly, senior managers should be given the authority to implement 
improvements as needed. 
 
2.7.7  Human resource policies and procedures 
 
There should be written policies in place outlining procedures for employee 
selection and termination together with policies for staff training. Clear  written 
policies should be in place outlining for employees the actions that will result in 
promotion, salary increases and when they will be compensated for certain 
actions. Furthermore, employees should be made aware that under-performance 
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will result in disciplinary action and if they deviate from the agreed policies 
disciplinary action will ensue. 
 
 
2.8  Risk assessment  
 
The organisation should consider all risks, internal and external, that could prevent 
objectives from being achieved. Furthermore, risks that financial statements could 
be materially misstated should also be considered. Management should estimate 
the significance of risk, determine the likelihood of risk occurring and determine 
the impact of the identified risks on the organisation. Lastly, it is important for 
management to identify controls to mitigate the identified risks (AICPA, 2005; 
COSO, 1994) 
 
 
2.9  Information and communication 
 
A process should be in place to identify relevant information from external sources 
which could have relevance to the organisation. Procedures should be established 
to ensure that reporting deadlines are met; ensuring relevant information is 
communicated to the appropriate level in a timely manner and in a format that will 
facilitate easy analysis of the data. New information needs should be identified 
and implemented.  
 
A process should exist to capture and file complaints and errors to prevent them 
from happening again in the future. In addition, procedures should be in place 
explaining what employees should do if they suspect any wrongdoing and who the 
relevant persons are to whom this should be communicated. The accounting 
system should be divided into different classes of transactions to make reporting 
easier and be set up in such a way as to ensure completeness and accuracy of 
records and to prevent any duplicate recording (AICPA, 2005; COSO, 1994). 
 
 
 35 
 
2.10  Control activities 
 
All policies and procedures should be written in the form of manuals and the 
procedures for each activity in the organisation should be accordingly applied. 
Furthermore, these established policies and procedures should be reviewed and 
updated on a regular basis. Supervisory personnel should review the functioning 
of controls with reference to the relevant procedure. Any deviations identified from 
the procedure should be communicated to relevant parties and corrected as soon 
as possible. Custody over assets should be separate from the accounting function. 
Furthermore, operational and record keeping responsibility should be separate 
from each other. Physical control over assets should exist, for example, good gate 
control. All policies and procedures should be subject to review by an independent 
party, for example the IAA (AICPA, 2005; COSO, 1994). 
 
 
2.11  Monitoring 
 
Staff should sign off when they performed key activities such as when performing 
bank reconciliations. Employees should be aware that the onus is also on them to 
communicate any deficiencies in the prescribed controls. Furthermore, 
organisations could use customers to identify certain weaknesses in the system 
by, for example, examining customer complaints and conducting customer 
satisfaction surveys. Management should take corrective action on 
recommendations made by the internal audit activity. Furthermore, the IAA should 
do follow-up audits to ensure management implemented agreed changes. 
Organisations should rely on the IAA for effective monitoring of controls if such an 
activity exists. Furthermore, organisations should use exception reports to identify 
any deviations from policies and procedures and use reports generated by 
operating personnel as a tool for identifying deviations from policies and 
procedures (AICPA, 2005; COSO, 1994). 
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2.12 Internal control framework 
 
The five interrelated components of control, that is, the control environment, risk 
assessment, control activities, information and communication and monitoring, are 
linked and the effectiveness of all five under each category of objectives will result 
in an effective internal control system for the entire organisation (COSO, 1994; 
AICPA, 2005). Figure 2.1 shows the relationship between the five components of 
internal control. 
 
Figure 2.1: COSO’s integrated internal control framework (Adapted from 
Picket et al., 2007, p.90) 
 
The control environment is the foundation for all the other components.  Based on 
risk assessments, controls should be implemented to mitigate the identified risks 
(Moeller, 2007). All relevant information such as deviations from controls must be 
communicated so that informed decisions can be made. Independent monitoring 
of all the components will result, together with the effectiveness of other 
components, in an effective internal control structure. 
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2.13  Summary 
 
The control environment establishes the corner stone for all the other components 
of the COSO framework (AICPA, 2005; Picket et al., 2007; IIA, 2008). Hence, a 
risk assessment of the internal and external factors that could prevent objectives 
from being achieved is necessary (AICPA, 2005; Picket et al., 2007; IIA, 2008). 
Accordingly, policies and procedures should be established that assist in the 
achievement of objectives. These policies and procedures should be of such a 
nature that they mitigate the identified risks (AICPA, 2005; Picket et al., 2007; IIA, 
2008).  
 
Deviations from policies and procedures and ineffective risk management have to 
be communicated to relevant parties in the organization (IIA, 2009). These parties 
include audit and risk committees in order to ensure that information is reliable and 
based on sound ethical principles and good business practice, and can thus be 
used in the decision-making process (AICPA, 2005; Picket et al., 2007; IIA, 2008). 
All the components must be monitored by the appropriate level of management 
and supervisory personnel. In addition, the IAA should conduct an internal review 
that will serve as a control activity on its own, providing assurance on the 
effectiveness of the other four components of internal control (AICPA, 2005; Picket 
et al., 2007; IIA, 2008). An analysis of the findings will be discussed in chapter 3. 
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CHAPTER 3: DATA COLLECTION AND ANALYSIS 
 
 
3.1 Introduction 
 
Chapter 2 provided a discussion of the background and theory relating to the 
research problem of the study. This served as the basis for the questionnaire 
construction. This chapter provides an analysis of the findings of the research as 
well as an interpretation of the findings. Firstly, geographical information will be 
provided of the respondents and their organisations followed by the perceptions of 
internal auditors regarding control elements that contribute towards the 
effectiveness of their internal control system. 
 
 
3.2 Data collection 
 
In this study, scientific methods were used to collect and analyse data. This 
involved applying statistical measures to explain the basic meaning of the data 
relating to the target population. Furthermore, descriptive research is numeric in 
nature, therefore quantitative and applies the use of survey methods which was 
the case for this study. 
 
3.2.1 The sample 
 
After a snowball sampling process, thirty one responses were acquired. 
Questionnaires were distributed to two internal auditors in audit firms to further 
distribute the questionnaire in the Eastern Cape and Western Cape regions.  
 
3.2.2 The questionnaire 
 
The questionnaire was divided into two parts: In the first section, demographical 
information on the sampling units and their organisations were requested. The 
second part of the questionnaire was divided into the five components of internal 
 39 
 
control according to the COSO framework. Each component contained statements 
relevant to the internal control component and sampling units were required to 
state whether their organisation has implemented certain control elements (by 
default when chosen the scale between 2-5). A „not true‟ response indicates that 
the control element has not been implemented. If the specific control element has 
been implemented the sampling units were required to rate the perceived 
effectiveness of the control element, on a likert scale from two to five, with two 
being „not effective‟, three being „effective‟, four being „very effective‟ and five 
being „extremely effective‟ in increasing the effectiveness of the internal control 
system. 
 
A pilot study was conducted and no significant changes were made to the 
questionnaire. 
 
 
3.3  Data analysis 
 
Descriptive statistics, together with detailed graphical summaries, were used to 
interpret the data. An analysis and discussion of the results are covered in the 
following sections. 
 
3.3.1   Geographical information on respondents and their organisations 
 
The questionnaire requested the participant to provide details with regard to some 
geographical information of the individuals, their number of years internal audit 
experience and the professional qualifications held. Of the 31 respondents, 52% 
indicated that they are members of the Institute of Internal Auditors (IIA SA).  A 
summary of the number of years internal audit experience for each of the 
respondents are provided in Table 3.1.  
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Table 3.1: Number of years internal audit experience of respondents 
Number of years 
Number of 
respondents 
Percentage 
Less than 3 2 6% 
3-5 5 16% 
5-10 10 32% 
More than 10 7 23% 
None 7 23% 
Total 31 100% 
 
Table 3.1 contributes to the reliability of the findings as all the respondents had 
substantial exposure to internal control systems. The seven respondents who 
have no internal audit experience are all Chartered Accountants (refer Table 3.3). 
Due to this fact, the researcher deduced that Chartered Accountants have 
sufficient knowledge to make a valid contribution to the study. 
 
Table 3.2 summarises the professional qualifications of the respondents. It is 
important to note that respondents could choose more than one qualification being 
the reason why the total ads up to 41 instead of 31, the number of respondents of 
the study. 
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Table 3.2:  Professional qualifications of respondents 
Professional Qualification 
Number of 
responses 
Percentage 
out of 
sample 
(31) 
Certified Internal Auditor 6 19% 
Certification in Control-Self 
Assessment 
3 10% 
Information Systems Auditor 2 6% 
Chartered Accountant / 
Registered Auditor 
19 61% 
Certified Management Accountant 1 3% 
Certified Fraud Examiner 1 3% 
No professional qualification 4 13% 
Other 5 16% 
Totals *41 
 
*Respondents could choose more than one option, hence 41 
 
The responses show that the majority (61%) of the respondents are Chartered 
Accountants followed by Certified Internal Auditors (19%).  
 
Table 3.3 provides a cross-tabulation of the number of year‟s internal auditing 
experience and the professional qualifications held by the respondents.  
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Table 3.3:  Cross-tabulation of the respondents’ number of years internal audit 
experience with professional qualifications 
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5-10 4 0 1 1 6 0 0 1 0 0 1 2 10 
Less 
than 3 
0 0 0 0 0 0 0 0 0 0 2 0 2 
More 
than 10 
1 0 1 1 4 0 1 0 0 0 0 2 7 
None 0 0 0 0 7 0 0 0 0 0 0 0 7 
3-5 1 0 1 0 2 0 0 0 0 0 1 1 5 
Totals 6 0 3 2 19 0 1 1 0 0 4 5 31 
 
Of the four respondents who indicated that they have no professional qualification, 
two have less than three years internal audit experience, one has 5-10 years 
internal audit experience and one has between 3-5 years internal audit 
experience.  
 
Of the five respondents who chose „other‟ professional qualifications, two have 5-
10 years internal audit experience, two have more than ten years internal audit 
experience while one indicated 3-5 years internal audit experience. 
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3.3.2 Respondents’ perceptions of the effectiveness of the internal control system 
 
Respondents were requested to rate control elements under each of the five 
components of internal control which could contribute to the effectiveness of the 
internal control system, based on the COSO framework. Various control elements 
were included under each of the five components of control and respondents 
needed to indicate how effective the application of each is in improving the internal 
control system of the organisation. If the control element is not present in the 
organisation, the respondent selected „not true‟. Otherwise, a rating from „not 
effective‟, „effective‟, „very effective‟ and „extremely effective‟ could be given. 
Choosing any of the latter four options also implies that the control element is 
present in the organisation. 
 
(a)  Control environment 
 
The following section discusses the responses where most of the respondents 
indicated that the specific control element is „very effective‟ in increasing the 
internal control system. Table 3.4 provides a condensed summary of all the 
responses.  
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Table 3.4: Respondents perceived effectiveness of the control environment 
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1.1.4 The organisation has other policies addressing expected 
standards of ethical and moral behaviour 
3 19 29 39 10 100 
1.1.5 Management is prohibited from overriding established 
controls 
19 19 26 29 6 100 
1.1.10 Management demonstrates through its actions its own 
commitment to the code of conduct 
6 29 26 35 3 100 
1.2.1 The level of competence and the requisite knowledge and 
skills are defined for jobs in the accounting department 
0 19 32 39 10 100 
1.2.2 The level of competence and the requisite knowledge and 
skills are defined for jobs in the internal audit department 
6 16 23 52 3 100 
1.2.3 Management makes an effort to determine whether the 
accounting and internal audit departments have adequate 
knowledge and skills to do their jobs 
6 19 29 42 3 100 
1.3.1 The audit committee's responsibilities are defined in a 
charter 
3 10 32 52 3 100 
1.3.4 The audit committee approves internal audits annual audit 
plan 
6 6 29 45 13 100 
1.3.5 Audit committee members are independent of the 
company and management 
6 10 26 45 13 100 
1.3.6 Audit committee members have the necessary expertise 
to serve effectively in the role 
10 6 32 42 10 100 
1.3.11 The audit committee receives key information from 
management in sufficient time in advance of meetings to 
prepare for discussions at the meeting 
6 16 35 39 3 100 
 
 
The King III report recommends that boards of directors establish ethical values in 
a formal code of conduct (IoD, 2009; Jackson and Stent, 2010). This is consistent 
with the findings of this research (refer to 1.1.4 in Table 3.4), as 39% of 
respondents perceive that policies that address expected standards of ethical and 
moral behaviour are „very effective‟ (refer to 1.1.4 in Annexure B). The King III 
report further recommends that the audit committee ought to be skilled and 
experienced in order to fulfill its responsibilities (Jackson et al., 2010). This 
corresponds with the findings mentioned above where 42% of the respondents 
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indicated that the audit committees of their organisations have the necessary 
expertise to serve in their role and that it is „very effective‟ (refer to number 1.3.6 in 
Annexure B). Jackson et al., (2010) assert that audit committees should also be 
independent. Respondents indicated (45%) that having independent audit 
committees are „very effective‟ (refer to number 1.3.5 in Annexure B). The King III 
report suggests that the audit committee should approve internal audit‟s annual 
audit plan (IIA, 2009; Jackson et al., 2010). According to the perceptions of the 
respondents 45% indicated that when audit committees approve internal audits 
annual plan, it contributes to an effective internal control system. (refer to number 
1.3.4 in Annexure B).  
 
McKenna (2010) states that one of the most difficult tasks of audit committees is to 
determine to what extent management can override controls. Most of the 
respondents (29%) indicated that prohibiting management from overriding controls 
are „very effective‟ (refer to number 1.1.5 in Annexure B). It would seem that 
organisations are striving to prevent management from overriding controls, 
especially if this is a challenging issue and, thus, a focus of audit committees. An 
effective code of conduct contains a commitment from the board of directors; 
hence the CEO should give his approval to the code and provide reports on its 
effectiveness (Kramer, Peterson and Johnson, 2010). This was also supported by 
the findings of this research in that 35% of the respondents perceive that when 
management is prohibited from overriding controls, this fact, contributes to an 
effective internal control system (refer to number 1.1.10 in Annexure B). 
 
The following control elements were regarded as „not effective‟ or not present in 
the organisation by most of the respondents: 
 
 when management overrides controls, it is brought to the attention of the 
audit committee; 32% of the respondents perceived it as not contributing 
the effectiveness of the internal control system; 
 employees understand the performance criteria necessary for promotion  
and salary increases; 32% and 29% respectively, of the respondents 
perceived it as not contributing the effectiveness of the internal control 
system; 
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 the use of an anonymous fraud hotline; 32% of the respondents have not 
adopted this control element; and 
 employee acknowledgement annually that they have read, understood and 
complied with the code of conduct; 35% of the respondents have not 
adopted this control element. 
 
(b)  Risk assessment 
 
Figure 3.1 indicates the respondents‟ perceptions on control elements under the 
risk assessment component that could contribute to an effective internal control 
system. Some percentages do not add up to 100% due to a rounding error created 
by the electronic spreadsheet. 
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Figure 3.1:  Respondents perceptions on the effectiveness of risk 
assessments 
 
For data point one, all the respondents indicated that their organisations consider 
risks from external sources; however, 16% indicated this consideratioin is „not 
effective‟, 39% indicated that it is „effective‟, while 35% indicated that it is „very 
effective‟. Only 10% of the respondents chose the „extremely effective‟ answer to 
the questions (refer to number 2.1 in Annexure A). 
 
In respect of data point two, 3% of the respondents indicated that their 
organisations do not consider risks from internal sources. Where their 
organisations do consider risks from internal sources, 19% indicated that it is „not 
effective‟, more than half of the respondents (52%) perceived it as „effective‟  and 
19% perceived it as „very effective‟. Only 6% responded that it is „extremely 
effective‟ (refer to number 2.2 in Annexure A).  
 
It can be noted in data point three, 6% of the respondents‟ organisations do not 
consider the risk of misstatement in the financial statements. Respondents (6%) 
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who do consider this risk perceive it as being „not effective‟, while more than half ( 
55%) perceive it as being „effective‟ and 26% indicated that it is „very effective‟. 
Only 6% indicated it is „extremely effective‟ (refer to number 2.3 in Annexure A).  
 
The results in data point four shows that 13% of respondents‟ organisations do not 
consider the risk associated with foreign operations. Where respondents (16%) do 
consider this risk, it is perceived as not being „effective‟; 39% of respondents 
perceive it as „effective‟, 23% perceive it as „very effective‟ and only 10% chose 
the „extremely effective‟ answer (refer to number 2.4 in Annexure A).  
 
For data point five, all respondents indicated that management of their 
organisations estimate the significance of risk. Some respondents (13%) perceive 
it as not being „effective‟. More than half of the respondents (58%) indicated that it 
is „effective‟ while 26% perceived it as „very effective‟. Only 3% chose the 
„extremely effective‟ option (refer to number 2.5 in Annexure A). 
 
As indicated in data point six, all the respondents indicated that management does 
assess the likelihood of risk occurring; however, 16% perceive it as „ineffective‟, 
more than half, 58%, responded that it is „effective‟, while 23% responded that it is 
„very effective‟. Only 3% of respondents indicated it is „extremely effective‟ (refer to 
number 2.6 in Annexure A). 
 
Considering figure 3.1, data point seven shows that all respondents indicated that 
management of their organisations assesses the possible impact of the risk; 
however, for 16% this is „not effective‟. It is the perception of 55% of respondents 
that it is „effective‟ while 26% responded that it is „very effective‟  and 3% reported 
it is „extremely effective‟  (refer to number 2.7 in Annexure A).  
 
For data point eight, 3% responded that management of their organisations does 
not take the necessary action to manage identified risks. When management does 
take the necessary action, 23% of respondents responded that it is „not effective‟, 
42% responded that it is „effective‟, while 26% indicated that it is „very effective‟. 
Only 6% responded that it is „extremely effective‟ (refer to number 2.8 in Annexure 
A).  
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Most of the respondents indicated that all the procedures listed under risk 
assessment are „effective‟. This could be due to an increased awareness of the 
risk management process and the pressure exerted by boards and audit 
committees, on internal auditors, as the strategic risk management process is 
currently considered to be one of the top five primary responsibilities of internal 
auditors (Cain, 2010). It is also considered to be a great challenge for audit 
committees in the future (COSO, 2010; KPMG, 2010; Steffee, 2010). CEOs 
indicated that having better risk management is a valuable lesson learned during 
2009 and 2010 (Cain, 2010); hence, most respondents indicated that the 
procedures under risk assessment are „effective‟ in increasing the effectiveness of 
the internal control system. These responses could also be as a result of the 
events of the past decade that have led to organisations adopting a more focused 
risk management strategy, moving away from „silo‟ risk managing (Aghili, 2010; 
Sobel, 2010). 
 
(c) Information and communication 
 
Figure 3.2 indicates the respondents‟ perceptions on control elements that could 
contribute to the effectiveness of information and communication activities. Some 
percentages do not add up to 100% due to a rounding error created by the 
electronic spreadsheet. 
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Figure 3.2:  Respondents perceptions on the effectiveness of information 
and communication activities 
 
As can be seen from data point one, 6% responded that no process is in place to 
collect information from external sources that could have an impact on the 
organisation and the financial reporting process. Where such a process does 
exist, respondents (23%) indicated that it is „not effective‟. However, 48% 
responded that it is „effective‟, 19% responded it is „very effective‟ and just 3% felt 
that it is „extremely effective‟ (refer to number 3.1 in Annexure A).  
 
In data point two, 10% of respondents indicated that milestones for achieving 
financial reporting objectives are not monitored to ensure that timing deadlines are 
met. When these milestones are monitored, 6% of respondents indicated that it is 
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„not effective‟. Of the other respondents, however, more than half, 61% maintained 
that it is „effective‟, 13% felt it is „very effective‟, but only 10% reported that this is 
„extremely effective‟ (refer to number 3.2 in Annexure A).  
 
Data point three reveals that all respondents indicated that necessary operational 
and financial information is communicated to the right people in the organisation 
on a timely basis; however, 16% perceive this as not being effective. On the other 
hand, more than half, 65%, felt it is „effective‟, 6% perceived it as „very effective‟ 
and just 13% feels it is „extremely effective‟ (refer to number 3.3 in Annexure A).  
 
From the data in data point four, it can be seen that all respondents indicated that 
necessary operational information is communicated to the right people in the 
organisation in a format that facilitates its use. However, 13% responded that it is 
„not effective‟. Nevertheless, more than half (65%) of the respondents perceived 
this to be „effective‟, 13% indicated that it is „very effective‟ and 10% reported that 
this is „extremely effective‟ (refer to number 3.4 in Annexure A).  
 
It was determined in data point five that all respondents stated that necessary 
financial information is communicated to the right people in the organisation in a 
format that facilitates its use. However, 13% indicated that it is „not effective‟, more 
than half (61%) perceives this as „effective‟, while 16% reported it is „very effective‟ 
and only 10% indicated that it is „extremely effective‟ (refer to number 3.5 in 
Annexure A).  
 
In data point six, 10% of respondents indicated that there is no process in place to 
respond to new information needs in the organisation on a timely basis. Where 
such a process does exist, 10% of respondents indicated that it is „not effective‟. 
However, more than half, 65%, reported it is „effective‟ and 13% indicated it is 
„very effective‟; only 3% of the respondents indicated that it is „extremely effective‟ 
(refer to number 3.6 in Annexure A).  
 
Data point seven reveals that 7% of respondents feel that no process is in place to 
collect and document complaints in order to analyse, determine cause and stop a 
problem from recurring in the future. Where such a process exists, 14% indicated 
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that it is „not effective‟. More than half, (55%), however, responded that it is 
„effective‟, 17% responded it is „very effective‟ and 7% of the respondents stated it 
is „extremely effective‟ (refer to number 3.7 in Annexure A).  
 
For data point eight, 3% of respondents indicated that no process is in place to 
collect and document errors in order to analyse, determine cause and stop a 
problem from recurring in the future. Where such a process does exist, 23% 
indicated that it is „not effective‟; more than half, 61%, responded that it is 
„effective‟, and 6% indicated it is „very effective‟ and „extremely effective‟ (refer to 
number 3.8 in Annexure A).  
 
For data point nine, 13% of respondents indicated that no process has been 
established or communicated to stakeholders about how to communicate 
suspected instances of wrongdoing by the company. Where such a process has 
been established and communicated, 26% of the respondents perceive it as „not 
effective‟, 48% perceive it as „effective‟, 10% indicated it is „very effective‟ and only 
3% indicated that it is „extremely effective‟ (refer to number 3.9 in Annexure A).  
 
Feedback from the respondents, shown in data point ten, found that 3% of the 
respondents indicated that the accounting system does not comprise of different 
classes of transactions. Where the accounting system is divided into such classes, 
6% perceive it as „ineffective‟, more than half (52%) indicated that it is „effective‟, 
32% reported it is „very effective‟ while only 6% maintain it is „extremely effective‟ 
(refer to number 3.10 in Annexure A). 
 
In data point eleven, 3% of respondents stated that the accounting in their 
organisation system does not ensure completeness of records. Where the 
accounting system does ensure this, 19% perceive it is not being effective, 48% 
responded that it is „effective‟, while 23% responded it is „very effective‟. Only 6% 
felt that it is „extremely effective‟ (refer to number 3.11 in Annexure A). 
 
For data point twelve, 6% of the respondents stated that the accounting system in 
their organisation does not ensure the accuracy of records. Where the accounting 
system does ensure accuracy, 16% of the sample indicated that it is „not effective‟, 
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48% said it is effective, while 23% of the sample said it is very effective. Only 6% 
of the respondents said it is extremely effective (refer to number 3.12 in Annexure 
A). 
 
Data point thirteen reveals that 6% of accounting systems reported on by 
respondents do not avoid duplicate recording. Where the system does avoid 
duplicate recording, 13% of respondents perceive it is „not effective‟; more than 
half, 55%, responded that it is „effective‟, while 19% reported it is „very effective‟. 
Only 6% felt that it is „extremely effective‟ (refer to number 3.13 in Annexure A).  
 
(d) Monitoring 
 
Figure 3.3 indicates the respondents‟ perceptions on control elements that could 
contribute to the effectiveness of monitoring activities. Some percentages do not 
add up to 100% due to a rounding error created by the electronic spreadsheet. 
 
 
Figure 3.3:  Respondents’ perceptions on the effectiveness of monitoring 
activities 
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In Figure 3.3 data point one reveals that 10% of the respondents indicated that 
personnel do not need to sign off, thus indicating that they have performed critical 
control activities such as reconciliations. Where personnel do sign off, 10% 
indicated that it is „not effective‟, more than half, 58%, reported it is „effective‟, 
while 16% responded it is „very effective‟. Only 6% of the respondents maintained 
this is „extremely effective‟ (refer to number 4.1 in Annexure A).  
 
Data point two shows that 10% of the respondents indicated that employees do 
not understand their obligation to communicate observed weaknesses in design in 
terms of the internal control system of the organisation to appropriate supervisory 
personnel. Where employees do report such weaknesses, 29% perceive it is „not 
effective‟, 48% indicated that it is „effective‟, 10% stated it is „very effective‟, and 
only 3% reported it is „extremely effective‟ (refer to number 4.2 in Annexure A). 
 
In data point three, 10% of respondents indicated that employees do not 
understand their obligation to communicate observed weaknesses in compliance 
with the internal control system of the organisation to the appropriate supervisory 
personnel. Where employees do report such weaknesses, 32% indicated that it is 
„not effective‟, 45% indicated that it is „effective‟, 10% stated it is „very effective‟ 
and only 3% responded that it is „extremely effective‟ (refer to number 4.3 in 
Annexure A). 
 
It was determined in data point four, 23% of the respondents indicated that their 
organisations do not rely on customer complaints to identify certain control 
weaknesses. Where they do rely on customer complaints, 16% indicated that it is 
„not effective‟, 45% indicated that it is „effective‟, 13% stated it is „very effective‟, 
while 3% responded that it is „extremely effective‟ (refer to number 4.4 in Annexure 
A). 
 
Feedback from respondents show, in data point five, that 6% felt that no follow up 
on recommendations from the internal audit department is performed. Where 
follow up is done, 19% of the respondents perceive it is „not effective‟, more than 
half, 55%, agreed it is „effective‟ , 13% reported it is „very effective‟, while only 6% 
indicated that it is „extremely effective‟ (refer to number 4.5 in Annexure A).  
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For data point six, 16% of the respondents reported their organisations do not rely 
on internal audit for effective monitoring of controls. Where organisations do rely 
on internal audit, only 3% perceives it as „not effective‟, more than half, 61%, 
reported it is „effective‟, while 16% stated it is „very effective‟ and 3% felt it is 
„extremely effective‟ (refer to number 4.6 in Annexure A).  
 
For data point seven, 10% of respondents stated their organisations do not rely on 
exception reports to monitor controls. Where organisations do rely on exception 
reports, 10% indicated that it is „not effective‟, more than half, 61%, reported it is 
„effective‟, 16% maintained it is „very effective‟ and only 3% perceived it to be 
„extremely effective‟ (refer to number 4.7 in Annexure A).  
 
In data point eight, it was found that 10% of respondents do not rely on reports 
generated by operating personnel to monitor controls. When organisations do rely 
on such reports, 16% indicated that this is „not effective‟; more than half, 58%, 
indicated that it is „effective‟, 13% indicated it is „very effective‟ and only 3% 
indicated that it is „extremely effective‟ (refer to number 4.8 in Annexure A).  
 
(e) Control activities 
 
Figure 3.4 indicates the respondents‟ perceptions on control elements under the 
control activities component of internal control that contributes to the effectiveness 
of control activities. Some percentages do not add up to 100% due to a rounding 
error created by the electronic spreadsheet. 
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Figure 3.4:  Respondents perceptions on the effectiveness of control 
activities 
 
In data point one, only 3% of respondents indicated that their organisations do not 
have a process in place to ensure that controls as described in policy and 
procedure manuals are applied as they are meant to be applied. Where controls 
are applied, 26% of respondents indicated that it‟s „not effective‟, more than half, 
52%, felt they are „effective‟, 16% reported that the process are „very effective‟, 
while only 3% felt its „extremely effective‟ (refer to number 5.1 in Annexure A). 
 
Data point two reveals that 3% of organisations‟ policy and procedure manuals do 
not document all the relevant policies and procedures. Where organisations do 
document all relevant policies and procedures, 26% of the respondents indicated 
that they are „not effective‟, 42% reported its „effective‟, 23% felt it‟s „very effective‟ 
and only 6% responded it‟s „extremely effective‟ (refer to number 5.2 in Annexure 
A). 
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It was found in data point three that 3% of the respondents do not review and 
update policy and procedures on a regular basis. Where such documents are 
reviewed and updated regularly, 27% of the respondents perceive this as not 
being effective, half of the respondents (50%) state that this is „effective‟, 17% feel 
that this is „very effective‟ and only 3% of the respondents maintain that this is 
„extremely effective‟ (refer to number 5.3 in Annexure A).  
 
The respondents‟ feedback in data point four shows that 6% indicated that 
supervisory personnel do not review the functioning of controls. Where they do 
review this, 23% of the respondents perceive that this is „not effective‟, 45% 
perceive it as „effective‟, 23% perceive it as „very effective‟ and only 3% indicate 
that it is „extremely effective‟ (refer to number 5.4 in Annexure A).  
 
The results show that, in data point five, 3% of the respondents do not carry out 
timely and appropriate follow-up action on exception reports. When they do, 16% 
of the sample indicated that it is „not effective‟, 48% perceives it as „effective‟, 26% 
indicated it is „very effective‟ and only 6% thinks it is „extremely effective‟ (refer to 
number 5.5 in Annexure A).  
 
For data point six, 6% of the respondents indicated that custody over assets is not 
separate from accounting. Where custody over assets is separate, 19% indicated 
that it is „not effective‟, 39% reported it is „effective‟, 29% indicates that it is „very 
effective‟ and only 6% perceives it as being „extremely effective‟  (refer to number 
5.6 in Annexure A).  
 
In data point seven, 3% of the sample indicated that operational and record-
keeping responsibility is not separate. Where this responsibility is separated, 13% 
perceive it is „not effective‟, 48% indicated that it is „effective‟, 29% stated it is „very 
effective‟ and just 6% maintained that it is „extremely effective‟ (refer to number 5.7 
in Annexure A). 
 
In looking at figure 3.4, data point eight, all the respondents stated that physical 
control over assets exist; however, 19% reported that this control is „not effective‟, 
more than half, 55%, reported it is „effective‟, 23% indicated it is „very effective‟ 
 58 
 
and just 3% of the respondents indicated that it is „extremely effective‟ (refer to 
number 5.8 in Annexure A).  
 
Lastly the results show in data point nine, 10% of respondents indicated that no 
independent checks on performance are executed. Where such checks are in 
place, 10% of the respondents indicated that such checks are „not effective‟, 48% 
indicated that they are „effective‟, 26% stated they are „very effective‟ and just 6% 
indicated that they are „extremely effective‟ (refer to number 5.9 in Annexure A).  
 
 
3.4  Internal consistency of the summated scores 
 
Results of the Cronbach alpha greater than 0.70 are regarded as adequate proof 
of the internal consistency of summated scores. Values greater than 0.80 are 
regarded as excellent (Gliem and Gliem, 2003). 
 
Table 3.5 shows the Cronbach alpha substantiating the internal consistency and 
reliability of the data. 
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Table 3.5:  Internal consistency (reliability) statistics for summated scores 
Component 
Cronbach's 
alpha 
Integrity and ethical values 0.94 
Commitment to competence 0.93 
Board of directors/audit committee 0.97 
Management philosophy & operating style 0.86 
Organisational structure 0.91 
Assignment of authority & responsibility 0.94 
Human resource policies & practices 0.96 
Control environment 0.94 
Risk assessment 0.91 
Information and communication 0.93 
Monitoring 0.92 
Control activities 0.91 
 
Considering the Cronbach alphas as given in Table 3.5 (all above 0.7) one can 
conclude that the questionnaire used in this study is reliable. 
 
 
3.5  Inferential and descriptive statistics for summated scores 
 
Table 3.6 indicates the descriptive statistics for the summated scores. The mean 
score, among other measures, was calculated to determine the average number 
of respondents in each of the response scales. 
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Table 3.6:  Descriptive statistics of summated scores for each of the components 
of COSO’s integrated internal control framework 
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*n 31 31 31 31 30 31 31 31 31 31 31 31 
Mean 2.95 3.28 3.18 3.24 3.13 3.16 2.96 3.13 3.16 3.04 2.81 3.04 
**S.D. 0.84 0.91 0.86 0.76 0.78 0.78 0.94 0.71 0.68 0.69 0.76 0.75 
Minimum 1.14 1.67 1.00 1.40 1.33 1.63 1.00 1.57 1.63 1.62 1.13 1.44 
Quartile 1 2.43 2.50 2.68 2.90 2.83 2.82 2.32 2.83 2.69 2.92 2.44 2.73 
Median 2.93 3.33 3.21 3.20 3.00 3.13 3.00 3.23 3.00 3.00 2.75 3.00 
Quartile 3 3.61 4.00 3.83 3.80 3.50 3.69 3.13 3.59 3.50 3.23 3.07 3.44 
Maximum 4.71 4.67 4.93 4.60 5.00 5.00 5.00 4.77 5.00 5.00 5.00 4.89 
*n=Sample size  **S.D.=Standard deviation 
 
All the sample scores fall into the neutral interval, that is, between 2.6 and 3.4 
indicating that for each component respondents perceive it to be „effective‟. 
 
Table 3.7 provides a summary of the number of respondents in each of the 
options of the five point likert scale. 
 
  
 61 
 
Table 3.7:  Number of responses in the different response scales 
COSO’s integrated internal control 
framework components of internal 
control 
N
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Total 
Integrity and ethical values 10 32% 10 32% 11 35% 31 100% 
Commitment to competence 8 26% 8 26% 15 48% 31 100% 
Board of directors/audit committee 8 26% 10 32% 13 42% 31 100% 
Management philosophy & operating style 4 13% 17 55% 10 32% 31 100% 
Organisational structure 5 17% 15 50% 10 33% 30 100% 
Assignment of authority & responsibility 5 16% 17 55% 9 29% 31 100% 
Human resource policies & practices 10 32% 14 45% 7 23% 31 100% 
Control environment 6 19% 14 45% 11 35% 31 100% 
Risk assessment 4 13% 18 58% 9 29% 31 100% 
Information & communication 4 13% 22 71% 5 16% 31 100% 
Monitoring 9 29% 17 55% 5 16% 31 100% 
Control activities 7 23% 15 48% 9 29% 31 100% 
 
The negative zone is comprised of „not true‟ and „not effective‟. On the other hand, 
the neutral zone is „effective‟ while the positive zone is „very effective‟ and 
„extremely effective‟. The appropriate test for this scenario is to test whether the 
population score is probably also in the neutral zone.  
 
Table 3.8 shows results of the test of sample scores less than 3 whether the score 
is greater than 2.6 or for sample scores greater than 3 whether the score is less 
than 3.4.  
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Table 3.8:  Extrapolation of the sample size over the population 
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*Ho Mean 2.6 3.4 3.4 3.4 3.4 3.4 2.6 3.4 3.4 3.4 2.6 3.4 
**t-statistic 2.31 0.74 1.42 1.18 1.88 1.71 2.12 2.16 1.99 2.90 1.55 2.62 
***d.f. 30 30 30 30 29 30 30 30 30 30 30 30 
****p-value .014 .233 .084 .124 .035 .049 .021 .020 .028 .003 .065 .007 
Cohen’s d 0.42 n.a n.a n.a 0.34 0.31 0.38 0.39 0.36 0.52 n.a 0.47 
*Null hypothesis   **Statistical significance of independent variables  
***d.f.= Degrees of freedom ****Probability 
 
Significant p-values are at the .05 level; hence the conclusion can be made that 
there is conclusive evidence to prove that the relevant population score is in the 
neutral 2.6 to 3.4 interval (Croucher, 2002). 
 
 
3.6  Internal auditors’ perceptions of the effectiveness of the internal 
control system based on a recognised framework 
 
The internal control components are regarded as being effective for each of the 
components based on the COSO framework towards increasing the effectiveness 
of the internal control system (refer Table 3.6). This was extrapolated over the 
entire population (refer Table 3.8) which supports the finding that the internal 
control system is regarded as being effective for each component based on 
control elements in line with the COSO framework, except for monitoring.  
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3.7  Pearson’s product moment correlation between components 
 
One of the components (monitoring) was going in the direction of „not effective‟ 
(negative zone) when extrapolated over the population, although it was effective 
on a sample basis and other components were effective when extrapolated over 
the population.  
 
Table 3.9 shows more consistent results employing the use of Pearson‟s product 
moment correlation. 
 
Table 3.9:  Summated Pearson’s product moment correlation between 
components 
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Control environment - .786 .692 .657 .826 
Risk assessment .786 - .766 .778 .786 
Information & communication .692 .766 - .827 .807 
Monitoring .657 .778 .827 - .755 
Control activities .826 .786 .807 .755 - 
 
All the correlations were significant at the .05 level (r > 0.355 for n = 31). Most 
correlations are greater than .500 (deemed large in terms of practical 
significance). It is clear from table 3.9 that a strong correlation exists between the 
components; hence, if one component is working effectively all the others are 
deemed to be effective too. Pearson‟s product moment correlation is interesting, 
bearing in mind that COSO‟s components are interlinked and, accordingly, this 
requires that all five components should be present and operating effectively in 
order to conclude that internal control over the objective category is effective 
(COSO, 1994; Picket et al., 2007). 
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It is thus important to note that the monitoring component extrapolated over the 
population is not regarded as effective in increasing the effectiveness of the 
internal control system and this could lead to other components becoming less 
effective over time if they are not frequently monitored. This finding is consistent 
with COSOs Guidance on monitoring internal control systems report, where the 
monitoring component is considered to be under-utilised by management in their 
assessment of internal control (COSO, 2009). These components are in a 
partnership, one depending on the other, together working towards an effective 
internal control system. As illustrated in figure 2.1 and emphasised by the COSO 
control framework (COSO, 2009), the monitoring component has an important 
overarching function, completing the COSO framework.  
 
 
3.8  Summary 
 
From the above discussions and interpretations, supported by statistical 
calculations, it can be deduced that internal auditors consider  internal control 
systems to be effective when it is based on control elements as outlined in a 
recognised framework such as COSO. The most significant points as perceived by 
the respondents to be „very effective‟ in increasing the effectiveness of internal 
control systems can be summarised as follows: 
 
 Policies that address expected standards of ethical and moral behavior 
(39%) 
 Management prohibited from overriding controls (29%) 
 Management‟s actions demonstrating commitment to the code of ethics 
(35%). 
 The level of competence and the requisite knowledge and skills must be 
defined for each job in the accounting and internal audit departments (39% 
and 52% respectively). 
 Management ensuring that staff in the accounting and the internal audit 
department has the knowledge and skills needed to do their jobs (42%). 
 Audit committees‟ responsibilities should be defined in the charter (52%). 
 Audit committees should approve the internal audit plan (45%). 
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 Audit committees should have the expertise needed to serve effectively in 
their role (42%). 
 Audit committee members should be independent of the company and 
management (45%). 
 Audit committees should receive key information from management in a 
timely manner in advance of meetings in order to prepare effectively for the 
meetings (39%). 
 Accounting principles should be chosen that are in the long-term interests of 
the organisation as opposed to the short-term maximisation of income 
(45%). 
 
Most of the respondents perceived the following as „not effective‟: 
 
 When management overrides controls, it is brought to the attention of the 
audit committee (32%). 
 Employees understand the performance criteria necessary for promotion 
and salary increases (29% and 32% respectively).  
 
Most of the respondents regarded the following as not implemented in the 
organisation: 
 
 The use of an anonymous fraud hotline (32%). 
 Annual employee acknowledgement that they have read understood and 
complied with the code of conduct (35%). 
 
Chapter 4 presents the conclusions and provides recommendations for the 
improvement of the findings discussed in this chapter. 
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 CHAPTER 4:  CONCLUSIONS AND RECOMMENDATIONS 
 
 
4.1 Introduction 
 
The primary objective of this study is to investigate how internal auditors perceive 
the importance and effect of the various COSO control elements on the 
effectiveness of internal control systems of their organisations. Five secondary 
objectives were also formulated.  In this chapter it will be discussed how these 
objectives were met. This chapter further summarises the study, provide 
recommendations and identifies areas for further research.  
 
4.2 A summary of the findings of the study 
 
The following sections will provide a brief summary of the most significant findings 
in respect of each of the five interrelated internal control components of the COSO 
control framework. 
 
4.2.1 The control environment 
 
The following sub-components of the control environment were included in the 
questionnaire: 
 
 integrity and ethical values 
 commitment to competence 
 board of directors and audit committee 
 management philosophy and operating style 
 organisational structure 
 assignment of authority and responsibility 
 human resource policies and procedures 
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The respondents perceived these sub-components to be „effective‟. When 
combined, these sub-components make up the control environment, which the 
respondents perceived to be „effective‟ overall. 
 
4.2.2  Risk assessment, information and communication, monitoring 
and control activities 
 
The respondents perceived each of the abovementioned components of internal 
control to be „effective‟. The summated mean scores of the components fell in the 
neutral zone which was regarded as „effective‟ (refer section 3.5). 
 
From the above discussions, it can be concluded that internal auditors perceive 
control elements as outlined in the COSO framework to be a contributing factor in 
improving the effectiveness of the internal control system.  
 
4.3 How the objectives were achieved in this study 
 
Table 4.1 outlines the manner in which the objectives of this study were achieved 
(refer section1.2). It was shown that internal auditors perceive their implemented 
internal control systems based on the COSO control framework, to be „effective‟. 
 
Table 4.1: Achieving the objectives of this study 
Secondary objective  How the objective was achieved 
 To determine the perception of internal 
auditors on control elements that could 
contribute to the effectiveness of the 
control environment. 
 
A summated mean score of 3.13 was 
obtained which falls within the neutral 
zone thus indicating that this control 
element is a contributing factor to the 
improvement of internal control 
systems of organisations effectiveness. 
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Secondary objective  How the objective was achieved 
 To determine the perception of internal 
auditors on control elements that could 
contribute to the effectiveness of risk 
assessments. 
 
A summated mean score of 3.16 was 
obtained and this is regarded as 
„effective‟ in improving the internal 
control system when risk assessments 
are performed. Comparing the 
summated mean score of this element 
to that of the other four elements, it is 
clear that internal auditors regard this 
control element as the most important 
to include when designing internal 
control systems. This could be due to 
the fact that internal auditors follow a 
risk based audit approach in guiding 
the annual audit plan and this 
emphasises the importance of risk 
assessments not just as part of the 
auditing activity but as part of good 
business practice to be adopted by the 
enterprise risk management unit. 
 To determine the perception of internal 
auditors on control elements that could 
contribute to the effectiveness of 
information and communication. 
 
The summated mean score of 3.04 was 
obtained and this is regarded as 
„effective‟ in improving the internal 
control system. From this score it can 
be noted that „information and 
communication‟ is regarded as equally 
important to „control activities‟. 
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Secondary objective  How the objective was achieved 
 To determine the perception of internal 
auditors on control elements that could 
contribute to the effectiveness of 
monitoring activities. 
 
A summated mean score of 2.81 was 
obtained which falls within the neutral 
zone. Although this control activity is 
scored in the neutral zone, it is clear 
that when compared with the 
summated scores of the other control 
elements, it is the lowest and internal 
auditors do thus not perceive 
monitoring activities as the highest 
contributing factor to the effectiveness 
of internal control systems. This could 
contribute to other control components 
not serving their intended role. 
Monitoring, to a large extent, is the 
responsibility of management and lack 
of execution of this function could be 
detrimental to the internal control 
system. By default, elimination and/or 
an inadequate monitoring function will 
break the linkage of the control 
components as can be seen in figure 
2.1; the monitoring component serve as 
an important overarching control; hence 
it is on top (monitoring/overseeing) of 
the other components.  
 To determine the perception of internal 
auditors on control elements that could 
contribute to the effectiveness of 
control activities. 
A summated mean score of 3.04 was 
obtained – the same as for „information 
and communication‟. 
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4.4  Recommendations 
 
Those charged with the ultimate responsibility for governance, risk and control 
should attempt to implement and maintain control elements as outlined in the 
COSO framework, especially those regarded as „very effective‟ as indicated by 
this study. Once implemented, internal auditors should continuously and 
vigorously evaluate the adequacy and effectiveness internal control systems. 
 
As stated by Quellet (2010), senior management, such as the CEO and CFO, 
should continuously promote good governance. This includes setting and 
communicating the „tone at the top‟, that is, the control environment. Senior 
management should realise that setting objectives and ensuring that these are 
met are their responsibility and should therefore implement controls to mitigate 
risks that might stop the objectives from being achieved. 
 
Senior management delegates a lot of their responsibility and authority to middle 
and lower management and the researcher therefore recommend the strict 
monitoring of such activities. If possible, organisations should employ internal 
auditors for this task, as they can act as a control, independently monitoring 
activities on behalf of the board of directors and the audit committee (COSO, 
2009; Cathcart and Kapoor, 2010).  
 
Lastly, the following policies should be adopted in organisations to futher 
contribute to the effectiveness of internal control systems: 
 
 when management overrides controls, it should be brought to the attention 
of the audit committee 
 employees should understand the performance criteria necessary for 
promotion and salary increases 
 the use of an anonymous fraud hotline 
 employee acknowledgement annually that they have read, understood and 
complied with the code of conduct 
 
The following section discusses areas for possible further research. 
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4.5  Possible further research 
 
Firstly, further research could be structured around COSO‟s ERM framework, 
which includes elements of COSO‟s integrated internal control framework, 
incorporating a broader risk management approach. 
 
Secondly, the perceptions of Chief Audit Executives (CAE) could be established 
on the effectiveness of the internal control system based on control elements as 
outlined in the COSO framework and the COSO ERM framework. 
 
Finally, further research could be structured around the CoCo model as this model 
consists of 20 specific criteria to be present in a control system for it to be deemed 
effective. 
 
From table 4.1 it can be deduced that the objective of the study as outlined in 
section 1.2 has been achieved. Internal auditors perceive control elements as 
outlined in the COSO framework to be a contributing factor to increasing the 
effectiveness of the internal control system.  
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ANNEXURE A 
 
QUESTIONNAIRE 
 
PART A: PERSONAL DETAILS OF RESPONDENT AND ORGANISATION 
 
 
1. Please indicate all the formal academic qualifications completed you obtained: 
 
Education level    
Doctoral degree  
Master‟s degree                                                                      
MBA/MBL/DBL/DBA  
Honours degree  
Bachelor‟s degree/B-Tech/Higher diploma  
Diploma/National certificate  
Senior certificate/Grade 12  
     
 
2. Please indicate the main field(s) of specialisation of your highest post-grade 12 
qualification, if you have such a qualification (you may choose more than one from the list 
below). 
 
Field of specialisation    
External auditing    
Internal auditing    
Financial accounting    
Management accounting     
Taxation    
Economics    
Business management    
Information technology    
Law    
Other (please specify) ________________________________    
 
3. Please indicate your professional qualifications/designations (you may choose  
more than one): 
 
Professional qualifications    
Certified Internal Auditor (CIA)    
Certified Government Auditor (CGAP)    
Certification in Control Self-Assessment (CCSA)    
Information Systems Auditor (CISA)    
Chartered Accountant (CA(SA)) and/or Registered Auditor (RA) 
Certified Public Accountant (CPA) 
  
 
Chartered Certified Accountant (ACCA)    
Certified Management Accountant (CMA)    
Certified Fraud Examiner (CFE)    
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Professional Accountant (Professional Accountant (SA))    
No professional qualification obtained   
Other (please specify) ________________________________    
 
4. Are you a member of the Institute of Internal Auditors (IIA)? 
 
Yes  No     
 
 
5. Please indicate your number of years of experience in internal audit activities (IAA): 
 
     0 - 2  >2 - 5  >5 - 10  >10 – 15  >15     
  
None     
 
6. Please indicate the number of years employed by your current employer: 
 
   0 - 2  >2 - 5  >5 - 10  >10 – 15  >15     
 
7. Are you the Chief Audit Executive of your organisation? 
 
      Yes       No   
 
 
8. Do you use the COSO Integrated Internal Control Framework in your evaluation of the internal 
control system? 
 
      Yes       No   
 
 
9. Do you use the COSO Enterprise Risk Management (ERM) Integrated Framework in your 
evaluation of the internal control system? 
 
      Yes       No   
 
 
10. Are any of the internal audit services of your organisation outsourced/co-sourced 
(performed by an outside party)? 
 
      Yes       No   
 
 
11. Is your organisation listed on the JSE? 
 
      Yes       No   
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12. How many staff members are currently employed in the organisations Internal Audit Activity? 
 
 
1 - 2  >2 – 5  >5 – 10  >10 - 15  >15  
 
 No internal audit department          
 
 
PART B: COSO’S INTEGRATED INTERNAL CONTROL FRAMEWORK 
 
  
The following statements are based on the five interrelated components of an 
internal control structure. Please indicate your perception on how effective 
each component is on contributing to improving the effectiveness of the 
internal control structure at your organisation using the indicated response 
scale.  Choosing scales 2-5 also imply implementation of the procedure or 
control at the organisation. 
  
For each statement, please indicate with an X the most applicable option for your 
organisation.  Use the following scale: 
 
1 = Not true, 2 = Not effective, 3 = Effective, 4 = Very effective, 5 Extremely effective. 
 
1 CONTROL ENVIRONMENT  
1.1 Integrity and Ethical Values 
1.1.1 
The organisation has a comprehensive code of 
conduct 
1 2 3 4 5 
1.1.2 
The organisation has other policies addressing 
acceptable business practice 
1 2 3 4 5 
1.1.3 
The organisation has other policies addressing 
conflicts of interest 
1 2 3 4 5 
1.1.4 
The organisation has other policies addressing 
expected standards of ethical and moral behaviour 
1 2 3 4 5 
1.1.5 
Management is prohibited from overriding established 
controls 
1 2 3 4 5 
1.1.6 The organisation uses an anonymous fraud hotline 1 2 3 4 5 
1.1.7 
Procedures are in place to investigate and report 
results of a fraud hotline to the audit committee 
1 2 3 4 5 
1.1.8 The code is distributed to employees 1 2 3 4 5 
1.1.9 
Employees are required to annually acknowledge that 
they have read, understood, and complied with the 
code 
1 2 3 4 5 
1.1.10 
Management demonstrates through actions its own 
commitment to the code of conduct 
1 2 3 4 5 
1.1.11 Dealings with stakeholders are based on honesty and 1 2 3 4 5 
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fair business practices 
1.1.12 
Management take appropriate action in response to 
violations of the code of conduct 
1 2 3 4 5 
1.1.13 
When management does override controls,  this is 
brought to the attention of the audit committee 
1 2 3 4 5 
1.1.14 The organisation is proactively reducing fraud 1 2 3 4 5 
1.2 Commitment to Competence 
1.2.1 
The level of competence and the requisite knowledge 
and skills are defined for each job in the accounting 
department 
1 2 3 4 5 
1.2.2 
The level of competence and the requisite knowledge 
and skills are defined for  jobs in the internal audit 
department 
1 2 3 4 5 
1.2.3 
Management makes an effort to determine whether 
the accounting and internal audit departments have 
adequate knowledge and skills to do their jobs 
1 2 3 4 5 
1.3 Board of Directors/Audit committee 
1.3.1 
The audit committee's responsibilities are defined in a 
charter 
1 2 3 4 5 
1.3.2 This charter is reviewed and updated annually  1 2 3 4 5 
1.3.3 This charter is approved by the Board 1 2 3 4 5 
1.3.4 
The audit committee approves internal audits' annual 
audit plan 
1 2 3 4 5 
1.3.5 
Audit committee members are independent of the 
organisation and management 
1 2 3 4 5 
1.3.6 
Audit committee members have the necessary 
expertise to serve effectively in their role 
1 2 3 4 5 
1.3.7 A sufficient number of meetings are held annually 1 2 3 4 5 
1.3.8 
The meetings are of sufficient length and depth to 
adequately discuss all items on the agenda 
1 2 3 4 5 
1.3.9 
The audit committee constructively challenges 
management's planned decisions 
1 2 3 4 5 
1.3.10 
Sufficient meetings are held between the audit 
committee and the CFO, CAE and other key members 
of the financial management and reporting team and 
the independent auditors  
1 2 3 4 5 
1.3.11 
The audit committee receives key information from 
management in sufficient time in advance of meetings 
to prepare for discussions at the meetings  
1 2 3 4 5 
1.3.12 
A process exists for informing audit committee 
members about significant issues on a timely basis  
1 2 3 4 5 
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1.3.13 
A process exist for informing audit committee 
members about significant issues  in a manner 
conducive to the audit committee having a full 
understanding of the issues and their implications 
1 2 3 4 5 
1.3.14 
The audit committee is informed about personnel 
turnover in key functions, for example the audit team, 
internal and external audit 
1 2 3 4 5 
1.4 Management Philosophy and operating style 
1.4.1 
The accounting function is viewed as a team of 
competent professionals bringing information, order, 
and controls to decision making  
1 2 3 4 5 
1.4.2 
The selection of accounting principles is made in the 
long term interest of the organisation as opposed to 
short term maximisation of income 
1 2 3 4 5 
1.4.3 
Assets, including intellectual assets, are protected 
from unauthorised access and use 
1 2 3 4 5 
1.4.4 
Managers respond appropriately to unfavourable 
signals and reports 
1 2 3 4 5 
1.4.5 Estimates and budgets are reasonable and achievable 1 2 3 4 5 
1.5 Organisational Structure 
     
1.5.1 
Key managers in the accounting functions are given 
adequate definition of their responsibilities 
1 2 3 4 5 
1.5.2 
Key managers in the internal audit functions are given 
adequate definition of their responsibilities 
1 2 3 4 5 
1.5.3 
The organisational structure is, within the accounting 
function, appropriate for the size of the organisation 
1 2 3 4 5 
1.5.4 
The organisational structure is, within the internal 
audit function appropriate for the size of the 
organisation 
1 2 3 4 5 
1.5.5 
Sufficient numbers of employees exist at the 
management levels in the accounting functions, to 
allow those individuals to effectively carry out their 
responsibilities 
1 2 3 4 5 
1.5.6 
Sufficient numbers of employees exist at the 
management levels in  internal audit functions, to 
allow those individuals to effectively carry out their 
responsibilities 
1 2 3 4 5 
1.6 Assignment of Authority and Responsibility 
1.6.1 
Job descriptions are in place for management  in the 
accounting functions 
1 2 3 4 5 
1.6.2 
Job descriptions are in place for management in the 
internal audit functions 
1 2 3 4 5 
1.6.3 Job descriptions are in place for supervisory 1 2 3 4 5 
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personnel in the accounting  functions 
1.6.4 
Job descriptions are in place for  supervisory 
personnel in the  internal audit functions 
1 2 3 4 5 
1.6.5 
Authority is delegated appropriately for the 
responsibilities assigned 
1 2 3 4 5 
1.6.6 
Senior managers get involved as needed to provide 
direction to lower level employees 
1 2 3 4 5 
1.6.7 
Senior managers get involved as needed to address 
issues 
1 2 3 4 5 
1.6.8 
Senior managers get involved as needed to 
implement improvements 
1 2 3 4 5 
1.7 Human Resources Policies and Practices 
1.7.1 
Policies and procedures are in place for hiring 
employees in the accounting and internal audit 
functions 
1 2 3 4 5 
1.7.2 
Policies and procedures are in place for  training 
employees in the accounting and internal audit 
functions 
1 2 3 4 5 
1.7.3 
Policies and procedures are in place for promoting  
employees in the accounting and internal audit 
functions 
1 2 3 4 5 
1.7.4 
Policies and procedures are in place for compensating  
employees in the accounting and internal audit 
functions 
1 2 3 4 5 
1.7.5 
Employees understand that sub-standard 
performance will result in remedial action 
1 2 3 4 5 
1.7.6 
Corrective action is taken in response to departures 
from approved policies 
1 2 3 4 5 
1.7.7 
Employees understand the performance criteria 
necessary for promotions 
1 2 3 4 5 
1.7.8 
Employees understand the performance criteria 
necessary for  salary increases 
1 2 3 4 5 
2 RISK ASSESSMENT  
2.1 
The organisation considers risks from external 
sources 
1 2 3 4 5 
2.2 The organisation considers risks from internal sources  1 2 3 4 5 
2.3 
The risk of a misstatement of the financial statements 
is considered, and steps are taken to mitigate that risk 1 2 3 4 5 
2.4 
The risks associated with foreign/offshore operations 
are considered 
1 2 3 4 5 
2.5 Management estimates the significance of risk 1 2 3 4 5 
2.6 Management assesses the likelihood of risk occurring 1 2 3 4 5 
2.7 Magagement assesses the impact of risk occurring 1 2 3 4 5 
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2.8 
Management take necessary action to manage risks 
identified 
1 2 3 4 5 
3 INFORMATION AND COMMUNICATION 
3.1 
A process is in place to collect information from 
external sources that could have an impact on the 
organisation and the financial reporting process 
1 2 3 4 5 
3.2 
Milestones to achieve financial reporting objectives 
are monitored to ensure that timing deadlines are met 
1 2 3 4 5 
3.3 
Necessary operational and financial information is 
communicated to the right people in the organisation 
on a timely basis 
1 2 3 4 5 
3.4 
Necessary operational  information is communicated 
to the right people in the organisation  in a format that 
facilitates its use 
1 2 3 4 5 
3.5 
Necessary  financial information is communicated to 
the right people in the organisation  in a format that 
facilitates its use 
1 2 3 4 5 
3.6 
A process is in place to respond to new information 
needs in the organisation on a timely basis 
1 2 3 4 5 
3.7 
There is a process in place to collect and document 
complaints to analyse, determine cause, and eliminate 
a problem from recurring in the future 
1 2 3 4 5 
3.8 
There is a process in place to collect and document 
errors to analyse, determine cause, and eliminate a 
problem from recurring in the future 
1 2 3 4 5 
3.9 
A process is established and communicated to 
stakeholders about how to communicate suspected 
instances of wrongdoing by the organisation  
1 2 3 4 5 
3.10 
The accounting system composes of different classes 
of transactions  
1 2 3 4 5 
3.11 
The accounting system ensures completeness of 
records 
1 2 3 4 5 
3.12 The accounting system ensures  accuracy of records 1 2 3 4 5 
3.13 The accounting system avoids duplicate recording 1 2 3 4 5 
4 MONITORING 
4.1 
Personnel are required to sign off, indicating their 
performance of critical control activities such as 
performing reconciliations 
1 2 3 4 5 
4.2 
Employees understand their obligation to 
communicate observed weaknesses in design  with 
the internal control structure of the organisation to the 
appropriate supervisory  personnel 
1 2 3 4 5 
4.3 
Employees understand their obligation to 
communicate observed weaknesses in compliance 
with the internal control structure of the organisation to 
1 2 3 4 5 
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the appropriate  management personnel 
4.4 
The organisation relies on customer complaints to 
identify certain control weaknesses  
1 2 3 4 5 
4.5 
There is follow up on recommendations from the 
internal auditors for improvements to the internal 
control system  
1 2 3 4 5 
4.6 
The organisation relies on the internal audit 
department for effective monitoring of controls  
1 2 3 4 5 
4.7 
The organisation relies on exception reports to 
monitor effectiveness of controls  
1 2 3 4 5 
4.8 
The organisation relies on operating personnel 
generated reports to monitor controls  
1 2 3 4 5 
5 CONTROL ACTIVITIES 
5.1 
The organisation has a process in place to ensure that 
controls as described in policy and procedure manuals 
are applied as they are meant to be applied 
1 2 3 4 5 
5.2 
Policy and procedure manuals document all important 
policies and procedures 
1 2 3 4 5 
5.3 
Policies and procedures are reviewed and updated on 
a regular basis 
1 2 3 4 5 
5.4 
Supervisory personnel review the functioning of 
controls 
1 2 3 4 5 
5.5 
Timely and appropriate follow-up action is taken on 
exceptions reports 
1 2 3 4 5 
5.6 Custody over assets are separate from accounting 1 2 3 4 5 
5.7 
Operational responsibility and record keeping 
responsibility is separated 
1 2 3 4 5 
5.8 Physical control over assets exists 1 2 3 4 5 
5.9 There is independent checks on performance 1 2 3 4 5 
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1.1.1 The organisation has a comprehensive 
code of conduct 
1 4 16 7 3 31 3 13 52 23 10 100 
1.1.2 The organisation has other policies 
addressing acceptable business 
practice 
1 4 12 11 3 31 3 13 39 35 10 100 
1.1.3 The organisation has other policies 
addressing conflicts of interest 
1 7 11 8 4 31 3 23 35 26 13 100 
1.1.4 The organisation has other policies 
addressing expected standards of 
ethical and moral behaviour 
1 6 9 12 3 31 3 19 29 39 10 100 
1.1.5 Management is prohibited from 
overriding established controls 
6 6 8 9 2 31 19 19 26 29 6 100 
1.1.6 The organisation uses an anonymous 
fraud hotline 
10 3 8 8 2 31 32 10 26 26 6 100 
1.1.7 Procedures are in place to investigate 
and report results of a fraud hotline to 
the audit committee 
11 2 13 4 1 31 35 6 42 13 3 100 
1.1.8 The code of conduct is distributed to 
employees 
5 5 13 5 3 31 16 16 42 16 10 100 
1.1.9 Employees are required to annually 
acknowledge that they have read, 
understood and complied with the code 
of conduct 
11 5 6 6 3 31 35 16 19 19 10 100 
1.1.10 Management demonstrates through its 
actions its own commitment to the code 
of conduct 
2 9 8 11 1 31 6 29 26 35 3 100 
1.1.11 Dealings with stakeholders are based 
on honesty and fair business practices 
1 3 14 11 1 30 3 10 47 37 3 100 
1.1.12 Management takes appropriate action in 
response to violations of the code of 
conduct 
2 4 14 10 1 31 6 13 45 32 3 100 
1.1.13 When management does override 
controls, this is brought to the attention 
of the audit committee 
6 10 6 8 1 31 19 32 19 26 3 100 
1.1.14 The organisation is proactively reducing 
fraud 
4 6 11 9 1 31 13 19 35 29 3 100 
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1.2.1 The level of competence and the 
requisite knowledge and skills are 
defined for jobs in the accounting 
department 
0 6 10 12 3 31 0 19 32 39 10 100 
1.2.2 The level of competence and the 
requisite knowledge and skills are 
defined for jobs in the internal audit 
department 
2 5 7 16 1 31 6 16 23 52 3 100 
1.2.3 Management makes an effort to 
determine whether the accounting and 
internal audit departments have 
adequate knowledge and skills to do 
their jobs 
2 6 9 13 1 31 6 19 29 42 3 100 
1.3.1 The audit committee's responsibilities 
are defined in a charter 
1 3 10 16 1 31 3 10 32 52 3 100 
1.3.2 The charter is reviewed and updated 
annually 
3 1 15 10 2 31 10 3 48 32 6 100 
1.3.3 The charter is approved by the Board 2 2 13 11 3 31 6 6 42 35 10 100 
1.3.4 The audit committee approves internal 
audits annual audits' plan 
2 2 9 14 4 31 6 6 29 45 13 100 
1.3.5 Audit committee members are 
independent of the company and 
management 
2 3 8 14 4 31 6 10 26 45 13 100 
1.3.6 Audit committee members have the 
necessary expertise to serve effectively 
in their role 
3 2 10 13 3 31 10 6 32 42 10 100 
1.3.7 A sufficient number of meetings are held 
annually 
4 1 13 8 5 31 13 3 42 26 16 100 
1.3.8 The meetings are of sufficient length 
and depth to adequately discuss all 
items on the agenda 
2 4 13 8 4 31 6 13 42 26 13 100 
1.3.9 The audit committee constructively 
challenges managements planned 
decisions 
3 7 12 7 2 31 10 23 39 23 6 100 
1.3.10 Sufficient meetings are held between 
the audit committee and the CFO, CAE 
and other key members of the financial 
management and reporting team and 
the independent auditors 
4 5 12 8 2 31 13 16 39 26 6 100 
1.3.11 The audit committee receives key 
information from management in 
sufficient time in advance of meetings to 
prepare for discussions at the meeting 
2 5 11 12 1 31 6 16 35 39 3 100 
1.3.12 A process exist for informing audit 
committee members about significant 
issues on a timely basis 
3 8 11 8 1 31 10 26 35 26 3 100 
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1.3.13 A process exists for informing audit 
committee members about significant 
issues in a manner conducive to the 
audit committee having a full 
understanding of the issues and their 
implications 
3 6 15 6 1 31 10 19 48 19 3 100 
1.3.14 The audit committee is informed about 
personnel turnover in key functions, for 
example the audit team, internal and 
external audit 
4 6 14 5 2 31 13 19 45 16 6 100 
1.4.1 The accounting function is viewed as a 
team of competent professionals 
bringing information, order, and controls 
to decision making 
4 3 11 11 2 31 13 10 35 35 6 100 
1.4.2 The selection of accounting principles is 
made in the long term interest of the 
organisation as opposed to short term 
maximisation of income 
2 2 9 14 4 31 6 6 29 45 13 100 
1.4.3 Assets, including intellectual assets, are 
protected from unauthorised access and 
use 
1 6 12 10 2 31 3 19 39 32 6 100 
1.4.4 Managers respond appropriately to 
unfavourable signals and reports 
0 5 15 10 1 31 0 16 48 32 3 100 
1.4.5 Estimates and budgets are reasonable 
and achievable 
2 2 18 8 1 31 6 6 58 26 3 100 
1.5.1 Key managers in the accounting 
functions are given adequate definition 
of their responsibilities 
1 4 15 8 2 30 3 13 50 27 7 100 
1.5.2 Key managers in the internal audit 
functions are given adequate definition 
of their responsibilities 
2 5 13 7 3 30 7 17 43 23 10 100 
1.5.3 The organisational structure is, within 
the accounting function, appropriate for 
the size of the organisation 
1 0 17 10 2 30 3 0 57 33 7 100 
1.5.4 The organisational structure is, within 
the internal audit function, appropriate 
for the size of the organisation 
3 6 13 6 2 30 10 20 43 20 7 100 
1.5.5 Sufficient number of employees exist at 
the management levels in the 
accounting functions, to allow those 
individuals to effectively carry out their 
responsibilities 
2 1 14 12 1 30 7 3 47 40 3 100 
1.5.6 Sufficient numbers of employees exist 
at the management levels in internal 
audit functions, to allow those 
individuals to effectively carry out their 
responsibility 
3 6 15 5 1 30 10 20 50 17 3 100 
1.6.1 Job descriptions are in place for 
management in the accounting 
functions 
0 2 18 8 3 31 0 6 58 26 10 100 
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*Percentages that do not add up to 100% are due to rounding error. 
 
1.6.2 Job descriptions are in place for 
management in the internal audit 
functions 
3 3 15 6 4 31 10 10 48 19 13 100 
1.6.3 Job descriptions are in place for 
supervisory personnel in the accounting 
functions 
0 2 19 8 2 31 0 6 61 26 6 100 
1.6.4 Job descriptions are in place for 
supervisory personnel in the internal 
audit functions 
4 4 14 5 4 31 13 13 45 16 13 100 
1.6.5 Authority is delegated appropriately for 
the responsibilities assigned 
0 7 14 9 1 31 0 23 45 29 3 100 
1.6.6 Senior managers get involved as 
needed to provide direction to lower 
level employees 
2 6 12 10 1 31 6 19 39 32 3 100 
1.6.7 Senior managers get involved as 
needed to address issues 
2 5 13 10 1 31 6 16 42 32 3 100 
1.6.8 Senior managers get involved as 
needed to implement improvements 
2 6 12 10 1 31 6 19 39 32 3 100 
1.7.1 Policies and procedures are in place for 
hiring employees in the accounting and 
internal audit functions 
1 5 14 7 4 31 3 16 45 23 13 100 
1.7.2 Policies and procedures are in place for 
training employees in the accounting 
and internal audit functions 
2 10 10 7 2 31 6 32 32 23 6 100 
1.7.3 Policies and procedures are in place for 
promoting employees in the accounting 
and internal audit functions 
1 10 14 4 2 31 3 32 45 13 6 100 
1.7.4 Policies and procedures are in place for 
compensating employees in the 
accounting and internal audit functions 
1 5 17 6 2 31 3 16 55 19 6 100 
1.7.5 Employees understand that sub-
standard performance will result in 
remedial action 
2 6 12 6 5 31 6 19 39 19 16 100 
1.7.6 Corrective action is taken in response to 
departures from approved policies 
3 8 13 4 3 31 10 26 42 13 10 100 
1.7.7 Employees understand the performance 
criteria necessary for promotions 
6 9 9 4 3 31 19 29 29 13 10 100 
1.7.8 Employees understand the performance 
criteria necessary for salary increases 
4 10 9 4 4 31 13 32 29 13 13 100 
