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括旋轉 ( r o t a t i o n )，擴大縮小 ( d i l a t i o n )及相片微粒推移 ( i m a g e pixel 
translation) °面對這些攻擊主要有兩個方法，其一爲設計獨特的電子水印。 









With the growth of digital media in the past years, the advantages of perfect 
duplication and convenient transmission of digital media give a problem of boot-
legging of digitized data. Digital watermarking is one of the possible ways to 
cope with bootlegging. Although it cannot prevent piracy directly, it can be 
evidence of piracy when they are caught. 
There are distortions that a well-designed watermark should be robust to. 
This thesis is focus on combating the one of these distortions: geometric distor-
tions on digital image-watermarking. The geometric distortions discussed here 
include rotation, dilation (image rescaling) and translation (image pixel shift-
ing). There are two techniques discussed in this thesis to combat geometric 
distortions, namely, special designed watermarking systems and distortion de-
tection. Special designed watermarking systems include ring-shaped watermark 
24]，watermarking with phase Taylor invariance [25] and rotation, dilation and 
translation invariant watermark [23]. They are specially designed watermarks 
which are resistant to geometric distortions. The second technique, distortion 
detection, detects the magnitude of geometric distortion and corrects the dis-
tortion by rotate, dilate and translate the image back. The advantage of this 
technique is that no new watermarking algorithm is needed to be designed. 
iii 
The existing watermarking algorithms that proven to be robust against other 
distortions can still be used, with an additional robustness against geometric 
distortions can be gained. 
For the combined geometric distortion, the process of distortion detection 
is much complicated, especially for combination of translation and rotation dis-
tortions. A combined translation and rotation attack is equivalent to a center-
unknown rotation and cannot be detected efficiently. This kind of mixed attack 
is left as further work. 
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Bootlegging is always a problem for the music, image or video creators. Tradi-
tionally, bootleggers' customers have had to put up with second rate products. 
However, with the development of digital media in the past years, bootlegging 
had become a convenient and simple task. Digital media has advantages over 
analog media: the quality of digital data is higher than that of their counterpart. 
Moreover, digital data can be duplicated without the loss of fidelity. As a result, 
once a music, image or video product is digitized, they can be pirated perfectly 
and the pirated product can be identical to the original copy. Digital media also 
has its advantages on the transmission and access of data over network: they 
are much easier and simpler in transmission and access. Therefore, the digitized 
pirate product can be distributed through Internet in mass-scale. 
As creators of these digitized products, they have to protect their owner-
ship. Conventional cryptographic systems can help them prevent any unau-
thorized users from accessing the encrypted data. However, once the data is 
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decrypted, unauthorized duplication and transmission cannot be prevented any-
more. As a result, digital watermark is developed. Digital watermarking is a 
data hiding technique, which evolved from the ancient technique of steganogra-
phy [1]. Steganography means 'covered writing', which is derived from the Greek 
word steganos (means 'covered') and graphein (means 'to write，). According to 
Herodotus, the first Greek historian, and his great work, The Histories, idea of 
covered writing appeared in fifth century BC. In the war between Persia empire 
and smaller Greece, the art of secret writing saved Greece from being conquered 
by Xerxes, the king of Persia. 
At around 490 BD, Xerxes decided to invade Greece and began to mobilise a 
military force. He spent five years to build up this force secretly. Finally, in 480 
BC, Xerxes prepared to attack Greece in a surprise. However, during this five 
years, a Greek called Demaratus, who had been expelled from his homeland and 
lived in a Persian city, witnessed the build-up of the Persian military. Although 
he had been expelled, he still felt some loyalty to Greece. He wanted to send 
a message to his homeland to warn the Greek of Xerxes' invasion plan. But 
he had to face the challenge of transmitting his message secretly without being 
intercepted by the guards of Persia. He scrapped the wax off a pair of wooden 
folding tablets, wrote his message on the wood underneath and covered his 
message by wax again. The tablet appeared to be blink on the surface and thus 
was not suspected by the Persia guards. 
When the tablet reached its destination, no one was able to know the secret 
hidden. Until a girl called Gorgo was divined and knew that secret was hidden 
in the tablet. She told the others to scrapped the wax off and the message was 
revealed. This message was passed all over the Greece and as the results, the 
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Greeks began to arm themselves. At 480 BC, Xerxes started his inversion. But 
the Greeks were all well prepared. Finally, Xerxes withdrew his forces at 479 
BC. 
The story of Persia war demonstrates the use of steganography. In nowadays 
computer world, the idea of steganography is used in digital watermark. Digital 
watermark has the same nature as the paper watermark. It contains hidden 
information and was imprinted on the product. Once this information is needed, 
it is revealed. For digital watermark, the information hidden is, at most of the 
time, the proof of ownership of the product. Because copying and distributing 
are convenient for digital data on the Internet, mass-scale piracy is easy to 
happen. Digital watermark can help to protect the ownership of the digital data 
and prevent the data being bootlegged. Although digital watermark cannot 
prevent the data from being duplicated directly, it can act as an evidence of 
bootlegging when the pirate is caught. 
Because digital watermark is a proof of ownership of a digital data, if it is 
removed and disappeared from the data, the ownership proof is lost. As a result, 
for a well-designed digital watermark, it should be robust to various attacks that 
an enemy is possible to do on a digital data. In the next chapter, several possible 
attacks on digital watermark will be mentioned. The main focus of this thesis is 
on defending one of the attacks in image-watermarking: geometric distortions. 





Digital watermark is a perceptually and statistically undetectable secondary sig-
nal hiding in the original signal. This secondary signal contains the information 
of the ownership of the original signal. The owner of the watermark can detect 
the existence of watermark easily because he knows the exact location of the 
information hidden. But for bootleggers, they do not know the location of wa-
termark. They cannot extract or delete the watermark out from the data. The 
only thing they can do is destroying the watermark by adding distortions on the 
data. As a result, a good watermark should be robust to attacks. 
In this chapter, some desirable properties of digital watermark will be listed. 
It is followed by the description of two possible implementations of digital water-
marking system: embedding watermark on spatial domain or frequency domain. 
Lastly, the capacity issue of digital watermark will be talked in this chapter. 
In chapter three, a basic image-watermarking embedding and detecting sys-
tem will be talked. This system is implemented with the aim of doing tests. It 
is simple and the algorithm is similar to [12 . 
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In chapter four, the general techniques that can deal with the geometric dis-
tortions will be discussed. They are some special designed watermarks that are 
resistant to geometric distortions. The main focus of this thesis is on specific 
technique that can cope with geometric distortions, which is distortion detec-
tion and correction. A practical way to do distortion detection is phase angle 
comparison, which will be described in chapter five. 
2.1 Properties of a digital watermarking sys-
tem 
Digital watermark began around 1993 with the exploration of simple least-
significant bit (LSB) hiding schemes [2]. Afterwards, a large number of digital 
watermarking schemes are proposed [3] [4] [5] [6] [7] [8] [9] [10j[ll][12] [13] [14] [15] [16 . 
All of them try to achieve the desirable properties of watermark listed below. 
1. Transparency 
Digital watermark is a secondary signal hiding in the original signal. If 
the original signal is affected when this secondary signal is embedded, it 
is undesirable. Therefore, transparency is an important property of this 
secondary signal. It means that the secondary sign should be perceptually 
undetectable and should not introduce any interference to the original 
signal. 
2. Security 
To make a digital watermark secure, it has to prevent unauthorized users 
from detecting or altering the embedded watermark. The watermarking 
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system should be secure and unbreakable unless the unauthorized user 
knows the secret key that controls the insertion of the watermark. Even if 
an unauthorized user knows the algorithm of watermark embedding very 
well, he still cannot break the system. In other words, the security is relied 
on the secret key of watermark insertion instead of the algorithm's secrecy. 
3. Robustness 
Even if an unauthorized user cannot detect the presence of watermark, 
he can destroy the watermark by adding noise or distortions to the digital 
media. A robust watermark should be difficult to remove. Or any attempts 
to remove or destroy a watermark result in severe degradation in data 
fidelity before the watermark is lost. 
There are kinds of attack or distortion that an unauthorized user could add 
on the digital media that contains watermark. A well-designed watermark 
should be robust to these attacks: 
i 
(a) Common signal processing 
The processes include digital-to-analog or analog-to-digital conver-
sion, resampling, requantization of sample values, compression and 
decompression, noise addition, filtering, and etc. The watermark 
should still be detectable and retrievable after these operations are 
applied. 
(b) Collision and forgery 
Collision and forgery are other two kinds of attack on watermark. 
If an unauthorized user can obtain multiple copies of marked data 
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and unmarked data simultaneously, he can do collision and forgery 
attacks on the watermark system. Collision attack is referring the 
process of averaging multiple copies of data. The data collided can 
be watermarked and unmarked data, or they can all be watermarked 
data but have different watermark. All this collisions are possible 
to weaken the inserted watermark. For forgery attack, the attackers 
try to forge the watermark that inserted to data. By comparing 
the differences between watermarked data and unmarked data, the 
information of watermark can be obtained. 
(c) Geometric distortion 
For image and video data, there are forms of geometric distortion that 
watermark should be robust to. These distortions include cropping, 
translation (pixel shifting), dilation (image size scaling) and rotation. 
These distortions can be applied to the data separately or simulta-
neously. The main focus of this thesis is on defending these attacks 
at image-watermark. In the next chapter, the operation details of 
translation, dilation and rotation will be discussed. 
2.2 Digital watermarking in still images: Spatial-
domain vs Frequency-domain 
For the techniques of embedding watermark in a still image, they can be broadly 
classified into two categories: digital watermarking based on spatial-domain and 
frequency-domain. In the earlier watermarking schemes proposed, they were 
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mostly spatial-domain based watermarking schemes. For instance, in [14], it 
discussed how to embed a watermark into an image by modifying the less signif-
icant bits (LSB) of the image pixels. Modifying LSB of the image pixels was a 
simple technique in the early research of digital watermarking. There were other 
improved and varied forms of spatial-domain based watermarking system based 
on pixel modification [17][15][16]. As shown in these papers, the spatial-domain 
based watermarks are robust to common signal processing attacks. However, 
it has disadvantage of low capacity. Capacity is another issue about digital 
watermarking which will be discussed in section 2.3. 
Compare with spatial-domain based watermarking systems, frequency-domain 
based systems have larger capacity. The proposed schemes include several kinds 
of common image transforms such as discrete cosine transform (DCT), wavelet 
transform and Fourier transform [9] [7][18][6] [5][3][19]. The concept of frequency 
domain based watermark is embedding the digital watermark by modifying the 
frequency coefficients after transform instead of modifying the LSB of image pix-
els. With the help of spread spectrum ideas, the digital watermark can be even 
more robust [12][20]. In this research, a frequency-domain based watermarking 
system is implemented in order to perform the tests in this thesis. 
2.3 Capacity in digital watermarking 
Capacity is concerning the amount of data that can be embedded into an image. 
The size of the watermark embedded and the number of different watermark can 
be embedded into an image are directly related to the capacity issue. There are 
papers that discussed this issue [21][22]. They calculated the theoretical limit on 
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the capacity and then designed watermarking schemes that approach this limit. 
For the spatial-domain based watermarking systems, their capacity is rela-
tively smaller than frequency-domain based systems. It is because the spatial-
domain based systems embed the watermark by modifying the LSB of the image 
pixels. Compare with frequency-domain based systems, which modifying the 
transformed coefficients of an image, LSB of the image pixels allow less mod-
ification than transformed coefficients before a perceptually visible distortion 
is introduced to the image. As a result, frequency-domain based systems al-
low a watermark with larger size or larger number of different watermark to be 
embedded than spatial-domain based systems. 
9 
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A watermarking system 
3.1 Implementation of a watermarking system 
According to [12], in order to make the watermark robust, it must be placed in 
perceptually significant components of the frequency spectrum of the data. In 
previous watermarking techniques, the watermark is easy to be removed either 
intentionally or unintentionally. They are not robust to common signal and 
geometric distortions. The reason is that these techniques do not explicitly 
place the watermark on the perceptually significant region of the data. In fact, 
they even try to avoid identifying the perceptually significant region as the 
destination of watermark because modification of these regions is prone to cause 
perceptual distortions. 
In [12], it discussed the major challenge of placing watermark on perceptually 
significant region. That is, how to insert a watermark without causing visible 
distortions. It proposed an idea of spread spectrum coding of watermark. This 
idea is derived from spread spectrum communication technique. In which the 
10 
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frequency domain of the image is viewed as a communication channel, the wa-
termark is viewed as the signal that has to be transmitted through the channel, 
and the distortions are viewed as noise in the channel. The watermark inserted 
should be immune to those noises. 
In spread spectrum communications, the energy of transmitted narrowband 
signal is spread over a larger bandwidth channel. Thus the signal energy in any 
single frequency is small and imperceptible. Similarly, in digital watermarking, 
the energy of the watermark is also spread over many frequency bins such that 
the energy in any one bin is undetectable. In this case, the watermark added 
is spread and any attempts of destroying the watermark will have to add noise 
to all frequency bins. It will cause severe degradation of the data before the 
watermark is destroyed. 
The detection of watermark is done by extracting the watermark from the 
tested data, and then followed by a correlation test between the extracted wa-
termark and the original watermark. Because the location of the watermark in 
the data and the algorithm of adding watermark are known, the extraction of 
watermark can be done in a trivial way. 
3.1.1 Embedding watermark 
A basic digital watermarking system is implemented in this research in order to 
perform testing. The part of watermark embedding is summarized in figure 3.1. 
There are many schemes of embedding watermark proposed. One of the possible 
scheme is wavelet based watermarking scheme [3][5][18]. In the watermarking 
system implemented here, similar to those wavelet based schemes, the original 
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image is first undergone a wavelet transform. ^ After that, a set ofwavelet coeffi-
cients of the image can be obtained. The watermark sequence can be added into 
these wavelet coefficients. According to [12], the watermark should be explicitly 
added to the significant components of the signal. Therefore, the watermark 
sequence is now added to the large wavelet coefficients. In this implementation, 
a threshold is set as 1000. For the coefficients' absolute magnitude is larger than 
this threshold, watermark is added on it. 
The form ofthe watermark sequence is a PN sequence. The PN sequence used 
is a positive or negative sequence. ^ The choice of magnitude of the watermark 
sequence is important. The watermark should be both robust and transparent. 
The smaller the magnitude of the watermark sequence, the more transparent 
but less robust. The larger the magnitude of the watermark sequence, the less 
transparent but more robust. As a result, a balance point has to be chosen 
in order to make the watermark both robust and transparent. The magnitude 
of the watermark sequence can be determined by try and error method. The 
magnitude of the watermark sequence is chosen to be 10 or -10. In short, for the 
absolute of the wavelet coefficients larger than 1000, either 10 or -10 is added 
011 it, depending on the PN sequence generated. 
For the capacity issue, it depends on the watermarking algorithm. However, 
this thesis is not focus on the issue of how to increase the capacity of the wa-
termark. But rather the defense against geometric distortions mentioned above. 
Therefore, no special algorithm is used to increase the bit rate ofdata embedded. 
In my implementation, the length of the watermark sequence is depending on 
iThe source code is from http://www.cs.dartmouth.edu/ gdavis/wavelet/wavelet.html 
^The source code is from http://www.sakitama.or.jp/cepstrum/2p-mseq.htm 
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Figure 3.1: A watermarking system — Watermark Embedding 
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Figure 3.2: The test image before watermark embedding. The test image is a 
512 by 512 pixel gray scale image. 
threshold of wavelet coefficients to add watermark chosen. When the threshold 
is chosen as 1000, the length of watermark embedded is ranged from 1800 to 
2300 bits for 512 by 512 gray scale image. 
After watermark sequence is embedded into the wavelet coefficients, they are 
converted back to a watermarked image by inverse wavelet transform. Prom the 
tested images shown in figure 3.2 and figure 3.3, embedding watermark into the 
image does not introduce any visible distortion on the image. 
3.1.2 Detecting watermark 
The basic watermarking system for detecting watermark implemented in this 
research can be summarized by figure 3.4. The extraction of watermark from 
the test image is done by comparing the test image and the original image. 14 
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Figure 3.3: The test image after watermark embedding. 
Both the test image and original image are undergone a wavelet transform. 
The difference between the wavelet coefficients of two images is regarded as 
the extracted watermark. This extracted watermark is then compared with the 
original watermark by a correlation test. The equation of correlation is 
X - X 
V ( X . X ) x ( X . X ) (3.1) 
where X is the original watermark sequence, X is the extracted watermark 
sequence. The operation，.，is inner product. 
The watermark sequence is a pseudo random number sequence. When two 
random sequences undergo a correlation, the result will be zero if the two se-
quences have no relation, one if two sequences are positive related, negative one 
if two sequences are negative related. In the watermarking detection, if a valid 
watermark is detected, the correlation value between two watermark sequences 
15 
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Figure 3.4: A watermarking system 一 Watermark Detection 
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should be close to one. If an invalid watermark is detected, the correlation value 
should be close to zero. 
Tests are done based on this implementation. An unmodified watermarked 
image is undergone a watermark detection. The correlation value between the 
extracted watermark sequence and the original watermark sequence is 0.997, 
which is very close to one. Sixteen other random chosen images are passed to 
this correlation test. The results are shown in table 3.1. 
Unmodified watermarked image 0.997 
Unmarked image 0.00 
Random chosen image 1 -0.03 
Random chosen image 2 -0.04 
Random chosen image 3 -0.02 
Random chosen image 4 -0.04 
Random chosen image 5 -0.05 
Random chosen image 6 -0.03 
Random chosen image 7 -0.06 
Random chosen image 8 -0.04 
Random chosen image 9 -0.04 
Random chosen image 10 -0.01 
Random chosen image 11 -0.001 
Random chosen image 12 -0.06 
Random chosen image 13 -0.007 
Random chosen image 14 -0.05 
Random chosen image 15 -0.02 
Random chosen image 16 -0.04 
Table 3.1: The correlation value of unmodified watermarked image and other 
random chosen images 
Prom the results, the random chosen images give very low values in correla-
tion tests when comparing with the unmodified watermarked image. Thus the 
threshold of the correlation tested is set to be 0.1. In other words, if the output 
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in correlation test is higher than 0.1，watermark is considered to be existing in 
the image. 
3.2 Robustness testing on the watermarking sys-
tem 
According to [12], in order to make a watermark robust, it must be placed in 
the perceptually significant region of an image. In the implementation of the 
research, the watermark sequence is placed on the wavelet coefficients that are 
larger than the threshold. The watermark is now placed in the significant region 
and it is now considered to be robust to the attacks mentioned in [12]. Tests are 
done on the attacks of JPG compression, noise adding, cropping and collision. 
The results are shown in table 3.2. It is found that the watermarking system 
implemented is robust to all the tests done. For the distortion such as JPG 
compression and noise adding, the correlation value is still above the threshold 
when the distortion is so large that a visible degradation on the image quality 
appeared. As a result, it is concluded that this watermark is robust to these 
common signal processing and collision attacks. 
3.3 Geometric attacks to the watermark sys-
tem 
Beside common signal processing and collision attacks, geometric distortion is 
also a common attack to a watermarked image. Since combating geometric 
18 
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Test image: a gray scale image, size if 512 by 512 pixels. 
The correlation value for an unmodified marked image: 0.997 
JPG compression: 
Compression factor=59 in paint shop pro 5.0: 0.8856 
Compression factor=79 in paint shop pro 5.0: 0.6895 
Compression factor=99 in paint shop pro 5.0: 0.1381 
Noise adding: 
Noise amount=10 in photo shop 5.0: 0.861 
Noise amount=20 in photo shop 5.0: 0.652 
Noise amount=70 in photo shop 5.0: 0.135 
Cropping: 
Crop a 370 by 370 section from the marked image: 0.793 
Crop a 270 by 270 section from the marked image: 0.607 
Collision: 
Averaging a marked and an unmarked image: 0.3601 
Table 3.2: The test results of various kinds of attacks 
distortions is the focus of this thesis. A detailed description of the geometric 
distortions and their effect on watermark is done in this section, with the plotting 
of correlation value vs the magnitude of distortion. Moreover, the method of 
implementing a program to do this geometric distortion is also discussed. 
3.3.1 The three distortions: Translation, Dilation and 
Rotation 
1. Translation 
Suppose f{x,y) is an image, a translated (or shifted) image with a and /3 
shifted pixel in x and y directions can be expressed as 
19 
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Ta,0 {f{x, y)) = f{x + a, y + /3) (3.2) 
where Ta,0 is the operator of translation with a and |3 pixels translated in 
X and y directions respectively. The relation between the number of pixel 
translated in a watermarked image and the correlation test value in the 
watermarking detection is shown in figure 3.5. 
2. Dilation 
Suppose f{x, y) is an image, a dilated (or rescaled) image with the dilation 
scale factor p can be expressed as 
T^p[f{^.y))=f{px,fyy) (3.3) 
where Vp is the operator of dilation with dilation factor p. With the help 
of logarithmic-polar coordinate, dilation can also be expressed as transla-
tion. Consider the transformation from x-y coordinate to logarithmic-polar 
coordinate, suppose there is a point (2:, y) e U, define: 
X = e^cos t 
y = e^sin t (3.4) 
where r e U and 0 < t < 2n. For every point (x,y), there is a point 
(r, t) that uniquely corresponds to it and f(r, t) is another representation 
of f{x,y). After that, dilation is converted into translation in the r and t 
coordinate. 
20 
Chapter 3 A watermarking system 
Trarejationvs Correlstion 
1 �…�����―^^���  
•\ 
0.8- 1 
0.7- \ . 
0.6 - \ 
t \ 
^ 0 . 4 - \ 
0.3- \ 
•.2_ ^ ^ ^ ^ - ^ 
0.1- ^"^"^"^"^^^ 
0 1 — ~ ~ . > , ! 
0 0.2 0.4 0.6 0.8 1 
lV^silon(inpi>^| 
Figure 3.5: Translation vs Correlation 
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T^p{f{r,t))=f(r + ln p,t) (3.5) 
Similar to translation, the relation between dilation of a watermarked im-
age and the correlation test value in watermark detection is shown in 
figure 3.6. 
3. Rotation 
Suppose f{x,y) is an image. After rotating an angle 9 around the center 
of rotation {xo,yo), the points in the image f{x,y) is transformed to 
^0{f{x,y)) = f{x cos{t+e)-y sin{M),xsin{t+e)+y cos(t+9)) (3.6) 
where Uo is the operator of rotation with rotation angle 9. t in equation 3.6 
is the angle of point {x,y) to the center and t = to"^(^). 
Rotation can also be expressed as a translation when using logarithmic-
polar coordinate. Suppose / ( r , t) is the logarithmic-polar representation 
of an image f[x,y), a rotated image with the rotation angle 9 can be 
expressed as 
^o{hr,t))=f{r,t + e) 
A graph showing the relation between rotation of a watermarked image 
and the correlation test value in watermark detection is shown in figure 3.7. 
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Dilation vs Correltitioii 
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Rotation vs Correlation 
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3.3.2 The commutative property of rotation and dilation 
The transformations Ke and Vp mentioned above have commutative property. 
In other words, doing rotation and then dilation on an image has the same 
effect as doing dilation and then rotation on that image [23]. It can be shown 
by following derivation. 
[neoVp]f{x,y) = ne{f{px,py)) 
=f{px cos(t + 9) - py sin{t + 6),px sin{t + 9) + py cos{t + 0)) 
=Vp(^f(x cos{t + e) - y sin{t + 9),x sin{t + 9) + y cos{t + 6>))) 
=[V,ono]f{x,y) (3.7) 
The transformations Ko and Vp above can be joined and become a joint 
transformation lWe,p. However, according to [25], the translating transforma-
tion Ta,^  commutes neither with Ke nor Vp nor TWo,p. 
3.3.3 Implementation of geometric transform 
In translation, dilation and rotation, the transformed pixel values have to be cal-
culated by interpolation. For a m by n pixel image, the equation of interpolation 
is 
m n 
/(全，y) = Y1Y1 f{h j)sinc{x - i, y - j) 
i=lj=l 
where f(x, y) is the transformed pixel values, (x, y) has different relationship 
with {x,y) for different transformation. For translation: 
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X 二 X + a 
y = y + 3 
For dilation: 
X = px 
y = py 
For rotation: 
X = X cos{t + 9) — y sin(t + 6) 
y = X sin{t + 9) + y cos(t + 9) 
After the new pixel position (x,y) is calculated, the values of transformed 
pixels can be found by interpolation. 
Sinc function is used in interpolation calculation. In this way, all the pixel 
values in an image to find out a transformed pixel value. However, the com-
plexity of calculation of each pixel is high. For each pixel, it needs m by n 
number of addition and multiplication. In calculating the whole image pixels, 
the number of addition and multiplication is (m x n)^, which makes the calcu-
lation time-consuming. In order to reduce the complexity, a simplified function 
is used instead of sinc function. The simplified function is indeed the approx-
imated version of sinc function. Its tail is not extended to infinity and drops 
to zero in a limited interval. Then, not all the pixel values in an image are 
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needed to find out a transformed pixel value, but rather the pixels in a limited 
region beside the transformed pixel are needed. This can reduce the complexity 
in translating, dilating and rotating calculations. But this calculation is more 
lossy than using sinc function, which means that information is lost in interpo-
lation and a transformed image cannot recover exactly the original image even 
if it is transformed back. 
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General Defense on Geometric 
Distortions 
There is a general method to deal with geometric distortions as shown in the 
literature. It is to design special watermark that resistant to these distortions 
24][23]. In their papers, they all claim that the watermarking schemes proposed 
are resistant to all three geometric distortions: translation, dilation and rotation. 
There is another way to deal with geometric distortion, that is distortion 
correction. Up to our knowledge, it is not been discussed in the literature much. 
The main idea is easy: detect the distortion magnitude and try to correct the 
distortion by translate back, dilate back or rotate back. The two distortion 
detection techniques mentioned in section 4.2 are easy to understand but more 
erroneous. They are done either by brute force or by try-and-error. In the next 
chapter, phase angle comparison is used in calculating the distortion level, which 
yields a less erroneous result. 
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4.1 Special designed watermark 
4.1.1 Ring-shaped watermark 
The idea of ring-shaped watermark proposed in [24]. It is a watermarking system 
based on discrete Fourier transform (DFT). A watermark signal, W, is added to 
the DFT coefficients, M, of an image. It is same as the watermark embedding 
shown in chapter three. The operation of watermark embedding is summarized 
in equation 4.1, where M is the DFT coefficients after embedding watermark. 
It will be inversely transformed into a watermarked image, a is the magnitude 
of the watermark. 
M = M + aW (4.1) 
The difference between this watermarking scheme and the ordinary water-
marking schemes is on the property of the shape of the watermark. It is a two 
dimensional zero-mean random bi-valued sequence covering on M. It is divided 
into S ring-shaped sectors and these rings are homocentric with the centers on 
the middle frequency of M. For each circular sector of W, the same value 1 or -1 
is assigned. As a result, the actual watermark embedded on M is a ring-shaped 
watermark with either a or -a on each ring. 
The detection of this ring-shaped watermark is same as the watermark de-
tection mentioned on previous chapter, which is by correlation test. This water-
marking scheme is resistant to rotation because the rotation in spatial domain 
results a rotation of coefficients in Fourier domain by same degree (section 4.1.3, 
the rotation property). Since the watermark is divided into rings and each ring 
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has identical value, rotation on the image does not affect the watermark embed-
ded. 
4.1.2 Phase Taylor invariance 
Phase Taylor invariance is an idea proposed in [25]. It is started with a two 
dimensional Fourier transform of f(x,y), where f{x,y) can be a function of an 
image. 
/ 0 0 rOO 
/ f{x,y)e-'^'^^^y-yUxdy 
-oo J—oo 
The phase Taylor invariance is defined to be 
T(u,,C0y) = F(UJ,, a g e - ) ' — - + y (4.2) 
where 
a = !-ooS-ooXf{x,y)dxdy 
—I-ooI-oof{^,y)dxdy 
u = I-ooJ-ooyf{^,y)dxdy 
一 I-ooI-oof(^,y)dxdy (4.3) 
The point (a,b) from equation 4.3 is the center of gravity of the function 
f{x,y)- And the invariance T{uj^,LOy) in equation 4.2 is equivalent to a trans-
lation of the origin of the function f{x,y) to (a,b), its center of gravity. This 
T(ux,cOy) is translation invariant, ie, the T function of a translated image is the 
same as that of the image before translation. This can be proved intuitively. 
A translated image should have the center of gravity be translated in the same 
amount. The location of center of gravity related to other image pixels is un-
changed. As a result, translating the image to its center of gravity results in 
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same output for an image before and after translation. Since phase Taylor in-
variance is invariant under translation, a translation invariant watermark can 
be done by embedding and extracting watermark on T{ux,ujy), 
However, this phase Taylor invariance has its drawback. The watermark 
inserted on it is only robust for translation, but not for other common signal 
processing such as JPG compression and decompression, resampling and re-
quantization etc or any lossy interpolation performed in geometric distortions. 
Because all these processes can alter the center of gravity of an image. The 
transformation in equation 4.2 depends on an accurate calculation of center of 
gravity. Any small alteration on the center of gravity can result on a different 
output from the transformation and thus the watermark embedded cannot be 
detected anymore. Simulation results show that phase Taylor invariance per-
forms poor in the processes which can alter the center of gravity. For instance, 
once the image is translated using lossy interpolation which can alter the center 
of gravity, the correlation result in watermark detection drops below the thresh-
old. Therefore, it is concluded that phase Taylor invariance can only combat 
translation theoretically. 
4.1.3 Rotation, dilation and translation invariant water-
mark 
The idea of rotation, dilation and translation invariant watermark is proposed 
in [23]. Its main idea is to transform an image to a domain that is invariant to 
these three distortions. Both embedding and extracting of watermark are done 
iii this domain. Its idea is same as placing watermark in phase Taylor invariant. 
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But it is resistant to translation as well as rotation and dilation. 
Before discussing the transform of image to this rotation, dilation and trans-
lation invariance, properties about Fourier transform have to be discussed first. 
The frequency domain and the spatial domain form a dual relation. Any trans-
form in spatial domain has its corresponding transform in frequency domain. In 
the following properties, f{x,y) is a function in spatial domain and F[u:c^u)y) is 
its Fourier transform. 
• Property 4.1.1 Translation property 
A translation in the spatial domain causes a linear shift in the phase com-
ponent of F{iOx,LOy). 
f{x + a, y + j3) ^ F(uj”。奴)6-"圳叫"+〜灼 
• Property 4.1.2 The reciprocal scaling property 
Dilation in spatial domain causes an inverse dilation in the frequency do-
main. 
f{px,py)^^-F(^,^ 
P \ P P， 
• Property 4.1.3 The rotation property 
Rotation an image in its spatial domain results a same angle rotation in 
its frequency domain. This property has also been used in ring-shaped 
watermark, (section 4.1.1) 
/(a; cos9-y sine,xsin9 + y cos9) ^ F{u^cose -UySin9, u^^sin9+UyCos9) 
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• Property 4.1.4 Translation invariance property 
Consider the translation property for Fourier transform, a spatial transla-
tion only affect the phase representation of an image. The magnitude of 
Fourier transform is not affected. As a result, Fourier transform magnitude 
is translation invariant. 
• Property 4.1.5 Rotation and dilation invariance property 
With the representation of logarithmic-polar coordinate, rotation and di-
lation can be expressed as translation (see section 3.3). By translation in-
variance property, translation is invariant under Fourier transform. There-
fore, it can be concluded that rotation and dilation are also invariant under 
Fourier transform in logarithmic-polar coordinate. The Fourier transform 
in this situation is called Fourier Mellin transform [23], which will be dis-
cussed in details next chapter. 
For the rotation, dilation and translation invariance, consider two operations: 
^ and J^M, where T is the Fourier transform operation and TM is the Fourier 
Mellin transform operation. They join together to be a hybrid operator T o TM-
Apply this hybrid operator to an image f(cc, y) 
h = [^o^M]f{x,y) 
/ i in the above operation is the domain that rotation, dilation and translation 
invariant. Now, apply the hybrid operator to a rotated, dilated and translated 
image. 
h = \TM�T o Ko o Vp o Ta,^]/(x, y) 
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By the rotation property (property 4.1.3), the priority ofrotation and Fourier 
transform can be exchanged. 
h = \TM�ne�T�Vp�7;,0]/(a^ y) 
By the reciprocal scaling property (property 4.1.2)，dilation operator and 
Fourier transform operator can also exchange priority with the dilation factor 
inverted. 
h = [ J ' M � n e o Vi o T o ^ ] / ( x , y) 
Apply the translation invariance property here (property 4.1.4)，the equation 
above can be contracted to 
/2 = [«F_MO^0or>r«F]/(a;，W 
Similarly, the equation above can be further contracted by using rotation 
and dilation invariance property (property 4.1.5). 
h = [^A^o^]/(x,?/) 
Hence, h = h and therefore, h or h is the domain invariant under rota-
tion，dilation and translation. The watermark embedded in this domain is also 
invariant under rotation, dilation and translation. In [23], it has an example on 
embedding and detecting digital watermark under this invariance. 
4.2 Distortion detection 
The idea of distortion detection is to detect the distortion level and then re-
cover the image by doing correction on it. The correction is simply an inverse 
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transform on the image. The idea mentioned in section 4.1 is to design a new 
algorithm of embedding and retrieving watermark in order to make their water-
mark scheme robust to geometric distortions. Compare with the idea above, the 
advantage of distortion detection is that watermark embedding and retrieving 
algorithm need not be changed. The algorithms that proven to be robust to 
different kinds of distortions (eg. the watermarking scheme in [12]) can still be 
used. An additional robustness against geometric distortions can be gained on 
these existing algorithms. 
There are two distortion detection methods listed below. The brute-force 
method is for detecting the amount of translation. And the interactive method 
is for dealing with cropping and dilation. However, the brute-force method is 
proven by the simulation results to be not accurate enough and not feasible. In 
the next chapter, another method called phase angle comparison will be used. 
It can be used in translation detection. With the help of logarithmic-polar 
coordinate and Fourier Mellin transform, dilation and rotation can also be dealt 
with distortion detection. Moreover, phase angle comparison produces a more 
accurate result on distortion detection, as shown by experiment data. 
4.2.1 Brute-force method 
Brute-force method tries to detect the distortion by try and error. This method 
can be used in detecting translation. Its advantages are easy to understand and 
no theory needed. However, this method has large experimental error. 
The method is described as following. A small image segment is cropped 
from a translated image and the original image respectively. The image segment 
from the original image is shifted into different levels and then compare with 
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the translated image. The method of comparing is by correlation test . The 
translation level which produce the highest correlation level is considered to be 
the detected translation value. 
The results of translation detection by brute-force method is shown in the 
table 4.1. From the table, it is found that the brute-force method has a large 
detection error. Its error can be as high as 60% when detecting small translation 
value. The phase angle comparison method in the next chapter yields a much 
better translation detection result than brute-force method. 
Translated value Detected shifted value Percent of error 
(number of pixel) (number of pixel) 
0.10 0.04 60.0% 
0.11 0.04 63.6% 
0.12 0.05 58.3% 
0.13 0.06 53.8% 
0.14 0.07 50.0% 
0.15 0.08 46.7% 
0.16 0.09 43.8% 
0.18 0.11 38.9% 
0.20 0.13 35.0% 
0.22 0.16 27.3% 
0.24 0.17 29.2% 
0.26 0.20 23.1% 
0.30 0.24 20.0% 
0.40 0.35 12.5% 
0.50 0.44 12.0% 
0.60 0.54 10.0% 
0.70 0.66 5.7% 
0.80 0.75 6.3% 
0.90 0.84 6.0% 
Table 4.1: The detection of translation 
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Figure 4.1: The test image in example one. 
4.2.2 Interactive method 
The distortions such as cropping and dilation can be detected by interactive 
method. Its rnain concept is detecting the distortion by human eye in the first 
pace. Then the detection is fine tuned by computer and find out the optimal 
value of the detection. 
To test whether a cropped and dilated image has watermark, its dilation 
factor and the cropping location have to be determined first. The cropped and 
dilated image segment is first adjusted to its original size approximately by 
human eyes. It can be done by recognizing the distance between the edges or 
corners of the objects inside the image. The exact adjustment of the size of the 
segment and the exact location of the segment within the whole image are then 
fine tuned by computer programs. The fine tuning is by try-and-error technique. 
Two examples are shown below. 
• Example one 
The image segment shown in figure 4.1 is cut out from a watermarked 
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image, then dilated to a size of 325 by 342 pixel. The interactive method 
in detecting watermark is summarized into these steps: 
Step 1: Adjust the image segment in figure 4.1 to a size that close to its 
original size. This adjustment is done by recognizing the distance 
between objects in the image by human eye. 
Step 2: The scaled test image is wrapped around the original image and 
find out the difference value between the pixels of test image segment 
and the original image. The difference value calculation is 
n 
difference value = ^ (abs(a;i — Xifj (4.4) 
i=l 
where n is number of pixels in the scaled test image, abs is absolute 
value, Xi is the value of the i-th pixel in the original image and Xi is 
the value of the i-th pixel in the scaled test image segment. 
Step 3: The test image is scaled to other sizes which are slightly larger 
or smaller than the size in Step 1. Then repeat Step 2. Different 
combinations of rescaled size and wrapping location of the test image 
segment yield different outputs from equation 4.4. The combination 
with the minimum difference value is the combination that closest to 
the original image, which is the desirable rescaled size and wrapping 
location of the test image. Table 4.2 shows the result of the detection. 
Step 4: Replace an unmarked image by the rescaled test image segment 
at the desirable wrapping location. And then pass it to watermark 
detection test. 
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Dilate the image segment to Wrapping location Difference value 
(size in pixel) 
430 by 452 (26,33) to (455,484) 1530667 
431 by 454 (24,33) to (454,486) 1228830 
432 by 455 (24,33) to (455,487) 1035773 
433 by 456 (23,32) to (455,487) 950791 
434 by 457 (23,32) to (456,488) 932217 
435 by 458 (22，31丨 to (456,488) 1167419 
436 by 459 (22,31) to (457,489) 1335581 
437 by 460 (21,31) to (457,490) 1593229 
438 by 461 (21,30) to (458,490) 1803889 
439 by 462 (20,30) to (458,491) 2036820 
Table 4.2: The results of difference value in example one. 
Prom the table 4.2，the minimum difference value can be obtained by 
dilating the image segment to a size of 434 by 457 and compare it with 
the pixels (23,32) to (456,488) of the original image. Therefore, it can 
be concluded that the image segment is a dilated segment that cut from 
(23,32) to (456,488) of the whole image. 
After the dilation factor and the location of the image segment are deter-
mined, watermark detection can be performed. It is done by scaling the 
test image segment to a size of 434 by 457 pixels, then replacing (23,32) 
to (456,488) of an unmarked image by this enlarged image segment. The 
image after replacement is shown in figure 4.2. This image is then un-
dergone a watermark extraction and correlation test. The test result is 
0.1167. This correlation value obtained is low comparing with correlation 
value of a unmodified watermarked image (0.997). It is because the test 
image in figure 4.1 is cropped and scaled to a smaller size. Information of 
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Figure 4.2: The image after replacement in example one. 
watermark lost in these operations and cause the correlation value lowered. 
But this correlation value is still above the threshold, which is 0.1. As a 
result, we can still conclude that this image segment has watermark. 
• Example two 
A piece of image segment is cut out from an image without watermark 
and then scaled. It is shown in figure 4.3. It is now undergone watermark 
detection by interactive method. Similar to the four steps in example one, 
a test on the calculation of difference value will be performed in order to 
find out which combination of dilation factor and wrapping location is the 
desirable one. Table 4.3 shows the test result. 
Prom the test results, it can be concluded that the image segment is a 
dilated image segment cut from (32,52) to (432,459) of the whole image. To 
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Figure 4.3: The test image in example two. 
perform watermark detection, this image segment is scaled to a size of 401 
by 408 pixels. Then the pixels in (32,52) to (432,459) ofan unmarked image 
is replaced by this enlarged image segment. The image after replacement 
is shown in figure 4.4, and is then passed to watermark extraction and 
correlation test. The test result is -0.0036, which is below the threshold. 
As a result, it is concluded that the image segment shown in figure 4.3 
does not contain watermark. 
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Dilate the image segment to Wrapping location Difference value 
(size in pixel) 
395 by 402 (35,43) to (429,444) 1655834 
396 by 403 (35,53) to (430,455) 1512171 
397 by 404 (34,53) to (430,456) 1307004 
398 by 405 (33,53) to (430,457) 1114662 
399 by 406 (33,52) to (431,457) 954076 
400 by 407 (32,52) to (431,458) 647742 
401 by 408 (32,52) to (432,459) 591489 
402 by 409 (31,51) to (432,459) 651384 
403 by 410 (31,51) to (433,460) 839668 
404 by 411 (30,51) to (433,461) 1108705 
405 by 412 (30,50) to (434,461) 1325991 
Table 4.3: The results of difference value in example two. 
1 ^ ^ 
_ 
Figure 4.4: The image after replacement in example two. 
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Distortions - Phase angle 
comparison 
The distortion detection and correction can be further improved by the tech-
nique of phase angle comparison. The idea of phase angle comparison is to 
transform the original image and the distorted image to its frequency domain. 
By comparing the phase angles of two transformed images, the level of distor-
tion can be detected. Phase angle comparison technique can be used to detect 
small distortion. For large distortion, it has to be detected by other methods 
described in further work. The three sections below demonstrate the detection 
of three distortions by phase angle comparison. 
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5.1 Translation Detection 
Prom the previous chapter, it was found that the brute-force method ofdistortion 
detection and phase Taylor invariance does not combat translation in a satis-
factory way. Phase angle comparison is another distortion detection technique 
which is theoretically feasible. Moreover, it is concluded from the experimen-
tal results that phase angle comparison is a method that yields less erroneous 
results. 
First of all, consider a one-dimensional case. Let f{x) be a signal and ft{x) 
be the translated version of this signal, ie, ft{x) = Ta[f{x)) = f{x + a), where 
a is the magnitude of translation. The Fourier transform of f(x) is 
roo 
F{u) = / f{x)e-'^^dx 
J — oo 
Prom the translation property of Fourier transform (property 4.1.1 in sec-
tion 4.1.3) 
f{x + a) — ^"F(o;) 
Then 
Ft(uj) = e j 2 ^ F ( c j ) 
Ft{uj) — .2_ 
F(u) 一 ^ 
Let 
_ = 徽 （5.1) 
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where L is a phase angle symbol. The plot of Gt(w) is a straight line with the 
slope 27ra. From the slope, the amount of translation a can be found. Moreover, 
the above derivation can be extended to two-dimensional space in order to find 
the translation magnitude in x and y directions. 
The results of translation detection by phase angle comparison are shown 
in table 5.1. From the results, it is found that this detection method yields a 
better result than the brute-force method mentioned before. The error is not 
more than 2%. 
'franslated value Detected translation value Percent of error 
(number of pixel) (number of pixel) 
0.10 0.0982 1.8% 
0.11 0.1080 1.8% 
0.12 0.1178 1.8% 
0.13 0.1276 1.8% 
0.14 0.1374 1.9% 
0.15 0.1472 1.9% 
0.16 0.1570 1.9% 
0.18 0.1767 1.8% 
0.20 0.1963 1.9% 
0.22 0.2159 1.9% 
0.24 0.2355 1.9% 
0.26 0.2551 1.9% 
0.30 0.2943 1.9% 
0.40 0.3923 1.9% 
0.50 0.4903 1.9% 
0.60 0.5882 2.0% 
0.70 0.6861 2.0% 
0.80 0.7840 2.0% 
0.90 0.8820 2.0% 
Table 5.1: Translation detection using phase angle comparison. 
After the distortion is detected, the image is translated back and passed to 
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watermark detection. The correlation values in watermark detection are restored 
to a value ranging from 0.2980 to 0.3127. Compare with the correlation value 
when the image is translated 0.9 pixel, which is 0.092, the restored correlation 
value after back translation is a large improvement. It restores the correlation 
value from a value below threshold to a value above threshold. However, for small 
translation distortion, the restored correlation value is even lower. For example, 
in translating the image 0.1 pixel. The correlation value after translation is 
0.4633 and after back translation is 0.3107. It is because the lossy interpolation 
in doing translation introduces error and the effect of restoration is cancelled by 
the double interpolation in forward and backward translation. 
For the implementation, it is straightforward. The environment used is Mat-
Lab. In MatLab, there is a function FFT to perform Fourier transform. After 
applying this function to an image pixel array, a Fourier coefficient array is 
produced. And then the phase comparison can be done by comparing the two 
arrays of Fourier coefficient directly. 
5.2 Dilation Detection 
Prom section 3.3，the logarithmic-polar coordinate shown in equation 3.4 demon-
strated that dilation can be expressed as translation. After it is expressed as 
translation, the dilation factor can also be found by the phase angle comparison. 
In the experiment, only the dilation factor is concerned. Therefore, the 
logarithmic-polar coordinate is reduced into one-dimensional space with r only. 
Represent a function f(x) by logarithmic coordinate / ( r ) by substituting x = e : 
The Fourier transform of / ( r ) is 
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� roo ~ 
F{u) = / f(r)e-''^dr 
J-oo 
By changing variable, F{u) can be found out directly by f{x). 
dr = -dx 
X 
Then 
~ roo ~ 
F{uj) = / f{r)e-''^dr 
J — oo 
roo 1 
= / /(aOe-W"4w -dx 
J-oo X 
roo 1 
= / f{x)x-^^-dx (5.2) 
J-oo X \ ) 
When using discrete calculation, summation (E) is used instead of integra-
tion. As a result, equation 5.2 is modified to 
&w) = E / ( * - ^ i (5.3) 
X 工 
Suppose the dilated version of / (x) is fd(x), ie, fd(x) = Vp[f{x)) = f{px), 
where p is the rescaling factor. Expressing /d(x) in logarithmic coordinate: 
fd[x) = f(px) 
=> fd{e^ = f{pe') 
=/(er+—) 
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Then 
fd{r) = / ( r + ln p) 
Similar to previous section, consider the Fourier transform of fd{x) and f(x). 
We have, 
h{oo) = e^_2——(w) 
� ^d{^) _ J2nulnp 
响 “ 
Let 
G . ) = 荀 (5.4) 
The plot of Gd{uj) is a straight line with slope 2nlnp. Prom the slope of the 
curve, the rescaling factor can be found. The results of rescaling detection is 
shown in table 5.2. 
Dilation factor Detected dilation factor Percent of error 
(in percentage) (in percentage) 
n o n2:5 ^ 
99 99.4 0.4% 
97 96.2 0.8% 
90 88.9 1.2% 
85 85.8 0.9% 
80 78.7 1.8% 
70 7 ^ 3.1% 
Table 5.2: Rescaling detection using logarithmic coordinate and phase angle 
comparison. 
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The result of back dilation is similar to back translation. The restored corre-
lation values are ranging from 0.2231 to 0.3601. They are all above the threshold 
and the watermark is considered to be recovered. 
The implementation of dilation detection is more complicated than that of 
translation detection. Because there is no function in MatLab which can do 
Fourier transform oflogarithmic presentation directly. However, after the deriva-
tion of equation 5.3, the Fourier transform of logarithmic representation can be 
found from the original image pixel array f{x) directly. 
5.3 Rotation Detection 
The dilation detection can be extended to two dimensional in order to detect 
rotation as well. A function f{x,y) is transformed to its logarithmic-polar coor-
dinate representation / ( r , t) by substituting x = e^ms t and y = e^sin t. This 
/ function is undergone a Fourier transform and phase angle comparison. The 
Fourier transform under logarithmic-polar coordinate is called Fourier Mellin 
transform [25 . 
~ roo r2ir ~ 
F{u,v) = y_^y^ f ( r , t ) e - ^ r + ^ d t d r (5.5) 
With variable changing, again, F{u,v) can be calculated from f{x,y) di-
rectly. The relationship between drdt and dxdy is 
rdrdt = dxdy 
=> drdt = -dxdy 
r 
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Then by substituting 
r = log^(j ;2^y2j 





oo r2n ~ “ 
/ f(r,t)e-'(^'+''^dtdr -00 ^0 
roo roo 1 
= / / Ua:,y)e-j(_^Lchdy 
J—oo «/-00 T 
roo roo 1 
=/00/-00彻")6為细(祝)+”-’^^^^^办办(5.6) 
Similar to previous section, in discrete calculation, summation is used instead 
of integration. As a result, equation 5.6 is changed to 
尹―)= E E / ( A " ) e — ^ - ( T 2 + A + ” t ^ - i � 1 — y (5.7) 
X y 2^ogyx + y j 
Now，suppose the rotated version of f{x, y) is fr{x, y), ie, / , (x, y)=尺,(/(x, y))， 
where 0 is the rotation angle. Expressing f,{x,y) in logarithmic-polar coordi-
• 
nate, 
fr{r,t)=f{r,t + 9) 
0 can be calculated by performing Fourier Mellin transform on both f{x,y) 
and f r { x , y ) , and then comparing their phase angles. Suppose F{u,v) and 
於八从,…are the Fourier Mellin transform of f(x, y) and / ,(x, y) respectively. 
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Then 
Fr{u,v) = e^^^^^F{u,v) 
^ ^r(u,v) = ^j2nev 
F(u,v) 
Let 
Gr{u,v) = l ^ ^ (5.8) 
F{u,v) 
The function Gr(u,v) is a two-dimensional function. By fixing the variable 
u in the function, a curve with varying v can be plotted. In the plotting, it is 
a straight line with slope 2Tr9. Then the rotation angle can be found. Table 5.3 
shows the angle detection results. 
Rotation angle Detected rotation angle Percent of error 
(in radian) (in radian) 
"^0.001745 0.001789 ^ 
0.003491 0.003236 7.3% 
0.005236 0.005147 1.7% 
0.006981 0.006652 4.7% 
0.008727 0.008512 2.5% 
0.012217 0.012299 0.7% 
0.017453 0.017177 1.6% 
0.034907 0.033156 5.0% 
0.052360 0.049610 5.3% 
0.069813 0.065651 6.0% 
0.087266 0.081179 7.0% 
0.174532 0.169993 2.6% 
Table 5.3: Rotation angle detection using logarithmic-polar coordinate and 
phase angle comparison. 
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The back rotation result is similar to the two cases above. The watermark is 
recovered and the correlation values after back rotation are ranging from 0.3286 
to 0.3499. 
Similar to the dilation detection, the most difficult part in the implementa-
tion of rotation detection is on finding Fourier Mellin transform. There is no 
function in MatLab which can find out Fourier Mellin transform directly. But 
the calculation can be found out from equation5.7 by plugging in the image 
pixel array f{x,y) in it. However, there are two issues have to be considered in 
the implementation, they are the center of rotation and the contribution of the 
pixels around the rotation to the result of Fourier Mellin transform. 
In rotation, there is a center of rotation. The definition of the x-y coordinate 
in equation 5.7 should be consistent with center of rotation. That is, the center 
of rotation should be defined as the origin in the x-y coordinate. In this way, the 
rotation center can be arbitrary and need not be fixed. But the rotation detec-
tion must be done on a known center rotation. In the real situations, it is rare 
for the watermark enemies to rotate an image in a way that the rotation center 
is known by public. For the rotation which is center-unknown, it is equivalent to 
a rotation followed by translation. It is a mixed geometric distortion detection 
and will be discussed in next chapter. 
Prom equation 5.7, it can be found that the contribution of each pixel in 
f{x,y) on the result, F(u,v), is inversely proportional to the logarithm of its 
distance from the center of rotation, ie, log r or log^[x^ + y^). The pixels 
near the center of rotation contribute more and far from the center of rotation 
contribute less. In this way, the round-up error in calculating the logarithmic-
polar coordinates of the pixels around center of rotation is magnified by a factor 
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of i in equation 5.7 and results in large distortion of output. We found that 
this distortion added noise on the straight-line plot of Gr{u,v) (equation 5.8) 
and make it impossible to find out its slope. In order to reduce this distortion, 
a hole is dug in the image. The pixels around the rotation center are blacked 
and the errors in logarithmic-polar transforming of the pixels near the center 
are vanished. In other words, only the pixels with less contribution to F{u, v) 
or Fr{u,v) are used in calculating Fourier Mellin transform and the result is 
affected less by the round-up errors in logarithmic-polar transformation of the 
pixels. For the size of this blacking area, it can be found by try-and-error. For 
an image has size 512 by 512，an area of size 100 by 100 around the center of 




Prom the previous chapter, it is found that the technique of phase angle com-
parison cannot cope with large scale distortion, but work very well in small scale 
distortion detection. As a result, this technique of phase angle comparison can 
be used in fine tuning the detection. Moreover, the derivations in the previous 
chapter were capable in dealing with separated distortion. When there is mixed 
distortion, the detection technique used in single distortion is not enough. 
6.1 Large scale distortion detection 
For the large scale distortions such as large angle rotation (rotation angle larger 
than 10 degree), phase angle comparison cannot help to find out the distortion 
magnitude. It is because the border of the distorted image is changed in this 
large scale distortion. Such change of border can affect the Fourier transform 
(or Fourier Melliii transform) of the image and affect the results in phase angle 
comparison. 
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As a result, for large scale distortion detection, other techniques have to be 
used. An intuitive technique is detecting by comparing the content of image. It 
is common for an image contains objects that have edge- or corner-like patterns. 
By comparing the displacement of these edges or corners, the distortion magni-
tude can be found approximately. The idea is similar to interactive method in 
section 4.2.2. When large scale distortion has to be detected and corrected, this 
content comparing technique can co-operate with phase angle comparison. Using 
content comparing technique, the rotation angle can be detected and corrected 
with an error within 1-2 degrees. Then it is further fine tuned by phase angle 
comparison with the error dropping to 0.1-0.2 degree, which is good enough to 
restore the correlation value in watermark detection above the threshold and 
recover the watermark, (figure 3.7) 
6.2 Mixed geometric distortions 
When there is mixed geometric distortion, the detection becomes much more 
complicated. For instance, translation and rotation mixed together becomes an 
unknown center rotation. In this way, the center of rotation has to be found 
out first. Since the image is also rotated, the phase angle comparison technique 
cannot be used to detect the translation magnitude. Similarly the combination 
of dilation and translation creates the same problem. However, combination 
of dilation and rotation can still be dealt with phase angle comparison tech-
nique and Fourier Mellin transform. In the rotation angle detection, suppose 
fr{x,y) is a rotated and dilated version of f(x,y). Then the function Gr(u,v) 
in equation 5.8 is modified to 
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Gr{u,v) = Z � — = * j . 2 � 2 — n � 
F{u,v) 
Therefore, if Gr(u,v) is plotted with fixed v and varying u, the slope of the 




Digital watermark is a perceptual and statistical undetectable secondary signal 
hiding in the original signal. It contains the information of the owner of a 
digital data and it is usually used as a proof of the ownership. Although digital 
watermark cannot prevent a digital data from being illegally duplicated, it can 
be evidence when piracy is caught. 
There are two categories of watermark embedding and detecting techniques: 
spatial domain based and frequency domain based watermark. Frequency do-
main based watermark has higher capacity and robustness. As a result, a fre-
quency domain based watermarking system was implemented for doing tests in 
this thesis. 
Robustness is an important property of digital watermark. Even the unau-
thorized users cannot access and detect the watermark, they can destroy the 
watermark by adding distortions on the digital data. A well-designed water-
mark should be robust to common attacks such as common signal processing 
attacks, collision and forgery attacks and geometric distortion attacks. 
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The main focus of this thesis is on defending the geometric distortion attacks 
on image-watermark. The geometric distortions include translation, dilation 
and rotation. There are existing techniques that combating these geometric 
distortions, such as ring-shaped watermark, watermarking with phase Taylor 
invariance and geometric distortion invariant watermark. They all belong to 
special designed watermark that resistant to geometric distortions. There is 
another technique of combating these geometric distortions, which is distortion 
detection. The distortion level is detected and corrected by doing inverse trans-
lation，dilation and rotation. Compare with the special designed watermarks, 
its advantage is the watermark embedding and retrieving algorithms need not 
be changed. The algorithms that proved to be robust can still be used, which 
with additional robustness on geometric distortions. 
Distortion detection can be done by phase angle comparison, which has av-
erage error less than 3%. Phase angle comparison can be used directly to detect 
translation. With logarithmic-polar coordinate and Fourier Mellin transform, 
dilation and rotation can be represented as translation. Then dilation and ro-
tation can also be detected by phase comparison. After the distortion level 
is detected, the distortion is corrected by inverse transform. Prom the exper-
imental results, the watermark is recovered successfully after the distortion is 
corrected. 
The distortion detection by phase angle comparison is much more compli-
cated when the distortions are mixed. Moreover, this phase angle comparison 
technique cannot deal with large distortion magnitude. As a result, detecting 
large distortion magnitude and mixed distortion are two major further work of 
combating geometric distortion by distortion detection. 
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