Sources of Security Threats Rutkowski [2] • The evolution of switching technology is resulting in fewer switches, a concentration of control, and thus greater vulnerability of the public switched networks.
• The public switched networks are increasingly controlled by and dependent on software that will increase access to executable code and databases for user configuration of features, a situation that creates vulnerability to damage by "/iacA;ers," "-yiruses," worms" and "time bombs".
• Task Force" [5] . Some of the conclusions of this report are highlighted below:
• There are software security vulnerabilities in the public switched network. Some of these vulnerabihties could impact NS/EP telecommunications capabilities.
• There is a threat to the PSN in the form of more about how to misuse the network [4] .
The National Institute of Standards and Technology's "Security in Open Systems" report [8] notes the following:
Greater network access is changing the telecommunications industry to one where many third party service providers are building products that must work with products from other companies [10] , [11] , [12] . This 
4.13
Intelligent Networks
The paper "Access Gontrols for Open Architecture in Intelligent Networks" [16] provides the [16] .
The opening of Intelhgent Networks introduces significant security and integrity problems [16] [11] , [12] , [10] • By giving more users access to the network, ONA increases the potential for unauthorized access of network elements if strong access mechanisms aren't used.
• If strong resource access control mechanisms aren't used, by increasing the level of access to network resources, ONA increases the potential for users authorized to use a network element to obtain access to resources other than those that are needed to perform the job function • (1) Administration, (2) Security, (3) Performance, (4) Fault Management, (5) Reconfiguration, and (6) Accounting.
• Access to Order Entry System This capability will allow ESPs to provide basic ordering information to the business office through a mechanized interface. 
