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 Summary 
During the last two decades the use of internet has increased enormously. 
As a result more and more people have started commercialize on 
transferring information that is protected by copyrights. It is difficult for the 
owner of the copyright to exam from where the infringement origins. The 
one that has the best chance to stop an infringement is often the forwarder of 
the information.  
 
This thesis examines and analysis the law which are relevant in relation to 
the subject. It is to some extent unclear whether or not Swedish court can 
order an internet service provider (ISP) to block its customers’ access to a 
copyright-infringing website. Thorough 53b§ act on copyright in literary 
and artistic works (SFS 1960:729) the owner of the copyright is granted a 
sanction against a party who is contributing to an act constituting an 
infringement. The article is not so precise why it gets a broad scope and 
therefore does not clarify whether it is possible to apply on an ISP. 
 
The Swedish court has in two earlier cases issued an injunction prohibiting 
an ISP from providing access to a copyright-infringing website. Though the 
cases did consist of exceptional circumstances therefore the scope is limited. 
In a recent case, C-314/12 UPC, CJEU declared that a national court may 
order an ISP to block its customers’ access to an infringing website. Despite 
that it is not possible to get guidance because EU has given each member 
state freedom to incorporate applicable rules. 
 
A part from interpretation of law and case law the thesis consists of an 
analysis regarding the conflict of interests arising from the issue. No less 
than three parties’ interests must be considered; the exclusive right 
appurtenant to the owner of the copyright; the ISPs’ freedom to conduct 
business and third parties freedom of speech and information.  
 
 In conclusion, even though both law and case law have touched the issue, 
the legal position is still unanswered. Considering the importance the 
outcome could have for the parties a clarification is desirable.                           
 Sammanfattning 
Internetanvändandet har under de senaste decennierna ökat explosionsartat. 
Det är något som har lett till att allt fler har valt att göra kommers på att 
olovligen sprida material som är skyddat av upphovsrätten. När olovligt 
material sprids via internet kan det vara svårt för rättighetsinnehavaren att 
nå fram till och få den egentlige intrångsgöraren att sluta med intrånget. 
Många gånger är det den som vidarebefordrar material som har den största 
möjligheten att stoppa spridningen.  
 
Uppsatsen redogör för och analyserar de regler som är relevanta på området. 
Det är oklart i vad mån svensk domstol får förelägga en internetleverantör 
att blockera en webbplats där upphovsrättsintrång begås. I lag (1960:729) 
om upphovsrätt till litterära och konstnärliga verk återfinns 53b §, 
varigenom lagstiftaren har ställt upp en möjlighet för 
upphovsrättsinnehavare att yrka att domstolen utfärdar ett vitesförbud mot 
en mellanhand som anses medverka till ett intrång att fortsätta med det. 
Paragrafen är allmänt hållen varför det är ovisst om den är möjlig att 
tillämpa vid utfärdande av vitesförbud mot en internetleverantör. 
 
I två tidigare fall har den svenska domstolen tillämpat paragrafen och 
utfärdat sådana förbud mot internetleverantörer. I dessa fall har det dock 
förelegat speciella omständigheter vilket gjort att avgörandena har en 
relativt liten träffyta. I en nyligen avkunnad EU-dom, C-314/12 UPC, har 
EU-domstolen förklarat att nationell domstol får utfärda ett föreläggande 
mot en internetleverantör att blockera en webbplats. Problemet är att EU i 
de på området relevanta direktiven har uppställt en frihet för 
medlemsstaterna att själva välja hur sanktionsmöjligheterna ska se ut, varför 
ingen generell ledning kan hämtas heller där.  
 
Utöver behandling av regler och praxis innehåller uppsatsen även en analys 
av de intresseavvägningar som måste göras. Upp till tre parters intressen kan 
 behöva beaktas; rättighetsinnehavarens ensamrätt, internetleverantörens 
näringsfrihet samt tredje mans informations- och yttrandefrihet. 
 
Sammanfattningsvis når uppsatsen fram till, trots lagstiftning som berör 
området och avgöranden som även de behandlar frågan, att rättsläget inte är 
klart. Med tanke på att all den information som varje sekund passerar genom 
internetleverantörers nät, där upphovsrättsligt material olovligen sprids finns 
ett tydligt behov av att fastställa vad som gäller. Som läget är nu finns en 
stor ovisshet hos internetleverantör som fasar för att behöva blockera 
webbplatser vilket kan leda till kundbortfall och ökade kostnader, men även 
hos rättighetsinnehavarna som utan en möjlighet att kunna rikta 
förelägganden mot en mellanhand många gånger står helt maktlösa.       
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1 Inledning  
1.1 Bakgrund 
”Stämning sätter yttrandefriheten på spel” är rubriken på Aftonbladets 
kultursida.1 Författaren tar i artikeln upp den pågående rättegången i 
Stockholm tingsrätt mellan en allians av filmbolag, musikbolag samt 
upphovsrättsorganisationer och Bredbandsbolaget.2 Under 2014 fick EU-
domstolens avgörande i UPC-målet en efterföljande rapportering som kom 
att handla om att internetleverantörerna nu kan tvingas att blockera 
webbplatser.3 Men, är det verkligen så?  
 
Under de senaste decennierna har samhället gått mot en alltmer digitaliserad 
miljö där internet utgör en elementär distributionsform. I dag passerar en 
ofantlig mängd information genom det nät vi kallar internet. Den 
informationen utgörs bland annat av material som är skyddat av ensamrätten 
som uppställs i den upphovsrättsliga lagstiftningen. Enkelheten har gjort att 
allt fler har valt att göra kommers på att sprida upphovsrättsskyddat 
material.  
 
En rättighetsinnehavare som upptäcker att någon begår intrång i dennes 
upphovsrätt vill i normalfallet så snabbt som möjligt få stopp på intrånget. 
Oftast är det en komplicerad teknisk process att ta reda på vem den faktiska 
intrångsgöraren är, vilket har lett till att allt fler rättighetsinnehavare vill 
rikta föreläggande mot det subjekt som tillhandahåller tjänsten via vilken 
den olovliga informationen sprids. Vid spridning via internet utgör detta 
subjekt internetleverantören. 
 
                                                
1 Aftonbladet, Stämning sätter yttrandefriheten på spel, (2015-02-25), 
www.aftonbladet.se/kultur/article20371479.ab. 
2 Stockholms tingsrätt, mål nr T 15142-14 (Filmbolagen ./. Bredbandsbolaget). 
3 Se bland annat InfoTorg Juridik index, InfoTorg Juridik – Internetleverantörer kan 
tvingas att blockera webbplats, (2014-03-28), 
https://www5infotorg.se.civilratt/immaterialratt-
/article203003.ece?format=print&RBPathOverride=rb&start=1&fhe=1&sw=internetlevera
nt%C3%B6r&rID=1421666523264&q=%22internetleverant%25%E2%80%A6 och 
Svenska Dagbladet, Internetleverantörer kan tvingas blockera sajter, (2014-03-27), 
http://www.svd.se/nyheter/utrikes/eu-dom-bekymrar-piratpartiet_3408796.svd. 
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Internetleverantörerna å sin sida anser att de enbart tillhandahåller samhället 
en tjänst och endast agerar passivt i förhållande till informationen som 
passerar genom deras nät.  
 
Genom tidigare praxis4 framgår att det, under mycket specifika 
förutsättningar, är möjligt för svensk domstol att utfärda vitesförbud mot 
internetleverantörer att sluta tillhandahålla uppkoppling åt en viss kund. 
Dessutom framgår av den tidigare nämnda EU-domen i UPC-målet att 
nationell domstol får rikta ett föreläggande mot en internetleverantör att 
blockera intrångsgörande webbplatser. Problemet är dock att de EU-direktiv 
som EU-domstolen grundade sin dom på ger medlemsstaterna fria tyglar vid 
införandet av sanktionsåtgärder. Därför kan ingen tydlig slutledning dras av 
vilken effekt avgörandet får i Sverige.  
 
Den bakomliggande diskussionen fokuserar mycket på olika parters 
intressen. Rättighetsinnehavarens intresse att få sina ensamrätter skyddade, 
internetleverantörernas intresse av att få bedriva sin verksamhet och tredje 
mans intresse av att få sin yttrande- och informationsfrihet tillförsäkrad.  
 
Det oklara rättsläget ger upphov till att närmare undersöka frågan om en 
svensk domstol får utfärda ett sådant föreläggande mot en 
internetleverantör, och i sådana fall vilka förutsättningar som ska vara 
uppfyllda. Av relevans är även att undersöka hur parternas motstridiga 
intressen behandlas.   
 
1.2 Syfte och frågeställning 
Syftet med uppsatsen är att utifrån svensk gällande rätt undersöka 
möjligheterna att rikta förelägganden mot en internetleverantör med 
innebörden att blockera en webbplats där upphovsrättsintrång begås. I 
praxis har frågor liknande denna prövats, men något självklarhet beträffande 
rättsläget är svår att skönja. Uppsatsens ska därför klargöra rättsläget. 
Vidare är uppsatsens syfte att utreda vilka intressen som måste beaktas vid 
                                                
4 Black Internet-målet och Portlane-beslutet/målet.  
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en sådan möjlighet och hur dessa skyddas. Detta ska göras genom en 
noggrann granskning av lagstiftning och praxis på området.  
 
Med andra ord ska följande frågeställningar besvaras. 
- Får svensk domstol ålägga en internetleverantör att blockera 
intrångsgörande webbplatser?  
- Vilka intressen måste beaktas vid domstolens prövning och hur 
hanteras dessa vid utformningen av ett föreläggande om blockering?  
- Under vilka förutsättningar kan det möjligt att ålägga en 
internetleverantör ett medverkansansvar? 
 
1.3 Avgränsning 
I uppsatsen ligger fokus på frågan huruvida en svensk domstol får ålägga en 
internetleverantör att blockera intrångsgörande webbplatser. Frågan ska 
besvaras utifrån ett svenskt perspektiv med beaktande av EU-rätt. Dock sker 
ingen komparativ utblick annat än i vissa beskrivande exempel. Självklart 
finns det intressanta vinklar att studera i andra medlemsländer, men med 
beaktande av omfattningen av denna uppsats har min bedömning varit att en 
fullgod studie kan göras utan att närmare gå på djupet i andra 
medlemsländers lagstiftning.  
 
Vad avser rättsområde har jag valt att studera upphovsrätten och lämnat de 
övriga immaterialrätterna därhän. En mer övergripande behandling av 
samtliga immaterialrätter hade möjligen kunnat göras, men för att uppfylla 
syftet med uppsatsen är det tillräckligt med upphovsrätten. I vissa avsnitt 
dras dock paralleller till andra immaterialrätter. Det är möjligt att göra då 
förbudssanktionerna på området stundtals är identiska.  
 
Beträffande förbudssanktionerna kommer uppsatsen främst att behandla 
vitesförbudet. Det kommer att beskrivas på ett övergripande sätt där syftet 
är att belysa de olika ställningstagandena bakom reglerna, samt införandet 
av dessa i de immaterialrättsliga lagarna. Fokus i uppsatsen kommer att 
ligga på de civilrättsliga sanktionsmöjligheterna och det straffrättsliga 
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ansvaret kommer endast behandlas i periferin. Anledningen till att det 
straffrättsliga ansvaret överhuvudtaget beaktas beror på dess nära släktskap 
med medverkansansvaret. Det är medverkansansvaret som denna uppsats 
bygger på då frågan handlar om internetleverantörers eventuella ansvar. 
Således kommer själva intrångsgörandet inte behandlas närmare än en kort 
beskrivning av när ett intrång föreligger.   
 
Vad avser begreppen internetleverantör och webbplats har även en 
avgränsning gjorts, avgränsningen och definitionen återfinns i avsnitt två. 
Vad som kan sägas redan här är att den tekniska beskrivningen är av högst 
översiktlig natur.  
 
Självklart kan andra intressanta frågor komma att aktualiseras under 
uppsatsens gång, men till följd av begränsat utrymme och i ett försök att inte 
låta uppsatsen spreta kommer dessa att lämnas därhän. Exempelvis kommer 
uppsatsen därför i fortsättningen inte närmare diskutera huruvida det 
föreligger ett intrång eller inte utan istället utgå från att ett upphovsrättsligt 
intrång har begåtts. Vidare kommer inte heller kommer rätten att bli 
bortglömd5 diskuteras.  
 
1.4 Metod och material 
Uppsatsen är uppbyggd i enlighet med traditionell rättskälleanalytisk metod. 
Således har jag granskat och behandlat lagtext, förarbeten, praxis och 
doktrin som är relevant på området. Källorna har behandlats utifrån ett 
kritiskt perspektiv med syfte att analysera rättsläget utifrån sina syften och 
ändamål.  
 
Då uppsatsen ska behandla möjligheten att rikta förelägganden utifrån 
svensk rätt är det den nationella lagstiftningen som utgör regelfundamentet 
på vilket uppsatsen är byggd. Ett de lega lata-perspektiv har alltså 
tillämpats. Här har förarbeten varit till stor hjälp, dels i syfte att förklara EU-
                                                
5 C-131/12 Costeja-målet. 
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rättens inverkan, dels i syfte att bättre förstå de avvägningarna lagstiftaren 
har gjort.  
 
Vad gäller praxis på området är den ytterst begränsad. Jag har valt att 
studera två svenska avgöranden. De kommer från underrätterna och 
behandlar vitesförbud utdömt i enlighet med 53b § URL. Det finns en tredje 
dom6 som varit uppmärksammad men då förutsättningarna i uppsatsen är 
annorlunda behandlas domen inte närmare. Vidare har två domar från EU-
domstolen granskats. Det har gjorts i syfte att tydliggöra EU-domstolens 
tolkning av de relevanta direktiven. Redogörelsen ger även än begränsad 
utblick bland andra medlemsländer. Detta komparativa inslag är dock 
snarare en bieffekt och inte av någon täckande natur överhuvudtaget.  
 
Många av de bakomliggande reglerna som måste beaktas när 
immaterialrätten diskuteras är gamla, varför den tryckta doktrinen på varje 
enskilt område är fyllig. Dock är den i uppsatsen behandlade problematiken 
relativt ny och doktrinen där ytterst begränsad. Det få verk som finns är 
däremot uppdaterade och aktuella. En del artiklar har använts för att ge 
läsaren en bild av hur samhällsdebatten på området ser ut. Dessa utgör 
endast material för diskussion och ger inget faktaunderlag till uppsatsen. 
Likaså har ett antal rapporter använts för liknande ändamål.  
 
För att förstå svensk gällande rätt krävs att EU-rätten behandlas. På 
immaterialrättens område försöker EU åstadkomma en harmonisering av 
reglerna varför merparten av den svenska lagstiftningen och förarbetena 
bygger på EU-rätten. Till följd av detta har jag valt att noggrant gå igenom 
EU-rätten. Främst har genomgången bestått i tolkning av relevanta direktiv.  
 
1.5 Disposition 
Uppsatsen är uppdelad i sex avsnitt. I avsnitt två beskriver jag tre begrepp 
som är relevanta för uppsatsen. Begreppen är internetleverantör, webbplats 
                                                
6 Svea hovrätt, mål nr B 4041-09 och Stockholms tingsrätt, mål nr B 13301-06 (The Pirate 
Bay). 
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och intrångsgörare. Syftet med avsnittet är att underlätta den vidare 
läsningen. Därefter, i avsnitt tre behandlar jag EU-rätten. Där beskrivs 
inledningsvis Sveriges relation till EU. Därefter presenteras de relevanta 
EU-direktiven på immaterialrättens område. Direktiven analyseras utifrån 
deras respektive bakomliggande syften. I uppsatsens fjärde avsnitt följer en 
undersökning av svensk gällande rätt. Under den delen behandlas bland 
annat de svenska upphovsrättsliga reglerna i förhållande till EU-rätten. I 
avsnittet kommer även några svenska fri- och rättigheter att behandlas och 
dess relation till lagstiftningen på immaterialrättens område. I det femte 
avsnittet görs en genomgång och analys av praxis på området. Avsnittet 
behandlar både svensk och EU praxis. Den presenterade praxis kommer att 
analyseras utifrån i uppsatsen tidigare redogjord lagstiftning. Till sist 
återfinns avsnitt sex innehållande en konklusion där jag försöker presentera 
de slutsatser jag nått fram till. Den presentationen kommer möta den 
inledande frågeställningen.  
 
En löpande analys kommer att göras. Det innebär att även huvuddelen 
kommer innehålla analytiska inslag. Ett sådant tillvägagångssätt medför en 
viss risk för förväxling av fakta och egna åsikter. För att undvika 
missförstånd försöker jag vara tydlig med när jag presenterar mina egna 
åsikter eller var jag drar egna slutsatser.  
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2 Terminologi 
2.1 Internetleverantör 
Internet är ett världsomfattande nätverk av sammankopplade datorer. En 
internetleverantör, eller ISP (internet service provider) som det även kallas 
gör det möjligt att erhålla access till internet. En internetleverantör är oftast 
ett företag men kan även vara en organisation. Internetleverantören 
tillhandahåller internetaccess åt sina kunder som bland annat kan vara 
privatpersoner, företag och myndigheter.7 
 
Den bakomliggande tekniken en internetleverantör kan använda sig av 
varierar. Några exempel är dial-up, bredband, ISDN och DSL.8 Den 
vanligaste uppgiften en internetleverantör har är att tillhandahålla kunder 
uppkoppling mot internet men ofta erbjuder internetleverantörerna även 
andra tjänster såsom webbhotell och trackers9.10  
 
Internetleverantörer intar idag inte någon särskild rättslig ställning i Sverige. 
I svensk rätt återfinns dock en mängd regler som träffar det subjekt som en 
internetleverantör utgör.11 
 
För enkelhetens skull, och för att uppsatsens syfte ändå kan utredas 
tillfredställande, har jag valt att definiera begreppet internetleverantör i sin 
renaste form – ett företag som i sin verksamhet jobbar med att tillhandahålla 
internet åt sina kunder.  
 
2.2 Webbplats 
Webben är en tjänst som är tillgänglig via internet. På webben finns 
webbsidor som är en samling av texter, dokument, bilder och multimedia. 
                                                
7 Axhamn, Johan: Mellanhandsansvar på internet. En rapport kring internetleverantörers 
roll och ansvar, 2010, Netopia, s. 4. 
8 Norrgård, Marcus: Blocking websites: Copyright Enforcement Online and 
Responsibilities of Internet Intermediaries in Europe, Europe JFT 2014, avsnitt 3ff. 
9 Förenklat kan man beskriva en tracker som en server som kopplar samman fildelare i 
samband med fildelning. 
10 Axhamn 2010, s. 4. 
11 Ds. 2003:25 Självsanering av Internet, s. 6ff. 
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Webbsidorna finns samlade på servrar. Flera webbsidor som är 
upprätthållna av ett företag eller en organisation kallas en webbplats.12 En 
webbplats kan exempelvis vara The Pirate Bay13 eller Swefilmer14. 
  
                                                
12 Nationalencyklopedin, Webbplats.  
13 www.thepiratebay.se. 
14 www.swefilmer.com. 
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3 EU-rätt 
3.1 Inledning 
Syftet med denna uppsats är att utifrån svensk gällande rätt besvara ett antal 
frågeställningar. Rättsläget på immaterialrättens område är dock som sådant 
att många av reglerna har sin bakgrund i EU-rätten.15 De svenska reglerna 
bygger på diverse direktiv samt andra publikationer från EU.  
 
En del av immaterialrätten och några övergripande regler berörs i Fördraget 
om Europeiska Unionen16 samt Fördraget om Europeiska Unionens 
Funktionssätt17. Dessa ligger däremot en bit ifrån den materiella rätten 
varför fördragen och dess regler inte närmare kommer att beröras i denna 
uppsats.18 Merparten av de regler EU har stiftat på immaterialrättens område 
är reglerade genom direktiv. EU-direktiv19 får en nationell påverkan genom 
kravet på implementering i varje medlemsstats nationella rätt. Det får 
således ingen direkt effekt, d.v.s. direktiv är inte möjliga att åberopa som lag 
i nationell domstol.20 Ett EU-direktiv kan antingen implementeras rakt av, 
vilket innebär att medlemsstaten för in hela direktivet, helt enligt sin 
ordalydelse, i sin nationella rätt. Ett annat sätt att uppfylla kravet på 
implementering är att lagstiftaren omarbetar direktivet och sedan själv stiftar 
en eller flera lagar, alternativt gör ändringar i befintlig lag för att uppfylla de 
krav EU ställer upp genom direktivet. I allmänna ordalag kan man beskriva 
det som så att nationell rätt ska tolkas utifrån de bakomliggande EU-
direktiven på området.21  
 
                                                
15 Levin 2011, s. 53f. 
16 Även benämnt EU-fördraget och Maastrichtfördraget. 
17 Även benämnt funktionsfördraget och EUF-fördraget. 
18 För egen läsning rekommenderas Levin 2011, s. 52ff. 
19 I den följande framställningen omfattas även EG-direktiv av begreppet ”EU-direktiv”. 
20 EU-förordningar har i motsats till EU-direktiv just en sådan rättstatus, d.v.s. EU-
förordningar blir direkt tillämpliga i varje medlemsstat och kan i nationell domstol åberopas 
som lag. 
21 Hettne, Jörgen och Otken Eriksson, Ida: EU-rättslig metod, Teori och genomslag i svensk 
rättstillämpning, 2 u, Nordstedts Juridik AB, Stockholm 2011, s. 24ff. Denna ordning 
uppställs genom fördraget om EU:s funktionssätt artikel 288. 
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De direktiv som, för uppsatsen, är mest relevanta är Direktiv 2001/29/EG av 
den 22 maj 2001 om harmonisering av vissa aspekter av upphovsrätt och 
närstående rättigheter i informationssamhället 
(”Upphovsrättsdirektivet/”Infosoc-direktivet”), Europaparlamentets och 
rådets direktiv 2004/48/EG av den 29 april 2004 om säkerställande av 
skyddet för immateriella rättigheter (”Sanktionsdirektivet”/”IPRED-
direktivet”) och Direktiv 2000/31/EG av den 8 juni 2000 om vissa rättsliga 
aspekter på informationssamhällets tjänster, särskilt elektronisk handel, på 
den inre marknaden (”E-handelsdirektivet”).  
 
För att sammanfatta gäller för förhållandet EU – Sverige att Sverige fullt ut 
omfattas av EU-rätten vilket innebär att den svenska nationella rätten ska 
tolkas mot lämpliga EU-direktiv på området medan EU-förordningar blir 
direkt tillämpliga som lag i varje medlemsland. Slutligen får EU-domstolens 
avgöranden direkt effekt, vilket innebär att de blir bindande för 
medlemsländerna beträffande hur en EU-rättsakt bör tolkas.22  
 
Levin har uttalat sig om EU:s lagstiftning på det immaterialrättsliga området 
och är kritisk mot den alltför stora frihet medlemsstaterna har givits vid 
implementeringen av de immaterialrättsliga direktiven. Vidare beskriver 
Levin immaterialrättens utveckling på följande sätt; det först är under de 
senaste decennierna som EU-immaterialrätten har vuxit fram och det är 
fortfarande en ”work in progress”.23 
 
Samtliga direktiv jag behandlar reglerar en mängd olika situationer varför en 
sållning har gjorts och endast de regler som möter uppsatsens syfte 
behandlas. Fokus kommer därför att ligga på regler som tar sikte på 
sanktionsmöjligheterna i en situation där det är konstaterat att ett 
upphovsrättsligt intrång föreligger.  
 
  
                                                
22 Levin 2011, s. 53f. 
23 Levin 2011, s. 64f. 
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3.2 Infosoc-direktivet 
3.2.1 Allmänt om Infosoc-direktivet 
I likhet med andra direktiv på immaterialrättens område är det 
bakomliggande syftet med Infosoc-direktivet24 att säkerställa konkurrensen 
på den inre marknaden.25 En harmonisering på området anses leda till att 
klarhet bringas och att en hög skyddsnivå tillskapas. Detta ska i sin tur leda 
till att fler investeringar görs inom innovativa och kreativa verksamheter.26 
Skulle en harmonisering inte göras innebär det en risk att de 
stordriftsfördelar unionen för med sig skulle gå förlorade.27 Skyddsnivån för 
immateriella rättigheter ska som utgångspunkt vara hög och likställas med 
äganderätten.28 Av skälen framgår vidare att upphovsrättsdirektivet 
samspelar med e-handelsdirektivet och vice versa.29 
 
Genom artikel 3.1 i Infosoc-direktivet uppställs ett förbud mot att överföra 
upphovsrättsskyddade verk till allmänheten för annan än 
rättighetsinnehavaren själv. Förbudet ska förstås i vid bemärkelse och 
genom rekvisitet som träffar ”on demand”-tjänster får överföringsbegreppet 
ett omfattande tillämpningsområde. Således träffar förbudet all överföring 
som sker till en allmänhet som inte är på platsen varifrån överföringen 
sker.30 Av skälen till direktivet följer dock att endast tillhandahållande av de 
fysiska förutsättningarna för att möjliggöra eller genomföra en överföring 
inte anses vara överföring i direktivets mening.31  
 
Vid införandet av direktivet har lagstiftaren varit noga med att de generella 
rättigheter och intressen som tillförsäkras medborgare i medlemsstater 
måste vägas mot de specifika rättigheter och intressen som finns hos 
rättighetsinnehavare till skyddade alster. De tidigare avvägningarna som 
                                                
24 Även kallat Upphovsrättsdirektivet. 
25 Skäl 1 i ingressen till Infosoc-direktivet. Jämför skäl 1 i ingressen till IPRED-direktivet 
och skäl 1 i ingressen till E-handelsdirektivet. 
26 Skäl 4 i ingressen till Infosoc-direktivet. 
27 Skäl 6 i ingressen till Infosoc-direktivet. 
28 Skäl 9 i ingressen till Infosoc-direktivet. 
29 Skäl 16 i ingressen till Infosoc-direktivet. 
30 Levin 2011, s. 154. 
31 Skäl 27 i ingressen till Infosoc-direktivet. 
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medlemsländerna gjort före införandet av direktivet måste omprövas. 
Inskränkningar som har en negativ effekt på inre marknaden bör i de längsta 
undvikas av medlemsländerna.32  
 
Av direktivet följer vidare att medlemsstater ska se till att det finns effektiva 
sanktioner. Så långt som möjligt ska medlemsländerna se till att de 
sanktioner och möjligheter att vidta rättsliga åtgärder som följer av 
direktivet kan säkerställas. Sanktionerna ska vara effektiva, proportionella 
och avskräckande. Medlemsländerna ska se till att det finns en möjlighet att 
söka skadestånd och begära beslag av materiell som används för 
överträdelsen.33 Dessa skäl återspeglas i artikel 8 i direktivet.  
 
3.2.2 Mellanhänder 
Av artikel 8 i Infosoc-direktivet följer att medlemsstaterna ska tillhandahålla 
lämpliga sanktioner i syfte att kunna vidta åtgärder mot upphovsrättsliga 
intrång. Dessa sanktioner ska, som skälen anger, vara effektiva, 
proportionerliga och avskräckande. Medlemsstaterna ska se till att det är 
möjligt för en rättighetsinnehavare att begära att ett föreläggande riktas mot 
någon som begår intrång.  
 
I artikelns 3 punkt återfinns bestämmelser rörande mellanhänder. Artikeln är 
så viktig att den återges enligt sin ordalydelse: Medlemsstaterna skall se till 
att rättighetshavare har möjlighet att begära ett föreläggande gentemot 
mellanhänder vars tjänster utnyttjas av en tredje part för att begå intrång i 
en upphovsrätt eller närstående rättighet. I skäl 59 går att läsa att det i den 
digitala miljön är möjligt att tjänster som tillhandahålls av mellanhänder 
används av en tredje part för att begå intrång. Ofta är det just dessa 
mellanhänder som har de största möjligheterna att sätta stopp för intrånget. 
Därför bör rättighetsinnehavarna, utan att det ger avkall på andra 
tillgängliga sanktioner möjligheter, ha möjlighet att begära ett föreläggande 
mot en mellanhand som i sitt nät förmedlar en tredje mans intrång. En sådan 
                                                
32 Skäl 31 i ingressen till Infosoc-direktivet. 
33 Skäl 58 i ingressen till Infosoc-direktivet. 
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möjlighet bör finnas att tillgå även i situationer då åtgärderna som 
mellanhanden vidtar är undantagna enligt artikel 5 i direktivet. Vidare står 
det att ”villkoren och bestämmelserna för förelägganden av detta slag bör 
medlemsländerna själva bestämma om i sin nationella lagstiftning”.34 Att 
medlemsstaterna själva ges rätten att bestämma om förelägganden ger 
direktivet en allmän hållning varför tillvägagångssättet vid 
implementeringen och tolkningen av direktivet skiljer sig medlemsstaterna 
emellan.35 Ett sådant föreläggande som riktas mot en mellanhand ska följa 
samma krav som uppställs då ett föreläggande riktas direkt mot 
intrångsgöraren avseende effektivitet, proportionalitet och avskräckning.36 
Möjligheten till sanktioner mot mellanhänder får dock inte begränsa de 
ansvarsfrihetsregler som återfinns i e-handelsdirektivet.37 
 
I Sverige ansåg lagstiftaren att kravet på sanktionsmöjligheter i direktivet 
uppfylldes genom det i upphovsrättslagen införda vitesförbudet.38 Denna 
paragraf och hur den överensstämmer med direktivet behandlas längre fram 
i uppsatsen.  
 
3.2.3 Tillfälligt mångfaldigande i artikel 5 
Ett undantag från möjligheten att rikta sanktioner mot mellanhänder finns i 
artikel 5 i Infosoc-direktivet. Av artikeln följer att ett tillfälligt 
mångfaldigande inte klassas som intrång enligt artikel 2 i direktivet. Med 
tillfälligt mångfaldigande menas tillfälliga kopior presenterade utan 
rättighetsinnehavarens tillstånd.39 Det gäller dock under förutsättningen att 
det tillfälliga mångfaldigandet endast sker med syftet att möjliggöra en 
överföring i ett nät mellan tredje parter via en mellanhand.40 I skäl 33 anges 
att användning alltid ska anses vara laglig oavsett vad direktivet säger, om 
                                                
34 Skäl 58 i ingressen till Infosoc-direktivet. 
35 European Commission’s Information Society and Media Directorate-General EU: Study 
on the legal analysis of a Single Market for the Information Society – Liability of Online 
Intermediaries, 2009, s. 22. 
36 Skäl 48 i ingressen till Infosoc-direktivet. 
37 Skäl 59 i ingressen till Infosoc-direktivet. 
38 Prop. 2004/05:110 Upphovsrätten i informationssamhället – genomförande av direktiv 
2001/29/EG m.m., s. 338ff. 
39 Skäl 33 i ingressen till Infosoc-direktivet. 
40 Artikel 5 i Infosoc-direktivet.  
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användningen sker med rättighetsinnehavarens tillstånd, d.v.s. 
användningen är auktoriserad av upphovsrättsinnehavaren, eller inte är 
otillåten enligt lag. Användning auktoriserad av rättighetsinnehavaren till 
verket kan exemplifieras genom en situation där en rättighetsinnehavare 
lägger upp ett klipp på YouTube41 och då implicit ger ett godkännande till 
användning. Dessa regler hänger samman med de regler om ansvarsfrihet 
som uppställs i e-handelsdirektivet. En mer noggrann redogörelse för 
reglernas samverkan sker under avsnitt 3.4.  
 
3.3 IPRED-direktivet 
IPRED-direktivet42 infördes 2004 och reglerar de civilrättsliga 
sanktionsmöjligheterna inom immaterialrätten. Dessa sanktionsmöjligheter 
är bland andra förbud, skadestånd och säkerhetsåtgärder. Syftet med 
direktivet är att säkerställa skyddet, inte bara för upphovsrättigheter utan 
även för andra immateriella rättigheter.43 Vidare är syftet att få till en 
harmonisering inom EU. Med harmoniseringen är målet att uppnå en hög, 
likvärdig och enhetlig skyddsnivå beträffande de immateriella 
rättigheterna.44 Genom ett sådant skydd är tanken att konkurrenskraften och 
sysselsättningen på immaterialrättens område ska öka.45 I skälen har man 
identifierat att den ökade användningen av internet medför en ökad risk för 
spridning av material som utgör upphovsrättsintrång.46 I dag utsätts även 
immateriella rättigheter för organiserad brottslighet i en allt större 
utsträckning.47  
 
Som nämnts lyder direktiv under principen om direktivkonform tolkning. 
Gällande IPRED-direktivet ska det implementeras i enlighet med sitt 
                                                
41 www.youtube.com. 
42 Även kallat Sanktionsdirektivet. 
43 Artikel 1 i IPRED-direktivet. 
44 Skäl 10 i ingressen till IPRED-direktivet och prop. 2008/09:67 Civilrättsliga sanktioner 
på immaterialrättens område – genomförande av direktiv 2004/48/EG, s. 1. 
45 Skäl 1 i ingressen till IPRED-direktivet. 
46 Skäl 9 i ingressen till IPRED-direktivet och prop. 2008/09:67 s. 322. 
47 Skäl 9 i ingressen till IPRED-direktivet. 
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bakomliggande syfte.48 IPRED-direktivet är ett minimidirektiv vilket 
innebär att det är möjligt för medlemsländerna att tillämpa regler som är mer 
gynnsamma för rättighetsinnehavarna.49 Läser man vidare i direktivet finns i 
artikel 16 regler som säger att medlemsstaterna får tillämpa strängare 
sanktioner än de som framställs i direktivet.  
 
Det följer av artikel 3 i IPRED-direktivet att medlemsstaterna ska vidta 
åtgärder för att direktivets skyddsområden ska säkras. De vidtagna 
åtgärderna ska vara rättvisa och skäliga, inte onödigt komplicerade eller 
dyra. Åtgärderna ska inte heller orsaka onödiga dröjsmål.50 Skyddet får 
dock inte bli så starkt att det inskränker andra intressen. Dessa intressen är 
bland annat yttrandefriheten, informationsfriheten och näringsfriheten.51 
Vidare ska sanktionerna, i likhet med artikel 8 Infosoc-direktivet, vara 
effektiva, proportionerliga och avskräckande.52  
 
IPRED-direktivet föreskriver varken vad som avses med immateriella 
rättigheter eller vad som anses utgöra intrång. Avsaknaden av definition 
beror på territorialprincipen som innebär att medlemsländerna själva ska 
reglera dessa förutsättningar.53 Skyddsförutsättningarna för de olika 
immateriella rättigheterna kommer således inte till uttryck i IPRED-
direktivet.54 
 
I artikel 9.1 i IPRED-direktivet behandlas interimistiska förelägganden. Av 
artikeln framgår att varje medlemsstat ska se till att behöriga rättsliga 
myndigheter på sökandens begäran får utfärda interimistiska förelägganden 
mot den påstådda intrångsgöraren. Det får ske om syftet är att hindra ett 
omedelbart förestående immaterialrättsintrång eller tillfälligt förbjuda en 
fortsättning av ett pågående intrång. Av artikeln följer att ett sådant 
                                                
48 Bernitz, Ulf & Kjellgren, Anders: Europarättens grunder, 5 u, Nordstedts Juridik AB, 
Stockholm 2014, s. 94ff. 
49 Artikel 2.1 i IPRED-direktivet. 
50 SOU 2012:51 Utvärdering av IPRED-lagstiftningen, s. 13. 
51 Bernitz & Kjellgren 2014, s. 10. 
52 Artikel 3.2 i IPRED-direktivet. 
53 Bernitz & Kjellgren 2014, s. 11. 
54 Levin 2011, s. 551. 
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föreläggande får förenas med vite och även får utfärdas mot en mellanhand 
vars tjänster utnyttjas av tredje man för att begå intrång. Det påstådda eller 
konstaterade intrånget ska vara reglerat i Infosoc-direktivet. Det uppställs 
alltså en möjlighet att rikta ett intermistiskt förbud mot intrångsgöraren men 
även mot en mellanhand.   
 
Kraven i artikel 3 i direktivet, som redogjorts för ovan, är tillämpliga på 
förelägganden enligt artikel 9.1 i direktivet. Artikel 11 innehåller regler som 
liknar de som finns i artikel 9.1. Skillnaden är att av artikel 11 följer bland 
annat att medlemsstaterna ska se till att rättighetshavare har möjlighet att 
begära ett varaktigt föreläggande som riktas mot en intrångsgörare eller en 
mellanhand vars tjänster utnyttjas av tredje man för att göra intrång i en 
immateriell rättighet. Det gäller så länge tillämpningen av artikel 8.3 i 
Infosoc-direktivet inte påverkas. De nu nämnda föreläggandena får utfärdas 
på yrkande av rättighetsinnehavaren. 
  
Som kommentar till ovanstående kan sägas att då medlemsländerna själva 
implementerar direktivet i sin nationella lagstiftning och IPRED-direktivet 
är möjligt att tolka relativt vitt har de ovan redovisade artiklarna fått olika 
effekt i olika medlemsländer. Vissa medlemsländer har valt att införa en 
specifik bestämmelse som gör det möjligt för sin nationella domstol att 
ålägga internetleverantörer att blockera webbplatser som begår 
immaterialrättsintrång. En av dessa medlemsstater är Österrike55 vilket 
kommer att redogöras för i praxisavsnittet. Sverige har inte en sådan 
tydlighet i sin lagstiftning utan vilken effekt direktivet egentligen har fått är 
inte helt klart Längre fram i uppsatsen kommer vi få se exempel på hur 
svensk domstol har tillämpat reglerna samt även ta del av den argumentation 
som finns kring reglerna.  
 
  
                                                
55 Se EU-domstolens dom i UPC-målet.  
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3.4 E-handelsdirektivet 
3.4.1 Allmänt om E-handelsdirektivet 
Bakom införandet av e-handelsdirektivet ligger den explosiva ökningen av 
elektronisk handel vi i dag kan se i samhället. Möjligheten till elektronisk 
handel, företrädesvis över internet, skapar ständigt nya affärsmöjligheter. 
Detta öppnar, både för företag och konsumenter, dörren till 
världsmarknaden på ett väldigt smidigt sätt.56 
 
E-handelsdirektivet är tillämpligt på informationssamhällets tjänster.57 Med 
informationssamhällets tjänster avses alla tjänster som normalt utförs mot 
ersättning, på distans, med hjälp av utrustning för elektronisk behandling 
och lagring av information, och på individuell begäran av en 
tjänstemottagare.58 I direktivets förarbete följer en utökad definition av 
informationssamhällets tjänster där det föreskrivs att informationssamhällets 
tjänster omfattar näringsverksamheter som bedrivs online. 
Informationssamhällets tjänster avser vidare tjänster som avser 
vidarebefordran av information via kommunikationsnät, genom att 
tillhandahålla tillgång till kommunikationsnät eller genom att fungera som 
värdtjänst för information från tjänstemottagaren.59 
 
Förutsättningen för att något ska omfattas av informationssamhällets tjänster 
är att tjänsten tillhandahålls online varför internetleverantörer och 
webbplatser omfattas.60  
 
I skälen till direktivet konstateras att EU:s syfte är att skapa en fast 
sammanslutning mellan medlemsländerna och skapa en inre marknad för att 
undanröja hinder mellan de europeiska folken.61 Det påminner mycket om 
skälen bakom de andra direktiven på området. E-handelsdirektivet syftar 
                                                
56 Prop. 2001/02:150 Lag om elektronisk handel och andra informationssamhällets tjänster, 
m.m., s. 18. 
57 Artikel 1 i E-handelsdirektivet. 
58 Skäl 17 i ingressen till E-handelsdirektivet. 
59 Skäl 18 i ingressen till E-handelsdirektivet. 
60 Prop. 2001/02:150 s. 18. 
61 Skäl 1 i ingressen till E-handelsdirektivet.  
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specifikt till att säkerställa en hög skyddsnivå för informationssamhället 
inbegripet bland annat elektronisk handel.62 Vidare följer av skälen till 
direktivet att den allmänna principen om yttrandefrihet som är särskilt 
uttryckt i gemenskapsrätten måste beaktas. Verksamheten som följer av e-
handelsdirektivet måste vara konstruerad på ett sådant sätt att den fungerar i 
förhållande till yttrandefriheten.63 Av artikel 20 i direktivet följer 
medlemsländerna är fria att tillämpa sina nationella regler beträffande 
straffrätt och straffprocessrätt för att fastställa de villkor som direktivet 
ställer upp.64  
 
I skälen tas även mellanhändernas roll upp. Där föreskrivs att redan 
befintliga men även framväxande skillnader i de enskilda medlemsstaternas 
gällande rätt beträffande vilket ansvar tjänsteleverantörer som agerar 
mellanhänder tillskrivs är något som begränsar den inre marknadens syfte. 
Genom olikheterna hindras den inre marknaden från att fungera smidigt, 
detta särskilt då utvecklingen av gränsöverskridande tjänster hämmas och 
även genom att konkurrensen snedvrids. Man pekar på att 
”tjänsteleverantörerna har i vissa fall skyldighet att förebygga eller stoppa 
olaglig verksamhet”. Därför är direktivet uppbyggt för att utgöra en lämplig 
grund vid utarbetande av snabba och tillförlitliga förfaranden vars syfte är 
att avlägsna och göra olaglig information oåtkomlig. Det är något som 
skulle kunna bygga på frivilliga överenskommelser mellan berörda parter 
med uppmuntran av medlemsstaterna. Att anta och genomföra sådana 
förfaranden borde ligga i samtliga tillhandahållares intresse. Vidare följer av 
direktivet att ”[b]estämmelser om ansvar inte bör hindra de berörda 
parterna från att utveckla och använda tekniska system för skydd och 
identifiering samt övervakningsinstrument som möjliggörs med digital 
teknik […]”.65  
 
  
                                                
62 Skäl 3 i ingressen till E-handelsdirektivet.  
63 Skäl 9 i ingressen till E-handelsdirektivet. 
64 Skäl 26 i ingressen till E-handelsdirektivet. 
65 Skäl 40 i ingressen till E-handelsdirektivet. 
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3.4.2 Ansvarsfrihet 
Artikel 12-14 i e-handelsdirektivet delar upp tjänsteleverantörers 
kommunikationstjänster i tre olika kategorier. Dessa är enbart 
vidarebefordran artikel 12, cachning artikel 13 och värdtjänster artikel 14. 
Genom artiklarna regleras mellanhänders ansvar vid tillhandahållande av 
dessa tjänster. En utveckling av tjänsterna kommer ske i samband med att e-
handelslagen behandlas. Ansvarsfrihetsreglerna sätter de yttre ramarna för 
den nationella regleringen av ansvarsfriheten för en tjänsteleverantör. 
Gränserna varierar beroende på vilken tjänst det är frågan om. Beträffande 
vidarebefordran är ansvarsfriheten tämligen heltäckande, däremot gäller för 
en tillhandahållare av värdtjänster att ansvarsfriheten går förlorad när denne 
har en viss kännedom om ett intrång.66 
  
I artikel 15.1 i direktivet fastslås ett förbud mot medlemsstater att ålägga en 
internetleverantör en allmän övervakningsskyldighet. Artikeln har följande 
lydelse. 
 
Medlemsstaterna får inte ålägga tjänsteleverantörerna en allmän 
skyldighet att, i samband med tillhandahållande av sådana 
tjänster som avses i artiklarna 12, 13 och 14, övervaka den 
information de överför eller lagrar, och inte heller någon allmän 
skyldighet att aktivt efterforska fakta eller omständigheter som 
kan tyda på olaglig verksamhet. 
 
Medlemsstaterna får således inte ålägga internetleverantörer en skyldighet 
att övervaka information bara för att den passerar genom 
internetleverantörernas nät och inte heller ålägga någon allmän skyldighet 
att efterforska olovlig information.67   
 
                                                
66 Westman, Daniel: Rättsliga strategier mot upphovsrättsintrång på nätet – en analys, Ny 
Juridik 2012 s. 33ff. 
67 Nicander, Hans: Upphovsrätten och medverkansansvaret i en digital miljö, SvJT 2012 s. 
276. 
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Vidare följer av artikel 15.2 en möjlighet för medlemsstaterna att fastställa 
en skyldighet för leverantörer av informationssamhällets tjänster att 
omedelbart informera om mottagare av deras tjänster tillhandahållit olagliga 
verksamheter eller olaglig information.  
 
Tanken bakom ansvarsfrihetsreglerna förtydligas i skäl 42 till direktivet. 
Tjänsteleverantörens ansvar ska undantas då tjänsteleverantörens 
verksamhet är begränsad till den tekniska processen som krävs för att driva 
och erbjuda ett kommunikationsnät där information görs tillgänglig för 
tredje part genom vidarebefordran eller tillfällig lagring och det görs 
uteslutande i syfte att effektivisera överföringen. För att vara fri från ansvar 
ska alltså verksamheten vara av rent teknisk, automatisk och passiv natur, 
vilket i förlängningen innebär att tjänsteleverantören varken har kännedom 
om eller kontroll över informationen som vidarebefordras eller lagras. Vad 
som sägs om tjänstelevererande mellanhänders ansvar i detta direktiv 
påverkar dock inte möjligheten av olika förelägganden. Förelägganden 
bestående i att domstolar eller administrativa myndigheter kräver att alla 
överträdelser ska upphöra eller förhindras och som innehåller krav att 
olaglig information ska avlägsnas eller göras oåtkomlig påverkas således 
inte.68 Inte heller är ansvarsfrihetsreglerna tillämpliga då tjänsteleverantören 
handlar med uppsåt.69    
 
Trots 15 artikelns förbud följer av skälen till direktivet att medlemsstaterna 
får ålägga en tjänsteleverantör70 att ”visa den omsorg som skäligen kan 
förväntas av dem”. Den omsorgen ska gälla i förhållande till viss slags 
olovlig verksamhet.71 Även ingresspunkt 47 till direktivet uppställer en 
inskränkning av övervakningsförbudet: 
 
Medlemsstaterna är förhindrade från att ålägga 
tjänsteleverantörerna övervakningsskyldighet endast när det 
                                                
68 Skäl 45 i ingressen till E-handelsdirektivet. 
69 Skäl 44 i ingressen till E-handelsdirektivet. 
70 Det gäller dock endast en tjänsteleverantör som tillhandahåller värdtjänster (t.ex. 
tillhandahållande av webbhotell och serverutrymmen), artikel 14 i E-handelsdirektivet.  
71 Skäl 48 i ingressen till E-handelsdirektivet. 
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gäller skyldigheter av allmän natur. Detta gäller inte 
övervakningsskyldigheter i ett speciellt fall och påverkar i 
synnerhet inte beslut från nationella myndigheter i enlighet med 
nationell lagstiftning. 
  
Vidare har en medlemsstat enligt direktivet rätt att vidta åtgärder mot en 
tjänsteleverantör som är etablerad i en annan medlemsstat men som riktar 
merparten av sin verksamhet mot den första medlemsstatens territorium 
förutsatt att den är placerad där för att undgå lagstiftning.72   
  
3.4.3 En kommentar 
Huvudregeln framstår vara den att en internetleverantör inte ska kunna göras 
ansvarig för information som passerar genom dennes nät. Det avspeglas i 
förbudet mot att förelägga en internetleverantör en allmän 
övervakningsskyldighet som kommer till uttryck i artikel 15. Det ska 
noteras att förbudet mot en allmän övervakningsskyldighet riktar sig mot 
tjänster återgivna i artiklarna 12, 13 och 14. Vid en snabb anblick kan artikel 
15 framstå som relativt tydlig och enkel att förstå. Vad som dock bör fästas 
fokus på är begreppet ”allmän” så som i första meningen i artikel 15.1 
”Medlemsstaterna får inte ålägga tjänsteleverantörerna en allmän 
skyldighet…”. Utifrån vanligt språkbruk kan man anta att det innebär att 
exempelvis en internetleverantör inte får åläggas att övervaka all 
information, knappast ens merparten av informationen som passerar genom 
nätet. Beträffande aktiviteten kan tänkas att internetleverantören inte 
behöver ha en konstant kontroll utan snarare åläggas att göra punktinsatser. 
Det synsättet stöds även av skäl 47 som uppställer en möjlighet för 
medlemsstater att genom lag eller annan föreskrift ålägga en 
tjänsteleverantör ett övervakningsansvar i en speciell situation. En sådan 
möjlighet borde gälla även beträffande informationen som ska övervakas. 
Detta kommer undersökas närmare senare i uppsatsen i anslutning till 
praxis. Skäl 45 anger att begränsningarna vad gäller ansvar för 
tjänstelevererande mellanhand inte utgör hinder för att andra förelägganden 
                                                
72 Skäl 57 i ingressen till E-handelsdirektivet. 
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riktas mot det intrångsgörande materialet. Räckvidden av begreppet 
”allmän” i artikel 15 får då prövas utifrån det anförda.  
 
Intressant att notera i anslutning till ansvarsfrihetsreglerna i artikel 12-14 är 
den möjlighet EU ger medlemsstaterna att införa s.k. ”notice and take-
down”-regler. Det finns alltså utrymme för medlemsstater att lagstifta om ett 
förfarande där en rättighetsinnehavare har möjlighet att upplysa en 
internetleverantör om att rättighetsinnehavarens ensamrätt kränks och i 
samband med det kräva att internetleverantören blockerar den webbplatsen 
där intrånget begås. Detta kan ske utan en föregående prövning i domstol. 
En sådan möjlighet ligger i linje med skäl 58 till Infosoc-direktivet där det 
föreskrivs att medlemsstaterna själva ges frihet vid införandet av 
möjligheten att rikta förelägganden mot tjänsteleverantörer.   
 
Värt att notera i artikel 15.2 är användningen av ”informationssamhällets 
tjänster” istället för den i artikel 15.1 använda frasen ”tjänster som avses i 
artiklarna 12, 13 och 14”. Om begreppsskillnaden utgör någon reell skillnad 
är svårt att utläsa men att lagstiftaren velat göra en åtskillnad står klart.    
 
Det framgår även att ansvarsfrihetsreglerna i e-handelsdirektivet inte ska 
påverkas av Infosoc-direktivet. Det får till följd att anasvarsfrihetsreglerna 
blir tillämpliga endast då artikel 5 i Infosoc-direktivet inte aktualiseras.  
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4 Svensk gällande rätt 
4.1 Upphovsrättslagen och närstående lagstiftning 
4.1.1 Allmänt om upphovsrättslagen 
I 2 § lag (1960:729) om upphovsrätt till litterära och konstnärliga verk 
(URL) beskrivs den ensamrätt upphovsmannen erhåller vid skapande av ett 
verk. Av 1 § URL följer att sådana verk är skönlitterär eller beskrivande 
framställning i skrift eller tal, datorprogram, musikaliskt eller sceniskt verk, 
filmverk, fotografiska verk eller något annat alster av bildkonst, alster av 
byggnadskonst eller brukskonst eller verk som har kommit till uttryck på 
något annat sätt. Några formkrav uppställs således inte.73 Däremot ställs ett 
krav på verkshöjd för att erhålla skyddet. I begreppet verkshöjd består ingen 
bedömning av kvalitén på verkat utan fokus ligger på originalitet.74 Någon 
direkt definition finns inte, dock är begreppet preciserat i praxis. Där uttalas 
att för ett verk ska erhålla verkshöjd ska det vara ”upphovsmannens egen 
intellektuella skapelse”, vidare menar domstolen att kravet ska vara lågt 
ställt. Exempelvis skulle en mening i en artikel kunna omfattas av 
verkshöjd.75  
 
Den i 2 § URL reglerade ensamrätten innebär en rätt att framställa exemplar 
av verket för allmänheten.76 Andra stycket i paragrafen ger uttryck för en 
långtgående ensamrätt där varje direkt eller indirekt samt tillfällig eller 
permanent framställning omfattas, oavsett genom vilken metod den 
framställs.77 Ensamrätten omfattas av två delar; en ideell och en 
ekonomisk.78 För uppsatsens vidare framställning är endast den ekonomiska 
ensamrätten av intresse.  
 
                                                
73 Levin, Marianne: Lärobok i immaterialrätt, 10 u, Nordstedts Juridik AB, Stockholm 
2011, s. 72. 
74 Levin 2011, s. 81ff. och prop. 1960:17 till riksdagen med förslag till lag om upphovsrätt 
till litterära och konstnärliga verk, m.m. s. 23. 
75 Infopaq-målet C-5/08. 
76 Levin 2011, s. 136f. 
77 Levin 2011, s. 137. 
78 Levin 2011, s. 136. 
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Den ekonomiska ensamrätten kan delas upp i två underkategorier vilka är 
rätten att framställa exemplar och rätten att göra verken tillgängliga för 
allmänheten. I äldre praxis har det uttryckts att då verk görs tillgängliga på 
en webbplats där mottagaren själv kan välja när och hur den ska ta del av 
verket anses det vara offentligt framförande eller medverkande till 
framförandet.79  
 
Lagstiftaren hade vid införandet av bestämmelsen den tekniska utvecklingen 
för ögonen så syftet med den breda regleringen är att den ska vara tillämplig 
på skyddsobjekt även i framtiden. Lagstiftaren ville att regleringen skulle ha 
möjlighet att absorbera alla möjliga framtida uttrycksformer.80   
 
Ett intrång föreligger således när någon bryter mot den lagstadgade 
ensamrätten. Detta kan exempelvis ske genom spridning av en piratkopierad 
film.  
 
4.1.2 Medverkansansvaret i 53b § URL 
De inledande bestämmelserna om ensamrätten i URL har beskrivits i avsnitt 
2. I det följande kommer grepp att kopplas på de regler som träffar en 
internetleverantör81.  
 
Med beaktande av artikel 11 i IPRED-direktivet och artikel 8.3 i Infosoc-
direktivet valde lagstiftaren att införa 53b § URL. I paragrafen regleras 
medverkansansvaret vid upphovsrättsintrång. Av paragrafen följer att ett 
vitesförbud kan meddelas mot den som vidtagit eller medverkat till en 
åtgärd som innebär intrång eller överträdelse. Beträffande förutsättningarna 
för medverkansansvar har lagstiftaren valt att hänvisa till reglerna om 
medverkansansvar som återfinns i 23 kap. 4 § 1 st. brottsbalken 
(1962:700)(BrB). Medverkansrekvisiten i 23 kap. 4 § BrB ska vi snart 
                                                
79 NJA 2000 s. 292.  
80 Prop. 1960:17 s. 48. 
81 Begreppet ”internetleverantör” innefattas även i begreppen ”mellanhand” och 
”tjänsteleverantör”.  
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återkomma till men först kan det noteras att det i propositionen82 
uttryckligen står att t.ex. en internetleverantör kan åläggas vitesförbud. Det 
förutsätts då att verksamhet i anslutning till ett intrång eller en överträdelse i 
objektiv mening kan anses som medverkan till denna.83  
 
4.1.3 Vitesförbud 
För att förstå lagstiftarens tanke med införandet av 53b § URL och dess 
förhållande till kravet på möjlighet till sanktioner som uppställs i de tidigare 
behandlade EU-direktiven behandlas här vitesförbudet utifrån sin plats i 
svensk gällande rätt. Vitesförbud utgör i motsats till regler om ansvarsfrihet 
för internetleverantörer en sanktion som rättighetsinnehavaren kan rikta mot 
internetleverantören.84 Anledningen till att detta, relativt övergripande, 
avsnitt inkluderas är för att ge läsaren ett helikopterperspektiv av 
rättsområdet. Vitesförbudet kommer till övervägande del att behandlas 
utifrån den svenska gällande rätten, om än med någon reflektion i 
förhållande till EU-rätten.  
 
I mitten av 1990-talet började lagstiftaren utreda huruvida ett särskilt 
sanktionssystem på immaterialrättens område var att föredra. Vid den 
tidpunkten var en rättighetsinnehavare hänvisad till rättegångsbalken 
(1942:740)(RB) och dess 15 kapitel med innehållande processuella 
åtgärder.85 Ett vitesförbud karakteriseras av sin framåtblickande karaktär, 
förbudet är tänkt att stoppa intrång som begås eller kommer att begås.86 I 
propositionen med anledning av införandet av dessa regler förde lagstiftaren 
en diskussion kring den ökade företeelsen av upphovsrättsintrång. I avsnittet 
”Behov av förändringar” uttalade lagstiftaren att det skett en markant 
ökning av olovliga kommersiella utnyttjanden av andras produkter och 
varumärken.87 Lagstiftaren menade att det vid tidpunkten hade etablerats en 
marknad där professionella aktörer börjat lansera kopior helt baserade på 
                                                
82 Prop. 2004/05:110. 
83 Prop. 2004/05:110 s. 333. 
84 Lavin, Rune: Viteslagen (17 okt. 2014, Zeteo), kommentaren till 1 §. 
85 Prop. 1993/94:122 Skärpta åtgärder mot immateriarättsliga intrång, s. 41. 
86 Westberg, Peter: Det provisoriska rättsskyddet. Andra boken, Juristförlaget i Lund, Lund 
2004, s. 59. 
87 Prop. 1993/94:122 s. 43. 
26 
 
affärsmässiga överväganden.88 Vidare presenterade regeringen skälen 
bakom förslaget att införa ett, för immaterialrätten specifikt, vitesförbud. 
Man ansåg att det var ett primärt intresse för rättighetsinnehavaren att, vid 
ett pågående intrång, snabbt få ett slut på intrånget.89 Fördelen med ett 
införande av en sådan sanktion skulle vara att rättighetsinnehavaren inte 
behövde styrka vare sig uppsåt eller oaktsamhet hos intrångsgöraren. Inte 
heller behöver rättighetsinnehavaren vid ett vitesförbud föra någon 
bevisning om intrångets skadeverkningar. Med andra ord skulle det räcka 
för rättighetsinnehavaren att visa att det förelåg ett intrång rent objektivt 
sett.90 Till en början kunde vitesförbudet enligt sin skrivelse endast riktas 
mot den som vidtog åtgärden. Även om skrivelsen som sådan endast 
omfattade den som vidtog åtgärden har svensk rätt dock alltid uppställt en 
möjlighet att tillämpa regler om medverkansansvar vid en sådan situation. 
Trots detta valde lagstiftaren, med anledning av införandet av Infosoc-
direktivet, att förtydliga omfattningen av vitesförbudet och reglerade således 
medverkansansvaret i en egen paragraf, 53b § URL.91  
 
I samband med införlivandet av IPRED-direktivet valde den svenska 
lagstiftaren att föra in ytterligare ett stycke i 53b § URL. Det kom att bli 
tredje stycket och öppnade för möjligheten att rikta ett vitesförbud mot 
någon vars gärningar utgör försök eller förberedelse till intrång. Av artikel 
9.1 i IPRED-direktivet följer att en rättighetsinnehavare ska ha möjlighet att 
utverka en interimistisk sanktionsåtgärd när det föreligger ett ”omedelbart 
förestående immaterialrättsintrång”. I den svenska bestämmelsen följer att 
det vid en sådan situation ska vara möjligt att rikta både ett slutgiltigt och 
interimistiskt vitesförbud.92 Bedömningen av om det föreligger ett försök 
eller en förberedelse görs utifrån en analog tillämpning av 23 kap. 1 § 
BrB.93 
                                                
88 Prop. 1993/94:122 s. 42. 
89 Prop. 1993/94:122 s. 45. 
90 Ibid.  
91 Prop. 2004/05:110 s. 340ff. 
92 53b § URL. 
93 Olsson, Henry & Rosén, Jan: Upphovsrättslagstiftningen (20 jan. 2014, Zeteo), 
kommentaren till 53b §. 
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I anslutning till ovanstående stycken kan konstateras att den svenska 
lagstiftaren valde att följa efter EU och gå dem tillmötes genom införandet 
av dels medverkansrekvisitet, dels försök- eller förberedelserekvisitet. 
Oavsett beaktande av det allmänna medverkansansvaret som kunde sägas 
föreligga redan innan 53b § URL infördes är det tydligt att paragrafen 
innebar en vidgning av reglerna till rättighetsinnehavarens fördel. Det bör 
också noteras att ett vitesförbud nu kan riktas mot någon som medverkar 
redan vid förberedelse till ett intrång.  
 
4.1.4 Medverkansansvar 
Som nämnts bestäms medverkansansvaret i 53b § URL utifrån allmänna 
rättsliga regler om medverkande.94 För att konstituera det medverkansansvar 
som uppställs i 23 kap. 4 § BrB krävs det att någon har främjat handlingen 
med råd eller dåd. De två senare rekvisiten syftar till att främjandet skett 
antingen fysiskt eller psykiskt. Vad detta innebär ska inte diskuteras 
närmare utan det konstateras endast att en internetleverantör anses medverka 
genom ett fysiskt främjande som består i tillhandahållandet av 
uppkopplingen som använts i samband med upphovsrättsintrånget.95 Senare 
i uppsatsen kommer praxis presenteras, varvid exempel när domstolen 
ansett att internetleverantörer medverkat åskådliggörs. I svensk rätt är 
medverkansansvaret konstruerat så att det inte krävs att någon kan hållas 
ansvarig för brottet för att ett medverkansansvar ska aktualiseras.96 Det kan 
således tänkas att en internetleverantör döms för medverkansansvar utan att 
den egentlige intrångsgöraren döms, eller ens är identifierad. I propositionen 
uttalar lagstiftaren att medverkansansvaret i svensk rätt är långtgående.97 
Faktiskt så långtgående att även medhjälp till medhjälp kan grunda ett 
                                                
94 Avsnitt 4.1.1 Medverkansansvar 53b § URL. 
95 Berggren, Nils-Olof m.fl.: Brottsbalken (1 juli 2014, Zeteo), kommentaren till 23 kap. 4 § 
och Olsson & Rosén: Upphovsrättslagstiftningen 53b §. 
96 Berggren m.fl.: Brottsbalken 23 kap. 4 §. 
97 Prop. 2004/05: 110 s. 339. 
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medverkansansvar.98 Detta synsätt kommer vi att få se närmare exempel på i 
praxisavsnittet99.   
 
Hur långtgående medverkansansvaret är avgörs främst utifrån rekvisitet 
främjande. En granskning av förarbetena till 53b § URL ger en bild av vad 
lagstiftaren avsett. Mot bakgrund av de regler om ansvarsfrihet som 
återfinns i e-handelslagen konstaterade lagstiftaren att endast det faktum att 
en internetleverantör bedriver sin verksamhet inte utgör något främjande. 
Inte heller situationen där internetleverantören underlåter att undersöka den 
informationen som passerar dennes nät ska anses konstituera 
medverkansansvar.100 Istället krävs det något mer101 för att en mellanhand, 
så som en internetleverantör, ska kunna hållas ansvarig.102 Det är ett synsätt 
som knyter an till de oskrivna reglerna om social adekvans103, som innebär 
att ett tillåtet risktagande inte kan medföra ansvar. 
 
Lagstiftaren valde att illustrera en situation där medverkansansvar skulle 
kunna förekomma. Det angavs att ”ett exempel på en situation där 
medverkansansvar (i vart fall i objektivt hänseende) kan aktualiseras är när 
”intrångsgöraren” har träffat ett avtal med mellanhanden om rätt att 
utnyttja dennes serverutrymme och mellanhanden därefter har fått konkreta 
indikationer på att serverutrymmet används på ett sätt som innebär 
upphovsrättsintrång”.104  
 
Min uppfattning utifrån lagstiftarens exempel är att det är enkelt att förstå 
vad som utgör medverkansansvar i en situation så som den beskriva. Dock 
upplever jag att exemplet är så specifikt varför någon tydlig ledning inte kan 
ges. En slutsats kan vara att det krävs någon form av avtal som binder 
mellanhanden till den som begår intrånget. Vidare kan det tolkas så att det 
                                                
98 Asp, Petter & Rosén, Jan: The Pirate Bay – en kommentar, SvJT 2011, s. 116ff. 
99 Avsnitt 5 Praxis. 
100 Prop. 2004/05:110 s. 340. 
101 Lagstiftaren uttalade att ”det behövs någonting mer”. 
102 Prop. 2004/05:110 s. 340. 
103 Begreppet ”Social Adekvans” utvecklas under avsnitt 4.2 Social adekvans. 
104 Prop. 2004/05:110 s. 340. 
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krävs att mellanhanden har fått konkreta indikationer på att tjänsten används 
för att begå intrång. Den senare tolkningen får visserligen stöd av 
förarbetena till e-handelslagen, vilka ska redogöras för senare i uppsatsen. 
Tydlig vägledning saknas även i praxis, även detta kommer att belysas 
längre fram i uppsatsen. Vad som dock kan vara av intresse att nämna i 
anslutning till begreppet främjande och de försök som har gjorts för att 
precisera begreppet är ett exempel som Asp och Rosén presenterar. De 
menar att elektricitet kan vara en nödvändighet för att ett brott ska begås 
men att för den sakens skull belägga elbolaget ett medverkansansvar genom 
främjande kan inte anses vara rimligt.105 Att det svenska 
medverkansansvaret är relativt långtgående framgår dock av det s.k. Rock-
fallet106. I fallet höll en man sin kamrats rock under tiden kamraten 
misshandlade och rånade en annan man. Domstolen menade att det utgjorde 
ett främjande, inte i den meningen att bärandet på något sätt fysiskt 
underlättade för gärningsmannen utan att bärandet av rocken utgjorde ett 
psykiskt främjade i form av uppmuntran.   
 
I de tidigare nämnda förarbetena togs även frågan upp huruvida det skulle 
vara möjligt att rikta ett föreläggande mot en mellanhand som inte ens i 
objektiv mening kunde anses medverka. Svaret på frågan uteblev och istället 
valde regeringen att hänvisa till propositionen bakom införandet av IPRED-
direktivet.107 Där diskuterade lagstiftaren utredningen Ds. 2007:29 Musik 
och film på internet – hot eller möjlighet?. I promemorian föreslogs att 
vitesförelägganden, på samma sätt, skulle kunna riktas mot 
internetleverantörer även i fall medverkansansvar inte förelåg, d.v.s. i en 
sådan situation där mellanhanden inte ens objektivt kunde anses medverka. 
Förslaget var att en internetleverantör skulle kunna tvingas att säga upp ett 
avtal om en internetanslutning om anslutningen utnyttjades för att begå 
intrång.108 I promemorian prövar författaren två olika alternativ. Det första 
är självsanering för internetleverantörer, ett tillvägagångssätt som använts 
                                                
105 Asp & Rosén 2011, s. 114. 
106 NJA 1963 s. 574. 
107 Prop. 2004/05:110. 
108 Ds. 2007:29 s. 17 Musik och film på internet – hot eller möjlighet?. 
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branschspecifikt tidigare.109 Efter övervägande kommer författaren fram till 
att en sådan lösning inte vore det mest effektiva sättet, varför han går över 
till alternativ två; att införa en lag som tydligt ställer upp en leverantörs 
rättigheter och skyldigheter. För att möta den hypotetiska möjligheten 
utformade författaren ett förslag till en ny paragraf, 53c §, som då skulle 
införas i URL. Den föreslagna paragrafen skulle ålägga internetleverantörer 
en rätt och skyldighet att säga upp en användare som begått 
upphovsrättsintrång, förutsatt att det skett på ett systematiskt sätt. 
Paragrafen skulle även ge en rättighetsinnehavare en möjlighet att vid hot 
om vite kunna yrka att en internetleverantör skulle förpliktigas att stänga av 
en intrångsgörande abonnent. I samband med detta behandlar författaren en 
sådan bestämmelses överensstämmelse med de regler beträffande 
mellanhänder som ställs upp i Infosoc- och e-handelsdirektivet. Författaren 
konstaterar att ett införande av en sådan regel ligger i linje med skäl 59 till 
Infosoc-direktivet. Vidare konstaterar författaren att en sådan regel inte 
skulle vara i konflikt med förbudet att aktivt övervaka information på sätt 
som ställs upp i e-handelsdirektivet.  
 
Författarens förslag som presenterades i promemorian behandlades noggrant 
i propositionen under avsnittet ”Utökat ansvar för mellanhänder?”. 
Slutligen fann lagstiftaren att ”avstängning av ett internetabonnemang är en 
ingripande åtgärd som kan få allvarliga följder i ett samhälle som vårt, där 
tillgången till internet är en välfärdsfråga […] Regeringen väljer därför att 
inte gå vidare med promemorians förslag till ändringar i 
upphovsrättslagen”.110 
 
Min sammanfattade uppfattning av det ovanstående är att lagstiftaren genom 
införandet av 53b § URL och paragrafens medverkansansvar expanderade 
vitesförbudet och dess tillämplighet. Men lagstiftarens avfärdande av det 
presenterade förslaget i Musik och film på internet – hot eller möjlighet?111 
kan tyda på att rättighetsinnehavarens skydd börjar nå sin yttersta gräns. 
                                                
109 SOU 2007:54 Barnet i fokus, En skärpt lagstiftning mot barnpornografi. 
110 Prop. 2008/09:67 s. 195. 
111 Ds. 2007:29. 
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Utredarens förslag gick mer eller mindre ut på att ålägga 
internetleverantörerna en handlingsplikt vid intrång som sker i deras nät. 
Om en internetleverantör inte skulle följa sin handlingsplikt skulle det även 
vara möjligt för rättighetsinnehavaren att vända sig direkt mot 
internetleverantören. En sådan möjlighet var något lagstiftaren motsatte sig 
då lagstiftaren efter diskussioner med branschorganisationer konstaterade att 
det skulle vara allt för kontroversiellt med en sådan ordning.112 Enligt mitt 
förmenande är det ett synsätt att föredra och det ligger även i linje med 
tidigare uttalanden om övervakningsförbud bland annat i e-
handelsdirektivets ansvarsfrihetsregler.113  
 
4.1.5 Tillfällig exemplarframställning 
Avslutningsvis kan i detta avsnitt en beskrivning av tillåten 
exemplarframställning göras och bestämmelsens samverkan med andra 
regler. I svensk rätt återfinns reglerna om exemplarframställning i 11a § 
URL. Av paragrafen framgår att tillfälliga former av verk får framställas 
under förutsättningen att framställningen utgör en integrerad och väsentlig 
del i en teknisk process. Vidare får exemplaren endast framställas flyktigt 
och måste ha en underordnad del i processen. I andra stycket står att enda 
gången framställning enligt första stycket är tillåtet är vid överföring i ett 
nät mellan tredje parter via en mellanhand eller då syftet är att möjliggöra 
laglig användning. Bakom denna lagstiftning ligger Infosoc-direktivet och 
dess artikel 5. I avsnitt 3.1.2 framgår att artikel 5 i Infosoc-direktivet är 
tvingande för medlemsstaterna. Begränsningen i ensamrätten som artikeln 
utgör motiverades i direktivet med den begränsande effekt ett förbud mot 
exemplarframställningar skulle ha för informationssamhället. I 
kommentaren till upphovsrättslagen ges en snarlik motivering; ”modern 
informationsteknologi skulle alltså inte kunna fungera om också alla 
tekniska mellanlagringar/kopior skulle omfattas av upphovsmannens 
ensamrätt och kräva tillstånd”.114 Reglerna om exemplarframställning 
samverkar med ansvarsfrihetsreglerna i e-handelslagen. I kommentaren kan 
                                                
112 Ds. 2007:29 s. 195. 
113 Artikel 15 i E-handelsdirektivet. 
114 Olsson & Rosén: Upphovsrättslagstiftningen 11a §. 
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man läsa att ansvarsfrihetsreglerna inte täcker alla situationer och det är 
därför, enligt lagstiftaren, motiverat att införa 11a § URL. Längre fram i 
uppsatsen kommer reglerna om tillfällig exemplarframställning och 
ansvarsfrihetsreglerna att diskuteras. I anslutning till 11a § URL är Högsta 
domstolens domskäl i NJA 1996 s. 79 av intresse. Högsta domstolen menar 
att det krävs ett aktivt handlande för att ett straffrättsligt ansvar ska inträda. 
Vidare uttalade Högsta domstolen att det utifrån ett rent upphovsrättsligt 
perspektiv skulle kunna räcka med ett passivt tillgängliggörande men att 
legalitetsprincipen satte stopp för en sådan tolkning.  
 
Genom utformningen av 11a § URL är det alltså möjligt att vidarebefordra 
även olovlig information, förutsatt att de andra rekvisiten i paragrafen är 
uppfyllda. Här kan en intressant jämförelse göras med Danmark där 
lagstiftaren har valt att skilja på lovlig och olovlig information. Det innebär 
att ansvarsbedömningen tar avstamp i materialet som har vidarebefordrats 
och om det vidarebefordrade materialet utgörs av olovlig information är 
internetleverantören redan objektivt sett medverkande. Det gör det möjligt 
för en rättighetsinnehavare att redan vid själva vidarebefordran av olovligt 
material direkt hantera det genom att rikta ett föreläggande mot 
internetleverantören.115 En sådan hantering leder till att internetleverantören 
i praktiken blir tvungen att verka proaktivt och stänga av webbplatser som 
begår intrång för att inte anses medverka till intrånget.116  
 
Som kommentar till regleringen av tillfällig exemplarframställning kan 
diskuteras förhållandet till e-handelsdirektivets ansvarsfrihetsregler. Av 
skälen till direktivet framgår att en tjänsteleverantör som endast 
vidarebefordrar information, något som liknar det som tillfällig 
exemplarframställning omfattar, kan hållas ansvarig om denne har uppsåt 
vid vidarebefordran av den olovliga informationen. Någon sådan möjlighet 
tycks inte 11a § URL uppställa. Min tolkning blir att en tillfällig 
                                                
115 Ds. 2007:29 s. 331ff. 
116 European Observatory on Counterfeiting and Piracy, Injunctions in intellectual Property 
Right, s. 5. 
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exemplarframställning är tillåten även då tjänsteleverantören har insikt om 
att informationen som vidarebefordras är olovlig.   
 
4.2 Social adekvans 
Denna uppsats har inte för avsikt att gå på djupet inom den allmänna 
straffrätten, något sådant behöver inte heller göras för att uppfylla dess 
syfte. Dock kan det vara av intresse att översiktligt studera de allmänna 
principerna om social adekvans.  
 
Social adekvans har i doktrinen kallats en oskriven ”säkerhetsventil” och 
”dogmatisk slasktratt”. Regeln syftar till att göra vissa typer av handlingar 
ansvarsfria. Social adekvans utgör en objektiv ansvarsfrihetsgrund som 
domstolen kan beakta vid sitt dömande. Social adekvans kan exempelvis 
tillämpas när handlingen visserligen innefattas i en lagbestämmelse men 
handlingen inte inkräktar på det intresse som lagstiftaren avsett att 
skydda.117   
 
Anledningen till att social adekvans tillämpas är att vissa handlingar är så 
vanligt förekommande att, trots att de är förbjudna, måste tillåtas för att 
samhället ska fungera på ett smidigt sätt. Ett illustrativt exempel är 
situationen där en fotbollsspelare under en match tacklar en motståndare 
tufft och bestraffas med ett gult kort. Hade en sådan tackling gjorts på 
tunnelbanan hade troligtvis personen som utförde tacklingen blivit dömd för 
misshandel, men på fotbollsplanen är det accepterat att sådant förekommer. 
Viktigt att poängtera är dock att alla handlingar som utförs exempelvis på en 
fotbollsplan inte är befriade från ett straffrättsligt ansvar.118  
 
Social adekvans har nämnts i samband med implementeringen av e-
handelsdirektivet. I propositionen går att utläsa ”[d]e risker som är 
förknippade med att driva tjänsten (bl.a. att man indirekt bidrar till 
                                                
117 Jareborg, Niklas: Allmän kriminalrätt, Iustus, Uppsala 2001, s. 255. 
118 Bland annat finns det ett flertal misshandelsdomar där spelare slagit sin motståndare då 
bollen inte har varit i närheten. Se RH 1995:23 och RH 2011:62. 
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spridning av olovlig information) är sådan att risktagandet måste betecknas 
som tillåtet”. Med andra ord kan det vara tillåtet att bedriva 
internetleverantörs verksamhet om risktagandet betraktas som tillåtet.119 
Även i förarbetena till 53b § URL nämndes social adekvans och lagstiftaren 
konstaterade att man behövde förhålla sig till den oskrivna regeln.  
 
4.3 E-handelslagen 
E-handelslagen (2002:562) har sin grund i e-handelsdirektivet. I 
proportionen till e-handelslagen går att läsa att lagen är införd i svensk rätt 
utifrån samma principer som direktivet.120 Lagen är därför horisontellt 
tillämplig vilket innebär att den gäller inom alla rättsområden.121 E-
handelslagen innehåller därför även bestämmelser om ansvarsfrihet för 
mellanhänder. 
 
Vad som avses med elektronisk handel är inte helt klart. Tidigare har 
regeringen definierat elektronisk handel på ett brett sätt ”där alla situationer 
av utväxlande av affärsinformation via olika former av telekommunikation 
inbegrips”. Senare har regeringen bytt ut telekommunikation mot 
elektronisk kommunikation men i övrigt valt att behålla definitionen.122 Den 
vidare definition som återfinns i EU-rätten bör dock i någon mån beaktas 
vid tillämpning av e-handelslagen. Av lagens 2 § följer att med 
informationssamhällets tjänster avses tjänster vilka normalt utförs mot 
ersättning och som tillhandahålls på distans, på elektronisk väg och på 
individuell begäran av en tjänstemottagare123. Enligt propositionen kan 
kravet på ersättning uppfyllas även i de fall tjänsten finansieras genom 
reklamintäkter.124 Något som gör att även reklamfinansierade webbplatser, 
så som The Pirate Bay, kan falla under bestämmelsen.  
 
                                                
119 Prop. 2001/02:150 s. 89. 
120 Prop. 2001/02:150 s. 31. 
121 Prop. 2001/02:150 s. 87. 
122 Prop. 2001/02:150 s. 18. 
123 Med andra ord, användaren av den aktuella tjänsten. 
124 Prop. 2001/02:150 s. 56. 
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Mellanhandsbegreppet i e-handelslagen är definierat på samma sätt som i e-
handelsdirektivet och i propositionen har regeringen explicit uttalat att en 
internetleverantör anses vara en mellanhand.125  
 
Lagstiftaren har vid implementeringen av e-handelsdirektivet valt att, i 
likhet med direktivet, dela in tjänsteleverantörer i tre kategorier. Däremot 
åtskiljs bestämmelser om skadestånd och sanktioner från 
straffbestämmelserna i e-handelslagen. Inledningsvis i detta avsnitt kan även 
sägas att ansvarsfrihetsreglerna inte påverkar skadeståndsansvaret i 54 § 
URL och det allmänna skadeståndsansvaret i Skadeståndslagen 
(1972:207)(SkL).   
 
Kategoriseringen av tjänsteleverantören är i e-handelslagen uppdelad så att 
16 § reglerar ansvarsfriheten då tjänsteleverantören endast vidarebefordrar 
information (”mere conduit”), medan 17 § är tillämplig då 
tjänsteleverantören tillfälligt lagrar informationen med syftet att 
effektivisera överföringen (”cachning”), i 18 § finns bestämmelser som är 
tillämpliga vid av en längre tids lagring (”värdtjänster”). Innan paragraferna 
närmare behandlas kan det vara värt att notera skillnaden mellan 16 och 17 
§§ e-handelslagen. Lagens 16 § tar sikte på situationer där 
tjänsteleverantören, för att tjänsten ska fungera, måste lagra information 
tillfälligt. Lagringen ska även ske automatiskt. I 17 § regleras situationen då 
tjänsteleverantören lagrar informationen med syftet att effektivisera 
överföringen.126 Utifrån uppsatsens inledningskapitel förstår man att det är 
just denna situation som ska undersökas närmare och därför kommer 
uppsatsen fortsättningsvis att utgå från och fokusera på den typen av 
tjänsteleverantör. 
 
Bestämmelsen om enbart vidarebefordran i 16 § e-handelslagen ska enligt 
propositionen stämma överens med e-handelsdirektivets motsvarande 
                                                
125 Prop. 2001/02:150 s. 20ff. 
126 Ds 2007:29 s. 325ff. 
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artikel.127 Det kan noteras att man i propositionen diskuterade begreppet 
enbart vidarebefordran och kom fram till att bland annat tillhandahållande 
av datorer och servrar skulle omfattas. Detta gäller under förutsättningen att 
tillhandahållandet är nödvändigt för vidarebefordran av tjänsten.128 I 
propositionen uttalas dock att 16 § främst tar sikte på situationen där 
tjänsteleverantören tillhandahåller uppkoppling till användare.129  
 
Bestämmelsen om cachning i 17 § ger en tydligare bild av vad som krävs 
för att erhålla civilrättslig ansvarsfrihet. Förutsättningarna för ansvarsfrihet 
enligt 17 § är att tjänsteleverantören inte initierar överföringen130, inte väljer 
ut mottagaren av informationen131, och inte heller väljer ut eller ändrar 
informationen132. Av 17 § 2 st. följer att ansvarsfrihet även gäller för 
automatisk, mellanliggande och tillfällig lagring av informationen, förutsatt 
att informationen inte lagras längre än vad som krävs. En uppmärksam 
läsare drar här parallellen till 11a § URL och reglerna kring 
exemplarframställning. I tidigare avsnitt133 återges lydelsen och syftet 
bakom paragrafen. Kort kan sägas att 11a § URL tillåter tillfällig 
exemplarframställning då tekniken kräver att en sådan lagring sker. 17 § 2 
st. e-handelslagen tar således sikte på sådana tillfälliga 
exemplarframställningar som inte omfattas av 11a § URL.134 
 
Den enda situationen där en tjänsteleverantör som överför eller lagrar 
information för annan får dömas till ansvar för brott som avser innehållet är 
om brottet har begåtts uppsåtligen av tjänsteleverantören.135 Det följer av 19 
§ e-handelslagen och i propositionen står det att tjänsteleverantören sällan 
torde ha uppsåt till innehållet i den information som passerar genom dennes 
nät. Vidare skriver man att bestämmelsen, även beaktat de olika sorters 
                                                
127 Artikel 12 i E-handelsdirektivet.  
128 Prop. 2001/02:150 s. 20ff. 
129 Prop. 2001/02:150 s. 32. 
130 Första punkten. 
131 Andra punkten. 
132 Tredje punkten. 
133 3.1.3 Exemplarframställning. 
134 Prop. 2001/02:150 s. 94. 
135 Prop. 2001/02:150 s. 93ff. 
37 
 
uppsåt som finns136, främst bör ha som syfte att stoppa de 
tjänsteleverantörer som aktivt känner till och bidrar till spridandet av det 
brottsliga innehållet.137 Genom utformandet av bestämmelsen ville 
regeringen undanta ansvaret för underlåtenhet. Ställningstagandet 
motiverade regeringen mot bakgrund av NJA 1996 s. 79 där Högsta 
domstolen ansåg att upphovsrättsintrång, på grund av lagtextens utformning, 
inte kunde begås genom underlåtenhet. I propositionen behandlar regeringen 
vidare frågan utifrån e-handelsdirektivet och kommenterar att den lösning 
som valts emellertid inte innebär någon stor praktisk skillnad mot vad som 
gäller enligt svensk rätt i dag. Om en mellanhand allmänt misstänker att 
olaglig information sprids kan han knappast anses oaktsam genom att inte 
stoppa spridningen. Detta beror på att tjänsteleverantören rent praktiskt inte 
har någon möjlighet att göra så. Vidare anser regeringen att 
tillhandahållandet av en internetuppkoppling i sig är förenat med vissa 
risker att olagligt innehåll kommer att passera genom dennes nät varför ett 
oaktsamhetsansvar i princip skulle vara omöjligt.138 Främjar 
tjänsteleverantören medvetet spridningen av olovligt innehåll ska denne 
dock dömas till ansvar.139 
 
Av ovanstående framställning framgår att lagstiftaren valt att utnyttja 
möjligheten e-handelsdirektivet ställde upp avseende ansvar vid enbart 
vidarebefordran. Här är det viktigt att notera skillnaderna mellan det 
straffrättsliga- och skadeståndsrättsliga ansvaret samt möjligheten att utfärda 
vitesförelägganden. De återgivna bestämmelserna fråntar 
internetleverantörerna ansvar i förhållande till upphovsrättslagens regler om 
skadestånd och straff. Däremot begränsar inte e-handelslagens bestämmelser 
möjligheten att rikta civilrättsliga vitesförelägganden. Dock får inte ett 
sådant förbud på något sätt utgöra en förhandskontroll.140 Det senare ligger i 
                                                
136 I dag tillämpar domstolarna direkt uppsåt, avsiktsuppsåt och likgiltighetsuppsåt. Se 
vidare Asp m.fl.: Kriminalrättens grunder, 2 u, Iustus, Uppsala 2013, s. 310ff. 
137 Prop. 2001/02:150 s. 90. 
138 Prop. 2001/02:150 s. 122 och prop. 2004/05:110 s. 74. 
139 Prop. 2001/02:150 s. 92. 
140 Vilket följer av SABAM-målet. 
38 
 
linje med reglerna om förbudet att övervaka meddelanden som skickas i en 
tjänsteleverantörs nät. 
 
Diskussionen kring huruvida det skulle vara möjligt med att uppställa ett 
krav för oaktsamhet anser jag gränsar mot de oskrivna reglerna om social 
adekvans varför lagstiftaren valde att inte gå vidare med det förslaget.  
 
I situationer där en exemplarframställning inte omfattas av reglerna om 
tillfälliga exemplarframställningar blir reglerna i 17 § 2 st. e-handelslagen 
tillämpliga. På så sätt täcker lagstiftaren in många situationer och därför blir, 
i min mening, ansvarsfriheten för tjänsteleverantören relativt omfattande.  
 
Här kan det vara av intresse att studera ansvarsfrihetsreglerna i förhållande 
till vitesförbud. I propositionen står det ”ansvar förknippas vanligtvis med 
överträdelse av en generell norm och inte med överträdelse av ett 
individuellt riktat åläggande. Dessutom är ansvar i den mening som här 
avses retrospektivt, d.v.s. ansvaret riktar sig mot något som har inträffat. 
Viten är, som tidigare nämnts, en sanktion av framåtblickande karaktär och 
omfattas därför inte av ansvarsfrihetsreglerna i direktivet.141  
 
Sammanfattningsvis kan utifrån detta avsnitt sägas att ansvarsfrihetsreglerna 
ställer upp ett långtgående skydd för tjänsteleverantören gentemot 
skadestånd och straffsanktioner förutsatt att tjänsteleverantören inte haft 
uppsåt i förhållande till den olovliga informationen som passerar genom 
dennes nät. Däremot träffar inte ansvarsfrihetsreglerna möjligheten att rikta 
ett civilrättsligt vitesförbud mot en tjänsteleverantör, förutsatt att 
tjänsteleverantören har, i objektiv mening, medverkat enligt 53b § 1 st. 
URL.     
 
  
                                                
141 Prop. 2001/02:150 s. 97. 
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4.4 Lag om elektronisk kommunikation  
I Lag om elektronisk kommunikation (2003:389)(LEK)142 ställs regler upp 
för att skydda människors integritet. Övervakningsförbudet återfinns i 6 kap. 
17 § LEK. Huvudregeln är, kan man säga, att sådan övervakning endast får 
ske då den är till för att säkra kommunikationsnätets drift. Syftet bakom 
bestämmelsen grundar sig i direktiv och innebär att medlemsstaterna genom 
nationell lagstiftning ska säkerställa konfidentialiteten vid kommunikation 
över diverse nät.143 Av övervakningsförbudet följer att en internetleverantör 
är förhindrad att, utan användarens samtycke, ta del av eller på annat sätt 
behandla uppgifter i ett meddelande som överförs på det 
kommunikationsnät som leverantören tillhandahåller. Ett undantag från 
detta är då en lagring sker automatisk och tillfälligt samt att den är 
nödvändig för driften av kommunikationsnätet. Ett ytterligare undantag är 
fallet då innehållet i meddelandet redan är allmänt tillgängligt. Dessa 
undantag var regeringen noga med att poängtera för att ingen onödig 
inskränkning ska ske.144 
 
Egentligen är LEK inte av direkt relevans för uppsatsen, dock är 
övervakningsförbudet intressant och kan komma att få betydelse beroende 
på hur ett eventuellt föreläggande utformas. Undantagsreglerna i lagen är 
kopplade till ansvarsfrihetsreglerna i e-handelslagen och tillför egentligen 
inget nytt. Dock utgör lagen för närvarande ett hinder mot införande av 
regler om självsanering hos internetleverantörer. Att som internetleverantör, 
på eget bevåg, eller påtvingat, gå in och kontrollera den information som 
överförs via ett nät är otillåtet till följd av lagstiftningen. 
 
  
                                                
142 LEK bygger liksom många av de andra lagarna på området på bakomliggande EU-
direktiv. Bland andra direktiv 02/21/EG om ett gemensamt regelverk för elektroniska 
kommunikationsnät och kommunikationstjänster och direktiv 02/58/EG om behandling av 
personuppgifter och integritetsskydd inom sektorn för elektronisk kommunikation. 
143 Prop. 2002/03:110 Lag om elektronisk kommunikation s. 253. 
144 Ibid. 
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4.5 Informations- och yttrandefrihet 
4.5.1 Censurförbudet  
I andra kapitlet av Sveriges regeringsform (1974:152)(RF) återfinns de 
grundläggande fri- och rättigheterna. Lagens 2 kap. 1 § ställer upp ett antal 
friheter som varje medborgare är försäkrad mot det allmänna. De, för denna 
uppsats, mest relevanta friheterna är yttrandefriheten och 
informationsfriheten. Yttrandefriheten beskrivs som en frihet att i tal, skrift 
eller bild eller på annat sätt meddela upplysningar samt uttrycka tankar, 
åsikter och känslor. Informationsfriheten innebär i sin tur en frihet att 
inhämta och ta emot upplysningar samt i övrigt ta del av andras yttranden. 
Av samma bestämmelse följer att dessa friheter närmare regleras i 
tryckfrihetsförordningen och yttrandefrihetsgrundlagen. I 2 kap. 20 § hittar 
man vilka inskränkningar som får göras i dessa rättigheter. 
 
4.5.2 Tryckfrihetsförordningen 
Redan i 1 kap. 1 § 1 st. tryckfrihetsförordningen (1949:105)(TF) står det att 
var och en fritt ska få utge skrifter utan i förväg lagda hinder av några 
möjligheter eller annat allmänt organ. I följande paragraf återfinns 
censurförbudet. Det definieras så att föregående granskning av skrift eller 
något förbud mot tryckning inte får förekomma. Inte heller får åtgärder 
ägnade att hindra tryckning eller utgivning av skriften eller skriftens 
spridning bland allmänheten företas av myndigheter endast med hänsyn till 
skriftens innehåll.145  
 
4.5.3 Yttrandefrihetsgrundlagen 
Enligt 1 kap. 1 § yttrandefrihetsgrundlagen (1991:1469)(YGL) är varje 
svensk medborgare gentemot det allmänna tillförsäkrad rätt enligt den 
grundlagen att bl.a. i ljudradio, television och vissa liknande medier 
offentligen uttrycka tankar, åsikter och känslor och i övrigt lämna uppgifter 
i vilket ämne som helst. En förhandsgranskning av myndighet eller liknande 
organ av något som är avsett att framföras i ett radioprogram får inte ske.146 
                                                
145 1 kap. 2 § TF. 
146 1 kap. 3 § YGL. 
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Av 1 kap. 9 § YGL följer att information som tillhandahålls ur en databas 
åtnjuter samma grundlagsskydd.  
 
Censurförbudet i 1 kap. 3 § i YGL innebär att det är förbjudet för en 
myndighet och andra allmänna organ att utan stöd i YGL förbjuda eller 
hindra en grundlagsskyddad webbplats från att publicera material på 
grundval av det kända eller väntade innehållet. Här kan nämnas att 
yttrandefriheten även är reglerad i EU-rätten.147 
 
En överträdelse av censurförbudet medför ingen straffsanktion då det inte 
anses utgöra ett yttrandefrihetsbrott.148  
 
I 1 kap. 9 § YGL regleras yttrandefriheten på internet. Av paragrafen följer 
att lagen är tillämplig på företag som framställer tryckt material eller 
tekniska upptagningar och som på begäran av allmänheten tillhandahåller 
informationen. Det gäller dock under förutsättningen att företaget gör en 
yrkesmässig framställning. Begränsningar ställs upp i paragrafen och 
förenklat kan sägas att yttrandefrihet på internet träffar utgivare av 
periodiska tidskrifter, nyhetsbyråer, m.m. 
  
4.5.4 Begränsningar i 2 kapitlet RF 
Av 2 kap. 20 § RF följer att yttrande- och informationsfriheten får begränsas 
genom lag. Dessa begränsningar måste dock följa restriktionerna som ställs 
upp i 21 och 23 §§ samma kapitel. I 21 § står det att begränsningen endast 
får göras för att tillgodose ändamål som är godtagbara i ett demokratiskt 
samhälle. Vidare får begränsningen aldrig gå utöver vad som är nödvändigt 
i relation till ändamålet som har föranlett den. Inte heller får begränsningen 
sträcka sig så långt att den utgör ett hot mot den fria åsiktsbildningen. Till 
sist får inte begräsningen göras enbart på grund av politisk, religiös, 
kulturell eller liknande åskådning.  
 
                                                
147 Artikel 6 FEU/Lissabonfördraget. 
148 JK Beslut 2006-03-24 dnr 1319-06-21. 
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I 2 kap. 23 § RF sägs det att yttrande- och informationsfriheten får 
begränsas med hänsyn till rikets säkerhet, folkförsörjningen, allmän ordning 
och säkerhet, enskildas anseende, privatlivets helgd eller förebyggandet och 
beivrandet av brott. Vidare får friheten att yttra sig i näringsverksamheten 
begränsas. Begränsningar i yttrande- och informationsfriheten som inte har 
räknats upp får endast göras om särskilt viktiga skäl föranleder det. Vid 
begränsning av yttrande- och informationsfriheten ska vikten av vidaste 
möjliga yttrande- och informationsfrihet vad gäller politik, religion, fack, 
vetenskap och kultur beaktas.   
 
Det är inte tillåtet för en myndighet att förbjuda eller hindra en 
grundlagsskyddad publicering som sker på internet.149 
 
4.6 Näringsfriheten 
I 2 kap. 17 § RF återfinns reglerna om näringsfrihet. Av paragrafen framgår 
att begränsningar i rätten att driva näring eller utöva yrke får införas endast 
för att skydda angelägna allmänna intressen och aldrig i syfte enbart att 
ekonomiskt gynna vissa personer eller företag.  
 
I lagkommentaren till 2 kap. 17 § RF står att näringsfriheten anses vara av 
grundläggande betydelse för det moderna samhället. För att hålla 
näringsfriheten precis tog lagstiftaren sikte på ett specifikt moment i 
friheten. Detta moment var likhetsprincipen som kan beskrivas så att alla 
ska ha möjligheten att konkurrera på lika villkor. Dock måste alltid ett krav 
på exempelvis rätt kompetens kunna ställas. I kommentaren står vidare att 
det inte är tillåtet att uppställa regler som hindrar nyetableringar då det 
skulle innebära ett skydd för de redan etablerade.150 Näringsfriheten har, lik 
de andra friheterna en motsvarighet i EU-rätten.151 
  
                                                
149 JK Beslut 2006-03-24. 
150 Holmberg, Erik m.fl.: Grundlagarna (RF) (1 jan. 2012, Zeteo), kommentaren till 2 kap. 
17 §. 
151 Artikel 6 FEU/Lissabonfördraget.  
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5 Praxis 
5.1 EU 
5.1.1 SABAM-målet 
Bakgrunden till SABAM-målet152 var att SABAM153 i juni 2004 vid belgisk 
domstol väckte talan mot Scarlet154. SABAM yrkade att domstolen vid 
äventyr om vite skulle förelägga Scarlet att för sina kunder göra det omöjligt 
att få tillgång till eller blockera tillgången till en webbplats som 
tillhandahöll P2P-nätet samt att Scarlet vid vite skulle föreläggas att 
redogöra för hur de skulle gå tillväga. 
 
Första instansen biföll SABAMs yrkande. Scarlet överklagade avgörandet 
och gjorde gällande att den ålagda tekniska lösningen var ineffektiv och 
alltför kostsam samt att den stod i strid med artikel 15 i e-handelsdirektivet 
då den innebar att alla information som passerade nätverket skulle 
övervakas.  
 
Belgisk domstol valde att lägga målet vilande och hänskjuta två frågor till 
EU-domstolen. Den första handlade om huruvida det var möjligt för en 
medlemsstat att, med hänsyn till relevanta direktiv, ge en nationell domstol 
mandat att ålägga en internetleverantör att blockera en webbplats genom en 
åtgärd som ska företas på egen bekostnad, utan begränsning i tid samt i 
förhållande till alla internetleverantörens kunder. Fråga två var beroende av 
ett jakande svar på den första frågan och avsåg att bringa klarhet i huruvida 
den nationella domstolen i sådana fall hade att tillämpa 
proportionalitetsprincipen vad prövning av frågan om åtgärden är effektiv 
och avskräckande.  
 
  
                                                
152 C-70/10. 
153 SABAM är en belgisk upphovsrättsorganisation. 
154 Scarlet är en internetleverantör som opererar på den belgiska och nederländska 
marknaden.  
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Först konstaterade EU-domstolen att innehavare av immateriella rättigheter, 
enligt unionsrätten, har en möjlighet att begära ett föreläggande mot en 
internetleverantör vars tjänster utnyttjas av tredje man till att begå intrång i 
innehavarens rättigheter. Vidare konstaterade domstolen att ett sådant 
föreläggande, i enlighet med L’Oreal-målet155, inte bara syftar till att stoppa 
aktuellt intrång utan till att förhindra framtida intrång samt att föreläggandet 
ska regleras utifrån nationell lagstiftning. Dock ska, enligt domstolen, 
föreläggandet vara förenligt med unionsrätten.  
 
EU-domstolen konstaterade att en nationell domstols föreläggande mot 
internetleverantörer inte får innefatta en skyldighet för internetleverantören 
att aktivt övervaka alla meddelanden som passerar ett visst nät då det skulle 
strida mot artikel 15 i e-handelsdirektivet. I samband med det uttalandet 
konstaterade domstolen även att skyddet för immateriella rättigheter inte 
utgör en absolut rättighet utan måste balanseras mot andra grundläggande 
rättigheter. Det föranledde domstolen att pröva skyddet för immateriella 
rättigheter mot Scarlets näringsfrihet.  
 
Domstolen slöt sig till att ett föreläggande av aktuellt slag, obestämt vad 
gäller både tid och rum, stred mot artikel 3.1 i IPRED-direktivet som 
föreskriver att ett föreläggande inte får vara onödigt komplicerat eller 
kostsamt. Därför ansåg domstolen att ett förbud hade varit oproportionerligt 
i förhållande till Scarlets näringsfrihet.  
 
Vidare konstaterade domstolen att det nu aktuella filtreringssystemet, då det 
inte enbart begränsade tillgången till berörd webbplats utan även andra, 
stred mot kundernas grundläggande fri- och rättigheter att ta emot och 
sprida uppgifter.  
 
Till sist framhöll domstolen att föreläggandet att använda sagda teknik även 
riskerade att kränka informationsfriheten då det skulle vara svårt att 
konstruera ett filter som klarade av att göra en tydlig åtskillnad mellan 
                                                
155 C-324/09. 
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lagligt och olagligt innehåll. Således besvarade EU-domstolen fråga ett 
nekande, varför fråga två aldrig aktualiserades. 
 
Analyserar man EU-domstolens skäl blir det tydligt att fokus låg på de 
tekniska aspekterna. Främst fokuserar domstolen på att den aktuella 
tekniken inte är tillräckligt precis. Domstolen menar att det aktuella filtret 
riskerar att sortera bort även laglig information i en allt för vid omfattning. 
Vid en snabb anblick kan denna dom ses som en seger för nätneutralitet. 
Vad som dock bör noteras och som även var något domstolen särskilt 
tryckte på var det faktum att filter fortfarande utgjorde ett möjligt framtida 
åläggande. Problemet i det aktuella fallet var bara att tekniken bakom filtret 
inte var tillräckligt utvecklat. Att domstolen kan komma att acceptera ett 
annat filtersystem, särskilt ett med en tydlig begränsning i tid och rum 
framstår utifrån domen inte alls otänkbart.  
 
Utöver den tekniska utredningen domstolen företog, gjordes även en tydlig 
intresseavvägning. I domen väger EU-domstolen det immaterialrättsliga 
skyddet å ena sidan och näringsfriheten, skyddet för personuppgifter och 
rätten att ta emot och sprida uppgifter å andra sidan. Ingen av dessa 
rättigheter är en absolut sådan utan de måste balanseras mot varandra. Även 
om detta rättsfall är avkunnat av EU-domstolen kan det vara intressant att 
behandla den intresseavvägning som görs utifrån de svenska grundläggande 
fri- och rättigheterna. I Sverige innebär näringsfriheten att begränsningar i 
rätten att bedriva verksamhet endast får göra med hänsyn till allmänna 
intressen. Ett sådant intresse skulle kunna vara skyddet av immaterialrätten. 
Problemet som dock skulle kunna uppkomma är näringsfrihetens 
bakomliggande behandling av likhetsprincipen. För att likhetsprincipen, och 
i förlängningen näringsfriheten inte ska kränkas krävs då att samtliga 
internetleverantörer skulle bli skyldiga att blockera vissa sidor. Troligtvis 
skulle varje enskild internetleverantör vilja få sitt fall prövat och något 
generellt åläggande skulle vara svårt att utfärda. Beträffande den svenska 
informationsfriheten bygger den på samma grundläggande värderingar som 
de i domen refererade. Således har EU-domstolen tydligt och i relativ vid 
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utsträckning valt att beakta tredje mans intresse och lägga dessa till grund 
för domen.  
 
Även om det i Sverige skulle finnas en möjlighet att ta tredje mans intressen 
i beaktande vid utfärdanden av förbud så behandlas allt som oftast bara de 
tvistiga parternas motstående intressen, något som framgår av NJA 1995 s. 
631. Det sagda förstärks ytterligare i doktrinen där Bengtsson och Lyxell 
menar att tredje mans och allmänhetens intressen ska hållas utanför en 
proportionalitetsbedömning.156 Ett sådant synsätt skulle leda till att 
näringsfriheten ensamt skulle stå som motstående intresse till 
rättighetsinnehavarens intresse att få sin upphovsrätt skyddad. Hur en sådan 
situation skulle hanteras är svår att förutse. Oavsett vad är – enligt min 
mening - ett sådant synsätt där endast partsintressen beaktas inte önskvärt.  
 
Som vi sett träffar det svenska vitesförbudet i de allra flesta fallen brett och 
då även tredje mans intressen. Dessutom framgår av förarbetena157 att ett av 
syftena med denna typ av vitesförbud är att rättighetsinnehavaren snabbt får 
stopp på det aktuella intrånget, varför proportionalitetsprincipen får ge vika. 
Således behandlas inte ens svarandens intressen i full utsträckning.   
 
Avslutningsvis kan sägas att domen framstår som aningen motsägelsefull i 
förhållande till reglerna i e-handelsdirektivet som ger långtgående 
sanktionsmöjligheter. Även IPRED-direktivet ger medlemsstaterna fria 
tyglar avseende implementeringen av sanktionsmöjligheter.  
 
5.1.2 UPC-målet 
I UPC-målet158 var bakgrunden att Constantin film och Wega 
(”Filmbolagen”) upptäckte att en webbplats utan deras samtycke erbjöd 
tjänster som gjorde vissa av deras filmer tillgängliga för streaming och 
nedladdning. Till följd av upptäckten valde Filmbolagen att väcka talan mot 
                                                
156 Bengtsson, Henrik & Lyxell, Ralf: Åtgärder vid immaterialrättsliga intrång, Nordstedts 
Juridik AB, Stockholm 2006, s. 178. 
157 Prop. 2008/09:67 s. 193. 
158 C-314/12. 
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internetleverantören, i detta fall UPC Telekabel (”UPC”), som tillhandahöll 
webbplatsen. Filmbolagen yrkade att domstolen skulle meddela ett 
interimistiskt förbud för UPC att åt sina kunder tillhandahålla den aktuella 
webbplatsen i den mån webbplatsen gjorde intrång i Filmbolagens 
immateriella rättigheter.  
 
Första instans i Österrike förbjöd UPC att bereda sina kunder tillgång till 
den intrångsgörande webbplatsen. UPC skulle blockera det aktuella 
domännamnet och den nu aktuella, men även varje senare IP-adress som 
webbplatsen använde sig av.  
 
I egenskap av appellationsdomstol fattade Oberlandsgericht Wien den 27 
oktober 2011 ett beslut där man ändrade första instansens beslut. Ändringen 
var en följd av att man ansåg att första instans hade använt nationell 
lagstiftning fel då man inte hade tolkat den utifrån unionsrätten. Överrätten 
framhöll att det utifrån artikel 8.3 i Infosoc-direktivet stod klart att UPC var 
att betrakta som en mellanhand vars tjänster används för att begå 
upphovsrättsintrång och därigenom var det möjligt för Filmbolagen att 
begära ett föreläggande mot UPC. Dock, menade överrätten, kan ett sådant 
föreläggande inte vara så vagt och oprecist. Överrätten ansåg istället att ett 
sådant föreläggande endast kunde åläggas i form av en skyldighet att uppnå 
ett visst resultat samt att det skulle stå UPC fritt att välja vilka åtgärder som 
behöver vidtas.  
 
UPC överklagade överrättens beslut till sista instans i Österrike, Oberster 
Gerichtshof. Med anledning av UPC:s yrkande valde Oberster Gerichtshof 
att vilandeförklara målet och hänskjuta det till EU-domstolen. Oberster 
Gerichtshof ville veta om artikel 8.3 i Infosoc-direktivet skulle tolkas så, att 
en person som utan rättighetshavarens tillstånd gör alster tillgängliga på 
internet ska anses utnyttja tjänster som tillhandahålls av internetleverantören 
till personer som tar del av dess alster. Vidare ville man, om första frågan 
besvarades jakande, veta om det var förenligt med unionsrätten att förbjuda 
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en internetleverantör att ge sina kunder tillgång till en webbplats som helt 
eller delvis gör alster tillgängliga utan rättighetsinnehavarens tillstånd. 
 
Inledningsvis konstaterade EU-domstolen att alstren gjorts tillgängliga på 
den aktuella webbplatsen utan rättighetsinnehavarens tillåtelse. Därefter 
konstaterade domstolen att webbplatsen till följd av detta begått ett intrång i 
upphovsrätten eller närstående rättigheter. 
 
Domstolen konstaterade vidare att det enligt artikel 8.3 i Infosoc-direktivet 
ska vara möjligt för rättighetsinnehavaren att begära ett föreläggande mot en 
mellanhand vars tjänster utnyttjas för att begå intrång i deras rättighet. Av 
skäl 59 i Infosoc-direktivet framgår att begreppet ”mellanhand”, som 
återfinns i artikel 8.3 i Infosoc-direktivet avser varje person som i ett nät 
förmedlar en tredje mans intrång i ett skyddat verk eller annat alster. 
Eftersom en internetleverantör med nödvändighet är delaktig i varje 
överföring på internet som sker mellan en av kunderna och en tredje part är 
internetleverantören att betrakta som en mellanhand vars tjänster utnyttjas 
av en tredje man för att begå intrång i en upphovsrätt eller en närstående 
rättighet. Domstolen påpekade att denna slutsats stöds av syftet med 
direktivet vilket är att tillförsäkra rättighetsinnehavarna en hög skyddsnivå. 
Hade nämligen en internetleverantör inte ansetts vara en mellanhand hade 
skyddet väsentligt reducerats. Vidare menade domstolen för att uppnå syftet 
med direktivet så påverkades inte bedömningen av om det råder något 
särskilt avtalsförhållande mellan internetleverantören och den personen som 
gör sig skyldig till intrånget. Avseende fråga ett konstaterade slutligen 
domstolen att ingen behöver ta del av alstret för att intrång ska föreligga, det 
räcker med att det finns tillgängligt. Det följer av att syftet med direktivet 
inte bara är att få intrång att upphöra utan även är att förhindra att nya 
intrång begås.  
 
Beträffande fråga två resonerade EU-domstolen enligt följande. Av skälen 
till Infosoc-direktivet följer att bestämmelserna om förelägganden enligt 
artikel 8.3 ska regleras i nationell lagstiftning med hänsyn till de 
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begränsningar som följer av Infosoc-direktivet. Då ett införlivande av ett 
direktiv står i strid med grundläggande rättigheter ska en rimlig avvägning 
göras dem emellan.  
 
I det aktuella målet, menade domstolen, stod konflikten mellan 
rättighetsinnehavarens intressen, internetleverantörens näringsfrihet och 
internetanvändarnas informationsfrihet. Alla dessa grundläggande 
rättigheter skyddas i Europeiska unionens stadga om de grundläggande 
rättigheterna. EU-domstolen konstaterade att det aktuella föreläggandet 
begränsar näringsfriheten. Näringsfriheten består i att ett företag fritt ska 
kunna disponera över sina ekonomiska, tekniska och finansiella resurser. 
Genom ett föreläggande som det aktuella skulle internetleverantörens frihet 
att använda sina resurser begränsas men själva kärnan i friheten påverkas 
inte. Detta berodde enligt domstolen på två saker. För det första så är det 
upp till internetleverantören att själv välja vilken åtgärd som behöver vidtas 
för att uppnå önskad effekt. Det gör det möjligt för internetleverantören att 
själv balansera åtgärden mot de andra skyldigheter som denne har att beakta 
i sin verksamhet. För det andra menade domstolen att internetleverantören 
kan undgå ansvar genom att visa att rimliga åtgärder har vidtagits. Detta 
menar EU-domstolen beror på att internetleverantören själv kan välja vilka 
åtgärder som ska vidtas och dessutom undgå ansvar genom att visa att 
rimliga åtgärder har vidtagits. 
 
Beträffande informationsfriheten måste den respekteras av mottagaren av ett 
föreläggande. Detta gäller i situationer, som denna, då det står mottagaren 
fritt att välja åtgärd. Enligt EU-domstolen innebär detta att åtgärderna som 
internetleverantören vidtar måste vara välriktade vilket innebär att de ska 
stoppa eller hindra intrånget utan att vidare begränsa internetanvändarnas 
som använder tjänsten tillgång till information.  
 
Utifrån det ovan angivna kom EU-domstolen fram till att de grundläggande 
rättigheterna i unionsrätten inte utgör hinder för en domstol att, genom ett 
föreläggande, förbjuda en internetleverantör att hålla en intrångsgörande 
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webbsida tillgänglig för sina kunder när det inte preciseras vilka åtgärder 
som ska vidtas. Detta gäller under förutsättning dels att åtgärderna inte 
onödigtvis fråntar internetanvändarna deras rätt till information, dels att 
åtgärderna hindrar, eller i var fall gör det svårt att få, otillåten tillgång till 
alster. 
 
Enligt mitt förmenande har EU-domstolen flyttat fram positionerna avsevärt 
i förhållande till sin tidigare position i SABAM. Nu öppnas en möjlighet för 
nationella domstolar att rikta förelägganden mot internetleverantörer att 
blockera vissa webbplatser.  
 
I skälen tar EU-domstolen fasta på syftet med direktivet och skälen bakom 
artikel 8.3 i direktivet. Rättighetsinnehavaren ska garanteras en hög 
skyddsnivå. Genom att inte betrakta en internetleverantör som en i artikel 
8.3 i direktivet mening ”mellanhand” skulle skyddssyftet reduceras 
avsevärt. Det kan ses som ett utvidgande av begreppet, åtminstone i 
förhållande till svensk rätt. EU-domstolen uttalar att ”varje person som i ett 
nät förmedlar en tredje mans intrång” är att betrakta som mellanhand. Det 
knyter an till det den svenska lagstiftaren uttalade i prop. 2001/02:150 s. 
20ff. Där sas en internetleverantör vara mellanhand. 
 
Denna dom, kopplad till vad som redogjorts för ovan, tyder i min mening på 
en skillnad i hur Österrike har valt att tolka direktivet jämför med hur 
Sverige tolkar det. Som vi sett följer det av skäl 59 till Infosoc-direktivet att 
varje medlemsstat själv ska tolka direktivet och välja hur ett möjligt 
föreläggande ska utformas. Utifrån domen kan vi se att Österrike har 
utformat sitt föreläggande på sådant sätt att det inte krävs något 
medverkande, annat än tillhandahållandet, för att ett föreläggande ska kunna 
meddelas mot mellanhanden.159 Förenklat kan sägas att EU-domstolen 
genom domen konstaterar att artikel 8.3 i Infosoc-direktivet inte utgör något 
hinder för nationell domstol att mot en internetleverantör rikta ett 
föreläggande om internetleverantören är en mellanhand.  
                                                
159 Punkt 8 i domen. 
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Ytterligare en generell slutsats anser jag är möjlig att dra utifrån domen; 
nämligen att någon som tillhandahåller material skyddat av upphovsrätten 
på en allmänt tillgänglig webbplats får anses använda en internetleverantörs 
tjänster för att nå internetleverantörens kunder med innehållet på sin 
webbplats.  
 
Slutligen kan EU-domstolens proportionalitetsprövning diskuteras. EU-
domstolen väljer att godkänna ett förbud, trots att det inte närmare 
specificerar vilka åtgärder som måste vidtas för att uppfylla förbudet. Detta 
gäller dock endast under förutsättningen att internetleverantören har en 
möjlighet att undvika ett eventuellt vite genom att påvisa att rimliga åtgärder 
har vidtagits. Dessa rimliga åtgärder får dock inte innebära att kundernas 
tillgång till lagligt material i onödan förhindras, men åtgärderna måste 
förhindra alternativt försvåra möjligheten för internetleverantörens kunder 
att få tillgång till det upphovsrättsskyddade materialet.   
 
Här kan vara av intresse att diskutera proportionalitetsprincipen utifrån 
tredje mans intresse igen. Jämför man denna dom med utfallet i SABAM-
målet så ser man i denna dom att EU-domstolen summariskt konstaterar att 
det är tillåtet med ett förbudsföreläggande så länge det inte ”onödigtvis 
fråntar internetanvändarna deras rätt till information”.160 Även här beaktar 
således domstolen tredje mans intressen, dock ges – enligt mig – tredje man 
ett snävare skydd genom denna dom. Visserligen innehåller inte yrkandet i 
UPC en lika tydlig avsaknad av begränsning i tid och rum som yrkandet i 
SABAM. I övrigt kan jag dock inte skönja någon tydlig skillnad i hur 
åtgärderna ska utformas i de olika fallen. I UPC ges ju internetleverantören 
själv möjligheten att utforma åtgärden. Jag upplever det aningen fegt av 
domstolen och något rättsosäkert att överlåta åt internetleverantören att 
själva utforma blockeringen. Dock bör fortfarande förbudet mot att 
fortlöpande kontrollera innehållet i informationen som förmedlas följas av 
internetleverantörerna. Det kan man även utläsa av domskälen där 
                                                
160 Andra stycket i domslutet. 
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föreläggandena beskrivs som fixerade åtgärder. EU-domstolen upplevs i 
detta fall luta mer åt det svenska förhållningssättet där 
proportionalitetsprincipen främst tar sikte på de tvistande parterna.      
 
Domen väcker frågan om UPC verkade på ett sådant sätt att det kan 
jämställas med främjande? Utifrån den tidigare, tunna, svenska praxis 
framträder få likheter. I nästkommande avsnitt blir det tydligt att 
diskussionen i Black Internet och Portlane främst handlade om 
medverkansansvarets omfattning och förutsättningar. I UPC anser jag att 
domstolen endast tar ställning till om de tekniska förutsättningarna för att 
betrakta en internetleverantör som mellanhand finns. Svaret blir jakande 
men att en internetleverantör betraktas som en mellanhand konstituerar inget 
medverkansansvar i svensk rätt. Således leder enligt min mening, domen 
fram till medlemsstater har rätt att utverka ett förbud mot en mellanhand 
som medverkar till upphovsrättsintrång. I övrigt menar jag att skäl 59 i 
Infosoc-direktivet och IPRED-direktivet ger medlemsstaterna fria händer att 
utforma förbudet och relativt fria händer att bestämma omfattningen av 
begreppet ”mellanhand”. Eftersom Sverige valt att implementera direktiven 
så som gjorts krävs ett medverkansansvar som skiljer sig från Österrikes 
varför förutsättningarna i UPC knappast skulle leda till ett förbud i Sverige.       
 
5.2 Sverige 
5.2.1 Portlane-målet och Portlane-beslutet 
I Portlane-målet väckte ett antal filmbolag talan mot internetleverantören 
Portlane.161 Filmbolagen yrkade bland annat att domstolen vid vite skulle 
meddela ett förbud för Portlane att medverka till upphovsrättsintrång genom 
att tillhandahålla internetaccess till en eller flera trackers. Vidare yrkade 
filmbolagen att förbudet skulle meddelas interimistiskt.   
 
Tingsrätten avslog filmbolagens talan. Visserligen ansåg tingsrätten att 
filmbolagen hade visat att de innehade rättigheterna till verken samt att den 
aktuella trackern användes för att begå upphovsrättsintrång. Dock, menade 
                                                
161 Stockholms tingsrätt, mål nr T 17127-09. 
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tingsrätten, hade filmbolagen inte presenterat tillräckligt stark bevisning för 
att det skulle anses vara styrkt att Portlane, på sätt som filmbolagen påstått, 
medverkat till upphovsrättsintrång.  
 
Domen överklagades till hovrätten och i sitt beslut av den 4 maj 2010162 
meddelade Svea hovrätt internetleverantören Portlane intermistiskt förbud 
att tillhandahålla internetaccess till en eller flera trackers som användes för 
att begå upphovsrättsintrång. 
 
Hovrätten motiverade beslutet enligt följande. För de fall en någon vidtar 
eller medverkar till ett upphovsrättsintrång får domstolen, på begäran av 
rättighetsinnehavaren, vid vite förbjuda intrångsgörande parten att fortsätta 
med aktiviteten. Ett sådant förbud får beslutas interimistiskt om vissa givna 
förutsättningar är för handen.  
 
Domstolen konstaterade för att ett vitesförbud ska meddelas krävs att 
Portlane i objektiv mening medverkat till upphovsrättsintrånget. Domstolen 
uttalar att medverkansansvar för en mellanhand som bedriver en 
leverantörsverksamhet kräver mer än endast tillhandahållandet och 
bedrivandet av verksamheten. Vidare konstaterar man att medverkansansvar 
kan föreligga om mellanhanden vet om att dennes tjänst används för att 
begå ett intrång och det är möjligt att, utan orimliga uppoffringar, hindra 
spridningen men mellanhanden låter bli att göra så. Här tar domstolen upp 
prop. 2001/02:150 och prop. 2004/05:110. Där återfinns exemplet då 
”intrångsgöraren” har träffat ett avtal med en mellanhand om rätt att utnyttja 
mellanhandens serverutrymme och mellanhanden därefter blir 
uppmärksammad på att serverutrymmet används för intrånghandlingar.  
 
Filmbolagen hade uppmärksammat Portlane på att deras tjänster användes 
för att begå upphovsrättsintrång. Portlane menade att man hade vidtagit ett 
antal åtgärder för att stoppa intrånget.  
 
                                                
162 Svea hovrätt, mål nr Ö 10146-09. 
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Hovrätten sluter sig till att Portlane hade känt till att upphovsrättsintrång 
hade begåtts med hjälp av deras tillhandahållande av trackern samt att 
Portlane hade haft möjlighet att hindra intrånget t.ex. genom att sluta 
tillhandahålla uppkopplingen. Domstolen ansåg att Portlane objektivt sett 
hade medverkat till upphovsrättsintrång. 
 
Vid en analys av Portlane-beslutet framgår att hovrätten fäster fokus på 
medverkansansvaret och hur en mellanhand måste agera för att omfattas av 
bestämmelsen. Vid prövningen av Portlanes medverkansansvar följer 
hovrätten den gång som redogjorts för i tidigare avsnitt. Man prövar 
huruvida Portlane främjat gärningen med råd eller dåd i enlighet med vad 
som krävs av 23 kap. 4 § BrB. Hovrätten konstaterar att det inte räcker med 
att endast driva en leverantörstjänst, något som exempelvis en 
internetleverantör gör. Här tycker jag domstolens slutsats inte följer 
motiveringen i domskälen. Domstolen konstaterar att om mellanhanden 
känner till den intrångsgörande verksamheten och inte vidtar några åtgärder 
för att hindra spridningen föreligger medverkansansvar i objektiv mening. 
Enligt mig är olovlig information på internet är så vanligt förekommande att 
medverkansansvar då troligtvis alltid skulle föreligga. 
 
Här kan det även vara av intresse att nämna den oskrivna regeln om social 
adekvans. Är inte fenomenet med olovligt material på internet så vanligt och 
att en internetleverantörs verksamhet knappast skulle klara av att stävja allt 
sådant? Värt att beakta är det som uttalades i propositionen med anledning 
av införandet av e-handelslagen. Där uttalade lagstiftaren att bedrivandet av 
tjänster likt de internetleverantörer bedriver måste anses vara socialt 
adekvata.163  
 
Vad som dock bör noteras är att det här rådde en avtalssituation mellan 
intrångsgöraren och mellanhanden. Mellanhanden tillhandahöll 
internetaccess till den intrångsgörande trackern. Ett sådant tillhandahållande 
är enligt mig möjligt att uppfatta som råd eller dåd. Dock är det inte det som 
                                                
163 Prop. 2001/02:150 s. 89f. 
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domstolen har lagt till grund för sin bedömning utan de har istället sagt att 
Portlanes kännedom om intrångsgörandet borde ha föranlett ett motagerande 
från deras sida. När något sådant inte gjordes ansåg domstolen att 
medverkansansvaret trädde in. Med andra ord kan sägas att domstolen 
menade att det förelåg en handlingsplikt för Portlane och att resonemanget 
därmed utgör ett slags ansvar byggt på klandervärd passivitet.  
 
Sammanfattningsvis anser jag att hovrättens beslut får en relativt liten 
träffyta. Utifrån detta beslut krävs det att, utöver att det finns ett intrång, att 
intrånget är av stor omfattning, att mellanhanden har en avtalsrelation med 
intrångsgöraren samt att mellanhanden känt till eller uppmärksammats på 
intrånget men underlåtit att stänga av internetuppkopplingen.     
 
5.2.2 Black Internet-målet 
Black Internet-målet164 är av extra intresse för uppsatsen då domstolen i 
målet behandlade både interimistiskt och slutligt vitesförbud. Från början 
var det två olika stämningar som Stockholms tingsrätt valde att handlägga 
gemensamt. I målet yrkade ett antal film-, musik- och TV-bolag (”Film- och 
skivbolagen”) att Black Internet skulle meddelas interimistiskt vitesförbud 
att tillhanda uppkoppling åt sina kunder till TPB. Film- och skivbolagen 
anförde att Black Internet, till följd av bland annat mottagande av 
varningsbrev, hade kännedom om att olovligt material förekom i deras nät 
och serverutrymmen varför de medverkade till upphovsrättsintrång. I sitt 
bestridande anförde Black Internet att man övertagit avtalen med TPB vid 
ett förvärv av ett annat bolag.  
 
Stockholms tingsrätt förelade Black Internet ett interimistiskt vitesförbud165. 
Domstolen konstaterade först att Film- och skivbolagens ägda verk utan 
deras tillstånd gjordes tillgängliga. Vidare menade domstolen att Black 
Internet genom varningsbreven måste varit medvetna om att de medverkade 
                                                
164 Stockholms tingsrätt, mål nr T 7540-09 och T 11712-09. 
165 Dock gjorde Stockholms tingsrätt en begränsning i Film- och skivbolagens yrkande och 
exkluderade ”väsentligt likartade tjänster”. Detta då tingsrätten ansåg att yrkandet i sin 
ursprungliga utformning träffade allt för brett.  
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till upphovsrättsintrång. Vad gällde proportionalitetsbedömningen kom 
domstolen fram till att Film- och skivbolagens intresse av att få stopp på 
intrånget vägde över Black Internets intressen.    
 
Black Internet överklagade det interimistiska vitesförbudet och anförde att 
förbudet inte var tydligt nog varför det inte heller var möjligt att följa. 
Hovrätten instämde dock i tingsrättens bedömning och menade att 
förutsättningarna för att meddela ett förbud förelåg.  
 
Det interimistiska vitesförbudet omvandlades senare till ett slutligt 
vitesförbud i Stockholms tingsrätt.166  
 
Följden av domen blev att Black Internet valde att blockera all åtkomst till 
TPB och inte enbart de film- och musikverk som yrkades. Bolagets VD 
motiverade beslutet med att det var så han uppfattade förbudet och till följd 
av risken för vite valde företaget det säkra före det osäkra.167 I anslutning till 
domen kritiserade Daniel Westman domen i en artikel.168 Han menade att 
även om vitesförbudet inte omfattade hela TPB så skulle det, på grund av 
tekniska svårigheter, i praktiken bli så. Vidare såg Westman problem vid 
behandlingen av Black Internets intressen men även tredje mans intressen. 
Slutligen ansåg Westman att processer lik denna företrädesvis bör drivas 
mot den faktiska intrångsgöraren. 
 
Den nu beskrivna situationen liknar i mångt och mycket den situation som 
lagstiftaren ger exempel på i förarbetsuttalandet till införandet av 53b § 
URL. Tillämpligheten blir därefter och enligt min mening ger domen en 
fingervisning av vad som gäller då det föreligger en avtalsrelation mellan 
internetleverantör och kommersiell aktör. Som jag ser det skiljer sig det från 
                                                
166 Stockholms tingsrätt, mål nr T 7540-09 och T 11712-09. Vid tidpunkten för 
omvandlingen hade Black Internet bytt namn till Abandonner AB (”Abandonner”). 
167 Svenska Dagbladet, Internetoperatörer spärrar The Pirate Bay, (2010-06-28), 
http://www.svd.se/naringsliv/digitalt/internetoperator-sparrar-the-pirate-bay_4922505.svd. 
168 Svenska Dagbladet, Forskare ser flera principiella problem med tingsrättens beslut, 
(2009-08-25), http://www.svd.se/naringsliv/digitalt/forskare-ser-flera-principiella-problem-
med-tingsrattens-beslut_3407431.svd.  
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då en internetleverantör tillhandahåller kunder tillgång till tjänster var 
upphovsrättsintrång begås.    
 
5.2.3 Filmbolagen ./. Bredbandsbolaget 
Just nu pågår ett, för uppsatsen, intressant mål i Stockholms tingsrätt169. I 
målet har en rad filmbolag yrkat att domstolen vid vite ska förbjuda 
Bredbandsbolaget att tillhandahålla åtkomlighet för sina kunder till två 
webbplatser. Dessa webbplatser är The Pirate Bay och Swefilmer. 
Bredbandsbolaget har bestridit yrkandet. Meddelar Stockholms tingsrätt en 
dom i målet kan många av de nu ovissa frågorna få ett svar. 
 
  
                                                
169 Stockholm tingsrätt, mål nr T 15142-14. 
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6 Konklusion 
6.1 Inledning 
I det följande ska jag knyta ihop säcken. Det må vara möjligt för en domstol 
att utfärda vitesförbud mot någon som medverkar till ett upphovsrättsligt 
intrång. Min uppfattning är att frågan om det får göras och i så fall under 
vilka förutsättningar det får göras inte är självklar, varför det råder ovisshet 
på området. Denna ovisshet visar sig i debatten där tonläget är högt. I denna 
avslutande del ska jag sammanfatta om det finns utrymme för och i så fall 
under vilka förutsättningar som svensk domstol ska få utfärda ett 
föreläggande mot en internetleverantör att blockera en intrångsgörande 
webbplats. Det görs genom en uppdelning av vad som talar för respektive 
emot att domstolen får utfärda ett sådant föreläggande.   
 
6.2 Argument för blockering 
Mellanhanden och närmare bestämt internetleverantören har ofta den bästa 
chansen att komma åt intrånget. Rent praktiskt talar det för att en domstol 
ska få förplikta en internetleverantör att blockera vissa webbplatser.  
 
Finns det enligt nuvarande rättsläge utrymme för ett sådant förhållningssätt? 
Som vi sett uppställer 53b § URL en möjlighet att rikta ett vitesföreläggande 
mot den som medverkar till ett upphovsrättsligt intrång. Domstol ges alltså 
utrymme att förbjuda någon som medverkar till ett intrång att fortsätta med 
medverkandet. Utifrån propositionen får vi också reda på att det endast 
krävs medverkande i objektivt hänseende, något krav på subjektiv 
medverkan uppställs inte.  
 
Vidare går det att argumentera utifrån en direktivkonformtolkning vid 
tillämpandet av vitesförbudet i 53b § URL. Bestämmelsen är införlivad med 
anledning av en rad EU-direktiv. Syftet med dessa bakomliggande 
direktivens olika sanktionsbestämmelser är att skydda rättighetsinnehavarna. 
Beträffande utformningen av skyddet ges medlemsstaterna fria tyglar. Den 
svenska lagstiftaren skulle därför kunna vidga ansvaret ytterligare. Ett 
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exempel som påvisats i uppsatsen är Danmarks förhållningssätt där 
lagstiftaren har valt att skilja på lovligt och olovligt material som passerar 
ett nät. Det har lett till något som kan liknas vid självsanering bland 
internetleverantörerna. Utifrån ett synsätt som motiverar en 
direktivkonformtolkning går det att argumentera för att om vitesförbudet i 
53b § URL tolkas i enlighet med 8.3 Infosoc-direktivet innebär det att 
medverkansansvar för en mellanhand föreligger redan då olovlig 
information passerar dennes nät, alldeles oavsett mellanhandens vetskap. 
Som vi sett ges medlemsstaterna till och med en möjlighet att införa ”notice 
and take-down”-regler. Det är något som verkligen öppnar för att 53b § 
URL kan ges en vidare tillämpning.  
 
Är den diskuterade möjligheten förenlig med de fri- och rättigheter som 
skyddas i den svenska rättsordningen? De svenska reglerna om 
yttrandefrihet träffar främst utgivare av periodiska tidskrifter och liknande 
verksamheter. Självklart kan sådana publiceringar innehålla olovligt 
material men det tycks förefalla vara av begränsad omfattning i förhållande 
till en situation där intrångsgöraren saknar utgivningsbevis. Det kan även 
nämnas att det generellt är mycket svårt för webbplatser att beviljas 
utgivningsbevis.170 Kvar blir då de allmänna reglerna om censur i RF. Dessa 
regler är allmänt hållna och av 2 kap. 16 § RF följer att opinionsfriheten kan 
begränsas i syfte att förhindra upphovsrättsintrång. Det följer även av 2 kap. 
23 § RF att inskränkningar får göras om anledning är att beivra brott. Enligt 
mig utgör således inte yttrandefrihetsreglerna något hinder mot att svensk 
domstol ska få ålägga internetleverantörer att blockera intrångsgörande 
webbplatser. Denna syn stärks bland annat av uttalanden i promemorian Ds. 
2007:19 där utredaren till och med talade om införande av självcensur för 
internetleverantörer. En sådan diskussion utgör dock endast en parantes i 
fall man är av den uppfattningen att det endast är de tvistiga parternas 
intressen som ska beaktas vid en proportionalitetsbedömning, vilket är ett 
synsätt som har stöd i både praxis och doktrin.  
                                                
170 Sveriges Radio, Datainspektionen vill ändra grundlagen efter Lexbase, (2014-01-28), 
http://sverigesradio.se/sida/artikel.aspx?programid=83&artikel=5768303. 
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Den frihet som blir kvar att beakta är internetleverantörens näringsfrihet. 
Klart är att dennes förmåga att bedriva sin verksamhet påverkas av ett 
föreläggande om blockering av en webbplats. Dock får en begränsning i 
näringsfriheten göras för att skydda allmänna intressen, så som 
upphovsrätten. Enda gången det inte är tillåtet att begränsa näringsfriheten 
är då det sker i syfte att gynna vissa personer eller företag. Ett föreläggande 
mot en internetleverantör att blockera en viss webbplats kan inte anses 
gynna vissa personer eller företag i lagens mening varför näringsfriheten 
inte torde utgöra något bekymmer. Det ligger även i linje med EU-
domstolens uttalande om att kärnan i friheten inte påverkas av ett sådant 
föreläggande.171 
 
Utifrån praxis kan konstateras att utrymme för ett föreläggande om 
blockering av en intrångsgörande webbplats finns. Genom ett uttalande i 
Black Internet-beslutet öppnades möjligheten. Där föreskrev domstolen att 
det normalt sett krävs något mer än endast tillhandahållande av verksamhet 
för en internetleverantör. Dock uttalade domstolen vidare att 
medverkansansvar även kan vara för handen om internetleverantören känner 
till att olovligt material förekommer172 och utan orimliga uppoffringar kan 
hindra spridningen men underlåter att göra så. Det är möjligt att tolka så att 
en internetleverantör anses ha kännedom om att olovligt material 
förekommer då det är ”allmänt känt” att en viss webbplats innehåller 
olovligt material. Utifrån en sådan tolkning kommer ett stort antal 
webbplatser att vara ”non-grata” för internetleverantörerna. I den aktuella 
domen ansåg domstolen att kunskap om olovligt material förelåg eftersom 
att Black Internet borde uppmärksammat en tidigare dom där det slogs fast 
att The Pirate Bay innehöll olovligt material. Ett sådant synsätt innebär att 
det ska mycket till för att man ska kunna hävda okunskap avseende 
förekomsten av olovligt material. Vad angår rekvisitet ”utan orimliga 
                                                
171 Återfinns i punkt 51 i UPC-målet. 
172 I domen definierades kännedomen som ”medvetet om brottmålsdomen rörande The 
Pirate Bay och att olovliga förfoganden med upphovsrättsligt skyddat material bedömts ske 
i stor omfattning via fildelningstjänsten […]”. 
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uppoffringar” finns det i dag tekniska lösningar att vidta som inte är allt för 
kostsamma eller komplicerade. Dessutom utvecklas dessa ständigt.    
 
6.3 Argument mot blockering 
Visserligen har internetleverantören många gånger bra förutsättningar att 
stoppa ett upphovsrättsintrång. Däremot går det att ifrågasätta det faktum att 
en internetleverantör, vars affärsverksamhets främsta syfte är att leverera 
uppkoppling till ett nät, ska kunna åläggas ett ansvar för olovlig information 
som någon, helt extern från internetleverantören skickar genom nätet. I 
förlängningen skulle ett sådant synsätt kunna leda till en kraftig begränsning 
av antalet internetleverantörer. Det skulle även medföra en risk att 
internetleverantörer på egenhand, i proaktivt syfte, börjar blockera 
webbplatser. Ett sådant scenario vore inte önskvärt då det skulle innebära en 
godtycklig bedömning av en privat aktör huruvida viss information ska få 
spridas eller inte.  
 
Den sanktionsmöjlighet som uppställs i 53b § URL öppnar för att rikta ett 
vitesförbud mot den som vidtagit eller medverkar till en intrångsgörande 
handling. Bestämmelsen är allmänt hållen och tar inte sikte på någon 
speciell aktör. Förarbetena till bestämmelsen innehöll endast ett konkret 
exempel på en situation där en internetleverantör kunde anses medverka. 
Lagstiftaren menade att medverkansansvar skulle kunna aktualiseras när en 
internetleverantör träffade avtal med någon om upplåtelse och nyttjande av 
serverutrymme och olovligt material förekom på detta serverutrymme samt 
att det senare var känt för internetleverantören. En sådan situation skiljer sig 
markant från då en internetleverantör endast tillhandahåller tillgång till nät 
åt en intrångsgörare. I förarbetena med anledning av införande av olika EU-
direktiv finner man argument emot en rättsordning där en sådan 
sanktionsmöjlighet vore möjlig. Vid införandet av e-handelsdirektivet gavs 
medlemsstaterna frihet att införa s.k. ”notice and take-down”-regler, något 
som den svenska lagstiftaren valde att inte införa. Motiveringen var att 
yttrandefriheten skulle inskränkas i en icke acceptabel mån. Även vid 
införandet av Infosoc-direktivet och dess artikel 5 gav lagstiftaren uttryck 
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för en syn i linje med den tidigare. Där konstaterade lagstiftaren att det inte 
finns och inte heller ska finnas någon generell skyldighet för en 
tjänsteleverantör att övervaka information som passerar genom dennes nät. 
Vidare tyder lagstiftarens avfärdande av självsanering som presenterades i 
Ds. 2007:29 på att det i svensk rätt inte ska finnas någon möjlighet att 
ålägga en internetleverantör att blockera intrångsgörande webbplatser. 
Sammanfattningsvis kan sägas att lagstiftaren har haft tillfällen att införa 
bestämmelser med en klar innebörd som ger svensk domstol möjlighet att 
utfärda förelägganden mot internetleverantörer att blockera intrångsgörande 
webbplatser men konsekvent valt att inte göra så.   
 
Vid en direktivkonform tolkning blir även artikel 3.1 i Infosoc-direktivet 
intressant. Där föreskrivs att sanktionsmöjligheterna som medlemsstaterna 
uppställer inte får vara onödigt komplicerade och kostsamma för 
internetleverantörerna. Att domstolen skulle få förelägga en 
internetleverantör att blockera en webbplats skulle kunna leda till 
intäktsminskning till följd av ett kundbortfall plus en kostnadsökning då 
internetleverantören skulle behöva vidta en teknisk åtgärd för att blockera 
webbplatsen och sedan övervaka den tekniska åtgärden för att kontrollera att 
syftet upprätthålls.  
 
Trots att EU-rätten ger medlemsstater tillåtelse att utfärda förelägganden 
mot internetleverantörer med innebörden att blockera en viss webbplats så 
är det de jure föreskrivet i de berörda direktiven att det är upp till var och en 
av medlemsstaterna att själva välja hur man ska möta kravet på 
sanktionsmöjligheter.  
 
Vad gäller fri- och rättigheter som måste beaktas vid utfärdande av 
vitesförbud generellt eller förelägganden om blockering av webbplatser kan 
två ställningar intas. Den ena är den där proportionalitetsprincipen anses 
vara tillämplig de tvistande parterna emellan och den andra är den där 
proportionalitetsprincipen ska beakta även tredje mans intressen. Utifrån 
den första positionen är det egentligen endast internetleverantörens 
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näringsfrihet som ska beaktas. Näringsfriheten är grundlagsskyddad och kan 
kokas ner till en likabehandlingsprincip. I praktiken torde i det närmaste alla 
internetleverantör tillhanda uppkoppling till nät där olovlig information 
passerar. Att då endast ett antal, de stämda, av dessa internetleverantörer 
skulle åläggas att blockera vissa – ofta väldigt populära – webbplatser bör 
utgöra en orättvis och omotiverad begränsning av näringsfriheten.  
 
För den situationen att proportionalitetsprincipen ska täcka inte bara 
parternas intressen utan även tredje mans intressen så måste också 
yttrandefriheten och rätten till information behandlas. Visserligen kan 
friheterna, enligt 2 kap. 23 § RF, inskränkas med hänsyn till beivrande och 
förebyggande av brott. Enligt min mening är det dock tveksamt om en 
inskränkning kan göras med tanke på all den lovliga information som kan 
komma att blockeras och då göras otillgänglig.       
 
Av svensk praxis på området och främst Black Internet-målet följer en 
möjlighet att, genom vitesförbudet i 53b § URL förelägga en 
internetleverantör att blockera en webbplats. Dock framgår av domskälen att 
en absolut blockering inte krävs – och enligt min mening inte heller är 
önskvärd – för att undvika att vite ska utdömas. Således kan en slutsats av 
domen bli att ett föreläggande mot en internetleverantör att blockera en 
intrångsgörande webbplats inte får utfärdas. Av EU-praxis följer att ett 
filtreringssystem inte är tillåtet att använda sig av om det är obegränsat i tid 
och rum173 vilket tyder på att en blockering av en webbplats skulle vara svår 
att göra utan att kränka andra friheter i alltför stor omfattning. I senare fall 
har dock en blockering av en webbplats tillåtits, dock under förutsättningen 
att medverkansansvar förelåg. Det aktuella, österrikiska, 
medverkansansvaret är betydligt vidare än det svenska medverkansansvaret. 
Således kan ingen tydlig slutledning av EU-praxis dras.  
 
  
                                                
173 Återfinns i punkt 66 i SABAM-målet. 
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6.4 Avslutande kommentar 
Avslutningsvis kan min uppfattning presenteras. Visst uppställer 53b § URL 
en möjlighet att utfärda ett vitesförbud som kan utformas som ett åläggande 
för en internetleverantör att blockera en intrångsgörande webbplats. En av 
förutsättningarna är då att internetleverantören har medverkat i enlighet med 
23 kap. 4 § BrB. Uttalanden med innebörden att det krävs något mer än 
endast tillhandahållande av nätet har gjorts både i förarbeten och doktrin. 
Även om svensk rätt ska tolkas direktivkonformt så uppställer faktiskt de 
aktuella EU-direktiven en frihet för medlemsstaterna att själva bestämma 
hur de ska utforma sanktionsmöjligheterna. Med tanke på att den svenska 
lagstiftaren flertalet gånger har valt att ignorera förslag om införande av 
”notice and take-down”-regler tyder det enligt mig på att svensk domstol i 
dag inte får ålägga en internetleverantör som endast tillhandahåller 
uppkoppling till nät att blockera en webbplats där upphovsrättsintrång 
begås, annat än i mycket speciella fall. Ett klargörande av rättsläget hade 
varit att föredra.  
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