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The "coming day" of digital government in the United States: a strategy for 
artificial intelligence
The­US­Department­of­Defense­Artificial­Intelligence­Strategy­(2018)­as­a­pilot­project­of­promising­
e-modernization­ of­ the­ public­ sector­ of­ this­ country­ is­ analyzed,­ its­ place­ among­ other­ initiatives­ on­
digitalization­ of­ public­ administration­ of­ the­ current­ US­ Presidential­Administration­ is­ determined,­ its­
specific­public-administrative­logic­is­clarified.­the­specifics­of­this­project­through­the­prism­of­the­tasks­of­
modernization­of­public­governance­in­transforming­societies.
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Ініціативи­Президентської­адміністра-ції­ Д.­ Трампа­ стосовно­ подальшої­цифровізації­публічного­сектору­США­
концептуально­ не­ виходять­ за­ межі­ теоре-
тико-ідеологічної­ основи­ моделі­ «Відкри-
того­ уряду»,­ запропонованого­ та­ великою­
мірою­втіленого­адміністрацією­Президента­
Б.­ Обами.­ Зокрема,­ пропонована­ Стратегія­
Федеральних­ Даних­ (Federal­ Data­ Strategy)­
по­ суті­ є­ подальшою­ конкретизацією­ ідей­
«Відкритого­ уряду»,­ що­ будується­ на­ тих­
самих­ принципах:­ прозорість,­ відповідаль-






крізь­ призму­ оцінювання­ динаміки­ інфор-






стерством­ оборони­ США­ було­ оприлюднено­
«Стратегію­ штучного­ інтелекту».­ Розуміючи­
штучний­інтелект­(ШІ)­на­його­сучасному­рівні­
розвитку­як­здатність­обчислювальної­техніки­
(машин)­ виконувати­ функції,­ ­ що­ звичайно­
потребують­ людських­ розумових­ здібностей,­
зокрема­розпізнавати­образи,­вчитися­на­влас-
ному­ досвіді,­ робити­ висновки­ та­ прогнози,­
нарешті,­ухвалювати­рішення­та­діяти­на­їх­ос-
нові­(Summary­of­the­2018­department­of­defense­
artificial­ intelligence­ strategy.­ Harnessing­AI­ to­
Advance­Our­Security­and­Prosperity,­2019,­p.­5).­
Упровадження­ШІ­ в­ діяльність­Міністерства­
оборони­ (та,­ додамо,­ ґрунтуючись­на­ досвіді­
дослідження­ еволюції­ е-урядування­ в­ США,­
й­ інших­ державних­ агенцій­ у­ перспективі)­–­
це­швидкий,­ітеративний­та­відповідальний­
процес­для­того,­щоб­покращити­якість­ух-
валення­ рішень­ військовими­ та­ здійснен-
ня­ ними­ операцій­ на­ ключових­ напрямах­
(Summary­ of­ the­ 2018­ department­ of­ defense­
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artificial­ intelligence­ strategy.­ Harnessing­
AI­ to­ Advance­ Our­ Security­ and­ Prosperity,­
2019,­ p.­7).­ Одними­ з­ основних­ напрямів­
використання­ технологій­ ШІ­ визнається­
передбачувальне­ обслуговування­ та­ логі-
стика­ (predictive­ maintenance­ and­ supply)­
(Summary­ of­ the­ 2018­ department­ of­ defense­
artificial­intelligence­strategy.­Harnessing­AI­to­
Advance­Our­Security­and­Prosperity,­2019,­p.­
7),­ використання­ систем­ розпізнавання­ об-
разів­ для­ покращення­ загальної­ ситуацій-
ної­ обізнаності­ та­ виявлення­ неочевидних­
для­людини-оператора­загроз­в­усіх­сферах­
застосування­ (від­ віртуального­ простору­
до­ реального­ поля­ бою)­ та­ підтримка­ ух-
валення­ рішень­ у­ військовій­ сфері­ у­формі­
обчислювання­тактик­та­стратегій­в­унікаль-
них­бойових­ситуаціях­(Summary­of­the­2018­
department­ of­ defense­ artificial­ intelligence­
strategy.­Harnessing­AI­to­Advance­Our­Security­
and­Prosperity,­2019,­p.­7).
Вже­ на­ цих­ етапах­ розгортання­ змісту­
аналізованого­ документа­ простежуються­
прямий­ зв'язок­ зі­ змістом­ «Порядку­ ден-
ного­Президента­ в­ галузі­ управління»­ (The­
President’s­management­agenda,­2018),­а­саме­
із­загальнодержавною­ініціативою­стосовно­
збереження­ та­ нарощування­ кадрового­ ре-
зерву­фахівців­у­сфері­ІТ­та­проголошеною­
Президентом­Д.­Трампом­метою­підвищення­






як­ уявляється,­ стане­ локомотивом­ для­ всієї­







обороноздатності­ держави,­ що­ пов’язуєть-
ся­ з­ активізацією­ нових­ регіональних­ дер-
жав-лідерів.­ Невипадково­ факти­ значних­
інвестицій­Росії­та­Китаю­в­ІТ-технології­в­
оборонній­ сфері,­ які­ до­ того­ ж,­ за­ думкою­







(Summary­ of­ the­ 2018­ department­ of­ defense­
artificial­ intelligence­ strategy.­ Harnessing­AI­ to­
Advance­Our­Security­and­Prosperity,­2019,­p.­5).
Конкретною­ інституційною­ ініціативою­
у­ цьому­ напряму­ стало­ утворення­ Об’єд-
наного­ центру­ штучного­ інтелекту­ (Joint­
Artificial­ Intelligence­ Center,­ JAIC)­ –­ цен-
тру­координації­ всього­спектру­ заходів,­пе-
редбачених­ Стратегією­ штучного­ інтелек-
ту­ Міністерства­ Оборони­ США­ (Summary­
of­ the­ 2018­ department­ of­ defense­ artificial­
intelligence­strategy.­Harnessing­AI­to­Advance­
Our­ Security­ and­ Prosperity,­ 2019,­ p.­ 9–10),­
який­ об’єднує­ «критичну­ масу­ експертних­
компетентностей»­для­того,­щоб­допомогти­








суто­ публічно-адміністративний­ зміст­ про-
понованої­ Пентагоном­ Стратегії,­ який­ до­
того­ж­ заслуговує­на­уважніший­розгляд.­ З­
точки­зору­публічного­врядування­вона­про-
понує­ завершену­ модель­ ІТ-модернізації­








міністерства,­ так­ і­ для­ держави»­ (Summary­





–­ формування­ інструментарію,­ необ-
хідного­ для­ досягнення­ означених­ цілей­
за­ допомогою­ активної­ нормотворчої,­ ін-
ституціональної­ та­ кадрової­ активності.­
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Утворення­ Об’єднаного­ центру­ штучного­
інтелекту­для­координації­всіх­тематичних­
ініціатив­як­адміністративного­стрижня,­що­
підтримує­ та­ скеровує­ розбудовувану­ си-
стему­«цілі-засоби»;
–­ забезпечення­ належного­ фінансуван-
ня­за­допомогою­окреслення­широкого­кола­
фондів,­ причому­ як­ традиційних­ для­ цієї­
сфери­ на­ кшталт­ тих,­ якими­ керує­ Управ-
ління­ перспективних­ дослідницьких­ проєк-
тів­ Міністерства­ Оборони­ США­ (Defense­
Advanced­Research­Projects­Agency,­DARPA)­




–­ установлення­ режиму­ активної­ взає-
модії­ із­ зацікавленими­ контрагентами,­ зо-
крема­ іншими­ державними­ агенціями­ та­
неурядовими­ організаціями­ (Summary­
of­ the­ 2018­ department­ of­ defense­ artificial­
intelligence­strategy.­Harnessing­AI­to­Advance­
Our­ Security­ and­ Prosperity,­ 2019,­ p.­ 6),­ як­
частковий­прояв­відкритої­моделі­публічної­
служби­та­конвергентної­форми­публічного­







дернізації­ Міністерства­ Оборони:­ в­ разі­ її­
успішної­практичної­апробації­слід­очікувати­
поширення­кращого­досвіду­на­всі­державні­
агенції­ США.­ «Піонерський­ підхід­ до­ШІ»­










ної­ служби­ та­ її­ сервісів,­ зокрема,­ особ-
ливу­ цікавість­ мають­ викликати­ наступні­
спостереження­ та­ висновки.­ По-перше,­
навіть­усталена­і­відносно­стабільна­демо-
кратія­ з­ глибоко­ вкоріненими­ традиціями­
відкритої­емпіричної­публічної­служби­не­
стоїть­ осторонь­ структурним­ та­ інститу-
ціональним­новаціям,­повертаючись­у­разі­
потреби­ до­ активного­ державотворення­ у­
вигляді­формування­нових­органів­публіч-
ного­ адміністрування­ та­ джерел­ фінансу-
вання­проголошених­ ініціатив,­зокрема­за­
рахунок­ гнучкої­ системи­ нових­ спеціалі-
зованих­фондів.­По-друге,­нова­ ініціатива­
розгортається­відповідно­до­неодноразово­





рені­ органи­ обов’язково­ вбудовуються­ в­
систему­ налагодженої­ міжагенційної­ та­
позаурядової­ взаємодії,­ як­ інформаційної,­
так­і­фінансової,­що­дозволяє­уникнути­їх­
ізолювання­ та­ залучити­ інститути­ грома-
дянського­ суспільства­ до­ активної­ участі­
в­предметній­діяльності­ агенцій.­Це­відб-
увається­навіть­у­структурах­Міністерства­
Оборони­ США­ з­ відомими­ обмеження-
ми­ режиму­ вільного­ обігу­ інформації­ (та­
втаємниченням­значної­її­частини),­власти-
вими­цьому­відомству.­По-четверте,­амбіт-
ність­ реальних­ державних­ проєктів­ США­
в­ ІТ-сфері­ важко­ переоцінити:­ окремий­
інструментарій­штучного­інтелекту,­нехай­
й­у­спрощеній­інтерпретації,­зав’язаній­на­
тесті­ Тюрінга,­ вже­ використовується­ од-
ним­ із­ провідних­ міністерств­ з­ перспек-
тивами­ відповідного­ оновлення­ е-уряду-
вання­ в­ загальнодержавних­ масштабах,­
зокрема­стосовно­задач­розпізнавання­об-




час­ цифрової­ модернізації­ вітчизняного­
публічного­ управління­ та­ розбудови­ си-
стеми­ е-сервісів,­ тим­ більше,­що­ сучасна­
інформаційно-технологічна­ глобалізація­
дозволяє­ «перестрибнути»­ через­ кілька­
послідовних­ технологічних­ ітерацій­ для­
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агенцій.­Наявність­серед­учасників­конку-
руючих­ флагманів­ ІТ-індустрії­ (Amazon,­
IBM,­ Microsoft,­ Oracle­ тощо),­ що­ змага-
ються­за­контракти,­які­обраховуються­мі-
льярдними­ сумами,­ неминуче­ призводить­
до­критики­методики­обрання­переможців­
тендерних­ змагань­ (з­ боку­ переможених)­
та­публічних­обговорень­якості­державної­
політики­ІТ-закупівель.­
Таким­ чином,­ цифровізація­ органів­ пу-
блічного­ управління­ у­ США,­ паралельно­ з­
більш­ традиційними­ процесами­ е-модерні-
зації­ публічного­ сектору­ і­ відомою­ мірою­
незалежно­від­них,­результує­також­у­цікаві­






ників,­ що­ репрезентують­ науку­ публічного­





у­ сфері­ інформаційно-технологічного­ ро-
звитку,­ так­ і­ про­ останні­ актуальні­ тенден-
ції,­про­«післязавтрашній­день»­ІТ-техноло-
гій­ публічного­ сектору,­ що­ буде­ корисним­
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