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Εισαγωγή 
Το τελευταίο ευρωβαρόμετρο που διεξήχθη αναφορικά με τη χρήση των μέσων 
ενημέρωσης στην Ευρωπαϊκή Ένωση1 κατέδειξε ότι το διαδίκτυο έχει εισβάλει μαζικά πλέον στην 
καθημερινή ζωή των Ευρωπαίων πολιτών. Επιχειρώντας μια ενδεικτική ανάλυση των πορισμάτων 
προκύπτουν ορισμένα χρήσιμα συμπεράσματα σχετικά με τη λειτουργικότητα του διαδικτύου. 
Σύμφωνα με τα στατιστικά στοιχεία της έρευνας, οχτώ στους δέκα Ευρωπαίους κάνουν χρήση του 
διαδικτύου τουλάχιστον μια φορά την εβδομάδα ενώ σε ημερήσια βάση το ποσοστό ανέρχεται σε 
69%. Οι μετρήσεις αυτές κατατάσσουν το διαδίκτυο στη δεύτερη θέση ανάμεσα στα μέσα 
ενημέρωσης με τη μεγαλύτερη χρήση2. Εξίσου αξιοσημείωτο θεωρείται το γεγονός ότι πάνω από 
έξι στους δέκα Ευρωπαίους χρησιμοποιούν τα μέσα κοινωνικής δικτύωσης τουλάχιστον μια φορά 
την εβδομάδα, ενώ σχεδόν το 50% των πολιτών τα επισκέπτεται σε καθημερινή βάση.  
Εντούτοις, παρά τη συνεχώς αυξανόμενη χρήση του διαδικτύου, η εμπιστοσύνη των 
πολιτών σε αυτό και τα μέσα κοινωνικής δικτύωσης σημειώνει ανακόλουθα ποσοστά. Ενδεικτικά, 
μόνο το 1/3 των Ευρωπαίων (32%) εμπιστεύεται το ίντερνετ για την ενημέρωσή του ενώ 
αντίστοιχα το ποσοστό εκείνων που δεν το εμπιστεύεται ανέρχεται στο 55%, σημειώνοντας 
προοδευτική αύξηση συγκριτικά με στατιστικές μετρήσεις προηγούμενων ετών. Το αρνητικό 
 
1 Standard Eurobarometer 92, Media use in the European Union, Autumn 2019, 
https://op.europa.eu/en/publication-detail/-/publication/c2fb9fad-db78-11ea-adf7-01aa75ed71a1/language-
en/format-PDF/source-search.  
2 Στην πρώτη θέση βρίσκεται η τηλεόραση ενώ το ραδιόφωνο πλέον βρίσκεται στην τρίτη.  
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ποσοστό εμπιστοσύνης στο ίντερνετ αυξάνεται σημαντικά στο πεδίο των μέσων κοινωνικής 
δικτύωσης, όπου χαρακτηριστικά μόλις ένας στους πέντε Ευρωπαίους (20%) τα εμπιστεύονται. 
Αντίστοιχα, εκείνοι που υιοθετούν αρνητική στάση απέναντί τους είναι 65%. Γενεσιουργός αιτία 
του προβλήματος θεωρείται εν πολλοίς η συνεχώς αυξανόμενη εξάπλωση της 
παραπληροφόρησης, των γνωστών σε όλους “fake news”. Αξιοσημείωτο είναι ότι επτά στους δέκα 
Ευρωπαίους συναντούν φαινόμενα παραπληροφόρησης, θίγοντας συνακόλουθα την αξιοπιστία 
και το κύρος των ειδήσεων που κυκλοφορούν και στο διαδίκτυο.  
Αξιολογώντας τα στατιστικά ευρήματα της ανωτέρω έρευνας προκύπτουν δύο κρίσιμα 
συμπεράσματα. Αρχικά, είναι πασιφανές ότι το ίντερνετ συνιστά αναπόσπαστο κομμάτι της 
καθημερινής μας ζωής, τόσο σε ατομικό όσο και σε συλλογικό επίπεδο. Ιδιαίτερα στο πεδίο της 
έκφρασης και κυκλοφορίας ιδεών και απόψεων, η συμβολή του στον πλουραλισμό των μέσων 
ενημέρωσης και στην πολυφωνία κρίνεται καθοριστική. Αυτό επιβεβαιώνεται και μέσα από τη 
νομολογία τόσο του Ευρωπαϊκού Δικαστηρίου Δικαιωμάτων του Ανθρώπου όσο και άλλων 
διεθνών. Ειδικότερα, με την απόφασή του στην υπόθεση Daniel v. Dow Jones (1987) το Ανώτατο 
Δικαστήριο των ΗΠΑ έκρινε ότι το διαδίκτυο συμβάλλει στη διάδοση ιδεών, στη δημοκρατία και 
θεωρείται ισάξιο μέσο με τα παραδοσιακά μέσα ενημέρωσης3. Αντίστοιχα, το Δικαστήριο του 
Στρασβούργου στην απόφαση Times Newspapers Ltd v. United Kingdom4 τόνισε τον εξέχοντα 
ρόλο του διαδικτύου στην προστασία της ελευθερίας της έκφρασης. Ειδικότερα, ορίζεται το εν 
λόγω δικαίωμα εφαρμόζεται και στην επικοινωνία μέσω του διαδικτύου, ανεξαρτήτως από το 
περιεχόμενο του μηνύματος που μεταδίδεται, σπάζοντας το «μονοπώλιο της ενημέρωσης»5 από 
άλλα μέσα.  
 
3Βλ. αναλυτικό σχολιασμό της υπόθεσης σε 
https://www.casemine.com/judgement/us/59148c3fadd7b0493452f264 και https://casetext.com/case/daniel-v-
dow-jones-co.  
4 ΕCHR, Times Newspapers Ltd v United Kingdom, Application no. 64367/14, 13.11.2018. Για αναλυτικό σχολιασμό 
της υπόθεσης βλ. https://globalfreedomofexpression.columbia.edu/cases/times-newspapers-ltd-v-united-
kingdom/.  
5 “Monopoly information”, όπως χαρακτηριστικά αναφέρεται στην απόφαση.  
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Το δικαίωμα στην ελευθερία έκφρασης και η νομοθετική-νομολογιακή ρύθμισή του. 
Ως προς το ξεχωριστό περιεχόμενο του δικαιώματος στην ελευθερία έκφρασης αυτό έχει 
κριθεί νομολογιακά ως ιδιαίτερα ευρύ. Σύμφωνα με το θεμελιώδες άρθρο 10 της Ευρωπαϊκής 
Σύμβασης Δικαιωμάτων του Ανθρώπου και τη νομολογία του Δικαστηρίου του Στρασβούργου 
που έχει αναπτυχθεί, περιλαμβάνει την ελευθερία γνώμης και την ελευθερία λήψης ή μετάδοσης 
πληροφοριών και ιδεών, χωρίς παρεμπόδιση από αρχές και ανεξαρτήτως γεωγραφικών ορίων. 
Υπό τον όρο «πληροφορία» περιλαμβάνονται όχι μόνο απόψεις, αξιολογικές κρίσεις και γεγονότα 
αλλά και ιδέες και ειδήσεις που μπορούν να θεωρηθούν σοκαριστικές, προσβλητικές ή 
ενοχλητικές, σε σχέση με την κοινή γνώμη. Ως εκ τούτου, υπό το πέπλο του άρθρου 10 της ΕΣΔΑ 
δεν καλύπτονται μόνο η ουσία και το περιεχόμενο των απόψεων, αλλά και ο τρόπος έκφρασης και 
το μέσο διάδοσης6. Ασφαλώς, σε κάθε περίπτωση δεν προστατεύονται εκφράσεις αμιγώς 
υβριστικές7. Επιπρόσθετα, σύμφωνα πάντα με το θεμελιώδες άρθρο, μπορούν να τεθούν 
περιορισμοί στην απόλαυση του δικαιώματος στην ελευθερία έκφρασης υπό τον όρο ότι οι εν 
λόγω περιορισμοί προβλέπονται από νόμο (αρχή νομιμότητας), αποτελούν αναγκαία μέτρα σε μια 
δημοκρατική κοινωνία (αρχή αναγκαιότητας-αναλογικότητας) και υπηρετούν συγκεκριμένους 
σκοπούς, όπως η προστασία της δημόσιας ασφάλειας, ηθικής, υγείας και άλλους (αρχή σκοπού). 
Αναμφίβολα, η ερμηνευτική δυσκολία έγκειται στο πότε και κάτω από ποιες προϋποθέσεις 
μπορούν να επιβληθούν περιορισμοί στην άσκηση του δικαιώματος στην ελευθερία έκφρασης. 
Ξεχωριστό ενδιαφέρον συγκεντρώνει ο αποκλεισμός του πρώην Προέδρου των ΗΠΑ, Ντόναλτ 
Τραμπ, από τα μέσα κοινωνικής δικτύωσης. Ειδικότερα, κατά τη διάρκεια των γεγονότων της 6ης 
Ιανουαρίου 2021, όπου πλήθος οπαδών του πρώην Αμερικανού Προέδρου εισέβαλαν μαζικά στο 
Καπιτώλιο προκαλώντας εικόνες χάους, ο Ντόναλτ Τραμπ εξέφρασε έντονα την αμφισβήτησή 
του για το αποτέλεσμα των εκλογών της 3ης Νοεμβρίου. Χαρακτηριστικές είναι οι αναρτήσεις του 
 
6 ΕΔΔΑ, De Haes και Gijels κατά Βελγίου, Application No 19983/92, 24.2.1997. Βλ. αναλυτικό σχολιασμό περί άρθρου 
10 ΕΣΔΑ σε Λ.Α.Σισιλιάνο, Ευρωπαϊκή Σύμβαση Δικαιωμάτων του Ανθρώπου : Ερμηνεία κατ’άρθρο, Νομική 
Βιβλιοθήκη, 2017, σελ.474-487. 
7 ΕΔΔΑ, Rujak κατά Κροατίας, application no 57942/10, 2.10.2012. 
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στο δημοφιλές μέσο κοινωνικής δικτύωσης Twitter καθώς και ένα βίντεο στο facebook με τα 
οποία διεμήνυε στους οπαδούς του να «θυμούνται για πάντα την ιστορική αυτή μέρα», τους 
καλούσε να επιστρέψουν στα σπίτια τους και τους χαρακτήρισε «σπουδαίους πατριώτες». 
Ταυτόχρονα επέμενε στην «κλοπή της ιερής και συντριπτικής του νίκης» ενώ αργότερα δήλωνε 
ότι δεν θα παραστεί στην τελετή ορκωμοσίας του νεοεκλεγέντα Προέδρου Μπάιντεν. 
Κατόπιν τούτων, οι αναρτήσεις του Προέδρου κατέβηκαν σε σχεδόν άμεσο χρονικό 
διάστημα και οι λογαριασμοί του στα μέσα κοινωνικής δικτύωσης ανεστάλησαν με την αιτιολογία 
παραβίασης όρων λειτουργίας και χρήσης τους8. Ειδικότερα, κρίθηκε ότι τα επίμαχα μηνύματα 
προωθούσαν το μίσος και την τέλεση βίαιων πράξεων. Δεν είναι η πρώτη φορά που αναρτήσεις 
του Ντόναλτ Τραμπ σε μέσα κοινωνικής δικτύωσης λογοκρίθηκαν και «κατέβηκαν» εξαιτίας 
παραβίασης όρων χρήσης τους. Πρόσφατα, με αφορμή την εξάπλωση της πανδημίας εξαιτίας του 
κορωνοϊού, το facebook και το twitter αντέδρασαν σε μήνυμά του με το οποίο παρότρυνε τους 
πολίτες να μη φορούν μάσκα και χαρακτήριζε τον κορωνοϊό ως μια «απλή γρίπη», υποβιβάζοντας 
την επικινδυνότητά του9.  
Εύλογα προκύπτουν ερωτήματα ως προς τον έλεγχο του περιεχομένου που αναρτούν οι 
χρήστες του διαδικτύου και την ποιότητα δημοκρατίας στα μέσα κοινωνικής δικτύωσης. Πιο 
συγκεκριμένα, το κρίσιμο ζήτημα επικεντρώνεται στην ευθύνη των παρόχων υπηρεσιών 
διαδικτύου και στο ρυθμιστικό πλαίσιο που διέπει τη λειτουργία τους. Πρέπει να λογοδοτούν για 
το περιεχόμενο που αναρτάται ή όχι ; Πώς ορίζεται ο ρόλος τους στη διακυβέρνηση του 
διαδικτύου; Η νομολογία του Ευρωπαϊκού Δικαστηρίου Δικαιωμάτων του Ανθρώπου καθώς και 
οι πρόσφατες νομοθετικές εξελίξεις με την επικείμενη υιοθέτηση ειδικών νομοθετημάτων στο 
πεδίο βελτίωσης των ψηφιακών υπηρεσιών προσφέρουν χρήσιμες απαντήσεις. 
 
8 Σύμφωνα με τους όρους χρήσης του twitter απαγορεύεται ρητά οποιαδήποτε έκφραση βίας, παρενόχληση και 
άλλες παρόμοιες συμπεριφορές που αποθαρρύνουν τους χρήστες να εκφραστούν ελεύθερα και υποβαθμίζουν την 
αξία του παγκόσμιου διαλόγου. Πηγή : https://help.twitter.com/el/rules-and-policies/twitter-rules.  
9 Βλ. χαρακτηριστικά H.Kelly, Facebook, Twitter penalize Trump for posts containing coronavirus misinformation, 
άρθρο αναρτημένο στην επίσημη ιστοσελίδα https://www.washingtonpost.com/technology/2020/08/05/trump-
post-removed-facebook/, 7 Αυγούστου 2020. 
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Η Οδηγία 2000/31: Ο κανόνας της απαλλαγής προληπτικής υποχρέωσης ελέγχου. 
Παρατηρώντας την ευρωπαϊκή νομοθεσία και νομολογία διαπιστώνεται μια διαφορετική 
μεταχείριση των παρόχων υπηρεσιών διαδικτύου ως προς την ευθύνη τους για τις ειδήσεις και το 
υλικό που αναρτώνται στο διαδίκτυο. Αρχικά, ως θεμελιώδης κανόνας λειτουργίας ορίζεται η 
απαλλαγή προληπτικής υποχρέωσης ελέγχου του περιεχομένου που αναρτούν οι χρήστες. Η 
Οδηγία 2000/31 για το ηλεκτρονικό εμπόριο10 είναι εξόχως καθοριστική. Ορίζοντας τους φορείς 
παρόχων υπηρεσιών ως «κάθε φυσικό ή νομικό πρόσωπο που παρέχει µια υπηρεσία της κοινωνίας 
της πληροφορίας»11 στα άρθρα 12-15 καθιερώνουν τον κανόνα της απαλλαγής από την ευθύνη 
για τις απλώς αναμεταδιδόμενες ή αποθηκευμένες πληροφορίες στην α) απλή μετάδοση 
πληροφοριών, β) στην αποθήκευση σε κρυφή μνήμη και γ) στην αποθήκευση πληροφοριών 
(φιλοξενία). Ωστόσο, ο κανόνας αυτός αίρεται σε περίπτωση που είτε ο φορέας παροχής 
υπηρεσιών λαμβάνει γνώση περί της ανάρτησης παράνομου περιεχομένου είτε αποτελεί την 
αφετηρία μετάδοσης τέτοιου υλικού είτε δεν προβαίνει σε καμία ενέργεια επανόρθωσης της 
ζημίας μέσω απόσυρσής του, εφόσον λαμβάνει γνώση. Ο εν λόγω κανόνας αποτυπώνεται 
πανηγυρικά στο άρθρο 15 της Οδηγίας όπου καθιερώνεται η απουσία γενικής υποχρέωσης 
ελέγχου. Ωστόσο, σύμφωνα με τη δεύτερη παράγραφο, τα κράτη μέλη δύνανται να υποχρεώσουν 
τους φορείς παροχής υπηρεσιών της κοινωνίας της πληροφορίας να ενημερώνουν πάραυτα τις 
αρμόδιες κρατικές αρχές για τυχόν υπόνοιες περί χορηγουμένων παρανόμων πληροφοριών ή 
δραστηριοτήτων που επιχειρούν αποδέκτες των υπηρεσιών τους ή να ανακοινώνουν στις αρμόδιες 
αρχές, κατ' αίτησή τους, πληροφορίες που διευκολύνουν την εντόπιση αποδεκτών των υπηρεσιών 
τους με τους οποίους έχουν συμφωνίες αποθήκευσης. Επιπρόσθετα, στο άρθρο 16 της Οδηγίας 
 
10 Οδηγία 2000/31/ΕΚ του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 8ης Ιουνίου 2000 για ορισμένες 
νομικές πτυχές των υπηρεσιών της κοινωνίας της πληροφορίας, ιδίως του ηλεκτρονικού εμπορίου, στην εσωτερική 
αγορά («οδηγία για το ηλεκτρονικό εμπόριο»), διαθέσιμη σε https://eur-lex.europa.eu/legal-
content/EL/TXT/PDF/?uri=CELEX:32000L0031&from=EL.  
11 Άρθρο 2 της Οδηγίας.  
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ενθαρρύνεται η κατάρτιση κωδίκων δεοντολογίας, σε εθνικό επίπεδο, προκειμένου να επιτευχθεί 
η κατάλληλη ψηφιακή ασφάλεια και να θωρακιστεί η προστασία της ανθρώπινης αξιοπρέπειας12.  
 
Η επιβεβαίωση του κανόνα από το Δικαστήριο του Στρασβούργου. 
Ο κανόνας της απαλλαγής προληπτικής ευθύνης και των αντίστοιχων προϋποθέσεων για 
την υπαιτιότητα των φορέων παροχής υπηρεσιών, έτσι όπως προβλέπονται στην Οδηγία 2000/31, 
επαναδιατυπώθηκε από το Δικαστήριο της Ένωσης μέσω μιας σειράς αποφάσεων13. 
Επιβεβαιώνοντας την αρχή της ουδετερότητας των φορέων στο πεδίο της ελευθερίας έκφρασης 
το Δικαστήριο του Στρασβούργου σε σχετική υπόθεση14 όπου εξετάστηκε το ζήτημα ανάρτησης 
δυσφημιστικών σχολιασμών στο διαδίκτυο, καταδίκασε τη χώρα για παραβίαση του δικαιώματος 
της ελευθερίας έκφρασης των επιχειρηματιών προσφευγόντων που διέθεταν ειδησεογραφικές 
διαδικτυακές  πλατφόρμες, που άφηναν περιθώρια στους επισκέπτες να σχολιάζουν κατά εταιριών 
ακινήτων. Το Δικαστήριο έκρινε ότι τα εθνικά δικαστήρια δεν στάθμισαν ικανοποιητικά τα 
αντικρουόμενα συμφέροντα και ενθάρρυναν τους παρόχους διαδικτυακών υπηρεσιών να 
κλείσουν τις πλατφόρμες τους. Επίσης, σε άλλη υπόθεση15 το Δικαστήριο του Στρασβούργου 
απάλλαξε ειδησεογραφικό ιστολόγιο (site) για το περιεχόμενο των ενεργών συνδέσμων (link) που 
είναι συνδεδεμένο. Η καταδίκη του ιστολογίου για το δυσφημιστικό περιεχόμενο ενεργού 
 
12 Ωστόσο, στην υπόθεση του Ευρωπαϊκού Δικαστηρίου Δικαιωμάτων του Ανθρώπου C-70-10 Scarlet Extended SA 
v Sabam, κρίθηκε ότι η επιβολή στον πάροχο απλών υπηρεσιών πρόσβασης στο διαδίκτυο υποχρέωσης 
εγκατάστασης φίλτρου περιορισμού, προληπτικά, για απεριόριστο χρονικό διάστημα, για όλους τους πελάτες του 
και με δικές του δαπάνες, παραβιάζει θεμελιώδη δικαιώματα, όπως το δικαίωμα του παρόχου στην 
επιχειρηματικότητα (αρ. 16 του Χάρτη Θεμελιωδών Δικαιωμάτων της ΕΕ) και το άρθρο 3 παρ. 1 της Οδηγίας 
2004/48, κατά το οποίο τα μέτρα πρόληψης των προσβολών δεν πρέπει να είναι αδικαιολόγητα, περίπλοκα και 
δαπανηρά. Συνακόλουθα, μια τέτοια ενέργεια παραβιάζει και τα άρθρα 8 και 11 του Χάρτη Θεμελιωδών 
Δικαιωμάτων της Ένωσης, καθώς με τη γενικευμένη και απροσδιόριστη χρήση του φίλτρου δεν επιτυγχάνεται ο 
ορθός και αποτελεσματικός διαχωρισμός του υλικού σε νόμιμο και παράνομο.  
13 Συνεκδικαζόμενες υποθέσεις C-236/08 έως C-238/08 Google France,  και C-324/09 L’Oréal v. eBay, όπου η έμμεση 
ή άμεση εμπλοκή του φορέα παροχής υπηρεσιών, μέσω για παράδειγμα της διευκόλυνσης στην πρόσβαση, 
προώθηση ή διακίνηση του υλικού, ορίστηκε ως κριτήριο ενδεχόμενης ευθύνης του φορέα. 
14 Magyar Tartalomszolgáltatók Egyesülete και Index.hu Zrt κατά Ουγγαρίας της 02.02.2016 (αριθμ. προσφ. 
22947/13). 
15 Magyar Jeti Zrt κατά Ουγγαρίας της 4.12.2018 (αριθ. προσφ. 11257/16). 
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συνδέσμου, παρεμποδίζει την διάδοση των πληροφοριών στο διαδίκτυο και παραβιάζει την 
ελευθερία έκφρασης. Στην εν λόγω υπόθεση υπογραμμίστηκε η σημασία των υπερσυνδέσμων 
(hyperlinks) για τη μετάδοση της πληροφορίας και δόθηκε ξεχωριστή έμφαση στη δράση των 
φορέων. Ειδικότερα, αποφασιστικός παράγοντας για την απόδοση ευθυνών ήταν η υιοθέτηση ή 
όχι της αμφισβητούμενης είδησης από το δημοσιογραφικό ιστολόγιο, η περαιτέρω διάδοσή του 
χωρίς προηγούμενη έγκριση και η απουσία γνώσης ή ενημέρωσης περί τυχόν παράνομου ή/και 
προσβλητικού περιεχομένου.  
 
Delfi AS v. Esthonia : μετακύλιση της ευθύνης στον πάροχο υπηρεσιών διαδικτύου 
Καθοριστική θεωρείται η απόφαση του Ευρωπαϊκού Δικαστηρίου Δικαιωμάτων του 
Ανθρώπου στην υπόθεση Delfi AS v Esthonia16 όπου για πρώτη φορά το Δικαστήριο δέχτηκε τη 
δυνατότητα απόδοσης ευθύνης σε παρόχους υπηρεσιών στο διαδίκτυο. Ειδικότερα, το ΕΔΔΑ 
κλήθηκε να εξετάσει καταγγελία σχετιζόμενη με την ευθύνη διαδικτυακής ειδησεογραφικής 
πύλης για τα σχόλια που ανήρτησαν οι χρήστες της. Η Delfi AS είναι εμπορική επιχείρηση, 
ιδιοκτήτρια μίας από τις ευρύτερα γνωστές διαδικτυακές πύλες ειδήσεων στην Εσθονία. Το 2006 
είχε δημοσιεύσει άρθρο σχετικά με την αλλαγή δρομολογίων ακτοπλοϊκής εταιρίας και την 
οφειλόμενη σε αυτήν καθυστέρηση κατασκευής νέων συντομότερων διαδρομών προς διάφορα 
νησιά. Ως αποτέλεσμα τούτου, αναρτήθηκαν αρκετά αρνητικά ανώνυμα σχόλια, εκ των οποίων 
ορισμένα είχαν άκρως προσβλητικό και επιθετικό χαρακτήρα εναντίον του Λ., βασικού μετόχου 
της ακτοπλοϊκής εταιρίας. Ο Λ. προσέφυγε εναντίον της ειδησεογραφικής πύλης για προσβολή 
προσωπικότητας με αποτέλεσμα η τελευταία να καταδικαστεί σε χρηματική αποζημίωση ως 
υπεύθυνη. Μετά από την αίτηση του δικηγόρου του Λ., η Delfi αφαίρεσε τα επίμαχα σχόλια 
περίπου έξι εβδομάδες μετά τη δημοσίευσή τους.  
 
16ΕΔΔΑ, Delfi AS κατά Εσθονίας, Αριθ. Προσφυγής 64569/09, 16.6.2015. 
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Η εν λόγω υπόθεση συγκεντρώνει ιδιαίτερη βαρύτητα σε συνάρτηση με ορισμένα κρίσιμα 
στοιχεία που αποτέλεσαν τη βάση του σκεπτικού του Δικαστηρίου. Πιο συγκεκριμένα, ξεχωριστή 
έμφαση δόθηκε στον εμπορικό χαρακτήρα της λειτουργίας της Delfi, κάτι που ισοδυναμούμε με 
(έμμεση) πρόσκληση σχολιασμού εκ μέρους αναγνωστών. Επιπλέον, αξίζει να τονιστεί ότι τα 
μέτρα μετριασμού της ευθύνης της εταιρίας, όπως η ύπαρξη ειδοποίησης στην ιστοσελίδα 
σύμφωνα με την οποία οι συντάκτες των σχολίων ήταν υπεύθυνοι για το περιεχόμενό τους, η 
απαγόρευση ανάρτησης σχολίων με προκλητικό και χυδαίο περιεχόμενο, η εγκατάσταση 
συστήματος ειδοποίησης για αφαίρεσης τέτοιων σχολίων βάσει φίλτρου, δεν απάλλαξαν την 
εταιρία από την ευθύνη της. Απεναντίας, το γεγονός ότι διατηρήθηκαν για αρκετό χρονικό 
διάστημα και ότι αναρτήθηκαν ως απάντηση σε άρθρο που δημοσίευσε η προσφεύγουσα εταιρεία 
σε ειδησεογραφική πύλη την οποία η ίδια διαχειριζόταν επαγγελματικά και εκμεταλλευόταν 
εμπορικά, οδήγησαν το Ευρωπαϊκό Δικαστήριο να επιρρίψουν ευθύνη στον πάροχο υπηρεσιών, 
υιοθετώντας την απόφαση των εσθονικών δικαστηρίων και απορρίπτοντας οποιουσδήποτε 
ισχυρισμούς περί παραβίασης του δικαιώματος στην ελευθερία έκφρασης.  
Αξιολογώντας την απόφαση του Δικαστηρίου στην εν λόγω υπόθεση δύναται να 
υποστηριχτεί ότι τρία είναι τα κύρια στοιχεία που συνηγόρησαν υπέρ της ευθύνης των παρόχων: 
αρχικά, ο αδιαμφισβήτητος υβριστικός και προσβλητικός χαρακτήρας των σχολίων που 
αναρτήθηκαν, έπειτα η εμπορική ιδιότητα του παρόχου και, τέλος, η ανεπάρκεια των ληφθέντων 
μέτρων για την απομάκρυνση αντίστοιχου περιεχομένου.  
 
Νέες νομοθετικές εξελίξεις : Digital Services Act – Regulation on addressing the 
dissemination of terrorist content online. 
Η μετακύλιση της ευθύνης για τον έλεγχο του περιεχομένου που αναρτάται στο Διαδίκτυο 
είναι εμφανής στο προτεινόμενο νομοθετικό πακέτο νέων μέτρων για τις ψηφιακές υπηρεσίες. 
Ειδικότερα, στις 15.12.2020 η Ευρωπαϊκή Επιτροπή πρότεινε ένα κοινό σύνολο κανόνων σχετικά 
με τις υποχρεώσεις και τη λογοδοσία των διαμεσολαβητών στην ενιαία αγορά με στόχο τη 
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δημιουργία νέων ευκαιριών για την παροχή διασυνοριακών ψηφιακών υπηρεσιών, 
εξασφαλίζοντας παράλληλα υψηλό επίπεδο προστασίας σε όλους τους χρήστες, ανεξάρτητα από 
τον τόπο διαμονής τους στην ΕΕ. Η νέα δέσμη μέτρων αποτυπώνεται σε δύο επιμέρους πράξεις: 
στην Πράξη για τις Ψηφιακές Υπηρεσίες (Digital Services Act) και την Πράξη για τις Ψηφιακές 
Αγορές (Digital Market Act)17. Οι προτεινόμενοι κανόνες, οι οποίοι βρίσκονται στο στάδιο της 
διαβούλευσης ανάμεσα στα ευρωπαϊκά όργανα ώστε να τεθούν μετέπειτα σε ισχύ, αφορούν τις 
υπηρεσίες διαμεσολάβησης που προσφέρουν υποδομή δικτύου, όπως οι πάροχοι πρόσβασης και 
τις υπηρεσίες φιλοξενίας, όπως υπηρεσίες νέφους (cloud) και διαδικτυακές πλατφόρμες. Στο πεδίο 
της ελευθερίας έκφρασης οι νέες υποχρεώσεις τους περιλαμβάνουν, εκτός των άλλων, την 
υιοθέτηση κατάλληλου μηχανισμού καταγγελιών και εξωδικαστικής επίλυσης διαφορών καθώς 
επίσης και τη λήψη όλων των αναγκαίων μέτρων για την αποτροπή ανάρτησης παράνομου και 
προσβλητικού περιεχομένου στο διαδίκτυο.  
Η τελευταία αυτή υποχρέωση χρίζει ξεχωριστής επισήμανσης. Ουσιαστικά δίνει τη 
δυνατότητα στους παρόχους να προβαίνουν σε έλεγχο του περιεχομένου προκειμένου να 
ενισχύσουν την ψηφιακή ασφάλεια και να προστατεύσουν την προσωπικότητα των χρηστών. Η 
αξιοποίηση της τεχνητής νοημοσύνης, τεχνολογικών εργαλείων και μηχανισμών «αναφοράς και 
δράσης» (notice and action mechanisms) κατέχει δεσπόζουσα θέση. Πρώτιστος στόχος είναι η 
απόδειξη διαφάνειας και η απομάκρυνση οποιουδήποτε βλαβερού και παράνομου περιεχομένου. 
Ωστόσο, παρόλο που ενισχύεται η θέση των παρόχων υπηρεσιών και εξοπλίζονται με αυξημένες 
αρμοδιότητες, η τελική απόφαση απόσυρσης περιεχομένου από το διαδίκτυο θα πρέπει να 
λαμβάνεται από ανεξάρτητο δικαστικό όργανο και όχι από ιδιωτική εταιρία, προκειμένου να 
θωρακιστεί η αξιοπιστία και ουδετερότητα του διαδικτύου. Γι αυτόν τον λόγο καλείται η Επιτροπή 
να εξετάσει ιδιαίτερα την εύρεση κατάλληλης ισορροπίας ανάμεσα στην προστασία της 
ελευθερίας έκφρασης και της απομάκρυνσης βλαβερού και παράνομου περιεχομένου, σύμφωνα 
 
17 Βλ. αναλυτικά σχετικά με τον προτεινόμενο ευρωπαϊκό νόμο για τις ψηφιακές υπηρεσίες στην επίσημη 
ιστοσελίδα της Ένωσης https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age/digital-
services-act-ensuring-safe-and-accountable-online-environment_el#---5.  
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με τις προτροπές της Επιτροπής Νομικών Υποθέσεων του Ευρωπαϊκού Κοινοβουλίου, σε σχετικό 
δελτίο τύπου18.  
Στο ίδιο πνεύμα επιφόρτισης ευθυνών των παρόχων εξετάζεται και ο προτεινόμενος 
Κανονισμός του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου σχετικά με την πρόληψη της 
διάδοσης τρομοκρατικού περιεχομένου στο διαδίκτυο19. To υπό διαβούλευση ευρωπαϊκό 
νομοθέτημα20 στοχεύει στον περιορισμό διάδοσης τρομοκρατικού υλικού (εξτρεμιστικών 
απόψεων, προτροπών προς βία) στο διαδίκτυο και στην καθιέρωση ενός κοινού εργαλείου 
αντιμετώπισης από όλα τα κράτη μέλη. Οι κανόνες θα ισχύουν για τους παρόχους υπηρεσιών 
φιλοξενίας που προσφέρουν υπηρεσίες στην ΕΕ, ανεξάρτητα από το αν έχουν την κύρια έδρα τους 
στα κράτη μέλη. Οι πάροχοι φιλοξενίας οφείλουν να απομακρύνουν κάθε τέτοιο υλικό μέσα σε 
μία ώρα από τη στιγμή της ενημέρωσής τους από τις αρμόδιες εθνικές αρχές ελέγχου ψηφιακής 
ασφάλειας. Το ενδιαφέρον εντοπίζεται στη δυνατότητα που πλέον διαθέτουν οι πάροχοι λήψης 
εξειδικευμένων μέτρων προκειμένου να αποτρέψουν τη διάδοση τρομοκρατικού περιεχομένου. Η 






18 Βλ. αναλυτικά European Parliament, press release, Digital Services: managing harmful content while protecting 
freedom of expression, 1.10.2020, https://www.europarl.europa.eu/news/el/press-
room/20200925IPR87926/digital-services-managing-harmful-content-while-protecting-freedom-of-expression.  
19 Ολόκληρο το προσχέδιο του Κανονισμού είναι διαθέσιμο στην επίσημη ιστοσελίδα 
https://data.consilium.europa.eu/doc/document/ST-14308-2020-REV-1/el/pdf.  
20 Βρίσκεται στο στάδιο δεύτερης εξέτασης από το Ευρωπαϊκό Κοινοβούλιο, ύστερα από την πρώτη (προσωρινή) 
συμφωνία που επετεύχθη για την υιοθέτηση του αρχικού κειμένου με το Συμβούλιο στις 10 Δεκεμβρίου 2021. 
21 Βλ. αναλυτικό σχολιασμό ως προς τον υπό διαβούλευση Κανονισμό σε 
https://www.consilium.europa.eu/el/press/press-releases/2021/03/16/terrorist-content-online-council-adopts-
new-rules/.  
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Επίλογος- Συμπεράσματα 
Η ενδελεχής ανάλυση που προηγήθηκε κατέδειξε μια σαφή τάση μεταστροφής της 
ευθύνης για τον έλεγχο του περιεχομένου στο διαδίκτυο. Ενώ αρχικά υπήρχε μια καταρχήν 
απαλλαγή των παρόχων υπηρεσιών από την υποχρέωση επιτήρησης του υλικού που αναρτάται, 
με την απόφαση Delfi σημειώνεται μετακύλιση ή τουλάχιστον μετριασμός αυτής της ευθύνης. 
Εφεξής, ιδιαίτερα μάλιστα με τις τελευταίες νομοθετικές εξελίξεις, οι πάροχοι οφείλουν να 
συμμετέχουν ενεργά και αποφασιστικά προς την αποτροπή κυκλοφορίας παράνομου και 
βλαβερού υλικού. Τεχνολογικοί μηχανισμοί, τεχνητή νοημοσύνη και πληροφοριακά εργαλεία 
τίθενται πλέον στη διάθεση των παρόχων, με γνώμονα την ενίσχυση της ψηφιακής ασφάλειας και 
της αποτροπής της ασυδοσίας.  
Εντούτοις, τα πρόσφατα γεγονότα των εξεγέρσεων στο Καπιτώλιο στις ΗΠΑ και ο 
αποκλεισμός του Ντόναλτ Τραμπ από τα μέσα κοινωνικής δικτύωσης κατόπιν μονομερούς 
πρωτοβουλίας των μέσων, γέννησαν εύλογα ερωτήματα τόσο ως προς τα όρια της ελευθερίας 
έκφρασης στο διαδίκτυο όσο και ως προς τις εξουσίες των ιδιωτικών κολοσσών που παρέχουν 
υπηρεσίες πρόσβασης και φιλοξενίας στο ίντερνετ. Χαρακτηριστικές είναι οι προτροπές αρκετών 
μελών του Ευρωπαϊκού Κοινοβουλίου ενόψει της διαβούλευσης για την υιοθέτηση του πακέτου 
για τις ψηφιακές υπηρεσίες22. Εκείνο που προτείνεται επιτακτικά είναι η ψήφιση νόμων και όχι η 
εφαρμογή κατευθυντήριων γραμμών και οδηγιών από διαδικτυακές πλατφόρμες, προκειμένου να 
διασφαλιστεί ποιοτικά η δημοκρατία στα μέσα κοινωνικής δικτύωσης. Όπως χαρακτηριστικά 
ειπώθηκε από ορισμένους Ευρωβουλευτές οι αποφάσεις για την απόσυρση υλικού δεν πρέπει να 
στηρίζονται σε αλγόριθμους και υπολογιστικές μεθόδους, αλλά να αποτελούν προϊόν αξιολόγησης 
με βάση κοινωνικές και πολιτικές συνθήκες. Η ελευθερία της έκφρασης θα πρέπει να είναι ο 
κανόνας και η εισαγωγή περιορισμών στην άσκηση του δικαιώματος η εξαίρεση. Ειδάλλως, οι 
 
22 Βλ. ενδεικτικά Social media and democracy : we need laws, not platform guidelines, διαθέσιμο στην επίσημη 
ιστοσελίδα του Ευρωπαϊκού Κοινοβουλίου 
https://www.europarl.europa.eu/news/en/headlines/society/20210204STO97129/social-media-and-democracy-
we-need-laws-not-platform-guidelines.  
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πάροχοι θα έχουν τη δυνατότητα να αφαιρούν οποιοδήποτε περιεχόμενο κριθεί «ύποπτο» ή 
«επικίνδυνο», χωρίς καμία προηγούμενη αξιολόγηση, προκειμένου να αποφύγουν δυσάρεστες 
συνέπειες, όπως δικαστικές αγωγές και επίρριψη ευθυνών.  
Εν κατακλείδι, εκείνο που προκύπτει ως αδιαμφισβήτητη ανάγκη είναι η θέσπιση σαφούς, 
ολοκληρωμένου και δίκαιου μηχανισμού διακυβέρνησης του διαδικτύου. Στη σύγχρονη ψηφιακή 
εποχή η συμμετοχή των παρόχων υπηρεσιών πρόσβασης και φιλοξενίας στο διαδίκτυο στη 
διακυβέρνηση του κυβερνοχώρου κρίνεται τόσο αναπόφευκτη και λογική όσο και επιβεβλημένη. 
Εξάλλου, από τη στιγμή που ενεργούν και ως πομποί ειδήσεων συνακόλουθη θεωρείται και η 
ευθύνη τους.  
Η τεχνητή νοημοσύνη και τα οφέλη της τεχνολογικής επιστήμης πρέπει να τίθενται προς 
αξιοποίηση για τη δημιουργία ενός ασφαλούς ψηφιακού περιβάλλοντος με κέρδη για όλους, τόσο 
για τους χρήστες όσο και τις εταιρίες. Ωστόσο, έννοιες όπως «βλαβερό» και «επικίνδυνο» 
περιεχόμενο εμπεριέχουν πάντοτε μια υποκειμενική διάσταση, ένα ασαφές και αόριστο νόημα και 
αλλάζουν τόσο χρονικά όσο και από τόπο σε τόπο. Ως εκ τούτου, απαιτείται η ανθρώπινη 
παρέμβαση ώστε να αποδοθεί πλήρης και αποτελεσματική εξέταση της κάθε περίπτωσης. Η εκ 
προοιμίου απομάκρυνση ή απαγόρευση ανάρτησης ιδεών και απόψεων στη βάση αλγορίθμων και 
υπολογιστικών μεθόδων κρίνεται τόσο αυθαίρετη όσο και επικίνδυνη. Θέτει σε κίνδυνο όχι μόνο 
τον πυρήνα του δικαιώματος της ελευθερίας έκφρασης αλλά και τις ίδιες τις αρχές λειτουργίας 
του διαδικτύου, όπως την οικουμενικότητα, ουδετερότητα και ανοικτότητά του23.  
 
23 Οι αρχές διακυβέρνησης του διαδικτύου διατυπώθηκαν με τη διακήρυξη της Επιτροπής Υπουργών του 
Συμβουλίου της Ευρώπης της 21ης Σεπτεμβρίου 2011 και έκτοτε επιδέχονται επικαιροποίησης και προσαρμογής 
στις εκάστοτε τεχνολογικές εξελίξεις και κοινωνικές συνθήκες. Βλ. σχετικά την εν λόγω διακήρυξη σε 
https://www.coe.int/en/web/freedom-expression/committee-of-ministers-adopted-texts/-
/asset_publisher/C10Tb8ZfKDoJ/content/declaration-by-the-committee-of-ministers-on-internet-governance-
principles-adopted-on-21-september-2011?_101_INSTANCE_C10Tb8ZfKDoJ_viewMode=view/.  
