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Het aantal beschermingsbewind of meerderjarigenbewind zaken is de afgelopen jaren behoorlijk 
toegenomen. De toename van het aantal mensen in beschermingsbewind kent verschillende oorzaken. 
Onder meer de huidige economische situatie, de vergrijzing, de complexiteit van de 
huishoudadministratie, de aanscherping van de regels bij bijvoorbeeld banken en zorginstellingen en 
de versobering van andere regelingen waarmee hulp werd geboden aan mensen die zelf niet meer uit 
hun financiële problemen komen, spelen daarbij een rol. Het komt ook voor dat gemeenten en/of 
ketenpartners actief doorverwijzen naar het beschermingsbewind, bijvoorbeeld omdat de 
schuldhulpverlenende en andere instellingen de specifieke vragen en behoeften niet aan kunnen. Het 
aantal verzoekschriften tot beschermingsbewind nam in de periode 2009 tot en met 2013 van ruim 
drieduizend zaken naar gemiddeld zevenduizend per jaar toe.1 
 
Het meerderjarigenbewind is sinds jaren onderwerp van media-aandacht. In programma’s zoals 
Zembla, Meldpunt en het NOS-journaal werden in 2008, 2010 en 2016 zaken aan het licht gebracht 
waarin de bewindvoerder zijn taak niet naar behoren had volbracht.2 Ook is het meerderjarigenbewind 
onderwerp van onderzoek geweest in 2011 en 2014.3   
De twee belangrijkste door onderzoek gesignaleerde bestaande problemen waren: 
1. Verduistering van gelden, het afleggen van een valse rekening en verantwoording en het  
ongeoorloofd uitlenen van gelden toebehorende aan de rechthebbende.  
2. De bewindvoerder voert geen adequaat bewind en verzaakt zijn taak. 
 
Deze problemen gaven aanleiding tot een wetswijziging meerderjarigenbewind waarin, naast een 
aantal maatregelen op het gebied van kwaliteitseisen, aan de kantonrechter vergaande bevoegdheden 
met betrekking tot inbeslagname middels het betreden van plaatsen zijn toebedeeld in het kader van 
zijn toezichthoudende taak.4 In de aanbevelingen over deze wetswijziging van het Landelijk Overleg 
Vakinhoud Civiel en Kanton (LOVCK)5 leggen de kantonrechters de lat voor zichzelf hoog en mikken 
op een zeer zorgvuldige uitvoering van deze maatregelen. Zij hebben in hun aanbevelingen ook op het 
gebied van het procesrecht een aanmerkelijk ruimere regeling geschapen dan de wet oplegt. Het is dan 
ook een grote zorg of de kantonrechters de tijd en de middelen hebben en zullen krijgen om in het 
explosief groeiend aantal beschermingszaken recht te doen aan de eisen die de wetgever en de 
internationale verdragen daaraan stellen.6  
 
Deze wetswijziging kan dan ook een aantal nieuwe problemen in het leven roepen. Twee voor mij 
voorstelbare nieuwe problemen, vanuit het perspectief privacybescherming, als gevolg van de 
                                                            
1 Lankhorst 2016 paragraaf 1. 
2 ‘Zembla’, VARA/NPS, 16 november 2008; ‘Meldpunt’, Omroep MAX 9 december 2010; NOS 20.00 uur journaal, NOS 15 november 2010. En E. 
Boelhouwer, de bewindvoerder maakt er een potje van’, Nederlands Dagblad, 4 oktober 2010, NRC 3 mei 2016, Telegraaf 23 augustus 2016. 
3 Vasquez Gutierrez 2014 en Sneep 2011. 
4 Zie: Wet wijziging curatele, beschermingsbewind en mentorschap, Stb.2013, 414. 
5 Te raadplegen op www.rechtspraak.nl; zie ook T&C 2014 Personen= en Familierecht p. 1751-1803.  
6 Lieber 2015, p. 466-469. 
5 
 
wetswijziging inzake meerderjarigenbewind, vormen voor mij de aanleiding tot het doen van 
onderzoek naar de toezichthoudende bevoegdheden van de kantonrechter in het kader van het 
beschermingsbewind. Dit betreft:  
1. Schending van het grondrecht van privacy van de bewindvoerder en strijd met de Wet    
        bescherming persoonsgegevens (Wbp) en de EU privacy verordening (rechtstreekse werking) 
2. Het gebrek aan controle op de toezichthoudende taak van de kantonrechter. 
 
Onder toezicht wordt door mij verstaan het voorkomen van maatschappelijk ongewenste effecten.  
Toezicht in het kader van meerderjarigenbewind is gericht op de bescherming van de belangen van de 
onder bewind gestelde, de rechthebbende. Dit komt enerzijds tot uiting via het toezicht door de 
kantonrechter op de kwaliteitseisen waaraan de bewindvoerder dient te voldoen. Voldoet de 
bewindvoerder aan deze eisen dan is hij benoembaar. Anderzijds is het toezicht door de kantonrechter 
gericht op de financiële situatie van rechthebbende, via de jaarlijkse af te leggen rekening en 
verantwoording door de bewindvoerder. Hiermee worden de financiële belangen van de onder 
bewind gestelde behartigd. Het is dan ook van belang dat de kantonrechter de doelstellingen van het 
meerderjarigenbewind in de praktijk kan handhaven. 
 
Opbouw en onderzoeksmethode  
In hoofdstuk 1 wordt een korte beschrijving gegeven van het begrip privacy en de vereisten die de 
Wbp en de EU privacy verordening daaraan stellen. Vervolgens wordt in hoofdstuk 2 een schets 
gegeven van de toezichthoudende taak van de kantonrechter. Hoofdstuk 3 betreft een interne 
rechtsvergelijking tussen de curator in faillissementen en de officier van justitie in het strafrecht. De 
keuze voor deze rechtsvergelijking vloeit voort uit de onderzoeksvraag of er grondrechten van privacy 
worden geschonden. In het licht van het voorgaande wordt onderzocht welke waarborgen gelden voor 
vergelijkbare inbreuken op een fundamenteel recht en daarmee een grondrecht van privacy. Gekozen 
is voor de methodologie volgens Oderkerk, waarbij een norm uit het ene deelrechtsgebied wordt 
vergeleken met de norm uit een ander deelrechtsgebied.7 Zowel in het geval van een faillissement als 
bij toepassing van opsporingsbevoegdheden bestaat er een spanningsveld tussen enerzijds het belang 
van bescherming van het grondrecht van privacy en anderzijds het belang van de schuldeisers inzake 
de afwikkeling van het faillissement dan wel de toepassing van opsporingsbevoegdheden in het geval 
van verdenking van het begaan van een strafbaar feit. Het onderzoek besluit in hoofdstuk 4 met mijn 
conclusies en aanbevelingen met betrekking tot de toezichthoudende taak van de kantonrechter vanuit 
het perspectief van privacybescherming.  
 
Om de centrale vraagstelling te kunnen beantwoorden, zullen in dit onderzoek zowel bronnen uit het 
civiele, strafrecht als het faillissementsrecht worden geanalyseerd door middel van bestudering van 
                                                            
7 Oderkerk 1999. 
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literatuur, wetsartikelen, jurisprudentie en andere publicaties. Bovendien zijn er enkele gesprekken 
gevoerd met kantonrechters, officieren van justitie en curators over hoe in de praktijk invulling wordt 
gegeven aan de bepalingen met betrekking tot inbeslagname middels het betreden van plaatsen. Deze 
gesprekken zijn niet maatgevend voor het onderzoek, maar enkel beeldvormend.  
 
Centrale vraagstelling: 
‘Worden er door de ruime bevoegdheden die zijn toebedeeld aan de kantonrechter, het leggen van 
beslag op bescheiden middels het betreden van plaatsen, zoals neergelegd in artikel 448 lid 5 van 
Boek 1 Burgerlijk Wetboek, grondrechten van privacy, zoals neergelegd in artikel 8 van de Wet 
Bescherming persoonsgegevens en de EU Verordening ter zake gegevensbescherming, geschonden?’ 
 
Om de centrale vraagstelling te beantwoorden worden de volgende onderzoeksvragen beantwoord: 
1. Worden er door de kantonrechter als gevolg van inbeslagname van goederen en bescheiden 
middels het betreden van plaatsen op grond van artikel 1:448 lid 5 van het Burgerlijk Wetboek 
grondrechten van privacy van de bewindvoerder geschonden?  
2. Welke waarborgen gelden er binnen andere deelgebieden van het Nederlandse recht tegen 
mogelijke schendingen van grondrechten van privacy?  
a. Onderzoek naar de controle op de bevoegdheden van de faillissementscurator met 
betrekking tot inbeslagname van goederen en bescheiden middels het betreden van 
plaatsen. 
b. Onderzoek naar de controle op de bevoegdheden van de officier van justitie in het 
strafrecht met betrekking tot inbeslagname van goederen en bescheiden middels het 





HOOFDSTUK 1 GRONDRECHT VAN PRIVACY 
 
INLEIDING  
In dit hoofdstuk wordt een uiteenzetting van het grondrecht van privacy gegeven. Allereerst wordt 
een verkennend onderzoek gedaan op het gebied van privacy en de gevolgen van de snelle 
technologische ontwikkelingen waardoor een toename van wetgeving op het gebied van privacy- en 
gegevensbescherming is ontstaan. Vervolgens wordt een uiteenzetting gegeven van de wetgeving op 
Europees en nationaal niveau. Daarbij wordt met name aandacht besteed aan de recent in werking 
getreden EU-regelgeving met betrekking tot gegevensbescherming. In het kader van mijn onderzoek 
is het van belang om in het bijzonder aandacht te besteden aan de wettelijke vereisten die worden 
gesteld aan de inbeslagname van bescheiden, al dan niet middels het betreden van plaatsen. 
Inbeslagname kan immers een inbreuk op het grondrecht van privacy met zich brengen, omdat het 
veelal om privacygevoelige gegevens gaat en de overheid zich dient te onthouden van inmenging in 
de persoonlijke levenssfeer. In het licht van het voorgaande wordt inzichtelijk gemaakt dat het aan de 
nationale wetgever is om waarborgen te stellen tegen een mogelijke inbreuk op een fundamenteel 
recht en daarmee een grondrecht van privacy. Opgemerkt kan worden dat door de toenemende greep 
van de overheid op onze privacy er behoefte is ontstaan aan meer bescherming van 
persoonsgegevens.  
 
1. Privacy: een verkennend onderzoek 
Artikel 10 van de Grondwet bepaalt: 
1. Ieder heeft, behoudens bij of krachtens de wet te stellen beperkingen, recht op eerbiediging van zijn 
persoonlijke levenssfeer.  
2. De wet stelt regels ter bescherming van de persoonlijke levenssfeer in verband met het vastleggen en 
verstrekken van persoonsgegevens.  
3. De wet stelt regels inzake de aanspraken van personen op kennisneming van over hen vastgelegde gegevens 
en van het gebruik dat daarvan wordt gemaakt, alsmede op verbetering van zodanige gegevens.  
Een individu dat op een onbewoond eiland is aangespoeld, zal aan de bescherming zijn privacy geen 
prioriteit toekennen, deze wordt immers niet bedreigd.8 Het gaat bij de bescherming van de privacy 
met andere woorden altijd om de verhouding tussen een individu (of een aantal individuen) aan de ene 









We komen verschillende definities van privacy tegen, waaronder:9 
1.  Persoonlijke vrijheid; het ongehinderd alleen, in eigen kring of met een partner ergens kunnen 
vertoeven, gelegenheid om zich af te zonderen, om storende invloeden van de buitenwereld te ontgaan. 
2. Persoonlijke vrijheid en het recht om geen last te hebben van andere mensen. 
 
Privacy kan dus worden omschreven als het recht om met rust te worden gelaten. De wet stelt om die 
reden dan ook eisen aan de inbeslagname middels het betreden van plaatsen.   
 
De bescherming van privacy heeft de laatste decennia een ongekende aandacht gekregen. Enerzijds 
doet de voortgang van de individualisering, al dan niet beschouwd als voortgang der beschaving, de 
betekenis van de privacy toenemen.10 Anderzijds neemt de maatschappelijk druk in bepaalde 
opzichten toe en zorgen nieuwe technologieën voor nieuwe bedreigingen van de privacy. Zo schrijft 
Nieuwenhuis: “Individualisering of niet, de bemoeienis van de overheid wordt er niet minder op. 
Indien kennis macht is, neemt de overheidsmacht door het vergaren van grootschalige hoeveelheden 
gegevens aanmerkelijk toe.”11 Deze grootschalige gegevensverzameling is het gevolg van het feit dat 
burgers tegenwoordig overal digitale sporen achterlaten waar met nieuwe technieken vérgaande 
gevolgtrekkingen aan zijn te verbinden: dit is onderdeel van de belofte van big data.12 Big Data kan 
niet eenduidig worden omschreven, maar volgens Gartner gaat het hierbij om drie factoren, te weten 
de hoeveelheid data, de snelheid waarmee ze binnenkomt en de diversiteit van de data.13 Deze factoren 
van de Big Data staan evident met elkaar in verbinding. In het preadvies van de Nederlandse 
Juristenvereniging 2016 schrijft Tjong Tjin Tai dan ook terecht: “Weliswaar is niet gezegd dat al die 
data perfect ieder individu beschrijven en voorspellen: het gaat om globale verbanden die in concrete 
gevallen niet op hoeven te gaan. Dit roept onbehagen op.” Volgens Van Hoboken ontstaat er vrees 
voor een totale controle door de overheid.14 De verdediging van de vrijheid tegen de overheid spitst 
zich dan ook terecht toe op de bescherming van persoonsgegevens. Het belang van het grondrecht van 
privacy verzet zich dan ook tegen het kennisnemen van informatie die slechts voor bepaalde personen 
is bedoeld. In een informatiesamenleving waarin communicatie grotere vormen aanneemt, zal het 
belang om communicatie tegen ongenode blikken van de overheid of van andere burgers af te 
schermen in betekenis toenemen.15  
 
Door deze snelle technologische ontwikkelingen en de opkomst van internet en social media, is 
er een enorme groei aan wereldwijde informatiestromen. Deze ontwikkelingen brengen met zich 
dat het steeds moeilijker wordt om bescherming van persoonsgegevens te garanderen. Dit speelt 
                                                            
9 http://www.encyclo.nl/begrip/privacy. 
10 Warren & Brandeis 1984 p. 75 e.v.  
11 Nieuwenhuis 2001, p. 23.  
12 Mayer-Schönberger & Cukier (2013), Kool, Timmer & Van Est (2015). 
13 Gartner is een onderzoeks- en adviesbureau in de informatietechnologie. 
14 Van Hoboken 2012. 
15 Nieuwenhuis 2001, p.24. 
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vooral bij het verwerken van persoonsgegevens online, nu het in de praktijk lastig blijkt om foutieve 
informatie definitief te verwijderen.16 Het waarborgen van de persoonsgegevensbescherming, ook wel 
aangeduid als de informationele privacy, is daarom van vitaal belang. Zowel bezit als gebruik zijn 
twee belangrijke bouwstenen om privacybescherming van burgers te verwezenlijken. Het gaat daarbij 
om data en digitale objecten zoals domeinnamen, virtuele objecten in spelomgevingen. Verder bestaan 
er pseudoniemen voor blogs, twitter en dergelijke, die vergaande privaatrechtelijk erkenning 
behoeven. Privacybescherming kan ook een obstakel vormen indien geweigerd wordt 
persoonsgegeven prijs te geven, om reden van privacy bezwaren.17    
 
Geconstateerd kan worden dat het bestaan van een bepaalde behoefte, sociale domeinen, bezorgdheid 
over beeldvorming in de media en bezorgdheid over de verwerking van persoonsgegeven door de 
overheid niet automatisch zorgt voor een recht op privacy. Daarvoor is erkenning in het recht nodig.   
 
1.1  Privacy: op Europees niveau  
Nu in de vorige alinea is geconstateerd dat een recht op privacy verloopt via erkenning in het recht 
betekent dit dat daarvoor Europese wetgeving dient te worden vastgesteld. Om die reden zal in deze 
paragraaf de bescherming van de persoonlijke levenssfeer op Europees niveau worden beschreven. Dit 
grondrecht is op Europees niveau erkend vanwege de vastlegging in diverse wetgevingsverdragen18, 
richtlijnen19 en verordeningen20. Binnen de Europese rechtsorde hebben privacybescherming en de 
bescherming van persoonsgegevens een zelfstandig te benoemen karakter.21 De bescherming van 
natuurlijke personen bij de verwerking van persoonsgegevens is een grondrecht. Krachtens artikel 8, 
lid 1, van het Handvest van de grondrechten van de Europese Unie (het "Handvest") en artikel 16, lid 
1, van het Verdrag betreffende de werking van de Europese Unie (VWEU) heeft eenieder recht op 
bescherming van zijn persoonsgegevens. Twee belangrijke wetgevingsinstrumenten worden daartoe 
nader besproken in de volgende alinea’s. 
 
EU regelgeving bescherming van persoonsgegevens 
Medio jaren negentig is de wetgeving die de informationele privacy van individuen beschermt binnen 
de Europese Unie (EU) gebaseerd op EU Richtlijn 95/46/EG: de richtlijn met betrekking tot de 
bescherming van persoonsgegevens. Deze Richtlijn vormt de grondslag voor de primaire regelgeving 
met betrekking tot de bescherming van persoonsgegevens binnen de EU. Elke lidstaat van de EU 
maakt gebruik van deze grondslag en baseert daarop zijn lokale wetgeving voor de bescherming van 
persoonsgegevens. In Nederland heeft die implementatie plaatsgevonden middels de Wet bescherming 
persoonsgegevens (Wbp). Tussen 1995 en nu is de samenleving steeds meer gedigitaliseerd, bestaat er 
                                                            
16 Tjong Tjin Tai 2016, p. 50. 
17 Tjong Tjin Tai 2016, p. 248. 
18 Verdrag tot bescherming van personen met betrekking tot de geautomatiseerde verwerking van persoonsgegevens, Raad 
van Europa, 28 januari 1981, Trb. 1988, 7. 
19 Richtlijn 95/46/EG Pb EG 1995 L 281/31.  
20 Verordening (EU) 2016/679, 27 april 2016. Gepubliceerd in Pb EU L119 d.d. 4 mei 2016. 
21 Verklaring van het Europees Parlement van 12 april 1989 (Pb. EG 1989, C 120/51). 
10 
 
een toename in dataverkeer en ontwikkelt de technologie zich steeds sneller. De wetgeving op het 
gebied van de bescherming van persoonsgegevens was dan ook aan vernieuwing toe.  
 
Na drie jaar onderhandelen is er een akkoord bereikt over nieuwe algemene regels voor 
privacybescherming die in de gehele Europese Unie gaan gelden. De komende twee jaren gelden als 
inwerktijd, waarna in 2018 de verordening in de gehele EU van kracht wordt. Daarnaast is men 
akkoord over een aparte richtlijn voor het gebruik van persoonsgegevens voor opsporing en 
vervolging van misdrijven. ‘Privacy by design’ zoals neergelegd in artikel 23 van de verordening, 
moet de standaard worden. Dat betekent dat in situaties met een grote impact op de privacy van 
personen, het verplicht wordt om risicoanalyses uit te voeren door middel van zogeheten privacy 
impact assessments, zoals bepaalt in artikel 33 van de verordening. Het doel van privacy by design is 
het optimaliseren van de beveiliging van persoonsgegevens. Dat kan plaatsvinden door na te denken 
over de noodzakelijkheid van het opslaan van deze gegevens. Welke gegevens zijn echt nodig om op 
te vragen en welke niet? Ook dient er rekening te worden gehouden met opslag, wijziging en 
verwijdering van de opgevraagde gegevens. 
 
De verordening zal de belangrijkste wet zijn op het gebied van bescherming van persoonsgegevens 
binnen heel de EU en zal op termijn de Nederlandse Wbp gaan vervangen.22 In tegenstelling tot een 
richtlijn die moet worden geïmplementeerd heeft de verordening namelijk rechtstreekse werking. De 
verordening bestrijkt een aantal belangrijke vraagstukken en geeft een overzicht van de rechten van de 
betrokkene, dat wil zeggen een  natuurlijk persoon van wie de persoonsgegevens worden verwerkt. 
Met deze versterkte rechten kan een persoon meer controle over zijn persoonsgegevens krijgen.  
 
De nieuwe EU-regels lijken redelijk aan te sluiten bij de Wbp. Zo is in artikel 5 van de verordening 
bepaalt dat gegevens slechts mogen worden opgevraagd en bewaard zolang ze strikt noodzakelijk zijn 
voor specifieke en concreet bepaalde doeleinden. Ook de grondslag waarop gegevens mogen worden 
verwerkt, lijkt op de Nederlandse situatie. Zo bepaalt artikel 6 van de verordening dat er 
ondubbelzinnig toestemming door betrokkene dient te worden gegeven. Ook bepaalt artikel 6 dat 
gegevens slechts mogen worden gebruikt als dat nodig is voor het uitvoeren van een contract of voor 
de overheid voor het uitvoeren van haar wettelijke taken. Daarnaast voorziet de verordening in een 
meer eenvoudigere toegang voor de betrokkene tot zijn persoonsgegevens en het recht op rectificatie 
van die gegevens. Wellicht het meest belangrijke recht is wel het 'recht om vergeten te worden', 
oftewel het recht van een persoon om zijn persoonsgegevens te laten verwijderen. Dit is in artikel 17 
van de verordening opgenomen.23  
 
                                                            




Nederland heeft ten behoeve van artikel 6 van de verordening een uitzonderingsbepaling opgenomen 
die tot nu toe niet toegestaan is onder de Wbp. Door deze uitzonderingsbepaling mag de overheid 
zonder toestemming van betrokkene gegevens die voor een bepaald omschreven doel zijn opgevraagd, 
ook voor andere doeleinden gaan gebruiken. Op dit moment is daar nog de uitdrukkelijke toestemming 
van de betrokkenen voor nodig. Dat houdt in dat overheden (en andere organisaties) zich dus niet meer 
aan het principe van een gerechtvaardigd belang - doelbinding - hoeven te houden. Dat kan tot gevolg 
hebben dat bijvoorbeeld informatie opgevraagd door de gemeente zomaar door de centrale overheid 
voor een ander doel kan worden gebruikt. Het enige vereiste daarvoor is dat de overheid het wettelijk 
moet vastleggen. Dat kan betekenen dat hierdoor de vereisten van de Wbp op een cruciaal punt buiten 
spel worden gezet en kunnen waarborgen waarop een persoon een beroep kan doen, worden omzeild.  
 
Ook voor fraudebestrijding is de overheid op zoek naar manieren om gegevens op onbeperkte wijze te 
kunnen koppelen, zodat één profiel van een persoon kan worden geschetst. Minister Van der Steur is 
hieromtrent bezig met de Verkenning kaderwet gegevensuitwisseling. Volgens hem zou deze 
omkering nodig zijn voor "toezicht op de naleving van wettelijke voorschriften en de handhaving van 
de openbare orde en veiligheid [..], alsmede de voorkoming, opsporing en vervolging van strafbare 
feiten".  
 
Zowel de Privacy Barometer als het College Bescherming Persoonsgegevens (tegenwoordig Autoriteit 
Persoonsgegevens) wezen erop dat het idee om één profiel te maken wettelijk niet is toegestaan.24  
Volgens de Autoriteit Persoonsgegevens staat deze voorgenomen kaderwet "op gespannen voet" met 
de Wet bescherming persoonsgegevens. Ook staan nieuwe Europese regels, die waarschijnlijk dit jaar 
van kracht worden, deze ongebreidelde uitwisseling van gegevens niet toe. De oppositie (D66 en SP) 
staat kritisch tegenover de plannen van Minister Van der Steur en vraagt om de noodzaak van deze 
kaderwet aan te geven. Ook stelt de oppositie de vraag aan de Minister of een nieuwe kaderwet wel 
past binnen de Europese regels en daarnaast welke rechten burgers krijgen voor inzage of correctie van 
gegevens onder een dergelijke kaderwet. De Nederlandse Orde van Advocaten heeft op het moment 
van schrijven nog geen standpunt kenbaar gemaakt.  
 
Europees Hof voor de Rechten van de Mens 
In de vorige alinea is de bescherming van persoonsgegeven aan de orde gesteld. Het recht op 
bescherming van persoonsgegevens maakt deel uit van het recht op privéleven, oftewel het recht op 
privacy. Door het Europees Hof voor de Rechten van de Mens (hierna: EHRM) wordt het grondrecht 
van persoonlijke levenssfeer gewaarborgd, namelijk in artikel 8 van het Europees Verdrag voor de 






Artikel 8 EVRM bepaalt: 
1. Eenieder heeft recht op respect voor zijn privéleven, zijn familie- en gezinsleven, zijn woning en zijn 
correspondentie. 
2. Geen inmenging van enig openbaar gezag is toegestaan in de uitoefening van dit recht, dan voor zover bij de 
wet is voorzien en in een democratische samenleving noodzakelijk is in het belang van de nationale veiligheid, 
de openbare veiligheid of het economisch welzijn van het land, het voorkomen van wanordelijkheden en 
strafbare feiten, de bescherming van de gezondheid of de goede zeden of voor de bescherming van de rechten en 
vrijheden van anderen.  
 
Het klassieke privacy-begrip is daarmee vervangen door een meer omvattend begrip. De reikwijdte 
hiervan is echter niet gemakkelijk aan te geven. Het ongerechtvaardigde karakter en de mate waarin 
overheidshandelen ingrijpt in persoonlijke levenssfeer zijn dan ook beslissend voor de 
toepasselijkheid.  Het begrip persoonlijke levenssfeer kent de nodige overeenkomsten met de 
vergelijkbare op nationaal niveau vastgelegde grondrechten. Artikel 8 van het EVRM bepaalt dat een 
inbreuk op een fundamenteel recht zowel een basis moet hebben in het nationaal recht als in 
overeenstemming moet zijn met het verdragsprincipe; het recht moet aan bepaalde kwaliteitseisen 
voldoen. De term ‘bij wet voorzien’ in artikel 8 van het EVRM dekt namelijk ook lagere regelingen en 
zelfs het ongeschreven recht. Bij toetsing aan het nationaal recht wordt gelet op zowel geschreven als 
ongeschreven recht waarbij ook jurisprudentie wordt gezien als onderdeel van het nationaal recht. Dit 
moet ertoe leiden dat de burger beter wordt beschermd tegen willekeurig optreden van de overheid. 
Naast een negatieve verplichting (de overheid moet zich onthouden van inmenging) zijn er ook 
positieve verplichtingen uit het recht op privacybescherming afgeleid (de overheid moet actief 
optreden om het recht te waarborgen).25 
In het licht van vorenstaande is een interessant arrest van het EHRM Von Hannover/BRD II.26  De 
centrale vraag in deze zaak is of de media entertainmentnieuws (foto’s) mogen publiceren of dat er 
sprake is van een ontoelaatbare inbreuk op Caroline Von Hannover’s recht op respect voor haar 
privéleven zoals bedoeld in artikel 8 EVRM. Dit arrest bevestigt dat de vraag of een publicatie 
bijdraagt aan een “debate of general interest” (wat overigens niet het beslissende criterium is, maar 
een essentieel criterium, zoals Von Hannover II leert) heel ruim moet worden geïnterpreteerd. Het Hof 
wijst er nog eens op dat de Von Hannovers publieke figuren zijn en zij daarom niet op dezelfde 
bescherming van hun persoonlijke levenssfeer kunnen rekenen als normale burgers. Al met al kon de 
Duitse rechter terecht oordelen dat de rechten van Von Hannover zoals die zijn vastgesteld in artikel 8 
EVRM niet ontoelaatbaar zijn geschonden en dat de publicatie niet onrechtmatig was. 
                                                            
25 Artikel 8 EVRM. 
26 Zie bijvoorbeeld de zaak EHRM 24 juni 2004, zaaknrs. 40660/08 en 60641/08, r.o. 57 (Von Hannover t. Duitsland) en EHRM 7 februari 2012, zaaknrs. 
40660/08 and 60641/08 (Von Hannover/BRD II).  
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Gelet op de steeds verdergaande digitalisering en snellere ontwikkeling van technologieën is de vraag 
of de bestaande wetgeving aanpassing behoeft. De EU is het na lange tijd eens geworden over een 
nieuwe verordening op het gebied van gegevensbescherming. Eveneens is het klassieke privacy 
begrip vervangen door het meeromvattende begrip persoonlijke levenssfeer, neergelegd in het 
EVRM. Aangezien burgers steeds meer digitale sporen nalaten en er nieuwe technieken worden 
ontwikkeld die vergaande gevolgen hebben voor de privacy, wordt het steeds moelijker om dergelijke 
gegevens te beschermen. Het is aan de nationale wetgever om zorg te dragen voor waarborgen om 
een inbreuk op een fundamenteel recht en daarmee een grondrecht van privacy te voorkomen.  
 
1.2. De Wet bescherming persoonsgegevens 
Op basis van de Grondwet dient de nationale wetgever regels te stellen met betrekking tot de 
inbeslagname van persoonsgegevens zodat daarmee de persoonlijk levenssfeer van de burger wordt 
beschermd. Daarom zal nu de belangrijkste nationale wet op dat gebied worden besproken. De 
belangrijkste van deze nationale regels zijn neergelegd in de thans geldende Wet bescherming 
persoonsgegevens (hierna: Wbp). Allereerst zal een korte uiteenzetting van het daartoe ingestelde 
toezichthoudend orgaan worden gegeven. In het kader van dit onderzoek wordt met name aandacht 
besteed aan de kwestie of de Wbp voldoende waarborgen biedt voor betrokkenen. Relevant is om 
daarvoor de wettelijke vereisten die worden gesteld aan de inbeslagname middels het betreden van 
plaatsen uiteen te zetten. Interessant is om in het kader van dit rechtsvergelijkend onderzoek tussen de 
kantonrechter, curator in faillissementen en de officier van justitie in het strafrecht de kernbegrippen 
noodzaak, gerechtvaardigd belang en fundamenteel recht nader te behandelen, zodat inzicht wordt 
verkregen in de door de wet vereiste belangenafweging bij toepassing van deze bevoegdheden.   
 
1.2.1. Privacygevoelige persoonsgegevens 
Privacybescherming wordt in het dagelijks (bedrijfs-)leven steeds belangrijker. De privacywetgeving 
beweegt daar – langzaam maar zeker – in mee. Hoewel het College bescherming persoonsgegevens 
(hierna: CBP) hiervoor vaak werd aangeduid als een ‘tandeloze tijger’, is daar recent verandering in 
gekomen. Sinds kort heet het CBP de ‘Autoriteit persoonsgegevens’ en worden haar tanden gescherpt: 
de boetebevoegdheden van de Autoriteit worden namelijk aanzienlijk uitgebreid.27 Persoonsgegevens 
zijn alle gegevens aan de hand waarvan een persoon kan worden geïdentificeerd. Hierbij kan men 
denken aan naam- en adresgegevens. Als persoonsgegeven worden ook beschouwd e-mailadressen, 
pasfoto's, vingerafdrukken en bijvoorbeeld IP-adressen van computers. Financiële 
(vermogensrechtelijke) gegevens worden in de regel eveneens als ‘privacygevoelig’ beschouwd. Deze 
gegevens kunnen immers veel over een persoon vertellen. Een sprekend voorbeeld over het 
verstrekken van gegevens is het arrest van de Hoge Raad van 25 november 2005 (ISP Lycos/Pessers). 
                                                            
27 Zie: www.autoriteitpersoonsgegevens.nl. De Autoriteit kan voor overtreding van vrijwel alle verplichtingen uit de Wbp met betrekking tot persoonsgegevens 
boetes uitdelen. Als een overtreding niet opzettelijk of door ernstig verwijtbare nalatigheid is begaan, legt de Autoriteit eerst een ‘bindende aanwijzing’ op 
voordat een boete kan worden opgelegd. 
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Hierin heeft de Hoge Raad geoordeeld over de vraag of ISP Lycos verplicht was de NAW-gegevens 
(naam, adres, woonplaats) van een Lycos-gebruiker te verstrekken die een website had waarop een 
postzegelhandelaar voor fraudeur werd uitgemaakt.28 De Hoge Raad oordeelde dat het niet-verstrekken 
van de NAW-gegevens van de Lycos-gebruiker in strijd was met de zorgvuldigheid die de 
serviceprovider jegens een derde in acht dient te nemen. De afweging van de betrokken belangen van 
de derde, de serviceprovider en de websitehouder (voor zover kenbaar) bracht mee dat het belang van 
de derde behoort te prevaleren. 
 
Als gevolg van deze uitspraak maakte BREIN in korte tijd succesvol gebruik van deze mogelijkheid 
om aanbieders van illegale films aan te pakken.29 Volgens de rechtbank was in dit geval dusdanig 
duidelijk dat sprake was van onrechtmatig handelen door de persoon wiens NAW-gegevens werden 
opgevraagd dat daarmee hun recht op privacy minder zwaar woog. Deze toets is een stuk minder 
zwaar dan de Hoge Raad in het Lycos Pessers arrest gebruikte. Kortom, het leek wel erg eenvoudig te 
worden om NAW-gegevens op te eisen. Een (concrete) verdenking leek in 2008 voldoende. Dat de 
rechtbanken iets te gemakkelijk waren geworden in het oordelen dat NAW-gegevens mogen worden 
vrijgegeven bleek in 2010 toen Ziggo in hoger beroep ging bij het Hof Amsterdam.30 In deze zaak had 
Kim Holland 123video.nl aangesproken omdat een persoon daar op illegale wijze een film van haar 
had geüpload. Kortom, het Hof stelde paal en perk aan de ietwat vrijzinnige uitleg die de rechtbanken 
aan het arrest Lycos/Pessers gaven. In dit licht is de uitspraak van Rechtbank Midden Nederland van 
27 januari 2016 wel te begrijpen. Hier heeft de rechter geoordeeld dat Ziggo niet de NAW-gegevens 
van de abonnee hoeft te verstrekken die volgens de eiser (een bouwbedrijf) bezig was met een 
lastercampagne door het plaatsen van vele anonieme slechte reviews. Hoewel de rechtbanken niet 
bepaald een eenvormige uitleg hadden gegeven aan de Lycos/Pesser-vereisten, is wel komen vast te 
staan dat concreet bewijs van het onrechtmatig handelen van de persoon wiens NAW-gegevens 
worden opgevraagd noodzakelijk is.  
 
Samengevat kan worden gezegd dat er op grond van de rechtspraak van de Hoge Raad sprake dient te 
zijn van een noodzakelijk belang dat het vorderen van gegevens rechtvaardigt. Voorts blijkt dat de 
goederen en bescheiden van een rechthebbende die onder beschermingsbewind is gesteld en die zich 
onder een (voormalig) bewindvoerder bevinden in de regel als privacygevoelige gegevens worden 
beschouwd en derhalve enkel in beslag mogen worden genomen indien daartoe aan de wettelijke 
vereisten van de Wet bescherming persoonsgegevens is voldaan.  
 
1.2.2. Criteria voor inbeslagname persoonsgegevens middels het betreden van plaatsen 
                                                            
28 HR 25 november 2005, ECLI:NL:HR:2005:AU4019  (Lycos/Pessers). 
29 Rechtbank Amsterdam, 24 augustus 2006, ECLI:NL:RBAMS:2006:AY6903. 
30 Hof Amsterdam, 14 december 2010, ECLI:NL:GHAMS:2010:BP7309.  
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De belangrijkste bepalingen uit de Wbp over het rechtmatig omgaan met persoonsgegevens zoals 
neergelegd in artikel 8 van de Wbp zijn als volgt samen te vatten. Persoonsgegevens mogen alleen in 
overeenstemming met de wet en op een behoorlijke en zorgvuldige manier in beslag worden genomen. 
Kortom: ze mogen alleen voor welbepaalde, vooraf uitdrukkelijk omschreven en gerechtvaardigde 
doeleinden in beslag worden genomen en vervolgens alleen voor doeleinden die daarmee verenigbaar 
zijn, worden gevorderd. Degene van wie persoonsgegevens in beslag worden genomen (de 
betrokkene), moet ten minste op de hoogte zijn van de identiteit van de organisatie of persoon die deze 
persoonsgegevens in beslag neemt (de overheid) en van het doel van de inbeslagname.31 Inbeslagname 
middels het betreden van plaatsen kan een inbreuk op het grondrecht van privacy en daarmee een 
fundamenteel recht opleveren. Dit is slechts geoorloofd indien deze noodzakelijk is voor de 
behartiging van een gerechtvaardigd belang van de overheid of van een derde aan wie de gegevens 
worden verstrekt, tenzij het belang of de fundamentele rechten en vrijheden van de betrokkene, in het 
bijzonder het recht op bescherming van de persoonlijke levenssfeer, doorslaggevend zijn.32  
 
Het criterium van de noodzakelijkheid gaat niet zover als onmisbaar, maar betekent wel meer dan 
wenselijk, nuttig, redelijk of toelaatbaar.33 Vaak zal in het kader van de noodzakelijkheid in een 
democratisch samenleving de nadruk liggen op de wijze waarop in het concrete geval uitvoering aan 
de regelgeving wordt gegeven of zal de kwaliteit van de regelgeving worden beoordeeld in verband 
met de inbreuk die daadwerkelijk is gemaakt. Echter, ook betreffende de vraag of een inbreuk in 
overeenstemming is met de wet biedt de regelgeving in het algemeen voldoende waarborgen.34 Dit 
houdt met name in dat moet kunnen worden nagegaan of voldaan is aan het vereiste van 
proportionaliteit (evenredigheid). Een dergelijke controle is bedoeld om misbruik van bevoegdheid 
tegen te gaan.  
 
Om na te gaan of een inbreuk gerechtvaardigd is, dient men de afweging van proportionaliteit en 
subsidiariteit te maken. Er dient een legitiem doel te worden nagestreefd dat daadwerkelijk een belang 
op een inbreuk rechtvaardigt. Wordt met de inzage in en inbeslagname van bescheiden van betrokkene 
een inbreuk gemaakt op belangen of fundamentele rechten van degene wiens gegevens in beslag 
worden genomen. Zo ja, dient dan - afhankelijk van de ernst van de inbreuk - inbeslagname niet 
achterwege te blijven? Kan het legitieme doel dat met de inzage in en inbeslagname van bescheiden 
wordt nagestreefd ook langs andere wegen worden bereikt? Is de inzage in en inbeslagname van 
bescheiden in de mate die is beoogd evenredig aan het nagestreefde doel? Kunnen de belangen 
anderszins of met minder ingrijpende middelen worden gediend, dan is de voorgenomen inbeslagname 
niet toegestaan.35  
                                                            
31 www.wetbeschermingpersoonsgegevens.nl. 
32 Artikel 8 Wbp. 
33 EHRM 25 maart 1983, A61 (Silver e.a./VK), A reeks nr. 61, ro. 97.  
34 EHRM 25 februari 1993 (Funke v. France), BNB 1993/350, met noot Wattel. 





In aanvulling op de eerste afweging (noodzakelijk voor een gerechtvaardigd belang van de overheid), 
waarbij mogelijk de belangen van de betrokkene als onderdeel van een veelheid van belangen reeds 
onder ogen zijn gezien, doet zich nog een afweging voor. Bij deze afweging leggen de belangen van 
de betrokkene (degene van wie de gegevens worden gevorderd) een zelfstandig gewicht in de schaal 
tegenover het belang van de verantwoordelijke (degene die de gegevens opvraagt). Hierdoor wordt 
nog eens extra de nadruk gelegd op het proportionaliteitsvereiste. Deze extra afweging is aan het slot 
van artikel 8 Wbp opgenomen door middel van de zinsnede «tenzij het belang of de fundamentele 
rechten en vrijheden van de betrokkene, in het bijzonder het recht op bescherming van de persoonlijke 
levenssfeer, prevaleert».36 Dit betekent niet dat op voorhand de belangen van de betrokkene zwaarder 
moeten wegen, doch slechts dat een hernieuwde aangescherpte toets zal plaatsvinden, waarbij de 
belangen van de betrokkene persoonlijk moeten worden gewogen. Indien de betrokkene geen belang 
heeft bij de inzage en inbeslagname van bescheiden, behoeft dit niet te betekenen dat daarmee de 
inbeslagname niet is toegestaan. De overheid (of de kantonrechter) en betrokkene kunnen 
tegengestelde belangen hebben bij een inbeslagname van bescheiden.  
 
Opgemerkt kan worden dat op Europees niveau is bepaald dat een inbreuk op een fundamenteel recht, 
en daarmee het grondrecht van privacy, op grond van nationale wetgeving voorzienbaar dient te zijn. 
De belangrijkste vereisten daartoe zijn neergelegd in de thans geldende Wbp. Inbeslagname van 
persoonsgegevens is conform de Wbp slechts toegestaan indien dit uitdrukkelijk is omschreven en 
een gerechtvaardigd belang dient. Alleen in het geval dat het belang van de betrokkene op 
bescherming van zijn persoonlijke levenssfeer doorslaggevend is, dient de overheid af te zien van de 
gegevensverwerking. Vanaf 2018 bestaat er een nieuwe regelgevend kader, de EU-verordening 
gegevensbescherming op grond waarvan personen meer controle zoude moeten krijgen over de hun 
persoonsgegevens en de verwerking daarvan.  
 
1.3. TUSSENCONCLUSIE 
Nu mijn onderzoek vanuit het perspectief van privacy plaatsvindt, kan het volgende worden 
opgemerkt. Uit mijn onderzoek komt naar voren dat het grondrecht van privacy de laatste tientallen 
jaren ongekend veel aandacht heeft gekregen, tevens gelet op de steeds verdergaande digitalisering 
van de samenleving. De burger laat steeds meer digitale sporen achter waaraan met nieuwe technieken 
vergaande gevolgen zijn te verbinden. Het lijkt erop dat de verdediging van de vrijheid tegen de 
overheid zich dan ook toe scherpt op de bescherming van (privacygevoelige) persoonsgegevens. 
Vermogensrechtelijke gegevens van een rechthebbende die onder beschermingsbewind is gesteld en 
die zich onder de (voormalig) bewindvoerder bevinden kunnen in de regel eveneens als 
privacygevoelig kunnen worden beschouwd. Inbeslagname van deze privacygevoelige gegevens 
                                                            
36 Artikel 8 Wbp. 
17 
 
middels het betreden van plaatsen dient dan ook te voldoen aan de bij de wet gestelde vereisten en 
bovendien op een zo min mogelijk belastende manier plaats te vinden.  
 
Een ander punt is dat recent de EU-verordening gegevensbescherming in werking is getreden. Deze 
verordening schept een uniform kader voor de lidstaten en heeft rechtstreekse werking. Het is 
vervolgens aan de nationale wetgever om de nodige waarborgen te stellen tegen een inbreuk op een 
fundamenteel recht. De belangrijkste van deze regels zijn daartoe neergelegd in de thans 
geldende Wbp. De Wbp vereist dat er sprake is van een legitiem doel dat een inbreuk op het 
grondrecht van privacy rechtvaardigt. Daarnaast dient de inzage in en inbeslagname van bescheiden 
evenredig te zijn aan het nagestreefde doel. Kunnen hun belangen anderszins of met minder 
ingrijpende middelen worden gediend, dan is de voorgenomen inbeslagname niet toegestaan. 
 
Nu in dit hoofdstuk een verkenning is gegeven van het grondrecht van privacy en de vereisten die door 
de Wbp en de EU-regelgeving worden gesteld aan de inbeslagname van bescheiden middels het 
betreden van plaatsen, zal ik in het volgende hoofdstuk de toezichthoudende taak van de kantonrechter 
aan de orde stellen. In het bijzonder op welke wijze de kantonrechter invulling geeft aan de uitvoering 




HOOFDSTUK 2 DE TOEZICHTHOUDENDE TAAK VAN DE KANTONRECHTER  
 
INLEIDING 
In het vorige hoofdstuk is het grondrecht op privacy kort aan de orde gesteld. Daaruit kan worden 
opgemaakt dat een schending van een fundamenteel recht en daarmee een grondrecht van privacy 
slechts is toegestaan indien daar volgens de Wbp een gerechtvaardigd belang tegenover staat. In het 
verlengde daarvan zal in dit hoofdstuk de toezichthoudende taak van de kantonrechter met betrekking 
tot het meerderjarigenbewind uiteen worden gezet. In het belang van mijn onderzoek wordt in het 
bijzonder aandacht besteed aan de bevoegdheid tot inbeslagname van bescheiden die zich onder de 
bewindvoerder bevinden middels het betreden van plaatsen. Zoals ik in het voorgaande hoofdstuk heb 
betoogd, kunnen als gevolg van inbeslagname immers grondrechten van privacy worden geschonden. 
Allereerst wordt een beschrijving van de wet- en regelgeving op het gebied van het 
meerderjarigenbewind gegeven, waarbij aandacht wordt besteed aan de reeds gesignaleerde en 
bestaande problemen om vervolgens de omstandigheid die heeft geleid tot de Wet wijziging curatele, 
beschermingsbewind en mentorschap nader te beschrijven. Relevant voor mijn onderzoek is om met 
name aandacht te besteden aan het in de Wijzigingswet geformuleerde verscherpt toezicht, de 
inbeslagname middels het betreden van plaatsen en de eisen die de wet daaraan stelt. Uit mijn 
onderzoek komt naar voren dat het Burgerlijk Wetboek weinig kaders biedt aan de kantonrechter voor 
toepassing van dit verscherpt toezicht.  
2.1. Beschermingsbewind: een verkenning op het gebied van wet- en regelgeving   
In Nederland bestaat de mogelijkheid om het vermogen, of een deel van het vermogen, van iemand die 
niet meer in staat is om zijn vermogensrechtelijke belangen zelf behoorlijk waar te nemen, onder 
bewind te stellen. Dit zogeheten beschermingsbewind kan door de kantonrechter worden uitgesproken 
indien een meerderjarig persoon als gevolg van zijn lichamelijke of geestelijke toestand tijdelijk of 
duurzaam niet in staat is ten volle zijn vermogensrechtelijke belangen zelf behoorlijk waar te nemen.37 
Bij beschermingsbewind wordt niet de persoon onder bewind gesteld, maar (een deel van) het 
vermogen van de persoon.38   
Artikel 438 bepaalt het volgende:  
1. Tijdens het bewind komt het beheer over de onder bewind staande goederen niet toe aan de rechthebbende, 
maar aan de bewindvoerder.  
2. Tijdens het bewind kan de rechthebbende slechts met medewerking van de bewindvoerder of, indien deze 
weigerachtig is, met machtiging van de kantonrechter over de onder het bewind staande goederen beschikken.  
                                                            
37 Artikel 1:431 lid 1 BW. 
38 Artikel 1:433 BW en Asser/De Boer 1* 2010/1094 e.v. en Nuytinck 2012/6919. 
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Van belang voor mijn onderzoek is te weten dat de kantonrechter de bewindvoerder benoemt.39 De 
huidige wetgeving bepaalt dat de kantonrechter zich een oordeel vormt over de geschiktheid van de te 
benoemen persoon (bewindvoerder).40 Het is wettelijk gezien aan de kantonrechter om deze afweging 
te maken. Heeft hij daarover twijfels, dan kan de kantonrechter op grond van het Besluit van 
29 januari 2014, houdende regels ter waarborging van de kwaliteit van curatoren, bewindvoerders en 
mentoren (Besluit kwaliteitseisen curatoren, beschermingsbewind-voerders en mentoren) aanvullende 
eisen aan de bewindvoerder stellen, zoals het volgen van een bepaalde opleiding of training.41 Tevens 
houdt de kantonrechter op grond van het Burgerlijk Wetboek toezicht op de uitvoering van het 
beschermingsbewind.42 De bewindvoerder dient daartoe jaarlijks rekening en verantwoording af te 
leggen aan de rechthebbende ten overstaan van de kantonrechter. Dit moet hij ook doen aan het einde 
van zijn taak, of bij overdracht van het bewindvoerderschap aan zijn eventuele opvolger.43  
De taak van de bewindvoerder eindigt op grond van de in de wet genoemde gronden.44 Het ontslag van 
de bewindvoerder door de kantonrechter kan volgen indien er sprake is van gewichtige redenen of als 
de bewindvoerder niet meer voldoet aan de wettelijk gestelde eisen.45 Gewichtige redenen tot ontslag 
van de bewindvoerder kunnen zijn: het niet inleveren van de boedelbeschrijving, het voeren van slecht 
bewind, het niet willen verrichten van een bepaalde beheershandeling of het te krap houden van de 
rechthebbende, wat niet het doel is van het beschermingsbewind. Ook de reeds gesignaleerde en 
bestaande problemen zoals verduistering van gelden, frauderen met geld van rechthebbende of het niet 
voeren van adequaat bewind zijn gewichtige redenen die kunnen leiden tot ontslag van de 
bewindvoerder.46  
 
De afgelopen jaren heeft het beschermingsbewind en het toezicht daarop door de kantonrechter 
negatieve publiciteit gekregen vanwege verscheidene misstanden waarbij, ondanks het ingestelde 
beschermingsbewind, misbruik werd gemaakt van de gelden van rechthebbende.47 Een bestaand 
probleem uit de praktijk met betrekking tot de kantonrechter was het gebrek aan financiële middelen 
en kantonrechters om hun taak naar behoren uit te oefenen. Daardoor bestaat er nog steeds 
onvoldoende toezicht met als gevolg dat een niet goed functionerende bewindvoerder in zijn functie 
gehandhaafd kon blijven, met alle nadelige gevolgen van dien voor de rechthebbende. Een interessant 
voorbeeld hiervan is het falend toezicht.  
 
De Rechtbank ‘s-Gravenhage heeft in 2007 in een civiele procedure geoordeeld dat de Staat 
onrechtmatig had gehandeld tegenover de rechthebbende vanwege het feit dat de kantonrechter zijn 
                                                            
39 Artikel 1:431 BW jo. 1:435 lid 1 BW. 
40 Voor bewind over minderjarigen: Artikel 1:383, lid 1 BW voor meerderjarigenbewind: art. 1:435, lid 1 BW. 
41 Stb. 2014, nr. 46. 
42 Artikel 1:445 BW. 
43 Artikel 1:445 lid 1 BW. 
44 Artikel 1:448 lid 1 BW. 
45 Artikel 1:448 lid 2 BW. 
46 Zie: Sneep 2011 en Vasquez Guttierez 2014.   
47 ‘Zembla’ Vara/NPS 16 november 2008.  
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toezichthoudende taak op het over de goederen van de rechthebbende door de bewindvoerder gevoerde 
bewind ernstig had verwaarloosd, waardoor de rechthebbende schade heeft geleden. De Staat werd 
daarvoor aansprakelijk gesteld. Het onrechtmatig handelen zou erin hebben bestaan dat de 
bewindvoerder geen rekening en verantwoording heeft afgelegd. De bewindvoerder was daartoe 
meerdere malen aangemaand na afloop van een verslagjaar waarover hij nog steeds geen rekening en 
verantwoording had afgelegd. Hierdoor werd de bewindvoerder in zijn functie gehandhaafd en pas na 
twee jaar ontslagen door de kantonrechter. Doordat de kantonrechter niet adequaat had opgetreden 
tegen deze malafide bewindvoerder had die de gelegenheid om de gelden van de rechthebbende, 
waarover hij in de hoedanigheid van bewindvoerder kon beschikken, te verduisteren. Dientengevolge 
is er sprake van schending van een rechtsplicht jegens de rechthebbende, wat in beginsel jegens de 
rechthebbende een onrechtmatige daad oplevert, behoudens de eigen aansprakelijkheid van de 
malafide bewindvoerder die reeds is veroordeeld. De rechtbank veroordeelde de Staat tot vergoeding 
van de geleden schade die niet door de bewindvoerder werd vergoed.48 De Staat ging in hoger beroep 
tegen het vonnis. Het Hof oordeelde vervolgens dat het gaat om controle door de kantonrechter 
achteraf en dat daarbij kan niet worden verwacht dat deze controle een gedetailleerde controle behelst 
zoals bij bijvoorbeeld een accountantscontrole het geval is. Gezien het feit dat de controle, middels het 
afleggen van rekening en verantwoording, vrij globaal is en achteraf geschiedt betekent dat fraude 
over het algemeen niet door deze controle aan het daglicht komt. Het Hof oordeelt dat de Staat terecht 
stelt dat de Rechtbank bij haar oordeel dat de kantonrechter zijn taak (ernstig) heeft verwaarloosd 
onvoldoende rekening heeft gehouden met de beleids- en beoordelingsruimte van de kantonrechter bij 
de uitoefening van zijn wettelijke taak en bevoegdheden in dit kader.  
 
Bij de beoordeling van de vraag of de kantonrechter in dit geval in zijn taak als toezichthouder is 
tekortgeschoten, kan als norm gelden wat van hem kan worden gevergd als redelijk handelend en 
bekwaam kantonrechter in het kader van een zorgvuldige uitoefening van zijn taak als toezichthouder 
met het oog op de belangen van de rechthebbende. De kantonrechter heeft volgens het Hof dan ook 
geen onrechtmatige daad gepleegd.49 
 
Met de wetswijziging in 2014 is beoogd een meer doeltreffend toezicht te realiseren en de 
vermogensrechtelijke belangen van de rechthebbende te beschermen om daarmee de kans op 
verduistering van het vermogen van de rechthebbende te verkleinen. Om die reden is ook het 
verscherpt toezicht in de wet geformuleerd. Uit de huidige wetgeving vloeit voort dat van de 
kantonrechter een actieve rechterlijke instelling wordt verwacht om de aan hem opgedragen taken uit 
te voeren. Dit houdt in dat de kantonrechter naast het toezicht op de financiën aangaande het 
beschermingsbewind tevens is gehouden ervoor zorg te dragen dat hij goed op de hoogte is van de 
gang van zaken omtrent het bewind alsmede van de verhouding tussen de bewindvoerder en de 
                                                            
48 Rechtbank ‘s-Gravenhage 23 mei 2007, ECLI:NL:RBDHA:2007:BA5762. 
49 Hof s-Gravenhage 24 maart 2009, ECLI:NL:GHDH:2009:9022. 
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rechthebbende.50 Hiermee is een nieuwe toetsingscriterium voor de kantonrechter ontstaan, goed 
bewind.51 Adequaat toezicht door de kantonrechter is enkel mogelijk indien is voorzien in voldoende 
middelen en kantonrechters om de toezichthoudende taak naar behoren uit te voeren, zodat falend 
toezicht wordt voorkomen.  
 
 Daar komt bij dat de kantonrechter alleen maar toezicht kan uitoefenen voor zover deze wordt 
geïnformeerd. Indien deze informatie ontbreekt, houdt het toezicht op.52 De kantonrechters dienen op 
adequate wijze invulling te geven aan hun toezichthoudende taak. De werkdruk voor de kantonrechters 
door de nieuwe wetgeving is toegenomen vanwege de uitbreiding van het takenpakket. Zo heeft tussen 
de periode van 2009 en 2013 een toename van het aantal beschermingsbewindzaken plaatsgevonden 
met zevenduizend verzoeken per jaar. Het totaal aantal lopende zaken (curatele, bewind en 
mentorschap) bedraag 230.000 zaken. Deze toename heeft gevolgen voor de kwaliteit van het bewind. 
Bovendien komt de toename van het aantal zaken de controlerende taak van de kantonrechter niet ten 
goede, gezien het feit dat de kantonrechters voordien al tijd te kort kwamen om hun toezichthoudende 
en controlerende taak naar behoren te kunnen uitvoeren.53 De kantonrechter dient niet slechts de 
bereidheid te controleren, maar ook de geschiktheid op basis van de aangescherpte kwaliteitseisen die 
worden gesteld aan de bewindvoerder. Naar mijn mening zijn kantonrechters als gevolg van de 
wetswijziging dus meer tijd kwijt met het instellen en het begeleiden van een beschermingsbewind.54  
 
Samenvattend kan worden gezegd dat middels de wetswijziging de kantonrechter meer wettelijke 
bevoegdheden heeft gekregen om zijn toezichthoudende taak naar behoren te kunnen uitoefenen en op 
adequate wijze toezicht kan houden op de taak van de bewindvoerder.  
 
2.2. Verscherpt toezicht: inbeslagname middels het betreden van plaatsen 
Inleiding  
Nu in de vorige paragraaf duidelijk is geworden dat aan de kantonrechter meer wettelijke 
bevoegdheden zijn toebedeeld om aan zijn toezichthoudende taak op adequate wijze invulling te geven 
wordt in deze paragraaf het zogenoemde verscherpt toezicht nader uiteengezet. Relevant is om te 
onderzoeken op welke gronden en welke criteria de kantonrechter de afweging maakt tot toepassing 
van het verscherpt toezicht. Met name is van belang na te gaan welke mate van controle op deze 
bevoegdheid plaatsvindt. Uit mijn onderzoek blijkt dat het de kantonrechter is die vergaande 




50 Kamerstukken II 1979/80, 15 350, nr. 5, p.5 en p. 24.  
51 Artikel 1:441 lid 1 BW.  
52 Vink 2013.  
53 Sneep 2011 en Vasquez Guttierez 2014.  




2.2.1. Criteria voor inbeslagname middels het betreden van plaatsen. 
De kantonrechter was reeds voor de wetswijziging bevoegd om de bewindvoerder op te roepen en te 
verplichten om de benodigde inlichtingen te verschaffen die de kantonrechter van hem wenst te 
ontvangen.55 In de praktijk is gebleken dat een wegens gewichtige reden ontslagen bewindvoerder niet 
altijd gewillig is om inzage in zijn dossiers aan de kantonrechter geven. Hierdoor kan de kantonrechter 
zijn toezichthoudende taak niet, niet tijdig en niet volledig uitoefenen. Om die reden is op grond van 
de nieuwe wetgeving aan artikel 1:448 BW een nieuw lid 5 toegevoegd, waarin verscherpt toezicht is 
geformuleerd. Lid 5 bepaalt dat in geval van ontslag wegens gewichtige redenen of omdat de 
bewindvoerder niet meer voldoet aan de eisen om bewindvoerder te kunnen worden, de kantonrechter 
kan bepalen dat geen verdere rekening en verantwoording behoeft te worden afgelegd. Tevens kan de 
kantonrechter de boeken, bescheiden en andere gegevensdragers van de bewindvoerder, en alle aan de 
rechthebbende toekomende goederen in beslag nemen. Daartoe kan hij elke plaats betreden. Op grond 
van deze bepaling is de kantonrechter dus bevoegd tot inbeslagname van de goederen en bescheiden 
die toebehoren aan enige rechthebbende. De kantonrechter kan daartoe elke plaats betreden. Uit de 
memorie van toelichting volgt dat de kantonrechter een redelijk vermoeden dient te hebben dat de 
bewindvoerder zijn taak niet naar behoren heeft vervuld, mede op basis van ontoereikende inlichtingen 
van de bewindvoerder, alvorens inzage te verlangen.56 Dit civielrechtelijke begrip kan men duiden als 
‘redelijkheid kon verdenken’; een lichtere gradatie van het materiele strafrechtelijke begrip ‘aan 
zekerheid grenzende waarschijnlijkheid’ en ‘boven redelijke twijfel’.57 Opmerkelijk is dat het de 
kantonrechter is die oordeelt wanneer op grond van de wet sprake is van een ‘redelijk vermoeden’, de 
wet zegt daar verder niets over. Hoever de reikwijdte van dit artikel gaat, bijvoorbeeld of de 
kantonrechter gelet op zijn (vergelijkbaar met het strafrecht) vergaande bevoegdheden ook bevoegd is 
een woning/kantoor te doorzoeken (dat wil zeggen dat hij laden of kasten mag openen) of enkel 
zoekend rond mag kijken (dat wil zeggen met de handen op de rug rondkijkend), daar zegt de wet niets 
over.   
 
De goederen en bescheiden van de rechthebbende die in beslag worden genomen, bevatten veelal 
privacygevoelige gegevens omdat het vaak financiële vermogensrechtelijke gegevens zijn die zich op 
de computer van de bewindvoerder bevinden. Die gegevens zeggen veel over een persoon. Daarnaast 
kunnen bepaalde persoonsgegevens zich op servers bevinden of in de ‘cloud’ opslag. Een voorbeeld 
hiervan is de uitspraak van de Hoge Raad van 13 september 2013.58 In deze zaak ging het om de 
rechtsvraag of conservatoir beslag, zoals dat voor IE-zaken (intellectueel eigendom) is geregeld, ook 
mogelijk is in niet IE-zaken. De Hoge Raad beantwoordt die vraag bevestigend. Een aantal 
opmerkelijke aspecten in deze zaak zijn dat er sprake dient te zijn van een noodzaak en er een 
gegronde vrees voor verduistering te bestaan. Bij beslaglegging op digitale bestanden kan de inzet van 
                                                            
55 Meinema 2013. 
56 Kamerstukken II 2011/2012, 33 054 nr. 3.  
57 ECLI:NL:RBAM:2009:BI9922 en Hof Amsterdam 3 juni 1977, NJ 1978, 601 (Hollende kleurling).  
58 HR 13 september 2013, ECLI:NL:HR:2013:BZ9958. 
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een IT-specialist noodzakelijk zijn. Eveneens kan betrokkene gehouden zijn om medewerking te 
verlenen aan de beslaglegging op digitale gegevens middels het verschaffen van zijn inloggegevens.59 
 
Echter, men kan ook denken aan correspondentie van derden gericht aan de bewindvoerder, sleutels 
van bankkluizen van de rechthebbende en voorwerpen van de rechthebbende die de bewindvoerder in 
bewaring heeft genomen. Deze goederen en bescheiden bevinden zich veelal op het kantoor dan wel 
de woning van de bewindvoerder en omvatten in beginsel de kantooradministratie van de 
bewindvoerder, maar ook op de privéadministratie van de bewindvoerder. Inbeslagname van de 
privéadministratie van de bewindvoerder impliceert een inbreuk op de privacy van de bewindvoerder.  
 
Zoals in het vorige hoofdstuk over privacy is beschreven, vereisen de EU-verordening 
gegevensbescherming en de Wbp terecht dat indien er wordt overgegaan tot inbeslagname er sprake is 
van een noodzaak en er daarmee een gerechtvaardigd belang is die de inbreuk op een grondrecht van 
privacy en samenhangend een fundamenteel belang rechtvaardigt. De Wbp regelt niet in detail hoe 
moet worden omgegaan met persoonsgegevens, maar geeft aan waaraan de inbeslagname moet 
voldoen.  
 
De grondslagen van de Wbp zijn: 
1. Ondubbelzinnige toestemming van betrokkene (artikel 8, lid a Wbp). 
2. Een gerechtvaardigd belang (artikel 8 lid f Wbp) voor de inbeslagname (bijvoorbeeld bedrijfsbelang). 
3. De inbeslagname is noodzakelijk voor de goede vervulling van een publiekrechtelijke taak (artikel 8 lid e 
Wbp). 
4. De inbeslagname is noodzakelijk ter vrijwaring van een vitaal belang van de betrokkene (artikel 8 lid d 
Wbp), bij voorkeur met toestemming van de betrokken persoon (bijvoorbeeld een medisch belang). 
5. De inbeslagname is noodzakelijk voor de uitvoering van een wettelijk plicht (artikel 8 lid c Wbp) van 
verantwoordelijke. 
6. De verwerking is noodzakelijk voor de uitvoering ven een overeenkomst (artikel 8 lid b Wbp).60 
 
De persoonsgegevens moeten in overeenstemming met de wet in beslag worden genomen en op een 
behoorlijke en zorgvuldige wijze worden verkregen (artikel 6 Wbp). Gebeurt dit niet, dan handelt men 
onrechtmatig. Als voldaan is aan het beginsel van proportionaliteit en subsidiariteit bij de 
belangenafweging, dan is de inbreuk op de privacy gerechtvaardigd.61 De Wbp bevat dus geen sluitend 
stelsel van concrete normen over wat wel en wat niet is toegestaan. In de memorie van toelichting 
geeft de wetgever aan dat toetsing achteraf uit zal moeten wijzen of een aanvaarbare 
                                                            
59 HR 13 september 2013, ECLI:NL:HR:2013:BZ9958. 
60 L. B. Sauerwein, J.J. Linnemann,‘Handleiding voor verwerkers van persoonsgegevens’, Den Haag, Ministerie van Justitie 2002, p. 22-25.  
61 J.H.J. Terstegge,‘de nieuwe bescherming persoonsgegeven’, Alphen aan de rijn: Samson 200, p. 15-17. 
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belangenafweging heeft plaatsgevonden.62 Een dergelijke controle is bedoeld om misbruik van 
bevoegdheid tegen te gaan. Hoe wordt daarmee in de praktijk door de kantonrechter omgegaan?  
 
 “Dat verscherpt toezicht in de wet is geformuleerd is logisch,  
maar met de uitvoering zijn we niet gelukkig” 
Citaat kantonrechter te Bergen op Zoom63  
 
Een praktijkvoorbeeld is de beschermingsbewind-zaak uit 2015 met betrekking tot een Bergse curator. 
In deze zaak ging het om grootschalige fraude met verduistering van gelden van tientallen 
hulpbehoevende cliënten. De zaak kwam aan het licht doordat de kantonrechter tijdens het bewind van 
de toezichthoudende bank signalen ontving over dubieuze overboekingen van gelden van de 
rechthebbende naar de privérekening van de bewindvoerder. De bank heeft uit privacyoverwegingen 
geen medewerking verleend aan het verzoek van de kantonrechter om afschriften te mogen ontvangen 
van de bankrekeningen van betrokkenen, zodat er geen gedegen inzicht kon worden verkregen in de 
uitvoering van het bewind door de bewindvoerder. De kantonrechter heeft vervolgens op enig moment 
de bewindvoerder verzocht om rekening en verantwoording af te leggen. Uit die rekening en 
verantwoording kwam naar voren dat er sprake was van grootschalige fraude door de bewindvoerder. 
Deze fraude vormde voor de kantonrechter aanleiding om op grond van gewichtige redenen de 
bewindvoerder te schorsen en een opvolgend bewindvoerder te benoemen. De voormalig 
bewindvoerder heeft vervolgens aan het verzoek van de kantonrechter, om overdracht van de dossiers 
van de onder bewind gestelde personen aan de opvolgend bewindvoerder, geen gehoor gegeven. Het 
meermaals geen medewerking verlenen aan de overdracht van deze dossiers vormde voor de 
kantonrechter aanleiding tot inbeslagname van de dossiers middels het betreden van plaatsen (kantoor 
en woning van de bewindvoerder). De kantonrechter besloot op eigen gezag om de officier van justitie 
op de hoogte te stellen van de frauduleuze handelingen. De inbeslagname vond op een voor de 
bewindvoerder zo min mogelijk belastende wijze plaats doordat de bewindvoerder medewerking 
verleende. De bewindvoerder overhandigde de dossiers aan de kantonrechter.  
 
Tot zover de uiteenzetting van een recente beschermingsbewind-zaak waarin door de kantonrechter 
verscherpt toezicht is toegepast. Het is opvallend dat de kantonrechter als toezichthouder niet over de 
bevoegdheid beschikt om financiële gegevens (bankgegevens) van betrokkenen op te vragen, terwijl 
aan hem wel vergaande, strafrechtelijk van aard zijnde, bevoegdheden met betrekking tot 
inbeslagname middels het betreden van plaatsen zijn toebedeeld. Dat betekent in de praktijk dat 
frauduleus handelen te laat worden gesignaleerd. Naar mijn mening dient er dan ook een wettelijk 
samenwerkingsverband tussen de kantonrechter en de bankinstellingen te komen.  
 
                                                            
62 Kamerstukken II 1997-1998, 25982, nr. 3, p.38. 
63 Gesprek d.d. 19 mei 2016, kantonrechter 1, kantonrechter te Bergen op Zoom.  
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“Het financieel belang van de rechthebbende weegt zwaarder dan de inbreuk die wordt gemaakt op 
het grondrecht van privacy van de bewindvoerder” 
Citaat kantonrechter 1 te Bergen op Zoom64 
 
Zoals eerder vermeld dient inbeslagname middels het betreden van plaatsen aan bepaalde vereisten te 
voldoen. Er dient sprake te zijn van een noodzaak en een gerechtvaardigd belang dat de inbreuk op het 
grondrecht van privacy en daarmee een fundamenteel belang rechtvaardigt. Naar voren is gekomen dat 
de kantonrechter in voornoemde zaak de volgende belangenafweging heeft gemaakt op grond waarvan 
hij invulling heeft gegeven aan het begrip redelijk vermoeden. De inbreuk op de privacy van de 
bewindvoerder wordt gerechtvaardigd door het noodzakelijke financieel belang (onder andere het niet 
krijgen van een uitkering, niet de vaste lasten kunnen betalen) van rechthebbende. Dat belang weegt 
zwaarder dan de inbreuk die wordt gemaakt door het betreden van het kantoor van de bewindvoerder. 
Er dient in het concrete geval dus sprake te zijn van een noodzaak tot handelen.  
 
“Als kantonrechter ben je genoodzaakt te buigen, omdat het niet werkt.” 
Citaat kantonrechter 2 te Den Haag65 
 
Een ander voorbeeld is een Haagse bewindzaak. In deze zaak was sprake van grove nalatigheid in de 
uitvoering van de taak als bewindvoerder. De bewindvoerder begeleidde met haar bedrijf personen die 
door medische of sociale omstandigheden niet meer in staat waren zelf hun financiën te regelen. 
Daarbij ging het meestal om demente ouderen. De zaak kwam aan het licht doordat een familielid van 
de onder bewind gestelde een vreemde overboeking voor online aankopen tegenkwam in de 
bankafschriften, terwijl haar demente moeder niet was aangesloten op internet. De kantonrechter werd 
hiervan op de hoogte gesteld en heeft vervolgens de bewindvoerder opgeroepen om rekening en 
verantwoording af te leggen, maar kreeg geen gehoor. Al gauw kwam aan het licht dat de 
bewindvoerder de zaak letterlijk had achtergelaten aan de enige medewerker die nog aanwezig was. 
Het bureau van de bewindvoerder is hierdoor als het ware ingestort als een kaartenhuis. Als gevolg 
hiervan liet de bewindvoerder de vele cliënten die in een afhankelijke positie verkeren met grote 
problemen achter. Doordat hun financiële belangen niet meer werden behartigd, ontvingen zij geen 
leefgeld meer en konden niet zelf over hun bankrekening beschikken, waardoor schulden ontstonden. 
Dat vormde voor de kantonrechter aanleiding om over te gaan tot het betreden van plaatsen en de 
inbeslagname van de dossiers van de onder bewind gestelde personen. De gegevens die zich op de in 
de kantoorruimte aanwezige laptops bevonden, werden door de kantonrechter veiliggesteld middels 
een IT-specialist. De kantonrechter heeft de bewindvoerder geschorst en een opvolgend (tijdelijk) 
bewindvoerder benoemd. De bank weigerde in deze zaak wederom om medewerking te verlenen aan 
het overdragen van financiële gegevens zoals rekeningafschriften ondanks dat de opvolgend 
                                                            
64 Gesprek 19 mei 2016, kantonrechter 1 rechtbank Bergen op Zoom.  
65 Gesprek 16 juni 2016, kantonrechter 2 rechtbank Den Haag.  
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bewindvoerder wel de bevoegdheid van inbeslagname bezat. De kantonrechter meent dat 
medewerking van de bank echter onontbeerlijk is, gelet op de eis van subsidiariteit. Inbeslagname van 
bescheiden was wellicht niet noodzakelijk geweest indien de weg via de bank mogelijk was geweest. 
Het gebrek aan medewerking door de bank kan dan ook met recht een belemmering van de 
toezichthoudende taak van de bewindvoerder worden genoemd. Dit resulteerde in deze bewindzaak 
dan ook tot de nodige problemen in de overdracht van bescheiden. 
 
Samenvattend kan worden gezegd dat het opmerkelijk is dat het verscherpt toezicht in theorie klopt.  
In de praktijk blijkt de toepassing ervan tot de nodige problemen te leiden. De kantonrechter kan zich 
dan genoodzaakt voelen te buigen, omdat het recht niet werkt.  
 
2.3. TUSSENCONCLUSIE 
Nu mijn onderzoek zich richt op het voor mij nieuw gesignaleerde probleem of de vergaande 
bevoegdheid van de kantonrechter, inbeslagname middels het betreden van plaatsen, een schending 
van het grondrecht van privacy met zich kan brengen, kan het volgende worden opgemerkt. Uit mijn 
onderzoek blijkt dat de wetswijziging curatele, bewind en mentorschap een aantal veranderingen met 
zich heeft gebracht. Deze veranderingen hebben een grote invloed op het beschermingsbewind en het 
toezicht door de kantonrechter daarop. Een van deze wijzigingen is het in de wet geformuleerde 
verscherpt toezicht en met name het daarin vervatte in beslag nemen van goederen en bescheiden 
middels het betreden van plaatsen. Het lijkt erop dat de inbeslagname op zich al een schending van het 
grondrecht van privacy op grond van artikel 8 Wbp en artikel 8 EVRM met zich kan brengen. Er vindt 
immers een inmenging door de overheid in de persoonlijke levenssfeer plaats. Inbeslagname middels 
het betreden van plaatsen is om die reden dan ook een zwaar middel, een uiterst middel. Zoals ik 
hiervoor heb betoogd, dient er sprake te zijn van een noodzaak en een gerechtvaardigd belang dat een 
mogelijke inbreuk op de privacy kan rechtvaardigen. Inmenging van de overheid in het privéleven van 
burgers dient zo min mogelijk intensief te zijn. De inbeslagname van de goederen en bescheiden van 
de rechthebbende die zich in het kantoor dan wel de woning van de bewindvoerder bevinden, dient 
beperkt te blijven. Kunnen de gewenste gegevens via een andere weg worden verkregen, dan is 
inbeslagname niet toegestaan.   
 
Het is duidelijk geworden dat in de wet is bepaald dat het toezicht op het beschermingsbewind geheel 
in handen is van de kantonrechter. Het is de kantonrechter die op basis van een civielrechtelijk begrip 
‘redelijk vermoeden’ bepaalt of het verscherpt toezicht al dan niet wordt toegepast. Vervolgens is het 
de kantonrechter zelf die de uitvoering van het verscherpt toezicht coördineert.   
 
Nu in dit hoofdstuk de toezichthoudende taak van de kantonrechter is uiteengezet, wordt een interne 
rechtsvergelijking gemaakt met de positie van de curator in faillissementen en de officier van justitie 
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in het strafrecht. Voor mijn onderzoek is van belang om na te gaan welke waarborgen er gelden binnen 
deze rechtsgebieden tegen een mogelijke schending van een fundamenteel recht bij vergelijkbare 
vergaande bevoegdheden. Vanuit het perspectief van privacybescherming wordt in het bijzonder 
aandacht besteed aan de bevoegdheid tot inbeslagname middels het betreden van plaatsen, het 
verscherpt toezicht. Geconstateerd is dat enige vorm van controle op zowel de beslissingsbevoegdheid 
als de uitvoering van het verscherpt toezicht door de kantonrechter ontbreekt. Om die reden zal ik 
onderzoeken welke mate van controle op de bevoegdheden  van de curator in faillissementen en de 




HOOFDSTUK 3 INTERNE RECHTSVERGELIJKING  
 
 INLEIDING 
In het vorige hoofdstuk is de toezichthoudende taak van de kantonrechter bij meerderjarigenbewind 
uiteengezet, alsmede de wijze waarop invulling wordt gegeven aan de bevoegdheid van inbeslagname 
middels het betreden van plaatsen. Gebleken is dat het de kantonrechter is die op grond van een 
redelijk vermoeden besluit tot inbeslagname middels het betreden van plaatsen. Er vindt geen 
controle plaats op het gegeven of de rechter bij het nemen van deze beslissing en de uitvoering 
daarvan binnen de grenzen van zijn bevoegdheden blijft. In dit hoofdstuk wordt een interne 
rechtsvergelijking gemaakt met de curator in faillissementen en de officier van justitie. Deze 
rechtsvergelijking is van belang omdat aan de curator en de officier van justitie vergelijkbare 
vergaande bevoegdheden zijn toebedeeld. Onderzocht wordt welke waarborgen er gelden binnen deze 
andere deelrechtsgebieden tegen een mogelijk vergelijkbare schending van fundamentele rechten en 
daarmee het grondrecht van privacy. Om die reden worden de begrippen noodzakelijk voor de 
uitoefening van de functie van de curator en redelijk vermoeden van schuld uit het strafrecht nader 
onderzocht en verklaard. Tevens wordt inzichtelijk gemaakt op welke wijze controle op de genoemde 
bevoegdheden van de curator in faillissementen en de officier van justitie plaatsvindt. Dit is relevant 
omdat de burger een beroep kan doen op de in de wet geldende waarborgen die bescherming bieden 
tegen willekeurig optreden van de overheid.  
 
3.1. De faillissementscurator: een verkennend onderzoek 
Het Nederlandse insolventierecht wordt traditioneel geplaatst binnen het executie- en beslagrecht. 
De wetgever zag het faillissement als ‘een gerechtelijk beslag’ op het gehele vermogen van de 
schuldenaar ten behoeve zijner gezamenlijke schuldeisers.66 De Hoge Raad heeft zich zo’n honderd 
jaar later in soortgelijke termen uitgelaten.67 De administratie van een onderneming is met het oog op 
het verhaal van de schuldeisers van cruciaal belang: uit de administratie moet de curator namelijk 
kunnen opmaken wat op de datum van het faillissement de rechten en verplichtingen van de 
onderneming zijn, zodat beheer en vereffening van de failliete boedel mogelijk zijn, dit in het belang 
van de gezamenlijke schuldeiser. Ook waardepapieren, sleutels, polissen, financiële gegevens, 
bankafschriften en dergelijke alsmede inlogcodes tot internetbestanden zijn daarbij van belang. Een 
ondernemer is dan ook verplicht zijn boekhouding te allen tijde op de orde te hebben.68 Ontbreekt een 
deugdelijke administratie op datum faillissement, dan is er sprake van faillissementsfraude.69 Hierdoor 
kunnen de schuldeisers worden benadeeld nu immers geen volledig zicht kan worden verkregen op de 
omvang van de boedel. Aan de curator zijn daartoe een aantal middelen beschikbaar gesteld om 
adequaat en effectief informatie te achterhalen in het kader van zijn beheers- en vereffeningstaak van 
                                                            
66 Van der Feltz I (1896), p. 339, Wessels 2015, p. 1.     
67 HR 28 september 1991, NJ 1991, 247 (Faillissement Suriname).  
68 artikel 2:10 BW, zie ook: Peters 2005, p. 39 e.v. of artikel 3:15i BW.  
69 Artikelen 340 tot en met 344 Wetboek van Strafrecht (eenvoudige en bedrieglijke bankbreuk door natuurlijke personen en rechtspersonen). Zie: Verheul 2014.   
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de failliete boedel. Hierbij kan men onder meer denken aan de inlichtingenplicht, het veiligstellen van 
gegevens, vorderen van goederen en het betreden van plaatsen.  
 
Uit het voorgaande vloeit voort dat gedurende het faillissement de curator als enige de bevoegdheid 
heeft een onrechtmatige daad vordering wegens een benadeling van meerder schuldeisers in hun 
verhaalsmogelijkheden in te stellen. Dit roept de vraag op wat rechtens is ingeval de curator niet van 
deze bevoegdheid gebruik maakt: kan een schuldeiser in een dergelijk geval zelfstandig van de derde 
vorderen? In Nederland kwam de vraag of een schuldeiser zelfstandig een vordering kan instellen 
indien de curator geen actie onderneemt aan de orde in de zaak bij de Rechtbank Utrecht in 1996 
inzake Neeb/Randstad.70 Een latere uitspraak werd gedaan door de Rechtbank Overijssel op  
4 september 2013. In deze zaak komt de rechtbank tot het oordeel dat zonder geldige reden omstreeks 
vijf jaren door de curator is stilgezeten. De rechtbank acht dit onverenigbaar met de voortvarendheid 
die van curator mag worden gevergd bij het instellen van vorderingen namens de boedel. In de 
“Praktijkregels voor curatoren” van de Vereniging Insolventierecht Advocaten ‘INSOLAD’ waarvan 
de curator lid is, wordt zulke voortvarendheid expliciet voorgeschreven voor het instellen van 
vorderingen van de boedel tegen bestuurders of commissarissen van de gefailleerde rechtspersoon. 
Van een redelijk en zorgvuldig handelende curator mag een behoorlijk mate van voortvarendheid ook 
worden verlangd ten opzichte van partijen.  
 
Samengevat kan worden gezegd dat de curator op adequate wijze dient zorg te dragen voor de 
afwikkeling van het faillissement. Hij beschikt daartoe over een aantal middelen om voortvarend te 
werk te gaan.  
 
3.2. De taken en bevoegdheden van de curator 
Tot dusver waren het faillissement als gerechtelijk beslag en de boedel aan de orde. Thans richt ik het 
vizier op de bevoegdheden van de curator bij de uitoefening van zijn beheers- en vereffeningstaak. De 
belangrijkste daarvan vloeit voort uit artikel 68 Faillissementswet. Dit artikel bepaalt dat de curator is 
aangesteld door de rechtbank en als zodanig is belast met het beheer en de vereffening van de failliete 
boedel.71 Hierin ligt besloten dat de curator het beheer en de beschikking over de boedel heeft. Dit 
brengt mee dat de curator in beginsel niet meer rechten kan uitoefenen dan de schuldenaar zelf, doch 
heeft hij soms ook bevoegdheden die ertoe strekken de verhaalsrechten van schuldeisers te 
beschermen. De Faillissementswet biedt de curator (al dan niet via de rechter-commissaris) diverse 
middelen om adequaat en effectief informatie te achterhalen en veilig te stellen. Hierbij kan worden 
gedacht aan de inlichtingenplicht, verhoor door de rechter-commissaris, mogelijkheden om digitale 
informatie veilig te stellen en innemen van het paspoort om binnen te treden.72 Vooral in het geval van 
                                                            
70 Rechtbank Utrecht, 11 december 1996, JOR 1997/21 (Neeb/Randstad) en Rechtbank Overijsel 4 september 2013, ECLI:NLRBOVE:2013:2291.  
71 HR 28 juni 1985, NJ 1986, 37 en HR 8 november 2013, ECLI:NL:PHR: 2013:1314 en HR 10 januari 2014, ECLI:NL:HR:2014:51.   
72 Artikel 68 en 92 Faillissementswet.  
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een vermoeden van faillissementsfraude, indien sprake is van het ontbreken van 
informatie/inlichtingen/administratie, is het van belang dat de curator in de eerste weken van het 
faillissement deze middelen inzet.73 Het is immers de taak van de curator om optimaal van zijn 
mogelijkheden gebruik te maken.  
 
Het beheer en de vereffening van het faillissement zijn alleen aan de curator opgedragen. Dat betekent 
dat hij naar eigen inzicht kan handelen, zonder aan iemands bevelen, goedkeuring en dergelijke 
onderworpen te zijn, tenzij de wet dat voorschrijft. De bijzondere kenmerken van de taak van de 
curator brengt mee dat zijn eventuele persoonlijke aansprakelijkheid wordt getoetst aan een 
zorgvuldigheidsnorm die daarop is afgestemd. Kort gezegd houdt die norm in dat de curator behoort te 
handelen zoals in redelijkheid mag worden verlangd van een over voldoende inzicht en ervaring 
beschikkend curator die zijn taak met nauwgezetheid en inzicht verricht.74  Verstijlen en Vriesendorp 
achten dit een juiste toets.75 Wessels daarentegen heeft een meer genuanceerde visie op de 
zorgvuldigheidsnorm en meent dat de curator niet verder in de rechten en belangen van de gefailleerde 
kan treden dan voor een goede uitvoering van zijn taak nodig is. Dat betekent dat de curator het belang 
van de gefailleerde dient te ontzien indien dit onevenredig zou worden geschaad. Als criterium kan 
daarbij dienen dat de bevoegdheid van de curator om bijvoorbeeld zaken te verkopen die in het 
economisch verkeer geen dan wel zeer bescheiden waarde hebben, maar die voor de gefailleerde van 
grote betekenis kunnen zijn (denk aan een trouwfoto of huisdier) kan worden misbruikt. Dat vindt 
plaats indien hij, in aanmerking nemende dat er sprake is van onevenredigheid tussen het belang van 
de uitoefening en het belang dat daardoor wordt geschaad naar redelijkheid niet tot de uitoefening had 
kunnen komen, aldus Wessels.76 
 
Deze zorgvuldigheidsnorm is geformuleerd met het oog op de in het geding zijnde 
beschermingswaardige belangen die kunnen worden geschaad.77 De curator kan in die hoedanigheid 
aansprakelijk worden gesteld voor de gevolgen van een onvoldoende adequate vervulling van zijn 
taak. Zijn gedragingen in de hoedanigheid van curator worden in beginsel getoetst aan de hand van de 
vereisten die gelden voor een actie uit onrechtmatige daad (artikel 6:162 BW).78 Eventuele schade 
komt ten laste van de boedel. Het onrechtmatig handelen van de curator kan aan de boedel worden 
toegerekend als deze in het maatschappelijk verkeer heeft te gelden als een handeling van de curator in 
hoedanigheid.79 Het handelen van de curator moet daarom in enige mate verband houden met de 
functie waarin de curator is aangesteld.80 Elke mate van schuld volstaat voor aansprakelijkheid. De 
                                                            
73 Van Nielen 2013, p.70-83.  
74 HR 4 oktober 1996, NJ 1997, 727.  
75 Verstijlen en Vriesendorp WPNR 6602-6603, 2004.  
76 Wessels 2015, p. 186 en artikel 3:13 lid 2 BW.  
77 Vgl. HR 30 september 1994, NJ 1996, 196 (Staat/Shell), waarin werd overwogen dat de vraag is of is gehandeld in strijd met ongeschreven 
zorgvuldigheidsnormen in abstracto daarvan afhangt of de dader anders heeft gehandeld dan hij had moeten doen teneinde geen schade toe te brengen aan een 
bepaald belang van een ander in hij had behoren te ontzien […], en Verstijlen 1998, p. 126.  
78 Wessels 2015, p. 220. 
79 HR 21 februari 1992, NJ 1992, 321 en HR 19 april 2013, ECLI:NL:HR:2013:BY6108 (Koot Beheer/Tideman q.q.) r.o. 3.7.1. 
80 Wessels 2010, p. 218. 
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curator heeft wel een zekere beleidsruimte die varieert naar gelang van het aspect van diens taak dat 
aan de orde is. Op het terrein van boedelbeheer heeft de curator veelal te maken met tegenstrijdige 
belangen, hetgeen meebrengt dat hem vaak - maar niet steeds - een relatief grote beleidsruimte 
toekomt. Bij de individuele faillissementsrechtelijke verplichtingen heeft hij relatief weinig 
beleidsruimte. Dat brengt met zich mee dat hij sneller aansprakelijk kan worden gesteld.81  
 
Samengevat kan worden gezegd dat de curator voor de vereffening van het faillissement diverse 
bevoegdheden tot zijn beschikking heeft op grond waarvan hij zelfstandig kan handelen, maar ook dat 
er controle plaatsvindt op zijn handelen. De curator dient bij zijn handelen de zorgvuldigheidsnorm in 
acht te nemen. Bij de toepassing van zijn bevoegdheden, waaronder de inbeslagname middels het 
betreden van plaatsen, dient de curator telkens een belangenafweging te maken of het middel wel in 
verhouding staat tot het doel ervan. Anders gezegd, voldoet het handelen van de curator aan de 
proportionaliteitseis?82 Indien dit niet het geval is, kan de curator aansprakelijk worden gesteld in de 
hoedanigheid van zijn handelen.  
 
3.2.1 Criteria voor inbeslagname en veiligstellen gegevens 
Zoals hiervoor uiteen is gezet, dient de curator zo optimaal mogelijk gebruik te maken van zijn 
bevoegdheden om het faillissement af te wikkelen. De curator dient daartoe alle digitale gegevens 
betreffende het faillissement veilig te stellen. De mogelijkheid bestaat dat door de failliet een dubbele 
boekhouding wordt gevoerd of dat gegeven zijn gewist om bewijsmateriaal te verhullen. Gegevens 
van de failliet kunnen zich ook op een computer van een derde bevinden. De aan de curator 
opgedragen (conservatoire) maatregel tot het onmiddellijk veiligstellen brengt mee dat de curator 
bevoegd is de zakelijke bestanden van de failliet onmiddellijk te (doen) kopiëren van de computer van 
een derde.83 De curator dient daarbij wel een zekere zorgvuldigheid in acht te nemen met het oog op 
mogelijke privébestanden van de eigenaar van de computer.84  
 
Ook kan het zijn dat er zich gegevens van de failliet zich bevinden op een privélaptop van een 
werknemer. Het Hof Den Bosch oordeelt in 2010 dat inbeslagname zich niet uitstrekt tot de 
privélaptop van een werknemer van de failliet, maar wel tot de op die laptop opgeslagen zakelijke 
bestanden van de failliet.85 De curator heeft in beginsel recht op toegang tot die informatie, mits dit 
geschiedt op een wijze waarmee een zo groot mogelijke bescherming van de (privacygevoelige) 
privébestanden van die werknemer wordt gewaarborgd. Hiertoe stellen partijen een protocol op.86 
 
                                                            
81 Verstijlen 1998, p. 398. 
82 Zie ook: W.J.B. van Nielen, ‘Middelen van de curator bij faillissementsfraude’, Tvl 2013/13, p. 76. 
83 Van Nielen 2013, p. 70-83. 
84 Hof Den Haag 11 maart 2014, JOR 2014/218, nt. Van Nielen. En rechtbank Oost-Brabant 12 juni 2014, ECLI:NL:RBOBR:2014:3105; RI 2014/76; JOR 
2014/218, nt. Van Nielen    
85 Hof ’s-Hertogenbosch 2 november 2010, LJN BO3226; RI 2011/13; JOR 2012/54.   




De curator dient een zo groot mogelijke bescherming van de privébestanden te waarborgen, kan hij dat 
niet dan is het veiligstellen van de gegevens die zich op de computer van een derde bevinden niet 
toegestaan.  
 
Ook e-mailcorrespondentie kan tot de administratie van failliet behoren. Het Hof heeft geoordeeld dat 
alle zich op de harde schijf van een derde bevindende e-mailcorrespondentie tot de administratie van 
de failliet wordt gerekend.87 De bestuurder (werknemer) van de failliet (een besloten vennootschap) 
had in deze zaak bezwaar gemaakt tegen onbeperkte inzage in de administratie, omdat zich daarbij ook 
privé e-mailverkeer zou bevinden, waaronder dat tussen hem en zijn advocaat. Volgens het Hof 
verbiedt het grondwettelijk recht op eerbiediging van de privésfeer kennisneming door de curator van 
het e-mailverkeer niet.  
 
Tevens is de curator bevoegd om op grond van artikel 92 Faillissementswet alle bestanden, ook die 
zich op de computer van een derde bevinden, onder zich te houden.88 Momenteel gebruikt een derde 
van het bedrijfsleven bepaalde ‘cloud-diensten’.89 Een vraag die opkomt is of de curator de 
daarop/daarin voorkomende gegevens onmiddellijk onder zich kan nemen. Het Hof Den Bosch besloot 
in maart 2013 dat artikel 92 Faillissementswet alleen jegens de failliet geldt, niet jegens derden die via 
externe servers ‘cloud computing’ verzorgen.90 In februari 2015 moest Rechtbank Oost-Brabant 
beslissen over een failliet die via stromannen en andere entiteiten curatoren probeerde te dwarsbomen 
in de uitvoering van hun wettelijke taak, onder meer door bepaalde data op externe servers van Detron 
in de ‘cloud’ te plaatsen waartoe slechts geautoriseerde personen toegang hebben.91 De Oost-
Brabantse rechtbank wijst op de ratio van artikel 92 Faillissementswet. De curator dient het belang van 
de boedel door ‘(…) onmiddellijk na zijn benoeming alles in het werk te stellen om - onder meer - de 
administratie en alle aanwezige informatie daarover veilig te stellen. Er gaat derhalve een 
conservatoire werking van deze taak en bevoegdheid uit.’ De rechtbank rekent tot ‘bescheiden en 
andere gegevensdragers’ tevens ‘(…) digitale bestanden waarop zich dergelijke informatie bevindt, 
dan wel redelijkerwijs vermoed kan worden zich daarop te bevinden’.92  
 
In fraudefaillissementen is er doorgaans een gebrek aan (juiste) informatie. Zodra de curator vaststelt 
dat er onvoldoende informatie aan hem wordt versterkt, constateert hij tegelijkertijd dat er een 
strafbaar feit wordt gepleegd, te  weten het schenden van de inlichtingenverplichting.93 Deze 
inlichtingenplicht strekt tot alle informatie die de curator nodig heeft om zijn taak te kunnen 
                                                            
87 Hof Den Bosch 2 november 2010, LJN BO3226; RI 2011/13; JOR 2012/54. 
88 Hof Den Bosch, ECLI:NL:GHDB:BO3226, ro .4.42. en par. 5.  
89 Volgens CBS-gegevens, weergegeven in Webmagazine, donderdag 18 december 2014.   
90 Hof ’s-Hertogenbosch 26 maart 2013, ECLI:NL:GHDB:2013:BZ5770 .  
91 Rechtbank Oost-Brabant 13 februari 2015, ECLI:NL:RBOBR:2015:763. Volgens Het Financiële Dagblad van 14 februari 2014 betreft het (in de woorden van 
de curatoren) ‘een grote dataroof’ door een entiteit (Phoenix) waaraan de gefailleerde en voortvluchtige vastgoedondernemer Roger Lips verbonden is.   
92 Wessels 2015, p.4. 
93 Feenstra 2015, p. 408. 
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uitoefenen. De schuldenaar zal zijn medewerking slechts kunnen weigeren op grond van 
zwaarwegende omstandigheden. Hierbij kan worden gedacht aan een, gelet op het belang van de 
boedel, onevenredige inbreuk op zijn persoonlijke levenssfeer. In hoeverre dient de curator hiermee 
genoegen te nemen? De curator is bevoegd, indien er sprake is van een onwelwillende bestuurder die 
niet wil meewerken aan het afgeven van zijn administratie, elke plaats te betreden en over te gaan tot 
inbeslagname.  
 
Samengevat kan worden gezegd dat de curator vergaande bevoegdheden heeft tot het veiligstellen van 
gegevens en bewaren van gegevens. De regel met betrekking tot het bewaren van gegevens werkt 
indien het tastbare zaken betreft. Hoe de curator omgaat met gegevens die zich op laptops, IPhones, 
harde schijf en in de cloud bevinden, wordt de regel in de rechtspraak pasklaar gemaakt. Indien er 
sprake is van het niet-meewerken van de gefailleerde aan het afgeven van zijn administratie is de 
curator bevoegd tot het betreden van plaatsen. 
 
3.2.2. Criteria voor het betreden van plaatsen 
Indien de curator wordt belemmerd in zijn taken heeft hij ex artikel 93a van de Faillissementswet de 
bevoegdheid om binnen te treden, voor zover dat redelijkerwijs nodig is voor de vervulling van zijn 
taak. De curator dient daarbij de vereisten in acht te nemen tot het doen van een mededeling over het 
doel van het binnentreden en het maken van een verslag van deze verhandeling. Daarnaast dient aan de 
aanvullende voorwaarden van de Algemene wet op het binnentreden (hierna: Awbi) te zijn voldaan. 
De memorie van toelichting zegt over artikel 93a Faillissementswet het volgende: ‘Met artikel 93a 
Faillissementswet wordt aangesloten bij de in de praktijk gehuldigde opvatting dat de bevoegdheid 
van de curator om zo nodig binnen te treden voortvloeit uit de wettelijk omschreven taken’.  De 
wetgever verwijst hierbij naar het arrest van het Hof Arnhem uit 1985.94 In deze kwestie die tot het 
arrest leidde weigerden de gefailleerde de curator de toegang tot de winkel/woning, terwijl de curator 
de boedel wilde verzegelen, veiligstellen. Het Hof heeft in dat arrest geoordeeld: ‘De middelen die 
nodig zijn om het doel van de Faillissementswet zoveel mogelijk te bereiken en in meerdere opzichten 
effect hebben op het privéleven van de gefailleerden. Deze effecten zijn gerechtvaardigd in verband 
met de bescherming van de rechten van anderen, in dit geval de schuldeisers wiens belangen de 
wetgever in deze zwaarder heeft doen wegen dan het privébelang van de failliet.’ Deze uitspraak 
bepaalt nog niets over welke bevoegdheden deze bepaling aan de curator verschaft. Geeft deze 
bepaling de curator de bevoegdheid om plaatsen te doorzoeken? Is de curator bevoegd een woning te 
doorzoeken om bijvoorbeeld op zoek te gaan naar administratie of vermogen van de gefailleerde? De 
tekst van artikel 93a Faillissementswet bepaalt dat er mag worden binnengetreden door de curator 
(toegang tot elke plaats), indien dit redelijkerwijs nodig is voor de vervulling van zijn taak.  
 
                                                            
94 Hof Arnhem 16 september 1985, KG 1985, 304. 
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Volgens Feenstra houdt de vervulling van zijn taak voor de curator ook i het in bewaring nemen van 
informatie en de administratie die in het belang zijn voor de doelmatige afwikkeling van het 
faillissement in.95 Een interessante vraag die zich voordoet is hoe deze taak zich verhoudt tot het 
tuchtrecht. 
 
Een daartoe relevante uitspraak is die van de Raad van Discipline van Amsterdam, waarin de grenzen 
van het tuchtrecht met betrekking tot een advocaat in hoedanigheid van faillissementscurator aan de 
orde werd gesteld.96 In deze zaak ging het om een klacht met betrekking tot het binnentreden van een 
woning door de faillissementscurator. De curator zou tuchtrechtelijk verwijtbaar hebben gehandeld 
doordat de curator zich zonder medeweten van klager toegang tot zijn woning heeft verschaft, het slot 
van de voordeur van de woning van klager heeft laten vervangen zonder een sleutel of bericht achter te 
laten zodat klager zijn woning niet meer in kon, heeft meegedeeld dat hij over een machtiging tot 
binnentreding beschikte terwijl dat niet zo was en tot zeventien dagen na het binnentreden van de 
woning geen schriftelijke of mondelinge informatie heeft verstrekt over de reden van het binnentreden 
van de woning. De Raad oordeelde dat het criterium waaraan het handelen van een advocaat die 
optreedt in een andere hoedanigheid wordt getoetst, een beperkter criterium was dan dat waaraan het 
handelen van een advocaat als zodanig werd getoetst. Getoetst werd namelijk slechts of de advocaat 
zich bij de vervulling van die andere functie zodanig gedraagt dat daardoor het vertrouwen in de 
advocatuur werd geschaad. Voor het handelen van een advocaat als curator bracht deze maatstaf mee 
dat niet snel van tuchtrechtelijk verwijtbaar handelen sprake zou zijn. Dit kwam onder meer omdat een 
curator bij de uitoefening van zijn taak uiteenlopende, soms tegenstrijdige belangen moest behartigen 
en dat hij bij het nemen van zijn beslissingen, die vaak geen uitstel konden lijden, ook rekening 
behoorde te houden met belangen van maatschappelijke aard. Verder speelde een rol dat de curator 
zijn taak uitoefende onder toezicht van de rechter-commissaris en dat het in de eerste plaats aan de 
rechter-commissaris was om te beslissen of het handelen van de curator zich binnen de wettelijke 
kaders afspeelde. De Raad van Discipline heeft geoordeeld dat de curator dan ook gerechtigd was de 
bedrijfsruimte van de failliet te betreden. De rechter-commissaris had de curator toestemming verleend 
het slot te vervangen. Mede gelet op de communicatie die op voorhand had plaatsgehad tussen de 
curator en (de advocaat van) klager, was niet aannemelijk geworden dat verweerder er redelijkerwijs 
op bedacht moest zijn dat hij, na het vervangen van het slot, door de woning van klager zou moeten 
om de bedrijfsruimte van het bedrijf te bereiken. 
 
Zoals gezegd is de curator bevoegd tot het betreden van elke plaats. De rechter-commissaris hoeft 
slechts aan de curator een machtiging te verschaffen voor het binnentreden van een woning.97 Deze 
machtiging kan ook achteraf worden gegeven. Naar mijn mening lijkt de curator hiermee alle vrijheid 
                                                            
95 Feenstra 2015, p. 408.  
96 Raad van discipline 2 juni 2015, ECLI:NL:TADRAMS:2015:155. 
97 Tussen middernacht en zes uur ’s morgens zonder toestemming van de bewoner kan worden binnengetreden voor zover dit dringend noodzakelijk is en de 
machtigen dit uitdrukkelijk bepaald.  
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te hebben tot het betreden van plaatsen. In het Wetboek van Strafvordering bestaan strenge 
waarborgen met betrekking tot zulke vergaande bevoegdheden. Zo moet er buiten heterdaad sprake 
zijn van een misdrijf waarvoor voorlopige hechtenis toelaatbaar is en moet van dit misdrijf een 
voldoende verdenking bestaan, een redelijk vermoeden van schuld. Dergelijke waarborgen zijn niet 
expliciet terug te vinden bij het binnentreden door de curator. Bovendien blijkt daar weinig 
jurisprudentie over te bestaan. Het enige toetsingscriterium dat van belang is voor de curator is de 
vraag of een dergelijk binnentreden en doorzoeking ter inbeslagneming redelijkerwijs noodzakelijk 
zijn voor het vereffenen van de boedel. De vraag die zich hier voordoet is op basis van welke feiten en 
gegevens de curator objectief tot het inzicht kan komen dat er in de te betreden plaats informatie en de 
administratie voor de curator verborgen worden gehouden. Oftewel zoals Feenstra meent, heeft de 
curator op basis van hem bekende feiten en omstandigheden een redelijk vermoeden van schuld, zoals 
vereist in het wetboek van Strafvordering?98 Dit redelijk vermoeden kan zich bijvoorbeeld voordoen 
indien sprake is van faillissementsfraude. 
 
Samengevat kan worden gezegd dat de curator bevoegd is tot het betreden van elke plaats, inclusief 
een woning, indien dit redelijkerwijs noodzakelijk is voor het vereffenen van de boedel. Daarentegen 
verschaft de wet weinig kaders met het oog op de bevoegdheid van de curator tot het doorzoeken van 
plaatsen en evenmin op basis van welke criteria de curator de afweging dient te maken tot het 
toepassen van de bepaling tot het betreden van plaatsen.  
 
3.3. Wetgevingsprogramma Herijking Faillissementsrecht 
In de vorige paragraaf is uiteengezet dat aan de curator de beheerstaak tot afwikkeling van het 
faillissement is toebedeeld. In verband hiermee zal in deze paragraaf het Wetgevingsprogramma 
Herijking Faillissementsrecht nader worden besproken. De Faillissementswet dateert uit 1893, het dan 
ook niet voor niets wenselijk dat de wetgeving wordt aangepast. De pijler fraude van het 
wetgevingsprogramma omvatte drie wetsvoorstellen, te weten het wetsvoorstel civielrechtelijk 
bestuursverbod, het wetsvoorstel herziening strafbaarstelling faillissementsfraude en het wetsvoorstel 
versterking positie curator.99 Daarmee wordt het instrumentarium ter bestrijding van 
faillissementsfraude versterkt, zowel in civielrechtelijke als strafrechtelijke zin. Het Wetsvoorstel 
versterking positie curator verkeert in een vergevorderd stadium. Dit laatste wetsvoorstel is voor mijn 
onderzoek van belang. Met name de nieuwe taak van de curator die uit dit wetsvoorstel voortvloeit: 
het doen van aangifte bij een vermoeden dat er frauduleuze handelingen plaatsvinden.100 Deze 
wetswijziging bouwt voort op maatschappelijke onrust over faillissementsfraude en onvoldoende 
aanpak van misstanden bij faillissementen waaraan de afgelopen tijd aandacht is besteed in media en 
parlement.  
                                                            
98 Feenstra 2015, p. 409. 
99 Stb. 2016, 205 (wet civielrechtelijk bestuursverbod, Stb. 2016, 153, en wet herziening strafbaarstelling faillissementsfraude, Stb. 2016, 154).  




Zoals ik hiervoor heb betoogd, tracht de wetgever op grond van de recent in werking getreden EU-
verordening bescherming persoonsgegevens om op onbeperkte wijze gegevens te koppelen, terwijl dit 
niet is toegestaan.101 De minister van Veiligheid & Justitie stelt dat fraude een groeiend probleem is in 
Nederland en dat het daarvoor noodzakelijk is dat alle beschikbare gegevens over burgers moeten 
worden gekoppeld.102 Hoe meer gegevens er beschikbaar zijn, hoe gedetailleerder het gedrag in kaart 
kan worden gebracht. Afwijkend gedrag kan duiden op fraude. Dat betekent dat van "Nee, tenzij (er 
goede redenen zijn om tot verstrekking over te gaan)" het wordt "Ja, tenzij (er goede redenen zijn om 
gegevens geheim te houden)".103 Daarmee bestaat de kans dat de kern van de thans geldende Wbp 
(deels) wordt omzeild en de bescherming van privacygegevens, middels de wettelijke waarborgen, op 
een helling wordt gezet. Het gevolg daarvan is dat het de curator is die een veredelde 
opsporingsambtenaar wordt zonder gedegen ‘gereedschapskist’.  
 
3.3.1. Wet versterking positie curator  
De curator krijgt op basis van een bij de Tweede Kamer in behandeling zijnde wetsvoorstel de 
wettelijke taak om een onderzoek in te stellen naar mogelijke onregelmatigheden. De curator zal dan 
ook daadwerkelijk iets moeten doen met de bevindingen. Het Wetsvoorstel versterking positie curator 
voorziet in een wettelijk kader om deze lacune te dichten.104 Hieruit volgt dat de curator de 
verplichting krijgt om onregelmatigheden aan de rechter-commissaris te melden, die eventueel kan 
beslissen dat aangifte dient te volgen.105 Als de curator of de rechter-commissaris het nodig vindt, doet 
de curator melding of aangifte van de onregelmatigheden die de curator heeft opgemerkt bij de 
afwikkeling van het faillissement (art. 68 Fw). Het spreekt voor zich dat bij serieuze signalen in ieder 
geval melding wordt gedaan. De bevindingen van de curator kunnen aanleiding vormen voor een 
nader strafrechtelijk onderzoek door het Openbaar Ministerie.  
 
Een voorbeeld hiervan onder het huidige recht is de uitspraak van de rechtbank Overijssel van  
22 maart 2016 waarin de curator aangifte heeft gedaan bij het Openbaar Ministerie van vermoedelijke 
faillissementsfraude. Er zou sprake zijn van bedrieglijke bankbreuk en schending van de 
inlichtingenplicht jegens de curator. Gefailleerde zou niet hebben voldaan aan de wettelijke oproep 
door de curator tot het verstrekken van inlichtingen omtrent de aankoop van een aantal goederen 
waarvan hij de factuur niet heeft betaald, het als gevolmachtigde van een koeriersonderneming in het 
handelsregister ingeschreven staan, het verrichten van werkzaamheden voor die koeriersdienst en het 
gebruik van de bankrekening van zijn echtgenote om daarop gelden te storten en/of betalingen door 
derden aan hem te laten overmaken. Tevens heeft gefailleerde goederen en aanzienlijke geldbedragen 
                                                            
101 www.privacybarometer.nl 
102 Kamerstukken II 2014/15, 32 761 nr. 79 (kamerbrief), gepubliceerd op 8 januari 2015. 
103 Naar een betere én zorgvuldigere gegevensuitwisseling in samenwerkingsverbanden, Rapport van de Werkgroep Verkenning kaderwet gegevensuitwisseling, 
gepubliceerd 5 december 2014. 
104 MvT Wet versterking curator. Kamerstukken II 2014-2015 34 253, Wijziging van de Faillissementswet in verband met de versterking van de positie van de 
curator (Wet versterking positie curator). 
105 Artikel 68 van de Faillissementswet. 
37 
 
aan de in staat van faillissement verkerende boedel van de onderneming onttrokken. De curator heeft 
daartoe kopieën van tussen hem en de gefailleerde gevoerde correspondentie aan het Openbaar 
Ministerie overgelegd die als bewijsmateriaal in het strafrechtelijk proces zijn gevoegd. Het mag 
evident zijn dat gefailleerde is veroordeeld voor faillissementsfraude op grond van artikel 340 van het 
Wetboek van Strafrecht (WvSr). De rechter oordeelt bij de gronden voor een straf of maatregel dat 
door het handelen van gefailleerde het de curator onmogelijk is gemaakt om het faillissement op 
correcte wijze af te wikkelen.  
 
De curator krijgt daarnaast een sterkere informatiepositie doordat de failliet een (ongevraagde) 
algemene informatie- en medewerkingsplicht jegens de curator krijgt, zo dikwijls hij daartoe wordt 
opgeroepen.106 Tevens heeft de failliet de plicht om aan de curator alle relevante gegevensdragers 
terstond over te dragen met inbegrip van de middelen om de inhoud leesbaar te maken.107 Van belang 
is dat met deze maatregel niet wordt bereikt dat de (bestuurder) van failliet zich jegens de curator en 
rechter-commissaris op zijn strafrechtelijke zwijgrecht kan gaan beroepen.108 De Hoge Raad heeft in 
het arrest Sanders geoordeeld dat hiermee afbreuk zou worden gedaan aan de voor de afwikkeling van 
het faillissement zo belangrijke inlichtingenplicht aan de curator.109 De inlichtingenplicht staat op 
gespannen voet met het beginsel dat een burger niet verplicht is medewerking te verlenen aan zijn 
eigen veroordeling in een strafproces (het zgn. nemo tenetur-beginsel). De gefailleerde kan zich niet 
aan zijn inlichtingenplicht onttrekken met een beroep op zijn zwijgrecht ex artikel 29 Wetboek van 
Strafvordering (hierna: WvSv).110 Die bepaling heeft slechts betrekking op het bijeenbrengen van 
strafrechtelijk bewijs tegen de gefailleerde. De bepaling geldt niet tegenover de curator in de 
uitoefening van diens in de wet omschreven taak, aldus het oude arrest van het Hof Arnhem 3 februari 
1987. Dat arrest neemt aan  dat het zwijgrecht wel kan worden ingeroepen indien de vragen van de 
curator tot doel hebben strafrechtelijk bijeen te brengen tegen de gefailleerde, welke vraagstelling geen 
of onvoldoende verband heeft met de taak en bevoegdheden als curator.111  
 
De curator kan de inlichtingenplicht niet afdwingen, terwijl een faillissementsfraudeur juist deze 
inlichtingenverplichting schendt. De Hoge Raad heeft zich hierover recent uitgelaten in het arrest 
Verzoeker/mr. Ruding q.q. waarin zij, in navolging op haar eerdere arrest van 12 juli 2013, heeft 
geoordeeld dat autoriteiten bij het afdwingen van de verkrijging van ‘wilsafhankelijk’ bewijsmateriaal 
voor heffingsdoeleinden moeten waarborgen dat de belastingplichtige zijn recht om niet mee te 
werken aan zelfincriminatie effectief kan uitoefenen.112 In deze zaak ging het - kort weergegeven - om 
het feit dat gefailleerde voortdurend weigerde inlichtingen te verschaffen aan de curator. Bij het 
verstrekken van de gevraagde gegevens zou gefailleerde zichzelf kunnen incrimineren. Gefailleerde 
                                                            
106 Kamerstukken II 2013/14, 44, 994, nr. 4 en Artikel 105 Faillissementswet.  
107 Zie ook het in opdracht van het Ministerie V&J opgestelde Rapport van de commissie Udink ‘Aanbevelingen aanpak faillissementsfraude’ uit 2007. 
108 Van Nielen 2013, p. 70-83. 
109 Hilverda en EHRM 17 december 1996, NJ 1997/699 (Sanders arrest). 
110 HR 20 februari 1998, RvdW 1998/54 en Spronken 2013, T&C Strafvordering, ad artikel 29 Sv. 
111 Hof Arnhem 3 februari 1987, NJ 1988/269. 
112 HR 24 januari 2014, ECLI:NL:HR:2014:161. 
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meent dat zijn zwijgrecht in deze zwaarder behoort te wegen dan zijn plicht om ingevolge artikel 105 
Faillissementswet inlichtingen aan de curator te verstrekken. De Hoge Raad wijst het verzoek van 
gefailleerde af, maar verbindt aan de afwijzing wel het voorbehoud dat de door gefailleerde verschafte 
inlichtingen uitsluitend mogen worden gebruikt ten behoeve van de afwikkeling van het faillissement. 
Zoals Feenstra meent, heeft de curator meer aan een duidelijke wettekst op grond waarvan hij de 
gefailleerde op zijn verplichting kan wijzen, in plaats van een (oud) arrest.113 Tot slot rijst de vraag 
waar de grens ligt. Hoe ver reiken de bevoegdheden van de curator om faillissementsfraude te 
bestrijden? Op die vraag zal ik in de volgende paragraaf antwoord geven. 
 
Samengevat kan worden gezegd dat de Faillissementswet beheersbevoegdheden biedt aan de curator 
en geen opsporingsbevoegdheden. Om die reden zou de wet dan ook de grens moeten bepalen, maar 
de wet zegt daar niets over. De curator balanceert feitelijk tussen de informatieverplichting, 
conflicterende belangen van partijen, geheimhouding en het grondrecht van privacy. De curator staat 
telkens weer op het kruispunt van deze belangen.  
 
3.4. Insolventieprocedure en fundamentele grondrechten   
Nu uit de vorige paragraaf blijkt dat de curator met betrekking tot inbeslagname middels het betreden 
van plaatsen balanceert tussen bepaalde met elkaar samenhangende belangen, waaronder het 
grondrecht van privacy, zal nu de verhouding tussen het insolventierecht en de fundamentele 
grondrechten nader uiteen worden gezet. Voor dit onderzoek is relevant om na te gaan hoe wordt 
omgegaan met het door de Wbp vereiste dat er sprake dient te zijn van een noodzaak alvorens wordt 
overgegaan tot inbeslagname middels het betreden van plaatsen. Tevens wordt de bescherming van de 
persoonlijke levenssfeer zoals beschermd door het Europees Hof voor de Rechten van de Mens 
uiteengezet. Uit mijn onderzoek komt naar voren dat de insolventieprocedure op gespannen voet staat 
met het grondrecht van privacy en de bescherming van de persoonlijke levenssfeer. De 
Faillissementswet geeft de schuldenaar weinig mogelijkheden om informatie voor zichzelf te houden 
en geeft de curator, in het kader van het beheer en de vereffening van de boedel, ruime bevoegdheden 
om informatie te vragen of anderszins tot zich te nemen. 
 
3.4.1. Bescherming persoonlijke levenssfeer en het grondrecht van privacy 
Historisch gezien staan insolventieprocedures, met name het faillissement, en de grondrechten op 
gespannen voet.114 De gevolgen van het faillissement zijn een aantasting van de persoonlijke 
levenssfeer van de schuldenaar, waarbij zijn fundamentele rechten in het gedrang kunnen komen. 
Zoals Van Apeldoorn stelt, betreedt de curator de woning van de failliet. Deze verliest zijn beheers- en 
beschikkingsbevoegdheid over zijn goederen, zijn administratie, gelden en waardepapieren, die in 
beslag worden genomen. De bezittingen van de failliet worden verkocht. Het maakt niet uit of hij 
                                                            
113 Feenstra 2015 p. 426.  
114 Aukema 2007. Zie ook: Mulder 2007.  
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daarmee een nostalgische of emotionele band heeft of dat het erfstukken betreft die, na verkoop, 
onvervangbaar zijn. De curator ontvangt, opent en leest ook de post van de failliet. Hij moet meedelen 
wat de curator, de rechter-commissaris of de schuldeisers willen weten, mag zijn woonplaats niet 
verlaten, kan worden gegijzeld en moet zich melden indien dat wordt verlangd.115  
 
In de praktijk wordt de faillissementscurator hierdoor geconfronteerd met allerhande wet- en 
regelgeving. Een van de wetten waarop de curator bij de uitvoering van zijn taken bedacht moet zijn, 
is de Wbp. Hoewel deze wet op het eerste gezicht niet zo vaak aan de orde lijkt te komen in de 
dagelijkse praktijk van een curator, heeft de Wbp een zodanig ruim toepassingsgebied dat ook een 
curator bij de uitvoering van zijn taken in het kader van de vereffening van de boedel met de 
bepalingen van de Wbp in aanraking komt. Met name bij het veiligstellen van gegevens, de afgifte en 
inbeslagname van de administratie en het daartoe betreden van plaatsen dient de curator de wettelijke 
vereisten van de Wbp in acht te nemen. Zoals ik hiervoor heb betoogd, dient inbeslagname van 
gegevens aan het vereiste van noodzakelijkheid te voldoen. Er dient een belangenafweging te worden 
gemaakt tussen dat van de schuldeisers (verkrijgen van gegevens) tegenover dat van de gefailleerde 
(recht op privacy). Indien gegevens op een andere wijze kunnen worden verkregen, dan is in 
beslagname niet toegestaan. In beginsel kan worden gesteld dat ingeval er sprake is van een 
faillissement het belang van de schuldeisers zwaarder weegt dan het belang van de gefailleerde. 
Daarmee is een inbreuk op het grondrecht van privacy gerechtvaardigd. 
 
Het respect voor de persoonlijke levenssfeer is een essentiële voorwaarde voor een menswaardig 
bestaan en kan worden beschouwd als een van de grondslagen van onze rechtsorde. Zij erkent voor 
iedereen het recht op respect voor zijn privéleven, familie- en gezinsleven, huis en correspondentie. In 
de insolventieprocedure komt het recht op het respect voor het privéleven met name tot uiting in het 
respect voor de woning en de communicatie, maar in de eerste plaats misschien wel in het recht dat in 
insolventieprocedures het meest voor de hand ligt: het recht om het privéleven af te schermen van 
derden en om bepaalde, hoogst persoonlijke informatie geheim te houden: de informatieve en 
communicatieve privacy.116 Hoewel artikel 8 lid 1 van het EVRM dit recht beschermt, maakt het 
faillissement hierop juist een inbreuk. 
 
De Faillissementswet geeft de schuldenaar weinig mogelijkheden om informatie voor zichzelf te 
houden en geeft de curator, in het kader van het beheer en de vereffening van de boedel, ruime 
bevoegdheden om informatie te vragen of anderszins tot zich te nemen. Artikel 92 Faillissementswet 
bepaalt dat de curator met alle beschikbare middelen zorg draagt voor de bewaring van de boedel en 
onmiddellijk de bescheiden en gegevensdragers (computers) en overige goederen onder zich neemt. 
Het spreekt dan ook voor zich dat, indien de insolventie inbreuk maakt op het privéleven van de 
                                                            
115 Van Apeldoorn 2009. 
116 EHRM 7 juli 1989 (Gaskin v. Verenigd Koninkrijk), par. 36-37 en EHRM 26 maart 1987, no. 9248/81 (Leander v. Zweden).  
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schuldenaar, dit tevens een inbreuk zal zijn op zijn gezinsleven.117 De bescherming van de woning is 
gericht op het respect voor de persoonlijke vrijheid en het welzijn van de persoon. Dit grondrecht 
strekt tot bescherming van het ongestoord gebruik van de woning en derhalve niet tot bescherming van 
de eigendom of de huur daarvan.118 Dit komt overeen met de bescherming van de woning in artikel 12 
lid 1 Grondwet. Dit beschermt het privéleven of huiselijk leven in de woning en stelt nadere regels 
voor het betreden van die woning door curatoren.  
 
Het begrip ‘woning’ in het EVRM is ruimer. Het gaat daarin niet alleen om de eigenlijke woning, 
maar ook om het gebied eromheen: de tuin en de garage. Zoals uit het arrest Niemitz van het EHRM 
blijkt, worden bedrijfsruimten - ruimten waar men een handelsactiviteit of beroep uitoefent - eveneens 
daaronder begrepen.119 Dit is gedaan omdat ten aanzien van natuurlijke personen die een onderneming 
drijven (vrije beroepsuitoefening of eenmanszaak) de professionele en andere activiteiten soms niet 
goed te scheiden zijn.120 Een strikte, meer beperkte interpretatie zou kunnen leiden tot ongelijke 
behandeling.121 Als gevolg daarvan gaat het EHRM er in deze gevallen vanuit dat bepaalde 
beroepsactiviteiten en zakelijke activiteiten en ruimten onder de toepassing vallen van zowel het recht 
op bescherming van het privéleven als van de woning, maar dat deze zienswijze niet belet dat ten 
aanzien van dergelijke (privé)ruimten en activiteiten verdergaande beperkingen van de rechten van 
artikel 8 van het EVRM mogelijk zijn dan ten aanzien van andere ruimten en activiteiten.122  
 
Er bestaat vaak een samenloop tussen het privéleven, gezins- en familieleven en het woonhuis. Het is 
gewoonlijk de woning die het meest waardevolle is en zeker het meest zichtbare 
vermogensbestanddeel. Denkbaar is dat de curator het woonhuis, dat in de boedel valt, moet verkopen 
indien daarin de schuldenaar en zijn gezin wonen. Indien de rechter-commissaris goedkeuring verleent 
voor de verkoop van het woonhuis behoeft dit extra aandacht. Er dient in een dergelijk geval sprake te 
zijn van een zorgvuldige belangenafweging. Zoals ik hiervoor heb betoogd, balanceert de curator 
steeds tussen diverse belangen: die van de boedel, de schuldeisers en de gefailleerde.  
 
De postblokkade brengt met zich dat de inhoud van berichten van de failleerde die de curator ontvangt 
de gefailleerde de curator daarover moet inlichten, indien hij daartoe wordt opgeroepen.123 Gedurende 
het faillissement wordt respect voor de briefwisseling van de schuldenaar, althans voor zover het 
betreft de briefwisseling die voor de schuldenaar bestemd is, vrijwel altijd en voortdurend geschonden. 
Deze postblokkade kan een ernstige inbreuk op de privacy van de schuldenaar (en zijn gezin) met zich 
                                                            
117 C. Forder, ‘Het gezin in international verdragen’, RM Themis, nr. 4, p. 131-144. 
118 Kamerstukken II 1984/85, 19 073, nr. 3, p. 20. 
119 EHRM 30 maart 1989, no. 10461/83 (Chappell v. Verenigd Koninkrijk); EHRM 16 december 1992, no. 13710/88 (Niemietz v. Duitsland), EHRM 25 februari 
1993, no. 10828/84 (Funke v. Frankrijk).  
120 EHRM 30 maart 1989, no. 10461/83 (Chappell v. Verenigd Koninkrijk), par. 51: ‘Before the Court, the Government accepted that there had been an 
‘interference’ with the exercise of the applicant’s right to respect for his ‘private life’ and ‘home’, maar het Hof separeert het belang van Chappell van dat van 
zijn onderneming. 
121 EHRM 16 december 1992, no. 13710/88 (Niemietz v. Duitsland), par. 30. 
122 EHRM 16 december 1992, no. 13710/88 (Niemietz v. Duitsland), par. 31. 
123 Artikel 99 lid 1 Faillissementswet.  
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meebrengen, maar ook van derden die met de schuldenaar corresponderen en mogelijk zelf geheel 
buiten het faillissement staan. Draaisma pleit zelfs voor een emailblokkade op grond van de 
inlichtingenplicht van de gefailleerde.124 Naar mijn mening komt dit, in beginsel, de beheerstaak van 
de curator niet ten goede.  
 
Samengevat kan gezegd worden dat het faillissement een aantasting van de persoonlijke levenssfeer en 
het grondrecht van privacy van de schuldenaar met zich kan brengen, waarbij zijn fundamentele 
rechten in het gedrang kunnen komen. De vraag die zich opdringt is of er nog enige mate van controle 
bestaat op deze vergaande bevoegdheden van de curator.  
 
3.5. Controle op de bevoegdheden van de curator in faillissementen  
In de vorige paragraaf is geconstateerd dat de gevolgen van een faillissement een aantasting van de 
persoonlijke levenssfeer van de schuldenaar met zich meebrengen en daarmee een inbreuk op het 
grondrecht van privacy maakt, zal in deze paragraaf de controle op de bevoegdheden van de curator 
aan de orde worden gesteld. Hiervoor zal de toezichthoudende rol van de rechter-commissaris worden 
beschreven. Hij houdt immers toezicht op de rechtmatige en doelmatige uitoefening van 
bevoegdheden van de curator. Uit mijn onderzoek blijkt dat de curator steeds meer 
opsporingsbevoegdheden krijgt toebedeeld, waardoor de positie van de rechter-commissaris steeds 
meer aan verandering onderhevig is.  
 
3.5.1 Toezicht door de rechter-commissaris 
De curator dient rekening en verantwoording af te leggen en faillissementsverslagen te overleggen aan 
de rechter-commissaris. Dit blijkt onder meer uit de wetsgeschiedenis bij artikel 69 Faillissementswet. 
Daar wordt opgemerkt dat dit artikel de curator onder de voortdurende controle stelt van hen in wier 
belang hij is aangesteld. Daaronder wordt niet alleen de schuldeiser verstaan maar onder de 
gefailleerde zelf. Het blijft immers de vereffening van het vermogen van de gefailleerde waarover 
rekening en verantwoording wordt afgelegd. De gefailleerde die het beheer over zijn restant vermogen 
herkrijgt, heeft daar des te meer belang bij.125  
 
Omtrent de taakverdeling tussen de curator en de rechter-commissaris is van belang dat alleen de 
curator de boedel beheert en vereffent en dat de rechter-commissaris uitsluitend toezicht houdt. Uit de 
wettekst en uit het parlementaire geschiedenis blijkt overduidelijk dat de rechter-commissaris toezicht 
houdt. Hij gaat na of de curator binnen de grenzen der wet optreedt, of hij handelt in het belang van de 
boedel en of hij zijn taak behoorlijk vervult.126 Het toezicht heeft daarmee een driedelig karakter: de 
rechter-commissaris toetst de rechtmatigheid (handelt de curator overeenkomstig de wet?), de 
doelmatigheid (zijn de maatregelen van de curator gericht op de hoogste opbrengst van de boedel; zijn 
                                                            
124 Draaisma, Tvl 1997/4 p.101 e.v. 
125 Verstijlen 1998, p. 141.  
126 Zie Regeringsantwoord bij Van der Feltz II (1897), p. 2 e.v.  
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de kosten effectief?), alsook de doelgerichtheid (dragen de handelingen van de curator bij aan het doel 
van een efficiënt verloop van de vereffening van de boedel?). Het is daarbij de taak van de curator en 
de rechtbank om het beleid van de curator in volle omvang te toetsen.127 Het toezicht is volledig en in 
beginsel onbeperkt. In die gevallen waarin een bijzonder wettelijke regeling daarin (ten dele) voorziet, 
zal het toezicht minder volledig kunnen zijn. Bij een dergelijke samenloop van toezicht, zal de rechter-
commissaris minder ‘vol’ kunnen toetsen. Een beslissing over de omvang van het toezicht komt echter 
toe aan de rechter-commissaris en aan de rechtbank, doordat het belang van al het bij het faillissement 
betrokkene onderwerp van toezicht is. Een oordeel is daarom alleen aan de rechter-commissaris 
respectievelijk de rechtbank voorbehouden. De rechter-commissaris draagt direct bij aan de 
doeltreffendheid en de doelmatigheid van de taak van de curator door gebruikmaking van zijn 
bevoegdheden tot goedkeuring of machtiging met betrekking tot bepaalde handelingen van de 
curator.128 De machtiging vrijwaart de curator niet van aansprakelijkheid. Een drietal voorbeelden 
daarvan zijn als volgt. 
 
In de rechtspraak van de Hoge Raad is zo goed als geen ruimte voor aansprakelijkheid van de rechter-
commissaris of de Staat, waarvoor wordt aangeknoopt bij de aansprakelijkheid voor onrechtmatige 
rechtspraak.129 In deze zaak had de curator een aanzienlijk bedrag verduisterd. De opvolgend curator 
stelde daarop de Staat en de rechter-commissaris persoonlijk aansprakelijk omdat deze laatste 
onvoldoende toezicht zou hebben uitgeoefend. De Hoge Raad ging daar niet in mee. De Hoge Raad 
overwoog kort gezegd dat het toezicht van de rechter-commissaris niets afdoet aan de 
aansprakelijkheid van de curator. De curator moet zich steeds kwijten van een behoorlijk 
taakvervulling. De curator legt daartoe rekening en verantwoording af aan de rechter-commissaris. 
 
Voorts blijkt uit de literatuur dat er verschillende visies bestaan op de verhouding tussen rekening en 
verantwoording en aansprakelijkheid van de curator. Enerzijds wordt geconstateerd dat in de 
goedkeuring van rekening en verantwoording een decharge ligt besloten, anderzijds wordt 
geconstateerd dat men terughoudender is met het aannemen van een recht op decharge. Indien de 
rechter-commissaris de rekening en verantwoording goedkeurt, kan daarmee niet een decharge voor 
het gehele beheer van de curator worden geacht te zijn gegeven.130 De redelijkheid en billijkheid staan 
eraan in de weg dat de curator van de rechter-commissaris verlangt hem decharge te verlenen voor zijn 
beleid, dan wel zich uitspreekt over zijn beleid.  
 
Op schriftelijk verzoek van ieder van de schuldeisers, van de commissie uit de schuldeisers en ook van 
de gefailleerde, kan de rechter-commissaris, de curator bevelen een handeling te verrichten of een 
voorgenomen handeling na te laten. Het gaat hier om de geschil beslechtende rol van de rechter-
                                                            
127 Rechtbank Leeuwarden 30 maart 2012, LJN BW5758 en Rechtbank Limburg, 3 juli 2013, ECLI:NL:RBLIM:2013:10171; JOR 2014,243. 
128 Vriesendorp (200), pll. 589.  
129 HR 17 april 1959, NJ 1961, 573 (Bloemsma q.q./Staat).  
130 Verstijlen 1998, p. 376.  
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commissaris. Een bevel ex artikel 69 Faillissementswet vermag daarmee wél de aansprakelijkheid van 
de curator uit te sluiten.  
 
De versterking van de positie van de curator als gevolg van de nieuwe wetgeving, waardoor hij een 
fraudesignalerende rol krijgt, brengt met zich mee dat de informatieplicht van de curator jegens de 
rechter-commissaris en het doen van melding of aangifte op grond van gesignaleerde fraude tot extra 
inspanningen leidt. Dat heeft tot gevolg dat dit een intensivering voor de toezichthoudende rol van de 
rechter-commissaris met zich meebrengt. Uit de memorie van toelichting volgt dat hiervoor wel 
voldoende faciliteiten en middelen beschikbaar dienen te komen. De Raad van State heeft in het 
vervolg hiervan geadviseerd om nader in te gaan op de noodzaak van de bevoegdheid voor de rechter-
commissaris om de curator te kunnen bevelen melding of aangifte van onregelmatigheden te doen bij 
de bevoegde instanties, nu hij op grond van artikel 73 Faillissementswet de rechtbank in het algemeen 
kan verzoeken om de curator te ontslaan als een bevel van de rechter-commissaris niet wordt 
nageleefd.131  
 
Samengevat kan worden gezegd dat de rechter-commissaris een toezichthoudende rol vervult waarin 
hij het beleid van de curator in volle omvangt toetst, maar dat het de curator is die op grond van de 
zorgvuldigheidsnorm aansprakelijk is en blijft voor zijn handelen.  
 
3.6. TUSSENCONCLUSIE   
Nu mijn rechtsvergelijkend onderzoek is ingesteld vanuit de vraag welke waarborgen er gelden tegen 
vergelijkbare schendingen van fundamentele rechten, kan het volgende worden opgemerkt. In zijn 
algemeenheid concludeer ik op basis van mijn onderzoek dat de curator, vergelijkbaar met de 
kantonrechter, een grote mate van autonomie heeft in de uitoefening van zijn taak en daartoe over 
vergaande bevoegdheden beschikt, in het bijzonder de inlichtingenplicht. In het kader van de 
afwikkeling van het faillissement kan de curator inlichtingen verzoeken, gegevens veiligstellen, 
bescheiden in beslag nemen en elke plaats betreden. Indien de curator meent dat er sprake is van 
frauduleuze handelingen is hij zelfs verplicht daarover melding te doen bij de rechter-commissaris. 
Die bepaalt vervolgens of er aangifte plaatsvindt. In sommige gevallen heeft de curator, in 
tegenstelling tot de kantonrechter, een machtiging van de rechter-commissaris nodig om handelingen 
te verrichten. Een voorbeeld daarvan is de bevoegdheid tot het betreden van een woning. Nu deze 
machtiging ook achteraf kan worden verkregen, zou men kunnen stellen dat de curator hiermee een 
vrijbrief heeft om plaatsen te betreden, zelfs woningen en het doorzoeken hiervan. In dit onderzoek 
valt mij op dat de curator zeer autonoom is in de besluitvorming tot toepassing van zijn bevoegdheden 
en vervolgens de uitvoering daarvan coördineert. De Faillissementswet verschaft daartoe de kaders, 
maar biedt niet de nodige waarborgen tegen een mogelijke inbreuk op de privacy. De curator dient, in 
                                                            
131 Zie artikel 68 lid 2 Faillissementswet. 
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tegenstelling tot de kantonrechter, bij zijn handelen wel de zorgvuldigheidsnorm in acht te nemen. Het 
is dus niet zo dat de curator zomaar zijn gang kan gaan. De controle en het toezicht op de curator ligt 
in de handen van de rechter-commissaris. Deze toetst het beleid van de curator in volle omvang. Het is 
duidelijk geworden dat het toezicht van de rechter-commissaris niets af doet aan de aansprakelijkheid 
van de curator.  
 
Een ander punt is dat de Wbp en het EVRM een belangrijke rol in het faillissementsrecht innemen als 
het gaat om een mogelijke inbreuk die wordt gemaakt op de persoonlijke levenssfeer. Door het 
uitspreken van het faillissement verandert de rechtspositie van de gefailleerde drastisch. In beginsel 
geldt dat indien er sprake is van een faillissement het belang van de schuldeisers zwaarder weegt dan 
het belang van de gefailleerde. Hiermee is een inbreuk op het grondrecht van privacy gerechtvaardigd. 
Met betrekking tot het vorderen van gegevens kan de recent in werking getreden algemene EU-
regelgeving op het gebied van bescherming van persoonsgegevens tot de nodige vraagstukken leiden 




3.7 DE OFFICIER VAN JUSTITIE IN HET STRAFRECHT  
Nu in de voorgaande paragrafen de bevoegdheden van de kantonrechter met betrekking tot het 
beschermingsbewind en de curator in faillissementen uiteen zijn gezet, waarbij geconstateerd is dat 
inbeslagname middels het betreden van plaatsen een aantasting van de persoonlijke levenssfeer met 
zich kan brengen, wordt nu een vergelijking gemaakt met de officier van justitie in het strafrecht in het 
perspectief van privacybescherming. Relevant is te onderzoeken op basis van welk criterium de 
officier van justitie handelt in de uitoefening van zijn bevoegdheden, met name de inbeslagname 
middels het betreden van plaatsen. Zoals ik in de voorgaande paragrafen uiteen heb gezet, kan dit 
immers een inbreuk op de persoonlijke levenssfeer met zich meebrengen. Om die reden wordt 
aandacht besteed aan het spanningsveld tussen het belang van de opsporing en het belang van het recht 
op privacy. Tevens komt aan de orde de mate van controle op het rechtmatig en doelmatig handelen 
van de officier van justitie. Blijft de officier binnen de grenzen van zijn bevoegdheden? Uit mijn 
onderzoek komt naar voren dat in tegenstelling tot het Burgerlijk Wetboek en de Faillissementswet het 
Wetboek van Strafvordering voldoende waarborgen omvat die een schending van het grondrecht van 
privacy rechtvaardigen. 
 
3.7.1 Taak en bevoegdheden officier van justitie in het strafrecht 
De officier van justitie bij het Openbaar Ministerie heeft het gezag over de onderzoeken van de 
politie.132 Vooral als het om zware misdrijven gaat, geeft de officier van justitie direct leiding aan het 
onderzoek. De officier van justitie is verantwoordelijk voor het zorgvuldige en eerlijke verloop van 
opsporing. Dat wil zeggen: volgens de regels die in de wet (formele zin) zijn vastgelegd.133 Artikel 1 
WvSv bepaalt dat strafvordering alleen plaats heeft op de wijze bij de wet voorzien. Deze bepaling 
geeft uitdrukking aan de erkenning van het legaliteitsbeginsel voor het gehele formele strafrecht. Een 
inbreuk door de overheid op het grondrecht van de burger is slechts toegelaten bij of krachtens de wet.  
Het legaliteitsbeginsel omvat de principes van de rechtstaat, rechtszekerheid, bescherming tegen 
willekeur van overheid. De wet fungeert als waarborg, maar eveneens en tegelijkertijd vormt zij voor 
de overheid de bevoegdheidsgrondslag voor strafvorderlijk optreden.134 Het legaliteitsbeginsel omvat 
de formele waarborg dat de uit de rechtstaatgedachte voortvloeiende consequentie is dat de bevoegden 
tot het maken van inbreuken op rechten en vrijheden van de burger bij wet moeten worden bepaald. 
De bevoegdheden van strafvorderlijke aard worden daartoe geregeld en beperkt in de wet. Het 
legaliteitsbeginsel brengt de harde eis mee dat de wet en de daarin gestelde voorwaarden moeten 
worden nageleefd.135 Voorts omvat het legaliteitsbeginsel de materiële waarborg die inhoudt dat de 
uitoefening van de strafvorderlijke bevoegdheid gebonden is aan de wettelijke voorwaarde dat er 
sprake is van verdenking als bedoeld in artikel 27 WvSv. Deze verbinding met verdenking biedt de 
garantie tegen onbeperkt en willekeurig optreden van de overheid. Verder hebben voor het strafproces 
                                                            
132 Artikel 141 Sv. 
133 www.om.nl. 
134 Minkenhof 2009, p.1. en Groenhuijsen en Knigge 2004. 
135 Cleiren en Nijboer 2007, p. 5. 
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het EVRM, het Internationaal Verdrag inzake Burgerrechten en Politieke rechten (hierna: IVBPR), het 
Europees Sociaal Handvest (ESH) en het VN-burgerrechtenverdrag consequenties als gevolg van de 
rechtstreekse werking in de daarin opgenomen bepalingen. De strafrechtspleging dient dan ook in 
overeenstemming te zijn met die bepalingen, ongeacht de nationaalrechtelijke wettelijk regeling. 
Omschreven beginselen van behoorlijke strafrechtspleging (eerlijk proces, redelijke termijn, gelijkheid 
van partijen) bieden nadere invulling en beperking van de wettelijke voorschriften voor wat betreft de 
uitoefening van de bevoegdheden door de officier van justitie.   
 
3.7.2. Strafvordering: een verkennend onderzoek  
Als gevolg van de maatschappelijke veranderingen, waaronder de ontwikkeling van onze samenleving 
tot een digitale informatiemaatschappij, is het zwaartepunt in de opsporing steeds meer komen te 
liggen op het verzamelen van (elektronische) gegevens. Gegevens over personen en hun handelingen 
kunnen van grote betekenis zijn voor de opsporing van strafbare feiten. Indien derden - personen, 
instanties en bedrijven - beschikken over deze gegevens kan het nodig zijn deze ten behoeve van de 
opsporing van strafbare feiten te vergaren. Het staat de officier van justitie niet zonder meer vrij om 
persoonsgegevens van derden te vragen. De regels voor zorgvuldige omgang met persoonsgegevens 
zoals neergelegd in de Wbp stellen hieraan namelijk grenzen. Zo heeft de officier van justitie voor 
inbeslagname (dan wel het vorderen) van privacygevoelige gegevens altijd een machtiging van de 
rechter-commissaris nodig.136 Het persoonsgegeven is gejuridiseerd, steeds minder vaak zijn gegevens 
op schrift terug te vinden. Weliswaar zou het denkbaar zijn om ter verkrijging van geautomatiseerde 
gegevens de fysieke drager van die gegevens, zoals de computer, in beslag te nemen. Veelal wordt dit 
disproportioneel geacht omdat langs die weg meer gegevens dan noodzakelijk worden verkregen. Om 
die reden is aanpassing van regelgeving met betrekking tot bevoegdheden tot het vorderen van 
persoonsgegevens noodzakelijk te noemen.  
 
Wetboek van Strafvordering 
In de loop der tijd zijn dan ook nieuwe bevoegdheden in het WvSv geïntroduceerd, zoals de 
bevoegdheden tot doorzoeking ter vastlegging van gegevens en tot het vorderen van gegevens.137 De 
wetgever heeft er destijds voor gekozen om afzonderlijke bevoegdheden voor het vergaren van 
gegevens te formuleren naast de bestaande bevoegdheden tot inbeslagneming.138 Deze bevoegdheden 
hebben overeenkomstig dat het doel van de inzet erop is gericht (elektronische) gegevens die reeds 
voorhanden zijn (historische gegevens) of die in de toekomst voorhanden zullen komen (toekomstige 
gegevens), veilig te stellen ten behoeve van het opsporingsonderzoek. In een dergelijk geval worden 
elektronische gegevensdragers en geautomatiseerde werken (computers, laptops, mobiele telefoons, 
tablets, usb-sticks, externe harde schijven etc.) in beslag genomen. Deze inbeslagname kan een 
                                                            
136 Artikel 125i WvSv.  
137 Kamerstukken II, 2015-2016, 34 372 nr. 4, Gepubliceerd op 28 december 2015. Zie ook artikel 94-97 WvSr. 
138 Artikel 125i WvSv. 
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inbreuk op het grondrecht van privacy met zich brengen. Een voorbeeld hiervan is dat met de huidige 
opslagcapaciteit van mobiele telefoons, iPhones, laptops en computers het onderzoek van daarop 
vastgelegde gegevens een - soms vergaande - inbreuk op de persoonlijke levenssfeer van de 
betrokkene kan opleveren. Het onderzoek van een mobiele telefoon (smartphone) kan niet alleen 
inzicht geven in de telefoonnummers die de betrokkene heeft opgeslagen en gebeld, maar ook in zijn 
agenda, de locaties waar de telefoon zich heeft bevonden (gps-gegevens), de persoonlijke contacten 
van de betrokkene en de inhoud van communicatie. Bij de inbeslagname zijn drie belangen in het 
geding: het belang van de opsporing, het belang van de derde van de gegevens die worden gevorderd 
en het belang van degene op wie de gegevens betrekking heeft. De regeling van de bevoegdheden 
dient dan ook met elk van deze belangen rekening houden. 
 
Een ander voorbeeld is de Wet computercriminaliteit II waarin de bescherming van opgeslagen e-
mails wettelijk wordt geregeld, inclusief de mogelijkheid tot inbreuken daarop, en de mogelijkheid de 
medewerking aan ontsleuteling van telecommunicatie wordt geïntroduceerd, alsmede de mogelijkheid 
gegevens in bestanden te wissen en vernietigen.139 Daarnaast is het Cybercrime Verdrag in het 
wetsvoorstel geïmplementeerd.140 Dit verdrag beoogt de aanpak van computercriminaliteit mondiaal te 
benaderen en zo het opsporen en bestraffen van computercriminelen te vereenvoudigen.141 Toch 
bestaat er behoefte om de opsporing en vervolging van computercriminaliteit wederom te versterken. 
Er ligt een voorstel van de Wet computercriminaliteit III ter behandeling in de Tweede Kamer.142 Uit 
de memorie van toelichting bij de wet blijkt dat deze versterking noodzakelijk is vanwege 
technologische ontwikkelingen op internet en het gebruik van computers voor communicatie en de 
verwerking en opslag van gegevens. 
 
Het gebruik van de mobiele telefoon is explosief gestegen en het internet is niet meer weg te denken 
uit het dagelijks leven. Mede daardoor is het aantal taps dat jaarlijks door opsporingsdiensten wordt 
ingezet sinds die tijd fors gestegen.143 De wetgever bezag bij de totstandkoming van de Wet bijzondere 
opsporingsbevoegdheden de tap als een van de meest ingrijpende opsporingsbevoegdheden, daarom is 
de inzet ervan aan een aantal voorwaarden verbonden.144Allereerst dient de inzet van de tap te voldoen 
aan het proportionaliteitsbeginsel, dat wil zeggen dat de ingrijpendheid van de opsporingsbevoegdheid 
in verhouding moet staan tot de ernst van het misdrijf. Dit komt onder meer tot uitdrukking in het 
wettelijke vereiste dat de tap enkel kan worden ingezet bij misdrijven als omschreven in artikel 67, lid 
1 Sv. Daarnaast moet de aard van het misdrijf een ernstige inbreuk op de rechtsorde opleveren, dat wil 
zeggen dat enkel de delictsomschrijving dus niet voldoende is voor inzet van de telefoontap, maar dat 
tevens de ernst van het feit en omstandigheden waaronder het misdrijf is gepleegd of beraamd moeten 
                                                            
139 Stb. 300; Kamerstukken II 1998/99, 26,671.  
140 Trb. 2002,18. 
141 Cleiren & Nijboer 2007, p. 348. 
142 Kamerstukken II, voorstel van wet: 22 december 2015. 
143 WODC 2012. 
144 Kamerstukken II 1996/97, 25 403, nr. 3, p. 23. 
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worden meegewogen bij de beoordeling of sprake is van een ernstige inbreuk op de rechtsorde. De 
memorie van toelichting van de Wet bijzondere opsporingsbevoegdheden (BOB) heeft nagelaten het 
begrip ‘ernstige inbreuk’ concreet in te vullen. Wel somt het een aantal voorbeelden op zoals moord, 
handel in drugs, mensenhandel, omvangrijke milieudelicten, wapenhandel maar ook ernstige 
financiële misdrijven. Het gaat om misdrijven die door hun gewelddadige karakter of door hun 
omvang en gevolgen voor de samenleving de rechtsorde schokken.145 Tot slot moet het onderzoek de 
inzet van de telefoontap dringend vorderen. Met deze voorwaarde wordt gedoeld op het 
subsidiariteitsbeginsel. De telefoontap mag alleen worden toegepast als niet met behulp van lichtere 
opsporingsbevoegdheden eenzelfde resultaat kan worden bereikt. In de jurisprudentie wordt aan deze 
subsidiariteitstoets geen verdergaande eis gesteld dan dat redelijkerwijs, naar ervaringsregels, 
aangenomen mocht worden dat andere methoden, die de uitoefening van fundamentele rechten in 
mindere mate zouden aantasten, ontoereikend zouden zijn.146  
 
Een tapmachtiging wordt voor een bepaalde periode met een maximum van vier weken door de 
rechter-commissaris afgegeven. In het strafrecht is bepaald dat voor een aantal beroepsgroepen het 
verschoningsrecht geldt. Naar mijn mening kleven aan het tappen een aantal nadelen. Zo wordt de tap 
aangesloten op een internetaansluiting van de verdachte. Dit lijkt op het eerste gezicht een logische 
redenering, maar vaak wordt een tap gezet op basis van naam, adres en woonplaats van de verdachte, 
dus de woning of de bedrijfsruimte met de internetaansluiting van de verdachte zelf. Elke partner, 
huisgenoot, familielid of medewerker wordt dus ook afgeluisterd. Daarnaast worden ook andere 
personen mee afgeluisterd die geen verdachte zijn en mogelijk ook niet direct met de verdachte te 
maken hebben, denk aan zakenrelaties, familieleden en vrienden. Hoewel het hier om de bekende 
‘Schutznorm’147 gaat en het belang van de opsporing (aard en de ernst van het feit) op grond van de 
toets van proportionaliteit en subsidiariteit doorslaggevend is, kan het zijn dat het grondrecht van 
privacy van die personen ernstig worden geschonden en in het gedrang komt.  
 
EU-richtlijn bescherming persoonsgegevens 
Recent is naast de EU-verordening de EU-richtlijn 2016/680 inwerking getreden.148 De richtlijn 
beoogt een doeltreffende justitiële samenwerking in strafzaken en een doeltreffende politiële 
samenwerking waarbij van het allergrootste belang is dat een consequente en hoge mate van 
bescherming van de persoonsgegevens van natuurlijke personen indien die worden gebruikt bij 
misdaadpreventie wordt gewaarborgd, én dat de uitwisseling van persoonsgegevens tussen de 
bevoegde autoriteiten van de lidstaten wordt vergemakkelijkt. Daartoe moet, via nationale wetgeving, 
in alle lidstaten worden voorzien in een gelijkwaardige mate van bescherming van de rechten en 
                                                            
145 Kamerstukken II 1996/97, 25 403, nr. 3, p. 24-25. 
146 Hoge Raad, 11 oktober 2005, LJN AT4351. 
147 Indien het niet de verdachte is die door de niet-naleving van het voorschrift is getroffen in het belang dat de overtreden norm beoogt te beschermen, dan hoeft 
in de te berechten zaak als regel geen rechtsgevolg te worden verbonden aan het verzuim (schutznorm). Zie ook het Loze afvoerpijp arrest van de Hoge Raad: 
HR 30 maart 20014, ECLI:NL:HR:2004:AM2533.  
148 Richtlijn 2016/580, L 119/89 04-05-2016. 
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vrijheden van natuurlijke personen in verband met de verwerking van persoonsgegevens door 
bevoegde autoriteiten met het oog op de voorkoming, het onderzoek, de opsporing of de vervolging 
van strafbare feiten of de tenuitvoerlegging van straffen, met inbegrip van de bescherming tegen en de 
voorkoming van gevaren voor de openbare veiligheid. Enkele belangrijke voorzieningen die 
neergelegd zijn in de artikelen 28 en 29 van de richtlijn zijn dat er ook voor opsporingsinstanties een 
meldplicht gaat gelden als zich een (ernstig) datalek voordoet, tenminste, als dit de opsporing en de 
publieke veiligheid niet in de weg staat. Artikel 24 van de richtlijn bepaalt daarnaast dat het verplicht 
wordt om elke handeling met gegevens te 'loggen', zodat op een later moment kan worden nagegaan 
welke instantie er wat met de gegevens heeft gedaan. De opsporingsinstanties moeten tevens verplicht 
een privacyfunctionaris aanstellen, zoals bepaalt in artikel 30 van de richtlijn. 
 
Ook deze nieuwe richtlijn lijkt redelijk aan te sluiten bij de thans geldende Wbp. Wat opvalt is dat 
artikel 5 van de richtlijn bepaalt dat bij de verwerking van gegevens onderscheid moet worden 
gemaakt in verschillende categorieën, te weten verdachten, veroordeelden, slachtoffers of getuigen. 
Daarnaast moet van elke gegeven worden vastgelegd hoe betrouwbaar deze is, zo bepaalt artikel 6 van 
de richtlijn. Volgens de richtlijn dienen personen op uitgebreide wijze te worden geïnformeerd over 
hun recht op inzage, correctie en verwijdering van hun gegevens. Ook wordt in hoofdstuk 3 bepaald 
dat personen moeten worden geïnformeerd over de mogelijkheid om een klacht in te dienen bij de 
toezichthouder. In afwijking van onze Wbp mag ook hier de overheid zonder uitdrukkelijke 
toestemming van de betrokkene gegevens gaan hergebruiken voor andere doeleinden dan waarvoor ze 
zijn opgevraagd, zo bepaalt artikel 4.2 van de richtlijn. De vrijbrief die het kabinet wenst voor het 
onbeperkt koppelen van gegevens is daarmee naar mijn mening weer een stap dichterbij gekomen.149 
Uit rapportages en plannen voor fraudebestrijding blijkt bovendien dat meerdere keren er niet wordt 
gevraagd om de wet te wijzigen zodat meer gegevens mogen worden uitgewisseld, maar om controle-
processen vooraf.150 
 
Samengevat kan worden opgemerkt dat in de loop der jaren aan de officier van justitie, als gevolg van 
de maatschappelijke en technologische veranderingen, steeds meer bevoegdheden zijn toebedeeld met 
betrekking tot de inbeslagname van persoonsgegevens. Daarbij dient de officier van justitie rekening 
te houden met de verschillende belangen en wettelijke vereisten. Een punt van zorg is de steeds 
verdergaande wensen van de overheid tot het onbeperkt koppelen van gegevens.   
 
 
3.8. Inbeslagname middels het betreden van plaatsen 
                                                            
149 www.privacybarometer.nl 
150 Kamerstukken II, Kamerstuk 28828 nr. 89, gepubliceerd 1 april 2015. Zie ook: Vergelijkbare aanbevelingen vindt u ook terug in 'Thematisch onderzoek 
aanpak PGB-fraude' van de NZa van 17 april 2015, het rapport 'Verkenning naar opsporingsfunctie in de zorg' van het ministerie van VWS en bijvoorbeeld in het 
rapport 'Vroegtijdige signalering van mogelijke zorgfraude' als bijlage bij Kamerstuk 34300-XVI nr. 155, gepubliceerd 10 maart 2016. 
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Nu op grond van mijn onderzoek is gebleken dat de officier van justitie steeds verdergaande 
bevoegdheden toebedeeld krijgt met betrekking tot inbeslagname van bescheiden en gegevens worden 
in deze paragraaf de wettelijke vereisten daaraan besproken. Daarnaast wordt de reikwijdte van de 
bepaling met betrekking tot het betreden van plaatsen aan de orde gesteld, waarbij onderscheid wordt 
gemaakt tussen de bevoegdheid van zoekend rondkijken en doorzoeking van een plaats. Tevens is in 
het kader van de bevoegdheid tot het betreden van plaatsen en het daartegenover staande grondrecht 
van privacy relevant het criterium van noodzakelijkheid nader te bespreken.   
 
3.8.1 Criteria voor inbeslagname van goederen  
De inbeslagneming is gedefinieerd als het onder zich nemen of gaan houden ten behoeve van de 
strafvordering.151 Dit betekent dat het in beslag te nemen voorwerp uit de beschikkingsmacht van de 
rechthebbende wordt gehaald. Dit kan feitelijk gebeuren door het meenemen en elders opslaan van 
voorwerpen, maar bijvoorbeeld ook door verzegeling of bewaking. Als voorwerpen vrijwillig aan de 
strafvorderlijke overheid worden afgestaan, is geen sprake van inbeslagneming. Krachtens het WvSv 
komt zowel aan de rechter-commissaris152 als op vordering van de officier van justitie153 als aan iedere 
opsporingsambtenaar154 een zelfstandige inbeslagnemingsbevoegdheid toe.155 Daarmee is bedoeld de 
bevoegdheid om op elk moment dat een voor inbeslagneming vatbaar voorwerp wordt aangetroffen 
dat voorwerp in beslag te nemen zonder dat deze bevoegdheid is gekoppeld aan de voorwaarde dat een 
andere bevoegdheid wordt uitgeoefend. Die bevoegdheid bestaat bij ontdekking op heterdaad en in 
geval van verdenking van een misdrijf als omschreven in artikel 67 lid 1 (art. 96) WvSv. Vatbaar voor 
inbeslagneming zijn alle voorwerpen die kunnen dienen om de waarheid aan de dag te brengen of om 
wederrechtelijk verkregen voordeel, als bedoeld in artikel 36e WvSr, aan te tonen.156 Voorts zijn 
vatbaar voor inbeslagneming alle voorwerpen van welke verbeurdverklaring of onttrekking aan het 
verkeer kan worden bevolen.157 De bevoegdheid tot inbeslagneming omvat niet de bevoegdheid om 
voorwerpen die niet voor de hand worden aangetroffen te zoeken. Daartoe zijn aparte bevoegdheden 
noodzakelijk en ook voorhanden. Hierbij kan men denken aan het doorzoeken van een woning op 
grond van een vordering van de officier van justitie.158  
 
3.8.2. Criteria voor het betreden van plaatsen en doorzoeking  
De officier van justitie is bevoegd tot inbeslagname van bescheiden, maar dit omvat niet de 
bevoegdheid tot het openen van kasten en laden. Daartoe heeft hij een speciale (bijzondere) 
opsporingsbevoegdheid nodig, meer specifiek de bevoegdheid tot doorzoeking. Hieronder wordt 
verstaan: een stelselmatig en gericht onderzoek naar de aanwezigheid van voor inbeslagneming 
                                                            
151 Artikel 134 WvSv. 
152 Artikelen 181-183 WvSv. 
153 Zie artikel 104 en tijdens het SFO zie artikel 126b lid 3 WvSv. 
154 Artikel 96 lid 1 WvSv. 
155 Wet van 27 mei 1999, Stb. 2000, 243. 
156 Artikel 94 WvSv. 
157 Het bij vonnis of administratief besluit ontzetten van de eigendom van een object ten bate van het Rijk. Hierbij kan men denken aan wapens. 
158 Artikel 97 en 110 WvSv. 
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vatbare voorwerpen.159 De beoordeling of er in een specifiek geval sprake is van een al dan niet 
bevoegd uitgevoerde doorzoeking, dan wel van een geoorloofd onderzoek, is afhankelijk van onder 
meer de duur, de aard en de intensiteit van dat onderzoek.160 In het arrest van 2010 heeft de Hoge Raad 
het volgende geoordeeld:  
‘In het voorgestelde artikel 96 WvSv is aan de algemene inbeslagnemingsbevoegdheid van de 
gewone opsporingsambtenaar gekoppeld de bevoegdheid ter inbeslagneming om elke plaats te 
betreden. Het doel van het betreden van de desbetreffende plaats moet zijn om een voor 
inbeslagneming vatbaar voorwerp (zie art. 94 WvSv) in beslag te nemen. Ter inbeslagneming kan 
ook een woning waarvan de toegang door de bewoner wordt geweigerd, worden binnengetreden. 
De opsporingsambtenaar mag enkel en alleen zoekend rondkijken en de voor de hand liggende 
voorwerpen in beslag nemen. Een verdergaand onderzoek is krachtens deze bepaling niet 
geoorloofd. Dit zoekend rondkijken kan in alle vertrekken van de woning, voor zover deze niet 
zijn afgesloten, plaatsvinden. De voor inbeslagneming vatbare voorwerpen moeten met het oog 
zijn waar te nemen. Zo valt het openen van een niet-afgesloten slaapkamer onder zoekend 
rondkijken, terwijl het openen van een niet-afgesloten muurkast als doorzoeken moet worden 
aangemerkt. De precieze grenzen tussen het ‘zoekend rondkijken’ en de ‘doorzoeking’ zullen aan 
de hand van de concrete feiten en omstandigheden door de rechtspraak moeten worden bepaald.’ 
 
Het doorzoeken van een woning ter inbeslagname van de daarvoor vatbare voorwerpen, wat in de 
volksmond de bovengenoemde huiszoeking wordt genoemd, is slechts toegestaan ingeval de rechter-
commissaris hiervoor aan de officier van justitie een machtiging heeft verleend.161 Deze machtiging 
geeft hij (doorgaans) op verzoek van de officier van justitie.162 Daarbij wordt door de rechter-
commissaris gelet op hoe concreet de vordering is, hoe laat de doorzoeking plaatsvindt, waarom de 
doorzoeking plaatsvindt, wat de officier van justitie hoopt aan te treffen in de woning, of de persoon 
(verdachte) ook op dit adres (GBA-check) woont en of wordt overgegaan tot het aanhouden van de 
persoon. Mede wordt acht geslagen op het feit of er op dat moment kinderen in de woning aanwezig 
kunnen zijn. Indien dit het geval kan zijn, wordt Bureau Jeugdzorg ingeschakeld voor het regelen van 
opvang. Dat geldt eveneens voor het al dan niet aanwezig zijn van dieren in de woning, dan wordt 
opvang geregeld. De Hoge raad tilt - terecht - zwaar aan het vereiste van de machtiging afgegeven 
door de rechter-commissaris.163 Het betreden van plaatsen is een betrekkelijk ingrijpende bevoegdheid.  
 
Daarbij dient de vordering tot doorzoeking aan de vormvoorschriften van de Algemene wet op het 
binnentreden te voldoen en aan de door het EVRM gestelde eisen. Artikel 98 WvSv bevat beperkingen 
op de bevoegdheid tot inbeslagneming en doorzoekingen toegepast op personen die op grond van de 
                                                            
159 Vellinga-Schootstra, NJB 2000, p. 028-931. 
160 HR 18 november 2003, ECLI:NL:HR:2003:AL6238 en HR 21 oktober 2003, ECLI:NL:PHR:2003:AH9998. 
161 Artikel 97 WvSv.en 110 WvSv. 
162 Artikel 97 lid 2 Sv. 
163 HR 7 november 2006, JOL 2006, 680.  
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wet uit hoofde van hun stand, beroep of ambt een verschoningsrecht toekomt, mits toestemming is 
gegeven. Het artikel beoogt een niet altijd heldere, in de jurisprudentie bijgestelde, afweging te maken 
in de uiterst delicate verhouding tussen het opsporingsbelang en het respecteren van het 
verschoningsrecht gediende belang van adequate en daarom vertrouwelijk bijstand aan burger door 
bepaalde beroepsgroepen. Voor de advocaat: het zwaarwegende belang dat eenieder de mogelijkheid 
heeft om vrijelijk en zonder vrees van openbaarmaking van hetgeen aan de advocaat in diens 
hoedanigheid wordt toevertrouwd een advocaat te raadplegen.164 Om schending van het 
beroepsgeheim te voorkoming moet de doorzoeking op zodanige wijze en onder zulke 
omstandigheden te gescheiden dat de kans dat geheime gegevens ter kennis van derden zullen komen 
zo klein mogelijk is. Daartoe is nodig dat het zoeken gericht geschiedt, dat wil zeggen dat met 
concrete mededeling vooraf van de gezochte bescheiden, doorzoeking plaatsvindt. Er mag alleen 
worden gezocht op plaatsen ten aanzien waarvan sterke aanwijzingen bestaan dat zich daar geschriften 
of voorwerpen bevinden. Ten slotte moet de doorzoeking op de minst bezwarende wijze geschieden, 
waarvan de aanwezigheid van een autoriteit uit de beroepsgroep van de verschoningsgerechtigde 
(deken van de Orde van Advocaten, voorzitter van de Kamer van Toezicht van het notariaat etc.) 
onderdeel kan uitmaken.165  
 
Vanwege het privacygevoelige karakter van de woning heeft de wetgever enkele voorschriften in de 
wet opgenomen die het aantal doorzoekingen en inbeslagnemingen in woningen en de beroering die 
daarbij voor de bewoner kan ontstaan tot een minimum moet beperken. Artikel 99 WvSv bepaalt dat 
niet eerder wordt overgegaan tot doorzoeking dan nadat de bewoner, of indien bij afwezigheid zijn 
huisgenoot, is gehoord en vruchteloos is uitgenodigd het voorwerp vrijwillig af te geven ter 
inbeslagneming. Een doorzoeking is dan niet noodzakelijk. Deze bepaling is daarmee een uitdrukking 
van het proportionaliteit en subsidiariteitsbeginsel. De doorzoeking van de woning is gebonden aan de 
beginselen van noodzakelijkheid en urgentie. Van ‘noodzakelijkheid’ van de doorzoeking is sprake als 
justitie een sterk vermoeden heeft dat het in beslag te nemen voorwerp onontbeerlijk of nodig is voor 
strafvorderlijke doelen.166 Een sterk vermoeden houdt in dat er objectieve feiten en omstandigheden 
bekend waren.167 Indien hieraan wordt voldaan, staat de urgentie in wezen al vast. De inbeslagneming 
moet, getoetst aan de wettelijke grond daarvoor en aan de inbreuk die op andere belangen wordt 
gemaakt, noodzakelijk zijn, terwijl de gerede kans moet bestaan dat bij uitstel het voorwerp niet of 
slechts zeer moeilijk te achterhalen zal zijn.168 Het gaat altijd om een evenwichtige afweging van twee 
fundamentele belangen, te weten de inbreuk op het huisrecht en de privacy van de bewoner enerzijds 
en de effectiviteit van de algemene inbeslagnemingsbevoegdheid van de gewone opsporingsambtenaar 
en de veiligstelling van het in beslag te nemen voorwerp anderzijds.169  
                                                            
164 HR 29 maart 1994, NJ 1994,552.  
165 HR 20 juni 1988, NJ 1989), 213; zie ook Aanwijzingen toepassing opsporingsbevoegdheden en dwangmiddelen tegen advocaten, Stcrt. 2006, 130.   
166 Vellinga-Schootstra, Handboek Strafzaken, H.14.4.1.a. 
167 HR 18 december 2012, ECLI:NL:HR:2012:BY5315. 
168 Melai, suppl. 145, art. 97, aant. 3.3. en artikel 94 WvSv. 
169 Minkenhof/Reijntjes 2009, p. 183.  
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Vermeldenswaardig is dat als de bewoner van de woning toestemming geeft, de machtiging van de 
rechter-commissaris niet nodig is. Het is opsporingsambtenaren op dat moment toegestaan alle 
handelingen te verrichten die zij noodzakelijk achten.  
 
Samengevat kan worden gezegd dat de officier van justitie vergaande wettelijke bevoegden heeft met 
betrekking tot de inbeslagname van bescheiden middels het betreden van plaatsen. Hij kan indien aan 
de daaraan gestelde wettelijke vereisten is voldaan en het beginsel van proportionaliteit en 
subsidiariteit in acht zijn genomen, zelfs een woning doorzoeken indien dit noodzakelijk wordt geacht 
voor strafvorderlijke doelen.  
 
3.9 Opsporingsbevoegdheden Wet herijking faillissementsfraude 
Nu geconstateerd is dat de officier van justitie vergaande bevoegdheden bezit met betrekking tot het in 
beslag nemen van bescheiden middels het betreden plaatsen in het kader van strafvorderlijke doelen is 
het relevant om in dit kader de Wet herijking faillissementsfraude nader aan de orde te stellen. In het 
vorige hoofdstuk is het wetsvoorstel Versterking positie curator in faillissementen besproken en 
geconstateerd dat de curator middels zijn nieuwe bevoegdheden op grond van deze wet steeds meer 
neigt naar een veredelde opsporingsambtenaar, omdat hij verplicht is tot het melden van frauduleuze 
handelen en het doen van aangifte. Relevant voor mijn onderzoek is dan ook om in het verlengde 
daarvan de Wet versterking positie rechter-commissaris aan de orde te stellen,170 aangezien het de 
officier van justitie is die verantwoordelijk is voor het strafrechtelijk onderzoek naar fraude en op 
grond van de wet gegevens kan vorderen in het belang van zijn onderzoek. Met name wordt 
onderzocht of deze trajecten (faillissement en strafvordering) elkaar doorkruisen en hoe eventueel 
afstemming dan wel samenwerking plaatsvindt.  
 
3.9.1 Criteria voor inbeslagname in het kader van Faillissementsfraude   
Inbeslagname kan plaatsvinden met het oog op computercriminaliteit, maar ook bij een vermoeden dat 
er sprake is van frauduleuze handelen. Het materieelstafrechtelijke begrip ‘redelijk vermoeden’ houdt 
in dat er sprake is van een aan zekerheid grenzende waarschijnlijkheid. Dit betreft in tegenstelling tot 
het civielrechtelijke ‘redelijk vermoeden’ een norm: ‘boven redelijke twijfel’. Dit strafrechtelijk 
‘redelijk vermoeden’ mag dus niet gebaseerd zijn op bijvoorbeeld een voorgevoel.171 Echter, het 
vermoeden mag ook niet meer zijn: zoals ‘ernstige bezwaren’, dat houdt een zwaardere grond in dan 
enkel ‘verdenking’. ‘Verdenking’ dient men te baseren op objectieve feiten omstandigheden die vast 
zijn komen te staan.172 De verdenking dient onderbouwd en beargumenteerd te zijn op basis van een 
aangifte en/of camerabeelden waarop de verdachte herkenbaar in beeld komt. De rechter zal aan de 
hand van de hoeveelheid toereikend aanvullend materiaal nagaan of er sprake was van ‘verdenking’. 
                                                            
170 Wet van 1 december 2011 (Wet versterking positie rechter-commissaris), Stb. 2011, 600.  
171 ECLI:NL:RBAMS:2009:BI9922 (Hollende kleurling).  
172 Borgers & Kristen 2005.  
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Ook dient er sprake te zijn van tijdigheid. Een vordering tot inbeslagname die een half jaar later 
plaatsvindt dan de pleegdatum zal niet gauw worden toegewezen door de rechter-commissaris, omdat 
de in beslag te nemen goederen zich naar alle waarschijnlijkheid niet meer in het desbetreffende pand 
zullen bevinden. 
 
Dat van een vermoeden sprake is kan in de praktijk soms moeilijk liggen, bijvoorbeeld indien de 
administratie van de failliet verklaarde rechtspersoon is verdwenen. Een voorbeeld hiervan is het 
vonnis van de Rechtbank Haag waarin bewezen is verklaard dat verdachte als bestuurder van een 
rechtspersoon welke in staat van faillissement is verklaard, zich schuldig heeft gemaakt aan 
bedrieglijke bankbreuk in drie faillissementen door geen (deugdelijke) administratie te voeren, te 
bewaren en/of tevoorschijn te brengen.173 De samenleving wordt door faillissementsfraude benadeeld. 
Zo lopen ondernemers die nog geld behoren te krijgen dit bij faillissementsfraude mogelijk mis. 
Daarbij verdwijnt het vertrouwen tussen ondernemers en raakt het economisch verkeer ontwricht. Om 
deze reden is het van belang dat de officier van justitie effectiever kan optreden tegen 
faillissementsfraude. Een van de maatregelen is dat een strafrechtelijk onderzoek enorm gebaat is bij 
aangifte door de curator van mogelijke fraude en een verslag van diens bevindingen.174 De officier van 
justitie is dan vervolgens bevoegd tot het vorderen van gegevens die door de curator in beslag zijn 
genomen op grond van de faillissementswet.175 De vraag doet zich voor of hier dan nog kan worden 
gesproken van twee onderscheidende trajecten (de afwikkeling van het faillissement en het 
strafvorderlijk onderzoek naar faillissementen) of dat deze trajecten in elkaar doorlopen.176 De 
waarborgen zoals die gelden in het Wetboek van Strafvordering  worden immers omzeild zodat de 
burger er zich niet op kan beroepen.  
 
Daarnaast lijkt de mogelijkheid dat het verbod op zelf-incriminatie van toepassing is te worden 
onderkend. Echter, niet wordt uitgesloten dat inlichtingen die de failliet aan de curator verstrekt 
uiteindelijk leiden tot de conclusie dat mogelijk fraude is gepleegd en aangifte moet worden gedaan 
van een strafbaar feit.177 In dit verband dringt zich de vraag op welke informatie en op welke wijze die 
informatie in de strafzaak kan en mag worden gebruikt, aangezien de gefailleerde verplicht is alle 
gevraagde inlichtingen te verstrekken en zijn volledige administratie over te leggen. De reeds eerder 
besproken uitspraak van de Rechtbank Overijssel uit 2016, waarin door de curator aangifte is gedaan 
van een vermoeden van fraude en daartoe correspondentie van tussen hem en gefailleerde gevoerde 
gesprekken is overgelegd, geeft blijk van het feit dat inlichtingen die op grond van de 
Faillissementswet zijn verkregen gebruikt worden in het strafrechtelijk proces. Dit onderstreept naar 
mijn mening het belang om de wetten in onderlinge samenhang te bezien. Er is sprake van een 
                                                            
173 ECLI:NL:RBDHA:2016:5428.  
174 Wijziging van het Wetboek van Strafrecht, het Wetboek van Strafvordering en de Wet op de economische delicten met het oog op het verbeteren van de 
mogelijkheden tot opsporing en vervolging, alsmede het voorkomen van faillissementsfraude.  
175 Artikel 126nd WvSv jo. artikel 340 WvSr. 
176 Kamerstukken II, 2014/15, 20 935 gepubliceerd 22 juli 2015.  
177 Kamerstukken II, 2013/14, 33 994 nr. 3, gepubliceerd 23 juli 2014.  
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bundeling van krachten. Het gaat om vormen van slimme samenwerking binnen, maar zeker ook 
buiten de strafrechtketen.178  
 
Een aansprekend voorbeeld is het spreekuur faillissementsfraude. In dit fraudespreekuur wordt, onder 
leiding van een rechter-commissaris, samen met een curator en vertegenwoordigers van de 
Belastingdienst, de FIOD en van het Openbaar Ministerie gekeken welke civiel-, bestuurs- of 
strafrechtelijke interventie het meeste perspectief biedt in een concreet geval van fraude. Dit 
spreekuur, ontwikkeld bij de Rechtbank Den Haag, krijgt steeds verder navolging. Desondanks blijft 
er een spanningsveld bestaan tussen het belang van opsporing en het belang van het grondrecht van 
privacy van betrokkenen. Dit spanningsveld wordt in de volgende paragraaf onder andere uiteengezet.  
 
3.10. Opsporingsbevoegdheden en de fundamentele grondrechten  
Het spanningsveld tussen opsporing en privacy is niet van vandaag of gisteren. Al zolang er 
strafvordering bestaat, heeft de wetgever het probleem moeten oplossen tot hoever hij wil gaan in het 
toelaten van inbreuken op de persoonlijke levenssfeer. Dat de opsporing niet ongelimiteerd mag 
plaatsvinden, is altijd onomstreden geweest, evenals het standpunt dat de opsporing wel inbreuk moet 
kunnen maken op de vrijheden van burgers.179 In zijn algemeenheid geldt dat inbreuk op de 
fundamentele rechten en daarmee het grondrecht van privacy als gevolg van inbeslagname middels het 
betreden van plaatsen in verband met de opsporing en vervolging van strafbare feiten slechts is 
toegestaan indien daaraan een wettelijke regeling ten grondslag ligt. De rechtvaardiging voor de 
eventuele inbreuk op het grondrecht van privacy die moet bestaan alvorens in de privésfeer 
ingrijpende opsporingsbevoegdheden mogen worden ingezet, krijgt vorm op grond van strafrechtelijke 
beginselen, te weten de onschuldpresumptie en het ultimum remedium (noodzakelijkheidsvereiste) 
karakter van het strafrecht.180  
 
Beide strafrechtelijke beginselen hebben een mensenrechtelijke oorsprong, aangezien zij voortvloeien 
uit de door mensenrechten geboden bescherming tegen inmenging door de Staat met individuele 
fundamentele rechten. Volgens Hirsch Ballin betekent dit dat voor de strafrechtelijke opsporing sprake 
moet zijn van een legitimatie voor het starten van een opsporingsonderzoek en in het bijzonder voor de 
inzet van opsporingsmethoden die ingrijpen op de persoonlijke levenssfeer. Deze legitimatie vereist 
een drempel ter rechtvaardiging van de inzet van opsporingsmethoden in het kader van een 
strafrechtelijk onderzoek. Het gaat hier om een voorwaarde die zowel uit het recht op bescherming van 
de persoonlijke levenssfeer volgt als uit de onschuldpresumptie.181 Uit het Zwolsman-arrest volgt dat 
opsporingsbevoegdheden alleen bij ernstige of stelselmatige inbreuken op grondrechten een expliciet 
wettelijke basis in de zin van artikel 1 WvSv behoeven. Bij lichte inbreuken of indien geen inbreuk op 
                                                            
178 Kamerstukken II 2015/16, 33 994 nr. C., gepubliceerd 27 november 2015. 
179 B-J. Koops 2002. 
180 NTM-NJCMBull. 2012, p. 661.  
181 NTM-NJCMBull. 2012, p. 661. 
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grondrechten wordt gemaakt, volstaat de algemeen taakstellende grondslag zoals neergelegd in de 
Politiewet of het Wetboek van Strafvordering, aldus het Zwolsman-arrest. De laatste jaren is de 
wetgever meer dan voorheen geneigd de ontwikkeling in de praktijk, vooral wat betreft in de 
rechtspraak uitgezette lijnen, naderhand te legaliseren. De Wet bijzondere opsporingsbevoegdheden 
(Wet BOB) vormt ten dele een voorbeeld van legalisering. Indien een opsporingsbevoegdheid een 
mogelijke inbreuk op de bescherming van de persoonlijke levenssfeer kan maken, dient te worden 
getoetst aan artikel 8 EVRM.  
 
Die bepaling vereist dat een beperking van een fundamenteel recht bij wet is voorzien en in een 
democratische samenleving noodzakelijk is. Dat houdt in dat een afweging moet worden gemaakt of 
de inbeslagname middels het betreden van plaatsen noodzakelijk is voor de opsporing van strafbare 
feiten. Bovendien stelt artikel 8 EVRM eisen aan de kwaliteit van de wettelijke regeling. Dit houdt 
onder meer in dat een persoon precies moet kunnen zien wanneer een inbreuk op zijn privacy is 
toegestaan en daarnaast de regeling de nodige waarborgen biedt tegen willekeurige inmenging van de 
overheid in de persoonlijke levenssfeer en om misbruik van die bevoegdheid te voorkomen. De wet 
vereist bovendien dat er een proces-verbaal wordt opgemaakt van de toepassing van de bevoegdheid 
tot inbeslagname middels het betreden van plaatsen en dat dit in het strafrechtelijk dossier wordt 
gevoegd. Hiermee is voldaan aan de waarborg tegen willekeurige inmenging van de overheid. 
Belangrijk bij de bevoegdheid tot doorzoeking is dat deze pas wordt toegepast indien andere 
bevoegdheden, zoals het vorderen van gegevens of het vorderen van de uitlevering van een voorwerp 
ter inbeslagneming, niet effectief zijn. Hieruit blijkt dat doorzoeking een uiterst middel is dat niet 
zonder meer kan worden ingezet.  
 
Bij het vorderen van gegevens dient de vordering zo nauwkeurig mogelijk aanduidingen te bevatten 
van de persoon (of personen) over wie gegevens worden gevorderd en de termijn waarbinnen deze 
verstrekt moeten worden. Het belang van degene op wie de gegevens betrekking hebben is gelegen in 
het recht op bescherming van zijn persoonlijk levenssfeer en in de zorgvuldige omgang met gegevens 
de op hem of haar betrekking hebben. Uitgangspunt daarbij is dat naarmate de categorie gegevens die 
wordt gevorderd omvangrijker is of gevoeliger van aard, er zwaardere voorwaarden aan het opvragen 
van die gegevens worden verbonden. Indien gegevens worden opgevraagd in het kader van het 
opsporingsonderzoek kan het grondrecht op bescherming van de persoonlijke levenssfeer van de 
persoon op wie de gegevens betrekking hebben in het geding zijn. Op basis van artikel 10 Grondwet 
dient een beperking van dit grondrecht een basis te hebben in een wet in formele zin. Een regeling in 
het Wetboek van Strafvordering voldoet aan die vereisten.  
 
Verkenning Kaderwet uitwisseling gegevens (wet SyRI) 
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Relevant voor mijn onderzoek is dat de recent in werking getreden algemene EU-regels strekkende tot 
de bescherming van persoonsgegevens kunnen leiden tot ongewenste situaties vanwege de wens van 
de wetgever om vanuit het oogpunt van efficiency onbeperkt persoonsgegevens te koppelen. Het recht 
van privacybescherming zou daarbij een belemmering kunnen vormen. Het grote voorbeeld daarvan is 
de SyRI-wetgeving. Deze wetgeving maakt het mogelijk om middels samenwerkingsverbanden 
onbeperkt gegevens te koppelen tot een profiel.182 De Autoriteit Persoonsgegevens heeft de minister 
van Veiligheid en Justitie een eerste reactie gegeven op de Verkenning kaderwet gegevensuitwisseling 
(SyRI). Zo stelt de Autoriteit Persoonsgegevens dat als het kabinet toch besluit een wettelijke brede 
grondslag voor gegevensverwerkingen te creëren, deze regeling moet worden opgenomen in de Wbp. 
Een dergelijke wetswijziging moet bovendien aan een aantal eisen voldoen. Die beperking moet 
noodzakelijk zijn, mag niet onevenredig zijn in verhouding tot het doel en het doel moet niet op een 
minder ingrijpende manier te bereiken zijn. Daarnaast moet het duidelijk zijn van wie de gegevens 
mogen worden opgeslagen, wanneer de gegevens mogen worden verzameld en hoe lang deze mogen 
worden bewaard. De Autoriteit Persoonsgegevens meldt dat de keuze voor een brede grondslag op 
gespannen voet lijkt te staan met deze vereisten. 
 
Wat deze EU-richtlijn voor de officier van justitie gaat betekenen, is op dit moment niet geheel te 
overzien. De officier van justitie heeft op grond van het Wetboek van Strafvordering reeds de 
bevoegdheid om gegevens op te vragen bij andere organisaties in het belang van het onderzoek.183 
Enkel indien er sprake is van het opvragen van persoonsgegevens heeft hij een machtiging van de 
rechter-commissaris nodig.184 
 
Samenvattend kan worden gezegd dat een inbreuk op een fundamenteel recht en daarmee het 
grondrecht van privacy in het kader van opsporing slecht is toegestaan indien deze bij wet 
voorzienbaar is, er sprake is van een gerechtvaardigd belang en er sprake is van een noodzaak. Het 
Wetboek van Strafvordering voorziet daarin, maar een punt van zorg vormt de steeds verdergaande 
wetsvoorstellen waardoor de rechten van personen met betrekking tot bescherming van hun 




3.11. Controle op de bevoegdheden van de Officier van Justitie 
Geconstateerd is dat het Wetboek van Strafrecht de grondslag biedt voor het toepassen van vergaande 
opsporingsbevoegdheden die ene mogelijke inbreuk op het grondrecht van privacy met zich kunnen 
brengen. In vervolg daarop zal nu het toezicht op deze bevoegdheden worden besproken. Op grond 
                                                            
182 Vindplaats: https://www.parlementairemonitor.nl/9353000. 
183 Artikel 126nd WvSv.  
184 Artikel 126f WvSv. 
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van voormalige wetgeving was de taak van de rechter-commissaris niet helder geformuleerd, wat tot 
gevolg heeft gehad dat er conflicten tussen de officier van justitie en de rechter-commissaris zijn 
ontstaan. Op basis van de Wet versterking positie rechter-commissaris is hierin verandering 
gekomen.185 Uit mijn onderzoek blijkt dat het doel van de wet om de regiefunctie van de rechter-
commissaris te versterken in de praktijk te wensen overlaat.  
 
3.11.1. Toezicht door de rechter-commissaris  
De rol van de rechter-commissaris is gelegen in het houden van de regie op het opsporingsonderzoek. 
De wet beoogt het optreden van de rechter-commissaris te voorzien van een heldere grondslag om zijn 
taken en bevoegdheden beter uit te oefenen. Zowel de Nederlandse orde van Advocaten (NOvA), de 
Raad van Hoofdcommissarissen (RvH), het openbaar ministerie (OM), de Nederlandse Vereniging 
voor Rechtspraak (NVvR) en de Raad voor de rechtspraak (RvdR) onderschreven de wenselijkheid en 
de noodzaak om te komen tot een versterking van de positie van de rechter-commissaris. Doel van de 
regeling is het realiseren van een sterkere rechterlijke betrokkenheid bij het vooronderzoek, waarbij 
zoals gezegd het accent ligt op de toezichthoudende taken van de rechter-commissaris. De wetgever 
heeft in de memorie van toelichting op de Wet versterking positie rechter-commissaris kenbaar 
gemaakt dat het wenselijk is dat de bevoegdheidsuitoefening in een bepaalde strafzaak gedurende het 
voorbereidende onderzoek meer dan in de praktijk het geval is zoveel mogelijk wordt ondergebracht 
bij een en dezelfde rechter-commissaris.186 Daarmee kan de regiefunctie die de rechter-commissaris in 
een zaak heeft, worden vergroot. Dit zou de toezichthoudende taak van de rechter-commissaris moeten 
bevorderen en verzwaren.  
 
Het is de officier van justitie die verantwoordelijk is voor het beheer van het zaakdossier. De nadruk 
ligt in de huidige regeling op de toegankelijkheid van de rechter-commissaris voor de officier van 
justitie en de verdediging en het faciliteren van de officier van justitie in zijn werkzaamheden. Het gaat 
bij deze meer toezichthoudende rol van de rechter-commissaris om de rechtmatige toepassing van de 
opsporingsbevoegdheden, voortgang van het onderzoek en op de evenwichtigheid en volledigheid van 
het onderzoek. Het is aan de rechter-commissaris om toe te zien op de rechtmatigheid van inzet van 
bevoegdheden middels voorafgaande toetsing van de toepassing van een bevoegdheid door de officier 
van justitie en aan de zelfstandig te verrichten handelingen. Toetsing vindt onder meer plaats ten 
behoeve van de rechtmatigheid van de bijzondere opsporingsbevoegdheden.187 Bij het zelfstandig 
verrichten valt te denken aan doorzoeking van een woning. De taak van het toezicht op de voortgang 
van het opsporingsonderzoek is meer algemeen van aard. Daarbij wordt een belangenafweging 
gemaakt tussen die van de verdachte en die van de opsporing.188 Er dient sprake te zijn van een 
evenwicht tussen het opsporingsbelang en het belang van de verdachte. De rechter-commissaris houdt 
                                                            
185 Kamerstukken II 2009/2010, 32 177, nr. 3, gepubliceerd op 28 oktober 2009. 
186 Artikel 181 WvSv e.v.  




tot slot toezicht op de volledigheid van het onderzoek. Het belangrijkste onderdeel van de 
taakuitoefening van de rechter-commissaris in dit verband is het verrichten van onderzoekhandelingen.  
 
Er dient te worden voorkomen dat de rechter-commissaris met zijn onderzoekshandelingen het 
opsporingsonderzoek van de officier van justitie onbedoeld doorkruist. Wensen van de officier van 
justitie tot aanvullend onderzoek door de rechter-commissaris dienen dan ook op elkaar aan te 
sluiten.189 De inbeslagnemings- en doorzoekingsbevoegdheid van de rechter-commissaris zijn door de 
Wet versterking positie rechter-commissaris zoveel mogelijk intact gebleven. De rechter-commissaris 
kan deze bevoegdheden ook in de huidige situatie separaat uitoefenen op grond van een daartoe 
gerichte vordering van de officier van justitie, alsmede ambtshalve. Een knelpunt als gevolg van de 
Wet versterking positie rechter-commissaris is echter de vraag naar de verhouding tussen de 
zittingsrechter en de rechter-commissaris. Na de invoering van deze wet bestaan er diverse 
onduidelijkheden over de taken en bevoegdheden van de rechter-commissaris ingeval deze zijn 
onderzoek ex artikel 181 e.v. van het Wetboek van Strafvordering nog niet heeft voltooid op het 
moment waarop de officier van justitie te kennen heeft gegeven tot dagvaarden over te willen gaan op 
basis van artikel 238 lid 2 Sv. Kortweg gaat het om de vraag wie het laatste woord heeft: de 
zittingsrechter of de rechter-commissaris. De Hoge Raad heeft zich over bovenstaande kwestie als 
volgt uitgelaten.190  
 
“Na de kennisgeving van de officier van justitie dat tot dagvaarden zal worden overgedaan, is de 
rechter-commissaris bevoegd tot voortzetting van zijn reeds lopende onderzoek zolang het 
onderzoek ter terechtzitting nog niet is aangevangen. Deze bevoegdheid is beperkt tot het 
onderzoek dat de rechter-commissaris noodzakelijk acht. Na die kennisgeving is voor 
vorderingen of verzoeken als boedelt in de artikelen 181 en 183 WvSv om onderzoeksafdelingen 
te verrichten geen plaats.”  
 
Uit de praktijk blijkt dat de regiefunctie van de rechter-commissaris niet is verzwaard, in tegenstelling 
tot hetgeen de wetgever heeft beoogd te bewerkstelligen. De wet en de praktijk komen niet overeen. 
Voor een verzoek van de zijde van de verdediging tot het laten horen van getuigen door de rechter-
commissaris is immers dan geen plaats meer, het onderzoek bij de rechter-commissaris ligt stil. De 
officier van justitie kan in de tussenliggende periode tot aanvang van de zitting wel overgaan tot het 
laten horen van getuigen door een politieambtenaar. De vraag die zich hierbij opdringt is of de 
verdediging niet in een nadelige positie wordt gemanoeuvreerd.  
 
Samengevat kan worden gezegd dat in de afgelopen jaren is getracht de positie van de rechter-
commissaris te voorzien van een heldere grondslag. Zowel ten opzichte van zijn toezichthoudende 
                                                            
189 Artikel 185 WvSv. 
190 HR 3 maart 2015, ECLI:NL:HR:2015:505.  
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taak jegens de officier van justitie als in zijn bevoegdheden ten aanzien van de zittingsrechter. 
Desondanks is gebleken dat er nog hiaten in de wet bestaan over de bevoegdheden en taken van de 
rechter-commissaris.    
 
3.12. TUSSENCONCLUSIE  
Nu mijn onderzoek zich richt op de vraag welke waarborgen er gelden binnen andere rechtsgebieden 
tegen vergelijkbare schendingen van fundamentele rechten en uit de vergelijking met de curator in 
faillissementen naar voren is gekomen dat de curator evenals de kantonrechter beschikt over een grote 
mate van autonomie, kan het volgende worden opgemerkt. Uit mijn onderzoek blijkt dat als gevolg 
van de maatschappelijke veranderingen, media en het gebruik van internet, het zwaartepunt in de 
opsporing steeds meer is komen te liggen op het verzamelen van (elektronische) gegevens die zich 
kunnen bevinden op computers en onder andere smartphones. Om effectief te kunnen optreden tegen 
onder meer computercriminaliteit en faillissementsfraude zijn in de afgelopen jaren aan de officier van 
justitie vergaande bevoegdheden toebedeeld. Deze vergaande bevoegdheden kunnen een inbreuk op de 
privacy met zich meebrengen omdat zij een inbreuk maken op de persoonlijke levenssfeer. In zijn 
algemeenheid geldt dat dergelijke schendingen van de privacy slechts zijn toegestaan indien daar een 
wettelijke regeling aan ten grondslag ligt. Uit mijn onderzoek is naar voren gekomen dat, in 
tegenstelling tot het Burgerlijk Wetboek en de Faillissementswet, het Wetboek van Strafvordering een 
dergelijke inbreuk rechtvaardigt.  
 
Een ander punt is dat uit mijn onderzoek blijkt dat het de rechter-commissaris is die toezicht houdt op 
de rechtmatigheid van de inzet van bevoegdheden door de officier van justitie. De rechter-commissaris 
wijst een vordering van de officier van justitie slechts toe indien deze voldoet aan de eisen die de wet 
daaraan stelt. Uit mijn onderzoek komt naar voren dat in de afgelopen jaren is getracht de positie van 
de rechter-commissaris van een heldere grondslag te voorzien en te versterken. In de praktijk laat deze 
verzwaring van de regiefunctie te wensen over. De rechter-commissaris wordt na het uitbrengen van 
een dagvaarding door de officier van justitie ‘buiten spel gezet’. Mijns inziens geeft dit blijk van een 
onjuiste toepassing van de wet.  
 
Het lijkt erop dat de nieuw in werking getreden EU-regelgeving op het gebied van de bescherming van 
persoonsgegevens tot de nodige vraagstukken kan leiden, met name hoe deze regelgeving zich 
verhoudt tot het EVRM en de Wbp. Wat deze regelgeving concreet gaat betekenen voor de officier 





Tot slot kan worden opgemerkt dat er een onvermijdelijk spanningsveld bestaat tussen het belang van 
de opsporing, de daarvoor aan de officier van justitie toebedeelde vergaande bevoegdheden en het 





4. CONCLUSIES  
In deze scriptie is de toezichthoudende taak van de kantonrechter met betrekking tot het 
meerderjarigenbewind onderzocht vanuit het perspectief van privacybescherming en welke mate van 
controle daarop plaatsvindt. Daarbij is de rol van de kantonrechter als spiegel gebruikt, terwijl de 
faillissementscurator en officier van justitie als toetsingskader zijn gebruikt. Het doel van de studie 
was aanbevelingen te doen met betrekking tot de onduidelijkheid over de toepassing van het nieuwe in 
werking getreden lid 5 van artikel 1.448 BW vanuit het perspectief van privacybescherming, waarin de 
bevoegdheid tot inbeslagname van bescheiden middels het betreden van plaatsen is neergelegd en 
daarvoor aanbevelingen te doen. Daarnaast heeft deze studie tot doel een wetenschappelijke bijdrage 
te leveren door een fundamentele bezinning op de toezichthoudende rol van de kantonrechter te 
bevorderen. Recapitulerend kunnen de deelvragen en hoofdvraag als volgt worden beantwoord. 
 
 In de wet is bepaald dat het toezicht op het beschermingsbewind geheel in handen is van de 
kantonrechter. Het is de kantonrechter die op basis van een civielrechtelijk begrip ‘redelijk 
vermoeden’ bepaalt of het verscherpt toezicht al dan niet wordt toegepast. Vervolgens is het de 
kantonrechter zelf die de uitvoering van het verscherpt toezicht, inbeslagname middels het betreden 
van plaatsen, coördineert. Ten aanzien van de toezichthoudende taak moet geconcludeerd worden dat 
er onder de kantonrechters onduidelijkheid bestaat over de toepassing van het verscherpt toezicht. De 
wet bevat onvoldoende kaders voor de grondslagen met betrekking tot schorsing en ontslag van de 
bewindvoerder evenals de reikwijdte van de bepaling met betrekking tot het betreden van een 
woning/kantoorruimte ter inbeslagname. Toepassing van het verscherpt toezicht door de kantonrechter 
kan enkel om die reden op zich al een schending van het grondrecht van privacy op grond van artikel  
8 Wbp en artikel 8 EVRM met zich meebrengen. Ondanks dat de kantonrechter de juiste bedoeling 
heeft met het toepassen van het verscherpt toezicht kan met recht verontrustend worden genoemd dat 
enige vorm van controle op zowel de beslissingsbevoegdheid als de uitvoering van het verscherpt 
toezicht door de kantonrechter ontbreekt.  
 
De curator bezit evenals de kantonrechter een grote mate van autonomie in de uitoefening van 
zijn taak. Aan de curator zijn vergaande bevoegdheden toebedeeld, in het bijzonder de 
inlichtingenplicht en het betreden van plaatsen ter inbeslagname. De Faillissementswet verschaft de 
kaders, maar biedt echter niet de nodige waarborgen tegen een mogelijke inbreuk op de privacy van 
een persoon. De curator dient bij zijn handelen wel de zorgvuldigheidsnorm in acht te nemen. 
Bovendien heeft de curator in sommige gevallen een machtiging van de rechter-commissaris nodig om 
handelingen te verrichten, zoals het betreden van een woning. Nu deze machtiging ook achteraf kan 
worden verkregen, zou men kunnen stellen dat de curator hiermee een vrijbrief heeft om plaatsen te 
betreden en daarmee zelfs woningen zou mogen doorzoeken. In tegenstelling tot de kantonrechter 
bestaat er wel enige vorm van controle op het handelen van de curator. De controle en het toezicht 
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liggen in de handen van de rechter-commissaris. Deze toetst het beleid van de curator in volle omvang 
en onbeperkt. 
  
De Wbp en het EVRM nemen een belangrijke rol in het faillissementsrecht in als het gaat om een 
mogelijke inbreuk die wordt gemaakt op de persoonlijke levenssfeer. Door het uitspreken van het 
faillissement verandert de rechtspositie van de gefailleerde drastisch. In beginsel geldt dat indien er 
sprake is van een faillissement het belang van de schuldeisers zwaarder weegt dan het belang van de 
gefailleerde, zodat daarmee een inbreuk op het grondrecht van privacy is gerechtvaardigd.  
 
Een ander punt is dat als gevolg van de maatschappelijke veranderingen, media en het gebruik 
van internet het zwaartepunt van de opsporing door de officier van Justitie steeds meer is komen te 
liggen bij het verzamelen van (elektronische) gegevens die zich kunnen bevinden op computers en 
onder andere smartphones. Om effectief te kunnen optreden tegen onder meer computercriminaliteit 
en faillissementsfraude zijn in de afgelopen jaren aan de officier van justitie vergaande bevoegdheden 
toebedeeld, onder meer inbeslagname middels het betreden van plaatsen. Deze vergaande 
bevoegdheden kunnen een inbreuk op de privacy met zich meebrengen omdat zij een inbreuk maken 
op de persoonlijk levenssfeer. In zijn algemeenheid geldt dat dergelijke schendingen van de privacy 
slechts zijn toegestaan indien daar een wettelijke regeling aan ten grondslag ligt. Het Wetboek van 
Strafvordering rechtvaardigt een dergelijke inbreuk. De officier van justitie is op grond van wet 
bevoegd tot het betreden van plaatsen en de inbeslagname van goederen en bescheiden. Evenals bij de 
curator vindt enige vorm van controle op het handelen van de officier van justitie plaats. Het is de 
rechter-commissaris die toezicht houdt op de rechtmatigheid van de inzet van bevoegdheden door de 
officier van justitie. De rechter-commissaris wijst een vordering van de officier van justitie slechts toe 
indien deze voldoet aan de eisen die de wet daaraan stelt. In de afgelopen jaren is getracht de positie 
van de rechter-commissaris van een heldere grondslag te voorzien en te versterken. In de praktijk laat 






Hoewel de bepaling waarin het verscherpt toezicht aan de kantonrechter is toebedeeld ongetwijfeld 
met de beste intenties is opgenomen, kan worden geconcludeerd dat zij nog niet voldoende helderheid 
biedt voor de toepassing daarvan. De wet biedt geen heldere grondslag aan de kantonrechters voor 
schorsing dan wel ontslag van de bewindvoerder. Evenmin schept de bepaling helderheid over het 
betreden van plaatsen en de reikwijdte daarvan. Mag een kantonrechter bij het betreden van de woning 
zoekend rondkijken of de woning doorzoeken? Nu er geen beleid of nadere kaders zijn opgesteld, 
bestaat het risico van onjuiste toepassing van de bepaling en mogelijk daarmee ook een schending van 
het grondrecht van privacy waardoor een schadevordering tegen de Staat wordt ingediend. Indien een 
kantonrechter immers op niet-wettelijke basis (onbewust) een woning/kantoorruimte van een 
bewindvoerder betreedt en gegevens in beslag neemt, bestaat de kans dat de kantonrechter daarvoor 
door de bewindvoerder aansprakelijk wordt gesteld. Dat gegeven op zich is al problematisch te 
noemen.  
 
Vanuit het perspectief van privacybescherming komt daar nog bij dat het belangrijk is 
aandacht te besteden aan het wettelijk criterium op grond waarvan toepassing van de huidige bepaling 
in het BW dient te worden toegepast. Dat lijkt door de kantonrechters moeilijk te bepalen. Aan de 
kantonrechter zijn vergaande, strafrechtelijk van aard zijnde, bevoegdheden tot inbeslagname middels 
het betreden van plaatsen toebedeeld. Alvorens de kantonrechter overgaat tot toepassing van het 
verscherpt toezicht dient hij slechts een “redelijk vermoeden” te hebben. Dit criterium omvat niet meer 
dan dat er aanwijzingen bestaan. Uit het rechtsvergelijkend onderzoek blijkt dat de officier van justitie 
handelt op grond van een redelijk vermoeden van schuld. Dit vermoeden dient gestaafd te zijn met 
ondersteunende bewijzen. Alvorens de officier van justitie overgaat tot inbeslagname middels het 
betreden van een woning dient hij daarvoor, in tegenstelling tot de kantonrechter, een machtiging van 
de rechter-commissaris te bezitten. Dat geldt eveneens voor de inbeslagname van privé-
(persoons)gegevens. Op het handelen van de officier van justitie met betrekking tot het betreden van 
plaatsen vindt, in tegenstelling tot de kantonrechter, dus enige vorm van controle plaats.  
De curator daarentegen handelt op basis van het criterium “redelijkerwijs noodzakelijk voor de 
vervulling van zijn taak”. Uit de uitspraak van de Rechtbank Oost-Brabant van 2015 blijkt dat dat de 
curator hiervoor een “redelijk vermoeden” dient te hebben dat de gegevens zich op de in beslag 
genomen laptop zullen bevinden. Dit criterium komt dus overeen met het vermoeden dat de 
kantonrechter dient te hebben alvorens hij overgaat tot inbeslagname middels het betreden van 
plaatsen. De Faillissementswet verschaft deze bevoegdheid ook, maar zegt niets over de nodige 
waarborgen. Evenwel dient de curator, in tegenstelling tot de kantonrechter, bij zijn handelen wél te 
voldoen aan een zorgvuldigheidsnorm. Deze zorgvuldigheidsnorm is geformuleerd vanwege de 
beschermingswaardige belangen die kunnen worden geschaad. Op grond van een schending van deze 
norm kan de curator aansprakelijk worden gehouden. De curator dient bij zijn handelen zoveel 
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mogelijk te verzekeren dat de privé-(persoons)gegevens van personen (derden) worden gewaarborgd. 
De kantonrechter is eveneens bij wet bevoegd tot inbeslagname van bescheiden, maar de wet zegt 
niets hoe de kantonrechter dient om te gaan met privé-(persoons)gegevens die zich op laptops 
bevinden of met persoonsgegevens van derden. Eveneens vanuit het oogpunt van falend toezicht kan 
een persoon schade lijden doordat zijn belangen niet op zorgvuldige wijze door de kantonrechter zijn 
behartigd. Gelet op de uitspraak uit 2009 van het Hof Den Haag waarin zij niet meegaat in het 
aansprakelijkheid stellen van de kantonrechter door rechthebbende, daarbij gelet op de ruime mate van 
discretionaire bevoegdheden, dringt de vraag zich op of een dergelijke zorgvuldigheidsnorm niet 
moeten worden geformuleerd in het Burgerlijk Wetboek. Op dit moment vindt een persoon die schade 
heeft geleden als gevolg van falend toezicht geen gehoor bij de rechtspraak en blijft daardoor achter 
met de geleden schade. Dat lijkt mij een onwenselijke situatie.  Feit blijft dus dat het strafrechtsysteem 
vanuit fundamentele grondslagen wordt gevormd en voldoende formele waarborgen biedt met het oog 
op privacybescherming. Daarnaast schept het systeem de materiele bevoegdheid op grond waarvan de 
officier van justitie handelt. Het is de officier van justitie die de wettelijke bevoegdheid bezit om 
plaatsen te betreden en bescheiden in beslag te nemen.  
 
Opvallend is dat de kantonrechter de juist zo essentiële medewerking van de bank ontbeert. 
Een dergelijke samenwerking lijkt mij, daarbij gelet op de toezichthoudende taak van de 
kantonrechter, echter van groot belang. Aan de kantonrechter zijn immers vergaande, van 
strafrechtelijke aard zijnde, bevoegdheden toebedeeld. De officier van justitie kan op grond van de wet 
bij een vermoeden van fraude gegevens van de banken vorderen in het belang van het onderzoek. De 
kantonrechter heeft de regie over het bewind en dient in het kader daarvan voldoende inzicht te hebben 
in de financiële situatie van rechthebbende en het beheer dat daarover wordt gevoerd door de 
bewindvoerder. Een eventueel geval van fraude kan indien er een vorm van samenwerking met de 
bank bestaat worden voorkomen, dan wel eerder worden gesignaleerd.  
 
Door de toenemende greep van de overheid op onze privacy is de behoefte ontstaan aan meer 
bescherming van persoonsgegevens. De nieuwe reeds in werking getreden EU-regelgeving zou daarin 
moeten voorzien. De vraag blijft echter hoe ‘privacy by design’, het opmaken van een risicoanalyse in 
situaties die een grote impact op de privacy van een persoon kunnen hebben, zich verhoudt tot de door 
Nederland gemaakte uitzondering om gegevens die voor een bepaald doel zijn verzameld, zonder 
toestemming, ook voor andere doeleinden te gebruiken. Hiermee wordt het doeleinde begrip zoals 
neergelegd in de Wbp dus losgelaten. Deze uitzonderingsbepaling staat daardoor haaks op het vereiste 
van de Wbp dat er sprake dient te zijn van uitdrukkelijke toestemming, een gerechtvaardigd belang en 
een noodzaak. Deze vereisten werden recent nog bevestigd in de uitspraak van de Rechtbank Midden-
Nederland uit 2016, waarin is geoordeeld dat voor het verstrekken van NAW-gegevens er een concrete 
noodzaak en gerechtvaardigd belang dient te bestaan. De vraag dringt zich dan ook op wat deze 
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verordening voor impact kan hebben op het handelen van de kantonrechter. Hoe verhoudt zich deze 
regelgeving tot de waarborgen ter voorkoming van een schending van de persoonlijke levenssfeer en 
privacy, zoals neergelegd in het EVRM en de Wbp? Het lijkt mij zeer onwenselijk dat de 
kantonrechter in het kader van zijn toezichthoudende taak gegevens kan opvragen bij derden 
(Belastingdienst, banken en gemeenten) zonder daarvoor de toestemming van de bewindvoerder te 
hebben. Of de situatie waarin de kantonrechter gegevens die reeds in bezit zijn bij de rechtbank, 
bijvoorbeeld het OM, opvraagt en voor een andere procedure gebruikt. Ondanks dat het de 
toezichthoudende taak is van de kantonrechter om in het belang van de onder bewind gesteld de door 
de bewindvoerder afgelegde rekening en verantwoording te controleren en daarmee de financiële 
situatie van de onder bewind gesteld behartigd, dient ervoor gewaakt te worden dat de kantonrechter 
met deze EU-regelgeving een vrijbrief krijgt om zonder toestemming, via samenwerkingsverbanden, 
gegevens bij derden op te vragen en te gebruiken voor andere doeleinden.  
 
Latere ontwikkelingen brachten mee dat de wetgever om efficiënt op te kunnen treden - onder 
mee tegen fraude - de wens uitsprak om een onbeperkte bevoegdheid tot het koppelen van 
persoonsgegevens te krijgen, zodat er een profiel van een persoon kan worden opgesteld. De recent in 
werking getreden algemene EU-regels vormden een eerste aanzet tot het loslaten van het doeleinde 
principe met betrekking tot het verzamelen van gegevens. De Verkenning Kaderwet uitwisseling 
gegevens (SyRI) is een mogelijk en geducht gevolg daarop. Indien de plannen van de wetgever nog 
verder worden doorgevoerd, lijkt de wetgever daarmee vrijbrief te krijgen tot het maken van een 
profiel van een persoon. Terecht kan worden gevreesd dat daardoor de rechten van burgers met voeten 
worden getreden. Deze Kaderwet voorziet in de mogelijkheid om middels samenwerkingsverbanden 
op onbeperkte wijze gegevens van personen te koppelen. Een voorbeeld hiervan is dat gegevens die bij 
de wijkagent beschikbaar zijn door de Gemeente kunnen worden opgevraagd en gebruikt voor andere 
doeleinden dan waartoe zij zijn opgevraagd. Dat is een zeer onwenselijke situatie die haaks staat op 
het doel van de EU-regelgeving(meer bescherming van persoonsgegevens) en mogelijkerwijs in strijd 
is met het EVRM. Ook de waarborgen zoals neergelegd in de thans geldende Wbp worden daarmee 
grotendeels buiten spel gezet. Enkele mogelijke knelpunten zijn dat het voor de rechter-commissaris 
lastig wordt de rechtmatigheid van bewijsmateriaal te toetsen. De curator is op grond van de Wet 
herziening faillissementsfraude verplicht om informatie inzake fraude aan de officier van justitie over 
te dragen. Hoe wordt gecontroleerd op welke wijze die informatie is verkregen door de curator? Al 
deze vragen zijn op dit moment nog niet met zekerheid te beantwoorden, omdat het ontbreekt aan enig 
inzicht in de gevolgen in de praktijk van deze regelgeving. Zoals hiervoor betoogd, wordt de Kaderwet 
uitwisseling gegevens op dit moment door de oppositie in de kamer kritisch ontvangen. Wil de 
kaderwet door de beide kamers komen, dan zal zij op expliciete wijze dienen te voorzien in de 
voorwaarden dat de gegevensverwerking, via de verschillende samenwerkingsverbanden, wordt 
getoetst aan het noodzakelijkheidsvereiste en de daaruit voortvloeiende beginselen van 
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proportionaliteit en subsidiariteit. Op grond van de Wbp mogen organisaties persoonsgegevens 
bewaren zolang deze nodig zijn voor het doel waarvoor ze zijn verzameld of worden gebruikt. Daarna 
moeten organisaties de gegevens vernietigen. Als het doeleinde principe wordt losgelaten, dringt de 
vraag zich op hoe lang gegevens dan mogen worden bewaard. Eveneens dient de Kaderwet te voorzien 
in waarborgen met betrekking tot het vernietigen van opgevraagde persoonsgegevens.  
 
Voornoemde knelpunten zijn belangrijke vraagstukken waarmee niet te lichtvaardig dient te 
worden omgegaan gelet op het feit dat hierdoor de privacy van personen met voeten kan worden 
getreden, temeer nu is gebleken dat aan de kantonrechter op grond van artikel 1:448 lid 5 BW een zeer 
grote ruime discretionaire bevoegdheid is toebedeeld. Als deze huidige ontwikkeling wordt doorgezet 
is het van belang beleidskaders en normen te verschaffen voor een adequate toepassing van het 
verscherpt toezicht door de kantonrechter. Ondanks dat het, daarbij gelet op hun toezichthoudende 
taak, niet in de intentie ligt van de kantonrechter om rechten van privacy te schenden is het een niet 
wenselijk situatie dat gegevens van de bewindvoerder, bij een vermoeden van fraude, door de 
kantonrechter via een andere weg zouden kunnen worden opgevraagd dan op grond van het Burgerlijk 
Wetboek. Terecht kan de vrees worden uitgesproken dat de kantonrechter, die reeds een grote mate 
van autonomie bezit, bij een vermoeden van fraude een vrijbrief tot inbeslagname middels het 





6. AANBEVELINGEN  
Er zou een beleid moeten worden opgesteld dat helder en overzichtelijk is. In dit beleid zouden nadere 
kaders voor de toepassing van artikel 1.448 lid 5 BW moeten worden opgenomen, zodat helder is op 
welke wettelijke basis een bewindvoerder kan worden geschorst dan wel ontslagen. Daarnaast moet 
duidelijk zijn wanneer er door de kantonrechter bescheiden in beslag kunnen worden genomen.  
Vanuit het oogpunt van de bevoegdheid tot inbeslagname is het aanbevelingswaardig om een 
beslissingsbevoegdheid op te nemen zodat op wetmatige wijze goederen kunnen worden teruggeven 
aan rechthebbende. Om de regie van de kantonrechter (nog meer) te versterken zal er een 
samenwerking met de banken moeten gaan plaatsvinden. Dit dient wettelijk te worden geregeld. Ook 
is het raadzaam, zeker vanuit het oogpunt van de toezichthoudende taak, om de frequentie tot het 
afleggen van rekening en verantwoording door de bewindvoerder aan de kantonrechter aan te passen. 
Op die manier krijgt de kantonrechter volledig de regie in handen en een sterke vinger in de pap ten 
aanzien van het bewind. Dit was en is een cruciale taak van de kantonrechter, die ervoor waakt dat het 
bewind door de bewindvoerder op adequate wijze wordt uitgevoerd.  
 
Voort is het aanbevelenswaardig om een zorgvuldigheidsnorm te formuleren en hanteren voor 
de kantonrechter op grond waarvan zijn handelen aan bepaalde vereisten dient te voldoen. Een 
zorgvuldigheidsnorm is geformuleerd met het oog op de in het geding zijnde beschermingswaardige 
belangen die kunnen worden geschaad. Op die manier wordt daarmee voorzien in enige vorm van 
controle op de toezichthoudende taak van de kantonrechter. En bestaat daarmee een bepaalde mate van 
rechtsbescherming voor de bewindvoerder. Tevens kan de kantonrechter op zijn handelen worden 
aangesproken, indien dit in strijd is met deze norm.  
 
Een ander punt dat kan worden overwogen is om, in plaats van in enige vorm van toezicht op 
de kantonrechter te voorzien, het toezicht bij een externe organisatie neer te leggen. De kantonrechter 
is namelijk in beginsel niet opgeleid en geëquipeerd om toezicht te houden; hij spreekt recht. Om die 
reden is het wellicht aanbevelenswaardig om in overweging te nemen dat het wenselijk kan zijn die 
toezichthoudende taak van de kantonrechter met betrekking tot het meerderjarigenbewind neer te 
leggen bij een externe organisatie. Een voorbeeld daarvan kan het Bureau Financieel Toezicht zijn, 
omdat deze toezicht houdt op gerechtsdeurwaarders en op de naleving van de Wet ter voorkoming van 
witwassen en financieren van terrorisme (WWFT) door (toegevoegd/kandidaat-) notarissen, 
accountants, belastingadviseurs en administratiekantoren. Vanuit dat perspectief zou het toezicht op de 






Concluderend beveel ik aan: 
1. Het opstellen van beleid en kaders met betrekking tot de toepassing van artikel 1:448 lid 5 BW. 
2. Opnemen van een beslissingsbevoegdheid in de wet tot teruggave aan de rechtmatige eigenaar van 
in beslag genomen goederen en bescheiden. 
3. Samenwerking met banken dient wettelijk te worden geregeld.  
4. De frequentie van het afleggen van rekening en verantwoording door de bewindvoerder aan de 
kantonrechter dient te worden aangepast naar meer.  
5. Het formuleren van een zorgvuldigheidsnorm voor het handelen van de kantonrechter.  
6. Het neerleggen van de toezichthoudende taak van de kantonrechter met betrekking tot het 
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