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Purpose
This policy establishes the life cycle of accounts and access provided to retirees of the
University. The use of these resources is a privilege granted by Georgia Southern University
to authorized users only. This policy defines protocols and information use practices,
promotes an understanding of responsible use of University IT resources, seeks to protect
the University’s IT resources, and preserves the relevant policies, regulations and laws. The
policy is not intended to be exhaustive, and Georgia Southern University reserves the right to
limit, restrict, or extend privileges and access to its information technology resources.
This policy will be administered and enforced by the Chief Information Officer or duly
authorized designee.

II.

Policy Statement
As of October 1, 2022, Georgia Southern University will not provide professional productivity
tools to Georgia Southern retirees. Examples of those tools include, but are not limited to:
email, calendaring, web conferencing, and other collaboration tools. Retirees may transfer
any personal information to a personal account prior to their retirement date.

III.

Definitions
Multi-Factor Authentication (MFA) – A second layer of protection added to an account to
reduce risk of data breaches. MFA requires an additional verification step to confirm the
identity of the person logging into an account.
Emeritus/ae – A faculty rank awarded to full-time faculty or administrative officers at the time
of retirement in recognition of distinguished service to Georgia Southern University.

IV.

Exclusions
Emeritus/ae Status: Anyone with an employment status of “Emeritus” will be issued a new
Georgia Southern email account, denoting its Emeritus/ae status via a naming convention
designated by the University. This account will be an email account only, with no other
resources.
• All email accounts that are inactive for a period of one year will be deleted.
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• All email accounts that exist must have MFA applied.
• Faculty/Staff password policy must be applied.
Any email account provided by Georgia Southern is considered property of the University. As
such, it is susceptible to open records requests. In addition, as an account issued by the
University, the account must adhere to policy and regulations implemented by the University
such as the Password Policy and the Acceptable Use Policy.
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