Notwithstanding the foregoing, the use of this technology has raised many concerns with regard to the need of privacy data protection. It is due to the fact that biometrics technology as a powerful identifier brings along personal information that can be traced from different sources to be linked together, and also the ability of third parties to access this data in identifiable form and link to other informations and used this information for secondary uses without the consent of data subject.
I. INTRODUCTION
As innovations in information technology have enabled previously unimagined forms of collecting, storing, sharing and analyzing data, data privacy has evolved to encapsulate a right to protection of personal data 1 . The concept 1 Human Rights Committee general comment No. 16 (1988) 
II. LEGAL MATERIALS AND

METHODS
The legal materials of this paper are primary and secondary legal materials.
Using the statute and conceptual approaches, this paper is divided into several parts. The introduction elaborates technological development using biometric data and how this issue faced with privacy issue as guaranteed as constitutional rights. Systems, Report, (2002), 7-8. 10 Ibid, 6-7. 3) the policy to protect data privacy that restricting both access and use of personal data and controlled by choice system.
Identification Biometrics Smart card
Data privacy issue concern increased with regard to identification system that will be identiable person from their 
Data Privacy Theory
The concept of data privacy protection emerged in the nineteenth century by the publication of two legal 
IV. CONCLUSION AND SUGGESTION
This article concludes that data privacy is a legal right regulated and controlled by both international and national instruments, and the use of biometric smart card often viewed as a conlict between the need of security and how far the system protects data privacy. 
