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February 2015. The Guide  incorporates  an  innovative  approach based on  the proper 











vices  to  computers,  up  to  diagnostic  instrumentation 
−  contains  some  form  of  programmability,  the  perva-
siveness of  software components  in consumer devices 




technology  categories  like  constructions,  installations, 
or  even  the  non-programmable  electronic  instrumen-






daily  use  and  in  the  context  of  health,  and  their  fast 






To  cope  with  such  a  disruptive  penetration  of  in-
formation  technology  (IT)  and  information  and  com-
munication  technology  (ICT)  in healthcare  settings − 
hospitals, clinics as well as daily-care structures and, in 














velops  an  approach  similar  to  that  introduced  by  the 
recent Standards of the IEC 80001 series, i.e. the phe-
nomenon  of  the  introduction  of  ICT  in  healthcare  is 































of  the working group,  the  implemented methodology, 
and main contents of the Guide.
METHODS
The technical working group
Since  2012 CEI  has  been  hosting  a  group  of  CEI 
Members  and  invited  experts  in  the  field  of  software 
products/systems  and  IT  network  used  in  healthcare 
scenarios,  as well  as  of Medical Device  and Software 




a  short CV and, once  recruited, were  informed about 
CEI policy and ethics. The experts are representatives 





the market  and  in  standardization  contexts:  the work 
conducted within CEI has a more general applicability 
and interest, and this is the reason why it  is hopefully 
worth  to  disseminate  the  approach  and  the  activities 
conducted up to now. 
In  the  period  2012-2014  the CEI  group  organized 
residential meetings  on  an  almost  regular  basis  every 






















the  revision of  the Guide  itself,  due  to  the  incredibly 
fast development of ICT and ICT-related Standards. 













systems  in  the healthcare  context,  and on  the way  to 

























what  functionality or  software modules are present  in 
the specific system concerned. The CEI group stressed 
that  this  difficulty  should  be  conjugated  to  the  other 
critical issue specific of software products/systems,  i.e. 
the  dependence  on  the  context  of  use.  Unlike  other 
industrial products,  in fact, some of the performances 










Organization (RO,  the final user), has  the  full knowl-




for ROs,  applicable  to each  type of  software  they use, 






del  software  (Guide  to management  of  software  and 


































The  Guide  is  a  substantial  document  of  74  pages, 
made of 8 chapters and an annex containing examples 
from healthcare settings.
To properly address all  the  topics  in  the Guide,  the 
Authors  considered  it  appropriate  to  use,  whenever 
possible, the terms defined in the existing legislation. In 
particular,  all  European  directives  on medical  devices 
and  in vitro diagnostic [1, 2] were taken into account, 




ment − Part  1: General  requirements  for basic  safety 
and essential performance”  [7];  IEC 80001-1 entitled 






dressing  the management  of  all  software  that  can  be 
reasonably  used  in  the  healthcare  environment  –  i.e. 
both software marketed as a medical device and soft-
ware for general use − some additional definitions were 
delivered,  regarding  relevant concepts  for both health 
and non-health scenarios.
As  anticipated  in  the Methods  section,  the  Guide 
suggests ROs to follow a path, applicable to each type 
of  software  they use, which  consists  of  two phases:  a 
first phase of software identification, and a second phase 
of software management.
Software “identification”: essential parameters
In the identification phase, the suggested approach is 
to start the process by assessing 5 relevant parameters 











to provide  an  explicit  and direct  indication of  the  in-










text of Destination:  the Manufacturer  often declares  if 
the product/system is intended for a particular environ-





















uct/system  is  a  crucial  and  mandatory  step,  since  it 
allows  to highlight  the possible  impact on health, any 
risks  to  manage,  and  any  related  regulations  to  take 
into account. The actual use must therefore be defined 
by the RO, which is the only body able to understand 
the  intrinsic  features of  the product/system as well  as 
the needs and  the wishes of  the end user.  It  is worth 




















to  the  Actual  Use,  the  Context  of Use  refers  to  the 
context of  the actual use of  the product/system,  rath-





























It  is  frequently  found,  in real  life experience,  that  the 
maximum level of patient protection from technology-
associated risks  is sought  in places where patients are 









The  last  (fifth)  parameter  that  the RO  should  take 











































take  a  risk  assessment  and management  process  as  a 
standard process in its development cycle.
Software management operational procedures
The Guide then provides, for each of the 6 software 
categories, a pattern of  initial management processes; 
by  implementing  them,  the RO will briefly document 
that: i) the 5 previously described parameters have been 
gathered  –  i.e. intended  use,  context  of  destination, 
actual  use,  context  of  use,  possible  impact  on  health 
and/or safety; ii) the actual conditions of use have been 
analyzed  and  found  consistent  with  the Manufactur-
er’s instructions; iii) the possible effects on health and 
safety are consistent with  those expected by any soft-
ware  product/system  belonging  to  the  same  category. 
In case  the above analyses bring  to conclusions other 





























B Software used in health settings
A Software
Software designed for health contexts, 
not having (by design) health purposes, 
and that does not gain health purposes 
as a result of the specific usage scenario 
General purpose software, that does not 
gain health purposes as a result of the 
specific usage scenario









Software designed for health contexts, 
having (by design) health purposes, 
not being a medical device 
Software designed for health contexts, 
not having (by design) health purposes, 
which gains health purposes as a result 
of the specific usage scenario 
General purpose software, which gains 
health purposes as a result of the specific 
usage scenario  
Figure 1
Scheme to identify the proper risk category for each software 
product/system used in a healthcare scenario. Source: authors’ 
adaptation of CEI Guide 62-237.































cial  cases:  the  “apps”  for  mobile  systems;  healthcare 
systems  interfacing;  risk management during  software 









latory  documentation  [13-16].  A  first,  quite  common 
approach  retrievable  in EU as well  as US documents, 
focuses on mobile apps intended by the Manufacturer 




















indications  and  comments  −  about  qualification,  clas-
sification and categorization − delivered by the authors 
of the Guide and by two authoritative reference docu-
ments,  i.e. i)  the European guideline MEDDEV 2.1/6 
2012  “Qualification  and  classification  of  standalone 
software” (prepared by representatives of the European 
Competent  Authorities,  the  European  Commission, 
Notified Bodies and Industry) [17], and ii) the Swedish 
guideline “Medical Information Systems − guidance for 







The  example  hereby  reported  is  extracted  from  the 
Annex  to  the Guide,  section c.1.3,  and  is  focused on 
RISs, i.e. Radiologic Information Systems. Briefly, a RIS 
consists of a software-based database which is used in 
Hospital Radiology Units  to  store  and  transfer  radio-
logical images and patients’ data. 
According  to  the  European  Guideline  MEDDEV 













Finally,  CEI  Guide  Authors  clarify  that  a  RIS  will 
likely  fall  within  category  D1  of  the  categorization 
scheme in Figure 1 or, in case of simpler configurations 
which allow to qualify it as a non medical device, within 






mation  and  communication  technology  in  healthcare 
settings is likely to introduce, together with undeniable 
potential  for  optimizing  resources  and  improving  the 










ity  requires  the production of  explanatory documents 
and interpretations that help clarifying and better using 
the existing rules. A similar need is faced at a worldwide 




software  product/system  as  described  in  the  previous 
paragraphs,  renders  the document  a  valuable  support 







A wide  set of examples,  taken  from actual healthcare 
settings and reported experience not only on the Ital-
ian territory but rather at an International level, is given 
and  commented  in  the  Guide.  Hopefully,  the  Guide 
may  represent  an  added  value  not  only  for  ROs  but 













































medical purpose  if  the Manufacturer has  intended  its 
use  in an action  for medical purposes  (source: defini-
tion delivered in the CEI guide).
Responsible (Healthcare) Organization (RO): the body 
who is in charge for the use and maintenance of a medi-
cal  electrical  equipment  (EM),  an EM  system,  an  IT 
medical network or a software used in a healthcare con-
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