












Technology	 has	 undoubtedly	 immense	 impacts	 for	 contemporary	 society,	 justice	 and	 social	
control	that	require	us	to	confront	our	conceptual	understandings	of	‘technology’.	Braverman’s	




social	 actors	 and	 objects	 (or	 ‘technologies’),	 which	 has	 been	 embraced	 in	 other	 fields	 of	
intellectual	inquiry	for	some	time,	and	is	already	familiar	to	science,	technology	and	society	(STS)	






the	 criminal	 justice	 system;	 the	 relationships	 between	 technology,	 crime	 and	 social	 harm;	




biocrime	 (Sutton	2017)	and	 firearms	 (Squires	2017).	Aside	 from	one	 chapter	 conceptualising	















philosophical	 analyses	 between	 legal	 and	 technological	 normativity	 are	 pertinent	 in	 current	
contexts	that	apply	the	force	of	law	to	non‐state	entities	to	shape	technological	possibilities	(for	
example,	as	witnessed	in	Australia	with	the	introduction	of	the	Telecommunications	and	Other	




Some	 chapters	 presented	 in	 the	 edited	 collection	 touch	upon	 important	 rights	 issues	 such	 as	
privacy,	albeit	from	the	perspective	of	the	criminal	misuse	of	data—as	in	Puddephatt’s	(2017)	
contribution—rather	than	the	questionable	behaviour	of	state	or	global	corporate	actors,	which	
is	 a	 significant	 omission	 in	 a	 post‐Snowden	 and	 post‐Cambridge‐Analytica‐Facebook	 context.	
Others	 necessarily	 consider	 surveillance	 (Jones	 2017)	 and	 its	 various	 pre‐crime	 applications	
(Edwards	2017).	However,	the	volume	could	have	also	considered	the	ways	new	and	emerging	
technologies	infringe	upon	other	rights	and,	as	emerging	literature	is	beginning	to	demonstrate,	
various	 forms	 of	 harms	 including	 the	 enhanced	 profiling	 of	 racial	 minorities	 and	 other	
marginalised	 groups	 (see,	 for	 example,	 Browne	 2015;	 Eubanks	 2018;	 Ferguson	 2017;	 Noble	
2018),	which	 reflects	 the	 (neo)colonial	 and	 (neo)imperial	ways	digital	 technologies	 are	being	
















to	 justice,	 and	promote	data	 sovereignty	 and	autonomy.	 For	 this	 to	 occur,	 there	 is	 a	need	 for	










imperatives.	 There	 are	 important	 questions	 of	 (legal)	 geography,	 place,	 space	 and	 (state	 or	
corporate)	 power	 that	 are	 not	 dealt	 with	 in	 this	 volume.	 This	 comes	 with	 a	 need	 to	 think	
differently	 about	 policing	 and	 governance	 in	 this	 new	 ‘non‐terrestrial’	 dimension	 (see,	 for	
example,	Lee	2018;	Mann	and	Warren	2018;	Mann	et	al.	2018).	
	
Hence,	 it	 is	 recommended	 that	 this	 text	be	 read	alongside	critical	 accounts	of	 the	new	Digital	
Criminology	that	consider	global	contexts	and	digital	political	citizenship,	and	that	situate	these	
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