Abstract-Smart antennas enable a receiver to determine the Direction of Arrival (DOA) of multiple transmissions as well as to form nulls in some number of directions to maximize SINR (Signal to Interference and Noise Ratio) of the received signal. We utilize the benefits of these capabilities to develop a simple modified version of the popular 802.11b protocol. This protocol exhibits high throughput under a variety of network conditions and is fair. The performance of the protocol is examined exhaustively using joint simulation in OPNET and Matlab.
I. INTRODUCTION
Smart antennas (or adaptive array antennas) have some unique properties that enable us to achieve high throughputs in ad hoc network scenarios. A transmitter equipped with a smart antenna can form a directed beam towards its receiver and a receiver can similarly form a directed beam towards the sender, thus resulting in very high gain. A receiver can also identify the direction of multiple simultaneous transmitters by running DOA algorithms and use this information to determine the directions in which it should place the nulls. Placing nulls effectively cancels out the impact of interfering transmitters. In this paper we develop a simple 802.11b based MAC protocol called Smart-802.11b that explicitly uses these three properties of smart antennas (beamforming, DOA, and nulling) to achieve high throughputs.
The two protocols developed in this paper are called SmartAloha( [1] , [2] ) and , and, as the name implies, these two protocols are modifications to the well-known Aloha and 802.11b protocols. In both cases, we have added functionality at the MAC layer to allow it to directly control the antenna: the MAC layer controls the direction of the beam and the direction of the nulls. In addition, the antenna provides the MAC layer with DOA information for all transmissions it can hear along with signal strength information. The main results of our paper are that our protocols show a very high throughput while maintaining fairness. The conclusion is that by appropriately exploiting the benefits of smart antennas, the capacity of wireless networks can be increased dramatically.
We use smart antenna model similar to our previous work [1] , [2] . The remainder of this paper is organized as follows. In the next section we summarizes the previous work in this and related areas. In section III we describe the two This work is funded by the NSF under grant ANIR-0125728. protocols called Smart-Aloha and Smart-802.11b. Section IV presents our OPNET-based simulation results and we provide a comparison with the omnidirectional case. We also analyze the fairness of our protocol in section IV-C. Finally, we summarize the main results in section V. 
II. LITERATURE REVIEW

III. DESCRIPTION OF THE PROTOCOLS
Consider the case when a node a needs to transmit a packet to node b which is its one-hop neighbor. We assume that a knows the angular direction of b (as in [3] ) and it can therefore form a beam in the direction of b. However, to maximize SINR, b should also form a beam towards a and form nulls in the direction of all other transmitters. In order to do this, b needs to know two things -first, that a is attempting to transmit to it, and second, the angular direction of all the other transmitters that interfere at b. The two protocols we discuss answer these two questions somewhat differently as we describe next.
A. Smart-Aloha
Smart-Aloha is a slightly modified version of the standard Slotted-Aloha protocol. To transmit a packet, a transmitter forms a beam towards its receiver and begins transmission. However, it prefaces its packet transmission with the transmission of a short (8-byte) pure tone (this is a simple sinusoid). Idle nodes remain in an omni-directional mode and receive a complex sum of all such tones (note that the tones are identical for all nodes and thus we cannot identify the nodes based on the tone) and run a DOA algorithm to identify the direction and strength of the various signals . An idle node then beamforms in the direction of the maximum received signal strength and forms nulls in other directions and receives the transmitted packet. If the receiver node was the intended destination for the packet, it immediately sends an ACK using the already formed directed beam. On the other hand, if the packet was intended for some other node, then the receiver discards it. A sender waits for an ACK immediately after transmission of the packet and if it does not receive the ACK, it enters backoff in the standard way. Thus, the Smart-Aloha protocol follows a Tone/Packet/Ack sequence.
The intuition behind the receiver beamforming in the direction of the maximum signal is that, because of the directivity of the antenna, there is a high probability that it is the intended recipient for the packet. However, we note that in cases, as in Figure 1 , the receiver d incorrectly beamforms towards a because a's signal is stronger than b's. While this is not a serious problem in most cases, we can envision scenarios where the b −→ d transmission gets starved due to a large volume of a −→ c traffic. An optimization we have therefore implemented is a single-entry cache scheme which works as follows:
• If a node beamforms incorrectly in a given timeslot, it remembers that direction in a single-entry cache.
• In the next slot, if the maximum signal strength is again in the direction recorded in the single-entry cache, then the node ignores that direction and beamforms towards the second strongest signal.
-If the node receives a packet correctly (i.e., it was the intended recipient), it does not change the cache. -If it receives a packet incorrectly, it updates the cache with this new direction.
• If there is no packet in a slot from the direction recorded in the cache, the cache is reset.
This simple mechanism ensures that in cases similar to Figure  1 , connections are not starved. However, we can construct more complex scenarios where a single-entry cache will fail to prevent starvation. In these cases, more sophisticated multipleentry caching schemes are required. However, in our simulations, we only use the single-entry caching scheme because the probability of more complex scenarios resulting in starvation are very rare.
B. Smart-802.11b
The second protocol we have developed, Smart-802.11b, is based on the 802.11b standard with some changes as noted below. As in the case of the Smart-Aloha protocol, transmitters beamform towards their receivers and transmit a short sendertone to initiate communication. However, unlike Smart-Aloha, the transmitter does not immediately follow the tone with a packet. Instead, it waits for a receiver-tone and only then transmits its packet. After transmission of a packet, it waits for the receipt of an ACK. If there is no ACK, it enters backoff as in 802.11b. Idle: In case a node has no packet to send, it will remain in the Idle state and set its antenna to operate in the omni-directional mode. If it receives a sendertone from some other node, it will move into the Data Receive Wait state. On the other hand, if it wishes to send data, it will beamform in the direction of the receiver. It chooses a random number between [0..CW] and sets the CW (Contention Window) timer 1 . When the CW timer expires, it sends a sender-tone in the direction of the receiver and moves to the ACK Wait state. If, before the CW timer expires, the node receives a sender-tone from 1 The random number selected is multiplied with 20µsec.
another node, it will freeze its CW timer and move to Data Receive wait state. Data Receive Wait: A node will move to this state in the event it receives a sender-tone. The node will beamform towards the sender and then randomly defer transmitting the receiver-tone by choosing a random waiting period between [0..32]×20µsec. The reason for deferring the reply is to minimize the chance of several receiver-tones colliding at the sender 2 . After transmitting a receiver-tone, the node remains in this state for 2τ (twice the maximum propagation delay+tone transmission time). If it does not hear a transmission, it returns to the Idle state. If it hears the start of a transmission, it remains in this state and receives the packet. It then discards the packet if the packet was meant for some other node If, however, the packet was meant for it, then it sends an ACK. Ack Wait: If the sender node receives a receiver-tone before the tone RTT timer goes off (which is twice the tone transmission time plus propagation delay) it will transmit the data packet. Reception of a valid ACK will move the node to the idle state, and if packets are there in the queue then it will schedule the one at the head of the queue. The node will move to Backoff state under two conditions 1) a receiver-tone did not arrive, 2) an ACK was not received following transmission of the data packet. Backoff: The node computes a random Backoff interval (as in 802.11) and remains in backoff for this time period (it also resets its antenna to omni-directional mode). If, however, a sender-tone is received, it freezes the backoff timer and enters the Data Receive Wait state. If the node is in backoff, upon expiration of the timer, it retransmits the sender-tone, increments the retransmit counter, and enters the ACK Wait state. A packet is discarded after the retransmit counter exceeds Max Retransmit= 7, as in the IEEE 802.11 standard.
The reception of a data packet by a node may be interfered with transmissions of sender-tones, receiver-tones, or other data packets (since our protocol does not take care of hidden terminals). A node engaged in receiving a data packet can dynamically form nulls towards new interferers, but this process takes some time (we model this time as the length of a sender-tone). Thus, the data packet will have errors due to this interference. We combat this error by relying on FEC (Forward Error Correcting) codes as used in IEEE 802.11e, where (224, 208) shortened Reed Solomon (RS) codes are used. In 802.11e, a MAC packet is split into blocks of 208 octets and each block is separately coded using a RS encoder. A (48,32) RS code, which is also a shortened RS code, is used for the MAC header, and CRC-32 is used for the Frame Check Sequence (FCS). Note that any RS block can correct up to 8 octet errors. 
IV. PERFORMANCE STUDY
A. Simulation Model
For our simulation, we built linear array antenna in Matlab and interfaced it with the radio pipe line stage of OPNET. We implemented Smart-Aloha into OPNET and modified the existing 802.11b implementation in OPNET to create Smart-802.11b. The modifications included adding the twotones (sender and receiver) as well as changing the FEC to the 802.11e specification. The remainder of the simulation parameters are detailed in Table II . For every new packet that is generated at the node, a destination is chosen from the set of logical neighbors. Logical neighbors are those nodes which are within the transmission range of the radio.
B. Simulation Results
We studied the performance of our protocol for a singlehop case with 20 nodes and 5-hop case with 100 nodes using of 16KB packets. We used 16 antenna elements (for an effective beamwidth of 40 0 ). Figure 3 plots the aggregate one-hop throughput as a function of arrival rate for the one-hop case. We note that 802.11b achieves a maximum throughput of 1Mbps while Smart-802.11b achieves a high of 8.5Mbps and Smart-Aloha achieves a high of approximately 10.5Mbps. In fact, the throughput of Smart-802.11b and Smart-Aloha increases with arrival rate because of good spatial reuse of the channel. Figure 4 plots the aggregate throughput of our protocol for the 100-node 5-hop case. 802.11b reaches a maximum throughput of well below 0.5Mbps while Smart-802.11b reaches a maximum of 50Mbps and Smart-Aloha reaches a maximum throughput of 60Mbps. Again, the better spatial reuse of the channel given the directivity of the antenna is the reason for this performance improvement. 
C. Fairness of Smart-Aloha and Smart-802.11b
We performed a study of the fairness properties of the two new protocols and 802.11b presented here using prior work [10] , [11] , [12] as a guide. Since our goal was to examine the fairness of the MAC protocol (as opposed to the fairness of TCP flows), we considered the single hop flows illustrated in Figure 5 . The dotted lines between two nodes in the figures indicates that the two nodes can hear one another. The arrows indicate the direction of flows and we used 2Mbit/sec CBR traffic for each flow with 512 byte packets. The maximum channel capacity is also 2Mbit/sec and the remaining parameters were set as per Table II.  Table III shows the data rate achieved by each flow in each of the three topologies from Figure 5 . In Topology 1, nodes 1 and 2 are within range of one another and node 1 is in fact in the second symmetric lobe formed by node 2 towards node 3. In the case of Smart-802.11b, this causes node 2 to sometimes incorrectly send a receiver-tone to node 2 resulting in lower throughput for the 0 −→ 1 flow. Smart-Aloha is not affected by this because node 1 is closer to node 0 and forms a bean towards 0 while forming a null towards 2 using the DOA information. In the case of Topology 2, the three flows are equally sharing the channel because, unlike in Topology 1, the second lobe of a transmitter (such as node 2) does not face unintended receivers (node 1). Finally, due to the symmetry of Topology 3, all the flows are equally affected by the second lobe and thus exhibit similar throughputs. In addition to the topologies discussed above, we studied other topologies including the star topology with four transmitters sending to one common receiver (as in [12] ). We note that all the flows shared the channel equally in this case as well.
V. CONCLUSION
This paper presents two simple tone-based protocols for use with smart antenna systems. These protocols do not explicitly combat hidden terminals yet they show very high throughput, exceeding that of many other protocols. We also demonstrate that our protocols share the channel fairly among multiple competing flows. In many ways our approach here is contrary to the current trend of designing increasingly complex MAC protocols for directional antenna systems. The overall conclusion is that smart antennas can indeed be used to great benefit in ad hoc networks and can enhance the performance of the popular slotted-aloha and 802.11b protocols.
