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Abstract 
One of the frustrations of the INDIAN government is the nation’s lack of voter participation. Many voters 
claim issues are “not relevant” to them. Taken within the context of mobile grid voting, when an individual is within 
a time and location that is highly related to the ballot’s issue, we predict that they will be more likely to participate 
in the voting process. In this work, we proposed a deniable authentication mobile voting scheme that not only meets 
the general requirements of a secure voting system but also is suitable for application over mobile ad-hoc networks. 
VoteGrid is an online system for public debate and expression of opinions through voting facilities based on Digital 
Signature. It functions as a national “debate and voting portal” allowing citizens, businesses, politicians and 
journalists to participate in debates and votes organised by levels of government, subject, etc. It can handle debates 
and votes at the local, regional and national levels and it is possible to authentify user identity through login with the 
Digital Signature. 
Keywords: Mobile Grid; Voting; Reckoning; Fault Tolerance; Authentication; Judgment and Decision-making. 
I.Introduction  
In democratic society, elections and voting are always the most important hallmarks. However, there are 
plenty of problems in the traditional election such as inconvenience, unfairness, non-mobility, non-anonymity, and 
so forth. What is more, the cost of the traditional election often places a heavy burden on the nation. To solve the 
problems of the traditional election, the concept of ‘‘electronic voting’’ is introduced, where people are allowed to 
vote over the Internet and the government can save lots of money. The properties of mobility and convenience are 
the most significant reasons why people may adopt the electronic voting mechanism in the future. Although 
technologies for electronic voting have been developed for about 20 years, some problems, such as uncoercibility 
and completeness, still cannot be overcome. 
Democratic societies, parliaments, company boards, syndicates and other similar organizations need to 
provide convenient and secure mechanisms for voter members to cast their ballots during elections. In elections, 
voters may express freely their political preferences. Similarly, in referendums and opinion polls the public opinion 
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is sensed on issues of general interest. In all these democratic processes it is essential that the voting system provides 
privacy, security, and accuracy during vote counting, to guarantee fairness and secrecy. It is also important to 
facilitate easy access for voters to the election polls. However, reaching all these objectives may be very difficult to 
achieve because of economic and administrative constraints. 
               Voting mechanisms, as a means of preference gathering, also offer an option for quick, instantaneous 
information gathering amongst groups of people, alleviating the time required for more free-form collaboration. 
Incorporated into a mobile grid network, voting applications can be implemented easily across a network of 
distributed individuals, presenting a tempting alternative to time consuming and inconclusive meetings. This paper 
proposes building a distributed voting application, which allows users to spontaneously vote on issues across a 
mobile network. The application will be used to study issues of human judgment and decision making within 
varying decision contexts. Imagine these three distinct decision-making scenarios:
x In an Organization, if a group of co-workers are simultaneously asked to choose representative employees 
to be sent to a meeting later in the day. Over a short time frame, each employee can cast a vote and surveys 
the results over the network. 
x Consider in situations to elect members for the parliament/state, this scheme provides an easy and efficient 
means of voting for the public. 
x At small level, this scheme plays a vital role in conducting elections at schools and colleges.  
Recent advances in communication networks and cryptographic techniques have made possible to consider 
mobile voting as a feasible alternative to conventional elections. Mobile voting has the flexibility of allowing users 
to participate in an election no matter where they physically are at the moment of the voting process. Additionally, 
an aggregated value of this kind of system is the inherent privacy they provide, since a user can participate actively 
within an election process without being seen by anyone. Achieving this level of privacy would be almost 
impossible in a traditional election system. Creating a secure mobile voting system requires the use of robust 
security mechanisms that are relatively complex to design. Accordingly, the study of security schemes in electronic 
elections has received considerable attention in the last twenty years. 
2.Existing System 
Voting is a vital part of the democratic process. As such, the efficiency, reliability, and security of the technologies 
involved are critical .In [1], Traditional voting technologies were discussed which includes hand-counted paper 
ballots, mechanical lever machines, and punch card machines. These paper-based systems can result in a number of 
problems, including: 
x Unacceptable percentages of lost, stolen, or miscounted ballots 
x Votes lost through unclear or invalid ballot marks 
x Limited accommodations for people with disabilities 
x Few to no means for voters to self-correct mistakes 
Today, the development and widespread use of information technologies is changing the way people view voting 
processes and, ultimately, the way they vote. At the forefront of these new technologies is e-voting and Mobile 
Voting. 
 In [2], the Security enhancement for anonymous secure e-voting over a network is taken care to increase the 
protection against fraudulence. The scheme is suitable for large-scale elections and does not require any special 
voting channel. A secure and practical electronic voting scheme for anonymous channel proposed by Wei-Chi Ku, 
Sheng-De Wang in [3] is quite appropriate for realistic environments and also it does not rely on the cooperation of 
the voters. A secure and available electronic voting service for a large-scale distributed system by Gianluca Dini in 
[4] presented a suitable scheme for a large-scale distributed system such as the Internet. The scheme focused on 
replication and tolerated both benign and fully arbitrary failures. Also it concentrated on issues like voter eligibility 
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and privacy, tally accuracy, and tally verifiability without any intervention of voters.  In [5], an efficient scheme for 
issuing receipts to voters in an e-voting environment using the well-known divide-and-choose method is proposed. 
The scheme required neither special printers nor scanners, nor frequent observations of voting machines.  
Similarly, many researchers proposed various voting schemes for e-voting and most of them developed 
different types of protocols to satisfy the basic requirements of voting. In democratic society, elections and voting 
are always the most important hallmarks. However, there are plenty of problems in the traditional election such as 
inconvenience, unfairness, non-mobility, non-anonymity, and so forth. What is more, the cost of the traditional 
election often places a heavy burden on the nation. To solve the problems of the traditional election, the concept of 
‘‘electronic voting’’ is introduced, where people are allowed to vote over the Internet and the government can save 
lots of money. The properties of mobility and convenience are the most significant reasons why people may adopt 
the electronic voting mechanism in the future. 
 Although technologies for electronic voting have been developed for about 20 years, some problems, such 
as uncoercibility and completeness, still cannot be overcome. Our proposed mobile voting mechanism not only full 
fills lots of essential requirements of general electronic voting schemes but also possesses better efficiency such that 
it can be the practical one. 
3.Vote Grid Architecture 
The structure of our scheme is illustrated in Fig. 1. 
There are five elements in our model, which are as follows: 
x Voter: The people who have the right to vote. 
x Certificate authority (CA): A certificate service provider for all enrolled electors. 
x Authentication center (AC): A web service responsible for certifying all voters. 
x Booth: A service  using  which  people  can  vote.  Different  ways  to  submit  vote  are  via  mobile  phones,  
PDA, Laptop etc., 
x Grid Sites: Heart of Vote Grid. This is the place where job submission, resource management, 
redistribution, replica placement and fault tolerance takes place. Finally, announcement of vote results is 
done using a vote grid management service. 
Internet 
Grid Site nGrid Site 2
Fig 1 Vote Grid Architecture
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4.Vote Grid System Design 
The components of Vote Grid are as follows: 
4.1.Authentication: This module provides Authentication to voter. The Voter CA is responsible for issuing 
Certificates to user. 
4.2.Booth: A service using which people can vote. There are different ways for the user to vote online using mobile 
devices such as mobile phones, PDA, Laptop etc. 
4.3.Grid Services 
4.3.1.Data Collector & Distributor: Collects the data (vote details) from the booth and distributor 
redistributes the data to different grid sites through Grid management Service in-order to increase 
performance and system throughput. Also it is responsible for maintaining replicas to increase the 
availability of data and ensures fault tolerance. 
4.3.2.Scheduler: Identifies suitable resources by querying the indexing services and forwards the list of 
resources to the Grid management Service. Also, it chooses appropriate scheduling algorithms in order to 
achieve Load balancing. Further, it improves the performance by incorporating mixed data and task 
parallelism.  
4.3.3.Querying and Indexing Service: This service updates  resource information like the processor speed, 
memory space available, type of operating system, the current status of the resources(idle, ready, running 
states etc..) available software’s and the number of CPU’s etc.. from various resources  participating in grid 
periodically. 
4.4.Votegrid Management Service: Maps the request to resources across Grid sites identified by the scheduler and 
keeps monitoring the status of jobs assigned to various grid sites and maintains the status in GS3 (a secure persistent 
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data store).In case of node/resource failure job is migrated to another suitable resource thereby achieving  fault 
tolerance.  
4.5. GridSecure3 persistent data store:  A data  store  where  vote  details  and process  information  are  stored  in  a  
secure manner. 
4.6. Grid Sites: 
4.6.1 Local Coordinator: Identifies the local resources responsible for computing the tasks and assigns the 
job to different nodes. 
4.6.2 Reckoning process: This process counts votes using DHS to avoid duplicate count and submits the 
results to the Grid management service. 
4.7. Publication process: Receives intermediate results from all grid sites and it computes the overall results and 
announces it to the public. 
5. The benefits of Mobile voting 
Mobile voting systems offer multiple advantages over traditional paper-based voting systems-advantages that 
increase citizen access to democratic processes and encourage participation. 
x Reduced costs
x Increased participation and voting options
x Greater speed and accuracy placing and tallying votes
x Greater accessibility for the disabled
x Flexibility
6. Conclusion& Future Enhancement  
About 20 years ago, electronic voting was proposed. Later, more and more mechanisms were proposed to 
make the electronic voting scheme complete. However, most of them cannot fulfil all of the essential requirements. 
A Mobile voting system makes it possible for the voters to cast their ballots over the computer network Hence, 
voters can participate in elections without having to go to the polling places, which is more convenient and efficient. 
Our proposed mobile voting mechanism not only achieves all essential requirements like Eligibility, 
Uniqueness, Privacy, Accuracy, Availability, and Verifiability but also has better performance than other related 
works. As a result, our proposed mobile voting mechanism can be practically applied over the Internet. 
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