Abstract-
I. INTRODUCTION
The core of the proposed network architecture is the Flexible Intelligent Network Element, FINE, the result of a joint project initiative, @INGufe, between Siemens AG and the Technical University Berlin, [I] . The goal of this project was to design an Interworking Unit (IWU) as a mediation device between existing circuit and packet switching networks by using traditional ISDN/PSTN/PLMN equipment (TE2) and Internet Terminals (IT), cf. fig. 1 .
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-- Our prototype hosts a generic Unitied Media Communication Service (UMCS) composed of multimedia messaging (store-and-forward), telephony and agent-based network computing to provide integrated information services between telephony and data networks. 
THE COLLISION OF THE INTELLIGENCE PARADIGMS
There is a definite distribution of functions and roles among network components within outbound-signaling telephony based IN. Thus, the standard SCP-IP relationship is e.g. not simply the client-server one (typical for data networks), but rather a processor-coprocessor delegation of service logic (e.g. playing announcements and collecting user input) to a subordinate unit, the Intelligent Peripheral, which delivers back some result to the Service Control Point. The SCP then continues to control the flow of the service in the well-known main0 routine manner. Even in a distributed IN, Service Nodes are not supposed to serve each other in the common "data packet" sense, but rather to have a local (centralized) control over certain resources, services and subscribers. In addition, ongoing IN standardization do not consider alternative network technology integration paradigms, but rather extend the SS7 model by ROSE functionality, such as e.g. invoking functions (cf. ETSI INAP CS-2). On the other hand, the packet data world is handling intelligence not in a call flow but rather in an application oriented way while addressing variable bandwidth technology and OS1 protocol stack permutations.
Such developments are a clear sign that the layered architectures and the fixed treatment of IN functions, databases and services can no longer exist in a heterogeneous distributed network under rapid development where even sculptured object paradigms such as CORBA, TINA, or DCOM and powerfid IN architectures based on "clustered, multiprotocol SCPs" cannot handle all aspects of the network evolution as far as they remain rigid. One major aspect of the network has been neglected until now: it is temporal and living, i.e. changing. For example, proprietary IPS can grow up to autonomous "virus-like'' CTI point solutions hiding micro data networks in themselves.
A time for change in network design thinking has come. Now, we have the chance to adopt a stepwise approach for building the kernel of a new communications cell. Where could we start from? Perhaps flexible nomadic intelligence may be an option.
The FINE Controller is the heart of the FINE node. It handles the allocation and deallocation of resources and the overall local logic of the service. The basic concept of a vivid nomadic network intelligence is that each FINEC can be deployed in some of the three modes ---independent (sewer), dependent (client) and autonomous (agent) ---with respect to the usednetwork configuration, thus allowing a dynamically configurable (per user/ per node/ per service) centralised or distributed service architecture. Services are implemented in the FINEC by true Flexible Service Logic (FSL) components interfacing to their subparts, micro service logic (pSL, pservices), and resources in the resource platforms (RP) directly or via interfaces to other FINEs in the network according to the 'multiple SCP-IP' model, cf. fig. 3 .
In the following, I will show how flexible intelligent network elements can be used for functionally integrated multimode logic control in advanced nomadic intelligence architectures that offer completely new perspectives for communication services in converged networks. Figure 4 below illustrates the idea of a mnfigurable network node that is essential for the FINE architecture. Even network terminals can be regarded as FINEs operating in some of the three modes. This simple model offers a unified structured and evolutionary approach to intelligent network design and configuration which addresses the two basic architectures, centralized and distributed IN and allows for a flexible, but deterministic spread of intelligence across the network matching user demands wherever and whenever required
Iv. THEFINEARCHITECTURE
The main advantage of this approach is that it allows sophisticated network growth, adaptation and rapid introduction of new services by making only minor changes on the available infrsrstructure. In this way, the FINE architecture represents a vivid object-oriented model for intelligent service provisioning and control.
V.

NOMADIC SERVICES AND THEIR LOGIC
The idea of migrating service functionality comes out of traditional network convergence solutions such as the One Number Service (ONS) for fixed and mobile networks. To assist new services and customers, intelligent networks require permanent upgrades in hardware and software components which are not always optimally exploited at their location ( fig. 7) . Even a distributed architecture which dedicates certain resources for local usage is not adapting (not yet) to variable load and service usage.
Thus, next to HOW, the question of WHERE to physically implement an IN function has always been crucial for network designers to provide for more efficient and effective services. Now, in the era of platform independent 00 technology this subject obtains a new thread: mobility. Therefore, we still have two choices: 0 a non-deterministic worst-case-dimensioned service within a rigid network architecture requiring evolutionary software and hardware upgrades, or 0 a deterministic service within a dynarmcally configurable network architecture, FINE, based on autonomous nomadic services taking care for software updates and optimal utilization of hardware resources to a certain grade that can be proved by algorithms. In some cases, it seems reasonable to temporarily enact and allocate/move different services and their resource areas depending on the eventual customer demands, instead of permanently increasing the functionality and the capacity of the network elements ( fig. 8) . This implies an eventdriven, i.e. deterministic, redistribution of roles among the network elements (i.p., client, server and agent) to satisfy network performance and user demands on configuration and QoS (cf. fig. 9 ). ) including parameters (variables) and database contents being transferable from one (fixed or mobile) node of the network to another to offer intelligence on demand.
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Thus, the FINE model leads to an adaptable, learning selfconfigurable service intelligence architecture where the database and feature mobility are parts of the service itself. Although the FINE approach has an IN telephony origin, it can be used to virtually (re-)configure in a dynam~c manner any type of network.
Recent research on active networks approaches the problem of effective service provisioning not by moving services along network nodes, but rather by using the means of (mainly Java driven) objectoriented encapsulated software technology up to the deepest layers and elements of network protocols. No matter of whether we talk about a Netscript to program functions for sophisticated packet stream processing in network nodes [3] , evolving to form capsules or datagrams carrying code [4] , sprokets or "smart packets" [5], switchlets or "active packets" [6] , C M s or "composable active network elements" [7] , -in all these works the search for data and process customization beyond the limits of performance [SI, up to the application, up to the user needs is evident.
The nomadic service logic model of the previous section is not simply an application of the intelligent agent technology to network design, but rather a dedicated formal approach (cf. [9] Within the FINE paradigm of a dynamically configurable intelligent network, services and their logic are gaining a new value by becoming autonomous and truly mobile entities throughout the nodes of the network reaching even the terminals to turn them temporarily into agents, clients or servers wherever and whenever required. Thus, service logic can be transferred, installed and mounted on demand among the FINE Controllers and the terminal equipment to provide optimal resource utilization and QoS.
The FINE Archtecture is still under discussion and refmement. Currently, Siemens is offering a Messaging Gateway as a fiont-end solution to SCP for multimedia services at the boundary to Internet (INXpress 6.1). Yet, this function may move in future.
The FINE Architecture Advantages
Another network function that follows the FINE approach is the active network QoS management architecture which is currently investigated by the Quadriga-2000 initiative for 3G wireless multimedia delivery at Siemens ( fig. 10 ).
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