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ABSTRACT (REQUIRED) 
Cloud computing is an exciting phenomenon currently gaining popularity. Many organizations consider the option of 
migrating some of their infrastructure to cloud. However, it is absolutely essential to understand the promises of cloud 
computing, and its actual capabilities offered by modern-day cloud providers beforehand. This paper investigates the 
phenomenon of cloud computing from the perspective of “cloudonomics”. It describes the basic premises of cloud 
computing; these foundations allow us to frame the main research goal of this study – the investigation of costs associated 
with utilizing cloud services offered by external providers in contrast to meeting the needs in-house. We discuss how these 
topics have been approached by other researchers, and we identify the directions that future research should follow in order to 
provide valuable information for both IS practitioners and IS researchers. Finally, we propose a discrete multidimensional 
decision model that helps researchers and decision-makers in evaluating services offered by cloud vendors. 
Keywords (Required) 
Cloud computing, cost, decision-making, availability, security, service models. 
INTRODUCTION 
With the paradigm of ubiquitous computing inevitably approaching, cloud computing is one of its furthest reaching outpost 
that is taking over the way computing is done. Cloud computing is a form of computing that enables ubiquitous, on-demand 
network access to a shared pool of resources (Mell & Grance, 2011). When we think of components of cloud computing we 
specifically have in mind networking and telecommunications, servers, storage, applications, and services. These resources 
can be rapidly set up and provided to customers without requiring significant effort from management. In essence, cloud 
computing consists of five important characteristics, three service models, and four deployment models. Essentially, cloud 
computing is characterized by: on-demand self-service, broad network access, resource pooling, rapid elasticity, and 
measured service. Cloud services can be delivered in three flavors: Software as a Service (SaaS), Platform as a Service 
(PaaS), and Infrastructure as a Service (IaaS). Other service models have also been suggested (e.g., Data as a Service, 
Security as a Service, Network as a Service) (Lizhe et al., 2008)., however, they are beyond the scope of this study.  A 
detailed discussion on service models could be found in Bento & Aggarwal (2013). Finally, cloud can be deployed as either 
private, community, public, or hybrid cloud (Mell & Grance, 2011). 
Even though cloud computing promises to offer previously unmatched services, its underlying foundations and concepts date 
back to the advent of time-sharing in the early mainframe era. However, the proliferation of cloud computing has become 
possible due to convergence of several technologies, significant advances which allowed cloud computing to surface as a 
serious contender against traditionally understood in-house computing. There are four main areas advances that have 
substantially contributed to advances in cloud computing: hardware, Internet technologies, distributed computing, and 
systems management (Vaquero, Rodero-Merino, Caceres, & Lindner, 2008). It is not the purpose of this study to determine 
whether any of the above areas had more significant impact on the emergence of cloud computing in comparison to others. 
Nevertheless, it is our belief that it is the interplay of these technologies that facilitated current developments in the cloud 
services field. We will discuss the aforementioned areas in slightly more detail in order to arrive at the goal of this study. 
First, from the Internet technologies’ perspective, the emergence of cloud computing has been facilitated by developments, 
standardization and consumerization of web services, (Kreger, 2003), as well as popularization of service-oriented 
architecture (SOA) (Papazoglou & Heuvel, 2007). All of the above share one similar characteristic – they provide standard-
based common mechanisms for content delivery. In essence, SOA integrates several web services together (Vaquero, et al., 
2008). Second, the advances in distributed computing (i.e., utility and grid computing) allowed for distributed resources to be 
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aggregated. The key aspect of this philosophy is to build standard protocols that permit distributed resources to be centrally 
managed as a single virtual system. Third, some of the issues encountered by grid computing have been dealt with the 
proliferation of hardware virtualization technologies. Most of these issues have been related to operations and maintenance of 
data centers that are usually the backend of cloud services. Finally, such complex systems that constitute the physical 
foundations of clouds need to be managed in both effective and efficient manner. In order to answer these demands, the 
concept of autonomic computing has been introduced. It assumes that human interaction with systems management should be 
reduced to necessary minimum and that should be able to manage themselves at least to some extent (Mell & Grance, 2011). 
 
Figure 1. Cloud service and deployment models across organizational resources. 
The materialization of cloud computing could be attributed to maturity of these areas, as well as commoditization of 
computing, which will eventually become one of many utilities we are accustomed to (Misra & Mondal, 2011). As such, 
cloud computing represents a significant step forward, as ubiquitous computing carries the promise of becoming a larger and 
intimate part of human life. Presently, cloud computing already shares some of the characteristics of other commoditized 
services (e.g., electricity, water, , etc.), which include: user necessity, reliability, usability, utilizations rates, scalability, and 
service exclusivity (Misra & Mondal, 2011). The main idea of cloud services assumes that its consumers should be able to 
significantly reduce their costs related to their information technology needs by selecting such service at a lower cost from 
external providers, as opposed to development of IS infrastructure in-house. Moreover, cloud computing offers consumers 
the option to pay for the actually used resources, when they need them. Such a business model should be beneficial for 
providers as well, by allowing them faster returns on investment (ROI), and lower total costs of ownership (TCO) (Buyya, 
Yeo, Venugopal, Broberg, & Brandic, 2009). The structure of cloud computing service and deployment models is shown in 
Figure 1. It depicts that different organizational resources could be utilized in cloud using various combinations of service 
and deployment models. 
The primary goal of this paper is to review current research on cloud computing in context of cost/benefit analysis; that is,  
whether cloud actually offers substantial cost savings in comparison with traditional in-house computing models. Based on 
the current literature, we assess how the concept of cloud computing costing has been approached, and offer a 
multidimensional decision model for cloud computing investment to help evaluate the changes in costs and benefits between 
selection of different cloud service and deployment models. 
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LITERATURE REVIEW 
The economic impact of cloud computing can be approached from two perspectives: micro- and macroeconomic. In this 
study we focus on the former from an individual organization perspective. However, the latter approach has also been under 
research. For example, Etro (2013), examines the effects of cloud diffusion on the whole European economy by looking at 
changes in business creation, job creation and reallocation, and impact on public finance. 
The economics of cloud computing that are associated with trade-offs of migrating to cloud and leveraging its computing 
services has been termed as cloudonomics. It concentrates on benefits of using the cloud, including: low cost barriers (i.e., 
pay-per-use), autoscaling, elimination of capital expenses with an emphasis on operational expenses, lower TCO, and high 
availability and reliability (Mohan, 2011). In addition, cloud offers a promise of addressing the shortcomings traditionally 
attributed to distributed computing (e.g., network reliability and latency, bandwidth, security, topology changes, centralized 
administration, homogeneity of systems, etc.). Those are predominantly technical challenges that are not the primary focus of 
this paper. However, cloud implementation also affects the “soft” side of IT, which could be represented, for example by 
reduction in personnel costs. Addressing these issues may significantly affect the costs associated with migration to cloud. 
From economic perspective, migration to cloud is driven by cost cutting initiatives that should result in significant savings in 
both IT capital expenses (Capex) and operational expenses (Opex) – an approach oriented towards short-term benefits. 
Although it may be a sufficient reason for an organization to perform a migration into cloud, enterprises should also 
investigate long-term perspective of such ventures (Mohan, 2011). Another approach emphasizes the importance of profit 
maximization rather than focusing on cost minimization (Malkowski, Hedwig, Jayasinghe, Pu, & Neumann, 2010). The third 
direction suggests taking the total cost of ownership (TCO) method as it is capable of capturing the whole lifecycle of the IT 
artifact (Li, Li, Liu, Qiu, & Wang, 2009; Martens, Walterbusch, & Teuteberg, 2012). In addition, TCO approach should be 
directly connected with the actual utilization costs (Li, et al., 2009). Consequently, TCO should allow capturing all individual 
costs associated with cloud migration and adoption, and provide an abstract view of reality. Finally, cloud valuation research 
also employs real options valuation that combines strategic investment perspective with operational decision-making under 
uncertainty conditions (Rabaey, 2013). While this approach focuses on some cost/benefit elements, it is focused more on risk 
estimation, thus taking more holistic perspective of an organization. We believe that identification of true costs of cloud 
service options could provide significant insight on strategic decisions under uncertainty. 
Acquiring external services from cloud providers is preferable over running IT operations in-house (even as a private cloud) 
in two cases. First, when demand for a service varies with time; that is when the demand for computing power is required for 
relatively short time periods, leading to underutilization of resources at other times. Cloud computing offers an opportunity to 
pay hourly fees for resources, which suggests that customers would not have to acquire as many resources in the idle times. 
Second scenario refers to situations when demand for resources is unknown in advance (Armbrust et al., 2009). The same 
authors propose that cloud computing will continue to grow; however, in addition to cloud infrastructure there are several 
other requirements that need to be met if the cloud model is to succeed. For example, the application development 
methodologies need to account for scalability of software (both up and down). The application software should also introduce 
a pay-for-use licensing model so that it is compatible with the assumptions of cloud computing. Furthermore, decision-
makers should also consider situations under which demand could be high 24/7, but it is distributed among different people 
and locations. Under such assumption, using cloud services could help avoid duplication of resources throughout a whole 
organization. 
Cloud computing is often described as a conversion of Capex to Opex. However, other terms (e.g., pay-per-use or “pay as 
you go”) seem to more accurately describe the cloud model, since its assumptions are based on a non-uniform usage. Even 
though pay-per-use model may at first look more expensive than acquiring equivalent servers in-house, cloud computing 
offers several important benefits that outweigh such cost difference: elasticity and transference of risk (i.e., over- and under-
provisioning). From elasticity perspective, the key differentiating factor that should be accounted for in cost estimations is the 
actual demand for computing resources. The benefit model proposed by Armbrust et al. (2009) assumes that benefits of using 
both cloud resources vs. in-house resources could be directly compared when the latter is adjusted for utilization. At best, 
benefits of using in-house processing power could match the performance achieved by the cloud, only if the utilization of 
computing power is close to 100%. In practice, full utilization of resources is impossible based on the assumptions of 
queuing theory. Therefore, from a basic perspective, cloud computing should offer higher benefits in comparison to 
equivalent in-house computing power. However, in some situations, the costs of running applications in the cloud actually 
outweigh the costs associated with running the same application in-house (Kondo, Javadi, Malecot, Cappello, & Anderson, 
2009). Therefore, the estimation of true cost of cloud computing is a challenging endeavor involving plethora of factors, if 
such costing models are to be generally applicable. 
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From the cost perspective, there are certain groups of costs that are associated with moving to the cloud. The most important 
aspect of cloud costing models is the underlying philosophy that cloud users should pay only for resources they use. Various 
applications that are in use will most likely require different levels of computing power, storage capacity, and network 
bandwidth. Moreover, the costs of physical infrastructure and operations costs should also be included (Armbrust, et al., 
2009). Even though, costs of hardware operations are relatively low with many of hardware maintenance operations being 
fully- or semi-automated, moving to cloud computing should result in even further savings. This is because of the 
proliferation of virtualization. Thus, the cost of system and application maintenance should also be lower. Migration to cloud 
also involves some upfront costs, including: the evaluation of current situation and available alternatives, acquiring 
consulting services, and gathering information in order to make well-informed decision (Martens, et al., 2012). 
Interestingly, several hurdles can negatively affect the adoption of cloud computing. These factors need to be included in any 
cost estimation models focused on calculating the true cost involved in such initiatives. For the purpose of this study, we: (1) 
identify some of those obstacles, (2) discuss current literature on them, and (3) address their impact on cost and benefits 
associated with migration to cloud computing. For customers using external cloud services, it is absolutely critical that the 
acquired computing resources be available to them in the required capacity and time space. Thus, the availability of a cloud 
service can impose serious constraints on organizations ability to function in the desired manner. For well-established 
services (e.g., Google’s search engine) the outages are rare. In contrast, newly-established cloud providers are more likely to 
fail to provide their resources at the expected service levels. Still, the utilization of public clouds may be particularly 
tempting for start-up companies that cannot afford heavy investments into internal computing infrastructure (Martens, et al., 
2012). At the same time, providers should have an appropriate high-availability strategy in place, so that services can be 
quickly failed over to redundant resources. Thus, any potential outages in service delivery should not affect the customers. 
Such outages could result in significant losses to customers. Another significant issue is related to service level agreements 
(SLAs). Many cloud providers define in their SLAs a level of service availability (e.g., 99.99%). However, in practice service 
levels included in SLAs do not reflect the actual capabilities of a given provider. SLAs also include discount rates which the 
provider would apply to a customer’s billing in the event the promised service level is not matched (Durkee, 2010). In 
practice, some providers know that the feasible service level is the one priced at a discounted price. Therefore, the discounted 
price is the true cost that customers should incur. If for any reason a provider is able to match SLAs agreement, it is actually 
being paid an extra fee. There is also another issue related to the availability of a service – the problem of inadequate support 
available. Most providers offer email and phone support. The question is what happens when a customer needs to access her 
data and the service is not available; and how fast it can be restored to full functionality. In such cases customers can incur 
unanticipated additional costs.  Therefore, cost estimations of cloud computing should account for the risk associated with 
service availability. 
Another issue is related to the degree of standardization between different cloud providers. Switching from one provider to 
another can involve additional testing and modification to existing applications (Aggarwal, 2013). Since a typical contract 
with cloud providers is set for approximately one or three years (Durkee, 2010), some customers may be interested in 
partnering with other providers upon the expiration of existing agreements. Furthermore, cloud providers do not follow 
pricing models that would encourage long-term commitments (e.g., by offering discounts) (Durkee, 2010). Therefore, the 
cost of migrating existing applications to new environments should also be included in cost estimation. In addition, cloud 
solutions should offer significant cost savings initiatives for generally understood software development process because 
some part of coding and testing phases could be executed over the cloud platform. As a result, significant reductions in 
testing and validation could be achieved. For such benefits to be realized, close collaboration with the cloud provider is 
required (Guha & Al-Dabass, 2010). 
The next area of interest is related to information security in cloud. The key issue here is to address the risk of cloud 
provider’s security perimeter being compromised. Even if organizations store their sensitive and proprietary information 
within their own boundaries, there is still a risk that some of the critical data could be present on public cloud infrastructure. 
Therefore, a good cost estimation model for cloud computing should incorporate the risk of information leakage, and an 
estimate of value of such information to the organization and its competitors. Some additional costs could be incurred 
through compliance requirements with certain regulations (i.e., HIPAA, Sarbanes-Oxley, etc.). It is also critical to first 
examine the physical location of cloud provider’s infrastructure (e.g., domestic or foreign location), before deciding to push 
resources to the cloud. 
The performance of cloud infrastructure is the next area of concern. Many of the recent studies have been approaching the 
cost analysis of cloud computing from this perspective. Contemporary applications are becoming increasingly data-intensive. 
Thus transferring larger amounts of data over the networks could quickly consume available network bandwidth. When it 
comes to large volumes of data (i.e., the magnitude of terabytes), it is much faster to ship it using physical media from one 
site to another, than to transmit it over the network. In support of the above arguments, Humphrey et al. (2011) examine the 
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phenomenon of cloudbursting (i.e., the temporary addition of cloud resources) reporting that data is the decisive factor for 
such initiatives. Under certain circumstances, it is more efficient to refrain from transferring data to the cloud and rely on in-
house organizational resources waiting until they become available. From a rapid cloudbursting perspective, the cost of on-
demand utilization of cloud resources may simply outweigh the more conservative in-house alternative. Hence, the 
minimization of data movement between sites should result in lowering IT cost. Therefore, cost estimation should include 
time delays associated with the transmission of information from source to destination, and account for lack of instantaneous 
access to data. Consequently, additional costs could be incurred. Secondly, from virtualization perspective the optimal usage 
of available computing resources could impose certain difficulties as well. Current virtualization solutions are very efficient 
with regards to the allocation of memory and CPU resources. In contrast, access to storage and network bandwidth is still 
considered a challenge. However, once the technology matures, we expect these problems to be minimized. In a similar 
manner, the problem of scalable storage has not been resolved yet (Armbrust et al., 2010). Present cloud providers’ offerings  
require fixed fees for fixed space available on the cloud, and do not include pay-per-use philosophy, which is among the 
foundations of cloud computing phenomenon. The last element of performance-related cloud obstacles is linked with the 
speed with which resources can be increased or decreased (having in mind the “pay as you go” philosophy). Following the 
promises of autonomic computing (Mell & Grance, 2011), it is necessary that at least some of these activities can become 
automated, so that cloud customers do not end up paying for resources they are not using. Furthermore, there are often extra 
charges involved with exceeding the amount of initial resources included in the contract with a provider (e.g., ingress and 
egress bandwidth, overage of baseline storage, etc.). These extra charges are usually difficult to predict, until a customer 
actually starts using a service (Durkee, 2010). In addition to profits and costs analyses, performance-related issues (i.e., 
response time and throughput) are critical factors that need to be considered for obtaining sound economic decisions when 
considering different computing options (e.g., traditional versus cloud). Performance-based metrics should serve as the 
beginning, not the end, of the true cost estimation. For example, the cost of hardware could be used to establish a baseline 
model that could (and most likely should) be further extended in order to account for other variable that may not be as 
straightforward to measure (Malkowski, et al., 2010). 
 
IaaS PaaS SaaS 
Risk factors associated with 
all 3 service models 
 Computing power 
(Malkowski, 2010) 
 Storage capacity 
 Networking 
 Service model specific 
risk factors: 
- Time delays 
associated with 
transmission of 
information 
(Humphrey et al., 
2011) 
- Relatively 
inflexible 
scalability 
(Armbrust et al., 
2010) 
 All IaaS costs 
 Operating systems 
 Middleware 
 Runtime 
 Service model specific 
risk factors: 
- Software licensing 
(Armbrust et al., 
2009) 
- Pay per actual use 
(Mell & Grance, 
2011) 
 All PaaS costs 
 Data 
 Applications 
 Service model specific 
risk factors: 
- Software licensing 
(Armbrust et al., 
2009) 
- Pay per actual use 
(Mell & Grance, 
2011) 
 Service availability 
(Durkee, 2010; Martens 
et al., 2012) 
 Lack of provider 
standardization 
(Aggarwal, 2013; 
Durkee, 2010; Guha & 
Al-Dabass, 2010) 
 Information security in 
Cloud 
 Service provider 
reputation (Armbrust et 
al., 2010) 
 Employee training 
(Martens, 2012) 
Table 1. Summary of potential cost elements associated with three basic cloud service models. 
 
The last group of cloud obstacles is related to so-called “soft” issues: software licensing, the problem of sharing cloud 
resources with other customers, and issue of initial and permanent training. The former relates to the costs associated with 
software licensing models (e.g., per user, per CPU, etc.). Software vendors should adjust their offers to incorporate pay-per-
use philosophy into their licensing models, so that customers can pay for the actual number of licenses used in a given period 
of time, without the need of acquiring more than required. The second issue is somewhat interesting as well; any given public 
cloud could serve multiple customers. Misbehavior of one of them could have a negative impact on the other members of the 
cloud, and indirectly affect their reputation in a negative fashion (Armbrust, et al., 2009). In such situations, there is a 
question of who should bear the liability for damaged reputation – cloud provider or the customer. From the cost perspective, 
cloud customers should evaluate the cost of damaged reputation resulting from a perception of being associated with other 
Hanus et al. Multidimensional Decision Model for Investment in Cloud Computing 
Proceedings of the Nineteenth Americas Conference on Information Systems, Chicago, Illinois, August 15-17, 2013. 6 
members of that cloud. Finally, there are significant costs that are associated with training employees, including: training of 
internal employees, contracting outside consultants to provide training, or even preparing training materials (Martens, et al., 
2012). These activities are absolutely critical, because cloud providers construct their contracts so that any overage of 
assigned resources would result in overcharges. Durkee (2010) suggests that providers tend to abuse their contractual 
privileges since baseline services do not create profit for them. 
Finally, since cloud infrastructure is complex in nature, it is the complexity of these systems that can become a significant 
issue. It is hard to expect that the production environment of large cloud providers has its equivalent development and test 
environments. Therefore, we are concerned that some of the problem-solving activities are actually performed on living 
organisms, which may affect the availability of the services – as it has been discussed in the above paragraphs. One of 
possible solutions is to have built-in redundancy. However, it will increase the cloud providers’ total spending on 
infrastructure, and consequently, it could result in increased fees for the services available to customers. A summary of 
present cost approaches found in the subject-matter literature is included in Table 1. It will serve as the baseline for the 
research model presented in the following section. 
RESEARCH MODEL 
Our research model compares the costs of in-house IT resources versus the costs of IT resources that could be outsourced to 
cloud providers. We assume that supply of IT –in-house IT resources is constant, while the demand for them varies over 
time. Figure 2a depicts a situation in which the number of in-house IT resources is constant and equal to the maximum 
demand for IT resources. Figure 2b shows a situation in which the demand for IT resources is the same as in 2a, however in-
house resources only cover the minimum demand, while the rest of it is covered by cloud providers. Our goal is to provide a 
way to estimate the true cost of cloud resources and find whether there exists and optimal balance between the usage of in-
house resources in combination with outsourcing some of the computing power to cloud providers. 
 
Figure 2a. Demand and supply for IT resources, with all of supply hosted in-house. 
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Figure 2b. Demand and supply for IT resources, with demand covered by both in-house assets and cloud providers. 
 
The calculations presented below represent a preliminary cost model in which the risk factors are treated as a single variable. 
Future iterations will expand the model so that it represents these factors more adequately. Once the model is completed it 
will be tested empirically so that its parameters can be estimated. The first step in our calculations is to provide a cost model 
for selection between different cloud services (IaaS, PaaS, and SaaS) and deployment models (private, community, public, 
and hybrid). We approximate that IaaS is the base layer of cloud computing composed of physical infrastructure (e.g., 
servers, storage, networking, and virtualization). We define PaaS as the middle layer which also provides operating system 
for applications to run. Finally, SaaS – the top layer, includes software applications. Thus, for cloud cost let: 
𝑁 = 𝑛𝑢𝑚𝑏𝑒𝑟 𝑜𝑓 𝑏𝑖𝑙𝑙𝑖𝑛𝑔 𝑝𝑒𝑟𝑖𝑜𝑑𝑠 
𝐴 = 𝑎𝑝𝑝𝑙𝑖𝑐𝑎𝑡𝑖𝑜𝑛 𝑠𝑜𝑓𝑡𝑤𝑎𝑟𝑒 𝑐𝑜𝑠𝑡 
𝑆 = 𝑜𝑝𝑒𝑟𝑎𝑡𝑖𝑛𝑔 𝑠𝑦𝑠𝑡𝑒𝑚 𝑐𝑜𝑠𝑡 
𝛿𝐼 =  
1, 𝑖𝑓 𝐼𝑎𝑎𝑆 𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑
0, 𝑜𝑡ℎ𝑒𝑟𝑤𝑖𝑠𝑒            
 
𝛿𝑃 =  
1, 𝑖𝑓 𝑃𝑎𝑎𝑆 𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑
0, 𝑜𝑡ℎ𝑒𝑟𝑤𝑖𝑠𝑒            
 
𝛿𝑆 =  
1, 𝑖𝑓 𝑆𝑎𝑎𝑆 𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑
0, 𝑜𝑡ℎ𝑒𝑟𝑤𝑖𝑠𝑒            
 
𝐷𝑘 = 𝑑𝑒𝑚𝑎𝑛𝑑 𝑓𝑜𝑟 𝐼𝑇 𝑟𝑒𝑠𝑜𝑢𝑟𝑐𝑒𝑠 𝑑𝑢𝑟𝑖𝑛𝑔 𝑡ℎ𝑒 𝑘
𝑡ℎ  𝑏𝑖𝑙𝑙𝑖𝑛𝑔 𝑝𝑒𝑟𝑖𝑜𝑑, 𝑙 = 1,2, … , 𝑁 
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The cloud provider charges per resource for: 
𝑐𝑝𝑢𝑏
𝐼 =  𝑝𝑢𝑏𝑙𝑖𝑐 𝑐𝑙𝑜𝑢𝑑 𝑎𝑛𝑑 𝐼𝑎𝑎𝑆 
𝑐𝑝𝑢𝑏
𝑃 =  𝑝𝑢𝑏𝑙𝑖𝑐 𝑐𝑙𝑜𝑢𝑑 𝑎𝑛𝑑 𝑃𝑎𝑎𝑆 
𝑐𝑝𝑢𝑏
𝑆 =  𝑝𝑢𝑏𝑙𝑖𝑐 𝑐𝑙𝑜𝑢𝑑 𝑎𝑛𝑑 𝑆𝑎𝑎𝑆 
𝑐𝑐𝑜𝑚
𝐼 = 𝑐𝑜𝑚𝑚𝑢𝑛𝑖𝑡𝑦 𝑐𝑙𝑜𝑢𝑑 𝑎𝑛𝑑 𝐼𝑎𝑎𝑆 
𝑐𝑐𝑜𝑚
𝑃 = 𝑐𝑜𝑚𝑚𝑢𝑛𝑖𝑡𝑦 𝑐𝑙𝑜𝑢𝑑 𝑎𝑛𝑑 𝑃𝑎𝑎𝑆 
𝑐𝑐𝑜𝑚
𝑆 = 𝑐𝑜𝑚𝑚𝑢𝑛𝑖𝑡𝑦 𝑐𝑙𝑜𝑢𝑑 𝑎𝑛𝑑 𝑆𝑎𝑎𝑆 
𝑐𝑝𝑟𝑖𝑣
𝐼 = 𝑝𝑟𝑖𝑣𝑎𝑡𝑒 𝑐𝑙𝑜𝑢𝑑 𝑎𝑛𝑑 𝐼𝑎𝑎𝑆 
𝑐𝑝𝑟𝑖𝑣
𝑃 = 𝑝𝑟𝑖𝑣𝑎𝑡𝑒 𝑐𝑙𝑜𝑢𝑑 𝑎𝑛𝑑 𝑃𝑎𝑎𝑆 
𝑐𝑝𝑟𝑖𝑣
𝑆 = 𝑝𝑟𝑖𝑣𝑎𝑡𝑒 𝑐𝑙𝑜𝑢𝑑 𝑎𝑛𝑑 𝑆𝑎𝑎𝑆 
 
Fault tolerance risk factors (expected losses from) including availability, performance, security risks: 
𝑓𝑝𝑢𝑏 = 𝑝𝑢𝑏𝑙𝑖𝑐 𝑐𝑙𝑜𝑢𝑑 𝑓𝑎𝑢𝑙𝑡𝑠 
𝑓𝑐𝑜𝑚 = 𝑐𝑜𝑚𝑚𝑢𝑛𝑖𝑡𝑦 𝑐𝑙𝑜𝑢𝑑 𝑓𝑎𝑢𝑙𝑡𝑠 
𝑓𝑝𝑟𝑖𝑣 = 𝑝𝑟𝑖𝑣𝑎𝑡𝑒 𝑐𝑙𝑜𝑢𝑑 𝑓𝑎𝑢𝑙𝑡𝑠 
 
Thus, the total cost of cloud services could be described as: 
𝐶 = 𝑁 × 𝐴 ×  𝛿𝐼 + 𝛿𝑃 ×  1 − 𝛿𝑆 + 𝑁 × 𝑆 × 𝛿𝐼 ×  1 − 𝛿𝑃 ×  1 − 𝛿𝑆 +  max 0, 𝐷𝑘 − 𝑅
𝐼𝑇 × {𝛼[𝑐𝑝𝑢𝑏
𝐼 × 𝛿𝐼
𝑁
𝑘=1
+ 𝑐𝑝𝑢𝑏
𝑃 × 𝛿𝑃 + 𝑐𝑝𝑢𝑏
𝑆 × 𝛿𝑆 + 𝑓𝑝𝑢𝑏 ] + 𝛽 𝑐𝑐𝑜𝑚
𝐼 × 𝛿𝐼 + 𝑐𝑐𝑜𝑚
𝑃 × 𝛿𝑃 + 𝑐𝑐𝑜𝑚
𝑆 × 𝛿𝑆 + 𝑓𝑐𝑜𝑚  + 𝛾[𝑐𝑝𝑟𝑖𝑣
𝐼 × 𝛿𝐼
+ 𝑐𝑝𝑟𝑖𝑣
𝑃 × 𝛿𝑃 + 𝑐𝑝𝑟𝑖𝑣
𝑆 × 𝛿𝑆 + 𝑓𝑝𝑟𝑖𝑣 ]} 
 
The objective is to minimize C by: 
- 𝑠𝑒𝑙𝑒𝑐𝑡𝑖𝑛𝑔 𝐼𝑎𝑎𝑆, 𝑃𝑎𝑎𝑆, 𝑜𝑟 𝑆𝑎𝑎𝑆 (𝛿𝐼 , 𝛿𝑃 , 𝛿𝑆), 
- 𝑠𝑒𝑙𝑒𝑐𝑡𝑖𝑛𝑔 𝑝𝑎𝑟𝑎𝑚𝑒𝑡𝑒𝑟𝑠 𝛼, 𝛽, 𝛾 𝑤ℎ𝑒𝑟𝑒 𝛼 + 𝛽 + 𝛾 ≥ 0 𝑎𝑛𝑑 𝛼 + 𝛽 + 𝛾 = 1 
 
In special cases: 
- 𝑠𝑒𝑙𝑒𝑐𝑡 𝑝𝑢𝑏𝑙𝑖𝑐 𝑐𝑙𝑜𝑢𝑑 𝑤ℎ𝑒𝑛 𝛼 = 1, 𝛽 = 𝛾 = 0; 
- 𝑠𝑒𝑙𝑒𝑐𝑡 𝑐𝑜𝑚𝑚𝑢𝑛𝑖𝑡𝑦 𝑐𝑙𝑜𝑢𝑑 𝑤ℎ𝑒𝑛 𝛼 = 𝛾 = 0, 𝛽 = 1; 
- 𝑠𝑒𝑙𝑒𝑐𝑡 𝑝𝑟𝑖𝑣𝑎𝑡𝑒 𝑐𝑙𝑜𝑢𝑑 𝑤ℎ𝑒𝑛 𝛼 = 𝛽 = 0, 𝛾 = 1; 
- 𝑜𝑡ℎ𝑒𝑟𝑤𝑖𝑠𝑒 𝑠𝑒𝑙𝑒𝑐𝑡 ℎ𝑦𝑏𝑟𝑖𝑑 𝑐𝑙𝑜𝑢𝑑. 
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In order to maintain stochastic dominance required for the model to work, we have also assumed that fpub > fcom > fpriv, and 
that: 
𝑐𝑝𝑢𝑏
𝐼  < 𝑐𝑝𝑢𝑏
𝑃  < 𝑐𝑝𝑢𝑏
𝑆  
<
  
<
  
<
 
𝑐𝑐𝑜𝑚
𝐼  < 𝑐𝑐𝑜𝑚
𝑃  < 𝑐𝑐𝑜𝑚
𝑆  
<
  
<
  
<
 
𝑐𝑝𝑟𝑖𝑣
𝐼  < 𝑐𝑝𝑟𝑖𝑣
𝑃  < 𝑐𝑝𝑟𝑖𝑣
𝑆  
 
 
Having defined the cost of cloud services, we now proceed to the total cost estimation. Let: 
𝐷 = 𝑡𝑜𝑡𝑎𝑙 𝑑𝑒𝑚𝑎𝑛𝑑 
𝐷𝑘 = 𝑑𝑒𝑚𝑎𝑛𝑑 𝑖𝑛 𝑘
𝑡ℎ  𝑝𝑒𝑟𝑖𝑜𝑑 
𝑅𝑘
𝐼𝑇 = 𝑖𝑛 − ℎ𝑜𝑢𝑠𝑒 𝐼𝑇 𝑟𝑒𝑠𝑜𝑢𝑟𝑐𝑒 𝑠𝑢𝑝𝑝𝑙𝑦 𝑖𝑛 𝑘𝑡ℎ  𝑝𝑒𝑟𝑖𝑜𝑑 
 
Thus,  
𝐷 =  𝐷𝑘
𝑁
𝑘=1
 
 
 
The demand at each period will be supplied by in-house IT resources, and cloud resources when necessary. The number of 
in-house IT resources is fixed, so 
∀𝑘=1
𝑁 𝑅𝑘
𝐼𝑇 = 𝑅𝐼𝑇  
 
 
Notice that 
∀𝑘=1
𝑁  𝐷𝑘 ≤ 𝑆
𝐼𝑇 = 𝑆𝑘
𝐶𝐿; 𝑚𝑜𝑟𝑒 𝑠𝑝𝑒𝑐𝑖𝑓𝑖𝑐𝑎𝑙𝑙𝑦 𝑖𝑓 𝐷𝑘 ≤ 𝑆
𝐼𝑇 , 𝑡ℎ𝑒𝑛 𝑆𝑘
𝐶𝐿 = 0 
 
Let cIT represent the cost of single IT resource and cCL represent the cost of single cloud resource (C from previous equation). 
The total cost (TC) of supporting the demand is 
𝑇𝐶 =  𝑅𝐼𝑇 × 𝑐𝐼𝑇 + max⁡(0, 𝐷𝑘 − 𝑅
𝐼𝑇) × 𝑐𝐶𝐿
𝑁
𝑘=1
= 𝑁 × 𝑅𝐼𝑇 × 𝑐𝐼𝑇 ×  max⁡(0, 𝐷𝑘 − 𝑅
𝐼𝑇)
𝑁
𝑘=1
 
 
Our goal is to minimize the total cost function. Notice that TC depends on two factors: the distribution of demand and the 
ratio of cCL/cIT. 
   
CONCLUSION 
Having discussed the advantages of cloud computing, we should ask ourselves one critical question: if the cloud is to live up 
to its promises in the near future, does it really make sense from economic perspective to replace traditional in-house 
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computing with cloud-based services? Also, in what situations should the organizations consider using external cloud 
providers versus building their own private clouds? We have shown that estimation of true cost of cloud computing is a 
challenging research problem. Our decision model captures the complexity and interplays of variables included in cost 
consideration, thus allowing to make well-informed decisions based on the optimal combination of both in-house and 
outsourced IT services. Such decision model including all the variables mentioned in this study needs to be implemented if 
organization are to perform full cost/benefit analysis of cloud computing. We expect that as the technology matures some of 
the issues mentioned in this paper will diminish. However, before this actually happens, they need to be accounted for, if 
organizations are to fully realize whether it is beneficial to be among relatively early adopters of cloud computing 
technology. The next step in further development of this study is to empirically examine the assumptions presented in the 
research model, and test whether they hold.  
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