Membership
Members: 9 nations and the European Union Current and future core, regional or augmentation systems providers: China (BeiDou), EU (Galileo/EGNOS), Russia (GLONASS/SDCM), United States (GPS/WAAS), India (IRNSS/GAGAN), and Japan (QZSS/MSAS) To continue addressing the need for worldwide GNSS spectrum protection
To establish a multi-year agenda item focused on national efforts to protect RNSS spectrum, and pursue GNSS IDM in member states
Interoperable GNSS Service Volume (SSV)
Providers will develop a booklet defining the characteristics of a fully interoperable space service volume 
Reception Geometry for GNSS Signals in Space
Main Lobe
First Side Lobes
Working Groups: Recommendations/Observations
Advanced Receiver Autonomous Integrity Monitoring (ARAIM)
Future integrity concepts based on Advanced Receiver Autonomous Integrity Monitoring (ARAIM) will continue to be studied with the objective of exploiting the interoperability between the different systems for safety of life applications.
Space Weather
Space Weather aspects will continue to be addressed showing improvements that are achievable by advanced ionospheric modelling and receiver technologies Varies from 1 to ~100m United Nations Regional Workshops/training courses on the use and applications of GNSS These activities increase awareness among decision and policy makers of the benefits of GNSS, and develop regional and national pilot projects on GNSS applications These activities bring together a large number of experts, including those from developing countries, to discuss and act on issues that are also of high relevance to the ICG United Nations/Nepal Workshop on GNSS, 12 -16 December 2016, Kathmandu
To focus on identifying the needs of users with respect to the compatibility and interoperability of global and regional systems, and space-based augmentations providing and planning to provide GNSS service To incorporate useful user and application sector views and inputs into the Working Groups work plans Seminar on GNSS Spectrum Protection and Interference Detection and Mitigation ( 
