In counterfactual communication particles and information can travel in opposite directions. With our high-fidelity programmable nanophotonic processor we implement the first trace-free counterfactual protocol without post-selection with a counterfactual violation as low as 2.4%.
Introduction
Although in standard communication information is always carried by particles or waves, counterfactual communication enables particles and information to in opposite directions. Thanks to the quantum Zeno effect Bob can transmit a message to Alice by encoding information in particles without ever interacting with them. The first suggested protocol [1] required thousands of ideal optical operations, and also resulted in a so-called "weak trace" [2] of the particles having travelled from Bob to Alice, calling its scalability and counterfactuality into question. As shown in our recent work [3] , we overcome these challenges by implementing the protocol introduced by Arvidsson-Shukur, et al. [4] , where single photons travel from Alice to Bob through a chain of concatenated Mach-Zehnder interferometers (MZ), while information flows from Bob to Alice. Figure 1 , our protocol uses a series of N beamsplitters with reflectivity R=cos 2 (π/2N) that form a chain of N-1 concatenated MZIs. The communication protocol begins with Alice inputting a single photon into her input port. If Bob wants to send a logic 0 he leaves his mirrors in place, causing the photon to self-interfere in a way that it exits in DB with unit probability (Figure 1a ). To send a logic 1 Bob removes the mirrors on his side of the setup, in which case the MZIs are open ( Figure 1b ). When this happens, the photon reflects off of the beamsplitters and exits on DA with probability R N . Removing the mirrors thus collapses the wavefunction, suppressing interference and implementing the Zeno effect.
As shown in

Fig.1. Architecture of the chained MZI protocol. Alice inputs a photon into the transmission channel, consisting of a row of beamsplitters (BSs) and the lower row of mirrors (marked with an m). a. If Bob intends to send a logic 0, he places mirrors in his laboratory to form MZIs that span his lab and the transmission channel, creating constructive interference in Bob's port (DB). b. If he intends to send a logic 1, he removes the mirrors, causing the photons to arrive back in Alice's laboratory (DA) with high probability.
Results
We implement this protocol with telecom single-photons in a state-of-the-art programmable nanophotonic processor (PNP), which provides with much greater precision and stability than bulk optical components [5] . Our PNP also provides unprecedented tunability, allowing us to investigate the dependence of the protocol as a function of the number of concatenated interferometers. By combining this novel CFC protocol with our advanced photonic technology, we are able to implement this counterfactual communication with a bit success probability above 99%, without post-selection.
In the case of logic 1, since the number of available beamsplitters in the implementation is finite, there is always a nonzero probability that the photon will output the wrong port. This error probability decreases with N as P1,err=1-R(N) N . Additionally, due to imperfections in the experimental implementation such as optical losses this error probability will further increase. The errors arising from the logic 0 cases are different. In theory, regardless of the number of beamsplitters N, Bob can always perfectly transmit a logic 0, and so P0,err=0. Nevertheless, in practice, imperfections in the interferometers will lead to events in which the photon travels back to Alice and she records a logic 1. In this case, this type of error leads to a counterfactual violation, as the wavefunction ``leaks'' from Bob's to Alice's laboratory [4] . Finally, despite not contributing to a counterfactual violation, dark counts in Alice's detector will also increase this error rate, as she will interpret dark counts as logical 0s. cos 2N (π/2N ) dependence of the logic 1 error dominates the average error, making the latter decrease with M as expected. As M is increased more, the linearly growing error in the logic 0, caused by imperfect destructive interference in Alice's port (DA), starts to dominate. b. In the N=6 case, the optimization of the interferometer fidelity and heralding efficiency leads to an average bit error rate of 1.5% for M=320, where the average CFC violation probability is 2.4%.
In Figure 2a we plot the experimental average error probability of our CFC protocol as a function of the number of photons M for different number of beamsplitters N. Additionally, we include a theoretical calculation of the expected error probabilities that agrees well with the experimental values, considering the heralding efficiency of the single photons and the success probability of the interferometer. As expected, the error rate of the logic 1 decreases exponentially with increasing M and the error rate of the logic 0 increases linearly with M. As theoretically predicted, we also observe that higher N requires smaller M. Since the success probability of our scheme is extremely sensitive to the fidelity of each interferometer and the heralding efficiency of the single photons, we optimized the setup for the N=6 case. Figure 2b shows the measured error probability of the logic 1 and the logic 0. The inset in Figure 2b shows the average error probability, where we find a minimum of 1.5% for M=320, while the average counterfactual violation is still as low as 2.4%.
Conclusion
We have implemented the first trace-free counterfactual communication protocol that does not rely on postselection. The highly tunable and stable programmable nano-photonic processor with 99.94% average visibility allowed bit error probabilities as low as 1.5%, while, the counterfactual violation was kept below 2.4%. The combination of our advanced technology together with a novel CFC proposal, allows us to contradict one of the premises of communication theory [6] : that a message is carried by physical particles or waves.
