In this letter, we analyze the secrecy performance for a cooperative diversity system with amplify-and-forward over generalized-K fading channels. More specifically, some lower bounds on the secrecy performance, such as secure outage probability, average secrecy capacity, and strictly positive secrecy capacity, are derived in closed-form. Finally, we provide simulation results to verify the accuracy of our analytical results.
Physical Layer Security for Cooperative Relaying
Lei et al. [11] considered the secrecy performance for a singleinput multiple-output (SIMO) system, the average secrecy capacity (ASC), strictly positive secrecy capacity (SPSC), and secure outage probability (SOP) were derived. By using a mixture gamma distribution, secrecy performance over K G fading channels was analyzed in [12] .
To the best of the authors' knowledge, the secrecy performance analysis for a relaying system over K G fading channels is still not reported in the literature. In this letter, our intention is to analyze the secrecy performance for amplify-and-forward (AF) relaying networks suffering from an eavesdropper over K G fading channels. We derive some analytical expressions for the SOP, SPSC, and ASC, respectively.
II. SYSTEM AND CHANNEL MODELS
Consider an amplify-and-forward (AF) relay system consisting of source (S), destination (D), one relay(R), and an eavesdropper (E), where all the nodes have single antennas. We assume that a half-duplex relaying operation and there is no direct link between S and D due to obstacles or deep shadowing. We further assume that E can receive signals from both S and R. Furthermore, we assume that the channel state information (CSI) of the R-D and R-E links is available to R. At the first time slot, S broadcasts s 1 with unit power to R and E, respectively. Therefore, the received signals at R and E can be written as
where h 1x (x ∈ {R, E}) denotes the channel gain of S-x link, and ω 1x is an additive white Gaussian noises (AWGN) with variance N 0 . In the second phase, y SR is amplified and forwarded to D and E, respectively. Then, the received signal at D is
where h 2y (y ∈ {D, E}) denotes the channel gain between R and y, and ω 2y is the AWGN with variance N 0 . Assuming CSI-assisted relaying, then the amplifying factor at the relay is G= Pr/(|h 1R | 2 +N 0 ) with transmit power Pr at R. From (1) and (2), the instantaneous signal-to-noise ratio (SNRs) at D and E can be written as γ D = γ 1 γ 2 1+γ 1 +γ 2 and γ E = γ 4 + γ 1 γ 3 1+γ 1 +γ 3 , respectively, where γ i (i ∈ {1, 2, 3, 4}) denote the SNRs of S-R, R-D, R-E, and S-E links, respectively. Specially, at high SNR,
We assume that all channels suffer from independent and not necessarily identically distributed quasi-static K G fading. According to [11] , the probability density function (PDF) of γ i can be shown to be given by [12] and [13] , we utilize an approximate method to model the K G fading. Then, the PDF expression (3) can be rewritten as
where 
where
III. SECRECY PERFORMANCE ANALYSIS From [15] , the instantaneous secrecy capacity is given by
where ln(1 + γ D ) and ln(1 + γ E ) correspond to the data rates of the main channel and the eavesdropping links, respectively.
A. Secure Outage Probability
The SOP can be formulated as
where R th (R th ≥ 0) is the target rate and C th = exp(2R th ) ≥ 1. From (7), for γ 1 < γ 2 and γ 1 < γ 3 , both 1+γ 1 > C th (1+γ 1 + γ 4 ) and 1 + γ 1 > C th (1 + γ 3 + γ 4 ) are impossible events. On the other hand, γ 1 > γ 2 and γ 1 < γ 3 , 1+γ 2 > C th (1+γ 1 +γ 4 ) and 1+γ 2 > C th (1+γ 3 +γ 4 ) are also impossible events. Then, we readily have
where the second identity comes from the fact P(AB) = P(A) − P(AB). Notice that the third term of the second identity is equal to zero, which has been proved in the derivation of Eq. (7). By using [14, eq. (3.381.4)], I 1β (β ∈ {1, 2}) is given by
where K = (C th − 1) p−q C q th .
B. Strictly Positive Secrecy Capacity
According to the definition in [9] , SPSC is readily given by
In (10), I 2β (β ∈ {1, 2}) can be written as
C. Average Secrecy Capacity
From (6), ASC can be expressed as
where f (γ D , γ E ) denotes the joint PDF of γ D and γ E . Since γ D and γ E are not independent, the ASC analysis becomes more difficult compared to the analysis in [11] and [12] . To obtain f (γ D , γ E ), we can first compute the joint CDF F(γ D , γ E ). In particular, at high SNR, we have
Then, we have
Taking the derivative of (14) with respect to γ E , we have
With (15) at hand and by taking the derivative of (13) with respect to γ D and γ E , the joint PDF f (γ D , γ E ) can be obtained as
Substituting (16) into (12) yields
and
these integrals in (17) and (18) 
where ψ ∈ {1, 2}, (α, x) is the upper incomplete gamma function,
, ξ 1 = ζ ψ,j + ζ 3,b , and ξ 2 = ζ ψ,j + ζ 4,c . Let (i, t) denote the two pairs (1, 2) and (2, 1) . Then, we have
. Therefore, we easily observe that H 13 = X(γ 1 , γ 2 ) and H 14 = X(γ 2 , γ 1 ) . Similar to the analysis for H 11 and using [14, 
Like the analysis for H 13 and H 14 , we can obtain
. IV. NUMERICAL RESULTS AND CONCLUSION In this section, some numerical results for the secrecy performance of a relay system suffering from the K G fading are presented. For comparison, we also present the Monte-Carlo simulation to verify our analysis. From these figures, it is obviously shown that the analytical results match perfectly with their corresponding simulation results at mediate and high SNR regimes. Without loss of generality, we assume k 1 = k 2 = k 3 = k 4 = k, L = 5, and the number of channel realizations is set to 10 4 .
In Fig. 1 , we plot the SOP versus γ 1 for different values of k when γ 2 = γ 1 . From Fig. 1 , we can find that increasing the value of k results in improving the secrecy outage performance at high SNR. The reason is that the severity of the shadowing degrades as increasing k.
We plot the SPSC performance versus γ 1 for different k when γ 2 = γ 1 in Fig. 2 . Also, a similar observation can be found as in Fig. 1. Fig. 3 demonstrates the ASC versus γ 1 for different values of k when γ 2 = γ 1 . Similarly, increasing k results in enhancing the ASC at high SNR.
