reflected in the old adage that technology outstrips the capacity of law to regulate it.
The rise of new technologies poses a significant threat to human rights -the pervasive use of CCTV (and now mobile CCTV), telecommunications interception, and lowcost audio-visual recording and tracking devices (some of these discreetly wearable), extend the power of the state and corporations significantly to intrude into the lives of citizens. The regulatory failures in controlling the media's appetite for salacious stories, and the resulting corruption of some senior police, are the subject of a major inquiry into the culture, practices and ethics of the press. The inquiry in the United Kingdom chaired by Lord Justice Levenson, examines phone-hacking and other potentially illegal behavior, and the relationship between the press and police and the extent to which that has operated in the public interest.
1 Recommendations for enhancing the regulation of the press must balance the need for press freedom with the highest ethical standards. While the introduction of the Human Rights Act 1998 (UK) has led to a change in the attitude of British police to its role in the protection of human rights, it clearly had negligible impact on the Fourth Estate! Australia is not immune from similar risks of regulatory failure, and there is a similar, though less wide-ranging review which has been instigated by the federal government. For instance, media organisations have found hacking into email and computer systems runs the risk of prosecution under federal criminal law. have considered sousveillance to be surveillance from below (by citizens) rather than from above (by the state). Mann himself has stated that sousveillance is a form of "reflectionism." 9 In essence, sousveillance is the "philosophy and procedures of using technology to mirror and confront bureaucratic organizations". 10 
