This paper investigates the secrecy energy efficiency (SEE) maximization problem for unmanned aerial vehicle (UAV) enabled mobile relaying system, where a high-mobility UAV is exploited to assist transmitting confidential information from a ground source to a legitimate ground destination, in the presence of a potential eavesdropper. We aim to maximize the SEE of the UAV by jointly optimizing the communication scheduling, power allocation, and UAV trajectory over a given time horizon. The formulated problem is non-convex that is challenging to be optimally solved. To make the problem more tractable, we decompose the problem into three subproblems, and propose an efficient iterative algorithm that alternately optimizes each block of the variables with the others fixed. Moreover, the practical scenario with uncertain eavesdropper location is investigated to evaluate the performance of the proposed solution. Double circular flight and running track shape flight cases are considered to drawn more insights. Simulation results show that the proposed design significantly improves the SEE of the UAV, as compared to the benchmark schemes.
I. INTRODUCTION
O WING to their high mobility, the ability of on-demand deployment and the capability of establishing line-ofsight (LoS) communication links, unmanned aerial vehicles (UAVs) have recently attracted significant research interest in wireless communications [1] . Typical use cases of UAVenabled communications include temporary traffic offloading in cellular hotspots, mobile relaying [2] - [6] , as well as information dissemination and data collection [7] - [10] . Compared to the traditional terrestrial communications with ground base stations (BSs) or access points (APs), UAVenabled communications have the advantages such as more flexible networking architecture and potentially low deployment cost. On one hand, UAV-enabled communication systems are especially suitable for on-demand coverage or unexpected events due to the swift and flexible deployment of UAVs. On the other hand, it is more likely for the UAV BSs/APs to establish line-of-sight (LoS) communication link with the ground nodes, which may significantly improve the link capacity. In addition, UAV-enabled communications provide a new degree of freedom for performance enhancement via UAV trajectory design. Generally speaking, UAV-enabled communications can best suit the communication requirement by dynamically adjusting the UAV positions, subject to practical mobility constraints, such as those on the initial/final locations, maximum speed, and maximum acceleration. However, the limited on-board energy of UAVs is one of the most critical challenges for UAV-enabled communications, since besides the conventional communication-related energy, UAVs also require additional propulsion energy to maintain aloft. To tackle such issues, the analytical energy consumption models have been developed for fixed-wing [11] and rotary-wing [12] UAVs, respectively. Based on [11] , the work [6] studied the spectrum and energy efficiency maximization issues in a UAVenable mobile relaying system. In [13] , an interesting trade-off between the UAV energy consumption and that of the ground nodes was revealed, via joint UAV trajectory and communication resource allocation. The work [14] studied UAV-assisted emergency networks, in which UAVs were deployed to assist communication for ground users in disasters.
One especially promising use case for UAVs in wireless communications is UAV-enabled mobile relaying. In [5] , the authors proposed a UAV-enabled mobile relaying system, where throughput maximization problem is considered via joint transmit power allocation and relay trajectory optimization. On the other hand, for UAV-enabled wireless communication systems, how to ensure secure transmission of confidential information in the presence of intentional or unintentional eavesdropping is another important problem, due to the broadcast and shared nature of wireless channels. The secrecy rate is the main design metric in physicallayer security and has been investigated in many prior works (e.g., [15] - [20] ). In the existing literature on physical-layer security, one of the challenging problems is that the eavesdropper is generally passive so that it is difficult to obtain its channel state information (CSI). This motivates us to resolve the CSI of the potential eavesdropper by using UAV because the channel power gain can be easily obtained by obtaining the eavesdropper's location, while the potential eavesdropper's location can be detected by the UAV via a UAV-mounted camera or radar [21] . In [22] , the physical layer security in Illustration of physical-layer security in a UAV-enabled mobile relaying system. UAV-enabled mobile relaying system was studied with the goal of the secrecy rate (SR) maximization, but it did not focus on the UAV trajectory optimization and ignored the communication link between the source and eavesdropper. Moreover, the works [23] and [24] investigated the secure rotary-wing UAV communications. The authors considered the UAV-enabled BS that serves multiple ground users in the presence of a potential eavesdropper, and their goal is to maximize the energy efficiency of the UAV by jointly optimizing the transmit power and user scheduling as well as the trajectory [23] . The authors in [24] studied a UAV-ground secure communication system in the co-existence of multiple potential eavesdroppers, and an optimization problem was formulated to maximize worstcase secrecy rate via joint robust UAV trajectory and transmit power optimization.
On the other hand, considering the practical application scenarios, there are many applications for UAV missions with actually pre-specified mission completion time, such as for periodic sensing, aerial inspection, data collection, electronic surveillance and so on. The critical assumption for these applications is that the endurance of the UAV is sufficiently long so that the energy will not be depleted before the specified flight period. Fortunately, the endurance of a typical fixed-wing UAV (e.g., Borey-10 from UAVOS Company, Volanti from Carbonix Company) can be last for 2 -4 Hours, depending on the flying status/trajectories. Combining the fixed flight time application and secrecy transmission scenario, apart from the total energy consumption constraint, it would be interesting to investigate the secrecy energy efficiency issue for the fixed flight period to give energy-efficient designs.
In this paper, we consider the physical-layer security in UAV-enabled mobile relaying system as shown in Fig. 1 , where a UAV is employed to relay the information from a ground source node to a ground destination node in the presence of a potential eavesdropper. To maximally explore the UAV's controllable mobility, we adopt the delay-tolerant decode-and-forward (DF) transmission protocol. Specifically, the UAV would firstly fly sufficiently close to source node, collect the data and buffer it for a relatively large timescale, then, fly sufficiently close to the destination node and forward the data to the destination node. This is known as Collect-Store-Forward transmission protocol. The direct link between the source and destination is assumed to be severely blocked. Our aim is to maximize the secrecy energy efficiency (SEE) of the UAV for the given finite time horizon, via jointly optimizing the communication scheduling, the source/relay power allocation, and UAV's trajectory so as to strike a tradeoff between the secrecy rate and the energy consumption of the UAV. In our proposed design, the UAV's mobility is subject to the initial/final location constraint as well as the maximum speed/acceleration constraint. Moreover, we assume that the UAV operates in time-division duplexing (TDD) mode. The formulated problem for SEE maximization is a mixed integer non-convex maximization problem that is difficult to be optimally solved. To tackle this problem, we propose an efficient iterative problem by applying successive convex approximation (SCA) and Dinkelbach's algorithm to obtain a high-quality suboptimal solution. Numerical results validate our proposed joint design method, and also show the significant performance gain, as compared to the benchmarks.
The rest of the paper is organised as follows. Section II introduces the system model, communication protocol of the UAV-enabled mobile relaying and formulate the secrecy energy efficiency optimization problem. In Section III, we proposed the high-quality suboptimal solution and present the practical implementation issue for the uncertain eavesdropper location scenario. Simulation results are shown in Section IV, followed by conclusions in Section V.
II. SYSTEM MODEL AND PROBLEM FORMULATION

A. System Model
As shown in Fig. 1 , we consider a wireless communication system where a UAV is dispatched to assist information transmission form a source node (denoted by S) to a legitimate destination node (denoted by D) in the presence of an eavesdropper (denoted by E). The link between S and D is assumed to be severely blocked. Without loss of generality, a three-dimensional (3D) Cartesian coordinate system is considered. The nodes S, D and E are located at the fixed locations on the ground, whose horizontal coordinates are denoted by
The distance from S to the eavesdropper node can be given as:
The UAV is assumed to fly at a fixed altitude H from a given initial location to a final location within a finite time horizon T. At any time instant t ∈ [0, T ], the time-varying coordinate of the UAV can be expressed as [x (t), y(t), H ] T , and the corresponding horizontal coordinate is denoted as q(t) = [x (t), y(t)]. As thus, the UAV's velocity and acceleration at any time instant can be expressed as v(t) =q(t) and a(t) =q(t), respectively.
For ease of exposition, the time horizon T is discretized into N time slots with a sufficiently small and equal-spaced time interval δ t , i.e., T = N δ t . For notational convenience, we let N = {0, 1, . . . , N } represent the time slot set. Therefore, the UAV's trajectory q(t) within the time interval T can be approximately represented by the sequence
where q[n] q(nδ t ) denotes the UAV location at time slot n, with n ∈ N . Then, for any time slot n, the distance from S to the mobile relaying UAV can be denoted as:
Similarly, the distance from the UAV to D and E can be respectively expressed as:
The initial and final locations of the UAV are denoted as q 0 = [x 0 , y 0 ] T and q F = [x F , y F ] T , respectively. Hence, we have
By using Taylor expansion, the UAV's location, velocity and acceleration are related as [11] :
where n = 0, 1, . . . , N − 1. We further impose the constraint that the UAV should have the same velocity at the initial and final locations, and it is subject to the maximum velocity and acceleration. These constraints can be expressed as follows:
The modelling of wireless channels for UAV-toground/ground-to-UAV links is an active ongoing research area by many research groups [25] - [34] . While the smallscale fading can be mainly modelled as the classical Rician or Nakagami-m fading models, the large-scale path loss and shadowing modelling is usually more involved. Most existing models can be classified as three categories: namely the free-space LoS model [25] , the modelling based on altitude/angle-dependent channel parameters [26] - [28] , and the probabilistic LoS channel modelling [31] - [34] . To illustrate the most essential design insights and for ease of exposition, we adopt the LoS communication model for the UAV-to-ground/ground-to-UAV links in this paper. This is a reasonable assumption for certain environment such as in rural area where there is little blockage and scattering, and/or when the UAV flies at sufficiently high altitude so that there is high probability of clear LoS link with the ground nodes of interest. Furthermore, the Doppler effect caused by the UAV's mobility is assumed to be perfectly compensated [5] , [11] . As a result, the channel power gain from S to the UAV follows from the free space path loss model, which can be expressed as: (12) where β 0 denotes the channel power gain at the reference distance d 0 = 1 meter. Similarly, channel power gains from the UAV to D and E can be respectively expressed as:
Since the eavesdropper node and the source node are located on the ground, the channel model between S and E is modeled to constitute both distance-dependent path loss and small-scale Rayleigh fading [35] , which can be expressed as:
where K is a constant determined by system parameters, ζ SE denotes the exponentially distributed random variable with unit mean accounting for Rayleigh fading, and α is the path loss exponent. In order to study the fundamental secrecy energy efficiency performance limits of mobile relaying system, we assume that the UAV relay perfectly knows the global CSI of all links among source node, UAV, eavesdropper and destination node. Note that the global CSI assumption has been commonly made in the literature (see, e.g., the secrecy communication with jamming [36] and the cognitive radio in [37] , [38] ), and the obtained results may provide a useful benchmark when the more practical imperfect or no CSI scenario is considered. We will consider one practical scenario with the eavesdropper's location unknown in Section III-E. Denote by p s [n] and p r [n] as the transmit power of the source node S and the UAV, respectively, which need to satisfy the following constraints: (19) whereP s ≥ 0 andP r ≥ 0 are given average power budgets at the source node S and the UAV respectively.
Besides, we assume that the half-duplex relaying with TDD operation is adopted by the UAV. Thus, we introduce a variable λ[n] ∈ [0, 1] to indicate the communication scheduling, with λ[n] denoting the fraction of the time slot n that is allocated for the UAV to receive information from S, while 1 − λ[n] is the fraction that the UAV forwards information to D. Therefore, at time slot n, the achievable rate from S to the UAV can be expressed as:
where σ 2 is the white Gaussian noise power at the UAV receiver, and γ 0 = β 0 σ 2 denotes the reference received signal-tonoise ratio (SNR) at the reference distance d 0 = 1 meter. The achievable rate at time slot n from S to E can be expressed as:
whereĥ
Similarly, the achievable rate from the mobile UAV to D and E in time slot n can be respectively expressed as:
To maximally exploit the fully controllable UAV mobility, the Collect-Store-Forward transmission protocol is adopted, where the transmission phases for S→R and R→D links are dynamically determined. The UAV forwards the received data with the corresponding code-book and modulation methods to fully exploit the time-varying channel. In this case, the eavesdropper is unable to recognize the two specific slots allocated for S→R and R→D that transmit the same data. Moreover, it could not distinguish whether the received data is from the source node or from the UAV. Therefore, the eavesdropper has no additional information to know when it should collect the received signal from the two hops or which operation it should adopt to combine the received signals. In other words, in practice, it is usually very difficult, if not impossible, for the eavesdropper to perform MRC [39] - [41] . Therefore, we believe that it is more appropriate to consider the secrecy transmission rate separately for each transmission phase. Then, based on the equation (20)-(23), the secrecy throughput from S to the UAV over the N time slots can be written as:
where [a] + max(a, 0). With (22) and (23), the secrecy throughput from the UAV to D over the N time slots can be expressed as:
We assume that the UAV adopts the DF relaying in the considered secure communications system. As the Collect-Store-Forward transmission protocol is adopted to exploit the movement-induced channel variations, the UAV would store the received data in a buffer before forwarding it to the destination node. The information-causality constraint is imposed to ensure that the data forwarded by the UAV is originated from that in the UAV buffer [5] , [22] . Therefore, with the secrecy information-causality constraint, the UAV relay can only forward the secrecy data that has been previously received from the source node. As a result, at any time slot, the total information bits that has been forwarded by the UAV should be no more than the secrecy bits it received from S. Hence, by assuming that the processing delay at the UAV is one slot, the following secrecy information-causality constraints need to be satisfied:
In this paper, the communication-related energy consumption of the UAV such as signal processing is ignored as it is usually much smaller than the propulsion energy of the UAV [11] . Based on [11] , an effective upper bound for the propulsion energy consumption of fixed-wing UAV with velocity v[n] and acceleration a[n] can be expressed as:
where c 1 and c 2 are two constant parameters related to aerodynamics, g represents the gravitational acceleration. Moreover,
denotes the change of kinetic energy of the UAV, whose value is only related to the UAV's mass m as well as the initial and final speeds. With the constraint (9), the kinetic energy of UAV is Δ k = 0. Therefore, for the expression in (27) , it actually consists of three terms by removing the parenthesis, i.e., (27) is non-convex and the convex relaxation method is needed to tackle this expression.
B. Problem Formulation
In this paper, we consider the SEE issue for the UAVenabled mobile relaying system. Our objective is to maximize the SEE by jointly optimizing the communication scheduling, transmit power and UAV trajectory. The problem can be mathematically formulated as: (38) where [ · ] + s are omitted since the objective function in (P1) and right-hand side (RHS) of (24) must be non-negative at the optimal solution. Otherwise, the value of the objective function can be non-decreased by setting p r [n] = 0 and p s [n] = 0 without violating the constraints in (16) and (17) .
Note that (P1) is a mixed-integer non-convex problem where the constraint (28) is non-convex, and the objective function is also non-concave and complex. Besides the constraint in (30) involves integer constraint. Therefore, the problem (P1) is challenging to be solved optimally.
III. PROPOSED SOLUTION
In this section, a sub-optimal solution is proposed to deal with the formulated optimization problem. SCA and Dinkelbach's techniques are adopted to deal with the (P1) problem, and an efficient iterative algorithm is proposed. Specifically, problem (P1) is decomposed into three subproblems to optimize the communication scheduling variable {λ[n]} and transmit power {p s [n], p r [n]}, as well as the UAV's trajectory {q[n]}, respectively. A suboptimal solution can be obtained by alternately solving these three subproblems in an iterative manner until the algorithm converges.
A. Subproblem1: Communication Scheduling Optimization
To make the formulated problem more tractable, we first consider the communication scheduling optimization subproblem. For any given transmit power {p m s [n], p m r [n]} and UAV's trajectory {q m [n]}, where m denoting the m-th iteration, the energy consumption of the UAV is constant. Therefore, problem (P1) can be reformulated as:
Note that the constraints in (40) and (41) 
B. Subproblem2: Transmit Power Optimization
In this section, we investigate the transmit power optimization sub-problem. Considering the (m+1)-th iteration, suppose that the communication scheduling solution {λ m+1 [n]} and UAV's trajectory {q m [n]} are given. Then, the problem (P1) can be reformulated as:
Note that the problem (P1.2) is non-convex as the objective function is non-concave and the casusality constraints in (46) is non-convex. To tackle this issue, convex approximation method is adopted. By introducing slack variables {r RD [n]}, we obtain the following problem:
(51)
Specifically, it can be verified that there always exists one optimal solution to problem (P1.2.1) where all the constraints in (52) are satisfied with equalities. Otherwise, we can always decrease p r [n] without decreasing the objective function value. Therefore, problem (P1.2.1) is equivalent to problem (P1.2). Note that problem (P1.2.1) is still a non-convex problem due to the non-concave objective functions as well as the non-convex constraint in (51). To deal with the nonconvexity, SCA technique is applied to obtain an approximate solution. In particular, for the term of log 
Adopting (53) and (54) to reformulated the problem (P1.2.1), it can be approximated as the following problem, which can be presented as:
s.t. (16) , (17), (52)
Note that the problem (P1.2.2) is convex problem, which can be efficiently solved by standard convex optimization tools such as CVX. Moreover, the first-order Taylor expansion in (53) suggests that the objective values of (P1. 
C. Subproblem 3: Trajectory Optimization
In this section, we consider UAV trajectory optimization sub-problem of (P1) with the fixed communication scheduling [n]} at the (m+1)-th iteration. This subproblem is formulated as:
Note that this subproblem is challenging to solve optimally due to the non-convexity of the objective function of (P1) and the information-causality constraints in (28) 
, ∀n,
It can be verified that at the optimal solution of problem (P1.3.1)), the constraints (56), (57), (60)-(62) should hold with equalities. This is due to that: u rd [n] can be decreased to improve the objective value; u re [n], τ[n] can be increased to improve the objective value; u sr [n] can be decreased to achieve a larger upper bound of the objective function, and s[n] can be increased to achieve a larger lower upper bound of the objective function, which lead to the non-decreasing of the objective value. Therefore, problems (P1.3) and (P1.3.1) are equivalent. Note that the problem (P1.3.1) is a non-convex problem since the constraints (57), (60-62) are non-convex. Next, we focus on solving the non-convexity of problem (P1.3.1).
As for the constraint in (57), the term q[n] − w E 2 + H 2 is convex with respect to q[n]. Hence, we can obtain its lower bound function via its first-order Taylor expansion at any given point {q m [n]}, which is a global under-estimator [4] , [11] , i.e., 
Note that all constraints of problem (P1.3.2) are convex, and the objective function of (P1.3.2) consists of a concave numerator and a convex denominator, which motives us to employ the Dinkelbach's algorithm to efficiently solve this fractional programming problem [4] , [11] . The convergence of the Dinkelbachs algorithm is briefly discussed as follows. For any factional programming maximum problem with the objective function denoted as
is convex, and its constraint set is convex, then the Dinkelbachs algorithm is guaranteed to converge. Moreover, the convergence rate of Dinkelbachs algorithm is known to be super-linear [43] . In addition, the problem (P1.3.2) actually maximizes the lower bound of the objective function, as a result, the obtained solution by solving (P1.3.1) should be non-decreasing over iterations.
D. Overall Algorithm
In summary, an efficient algorithm is proposed to solve problem (P1.1) (P1.2) and (P1.3.1) alternately via applying the SCA technique and Dinkelbach's algorithm. Since the optimal value of (P1) is finite, and the objective value of (P1) with the solutions obtained by solving these subproblems is nondecreasing in each iterations. Moreover, for each iteration, only convex optimization problems need to be solved, the worst-case computational complexity is polynomial, which is affordable for the UAV-enabled relay network. The proposed iterative algorithm is guaranteed to converge. The details of the proposed algorithm are shown in Table I .
E. Extension to Uncertain Eavesdropper Location
Preceding sections focused on characterizing the fundamental performance limits of UAV-enabled secrecy mobile relaying system with perfect information on the eavesdropper's location and global CSI at the UAV. In this section, we discuss the practical case with uncertain eavesdropper location, and propose an efficient relaxation method to evaluate the system secrecy energy efficiency. In the following, we particularly focus on modelling the channel states between the eavesdropper and source node or UAV.
In practical scenarios, it is difficult to identify the precise location of eavesdropper node. However, by using radar/camera equipped at the UAV, it is possible for the UAV to detect the eavesdropper within a certain area. Suppose the eavesdropper is located within a circular area with a radius of r, as illustrated in Fig. 2 .
Considering the upper bound of the channel stateh SE between source node and eavesdropper, the distance of the distance-dependent path loss should be shorten as d SE = d SE − r . Then, the channel state between S and E can be revised as:
It is assumed that the small-scale Rayleigh fading is different order of the magnitude compared to the distance-dependent path loss. Therefore, it would be reasonable for the upper bound assumption. For the UAV relaying phase, the distance d RE between UAV and eavesdropper should be modeled as the distance d RE between UAV and the nearest point E' on the uncertain area circle to the UAV. Then, the upper bound of channel stateh RE between UAV and eavesdropper can be stated as:
From (79), it is well comprehended that when the UAV flies outside the eavesdropper's area, the shortest distance between the UAV and this area is ( q[n] − w E − r ) 2 + H 2 . While if the UAV hovers over the eavesdropper's area, the corresponding shortest distance between the UAV and this area becomes H.
Then, similar to the scenario with precise eavesdropper location and global CSI, the proposed techniques can be applied to address the secrecy energy efficiency problems for this scenario. The details are omitted here for brevity.
F. UAV Trajectory Initialization
In order to properly balance the secrecy information causality constraints of the system, in this subsection, the UAV initial trajectory is set as a double-circular initial trajectory as shown in Fig. 3 , where the UAV flies following two circles. The two circles are connected by a straight line segment (from point I to point F) as described in Fig. 3 . The UAV is assumed to start the task from the initial location (denoted by I) and flies over the first circle with one lap (It can also be set as several laps such as l laps, if the time N is sufficiently large). After that, the UAV takes straight flight over the straight line (I→F). Moreover, it flies following the second circular path around the final location point F for one lap (It can also be set as several laps, depending on the UAV's speed and flying duration). At last, it finishes the task, landing at the final location F.
For simplifying the initialization procedure, suppose the speed of UAV during the period is a constant value V , 0 ≤ V ≤ V max . Assume that the duration for UAV flying through the straight line (I→F) is denoted by N s time slots. In addition, suppose that the UAV flies over the two circles with the same time slots N c , thus we have N c = N −Ns 2 . Moreover, it means that the two circles have a same radius r, which can be denoted by r = VNc δt 2π . It is noted that we need to let N c as an integer, define N s = f even (T /V s ), where f even (x ) represents that x rounds to the nearest even number, such as f even (3.7) = 4, f even (8.9) = 8. Therefore, given the initial and final location coordinate q 0 = [x 0 , y 0 ] T and q F = [x F , y F ] T , the two circular trajectories can be respectively expressed as:
where (x 0 , y 0 + r ) and (x F , y F + r ) represent the coordinates of the centre of the two circles, respectively. For the UAV's flight over the straight segment (I→F), the UAV flies with constant speed. Thus, the trajectory from I to F can be expressed as: In summary, the double-circular initial trajectory of the UAV can be given as follows:
IV. NUMERICAL RESULTS
In this section, numerical results are provided to validate the proposed algorithm that jointly optimizes the communication scheduling, power allocation and UAV trajectory. Specifically, we adopt three special designs as the benchmarks to be compared with the proposed solution. They are described as follows:
1) The design of double-circular flight with optimal resource allocation (denoted by DCF design) are shown as Fig. 3 . With this scheme, the UAV may fly several circles according to the flight time. Furthermore, the radius of the circles and the flying speed are chosen to be the optimal values for maximal energy efficient as described in [11] , such as r=158 m, V c =25.67 m/s. For the straight flying path between two circles, the UAV flying speed is chosen near the energy efficient value of straight flying as in [11] . It should be noted that the number of circular flying and the straight flying velocity should meet the flight time and initial/final location constraint.
2) The design of running track shape flight with optimal resource allocation (denoted by RTF design) are shown as Fig. 4 . The UAV taking off point and landing point are set as the tangential points of the half circle. It is assumed that the UAV can fly in circles around the running track shape with constant velocity. Then, the actual value of UAV flying velocity would be chosen near the energy efficient value as described in [11] to meet the flight time and initial/final location constraint.
3) The design of secrecy capacity maximization with optimal trajectory planning (denoted by SCM design). It is aim to maximize the secrecy throughput without considering the UAV's energy consumption. In order to evaluate the amount of UAV's total energy consumption for this case, we set a minimum speed constraint for the UAV as V min = 5m/s. Then the total energy consumption model can be calculated by the expression (27) . The locations of source node S, legitimate destination node D and eavesdropper node E are fixed at For the ground-to-groud channel between S and E, the path loss constant is set as K = 10 −3 , and the path loss exponent factor is α = 3. Moreover, the noise power is set to σ 2 =−110dBm, and the reference channel power is set to β 0 = −50dB. The length of each time slot is set as δ t = 1s. The average transmit power budgets of the source node and UAV is set toP s =P r = 10dBm. The peak power of the source and destination is set as P max s = P max r = 16dBm. The maximum speed and acceleration of UAV is set as V max = 40m/s and a max = 5m/s 2 , respectively. Besides, base on [11] , we set c 1 = 9.26 × 10 −4 , c 2 = 2250. The accuracy in Algorithm 1 is set as = 10 −5 . Fig. 5 shows the optimal UAV trajectories of proposed solution and SCM design within different period T specifically. The source node S and legitimate destination node D are in each slot, the trajectory is sampled every second with two different colors and the sampled points are marked with '+' or '×' for different designs.
From Fig. 5 , it can be observed that the UAV first collects information from S (denoted by S→R phase), then flies closer to D for data forwarding (denoted by R→D phase). For the SCM design, the trajectory curves have sharp turnings, which is obviously energy-inefficient or even physically impossible for fixed-wing UAVs.
For the proposed solution, the UAV trajectory of S→R phase has a larger turning radius, even flying close to the eavesdropper as shown in Fig. 5(c) . The UAV trajectory of R→D phase follows an approximately '8'-shape. They are asymmetric trajectories. It is noted that the optimal trajectory reveals that there are different goals between S→R phase and R→D phase. As the eavesdropper rate of S→R phase is independent on the UAV's trajectory and the information-causality constraint, the UAV does not need to collect the data as much as possible during S→R phase. The optimal UAV trajectory planning for S→R phase would be dominated by the energy efficient flight. Therefore, it is reasonable for this phase to have larger turning radius to decrease the UAV's propulsion energy consumption. For the R→D phase, both the transmission rate r RD and the eavesdropper rate r RE are both dominated by the UAV's trajectory. Therefore, the secrecy rate of R→D phase would be more sensitive to the UAV's location. Then, the secrecy rate would act as a more important role to the trajectory optimization. UAV should fly closely to the destination node, which can guarantee that the objective function of problem P1 is nonnegative to achieve higher secrecy rate. Fig. 6 shows the secrecy energy efficiency (SEE) of different schemes versus the average power budgetP s for time horizon T=200s. It is observed that the SEE firstly increases with the increasing ofP s , as expected. When the value ofP s is smaller, the UAV has enough capacity for forwarding the collected secrecy information from S to D. AsP s increases, the collected information would gradually reach to the upper limit of the UAV's forwarding capacity sinceP r is limited. Moreover, noted that the proposed method always achieves Moreover, suppose that the eavesdropper's allocation is not perfectly known, e.g., it only knows that the eavesdropper is located within a circular area with a radius of 100m. In this case, as shown in the Fig. 7 , the UAV would fly with more larger turning radius to save the propulsion energy during the S→R phase. and the resulting trajectory for R→D phase is gathered at the destination node and maintains the trajectory keep away from the eavesdropper's area. Generally, the UAV trajectory has the same trend with the proposed solution in ideal scenario, especially in short flight time scenario.
In order to show the effectiveness of the information causality in (28) , the received secrecy data at the destination node (denoted by R rd Sec ) and the available secrecy bits at UAV (denoted by R sr Sec ) versus each time slot for T=150s, and T=250s are plotted in Fig. 8 . It can be observed that during the whole time horizon, the available secrecy bits at UAV is always no less than the received secrecy data at the destination node. Moreover, combining the Fig. 7(d) and the uncertain case in Fig. 8(b) , it can be observed that when the distance between UAV and D is not close enough compared to the distance between UAV and eavesdropper, the UAV would adopt to receive the information from S to enhance the R sr Sec . Until the UAV flying hover around D and has good enough secrecy channel, it would transmits the secrecy information to D until the information causality constraint in (26) holds with equality, which validates our proposed design. Table II shows the SEE comparison between the proposed solution and the benchmarks in different time horizon T. Compared to the fixed trajectory solutions such as DCF design and RTF design, it can be observed that the proposed method outperforms them for any T, which indicates that the UAV trajectory optimization plays an important role in SEE improvement, as expected. In general, the SEE performance of proposed solution can maintain at a good level with some fluctuations as shown in Fig. 9 . Through the period T increasing, the optimal SEE would be firstly increased due to the UAV's velocity is gradually close to the optimal value as in [11] , then it would be decreased since the frequently turning operation would be acted to maintain the UAV's location near D, which could cost much prolusion energy. For the UAV's uncertain location scenario, its SEE performance is slightly degraded compared to the ideal scenario with perfect CSI, but it still outperforms the benchmark methods. In summary, from Table II , the values of SEE with different methods demonstrate that the proposed SCA based design has great advantages to achieve the better performance compared to the benchmark schemes.
V. CONCLUSION
In this paper, we investigate the physical-layer secure communication in a new UAV-enable mobile relaying system. The objective is to maximize the secrecy energy efficiency of the UAV over a finite time horizon by jointly designing the communication scheduling, transmit power allocation and UAV trajectory, subject to the maximum speed/acceleration and average transmit power constraints. To solve the formulated mixed integer and non-convex problem, an efficient iterative algorithm is proposed by applying SCA method and Dinkelbach's algorithm. In particular, we adopt three special cases as benchmarks to illustrate the performance of the proposed design. Numerical results validate our proposed algorithm and also show that the SEE of the UAV can be significantly enhanced under the proposed design, as compared to the benchmarks. The extension of our proposed design to the more general UAV-ground channel models, such as the altitude/angle-dependent channel parameters or probabilistic LoS channel model is highly non-trivial, which require more in-depth study and will be left as our future work.
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