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Benefit 
 Automatic  firmware  configuration  integrity   identifies  in  pre‐boot  environment.  
 Reduce  verification  time  resource  and  get  better  verification  quality  due  to  no  
human  mistake  parameter. 
 New  WMI  interface  provides  expandable  IT management  capability.   
 In  protection  BIOS,  this   innovation  only  will  do  error   log  without  warning  error  
message.  No  user  experience   impact.  
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Offset  Name  Length  Value  Description 
00h  Type  Byte  Varies 
Specifies the type of structure. Types 128 through 256 (80h to FFh) are available for 
system‐ and OEM‐specific information 
01h  Length  Byte  05h  Specifies the length of the formatted area of the structure. String is not included. 
02h  Handle  WORD  Varies  a unique 16‐bit number in the range 0 to 0FFFEh 
04h  FW Count  Byte  Varies  Total firmware count 
05h  FW 1 Name  Byte  String  String number of the FW 1 Name (FW version format follow page 5)  
FW version format definition: 
• Individual FW owns self firmware version definition. Example: Intel ME FW has 4 filed version definition.  
“11.22.33.44” 
• In here, FW version utilities BCD format to describe full FW version information. Terminated with a null 
“00h” byte. 
• Example. Intel ME FW information. 12.34.56.AE 
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06h  FW 1 Version  Byte  String  String number of the FW 1 Version  (FW version format follow page 5) 
07h  FW 1 Vendor  Byte  String  String number of the FW 1 Vendor (FW version format follow page 5) 
…………………..  ………….  ………..  ………..  ………………………. 
05h + (n * 3)  FW n Name  Byte  String  String number of the FW n Name (FW version format follow page n) 
06h + (n * 3)  FW n Version  Byte  String  String number of the FW n Name (FW version format follow page n) 
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