Abstract-In this paper, a battery-free wireless sensor designed to harvest energy from electromagnetic waves at 866.6MHz and its detachable antenna system are described, with an emphasis on high frequency front-end design. In addition to having no local power source, the proposed sensor node is programmable, since it integrates a general-purpose microcontroller. Other features of the device are a standard 50Ω port and an interface for debugging and expansion, with of a total of 26 pins. In practice, the proposed system is capable of carrying out communication and processing tasks at up to a distance of 4.1 meters away from a transmitter antenna operating within the limits imposed by local regulatory entities, with respect to radiated power. Uplink communication is achieved using modulated backscattering. The proposed antenna system consists of a printed dipole-based antenna, with an overall efficiency in the order of 96%.
I. INTRODUCTION
Wireless sensor networks (WSNs) often consist of a number of small-sized sensors scattered over an area in which a certain physical phenomenon is to be sensed or measured. Wireless sensors currently include controllers optimized for low-power operation that support various operating modes, and with the ability to jump from a deep sleep state to a fully active mode both quickly and seamlessly. Moreover, most of these devices have various power switches that cut the power to peripheral hardware modules, in case their controller determines those to be unnecessary at a given moment of time. But of course, this delicate management of energy is only achievable if a suitable set of software routines are loaded onto them. These routines, usually referred to as energy-aware software routines, basically instruct the controller to minimize its power consumption as much as possible, while still ensuring a minimum wireless awareness, so that incoming transmissions can be received and responded to (in case that is necessary). When combined with energy-efficient communication devices, these advancements in hardware and software design effectively reduce the power consumption requirements of sensor nodes, not only allowing them to operate autonomously for significant periods of time that can actually stretch up to a few years, but also creating a major opportunity for the use of energy harvesting systems, especially since the primary challenge in WSN deployment is still the limited network lifetime due to finite capacity power sources, that is, batteries (in [1] , many design questions that relate to WSNs are identified and discussed, not only in terms of hardware, but also in terms of networking protocols and software algorithms).
The conventional communication model of WSNs assumes the deployment of low-power multifunctional wireless sensor nodes operating on the limited power capacity of disposable batteries. Although this model works decently in small WSNs comprised of a small number of wireless nodes, it does not scale very well, and as a matter of fact, it is easy to understand that the potential maintenance cost of replacing batteries for a few hundreds of nodes quickly becomes a continuous and cost-prohibitive undertaking. Considering for instance no more than a couple hundred wireless sensor nodes, each one capable of unattended operation for roughly one year before its power source collapses, the maintenance costs immediately begin to escalate because of the (unavoidable) need to replace batteries every few days, on average. Battery replacements occurring at such a fast pace can easily represent an unsustainable cost for many applications.
Maintaing battery-operated sensor nodes in hard-to-service locations creates yet another significant challenge. In this not so unrealistic scenario, maintenance operations become much more difficult to accomplish and hence more expensive, thus adding a substantial cost to the already high cost of replacing batteries. In fact, this problem can even limit where the sensors are placed (in case they are not deployed randomly, because that would introduce further issues), potentially reducing the effectiveness of the overall deployment. Moreover, for WSNs to achieve a true ubiquitous deployment, the size of the nodes has to decrease dramatically. Small batteries and appropriate form factors indeed help minimize the size of a sensor node, but generally contain less energy than other (more traditional) larger batteries and thus have shorter life spans.
In short, the need shared by most wireless sensor nodes for longer lifetimes and smaller sizes does not match particularly well with the power density of current battery technology, and even though substantial improvements have indeed ocurred in other hardware modules, those have not yet ocurred in battery technology, and no significant changes are antecipated for now (in [2] , energy harvesting is seen as a promising new approach precisely because batteries are currently not progressing at the same rate that other hardware components are).
Electromagnetic energy harvesting, frequently also referred to as Radio Frequency (RF) energy harvesting, allows sensors to be used in inaccessible or hazardous areas, or in locations where battery replacements are impractical. With the capacity to power multiple devices from a single RF power source, this solution allows WSNs to scale by supplying maintenance-free power for hundreds or thousands of sensor nodes. Moreover, other alternative energy sources such as solar, piezoelectric or thermal share the limitation of being reliant on ambient energy sources that are generally beyond control. Since in a solution based on RF harvesting power can be replenished as desired (either continuously or not), no such issues arise.
A. Wireless Passive Sensor Networks (WPSNs)
Unlike conventional wireless sensor nodes, wireless passive sensor nodes are fed remotely by an external RF power source and remain functioning as long as energy is delivered in. By definition, passive sensor nodes have no batteries (or any other disposable part) and use modulated backscatter to send data to sink devices, which can be the same devices that supply power to them or not. Moreover, there may be various power sources operating in a single network (advantages and disadvantages of different powering topologies and many other subjects related to this paradigm are discussed in [3] ). If no RF power sources are active at a given moment of time, the energy accumulated in the passive sensor nodes eventually depletes, at which time they cease to function. Once a sufficient amount of energy is accumulated as a result of energy harvesting, the nodes start to function once again.
In hardware, a passive sensor node deviates from a typical sensor node on the power unit and on the transceiver, but other than those, there are no significant differences. Passive sensor nodes have energy harvesters instead of traditional batteries, and backscatter modulators instead of active transmitters. The new functional blocks are widely used in the design of passive Radio Frequency Identification (RFID) tags.
B. RFID Sensor Networks (RSNs)
A typical RFID system is composed of one or more readers and many tags which, by definition, are attached to the objects they are meant to identify. A reader radiates power to tags in its wireless range and also communicates with them in order to collect information about objects, normally in the form of an alphanumeric identification code. In order to make the tags cheap enough to be mass-produced, these systems shift nearly all complexity towards the side of the readers. Moreover, and since there are no batteries involved, passive tags can be made reliable, paper-thin and often physically flexible. The absence of a battery is also the primary reason for which these tags do not have active transmitters built into them. By itself, the energy harvester would not be able to adequately compensate the significant power consumption of this device (compared to other components within the tag). Instead, passive tags use backscatter modulators, which allow them to transmit data at little power expense (additional information related with other types of tags, coupling methods, and other subjects concerning the basics of RFID can be found in [4] ).
The antenna of a tag is usually designed to match its input impedance, in order to maximize the power transfer between the two, however, when the tag wants to transmit information to the reader, it deliberately modifies the load impedance seen by its antenna, thus making the latter re-radiate a portion of the incoming power back. By switching between these two states according to a data stream, an amplitude-modulated response can be generated. It is this controlled reflection of waves that is called modulated backscatter (modulations in amplitude are the most widely used in passive tags, phase modulations are also realizable, as explained in [5] ).
While traditional passive tags find uses in a vast number of applications (where low price outweighs functionality), a new class of sensor-enhanced passive tags is emerging. These tags are able to report back to RFID readers not only their (static) identification numbers, but also the dynamic data collected by their sensors (in [6] , the research challenges associated with these networks are discussed).
II. SYSTEM OVERVIEW
The developed sensor node, whose layout is shown (using a 1:1 scale) in figure 1 , is made of a RO4003C high frequency laminate having a thickness of 0.813mm and layers of copper on both sides. Solely commercial off-the-shelf hardware parts were utilized in the design of the device. More information is available in [7] .
Like many other wireless sensor nodes, the proposed device was designed to operate inside an Industrial Scientific Medical (ISM) band, in this particular case, the band that ranges from 865 to 867.6MHz. From within this band, only a small portion of spectrum ranging from 865.6 to 867.6MHz was of interest because of its higher radiated power limit of 2Werp (maximum radiated power levels for distinct frequency bands and distinct countries can be found in [4] ). In addition to having a wireless power supply, the proposed sensor node integrates a general-purpose, fully programmable 16-bit flash microcontroller, a MSP430F2132. This device is well suited to meet the stringent power requirements imposed by the lack of an onboard power source on the node, since it has various operating modes, a minimum current consumption of only 0.1µA, and does not take long to switch from a sleep state to an fully active mode. Other important features include an operating frequency of up to 6MHz with a supply voltage of 1.8V, a total of 8KB of built-in flash memory, and also a very flexible clock system (more information on the MSP430 platform can be found in [8] , [9] and [10] ).
As can be viewed in the layout, various signals from within the sensor node were connected to either one or another of the rows of larger vias (containing 13 pins each), in order to allow the microcontroller to be programmed as desired, to simplify hardware debugging, and also to provide a support for testing new hardware.
A. Functional blocks
The block diagram of the proposed wireless sensor node is shown in figure 2 . In the sensor node, when a signal is captured by the antenna block, it goes through the impedance matching block, then entering the energy harvester. In conjunction with the voltage regulator, the energy harvester rectifies the received energy into a regulated voltage to power the sensor. Connected directly to the output of the power harvester, the demodulator extracts a data stream from the incoming carrier wave (in case the latter is modulated). The extracted baseband waveform is then read and interpreted by the microcontroller. Uplink data is sent via the backscatter modulator, which was implemented with a single transistor acting as a binary switch (the transistor itself is clearly visible at the right side of the layout). Additional functional modules that were integrated into the sensor node include:
• a voltage protection module based on a Transient Voltage Suppressor (TVS) diode, meant to protect sensitive parts from voltage spikes;
• an energy storage module, consisting on a single 6.8µF capacitor;
• a supply voltage supervisor, to guarantee that the sensor node enters active mode only when a suitable voltage is accumulated at the storage capacitor;
• and a memory module based on an Electrically Erasable Programmable Read-Only Memory (EEPROM) memory chip (since the flash built into the MSP430F2132 cannot be written to at a supply voltage of 1.8V) of 1KB. It is important to mention that some of the circuits utilized in the proposed sensor node were based on those of the Intel Wireless Identification and Sensing Platform (WISP), which is a notable example of a sensor-enhanced RFID tag (additional information regarding the most recent WISP platforms can be found in [11] ).
B. High frequency front-end
The simulation model that is shown in figure 3 was created to mimic the behavior of the sensor node in terms of energy harvesting. The model was designed in the Advanced Design System (ADS) simulator, using blocks available in databases related to microstrip lines and lumped components, except for the diodes, which were modeled based upon the information contained in [12] , related to the diodes themselves, and [13] , related to their packaged versions.
The diode chain is a multi-stage voltage multiplier, known as the Dickson charge pump. The load that was connected to the output of the simulation model was essentially comprised of the storage capacitor and an ideal current source, whose value was set according to the estimated maximum current consumption of the sensor at the mode of operation that minimizes the consumed power, in this case 5µA.
C. Antenna
The proposed antenna, shown in figure 4 (on a 1:2 scale), is a printed antenna, based on the traditional half-wave dipole, and made of a 0.8mm thick layer of FR4.
Both the antenna itself and an edge-mount SMA connector were modeled using the High Frequency Structure Simulator (HFSS) and the resulting three-dimensional model was tuned for maximum efficiency. In order to do this, several degrees of freedom were explored, which included varying the length and width of the arms of the dipole, creating copper areas at its tips and modifying those at its center, sliding one arm over the other, adding parasitic copper shapes, and so forth. In addition to its eficiency in the order of 96% (achieved in simulation, and not the result of an actual measurement), the antenna was verified to be affected by the size of the substrate in which it is built on, but not by dielectric constant variations or significant loss tangents (which were the reasons why FR4 could be used without causing any major efficiency loss). Figure 5 presents the voltage harvested by the sensor node under different input power conditions. In this test, the device was attached to a signal generator setup to output a sinusoid at 866.6MHz. The output power was then slowly varied first from -12 to 2dBm, and then from 2 back to -12dBm, staying for a few seconds at each measurement point and then taking the average voltage harvested in that time window. During this test, the sensor was prevented to switch to active mode. The figure demonstrates that the results obtained in practice follow the predicted results, and with higher values, which is not unreasonable, since a worst-case scenario was assumed in the design of the sensor node. Also, there is a clear hysteresis behavior in the harvested voltage, meaning that for a certain number of power levels the node can either be turned on or turned off, depending on its power history. Also in the figure, the minimum power that the sensor node requires to turn on and the power below which it is no longer able to sustain its sleep mode are both highlighted. Finally, at higher power levels (more or less above -2dBm), the effect of the transient voltage suppression diode is clearly visible. It is important to note that the predicted curve shows no clipping only because that diode was not included into the simulation model.
III. EXPERIMENTAL RESULTS
With its antenna attached, the sensor node was tested with a circularly polarized antenna having a gain of 5.5dBil (taken from a commercial RFID reader) and setup to radiate a 2Werp sinusoid at 866.6MHz, and was found to sustain operation at up to 4.1 meters away, still below the 5.4 meters yielded by the Friis formula, but a reasonable result (calculations were carried out considering the developed antenna to have the gain of a traditional half-wave dipole and the received power to be equal to the turn on threshold measured for the node).
IV. CONCLUSION
It is almost ironic that the same hardware component which enabled (and that in many cases still enables) sensor nodes to operate wirelessly is now hindering their natural evolution towards smaller sizes and longer lifetimes. That is the reason why a new class of sensor nodes that contain no batteries and harvest their energy from electromagnetic waves is emerging, and it is to this class that the wireless sensor node discussed in this paper belongs.
In its current state, the developed wireless sensor node can already be used for experimenting with new software and new hardware through the interfaces it provides, but the device is still very underexplored. Future improvements may lead to an extended range, a smaller size, and more functionality.
