We investigate cryptographic lower bounds on the learn-
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here z G {O, l}n and y c {O, l}t(n) are chosen uniformly at random. We call l(n) the stretch factor of the pseudo-random generator.
We describe the pseudo-random generator of Blum, Given a string z of length n"+', the test T assumes that it is the output of the X2 mod N pseudo-random generator on some unknown seed (N, Xo). Let k = (a+c) log n. Recall that y was an arbitrary constant. We can thus achieve our goal by proving that successful weak prediction of G". requires more than 2*0g2 n time (and number of samples). 
