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Abstrakt 
Diplomová práce vyjadřuje názor na směr vývoje v otázce integrace bezpilotních prostředků 
do společného vzdušného prostoru. Práce na začátku charakterizuje překážky integrace a 
poukazuje na širší souvislosti. Protože nutností je realizace zásady vidět a být viděn pomocí 
technických zařízení pod souhrnným názvem Sense and Avoid, jsou zde uvedeny požadavky 
na systémy Sense and Avoid. Jednotlivé metody Sense and Avoid jsou stručně popsány, 
zdůrazněn je jejich přínos pro bezpečnost leteckého provozu a potenciál budoucího vývoje. 
Téma komunikace s bezpilotními prostředky popisuje poslední kapitola, přináší výčet objemu 
přenášených zpráv, uvádí rozbor vhodných frekvencí datového spoje a vybírá vhodné 
způsoby provozování UAV.  
 
 
 
Klíčová slova 
Integrace UAV, sense and avoid, ACAS, FLARM, ADS-B, elektrooptické sensory, akustické 
sensory, radar, datový spoj, frekvenční pásmo 
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Abstract 
The master’s thesis expresses an opinion on trends in UAV integration into non-segregated 
airspace issue. In the beginning, barriers to integration are characterized and a broader context 
is shown. Since necessity of the technical realization of the “see and be seen” principle exists, 
requirements for so called Sense and Avoid systems are presented. Various methods of Sense 
and Avoid are briefly described, highlighting their contribution to air safety and their potential 
for future development. The UAV communication topic is described in the last chapter, 
providing a list of the volume of transmitted messages, analyzing data link frequencies and 
selecting appropriate means of UAV operations. 
 
 
 
 
 
Keywords 
UAV integration, sense and avoid, ACAS, FLARM, ADS-B, electrooptical sensors, acoustic 
sensors, radar, data link, frequency band 
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Předmluva 
Téma integrace bezpilotních prostředků do neřízeného vzdušného prostoru mi přišlo 
zajímavé, protože již v průběhu studia jsem v médiích narážel na střípky informací o 
bezpilotních letadlech. S přibývajícím časem jsem dospěl k názoru, že bezpilotní letadla jsou 
technologií budoucnosti, která brzy najde široké uplatnění i v civilním sektoru (definitivně mě 
v tom utvrdily úspěšné letové zkoušky experimentálního letounu VUT 001 Marabu, 
sestrojeného naším ústavem, který má sloužit ke zkoušení a ověření vlastností systémů 
umožňujících bezpilotní provoz). Protože v osnovách studia navazujícího magisterského 
programu Letecký provoz v současné době není bezpilotním letadlům věnován prostor, zdálo 
se mi výhodné dovědět se o této kategorii letadel při zpracování diplomové práce.  
Rozšíření mých obzorů a znalostí však není dostačujícím cílem diplomové práce, bylo třeba 
zvolit cíl konkrétnější. Základním úskalím provozu bezpilotních prostředků je realizace 
zásady vidět a vyhnout se jako poslední vrstvy bezpečnostní sítě civilního letectví. Cílem této 
práce tedy bylo stanoveno vyhledat a klasifikovat metody sledování pohybu UAV vůči 
pohybům ostatních letadel, a dále popsat možnosti komunikace mezi operátorem, letadlem, 
stanovištěm řízení letového provozu a ostatními letadly.  
Při bližším seznámením s touto problematikou jsem narazil na četné studie mezinárodních 
organizací (Eurocontrol, JAA/EASA, EUROCAE, RTCA..), zabývajících se integrací 
bezpilotních prostředků do společného prostoru. Prostudování těchto dokumentů mi umožnilo 
zcela pochopit nutnost splnění zásady vidět a vyhnout se pomocí různých technologií, 
souhrnně nazývaných anglickým pojmem Sense and Avoid (SAA). Následovalo dlouho 
trvající vyhledávání co největšího množství informací o vývoji, možnostech a zkoušení 
vhodných technologií. Stejně jako při přípravě bakalářské práce se osvědčil server 
scholar.google.com i www.google.com, které dle mého názoru poskytují nejvíce relevantních 
odkazů a informací. Kvalitní informace v řadě dokumentů poskytuje oproti bezplatné 
registraci server www.uvs-info.com který shromažďuje odborné informace týkající se UAV 
z celého světa. 
V této práci je kromě požadavků na systémy SAA uveden přehled potenciálních technologií, 
které mohou požadavky splnit. Výstupem práce je vlastní zhodnocení těchto technologií a 
možnosti využití pro UAV, v závěru jsou dle mého názoru nejvhodnější technologie 
doporučeny pro další úvahy a studie. 
Menší část této práce pokrývá možnosti komunikace, přesněji odhad objemu přenášených dat, 
volbu vhodného frekvenčního pásma spojení mezi operátorem a UAV a popis architektur 
provozování UAV. Kapitola je opět uzavřena doporučením pro budoucí vývoj s ohledem na 
kategorii experimentálního letadla VUT 001 Marabu.  
Osobně se těším na rozšíření UAV do civilního letectví a po dokončení této práce musím 
konstatovat, že bych se nebál letět jako cestující v dopravním letadle bez pilota. Pokud budu 
jednou v takovémto certifikovaném letadle sedět, budu bez obav - práce odborníků, pokročilé 
technologie, množství bezpečnostních studií a testů, splnění náročných požadavků 
certifikujících úřadů opravdu musí znamenat vysokou úroveň bezpečnosti. 
 
      
           Autor  
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1 Úvod 
 
Bezpilotní dopravní prostředky, ať už pozemní, vzdušné či vodní (námořní) tvoří relativně 
mladý sektor s vysokým potenciálem pro budoucí využití. Hlavní výhodou bezpilotních 
prostředků oproti pilotovaným je možnost jejich nasazení na úkoly, které jsou rutinní, 
nebezpečné, nebo se provádějí v zdravotně závadném prostředí.  
 
Pokud se budeme soustředit na bezpilotní vzdušné prostředky, narazíme na několik zkratek, 
které je mohou popisovat. Remotely Piloted Vehicle nebo RPV (na dálku pilotovaný 
prostředek) je víceméně model větších či menších rozměrů ovládaný rádiem.  Unmanned 
Aerial Vehicle nebo UAV (bezpilotní vzdušný prostředek) popisuje letoun, vrtulník, či 
vzducholoď, vykazující již nějaký stupeň samostatnosti (autonomie).  Unmanned Aerial 
Systems nebo UAS  je širším pojmem označující řídící stanici (Ground Control Station nebo 
GCS) a jedno nebo více UAV které jsou z ní provozovány. 
 
Způsob chápání bezpilotních prostředků, jejich způsobu využití a jejich problému různými 
organizacemi se liší, proto je možno narazit na různé více či méně rozsáhlé definice.  
Například Federal Aviation Authority (FAA) definuje UAV jako: 
„Letadlo schopné letu i za hranici přímé viditelnosti, v rámci dálkového nebo autonomního 
řízení pro civilní (ne ministerstvo obrany) účely. UAV není provozováno pro sport nebo 
hobby a není určeno pro přepravu cestujících nebo posádky“ [1] 
 
Britský úřad pro civilní letectví přináší definici UAV: 
„Letadlo, které je navrženo nebo upraveno tak, že nenese pilota a je provozováno pod 
dálkovým řízením, nebo v určitém stupni autonomního provozu“  [2] 
 
Několik definic z různých zdrojů (např. General Atomics Aeronautical Systems, Joint 
Aviation Authority / Eurocontrol, DoD USA,.. ) lze najít v [3], [4] 
Innovative operational UAS integration (INOUI), organizace s účelem integrace bezpilotních 
prostředků do evropského projektu jednotného evropského nebe SES dokonce uvádí, že by se 
místo pojmu UAV měl používat výraz zahrnující i řídící stanici a propojující komunikační 
kanál. 
Pro účely tohoto textu považujme UAV za poháněné letadlo, které k pohybu ve vzduchu 
používá aerodynamických sil, je ovládáno pomocí elektronických vstupů do řízení, které jsou 
vyvolány operátorem ze země, palubním počítačem či kombinací obou, nese různé druhy 
užitečného zařízení potřebného pro vykonání specifických úkolů. UAV má vždy svoji misi, 
není provozováno pro sport nebo zábavu. Balistické či semi-balistické rakety, řízené střely, 
dělostřelecké projektily a podobná zařízení nejsou považovány za UAV. 
Mějme přitom na paměti, že provoz UAV bezprostředně umožňuje pozemní řídící stanice,  
datový kanál spojující tyto dva prvky, případně další vozidla, rampy, záchytné sítě či jiná 
zařízení pro start a přistání bezpilotního prostředku. Celý systém souhrnně označíme jako 
UAS 
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1.1 Historie UAV 
 
Během 1. světové války byla v USA vyvinuta bezpilotní letadla, známá jako Kettering Bug, 
která měla letět určeným směrem po předem stanovenou dobu. Po uplynutí této doby jim 
upadla křídla a letadla se řítila k zemi s nákladem asi 150 kg výbušnin. Několik jich bylo 
postaveno, ale žádné v boji neletělo. V roce 1920 bylo postaveno první skutečně dálkově 
ovládané letadlo Sperry Messenger, které mohlo nést 150 kg náloží na vzdálenost až 90 km. 
Stroj ovšem uskutečnil lety pouze testovací. Po válce nikdo neviděl žádné civilní využití 
těchto strojů, proto investice a vývoj ustaly.  
V 30. letech s novou válkou na spadnutí se znovu objevil zájem o bezpilotní letadla, tentokrát 
s využitím jako cvičné terče pro artilerii i pro výcvik pilotů. Britové vyrobili kolem 400 kusů 
tzv. Queen Bees, v Americe se vyrobilo kolem 15000 kusů Denny Drones pro cvičení 
protiletadlové obrany. V průběhu války v Koreji a války ve Vietnamu bylo vyvinuto několik 
důležitých technologií, které umožnily sestrojení UAV Firebee, letounu o velikosti malého 
business jetu s proudovým motorem. Toto letadlo bylo pro své letové vlastnosti nasazováno 
na průzkumné a pozorovací mise. Nasazování UAV převážně na tyto mise probíhá dodnes. V 
této válce bylo zabito přes 5000 amerických pilotů, dalších 1000 bylo ztraceno či zajato. 
Mnozí piloti byli ztraceni při průzkumných misích. Právě pro tyto mise se bezpilotní letouny 
hodí nejvíce. V průběhu války byly nasazeny UAV u 100th Strategic Reconnaissance Wing 
na více než 3400 misí, přičemž bylo ztraceno kolem 550 letounů a tedy zachráněno obdobné 
množství lidských životů.  
Po Vietnamu byly americké investice opět utlumeny, ovšem i jiné státy začaly vyvíjet své 
vlastní UAV. Nejúspěšnějším státem se stal Izrael. V roce 1973 ve válce mezi Izraelem a 
koalicí arabských států způsobovaly syrské protiletadlové baterie velké škody izraelským 
stíhačům, proto Izrael investoval do vývoje UAV. Obrazový materiál, který tyto UAV posléze 
získaly v libanonské válce v roce 1982, pomohl účinně neutralizovat syrskou protiletadlovou 
obranu beze ztráty jediného pilota.  
Období osmdesátých a devadesátých let je význačné pokroky v elektrotechnice. Miniaturizace 
a související snižování hmotnosti prospěly nejvíce právě leteckému a kosmickému průmyslu.  
Hlavně Spojené státy byly velmi zaujaty možností využití levnějších, dokonalejších bojových 
strojů beze ztrát posádky. 
Využití UAV bylo původně plánováno hlavně pro průzkumné a pozorovací mise, letouny pod 
názvy Reaper nebo Predator však prokázaly schopnost z bezpečné vzdálenosti ničit taktické 
cíle. Vojenské mise si v průběhu historie svými požadavky vynutily vývoj různých vysoce 
sofistikovaných zařízení, která posléze našla - ač více či méně upravena - využití i v civilních 
aplikacích. Bezpilotní letadla v tomto nejsou výjimkou. [4], [17]  
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1.2 Aplikace UAV 
 
Možnosti operačního nasazení UAV závisí na stavbě samotného letadla. Určujícími 
parametry jsou velikost, cena, dolet/výdrž, dále provozní charakteristiky jako cestovní 
rychlost, maximální rychlost stoupání, velikost užitečného zatížení a také technické vybavení, 
sensory, stupeň samostatnosti (autonomie). Rozdělení UAV podle různých kritérií bude 
uvedeno později. 
UAV vybavena vhodnými sensory mohou sloužit k následujícím účelům: 
 - vzdálené pozorování  
sledování potrubí, elektrického vedení, pozorování sopečné činnosti, mapování, 
meteorologie, geologie, zemědělství 
- monitorování katastrof 
 snímání chemického složení, sledování záplav, lesních požárů 
- dozor, vymáhání práva  
monitorování dopravy, pobřežní/námořní hlídka, hraniční hlídka 
- pátrání a záchrana  
obzvláště v nebezpečných podmínkách 
- radiokomunikace   
retranslace internetového signálu, signálu mobilních operátorů, vysílání televize, rádia 
- shazování nákladu  
hašení požárů, hnojení polí, humanitární zásilky 
- přeprava nákladu   
 
Různé aplikace budou využívat UAV různých konstrukcí a charakteristik. Obrázek 1 
demonstruje, že úsilí potřebné pro nasazení  - a tedy i doba do uvedení na trh – je úměrné 
velikosti (maximální vzletové hmotnosti) bezpilotního prostředku. Nicméně problémy 
s nasazením na různé aplikace jsou spojeny např. s třídou vzdušného prostoru, ve kterém se 
bude mise odehrávat, s dosahem rádiového spoje, s nutností udržení bezpečnosti provozu a 
zachování dostatečného odstupu od okolního provozu, překážek, terénu a nebezpečných 
meteorologických jevů.  
UAV jsou ovšem poměrně mladou technologií, která ačkoliv je zřídka využita k nevojenským 
úkolům, není dosud masově rozšířena v letecké dopravě. Kdy budeme mít možnost setkat se 
s UAV v běžném provozu lze těžko odhadnout. Obtížnost tohoto odhadu demonstruje 
Obrázek 2, který předpokládal nasazení civilních UAV na nejkomplikovanější druhy misí 
v horizontu sedmi let. Vzhledem k tomu, že tento graf byl vytvořen v dokumentu vydaném 
v roce 2004 a v současné době (rok 2011) nepozorujeme v České republice operace jediného 
UAV, spolehlivý odhad doby rozšíření UAV poměrně neurčitě zní: „až budou vyřešeny 
všechny překážky“. 
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Obrázek 1: Skupiny aplikací dle druhu UAV [6] 
 
 
 
Obrázek 2: Graf doby do uvedení aplikací civilních UAV na trh [6] 
 
Příčinou odkladu integrace UAV do společného prostoru je především bezpečnost. Nasazení 
UAV nesmí znamenat omezení současného provozu, nesmí dojít k ohrožení účastníků 
leteckého provozu ani jiných osob či majetku. Existuje mnoho organizací, asociací, sdružení a 
fór po celém světě, jejichž posláním je identifikovat, specifikovat, analyzovat a řešit překážky 
a omezení širšího nasazení bezpilotních prostředků v civilních aplikacích.  
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2 Problematika integrace UAV do společného vzdušného 
prostoru 
2.1 Pozadí integrace UAV 
Letecká doprava má jako každý jiný obor průmyslu svá pravidla, prostředí, procesy, 
problémy. Stručně budou v této kapitole popsány širší souvislosti integrace UAV do 
vzdušného prostoru. 
 
Pravidla 
Existují mnohé zákony, předpisy, standardy mezinárodní i národní definující a určující 
leteckou dopravu. Téměř žádný z nich se přímo netýká UAV (kromě úprav národních 
předpisů civilními úřady např. Velké Británie, Belgie a Austrálie, které nemají mezinárodní 
platnost). Pro provoz bezpilotních prostředků není vytvořena žádná legislativa. JAA ve 
spolupráci s Eurocontrol v roce 2004 vydala dokument s názvem UAV Task Force Final 
report, který je konceptem pro tvorbu evropských předpisů pro UAV. Tento dokument žádné 
předpisy nepřináší, pouze vytváří jakési povědomí a nabádá ke způsobu myšlení, s jakým by 
měla být legislativa tvořena. Předpisy národních autorit by měly být tvořeny v souladu se 4 
základními principy [5]: 
 
Spravedlivost (Fairness) - Každý regulační systém musí zajistit spravedlivé, důsledné a 
jednotné zacházení se všemi, které se snaží regulovat. Žádný uživatel vzdušného prostoru by 
neměl být upřednostňován, žádný by neměl být opomíjen. 
 
Rovnocennost (Equivalence) - Regulační normy by neměly být nastaveny o nic méně náročné 
než ty, které jsou v současné době aplikovány pro pilotovaná letadla, ani by neměly trestat 
UAV systémy požadováním shody s vyššími standardy jednoduše proto, že to technologie 
umožňuje. 
 
Odpovědnost (Responsibility/Accountability) - Právní základna by měla být jasně definována, 
obdobně jako je tomu u pilotovaných letadel, tedy musí být propracovaná a komplexní, 
vylučující možnost obejití závazných pravidel. Měly být stanoveny odpovědnosti a postihy. 
 
Průhlednost (Transparency) - Poskytování letových provozních služeb (ATS) pro UAV musí 
být transparentní pro řídícího letového provozu i ostatní uživatele vzdušného prostoru. 
 
Nepřítomnost legislativy znemožňuje výrobcům vývoj UAV pro civilní aplikace. Nikdo si 
netroufne investovat do letadla, které se nemusí podařit certifikovat.  
 
Prostředí 
Prostředí letecké dopravy je v důsledku mezinárodního charakteru, objemu přepravy a 
množství zúčastněných subjektů velmi rozsáhlé. Uživatelé vzdušného prostoru, poskytovatelé 
leteckých provozních služeb, letečtí provozovatelé, letiště a jejich provozovatelé,  letadla a 
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jejich výrobci,  prostředky pro komunikaci, navigaci a  vytváření přehledu o vzdušné situaci a 
ovšem výrobci těchto zařízení.  
Všechny tyto elementy budou více či méně ve vztahu s bezpilotními letadly. Budou existovat 
letiště s čistě bezpilotním provozem či smíšeným provozem? Budou letečtí provozovatelé 
specializovaní na provoz UAV, nebo budou UAV pouze doplňkem k jejich hlavní činnosti? 
Jak ovlivní přítomnost UAV činnost řídícího letového provozu? Bude možné využít 
stávajících navigačních  a komunikačních zařízení pro provoz bezpilotních letadel? Některé 
vztahy jsou již definovány, některé jsou teprve analyzovány. Komplexnost prostředí však 
znamená náročnost a rozsáhlost těchto analýz. 
 
Procesy 
Už proces certifikace pilotovaného  letadla je časově a technicky náročný, pro UAV přibudou 
další oblasti, které budou podléhat osvědčování. Základním problémem, který bude později 
detailně rozebrán, je způsob, jakým UAV odhalí nebezpečí kolize s jiným letadlem a jakým se 
tomuto nebezpečí vyhne. Na tzv. sense and avoid (SAA) systémy budou kladeny vysoké 
provozní požadavky k zajištění dostatečně vysoké úrovně bezpečnosti. Ovšem samotná 
transformace požadavků z "dostatečně vysoká úroveň / přijatelný časový předstih / bezpečný 
rozestup" na konkrétní čísla vyžaduje bezpečnostní studie a určení metod měření těchto 
parametrů. 
Významným procesem je též uspořádání letového provozu (ATM). UAV se může v závislosti 
na úkolu (misi) pohybovat v řízeném i neřízeném vzdušném prostoru, přičemž v každém 
existují jiné požadavky na přístrojové vybavení a možnosti komunikace s ATC. Způsob a 
efektivnost řízení letového provozu by přítomností UAV na jednu stranu neměly být 
ovlivněny (natož aby přítomnost UAV snížila kapacitu řídícího), na stranu druhou by si měl 
být řídící vědom přítomnosti bezpilotního prostředku ve svém řízeném okrsku a měl by dbát 
zvýšené opatrnosti.  
Pokud budou UAV předmětem řízení toků, bude třeba upravit letové plány tak, aby bylo v 
závislosti na misi UAV definovat např. vyčkávací místa pro kroužení nad sledovaným 
objektem, místa pro vstupování a vystupování z řízeného vzdušného prostoru a také trasy, 
které nemusí odpovídat dosavadní síti letových cest. 
 
Problémy 
Současná letecká doprava trpí přehuštěním provozu obzvlášť v koncových oblastech, nízkou 
kapacitou některých tratí a letišť, a k tomu ještě neustálým zvyšováním objemu přepravy. Do 
toho všeho bychom chtěli zavést ještě bezpilotní letadla, u kterých si prozatím nejsme jisti, 
jak se vypořádají s okolním provozem. Hlavním programem následujících let je zavedení tzv. 
jednotného evropského nebe, Single European Sky (SES). Tento program v podstatě ruší 
pevné letové cesty a umožní provozovatelům vybrat si nejefektivnější cestu. S tím souvisí 
změna v podstatě celého systému ATM a vylepšení prostředků CNS, letecká doprava tedy 
celkově přejde na jinou úroveň. Projekt SESAR deklaruje, že se třikrát zvýší kapacita 
vzdušného prostoru, efektivnost provedení letu zajistí 10% pokles vlivu letecké dopravy na 
životní prostředí a bezpečnost se zvýší o celý jeden řád. SES by měl plně fungovat do roku 
2020 a jeho předpokládaná kapacita by při odhadovaném růstu měla stačit do roku 2050. [8] 
To hlavní z pohledu této práce - projekt SES vůbec nepočítá s bezpilotními letadly. Což je 
ovšem špatně, protože poptávka po provozování UAV roste poměrně rychle.  
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Zájem budoucích provozovatelů a výrobců inicioval v poslední době vznik několika 
mezinárodních organizací, panelů, pracovních skupin. Vstříc vychází i zavedené mezinárodní 
organizace jako JAA, její nástupce EASA, či EUROCONTROL. Hlavním motorem vývojů, 
studií a analýz ohledně provozování UAV jsou  EUROCAE a INNOUI. European 
Organisation for Civil Aviation Equipment (EUROCAE) vytvořila pracovní skupinu 73 (WG-
73), která se věnuje standardům a procesu certifikace UAV,  Innovative Operational UAS 
Integration (INNOUI) se zabývá tím, jak začlenit UAV do projektu SES.  
 
Ve své práci bude hodně odkazů na dokumenty INOUI. Integrace UAV do jakéhokoliv VP 
bude jistě trvat nějakou dobu, proto zkoumat možnosti v současném uspořádání není 
vzhledem k brzkému zavedení SES výhodné. To, že INOUI je zřízeno Evropskou Komisí a 
spolupracuje s EUROCONTROL, JAA, EASA a dalšími mezinárodními organizacemi, téměř 
zaručuje vhodnost výsledků práce pro případné jednání s českým správním orgánem - ÚCL o 
provozování letounu VUT 001 Marabu v bezpilotním režimu. 
 
2.2 Překážky integrace UAV 
Začlenění bezpilotních letadel do vzdušného prostoru mezi ostatní letadla s sebou nese 
širokou škálu překážek které budou muset být překonány a ještě větší množství otázek, které 
budou muset být jasně zodpovězeny. Degarmo tyto překážky rozděluje do 5 skupin [17]: 
bezpečnost, ochrana před protiprávními činy, letový provoz, předpisy a socio-ekonomické 
faktory. 
 
Bezpečnost je hlavní podmínkou pro uskutečňování celé civilní letecké dopravy. Je 
připuštěna možnost jedné nehody na 100 000 letových hodin z jakýchkoliv příčin [19]. 
Všechen vývoj letecké dopravy je touto hranicí ovlivněn a je motivován k jejímu dalšímu 
snižování. Mezi nejvíce nebezpečné prvky ohrožující bezpečnost letového provozu patří 
schopnost vyhýbání se kolizím, spolehlivost soustav, lidský faktor a počasí. Systémy 
umožňující rozpoznat blížící se nebezpečí kolize bez přítomnosti pilota na palubě se jsou 
nazývány systémy sense and avoid, nebo detect and avoid. Jejich základním úkolem je 
zjištění jakéhokoliv okolního provozu. Obecně platí, že systémy pro zjištění přítomnosti tzv. 
nespolupracujících letadel – rozumějme nevybavených určitým typem zařízení – jsou 
mnohem složitější a dosud nebyl jediný certifikován pro civilní použití. Jedním z hlavním cílů 
této práce je rešerše právě těchto systémů a proto jim bude věnováno více stran později.  
Spolehlivost soustav, úzce související s předpisy, bude velmi pravděpodobně řešena 
certifikací obdobně na základě principu rovnocennosti, jako je tomu u pilotovaných letadel, 
tedy předpisy řady CS z dílny EASA. Navíc však pravděpodobně bude certifikaci podléhat 
řídící stanice GCS a datový spoj GCS – UAV.  
V otázce vlivu lidského faktoru na bezpečnost budou zajímavé například studie potřebných 
schopností operátorů a zda-li by bylo vhodné, aby měl operátor licenci pilota. Ovšem je 
nasnadě, že operátor UAV nebude tolik vyveden z míry v případě stavů nouze, protože 
nebude sám ohrožen na životě. Toto by mělo snížit počet leteckých nehod z důvodu špatného 
rozhodnutí posádky pod tlakem. Jaké bude toto snížení kvantitativně, a zda-li by případně 
vyvážilo nedostatky UAV v ostatních oblastech, je stále otázkou. 
Bezpilotní letadla jsou v porovnání s pilotovanými lehčí, nedosahují takových rychlostí a 
nemají tak pevné konstrukce. Proto zhoršené meteorologické podmínky mají na provoz 
výrazný vliv. Byly zaznamenány situace, kdy v důsledku špatného počasí došlo ke ztrátě 
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spojení s UAV kdy ani autopilot nebyl schopen obnovy ustáleného letu. Řešením bude dodat 
operátorovi komplexnější informace o povětrnostní situaci, při plánování mise bude na tyto 
informace kladen větší důraz. 
 
Protože letectví obecně je oborem nákladným, zranitelným a s velmi křehkou reputací u 
široké veřejnosti, je ochrana před protiprávními činy velmi důležitým aspektem při vývoji 
a implementaci systému UAV.  
Je nepředstavitelné, že by přístup např. do řídící stanice GCS nebyl striktně kontrolován. 
Veškerá pozemní infrastruktura včetně pracoviště operátora, stanoviště plánování mise, 
vzletová a přistávací zařízení musí být dostatečně chráněna před narušiteli – rozumějme 
narušenými jedinci, kteří by svou pomatenou (nebo v některých případech i účelovou) 
činností ohrozili bezpečnost posádky, techniky či třetích osob a jejich majetku.   
Komunikační kanál UAV – GCS (případně ATC – GCS či další) musí být chráněný.  
Rušení, interference, vysílání klamného signálu - proti všem jevům musí být komunikační 
kanál chráněn, ztráta spojení nebo případné převzetí kontroly neautorizovaným stanovištěm 
mohou skončit fatálně. Komunikační kanál musí vykazovat vysokou integritu, může být 
šifrován. Pro volbu vhodného frekvenčního spektra je nutné najít vhodný kompromis mezi 
možností kódování, rychlostí přenosu a náklady tohoto kanálu. 
Data získaná sensory při měřících misích mohou být citlivou informací a musí být chráněna. 
Pokud se měřená data posílají v reálném čase do GCS, musí být datový spoj šifrován. 
V případě záznamu do paměti a pozdějšího stažení by měl existovat systém ochrany dat při 
ztrátě kontroly nad letadlem. 
Zvláštní kapitolou je možnost zneužití UAV (např. k teroristickým útokům) a způsoby 
ochrany před takovými scénáři.  
 
Degarmo [17] uvádí detailnější popis obou hlavních skupin a přináší ještě další tři, ovšem 
nejsou pro podstatu tohoto textu zásadní. V tomto textu lze nalézt přehled metod sense and 
avoid, které se významným dílem budou podílet na zajištění bezpečnosti letu, problémy 
související s komunikačními kanály letadla jsou z velké části pokryty otázkou ochrany před 
protiprávními činy. 
 
 
3 Přehled metod CNS 
Communication, Navigation, Surveillance, tedy komunikace, navigace a přehled o vzdušném 
prostoru jsou třemi základními pilíři současné letecké dopravy. Tvoří soubor technických 
zařízení, které mohou být palubní, pozemní, případně sestávají z části palubní i pozemní kde 
tyto dvě části spolu spolupracují.  
 
Navigace je v případě UAV nejsnáze realizovatelnou oblastí. V traťové navigaci je zřejmé, že 
UAV budou využívat stejných pozemních navigačních zařízení, jako současné pilotované 
letouny. Nemá valného smyslu budovat nová speciální zařízení pro UAV, když současné 
navigační systémy poskytují dostatečně přesné určení polohy pro vedení po trati. Přiznáme-li 
si, že integrace UAV je otázkou delšího časového úseku, je docela možné, že současně se 
vstoupením bezpilotních prostředků do civilního vzdušného prostoru bude dokončena 
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certifikace globálních navigačních satelitních systémů (GPS, Galileo, GLONASS), z nichž 
hlavně GPS se již dnes v letectví hojně využívá, přestože jsou pro traťové vedení prozatím 
certifikovaná pouze „tradiční“ navigační zařízení jako je VOR, DME, NDB. 
 
Pro vedení letadla na přistání by bylo vhodné, aby UAV bylo schopno samostatně přistát bez 
zásahu operátora. Manuální řízení při přistání by mělo sloužit spíše jako záložní způsob, 
případně je samozřejmě možná manuální intervence do řízení v průběhu přistání při 
nestandardních situacích, které UAV nemůže samo odhalit a samo na ně reagovat. 
Navigační zařízení umožňující plně autonomní přistání patří do kategorie ICAO CAT IIIc. 
Této kategorie je možno dosáhnout i u ILS za speciálních podmínek, „hravě“ dosáhneme této 
kategorie s v současnosti v civilním letectví velmi opomíjeným přistávacím zařízením MLS, 
které je schopné UAV poskytnout i informaci o podrovnání.  
 
Komunikace je pro UAV úlohou, která má v současné době několik technicky možných 
řešení a je otázkou, která řešení zvolit pro danou aplikaci a jak definovat postupy komunikace 
mezi čtyřmi hlavními elementy – UAV, ATC, operátorem a okolním provozem. Možnostem 
komunikace bude věnováno více místa později v této práci. 
 
UAV samozřejmě budou předmětem přehledu o vzdušné situaci poskytovaným řídícímu 
letového provozu, i když právě nebudou provádět svůj let v řízeném prostoru.  Aby UAV byla 
pro radarovou síť detekovatelná, musí mít dostatečnou ekvivalentní odraznou plochu pro 
zaměření primárními radary  a musí mít instalovaný palubní odpovídač pro zaměření 
sekundárními radary. Ekvivalentní odrazná plocha civilního letadla konvenční konstrukce je 
úměrná velikosti letadla. Pouze UAV hmotnostní třídy 0 budou stěží detekovatelná primárním 
radarem, taktéž jejich malá hmotnost a drobné rozměry nedovolí zástavbu odpovídače 
sekundárního radaru. U třídy 1 je již ekvivalentní odrazná plocha dostatečná, možnosti 
zástavby odpovídače jsou hraniční. U vyšších tříd není problémem instalace odpovídače ani 
velikost ekvivalentní odrazné plochy. 
 
Pod pojem Přehled spadá také schopnost letadla (nebo pilota) udržovat přehled o svém okolí. 
Pilot je povinen systematicky prohledávat své okolí, sledovat pohyb případného okolního 
provozu a dodržovat od něj bezpečný odstup. Pilot musí být schopen určit právo přednosti a 
případně tuto přednost dát, konečně v případě vzniku nebezpečí se provozu vyhnout.   
I v případě bezpilotních prostředků musí být tato povinnost dodržena, je však delegována 
palubním systémům, případně operátorovi.  
Dnešní UAV nemají přístup do civilního vzdušného prostoru právě z důvodu neexistence 
palubního vybavení se schopností sense and avoid (SAA), kde SAA je obecným výrazem 
popisujícím technické možnosti nahradit pilotovu schopnost vidět a vyhnout se srážkám 
s okolním provozem (see and avoid) [7]. SAA je základní překážkou bezpečného rutinního 
provozu mimo vyhrazený vzdušný prostor.   
 
Princip vidět a vyhnout se je popsán např. ve FAR 91.113, volně lze vyložit následovně: 
„Pokud to meteorologické podmínky dovolí, bez ohledu na to, jestli operátor vede let podle 
IFR nebo VFR, musí být udržována ostražitost každou osobou operující s letadlem k plnění 
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principu vidět a vyhnout se jiným letadlům. Pokud podle pravidel létání má jiné letadlo právo 
přednosti, musí pilot (nebo operátor) toto pravidlo dodržet. “ 
Systém SAA musí zjišťovat vyhnutí se okolnímu provozu na ekvivalentní úrovni bezpečnosti, 
jakou zajišťuje přítomnost pilota. Synonymy k Sense and Avoid jsou Detect, Sense and 
Avoid, nebo Collision Avoidance. Ačkoliv vyhýbání se srážkám s okolními letadly je 
nejzřejmější funkcí systému sense and avoid, má-li tento systém plně nahradit oči pilota, pak 
jsou předmětem detekce a vyhnutí i nebezpečné meteorologické jevy, terén a jiné překážky, 
také pokud je let prováděn podle VFR, musí být tento systém být schopen rozpoznat oblaky a 
udržet od nich předepsaný odstup. 
Systém Sense and Avoid tedy musí zajišťovat: 
- udržení dostatečného rozstupu 
- vyhnutí se srážkám ve vzduchu 
- vyhnutí se pozemnímu provozu 
- vyhnutí se terénu a překážkám 
- vyhnutí se zhoršenému počasí 
- dodržení odstupů od oblačnosti 
 
 
Tabulka 1: Způsoby získání povědomí [27] 
  Globální povědomí 
  Povědomí o provozu Povědomí o terénu a překážkách Povědomí o počasí 
Strategická úroveň Procedurální řízení, ATC Plánování mise Plánování mise 
Taktická úroveň Transpondér TAWS/EGPWS   
Reakční úroveň Sense and Avoid Sense and Avoid Sense and Avoid 
 
Ve výše uvedené tabulce INOUI uvádí rozklad problému získání globálního povědomí o 
vzdušné situaci do tříd provoz, terén a překážky, počasí, a to ve třech časových úrovních – 
strategická, taktická a okamžitá (reakční). Taktická fáze dle INOUI odhalí nebezpečí 
s předstihem 10 minut – 1 minuta, okamžitá fáze zahrnuje schopnost systému reagovat na 
nově vzniklá nebezpečí s časem do narušení bezpečné separace kratším než 1 minuta. [27] 
Systémy Sense and Avoid jsou myšleny jako poslední vrstva bezpečnostní sítě. Všechny 
vrstvy bezpečnostní sítě civilního letectví jsou znázorněny na Obrázku 4. Poznamenejme zde, 
že pro provoz UAV v neřízeném vzdušném prostoru jsou jedinými vrstvami pouze určité 
procedury a jen a pouze zrak a přítomnost pilota. Důležitost systému SAA pro integraci do 
neřízených prostor je mnohem větší než pro integraci do prostor řízených, kde je bezpečnostní 
síť podstatně robustnější a spolehlivější.  
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Obrázek 3: Bezpečnostní sítě civilního letectví [28] 
 
 
 
3.1 Požadavky na Sense and Avoid 
Existuje několik dokumentů, ve kterých se objevují různé požadavky na systémy SAA, jako 
například “Eyes in the domestic sky”, “Sense and avoid for UAS”, CAP 722, “see and avoid 
Requirement for Remotely Operated Aircraft” a “Sense and avoid requirements for unmanned 
aerial vehicle systems operating in non-segregated airspace”. Z těchto různých dokumentů 
INOUI vytvořila seznam dosud vzniklých požadavků na systémy SAA. Požadavky jsou 
rozděleny do skupin čtyř skupin odpovídajících rozkladu problému globálního povědomí 
z předchozí tabulky. Zde zmíněné požadavky nejsou závazné, nicméně mají pomoci 
porozumět komplexně problémům spojeným s SAA [27]:  
 
3.1.1 Obecné požadavky 
SAA by měl mít funkci kontroly vlastního stavu, která v případě poruchy indikuje operátorovi 
nesprávnou funkci 
Pokud nemůže být operátorovi  indikována porucha funkce SAA z důvodu ztráty spojení, 
UAV by mělo samo vyhlásit stav nouze a nastavit na odpovídači speciální kód. 
 
3.1.2 Požadavky na přehled o okolním provozu 
SAA musí být schopen: 
- detekovat a vyhnout se spolupracujícím i nespolupracujícím letadlům 
- sledovat více letadel současně 
- detekovat a vyhnout se všem létajícím objektům včetně kluzáků, závěsných kluzáků, 
paraglidů, horkovzdušných balonů, parašutistů atd. 
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- pracovat v řízených i neřízených prostorech 
-  poskytovat separaci od spolupracujícího i nespolupracujícího provozu 
- generovat manévry úniku kompatibilní s dalšími systémy, jako je ACAS 
- samostatně poskytovat autopilotovi povědomí o okolním provozu v případě prodlevy ve 
spojení s operátorem 
- po samostatném vykonání manévru úniku v průběhu ztráty spojení o této události 
informovat operátora ihned po opětovném navázání spojení 
-  brát v úvahu varování a informace z jiných systémů, jako ACAS 
-  zajistit rozstup 0,5 NM horizontálně a 500 ft vertikálně 
-  informovat operátora o detekci letadla 
- informovat operátora o nastávající konfliktní situaci a o možných radách k vyhnutí 
- samostatně vykonat manévr úniku v případě, že operátor na radu k vyhnutí nereaguje 
v dostatečném čase a bez zásahu by došlo k narušení separace 
-  informovat operátora o zamýšleném samostatném manévru a operátor musí mít možnost 
v průběhu tohoto manévru kdykoliv převzít řízení 
- dovést UAV na původní trať po samostatně provedeném manévru úniku 
- sledovat oblast ve tvaru výseče o ±110° v azimutu a ±15° v elevaci od podélné osy letadla 
- určit narušení minimální bezpečné vzdálenosti 
 
SAA by měl být schopen: 
- určit právo přednosti 
- pracovat za provozování UAV podle IFR i podle VFR 
- požádat o operátorův souhlas s návratem na původní trajektorii 
- informovat operátora o zažehnání hrozby 
 
3.1.3 Požadavky na varování před terénem a překážkami 
SAA musí být schopen: 
- detekovat a vyhnout se terénu a jiným překážkám 
- samostatně poskytovat autopilotovi povědomí o okolním terénu a překážkách v případě 
prodlevy nebo ztráty spojení s operátorem 
 
3.1.4 Požadavky na varování před počasím 
SAA musí být schopen: 
- detekovat a vyhnout se nebezpečnému počasí 
- samostatně poskytovat autopilotovi povědomí o počasí v případě prodlevy nebo ztráty 
spojení s operátorem 
SAA může přeplánovat trasu UAV v případě nepříznivého počasí 
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3.2 Sense and Avoid obecně 
 
Systémy Sense and Avoid můžeme rozdělit na pasivní a aktivní techniky, podle toho, zda 
daný systém vyhodnocuje signály vyvolané samotnou přítomností cíle (pasivní), nebo aktivně 
zjišťuje přítomnost cílů vysláním signálu, čekáním na odezvu, a vyhodnocením přítomnosti 
cíle na základě porovnání vyslaného a přijatého signálu.  
V závislosti na charakteristikách a technickém vybavení okolních cílů rozdělujeme 
technologie Sense and Avoid na spolupracující a nespolupracující. Spolupracující technologie 
spoléhají na přítomnost určitého palubního vybavení na palubách okolních cílů. Nevýhodou 
tohoto systému je neschopnost detekce nevybavených cílů. Existuje možnost předepsání 
povinnosti určitého vybavení na palubách letadel, ovšem charakteristiky systému Sense and 
Avoid zpravidla nezaručují možnost použití na všech typech letadel. V literatuře se objevuje 
faktor nazývaný SWAP, neboli Size, Weight and Power. Rozměry jsou důležitým parametrem 
z hlediska zástavby, vyšší hmotnost systému je v neprospěch instalace dalšího užitečného 
nákladu a potřebný příkon do značné míry závisí na výkonu pohonné jednotky letadla. Zde je 
na místě rozšířit tento problém na SWAPP ( SWaP + Price), protože možnosti miniaturizace 
elektroniky jsou rozsáhlé, ovšem cena o řád menších a lehčích systémů může být i o několik 
řádů nákladnější, což komplikuje předepsání povinnosti takového vybavení na paluby letadel 
všeobecného letectví nebo sportovních létajících zařízení spadajících pod Leteckou 
amatérskou Asociaci. Spolupracující systémy větších rozměrů, hmotností a potřeby napájení 
nebude možné instalovat např. do letadel kategorie ULL, motorových kluzáků, 
horkovzdušných balónů. Přesto tyto vzdušné prostředky musí být detekovány, protože pokud 
bereme UAV o charakteristikách běžného letadla všeobecného letectví (např. Cessna 172), tak 
toto letadlo má za povinnost dát přednost a vyhnout se těmto a dalším skupinám vzdušných 
dopravních prostředků dle předpisu L2 – Pravidla létání. Pro detekci nespolupracujících cílů 
tedy musíme využít nespolupracující technologie Sense and Avoid, které jsou zpravidla 
mnohem složitější, větší, těžší, nákladnější a určení polohy přítomnosti cíle je zatíženo větší 
chybou.  
 
První z kombinace aktivní/pasivní a spolupracující/nespolupracující vezměme aktivní 
spolupracující. Tento systém zahrnuje dotazovač monitorující sektor před UAV, komunikující 
s dotazovači jiných letadel. Tento systém zpravidla je schopen určit vzdálenost a směr 
k letadlu a je použitelný za VMC i IMC. Nevýhodou tohoto systému je jeho poměrně vysoká 
cena. Současným systémem v této kategorii jsou různé systémy ACAS. 
Aktivní nespolupracující systémy se využívají k systematickému prozkoumávání sektoru před 
UAV pomocí radarového nebo laserového sensoru. Analýzou signálu odraženého od cíle lze 
získat vzdálenost, směr a rychlost přibližování. Nevýhodou těchto systémů je poměrně vysoká 
cena a hmotnost. Příkladem aktivního nespolupracujícího systému může být kombinace 
mikrovlnného radaru s infračerveným sensorem, která byla původně vyvinuta pro vrtulníky 
k varování před vedením vysokého napětí. 
Pasivní spolupracující prvek využívá přijímače a vysílače, ovšem kde každé letadlo 
automaticky vysílá svoji polohu, výšku a vektor rychlosti. V takovémto případě samotný 
sensor nic neměří, pouze na základě vlastní pozice a rychlosti vypočítává časy do střetnutí. 
Takovéto systémy jsou podstatně jednodušší, lehčí a levnější, ovšem pokud každý vysílá, pak 
např. v přeplněných oblastech může docházet ke zmatku, komolení, překrývání zpráv. 
Inherentní nevýhodou je nemožnost detekce nespolupracujících cílů.  
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Pasivní nespolupracující systémy jsou na realizaci nejnáročnější. Svými principy jsou 
nejbližší analogií lidského oka. Tyto systémy poskytují azimut a elevaci okolních cílů. Tyto 
systémy však nedokáží dostatečně určit vzdálenost ani rychlost přibližování a stěží pronikají 
přes meteorologické jevy. Podvěsné EO/IR sensory obdobné kamerám mohou být základem 
těchto systémů. Přenos záznamu do pracoviště operátora však je proces vyžadující poměrně 
široký datový kanál. Právě vznikající technologie optického toku by mohla tento problém 
vyřešit. Metoda funguje na principu detekce nehomogenit v toku pixelů, tedy detekce 
pohyblivých cílů na pozadí oblohy. Pokud je nějaký cíl zaznamenán, na pracoviště operátora 
je odeslána pouze informace o azimutu a elevaci. [20] 
 
4 Technologie Sense and Avoid 
4.1 ACAS 
Airborne Collision Avoidance System využívá přítomnosti odpovídačů sekundárního radaru 
na palubách letadel. Pracuje nezávisle na ATC, všech externích systémech jako jsou radary a 
satelity, autopilotech a navigačních systémech družicových či inerciálních. Nominální dosah 
ACAS je 40 NM, nicméně v závislosti na charakteristikách okolního provozu je možné jej 
snížit až na 5 NM při zachování dostatečné úrovně bezpečnosti. ACAS se chová jako 
pozemní dotazovač s malým výkonem a dosahem, dotazy též nevysílá v úzkém svazku, ale do 
širšího sektoru pomocí směrové antény (Obrázek 6). Dotazovač vysílá dotazy v intervalech 
obvykle nepřekračujících jednu sekundu, což zajistí dostatečnou aktualizaci informace o 
poloze potenciálního cíle. [4] 
 
4.1.1 Princip funkce 
Funkční schéma z předpisu L10 výstižně popisuje souslednost činností systému ACAS 
k zajištění dostatečné bezpečnosti: 
 
Obrázek 4: Funkční schéma ACAS [21] 
 
Ve fázi Sledování směrová anténa postupně generuje svazky, které směřují dopředu, dozadu, 
doleva a doprava. Dohromady zajišťují pokrytí prostoru ve všech azimutálních úhlech. [21]  
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Ve fázi Informace o letovém provozu jsou na základě přijatých odpovědí zjištěny následující 
charakteristiky odpovídajícího letadla – tzv. narušitele: 
vzdálenost měřením času od vyslání dotazu k přijetí odpovědi  
azimut narušitele pomocí směrových vlastností antény 
tlakovou výšku narušitele zakódovanou v odpovědi módu C 
 
 
Obrázek 5: Anténní charakteristika ACAS [44] 
 
 
Úhel příjmu vysílání od odpovídajících odpovídačů může být určen s přesností lepší než 10 
stupňů RMS pomocí několika jednoduchých a praktických technik pro stanovení směru. Tyto 
techniky obvykle využívají sadu čtyř nebo pěti nesymetrických vyzařovacích elementů 
umístěných na povrchu letadla ve čtvercovém seskupení s čtvrtvlnným rozstupem. Signály z 
těchto elementů mohou být spojeny tak, že generují od dvou do čtyř rozdílných svazků. U 
svazků poté mohou být porovnány fáze a amplitudy pro odhad, z jakého směru přišel přijatý 
signál. Tato úroveň přesnosti zaměření je přiměřená tomu, aby zajistila pilotovi tzv. TA – 
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Traffic Advisory, informace o okolním provozu zobrazena pilotovi jako doplněk při získání 
vizuálního kontaktu s letadly - narušiteli.[21] 
Fáze zjištění ohrožení vychází z dříve zjištěných narušitelů a jejich charakteristik. Na základě 
sledování narušitele v průběhu času je vypočten čas dosažení bodu největšího sblížení, také 
CPA – closest point of approach. ACAS vymezuje kolem letadla tzv. chráněný prostor a 
kontroluje, jestli do tohoto prostoru nepronikne potenciální narušitel. ACAS provádí test 
vzdálenosti a test výšky. Oba testy spočívají ve zjištění horizontální resp. vertikální 
vzdálenosti, ve vypočtení relativní horizontální resp. vertikální rychlosti a v následném 
spočtení času do dosažení bodu sblížení a porovnáním tohoto času s kritickou hodnotou. 
Pokud oba dva vyjdou pozitivní, cizí letadlo je vyhodnoceno jako narušitel. [4] 
V případě, že relativní rychlosti obou letadel jsou velmi malé, je hodnota času do nejbližšího 
bodu sblížení velmi vysoká, přestože vzájemná vzdálenost mezi letadly může být jen pár mil. 
Taková situace může nastat například při pomalém předlétávání. Protože náhlý manévr 
jednoho letadla by skokově zvýšil relativní rychlosti, nezbyl by dostatečně dlouhý časový 
úsek pro bezpečné vyhnutí. Proto ACAS používá pro tyto situace doplňkové vzdálenostní 
kritérium. [4]   
K řešení konfliktu ACAS doporučení vhodný manévr úniku – tzv. RA – Resolution Advisory. 
Manévry úniku jsou ohraničeny vertikální rovinou a mohou být charakterizovány smyslem 
(„nahoru“ nebo „dolů“) a silou. Cílem RA se smyslem „nahoru“ je zajistit, že vlastní letadlo 
mine letadlo - narušitele bezpečně nad ním. Cílem RA se smyslem „dolů“ je zajistit, že 
letadlo mine letadlo - narušitele bezpečně pod ním. Příklady úrovní návrhů řešení konfliktu se 
smyslem „nahoru“ jsou „omezit vertikální rychlost" (do omezené stanovené rychlosti 
klesání), „neklesat", nebo „stoupat". Příklady ekvivalentních úrovní návrhu řešení konfliktu se 
smyslem „dolů“ jsou „omezit vertikální rychlost" (do omezené stanovené rychlosti stoupání),  
„nestoupat",  nebo „klesat". Existují dva druhy RA „pozitivní", znamenající požadavek 
stoupat nebo klesat konkrétní vertikální rychlostí a „omezení vertikální rychlosti", 
znamenající, vyhnout se stanovenému rozsahu vertikálních rychlostí. Každé doporučení může 
být "korigující" nebo "preventivní". Korigující návrh  stanovuje změnu okamžité vertikální 
rychlosti vlastního letadla, zatímco preventivní návrh tuto změnu nepředpokládá.  [21] 
Poslední fází je koordinace a spojení. Pokud jsou oba letouny vybaveny verzí ACAS II, tyto 
systémy zajišťují koordinaci svých RA, doporučené manévry úniku jsou poté navzájem 
komplementární. 
 
4.1.2 Použití pro UAV 
ACAS II musí být v ČR povinně instalován na všech letounech, jejichž maximální schválená 
vzletová hmotnost je větší než 15 000 kg nebo jsou schváleny pro přepravu více než 30 
cestujících s platností od 1.1.2003. Od 1.1. 2005 musí být ACAS II povinně instalován na 
všech letounech s turbínovým motorem, jejichž maximální schválená vzletová hmotnost je 
větší než 5 700 kg nebo jsou schváleny pro přepravu více než 19 cestujících. Přítomnost 
antikolizního systému na palubě je však doporučena všem letadlům. [23]   
ACAS je prozatím jediným certifikovaným antikolizním systémem, jež má v předpisu 
zakotveny charakteristiky a požadavky. Ano, je v současné době využíván v řízeném 
vzdušném prostoru. To je ale způsobeno tím, že ACAS využívá palubních odpovídačů 
sekundárního radaru (nejlépe odpovídače modu S, který oproti základním módům A/C 
umožňuje i výměnu širšího spektra informací různého druhu a využití), který je pro lety 
v řízeném vzdušném prostoru předepsán.  
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ACAS komunikující s odpovídačem módu A je schopen zjistit pouze azimut a hodnotu šikmé 
vzdálenosti, což pilotovi poskytuje pouze nepřesnou informaci o přítomnosti narušitele. 
ACAS komunikující s odpovídačem v módu C je schopen navíc zjistit vertikální rozstup a 
spočítat hodnotu vertikálních rychlostí. ACAS je na základě těchto informací schopen 
vydávat pilotovi RA, které však nejsou koordinovány s narušitelem. Existuje tedy možnost 
vydání protichůdných RA. U letadel vybavených odpovídačem módu S dochází k vydávání 
koordinovaných RA a bezpečnost zde dosahuje nejvyšší úrovně. ACAS je v praxi neustále 
monitorován a jsou analyzovány všechny reálné situace. Dle zjištěných výsledků jsou poté 
EUROCONTROLem navrhnuta a realizována opatření pro zvýšení bezpečnosti. 
Je nutné mít na vědomí, že ACAS je úzce spjat s odpovídačem. Dosud ne všechna letadla 
mají povinnost vybavení tímto odpovídačem, z důvodu jejich velikosti, hmotnosti, potřebného 
výkonu a také pořizovací ceny.  
 
V současné době musí být v ČR odpovídačem A/C vybavena [25]: 
– všechna letadla provádějící let IFR, 
– všechna motorová letadla a balóny provádějící lety VFR ve FL 60 až do FL 95 
– všechna letadla provádějící let VFR nad FL 95 v ACC sektoru E CTA Praha. 
 
Odpovídačem módu S se schopností Elementary Surveillance musí být vybavena všechna 
letadla plánující let v následujícím vzdušném prostoru [25]: 
 
– ACC sektory W, N a S CTA Praha, nad FL 95, 
– TMA Praha a CTR Ruzyně 
 
Pokud by byl nainstalován systém ACAS II na palubu UAV, pak by byla zajištěna separace 
ode všech letadel s odpovídačem módu A/C a vyšším. Bohužel, pro integraci UAV do 
neřízeného vzdušného prostoru, je třeba počítat i s nespolupracujícím provozem, tedy vším 
provozem do FL 60 ve vzdušném prostoru třídy E a s ultralehkými letadly, kluzáky, 
motorovými závěsnými kluzáky, závěsnými kluzáky, paramotory, ultralehkými vírníky  a 
ultralehkými vrtulníky ve vzdušném prostoru třídy E až do FL 95.  
Pokud by takovýto systém byl úřadem (ÚCL) schválen jako dostatečný pro potřeby Sense and 
Avoid, je nasnadě jeho využití v následujících kategoriích UAV dle režimu provozu 
(kategorizace je uvedena v Příloze A): 
Kategorie 3a, pokud manévr úniku vykonává autopilot nebo operátor  
Kategorie 4a, pokud manévr vykonává autopilot. Prodleva satelitního spojení zde má 
nežádoucí vliv na bezpečnost. Ačkoliv palubní antikolizní systém zjistí narušitele 
s dostatečným předstihem, operátor se o potenciální hrozbě kolize dozví s několika- 
sekundovým zpožděním, které sníží možnosti bezpečného manévrování. 
 
EUROCONTROL si však je vědom toho, že ultralehká a bezmotorová letadla nemohou lehce 
uspokojit energetické a hmotnostní požadavky na S transpondery (odpovídač Level 1 
Elementary Surveillance pro letadla všeobecného letectví s rychlostí do 175 kt a dostupem 
15000 ft  musí mít výkon alespoň 170W, má hmotnost 0,7-2 kg), proto existují studie a 
výzkumné programy LAST – Light Aviation S Transponder a LPST – Low Power 
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S Transponder, které mají za úkol dostat S odpovídače na paluby všech letadel v řízeném i 
neřízeném vzdušném prostoru. Na přítomnost odpovídačů na palubách letadel samozřejmě 
navazuje i zavedení ACAS II (zařízení od Rockwell Collins nebo Thales určené pro 
pilotovaná letadla větších kategorií se svými spotřebami pohybují okolo 65 W a váží 6-8kg). 
Problémem těchto zařízení však zůstává cena. S transpondery se svojí cenou pohybují kolem 
45 000 Kč, anténa, zástavba a nastavení certifikovanou organizací tuto částku přibližně 
zdvojnásobuje.  
 
V případě budoucího úplného rozšíření povinnosti vybavení odpovídačem modu 
S v kombinaci s předepsáním povinnosti palubního antikolizního systému by pak byla 
dosažena separace ode všeho provozu. V takovémto použití by bylo možno rozšířit 
provozování UAV i do dalších tříd vzdušného provozu a provozovat i kategorie 3b a 4b za 
obdobných podmínek vykonání manévrů úniku 
 
4.2 FLARM 
 
FLARM je systém varování před okolním provozem, primárně vyvinutý k uspokojení potřeb 
pilotů kluzáků a paraglidů v alpských oblastech, kde obzvláště bílé kluzáky jsou na pozadí 
zasněžených hor pouhým zrakem špatně rozpoznatelné.  
 
4.2.1 Princip funkce 
Zařízení FLARM získává informaci o své pozici a pohybu z vestavěného 16-ti kanálového 
GPS přijímače s externí anténou. Přesnost měření výšky vylepšuje vestavěný snímač tlaku. 
FLARM počítá předpokládanou trajektorii a tuto informaci spolu s identifikací unikátní pro 
každý přístroj vysílá rádiovým digitálním signálem o nízkém výkonu v intervalech dlouhých 
1 sekundu. Pokud je v dosahu vysílání jiné zařízení FLARM, zachytí tento signál a porovná 
předpokládanou trajektorii letu vysílajícího zařízení s předpokládanou vlastní trajektorií letu. 
V tom samém čase  FLARM porovnává svoji předpokládanou trajektorii letu s databází 
známých překážek (včetně vedení vysokého napětí, pozemních vysílačů, a lanových drah). 
Pokud zařízení určí riziko nebezpečného přiblížení jednoho nebo více letadel nebo překážky, 
poskytne pilotovi varování pouze před tou největší  - nejaktuálnější hrozbou v daném 
časovém okamžiku. Varování tvoří pískavý zvuk. Sada LED diod na displeji zařízení umožní 
informovat o závažnosti hrozby a o horizontálním a vertikálním úhlu k narušiteli. Během 
létání v kruhu je do predikce trajektorie zapojen jiný algoritmus než pro let přímý. [26] 
 
Pracovní dosah je velmi závislý na způsobu instalace antény na letadle. Typický dosah je 3-5 
km, což je dostačující i pro rychlé kluzáky s rychlostí až 250 kt, za předpokladu, že oba piloti 
obdrží varování umožňující vizuální identifikaci a následně oba reagují dle pravidel pro 
vyhýbání. Varování jsou vydávána s dostatečným časovým předstihem, obdobně jako u 
ACAS, systém FLARM nesleduje absolutní vzdálenost, ale vypočítává čas do bodu 
největšího sblížení. Varování má tři úrovně: 
První úroveň varování je vydávána 19 – 25 vteřin před potenciální kolizí, druhá úroveň značí 
14 – 18 vteřin do kolize a třetí úroveň varuje před srážkou 6 – 8 vteřin dopředu.  
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Varování je vydáváno po celou dobu hrozby kolize, ovšem úroveň se může v průběhu času 
měnit v závislosti na aktuální predikci. Varování jsou výběrová, jsou vydávána pouze ty 
s vysokou pravděpodobností kolize v blízké budoucnosti, ovšem citlivost může být pomocí 
počítače upravena. [26] 
 
4.2.2 Režimy provozu 
FLARM pracuje ve dvou režimech: Nejbližší a Kolize. V režimu „Nejbližší“ systém hlásí 
přítomnost dalších letadel v blízkosti, přestože porovnání trajektorií a výpočet nepotvrdí 
pravděpodobnost kolize. Zobrazená informace je omezena nastavitelným rádiem a vertikální 
separací (výchozími hodnotami jsou 3km resp. 500m. Pokud zařízení zachytí signál jiného 
letadla, v tomto režimu pouze zobrazí zelenou barvou jeho směr bez výstražného blikání a 
ozvučení. Jakmile FLARM zjistí nebezpečí kolize, automaticky se přepne do režimu Kolize a 
audiovizuálně varuje pilota. [26] 
 
Obrázek 6: FLARM - průběh varování před srážkou [26] 
 
Přínos zařízení FLARM pro bezpečnost v různých kolizních situacích popisuje Obrázek 8: Ve 
4 z 5 možných kolizních situacích FLARM vykazuje lepší možnosti identifikace 
potenciálního narušitele, než umožňuje vlastní pozorování okolí pilotem. 
Další výhodou FLARM je vlastní databáze překážek. FLARM je schopen porovnávat 
vypočtenou pozici s databází pozemních překážek a varovat tak pilota i o přítomností 
známých překážek.  
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Obrázek 7: Přínos FLARM pro různé situace 
[www.gliderpilot.org/FLarmFlightSituationsandPerformance] 
 
4.2.3 Použití pro UAV 
FLARM poskytuje poměrně kvalitní přehled o okolním spolupracujícím provozu, ačkoliv 
oproti ACAS je zobrazení okolního provozu značně zjednodušeno. FLARM je dostupný i pro 
ty nejmenší kategorie letadel (jsou používány i pro paragliding), kde základní zařízení od 
Firmy Swiss FLARM váží okolo 120g, velikost  75 x 25 x 110 mm s pořizovací cenou okolo 
10 000,- 
Problémem je veřejné pásmo, ve které FLARM vysílá. Pásmo je určeno pro ISM (Industrial, 
Science and Medical band) využití a není chráněno, proto funkce FLARM může být omezena 
rušením jiným vysíláním v tomto pásmu. Vlastnictví značky může být překážkou pro 
zavedení povinnosti FLARM pro všechny kategorie letadel velikostí spadající pod LAA. 
Doposud největším problémem však může být současná nekompatibilita FLARM 
s přehledovými a antikolizními systémy jako jsou ACAS, SSR, a ADS-B  „velké“ letecké 
dopravy.  
 
I kdyby v ČR v budoucnu došlo k zavedení povinnosti FLARM na palubách lehkých letadel 
(tato povinnost je postupně zaváděna v alpských oblastech s vysokou hustotou pohybu 
kluzáků), FLARM nikdy nebude sloužit jako plnohodnotná náhrada principu see and avoid, 
pouze bude doplňkem vizuálního vyhledávání okolního provozu. Prozatím je tedy FLARM 
pouze podporou pro VFR letadla, kde pilotům umožňuje lepší a rychlejší orientaci v okolním 
prostoru. Existují však i vyspělejší palubní přijímače FLARM, které umí informace o okolním 
provozu zobrazit v podobném grafickém rozhraní, jako má ACAS. Úhlová informace je 
v případě FLARM přesnější, než u ACAS, výpočet polohy ze souřadnic GPS je několikrát 
přesnější, než určení azimutu pomocí malé směrové antény ACAS. 
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V případě zavedení povinnosti vybavení FLARM pro všechny ostatní vzdušné prostory, ve 
kterých dosud není povinnost vybavení odpovídačem, si dovedu představit použití 
modifikovaného zařízení na palubách i IFR letadel. Zařízení by pouze pasivně poslouchalo 
okolní FLARM vysílání různých sportovních létajících zařízení, a získanou informaci o 
okolním provozu by transformovalo do zobrazení palubního antikolizního systému ACAS. 
Zavedení této povinnosti by učinilo všechen provoz spolupracujícím a vylepšilo by možnosti 
vlastní separace i letů IFR od VFR v nižších třídách vzdušného provozu (E,G). 
 
4.3 Automatic Dependent Surveillance – Broadcast 
ICAO definuje ADS-B jako: „způsob přehledu o vzdušné situaci vysílající parametry jako je 
poloha, trať a traťová rychlost přes vysílací mód datového spoje ve specifikovaných 
intervalech k využití jakémukoliv uživateli na zemi či ve vzduchu, který tyto parametry 
vyžaduje“ [27] 
 
4.3.1 Princip funkce 
ADS-B je zařízení fungující na obdobném principu jako FLARM, tedy na vysílání polohy 
zjištěné na základě signálu družicových navigačních systémů. ADS-B je systémem mnohem 
dospělejším, vyvinutým pro potřeby velké letecké dopravy. Oproti FLARM má podstatně 
rozšířenou funkčnost a je navázán na další systémy současné letecké dopravy (ACAS, SSR), 
je certifikován, financován a prosazován mezinárodními organizacemi pro civilní letectví.  
Nutno podotknout, že ADS-B nebyl primárně vyvinut a není v současnosti implementován 
jako prostředek k naplnění sense and avoid, jeho účelem je poskytovat kvalitnější přehled 
řídícímu letového provozu. ADS-B poskytuje závislý přehled, řídící se spoléhá na údaje, které 
letadlo samo automaticky vysílá. ADS-B má obdobnou, ne-li lepší, informační schopnost jako 
SSR v modu S, nicméně pozemní technické zařízení je ve srovnání s robustním systémem 
sekundárního radaru realizovatelné za desetinovou cenu při pokrytí stejného objemu 
vzdušného prostoru. Pozemní zařízení je možné instalovat i na špatně dostupných místech, 
poskytuje o řád lepší aktualizaci informace a přesnější informaci o poloze cíle. [8] 
 
Jak však vyplývá z definice ICAO, informace vysílané letadlem jsou k dispozici nejen 
uživatelům na zemi, ale také všem uživatelům ve vzduchu, kteří jsou tyto informace schopni 
využít. 
 
Letadla vybavená zařízením ADS-B mají dle specifikace RTCA/DO242A schopnost vysílat 
informace třech druhů [28]: 
- přehledový stav  
- status  
- další zprávy závislé na podmínkách letu, zahrnující následující typ zpráv: 
- zpráva o změně statusu 
- rychlost vztažená ke vzduchu  
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- zpráva o cílovém stavu (obsahuje horizontální i vertikální profil nejbližšího segmentu tratě 
naplánovaném v palubním navigačním systému, FMS, či obdobném systému 
- zpráva o změně trajektorie (horizontální profil nově zadané tratě, čas dosažení určitého 
bodu, poloměr zatáčky a další parametry manévru) 
 
Pro využití ADS-B jako antikolizního systému jsou pro výpočet bodu největšího sblížení 
s dostatečným předstihem velmi důležité právě informace o poloze, traťové rychlosti a zprávy 
o cílovém stavu. Zprávy o změně trajektorie jsou výbornou podporou pro koordinaci manévru 
úniku.  
 
ADS-B není omezeno na jeden datový kanál, je možnost využívat tří druhů spojení. 
- 1090 Extended Squitter, data jsou vysílána palubním odpovídačem sekundárního radaru ve 
volných časových intervalech mezi vysíláním odpovědí SSR a ACAS 
- UAT, vysílání pomocí univerzálního přijímače/vysílače Universal Access Transciever na 
978 MHz, který se využívá k přijímaní FIS, TIS, zprávách s informacemi o počasí  
- VDL Mód 4, Datový spoj na VKV 
V současnosti je nejrozšířenějším využitím právě palubního odpovídače sekundárního radaru, 
kdy je nutný pouze přijímač GNSS, všechna ostatní technika a elektronika k získání informací 
jiných než polohy GPS již na palubách letadel je přítomno (transponder, ACAS), pouze je 
potřeba vylepšení software.  
 
Variace pojmů s ADS 
ADS-B Out/In 
ADS-B Out je označením schopnosti letadla pouze vysílat potřebné informace. Tato 
schopnost je plně dostačující pro potřeby řízení letového provozu. Palubní vybavení se 
schopností ADS-B In je připraveno přijímat a analyzovat zprávy formátu ADS-B a následně 
je zobrazit pilotovi na CDTI – Cockpit Display on Traffic Information, zobrazovacím zařízení 
ACAS, případně promítnout okolní provoz do displeje GPS a poskytnout tak pilotovi 
vizualizaci okolního provozu.  
 
ADS-C 
Automatic Dependent Surveillance – Contract funguje obdobně jako ADS-B, s tím rozdílem, 
že příjemce může odesílateli sdělit, jaký typ informace chce právě přijmout, které jsou pro něj 
aktuálně zajímavé. Odesílatel poté odešle konkrétní informace. V takovémto případě je ADS-
C systémem aktivním spolupracujícím. Právě tento typ ADS je dle mého názoru technicky 
schopen koordinace manévrů úniku, jako je tomu v případě ACAS.   
 
TIS-B 
Traffic Information Service – Broadcast je způsob, jak doplnit přehled o vzdušném prostoru o 
nespolupracující letadla – letadla nevybavená ADS-B. Informace o poloze těchto letadel je 
zjištěna pomocí přehledových radarů řízení letového provozu, tedy pomocí primárních a 
sekundárních radarů, případně multilaterace. Informace o poloze těchto letadel jsou poté 
vysílány z pozemní stanice letadlům vybaveným ADS-B.  
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4.3.2 Použití pro UAV 
Možnosti technologie ADS jsou velmi široké a jelikož je ADS stále ve vývoji, možností stále 
přibývá. ADS-B může UAV poskytnout dostatečně přesné informace o poloze okolního 
spolupracujícího provozu. Tyto informace jsou dle mého názoru dostatečně přesné a 
dostatečně aktuální pro potřeby SAA. Možnost navázání komunikace s jiným letadlem 
obdobně jako u ACAS zajišťuje možnost koordinace manévrů úniku v případě kolizní situace. 
Detailní informace o profilu trati potenciálního narušitele jsou výbornou pomůckou ke 
kontrole dodržení separace na dostatečnou dobu dopředu i v případě, že letadlo bude 
v blízkém časovém horizontu plánovaně měnit kurz či výšku. ACAS není schopen tyto 
plánované změny trajektorie postihnout. Je pravdou, že ADS-B poskytuje informace závislé, 
v případě chybové funkce či úmyslného vysílání chybných informací bude indikovat polohy 
okolních letadel chybně. Tento nedostatek by dle mého názoru mělo jít odstranit kombinací 
dotazování ACAS a příjmem ADS-B. Oba způsoby jsou schopny získat identifikaci letadla, 
ACAS je schopen určit vzdálenost a přibližný azimut, což je dostatečné pro hrubé zaměření. 
Tato informace by byla spárována podle identifikace letadla s vysíláním ADS-B, podle něhož 
lze určit polohu cíle s menší chybou. Pokud by si obě informace o poloze cíle přibližně 
odpovídaly, je vyloučen problém chybné funkce přijímače GNSS i záměrné vysílání 
falešných údajů.  
Hlavním důvodem, proč v současné době není možné využít ADS-B jako SAA je 
neschopnost detekce nespolupracujících cílů. Existuje možnost zobrazení nespolupracujících 
cílů pomocí TIS-B, ovšem tyto informace trpí všemi neduhy radarové přehledové informace – 
nižší přesnost, nedostatečné pokrytí celého vzdušného prostoru, větší chyba polohové 
informace.  
Nutno podotknout, že ADS-B samo o sobě není prozatím schopno samostatného rozhodnutí o 
manévru úniku, nevydává proto žádné rady k vyhnutí. Schopnost rozhodování by byla 
umožněna až při spojení systému s ADS-B s ACAS.  
 
ACAS, FLARM ani ADS-B v současné době nemohou být uznány jako plnohodnotný systém 
SAA také z toho důvodu, že nejsou schopny detekce nespolupracujícího provozu. Pokud 
nebude zavedeno povinné vybavení těmito systémy pro všechen letecký provoz a nebude tedy 
učiněn všechen provoz spolupracujícím, musíme hledat pro systémy SAA jiné řešení. 
 
4.4 Radar 
4.4.1 Princip funkce 
Radar je aktivní spolupracující systém, který vysílá zpravidla vysokofrekvenční 
elektromagnetické impulsy směrovou anténou. Na základě odrazů tohoto 
elektromagnetického vlnění od objektů lze určit vzdálenost od cíle, jeho relativní rychlost a 
směr. Vzdálenost je určena změřením času mezi vysláním pulsu a přijetím odrazu, směr je 
určen na základě vyzařovací charakteristiky antény a relativní rychlost je možno měřit za 
využití Dopplerova efektu. 
 
 
 
 
 36 
Pro systémy SAA přichází v úvahu tři typy radarů [29]: 
Mikrovlnný radar 
Tento aktivní systém vysílá elektromagnetické záření o určité frekvenci (zpravidla UKV nebo 
SKV). Mikrovlnný radar je za dobu své existence na poměrně vysoké úrovni, vždyť palubní 
radary se vyskytovaly už ve válce ve Vietnamu na letounech Phantom. Výhodou je možnost 
detekce cíle na velké vzdálenosti. V závislosti na zvoleném frekvenčním pásmu lze docílit 
nízký útlum vlivem atmosférických jevů (srážky, oblaky, mlha). Nicméně rozměry a 
hmotnost mikrovlnných radarů jsou značné, proto jsou možnosti instalace obzvláště na menší 
letouny velmi omezené.  
Laserový radar 
Laserový radar je velmi podobný radaru mikrovlnnému radaru. Využívá impulsů světla 
k měření vzdálenosti. Analýzou několika odezev v průběhu času lze určit relativní rychlost 
cíle. Charakteristický pro laserový radar je velmi úzký svazek, což umožňuje velmi přesné 
zaměření cíle. Na druhou stranu doba prohledávání celého sektoru zájmu je velmi dlouhá, 
k dosažení obnovy informace jako u mikrovlnného radaru je zapotřebí více sensorů. Oproti 
mikrovlnným radarům jsou ty laserové velmi nevyvinuté a jejich rozvoj pro potřeby SAA by 
vyžadoval značné investice. Protože radary pracují ve viditelném spektru, je jejich 
použitelnost ovlivněna zhoršenými meteorologickými podmínkami.  
Bistatický radar 
Tento radar má oddělenu anténu přijímače a vysílače. Jeho výhodou je menší hmotnost, 
velikost a také nižší potřebný výkon. Toto zařízení je velmi složité a velmi nákladné, proto se 
využití v civilním letectví nepředpokládá. 
Radary jakožto prostředky pro získání přehledu o vzdušné situaci jsou používány již od Druhé 
světové války. V počátečních fázích vývoje to byla robustní zařízení, s rozvojem 
elektrotechniky a miniaturizace jednotlivých prvků bylo možné zmenšit celé systémy a bylo 
takticky výhodné umístit tato zařízení na paluby bojových letadel. Schopnost primárních 
radarů detekovat oblaky přinesla jejich využití i na palubách civilních letadel. V současné 
době se o palubních radarech uvažuje jako o možném systému SAA, protože jsou schopny 
detekovat okolní provoz, terén i nepříznivé počasí jak např. silný déšť. Každý pevný objekt 
v atmosféře lišící se hustotou od vzduchu odrazí radarové vlny. Zvlášť elektricky vodivé 
materiály mají obecně výborné odrazné vlastnosti. Radarové vlny mohou být přítomností 
objektu v jejich cestě různě ovlivněny. Vlnové délky několikrát větší než jsou rozměry 
sledovaného cíle zpravidla procházejí dál, cílem výrazně neovlivněny, část odražené energie 
je velmi malá. Pokud jsou vlnové délky v porovnání s rozměry objektu několikrát menší, je 
většina energie vlny odražena. Délka vlny má též významný vliv na velikost antény při 
zachování dostatečně úzkého svazku. Z tohoto důvodu radary pracují s vlnami v řádu 
jednotek centimetrů. 
Radar na základě analýzy přijatého odraženého signálu schopen rozpoznat jakoukoliv 
nehomogenitu ve vzduchu, včetně jiných letadel, vrtulníků, ULL, kluzáků, horkovzdušných 
balónů a jiných SLZ. Lze detekovat oblaky, oblasti silných srážek, hejna ptáků. Bohužel, 
radar trpí i neduhy jako jsou nežádoucí ozvy, šum a je možné, že detekuje neexistující cíle, 
případně že příliš vzdálené cíle nejsou detekovány, protože signál od nich odražený je velmi 
slabý a zaniká v okolním šumu.    
 
Čtyřmi základními prvky radaru jsou : vysílač, přijímač, anténní přepínač a anténa. Vysílač 
generuje vysokofrekvenční pulsy (mikrovlnné nebo světelné), přijímač naopak detekuje, 
zesiluje a analyzuje přijatý signál, který posléze zobrazí na vhodný indikátor. Anténní 
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přepínač má zajistit, aby těsně před začátkem vysílání byl odpojen přijímač a zapojen vysílač. 
V případě, že by nebyl odpojen přijímač, vyslaná obrovská energie by šla přímo do přijímače 
kde by mohla vážně poškodit jeho citlivé zpracovávající obvody. Opětovné přepnutí 
z vysílání na příjem musí proběhnout co nejrychleji, aby byly detekovatelné cíle i 
v bezprostřední blízkosti radaru, což je právě pro naplnění potřeb SAA dle mého názoru 
velkým problémem. Např. primární přehledový radar STAR 2000 instalovaný na letišti Praha 
Ruzyně roku 2007 má minimální dosah deklarovaný na 0,25 NM, což je 463 metrů, méně 
modernější přehledový radar RL-64 má dokonce deklarovaný minimální dosah 1,5 km[31]. 
Má-li SAA sloužit k detekci blízkých hrozeb, jsou takovéto minimální dosahy nevhodné. 
Minimální dosah lze snížit použitím radaru s velmi úzkými pulsy.  
 
4.4.2 Použití pro UAV 
Jako zásadní omezení instalace radarového systému na palubě pilotovaných i bezpilotních 
letadel se uvádí vysoká hmotnost, značné rozměry, pořizovací náklady. V posledních letech 
bylo vytvořeno firmou Amphitech International menší zařízení, s váhou 5 – 7 kg, válcovým 
tvarem o průměru 28 cm a výšce 25 cm a nízkém středním výkonu okolo 50 kW. Tyto 
parametry umožňují instalaci na paluby i menších letadel. [4]   
Radar dovolí operátorovi detekovat narušitele na vzdálenost několika mil, což i v případě 
vysokých sbližovacích rychlostí poskytuje dostatek času pro vyhnutí se kolizi. Radar je 
schopen okolní provoz detekovat, ale jeho současná použití nejsou schopna určit, zda je 
narušitel na kolizním kurzu, a následně varovat pilota. Pokud však známe track narušitele 
v průběhu času, mohli bychom tyto informace postoupit systému, který je schopen vydávat 
doporučení vhodného manévru k vyhnutí (např. zpracovávající programy ACAS). 
Radar je schopen detekovat dopravní letadla, letadla všeobecného letectví, všechna sportovní 
létající zařízení, oblaky, oblasti se silným deštěm, i terén a překážky. Schopnost detekce není 
výrazně snížena meteorologickými jevy, není závislá na slunečním světle. Z tohoto pohledu je 
radar unikátním zařízením, které nekompromisně odhalí všechno, co není vzduch. Má některé 
nedostatky (nežádoucí ozvy, šum) které ovšem lze  vhodnými technikami do velké míry 
potlačit. Pro účely SAA je však důležité, aby takovýto radar měl velmi nízký minimální 
dosah, tedy aby pracoval s velmi úzkými pulsy a s dostatečně rychlým anténním přepínačem. 
Protože pro potřeby SAA není nutné detekovat narušitele na stovky, ale maximálně na desítky 
kilometrů, (tedy oproti přehledovým radarům o řád nižší dosah), bude podle radiolokační 
rovnice uvedené např. v [31] stačit o čtyři řády nižší výkon (střední výkon výše uvedeného 
primárního přehledového radaru STAR 2000 je 23-24 kW, odhadem tedy lze pracovat se 
středním výkonem v řádu desítek Wattů). Problémem bude také rychlost aktualizace 
informace při pokrytí poměrně širokého prostorového úhlu. U NASA testovaného radaru 
OASys bylo dosaženo aktualizace informace každých 3,5 sekundy pro pokrytí ± 85 ° 
v azimutu a ±10 ° v elevaci. [32] 
Problémem širšího nasazení impulsních radarů může být neschopnost identifikace zdroje 
vysílání. Představme si situaci např. 5 UAV nacházejících se v jednom TMA, které se 
navzájem ozařují svými palubními radary pracujícími na stejné frekvenci. Ve zpracování 
odražených impulsů nebude možné identifikovat, který odraz byl vyvolán vlastním vysílačem. 
V současné době neexistuje aplikace radaru, která by byla schopna vydávat doporučení 
vhodného manévru úniku. Nicméně dle mého názoru jde „pouze“ o problém vhodného 
software a rozhodovacích algoritmů. Je jasné, že vývoj tohoto software bude časově náročný, 
složitý, provázen testováním a po usilovném snažení možná i certifikovaný. Z technického 
hlediska však software nepřidává na hmotnosti, rozměrech ani nezvyšuje spotřebu. Velmi 
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pravděpodobně proces vývoje certifikovaného software nezanedbatelně zvýší cenu. Pokud by 
bylo možné zjištěné údaje o poloze letadla převést do formátu, se kterým pracuje ACAS a 
následně tuto informaci ACASu předat, byl by vyřešen problém s neschopností rozhodovat o 
kolizní situaci a doporučit vhodný manévr úniku.  
 
4.5 EO/IR sensory 
4.5.1 Princip funkce 
Elektrooptické a infračervené sensory umožňují pasivní způsob detekce, využívají 
přirozeného elektromagnetického záření, které cíle vydávají (tepelné) nebo záření vyvolaného 
jiným zářičem, které se od cíle odráží (v případě EO je to viditelné světlo). Původní sensory 
pracovaly čistě na analogovém převodu přijatého elektromagnetického záření na elektrickou 
veličinu, dnešní technologie jsou běžně schopny vytvořit digitální obraz, což dává možnost 
dalšího zpracování. 
Detekce narušitele pomocí elektrooptických sensorů je možná dvěma způsoby. Prvním 
způsobem je přeposílání videosignálu na pracoviště operátora v reálném čase, kde operátor 
aktivně vyhledává narušitele, stejně jako pilot v kabině letadla. Tento způsob je nejbližší 
principu vidět a vyhnout se u pilotovaných letadel a zdá se tedy být nejpřirozenější realizací 
SAA a úřadům by bylo méně složitě dokazovat potřebnou „stejnou úroveň bezpečnosti“. 
Nicméně posílání kvalitního videa s vysokým rozlišením  klade vysoké nároky na datový 
spoj. Druhou možností je technologie toku proud pixelů. Palubní počítač sám vyhodnocuje 
plynulost toku pixelů, zaznamenaná nepravidelnost ve většině případů značí narušitele.  
Hlavní výhodou EO sensorů je jejich nízká cena a nízká spotřeba (spojená s tím, že sensor 
nevysílá žádnou energii, aby osvětlil cíle). Kamerové systémy a zpracování obrazu jsou také 
na velmi vysoké úrovni, proto vývoj a implementace těchto zařízení nenesou vysoké náklady 
jako je tomu u jiných technologií (např. bistatické radary). Nevýhodou je závislost funkce na 
okolních podmínkách a na denní době. Navíc pro pokrytí požadovaného prostorového úhlu je 
potřeba více sensorů, které musí být rozmístěny na vnějších částech letadla, kde zabírají místo 
pro užitečné vybavení. S větším počtem sensorů také narůstá cena systému. [4] 
Infračervené sensory jsou s optickými srovnatelné hmotností a rozměry, jsou ovšem dražší. 
Opět není možné pokrýt jedním sensorem celou sledovanou oblast. Výhodou oproti optickým 
sensorům je možnost práce v noci, nevýhodou ovšem je neschopnost detekce cílů, které 
nevyzařují dostatečné množství infračerveného záření, jako jsou bezmotorová sportovní 
létající zařízení, dokonce i menší letadla se spalovacími motory mohou být hůře 
detekovatelná. Neexistuje možnost detekce terénu, špatného počasí.  
 
Problémem zpracování obrazu je samotná detekce cíle. Jednoduchou metodou oddělení 
pohyblivých cílů od stacionárního pozadí je odečítání pixelů dvou po sobě jdoucích obrazů. 
Stacionární pozadí zanikne, pohyblivý cíl se zvýrazní. Tato metoda funguje výborně pro 
stacionární kamery, ovšem lze za určitých předpokladů použít i pro pohyblivá stanoviště [34]. 
SAA má zaručit detekci cíle na dostatečnou vzdálenost. Vezmeme-li v úvahu kameru s Full 
HD rozlišením, tedy 1920x1080 pixelů a pozorujeme s ní objekt, např. letoun Cessna 172 
v čelním pohledu s trupem o průměru asi 1,5 m, podívejme se na Obrázek 9, kolik tato Cessna 
zabere pixelů v závislosti na vzdálenosti od kamery. Její velikost záleží samozřejmě na 
přiblížení (zoomu) který je definován vzdálenosti f ohniska čočky od sensoru. Je zřejmé, že 
čím větší zoom zvolíme, tím menší prostorový úhel kamera zabírá a pro dosažení požadavků 
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SAA potřebujeme kamer více. Alternativou je jedna opravdu širokoúhlá kamera s velmi 
vysokým rozlišením, která zásadně prodražují celý systém. Vysoké rozlišení též klade nároky 
na výpočetní techniku.  
Z níže uvedeného grafu vyplývá, že při využití kamery s rozlišením podle standartu 
analogového televizního formátu PAL a ohniskové vzdálenosti 105 mm zabírá Cessna o 
průměru trupu 1,5 m 1 pixel již ve vzdálenosti cca 3300 m od kamery. Detekovat cíl v celém 
obraze o velikosti 1 pixelu sice není nemožné, ale značně náročné. Vycházíme-li z potřebného 
času k vyhnutí se kolizi 12,5 s a zvolíme-li cestovní rychlost obou vstříc letících letadel 150 
kts, přibližovací rychlost je cca 150 m/s. Za 12,5 sekundy se obě letadla přiblíží o 1930 m. 
Nejkratší vzdálenost, na kterou bychom potřebovali rozeznat cíl je po zaokrouhlení 2000 m. I 
u kamery s Full HD rozlišením tvoří trup C172 ve vzdálenosti 2 km od kamery na celkovém 
obraze kruh o průměru 4 pixely. Takto velký objekt je již dobře detekovatelný. 
 
 
Obrázek 8: Velikost cíle v závislosti na vzdálenosti [34] 
Pokud je cíl detekován, následuje identifikace cíle. Algoritmy zpracovávající obraz jsou 
schopny rozlišit nepravidelnosti na pozadí, ale velmi těžko jsou schopny identifikovat, o jaký 
cíl se jedná. Driesen uvádí, že Jumbo na vzdálenost 1750 m zabírá na obraze stejnou část jako 
havran ve vzdálenosti 35 m.[34] Je pravda, že i malý pták může letadlo ohrozit, nicméně 
srážka s Jumbem má následky podstatně fatálnější. V procesu identifikace jde o to určit, zda 
cíl je pro letadlo hrozbou. Oblaky, Slunce či malí ptáci mohou být v prvotních fázích výpočtů 
označeny také jako cíle. Pokud rozhodneme, že jakýkoliv detekovaný cíl prohlásíme jako 
potenciální nebezpečí pro letadlo, zaneseme si tak více dat do následných výpočtů, které 
budou sice složitější, nicméně pohybujeme se na bezpečné straně.  
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Pokud sensor detekuje cíl, musí systém SAA pokročit ke sledování tohoto cíle v čase. Pokud 
v každém obraze přiřadíme cíli azimut a elevaci (pozor! vzdálenost nejsou schopny EO/IR 
sensory určit) a budeme tyto parametry cíle sledovat v čase, můžeme říci, že pokud je azimut i 
elevace cíle v čase konstantní, je cíl na kolizním kurzu. Porovnáním velikosti cíle v průběhu 
času můžeme určit, zda se cíl přibližuje, nebo oddaluje. V případě, že by bylo možno nějakým 
způsobem určit typ letadla, by na základě znalosti jeho skutečné velikosti a velikosti na 
celkovém obraze ze sensoru by bylo možné určit vzdálenost. [34]  
 
4.5.2 Použití pro UAV 
Elektro – optické sensory jsou svým principem a způsobem interpretace výsledků snímání 
velmi podobné lidskému zraku. Pokud by byl obraz s vysokým rozlišením a dostatečnými 
úhly záběru plynule posílán do stanice operátora a ten bude neustále sledoval příslušnou 
obrazovku, má o svém okolí lepší přehled, než pilot letadla, kterému ve výhledu zavazí různé 
sloupky, magnetický kompas na palubní desce, první důstojník,... atd. Existují kamery pro 
sportovní využití, např. VIO POV.HD s rozlišením 1920x1080 pixelů, která se honosí dle 
výrobce nejširším horizontálním úhlem záběru 142 ° , o vertikálním úhlu záběru výrobce 
informaci neudává.Cena této kamery je cca 15 000 Kč.  
 
Obrázek 9: Kamery VIO POV.HD pro sportovní použití 
 
Pro potřeby SAA by tedy bylo zapotřebí dvou kamer na pokrytí oblasti ± 110 °, za 
předpokladu dostatečného úhlu záběru také ve vertikálním směru. Připomeňme opět, že pro 
detekci cílů je potřeba vysoké rozlišení. Prvky optického přiblížení (zoom) zvyšují možnost 
detekce na větší vzdálenosti, nicméně omezují úhel záběru. Pokud by mělo UAV na základě 
obrazového podkladu rozpoznat narušitele bez asistence operátora, bude zapotřebí 
sofistikovaného software, jež v současné době není vyvinut k dokonalosti. Obrazový materiál 
přeposlaný operátorovi umožňuje detekci všech nespolupracujících cílů, terénu a jiných 
překážek, oblastí nepříznivého počasí na základě zkušeností a schopností operátora. 
Operátorův mozek je schopen (při dostatečné velikosti a kvalitě obrazu) určit typ letadla, 
odhadnout vzdálenost, rychlost, určit právo přednosti dle platných leteckých předpisů a na 
základě těchto informací zvolit vhodný manévr úniku. Při autonomním zpracování pomocí 
vhodného software je možné detekovat narušitele, určit jeho azimut a elevaci, sledováním 
těchto dvou úhlů určit shodu s kolizním kurzem, a na základě tendence změny velikosti 
obrazu cíle určit smysl relativní rychlosti. Software je schopen detekovat pouze pohyblivé 
cíle, před terénem a oblastmi není schopen spolehlivě varovat. Proto si myslím, že je vhodné 
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přeposlat video signál operátorovi a v GCS na tento signál aplikovat algoritmy detekce cíle, 
které operátorovi označí oblasti nepravidelnosti toku pixelů dříve, než by je byl schopen sám 
zaznamenat. Operátor by se na tyto oblasti zaměřil a na základě vlastního pozorování by určil 
míru ohrožení a vhodná opatření k udržení bezpečnosti. 
 
Nevýhodou elektro-optických systémů je snížená účinnost detekce při nedostatečném 
osvětlení a při špatných meteorologických podmínkách. Otázkou je, jak je těmito aspekty 
ovlivněn princip vidět a vyhnout se aplikovaný pro pilotovaná letadla. Dle mého názoru je 
pozorovací schopnost pilota v takovýchto podmínkách snížena velmi podobně jako je tomu u 
elektro-optických sensorů. Proto si myslím, že toto by nemělo být překážkou při dokazování 
“stejné úrovně bezpečnosti”. Infračervené sensory mohou sice pomoci detekci v případě 
slabého osvětlení, nicméně v tu chvíli nejsme schopní detekovat cíle, které nevyzařují 
dostatečné množství tepla. IR sensory bych doporučil pouze jako volitelně přepínatelný 
doplněk elektro-optických sensorů, samostatně ale úkol SAA rozhodně není schopen naplnit.  
Funkčnosti plně autonomního systému SAA založeného pouze na optických sensorech není 
za současného stavu možno dosáhnout. Detekce cílů je v současné době zatížena poměrně 
velkým množstvím chyb [34], softwarové zpracování neumožňuje identifikaci cíle a elektro-
optické sensory inherentně nejsou schopny určit vzdálenost. Z toho vyplývá, že není možné 
spočítat důležité veličiny (čas k dosažení CPA, čas k vyhnutí, kontrola vzdálenosti k zajištění 
dostatečné separace,..)  které všechny doposud uvedené technologie poskytují. Nedovedu si 
představit, jakým softwarovým zpracováním by na základě informací získaných pomocí 
elektro-optických sensorů (tedy bez znalosti vzdálenosti a rychlosti sbližování) bylo možné 
rozhodnout o dostatečně spolehlivém manévru úniku. 
Problémem plynulého přeposílání videa do GCS je značná datová náročnost a je tedy 
zapotřebí spolehlivý datový kanál s dostatečnou propustností. S datovým kanálem 
samozřejmě souvisí poruchový scénář ztráty spojení. Protože na SAA je kladen požadavek 
funkce i v případě ztráty spojení, bude však potřeba využít současného software a více jej 
rozvinout, aby UAV bylo schopno samostatně se vyhýbat srážkám, alespoň dočasně do 
obnovení spojení. Pokud by autonomní vyhýbání bylo určeno pouze jako záložní v případě 
ztráty spojení, bylo by dle mého názoru možné tolerovat vyšší počet falešných poplachů. 
 
4.6 Akustické systémy 
4.6.1 Princip funkce 
Existují akustické systémy pro SAA dvojího typu: aktivní a pasivní. Pasivní sensory jsou 
založeny na detekci zvuku produkovaného okolním provozem. Sensory odstíněné tak, aby 
nedocházelo k detekci hluku způsobeného okolo proudícím vzduchem, převádí přijatý 
akustický signál na elektrický. Systém sestává zpravidla ze 4 přijímačů a je analogií pasivních 
radarů pracujících s elektromagnetickými vlnami. Aktivní akustické systémy naopak lze 
přirovnat k impulsním radarům. Pracují na principu vyslání akustického pulsu a měření času a 
směru zvuku odraženého od cíle. Aktivní technologie se v současné době hojně využívají v 
automobilovém průmyslu jako parkovací asistenty, či systémy kontrolující bezpečný rozestup 
mezi vozidly. Akustické sensory mohou pracovat ve slyšitelném nebo v ultrazvukovém 
pásmu. [4] 
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Pasivní sensory 
V porovnání s aktivní technologií je vyspělejší, proto byla využita a testována společnost 
Scientific Aplications and Research Associates, Incorporated v projektu Passive Acoustic 
non-cooperative Collision-Alert System (SARA PANCAS). Ten vyústil v realizaci systému 
Low Cost Scout UAV Acoustic System (LOSAS). Tento systém sestává ze 4 velmi lehkých 
akustických sensorů rozmístěných na křídle UAV o rozměrech RC modelu a digitálního 
procesoru umístěného na trupu. Sensory jsou odstíněny od proudu vzduchu a jsou na závěsech 
tlumících vibrace od letadla. Digitální procesor filtruje přijímaný zvuk a porovnává fázové 
rozdíly mezi jednotlivými přijatými signály. Tento hyperbolický systém je s výhodou 
používán u vojenských mikrovlnných  přehledových radarů. Informace o poloze cílů mohou 
být v případě pilotovaných letadel zobrazeny přímo v kokpitu, v případě bezpilotních letadel 
jsou datovým spojem poslány do GCS a zobrazeny operátorovi. Systém LOSAS má velmi 
nízkou hmostnost (250g) a protože nevysílá, spotřeba se pohybuje okolo 7W. Výhodou tohoto 
systému je kulová oblast pokrytí, kterou stěží dosáhneme jinými prostředky. LOSAS pracuje 
za zhoršených meteorologických podmínek, jeho funkce není omezena mlhou ani oblačností, 
funguje i za sníženého osvětlení. LOSAS je schopen generovat návrh na manévr úniku a 
poslat jej FMS, který úhybný manévr vykoná. Tato schopnost detekce byla otestována na 
vzdálenost dvou kilometrů. Nevýhodou tohoto systému je možnost detekce pouze těch cílů, 
které produkují nějaký zvuk. Kluzáky a horkovzdušné balóny tento systém není schopen 
detekovat. [36] 
 
Obrázek 10: Pracovní oblast PANCAS [36] 
 
Aktivní sensory 
Princip funkce je obdobný jako u mikrovlnných radarů, aktivní akustické sensory pracují 
zpravidla s ultrazvukem. Použití tohoto systému v přírodě demonstruje netopýr, v technických 
aplikacích se využívá v automobilovém průmyslu a jako navigační a přehledové zařízení u 
ponorek (SONAR – Sound Navigation and Ranging).   
Vyslaný akustický puls se odráží jak od vzdušných cílů, tak od blízkého terénu, proto může 
být tento systém využit teoreticky i k varování před srážkou s terénem. Využitím série měření 
 43 
nebo Dopplerova efektu je možné zjistit relativní rychlost cíle. Ovšem v prostředí atmosféry 
je ultrazvuk silně pohlcován (přesné hodnoty záleží na tlaku, relativní vlhkosti a frekvenci, 
0,7 dB/m na 30 kHz , 8 dB/m na 200 kHz [35], se zvyšující se frekvencí útlum dále zvyšuje) 
proto je jejich dosavadní použití omezeno dosahem na metry až desítky metrů. Pro větší 
dosahy by byly potřeba mnohem vyšší výkony.  
 
4.6.2 Použití pro UAV 
Využití aktivních akustických sensorů pro účely SAA z důvodu vysokého útlumu 
ultrazvukových vln v atmosféře nepředpokládám a rozhodně ho nedoporučuji. Pasivní 
varianta je mnohem efektivnějším způsobem určování polohy potenciálních narušitelů. Oproti 
elektrooptickým systémům má širší použití (světlo/tma, mlha/prach), ovšem je schopna 
detekce pouze cílů produkujících dostatečně intenzivní zvuk. Na druhou stranu si umím 
představit možnost identifikace alespoň kategorie letadla na základě intenzity a frekvenční 
charakteristiky  přijatého zvuku. Pasivní akustický systém již byl testován, bylo dosaženo 
detekční vzdálenosti 2 km a provedení samostatného manévru úniku. Tuto technologii vidím 
jako velmi potenciální pro další vývoj a implementaci na paluby letadel s nižší cestovní 
rychlostí, obzvláště vhodná je pro letadla, která sama produkují nízkou hladinu hluku (např. 
letadla s elektromotorem). 
 
4.7 Diskuze vhodnosti systémů SAA pro lety v neřízeném VP 
Připomeňme na tomto místě několik věcí. Předmětem našeho zájmu je neřízený prostor. 
V tomto druhu VP (v ČR aplikovány pouze ICAO třídy E a G) se mohou pohybovat letadla 
různých velikostí, výkonů a různé vybavenosti palubními přístroji. SAA musí detekovat 
všechny cíle, nejlépe za všech meteorologických podmínek (čímž by překonaly pilotovu 
schopnost vidět a dosáhly by i vyšší úrovně bezpečnosti, což pro potřeby SAA není nezbytně 
nutné, ale je to velmi žádoucí). Berme v úvahu, že v námi sledovaných vzdušných prostorech 
je rychlost letu omezena na 250 kts a pokud vycházíme z dosavadních studií (vojenská studie 
publikovaná v oběžníku FAA advisory circular 90-48-C) [37], zjistíme, že čas potřebný 
k bezpečnému vyhnutí je 12,5 s. V nejhorším scénáři je rychlost vzájemného přiblížení rovna 
258 m/s. Při výše uvedených 12,5 sekundách je tedy v případě pilotovaných letadel potřeba 
detekovat letadlo na vzdálenost minimálně 3225 m. 
  
V současné době neexistuje spolehlivý a certifikovaný systém SAA a odborná veřejnost 
včetně regulujících úřadů předpokládá, že plně funkční systém hodný certifikace je otázkou 
nejméně několika let [27]. Různé systémy jsou v různém stadiu vývoje a jsou schopny určit 
předepsané cíle pouze do určitého stupně. Jediným systémem schopným rozhodnout o 
manévru úniku je ACAS. Jeho propojením s autopilotem bylo u letounů Airbus dosaženo 
automatického vykonání manévru úniku. Tento systém je certifikován, ovšem pouze pro 
pilotovaná letadla. Pilot i při automatizovaném manévru úniku musí sledovat, zda je vertikální 
rychlost mimo nebezpečnou oblast [38]. ACAS je navíc spolupracujícím zařízením, není 
možná detekce všeho provozu. I kdyby se podařilo dostat budoucí malé, lehké transpondery 
na palubu všech letadel ve všech třídách vzdušného prostoru, stále nemáme vyhráno. FAA 
neumožnila certifikaci algoritmů automatizovaného vyhnutí se srážce založených na RA 
systému ACAS, protože simulace prokázaly, že automatizovaný manévr úniku ve zlomku 
scénářů situaci zhorší. Je tedy na palubě potřeba pilota pro dohled nad automatizovaným 
systémem. Pokud by FAA tyto algoritmy certifikovala, nastavila by tak významný precedent 
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pro schopnosti dalších systémů SAA pro bezpilotní letadla.[39] Obdobný přístup lze očekávat 
i na evropské půdě. 
To znamená, že i kdybychom pozice zjištěné jinými metodami (spolupracujícími i 
nespolupracujícími, pasivními i aktivními) konvertovali na formát vhodný pro ACAS, 
nemůžeme v současné době použít algoritmy ACAS pro vykonání automatického manévru 
vyhnutí. Řešením je situace, kdy manévr úniku standardně vykonává operátor a kontroluje 
parametry letu doporučené ACASem ve formě RA. UAV by vykonávalo automaticky manévr 
úniku pouze v případě ztráty spojení. V takovém případě by byla pravděpodobnost zhoršení 
situace automatickým úhybným manévrem vynásobena pravděpodobností ztráty datového 
spoje, což by mohlo výslednou pravděpodobnost kolize posunout do řádů přijatelných pro 
úřady a zajistit tak dostatečnou úroveň bezpečnosti.  
 
Technologie současné doby jsou schopny získat následující charakteristiky narušitele 
(zapsáno kumulativně): 
Elevaci, azimut (EO,IR), dálku (Radar, Laser, akustický, FLARM), identifikaci cíle (ACAS), 
úmysly cíle (ADS-B). Mezi systémy, které jsou v současné době rozšířeny a jsou schopny 
poskytnout radu k vyhnutí, patří ACAS, FLARM, a ADS-B. Všechny tyto systémy jsou ale 
spolupracující a jejich využití pro provozování UAV v neřízeném vzdušném prostoru není 
možné. Jediným systémem, který spolehlivě detekuje všechny vzdušné cíle je radar a laser. 
Hlavními problémy radaru jsou jeho velikost, hmotnost a cena, které jeho instalaci na UAV 
obzvláště menších rozměrů výrazně komplikují. Laserové radary pracující s mnohem užším 
svazkem na rozdíl od radaru, vynikají proto svojí přesností a rozlišovací schopností, nicméně 
skenování celého prostoru zájmu jedním sensorem trvá značnou dobu. Elektrooptické 
systémy naopak sledují široký prostor, ovšem neposkytují informaci o vzdálenosti a algoritmy 
zpracování nejsou v současné době dostatečně spolehlivé. Jejich snížená schopnost pracovat 
ve zhoršených meteorologických podmínkách a ve tmě také nepřidává celkovému hodnocení, 
nicméně trpí těmi samými neduhy jako pilotovy oči, proto by mohlo být dosaženo stejné 
úrovně bezpečnosti, jako je tomu u pilotovaných letadel. Akustické pasivní sensory jsou 
velmi vhodnou metodou detekce okolního provozu v okruhu několika málo kilometrů. Tento 
systém v praxi prokázal i schopnost provést automatizovaný manévr úniku. U akustických 
systémů platí, že čím je větší hluk vydávaný cílem, tím vyšší je pravděpodobnost detekce. 
V tomto případě tedy dochází ke špatné detekovatelnosti kluzáků, rogal, horkovzdušných 
balonů, což má ve výsledku negativní vliv na bezpečnost.  
 
Srovnání jednotlivých nespolupracujících metod nabízí studie vypracovaná kadety United 
States Military Academy [29], zabývající se hodnocením jednotlivých metod pro použití na 
bezpilotním letounu Warrior (rozpětí 17 m, maximální vzletová hmotnost 1733 kg, maximální 
indikovaná vzdušná rychlost 130 kts [40]; tento letoun má asi o 70% větší rozpětí a 
maximální vzletovou hmotnost než nejznámější zástupce všeobecného letectví Cessna 172).   
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Tabulka 2: Srovnání technologií SAA pomocí relativních ukazatelů[29] 
 
V této studii byly srovnávány různé technologie na základě váhového hodnocení v kategoriích 
velikost, spolehlivost, váha, míra falešných cílů, velikost pokrytí okolního prostoru, dosah, 
schopnost sledovat cíle, cena, potřebná šířka pásma, technická připravenost a nároky na 
napájení. Jak byla tato kritéria hodnocena mi bohužel není známo, jistě by stálo za to je 
hlouběji analyzovat. Tabulka poskytuje pouze relativní ukazatele, což snižuje její informační 
hodnotu, ovšem alespoň nastiňuje vzájemné porovnání.  Z výše uvedené studie vyšly vítězně 
EO sensory, nicméně sami autoři nedoporučují okamžité vybavení letounů Warrior optickými 
sensory, ale doporučují vyčkávat na rozvoj, zmenšování (a snižování hmotnosti) a širší 
výrobu (a tedy snížení ceny) jiných systémů. Nicméně při nutnosti okamžitého nasazení ve 
společném vzdušném prostoru volí EO sensory jako systém s nejlepšími šancemi ke schválení 
FAA.  
Do roku 2020 se stejně jako autoři výše uvedené studie doporučuji optické EO sensory, které 
svojí podstatou nejlépe splňují smysl vidět a vyhnout se. Předpokladem je plynulé posílání 
obrazu na pracoviště operátora. Jak již bylo uvedeno v příslušné kapitole, bude však potřeba 
využít současného software zpracování obrazu a více jej rozvinout, aby UAV bylo schopno 
samostatně se vyhýbat srážkám při ztrátě spojení, alespoň dočasně do jeho obnovení. Pokud 
autonomní vyhýbání bude určeno pouze jako záložní v případě ztráty spojení, je dle mého 
názoru možné tolerovat vyšší počet falešných poplachů. 
Pro období 2020- 2030 je dle mého názoru  radar nejlepším systémem SAA. Radar je schopen 
detekovat všechen nespolupracující provoz za všech meteorologických podmínek, ve dne i 
v noci. Radarové technologie jsou velmi vyspělé a schopnosti palubních radarů stíhacích 
letadel či radarových komplexů včasného varování jsou doslova nepředstavitelné. Dle mého 
názoru je jen otázkou času (a peněz investorů) kdy dojde ke dostatečnému zmenšení radaru 
pro potřeby SAA. Můj názor lze podložit výše uvedenou tabulkou, ze které je zřejmé, že 
jediným parametrem, ve kterém EO systémy přímo vynikají nad radary je právě velikost. 
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V ostatních kategoriích jsou EO sensory s radary srovnatelné, nebo horší. Téma hmotnost vs. 
„absolutní“ detekce bude dlouhým soubojem mezi provozovateli a regulačními úřady. 
Pro období po 2030 předpokládám dostatečnou miniaturizaci a úplnou rozšířenost 
spolupracujících zařízení, tedy povinnost všeho provozu (včetně sportovních létajících 
zařízení) mít na palubě odpovídač módu S se schopností ADS-B (schopný vysílat záměry 
letadla a posunout tak výpočty kolizní na novou úroveň), potažmo ADS-C (schopnost 
navázání komunikace s okolním provozem a tedy i možnost koordinace manévrů úniku). 
Pojistkou pro letadla IFR by byl systém ACAS, který umožní hrubé zaměření okolních 
transpondérů nezávisle na vysílané poloze získané z GNSS. Pro lety podle VFR zůstane opět 
bezpečnostní pojistkou zrak, v případě UAV se nejspíš nevyhneme EO sensoru a translaci 
videosignálu na pracoviště operátora 
5 Komunikace 
Provoz jakéhokoliv bezpilotního letadla je podmíněn výměnou informací minimálně mezi 
letadlem samotným a pozemní řídící stanicí. Obecně je však pod pojmem komunikace 
myšlena jakákoliv výměna informací UAV s okolním prostředím pomocí rádiového nebo 
pevného spojení. Systém UAS (tedy bezpilotní letadlo a operátor) komunikuje se svým 
okolím pomocí elektromagnetických vln na různých frekvencích. Hojná výměna informací 
probíhá v rámci systému UAS, kde operátor ovládá samotné letadlo a jeho užitečný náklad 
pomocí spoje zem-paluba (z-p) (uplink; lze se též setkat s pojmem telecommand – dálkové 
ovládání). Ovládání a řízení  je vykonáváno na základě hodnot parametrů měřených na palubě 
bezpilotního letadla,  také by nebylo možné bez zpětné vazby, kdy změna letových parametrů 
musí korespondovat s předešlými příkazy operátora. Spoj paluba-zem (p-z) se označuje jako 
downlink, lze se však setkat i s pojmem telemetry – vzdálené měření, získávání údajů z 
palubních sensorů. V odborných textech je výměna informací rozdělena do tří kategorií a je 
označována jako C3, tedy Command, Control and Communicate, (ovládání, řízení a 
komunikace). Řízení se týká dat potřebných k samotnému provedení letu a ovládání letadla, 
Ovládání zastupuje všechny technologie a procesy potřebné ke splnění úkolu (ovládání 
užitečného zařízení), Komunikace představuje možnosti hlasové/datové komunikace s 
ostatními uživateli vzdušného prostoru a se stanovištěm řízení letového provozu [41]. Protože 
řízení letadla a ovládání jeho užitečného nákladu se zpravidla bude dít ze stejného pracoviště 
a ve stejném čase, datový spoj bude pravděpodobně společný. V následující části práce budou 
uvedeny možnosti rádiových spojů mezi bezpilotním letounem a pozemní řídící stanicí 
(operátorem). Přestože je tématem práce integrace bezpilotních letadel do neřízeného 
prostoru, bude se malá část tohoto textu věnovat také možnostem komunikace s ATC, 
případně s okolním provozem. Všechny ostatní výměny informací zobrazené na obrázku níže 
dle jsou obdobné jako u pilotovaných letadel, tudíž jim prostor vyhrazen nebude. 
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Obrázek 11: Schéma výměny informací [43] 
 
5.1 Architektury komunikačních spojů 
5.1.1 Charakteristika způsobů provozování UAV 
Na začátek připomeňme základní způsoby provozu bezpilotních letadel: 
Na přímou viditelnost 
V prvním případě je provoz UAV velmi podobný provozování RC modelů letadel, není 
potřeba speciálního systému SAA zajišťujícího bezpečnou separaci od okolního provozu a 
překážek, bezpečný provoz zajišťuje operátor na základě vizuálního pozorování. EASA uvádí, 
že by bezpilotní letadla neměla být provozována na přímou viditelnost na vzdálenost větší než 
500m a do výšky maximálně 400 ft AGL [42]. Tento způsob provozování sice není náročný 
na komunikace, ovšem možnost nasazení jiných letadel než hmotnostní třídy 0 nemůže být 
efektivní.  
Na přímou rádiovou viditelnost 
Provozování na přímou rádiovou viditelnost je dle mého názoru nejlepší možností provozu v 
neřízeném vzdušném prostoru. Neřízený prostor disponuje velkou flexibilitou pohybu UAV, 
které tak může být nasazováno na různé, obzvláště pozorovací mise. Dosah rádiového spojení 
záleží na použitém frekvenčním pásmu, umístění antény pozemní stanice, vysílaném výkonu, 
na velikosti antény, na způsobu zpracování signálu a také na okolním prostředí. Dosahy 
těchto spojů mohou být za různých podmínek v rozmezí 50 – 400 km [18]. S použitím 
několika málo retranslačních pozemních stanic by bylo možné pokrýt celou Českou 
republiku. Použitím retranslačních stanic na zemi nebo na letadlech můžeme dosáhnout 
zvýšení dosahu, ovšem globálně dostupný signál je možný pouze s použitím satelitů. 
Rádiové spoje na přímou viditelnost nevnášejí do komunikace mezi letadlem a operátorem 
téměř žádné dopravní zpoždění, všechny informace jsou přenášeny v reálném čase, což 
zbytečně nekomplikuje ovládání letadla a neprodlužuje předávání kritických zpráv 
z palubních sensorů (jako může být například indikace poruchy některého palubního systému, 
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indikace dosažení pádové rychlosti, nebo informace o narušiteli ochranného prostoru získané 
pomocí systémů SAA). Nápravné akce mohou být uskutečněny s dostatečnou rychlostí bez 
ohrožení bezpečnosti letu.  
Nevýhodou spoje na přímou rádiovou viditelnost je možnost ztráty spojení v důsledku pohybu 
UAV do oblastí zastínění rádiového signálu, obzvláště pokud UAV operuje v nižších výškách 
za překážkami. Vzhledem k tomu, že dosud neexistuje plně autonomní bezpilotní letadlo 
schopné pokračovat v naplánované misi či misi vhodně ad hoc přeplánovat, znamená ztráta 
spojení významný problém ohrožení bezpečnosti a musí být stanoveny zvláštní postupy, jak 
se se ztrátou spojení vyrovnat. 
Za přímou rádiovou viditelnost 
Datové spoje umožňující provoz UAV za oblast rádiového dosahu jsou zpravidla realizovány 
retranslací skrze spojové umělé družice Země – satelity. Globální dosahy a směr příchodu 
signálu ze satelitů eliminují možnost ztráty signálu v důsledku zastínění terénem. Družicovým 
signálem je pokryta značná část povrchu Země, lze proto tento způsob komunikace použít pro 
nasazení letadel po celém světě. Je tedy spíše určeno letadlům s velkým doletem a velkou 
výdrží, pohybujícím se zpravidla ve velkých výškách nad letovými hladinami užívanými pro 
leteckou dopravu. Satelitní spoje však do komunikace vnáší dopravní zpoždění, které 
znesnadňuje přímé ovládání operátorem a konání nápravných akcí vzniklého problému. Je 
výrazně prodloužena doba vykonání manévru úniku v případě narušení ochranného prostoru. 
Proto by letadla s globálními dosahy měla mít ve společném vzdušném prostoru systém SAA 
schopen automatického manévru úniku. Nutno zde poznamenat, že pro kritické fáze letu jako 
je vzlet a přistání jsou současné UAV globálních dosahů stejně řízeny přímým rádiovým 
spojením, protože jakákoliv prodleva v této fázi letu může zásadě ovlivnit bezpečnost. 
Datový signál lze vést přes družice trojího typu [11]: 
Geostacionární družice, družice na vysokých oběžných drahách (GEO) 
Tyto satelity jsou umístěny nad rovníkem a mají stejnou dobu oběhu jako je doba otočení 
Země kolem své osy. Z pohledu pozorovatele se jeví jako by téměř visely nad daným bodem. 
Oběžné dráhy těchto družic jsou umístěny ve výšce okolo 36 000 km, délka vzestupného a 
sestupného úseku vnáší dopravní zpoždění cca 250 ms, další zpracování signálu však může 
přinést zpoždění v řádu několika sekund. Výhodou je plynulé a kontinuální pokrytí téměř 
celého zemského povrchu (polární oblasti nejsou nad 81° zeměpisné šířky pokryty). Např. 
Inmarsat je známým zástupcem geostacionární komunikační družice. 
 
Družice na nízkých oběžných drahách (LEO) 
Tyto družice nejsou fixovány nad pevným bodem, obíhají na orbitách ve výšce 160 - 2000 km 
nad zemským povrchem. Periody oběhu jsou se v závislosti na výšce pohybují okolo 90 
minut. Družice jsou schopny pokrýt oblasti pólů. Hlavní výhodou spoje přes družice na 
nízkých drahách je nízké dopravní zpoždění srovnatelné s přímým rádiovým spojením, 
dalšími výhodami jsou nižší náklady na vynesení družice do těchto výšek, zároveň je snížen 
potřebný výkon pro dostatečně kvalitní příjem. Nevýhodou je menší pokrytí jednotlivými 
družicemi (kruh o poloměru 1000km se středem v poddružicovém bodě), které také není 
v čase konstantní, oblast pokrytí se mění v závislosti na rotaci satelitu kolem Země.. Protože 
družice nesetrvávají na jednom místě, nelze pro provoz UAV použít jednu družici, lze se 
ovšem bavit o systému družic na příslušných orbitách, kdy jsou data přenášena právě tou 
družicí, která je právě nad horizontem. Spojení vzdálených míst na zeměkouli je realizováno 
retranslací přes několik satelitů. Příklady konstelací na nízkých orbitách jsou Iridium, 
Globalstar, Orbcom. 
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Družice na středních oběžných drahách (MEO) 
Střední cestou mezi LEO a GEO jsou oběžné dráhy ve středních výškách (2000 – 36000 km) 
s dobou oběhu 2 – 24 hodin. Vlastnosti těchto oběžných drah jsou kompromisem mezi LEO a 
GEO. Typickými satelitními systémy jsou globální navigační systémy GPS, GLONASS, a 
připravované COMPASS, IRNSS, a GALILEO. 
 
5.1.2 Vybrané architektury 
Otázku uspořádání komunikačních spojů mezi všemi subjekty podílejícími se na provozu 
bezpilotních prostředků řešila Evropská agentura pro bezpečnost letectví EASA, která 
zkoumala v dokumentu Final Report of the Preliminary Impact Assessment On the Safety of 
Communications for Unmanned Aircraft Systems [42] různé způsoby přenosu informací mezi 
jednotlivými účastníky letecké dopravy. EASA navrhla 20 architektur, ve které jsou spojeny 
různé subjekty (řídící stanice - GCS, vysílací stanice - GS, poskytovatelé komunikačních 
služeb, národní služba řízení letového provozu - ATC-N, nezávislá služba řízení letového - 
ATC-I provozu bez napojení na ATC-N, bezpilotní prostředek UA) různými způsoby (rádiové 
spojení – čárkovaná čára, kabelové spojení – plná čára; semi-duplexní provoz – jedna čára, 
duplexní provoz – dvojitá čára; datový spoj – černá barva, hlasový spoj – fialová barva). 
Těchto 20 architektur následně podrobila hodnocení s ohledem na zájmy výrobců a 
provozovatelů UAV, služeb řízení letového provozu a národních regulatorních úřadů v oblasti 
civilního letectví. EASA připravila předběžnou analýzu rizik v pěti oblastech: 
 - ekonomická (cena a váha jednotlivých zařízení, cena úprav technologií ATC) 
 - sociální (předpoklady rozvoje trhu, vytvoření pracovních míst,) 
 - technická (využití elektromagnetického spektra) 
 - provozní (mezinárodní návaznost a kompatibilita systémů)  
 - právní (dopad na dosavadní legislativu a připravované evropské projekty) 
 
Zde budou uvedeny a popsány 3  podle EASA nejvhodnější architektury:  
 
Síť pozemních stanic pro ovládání a řízení, komunikace s ATC  
Tato verze (v dokumentu EASA pod kódovým označením AR2) dosáhla nejlepšího 
celkového hodnocení. K provozování UAV podle tohoto konceptu není podmíněno zásadními 
technickými změnami současných technologií ATC. V případě, že je dostupná dostatečná 
šířka pásma na ovládacím a řídícím spoji, lze bez problémů přeposílat hlasovou komunikaci. 
Spojení mezi řídící stanicí a bezpilotním letadlem je realizováno pomocí pozemních stanic, 
které jsou navzájem propojeny kabelem. Více stanic umožňuje provoz i za rádiovou 
viditelnost z místa řídící stanice. Vhodným počtem a rozmístěním stanic lze až několikrát 
zvětšit operační prostor UAV, ačkoliv globální pokrytí je tímto způsobem nedosažitelné. 
Překrytím vyzařovacích diagramů  lze dosáhnout lepší dostupnosti signálu v potřebném 
vzdušném prostoru. Protože jeden jediný provozovatel UAV pravděpodobně nebude schopen 
realizovat a plně využít celou síť vysílacích stanic, je do tohoto schématu zapojen 
poskytovatel komunikačních služeb, který bude spravovat pozemní stanice a nabízet služby 
více provozovatelům a tedy i více bezpilotním letadlům najednou. 
Veškeré informace jsou posílány kabelovým spojením do pozemní stanice v dosahu UAV a 
dále jsou předány rádiem. Hlasová komunikace s ATC je uskutečněna pomocí retranslace 
signálu přes UAV. Dle mého názoru by však růžová šipka s popisem Voice Party Line (tedy 
možnosti komunikace s okolním provozem) měla vycházet z bezpilotního prostředku. Palubní 
radiostanice v leteckém pásmu 118 – 137 MHz by umožnila hlasovou komunikaci jak s ATC, 
 50 
tak s okolními letadly, která jsou pro případ letu v neřízeném vzdušném prostoru zajímavější. 
Přítomnost radiostanice na palubě letadla též umožňuje hrubé zaměření pomocí zařízení VDF. 
Datový přenos mezi UA a ATC může být využit např. pro výměnu zpráv pomocí CPDLC, 
nebo pro podávání a změnu letového plánu za letu.  
 
 
 
Obrázek 12: Funkční schéma AR2 [42] 
 
Pozemní stanice pro ovládání a řízení i komunikaci s ATC 
Tato architektura pod označením NR1 sestává pouze s jedné vysílací stanice (patřící do UAS), 
která může a nemusí být umístěna v jednom místě s řídící stanicí. Ovládací a řídící data jsou 
přenášena rádiem, veškerá hlasová komunikace (ať už s ATC nebo okolním provozem) je 
uskutečňována přes vysílací stanici. V tomto případě není pro komunikaci nutná radiostanice 
na palubě letadla, což přináší určitou úsporu váhy a peněz při stavbě letadla. Možnost 
operačního nasazení je však limitovaná dosahem rádiového spoje, proto je tato architektura 
vhodnější spíše pro menší UAV s pouze lokálním operačním nasazením. Stejně jako u 
předchozí architektury není třeba upravovat technologie na stanovištích ATC. Bude ale 
potřeba definice některých nových postupů, protože při pokusu o lokalizaci letadla pomocí 
VDF dojde k zaměření vysílací stanice, což může být pro řídícího velmi matoucí. Jistou 
výhodou může být nezávislost komunikačního kanálu na rozmarech poskytovatele 
komunikačních služeb. 
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Obrázek 13: Funkční schéma NR1 [42] 
 
Satelitní spojení pro řízení a ovládání, síť pozemních stanic pro komunikaci  
Poslední uvažovanou architekturou (pod označením NR 3) je přenos ovládacích a řídících 
informací přes umělou družici země a využití sítě pozemních stanic pro komunikaci s ATC. 
Tento způsob získal nejlepší hodnocení mezi všemi variantami satelitního spojení a je 
nejvhodnější pro střední a velká bezpilotní letadla s velkým operačním radiem. Zde do hry 
vstupují poskytovatelé dva. První zajišťuje datový spoj mezi řídící stanicí a letadlem 
retranslací signálů přes satelit, druhý spravuje síť pozemních stanic pro komunikaci s ATC. 
Výrazným omezením je možnost provozování letadla pouze v těch oblastech, které jsou také 
pokryty pozemními stanicemi. Přesto ale dostupnost satelitního spoje vyváží vyšší cenu 
satelitního spojení.  
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Obrázek 14: Funkční schéma NR3 [42] 
 
5.2 Vlastnosti spoje  
Pilot není přítomen na palubě letadla a není schopen všechna letová data přímo zjistit 
z palubních přístrojů a ovládací pákou přímo vychylovat řídící plochy. Tato činnost je však 
natolik zásadní pro provoz letadla, že musí být vykonávána na dálku pomocí datového spoje, 
na který jsou kladeny z důvodu bezpečnosti vysoké nároky. Datový spoj sloužící k řízení a 
ovládání letadla musí být dostatečně výkonný v požadovaném operačním prostoru, musí být 
chráněna frekvence i samotná data. Přehled základních vlastností datového spoje uvádí CARE 
Innovative action: 
 
a) Dosah datového spoje 
Dosah datového spoje je maximální vzdálenost mezi UAV a řídící stanicí, na kterou je datový 
spoj v plném a bezchybném provozu. Maximální vzdálenost určuje velikost a typ antény, 
pracovní frekvence, způsob zpracování signálu a také geografické a klimatické vlivy 
provozního prostředí. Jak již bylo uvedeno výše, rádiové spoje rozdělujeme na spoje na 
přímou viditelnost a spoje za rádiový horizont, jejich charakteristiky byly již uvedeny. 
 
b) Výkon a kvalita 
Schopnost datového spoje podporovat charakteristické požadavky na data pro aplikace 
různého typu je popsána parametry kvality a výkonu. Typickými parametry jsou: 
- šířka pásma / rychlost datového přenosu 
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- dopravní zpoždění a možnosti přenosu dat v reálném čase 
- potřebný výkon (vztah mezi vysílaným výkonem, přijímaným výkonem a šumem) 
 
Možnosti datového spoje jsou dále určeny způsobem komunikace a samotnou organizací 
datového spoje. Spoje jsou navrženy k provozu v simplexním (čistě jednosměrný spoj), semi-
duplexním (jeden spoj dle potřeby střídavě z-p i p-z) a duplexním módu (spoj obousměrný, 
paralelní tok informací z-p-z, zpravidla na dvou oddělených kanálech). Organizací datového 
spoje je myšlena rovinná či hierarchická struktura přístupu k jednotlivým zdrojům informací . 
 
c) Ochrana datového spoje 
Ochrana spoje má za úkol zvýšit dostupnost a zaručit dostatečnou výměnu informací mezi 
UAV a pozemní řídící stanicí. Kvalita datového spoje je ovlivněna jednak způsobem šíření 
elektromagnetických vln zvolené frekvence, dále přirozeným zářením na zvolené frekvenci a 
jiným komunikačním provozem na a v okolí dané frekvence. Provoz na veřejných 
frekvencích není dostatečně chráněn, může na nich vysílat kdokoliv s vhodným zařízením a 
rušit tak příjem na přijímači UAV nebo GCS. Vojenské UAV mohou být záměrně rušeny 
nepřátelskými zařízeními, civilní UAV mohou být obdobně ohroženy v případě teroristických 
či jiných protiprávních činů. Mezi používané způsoby omezení těchto vlivů patří: 
- chybám odolné techniky kódování (redundantní kódy pro detekci/samoopravení chyb) 
- chybám odolné komunikační protokoly  
- minimalizace vystavení rušícímu signálu (pomocí směrových antén, úzkých svazků) 
- změny frekvenčního pásma datového spoje 
- techniky rozprostření vysílání do více frekvencí  
- metody zvláštního zpracování signálu pro očekávané rušící techniky 
 
d) Ochrana dat 
Kromě ochrany datového spoje je pro mnohé aplikace také zabezpečit samotný obsah 
komunikace. Typickými hrozbami jsou: 
- odposlouchávání: monitorováním komunikace může být neoprávněnými uživateli 
odhalena vysílaná telemetrie UAV a data z prováděného průzkumu. Dostatečně 
dlouhým monitorováním lze vysledovat formát zpráv dálkového řízení UAV, 
adaptovat vlastní vysílače. Existuje možnost převzetí kontroly neoprávněnou stranou. 
Ochrany lze dosáhnout pomocí šifrování dat a dostatečně častého střídání šifrovacího 
klíče. 
- záměrné poškození informace: integrita dat je narušena nepovolaným mazáním, 
vkládáním, změnou, přeřazováním binárního kódu. Čím lépe útočník zná formát 
datové komunikace (znalost na základě odposlouchávání), tím efektivnější manipulace 
s kódem je schopen.  
- přetvářka: neoprávněný uživatel předstírá být autorizovanou řídící stanicí. V tomto 
případě dochází k převzetí kontroly nad bezpilotním letadlem, a předpokládá se, že 
tento neoprávněný uživatel má s letadlem jiné úmysly, než původní řídící stanice. 
Typickou metodou ochrany proti těmto hrozbám jsou autorizační procesy a procedury 
mezi všemi zúčastněnými stranami a stanovení přísných kontrolních procedur.  
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5.3 Druhy přenášených dat 
Aby byl operátor schopen bezpečně řídit a ovládat bezpilotní letadlo, potřebuje dostávat 
všechny informace, které má k dispozici pilot v kokpitu konvenčního letadla. Těchto 
informací je poměrně mnoho a co je pilot schopen zjistit pohledem na ukazatele palubních 
přístrojů, musí operátor získat translací všech potřebných údajů z UAV do řídící stanice. 
Objem zpráv a nutnost obnovy informace kladou požadavky na propustnost datového kanálu. 
Objemy komunikací pečlivě studovala Radiotechnická komise pro letectví, zvláštní výbor 
203,  RTCA SC-203 (Radio Technical Commision for Aeronautics, Special Committee 203, 
Control and Communications Working Group). RTCA identifikovala následující druhy 
informací jako potřebné pro bezpečné vedení letu UAV a vyčíslila potřebné objemy 
komunikace [43]: 
Tabulka 3: Objemy datové komunikace v jednotlivých fázích letu [43] 
Objemy datové komunikace v bitech za sekundu (bps) 
Vedení UAV ATC data Přehledová data 
Ovládání Navigace ATS data 
Data o 
cílech 
Počasí Video 
Fáze 
letu 
Relativní 
trvání 
fáze v % 
Mód 
z-p p-z z-p p-z 
ATC hlasová 
komunikace 
z-p p-z p-z p-z p-z 
Před 
letem 
4 Man 183 5 0 0 4800 113 173 9120 0 0 
Man 2386 5715 669 836 4800 49 59 9120 27771 270000 
Odlet 8 
Aut 775 912 141 186 4800 49 59 9120 27771 270000 
Man 1201 2356 669 836 4800 23 28 9120 3968 270000 
Trať 76 
Aut 289 532 141 186 4800 23 28 9120 3968 270000 
Man 4606 7615 669 1140 4800 16 32 9120 27771 270000 
Přílet 11 
Aut 1246 1277 141 234 4800 16 32 9120 27771 270000 
Po 
letu 
1 Man 1 2 0 0 4800 15 22 0 0 0 
Tabulka 4: Souhrnný objem komunikace [43] 
Druh dat Objem v kbps Průměrný počet UAV na kanálu Zálohování 
Ovládání 1,862 1 2 
Navigace 0,575 1 2 
ATC Hlas 4,800 1 2 
ATC Data 0,055 1 2 
Cíle 9,120 1 2 
Počasí 8,790 1 1 
Video 270,000 0,025 1 
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Řídící informace mezi operátorem a UAV  
K výpočtu objemu dat byl využit standardizovaný komunikační protokol dle STANAG 4586 
Draft Edition 3, který definuje strukturu, typy a velikost zpráv řídícího spoje. Přestože mohou 
být použity jiné protokoly, tento vojenský je již používán, a je efektivní.  Proto poskytuje 
dobrý základ pro charakteristiku komunikace mezi operátorem a UAV a pro odhad 
potřebného objemu komunikace. Tento spoj musí být zálohovaný (Redundancy Factor R = 2), 
předpokládá že tento kanál nebude využívaný pro více letadel současně. Potřebná propustnost 
je stanovena na 1,862 kbps.  
  
Navigace 
Bezpilotní letadlo muset posílat operátorovi navigační informace z palubních zařízení, jako je 
GPS, VOR, DME, NDB, ILS a další. Operátor také musí mít možnost dálkového přeladění 
frekvencí těchto navigačních prostředků. Protože navigační údaje jsou pro bezpečné 
provedení letu zásadní, opět by měl být tento kanál zdvojen a měl by být využíván jen jedním 
UAV. Stanovená propustnost je 0,575 kbps. 
 
Přeposílání hlasové komunikace s ATC  
Pokud nebude spojení operátor – ATC pevné, bude UAV pravděpodobně přeposílat hlasové 
zprávy. Pro přenos hlasové zprávy je třeba širších kanálů (v současné době 25 nebo 8,33 
kHz). Pomocí digitálního datového přenosu VDL M3 lze dosáhnout vyšší efektivity. Pro 
potřeby samotného pohybu není potřeba udržovat spojení s ATC, ovšem pro lepší možnosti 
operačního nasazení UAV je vhodné, aby UAV bylo schopno řízenými prostory prolétat. 
Vzhledem k tomu, že integrace do řízených prostoru je jednodušším úkolem než integrace do 
neřízeného vzdušného prostoru, předpokládám, že problém komunikace s ATC bude vyřešen 
a UAV v neřízeném prostoru budou standardně vybavena radiostanicí s možností retranslace.  
 
Data o vzdušných cílech 
RTCA uvažuje přenos až 60 tracků s obnovou informace každou sekundu, mohou být získány 
z různých zdrojů jako TIS-B, ADS-B, ADS-C a systémů Sense nad Avoid. Tato data budou 
posílána pouze z paluby na zem, stejně jako všechny následující skupiny informací.  
 
Data o počasí 
Pro odhad objemu dat se předpokládá přítomnost palubního radaru,  který je schopen 
detekovat srážky a turbulence. Sektor zájmu 180° horizontálně je každé 4 sekundy skenován 
svazkem o šířce 3,5°. Tato data nejsou pro průběh letu kritická, protože informace o počasí 
lze získat z jiných zdrojů přímo do pracoviště operátora. Samotný meteo radar představuje pro 
UAV další zátěž a cenu,  proto je dle mého názoru možné tato data v součtu vynechat. 
 
Videosignál pro lepší operátorovu orientaci 
I kdyby systém Sense and Avoid nepracoval na principu elektrooptických sensorů, je velmi 
pravděpodobné, že pro lepší představu o okolním dění bude na palubě UAV instalovaná 
kamera a její signál bude v reálném čase posílán na pracoviště operátora. Pomocí komprese 
videa o rozlišení 720x480 lze v současné době dosáhnout datového toku cca 270 kbps. 
Připomeňme jen, že s takovýmto rozlišením s velkou pravděpodobností nebude operátor 
schopen včas rozeznat blížící se nebezpečí kolize.  
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Celkový součet potřebné propustnosti dat je uveden v následující tabulce. Lze si všimnout, že 
největší měrou se na objemu datového přenosu podílí právě video, které navíc díky svému 
rozlišením slouží spíše jako doplněk všech ostatních údajů než jako základní stavební kámen 
pro potřeby vyhýbání se vzdušným kolizím. Pro potřeby SAA by bylo nutno rozlišení zvýšit, 
a navíc tento informační kanál zálohovat, což by vyústilo dalším zvýšením požadavků na 
přenos dat mezi UAV a řídící stanicí.  
 
5.4 Frekvence komunikačních spojů 
RTCA ve výše uvedené studii analyzovalo mnoho různých frekvencí, na kterých by mohlo 
být provozováno datové spojení. Zde bude uvedeno a popsáno 6 dle RTCA nejvhodnějších 
frekvencí [43]: 
Mezi frekvence vhodné pro provozování UAV na přímou rádiovou viditelnost patří pásmo 
960-1024 MHz, které je vyhrazeno dálkoměrnému zařízení DME a pásmo 5030-5091 MHz, 
které je vyhrazeno pro celosvětově téměř nevyužívané přistávací zařízení MLS. Mezi způsoby 
provozování UAV za přímou rádiovou viditelnost patří satelitní spojení na frekvencích MLS, 
tedy opět 5030-5091 MHz a dále využití družicových systémů Inmarsat, Iridium, a jiných 
širokopásmových družicových systémů. Pro ilustraci kritérií výběru se podívejme na Tabulku 
7: 
Mezi kritéria s největší váhou patří možnost sdílení spektra (spectrum shareability), tedy 
schopnost sdílet pásmo s jinými službami, dále např. možnosti interference na přijímači 
jiných zařízení UAV nebo GCS (Air and Ground Co-site Compatibility) nebo šířka volného 
pásma v daném rozsahu frekvencí pro použití UAV (Potentially available bandwith). Mezi 
faktory, které je třeba brát v úvahu, patří také možnost a způsob kontroly přístupu do 
jednotlivých pásem, (controlled access spectrum), cena provozu (hodnoceno na základě 
vypočtení ceny na minutu přenosu), velikost potřebného úsilí k vyhrazení spektra pro provoz 
UAV na regionální i mezinárodní úrovni, dostupnost pokrytí signálu a způsob propagace 
rádiových vln na daných frekvencích.  
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Tabulka 5: Frekvence pro UAV spoje [43] 
 
   
 
5.4.1 Pásmo 960-1024 MHz  
 
Z právního hlediska, které je hodnoceno pomocí prvních pěti faktorů, je pásmo velmi 
atraktivní pro budoucí využití pro ovládací a řídící spoj. Celé pásmo sestává z leteckého 
spektra s kontrolovaným přístupem, je přiděleno letecké pevné a pohyblivé radionavigační 
službě. Toto pásmo je celosvětově rozšířeno a standardizováno ve všech regionech.  
 
Možnost nalezení dostatečně širokých pásem závisí primárně na charakteristikách zařízení 
DME a TACAN, pro které je toto pásmo přednostně vyhrazeno. Pozemní odpovídače těchto 
dvou jsou umístěny na stále stejných místech, což by ulehčilo koordinaci mezi pozemními 
stanovišti DME/TACAN a budoucími vysílači komunikačních systémů UAV. Odpovídač 
DME zaujímá pásmo obvykle užší než 1 MHz. Pokud by byly přijímače DME dostatečně 
selektivní, mohly by existovat mezery mezi DME kanály vhodné pro využití pro ovládací a 
řídící spoje UAV. I kdyby nebylo možné najít mezery mezi kanály, geografické rozmístění 
DME umožňuje použití mnoha volných kanálů v každém regionu bez nebezpečí interference 
s jinými DME. Z tohoto důvodu obdrželo toto pásmo neutrální hodnocení potenciálně 
volného pásma. 
  
Pásmo získalo poměrně dobré hodnocení ve čtyřech řádcích týkajících „signálu v prostoru“, 
tedy dosah, kapacita, zpoždění a dostupnost. Omezení rádiovým horizontem a poměrně 
vysokým ztrátám ve volném prostoru (v porovnání s pásmem 108 – 137 MHz) vyústilo 
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v neutrální hodnocení dosahu a kapacity, nicméně pozemní využití a necitlivost na 
atmosférické poruchy umožňuje hodnotit kladně zpoždění a dostupnost 
 
Kompatibilita se systémy umístěnými ve stejném místě je závažným problémem. Další 
vysílač na letadle v pásmu 960-1024 MHz znamená riziko interference s umístěnými 
přijímači DME a UAT, a nejvýznamněji s přijímačem odpovídače sekundárního radaru 
v modu S pracujícího na frekvenci 1030 MHz.  
V současnosti jsou přijímače sekundárního radaru na palubách pilotovaných letadel chráněny 
před vysíláním ostatních zařízení pomocí zastínění přijímače při každém vyslání pulsu. Pokud 
by však vysílač řídícího a ovládacího spoje vysílal příliš často, metoda zastiňování by snížila 
schopnost práce odpovídače sekundárního radaru pod nepřijatelnou úroveň. Pokud by 
budoucí ovládací a řídící spoj pracoval v tomto pásmu, bude potřeba využít kombinaci metod 
k odstranění interferencí s využitím např. filtrování frekvencí, zkrácení vysílací doby, řízení 
výkonu. Problém interference bude nejzávažnější při práci na frekvencích blízkých 1030 
MHz, kde filtrování frekvencí nepřináší velké výsledky. Nicméně tento faktor je jako jediný 
hodnocen negativně a existují možnosti, jak toto vylepšit. Řešením by mohla být druhá 
anténa, nebo rozdělení spoje na z-p spoj v tomto pásmu a p-z spoj např. v pásmu C, kde 
vysílání z paluby letadla neovlivňuje další systémy.  
Protože je možné pro toto pásmo vyrábět antény kompaktních rozměrů, obdrželo pásmo 
příznivé hodnocení faktoru SWAP.  
Budou muset být vybudovány nové pozemní stanice pracující v pásmu 960-1024 MHz, 
nicméně mohou pokrýt většinu vzdušného prostoru ze stanovišť VKV/UKV ATC radiostanic. 
 
 
5.4.2 Pásmo 5030-5091 MHz na přímou rádiovou viditelnost 
Toto pásmo získalo nejvyšší hodnocení ze všech hodnocených pásem. Z právního hlediska, 
které je hodnoceno pomocí prvních pěti faktorů, je pásmo velmi atraktivní pro budoucí 
využití pro řídící a ovládací spoj. Celé pásmo sestává z leteckého spektra s kontrolovaným 
přístupem, je přiděleno letecké pevné a pohyblivé radionavigační službě. Toto pásmo je 
celosvětově rozšířeno a standardizováno ve všech regionech, stejně jako je tomu u pásma 
960-1024 MHz. Oproti tomuto pásmu je však ve výhodě, protože se nemusí dělit s jinými 
zařízeními. Pásmo 5030-5091 MHz je sice vyhrazeno pro leteckou pevnou radionavigační 
službu pro zařízení MLS, toto zařízení ovšem není široce rozšířeno, jeho instalace na letištích 
jsou spíše výjimečné, proto bylo tomuto pásmu uděleno pozitivní hodnoceni v kategorii 
potenciálně dostupná šířka pásma.  
Z technického hlediska sdílení pásma s MLS je dosažitelné, protože vysílače MLS jsou pevné 
a pracují na známých frekvencích, takže budoucí ovládací a řídící spoje bezpilotních 
prostředků mohou být ošetřeny tak, aby v daných oblastech nepoužívaly frekvencí MLS. 
Porovnáme-li směrovost a dosah zařízení MLS a DME, zjistíme, že pásmo 5030-5091 MHz 
má další výhodu, jedno zařízení MLS pokrývá podstatně menší prostor, než jedno zařízení 
DME. Pásmo ovšem získalo negativní hodnocení za zvýšené ztráty energie signálu při šíření 
ve volném prostoru v porovnání s 960-1024 MHz. Toto je překážkou hlavně p-z spoje, 
protože bezpilotní letoun bude mít omezený výkon, vysoké vysílací výkony z jakéhokoliv 
vysílače navíc mohou zvyšovat okolní šum ovlivňující celkovou kapacitu systému. Existuje 
však možnost v pozemních stanicích instalovat směrové antény s vysokým ziskem, což sníží 
požadavky na vysílací výkon z paluby. Pokud by tato technologie byla ekonomicky únosná, 
záporné hodnocení tohoto faktoru by bylo přehodnoceno na neutrální. Co se týká kapacity a 
zpoždění tohoto spoje, pásmo získalo příznivé hodnocení vzhledem k dostupnosti a šířce 
kanálů, stejně jako díky nízké prodlevě předpokládané LOS architektury. 
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Pásmo dostalo neutrální hodnocení v oblasti šíření signálu v důsledku většího útlumu 
v případě výskytu srážek. Kompatibilita s ostatními palubními systémy nepředstavuje výrazný 
problém, protože je nepravděpodobné, že by UAV byla vybavena přijímači MLS z důvodu 
jeho malého rozšíření. Protože antény potřebné pro toto pásmo nemají velké rozměry a 
protože vysílací výkon může být držen na přijatelné úrovni pomocí směrových nebo 
sektorových antén pozemních stanic, faktor SWAP byl hodnocen pozitivně.  
Cena tohoto systému byla hodnocena nepříznivě, protože hustota pozemních radiostanic bude 
muset být vyšší z důvodu nižších dosahů tohoto radiového spoje v porovnání s VKV pásmem, 
ačkoliv provozní náklady budou srovnatelné.  
 
Pásmo 5030-5091 MHz může podporovat z-p i p-z datový spoj, ačkoliv může dojít (jak je 
výše uvedeno) k rozdělení a provedení vzestupného spoje v pásmu L (přesněji v rozsahu 960-
1024 MHz) a provozování sestupného spoje v tomto pásmu (část pásma C). 
 
5.4.3 5030-5091 MHz SATCOM 
Právní i technické hledisko je obdobné použití tohoto pásma na přímou rádiovou viditelnost 
s následujícími výjimkami. Satelitní spojení zajišťuje oproti přímému spoji kladné hodnocení 
dosahu spoje. Dopravní zpoždění bylo hodnoceno neutrálně v porovnání s LEO družicemi, 
které mají dopravní zpoždění v řádu desetin sekundy. (pozn. LEO družice mají kratší dobu 
šíření signálu než geostacionární družice, ale zato je někdy potřeba přeposlat signál přes 
několik družic a samotné zpracování signálu trvá také nějakou dobu. Pro potřeby tohoto 
srovnání RTCA uvažuje pro družicové systémy všech druhů obdobné dopravní zpoždění, 
které nebude významnou překážkou provozu UAV).  
Atmosféra a srážky mají na šíření rádiových vln stejný vliv jako v případě výše uvedené 
varianty, nicméně lze předpokládat, že u dálkových letů bude převážná část letu probíhat nad 
oblačností a tedy i nad srážkami. Obdobně problém se zahlcením palubních přijímačů 
vysílačem na blízké frekvenci zde nenastává. 
Protože palubní antény mohou být kompaktní (přestože antény pro toto pásmo a satelitní 
spojení nejsou dosud komerčně vyráběny), a antény na družicích směrové, lze udržet vysílaný 
výkon na rozumné úrovni s ohledem na velikost a výkon letadla. 
Hlavním problémem tohoto spoje je neexistence satelitního systému pracujícího s tímto 
pásmem. Cena by se tedy vyšplhala vysoko kvůli potřebě vytvoření a umístění nového 
družicového systému. Provozní náklady by též byly vysoké, právě z důvodu optimalizace 
nové družicové konstelace. 
Pásmo 5030-5091 MHZ může podporovat datový spoj z-p i p-z, ačkoliv může dojít (jak je 
výše uvedeno) k rozdělení a provedení z-p spoje v pásmu L (přesněji v rozsahu 960-1024 
MHz) na přímou rádiovou viditelnost a provozování p-z spoje v tomto pásmu (část pásma C). 
Toto opatření by odstranilo problém interference, minimalizovalo šum pozadí a velmi by to 
zjednodušilo proces přeposílání, nicméně tento hybridní systém pozemského a satelitního 
vysílání by provozovatele připravil o globální dosah. 
 
5.4.4  Inmarsat  
Inmarsat je již zavedeným geostacionárním družicovým systémem, proto realizace a 
prosazování na legislativní úrovni nepředstavuje problém jako zavádění nového spektra. 
Potenciální šířka pásma je jen 14 MHz, ačkoliv je tato šířka pásma dostačující pro kladné 
hodnocení kapacity spoje. Inmarsat získal neutrální hodnocení faktoru kompatibility se 
zařízeními umístěnými na stejném místě, protože pracuje na frekvencích blízkých GPS.  Tuto 
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interferenci lze kontrolovat za cenu vyšších pořizovacích nákladů. Navíc, na letadle by byla 
potřeba pohyblivá směrová anténa, která by mířila na vhodný satelit. 
 
Cena spojení se pohybuje od jednoho do dvou dolarů za minutu spojení, což je více než u 
ostatních druhů spojení. Proto nepříznivé hodnocení.  
 
5.4.5 Iridium  
Ačkoliv Iridium obdržel poměrně vysoké celkové hodnocení, je velmi nepravděpodobné 
použití tohoto satelitního systému pro řídící a ovládací spoj UAV, protože nabízí pouze velmi 
úzkou šířku pásma (podporuje přenos pouze 2,4 kbps na jednoho uživatele). Proto můžeme o 
Iridiu smýšlet pouze jako o možnosti zálohy či nouzového spojení 
 
5.4.6 Širokopásmové geostacionární satelity 
Jiné konstelace než Inmarsat obdržely vysoké skóre. Poskytují relativně kontrolovaný přístup 
ke spektru, protože satelitní komunikace jsou pečlivě strukturované a regulované. Dále 
některá subpásma jsou vyhrazena pouze satelitům a existuje významná průmyslová zkušenost 
se satelity použitými k ovládání UAV. Proto tato alternativa obdržela kladné hodnocení za 
kontrolovaný přístup. Tato pásma však nejsou v současnosti alokována pro letecké služby.  
Vzhledem k velkým šířkám pásma na vysokých frekvencích a pokračující zkušenosti 
některých nasazených systémů používajících těchto pásem, čtyři faktory vztahující se 
k možnosti obsazení spektra, celosvětové koordinaci, dostupné šířce pásma a kapacitě 
datového spoje jsou hodnoceny kladně. Dosah spoje je jako u ostatních satelitních spojů 
hodnocen kladně, protože letadlo je schopno letět transkontinentální lety „pod“ jedním 
satelitem. Bohužel, dopravní zpoždění pro tyto systémy dosahuje 0,25 sekundy pro cestu 
nahoru i dolů,  a atmosférické podmínky mohou výrazně ovlivnit dostupnost a spolehlivost 
spoje obzvláště na vyšších frekvencích. Pro nízko letící letadla (pod oblačností) s anténami 
s nízkým nebo středním ziskem může být dostupnost spoje nižší než 0,99. Proto by  
z bezpečnostních důvodů měl být satelitní spoj zálohován jinou metodou. 
U tohoto spoje je vhodnější instalace antén s vysokým ziskem, které ovšem kladou vyšší 
nároky na konstrukci a výkon letadla. Cena mezinárodního systému se předpokládá poměrně 
nízká, protože mnohé satelity jsou již dostupné na oběžných drahách, jen je potřeba je využít. 
Cena provozuje hodnocena neutrálně, cena šířky pásma se pohybuje kolem 10 centů za 
megahertz šířky pásma za minutu.  
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5.5 Diskuze možností komunikace pro lety v neřízeném VP 
Jakou architekturu vybrat pro bezpilotní letadlo o velikosti VUT 001 Marabu pro provoz 
v neřízeném vzdušném prostoru? Jaké frekvence použít? Satelitní spojení umožňuje dosah 
zbytečně velký. Pro fázi testování bezpilotního provozu, které bude s největší 
pravděpodobností probíhat ve vyhrazeném prostoru, je nejlepším řešením pozemní a řídící 
stanice v jednom. Pokud by tato stanice navíc byla mobilní, umožnilo by to flexibilní 
testování v různých právě volných vyhrazených prostorech. Komunikace v pásmu 5030 – 
5091 MHz  je dle mého názoru perspektivní pro budoucí integraci UAV do řízených prostor a 
mnohem později také do neřízených vzdušných prostor, bylo by proto vhodné pracovat 
v tomto pásmu již od začátku vývoje. Toto pásmo umožňuje přenos i velkých objemů dat, což 
umožní v reálném čase sledovat v řídící stanici obraz z palubních kamer a zároveň přenášet 
komunikaci hlasem. 
Protože po fázi testování bezpilotního provozu, vyřešení bezpečnostních rizik a certifikaci 
bezpilotních letadel pro provoz ve společném vzdušném prostoru pravděpodobně dojde 
k rychlému rozšíření druhu misí pro UAV, jedna vysílací stanice již nebude schopna  pokrýt 
požadovaný operační prostor. Proto si myslím, že by bylo vhodné vybudovat infrastrukturu 
kabelem propojených vysílacích stanic, která by spolehlivě pokrývala převážnou část 
vzdušného prostoru České republiky. Spravování takovéto sítě může být zajímavou formou 
investice, za předpokladu naplnění očekávaného rozvoje bezpilotních prostředků a následného 
poskytování komunikačních služeb ostatním provozovatelům bezpilotních letadel.  
S tématem komunikace nutně souvisí také možnost ztráty spojení. V závislosti na stupni 
autonomie bezpilotního prostředku existuje několik možností: 
- normální pokračování v prováděné misi v případě plně autonomního systému 
- návrat na poslední pozici kde byl signál dostupný 
- vystoupání do výšky a kroužení, vyčkávání na uskutečnění spojení 
- pokračování v letu daným kurzem a v dané výšce 
- kontrolovaný střet se zemí 
Cílem technických prostředků a volbou vhodné architektury pro komunikaci s UAV však 
bude vyhnout se možnosti ztráty signálu alespoň v takové míře, aby byla zajištěna bezpečnost 
alespoň stejné úrovně, jako je tomu u pilotovaných letadel. 
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6 Závěr  
Cílem této práce bylo vyhledat a klasifikovat metody signalizace přítomnosti bezpilotních 
prostředků (UAV) ve vzdušném prostoru, metody sledování pohybů UAV v tomto vzdušném 
prostoru vůči pohybům pilotovaných letadel, možnosti ovlivňování pohybu UAV při vzniku 
nebezpečí a možnosti komunikace s piloty i s UAV. Protože v této práci jsem uvažoval UAV 
velikostí odpovídající letadlům všeobecného letectví, která mají srovnatelné rozměry a 
charakteristiky s experimentálním letounem VUT 001 Marabu, předpokládal jsem, že letadlo 
bude označeno světly stejně jako je tomu u pilotovaných letadel. Nějaké zvláštní metody 
signalizace přítomnosti UAV ve vzdušném prostoru jsou dle mého názoru spíše na škodu 
(ačkoliv např. organizace INOUI – Innovative Operational Unmanned Aerial Systems 
Integration doporučuje při první komunikaci mezi UAV a ATC za volacím znakem přidat 
slovo unmanned, aby řídící byl pro jistotu informován, že jde o bezpilotní letoun), protože 
přílišné zdůrazňování přítomnosti UAV může méně zkušené piloty znervóznět a přimět 
k chybám. Navíc, podmínkou integrace je ekvivalentní úroveň bezpečnosti, proto pokud 
budou UAV schopna operovat ve společném vzdušném prostoru, znamená to, že stejná 
úroveň bezpečnosti byla dokázána a není se tudíž důvod k panice.  
Metody sledování pohybů UAV vůči ostatním letadlům a  možnosti vyhýbání se srážkám 
byly rozebrány v kapitole 4, kde zhodnocení a doporučení vhodného systému lze nalézt 
v kapitole 4.7 Diskuze vhodnosti systémů SAA pro lety v neřízeném vzdušném prostoru. 
Opět zde musím shrnout, že dle mého názoru systémem s nejvyšším potenciálem stát se 
certifikovaným systémem Sense and Avoid je palubní radar, protože je schopen detekce všech 
cílů za všech podmínek provozu UAV. Dle mého názoru by bylo možno radarem zjištěné 
tracky upravit do vhodného formátu a zpracovat je algoritmy již existujícího antikolizního 
systému ACAS II. Přestože tyto algoritmy nejsou prozatím certifikovány pro plně samostatné 
vyhnutí, předáním jejich výstupů ve formě rad k vyhnutí operátorovi je umožněno bezpečné a 
efektivní zhodnocením situace a provedení manévru úniku. Uvědomuji si ale, že pilotovu 
schopnost vidět a analyzovat obraz bezprostředního okolí se všemi možnými jevy (terén, 
tvary, barvy, tvary a typ oblačnosti, možnost srovnávací navigace při selhání všech 
přístrojů,…) není radar schopen nahradit. Předpokládám, že certifikace UAV pro provoz ve 
společném vzdušném prostoru bude podmíněna přítomností kamery na palubě UAV a 
přeposíláním obrazu okolí na pracoviště operátora v reálném čase. 
V kapitole 5 byly popsány možnosti komunikace s UAV, a to po stránce druhu a objemu 
vyměňovaných informací, přehledu možných způsobů provedení komunikačního spoje a 
analýzy vhodných frekvencí. Tato část si myslím dostatečně ilustruje problémy spojené 
s provozováním UAV v ohledech a zvláště část 5.5 Diskuze možností komunikace pro lety 
v neřízeném vzdušném prostoru poskytuje závěry a doporučení pro budoucí vývoj UAV. 
Mým doporučením v oblasti komunikace je použít pro spoj operátor – UAV frekvenční 
pásmo 5030 – 5091 MHz z důvodu vyhrazení tohoto pásma civilnímu letectví, ale jeho 
současnému minimálnímu využití. Toto frekvenční pásmo má ucházející vlastnosti šíření a lze 
pomocí něj přenášet velké objemy dat. Zajímavou možností provozování UAV je provoz 
pomocí sítě komunikačních pozemních stanic (pracujících nejlépe v pásmu 5030 – 5091 
MHz), což umožňuje operační nasazení na dostatečně velkém (ale přesto omezeném) území. 
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Seznam zkratek 
ACAS Airborne Collision Avoidance System Palubní antikolizní systém 
ACC Area Control Center Oblastní středisko řízení 
ADS Automatic Dependent Surveillance Automatický závislý přehled 
ADS-B Automatic Dependent Surveillance - 
Broadcast 
Automatický závislý přehled - vysílání 
ADS-C Automatic Dependent Surveillance - 
Contract 
Automatický závislý přehled - dohoda 
AGL Above Ground Level Výška nad zemí 
AI Artificial Intelligence Umělá inteligence 
ATC Air Traffic Controll Řízení letového provozu 
ATC-I Air Traffic Control - International Mezinárodní řízení letového provozu 
ATC-N Air Traffic Control - Networked Místní řízení letového provozu 
ATM Air Traffic Management Uspořádání letového provozu 
ATS Air Traffic Services Letové provozní služby 
BLOS Beyond Line of Sight za rádiovou viditelnost 
CAS Correlated Air Speed Opravená vzdušná rychlost 
CNS Communication, Navigation, 
Surveillance 
Komunikace, navigace, přehled o 
vzdušné situaci 
CPA Closest Point of Approach Bod největšího sblížení 
CPDLC Controller Pilot Data Link 
Communications 
Datový spoj mezi pilotem a řídícím 
CS Certification specification Řada předpisů vydávaná EASA 
CTA Control Area Řízená oblast 
CTR Control Zone Řízený okrsek 
DGPS Differential Global Positioning System Rozdílový GPS 
DME Distance Measuring Equipment Dálkoměrné zařízení 
DoD USA Department of Defense, United States 
of America 
Ministerstvo obrany Spojených států 
amerických 
EASA European Aviation Safety Agency Evropská agentura pro bezpečnost 
civilního letectví 
EGPWS Enhanced Ground Proximity Warning 
System 
Systém varování před terénem 
EO Electrooptical Elektrooptický 
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EUROCONTROL European Organisation for the Safety 
of Air Navigation 
Evropská organizace pro bezpečnost 
vzdušné navigace 
FAA Federal Aviation Authority Federální úřad pro civilní letectví USA 
FAR Federal Aviation Regulation Řada předpisů vydávaná FAA 
FIS Flight Information Service Letová informační služba 
FMS Flight Management System Systém pro řízení letu 
FTS Flight Termination System Systém pro ukončení letu 
GCS Ground Control Station Pozemní řídící stanice 
GEO Geosynchronous Earth Orbit Geosynchronní dráha 
GLONASS Globalnaja navigacionnaja 
sputnikovaja sistěma 
Ruská obdoba GPS 
GNSS Global Navigation Satellite System Globální navigační satelitní systém 
GPS Global Positioning System Globální navigační systém 
GS Ground Station Pozemní vysílací stanice 
HD High definition Vysoké rozlišení 
IAS Indicated Air Speed Indikovaná vzdušná rychlost 
ICAO International Civil Aviation 
Organization 
Mezinárodní organizace pro civilní 
letectví 
IFF Identification Friend or Foe Identifikace přítel-nepřítel 
IFR Instrument Flight Rules Pravidla pro let podle přístrojů 
ILS Instrumented Landing System Systém pro přistání dle přístrojů 
IMC Instrument Meteorological Conditions Meteorologické podmínky pro let 
podle přístrojů 
INOUI INNOVATIVE OPERATIONAL UAS 
INTEGRATION 
Organizace pro integraci UAV do 
společného vzdušného prostoru 
INS Inertial Navigation System Inerční navigační systém 
IR Infrared Infračervený 
ISM Industrial, Scientific, Medical band pásmo pro průmyslové, vědecké a 
zdravotní využití 
JAA Joint Aviation Authority Evropská obdoba FAA 
LAST Light Aviation S Transponder Odpovídač modu S pro všeobecné 
letectví a SLZ 
LED Light Emitting Diode Dioda emitující světlo 
LEO Low Earth Orbit Nízká oběžná dráha Země 
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LOS Line of Sight na rádiovou viditelnost 
LPST Low Power S Transponder Odpovídač modu S s nízkým 
příkonem 
MLS Microwace Landing System Mikrovlnný přistávací systém 
MTOW Maximum Take-off Weight Maximální povolená vzletová 
hmotnost 
NDB Non-Directional Beacon Nesměrový maják 
RA Resolution Advisory Rada k vyhnutí 
RMS Root Mean Square Střední kvadratická odchylka 
RPV Remotely Piloted Vehicle Na dálku řízený prostředek 
RTCA Radio Technical Commision for 
Aeronautics 
Radiotechnická komise pro letectví 
SAA Sense and Avoid  
SES Single European Sky projekt Jednotného evropského nebe 
SESAR Single European Sky Advanced 
Research 
Výzkum SES 
SLZ  Sportovní létající zařízení 
SONAR Sound Navigation and Ranging Sonar 
SSR Secondary Surveillance Radar Sekundární přehledový radar 
SWAP Size, Weight and Power  
TA Traffic Advisory Rada o provozu 
TACAN Tactical Air Navigation  
TAS True Air Speed Pravá vzdušná rychlost 
TAWS Terrain Awareness and Warning 
System 
Systém varování před terénem 
TIS Traffic Information Service Informace o provozu 
TIS-B Traffic Information Service - Broadcast Informace o provozu - vysílání 
TMA Terminal Manouvering Area Koncová řízená oblast 
UA Unmanned Aircraft viz UAV 
UAS Unmanned Aircraft System souhrnný název pro UAV a GCS 
UAT Universal Acces Transciever  
UAV Unnmanned Aerial Vehicle Bezpilotní vzdušný prostředek 
ÚCL  Úřad pro civilní letectví 
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UHF Ultra High Frequency viz UKV 
UKV  Ultra krátké vlny 
ULL  Ultralehká letadla 
VDF VHF Direction Finder VKV zaměřovač 
VDL VHF Data Link Datový spoj na VKV 
VFR Visual Flight Rules Pravidla pro let za viditelnosti 
VKV  Velmi krátké vlny 
VLOS Visual Line of Sight na přímou viditelnost 
VMC Visual Meteorological Conditions Meteorologické podmínky pro let za 
viditelnosti 
VOR VHF Omnidirectional Range VKV všesměrový maják 
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Příloha A - Rozdělení UAV 
Množství doposud vyrobených UAV je poměrně vysoké – jen UVS International uvádí hrubé 
technické specifikace asi 60 letadel různých velikostí a charakteristik. Mezinárodně uznávaný 
systém klasifikace není vytvořen, zde si dovolím uvést trojí členění:  
První členění z pohledu provozovatele UAV podle maximální vzletové hmotnosti, která 
souvisí s charakteristikami letounu, možností instalace užitečného zatížení či rozsahu 
pozemní infrastruktury potřebné k provozování bezpilotního letadla. 
Členění podle stupně autonomie je zajímavé např. z pohledu operátora UAV, zohledňuje 
míru, s jakou je operátor řídí UAV „ručně“, jak časté budou zásahy do řízení, případně jestli 
bude vydávat pouze příkazy, jejichž provedení bude mít na starost palubní počítač. 
Poslední zde uvedené rozdělení bude z pohledu ATM, a to dle třídy vzdušného prostoru, ve 
kterém se bezpilotní letadlo bude pohybovat. Toto hledisko se blíže zabývá schopností UAV 
komunikovat s ATC a okolními uživateli vzdušného prostoru, a odpovědnosti za dodržení 
separace od okolního provozu a překážek.  
 
UAV dle maximální vzletové hmotnosti: 
Hmotnost bezpilotních prostředků v jisté míře vypovídá o výdrži, operačním rádiu, dostupu či 
o množství a velikosti užitečného vybavení na palubě prostředku a tedy i druhu mise, kterou 
tento prostředek bude vykonávat. Kategorizaci podle maximální vzletové hmotnosti nabízí 
CARE Innovative Action [18]: 
 
Tabulka 6: Rozdělení UAV dle maximální povolené vzletové hmotnosti [18] 
 
 
Do třídy 0 spadají např. Javelin (BAI Aerosystem), Pointer (AeroVironment) a Scout 2000 
(EMT). Letadla této třídy jsou provozována výhradně na vzdálenost přímé viditelnosti, pohon 
u posledních dvou zmiňovaných zajišťuje elektromotor. Pro navigaci používají GPS přijímač, 
díky kterému je možné nastavit trasu vytyčením několika bodů. Malý akční rádius, omezený 
dostup a provozování výhradně za viditelnosti předurčují letadla této třídy k provozu 
v oblastech s velmi nízkou pravděpodobností setkání s jiným uživatelem vzdušného prostoru.  
Za separaci ode všech překážek je zodpovědný operátor. Malé rozměry a požadavek na 
nízkou vzletovou hmotnost umožňují instalaci pouze omezeného užitečného zatížení, kde u 
všech výše uvedených letadel užitečné zatížení tvoří malá kamera.   
Letouny třídy 0 jsou používány pro pozorovací či inspekční mise, mohou být využívány jako 
součást bezpečnostního systému ochrany budov a areálů. Vhodné jsou i pro průzkumné mise 
pro pěchotní oddíly armády nebo mohou sloužit jako špionážní zařízení.  
 
Třída UAV MTOW                         
[kg] 
Kategorie dosahu Typický operační radius   
[NM] 
Typický dostup 
[ft] 
0 pod 25 velmi krátký pod 10 1000 
1 25 - 500 krátký 10 - 100 15000 
2 501 - 2000  střední 101 - 500 30000 
3 nad 2000  dlouhý nad 500 nad 30000 
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Ve třídě 1 nalezneme širokou škálu letounů jako Pathfinder (AeroVironment), Outrider 
(Alliant Techsystems) či Sperwer (SAGEM). Většina těchto letounů je poháněna malým 
spalovacím pístovým motorem s tlačnou nebo tažnou vrtulí. Rozměry a maximální vzletová 
hmotnost těchto strojů umožňují pojmout zásoby paliva na 4-10 hodin letu, s akčním rádiem 
mezi 40 – 100 NM. Užitečné vybavení tvoří sofistikovanější elektro-optické či infračervené 
(EO/IR) sensory (kamery a termovize) s možností přiblížení či natáčení sensoru, případně 
zařízení pro analýzu elektromagnetického signálu nebo rušičky výhradně pro vojenské účely.  
Jsou využívány při pozorovacích a průzkumných misích, kde umožňují získání informací o 
konkrétních cílech. Navigační zařízení často tvoří GPS/DGPS v kombinaci s inerciálním 
navigačním systémem INS. Hmotnostní, rozměrová a ekonomická omezení však nedovolují 
instalaci satelitních přijímačů, proto jsou všechny letouny této kategorie provozovány na 
přímou rádiovou dohlednost.  Tyto UAS většinou disponují nezálohovaným datalinkem 
v pásmu C (4-8GHz) nebo Ku (12-18 GHz) 
 
Eagle 1 (EADS/IAI), Hunter (IAI/TRW) a Predator (General Atomics) jsou zástupci třídy 2. 
Zásoby paliva těchto letadel bohatě dostačují pro akční rádius dosažitelný při přímé rádiové 
viditelnosti (cca 100 NM), proto zde akční rádius není rozhodujícím parametrem. Vytrvalost 
v této třídě dosahuje 24-40 hodin u letadel s pevným křídlem a 4-6 hodin u letadel s nosným 
rotorem. Pro dosažení vyššího akčního rádia lze použít retranslaci signálu za hranici přímé 
rádiové viditelnosti, nebo využít satelitního spojení. Charakteristickým prvkem této kategorie 
je již zálohovaný datový spoj rádio/rádio v pásmech C či Ku (obě v pásmu SHF, 3-30 GHz) 
nebo rádio/satelit. Vybavení těchto strojů odpovídačem sekundárního radaru již není spojeno 
s problémy cena/hmotnost/příkon jak je tomu u menších strojů, proto mnohé v současnosti 
využívané stroje mají instalovány vojenskou verzi odpovídače – systém Identification Friend 
or Foe (IFF). Užitečné zatížení mohou tvořit  zařízení s vyšším potřebným příkonem jako 
speciální EO/IR sensory, laserové měřiče vzdálenosti či zaměřovače, palubní radary, rušičky 
signálu či retranslační stanice pro rádiovou komunikaci. Tyto letouny vzhledem ke svým 
rozměrům zpravidla disponují tříkolovým podvozkem, start a přistání je realizováno 
konvenčním způsobem na runway.  
 
Klasifikaci podle maximální vzletové hmotnosti uzavírá třída 3 s představiteli Dark Star 
(Lockheed Martin/Boeing), X-45 (Boeing) a Global Hawk (Northrop Grumman). Tato letadla 
s maximální vzletovou hmotností až 11 tun, dostupy 50 – 60 tisíc stop a dolety v tisícovkách 
kilometrů jsou již bezpodmínečně vybavena několika datovými kanály, a to zálohovaným 
rádiovým spojením pro fázi vzletu a přistání a zálohovaným satelitním spojením pro 
komunikaci v průběhu mise. Pohon těchto letadel zpravidla tvoří proudový motor. Užitečné 
zatížení je účelem obdobné jako u třídy 2, zařízení ale může být přesnější a výkonnější. [18] 
 
Ucelený přehled a charakteristiky bezpilotních letadel vyrobených nebo ve vývoji do roku 
2001 lze najít v [18], rozsáhlý seznam současných bezpilotních prostředků nabízí též UVS 
International na svém webovém serveru. 
 
UAV dle stupně autonomie 
Z pohledu operátora je vhodným kritériem stupeň autonomie. CARE nabízí kategorizaci 
zohledňující skupinu činností operátora, míru jeho interakce s UAV, míru umělé inteligence 
autopilota a možnosti interakce UAV s ATC [18]:  
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Stupeň 0 
Tato letadla mohou být naprogramována pro jednoduché monotónní mise, možnosti vnímání 
a vyhodnocení okolního provozu samotným letadlem a následné ovlivnění pohybu není 
možné, proto se nepředpokládá využití letadel tohoto stupně autonomie v jiném než 
vyhrazeném vzdušném prostoru. 
Přítomnost operátora a neustálé pozorování letu jsou nezbytné pro bezpečnost letu. Protože 
operátor není schopen ovládat letadlo v průběhu letu (napomáhá pouze při startu či obnově), 
je jeho interakce s UAV omezena pouze na aktivaci nouzového ukončení letu pomocí Flight 
Termination System (FTS) 
Letadlo je pouze schopno provést naprogramovanou misi, ale nemá žádnou vlastní umělou 
inteligenci a není schopno reagovat na vnější podněty. 
UAV nemá žádnou možnost interakce s řízením letového provozu (ATC), ATC pouze může 
požádat operátora o spuštění FTS, nebo jej může spustit přímo ze svého stanoviště. 
 
Stupeň 1 
Letadla tohoto stupně autonomie, pokud by byla posuzována jako IFR, by mohla být 
nasazována ve vzdušném prostoru třídy A i bez složitých systémů sense and avoid,  separace 
mezi všemi uživateli  ve vzdušném prostoru třídy A je zajišťována výhradně ATC, 
v současnosti již využívaným doplňkem ATC je možnost samostatné separace pomocí 
palubního antikolizního systému ACAS.. 
Operátor má za úkol plynulé vedení letadla a ovládání všech systémů buď „ručně“ nebo 
pomocí zadávání pokynů do FMS / autopilotovi, přeprogramování je možné i v průběhu letu. 
Operátor musí zasáhnout kdykoliv předem naprogramovaná mise nemůže být provedena 
podle plánu. Operátor vykonává v podstatě stejné funkce jako pilot letadla. 
Autopilot je bez umělé inteligence, ovšem je schopen vykonat samostatně jednoduché 
manévry na základě informací palubních systémů (např. ACAS) 
Letadla tohoto stupně autonomie by byla předmětem služeb stejných, jako jsou letadla IFR, 
což vyžaduje přímě spojení operátora s ATC.  
 
Stupeň 2 
Operátor má za úkol plynulé vedení letadla a ovládání všech systémů buď „ručně“ nebo 
pomocí zadávání pokynů do FMS / autopilotovi, přeprogramování je možné i v průběhu letu. 
Operátor musí zasáhnout kdykoliv předem naprogramovaná mise nemůže být provedena 
podle plánu. Operátor vykonává v podstatě stejné funkce jako u stupně 1, navíc má operátor 
k dispozici informace z antikolizních systémů 
Autopilot je bez umělé inteligence, ovšem autopilot je schopen samostatně reagovat na 
podněty ze systémů ACAS či ADS-B a vhodně upravit letové parametry k dodržení separace. 
Tyto podněty jsou rovněž předány do řídící stanice. 
ATC má za úkol poskytovat operátorovi rady k vyhnutí a vydávat letová povoleni k zajištění 
rozstupů. 
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Stupeň 3 
Operátor má v tomto případě pozici dozorce (stálý dohled), díky pokročilým schopnostem 
autopilota je nutnost zásahů operátora omezena pouze na stav nouze a speciální situace. 
Autopilot je schopen určit nejvýhodnější manévr k vyhnutí, je schopen samostatného 
rozhodování a přeplánování mise v případě potřeby.  
ATC oproti předchozí variantě má možnost komunikace přímo s autopilotem přes určený 
datový spoj (např. Controller Pilot Data Link Communications – CPDLC). Komunikace 
s operátorem však zůstává zachována. 
Přítomnost dvou rozhodovacích autorit – operátora a AI s sebou nese problémy s komunikací 
s ATC. Musí být vytvořeno rozhraní pro komunikaci ATC s UAV. ATC poskytuje UAV 
poradní službu, AI musí dostat data v takovém formátu, aby je mohl efektivně využít. AI též 
musí umět generovat žádosti o letová povolení a předat je ATC, a poté potvrdit jeho povolení 
či zamítnutí. 
 
Stupeň 4 
Operátor je zde pouze jako bezpečností pojistka, v principu není třeba plynule dohlížet na 
průběh letu. Jakákoliv interakce s UAV je automaticky hodnocena jako stav nouze.  
Autopilot proto musí mít komplexní umělou inteligenci, schopnost rozpoznat okolní provoz a 
terén, schopnost rozhodovat o nejvýhodnějším manévru i s ohledem na výkony letadla a jeho 
pevnostní charakteristiky. Autopilot je schopen samostatně volit optimální trajektorii letu a 
přeplánovat ji v případě rizika střetu. 
ATC úzce komunikuje pouze s autopilotem přes určené rozhraní, spojení s operátorem je 
využito pouze ve stavu nouze. 
 
Přestože se v rozdělení vyskytuje kategorie ATC, neznamená to automaticky, že daný letoun 
bude létat pouze v řízeném prostoru. Tématem této práce je sice integrace do neřízeného 
vzdušného prostoru, ovšem letadlo pro splnění mise nebo v případě nouze může potřebovat 
přecházet z řízeného prostoru do neřízeného a zpět. Proto možnost komunikace UAV s ATC 
by měla být zajištěna, i když vůbec nemusí být v průběhu mise využita.  
Letadla stupně 1 a 2 by mohla být po překonání překážek spojených s datovým spojením 
provozována v takovém řízeném vzdušném prostoru podle pravidel letu podle přístrojů IFR, 
kde za separaci IFR od IFR i za separaci IFR od VFR zodpovídá ATC. Stupně autonomie 3 a 
4 jsou zatím otázkou budoucnosti, a to z důvodu nutnosti vytvoření speciálního datového 
kanálu a  komunikačního rozhraní UAV – ATC. Pod rouškou evropské integrace a 
harmonizace ATS by tyto kanály musely být standardizovány na evropské úrovni. 
 
UAV dle režimu provozu 
Protože třetí dělení, které zde chci uvést, bere v potaz odpovědnost za separaci, je na místě 
zde uvést stručné současné i plánované rozdělení vzdušného prostoru. Kompletní tabulku lze 
najít v předpise L – 11, doplněk 4.  V České republice jsou aplikovány 4 třídy vzdušného 
prostoru, a to C, D, E a G.  Všimněme si zde sloupce Zajišťovaný rozstup: 
Ve VP třídy C je službou ATC zajišťován rozstup letadlům IFR  navzájem, letadla IFR jsou 
též separovány od VFR. Provozování UAV jako IFR ve VP této třídy proto nevyžaduje 
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nutnost speciálních antikolizních systémů, přestože konvenční ACAS může být povinným 
vybavením, obdobně jak je tomu u pilotovaných letadel.  
U provozování UAV podle IFR i VFR v ostatních třídách vzdušného prostoru není službou 
ATC zajišťována separace ode všech uživatelů vzdušného prostoru, což znamená nutnost 
nahradit pilota a jeho schopnost (a povinnost!) pozorovat své okolí pomocí vhodného 
elektrotechnického zařízení. 
 
Tabulka 7: Třídy vzdušného prostoru v ČR [24] 
Třída Druh 
letu 
Zajišťovaný 
rozstup 
Poskytovaná služba Omezení 
rychlosti 
Požadavek 
radiového 
spojení 
Podléhá                      
letovému 
povolení 
IFR 
IFR od IFR                
IFR od VFR 
Služba řízení letového provozu Neuplatňuje se 
Stálé 
obousměrné 
Ano 
C 
VFR VFR od IFR 
Služba řízení letového provozu pro rozstup od 
IFR. Informace o provozu VFR/VFR (a na 
vyžádání rada k vyhnutí 
250 kt IAS pod 
3050 (10000 ft) 
AMSL 
Stálé 
obousměrné 
Ano 
IFR IFR od IFR                
Služba řízení letového provozu, informace o 
provozu VFR letům (a na požádání rada k 
vyhnutí) 
250 kt IAS pod 
3050 (10000 ft) 
AMSL 
Stálé 
obousměrné 
Ano 
D 
VFR Žádný 
IFR/VFR a VFR/IFE informace o provozu (a na 
požádání rada k vyhnutí) 
250 kt IAS pod 
3050 (10000 ft) 
AMSL 
Stálé 
obousměrné 
Ano 
IFR IFR od IFR                
Služba řízení letového provozu a pokud je to 
proveditelné informace o provozu VFR letům 
250 kt IAS pod 
3050 (10000 ft) 
AMSL 
Stálé 
obousměrné 
Ano 
E 
VFR Žádný Informace o provozu pokud je to proveditelné 
250 kt IAS pod 
3050 (10000 ft) 
AMSL 
Neuplatňuje 
se 
Ne 
IFR Žádný Letová informační služba 
250 kt IAS pod 
3050 (10000 ft) 
AMSL 
Stálé 
obousměrné 
Ne 
G 
VFR Žádný Letová informační služba 
250 kt IAS pod 
3050 (10000 ft) 
AMSL 
Neuplatňuje 
se 
Ne 
 
 
Poslední dělení, tentokrát dle INOUI, zahrnuje režimy provozu (které budou rozebrány 
v kapitole komunikace s UAV) a zodpovědnost za separaci od ostatního provozu [8]: 
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Obrázek 15: Dělení UAV dle režimu provozu [8] 
 
V kategorii 1 je UAV provozováno na vzdálenost přímé dohlednosti VLOS1, operátor musí 
mít přímý vizuální kontakt s letadlem a jeho okolím relevantním pro možnost vyhnutí se 
srážce. Letadlo může být provozováno podle pravidel pro let za viditelnosti. Separace od 
okolního provozu je zajištěna na základě operátorova aktivního vizuálního pozorování 
vzdušné situace. Letadlo této kategorie lze dle INOUI provozovat ve vzdušných prostorech A 
– G.  
 
Kategorie 2 obsahuje takovou variantu provozu, v níž je operátor UAV přítomen 
v doprovodném letadle. Operátor tak má přímý vizuální kontakt s UAV i s okolním provozem 
(VLOS2). Pro potřeby ATM se tento let řídí podle pravidel letu ve formaci, a může být 
provozován podle VFR i IFR, ovšem pro zajištění sledování okolí operátorem 
z doprovodného letadla musí let probíhat za podmínek VMC. Tento let lze provést ve všech 
třídách vzdušného prostoru (A – G), za separaci odpovídá operátor UAV. 
 
Třetí kategorie používá pro řízení a povely datového spoje na vzdálenost radiové viditelnosti 
(LOS) mezi UAV a pozemní řídící stanicí. Provoz v této kategorii již je náročnější obzvlášť 
z hlediska systému Sense and Avoid. V tomto případě musí být UAV schopno systematicky a 
plynule prozkoumávat své okolí a vyhledávat okolní provoz. Informace o okolním provozu 
poté musí být pomocí datového spoje přeneseny do řídící stanice, operátor následně provede 
vhodný manévr k dodržení separace. Maximální operační rádius je tak ovlivněn dosahem 
tohoto datového spoje. 
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Z pohledu poskytování separace rozlišuje INOUI dále na: 
Podkategorie 3a, kde UAV je provozováno ve vzdušném prostoru třídy A,B, a to podle 
pravidel IFR nebo VFR. V těchto vzdušných prostorech zajišťuje separaci ATC, jako pojistka 
je zde povinnou výbavou palubní antikolizní systém. Všechen provoz v tomto VP je tedy 
spolupracující a sledování okolního provozu by mohlo být realizováno s pomocí palubního 
antikolizního systému ACAS. 
Podkategorie 3b, kde je UAV provozováno ve vzdušném prostoru třídy C – G. Zde ATC 
neodpovídá za separaci UAV od všeho okolního provozu, ovšem pokud je to proveditelné, 
může poskytovat informace o okolním provozu a vydávat rady k vyhnutí. 
 
U čtvrté kategorie se poprvé objevuje komunikace s UAV pomocí satelitního spojení a 
tedy možnost provozovat letadlo i za vzdálenost přímé rádiové dohlednost.  
Tato kategorie se dělí obdobně jako předešlá na 4a (vzdušný prostor třídy A, B)  a 4b 
(vzdušný prostor třídy C – G), ovšem zde se situace komplikuje dopravním zpožděním 
satelitního spoje. Tato prodleva jak ovlivňuje možnost komunikace s ATC, tak nepřijatelně 
prodlužuje dobu od zjištění okolního provozu UAV do předání varování operátorovi a dále 
ovlivnění pohybu UAV operátorem k zabránění srážce. 
 
Poslední, tedy pátá kategorie disponuje samostatným a úplným systémem separace a 
případnému vyhnutí se okolnímu provozu. Toto může být dosaženo pomocí vysokého stupně 
automatizace, přítomnost operátora je volitelná. Tato letadla nejsou schopna kontaktovat 
ATC, proto je jejich provoz omezen na vzdušný prostor třídy E, G.  
 
První kategorie neposkytuje nijak rozsáhlou možnost provozování bezpilotních prostředků, na 
přímou viditelnost operátora mnoho komerčně zajímavých misí pravděpodobně nenalezneme. 
Druhá kategorie je dle mého názoru velmi vhodná z hlediska testování různých systémů pro 
UAV, kdy z hlediska bezpečnosti doprovodný stíhač může plnit i funkci poměrně radikálního 
FTS v případech vysoké naléhavosti. Velmi zajímavou skupinou pro experimentální letoun 
Marabu je kategorie 3, potažmo 3b, kde je provoz možný v řízeném i neřízeném provozu a na 
vzdálenost přímé rádiové dohlednosti by (eventuálně s použitím malého počtu retranslačních 
stanic) jej bylo možné provozovat na celém území republiky. Kategorie 4 předpokládá 
nasazení letadel na mezinárodních misích, těžko zde hledat letadlo jiné než 3 třídy dělení 
podle hmotnosti.  
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Příloha B – Doba k vyhnutí 
 
 
Obrázek 16: Doba potřebná k vyhnutí [37] 
SAA musí (v závorce paralela s pilotem) 
detekovat objekt (zahlédnout objekt) tedy rozpoznat nehomogenitu ve sledovaném prostoru,  
identifikovat cíl (rozpoznat letadlo), tedy určit, zda zaznamenaný objekt je relevantním cílem, 
nebo falešným alarmem, relevantní cíl je postoupen sledování v čase. 
zjistit ohrožení (zjistit ohrožení), vypočtení bodu a času největšího sblížení. SAA 
pravděpodobně bude schopno určit kolizní kurz rychleji než pilot, nicméně bude nejspíš 
potřeba využít několika měření, které v závislosti na metodě určitý čas zaberou.  
určit vhodný manévr (určení manévru úniku), rozhodnutí o vhodném manévru úniku, vydání 
RA. Zde dle mého názoru dojde k největší úspoře času, software pracující na dostatečně 
výkonném hardware je schopen určit vhodný manévr téměř bez prodlevy. 
vykonat úhybný manévr (svalová reakce), v případě automatického vykonání manévru zaslání 
příkazu servomechanismům opět dojde k úspoře času. Pokud bude úhybný manévr vykonán 
operátorem na základě doporučení systému SAA, doba na vykonání manévru se naopak 
prodlouží v důsledku dopravního zpoždění, v případě řízení letadla na přímou viditelnost 
muže být tato prodleva až v řádu desetin sekundy, v případě satelitního spojení v řádu sekund. 
