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REDISEÑO DE LA RED DE DATOS, APLICANDO NORMAS Y ESTÁNDARES 
INTERNACIONALES DE CABLEADO ESTRUCTURADO,  Y EQUIPAMIENTO DE 
RED, PARA EL GOBIERNO AUTÓNOMO DESCENTRALIZADO MUNICIPAL DE 
ARCHIDONA, PROVINCIA DE NAPO 
El objetivo principal del proyecto es comunicar los diferentes departamentos del Municipio de 
Archidona, ya que los funcionarios necesitan de comunicaciones de datos, el cual permita 
optimizar  los recursos informáticos, reducir tiempos improductivos del personal, mejorar los 
procesos administrativos, brindar servicios óptimos, mejorando así la gestión institucional y la 
atención a la ciudadanía., El nuevo rediseño estará enfocado en crear una red que integre y permita 
el acceso a múltiples servicio como: internet,  datos, VoIP, etc., permitiendo así el avance en el 
ámbito tecnológico  
 
 
DESCRIPTORES: CABLEADO ESTRUCTURADO/ RED DE DATOS/ CATEGORIA 6A/ 






















REDESIGN OF DATA NETWORK, INTERNATIONAL STANDARDS APPLYING 
STANDARDS AND STRUCTURED WIRING AND NETWORK EQUIPMENT FOR THE 
HOME GOVERNMENT MUNICIPAL ARCHIDONA DECENTRALI, NAPO PROVINCE 
 
The project's main objective is to communicate the different departments of the 
Municipality of Archidona, as officials need data communications, which allows the 
optimization of IT resources, reduce staff downtime, improve administrative processes, 
providing optimal services, improving institutional management and attention to 
citizenship., the new redesign will focus on creating a network that integrates and allows 





DESCRIPTORS: STRUCTURED WIRING/RED DATA/CATEGORY 6A/VLANS/ 








Hoy en día,  es necesario que las empresas e instituciones públicas  vayan de la mano con los 
avances tecnológicos, para poder llevar de una mejor manera el manejo de la  información y la 
comunicación entre los empleados. Es por esto que es  primordial contar con un sistema de red de 
datos, ya que ofrece soluciones integrales a las necesidades en lo que respecta al servicio de 
Internet y a la transmisión confiable de la información.  
En el pasado los  municipios o centros poblados no contaban con acceso a Internet, por esta razón 
estaban en desventaja competitiva,  en cuanto de la oferta y calidad de los servicios de 
telecomunicaciones en comparación con las principales ciudades conectadas con esta tecnología. 
El problema que presenta el Municipio de Archidona, es no contar con un buen sistema de red de 
datos, lo cual no permite el desarrollo tecnológico a nivel institucional. 
Con el rediseño de la red de datos, se logrará la reducción  de tiempos laborables y costos de 
recursos informáticos,  así el Municipio tendrá una infraestructura organizada de manera eficiente, 
lo cual beneficiará a la Institución, 
La idea de este proyecto de tesis está vinculado al cumplimiento del “Plan Nacional del Buen vivir 
y a las competencias exclusivas de la Municipalidad,  preocupados por la calidad del servicio 












CAPITULO I. EL PROBLEMA 
 
1.1 Problema Actual del Municipio de Archidona 
  
El Gobierno Municipal del cantón  Archidona, es una institución gubernamental y un ente del 
estado ecuatoriano, dedicada a prestar servicios como son: el cobro de  predios, catastros, además 
cuenta con un auditorio y  una biblioteca para ayuda de los estudiantes del cantón. 
El Municipio de Archidona, cuenta por el momento con una gran debilidad en su infraestructura 
tecnológica, ya que con el afán de aprovechar los recursos que ofrece una red, se ha implementado 
el tendido de cableado de red,  sin cumplir con las exigencias de parámetros de las nuevas 
tecnologías, por lo que no se puede dar un uso eficiente, esto ha traído problemas, ocasionando 
pérdidas de información, demoras en el uso y acceso a la red, provocando molestias en los 
usuarios, afectando en si  al Municipio con sus tareas diarias para el beneficio de los empleados de 
la Institución y de la comunidad.  
Después  de haber realizado el estudio en el Municipio de Archidona, se observaron los problemas 
que a continuación se mencionan: 
 Redes  de cableado sin su respectiva  información. 
 No existe un personal capacitado que cumpla con el perfil  en el departamento de Sistemas, 
por tal motivo el Municipio de Archidona, se ve obligado a contratar servicios informáticos 
y de redes. 
 Existe solo  una persona encargado del departamento de Sistemas.  
 Falta de mantenimiento al cableado de red. 
 No está segmentada la red. 
 Algunos departamentos no cuentan con  cableado de red por lo tanto no se puede compartir 
información entre departamentos. 









1.2 Formulación del Problema 
 
¿En  qué medida beneficiará a los usuarios del Municipio y a la comunidad,  el rediseño de una red 
de datos, aplicando normas y estándares internacionales de cableado estructurado,  y equipamiento 
de red, para el Gobierno Autónomo Descentralizado Municipal de Archidona, provincia de Napo? 
 
1.3 Objetivos 
1.3.1 Objetivo General: 
 
Rediseñar la red de datos aplicando normas y estándares internacionales de cableado 
estructurado, y equipamiento de red,  para el Gobierno Autónomo Descentralizado 
Municipal de Archidona, Provincia de Napo. 
 
1.3.2 Objetivos Específicos: 
 Investigar las distintas  normas y estándares que rigen un sistema de cableado 
estructurado. 
 Describir las características de los equipos de networking requeridos para poner en 
funcionamiento  la  red de datos. 
 Diseñar la mejor topología de red que permita la alta disponibilidad de los equipos. 
 
1.4 Justificación del Problema 
La Municipalidad del Cantón Archidona,  es el órgano de gobierno promotor del desarrollo local, 
con personería jurídica de derecho público, y plena capacidad para el cumplimiento de sus fines; 
con autonomía política, económica y administrativa en los asuntos de su competencia. Una de las 
tareas más importantes de un Municipio, es la transparencia y eficiencia en el servicio   que a esta 
le corresponden. 
Es totalmente necesario el rediseño de la red de datos,  la cual permita interconectar las diversas 





real, y por ende optimizar y generar mayor productividad  por parte de los usuarios  de la Entidad 
Municipal. 
 
1.5 Alcances y Limitaciones 
1.5.1 Alcances 
 Análisis  y diseño de cableado de voz y datos. 
 Identificar Topología, dispositivos, servidores  y hardware para su idóneo 
funcionamiento. 
 Realizar un diseño lógico. 
 Definir las medidas de acceso y seguridad para la red informática. 
 Diseñar una red que sea eficiente, escalable y óptima para usar el servicio de Internet. 
 Determinación de la ubicación de nuevos puntos y de los equipos de red. 
 
1.5.2 Limitaciones 
Durante la investigación se presentaron limitaciones que a continuación enunciamos: 
 La ejecución del proyecto depende del  mandante del Gobierno Municipal del cantón 
Archidona y del presupuesto que posean  para invertir. 
 Debido a que el tema de tesis es de rediseño de la red, no se puede implementar y hacer 
las pruebas respectivas, ya que depende de las autoridades de turno la ejecución del 
proyecto. 
 No se va generar términos de referencia, en lo que respecta a la adquisición  de equipos  
de networking y de cableado de red. 
 No  se va a realizar la implementación de videovigilancia, debido a que no se realizó 
los estudios respectivos.  
 El proyecto de  tesis está centrado en el rediseño de la red de datos y no en el estudio 









CAPITULO II. DESCRIPCIÓN DE LA SITUACIÓN  ACTUAL DE LA RED 
 
En este capítulo se  ha buscado el método más óptimo de investigación como es  la investigación de 
campo, porque está directamente relacionado  con el lugar de los hechos, además se realiza el 
levantamiento de la información de la red de datos del Gobierno Municipal del cantón Archidona, 
se analizará la situación actual  relacionada al número de usuarios de la red, el estado de las 
aplicaciones de voz y datos, video y demás aplicaciones que maneja el Municipio, en base  a los 
resultados obtenidos se realizará el rediseño de la red, permitiendo mejorar los servicios y  las 
tareas administrativas de la institución. Antes de continuar con el capítulo se quiere dar a  conocer 
que los  datos fueron obtenidos en  las fechas de  septiembre, octubre del año 2012. 
1.6 Antecedentes Investigativos 
En el Municipio de Archidona,   no se ha realizado investigaciones ni estudios para resolver el 
problema planteado.Con estos antecedentes, es indispensable realizar el presente proyecto de tesis,  
con el fin de optimizar el trabajo y generar mayor productividad por parte de los usuarios. 
1.7 Enfoque 
El presente trabajo estuvo bajo el paradigma cuantitativo que se evidencia a través de la 
investigación en el lugar de los hechos, dónde se obtuvo la información necesaria para dar solución 
al problema planteado en el capítulo I. 
La parte fundamental de este proyecto fue lograr que las diferentes dependencias del Municipio 
tengan una comunicación en tiempo real, mediante una red de datos ya que es mucho mejor brindar 
seguridad y confiabilidad a la transferencia de datos. 
1.8 Modalidad de la investigación 
1.8.1 Investigación de campo 
Para resolver el presente problema se escogió la investigación de campo, debido a que se realizó 
directamente en el lugar dónde se presentaron los fenómenos del estudio, lo cual permitió analizar 





1.9 Nivel o tipo de investigación 
La investigación partió con el nivel exploratorio de tal manera que permitió reconocer el entorno 
laboral, el personal que trabaja en la institución y la situación actual de los recursos informáticos, 
permitiendo conocer y detectar el problema. 
Después se utilizó el nivel descriptivo para detallar las posibles causas y efectos del problema 
¿Cuándo se inició?, ¿Cómo se inició?, ¿A quiénes afecta?, se identificó de manera adecuada las 
variables de análisis, se estableció relaciones de causa y efecto con las variables dependientes e 
independiente, y se pudo determinar los procesos para resolver y llegar al nivel explicativo con la 
comprobación de la hipótesis.  
1.10 Población y muestra 
Para el presente proyecto el universo investigativo tomado en consideración son los empleados que  
laboran dentro del Municipio de Archidona. 
Población: 74 empleados 
Muestra: 55 empleados 
1.11 Técnicas e instrumentos de investigación 
La técnica que se usó para la recolección de información es una encuesta que estuvo dirigida a los 
empleados involucrados en el estudio del presente proyecto. 
El instrumento de la investigación utilizado fue un formulario con preguntas que proporcionaron la 
información correcta lo cual permitió tomar varias consideraciones en el rediseño de la red de 
datos. 
1.12 Encuesta al personal del Gobierno Municipal del cantón Archidona 
Se  realizó una encuesta al personal que labora en las instalaciones del Gobierno de Archidona, en 
el mes  de septiembre, octubre del año 2012, que consta de cuatro partes, primero se les consultó 
sobre el hardware y el software que disponen para trabajar, segundo si disponen de telefonía para la 
comunicación dentro y fuera de la institución, tercero sobre los periféricos que manejan  y cuarto  
sobre la red inalámbrica. Estas preguntas se realizaron para poder conocer el estado actual de la 
red, el número de usuarios y que aplicaciones utilizan, para poder realizar el rediseño y 
dimensionamiento de la nueva red para el soporte de multiservicios. El formato de la encuesta de 





1.12.1 Análisis de los resultados de la encuesta 
Para el procesamiento de datos de la investigación se utilizó el método de tabulación manual, lo 
cual permitió clasificar los datos obtenidos en la encuesta y así brindó una mejor visión del 
proyecto. 
A continuación se presenta los resultados obtenidos después de realizada la encuesta a los 
empleados del Gobierno Municipal de Archidona.  
 
1. ¿Tiene un computador individual para trabajar? 
 
En la figura 2.1 se indica que el 93% de los empleados disponen  de  un computador para 
trabajar que es propiedad del Gobierno Municipal, y el 7% de empleados  no cuenta con un 
computador, por lo que se ven obligados a  traer sus propias laptops personales. Las 
autoridades de turno deben  proporcionar computadores a los empleados para que puedan  
laborar por el bien de la Institución. 
 















2. ¿Qué tipo de computadora tiene? 
 
La figura 2.2 muestra que el 86% de  empleados tienen  un computador de escritorio, y el 
7%  usan laptop para realizar sus actividades cotidianas dentro del Gobierno Municipal y el 
7% no tiene un computador. Se debe tomar medidas a esta situación ya que todo empleado 
debería tener un computador para trabajar. 
 
Figura 2.2 Tipo de computador 




3. ¿Qué características tiene el computador? 
 
Esta pregunta está enfocada al conocimiento de las características del computador para el 
acceso a la red y a las aplicaciones más frecuentes. 
 
En la figura 2.3 se observa los tipos de procesadores que tienen las computadoras en las 
que laboran los empleados del Gobierno Municipal. 














Figura 2.3 Tipo de procesador 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
Figura 2.4 observamos los porcentajes de las distintas capacidades de memoria RAM, que tienen 
las computadoras del Gobierno Municipal.  El 30% de las  computadoras poseen  una buena 
capacidad de memoria RAM de 2GB y el 26% de 1GB.  
 
Figura 2.4 Memoria RAM 
Autor: Tesista 















































En la figura 2.5 se muestra los porcentajes de  las distintas capacidades de disco duro que tienen los 
computadores del Gobierno Municipal. El 35% de las computadoras poseen  una buena capacidad 
de disco duro de 500GB el 20% posee un disco duro de 300GB y el 18% tiene un disco duro de 
150GB. 
 
Figura 2.5 Disco Duro 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
La figura 2.6  nos indica que para la conexión a la red, el 58% de los empleados lo  hacen a través 
































Figura 2. 6 Tarjeta de Red 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
 
4. ¿Qué sistema operativo tiene el computador? 
 
En la figura 2.7 se observa los porcentajes de los sistemas operativos que se encuentran 
instalados en las computadoras del Gobierno Municipal. El sistema operativo que más se 
usa es Windows XP con un 56%, por la compatibilidad de programas que se manejan en la 
Municipalidad, el 37% trabaja con Windows 7 y el 7% con Windows Vista. 
 
Figura 2.7 Sistema Operativo 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
 
5. ¿Tiene conexión a internet? 
 
La figura 2.8 muestra el porcentaje de los empleados que tienen acceso a internet en el 
Gobierno Municipal. El 52% no tiene conexión a Internet, como es el caso del tercer y 
cuarto piso que no posee cableado de red, ni la implementación de una red inalámbrica. 
Además por políticas internas del Municipio se ha establecido que ciertos usuarios no 















Figura 2. 8 Conexión a Internet 
Autor: Tesista 




6. Si la respuesta 5 fue afirmativa, conteste: ¿Según su percepción cual sería la velocidad 
de internet que dispone? 
 
La figura 2.9 muestra el porcentaje de los empleados que contestaron que tenían acceso a 
internet y según su percepción consideraron que la velocidad a internet es rápida, normal y 
lenta. El 73% afirmó que la conectividad a internet es muy lento lo que retrasa las 
actividades de trabajo. El 27% afirmó que la conectividad a Internet es normal. 
48% 
52% 









Figura 2.9 Velocidad de Internet 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
7. ¿Qué aplicaciones más frecuentes utiliza en su computador? 
 
La figura 2.10 muestra el porcentaje de las aplicaciones utilizadas con más frecuencia por 
los empleados del Gobierno Municipal. Las aplicaciones más frecuentes son: 33% Word, 




































Figura 2.10 Aplicaciones Frecuentes 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
 
8. ¿Tiene línea telefónica en su oficina? 
 
La figura 2.11 muestra el porcentaje de empleados que disponen de  una línea telefónica o 
extensión. El 49% de los empleados no tiene teléfono para la comunicación dentro y fuera 
del Gobierno Municipal y el 33% posee extensión de telefonía y el 18% tiene línea 
telefónica. 
 
Figura 2. 11 Línea Telefónica 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
9. ¿Las líneas telefónicas son individuales o compartidas? 
 
La figura 2.12 muestra que el 49% de empleados no  disponen  de ninguna línea telefónica 














Figura 2. 12 Líneas Telefonía individual o compartida 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
10. ¿Cuántas llamadas telefónicas promedio realiza por hora? 
 
La figura 2.13 muestra que el 66% de los empleados realizan cero llamadas promedio por 

































Figura 2. 13 Llamadas Telefónicas 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
11. ¿Cuántas llamadas telefónicas realiza por hora, al exterior del GADM Archidona? 
 
La figura 2.14 muestra que el 72%  de los empleados no realiza llamadas por hora y que el 
17% realiza una sola llamada hacia los exteriores del Gobierno Municipal. 
 
 
Figura 2. 14 Llamadas telefónicas/hora fuera del GADMA 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
12. ¿Cuántas llamadas telefónicas realiza por hora al interior del GADM de Archidona? 
 
La figura 2.16 muestra que el 62% de  los empleados no  realizan llamadas por hora y que 


















Figura 2. 15 Llamadas telefónicas/hora al interior del GADMA 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
Las preguntas relacionadas a la telefonía existente en el Gobierno Municipal nos da una 
idea de cuánto tráfico se genera dentro de la institución, para poder realizar el rediseño de 
la nueva red y dimensionar el tráfico del servicio telefónico. 
 
13. ¿Tiene una impresora individual, compartida o ninguna? 
 
La figura 2.16 muestra el porcentaje de empleados que disponen de una impresora 
individual o la comparten. El 49% de los empleados posee una impresora individual para 
trabajar y el 33% comparten la impresora con los demás compañeros de trabajo y el 18% 
no cuenta con una impresora. 
 
Se debería dar un buen uso de  este activo, conectando las impresoras en red de esta 
manera se puede compartir información con los demás usuarios y se reduciría costos de 
equipos. 
 



















Figura 2. 16 Impresora Individual o Compartida 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
14. ¿Tiene conectividad  inalámbrica? 
 
Esta pregunta permite conocer si el Gobierno Municipal dispone de una red inalámbrica. El 
100% de los empleados respondió que no posee internet inalámbrico. 
 
 
Figura 2. 17 Internet Inalámbrico 
Autor: Tesista 



















15. ¿Por qué  es necesario una red inalámbrica? 
La mayoría de los empleados del GADMA, respondieron que es necesaria una red 
inalámbrica, por sus ventajas de conexión a internet desde cualquier sitio sin usar cableado 
de red. Es la apreciación de los usuarios, sin embargo una red inalámbrica además de 
poseer varias ventajas,  tiene problemas de  seguridad y está más expuesta a ataques de 
hackers. 
16. ¿Es necesario que en el Municipio se coloque la red wireless (red inalámbrica)? 
 
En la figura 2.18  muestra que el 87% de los empleados desean que en el Gobierno 
Municipal se instale una red inalámbrica y el 13% no está de acuerdo. 
Debido al problema que se tiene con el cableado dentro del Gobierno Municipal los 
empleados han visto la necesidad de optar por una red inalámbrica, para un mejor uso del 
Internet, y la compartición de información en tiempo real. La red inalámbrica sería una 
segunda opción en cuanto al servicio de internet. 
 
Figura 2. 18 Instalación Red Inalámbrica 
Autor: Tesista 
















17. ¿Se deben  colocar puntos de red adicionales en las oficinas? 
 
En la figura 2.19  muestra que el 69% de empleados requieren  que se coloquen puntos de 
red adicionales  en sus  puestos de trabajo y el 31% no está de acuerdo que se instale más 
puntos de red. 
Algunos puntos de red que posee actualmente el Gobierno Municipal se encuentran 




Figura 2. 19 Puntos de Red 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
18. ¿Cuál es el problema más evidente en el sistema informático actual? 
 
Se realizó esta pregunta para saber el problema más evidente del sistema informático, los 
empleados respondieron que el problema  se debe a que no  cuentan con un buen  
mantenimiento  de  la red, equipos de  networking,  actualización de programas así como 
actualización de  antivirus, esto ha traído  varios  inconvenientes en el trabajo diario.  
Se debería dar mayor atención a estos problemas ya que en el Gobierno Municipal no 













19. ¿A quiénes afecta el problema del sistema actual? 
 
La figura 2.20 se puede apreciar que  el 40% de los empleados, afirman que el problema 
que posee el sistema actual afecta a la ciudadanía del cantón. 
Por  este motivo  se debe tomar las medidas necesarias, para dar un buen servicio a la 
ciudadanía y pueda  mejorar la imagen del Municipio  
 
 
Figura 2. 20 Afectados por el problema del sistema actual 
Autor: Tesista 
Fuente: Empleados del GADMA 
 
 
1.13 Interpretación de Resultados 
La edificación del Gobierno Municipal del cantón de Archidona fue construida hace varios años, 
por lo que para ese entonces no se tomaron medidas para la instalación de  cableado estructurado y 
diseño de redes. Debido a esto, no existe comunicación de datos entre los diferentes departamentos 
de la institución mediante una  red de datos. 
Las computadoras, impresoras y algunos equipos de networking, que se encuentran en 
funcionamiento requieren de mantenimiento y cambios de piezas según los requerimientos de cada 














El Gobierno Municipal requiere el diseño de una red de datos con la finalidad de intercambiar 
información en el menor tiempo posible y compartir recursos a través de una red  eficiente. 
Además el tercer y cuarto piso no cuenta con cableado, es por este motivo que los usuarios de estos 
pisos no tienen comunicación de datos ni el servicio de Internet. 
Todos estos problemas han traído malestar a los empleados, en sus labores diarias, y por ende no se 
puede dar un buen servicio a la ciudadanía del cantón de Archidona. 
En base a estos resultados se procederá a realizar el diseño tanto del sistema de voz y  de datos, 
además el estudio del costo del Proyecto. 
 
1.14 Sistema actual de la red de datos 
1.14.1 Diagrama actual de la red de datos del Municipio de Archidona 
 
En la figura 2.21 se observa cómo se encuentra actualmente la red de datos del  Gobierno 


























































1.14.2 Diagrama de la red de datos por pisos 
 
En la figura 2.22 se puede observar cómo están distribuidos los swtiches dentro del Gobierno 





















1.15 Diagrama físico de la red  de datos 
 
En el diagrama 2.23 se muestran todos los equipos informáticos actuales, que están conectados a la 

















El Gobierno Municipal del cantón de Archidona no cuenta con licencias de los sistemas operativos 
como son para  las computadoras y los servidores, tampoco tienen  licencias de Microsoft Office, ni 
de antivirus. Este punto requiere más atención de las autoridades del Gobierno Municipal. 
 
1.15.2 Puntos de red 
 
En la tabla 2.1 se aprecia  la cantidad de puntos  de red que tiene actualmente El Gobierno 
Municipal. 
 
Pisos No. Puntos de Red 
Planta Baja 30 
Mezanine 18 
Piso 1 25 
Piso 2 27 
Piso 3 0 
Piso 4 0 
Total 100 





1.15.3 Equipos del Municipio de Archidona 
 
  DEPARTAMENTO PCS LAPTOP IMPRESORAS TELEFONOS 
  FINANCIERO 2 0 2 2 
  PRESUPUESTO 2 1 1 1 
  CONTABILIDAD 4 0 1 2 
PLANTA  
JEFATURA DE 
RENTAS 2 0 2 1 





  TESORERIA 3 0 2 1 
  COACTIVA 1 0 1 0 
  AUDITORIA INTERNA 1 1 1 1 
  TALENTO HUMANO 3 0 2 1 
  RECEPCION 1 0 1 1 
MEZANINE 
SECRETARIA DIR-
DESARROLLO 1 0 0 1 
  
DIRECC. DESARRO 
SUSTENTA. 0 1 0 0 
  TURISMO 1 0 1 0 
  
EDUCACION Y 
CULTURA 1 0 1 0 
  OFICINA MUJER 1 0 1 0 
  
PROMOTOR 
CULTURAL 1 0 1 0 
  OFICINA VACIO 0 0 0 0 
  AUDITORIO 0 0 0 0 
  DIR. PROYECTOS 6 0 1 0 
  PDOT 4   0 0 
PRIMER 
DIRECC. 
PLANIFICACION 8 1 5 2 
PISO OBRAS PUBLICAS 4 2 3 2 
  
AVALUOS Y 
CATASTROS 3 0 2 1 
  PATRONATO 3 1 3 2 
  ARCHIVO 1 0 1 1 
SEGUNDO COMUNICACIÓN 3 0 2 1 
PISO 
REGISTRO D LA 
PROPIEDAD 2 0 2 1 
  ASESORIA JURIDICA 3 0 5 2 
  OFICINA VACIA 0 0 1 0 
  SISTEMAS 4 1 0 0 
  ADMINISTRATIVO 1 1 1 0 
  PROSECRETARIA 1 0 1 0 
TERCER 
SECRETARIA 
ALCADIA 1 0 1 0 
PISO ALCALDIA 0 1 0 0 
  
SECRETARIA 
GENERAL 1 0 1 0 
  
SECRETARIA DE 
CONCEJALES 1 0 1 0 
CUARTO VICEALCALDIA 1 0 1 0 
PISO CONCEJALES 2 4 2 0 
  PROCURADURIA 1 1 2 0 






DEL BIBLIOTECA 6 0 1 1 
MUNICIPIO BODEGA 3 0 3 0 
  COMISARIAS 3 0 1 0 
 
TOTAL 89   59 25 




Teniendo un total de 173 equipos  entre teléfonos, impresoras, laptops, computadoras de escritorio, 
sin contar con  los equipos de red como son switches, módems, etc. 
 
1.15.4 Direccionamiento IP 
 
La red del Gobierno Municipal del Cantón Archidona, actualmente opera con un direccionamiento 
privado, para lo cual usa la red 192.168.1.0/24. La asignación de las direcciones IP es de manera 
estática.  
Para poder tener acceso a Internet  la Institución lo hace a través del ISP (Internet Service Provider-
Proveedor de Servicios de Internet) que es el que realiza el NAT(Network Address Translation-
Traducción de Dirección de Red) para tener el cambio de dirección IP privada a una pública y 
viceversa. 
Las redes del Gobierno Municipal, no se encuentran divididas en subredes y no cuentan con 
VLANs (Virtual Local Área Network- Red de Área Local Virtual), esto causa que la 
administración y seguridad sea deficiente. 
 
1.15.5 Análisis del cableado estructurado del  Municipio 
 
El Gobierno Municipal del cantón Archidona no cuenta con un sistema de cableado estructurado 
que cumpla con los estándares internacionales. La instalación del cableado se lo ha realizado por 
fases, por este motivo no cuenta con un backbone vertical. La institución tiene en todo el edificio 
cables UTP categoría 6 que conectan directamente a los equipos activos (switches) con las 





El Gobierno Municipal no consta de un cuarto de telecomunicaciones centralizado que abarque los 
racks de equipos activos y la terminación del cableado horizontal y vertical,  se tienen los patch-
panels en las oficinas de los empleados sin ninguna protección. Además no cuenta con un cuarto de 
equipos ni de un personal capacitado. 
Se observó  que se tiene acceso directo hacia los servidores, switches, modem, patch panel, no 
existe etiquetación en los elementos, tampoco  cuenta con la documentación necesaria para una 
correcta administración del sistema de cableado, actualmente la administración del sistema de 
cableado, de los equipos de informática y de los de red, depende de la memoria del encargado del 
departamento de Sistemas del Gobierno Municipal. 
Esta situación ha ocasionado imprevistos como desconexión de cables, apagado de equipos, daño 
del cable UTP, provocando que estos problemas sean difíciles de identificar lo que ha ocasionado 
pérdidas de recursos y dinero. 
 
1.15.6 Equipos activos de la Red 
1.15.6.1 Equipos de conectividad 
 
Los elementos de conectividad que funcionan en el Gobierno Municipal y dependencias, como 
switches, la mayoría no cuentan con los parámetros técnicos adecuados para la Institución. 
El Municipio tiene instalado 3 switches en diferentes oficinas del edificio sin ningún tipo de 
seguridad, ni protección eléctrica corriendo el riesgo de que en cualquier momento se tengan daños 
en los equipos. 
La tabla describe los switches que actualmente tiene la institución. 
No Marca Modelo 
Número de 
Puertos Ubicación Piso 
1 
Linksys Cisco 





Systems SRW248G4 48 Planificación  Piso 1 
3 3Com 
BASELINE 
SWITCH 2126-G 24 Sistemas Piso 2 








En la figura 2.22,   se observa la integración de 3 switches, los mismos que funcionan en estado 
Activo-Pasivo.  La interconexión entre los 3 switches, es decir el cableado vertical no cumple con  
las normas de instalación, el tipo de  cable  que posee  la infraestructura es  UTP categoría 6.  
La red de datos es totalmente plana, es decir no se ha configurado ninguna Virtual Local Área 
Network (Vlan) en ninguno de los switches del Municipio. 
 
 






Los servidores se encuentran conectados al switch 3Com,  ubicado en el departamento  de 
Sistemas, en el segundo piso del Municipio. En la tabla 2.4 se detalla los servidores que posee la 
Institución. 















Urbano y Rural 
      
 Sistema de 
Documentos 
      






Intel Pentium 4 
Internet, 
Proxy Centos v6   
Delux Case ATX Telefonía Asterix   





1.15.7 Servicios y aplicaciones 
1.15.7.1 Sistema informático SIG-AME 
 
En el Gobierno Municipal se ha implementado el sistema informático SIG-AME, que facilita la 
automatización de las tareas de gestión de los Gobiernos Autónomos del Ecuador, con el fin de 
agilizar las tareas obligatorias y proporcionar absoluta seguridad en el manejo de operaciones en las 
áreas de contabilidad, administración financiera, avalúos y catastros, recaudaciones, tesorería, 
bodega, así como la interconexión con otras aplicaciones instaladas en las municipalidades, 
atendiendo los requerimientos de información hacia los Sistemas de Información del Gobierno 
Central. 
 
1.15.7.2 Acceso a internet 
 
Para brindar este servicio el Gobierno Municipal, dispone de un contrato  con la empresa de CNT,  
el control de navegación está regulado en el servidor Proxy (sistema operativo Linux Centos V5.5). 
Mediante autorización a través de la dirección IP del equipo que desea el servicio, por ello los 
usuarios de las dependencias que requieren navegar en Internet, deben solicitar este servicio al 
departamento de Sistemas. 
 
1.15.7.3 Lector de huella 
 
El Gobierno Municipal, cuenta con un lector de huella digital para el control de asistencia del 
personal, que labora en la Institución, este se encuentra conectado directamente desde un  punto de 







Definitivamente en las dependencias del Municipio no existe política de respaldar la información 
tanto de usuarios como de servidores, pero aún tener respaldos de las configuraciones de equipos 
de comunicación, como un posible plan de contingencia ante un desastre informático.  
 
1.15.7.5 Sistema Telefónico 
 
El Gobierno Municipal de Archidona, no cuenta con una central telefónica, solo posee un servidor 
de telefonía, que  está configurado con la dirección ip 192.168.1.200/24. El servidor no  tiene 
ningún tipo de protección física ni eléctrica, siendo presa fácil de cualquier manipulación o 
desperfecto La compañía proveedora es CNT, el cual brinda el servicio telefónico al personal que 
labora en el edifico. Cada departamento posee una o dos extensiones telefónicas, la misma que se 
tiene que compartir con todos los funcionarios del departamento. 
En la tabla  se muestra los departamentos que disponen de extensiones de líneas telefónicas. 




  CONTABILIDAD 1 
  PRESUPUESTO 1 
PLANTA DIR. FINANCIERO 2 
BAJA JEFATURA RENTAS 1 
  RECAUDACION 1 
  TESORERIA 1 
  COACTIVAS 0 
  AUDITORIA INTERNA 1 
  TALENTO HUMANO 1 
  RECEPCIÓN 1 
MEZANINE DDS   
  SECREATARIA   
  TURISMO 1 
  EDU. Y CULTURA   
  
OFICINA DE LA 
MUJER   
  
PROMOTOR 
CULTURAL   
  DIR. PLANIFICACION 2 









  DIR. PROYECTOS 0 
  PDOT 0 
  PATRONATO 2 
  ARCHIVO 1 
PISO 2 COMUNICACIÓN 1 
  REG. PROPIEDAD 1 
  ASESORIA JURIDICO 2 
  SISTEMAS 0 
  ALCALDIA 0 







  SECRETARIA SALA 0 
  DE CONCEJALES   




PISO 4 CONCEJALES 0 
    0 
    0 
  PROCURADURIA 0 




  TOTAL 24 










































1.15.7.6 Seguridad Informática en el Gobierno Municipal 
 
Actualmente las redes de datos en el Gobierno Municipal y sus departamentos no cuentan con las 
respectivas seguridades en cuanto a equipos y políticas de seguridad de Informática. 
La seguridad en cuanto a las instalaciones del Municipio se lo realiza a través de un guardia que 







CAPITULO III. PROPUESTA  PARA EL DISEÑO DE LA NUEVA  RED 
 
En este capítulo se realizará la propuesta para el diseño de la nueva red de datos,  el cual consta del 
estudio del tipo de direccionamiento ip que  se usará de acuerdo al crecimiento de los usuarios en 
un futuro, el nuevo diseño de la red de voz y datos, así como la elección de la marca de los equipos 
de red LAN y WAN, además de las políticas de seguridad y el costo referencial para la propuesta. 
1.16 Número de usuarios del Gobierno Municipal 
. 
El número total de usuarios que laboraba  dentro  del Gobierno Municipal, en las fechas de agosto, 
septiembre y octubre del año 2012 eran74. Los departamentos: Comisaría, Bodega y Biblioteca se 
encuentran alejados de la Institución, pero se tomó en cuenta al personal que laboran en esos 
departamentos. A continuación  en la tabla se muestra como están  distribuidos todos los usuarios: 
No Departamentos No. Usuarios 
1 Alcaldía 2 
2 Vicealcaldía 2 
3 Secretaria General 1 
4 Asesoría Alcaldía 2 
5 Secretaria Sala Concejales 1 
6 Concejales 4 
7 Procuraduría 2 
8 Contabilidad 5 
9 Financiero  2 
10 Jefatura de Rentas 2 
11 Recaudación  2 
12 Tesorería  2 
13 Auditoria Interna 1 
14 Coactiva 1 
15 Talento Humano 3 
16 Recepción  1 
17 Turismo 1 
18 Dir. Desarrollo Sustentable 2 
19 Educación y cultura 1 
20 Oficina de la Mujer 1 
21 Promotor Cultural 1 
22 Dirección Administrativo 2 
23 Dirección de Planificación  7 





25 Avalúos y Catastros 3 
26 Patronato  4 
27 Ordenanza Territorial 4 
28 Archivo  1 
29 Comunicación 3 
30 Registro de la Propiedad 2 
31 Asesoría Jurídico  3 
32 Sistemas  1 
33 Biblioteca 1 
34 Bodega 2 
35 Comisaría 2 
  Total 79 




El número total  de usuarios que laboraba en el Gobierno Municipal eran 79, actualmente ha 
incrementado teniendo un aproximado de 100 usuarios, se piensa que a un futuro el número 
incremente un 30% obteniendo alrededor de 130 usuarios. 
 
1.17 Requerimientos para la nueva red 
 
En base a la encuesta realizada en el Gobierno Municipal, y a la información recopilada, se 
obtuvieron los siguientes requerimientos: 
 Acceso inalámbrico de los usuarios del Gobierno Municipal. 
 Tener disponibilidad del servicio de Internet en todo momento. 
 Envío de datos y voz  por una misma infraestructura de red 
 Tener un cableado de acuerdo a estándares y normas internacionales de cableado 
estructurado. 
 Cada departamento contará con una extensión de línea telefónica de acuerdo a las políticas 
internas del Gobierno Municipal. 
 Se propone que cada usuario disponga de un punto de voz y datos de acuerdo a las 
exigencias, o sino que cada usuario posea  de un punto de datos dependiendo del 
requerimiento. 
 Tener un ancho de banda acorde al tráfico generado por los usuarios. 





1.18 Diseño de la Red de Voz y Datos 
1.18.1 Características y dimensiones del tráfico 
 
Es fundamental la identificación del tráfico que va circular por la red de las aplicaciones como de 
los servicios propios que brinda la institución ya que por ciertos tipos de usos de la red van a 
generar gran volumen de tráfico y pueden causar congestión. Se utilizó un software Trace Plus 
Ethernet
1
, para el cálculo de los datos, el  cual mide el consumo del ancho  de banda, descarga de 
paquetes, etc. 
En base a los requerimientos del Gobierno Municipal y de sus departamentos, se presenta los 
siguientes servicios y aplicaciones que la red Multiservicios soportará: 
 Acceso a internet. 
o Acceso a Páginas Web. 
o Correo Electrónico.  




 Lector de huella 
 Base de datos 
 
1.18.1.1 Acceso a Internet 
1.18.1.1.1 Acceso a Páginas Web 
 
Para realizar el cálculo de capacidad necesaria para el acceso a una página web se tomará como 
referencia el tamaño de 320 KB
2

















CPW = Es la capacidad necesaria para medir el acceso a una página web. 
TPW= Es l tamaño promedio de una página web. 
tPW= Es el tiempo que se demora en cargarse la página web 
 
 
1.18.1.1.2 Correo Electrónico 
 
El cálculo de la capacidad requerida para un correo se lo realizará en base a un promedio en el 







CCE= Es la capacidad necesaria para un correo electrónico.  
TCE= Es l tamaño promedio de un correo electrónico.  
TCE= Es el tiempo que se demora en cargarse un correo electrónico. 
 
 
1.18.1.1.3 Descarga de Archivos 
 
Para la descarga de archivos desde el internet se lo realizará en base a un tamaño promedio de 5MB  












CDA= Es la capacidad necesaria para la descarga de un archivo. 
TDA= Es l tamaño promedio de un archivo a descargar. 
TDA= Es el tiempo que se demora en cargarse un archivo 
 
 
1.18.1.2 Dimensionamiento del Acceso a Internet 
 
Para  el dimensionamiento del acceso a internet se tomará en cuenta las siguientes aplicaciones: 
 Acceso a Páginas Web. 
 Correo Electrónico. 
 Descarga de Archivos. 
Se realiza el cálculo de la capacidad para el acceso a internet considerando la cantidad de usuarios 
que tiene acceso a este servicio y el índice de simultaneidad de cada aplicación obtenida de la 
encuesta que se encuentra en el Capítulo II.  
 
 






Acceso a Páginas 
Web 
256 Kbps 8% 20,48 Kbps 
Correo Electrónico 80 Kbps 7% 5,6 Kbps 
Descarga de 
Archivos 
682.67 Kbps 2% 13,6534 Kbps 
Tabla 3. 2 Capacidad de las aplicaciones hacia el internet 
Autor: Tesista 







Se calcula la capacidad de un usuario para acceder a las aplicaciones a través de internet.  
 
+  
 +  
 
Dónde: 
CUAI Es la capacidad que necesita un usuario para acceder a las aplicaciones de internet. 
Calculo para tener la capacidad necesaria de acceso a internet, es de la siguiente forma. 
 
Dónde: 
CAI Es la capacidad requerida para acceso a internet. 
N es el número de usuarios que acceden al servicio de internet. 
 
1.18.1.3 Acceso a Internet 
 
A continuación en la tabla 3.3, se muestra la capacidad requerida  para acceder al servicio de 








Planta Baja 15 39,7334 596,001 
Mezanine 10 39,7334 397,334 
Primer Piso 17 39,7334 675,4678 
Segundo Piso 18 39,7334 715,2012 





Cuarto Piso 9 39,7334 357,6006 
Total  74   2940,2716 




De acuerdo a la tabla se observa que se requiere de una conexión hacia internet de 2940,2716 Kbps  
es decir de 3 Mbps, con un crecimiento a futuro de 30% se tendría un ancho de banda de 3,9 Mbps. 
 
1.18.1.4 Telefonía IP 
 
El cálculo del ancho de banda requerido para la transmisión de VoIP, tiene que ver con el tipo de 
enlace, el códec utilizado, las técnicas de compresión de cabecera, compresión de silencios. 
CÓDEC Tasa Binaria Tamaño PDU Tiempo de 
Encapsulación 
G.711 64 Kbps 160 Bytes 20 ms 
G.726 32 Kbps 80 Bytes 20 ms 
G.729 8 Kbps 20 Bytes 20 ms 
G.723.1 6,3 Kbps 24 Bytes 30 ms 
G.723.1 5,3 Kbps 20 Bytes 30 ms 




Para la transmisión de la voz a través de la red de comunicaciones, es necesaria la utilización de un 
códec que permita la transformación de una señal analógica a una señal digital. 
En  la tabla se muestra los tamaños de las cabeceras de los protocolos que intervienen en la 
transmisión de voz a través de la red utilizando el códec G.729 
 
Protocolo Tamaño 
Payload 20 Bytes 
Cabecera RTP 12 Bytes 





Cabecera IP 20 Bytes 
Tamaño Total 60 Bytes 







CCPF= Es la capacidad requerida por flujo de voz para tener una conversación. 
ABC Es el ancho de banda que utiliza el códec seleccionado 
LSC Es el tamaño del payload de una trama. 
LLE Es el tamaño de la cabecera de una trama. 
 
 
Aplicando las características de la trama Ethernet en la ecuación se tiene: 
 
 
Debido a que una conversación necesita dos flujos de voz, uno en cada sentido, se debe multiplicar 














Para el cálculo de la capacidad que se necesita, para acceder a la base de datos del Sistema 
Informático, de acuerdo a lo indicado por el personal, se considera que se transmite 100KB y un 







CSIG-AME Es la capacidad que se necesita para acceder al sistema SIG-AME. 
TSIG-AME Es el tamaño promedio de la información enviada hacia el sistema SIG-AME 
TSIG-AME Es el tiempo promedio de respuesta del sistema SIG-AME. 
 
1.18.1.6 Lector de Huella 
 
Para el acceso a la base de datos del sistema biométrico se considera que se trasmite 60 KB y un 






CSIG-AME Es la capacidad que envía el lector biométrico.   
TSIG-AME Es el tamaño promedio de la información enviada hacia la base de datos. 







1.18.2 Diseño Red de Voz 
 
Para la transmisión de voz se necesita la  comunicación telefónica entre todos los departamentos 
del Gobierno Municipal. 
De acuerdo a los requerimientos de la Entidad, se  determinó que cada departamento contará con 
una extensión de línea telefónica, a excepción de  algunos departamentos que tendrán 2 líneas 
telefónicas.  
    EXTENSION 
PISOS DEPARTAMENTO LINEA TELEFÓNICA 
  CONTABILIDAD 1 
  PRESUPUESTO 1 
  DIR. FINANCIERO 1 
PLANTA  SECRETARIA 1 
BAJA JEFATURA RENTAS 1 
  RECAUDACION 1 
  TESORERIA 1 
  COACTIVAS 1 
  AUDITORIA INTERNA 1 
  TALENTO HUMANO 1 
  RECEPCIÓN 1 
MEZANINE DDS   
  SECREATARIA   
  TURISMO 1 
  EDU. Y CULTURA   
  OFICINA DE LA MUJER   
  PROMOTOR CULTURAL   
  DIR. PLANIFICACION 1 





  DIR. OBRAS PÚBLICAS 1 
  SECRETARIA 1 
  DIR. PROYECTOS 1 
  PDOT 1 
  PATRONATO 1 
  ARCHIVO 1 
PISO 2 COMUNICACIÓN 1 
  REG. PROPIEDAD 1 
  SECRETARIA 1 





  SECRETARIA 1 
  SISTEMAS 1 
  ALCALDIA 1 
PISO 3 SECRETARIA 1 
  PROSECRETARIA 1 




  SECRETARIA SALA 1 
  DE CONCEJALES   




PISO 4 CONCEJALES 1 
    1 
    1 
  PROCURADURIA 1 
  SECREATARIA 1 
  DIR. ADMINSTRATIVO 1 
  TOTAL 41 





1.19 Diseño de la Red Pasiva 
1.19.1 Planteamiento de la Red Estructurada 
 
Para determinar la capacidad de la red pasiva estructurada, se ha tomado en cuenta lo siguiente: 
De acuerdo a las necesidades de la Institución y del análisis de la toma de datos en el edificio, se  
determinó colocar en las áreas de trabajo  nuevos  puntos de red, con dos salidas, una para datos y 
otra para voz, o una combinación entre ellas. Este criterio se lo ha hecho con la visión a futuro. 
Para el diseño del cableado del Gobierno Municipal, se ha considerado tres principios básicos: 
 Funcionalidad y tecnología. 







1.19.2 Elección del cableado y velocidad de la red 
 
El Gobierno Municipal del cantón Archidona, con el afán de mejorar los procedimientos internos 
de dicha institución y garantizar la optimización en tiempo, se ha visto la necesidad de rediseñar la 
red de área local que deberá brindar servicio de Internet, correo, mensajería, entre otros, además 
soportar aplicaciones en tiempo real, por lo que se requiere una gran cantidad de ancho de banda, 
por esto se eligió la tecnología Gigabit Ethernet, ya que se obtiene mucha más rentabilidad en lo 
que a efectividad, velocidad, calidad y potencialidad de la red se refiere. 
Una vez elegido el estándar Gigabit Ethernet para el despliegue de la red, es importante definir 
desde el principio el tipo de cableado a usar en la red y sus características.  
Para nuestro proyecto se propone usar un cable de cobre tipo UTP categoría 6A, debido a que el 
sistema de cableado estructurado tiene una duración de por los menos 10 años, además esta 
categoría soporta una velocidad de transmisión hasta 10Gbps hasta 100 metros, esto permitirá  
cambiar la tecnología de los equipos de red y de los terminales de usuarios para la velocidad de 
acceso a los servicios de red. La categoría 6A posee características para manejar señales de gran 
ancho de banda, nos permite transmitir por un mismo cable la voz, datos y video. Además esta 
categoría de cables  es compatible con categorías inferiores como cat6, 5e. 
Todos los elementos de cableado como patch panel, jacks, patch cords, deben ser de la misma 
categoría. La inversión se realiza solo al principio y  merece la pena que la instalación este lo más 
preparada posible para abordar ampliaciones futuras y maximizar su durabilidad en el tiempo. 
La diferencia general entre las categorías 5e y 6 y 6A es la eficiencia en la transmisión. Por otro 
lado la categoría 6A es la más ampliamente recomendada por los fabricantes de electrónica de red 
para el despliegue de redes Gigabit Ethernet. 
 
1.19.3 Justificación del uso del cable UTP categoría 6A 
 
Para justificar la elección del cableado, se realizó el estudio del tráfico de los servicios que ofrece 
el Gobierno Municipal y  las nuevas tecnologías que existen hoy en día. De acuerdo al gráfico 3.1 
se puede apreciar que en la actualidad  se trabaja con la categoría 6, 6A, 7, 7A, la elección del 












Hoy en día varias empresas trabajan con  la categoría 7A, según el  juicio de Rafael Rodríguez, 
Gerente General de Siemon para Colombia y Ecuador, el cableado de Categoría 7A, asegura que 
esta solución es la que ofrece los mejores resultados en cuanto a retorno de la inversión, lo cual se 
da gracias a los nuevos usos de Categoría 7A y el manejo de aplicaciones simultáneas con el 
empleo de un sólo conector. Dependiendo  del diseño que se haga y la configuración de los 
servicios que se van a dar a un usuario en los puestos de trabajo, como por ejemplo computador y 
teléfono, puede resultar 20% más económico instalar categoría 7A por su capacidad de 
multiaplicaciones desde un mismo jack TERA, lo que no se puede hacer en conectores RJ45.
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La decisión de trabajar con la categoría 6A, se debe a que los conectores de  la categoría 6A son 
diferentes de la categoría 7A, y sus costos son elevados, además si por algún motivo sufren algún  
daño los  accesorios así  como conectores,  patch cords,  son muy difíciles de encontrar en la zona, 
debido a la situación geográfica del Municipio del cantón Archidona. 
De acuerdo a los cálculos realizados en la Entidad, el cableado estructurado debe ser exitosa y 
competitiva todo esto es pensando en un futuro, por lo tanto se recomienda  un sistema de cableado 
estructurado que sea capaz de soportar diferentes aplicaciones, para transmitir datos, voz, y demás 
multiservicios, se requiere de un medio de transmisión de alta velocidad que permita transmitir 
















1.19.4 Distribución de los Nuevos Puntos de Red 
 
En la tabla 3.8 se tiene la distribución actual de los puntos de red del Gobierno Municipal: 
CUADRO DE SALIDAS 
Piso Datos Voz Total  
Planta Baja 20 10 30 
Mezanine(Actual) 12 6 18 
P1 18 7 25 
P2 18 9 27 
P3 0 0 0 
P4 0 0 0 
Total 68 32 100 




Obteniendo un total de 100 puntos de red, tanto para voz y datos. 
Como se mencionó en el Capítulo II, el tercer y cuarto piso no cuentan con cableado estructurado, 
se hizo el respectivo estudio y de acuerdo las necesidades de los usuarios se ha optado por diseñar 
el cableado con sus respectivos puntos de red. En la tabla 3.8 se muestra la cantidad de puntos que 
se necesitan. 
CUADRO DE SALIDAS 
Piso Datos Voz Total 
P3 9 2 11 
P4 9 2 11 
Total 8 15 22 





Se ha propuesto la reubicación de algunos  departamentos dentro del Gobierno Municipal, con el 
objetivo de no desperdiciar puntos de red, en base al número de usuarios. Con el responsable del 
departamento de Sistemas se determinó ubicar nuevos puntos de red, de acuerdo a los 
requerimientos, tomando en cuenta la distribución de equipos de trabajo,  impresoras, extensiones 





un nuevo Mezanine. En los Anexos se encuentra la propuesta de la nueva distribución de los 
departamentos. 
 En la tabla 3.9 se muestra las salidas de voz y datos para la nueva red: 
CUADRO DE SALIDAS 
Piso Actual Propuesta Total  
  Datos Voz Datos Voz Impresoras   
Planta Baja 19 10 3 0 1 33 
Mezanine(Propuesta)     14 4 1 19 
P1 17 7 7 0 1 32 
P2 17 9 2 0 1 29 
P3 0 0 8 2 1 11 
P4 0 0 8 2 1 11 








Obteniendo un total de 135 puntos para el Gobierno Municipal. 
 
1.19.5 Propuesta del Diseño de Cableado Estructurado 
 
Se conoce como cableado estructurado al sistema de cables, conectores, canalizaciones y 
dispositivos que permiten establecer una infraestructura de telecomunicaciones en un edificio. La 
instalación y las características del sistema deben cumplir con ciertos estándares para formar parte 
de la condición de cableado estructurado.
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La intención del cableado estructurado es: 
• Realizar una instalación acorde con las tecnologías actuales y futuras. 
• Tener la suficiente flexibilidad para realizar los movimientos internos de personas y 
maquinas dentro de la instalación. 
• Permitir una fácil supervisión, mantenimiento y administración. 
El cableado del Gobierno Municipal del Cantón de Archidona, no cumple con las normas 
internacionales de cableado estructurado, por este motivo se realiza una propuesta de rediseño para 
el nuevo cableado en base a las normas internacionales ANSI/TIA/EIA.  







Para el diseño del cableado estructurado del GADMA se ha considerado el estándar TIA/EIA 568-
B, que especifica el cableado de  telecomunicaciones en Edificios Comerciales.
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El  estándar tiene tres versiones: EIA/TIA 568-A, EIA-TIA 568-B y 568-C, siendo esta última, la 
revisión actual vigente. 
Los subsistemas  de un cableado estructurado son: 
 Cableado Horizontal 
 Cableado de Backbone (Vertical) 
 Cuarto de Telecomunicaciones 
 Cuarto de Equipo 
 Área de Trabajo 
 Cuarto de Entrada de Servicios 
 Sistema de Puesta a Tierra y Puenteado 
 
1.19.5.1 Cableado Horizontal 
 
La norma EIA/TIA 568A define el cableado horizontal de la siguiente forma: El sistema de 
cableado horizontal es la porción del sistema de cableado de telecomunicaciones que se extiende 
del área de trabajo al cuarto de telecomunicaciones o viceversa.  
De acuerdo a la norma ANSI/TIA/EIA 568-B el cableado horizontal debe cumplir los siguientes 
requisitos: 
 Debe satisfacer los requerimientos actuales y facilitar el mantenimiento, crecimiento y 
reubicación de equipos. 
 Considerar el mayor número de aplicaciones, para eliminar al mínimo un futuro 
recableado. 
 No puede existir más de un punto de transición y un punto de consolidación entre el 
armario y la salida de telecomunicaciones. 
 No se permite puentes, derivaciones y empalmes a lo largo del trayecto del cableado 
horizontal. 
 Se debe considerar la proximidad del cableado horizontal al cableado eléctrico que genera 
altos niveles de interferencia. 







 Se utilizará cable UTP categoría 6A ya que brinda la capacidad necesaria y crecimiento a 
futuro para la transmisión de los servicios ofrecidos por la red. 
 Los patch-panels, conectores a la pared y patch cord deben ser categoría 6A. 
 Una distancia de 5 metros máximo desde el patch panel a los equipos de conectividad en el 
cuarto de telecomunicación y de 3 metros desde la terminación en la pared a los equipos de 
usuario (teléfonos, computadoras, cámaras, etc.) en el área de trabajo. 
 La distancia máxima desde el área de trabajo al cuarto de telecomunicaciones de 90 metros. 
 Se usarán canaletas decorativas para la transportación del cable UTP categoría 6A. 
 
El cableado horizontal consiste de dos elementos básicos: 
1. Cable Horizontal y Hardware de Conexión. (También llamado "cableado horizontal"): 
Proporcionan los medios para transportar señales de telecomunicaciones entre el área de 
trabajo y el cuarto de telecomunicaciones.  Estos componentes son los "contenidos" de las 
rutas y espacios horizontales.  
2. Rutas y Espacios horizontales. (También llamado "sistemas de distribución horizontal"):  
Las rutas y espacios horizontales son utilizados para distribuir y soportar cable horizontal y 
conectar hardware entre la salida del área de trabajo y el cuarto de telecomunicaciones. 
Estas rutas y espacios son los "contenedores" del cableado horizontal. 
El cableado horizontal incluye:  
 Las salidas (cajas/placas/conectores) de telecomunicaciones en el área de trabajo, "WAO" 
(WorkAreaOutlets). 
 Cables y conectores de transición instalados entre las salidas del área de trabajo y el cuarto 
de telecomunicaciones. 
 Paneles de empate (patch) y cables de empate utilizados para configurar las conexiones de 
cableado horizontal en el cuarto de telecomunicaciones. 
El cableado horizontal típicamente:  
 Contiene más cable que el cableado del backbone. 








Consideraciones de diseño:  
Los costos en materiales, mano de obra e interrupción de labores al hacer cambios en el cableado 
horizontal pueden ser muy altos.   Para evitar estos costos, el cableado horizontal debe ser capaz de 
manejar una amplia gama de aplicaciones de usuario.   La distribución horizontal debe ser diseñada 
para facilitar el mantenimiento y la relocalización de áreas de trabajo. 
El cableado horizontal deberá diseñarse para ser capaz de manejar diversas aplicaciones de usuario 
incluyendo: 
 Comunicaciones de voz (teléfono). 
 Comunicaciones de datos. 
 Redes de área local. 
Topología: 
 La topología del cableado siempre será de tipo estrella 
 Un cable para cada salida en los puestos de trabajo 
 Todos los cables de la corrida horizontal deben estar terminados en cajillas y paneles. 
Puntos de Transición 
 Se entiende como puntos de transición cualquier panel intermedio al cuarto de 
telecomunicaciones y las cajillas del área de trabajo. 
 Sólo debe haber un punto de transición en cada corrida horizontal (Recomendablemente 
Ninguno). 
Distancia del cable: 
 
La distancia horizontal máxima es de 90 metros independiente del cable utilizado.  Esta es la 
distancia desde el área de trabajo de telecomunicaciones hasta el cuarto de telecomunicaciones.  Al 
establecer la distancia máxima se hace la previsión de 10 metros adicionales para la distancia 
combinada de cables de empate (3 metros) y cables utilizados para conectar equipo en el área de 







Tipos de cable:  
Los tres tipos de cable reconocidos por ANSI/TIA/EIA-568-A para distribución horizontal son:  
 Par trenzado, cuatro pares, sin blindaje (UTP) de 100 ohmios, 22/24 AWG 
 Par trenzado, dos pares, con blindaje (STP) de 150 ohmios, 22 AWG 
 Fibra óptica, dos fibras, multimodo 62.5/125 mm. 
El cable a utilizar por excelencia es el par trenzado sin blindaje UTP de cuatro pares categoría 5, 5e 











 Las canalizaciones internas de backbone, son las que vinculan las instalaciones de entrada con la 
sala de equipos y la sala de equipos con los armarios o cuarto de telecomunicaciones.  
Estas canalizaciones pueden ser ductos, tuberías conduit, canaletas metálicas o escalerillas sobre 
cielo falso, canaletas decorativas y demás materiales para el enrutado del cableado horizontal.  
 
En lugares donde existe cielo falso como en el tercer y cuarto piso del Municipio, la norma TIA-
568C, recomienda que se debe instalar escalerillas o canaletas metálicas por sobre el cielo falso y 
contar y contra la losa de hormigón a una distancia (LV) de 30 centímetros de esta. Para poder 
bajar por la pared se emplea canaletas decorativas superficiales. 






Además el estándar de cableado TIA-568C especifica que los enrutamientos ya sean escalerillas, 
canaletas, tuberías, etc., deberán llenarse desde un 40% hasta un 60% de su capacidad máxima con 
el objetivo de dejar espacio para un aumento de cables en el futuro, caso contrario se tendría que 
hacer nuevos gastos en canaletas y  materiales. 
 
1.19.5.2 Cableado Vertical (Backbone) 
 
También conocido como cableado troncal, la función del cableado vertical es la interconexión de 
los diferentes cuartos de comunicaciones. El cableado vertical es típicamente menos costoso de 
instalar y debe poder ser modificado con más flexibilidad. 
Topología 
 La topología del cableado vertical debe ser típicamente una estrella. 
 En circunstancias Dónde los equipos y sistemas solicitados exijan un anillo, este 
debe ser lógico y no físico. 
Cables Reconocidos 
 Cable UTP de 100 ó cable STP de 150 .Multipar 
 Cable de múltiples Fibras Ópticas 62.5/125 um ó cable de múltiples Fibras Ópticas 
Monomódo (9/125 um). 
 Combinaciones. 
Distancias 
 Dentro del Edificio 
o Cobre 90 mts. 
o Fibra Óptica 500 mts. 
 Entre Edificios 
o (Cobre) 800 mts. 
o Fibra Óptica Multimodo 2Km 
o Fibra Óptica Monomódo 3Km. 
A continuación se muestra los tipos de cables que se usan para las aplicaciones de voz y datos, con 





Cable Distancia  Aplicación  
Cable UTP 100 W 800 mts Voz  
Cable STP 150 W 90 mts Datos  
Cable Monomódo de 
Fibra Óptica de 
62.5/125 um 
3000 mts Datos  
Cable Multimodo de 
Fibra Óptica 8.3/125 
um 
2000 mts Datos  






1.19.5.2.1 Cable de fibra óptica para Backbone 
La norma ANSI/EIA/TIA 568-A hace las siguientes recomendaciones para la fibra óptica que se 
empleará en los sistemas de distribución para backbone. 
 El cable de fibra óptica consistirá de fibra óptica multimodo y/o monomódo. 
 Los cables de fibra óptica están típicamente en unidades de 6 o 12 fibras cada uno. 
 Las fibras individuales y los grupos de fibra deben ser identificables de acuerdo a la norma 
ANSI/EIA/TIA 598. 
 El cable debe contener una cubierta y uno o más niveles de material aplicados alrededor del 
núcleo. 
 La fibra óptica multimodo de 62.5/125 o 50/125 um 
 Velocidad de enlace 10Gpbs. 
 La fibra óptica se debe instalar desde el cuarto de telecomunicaciones que estará en el 
departamento de Sistemas, el cual se distribuirá a los demás pisos de la Institución. 
 Los parámetros de rendimiento de la transmisión para el cableado backbone dieléctrico 
aplicados alrededor del núcleo. 
 Las especificaciones mecánicas y ambientales para el cable de fibra óptica deberán 
concordar  con la norma ANSI/ICEA-S-83-596 para el cable interior y con la norma 
ANSI7ICEA-S-83-640 para el cable exterior. 
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1.19.5.3 Cuarto de Telecomunicaciones 
En el cuarto de  telecomunicaciones operarán todos los servidores, central telefónica, internet, 
además se encontrará el armario principal MDF, con sus respectivos equipos y patch panel, para 
recibir el cableado UTP categoría 6A desde los diferentes puestos de trabajo. Es el lugar donde se 
realizará la terminación del cableado horizontal y vertical en equipos de conexión compatibles con 
los medios de transmisión, debe existir al menos un cuarto de telecomunicaciones por cada piso 
De acuerdo a la norma ANSI/EIA/TIA 569 el cuarto de telecomunicaciones debe cumplir con las 
siguientes consideraciones: 
 Permitir la conexión del cableado vertical y horizontal. 
 Área mínimo  de 6 metros cuadrados. 
 Aire acondicionado para mantener la temperatura delos equipos activos de la red. 
 Debe utilizar solo para funciones de telecomunicaciones. 
 Mínimo de un armario por piso. 
 Si se excede la distancia máxima de 90 metros, se debe adicionar un cuarto de 
telecomunicaciones. 
 Solo debe tener acceso personal autorizado. 
En base a los requerimientos del Gobierno Municipal del cantón Archidona, sea planteado un 
cuarto de telecomunicaciones, que se ubicará en el segundo piso, en el departamento de Sistemas, el 
cual debe cumplir con  todas las normas de cableado estructurado. 
Para diseñar un cuarto de telecomunicaciones se debe tomar en cuenta: 
 Conexión entre cuartos de telecomunicaciones 
 
 Múltiples cuartos de telecomunicaciones en un piso debe ser interconectados por 
Conduit de 3” mínimo  
 
 Puertas  
 Deben abrir 180 grados. 
 Deben tener dispositivos de control de acceso. 






 Control de Ambiente 
 Mantener un control de ambiente continuo y constante (24 horas al día, 365 días al 
año. 
 Temperatura recomendad: de 10º a 35º c ± 5º, humedad relativa de 85%. 
 
 Protección  contra Fuego 
 Proporcionar protección contra fuego  con materiales ignífugos o retardantes a la 
flama. 
 Evitar contener materiales o soluciones flamables. 
 
 Aterrizaje 
 Planeación, diseño e instalación de sistemas de aterrizaje de telecomunicaciones en 
edificios como lo indica la norma EIA/TIA 607. 
 Un mal sistema de aterrizaje puede producir voltajes inducidos que pueden afectar 
la vida humana  y de los sistemas de comunicación. 
 Los sistemas de aterrizaje son parte integral del cableado estructurado. Este 




 Proveer un mínimo de 500 luxes a 1 m del piso. 
 No utilizar dimmers. 
 Colocar los dispositivos de iluminación a 2.6m del piso. 




 La ubicación del cuarto de telecomunicaciones o los gabinetes de cada piso no 
debe ser mayor a la distancia de un enlace (90m). 
 Los racks  o gabinetes deben estar a 1m  de separación de cualquier pared. 
 
 Sistemas de potencia 
 
 Circuitos capaces de alimentar 20 Amperios. 
 Un mínimo de dos salidas de dedicadas de 120 voltios. 





 Seguridad  
 
 Mantener bajo llave  o custodia el cuarto de Telecomunicaciones. 




 Las dimensiones se encuentran en función  de las áreas que se servirán. 
 Dimensiones recomendadas: 
o Hasta 500 m², 3m* 2.4m 
o De 501 m² hasta 800 m², 3m * 2.7m 
o De 801 m² hasta 1000 m², 3m* 3.4m 
 Un cuarto de telecomunicaciones debe ser como mínimo de 3m * 2.1m. 
 
 Polvo y Electricidad Estática 
 
 Tener cuidado de diseñar cuartos de telecomunicaciones  con el mínimo acceso de 




 El espacio debe dedicarse exclusivamente a las funciones  de telecomunicaciones. 
 El equipo no relacionado con telecomunicaciones no debe instalarse dentro, pasar a 
través o entrar en el cuarto de telecomunicaciones. 
 
1.19.5.3.1 Distribución de los Racks 
 
Para el diseño de la nueva red, se recomienda utilizar racks de pisos cerrados, con sus respectivos 
organizadores horizontales y verticales. 
Un rack es un soporte metálico destinado a alojar equipamiento electrónico, informático y de 
comunicaciones.
11El  rack estándar que se empleará en cada uno de los pisos  será de 19”. 







Debido al diseño arquitectónico del Gobierno Municipal, se  recomienda  colocar en cada uno de 
las plantas del edificio, rack cerrados, Se manejará 5 IDF y 1 MDF, que se enlacen  con todo el 
edificio. 
El  Primer Rack cerrado de pared, se encontrará ubicado en  Planta Baja, en el departamento de 
Tesorería. El rack será de 12U. En la figura se muestra la distribución del rack IDF 01. 
Organizador
Patch Panel Datos ( 48 puertos)
Switch Acceso (48 puertos)
Organizador








Figura 3. 3 Rack IDF 01 
Autor: Tesista 
Fuente: Internet 
,   
El  Segundo Rack cerrado de pared se encontrará ubicado en Mezanine, en el área de Bodega. EL 
rack será de 12U. En la figura se muestra la distribución del rack IDF 01 
Organizador
Patch Panel Datos ( 24 puertos)
Switch Acceso (24 puertos)
Organizador













El  Tercer Rack cerrado, se encontrará ubicado en el departamento de Planificación. EL rack será 






Patch Panel Datos ( 48 puertos)
Switch Acceso (48 puertos)
Organizador












El rack MDF principal, estará ubicado en el segundo piso, en el departamento de Sistemas, ya que 
tendrá que alojar sistemas de alimentación, switches, patch panel, organizadores horizontales. El 
armario albergará todos los elementos del cableado, paneles de voz y datos, equipos activos, etc. 
Se colocará un rack de piso cerrado desmontable de 19” de 42U. En la figura 3.6 se muestra la 









Patch Panel Datos ( 48 puertos)
Switch Central (48 puertos)
Monitor


























El  Cuarto Rack cerrado se encontrará ubicado en el tercer piso, en el departamento de Archivo. EL 
rack será de 12U. En la figura 3.7 se muestra la distribución del rack IDF 04. 
Organizador
Patch Panel Datos ( 24 puertos)
Switch Acceso (24 puertos)
Organizador












El  Quinto Rack cerrado se encontrará ubicado en el tercer piso, en el departamento de Compras 
Públicas. EL rack será de 12U con 19”. En la figura 3.8 se muestra la distribución del rack IDF 05. 
Organizador
Patch Panel Datos ( 24 puertos)
Switch Acceso (24 puertos)
Organizador












1.19.5.4 Cuarto de Equipos 
 
Es el área exclusiva para los equipos de telecomunicaciones que  van a ser compartidos por todos 
los usuarios de la red. 
El  cuarto de equipos estará ubicado en el departamento de sistemas, será de acuerdo a la norma 
ANSI/EIA/TIA 568-B y ANSI/TIA/EIA 569-A, cumpliendo las siguientes consideraciones: 





 Área mínima de 12 metros cuadrados. 
 Aire acondicionado para mantener la temperatura entre 18 y 27 grados centígrados con una 
humedad entre 30 y 55 por ciento. 
 Se debe colocar mínimo dos tomas eléctricas en circuitos separados. 
 Proveer de extintores de incendios. 
 Acceso solo personal autorizado. 
 Deberá ser una aérea, bien iluminada y con protecciones para el equipo y el personal. 
 Debe incorporar un sistema de tierra. 
 Evitar sitios que podrían limitar expansión. 
A más de las consideraciones que debe tener el cuarto de equipos, se debe proveer de una 
alimentación de energía respaldada por un UPS, así se evitaría problemas de alimentación. 
 
1.19.5.5 Área de trabajo 
 
Comprende los elementos que permiten al usuario conectarse con los distintos servicios de 
comunicaciones, desde la roseta (toma) hasta el terminal. Está formado básicamente por los cables 
de usuario, la toma de pared y los dispositivos. 
Los cables de usuario son idénticos a los cables de parcheo, pero en longitudes de 3 o 4 metros. 
Deben utilizarse exclusivamente cables certificados adecuados al tipo utilizado en la instalación. Se 
desaconseja utilizar cables autoconstruidos sin certificar ya que son los causantes de la mayor parte 
de las averías en las instalaciones.  
Salidas de área de trabajo: Los ductos a las salidas de área de trabajo (workareaoutlet, WAO) 
deben prever la capacidad de manejar tres cables. Las salidas de área de trabajo deben contar con 
un mínimo de dos conectores. Uno de los conectores debe ser del tipo RJ-45 bajo el código de 
colores de cableado T568A (recomendado) o T568B.  
Algunos equipos requieren componentes adicionales (tales como baluns o adaptadores RS-232) en 
la salida del área de trabajo. Estos componentes no deben instalarse como parte del cableado 
horizontal, deben instalarse externos a la salida del área de trabajo. Esto garantiza la utilización del 







Adaptaciones comunes en el área de trabajo 
 Un cable especial para adaptar el conector del equipo (computadora, terminal, teléfono) al 
conector de la salida de telecomunicaciones.  
 Un adaptador en "Y" para proporcionar dos servicios en un solo cable multipar (e.g. 
teléfono con dos extensiones).  
 Un adaptador pasivo (e.g. balun) utilizado para convertir del tipo de cable del equipo al 
tipo de cable del cableado horizontal.  
 Un adaptador activo para conectar dispositivos que utilicen diferentes esquemas de 





Consideraciones del área de trabajo: 
 
 Tendrán  puntos de red doble o simple tanto para voz y datos. 
 Patchcords certificados de cable UTP categoría 6A con una distancia mínima de 3 metros 
para conectar los equipos de usuario. 
 Código de colores a utilizar T568B. 
 
 
1.19.5.6 Cuarto de Entrada y Servicios 
 
Consiste en cables, accesorios de conexión, dispositivos de protección, y demás equipo necesario 
para conectar el edificio a servicios externos. Puede contener el punto de demarcación. Ofrecen 
protección eléctrica establecida por códigos eléctricos aplicables. Deben ser diseñadas de acuerdo a 
la norma TIA/EIA-569-A. 
 
Los requerimientos de instalación son: 
 Precauciones en el manejo del cable 
 Evitar tensiones en el cable 
 Los cables no deben enrutarse en grupos muy apretados 
 Utilizar rutas de cable y accesorios apropiados 100 ohms UTP y ScTP 
 No giros con un ángulo mayor a 90 grados.
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1.19.5.7 Puesta  a Tierra y Punteo 
 
El sistema de puesta a tierra y puenteo establecido en estándar ANSI/TIA/EIA-607 es un 
componente importante de cualquier sistema de cableado estructurado moderno. El gabinete deberá 
disponer de una toma de tierra, conectada a la tierra general de la instalación eléctrica, para efectuar 
las conexiones de todo equipamiento. El conducto de tierra no siempre se halla indicado en planos 
y puede ser único para ramales o circuitos que pasen por las mismas cajas de pase, conductos ó 




1.20 Nueva Red de Datos 
 
Debido a la infraestructura del Gobierno Municipal y basándonos en los planos se diseñó  la nueva 
propuesta de la estructura de cableado 
Para  la nueva red  de datos se ha propuesto como alternativa, y pensando en un futuro, colocar 6 
racks con sus respectivos, patch panel, switches y demás accesorios. A continuación en la tabla se 
detalla: la unidad de los racks cerrados, la cantidad de switches con el número de puertos, y los 
patch panels. Todos los equipos de red trabajarán en la misma infraestructura de cableado categoría 
6A. 
 
Pisos Rack Patch Panel Equipo 
Planta Baja 12U 48 puertos 1 Switch 48 puertos 
Mezanine 12U 24 puertos 1 Switch 24 puertos 
Piso 1 12U 48 puertos 1 Switch 48 puertos 
Piso 2 40U 48 puertos 1 Switch 48 puertos 
Piso 3 12U 24 puertos 1 Switch 24 puertos 
Piso 4 12U 24 puertos 1 Switch 24 puertos 














En la figura 3.9 se muestra el diagrama de la red estructurada y la distribución de cada uno de los 
switches.  































Cable UTP Cat 6A
Cable UTP Cat 6A
Cable UTP Cat 6A
 










































1.21 Metodología de Numeración para el Cableado Estructurado 
 
Se requiere de una numeración o identificación de cada uno de los componentes. La metodología 
que se propone  utilizar es la siguiente: 
 Todas las salidas de voz serán precedida por la letra V 
 Todas las salidas de datos serán precedidas por la letra D 
 La asignación de pisos se realizará de la siguiente manera: 
 
PLANTA IDENTIFICACION 
Planta Baja PB 
Mezanine MZ 
Primer Piso 01 
Segundo Piso 02 
Tercer Piso 03 
Cuarto Piso 04 




 Los bloques 110 serán identificados por Vxx-nn. Donde xx representa la identificación de 
cada piso y nn representa el número de regleta. 
 Los patch panel serán identificados por Pxx-nn. Donde xx representa la identificación de 
cada piso y nn representa el número de  patch-panel.  
 Los puertos del patch-panel que correspondan a salidas de voz serán identificados por Vxx-
nn-mm, Dónde xx representa la identificación de cada piso, nn representa el número de 
patch-panel y mm representa el número de puerto que se está utilizando. 
 Los puertos del patch-panel que correspondan a salidas de datos serán identificados por 
Dxx-nn-mm. Donde xx representa la identificación de cada piso, nn representa el número 
de patch-panel y mm representa el número de puerto que se está utilizando. 
 Las tomas de los Wall-plates serán identificados exactamente igual al puerto del patch 






1.21.1 Diagrama Lógico 
 
Una de las maneras más eficientes de lograr reducir el domino de difusión es con la división de una 
red grande en varias VLANs. Actualmente, las redes institucionales y corporativas modernas 
suelen estar configuradas de forma jerárquica dividiéndose en varios grupos de trabajo. Razones de 
seguridad y confidencialidad aconsejan también limitar el ámbito del tráfico de difusión para que 
un usuario no autorizado no pueda acceder a recursos o a información que no le corresponde. 
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Una VLAN (virtual LAN) es, conceptualmente, una red de área local formada a nivel lógico. Dada 
esta particularidad, las VLANs proveen una forma de separar grupos de hosts con objetivos 
diferentes aunque estos se encuentren conectados al mismo switch.  
En el Gobierno Municipal se encuentran distribuidos por direcciones ip, por lo que se ha visto la 
necesidad de crear VLANs para el manejo de los usuarios de la red. También  para manejar los 
servicios que se dispondrán dentro de la red multiservicios como es telefonía IP y la 
videovigilancia. 
La red del GADMA, estará conformada por subredes asociadas a 8 VLANs independientes: 
Alcaldía, Cámara IP, Empleados, SIG-AME, Informática, Servidores, Telefonía, Invitados, para 
brindar mayor seguridad entre las diferentes dependencias: 
VLAN Alcaldía: Se debe  proteger la información privada de los funcionarios del Gobierno 
Municipal. En esta VLAN  se encontrarán los usuarios de Alcaldía, Secretaría General, 
Vicealcaldía 
VLAN Cámaras IP: Debido a que la seguridad del Gobierno Municipal es de suma importancia, 
se debe controlar los accesos para el monitoreo y respaldo de la información. Se encontrará 
formada por las cámaras IP y su servidor. 
VLAN Empleados: esta VLAN alojará a todos los empleados que laboren en el Gobierno 
Municipal. 
VLAN SIG-AME: Se debe tener un mayor control sobre esta información de accesos no 
autorizados que puedan modificarla o dañarla. Se encontrarán los usuarios de Dirección Financiera, 
Contabilidad, Avalúos y Catastros, Dirección de Obras Públicas, Jefatura de Rentas y Recaudación 
VLAN Informática: Albergará al personal encargado de la red y los usuarios del departamento de 
Informática.  






VLAN Servidores: Se debe proteger de accesos no autorizados que puedan dañar a los servidores. 
VLAN Telefonía: Estará dedicada a prestar servicio de telefonía a los departamentos del Gobierno 
Municipal. 
VLAN Impresoras: Estará dedicado a la compartición de recursos entre todas las impresoras del 
Gobierno Municipal. 
VLAN Invitados: Estará dedicado al sector público del cantón que requiera usar del servicio de 
Internet. 
 
1.21.1.1 Direccionamiento Ip 
 
El direccionamiento que se está usando actualmente en el Gobierno Municipal del cantón 
Archidona es de clase C, para lo cual usa la red 192.168.1.0 con mascara 255.255.255.0, de las 
cuales se utilizan tanto para voz y datos.  
Por razones de limitación  de espacio dentro del Gobierno Municipal, para un futuro se espera que 
el nivel de usuarios incremente un 30%,  por tal motivo se seguirá trabajando con el 
direccionamiento ip de clase C. 
En la tabla 3.15 se presenta cada VLAN  con su respectiva subred, mascara, direcciones de host y 




Subred Mascara Direcciones de Host Broadcast 
100 Empleados 192.168.1.0 255.255.255.128 192.168.1.1 - 192.168.1.126 192.168.1.127 
42 Telefonía Ip 192.168.1.128 255.255.255.192 192.168.1.129 - 192.168.1.190 192.168.1.191 
20 SIG-AME 192.168.1.192 255.255.255.224 192.168.1.193 - 192.168.1.222 192.168.1.223 
10 Alcaldía 192.168.1.224 255.255.255.240 192.168.1.225-192.168.1.238 192.168.1.239 
10 Invitados 192.168.1.240 255.255.255.240 192.168.1.241 - 192.168.1.254 192.168.2.255 
6 Impresora 192.168.2.0 255.255.255.248 192.168.2.1 - 192.168.2.6 192.168.2.7 
6 Informática 192.168.2.8 255.255.255.248 192.168.2.9 - 192.168.2.14 192.168.2.15 
6 Servidores 192.168.2.16 255.255.255.248 192.168.2.22 - 192.168.2.68 192.168.2.23 
6 Cámaras Ip 192.168.1.24 255.255.255.248 192.168.2.30- 192.168.2.74 192.168.2.31 







1.21.1.2 Diagrama Lógico  de la Red de Datos 
Internet












































1.22  Diseño de la Red Inalámbrica 
1.22.1 Criterio de un Diseño 
 
Se debe considerar los siguientes factores para diseñar una red wireless: 
 Número de usuarios. 
 Frecuencia de Operación. 
 Cobertura de dispositivos (Access Point). 
 Aplicaciones que correrán en la red inalámbrica. 
 Nombre de la red o identificador de red (SSID). 
 Seguridad de red inalámbrica. 
 
1.22.2 Número de Usuarios 
 
El  Gobierno Municipal actualmente tiene un aproximado de 100  usuarios y a futuro se tiene 
pensado que al menos el 30 % de los usuarios tendrán dispositivos inalámbricos para acceder a la 
red. 
1.22.3 Frecuencia de Operación 
 
La frecuencia en los nuevos dispositivos depende del estándar a usarse por ejemplo los dispositivos 
que actualmente se venden usan los estándares 802.11g (frecuencia de 5 GHz) y 802.11n 
(frecuencia de 2,4 GHz). 
IEEE 802.11n es una propuesta de modificación al estándar IEEE 802.11-2007 para mejorar 
significativamente el rendimiento de la red más allá de los estándares anteriores, tales como 
802.11b y 802.11g, con un incremento significativo en la velocidad máxima de transmisión de 54 
Mbps a un máximo de 600 Mbps. Actualmente la capa física soporta una velocidad de 300Mbps, 
con el uso de dos flujos espaciales en un canal de 40 MHz. Dependiendo del entorno, esto puede 
traducirse en un rendimiento percibido por el usuario de 100Mbps. IEEE 802.11n está construido 
basándose en estándares previos de la familia 802.11, agregando Multiple-Input Multiple-Output 





La mayoría de productos son compatibles con las redes Wi-Fi actuales (b y g). Por un lado, los 
portátiles, tarjetas y adaptadores Wi-Fi 802.11n pueden ser usados sin problemas con routers 
802.11b y 802.11g; de igual manera los routers n pueden ser usados con portátiles, tarjetas y 
adaptadores b y g. 
Las desventajas que presenta este estándar son: 
 Compatibilidad  entre equipos de diferentes marcas. Hasta hace poco el estándar N solo 
funcionaba entre equipos del mismo fabricante, aunque recientemente este problemas se 
está solucionando.  
 Para alcanzar las velocidades de 150Mbps o 300Mbps necesitamos una cantidad de señal 
mayor que para los estándares 802.11b y 802.11g.
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Para el  GADMA, se propone usar   la tecnología 802.11n dado que es compatible con 802.11g y 
con 802.11b/g, las dos últimas usadas en las laptops del Gobierno Municipal. 
 
1.22.4 Cobertura  de Dispositivos (Access Point) 
 
Se debe realizar un análisis wirelesssitesurvey  dentro del Gobierno Municipal, el cual permitirá 
conocer el lugar donde se instalarán los Access-Point, y así brindar de un buen servicio de internet 
a los usuarios. 
 
1.22.5 Aplicaciones  que correrán en la Red Inalámbrica 
 
Se debe tener en cuenta que por el limitado ancho de banda que tienen las redes wireless no es 
recomendable que se utilicen programas o sistemas que consumen mucho ancho de banda como 
por ejemplo son: Transferencia de video,  transferencia de imágenes, las videoconferencias; es 
decir en otras palabras tratar de evitar las aplicaciones multimedia.  
Normalmente un usuario en una red inalámbrica tiene: acceso a red, internet, transferencia de 
datos, correo electrónico. 
 








1.22.6 Nombre  o Identificador de la Red (SSID) 
 
El SSID (Services Set Identifier) es también conocidos como nombre de red, es el identificador de  
los Access Point. Todos los dispositivos o host que quieran comunicarse entre sí deben tener el 
mismo SSID.  
Existen dos maneras de conectarse a la red: 
 Cuando el SSID está activado la difusión de broadcast, en este caso cuando un host o 
dispositivo final este rastreando redes inalámbricas se enlistara con las demás redes 
disponibles. Se selecciona la red que se quiera conectar. 
 Cuando este desactivado la difusión de broadcast, se debe ingresar manualmente la red y la 
contraseña en el caso de que sea protegida la red. 
 
1.22.7 Seguridades  para la Red Inalámbrica 
 
En un diseño de red inalámbrica es el factor que más se debe tomar en cuenta es la seguridad.  
Las redes wireless son más susceptibles a los ataques de intrusos puesto que físicamente no 
necesitan estar conectados para acceder a la red. El  protocolo WAP
17
 es un protocolo más seguro 
que WEP puesto que la encriptación cambia continuamente. 
Para el Gobierno Municipal se ha decidido que WAP es el nivel de seguridad a usarcé en sus AP y 
dispositivos móviles. 
 
1.23 Red Inalámbrica Municipio de Archidona 
 
Se  realizaron  las pruebas de cobertura de  señal inalámbrica y se determinó  colocar dos Access 
Point en el tercer y cuarto piso, debido a que en esta área no existe cableado, por tal razón es de 
suma urgencia que por el momento se instale los equipos inalámbricos. 
La red inalámbrica servirá únicamente para la conexión  de 20 portátiles, cada Access Point 
soportará una conexión de 10  usuarios, así se tendrá una velocidad adecuada para cada empleado. 







El servicio de red inalámbrica servirá solo para uso exclusivo de los empleados de acuerdo a las 
políticas internas del Municipio.  
Dependiendo  del crecimiento de la red y de los requerimientos de los usuarios, se recomendaría 
colocar en  otro lugar los Access Point, esto ya dependerá del encargado del departamento de 
Sistemas. 
































1.24 Requerimientos de las Marcas de  los Equipos de Red 
 
Es importante elegir la marca de los equipos   de  red que se usarán. Los elementos deben cumplir 
con los requerimientos básicos, deben  ser escogidos con mucho cuidado,  en la implementación se 
verán las verdaderas cualidades del equipamiento de infraestructura. 
Actualmente los equipos de red que posee el Municipio de Archidona son de la marca Linksys, 
producido por Cisco Systems. 
Para nuestro estudio se ha considerado tres marcas: Juniper, Cisco y HP. En la tabla se detalla las 
respectivas especificaciones de cada marca: 
 
ESPECIFICACIONES JUNIPER CISCO HP 
Posición en el mercado Competencia de 
Cisco 
Líder Mundial Fabricante de 
servidores de bases 









Video No ofrece transporte 
optimizado para 
video de QoS, son 
deficientes, no ofrece 
supervisión de video 
en línea, la tecnología 






No ofrece soluciones 
de videoconferencias 
Ofrece una solución 
completa desde el 
punto terminal hasta 














multimedia a través 
de HP FlexNetwork 
Movilidad No tiene ninguna 
solución backhaul 
Ofrece inteligencia 
de red superior 
desde el núcleo de 
paquetes móviles 
ASR 500, ASR 900 
de backhaul y el 






Las soluciones de 
movilidad de HP se 
pueden desplegar 
como parte de una 
infraestructura 
cableada/inalámbric
a integrada para 
ofrecer una 
seguridad coherente, 
sólida y de bajo 
coste. Todas las 
soluciones de 
movilidad son 
fáciles de desplegar 
y de gestionar y se 










IP NGN No ofrece ninguna 
solución óptica. 
No ofrece 
escalabilidad de la 
virtualización de red. 
Ofrece amplias 
soluciones IP y 





La Red de 
aplicaciones 
virtuales de HP es 
una solución 
completa e integral 
de redes definidas 
por software que 
permite a las 
empresas crear una 
red dinámica, 
segura y ampliable 
que refuerza el 
papel del equipo de 
TI y agiliza las 
operaciones. 
Asistencia técnica Ha implementado 
menos dispositivos, 
ha resuelto menos 
problemas mediante 
interacciones con los 





50 millones de 
dispositivos y 
mantiene 6 millones 
de interacciones 
anuales con los 
clientes. Ofrece 
arquitectura Smart 
Business y diseños 
validados de 
referencia. 
El 80% de los casos 
se resuelven por 
Internet sin 
necesidad de 
recurrir al TAC 
Ofrece asistencia 
técnica de todo sus 
productos vía 
telefónica, correo 
electrónico o por 
medio de foros de 
discusión. 
Servicios profesionales Las ofertas son  más 
reducidas y no 
abarcan el ciclo de 
vida útil de la red. 
Cuenta con una 
gama completa de 
servicios 
profesionales, entre 
HP cuenta con las 
soluciones, servicios 
y experiencia de 






de arquitectura muy 
limitado. 
No cuenta con 
servicios 
profesionales Smart 
en su portafolio 
ellos los Smart 




beneficios para su 
negocio. 
Alcance mundial Cuenta con pocos 
depósitos de 
repuestos y centros de 
reparación, por lo 
cual se producen 
demoras importantes 
a la hora de cambiar 
hardware defectuoso  
Cuenta con más de 
900 centros 
logísticos en todo el 
mundo 
Cuenta con varios 
centros de 
reparación  en todo 
el mundo 
Tiempo de respuesta Procesos de 
resolución más 
prolongados en el 
tiempo. 
Más interrupciones de 
servicios. 
Mayores costos a 
causa de las posibles 
interrupciones más 
prolongadas 
El tiempo de 
respuesta es rápido. 
Tiempo de respuesta 
rápido 
Casos éxitos en 
Ecuador 









Banco Nacional de 
Fomento, 















CCIE HP EB, Integrity, 
HP EB Storage, 
entre otros 






Para poder decidir qué  productos o servicios comprar, usaremos El Cuadrante Mágico de Gartner 
(MQ),  es una herramienta de investigación propia desarrollada por Gartner Inc., la  cual se ha dado 





Los requisitos que deben cumplir los proveedores para ser incluidos en el Cuadrante Mágico son: 
ofrecer servicios de red administrada por lo menos en seis países europeos y estar enfocados en 
redes transfronterizas. Además de que deben ofrecer servicios de conexión de red de datos, 
recibirán un reconocimiento adicional aquellos que apoyan tanto los servicios de voz, como los de 
convergencia 
  
El Cuadrante Mágico de Gartner se divide en cuatro sectores en los que se clasifican los productos 
evaluados para  cada caso. 
 
 Líderes (leaders): Aquí están aquellos que resultan con la mayor puntuación al combinar 
su habilidad para ejecutar (lo bien que un proveedor vende y ofrece soporte a sus productos 
y servicios a nivel global) y el alcance de la visión, que se refiere a su potencial. 
 
 Aspirantes (challengers): Sus productos ofrecen buenas características y un número 
considerable de estos han sido instalados, pero sin la visión de los líderes. 
 
 Visionarios (visionaries): Tienen productos que cumplen con los últimos requerimientos 
del mercado y lo conjuntan con una habilidad para anticiparse a las necesidades futuras, 
pero no son tan buenos en la ejecución. 
 
 Jugadores de nicho (niche players): Enfocados a determinadas áreas o mercados, pero 
sin capacidad de innovación. 
 







De acuerdo al grafico 3.15 podemos observar  que las marcas Cisco y HP están situadas en el 
cuadrante de Líderes en lo referente a infraestructura LAN. 
 
 







En cuanto a la infraestructura WLAN,  las marcas Cisco, Juniper y ForeScout se encuentran en el 
cuadrante de Líderes como se aprecia en la figura 3.16. 
 
Figura 3. 16 Cuadro de Gartner Infraestructura WLAN 
Autor: Gartner 
Fuente: Internet 









Gartner define  a los líderes como los proveedores  que actualmente realizan un buen desempeño. 
Además de que cuentan con una visión clara de la dirección del mercado y generan competencias 
de manera activa para mantener su posición de liderazgo, es importante contar o tener relación con 
analistas en TI, ya que es clave para ayudar a entender la posición de los vendedores en el 
cuadrante, para obtener más información y conocimientos. 
De acuerdo a los gráficos de Gartner en cuanto a infraestructura  LAN y WLAN la marca Cisco es 
la que predomina en  el cuadrante de líderes. Cisco ofrece diversas soluciones de interconexión 
para redes domésticas y PyMES, además de su amplio portafolio de soluciones en routers de banda 
ancha, inalámbrico, también ofrece equipos de switching, Ethernet y VOIP.Es por   esta razón que  
se recomendaría usar la marca Cisco en cuanto a equipos de conectividad para el diseño de la 




1.24.1 Equipos de Conectividad 
 
A continuación se detalla algunas características de funcionamiento que debe cumplir la red de 
datos: 
 Tener un sistema de cableado estructurado que soporte la transmisión de datos y voz. 
 Tener una mejor administración tanto a nivel lógico como a nivel físico. 
 Los equipos de conectividad como routers y switches, que conforman la red deben cumplir 
con ciertas características como permitir proveer de calidad de servicio para la  transmisión 
de voz. 
 Para que la red cumpla con estas características se debe adquirir equipos de conectividad 






1.25 Requerimientos de las Marcas de Cableado Estructurado 
 
Para el rediseño del cableado, se utilizarán equipos y materiales de primera calidad, de acuerdo a 
las especificaciones técnicas, normas y estándares internacionales FDI, EIA/TIA, IEEE, UL y 
NEC, con el fin de asegurar un servicio de alta confiabilidad. 
Se deberá configurar todo el sistema pasivo de la red estructurada utilizando en  lo posible 
componentes de la misma marca a fin de garantizar la operación conjunta del sistema.  En 
cualquier caso el proveedor deberá brindar la correspondiente certificación de fábrica.  
De acuerdo a la publicación realizado por la empresa Prensario, algunas marcas reconocidas de 
cableado de red crecieron un 30%, en nuestro país, debido  a grandes proyectos que se ejecutaron 
como CNT(Comisión Nacional de Telecomunicaciones) y el Nuevo Aeropuerto de Quito que 
trabajaron con la marca Panduit.Como se muestra en la figura 3.17 para varios vendedores  
Ecuador ha sido el  mercado top en auge  en lo referente a cableado estructurado. Es así que la 
marca TE se encargó del  proyecto de hospitales 911, dependiente del Ministerio de Salud y creció 
un 30%. La marca Siemon creció un 38% con proyectos como el IESS, GEA, Gruo Difare y la 
DNC de la Policía Nacional. La marca Panduit creció un 30%  con proyectos de ENT, Petróleos de 
















Se ha tomado en cuenta tres fabricantes  de cableado como son: Furukawa, Siemon y Panduit, estas 
marcas son  muy conocidas en el mercado. La comparación será mediante un “SI” cuando cumple 
la especificación o con un “NO” cuando no cumple la especificación. 
 
ESPECIFICACION FURUKAWA SIEMON PANDUIT 
Ofrece una amplia 
gama de productos de 
cableado de red, 
software y servicios  
SI SI SI 
Suministran 
solucionesde 
conectividad de red 
SI SI SI 




SI SI SI 
Proporciona requisitos 
de calidad como EIA, 
TIA 
SI SI SI 
Certificaciones ISO 
9000, 9001, 14001 




capacitaciones a sus 
clientes e integrantes 
SI SI SI 
Proyectos de éxito  a 
nivel mundial 
SI SI SI 
Partners a nivel 
mundial 
SI SI SI 
Sistema de cableado par 
trenzado de cobre 
blindado y sin blindaje 
para categoría 5e, cat6, 
cat6a 
SI SI SI 
Experiencia  más de 30 
años 





Tecnología y calidad en 
cableado  
SI SI SI 
Transporte de datos de 
alta velocidad: 
soluciones de cobre 
10Gig, soluciones de 
fibra 10Gig, Infiniband, 
40 100Gig, OM4 y SFP+ 
SI SI SI 
Soluciones para Centros 













De acuerdo a la tabla se analizó las especificaciones de requerimientos que debe cumplir el 
fabricante, el cual garantice una buena operatividad y durabilidad del cableado, además se exige 
que tengan certificación ISO,  cumplimientos de las normas internacionales TIA/EIA y otros 
requisitos que se refieren a instalaciones, al igual que la utilización de tecnología de punta con 
ingeniería propia y materiales de reconocida calidad. Más adelante se realizará una comparación de 
precios entre las marcas Panduit y Siemon y se recomendará la marca para la propuesta. 
 
1.26 Administración  de la Red 
 
La administración de red es un conjunto de técnicas tendientes a mantener una red operativa, 
eficiente segura, constantemente monitoreada y con una planeación adecuada y propiamente 
documentada. 
Sus objetivos son: 
 Mejorar la continuidad en la operación de la red con mecanismos adecuados de control y 
monitoreo, de resolución de problemas y de suministros de recursos. 
 Hacer uso eficiente de la red y utilizar mejor los recursos, como por ejemplo el ancho de 
banda. 
 Reducir costos por medio de control de gastos y de mejores mecanismos de cobro. 
 Hacer la red más segura, protegiéndola contra el acceso no autorizado, haciendo imposible 





 Controlar cambio y actualizaciones en la red de modo que ocasionen las menos 




1.27 Seguridad  en  la Red 
 
La seguridad de red comprende mantener bajo protección los recursos y la información que se tiene 
en la red, a través de procedimientos basados en una política de seguridad los cuales permitan el 
control sobre los usuarios de la red.
22
 
La seguridad también implica el establecimiento y políticas de protección ante accidentes, malos 
manejos, desastres naturales, para lo cual se necesita tener planes tales como: 
 Respaldo (Backup): Control de configuración, control de medios (discos, etc.). 
 Recuperación ante desastres y planes de contingencia. 
 Integridad de datos. 
Se debe de tener muy en cuenta que la seguridad de la información no solo es evitar los ataques 
externos, sino también los internos ya que generalmente estos ataques son los más peligrosos. 
 
1.28 Políticas de Seguridad Informática 
 
Una política de seguridad es una expresión formal de reglas que deben cumplir aquellas personas 
que tienen acceso a información y tecnologías de una organización.
23
 
Dentro del Gobierno Municipal del cantón Archidona va ser necesario prevenir daños e 
inconvenientes cuando la nueva red de datos entre en funcionamiento, por tal motivo se debe contar 
con un plan detallado de políticas de seguridad como son las normas ISO 27001
24
 , Planes de 
Contingencia, además de la Gestión de Servicios TI  frecuentemente  abreviado ITIL 
(Infraestructura de Tecnologías de Información)
25
, entre otras. A continuación se detalla algunas 
políticas para la  nueva red. 















1.28.1 Políticas  para la administración de la red 
 
 El personal de Informática del Gobierno Municipal es el único autorizado para el ingreso al 
cuarto de equipos y cuartos de telecomunicaciones. 
 El personal de informática es el único que dispondrá de las claves de los equipos de 
conectividad, servidores y sesiones de administrador de las computadoras. 
 El personal de Informática es el encargado de documentar la red. 
 Se mantendrá un control de los puertos habilitados y deshabilitados de la red. 
 Realizar frecuentemente pruebas de vulnerabilidad a la red. 
 Realizar backup de los servidores y de las computadoras de los usuarios 
 Capacitación a los usuarios sobre las vulnerabilidades existentes en la actualidad. 
 El soporte y daños en la red serán resueltos por el personal de Informática.  
 Poner en conocimiento todas las políticas de red para poder sancionar al responsable de 
fallo de una de ellas. 
 
1.28.2 Políticas para hardware y software de la red 
 
 Mantener el software de los equipos actualizados. 
 La instalación de cualquier software necesario dentro de la red será autorizado por el 
administrador de  la red. 
 Mantener los equipos de la red físicamente seguros. 
 Instalar un antivirus  para ayudar a la seguridad de la red. 
 Restringir el privilegio de acceso a los usuarios para evitar la instalación de software no 
autorizado por el administrador de red. 
 Llevar un control exacto de las licencias en operación y el equipo en el cual se encuentra 
en uso. 
 Para el correcto funcionamiento del equipo de cómputo, se deberán realizar como mínimo 
dos mantenimientos preventivos al año. 
 El departamento de Informática es el responsable dela asignación y distribución del equipo 
de cómputo. 
 El equipo de cómputo, propiedad del Municipio, deberá ser utilizado únicamente para 
actividades relacionadas con los objetivos y metas de la institución. 
 Difundir a los empleados las Políticas de uso de software con el fin que conozcan la 





 Cada usuario es responsable del equipo de cómputo que le ha sido designado.  
 Solo el departamento de Informática es la  única área autorizada, así como responsable de 
realizarla instalación del software y proporcionar soporte del mismo en todas las 
computadoras de la institución. 









 El uso de internet utilizado por los usuarios del Municipio, será exclusivamente para fines 
de trabajo. 
 El departamento de Informática, estará facultada de forma periódica para revisar los 
archivos de registro del uso de internet y servidores. 
 Esta estrictamente prohibido ingresar a páginas ajenas a la labor diaria, en especial aquellas 
sobre pornografía, hackers, violencia explícita, etc. 
 Asimismo se prohíbe la instalación de cualquier tipo de software o plug-in que no haya 
sido proporcionado por el departamento de Informática. 
 Los usuarios que tengan laptops u otros dispositivos inalámbricos, y que deseen tener 





 Toda comunicación que el personal del Municipio realice por medio de la cuenta  de correo 
electrónico asignado por la Institución, debe ser efectuada por motivos de trabajo. 
 Solo se responderá del contenido de correos electrónicos y datos adjuntos a los usuarios 
que utilicen el software de correo desde su equipo instalado en la estación de trabajo, por el 
departamento de Informática. 
 Lo usuarios deben estar alertas ante la recepción de mensajes provenientes de destinarios 
no conocidos. Al respecto se prohíbe ejecutar cualquier archivo adjunto. 







 El usuario es responsable del contenido de los mensajes enviados esto incluye: contenido 
de material ofensivo u obsceno, etc. 
 Es responsabilidad del usuario solicitar al departamento de Informática, el respaldo de los 
correos electrónicos que se almacenan localmente en los equipos de cómputo. 
 El departamento de Informática definirá el tipo de archivo que se podrá enviar o recibir 
como datos adjuntos en los correos electrónicos. 
 
 
1.28.4 Políticas para el Data Center 
 
 El Data Center debe estar ubicado en un área con baja probabilidad de sufrir desastres 
naturales o desastres producidos por el hombre. 
 Todo acceso al Data Center debe ser autorizado previamente. 
 Impresoras, consolas y servidores deben tener su propia área dentro del Data Center. 
 Se prohíbe fumar, comer o beber en el Data Center. 
 La responsabilidad de la seguridad física del Data Center recae en el departamento de 
Sistemas. 
 El Data Center debe mantenerse limpio y ordenado en todo momento. 
 Almacenar los medios de respaldo en un lugar protegido y alejado  de los sistemas que 
respaldan. 
 Disponer de un adecuado suministro de energía de respaldo, necesario y suficiente para 
mantener los sistemas críticos a través de UPS. 
 El Data Center debe ser equipado con alarmas con detección de fuego, agua e intrusos. 
 
1.28.5 Políticas para Servidores 
 
 Se prohíbe la manipulación del equipamiento de servidores y otros equipos de 
comunicación ubicados en el departamento de Informática, salvo para el personal 
autorizado. 
 El conjunto de respaldos de la información de los servidores se deberá trasladar 
semestralmente a otro lugar (de preferencia otro local). 
 Se debe llevar una estadística de problemas e incidencias para ajustar lo mejor posible el 





1.28.6 Políticas para usuarios de la red 
 
 El usuario es el único responsable del contenido de transmisiones a través de cualquier 
servicio. 
 El usuario no debe usar el servicio para propósitos ilegales o de entretenimiento. 
 Se deberá  solicitar la clave de la red inalámbrica al personal de informática.  
 Se deberá mantener en absoluta reserva información confidencial, como claves, 
certificados, etc. 
 Se prohíbe el acceso a cualquier fuente de información cuyo contenido no se encuentre 
relacionado con las actividades del Municipio. 
 La comunicación de los usuarios se debe conducir con respeto y consideración, evitando 
los abusos y el uso del lenguaje inapropiado. 
 El usuario debe cumplir con las políticas y procedimientos de Internet. 
 Los servicios de la red es solo para uso de los empleados del Gobierno Municipal. 
 Se deberá reportar al personal de Informática cualquier inconveniente o mal uso de los 
equipos de red. 
 
1.29 Costos Referenciales de la Red Pasiva 
 
Para obtener el costo total de la red pasiva se tomará en cuenta: canaletas, tubería, cables, 
conectores, patch cords, rack y demás accesorios. En lo referente a los materiales y accesorios, se 
detalla una estimación aproximada de las cantidades  que se necesitará para el nuevo rediseño, ya 
que si se realiza la implementación es posible que su número cambie. 
1.29.1 Cables y accesorios 
 
Para el cableado horizontal y el área de trabajo se usarán: cable UTP, jacks, patch cord, face plates 
dobles y simples,  todos los materiales deben ser de categoría 6A, Se presenta una lista de precios 
referentes a los materiales y la cantidad aproximada. Se  realiza  una comparación de precios entre 
las marcas Panduit y Siemon. 
Descripción Cantidad  
 Precios 
PANDUIT SIEMON PANDUIT SIEMON 
Unitario Unitario Total Total 





Patch Cord cat.6A(7 pies) 
azúl 
28 19,30 20,00 540,40 560,00 
Patch Cord cat.6A(3 pies) 
azúl 
150 16,30 19,25 2445,00 2887,50 
Face Plate Doble 123 1,85 3,75 227,55 461,25 
Face Plate Simple 55 1,85 2,25 101,75 123,75 
Jack RJ45 Cat.6A azúl 178 13,25 17,50 2358,50 3115,00 
Cajas decorativas 178 5,00 5,63 890,00 1002,14 
  
 
Total 12915,76 14899,64 
Tabla 3. 15 Cables y accesorios marca Panduit 
Autor: Tesista 
Fuente: Precios del Mercado 
 
 
De acuerdo a la tabla 3.18 los costos de la marca Panduit son más bajos, además de que cumple con 
todos los requisitos exigidos para la nueva red como se mencionó anteriormente. Se recomienda 
trabajar con la marca Panduit en lo que se refiere a cableado y componentes de red. 
 




Cable de Fibra óptica multimodo 6 hilos 10GIG 
50/125 um 10 8,5 85 
Patch Cord multimodo SC a LC 10 52,37 523,7 
Accesorios   200 200 
  
Total 808,7 
Tabla 3. 16  Fibra óptica y accesorios marca Panduit 
Autor: Tesista 
Fuente: Precios del Mercado 
 
1.29.3 Racks y accesorios 
 
Para una correcta administración adecuada del cableado estructurado de toda la red, se deberá usar 
racks cerrados en cada planta. En la tabla se detalla la cantidad aproximada  de los racks y demás 




Patch Panels cat6A 24 puertos 10 160 1600 
Patch Panels cat6A 48 puertos 2 323,12 646,24 
Organizadores de cables  horizontal 12 18,02 216,24 





Gabinete de piso cerrado  42U   1 2500 2500 
Rack de pared cerrado 12U  5 300 1500 
Bandeja estándar 2U 19"  2 16,14 32,28 
Bandeja doble servicio 2U 2 31,53 63,06 
Bandeja para teclado 2U 1 43,97 43,97 
Regleta Telefónica 2 43,97 87,94 
Soporte para regleta telefónica 2 15 30 
Regleta para energía eléctrica 1 45 45 
  
Subtotal 6803,78 
Tabla 3. 17 Racks y Accesorios marca Panduit 
Autor: Tesista 





Para los cables que se transportarán  por el cielo raso se utilizarán  escalerillas metálicas. En la 
tabla se describe la cantidad aproximada y sus respectivos costos. 
Descripción Cantidad PANDUIT PANDUIT 
    Unitario Total  




Tabla 3. 18 Escalerillas marca Panduit 
Autor: Tesista 
Fuente: Precios del Mercado 
 
1.29.5 Tubería y accesorios 
 
La tubería conduit  se  utilizará para el cableado vertical. En la tabla se detalla la cantidad 
aproximada, valores de costo unitario y totales. 
Descripción Cantidad 
PANDUIT PANDUIT 
 Unitario  Total 
TuberíaConduit 1 10 13,68 136,8 
Codo 1 5 5,55 27,75 
Unión 1 6 2,17 13,02 




Tabla 3. 19 Tubería Conduit 
Autor: Tesista 





1.29.6 Canaletas y accesorios 
 
En lo que se refiere a canaletas y accesorios se propone trabajar con la marca Dexson. En  la tabla 
se describe el número aproximado de canaletas, valores unitarios, el total del costo y demás 
accesorios  que se requiera para el diseño de la red. 
 
Descripción Cantidad DEXSON DEXSON 
    Unitario Total  
Canaleta 100x45 10 16,02 160,2 
Canaleta 60x40 80 8,18 654,4 
Canaleta 40x25 50 5,2 260 
Angulo interno 100x45 10 4,15 41,5 
Angulo interno 60x40 40 2,13 85,2 
Angulo interno 40x25 50 0,85 42,5 
Angulo externo 100x45 10 4,15 41,5 
Angulo externo 60x40 45 2,13 95,85 
Angulo externo 40x25 50 0,85 42,5 
Adaptador T 100x45 9 4,15 37,35 
Adaptador T 60x40 11 2,13 23,43 
Adaptador T 40x25 15 0,85 12,75 
Derivación en T 100X45 10 6,02 60,2 
Derivación en T 60X40 50 2,13 106,5 
Derivación en T 40X25 50 0,85 42,5 
Unión 100x45 10 0,9 9 
Unión 60x40 20 0,45 9 
Unión 40x25 30 0,38 11,4 
Tapa Final 100x45 10 1,11 11,1 
Tapa Final 60x40 20 0,45 9 
Tapa Final 40x25 30 0,38 11,4 
Separador canaleta 100x45 10 2,18 21,8 
Canaleta ranurada 40x40 7 5,19 36,33 
Canaleta ranurada 25x25 10 3,69 36,9 
  
TOTAL 1862,31 
Tabla 3. 20 Canaletas y Accesorios marca Dexson 
Autor: Tesista 









1.30 Costo Total  Referencial de la Red Pasiva 
 
El  costo  total referencial de la red pasiva es la siguiente: 
 
Descripción Costo 
Canaletas y Accesorios 1862,31 
Escalerillas 200 
Tubería y Accesorios 185,37 
Cables y Accesorios 12915,76 
Fibra óptica y accesorios 808,7 
Racks y Accesorios 6803,78 
Total 22775,92 
Tabla 3. 21 Costo Total Red Pasiva 
Autor: Tesista 








Se realizó una comparación de tres marcas para seleccionar el switch central de la nueva red. A 
continuación se muestra las características en la siguiente tabla: 
MARCA CISCO HP D-LINK 
MODELO 
3560CG-
8TC-S 2915-8G DGS-3612 
CARACTERISTICAS PRINCIPALES 
Switch capa 3 SI SI SI 
puertos 10/100/1000 8 8 8 
Puertos 100Base T/SFP 2 1 4 
Capacidad de conmutación 
agregada SI SI   
Capacidad de conmutación 
individual 10Gbps No especifica 24Gbps 
Capacidad de envío de paquetes 13.2Mbps No especifica 17.86Mbps 
Fuente Redundante No especifica No especifica No especifica 





Monitoreo MLD(v1/v2/v3) No especifica No especifica SI 
Spanning Tree (802.1d) SI SI SI 
Multiple Spanning Tree (802.1w) SI SI SI 
Link Aggregation SI SI SI 
Manejo de Tramas Jumbo SI No especifica No especifica 
Vlan Manejadas (802.1q) 255 256 255 
Soporte GVRP No especifica No especifica SI 
Soporte IPv4 SI SI SI 
Soporte IPv6 SI SI SI 
Autenticación RADIUS SI SI SI 
Autenticación TACACS+ SI SI No especifica 
Acceso SSH SI SI SI 
Port Security SI SI SI 
802.1x Control de acceso por puerto SI No especifica SI 
802.1x Control de acceso por MAC SI No especifica SI 
802.1x vlan invitada SI No especifica SI 
autenticación 802.1x SI SI SI 
Control de tormenta de broadcast SI No especifica SI 
Control de banda ancha SI No especifica No especifica 
Manejo deACL SI SI SI 
Acceso vía web SI SI SI 
Acceso vía línea de comandos CLI SI SI SI 
Servidor Telnet SI No especifica SI 
Servidor TFTP SI SI SI 
Manejo de SNMP SI SI SI 
Monitoreo remoto (RMON v1) SI SI SI 
DHCP Relay SI No especifica SI 
Syslog SI SI SI 
Tabla 3. 22 Comparación de marcas switch central 




Se recomienda el switch CiscoSWS-C3560CG-8TC-S
27
, de acuerdo a las características para el 
diseño de la red. Cisco Catalyst 3560 es un conmutador de capa de acceso ideal para las pequeñas 
empresas acceso a la LAN o entornos de sucursales, la combinación de ambos 10/100/1000 PoE y 
configuraciones para la máxima productividad y protección de la inversión al tiempo que permite el 
despliegue de nuevas aplicaciones como la telefonía IP, wireless acceso, video vigilancia, sistemas 
de gestión de edificios y quioscos de vídeo remoto. 















Se hace una comparación de tres marcas para seleccionar el switch de acceso. A continuación se 
muestra  las características en la siguiente tabla: 
 
MARCA CISCO HP D-LINK 
MODELO 
WS-C2960G-
48TC-L 2510 DGS-3100-48 
CARACTERISTICAS PRINCIPALES 
Switch capa 3 SI SI SI 
puertos 10/100/1000 44 44 44 
Puertos 100Base T/SFP 4 4 4 








Capacidad de envío de paquetes 39Mbps 
No 
especifica 86,31Mbps 
Fuente Redundante SI 
No 
especifica SI 
Monitoreo IGMP(v1/v2/v3) SI 
No 
especifica SI 
Monitoreo MLD(v1/v2/v3) SI 
No 
especifica SI 
Spanning Tree (802.1d) SI SI SI 
Multiple Spanning Tree (802.1w) SI 
No 
especifica SI 
Link Aggregation SI 
No 
especifica Hasta 32 grupos 
Manejo de Tramas Jumbo SI SI 10K 
Vlan Manejadas (802.1q) 255 64 256 
Soporte GVRP SI 
No 
especifica SI 
Soporte IPv4 SI SI SI 
Soporte IPv6 SI SI SI 





Autenticación TACACS+ SI SI SI 
Acceso SSH SI v2 SI SI 
Port Security SI SI SI 
802.1x Control de acceso por 
puerto SI SI SI 
802.1x Control de acceso por 
MAC SI SI SI 
802.1x vlan invitada SI SI SI 
autenticación 802.1x SI SI SI 




Control de banda ancha SI(Rate Limiting) 
No 
especifica Granularity 64kbps 
Manejo de ACL SI 
No 
especifica SI 
Acceso vía web SI SI SI 




Servidor Telnet SI SI SI 
Servidor TFTP SI SI SI 
Manejo de SNMP v1/v2/v3 SI v1/v2/v3 
Monitoreo remoto (RMON v1) SI SI SI 






Figura 3. 19 Comparación de marcas Switch Central 




Se recomienda el switch Cisco Catalyst WS-C2960G-48TC-L
28
 y el switch Cisco Catalyst  WS-
C2960G-24TC-L
29
, para que sean los  switches de acceso de acuerdo a los requerimientos de la 
nueva red. Cisco Catalyst 2960 Series Switches Ethernet Inteligentes son una nueva familia de 
dispositivos de configuración fija independientes que proporcionan escritorio Fast Ethernet y 
Gigabit Ethernet, lo que permite mejores servicios de LAN para empresas de nivel básico, medio 























1.31.2 Teléfono Ip 
 
Para la elección del teléfono IP, se realizó una comparación de dos marcas que son: Cisco y HP. En 
la tabla se muestra las características. 
MARCA CISCO HP 
MODELO 7911G IP 3501 IP  
CARACTERISTICAS PRINCIPALES 
Resolución 192x64pixeles o superior Cumple Cumple 
Protocolos VoIP SCCP Cumple No especifica 
Códec de voz: G711, 729  entre otros Cumple Cumple 
Protocolos de red: TFTP, DHCP, entre otros Cumple Cumple 
Puertos LAN: 2 Cumple Cumple 
Funciones de red: 802.3 af entre otros Cumple Cumple 
Protocolos compatibles: SIP Cumple Cumple 
Fácil configurar Cumple Cumple 
Tabla 3. 23Comparación de marcas Teléfono Ip 




Para la comunicación de los usuarios del Gobierno Municipal entre los departamentos, se 
recomienda  usar los teléfonos ip de la marca Cisco, debido a que es  una marca innovadora que 
ofrece asequible, de calidad empresarial de comunicación de voz y vídeo de apoyo a los servicios 






1.31.3 Cámaras IP 
 
En cuanto a cámaras IP, se analizarán tres alternativas de las marcas Cisco, Panasonic y HP debido 
a que tienen gran presencia en el mercado. En la tabla se muestra las características: 







Compresión de video MPEG-, MJPEG Cumple Cumple Cumple 
Compresión de audio G.711, 726 entre otros Cumple No G.726 Cumple 
Resolución: mayor o igual a 640x480 Cumple Cumple Cumple 
Velocidad de fotograma: mayor o igual a 15fps Cumple Cumple Cumple 
Protocolos: DHCP, FTP, HTTP entre otros Cumple Cumple Cumple 
Funciones de red: 802.3 af entre otros Cumple Cumple Cumple 
Consumo energia:4W-11W Cumple Cumple Cumple 
PoE Cumple No especifica Cumple 
Tabla 3. 24 Comparación de marcas Cámaras 
Autor: Cisco, Panasonic 
Fuente: Internet 
Se recomienda la marca Cisco 2500 Series Video Vigilancia IP Camera, debido a que es una 
cámara digital de alta resolución, con muchas características diseñadas para un rendimiento 
superior en una amplia variedad de aplicaciones de videovigilancia. 
 






1.31.4 Access Point 
MARCA CISCO D-LINK HP 
MODELO Aironet 1250 3520 M200 
CARACTERISTICAS PRINCIPALES 
Conectividad: 10/100/1000Mbps Cumple Cumple Cumple 
Velocidad 54Mbps o superior Cumple No especifica  Cumple 





Bandas: 24Ghz, 5Ghz, entre otros Cumple Cumple Cumple 
Protocolo de interconexión: 802.11 n entre otros Cumple Cumple Cumple 
Compatibilidad: 802.11 a/b/g Cumple Cumple Cumple 
Tabla 3. 25 Comparación de marcas Access Point 
Autor: Cisco, Panasonic 
Fuente: Internet 
 
Se recomienda  usar el Access Point Cisco Aironet 1250, cumple con los requerimientos para que 
los usuarios tengan acceso a la red, por medio de dispositivos inalámbrico.  
 






El Gobierno Municipal del Cantón Archidona, requiere que el departamento de Sistemas cuente 
con una sala de equipos, el cual cuente con servidores que presten los diferentes servicios como 
son: Correo electrónico, Internet, Proxy, Firewall, Antivirus, DNS, DHCP, FTP, Telnet, Telefonía, 
Videovigilancia, Administración de la base de datos de SIG-AME, Aplicaciones Propias. 
1.31.5.1 Virtualización del servidor 
Para la adquisición de servidores se ha optado por la  virtualización del hardware, implica utilizar 
software para crear máquinas virtuales (VM) que emulan un host físico. Esto crea un entorno de 
sistema operativo independiente que es, lógicamente, aislado del servidor host. Al ofrecer varias 
máquinas virtuales a la vez, este enfoque permite que varios sistemas operativos corran 
simultáneamente en una única máquina física. 
1.31.6 Ventajas 
 Consolidación de servidores y optimización de infraestructuras: la virtualización 





agrupación de recursos de infraestructura comunes y la superación del modelo heredado de 
una aplicación para un servidor. 
 Reducción de costes de infraestructura física: con la virtualización, puede reducir la 
cantidad de servicios. Esto lleva a disminuir los requisitos inmobiliarios, de consumo 
eléctrico y refrigeración, con la consiguiente disminución de los costes de TI. 
 Flexibilidad operativa mejorada y capacitada de respuesta: la virtualización brinda una 
nueva forma de administrar la infraestructura de TI y ayuda a los administradores a 
dedicarle menos tiempo a tareas repetitivas tales como configuración, supervisión y 
mantenimiento. 
 Mayor disponibilidad de aplicaciones y continuidad del negocio mejorado: se elimina 
las paradas planificadas y se efectúa una recuperación rápida en los posibles cortes 
imprevistos de suministro eléctrico, con la capacidad de realizar Backup de forma segura y 
migrar la totalidad delos entornos virtuales sin interrupción del servicio. 
 Capacidad de gestión y seguridad mejorada: implementar, administrar y supervisar los 
entornos de escritorio protegidos a los que los usuarios puedan acceder localmente o de 









A continuación se escogerán los servidores de las marcas: IBM, HP, para el soporte de los servicios 
de la nueva red del Gobierno Municipal. 









1.31.7 Marca HP 
 
El Servidor HP ProLiant DL380 G7, fue elegido en base a las siguientes características: 
 












6 ó 4 ó 2 
Memoria, máximo 384 GB 
Ranuras de memoria 18 ranuras DIMM 





Controlador de red (2) 2 puertos 1 GbE NC382i multifunción 
Tipo de fuente de 
alimentación 
Redundante estándar en modelos de alto rendimiento, opcional en 
modelos base y de gama baja 
Controlador de 
almacenamiento 






Estándar iLO, Insight Control 











1.31.8 Marca IBM 
 
El servidor IBM System x3550 M3, fue elegido en base a las siguientes características: 
Resumen de características de IBM System x3550 M3 
Formato y altura Bastidor/1U 
Procesador (máx.) Hasta dos procesadores Intel 
Xeon de la serie 5600 a 3,46 
GHz de seis cores (3,60 GHz en 
la versión de cuatro cores) con 
tecnología QPI 
Número de procesadores (est./máx.) Uno/dos 
Memoria caché (máx.) Hasta 12 MB de nivel 3 (L3) 
Memoria (máx.) RDIMM (Registered Dual 
InlineMemory Module) DDR-3 
(Double Data Rate 3) de 288 GB 
a través de 18 ranuras DIMM o 
UDIMM (Unregistered DIMM) 
DDR-3 de 48 GB a través de 12 
ranuras DIMM 
Ranuras de expansión Dos 
Bahías de disco (total/‘hot-swap’) Hasta ocho unidades de estado 
sólido (SSD) o unidades de disco 
duro (HDD) ‘hot-swap’ de 2,5" 










Interfaz de red Dos puertos integrados, además 
de dos puertos opcionales 
Gigabit Ethernet (GbE) 
Fuente de alimentación (est./máx.) Una/dos; 460 W, 675 W, 675 W 
de alta eficiencia o 675 W CC 
(depende del modelo) 
Componentes ‘hot-swap’ Fuentes de alimentación, 
módulos de ventilación y discos 
Soporte RAID RAID -0, -1, -10 a 6 GPS o 
RAID -0, -1, -10, -5, -50 a 6 GPS 
con caché de 256 MB o 512 MB 
y respaldo por batería opcional 
adicional, según el modelo 
Certificado para el Sistema de construcción de 
equipos de redes (Network 
EquipmentBuildingSystem o NEBS) 1/Instituto 
Europeo de Normas de Telecomunicaciones 
(EuropeanTelecommunicationStandardsInstitute 
o ETSI) 
Certificado equivalente para la 
fuente de alimentación de CA y 
CC (depende del modelo) 
Cumplimiento de eficiencia energética Cumple con las normas de 
eficiencia energética 80-PLUS y 
ENERGY STAR (depende del 
modelo) 
Gestión de sistemas IBM Integrated Management 
Module (IMM) con Virtual 
Media Key para la activación de 
presencia remota opcional, 
PredictiveFailureAnalysis, 
diodos emisores de luz (LED) de 
diagnóstico, panel Light 
PathDiagnostics, Automatic 
Server Restart, IBM Systems 
Director e IBM Systems Director 
Active Energy Manager 
Sistemas operativos compatibles Microsoft® Windows® Server 





Enterprise Linux® (RHEL), 
SUSE Linux Enterprise Server 
(SLES) y VMwareESXi, Oracle 
Solaris 10 (depende del modelo) 
Garantía limitada Garantía de tres años de unidad 
sustituible por el cliente (CRU) e 
in situ limitada 





Para el diseño  de la nueva red y los servicios que brindará, se recomienda la alternativa de la 
marca HP,  debido a las características técnicas, así como por tener  mayor capacidad en memoria 
RAM, en cuanto a la otra marca. 
 
1.32 Elección de la mejor propuesta 
 




CANTIDAD COSTO UNITARIO TOTAL 
Switch 3550-8PC 1 7976 7976 
Switch 2960-48TC-L 3 2135 6405 
Switch2960-24PC-L 3 945 2835 
Teléfono 7911G IP 41 181 7421 
Cámara IPC 2500 2 1144 2288 



















CANTIDAD COSTOUNITARIO TOTAL 
Switch 2915-8G 1 7976 7976 
Switch 2510 48G (J9280A) 3 2135 6405 
Switch 2510-24G  (J9279A) 3 1014 3042 
Teléfono 3501 IP  41 155 6355 
Cámara IP 8362 2 1165 2330 
Access Point M200 1 160 160 
  
TOTAL 26268 




De acuerdo a la tabla de precios entre las marcas Cisco y HP, se tiene que la marca HP es la de 
menor costo, con una diferencia mínima ante la marca Cisco. Sin embargo Cisco es una marca 
reconocida a nivel mundial, lo cual garantiza su confiabilidad, disponibilidad y  posee una  
infraestructura muy robusta. Por esta razón se recomienda trabajar con Cisco  como alternativa en  
cuanto a  equipos de conectividad, debido a  que cumple técnicamente con las especificaciones para 
el diseño de la nueva red. 
 




CANTIDAD UNITARIO TOTAL 
Switch 3550-8PC 1 7976,00 7976,00 
Switch 2960-48TC-L 6 2135,00 12810,00 
Teléfono 7911G IP 41 181,00 7421,00 
Cámara IPC 2500 2 1144,00 2288,00 
Access Point Aironet 1250 1 1076,00 1076,00 













1.34 Instalación y Certificación de puntos de red 
 
Se detalla el costo estimado de la instalación de la fibra óptica, instalación de los puntos de red, así 




Instalación fibra óptica  1 4000 4000 
Instalación de puntos de red cat6A 178 400 71200 
Certificación cableado 178 12,95 2305,1 
  
TOTAL 77505,1 




1.35 Costo Total Referencial 
 
A continuación en la tabla se detalla el costo total referencial  del rediseño de la nueva  red. En los 
anexos se detalla el costo referencial de los materiales. 
Descripción Costo(USD) 
Red Pasiva 22775,92 
Red Activa 30781 
Internet 700 
Instalación y certificación de puntos 
de 
77505,1 
 red y fibra óptica   
Diseño de la red 200 
Mano de obra 2000 
Otros gastos 1000 
Total 134962,02 











1.36 Reutilización de equipos 
 
Para el nuevo diseño de la red, se usarán equipos que sean compatibles con la categoría 6A, los 
equipos de networking  que posee actualmente el Gobierno Municipal, no cumplen con los 
requerimientos  para la nueva red. Por este motivo no se reutilizarán los switches actuales. 
 
1.37 Tips para   Canalizaciones y Ductos 
 
 Los cables UTP no deben circular junto a cables de energía dentro de la misma cañería por 
más corto que sea el trayecto. 
 De usarse cañerías plásticas, lubricar los cables (talco industrial, vaselina, etc.) para reducir 
la fricción entre los cables y las paredes de los caños ya que esta genera un incremento de 
la temperatura que aumenta la adherencia. 
 El radio de las curvas no debe ser inferior a 2”. 
 Las canalizaciones no deben superar los 20 metros. 
 En tendidos verticales se deben fijar los cables a intervalos regulares para evitar el efecto 
del peso en el acceso superior. 
 Al utilizar fijaciones (grampas, precintos) no excederse en la presión aplicada (no arrugar 




1.38 Tips  para la documentación 
 
La administración del sistema de cableado incluye la documentación de los cables, terminaciones 
de los mismos, cruzados, paneles de patcheo, armarios de telecomunicaciones y otros espacios 
ocupados por los sistemas de telecomunicaciones. 
La documentación es un componente de  máxima importancia para la operación y el mantenimiento 
de los sistemas de telecomunicaciones. Resulta importante poder disponer, en todo momento, de la 
documentación actualizada, dada la gran variabilidad de las instalaciones debido a mudanzas, 
incorporación de nuevos servicios, etc. 
 Es importante proveer de planos de todos los pisos en los que se detallen: 
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 Ubicación delos gabinetes de telecomunicaciones. 
 Ubicación de ductos a utilizar para cableado vertical. 
 Disposición detallada de los puestos eléctricos en caso de ser  
 requeridos. 
 Ubicación de pisoductos si existen y pueden ser utilizados. 
 
1.39 Configuración del Access Point del GADMA 
 
Hasta que se tome una decisión por parte del Gobierno Municipal del cantón Archidona en 
implementar el cableado de red, en el tercer y cuarto piso,  se optó por la colocación de dos Access 
Point. 
Se realizó la configuración de los dos Access Point, el cual permitirá la conectividad hacia la red 









Configuración del Access Point: 
 
Paso 1: Conecte el punto de acceso al Access Point a la misma red de la computadora o laptop. 
Paso 2: Acceda a su servidor DHCP para localizar la dirección IP del punto de acceso WAP4410N. 
Las instrucciones específicas sobre la localización de la dirección de DHCP dada para el punto de 
acceso WAP4410N dependen del tipo de arquitectura y sistema operativo que use. Use la 
funcionalidad de Ayuda y Soporte local de su computadora y busque “IP Addressing” (Asignación 





Paso 3: Inicie un explorador web, como Internet Explorer o Mozilla Firefox. 
Paso 4: Ingresamos  en el navegador la dirección  ip y presionamos la tecla Enter (Intro). 
Paso 5: Ingresamos el  Nombre de usuario y Contraseña e iniciamos sesión.  
 
 




Paso 6: Ingresamos a la interfaz gráfica del Access Point.  
 




Paso8: Escogemos la pestaña  Setup, luego Basic Setup y procedemos a modificar  el Host name,  
IPv4 en donde colocaremos la  ip de acceso que usará el Access Point, con su respectiva mascara y 
puerta de enlace. 
 
Access Point 1 Access Point 2 
IP Address: 192.168.1.98 IP Address: 192.168.1.99 
Subnet Mask: 255.255.255.0 Subnet Mask: 255.255.255.0 
Default Gateway: 192.168.1.100 Default Gateway: 192.168.1.100 













Paso 9: En Time seleccionamos automático y modificamos la zona horaria. 
 




Paso 10: En configuración avanzada, seleccionamos Wireless, luego Basic settings modificamos 
el nombre del SSID y escribimos el nombre que  le daremos al Access Point, para nuestro caso es 
lo siguiente: AP1_3P_GMA,  AP2_3P_GMA. 
 
 




Paso 11: En Security Seleccionamos el SSID que hemos escrito antes, en Security Mode 










Paso 12: En la opción de Advanced Settings en  Country/Región elegimos Spain. 
Paso 13: Seleccionamos la pestaña de Administration y en Management cambiamos la 
contraseña de acceso a la configuración del punto de acceso (AP Password) y la opción de 
Wireless Web Access la ponemos en Enabled (Esto sirve para poder administrar el punto de 
acceso remotamente vía web). 
 




1.40 Conexión de laptops  a la Red Inalámbrica 
 
Paso 1: Ingresamos a  Panel de control-Redes e Internet-Conexiones de Red, seleccionamos 
Conexión de red inalámbrica 
 








Paso 2: Damos clic  derecho en Propiedades, Ingresamos la dirección ip, mascara y puerto de 
enlace 
 




Paso 3: Abrimos el Centro de redes y Recursos compartidos, podemos visualizar las redes 








Paso 5: Seleccionamos la red  e ingresamos la contraseña  para tener acceso a la red local del 
Municipio del cantón Archidona y el servicio de Internet. 
 









1.41 Configuración del Proxy Squid 
 
Se procedió a la configuración del proxy, para tener una mejor política de  seguridad de la  red 
LAN. 
 Restringir  ciertas  páginas web. 
 Solo el departamento de Comunicación tendrá acceso total a Internet. 
 Los demás usuarios del Municipio no podrán acceder a las páginas restringidas. 
Para  instalar el proxy squid en el sistema operativo centos se utiliza el siguiente comando: yum –y 
install squid httpd 
Una vez instalado el proxy Squid en Centos v5.5 se realizó las configuraciones. 
Paso 1: En el terminal  escribimos cd /etc/squid, con el comando ls visualizamos los archivos que 
contiene Squid.  
 




Paso 2: Dentro  de la carpeta de Squid, creamos los siguientes archivos: 
Restringidos: Este archivo contiene  páginas web de contenido pornográfico y sitios de redes 
sociales. 
Accesototal: Este archivo contiene solo las direcciones ip del  departamento de Comunicación, 
quienes tendrán acceso a Internet sin restricción  de páginas web. 
Limitado: Se encuentran las direcciones ip de todas las máquinas de los usuarios que tendrán  
acceso a Internet, y que está asociada con el archivo de Restringidos. 
 
 









Paso 3: Ingresamos el siguiente comando en el terminal gedit  /etc/squid/squid.conf  en donde se 
realizarán las configuraciones. 
 
 





Paso  4: Se crea las listas de control de acceso, para poder controlar el tráfico de los clientes hacia 
Internet. A cada lista se le asignará una Regla de Control de Acceso que permitirá o denegará el 
acceso a Squid.  
Una  lista de control de acceso se establece con la siguiente sintaxis:  
acl[nombre de la lista] src [lo que compone a la lista] 
Definimos  una lista de control de acceso especificando un archivo localizado en cualquier parte 
del disco duro, los archivos son: accesototal, restringidos, limitado. A continuación un ejemplo: 
acl accesototal src “/etc/squid/accesototal” 
 
 




Paso  5: Se crea las reglas de control de acceso. Estas definen si se permite o deniega acceso hacia 
Squid. Deben colocarse en la sección de reglas de control de acceso definidas por el administrador. 
La sintaxis básica de una regla de control de acceso es la siguiente 





A continuación un ejemplo: 
http_access  allow accesototal: permite el acceso a internet sin la negación de páginas web. 

































 La falta de una correcta  estructuración y planificación de la red de voz y datos, son los 
principales motivos que justifican la elaboración de este proyecto, para superar estas 
falencias, se realizó el rediseño usando tecnologías de red de  cableado, las mismas que 
permitirán el soporte de servicios en tiempo real. 
 
 La información obtenida de las encuestas realizadas y las visitas a cada uno de los 
departamentos del Municipio, fue de mucha importancia ya que se pudo comprobar el 
estado  de los equipos de cómputo, puntos de red, direcciones ip que utilizan, así como el 
nombre de  cada uno de los usuarios. Esto permitió tener una idea clara  del problema  
actual de la infraestructura de red. 
 
 No existe políticas de seguridad en cuanto al manejo de la información y a los equipos de 
la red LAN, lo que genera una gran vulnerabilidad en la red, además de que no cuentan con 
un  personal capacitado en el área de Informática, que pueda realizar el mantenimiento de 
cableado estructurado,  el cual garantice la eficiencia de la red. 
 
 Los equipos de red existentes en la institución no ofrece mayores ventajas para su 
utilización, debido a que cumplieron  su tiempo de vida, además sus características técnicas 
no satisfacen las necesidades para el nuevo diseño. 
 
 Se pudo comprobar que en los departamentos del Municipio, existen puntos de red que no 
siguen su trayectoria a través de canaletas o ducterías adecuadas, además de que no 
cuentan con el proceso de certificación, al no cumplir con los estándares de cableado, ha 
provocado problemas en la administración y conectividad de la red. Por lo tanto la solución 
para este caso, será la reinstalación de dichos puntos de red. 
 
 De acuerdo al estudio referencial de costos para la propuesta del proyecto, resulta una gran 
inversión en cuanto a los beneficios que brindará la nueva red, permitiendo de esta manera  







 La selección de los equipos de red, se basó en un análisis de especificaciones técnicas, para 
poder elegir la marca se utilizó el cuadrante de Gartner, el cual  permitió seleccionar las 
marcas más aceptadas en el mercado. 
 
 La elaboración de este proyecto permitió aplicar criterios acorde a la realidad e innovación 
tecnológica, además ha permitido adquirir conocimientos de vital importancia que más 







 Se debe asignar una persona que cumpla con el perfil  de Ingeniero Informático, que tenga 
certificaciones en redes, para el departamento de Informática, el cual realice el 
mantenimiento de los equipos, actualización del software, la administración de la red, etc. 
 
 Se recomienda que solo el personal de Sistemas, sean quienes tengan los permisos de 
usuario para instalar software, así como la documentación actualizada de la red cada cierto 
tiempo, además de instalar y actualizar los equipos informáticos. Por tal razón se debe 
incorporar políticas de seguridad que estén ligadas al nuevo requerimiento e infraestructura 
de la red. 
 
 Se detalló algunas políticas de seguridad en este proyecto, pero se recomienda extender el 
modelo de políticas de seguridad desde el departamento de Informática a todo el 
Municipio, por supuesto de debe contar con el apoyo de las autoridades de turno y debe ser 
un objetivo planteado por el Municipio de Archidona.  
 
 Tanto autoridades, administrativos y usuarios en general de la red informática del 
Municipio, deben tener conocimiento sobre las políticas de seguridad que se propone en el 
proyecto, para mantener una adecuada operatividad de la red. En el caso de incumplir y 
causar daños a los recursos informáticos, se deberán aplicar las sanciones según sea el 
reglamento de la Institución. 
 
 Si se adquieren los equipos de red se debe considerar que cumplan como mínimo cada una 





mantenimiento preventivo y correctivo, para un adecuado funcionamiento de la red y sus 
servicios. 
 
 De acuerdo a un estudio realizado las marcas Siemon y Panduit son las más aceptadas a 
nivel mundial, se recomienda  ver otras marcas que ofrezcan mejores soluciones, para 
poder elegir el mejor fabricante de cableado estructurado. 
 
 Para el funcionamiento del cableado se recomienda en lo posible que todos los elementos y 
equipos sean del mismo fabricante, con la finalidad que el fabricante otorgue la garantía 
del sistema de cableado. 
 
 Se recomienda brindar capacitaciones periódicas a todo el personal del Municipio de 
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ANEXOS 1: DESCRIPCIÓN  DE LA INSTITUCIÓN 
Gobierno Autónomo Descentralizado Municipal de Archidona  
El  Gobierno Autónomo Descentralizado Municipal de Archidona, es un ente gubernamental 
encaminado a la administración de los recursos sociales, culturales y económicos para el 
engrandecimiento del cantón Archidona. 
Misión 
Planear, implementar y sostener las acciones del desarrollo del Gobierno Municipal. Dinamizar los 
proyectos de obras y servicios con calidad y oportunidad, que aseguren el desarrollo social y 
económico de la población, con la participación directa y efectiva de los diferentes actores sociales 
y dentro de un marco de transparencia y ética institucional y el uso óptimo del talento humano 
altamente comprometido, capacitado y motivado. 
Visión 
Convertir el cantón de Archidona, en un referente dinámico de cambio, cuyas características de 
crecimiento, estén marcadas por la activa participación de sus habitantes, dentro de un marco de 
planificación que implique la responsabilidad social de sus entes y organizaciones, y cuyas 
actividades productivas optimicen el talento humano, tecnológicos y naturales, permitiendo el 
desarrollo integral del cantón, en una armónica relación hombre naturaleza, que vaya consolidando 
su identidad de pueblo trabajador, hospitalario y alegre. 
Objetivos  del Municipio de Archidona 
 
 Procurar el bienestar de la colectividad y contribuir al fomento y protección de los intereses 
locales. 
 Planificar e impulsar el desarrollo físico del cantón y de sus áreas urbanas y rurales. 
 Acrecentar el espíritu de integración de todos los actores sociales y económicos, el civismo 
y la confraternidad de la población para lograr el creciente progreso del cantón. 
  Coordinar con otras entidades, el desarrollo y mejoramiento de la cultura, de la educación 
y la asistencia social. 
 Investigar, analizar y recomendar las soluciones más adecuadas a los problemas que 






  Estudiar la temática municipal y recomendar la adopción de técnicas de gestión 
racionalizada y empresarial, con procedimientos de trabajo uniformes y flexibles, 
tendientes a profesionalizar y especializar la gestión del gobierno local. 
  Auspiciar y promover la realización de reuniones permanentes para discutir los problemas 
municipales, mediante el uso de mesas redondas, seminarios, talleres, conferencias, 
simposios, cursos y otras actividades de integración y trabajo. 
 Capacitación del talento humano, que apunte a la profesionalización de la gestión 
municipal y la integración del personal en equipos de trabajo. 
 Mejorar y ampliar la cobertura de servicios de manera paralela al mejoramiento de la 
administración con el aporte de la comunidad; y las demás disposiciones establecidas en 
las Normas Legales Vigentes. 
Políticas 
Se adoptan las siguientes políticas de trabajo:  
 Concertación con los diferentes actores sociales, para el logro de una participación efectiva 
en el desarrollo de la ciudad. 
 Movilización de esfuerzos para dotar al Municipio de una infraestructura administrativa, 
material y humana que permita receptar y procesar adecuadamente los efectos de la 
descentralización 
 Fortalecimiento y desarrollo municipal, a base de un óptimo aprovechamiento de los 
recursos y esfuerzos sostenidos para mejorar e incrementar los ingresos de recaudación 
propia, impuestos, tasas, contribuciones, etc. que permita el autofinanciamiento de los 
gastos, mediante un proceso de gerencia municipal.  
 Preservar y encausar los intereses municipales y ciudadanos como finalidad institucional. 
 Voluntad política, trabajo en equipo y liderazgo, para la búsqueda constante de los más 
altos niveles de rendimiento, a efectos de satisfacer con oportunidad las expectativas 
ciudadanas, a base de concertación de fuerzas y de compromisos de los diferentes sectores 
internos de trabajo: Normativo, Ejecutivo, de Apoyo y Operativo; en consecuencia, 
dinamismo y creatividad de las autoridades y servidores para lograr una sostenida y 
equilibrada participación y apoyo mutuo, como la base del mejor enfrentamiento de 
problemas y soluciones. 
 Identificación de los problemas prioritarios de la comunidad y búsqueda oportuna de las 
























La presente encuesta está orientada exclusivamente, para conocer los problemas de la red de datos 
del Municipio de Archidona y a su vez proponer alternativas de solución a la misma. Los datos que 
se obtenga de la encuesta son de uso exclusivo del investigador. Sírvase contestar de la manera más 
honesta las siguientes preguntas: 
 
1. ¿Tiene un computador individual para trabajar? 
 
Si  (  ) 
No (  ) 
 
2. ¿Qué tipo de computadora tiene? 
 
Laptop (  ) 
Escritorio (  ) 
No tiene (  ) 
 
3. ¿Qué características tiene el computador? 
 
Tipo de procesador:  Core i7(   ) 
Core i5 (   ) 
Corei3() 
Core 2 quad (   ) 
Core 2 duo (   ) 
Dual core (   ) 
Pentium 4 (   ) 
Celeron (   ) 
Memoria RAM:  4GB (   ) 
3GB (   ) 
2GB (   ) 
1GB (   ) 
768MB (   ) 
512MB (   ) 
256MB (   ) 
248MB(   ) 
 
Disco Duro:    500GB (   ) 





150GB (   ) 
120GB (   ) 
80GB (   ) 
 
Tarjeta de Red:  Fast Ethernet (   ) 
GigaEthernet (   ) 
 
 
4. ¿Qué sistema operativo tiene el computador? 
 
Windows XP (   ) 
Windows Vista (   ) 
Windows 7 (   ) 
Linux (   ) 
 
5. ¿Tiene conexión a internet? 
 
Si tiene (   ) 




6. Si la respuesta 5 fue afirmativa, conteste: ¿Según su percepción cual sería la velocidad de 
internet que dispone? 
 
Rápido (   ) 
Normal (   ) 
Lento (   ) 
 
7. ¿Qué aplicaciones más frecuentes utiliza en su computador? 
 
Word (   ) 
Excel (   ) 
Power point (   ) 
Mail (   ) 
Navegador de internet (   ) 
Descarga de videos (   ) 
Aplicaciones propias (   ) 
Otros   ………………………………………………………………………………… 
 
8. ¿Tiene línea telefónica en su oficina? 
 
Línea telefónica (   ) 
Extensión (   ) 
No tiene teléfono  (   ) 
 






Individuales (   )  
Compartida (   ) 
Ninguna (   ) 
 
10. ¿Cuántas llamadas telefónicas promedio realiza por hora? 
 
15 llamadas /hora  (   ) 
14 llamadas /hora (   )  
8 llamadas /hora (   ) 
5 llamadas /hora (   ) 
4 llamadas /hora (   ) 
3 llamadas /hora (   ) 
2 llamadas /hora (   ) 
1 llamadas /hora (   ) 
0 llamadas /hora (   ) 
 
11. ¿Cuántas llamadas telefónicas realiza por hora, al exterior del GADM Archidona? 
 
5 llamadas /hora  (   ) 
4 llamadas /hora  (   ) 
3 llamadas /hora  (   ) 
2 llamadas /hora  (   ) 
1 llamadas /hora  (   ) 
Ninguna (    ) 
 
12. ¿Cuántas llamadas telefónicas realiza por hora al interior del GADM de Archidona? 
 
20  llamadas /hora  (   ) 
10 llamadas /hora (   )  
8 llamadas /hora (   ) 
5 llamadas /hora (   ) 
4 llamadas /hora (   ) 
3 llamadas /hora (   ) 
2 llamadas /hora (   ) 
1 llamadas /hora (   ) 





13. ¿Tiene impresora individual o compartida? 
 
Individual (   ) 










Si tiene (   ) 
No tiene (   ) 
 





16. ¿Es necesario que en todo el Municipio se coloque la red wireless (inalámbrica)? 
 
Si (  ) 





17. ¿Se deben  colocar puntos de red adicionales en las oficinas? 
 
Si (  ) 











19. ¿A quiénes afecta el problema del sistema actual? 
 
 
Empleados (  ) 
Gobierno cantonal (  ) 














































ANEXOS 4: PROPUESTA  DIAGRAMA DE LA NUEVA DISTRIBUCIÓN DE LA RED DE 
































































































































































Roseta( Voz, Datos )
PPD: Patch Panel de Datos



















ANEXOS 5: PROPUESTA DIAGRAMA DE TELEFONÍA DEL  GADMA 
Tesorería Dirección Financiera




































































































Roseta( Voz, Datos )
PPD: Patch Panel de Datos



























ANEXOS 6: FÓRMULAS PARA CÁLCULO DE ROLLOS DE CABLES UTP 
CABLEADO HORIZONTAL 
 
Cálculo de la longitud promedio del cable 
1. Ubicación de las salidas de información 
2. Con la ayuda del plano arquitectónico se determina la ruta del cable 
3. Establecer el área a servir para  cada IDF, MDF 
4. Medir la distancia del punto más lejano 
5. Medir la distancia del punto más cercano 
6. Sumar las distancias y dividirlas para dos 
7. Añadir un 10% de holgura 
8. Añadir la holgura de terminación(2.5m) 
9. El número de corridas será calculado al dividir 305m (longitud estándar del rollo del 
cable), para el resultado de la suma de los literales 6,7 y 8; aproximar al inmediato 
superior. 
10. Para obtener el número de rollos necesarios, se divide el número de salidas para el número 
de corridas por rollo 
 
Dónde: 
DP= Distancia Promedio del cable 
PL= Distancia del punto más lejano 
PC= Distancia del punto más cercano 
 














Planta Baja 33 1,74 36,40 21,67 13 3 
Mezanine 22 2,94 24,99 16,57 17 1 
Piso1 36 1,21 37,50 21,96 13 3 
Piso2 27 1,00 42,70 24,45 12 2 
Piso3 23 1,00 28,90 17,55 16 1 
Piso4 25 1,15 30,28 18,32 15 2 





ANEXOS 7: LISTA DE MATERIALES (PRESUPUESTO REFERENCIAL) 
 
  Área de Trabajo   
Marca Descripción Cantidad Costo  Costo 
Unitario(USD) Total 
Panduit FacePlates Simples 55 1,85 101,8 
Panduit FacePlates Dobles 123 1,85 227,6 
Panduit Jack RJ45 cat6A 178 13,25 2358,5 
Panduit Patch Cord cat6A(7pies) 28 19,3 540,4 
Panduit Patch Cord cat6A(3pies) 150 16,3 2445 
Panduit Cajas decorativas 178 5 890 
      Subtotal 6563,2 
          
  Cableado Horizontal   
Marca Descripción Cantidad Costo  Costo 
Unitario(USD) Total 
Panduit Rollo cable UTPT cat6A 12 529,38 6352,56 
Panduit Patch Panels cat6A 24 puertos 10 160 1600 
Panduit Patch Panels cat6A 48 puertos 2 323,12 646,24 
Panduit Organizadores de cables  horizontal 12 18,02 216,24 
Panduit Organizadores de cables vertical 1 39,05 39,05 
Panduit Gabinete de piso 42U cerrado  1 2500 2500 
Panduit Rack de pared 12U cerrado 5 300 1500 
Panduit Bandeja estándar 2U 19"  2 16,14 32,28 
Panduit Bandeja doble servicio 2U 2 31,53 63,06 
Panduit Bandeja para teclado 2U 1 43,97 43,97 
Panduit Regleta Telefónica 2 43,97 87,94 
Panduit Soporte para regleta telefónica 2 15 30 
Panduit Regleta para energía eléctrica 1 45 45 
      Subtotal 13156,34 
  Cableado Vertical   
  Descripción Cantidad Costo  Costo 
Marca Unitario(USD) Total 
Panduit Fibra óptica multimodo 6 hilos 10GIG 
50/125 um 
10 8,5 85 
Panduit Patch Cord multimodo SC a LC 10 52,37 523,7 
Panduit Accesorios   200 200 
      Subtotal 808,7 
          
Marca Descripción Cantidad Costo  Costo 
Unitario(USD) Total 
Panduit TuberíaConduit 1 10 13,68 136,8 
Panduit Codo 1 5 5,55 27,75 





Panduit Cajetines de revisión 15 0,52 7,8 
      Subtotal 185,37 
          
    Canaletas     
Marca Descripción Cantidad Costo  Costo 
Unitario(USD) Total 
Dexson Canaleta Lisa 100x45 10 16,02 160,2 
Dexson Canaleta lisa 60x40 80 8,18 654,4 
Dexson Canaleta lisa 40x25 50 5,2 260 
Dexson Angulo Interno 100x45 10 4,15 41,5 
Dexson Angulo Interno 60x40 40 2,13 85,2 
Dexson Angulo Interno 40x25 50 0,85 42,5 
Dexson Angulo Externo 100x45 10 4,15 41,5 
Dexson Angulo Externo 60x40 45 2,13 95,85 
Dexson Angulo Externo 40x25 50 0,85 42,5 
Dexson Angulo plano 100x45 9 4,15 37,35 
Dexson Angulo plano 60x40 11 2,13 23,43 
Dexson Angulo plano 40x25 15 0,85 12,75 
Dexson Derivación en T 100X45 10 6,02 60,2 
Dexson Derivación en T 60X40 50 2,13 106,5 
Dexson Derivación en T 40X25 50 0,85 42,5 
Dexson Unión 100x45 10 0,9 9 
Dexson Unión 60x40 20 0,45 9 
Dexson Unión 40x25 30 0,38 11,4 
Dexson Tapa Final 100x45 10 1,11 11,1 
Dexson Tapa Final 60x40 20 0,45 9 
Dexson Tapa Final 40x25 30 0,38 11,4 
Dexson Separador canaleta 100x45 10 2,18 21,8 
Dexson Canaletas ranuradas 40x40 7 5,19 36,33 
Dexson Canaletas ranuradas 25x25 10 3,69 36,9 
      Subtotal 1862,31 
          
Marca Descripción Cantidad Costo  Costo 
Unitario(USD) Total 
Panduit Escalerillas 20 10 200 
      Subtotal 200 
          
  Equipos de Conectividad   
Marca Descripción Cantidad Costo  Costo 
Unitario(USD) Total 
Cisco SWS-C3560G-48TS-S 1 7976 7976 





Cisco Catalyst 2960-24PC-L 3 945 2835 
Cisco Teléfono Cisco IP 7911 41 181 7421 
Cisco Cámara Cisco IP 2500 2 1144 2288 
Cisco AP Cisco Aironet 1250 1 1076 1076 
HP HP ProLiant DL360 G7  1 2780 2780 
      Subtotal 30781 
          
    Instalación     
  Descripción Cantidad Precio 
Unitario 
Total 
  Instalación fibra óptica  1 4000 4000 
  Instalación de puntos de red cat6A 178 400 71200 
  Certificación cableado 178 12,95 2305,1 
      Subtotal 77505,1 
          
          
  Costo Total       
  Área de Trabajo 6563,2     
  Cableado Horizontal 13156,34     
  Cableado Vertical 994,07     
  Canaletas y Escalerillas 2062,31     
  Equipos de Conectividad 30781     
  Diseño de la red 200     
  Internet 700     
  Instalación 77505,1     
  Mano de obra 2000     
  Otros gastos 1000     











ANEXO 8: CATÁLOGO DE MATERIALES 
 
Canaletas y Accesorios Dexson 












































































































ANEXO 9: ESPECIFICACIONES TÉCNICAS  DE LOS SWITCH CISCO 
 
Especificaciones WS-C3560CG-8TC-S  
Información General 
Fabricante: Cisco 
Identificación del producto: WS-C3560CG-8TC-S 
Descripción del producto: Catalizador 3560C Switch 8 GE, 2 x Dual enlace ascendente, 
Base IP 
Tipo de producto: Ethernet Switch 
Interfaces / Puertos 
Número Total de Puertos de red: 10 
Puerto de enlace ascendente: Sí 
Gestión Portuaria: Sí 
USB: Sí 
Número de red (RJ-45): 8 
Media & Performance 
Tecnología Ethernet: Gigabit Ethernet 
  Fast Ethernet 
Tecnología de red: 10/100/1000Base-T 
Expansiones E / S 
Número total de ranuras de 
expansión: 
2 
Tipo ranura de expansión: SFP 
Shared SFP Slot: Sí 
Cantidad de ranuras SFP: 2 
Redes y Comunicación 
Capa de Soporte: 2 
Administración y protocolos 
Manejable: Sí 
Gestión:   Cisco Smart Install 
  QoS 
  VLAN 
  RMON 
  CLI 
  Cisco Network Assistant 
  CiscoWorks LAN Management Solution (LMS) 
  Cisco Auto Smartports 
  SNMP v1, v2, v3 
  Telnet 
  Syslog 
 
Memoria 
Memoria estándar: 128 MB 
Memoria Flash: 64 MB 
Descripción de la Alimentación 
Voltaje de entrada: 110 V AC 
  220 V AC 
Fuente de alimentación: Fuente de alimentación 
Características físicas 
Altura: 1.8 " 





Profundidad: 8.4 " 






Topología Ethernet (10/100/1000 BaseT)  
Gigabit Ethernet (SFP) 
La densidad máxima del puerto 44 puertos 10/100/1000 
Uplinks 4 puertos de doble propósito (10/100/1000 o 
SFP) 
Modular Slots / Expansión n / a 
Arquitectura Conmutación de Nivel 2 (conectividad de base), 
conmutación Layer 2 (servicios de inteligencia), 
Voz Activado 
Factor de forma Fijo, montaje en rack, Standalone / Clustering 
Dimensiones 1.73 x 17.5 x 12.9 cm 
DRAM 64 MB 
Características 




Dinámica ARP Inspection   
IP Source Guard   
RP limitadores Tarifa   







VLAN privadas   















Alta disponibilidad / Resilliency 
Redundancia de hardware Fuente de alimentación externa redundante 
Alta disponibilidad / Resilliency TSVP, Supresión de Broadcast, Unicast 
represión, represión Mulitcast, Spanning Tree, 
Portfast, enlace ascendente rápido, Backbone 
Fast, 802.1s, 802.1w 
Administración 





Discover (CDP), protocolo de enlace troncal 
virtual (VTP), el cliente Telnet, BOOTP, TFTP, 
CiscoWorks, CWSI, RMON, SNMP, 
Clustering, Administración basada en 
Escalabilidad 
Soporte de interfaz WAN n / a 
Rendimiento 39 Mpps 
Capacidad Backplane 32 Gbps 
Número de VLANs 255 
 




Topología Ethernet (10/100/1000 BaseT)  
Gigabit Ethernet (SFP) 
La densidad máxima del puerto 20 puertos 10/100/1000 
Uplinks 4 puertos de doble propósito (10/100/1000 o 
SFP) 
Modular Slots / Expansión n / a 
Arquitectura Conmutación de Nivel 2 (conectividad de base), 
conmutación Layer 2 (servicios de inteligencia), 
Voz Activado 
Factor de forma Fijo, montaje en rack, Standalone / Clustering 
Dimensiones 1.73 x 17.5 x 12.9 cm 
DRAM 64 MB 
Características 




Dinámica ARP Inspection   
IP Source Guard   
RP limitadores Tarifa   







VLAN privadas   



















Alta disponibilidad / Resilliency 
Redundancia de hardware Fuente de alimentación externa redundante 
Alta disponibilidad / Resilliency TSVP, Supresión de Broadcast, Unicast 
represión, represión Mulitcast, Spanning Tree, 
Portfast, enlace ascendente rápido, Backbone 
Fast, 802.1s, 802.1w 
Administración 
Características de manejo SPAN, RSPAN, CiscoView, Cisco Protocolo 
Discover (CDP), protocolo de enlace troncal 
virtual (VTP), el cliente Telnet, BOOTP, TFTP, 
CiscoWorks, CWSI, RMON, SNMP, 
Clustering, Administración basada en 
Escalabilidad 
Soporte de interfaz WAN n / a 
Rendimiento 35,7 Mpps 
Capacidad Backplane 32 Gbps 
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CANALETA (CABLE UTP) POR TECHO
CANALETA(CABLE UPT) POR PISO
NUEVA SALIDA DE VOZ
NUEVA SALIDA DE DATOS
REUBICACIÓN SALIDA DE VOZ
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     DIRECCION
ADMINISTRATIVA
Cafetería
ASESOR
Espera
Secretaria Alcaldía
Alcaldía
Terraza
ACCESIBLE
