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Informationele privacy in de strafrechtspleging 
Mw. mr. M.G.J.M. van der Staak
1) EHRM 6 juni 2006, nr. 62332/00 (Segerstedt-Wiberg and others v. Sweden)
“In so far as the first applicant is concerned, the Court finds no reason to doubt that the 
reasons for keeping on record the information relating to bomb threats in 1990 against her and 
certain other personalities were relevant and sufficient as regards the aim of preventing 
disorder or crime. The measure was at least in part motivated by the interest in protecting her 
security; there can be no question of any disproportionate interference with her right to 
respect for private life thus being entailed. The Court has received no particulars about the 
precise contents of the documents released to the applicant on 13 December 2002 and will not 
therefore examine that matter.
However, as to the information released to the second applicant (i.e. his participation in a 
political meeting in Warsaw in 1967), the Court, bearing in mind the nature and age of the 
information, does not find that its continued storage is supported by reasons which are 
relevant and sufficient as regards the protection of national security.
Similarly, the storage of the information released to the fifth  applicant could in most part 
hardly be deemed to correspond to any actual relevant national security interests for the 
respondent State. The continued storage of the information to the effect that he, in 1969, had 
allegedly advocated violent resistance to police control during demonstrations was supported 
by reasons that, although relevant, could not be deemed sufficient thirty years later.
Therefore, the Court finds that the continued storage of the information released to the second 
and fifth applicants entailed a disproportionate interference with their right to respect for 
private life.”
2) EHRM 29 juni 2006, nr. 54934/00 (Weber and Saravia v. Germany)
95. In its case-law on secret measures of surveillance, the Court has developed the following 
minimum safeguards that should be set out in statute law in order to avoid abuses of power: 
the nature of the offences which may give rise to an interception order; a definition of the 
categories of people liable to have their telephones tapped; a limit on the duration of 
telephone tapping; the procedure to be followed for examining, using and storing the data 
obtained; the precautions to be taken when communicating the data to other parties; and the 
circumstances in which recordings may or must be erased or the tapes destroyed (see, inter 
alia, Huvig, cited above, p. 56, § 34; Amann, cited above, § 76; Valenzuela Contreras, cited 
above, pp. 1924-25, § 46; and Prado Bugallo v. Spain, no. 58496/00, § 30, 18 February 
2003).
[...]
“ii. Transmission and use o f personal data pursuant to section 3(3), second sentence, 
o f the G 10 Act, taken in conjunction with section 12 o f the Federal Intelligence Service Act
[...]
121. The Court notes at the outset that in its judgment the Federal Constitutional Court found 
that the impugned provisions did not contain sufficient safeguards to ensure that the duty of
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the Federal Intelligence Service to report to the Federal Government, which included the 
transmission of personal data, was performed only for the purposes which had justified the 
collection of the data. That court ruled that, pending the entry into force of legislation in 
compliance with the Constitution, section 3(3), second sentence, could only be applied if the 
personal data contained in the report to the Federal Government were marked and remained 
connected to the purposes which had justified their collection.
122. The Court finds that the impugned provision, as amended and applicable following the 
judgment of the Federal Constitutional Court, laid down strict conditions with regard to the 
transmission to the Federal Government of data obtained by means of strategic monitoring. It 
is further convinced by the Government’s argument that, in order effectively to avert the 
dangers listed in section 3(1), the transmission of personal -  as opposed to anonymous -  data 
might prove necessary. The additional safeguards introduced by the Federal Constitutional 
Court are appropriate for the purpose of limiting the use of the information obtained to what is 
necessary to serve the purpose of strategic monitoring.
iii. Transmission ofpersonal data to the Offices for the Protection o f the Constitution 
and other authorities and their use by these authorities in accordance with section 3(5) o f the 
G 10 Act 
[...]
125. The Court finds that the transmission of personal data obtained by general surveillance 
measures without any specific prior suspicion in order to allow the institution of criminal 
proceedings against those being monitored constitutes a fairly serious interference with the 
right of these persons to secrecy of telecommunications. It observes in this connection that the 
catalogue of offences for the investigation of which knowledge obtained by means of strategic 
monitoring could be used was considerably enlarged by the amendment of the G 10 Act at 
issue.
126. However, it notes that the use of information obtained by strategic monitoring to these 
ends was limited: personal data could be transmitted to other authorities merely in order to 
prevent or prosecute the serious criminal offences listed in section 3(3) of the amended G 10 
Act.
127. Moreover, the Court observes that the Federal Constitutional Court found that the 
impugned section, in its version in force at the relevant time, interfered disproportionately 
with the secrecy of telecommunications as protected by the Basic Law. That court therefore 
ordered that, pending the entry into force of legislation in compliance with the Constitution, 
section 3(5) could only be applied and data be transmitted if specific facts -  as opposed to 
mere factual indications -  aroused the suspicion that someone had committed one of the 
offences listed in section 3(3). Furthermore, the transmission had to be recorded in minutes. 
Accordingly, that court again considerably strengthened the safeguards against abuse.
128. In addition, the decision to transmit data had to be taken by a staff member of the 
Federal Intelligence Service qualified to hold judicial office, who was particularly well trained 
to verify whether the conditions for transmission were met. Moreover, as clarified in the 
Federal Constitutional Court’s judgment, the independent G 10 Commission’s powers of 
review extended to verifying that the statutory conditions for data transmission were complied 
with.
129. In the light of the above, the Court takes the view that the interference with the secrecy 
of the communications made by persons subject to monitoring in accordance with the 
impugned provision was counterbalanced both by a reasonable limitation of the offences for
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which data transmission was permitted and by the provision of supervisory mechanisms 
against abuse.
3) EHRM 7 december 2006, nr. 29514/05 (Van der Velden v. The Netherlands)
“The Court should first consider whether the impugned measure amounted to an 
interference with rights protected by Article 8 since, if this is not the case, there is no need for 
a justification of the measure. As far as the taking of a mouth swab in order to obtain cellular 
material from the applicant is concerned, the Court accepts that this amounted to an intrusion 
upon the applicant’s privacy. As regards the retention of the cellular material and the 
subsequently compiled DNA profile, the Court observes that the former Commission held that 
fingerprints did not contain any subjective appreciations which might need refuting, and 
concluded that the retention of that material did not constitute an interference with private life 
(see Kinnunen v. Finland, no. 24950/94, Commission decision of 15 May 1996). While a 
similar reasoning may currently also apply to the retention of cellular material and DNA 
profiles, the Court nevertheless considers that, given the use to which cellular material in 
particular could conceivably be put in the future, the systematic retention of that material goes 
beyond the scope of neutral identifying features such as fingerprints, and is sufficiently 
intrusive to constitute an interference with the right to respect for private life set out in Article 
8 § 1 of the Convention.
[...]
Finally, the Court is of the view that the measures can be said to be “necessary in a 
democratic society”. In this context it notes in the first place that there can be no doubt about 
the substantial contribution which DNA records have made to law enforcement in recent 
years. Secondly, it is to be noted that while the interference at issue was relatively slight, the 
applicant may also reap a certain benefit from the inclusion of his DNA profile in the national 
database in that he may thereby be rapidly eliminated from the list of persons suspected of 
crimes in the investigation of which material containing DNA has been found.”
4) Conclusie A-G Vellinga bij HR 13 maart 2007, LJN AZ6114
“28. Het derde middel klaagt over de verwerping van het verweer dat het Openbaar Ministerie 
met de openbaarmaking van de HIV-besmetting van de verdachte heeft gehandeld in strijd 
met art. 6, tweede lid EVRM en dat deswege de niet-ontvankelijkheid van het Openbaar 
Ministerie in de vervolging van de verdachte zou moeten worden uitgesproken.
29. Het Hof heeft - aldus de steller van het middel ontoereikend gemotiveerd en 
onbegrijpelijk - geoordeeld dat het uitbrengen van het persbericht door het Openbaar 
Ministerie, en waarin de HIV-besmetting van de verdachte werd bevestigd alsmede werd 
vermeld dat "uit aanwijzingen blijkt dat er mogelijk meer jonge prostituees betrokken zijn bij 
deze zaak", niet de conclusie wettigt dat de onschuldpresumptie hier geschonden is, omdat 
daarmee geen uitspraak is gedaan over strafbaar gedrag van de verdachte.
30. Het tweede lid van art. 6 EVRM bepaalt dat "een ieder tegen wie een vervolging is 
ingesteld, wordt voor onschuldig gehouden totdat zijn schuld in rechte is komen vast te 
staan."
31. In de fase voorafgaand aan de daadwerkelijke berechting van een verdachte, kan deze 
zogeheten onschuldpresumptie worden geschonden doordat (justitiële) autoriteiten in het
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openbaar uitlatingen doen, waarin de schuld van de verdachte aan een strafbaar feit als 
vaststaand wordt aangenomen: "The Court recalls that the presumption of innocence 
enshrined in Article 6 § 2 of the Convention is one of the elements of a fair criminal trial 
required bij Article 6 § 1. It will be violated if a statement of a public official concerning a 
person charged with a criminal offence reflects an opinion that he is guilty before he has been 
proved so according to law. It suffices, even in the absence of any formal finding, that there is 
some reasoning to suggest that the official regards the accused as guilty (...). In this regard the 
Court emphasises the importance of the choice of words by public officials in their statements 
before a person has been tried and found guilty of an offence. (...) Nevertheless, whether a 
statement of a public official is in breach of the principle of the presumption of innocence 
must be determined in the context of the particular circumstances in which the impugned 
statement was made."
[...]
37. De uitlatingen in het persbericht behelzen- zeker indien zij in het verband waarin ze 
gedaan zijn worden bezien - niet de opvatting dat de verdachte schuldig is aan enig strafbaar 
feit. Er worden feiten gemeld die de verdenking onderbouwen. Voorts wordt gewag gemaakt 
van het door de Rechtbank gegeven bevel tot gevangenhouding. Uit een en ander wordt in het 
persbericht echter niet de conclusie getrokken dat de verdachte schuldig is. Er wordt juist met 
zoveel woorden op gewezen dat de vordering tot gevangenhouding voor zover deze poging 
tot doodslag betrof is afgewezen. Daarbij wordt ter verklaring gerefereerd aan rechtspraak van 
de Hoge Raad.
38. In het persbericht wordt gemotiveerd waarom de - reeds gepubliceerde - medische situatie 
van de verdachte wordt bevestigd. In die motivering wordt niet gezinspeeld op de schuld van 
de verdachte aan de eerder ter sprake gebrachte strafbare feiten waarvan hij wordt verdacht.
39. Een en ander betekent dat zelfs als wordt voorbijgegaan aan de hiervoor beschreven 
bijzonder positie van het openbaar ministerie met betrekking tot het onschuldbeginsel, het 
oordeel van het Hof dat het uitbrengen van het onderhavige persbericht geen schending van 
dat beginsel oplevert, niet getuigt van een onjuiste rechtsopvatting en niet onbegrijpelijk is.
40. Het middel faalt en leent zich voor toepassing van art. 81 RO.”
5) Hof ’s-Hertogenbosch 19 juli 2005, LJN AT9538 (Eindhovens plantsoen)
“I1
Op de gronden als in de onder B bedoelde pleitnotities vervat, heeft de raadsman, mr.
Knoops, betoogd dat het openbaar ministerie niet-ontvankelijk zal worden verklaard in zijn 
strafvervolging.
In het bijzonder heeft de raadsman daartoe aangevoerd dat het handelen van het openbaar 
ministerie - meer in het bijzonder het naar buiten brengen van de H.I.V.-besmetting van 
verdachte - strijd oplevert met de in artikel 6, tweede lid van het EVRM, vervatte 
onschuldpresumptie.
Op de gronden als vervat in de door haar aan het hof overgelegde op schrift gesteld repliek 
heeft de advocaat-generaal zich op het standpunt gesteld dat het verweer dient te worden 
verworpen.
I2
Het hof overweegt hieromtrent als volgt.
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Met de raadsman is het hof van oordeel dat de omstandigheid dat verdachtes H.I.V.- 
besmetting een essentieel bestanddeel vormt van de aan hem onder 1 verweten gedraging, 
alsmede dat het openbaar ministerie en de door de raadsman bedoelde (andere) 'public 
authorities' zorgvuldigheid dienen te betrachten in de mededelingen die zij over een verdachte 
van een strafbaar feit doen.
Anders dan de raadsman is het hof van oordeel dat de enkele mededeling dat verdachte
H.I.V.-positief was en - zoals de raadsman heeft gesteld - in het persbericht van het openbaar 
ministerie werd opgenomen dat "uit aanwijzingen blijkt dat er mogelijk meer jonge 
prostituees betrokken zijn bij deze zaak", niet de conclusie kunnen dragen dat deze 
(combinatie van) uitlatingen suggereren dat verdachte schuldig zou worden bevonden aan een 
feit als tenlastegelegd onder 1. Naar het oordeel van het hof kan dan ook niet worden gezegd 
dat met de mededelingen over de H.I.V.-status van verdachte uitspraken zijn gedaan over 
strafbaar gedrag van verdachte.
Het hof verwerpt derhalve dit verweer.”
6) Hof Arnhem 24 april 2006, LJN AW3267 (Persbericht)
“Aangevoerd is dat het openbaar ministerie op grove wijze de rechten van verdachte heeft 
geschonden door in een persbericht van 14 maart 2003 mede te delen dat de strafzaak tegen 
verdachte op 27 maart 2003 zou worden behandeld terwijl op dat moment een bezwaarschrift 
tegen de sluiting van het gerechtelijk vooronderzoek was ingediend. Ook heeft de griffier van 
de rechtbank te Arnhem ten onrechte een afschrift van de dagvaarding voor de zitting van 
maart 2003 aan de pers verstrekt, terwijl die dagvaarding al door het openbaar ministerie was 
ingetrokken.
Het Hof merkt allereerst op dat in een persbericht van 17 maart 2003 het openbaar ministerie 
heeft medegedeeld dat wanneer de officier van justitie bekend zou zijn geweest met het feit 
dat er een bezwaarschrift tegen de sluiting van het gerechtelijk vooronderzoek was ingediend 
er geen dagvaarding zou zijn uitgegaan. Het persbericht van 14 maart 2003 was dus voortijdig 
en onjuist. Overigens bevatte dit persbericht niet meer dan de mededeling dat verdachte was 
gedagvaard voor de zitting van 27 maart 2003 met een korte aanduiding van de 
tenlastegelegde feiten.
Het verstrekken door de griffie van de rechtbank van een afschrift aan de pers van de reeds 
ingetrokken dagvaarding voor de zitting van 27 maart 2003 was ook onjuist maar 
aangenomen moet worden dat aan degene die dat afschrift verstrekte niet bekend was dat de 
dagvaarding was ingetrokken. De verstrekking van afschriften van dagvaardingen, zo blijkt 
uit een brief van de president van de rechtbank Arnhem van 5 november 2003 aan de 
voormalige raadsman van verdachte, geschiedde onder de voorwaarde dat over de zaken niet 
mocht worden gepubliceerd voordat de zitting had plaatsgevonden. Die voorwaarde hield ook 
in dat over ingetrokken dagvaardingen niet mocht worden gepubliceerd. Het dagblad De 
Limburger heeft in strijd met deze voorwaarde gehandeld. De rechtbank Arnhem is daarom 
met ingang van 1 april 2003 gestopt met het verstrekken van afschriften van dagvaardingen. 
Sedertdien liggen afschriften van dagvaardingen voor zittingen van de meervoudige kamer 
van die rechtbank voor de pers één week voor de zitting onder embargo ter inzage.
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De hierboven geschetste gang van zaken bevatte onregelmatigheden maar geven geen blijk 
van een doelbewuste of grove veronachtzaming van de belangen van verdachte op een eerlijk 
proces. Zij staan aan de ontvankelijkheid van het openbaar ministerie niet in de weg.”
7) Rechtbank Groningen 25 januari 2006, LJN AV0355 (DNA-onderzoek veroordeelde 
minderjarige)
“De rechtbank is van oordeel dat gelet op het gestelde in artikel 8 EVRM en artikel 40 IVRK 
bij de afweging over de toepasbaarheid van de onderhavige wet op een minderjarige de 
persoonlijke belangen van de minderjarige afgewogen dienen te worden tegen het algemeen 
maatschappelijk belang en dat daarbij gelet op artikel 3 IVRK het belang van de minderjarige 
de eerste overweging dient te vormen. Daarbij dient gekeken te worden naar de leeftijd van de 
veroordeelde ten tijde van het begaan van het misdrijf, de reële ernst van het feit, de 
omstandigheden waaronder deze is begaan, de mate van eventuele recidive en de overige 
persoonlijke omstandigheden van de veroordeelde.
In onderhavige zaak is de rechtbank gebleken dat veroordeelde ten tijde van het plegen van 
het misdrijf 16 jaar oud was. Haar bijdrage aan het bewezen verklaarde is beperkt gebleven 
tot het geven van één schop tegen het been van het slachtoffer. Zij is niet eerder veroordeeld 
en heeft evenmin na september 2004 strafbare feiten gepleegd. Blijkens de rapportages van de 
Raad voor de Kinderbescherming d.d. 27 oktober 2004 en 28 november 2005 is veroordeelde 
geschrokken van hetgeen er is gebeurd en van de nasleep daarvan.
De Raad is van mening dat er geen risico's zijn met betrekking tot de verdere ontwikkeling en 
er evenmin aanwijzingen zijn voor psychopathologie dan wel achterliggende problematiek. 
Het Hof heeft in het arrest d.d. 6 december 2005 deze conclusies overgenomen. Daarnaast 
heeft het Hof geoordeeld dat veroordeelde zelfstandiger is geworden in het haar 
oordeelsvorming en genuanceerder in haar oordeel is. Mede hierdoor heeft het Hof 
geoordeeld dat het bewezenverklaarde als een incident mag worden beschouwd.
De rechtbank is gelet hierop van oordeel dat op grond van een afweging van de persoonlijke 
belangen van veroordeelde enerzijds en anderzijds het algemeen maatschappelijk belang van 
beveiliging tegen misdrijven de belangen van veroordeelde in casu het zwaarst moeten 
wegen.”
1. Ter inleiding
Het recht op informationele privacy vormt een onderdeel van één van de belangrijkste 
burgerlijke vrijheden en verdient daarom bespreking aan de hand van recente strafrechtspraak. 
Deze vorm van privacy werd door Westin bijna een halve eeuw geleden omschreven als het 
recht van een individu om zelf te bepalen welke informatie over hem of haar ter beschikking 
komt van anderen.1 Deze ruime definitie impliceert dat iedere vastlegging van 
persoonsgegevens een inbreuk vormt op het recht op informationele privacy. Een poging van 
Buruma om een reden te geven voor het bestaan van het recht op informationele privacy 
kwam hierop neer: “Het recht om niet louter te worden gedefinieerd en beoordeeld op grond
1 A. Westin, Privacy andfreedom, New York: Atheneum 1967, p. 7.
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van opgeslagen kenmerken zonder dat rekening wordt gehouden met de context, terwijl 
daarmee wel bepaalde handelingsmogelijkheden voor je worden afgesloten.”2 Mijns inziens is 
de definitie van Westin wellicht wat te ruim; ik zou niet elke vastlegging van 
persoonsgegevens willen definiëren als een inbreuk, zij het misschien gerechtvaardigd, op het 
recht op informationele privacy. Een maatschappij kan immers niet behoorlijk functioneren 
zonder enige vastlegging van persoonsgegevens. Het argument van Buruma dekt echter ook 
niet alles. Zo zal het verstrekken van persoonsgegevens van een verdachte aan de pers op het 
eerste gezicht niet onder zijn argumentatie vallen, maar het kan naar geldend recht mijns 
inziens terecht een schending van de informationele privacy tot gevolg hebben.
Het recht op informationele privacy speelt een rol op veel momenten in de strafrechtspleging. 
Het is in het geding wanneer het gaat om bijzondere opsporingsbevoegdheden (het vorderen 
van gegevens, het vastleggen van telecommunicatie e.d.); het verstrekken van informatie over 
een strafzaak aan de pers, de werkgever, de gemeente; het opslaan van strafrechtelijke 
persoonsgegevens (voor en na de veroordeling), enzovoorts.
Een schending van het recht op informationele privacy kan gerechtvaardigd zijn. Evenals op 
de “klassieke” privacyrechten -  woning, communicatie en gezinsleven -  is het regime van art. 
8 lid 2 EVRM op informationele privacy van toepassing. Een inbreuk op het recht van 
informationele privacy is dus gerechtvaardigd voor zover bij wet voorzien en in een 
democratische samenleving noodzakelijk. De eis dat een inbreuk bij wet moet zijn voorzien is 
in Nederland geen probleem gebleken. De afgelopen jaren heeft de wetgever een behoorlijk 
aantal (straf)wetten afgekondigd die inbreuk maken op het recht op informationele privacy. 
Het is opvallend dat het grootste deel van die wetgeving niet terug te vinden is in de 
strafrechtspraak. Zo zijn er bijvoorbeeld geen actuele uitspraken te vinden over de Wet 
politieregisters (toekomstig: Wet politiegegevens). Waarschijnlijk is daarvoor een uitspraak 
van de HR uit 1995 van belang. Daarin werd bepaald dat de naleving van de Wet 
politieregisters niet strekt tot bescherming van de verdachte in zijn strafvorderlijk belang.4
Welke aspecten van het recht op informationele privacy treffen we dan wel aan in de 
strafrechtspraak? Voor de beantwoording van deze vraag zijn in bovenstaande jurisprudentie 
van elke fase in de strafrechtspleging één of meerdere voorbeelden opgenomen waarin het 
recht op informationele privacy een rol speelt. Dit betreft zeker geen compleet overzicht van 
alle verschillende aspecten van dit recht. In het bijzonder heb ik het proces van verzamelen 
van informatie over individuen door middel van de bijzondere opsporingsbevoegdheden -  
hoewel ik ontwikkelingen op dit gebied eveneens zeer bedenkelijk vind in verband met het 
recht op informationele privacy - achterwege gelaten. Mijns inziens is het voor de 
bestudering van het vraagstuk “veiligheid -  privacy” ook nuttig (misschien nog wel nuttiger) 
om te kijken wat er ná het verzamelen van de strafrechtelijke persoonsgegevens met deze 
gegevens gebeurt. Met name wanneer er allerlei handelingen met de gegevens worden 
verricht, komt het recht informationele privacy van burgers in de verdrukking.
2. Informationele privacy in de intelligence-fase
2 J. Rosen, The Unwanted Gaze, the Destruction o f Privacy in America, Random House New York: 2000; 
aangehaald in: Y. Buruma, “Veiligheid en privacy”, Delikt en Delinkwent 2002, p. 331.
3 O.a.: Wet Justitiële en strafvorderlijke gegevens, Wet vorderen gegevens telecommunicatie, Wet vorderen 
gegevens financiële sector, Wet bevordering integriteitsbeoordelingen openbaar bestuur, Wet DNA-onderzoek 
bij veroordeelden enz.
4 HR 7 februari 1995, NJ 1995, 308.
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Aangezien er geen recente strafrechtelijke uitspraken zijn te vinden over informationele 
privacy in de intelligence-fase bij de politie, bespreek ik hieronder enige arresten van het 
EHRM over activiteiten van Inlichtingen- en Veiligheidsdiensten. Wellicht vormen deze 
inzichten een aanknopingspunt voor de vraag hoe moet worden omgegaan met het recht op 
informationele privacy tijdens de intelligencefase bij de politie.
Het EHRM heeft in het kader van art. 8 EVRM verschillende uitspraken gedaan over het 
verwerken van persoonsgegevens door Inlichtingen- en Veiligheidsdiensten. In de zaak 
Weber and Saravia versus Germany heeft de Duitse Inlichtingendienst door middel van 
‘strategic monitoring’ -  het verzamelen van informatie via telecommunicatie waardoor 
ernstige gevaren voor de nationale veiligheid kunnen worden geïdentificeerd -  de telefoons 
van Weber en Saravia afgeluisterd. Weber is een journaliste die veel schrijft over 
aangelegenheden die ook onderwerp van onderzoek zijn van de Duitse Inlichtingendienst. 
Voor haar werk bevindt zij zich regelmatig in het buitenland. Saravia is een werknemer van 
de gemeente Montevideo in Uruguay. Hij neemt telefonische berichten voor Gabriela Weber 
aan en zorgt ervoor dat deze berichten haar bereiken. Weber en Saravia achten het afluisteren, 
bewaren en doorgeven van hun persoonsgegevens (de telefoongesprekken) in strijd met art. 8 
EVRM. Het EHRM begint met de vraag óf er met het afluisteren van de telefoons een inbreuk 
wordt gemaakt op art. 8 EVRM. Dat is geen punt van discussie; het EHRM heeft immers in 
het arrest Klass versus Germany bepaald dat het afluisteren van telefoons in strijd is met art. 8 
EVRM.5 Een dergelijke inbreuk kan echter gerechtvaardigd zijn indien zij voldoet aan de 
eisen van art. 8 lid 2 EVRM. De inbreuk dient een wettelijke basis te hebben en noodzakelijk 
te zijn in een democratische samenleving. In de zaak Rotaru6 stelde het EHRM duidelijke 
minimumeisen waaraan de wettelijke basis moet voldoen. Deze minimumeisen worden 
bevestigd en gepreciseerd in de onderhavige uitspraak zoals te lezen valt onder r.o. 95. Daarna 
buigt het EHRM zich over de vraag of de maatregelen noodzakelijk zijn in een democratische 
samenleving. Ik beperk me tot de bespreking van de noodzakelijkheidtoets met betrekking tot 
het verstrekken van intelligence-informatie aan overheidsinstanties, aangezien dit in het licht 
van onze eigen jurisprudentie7 het meest interessant is.
Het EHRM acht het verstrekken van persoonsgegevens van de Duitse Inlichtingendienst aan 
de Federale overheid noodzakelijk aangezien de Federale overheid anders niet effectief kan 
ingrijpen als de nationale veiligheid in het geding is. Het Hof stelt wel de eis dat er genoeg 
waarborgen moeten worden geschapen zodat de persoonsgegevens niet kunnen worden 
misbruikt voor politieke doelstellingen. Daaraan voldoet de Duitse wetgeving, want het 
gebruik van de verkregen informatie van de ‘strategic monitoring’ moet beperkt blijven tot 
wat noodzakelijk is om het doel te dienen van de ‘strategic monitoring’ (het beschermen van 
de nationale veiligheid van Duitsland). In Nederland is deze wetgevingstactiek beter bekend 
onder de naam ‘doelbinding’.
Wat betreft het verstrekken van de gegevens aan instanties als OM, douane en politie is het 
EHRM iets strenger wat betreft de waarborgen tegen misbruik van de persoonsgegevens. Ten 
eerste speelt ook hier weer doelbinding als middel tegen misbruik: persoonsgegevens kunnen 
alleen worden verstrekt aan deze overheidsinstanties als daardoor de strafbare feiten, zoals 
genoemd in de wetgeving van de Inlichtingendienst (strafbare feiten die de nationale 
veiligheid raken), kunnen worden voorkomen of worden vervolgd. De tweede waarborg die 
het EHRM stelt en de Duitse wetgeving bevat, bestaat uit verschillende toezichthoudende 
mechanismen die rondom de verstrekking van de persoonsgegevens aan overheidsinstanties 
op onafhankelijke wijze toetsen of wordt voldaan aan de eis van doelbinding.
5 EHRM 6 september 1978, nr. 5029/71 (Klass and others versus Germany).
6 EHRM 4 mei 2000, nr. 28341/95 (Rotaru versus Romania).
7 HR 5 september 2006, LJN AV4149.
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Het is de vraag of art. 38 lid 1 WIV 2002, dat inhoudt dat de AIVD gegevens die tevens van 
belang kunnen zijn voor de opsporing of vervolging van strafbare feiten mag doorgeven aan 
het OM, wel in overeenstemming is met dit arrest. Het moet immers gaan om strafbare feiten 
die de nationale veiligheid raken en art. 38 lid 1 WIV 2002 ziet op meer dan alleen dergelijke 
strafbare feiten. Toch lijkt mij het verstrekken van persoonsgegevens in verband met 
‘commune strafdelicten’ niet in strijd met art. 8 EVRM. Dit zou een effectieve aanpak van het 
handhaven van de rechtsorde in de weg staan. Wellicht kan de AIVD wel iets meer aandacht 
besteden aan het recht op informationele privacy bij het verstrekken van persoonsgegevens 
aan het OM door bijvoorbeeld het noodzaakcriterium als extra toets bovenop art. 38 lid 1 
WIV 2002 in te voeren. Het toezichthoudend mechanisme dat toetst of de verstrekking aan de 
eisen voldoet, wordt in Nederland gevormd door de desbetreffende landelijk officier van 
justitie. Discussiepunt kan daarbij zijn dat deze figuur niet geheel onafhankelijk is. Over het 
geheel bezien lijkt de Nederlandse regeling de toets van het EHRM wel te doorstaan.
Voor wat betreft het bewaren van intelligence-gegevens heeft het EHRM een duidelijke eis 
gesteld in de zaak Rotaru9. Daarin werd bepaald dat een ongebreidelde en ongenormeerde 
vastlegging van persoonsgegevens in strijd is met art. 8 EVRM. In het recente arrest 
Segerstedt-Wiberg v. Sweden werd deze eis bevestigd. De Zweedse Inlichtingen- en 
Veiligheidsdienst had gedurende meer dan 30 jaar persoonsgegevens vastgelegd van vijf 
politieke activisten. Het EHRM oordeelde dat deze gegevensopslag in strijd is met art. 8 
EVRM, art. 10 EVRM en art. 13 EVRM. Schending van art. 8 EVRM werd begaan doordat 
de persoonsgegevens van de vijf politieke activisten gedurende de (lange) periode van 30 jaar 
waren bewaard, terwijl ze geen actueel belang meer hadden. Hierdoor was een 
disproportionele inbreuk gemaakt op het recht op (informationele) privacy. De indruk wordt 
gewekt dat deze persoonsdossiers min of meer zijn bijgehouden om de politieke activiteiten 
van deze burgers te monitoren.
Opmerkelijk is dat het EHRM ten aanzien van de klacht van één burger, mevrouw Segerstedt- 
Wiberg, heeft besloten deze bewaartermijn niet te waarderen als een inbreuk op 
bovengenoemde artikelen uit het EVRM. Dat komt volgens het EHRM omdat het bij 
Segerstedt-Wiberg informatie betrof met het oog op de veiligheid van haarzelf. Zij is vroeger 
lid geweest van het Zweedse parlement en nog steeds een prominent burger. Het EHRM 
beslist daarom dat, ondanks dat mevrouw Segerstedt wil dat haar persoonsgegevens worden 
vernietigd (en op deze manier geen bescherming van de overheid wil), het gerechtvaardigd is 
persoonsgegevens over haar te bewaren. Als mevrouw Segerstedt iets overkomt kan dit de 
rechtsorde in gevaar brengen.
De Nederlandse regeling met betrekking tot het bewaren van persoonsgegevens door 
inlichtingendiensten vinden we in art. 43 lid 1 WIV 2002. Daarin is bepaald dat gegevens die 
geen betekenis meer hebben voor het doel waarvoor ze werden verwerkt, moeten worden 
verwijderd. Deze wetgeving lijkt mij op het eerste gezicht geheel in lijn met de uitspraak 
Segerstedt-Wiber versus Sweden, alhoewel het doel van gegevensverwerking door de AIVD 
erg ruim kan worden uitgelegd en daardoor een lange bewaartermijn tot gevolg kan hebben. 
Ook bij Criminele Inlichtingen Eenheden opgeslagen persoonsgegevens moeten op tijd 
worden vernietigd, maar het is twijfelachtig of iemand zich daar zorgen over maakt.
Tenslotte speelt ook de aanwezigheid van effectieve rechtsmiddelen een rol in de 
jurisprudentie van het EHRM over Inlichtingendiensten. Een voorbeeld van onvoldoende 
rechtsmiddelen voor een burger tegen registratie door een Inlichtingendienst betreft de zaak
8 L. van Wifferen, “Intelligence in het strafproces. Over de waarde van door inlichtingen- en veiligheidsdiensten 
verstrekte informatie”, Nederlands Juristenblad 2003, p. 618.
9 EHRM 4 mei 2000, nr. 28341/95 (Rotaru versus Romania).
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Leander versus Sweden10. Daarin gaat het om een timmerman die bij een museum werkt. Hij 
wordt ontslagen omdat hij geen verklaring van goed gedrag krijgt. Vermoedelijk staat hij 
geregistreerd bij de Zweedse Inlichtingendienst. De timmerman doet een beroep op 
verschillende autoriteiten om de reden van de weigering te achterhalen, maar krijgt overal nul 
op het rekest. Zweden wordt veroordeeld omdat er geen effectieve rechtsmiddelen hiertegen 
konden worden inroepen.
Hier ligt een lastig punt voor de Inlichtingendiensten. Over het algemeen willen 
Inlichtingendiensten zo weinig mogelijk inzage geven in persoonsdossiers om ervoor te 
zorgen dat de werkzaamheden van de Inlichtingendiensten geen gevaar lopen of om ervoor te 
zorgen dat een bepaald onderzoek niet “stuk” gaat. Daarentegen is het voor een burger enorm 
frustrerend als hij ondervindt dat bepaalde handelingen voor hem worden afgesloten, maar hij 
er niet achter kan komen welke persoonsgegevens daarvoor zorgen (en of die wel kloppen). In 
art. 53 lid 1 WIV 2002 is bijvoorbeeld bepaald dat indien persoonsgegevens korter dan vijf 
jaar geleden zijn verwerkt deze nooit aan de betrokkene ter inzage mogen worden verstrekt. 
Op dit punt pleit ik voor meer inzagerecht voor de betrokkene. Wellicht is te allen tijde een 
inzage van het persoonsdossier mogelijk, met tussenkomst van een onafhankelijk persoon die 
een marginale toetsing op de rechtmatigheid van de persoonsgegevens kan uitvoeren.
Uit alle uitspraken blijkt dat het EHRM een balans zoekt tussen het belang van de overheid 
om efficiënte maatregelen te treffen om de nationale veiligheid te beschermen en het belang 
van de burger om te worden beschermd tegen het misbruiken van persoonsgegevens. Het 
EHRM zal een inbreuk op art. 8 EVRM meestal gerechtvaardigd vinden, mits de wetgeving 
op een duidelijke en expliciete wijze vermeldt wanneer welke maatregelen tegen welke 
burgers kunnen worden genomen, hoe lang persoonsgegevens kunnen worden bewaard en 
welke rechtsbescherming daartegen open staat.
3. Informationele privacy in de opsporingsfase en tijdens het onderzoek ter terechtzitting
De arresten die voor deze fase van de strafrechtspleging zijn opgenomen gaan niet over het 
verstrekken van opsporingsinformatie binnen de justitiële keten, maar over het verstrekken 
van persoonsgegevens door actoren binnen de justitiële keten aan derden (buiten de justitiële 
keten). In deze fasen van de strafrechtspleging kan het verstrekken van informatie over een 
bepaalde verdachte aan derden naast strijd met het recht op (informationele) privacy, ook 
leiden tot aantasting van de onschuldpresumptie en het recht op een onpartijdige rechter en op 
deze manier de niet-ontvankelijkheid van het OM tot gevolg hebben.
In het arrest Eindhovens plantsoen wordt een PSV-topman verdacht van het plegen van 
ontucht met minderjarige jongens. In een vroeg stadium was daarbij door het openbaar 
ministerie de HIV-status van verdachte naar buiten gebracht door middel van een persbericht 
waarbij ‘voor het publiek voldoende kenbaar was dat het de persoon van verdachte betrof. 
Het eerste opgenomen fragment over deze zaak betreft een overweging van het Hof Den 
Bosch. De HR heeft zich ook over deze zaak gebogen11, maar met een beroep op art. 81 wet 
RO afgedaan. De conclusie van A-G Vellinga bij het arrest van de HR is daarentegen wel 
interessant, zodat ik daar wel een gedeelte van heb opgenomen.
Het Hof Den Bosch begint met de overweging dat hij met de raadsman van mening is dat bij 
dergelijke uitlatingen het belang van de verdachte op eerbiediging van zijn persoonlijke 
levensfeer moet worden meegewogen en dat, indien deze inmenging niet bij wet is geregeld,
10 EHRM 10 oktober 1983, nr. 9248/81 (Leander versus Sweden).
11 HR 13 maart 2007, LJN AZ6114.
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het recht op privacy is geschonden. Het Hof oordeelt dat het recht op privacy op deze manier 
is geschonden, daar verdachte er in zijn privé-leven veel last van heeft gehad. Dit leidt tot 
strafvermindering. Het meest interessante punt uit dit arrest is dat de raadsman van verdachte 
van mening is dat deze schending van de persoonlijke levenssfeer strijd oplevert met de 
onschuldpresumptie in art. 6 lid 2 EVRM. Het Hof gaat hier niet in mee omdat het vindt dat 
uit de uitlatingen van het openbaar ministerie niet kan worden opgemaakt dat deze uitlatingen 
suggereren dat verdachte schuldig is. Niettemin blijkt hiermee dat ook op het gebied van 
informationele privacy de vraag speelt of een aantasting van het recht op privacy kan leiden 
tot een inbreuk op art. 6 EVRM, het recht op een eerlijk proces (en dus kan leiden tot niet- 
ontvankelijkheid van het OM). Ook in cassatie is dit een belangrijk punt en gaat de A-G 
hierop in. Hij haalt ter vergelijking het arrest Allenet de Ribemont van het EHRM12 aan. Het 
EHRM oordeelde in dat arrest dat de beschuldigende uitspraken van een minister en twee 
hoge politiefunctionarissen op een persconferentie ver vooruitliepen op de beoordeling van de
13feiten door de rechter en in strijd waren met de onschuldpresumptie. Echter in de 
onderhavige zaak is de nuance net iets anders. De A-G wijst op het verschil tussen uitlatingen 
die een verdenking beschrijven en uitlatingen die beschrijven dat iemand schuldig wordt 
geacht. Slechts de laatstgenoemde categorie uitlatingen leidt tot schending van de 
onschuldpresumptie. Daarnaast wijst de A-G nog op een artikel van Trechsel waarin wordt 
gewezen op de bijzondere positie van het openbaar ministerie met betrekking tot de 
onschuldpresumptie. Met Trechsel ben ik het eens dat als men weet dat het een uitlating van 
het OM betreft, dit minder snel zal leiden tot een schending van de onschuldpresumptie. Van 
deze organisatie wordt immers verwacht dat het de opvatting huldigt dat de verdachte 
schuldig is. 14 Ook de A-G komt op deze manier tot de conclusie dat de uitlatingen van het 
OM over de HIV-status van verdachte niet leiden tot schending van de onschuldpresumptie.
In het arrest Persbericht ging het om de vice-president van de Rechtbank Maastricht, die werd 
verdacht van het in bezit hebben van kinderporno. Hier gaat het om het verstrekken van de 
dagvaarding door de griffie van de Rechtbank. Degene die het afschrift van de dagvaarding 
aan de pers verstrekte was niet bekend dat de dagvaarding was ingetrokken. De verstrekking 
van dagvaardingen geschiedde echter altijd onder de voorwaarde dat niet eerder over de zaak 
mocht worden gepubliceerd dan wanneer de zitting had plaatsgevonden. Dagblad de 
Limburger heeft deze voorwaarde geschonden door er al eerder over te publiceren. Het Hof 
verbindt hier voor wat betreft de verdachte in het strafproces geen consequentie aan, 
vermoedelijk omdat het van mening is dat het publiceren van (informatie uit) de dagvaarding 
niet te wijten is aan een autoriteit in de justitiële keten. Maar zelfs als dat wel het geval was, is 
het de vraag welke gevolgen het Hof had willen verbinden aan deze schending van de 
informationele privacy.
Veel van bovenstaande problematiek komt via een vermeende schending van art. 10 EVRM 
in verschillende arresten van het EHRM. In de uitspraak Worm versus Austria15 gaat het om 
een journalist die een artikel publiceerde over het strafproces tegen Androsch (voormalig 
vice-kanselier en voormalig Minister van Financiën). Daarin schreef hij onder meer over de 
proceshouding van Androsch. Hij werd daarvoor in Oostenrijk veroordeeld: hij overtrad met 
het schrijven van het artikel de Oostenrijkse Mediawet. In die wet werd bepaald dat hij geen
12 EHRM 10 februari 1995, NJ 1997, 523.
13 Zulks speelde ook in HR 5 september 2006, LJN AV4149 met betrekking tot uitlatingen van de ministers van 
binnenlandse zaken en justitie; hier werd geen schending van de onschuldpresumptie aangenomen, zie r.o. 6.1 tot 
en met 6.5.
14 S. Trechsel, Human Rights in Criminal Proceedings, Oxford University Press: 2005, p. 179.
15 EHRM 29-08-1997, NJ 1999, 70.
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invloed mocht uitoefenen op het strafproces. De journalist klaagt bij het EHRM omdat hij van 
mening is dat daardoor art. 10 EVRM, zijn recht op vrije meningsuiting, is geschonden. 
Oostenrijk voert aan dat zij het gezag en de onpartijdigheid van de rechterlijke macht wilde 
waarborgen. Het EHRM begint met de stelling dat ‘de rechterlijke macht niet in een vacuüm 
kan werken’. Het becommentariëren van een strafproces voor, tijdens en na de zitting is 
toegestaan en leidt niet tot een schending van de onschuldpresumptie. Voor publieke personen 
tegen wie een strafvervolging loopt, gelden nog ruimere grenzen dan voor gewone burgers. 
De grens ligt bij het geval waarin de betrokken persoon geen kans meer heeft op een eerlijk 
proces doordat er door journalisten over hem geschreven wordt óf als de publieke rol van de 
rechterlijke macht ondermijnd wordt door de publicatie. In casu was dat beide het geval en 
werd de inbreuk op art. 10 EVRM dus gerechtvaardigd geacht.
In een ander arrest van het EHRM uit 200116 gaat het om een Oostenrijkse uitgever die op 
grond van een artikel uit de Auteurswet van Oostenrijk werd verboden foto’s van een 
bepaalde verdachte te publiceren in verband met een reportage over de strafvervolging die 
tegen deze verdachte was ingesteld. De uitgeefster klaagt bij het EHRM over schending van 
art. 10 EVRM. En met succes: het absolute verbod om foto’s te publiceren gaat verder dan 
nodig om verdachte te beschermen tegen een inbreuk op zijn onschuldpresumptie. Daarnaast 
acht het Hof ook gewicht toe aan het feit dat de zaak van groot algemeen belang was. Met 
andere woorden: er zijn gevallen waarin de privacy van verdachte moet wijken voor het
17algemene belang.
Bovenstaande voorbeelden illustreren dat wanneer de pers iets publiceert over het strafproces, 
het initiatief om daartegen iets te ondernemen in eerste instantie bij de verdachte zelf ligt. De 
taak van de overheid gaat niet zo ver dat zij de verdachte in bescherming moet nemen tegen 
inbreuken op zijn onschuldpresumptie die op deze manier kunnen worden gemaakt. Als 
overheid is dat ook niet verstandig om te doen, omdat zij anders, gezien bovenstaande 
voorbeelden, al snel in strijd met andere grondrechten handelt (bijvoorbeeld het recht op de 
vrijheid van meningsuiting).
Daarnaast komt duidelijk naar voren dat wanneer het gaat om een publiek persoon de grenzen
18van het recht op vrijheid van meningsuiting worden opgerekt. Over de Maastrichtse rechter 
is veelvuldig gespeculeerd en gepubliceerd. Daarbij speelt de rol van de pers in onze 
samenleving ook een rol. Zij heeft de taak de bevolking te informeren, ook over dit soort 
zaken. En zolang dat enigszins objectief gebeurt, juich ik dat alleen maar toe. Wanneer dat 
beschuldigend en aanmatigend wordt gaat dat te ver en dan behoort de rechter daar een stokje 
voor te steken.19
Daarentegen ben ik van mening dat in het arrest Eindhovens plantsoen, waarin de officier van 
justitie persoonsgegevens had verstrekt (de HIV-status), de verantwoordelijkheid voor deze 
verstrekking en de schending van het recht op een privé-leven van de verdachte dat daaruit 
kan volgen bij de overheid ligt en in sommige gevallen best tot uitdrukking mag komen in het 
strafproces. Echter, ook in die gevallen dient de rechter een afweging te maken tussen het
16 EHRM 11 januari 2000, NJ 2001, 74. Eenzelfde positie had de HR al eerder ingenomen in het arrest rond 
publicaties over Ferdi E.; HR 21 januari 1994, NJ 1994, 473.
17 Zie EHRM 6 september 1978, nr. 5029/71 (Klass and Others versus Germany) en EHRM 10 oktober 1983, nr. 
9248/81 (Leander versus Sweden).
18 Dat is zeer recent nog eens bevestigd in het arrest van het Gerechtshof in Amsterdam 24 mei 2007, LJN 
BA5599 inzake de persoon van Moskowicz.
19 De Raad voor de Journalistiek hanteert overigens in beginsel de regel dat journalisten moeten voorkomen dat 
een verdachte of veroordeelde kan worden geïdentificeerd. Slechts wanneer sprake is van bijzondere 
omstandigheden kan daarvan worden afgeweken. Zie uitgebreider: L. van Almelo, “Mohammed B(alkje). 
Anonimiteit van verdachten”, Advocatenblad 2004, p. 848 -  850.
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belang wat de bekendmaking dient en de ernst van de inbreuk die wordt gemaakt op het privé- 
leven van betrokkene.
4. Informationele privacy na de veroordeling
In de fase na de veroordeling dient mijns inziens bijna geen enkele gerechtvaardigde inbreuk
20op het recht op informationele privacy te bestaan. Met Buruma ben ik van mening dat het 
tot het recht op privacy behoort dat iemand na de tenuitvoerlegging van zijn straf weer een 
normaal leven moet kunnen gaan leiden. De drang van de wetgever om van zoveel mogelijk 
mensen zoveel mogelijk informatie op te slaan heeft vermoedelijk geleid tot de Wet DNA- 
onderzoek bij veroordeelden die op 1 februari 2005 in werking is getreden. De wet verplicht 
een grote groep veroordeelden DNA-materiaal af te staan ten behoeve van de voorkoming, 
opsporing, vervolging en berechting van strafbare feiten. Het DNA-materiaal wordt daarvoor 
opgeslagen in de DNA-databank bij het Nederlands Forensisch Instituut. Jurisprudentie is tot 
stand gekomen, doordat de betrokkene tegen het bepalen en verwerken van zijn DNA-profiel 
bezwaar aantekent. Dat kan dus niet tegen de DNA-afname zelf, hetgeen uit privacy-oogpunt 
geheel onbegrijpelijk is. Het afnemen van wangslijmvlies vormt immers een aperte, zij het 
lichte, inbreuk op de lichamelijke integriteit.
De Wet DNA-onderzoek bij veroordeelden levert voor wat betreft het recht op informationele 
privacy interessante, bijna hachelijke, jurisprudentie op. De belangrijkste bepaling bij het 
behandelen van de bezwaarschriften tegen het bepalen en verwerken van het DNA-profiel is 
art. 8 EVRM. Opnieuw wordt hier door alle rechtsprekende instanties het noodzaak-criterium 
van art. 8 EVRM bekeken. Wanneer is het in een democratische samenleving noodzakelijk 
DNA-materiaal van een veroordeelde te verwerken? De wet stelt al een grens door aan te 
sluiten bij veroordeelden die een delict hebben gepleegd dat is omschreven in art. 67 lid 1 Sv. 
Het lijkt haast ondenkbaar dat de wetgever zich niet heeft gerealiseerd dat daar ook heel 
kleine vergrijpen onder vallen waarbij een dergelijke DNA-afname en DNA-opslag niet 
proportioneel zou zijn. Een voorbeeld daarvan is de uitspraak Voetbalincident van de 
Rechtbank Roermond. 21 Het gaat om een incident waarbij betrokkene een speler van de 
tegenpartij heeft geslagen en/of geduwd waardoor die tegenspeler letsel heeft opgelopen en/of 
pijn heeft ondervonden. De Rechtbank past bij dit geval de uitzonderingsbepaling van art. 2, 
eerste lid en onder b Wet DNA-onderzoek bij veroordeelden toe. Daarbij neemt hij in acht dat 
het feit dat dit incident leidt tot een strafrechtelijke vervolging al uniek is en dat de kans dat 
een soortgelijk incident zich voor zal doen in te toekomst zeer gering is. Het afnemen van 
DNA-materiaal acht hij disproportioneel nu de afname niet zal worden gebruikt voor het doel
van de wet (voorkoming, opsporing, vervolging en berechting van strafbare feiten). De
22Rechtbank stelt hier dus een duidelijke grens aan het opslaan van iemands DNA-profiel.
De meeste interessante uitspraak op dit gebied is de opgenomen uitspraak Van der Velden 
against The Netherlands. Daarin laat het EHRM zich uit over de Wet DNA-onderzoek van 
veroordeelden in het licht van artikel 8 EVRM. Het Hof begint met de overweging dat, anders 
dan de opslag van vingerafdrukken, het bewaren van DNA-profielen in beginsel in strijd is 
met art. 8 EVRM. Daarna gaat het Hof over op de bespreking van de noodzakelijkheid van 
het bewaren van DNA-profielen in een democratische samenleving. Het Hof begint met de
20 Y. Buruma, “Acht nieuwe wetten: de zin en onzin van gegevensbescherming”, Delikt en Delinkwent 2004, p. 
674.
21 Rechtbank Roermond 22 december 2005, LJN AU8499 (Voetbalincident).
22 Zie ook Rechtbank Roermond 4 mei 2006, LJN AX2488.
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uiteenzetting dat het geen nadere toelichting behoeft dat de bijdrage van DNA-profielen aan 
het opsporen van strafbare feiten een wezenlijke bijdrage vormt. Dan volgt een wel heel 
gekunstelde overweging van het Hof over de noodzakelijkheid van de opslag van DNA- 
profielen. Volgens het EHRM blijkt de noodzaak uit het feit dat een veroordeelde een zeker 
profijt kan hebben van de opneming van zijn DNA-profiel in een DNA-databank. Dat 
voordeel zou bestaan doordat de veroordeelde in de toekomst snel van de lijst van (verdachte) 
personen kan worden gehaald wanneer er DNA-materiaal is gevonden op een plaats delict. 
Mijns inziens is dit wel een heel aparte benadering van het noodzaakcriterium van art. 8 
EVRM: de noodzaak van een maatregel in het kader van een democratische samenleving 
afleiden van een voordeel -  en over dat voordeel kan getwist worden -  dat de verdachte heeft 
bij de maatregel. Met dergelijke overwegingen van het EHRM blijft er volgens mij weinig 
plaats over voor het niet-noodzakelijk achten van bepaalde privacybeperkende maatregelen.
Een heel ander aspect van de jurisprudentie omtrent de Wet DNA-onderzoek bij 
veroordeelden betreft de toepassing van de wet op minderjarige veroordeelden. In de meeste 
uitspraken wordt aangevoerd dat de wet in deze context, naast strijd met art. 8 EVRM, een 
inbreuk oplevert met het Internationaal Verdrag inzake de Rechten van het Kind. In beginsel 
ziet het IVRK toe op de bescherming van de rechten van het kind ten tijde van het strafproces, 
maar niet op maatregelen daarna. Toch was het voor de rechter wel duidelijk dat een 
maatregel als deze eerder disproportioneel is bij een minderjarige dan bij een meerderjarige. 
Het risico dat de minderjarige later wordt behandeld op grond van louter opgeslagen 
kenmerken, ondanks dat er veel veranderd is, is groter. Als laatste daarom de uitspraak DNA- 
onderzoek veroordeelde minderjarige. Het gaat in casu om een minderjarig meisje van 16 jaar 
oud, dat veroordeeld is wegens het medeplegen van een poging tot zware mishandeling. In 
bovenstaand citaat is te lezen dat zij slechts één schop tegen het bovenbeen van het slachtoffer 
heeft gegeven. Het zou buiten alle proportie zijn als een kind voor de enkele schop tegen het 
been jarenlang zou worden opgenomen in een DNA-databank. Dit zou vele malen zwaarder 
wegen dan de straf die haar was opgelegd en op gespannen voet staan met de kern van het 
Nederlandse jeugdstrafrecht, waarin pedagogische beginselen voorop staan. Wellicht is een 
richtlijn voor het OM voor wat betreft het vorderen van DNA-afname bij veroordeelde 
minderjarigen een oplossing voor deze problematiek.
5. Tot slot
Schending van de informationele privacy speelt over het algemeen een zeer klein, 
ondergeschikte rol in strafrechtelijke uitspraken. Dat is begrijpelijk: in het licht van de 
gepleegde moord is het verstrekken van een persoonsgegeven aan de pers een kleinigheid. 
Toch vind ik het opvallend dat er in het geheel geen actuele strafrechtelijke uitspraken te 
vinden zijn over wetten die expliciet tot doel hebben strafrechtelijke persoonsgegevens te 
beschermen en een correcte verwerking ervan te bewerkstelligen. Rechtspraak over 
bijvoorbeeld de Wet politieregisters is er eigenlijk alleen buiten het strafrecht. In 2003 en 
2004 zijn er twee belangrijke uitspraken geweest over deze wet welke beide het verstrekken 
van informatie uit de politieregisters tot onderwerp hebben. De eerste uitspraak is van de 
civiele kamer van de HR23 en gegoten in de vorm van een onrechtmatige-daadsactie jegens de 
overheid en de tweede uitspraak is van de Raad van State24 en bestrijdt de rechtmatigheid van 
een besluit van de officier van justitie om strafrechtelijke gegevens te verstrekken aan een 
werkgever. Bij de civiele kamer was de actie van de desbetreffende burger succesvol, bij de
23 HR 27 februari 2004, NJ 2004, 599.
24 ABRvS 2 juli 2003, AB 2004, 131.
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Raad van State niet. Ook het College Bescherming Persoonsgegevens en de Nationale 
Ombudsman doen regelmatig uitspraken over de Wet Politieregisters.25 Deze uitspraken 
bieden echter niet de effectieve rechtsbescherming tegen schending van de informationele 
privacy als bedoeld in art. 8 jo. 13 EVRM.
Dat de HR in 1995 heeft bepaald dat de Wet politieregisters niet strekt tot bescherming van de 
verdachte in zijn strafvorderlijk belang acht ik op zijn minst discutabel. Een onregelmatigheid 
in het verwerken van persoonsgegevens kan wel degelijk het strafvorderlijk belang van de 
verdachte aantasten, bijvoorbeeld door schending van de onschuldpresumptie. Het verwerken 
van persoonsgegevens van een verdachte bij de politie valt in de meeste gevallen onder het 
opsporingsonderzoek en daarmee impliciet onder het regime van art. 359a Sv. Dat betekent 
dat wanneer er iets misgaat dit in theorie kan leiden tot niet-ontvankelijkheid van het OM, 
bewijsuitsluiting, strafvermindering of een declaratoir vonnis. En juist hier wringt de schoen. 
Gezien de jurisprudentie op art. 359a Sv zal een niet-ontvankelijkheidsverklaring alleen 
voorkomen wanneer door een schending van de informationele privacy het recht op een 
eerlijk proces in het geding komt. Mijns inziens zal dit zich, naar ik nu kan overzien, alleen 
voordoen wanneer door schending van de informationele privacy de onschuldpresumptie of 
de onpartijdigheid van de rechter in het geding komt. Bewijsuitsluiting zal ook in de meeste 
gevallen geen oplossing kunnen bieden omdat bij schending van de informationele privacy 
(bijvoorbeeld door middel van datamining) vaak alleen startinformatie wordt gegenereerd, die 
niet als bewijs in de latere strafzaak wordt gebezigd. Ook deze optie is dus meer theoretisch 
van aard. Dan blijven de beslissing tot strafvermindering of tot een declaratoir vonnis over. 
Deze vormen echter niet de meest bevredigende compensatie voor een schending van de 
informationele privacy. Het is dus niet zo verwonderlijk dat deze problematiek niet zo vaak 
naar voren komt in de strafrechtspraak: bij bescherming van de informationele privacy heeft 
het strafrecht vrijwel niets te bieden en de vraag is of men zich dit wel voldoende realiseert.
25 Bijvoorbeeld: College Bescherming Persoonsgegeven 7 augustus 2006, z2006-00454 (Verstrekking van 
gegevens uit politieregisters in klachtenprocedure); Rapporten Nationale Ombudsman 2007/091.
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