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要　　　旨
2006年度から2008年度にかけて，日本企業は J-SOX 対応として IT  統制の整備
を進めてきた。本調査は，2006年度から2008年度までの日本企業における IT 統
制の実態を調べたものである。特に，IT 統制の成熟度モデルを用いて，日本企
業の成熟度を調査している。日本企業の成熟度は，レベル３にまで向上したが，
課題もたくさんあることが判明した。日本企業の IT ガバナンスを向上させるた
めには，これらの課題を解決していく必要がある。
Abstract
Japanese companies has advanced the maintenance of the IT control from 2006
to 2008 for J-SOX. This survey is a research of the realities of the IT control in
Japanese companies from 2006 to 2008. Especially, the maturity level of Japanese
companies is investigated by using the maturity model of the IT control. The
maturity level of Japanese companies improved to level 3 in 2008. However, a lot of
problems exist, too. In this paper, to improve the IT governance of Japanese
companies, these problems are very described.
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はじめに
2008年度から金融商品取引法の制定に伴い上場企業と連結対象の企業では，内部統
制の整備・運用を実施することが義務づけられた。これらの企業の多くは経営を含む
さまざまな分野で IT を活用していることからITに係る内部統制（以下，IT 統制）を
構築せざるを得ない状況にある。したがって法制度の改正によりここ数年，多くの企
業の財務担当者や IT 部門の担当者は，自社における IT 統制の整備・評価に追われ
たといえる。
経済産業省は2009年７月に，これらの企業を対象にした「平成20年度企業の IT 統
制に関するアンケート調査結果」を発表した。これは，経済産業省が，金融商品取引
法が求める内部統制制度における IT への対応については，「システム管理基準追補
版（財務報告に係るIT統制ガイダンス）」および「システム管理基準追補版（財務報
告に係る IT 統制ガイダンス）追加付録」を公表して，企業の IT 統制を支援してき
たからであり，①企業がIT統制にどう対応したか，②日本企業の IT 統制の成熟度レ
ベルの現状を明示する，という二つの調査目的から成り立っている。ここで述べる成
熟度とは，企業の IT のマネジメントや情報セキュリティの整備状況を成熟度という
指標で評価している。
この調査結果では，2008年度の企業の IT 統制の成熟度調査については，全体的な
レベルがおおよそレベル３にまで到達し，特にモニタリングの向上が著しいことが述
べられている。また，財団法人日本情報処理開発協会（以下，JIPDEC）による2006
年度，および2007年度の調査と合わせると，IT統制の成熟度はこの三年間の間で継
続的な改善が行われてきたといえよう。
本稿では，この調査から分かったことを特に成熟度の観点から述べ，今後の企業の
IT 統制の課題，加えてシステム監査人のキャリアデザインに関する考察についてまと
める。なお，今回主に対象とする調査は，表１の三つである。それぞれの調査結果に
ついては，すでに冊子等で結果が公表されているので，本稿ではそれを中心に論ずる。
2006年度調査
㈶日本情報処理開発機構（JIPDEC）
『IT利用と内部統制に関する調査研究報告書̶̶内部統制確立に向け
た企業の取り組みと成熟度評価へのアプローチ̶̶（平成18年度）』
2007年度調査
㈶日本情報処理開発機構（JIPDEC）
『ITと内部統制に関する調査研究報告書̶̶「法対応としてのIT統
制」の現状を見据えた次なるステップ̶̶（平成19年度）』
2008年度調査
経済産業省
『平成20年度企業のIT統制に関するアンケート調査結果』
表１　本稿で用いる IT 統制対応の調査
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なお，本稿において調査結果に基づく分析，見解等については，著者の私見であり，
本調査の主催者ならびに関係者を代表する見解ではないので注意されたい。
１．2006年～2008年度調査の総括
はじめに，表１の調査結果をもとに，多くの企業がどのように内部統制への対応を
進めたかを述べる。
1.1 内部統制への対応ステップとIT統制対応の手順
一般的に，内部統制の対応手順はa全体計画の策定，s業務フロー図の作成，
dRCM（リスクコントロールマトリクス）の作成，f業務手続・システムの見直し，
g自己によるチェック，h第三者によるチェックという六つのステップによって進め
られる。これらの手順と実施時期をまとめると，図１のようにまとめられる。あくま
a全体計画の策定 
s業務フロー図 
dRCM 作成 
f業務手続・システムの見直し 
g自己チェック 
h第三者チェック 
2006年度 2007年度 2008年度 
図２　IT 統制の整備・評価の進捗状況（2008年度調査の図19）
図１　内部統制対応手順と主な実施時期
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でこれらは調査企業全体の平均値であり，企業規模・業種・上場市場の区分やIT統
制の成熟度毎に，進捗状況は異なるが，a～hの手順を2006年度以降随時進めてきた
という実態がわかる。計画の策定は，金融庁の実施基準の発表前からスタートしてい
る企業もあるが，多くは実施基準の発表後（2006年末）にはじめ，業務フロー図や
RCM などのいわゆる“文書化３点セット”の作成を同時にスタートさせている。
一方で，IT 統制対応の手順は，IT 全社的統制→ IT 全般統制→ IT 業務処理統制と
いう手順で進められていることが，経産省の調査でも判明している（図２参照）。た
だし，進捗度合いは企業規模や上場市場別，成熟度によってかなりの格差があり，企
業規模が大きいほど，また成熟度の高いものの方が進捗は早い。一方で，新興市場上
場企業には若干の遅れが見受けられる。
1.2 使用した基準・コンサルや対応システムの利用状況
具体的に IT 統制への対応においてどのような基準を参照し，コンサルティングな
どをどう活用したかについては，2008年度の経済産業省の調査結果が詳しい（図３参
照）。
多くの企業は2006年度から本格的な整備を始めているが，金融庁の実施基準が開示
されたことを待って進め，さらにそれを追う形で公表された経済産業省のシステム管
理基準追補版もあわせて参照していることがわかる。一方で，コンサルティング企業
を活用し，様々な形で監査人や監査法人に相談しながら進めている企業も多い。具体
図３　IT 統制の整備・評価に活用した基準類（2008年度調査の図49）
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的な相談・整備作業ではコンサルティングや監査法人を多用し，提供された内容の理
解を進める目的で参考書代わりに金融庁実施基準や経産省システム管理基準追補版等
の各種ガイドラインを利用したというのが実態であろう。
一方で，対応におけるシステムの利用状況であるが，企業によってばらつきがある。
元々，ERP などを活用している企業はそれをそのまま利用しながら整備を進めてい
るが，中小企業などでは，文書化作業自体は Microsoft Office などが提供している一
般的な文書作成用アプリケーションを利用している。また，実施基準でも強く言われ
ているアクセスコントロールの強化のために，ログ管理や ID 管理などのシステムを
新たに整備した企業は多い。いわゆるスプレッドシートなどの利用は，企業規模の大
小に関わらず広まっており，これらの統制も問題になっている。ほとんどの企業では，
スプレッドシートのプログラム機能を使用しないなどの方法が用いられている。
1.3 IT 統制の成熟度の経年変化
本稿で取り上げている JIPDEC の2006年度，2007年度の調査，および経済産業省の
2008年度調査は，IT 統制の成熟度を評価できるように調査しているところが大変ユ
ニークである。すなわち，2006年度から2008年度の結果からは，図４に示すように，
日本企業のIT統制についての整備状況が分かる。これを見ると，統制環境では，３
年間であまり大きな変化はないものの，リスク評価，情報と伝達，統制活動，モニタ
図４　2006年度～2008年度までの成熟度レベル（2008年度調査の図67）
花　田　経　子
36
リングでは，大きく改善したことが分かる。とくに，リスク評価では，他の指標に比
べても著しく成熟度が低かった状況が克服されて，他の項目と並ぶレベルにまで到達
したことが分かる。ただし，図４からは，COSO が１番目に位置づけた統制環境で
の３年間の改善は，極めて少ない。統制環境の成熟度として当該調査では，①IT 戦
略計画の策定状況，②IT ガバナンス，③セキュリティポリシー，④ユーザ教育・研
修の四項目の状況を確認しているが，①および②の伸び率は特に低い。このことから
も，全社的統制の整備がいかに難しいかが伺える。
２．日本企業におけるIT統制対応の状況
2.1 IT 統制対応の取り組み体制
次に IT 統制対応の状況をパターン化してそれぞれのパターンでどの様な状況にあ
ったのかを明らかにする。経済産業省の2008年度の調査結果では，図５のように内部
統制整備・評価の実施において，内部統制整備・評価の主幹をしたのは，内部監査部
門が最も多く，次いで専門に組織された“内部統制推進室”等プロジェクト組織，経
営企画部門，経理・財務部門の順となっている。一方，IT統制の主幹部門は，専門
性から情報システム部門の割合が最も多い。
すなわち，企業内部では，内部統制は企業内部の仕組みととらえ，まず，内部監査
部門など，コントロールについてチェックする部門のノウハウを生かして，仕組みを
整備するようになったと考えられる。さらに，内部統制を具体化していくと，最終的
には，現場における売上などの情報の取り扱いやコンピュータへの入力といった最終
的な業務の場面を考慮する必要がでてくる。このような現場業務では，多くの場合，
コンピュータが用いられており，システムにおける内部のプログラムでのコントロー
ルの整備状況とコンピュータを運用している環境が大きな問題となる。これらは，最
図５　内部統制整備・評価の組織体制，IT 統制の取り組み体制（2008年度調査の図４）
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終的な各業務におる内部統制の整備に繋がるため，現場の業務部門と広く連携して進
められたと考えられる。
このことより，企業における情報システム部門の役割は IT に関するものから，広
く企業の内部統制などに拡大したとも言えよう。内部統制対応の主幹部門となった内
部監査部門の存在感が今まで以上に増したことに加え，内部統制の整備における IT
に関する整備の必要性が増した結果，内部監査部門における情報システムの専門家が
求められるようになった。これは，近年の ISACA（情報システムコントロール協会）
が運営している情報システム監査に関する資格である CISA（公認情報システム監査
人）の保有者が急増していることからも伺える。
2.2 企業規模・上場市場区分・業種別の特徴
IT 統制の成熟度レベルの平均を，企業規模・上場市場区分・業種別に分けると，
図６，図７，図８のような傾向を描いている。
企業規模では，おおよその傾向として企業規模の大きい企業は成熟度が高く，中小
規模の企業体の成熟度は大変低いという結果が出ている。ここで留意すべき点は，下
記の二点である。
・100人未満の企業の成熟度が特に低く，リスク評価は特に低い（レベル1.5以下）。
図６　2008年度 IT 統制の成熟度：企業規模別（2008年度調査の図69）
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図７　2008年度 IT 統制の成熟度：上場市場別（2008年度調査の図70）
図８　2008年度 IT 統制の成熟度：業種別（2008年度調査の図71）
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これは，特に小規模企業が抱える問題点であるといえる。J-SOX が求めた IT 統
制対応において，各企業にはリスクベースアプローチに基づくリスク評価の枠組み
の整備が求められたが，これはかなりの作業を要するものでもあった。マンパワー
のある大企業では組織的にこれらの整備を進めることが可能であったが，小規模企
業ではこれが遅れているため，成熟度も著しく低くなったといえる。
・小・中規模（100～300人）と，中規模（300～1000人）では，成熟度レベルに差
異がない。
これは，小・中規模の企業体の経営がある程度トップマネジメントの監督などに
よって高い統制効果が得られることに対し，中規模の企業体では同様の方法による
監督機能を生かした統制活動は難しく，高い統制効果が得られない。したがって，
職務の分離などの必要なコントロールを整備することに時間がかかるため，成熟度
レベルが上がらず伸び悩みが発生していると考えられる。
上記より，IT 統制の成熟度調査から，仮に企業が自社の成長戦略の中で企業規模
を大きくするというスタンスをとる場合には，IT 統制対応に二つの大きなポイント
があるといえよう。
第１のポイントは，創業期などの小規模な状態での対応方法である。創業期など小
さな規模における経営では，とかく成長戦略に目が行きがちであるがリスク対応は遅
れることが多い。しかし，トップマネジメントによる内部統制の効果が高いうちにリ
スクベースアプローチに基づくリスク評価の枠組みをトップダウンで導入していくこ
とで，少ない負荷で成長を阻害することなく，効果的な対応をとることができよう。
第２のポイントは，中規模の300人以上の企業体における対応方法である。この規
模においてもリスクベースアプローチに基づくリスク評価の枠組みは必要だが，トッ
プマネジメントによる監督機能が機能しづらくなる危険性がある。そこで，これらの
企業ではコントロール手法を多角的に検討し組織的に統制がなされるような仕組みを
組み込んでいくことが必要であろう。いずれにしても，内部統制対応が企業の成長戦
略の足かせとならない様に配慮することが最も重要である。
一方，上場市場別の場合には米国 SOX 対応を求められた米国 SEC 登録企業の成
熟度が3.5以上と非常に高い一方で，ジャスダックなどの新興市場では2.0前後と成熟
度があまり高いとは言えない。これは，やはり米国 SOX の対応からいち早く IT 統
制対応の整備・評価を進め，対応に関するノウハウを蓄積してきた米国 SEC 登録企
業に対し，比較的規模が小さくまた組織としてのマネジメント機能が未成熟であるこ
との多い新興市場の企業体の違いが表れたといえる。なお，東証（１部・２部）と大
証他地方市場では差がない。
上場市場別の区分で他に特徴的なのは，対応のために用いた参照ガイドラインの別
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である。米国 SEC 登録企業は，対応の際にその多くが COBIT for SOX を利用してい
る。これは，米国での対応に準拠する際に用いたものをそのまま日本国内での対応に
流用したものであり，あとから公表された金融庁の実施基準などの整合性をはかって
いる企業が多い。なお，米国 SEC 登録企業のほとんどは国内では東証１部２部への
上場もしているため，この対応の際に用いられたチェックリストなどは，そのまま利
用されている。当該調査でも，親会社である米国 SEC 登録企業や東証上場企業の作
成した基準類を，そのまま子会社・関連会社に適用したという回答が多く寄せられて
いる。一方で，ジャスダック他新興市場への上場企業については，このようなノウハ
ウがないためレベルが低い結果となったともいえよう。
業種については，2006年～2007年間の２年間の経年調査を実施した JIPDEC による
調査では，流通物流業やサービス業，情報サービス業などで他の企業体よりは成熟度
が低いという結果がでていたが，2008年の経済産業省における調査ではこれらがある
程度解消される方向に向かっている。高い成熟度の企業業種としては，金融保険業が
あり，これがおよそレベル３ではあるが，これは FISC などが定めた各種のガイドラ
インなどが整備されている影響であろう。
以上の結果から，日本国内におけるIT統制の傾向を成熟度別に分類すると，（ア）
SEC 登録企業，（イ）大規模企業・東証＆地方上場企業，（ウ）小規模企業・新興市場
上場企業の三つのパターンがあり，その特徴をまとめると表２で示すことができる。
３．日本企業における IT 統制の成熟度
3.1 IT 統制の成熟度調査の仕組み
JIPDEC による2006年度・2007年度の調査結果および，経済産業省の2008年度の調
（ア） （イ） （ウ）
スタート時期
と進捗
スタート：2004年
終了：2006年完了
スタート：2006年
終了：2008年完了
スタート：2007年
終了：2008年末に完了
参照したガイ
ドライン等
CobiT for SOX
米国SOX対応に準拠
CobiT for SOXを参照し
つつ，実施基準・追補版
を主に参照
→自社で対応派とコンサ
ル導入派に分かれる
追補版を主に参照。
→自社で対応派は，追補
版・実施基準を参照，コ
ンサルや監査法人に完全
依存派も存在
IT統制の
対象領域
SOXベースで対応し，
日本版のものに一部おき
かえ
財務報告プロセス中心
余力のある企業は全社業
務にも着手
財務報告プロセス中心に
必要最低限の対応
IT統制の
成熟度レベル 高（3.5～4.0） 中（2.5～3.0） 低（1.5～2.0）
表２　成熟度から区分した日本企業における IT 統制対応の実態
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査は，上場企業約4000社に対するアンケートによる調査をもとにしている。回収率は
12％～15％であり，IT 部門の部門長や J-SOX 対応の責任者・IT 統制の責任者が回答
している。
IT 統制の成熟度調査は，内部統制の構成要素である５項目（統制環境，リスクの
評価，情報と伝達，統制活動，モニタリング）にそれぞれ対応するように，個別項目
を設定している。この設定項目は，COBIT for SOX を主に参照し IT 全般統制に関す
るコントロールを中心に16項目（注：JIPDEC 調査では14項目，経産省調査では16項
目）にポイントを絞り実施している。この16項目の絞り込みにおいては，金融庁実施
基準で特に IT に係る統制活動の項目としてあげられた，アクセスコントロールや変
更管理，運用管理，外部委託の管理などを組み入れた。また，経済産業省のシステム
管理基準追補版等も参考にしながら，表３のような調査項目を設定した。
それぞれの項目に対応した設問を用意し，それに対する選択肢を６つ用意している。
この６つの選択肢は，成熟度レベルに応じて成熟度０～成熟度５までに分けられてお
り，この質問に対する回答をもとに，スコアを算出している。表４が，成熟度の設定
基準である。成熟度の設定基準も，COBIT が提唱している成熟度の設定基準におお
よそ準じているが，質問項目を回答者が理解しやすいように若干工夫している。
この三年間の経年調査を実施した主な目的は，下記の二点にある。
a 日本企業全体の IT 全般統制の成熟度を測定する（現状の把握）
略称 カテゴリ 項　　目 2006年度 2007年度 2008年度
CE-01
統 制 環 境
IT戦略計画の策定状況 ○ ○ ○
CE-02 IT部門の役割とガバナンス ○ ○ ○
CE-03 セキュリティポリシーの策定と運用 ○ ○ ○
CE-04 ユーザ教育・研修 ○ ○ ○
RA-01
リスク評価
リスクの評価 ○ ○ ○
RA-02 リスクへの対応状況 ○
IC-01
情報と伝達
マネジメントの意図・指針の周知 ○ ○ ○
IC-02 インシデント情報の収集と伝達 ○ ○ ○
CA-01
統 制 活 動
アクセス制御 ○ ○ ○
CA-02 システム開発ライフサイクル（SDLC） ○ ○ ○
CA-03 変更管理 ○ ○ ○
CA-04 運用管理 ○ ○ ○
CA-05 外部委託の管理 ○ ○ ○
M-01
モニタリング
業務におけるモニタリング ○ ○ ○
M-02 外部要求事項の遵守 ○
M-03 内部監査・システム監査 ○ ○ ○
表３　2006年度～2008年度調査の主な調査項目（2008年度調査の表３）
花　田　経　子
42
s 各企業が，成熟度という物差しを用いて自社の現状（As Is）を把握し，目指す
目標（To Be）を再構築するために用いる。
国全体としては，やはり本格的な法制度の導入によってスタートした J-SOX の効
果がどのように表れているのかということを定期的に把握することが必要である。こ
れは，国外では SOX などで COBIT をベースとした形で，すでにある程度実施され
ているため，日本と海外との比較ということを実施していくことが可能である。
一方で，この調査では特に，アンケート調査の協力企業に対するフィードバックを
工夫している。JIPDEC による２年間の調査結果では，自社における成熟度の状態を
“花”の成長にたとえた“花モデル”で表示し，同業他社との比較ができるようなシ
ートを返送している。この“花モデル”の採用は，IT 統制に不慣れな経営者でもわ
かりやすく自社の成熟度レベルを把握できるような工夫の一環である。また，経済産
業省調査では，レーダーチャートでの同じような成熟度レベルの表示を実施した。こ
のような資料により，sでいう As Is の把握が可能となり，自社の進むべき方向性を
明確に定めることが可能となる。
3.2 三年間の成熟度の変化
2006年度～2008年度までの16項目の詳細項目について経年変化を示したものが，図
９である。これをみると，全体的には経年で成熟度が向上しているが個々の項目では
様々な特徴が見受けられる。
＊リスクの評価（RA-01）：
2006年は著しく低いが，徐々に改善されている。
＊リスクへの対応状況（RA-02）：
2008年度のみ実施した調査項目ではあるが，評価が進んでいない企業でもとりあえ
ずのリスク対応は実施していることがわかる。
＊インシデント情報の収集と伝達（IC-02）：
レベル スコア 種　別 レ ベ ル の 定 義
レベル0 0～0.9 未　対　応 統制に対して全社的な対応は実施されていない。
レベル1 1～1.9 整 備 予 定 統制に対して全社的な対応は実施されていないが規定の整備などをする予定がある。
レベル2 2～2.9 一 部 整 備 統制に対して全社的な規定などが一部整備されている。
レベル3 3～3.9 整 備 完 了 統制に対して全社的な規定などがすべて整備されている。
レベル4 4～4.9 運　　　用 統制に対して策定した規定が適切に運用されている。
レベル5 5 継続的改善 統制に対して策定した規定を運用し，その継続的改善が実施されている。
表４　統制レベルの定義（2008年度調査の表２）
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2008年度に入って急上昇している項目の一つである。これは，個人情報の漏えい事
案などを多数経験し，当該コントロールの重要性が叫ばれるようになったからであ
り，この向上は，J-SOXの一つの効果であるともいえよう。
＊アクセス制御（CA-01），変更管理（CA-03），運用管理（CA-04）：
３年間で徐々に成熟度が向上している。2008年の段階でこれらはおよそレベル３に
到達しており，おおよそのレベルは確保されたものと判断できよう。この三つが特
に順調なレベル向上を果たしているのは，おそらく金融庁実施基準等で取り上げら
れたことにより，各ベンダーなどがそれに対応する適切な製品などを提供し，それ
らを導入した企業が多かったためであると思われる。
＊外部委託の管理（CA-05）：
金融庁実施基準の中に含まれるもののうち，この外部委託の管理については他の項
目のような成熟度の著しい向上はなかった。これは，今回の調査企業の多くでJ-
SOX で対象となる財務報告プロセスの外部委託があまり行われていないことに起
因すると思われる。ただし，2007年度に実施された JIPDEC による調査の中では，
情報サービス企業に対して SAS70 などの取得を要求する動きもあることが分かっ
ており，また，近年のクラウドコンピューティングなどの動向からも，この傾向が
続くとはいえないであろう。したがって，この外部委託の管理における成熟度レベ
ルの向上は今後の IT 統制の中で重要な点となると言える。
＊モニタリング関係（M-01：業務におけるモニタリング，M-02：外部要求事項の遵
図９　2006年度～2008年度までの成熟度レベル：詳細項目別（2008年度調査の図68）
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守，M-03：内部監査・システム監査）：
すべて2008年度に入って成熟度レベルが急上昇しており，また2008年にモニタリン
グのレベルが急上昇した企業の多くは先にあげた統制活動の成熟度も高いことが判
明している。この中でも特に内部監査・システム監査（M-03）の成熟度レベルが
向上している。これは，2006～2007年にさまざまなIT統制の整備を実施してきた
企業が，内部監査・システム監査の実施に向けて2008年度に動き始めたことの表れ
である。これも，IC-02と同様に，J-SOXの一つの効果といえよう。
全体としては，いわゆるJ-SOXによる対応で重要であるとされた点が，特に2008年
にかけて成熟度レベル2.5～3.0に向上しており，J-SOXという制度そのものには企業
に対する一定のITガバナンスにおける効果があったといえよう。
４．日本企業が抱える課題と IT ガバナンス
4.1 IT 統制における課題
本来，企業経営において内部統制は必須のものであるが，日本企業における雇用慣
行（終身雇用および年功序列賃金制度）ではいわゆる J-SOX で求められるようなコ
ントロールの明示化はあまりなされてこなかった。したがって，IT 統制においても
リスクベースアプローチに基づくチェック体制や実施と承認の分離などを実現するの
が難しい状況にあり，すぐには要請するレベルに到達できないケースが多かった。わ
ずかに，システム監査において考慮されてはいたものの，それ以外での検討は少なく，
特に開発が必要な IT 統制においては，この問題は大きかったといえよう。そのため，
今回の J-SOX に基づく統制対応においても多くの企業が IT 統制の整備がまにあわ
ず，マニュアル統制と組み合わせた業務処理統制で当面をしのいでいる現実がある。
今回の調査結果から伺える IT 統制における課題は，中堅企業や中小企業における
人材不足であり，また大企業においても今後どのように対応していくのが望ましいの
かという点である。
［1］中堅・中小企業における問題点とそれへの対応
中堅・中小企業における問題点は，IT 統制対応を実現するために必要な社内の人
材不足やノウハウの蓄積が少ないことである。そのため，先述のように IT 統制の成
熟度レベルが低く，特にリスクマネジメントの観点から多大な問題を抱えている IT
統制において成熟度がレベル３，つまり整備完了の段階に到達できないことは，統制
上の問題が発生した際に経営陣による適切なリスクの把握と早急な対応が困難である
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ことを意味する。したがって，中堅・中小企業といえども内部統制の成熟度のレベル
を少なくとも３に到達すべきである。しかし，中堅・中小企業はレベル３を達成する
のに必要な人材の確保やノウハウが少なく実現が難しい。特に，職務の分離などの内
部統制上の統制活動や，統制対応に必要な文書化作業などに求められる人的負担，シ
ステムの変更などは相当な負担となりうる。これらに対する各種支援や代替コントロ
ールの提唱などを行うことは，日本企業の成熟度レベル向上のために必要であろう。
［2］大企業における今後の対応
After J-SOX ということばもあるように，多くの企業では多額の費用をかけて整備
した IT 統制を今後どのように用いればよいのかという点に関心がよせられている。
内部統制報告制度では，上場企業は会計年度に合わせて内部統制報告書を作成するこ
とが要請されているため，IT 統制の評価は今後も必要となる。図１の手順で導入し
た多くの企業では，IT 統制の整備についても時限的に対応策を導入し，長期的な企
業の IT 戦略と整合させて導入した企業は少ないことが今回の調査結果から伺える。
本来の IT 統制は，IT 戦略の中で組み込まれなければならないものであり，本末転倒
な状態になっている。この影響は大変大きく，例えば企業の内部監査部門におけるシ
ステム監査は，本来は IT 戦略全般を対象とするのが普通であるのに対し，J-SOX 以
後は J-SOX が求める財務報告プロセスを中心とした部分に限定的に用いられ，最も
重要な有効性や効率性の監査が行われなくなった。IT 統制の本来の目的は財務報告
の信頼性にとどまらないはずなのだが，それ以上の効果が見出されていない状況にあ
り，大変問題である。
4.2 成熟度調査の望ましい活用方法
調査結果による IT 統制の成熟度と IT ガバナンスとの関係を見ると（図10参照），
レベル５の企業では100％が IT ガバナンスを意識している。また，レベル４の企業
でも，やや高いと合わせると90％となる。一方，レベル０のIT統制ができていない
企業では，IT ガバナンスが非常に高い企業はなく，非常に低い・やや低いが全体
95％をしめる。レベル１においては，80％の企業が，またレベル２では，55％の企業
がやや低いとなっており，IT 統制の成熟度が低い企業ほど IT ガバナンスができてい
ないことになる。IT ガバナンスの実現には IT 統制の整備は不可欠であり，特に長期
的な視野で成熟度の向上が必要である。
また，システム監査・情報セキュリティ監査の実施状況とも高い相関性がある（図
11参照）。このことからも，IT 統制の成熟度向上，特に IT 統制の整備を適切に行う
ことは，J-SOX が求める財務報告プロセス上の目的のみならず，長期的な視野に基づ
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く企業の IT ガバナンス向上に寄与することが分かる。また，システム監査や情報セ
キュリティ監査の体制を整えることにも結果的に寄与している。
このように IT 統制の成熟度と IT ガバナンスには相関性があるため，IT 統制にお
いて成熟度レベルが３に到達出来ていない企業は，上述のとおり IT ガバナンスも弱
くシステムにおける信頼性・安全性・効率性の上でさまざまな問題を発生させる可能
性が高いため，早急に対応することが必要である。その対応をとるための下準備や自
社の現状を把握することこそがこの成熟度調査の役割である。しかしながら，成熟度
調査で現状を把握したとしてもそれを元に成熟度レベルを上げるための IT 統制対応
には多大なコストと時間を要する。特に中小企業や新興市場へ上場したばかりの若い
企業にとってはこれらの対策をとることが，企業業績を著しく損なう場合もある。大
企業と，中小企業や新興市場上場企業の対応が同一でなければならないというもので
はない。成熟度調査をどのように活かすのか，大企業と中小企業／新興市場上場企業
の双方の場合に分けて述べる。
［1］大企業における成熟度調査の活用方法
大企業では，J-SOX 対応のために IT 統制の整備を進め，レベル３を確保する状況
にあることはすでに述べた通りである。特に，J-SOX が対象としている財務報告プロ
図10 IT ガバナンスの状況と IT 統制の成熟度（2008年度調査の図39）
図 11 システム監査・セキュリティ監査の実施状況と IT 統制の成熟度
（2008年度調査の図40）
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セスについては，多額の費用をかけて業務フロー図や RCM などの作成，アクセス制
御等の統制活動に関する専用ツールの導入などを積極的に実施した。本来であれば，
IT統制の成熟度が向上し，適切なリスク対応が可能になったことで，さらなる経営
管理の強化と企業発展が見込めるはずである。しかしながら，2008年度調査の自由記
述などからも明らかとなったのは，多くの企業で IT 統制も含めた内部統制対応にお
いて作成した成果物をどのように利用してよいのか分からないという点である。これ
らの成果物には，企業における業務プロセスが明示化されており，どこにリスクが存
在するのかはっきりと分かるはずであり，これを元にいわゆる BPR（ビジネスプロ
セスリエンジニアリング，業務の再構築）を実施して，効率的な経営を目指せばよい。
例えば，IT 統制の自動化を促進させることで，関連企業などを巻き込んだ調達業務
の共通化などがあり得る。また，財務データに限らずアクセスコントロールの見直し
で総合的な情報セキュリティの向上を図ることができよう。実際，これらは J-SOX
に伴う IT 統制対応の効果として各調査でもあげられている。
成熟度調査においてレベル３以上は，IT 統制に必要なリスクは低減されているこ
とを意味する。一方で，成熟度のレベルを４ないしは５にすることは結果として IT
への投資が必要となるため，この IT 投資をすることによって企業価値が向上すると
いう IT 戦略の元で経営者による意思決定が行われなければならない。これのない IT
投資は無駄であり，企業の成長戦略にも大きなマイナスとなる。このような成熟度調
査の手法が浸透すると成熟度レベルの向上のみに対応が取られがちだが，最も重要な
ことは IT 統制対応によって企業経営が健全化し，有効性の高い施策となるよう IT
ガバナンスの側面から検討されることである。特に，本調査の CE-01（IT戦略計画
の策定状況），CE-02（IT 部門の役割とガバナンス）の２項目のレベル向上が求めら
れる。
この成熟度調査は，まず IT ガバナンスの現状を把握するための指標として用い，
次にレベル３の統制レベルが達成できることを確認した上で必要な対策を整備する。
そしてレベル３達成後は，レベル４～５への向上に伴うIT投資の戦略的価値を適切
に判断することが求められる。一般的に IT ガバナンスの実現には戦略との整合・価
値の提供・資源の管理・リスクの管理・成果の測定が必要であり，これらは相互補完
的な関係にある。価値の提供としての新たな IT 投資が，戦略との整合性があり，同
時にリスク対応のコントロールの実現にも寄与できるかどうかをよく考慮し，全体の
価値が上がるようにすべきである。一方，それらの費用対効果が見込めない場合には，
IT統制の成熟度レベルをレベル３の状態で維持し，企業文化の中に浸透させること
でマネジメントプロセスの効率化を行うことも必要である。いずれにしても，限られ
た経営資源を効率良く活かすために成熟度調査を用いた BPR を行うべきである。
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［2］中小企業／新興市場上場企業における成熟度調査の活用方法
中小企業や新興市場の企業の場合，調査結果からも，大企業ほどの進展が見られて
いない。大企業のように社内のリソースがなく，IT 統制への対応も場当たり的に実
施しているため，企業の IT ガバナンスに発展することが難しいためと考えられる。
多くの場合，IT 統制の成熟度が低い部分では，手作業による追加統制でしのいでい
るケースが考えられる。したがって，企業にとって不正や改ざんのリスクが高い分野
を明確にして，リスク低減の効果の高い分野のコントロールを整備し，成熟度の低い
分野のレベルをできるだけ３に近づけることが必要であろう。
そのためには，人的リソースを要するコントロールばかりを選択するのではなく，
身の丈に合った効果の高い手法を選ぶことが重要となる。例えば，職務の分離によっ
て新たな人員を増やすことが難しい場合には，代替コントロールを導入して負担を少
なくすべきである。また，IT 全般統制についても経産省システム管理基準追補版の
すべてを用いるのではなく，リスク評価に基づいてミニマムな統制を構築し，成熟度
レベルを向上させるのが望ましい。その際にも，当該成熟度調査が役立つであろう。
4.3 システム監査人のキャリアデザインに関する考察
成熟度の高い企業ほどシステム監査を実施しており，IT 統制対応の結果としてシ
ステム監査の体制が整ったことを効果としている回答も多い。一方で，J-SOX で作成
されたさまざまな成果物をどのように活かすべきなのかがわからない IT 部門や CIO
も多いことが問題となっている。JUAS の調査によれば，経営者は“IT によるビジネ
スプロセスの変革を期待”し，“IT 部門の費用対効果を向上させる”ことを求めてい
業務部門 
情シス部門 
残る 
(部門長)
転職 
独立 
内部監査部門・システム監査部門 
(システム監査人)
情報システム部門（一般IT技術者） 
（ア）内部監査：主要キャリアパス 
経理部門（非IT技術者） 
（イ）内部監査：過去キャリアパス 
残る 
(部門長)
転職 
独立 
内部監査部門・システム監査部門 
（システム監査人） 
図12 内部監査としてのシステム監査人の主なキャリアパス
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る。これは，まさしく IT ガバナンスの実現に寄与するために実施しているシステム
監査に求められている役目であり，経営に役立つシステム監査のあるべき姿である。し
かしながら，現状のシステム監査はこのあるべき姿に到達できているとはいいがたい。
本来，Audit と Management は表裏の関係にあり，Management に役立たない
Audit はありえない。同様に IT ガバナンスの実現のためには，システム監査におけ
る情報やシステム監査人が保有する知識が，改善勧告その他様々な手段を通じて
Management の側に伝達され経営戦略に活かされなければならない。監査人，特に
内部監査人に社会的地位のある欧米とは異なり，日本企業の多くは監査部門の情報が
積極的な形で企業経営に活かされることは少ない。また，JUAS 調査でも CIO の設置
や能力の低さが問題視されているが，CIO に必要な能力を補完できるのはシステム
監査人である。その，システム監査人は日本企業においてどのように形成されてきた
のかについては，花田 [2010] および花田 [2010] において詳細に論じているので本稿
では割愛する。内部監査および外部監査を中心としたシステム監査人の一般的なキャ
リアパスを類型化すると図12および図13で示されるように，その多くは IT 技術者と
してワークキャリアをスタートさせ，何らかの外的な影響でシステム監査に関わるこ
とになった“結果としてのシステム監査人”である。日本企業はジョブローテーショ
ンをうまく取り入れて経営者の育成を図ってきたが，残念ながら CIO を含めて経営
者の育成キャリアパス内に，システム監査セクションが含まれていない。システム監
査人のキャリアデザインについては，三つの課題――aシステム監査人になるチャン
ス（門戸）の狭さ，sシステム監査人の人材育成状況の拡充，dシステム監査人のキ
ャリアパスの整備――がある。この中でも，特にdのシステム監査人のキャリアパス
コンサル 
他部門 
残る 
(リーダ)
転職 
独立 
システム監査関連部門 
（システム監査人） 
監査法人等で会計監査の実施 
（ウ）外部監査：CPA取得者のキャリアパス 
他企業からの転職（IT技術者あり） 
（エ）外部監査：システム監査人のキャリアパス 
公認会計士（CPA）の取得 
コンサル 
他部門 
残る 
(リーダ)
転職 
独立 
システム監査関連部門 
（システム監査人） 
図13 外部監査としてのシステム監査人の主なキャリアパス
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をどのように整備していくかが今後の IT 統制のレベルを上げて IT ガバナンス実現
のためにも重要となる。なぜならば，システム監査人になるまで／なってからのキャ
リアパスの双方を多様化することこそが，より広く人材の活性化を図り，組織内にお
ける知識の良い循環が生まれていくからである。また，それによってさまざまな人材
がシステム監査と関わることで，IT と業務のどちらのプロセスにも関与し，かつリ
スクに対する認識の高い人材が企業組織内に多く存在することになり，より一層J-
SOX で求められる内部統制への対応がしやすくなるといえよう。
おわりに
以上，日本企業における IT 統制対応の実態を，2006年度から2008年度にわたる三
年間の経年変化を踏まえた調査結果を元に考察した。日本企業が J-SOX への対応の
ために IT 統制を整備していくという劇的な変化を遂げた中で，当該調査結果が明ら
かにした日本企業の実態は成熟度レベルでレベル３にようやく到達しつつある状況で
ある。残念ながらその後の成熟度調査は行われていないため，2009年度以降，つまり
J-SOX の本格適用年度以降にこの成熟度レベルがどのようになっているのかのデータ
は不明である。日本企業の実態を明らかにしたデータは大変少ないため，海外との比
較も含めてこれらの継続調査は何らかの形で実施されるべきであろう。
日本企業の多くは，J-SOX に間に合わせるために2006年度から2008年度にかけて集
中的に対応を実施し，なんとか成熟度レベル３にまで向上させたというのが実態であ
る。したがって，これらの IT 統制対応を元にITガバナンス実現に向けてなにをなす
べきかの検討は，あまり行われているとは言いがたい。特に，2008年度以降の景気低
迷に伴い IT 投資は控えられる傾向にあり，また J-SOX 対応のために人員を増やした
監査法人などは人件費による経営状況の悪化などに苦しむ現状にある。一般企業にお
いても，効率性などを中心としたシステム監査の本質的意義が薄れ，J-SOX に基づく
限定された IT 統制の監査におきかわりつつある。これは，結果的に IT 統制の形骸
化を招き，システム監査が本来持つ上述の役割を阻害し，結果的に IT が価値の提供
に寄与せず，リスクをコントロール出来ない状況になりうる危険性がある。それ故，
上述のように成熟度調査をうまく用いて IT を含む業務プロセスのリエンジニアリン
グ（BPR）に結びつけることが重要となる。本稿で扱った IT 統制の成熟度調査は，
単なる調査やレベルの把握だけにとどまらず，その調査結果をうまく活用することこ
そが，日本企業のITガバナンス実現の鍵となるといえよう。
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