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RED: Conjunto de dispositivos conectados entre sí por medio de medios de 
transmisión fisicos o inalambricos para la transmisión de información 
Router: Dispositivo capaz de interconectar equipos atraves del enrutamiento de 
paquetes de datos en diferentes niveles. 
Switch: Se encuentra por debajo del router y su funcion es interconectar los host 
de la red a traves de la capa de enlace de datos. 
VLAN: Virtual LAN (Red de área local y virtual) permite crear redes que lógicamente 
son independientes, aunque estas se encuentren dentro de una misma red física. 
IP: Internet Protocol, además es la identiicación de un dispositivo en la red 
OSPF: OSPF (Open Shortest Path First) Tiene una respuesta rapida y sin bucles. 
EIGRP: Enhanced Interior Gateway Routing Protocol (EIGRP), es un protocolo 
vector distancia, osea que busca la ruta con el menor número de saltos.  
Host: Dispositivo que hace parte de la red (tablets, portatiles, etc.) 
LACP: Link Aggregation Control Protocol, protocolo que se encarga de unir varias 
conexiones de red en una sola conexión virtual para dar una mayor velocidad de 
acceso. 
PAGP: Port Aggregation Control protocolo configurado en los switch para un 
intercambio de paquetes entre los equipos donde se encuentre configurado. 
VTP: VLAN Trunking Protocol es una herramienta de administracion de un dominio 




Este trabajo evidencia la asimilación y puesta en práctica de los conceptos de 
situaciones y problemas en torno al Networking mediante el montaje y conmutación 
de las redes de dos escenarios distintos donde en uno de ellos se realiza el montaje, 
configuración, enrutamiento e interconexion de los dispositivos CISCO bajo el 
diplomado en CCNP, todo acorde los lineamientos para el direccionamiento IP que 
se entregaron se realizan las configuraciones en las interfaces con las direcciones 
IPv4, usando protocolos Lookback, para la implementación de las familias OSPF y 
OSPFv3 y se establecen las conexiones seriales entre los routers, se configura el 
protocolo EIGRP. En el segundo escenario presentamos una estructura core en la 
que instalamos 4 switch interconectados entre ellos, tal como se manifiesta en el 
gráfico, allí utilizamos protocolos VTP para la propagación de VLAN establecidas 
para las diferentes áreas del cliente en las que se busca sacar mayor provecho a la 
red, esto mediante la configuración de distintos protocolos diseñados para una 
mayor efectividad en cuanto al funcionamiento de los dispositivos y la seguridad de 
los datos.         
 
Palabras Clave: CISCO, CCNP, EIGRP, OSPF, GNS3, VLAN, Protocolo, 




This work shows the assimilation and implementation of the concepts of situations 
and problems around Networking through the assembly and switching of the 
networks of two different scenarios where in one of them the assembly, 
configuration, routing and interconnection of the devices is carried out CISCO under 
the diploma in CCNP, all according to the guidelines for IP addressing that were 
delivered, the configurations are made on the interfaces with the IPv4 addresses, 
using Lookback protocols, for the implementation of the OSPF and OSPFv3 families 
and the serial connections between routers, the EIGRP protocol is configured. In the 
second scenario, we present a core structure in which we install 4 interconnected 
switches, as shown in the graph, there we use VTP protocols for the propagation of 
VLANs established for the different areas of the client in which we seek to get more 
out of it. to the network, this through the configuration of different protocols designed 
for greater effectiveness in terms of the operation of the devices and the security of 
the data 
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El presente trabajo se realiza un par de simulaciones con dos escenarios distintos 
de topología de interconexión entre dispositivos CISCO, con el objeto de dar 
habilidades prácticas y teóricas del diplomado de profundización cisco prueba de 
habilidades prácticas ccnp, así mismo como trabajo de grado para obtener el título 
de ingeniero de Telecomunicaciones en la prestigiosa universidad Nacional Abierta 
y a distancia UNAD. 
 
Ahora bien, este documento se encuentra el desarrollo de los dos escenarios 
planteados como prueba de las habilidades prácticas adquiridas en el desarrollo del 
diplomado de profundización Cisco CCNP, a continuación se encuentran estos dos 
escenarios distintos donde mediante herramientas de simulación como Packet 
Tracer (escenario 1) y GNS3 (escenario 2) se plantean distintas problemáticas 
comunes que se pueden presentar en una red empresarial, las cuales mediante la 
implementación de protocolos de Routing y Switching  como OSPF, EIGRP, LACP, 
PAGP, etc., nosotros como futuros Ingenieros encargados de la red debemos 
asegurar el óptimo funcionamiento de ésta y velar que la información que por ahí 
transita siempre llegue a su destino de la manera más eficiente y segura. 
 
De esta manera, se busca que, como estudiante, me asegure que todo el 
aprendizaje adquirido a lo largo de la carrera sea solido y confiable, esto es de vital 
importancia en mi futuro como ingeniero, pues mi concepto y aplicación ante una 







Figura 1: Escenario Propuesto 1 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en 
los routers. Configurar las interfaces con las direcciones que se muestran en 
la topología de red. 
Para el desarrollo del presente informe, se trabajará en el software Cisco Packet 




Figura 2: Topología realizada en Cisco Packet Tracer 
 
Configuración inicial R1 
Router>enable  
Router#configure terminal  
Router(config)#no ip domain-lookup  
Router(config)#line con 0 
Router(config-line)#logging synchronous  
Router(config-line)#interface serial 0/0/0 




Configuración inicial R2 
Router>enable  
Router#configure terminal  
Router(config)#no ip domain-lookup  
Router(config)#line con 0 
Router(config-line)#logging synchronous  
Router(config-line)#interface serial 0/0/0 
Router(config-if)#ip address 10.113.12.2 255.255.255.0 
Router(config-if)#no shutdown  
13 
 
Router(config-if)#interface serial 0/0/1 




Configuración inicial R3 
Router>enable  
Router#configure terminal  
Router(config)#no ip domain-lookup  
Router(config)#line con 0 
Router(config-line)#logging synchronous  
Router(config-line)#interface serial 0/0/0 
Router(config-if)#ip address 10.113.13.2 255.255.255.0 
Router(config-if)#no shutdown  
Router(config-if)#interface serial 0/0/1 




Configuración inicial R4 
Router>enable  
Router#configure terminal 
Router(config)#no ip domain-lookup  
Router(config)#line con 0 
Router(config-line)#logging synchronous  
Router(config-line)#interface serial 0/0/0 
Router(config-if)#ip address 172.19.34.2 255.255.255.0 
Router(config-if)#no shutdown  
Router(config-if)#interface serial 0/0/1 




Configuración inicial R5 
Router>enable  
Router#configure terminal  
Router(config)#no ip domain-lookup  
Router(config)#line con 0 
Router(config-line)#logging synchronous  
14 
 
Router(config-line)#interface serial 0/0/0 




Configuración del protocolo de enrutamiento OSPF para R1, R2 y R3 
R1: 
R1(config)#router ospf 1 
R1(config-router)#network 10.113.12.0 0.0.0.255 area 5 
R1(config-router)# 
R2: 
R2#configure terminal  
Enter configuration commands, one per line. End with CNTL/Z. 
R2(config)#router ospf 1 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 




Enter configuration commands, one per line. End with CNTL/Z. 
R3(config)#router ospf 1 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R3(config-router)#exit 
R3(config)#router eigrp 15 
R3(config-router)#network 172.19.45.0 
R3(config-router)# 
Configuración del protocolo de enrutamiento para R4 y R5 
R4: 
R4#configure terminal  
Enter configuration commands, one per line. End with CNTL/Z. 




R5#configure terminal  
Enter configuration commands, one per line. End with CNTL/Z. 
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2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 
5 de OSPF. 
 
R1#configure terminal  
Enter configuration commands, one per line. End with CNTL/Z. 
R1(config)#interface loopback 1 
 
R1(config-if)#ip address 10.1.0.1 255.255.252.0 
R1(config-if)#exit  
R1(config)#interface loopback 2 
 
R1(config-if)#ip address 10.1.4.1 255.255.252.0 
R1(config-if)#exit  
R1(config)#interface loopback 3 
 
R1(config-if)#ip address 10.1.8.1 255.255.252.0 
R1(config-if)#exit  
R1(config)#interface loopback 4 
 
R1(config-if)#ip address 10.1.12.1 255.255.252.0 
R1(config-if)#exit 
 
R1(config)#router ospf 100 
R1(config-router)#router-id 1.1.1.1 
R1(config-router)#network 10.1.0.0 255.255.252.0 area 5 
R1(config-router)#exit  
R1(config)#interface loopback 1 
R1(config-if)#ip ospf network point-to-point  
R1(config-if)#exit  
R1(config)#interface loopback 2 
R1(config-if)#ip ospf network point-to-point  
R1(config-if)#exit  
R1(config)#interface loopback 3 
R1(config-if)#ip ospf network point-to-point  
R1(config-if)#exit  
R1(config)#interface loopback 4 






3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15. 
Interface loopback en R5: 
R5#configure terminal  
Enter configuration commands, one per line. End with CNTL/Z. 
R5(config)#interface loopback 1 
 
R5(config-if)#ip address 172.5.10.1 255.255.252.0 
R5(config-if)#exit  
R5(config)#interface loopback 2 
 
R5(config-if)#ip address 172.5.20.1 255.255.252.0 
R5(config-if)#exit  
R5(config)#interface loopback 3 
 
R5(config-if)#ip address 172.5.30.1 255.255.252.0 
R5(config-if)#exit  
R5(config)#interface loopback 4 
 




Participación del R5 en EIGRP 15 
R5(config)#router eigrp 15 
R5(config-router)#auto-summary  




4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 




Figura 3: Tabla de enrutamiento R3 
En la tabla de enrutamiento del R3 se logra evidenciar que este está aprendiendo 
las nuevas interfaces Loopback.  
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 
R3#configure terminal  
Enter configuration commands, one per line. End with CNTL/Z. 
R3(config)#router eigrp 15 
R3(config-router)#redistribute ospf 1 metric 50000 100 255 1 20000 
R3(config-router)#exit  
R3(config)#router ospf 1 
R3(config-router)#log-adjacency-changes  
R3(config-router)#redistribute eigrp 15 subnets  
R3(config-router)#exit  
R3(config)#router eigrp 15 
R3(config-router)#redistribute ospf 1 metric 1544000 22000 255 1 1500 
R3(config-router)#exit 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 




Figura 4: Tabla de enrutamiento en R1 
 
 






Figura 6: Escenario 2 
 
 
Figura 7: Simulación escenario 2 
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Nota: Para la simulacion utilice el sofware GNS3, usando como switch el cisco con 
IOS Cisco IOU L2 15.2d, este dispositivo cuenta con16 puerto ethernet, de acuerdo 
con el ejemplo propuesto se modifica el numero de puerto asignado así:  
Tabla de puertos 
PUERTOS Cisco 




















Tabla 1: Ajuste de puertos 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 




Switch#configure terminal  




Switch#configure terminal  
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Switch#configure terminal  




Switch#configure terminal  
Switch(config)#interface range e1/1-3,e2/0-3 
Switch(config-if-range)#shutdown 
 
b. Asignar un nombre a cada switch acorde con el escenario establecido. 
Switch DLS1 
Switch#configure ter 





















c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama. 
1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 




DLS1#configure terminal  
DLS1(config)#interface vlan 500 
DLS1(config-if)#ip address 10.12.12.1 255.255.255.252 
DLS1(config-if)#interface range e2/2-3 
DLS1(config-if-range)#channel-protocol lacp 




DLS2#configure terminal  
DLS2(config)#interface vlan 500 
DLS2(config-if)#ip address 10.12.12.2 255.255.255.252 
DLS2(config-if)#interface range e2/2-3 
DLS2(config-if-range)#channel-protocol lacp 
DLS2(config-if-range)#channel-group 12 mode active 
DLS2(config-if-range)#no shutdown 
 
2. Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
Switch DLS1 
DLS1#configure terminal  
DLS1(config)#interface range e1/2-3 
DLS1(config-if-range)#channel-protocol lacp 
DLS1(config-if-range)#channel-group 1 mode active 
DLS1(config-if-range)#no shutdown 
Switch DLS2 
DLS2#configure terminal  
DLS2(config)#interface range e1/2-3 
DLS2(config-if-range)#channel-protocol lacp 





ALS1#configure terminal  
ALS1(config)#interface range e1/2-3 
ALS1(config-if-range)#channel-protocol lacp 
ALS1(config-if-range)#channel-group 1 mode active 
ALS1(config-if-range)#no shutdown 
Switch ALS2 
ALS2#configure terminal  
ALS2(config)#interface range e1/2-3 
ALS2(config-if-range)#channel-protocol lacp 
ALS2(config-if-range)#channel-group 2 mode active 
ALS2(config-if-range)#no shutdown 
 
3. Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
Switch DLS1 
DLS1#configure terminal  
DLS1(config)#interface range e2/0-1 
DLS1(config-if-range)#channel-protocol pagp 




DLS2#configure terminal  
DLS2(config)#interface range e2/0-1 
DLS2(config-if-range)#channel-protocol pagp 




ALS1#configure terminal  
ALS1(config)#interface range e2/0-1 
ALS1(config-if-range)#channel-protocol pagp 







ALS2#configure terminal  
ALS2(config)#interface range e2/0-1 
ALS2(config-if-range)#channel-protocol pagp 




4. Todos los puertos troncales serán asignados a la VLAN 500 como la 
VLAN nativa. 
Switch DLS1 
DLS1(config)#interface range e1/2-3,e2/0-3 
DLS1(config-if-range)#switchport trunk encap dot1q 
DLS1(config-if-range)#switchport trunk native vlan 500 






DLS2(config)#int ran e1/2-3,e2/0-3 
DLS2(config-if-range)#switchport trunk encap dot1q 
DLS2(config-if-range)#switchport trunk native vlan 500 






ALS1(config)#int ran e1/2-3,e2/0-3 
ALS1(config-if-range)#switchport trunk encap dot1q 
ALS1(config-if-range)#switchport trunk native vlan 500 









ALS2(config)# interface range e1/2-3,e2/0-3 
ALS2(config-if-range)#switchport trunk encap dot1q 
ALS2(config-if-range)#switchport trunk native vlan 500 





d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
1. Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
Switch DLS1 
DLS1#conf t 
DLS1(config)#vtp domain CISCO 
DLS1(config)#vtp password ccnp321 
DLS1(config)#end 
2. Configurar DLS1 como servidor principal para las VLAN. 
Switch DLS1 
DLS1#conf t 
DLS1(config)#vtp version 3 




3. Configurar ALS1 y ALS2 como clientes VTP. 
Switch ALS1 
ALS1>enable  
ALS1#configure terminal  
ALS1(config)#spanning-tree mode mst 
ALS1(config)#vtp domain CISCO 
ALS1(config)#vtp version 3 





ALS2#configure terminal  
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ALS2(config)#spanning-tree mode mst 
ALS2(config)#vtp domain CISCO 
ALS2(config)#vtp version 3 
ALS2(config)#vtp mode client mst 
ALS2(config)#end 
 
e. Configurar en el servidor principal las siguientes VLAN: 
Número de 
VLAN 
Nombre de VLAN Número de 
VLAN 
Nombre de VLAN 
500 NATIVA 434 PROVEEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
1111 MULTIMEDIA 3456 PERSONAL 
Tabla 2: VLAN y nombres 
Switch DLS1 




































f. En DLS1, suspender la VLAN 434. 
Switch DLS1 
DLS1(config)#vlan 434 
DLS1(config-vlan)# state suspend 
DLS1(config-vlan)#exit 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1. 
Switch DLS2 
DLS2#configure terminal 
DLS2(config)# vtp mode transparent mst 



































h. Suspender VLAN 434 en DLS2. 
Switch DLS2 
DLS2#configure terminal 
DLS2(config)# vlan 434 
DLS2(config)# state suspend 
DLS2(config)# exit 
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red. 
Switch DLS2 
DLS2#configure terminal 
DLS2(config)# vlan 567 
DLS2(config-vlan)# private-vlan isolated 
DLS2(config-vlan)# name PRODUCCION 
DLS2(config-vlan)#exit 
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
Switch DLS1 
DLS1# configure terminal 
DLS1(config)# spanning-tree vlan 1 root primary 
DLS1(config)# spanning-tree vlan 12 root primary 
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DLS1(config)# spanning-tree vlan 434 root primary 
DLS1(config)# spanning-tree vlan 500 root primary 
DLS1(config)# spanning-tree vlan 1010 root primary 
DLS1(config)# spanning-tree vlan 1111 root primary 
DLS1(config)# spanning-tree vlan 3456 root primary 
DLS1(config)# spanning-tree vlan 123 root secondary 
DLS1(config)# spanning-tree vlan 234 root secondary 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
Switch DLS2 
DLS1# configure terminal 
DLS1(config)# spanning-tree vlan 123 root primary 
DLS1(config)# spanning-tree vlan 234 root primary 
DLS2(config)# spanning-tree vlan 12 root secondary  
DLS2(config)# spanning-tree vlan 434 root secondary 
DLS2(config)# spanning-tree vlan 500 root secondary 
DLS2(config)# spanning-tree vlan 1010 root secondary 
DLS2(config)# spanning-tree vlan 1111 root secondary 
DLS2(config)# spanning-tree vlan 3456 root secondary 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de estos puertos. 
Switch DLS1 
DLS1(config)# interface range e1/2-3,e2/0-3 
DLS1(config-if-range)# switchport trunk encap dot1q 
DLS1(config-if-range)# switchport trunk native vlan 500 




DLS2(config)# interface range e1/2-3,e2/0-3 
DLS2(config-if-range)# switchport trunk encap dot1q 
DLS2(config-if-range)# switchport trunk native vlan 500 






ALS1(config)# interface range e1/2-3,e2/0-3 
ALS1(config-if-range)# switchport trunk encap dot1q 
ALS1(config-if-range)# switchport trunk native vlan 500 




ALS2(config)# interface range e1/2-3,e2/0-3 
ALS2(config-if-range)# switchport trunk encap dot1q 
ALS2(config-if-range)# switchport trunk native vlan 500 
ALS2(config-if-range)# switchport mode trunk 
ALS2(config-if-range)#exit 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
Interfaz DLS 1 DLS 2 ALS 1 ALS 2 
Interfaz Fa0/6 3456 12, 1010 123, 1010 234 
Interfaz Fa0/15 1111 1111 1111 1111 
Interfaces F0 
/16-18 
 567   
Tabla 3: Asignación especial de VLAN a puertos 
Switch DLS1 
DLS1#configure terminal 
DLS1(config)# interface e1/1 
DLS1(config-if)#switchport access vlan 3456 
DLS1(config-if)#no shutdown 
DLS1(config-if)# end 
DLS1(config)# interface e3/2 







DLS2(config)# interface e1/1 
DLS2(config-if)#switchport access vlan 12 
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DLS2(config-if)#switchport access vlan 1010 
DLS2(config-if)#no shutdown 
DLS2(config-if)# end 
DLS2(config)# interface e3/2 
DLS2(config-if)#switchport access vlan 1111 
DLS2(config-if)#no shutdown 
DLS2(config-if)# end 
DLS2(config)# interface e3/3 






ALS1(config)# interface e1/1 
ALS1(config-if)#switchport access vlan 123 
ALS1(config-if)#switchport access vlan 1010 
ALS1(config-if)#no shutdown 
ALS1(config-if)# end 
ALS1(config)# interface e3/2 






ALS2(config)# interface e1/1 
ALS2(config-if)#switchport access vlan 234 
ALS2(config-if)#no shutdown 
ALS2(config-if)# end 
ALS2(config)# interface e3/2 




Parte 2: conectividad de red de prueba y las opciones configuradas. 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 























Figura 11: Vlan en ALS2 
Switch DLS1 
DLS1#show ip interface brief 
 





DLS2#show ip interface brief 
 
Figura 13: Show ip interface brief en DLS2 
Switch ALS1 




Figura 14: Show ip interface brief en ALS1 
Switch ALS2 
ALS2#show ip interface brief 
 





DLS1#show vtp status 
 
Figura 16: Show vtp DLS1 
Switch DLS2 




Figura 17: Show vtp DLS2 
Switch ALS1 
ALS1#show vtp status 
 





ALS2#show vtp status 
 
Figura 19: Show vtp ALS2 
 
b. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente 
Switch DLS1 




Figura 20: show etherchannel summary DLS1 
Switch ALS1 
ALS1# show etherchannel summary 
 




c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
Switch DLS1 
DLS1# show spanning-tree 
 





Figura 23: show spanning-tree DLS1 
Switch DLS2 
DLS2# show spanning-tree 
 









Mediante el desarrollo de esta actividad se afianzaron conocimientos en la 
implementación de protocolos que permiten una rápida convergencia en la red. 
Se fortaleció el conocimiento de la creación de redes independientes mediante la 
implementación de VLANs. 
Se implementó el protocolo VTP que ayuda a distribuir VLAN en la red sin necesidad 
de configurarla en todos los dispositivos 
Se adquirió destreza trabajando con los simuladores como Packet Tracer y GNS3 
con el fin de poder comprender de una manera más practica el funcionamiento de 
los dispositivos en una red real. 
Se adquirieron conocimientos referentes a configuraciones, procesos y protocolos 
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