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• Über die TIB, das Open Science Lab, mich – und ZBIW 
• Zentralisierung im Web als Problem für Gesellschaft und 
Wissenschaft 
• Ein Blick in den Lebenszyklus von Wissensobjekten 
• Textmining über zahlreiche Paper hinweg  
• Attribution tracking 
• Peer review 
• Social graph & Reputation 
• Wie wird dezentralere digitale Wissenschaft aussehen? 
• Rolle von Bibliotheken und Zusammenfassung 













       
Agenda 
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Über die TIB, das Open Science Lab, mich 
– und meine Verbindung zum ZBIW 
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TIB Open Science Lab:  
Impulse für offene Wissenschaft 
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Das Web: Offene Protokolle als Plattform 
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Ein wichtiges Feature offener Protokolle: 
Niemanden um Erlaubnis fragen zu müssen 
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Das Web: Wir haben uns an 
schlechte Kompromisse gewöhnt 
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Das Web: Die ambivalente Erfolgsstory 
offener Protokolle 
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Niemanden um Erlaubnis fragen müssen? 
Netzneutralität in der EU 2017, hier: Portugal 
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…und hier: Deutschland 
Seite 11 
Platform science: towards a single 
„operating system of science“? 
 
Source: [Biennial] OECD Science, Technology and Innovation 






Governance von Daten und Plattformen:  
Drei Meldungen über Elsevier, 2017 
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Governance von Daten und Plattformen:  
Drei Meldungen über Elsevier, 2017 
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Governance von Daten und Plattformen:  
Drei Meldungen über Elsevier, 2017 
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Einige Blicke in den Lebenszyklus 
von Forschungsinformationen 
Weitere Anwendungsfälle, z.B. Funding: 
http://www.blockchainforscience.com/  
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Häufiger Fall in der Forschung heute, siehe DH-Methoden 
Um an viele Paper zu kommen muss man heute… 
• über viele Plattformen(besitzer) gehen 
• über verschiedene APIs gehen (OAI-PMH oft uneinheitlich) 
• über verschiedene Geschäftsmodelle und Policies gehen 
(Beispiel: Was ist jeweils mit Open Access gemeint, siehe oben) 
• (Dateiformate sind ein anderes Problem, lassen wir das beiseite) 
 
Policing = inhärente Beschränkung, wenn man APIs betreibt 
Beispiel DOI Event Data: Dumps neben APIs – zusätzlicher Aufwand 
Textmining über große Textmengen hinweg 
– als erstes Beispiel 
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Neuer Ansatz: Die Objekte in einem P2P-basierten Netz speichern. 
 
• Objekte über ihren Hash statt über physische URLs adressieren 
• jedeN InteressierteN große Mengen relevanter Objekte besitzen 
lassen – nicht als Problem oder Sonderfall, sondern als System 
 






























Textmining über große Textmengen hinweg 
– neue Ansätze für Speicherung und Zugang 
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Ambitionierter Ansatz: MaidSafe – eine vollständig dezentralisierte 
App (dApp), die dazu anreizt, Speicherplatz, CPU-Zeit, Bandbreite 
dem Netzwerk zur Verfügung zu stellen. Derzeit im Alpha-Stadium. 
 
Siehe auch: Filecoin, Sia, Storj… 
Siehe ferner meine Blog-Diskussion mit David S.H. Rosenthal 
 
 
Textmining über große Textmengen hinweg 
– neue Ansätze für Speicherung und Zugang 
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Statement über ein Objekt, z.B. 
• Wer hat was beigetragen? 
 
Solche Statements brauchen 
heute nicht mehr auf einer 
Plattform gespeichert zu 
werden, für deren 
Geschäftsmodell z.B. gute 
Metadaten unwichtig sind. 
 
Attribution tracking 
– zweites Beispiel 
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Stattdessen tragen BeiträgerInnen ihre Statements direkt in eine 
Blockchain ein: 
• Entzerrung der Anreizstruktur durch Disintermediation des 
Editors – die tatsächlich Beteiligten informieren öffentlich direkt 
über ihren jeweiligen Beitrag. 
• Ebnen des Spielfelds für Geschäftsmodell-Innovation – 
„one single source of truth”, ein offenes Protokoll direkt im 
Besitz und unter ausschließlicher Kontrolle der Öffentlichkeit.  
 
Systeme für „provenance tracking“ via Blockchain: Media Chain 
(aufgekauft von Spotify), Content Blockchain (DE). 
Seit letzter Woche z.B.: Blockchain-ID für BürgerInnen von Zug, Schweiz 
Attribution tracking 
– neue Perspektiven 
Seite 21 
User story: Gerade entdeckt dass ich nicht über 
unserem neuen Paper stehe – was nun? 
Seite 22 
Smart contracts und zero knowledge proofs werden AutorInnen helfen, 
• geeignete Reviewer aus Daten „on chain“ zu ermitteln 
• Urheberschaft zu beanspruchen ohne persönliche Details irgend 
einem Reviewer, Editor o.ä. anvertrauen zu müssen. 
 
Eine ähnliche Blockchain-Lösung, die es bereits gibt: 
Zeugnisse werden an der Open University (UK), MIT Media Labs, den 
Niederlanden, und bald von OnCampus (Lübeck) ausgestellt. 
 
Noch einmal: Disintermediation des „Editors“ o.ä. Stattdessen: 
Effiziente, zuverlässige P2P-Netzwerke zwischen daten-souveränen 






Peer review  – drittes Beispiel, 














Manche Startups im Bereich Blockchain und Science tendieren dazu. 
(Screenshot: ResearchGate Score) 
 
Wer braucht mehr künstlichen Wettbewerb? 
Bitte bitte: Lasst uns das Reputationsspiel 
nicht immer wieder neu erfinden! 
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Wie wäre es mit einer dezentralen Alternative zu ResearchGate? 








       
Tatsächlich nützlich an ResearchGate:  
Der social graph, die Timeline und mehr 
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• Reflexion auf den Wandel, den wir brauchen. („Informationsethik“), 
ausgeübt z.B. in Partnerschaft und Beratung von Projekten. 
Beispiel: Keine materiellen Anreize dort einführen, wo es besser 






• Als „trusted nodes“ dezentralisiert abgebildete Objekte und 
Transaktionen ins zentralisierte Netz „übersetzen“, da heute 
bestimmte Mehrwerte nur dort zu haben sind. (DOI-Registrierung, 
Discoverability durch Dienste wie Google Scholar etc.) 
Bibliotheken können hier (mindestens) 
zwei Rollen wahrnehmen 
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FAIR Data ist innerhalb weniger Jahre aufgrund modellhafter Angebote 
von Forschungsdatenzentren zu einem durchgesetzten Standard guter 





P2P Daten-Netzwerke, Blockchain etc. werden Erwartungen wecken: 
Vielleicht werden wir einfach erwarten, dass Forschungsinfrastruktur 
vollständig offen ist und ausschließlich unter Kontrolle einer daran 
interessierten Öffentlichkeit steht. 
Wie wird Forschung morgen aussehen? 
Neue Technik → neue Normen und Standards 
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Das Konzept offener Protokolle kennen wir schon.  
Die Allmende dieser Protokolle zu pflegen und weiterzuentwickeln wird 
noch wichtiger werden, wenn wir beginnen, die Governance von 
Objekten und Interaktionen in Forschung, Lehre und Bewahrung 





(Vgl. heute bereits W3C mit der Entwicklung von Self-Soverign Identity 
und DID, oder Linux Foundation mit Hyperledger Fabric.) 
 
Governance von Objekten und Interaktionen in 
der Wissenschaft durch offene Protokolle 
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Dezentrale (Bittorrent-basierte) Storage-Systeme wie DAT, IPFS 
• machen gemeinsamen Besitz großer Datenmengen zum Regelfall 
• Netzneutralität und Objekt-Authentifizierung sind „eingebaut“ 
 
Blockchain 
• erlaubt datensouveräne Interaktion zwischen Forschenden, Lernenden etc 
• ermöglicht dadurch Disintermediation bestimmter Rollen wie Editoren 
 
P2P-Storage kombiniert mit Blockchain 
• dApps wie MaidSafe machen P2P-Storage resilienter und effizienter 
• Unterstützen generell Geschäftsmodell-Innovation durch unprivilegierten 
Zugang zur Gesamtheit der Objekte und Interaktionen 
• „System-Update“ für Governance von Forschung, Bildung, Kulturerbe 
 
Startups und Projekte für P2P in Bildung und Forschung 
• keine materiellen Anreize in Bereiche einführen, die ohne funktionieren 
• …und keinen unnötigen Wettkampf um symbolische Anerkennung 
• Bibliotheken können beraten und „übersetzen“ zu zentralen Diensten 
 
 
Zusammenfassung: Wie helfen Blockchain 
und P2P in Bildung, Forschung, Kulturerbe? 
Kontakt 
Lambert Heller 
T +49 511 762-5348, lambert.heller@tib.eu  
Mehr Information: 
tib.eu/blockchain 
