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information  relating  to  an  identified  or  identifiable  natural  person  ('data  subject');  an  identifiable 
person  is  one  who  can  be  identified,  directly  or  indirectly,  in  particular  by  reference  to  an 





















‐  And  Article  2  (5):  “‘personal  data’  means  data  as  defined  in  Article  2(a)  of  Directive 
95/46/EC.”3 








legislative  and  administrative  nature,  as  well  as  further  possibilities  of  improving  the  proper 
functioning of the internal market and the development of the European content industry”4. 
Indeed, in practice, we noted that some Member States have transposed the PSI Directive as regards 
the data protection aspects either by  imposing  the  total  “anonymisation” of personal data before 
allowing the re‐use of data (e.g. PSI Belgian Law5) or by obtaining a previous “formal consent” from 





not met,  it  could  also  be  an  obligation  to  have  a  prior  authorization  from  the  National  Data  Protection 
Supervisory  Authority  (e.g.  the  French  CNIL  obliges  possible  re‐users  to  address  it  a  prior  request  of 
authorization for personal data gathered by public archives). 





























deliver a service to citizens), reproduce and disseminate  it,  in order to fulfil their public tasks  in the 
public interest.  
From the Data Protection Directive viewpoint, these actors must be considered as “first controllers”12 























that holds personal data,  sometimes  information  referring  to a  specific person  could be  crucial  to 
know  more  about  public  officials’  actions  and  therefore  to  increase  the  value  of  democratic 
participation  of  citizens,  civil  society  associations  and  non‐profit  organizations,  for  instance. 
Blockages to access to all personal data of data subjects (not only those concerning citizens but also 
those concerning civil servants/public officials of concerned public bodies) could not only hamper the 
market  for  re‐use of PSI, but  also possibilities of eDemocracy by  a  greater  transparency of public 
administration.   






The  current  wording  of  the  PSI  Directive  suggests  that  the  respect  of  Data  Protection  rules  is 
important when developing a market of re‐use of PSI containing personal data. 




 the principle of proportionality  (personal data processing must be adequate,  relevant and 
not excessive for the purposes for which they are collected),  





































of  the  Data  Protection  Directive,  such  as  personal  data  revealing  racial  or  ethnic  origin,  political 
opinions,  religious or philosophical beliefs,  trade‐union membership, or data  concerning health or 
sex  life  (so‐called “sensitive data”). The processing of such data  is only authorised  in certain cases 
corresponding to the limited admitted exceptions of paragraphs 2 to 5 of the same article.  
Furthermore,  we  have  to  take  into  account  that  data  controllers  are  obliged  to  provide  clear 
information to the data subjects  in order to respect their rights (such as the right of access to data, 
the right of rectification, erasure or blocking data when  their processing does not comply with the 
provisions  of  the  Data  Protection  Directive  (Art.  12),  and  the  right  to  object  to  personal  data 
processing (Art. 14). 
Therefore,  the PSI Directive  could make more  reference  to  such  an obligation  in  the  text of  its 
Article  7  on  transparency  that  recommends  that  “any  applicable  conditions  (…)  shall  be  pre‐
established  and  published”,  by  suggesting  the  establishment  of  a  clear  “privacy  policy”  by  PSI 
holders, for instance.  
It could also make  reference  to  it  in  its article about “licences”  (Article 8)  that  states  that “public 
sector bodies (…) may impose conditions, where appropriate through a licence, dealing with relevant 




























As  re‐use of PSI does not  always have  commercial  aims,  this  characteristic  considerably  increases 
some  of  the  already  mentioned  “confusions”  between  the  different  types  of  “access”  to 
information held by public bodies. 
For others, another issue that arises from some national laws transposing PSI Directive in this field is 
that  there are also problems  in defining what “anonymisation”  is and how  far  it  should go. And 
what is the “common meaning” of this word (if there is one)?  





A  legislator  cannot  state what  anonymisation  is  (in  a  technical  sense), but  should  require  it  (or  a 
specific kind of  it),  for  instance,  for  specific  categories of personal data. E.g.  the  Italian  legislation 
prescribes  anonymisation  in  some  cases  (e.g.  for  the  re‐use  of  judicial  data  for  legal  information 
purposes), but without any reference to a generic possible re‐use. 
We  could  suggest  the way  of  anonymisation  as  the  “default  rule”  for  personal  data  collected  by 


















‐      “the data protection Directive  is  fully applicable once personal data  in  the  sense of  that 
Directive  are  requested  for  re‐use  (…). According  to Article  30  of Directive  95/46/EC,  the 
Working Party may make  recommendations on all matters  relating  to  the protection  of 
personal data in the Community” (p. 2). 




data  protection  Directive,  access  to  documents  of  the  public  sector  under  freedom  of 
information  laws  and making  available  of  public  sector  information  containing  personal 
data for re‐use purposes. (…) A re‐use of personal data envisaged under the re‐use Directive 
is, as opposed to the two cases mentioned above, intended as input for commercial activities, 
thus presents an economic asset  for business, which neither has  the human  rights not  the 






use  of  documents  held  by  public  sector  bodies  is  allowed;  these  documents  shall  be  re‐usable  for 
commercial or non‐commercial purposes (…)”.  
So,  should we  consider  that  the Art. 29 WP  is  suggesting  that when  the  reuse of personal data  is 
done  for non‐commercial purposes  it  is  always  allowed? How  can we  avoid  such  “discrimination” 
between both purposes  (and possible “manoeuvres” of potential  re‐users  that want  to circumvent 
this obstacle by using false non‐commercial purposes)? 










order  to  strike  the  balance  between  the  right  to  privacy  and  the  right  to  public  access. 
Public sector bodies will have to consider whether public disclosure would be legitimate in 
the  concrete  case,  according  to  the  criteria  set  out  in  the  Directive.  Given  that  the 
examination of the finality principle is crucial in this context, this opinion provides a number 




















In  principle,  re‐users  are  not  obliged  to  justify why  they want  the  data,  but  in  case  of  re‐use  of 
personal data and  in order  to be  compliant with  the Data Protection Directive  this  is an essential 
requirement  to  fulfil. This mentioning of  the purpose of  the  intended re‐use  is necessary  to assess 
the character compatible or not of this purpose with regard to the initial purpose of collection of the 
data. Generic re‐use is not a compatible purpose, but the re‐users should declare the specific re‐use 




















It  could  be  possible  to  provide  a  kind  of  opt‐out/opt‐in  system  by  the way  of  the  public  body 
website, for instance, or by obtaining this consent (preferably in writing) at the moment of the first 
collection of the data, when it is possible.  






As mentioned  before,  the  system  of  licences  provided  by  PSI Directive  could  be  a  good  tool  to 
reinforce data protection by PSI holders and  further  re‐users, as well as  to help  them  to  clearly 
define responsibilities of the data controllers. 
One  should  also  take  into  account  that  at  the  national  level  some Member  States  set  out  other 
supervisory authorities in the field of access to public documents (like the CADA22 in France) and/or 
for  re‐use  of  PSI  (as  a  kind  of  authority  of  “appeal”  of  re‐use  of  PSI  practices,  like  in  Belgium23), 




Our main objective, within  the  LAPSI WG2 network,  is  to  rightly determine  the  requirements  the 




take  into  account  situations  where  data  protection  provisions  are  really  welcome  to  protect 
individuals’ rights against abuses from potential re‐users. 
One crucial point that we have already addressed  is that the Data Protection Directive  is currently 
under  review process  (this  should be  achieved  at  the beginning of 2012)  and  it  is  important  to 
associate  both  revisions  in  this  field.  In  this  project,  we  rather  shall  address  the  impact  data 
protection rules may have on the re‐use of PSI and identify possible problems, like excessive blocking 



































Re‐using public sector  information might  trigger  the Data Protection Act when  it  involves personal 
data. These are defined under the directive as any information relating either directly or indirectly to 
an  identified or  identifiable natural person. Both objective and  subjective  information qualify;  the 
form  in which  it  is  kept  is  irrelevant.  Information may  relate  to  a  person  either  qua  content,  if 
information  refers  to  a  person,  qua  purpose,  if  the  information  is  used  to  evaluate  or  influence 
personal behaviour, or qua result,  if  the consequence of data processing  is  that a person might be 
treated or looked upon differently. 
Given  the  general  scope  of  the  definition  of  personal  data, many  governmental  documents will 
contain personal data. Both  the government and  the party  receiving  the public  sector  information 












be necessary  for  the performance of a contract, or  to comply with a  legal obligation, a public  task 
carried out  in the public  interest or to protect the vital  interest of the data subject and getting the 
consent  of  every  person  of  whom  personal  data  is  contained  in  the  information  will  be  a  too 
laborious process. The most  likely  legitimate purpose  to apply  is  the so called balancing provision, 
with which  the  interest  of  the  controller  or  the  third  party  to which  the  data  is  disseminated  is 
balanced  with  the  interest  of  the  data  subject,  especially  with  regard  to  the  respect  for  his 
fundamental rights to privacy and data protection. Only if another fundamental right is served by the 
re‐use of public sector information containing personal data, most commonly the right to freedom of 
speech, will  there be  a  situation  in which  the  two equal  interests must be balanced.  If  it  regards 






incompatible  with  its  own  reasons  for  processing  the  data.  In  any  case,  the Working  Party  29 
emphasizes that if personal data are to be re‐used for commercial purposes, this secondary purpose 
may  be  considered  as  incompatible.  Furthermore,  since  governments will  usually  have  gathered 
personal data  in  relation  to serving  the public  interest, security matters or  legal obligations,  it will 
often prove difficult for re‐using third parties to circumvent the purpose limitation. 
Finally, account should also be taken of the transparency principle and the rights of the data subject. 
For example, a governmental organization disseminating public  sector  information  to  third parties 
needs  to see  to  it  that every data subject  is adequately  informed of  this matter. Furthermore,  the 
third parties are under a similar obligation.  Data subjects have a right to access and objection to the 
processing of their personal data. Current practice disregards these rights of the data subject.  
All  three  categories  of  obligations  thus  cause  serious  problems  for  the  re‐use  of  public  sector 
information. Good solutions are very few and far between. Seeing the difficulties, a total prohibition 
of  the  re‐use of public  sector  information might be  the most  feasible  solution, however  it would 
leave  the economical potential of  the European public sector  information unutilized. On  the other 
hand,  the  disregard  of  the  Data  Protection  Directive,  as  a  practical  solution,  would  leave  the 
fundamental  rights of citizens  to data protection and privacy unprotected. A  third solution  for  the 
tension between the re‐use of public sector information and the rights to privacy and data protection 
may be found in anonymisation techniques. However, since it is true that ‘data can be either useful 
or perfectly  anonymous but never both’,  anonymisation would mean  a  gross  loss of  value of  the 
public sector information.  
That  is why a new solution  is proposed: personal privacy settings. By  letting every citizen register 










It seems quite evident that the  last solution (VI) would be virtually  impossible to  implement at this 
stage. Indeed, it does not answer to the new questions that could arise:  





‐ How  to overcome  the  lack of  “digital  literacy” of  some  citizens,  as well  as  all  educational 
issues  related with  the “real” understanding of people as  regards  their privacy  threats and 
the implications of a “commercialisation” of their rights in the long term? 
It is the role of the European legislator to ensure that data protection provisions apply for each kind 
of “data subject” who could be concerned by the re‐use of personal data, even and moreover when it 
has also to take into account the improvement of the information market.   
                                                            
25   See VAN DER SLOOT B., Personal privacy settings for the re‐use of PSI: Towards a new model 
for the re‐use of PSI in the light of the right to Data Protection, Paper presented during the 1st LAPSI 
Public Conference, Milano 5‐6 May 2011. 
 
