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ДО ПИТАННЯ ІНФОРМАЦІЙНОЇ БЕЗПЕКИ В УКРАЇНІ 
Враховуючи світовий розвиток інформаційної сфери, актуалізується питання 
інформаційної безпеки не тільки кожної людини, а й держави у цілому. Саме тому останнім 
часом проблемним питанням інформаційної безпеки приділяється досить велика увага як зі 
сторони міжнародних організацій, державних органів, так і науковців різних галузей, у тому 
числі й правових. 
В умовах сучасності інформаційна безпека являє собою один з видів національної безпеки 
України. І це аргументується законодавчим визначенням поняття «національна безпека», яке 
закріплено у Законі України «Про основи національної безпеки України». Так, у зазначеному 
Законі вказано, що національна безпека являє собою захищеність життєво важливих інтересів 
людини і громадянина, суспільства і держави, за якої забезпечуються сталий розвиток 
суспільства, своєчасне виявлення, запобігання і нейтралізація реальних та потенційних загроз 
національним інтересам у сферах правоохоронної діяльності, боротьби з корупцією, 
прикордонної діяльності та оборони, інформаційної безпеки тощо [1]. 
Зокрема, у нинішній час інформаційна безпека має велике значення для ефективного 
функціонування кожної окремої сфери держави, будь-то політичної, економічної, соціальної 
тощо. Очевидним є те, що на сьогодні, для інформаційної захищеності кожної країни, 
необхідним фактором є проведення ефективної, комплексної та дієвої державної 
інформаційної політики. 
Взагалі, під державною інформаційною політикою розуміється сукупність основних 
напрямів і способів діяльності держави по одержанню, використанню, поширенню та 
зберіганню інформації [2]. А відповідно до ст. 3 Закону України «Про інформацію» головними 
напрямами державної інформаційної політики визначаються: забезпечення доступу кожного 
до інформації; забезпечення рівних можливостей щодо створення, збирання, одержання, 
зберігання, використання, поширення, охорони, захисту інформації; створення умов для 
формування в Україні інформаційного суспільства; забезпечення відкритості та прозорості 
діяльності суб'єктів владних повноважень; створення інформаційних систем і мереж 
інформації, розвиток електронного урядування; постійне оновлення, збагачення та зберігання 
національних інформаційних ресурсів; забезпечення інформаційної безпеки України; сприяння 
міжнародній співпраці в інформаційній сфері та входженню України до світового 
інформаційного простору [3]. 
Підкреслимо, що одним з найважливіших напрямів державної інформаційної політики в 
Україні законодавством визначено саме інформаційну безпеку. Очевидно, що визначення 
даного напряму, як основного при проведенні зазначеної державної політики є необхідністю 
сьогодення. Але, звернемо увагу на те, що рівень інформаційної безпеки в Україні все ж таки 
залишається досить низьким и потребує свого вдосконалення. 
Так, У. Ільницька до проблемних питань, що загрожують інформаційній безпеці України, 
відносить: прояви обмеження свободи слова та доступу громадян до інформації; викривлення, 
спотворення, блокування, замовчування упереджене та тенденційне висвітлення інформації; 
несанкціоноване її поширення; відкриту дезінформацію; інформаційну експансію з боку інших 
держав та руйнівне інформаційне вторгнення у національний інформаційний простір; 
виникнення і функціонування у національному інформаційному просторі держави 
непідконтрольних інформаційних потоків; поширення засобами масової інформації культу 
насильства, жорстокості; повільність входження України у світовий інформаційний простір; 
невиваженість державної інформаційної політики та відсутність необхідної інфраструктури в 
інформаційній сфері; розміщення дезінформації в інтернеті та ін [4]. 
86 
VI Міжнародна науково-практична конференція 
«Сектор безпеки України: актуальні питання науки та практики» 
18 травня 2018 року, Національний юридичний університет імені Ярослава Мудрого (Україна, м.Харків) 
Погоджуючись з викладеним вище та наробками Я. Малик, вважаємо, що ефективна 
реалізація стратегічних пріоритетів, основних принципів і завдань державної політики щодо 
інформаційної безпеки потребує вдосконалення правових та організаційних механізмів 
управління інформаційною безпекою. Зокрема, вдосконалення законодавства з питань 
національної безпеки шляхом розвитку правових засад управління національною безпекою 
через розробку відповідних законів, концепцій, доктрин, стратегій і програм щодо 
антикорупційного законодавства, Національної програми протидії тероризму та екстремізму, 
Концепції розвитку Воєнної організації держави, Національної стратегії формування 
інформаційного суспільства, Доктрини інноваційного та науково-технологічного розвитку 
тощо [5, с. 19]. 
Між іншим, система забезпечення інформаційної безпеки має бути міжвідомчою та 
ієрархічно організованою. її структура й організація має відповідати структурі державного 
управління з чіткою координацією дій окремих сегментів. Організація ефективної системи 
забезпечення інформаційної безпеки передбачає централізоване управління із конкретними 
відомчо-розпорядницькими функціями, які забезпечують моніторинг і контроль за усіма 
компонентами національного інформаційного простору [6, с. 176]. 
Безсумнівно інформаційна безпека України має вкраї важливе значення для національної 
безпеки держави у цілому. Саме тому досліджене нами питання є безмежно актуальним, 
особливо у нинішній час. Очевидним є те, що правовий та організаційний механізм управління 
інформаційною безпекою в нашій країні потребує негайного удосконалення, адже 
інформаційний простір України є досить уразливим. Вважаємо, що проблемні питання 
стосовно інформаційної безпеки необхідно вирішувати комплексно та ґрунтовно. Так, для 
ефективного захисту інформаційного простору України необхідно, в першу чергу, 
удосконалити національну нормативно-правову базу, що регулює відносини в цій сфері та 
запровадити необхідні стандарти інформаційної безпеки. І по-друге, необхідною умовою 
такого удосконалення та запровадження є вивчення міжнародного досвіду за цим напрямком 
та урахування особливостей вітчизняної політичної, економічної та соціальної ситуації в 
країні. 
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