Estudi per simulació de l'ús d'identificadors de 3 bits en xarxes de sensors i la seva aplicació a l'encaminament by Martinez Nadal, David
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
TREBALL DE FI DE CARRERA 
 
 
 
 
 
 
 
 
 
 
TÍTOL DEL TFC: Estudi de la simulació de l’ús d’identificadors de 3 bits en 
xarxes de sensors i la seva aplicació a l’encaminament 
 
TITULACIÓ: Enginyeria Tècnica de Telecomunicacions, especialitat en 
Telemàtica 
 
AUTOR: David Martinez Nadal 
 
DIRECTOR: Carles Gómez Montenegro 
 
CO - DIRECTOR:  Rafael Vidal Ferré 
 
DATA: 26 de Maig de 2010 
 
  
 
Resum 
 
 
Una xarxa de sensors sense fils (Wireless Sensor Network) és una xarxa amb 
nombrosos dispositius, que s’utilitzen per monitoritzar diversos paràmetres en 
diferents punts, paràmetres com per exemple la temperatura, el soroll, la 
vibració, la pressió i moviment, i que actualment ja s’utilitzen tan en àmbits 
industrials, com en civils, per exemple, la domòtica. 
 
Les xarxes de sensors sense fils compten amb un gran avantatge. La seva 
instal·lació es d’un cost baix degut a la inexistència de cables, sobretot en 
àmbits industrials, cosa que les fa molt atractives. 
 
Aquests sensors són uns dispositius autònoms que consten d’un 
microcontrolador, una font d’energia (normalment una bateria) , un radio-
transceptor i un sensor.  
 
Un problema que presenten aquests tipus de xarxes és la limitació de bateria 
que pateixen els propis sensors, fet que obliga a dissenyar-los especialment 
perquè en conservin el màxim possible. 
 
Precisament, aquest problema existent amb la bateria dels sensors, ha sigut la 
raó de ser d’aquest projecte, enfocat principalment a l’estudi d’una alternativa 
per a reduir el consum de bateria d’aquests dispositius, proposant una 
reducció de la mida dels identificadors dels sensors, i per tant del missatge a 
transmetre, permetent al sensors tenir que transmetre durant menys temps i 
maximitzant així la vida de la seva bateria. Per poder realitzar el propi estudi, 
s’ha assumit l’ús d’encaminament basat en font. Més endavant explicarem què 
significa això. 
 
Concretament, s’estudia la possibilitat de substituir per 2, 3 i 4 bits els 16 bits 
actuals que s’utilitzen per identificació, i a més a més es valoren dos possibles 
criteris alhora de connectar els sensors.   
 
La metodologia d’estudi d’aquests casos és mitjançant un simulador creat per 
aquest estudi, i que proporciona les dades que ens interessen en tot moment, 
principalment connectivitat i nombre de salts mitjà que un missatge haurà de 
realitzar per la xarxa. 
 
S’ha pogut comprovar que existeix un ventall d’escenaris pels quals és 
possible reduir significativament el consum d’energia dels nodes, mantenint 
una connectivitat elevada, amb una de les propostes considerades. 
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Overview 
 
A WSN (Wireless Sensor Network) is a network with numerous devices used 
for monitoring several parameters in different point, for example, its used for 
measuring temperature, noise, vibration, pressure and movement… Actually 
they are used both in industrial and civil areas, for example, domotic. 
 
The WSN has a great point in its low cost installation due to the inexistence of 
cabling. Especially in the industrial sector, which made them very attractive in 
this sense, 
 
These sensors ara autonomic devices, which are composed of a 
microcontroller, an energy source, a radio transceiver and a sensor. 
 
There is a problem with these kind of nets, it is the limitation of the battery that 
suffers the sensor itself. This fact forces to design them in a way that save as 
energy as possible. 
 
This existing problem with the sensor’s battery, has been the reason of this 
project, focused basically on the study of an alternative to reduce the batteries 
consumption of these devices. The idea is to reduce the identifiers (ID`s) of the 
sensors, and so the message to transmit, allowing the sensors to transmit for 
less time and maximizing the battery. In order to do the study, we have 
assumed font based routing. Later, we will explain what this exactly means. 
 
In particular, we will study the possibility of substituting the actual model of 16 
bits used for ID’s, for a model which will use 2, 3 or 4 bits (we will evaluate all 
the alternatives). In addition, we will also evaluate 2 different criteria regarding 
the connection of the sensors, 
 
The study methodology of these cases has been carried out by using a 
simulator created for this particular study, which give us the data we are 
interested in at every moment, focusing on connectivity and the number of 
 hops that a message will have to travel around the net. 
 
It has been checked that exists a range of scenarios which made possible the 
significant reduction of the energy consumption of the nodes, keeping a high 
connectivity with one of the proposals considered. 
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10  Introducció 
CAPÍTOL 1. INTRODUCCIÓ 
1.1 Motivació  
 
Podem definir una xarxa de sensors sense fils com un conjunt de sensors 
autònoms agrupats per monitoritzar diversos paràmetres, ja sigui temperatura, 
soroll, vibració, etc. 
 
Un sensor està format bàsicament per un transceptor ràdio, un petit 
microcontrolador, i un dispositiu energètic, és a dir, una bateria; i la seva mida 
pot variar d’es duna caixa de sabates a un gra de sorra, igual que el seu cost. 
 
Les xarxes de sensors, (en anglès WSN) s’han tornat un camp totalment 
avantguardista a les telecomunicacions, que ha despertat l’atenció dels àmbits 
acadèmics i de la indústria arreu del mon. 
 
La motivació d’aquest projecte és la de buscar un mètode pel qual els sensors 
tinguin una despesa energètica menor alhora de transmetre missatges o dades 
a través de la pròpia xarxa, traduint aquest avantatge a nivell pràctic en un 
estalvi de la bateria del sensor. 
 
1.2 Objectius del TFC 
 
L’objectiu primari d’aquest treball és estudiar la viabilitat d’alternatives a l’actual 
mètode d’identificació de 16 bits, basades en reduir la mida dels identificadors, 
analitzant les conseqüències a nivell de connectivitat de la xarxa i energètic que 
poden suposar les propostes que aquí presentem. Per portar a terme aquestes 
propostes assumim que s’empra encaminament basat en font. 
 
A més a més també valorarem diferents criteris possibles alhora de fer la tria de 
sensors a la que un sensor pot connectar, per tal de maximitzar l’eficàcia dels 
mètodes proposats. 
 
1.3 Estructura del document  
 
Aquest document constarà de 6 capítols. 
 
El capítol 1 es aquesta introducció, el capítol 2 explicarem les tècniques 
generals de routing a les xarxes actuals. Al capítol 3 parlarem les propostes 
presentades i la seva metodologia d’estudi. Al següent, el capítol 4,  
comentarem el simulador emprat per a la realització d’aquest projecte. 
Posteriorment al capítol 5 passarem a presentar les simulacions i els seus 
resultats obtinguts, i finalment al capítol 6 extraurem les conclusions d’aquest 
estudi i proposarem un seguit de línies futures d’estudi.
Interfície radio i encaminament en xarxes de sensors   11 
 
CAPÍTOL 2. INTERFÍCIE RADIO I ENCAMINAMENT 
EN XARXES DE SENSORS 
 
En aquest capítol explicarem breument l’estàndard que especifica les directrius 
de les xarxes de sensors i les seves característiques més importants, i 
posteriorment passarem a veure els diferents protocols d’encaminament que 
existeixen per a aquest tipus de xarxes. 
 
2.1 Introducció al IEEE 802.15.4 
 
L’IEEE 802.15.4 és un estàndard creat pel grup de treball 802.15 que forma 
part de l’Institute of Electrical and Electronics Engineers (IEEE). Aquest grup de 
treball està especialitzat en les xarxes sense fils d’àrea personal (WPAN). 
 
Concretament, el 802.15 divideix el seu treball en 5 sectors.El primer es dedica 
a Bluetooth, el segon a la coexistència de les diferents xarxes WPAN, el tercer 
a les WPAN d’alta velocitat, el cuart a les WPAN de baixa velocitat i el cinquè i 
últim està enfocat a les xarxes mallades. Així doncs, nosaltres ens centrarem 
en l’estàndard 802.15.4, interfície radio de facto en xarxes de sensors. 
 
L’estàndard 802.15.4 defineix la capa física i la capa d’accés al medi que han 
de suportar tots els dispositius que treballin a les nostres xarxes i tot i que no 
defineix les capes superiors, es la base per altres protocols com Zigbee o 
6LoWPAN, que complementen la resta de la pila de protocols. A més a més, 
també preveu la interacció amb la resta de nivells superiors mitjançant un 
subnivell  LLC (Control d’Enllaç Lògic) que accedeixi a la capa MAC mitjançant 
una subcapa de convergència. 
 
Degut al caràcter d’aquestes xarxes, de dispositius senzills, de baix cost i 
velocitat, l’estàndard pretén emfatitzar el baix cost energètic de comunicació 
amb la resta de nodes. 
 
2.1.1 Capa física (PHY): 
 
El nivell físic ens proveeix el servei de transmissió de dades, així doncs, la capa 
física controla el transceptor de radiofreqüència. Altres temes com la selecció 
de canals venen normalment predefinits segons la zona a la que el sensor ha 
de treballar i en un principi no és habitual que un sensor pugui treballar a 
diferents canals. Actualment existeixen 3 bandes de freqüència a la que pot 
transmetre un dispositiu 802.15.4 
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Banda de l’espectre Regió i canals 
868-868,8 MHz Europa, 1 canal 
902-928 MHz Estats Units, 10 canals 
2400- 2483 MHz Resta del món, fins a 16 canals 
 
Fig. 2.1.1 Taula de bandes de freqüència i canals de l’estàndard 802.15.4 
 
 
A la última revisió de l’estàndard, al 2006,  es van ampliar el nombre de canals 
a 3 per Europa i 30 per USA. 
 
La  capa PHY ens especifica  també dos nivells físics basats en la modulació 
DSSS (direct sequence spread spectrum), un a la banda de 868/915 MHz amb 
taxes de transmissió de 20 i 40 Kbps, i un altre a la banda de 2450 MHz 
treballant a 250 Kbps. 
 
Finalment, també ens informa que l’àrea de comunicació es concep a una 
distància d’entre 10 i 100 metres. 
 
 
2.1.2 Capa MAC 
 
La capa MAC treballa per sobre la capa física i ens proporciona el control 
d’accés al medi. A més a més, transmet trames MAC de 4 tipus, de dades, de 
sincronització, balises i de control MAC. El mecanisme d’accés al medi utilitzat 
a les xarxes 802.15.4 és el CSMA/CA, és a dir, es fa una escolta del medi 
mitjançant un algoritme de backoff exponencial, i si el medi es troba lliure, es fa 
una transmissió. 
 
L’àrea de comunicació es concep a una distància de 10 metres, i cada 
dispositiu té un únic identificador de 64 bits, tot i que es poden aplicar uns 
identificadors curts de 16 bits. Normalment aquests identificadors s’utilitzaran al 
domini de cada PAN separada. Cal remarcar aquest punt, ja que tot el nostre 
estudi està basat en comparació amb aquests identificadors de 16 bits. 
 
 
2.2 Encaminament en xarxes de sensors 
 
Com a la majoria de xarxes, a les WSNs, si un emissor no pot enviar un 
missatge a un receptor, aquest haurà de recórrer a altres nodes que reenviïn el 
missatge. 
 
Idealment, les dades s’haurien d’encaminar per camins òptims per a l’estalvi 
d’energia i proporcionant alhora fiabilitat a la xarxa. Els protocols 
d’encaminament són els que s’encarreguen d’aquest fet. Passem ara a 
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conèixer breument els principals protocols d’encaminament en xarxes de 
sensors. 
 
2.2.1 Encaminament pla 
 
A l’encaminament pla, tots els nodes juguen el mateix paper i col·laboren a les 
tasques que es duen a terme a la xarxa. Aquests protocols estan bàsicament 
centrats en les dades, és a dir, l’objectiu principal és fer arribar les dades 
d’interès a un node concret. 
 
 
2.2.1.1 Directed Diffusion 
 
En aquest tipus d’encaminament, un node reclama per broadcast certa 
informació. A mida que la reclamació es va propagant, es van creant rutes 
d’encaminament cap al node que ha reclamat la informació.  A mida que les 
dades es van transmetent cap al node demandant, es van creant camins 
prioritaris basats en certes regles (com pot ser el retard de transmissió). 
Aquests camins basats en normes, són possibles gràcies a que els nodes 
intermitjos poden agregar informació, per tal de conèixer millor els detalls de la 
xarxa. 
 
Aquest protocol, Directed Difussion, té unes quantes variants proposades per 
tal de millorar-ne el funcionament: 
 
• Rumour Routing, es centra principalment en reduir l’energia que es gasta 
degut a la demanda per broadcast de la informació, mitjançant a reenviar 
les peticions només per aquells nodes que han detectat algun 
esdeveniment enlloc d’inundar tota la xarxa. Per saber quins nodes han 
detectat algun esdeveniment es creen uns paquets anomenats agents, 
que son generats per aquells nodes que detecten el propi esdeveniment. 
 
• CADR (Constrained Anisotropic Diffusion Routing) El seu propòsit és 
bàsicament maximitzar el guany d’informació i minimitzar la latència i 
l’ample de banda. L’algoritme CADR utilitza uns certs criteris que permet 
seleccionar als sensors dels que es vol obtenir les dades, un cop es 
conèixen,s’activen aquest sensors, i la resta tracen l’encaminament en 
funció del cost i la informació que es té dels camins. 
 
• EAR (Energy Aware Routing) Basat en el Directed Diffusion, aquest 
algoritme sempre manté actius certs camins, decidits segons una 
probabilitat, i aquesta probabilitat s’extreu de l’energia que consumeix 
cada camí. Primer s’inunda la xarxa per conèixer tots els camins, i 
posteriorment es creen les taules d’encaminament descartant els camins 
amb un cost energètic més elevat. 
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2.2.1.2 SPIN 
 
SPIN (Sensor Protocols for Information via Negotiation), és una família de 
protocols que es basa en propagar la informació recollida per cada node a tota 
la xarxa, i està pensat per resoldre alguns problemes: 
 
• Implosió: a les xarxes d’inundació que hem vist, tots els nodes 
transmeten la informació als veïns, per tant és molt probable que aquest 
rebin la mateixa informació diverses vegades. 
 
• Redundància: els sensors que tinguin cobertures que es sobreposin, 
transmetran paquets amb informació redundant. 
 
A més a més, aquests dos problemes tenen com a conseqüència una despesa 
innecessària d’energia i ample de banda. SPIN proposa una solució a aquests 
problemes mitjançant una negociació, on un sensor avisa que ha rebut noves 
dades i només els veïns que no tenen ja les dades rebran el paquet 
corresponent. 
 
 
 
 
Fig. 2.2.1 Exemple de l’algoritme SPIN 
 
 
2.2.1.3 Protocols d’encaminament que segueixen un accés a una base 
de dades distribuïda. 
 
Els 2 protocols que tracten la WSN com una xarxa de dades distribuïda són 2, 
el COUGAR i l’ACQUIRE. 
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A COUGAR, els nodes decideixen un líder que s’encarrega d’afegir i transmetre 
les dades al sensor demandant. Aquest últim crea una petició que indica la 
informació que necessita i l’envia als nodes rellevants, juntament amb  el 
mètode per escollir al líder. Tanmateix, COUGAR necessita l’ús d’un 
mecanisme de sincronització per transmetre les dades al líder. 
 
A ACQUIRE, en canvi, el sensor demandant envia la petició, que és reenviada 
pels sensors que la reben. La tria d’aquest sensor pot ser de manera aleatòria 
o basada en la possible satisfacció a la demanda.  Aquests intenten contestar-
la utilitzant informació guardada al caché; si no poden, la reenvien. La 
informació guardada al caché s’actualitza dels veïns a una distància de d salts, 
per tant d es un paràmetre fonamental per l’eficàcia d’ACQUIRE. 
 
Un cop s’ha resolt la petició, finalment, s’envien les dades al demandant.  
 
  
2.2.2 Encaminament jeràrquic 
 
A un encaminament jeràrquic, els nodes varien la seva funció depenent de la 
seva categoria: Això ajuda a limitar l’àmbit de certes operacions i, per tant 
millorar l’escalabilitat i el consum d’energia. 
 
 
 
2.2.2.1 LEACH 
 
Al protocol LEACH, es divideix la WSN en clústers o àrees, i a cada una d’elles 
s’escull un sensor que farà de principal. Un cop tenim la xarxa dissenyada, 
s’estableix un mecanisme de transmissió multi-salt en 2 salts. Primer el sensor 
transmet les dades al seu cap de clúster, i posteriorment aquest transmet les 
dades al sensor demandant. 
 
2.2.2.2 PEGASIS 
 
PEGASIS és en principi una millora de LEACH, crea una cadena formada pels 
nodes més propers uns als altres i construeix així un camí fins al sensor 
demandant, així doncs els nodes poden ajustar la potència per transmetre 
només al veí més proper. 
 
El problema d’aquest protocol és que pot arribar a afegir molt de retard des 
d’un node fins a un altre més llunyà, pot arribar a convertir el node líder escollit 
en un coll d’ampolla i només està pensat per nodes estàtics, així doncs manca 
de capacitat adaptativa. 
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2.2.2.3 TEEN 
 
TEEN també segueix un sistema de jerarquia de clústers, on el cap de clúster 
informa als membres del clúster de 2 llindars, el llindar “fort” i el llindar “suau”, 
el primer és el valor mínim pel qual un sensor està obligat a informar al cap de 
clúster, i el segon es un valor petit que indica al node que no es necessari 
transmetre si les dades no han variat sensiblement. 
  
Aquests 2 llindars controlen l’eficiència mantenint l’exactitud. En general és un 
protocol ben adaptat per dades que necessiten transmetre en un moment 
immediat, cosa que els hi és permesa gràcies als llindars.  
 
 
2.2.3 Encaminament geogràfic 
 
A l’encaminament geogràfic, les dades es transmeten a una regió, i les 
decisions d’encaminament estan preses principalment basades en criteris de 
distància. Aquests protocols s’aprofiten de conèixer la posició relativa o 
absoluta dels nodes, en el primer cas, gràcies a la  RSSI dels missatges rebuts, 
i en el cas de la posició absoluta, gràcies al sistema de posicionament global 
(GPS). 
 
 
2.2.3.1 GFG i GPSR 
 
Tant el GFG com el GPSR són protocols molt similars d’encaminament 
geogràfic, i molt acceptats en xarxes WSN. En aquests protocols els paquets 
enviats per una font inclouen la localització prevista del destí. 
 
Així doncs, si un node coneix la posició del seu veí, el missatge es pot reenviar 
fins arribar al destí, en un procés que es coneix com a “greedy forwarding” 
 
A GPSR, els nodes coneixen la posició dels sensors que tenen a un salt 
gràcies a les trames beacon, que es reenvien indicant la posició. Un gran 
avantatge d’aquest sistema d’encaminament és el fet de que l’encaminament 
depèn només dels veïns d’un node. En canvi, un problema que manté aquest 
sistema, és quan ens trobem amb zones fosques, és a dir, zones sense nodes 
intermediaris. 
 
De totes maneres, s’ha demostrat que el sistema GFG/GPSR presenta un 
encaminament gairebé òptim en xarxes bastant denses. 
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2.2.3.2 Altres protocols 
 
GAF (Geographic Adaptative Fidelity) divideix la xarxa de sensors en zones, 
creant unes reixes virtuals, i els nodes de cada reixa son equivalents a nivell 
d’encaminament. D’aquesta manera, un sensor d’una zona es pot mantenir 
actiu per fer tasques d’encaminament mentre la resta poden estar en mode 
adormit i estalviar així energia. 
 
GEAR (Geographic and Energy Aware Routing) és essencialment una millora 
sobre Directed Difussion pel que la informació es transmet a una part de la 
xarxa enlloc d’inundar-la tota. A més a més, tots els nodes mantenen el cost 
d’arribar al destí a través dels seus veïns. 
 
 
 
2.2.4 Protocols basats en AODV 
 
Existeix una família d’adaptacions del protocol AODV per a xarxes de sensors. 
Alguns exemples són la funcionalitat “mesh routing” de Zigbee o de la 
plataforma SunSPOT. 
 
AODV és un protocol d’encaminament reactiu, és a dir, busca un camí quan un 
node necessita un camí. En aquest cas, la cerca es realitza mitjançant un 
missatge broadcast Route Request (RREQ), cada node el reenvia fins que es 
troba una ruta vàlida entre origen i destí. En aquest moment s’envia un 
missatge tipus Route Reply (RREP) a l’origen. Cada node que ha rebut un 
missatge RREQ o RREP crea una taula d’encaminament amb els salts 
realitzats; aquestes taules caduquen després d’un temps sense activitat a la 
pròpia ruta. 
 
 
 
 
 
Fig. 2.2.2 Exemple de descoberta de rutes a AODV 
 
 
Quan un camí actiu es trenca, el següent node que detecta l’error intenta 
reparar la ruta de manera local si el destí està a prop seu (tot i que això es un 
mecanisme opcional). I si no ho aconsegueix, envia un missatge tipus Route 
Error (RERR). Si encara es necessita el camí, el node origen torna a començar 
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el procés de descoberta de camins, i si es donés el cas, els missatges de 
dades s’emmagatzemarien al buffer mentre es busca una nova ruta.  
 
Un node que està a un camí actiu haurà de transmetre periòdicament un 
missatge tipus “Hello”, tot i que degut al consum de bateria, també es poden 
aplicar altres polítiques, per exemple, si una transmissió falla dues vegades pel 
mateix camí, es pot considerar com a trencat, aquesta política es coneix com 
Link Layer Notification (LLN). 
 
 
2.2.4.1 TinyAODV 
 
Tiny AODV és una implementació minimalista de l’algoritme AODV. Tot i que a 
la versió 2 només un node podia ser el destí de les transmissions de dades, a 
la versió 3 ja es poden comunicar qualsevol parell de nodes de la xarxa. 
 
Si s’ha de transmetre un paquet s’utilitza el mètode de descoberta de rutes, i 
implementa també un mecanisme LLN per detectar errors. TinyAODV està 
enfocat a xarxes estàtiques, on no s’esperen errors, i la mètrica que s’utilitza 
per determinar el cost d’un camí es el nombre de salts a realitzar. 
 
 
2.2.4.2 NST-AODV 
 
Es tracta d’una millora sobre TinyAODV per millorar la fiabilitat i el suport a les 
xarxes dinàmiques, les seves característiques bàsiques son les següents: 
 
• S’aplica LLN per defecte, per tant, NST-AODV treballa sobre 802.15.4 en 
mode fiable, és a dir, s’envia un paquet tipus ACK cada cop que es rep 
un paquet. 
 
• Si una ruta no funciona, es reintenta fins a dues vegades. En cas que 
l’enllaç segueixi caigut, el missatge s’emmagatzema al buffer i es busca 
un nou enllaç. 
 
Altres propostes que s’ha dissenyat sobre AODV es centren en reduir la 
complexitat de la implementació del propi protocol, i deixar algunes 
característiques com a opcions 
 
 
2.2.5 Protocol  RPL 
 
El protocol RPL es basa en DAGs (Directed Acyclic Graphs). La diferència 
principal entre el sistema DAG i un sistema en arbre és que en un DAG, es pot 
escollir diversos veïns com a parents. L’únic requeriment en aquest sentit és 
que el parent d’un node sempre ha de tenir un rang superior del node. Un rang 
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normalment expressa la posició d’un node relativa a l’arrel, i pot estar relacionat 
amb el cost del camí. 
 
RPL està enfocat de manera natural a comunicacions tipus punt-multipunt o 
multipunt-punt, i tot i que es suporten connexions punt a punt, no seran 
òptimes. 
 
El DAG es construeix mitjançant uns missatges multicasts anomenats DIO; 
aquests inclouen el rang, els valors utilitzats per calcular el cost del camí i 
l’identificador DAG entre altres camps. Per poder unir-se a un DAG, un node 
escolta els missatges DIO, i n’escull un subgrup com a parents, per altra banda, 
també pot escollir algun node del mateix rang com a germà. 
 
 
 
 
Fig. 2.2.5 Exemple d’un sistema DAG, el node 7 ha escollit el node 2 i 3 com a 
parents,  suposant que el node 4 i 6 tenen el mateix rang que el 5, aquest els 
pot escollir com a germans. 
 
 
A RPL, la ruta utilitzada al sistema DAG per calcular el cost vindrà determinat 
per una funció, i els seus paràmetres vindran determinats normalment per la 
mètrica i un objectiu, com podria ser, el cost a nivell de bateria utilitzat pels 
nodes. 
 
 
2.3 Encaminament basat en font vs encaminament salt a salt 
 
Abans de procedir a comparar purament les dues metodologies 
d’encaminament anomenades, passem primer a fer una breu explicació 
d’ambdues.  
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L’Encaminament basat en font,  més conegut com a source routing, es basa en 
que la font del missatge decideix, total o parcialment, tot el camí que seguirà el 
paquet fins al seu destí. Per tant, s’assumeix que la font conèix tota la xarxa i 
que pot especificar el millor camí possible. En el cas que la font decideixi la ruta 
íntegre que el paquet de dades seguirà, parlarem de Encaminament basat en 
font Estricte (Strict Source Routing). 
 
Per altra banda, a l’encaminament salt a salt, el paquet només conte la direcció 
final, i cada node determinarà de manera automàtica el següent salt al que 
reenviarà el paquet. Per tant, en aquest mètode, no és necessari que la font 
conegui tota la xarxa ni els encaminaments òptims, sinó que cada node haurà 
de saber com arribar al següent salt, i així successivament fins al destí. 
 
Passem ara a veure en forma de taula les principals diferències entre les dues 
metodologies: 
 
Encaminament basat en font Encaminament salt a salt 
La font decideix una part de la ruta o la 
ruta sencera fins al destí. 
 
 
La font pot imposar un camí alternatiu 
en cas de congestió a la xarxa. 
 
 
 
 
Els nodes intermitjos poden ser molt 
més simples, ja que només han de 
llegir la ruta i reenviar. 
 
La font ha de conèixer tota la xarxa, o 
bé tot el camí que interessi. 
 
 
 
Presenta vulnerabilitats, és a dir, el 
protocol permet forçar els paquets a 
passar per un cert node i obtenir així la 
seva  informació. 
 
La font només indica el destí i cada 
node s’encarrega de decidir el següent 
salt. 
 
Cada node sempre l’enviarà al salt 
que tingui a la seva taula 
d’encaminament, que s’actualitza de 
manera dinàmica en funció de l’estat 
de la xarxa. 
 
Els nodes intermitjos han de ser mes 
complexes per prendre totes les 
decisions d’encaminament. 
 
La font només cal que conegui el 
següent salt, igual que tots els nodes 
intermitjos. 
 
 
Difícil o impossible de hackejar, ja que 
no es té poder sobre les decisions 
d’encaminament. 
 
Fig. 2.3 Taula de diferencies entre Source Routing i hop-by-hop routing 
 
 
Per tant, i avaluant els 2 mètodes, el nostre estudi assumirà que es fa servir 
source routing, ja que considerem que és el mètode més adient, ja que els 
sensors són uns dispositius molt simples i pretenem que prenguin el nombre 
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mínim de decisions, reduint els seus requeriments sobre la seva funcionalitat i 
memòria. 
 
Alguns protocols, com el RPL, contemplen l’opció d’utilitzar source routing com 
a mètode d’encaminament. 
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CAPÍTOL 3. MECANISMES PROPOSATS I 
ASSUMPCIONS 
 
En aquest capítol es pretén detallar el propi estudi, la seva fonamentació en 
conceptes, els seus principis bàsics i finalment les assumpcions que s’han dut 
a terme per tal de realitzar-ho. 
 
3.1 Fonament de l’estudi 
 
 
Tots els mecanismes d’encaminament que hem vist al capítol anterior tenen un 
denominador comú, els identificadors únics. Ja pot ser una adreça IP o MAC, 
localitzadors geogràfics, o informació relacionada amb la topologia, però cada 
sensor en posseeix un d’únic. A les xarxes tipus 802.15.4 aquests identificadors 
com ja hem dit, consten de 16 bits, en la seva versió més curta. 
 
La possible millora que es pretén estudiar en aquest TFC consisteix a introduir 
uns identificadors de caràcter local per tal d’encaminar el paquet entre dos 
nodes, assumint que els nodes fan servir un encaminament tipus source-
routing, on recordem que els no prenen decisions d’encaminament i no han de 
guardar taules d’encaminament tampoc. 
 
Així doncs, dos nodes serien capaços d’intercanviar dades mitjançant només 
aquests identificadors locals, més curts que els identificadors de xarxa, i per 
tant minimitzar la mida dels paquets a transmetre, i maximitzant 
conseqüentment la bateria. 
 
 
3.2 Relació de veïnatge 
 
Primer de tot, hem de definir la tria de veïns en el nostre protocol proposat, i 
quina relació mantindran entre ells. 
 
Abans de començar, hauríem de fer una distinció, entre veïns electromagnètics 
i veïns lògics. Així doncs els veïns electromagnètics son tots aquells que estan 
dins del rang de transmissió/recepció d’un sensor, i els veïns lògics son aquells 
als que estem connectats directament i al qual li proporcionem un identificador. 
El nombre de veïns electromagnètics, simplificant el model de radioenllaç,  
podria ver donat per una expressió com aquesta: 
 
Veïns
 electromagnètics  = f(densitat, Pt)                             (3.1) 
 
On Pt és la potència de transmissió d’un node. 
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A partir d’ara, farem servir la denominació “veïns” per referir-nos als veïns 
lògics, i veïns electromagnètics per a la resta. 
 
Així doncs, definim la nostra relació de veïnatge com un enllaç unidireccional, 
és a dir, que un node ‘A’ sigui veí d’un node ‘B’ no significa el contrari. A part 
d’això, un node haurà de conèixer tots els ID dels seus veïns. 
 
Al nostre projecte, hem decidit dos criteris diferents per tal d’escollir els veïns i 
estudiar amb aquests 2 criteris els diferents resultats obtinguts. Aquests criteris 
seran, per una banda, escollir els veïns més propers (“veïns propers” d’aquí en 
endavant) i per altra, uns veïns aleatòriament (“veïns aleatoris” d’aquí en 
endavant). Tots 2 criteris compliran amb les característiques abans citades. 
 
3.2.1 Veïns propers 
 
En aquest primer criteri, un sensor escollirà com a veïns els seus nodes més 
propers, tants com veïns pugui tenir. Més endavant, veurem exactament el 
nombre de veïns possibles. 
 
Segons aquest criteri, podrem aplicar una altra millora als nostres sensors, 
reduint la potència Pt  un cop coneixem el rang màxim del nostre veí més 
llunyà, aquesta nova potència adaptada, ‘Pa’, permetria encara reduir més el 
consum de bateria. 
 
 
 
 
Fig. 3.1.2.1 Esquema de potència amb veïns propers. 
 
 
A la figura, els nodes representats amb color groc serien els veïns 
electromagnètics, i Pt seria la potència inicial, (i màxima) a la que dona abast el 
node. Un cop escull els seus veïns, a la imatge de color blau, reduiria la seva 
potència a Pa  per tal d’estalviar energia. 
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3.2.2 Veïns aleatoris 
 
L’altre criteri seria escollir els veïns sense tenir en compte la seva distància al 
node, sinó simplement de manera aleatòria dins del rang de Pt. Aquest mètode 
no ens permetria reduir Pt en un principi, però potser ens permetria reduir el 
nombre de salts que un missatge ha de realitzar a través de la xarxa gràcies a 
que els seus veïns estaran més repartits. Al capítol de simulacions i resultats 
veurem si aquest fet succeeix o no. 
 
Un cop escollits els criteris, ens hem de plantejar un dels problemes de les 
xarxes source routing, que no és altre que els problemes de connectivitat quan 
la xarxa varia, és a dir, un node canvia de posició, s’afegeix o s’extreu un node, 
etc. 
 
Per tant, per solucionar aquest inconvenient, idealment hauríem de realitzar el 
procés de descoberta de veïns periòdicament cada temps Tp, on aquest temps 
vindria condicionat per les pròpies característiques de cada xarxa en concret. 
En aquest estudi però, assumirem que la nostra xarxa de sensors es manté 
estàtica durant tot el temps. De fet, hi ha moltes aplicacions de les xarxes de 
sensors on els nodes es mantenen estàtics (p. ex. monitorització ambiental, 
control industrial, etc) 
 
 
3.2.3 Nombre de veïns 
 
Aquest punt és molt important, a l’hora de realitzar el nostre estudi. Fins ara 
hem parlat de reduir els ID’s dels sensors, però el que ens hem de preguntar és 
fins a quin punt els podem reduir. 
 
Un ID de n bits ens permet identificar un total de veïns de 2n veïns, però dins 
d’aquest conjunt s’han de tenir en compte certs factors: 
 
• És aconsellable reservar una adreça o identificador de tipus 
broadcast ja sigui per senyalització o per qualsevol altre fet que 
requereixi avisar a tots els veïns alhora. 
 
• Cada node haurà de tenir el seu propi ID local 
 
Per tant, a la realitat disposem de 2n -2 veïns per cada n bits utilitzats. A més, 
el valor de n condicionarà les taules d’encaminament (a major valor de n més 
grans seran) i també les capçaleres dels paquets, però un valor de n  més 
elevat ens proporcionarà segurament més connectivitat i és possible que 
redueixi el nombre de salts a realitzar per les dades. 
 
Tenint en compte tots aquest factors, vam arribar a la decisió d’agafar un valor 
de n=3. Això ens representaria un total de 23 - 2 = 6 veïns. 
 
Un dels motius és que hi ha diversos estudis de topologia de xarxes que 
indiquen que més de 4 veïns asseguren un alt grau de connectivitat a la xarxa, i 
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que un nombre de veïns major a 7 no varia la connectivitat en excés. D’altra 
banda, una tria de 6 veïns més el propi identificador del sensor, ens permet 
assumir una tesselació de tipus hexagonal amb els nostres veïns, seguint 
aquest esquema: 
 
 
 
Fig. 3.1.2.2 Esquema de tesseelació hexagonal 
 
 
De totes maneres, en el projecte considerem alternatives als 6 veïns proposats 
inicialment, com les següents propostes: 
 
• n=3 bits, però 7 veïns, seguint un esquema de 7 veïns, en aquest cas 
obviaríem el nostre ID local i només reservaríem una adreça per 
broadcast. 
 
• n=2 bits, per tant 2n – 2 = 2 veïns, però com en el cas anterior ometríem 
l’identificador local que empraríem en el nostre propi sensor, donant lloc 
a 3 veïns 
 
• n=4 bits, un total de 2n-2 = 14 veïns, en aquest cas si que reservem 
l’adreça de broadcast. 
 
Totes aquestes propostes s’han de comparar a l’actual de 16 bits, que 
representa un total de 216 – 2 = 65.534 possibles veïns, o el que podríem 
considerar com a equivalent, tots els nodes a l’abast de Pt .  
 
 
3.3. Assignament d’ID’s 
 
Un cop plantejat i solucionat el tema dels veïns, ens hem de plantejar el tema 
de l’assignament dels ID’s locals de cada veí, és a dir, dissenyar un algoritme 
que realitzi aquesta tasca tal i com nosaltres volem. 
 
L’objectiu d’aquest algoritme es crear una taula de routing que contingui els 
ID’s locals que un node haurà de reutilitzar per reenviar les dades als seus 
veïns 
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3.2.1 Nomenclatura i procediment 
 
Primer de tot hem d’especificar la nomenclatura que utilitzarem a partir d’ara, 
per no confondre els identificadors que s’assignaran. Serà la següent: 
 
Identificador únic de cada sensor: ID_unic_A Serà l’dentificador únic de 16 bits 
corresponent al sensor A 
Identificador local de cada sensor: ID_local_A_perB . Es tracta de l’identificador 
local que li ha sigut assignat al node A pel node B. 
 
 
3.2.1.1 Procediment 
 
Per començar, un node ‘a’ assignarà a tots els seus veïns un identificador local. 
En principi no hi haurà cap premissa inicial sobre quin node és el que comença 
a repartir identificadors i quins identificadors assigna, simplement cada 
identificador local ha de ser únic (per lògica). Posteriorment, el node ‘b’ al que 
se li acaba d’assignar un identificador, li assignarà un al node ‘a’ 
 
Així doncs, un cop fet aquest procés tindrem tot un seguit d’identificadors de 
l’estil:  ID_local_i_perA, on i es cada veí del node ‘a’, i també tot un seguit de 
ID_local_A_peri , es a dir, tots els identificadors que els diferents veïns li han 
assignat al sensor ‘a’. 
 
Per tant, un cop realitzat aquest primer pas, cada node tindrà una taula 
d’encaminament local amb un màxim de ‘x’ veïns, segons el cas que estem 
estudiant en aquell moment, ja sigui 3, 6 , 7 o 14 entrades, i cada entrada tindrà 
aquest format: 
 
 
 
             
 
Fig. 3.2.1.1 Exemple entrada d’una taula d’encaminament 
 
 
A partir d’aquí podríem extreure uns primers càlculs sobre la mida de les taules 
d’encaminament segons el nombre de bits dels ID locals, seguint l’expresió: 
 
 
Nombre_bits_taula = Nombre_veïns (2xnombre_bits_ID_local + 16 bits)  (3.2.1) 
 
 
Així doncs, obtindríem els següents valors: 
Per a 3 veïns: Nombre_bits_taula= 3 ( 2 x 2 + 16 ) = 60 bits 
Per a 6 veïns:  Nombre_bits_taula= 6 ( 2 x 3 + 16 ) = 132 bit 
Per a 7 veïns: Nombre_bits_taula= 7 ( 2 x 3 + 16 ) = 154 bits 
Per a 14 veïns: Nombre_bits_taula= 14 ( 2 x 4 + 16 ) = 336 bits 
 
ID_unic_A -  ID_local_i_perA - ID_local_A_peri
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3.2.1.2 Impediments 
 
Aquest algoritme, però, presenta un problema que caldria resoldre. Observem 
el següent exemple: 
 
 
 
Fig. 3.2.1.2 Exemple d’ambigüitat 
 
 
En aquesta figura, el node A reenvia un missatge al node B. Els identificadors 
utilitzats son els següents: 
 
ID_local_A_perB : 1   ID_local_B_perA : 1 
 
Al tractar-se d’una xarxa sense fils, tots els nodes a l’abast de la Pt reben el 
paquet, en aquest cas els nodes que el reben son el B, C, E i D. Veiem quins 
identificadors locals s’han assignat els nodes D i F: 
 
ID_local_D_perF: 1    ID_local_F_perD: 1 
 
Per tant, el node D també processaria el paquet pensant-se que l’ha enviat el 
node F i que ell és el destí. Això provocaria que el paquet fos encaminat cap a 
dos llocs diferents, cap al destí i cap algun lloc remot de la xarxa. A la pràctica, 
això suposa una pèrdua de recursos i una possible confusió de paquets al 
arribar al destí. 
 
Per calcular la probabilitat que succeeixi aquest fet, hem de calcular primer la 
probabilitat de que dos sensors s’assignin el mateix identificador local, 
l’anomenarem probabilitat de conseqüència Pc. Ja podem deduir que Pc vindrà 
donada pel nombre de veïns sobre els que estem treballant, i seguirà la 
següent expressió: 
 
 
            (3.2.2) 
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Si tenim ‘x’ veïns, un d’ells és la referència dels IDs, i tota la resta pot provocar 
possibles casos d’ambigüitat. Aquesta probabilitat d’ambigüitat tindria 
l’expressió:  
 
Pambigüitat = (nombre_veïns – 1) x Pc            (3.2.3) 
 
 
Passem a calcular les diferents probabilitats en funció del nostre nombre de 
veïns: 
 
3 veïns: Pc = (3 – 1) x [ (1/3) x (1/3) ] = 0.2222  
6 veïns:  Pc = (6 – 1) x [ (1/6) x (1/6) ] = 0,1388 
7 veïns:  Pc = (7 – 1) x [ (1/7) x (1/7) ] = 0,1224 
14 veïns:  Pc = (14 – 1) x [ (1/14) x (1/14) ] = 0,0663 
 
Aquest problema no és de fàcil resolució, i aquesta s’escapa de l’àmbit 
d’aquest projecte, per tant en aquest cas assumirem que al nostre estudi 
existeix un protocol d’assignament d’IDs perfecte que provoca que aquest 
fenomen d’ambigüitat no es produeixi en la nostra xarxa WSN. 
 
 
 
 
3.4 Encaminament 
 
 
Un cop hem tots els nodes tenen el seu ID_únic_i el seu ID_local_i_perY, 
podem procedir a encaminar el nostre paquet de dades. 
 
La direcció de destí utilitzada per enviar el nostre paquet ha de ser 
obligatòriament la ID_únic_i, per evitar ambigüitats en aquest aspecte, i doncs 
hem d’aconseguir encaminar el nostre paquet fins a un veí que tinguí el nostre 
destí a la seva taula d’encaminament local. 
 
En aquest moment, hi ha diverses possibles vies per enfocar l’encaminament 
de la xarxa WSN: 
 
 
3.4.1 Proposta 1 : Supernode 
 
El primer inclou el paper d’un supernode. Aquest es tractaria d’un node que 
coneix totes les taules d’encaminament locals, i que a més a més coneix els 
camins òptims, mitjançant un algoritme de Dijkstraa. El node que es disposés a 
enviar dades hauria d’enviar una petició al supernode, i aquest li respondria 
amb tota la informació sobre l’encaminament que el paquet hauria de seguir. 
Per tant, seria imperatiu que tots els nodes coneguessin el camí fins al 
supernode. 
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3.4.2 Proposta 2: Descobriment de rutes per flooding 
 
Una altre alternativa consisteix en un mètode d’inundació com els que havíem 
vist al capítol 2. Un node disposat a transmetre enviaria un paquet de 
descobriment a la xarxa, utilitzant l’adreça de broadcast reservada i el seu 
ID_unic_i com a font. 
 
Els nodes veïns que rebessin el paquet afegirien l’ID_local_y_peri (és a dir, l’ID 
que el node font els ha assignat) i reenviarien el paquet. Aquest procés es 
reproduiria fins a arribar al destí, on el paquet contindria tots els IDs locals dels 
nodes pels que ha passat. 
 
Un cop el paquet de descobriment ha arribat, el node destí utilitzaria els 
ID_locals que contindrà el paquet de descobriment per enviar un missatge 
unicast com a resposta a la font que ha enviat el paquet de descobriment. 
 
 
 
 
Fig. 3.3.1 Exemple d’encaminament utilitzant flooding 
 
 
Veiem aquest exemple, el node B necessita enviar dades al node F, envia un 
missatge de descobriment a tota la xarxa amb els camps origen = ID_unic_B i 
destí ID_únic_F, i al camp d’ID local de destí escriu la direcció broadcast. 
 
La figura 3.3.1 ens indica el camí verd com a camí d’anada del paquet, i el lila 
com a tornada. El Node A afegeix el ID_local_A_perB, en aquest cas 1, i 
reenvia el missatge. D el rep i afegeix el ID_local_D_perA, es a dir, 3. 
Finalment, el missatge de descobriment arriba a F, que reconeix el seu 
ID_únic_F com a destí i afegeix el ID_local_F_perD, 1. Així doncs el nostre 
missatge de descobriment queda marcat per un camí 1, 3, 1. 
 
El següent pas es que el node F reenviï el missatge amb els següents camps: 
ID_unic_F com a origen, ID_unic_B com a destí i l’ID_local_D_perF i 
l’ID_local_F_perD com a destí i origen locals. Juntament amb la informació 1, 
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3,1 com a camí que ha de seguir el paquet. Així el paquet arriba exclusivament 
al node B que ja coneix el camí fins al F. 
 
Una possible millora sobre aquest algoritme, seria la possibilitat de poder 
eliminar l’ID_local del conjunt d’IDs locals marcats al camí, estalviant així 2, 3, o 
4 bits en funció dels veïns que estiguem estudiant per node, per a cada node. 
Aquesta millora de totes formes no és aconsellable, ja que anul·laria la 
possibilitat de respondre a l’origen confirmant la recepció de les dades.  
 
Al nostre projecte assumirem el primer cas, l’existència d’un supernode que és 
el que controla tots els encaminaments, optimitzats mitjançant un algoritme de 
Dijkstraa que permet minimitzar el nombre de salts que un missatge realitzarà a 
través de la xarxa. 
 
 
3.4.3 Rutes pre-planificades 
 
Existeix una altra alternativa que consisteix en introduir manualment o de 
manera pre-planificada l’encaminament desitjat als sensors. És a dir, es té un 
coneixement previ de la xarxa i a partir d’aquest coneixement s’han 
predissenyat els camins que comunicaran tots els sensors entre ells, i les 
taules de cada sensor són introduïdes per tal que es segueixi el disseny 
planificat, prescindint de qualsevol automatisme. 
 
 
En el projecte s’assumeix que un node disposa de la ruta completa fins al destí, 
sigui perquè aquesta ha estat descoberta (3.4.2) o be perquè s’ha pre-planificat 
(3.4.3) 
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CAPÍTOL 4. SIMULADOR 
 
4.1 Plantejament inicial 
 
Per tal de realitzar tot l’estudi que es proposa en aquest document, és 
necessari com ja hem comentat construir un simulador a mida per a realitzar 
els càlculs. Veiem ara tota la part del treball en relació amb aquest simulador. 
 
4.1.1 Tria de codi 
 
Inicialment, el primer que ens vam haver de plantejar alhora de pensar en un 
possible disseny del simulador per tal de realitzar tot l’estudi necessari, era 
òbviament el d’escollir quin llenguatge de programació utilitzaríem.  
 
Les opcions principals que vam considerar foren java,  C++ i  C#. Per pendre 
una decisió, es va tenir en compte com plantejaríem el programa i quin tipus de 
codi ens facilitaria mes aquest plantejament, tenint en compte aspectes com el 
treball amb fitxers, les estructures de dades o la simplicitat del propi llenguatge. 
 
A l’inici, es va plantejar el programa amb C++, sobretot degut a l’existència de 
programari del mateix àmbit realitzat amb aquest codi. Però finalment hi va 
haver bàsicament dues raons per les quals al es va utilitzar el llenguatge C#. La 
primera, que hi estava familiaritzat, i la segona, l’existència de taules de hash, 
cosa que en un principi permetia organitzar i manipular amb molta mes facilitat 
totes les dades que en un principi s’utilitzarien. 
 
A més a més, un altre avantatge de què disposava aquest llenguatge es la 
llicència que la UPC té per instal·lar i executar l’entorn .net 
 
 
4.1.2 Dades introduïdes i dades obtingudes 
 
Un cop teníem clar el codi a emprar, vam analitzar quins són tots els 
paràmetres que ens interessava estudiar per a realitzar el nostre estudi, i fins i 
tot quins no sent totalment necessaris ens facilitarien l’anàlisi de resultats.  
D’altra banda també havíem de tenir clar quines dades havíem de proporcionar 
per tal d’acotar en cada cas la simulació a realitzar, així doncs, el següent pas 
era una relació entre dades introduïdes i dades obtingudes. La relació final va 
ser la següent: 
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Dades introduïdes Dades obtingudes 
 
• Dimensions 
• Nombre de nodes 
• Tipus de simulació 
• Radi 
• Veïns 
 
 
• Sensors desconnectats 
• Nombre de salts totals 
• Nombre de veïns totals 
• Distància màxima a l’últim 
veí 
 
 
Fig. 4.1.2 Taula de relació entrada/sortida de dades del simulador 
 
 
Passem a analitzar aquesta relació. Les dimensions del recinte suposat són un 
valor obligat a introduir, que especifica la mida del recinte, que sempre tindrà 
forma quadrada. El següent valor obligat és el nombre de nodes a introduir. 
Aquest és un valor clau que analitzarem al capítol de simulacions i resultats, 
però simplement cal remarcar que els resultats d’una xarxa amb una densitat 
molt baixa de sensors són molt diferents que una xarxa molt densa. En aquest 
requadre simplement introduirem el nombre de sensors que hi haurà al recinte. 
 
El següent punt a marcar és el tipus de simulació que volem fer. Hi ha 4 
opcions: 
 
• Tipus 1: simulació de nodes sense límit de radi però amb límit de 
veïns 
• Tipus  2: simulació de nodes sense límit de veïns, amb límit de radi 
• Tipus 3: simulació de nodes amb límit de radi i veïns, escollint els 
veïns propers 
• Tipus 4: simulació de nodes amb límit de radi i veïns, escollint els 
veïns aleatòriament. 
 
Quan al nostre simulador parlem de radi, a la realitat estem parlant de l’abast 
de la potència de transmissió que al capítol 3 hem definit com a Pt. 
 
Un cop definit el tipus de simulació que haurem d’introduir, si s’escau, el radi i 
el nombre màxim de veïns que definirem. En el primer cas haurem d’introduir 
els veïns, en el segon el radi, i en el tercer i el quart haurem d’introduir els 2 
paràmetres. 
 
Pel que fa als resultats, els sensors desconnectats es un valor que ens 
permetrà conèixer el grau de connectivitat de la nostra xarxa. El nombre de 
salts ens permetrà calcular la mitjana de salts realitzada per un paquet entre 2 
nodes qualsevol i posteriorment, l’energia utilitzada en mitjana per aquest 
paquet al viatjar per la xarxa. El nombre de veïns totals serà un indicador de la 
connectivitat d’un node, i la distància màxima  a l’últim veí, que se’ns mostra al 
final com a mitjana per a tots els nodes, és un valor que només s’obté en una 
simulació de tipus 3, és a dir, limitant el radi i els veïns propers. Ens servirà 
més endavant per poder calcular l’estalvi d’energia utilitzant una potència 
adaptada Pa 
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4.1.3 Interfície  
 
 
Veiem ara la nostra interfície per tal de visualitzar més clarament les dades. 
 
 
 
Fig. 4.1.3 Interfície gràfica del simulador. 
 
 
Veiem ara la llegenda d’aquesta figura: 
 
1. Dimensions del recinte 
2. Nombre de nodes 
3. Tipus de simulació 
4. Radi (si cal) 
5. Nombre màxim de veïns (si cal) 
6. Distància límit mitjana a l’últim veí i nombre de veïns totals de tots els 
nodes. 
7. Nodes desconnectats en tota la simulació 
8. Nombre de salts de cada node fins a connectar amb la resta de nodes 
 
 
Adicionalment, també obtenim dades que en un principi no són d’interès directe 
pel nostre projecte, com per exemple la localització de cada sensor al recinte, o 
una matriu “matriu_de_veïns” on ens indica la relació de veïnatge lògica de 
l’últim sensor simulat, i també la matriu de  Dijkstraa de l’últim sensor analitzat. 
Els diferents botons que observem al centre són per realitzar diverses funcions. 
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El botó ‘Go’ ens genera tots els nodes que haguem introduït a l’espai i ens 
calcula la seva taula de veïnatge. El botó ‘Go’ Automàtic repeteix aquest procés 
un nombre de vegades que nosaltres hem definit al codi del programa, per 
defecte 15. 
 
El botó ‘Dijkstraa’ calcula l’algoritme de Dijsktraa per a tots els nodes que tenim 
i als quals prèviament els haurem calculat la taula de veïnatge, i el botó 
automàtic fa la funció del botó ‘Go’ i el botó ‘Dijkstraa’  tantes vegades com 
haguem definit al codi. És a dir, ens fa la simulació completa. 
 
Aquest és el botó utilitzat normalment, i la resta són bàsicament utilitzats com a 
eina d’anàlisi més concreta o quan només interessa obtenir certs resultats de 
manera ràpida. 
 
Finalment, el botó ‘Reseteja’ neteja totes les taules per poder realitzar una altre 
simulació. 
 
4.2 Disseny i funcionament 
 
Passem a veure ara un esquema que ens mostra el funcionament del nostre 
programa per tal d’obtenir les dades que ens interessen a partir de les dades 
que nosaltres mateixos introduïm: 
 
 
Fig. 4.2.1 Diagrama de funcionament del simulador 
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4.2.1 Primera part 
 
 
El primer pas és la generació dels sensors al recinte, mitjançant les dades 
introduïdes, i d’una funció ‘”Random’ que inclou la llibreria C#, podem omplir 
l’espai de sensors de manera aleatòria. 
 
decimal1 = random.Next(0,99); 
decimal2 = random.Next(100, 100); 
enter1 = random.Next(0, (int)radi); 
d1 = (decimal1 / decimal2); 
d1 = enter1 + d1; 
 
  
Aquest és l’exemple de la generació de la primera coordenada del sensor. La 
part entera és un valor aleatori dins del radi que hem introduït, i la part decimal 
és un nombre totalment aleatori generat a partir d’uns altres dos nombres 
aleatoris. 
 
Quan s’acaben de generar les coordenades de tots els sensors,aquestes es 
guarden en una matriu de dades anomenada taulareal per ser tractades 
posteriorment. 
 
La següent operació que es realitza és la de calcular la distància entre tots els 
nodes. Això es fa mitjançant una funció anomenada calculadistàncies, 
que rep per paràmetre la matriu de nodes anteriors i realitza el teorema de 
pitàgores per trobar la distància entre ells. D’aquesta manera, obtenim una altra 
matriu anomenada matriudistancies. 
 
En aquest moment, si l’opció que hem escollit per a la simulació és la de veïns 
propers, el programa executarà la funció calculalimit, on agafa la matriu de 
distàncies i l’ordena, i posteriorment agafa el valor límit en funció dels veïns que 
haguem escollit. És a dir, si hem introduït 6 veïns, escollirà com a límit el 6è 
valor més alt. Aquest valor és printat pel programa per tal de realitzar càlculs 
posteriorment. 
 
 
  public void calcula_limit(double[,] dist, int limitveins) 
{ 
          … 
     limit[h] = dist[h, limitveins]; 
    … 
} 
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4.2.2 Segona Part 
 
 
El següent pas, un cop tenim la matriu de nodes, la de distàncies i la que ens 
marca el límit de cada node, és executar la funció calculaveins aux. La 
funció té els següents paràmetres d’entrada: el tipus de simulació escollida,  el 
radi i els veïns.  I pot ser que en funció de quina sigui la simulació, els veïns o 
el radi siguin valors nuls. 
 
El que fa la funció és analitzar la simulació que s’està produïnt i en funció 
d’aquesta aplica certs criteris a l’hora de crear les matrius de veïnatge. Veiem 
els criteris en forme de pseudocodi: 
 
 
• Cas 1: Sense límit de radi amb límit de veïns. 
 
For (tots els sensors) 
Recorrem la seva matriu de distàncies 
If (distància < distància límit) 
Veí=true; 
Else 
Veí=false; 
 
 
• Cas 2: Sense límit de veïns amb límit de radi. 
 
For (tots els sensors) 
Recorrem la seva matriu de distàncies 
    If (distància < radi) 
     Veí=true; 
Else 
Veí=false;  
 
 
• Cas 3: Nombre de veíns concrets més propers amb límit de radi. 
 
For (tots els sensors) 
Recorrem la seva matriu de distàncies 
If (distància < radi & distància < 
distàncialimit) 
     Veí=true; 
Else 
Veí=false;  
 
 
• Cas 4: Nombre de veíns concrets aleatòris amb límit de radi. 
 
For (tots els sensors) 
Recorrem la seva matriu de distàncies 
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    If (distància < radi & nombredeveins < 
nombre de veíns màxim) 
     Veí=true; 
Nombredeveins ++; 
Else 
Veí=false;  
 
 
En tots aquests casos,  la variable veí es guarda en una matriu matriuveins 
formada per ‘1’ i ‘0’ que ens indica els veíns directes, és a dir, els que es 
trobaran a un salt de distància del nostre sensor. 
 
 
4.2.3 Tercera Part 
 
Finalment, el que queda un cop tenim les matrius de veïns de cada sensor és 
trobar la connectivitat entre tots ells. Això es fa mitjançant l’algoritme de 
Dijsktraa, que s’utilitza alhora també per definir el camí més curt (o menys 
costós) entre els nodes. 
 
Aquesta funció es la part més complexa. El que fem primer és agafar la matriu 
de veïns i convertirla en una matriu de costos. El procés és simplement 
mantenir els ‘1’ i canviar els ‘0’ per ‘999’, que serà el cost que assignarem a dos 
nodes desconnectats. 
 
Posteriorment, hem de realitzar el propi algoritme de Dijsktraa, que consisteix 
bàsicament en les següents accions: 
 
1. Escollir un node 
2. Buscar un node veí amb el cost mínim al node, i el guardar a un vector 
M[ ] amb tots els que anirem utilitzant 
3. Actualitzar la taula de camins, afegir com a nodes connectats tots 
aquells nodes als que abans no s’hi tenia connectivitat i ara a través del 
nou veí escollit si que se’n té. 
4. Repetir aquest procés fins que tots els nodes formen part de M [ ] 
5. Repetir tots els passos per tots els nodes. 
 
Un cop hem realitzat l’algoritme de Dijkstraa per un node, els seus resultats es 
guarden, I s’avaluen de la següent manera: 
 
Si un valor del Dijsktraa és 999, es considera que existeix una desconnexió 
entre els nodes. La resta de valors, que ens indiquen el nombre de salts entre 
els nodes, es sumen normalment. Veiem aquí el tros de codi que s’encarrega 
d’avaluar els resultats del Dijkstraa: 
 
for (int ñ = 0; ñ < num_sensors; ñ) 
{ 
if (Dijkstraa[(num_sensors - 1), ñ] == 999) 
{ 
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desconectat++; 
} 
else  
{ 
valor = Dijkstraa[(num_sensors - 1), ñ]; 
contadorsalts[valor]++; 
} 
} 
 
Un cop hem executat la funció amb tots els sensors, el programa acumula els 
resultats de tots ells i finalment els printa per pantalla.
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CAPÍTOL 5. SIMULACIONS I RESULTATS 
 
 
En aquest capítol passarem veurem finalment els càlculs de l’estudi proposat, 
juntament amb les gràfiques dels diferents valors a estudi per posteriorment 
extreure’n conclusions. 
 
 
5.1 Justificació dels valors utilitzats 
 
Els valors utiltizats a la nostra simulació estan basats en els  criteris indicats en 
aquesta secció. 
 
Totes les simulacions tindràn com a costat del recinte una mida de 10.  
 
El radi de transmissió inicial d’un node és considerat com a un valor d’1, per tal 
de simplificar els càlculs. Per tant, treballarem amb un radi unitari per a tots els 
escenaris. 
 
Respecte al nombre de nodes de cada simulació, un valor clau alhora de 
plantejar els escenaris, s’ha de tenir en compte les densitats amb les que es 
treballarà. El criteri en el que ens hem basat a l’hora d’escollir els valors de 
densitat és el del nombre mitjà de veïns esperat, seguint la següent deducció: 
 
Si hem dit que disposem d’un quadrat de dimensions 10 x 10, això significa que 
la seva àrea és de 100m2. Per altra banda, tenim l’àrea de cobertura del nostre 
node; si el seu radi de transmissió és 1, la seva àrea de transmissó serà de: 
 
 
Àrea de cobertura = pi · r2 = pi · 12 = pi m2  (5.1.1) 
 
 
Per tant, si definim ‘x’ com el nombre de veïns mig que tindrà un node, i ‘N’ el 
nombre de nodes que hi ha d’haver al recinte, hem d’aplicar la fórmula següent: 
 
 
N = (100/ pi) · x     (5.1.2) 
 
 
Els valors de ‘x’ que utilitzarem son tots els enters entre 1 i 15, així a cada 
densitat tindrem un valor mitjà de veïns esperat conegut. Veiem doncs a la 
següent taula els resultats del total de nodes que hem d’aplicar a cada 
simulació, i la densitat de nodes al recinte: 
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Valors de X 
Nombre de nodes 
"N" Aproximació 
Densitat 
[nodes/m2] 
1 31,83098862 32 0,32 
2 63,66197724 64 0,64 
3 95,49296586 95 0,95 
4 127,3239545 127 1,27 
5 159,1549431 159 1,59 
6 190,9859317 191 1,91 
7 222,8169203 223 2,23 
8 254,6479089 255 2,55 
9 286,4788976 287 2,87 
10 318,3098862 318 3,18 
11 350,1408748 350 3,5 
12 381,9718634 382 3,82 
13 413,802852 414 4,14 
14 445,6338407 446 4,46 
15 477,4648293 477 4,77 
 
Fig. 5.1.1 Taula de densitats i nombre de nodes del recinte. 
 
 
Com veiem, el nombre de nodes és un valor decimal, i com que en aquest cas 
estem parlant de sensors, l’aproximarem per l’enter més proper. 
 
A partir d’ara no parlarem de densitats, sinó de casos, el cas 1 correspondrà a 
la primera densitat, el cas 2 a la segona, i així successivament fins al cas 15, 
que correspondrà a la densitat més alta. 
 
Dins de cada cas, avaluarem els següents subcasos, ja vistos al capítol del 
simulador: 
 
 Subcàs 1: Amb límit de veïns sense límit de radi 1 
 Subcàs 2: Sense límit de veïns amb límit de radi 1 
 Subcàs 3: Amb límit de veïns, escollits de manera aleatòria i radi 1. 
 Subcàs 4: Amb límit de veïns, escollits per distància i radi 1. 
 
Veiem aquí una mostra gràfica dels subcasos: 
 
 
 
Fig. 5.1.2 Subcasos avaluats 
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Cada subcàs s’avaluarà amb 3, 6, 7 i 14 veïns, és a dir, amb 2, 3 i 4 bits 
utilitzats com a identificador local. 
 
A més a més, el subcàs que no té límit de veïns però si que té límit de radi de 
transmissió, es pot considerar com al model actual de 16 bits, ja que això 
representa un total de 216 veïns. Aquest fet a la pràctica ens comporta a parlar 
de cap restricció respecte al nombre de veïns màxim que un sensor pot tenir al 
model actual de 16 bits. D’aquí l’equivalència del subcàs. 
 
Finalment, cal comentar que cada simulació es durà a terme 15 vegades i els 
resultats d’aquestes 15 simulacions es ponderaran i se n’obtindrà una mitjana, 
que és el valor que s’utilitzarà per realitzar els càlculs finals. 
 
Passem ara a veure els resultats d’aquestes simulacions: 
 
 
5.2 Nombre de veïns lògics 
 
El primer que avaluarem serà el nombre de veïns. Aquest valor ens servirà per 
comprovar si els nostres càlculs de densitats són correctes, i si obtenim els 
valors esperats, o en cas contrari hi ha algun error de càlcul a les nostres 
densitats i hem de variar els valors. Veiem doncs el gràfic: 
 
 
  
 
Fig. 5.2.1 Gràfica del nombre de veïns en funció de la densitat. 
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Podem veure que el nombre de veïns és gairebé idèntic entre veïns propers i 
veïns aleatoris. Les línies entre veïns propers i aleatoris de cada grup de veïns 
gairebé es superposa. 
 
D’altra banda també podem veure que per a densitats molt altes, tan el criteri 
de 14 veïns, com el cas en que els veïns no es limiten, el valor no arriba mai a 
poc més de 12 veïns de mitjana. Per altra banda, la resta de casos no arriben 
mai al valor teòric, i la seva gràfica puja una mica més lenta del que es pot 
esperar en principi. 
 
Aquest fenomen té la següent explicació. 
 
Abans hem calculat l’àrea de cobertura d’un node, amb un resultat de pi m2, 
pero imaginem un node que no està situat al centre del pla, sino a un extrem. Si 
un node està suposem a un extrem lateral, la seva cobertura es veuria reduïda 
a la meitat, i si imaginem un node situat a una cantonada, la seva cobertura 
seria 4 vegades més petita. 
 
Aquesta cobertura afecta de manera directa al nombre de sensors, ja que un 
node amb una quarta part de cobertura, teòricament tindrà al seu rang de 
transmissió una quarta part dels sensors que se l’hi suposa per la densitat a la 
que estiguem treballant. Aquest fet és el que provoca que el nombre de veïns 
sempre sigui inferior a l’esperat. 
 
Per altra banda, també podem observar com el nombre de veïns és gairebé 
identic sense limitar-los que en el cas d’imposar un màxim de 14 veïns.  
 
 
5.3 Connectivitat 
 
El primer  factor que avaluarem és la connectivitat de les diferents xarxes 
proposades. En principi, ja deduïm que amb densitats baixes, la connectivitat 
serà baixa degut a la limitació del radi de transmissió, però ha d’anar 
augmentant juntament amb la densitat. A més, en principi, amb identificadors 
més grans hauríem d’obtenir un grau més gran de connectivitat. 
 
Veiem doncs els gràfics resultants corresponents a aquests càlculs. 
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Fig. 5.3.4 Gràfiques comparatives de la connectivitat amb els diferents criteris i 
amb 2,3, i 4 bits. 
 
 
 
 
Fig. 5.3.5 Gràfiques comparatives escollint veïns propers i sense límit de veïns 
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Fig. 5.3.6 Gràfiques comparatives escollint veïns aleatoris i sense límit de veïns 
 
 
Com podem veure als gràfics, comencem a tenir unes densitats per sobre del 
75 % a partir de la densitat 6 (uns dos nodes per metre quadrat). Per a 
densitats més baixes, les connectivitats disminueixen basant. 
 
A més a més, podem observar com l’alternativa d’utilitzar 2 bits i 3 veïns a la 
nostra xarxa WSN queda descartada observant els paràmetres de 
connectivitat, mai per sobre del 25 %. 
 
En el cas d’escollir els veïns més propers, la diferència de connectivitat amb 
respecte a l’opció sense límit de veïns, a partir del cas 7 es fa molt petita, de 
fet, al gràfic podem veure les dues gràfiques superposades. 
 
Finalment, podem observar com en el cas dels veïns aleatoris, quan parlem de 
6 i 7 veïns, es a dir, identificadors de 3 bits, a partir de densitats una mica altes 
(a partir del cas 10 aproximadament) la connectivitat disminueix de manera 
prou considerable. Aquest resultat, a priori anti-intuïtiu, es pot explicar, tal com 
s’explica al punt 5.3.1 (a continuació). 
 
 
5.3.1. Problema de connectivitat: veïns aleatoris 
 
El problema de connectivitat amb els veïns aleatoris resideix precisament en el 
fet de l’aleatorietat dels veïns, i la probabilitat de que un node sigui escollit veí o 
no. Per exemple, situem-nos al cas 15. El cas 15, tal com hem dissenyat les 
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nostres densitats pressuposa que existeixen 15 nodes dins del rang de 
transmissió d’un node. 
 
Suposem també que ens trobem en el cas en el que estem treballant amb 6 
veïns com a màxim, escollits aleatòriament. En aquest cas, cada node té una 
probabilitat de triar a un altre com a veí de 6/15, és a dir, d’un 40 %.  
 
Per tant, existeix una possibilitat d’un 40 % de que un node no trií a un altre 
com a veí. Això per a tots els veïns que tenen nodes a rang, que com hem vist 
al punt anterior, varia en funció de la  posició d’un propi node al pla. A més, si 
un sensor està situat a una cantonada estarà a rang de pocs nodes, a 
diferència de si es troba a una posició cèntrica. 
 
En general, es pot expressar la probabilitat de ser no ser escollit com a: 
 
Pno-escollit = (1- (Nombre de veïns/Nodes a rang))i   (5.3.1) 
 
On ‘i’ és el nombre de nodes els quals et tenen dins del rang de transmissió. 
 
Anem a comprovar aquesta teoria amb un exemple: 
 
Suposem com hem dit que ens trobem al cas de 6 veïns i a la densitat 15. 
Suposarem també un node col·locat al centre. Per càlculs de densitat, aquest 
node se suposa que té 15 nodes a rang de transmissió, i que per tant, 15 nodes 
el tenen dins del rang de transmissió.  
 
 
• Exemple : Un sensor amb 15 nodes a rang: 
 
Pno-escollit= [1-(6/15)]15= 0,615 = 0,470 x 10-3 
 
 
 
Aquesta probabilitat de no ser escollit existeix per a absolutament tots els 
nodes, al contrari d’escollir veïns propers, aquí els nodes no tenen cap garantia 
de que algú els escollirà com a veïns, i aquest fet és el que al cap i a la fi 
provoca la diferència de connectivitat entre els 2 criteris (veïns propers i 
aleatoris), i que perfila el mètode d’escollir els veïns més propers com al millor 
criteri d’elecció. 
 
 
 
 
 
5.4 Nombre de salts 
 
El nombre de salts entre 2 nodes és un valor clau per calcular (tal i com veurem 
a 5.5) l’energia que s’utilitzarà per enviar un missatge, ja que a major nombre 
de salts, major serà la despesa energètica que els nodes hauran de realitzar. 
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Com hem explicat al capítol anterior, gràcies l’algoritme de Dijkstraa, que 
produeix una matriu on cada valor és el nombre de salts entre un node i un 
altre, podem calcular fàcilment la mitjana del nombre de salts.  
 
Als annexes podrem veure les taules completes que s’han obtingut d’aplicar al 
Dijkstraa a cada simulació, però passem a veure ara les taules i els gràfics 
generals: 
 
 
Cas/Densitats 
(nodes/m2) 
Limitació 
6 veïns 
propers 
Limitació 
14 veïns 
propers 
Limitació 
3 veïns 
propers 
Limitació 
7 veïns 
propers 
Limitació 
radi 1 
Cas 1 1,51 1,42 1,27 1,44 1,45 
Cas 2 2,36 2,19 2,68 2,29 2,43 
Cas 3 3,91 3,91 3,65 3,63 4,04 
Cas 4 7,83 6,47 5,33 6,3 6,72 
Cas 5 8,76 9,52 7,68 9,78 9,92 
Cas 6 10,1 9,8 8,24 10,4 10,3 
Cas 7 10,17 8,54 10,7 9,35 8,44 
Cas 8 10,43 8,29 10,21 9,11 7,9 
Cas 9 9,92 7,87 10,62 9,19 7,77 
Cas 10 10,4 7,51 12,73 9,3 7,67 
Cas 11 10,49 7,39 14,78 9,51 7,5 
Cas 12 10,58 7,23 15,24 9,56 7,22 
Cas 13 11,17 7,32 15,58 9,92 7,12 
Cas 14 11,37 7,28 16,42 10,01 6,97 
Cas 15 11,71 7,27 16,93 10,28 6,9 
 
 
Fig. 5.4.1 Nombre de salts amb veïns propers i sense amb limitació de radi 1 
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Fig. 5.4.2. Gràfica nombre de salts amb veïns propers i amb limitació de radi 1 
 
 
Cas/Densitats 
(nodes/m2) 
Limitació 
6 veïns 
aleatoris 
Limitació 
14 veïns 
aleatoris 
Limitació 
3 veïns 
aleatoris 
Limitació 
7 veïns 
aleatoris 
Limitació 
radi 1 
Cas 1 1,55 1,52 1,37 1,38 1,45 
Cas 2 2,16 2,16 2,35 2,6 2,43 
Cas 3 4,43 4,31 3,86 4,46 4,04 
Cas 4 7,75 7,03 5,68 8,18 6,72 
Cas 5 9,2 8,52 7,77 9,19 9,92 
Cas 6 9,5 9,9 8,36 9,12 10,3 
Cas 7 9,3 8,69 10,1 8,91 8,44 
Cas 8 8,86 8,38 9,08 8,57 7,9 
Cas 9 9,22 7,69 9,92 8,62 7,77 
Cas 10 8,95 7,48 9,03 8,29 7,67 
Cas 11 8,85 7,34 11,1 8,27 7,5 
Cas 12 9,17 7,25 9,16 8,29 7,22 
Cas 13 9,13 7,11 11,31 8,39 7,12 
Cas 14 8,96 7,06 10,6 8,37 6,97 
Cas 15 8,96 7,12 10,98 8,42 6,9 
 
 
Fig. 5.4.3. Nombre de salts amb veïns aleatoris i limitació de radi 1 
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Fig. 5.4.4. Gràfiques nombre de salts amb veïns aleatoris i limitació de radi 1 
 
 
En general, el que podem comprovar és que utilitzant 3 veïns els nombre de 
salts és major que amb la resta de criteris. Això unit a la poca connectivitat 
obtinguda amb les xarxes d’aquest tipus, ho perfila com a una opció poc adient. 
 
Pel que fa a la resta de criteris els valors obtinguts són els esperats. A més 
veïns més es redueix el nombre de salts, degut a que cada node té mes 
alternatives per trobar el camí òptim (a més veïns, més possibilitat d’optimitzar 
els camins). 
 
Veiem també com un altre cop la diferència entre utilitzar identificadors de 16 
bits i identificadors de 4 (14 veïns) és força petita. 
 
A més a més, també observem com en general hi ha un punt crític situat entre 
les densitats 5 i 6, i a partir d’aquest punt en general el nombre de salts 
disminueix.  Per tant, podem afirmar que, a partir d’aquest punt, un augment de 
la densitat ajuda a reduir el nombre de salts en mitja d’una trama de dades a la 
xarxa. Abans d’aquest punt, la densitat és baixa i els camins que existeixen són 
de pocs salts. 
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5.5 Energia 
 
Finalment, avaluem el paràmetre junt amb la connectivitat que més ens 
interessa. És el paràmetre en el que està fonamentat el nostre estudi i que per 
tant demostrarà la viabilitat real de les nostres alternatives proposades.  
 
El pas fonamental que s’ha de fer és trobar una expressió per a calcular la 
despesa energètica en una transmissió entre dos nodes. Els factors que 
intervenen en la despesa energètica d’un paquet transmès entre l’origen i el 
destí són: 
 
- Node origen: s’activa (start_up), transmet, i s’adorm (shut_down) 
- Nodes intermedis: s’activen, reben, canvien a mode de transmissió, 
transmeten i es posen en mode sleep. 
- Node destí: S’activa, rep i es posa en mode sleep. 
 
Per tant, podem plantejar la despesa energètica com la suma de 3 
components: 
 
Primera part: nodes que s’activen i s’adormen. N+1, on N és el nombre de 
salts del paquet. Per tant, la primera part és: 
 
 
E1 = (E_start_up + E_shut_down) · ( N+1)     (5.5.1) 
 
On E_start_up és l’energia emprada per activarse i E_shut_down és l’energia 
emprada per adormirse. 
 
Segona part: nodes que transmeten i reben: N, per tant, la segona part de 
l’expressió queda: 
 
 
E2 = (E_tx + E_rx) · N      (5.5.2) 
 
On E_tx és l’energia que s’utilitza en la transmissió del paquet i E_rx el seu 
equivalent en recepció. 
 
I finalment, queda l’energia gastada en canviar de mode recepció a mode 
transmissió. Aquest procés el realitzen tots els nodes intermitjos, per tant: 
 
 
E3 = (E_canvi_a_tx) · (N-1)     (5.5.3) 
 
Per tant, l’energia total que un paquet consumeix és la suma de les 3 energies 
anteriors: 
 
E_paquet = E1 + E2 + E3 = (E_start_up + E_shut_down) ( N + 1 ) + (E_tx+ 
+E_rx) · N + E_canvi_a_tx · (N-1)       (5.5.4) 
 
50 Estudi de l’us d’identificadors de 3 bits en xarxes de sensors 
A partir d’aquesta fórmula base, podem fer diverses suposicions. Per exemple, 
per a certes potències de transmissió, E_tx = E_rx . A més a més, E_tx té la 
següent forma: 
 
E_tx = (I_tx/V_tx) · (mida_ID · N+ mida_payload) · 1000 [mA · ms]     (5.5.5) 
 
On: 
 
- I_tx és el corrent de transmissió en [mA] 
- V_tx és la velocitat de transmissió en [Kbps] 
 
A les expressions anteriors, s’ha assumit les següents condicions: 
 
- No hi ha CSMA / CA 
- La manera com un node sap que s’ha de despertar per rebre un missatge 
queda fora de l’abast d’aquest projecte1 
 
Finalment, doncs, l’expressió de l’energia consumida en la transmissió extrem 
a extrem d’un paquet queda de la següent manera: 
 
E_paquet = (E_st_up + E_shut_down) · (N+1)+2· [( I_tx / V_tx) · (mida_ID · N + 
+ mida_payload) · N ] + (E_canvi_a_tx) · (N-1)    (5.5.6) 
 
Per poder realitzar  els estudis d’energia, hem escollit el sensor CC2430 de 
Texas Instruments, que té les següents característiques. Als annexos podreu 
veure un resum de les característiques més importants. Aquí en tenim algunes: 
 
- E_start_up + E_shut_down = 0,3675 mA·ms         
- E_canvi_a_tx = 3,42 mA·ms 
- I_tx = 29mA 
 
Per tant, l’expressió per calcular l’energia ens queda de la següent manera: 
 
 
E_paquet = 0,3675·(N+1) + 2(I_tx / V_tx)·(mida_ID · N + payload) · N + 3,42·     
· (N-1)                                                                                                     (5.5.7) 
 
Els valors que hem escollit per calcular el payload han sigut de 8 bits (1byte), 
16 bits (2 bytes), 40 bits (5 bytes), 200 bits (25 bytes), 400 bits (50 bytes) i 800 
bits (100 bytes). Pel que fa a la velocitat, hem escollit els valors anomenats al 
punt 2.1.1 és a dir, 20, 40, i 250 kbps, que són les disponibles amb IEEE 
802.15.4. 
 
D’altra banda, hem contemplat una opció en el cas d’escollir els veïns més 
propers. Es tracta de reduir la potència de transmissió Pt a una potència 
                                            
1
 Existeixen opcions basades en fer una planificació de les transmissions i recepcions 
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adaptada més petita Pa (veure punt 3.2.1.1) tal que el rang només arribi fins al 
veí més llunyà. D’aquesta manera, s’aplicaria un factor de reducció al terme de 
l’energia de transmissió. 
 
Aquest terme seria proporcional a la distància i vindria donat pel quadrat del 
valor de l’esperança de la distància E[x2]  i s’aplicaria com a factor multiplicador 
del terme relacionat amb la potència de transmissió. 
 
Finalment, la resta de valors, N, i el nombre de bits de l’ID, son els valors que 
nosaltres hem trobat amb les simulacions i que proposem respectivament. 
Anem doncs a veure ara els resultats que es mostren a les gràfiques següents. 
A l’eix de les X trobarem les diferents densitats com és habitual, i al de les Y el 
consum, expressat en mA·ms. 
 
Aquí presentarem només les gràfiques que corresponen a una velocitat de 
transmissió de 250 Kbps, donat que és el cas més òptim, i per tant la resta són 
tots pitjors. La resta de gràfiques les podrem trobar als annexes. 
 
 
 
 
 
 
Fig. 5.5.1 Consum de veïns propers amb payload de 8 bits 
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Fig. 5.5.2 Consum de veïns aleatoris amb payload de 8 bits 
 
 
 
 
 
 
Fig. 5.5.3 Consum de veïns propers amb payload de 16 bits 
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Fig. 5.5.4 Consum de veïns aleatoris amb payload de 16 bits 
 
 
 
 
Fig. 5.5.5 Consum de veïns propers amb payload de 40 bits 
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Fig. 5.5.6 Consum de veïns aleatoris amb payload de 40 bits 
 
 
 
 
 
Fig. 5.5.7 Consum de veïns propers amb payload de 200 bits 
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Fig. 5.5.8 Consum de veïns aleatoris amb payload de 200 bits 
 
 
 
 
Fig. 5.5.9 Consum de veïns propers amb payload de 400 bits 
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Fig. 5.5.10 Consum de veïns aleatoris amb payload de 400 bits 
 
 
 
 
 
Fig. 5.5.11 Consum de veïns propers amb payload de 800 bits 
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Fig. 5.5.12 Consum de veïns aleatoris amb payload de 800 bits 
 
 
A les gràfiques podem veure que per a payloads menors a 200 bits, existeix un 
estalvi d’energia considerable, tant per a veïns propers com amb veïns 
aleatoris, però que per a payloads més grans gairebé només el model de 
control de potència amb veïns propers representa efectiu. I fins i tot pels valors 
de payload de 800 bits, el model actual de es perfila com el més efectiu en 
termes de consum. 
 
Pel que fa als veïns propers, el cas de 3 veïns el que més energia consumeix 
de totes les alternatives proposades. Això és degut a l’alt nombre de salts que 
és necessita per a transmetre un missatge a través de la xarxa. A més a més, 
els casos de 6 i 7 veïns, si no és limita la potència tenen un consum més alt 
que el model que s’utilitza de 16 bits, a partir de payloads elevats. A més 
aquesta diferència s’accentua a mesura que incrementem la densitat. Això 
succeeix perquè amb 6 o 7 veïns, el nombre de salts és major que sense 
limitació de veïns. 
 
Podem comprovar que la alternativa de reduir la potència regulant-la fins a 
l’últim veí més llunyà és una gran alternativa, que proporciona un estalvi 
d’energia de gairebé un 50 % per a les densitats més elevades. I fins i tot el 
model de 14 veïns millora l’eficiència energètica del model actual.  
 
Pel que fa a l’opció d’escollir veïns aleatoris, presenta una millora respecte al 
model de veïns propers, i consumeix menys energia que els veïns propers 
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sense limitar la potència, però si recordem el seu problema de connectivitat en 
densitats altes fa que no sigui una alternativa adient en tots els aspectes. 
 
Per altra banda, passem a veure ara unes gràfiques que ens mostren com varia 
l’energia consumida en funció del payload del paquet. Prenem la velocitat de 
250 kbps en aquesta cas, ja que com hem anat comentat tota la resta 
d’escenaris presenten resultats pitjors.  
 
 
 
 
Fig. 5.5.16 Consum utilitzant veïns propers amb diferents payloads. 
 
 
Com podem veure, i com ja hem comentat, a partir de 200 bits només les 
alternatives de 14 veïns, i la de veïns propers amb control de potència, 
resulten útils. A més, als 800 bits la alternativa dels 14 veïns consumeix tant 
com el model actual. En canvi, amb payloads inferiors a 200 bits, gairebé totes 
les alternatives són millors que l’actual, exceptuant la dels 3 veïns. Veiem ara 
que succeeix amb els veïns aleatoris. 
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Fig. 5.5.17 Consum utilitzant veïns aleatoris amb diferents payloads. 
 
 
En aquest cas succeeix el mateix. A partir d’uns 200 bits de payload les 
alternatives consumeixen tant o gairebé tant com el model actual, i només el 
cas de 14 veïns es manté una mica per sota. Per tant, podríem afirmar que el 
model de veïns aleatoris, malgrat les seves deficiències a nivell de 
connectivitat, no millora el rendiment energètic de l’opció de veïns propers. 
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CAPÍTOL 6. CONCLUSIONS I LÍNIES FUTURES 
 
 
Finalment, aquest capítol parlarà sobre les conclusions extretes del treball i 
valorarà els objectius proposats en un inici. Finalment a mode de conclusió final 
parlarà sobre les possibles línies futures que pot presentar el treball. 
 
 
6.1 Conclusions 
 
Primer recordem els objectius i les hipòtesi que plantejàvem a l’inici. Hem 
estudiat la viabilitat de diferents alternatives i hem comprovat que existeix 
alguna possible opció per reduir el consum actual sense hipotecar la 
connectivitat. Per altra banda, també hem descartat certes opcions i hem trobat 
quines són les mes factibles. 
 
Pel que fa a la connectivitat de la xarxa, hem pogut demostrar que l’alternativa 
més fiable és la de utilitzar el criteri d’escollir els veïns més propers al sensor, 
ja que per a densitats altes, el problema que hem comentat amb els veïns 
aleatoris fa que la connectivitat baixi de manera sensible a mesura que creix la 
densitat. 
 
A més a més, tenint en compte la connectivitat podem descartar l’alternativa 
d’utilitzar 2 bits per als identificadors de veïns, ja que 3 veïns s’ha demostrat 
que és un nombre insuficient, tant per a problemes de connectivitat, com 
d’energia, si es portés a terme. 
 
Els casos de 6 i 7 veïns propers s’han demostrat eficaços a nivell de 
connectivitat, i tan efectives com la alternativa d’escollir 14 veïns. És a dir, a 
nivell de connectivitat no influeix massa el fet de treballar amb 3 bits per als 
identificadors com amb 4, per tant, 3 bits es perfila com al cas ideal. 
 
A nivell energètic, tots els esquemes proposats s’han demostrat millors que el 
model actual per a payloads no superiors, o no molt superiors als 200 bits. En 
moltes aplicacions de les xarxes WSN, els payloads dels missatges no són  
elevats. 
 
A més a més, de totes les alternatives, la més eficient és la d’escollir 6 o 7 
veïns propers si aconseguim un mecanisme de reducció de potència transmesa 
adaptada a la distància a la que es té el veí mes llunyà.  
 
Si tenim en compte que el fet d’utilitzar 6 veïns ens permet reservar un 
identificador per a senyalització o qualsevol altre utilitat, i que el guany que es 
té utilitzant 7 veïns respecte de 6 no és massa significatiu, podríem afirmar que 
la alternativa ideal al model actual és escollir un model d’identificadors de 3 
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bits, on s’escullen 6 veïns seguint un criteri de distància, i on el sensor pot 
regular la seva potència de transmissió per adaptar-la al seu rang de veïns. 
 
 
6.2 Línies futures 
 
 
Com a possibles millores sobre aquest document, es pot plantejar la possibilitat 
d’avaluar algoritmes com el que s’ha esmentat al punt 3.3 per a assignar els 
identificadors de cada node. També es podria considerar algun altre sensor per 
a realitzar els càlculs energètics, o intentar aquest propi estudi amb una xarxa 
de sensors que no utilitzi un mètode source-routing.  
 
A nivell de simulador, es podria implementar una funció on directament et 
calculés el nombre de salts, i també que amb aquest propi valor i introduint les 
dades del sensor que es vulgui estudiar, calculés directament el cost energètic 
amb un payload determinat o fins i tot amb diferents payloads. 
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