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This framework emphasizes design and risk reviews as formal gates to ensure risks are managed throughout the technology development cycle. Section 1 presents the recommended technology development cycle, Sections 2 and 3 present tools to assess the TRL and TPL of the project, respectively. Section 4 presents a risk management process with design and risk reviews for actively managing risk within the project, and Section 5 presents a detailed description of a risk registry to collect the risk management information into one living document. Section 6 presents recommendations for collecting and using lessons learned throughout the development process. Figure 1 contains a flowchart of a typical development cycle seen in MHK component-level, subsystem-level, and system-level design and testing. The steps and decision gates are defined in Section 1.1. For developing individual components or subsystems in parallel to a full system, the processes in Figure 1 should be applied separately for each development. 
Technology Development Flowchart
Flowchart Processes and Decision Gates
Assess and plan design TRL and TPL: Categorize the current state of TRL and TPL for the system and/or its components. The plan is the incremental TRL and TPL targets for subsequent development cycles. See Sections 2 and 3 for details on assessment criteria.
TRL and TPL at final targets?: Determine if the existing TRL and TPL values for the system and/or its components have reached the final targets.
Begin risk management:
Develop and begin implementing a risk management plan (Section 4.1). The risk management requirements at each TRL are detailed in Table 3 . The risk management plan may be based on this MHK Risk Management Framework document, or it may be based on equivalent processes within an organization. The process of identifying, analyzing, monitoring, and controlling risks continues throughout the development cycle, Figure 1 .
Design: Design the system and/or its components.
Design and risk review:
Prior to build and testing, review the design and risks. All of the pertinent Table 3 items should be reviewed during this process. The review should be based on: 1) design with documentation; 2) risk management completion, per Table 3 ; and 3) acceptable risk management results.
Design and risk review acceptable?:
Determine if the design and risks are acceptable. This review can be a go/no-go gate for DOE or others to monitor the technology development.
Development continuation?:
For failed decision gates, determine if the technology development should continue after capturing lessons learned. To do this, evaluate the identified negative risks (threats) and costs of the project against the positive risks (opportunities) and benefits. A decision to not continue development moves to the termination of the project short of the TRL or TPL goal, and a decision to continue returns the cycle's risk management planning stage.
Build and integrate:
Build and integrate the components and subsystems for testing.
Test readiness and risk review:
Review the built and integrated system and/or components/subsystems before testing. This process should include a risk review with particular emphasis on the technology qualification plan. All of the pertinent Table 3 items should be reviewed during this process. Review should be based on: 1) verification showing built equipment is the approved design; 2) risk management completion, per Table 3 ; and 3) acceptable risk management results.
Test readiness and risk review acceptable?: Decide if the system or components are ready for testing. This review can be a go/no-go gate.
Commission and test:
Execute the test plan at the system-and/or component/subsystem-level.
Lessons learned:
Gather lessons learned to formalize institutional learning. Identify specific problems and recommendations to avoid reoccurrence, successes that can be used in the future, and risk management improvements. Section 6 provides additional details for documenting lessons learned.
Revise risk management plan:
Revise the risk management plan (Section 4.1) based on information documented during the lessons learned process. The risk management plan is modified to ensure it continues to be valuable for the team.
Assess TRL Process
DOE's TRL definitions are used to assess the commercial readiness (technology maturity) of the MHK technology and to guide the technology development cycle. Table 1 contains the TRL definitions from the DOE Technology Readiness Assessment Guide [1] . Engineering-scale models or prototypes are tested in a relevant environment. This represents a major step up in a technology's demonstrated readiness. Examples include testing an engineering scale prototypical system with a range of simulants. 1 Supporting information includes results from the engineering scale testing and analysis of the differences between the engineering scale, prototypical system/environment, and analysis of what the experimental results mean for the eventual operating system/environment. TRL 6 begins true engineering development of the technology as an operational system. The major difference between TRL 5 and 6 is the step up from laboratory scale to engineering scale and the determination of scaling factors that will enable design of the operating system. The prototype should be capable of performing all the functions that will be required of the operational system. The operating environment for the testing should closely represent the actual operating environment.
Technology Development
TRL 5
Laboratory scale, similar system validation in relevant environment.
The basic technological components are integrated so that the system configuration is similar to (matches) the final application in almost all respects. Examples include testing a high-fidelity, laboratory scale system in a simulated environment with a range of simulants 1 and actual waste. 2 Supporting information includes results from the laboratory scale testing, analysis of the differences between the laboratory and eventual operating system/environment, and analysis of what the experimental results mean for the eventual operating system/environment. The major difference between TRL 4 and 5 is the increase in the fidelity of the system and environment to the actual application. The system tested is almost prototypical.
Technology Development
TRL 4
Component and/or system validation in laboratory environment.
The basic technological components are integrated to establish that the pieces will work together. This is relatively "low fidelity" compared with the eventual system. Examples include integration of ad hoc hardware in a laboratory and testing with a range of simulants and small scale tests on actual waste. 2 Supporting information includes the results of the integrated experiments and estimates of how the experimental components and experimental test results differ from the expected system performance goals. TRL 4-6 represent the bridge from scientific research to engineering. TRL 4 is the first step in determining whether the individual components will work together as a system. The laboratory system will probably be a mix of on hand equipment and a few special purpose components that may require special handling, calibration, or alignment to get them to function. 2 Testing with as wide a range of actual waste as practicable and consistent with waste availability, safety, ALARA, cost and project risk is highly desirable.
Relative
Assess TPL Process
The TPL metric is complementary to the TRL metric; it is used to quantify the techno-economic performance potential of a technology [2] . The combination of TRL and TPL provides a complete representation of the status of technology under development toward commercial readiness and economic viability and serves well as a set of metrics to quantify and assess development progress. Development steps targeting the improvement of technology performance may be quantified by a TPL or another techno-economic performance metric. Table 2 contains the TPL definitions [3] . Competitive with other energy sources without any support mechanism.
8
Competitive with other energy sources given sustainable (e.g. low feed-in tariff) support mechanism.
7
Competitive with other renewable energy sources given favorable (e.g. high feed-in tariffs) support mechanism.
medium
Technology features some characteristics for potential economic viability under distinctive market and operational conditions. Technological or conceptual improvements may be required.
Majority of key performance characteristics and cost drivers satisfy potential economic viability under distinctive and favorable market and operational conditions.
5
To achieve economic viability under distinctive and favorable market and operational conditions, some key technology implementation improvements are required and regarded as possible.
4
To achieve economic viability under distinctive and favorable market and operational conditions, some key technology implementation and fundamental conceptual improvements are required and regarded as possible.
low
Technology is not economically viable.
Minority of key performance characteristics and cost drivers do not satisfy potential economic viability and critical improvements are not regarded as possible within fundamental concept.
2
Some key performance characteristics and cost drivers do not satisfy potential economic viability and critical improvements are not regarded as possible within fundamental concept.
1
Majority of key performance characteristics and cost drivers do not satisfy and present a barrier to potential economic viability and critical improvements are not regarded as possible within fundamental concept. Table 3 contains the TRL-specific risk management activities to be completed for each technology development cycle. Each item within this table is described in subsequent subsections. The order of activities in Table 3 approximates the flow within a development cycle ( Figure 1 ). 
Risk Management Process
Risk Management Plan
The risk management plan defines how risk management is conducted throughout the development cycle. This MHK Risk Management Framework may provide the foundation for this risk management plan. This plan should be a living document to be continuously updated throughout the project with a focused update after each development cycle to integrate lessons learned (see Section 4.12).
Project Plan
The project plan describes how the project will be managed during the development cycle. This plan reduces negative risk impacts by considering and managing all the dynamic elements influencing the project. The level of detail for the project plan is commensurate with project complexity. The Project Management Institute's (PMI's) Project Management Body of Knowledge (PMBOK) is a useful reference when developing a project plan [4] .
Risk Register
The risk register is a list of all uncertain events that could have a positive or negative impact on the MHK technology development. The risk register contains prioritized risks along with a response plan for each risk. A risk register should contain: risk categories, owners, severity assessments, frequency assessments, priorities, and response plans. Additional risk register details are contained in Section 5.
Design Basis Requirements
The design basis requirements state the conditions the MHK technology must be designed to meet. These requirements may include environmental conditions, design standards, controllability, and others. The design basis document should include requirements at each TRL development cycle.
The design basis should comply with the requirements within International Electrotechnical Commission (IEC) standards; specifically, IEC 62600-Part 2 (in committee draft format as of April 2015) [5] . Also, the design basis should consider the recommendations within European Marine Energy Centre's (EMEC's) design basis guideline [6] and the Det Norske Veritas (DNV) wave energy converter (WEC) design guideline [7] . The Electricity Supply Board International's (ESBI's) verification checklist may be helpful when developing TRL-specific requirements [8] .
Design Basis Loads
The design basis loads is a subset of the design basis document describing the load conditions the design must meet. These load conditions consider dead, live, and accidental load conditions during all relevant life phases (manufacturing, transportation, assembly, deployment, commissioning, normal operation, extreme events, faults, maintenance, and decommissioning). The same references stated in Section 4.4 apply to this loads document.
Design Description
The design description documents the design and should be adequate to build, integrate, and test the design. The design documentation may include: model code, descriptive text, schematics, build prints, and/or an assembly design in the form of solid models or CAD models.
Design Analysis
The design analysis document presents analysis results for the design. These analyses are based on the requirements and loads from the design basis (Section 4.4 and 4.5). These analyses consider the structural response from load conditions and material resistance as appropriate. The analysis fidelity should be commensurate with failure risk.
Define Survivability Targets and Strategies
The MHK technology is expected to withstand the survivability targets, which may be a combination of environmental, operating, control, and fault conditions. The survivability strategy is the plan to achieve the survivability targets. These targets and strategies should be stated for each TRL and TPL development cycle.
These targets and strategies should comply with the requirements within IEC 62600-Part 2 (in committee draft format as of April 2015) [5] . Sections 6 and 8 from the EMEC reliability, maintainability, and survivability guideline may be a useful reference when developing these targets and strategies [9] .
Define Reliability & Maintainability Targets and Strategies
Expected levels of reliability and maintainability for the MHK technology during a stated period are defined in this document. Reliability targets should be defined in terms of mean time between failures (MTBF) or mean time to repair (MTTR). Maintainability targets should be defined in terms of maintenance free operating periods (MFOP) or maintenance recovery period (MRP) [9] . The reliability and maintainability strategy is the plan to achieve these targets. The same references stated in Section 4.8 apply to this section.
FMEA
A failure mode effects analysis (FMEA) is a method of analyzing a system or component to obtain possible failure modes, effects, and causes [10] . Recommendations developed through the process of creating an FMEA may reduce failure risk to the system or component. FMEA results will contain a prioritized list of failure modes based on expected frequency and severity.
Appendix C contains references for FMEAs and other failure management tools. NREL anticipates releasing an FMEA framework for MHK technology development projects [11] .
Technology Qualification Plan
The technology qualification plan outlines the steps to verify the technology has met the design requirements and targets. A wide range of tasks and activities, including tests, may be required to complete the technology qualification plan. Section 9 of DNV-RP-A203 provides recommendations for a technology qualification plan [12] .
A test plan is a subset within and should describe the procedure for obtaining data to satisfy the technology qualification plan. All relevant IEC 62600 testing standards developed through the IEC TC 114 should be considered after they are published (not released in April 2015). The Equimar Protocols for assessing marine energy converters should be utilized when developing a test plan [13] . Also, a WEC test plan should consider the recommendations outlined in the International Towing Tank Conference (ITTC) Guideline for model test experiments [14] and the Ocean Energy Systems (OES) Guideline for testing systems [15] . All reported measurements should have an estimated uncertainty that complies with the Guide to the Expression of Uncertainty in Measurement (GUM) [16] .
Lessons Learned
Lessons learned should be captured throughout the technology development process and at a formal debrief meeting following each TRL and TPL development cycle, per Figure 1 . Section 6 contains details for collecting lessons learned.
Risk Register
The risk register is a repository for current risk information that could influence project success as described in the following subsections. Each risk is analyzed in terms of the severity of its implications to the project and the expected frequency of its occurrence, which combined provides a basis for risk prioritization. The risk register contains a unique response plan describing how each risk will be managed. Monitoring and controlling risks involves detecting new risks and changes to existing risks. The ongoing process to monitor and control each risk should continuously occur throughout each technology development cycle displayed in Figure 1 . Figure 2 shows the risk register development processes along with the subsections describing these processes in further detail. A risk register template is provided in the referenced spreadsheet [17] , which uses consistent terminology with this framework document. 
Identify Risks
The purpose of risk identification is to identify uncertainties that may impact the MHK technology development. These uncertainties may be from the particular application of a common design or from the pursuit of unproven design concepts. All uncertain project elements are possible inputs to the risk identification process. International standards may be used with or without adaptation to help identify risks. Risk identification facilitates the FMEA process by identifying inputs not contained within applicable standards. It is important to consider risks from other projects and industries that may be relevant to the MHK technology development.
Risk identification involves categorically listing risks with associated risk owners. The process output is the creation and maintenance of a comprehensive risk registry. This registry will be continuously updated throughout the technology development project as new risks are identified or changes occur to existing risks. The following subsections describe the risk identification process.
Risk Breakdown Structure
The risk breakdown structure (RBS) is a hierarchical breakdown of all project risks into common categories. An RBS is useful for the complete identification of risks.
The cost breakdown structure (CBS) for the MHK project is a hierarchical breakdown of all project costs into common categories. The CBS is useful for the complete identification and decomposition of cost and associated financial risk. The identified risks within the CBS may apply to multiple RBS levels.
The example RBS in Table 4 may be a helpful starting point to develop a project specific RBS. Some of the Table 4 material was copied from references [18] [19]. Table 5 contains example MHK risks mapped to RBS levels in Table 4 -these risks are from the DNV WEC design guideline [7] . The Appendix B from DNV-RP-A203 contains a cause-of-failure checklist that may be used when considering possible project risks [12] . 
Technology Life Phases
Technology life phases are sequential stages of technology development that occur from concept to retirement. The life phases at a high level within each TRL and TPL cycle may include:
• Specification
• Design
• Manufacturing
• Transportation
• Assembly and commissioning Each TRL and TPL development cycle will have a set of technology life phases. As possible, the user should determine the appropriate technology life phases within each TRL and TPL development cycle, and assign risks to one, multiple, or all life phases.
Risk Owner
An owner is assigned to each risk within the risk registry with risk management responsibility throughout the project development cycle(s). Risk management responsibilities include monitoring and controlling the risks and implementing the risk response strategies. Monitoring risks includes noting any changes that may warrant an update to the risk registry.
Analyze Risks
Quantitative risk analysis is critical to the overall risk management plan. All risks must be characterized in terms of 1) type (personnel, property and environment), 2) severity of consequence (minor-to-severe), and 3) the frequency of occurrence. Based on the characterization, each risk can be prioritized and managed. The quantified risk impacts may guide the team when making technology development decisions.
A probability and impact matrix [4] is the tool described in Section 5.2 (same as a consequence/probability matrix [20] ). This tool was chosen based on its ease of use and its application to a diverse set of project risk scenarios. A weakness of this tool is the subjective nature of assigning risk frequency and severity levels [20] . The user is encouraged to utilize additional risk management tools that may be more appropriate for each unique situation.
The IEC/ISO 31010 standard describes many different tools and techniques to analyze risks, including: consequence/probability matrix, fault tree analysis, scenario analysis, cost/benefit analysis, root cause analysis, and many others [20] . The PMI's PMBOK describes multiple risk analysis methods [4] ; their risk management standard provides even greater details on risk analysis tools and techniques [18] .
Risk Types and Severity
Risk types (TYP) are categorized by the areas primarily impacted by risk occurrence. These types, as shown in Table 6 , include: safety, cost, time, scope, quality, environment, and regulation. A risk severity value (SEV) is used to quantify the severity of the outcome should that risk occur. In Table 6 , the risk increases in severity from 0, no severity level, to 5, lethal. The severity quantification combined with its frequency will enable risk prioritization. Table 6 contains a risk severity and risk type matrix that provides quantitative measures for each combination of TYP and SEV. The Table 6 information is intended to be a starting point that is modified for each unique development project. A given risk could be assessed at every risk type or at the perceived most important one(s), provided the impacts to the other risk types are maintained at acceptable levels when controlling the risk. For example, a given risk could be analyzed in terms of its impacts on safety and/or cost and/or time and/or other risk types.
Positive risks can be tracked with a negative severity parameter and opposite definitions of those in Table 6 (i.e. a "-2 time risk" would advance-versus delay-the schedule by 1 week to 1 month). 
Risk Frequency
The frequency of risk (FRQ) value quantifies the probability of a risk occurring during a given period. Table 7 contains suggested definitions for a relative frequency scale from zero to five, with an analyzed period of one year. Typically, the assigned frequency is based on the expert judgment of the user in combination with historical data when available. Also, published reliability data from similar industries such as offshore oil and gas should be considered as appropriate [21] . 
Risk Priority Number
The risk priority number (RPN) is derived from a probability and impact matrix and it provides a measure of risk priority. The RPN is the product of the risk frequency and severity values. The RPN is segregated into low, medium, and high risk zones, as shown in Figure 3 . Generally, a low RPN should be targeted for all negative risks, a medium RPN may be acceptable under certain circumstances, and a high RPN is unacceptable. The user should define acceptability thresholds that are specific to their project. 
Plan and Execute Risk Responses
A risk response plan describes how each unique risk will be managed. A risk response plan is important because each risk may have interdependencies with other project functions. The implications of each risk occurring is considered when developing the response plan. The risk register is structured to contain information described in the following subsections for each identified risk.
Risk Response Strategies
The risk response strategy describes the type of response to each risk. The response strategy for each risk is structured using the Table 8 strategy types combined with a unique description. An effective response strategy requires budget and schedule authorization to implement the response for each risk. The response may address the root cause and/or the effect of the risk and should consider input from-and are communicated to-all relevant project stakeholders [18] .
The four strategy types for negative risk (threats) responses include: avoid, transfer, mitigate, and accept ( Table 8 ). The avoid strategy is usually preferred because the risk will not occur and impact the project. The transfer strategy may be used if an important risk cannot be avoided or mitigated, and there is a third party willing to accept the risk. The mitigate strategy may be the most common strategy where efforts are made to reduce the probability and/or impact of the risk. An accept strategy may be chosen because the risk impacts are negligible and no actions are needed. Alternatively, the accept strategy may be conditional if a process is started under controlled conditions to verify risk assumptions, or it may be temporary if data is obtained under controlled conditions for future risk reassessment.
The positive risk (opportunity) response strategies are complementary to the associated negative strategies (Table 8) . Positive risk response strategies aim to maximize impact from uncertain opportunities. 
Risk Response Timing and Triggers
The timing and trigger conditions clearly identify when a risk response is commenced. Timing may simply be a schedule for implementing the risk response (e.g., risk response strategy will be implemented on June 24). Alternatively, the risk response may be triggered by conditions-other than the risk becoming reality (e.g., implement response if project is over budget by more than 10% at any quarterly review).
Residual Risk after Risk Response
The residual risk quantifies the expected results from the risk response, which includes the residual risk RPN and a description of the anticipated results. The residual risk RPN is calculated using the same methods as the baseline risk (see Section 5.2). The residual risk description includes the expected primary outcome from the risk response (i.e., the expected results by implementing the response strategy).
From Table 8 , for an avoid strategy, the residual risk severity and/or frequency is zero. For a transfer strategy, the residual risk severity may be less because a third party is sharing responsibility, but the frequency will remain unchanged. For a mitigate strategy, the residual risk severity and/or frequency will be less. For an accept strategy, the residual risk severity and frequency will be the same as the baseline risk condition.
Secondary Risks Resulting from Risk Response
Secondary risks are those risks caused by implementing a risk response strategy to the primary risk. It is important to identify and analyze secondary risks to ensure the risk response is worth pursuing. The risk register includes a field identifying secondary risks within each primary risk; each secondary risk is analyzed as a separate risk item within the risk register using the Section 5.2 methods, as appropriate.
Contingency Plan
The contingency plan describes the actions to take if a risk event occurs-when the risk response strategy was not successful in preventing the negative risk event from occurring (or conversely, it was successful in realizing the positive risk event). Each risk within the risk register contains a unique contingency plan.
For example, there may be an estimated 5% probability that a critical regulatory permit will not be issued for a project. The contingency plan lists the action to be taken if this permit is not issued. In contrast, the risk response strategy may be the actions that minimize the impact or frequency of the permit not being issued.
Monitor and Control Risks
Monitoring and controlling risks is a process that occurs continuously throughout each technology development cycle (Figure 1 ). Monitoring risks includes 1) detecting any differences between the current project conditions and the risk register information and 2) identification of new risks not contained within the risk register. Controlling risks includes the execution of risk responses by the risk owner according to the risk response timing and trigger conditions. The risk register is updated with new information according to the cycle in Figure 2 .
Lessons Learned
Collecting lessons learned is an important part of a comprehensive risk management plan because it promotes organizational learning that may reduce the frequency and/or severity of future negative risks. The lessons learned provide input to improve the risk management plan (Section 4.1) as shown in Figure 1 . Also, it may help foster future successes in areas where positive outcomes were realized.
Lessons learned may be documented using separate tables; one for issues (problems) and one for successes. The issue table should describe each issue along with its impact and contain recommendations for improvement. The success table should describe each success, factors supporting the success, and its impact. Action items are assigned to implement changes based on each lesson learned.
Lessons learned are best captured when they are noted by a team member and a formal debrief meeting with all team members should conclude each technology development cycle. The debrief meeting allows the team to stop and examine what occurred during the previous development cycle. The risk register is updated, as appropriate, from lessons-learned information.
It is important to share some lessons learned with the broader MHK industry. Sharing lessons learned-particularly related to safety-will foster overall success for the industry without compromising competitiveness.
The following are suggested templates for documenting lessons learned during or after each development cycle. Table 9 is a suggested template to document issues and Table 10 is a suggested template to document successes. Mock data are shown in these tables to demonstrate its potential use; red font is used to highlight action items. The Vanderbilt Guide contains additional recommendations for collecting lessons learned [22] .
The following are some possible questions to consider when conducting a project debrief:
• What worked well-or didn't work well-during this development cycle?
• What worked well-or didn't work well-for the project team?
• What needs to be done differently?
• What project circumstances were not anticipated?
• How can we improve our technology development process? Table 9 and  Table 10 :
Definitions for Terms Used Within the Fields from
Date-the date when the problem/success was documented.
Project Cycle-the project cycle based on TRL and TPL designations from Figure 1 .
Issue/Success Category-the category assigned for each problem/success. A suggested categorization scheme is to use safety and the ten PMBOK knowledge areas [4] . Alternatively, the seven risk type categories from Table 6 may be used to categorize the lessons learned.
Although each issue/success may fit within more than one category, choose one category with the greatest impact.
Issue/Success Name-the unique name given to the identified issue/success.
Issue Description (Possible Cause)-the description of the issue along with any possible causes.
Success Description-the description of the success.
Impact-the impact on the project or team as a result of the specific issue/success.
Recommendation for Improvement (Action Items)-recommendations that may reduce the frequency of reoccurrence or severity of the issue. Action items should be listed to implement these changes. Action items are shown in red font within Table 9 to highlight items requiring follow-up.
Factors Supporting Success (Action Items)-the positive factors that contributed toward the successful outcome. Action items should be listed if activities can be implemented that promote these factors to reoccur in the future. Action items are shown in red font within Table 10 to highlight items requiring follow-up.
Action Item Initials-the person responsible for executing the action item.
Follow-up Actions Completed-the follow-up actions taken based on the assigned action items.
Appendix A-Risk Management Checklist for DOE Funding Opportunity Announcement (FOA) Applications
Effective risk management is an important precursor to a successful project. Table 3 ).
 Currently, what is the technology TRL and TPL (pre-FOA)?
 What are the expected TRLs and TPLs at funding conclusion?
 What are proposed TRL and TPL steps to take during FOA period of performance? (e.g., starting at TRL-1 and TPL-1, then TRL-3 and TPL-3, etc.)
 What components or subsystems, if any, will be developed and tested in parallel with the overall system? How does this de-risk the overall system test?
 Describe the preliminary survivability targets and the strategy to obtain these targets, per Section 4.8 of this framework.
 If the TRL is 5 or more at FOA conclusion, then describe the preliminary targets for reliability and maintainability-and the strategy to obtain these targets-at the project conclusion, per Section 4.9 of this framework.
 List the planned risk management deliverables during the FOA period of performance, i.e., as stated in Table 3 
Failure Mode Trend Analysis Hypothetical Example #1
The following subsection contains a hypothetical application of the failure trend analysis described in Table 11 . This example shows data from three consecutive periods (Tables 12  through 14) . The numbers within each table are the quantity of occurrence of each failure mode at the stated severity level during the period. Table 13 contains hypothetical failure-mode-occurrence data during the second analyzed period. The increase in safety incidents from the first period may indicate a growing need to manage safety risks. Table 14 contains hypothetical failure-mode-occurrence data during the third analyzed period. The increase in severity for the safety incidents indicates a higher priority is necessary for managing safety risks, even though no other failure modes occurred during this period. Figure 4 is a graph of all the failure mode data from Period 1. This figure provides a method for viewing data from Table 12 . Severity 5 Figure 5 shows the failure trends across three time periods for Failure Mode 7 (safety incidents). As shown, there is a trend of increased severity from period 2 to period 3. This type of figure shows how failure mode trends can be tracked through time for a range of severities. IEC 61078, Reliability Block Diagram [35] IEC 62502, Event Tree Analysis Techniques [36] Design & Testing Guidelines DNV WEC design guideline [7] EMEC design basis guideline [6] EMEC reliability, maintainability, and survivability guideline [9] -Annex F defines risk in terms of equipment maturity and organizational capability OES Guideline by Holmes, for testing wave energy systems [15] -provides a test validation outline based on technology TRL.
EquiMar Protocols for assessing marine energy converters [13] DNV-OS-C501 Composite Components [37] ITTC Guideline for model test experiments [14] IEC 62600-10 Mooring systems [38] ABS Offshore Fatigue Assessment Guide [39] GL Offshore Structural Design Guide [40] Safety Management ISO 12100 Safety of Machinery [41] TRL & TPL Definitions DOE TRL assessment guide, see 
