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ИСКУССТВЕННЫЙ ИНТЕЛЛЕКТ И БЕЗОПАСНОСТЬ ОБЩЕСТВА 
 
Оригинальность авторской идеи состоит в том, что безопасная экзистенция человека, обще-
ства и государства рассматривается в статье с позиций современной системы искусственного 
интеллекта, что связано с робототехникой и наноиндустрией, а также с развитием информа-
ционно-образовательной стратегии общества. 
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Введение. В современном обществе про-
исходят динамичные изменения, связанные с 
внедрением в повседневную жизнь социума 
искусственного интеллекта. Следовательно, 
интенсивное развитие нанобиотехнологий и 
наноиндустрии кардинально влияет на чело-
века, как биосоциальное и «пограничное су-
щество», «…одновременно живущее в раз-
ных мирах: не только в мире физических и 
биологических процессов, но и в мире куль-
туры, не только в мире естественном, но и в 
мире искусственном» [1, с. 6]. И действи-
тельно, искусственный интеллект способен 
управлять движением автомобилей, самоле-
тов, что непосредственно связано с безопас-
ностью личности, общества и государства. 
Безопасность социума, как экзистенциальная 
потребность человека и общественный инте-
рес, имеет свою специфику, которая особен-
но четко проявляется в процессе локализации 
социогенных источников опасности, вклю-
чающих в себя «…деятельность социальных 
институтов, структур, субъектов с сознатель-
ной или бессознательной деструктивной 
направленностью» [2, c. 28]. 
Актуализируя проблему искусственного 
интеллекта и безопасности общества необхо-
димо обратить особое внимание  на вопросы, 
связанные, во-первых, с объективно возни-
кающими сложностями при создании совре-
менной технологической базы (средств, ме-
тодов) для проектирования компьютерных 
систем, способных решать интеллектуальные 
задачи, например, в области робототехники 
(программа STRIPS).  
Во-вторых, с неоднозначными процесса-
ми, направленными на формирование более 
эффективной и безопасной образовательной 
среды с целью модификации способностей 
человеческого мозга (эмуляция) и созданием 
сверхинтеллекта (супермозга), что связано с 
«перезагрузкой» сознания, инновационными 
механизмами мышления, а также психофи-
зиологическими, генетическими особенно-
стями личности, которая «погружается» в 
современный компьютер. 
В-третьих, с креативными разрабатывае-
мыми программами, нацеленными на пони-
мание искусственного интеллекта как обла-
сти специфического знания (теоретическая 
кибернетика, робототехника, эвристическое 
программирование), которое позволяет мо-
делировать работу мозга (нейронов) и воссо-
здавать алгоритмизированное мышление че-
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ловека (нейронное программирование) с по-
мощью современных нанобиотехнологий, 
активно развивающейся наноиндустрии и 
постоянно эволюционирующего киберпро-
странства.  
В-четвертых, с концентрацией усилий со-
временными учеными и акцентированием их 
внимания на том, что теория интеллекта 
(мышления) обязательно предполагает со-
здание основных принципов нейродинамики 
мозга (многомерное восприятие и распозна-
вание зрительных образов). Нейронный под-
ход не оправдал ожиданий в отличие от ме-
тодов математической логики и автоматиза-
ции программирования, но объективно при-
вел к созданию специальных проблемно-
ориентированных языков (имитация речевого 
поведения человека), а также компьютерного 
моделирования функциональных наноси-
стем, что особенно актуально. 
В-пятых, со стремлением к моделирова-
нию безопасного поведения и мышления че-
ловека (при использовании нейрофизиологии 
и психологии), т.е. физиологических основ 
работы мозга, которые трансформируются в 
цифровую модель, или искусственный ин-
теллект. 
Стремление современных ученых изме-
нить траекторию развития и осуществить то-
тальную переориентацию «человека природ-
ного» на «человека техногенного» с приме-
нением методов эвристического кибернети-
ческого моделирования, вероятно, может 
привести к качественному изменению при-
родной сущности человека, появлению ки-
боргов и трансформации общественных от-
ношений.  
Искусственный интеллект представляет 
собой результат человеческой деятельности, 
способный логически мыслить, управлять 
своими действиями, обосновывать свои ре-
шения, которые он может корректировать в 
случае изменения условий. Искусственный 
интеллект – это высокий результат достиже-
ний техногенной цивилизации, сложная си-
стема взаимосвязей (глобальные поисковики) 
и основа для создания всеобъемлющих ин-
формационных системных образований. В 
ближайшей перспективе активное примене-
ние компьютерных технологий, нанобиотех-
нологий может позволить переформатиро-
вать поведение человека, изменить обще-
ственные отношения и повлиять на экзистен-
циональные характеристики личности. «Се-
годня экономическое и социальное развитие 
во всё большей степени начинает опреде-
ляться так называемыми NBIC-
технологиями: нано-, био-, информационны-
ми и когнитивными. Сами эти технологии 
стали возможны на основе научного изуче-
ния соответствующих процессов» [1, с. 5].  
Научная мысль активно продвигалась в 
этом направлении от И.П. Павлова, который 
предложил концепцию обучения и самоорга-
низации живых организмов и А.А. Ухтом-
ского, акцентировавшего внимание на доми-
нантах модели поведения до Фрейда, обосно-
вавшего единство подсознательных процес-
сов и психической экзистенции человека.  
Можно также вспомнить выдающегося 
ученого В.М. Бехтерева, доказавшего суще-
ствование определенного «кода слов», или 
«ансамблей нейронов», получивших развитие 
в дальнейшем (современные проекты по со-
зданию кибернетических организмов – ки-
боргов), позволяющих актуализировать си-
стему искусственного интеллекта, который 
понимает естественный язык (человеческую 
речь). Искусственный интеллект суммирует в 
себе и реализует инновационные достижения 
в наноиндустрии (например, экспертные си-
стемы распознавания зрительных образов, 
фиксация движения объектов, обработки тек-
ста, игровых программ, обучающих систем), 
которые способны одновременно обучаться и 
активно взаимодействовать с пользователем 
на естественном языке с учетом современных 
достижений в робототехнике. Но, в связи с 
этим, возникает закономерный вопрос, как 
быть с духовной экзистенцией, которая без 
сомнения является «…самым высоким изме-
рением онтологической структуры человека» 
[3, с. 20].  
Основная часть. Современными учены-
ми активно ведется поиск базы для смысло-
вой обработки визуальной информации (в 
рамках создания интеллектуальных комплек-
сов), что позволит в будущем искусственно-
му интеллекту (автономным роботам) не 
только воспринимать, но и расшифровывать, 
или «понимать» графическое изображение. 
Выявляя особенности развития системы ис-
кусственного интеллекта и специфику сферы 
безопасности, необходимо уточнить, что 
предполагаемая автором транскрипция поз-
воляет артикулировать комплексный подход, 
связанный с корректировкой, совершенство-
ванием коммуникационных технологий, раз-
витием информационно-техногенных фраг-
ментов киберпространства, потенциально 
определяющих возможность и действитель-
ность, а также уточняющих экзистенциаль-
По
л
сГ
У
ISSN 2078-1032 ВЕСТНИК ПОЛЕССКОГО ГОСУДАРСТВЕННОГО УНИВЕРСИТЕТА. 
СЕРИЯ ОБЩЕСТВЕННЫХ И ГУМАНИТАРНЫХ НАУК. 2016. № 1 
 
65 
 
ные характеристики безопасного существо-
вания человека, общества и государства.  
В современном социуме объективно появ-
ляется потребность в актуализации концеп-
туальных построений, расширяющих воз-
можности познания киберпространства, так 
как «с помощью информационно-
коммуникационных технологий (через теле-
видение, интернет) можно воздействовать на 
сознание человека и даже программировать 
его. Вообще сегодня многие науки о человеке 
становятся во все большей степени постав-
щиками средств управления человеческим 
существом, проектирования его телесности и 
психики» [1, с. 4].  
Алгоритм социального развития, как сего-
дня отмечается многими отечественными и 
зарубежными учеными, свидетельствует о 
том, что государство может и должно обес-
печить стабильность, устойчивый рост и осо-
бенно безопасность современного общества 
только посредством высокого уровня разви-
тия науки, информационной культуры, про-
мышленности, то есть развитой высокоин-
теллектуальной индустрии [4, с. 4]. И дей-
ствительно, уже сегодня корректируются це-
ли, форма и содержание информационно-
образовательной стратегии, формирующей 
человека, как личность, что является темой 
для отдельной научной статьи.  
В современной ситуации, когда разруша-
ющие действия финансовых корпораций 
провоцируют кризис, наблюдается стагнация 
власти и некомпетентность во многих вопро-
сах воздействия на сферу безопасности и об-
щественные отношения, в частности, касаю-
щихся борьбы с таким новым явлением, как 
неотерроризм, который представляет собой  
подготовленную, с применением интеллекту-
ального ресурса, комплексно реализованную 
агрессию.  
Неотерорризмом можно назвать глобаль-
ное изменение, или переформатирование 
национального самосознания граждан, что в 
итоге разъединяет одну нацию, разобщает 
народ, проживающий веками на одной тер-
ритории, создавая условия для жесткого 
идеологического противостояния и военного 
конфликта.  
Современный контекст украинского воен-
но-политического модерна может быть обо-
значен как разновидность неотерроризма, 
представляющего собой специализирован-
ную агрессию, реализованную посредством 
комплекса внешних и внутренних мероприя-
тий военно-политического, финансово-
экономического, а также духовно-
информационного характера и содержания. 
Ее отличительным свойством является под-
готовка и применение современных полити-
ческих технологий, осуществляемых не все-
гда явными силами, воздействие которых на 
ход конфликта осуществляется систематиче-
ски и опосредованно. При этом обеспечива-
ется комплексный и непрерывный контроль 
над развитием конфликтной ситуации, а так-
же широкая финансовая и медийная под-
держка со стороны этих сил. 
Неотерроризм, таким образом, аккумули-
рует в себе самые современные научные до-
стижения, особенно в области биотехнологий 
и наноиндустрии. Неотерроризм реализуется 
в виде деструктивного воздействия латент-
ными силами, которые сами непосредствен-
ного участия в конфликте не принимают, фо-
кусируя действия научной и финансовой 
элиты, государственной власти, СМИ, ки-
берпространства для достижения конкретных 
целей по созданию системной кризисной си-
туации.  
Проблемы развития интернет-технологий 
чаще всего связывают с вопросами компью-
теризации и развития технико-
технологической базы информатизации, с 
развитием автоматизированных систем для 
государственного управления, с созданием 
интегрированных корпоративных информа-
ционных систем и единого киберпростран-
ства, что изменяет человеческую природу. 
Предполагается, что в связи с этими много-
сложными процессами,  в будущем у челове-
ка «…будут отсутствовать некоторые каче-
ства, которые до сих пор осложняли челове-
ческую жизнь: он будет рационален, а не 
эмоционален, ряд традиционных ценностных 
установок у него просто исчезнут. В пер-
спективе он может быть бессмертным, а его 
сознание перенесено с биологического носи-
теля (каким является человеческое тело) на 
цифровой» [1, с. 5]. 
Активно внедряясь в социально-
политическое бытие, новые информационные 
интернет-технологии влияют на ценности, 
качественно изменяют установки, стереоти-
пы, формы поведения человека, модели вза-
имоотношений между индивидами и группа-
ми, политическими институтами и органами 
государственной власти. Следовательно, ста-
новиться очевидной зависимость сферы без-
опасности общества от интеллектуального 
потенциала, задействованного для выработки 
соответствующих технологий защиты, 
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например, в киберпространстве, которое 
«…оказывает огромное влияние на развитие 
экономики, политической жизни, культуры, 
техносферы, военного дела. Киберпростран-
ство – исключительно быстро развивающаяся 
область, причем все ещё плохо познанная (в 
значительной мере в силу того, что его по-
знание требует как естественнонаучных и 
технических знаний, так и гуманитарных и 
общественно-научных)» [6, с. 19].  
В процессе развития киберпространства 
выявляются и фиксируются обновленные 
характеристики действительности, стреми-
тельно трансформирующие субъективную 
реальность, вследствие чего видоизменяется 
энергетический потенциал, креативные спо-
собности человека и кардинально изменяют-
ся общественные отношения.  
Сфера безопасности в сложившейся ситу-
ации приобретает специфические черты, осо-
бенно в контексте многочисленных религи-
озно-культурных особенностей, неповтори-
мой палитры ментальности, многогранных 
ценностных ориентаций, утверждение кото-
рых провоцирует возникновение обновлен-
ных потребностей, интересов и мировоззре-
ния человека.  
Заключение. Сфера безопасности социу-
ма, или безопасная экзистенция современно-
го человека, общества и государства характе-
ризуется мновекторным развитием, вариа-
тивной коммуникационной архитектурой, 
трансформацией геополитических и биотиче-
ских факторов, влияющих на социум, вслед-
ствие чего возникают опасности, угрозы, свя-
занные с киберпространством и неотерор-
ризмом. Постоянно изменяющиеся цивили-
зационные границы, события на Ближнем 
Востоке, в Центральной Азии, деструктив-
ные тенденции, активно проявляющиеся в 
Юго-Восточной Азии, спровоцировали поток 
беженцев в Европе, что ставит под вопрос 
единство Евросоюза и НАТО. Нельзя не учи-
тывать тот факт, что все эти события и осо-
бенно перманентный финансово-
экономический кризис усиливает тенденцию 
к разобщению государств и не позволяет эф-
фективно противодействовать международ-
ному терроризму и контролировать кибер-
пространство с целью обеспечения более вы-
сокого уровня безопасности современного 
общества. 
Современная динамика развития социума 
такова, что интенсивный и разнонаправлен-
ный характер осуществляющихся преобразо-
ваний, системные кризисы, происходящие в 
различных сферах жизни общества, сопро-
вождаются возникновением обновленных 
связей, доминированием глобальных инфор-
мационных потоков в киберпространстве, 
провоцирующих специфическую рефлексию 
человека, общества и государства.  
В представленном проблемном поле авто-
ром статьи были обозначены вопросы, поз-
воляющие уточнить возможные варианты 
развития событий, которые могут стать дей-
ствительностью, гарантирующей стабиль-
ность общественных отношений при доста-
точно высоком уровне безопасности. Это де-
терминировано научным прогрессом и таки-
ми обстоятельствами, как недостаточная сте-
пень удовлетворения потребностей, интере-
сов человека и общества в безопасности, 
наличием объективной зависимости между 
политической системой демократического 
типа социума и ценностными императивами. 
Неотерроризм, как особое явление представ-
ляет собой опасность для любого человека, 
общества и государства.  
В результате можно констатировать тот 
факт, что, во-первых, развитие нанобиотех-
нологий на современном этапе актуализирует 
стратегию, позволяющую применить ком-
плексные меры для удовлетворения интере-
сов человека, общества и государства в без-
опасности для выработки  наиболее прием-
лемых мер эффективного противодействия 
неотерроризму.  
Во-вторых, интеллект и знания современ-
ного человека должны служить развитию 
цивилизации, а не уничтожению всего живо-
го на планете и самого «человека природно-
го». Человек кардинально отличается от всех 
живых существ, так как активно, целена-
правленно познает социальное пространство, 
обладает речью, сознанием, интеллектом, 
способен накапливать знания, воздействовать 
на окружающий мир и созидать. Проблемы, 
касающиеся сферы безопасности социума, а 
особенно применения наноструктур при со-
здании и использовании искусственного ин-
теллекта актуализируют вопросы, связанные 
с ценностными детерминантами человече-
ского бытия и безопасной экзистенцией че-
ловека, общества и государства, влияют на 
общественные отношения и научно-
технический прогресс. Необходимо всегда 
помнить, что трансформирующаяся экзи-
стенциальная сущность человека, многомер-
ная объективная реальность «…скрепляется в 
подобие целостности религиозными учения-
ми, переселением народов, образованием 
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единого информационного пространства, 
свободным обращением финансов, капиталов 
и мозгов. Человечество стремится согласо-
вать деятельность в глобальных размерах, 
привлекая науку» [7, с. 105]. 
В результате, в представленной статье ак-
туализируются вопросы, связанные с систе-
мой искусственного интеллекта, наноинду-
стрией, киберпространством и неотерорриз-
мом, а также с экзистенциальной потребно-
стью современного человека, общества и 
государства в безопасности. Эмпирические 
факты свидетельствуют о том, что ученым 
необходимо обратить особое внимание на 
объективно возникающие сложности при со-
здании инновационных проектов и примене-
ния обновленных технологий, способствую-
щих развитию системы искусственного ин-
теллекта, проектированию компьютерных 
систем, способных решать интеллектуальные 
задачи, например, в области робототехники, 
нанобиотехнологий, непосредственно каса-
ющихся безопасности человека, общества и 
государства. 
Искусственный интеллект, в итоге, пред-
ставляет собой планомерно осуществляемую 
полномасштабную информационную макро-
эволюцию, что предполагает переформати-
рование «человека природного» и замена его 
на «человека техногенного» с обязательным 
применением методов эвристического ки-
бернетического моделирования, нейропро-
граммирования и компьютерного моделиро-
вания функциональных наносистем.  
Искусственный интеллект, аккумулируя 
многозначность общественных отношений в 
киберпространстве, взаимодействует с поль-
зователем на естественном языке с учетом 
современных достижений в робототехнике и 
наноиндустрии. Применение компьютерных 
технологий, использование нанобиотехноло-
гий, глобальная актуализация киберпро-
странства кардинально влияет на ценностные 
ориентации и поведение человека, происхо-
дит переформатирование культурных про-
грамм в процессе объективации коммуника-
ционных технологий в социуме, что видоиз-
меняет экзистенциональные характеристики 
бытия человека и оказывает воздействие на 
сферу безопасности общества.  
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Резюме. В представленной статье актуа-
лизируются вопросы, связанные с искус-
ственным интеллектом, биобезопасностью, 
наноиндустрией и сферой безопасности со-
временного общества. Эмпирические факты 
свидетельствуют о том, что ученым необхо-
димо обратить особое внимание на объек-
тивно возникающие сложности при создании 
инновационных проектов и применения об-
новленных технологий, способствующих 
развитию системы искусственного интеллек-
та, проектированию компьютерных систем, 
способных решать интеллектуальные задачи, 
например, в области робототехники и нано-
биотехнологий, непосредственно касающих-
ся сферы безопасности общества. Искус-
ственный интеллект представляет собой ре-
зультат человеческой деятельности, способ-
ный логически мыслить, управлять своими 
действиями, обосновывать свои решения, 
которые он может корректировать в случае 
изменения условий.  
Стремление цивилизации изменить ход 
эволюции, осуществить полномасштабную 
информационную макроэволюцию, реализо-
вывать постепенно переформатирование «че-
ловека природного» на «человека техноген-
ного» (с применением методов эвристическо-
го кибернетического моделирования) стано-
вится вполне вероятным при условии каче-
ственного изменения общественных отноше-
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ний. Активное применение компьютерных 
технологий, нанобиотехнологий, может поз-
волить кардинально изменить рефлексию 
человека, изменить культурные программы и 
коммуникационные технологии, влияющие 
на экзистенциональные характеристики лич-
ности и многозначность существующих об-
щественных отношений. Искусственный ин-
теллект аккумулирует, проецирует и обнов-
ляет бионанотехнологии, взаимодействует с 
пользователем на естественном языке с уче-
том современных достижений в робототех-
нике и наноиндустрии 
Abstract. In the represented article 
highlights the issue related to artificial 
intelligence, biosafety nanoindustry and security 
spheres of modern society. Empirical evidence 
suggests that scientists need to pay particular 
attention to the objective difficulties arising in 
the creation of innovative projects and the use of 
updated technologies, promoting the 
development of artificial intelligence systems, 
design of computer systems capable of solving 
intellectual challenges, for example in the field 
of robotics and nanobiotechnology directly 
related to security sector of society. Artificial 
intelligence is the result of human activity, 
ability to think logically, to control their actions, 
to justify their decisions, he can adjust to 
changes in conditions. 
The desire to change the course of 
civilization evolution, implement a full-scale 
information macroevolution, implemented 
gradually reformat "human nature" to "man-
made man" (using the methods of heuristic 
cybernetic simulation) is quite likely, provided a 
qualitative change in social relations. Active use 
of computer technology, nanobiotechnology, 
may enable radically change human reflection, 
change the cultural programs and 
communication technologies are affecting the 
characteristics of the individual and existential 
ambiguity of the existing social relations. 
Artificial intelligence accumulates, 
bionanotechnology projects and updates, 
interacts with the user in natural language based 
on modern advances in robotics and 
nanotechnology industry. 
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