




Pada tugas akhir ini telah dibahas bagaimana menterjemahkan suatu
pesan menjadi suatu kode dengan menggunakan Chiper Hill atas matriks bi-
langan modulo 26, dan mengubah kode-kode menjadi pesan sebenarnya meng-
gunakan metode Dechiper atas matriks bilangan modulo 26.
Adapun langkah-langkah pengkodean menggunakan metode Chiper
Hill (Chiper n − Hill) terhadap bilangan bulat modulo m adalah sebagai
berikut:
1. Pilih sebuah matriks A berukuran n × n dengan entri bilangan bulat
pada modulo m untuk melakukan pengkodean.
2. Kelompokkan setiap n buah huruf plaintext yang berurutan, misalkan
setiap kelompok terdiri dari p1, p2, · · · , pn huruf. Jika plaintext tidak
dapat dibagi menjadi n kelompok, maka harus ditambahkan huruf khay-
alan (dummy) untuk menggenapi kelompok huruf terakhir, dan gantilah
tiap huruf plaintext dengan huruf numeriknya.
3. Berdasarkan urutan huruf plaintext yang telah dikelompokkan, ubahlah






4. Bentuklah suatu perkalian dari matriks yang telah ditentukan sebelum-
nya dengan vektor kolom p menggunakan prinsip perkalian modulo m,
yang disebut dengan vektor chipertext yang berhubungan.
5. Ubah tiap verktor menjadi abjad yang ekivalennya sehingga membentuk
sebuah chipertext.
Sedangkan langkah-langkah pengkodean menggunakan metodeDechiper
hampir sama dengan langkah-langkah pada metode Chiper Hill, yang membe-
dakan hanya langkah pertama yaitu menginverskan matriksnya terlebih dahulu.
1. Pilih sebuah matriks n× n dengan entri bilangan bulat, A = [aij],
i= 1,2, · · · , n dan j = 1, 2, · · · , n, lalu carilah inversnya.
2. Kelompokkan setiap n buah huruf chipertext yang berurutan, misalkan
setiap kelompok terdiri dari c1, c2, · · · , cn huruf. Jika chipertext berjum-
lah ganjil maka harus ditambahkan huruf khayalan (dummy) untuk mengge-
napi pasangan huruf terakhir, dan gantilah tiap huruf chipertext dengan
huruf numeriknya.
3. Secara berurutan, ubahlah tiap pasangan chipertext c1 · · · cn menjadi






4. Bentuklah suatu perkalian A−1c dengan menggunakan prinsip perkalian
modulo m, yang disebut dengan vektor plaintext yang berhubungan.
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