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Zusammenfassung: Der vorliegende Beitrag thematisiert den Zusammenhang zwischen 
modernen Sicherheitskonzepten und Schlüsseltechnologien. Im Vordergrund steht hier die 
Verbindung zwischen Sicherheit mit dem Topos der instrumentellen Vernunft. In diesem Zu-
sammenhang wird eine Sonderrolle der Informationstechniken diskutiert sowie die Konse-
quenzen einer Verknüpfung von Sicherheit und Hochtechnologien für einen konstruktivisti-
schen Sicherheitsbegriff und einen aufgeklärten Vernunftbegriff reflektiert. 
 
„Kolonialisierung“ durch Technik? 
Die modernen Schlüsseltechnologien, die Informations-, Bio- und Nanotechnologien, 
provozieren eine Neubestimmung des Technikbegriffs. Bestimmend ist im 
technikphilosophischen Diskurs in diesem Zusammenhang die Diagnose von einer 
zunehmenden Verschmelzung der Grenzen zwischen Mensch und Technik beziehungsweise 
Natur und Technik. Wenn es um die Entwicklung und Anwendung von Schlüsseltechnologien 
geht, ist die Rede von einer „invasiven Technisierung“1, „technischen Kolonialisierung“ 2 
oder – neutraler formuliert - den „Converging Technologies“3. Anlässe für entsprechende 
Diagnosen gehen auf folgende Beobachtungen zurück: Die neuen Technologien verschwinden 
aus der Wahrnehmung der Nutzerinnen und Nutzer in einem weit grundlegenderem Maß als 
vorangehende Technologien. Informations-, Bio- und Nanotechnologien verweben sich mit 
den Gegenständen und sozialen Praktiken unseres Alltags. Sie sind als technische Objekte und 
Systeme zwar allgegenwärtig und wirkmächtig, bleiben dem Bewusstsein jedoch weitgehend 
entzogen. Für eine solchermaßen „natürliche“ Technik entstanden Begriffe wie Biofakte4, 
also so genannte biotische Artefakte, in denen das Lebendige und das technische Artefakt 
miteinander substantiell verbunden sind oder Hybride5. Beispiele hierfür sind Nanoimplantate 
oder geklonte Tiere. Im Unterschied zu diesen Einheiten aus natürlichen und technischen 
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Anteilen findet die Verbindung zwischen Informationstechnik und Mensch zusätzlich als 
technische Medialisierung sozialer Interaktion oder - grundsätzlicher begriffen - als 
Medialisierung von Intersubjektivität statt. In diesem Zusammenhang spielt die 
Virtualisierung von sozialen Institutionen, Kommunikation und Handeln eine bedeutende 
Rolle. Eine virtuelle Handlungsumgebung ist zum Beispiel das Internet. Kommunikation, 
Warenverkehr und Wissensvermittlung nehmen hier, obwohl sie „nur“ virtuell sind, einen 
erheblichen Einfluss auf das individuelle und gesellschaftliche Leben, auf das alltägliche 
Handeln wie auf die wissenschaftliche Arbeit (Erkenntnissicherung). Insofern kann man hier 
von einer virtuellen Wirklichkeit6 sprechen. Das heißt, nicht nur Natur und Technik, sondern 
ebenso soziales und technisch induziertes Handeln sind in modernen Gesellschaften nicht 
sinnvoll voneinander zu trennen.7 
Kritik und Sublimierung der instrumentellen Vernunft 
Die im Verlauf der Technik- und Kulturgeschichte zu beobachtende wachsende Ver-
schmelzung von technischem System, gesellschaftlichem Handeln und individuellem Selbst-
verständnis, war stets von kritischen Stimmen begleitet (z.B. Hans Freyer, Arnold Gehlen, 
Jacques Ellul). Ein Aspekt der Diskussion, der mehrheitlich außerhalb der klassischen Tech-
nikphilosophie stattfand, konzentrierte sich auf Begriff und Rolle der Vernunft für die Bezie-
hung des Menschen zu seiner Umwelt und die Gestaltung der sozialen Ordnungen. Der ratio-
nalitätskritische Topos der Philosophie des 19. und 20. Jahrhunderts beruht insbesondere auf 
Annahmen, die einen starken Zusammenhang zwischen Herrschaft (beziehungsweise hier oft 
synonym verwendet „Macht“ 8) und dem Begriff der Vernunft herstellen. „Was die Menschen 
von der Natur lernen wollen, ist, sie anzuwenden, um sie und die Menschen vollends zu be-
herrschen“ so Horkheimer und Adorno 1944.9 Die instrumentelle Vernunft richte sich nicht 
nur auf die Natur, sondern auch auf die „Zurichtung“10 des Menschen gemäß der Anforderun-
gen eines Systems von Kapital und Herrschaft, das Konformität und Anpassung verlange. 
Ähnlich diagnostizieren andere Positionen die Bindung des Vernunftbegriffs an Normen, 
Macht und den (angenommen) falschen Glauben an letzte Wahrheiten.11 Leitgedanke ist hier, 
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gegen die vereinheitlichende Vernunft die Forderung nach der „… Fähigkeit, das Inkommen-
surable zu ertragen“ zu setzen.12 
Parallel und weitgehend unberührt von dem durch die Geisteswissenschaften geführten 
Diskurs um den Stellenwert der Vernunft in einer „reflexiven Moderne“13 entwickelten sich 
seit der zweiten Hälfte des 20. Jahrhunderts Hochtechnologien wie die Informations- oder 
Nanotechnologien, die selbstverständlich auf dem Logozentrismus der Natur- und Technik-
wissenschaften beruhen, aber durch ihre Anpassungsleistungen an natürliche Objekte und so-
zialen Umwelten ihre Arbeitsgrundlage vergessen lassen. So führt zum Beispiel gerade die 
Vereinheitlichung, Modellierung und Simulation nach logischen Kalkülen in der Informati-
onstechnik zu eben der dezentrierten, spontanen und vielschichtigen Kommunikationsland-
schaft des Internet, die häufig als Verwirklichung eines neuen, gerade nicht logozentrischen 
Denkens begrüßt wird.14 
Obwohl die verschiedenen Hochtechnologien wechselseitig voneinander profitieren, 
nehmen die Informationstechniken als wichtiges Instrument der Forschung und Entwicklung 
in den anderen Wissenschaftszweigen eine Sonderrolle ein. Darüber hinaus gewinnen sie 
einen größeren allgemeinen Einfluss, weil sie in Form von unterschiedlichen Anwendungen 
von jedem Einzelnen verwandt werden können und so in besonderer Weise geeignet sind, sich 
mit Person und Leben von Individuen zu verbinden. 
Vom Primat der Herrschaft durch Rationalität zum 
Primat der Herrschaft durch Sicherheit 
Das heutige Unbehagen an der Technisierung, entspricht in vielen Aspekten der 
philosophischen Auseinandersetzung mit dem Rationalitätsbegriff der Moderne. Ohne hier 
näher auf die Facetten und Widersprüche philosophischer Vernunft- und Technikkritik 
eingehen zu können, soll im Folgenden eine neu motivierte Form der Etablierung der so 
genannten instrumentellen Vernunft aufgezeigt werden. Die instrumentelle Vernunft ist 
gerichtet auf die Identifizierung von Regeln und Naturgesetzen, deren Beherrschung letztlich 
zur Kontrolle - im Sinne von Steuerung und Nutzbarmachung - der dinglichen, natürlichen 
und sozialen Welt durch den Menschen führen. Ähnlich geht es bei der Implementierung der 
Informationstechnik um die Durchsetzung einer neuen Zentralperspektive, also einem 
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technisch induzierten Ordnungs- und Interpretationsschema von Welt. Diese 
Zwecksetzungen: Berechenbarkeit, Kontrolle und Steuerung sind gleichzeitig die Kriterien für 
die Herstellung von Sicherheit15. Wie die Technikwissenschaften Sicherheit herstellen für die 
Vorhersagbarkeit und Steuerung von Ereignissen und Zuständen, so zielt das 
Sicherheitsdenken der modernen Industrienationen auf die Kontrolle menschlichen Handelns 
und die Antizipation zukünftiger Ereignisse zum Zweck der Vermeidung von Unsicherheit. 
Technisierung als Praxis der rationalen Erfassung natürlicher und sozialer Prozesse ist 
gleichbedeutend mit den Voraussetzungen für die Herstellung von Kontrolle, welche 
wiederum grundlegend für einen politisch vorherrschenden Begriff von Sicherheit sind. 
Sicherheit lässt sich allgemein definieren als: "Zustand des Unbedrohtseins, der sich objektiv 
im Vorhandensein von Schutz[einrichtungen] bzw. im Fehlen von Gefahr[enquellen] darstellt 
und subjektiv als Gewißheit über die Zuverlässigkeit von Sicherungseinrichtungen empfunden 
wird."16 Sicherheit kann insofern als bloß relativer Zustand der Gefahrenfreiheit bestimmt 
werden, der unter bestimmten Bedingungen in Abhängigkeit von Zeitraum und Umgebung 
gegeben ist. Bei der so genannten Öffentlichen Sicherheit (auch „Innere Sicherheit“) geht es 
zum einen um die Sicherung der Bürgerinnen und Bürger durch den Staat und zum anderen 
um die Sicherung der staatlichen Einrichtungen und der politischen Ordnung selbst (gegen 
Bedrohungen durch die eigenen Staatsbürger oder „von außen“). Bei der aktiven 
Gefahrenabwehr spielen insbesondere Polizei und Verfassungsschutz eine wichtige Rolle. Für 
die Prävention sind vor allem Maßnahmen im sozialpolitischen Bereich zur Schaffung von 
Chancengleichheit und sozialer Gerechtigkeit von Bedeutung.17 Vermehrt werden 
Gefahrenabwehr wie auch Prävention jedoch in Verbindung mit technischen Innovationen 
angestrebt: Kontrolle und Steuerung durch allgegenwärtige und häufig unsichtbar in die 
Lebenswelt verwobene Technologien sind zunehmend Bestandteil der gesellschaftlichen 
Sicherheitsarchitektur.18 Hier kommt vor allem das Konzept der vernetzten Sicherheit19 zum 
tragen, für das Daten, die durch und an einzelnen Nutzern erhoben werden zusammen mit 
polizeilichen und privatwirtschaftlichen Kontroll- und Speichertechniken ein wichtiger 
Baustein sind. Es handelt sich hierbei um eine Verschmelzung von instrumenteller Vernunft 
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und Sicherheitsdenken in einem Dreiklang aus Erfassung, Kontrolle und Steuerung. Diese 
Rehabilitierung der instrumentellen Vernunft auch außerhalb der Technikwissenschaften geht 
auf unterschiedliche Aspekte zurück: auf eine angenommene terroristische Bedrohung, die 
gegebenen technischen Möglichkeiten und das Verschwinden dieser spezifischen Form der 
Weltaneignung in einer lebensweltlich integrierten Technologie. 
Versicherheitlichung als dialektische Einlösung instrumenteller Vernunft 
Die Proliferation technischer Sicherheitslösungen veranschaulicht zum einen den Erfolg 
des instrumentellen Denkens: Die Technisierung des Sicherheitsdenkens der westlichen In-
dustrienationen führt zu einer Versicherheitlichung20 der meisten Lebensbereiche im Sinne 
einer allumfassenden Prävention. Erkenntnistheoretisch beruht dieses Sicherheitsdenken auf 
den Berechnungen, Modellen und Simulationen eines technikwissenschaftlichen Weltbildes. 
Geistesgeschichtlich bestätigt es die Vorherrschaft eines instrumentellen Typs der Weltaneig-
nung, der unterstützt durch eine „anschmiegsame“ und individuell nutzbare Technik eine ver-
breitete materiale Entsprechung findet. Das Sicherheitsdenken bleibt somit keine Sache des 
Staates, sondern prägt auch den einzelnen Nutzer, beispielsweise in modifizierten Spielarten 
des Sicherheitsdenkens etwa in Form einer Kommodifizierung durch allgegenwärtige Assis-
tenzsysteme (z.B. Smartphones). 
Zum anderen bestätigt sich hier ein relativistischer Begriff von Vernunft, der in seiner Gel-
tung nicht unabhängig von Konstitutionsbedingungen wie Macht, Diskurs oder Naturkausali-
tät zu denken ist: Die Zuschreibung von Sicherheit und Unsicherheit kann in einem konstruk-
tivistischem Verständnis21 im weitesten Sinne als soziale Norm beschrieben werden, die zwar 
in Verhältnis zu objektiven Sicherheitskriterien wie Bedrohung oder technischer Zuverlässig-
keit steht, die aber notwendig aus kommunikativen Prozessen der Gewichtung und Bewertung 
von Sicherheitsrisiken hervor geht. Sicherheit als soziale Norm rechtfertigt die Durchdringung 
und Kontrolle einer funktionalen und instrumentellen Ordnung in die meisten Lebensbereiche 
und bestätigt gleichzeitig umgekehrt die Bindung des Rationalitätsbegriffs an normative Vor-
gaben - hier erscheint nun das als rational, was sicher ist. Nicht nur im Sinne einer „objekti-
ven“ Erkenntnissicherung, sondern „sicher“ auch in Hinsicht auf vitale Sicherheitsinteressen 
in Kombination mit ihrer machtvollen Durchsetzbarkeit. 
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