De kracht van Service Level Agreements als onderdeel van Risicomanagementmethoden by Bergen, Marc van
De kracht van Service Level Agreements als onderdeel van Risicomanagementmethoden 1 van 124 
 
 
 
 
 
 
 
 
 
 
 
De kracht van Service Level Agreements  
als onderdeel van Risicomanagementmethoden 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Open Universiteit Nederland 
Faculteit Management, Science & Technology 
Opleiding  : Master Business Process Management and IT 
Examinator  : Professor dr. R. Kusters 
Meelezer  : Dr. W. Rutten 
Student   : M.J.A. van Bergen 
Studentnummer : 838041988 
Datum verslag : 28 maart 2016 
Afstudeerzitting : 22 april 2016 
 
 De kracht van Service Level Agreements als onderdeel van Risicomanagementmethoden 2 van 124 
 
Voorwoord 
Deze scriptie is het resultaat van een afstudeeronderzoek uitgevoerd op het gebied van het 
toepassen van Service Level Agreements als onderdeel van risicomanagement bij IT-
outsourcing. 
 
Bij het uitvoeren van het onderzoek zijn er veel mensen geweest die een belangrijke rol vervuld 
hebben in het totale traject en die mensen ben ik zeer erkentelijk voor alle bijdragen. Twee 
personen wil ik graag persoonlijk bedanken. De heer ir. H. Hofstee heeft als begeleider in de 
beginfase een belangrijke rol vervuld in de totstandkoming van het onderzoek. De tweede 
persoon die ik wil bedanken is professor dr. R. Kusters die de begeleiding overgenomen heeft in 
de eindfase. De bijdragen van beiden aan dit onderzoek heb ik als bijzonder waardevol ervaren 
en waardeer ik zeer. 
 
Tot slot een speciaal woord van dank aan een “sparringpartner” die gedurende het hele 
afstudeertraject belangstelling heeft getoond in de voortgang van het project, adviezen heeft 
gegeven en steeds opnieuw de focus op het einddoel heeft gehouden. 
 
Hulst, maart 2016 
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Samenvatting 
Een toenemend aantal bedrijven maakt gebruik van externe aanbieders van IT-diensten en dit 
wordt IT-outsourcing genoemd. Redenen om gebruik te gaan maken van IT-outsourcing zijn 
volgens Bhattacharya et al. (2003) kostenreductie, de focus op kernactiviteiten, 
liquiditeitsbehoefte, IT kennis en vaardigheden en omgevingsfactoren. Er is sprake van IT-
Outsourcing in gevallen dat er “inkoop van diensten of producten is van een externe leverancier 
of producent met als doel kosten te besparen” (Tafti, 2005). IT-outsourcing is niet per definitie 
succesvol. Uit onderzoek van Bahli & Rivard (2003) bleek dat risicomanagement een 
succesfactor is bij IT-outsourcing. Een onderdeel van risicomanagement is het gebruik van een 
Service Level Agreements (Chou & Chou, 2008). 
 
Ongewenste ervaringen binnen de productieorganisatie van een farmaceutisch bedrijf, waarbij 
er sprake was van een verminderde servicebeleving van eindgebruikers, vormden de aanleiding 
om dit onderzoek te starten. Binnen de onderzochte organisatie wordt er gebruik gemaakt van 
risicomanagementmethoden en Service Level Agreements. Dit onderzoek gaat in op het gebruik 
van Service Level Agreements als onderdeel van risicomanagementmethoden. De doelstelling 
daarbij is om het inzicht te vergroten in de functie van een Service Level Agreement als 
onderdeel van risicomanagement bij IT-outsourcing. Daarbij wordt er specifiek aandacht 
besteed aan de wijze waarop Service Level Agreements gerelateerd zijn aan 
risicomanagementmethoden. 
 
Het onderzoek is gestart met het uitvoeren van een literatuuronderzoek waarbij eigenschappen 
van Service Level Agreements en de functie er van binnen risicomanagementmethoden bij IT-
outsourcing is onderzocht. Het literatuuronderzoek heeft geresulteerd in een referentiemodel 
dat bestaat uit de kenmerken van vier risicomanagementmethoden waarop de volgende in de 
wetenschappelijke literatuur genoemde kenmerken van Service Level Agreements zijn 
toegepast: vastleggen van eisen, prestatiemanagement, kwaliteitsmanagement, 
relatiemanagement en financieel beheer. Het referentiemodel is vervolgens getoetst op 
bruikbaarheid binnen de onderzoeksorganisatie. Voor dit doel zijn er twee actieve IT-
outsourcingscontracten geselecteerd waarvoor ook een Service Level Agreement afgesloten is. 
 
De toetsing binnen de onderzoeksorganisatie heeft plaatsgevonden via empirisch onderzoek 
waarbij er gegevens verzameld zijn via interviews en het bestuderen van documenten die 
betrekking hebben op de uitgevoerde IT-outsourcingsprojecten. De praktisch verkregen 
resultaten zijn vervolgens geanalyseerd en vergeleken met het vanuit de theorie opgestelde 
referentiemodel. Dit heeft geresulteerd in de conclusie dat de vijf kernbegrippen uit het 
referentiemodel door deelnemers aan het onderzoek benoemd en herkend zijn. Daarbij gaat 
het om een gevolgde werkwijze waarbij er gestart wordt met het vaststellen van eisen aan IT-
outsourcing, het controleren op geleverde prestaties, de kwaliteit van dienstverlening en het 
relatiemanagement. Daarnaast is er aandacht voor financieel beheer in de vorm van 
kostenbesparingen. Het grootste deel van de onderkende indicatoren uit het referentiemodel 
bleek van toepassing binnen de onderzoeksorganisatie. Nader onderzoek naar de juistheid van 
het model binnen andere organisaties is echter wel noodzakelijk. 
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1 Inleiding 
In toenemende mate wordt er gebruik gemaakt van externe aanbieders van IT-diensten in de 
vorm van IT-outsourcing. Outsourcing is gedefinieerd als “inkoop van diensten of producten van 
een externe leverancier of producent met als doel kosten te besparen” (Tafti, 2005). Volgens 
Bahli & Rivard (2003) is risicomanagement een succesfactor bij IT-outsourcing. Door de inzet 
van risicomanagementmethoden worden risico's geïdentificeerd. Zoals door Chou & Chou 
(2009) is aangegeven, maakt een Service Level Agreement (SLA) onderdeel uit van 
risicomanagement. Een Service Level Agreement is een clausule in een contract om te 
waarborgen dat de opdrachtgever de juiste prestaties geleverd krijgt door de leverancier (Tafti, 
2005). Dit onderzoeksrapport geeft de resultaten weer van een onderzoek dat gericht was op 
het verwerven van meer inzicht in effectiviteitsfactoren en criteria van 
risicomanagementmethoden bij IT-outsourcing binnen een farmaceutisch bedrijf waarbij ook 
Service Level Agreements worden toegepast. 
1.1 Aanleiding en probleemstelling 
De ongewenste ervaringen van de afdeling Manufacturing IT van een farmaceutische 
productieorganisatie en de service beleving van de eindgebruikers waren aanleiding voor het 
starten van dit onderzoek. De volgende signalen werden daarbij onderscheiden: 
 Specifieke kennis van farmaceutische regelgeving (validatiemethodieken en IT 
compliance) ontbreekt bij de opdrachtnemer (leverancier) van IT-outsourcing; 
 Communicatieproblemen tussen opdrachtgever en opdrachtnemer, zowel taal specifiek, 
culturele verschillen en kennis van vakjargon; 
 IT-diensten worden op afstand geleverd (geografisch gescheiden locaties kunnen in 
andere tijdzones gelegen zijn); 
 Globaal inzicht in de bedrijfsproceskenmerken en van lokale productielocaties ontbreekt 
bij de leveranciers. Daarbij hoort het tijd kritisch leveren van producten die bovendien 
moeten voldoen aan de hoogste kwaliteitseisen. Dit vraagt om het aanbieden van IT-
diensten die daaraan voldoen. 
 
Het compliant en tijdig kunnen leveren van geneesmiddelen door een excellent presterende 
organisatie is dus van groot belang. Alle bedrijfsonderdelen worden geacht hieraan een 
maximale bijdrage te leveren. Voor IT betekent dit dat risico's verbonden aan dienstverlening 
en IT-outsourcing verminderd dienen te worden. Risico’s worden geïdentificeerd door gebruik 
te maken van risicomanagementmethoden. De onderscheiden risico’s worden gebruikt om 
afspraken over de overeengekomen niveaus van IT dienstverlening vast te leggen in een Service 
Level Agreement die afgesloten wordt tussen de opdrachtgever en de externe opdrachtnemer. 
Service Level Agreements zijn essentieel voor het realiseren van effectievere, transparantere en 
kwalitatief hoogwaardigere Manufacturing IT dienstverlening. 
1.2 Onderzoeksmodel 
Het conceptueel onderzoeksmodel, weergegeven in figuur 1, is een schematische weergave van 
de structuur van onderzoek, en is opgesteld volgens de methode van Verschuren & 
Doorewaard (2007). 
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Het onderzoeksmodel beschrijft globaal de structuur van onderzoek. Tijdens de fase 
literatuurstudie zijn de theoretische aspecten van IT-outsourcing management, 
risicomanagement bij IT-outsourcing en inzet van risicomanagement bestudeerd via het 
selecteren van relevante academische literatuur. Dit heeft geleid tot aandachtspunten voor 
risicomanagement bij IT-outsourcing die zijn samengebracht in een conceptueel model 
weergegeven in paragraaf 2.5. Voor de empirische toetsing zijn IT-outsourcingscontracten met 
bijbehorende Service Level Agreements geselecteerd zoals die afgesloten zijn door een 
farmaceutische onderneming met externe leveranciers. Uitgangspunt daarbij was het aantonen 
van de juistheid van het gevonden conceptueel model door dit te toetsen in een 
praktijksituatie. 
 
Na het analyseren van de verkregen resultaten is meer inzicht ontstaan in de 
effectiviteitscriteria en zijn er aanbevelingen geformuleerd voor het toepassen van effectief 
risicomanagement bij IT-outsourcing. Dit is conform de geformuleerde onderzoeksdoelstelling 
die in paragraaf 1.3 beschreven is. 
 
 
Figuur 1 Conceptueel onderzoeksmodel 
 
Het conceptueel onderzoeksmodel kan als volgt tekstueel weergegeven worden: 
Bestudering van de 
theoretische aspecten 
van IT-outsourcing 
management, 
risicomanagement bij IT-
outsourcing en inzet van 
risicomanagement bij IT-
outsourcing 
 leidt tot meer inzicht in 
de functie van een SLA 
als onderdeel van 
risicomanagement 
wanneer deze toegepast 
worden bij IT-
outsourcing. 
 Een vergelijking van de 
resultaten getoetst aan 
een praktijkcasus “inzet 
SLA’s als onderdeel van 
risicomanagement bij  
IT-outsourcing” 
resulteert in 
 aanbevelingen voor het  
effectief toepassen van 
SLA’s als onderdeel van  
risicomanagement bij IT-
outsourcing. 
 
Op basis van het conceptuele onderzoeksmodel uit figuur 1 is de volgende centrale vraag 
gedefinieerd: 
Op welke manier kunnen Service Level Agreements als onderdeel van 
risicomanagement effectief op IT-outsourcing worden ingezet in een farmaceutisch 
bedrijf? 
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Om de centrale vraag te kunnen beantwoorden zijn er onderzoeksvragen, deelvragen en 
subvragen gedefinieerd, zie hiervoor paragraaf 1.4. 
1.3 Doelstelling van het onderzoek 
Service Level Agreements vormen een onderdeel van risicomanagement (Chou & Chou, 2008). 
De doelstelling van dit onderzoek is om na te gaan hoe Service Level Agreements kunnen 
bijdragen om een positief, gunstig, effect te hebben op risicomanagement wanneer ze worden 
toegepast als onderdeel van een risicomanagementmethode. Er is sprake van een positief 
effect bij het toepassen van een risicomanagementmethode wanneer het doel bereikt wordt 
dat de kans van optreden van een risico verminderd wordt of wanneer er zelfs voorkomen kan 
worden dat een risico optreedt. Voor het bereiken van de doelstelling van het onderzoek wordt 
er gezocht naar eigenschappen van Service Level Agreements die, toegepast in combinatie met 
een risicomanagementmethode, ervoor zorgen dat de kans op succesvolle IT-outsourcing 
toeneemt. 
1.4 Vraagstelling onderzoeksvragen 
Op basis van het conceptuele onderzoeksmodel zijn de volgende onderzoeksvragen 
geformuleerd: 
1. Wat is er in de literatuur bekend over eigenschappen van Service Level Agreements en 
de functie ervan wanneer deze samengebracht worden in een conceptueel model en 
waarbij daaraan verbonden activiteiten toegepast worden als onderdeel van 
risicomanagementmethoden bij IT-outsourcing vanuit de optiek van de klant? 
2. Wat zijn de resultaten van de validatie van het in vraag 1 ontworpen conceptueel model 
wanneer het model op juistheid getoetst wordt door het toe te passen op één of meer 
IT-outsourcingscontracten bij een farmaceutisch bedrijf, waarbij inzicht ontstaat in de 
mate waarin het conceptueel model helpt om risico’s te verminderen. 
 
Er zijn drie hoofdaandachtsgebieden onderscheiden voor de deelvragen. Het eerste 
hoofdaandachtsgebied betreft de deelvragen 1.1 tot en met 1.4 die gaan over 
risicomanagementmethoden. Het tweede hoofdaandachtsgebied betreft de deelvragen 1.5 tot 
en met 1.8 die gaan over het inzetten van Service Level Agreements bij het management van 
een IT-outsourcingsrelatie. De deelvragen 1.9 en 1.10 hebben betrekking op het derde 
hoofdaandachtsgebied dat betrekking heeft op de wijze waarop een Service Level Agreement 
gerelateerd is aan de gevonden risicomanagementmethoden. 
 
Afgeleide deelvragen voor onderzoeksvraag 1 zijn: 
1.1 Welke, in de literatuur beschreven, risicomanagementmethoden kunnen bijdragen 
aan het reduceren van risico's verbonden aan IT-outsourcing? 
1.2 Wat zijn de kenmerken van de genoemde risicomanagementmethoden? 
1.3 Op welke wijze dragen de genoemde risicomanagementmethoden bij aan het 
reduceren van risico's? 
1.4 Waaraan moet een risicomanagementmethode, volgens de literatuur, voldoen om 
effectief ingezet te kunnen worden? 
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1.5 Welke functie wordt door een SLA vervuld bij risicomanagement? 
1.6 Hoe worden risico's gemitigeerd binnen de onderscheiden soorten SLA's? 
1.7 Wat zijn specifieke SLA eigenschappen die betrekking hebben op IT-outsourcing? 
1.8 Op welke wijze hebben de bij deelvraag 1.7 onderscheiden eigenschappen invloed op 
de IT-outsourcingrelatie? 
1.9 Wat is de relatie tussen SLA's en onderkende risicomanagementmethoden? 
1.10 Welke knelpunten kunnen onderscheiden worden bij de resultaten van subvraag 1.9? 
 
De antwoorden op de voorgaande onderzoeksvraag en de daarbij gedefinieerde deelvragen 
hebben geresulteerd in tabel 8 waarin de relatie tussen Service Level Agreements en 
risicomanagementmethoden is weergegeven en dat als model gehanteerd wordt. Om de 
juistheid van dit model in een praktijksituatie te toetsen is de tweede onderzoeksvraag met 
bijbehorende deelvragen geformuleerd. 
 
Voor onderzoeksvraag 2 zijn de volgende deelvragen geformuleerd: 
2.1 Welke SLA’s zijn bekend bij de onderzochte IT-outsourcingcontracten bij het 
farmaceutische bedrijf? 
2.2 Wat zijn de kenmerken van de gevonden SLA’s in termen van eigenschappen uit het in 
vraag 1 gevonden referentiemodel? 
2.3 Op welke wijze is het risicomanagement ingericht bij de onderzochte IT-
outsourcingcontracten bij het farmaceutische bedrijf? 
2.4 Wat zijn de kenmerken van het risicomanagement zoals aangetroffen in 2.3? 
2.5 Welke risicomanagementmethoden zijn aangetroffen bij de onderzochte IT-
outsourcingcontracten bij het farmaceutische bedrijf? 
2.6 Welke functie(s) vervul(t)len de in 2.1 aangetroffen SLA’s als onderdeel van 
risicomanagementmethoden in termen van eigenschappen uit het in vraag 1 gevonden 
referentiemodel? 
2.7 Wat zijn overeenkomsten en verschillen tussen beschrijvingen van één of meer IT-
outsourcingcontracten bij een farmaceutisch bedrijf en het referentiemodel van vraag 1? 
1.5 Relevantie onderzoek 
Het empirisch onderzoek is vanuit theoretisch oogpunt relevant omdat het gebaseerd is op 
eerder uitgevoerd wetenschappelijk onderzoek naar risicomanagementmethoden waarop 
wordt voortgebouwd. Naar dit eerder uitgevoerde onderzoek zijn verwijzingen opgenomen. De 
conclusies van dit onderzoek vergroten het inzicht hoe Service Level Agreements bijdragen aan 
het effectief beheersen van risico's wanneer deze als onderdeel van 
risicomanagementmethoden worden toegepast. De resultaten en conclusies worden 
toegevoegd aan het bestaande onderzoeks- en kennisdomein. 
1.6 Opbouw van dit rapport 
De aanleiding, probleemstelling, het gevolgde onderzoeksmodel, de onderzoeksdoelstelling en 
de vraagstelling gebruikt tijdens het onderzoek, zijn in dit hoofdstuk beschreven. In hoofdstuk 2 
zijn de resultaten van het uitgevoerde literatuuronderzoek verantwoord.  
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Het onderzoeksontwerp is weergegeven in hoofdstuk 3, gevolgd door de onderzoeksresultaten 
die in hoofdstuk 4 zijn opgenomen. De onderzoeksconclusies zijn opgenomen in hoofdstuk 5. 
Hoofdstuk 6 bevat aanbevelingen voor vervolgonderzoek. Het rapport wordt afgesloten met 
hoofdstuk 7 waarin de evaluatie van het onderzoek beschreven is. 
2 Theoretisch kader 
Voor het beantwoorden van de centrale vraag uit paragraaf 1.2 is een literatuurstudie 
uitgevoerd. Om de centrale vraag te kunnen beantwoorden zijn er definitievragen, deelvragen 
en subvragen gedefinieerd via de methode van uiteenrafelen. Dit is toegelicht in bijlage A 
waarbij ook de geïdentificeerde kernbegrippen zijn weergegeven. 
2.1 Definitievragen 
Op basis van de bestudeerde artikelen zijn er definities vastgelegd. Voor elke definitievraag zijn 
er verwijzingen naar relevante wetenschappelijke artikelen opgenomen waarmee de keuze 
voor een definitie verantwoord is. 
 
Definitievraag 1: Wat wordt in dit onderzoeksrapport verstaan onder risico? 
In dit onderzoek wordt de volgende definitie van risico gehanteerd. Aubert et al. (1999) zien 
risico als een ongewenste uitkomst waarvan de waarschijnlijkheid van optreden bepaald kan 
worden via de formule van Boehm. 
 
De definitie is tot stand gekomen op basis van de volgende bestudeerde literatuur. Aubert, 
Dussault, Patry & Rivard (1999) hanteren de definitie van Boehm waarin risico gezien wordt als 
"the possibility of loss or injury". Ook Bhattacharya, Behara & Gundersen (2003) sluiten aan bij 
deze definitie. De kans van optreden van een risico ("Risk Exposure, RE") wordt berekend als 
resultaat van de waarschijnlijkheid van een onzekere uitkomst, uitgedrukt als P(UO) 
vermenigvuldigd wordt met het verlies van de betrokken partijen als de uitkomst 
onbevredigend is, uitgedrukt als L(UO). In formulevorm wordt dit weergegeven als: 
RE = P(UO) x L(UO). 
 
Een ongewenste uitkomst wordt beschouwd als het optreden van een risico waarop actie 
ondernomen moet worden. Zur Muehlen & Ho (2006) geven als definitie van risico "the 
probability of occurrence of loss/gain multiplied by its respective magnitude". Het Project 
Management Institute hanteert de volgende definitie van risico "an uncertain event or 
condition that, if it occurs, has a positive or negative effect on a project objective". 
 
De definitie van Boehm, geciteerd door Aubert et al. (1999), is vanwege de verbijzondering in 
risico's met laag, gemiddeld en hoog risico situaties geselecteerd voor gebruik in dit onderzoek. 
Daarbij noemt Aubert ook het begrip effectief dat inhoudt dat binnen een 
risicomanagementstrategie de aandacht uitgaat naar die component die het meest bijdraagt 
aan het beperken van de kans van optreden van een risico. 
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Definitievraag 2: Wat wordt in dit onderzoeksrapport verstaan onder risicomanagement? 
Risicomanagement is door Hardy (2006) gedefinieerd als: "Risk management is driven by the 
board’s need to demonstrate good enterprise governance to shareholders, regulators, 
employees, vendors and customers. The board should manage risk by ascertaining that there is 
transparency about significant risks to the enterprise and clarifying risk-taking or risk-avoidance 
policies. 
 
The board should also insist that risk management be embedded in the operation of the 
enterprise to ensure quick reporting and response to the ever-changing risk challenges". Het 
management dient inbedding na te streven in het operationeel handelen (bewustwording 
creëren) zodat er snel gerapporteerd kan worden tijdens steeds wijzigende situaties op het 
terrein van risicobeheersing. 
 
De definitie is tot stand gekomen op basis van de volgende bestudeerde literatuur. Het door 
Hardy (2006) beschreven risicomanagementproces sluit goed aan bij governance en 
risicobeheersing en vertoont ook grote gelijkenis met de hierna beschreven COSO-ERM 
werkwijze waarbij de ondernemingsleiding transparantie nastreeft ten aanzien van mogelijke 
risico's, zodat daarop geanticipeerd kan worden. Binnen het risicomanagementproces wordt 
continu gezocht naar risico's die vervolgens beoordeeld worden. Zo gebruiken Chou & Chou 
(2008) als definitie voor risicomanagement "het identificeren en beheersen van risicofactoren 
die kritisch zijn voor het succes van een project". Zur Muehlen & Ho (2006) hanteren de 
doelstelling om mogelijke risico's te reduceren of te neutraliseren en gelijktijdig kansen te 
bieden voor een positieve verbetering van prestaties. Dit gebeurt door een strategie te 
definiëren met als doelstelling om effecten van risico's te verzachten, risico's te voorkomen, 
over te gaan tot het delen van risico's tussen partijen en te streven naar een situatie waarin een 
organisatie maatregelen neemt om voorbereid te zijn op situaties waarin een risico optreedt. 
 
Racz, Weippl & Seufert (2010) bespreken de risicomanagementmethode van "The Committee 
of Sponsoring Organizations of the Treadway Commission" (COSO). In het COSO-ERM model 
wordt "Enterprise Risk Management (ERM)" gedefinieerd als "…a process, effected by an 
entity's board of directors, management and other personnel, applied in strategy setting and 
across the enterprise, designed to identify potential events that may affect the entity, and 
manage risk to be within its risk appetite, to provide reasonable assurance regarding the 
achievement of entity objectives". Uitgangspunt van het COSO-ERM model is het vanuit de 
eigen organisatie identificeren van gebeurtenissen waarop een risico analyse wordt toegepast 
en die resulteert in aanwijzingen of adviezen over hoe te reageren op risico's door middel van 
beheersingsmaatregelen. 
 
Definitievraag 3: Wat wordt in dit onderzoeksrapport verstaan onder "risicomanagement-
methode? 
Binnen dit onderzoek geeft de definitie van Fairchild (2004) het begrip 
"risicomanagementmethode" het best weer wanneer er ook gekeken wordt naar deelvraag 2. 
In vergelijking met de andere weergegeven definities betreft het ook de meest algemene 
definitie zonder dat deze beperkt is tot een specifieke methode of toepassing. 
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De definitie is tot stand gekomen op basis van de volgende bestudeerde literatuur waarbij 
specifiek is gezocht naar risicomanagementmethoden die betrekking hebben op IT-outsourcing. 
De gevonden definities voor het begrip risicomanagementmethode zijn opgenomen in tabel 1. 
 
Tabel 1 Gevonden definities van risicomanagementmethoden 
Definitie risicomanagementmethode Verwijzing 
Fairchild verwijst naar het door W. Raffoul beschreven Meta Group Outsourcing 
Maturity Model, met de definitie: 
"Outsourcing Management Maturity (OMM) model, a framework established 
to create effective vendor management structure, create measurable and 
enforceable service-level agreements (SLAs), implement formal processes, 
and drive vendors to improve service quality. This model was developed to 
enable outsourcing to be managed as an investment portfolio whereby cost is 
reduced, risks are mitigated, IT organization credibility is established, and 
outsourcing benefits are materialized in a timely manner." 
Fairchild 
(2004) 
O'Donnell maakt gebruik van een definitie voor "enterprise risk management" 
zoals deze is omschreven in het COSO framework.  
"The new COSO framework defines enterprise risk management as a process 
for identifying and managing potential events that could affect the entity’s 
ability to manage business risks such that they remain within its risk appetite. 
The COSO framework describes risk management as an ongoing, enterprise-
wide process that involves eight interrelated components. To establish the 
foundation for effective enterprise risk management, the organization must 
create an 
(1) internal environment, (2) objective setting, (3) event identification, (4) risk 
assessment, (5) risk response, (6) control activities, (7) information and 
communication, (8) monitoring". 
O'Donnell 
(2005) 
In de publicatie van Magnusson & Chou (2010) wordt gesteld dat het resultaat 
van het uitgebreide SABSA ("Sherwood Applied Business Security Architecture") 
model bijdraagt aan het verschaffen van duidelijkheid op het gebied van 
verantwoordelijkheden: 
"As a result, the framework clarifies the responsibilities of customers and 
outsourcing companies, thereby providing efficient risk and compliance 
management." 
Magnusson 
& Chou 
(2010) 
Het door Bhattacharya et al. (2003) ontwikkelde model heeft tot doel: 
"To understand the risk associated with the capabilities of firms and their 
outsourcers". 
Bhattacharya 
et al. (2003) 
 
Definitievraag 4: Wat wordt in dit onderzoeksrapport verstaan onder een Service Level 
Agreement, welke soorten worden onderscheiden en wat zijn haar kenmerken? 
Een Service Level Agreement is het resultaat van een onderhandeling waarbij de afspraken zijn 
vastgelegd in een schriftelijke overeenkomt tussen een service aanbieder en een klant waaruit 
de rechten en plichten van beiden blijken met inbegrip van een minimaal overeengekomen 
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service- en kwaliteitsniveau waaraan diensten dienen te voldoen, en waarin bepalingen zijn 
opgenomen die van kracht worden indien afspraken niet nagekomen worden. 
 
Een Service Level Agreement kan volgens Metters (2008) gezien worden als onderdeel van een 
contract en wordt gebruikt om de relatie tussen klant en leverancier te beheersen. Deze 
mening wordt gedeeld met Chou & Chou (2008). Voor contracten onderscheiden Dibbern et al. 
(2004) vier toepassingsvormen: "time and materials, fixed term/fixed price, mixture & 
contracted service levels". 
 
Voor het begrip Service Level Agreement zijn de volgende definities in de literatuur gevonden, 
die in tabel 2 zijn weergegeven. 
 
Tabel 2 Definitie begrip Service Level Agreement 
Definitie Service Level Agreement Verwijzing 
"A SLA is defined a contract between a service provider and consumer that 
specifies the rights and obligations of the provider and the penalties that will 
be applied if those obligations are not satisfied". 
Vahidov & 
Neumann 
(2008) 
"SLA, defined as a formal written contractual agreement between the service 
recipient (SR) and the service provider (SP) that specifies the various facets of 
the service to be provided at certain levels to meet business objectives". 
Goo, Kishore 
& Rao (2009) 
"SLAs define the requested services and at least the desired minimum quality 
levels". 
Schlosser et al. 
(2010) 
A Service Level Agreement (SLA) is "a negotiated agreement between a 
customer (user community) and the service providers on levels of service 
characteristics and the associated set of metrics". 
Doshi (2006) 
"In general, the SLA is a contract between two parties that specifies 
performance and quality metrics of an infrastructure/application service 
offering and the consequences of what happens when those metrics are not 
met". 
Bhattacharya 
et al. (2003) 
 
Een onderverdeling naar Service Level Agreements op basis van "resource management" wordt 
gegeven door Czajkowski, Foster, Kesselman, Sander en Tuecke (2002). Zij onderscheiden drie 
typen Service Level Agreements: 
1. "Task Service Level Agreements": prestatie eisen worden aan een activiteit of taak 
gekoppeld; 
2. "Resource Service Level Agreements": het recht bestaat om gebruik te maken van bepaalde 
aangeboden diensten; 
3. "Binding Service Level Agreements" waarin beschreven is hoe resources worden ingezet om 
taken uit te voeren. 
 
De indeling van Dibbern (2004) heeft betrekking op de contractvorm op hoofdlijnen. Wat 
Service Level Agreements betreft is dit niet specifiek genoeg wanneer dit vergeleken wordt met 
de indeling van Czajkowski (2002) waarin de invulling van een Service Level Agreement, 
uitgewerkt in drie typen, wordt besproken.  
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Voordeel van deze detaillering is het specifiek maken van de inhoud van een Service Level 
Agreement in tegenstelling tot een algemeen contract of hoofdlijnen, zoals bij Dibbern. 
 
Czajkowski noemt daarbij het voordeel dat verschillende leveranciers verantwoordelijk kunnen 
zijn voor een gedeelte van dienstverlening, in plaats van leverancier te zijn van het van 
totaalpakket van diensten en daarom wordt voor de indeling van Czajkowski gekozen binnen dit 
onderzoek. 
 
Welke kenmerken heeft een Service Level Agreement? 
Op basis van een Service Level Agreement weet de klant wat er verwacht kan en mag worden, 
zonder de noodzaak om gedetailleerde kennis te hebben van onderliggende processen van de 
leverancier, aldus Czajkowski et al. (2002). In het door Fairchild (2004) besproken OMM-model 
worden SLA's aanvullend ingezet voor prestatieanalyse, kostenreductie en procesoptimalisatie 
door periodieke rapportage van behaalde resultaten. Dit is overeenkomstig het door Gellings 
(2007) genoemde "performance management", dat onderdeel uitmaakt van het IT Governance 
model van Webb, Pollard en Ridley. Beide modellen zijn bruikbaar, maar binnen dit onderzoek 
wordt voor het OMM-model gekozen op basis van de relatie met zowel Service Level 
Agreements als risicomanagement. 
 
Fairchild (2004) noemt als kenmerken van Service Level Agreements: 
 Prestatieanalyse; 
 Kostenreductie; 
 Procesoptimalisatie. 
 
Per type Service Level Agreement worden door Czajkowski et al. (2002) de volgende kenmerken 
onderscheiden: 
 Service Level Agreement type 1: 
o Onderscheiden van verschillende taken; 
o Koppelen van de taken aan diensten; 
o Prestatie eisen definiëren voor diensten. 
 Service Level Agreement type 2: 
o Definiëren gebruiksrecht van diensten. 
 Service Level Agreement type 3: 
o Wijze van toepassen of inzet van diensten; 
o Vaststellen gevraagde capaciteit voor inzetten diensten. 
2.2 Methode van literatuuronderzoek 
Om meer inzicht te verwerven in effectiviteitsfactoren en criteria van risicomanagement is er 
via de digitale universiteitsbibliotheek (www.ou.nl/ub) en via het openbare intranet gezocht in 
databanken met wetenschappelijke publicaties die zijn weergegeven in tabel 3. 
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Tabel 3 Aantal gebruikte artikelen, weergegeven naar databank en periode van publicatie 
   Periode van publicatie 
Databank 
Zoekmachine 
1
9
9
8-
2
0
0
0
 
2
0
0
1-
2
0
0
5
 
2
0
0
6-
2
0
1
0
 
2
0
1
1-
2
0
1
5
 
To
ta
al
 
Elsevier ScienceDirect  2 5 1 8 
Emerald Insight  1   1 
Google Scholar  1 1 3 5 
IEEE Xplore Digital Library 1 1 6  8 
Springer  1   1 
Wiley Online Library   1  1 
Totaal 1 6 13 4 24 
 
Per deelvraag is vooraf vastgesteld met welke specifieke zoektrefwoorden per 
onderzoeksthema er gezocht ging worden. Voor het thema risicomanagement is er gezocht met 
de zoektermen (Enterprise) Risk Management, IT Governance, IT Outsourcing, ITO, Outsourcing 
Maturity Model, Risk en Risk Management Framework, terwijl er voor het thema Service Level 
Agreements de zoektermen Governance, Lock-in, Service Level Agreement en SLA gebruikt zijn. 
Bovendien zijn zoektermen gecombineerd en is er gezocht op namen van auteurs die in een 
geselecteerd artikel genoemd zijn. 
 
De toegepaste criteria op geselecteerde artikelen zijn: publicatiedatum vanaf het jaar 1998 of 
recenter. De reden hiervoor is dat outsourcing is gestart door Kodak in 1989 (Bhattacharya, 
2003) en logischerwijs volgen wetenschappelijke artikelen dan tenminste enige jaren later. De 
meeste publicaties zijn in de Engelse taal welke als selectie criterium is opgenomen. Een 
publicatie moet opgenomen zijn in een wetenschappelijke bron. Er zijn geen beperkingen 
gesteld aan de geografische regio van publicatie. Op basis van gevonden artikelen is vervolgens 
gezocht naar gerelateerde artikelen. 
 
Van gevonden artikelen is de samenvatting doorgenomen en op basis hiervan is een selectie 
gemaakt. Van geselecteerde artikelen zijn kenmerken in de vorm van meta-gegevens in het 
programma "EndNote" vastgelegd. Dit vereenvoudigt het genereren van literatuurlijsten en 
ondersteunt bij het categoriseren van artikelen per deelvraag. In totaal zijn er 24 artikelen 
geselecteerd voor het beantwoorden van de deelvragen. 
2.3 Resultaten literatuuronderzoek onderzoeksvraag 1 
Het literatuuronderzoek heeft de volgende resultaten opgeleverd voor onderzoeksvraag 1: 
Wat is er in de literatuur bekend over (eigenschappen van) Service Level Agreements en de 
functie van Service Level Agreements als onderdeel van risicomanagementmethoden bij IT-
outsourcing vanuit de optiek van de klant? 
De kracht van Service Level Agreements als onderdeel van Risicomanagementmethoden 16 van 124 
 
2.3.1 Welke, in de literatuur beschreven, risicomanagementmethoden kunnen 
bijdragen aan het reduceren van risico’s verbonden aan IT-outsourcing? 
De volgende risicomanagementmethoden zijn relevant in dit onderzoek: 
 Het door Raffoul geïntroduceerde Outsourcing Maturity Model (OMM) is nader bestudeerd 
door Fairchild (2004) en richt zich op het effectief organiseren van leveranciersmanagement 
vanuit de optiek van de opdrachtgever, dit door gebruik te maken van Service Level 
Agreements. Het verbeteren van de leveranciersrelatie staat hierbij centraal. Het model 
kent als doelstelling het managen van outsourcing als een investeringsportfolio waarbij er 
sprake is van kostenreductie, risico mitigatie en het realiseren van voordelen binnen de 
gestelde (contract) tijd (Fairchild, 2004). 
 Het COSO-ERM framework definieert risicomanagement als een proces voor het 
identificeren en beheersen van gebeurtenissen en bedrijfsrisico's op een zodanige wijze dat 
ze beheersbaar blijven en daarmee geen negatieve invloed hebben op de strategische en 
operationele doelen van een onderneming. (O'Donnell, 2005). 
 Aansluitend bij het COSO-ERM model hebben Magnusson & Chou (2010) ook ISO 20000 en 
ISO 27001 onderzocht. Dit heeft geresulteerd in uitbreiding van het Sherwood Applied 
Business Security Architecture Model (SABSA) waarin meerdere standaarden in één model 
geïntegreerd worden. Het opstellen van eisen ("requirements") wordt binnen SABSA 
gevolgd door een procedurele invulling en het definiëren van controle- en 
beheersmaatregelen. 
 Risicomanagementmethode Bhattacharya, Behara & Gundersen (2003). Zij behandelen 
binnen het Business Risk Management Framework drie modellen voor outsourcing van 
automatiseringssystemen. Daarbij wordt gebruik gemaakt van modellen om de 
outsourcingsrelatie te beheersen en afspraken contractueel vast te leggen. 
 
De genoemde risicomanagementmethoden richten zich op één of meerdere fasen gedurende 
het IT-outsourcingsproces. Het OMM-model legt meer nadruk op het leveranciersmanagement 
en het realiseren van de doelstellingen van IT-outsourcing, terwijl het COSO-ERM framework 
het identificeren en beheersen van risico's als centrale doelstelling kent. De 
risicomanagementmethode Bhattacharya, Behara & Gundersen kent het beheersen van de 
outsourcingsrelatie als centraal thema. Meest omvattend is het SABSA model dat start bij het 
definiëren van eisen, procedurele invulling en het inrichten van het beheer. Hierdoor is het 
SABSA model het meest compleet voor gebruik binnen dit onderzoek. 
2.3.2 Wat zijn de kenmerken van de genoemde risicomanagementmethoden? 
Kenmerken Meta Group Outsourcing Maturity Model (OMM) 
Service Level Agreements waarin meetbare prestatie indicatoren gedefinieerd zijn, vormen een 
belangrijk hulpmiddel binnen het OMM-model, aldus Fairchild (2004). In totaal zijn er vijf 
categorieën waarin een outsourcingspartner ingedeeld kan worden. Categorie 1 is de laagste 
categorie. De hoogste categorie geeft de meest optimale outsourcingsrelatie weer waarin de 
prestaties van de leverancier de eisen en verwachtingen van het contract ruimschoots 
overtreffen. Fairchild (2004) beschrijft belangrijke kenmerken van het OMM-model die gericht 
zijn op het verbeteren van de effectiviteit van outsourcing.  
De kracht van Service Level Agreements als onderdeel van Risicomanagementmethoden 17 van 124 
 
Daarbij wordt gebruik gemaakt van kwalificatiecriteria als relatiemanagement en van 
beoordelingscriteria ("metrics") om de Service Level Agreement prestaties te meten. Verder 
worden activiteiten uitgevoerd die gericht zijn op het beoordelen van de ingerichte, formele, 
processen. Doel is deze te optimaliseren en te verbeteren waarvoor er stimuleringsmaatregelen 
gebruikt worden welke gericht zijn op het verbeteren van leveranciersprestaties. Het 
uiteindelijke doel is het vergroten van het vertrouwen binnen de klant-leverancier relatie 
waardoor er een waardetoevoeging gerealiseerd wordt als resultaat van het 
outsourcingscontract. 
Kenmerken COSO-ERM model 
Uitgangspunt van het artikel van O'Donnell (2005) is het tijdens een risico assessment 
identificeren van alle gebeurtenissen die een risico kunnen opleveren en die vervolgens worden 
samengebracht in een "value chain map" volgens de methode van "systems thinking". Uit een 
gedetailleerde beoordeling blijkt vervolgens of een risico een bedreiging vormt voor het goed 
functioneren van het bedrijfsproces, eventueel gevolgd door een risicobeheersingmaatregel. In 
het artikel wordt een vergelijking gemaakt tussen het waardeketen model en het COSO-ERM 
model dat aangeeft welke activiteiten uitgevoerd moeten worden. Daarbij worden enkele 
technieken op hoofdlijnen besproken, maar de uitvoerende organisatie kan zelfstandig een 
techniek selecteren om een proces uit te voeren. 
 
De gekozen "value chain" benadering kent als voordeel dat, wanneer alle risico's 
geïdentificeerd zijn, er gekeken wordt naar de samenhang tussen risico's binnen de volledige 
"value chain map". Uitgangspunt hierbij is dat het systeemdenken bijdraagt aan het gedrag van 
het systeem en de invloed op het totale systeem door risico's verbonden aan individuele 
componenten. 
 
Ook Biró et al. (2006) hebben het ERM model onderzocht en zij kwamen tot de conclusie dat 
het model richting geeft aan organisaties voor het opzetten van effectieve programma's voor 
het identificeren, meten, prioriteren en het ondernemen van gepaste actie ten aanzien van 
risico's. Dit artikel is dan ook toegespitst op het invoeren van beheersingsmaatregelen en het 
gebruik van controlemechanismen. Wanneer er sprake is van outsourcing dan wordt een extra 
invloed onderkend. Een door Biró gegeven aanbeveling is het opzetten van een op kennis 
gebaseerde organisatie waarin klant en leverancier samenwerken. 
 
Boodschap van het artikel is het implementeren van een set van interne beheermaatregelen 
gericht op het meten van de prestaties van de outsourcingsleverancier en het continu 
verbeteren daarvan. Dit kan onder meer door (grote) risico's te identificeren en maatregelen te 
nemen om negatieve effecten van die risico's aan te pakken. 
Kenmerken SABSA model 
Oorspronkelijk is het SABSA model (Magnusson & Chou, 2010) een bedrijfsbreed 
beveiligingsarchitectuur model gericht op bedrijfsbehoeften dat meerwaarde biedt bij 
complexe interactie tussen "governance" en "compliance" controlemechanismen gericht op de 
informatievoorziening.  
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Voor het identificeren van risico's wordt in het artikel aangesloten bij de top 10 risico's 
opgesteld door Ebert. Het SABSA model is gelaagd opgebouwd waarbij gestart wordt bij het 
opstellen van "requirements", gevolgd door een procedurele invulling en het realiseren van 
beheersingsmaatregelen op terreinen als "access control, change and configuration 
management and monitoring operations". Vervolgens vindt implementatie van 
beheersmaatregelen en controlemechanismen plaats op de onderste twee lagen. De vijf lagen 
samen worden verbonden door een invulling van service management. Het belangrijkste 
onderdeel vanuit het perspectief van risicomanagement betreft het monitoringproces waarin 
de cyclus van doelstellingen definiëren, gebeurtenissen inventariseren, risico inschatting en het 
definiëren van maatregelen om deze risico's te beheersen wordt gevolgd. In het artikel wordt 
tevens de aanbeveling gedaan om afspraken vast te leggen in Service Level Agreements en 
contracten om de samenwerking tussen klant en leverancier te verstevigen. 
Kenmerken Business Risk Management framework 
Volgens Bhattacharya, Behara & Gundersen (2003) is de formule van Boehm een belangrijk 
instrument om het risiconiveau te bepalen. Op basis van de beweegreden om tot outsourcing 
over te gaan, wordt een bedrijf ingedeeld in één van de categorieën: 
(1) kostenreductie; 
(2) focus op kernactiviteiten; 
(3) liquiditeitsbehoefte; 
(4) IT kennis en vaardigheden; 
(5) omgevingsfactoren. 
 
Het geciteerde Four-S Outsourcing model van Zucchini uit 1992 wordt gebruikt om het 
specialisatieniveau vast te stellen van de outsourcingsleverancier. Outsourcing vindt plaats op 
basis van het criterium toegevoegde waarde. De outsourcingsrelatie zelf wordt beheerst via 
een "Reengineering-Outsourcing Decision Matrix" om risico's gerelateerd aan innovatie en 
functionele proceswijzigingen te identificeren. Hiervoor worden contractuele afspraken 
gemaakt. 
2.3.3 Op welke wijze dragen de genoemde risicomanagementmethoden bij aan 
het reduceren van risico’s? 
Het Outsourcing Maturity Model beschreven door Fairchild (2004) is opgezet om leveranciers 
effectief te managen, kosten en risico's te beheersen en Service Level Agreements met 
geformaliseerde en meetbare afspraken te kunnen invoeren, hetgeen blijkt uit de definitie (zie 
paragraaf 2.1). 
 
Ook binnen het raamwerk van Magnusson & Chou (2010) worden Service Level Agreements 
gebruikt voor het vastleggen van wederzijdse rechten en plichten tussen leverancier en 
afnemer. In beide gevallen is het doel van de Service Level Agreement om de door Chou & Chou 
(2008) beschreven risico's in de vorm van extra kosten, zoals "costly contractual amendments, 
disputes and litigation, service debasement, cost escalation and hidden service costs", te 
voorkomen. 
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Het COSO-ERM model, geanalyseerd door O'Donnell (2005), richt zich op het identificeren van 
risico's binnen de waardeketen. De volgende door Chou & Chou (2008) waargenomen risico's 
kunnen daarmee mogelijk voorkomen of verminderd worden: "unmanaged outsourcing risk will 
increase total project cost, service debasement, cost escalation, loss of organizational 
competence". 
 
Het bepalen van het risiconiveau volgens de formule van Boehm is volgens Bhattacharya, 
Behara & Gundersen (2003) belangrijk. Daarnaast is het specialisatieniveau van de 
outsourcingsleverancier samen met de geleverde toegevoegde waarde belangrijk. Door het 
maken van contractuele afspraken in de vorm van Service Level Agreements, wordt er 
gestreefd naar een goed samenwerkingsverband tussen klant en leverancier. 
2.3.4 Waaraan moet een risicomanagementmethode, volgens de literatuur, 
voldoen om effectief ingezet te kunnen worden? 
Inzetbaarheid van een risicomanagementmethode binnen de outsourcingsstadia pre-contract, 
contract en post-contract is een voorwaarde volgens Abdullah & Verner (2012). Daarbij is het 
volgens O'Donnell (2005) van belang om risicomanagementactiviteiten continu, gestructureerd 
en bedrijfsbreed uit te voeren. Dit kan door het toepassen van holistisch systeemdenken 
waarbij de toegevoegde waarde van het gehele proces in beschouwing genomen wordt. 
 
Volgens Magnusson & Chou (2010) dient een risicomanagementmethode op alle 
organisatieniveaus toegepast te worden en binnen alle projectfasen vanaf de projectstart tot 
en met de oplevering en de daarop volgende procesmonitoring. 
 
Zowel Abdullah & Verner (2012) als Magnusson & Chou (2010) stellen dat inzet van de 
risicomanagementmethode gedurende alle fasen van outsourcing en toepassing op alle 
organisatieniveaus een voorwaarde is om deze in te kunnen zetten. 
2.3.5 Conclusie relevante aspecten van risicomanagementmethoden? 
In tabel 4 zijn de relevante aspecten van risicomanagementmethoden genoemd met 
bijbehorende effecten, die samen het antwoord geven op deelvragen 1.1 tot en met 1.4. 
Gegroepeerd vormen deze deelvragen het hoofdaandachtsgebied 
risicomanagementmethoden. 
 
Tabel 4 Aspecten en effecten van risicomanagementmethoden bij IT-outsourcing 
Relevante aspecten Effect van risicomanagementmethode Referentie (literatuur) 
Eisen ("Requirements") definiëren Op basis van vastgestelde eisen in de "contextual layer" van het 
SABSA model wordt de template opgesteld die door de 
outsourcingsleverancier geïmplementeerd moet worden. Op basis 
van de eisen dienen mogelijke risico's geïdentificeerd te worden. 
Binnen de "Monitoring and Auditing" fase wordt getoetst of risico's 
(voldoende) gemitigeerd zijn. 
Magnusson & Chou (2010) 
Risico assessment Het risico assessment dient om een "Value Chain Map" te 
ontwerpen waarin relaties worden geïdentificeerd die een 
bedreiging kunnen vormen voor de bedrijfsproces-prestaties. 
Uitgangspunt is de kans van optreden van een event afgezet tegen 
de impact die het gevolg is. 
O'Donnell (2005) 
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Relevante aspecten Effect van risicomanagementmethode Referentie (literatuur) 
Risicomanagement Risicomanagement op drie niveaus: 
 Bedrijfsniveau; 
 Operationeel niveau; 
 Project niveau. 
Magnusson & Chou (2010) 
Risicobeheersing Geïdentificeerde risico's dienen opgevolgd te worden om te 
voorkomen dat kostenposten ontstaan, zoals: 
 Onverwachte transitie en beheerkosten; 
 Kosten om over te schakelen (“switching costs”); 
 Dure contractuele uitbreidingen 
 Juridische kosten wegens interpretatieverschillen; 
 Verminderd serviceniveau; 
 Kostenoverschrijding; 
 Verlies van noodzakelijke competenties; 
 Verborgen servicekosten. 
Chou & Chou (2008) 
Contractuele afspraken Belangrijke onderdelen van een servicecontract zijn: 
 Overeengekomen prestaties; 
 Tijdige levering van diensten; 
 Kostenbeheer afspraken. 
Bhattacharya (2003) 
Beheersmaatregelen Eisen, zoals niet of niet tijdig leveren, gebrek aan kwaliteit, slechte 
service en instabiliteit dienen via een SLA opgevolgd te worden via 
"Key Performance Indicators". 
Magnusson & Chou (2010) 
Samenwerking De primaire verantwoordelijkheid voor het outsourcingsproces is 
per fase van het SABSA model aangegeven: 
1. "Strategic Phase" (klant) 
2. "Impementation Phase" (leverancier) 
3. "Change and Configuration Management Phase" (klant en 
leverancier) 
4. "Monitoring and Auditing Phase" (klant) 
Magnusson & Chou (2010) 
Waardetoevoeging Eén van de vijf niveaus om het volwassenheidniveau van IT-
outsourcing vast te stellen richt zich op waarneembare waarde 
toevoeging op bedrijfsniveau. Hiervoor worden prestatie-
indicatoren gebruikt. 
Fairchild (2004) 
Prestatie-indicatoren Binnen een SLA worden prestatie-indicatoren gedefinieerd om de 
gerealiseerde prestaties te vergelijken met de contractueel 
overeengekomen prestaties. 
Fairchild (2004) 
Relatiemanagement Belangrijke aandachtpunten zijn: 
 Goede communicatie tussen klant en leverancier; 
 Communicatieplan; 
 Constante wijziging in bedrijfsplannen en technologie. 
Fairchild (2004) 
Vertrouwen Wederzijds realiseren van meer vertrouwen door medewerkers in 
te zetten met specifieke competenties die passen bij de 
contractueel overeengekomen dienstverlening. 
Fairchild (2004) 
 
2.3.6 Welke functie wordt door een SLA vervuld bij risicomanagement? 
De primaire functie van een SLA is volgens Magnusson & Chou (2010) het stimuleren van 
samenwerking tussen klant en leverancier. Criteria voor het beoordelen en evalueren van 
service en Service Level Agreements worden gegeven door Watjatrakul (2014) en hebben 
betrekking op dezelfde criteria als weergegeven in de kolom "Functie SLA". De SLA-functies met 
bijbehorende doelstelling voor risicomanagement zijn opgenomen in tabel 5. 
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Tabel 5 SLA functies en doelstellingen bij risicomanagement 
Functie SLA Doelstelling Referentie (literatuur) 
Vastleggen eisen  Vastleggen eisen en wensen klant via "requirements"; 
 Formuleren contractuele afspraken gebaseerd op 
"requirements". 
 
 Een SLA in de initiële vorm is een basisdocument dat aangeeft 
hoe de overeengekomen service door de leverancier aan de 
klant geleverd wordt en dat minimaal de servicebeschrijving 
en de beschikbaarheid bevat. 
Magnusson & Chou (2010) 
 
 
 
Garcia et al. (2013) 
Prestatiemanagement  Definiëren "Key Performance Indicators"; 
 Monitoren geleverde prestaties. 
 
 Nagaan of overeengekomen doelstellingen gehaald zijn en het 
bieden van handhavingsargumenten in de vorm van “metrics” 
die ontwikkeld zijn op basis van methoden als: 
o “Return on Investment”; 
o Netto Contante Waarde. 
 
 "Outsourcing project assessment": het beoordelen van 
prestaties na afloop van een contract en beslissen over een 
vervolgcontract op basis van de criteria: 
o Kwaliteitsniveaubeoordeling van de geboden 
dienstverlening; 
o Klanttevredenheid; 
o Goede klant-leverancier relatie. 
 
 "Service debasement". 
Magnusson & Chou (2010) 
 
 
Bhattacharya (2003) 
 
 
 
 
 
Chou & Chou (2008) 
 
 
 
 
 
 
 
Aubert et al. (1999) 
Kwaliteitsmanagement  Definiëren van kengetallen voor te leveren prestaties. 
 Afspraken over het kwaliteitsniveau en hoe er gehandeld 
wordt indien prestaties niet gerealiseerd worden. 
Bhattacharya (2003) 
Relatiemanagement  Opvolging of gemaakte afspraken nagekomen zijn. Chou & Chou (2008) 
Financieel beheer Voorkomen van: 
 "Costly contractual amendments"; 
 "Costly dispute and legislation"; 
 "Cost escalation". 
Aubert et al. (1999) 
 
2.3.7 Hoe worden risico’s gemitigeerd binnen de onderscheiden soorten 
SLA’s? 
Binnen Service Level Agreements kunnen maatregelen opgenomen worden om risico's te 
mitigeren. Deze zijn uitgesplitst naar risicomitigatiemaatregelen met bijbehorende 
doelstellingen die opgenomen zijn in tabel 6. 
 
Tabel 6 Risicomitigatiemaatregelen binnen Service Level Agreements 
Risicomitigatiemaatregel Doelstelling: Referentie (literatuur) 
IT Governance model Verbeteren stabiele outsourcingssituatie. Gellings (2007) 
Contracten met meerdere 
leveranciers afsluiten 
Voorkomen "lock-in" situatie waarbij afhankelijkheid ontstaat van 
één leverancier. 
Aubert et al. (1999) 
Clausule voortijdige beëindiging Bewustwording bij leverancier creëren dat overeengekomen 
bedrijfskritische resultaten gerealiseerd dienen te worden en dat 
het niet voldoen hieraan kan resulteren in voortijdige 
contractbeëindiging. 
Aubert et al. (1999) 
"Financial failure risk" Contractbeëindiging bij niet voldoen aan verwachte, vooraf 
gedefinieerde, resultaten. 
Metters (2008) 
Onderscheid maken tussen: 
 "Task SLA"; 
 "Resource SLA"; 
 "Binding SLA". 
 
 Taken onderscheiden en koppelen van taken aan diensten; 
 Prestatie eisen en gebruiksrecht diensten definiëren; 
 Bepalen wijze van inzet en capaciteit diensten. 
 
Czajkowski et al. (2002) 
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2.3.8 Wat zijn specifieke SLA eigenschappen die betrekking hebben op IT-
outsourcing? 
Service Level Agreements bevatten specifieke eigenschappen die gericht zijn op IT-outsourcing 
en die gegroepeerd zijn in tabel 7. 
 
Tabel 7 Specifieke Service Level Agreement eigenschappen gerelateerd aan IT-outsourcing 
Specifieke SLA eigenschappen met 
betrekking tot IT-outsourcing 
Doelstelling Referentie (literatuur) 
"Foundation characteristics" Definiëren afspraken tussen klant en leverancier. Goo, Kishore & Rao (2009) 
"Governance characteristics" Realiseren goede klant-leverancier relatie waarin gedurende de 
dagelijkse operationele en contractuitvoering veel interactie 
plaatsvindt tussen beide partijen en waarin een flexibele houding 
bij het zoeken naar oplossingen centraal staat. 
Goo, Kishore & Rao (2009) 
"Change characteristics" Omgang met toekomstige SLA aanpassingen regelen. Goo, Kishore & Rao (2009) 
Kwaliteitsmanagement/niveau Minimum vereist kwaliteitsniveau door het toepassen van metrics 
en vast te leggen hoe controle plaatsvindt en door wie. Daarnaast 
kunnen er informele controles plaatsvinden om in een vroeg 
stadium afwijkingen van het overeengekomen niveau vast te 
stellen. 
Schlosser et al. (2010) 
Fairchild (2004) 
Definiëren van metrics  Gebruik van indicatoren om prestaties te meten. 
 
 "Key Performance Indicatoren" definiëren om prestaties te 
controleren. 
Doshi (2006) 
 
Auzair et al. (2013) 
Vertrouwelijkheid  Voldoen aan wet- en regelgeving (Sarbanes-Oxley); 
 
 Beschermen bedrijfskennis van opdrachtgever uit 
concurrentie oogpunt. 
 
 Een SLA is een controle element om vertrouwelijkheid te 
definiëren. 
Morali & Wieringa (2010) 
 
Metters (2008) 
 
 
Auzair et al. (2013) 
Prestatiemanagement Definiëren van: 
 Beschikbaarheid van diensten; 
 Responstijden, ook bij kritieke verstoringen; 
 Accuraatheid; 
 Maximaal toegestane "downtime". 
Gellings (2007) 
2.3.9 Op welke wijze hebben de bij deelvraag 1.7 onderscheiden 
eigenschappen invloed op de IT-outsourcingrelatie? 
Voor de gevonden Service Level Agreement eigenschappen uit tabel 7 is een verbijzondering 
aangebracht in onderscheiden eigenschappen die invloed hebben op de IT-outsourcingsrelatie, 
waarvan het resultaat in tabel 8 is weergegeven. Hierin is tevens de relatie tussen 
controlemechanismen en invloedsfactoren te zien. 
 
Tabel 8 Service Level Agreement eigenschappen met invloed op de IT-outsourcingsrelatie 
SLA eigenschappen met invloed op 
de IT-outsourcingsrelatie  
Controlemechanismen en invloedsfactoren Referentie (literatuur) 
"Foundation characteristics"  Definiëren proceseigenaarschap via rollen en 
verantwoordelijkheden; 
 Inzet van zachte controlemechanismen als contractaanvulling, 
zoals vertrouwen en betrokkenheid waarbij de leverancier 
toezegt aan verplichtingen te zullen voldoen. 
Huang & Goo (2009) 
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SLA eigenschappen met invloed op 
de IT-outsourcingsrelatie  
Controlemechanismen en invloedsfactoren Referentie (literatuur) 
"Governance characteristics" Gebruik van managementmechanismen tussen de leverancier en 
de klant in de vorm van procedures. Vier belangrijke elementen 
daarbij zijn: 
 Communicatieplannen; 
 Controlemaatregelen (rapportagemechanismen); 
 Conflicthantering (arbitrage); 
 Handhavingsmechanismen (sancties). 
Huang & Goo (2009) 
"Change characteristics" Omgang met onzekerheid en toekomstige wijzigingen: 
 Inschatten toekomstige klantvraag; 
 Leveranciersvoorstel om op wijzigingen in te spelen; 
 Innovatieplan; 
 Feedback plannen afgestemd met de klantorganisatie. 
Huang & Goo (2009) 
Kwaliteitsniveau Kwaliteit dient gedurende alle stadia van outsourcing aandacht te 
krijgen. Tijdens formele beoordelingsmomenten, tussentijds of aan 
het einde van een outsourcingsperiode dient er een beoordeling 
door de klant uitgevoerd te worden. Daarbij zijn de volgende 
onderdelen te onderscheiden: 
 Integratie (harmonieuze samenwerking); 
 Coöperatie (gezamenlijke voordelen realiseren); 
 Coördinatie (werkzaamheden afstemmen). 
Chou & Chou (2008) 
Definiëren van prestatie-indicatoren 
en prestatiemanagement 
Prestatiemanagement wordt ingevuld door het stellen van doelen, 
zie tabel 5. 
 Aanbeveling om de SLA kort te houden met een focus op 
prestatie-indicatoren ("metrics"), dit om een te grote 
complexiteit te voorkomen; 
 Prestatie-indicatoren afleiden van het strategische plan van 
klant. 
Gellings (2007) 
 
Huang & Goo (2009) 
Vertrouwelijkheid  Gezamenlijke inspanning omdat het beide partijen aangaat; 
 Klanten willen doorgaans geen percentage voor 
vertrouwelijkheid definiëren; 
 Vertrouwelijkheid is niet of moeilijk te meten. 
 
Het risicomanagementproces dient ingezet te worden om gebieden 
inzichtelijk te maken waar er een verhoogd risico bestaat dat het 
vertrouwensprincipe geschaad wordt. 
Morali & Wieringa (2010) 
 
2.3.10 Conclusie inzet SLA’s bij het management van een IT-outsourcingsrelatie 
De deelvragen 1.5 tot en met 1.8 behoren tot het hoofdaandachtsgebied dat ingaat op de wijze 
waarop Service Level Agreements worden ingezet bij het management van een IT-
outsourcingsrelatie. Volgens Huang & Goo (2009) bevat geen van de door hen onderzochte 
Service Level Agreements alle onderdelen aangezien een Service Level Agreement dan te 
complex en te omvangrijk wordt om uit te voeren. Dit in tegenstelling tot wat Gellings (2007) 
aangeeft, namelijk dat zij een gedetailleerd contract aanbeveelt. 
 
Wel onderkennen Huang & Goo dat gedetailleerde Service Level Agreements een positief effect 
hebben op de relatie tussen opdrachtgever en opdrachtnemer en zodoende zorgen voor een 
grotere mate van vertrouwen. 
 
De wijze om een Service Level Agreement effectief in te zetten vanuit de optiek van de 
opdrachtgever is weergegeven in tabel 9. 
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Tabel 9 Wijze van inzet van een Service Level Agreement 
Wijze van inzet SLA: Inzet effectief bij het management van een IT-outsourcing relatie, 
omdat: 
Referentie (literatuur) 
SLA met beperkt aantal 
contractonderdelen 
de focus ligt op: 
 service elementen; 
 prestatie-indicatoren ("metrics"). 
De beheersbaarheid van de SLA staat hierbij centraal. 
Huang & Goo (2009) 
SLA met veel detaillering en inzet van 
IT-Governance 
door middel van een beloning- en strafmechanisme succes wordt 
nagestreefd. Factoren waarover afspraken gemaakt moeten 
worden zijn: 
 Wijzigingsverzoeken; 
 Contract onderhandelingsopties; 
 "Benchmarking"; 
 Straf- en beloningssysteem; 
 Aansprakelijkheid en verzekering; 
 Auditmaatregelen; 
 Periodiek overleg (accountmanagers, directie); 
 Betrokkenheid eindgebruikersvertegenwoordiging; 
 Monitoring geleverde prestaties, evaluatie en risicomitigatie; 
 Controle kostenniveau. 
Gellings (2007) 
SLA als planningsinstrument voor 
inzet medewerkers 
er aandacht is voor: 
 Geplande inzet van medewerkers en middelen; 
 Capaciteitsmanagement. 
Czajkowski et al. (2002) 
SLA uitvoering volgens 
beheerprincipes die zijn afgeleid van 
het "Agency Theory" principe en die 
de outsourcings-doelstelling 
bewaken. 
er formele afspraken zijn met betrekking tot: 
 Afbakenen scope, kosten en duur van projecten; 
 Belonings- en strafmaatregelen; 
 Beveiliging en vertrouwelijkheid; 
 Beheersen van projecten; 
 Dienstverleningsrapportage; 
 Herstelplannen; 
 Subcontracten; 
 Eigenaarschap en licentiemodellen; 
 Beëindigingsclausules; 
 Voldoen aan compliance eisen. 
Aris, Arshad, Mohamed 
(2008) 
2.3.11 Wat is de relatie tussen SLA’s en onderkende 
risicomanagementmethoden? 
Gellings (2007) beschrijft hoe een Service Level Agreement gekoppeld kan worden aan een 
systeem waarin de klant direct financieel gecompenseerd wordt door de leverancier indien niet 
aan contractuele verplichtingen voldaan wordt. Een koppeling tussen de Service Level 
Agreement en een risico classificatiemethode is beschreven door Gewald en Hinz (2004). 
Risico's dienen ofwel automatisch beoordeeld te worden als onderdeel van een Service Level 
Agreement of dit dient periodiek plaats te vinden. Volgens Huang en Goo (2009) vertrouwen de 
meeste bedrijven op contractuele afspraken om de effecten van risico's te beperken. Daarbij 
kan een Service Level Agreement worden ingezet als aanvulling op het afgesloten contract om 
prestaties bij outsourcing te monitoren en uitvoering van de overeenkomst te waarborgen. 
 
Risicomanagement wordt door Chou & Chou (2008) gezien als een continu proces dat bestaat 
uit: leveranciersmanagement, de SLA en het nauwkeurig factureren van geleverde diensten 
(financieel management). 
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De meeste contracten en Service Level Agreements bestaan volgens Chou & Chou (2008) uit 
eisen die genoemd worden in het contract en de Service Level Agreement en die dienen als 
afspraak voor levering (prestatiemanagement), waarbij speciale aandacht uitgaat naar de 
klant-leverancier relatie (relatiemanagement), wijzigingsverzoeken, geïdentificeerde risico's en 
het beoordelen van de kwaliteit (kwaliteitsmanagement) van geleverde diensten. 
 
In tabel 10 wordt een vergelijking gemaakt tussen de eerder onderscheiden 
risicomanagementmethoden die behandeld zijn in deelvraag 1 en de Service Level Agreements 
zoals behandeld in deelvraag 2 waarvoor de hoofdthema's van Chou & Chou (vetgedrukt in 
voorgaande paragraaf) als groeperingsbegrippen gebruikt zijn. 
 
Tabel 10 Relatie tussen Service Level Agreement eigenschappen en 
risicomanagementmethoden 
 
 
 1 Fairchild (2004) 
 2 O’Donnell (2005) 
 3 Magnusson & Chou (2010) 
 4 Bhattacharya, Behara & Gundersen (2003) 
 5 Biró et al. (2006) 
2.3.12 Welke knelpunten kunnen onderscheiden worden bij de resultaten van 
subvraag 1.9? 
Een door Huang & Goo (2009) beschreven knelpunt kan ontstaan wanneer alle onderdelen uit 
tabel 10 worden opgenomen in een Service Level Agreement. Er ontstaat dan een omvangrijk, 
complex Service Level Agreement document, zeker wanneer een organisatie te zeer streeft 
naar volledigheid en perfectie. 
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Door Watjatrakul (2014) wordt uitgegaan van een outsourcingsproces dat bestaat uit de 
hoofdfasen: 
 Beslissing tot outsourcing; 
 Selectie van een outsourcingsleverancier; 
 Implementatie outsourcingsproject. 
 
Binnen deze hoofdfasen wordt eenzelfde verbijzondering naar sub-onderdelen toegepast, 
waarbij vooral kwaliteitsmanagement en relatiemanagement door Watjatrakul (2014) zijn 
uitgewerkt. 
 
Verschillende auteurs, zoals Chou & Chou (2009), Fairchild (2004), Biró et al. (2006) en 
Bhattacharya et al. (2003), noemen het wijzigingsproces als belangrijk onderdeel in relatie tot 
zowel risicomanagement als Service Level Agreements. 
 
De invulling van wijzigingsmanagement is echter door geen van deze auteurs als 
hoofdcomponent van een Service Level Agreement genoemd. Gezien het belang van een goed 
lopend operationeel IT proces lijkt een betere invulling van het wijzigingsbeheerproces 
aangewezen, wat door Magnusson & Chou (2010) is ingevuld binnen het SABSA model. 
2.3.13 Conclusie SLA gerelateerd aan de gevonden risicomanagementmethoden 
De deelvragen 1.9 en 1.10 gaan in op de relatie tussen Service Level Agreements en 
onderkende risicomanagementmethoden. Verwantschap tussen Service Level Agreements en 
risicomanagementmethoden wordt bevestigd door Chou & Chou (2008) en ook Watjatrakul 
(2014) benoemt deze. Al deze auteurs benoemen aandachtspunten in de vorm van Service 
Level Agreement eigenschappen waaruit het toepassen van Service Level Agreements als 
onderdeel van risicomanagementmethoden blijkt. 
2.4 Conclusie literatuuronderzoek 
Het literatuuronderzoek is uitgevoerd met als doel het beantwoorden van de centrale 
onderzoeksvraag:  
Op welke manier kunnen Service Level Agreements als onderdeel van 
risicomanagement effectief op IT-outsourcing worden ingezet in een farmaceutisch 
bedrijf? 
 
Het literatuuronderzoek geeft via de resultaten van het eerste hoofdaandachtsgebied 
(deelvragen 1.1 tot en met 1.4) inzicht in aspecten die relevant zijn bij de toepassing van 
risicomanagement bij IT-outsourcing. Volgens Bahli & Rivard (2003) is risicomanagement een 
succesfactor bij IT-outsourcing. Door de inzet van risicomanagement-methoden worden risico’s 
geïdentificeerd. Zoals door Chou & Chou (2008) is aangegeven, maakt een SLA onderdeel uit 
van risicomanagement. De kenmerken van Service Level Agreements en de wijze waarop deze 
effectief ingezet kunnen worden bij het organiseren en beheren van een IT-outsourcingsrelatie 
blijkt uit de antwoorden die betrekking hebben op hoofdaandachtsgebied 2 (deelvragen 1.5 tot 
en met 1.8). 
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De onderlinge relatie tussen risicomanagementmethoden en Service Level Agreements is 
weergegeven binnen hoofdaandachtsgebied 3 (deelvragen 1.9 en 1.10) en tevens opgenomen 
in het conceptueel model, zie paragraaf 2.5. 
 
In een schematische vorm kan het resultaat van de literatuurstudie weergegeven worden als 
een uiteenrafeling in kernbegrippen, dimensies en aspecten zoals in figuur 2 is weergegeven. 
De onderscheiden kernbegrippen Service Level Agreement, risicomanagementmethode en 
effectief uit de centrale vraag zijn als dimensie aangemerkt en vervolgens uitgesplitst in 
aspecten. 
 
Figuur 2 Uiteenrafeling van kernbegrippen in dimensies en aspecten 
2.5 Conceptueel model 
Het conceptueel model geeft een schematische weergave van een deel van de werkelijkheid. 
Het model geeft daarmee het onderzoeksgebied weer waarbinnen het empirisch onderzoek is 
uitgevoerd. 
 
Het conceptueel model is weergegeven in figuur 3 en bestaat uit de kernbegrippen van het 
onderzoek die weergegeven zijn als SLA eigenschappen die onderdeel uitmaken van 
risicomanagementmethoden. 
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Figuur 3 Conceptueel model 
 
Het conceptueel model kan als volgt verwoord worden: 
De inzet van een risicomanagementmethode in combinatie met een SLA heeft effect op 
IT-outsourcing. 
 
Het model geeft richting aan het onderzoek en op basis van de resultaten van het 
literatuuronderzoek is de verwachting dat het toepassen van Service Level Agreements een 
positieve invloed heeft op de effectiviteit van risicomanagementmethoden bij IT-outsourcing. 
  
De kracht van Service Level Agreements als onderdeel van Risicomanagementmethoden 29 van 124 
 
3 Onderzoeksmethodiek 
De wijze waarop het onderzoek is uitgevoerd en de daarbij gevolgde methode van onderzoek 
wordt in dit hoofdstuk behandeld. Achtereenvolgens worden de onderzoeksstrategie, de opzet 
van het onderzoek en de praktische wijze van onderzoekuitvoering besproken. 
3.1 Onderzoeksstrategie 
Doel van het onderzoek is om vast te stellen of het conceptueel model uit figuur 3 toepasbaar is 
binnen een praktijksituatie. Om dit te kunnen toetsen is onderzoeksvraag 2 gedefinieerd die 
eerder weergegeven is in paragraaf 1.4 en die hier herhaald wordt: 
Wat zijn de resultaten van de validatie van het in vraag 1 ontworpen conceptueel model 
wanneer het model op juistheid getoetst wordt door het toe te passen op één of meer IT-
outsourcingscontracten bij een farmaceutisch bedrijf, waarbij inzicht ontstaat in de mate 
waarin het conceptueel model helpt om risico’s te verminderen. 
 
Binnen het onderzoek wordt gezocht naar het antwoord op de voorgaande onderzoeksvraag 
door een empirisch onderzoek uit te voeren waarbij er beoordeeld wordt of het conceptueel 
model uit figuur 3 juist is. Om dit te kunnen vaststellen wordt er binnen dit onderzoek een 
organisatie geselecteerd voor het uitvoeren van het praktijkonderzoek. De keuze om het 
onderzoek te beperken tot één organisatie is gebaseerd op de beperkt beschikbare tijd voor het 
uitvoeren van het onderzoek. 
 
Wanneer het onderzoek beperkt zou zijn tot één IT-outsourcingscontract en één Service Level 
Agreement kan het nadeel ontstaan dat er een eenzijdig beeld ontstaat dat te specifiek is voor 
een bepaalde situatie. Zeker wanneer er geen vergelijking uitgevoerd wordt met een ander 
contract en een andere Service Level Agreement. Het selecteren van drie of meer contracten 
zou er zeker toe leiden dat de beschikbare tijd voor het uitvoeren van het onderzoek 
overschreden zou worden. Dat is de reden dat de geselecteerde organisatie is verzocht om 
twee IT-outsourcingscontracten met bijbehorende Service Level Agreements te mogen 
onderzoeken waarmee de organisatie heeft ingestemd. 
 
Voor het verzamelen van de informatie is de onderzoeksorganisatie verzocht om meerdere 
personen in het onderzoek te mogen betrekken. Redenen hiervoor zijn het aanvullen van 
ontbrekende informatie die niet uit de documenten verkregen kon worden en de verificatie van 
de juistheid van verkregen onderzoeksresultaten die wel afkomstig zijn uit de 
documentanalyse. Per geselecteerd onderzoekscontract zijn daarom de contracteigenaar, de 
operationeel contractbeheerder die verantwoordelijk is voor de aansturing van de leverancier 
en een persoon die betrokken was bij de totstandkoming van het contract geselecteerd voor 
het houden van een interviewgesprek. In totaal zijn er dus zes personen geselecteerd voor het 
verzamelen van gegevens via een interview en dit aantal past tevens binnen de maximaal 
beschikbare tijd voor het uitvoeren van dit onderzoek. 
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3.1.1 Selecteren onderzoeksorganisatie 
Voor het selecteren van de onderzoeksorganisatie zijn de volgende eisen gedefinieerd waaraan 
een organisatie moet voldoen om het onderzoek uit te kunnen voeren: 
 De opdrachtgevende organisatie laat tenminste twee automatiseringsdiensten 
uitvoeren door een of meerdere externe leveranciers; 
 Er is sprake van een klant-leverancier relatie die contractueel vastgelegd is met 
wederzijdse rechten en plichten; 
 De organisatie is bekend met risicomanagementmethoden en maakt er gebruik van; 
 Een Service Level Agreement maakt onderdeel uit van de IT-outsourcingsovereenkomst; 
 De organisatie heeft bij voorkeur al enkele jaren ervaring met IT-outsourcing; 
 Binnen de organisatie zijn per geselecteerd IT-outsourcingscontract tenminste drie 
personen voor het verstrekken van informatie beschikbaar. Voorwaarde is dat deze 
personen betrokken zijn geweest bij de totstandkoming van het contract of betrokken 
zijn bij een operationeel IT-outsourcingscontract. 
Als onderzoeksorganisatie is gekozen voor een farmaceutisch bedrijf dat al ruim 10 jaar gebruik 
maakt van IT-outsourcingsdiensten van verschillende leveranciers en daarvoor meerdere IT-
outsourcingscontracten heeft afgesloten. De onderneming maakt gebruik van 
risicomanagementmethoden tijdens de bedrijfsvoering en ook voor het bepalen van de risico’s 
van IT-outsourcing. Bovendien is er voor elk IT-outsourcingscontract een bijbehorende Service 
Level Agreement afgesloten. 
 
Binnen de onderzochte organisatie is ruime ervaring opgedaan met IT-outsourcing hetgeen ook 
blijkt uit de uitvoerige projectdocumentatie die beschikbaar is voor de uitgevoerde IT-
outsourcingsprojecten. Alle projectfasen vanaf het selecteren van een IT-
outsourcingsleverancier tot en met de operationele fase waarin het contract wordt uitgevoerd 
zijn goed gedocumenteerd. Wat de operationele fase betreft blijkt dit uit het beschikbaar zijn 
van kwartaalrapportages waarin de leveranciersprestaties zijn opgenomen. Ook zijn er 
gespreksverslagen beschikbaar van besprekingen waarin de resultaten besproken zijn door de 
opdrachtgever met de leveranciers. Zodoende ontstaat een beeld met betrekking tot 
overeenkomsten en verschillen in documentatie en de wijze waarop resultaatverantwoording 
plaatsvindt voor beide IT-outsourcingscontracten. 
 
Voor de verificatie van de resultaten uit de documentanalyse worden er interviews gehouden 
waarvan de resultaten worden besproken en geverifieerd in een groepssessie. Op deze wijze 
kan er vastgesteld worden of de resultaten uit de documentanalyse door de geïnterviewde 
personen bevestigd worden en is het mogelijk om informatie te verkrijgen die niet uit de 
documentanalyse verkregen is. De afsluitende groepssessie is gebruikt om vast te stellen dat de 
resultaten uit de interviews correct zijn weergegeven. 
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Per contract zijn er drie deelnemers geselecteerd om deel te nemen aan de interviews. Vanuit 
het contractoogpunt is er daarbij sprake van vergelijkbare functies waarmee de contracten 
onderling ook te vergelijken zijn. Het uitgangspunt daarbij is om overeenkomsten en verschillen 
te onderkennen uit de verkregen resultaten van de documentanalyse en zoals die kunnen 
gelden tussen beide onderzochte IT-outsourcingscontracten. Voor beide contracten is daarom 
gekozen om medewerkers te selecteren voor een interview die verantwoordelijk zijn voor de 
aansturing van de outsourcingsleverancier. Ook zijn de contracteigenaren van beide contracten 
geselecteerd als respondent. De Compliance Professional is geselecteerd omdat deze bij beide 
outsourcingscontracten betrokken was om de kwaliteit van documentatie en processen te 
bewaken. 
 
Hetzelfde geldt voor de Business Analyst Manufacturing IT die organisatorisch is ingedeeld bij 
de IT afdeling productie voor het formuleren van business eisen, maar die op projectbasis ook 
meegewerkt heeft aan het formuleren van eisen voor het IT-outsourcingsproject van de IT 
afdeling die verantwoordelijk is voor Application Management. Zodoende is een vergelijking 
tussen de contracten en contractuitvoering mogelijk en kan waargenomen worden welke 
overeenkomsten en verschillen er genoemd worden tussen de beide contracten door 
geïnterviewde personen. Hierdoor is er volgens Saunders (2011) sprake van een ingebedde case 
study waarbij er bestaande theorie onderzocht wordt via toetsing van het conceptueel model. 
3.1.2 Verzamelen onderzoeksgegevens 
Om de noodzakelijke onderzoeksgegevens te verzamelen wordt er gebruik gemaakt van een 
case study waarbinnen archiefonderzoek en interviews worden toegepast als 
onderzoeksmethoden. Het archiefonderzoek is gericht op het bestuderen van 
projectdocumenten die betrekking hebben op de onderzochte IT-outsourcingscontracten en de 
totstandkoming van de bijbehorende Service Level Agreements. Tevens zijn er operationele 
documenten ingezien met daarin de gerealiseerde resultaten, zoals kwartaalrapportages, 
waarin de resultaten met betrekking tot de IT-outsourcing verantwoord zijn door de 
leverancier. De methode van case study is volgens Saunders (2011) geschikt voor verkennend 
onderzoek en wordt door Robson (2002) gedefinieerd als “een strategie voor het doen van 
onderzoek die gebruik maakt van een empirisch onderzoek van een bepaald hedendaags 
verschijnsel binnen de actuele context, waarbij van verschillende soorten bewijsmateriaal 
gebruik wordt gemaakt”. Het toepassen van een case study past binnen het verklarend en 
verkennend onderzoek. 
 
Binnen het archiefonderzoek vormen administratieve gegevens en documenten de 
voornaamste bron van gegevens (Bryman, 1989). Daarbij kan het gaan om recente alsook om 
historische documenten. Het archiefonderzoek wordt toegepast binnen dit onderzoek door het 
raadplegen van secundaire documenten zoals notulen van vergaderingen en documenten die 
opgesteld zijn binnen IT-outsourcingsprojecten. Wel dient er rekening mee gehouden te 
worden dat het risico bestaat dat gegevens ontbreken of onvolledig kunnen zijn en dat mogelijk 
niet alle gegevens beschikbaar of toepasbaar zijn wegens de classificatie vertrouwelijk. 
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In dit onderzoek is er voor gekozen om de noodzakelijke primaire gegevens te verzamelen door 
het toepassen van document analyse van Service Level Agreements die horen bij de 
onderzochte, actieve IT-outsourcingscontracten en door het houden van interviews. Door 
Saunders (2011) wordt er onderscheid gemaakt in gestructureerde, semi-gestructureerde en 
ongestructureerde interviews. Er is gekozen voor semi-gestructureerde interviews om vragen 
en thema’s af te kunnen stemmen op het specifieke werkgebied van elke geïnterviewde 
persoon waarbij de hoofdthema’s onderdeel uitmaken van elk interview. Bovendien geeft 
Saunders aan dat een semi-gestructureerd interview een geschikte methode is om “wat” en 
“hoe” vragen te stellen en daarnaast ook aandacht te besteden aan “waarom” vragen. Het 
semi-gestructureerde interview biedt de mogelijkheid om in beperkte mate af te wijken van de 
vragenlijst. Het houden van ongestructureerde interviews kwam niet in aanmerking omdat er 
dan te weinig sturing in het gesprek plaatsvindt. 
 
Hierdoor kan het risico optreden dat de geïnterviewde teveel richting geeft aan het 
gespreksverloop. Zodoende zouden voor het onderzoek relevante thema’s te weinig onderdeel 
kunnen uitmaken van het gesprek terwijl niet-relevante onderwerpen mogelijk teveel aandacht 
krijgen binnen het interview. 
 
Een kwalitatief onderzoek leek het best passend aangezien de antwoorden op de 
interviewvragen naar verwachting veel gedetailleerde informatie zouden opleveren. Het 
toepassen van een kwantitatief onderzoek met bijbehorende gesloten vragenlijst zou, gezien de 
beperking van het aantal antwoordmogelijkheden, naar verwachting niet geresulteerd hebben 
in de benodigde diepgang en detailinformatie. De inhoudsanalyse van IT-
outsourcingscontracten met bijbehorende Service Level Agreements vormde het startpunt van 
het verzamelen van empirische onderzoeksgegevens gevolgd door het houden van interviews 
als onderdeel van een case study. 
 
Per geselecteerd IT-outsourcingscontract zijn er drie medewerkers beschikbaar voor het 
verstrekken van informatie via een semi-gestructureerd interview. In totaal zijn er dus zes 
personen beschikbaar voor het verstrekken van informatie en dat past binnen de beschikbare 
tijd binnen dit onderzoek voor het houden en uitwerken van interviews die volgens Robson 
(2002) bepaald moet worden op maximaal 10 uur uitwerktijd voor het uitwerken van een 
opgenomen interview van circa één uur tot een transcriptie. 
 
De empirische toetsing is bewust gestart met het bestuderen van projectdocumenten. Pas 
daarna is er gestart met het verzamelen van gegevens door middel van interviews. Door deze 
volgorde te hanteren is het mogelijk om met de informatie uit de documenten een verificatie 
op juistheid en juiste interpretatie na te gaan in de semi-gestructureerde interviews. 
 
Binnen het onderzoek is tevens triangulatie toegepast. Wanneer triangulatie wordt toegepast, 
betekent dit dat het onderzoeksveld op verschillende manieren benaderd wordt, waardoor de 
geldigheid van de interpretaties en de conclusies uit het onderzoek versterkt worden (Boeije, 
2005). 
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De triangulatie heeft plaatsgevonden door enerzijds gegevens te verzamelen via 
interviewgesprekken en anderzijds door gegevens te verzamelen via het archiefonderzoek dat 
uitgevoerd is door het bestuderen van twee IT-outsourcingscontracten binnen hetzelfde 
farmaceutische bedrijf en de projectdocumenten die betrekking hadden hierop. De verzamelde 
gegevens, afkomstig van het archiefonderzoek, zijn door de onderzoeker vergeleken met de 
resultaten uit de zes interviews. Hierbij is vastgesteld dat de gegevens die vastgelegd zijn in de 
bestudeerde documenten overeenkomen met de resultaten die verkregen zijn uit de 
interviews. Bovendien is er na het verzamelen van de onderzoeksgegevens een sessie geweest 
waaraan alle deelnemers en het IT-management deelgenomen hebben. 
 
Doel van deze groepssessie was het valideren van de informatie verstrekt tijdens de interviews 
en het hebben van een discussie waarin deelnemers meningen konden delen en waarin er 
gelegenheid was om de conclusies te bespreken waarop deelnemers aan het onderzoek 
commentaar konden geven. 
 
Door het onderzoeken van meerdere outsourcingscontracten met bijbehorende Service Level 
Agreements binnen één organisatie is er sprake van een enkelvoudige case study, waarbinnen 
meerdere cases onderzocht worden. Het gebruik van meerdere cases heeft als voordeel dat 
resultaten daarmee geverifieerd kunnen worden en daardoor ook als generiek aangemerkt 
kunnen worden binnen de organisatie waar het onderzoek is uitgevoerd (Yin, 2003). Gezien de 
beperkte beschikbare tijd voor dit onderzoek was het niet mogelijk om andere organisaties in 
het onderzoek te betrekken waardoor resultaten niet als algemeen geldend beschouwd kunnen 
worden. Wel kan op basis van het uitgevoerde onderzoek geconcludeerd worden of het 
conceptueel model zelf juist is. Dit kan vastgesteld worden door te verifiëren bij de 
geïnterviewde personen of zij de hoofdonderdelen van het conceptueel model en de 
toepassing ervan in een praktijksituatie bij bestaande IT-outsourcingscontracten herkennen. 
3.1.3 Analyse kwalitatieve onderzoeksgegevens 
In het case study protocol uit bijlage E is tevens de analyse van de gegevens opgenomen die in 
hoofdstuk 4 Onderzoeksresultaten is uitgewerkt. Voor het verzamelen van de 
onderzoeksgegevens zijn de IT-outsourcingscontracten met bijbehorende Service Level 
Agreements bestudeerd. Daarnaast zijn er zes interviews gehouden die volledig uitgewerkt zijn 
in bijlage D. Voor het ordenen van de gegevens wordt de methode van categoriseren gebruikt 
waarbij de gegevens gegroepeerd worden (Saunders 2011). De categorisering is afgeleid van de 
indeling van Chou & Chou (2008) zoals zij die gebruikt hebben voor het weergeven van SLA 
eigenschappen. Het betreft de eigenschappen: 
 Vastleggen eisen; 
 Prestatiemanagement; 
 Kwaliteitsmanagement; 
 Relatiemanagement; 
 Financieel beheer. 
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De categorisering is uitgewerkt door deze weer te geven in de vorm van kernbegrippen in tabel 
11 van paragraaf 3.2 Operationalisering waarbij de bijbehorende indicatoren voor het 
ontsluiten van de te verzamelen onderzoeksgegevens zijn bepaald. De kernbegrippen zijn 
gebruikt om weer te geven in een categorieënstelsel zodat gegevens systematisch en 
nauwkeurig geordend kunnen worden. De vervolgstap betreft het koppelen van de verzamelde 
onderzoeksgegevens aan de kernbegrippen. Binnen de categorisering zijn uitsluitend gegevens 
opgenomen die vallen binnen het kader van dit onderzoek. Zodoende wordt duidelijk of alle 
onderdelen van het conceptueel model terug te vinden zijn in de projectdocumenten en blijkt 
ook of deze door respondenten genoemd zijn tijdens de interviews. De codering die toegepast 
is binnen het categorieënstelsel is opgenomen in tabel 11. 
 
Tabel 11 Categorieënstelsel 
# Kernbegrip Indicatoren Indicator code 
1 Vastleggen eisen  Eisen vastgelegd 
 Risico mitigatie 
 Risico reductie 
1-EV 
1-RM 
1-RR 
2 Prestatiemanagement  Prestatie indicatoren 
 Controle mechanismen 
 Prestatie analyse 
2-PI 
2-CM 
2-PA 
3 Kwaliteitsmanagement  Risico assessment 
 Overzicht uit te voeren activiteiten 
 Werkelijke prestaties 
 Aanpak negatieve effecten van risico’s 
3-RA 
3-OA 
3-WP 
3-AR 
4 Relatiemanagement  Afspraken nagekomen 
 Periodieke communicatie 
 Vertrouwen in leverancier 
4-AN 
4-PC 
4-VL 
5 Financieel beheer  Waardetoevoeging 
 Kostenreductie 
5-WT 
5-KR 
3.2 Operationalisering 
Operationaliseren is volgens Verschuren en Doorewaard (2007) het proces van het kiezen en 
nauwkeurig omschrijven van indicatoren voor complexe en/of abstracte begrippen. Via de 
methode van uiteenrafelen is er gestart met het onderverdelen van de centrale vraag in 
kernbegrippen die als dimensies gezien worden. Elke dimensie bestaat uit een aantal aspecten 
met bijbehorende deelaspecten. Het proces van het uiteenrafelen is uitgewerkt in bijlage A en 
grafisch weergegeven in figuur 4. 
 
De dimensies Service Level Agreement, risicomanagementmethode en effectief met de daaraan 
gekoppelde aspecten en deelaspecten zijn vervolgens gebruikt binnen het 
operationaliseringsproces waarbij er indicatoren zijn vastgesteld. 
Indicatoren moeten zorgvuldig gekozen en omschreven zijn zodat ze waarneembaar zijn tijdens 
de empirische toetsing gedurende het case study onderzoek. Er zijn indicatoren gedefinieerd 
om voor elk hoofd- en deelbegrip informatie te verzamelen waardoor het mogelijk is om vast te 
stellen onder welke voorwaarden een bepaald begrip op een verschijnsel in de realiteit van 
toepassing is (Verschuren en Doorewaard, 2007). 
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Voor het hoofdkernbegrip effectiviteit zijn er vier deelbegrippen gedefinieerd waarvoor eigen 
indicatoren zijn vastgesteld. Algemene indicatoren voor het begrip "effectiviteit" zijn: 
 De IT-outsourcingsovereenkomst bevat de doelstelling van het te realiseren resultaat; 
 Er vindt evaluatie van de resultaten plaats waarbij de verwachte resultaten worden 
vergeleken met de werkelijke resultaten. 
 
Indicatoren risico: 
o De organisatie die kiest voor outsourcing heeft mogelijke risico's verbonden aan 
IT-outsourcing geïnventariseerd; 
o Per geïdentificeerd risico is de kans van optreden bepaald. 
 
Indicatoren risicomanagement: 
o De doelstelling van risicomanagement is gedefinieerd door de organisatie die 
kiest voor outsourcing; 
o De organisatie die kiest voor outsourcing past risicomanagementmethoden toe. 
 
Indicatoren kenmerken: 
o Kenmerken van risicomanagementmethoden zijn bekend bij medewerkers van 
de organisatie die kiest voor outsourcing. 
 
Indicatoren risico reductie: 
o Een overzicht van risicobeheersingsmaatregelen is beschikbaar; 
o Er vindt evaluatie van doelmatigheid van de risicobeheersingsmaatregelen 
plaats. 
 
Algemene indicatoren voor het hoofdkernbegrip "risicomanagementmethode" zijn: 
 De organisatie maakt formeel gebruik van risicomanagementmethoden waarbij een 
risicomanagementmethode geselecteerd is door de organisatie die ook verplicht 
gehanteerd moet worden; 
 Er vindt rapportage over de toepassing van risicomanagementmethoden plaats. 
 
Indicatoren Service Level Agreement: 
o De resultaten die gerelateerd zijn aan de Service Level Agreement eisen worden 
periodiek gerapporteerd, zowel door de outsourcingsleverancier als binnen de 
opdracht gevende organisatie; 
o Er vindt periodiek een evaluatie en rapportage van de resultaten plaats; 
o Gerapporteerde resultaten worden besproken door de opdrachtgever met de 
dienstverlener. 
 
Indicatoren "Risico's mitigeren": 
o Voor geïdentificeerde risico's worden maatregelen vastgesteld om deze te 
verminderen; 
o Maatregelen voor het verminderen van risico's worden periodiek geëvalueerd. 
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De stap die volgt op het vaststellen van de indicatoren is het instrumentaliseren. Binnen een 
kwalitatief onderzoek bestaat de instrumentalisering veelal uit een serie open vragen of een 
topic lijst die voor de open interviews gebruikt wordt (Verschuren en Doorewaard, 2007). In dit 
onderzoek is er een topic lijst samengesteld voor het afnemen van de semi-gestructureerde 
interviews waarbij gebruik gemaakt wordt van open vragen. 
 
Voor het toetsen van het conceptueel model uit tabel 10 wordt de indeling van Chou & Chou 
(2008) voor SLA eigenschappen gevolgd. Dit zijn: 
 Vastleggen eisen; 
 Prestatiemanagement; 
 Kwaliteitsmanagement; 
 Relatiemanagement; 
 Financieel beheer. 
De voornoemde SLA eigenschappen van Chou & Chou (2008) zijn uitgewerkt in tabel 12 waarin 
deze zijn weergegeven als kernbegrip en waarbij de bijbehorende indicatoren voor het 
ontsluiten van de te verzamelen onderzoeksgegevens zijn bepaald. De indicatoren zijn afgeleid 
uit de bestudeerde literatuur waarbij een verwijzing naar de bronliteratuur als referentie is 
opgenomen. Per kernbegrip is tevens aangegeven hoe de gegevens verzameld worden door te 
vermelden binnen de kolom “Bron en ontsluiting” of dit via documentanalyse of via 
persoonlijke interviews plaatsvindt. De laatste kolom “Instrument” bevat informatie over de 
documenten die binnen het onderzoek gebruikt worden voor het verzamelen van de 
onderzoeksgegevens. 
 
Tabel 12 Uitwerking operationalisering in toetsingsindicatoren 
# Kernbegrip Indicator Bron literatuur Bron en ontsluiting Instrument 
1 Vastleggen eisen  Eisen vastgelegd 
 Risico mitigatie 
 Risico reductie 
 
Fairchild (2004) 
Magnusson & 
Chou (2010) 
Garcia et al. (2013) 
Documentanalyse en 
persoonlijk interview. 
 Goedgekeurd eisen 
document 
2 Prestatiemanagement  Prestatie indicatoren 
 Controle mechanismen 
 Prestatie analyse 
Fairchild (2004) 
Magnusson & 
Chou (2010) 
Chou & Chou 
(2008) 
Aubert et al. 
(1999) 
Service Level Agreement, 
Analyse periodieke 
dienstverleningsrapportage 
en persoonlijk interview. 
Periodieke rapportage 
 # Incidenten 
 # Problemen 
 # Wijzigingen 
 Responstijden  
 Oplostijden 
 Doorlooptijden 
3 Kwaliteitsmanagement  Risico assessment 
 Overzicht uit te voeren 
activiteiten 
 Werkelijke prestaties 
 Aanpak negatieve effecten 
van risico’s 
O’Donnell (2002) 
Biró et al. (2006) 
Magnusson & 
Chou (2010) 
Service Level Agreement, 
Risico-analyse, 
Analyse periodieke 
dienstverleningsrapportage 
en persoonlijk interview. 
Periodieke rapportage 
 Oplevering en 
in productie name 
 beschikbaarheid 
4 Relatiemanagement  Afspraken nagekomen 
 Periodieke communicatie 
 Vertrouwen in leverancier 
Chou & Chou 
(2009) 
Fairchild (2004) 
Magnusson & 
Chou (2010) 
Gespreksverslagen 
kwartaaloverleg tussen 
klant en leverancier en 
persoonlijk interview. 
Periodieke rapportage 
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# Kernbegrip Indicator Bron literatuur Bron en ontsluiting Instrument 
5 Financieel beheer  Waardetoevoeging 
 Kostenreductie 
Fairchild (2004) 
Bhattacharya et al. 
(2003) 
Aubert et al. 
(1999) 
Gespreksverslagen 
kwartaaloverleg tussen 
klant en leverancier en 
persoonlijk interview. 
Periodieke rapportage 
en interne bedrijfs-
economische analyse. 
 
De operationele definities van kernbegrippen zoals die binnen dit onderzoek gehanteerd 
worden zijn hierna weergegeven zodat duidelijk is waar een kernbegrip voor staat. 
 
1. Vastleggen eisen: hieronder wordt een goedgekeurd eisendocument (Requirements 
Specification) verstaan waarin alle eisen vanuit de opdrachtgever zijn vastgelegd. 
2. Prestatiemanagement: dit betreft een controle op een tijdige levering van 
overeengekomen diensten en het nakomen van afspraken. Hiervoor worden prestatie 
indicatoren gebruikt die inzage geven in de beschikbaarheid van IT systemen, 
responstijden, oplostijden van incidenten en doorlooptijden van wijzigingen en 
projecten. De geleverde prestaties worden vergeleken met de eisen- en 
projectdocumenten. 
3. Kwaliteitsmanagement: de geleverde diensten dienen te voldoen aan de criteria als 
“Right First Time” implementatie, foutvrije oplevering, overeengekomen 
beschikbaarheid zoals vastgelegd in een Service Level Agreement, het verminderen van 
geïdentificeerde risico’s en inzichtelijk maken van risicobeperkende maatregelen. 
4. Relatiemanagement: periodiek dient er overleg plaats te vinden tussen de klant en 
leveranciers waarin de prestaties worden besproken. Over bijzondere situaties moet er 
tussentijds overleg zijn indien dit door klant of leverancier noodzakelijk gevonden 
wordt. 
5. Financieel beheer: periodieke analyse van de vaste kosten en variabele kosten op basis 
van additionele dienstverlening en verstoringen. Het gevolg van een verstoring kan 
negatieve financiële impact betekenen. De financiële analyse van de klant bestaat uit 
een vaststelling van de gerealiseerde besparing of extra kosten terwijl de leverancier zal 
kijken naar de gemaakte kosten en het winst- of verliesdeel op het contract. 
Onderdeel van het onderzoek is het doornemen van documenten die betrekking hebben op de 
twee onderzochte IT-outsourcingscontracten. De nadruk ligt daarbij op het doornemen van 
periodieke rapportages en gespreksverslagen van overlegbesprekingen tussen de 
opdrachtgever en de leverancier waarin de resultaten uit de rapportages worden besproken. 
Zodoende wordt duidelijk welke activiteiten onderdeel zijn van het contract en door een 
leverancier worden uitgevoerd. Ook ontstaat hierbij inzicht of de activiteiten conform de eisen 
en wensen van de opdrachtgever worden uitgevoerd zoals die in de Service Level Agreement 
zijn vastgelegd. Met de resultaten uit de documentanalyse kan in de interviews nagegaan 
worden of de gegevens verstrekt door de geïnterviewden een gelijksoortig beeld laten zien. 
Ook bieden de interviews de mogelijkheid om informatie te verzamelen die niet af te leiden 
was uit de documentanalyse. Specifieke aandacht tijdens de documentanalyse is er voor de 
resultaten die weergegeven zijn in de vorm van metrics en de toelichting hierop.  
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In alle gevallen dat een opdrachtgever of de leverancier aangeeft niet tevreden te zijn over de 
dienstverlening en de uitvoering van het contract in een voorgaande periode wordt dit 
besproken. Uit de documentanalyse is gebleken dat er gesproken is over oplostijden, 
doorlooptijden en over situaties waarin de opdrachtgever niet tevreden is over de kwaliteit van 
een geboden oplossing. Tijdens de interviews kan dit nagevraagd worden zodat verificatie 
plaatsvindt. 
 
Om te waarborgen dat de interviews voldoende bruikbare informatie opleveren met betrekking 
tot de aangegeven toetsingsindicatoren is er een interviewinstructie opgesteld. Ook is er een 
lijst van verplichte vragen opgesteld die gebruikt is tijdens alle interviews zodat deze een 
identieke structuur kennen en waardoor de antwoorden vergelijkbaar zijn. Voordat er 
begonnen is met het samenstellen van de vragenlijst is er gestart met het opstellen van een 
topic lijst. Het conceptueel model uit tabel 10 heeft gediend als uitgangssituatie voor het 
samenstellen van deze lijst. De topic lijst is opgenomen als bijlage B. De topic lijst is afgeleid van 
de eerder uitgevoerde instrumentalisering waarbij ervoor gekozen is om de topiclijst te 
detailleren in een vragenlijst die gehanteerd is als uitgangspunt voor het houden van de semi-
gestructureerde interviews. Dat is ook de reden om gebruik te maken van een 
interviewinstructie waarin aanwijzingen zijn opgenomen voor het houden van de semi-
gestructureerde interviews. De interviewinstructie met bijbehorende vragenlijst voor gebruik 
tijdens de semi-gestructureerde interviews is weergegeven in bijlage C. De interviewinstructie is 
vooraf doorgenomen met een persoon die in het verleden bij meerdere IT-
outsourcingsprojecten betrokken is geweest binnen de organisatie waar het onderzoek is 
uitgevoerd, maar die geen interviewkandidaat was binnen dit onderzoek. Door het volgen van 
deze aanpak is gewaarborgd dat de noodzakelijke vragen gesteld zijn om te toetsen of het 
conceptueel model uit tabel 10 juist is. De interviewinstructie ondersteunt de interviewer in het 
houden van zes interviews die een gelijke opbouw kennen. Doordat gelijksoortige vragen in alle 
interviews gesteld zijn, is een goede vergelijking mogelijk tussen de resultaten van alle 
interviews zonder dat er antwoorden op vragen ontbreken binnen één of meerdere interviews. 
3.3 Waarneming en data verzameling informatiebronnen 
3.3.1 Onderzoeksorganisatie 
Het onderzoek is uitgevoerd binnen een lokale vestiging van een groot, internationaal, 
farmaceutisch bedrijf dat gekozen heeft voor IT-outsourcing van belangrijke delen van de IT-
infrastructuur. De onderzoeksorganisatie voldoet aan de eisen die gedefinieerd zijn in paragraaf 
3.2 Operationalisering waarbij er sprake is van IT-outsourcingscontracten met bijbehorende 
Service Level Agreements. 
 
Onderdeel van de IT-strategie is het uitbesteden van alle IT services en activiteiten in 
technische zin die niet tot de eigenlijke (“core”) strategie behoren. De verhouding intern versus 
extern IT personeel bedraagt in procenten: 30/70. 
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Het onderzoek is uitgevoerd binnen een Nederlandse productievestiging die voor het 
produceren van geneesmiddelen in hoge mate gebruik maakt van de IT faciliteiten die het 
moederbedrijf globaal aanbiedt. Er is gebruik gemaakt van een case study waarbij er twee IT-
outsourcingcontracten geselecteerd zijn. De eerste case betreft het contract voor het beheren 
van IT productiesystemen met bijbehorende interfaces naar productie apparatuur. De tweede 
case heeft betrekking op applicatiebeheer activiteiten van een gevarieerd aantal applicaties 
waaronder financiële systemen, systemen voor algemeen gebruik zoals personeels- en 
salarisadministratie en lokale systemen gebruikt binnen laboratoria. 
Het onderzoek mocht uitgevoerd worden binnen deze praktijkorganisatie onder de voorwaarde 
dat organisatiegegevens vertrouwelijk blijven en dat informatie die verstrekt is door de 
geïnterviewde personen niet rechtstreeks naar hen herleidbaar is. 
3.3.2 Methode van waarneming 
Voor het uitvoeren van het onderzoek zijn er twee IT-outsourcingscontracten geselecteerd 
zoals die door de farmaceutische onderneming met externe leveranciers afgesloten zijn. Voor 
beide contracten is een Service Level Agreement afgesloten die contractspecifiek is. Het eerste 
selecteerde contract bevat het volledige spectrum van applicatie management. Dit betreft 
activiteiten zoals database beheer, beheer van interfaces, onderhoud van systeemtechnische 
instellingen en de zorg voor het actueel houden van alle systeemtechnische en 
validatiedocumenten door de externe leverancier. Het tweede contract dat geselecteerd is 
heeft betrekking op een ander systeem en is afgesloten met een leverancier die het beheer van 
het belangrijkste productiesysteem verzorgt. Dit is een omvangrijk contract. Het gaat niet alleen 
uit van het beheer van de database en interfaces maar het omvat ook probleemanalyse en 
probleemoplossing incidenten die optreden bij werkstations en gebruikte randapparatuur op 
de productiewerkvloer. Redenen om beide contracten te selecteren zijn de aanwezigheid van 
een Service Level Agreement en het feit dat de contracten reeds meerdere jaren actief zijn, 
zodat er ervaringsgegevens en rapportages met geleverde prestaties beschikbaar zijn bij de 
opdrachtgever. 
 
Er is gestart met het doornemen van de IT-outsourcingscontracten die afgesloten zijn met twee 
verschillende leveranciers. Daarnaast was er voor de onderzoeker inzage in de projectarchieven 
die betrekking hadden op de beide IT-outsourcingsprojecten. Hierna is gestart met het 
kwalitatieve onderzoek dat bestaat uit semi-gestructureerde interviews met zes personen. 
 
Alle geïnterviewde personen waren betrokken bij projecten waarbinnen de IT-outsourcing 
gerealiseerd is of zijn dat nog steeds. In paragraaf 3.5 in tabel 11 “Overzicht respondenten met 
betrokkenheid bij IT-outsourcing” is aangegeven welke rol zij vervullen. Alle geïnterviewde 
personen nemen ook deel aan de evaluatiebesprekingen zoals die elk kwartaal plaatsvinden 
tussen leverancier en opdrachtgever. Daardoor beschikken zij over recente informatie en een 
actueel beeld ten aanzien van de contract uitvoering betreffende IT-outsourcing. 
3.3.3 Topic lijst en vragenlijst 
In totaal zijn er zes semi-gestructureerde interviews gehouden met personen die betrokken zijn 
geweest bij tenminste één IT-outsourcingsproject. De interviews zijn gehouden aan de hand 
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van de topic lijst die opgenomen is in bijlage B en de interviewvragen uit bijlage C. Voor 
referentiedoeleinden en het verwerken van de resultaten zijn alle vragen genummerd. 
3.4 Gebruikte bronnen 
Voor het verzamelen van de onderzoeksgegevens is gebruik gemaakt van drie typen bronnen, 
namelijk literatuur, documenten en personen. In de beginfase van het onderzoek is gebruik 
gemaakt van de bron literatuur door wetenschappelijke publicaties te bestuderen waarvan de 
resultaten verantwoord zijn in hoofdstuk 2 Theoretisch kader. Er kon gebruik gemaakt worden 
van de bron documenten doordat de onderzoeksorganisatie inzage geboden heeft in de twee 
IT-outsourcingscontracten met bijbehorende Service Level Agreements. 
 
Bovendien waren alle projectdocumenten in te zien die betrekking hadden op de beide 
onderzochte IT-outsourcingscontracten. Van deze bron is gebruik gemaakt als voorbereiding op 
de empirische toetsing via de semi-gestructureerde interviews. 
 
De bron personen is gebruikt tijdens empirische toetsing die is uitgevoerd binnen het 
farmaceutisch bedrijf dat gediend heeft als onderzoeksorganisatie. In totaal zijn er zes 
medewerkers geselecteerd voor het houden van een semi-gestructureerd interview. Het 
belangrijkste selectiecriterium hierbij was dat een medewerker betrokken moest zijn geweest 
bij tenminste één IT-outsourcingsproject als lid van een projectteam. De semi-gestructureerde 
interviews bestonden uit zes afzonderlijke, individuele, gesprekken. 
 
Voordeel van deze interview vorm is dat de mogelijkheid bestaat om per gesprek de 
noodzakelijke informatie te verzamelen en indien nodig om verduidelijking gevraagd kan 
worden wanneer een antwoord niet duidelijk is of onvolledig lijkt. In alle gevallen betrof het 
persoonlijke gesprekken die in een rustige omgeving zijn gehouden. Als mogelijk nadeel van 
interviews kan genoemd worden dat een interviewer het gesprek mogelijk teveel stuurt in een 
bepaalde richting, dat er (sociaal) wenselijke antwoorden gegeven worden door de 
geïnterviewde of dat antwoorden verkeerd uitgewerkt worden. Ook kan de validiteit van een 
semigestructureerd interview lager zijn dan bij een gestructureerd interview. Om te voorkomen 
dat er sprake is van dit laatste nadeel zijn alle interviewverslagen aan de geïnterviewde 
personen voorgelegd met de vraag om te controleren of de uitwerking van de antwoorden op 
een juiste wijze heeft plaatsgevonden. 
3.5 Respondenten 
In totaal zijn er zes personen geselecteerd die bij tenminste één IT-outsourcingsproject als lid 
van het projectteam betrokken zijn geweest. Op deze wijze is gewaarborgd dat een respondent 
kennis heeft van de terminologie van IT-outsourcing, het toepassen van risicomanagement met 
inbegrip van de daarbij gebruikte methoden en dat een respondent kennis heeft van Service 
Level Agreements. Bovendien hebben alle respondenten kennis van tenminste één IT-
outsourcingscontract en zijn zij op de hoogte van de wijze waarop het contract wordt 
uitgevoerd door de leverancier. Een overzicht van respondenten met de functie die zij bekleden 
en de betrokkenheid bij IT-outsourcing is opgenomen in tabel 13.  
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Tabel 13 Overzicht respondenten met betrokkenheid bij IT-outsourcing 
Respondent Functienaam Betrokkenheid bij IT outsourcing Organisatie onderdeel 
1 Proces en Incident Manager Aansturing outsourcingsleverancier IT afdeling productie 
2 Manager IT Production Contracteigenaar outsourcingscontract IT afdeling productie 
3 Manager Application Management Contracteigenaar outsourcingscontract IT afdeling Application Management 
4 Compliance Professional Toetsing kwaliteit dienstverlening IT afdeling Quality 
5 Senior Specialist Application Management Aansturing outsourcingsleverancier IT afdeling Application Management 
6 Business Analyst Manufacturing IT Helpt bij opstellen business eisen IT afdeling productie 
 
Met alle respondenten is overeengekomen dat verstrekte informatie en gegevens vertrouwelijk 
behandeld worden door deze geanonimiseerd op te slaan. Dit was ook een voorwaarde van de 
organisatie waarbinnen het onderzoek is uitgevoerd. 
 
De vraagstelling binnen de interviews is zodanig dat er geen persoonlijke vragen gesteld 
worden en dat het niet mogelijk is om de identiteit van de respondent te achterhalen op basis 
van de vragen. Geen van de geïnterviewde personen heeft ervoor gekozen om een vraag niet te 
beantwoorden. 
 
Elk interviewgesprek is beveiligd en niet toegankelijk voor derden opgenomen via het 
bedrijfscommunicatienetwerk. Van elk interviewgesprek is een uitgewerkt gespreksverslag 
beschikbaar dat geanonimiseerd opgenomen is in bijlage D Interview transcripties. Het betreft 
volledig uitgeschreven gespreksverslagen die eerst aan de geïnterviewde personen zijn 
voorgelegd ter controle. Nadat de geïnterviewde persoon akkoord gegeven heeft op het 
gespreksverslag is de digitale opname van het interview verwijderd uit het 
bedrijfscommunicatiesysteem. 
 
Bovendien zijn de uitgewerkte gespreksverslagen besproken tijdens een groepssessie waarbij er 
ook een vertegenwoordiging van het IT management aanwezig was. Alle geïnterviewde 
personen waren aanwezig tijdens deze sessie en zij hebben bevestigd dat de weergave van de 
interviewgesprekken in gespreksverslagen in overeenstemming is met hetgeen tijdens de 
interviews aan bod gekomen. De gezamenlijke conclusie van alle aanwezigen tijdens de 
groepssessie was dat de interviewresultaten overeenkomen met de werkelijkheid. 
3.6 Validiteit van het onderzoeksontwerp 
Binnen het onderzoek is er gebruik gemaakt van onderzoeksresultaten die afkomstig zijn van 
meerdere bronnen. Het betreft hier twee IT-outsourcingscontracten waarvan de 
projectdocumentatie en de Service Level Agreements in de vorm van case studies onderzocht 
zijn. De tweede vorm van gegevensverzameling betrof het houden van zes interviewgesprekken 
met direct betrokkenen bij IT-outsourcing. In enkele gevallen ging het over medewerkers die 
deelgenomen hebben aan het project met het doel om een IT-outsourcingscontract af te 
sluiten. In andere gevallen ging het om betrokkenheid tijdens de operationele fase van een 
contract.  
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Door meerdere bronnen te gebruiken voor bewijsvoering is er triangulatie toegepast (Yin, 
2003). Alle fasen van het onderzoek en de daarbij verkregen resultaten zijn verantwoord in dit 
onderzoeksrapport waarmee bijgedragen wordt aan de interne validiteit van het onderzoek. Dit 
maakt het in principe mogelijk om het onderzoek te herhalen op exact dezelfde wijze. 
 
Doordat het onderzoek slechts in één organisatie is uitgevoerd is het de vraag of de resultaten 
als algemeen geldend beschouwd kunnen worden. Op basis van de mate waarin onderdelen 
van het conceptueel genoemd zijn, kan geconcludeerd worden of het model als juist 
aangemerkt kan worden. Doordat er binnen het onderzoek naast de interviewresultaten ook 
documenten bestudeerd zijn die betrekking hebben op de IT-outsourcing, wordt geborgd dat 
voor alle onderdelen uit het conceptueel model kan worden vastgesteld of deze wel of niet 
worden toegepast door de organisatie waarbinnen het onderzoek is uitgevoerd. 
 
Gezien het sterk gereguleerde karakter van de farmaceutische industrie mag verwacht worden 
dat bedrijven binnen dezelfde bedrijfstak in het geval van IT-outsourcing een vergelijkbare 
werkwijze kennen. De algemene werkwijze van het opstellen van “requirements” en het 
verplicht moeten vastleggen van procesresultaten maken onderdeel uit van de gebruikelijk 
werkwijze binnen de farmaceutische sector. Daarnaast bleek de werkwijze van beide in het 
onderzoek betrokken leveranciers van IT-outsourcingsdiensten grote overeenkomsten te 
vertonen hetgeen naar alle waarschijnlijkheid wijst op een gebruikelijke wijze van organiseren 
van IT-outsourcing en de daarbij gevolgde manier van werken. Het uitvoeren van nader 
vervolgonderzoek is daarbij wel noodzakelijk om vast te stellen of de hiervoor gestelde 
aanname juist is en er sprake is van externe validiteit. 
3.7 Uitvoering onderzoek 
De empirische toetsing binnen dit onderzoek is uitgevoerd in de periode van maart 2015 tot en 
met juni 2015. In maart is gestart met het doornemen van de IT-outsourcingscontracten, de 
bijbehorende Service Level Agreements en de projectdocumentatie van de IT-
outsourcingsprojecten. In april 2015 is de vragenlijst uit bijlage C opgesteld waarna de 
interviews zijn ingepland voor de periode mei en juni 2015. 
 
Er is gestart met het benaderen van beoogde deelnemers aan het onderzoek via een kort 
persoonlijk gesprek. Doel van dit gesprek was het op het hoofdlijnen verstrekken van 
informatie over het onderzoek en het stellen van de vraag of een beoogde interviewkandidaat 
ook wilde meewerken aan het onderzoek. Vervolgens is aan elke kandidaat gevraagd om een 
tijdsblok van 2 uur in de agenda te reserveren voor het houden van het interview. 
 
Bovendien is er met de groep kandidaten voorafgaand aan de interviewgesprekken een sessie 
gehouden waarin de resultaten van de literatuurstudie, zie hoofdstuk 2 Theoretisch kader, 
gedeeld zijn met inbegrip van het te toetsen conceptueel model uit tabel 8 van paragraaf 
2.3.11. 
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Met name de groepssessie heeft bijgedragen aan het creëren van eenzelfde uitgangssituatie 
voor alle interviewkandidaten waarbij er een eenduidig begrip van terminologie binnen het 
onderzoek bereikt is. Speciale aandacht is uitgegaan naar de kwaliteit van de gegevens die 
verzameld zijn tijdens de interviewgesprekken. Daarbij is het doel geweest om de door 
Saunders (2011) genoemde interviewerbias te vermijden. Alle vragen zijn op dezelfde wijze 
gesteld zonder dat de interviewer een reactie gegeven heeft richting de geïnterviewde persoon 
op de gegeven antwoorden. Daarmee is vertekening van de gegeven antwoorden voorkomen. 
 
Bovendien is, zoals eerder beschreven in paragraaf 3.4 elk gespreksverslag eerst aan de 
geïnterviewde persoon voorgelegd om te waarborgen dat de weergave van het gesprek en 
daarmee de interpretatie door de onderzoeker correct is. Vervolgens is er een tweede 
groepssessie georganiseerd waarin de resultaten van alle interviewgesprekken, zonder 
referentie naar individuele gesprekken, besproken zijn en waarbij alle betrokkenen bevestigd 
hebben dat de weergave correct was. 
 
Het onderzoek is uitgevoerd aan de hand van een case study protocol dat als plan van aanpak 
gediend heeft. Dit protocol is opgenomen in bijlage E. Wanneer dit protocol gevolgd wordt is 
het mogelijk om alle stappen van het onderzoeksproces te reproduceren en is duidelijk hoe het 
onderzoek is uitgevoerd. Dit maakt het mogelijk om het onderzoek te herhalen (Yin, 2003) en 
tot dezelfde resultaten te komen. 
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4 Onderzoeksresultaten 
Het praktische deel van het onderzoek is uitgevoerd binnen een lokale vestiging van een 
farmaceutisch bedrijf. Als eerste onderzoeksactiviteit en voorafgaand aan de interviews zijn de 
projectdossiers bestudeerd van twee IT-outsourcingscontracten. Deze volgorde is gehanteerd 
conform de aangegeven onderzoeksvolgorde in paragraaf 3.1.2 Verzamelen 
onderzoeksgegevens en diende ook ter voorbereiding op de interviews. In totaal zijn er twee IT-
outsourcingscontracten bestudeerd met inbegrip van de bijbehorende Service Level 
Agreements. Ook zijn de kwartaalrapportages en gespreksverslagen bestudeerd waarin de 
operationele resultaten verantwoord worden. De periodieke rapportages waren tijdig en 
volledig opgeleverd door de leveranciers en hieruit kon geconcludeerd worden dat de 
leveranciers aan de gemaakte afspraken voldaan hebben. 
 
De beide onderzochte outsourcingsprojecten zijn projectmatig aangepakt volgens de System 
Development Life Cycle methodologie waarbij het opleveren van een zogenaamd 
eisendocument en een risico-assessment document verplicht gesteld zijn. Het risico-assessment 
is uitgevoerd met als doel het in kaart brengen van risico’s en op basis daarvan zijn in de 
contracten risicobeperkende maatregelen opgenomen. Al de hiervoor genoemde documenten 
waren aanwezig in het projectarchief en zijn binnen dit onderzoek bestudeerd. Alle 
documenten zijn ook door de business geautoriseerd. Ook bleken er voor beide contracten 
prestatie-indicatoren gedefinieerd te zijn in de vorm van metrics waaraan elke leverancier moet 
voldoen. Op het voldoen aan de eisen wordt controle uitgeoefend door de contractbeheerders 
van de opdrachtgever en de prestaties worden op kwartaalbasis besproken met de leverancier 
in een gezamenlijke overleggen. Op periodieke basis vindt er een audit plaats door de 
opdrachtgever waarbij de bevindingen met de leveranciers gedeeld worden in de vorm van een 
auditrapport. Daarbij wordt gekeken of de wijze van uitvoeren van de werkzaamheden in 
overeenstemming is met de vooraf gedefinieerde eisen. Een onderdeel uit het conceptueel 
model dat niet aanwezig is in de projectdocumenten is het definiëren of aanwezig zijn van 
procedures voor de uitvoering van taken. De operationele procedures worden volledig 
overgelaten aan de leveranciers. Het projectarchief bevatte geen financiële gegevens of 
rapportages. Deze zijn, op verzoek van de onderzoeker, ter inzage gegeven en daaruit bleek dat 
er sprake was van een kostenreductie die gerealiseerd werd door IT-outsourcing toe te passen. 
 
Binnen het onderzoek is vervolgens verdergegaan met het houden van interviews. In totaal zijn 
zes vergelijkbare interviews gehouden met zes verschillende respondenten die momenteel 
betrokken zijn vanuit de opdrachtgever bij IT-outsourcing of dit eerder zijn geweest. De 
interviews zijn volledig uitgeschreven en de integrale interviewteksten zijn weergegeven in 
bijlage D. Alle vragen uit de vragenlijst van bijlage C zijn gesteld in alle interviews en alle vragen 
zijn ook in alle gevallen beantwoord. De resultaten verkregen uit de interviews zijn 
samengebracht in tabel 14 waarbij er per kernbegrip en per indicator is vastgesteld of de 
geïnterviewde persoon een bepaalde indicator herkend en benoemd heeft of dat dit niet het 
geval was. De laatste twee kolommen geven het aantal keren weer dat een indicator wel of niet 
genoemd is door een respondent. 
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In het geval van een benoemde aanwezigheid van een indicator door de geïnterviewde persoon 
staat de aanduiding “Ja” vermeld. Het niet noemen van een indicator resulteert in de 
vermelding “Nee”. 
 
Tabel 14 Overzicht aanwezigheid van indicatoren benoemd door respondenten 
# Kernbegrip Indicator 
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1 Vastleggen eisen Eisen vastgelegd 1-EV Ja Ja Ja Ja Ja Ja 6 0 
  Risico mitigatie 1-RM Ja Ja Ja Ja Ja Ja 6 0 
  Risico reductie 1-RR Ja Nee Ja Ja Ja Ja 5 1 
2 Prestatiemanagement Prestatie indicatoren 2-PI Ja Ja Ja Ja Ja Ja 6 0 
  Controle mechanismen 2-CM Ja Ja Ja Ja Ja Ja 6 0 
  Prestatie analyse 2-PA Nee Ja Ja Ja Ja Ja 5 1 
3 Kwaliteitsmanagement Risico assessment 3-RA Ja Nee Ja Ja Ja Ja 5 1 
  Overzicht uit te voeren 
activiteiten 
3-OA Nee Nee Nee Ja Ja Ja 3 3 
  Werkelijke prestaties 3-WP Ja Ja Ja Ja Nee Ja 5 1 
  Aanpak negatieve effecten 
van risico’s 
3-AR Nee Nee Nee Ja Nee Ja 2 4 
4 Relatiemanagement Afspraken nagekomen 4-AN Ja Ja Ja Nee Nee Ja 4 2 
  Periodieke communicatie 4-PC Ja Ja Ja Ja Ja Ja 6 0 
  Vertrouwen in leverancier 4-VL Ja Nee Nee Ja Ja Ja 4 2 
5 Financieel beheer Waardetoevoeging 5-WT Nee Ja Ja Ja Nee Ja 4 2 
  Kostenreductie 5-KR Ja Ja Ja Ja Ja Ja 6 0 
 
Per kernbegrip is een toelichting opgenomen op de waargenomen resultaten. Dit betreft niet 
de analyse van de resultaten aangezien die is uitgewerkt in hoofdstuk 5 Conclusies. In bijlage F 
is per indicator de referentie naar antwoorden op interviewvragen aangegeven. 
 
De onderzoeksresultaten bestaan uit een weergave van de frequentie voor de 15 indicatoren 
die behoren tot de vijf kernbegrippen “vastleggen eisen, prestatiemanagement, 
kwaliteitsmanagement, relatiemanagement en financieel beheer”. De indicatoren van de 
kernbegrippen “vastleggen eisen en prestatiemanagement” scoren het hoogst met in totaal 17 
vermeldingen door de respondenten. De kernbegrippen kwaliteitsmanagement met 15 
vermeldingen en relatiemanagement (14 vermeldingen) worden iets minder vaak genoemd. 
Het kernbegrip financieel beheer is met 10 vermeldingen het minst genoemd. 
 
In percentages uitgedrukt levert dit het beeld op zoals weergegeven in tabel 15. Uit de 
procentuele score blijkt dat de respondenten het meeste belang hechten aan het vastleggen 
van eisen en prestatiemanagement beide met een score van 94,4%. Dit wordt gevolgd door 
respectievelijk financieel beheer (83,3%), relatiemanagement (77,8%) en 
kwaliteitsmanagement (62,5%). 
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Tabel 15 Onderzoeksresultaten uitgedrukt in absolute aantallen en in percentages 
# Kernbegrip Totaal aantal 
genoemd 
% aantal 
genoemd 
Totaal aantal 
niet genoemd 
% aantal niet 
genoemd 
1 Vastleggen eisen 17 94,4% 1 5,6% 
2 Prestatiemanagement 17 94,4% 1 5,6% 
3 Kwaliteitsmanagement 15 62,5% 9 37,5% 
4 Relatiemanagement 14 77,8% 4 22,2% 
5 Financieel beheer 10 83,3% 2 16,7% 
 
De hoge score voor de indicatoren “vastleggen eisen, risico mitigatie en risico reductie” waarbij 
geïnterviewde personen aangeven dat de indicatoren aanwezig zijn binnen de gevolgde 
werkwijze en toegepast worden door de organisatie komt overeen met de documentanalyse 
die voorafgaand aan de interviews is uitgevoerd. De resultaten uit de interviewgesprekken 
laten eenzelfde beeld zien wanneer deze vergeleken worden met de kwartaalrapportages en 
gespreksverslagen van vergaderingen waarin de resultaten besproken worden. Zowel uit de 
projectdocumenten, de Service Level Agreements en uit de interviews blijkt dat de organisatie 
belang hecht aan prestatiemanagement aangezien er metrics gedefinieerd zijn waarover 
periodiek gerapporteerd wordt. 
 
Het vastleggen van eisen vindt plaats via een geformaliseerde template die geautoriseerd 
wordt en die gebruikt wordt binnen zowel de projectfase en de operationele fase van het 
outsourcingstraject om mitigeringsmaatregelen te definiëren met het doel om risico’s te 
reduceren. In elke bespreking wordt teruggegaan naar de gedefinieerde eisendocumenten en 
de mate waarin geleverde prestaties uit de kwartaalrapportages daaraan voldoen. Het 
financieel beheer volgt direct daarna omdat het voor beide partijen belangrijk is om de 
dienstverlening binnen de afgesproken budgetten te realiseren. 
 
Het kernbegrip prestatiemanagement scoort met een totaalscore van 17 waarnemingen even 
hoog. Als indicatoren zijn hierbij aangemerkt “prestatie indicatoren, controle mechanismen en 
prestatie analyse”. Dit past binnen de gangbare werkwijze waarbij er gestart wordt met het 
definiëren van verwachtingen voorafgaand aan het uitbesteden en die vervolgens getoetst 
worden tijdens de operationele fase van elk IT-outsourcingscontract. De eerdergenoemde 
System Development Life Cycle methode schrijft het definiëren en gebruik van prestatie-
indicatoren voor inclusief een periodieke controle waarbij nagegaan wordt of gemaakte 
afspraken nagekomen worden. In het geval dat er afwijkingen waargenomen afwijkingen 
worden, dan worden deze periodiek door de leverancier gerapporteerd aan de opdrachtgever. 
Bovendien is er sprake van het bespreken van de resultaten tijdens de periodieke 
overlegstructuur. 
 
Ook voor de kernbegrippen kwaliteitsmanagement, relatiemanagement en financieel beheer 
wordt er relatief hoog gescoord op de herkenning en het noemen van indicatoren door de 
respondenten. De farmaceutische wereld is een sterk gereguleerde omgeving waarbij het 
kwaliteitsdenken in hoge mate wordt toegepast. 
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Dat blijkt tijdens de dagelijkse bedrijfsvoering uit de ruime aandacht voor risico assessments 
waarbij er ook hoog gescoord wordt op het toepassen er van en uit de maatregelen die 
genomen worden om (de gevolgen van) risico’s te beperken. Alle activiteiten binnen kritieke 
processen dienen vastgelegd te worden. De score van drie respondenten die de indicator 
“overzicht uit te voeren activiteiten” noemen is daarom aan de lage kant, mede omdat 
werkinstructies en procedures veelvuldig toegepast worden binnen de organisatie en de 
bedrijfstak. De aandacht en hoge score (vijfmaal) voor de werkelijke prestaties kan verklaard 
worden door de aandacht voor het continu verbeteren van processen, waarbij het ook opvalt 
dat de indicator “aanpak negatieve effecten van risico’s” erg laag scoort. Zeker wanneer de 
score van deze indicator vergeleken wordt met de vorige indicator die continu verbeteren 
nastreeft. 
 
Op de indicator “aanpak negatieve effecten van risico’s” wordt met twee vermeldingen 
opmerkelijk laag gescoord wanneer deze vergeleken wordt met de hoge score op de 
indicatoren “risico mitigatie en risico reductie”. De gebruikte System Development Life Cycle 
methodiek start namelijk met het proces van risico identificatie waarvoor vervolgens 
risicobeperkende maatregelen gedefinieerd worden. In de operationele fase dient er conform 
de methode een opvolging plaats te vinden om te controleren of er daadwerkelijk sprake is van 
de aanpak van negatieve effecten van de vastgestelde risico’s. Bovendien wijkt de lage score af 
van de normale werkwijze in de sterk gereguleerde farmaceutische bedrijfstak waar het 
reduceren van risico’s en het beperken van de gevolgen van risico’s veel aandacht krijgt. 
 
Voor het kernbegrip relatiemanagement blijkt dat er aandacht is in Service Level Agreements 
voor de indicatoren “nakomen van afspraken, periodieke communicatie en vertrouwen in de 
leverancier”. Door 1 respondent wordt de rol van Service Delivery Manager genoemd als de 
persoon om er op toe te zien dat diensten goed en tijdig geleverd worden. Bovendien kan deze 
persoon op basis van analyse een leverancier bijsturen om er voor te zorgen dat er sprake is 
van de gewenste dienstverlening. Alle zes de respondenten bevestigen het beeld dat periodieke 
communicatie belangrijk is. 
 
Het nakomen van afspraken en de indicator “vertrouwen in leverancier” worden door vier 
respondenten genoemd als belangrijke factor. Eenzelfde aantal respondenten bevestigt dat 
afspraken uit het contract worden nagekomen. 
 
Uit de antwoorden op de vragen die gerelateerd zijn aan het kernbegrip financieel beheer blijkt 
dat waardetoevoeging door vier respondenten genoemd wordt als belangrijk. De 
waardetoevoeging vindt vooral plaats in de vorm van specialistische kennis die binnen een 
grote dienstverlenende organisatie beschikbaar is, terwijl daarvan geen sprake was tijdens de 
periode dat IT-diensten in eigen beheer werden uitgevoerd. Het realiseren van 
kostenbesparingen als doelstelling voor de indicator “kostenreductie” wordt in alle zes de 
gehouden interviews genoemd. Vooral het inzetten van mensen voor het aantal uren dat nodig 
is, zonder dat er daarbij sprake is van leegloop, wordt als een voordeel ervaren en door drie van 
de vier respondenten genoemd met als belangrijkste resultaat een lager kostenniveau. 
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Navraag bij de financiële afdeling van het bedrijf levert eenzelfde beeld op met jaarlijks dalende 
kosten van het operationele IT-beheer. Eén respondent noemt daarbij ook het kunnen leveren 
van zeer specialistische kennis voor actuele thema’s zoals “Big Data” en het opzetten van een 
globale technische architectuur die onder de noemer innovatie valt. 
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5 Conclusies 
Het onderzoek is gestart met het definiëren van een centrale vraag, zie paragraaf 1.2, en het 
formuleren van onderzoeksvragen met bijbehorende deelvragen in paragraaf 1.4. Voor het 
beantwoorden van onderzoeksvraag 1 en de hiervoor gedefinieerde deelvragen is een 
literatuurstudie uitgevoerd waarvan de resultaten zijn opgenomen in hoofdstuk 2. De 
literatuurstudie heeft geresulteerd in een referentiemodel, weergegeven in tabel 10, dat als 
uitgangspunt gediend heeft voor de empirische toetsing. Om het referentiemodel te kunnen 
toetsen is onderzoeksvraag 2 met bijbehorende deelvragen geformuleerd. De resultaten van de 
empirische toetsing bestaan uit de antwoorden op de deelvragen van onderzoeksvraag 2 en 
deze zijn weergegeven in dit hoofdstuk in de vorm van conclusies. 
 
De onderzoeksvraag (2) voor empirische toetsing luidt: 
Hoe ziet het referentiemodel eruit in het licht van één of meer IT-
outsourcingscontracten bij een farmaceutisch bedrijf? 
 
De deelvragen met de bijbehorende conclusies zijn hierna weergegeven. De nummering van 
elke deelvraag is overeenkomstig de oorspronkelijk nummering uit paragraaf 1.4. 
 
2.1 Welke SLA’s zijn bekend bij de onderzochte IT-outsourcingcontracten bij het 
farmaceutische bedrijf? 
Voor beide onderzochte IT-outsourcingscontracten is een Service Level Agreement afgesloten 
waarbij het type overeenkomst het beste aansluit bij de “Task Service Level Agreement” 
definitie van Czajkowski et al. (2002). Er is in beide gevallen sprake van een Service Level 
Agreement waarin de dienstverlening door een leverancier gedetailleerd beschreven is. Er zijn 
prestatie eisen gedefinieerd en er wordt via prestatie indicatoren nagegaan wordt of de 
uitvoering van de activiteiten en taken conform de vastgelegde criteria plaatsvindt. Dit is in lijn 
met het door Gellings (2007) genoemde “performance management”. Czajkowski stelt dat er 
sprake kan zijn van meerdere leveranciers die ieder voor een deel van de dienstverlening 
verantwoordelijk zijn en dat is ook het geval binnen de onderzochte organisatie. De 
opdrachtgevende organisatie hoeft daarbij geen gedetailleerde kennis te hebben van 
onderliggende processen van de leverancier en ook dit is overeenkomstig hetgeen Czajkowski 
et al. (2002) stellen. Andere overeenkomsten die gevonden zijn komen overeen met de 
kenmerken van Service Level Agreements die Fairchild (2004) noemt, namelijk prestatie 
analyse, kostenreductie en procesoptimalisatie. De onderzoeksorganisatie weet kostenreductie 
te realiseren en via prestatie analyse op basis van werkelijke prestaties is er ook aandacht voor 
procesoptimalisatie. 
 
2.2 Wat zijn de kenmerken van de gevonden SLA’s in termen van eigenschappen uit het in 
vraag 1 gevonden referentiemodel 
De kenmerken van het referentiemodel weergegeven als tabel 10 zijn vergeleken met de 
waargenomen kenmerken uit de empirische toetsing. De onderzoeksresultaten uit hoofdstuk 4 
tonen aan dat alle vijf de kernbegrippen “vastleggen eisen, prestatiemanagement, 
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kwaliteitsmanagement, relatiemanagement en financieel beheer” onderdeel uitmaken van het 
referentiemodel en ook in meer of mindere mate voorkomen binnen de onderzochte 
organisatie. 
 
2.3 Op welke wijze is het risicomanagement ingericht bij de onderzochte IT-
outsourcingcontracten bij het farmaceutische bedrijf? 
Alle automatiseringsprojecten worden uitgevoerd volgens een voorgeschreven System 
Development Life Cycle methode waarbij er in alle gevallen gestart wordt met het in kaart 
brengen van eisen. Elke stap binnen de methode resulteert in een document dat formeel 
goedgekeurd wordt en dat gebruikt wordt voor overige procesactiviteiten. Het 
risicomanagement start met het vastleggen van alle eisen in een “Requirements Specification” 
document dat goedgekeurd moeten worden. Als ondersteuning hierbij wordt er verplicht 
gebruik gemaakt van een lijst met vragen die betrekking hebben op verschillende onderwerpen 
gerelateerd aan risicomanagement. Afhankelijk van de antwoorden worden bepaalde vragen 
wel of niet gesteld en varieert het aantal vragen tussen 20 vragen (wanneer er sprake is van 
geen tot weinig risico) tot ruim 250 vragen (hoog risico). Vervolgens wordt dit eisendocument 
gebruikt voor het houden van een risico assessment zodat risico’s inzichtelijk zijn en er daarop 
geacteerd kan worden. Alle officiële documenten moeten goedgekeurd worden door een 
vertegenwoordigers namens de groepen “Business Unit, Technical Unit en Quality Unit”. 
 
2.4 Wat zijn de kenmerken van het risicomanagement zoals aangetroffen in 2.3? 
In het geval van IT-outsourcing wordt er gestart met het vastleggen van alle eisen in een 
eisendocument. Na autorisatie van dit document wordt er een risico-assessment uitgevoerd 
met als doel de kans van optreden van een risico te bepalen en in te schatten wat de gevolgen 
van een risico item zijn. De kans van optreden wordt op deze wijze vastgesteld en op basis 
daarvan wordt er een risico mitigatie voorstel per risico overeengekomen. Dit resulteert 
uiteindelijk in het vaststellen van risicobeperkende maatregelen. In het geval van IT-outsourcing 
leidt dit tot afspraken die vastgelegd worden in het IT-outsourcingscontract en in de 
bijbehorende Service Level Agreement. In het laatstgenoemde document worden vooral 
afspraken gemaakt over de prestaties die geleverd moeten worden. Hiervoor worden prestatie 
indicatoren vastgelegd en via periode controlemaatregelen worden de werkelijk geleverde 
prestaties vergeleken met de als norm vastgelegde eisen. 
 
2.5 Welke risicomanagementmethoden zijn aangetroffen bij de onderzochte IT-
outsourcingcontracten bij het farmaceutische bedrijf? 
Er is sprake van een eigen risicomanagementmethode bestaande uit een dynamische 
vragenlijst waarbij vragen worden gesteld afhankelijk van de antwoorden op risico 
inventariseringsvragen. De bedrijfsspecifieke methode is initieel gebaseerd op zowel het 
“Outsourcing Maturity Model” (Fairchild, 2004) en het “Business Risk Management framework” 
(Bhattacharya et al., 2003). Het eigen model is specifiek gemaakt voor de farmaceutische 
sector. De oorspronkelijke kenmerken van beide risicomanagementmethoden die als 
uitgangspunt zijn gebruikt zijn nog te herkennen in het hedendaagse model.  
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2.6 Welke functie(s) vervul(t)len de in 2.1 aangetroffen SLA’s als onderdeel van 
risicomanagementmethoden in termen van eigenschappen uit het in vraag 1 gevonden 
referentiemodel? 
De Service Level Agreements vervullen vooral een rol voor de kernbegrippen “vastleggen eisen, 
prestatiemanagement, kwaliteitsmanagement en relatiemanagement”. Op basis van de 
vastgestelde eisen worden er in de Service Level Agreement eisen vastgelegd over te leveren 
prestaties en de criteria in de vorm van prestatie indicatoren waarop er beoordeeld wordt of de 
werkelijke prestaties voldoen aan de gemaakte afspraken. Voor dit laatste punt worden er 
controle mechanismen gedefinieerd en vindt er een prestatie analyse plaats. Er wordt ook een 
beoordeling uitgevoerd die betrekking heeft op de werkelijke geleverde prestaties en de mate 
waarin deze overeenkomen met de gemaakte afspraken. Via het kernbegrip 
relatiemanagement is er aandacht voor overlegstructuren. Periodiek wordt er gesproken over 
de prestaties, afwijkingen tussen werkelijk geleverde diensten en de vastgestelde norm. Tevens 
worden bijzondere situaties besproken. In iets mindere mate is er ook aandacht voor het 
kernbegrip “financieel beheer” waarbij er met name gekeken wordt naar de kostenfactor en 
naar kostenreductie. 
 
2.7 Wat zijn overeenkomsten en verschillen tussen beschrijvingen van één of meer IT-
outsourcingcontracten bij een farmaceutisch bedrijf en het referentiemodel van vraag 1? 
Alle vijf de kernbegrippen uit het referentiemodel zijn van toepassing op IT-outsourcing en het 
daarvoor toegepaste risicomanagement en de inzet van Service Level Agreements als onderdeel 
hiervan. De indicatoren “vastleggen eisen en prestatiemanagement” worden het meest 
toegepast door het farmaceutische bedrijf en scoren bijna maximaal. De indicatoren 
“kwaliteitsmanagement, relatiemanagement en financieel beheer” scoren bovengemiddeld in 
toepassing. Bij het bekijken van de afzonderlijke indicatoren valt op dat er twee indicatoren, 
“overzicht uit te voeren activiteiten en aanpak negatieve effecten van risico’s” een lage score 
hebben. Geen van de medewerkers die deelgenomen hebben aan het onderzoek hebben 
aangegeven dat er bepaalde onderdelen ontbreken in het referentiemodel of hebben 
aangegeven dat ze onderdelen zouden willen toevoegen op grond van activiteiten die 
uitgevoerd worden binnen de onderzochte organisatie. 
5.1 Algemene conclusie 
De centrale vraag binnen dit onderzoek is: 
Op welke manier kunnen Service Level Agreements als onderdeel van 
risicomanagement effectief op IT-outsourcing worden ingezet in een farmaceutisch 
bedrijf? 
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Tijdens het uitgevoerde onderzoek zijn er projectdocumenten van twee IT-
outsourcingscontracten bestudeerd en zijn er zes personen van de onderzoeksorganisatie 
geïnterviewd die bij beide IT-outsourcingscontracten betrokken waren. De 
onderzoeksresultaten laten geen verschillen zien tussen de beide onderzochte contracten 
hetgeen te verklaren is door het verplicht moeten toepassen van standaard werkwijzen en op 
te leveren documenten zoals die voorgeschreven zijn in de toegepaste System Development 
Life Cycle methode. Op basis van de onderzoeksresultaten is vastgesteld dat het 
referentiemodel veel overeenkomsten vertoond met de werkwijze zoals deze in het 
farmaceutische bedrijf wordt toegepast en dat het conceptueel model daarmee als juist 
aangemerkt kan worden omdat de werkwijze in de praktijk daarmee overeenkomt. De 
resultaten uit het literatuuronderzoek hebben geresulteerd in het referentiemodel 
weergegeven als tabel 10 (zie paragraaf 2.3.11). De onderscheiden kernbegrippen uit dit model 
worden allemaal in ruime mate toegepast binnen de onderzoeksorganisatie zodat de 
toepassing van Service Level Agreements als onderdeel van risicomanagementmethoden blijkt. 
 
Wanneer het referentiemodel gevolgd wordt door de kernbegrippen, afkomstig van Chou & 
Chou (2008), op te nemen als afzonderlijke hoofdonderdelen van een Service Level Agreement 
is het mogelijk om op een gestructureerde wijze te starten met het inventariseren van de eisen 
die een organisatie aan IT-outsourcing stelt. Gedurende het project kan er gewerkt worden aan 
het definiëren van prestatie indicatoren, het ontwikkelen van controle mechanismen en het 
ontwerpen van een prestatie analyse proces. Hierbij wordt aangesloten bij de aanbeveling van 
Huang en Goo (2009) om een Service Level Agreement in te zetten als aanvulling op een 
afgesloten contract om de geleverde prestaties tijdens outsourcing te monitoren. 
 
Aandacht voor kwaliteit kan er zijn door middel van het continu blijven beoordelen van risico’s 
en de gevolgen via risico assessment. Dit sluit ook aan bij het risicomanagement dat genoemd is 
door Bahli & Rivard (2003) en door hen gezien wordt als een succesfactor bij IT-outsourcing. 
Chou & Chou hebben daaraan toegevoegd dat een Service Level Agreement deel uitmaakt van 
risicomanagement. Daarmee wordt aangesloten bij de aanbeveling van Gewald en Hinz (2004) 
die het periodiek beoordelen van risico’s als onderdeel van een Service Level Agreement 
noemen. De uit te voeren activiteiten moeten hierop aangepast en afgestemd zijn en er moet 
aandacht besteed worden aan het verminderen van negatieve effecten van risico’s door deze 
aan te pakken. De werkelijk geleverde prestaties dienen als uitgangspunt voor 
overlegstructuren die onderdeel zijn van het relatiemanagement waarbij wordt nagegaan of 
afspraken zijn nagekomen. Door periodiek te overleggen ontstaat er doorgaans een betere 
werkrelatie en kan het vertrouwen in een leverancier toenemen. De uiteindelijke doelstelling 
van IT-outsourcing wordt doorgaans gerealiseerd wanneer er sprake is van waardetoevoeging 
door de leverancier waarbij er bovendien sprake is van lagere kosten van IT in vergelijking met 
het volledig in eigen beheer uitvoeren van alle IT gerelateerde activiteiten. 
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6 Aanbevelingen 
Doordat dit onderzoek is uitgevoerd binnen één vestiging van één organisatie, verdient het 
aanbeveling om een vervolgonderzoek naar de juistheid van het referentiemodel in een breder 
verband uit te voeren en zo te kijken of er sprake is van externe validiteit. Het referentiemodel 
bleek toepasbaar binnen de onderzoeksorganisatie, maar het is niet duidelijk of het model als 
algemeen geldend beschouwd kan worden. Daarbij zou het raadzaam zijn om organisaties te 
kiezen die gebruik maken van IT-outsourcing, maar die actief zijn in een minder sterk 
gereguleerde omgeving. Binnen minder sterk gereguleerde omgevingen is het de vraag of er op 
eenzelfde wijze gestructureerd gewerkt wordt, met name het starten met het opstellen van 
een eisendocument en het uitvoeren van risico analyses en assessments. Het betreft hier met 
name de kernbegrippen “vastleggen eisen en kwaliteitsmanagement”. Naar verwachting is er 
wel eenzelfde niveau van aandacht in andere organisaties en bedrijfstakken voor de 
kernbegrippen “prestatiemanagement, relatiemanagement en financieel beheer”. 
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7 Reflectie 
Het voltooien van een studie op dit niveau en zeker het afstudeertraject vraagt om discipline. 
Het afstudeertraject heeft een langere doorlooptijd gekend dan vooraf beoogd en gepland. 
Diverse factoren, zowel in mijn privéleven als in het werkzame leven, zijn daarop van invloed 
geweest. Net zoals het grootste deel van de medestudenten heb ik een betaalde baan, die in 
mijn geval ruimschoots 40 uur per week aan tijd vraagt. 
 
Het maken van planningen, en deze van tijd tot tijd herzien wegens gewijzigde 
omstandigheden, heeft mij geholpen in het bereiken van het einddoel. Zeker omdat je anders 
het risico loopt om aan activiteiten teveel tijd te besteden of dat er sprake is van een 
tegenovergestelde situatie dat je te weinig tijd en aandacht aan een activiteit gunt. De 
richttijden gegeven in de studiehandleiding hebben geholpen bij het plannen, maar regelmatig 
is er ook meer tijd besteed aan de verschillende onderzoeksfasen. Met name het 
literatuuronderzoek en het voorbereiden en uitwerken van de interviews hebben aanzienlijk 
meer tijd gevraagd dan vooraf gedacht. Het plan van aanpak bleek een goede leidraad om keer 
op keer op terug te grijpen. 
 
Positieve leereffecten heb ik vooral ervaren in het leren om gestructureerd te werken vanuit 
een theoretisch context. In mijn werk denk ik in oplossingen vanuit een pragmatische 
invalshoek. De koppeling met de theorie moet ook daarbij regelmatig gemaakt worden. De 
meerwaarde van het afstudeeronderzoek voor mijzelf zie ik vooral in het starten vanuit de 
theorie en van daaruit een aanpak vast te stellen. Bij het selecteren van wetenschappelijke 
literatuur heb ik geleerd om het probleem vanuit verschillende invalshoeken te benaderen, 
theorieën door te nemen en te zoeken naar verbanden die verschillende onderzoekers eerder 
ontdekt en gelegd hebben. Door dit te combineren ontstaat er een vollediger beeld in de 
beginsituatie waarop je kan teruggrijpen en voordeel kan behalen in latere fasen van 
onderzoek. Ook blijkt er ontzettend veel eerder bruikbaar onderzoek beschikbaar te zijn, iets 
waarvan ik ook gebruik kan maken bij toekomstige probleemanalyses. 
 
Een laatste positief leereffect is het schrijven van dit onderzoeksrapport geweest. Het 
consequent opzetten van het rapport en het hanteren van een rode draad heb ik als belangrijk 
ervaren. 
 
Terugkijkend op het onderzoek zijn er ook verbeterpunten aan te merken. Zo had de 
groepssessie een grotere waarde kunnen hebben wanneer er meer aandacht uitgegaan zou zijn 
naar de “nee” scores voor indicatoren waarbij respondenten aangeven dat ze onderdelen uit 
het conceptueel model niet herkennen. Het zou interessant zijn om te weten waarom bepaalde 
indicatoren niet herkend zijn. De groepssessie zou een ideaal moment geweest zijn om met een 
aantal bij het contract betrokken personen na te gaan waarom bepaalde theoretische aspecten 
niet herkend zijn. Voor toekomstige situaties, waarin ik betrokken ben bij het uitvoeren van 
onderzoek, neem ik het evalueren van negatieve of afwijkende scores mee als onderdeel van 
een groepsdiscussie en dit zie ik als een verbeterpunt.  
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Voor wat betreft de weergave van de resultaten is er gewerkt vanuit de rijen van het 
conceptueel model dat als figuur 3 is opgenomen. Nadeel van deze wijze van verantwoorden is 
dat de resultaten niet rechtstreeks terug te herleiden zijn naar de kolommen en daarmee naar 
de risicomanagementmethoden die in de kolommen zijn weergegeven. Dat maakt het lastig om 
eventueel vervolgonderzoek toe te spitsen op een specifieke methode. 
 
Bovendien zou ik overgaan tot het organiseren van een tweede groepssessie. De eerste 
groepssessie zou dienen om de juistheid van de gegevens uit de interviews samen met de 
geïnterviewde personen te valideren. Bij de eerste sessie zou ik het IT-management niet 
uitnodigen om een open sfeer te creëren waarin iedere deelnemer de eigen mening kan 
uitspreken, zonder dat het risico bestaat dat mensen zaken niet durven te bespreken of te 
noemen wegens (dominante) aanwezigheid van het management. Nadat de juistheid van de 
gegevens bevestigd is door de deelnemers zou ik kiezen voor een tweede eindsessie waarin 
zowel de deelnemers aan het onderzoek en het IT-management aanwezig zijn en waarin de 
eindconclusies vastgesteld kunnen worden. 
7.1 Discussie 
Uit de onderzoeksresultaten kan worden afgeleid dat het referentiemodel juist is. De 
kanttekening bij dit onderzoek is, dat het is uitgevoerd binnen een sterk gereguleerde 
omgeving waarbij er sprake is van het reeds veelvuldig toepassen van een dergelijke 
procesmatige manier van werken. Dit blijkt uit het starten met een Requirements Specification 
voor elk project en het opvolgen van operationele controles voor het vaststellen of de 
werkelijke resultaten overeenkomen met de vooraf beoogde resultaten. Pas na het uitvoeren 
van dit onderzoek in andere organisatie, die bij voorkeur minder regulering kennen, kan 
vastgesteld worden of het model juist is in algemene zin. 
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Bijlage A Methode van uiteenrafelen 
De centrale vraag is als uitgangspunt genomen voor het uiteenrafelen in kernbegrippen 
(Verschuren & Doorewaard, 2007). De kernbegrippen zijn onderstreept in de hierna 
opgenomen centrale vraag: 
Op welke manier kunnen Service Level Agreements als onderdeel van 
risicomanagement effectief op IT-outsourcing worden ingezet in een farmaceutisch 
bedrijf? 
 
Voor de kernbegrippen Service Level Agreement, risicomanagement en effectief is er 
vervolgens een onderverdeling gemaakt in dimensies, aspecten en deelaspecten. Hierbij is 
gebruik gemaakt van de resultaten van de literatuurstudie waarbij in de wetenschappelijke 
literatuur gezocht is naar definities en uitwerkingen van de kernbegrippen. 
 
In figuur 4 is de centrale vraag volgens de methode van uiteenrafelen uitgewerkt in 
kernbegrippen (Verschuren & Doorewaard, 2007), waarbij er gestart is bij het hoofdbegrip 
risicomanagement bij IT-outsourcing. De onderscheiden kernbegrippen Service Level 
Agreements, risicomanagement(methode) en effectief uit de centrale vraag zijn als dimensie 
aangemerkt en vervolgens uitgesplitst in aspecten met onderliggende deelaspecten. 
 
 
Figuur 4 Uiteenrafelen van kernbegrippen met onderverdeling in dimensies, aspecten en 
deelaspecten  
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De uiteenrafeling is gebaseerd op de resultaten van de literatuurstudie waarmee dit onderzoek 
gestart is. Voor de dimensie Service Level Agreements zijn de weergegeven aspecten gebaseerd 
op wetenschappelijke artikelen van Fairchild (2004) en Czajkowski et al. (2002) en meer in 
detail beschreven in paragraaf 2.1. 
 
Risicomanagement wordt gestructureerd toegepast door een risicomanagementmethode te 
gebruiken, hetgeen ook als dimensie gehanteerd wordt. Het gebruik van 
risicomanagementmethoden is ook bestudeerd tijdens de literatuurstudie. Het “COSO-ERM 
framework” wordt besproken in paragraaf 2.3 en kent aspecten als risico identificatie, 
risicomanagement in de vorm van het beheersen van gebeurtenissen en risico’s (O’Donnell, 
2005) terwijl door Fairchild (2004) in dezelfde paragraaf Service Level Agreements en 
risicomitigatie benoemd worden als belangrijke onderdelen van een 
risicomanagementmethode. Als eigenschappen van een risicomanagement zien Bhattacharya, 
Behara & Gundersen (2003) het gebruik maken van modellen om de outsourcingsrelatie te 
beheersen en afspraken contractueel vast te leggen, zie paragraaf 2.3. 
 
Ook effectief is aangemerkt als een dimensie en heeft betrekking op Service Level Agreements 
en risicomanagement en de doeltreffendheid ervan om beoogde doelen te bereiken. De 
onderscheiden aspecten risico’s inzichtelijk maken en risicobeheersing zijn afgeleid uit 
paragraaf 2.3.5. Volgens Magnusson & Chou (2010) dienen eisen gerelateerd aan outsourcing 
om risico’s te identificeren en O’Donnell (2005) stelt dat een risico assessment helpt om de 
gevolgen van risico’s inzichtelijk te maken en te beheersen. Beide aspecten dienen als 
uitgangspunt voor het maken van contractuele afspraken en het opstellen van een Service Level 
Agreement en dit wordt als een afzonderlijk aspect gedefinieerd. In veel gevallen is het doel van 
IT-outsourcing kostenreductie, hetgeen ook als een aspect wordt beschouwd en is een ander 
doel van outsourcing volgens Fairchild (2004) het toevoegen van waarde op bedrijfsniveau. Het 
laatste aspect kostenreductie betreft het door Bhattachary et al. (2003) genoemde 
kostenbeheer. 
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Bijlage B Topic lijst 
Het conceptueel model uit tabel 10 van paragraaf 2.3.11 is gebruikt als uitgangssituatie voor 
het samenstellen van een topiclijst. De topiclijst bevat de volgende onderwerpen: 
 Introductie 
o Korte beschrijving onderzoek; 
o Uitleg interviewdoelstelling; 
o Toelichten wijze van gegevens verzamelen en rapportage. 
 Intentie om tot outsourcing over te gaan: 
o Aanleiding; 
o Relatie met ondernemingsbeleid. 
 Projectdefinitie: 
o Projectrollen; 
o Plan van aanpak. 
 Risico's: 
o Opgetreden risico's; 
o Mitigerende acties om risico te verminderen; 
o Resultaat van risicoreductie. 
 Risicomanagement: 
o Wijze van uitvoeren; 
o Methoden; 
o Knelpunten; 
o Opgedane ervaring ("Lessons Learned"). 
 Service Level Agreements: 
o Inventarisatie; 
o Koppeling met risicomanagement en risicomanagementmethoden; 
o Onderhandelingsproces; 
o Ervaren knelpunten; 
o Opgedane ervaring ("Lessons Learned"). 
 Operationeel Management van actieve outsourcingscontracten: 
o Behaalde voordelen; 
o Negatief ervaren punten; 
o IT-outsourcingsrelatie; 
o Aanbevelingen. 
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Bijlage C Interviewvragen 
Om de interviews goed vergelijkbaar te laten zijn, is de topiclijst uit bijlage B gebruikt om een 
vragenlijst samen te stellen. Alle vragen uit de in deze bijlage opgenomen vragenlijst zijn 
gesteld en beantwoord tijdens alle zes de gehouden interviews. 
 
Interviewinstructie: 
 Besteed aandacht aan een duidelijke introductie waarbij kort wordt uitgelegd: 
o welke resultaten de literatuurstudie opgeleverd heeft; 
o wat het doel is van het interviewgesprek; 
o dat vertrouwelijkheid van verstrekte informatie wordt gewaarborgd en dat 
gegevens na verwerking niet herleidbaar zullen zijn naar individuele personen; 
o dat het interview wordt opgenomen en dat opnamen na verwerking worden 
vernietigd; 
o op welke wijze het interviewgespreksverslag wordt opgesteld, hoe verslaglegging 
plaatsvindt en dat het gespreksverslag voorafgaand aan verwerking wordt 
voorgelegd ter goedkeuring aan de geïnterviewde persoon. 
 Stel alle vragen in de aangegeven volgorde en tracht op iedere vraag antwoord te 
krijgen. Indien de geïnterviewde een vraag niet wil beantwoorden, vraag dan door naar 
de reden hiervan. 
 Verwerk de antwoorden in een gespreksverslag en leg het gespreksverslag voor aan de 
geïnterviewde. De geïnterviewde heeft het recht van correctie op eerder gegeven 
antwoorden. 
 
 
Vragen IT-outsourcing (algemeen): 
1. Wat is jouw functie? 
2. Wat houdt jouw functie precies in? 
3. Wat was de reden om tot IT-outsourcing over te gaan? 
4. Hoe is de beslissing om tot IT-outsourcing over te gaan tot stand gekomen? 
5. Kan je iets vertellen over de projectopzet tijdens het IT-outsourcingsproces? 
6. Hoe worden projectteams opgezet en teamleden geselecteerd? 
7. Hoe worden medewerkers vertrouwd gemaakt met IT-outsourcing? 
8. Welke aandachtsgebieden worden onderscheiden binnen IT-outsourcing? 
 
 
Vragen risicomanagementmethoden: 
9. Worden er risicomanagementmethoden toegepast binnen het bedrijf en IT-outsourcing en 
zo ja welke? 
10. Op welke wijze worden eisen ten aanzien van IT-outsourcing vastgelegd? 
11. Welke voordelen of nadelen zijn er verbonden aan het vastleggen van eisen? 
12. Hoe worden risico’s aangepakt en wat zijn merkbare voordelen van het omgaan met 
risico’s? 
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13. Wordt er aandacht besteed aan prestatiemanagement? 
a) Hoe? Op welke wijze ingevuld? 
14. Is er aandacht voor kwaliteitsmanagement? 
a) Hoe? Welke onderdelen? 
15. Hoe wordt relatiemanagement ingevuld? 
a) Welke raakvlakken zijn er met de Service Level Agreement? 
b) Hoe wordt bepaald of een onderwerp deel uit maakt van het uitbestedingscontract 
of de Service Level Agreement? 
c) Hoe zien contacten tussen leverancier en klant er uit? 
(i) Frequentie? 
(ii) Onderwerpen? 
(iii) Hoe verloopt een dergelijk overleg? 
(iv) Verbeterpunten? 
16. Worden de afspraken uit het uitbestedingscontract correct nagekomen? 
17. Hoe worden medewerkers getraind in het gebruik van een risicomanagementmethode? 
18. Sluiten risicomanagementmethoden aan bij andere werkwijzen of methoden? 
19. Kan je enkele voordelen noemen van de inzet van risicomanagementmethoden? 
a) Wat hebben deze concreet opgeleverd? 
20. Welke nadelen kennen deze risicomanagementmethoden? 
a) Kan je een voorbeeld geven hoe er met nadelen wordt omgegaan? 
21. Wat zijn de belangrijkste verbeterpunten? 
 
 
Vragen Service Level Agreements: 
22. Is er voor elk outsourcingscontract een Service Level Agreement afgesloten? 
a) Is dit een standaard contract of een maatwerkovereenkomst? 
23. Welke onderdelen maken deel uit van een Service Level Agreement? 
24. Hoe worden Service Level Agreements ingezet bij IT-outsourcing? 
25. Op welke wijze is risicomanagement ingevuld binnen een Service Level Agreement? 
26. Wat is de relatie met risicomanagementmethoden? 
a) Zijn er overlappende onderdelen tussen een risicomanagementmethoden en een 
Service Level Agreement? 
b) Heb je het idee dat Service Level Agreements een aanvulling zijn op 
risicomanagementmethoden? Zo ja, kan je dat uitleggen? 
c) Zijn er onderdelen die deel uitmaken van een Service Level Agreement die 
conflicteren met onderdelen uit een risicomanagementmethode? 
27. Wat zijn de voordelen en nadelen verbonden aan het gebruik van Service Level 
Agreements? 
28. Worden er problemen ervaren bij gebruik van een Service Level Agreement binnen een 
operationele IT-outsourcing relatie? Zo ja, welke? 
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29. Welke overeenkomsten en verschillen kunnen er vastgesteld worden tussen de 
onderwerpen weergegeven in het conceptueel model en daadwerkelijk afgesloten Service 
Level Agreements? 
30. In welke mate is er sprake van waardetoevoeging door outsourcing? 
31. In welke mate is er sprake van kostenreductie door het toepassen van outsourcing? 
 
 
Vragen conceptueel model (algemeen): 
32. Het conceptueel model bestaat uit vijf hoofdonderdelen, herken je deze 
aandachtsgebieden? 
33. Zijn er onderdelen opgenomen in het conceptueel model die ook deel uitmaken (of 
uitgemaakt hebben) van eerdere IT-outsourcingsprojecten? 
34. Zijn er aandachtsgebieden of onderdelen waarvan je denkt dat deze onderdeel uit moeten 
maken van het conceptueel model (en dat nu nog niet doen)? 
35. Zijn er onderdelen die nu in het conceptueel model opgenomen zijn, waarvan je je afvraagt 
of deze terecht deel uitmaken van dit model? 
36. Kan het conceptueel model naar jouw mening bijdragen aan een beter proces van IT-
outsourcing? 
37. Welke overeenkomsten zijn er tussen het conceptueel model en de praktische werkwijze 
binnen IT-outsourcingsprojecten? 
38. Heb je nog aanbevelingen of adviezen om het conceptueel aan te passen? 
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Bijlage D Interview transcripties 
Interview 1 Proces en Incident Manager 
Inleiding: zoals je weet ben ik bezig met een afstudeeronderzoek dat ik uitvoer voor de master 
opleiding Business Process Management & IT. Het afstudeerthema daarbij is risicomanagement 
bij IT-outsourcing waarbij ik onderzoek op welke wijze Service Level Agreements als onderdeel 
van risicomanagementmethoden effectief ingezet kunnen worden. Daarbij heb ik in de eerste 
fase een literatuuronderzoek uitgevoerd waaruit een conceptueel is afgeleid, waarbij ik wil 
nagaan of dit opgestelde model juist is. Daarvoor heb ik een serie vragen opgesteld die per 
thema gebundeld zijn. Om te beginnen zijn er wat vragen over jouw functie, die gevolgd 
worden door inhoudelijke vragen die een relatie hebben met de onderzoeksonderwerpen. Dit 
gesprek wordt ook opgenomen met als doel om het interview uit te werken in een 
interviewgespreksverslag. Dat verslag stuur ik je nog toe voordat ik het in het onderzoek 
verwerk zodat je in staat bent om de correcte weergave te controleren. 
R1: ok, prima. 
 
 
Vragen IT-outsourcing (algemeen) 
Vraag 1: wat is jouw functie? 
R1: Ik werk als Proces- en Incident Manager voor de IT-afdeling van productie. 
 
Vraag 2: wat houdt jouw functie precies in? 
R1: Als Proces- en Incident Manager ben je het eerste aanspreekpunt na de helpdeskfunctie 
wanneer er verstoringen zijn in het dagelijks functioneren van de IT systemen en dat vooral 
wanneer er storingen zijn met een grote impact op het normale proces die geëscaleerd moeten 
worden. Ook analyseer ik rapportages die over de beschikbaarheid van het systeem gaan en 
bespreek ik periodiek de resultaten van de dienstverlening met alle betrokken stakeholders. 
 
Vraag 3: je bent betrokken bij IT-outsourcing, wat was de reden om tot IT-outsourcing over te 
gaan? 
R1: zoals je weet gaat ons bedrijf meer en meer terug naar kernactiviteiten. Binnen een 
farmaceutisch bedrijf is IT geen kernactiviteit en dus is ook de productieautomatiseringsgroep 
teruggebracht van oorspronkelijk 13 personen naar 7 personen nu. Omdat het werk 
grotendeels hetzelfde blijft betekent dat dus ook dat er een aantal werkzaamheden voortaan 
door andere bedrijven gedaan worden. 
 
Vraag 4: hoe is de beslissing om tot IT-outsourcing over te gaan tot stand gekomen? 
R1: eigenlijk hadden daarin geen keus en is die beslissing op hoog niveau in de organisatie 
genomen. Concentreren op kernactiviteiten is wat onze bedrijfsstrategie is en daar gaan wij in 
mee. Overigens geldt dit niet alleen voor echte IT, maar ook voor andere processen. 
 
Vraag 5: wat kan je vertellen over de projectopzet tijdens het IT-outsourcingsproces? 
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R1: in alle gevallen wordt een team samengesteld van medewerkers die een bepaalde taak 
uitvoeren en van mensen die die taken in de toekomst moeten gaan overnemen en uitvoeren. 
Deze mensen werken dus bij een ander gespecialiseerd IT-bedrijf of een dienstverlener. 
 
Vraag 6: deze vraag is zojuist al een beetje beantwoord: hoe worden projectteams opgezet en 
teamleden geselecteerd? 
R1: zoals gezegd worden altijd de medewerkers er bij betrokken die het werk al uitvoeren. Zij 
doen dit vaak al enige tijd tot enkele jaren en hebben dus ook ervaring met het werk en de 
uitvoering. Aan de leverancierszijde zien we vaak dat we mensen krijgen toegewezen. Enige 
persoon waarbij je nog wel eens inbreng in de selectie hebt is de transitie leider. Maar ook daar 
kan ik voorbeelden noemen waarin er geen inspraak van onze zijde was. 
 
Vraag 7: hoe worden medewerkers vertrouwd gemaakt met IT-outsourcing? 
R1: Wat we doorgaans doen is het organiseren van voorlichtingssessies waarbij zowel eigen 
medewerkers en een vertegenwoordiging van de gebruikers worden uitgenodigd. Dat start 
meestal met een algemeen verhaal over de bedrijfsstrategie en de redenen dat er outsourcing 
wordt toegepast. Vervolgens wordt er meer specifiek ingegaan over wat er precies verandert 
en welke activiteiten in de toekomst door een ander bedrijf worden uitgevoerd. Verderop in 
het proces zijn er vervolgmeetings als dat nodig is, bijvoorbeeld wanneer er gestart gaat 
worden met het daadwerkelijk overdragen van taken en wat dat voor veranderingen voor de 
business geeft. 
 
Vraag 8: welke aandachtsgebieden worden onderscheiden binnen IT-outsourcing? 
R1: eigenlijk alles wat met apparatuur te maken heeft en al het werk dat tamelijk standaard is. 
Zo onderhouden we apparatuur niet langer zelf en ook het instellen er van, bijvoorbeeld 
labelprinters en barcode scanners doen we al lang niet meer zelf. De software wordt al jaren via 
automatische installatieprogramma’s gedistribueerd. Wat applicaties betreft proberen we 
standaard handelingen, zoals het aanmaken van gebruikers en configuratiemanagement onder 
te brengen op een centrale plaats bij ons eigen applicatiemanagementteam in de hub. 
 
 
Vragen risicomanagementmethoden 
Vraag 9: worden er risicomanagementmethoden toegepast binnen het bedrijf en IT-
outsourcing en zo ja welke? 
R1: ja, we maken gebruik van een risicovragenlijst die bestaat uit ruim 200 vragen. Daarnaast is 
er een procedure voor het inrichten van beheer waaraan ook bedrijven die voor ons werken 
zich moeten houden. 
Is die vragenlijst afgeleid van een risicomanagementmethode? 
R1: dat weet ik niet. Het is een vragenlijst waarbij je voor verschillende gebieden 
(infrastructuur, applicatie, menselijk handelen) moet aangeven hoe dit georganiseerd is 
of gaat worden. 
 
Vraag 10: op welke wijze worden eisen ten aanzien van IT-outsourcing vastgelegd? 
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R1: we overleggen met de systeemeigenaar en met vertegenwoordigers van de business over 
wat ze willen. Al die wensen worden opgenomen in een ‘requirements specification’ document 
zodat ook duidelijk is wel eisen er zijn. Bovendien worden er wensen geregistreerd en dat zijn 
meer de zaken die men graag wil. 
 
Vraag 11: Welke voordelen of nadelen zijn er verbonden aan het vastleggen van eisen? 
R1: je weet door het vastleggen van de eisen en wat je wil precies of er ergens problemen te 
verwachten zijn. Daardoor kan je inspelen op toekomstige situaties en is het ook mogelijk om 
daar rekening mee te houden als je samenwerkt met een leverancier en dat is ook een 
voordeel. Het geven van duidelijkheid naar je leverancier over wat je wil met een contract zorgt 
ervoor dat een leverancier de te leveren diensen daar ook goed op op kan stemmen en je van 
elkaar weet waaraan een dienst moet voldoen. 
 
Vraag 12: kan je vertellen over de aanpak van risico’s en de merkbare voordelen van het 
omgaan met risico’s? 
R1: door een goed begrip van de bedrijfsprocessen en ook te beseffen hoe zeer IT van belang is 
om die processen doorgang te laten vinden, moet je de leverancier laten weten wat de risico’s 
zijn en dat het van belang is om er voor te zorgen dat er niets fout gaat. Met andere woorden: 
de kans dat er iets foutgaat moet zo klein mogelijk zijn en daarmee beperk je de risico’s voor de 
organisatie waarvoor het werk wordt uitgevoerd. Dat is een vorm van risicoreductie. 
 
Vraag 13: wordt er aandacht besteed aan prestatiemanagement en zo ja hoe? 
R1: ja, we krijgen overzichten waarop Key Performance Indicators vermeld staan. Er zijn 
verschillende overzichten waarop incidenten, probleem cases en wijzigingen vermeld staan. 
Van iedere registratie is te zien wanneer die aangemaakt is en hoe lang het heeft geduurd dat 
het klaar was. Ook is te zien wie er aan een een incident of probleem gewerkt heeft en wat er 
heeft plaatsgevonden aan acties. 
 
Vraag 14: is er aandacht voor kwaliteitsmanagement en zo ja, hoe ziet dat er uit? 
R1: binnen een bedrijf als dat van ons moet je aan officiële eisen van de verschillende 
overheden voldoen om medicijnen te mogen leveren. Zo wordt de manier van werken volledig 
vastgelegd in procesbeschrijvingen. De procesbeschrijvingen helpen om op ieder moment de 
gewenste procesgang, dat wil zeggen de ideale situatie, na te gaan. 
 
Vraag 15: hoe wordt relatiemanagement ingevuld? 
R1: elke drie maanden is er een overleg met een vertegenwoordiging uit de business waarin het 
voorgaande kwartaal wordt doorgenomen. Zo wordt duidelijk hoe gebruikers de 
dienstverlening ervaren hebben. Meestal zijn er ook onderwerpen die nader besproken worden 
en dat varieert van een grote verstoring waarvan meerdere afdelingen last hebben gehad tot 
lang hebben moeten wachten voordat er een respons richting een gebruiker gegeven is. Maar 
overleg met de eindgebruikers is er ook wel eens tussendoor als daar aanleiding toe is en 
hetzelfde geldt voor contact met onze leveranciers. Met die leveranciers hebben we doorgaans 
tamelijk snel een overleg dat volgt op het business overleg. 
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Welke raakvlakken zijn er met de Service Level Agreement? 
R1: Het is inderdaad in de Service Level Agreement opgenomen dat dat wij elk kwartaal 
een overleg hebben met elk bedrijf dat IT werkzaamheden voor ons uitvoert. 
 
Hoe wordt bepaald of een onderwerp deel uit maakt van het uitbestedingscontract of 
de Service Level Agreement? 
R1: Voor SLA’s hebben we een vast model dat we volgen waarin is voorgeschreven wat 
er allemaal geregeld moet worden. Die template moeten we volgen. Soms vindt onze 
jurist dat we extra zaken moeten opnemen in het contract en dat laten we ook aan onze 
juristen over. In dat geval zien we onderwerpen die aan het contract toegevoegd 
worden. 
 
Deze vraag is al gedeeltelijk aan bod gekomen. Hoe zien contacten tussen leverancier 
en klant er uit? 
R1: Ja, zoals gezegd hebben we minstens 1 keer per kwartaal contact waarbij we de 
leverancier ons hier op locatie bezoekt en waarin we belangrijke gebeurtenissen 
bespreken. Tussentijds is er contact wanneer dat moet. Wanneer de maandoverzichten 
met KPI’s daar aanleiding toe geven of wanneer we een bijzondere gebeurtenis, 
bijvoorbeeld als mensen klachten hebben over het niet beschikbaar zijn van het 
systeem. 
 
Welke onderwerpen komen er tijdens dat overleg ter sprake? 
R1: Aantallen incidenten, maar ook hoeveel incidenten er zijn omgezet in een probleem. 
Daarnaast zijn er andere KPI’s zoals oplostijden en het overschrijden er van en andere 
punten die op de agenda geplaatst zijn zoals grote storingen. Ook wanneer er personele 
wisselingen aankomen dan bespreken we dat. Als het nodig is, dan wordt ook de 
trainingsbehoefte besproken want externen moeten een aantal van de 
personeelstrainingen ook verplicht volgen. 
 
Zijn er nog verbeterpunten voor dat overleg? 
R1: Meestal verloopt het overleg zonder veel noemenswaardigheden, maar het tijdig 
beschikbaar hebben, liefst vooraf, van analyses van “major” en “critical” incidenten zou 
het mogelijk maken om vooraf terugkoppeling met onze gebruikers te hebben. Nu zie je 
dat dat soms nodig is en dat je dan in een volgend overleg dat weer drie maanden later 
is nog op terug moet komen. Dat duurt dan te lang. 
 
 
Vraag 16: worden de afspraken uit het uitbestedingscontract correct nagekomen? 
R1: ja, dat gaat wel goed. We weten wat we aan elkaar hebben en mocht het echt te gek zijn, 
dan wordt er ook geëscaleerd via managementniveaus. 
 
Vraag 17: hoe worden medewerkers getraind in het gebruik van een 
risicomanagementmethode? 
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R1: onze SDLC methode (IV: System Development Life Cycle) kent ook een training om 
medewerkers meer te leren over risico management.  
 
Vraag 18: sluiten risicomanagementmethoden aan bij andere werkwijzen of methoden? 
R1: het betreft een algemene methode die binnen ons bedrijf gebruikt wordt. 
 
Komen de methoden uit dit conceptueel model daarmee overeen? 
R1: Nee, die methoden zeggen mij niet zoveel. 
 
Maar als je naar de onderwerpen kijkt die in dat model genoemd worden, zijn er dan 
overeenkomsten? 
R1: Ja, het uitvoeren van risico-assessments doen wij ook en ook het bepalen van 
bedrijfseisen wordt gedaan. En wij kennen natuurlijk ook procedures waaraan mensen 
zich moeten houden met als doel de kans op fouten te verkleinen. 
 
Vraag 19: kan je enkele voordelen noemen van de inzet van risicomanagementmethoden? 
R1: als onderdeel van het totale project wordt voorgeschreven dat je risico’s onderzoekt en een 
risicomanagementmethode helpt daarbij. In ons geval is het de vragenlijst met de ruim 220 
vragen die beantwoord moeten worden. Afhankelijk van de beoordeling door de Risico-analyst 
komen daar soms nog vragen bij. De vragenlijst zorgt er voor dat alle belangrijke 
aandachtsgebieden worden meegenomen bij het inventariseren van risico’s. 
 
Dus eigenlijk wordt er geen algemene risicomanagementmethode toegepast, maar 
heeft de organisatie dit zelf ingevuld. Wat heeft deze eigen invulling voor 
risicomanagementmethode concreet als voordelen opgeleverd? 
R1: Het voordeel is dat iedereen gebruik maakt van dezelfde vragenlijst waardoor het 
mogelijk is om analyses te vergelijken. En ook voorkom je dat bepaalde vragen vergeten 
worden of dat ze bewust niet gesteld worden. 
 
Vraag 20: welke nadelen kent de binnen het bedrijf toegepaste risicomanagementmethode? 
R1: nou, het enige nadeel dat ik kan noemen is het steeds moeten doorlopen van de volledige 
lijst, ook al heb je een klein project waarvoor het gebruik van een deel van de lijst voldoende 
zou zijn. 
 
Kan je een voorbeeld geven hoe er met dat nadeel omgegaan wordt? 
R1: Eigenlijk kan je daar niet mee omgaan omdat je telkens de volledige lijst moet 
doorlopen. Aangezien invullen via een webapplicatie gaat, moet je ook alle vragen 
beantwoorden om de vragenlijst te laten beoordelen in een volgende fase. 
 
Vraag 21: wat zijn de belangrijkste verbeterpunten? 
R1: het kunnen overslaan van onderwerpen die niet van toepassing zijn op een project 
waarvoor de risico-analyse wordt uitgevoerd zou wel efficiënter zijn.  
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Vragen Service Level Agreements 
Vraag 22: is er voor elk outsourcingscontract een Service Level Agreement afgesloten? 
R1: ja, dat zou wel moeten aangezien dat verplicht is voor elk contract. 
 
Is dit een standaard contract of een maatwerkovereenkomst? 
R1: Voor het inhuren van bedrijf X is het een maatwerkovereenkomst. Het bedrijf is 
oorspronkelijk voor een beperkt aantal beheertaken op database gebied gecontracteerd 
en is vervolgens meer gaan doen. We hebben de bestaande SLA daarop aangepast en 
uitgebreid met de specifieke taken die ze er bij zijn gaan doen, zoals een lokale 
helpdeskfunctie en het ondersteunen van randapparatuur die binnen de productie 
gebruikt wordt, zoals barcode scanners en label printers. Daar komt het eenvoudige 
applicatie management nog bij. 
 
Vraag 23: welke onderdelen maken deel uit van een Service Level Agreement? 
R1: we leggen vast wat we verwachten vanuit de leverancier en ook willen we regelmatig 
overzichten ontvangen waaruit de geleverde prestaties blijken. Zo kunnen we controleren of er 
wordt geleverd wat gevraagd is en ook of alles op tijd wordt geleverd. Bovendien hebben we 
afgesproken dat we elk kwartaal de prestaties doornemen en dan kunnen we ook ingaan op 
eventuele verbeterpunten. 
 
Dus begrijp ik goed dat je de eisen vastlegt, afspraken maakt over prestaties en 
hieraan kwaliteitseisen koppelt, en ook regelmatig met elkaar spreekt wat je kan zien 
als relatiemanagement? 
R1: ja, dat kan je zo zien. 
 
En zijn er ook nog financiële aandachtsgebieden opgenomen in de SLA? 
R1: nee, in de SLA niet, maar wel in het contract waarin afspraken staan over de tarieven 
die in rekening gebracht worden en hoe het zit met jaarlijkse vernieuwing van het 
contract en de voorwaarden. 
 
Vraag 24: hoe worden Service Level Agreements ingezet bij IT-outsourcing? 
R1: bij elk outsourcingscontract moet er een SLA worden afgesloten. 
 
Vraag 25: op welke wijze is risicomanagement ingevuld binnen een Service Level Agreement? 
R1: in de SLA zelf staat hier niets over, wel in de vragenlijst die aan het begin van het 
uitbestedingsproject is opgesteld. 
 
Vraag 26: wat is de relatie met risicomanagementmethoden? 
R1: dat is dezelfde vragenlijst die ik daarnet noemde. 
 
Zijn er overlappende onderdelen tussen een risicomanagementmethoden en een 
Service Level Agreement? 
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R1: de risicomanagementanalyse die deel uitmaakt van de risicomanagementmethode 
wordt uitgevoerd voordat de SLA wordt opgesteld. Maar die SLA maakt wel gebruik van 
de uitkomsten van die risico analyse. Het maken van afspraken is een onderdeel dat bij 
zowel het SLA deel als het risicomanagementdeel terugkomt. 
 
Heb je het idee dat Service Level Agreements een aanvulling zijn op 
risicomanagementmethoden? Zo ja, kan je dat uitleggen? 
R1: een SLA is een vervolg op activiteiten die binnen een risicomanagementaanpak en 
methode zijn uitgevoerd. Wanneer je bijvoorbeeld een risico ziet en wilt voorkomen dat 
je daar bij je operationele uitvoering last van hebt, dan is het zaak om binnen de SLA 
afspraken op te nemen die voorkomen dat het risico ook realiteit wordt. 
 
Zijn er onderdelen die deel uitmaken van een Service Level Agreement die conflicteren 
met onderdelen uit een risicomanagementmethode? 
R1: nee, ik kan er zo direct geen noemen. 
 
Vraag 27: wat zijn de voordelen en nadelen verbonden aan het gebruik van Service Level 
Agreements? 
R1: SLA’s geven vooral duidelijkheid. Je maakt afspraken over de diensten en zo weet je wat je 
van elkaar kan verwachten. Dat is natuurlijk een voordeel. Wat als nadeel zou kunnen ontstaan 
is dat een leverancier te strikt vasthoudt aan een SLA afspraak, bijvoorbeeld wanneer de 
ondersteuning loopt tot een bepaald moment dan ga je er als klant ook van uit dat kritische 
incidenten waaraan men begonnen is te werken ook afgemaakt worden en niet dat er precies 
op het afgesproken tijdstip gestopt wordt met het zoeken naar een oplossing. 
 
Vraag 28: worden er problemen ervaren bij gebruik van een Service Level Agreement binnen 
een operationele IT-outsourcing relatie? Zo ja, welke? 
R1: grote problemen ervaren we doorgaans niet, maar wat wel voorkomt is dat medewerkers 
van de outsourcingspartner er soms een eigen uitleg van de SLA op na houden. Ze proberen wel 
eens creatief om te gaan bepaalde afspraken, bijvoorbeeld wat ik noemde als het hanteren van 
een strikte eindtijd voor ondersteuning. Wanneer je dat dan bespreekt met een 
contractverantwoordelijke van het betreffende bedrijf dan blijkt dat het dan vaak om een 
situatie gaat die het bedrijf niet zo wil. 
 
Vraag 29: welke overeenkomsten en verschillen kunnen er vastgesteld worden tussen de 
onderwerpen weergegeven in het conceptueel model en daadwerkelijk afgesloten Service 
Level Agreements? 
Onderdeel vastleggen eisen 
In alle gevallen beginnen we met het opstellen van de eisen en die zie ik ook terugkomen en 
ook de risicovragenlijst wordt bij ons gehanteerd. Van speciale losse risicoberekeningen of van 
het vaststellen van het specialisatieniveau van de leverancier maken we geen gebruik. 
 
Onderdeel prestatiemanagement 
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We maken gebruik van KPI’s om de prestaties van leveranciers te meten en die vormen dus ook 
het uitgangspunt voor de evaluatiegesprekken die we elk kwartaal hebben met leveranciers. 
Daardoor is het mogelijk om bij te sturen wanneer dat nodig is en dat komt overeen met de 
genoemde aandachtsgebieden: slechte prestaties, niet tijdige levering en het voorkomen van 
stijgende kosten. 
 
Onderdeel kwaliteitsmanagement 
Veel processen zijn tot een behoorlijk detailniveau uitgewerkt in werkinstructies en procedures 
ten behoeve van gestructureerd beheer en minimaal eenmaal per 2 jaar volgt er ook een 
interne audit. 
 
Onderdeel relatiemanagement 
Tijdens de kwartaaloverleggen wordt er gestart met het doornemen van de kwartaalrapportage 
en het bespreken van de bijzondere incidenten en situaties. De uitspraak over vertrouwen vind 
ik een lastige. Als alles goed loopt of als duidelijk is dat er adequaat op verstoringen wordt 
geacteerd, dan geeft dat vertrouwen. Maar vertrouwen is iets wat doorgaans erg geleidelijk 
ontstaat. Binnen het overleg komen ook de samenwerking en de gemaakte afspraken aan bod 
zoals die contractueel zijn afgesproken. 
 
Onderdeel financieel beheer 
Vooral met kostenreductie is er een sterke relatie, want dit was het uitgangspunt voor 
outsourcing en dat wordt ook gemeten door onze financiële collega’s. Zij zijn het vooral die in 
dit onderdeel geïnteresseerd zijn samen met ons management. 
 
Vraag 30: in welke mate is er volgens jou sprake van waardetoevoeging door outsourcing? 
R1: wat we vooral zien is dat er een veelheid aan disciplines is waarin de door ons ingehuurde 
dienstverleners kunnen voorzien. Men is in staat om diensten aan te bieden op het gebied van 
werkplekbeheer, automation en database beheer. Het is om makkelijk om extra kennis bij te 
schakelen. Maar in welke mate dat toegevoegde waarde oplevert weet ik niet. 
 
Vraag 31: in welke mate is er sprake van kostenreductie door het toepassen van outsourcing? 
R1: het totale aantal medewerkers dat nodig is voor IT ondersteuning is de laatste jaren 
behoorlijk verminderd en dat resulteert in lagere kosten. Daarnaast kunnen we meeprofiteren 
van de flexibele schil van de dienstverlener waarbij je mensen alleen bijschakelt in drukke 
perioden. Een verschil met eigen medewerkers die het hele jaar in dienst zijn en waarvoor je 
een volledig jaar betaalt. 
 
 
Vragen conceptueel model (algemeen) 
Vraag 32: het conceptueel model bestaat uit vijf hoofdonderdelen, herken je deze 
aandachtsgebieden? 
R1: ja, die komen wel bekend voor, deel als onderdeel van de SLA en voor een deel ook als als 
doelstelling van outsourcing. 
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Vraag 33: zijn er onderdelen opgenomen in het conceptueel model die ook deel uitmaken (of 
uitgemaakt hebben) van eerdere IT-outsourcingsprojecten? 
R1: Ja, alles wat met het definiëren van de eisen te maken heeft, het meten van prestaties zoals 
die tijdens het contract geleverd worden en het voldoen aan onze kwaliteitscriteria door 
procedures en werkinstructies te volgen en precies op de voorgeschreven wijze te werken. 
Verder zie ik overeenkomstige onderdelen bij relatiemanagement en wat het financieel deel 
betreft is de financiële afdeling daarbij betrokken. 
 
Vraag 34: zijn er aandachtsgebieden of onderdelen waarvan je denkt dat deze onderdeel uit 
moeten maken van het conceptueel model (en dat nu nog niet doen)? 
R1: Als ik het zo bekijk, dan is alles wat we hier nu ook doen bij outsourcing genoemd in dit 
model. 
 
Vraag 35: zijn er onderdelen die nu in het conceptueel model opgenomen zijn, waarvan je je 
afvraagt of deze terecht deel uitmaken van dit model? 
R1: het enige item dat ik niet zo goed kan plaatsen is het financieel beheer onderdeel met de 
“Economic Value Added” methode. De gedachte kan ik volgen, maar ik vraag me af of een 
leverancier ook op die wijze een outsourcingsproject benadert. 
 
Vraag 36: kan het conceptueel model naar jouw mening bijdragen aan een beter proces van 
IT-outsourcing? 
R1: dat kan het zeker als ik het zo zie. Het biedt een overzicht van alle hoofdactiviteiten die 
uitgevoerd worden bij outsourcing. We doen al veel op deze manier, maar het geeft een 
compleet overzicht en zorgt er voor dat er geen onderdelen vergeten worden. 
 
Vraag 37: welke overeenkomsten zijn er tussen het conceptueel model en de praktische 
werkwijze binnen IT-outsourcingsprojecten? 
De hoofdonderdelen komen terug en worden zo ook toegepast. Starten met de eisen te 
bepalen, vastleggen wat er geleverd moet worden en hoe de diensten er precies uit moeten 
zien en vervolgens via het relatiemanagement regelmatig overleggen of de geleverde diensten 
kwalitatief gezien aan de verwachtingen voldoen, en dat ook nog eens tegen de afgesproken 
prijs. 
 
Vraag 38: heb je nog aanbevelingen of adviezen om het conceptueel model aan te passen? 
R1: niet direct denk ik. Alle hoofdonderdelen komen me bekend voor uit de 
outsourcingsprojecten die we zelf uitgevoerd hebben en die onderdelen zijn ook zichtbaar in 
bestaande contracten. 
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Interview 2 Manager IT Production 
Inleiding: Toen ik je benaderd heb om te vragen of je aan een een interview wilde meewerken, 
heb ik je verteld dat het doel hiervan is om de laatste fase van het afstudeeronderzoek in te 
gaan via zes interviews gegevens te gaan verzamelen. Het onderzoek voer ik uit voor de master 
opleiding Business Process Management & IT en het afstudeerthema daarbij is 
risicomanagement bij IT-outsourcing. Specifiek onderzoek ik op welke wijze 
risicomanagementmethoden en Service Level Agreements effectief ingezet kunnen worden. 
Het onderzoek is gestart met een literatuuronderzoek en het resultaat daarvan is een 
conceptueel. Met dit onderzoek wil ik nagaan het opgestelde model juist is en via een reeks 
vragen probeer ik dat waar te nemen. De vragen zijn gebundeld per hoofdthema. Zoals vooraf 
besproken wordt dit gesprek opgenomen zodat het interview uitgewerkt kan worden in een 
gespreksverslag. Je ontvangt het verslag vooraf ter controle, zodat je de juiste weergave kan 
vaststellen. 
R1: ok, prima. 
 
 
Vragen IT-outsourcing (algemeen) 
Vraag 1: wat is jouw functie? 
R2: als lokale IT-manager ben ik verantwoordelijk voor de IT ondersteuning van de verschillende 
productieafdelingen. 
 
Vraag 2: wat houdt jouw functie precies in? 
R2: het strategisch beleid, dat globaal wordt vastgesteld vertaal ik enerzijds naar de lokale 
situatie voor de productievestiging hier. Aan de andere kant heeft de lokale business hier 
wensen, eisen en behoeften die met IT ingevuld moeten worden en daarvoor is communicatie 
vanuit deze productievestiging naar de globaal werkende teams nodig. Je zou kunnen zeggen 
dat ik samen met het team de afstemming beide kanten op verzorg van en naar de globale IT 
organisatie en natuurlijk ook de andere kant op richting de business. 
 
Vraag 3: je bent betrokken bij IT-outsourcing, wat was de reden om tot IT-outsourcing over te 
gaan? 
R2: aan de ene kant omdat het binnen het bedrijf is afgesproken om kostenbesparing te 
realiseren en dat vindt onder meer plaats door concentratie op kernactiviteiten. Aan de andere 
kant blijkt dat we niet langer in staat zijn om beheer efficiënt uit te voeren, zeker niet wanneer 
er specialismen in huis onderhouden moeten worden door eigen medewerkers waarvoor een 
aanvaardbaar en aantrekkelijk alternatief bij externe partijen beschikbaar is. 
 
Vraag 4: hoe is de beslissing om tot IT-outsourcing over te gaan tot stand gekomen? 
R2: zoals aangegeven moeten wij onze bijdrage leveren aan de kostenbesparingen die vanuit 
het “CIO Office“ worden opgelegd als “targets”. Daarnaast wordt de kostprijs van de hier 
geproduceerde producten steeds belangrijker. Op het moment dat wij een hogere kostprijs 
hebben dan een andere productievestiging, dan lopen we het risico dat we onszelf uit de markt 
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prijzen en de productie verplaatst wordt naar een andere vestiging met een aantrekkelijker 
kostprijs. 
 
Vraag 5: wat kan je vertellen over de projectopzet tijdens het IT-outsourcingsproces? 
R2: we zijn eerst begonnen met een grondige analyse van de huidige organisatie en de daarbij 
betrokken personen. Een beperkte groep collega’s hebben we in vertrouwen deelgenoot 
gemaakt van het voornemen om meer outsourcing te gaan toepassen. De informatie die toen 
gedeeld is, was op hoofdlijnen waarbij de te bereiken doelen op hoofdlijnen geconcretiseerd 
werden. Dat betekent dat mensen een beeld kregen van het uiteindelijk te bereiken doel, maar 
dat ze nog niet wisten hoe dit bereikt zou worden. Wel hebben wij deze medewerkers 
deelgenoot gemaakt van de doelstelling en gevraagd om met concrete voorstellen of ideeën te 
komen om IT-outsourcing op een goede manier toe te gaan passen binnen de organisatie. 
 
Vraag 6: En hoe worden projectteams opgezet en teamleden geselecteerd? 
R2 :Collega’s die een belangrijke rol in het service management vervullen, of die een belangrijke 
kennishouder zijn kwamen in aanmerking voor deelname in de projectorganisatie. Daarnaast 
zijn er belangrijke contactpersonen in de business gezocht, zoals deelnemers aan het 
maandelijkse IT-overleg met de business, die bovendien een managementteam positie 
bekleden, dit om korte lijnen naar de business te hebben met bovendien 
beslissingsbevoegdheid. Het uiteindelijke projectteam is een mix van 
businessvertegenwoordigers, IT experts en mensen met kennis van IT-outsourcing. Daarnaast 
moet je ook stafafdelingen als Inkoop, Facility Management, Communicatie en een jurist binnen 
het project betrekken om alle deelgebieden af te dekken. 
 
Vraag 7: hoe worden medewerkers vertrouwd gemaakt met IT-outsourcing? 
R2: voor de eindgebruikers verandert er niet zo gek veel, buiten het feit dat ze geholpen 
worden door iemand anders. Het enige dat echt verandert is dat je niet langer rechtstreeks 
contact kan zoeken met een persoon die je soms al jaren als collega hebt. Deze alternatieve 
route, soms ook via informele kanalen, vervalt en wordt vervangen door de formele route van 
het melden van een incident via een elektronisch formulier. Dat is wellicht even wennen, maar 
het formulier in in samenspraak met de de eindgebruikers opgesteld en daar is iedereen snel 
aan gewend. Verder is er de afdeling Communicatie er bij betrokken zodat we regelmatig een 
nieuwsbrief of een korte mededeling kunnen publiceren zodat alle medewerkers kunnen zien 
waar we mee bezig zijn en dat het de goede kant op beweegt. 
 
Vraag 8: welke aandachtsgebieden worden onderscheiden binnen IT-outsourcing? 
R2: dan kan je denken aan meer technisch geöriënteerde gebieden zoals het beheer van 
netwerken, telecom, database beheer, servers en het PC park met bijbehorende 
randapparatuur zoals printers en scanners. Wat software en informatiesystemen betreft geldt 
dat we kijken of we standaard zaken zoals gebruikersbeheer en het instellen van 
printmogelijkheden via applicaties kunnen uitbesteden. Bovendien is het technisch beheer van 
Share Point uitbesteed. 
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Vragen risicomanagementmethoden 
Vraag 9: worden er risicomanagementmethoden toegepast binnen het bedrijf en IT-
outsourcing en zo ja welke? 
R2: ja, het risicomanagement is bijna standaard toegepast binnen de onderneming als 
onderdeel van de standaard System Development Life Cycle methode. Deze methode moet 
verplicht toegepast worden bij alle informatiesystemen die gevalideerd horen te zijn. Ik geloof 
dat er geen naam bekend is van de risicomanagementmethode, maar dat de gehanteerde 
aanpak wel is afgeleid van gangbare methoden. 
 
Vraag 10: op welke wijze worden eisen ten aanzien van IT-outsourcing vastgelegd? 
R2: in alle gevallen wordt er begonnen met een workshop waarin stakeholders uit de business 
samen bepalen aan welke eisen een outsourcingsoplossing moet voldoen. Ze werken daarbij 
samen aan een lijst waarin de afzonderlijke eisen worden vastgelegd. Eventueel kan die lijst als 
bijlage aan een algemeen eisendocument worden toegevoegd. 
 
Vraag 11: Welke voordelen of nadelen zijn er verbonden aan het vastleggen van eisen? 
R2: ik zie vooral voordelen om duidelijk te maken aan je leverancier wat je verwacht van de 
dienstverlening en eisen vastgelegd in een Requirements Specification helpen daar goed bij. 
Aan de andere kant kan een leverancier ook bepaalde eisen hebben en zodoende weet je ook 
als klant wat je kan verwachten. Enkel voordelen wat mij betreft om elkaars eisen te kennen. 
 
Vraag 12: kan je vertellen over de aanpak van risico’s en de merkbare voordelen van het 
omgaan met risico’s? 
R2: omdat je bij outsourcing ook werkt aan bewustwording bij de leverancier moet deze ook 
risico’s kennen en weten wat de gevolgen zijn als er iets fout gaat of wat het business nadeel is 
wanneer er een storing is. Dat zorgt er ook voor dat er vanuit de leverancier mee interesse is 
om bij te dragen aan stabiele oplossingen en te zorgen dat zaken goed georganiseerd zijn. 
 
Vraag 13: wordt er aandacht besteed aan prestatiemanagement en zo ja hoe? 
R2: prestaties worden in alle gevallen gemeten en er wordt een vergelijking gemaakt tussen de 
gewenste prestaties en de daadwerkelijk geleverde prestaties. Daarover wordt ook 
gerapporteerd in de vorm van metrics zodat duidelijk is hoe een leverancier presteert bij het 
uitvoeren van diensten. Bovendien biedt zo’n rapportage mogelijkheden tot benchmarken 
tussen verschillende oplosgroepen. 
 
Vraag 14: is er aandacht voor kwaliteitsmanagement en zo ja, hoe ziet dat er uit? 
R2: in de dagelijkse werkwijze is veel aandacht voor de kwaliteit. Zo moeten alle wijzigingen 
volgens het change managementproces worden uitgevoerd en is daarbij een toetsing 
gebruikelijk door een Quality Unit die nagaat of het voorgestelde plan voldoet aan 
kwaliteitseisen en ook volgens de gangbare, vereiste, werkwijze wordt uitgevoerd. Elke 
uitvoering bestaat uit een goedkeuring vooraf waarbij de aanpak wordt vastgelegd en een 
toetsing achteraf waarin gekeken wordt of de vooraf bepaalde werkwijze gevolgd is en waarbij 
bovendien de voorgeschreven regelgeving toegepast is. 
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Vraag 15: hoe wordt relatiemanagement ingevuld? 
R2: eerste aanspreekpunt voor elke dienst is een Service Delivery Manager. Deze persoon is 
verantwoordelijk voor het goed en tijdig leveren van de gewenste diensten. Bovendien is de 
Service Delivery Manager in staat om op basis van ontvangen feedback of wanneer de 
dienstverlening sterk negatief afwijkt van het beoogde niveau, een leverancier bij te sturen en 
dit ook direct te doen wanneer een probleem optreedt. 
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Welke raakvlakken zijn er met de Service Level Agreement? 
R2: Er is inderdaad sprake van een Service Level Agreement voor elk 
outsourcingscontract. Het niveau van de dienstverlening is daarin beschreven en er zijn 
bovendien aanvullende eisen en werkafspraken vastgelegd waaraan een leverancier 
moet voldoen. 
 
Hoe wordt bepaald of een onderwerp deel uit maakt van het uitbestedingscontract of 
de Service Level Agreement? 
R2: dat hangt af van de onderhandelingen. Sommige leveranciers hanteren 
standaardcontracten en zij willen daar niet van afwijken, terwijl andere leveranciers 
mogelijkheden bieden om delen van een contract zelf vorm te geven. Vooral in die 
laatste situatie is sprake van een onderhandeling. De aard van een dienst speelt daarbij 
ook een belangrijke rol. Een contract voor het beheren van een netwerkinfrastructuur 
bevat veel meer standaardclausules dan een contract voor het beheren van een 
applicatie. De precieze indeling is het resultaat van het project om de uitbesteding te 
regelen waarbij wordt vastgesteld hoe het contract en de bijbehorende SLA er uit zien. 
Daarbij zie je dat er veelal sprake is van een raamwerkovereenkomst die door een 
leverancier wordt gebruikt en die als basis dient. Afhankelijk van de opbouw van de 
overeenkomst wordt er wel eens door Legal of Procurement bepaald dat een 
onderwerp toegevoegd moet worden of verplaatst moet worden tussen het contract en 
de SLA. 
 
Hoe zien contacten tussen leverancier en klant er uit? 
R2: veelal is er sprake van veel operationeel overleg waarbij het niet uitmaakt bij welke 
organisatie iemand werkzaam is. Daarnaast zijn er periodieke overlegstructuren tussen 
het management van beide organisaties waarbij er doorgaans een vaste agenda 
gehanteerd wordt. Als het nodig is, dan hebben we ook tussentijds overleg met een 
leverancier, maar dan heeft dat vaak een aanleiding zoals het niet conform verwachting 
afhandelen van een incident of een probleem. 
 
Welke onderwerpen komen er tijdens dat overleg ter sprake? 
R2: het doornemen van de cijfermatige gegevens, zoals aantallen incidenten, 
problemen, wijzigigingen inclusief de daaraan verbonden doorlooptijden en het 
overschrijden daarvan als je naar de gedefinieerde normtijden per categorie kijkt. 
Bijzonderheden, bijvoorbeeld evaluaties van storingen of toch opgetreden specifieke 
situaties worden ook doorgenomen. Daarbij nodigen we vaak direct betrokkenen uit die 
de situatie kunnen toelichten zodat we over alle informatie beschikken die bovendien 
uit eerste hand komt. 
 
Zijn er nog verbeterpunten voor dat overleg? 
R2: de beschikbaarheid van direct betrokkenen voor het toelichten van incidenten aan 
de leverancierszijde is soms problematisch. Daar zijn verschillende redenen voor te 
bedenken, maar bij een grote verstoring die op de agenda staat zou een medewerker 
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van de leverancier daar ook standaard bij aanwezig moeten zijn. Maar doorgaans 
verloopt het overleg gestructureerd en constructief en worden alle aspecten die horen 
bij de contractuitvoering besproken. 
 
Vraag 16: worden de afspraken uit het uitbestedingscontract correct nagekomen? 
R2: doorgaans gaat dat goed. Alleen wanneer er nieuwe medewerkers ingezet worden aan de 
leverancierszijde, zie je nog wel eens dat die enorm moeten wennen aan de regelgeving van de 
farmaceutische industrie. Even snel een verandering doorvoeren is er niet bij en die 
“awareness” moeten we aan deze mensen meegeven. 
 
Vraag 17: hoe worden medewerkers getraind in het gebruik van een 
risicomanagementmethode? 
R2: daar is een intern trainingsprogramma voor. Overigens kunnen we ook aan externe 
medewerkers dat trainingsprogramma verplichten. Daarmee voorkomen we dat mensen 
onwetend zijn en blijven. Trainingen zijn veelal elektronisch en kunnen dus op elk moment 
gevolgd worden en bovendien voorziet dat systeem in mogelijkheden tot periodieke 
hertraining. 
 
Vraag 18: sluiten risicomanagementmethoden aan bij andere werkwijzen of methoden? 
R2: ongetwijfeld, maar dat zou aan de Compliance groep moeten vragen die dat op regionaal 
niveau coördineert. 
 
Komen de methoden uit dit conceptueel model daarmee overeen? 
R2: ook daarvoor zou je bij de Compliance groep moeten zijn. 
 
Maar als je naar de onderwerpen kijkt die in dat model genoemd worden, zijn er dan 
overeenkomsten? 
R2: ik zie wel onderdelen die me bekend voorkomen. Termen als risico-assessment en 
“requirements-engineering” zijn ook binnen ons bedrijf gangbaar. We passen die ook 
toe wanneer we een outsourcingstraject ingaan. 
 
Vraag 19: kan je enkele voordelen noemen van de inzet van risicomanagementmethoden? 
R2: een gestructureerde aanpak en werkwijze die bovendien op eenzelfde wijze plaatsvindt 
voor elk project. Het biedt duidelijkheid en structuur. 
 
Vraag 20: welke nadelen kent de binnen het bedrijf toegepaste risicomanagementmethode? 
R2: vroeger was een starre methode omdat de volledige lijst met vragen beantwoord moest 
worden. Sinds kort is dat beter omdat er op basis van gegeven antwoorden bepaald wordt 
welke vragen binnen en buiten scope zijn. Zo kan je dus in het ene geval ongeveer 20 vragen 
moeten beantwoorden en in het uiterste geval iets van rond de 250 vragen. Alleen wanneer 
een situatie zeer complex is, worden alle vragen voorgelegd aan de persoon die het risk 
assessment uitvoert. 
 
Vraag 21: wat zijn de belangrijkste verbeterpunten? 
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R2: die nieuwe lijst die de vragen voorlegt op basis van gegeven antwoorden was eigenlijk dé 
verbetering die we nodig hadden. Wellicht is het mogelijk om in de toekomst op basis van 
gegeven antwoorden een vervolgplan op te stellen waarbij iedereen exact hetzelfde 
vervolgtraject gaat uitvoeren. 
 
 
Vragen Service Level Agreements 
Vraag 22: is er voor elk outsourcingscontract een Service Level Agreement afgesloten? 
R2: ja, dat is conform de policy voor outsourcing. 
 
Is dit een standaard contract of een maatwerkovereenkomst? 
Wanneer het een standaard dienst is, bijvoorbeeld beheer van het draadloos netwerk is 
er sprake van een standaardcontract op voorwaarde dat de juridische afdeling instemt 
met de inhoud van het contract. Wanneer het een specifieke dienst betreft zoals die 
gericht op ons Manufacturing Execution System, dan kom je al snel uit bij 
maatwerkovereenkomsten. Natuurlijk bevatten die algemene onderdelen, maar de 
essentie van een dergelijke overeenkomst zit in bedrijfsspecifieke eisen en wensen en 
die moeten dus afzonderlijk verwoord worden in zowel het contract als de SLA, dit 
omdat we strikte eisen hanteren omtrent beschikbaarheid en betrouwbaarheid van de 
productiesystemen die gebruikt worden. 
 
Vraag 23: welke onderdelen maken deel uit van een Service Level Agreement? 
R2: in de SLA’s staat vermeld wat we verwachten van onze leveranciers. Dat kunnen eisen zijn 
die betrekking hebben op beschikbaarheid, kennisniveau dat medewerkers horen te hebben, 
hoe ze de kennis actueel houden en wat we accepteren als maximale respons en oplostijden. 
Ook de bereikbaarheid buiten de dagdienst uren maakt onderdeel uit van de SLA. 
 
Vraag 24: hoe worden Service Level Agreements ingezet bij IT-outsourcing? 
R2: de SLA’s worden ingezet als afspraken en meetinstrument om duidelijkheid te geven over 
de verwachtingen die we hebben ten aanzien van de te leveren diensten. Daarnaast biedt het 
mogelijkheden om de geleverde prestaties te vergelijken met de gedefinieerde eisen. Tijdens 
de reguliere overleggen die we met leveranciers hebben kijken we steeds of de gedefinieerde 
prestaties ook gehaald zijn wanneer we deze naast de SLA leggen. 
 
Vraag 25: op welke wijze is risicomanagement ingevuld binnen een Service Level Agreement? 
R2: in de SLA is er geen afzonderlijke paragraaf hiervoor opgenomen.  
 
Vraag 26: wat is de relatie met risicomanagementmethoden? 
R2: eigen gaat risicomanagement voornamelijk vooraf aan het opstellen van een SLA wanneer 
je naar het totale outsourcingsproces kijkt en natuurlijk bij herziening van documenten 
wanneer de geldigheid eindigt of gaat eindigen. 
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Zijn er overlappende onderdelen tussen een risicomanagementmethoden en een 
Service Level Agreement? 
R2: eigenlijk kan je niet spreken van overlappende delen aangezien de 
risicomanagementmethode vooral toegepast wordt voorafgaand aan het opstellen van 
de SLA. Ik zou liever zien dat je spreekt over het toepassen of verwerken van de 
resultaten die de uitkomst zijn van het risicomanagementproces waarvoor een 
risicomanagementmethode is ingezet. 
 
Heb je het idee dat Service Level Agreements een aanvulling zijn op 
risicomanagementmethoden? Zo ja, kan je dat uitleggen? 
R2: zoals gezegd zie ik de SLA deels als resultaat van een uitgevoerd 
risicomanagementproces. De echte zorgpunten kunnen zodoende verwerkt worden in 
de SLA zodat er duidelijkheid ontstaat over de verwachtingen van de klant en er kan ook 
teruggegrepen worden op de SLA om te kijken of de geleverde prestaties voldoen aan 
de verwachtingen opgenomen in de SLA. 
 
Zijn er onderdelen die deel uitmaken van een Service Level Agreement die conflicteren 
met onderdelen uit een risicomanagementmethode? 
R2: naar mijn mening niet. Het is eerder zo dat de SLA een weergave is van de 
zorgpunten die het resultaat zijn van een uitgevoerde risicoanalyse die ook weer deel 
uitmaakt van de risicomanagementmethode. 
 
Vraag 27: wat zijn de voordelen en nadelen verbonden aan het gebruik van Service Level 
Agreements? 
R2: de SLA kan je zien als een samenvatting van hetgeen de klant verwacht van de leverancier. 
Zo kan je afspraken maken en die achteraf ook gebruiken om ze te toetsen wanneer je de 
resultaten uit de metrics vergelijkt met de vooraf gestelde doelen. Er ontstaat duidelijkheid 
beide kanten op, je weet wat je mag verwachten van elkaar en het voorkomt discussies 
achteraf. 
 
Vraag 28: worden er problemen ervaren bij gebruik van een Service Level Agreement binnen 
een operationele IT-outsourcing relatie? Zo ja, welke? 
R2: een te strikte interpretatie van de SLA moet je in bijzondere situaties zien te voorkomen, 
zeker wanneer er sprake is van een overmachtsituatie. Een voorbeeld daarvan is wanneer er 
bijvoorbeeld een hardware storing optreedt. Een leverancier kan dan meerwaarde bieden door 
extra inzet of door langer door te werken. Contracten sluiten wij afzonderlijk af met 
verschillende leveranciers en individueel werken deze goed. Wanneer er in een bijzondere 
situatie directe, rechtstreekse, samenwerking gevraagd wordt tussen de verschillende 
leveranciers zien we nog weleens dat dat minder soepel verloopt en dat we daarin moeten 
bemiddelen. Dat zou nog een verbetering kunnen zijn in de afzonderlijke SLA’s. 
 
Vraag 29: welke overeenkomsten en verschillen kunnen er vastgesteld worden tussen de 
onderwerpen weergegeven in het conceptueel model en daadwerkelijk afgesloten Service 
Level Agreements? 
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R2: doorgaans zal elke SLA een groot aantal vaste onderdelen bevatten waaronder de 
eigenschappen genoemd in de linker kolom. We gebruiken hiervoor templates en wat de 
contracten betreft is een raamwerkcontract vaak het startpunt. Dat blijkt ook uit de invulling 
die in de tabel gebruikt is. Waar we in de eigen SLA’s bovendien veel aandacht aan besteden is 
het Service Delivery Management en ik heb het idee dat dit minder aandacht krijgt in het 
model. 
 
Vraag 30: in welke mate is er volgens jou sprake van waardetoevoeging door outsourcing? 
R2: de inbreng van specialistische kennis wanneer we die nodig hebben is een belangrijk 
voordeel. Zo kunnen we heel snel expertise bijschakelen die we in eigen beheer nooit tot onze 
beschikking zouden hebben. Ook is de schaalgrootte een voordeel, zeker als je beheerdiensten 
centraliseert kan je daar voordeel uit halen doordat capaciteit beter benut wordt. 
 
Vraag 31: in welke mate is er sprake van kostenreductie door het toepassen van outsourcing? 
R2: die zojuist genoemde schaalgrootte is daar een duidelijk voorbeeld van. Ook doen we zo op 
land- en regioniveau en soms zijn globaal ons voordeel daarmee. Je kan mensen volledig 
inplannen en er is weinig leegloop van mensen die nog een aantal uren over hebben. Dat zorgt 
er niet alleen voor dat je minder mensen nodig hebt, maar dat bovendien het daaraan 
gerelateerde kostenniveau lager is. 
 
 
Vragen conceptueel model (algemeen) 
Vraag 32: het conceptueel model bestaat uit vijf hoofdonderdelen, herken je deze 
aandachtsgebieden? 
R2: alle onderdelen komen me wel bekend voor. Lijkt me ook logisch om te starten met het 
definiëren van de eisen, waarna de andere onderdelen ingevuld kunnen worden. 
Vanzelfsprekend wil je afspraken maken over de te leveren prestaties en de geboden kwaliteit 
en in elk samenwerkingsverband moet je ook werkafspraken maken die het relatiebeheer 
betreffen zodat je weet hoe je eenvoudig met elkaar in contact kan treden. 
 
Vraag 33: zijn er onderdelen opgenomen in het conceptueel model die ook deel uitmaken (of 
uitgemaakt hebben) van eerdere IT-outsourcingsprojecten? 
R2: eigenlijk komen alle hoofdcategorieën van het model deels terug binnen het 
outsourcingsmodel. Nadat je samen met de business de eisen geformuleerd hebt, worden de 
andere onderdelen min of meer een invuloefening omdat je het prestatiemanagement inricht 
op het voldoen aan en controle van het behalen van de afgesproken dienstverlening. Het 
onderdeel relatiemanagement vind ik wel een belangrijk onderdeel, want vroeg of laat kom je 
in elke samenwerkingsrelatie op een punt dat je het niet eens bent over bepaalde zaken of 
situaties. Dan is het goed dat je daarvoor een subproces hebt waarop je kan terugvallen om 
hierover te spreken zodat je daarna weer op een goed manier verder kan met elkaar. 
 
Vraag 34: zijn er aandachtsgebieden of onderdelen waarvan je denkt dat deze onderdeel uit 
moeten maken van het conceptueel model (en dat nu nog niet doen)? 
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R2: ik zou Service Delivery Management prominenter in het model verwacht hebben, tenzij dat 
bedoeld wordt met de meer algemene term “servicemanagement”. Je wil het outsourcing 
opzetten vanuit een business gedachte en ook het beheer van outsourcingscontracten zou ik 
vanuit die optiek laten vertrekken. De business, dus de “delivery”, zou ik altijd centraal zetten. 
 
Vraag 35: zijn er onderdelen die nu in het conceptueel model opgenomen zijn, waarvan je je 
afvraagt of deze terecht deel uitmaken van dit model? 
R2: nee, ik zie geen verrassende onderdelen als ik de vergelijking maak met de tot nu toe in 
deze organisatie uitgevoerde outsourcingsprojecten. 
 
Vraag 36: kan het conceptueel model naar jouw mening bijdragen aan een beter proces van 
IT-outsourcing? 
R2: dat denk ik zeker ja. Je hebt een logisch proces met “requirements” vastleggen als 
startpunt. De onderdelen prestatiemanagement, kwaliteitsmanagement en relatiemanagement 
komen ook direct terug in de SLA’s, terwijl het financieel beheer in het uitbestedingscontract 
zelf geregeld wordt. Een vast stappenplan en een bijbehorende raamovereenkomst zorgt 
doorgaans voor een sneller te doorlopen proces dat bovendien een vollediger resultaat geeft. 
Overigens zal het zo zijn dat ook een SLA’s en contracten onderhoud nodig hebben en na een 
bepaalde tijd herzien moeten worden. 
 
Vraag 37: welke overeenkomsten zijn er tussen het conceptueel model en de praktische 
werkwijze binnen IT-outsourcingsprojecten? 
R2: het genoemde prestatiemanagement wordt al toegepast in de vorm van prestatie-
indicatoren die weer gebaseerd zijn op de eerder vastgelegde eisen, weergegeven in het 
“Requirements Specification” document. Verder zijn ook alle andere onderdelen herkenbaar 
zoals toegepast binnen IT-outsourcingsprojecten in onze organisatie, zoals het borgen van de 
kwaliteit, relatiemanagement organiseren en het financieel beheer regelen. 
 
Vraag 38: heb je nog aanbevelingen of adviezen om het conceptueel model aan te passen? 
R2: het model is nu high level opgesteld en wellicht is het een idee om voor toekomstige 
uitwerking een koppeling met ITIL begrippen en terminologie toe te voegen. Daarmee wordt 
het model herkenbaarder voor een grotere groep mensen. 
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Interview 3 Manager Application Management 
Inleiding: Toen ik je benaderd heb om te vragen of je aan een een interview wilde meewerken, 
heb ik je verteld dat het doel van dit interview is om informatie te verzamelen voor het 
afstudeeronderzoek dat ik uitvoer voor de master opleiding Business Process Management & 
IT. Het afstudeerthema daarbij is risicomanagement bij IT-outsourcing waarbij ik onderzoek op 
welke wijze risicomanagementmethoden gecombineerd met Service Level Agreements effectief 
ingezet kunnen worden. Daarbij heb ik in de eerste fase een literatuuronderzoek uitgevoerd 
waaruit een conceptueel is afgeleid, waarbij ik wil nagaan of dit opgestelde model juist is. 
Daarvoor heb ik een serie vragen opgesteld die per thema gebundeld zijn. Om te beginnen zijn 
er wat vragen over jouw functie, die gevolgd worden door inhoudelijke vragen die een relatie 
hebben met de onderzoeksonderwerpen. Dit gesprek wordt ook opgenomen met als doel om 
het interview uit te werken in een interviewgespreksverslag. Dat verslag stuur ik je nog toe 
zodat je in staat bent om de correcte weergave te controleren. 
R1: ok, prima. 
 
 
Vragen IT-outsourcing (algemeen) 
Vraag 1: wat is jouw functie? 
R3: Manager Application Management Services 
 
Vraag 2: wat houdt jouw functie precies in? 
R3: ik ben verantwoordelijk voor de groep die het beheer moet organiseren voor de 
belangrijkste lokaal gebruikte applicaties. De groep is vooral coördinerend bezig en de 
belangrijkste taken bestaan uit het definiëren van beheertaken, aansturen van andere expertise 
groepen, zoals database beheer, netwerkbeheer, de Windows Technologies groepen en overige 
infrastructuur groepen. We zijn eigenlijk de spin in het web als het gaat om het coördineren van 
preventieve en correctieve beheeractiviteiten. Het doel is altijd om de afgesproken 
beschikbaarheid te realiseren. 
 
Vraag 3: je bent betrokken bij IT-outsourcing, wat was de reden om tot IT-outsourcing over te 
gaan? 
R3: de onderneming heeft gekozen om terug te gaan naar kernactiviteiten. Alle activiteiten die 
niet tot de kern behoren worden zoveel mogelijk bij andere organisaties ondergebracht. 
Daardoor ontstaat een focus waarbij voorkomen wordt dat er veel geïnvesteerd wordt in zaken 
die niet tot de eigenlijke bedrijfsactiviteiten behoren. Ook dalen de kosten doorgaans omdat 
specialistische, en dus dure, kennis niet langer permanent op de “payroll” staat, maar op 
afroepbasis wordt ingehuurd. 
 
Vraag 4: hoe is de beslissing om tot IT-outsourcing over te gaan tot stand gekomen? 
R3: het streven naar lagere operationele kosten en het focussen op de kernactiviteiten lag 
daaraan ten grondstof. Het betreft een strategische beslissing die top-down uitgevoerd is 
binnen de gehele organisatie. Eigenlijk is steeds de afweging: kan een andere partij het 
dienstenpakket goedkoper leveren tegen dezelfde kosten, dan is outsourcing een optie. 
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Vraag 5: wat kan je vertellen over de projectopzet tijdens het IT-outsourcingsproces? 
R3: we zijn begonnen met een team waarin alle belangrijke disciplines vertegenwoordigd 
waren. De hoofdgroepen aan de IT-zijde daarbij waren het functioneel beheer, het 
applicatiebeheer en het technisch beheer. Maar aan de andere kant waren er ook 
vertegenwoordigers van de gebruikersorganisatie in het project werkzaam om wensen en eisen 
duidelijk te krijgen. 
 
Vraag 6: in navolging op de vorige vraag: hoe wordt de projectorganisatie precies opgezet en 
teamleden geselecteerd? 
R3: de projectgroep bestaat uit een mix van IT en ander personeel die gezien worden als 
“Subject Matter Experts”. Die laatste groep wordt voor een deel gevormd door beleidsmakers 
die in de stuurgroep plaatsnemen. Het is belangrijk om zowel inhoudelijke kennis en 
beslissingsbevoegdheid binnen het team te hebben. 
 
Vraag 7: hoe worden medewerkers vertrouwd gemaakt met IT-outsourcing? 
R3: steeds meer medewerkers hebben hier ervaring mee en dat komt omdat mensen er mee in 
aanraking komen. Ook worden medewerkers die nog niet eerder met outsourcing te maken 
hebben gehad getraind in algemene principes en begrippen waardoor er een gezamenlijk 
referentiekader ontstaat voor het uitvoeren van een outsourcingsproject. 
 
Vraag 8: welke aandachtsgebieden worden onderscheiden binnen IT-outsourcing? 
R3: we hebben de outsourcing ingericht volgens de ITIL methodiek. Belangrijke processen die 
we doorgaans als eerste inregelen zijn Incident management, Problem management, Change 
management, Configuration management en Service Level Management en voor 
contactmomenten met ons klantenveld hebben we een professionele helpdesk die overigens 
ook geoutsourced is. Door gebruik te maken van processen die op een standaard manier 
worden uitgevoerd wordt door middel van schaalgrootte voordeel behaald.  
 
Vragen risicomanagementmethoden 
Vraag 9: worden er risicomanagementmethoden toegepast binnen het bedrijf en IT-
outsourcing en zo ja welke? 
R3: ja, risicomanagement is een vast onderdeel van elk outsourcingstraject. We brengen alle 
risico’s samen in een tabel die het resultaat is van een risico-assessment. Veelal passen we de 
“What if” methode toe om duidelijk te krijgen met welke problemen we te maken kunnen 
krijgen als een bepaalde situatie zich voordoet. De geïdentificeerde risico’s zijn van belang om 
te bepalen wat er allemaal mis kan gaan en hoe daarop gehandeld moet worden om te 
voorkomen dat er iets mis gaat. Het verschaft inzicht in sterke, maar vooral ook zwakke punten. 
 
Vraag 10: op welke wijze worden eisen ten aanzien van IT-outsourcing vastgelegd? 
R3: alle eisen leggen we vast in een “Requirements Specification” zodat duidelijk is waaraan 
voldaan moet worden om de outsourcing goed te regelen. De afzonderlijke eisen zijn daarbij 
afkomstig van de verschillende experts die in het projectteam meedraaien en die de business 
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vertegenwoordigen. Vervolgens kunnen de eisen worden ingedeeld op belangrijkheid zodat er 
aan de zwaarwegende eisen meer aandacht besteed kan worden. 
 
Vraag 11: Welke voordelen of nadelen zijn er verbonden aan het vastleggen van eisen? 
R3: het vastleggen van eisen is doorgaans een goed idee omdat je heel duidelijk aangeeft wat er 
bereikt en gerealiseerd moet worden en je nadien ook kan kijken of hieraan voldaan wordt. Dat 
is een voordeel. Het enige nadeel dat ik erbij kan noemen, en eigenlijk is dat geen echt nadeel, 
dat is dat het extra tijd kost om tot goede eisen te komen. 
 
Vraag 12: kan je vertellen over de aanpak van risico’s en de merkbare voordelen van het 
omgaan met risico’s? 
R3: binnen een farmaceutisch bedrijf gaat het vaak over risico-inschatting omdat het om het 
welzijn en de gezondheid van patiënten gaat. Binnen elk project wordt er dus aan 
risicomanagement gedaan en dat levert inzichten op ten aanzien van alles wat fout kan gaan en 
de gevolgen ervan. Je kan dan al voorsorteren op situaties die mogelijk optreden in de 
toekomst. Dat zorgt ervoor dat situaties vaak sneller weer onder controle zijn of dat de 
dienstverlening binnen kortere tijd hersteld kan worden. 
 
Vraag 13: wordt er aandacht besteed aan prestatiemanagement en zo ja hoe? 
R3: ja, we hechten veel waarde aan goede prestaties, die doorgaans neerkomen op het correct 
leveren van de diensten die we afgesproken hebben. We hebben bepaalde verwachtingen die 
we in de eisen vastgelegd hebben. Door continue te meten of de minimale prestaties geleverd 
worden, hebben we een goed inzicht of de leverancier het contract correct uitvoert. Die 
resultaten bespreken we ook met elke leverancier. De basis voor elke bespreking zijn de 
gerapporteerde gegevens die afkomstig zijn uit de eigen registratiesystemen voor 
klantcontacten, incidenten, changes en problems. Aangezien de afspraak is dat elke verstoring 
in een categorie ingedeeld en later ook gerapporteerd wordt, is ook duidelijk waaraan er tijd 
wordt besteed en of dit efficiënt plaatsvindt. 
 
Vraag 14: is er aandacht voor kwaliteitsmanagement en zo ja, hoe ziet dat er uit? 
R3: we maken gebruik van de GAMP 5 methode en van een bedrijfsspecifieke System 
Development Life Cycle methode waarin de te volgen werkwijze is bepaald. Zodoende is 
duidelijk welke documenten er opgeleverd moeten worden, hoe deze er inhoudelijk uitzien en 
wie de documenten moet reviewen en goedkeuren. Op deze wijze ontstaat er inzicht in de 
standaard manier van werken en kunnen bedrijfsprocessen worden ingericht. 
 
Vraag 15: hoe wordt relatiemanagement ingevuld? 
R3: dagelijks hebben we meerdere operationele overleggen waarbij er ook ingehuurde 
medewerkers van de gecontracteerde bedrijven meedoen. We starten met een teamoverleg 
dat gevolgd wordt door een afdelingsoverleg. Nadien is er een gezamenlijk 
afdelingshoofdenoverleg waaraan 1 van ons deelneemt. Elk overleg kent eenzelfde opzet 
waarbij het doel is om kort de stand van zaken door te nemen. Vaste dagelijkse onderwerpen 
zijn veiligheid, personeel, kwaliteit, operationeel en financieel, en daarnaast zijn er 
dagonderwerpen die op een vaste dag wekelijks behandeld worden. Afhankelijk van de 
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gedefinieerde criteria wordt er geëscaleerd en worden punten opgevolgd. Die opvolging van 
acties vindt dagelijks plaats. Door de link met het algemene afdelingshoofdenoverleg is er een 
mogelijkheid voor de productieafdelingen om zaken die niet naar wens verlopen, of die een 
bijzondere aandacht vereisen, te escaleren. Die escalatiemogelijkheid gaat beide kanten op. De 
business kaart voornamelijk verstoringen in de dienstverlening aan, terwijl wij de business 
zaken mededelingen teruggeven die betrekking hebben op het moeizaam afstemmen van 
tijdslots om onderhoud uit te voeren of niet voldoende aandacht geven door de business aan 
projecten waardoor de voortgang van projecten in gevaar komt. Maar mochten bepaalde 
onderwerpen tussentijds besproken moeten worden, dan kunnen Application Leads of Service 
Managers ook tussendoor benaderd worden. Er hoeft niet tot de structurele overleggen van 
volgende dag gewacht te worden. 
 
Welke raakvlakken zijn er met de Service Level Agreement? 
R3: de SLA bevat natuurlijk gemaakte afspraken over wat we dienen te presteren. De 
escalatiemogelijkheid tussen business en lokale IT groepen is daarin ook beschreven. 
Voor wat betreft de SLA’s met ingehuurde partijen geldt dat er afzonderlijke overleg en 
escalatiemogelijkheden zijn vastgelegd en die zijn per leverancier verschillend. 
 
Zoals daarnet al voor een deel besproken. Hoe zien contacten tussen leverancier en 
klant er uit? 
R3: dat is zoals gezegd afhankelijk van hoe het in het contract is opgenomen, maar 
meestal zijn er periodieke overleggen. In alle gevallen zijn er ook escalatiemogelijkheden 
via Service Delivery managers. 1 leverancier heeft zelfs eigen medewerkers die continu 
bij ons aanwezig zijn zodat we direct in staat zijn om bijzondere situaties te bespreken. 
Voordeel is ook dat we zien wat er allemaal gebeurt om een snelle oplossing te 
realiseren. En natuurlijk is het zo dat een deel van het werk dat eerst door eigen mensen 
werd uitgevoerd, nu door externen wordt gedaan. Vooral voor de business is het 
belangrijk om bij iemand terecht te kunnen die in de nabijheid zit, je kan letterlijk met 
elkaar aan tafel gaan zitten en dat is voor veel van onze klanten in de business erg 
belangrijk. 
 
Welke onderwerpen komen er tijdens dat overleg ter sprake? 
R3: de geleverde prestaties zijn natuurlijk een belangrijk onderwerp en daarnaast 
worden er ook bijzondere situaties besproken. We bereiden die overleggen voor aan de 
hand van de overzichten waaruit de KPI’s blijken. Zo hebben we inzicht in de oplostijden 
en ook weten we ook hoeveel verstoringen of problemen er zijn geweest. De overleggen 
voeren we zoveel mogelijk met een vaste agenda omdat we dan een vergelijking tussen 
de kwartaaloverleggen kunnen maken en zien we of er bepaalde trends te herkennen 
zijn. 
 
Zijn er nog verbeterpunten voor dat overleg? 
R3: Wellicht dat we meer zaken elektronisch kunnen gaan doen, met name het vooraf 
en geautomatiseerd vergelijken van metrics en het verder analyseren er van. Het 
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overleg op zich is al efficiënt ingericht met een vaste hoofdstructuur en aandachts voor 
specifieke, situatie afhankelijke onderwerpen. 
 
Vraag 16: worden de afspraken uit het uitbestedingscontract correct nagekomen? 
R3: dat is in de meeste gevallen wel zo ja. Maar mocht er nu eens iets niet volgens het contract 
gepresteerd worden, dan is daarover wel overleg met tussen onze Service Delivery manager en 
de Account Manager van de leverancier. Dat overleg is dan tussentijds, want als je ergens niet 
of maar beperkt tevreden over bent, dan moet je dat eigenlijk direct met elkaar bespreken. 
 
Vraag 17: hoe worden medewerkers getraind in het gebruik van een 
risicomanagementmethode? 
R3: rollen waarvoor we kennis van risicomanagementmethoden belangrijk vinden krijgen de 
bijbehorende trainingen aangeboden via de trainingsomgeving. Elke medewerker werkzaam in 
een bepaalde functie is verplicht om de aangeboden trainingen op tijd te volgen en de 
bijbehorende kennisvragen voor minimaal 80% goed te beantwoorden. 
 
Vraag 18: sluiten risicomanagementmethoden aan bij andere werkwijzen of methoden? 
R3: de risico trainingen maken onderdeel uit van het SDLC programma dat verplicht is voor IT-
medewerkers en mensen die in langer lopende IT-projecten meedraaien, dus ja 
risicomanagement is daar een geïntegreerd onderdeel van. 
 
Komen de methoden uit dit conceptueel model daarmee overeen? 
R3: ja, binnen onze SDLC methode is een risico assessment een verplicht onderdeel, en 
ik zie zeker raakvlakken tussen de diverse risicomanagementmethoden en wat wij doen. 
En dat doen we niet alleen bij outsourcing maar ook bij andere projecten. En natuurlijk 
start elk project met het bepalen van de requirements, want anders weet je niet 
waaraan de opdrachtgever behoefte heeft. 
 
Dus als je naar de onderwerpen kijkt die in het model genoemd worden, dan zijn dus 
overeenkomsten? 
R3: dat klopt. Requirements opstellen en het uitvoeren van een risico assessment zijn 
vaste onderdelen van de werkwijze. 
 
Vraag 19: kan je enkele voordelen noemen van de inzet van risicomanagementmethoden? 
R3: doorgaans is het voordeel van het toepassen van een methode dat je systematisch en 
gestructureerd te werk gaat. Het zorgt voor resultaten die compleet zijn en die ook op 
eenzelfde wijze gerapporteerd worden. Dat maakt het ook makkelijk om een vergelijking tussen 
verschillende projecten te maken. 
 
Wat heeft deze eigen invulling voor risicomanagementmethode concreet als 
voordelen opgeleverd? 
R3: een duidelijke systeem met elektronische vragenlijsten met daarin basisvragen over 
risico’s die gevolgd worden door detailvragen. Dat is een efficiënte manier van invullen. 
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Bovendien zijn de resultaten door elke betrokkene makkelijk in te zien en ook te 
vergelijken aangezien je iedere betrokkene toegang tot het systeem kan geven. 
 
Vraag 20: welke nadelen kent de binnen het bedrijf toegepaste risicomanagementmethode? 
R3: nadelen zijn er niet direct. Het is meer dat je moet wennen aan de vraagstelling die soms 
lastig te doorgronden is, vooral voor collega’s die minder vaardig zijn in de Engelse taal. 
 
Kan je een voorbeeld geven hoe er met dat nadeel omgegaan wordt? 
R3: er zijn voldoende mensen in het toepassen van risicoanalyses getraind en vaardig en 
die mensen kunnen andere helpen bij het uitvoeren van de risico assessments. Vaak zie 
je dat het een kwestie van ervaring opdoen is. 
 
Vraag 21: wat zijn de belangrijkste verbeterpunten? 
R3: een vertaling van vaktermen die regelmatig in de risicoassessment gebruikt worden zou al 
veel helpen om het invullen van de vragenlijst voor sommige collega’s eenvoudiger te maken. 
Eigenlijk kom je dan op het vlak van training waar je wellicht een basistraining en een 
gevorderden training van zou moeten aanbieden. 
 
Vragen Service Level Agreements 
Vraag 22: is er voor elk outsourcingscontract een Service Level Agreement afgesloten? 
R3: ja, dat is onze vaste werkwijze, een SLA hoort bij het contract. 
 
Is dit een standaard contract of een maatwerkovereenkomst? 
R3: dat hangt maar net af van het doel waarvoor we een contract afsluiten. Voor 
netwerkdiensten en andere infrastructuur activiteiten kan mogelijk met een standaard 
contract en een standaard SLA volstaan worden. Bij ons team, dat verantwoordelijk is 
voor applicatiemanagement zie je dat we rekening moeten houden met de wensen van 
de opdrachtgevende business die extra wensen heeft ten aanzien van ad hoc 
rapportages en de mogelijkheid om snelle oplossingen te realiseren. Je ziet dat je dan 
niet alleen technische kennis moet hebben, maar ook gevoel voor prioriteitsstelling. 
 
Vraag 23: welke onderdelen maken deel uit van een Service Level Agreement? 
R3: standaard gaat het over responstijden, beschikbaarheid maar ook kennis van de te 
ondersteunen systemen en de manier waarop escalatie plaatsvindt in bijzondere, dringende, 
situaties of wanneer er niet aan de vastgelegde eisen voldaan wordt. En daar hoort weer bij dat 
we regelmatig willen overleggen over hoe alles loopt en ook hoe onze business alles ervaart. 
 
Zijn er financiële aandachtsgebieden opgenomen in de SLA? 
R3: specifiek financieel niet, dat is wel wat er in het contract beschreven is. Daarin gaat 
het over tarieven en meer van dat soort afspraken en voorwaarden. 
 
Vraag 24: hoe worden Service Level Agreements ingezet bij IT-outsourcing? 
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R3: de SLA zie ik meer als een uitvoeringsdocument waarnaar je teruggrijpt op het moment dat 
iets niet duidelijk tijdens het operationeel handelen. 
 
Vraag 25: op welke wijze is risicomanagement ingevuld binnen een Service Level Agreement? 
R3: het risico assessment zelf nemen we niet op dit de SLA, want dit is een bedrijfsspecifiek 
proces waarvan we de details niet 1 op 1 delen met leveranciers. De SLA is gebaseerd of het 
risico assessment dus je komt wel maatregelen in de SLA tegen die de geïdentificeerde risico’s 
mitigeren. 
 
Vraag 26: dus wat is precies de relatie met risicomanagementmethoden? 
R3: zoals daarnet genoemd het uitvoeren van een risico assessment en de uitkomst gebruiken 
om de SLA en het contract op te stellen waarbij er geacteerd wordt op mogelijke risico’s. 
 
 
Zijn er overlappende onderdelen tussen een risicomanagementmethoden en een 
Service Level Agreement? 
R3: ik zou een risicomanagementmethode en de SLA eerder complementair aan elkaar 
omschrijven. Je voert het risicomanagement uit, bij voorkeur gebruikmakend van een 
methode, waarna je je basisinput hebt om een SLA op te stellen. 
 
Dus je hebt het idee dat Service Level Agreements een aanvulling zijn op 
risicomanagementmethoden? Kan je dat nog verder uitleggen? 
R3: ja, het is zeker een aanvulling op een risicomanagementmethode want de 
risicomanagementmethode heeft als resultaat inzage in de risico’s, ze zijn bekend. Om 
er dan vervolgens wat mee te doen is een vervolgstap en die kan gezet worden via een 
SLA. Immers, je wilt risico’s afdekken en daar door middel van afspraken problemen 
voorkomen. Het een is het gevolg en vervolg op het ander. 
 
Zijn er onderdelen die deel uitmaken van een Service Level Agreement die conflicteren 
met onderdelen uit een risicomanagementmethode? 
R3: dat geloof ik niet, ik kan ze in ieder geval nu niet noemen. Zoals gezegd zie ik het een 
als input voor het ander en ik denk niet dat er conflicten ontstaan in dat proces. 
 
Vraag 27: wat zijn de voordelen en nadelen verbonden aan het gebruik van Service Level 
Agreements? 
R3: het vastleggen van afspraken is zeker een voordeel, mits het ook duidelijk is voor beide 
partijen. Je weet wat je van elkaar mag verwachten en waartoe je verplicht bent en dat werkt 
beide kanten op. Je hebt altijd een mogelijkheid om bij onduidelijkheid ergens op terug te 
grijpen, ook al blijven er natuurlijk ook zaken of situaties die niet in een SLA beschreven zijn. Je 
kan ook niet alles in een SLA vastleggen want dan wordt het een te omvangrijk, onwerkbaar 
document. In veel gevallen zie je dat een SLA toch “high level” wordt opgezet en dat er bij de 
interpretatie binnen het operationele proces problemen ontstaan omdat er te weinig aandacht 
is geweest voor de dagelijkse praktijk. Als een zekere situatie meerdere keren optreedt, dan 
proberen we wel om de SLA aan te passen zodat we minder discussies krijgen, zowel op het 
De kracht van Service Level Agreements als onderdeel van Risicomanagementmethoden 90 van 124 
 
moment van optreden, maar ook achteraf bij de reviewsessie die minstens eenmaal per jaar 
plaatsvinden. 
 
Vraag 28: worden er problemen ervaren bij gebruik van een Service Level Agreement binnen 
een operationele IT-outsourcing relatie? Zo ja, welke? 
R3: Zoals gezegd de discussies binnen het operationele proces die nog wel eens wat extra 
instructies en soms ook overtuigingskracht vragen van onze mensen om de ingehuurde 
consultants op het juiste moment de juiste dingen te laten doen. Het succes is veelal afhankelijk 
van de vaardigheden van de betrokken personen en het vermogen om de prioriteiten van onze 
organisatie juist in te schatten waarbij de SLA een belangrijk hulpmiddel is. 
 
Vraag 29: welke overeenkomsten en verschillen kunnen er vastgesteld worden tussen de 
onderwerpen weergegeven in het conceptueel model en daadwerkelijk afgesloten Service 
Level Agreements? 
R3: als ik kijk naar het standaard SLA model dat we hier hanteren, dan kom ik dezelfde 
hoofdonderwerpen ook daarin tegen en ook de SDLC template hanteert eenzelfde 
hoofdindeling die op enkele punten verschilt, maar dat is dan meer wat begrippen betreft. 
 
Vraag 30: in welke mate is er volgens jou sprake van waardetoevoeging door outsourcing? 
R3: we kunnen nu beschikken over mensen die echt gespecialiseerd zijn in een bepaald 
onderwerp. Dat zijn mensen die gewoonweg te duur zijn om in dienst te nemen, gewoon omdat 
we niet voor een volledige werkweek taken voor ze hebben liggen.  
 
Vraag 31: in welke mate is er sprake van kostenreductie door het toepassen van outsourcing? 
R3: Voor netwerkbeheer kunnen we gebruik maken van de nieuwste infrastructuur tools 
waarvoor hele dure licenties gelden. Die worden goedkoper omdat we het beheer niet langer 
per vestiging of subregio uitvoeren, maar globaal. Ook wordt onze onderhandelingspositie 
sterker door de toenemende schaalgrootte. 
 
 
Vragen conceptueel model (algemeen) 
Vraag 32: het conceptueel model bestaat uit vijf hoofdonderdelen, herken je deze 
aandachtsgebieden? 
R3: ja, die komen wel bekend voor, deel als onderdeel van de SLA en voor een deel ook als als 
doelstelling van outsourcing. 
 
Vraag 33: zijn er onderdelen opgenomen in het conceptueel model die ook deel uitmaken (of 
uitgemaakt hebben) van eerdere IT-outsourcingsprojecten? 
R3: het in samenspraak met de business bepalen van de eisen waaraan voldaan moet worden is 
het startpunt van elk outsourcingsproject. Als eerste moet je namelijk een begrip hebben van 
wat er nodig is. De andere onderdelen worden daarop afgestemd zoals het vastleggen van je 
eisenpakket dat je ook toetst op basis van geleverde prestaties en de kwaliteit van de geleverde 
prestaties. Wat relatiemanagement betreft denk ik dat we daaraan nog veel kunnen hebben als 
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we meer gebruik gaan maken van het bepalen van het volwassenheidsniveau van de 
outsourcing. 
 
Vraag 34: zijn er aandachtsgebieden of onderdelen waarvan je denkt dat deze onderdeel uit 
moeten maken van het conceptueel model (en dat nu nog niet doen)? 
R3: aandacht voor het verbeteren van outsourcing en daarbij ook kijken naar het 
volwassenheidsniveau zou een erg prominente rol mogen vervullen. Het wederzijds beoordelen 
van elkaars organisatie kan verrassende inzichten bieden voor alle partijen omdat duidelijk 
wordt hoe een andere partij de kwaliteit van de andere organisatie ervaart. Daarvoor zou ik wel 
iets willen voorstellen als een samenwerkingsbeoordeling. 
 
Vraag 35: zijn er onderdelen die nu in het conceptueel model opgenomen zijn, waarvan je je 
afvraagt of deze terecht deel uitmaken van dit model? 
R3: als ik de vergelijking maak met de eigen template documenten en de eigen SDLC methodiek 
dan denk ik dat alle onderdelen terecht deel uitmaken van het model. 
 
Vraag 36: kan het conceptueel model naar jouw mening bijdragen aan een beter proces van 
IT-outsourcing? 
R3: ik denk dat het model zeker een toegevoegde waarde heeft. Je brengt immers structuur aan 
in het totale proces en het is voor iedereen duidelijk wat het vertrekpunt is en naar welk 
eindresultaat toegewerkt moet worden. De belangrijke onderdelen zijn daarbij weergegeven als 
SLA eigenschappen. Op deze wijze is duidelijk welke informatie verzameld moet worden en hoe 
die verzamelde informatie gebruikt gaat worden binnen de processen. 
 
Vraag 37: welke overeenkomsten zijn er tussen het conceptueel model en de praktische 
werkwijze binnen IT-outsourcingsprojecten? 
R3: er zijn veel overeenkomsten aangezien er gebruik gemaakt is van standaard terminologie 
die ook in onze bedrijfsspecifieke modellen en methoden gehanteerd worden. En ook de opzet, 
starten bij eisen en eindigen bij een afgesloten SLA, komt overeen. Verschillen zie ik zo direct 
niet, tenminste niet wat hoofdlijnen betreft. 
 
Vraag 38: heb je nog aanbevelingen of adviezen om het conceptueel model aan te passen? 
R3: niet direct. Maar dat komt meestal als je ermee aan de gang gaat, dus eigenlijk zou je dat 
moeten doen: het model verspreiden en vervolgens kijken of mensen wat missen. 
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Interview 4 Compliance Professional 
Inleiding: afgelopen week hebben we gesproken over de het onderzoek dat ik nu aan het 
uitvoeren ben. Dat is een afstudeeronderzoek dat ik uitvoer en dat wordt uitgevoerd voor de 
master opleiding Business Process Management & IT. Het afstudeeronderwerp is 
risicomanagement bij IT-outsourcing waarbij ik onderzoek op welke wijze 
risicomanagementmethoden gecombineerd met Service Level Agreements effectief ingezet 
kunnen worden. Er is gestart met een literatuuronderzoek en het resultaat daarvan is een 
conceptueel dat ik wil toetsen op juistheid. Dit vraaggesprek bestaat uit verschillende 
categorieën vragen die per thema zijn gebundeld. De eerste vragen gaan over jouw functie 
waarna de vragen komen die gebaseerd zijn op de onderzoeksonderwerpen. Het gesprek wordt 
opgenomen met als doel om het interview uit te werken in een interviewgespreksverslag. 
Voordat ik het verslag verwerk in het afstudeerrapport stuur ik het je nog toe, zodat je kan 
controleren of het gesprek correct is weergegeven. 
R4: dat is goed. 
 
 
Vragen IT-outsourcing (algemeen) 
Vraag 1: wat is jouw functie? 
R4: de officiële functietitel is “Senior Specialist Compliance & Risk Management”. 
 
Vraag 2: wat houdt jouw functie precies in? 
R4: vanuit mijn functie ben ik specifiek betrokken bij alles wat compliance en risicomanagement 
raakt. Dat is een breed aandachtsgebied dat betrekking heeft op het formuleren van beleid op 
divisie niveau, maar verder vooral aandacht heeft voor de wijze waarop de business voldoet 
aan het ondernemingsbeleid en het hiervoor ontwikkelde procedure raamwerk dat op globaal 
niveau geïmplementeerd is. 
 
Vraag 3: je bent betrokken bij IT-outsourcing. Kan je wat vertellen over jouw rol binnen het 
outsourcingstraject en of welke redenen kan je noemen om tot IT-outsourcing over te gaan? 
R4: binnen de sterk gereguleerde farmaceutische industrie wordt er veel gebruik gemaakt van 
werkinstructies en procedures die door hun formele karakter verplicht gevolgd moeten 
worden. Hiervoor worden aan onze medewerkers hoge eisen gesteld op het vlak van training 
en opleiding en kennis van onze werkwijze en procedures. Wanneer er sprake is van 
uitbesteding van blijven deze eisen nog steeds van toepassing, we vragen immers hetzelfde van 
externe medewerkers. Daarom ben ik betrokken in outsourcingsprojecten en ik heb daarin een 
dubbele taak. Voorafgaand aan het afsluiten van een contract onderzoek ik of een in te huren 
bedrijf een solide kwaliteitsmanagementsysteem heeft en in staat is om aan onze eisen te 
voldoen. En wanneer een contract eenmaal operationeel is, dan bekijk ik via audits of en hoe 
goed er gewerkt wordt volgens ons kwaliteitsmodel. Van elke audit wordt er een verslag 
opgemaakt dat ons en de externe partij in staat stelt om verbeteringen door te voeren. En 
natuurlijk worden acties ook actief opgevolgd, zodanig dat de kans op het optreden van 
storingen verminderd en dat zorgt weer voor een lager operationeel risico. 
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Vraag 4: hoe is de beslissing om tot IT-outsourcing over te gaan tot stand gekomen? 
R4: dat is allereerst een business beslissing geweest die vooral ingegeven is door ons strategisch 
management door kostenbesparingen te willen realiseren. En de laatste jaren zien we dat er 
ook sprake is van een lager kostenniveau. Met die kostenbesparingen komt geld vrij om te 
investeren in de “core business” activiteiten en om te trachten ontwikkelingsprogramma’s voor 
nieuwe geneesmiddelen sneller af te ronden door meer middelen daarvoor beschikbaar te 
hebben. 
 
Vraag 5: wat kan je vertellen over de projectopzet tijdens het IT-outsourcingsproces? 
R4: het projectteam wordt samengesteld met daarin vertegenwoordigers van de business, 
verschillende IT functionarissen en natuurlijk ook mijn deelname om te letten op compliance 
aspecten en risico’s. Verder zijn inkoop en de juridische afdeling betrokken bij het traject, maar 
dat is meer op het eigen vakterrein en minder inhoudelijk. De samenstelling aan de 
leverancierszijde is primair een eigen verantwoordelijkheid, al willen we natuurlijk wel dat ter 
zake deskundige mensen deel gaan uitmaken van het team zodat de overdracht soepel 
verloopt. 
 
Vraag 6: een deel van deze vraag is daarnet al beantwoord: hoe worden projectteams 
opgezet en teamleden geselecteerd? 
R4: ja, zoals gezegd is het belangrijk dat projectleden ervaring hebben binnen het onderhavige 
vakgebied. Voor eigen medewerkers is daarbij proceskennis van belang en aan de 
leverancierszijde moet je mensen hebben die analytisch goed zijn en die in staat zijn om de 
gevraagde diensten goed op te zetten en te organiseren. Een leverancier maakt daarbij bij 
voorkeur gebruik van algemene standaarden. 
 
Vraag 7: hoe worden medewerkers vertrouwd gemaakt met IT-outsourcing? 
R4: in de meeste gevallen beginnen we met een informatiesessie waarin we het hele proces 
uitleggen. Die sessies worden als het een langlopend traject is nog eens of meermaals herhaald. 
Het is namelijk voor iedere betrokkene van belang dat ze en kunnen meedenken en dat ze 
weten wat er staat te gebeuren. Je komt daarbij mensen tegen die bang zijn voor het 
onbekende en de situatie het liefst ongewijzigd willen laten en aan de andere kant zijn er 
mensen die denken dat een ander bedrijf het allemaal veel beter kan. Dat hangt nou net af van 
de ervaringen die mensen hebben opgedaan en dat kan binnen dit bedrijf zijn of elders. 
 
Vraag 8: welke aandachtsgebieden worden onderscheiden binnen IT-outsourcing? 
R4: puur kijkend naar het IT proces is een veelgebruikte opzet de scheiding tussen 
infrastructuur, hardware, databases en applicaties. Maar binnen deze hoofdindeling is 
natuurlijk een verbijzondering mogelijk. Vaak zie je dat bepaalde teams toch erg veel met elkaar 
te maken hebben zoals “Operations Management”, applicatiebeheer en netwerkbeheer. Deze 
worden dan in een cluster geplaatst. Hetzelfde geldt voor infrastructuur en hardware.  
 
Vragen risicomanagementmethoden 
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Vraag 9: worden er risicomanagementmethoden toegepast binnen het bedrijf en IT-
outsourcing en zo ja welke? 
R4: we hebben op basis van onze ervaring zelf een eigen risicomanagementmodel ontwikkeld. 
Dat model is gebaseerd op met name het “Outsourcing Maturity Model” en het “Business Risk 
Management framework”. Dat hebben we gedaan om veel risicomanagementmethoden een 
aantal goede onderdelen bevatten, maar geen van de methoden volledig aan onze wensen 
voldeed. Zoals je weet is het resultaat hiervan een efficiënte vragenlijst die helpt bij het 
inschatten van de risico’s. We zien als extra voordeel dat we met deze aanpak projecten met 
elkaar kunnen vergelijken, maar ook dat we een risico analyse efficiënter kunnen uitvoeren. 
Bovendien ontstaat er een gezamenlijk aanpak en ontstaat er steeds een eenduidig resultaat. 
 
Vraag 10: op welke wijze worden eisen ten aanzien van IT-outsourcing vastgelegd? 
R4: zoals bij bijna elk project begin je met het vaststellen van de eisen die je hebt aan het 
uiteindelijke resultaat. Het vaststellen van de “requirements” start bij de business die alle eisen 
inventariseert. Vanuit een kwaliteitsoogpunt ben ik daarbij wel betrokken, maar dat is meer 
een procesbewakingsgedachte en om te waarborgen dat het document correct is opgesteld en 
aan de daarvoor gedefinieerde criteria voldoet. Zonder de eisen te kennen kan je niet vervolgen 
met welk project dan ook. 
 
Vraag 11: Welke voordelen of nadelen zijn er verbonden aan het vastleggen van eisen? 
R4: het eisendocument geeft aan wat we van de leverancier verwachten en biedt zo ook een 
mooi vertrekpunt van een project. Je weet dan immers wat je wil en kan daar in het verloop 
van het project rekening mee houden en controleren, ook tussentijds, of er naar de goede 
toekomstige eindsituatie wordt toegewerkt. Dat vind ik een voordeel en ik kan er eigenlijk geen 
nadelen bij noemen. 
 
Vraag 12: kan je vertellen over de aanpak van risico’s en de merkbare voordelen van het 
omgaan met risico’s? 
R4: via een risico-assessment worden de geïdentificeerde risico’s inzichtelijk en volgt er 
doorgaans een uitvoerig proces van discussie en risicobeoordeling. De kans van optreden van 
een risico wordt ingeschat en ook de gevolgen ervan worden bepaald in termen van grote 
impact, middelgrote impact of lage impact. Zo weet je precies hoe groot de kans van optreden 
gevonden wordt. Je kan dan ook maatregelen bedenken om de gevolgen te beperken in die 
gevallen dat ze ook optreden. Zo ben je dus ook altijd beter voorbereid als een situatie zich 
onverhoopt voordoet om je al nagedacht hebt over maatregelen. 
 
Vraag 13: wordt er aandacht besteed aan prestatiemanagement en zo ja hoe? 
R4: jazeker, prestatiemanagement is doorgaans een belangrijke eis voor de organisatie. Dat 
blijkt uit eisen aan beschikbaarheid, maar ook uit prestaties van het systeem zoals de 
responstijd. Zonder keiharde criteria hiervoor weet je niet wat je van een leverancier mag 
verwachten en het omgekeerde is natuurlijk ook het geval: een leverancier weet niet wat hij 
moet leveren en realiseren. Het prestatiemanagement is wat mij betreft een voornaam 
onderdeel binnen outsourcing. 
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Vraag 14: is er aandacht voor kwaliteitsmanagement en zo ja, hoe ziet dat er uit? 
R4: er is binnen de volledige organisatie veel aandacht voor kwaliteitsdenken. Dat is ook vast te 
stellen door te kijken naar het procedure raamwerk en blijkt ook uit de werkinstructies die voor 
specifieke taken zijn geschreven. Eigen moet elk proces nauwkeurig gedetailleerd zijn, zowel 
productiespecifiek als organisatorisch heb ik het dan over. Dat waarborgt een eenduidige 
manier van werken waarbij er voldoende controle momenten zijn ingebouwd. Dat alles is 
natuurlijk met het einddoel voor ogen: een correct werkend bedrijf dat goede producten 
fabriceert. En wanneer de vertaling gemaakt wordt naar de ondersteunende IT dan geldt daar 
precies hetzelfde aangezien IT zo’n nauwe verwantschap heeft met de processen die het mee 
ondersteunt en ook begeleidt. 
 
Vraag 15: hoe wordt relatiemanagement ingevuld? 
R4: het relatiemanagement is een taak die naast specifieke functionarissen eigenlijk door iedere 
collega ingevuld moet worden. Wanneer ieder het doel voor ogen houdt dat er kwalitatief 
goede diensten geleverd worden, en er periodiek een terugkoppelingsbespreking wordt 
gehouden, dan ontstaat de mogelijkheid om van de eindgebruiker te vernemen of deze 
tevreden is. En naast die officiële momenten is er natuurlijk ook nog een gelegenheid om 
tussentijds, zeg maar in de wandelgang, te vernemen hoe gebruikers de dienstverlening 
ervaren. Het aanvullen van officiële terugkoppeling met de informele reacties geeft een goed 
beeld hoe tevreden de gebruikers zijn. 
 
Welke raakvlakken zijn er met de Service Level Agreement? 
R4: er zijn binnen een SLA vaste momenten gedefinieerd waarop de business om 
feedback gevraagd wordt. Dan wordt er op basis van kengetallen teruggekeken op een 
periode en blijkt hoe de gebruikersorganisatie de service ervaren heeft. 
 
Hoe wordt bepaald of een onderwerp deel uit maakt van het uitbestedingscontract of 
de Service Level Agreement? 
R4: die indeling naar uitbestedingscontract of SLA is niet altijd even scherp te maken. 
Soms wil een leverancier bijvoorbeeld iets per se wel of juist niet in het contract 
hebben, maar is het geen probleem om het op te nemen in de SLA. Andersom komt ook 
voor. Wij als bedrijf proberen echter wel om vast te houden aan vaste principes en 
modellen als we daar tenminste de kans voor krijgen, maar het blijft een 
onderhandeling waarin je soms dingen niet voor elkaar krijgt. Dat kan soms ook 
veroorzaakt worden door de lokale situatie en landgebonden wetgeving. 
 
Hoe zien contacten tussen leverancier en klant er uit? 
R4: doorgaans is er periodiek contact met de leveranciers. Dat wordt ook in de SLA 
opgenomen dat er periodiek een overleg is om de gang van zaken te bespreken. Het is 
van belang dat er regelmatig overleg is om te kijken of de dienstverlening plaatsvindt 
volgens de overeengekomen eisen en standaarden. Het doornemen van 
trainingsrecords en geleverde prestaties is daarbij van belang en ook kijken we of 
procedures correct gevolgd zijn. Bovendien biedt een overleg ook de mogelijkheid om 
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een terugkoppeling te geven zodat de andere partij de dienstverlening gedurende een 
vervolgperiode kan verbeteren. 
 
Een deel van de onderwerpen zijn daarnet al genoemd, maar welke onderwerpen 
komen er tijdens dat overleg ter sprake? 
R4: tijdens elk overleg kijken we naar geleverde prestaties en naar situaties waarin de 
prestaties juist niet geleverd zijn. Daarvoor zijn rapportages ontwikkeld die eenvoudig 
laten zien hoe goed er gepresteerd is. Verder kunnen beide partijen onderwerpen ter 
sprake brengen waarvan ze vinden dat die aandacht nodig hebben. 
 
Zijn er nog verbeterpunten voor dat overleg? 
R4: verbeterpunten zie ik vooral in de wijze waarop er aandacht besteed wordt aan 
verstoringen en dienstverlening die daarmee gerealiseerd wordt. Het blijkt keer op keer 
dat er interpretatie verschillen kunnen ontstaan met onze leveranciers over de 
geleverde diensten en de oplostijden die daarmee samenhangen. Een nauwkeurige 
registratie en het vooraf afstemmen over opgetreden gebeurtenissen en verstoringen 
kunnen discussies tijdens het overleg beperkt houden. 
 
Vraag 16: worden de afspraken uit het uitbestedingscontract correct nagekomen? 
R4: ja, over het algemeen wel. Een leverancier is er natuurlijk ook bij gebaat dat de 
dienstverlening aansluit bij de verwachtingen van de klant. Wat je wel ziet is dat er situaties 
kunnen ontstaan waarvoor er geen afspraken gedefinieerd zijn en ook dat gaat meestal goed. 
Mocht er nu echt sprake zijn van een ernstige afwijking van datgene wat in het contract 
overeengekomen is, dan wordt er gebruik gemaakt van de escalatiemogelijk via de Account 
Manager. 
 
Vraag 17: hoe worden medewerkers getraind in het gebruik van een 
risicomanagementmethode? 
R4: voor alle medewerkers binnen IT is een basistraining verplicht die wordt aangeboden via 
het Learning Management Systeem. En daarbovenop is er voor specifieke functies aanvullende 
training en opleiding die waarborgt dat mensen over de juiste kennis beschikken die voor een 
rol of functie nodig is. 
 
Vraag 18: sluiten risicomanagementmethoden aan bij andere werkwijzen of methoden? 
R4: ja, het “Business Risk Management framework” hebben we gebruikt om de eigen 
risicomanagementmethode te ontwikkelen. Ook zijn er delen van het “Outsourcing Maturity 
Model” in de methode verwerkt. Het risicomanagement is geïntegreerd in de algemene SDLC 
(System Development LifeCyle) methode als verplicht onderdeel. En die SDLC is voor iedereen 
verplicht bij IT projecten, dus ook voor outsourcing moet er gebruik van gemaakt worden. 
 
Dus 2 methoden uit het conceptueel model worden toegepast binnen het bedrijf, of 
zijn er nog methoden die toegepast worden? 
R4: Je noemde net de belangrijkste methoden die we gebruikt hebben, maar we hebben 
ook nog gekeken naar de manier waarop beheer volgens Cobit 5 georganiseerd is met 
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het onderliggende ISO 38500. Bij dat laatste gaat het vooral over vertrouwen tussen de 
leverancier en klant in een outsourcingssituatie en de gemaakte en vastgelegde 
afspraken in verantwoordelijkheidsmatrices. 
 
En is het zo dat onderwerpen uit bijvoorbeeld de Cobit methode terugkomen in het 
model als overeenkomst? 
R4: ja, die overeenkomsten zijn er onmiskenbaar, maar dat kan ook niet anders omdat 
we onderdelen er van gebruikt hebben. 
 
Vraag 19: kan je enkele voordelen noemen van de inzet van risicomanagementmethoden? 
R4: ik zie voornamelijk voordelen omdat alles zo gestructureerd wordt uitgevoerd. Door gebruik 
te maken van een vaste werkwijze, mogelijk ondersteund met vragenlijsten en workflows, 
wordt de correcte volgorde in de uit te voeren activiteiten gewaarborgd en waar nodig ook 
afgedwongen. En natuurlijk het gegeven dat het mogelijk is geworden om soortgelijke 
projecten makkelijk te kunnen vergelijken omdat de resultaten op eenzelfde wijze beschikbaar 
zijn. 
 
Vraag 20: welke nadelen kent de binnen het bedrijf toegepaste risicomanagementmethode? 
R4: persoonlijk zie ik geen nadelen omdat je nooit genoeg tijd kan besteden aan het 
identificeren van risico’s. Maar ik hoor wel eens van collega’s dat ze de omvang van de 
vragenlijst in meest uitgebreide vorm als een tijdrovend gebeuren en dus als nadeel zien. En er 
zijn ook wel eens klachten over de vraagstelling, dat die soms niet duidelijk genoeg is. 
 
En wordt er nog iets gedaan aan het beperken van de nadelen? 
R4: Vooral het clusteren van vragen heeft al veel verbetering gegeven en we willen dat 
in de toekomst nog verder optimaliseren net zoals het herformuleren van als onduidelijk 
geclassificeerde vragen. 
 
Vraag 21: wat zijn de belangrijkste verbeterpunten binnen het risicomanagement? 
R4: voor het bedrijf hebben we gekeken hoe wij vinden dat risicomanagement toegepast moet 
worden. Daarbij is het “Business Risk Management framework” uitgangspunt geweest, maar 
zijn er delen aangepast wanneer dat nodig is om in overeenstemming te blijven met de 
farmaceutische regelgeving. Door begrippen eenduidig te definiëren en te hanteren ontstaat 
een integratie met andere bedrijfsstandaarden, zoals de SDLC methode. 
 
 
Vragen Service Level Agreements 
Vraag 22: is er voor elk outsourcingscontract een Service Level Agreement afgesloten? 
R4: ja, dat is voorgeschreven volgens de bedrijfsrichtlijnen dus er mag geen uitzondering 
worden aangetroffen. Ook bij interne audits wordt hierop gecontroleerd als onderdeel van de 
standaard audit vragen. 
 
De kracht van Service Level Agreements als onderdeel van Risicomanagementmethoden 98 van 124 
 
En wordt er gebruik gemaakt van een standaard Service Level Agreement of wordt 
deze individueel opgesteld als maatwerkdocument? 
R4: Streven is zoveel mogelijk om eenduidigheid te bereiken, mits onze leverancier 
daaraan wil meewerken. In het gunstigste geval gebruiken we een template om er 
zoveel overeenkomsten tussen dezelfde documenten te bereiken. In de 
leveranciersspecifieke paragrafen van de SLA zie je dus de meeste verschillen. En 
natuurlijk zijn er ook verschillen in contractspecifieke delen waarin de precieze 
dienstverlening is beschreven en waarover afspraken gemaakt en vastgelegd moeten 
worden. 
 
Vraag 23: welke onderdelen maken deel uit van een Service Level Agreement? 
R4: in de SLA draait alles om het maken en vastleggen van afspraken zodat duidelijk is wat er 
verwacht en dus ook geleverd moet worden. Voor de leverancier is het doorgaans van belang 
om het niveau van dienstverlening op te nemen in de SLA en wij als klant willen weten wat er 
wanneer geleverd wordt en hoe lang het duurt om taken af te ronden. Ook is er een 
communicatieparagraaf opgenomen zodat duidelijk is op welke vaste momenten er een overleg 
plaatsvindt, maar misschien nog belangrijker hoe de communicatie wordt opgezet tijdens grote 
verstoringen. 
 
De SLA is dus eigenlijk een hulpmiddel om het relatiemanagement vorm te geven? 
R4: voor de ondersteuning van het relatiemanagement is een SLA goed bruikbaar, 
immers alle afspraken zijn er in vastgelegd en kunnen als leidraad en agenda dienen om 
samen te werken, te overleggen en om periodiek te rapporteren.  
 
 
Vraag 24: behalve het daarnet genoemde relatiemanagement: worden Service Level 
Agreements nog op een andere manier ingezet bij IT-outsourcing? 
R4: de hoofdtaken die ik daarnet noemde zijn toch wel de belangrijkste om te weten wat er 
gepresteerd moet worden en wat je naar beide partijen toe van elkaar mag verwachten. Je 
weet als leverancier wat je moet doen om de klant tevreden te stellen, wat je taakstelling is en 
je kan dat ook gedetailleerd uitwerken in concrete processen en processtappen. Als klant weet 
je ook precies wat de dienstverlening inhoudt. De precieze rapportages en de momenten van 
rapporteren, maar ook responstijden zijn van belang. De SLA zie ik als een praktische 
handleiding die aangeeft hoe het contract wordt uitgevoerd. 
 
Vraag 25: op welke wijze is risicomanagement ingevuld binnen een Service Level Agreement? 
R4: binnen de SLA zelf komt risicomanagement tot uitdrukking in de onderdelen die deel 
uitmaken van de SLA. Het resultaat van de eerder uitgevoerde risicoanalyse wordt gebruikt om 
SLA vorm te geven. Het risico assessment is dus de analyse van mogelijke risico’s die vervolgens 
in het contract en de SLA worden gemitigeerd. 
 
Vraag 26: dus wat is precies de relatie tussen risicomanagementmethode en Service Level 
Agreement? 
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R4: die relatie is er voornamelijk als gevolgrelatie. De risicomanagementmethode, met inbegrip 
van het risico assessment vormen de basis voor de invulling van de SLA en het contract. 
Wanneer alle risico’s op contractgebied zijn afgedekt in zowel het contract als de SLA, dan is er 
sprake van een goed verlopen uitbestedingsproces. Het is dan vervolgens aan de leverancier en 
de klant om de uitvoering van contract en SLA op een goede wijze te laten plaatsvinden. 
 
Zijn er overlappende onderdelen tussen een risicomanagementmethoden en een 
Service Level Agreement? 
R4: ik zie niet direct overlappende onderdelen, maar wel een volledig proces dat start 
met het in kaart brengen van risico’s, deze vervolgens te beoordelen waarna er als 
resultaat daarvan een SLA ontstaat die vervolgens gebruikt wordt om de risico’s af te 
dekken binnen een operationeel proces. De gemaakte afspraken dienen vervolgens voor 
de uitvoering van het contract en het onderhouden van de relaties. 
 
Heb je het idee dat Service Level Agreements een aanvulling zijn op 
risicomanagementmethoden? Zo ja, kan je dat uitleggen? 
R4: ja, die indruk heb ik zeker. Het één kan niet zonder het ander want je start altijd met 
het inventariseren van de risico’s. En zodra dat je die bepaald hebt, dan kan je gaan 
nadenken over de uitvoering hetgeen je weer beschrijft in de SLA. Het werkdocument, 
dat een SLA eigenlijk hoort te zijn, geeft richting aan het op goede wijze uitvoeren van 
een contract op een zodanige wijze dat risico’s beperkt en geminimaliseerd worden. 
 
Zijn er onderdelen die deel uitmaken van een Service Level Agreement die conflicteren 
met onderdelen uit een risicomanagementmethode? 
R4: nee, die onderdelen zie ik niet omdat er spraken is van een document dat het 
resultaat is van eerdere stappen in het proces. 
 
Vraag 27: wat zijn de voordelen en nadelen verbonden aan het gebruik van Service Level 
Agreements? 
R4: als voordelen zou ik zeker noemen het duidelijk zijn naar beide partijen toe over wat er 
afgesproken en verwacht wordt. Ook is er per periode duidelijk wanneer er resultaten 
gerapporteerd worden en wanneer die geëvalueerd moeten worden. Een ander punt wat 
duidelijk geregeld is, is de communicatiestructuur die vastgelegd is zodat er in bijzondere 
situaties eenvoudig contact gezocht kan worden met de leverancier of juist andersom wanneer 
de leverancier daar behoefte aan heeft. Wat betreft de nadelen kan ik er niet direct noemen. 
Misschien nog een té strikte vastlegging van de afspraken wanneer er geen enkele vrijheid 
geboden wordt, maar daar moet je voor waken. 
 
Vraag 28: worden er problemen ervaren bij gebruik van een Service Level Agreement binnen 
een operationele IT-outsourcing relatie? Zo ja, welke? 
R4: wat ik vanaf een afstand kan waarnemen zijn er geen problemen met het werken met SLA’s. 
Natuurlijk wordt niet alles met compliance besproken, maar er bereiken ons geen signalen dat 
het huidige SLA beleid niet zou volstaan. Maar alles hangt af van de wijze waarop leverancier en 
klant alles organiseren en hoe goed ze op elkaar ingespeeld zijn, zeg maar de werkrelatie. 
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Wanneer er flexibiliteit mogelijk is, dan kan je ook per situatie naar een goede oplossing 
streven. 
 
Vraag 29: welke overeenkomsten en verschillen kunnen er vastgesteld worden tussen de 
onderwerpen weergegeven in het conceptueel model en daadwerkelijk afgesloten Service 
Level Agreements? 
R4: overeenkomstige onderdelen die ik tegenkom bij onze SLA’s zijn voor het onderdeel 
vastleggen eisen: 
 Business eisen vastleggen; 
 Risico-assessment uitvoeren; 
 SLA gebruiken voor vastleggen afspraken; 
 Metrics. 
 
Voor het onderdeel prestatiemanagement hanteren wij: 
 Definiëren van metrics; 
 Serviceverbetering; 
 Beheersingsmaatregelen; 
 Controlemaatregelen; 
 Meten van resultaten; 
 Afdekken van risico’s; 
 Prestatie-eisen opnemen in SLA; 
 Tijdslijnen definiëren voor levering van diensten. 
 
Van het onderdeel kwaliteitsmanagement worden de volgende onderdelen in onze SLA’s 
gebruikt: 
 Gebruik maken van formele processen; 
 Procesbeheersing; 
 Beheersmaatregelen; 
 Gebruik maken van audits om correcte werkwijze vast te stellen; 
 Procedure gebruik; 
 Compliance, toetsen aan regelgeving; 
 Gebruik van kwaliteitseisen in SLA. 
 
Van relatiemanagement wordt gebruik gemaakt van: 
 Periodieke rapportag van resultaten; 
 Is alles gericht op intensieve samenwerking; 
 En wordt er gebruik gemaakt van servicemanagement. 
 
Voor het financieel beheer is het belangrijk dat: 
 Er kostenreducties gerealiseerd worden; 
 Dit door slim te werken, je kan dat innovatie noemen; 
 Kosten worden duidelijk, besparingen ook. 
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Vraag 30: in welke mate is er volgens jou sprake van waardetoevoeging door outsourcing? 
R4: eerlijk gezegd moet ik afgaan op wat ik hoor, want ik heb zelf geen inzage in 
waardetoevoeging. Wat vooral genoemd wordt is de toegang tot alle IT-diensten die er 
mogelijk zijn van computeronderhoud tot het beheer van netwerken, databases enzovoort. 
 
Vraag 31: in welke mate is er sprake van kostenreductie door het toepassen van outsourcing? 
R4: de kostenoverzichten in het jaarlijks IT overzicht laten een besparing op operationele IT-
kosten zien. Zo is het totale bedrag dat aan IT uitgegeven wordt jaarlijks toch wel 1 tot 2 
procent lager en dat al een aantal jaren na elkaar. 
 
 
Vragen conceptueel model (algemeen) 
Vraag 32: het conceptueel model bestaat uit vijf hoofdonderdelen, herken je deze 
aandachtsgebieden? 
R4: ja, dat vormt een bekende opsomming. 
 
Vraag 33: zijn er onderdelen opgenomen in het conceptueel model die ook deel uitmaken (of 
uitgemaakt hebben) van eerdere IT-outsourcingsprojecten? 
R4: ja, we hanteren in onze eigen SDLC methodiek een soortgelijke volgorde in projectfasen 
met gelijksoortige deliverables zoals de requirements, de risico assessment en het formaliseren 
van afspraken in een SLA waarbij we formele opleveringsmomenten van gegevens, zoals KPI’s, 
kennen en ook de evaluatie van de resultaten doen gedurende meerdere keren per jaar. 
 
Vraag 34: zijn er aandachtsgebieden of onderdelen waarvan je denkt dat deze onderdeel uit 
moeten maken van het conceptueel model (en dat nu nog niet doen)? 
R4: het relatiemanagement is en blijft een lastig onderdeel in tijden dat de dienstverlening niet 
voldoet aan het minimum niveau. Wellicht een onderdeel toevoegen waarin de samenwerking 
tussentijds beoordeeld wordt. 
 
Vraag 35: zijn er onderdelen die nu in het conceptueel model opgenomen zijn, waarvan je je 
afvraagt of deze terecht deel uitmaken van dit model? 
R4: nee, ik denk niet dat er onderdelen weggelaten moeten worden uit het model. Wel vraagt 
het volgens mij veel van de outsourcingspartner om mee bij te dragen aan het bedrijfsresultaat 
volgens de “Economic Value Added” methode aangezien alle processen en de daaraan 
verbonden dienstverlening van een zodanig hoog niveau moet zijn dat de externe 
dienstverlening als het ware naadloos aansluit op de eigen organisatie. 
 
Vraag 36: kan het conceptueel model naar jouw mening bijdragen aan een beter proces van 
IT-outsourcing? 
R4: het model kan zeker bijdragen aan een goed proces van outsourcing, immers het biedt 
structuur aan de manier van werken en de volgorde waarin activiteiten worden uitgevoerd. 
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Vraag 37: welke overeenkomsten zijn er tussen het conceptueel model en de praktische 
werkwijze binnen IT-outsourcingsprojecten? 
R4: onze SDLC methode kent een gelijksoortige opbouw, dus die raakvlakken zijn er. Er wordt 
systematisch naar de SLA als eindresultaat toegewerkt volgens een vaste, reproduceerbare 
wijze. 
 
Vraag 38: heb je nog aanbevelingen of adviezen om het conceptueel model aan te passen? 
R4: ik denk dat je het model zo op deze manier eens moet gebruiken om een volgend 
outsourcingsproces uit te voeren en dan te kijken of het praktisch werkbaar is. 
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Interview 5 Senior Specialist Application Management Services 
Inleiding: pasgeleden heb ik je gevraagd of je mee wilde doen aan het verstrekken van 
informatie via een interview dat ik ga gebruiken voor mijn afstudeeronderzoek voor de master 
opleiding Business Process Management & IT. Het afstudeeronderwerp is risicomanagement bij 
IT-outsourcing waarbij ik onderzoek op welke wijze risicomanagementmethoden gecombineerd 
met Service Level Agreements effectief ingezet kunnen worden. Er is gestart met een 
literatuuronderzoek en het resultaat daarvan is een conceptueel dat ik wil toetsen op juistheid. 
Dit vraaggesprek bestaat uit verschillende categorieën vragen die per thema zijn gebundeld. De 
eerste vragen gaan over jouw functie waarna de vragen komen die gebaseerd zijn op de 
onderzoeksonderwerpen. Het gesprek wordt opgenomen met als doel om het interview uit te 
werken in een interviewgespreksverslag. Voordat ik het verslag verwerk in het afstudeerrapport 
stuur ik het je nog toe, zodat je kan controleren of het gesprek correct is weergegeven. 
R5: ok, da’s duidelijk. 
 
 
Vragen IT-outsourcing (algemeen) 
Vraag 1: wat is jouw functie? 
R5: ik werk als “Senior Specialist Application Management Services”. 
 
Vraag 2: wat houdt jouw functie precies in? 
R5: binnen het Application Management team ben ik verantwoordelijk voor de aansturing van 
teams van onze outsourcing provider. Dat betekent het maken van werkafspraken met zowel 
de Business Analysten die hier nog in dienst zijn en die de bedrijfsprocessen kennen, met aan 
de andere kant het lokale management van de outsourcing provider. Ook ben ik doorgaans de 
eerste contactpersoon voor andere personen die bij de IT-outsourcing betrokken zijn. 
 
Vraag 3: je bent dus betrokken bij IT-outsourcing, wat was de reden om tot IT-outsourcing 
over te gaan? 
R5: het verminderen van kosten was de voornaamste reden. Jarenlang zijn de kosten gestegen 
doordat er teveel specialisme in huis gehouden werd. Sinds we op de kosten zijn gaan letten, is 
er geld vrijgekomen om te besteden aan research activiteiten. Door alleen de echt business 
specifieke kennis te behouden, dus terug te keren naar de “core” activiteiten, wordt er veel 
geld bespaard. Eigenlijk is de stelregel tegenwoordig: kan je in de markt een partij vinden die 
een dienst aanbiedt en is dat goedkoper, dan besteden we uit. Op een kleine groep personeel 
voor het waarborgen van de bedrijfskennis na, wordt nu alles zoveel mogelijk door inhuur 
gedaan. 
 
Vraag 4: hoe is de beslissing om tot IT-outsourcing over te gaan tot stand gekomen? 
R5: het is onze CIO geweest die de nieuwe platform gedachte gelanceerd heeft waarbij er 
enkele centrale platformen blijven bestaan die voornamelijk centraal beheerd worden. Dat 
centrale beheer wordt aangevuld met ingehuurd lokaal beheer omdat de ervaring leert dat je 
lokaal wel enkele mensen aanwezig moet hebben. De strategie is dus: platform gedachte, 
zoveel mogelijk centraal uitgevoerd, maar lokaal aanwezig waar nodig. 
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Vraag 5: wat kan je vertellen over de projectopzet tijdens het IT-outsourcingsproces? 
R5: we hebben intussen een vaste opzet met onze outsourcingspartner waarbij we kijken naar 
de aanwezige documentatie en procedures. Ook is van belang welke bedrijfscollega’s 
kennishouder zijn en de kennis moeten overdragen naar de outsourcingspartner. Al deze 
genoemde personen maken deel uit van het outsourcingsprojectteam. Bovendien worden 
specialisten aan het projectteam toegevoegd die kunnen helpen bij projectmanagement, 
compliance en risicomanagement. 
 
Vraag 6: daarnet hebben we het projectteam besproken, hoe worden de projectteams 
opgezet en teamleden geselecteerd? 
R5: de kennis van de eigen medewerkers die overgedragen moet worden naar de 
outsourcingspartner en de mensen die daarvoor werken en die kennis eigen moeten maken 
zorgen voor het selecteren van die groep projectleden. Verder heb je een procesregisseur 
nodig, een projectleider en sponsors van beide organisaties die het belang van een goede, liefst 
geruisloze, overgang blijven benadrukken. 
 
Vraag 7: hoe worden medewerkers vertrouwd gemaakt met IT-outsourcing? 
R5: aan het begin van het outsourcingsproject houden we informatiesessies die we nog een 
aantal keren herhalen. Het geven van informatie en het bieden van een duidelijk overzicht over 
wat er staat te gebeuren is erg belangrijk want dat neemt weerstand weg bij de business. 
Verder wordt er projectmatig gestuurd op het realiseren van projectmijlpalen en daar 
betrekken we de business als eindgebruikersorganisatie weer bij. En natuurlijk kan iedere 
geïnteresseerde bij een projectleider terecht met zorgen of vragen. 
 
Vraag 8: welke aandachtsgebieden worden onderscheiden binnen IT-outsourcing? 
R5: het toepassingsgebied is van belang voor het selecteren van een mogelijke 
outsourcingspartner. Niet elk bedrijf is goed in alles en het risico dat men diensten wil 
aanbieden waarin men niet goed is, is te groot. We hanteren een strikte scheiding tussen 
infrastructuur en de software en systeem kant. Bij ons team gaat het om het organiseren van 
het applicatie management en andere teams organiseren andere outsourcing, bijvoorbeeld van 
het netwerkbeheer en onderhoud. De uitdaging is wel om te zorgen dat alle verschillende 
outsourcingscontracten op elkaar zijn afgestemd want anders krijg je verschillende bedrijven 
die ieder hun eigen vakgebied regelen, maar die niet samenwerken met de andere aanbieders 
of ons als opdrachtgever. 
 
Vragen risicomanagementmethoden 
Vraag 9: worden er risicomanagementmethoden toegepast binnen het bedrijf en IT-
outsourcing en zo ja welke? 
R5: we starten altijd met het invullen van een vragenlijst waarmee allerlei gegevens verzameld 
worden binnen verschillende risico aandachtsgebieden. Op basis van een 
computerondersteund model met wegingsfactoren wordt duidelijk welke gebieden extra 
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maatregelen vragen voor het omgaan met risico’s en het nemen van maatregelen die om die 
risico’s te bestrijden. 
 
Is die vragenlijst afgeleid van een risicomanagementmethode? 
R5: dat geloof ik wel ja. Er komen in ieder geval allerlei aspecten aan bod die het 
complete spectrum afdekken, ongeacht of het nu over infrastructuur gaat, over kennis 
of over systemen en het beheer daarvan. 
 
Vraag 10: op welke wijze worden eisen ten aanzien van IT-outsourcing vastgelegd? 
R5: we leggen de eisen vast als onderdeel van het zogenaamde “runbook” dat voor elke 
applicatie wordt geschreven. Onze outsourcingspartner hanteert deze methode al jaren en ze 
laten het “runbook” schrijven door een persoon die zich intensief gaat bezig houden met het 
beheer na outsourcen. Voordat het “runbook” geautoriseerd wordt, moet het ook door een 
persoon uit de eigen organisatie worden gecontroleerd op juistheid en volledigheid. 
 
Vraag 11: Welke voordelen of nadelen zijn er verbonden aan het vastleggen van eisen? 
R5: voor het toekomstig beheer is het noodzakelijk om terug te kunnen grijpen op een 
goedgekeurd eisen document. Zo weet je wat de organisatie voor ogen had aan het begin van 
het project en of je daaraan voldoet. Alleen op die manier gaat een leverancier leveren wat de 
organisatie vraagt en dat zie ik als een voordeel. 
 
Vraag 12: kan je vertellen over de aanpak van risico’s en de merkbare voordelen van het 
omgaan met risico’s? 
R5: het eisendocument wordt actief gebruikt bij het opzetten van controlemechanismen en de 
invulling van controlemaatregelen. Zo zien we ook terug dat hetgeen dat geleverd wordt ook 
van de kwaliteit is die we wensen. En een hogere kwaliteit betekent doorgaans ook een hogere 
klanttevredenheid. 
 
Vraag 13: wordt er aandacht besteed aan prestatiemanagement en zo ja hoe? 
R5: ja, hebben een duidelijk beeld van de prestaties die we geleverd willen zien. Je moet niet 
vergeten dat we dit werk al heel lang in huis uitvoeren en organiseren en dat we dus ook 
precies weten wat de business al die tijd als prestaties wilde zien. Het is dan de uitdaging om dit 
in goede KPI’s samen te brengen zodat er periodiek over gerapporteerd kan worden. Daarbij 
worden er hoofdcategorieën gedefinieerd zoals incidenten, problemen en wijzigingen met 
bijbehorende doorlooptijden. 
 
Vraag 14: is er aandacht voor kwaliteitsmanagement en zo ja, hoe ziet dat er uit? 
R5: ja, het kwaliteitsdenken zit bij iedereen in het dagelijks handelen en alle belangrijke 
activiteiten worden in werkinstructies en procedures vastgelegd. Als je deze dan ook gebruikt 
binnen trainingsprogramma’s van nieuwe medewerkers, en dat kan intern of extern zijn, dan 
zorg je ook voor kwalitatief goed uitgevoerde werkzaamheden die bovendien makkelijk 
getoetst en gecontroleerd kunnen worden. Als je er dan ook nog procesbeschrijvingen aan 
toevoegt, dan is het kwaliteitsmodel volledig. 
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Vraag 15: hoe wordt relatiemanagement ingevuld? 
R5: door regelmatig samen te werken met een outsourcingspartner bouw je een band op. Je 
leert elkaar aanvoelen en probeert om gezamenlijke doelstellingen na te streven, namelijk een 
goed beheerde applicatieportfolio. En zoals in elk samenwerkingsverband moet je elke periode 
afsluiten met een terugblik op een periode en een blik op de toekomstige periode. Die 
overleggen worden dan ook nog gebruikt om de ervaringen van de business te bespreken en te 
kijken of er een nog hogere klanttevredenheid gerealiseerd kan worden. Tenslotte kan de 
outsourcingspartner ook nog aangeven op welke gebieden de samenwerking en de 
dienstverlening met ons als opdrachtgever verbeterd kan worden. 
 
Welke raakvlakken zijn er met de Service Level Agreement? 
R5: Een SLA is natuurlijk nauw verwant met het hele outsourcingsgebeuren omdat je 
daarin de contactmomenten ook vastlegt. Ook bepaal je hoevaak per jaar je elkaar treft 
voor een officieel overleg en wat de mogelijkheden zijn voor overleg in bijzondere 
situaties. 
 
Hoe wordt bepaald of een onderwerp deel uit maakt van het uitbestedingscontract of 
de Service Level Agreement? 
R5: omdat we ons binnen ons domein richting op applicatiemanagement en daarin ook 
maar 1 outsourcingspartner hebben, konden we prima afspraken met hen maken. We 
hebben identieke contracten en SLA’s waarbij de raamwerkovereenkomsten op 
hoofdlijnen identiek zijn. Alleen voor applicatie specifieke zaken moet je een addendum 
maken waarin je afspraken vastlegt. 
 
Net hebben we hier al kort over gesproken. Hoe zien contacten tussen leverancier en 
klant er uit? 
R5: met onze outsourcingspartner hebben we elk kwartaal een overleg over de 
afgesloten periode waarin we bijzonderheden bespreken in de vorm van verstorende 
incidenten die veel business impact hadden en ook de KPI’s worden besproken. Er 
worden dus een aantal vaste agendapunten doorgesproken die aangevuld worden met 
onderwerpen die zowel door de outsourcingspartner als door onszelf op de agenda 
geplaatst kunnen worden. Bij het overleg is er ook altijd een business 
vertegenwoordiger aanwezig. 
 
En als je nu kijkt naar de precieze onderwerpen van dat overleg. Welke onderwerpen 
komen er tijdens dat overleg ter sprake? 
R5: standaard beginnen we met het definitief maken van de agenda. Vaste onderdelen 
daarbij zijn de KPI’s voor incidenten, wijzigingen en aantallen probleemrapporten. 
Vervolgens kijken we naar gegevens als de aantallen actieve gebruikers en devices die in 
gebruik zijn en we vergelijken die aantallen met de eerdere KPI’s. Zodoende zien we of 
de capaciteit nog voldoende is. Er wordt ook altijd gesproken over incidenten die een 
grotere impact op de dienstverlening gehad hebben en we bespreken met elkaar hoe 
we de voorbije periode beleefd hebben, wat er goed ging, wat er niet goed ging en hoe 
we dat kunnen verbeteren. 
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Zijn er nog verbeterpunten voor dat overleg? 
R5: het overleg verloopt wel goed. We bereiden zaken goed voor, het is immers een 
moment van reflectie waarop je kan bijsturen. Gelukkig geldt dat ook voor de andere 
deelnemers. Een punt van verbetering kan zijn dat we KPI gegevens, voorzien van 
analyses, sneller ter beschikking krijgen. Nu hebben we ook al de mogelijkheid om 
aantallen incidenten en dergelijke direct te bekijken, maar de analyse of toelichting laat 
nog wel eens op zich wachten. 
 
Vraag 16: worden de afspraken uit het uitbestedingscontract correct nagekomen? 
R5: ja, daar hebben we niet over te klagen. Indien er een probleemsituatie is, dan lossen we die 
meestal in goed overleg op. Hierbij helpt het natuurlijk ook dat we een belangrijke klant zijn van 
de outsourcingspartner en dat ze echt moeite willen doen om zich als partner te profileren. 
 
Vraag 17: hoe worden medewerkers getraind in het gebruik van een 
risicomanagementmethode? 
R5: we hebben voor elk functieprofiel een opleidingsprogramma samengesteld. Standaard 
moet iedereen de niveau 1 cursus volgen waarin de basisprincipes van risicomanagement 
worden uitgelegd. Daarnaast is er voor de groep medewerkers die betrokken is bij 
outsourcingsprojecten ook nog een gevorderden cursus waarin er dieper op 
risicomanagementthema’s wordt ingegaan. Beide cursussen moeten periodiek herhaald 
worden om kennis en vaardigheden up-to-date te houden. 
 
Vraag 18: sluiten risicomanagementmethoden aan bij andere werkwijzen of methoden? 
R5: er zijn zeker raakvlakken met de SDLC methode, aangezien het uitvoeren van een risico 
assessment een verplicht onderdeel is van alle projecten die volgens die methode uitgevoerd 
worden. 
 
Voor het onderzoek heb ik een conceptueel opgesteld. Komen de methoden uit dit 
conceptueel model daarmee overeen? 
R5: de meeste methoden ken ik niet, behalve het “Business Risk Management 
framework”. Van dit model komen er wel onderdelen terug in het risk assessment als 
onderdeel van SDLC. 
 
Vraag 19: kan je enkele voordelen noemen van de inzet van risicomanagementmethoden? 
R5: doorgaans is een methode handig om een vaste werkwijze af te dwingen waarbij er tevens 
voor gezorgd wordt dat alle noodzakelijke gegevens verzameld worden. Het biedt structuur en 
standaardisatie aangezien je alle gegevens in één keer verzamelt en vastlegt. Zodoende is het 
ook mogelijk om te kijken of je bij een ander project al eens soortgelijke risico’s hebt 
aangetroffen en wat er toen aan risicobeperkende maatregelen gedaan is. Het is een makkelijke 
manier om snel inzage te hebben in de maatregelen genomen tijdens andere projecten. 
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Dus er is geen sprake van een algemene risicomanagementmethode die er wordt 
toegepast, maar van een organisatie specifieke methode. Wat heeft de SDLC methode 
met daarin opgenomen het risicomanagement concreet als voordelen opgeleverd? 
R5: eenduidigheid en volledigheid zijn de twee kernbegrippen waaraan ik als eerste 
denk. Misschien nog aangevuld met het verplichte karakter, want het risico assessment 
is een verplicht onderdeel aan het begin van SDLC, immers anders mag je niet vervolgen 
met andere onderdelen. 
 
Vraag 20: welke nadelen kent de binnen het bedrijf toegepaste risicomanagementmethode? 
R5: de omvang van de vragenlijst is een punt waarmee niet iedereen even goed kan omgaan en 
ook heb je al een zekere basiskennis nodig van SDLC. Het gebruik van terminologie maakt het 
soms moeilijk voor business vertegenwoordigers. 
 
 
Vraag 21: wat zijn de belangrijkste verbeterpunten? 
R5: minder terminologie in de vragenlijst gebruiken zou al een vooruitgang zijn. Ook voor 
mensen die getraind zijn in SDLC is het soms lastig om alles eenduidig in te vullen dus het 
toevoegen van een toelichting zou hierin helpen. 
 
Vragen Service Level Agreements 
Vraag 22: is er voor elk outsourcingscontract een Service Level Agreement afgesloten? 
R5: Ja, voor zover ik weet wel en dat is ook volgens SDLC zo aangegeven. 
 
Is er zo doorgaans sprake van een standaard contract of van een 
maatwerkovereenkomst? 
R5: vaak zie je dat er specifieke onderdelen in een contract noodzakelijk zijn die 
typerend zijn voor dat betreffende contract. Dat kunnen bijvoorbeeld systeemspecifieke 
zaken zijn die geregeld moeten worden of het vastleggen van eisen die het business 
kritische aspect beschrijven en waarvoor afspraken gemaakt moeten worden. Wel 
wordt er in alle gevallen gestart met een algemene template als basis. 
 
Vraag 23: welke onderdelen maken deel uit van een Service Level Agreement? 
R5: het algemene deel van de SLA bestaat uit een beschrijving van het systeem dat 
ondersteund wordt. Daarbij worden belanghebbenden genoemd en de service die geleverd 
moet worden tijdens het normale gebruik van het systeem. Op het moment dat het 
vastgelegde serviceniveau niet gehaald wordt, dan is het proces vastgelegd waarop 
ondersteuning plaatsvindt samen met de hiervoor toegestane oplostijden. Ook is er beschreven 
hoe er geëscaleerd moet worden en op welke wijze service management wordt toegepast. 
 
En wat het financiële deel betreft, zijn er ook nog financiële aandachtsgebieden 
opgenomen in de SLA? 
R5: het financiële deel is geregeld in het contract, maar niet in de SLA.  
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Vraag 24: hoe worden Service Level Agreements ingezet bij IT-outsourcing? 
R5: de SLA is een verlengstuk van het contract waarin de afspraken worden vastgelegd die 
betrekking hebben op de dagelijkse uitvoering van het outsourcingscontract. 
 
Vraag 25: op welke wijze is risicomanagement ingevuld binnen een Service Level Agreement? 
R5: de SLA zelf kan je zien als het resultaat van het eerder uitgevoerde risico-analyses. Doordat 
risico’s in een eerder stadium geïdentificeerd zijn tijdens het verplichte risico-assessment, 
kunnen er afspraken gemaakt worden over de contractuitvoering met als doel die risico’s te 
mitigeren. Die afspraken worden in de SLA vastgelegd en dat levert duidelijkheid op voor zowel 
de leverancier als voor ons als klant. De ervaring leert ook dat de kans van optreden van een 
risico aanzienlijk lager is wanneer hierop gestuurd wordt via gemaakte SLA afspraken. 
 
Vraag 26: dus er is een duidelijke relatie met risicomanagementmethoden? 
R5: ja, alles start met die risico-assessment, gevolgd door het bedenken van maatregelen om 
die risico’s te voorkomen of te verminderen en als ze toch optreden de effecten zo weinig 
mogelijk negatieve impact te laten hebben. 
 
Zijn er overlappende onderdelen tussen een risicomanagementmethoden en een 
Service Level Agreement? 
R5: overlappende onderdelen zou ik zo niet kunnen aanwijzen, wel dat het één volgt op 
het ander, dit omdat de SLA gebruikt wordt om de gevolgen van eerder verwachte 
risico’s te voorkomen of te verzachten. 
 
Dus je hebt het idee dat Service Level Agreements een aanvulling zijn op 
risicomanagementmethoden. Kan je dat nog nader uitleggen aan de hand van een 
concreet voorbeeld? 
R5: we hebben met een outsourcingspartner een SLA afgesloten die afspraken bevatte 
over hoe te escaleren door de leveranicer wanneer er een probleemsituatie optreedt 
waarvoor bij hen de kennis ontbreekt. Dat heeft geresulteerd in goede afspraken over 
bereikbaarheid en de daarbij te betrekken personen van alle betrokken partijen, 
inclusief een vertegenwoordiging van de business. 
 
Zijn er onderdelen die deel uitmaken van een Service Level Agreement die conflicteren 
met onderdelen uit een risicomanagementmethode? 
R5: het geheel van SLA en risicomanagementmethode is op elkaar afgestemd, ik zou het 
eerder noemen dat ze elkaar aanvullen. 
 
Vraag 27: wat zijn de voordelen en nadelen verbonden aan het gebruik van Service Level 
Agreements? 
R5: ik zie eigenlijk alleen maar voordelen. Je maakt duidelijke afspraken en zowel de leverancier 
als de klant weten waaraan ze toe zijn. Vooral omdat je al samenwerkt in het voortraject denk 
je goed na wat je allemaal geregeld wilt zien en hoe dat er uitziet wanneer je live bent. Ook de 
leverancier kan zo beter, en ook al vooraf, inschatten waaraan de klant behoefte heeft en daar 
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al vanaf het begin realistisch mee omgaan. De samenwerking start eigenlijk met denkwerk 
gericht op het neerzetten van een goed organisatiemodel. 
 
Vraag 28: worden er problemen ervaren bij gebruik van een Service Level Agreement binnen 
een operationele IT-outsourcing relatie? Zo ja, welke? 
R5: nee, het loopt eigenlijk wel goed en dat komt, zoals ik net vertelde, doordat er 
samengewerkt is met de verschillende leveranciers aan het opstellen van de SLA. Al tijdens de 
ontwerpfase is er goed nagedacht over de gevolgen van afspraken. Daardoor voorkom je dat er 
direct na de operationele start van een contract duidelijk wordt dat er iets vergeten is of dat de 
afspraken uit het contract toch niet goed blijken te werken in de praktijk. Wanneer we dan toch 
een keer een probleem ervaren dan is het bijvoorbeeld onbekendheid met een werkwijze of 
procedure en het ontbreken van kennis van de SLA of van een contract. 
 
Vraag 29: welke overeenkomsten en verschillen kunnen er vastgesteld worden tussen de 
onderwerpen weergegeven in het conceptueel model en daadwerkelijk afgesloten Service 
Level Agreements? 
R5: in de afgesloten SLA’s komen de afspraken over prestaties en de wijze van werken volgens 
de vastgestelde processen terug. Wat niet terugkomt in de SLA zijn de eisen, die worden 
namelijk in een afzonderlijk document vastgelegd en het financieel beheer dat in het contract 
geregeld wordt. 
 
Vraag 30: in welke mate is er volgens jou sprake van waardetoevoeging door outsourcing? 
R5: we zien bij het Applicatiebeheer duidelijk voordelen dat we een aantal diensten afnemen 
die geoptimaliseerd zijn door de leverancier. Zo hebben zij standaard beheerrapportages die 
direct inzicht verschaffen in de gemelde incidenten, de oplostijden, aantallen wijzigingen en 
problemen. Bovendien zijn er rapportages die betrekking hebben op database beheer die zij 
gemakkelijk op onze situatie kunnen aanpassen en dat scheelt tijd binnen lokale projecten om 
hetzelfde te bereiken. 
 
Vraag 31: in welke mate is er sprake van kostenreductie door het toepassen van outsourcing? 
R5: het in mindere mate zelf ontwikkelen van diensten en tools zorgt voor een besparing op de 
kosten van zowel ontwikkeling als testen, beheer en exploitatie. 
 
 
Vragen conceptueel model (algemeen) 
Vraag 32: het conceptueel model bestaat uit vijf hoofdonderdelen, herken je deze 
aandachtsgebieden? 
R5: komt wel bekend voor ja. Altijd starten we met eisen vastleggen en daarna volgt de 
uitwerking in een contract en een SLA met de andere 4 onderdelen daarin opgenomen. 
 
Vraag 33: zijn er onderdelen opgenomen in het conceptueel model die ook deel uitmaken (of 
uitgemaakt hebben) van eerdere IT-outsourcingsprojecten? 
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R5: de meeste onderdelen uit het model komen wel terug in uitgevoerde 
outsourcingsprojecten. Zoals eerder genoemd worden de eisen vastgelegd en worden KPI’s 
vastgesteld zodat duidelijk is wat voor prestaties we graag geleverd willen zien als ondergrens 
of minimale dienstverlening. Verder maken we ook altijd afspraken over de contact- en 
evaluatiemomenten. 
 
Vraag 34: zijn er aandachtsgebieden of onderdelen waarvan je denkt dat deze onderdeel uit 
moeten maken van het conceptueel model (en dat nu nog niet doen)? 
R5: het model ziet er al compleet uit, ik kan niet direct een ontbrekend onderdeel noemen. 
 
Vraag 35: zijn er onderdelen die nu in het conceptueel model opgenomen zijn, waarvan je je 
afvraagt of deze terecht deel uitmaken van dit model? 
R5: nee, het is een logisch opbouwend geheel aan activiteiten en aandachtsgebieden. 
 
Vraag 36: kan het conceptueel model naar jouw mening bijdragen aan een beter proces van 
IT-outsourcing? 
R5: dat zou wel kunnen ja, mits je het model ook strikt hanteert. Zo moet je dan eerst de eisen 
vaststellen en die fase ook afronden voordat je verder gaat met de uitwerking daarvan door 
prestaties te definiëren en de overige gebieden in te vullen. 
 
Vraag 37: welke overeenkomsten zijn er tussen het conceptueel model en de praktische 
werkwijze binnen IT-outsourcingsprojecten? 
R5: er zijn veel overeenkomsten doordat je eerst gaat nadenken wat je wil en waaraan dat 
moet voldoen, voordat je begint met de uitwerking ervan. 
 
Vraag 38: heb je nog aanbevelingen of adviezen om het conceptueel model aan te passen? 
R5: nee, eigenlijk niet. Lijkt me een model waarvan je plezier kan hebben bij een volgend 
project. 
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Interview 6 Business Analyst 
Inleiding: ik ben ik op dit moment bezig met een afstudeeronderzoek dat ik uitvoer voor de 
master opleiding Business Process Management & IT. Het afstudeerthema is risicomanagement 
bij IT-outsourcing waarbij ik onderzoek op welke wijze risicomanagementmethoden 
gecombineerd met Service Level Agreements effectief ingezet kunnen worden. Daarbij heb ik in 
de eerste fase een literatuuronderzoek uitgevoerd waaruit een conceptueel is afgeleid, waarbij 
ik nu wil nagaan of dit opgestelde model juist is. Daarvoor heb ik een serie vragen opgesteld die 
per thema gegroepeerd zijn. Om te beginnen zijn er wat vragen over jouw functie, die gevolgd 
worden door inhoudelijke vragen die een relatie hebben met de onderzoeksonderwerpen. Het 
gesprek wordt ook opgenomen en wordt uitgewerkt in een interviewgespreksverslag. Dat 
verslag stuur ik je nog toe zodat je kan controleren of alles correct is weergegeven. 
R6: ok, prima. 
 
 
Vragen IT-outsourcing (algemeen) 
Vraag 1: in welke functie ben je werkzaam? 
R6: ik werk als Business Analyst IT. 
 
Vraag 2: wat houdt jouw functie precies in? 
R6: dat hangt eigenlijk een beetje af van de precieze rol die voor een bepaald project 
gedefinieerd is. Dat varieert van een het voeren van projectmanagement, validatie 
werkzaamheden uitvoeren tot het vervullen van een rol als Subject Matter Expert. Het 
behartigen van de belangen van de business neemt daarin steeds een belangrijke plaats in. 
 
Vraag 3: je bent betrokken bij IT-outsourcing, wat was de reden om tot IT-outsourcing over te 
gaan? 
R6: we werken sinds kort in een nieuwe, kleinere, IT-organisatie. Dat kan doordat er steeds 
meer taken uitbesteed worden en er alleen kerntaken door eigen medewerkers uitgevoerd 
worden. Daarbij is gestart met het in kaart brengen van kerntaken waarvan we denken dat het 
behouden en uitbouwen van de daaraan verbonden kennis van cruciaal en mogelijk ook van 
strategisch belang is. De voordelen die daarmee gerealiseerd worden zijn het verminderen van 
kosten, voornamelijk door de flexibele inzet van mensen waarbij de capaciteit wordt aangepast 
aan de hoeveelheid werk en doordat specifieke kennis alleen wordt bijgeschakeld op het 
moment dat die kennis ook echt nodig is. Dat zorgt er tevens voor dat je toegang krijgt tot 
echte specialisten die diepgaande kennis bezitten. 
 
Vraag 4: hoe is de beslissing om tot IT-outsourcing over te gaan tot stand gekomen? 
R6: die is genomen door onze CIO. Bij het herstructureren van het volledige bedrijf zijn alle 
bedrijfsonderdelen beperkter in omvang geworden. Als IT organisatie kan je daarbij niet 
achterblijven. Zo is de IT organisatie ingekrompen bijna 60% en daarmee zijn we wat omvang 
betreft in lijn met de andere organisatieonderdelen gekomen. Omdat het werk toch uitgevoerd 
moet blijven worden zijn we meer op inhuur en uitbesteding uitgekomen. De overblijvende 
personen zitten nu vooral in rollen die zich richten op business analyse en regievoering. 
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Vraag 5: wat kan je vertellen over de projectopzet tijdens het IT-outsourcingsproces? 
R6: het projectteam wordt samengesteld en bestaat dan uit business vertegenwoordigers, IT 
stafpersoneel en overige stafleden zoals een bedrijfsjurist, financiële experts en dergelijke. In 
een wat later stadium, wanneer de inventarisatiefase en de fase van het opstellen van 
requirements is afgerond worden aan het team ook medewerkers toegevoegd van de 
organisatie die de outsourcingsdiensten gaat leveren. 
 
Vraag 6: hoe worden projectteams precies opgezet en teamleden geselecteerd? 
R6: kennis van de organisatie en een stukje historie waarom zaken op een bepaalde manier 
georganiseerd zijn is erg belangrijk. De business wordt betrokken om de eisen mee te bepalen 
en om zeggenschap te hebben. Dat levert direct ook inzage voor de business op in het proces 
en het vergemakkelijkt het acceptatieproces. Van IT’ers wordt de inbreng van kennis verlangd. 
Speciale aandacht is er ook voor de IT’er omdat een deel van de IT’ers eigenlijk bezig is met het 
overdragen van werkzaamheden naar een derde partij waarbij de functie die ze vervullen 
verdwijnt. 
 
Vraag 7: hoe worden medewerkers vertrouwd gemaakt met IT-outsourcing? 
R6: doordat het proces heel geleidelijk verloopt, krijgen mensen ook tijd om te wennen aan 
veranderende omstandigheden. Het tijdig starten met het geven van informatie en het 
aanwijzen van zogenaamde IT ambassadeurs ontstaat de mogelijkheid om vragen te stellen of 
zorgen te bespreken met iemand die inhoudelijk op de hoogte is en die in de nabijheid werkt. 
Eenvoudige en gemakkelijke toegang tot informatie neemt zorgen weg bij mensen. Als je 
daarbij dan ook nog vrijgegeven documenten toegankelijk maakt, dan kan iedereen informatie 
vinden en ook zelf op zoek gaan naar informatie. 
 
Vraag 8: welke aandachtsgebieden worden onderscheiden binnen IT-outsourcing? 
R6: we maken een verschil tussen de infrastructuur en de applicaties die daarop draaien. 
Vervolgens zijn er binnen deze hoofdgroepen nog verdere onderverdelingen zoals netwerken, 
telefonie, deskside support en verschillende groepen voor de diverse platformen (Windows, 
Unix). Verder is er nog specialistische ondersteuning door teams die zich richten op database 
technologie en automation. 
 
Vragen risicomanagementmethoden 
Vraag 9: worden er risicomanagementmethoden toegepast binnen het bedrijf en IT-
outsourcing en zo ja welke? 
R6: ja, risicomanagement is 1 van de belangrijke onderdelen van de SDLC methode waarmee 
aan het begin van elk IT project begonnen moet worden. Doel is om risico’s in een vroeg 
projectstadium te kennen zodat er mitigerende acties en maatregelen voor getroffen kunnen 
worden zodat de kans kleiner wordt dat een risico ook daadwerkelijk optreedt. Het Outsourcing 
Maturity Model was het uitgangspunt voor het samenstellen van een vragenlijst. Overigens zijn 
er specifieke, op de farmaceutische sector van toepassing zijnde vragen toegevoegd aan de 
vragenlijst. 
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Vraag 10: op welke wijze worden eisen ten aanzien van IT-outsourcing vastgelegd? 
R6: een “requirements specification” document is een verplicht op te stellen document dat 
waarmee elk project begint. Zonder de precieze eisen te kennen, is het niet mogelijk om zonder 
risico een project uit te voeren en goed af te ronden. Wanneer de eisen bekend zijn, kan je ook 
starten met de leveranciersselectie. 
 
Vraag 11: welke voordelen of nadelen zijn er verbonden aan het vastleggen van eisen? 
R6: het vastleggen van de eisen is een van de belangrijkste activiteiten aan het begin van elk 
project en dat geldt dus ook voor een IT-outsourcing. Alleen als je precies weet wat je wil en 
daar eisen aan verbindt, kan je voordeel halen uit een outsourcingssituatie. Als je niet vastlegt 
waaraan de outsourcing moet voldoen, dan zal je ook niet geleverd krijgen wat je voor ogen 
hebt, ontstaat er teleurstelling en worden doelen niet bereikt. 
 
Vraag 12: kan je vertellen over de aanpak van risico’s en de merkbare voordelen van het 
omgaan met risico’s? 
R6: risico’s worden eigenlijk altijd kleiner naarmate er meer aandacht voor is en een leverancier 
ook weet dat de opdrachtgever er op let. Door risico’s actief te benoemen, te volgen en te 
controleren hoe er vanuit de leverancier aan oplossingen gewerkt wordt, zorgt er voor dat de 
kans kleiner is dat een risico optreedt. 
 
Vraag 13: wordt er aandacht besteed aan prestatiemanagement en zo ja hoe? 
R6: het prestatiemanagement is inderdaad een belangrijk item. Het is een 
toetsingsmechanisme en een beoordelingsmechanisme tegelijk. Er ontstaat inzicht in de relatie 
tussen de verwachte, gevraagde prestaties en de daadwerkelijk gerealiseerde resultaten. Per 
kwartaal worden de resultaten gegroepeerd aangeleverd zodat de Application Leads kunnen 
vaststellen of de resultaten binnen de gedefinieerde bandbreedte liggen. Er is afgesproken dat 
een outsourcingspartner  eerst overzichten samenstelt die vervolgens doorgenomen worden 
door de Application Leads waarna er nog een kwartaalbespreking volgt met de belangrijke 
vertegenwoordigers van zowel leverancier en onze eigen organisatie. 
 
Vraag 14: is er aandacht voor kwaliteitsmanagement en zo ja, hoe ziet dat er uit? 
R6: kwaliteit staat binnen een farmaceutische omgeving altijd op de eerste plaats, dus ook bij IT 
processen en het uitbesteden ervan. Dat betekent veel papierwerk in de vorm van 
procesbeschrijvingen, procedures en werkinstructies over hoe processen en activiteiten 
uitgevoerd moeten worden. Het positieve neveneffect hierbij is dat er veel is vastgelegd dat 
gebruikt kan worden voor het overdragen van kennis en het inwerken van personeel werkzaam 
bij een uitbestedingsorganisatie. Je ziet overigens wel dat sommige outsourcingspartners 
enorm worstelen met het vastleggen van procesgegevens en resultaten op een goede, 
eenduidige en volledige wijze. 
 
Vraag 15: hoe wordt relatiemanagement ingevuld? 
R6: de Application Leads hebben regelmatig een overleg met het klantenveld en dan wordt er 
altijd gevraagd naar tevredenheid over de dienstverlening. De daarbij gekregen informatie 
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wordt ook weer gebruikt voor het opstellen van een overleg agenda voor het kwartaaloverleg 
dat we met de diverse leveranciers hebben. Maar het is vooral belangrijk dat alle partijen elkaar 
ook kunnen vinden tussen de officiële overlegmomenten door, want daarmee voorkom je dat 
mensen zich niet gehoord voelen of dat zaken onopgelost blijven sluimeren. 
 
Welke raakvlakken zijn er met de Service Level Agreement? 
R6: in de SLA zijn er ook formele contactmomenten en overlegstructuren vastgelegd, 
inclusief escalatiemogelijkheden voor het geval dat dat nodig is. 
 
Hoe wordt bepaald of een onderwerp deel uit maakt van het uitbestedingscontract of 
de Service Level Agreement? 
R6: centraal is bepaald wat er er in de SLA opgenomen moet worden in de vorm van een 
template. De template schrijft voor wat er minimaal in de SLA opgenomen moet 
worden. Op individuele basis mag de SLA uitgebreid worden met extra onderdelen 
wanneer dat noodzakelijk of wenselijk is. Extra onderdelen worden vaak als resultaat 
van een leveranciersonderhandeling toegevoegd. 
 
Hoe zien contacten tussen leverancier en klant er uit? 
R6: zoals gezegd zijn er de formele en de informele overlegvormen en 
contactmomenten. We hebben diverse medewerkers van de outsourcingspartner hier 
op locatie zitten en het is dus makkelijk om met hen in contact te komen. Daarnaast 
hebben we de formele contacten waarbij er elk kwartaal een rayonmanager op bezoek 
komt om het verstreken kwartaal te bespreken. Dat gaat aan de hand van de 
kwartaalrapportage en is verder gebaseerd om de agenda waarvoor iedere deelnemer 
onderwerpen kan aandragen. 
 
Net al een beetje beantwoord, maar welke onderwerpen komen er allemaal tijdens 
dat overleg ter sprake? 
R6: ja, dat zijn dus de KPI’s, inclusief analyse uitgesplitst naar aantallen verzoeken, 
incidenten, wijzigingen en problemen en voor elke categorie wordt er nog een top 3 met 
noemenswaardige zaken gemaakt, bijvoorbeeld voor incidenten met een grote impact 
of bijzondere verstoringen. Verder kan, zoals gezegd, iedere deelnemer punten op de 
agenda plaatsen. Dat moet wel vooraf gebeuren zodat iedereen zich op basis van de 
agenda kan voorbereiden en we voorkomen dat er wel vragen zijn, maar geen 
antwoorden. 
 
Zijn er nog verbeterpunten voor dat overleg? 
R6: het overleg loopt op zich goed. Enige punt van verbetering zou zijn dat de 
kwartaalbespreking sneller volgt op het einde van het kwartaal, want nu zien we nog 
weleens dat er een aantal weken overheen gaan door drukte in de agenda’s. Daarbij 
aansluitend moet het zo zijn dat alle belangrijke personen deelnemen aan het overleg 
en dat schiet er bij een aantal personen nog weleens bij in. 
 
Vraag 16: worden de afspraken uit het uitbestedingscontract correct nagekomen? 
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R6: in het grootste deel van de gevallen wel. Je maakt natuurlijk wel mee dat nieuw personeel, 
of personeel dat komt vervangen niet altijd van alle belangrijke zaken op de hoogte zijn. 
Wanneer we dat vaststellen dan geven we zo iemand extra tips of advies over hoe te handelen 
bij het verlenen van service en dat wordt ook wel gewaardeerd. 
 
Vraag 17: hoe worden medewerkers getraind in het gebruik van een 
risicomanagementmethode? 
R6: we hebben diverse trainingsmodules die als computer based training te volgen zijn. Binnen 
elke training wordt gestart met de theorie of de specifieke bedrijfsinformatie en daarna wordt 
de training afgesloten met een aantal kennisvragen waarvan minimaal 80% correct beantwoord 
moet worden. Voordeel van deze trainingen is dat je ze aan iedereen kan aanbieden op elk 
gewenst moment. 
 
Vraag 18: sluiten risicomanagementmethoden aan bij andere werkwijzen of methoden? 
R6: ja, de risicomanagementmethode van het bedrijf is gebaseerd op het “Outsourcing Maturity 
Model”. 
 
Zijn er nog andere methoden uit het conceptueel model die daarmee overeenkomen? 
R6: met COSO-ERM zijn er ook raakvlakken. Vooral voor financiële systemen is daar in 
het verleden gebruik van gemaakt binnen het bedrijf. Het ging dan vooral om het 
procedurele deel met name de Administratieve Organisatie waarmee er 
beheermaatregelen en procedures getroffen werden die weer gevolgd werden door 
controlemaatregelen. 
 
Vraag 19: kan je enkele voordelen noemen van de inzet van risicomanagementmethoden? 
R6: door gebruik te maken van een standaard werkwijze wordt het juiste proces gevolgd. De 
vragenlijst die daaraan gerelateerd is helpt daar natuurlijk bij want dat zorgt ervoor dat alle 
facetten van risicomanagement behandeld worden en de verkregen antwoorden ook eenduidig 
vastgelegd worden. Bovendien zorgt het vastleggen in dezelfde database er ook voor dat 
projecten met elkaar te vergelijken zijn en kan er op het vlak van risicomaatregelen ook 
gekeken worden hoe er binnen andere projecten met soortgelijke risico’s is omgegaan. 
 
Vraag 20: welke nadelen kent de binnen het bedrijf toegepaste risicomanagementmethode? 
R6: zelf zie ik niet zoveel nadelen. Het gebruik van terminologie uit de SDLC methode is nog wel 
eens lastig voor niet IT’ers. 
 
En hoe wordt er met dat nadeel omgegaan? 
R6: we helpen mensen bij het interpreteren van de resultaten. Een beetje uitleg doet 
wonderen daarbij en zorgt er ook voor dat mensen het nut en de noodzaak van 
risicomanagement beter inzien. 
 
Vraag 21: wat zijn binnen het risicomanagement de belangrijkste verbeterpunten? 
R6: tijdig iedereen bij het proces betrekken en ook voldoende andere disciplines inschakelen 
om gegevens aan te leveren. Je ziet vaak dat er te weinig een beroep gedaan wordt op experts 
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die binnen andere bedrijfsonderdelen ervaring hebben opgedaan met het bestrijden van 
risico’s. 
 
 
Vragen Service Level Agreements 
Vraag 22: is er voor elk outsourcingscontract een Service Level Agreement afgesloten? 
R6: ja, dat is voor elk contract verplicht aangezien dit bedrijfsbeleid is en tijdens interne audits 
is dat ook altijd 1 van de standaard controlepunten op de lijst. 
 
Is dit een standaard contract of een maatwerkovereenkomst? 
R6: in de meeste gevallen is dit een maatwerkovereenkomst die een aantal standaard 
onderdelen bevat en die volgens een vaste structuur is opgebouwd. 
 
Vraag 23: welke onderdelen maken deel uit van een Service Level Agreement? 
R6: wat er zeker in een SLA moet zijn afspraken over Service Delivery Management, Service 
Requests en Autorisaties, Governance afspraken, factureringsafspraken, hoe om te gaan met 
contract compliance en contractwijziging en het SLA management zelf zoals wat zijn incidenten, 
problems, changes en hoe vindt escalatie plaats als dat nodig is. Al deze onderdelen die ik net 
noemde, maken deel uit de SLA template. De eisen en regels worden vanuit onze organisatie 
opgesteld en vervolgens is het aan de leveranciers om er aan te voldoen en ook om de 
resultaten aan ons te rapporteren. 
 
En zijn er ook nog financiële aandachtsgebieden opgenomen in de SLA? 
R6: dat is soms het geval, maar dat is puur afhankelijk van het soort dienst die geleverd 
wordt en van het belang. Wanneer bijvoorbeeld het netwerk er uit ligt, dan ontstaat er 
schade die behoorlijk veel impact kan hebben. In zo’n geval wil je daarover wel 
afspraken maken en dat geldt ook voor het beschikbaar zijn van het serverpark. Aan de 
andere kant wil je niet doorslaan naar het doorrekenen van eventuele kosten omdat een 
printer het niet doet. In dat geval zorg je gewoon voor reserve apparatuur die snel in 
gebruik genomen kan worden, zeker omdat je niet de klok rond iemand hebt rondlopen 
voor support, terwijl er wel 24x7 productie is. 
 
Vraag 24: hoe worden Service Level Agreements ingezet bij IT-outsourcing? 
R6: de SLA’s worden vooral sturend ingezet, dan wil zeggen: afspraken maken die vervolgens 
door leverancier gerealiseerd moeten worden. Via de voorgeschreven leveranciersrapportage 
kan eenvoudig geconcludeerd worden in hoeverre de resultaten overeenkomen of afwijken. 
We zien daarbij wel dat we steeds meer opschuiven van een SLA die regelend is opgesteld met 
een tamelijk informeel karakter naar een formele SLA waarin een vergoeding van de kosten 
door de leverancier is vastgelegd. Vaak is dit een terugbetaling in de vorm van korting op de 
overeengekomen contractprijs. 
 
Vraag 25: op welke wijze is risicomanagement ingevuld binnen een Service Level Agreement? 
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R6: de SLA zie ik als een resultaat of uitwerking van het eerder uitgevoerde risico assessment. Er 
staan afspraken in die bedoeld zijn om duidelijkheid te scheppen en die betrekking hebben op 
situaties waarin het risico toeneemt zoals het oplossen van een incident of het doorvoeren van 
een wijziging, want ook daarmee introduceer je een risico dat er door de wijziging iets fout kan 
gaan. 
 
Vraag 26: dus de relatie met risicomanagementmethoden is dat de SLA het resultaat daarvan 
is? 
R6: ja, zo zie ik het wel. 
 
Zijn er overlappende onderdelen tussen een risicomanagementmethoden en een 
Service Level Agreement? 
R6: overlappende delen zie ik zo niet, maar overeenkomstige delen wel omdat je dus de 
maatregelen in de SLA neemt op basis van wat er tijdens de risico analyse is opgemerkt. 
Het zijn juist de mitigerende maatregelen op eerder vastgestelde risico’s die je in een 
SLA wilt vastleggen. 
 
Heb je het idee dat Service Level Agreements een aanvulling zijn op 
risicomanagementmethoden? Zo ja, kan je dat uitleggen? 
R6: ja, de SLA is eigenlijk het resultaat van de eerder uitgevoerde risico analyse in de 
vorm van risicobeperkende maatregelen die in de SLA worden vastgelegd. Daarbij 
worden de risico’s die je vooraf hebt bedacht en ingeschat vertaald naar afspraken die 
risico’s beperken. En mocht een situatie toch optreden, dan is duidelijk hoe er 
gehandeld en gecommuniceerd moet worden en welke tijdslijnen er gelden. 
 
Zijn er onderdelen die deel uitmaken van een Service Level Agreement die conflicteren 
met onderdelen uit een risicomanagementmethode? 
R6: nee, temeer omdat de SLA eigenlijk het resultaat is van de eerder uitgevoerde risico 
analyse. 
 
Vraag 27: wat zijn de voordelen en nadelen verbonden aan het gebruik van Service Level 
Agreements? 
R6: doordat je met je leverancier samenzit en dan nadenkt over je werkrelatie en alle 
bijzondere situaties die daarbij kunnen optreden ben je in staat om alvast een werkwijze uit te 
denken en daarvoor afspraken op papier te zetten en dat is dan de SLA. Zo kan je ook actief 
werken aan nieuwe afspraken om te voorkomen dat risico’s optreden of er voor zorgen dat het 
nadelige effect van risico’s kleiner is als ze als optreden. Als dat proces goed verloopt en als er 
ook voldoende besteed wordt aan het doonemen van de fictieve situaties, de problemen die 
kunnen optreden en de communicatie die daarover gevoerd moet worden, dan kan je veel 
problemen in een live situatie voorkomen. Het nadeel kan zijn dat een scenario wat je hebt 
uitgewerkt toch anders blijkt te zijn in de praktijk waardoor de SLA niet optimaal werkt. 
 
Vraag 28: worden er problemen ervaren bij gebruik van een Service Level Agreement binnen 
een operationele IT-outsourcing relatie? Zo ja, welke? 
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R6: eigenlijk zijn er weinig problemen, mede door de zorgvuldige wijze waarop we SLA’s samen 
met de leverancier hebben opgesteld. Echt proefdraaien doen we niet, maar we werken in de 
eerste weken wel heel nauw samen en doorgaans kunnen we ervaren mensen, die het werk 
eerst deden, in die weken ook snel bijschakelen in de vorm van adviseur. Wanneer zaken dan 
niet goed of niet optimaal lopen dan kan er snel bijgestuurd worden en kunnen werkwijzen 
verbeterd worden. Wa je heel vaak ziet is dat onbekendheid met de afspraken tot 
inschattingsfouten leiden waardoor er niet altijd in overeenstemming met de SLA tekst 
gehandeld wordt. 
 
Vraag 29: welke overeenkomsten en verschillen kunnen er vastgesteld worden tussen de 
onderwerpen weergegeven in het conceptueel model en daadwerkelijk afgesloten Service 
Level Agreements? 
R6: de SLA template die we gebruiken kent een aantal overeenkomsten. Zo wordt er standaard 
verwezen naar het requirementsdocument en ook het uitvoeren van een risico-assessment 
moet standaard plaatsvinden binnen elk project. De specifiek genoemde “value chain map” 
gebruiken we niet. Wat de risico-analyse betreft gebruiken we een uitgebreidere tabel voor 
risico-inschatting dan de formule van Boehm.  
 
Het nakomen van het afgesproken prestatieniveau wordt via de vooraf bepaalde metrics 
gecontroleerd, waarbij we het principe van “continuous improvement” hanteren. Dat komt ook 
wel overeen met het principe van serviceverbetering. Via de kwartaalrapportages zijn we op de 
hoogte van de geleverde prestaties en het voldoen aan aan onze eisen. We hebben dit proces 
mede via Cobit georganiseerd. Daarbij is er ook steeds oog voor zaken die niet goed gaan of die 
beter kunnen. Het in jouw model genoemde afdekken van risico’s komt aardig overeen met de 
zorgpunten waarop wij acteren. De inzet van prestatiedoelen is ook iets wat wij doen, zo is er 
een mogelijkheid om naar toe te werken en weet je als leverancier ook wat er allemaal van je 
verwacht wordt. 
 
Binnen onze bedrijfstak is er veel aandacht voor kwaliteitsmanagement en het procesmatig 
werken dat daaraan veelal verbonden is. Vrijwel alle processen binnen een farmaceutische zijn 
formeel georganiseerd in de vorm van procedures, werkinstructies en de daarbij behorende 
procesoverzichten en dat is in je voordeel bij outsourcing. Ook de controle op het naleven hoort 
daarbij, want alles staat of valt met controle of iedereen het werk wel op de juiste manier 
uitvoert. De in jouw model genoemde compliance krijgt hier ruimschoots aandacht, onder 
andere tijdens de audits wordt op het voldoen aan richtlijnen en procedures gelet. Het wijzigen 
van processen is ook een voornaam onderdeel, al is het tijdrovend om een wijziging door te 
voeren omdat je ook alle bijbehorende documentatie moet doornemen en mogelijk ook 
aanpassen. 
 
Het relatiemanagement hebben we op eenzelfde manier ingericht met kwartaalrapportages die 
ook worden doorgenomen met een team van de outsourcingsleverancier. Op basis van de 
gemaakte afspraken nemen we dan het afgesloten kwartaal door en kijken we naar hoe de 
dienstverlening er uit zag. Het genoemde servicemanagementprincipe passen we daarbij ook 
toe en dat is gebaseerd op de wijze waarop we afspraken hebben vastgelegd. De in het model 
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genoemde sterke verbondenheid met financieel beheer zie ik bij ons in de praktijk slechts voor 
een deel van de contracten toegepast, immers je moet duidelijk definieerbare metrics hebben, 
zoals beschikbaarheid van een database, netwerk en dergelijke. Die zijn namelijk goed te 
bepalen. Voor applicatiebeheer ligt dat lastiger wanneer het een functioneel probleem betreft 
dat onderzocht moet worden, dan is het minder vaak zwart-wit denken. 
 
De doelstellingen van financieel beheer zijn ook onze uitgangspunten geweest om tot 
outsourcing over te gaan. We moesten immers kosten besparen en dat is gelukt met inbegrip 
van het verkrijgen van inzicht in de kostenstructuren. Voor wat betreft het hanteren van het 
financiële methoden als “economic value added”, daar is het nog wat te vroeg voor, maar ik 
kan me voorstellen als we wat verder zijn met outsourcing, dat we via een strategisch 
partnership dezelfde doelen ook samen financieel gaan nastreven. 
 
Vraag 30: in welke mate is er volgens jou sprake van waardetoevoeging door outsourcing? 
R6: de inbreng van kennis variërend van all-round capaciteit levering tot zeer specialistische 
kennis aangeboden door één leverancier is een sterk punt. 
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Bovendien is die kennis als je wilt ook direct beschikbaar zonder noemenswaardige wachttijd 
en beschikbaar voor alle kennisgebieden, innovatie en de onderwerpen die actueel zijn op dit 
moment zoals “Big Data” en de globale technische architectuur. 
 
In het verleden hadden we nog wel eens te maken met meerdere bedrijven die 
gespecialiseerde kenniswerkers leverden en dat leverde ook nog wel eens tegenstellingen in 
cultuur op. 
 
Vraag 31: in welke mate is er sprake van kostenreductie door het toepassen van outsourcing? 
R6: de kosten zijn al jaren lichtjes dalende voor het IT-domein. Dat zal onder andere door 
outsourcing gerealiseerd worden. 
 
 
Vragen conceptueel model (algemeen) 
Vraag 32: dus de meeste van de vijf hoofdonderdelen uit het conceptueel model heb je 
herkend begrijp ik? 
R6: ja, die hoofdonderdelen zijn allemaal van toepassing op de SLA’s en contracten die wij 
afsluiten voor onze eigen outsourcing. 
 
Vraag 33: zijn er onderdelen opgenomen in het conceptueel model die ook deel uitmaken (of 
uitgemaakt hebben) van eerdere IT-outsourcingsprojecten? 
R6: het opstellen van de requirements, afspraken vastleggen in procedures en werkinstructies 
waarnaar verwezen wordt vanuit de SLA is wat wij doen om outsourcing goed te organiseren 
vanuit ons perspectief. Het onderdeel waar we doorgaans het meest mee worstelen is 
relatiemanagement omdat er een vertrouwen moet groeien en dat gaat vaak langzaam. En 
natuurlijk komt de financiële kant van het contract bij elk project terug net zoals het 
prestatiemanagement . 
 
Vraag 34: zijn er aandachtsgebieden of onderdelen waarvan je denkt dat deze onderdeel uit 
moeten maken van het conceptueel model (en dat nu nog niet doen)? 
R6: het model lijkt me erg gericht op de partij die uitbesteed en op de wijze waarop dat 
uitbesteden plaatsvindt. Vanuit de leveranciersoptiek zou ik vooral een sterkere nadruk op het 
leveren van de afgesproken diensten verwachten. 
 
Vraag 35: zijn er onderdelen die nu in het conceptueel model opgenomen zijn, waarvan je je 
afvraagt of deze terecht deel uitmaken van dit model? 
R6: nee, er zijn zo geen zaken waarvan ik denk dat ze niet in het model thuishoren. 
 
Vraag 36: kan het conceptueel model naar jouw mening bijdragen aan een beter proces van 
IT-outsourcing? 
R6: ik denk het wel omdat je een gestructureerde aanpak volgt waarbij je de antwoorden gaat 
zoeken bij de verschillende onderdelen. Het is ook logisch om te starten bij het vaststellen van 
de requirements en dan vervolgens na te gaan denken over prestaties en de te leveren 
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kwaliteit. Het relatiemanagement en financieel beheer komen meer van pas tijdens het 
uitvoeren van het contract. 
 
Vraag 37: welke overeenkomsten zijn er tussen het conceptueel model en de praktische 
werkwijze binnen IT-outsourcingsprojecten? 
R6: eigenlijk kan ik wel zeggen dat we ook altijd starten bij het opstellen van requirements en 
een risico-assessment, eenvoudigweg omdat onze werkmethode dat nu eenmaal voorschrijft. 
Vervolgens verzamelen we alle procedures, procesbeschrijvingen en overige documenten en 
werken zo samen met het outsourcingsbedrijf aan het op een goede wijze vormgeven van het 
outsourcingsmodel. De financiële kant en het operationeel contractbeheer komen aan de orde 
bij het relatiemanagement en het kwaliteitsmanagement. 
 
Vraag 38: heb je nog aanbevelingen of adviezen om het conceptueel model aan te passen? 
R6: het model is voor ingewijden wel goed te volgen. Voor mensen die minder of geen ervaring 
hebben met uitbesteden zou een toelichting wel kunnen helpen en ook een samenvatting die 
aangeeft waarbij het model kan helpen en worden ingezet, zal een meerwaarde bieden. 
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Bijlage E Plan van aanpak case study 
Het case study protocol is gebruikt als plan van aanpak voor het uitvoeren van het empirische 
deel van het onderzoek. De volgende activiteiten zijn in de gegeven volgorde uitgevoerd en per 
activiteit is een verwijzing opgenomen naar de paragraaf waarin er nadere informatie is 
opgenomen of waarin de activiteit is beschreven: 
 Samenvatting onderzoek       (zie paragraaf samenvatting) 
 Doelstelling onderzoek        (zie paragraaf 1.3) 
 Vraagstelling onderzoeksvragen      (zie paragraaf 1.4) 
 Conceptueel model        (zie paragraaf 2.5) 
 Operationalisering         (zie paragraaf 3.2) 
 Waarneming en dataverzameling informatiebronnen (zie paragraaf 3.3) 
 Gebruikte bronnen        (zie paragraaf 3.4) 
 Respondenten         (zie paragraaf 3.5) 
 Validiteit van het onderzoeksontwerp    (zie paragraaf 3.6) 
 Uitvoering onderzoek        (zie paragraaf 3.7) 
 Analyse kwalitatieve onderzoeksgegevens   (zie paragraaf 3.1.3) 
 
Procesverloop gegevensverzameling tijdens het empirisch onderzoek: 
 Doornemen IT-outsourcingscontracten met bijbehorende Service Level Agreements; 
 Persoonlijk benaderen potentiële deelnemers onderzoek; 
 Organiseren van een informatiesessie voor deelnemers onderzoek; 
 Plannen van individuele interviewgesprekken; 
 Uitwerken interviewgespreksverslagen; 
 Concept interviewgespreksverslagen ter controle voorgelegd aan deelnemers 
onderzoek; 
 Groepssessie georganiseerd met alle geïnterviewde deelnemers en het management ter 
controle en goedkeuring van de verzamelde onderzoeksgegevens; 
 Verwerken onderzoeksgegevens; 
 Analyse van de onderzoeksgegevens inclusief verslaglegging. 
o Stel per indicator een code vast; 
o Groepeer de verzamelde gegevens van de documenten analyse en de 
interviewgespreksverslagen per indicatorcode; 
o Koppel de verzamelde onderzoeksgegevens aan de kernbegrippen; 
o Verwerk per kernbegrip en per indicator in een tabel of deze genoemd is door 
een respondent; 
o Beschrijf de onderzoeksresultaten door de scores uit de tabel uit te leggen en te 
verklaren. 
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Bijlage F Traceerbaarheid indicatoren en interviewvragen 
Per indicator is in tabel 16 vastgelegd welke indicator genoemd is in antwoorden op 
interviewvragen. 
 
Tabel 16 Indicatoren genoemd per interviewvraag 
 
 
