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AVALIAÇÃO E GERENCIAMENTO DO RISCO OPERACIONAL 
NO BRASIL: ANÁLISE DE CASO DE UMA INSTITUIÇÃO 
FINANCEIRA DE GRANDE PORTE*1
RESUMO
A gestão de riscos é um dos principais fa-
tores para a sobrevivência de qualquer empresa. 
Tradicionalmente, os Bancos divulgam dados 
acerca das exposições ao risco de crédito e de 
mercado, a fi m de auxiliar a compreensão do seu 
perfi l de risco. Entretanto, também estão expostos 
a outros tipos de riscos, tais como o risco opera-
cional, o qual pode prejudicar, signifi cativamente, o 
desempenho futuro, podendo levá-los até à falên-
cia. Logo, verifi ca-se a importância da divulgação 
dessas informações para a disciplina de mercado. 
Buscando proteger o sistema fi nanceiro dos re-
sultados negativos advindos dos riscos inerentes 
às suas atividades, o Comitê da Basiléia publicou 
o Novo Acordo de Capital, previsto para entrar em 
vigor no fi nal de 2006, sendo, que nessa data, as 
instituições fi nanceiras deverão obedecer a certos 
padrões mínimos no gerenciamento de seus riscos, 
entre eles o operacional. Este artigo tem por objeti-
vo analisar a avaliação e o gerenciamento do risco 
operacional em uma instituição fi nanceira nacional 
de grande porte, detectando instrumento de medi-
da e análise e o estágio de desenvolvimento quanto 
ao gerenciamento do risco operacional. Para tanto, 
utilizou-se a metodologia de Estudo de Caso e as 
evidências foram obtidas por documentação, regis-
tros em arquivos, entrevistas e observação direta. 
Os resultados sugerem que o Banco pesquisado se 
encontra em estágio intermediário na administração 
dos riscos operacionais, contudo, está desenvol-
vendo técnicas e processos tanto para se adequar 
às exigências dos órgãos supervisores, quanto para 
a melhoria de seus resultados.
Palavras-chaves: Risco Operacional; Institui-
ção Financeira; Gerenciamento de Riscos; Novo 
Acordo de Capital da Basiléia.
ABSTRACT
Risk management is a preponderant factor for 
the survival of any business. Traditionally, banks pro-
vide credit and market risk exposure data to support 
the understanding of their risk profi le. However, they 
are also exposed to other kinds of risks, such as the 
operational risk, which can signifi cantly impair future 
performance and even lead them to bankruptcy. This 
reveals the importance of disclosing this information 
with a view to market discipline. In an attempt to 
protect the fi nancial system from negative results of 
risks inherent to its activities, the Basel Committee 
published the New Capital Accord, set to go into 
effect at the end of 2006, when fi nancial institutions 
will have to obey some minimum standards of risk 
management, which includes the operational risk. 
This article aims to analyze operational risk assess-
ment and management in a large fi nancial institution, 
detecting measuring and analysis instrument and 
the stage of development regarding operational risk 
management. Therefore, the Case Study methodol-
ogy was used and evidence was obtained through 
documentation, fi le records, interviews and direct 
observation. The results suggest that the examined 
bank has reached an intermediary stage in opera-
tional risk administration, although it is developing 
techniques and processes to adapt to the super-
visory bodies’ demands as well as to improve its 
results.
Keywords: Operational Risk; Financial Institu-
tion; Risk Management; New Basel Capital Accord.
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1 INTRODUÇÃO
A instabilidade do mercado fi nanceiro, repre-
sentada pela volatilidade das taxas de juros e câm-
bio e pela expansão das atividades fi nanceiras a 
outros países reforçaram a necessidade de desen-
volvimento de mecanismos que pudessem propor-
cionar maior estabilidade ao mercado fi nanceiro e, 
conseqüentemente, aos seus investidores, clientes 
e governos.
Em 1988, o Comitê da Basiléia sobre Fiscaliza-
ção Bancária (localizado no BIS – Bank for Interna-
tional Settlements) publicou o "Primeiro Acordo de 
Capital da Basiléia" com o objetivo de fortalecer a 
saúde e estabilidade do sistema bancário interna-
cional. Referido documento defi niu o capital mínimo 
para suportar os riscos de crédito existentes nas 
operações, sendo que, posteriormente, o comitê 
incorporou o risco de mercado nos requisitos para a 
defi nição do capital mínimo.
Contudo, a atividade de intermediação fi nan-
ceira, própria das operações bancárias, possui ex-
tensa lista de riscos associados, tais como: riscos 
de variação de taxa de juros, risco de mercado, ris-
co de crédito, risco de operações fora do balanço, 
risco de câmbio, risco soberano, risco de liquidez, 
entre outros. Além disso, está sujeita aos riscos pro-
venientes de procedimentos internos inadequados, 
ou seja, ao risco tecnológico, ao risco humano, ao 
risco de documentação, ao risco de fraudes etc. Por 
conseguinte, poder-se-ia dividir os riscos da ativi-
dade bancária em dois grandes grupos: riscos de 
intermediação fi nanceira e riscos operacionais.
Nesse sentido, na década de 90, o sistema 
fi nanceiro internacional se deparou com uma onda 
de desastres fi nanceiros, colocando em foco outro 
risco além dos já mencionados pelo Primeiro Acor-
do de Capital da Basiléia: o risco operacional. O 
resultado disso foi a publicação do "Novo Acordo 
de Capital da Basiléia" em 2001, cujas diretrizes 
deverão estar implementadas ao fi nal de 2006. 
Dentre as mudanças destaca-se a necessidade de 
alocação de capital para perdas esperadas e ines-
peradas decorrentes de eventos associados a risco 
operacional.
Dessa forma, a tendência mundial é promover 
o desenvolvimento de mecanismos para a gestão 
dos riscos operacionais, tanto para a sobrevivên-
cia da empresa, uma vez que uma única operação 
pode transformar um Banco rentável em insolvente, 
como para atender órgãos supervisores nacionais e 
internacionais.
Dada a relevância do tema, ou seja, a impor-
tância do gerenciamento do risco operacional para 
uma instituição fi nanceira, bem como para toda 
uma sociedade, o presente artigo tem como obje-
tivo avaliar o estágio de gerenciamento do risco 
operacional, detectando instrumento de medida e 
análise em instituição fi nanceira nacional, de grande 
porte, e, principalmente, possuidora de clientes tan-
to no mercado interno quanto externo.
Assume-se como premissa que se os riscos 
operacionais forem quantifi cados e controlados, 
melhores serão os resultados futuros a serem al-
cançados pelos seus respectivos gestores.
A metodologia utilizada na pesquisa será o Es-
tudo de Caso, sendo que as evidências, ou técnicas 
de coleta de dados, empregadas serão de quatro 
fontes distintas:
• Documentação: memorandos, agendas, atas 
de reuniões, relatórios escritos, documentos 
internos;
• Registros em arquivos: planilhas, tabelas, 




Este estudo está dividido em 6 seções. Após 
a introdução, é apresentada uma breve cronologia 
das normas e fatos que culminaram na gestão do 
risco operacional, versando sobre o primeiro acordo 
de capital da Basiléia, a regulamentação brasileira 
e o novo acordo de capital. Na seção seguinte, são 
fornecidas defi nições de riscos, inclusive o opera-
cional, e, em seguida, são apresentadas as pos-
síveis categorias de risco operacional. Na quarta 
seção, são descritos os estágios na gestão do risco 
operacional. As seções cinco e seis apresentam o 
objetivo central do artigo, ou seja, o estudo de caso 
e os resultados obtidos e as considerações fi nais.
2 NORMAS E FATOS PARA A 
GESTÃO DO RISCO OPERACIONAL
Em dezembro de 1974, com o intuito de 
controlar as situações adversas decorrentes das 
atividades fi nanceiras, bem como possibilitar a 
supervisão dos Bancos, os dirigentes dos Bancos 
Centrais do G-10 (Alemanha, Bélgica, Canadá, Es-
tados Unidos, França, Itália, Japão, Países Baixos, 
Reino Unido, Suécia e Suíça) criaram o Comitê de 
Supervisão Bancária da Basiléia (Basel Committee 
on Banking Supervision).
A sede do Comitê da Basiléia está localizada 
no BIS (Bank for International Settlements) que é 
uma organização internacional que visa promover 
a cooperação entre os Bancos Centrais e as insti-
tuições fi nanceiras internacionais. O BIS pode ser 
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considerado um Banco, entretanto suas operações 
como tal apenas são realizadas com Bancos Cen-
trais e instituições fi nanceiras internacionais.
O Comitê da Basiléia, mesmo não tendo auto-
ridade de supervisão supranacional formal, trabalha 
juntamente às autorizadas supervisoras locais de 
diversos países objetivando defender e difundir 
suas propostas de redução de riscos do sistema 
fi nanceiro e a estabilidade da atividade bancária 
internacional.
A primeira reunião do comitê ocorreu em fe-
vereiro de 1975, sendo que, nesse mesmo ano, 
tendo como objetivo estabelecer quais os trabalhos 
seriam desenvolvidos, o Comitê elaborou o Basle 
Concordat. Apenas em julho de 1988, foi publicado 
o primeiro Acordo da Basiléia intitulado International 
Convergence of Capital Measurement and Capital 
Standards que buscava a padronização internacio-
nal da supervisão bancária.
O Acordo da Basiléia de 1988, também cha-
mado de Primeiro Acordo da Basiléia, possuía como 
objetivo fortalecer a saúde e estabilidade do sistema 
bancário internacional, levando em consideração 
suas aplicações em Bancos de diferentes países, 
visando diminuir a desigualdade competitiva entre 
os Bancos Internacionais.
O Acordo defi niu os componentes do capital, 
uma estrutura para ponderação dos riscos dos 
ativos e o capital mínimo para suportar os riscos 
de crédito existentes nas operações bancárias. Em 
1996, o Comitê da Basiléia incorporou o risco de 
mercado nos requisitos para a defi nição do capital 
mínimo a partir do adendo intitulado Amendment to 
the Capital Accord to Incorporate Market Risks.
The Basel Capital Accord, a princípio, era vol-
tado para a exposição ao risco de crédito e não 
considerava os chamados off-balance-sheet, ou ele-
mentos fora do balanço. Parte dessa defi ciência foi 
reparada pelo Aditivo de Risco de Mercado de 1996, 
contemplando os elementos fora do balanço e adi-
cionando uma necessidade de capital mínimo para o 
risco de mercado, dentre outras disposições.
Entretanto, na década de 90, o sistema fi nan-
ceiro internacional se deparou com uma onda de 
desastres fi nanceiros, entre os quais pode-se des-
tacar o caso do Daiwa Bank (1995) e Barings Bank 
(1995) que acumularam perdas maiores de US$ 1 
bilhão decorrentes de posições não autorizadas 
exercidas por um único operador.
Emergiu-se, então, a necessidade de controle 
do grau de exposição ao risco operacional, a qual 
foi amparada pelo The New Basel Capital Accord, 
ou "Novo Acordo da Basiléia", que propõe um capi-
tal suporte para fazer face, também, a esse tipo de 
possibilidade de perda.
O Novo Acordo da Basiléia está em discussão 
desde junho de 1999, iniciando-se com os docu-
mentos da primeira consulta pública. Desde então, 
foram realizadas outras duas consultas públicas, em 
janeiro de 2001 e abril de 2003 respectivamente.
A implementação defi nitiva está prevista para 
o fi nal de 2006, momento em que será exigido das 
instituições fi nanceiras o atendimento a certos re-
quisitos mínimos de controle e gerenciamento dos 
riscos, tais como o desenvolvimento de modelos 
qualitativos capazes de identifi car, mensurar e ava-
liá-los, além de técnicas de quantifi cação adequa-
das para calcular o capital a ser alocado.
Embora o foco da nova estrutura seja, princi-
palmente, os Bancos internacionalmente ativos, os 
seus princípios básicos pretendem adequar-se à 
aplicação em Bancos com níveis variados de com-
plexidade e sofi sticação, promovendo a segurança 
e solidez do sistema fi nanceiro.
Contudo, os objetivos de segurança e solidez 
do sistema fi nanceiro não podem ser conseguidos 
somente pelo estabelecimento de necessidades 
mínimas de capital. A nova estrutura proposta pelo 
Comitê pretende fornecer incentivos às instituições 
para que aumentem suas capacidades de mensura-
ção e administração dos riscos.
O sistema fi nanceiro nacional, apesar de pos-
suir algumas particularidades, não estaria imune aos 
riscos objetos de preocupação de vários países. A 
partir dos conceitos e recomendações advindos do 
Comitê da Basiléia, tornou-se impossível ao Con-
selho Monetário Nacional (CMN) e, conseqüente-
mente, ao Banco Central do Brasil (BACEN) fi carem 
alheios às exigências do mercado internacional.
Em 17.08.94, o Conselho Monetário Nacional, 
por meio do Banco Central do Brasil, divulgou a Re-
solução CMN nº 2.099, iniciando-se, assim, o de-
senvolvimento e a implantação das recomendações 
da Basiléia no mercado interno.
Em setembro de 1998, a Resolução CMN nº 
2.554 determinou às instituições fi nanceiras e de-
mais instituições autorizadas pelo Banco Central 
a funcionar, a implantação e implementação de 
controles internos voltados para as atividades por 
elas desenvolvidas, seus sistemas de informações 
fi nanceiras, operacionais e gerenciais e o cumpri-
mento das normas legais e regulamentares a elas 
aplicáveis, demonstrando preocupação com o de-
senvolvimento de controles internos mais efi cientes 
e com o alinhamento ao documento Framework for 
International Control Systems in Banking Organiza-
tions do Comitê da Basiléia.
Vários outros documentos foram emitidos pelo 
Conselho Monetário Nacional a partir dos conceitos 
e recomendações do Comitê da Basiléia, sempre 
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buscando o gerenciamento do risco nas instituições 
fi nanceiras. Quanto ao segundo acordo da Basiléia, 
o Departamento de Supervisão Direta (Desup) tem 




De acordo com Gitman (1997, p.202) risco é 
"a possibilidade de prejuízo fi nanceiro [...] ou, mais 
formalmente, o termo risco é usado alternativamen-
te com incerteza, ao referir-se à variabilidade de 
retornos associada a um dado ativo". Esclarece, 
também, que "[...] os ativos que possuem grandes 
possibilidades de prejuízo são vistos como mais 
arriscados que aqueles com menos possibilidades 
de prejuízo."
Na defi nição acima, o risco está intrínseco ao 
conceito de retorno, o que é habitual em administra-
ção fi nanceira. Corroborando a afi rmação, Ross et 
al. (1995, p.232) elucidam que o verdadeiro risco de 
qualquer investimento é representado pela parcela 
inesperada do retorno, resultante de surpresas.
Em uma concepção primária, risco signifi ca 
"perigo ou possibilidade de perigo" (FERREIRA, 
1999, p.1772), ou, ainda, "risco é a chance de 
ocorrer um evento desfavorável" (BRIGHAM, 1999, 
p.158). Em ambas as defi nições, a idéia de risco 
está associada a certo grau de incerteza, ou seja, 
corre-se risco quando existe um desconhecimento 
de resultados futuros de algum evento, ou seja, de 
algum acontecimento ou ocorrência.
Utilizando-se das defi nições acima, o risco das 
empresas pode ser defi nido como um evento, espe-
rado ou não, que pode causar impacto no capital ou 
nos ganhos de uma instituição.
Quanto ao risco operacional, a defi nição dos 
eventos que se enquadram sob o seu âmbito ainda 
não é uniforme, em virtude, sobretudo, da amplitude 
da sua conceituação. Jorion (1997, p.16) considera 
que os riscos operacionais "referem-se às perdas 
potenciais resultantes de sistemas inadequados, 
má administração, controles defeituosos ou falha 
humana [...] também inclui fraude [...] e risco tecno-
lógico."
O Comitê da Basiléia (The new Basel capital 
accord, 2001, p.94), similarmente ao conceito de 
Jorion, defi niu risco operacional como "o risco de 
perda direta ou indireta, resultante de inadequações 
ou falhas de processos internos, pessoas e siste-
mas, ou de eventos externos."
O próprio Comitê da Basiléia, em seu docu-
mento Pillar 2: supervisory review process (2001, 
p.5-6), ao mencionar os riscos que devem ser 
apresentados pelas instituições fi nanceiras, quer 
sejam os riscos de crédito, mercado, taxa de juros, 
liquidez e operacional, deixa esse último na catego-
ria de outros riscos, contemplando, indiretamente, 
os riscos estratégicos e de reputação como riscos 
operacionais.
Segundo Deloach (2001, p.226), o risco ope-
racional é "o risco de que as operações sejam 
inefi cientes e inefi cazes para executar o modelo 
de negócios da empresa, satisfazer seus clientes 
e atender os objetivos da empresa em termos de 
qualidade, custo e desempenho temporal."
Na defi nição de Deloach, não são mencio-
nados quais seriam os fatores que motivariam a 
execução de operações inefi cientes e inefi cazes, 
tornando o conceito de risco operacional mais am-
plo, pois qualquer problema que atendesse às con-
dições estabelecidas seria considerado proveniente 
de risco operacional, independentemente se gerado 
por falhas em processo, tecnologia, pes soas etc.
Outros autores, como Lima e Lopes (1999, 
p.104), ao defi nirem risco operacional o relacionam 
a problemas ou defi ciências tecnológicas. Referidos 
autores afi rmam que:
Os riscos operacionais estão relacionados à 
capacidade dos sistemas de uma organização 
de processarem as informações de forma precisa 
e dentro de um horizonte de tempo adequado. 
Esse tipo de risco considera a capacidade física 
de processamento dos equipamentos de infor-
mática.
Corroborando a afi rmação acima, Saunders 
(2000, p.104-105) relata que "o risco operacional 
[...] pode surgir sempre que a tecnologia existente 
deixa de funcionar adequadamente, ou os sistemas 
de apoio falham."
Outra defi nição, freqüentemente, utilizada para 
o risco operacional, limitava-o às perdas que acon-
teciam nas operações ou nos centros dos proces-
sos. Contudo, esse tipo de risco operacional, melhor 
chamado de risco de operações, não contempla, de 
modo algum, todos os riscos operacionais enfrenta-
dos pelas instituições fi nanceiras. É preciso perce-
ber que algumas perdas operacionais signifi cativas 
acontecem fora das operações propriamente ditas, 
ou seja, antes, durante e depois das transações.
Os riscos operacionais podem ser classifi ca-
dos em subcategorias, o que possibilita melhor en-
tendimento de suas causas e, conseqüentemente, 
permite identifi car e monitorar os riscos de forma 
mais adequada.
Crouhy et al. (2001, p.475), utilizando-se da 
defi nição do Comitê da Basiléia, segregaram o ris-
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co operacional em duas categorias: as de natureza 
interna e as de natureza externa à organização. A 
primeira está associada à defi ciência nos controles 
internos, principalmente decorrentes de falhas em 
pessoas, tecnologia e processos. A segunda está 
associada a eventos não controláveis, mas geren-
ciáveis, como, por exemplo, o risco de escolher 
uma determinada estratégia não condizente com os 
fatores ambientais.
No entanto, não existe uma catalogação única 
para os riscos operacionais, pois as instituições 
fi nanceiras divergem entre si em suas operações, 
processos, volumes de transações, tamanho, com-
plexidade, recursos tecnológicos etc. Logo, é 
importante que cada organização desenvolva um 
dicionário de riscos que contemple todas as suas 
atividades e riscos envolvidos.
4 OS ESTÁGIOS NA GESTÃO
DO RISCO OPERACIONAL
De acordo com o estudo da Risk Management 
Association (2000, p.1-10), embora as instituições 
fi nanceiras sejam diferentes, é possível escalonar a 
estrutura de gestão do risco operacional em cinco 
estágios, a saber:
• Estágio I – Base tradicional: nesse estágio, 
não existe uma estrutura formal para tra-
tamento dos riscos operacionais. Assim, 
considerando-se que os riscos operacionais 
sempre existiram, esses são administrados 
isoladamente por seus gestores, que depen-
dem demasiadamente da auditoria interna 
para verifi cação de perdas. Além disso, exis-
te total dependência da qualidade e integri-
dade dos funcionários e acionistas.
• Estágio II – Conscientização: atingem esse 
estágio as organizações que desenvolvem 
área específi ca para gerenciamento de riscos 
operacionais, com defi nições de políticas, res-
ponsabilidade e ferramentas de apoio. As fer-
ramentas, nessa fase, normalmente incluem 
mapeamento dos processos com a identifi -
cação de riscos e formalização dos controles 
utilizados, estruturação de banco de dados 
com histórico de eventos de perdas, criação 
de indicadores de efi ciência e rentabilidade.
• Estágio III – Monitoramento: Depois de iden-
tifi car todos os riscos operacionais, é impor-
tante entender quais suas implicações para 
os negócios. O enfoque, então, torna-se o 
acompanhamento do nível atual de risco 
operacional e a efetividade das funções de 
gerenciamento. Indicadores de risco (quanti-
tativos e qualitativos) e metas ou limites, são 
estabelecidos para monitoramento. As medi-
das de exposição ao risco são consolidadas 
(por meio, por exemplo, de scorecards). Nessa 
fase, as áreas de negócios percebem a impor-
tância do gerenciamento do risco operacional 
e destinam funcionários para a analisarem e 
monitorarem os processos e atividades.
• Estágio IV – Quantifi cação: nesse estágio, a 
instituição já possui uma melhor compreen-
são da sua situação de exposição ao risco 
operacional, assim já consegue focar-se na 
quantifi cação dos riscos e predizer aconte-
cimentos futuros. Para tanto, são utilizadas 
ferramentas mais analíticas, baseadas em 
dados reais, uma vez que o banco de dados 
de evento de perda, iniciado no estágio II, 
agora tem informações sufi cientes.
• Estágio V – Integração: O valor agregado pela 
gestão do risco operacional é plenamente re-
conhecido pelas áreas de negócios, que já se 
preocupam com a integração completa da 
quantifi cação de todos os riscos da organi-
zação, não apenas os operacionais. A quan-
tifi cação, também, é aplicada na defi nição do 
planejamento estratégico e na melhoria da 
qualidade dos processos.
A segregação da gestão do risco operacional 
nessas cinco fases permite orientar as instituições 
em seu processo de desenvolvimento da gestão do 
risco operacional, conforme preconiza o Comitê da 
Basiléia.
5 ESTUDO DE CASO
Conforme descrito anteriormente, foi utilizado 
um Estudo de Caso para o desenvolvimento deste 
artigo, sendo que as evidências documentais foram 
obtidas por meio de memorandos, agendas, atas de 
reuniões, relatórios, planilhas, tabelas, lista de car-
gos e funções e sistemas de informática. Ademais, 
também foram realizadas entrevistas com alguns 
dos funcionários envolvidos na gestão do risco ope-
racional, entre esses, diretor, gerentes e analistas. 
Fez-se uso, igualmente, da técnica de observação 
direta, na qual, segundo Brandão (1985. p.11), " [...] 
pesquisadores-e-pesquisados são sujeitos de um 
mesmo trabalho comum, ainda que com situações 
e tarefas diferentes."
5.1 A Instituição Pesquisada
Na instituição, foram localizados livros e sites 
internos (intranet) sobre a história da organização 
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desde sua fundação, passando pela cultura e valo-
res sociais desenvolvidos, pelos direitos e deveres 
dos funcionários, chegando às perspectivas atuais 
e futuras.
O Banco pesquisado foi fundado em 1945, 
tendo sua origem no Banco Central de Crédito, 
depois Banco Federal de Crédito. As décadas de 
60 e 70 foram marcadas por fusões com os Bancos 
Sul Americano, da América, Aliança, Português do 
Brasil e União Comercial.
No fi nal da década de 70, iniciou sua atuação 
internacional, com a abertura de agências em Nova 
Iorque e Buenos Aires, tornando-se Banco Múltiplo 
no fi nal dos anos 80. Atualmente, tem como princi-
pais características:
• É um dos maiores Bancos privados do País, 
com patrimônio líquido de R$ 11 bilhões e 
ativos de R$ 118 bilhões;
• Com uma capitalização de mercado de R$ 
18,1 bilhões, é o Banco de maior valor em 
Bolsa no Brasil. Suas ações são negociadas 
em 3 Bolsas de Valores: São Paulo (Brasil), 
Buenos Aires (Argentina) e Nova Iorque 
(EUA);
• Atua em todos os segmentos do mer ca do 
fi nanceiro brasileiro, com ênfase no va rejo;
• Conta com estruturas comerciais especiali-
zadas para atender aos segmentos das pe-
quenas empresas, médias empresas, corpo-
rativo, clientes de alta renda e os de elevado 
patrimônio;
• Atende 9,2 milhões de clientes ativos no Bra-
sil e no exterior;
• Possui cerca de 42.000 funcionários;
• A tecnologia disponível permite que 76% das 
transações de clientes sejam efetuadas por 
meio dos canais de auto-atendimento.
5.2 Estrutura Organizacional
A estrutura organizacional é divulgada por 
meio de circular interna que é um dos documen-
tos utilizados pelo Banco para a disseminação de 
normas e procedimentos. Referida circular, além de 
ser distribuída em papel a todos os órgãos, tam-
bém está disponível para consulta no site interno 
(intranet). Todavia, para apuração da forma como a 
instituição está organizada não foi utilizado apenas 
o documento citado, mas também foi realizada ob-
servação direta para identifi cação real das áreas e 
seus relacionamentos.
Na estrutura organizacional da instituição fi nan-
ceira estudada, existem 18 (dezoito) Áreas Executi-
vas ligadas à Presidência, que, por sua vez, se repor-
ta ao Conselho de Administração. Entretanto, entre 
a Presidência Executiva e o Conselho de Administra-
ção há o Comitê de Controles Internos Holding.
Encontra-se, em cada uma das 18 (dezoito) 
Áreas Executivas, um órgão responsável pelos con-
troles internos e compliance das respectivas áreas, 
representados por "Ofi ciais de Controles Internos 
e Compliance". Ao fi nal do ano de 2003, a função 
passou a ser denominada de controles internos e 
riscos, alterando, assim, o cargo dos ofi ciais para 
"Ofi ciais de Controles Internos e Riscos".
A função de ofi cial de controles internos e 
riscos é exercida por funcionário de nível gerencial, 
que responde tanto ao principal executivo de sua 
área quanto ao Corporate Compliance, órgão que 
será detalhado posteriormente.
Trabalham, também, na estrutura dos ofi ciais, 
os sub-ofi ciais e agentes de controles internos e 
riscos, cujas funções podem ser exercidas por fun-
cionários da própria área de negócios, nesse caso 
em regime de dedicação parcial, ou por funcionário 
pertencente ao quadro de pessoal do ofi cial de con-
troles internos e riscos, dessa forma com dedicação 
exclusiva.
As principais atribuições dos ofi ciais, sub-ofi -
ciais e agentes de controles internos e riscos são:
• prospectar os riscos existentes em sua área 
exe cutiva e propor soluções de forma proativa;
• zelar pela qualidade do inventário de proces-
sos e promover a sua melhoria contínua.
A criação da função de "Ofi cial de Controles 
Internos e Riscos" tem ajudado na divulgação 
da importância do gerenciamento e controle dos 
riscos, o que pode ser comprovado com os re-
latórios de auditorias antes e após a criação do 
sistema de controles internos e riscos da orga-
nização. Porém, os funcionários acreditam que 
esses ofi ciais são responsáveis pela verifi cação 
da aderência às normas internas e externas, sen-
do que o ofício deveria ser entendido como algo 
muito mais abrangente, ou seja, responsável pela 
identifi cação, monitoração e divulgação dos ris-
cos inerentes às atividades.
Ligados, ainda, à Presidência Executiva há o 
Comitê de Ética, a Comissão de Auditoria e Acom-
panhamento de Riscos Operacionais e o Comitê de 
Controles Internos e Compliance.
O Comitê de Ética é responsável pela divulga-
ção e disseminação de padrões éticos na organiza-
ção. Além disso, realiza julgamentos de casos de 
violação do Código de Ética Corporativo.
A Comissão de Auditoria e Acompanha-
mento de Riscos Operacionais, além de defi nir a 
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forma de atuação da Auditoria Interna, também 
estabelece as diretrizes para gestão dos riscos 
operacionais e a avaliação dos resultados decor-
rentes do funcionamento dos Controles Internos 
e Compliance.
A entidade máxima de supervisão e defi nição 
de políticas gerais de controles internos é represen-
tada pelo Comitê de Controles Internos e Complian-
ce, composta por membros do Conselho de Admi-
nistração, sem função operacional ou executiva, 
com a missão principal de avaliar se os objetivos 
dos controles estão sendo alcançados.
Esquematicamente, a estrutura organizacional 
poderia ser defi nida conforme a ilustração a seguir:
O gerenciamento do risco operacional tor-
nou-se preocupação crescente no fi nal da década 
de 90, quando o sistema de controles internos foi 
ofi cialmente implantado pela Presidência Executiva, 
sendo que a divulgação aconteceu por meio de 
palestras, vídeos e correspondências recebidos por 
todos os funcionários. Todavia, o termo controle de 
risco ainda não era utilizado.
Em 2003, o Banco criou diretoria específi ca 
para o gerenciamento dos riscos, entre eles, o risco 
operacional. Contudo, a centralização ainda encon-
tra-se em fase de aprimoramento, com defi nições de 
políticas, responsabilidades e sistemas de apoio.
A diretoria responsável pelo gerenciamento dos 
riscos corporativos encontra-se na área executiva 
responsável pela Controladoria da instituição, cons-
tituída pelas atividades de gestão contábil fi nanceira 
e gerencial, gestão fi scal e societária, gestão de 
riscos, controle de mesas fi nanceiras, gestão de su-
pervisão externa e apoio às aquisições. Saliente-se 
que, conforme descrito anteriormente, ainda existe o 
órgão comum a todas as Vice-Presidências respon-
sáveis pela gestão de controles internos e riscos. 
Referida diretoria consolida os riscos corpo-
rativos, sendo responsável por defi nição de regras, 
metas e modelos para gerenciamento dos riscos de 
mercado, de crédito e operacional.
Quanto ao risco operacional, a diretoria em 
questão subdivide-se em duas Superintendências:
I. Superintendência de Riscos Corporativos. 
Responsável por:
 – modelar, mensurar e controlar a exposi-
ção aos riscos operacionais.
II. Superintendência de Coordenação de 
Controles Internos e Compliance (Corpora-
te Compliance). Responsável por:
 – Defi nir e implementar métodos e pro-
cessos para disseminação de cultura de 
controle para riscos operacionais;
Fonte: Elaborado pelos autores.
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 – Administrar banco de dados com ocor-
rências de risco operacional e fornecer 
treinamento e suporte à sua utilização;
 – Defi nir e implementar técnicas e sistemas 
para o suporte à defi nição de modelos de 
alocação de capital para risco operacional.
O diretor de gestão de riscos também é 
membro do Comitê de Riscos Operacionais, cuja 
criação é recente, sendo que sua primeira reunião 
foi realizada no ano de 2002. Participam desse 
Comitê membros da Controladoria e da Auditoria 
Interna. Além disso, conforme a ocorrência de al-
gum evento de risco operacional que afete ou que 
seja de responsabilidade de determinada área, seus 
respectivos responsáveis são convocados para par-
ticiparem do Comitê.
Entretanto, cada unidade de negócio é res-
ponsável pela administração do risco operacional 
inerente às suas atividades. Ressalte-se a existên-
cia de Comitês Setoriais de Controles Internos, nos 
quais os riscos operacionais fazem parte da pauta 
para discussão.
Importante destacar que na estrutura organi-
zacional existem ainda órgãos responsáveis pela 
prevenção à lavagem de dinheiro e fraude, o que 
possibilita mitigar os riscos operacionais.
Relevantes, também, são os planos de contin-
gências que todas as áreas devem desenvolver, em 
conjunto com seus Ofi ciais de Controles Internos e 
Riscos, para atenderem aos fatores críticos, como 
queda de energia, indisponibilidade de servidores 
de rede, greves etc.
Contudo, a criação de uma única diretoria para 
o gerenciamento dos riscos ainda não parece estar 
adequada, haja vista que sob a responsabilidade do 
Diretor de Riscos está o back offi ce da área fi nancei-
ra e, sendo esse um serviço de dimensões operacio-
nais, não pertence a sua alçada de gestão de riscos.
5.3 Cultura Organizacional
Em dezembro de 2000, a instituição publicou 
seu primeiro Código de Ética corporativo buscando 
uniformizar os padrões éticos e culturais da orga-
nização. Conforme citada anteriormente, a respon-
sabilidade pela gestão do código de ética cabe ao 
Comitê de Ética.
Para a divulgação do referido documento, 
foram distribuídos vídeos aos gerentes contendo 
a reunião de lançamento, na qual foi discutida a 
importância dos valores para a organização e a 
sociedade como um todo. Além disso, todos os 
funcionários receberam um exemplar impresso do 
Código de Ética.
Afora o Código de Ética, existem outras pa-
dronizações representadas por cartilhas, manuais 
de procedimentos e circulares internas. Parte desse 
material fi ca disponível aos funcionários por meio 
de rede interna, além de serem distribuídos a todos 
os órgãos da instituição.
Regularmente a administração central procura 
verifi car a aderência dos funcionários aos padrões 
éticos defi nidos na corporação e, para tal, realiza 
pesquisa entre todos os funcionários. Importan-
te destacar que referida pesquisa também tem o 
propósito de verifi car a aderência às normas, aos 
controles internos, à gestão de pessoal entre outros 
fatores consideráveis para o desenvolvimento da 
organização.
A primeira pesquisa sobre "Cultura de Controle 
e Ética" aconteceu no ano de 1999, com a distribui-
ção de questionários aos funcionários, que retorna-
vam suas respostas de forma anônima. Em média, o 
número obtido na organização foi 3,6, numa escala 
de 0 a 5. Em 2003, foi realizada nova pesquisa ado-
tando-se a mesma sistemática, sendo que a média 
alcançada chegou a 3,8.
Pelas pesquisas citadas, é possível visualizar 
que o desenvolvimento e a implantação do Códi-
go de Ética Corporativo, no ano de 2000, foi um 
passo importante para desenvolver a conscienti-
zação da organização na busca pelos controles 
internos.
5.4 Sistemas de Informação
Para a administração dos riscos operacionais e 
dos demais riscos existentes nas organizações ban-
cárias, os sistemas de informação utilizados são:
• Manuais de Procedimentos: instrumentos que 
têm o objetivo de padronizar a realização das 
atividades existentes na organização, sendo, 
portanto, um meio de orientação e de consulta, 
utilizado quando se necessita saber o que é e 
como deve ser feito determinado serviço;
• Dicionário de Riscos: as categorias utilizadas 
para os eventos de risco operacional são as 
sugeridas pelo Comitê da Basiléia: fraude in-
terna; fraude externa; práticas empregatícias 
e relações de trabalho; clientes, produtos e 
práticas do negócio; danos aos ativos físicos; 
execução, entrega e gestão do processo; in-
terrupção de negócios e falhas de sistemas;
• Matrizes de Riscos e Controles: elaboradas 
pelos próprios gestores e devem facilitar a 
identifi cação e avaliação dos riscos, entre 
eles, o operacional. Nelas são encontradas 
informações tais como tipos de riscos, graus 
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de impacto nos negócios, probabilidades de 
ocorrência dos riscos etc.;
• Auto-avaliações: permitem avaliar a efi ciência 
dos meios utilizados para a gestão de riscos. 
Por meio delas é possível a criação de planos 
de melhorias para os controles existentes;
• Programas de Compliance: base corporativa 
com o objetivo de avaliar a aderência das 
áreas de negócios às normas internas ou 
externas (leis, decretos, circulares, manuais 
etc.). Consiste em questionários elaborados 
a partir das normas que se quer averiguar, 
podendo ser específi co de uma área (setorial) 
ou abranger toda a organização (corporati-
vo);
• Conciliação Contábil: Os gestores dos pro-
cessos, em conjunto com os Ofi ciais de Con-
troles Internos e Riscos, têm a função de ana-
lisar a adequação da composição, evolução, 
movimentação e conciliação das posições 
contábeis dentro de sua área de negócio. 
Para auxiliar na gestão contábil, existe base 
corporativa para cadastro de pendências 
ou divergências entre saldos contábeis que 
devem ser cadastrados pelos respectivos 
responsáveis no referido sistema;
• Sistema de Cadastro de Ocorrências de 
Riscos Operacionais: sistema para cadas-
tro de falhas operacionais (implantado em 
2001), independentemente da ocorrência 
de perdas fi nanceiras. Referido sistema foi 
desenvolvido na organização com a intenção 
de atender às especifi cações do Comitê da 
Basiléia quanto à correta alocação de capital 
para riscos operacionais;
• Sistema de Quantifi cação de Perdas Opera-
cionais: sistema de quantifi cação de perdas 
operacionais desenvolvido em com plemento 
ao sistema de cadastro de ocorrências. En-
quanto o primeiro tem caráter qualitativo e 
propõe-se a melhorar os processos internos, 
o segundo tem a função de quantifi car os 
prejuízos operacionais.
Sumariando, o sistema de quantifi cação de 
perdas captura dados do sistema contábil por meio 
da identifi cação de contas que representem prejuí-
zos para a instituição, tais como: processos traba-
lhistas, cíveis, tributários, fraudes, ressarcimentos, 
multas, entre outras.
Destaque-se que, ainda, não foram identifi ca-
das todas as perdas operacionais da organização 
utilizando-se das contas contábeis existentes, tra-
balho que está em desenvolvimento. Ademais, das 
perdas identifi cadas o Banco estima que em média 
70% ainda não podem ser atribuídas à respectiva 
área de negócio. Dessa forma, efetua a distribuição 
tendo como base os critérios de rateio de custos 
adotados pela instituição.
A ilustração 2 indica de forma sintética o mo-
delo de gerenciamento de riscos e controles inter-
nos adotado pela instituição.
Fonte: Elaborada pelos autores.
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Os sistemas de produtos, tais como leasing, 
crédito imobiliário, empréstimo pessoal etc., enviam 
as informações contábeis provenientes de suas 
transações ao sistema contábil, que, por sua vez, 
repassa ao "Sistema de Quantifi cação de Perdas 
– SQP" o valor monetário das operações que gera-
ram eventos de prejuízos.
Por outro lado, o SQP, também, recebe infor-
mações do "Sistema de Cadastro de Ocorrências – 
SCO", todavia por serem essas predominantemente 
qualitativas, representadas, por exemplo, por risco 
de imagem, que é de difícil mensuração, a captura 
dos dados ainda encontra-se em desenvolvimento 
no sistema.
Ressalte-se que tanto o SCO quanto os de-
mais sistemas de controles internos, representados 
na ilustração 2, geram planos de ação voltados para 
a melhoria de processos que, conseqüentemente, 
podem diminuir a probabilidade de ocorrência de 
um evento de perda de risco operacional.
Por fi m, as perdas capturadas no SQP são ar-
mazenadas numa base histórica (DW) para análises 
estatísticas e determinação do capital a ser alocado 
para suportar os riscos operacionais.
5.5 Identifi cação e Análise
dos Riscos Operacionais
A instituição mostra-se preocupada em admi-
nistrar seus riscos operacionais não apenas para 
ajustar-se ao Acordo de Capital de Basiléia, ou, fu-
turamente, às exigências do Banco Central do Bra-
sil, mas também como técnica para a conquista de 
melhores posições no mercado fi nanceiro, aprovei-
tando-se da compreensão de sua situação de risco, 
o que pôde ser comprovado tanto pelas ações que 
vêm sendo desenvolvidas quanto pelas entrevistas 
realizadas com os gestores responsáveis.
A Superintendência de Riscos Corporativos é o 
órgão responsável pela quantifi cação e análise das 
perdas operacionais, assim como pelas previsões 
de alocação de capital para esse risco. Os resul-
tados obtidos, também, são discutidos e avaliados 
pela alta administração.
De forma genérica, o modelo de alocação de 
capital empregado para risco operacional pode ser 
visualizado na ilustração 3.
Fonte: Elaborada pelos autores.













   A coleta de dados é realizada tanto no sistema 
contábil quanto no sistema de cadastro de ocorrên-
cias, embora esse último seja utilizado em menor 
escala. A partir das informações existentes na base 
histórica, inicia-se o processo de análise dos riscos 
operacionais, tendo como primeiro estágio a segrega-
ção dos eventos em categorias de riscos (fraude inter-
na, fraude externa, práticas empregatícias e relações 
de trabalho, clientes, produtos e práticas do negócio, 
danos aos ativos físicos, entrega e gestão do proces-
so, interrupção de negócios e falhas de sistemas).
Tendo como base os valores capturados pelo 
sistema de quantifi cação de perdas operacionais, 
são desenvolvidas curvas de freqüência e curvas de 
severidade para as ocorrências, caracterizando-se, 
assim, o uso do método de Distribuição de Perdas.
Os dados históricos utilizados nas inferências 
iniciam-se no ano de 2000, com exceção das per-
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das trabalhistas para as quais estão sendo empre-
gados valores a partir do ano de 1998.
Entretanto, o Banco não está utilizando, ape-
nas, os dados históricos para cálculo do capital a 
ser alocado. Também tem utilizado o método de Si-
mulação de Monte Carlo considerando como 10.000 
um bom número para repetições.
Conforme demonstrado, a quantifi cação dos 
riscos operacionais está em desenvolvimento e os 
métodos mais avançados de alocação de capital 
estão sendo priorizados, o que é perfeitamente na-
tural dado o porte da instituição. Saliente-se, con-
tudo, que os responsáveis pela análise dos riscos 
operacionais corporativos são em pequeno número, 
perfazendo, apenas, um total de 4 pessoas para um 
montante aproximado de 40.000 funcionários.
5.6 Estágio de Desenvolvimento
na Gestão do Risco Operacional
Conforme demonstrado anteriormente, na es-
trutura desenvolvida pela Risk Management Asso-
ciation (2000, p. 1-10) existem cinco estágios de 
desenvolvimento na gestão do risco operacional, 
sendo que as instituições avançam de fase à medi-
da que desenvolvem e concluem algumas ativida-
des fundamentais.
Utilizando-se da estrutura acima citada e das 
evidências obtidas por meio de documentos e pela 
técnica de observação direta, o quadro 1 sintetiza o 
estágio de desenvolvimento das principais ativida-
des relacionadas ao gerenciamento do risco opera-
cional na instituição fi nanceira pesquisada.
ITEM ATIVIDADE  SITUAÇÃO
  Concluído Em desenvolvimento A iniciar
 BASE TRADICIONAL   
01 Criação de área voltada para Controles Internos. X  
02 Independência da auditoria interna na prospecção de riscos. X  
03 Programas para mitigação dos riscos. X  
04 Programas de incentivo de qualidade e cultura organizacional. X  
 CONSCIENTIZAÇÃO   
05 Estrutura de governança corporativa. X  
06 Existência de Diretor de risco operacional. X  
07 Defi nições de políticas de risco operacional.  X 
08 Início do inventário de perdas operacionais. X  
09 Adoção de ferramentas de identifi cação de riscos.  X 
 MONITORAMENTO   
10 Defi nição das estratégias e objetivos de gestão do risco operacional.  X 
11 Defi nição dos indicadores de riscos.  X 
12 Implantação de programas de treinamento.  X 
 QUANTIFICAÇÃO   
13 Defi nição de objetivos quantitativos.   X
14 Existência de comitê de risco operacional atuante.  X 
15 Adoção de modelos de mensuração.   X
16 Abrangente banco de dados históricos.   X
 INTEGRAÇÃO   
17 Análise de risco interdepartamental.   X
18 Alocação de capital para risco operacional.   X
19 Correlação entre os indicadores e perdas.   X
20 Retorno ajustado ao risco.   X
Fonte: Elaborado pelos autores.
Quadro 1 – Estágios da gestão do risco operacional
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É importante destacar que as atividades consi-
deradas como concluídas (1, 2, 3, 4, 5, 6 e 8) estão 
em constante aprimoramento, haja vista a dinâmi-
ca do mercado e a necessidade de adaptações e 
aperfeiçoamentos ao longo do tempo, não sendo, 
portanto, um processo estático.
Por outro lado, a atividade 12 (doze) foi classi-
fi cada como "em desenvolvimento" muito embora 
sempre existiram programas de treinamento na or-
ganização. Contudo, treinamentos voltados especi-
fi camente para riscos operacionais ainda não foram 
executados, estando em planejamento.
A atividade 14 (quatorze), também, requer 
atenção especial, uma vez que a instituição já conta 
com a existência de um "Comitê de Risco Opera-
cional", mas que ainda não pode ser considerado 
atuante, mesmo porque decisões que envolvam in-
teresses de áreas executivas distintas acabam não 
sendo da alçada desse comitê.
Em síntese, é possível inferir que a instituição 
fi nanceira pesquisada está em transição do estágio 
II (Conscientização) para o estágio III (Monitoramen-
to), basicamente estruturando banco de dados com 
histórico de eventos de perdas, criação de indica-
dores de efi ciência e rentabilidade para cada área 
de negócio.
Tendo em vista que o Banco objeto de estudo 
está entre os 4 (quatro) maiores bancos nacionais, 
que, além disso, conta com participação no mercado 
externo, pode-se inferir, por conseguinte, que seu 
estágio de desenvolvimento quanto ao gerencia-
mento do risco operacional é aplicável às demais 
instituições fi nanceira, sendo esse o nível máximo de 
gerenciamento atualmente encontrado no Brasil.
6 CONSIDERAÇÕES FINAIS
As instituições fi nanceiras têm se especia-
lizado na gestão dos seus riscos, tanto porque 
atuam em um ambiente instável, com variáveis 
que apresentam grande volatilidade, ou porque, 
conseqüentemente, os órgãos reguladores estão 
impondo padrões mínimos de identifi cação, medi-
ção e controle.
Os riscos operacionais ainda são pouco anali-
sados, acompanhados e controlados pelas institui-
ções fi nanceiras, mesmo internacionalmente, estan-
do em seus primórdios no que tange à identifi cação, 
à avaliação, ao registro e ao controle, comparativa-
mente aos riscos de crédito e mercado.
Dessa forma, este artigo teve como objetivo 
analisar a avaliação e gerenciamento do risco ope-
racional em instituição fi nanceira de grande porte, 
devido à sua relevância para o mercado fi nanceiro 
mundial.
Procurou-se verifi car como está sendo realiza-
da a gestão do risco operacional, ou seja, como a 
instituição fi nanceira está quantifi cando e analisan-
do suas perdas, e se existe preocupação com sua 
administração. Além disso, foi objeto do presente 
estudo de caso avaliar o estágio de desenvolvimen-
to do referido Banco quanto às normas emanadas 
do Novo Acordo de Capital da Basiléia (Basiléia II).
Por meio das informações levantadas durante 
a pesquisa é possível inferir que o desenvolvimento 
de técnicas e processos para gerenciamento do 
risco operacional iniciou-se ao fi nal da década de 
90, momento em que a instituição, entre outras ini-
ciativas, criou órgãos voltados para a administração 
de controles internos e riscos, desenvolveu progra-
mas de incentivo à cultura organizacional, defi niu a 
criação de uma diretoria para controle dos riscos 
(entre eles o operacional), deu início ao inventário de 
perdas operacionais.
Embora o modelo para quantifi cação das per-
das operacionais ainda não tenha sido defi nido, 
tudo indica que a instituição fi nanceira pretende 
utilizar seus próprios métodos para cálculo de per-
das internas, o que, conseqüentemente, exigirá pa-
drões quantitativos e qualitativos para assegurar a 
integridade do método de mensuração, qualidade 
dos dados, e a adequação do ambiente de controle 
interno.
A organização encontra-se estruturando seu 
banco de dados com histórico das perdas internas, 
está aprimorando seus indicadores de efi ciência e 
rentabilidade, implementando ferramentas para 
identifi cação dos riscos, demonstrando, assim, 
que está preocupada não só com as exigências 
dos organismos reguladores nacionais e inter-
nacionais, mas também com a melhoria de seus 
processos.
Os resultados da pesquisa realizada sugerem 
que a instituição fi nanceira encontra-se em estágio 
intermediário quanto ao desenvolvimento de gestão 
do risco operacional. Observa-se, entretanto, que 
esse assunto, ainda, se encontra em estágio inicial 
não só no Brasil, mas internacionalmente.
Vale lembrar que, apesar de tradicionalmente 
as organizações já gerenciarem, ao menos em par-
te, o risco operacional por meio dos procedimentos 
de controles internos, o despertar para a amplitude 
dos seus potenciais impactos foi acelerado pelos 
desastres fi nanceiros ocorridos nos últimos anos, 
redirecionando a atenção das autoridades de fi s-
calização bancária na manutenção da segurança e 
solidez do sistema fi nanceiro.
Contudo, o gerenciamento do risco opera-
cional depara-se com inúmeras difi culdades, entre 
elas, a diversidade de eventos que poderiam se 
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enquadrar numa situação de exposição a tal risco, 
assim como questões acerca da sua quantifi cação.
Por fi m, cabe destacar que tal resultado pode 
não refl etir o grau de desenvolvimento da gestão de 
risco operacional em grande parte das instituições 
fi nanceiras brasileiras, sendo o desenvolvimento 
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