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As the techniques for the applications of the personalized services are being devel-
oped, the user’s interest of privacy-protection becomes higher. However, the prob-
lems for the privacy-protection can not be solved, if it is only concerned from the
systematic point of view, but also needed to be concerned from some non-systematic
point of view, like, socially, legally, etc.
Therefore, I prepared 9 points of contention as the problems to concern about
privacy-protection. Then, by considering these 9 contentions, I propose the frame-
work which evaluate the system which implement to protect the privacy.
In addition to that, I evaluate my own system, called Panates (Privacy protEctioN
Architecture for contexTaware EnvironmentS) which makes it possible, the user
control own personal information, and the transaction of personal information be
seamless, based on that framework, and examine what is missing this Penates to be














































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































　 男性 女性 計
１０代 ４ １２ １６
2０代 １４ １８ ３２
3０代 ２ １４ １６
4０代 ０ ６ ６
5０代 １０ １２ ２２















































































































































































































































































































































上述した項目に関しては，アメリカの消費者団体The Pew Internet and American
Life Projectや，Consumer WebWatchが，アメリカにおける人のインターネットへ









































































































































































































































































































































































































































































































































































































































































































































































































Penates 問題提起 非技術的対策 完成度












































































































































































































































































































































なお，ここに記述されているものは，近年の提言書 [10] [11] [12]からの抜粋であり，
本論文に関係していると筆者が判断した部分のみを抽出したものなので，詳細は提言




















































































































































































































































































































































































































































































































































































































































これに関する詳細はA Matter of Trust: What Users Want From Web Sites [25]を
参照頂きたい．











































さらに詳細を知りたい場合は，Trust and privacy online: Why Americans want to
















































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































Privacy by Design -Principles of Privacy-Aware Ubiquitous Systems-
In proceedings of the third conference on Ubiquitous Computing (Ubicomp’01),
September, 2001
[2] Marc Langheinrich
A Privacy Awareness System for Ubiquitous Computing Environments
In proceedings of the third conference on Ubiquitous Computing (Ubicomp’02),
September, 2002
[3] 山邉 哲生, 藤波 香織, 正寺 朋子, 中村 暢芳, 中島 達夫（早稲田大）
PENATES:コンテクストアウェアな環境下でのプライバシ制御のためのアーキテ
クチャ






















[10] Global Business Dialogue on Electronic Commerce 2001 提言書
http://www.gbde.org/recommendations.html
Tokyo Conference 2001
[11] Global Business Dialogue on Electronic Commerce 2002 提言書
http://www.gbde.org/recommendations.html
Brussels Conference 2002
[12] Global Business Dialogue on Electronic Commerce 2003 提言書
http://www.gbde.org/recommendations.html







[15] U.S. Copyright Office
The Digital Millennium Copyright Act of 1998
-U.S Copyright Office Summary- December 1998
[16] 原案作成団体：財団法人日本規格協会

























[25] Susannah Fox, Director of Research
Trust and privacy online :
Why Americans want to rewrite the rules
The Pew Internet and American Life Project 2000
[26] Princeton Survey Research Associates
A Matter of Trust :
What Users Want From Web Sites
Consumer WebWatch Transparency Survey 2002
[27] 山岸俊男
安心社会から信頼社会へ
http://www.asahi-net.or.jp/ eh6k-ymgs/book/shakaishiso/
tosho-y/anshin-shinrai.htm
[28] 高谷邦彦
http://www.wakhok.ac.jp/ saitoh/literacy-9
2002年
131
