Although Mexico is considered one of the most important emerging markets in global business, there is little knowledge about the adoption of internet banking in Mexico. Thus, the purpose of this study is to examine the factors underlying the adoption characteristics of internet (online) banking by Mexican consumers, which will benefit both academics and financial institutions. The paper uses both qualitative and quantitative approaches for research methodology. The qualitative method is used to gain insight into how consumers value online banking by interviewing both adopters and non-adopters of internet banking (hereafter IB). Then, a questionnaire is developed to include thirty-nine questions. The paper utilizes Factor Analysis to identify the characteristics of the adoption and the Analysis of Variance (ANOVA) to examine the differences between adopters and non-adopters' attitudes toward some attributes of the adoption. The results from Factor Analysis suggest eight characteristics of the adoption, namely difficulty, trust, compatibility, third party concerns, human contact, social influence, security, and computer proficiency. Analysis of Variance shows that adopters and non-adopters differed on their attitudes toward four attributes of the adoption: difficulty, trust, compatibility and human contact. Comparing the attitudes of adopters and non-adopters with the issues of security and third party concerns, the study found no significant differences. An interesting finding was that human or physical contact was considered important for non-adopters, showing the weakness of online banking. A discussion of the results and the implications for bank managers were included in the study.
banking adoption. Cooper (1997) also found the risk played an important role from a consumer opinion perspective in the adoption of innovation. White and Nteli (2004) studied IB in the U.K. and the results illustrate that the security of a bank's website was seen to be significantly more important than the other attributes, and that security was still the number one issue in consumers' minds when considering IB. Many other studies have identified risk and security as important attributes for the adoption of technological innovation (e.g. O´Connell, 1996; Daniel, 1999; Polasik and Wisniewski, 2009) . Reference groups or social influence are often found to affect consumer behavior (Fishbein and Ajzen, 1975; Bagozzi, 2000) . Social influence is also an important attribute that affects the adoption of innovation. Rogers (1983) stated that all innovation carries some degree of uncertainty for individuals, who are typically unsure of new innovation's result and thus feels a need for social reinforcement their attitude toward the new idea. Individuals want to know that their ideas are on the same track as that of their peers. Karjaluoto et al., (2002) suggest that reference groups strongly affected attitude and behavior toward online banking.
Methodology
There were two phases of the research method used in this study qualitative and quantitative.
Phase 1: Qualitative Method
The qualitative method was used to gain insight into how consumers value online banking by interviewing both adopters and non-adopters of IB. This approach allowed us to understand the perception of consumers toward IB, and also it helped to identify some latent variables which might affect the adoption of IB. This method also helps identify possible factors not captured by previous studies. The same method was used for non-adopters. 3.1.1 Opinions of adopters Because the research interest focused on working people who were more likely to adopt online banking, all of the adopters interviewed for this study were employed. Three different groups provided similar responses in reference to perceptions about online banking. The most common comment made by adopters was on the basis of compatibility as expressed by the following comments; "Internet banking is compatible with my lifestyle"; "Using Internet banking fits into my working style"; "I liked innovation and I was satisfied with Internet banking"; and "Internet banking enables transactions to be conducted at home". Other comments made by adopters about using online banking involved practicality and ease of use. Some online banking adopters said "Internet banking was an easy way to conduct banking transactions"; "Using internet banking was practical and was not complicated at all"; "I could perform my bank transactions on the web easily"; and "The web page was easy for me to do the transactions." Additional comments from adopters were about the convenience and the benefits of using online banking; "It was fast and comfortable to do transactions online"; "It saved my time because I did not need to go to the bank"; "It was convenient and cheap for me to do transactions at home"; "I could check my bank account any time I wanted online"; and "Online banking was open 24 hours a day and it was convenient for me." However, interviews showed that online banking still has many weaknesses from the users' point of view. Most adopters interviewed were still concerned with the online banking process which they were using. They were primarily concerned about the ability of third parties to gain access to their information. The following comments demonstrate this concern; "A third-party may be able to access my financial details on the internet"; "My financial data might be passed on to other companies in the bank group"; and "I was afraid that hackers may be able to gain access to my accounts". Other comments were "I am worried about the security of an internet bank"; "PINs obtained by fraud might allow access to my internet account"; "I believed that Internet banking was still not quite secure but I used it anyway"; and "I was worried about the security of an internet bank". 3.1.2 Opinions of non-adopters The greatest concern expressed by most non-adopters was security. Many non-adopters commented on this; "Online banking was not secure"; "Because of the security issue, I would not use online banking"; "Matters of security had an influence on my decision to use internet bank"; "I was worried about the security of an internet bank"; "Doing transactions at the bank was more secure"; and "I preferred to do transactions at the bank because it was more safe than to do transactions online". Most of the non-adopters interviewed mentioned trust and most of the non-adopters decided not to use online services because of the trust issue. The following were comments made by non-adopters; "I did not trust the ability of the bank to protect my privacy"; "I did not trust the technology used at the bank for its online service"; "My friend who used the online banking still did not trust the technology of the bank"; and "I did not trust online banking and there was no need to use it". Another issue for non-adopters was difficulty. Although most non-adopters already had experience using computers and the internet, they felt that using online banking was difficult. The following were comments about this issue; "Internet banking web pages were confusing"; "Using Internet banking was difficult to understand"; Internet banking transactions involved complex procedures"; I found that internet banking was a difficult way to conduct banking transactions"; "For me, it was complicated to use online banking"; "I felt that using online banking was difficult because I had to key in excessive information such as a password anytime when I wanted to use it"; and "Using online banking requires many efforts". Most of the non-adopters mentioned the security issue. They were also concerned about third-party intrusions. Like adopters, non-adopters made similar comments related to the issue of security and third-party concerns. The following were their comments; "I felt that using online banking was not safe"; "I was afraid that someone might access my bank accounts"; "Because of the security issue, I did not use online banking"; "It was dangerous to use online banking because someone could access to your bank account"; "I was worried about the security of internet banking"; and "My financial data might be passed to other companies". Another issue mentioned by the non-adopters was the physical contact. Some non-adopters commented that human contact should be a norm for the service at a bank, and online banking lacked this element. These were the comments. "Face to face interaction was important for bank services"; "I preferred to go to the bank because I could meet the staff"; "I preferred to do transactions at the bank myself"; "Online banking did not offer personal help when I needed it".
Phase 2: Quantitative Method
Questions were developed based on the focus groups from the qualitative phase. Some questions also were derived from previous studies in the literature review process. The interviews and prior studies suggested forty six questions. However, the number of the questions was reduced because some questions were not relevant to the local environment. The pilot test of the questionnaire was used to identify any possible errors and was used to ensure validity. Comments and suggestions from the respondents were recorded and the corrections were made at the final stage. The final questionnaire included thirty-nine questions. The sample group included only working people who were more likely to use online banking. Employed individuals were also a target segment for online banking. The questionnaires were sent to these people who were working in organizations such as universities and offices. A non probability method was used, thus the survey was conducted on the convenience of the base sample. Although this method does not make this study representative of all online users in Mexico, the sample units, working people, are nevertheless a population of research interest. About eight hundred questionnaires were sent to the target sample and 395 questionnaires were returned. Thus, the response rate was 49.38 per cent. Table 1 provides the profile of the respondents and their internet uses. 3.2.1 Factor Analysis Reliability was assessed to ensure the degree of consistency among measurements of the variables. Using Cronbach's alpha, the study found the reliability of all thirty-nine variables was .76. To assess the overall significance of the correlation matrix, the Bartlett's test of sphericity was measured. The Bartlett test shows that nonzero correlations existed at the significance level of .000. The Kaiser-Meyer-Olkin (KMO) was measured for the sampling adequacy (MSA). The result demonstrates that the set of variables collectively met the necessary threshold of sampling adequacy with an MSA value of .863. Thus, the set of variables met the fundamental requirements for factor analysis. To identify the adoption characteristics, the study used factor analysis with varimax rotation as an extraction method. Although the factor loadings of .30 could be considered for the factor due to the large sample size, this study considered .60 as a cut-off point (see Hair et.al, 1998) . From this procedure, eight factors with eigenvalue greater than 1 were identified ( Table 2 ). The identified factors represented 56.15 per cent of the variance of the variables. The first factor, difficulty, consisted of eight variables with eigenvalue 8.26 (alpha = 0.88). The acceptable value of Cronbach's alpha can vary between 0.5 and 0.95 depending on the type of research (Peterson 1994) . The second factor, trust, was loaded with three variables with eigenvalue 3.67 (alpha = 0.87). The third factor, compatibility, contained five variables with eigenvalue 2.44 (alpha = 0.79). The fourth factor, third party concerns, was loaded with four variables with eigenvalue 1.94 (alpha = 0.74). The fifth factor, human contact, contained two variables with eigenvalue 1.70 (alpha = 0.74). The sixth factor labeled as social influence referring to the reference group was loaded with three variables with eigenvalue 1.46 (alpha = 0.74). The seventh factor referred to security and was loaded with two variables with eigenvalue 1.40 (alpha = 0.54). The last factor labeled as PC skills consisted of two variables with eigenvalue 1.07 (alpha = 0.54). The first factor, difficulty, explained most of the total variance (21.18 per cent).
Internal Consistency
In the next step, an internal consistency evaluation was performed by measuring the item-to-total correlation (the correlation of the item to the summated scale score). Inter-item correlations within each summated scale score (the correlations among items) were also measured. The rule of thumb was that the scale was considered reliable when the internal consistency for the item-to-total correlation was above .50 and the inter-item correlation was above .30 (see Hair et al., 1998) . All the correlations of the items to the summated scale scores were above .50 (at the .01 level) and all the inter-item correlations within each summated score were above .30 (at the .01 level).
Thus, the items used for each construct met the requirements of reliability.
Development of Hypotheses
Previous research indicates the mixed results of the relationship between online banking and the characteristics of adoption. Many studies show that in general ease of use (Moutinho and Smith, 2000; Mattila et al., 2003; Wang et al., 2003) , compatibility (Gurau, 2002) , trust (Rotchanakitumnuai and Speece, 2003) , reference group influence (Karjaluoto et al., 2002) and computer experience (Wang et al., 2003) had positive relationships with the adoption of online banking. Also, some studies found that security (Liao and Cheung, 2002; Rotchanakitumnuai and Speece, 2003) , third-party concerns, and human contact (Gurau, 2002; Mattila et al., 2003) were negatively related to the adoption of online banking. Using Gerrard and Cunningham (2003) as a guide, the following hypotheses were formulated to test for the study. H1: Adopters and non-adopters differed on the basis of their opinions about IB. As compared to non-adopters, adopters rated IB as being more trustworthy (H1a), more compatible (H1b), more in line with their reference group influence such as peers and co-workers, (H1c), and requiring a high-level of PC skills (H1d). H2: As compared to non-adopters, adopters rated IB as being less difficult (H2a), they are less concerned about third-party issues (H2b), require less human or physical contact (H2c), and are less concerned about security (H2d).
Results
To test the hypotheses, an analysis of variance (ANOVA) was used to compare the means of the eight factors (difficulty, trust, compatibility, third-party concerns, human contact, reference group influence, security and PC skills) of characteristics of the adoption of online banking. The means and standard deviations of these factors are presented in Table 3 .
Hypotheses Testing
The ANOVA results show that there were significant differences at the .01 level on four factors: difficulty, trust, compatibility and human contact (Table 4) . On the difficulty attribute, the result shows that adopters had a lower mean compared to that of the non-adopters, suggesting that adopters believed that using online banking was not difficult. As compared to non-adopters, adopters rated higher scores on the factors of trust and compatibility. However, non-adopters perceived that human contact was a very important element for banking services. Thus, these results supported hypotheses 1a, 2a, 1b, and 2c. The results establish that there were no significant differences on four factors (third-party concerns, reference groups, security, and PC skills). In summary, adopters and non-adopters had similar perceptions about these four attributes. Thus, hypotheses 1c, 1d, 2b, and 2d were not supported. Table 5 shows the statistical t-test for each variable and Table 6 summarizes the hypotheses testing.
Discussion
This study examined the characteristics of the adoption of online banking of Mexican consumers. The study shows that eight factors defined these characteristics: Difficulty, trust, compatibility, third-party concerns, human contact, reference group influence, security and PC skills. Of these eight factors, the results show statistically significant differences on the adoption between adopters and non-adopters on four factors (difficulty, trust, compatibility and human contact). We elaborate on these results below.
Difficulty
Ease of use is an influential factor for the adoption of online banking. This factor has been identified by many studies. Moutinho and Smith (2000) and Wang et al., (2003) found evidence that perceived ease of use had a significant impact on the intention to adopt online banking. Mattila et al., (2003) examined the perception of mature consumers in Finland and reported that these consumers' perception of the difficulty of using online banking was the main barrier. This study found that difficulty was the most important attribute for the adoption of online banking in Mexico. Adopters found that using online banking was neither difficult nor complicated. This makes sense because in general we found online banking adopters to be innovative consumers and to be risk takers. Adopters are eager to learn about new products. Since they have learned about new products, they are familiar with them, eliminating the difficulty of using the innovations. This study shows that non-adopters rated online banking as difficult, complicated and confusing. As compared to adopters, non-adopters are not innovative consumers, and they usually do not buy new products at the introduction stage of the product life cycle. Because IB is still considered new for the majority of consumers in Mexico, it may take time for non-adopters to familiarize themselves with this new product and to adopt online banking. Also, the study found that non-adopters felt that IB transactions involved complex procedures. This perception may reduce the chance for non-adopters to adopt online banking.
Trust
Trust is considered an important aspect for the adoption of online banking because it can increase the rate of adoption. Rotchanakitumnuai and Speece (2003) used the qualitative approach to examine Thai corporate consumers and their study reported that non-adopters did not trust the financial transactions made via internet channels. They also found that non-adopters tended to have a negative attitude toward online adoption. The results of this study identified trust as the second characteristic for the adoption of online banking in Mexico. Adopters trusted both the ability of the banks to protect their privacy and the technology the banks were using. Non-adopters perceived online banking as risky. They did not trust the technology the banks were using and non-adopters did not believe that the banks could protect their privacy when they used the online service.
Compatibility
Online banking provides many advantages to both individual consumers and corporate consumers. Some advantages identified by Gurau's study (2002) were the reduced costs in accessing and using the banking services and the increased comfort and time-savings. This study shows that compatibility was also an important attribute for the adoption of online banking. The study indicated that adopters preferred innovation and felt that using e-banking was compatible with their life style. Convenience, twenty four hour availability of IB, and ease of conducting transactions at home were important benefits for IB mentioned by adopters. Although this study shows that adopters and non-adopters perceived the compatibility issue differently, non-adopters agreed that e-banking could be compatible with their lifestyle. Non-adopters realized that e-banking could provide them with many benefits.
Third Party Concerns
The fourth characteristic found in this study was third party concerns. Although adopters have been using online services, they were still concerned about e-banking. Adopters were afraid that other people might be able to access their bank accounts or to track their bank usage. Adopters also were worried that their financial transactions might be passed to other companies in the bank's group. In addition, adopters and non-adopters showed no difference on their perceptions toward the issue of third party concerns.
Human Contact
In general, human or physical contact is a major element of any service business. There is a contrast between adopters and non-adopters on this factor. It makes sense that customers who use the online service were more likely to require less or no physical interaction with the bank. This has been evidenced from a previous study (Gurau, 2002) . On the other hand, the lack of human contact or personal service in e-banking was the main barrier for online adoption (Mattila et al., 2003) . Bank customers who need face to face interaction are more likely not to adopt online banking. Thus, the absence of this element will discourage bank customers from adopting IB. Adopters and non-adopters differ on this basis. Our study shows that non-adopters considered human or personal contact one of the most important attributes. This could be considered a limitation or weakness of online banking from the non-adopters' point of view.
Reference Group Influence
Literature on consumer behavior suggests that reference groups affect consumer behavior. Karjaluoto et al. (2002) explored the effect of different factors affecting attitude formation toward IB in Finland. Their study identified reference group influence as one of the factors, showing that a bank's personnel and reference group influenced online banking behavior. We found the same result. All variables on this factor had a high factor loading above .70. However, the study shows that there was no significant difference on the perception toward reference group influence between adopters and non-adopters. Among reference groups, colleagues and peers produced the highest impact on the adoption of online banking.
Security
The intention of usage of IB can be affected by users' perceptions of credibility regarding security concerns. Previous studies suggested that security concerns affected the adoption of online banking (Liao and Cheung, 2002) . Rotchanakitumnuai and Speece (2003) used the qualitative approach to examine Thai corporate consumers and their study reported that security was the main barrier to the adoption of e-banking. Studying the adoption of IB of Australian consumers, Sathye (1999) identified security concerns as the main obstacle to non-adoption. This study provided the same result as the previous studies. An interesting finding of this study was that adopters were still concerned about the security issue although they had already used the online service. We found that adopters and non-adopters did not differ in their attitudes toward security.
PC Proficiency
Previous studies confirmed that computer self-efficacy played a critical role in understanding individual responses to information technology (Agarwal et al., 2000; Johnson and Marakas, 2000; Chau, 2001; Hong et al., 2001) . Wang et al., (2003) extend the technology acceptance model (TAM) to understand the intention of people to adopt IB. Their study indicated that the individual differences in computer self-efficacy produced significantly positive effects on the behavioral intention to adopt IB through perceived usefulness and ease of use. Gerrard and Cunningham (2003) studied the characteristics of online banking in Singapore and found that computer experience or computer proficiency was an influential factor for adoption. This study shows that both adopters and non-adopters agreed that a lack of computer skills discouraged IB usage.
Conclusions and Implications
This study provides many benefits to bank managers. There are many issues that bank managers should consider for their customers who already have online accounts. The study shows that these online customers were still worried about the following issues: Trust, third-party concerns, and security. Banks should be aware of these issues because customers may stop using the banks' online services if they feel insecure about using IB. Communication will be the key to solving these problems. Banks may need to communicate with their customers and convince them that using online banking is safe and secure. Banks need to build their customers confidence about the technology the banks use for the online service. Media such as brochures or newsletters from the banks may be used to communicate with their customers. The banks' websites also help to inform their customers about online security. Banks could also use websites to alert their customers about any fraud that may happen in the future. Non-adopters are potential customers for online banking. Bank managers need to do strategic marketing planning as to how to capture this segment. Our study shows that non-adopters felt that ease of use or the difficulty of using online banking was a significant problem for them. Non-adopters felt that using IB was complicated, difficult to understand, and not easy. Banks should consider training and education programs that will help customers overcome the difficulty of using online banking. Banks should employ training and promotional approaches to develop the customers' beliefs in the usefulness and ease of the system, which in turn will influence the behavioral intention to adopt IB services. A limited trial period for online banking may be offered to these potential customers. Another issue raised by the non-adopters was about the bank's webpage. These nonusers mentioned that the webpage was confusing and that it was difficult for them to conduct transactions online. A customer-focused approach is needed for adapting the website to the skills of users. Appropriate training of the bank personnel and intensive educational programs about online banking may be provided to the non-adopters. Banks can also demonstrate how to use its website online to its potential customers. Also, banks need to focus on the design of their web page to insure that the web page is uncomplicated, and friendly or easy to use. Trust, security and third-party concerns were important attributes from the perception of non-adopters. In this case, banks need to build confidence about e-banking. The objective of the bank on the security and trust issues must be clear and a first-priority. The bank must inform its customers about its security policy through all available media such as its website, brochures or newsletters.
Future Research
Although this study identified the adoption characteristics of online banking for adopters and non-adopters in Mexico, the sample used for the study was from a specific geographic area of Mexico. Thus, generalization of this study, to some extent, is limited. Whether the adoption characteristics of online banking identified from this study will be a norm for those in other parts of the country is an interesting avenue for future research. This study did not fully investigate the issue of demographics of adopters and non-adopters. Whether the demographics of the online users will play an important role in the adoption of online banking is interesting. Also, knowing the demographics of both adopters and non-adopters in Mexico will benefit the financial institutions. Banks can use the demographic data to identify a target segment for their prospective online users. An interesting finding was that security was still an important factor perceived by both adopters and non-adopters. We found that their perceptions toward the issue of security were about the same. Qualitative methods such as focus groups and intensive interviews should be used in future research to learn more about the Mexican consumer perceptions toward the issue of security. 
Hypothesis Results

H1a
: As compared to non-adopters, adopters rated IB as being more trust. Supported H1b: As compared to non-adopters, adopters rated IB as being more compatible. Supported H1c: As compared to non-adopters, adopters rated IB as being more influenced from reference
Not Supported
H1d: As compared to non-adopters, adopters rated IB as requiring a higher level of PC proficiency.
H2a: As compared to non-adopters, adopters rated IB as being less difficulty. Supported H2b: As compared to non-adopters, adopters rated IB as being less concerned about third party.
H2c: As compared to non-adopters, adopters rated IB as requiring less human or physical contact.
Supported
H2d: As compared to non-adopters, adopters rated IB as being less concerned about security.
Not Supported
