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Cukuplah allah menjadi penolong kami dan allah sebaik-baiknya 
pelindung. 
        (Qs. Ali imran: 173) 
Jangan melihat masa lampau dengan penyesalan, jangan pula 
lihat masa depan dengan ketakutan, lihatlah disekitar dengan penuh 
kesadaran. 
(James Thuber) 
Manusia tidak merancang untuk gagal, mereka gagal untuk 
merancang. 
(William J. Siegel) 
Lakukan apa yang sedang dikerjakan dengan baik dan penuh 

















 Allah SWT sang pendengar do’a dan penguat hati, trimakasih ya Allah, 
Kau telah tuntun aku hingga langkah ini. 
 Nabi Muhammad SAW sang penunjuk jalan kebaikan, tiada manusia 
sesempurna dirimu, wahai kekasih Allah. 
 Ayah Bunda tercinta, Sungguh tiada ungkapan yang dapat ananda tulis 
‘tuk mampu lukiskan segenap cinta, doa dan pengorbanan mulia yang 
Ayah Bunda curahkan hingga saat ini, trimakasih Ayah, trimakasih Bunda 
Ananda sayang kalian. 
 Sodara-sodaraQ tersayang. 
1) Mas Ramdani, yang telah berkorban untukku, dan selalu memberikan 
dukungan serta kasih sayangnya. 
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 Puji syukur kepada Allah SWT, atas karunia rahmat dan ridho-Nya 
sehingga penulis dapat menyelesaikan penelitian ini. Berikut saya sampaikan 
daftar kontribusi dalam penyusunan skripsi : 
1. Pedoman buku panduan tentang Jaringan Komputer. 
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6. Melakukan beberapa jenis serangan untuk mengetahui celah keamanan 
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7. Melakukan penelitian di SMK 1 Muhammadiyah Sukoharjo. 
Demikian pernyataan dan daftar kontribusi ini saya buat dengan sejujurnya. Saya 
bertanggung jawab atas isi dan kebenaran daftar di atas. 
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Perkembangan teknologi yang terus berkembang pesat membuktikan 
peranan komputer penting di berbagai bidang yang saling terintegrasi aspek 
kehidupan. Sebanyak yang beralih dengan teknologi wireless. Dalam teknologi ini 
mulai berkembang di suatu jaringan yang terhubung dengan internet, maka bisa 
menjadi suatu ancaman yang berbahaya . banyak serangan yang dapat terjadi, baik 
dan dalam maupun luar. Jaringan wireless sangat rentan terhadap ancaman 
serangan yang dilakukan oleh attacker, hal ini terjadi dikarenakan komunikasi 
yang terbuka. Ancaman tersebut maka diperlukan system pengamanan yang dapat 
menjaga system wireless agar terhindar dari kerusakan yang disebabkan oleh para 
hacker.  
Sistem yang digunakan di SMK 1 Muhammadiyah Sukoharjo ini sudah 
menerapkan captive portal yang di design dengan metode  open Authentication, 
yang merupakan mesin router yang tidak mengizinkan adanya trafik sehingga user 
melakukan registrasi ketika akses pertama kali. Captive Portal ini masih 
digunakan tanpa authentikasi karena IP dan MAC address untuk mengetahui 
celah-celah keamanan yang ada. 
 Penelitian ini meliputi beberapa percobaan yang dilakukan antara lain : 
Pemetaan jaringan, Denial of service, MITM , Penetration key, injection proxy. 
Dari percobaan diatas melakukan percobaan analisis keamanan dilakukan dengan 
menguji tingkat keamanan dengan cara flooding yang dikirim pada IP yang 
diserang. Terdapat celah keamanan pada system wireless yang masih rawan 
terhadap ancaman dari dalam maupun luar tanpa menggunakan enkripsi sama 
sekali,  oleh sebab itu perlu ditambahnya sistem enkripsi untuk meningkatkan 
Open System Authentication.  
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