Pengaman Brankas menggunakan Radio Frequency Identification (RFID) dan Password Berbasis Mikrokontroler ARM Nuvoton NUC140VE3CN by Heraldika Historia Vitaemagistra & Abdul Hakim
  
Seminar Nasional Teknologi Informasi dan Komunikasi (SeNTIK) STMIK Jakarta STI&K, 26 Juli 2017 
133 
Pengaman Brankas menggunakan Radio Frequency Identification 
(RFID) dan Password Berbasis Mikrokontroler ARM Nuvoton 
NUC140VE3CN 
 
Heraldika Historia Vitaemagistra dan Abdul Hakim, SKom., MT 
Teknik Komputer, STMIK Jakarta STI&K 
Jl. BRI Radio Dalam, Jakarta Indonesia 
vitaemagistra95@gmail.com, hakim@jak-stik.ac.id 
 
ABSTRAK 
Untuk keamanan penyimpanan barang berharga seperti perhiasan, serta dokumen penting 
lainnya di dalam rumah, di toko ataupun di kantor. Memerlukan tempat penyimpanan yang kuat dan aman, 
salah satunya yaitu brankas.  
Brankas saat ini dirasa kurang modern karena menggunakan kunci manual atau kode putar untuk 
membuka brankas, dan kunci juga dapat hilang atau kode putar macet dan tidak dapat membuka brankas, 
dengan memanfaatkan RFID dan password sebagai kunci untuk membuka brangkas dan ARM Nuvoton 
NUC140VE3CN sebagai mikrokontrolernya sebagai pusat di dalam sistem yang akan memproses semua 
input dan output, yang nantinya akan menjadikan brankas terbuka dan tertutup, ketika Tag RFID di 
verifikasi. 
 
Kata Kunci : sistem, keamanan, brankas, rfid, arm, nuvoton. 
 
PENDAHULUAN 
Saat ini sistem keamanan merupakan hal 
terpenting dalam kehidupan sehari– hari, 
seperti pada sistem keamanan brankas. 
Banyak sekali terjadi pencurian barang 
pribadi karena sistem keamanan yang tidak 
terproteksi dengan baik. Biasanya brankas 
hanya menggunakan kunci konvensional. 
Kemajuan teknologi saat ini memunculkan 
suatu inovasi untuk menciptakan suatu alat 
sistem keamanan yang canggih.  
Beragam cara ditempuh orang untuk 
mengamankan barang – barang berharga 
yang disimpan pada suatu brankas disetiap 
bagian rumahnya, salah satunya dengan 
menggunakan kunci gembok untuk menjaga 
brankas tersebut.  
Cara – cara seperti ini tentu mempunyai 
beberapa keuntungan yaitu sederhana dan 
murah. Namun cara tersebut di atas juga 
memiliki kekurangan yaitu mudah 
diduplikasi dan kurang aman karena tidak 
ada sistem peringatan kepada pemiliknya, 
maka dikembangkanlah sebuah sistem 
keamanan dengan cara memberikan 
peringatan (warning system) untuk 
memberikan sebuah tanda jika ada sesuatu 
yang mencurigakan yang terjadi.  
 
 
 
Adapun tujuan dari penelitian ini adalah : 
1. Membuat rancangan sistem keamanan 
pada brankas berbasis RFID melalui 
kendali mikrokontroler ARM Cortex 
M0 Nuvoton NUC140. 
2. Mengetahui dan memahami secara teori 
dan praktek mengenai metode yang 
telah dibuat. 
3. Membuat prototype sebagai pengganti 
dari kunci analog ke kunci elektronik.       
 
METODE PENELITIAN 
Dalam penelitian ini, digunakan beberapa 
metode yaitu: 
Studi Pustaka 
Metode ini digunakan untuk mencari 
sumber-sumber kajian, landasan teori yang 
mendukung data-data sebagai acuan dalam 
perencanaan, percobaan, pembuatan dan 
penyusunan penulisan. 
Studi Laboratorium 
Metode ini dilakukan untuk pembuatan 
alat dan uji coba rancangan di Laboratorium 
Teknik Komputer STMIK Jakarta STI&K. 
 
PEMBAHASAN 
Sistem Keamanan 
Sistem keamanan diambil dari dua kata 
yaitu sistem dan keamanan. Definisi sendiri 
dari sistem ialah suatu kesatuan yang terdiri 
dari komponen atau elemen yang saling 
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Gambar 1. Lini Arsitektur Prosesor ARM 
berinteraksi, saling terkait, atau saling 
bergantung membentuk keseluruhan yang 
kompleks. Sedangkan keamanan itu sendiri 
ialah keadaan bebas dari bahaya. Istilah ini 
bisa digunakan dengan hubungan kepada 
kejahatan, segala bentuk kecelakaan. 
Pengertian dari sistem keamanan itu sendiri 
adalah suatu elemen yang saling 
berinteraksi membentuk suatu program 
yang bertujuan untuk memberikan suatu 
kondisi, dimana kondisi tersebut 
memberikan keadaan bebas dari bahaya. 
 
Mikrokontroler 
Mikrokontroler adalah suatu IC dengan 
kepadatan yang sangat 
tinggi, dimana semua bagian yang 
diperlukan untuk suatu kontroler sudah 
dikemas dalam satu keping, biasanya terdiri 
dari CPU (Central Processing Unit), RAM 
(Random Access 
Memory),EEPROM/EPROM/PROM/ROM
, I/O, Serial & Parallel, Timer, Interupt 
Controller [1]. Mikrokontroler juga 
merupakan dasar dari prinsip pengontrolan 
kerja robot, dimana orientasi dari penerapan 
mikrokontroler adalah untuk mengendalikan 
suatu sistem berdasarkan informasi input 
yang diterima, yang kemudian diproses oleh 
mikrokontroler, dan dilakukan aksi pada 
bagian output sesuai program yang telah 
ditentukan [2]. 
Tidak sama dengan komputer personal, 
dapat mengerjakan berbagai macam 
pekerjaan (General Purpose Computer) 
untuk membantu dalam pengolahan data 
(pengolahan kata, pengolahan angka dan 
lain sebagainya) untuk dijadikan informasi, 
mikrokontroler hanya bisa digunakan untuk 
suatu pekerjaan tertentu (Special Purpose 
Computer)  saja dalam artian hanya untuk 
satu atau beberapa program khusus saja 
yang bisa disimpan. 
 
ARM (Advanced RISC Machine) 
ARM adalah prosessor dengan arsitektur 
set intruksi 32bit RISC (Reduced 
Instruction Set Computer) yang di 
kembangkan oleh ARM Holdings. Dalam 
proses perkembangannya, akhirnya 
kekayaan intelektual tentang ARM di beli 
oleh ARM Ltd namun ARM Ltd kemudian 
memutuskan untuk tidak memproduksi 
ARM prosesor, tetapi melisensikan desain 
procesor tersebut untuk di gabungkan 
dengan ASIC (Application Specific IC) 
yang membutuhkan kontroler embedded 
(seperti : kontroler printer, mesin cuci, 
video dekoder, kontrol ethernet hub/router 
dan sebagainya). 
 
NuMicro NUC140 
NuMicro NUC140 adalah ARM Cortex 
mikrokontroler dengan M0. Cortex M0 
adalah prosesor ARM terbaru dengan 
kinerja 32bit dengan biaya setara dengan 
mikrokontroler 8 bit. ARM CortexM0 
mempunyai peripheral-peripheral yang 
terintegrasi dengan prosesor. Peripheral-
peripheral tersebut merupakan bagian dari 
desain ARM CortexM0. Karena itu, 
peripheral-peripheral tersebut terdapat di 
semua mikroprosesor yang berbasis ARM 
CortexM0, walaupun di buat oleh 
manifaktur yang berbeda. Selain itu, 
peripheral-peripheral yang terdapat di ARM 
CortexM0 yang lain, sehingga semua 
prosesor di keluarga ARM CortexM0 
kompatibel satu sama lain. 
Kompatibilitas Set Intruksi Nuvoton 
NUC140 ARM CortexM0. Set intruksi yang 
di gunakan oleh ARM CortexM0    di 
namakan set intruksi Thumb. Set intruksi 
ARM CortexM0 adalah subset dari set 
intruksi ARM CortexM0 yang lain, 
sehingga program yang di kompile untuk 
ARM CortexM0 kompatibel dengan 
prosesor ARM CortexM0 yang lain. Selain 
itu ARM CortexM0 juga kompatibel 
dengan set intruksi prosesor ARM dari seri 
klasik dan CortexA (ARM Cortex 
Application Prosessor) [3]. 
 
 
 
 
 
 
 
 
 
 
 
 
NuMicro seri NUC1xx memiliki inti 
ARM CortexM0 yang tertanam dengan 
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Gambar 2. Diagram Blok NuMicro 
NUC140 
kecepatan hingga 50 MHZ, di lengkapi 
dengan memori flash untuk program 
32KB/64KB/128KB, SRAM sebesar 
4KB/8KB/16KB dan memori flash loader 
untuk ISP (In System Programming) 
sebesar 4KB. Selain itu juga di lengkapi 
dengan berbagai macam peripheral, seperti 
GPIO, Timer, Watchdog Timer, RTC, 
PDMA, UART, SPI/MICROWIRE, I2C, 
I2S, PWM, LIN, CAN, PS2, USB 2.0FS 
Device, ADC 12 bit, Komparator Analog, 
Low Voltage Reset, dan Brown Out 
Detector.  
 
 
 
 
      
 
 
 
 
 
  
 
 
Board ini menggunakan catu daya 5V, 
yang dapat di peroleh dengan konektor USB 
ataupun melalui konektor catudaya adaptor. 
Tegangan ini langsung menjadi VDD untuk 
chip NUC140, sehingga perlu di perhatikan 
tegangan input ini maksimal adalah 5.5V. 
pada board terdapat juga catudaya 
teregulasi 3.3V menggunakan chip 
LM1117. Tipe chip regulator ini tidak 
dinyatakan dalam skematik. Tegangan dari 
powerjack 3 pin dan konektor USB di 
lewatkan melalui dioda sehingga aman dari 
kesalahan polaritas pemasangan, namun 
tidak melindungi dari kerusakan jika 
tegangan masukan melebihi 5.5V. 
 
Radio Frequency Identification (RFID) 
     RFID adalah sistem identifikasi tanpa 
kabel yang memungkinkan pengambilan 
data tanpa harus bersentuhan. RFID 
menggunakan frekuensi radio untuk 
membaca informasi dari  sebuah device kecil 
disebut tag atau transponder (Transmitter + 
Responder). Tag RFID akan mengenal diri 
sendiri ketika mendeteksi sinyal dari device 
yang kompatibel, yaitu pembaca RFID. 
     Di dalam sistem RFID diperlukan 
sebuah reader atau alat scanning-device 
yang dapat membaca tag dengan benar. 
Reader sering kali disebut sebagai 
interogator atau pemindai. Reader ini 
memiliki beberapa antena yang berfungsi 
mengirim dan menerima data ke tag dan 
dari tag [4]. 
Tag RFID adalah device yang dibuat 
dari rangkaian elektronika dan antena 
yang terintegasi didalam rangkaian 
tersebut. Rangkaian elektronika dari Tag 
RFID umunya memiliki memori 
sehingga tag ini mempunyai kemampuan 
untuk menyimpan data. Memori tag 
secara dibagi menjadi sel-sel. Beberapa 
sel menyimpan data Read Only, misalnya 
Serial Number yang unik disimpan pada 
saat tag tersebut diproduksi. Sel lain pada 
RFID mungkin juga dapat ditulis dan 
dibaca secara berulang [4]. 
 
Tag RFID terdapat 2 jenis yaitu Tag Aktif 
dan Tag Pasif. 
1. Tag Aktif dapat dibaca (Read) dan 
ditulis (Write). RFID Tag Aktif 
memiliki jangkauan yang lebih jauh. 
Memori yang dimilikinya juga lebih 
besar sehingga bias menampung 
bermacam-macam informasi 
didalamnya. RFID Tag Aktif juga 
memiliki baterai atau power suplly 
sendiri yang terdapat didalamnya dan 
digunakan untuk memancarkan 
gelombang radio kepada reader 
sehingga reader dapat membaca data 
yang terdapat pada tag ini. 
 
2. Tag Pasif hanya dapat dibaca (Read) 
dan tidak memiliki internal baterai 
seperti halnya tag aktif dan catu 
dayanya diperoleh dari medan 
gelombang radio yang dihasilkan oleh 
pembaca RFID. Sebuah arus listrik 
kecil diterima melalui gelombang radio 
oleh antena RFID dan daya CMOS 
hanya cukup untuk mengirimkan 
tanggapan. Karena tidak ada sumber 
daya internal, label pasif RFID lebih 
kecil dan lebih murah untuk diproduksi. 
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Gambar 3. Radio Frequency 
Identification (RFID) dan Tag 
Gambar 6. LCD Dot Matrix128x64 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Relay 
Relay adalah Saklar (Switch) yang 
dioperasikan secara listrik dan merupakan 
komponen Elektromekanikal yang terdiri 
dari 2 bagian utama yakni Elektromagnet 
(Coil) dan Mekanikal (seperangkat Kontak 
Saklar/Switch). Relay menggunakan Prinsip 
Elektromagnetik untuk menggerakkan 
Kontak Saklar sehingga dengan arus listrik 
yang kecil (low power) dapat 
menghantarkan listrik yang bertegangan 
lebih tinggi [5]. 
Pada dasarnya relay terdiri dari 4 komponen, 
yaitu : 
1. Electromagnet (coil) 
2. Armature 
3. Switch Contact Poin (Saklar) Spring 
 
Untuk kontak point (contact point) 
relay itu sendiri terdiri dari 2 jenis, yaitu : 
 Normally Close (NC) yaitu kondisi awal 
sebelum diaktifkan akan selalu berada di 
posisi CLOSE (tertutup). 
 Normally Open (NO) yaitu kondisi awal 
sebelum diaktifkan akan selalu berada di 
posisi OPEN (terbuka). 
 
 
 
 
 
 
 
 
 
Keypad 
Keypad sering digunakan sebagai suatu 
input pada beberapa peralatan yang berbasis 
microprocessor atau mikrokontroler. 
Keypad sesungguhnya terdiri dari sejumlah 
saklar, yang terhubung sebagai baris dan 
kolom. Agar mikrokontroler dapat 
melakukan scanning keypad, maka port 
mengeluarkan salah satu dari 4 bit yang 
terhubung pada kolom dengan logika low (0) 
dan selanjutnya membaca 4 bit pada baris 
untuk menguji jika ada tombol yang ditekan, 
maka mikrokontroler akan melihat logika 
high (1) pada setiap pin yang terhubung 
kebaris. 
 
 
  
 
 
 
 
 
 
Gambar 5. Keypad Matrix 3x3 
 
Liquid Crystal Display (LCD) 
Salah satu bagian pada perancangan 
sistem keamanan ini adalah bagian  yang 
berguna untuk menampilkan isyarat yang 
diukur. Untuk itu, dipakai sebuah modul 
LCD grafik 128x64 pixel. Penampil modul 
LCD ini memiliki 20 pin yang di antaranya 
dihubungkan pada mikrokontroler, 
sedangkan 6 kaki lainnya dipakai sebagai 
tegangan catu daya positif, ground, 
mengatur kontras LCD dan mengatur lampu 
belakang latar belakang (backlight). 
 
 
 
 
 
 
 
 
 
 
 
Light Emmiting Diode (LED) 
LED adalah komponen elektronika yang 
dapat memancarkan cahaya monokromatik 
ketika diberikan tegangan. LED merupakan Gambar 4. Relay 
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keluarga Dioda yang terbuat dari bahan 
semikonduktor. Warna-warna cahaya yang 
dipancarkan oleh LED tergantung pada jenis 
bahan semikonduktor yang 
dipergunakannya. LED juga dapat 
memancarkan sinar inframerah yang tidak 
tampak oleh mata seperti yang sering kita 
jumpai pada Remote Control TV ataupun 
Remote Control perangkat elektronik 
lainnya [6]. 
 
 
 
 
 
 
 
 
 
 
 
Gambar 7. LED 
 
Photodioda 
Photodioda adalah suatu jenis dioda yang 
resistansinya berubah-ubah kalau cahaya 
yang jatuh pada dioda berubah ubah 
intensitasnya. Dalam gelap nilai tahanannya 
sangat besar hingga praktis tidak ada arus 
yang mengalir. Semakin kuat cahaya yang 
jatuh pada dioda maka makin kecil nilai 
tahanannya, sehingga arus yang mengalir 
semakin besar.  
Photodioda merupakan sensor cahaya 
semikonduktor yang dapat  mengubah 
besaran cahaya menjadi besaran listrik. 
Photodioda merupakan sebuah dioda dengan 
sambungan p-n yang dipengaruhi cahaya 
infra merah, cahaya tampak, ultra ungu 
sampai  dengan sinar-X. 
Karena photodioda terbuat dari 
semikonduktor p-n junction maka cahaya 
yang diserap oleh photodioda akan 
mengakibatkan terjadinya pergeseran foton 
yang akan menghasilkan pasangan electron-
hole dikedua sisi dari sambungan. Ketika 
elektron-elektron yang dihasilkan itu masuk 
ke pita konduksi maka elektron-elektron itu 
akan mengalir ke arah positif sumber 
tegangan sedangkan hole yang dihasilkan 
mengalir ke arah negatif sumber tegangan 
sehingga arus akan mengalir di dalam 
rangkaian. Besarnya pasangan elektron 
ataupun hole yang dihasilkan tergantung 
dari besarnya intensitas cahaya yang diserap 
oleh photodioda. 
 
Sifat dari photodioda adalah : 
1. Jika terkena cahaya maka resistansinya 
berkurang 
2. Jika tidak terkena cahaya maka 
resistansinya tinggi 
Dioda dipasang reverse karena pada 
saat dioda dipasang reverse, maka arus tidak 
akan mengalir karena hambatan yang sanat 
besar sekali. Jadi bisa dikatakan ini dioda 
sebagai open circuit jika dianalogikan 
sebagai saklar, namun pada photodioda, 
hambatan yang besar tadi bisa menjadi kecil 
karena pengaruh cahaya yang masuk. Hal 
seperti ini bisa menyebabkan arus mengalir 
sehingga kondisi seperti ini bisa dikatakan 
close circuit jika dianalogikan seperti saklar 
[7]. 
 
 
 
 
 
 
 
 
Gambar 8. Simbol Photodioda (a) dan 
Bentuk Fisik Photodioda (b) 
 
Inframerah 
Inframerah adalah radiasi 
elektromagnetik dari panjang gelombang 
lebih panjang dari cahaya tampak, tetapi 
lebih pendek dari radiasi gelombang radio. 
Radiasi   inframerah memiliki jangkauan 
tiga “order” dan memiliki panjang 
gelombang antara 700 nm dan 1 mm. Sinar 
infra merah merupakan cahaya yang tidak 
tampak. Jika dilihat dengan dengan 
spektroskop cahaya maka radiasi cahaya 
inframerah akan nampak pada spectrum 
elektromagnet dengan panjang gelombang 
di atas panjang gelombang cahaya merah. 
Dengan panjang gelombang ini maka cahaya 
infra merah ini akan tidak tampak oleh mata 
namun radiasi panas yang ditimbulkannya 
masih terasa/dideteksi [8]. 
 
Karakteristik dari inframerah adalah : 
1. Tidak dapat dilihat oleh manusia 
a b 
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2. Tidak dapat menembus materi yang 
tidak tembus padang 
3. Dapat ditimbulkan oleh komponen 
yang menghasilkn panas 
4. Panjang gelombang pada inframerah 
memiliki hubungan yang berlawanan 
atau berbanding terbalik dengan suhu. 
Ketika suhu mengalami kenaikan, 
maka panjang gelombang mengalami 
penurunan. 
 
Inframerah dapat dibedakn menjadi tiga 
daerah yakni ; 
1. Near Inframerah (Inframerah jarak 
dekat) 0.75-1.5 µm 
2. Mid Inframerah (Inframerah jarak 
menengah) 1.50-10 µm 
3. Far Infra merah (Inframerah jarak jauh) 
10-100 µm 
 
 
 
 
 
 
 
 
Gambar 9. Simbol Inframerah (a) dan 
Bentuk Fisik Inframerah (b) 
 
Buzzer 
Buzzer adalah sebuah komponen 
elektronika yang berfungsi untuk mengubah 
getaran listrik menjadi getaran suara. Pada 
dasarnya prinsip kerja buzzer hamper sama 
dengan loud speaker, jadi buzzer juga terdiri 
dari kumparan yang terpasang pada 
diafragma dan kemudian kumparan tersebut 
dialiri arus sehingga menjadi elektromagnet 
kumparan tadi akan tertarik ke dalam atau 
keluar, tergantung dari arah arus dan 
polaritas magnetnya, karena kumparan 
dipasang pada diafragma secara bolak-balik 
sehingga membuat udara bergetar yang akan 
menghasilkan suara. Buzzer ini digunakan 
pertanda (alarm) [9]. 
 
 
 
 
 
 
Gambar 10. Buzzer 
 
Uji Coba Rangkaian 
Pada tahapan ini adalah melakukan 
pengujian terhadap rangkaian secara 
keseluruhan dengan bergantian. Pengujian 
dilakukan untuk mengetahui kebenaran 
kerja masing-masing unit dalam sistem. 
Adapun tahapan-tahapan yang 
dilakukan sebelum melakukan pengujian 
alat adalah : 
1. Menyiapkan perlengkapan dan alat-alat 
yang akan diuji coba. 
2. Menyiapkan catu daya dengan arus 
searah (DC). 
3. Menghubungkan rangkaian atau alat 
dengan catu daya. 
Setelah rangkaian atau alat terhubung 
oleh catu daya maka uji coba siap dilakukan. 
 
Pengujian Alat 
Pada pengujian alat ini metode yang 
digunakan adalah metode pengukuran 
dengan menggunakan multimeter dan 
metode pengujian melalui program pada 
masing-masing komponen. Sebelum 
melakukan pengukuran dan pengujian 
program harus diunduh terlebih dahulu 
melalui aplikasi CoIDE, agar alat ini dapat 
beroperasi dan aktif alat ini harus tetap 
terkoneksi dengan laptop agar mendapatkan 
sumber tegangan sebesar 5 volt. Pada uji 
coba rangkaian ini terdapat tiga bagian yaitu 
uji teknis, uji fungsional, dan analisa 
percobaan. 
 
Uji Teknis 
Uji teknis adalah pengujian rangkaian 
keseluruhan secara bergantian dengan 
pengukuran titik tertentu pada dan rangkaian 
tertentu yang terdiri dari, rangkaian keypad 
matrix 3x3, rangkaian LCD dot matrix 
128x64, rangkaian solenoid, rangkaian 
RFID, rangkaian inframerah dan photodioda. 
 
Pengujian Keypad Matrix 3x3 
Pada pengujian rangkaian keypad 
matrix 3x3 menggunakan multimeter untuk 
mengetahui besaran voltase atau tegangan. 
Keypad yang digunakan untuk memasukkan 
angka-angka dan instruksi yang telah 
ditentukan oleh program yang ada di dalam 
mikrokontroler nuvoton arm nuc140ve3cn 
a b 
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yang kemudian akan mendeteksi penekanan 
tombol yang terdapat pada keypad matrix 
3x3 tersebut, maka harus dilakukan 
scanning. Cara proses scanning pada keypad 
matrix 3x3 di mikrokontroler nuvoton 
nuc140ve3cn dengan cara membaca logic di 
baris (GPA 0 – GPA 2), ketika kolom (GPA 
3 – GPA 5) diberikan logika low. Jika 
tombol ditekan maka kolom dan baris yang 
bersesuaian menjadi terhubung, sehingga 
baris ikut menjadi low. Tabel dibawah ini 
menunjukkan hasil uji coba dari rangkaian 
keypad matrix 3x3. 
 
Tabel 1.  
Hasil Uji Coba Rangkaian Keypad Matrix 
3x3 
 
 
 
Pada tabel diatas merupakan hasil uji 
coba dari keypad matrix 3x3. C3 - C1 yang 
terdapat pada tabel merupakan kolom (GPA 
0 – GPA 2) dari keypad matrix dan R1 – R3 
merupakan baris (GPA 3 – GPA 5) dari 
keypad matrix. Keterangan angka pada tabel 
merupakan penekanan yang dilakukan pada 
keypad matrix. Bit 0 menandakan adanya 
penekanan sesuai baris dan kolom pada 
keypad matrix. Sedangkan bit 1 menandakan 
tidak adanya penekanan sesuai baris dan 
kolom pada keypad matrix. 
 
 
 
Pengujian LCD Dot Matrix 128x64 
Pada pengujian LCD dot matrix 128x64 
dilakukan dengan mengaktifkan terlebih 
dahulu pin SPI3 pada chip ARM 
NUC140VE3CN di dalam software 
CoSmart dan membuat program LCD pada 
software CoIDE untuk menunjukkan bahwa 
LCD tidak ada kerusakan apapun. 
 
 
 
 
 
 
 
 
 
Gambar 11. Uji Coba LCD Dot Matrix 
128x64 
 
Pengujian Rangkaian Solenoid 
Pada pengujian rangkaian solenoid 
menggunakan multimeter untuk mengetahui 
besaran voltase atau tegangan. Pada kabel 
solenoid yang berwarna biru menunjukkan 
bahwa kabel tersebut vcc atau kabel positif 
yang dihubungkan dengan pena positif pada 
multimeter dengan tegangan 15 volt, 
sedangkan pada kabel hitam atau yang 
disebut ground dihubungkan dengan pena 
negatif pada multimeter seperti yang terlihat 
pada gambar dan pada table adalah hasil uji 
coba dari rangkaian solenoid. 
 
 
 
 
 
 
 
 
 
Gambar 12. Uji Coba Rangkaian Solenoid 
 
Berdasarkan tabel berikut ini dapat 
diketahui bahwa solenoid dengan kondisi 
low adalah tidak ada tegangan yang mengalir 
ke solenoid  
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Tabel 2.  
Hasil Uji Coba Rangkaian Solenoid 
 
 
Ketika diukur dengan multimeter, yang 
membuat magnet pada solenoid tidak aktif 
sedangkan solenoid dengan kondisi high 
adalah adanya tegangan yang mengalir ke 
solenoid ketika diukur dengan multimeter, 
yang membuat magnet pada solenoid aktif. 
 
Pengujian Rangkaian RFID (Radio 
Frequency Identification) 
Pada pengujian rangkaian RFID ini 
bertujuan untuk mengetahui berapa jarak 
pendeteksi Tag RFID yang dapat dilakukan 
oleh RFID Reader. Pengujian ini dilakukan 
dengan cara mendekatkan  Tag ke Reader 
pada RFID dengan jarak tertentu dengan 
menggunakan penggaris seperti yang terlihat 
pada gambar dan pada tabel adalah hasil dari 
uji coba data jarak deteksi RFID Reader. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Tabel 3.  
Hasil Uji Coba Data Jarak Deteksi RFID 
Reader 
 
 
Pengujian Rangkaian Inframerah dan 
Photodioda 
Pada pengujian rangkaian inframerah 
dan photodioda meggunakan multimeter 
untuk mengetahui besaran voltase atau 
tegangan yang diterima oleh photodioda. 
seperti yang terlihat pada tabel berikut ini.  
 
Tabel 4.  
Hasil Uji Coba Rangkaian Inframerah dan 
Photodioda 
 
 
Uji Fungsional 
Uji fungsional dilakukan untuk 
mengetahui inisialisasi dari setiap rangkaian 
tersebut apakah berjalan sesuai kebutuhan 
atau tidak. Sebelum melakukan pengujian 
secara fungsional, rangkaian/alat di 
hubungkan terlebih dahulu ke catu daya 
sehingga mikrokontroler akan melakukan 
proses dan menampilkan output pada LCD, 
solenoid, dan LED seperti gambar dibawah 
ini. 
 
 
 
 
Jarak 
(cm) 
Tag RFID 
RFID Reader 
Gambar 13. Metode Uji Coba 
Pengambilan Data Jarak Deteksi 
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Gambar 14. Alat Standby 
 
Setelah rangkaian/alat terhubung 
dengan catu daya maka selanjutnya adalah 
memberi masukan dengan mendekatkan Tag 
RFID ke Reader RFID yang berguna untuk 
memberi pengamanan lebih tinggi pada 
sistem pengaman ini. Jika Tag RFID yang 
didekatkan ke Reader RFID salah maka 
LCD akan menampilkan informasi berupa 
“Akses Ditolak“, LED akan menyala 
berwarna merah, dan buzzer akan 
mengeluarkan suara seperti yang terlihat 
pada gambar dibawah ini. 
 
 
 
 
 
 
 
 
 
 
Jika pintu brankas dibuka paksa maka 
LCD akan menampilkan informasi “Pintu 
Brankas Dibuka Paksa”, buzzer akan 
berbunyi selama 1 detik secara terus-
menerus dan LED akan menyala seperti 
yang terlihat pada gambar dibawah ini. 
 
 
 
 
 
 
 
 
 
Gambar 16. Pintu Brankas Dibuka Paksa 
dan Pesan Yang Muncul 
 
Jika Tag RFID yang didekatkan ke 
Reader RFID benar maka LCD akan 
menampilkan informasi berupa “Masukan 
Pin” seperti yang terlihat pada gambar 
dibawah ini. 
 
 
 
 
 
 
 
 
 
 
 
Berikutnya jika proses yang 
ditunjukkan seperti gambar 4.7 berhasil 
dilakukan langkah selanjutnya adalah 
memasukkan pin. Jika pin yang dimasukkan 
benar maka LCD akan menampilkan 
informasi berupa “Kode Benar Silahkan 
Masuk”, LED akan menyala berwarna hijau 
dan magnet yang terdapat pada solenoid 
akan aktif seperti yang terlihat pada gambar 
dibawah ini. 
 
 
 
 
 
 
 
Gambar 18. Pin Yang di Masukkan Benar 
 
Jika pin yang dimasukkan salah maka LCD 
akan menampilkan informasi berupa “Kode 
Salah”, LED akan menyala berwarna merah 
dan magnet yang terdapat pada solenoid 
tidak akan aktif seperti yang terlihat pada 
gambar dibawah ini.  
 
 
 
 
 
 
 
Gambar 19. Pin Yang di Masukkan Salah 
 
 
 
 
 
 
 
Gambar 15. Tag RFID Salah dan 
Pesan Yang Muncul 
Gambar 17. Tag RFID Benar dan 
Pesan Yang Muncul 
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Tabel 5.  
Hasil Analisa Percobaan 
 
 
 
SIMPULAN DAN SARAN 
Simpulan 
Setelah melakukan pengujian terhadap 
purwarupa sistem pengaman brankas 
menggunakan radio frequency identification 
(RFID) dan password berbasis 
mikrokontroler ARM Nuvoton 
NUC140VE3CN ini dapat ditarik 
kesimpulan bahwa masukan dari RFID dan 
kode angka pada keypad sangat berpengaruh 
pada sistem pengaman brankas ini. Dimana 
masukan dari RFID dan kode angka 
mempengaruhi aktifnya solenoid. Jika 
masukan RFID dan kode angka pada keypad 
salah maka sistem pengaman brankas ini 
akan mengakibatkan magnet pada solenoid 
tidak teraliri tegangan sehingga pintu 
brankas tidak dapat dibuka serta jika pintu 
brankas di buka paksa maka sistem 
pengaman brankas ini akan memberi 
informasi keluaran pada LCD, LED, buzzer. 
 
Saran 
Pada purwarupa sistem pengaman 
brankas ini masih terdapat kesalahan yang 
tidak disengaja dalam pembuatan rangkaian 
dari purwarupa sistem pengaman brankas ini. 
Oleh karena itu penulis memberikan 
beberapa saran sebagai berikut : 
1. Dapat dikembangkan lebih lanjut 
mengenai pembuatan purwarupa sistem 
pengaman brankas ini dapat 
ditambahkan sms getway.  
2. Adanya pengembangan lagi dari 
purwarupa ini, seperti dapat 
menambahkan komponen seperti 
pengenalan sidik jari. 
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