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1.  INTRODUCCIÓ 
 
La moderna tecnología digital permet que diferents sectors, com per exemple, 
el de las telecomunicacions, dades, radio i televisió es fussionin en un de sol. 
Aquesta circunstància, coneguda comunment com convergència, està succeint 
a escala global i està canviant dràsticament la forma en que es comuniquen 
tant les persones com els dispositius. En el centre d’aquest proces, format per 
la xarxa troncal i fent possible la convergència, estàn les xarxes IP.  
 
En l’actualitat, les aplicacions multimedia es disenyan per utilitzar-se en la 
xarxa. Les aplicacions de transmissions d’audio i vídeo grabats o en directe son 
només dos de les moltes aplicacions que es combinen entre les xarxes i 
tecnologíes multimedia. Tot i això, la transferencia d’arxius complets es tradueix 
en temps de transferència molt llargs i l’imposibilitat de veure i escoltar en 
temps real. 
 
Les xarxes actuals estàn dissenyades per transmetre dades (com arxius) de 
forma confiable des d’un punt a un altre. L’us de tecnología multimedia imposa 
noves exigèncias de xarxa.  
 
En primer lloc, alguns tipus de dades, com l’audio i video, no tolera retards en 
l’entrega. Una xarxa que té la funció de moure arxius d’un lloc a un altre pot 
transmetre paquets de dades a una velocitat variable; si part de l’arxiu arriba 
lentament o desfasat, no pasa res. En canvi, en una transmissió multimedia, es 
necessari que els paquets de dades arribin al client a temps i en l’ordre correcte. 
Els protocols en temps real i les garanties de qualitat de serveis presents en la 
xarxa abordan aquest problema. 
 
En segon lloc, la transmissió multimedia requereix que es retransmetin grans 
quantitats de dades a través de la xarxa i, en consecuencia, s’utilitza una major 
proporció d’ample de banda de la xarxa que en les operacions de xarxa 
bàsiques, com la transferència d’arxius. 
 
El mètode ideal per enviar arxius multimedia sería generar un flux de vídeo a 
través d’una xarxa des del servidor al client en resposta a una solicitud del 
mateix. El client reprodueix el flux entrant en temps real a mesura que va 
rebent les dades.  
 
El vídeo transmés sobre xarxes de paquets funcionant al “millor esforç” té 
complicacions degudes a factors com el desconeixament i la variació en el 
temps de l’ample de banda, demoras, pèrduas de dades i altres com el 
compartir recursos de la xarxa eficientment i la realització eficient de 
comunicació entre un punt i varis punts. 
 
En aquest Projecte Final de Carrera es presenta el disseny i la implementació 
d’un sistema de transmissió de vídeo sobre una xarxa IP, que permetrà a 
qualsevol usuari de la xarxa visualitzar la Televisió Local de Vallirana. La xarxa 
a la que es tindràn que connectar els usuaris estarà implementada amb la 
tecnología WiFi. 
 






Amb l’arribada del TDT, les televisions locals municipals han de compartir canal, 
dins d’un consorci en el que el major pes recaurà en la ciutat amb més 
habitants, que no es el cas de Vallirana, ja que es un poble petit dins del 
consorci. Això provocaria que aquesta Televisió Local no tingués una 
programació pròpia, i per tant, els habitants de Vallirana ja no veurien els seus 
veïns, i per tant un dels al·licients més gran perquè la gent vegi la programació 
d’aquest canal.   
 
Resultat d’aquest problema, ha sorgit l’idea d’elaborar un projecte per oferir una 
solució perquè la Televisió Local de Vallirana no desaparegui. La proposta 
consisteix en elaborar un sistema IPTV via WiFi.  
 
L’objectiu d’aquest projecte serà fer un estudi exhaustiu d’aquest sistema IPTV, 
centrant-nos especialment en la recepció del flux de vídeo que estem enviant a 
través de WiFi. 
 
Primerament farem un estudi teòric sobre la tecnologia que utilitzarem l’lPTV, 
estudiant els diferents protocols que podem utilitzar i explicant quins serien els 
més adients per el nostre objectiu.  
 
Un cop ja sabem quins seran els protocols que volem utilitzar,  es farà un 
anàlisis de la xarxa wireless que implementarem,  proposant possibles millores . 
 
L’objectiu següent serà investigar quins dispositius haurien de comprar els 
habitants de Vallirana per rebre el senyal IPTV que estem enviant a través de 
WiFi. 
 
És farà un estudi de com adaptar els dispositius que necessitem a les ICT’s de 
les vivendes, i així no tenir que fer grans canvis infraestructurals. 
 
Finalment, realitzarem diferents proves de transmissió per streaming en la 









2. BASE TÈCNICA / TEÒRICA 
 
La televisió sobre el protocol IP, ha estat desenvolupada basant-se en el video-
streaming. Aquesta tecnologia transformarà, en un futur pròxim, la televisió 
actual, tot i que per això són necessàries unes xarxes molt més ràpides que les 
actuals, que puguin  garantitzar la qualitat del servei. 
 
En aquest primer capítol farem una petita introducció al món de l’streaming, 
explicant en primer lloc la evolució de les xarxes multimèdia. Desprès farem 
una breu explicació sobre el mètode de transmissió que s’utilitza i la 
organització del maquinari necessari per dur a terme un servei d’streaming.  A 
la segona part del capítol es farà una comparació entre els dos tipus 
d’streaming (unicast i multicast) i s’analitzarà quin es el més adient per el nostre 
projecte. 
 
2.1. Introducció al món de l’streaming  
A principis de la dècada dels 90, amb el boom d’Internet, vàrem patir una 
revolució en les formes de comunicació tant personal com professional en 
molts àmbits de la vida diària. Primer amb el correu electrònic i desprès amb la 
world wide web, la xarxa de xarxes (internet) va esdevenir el mitjà de 
comunicació més versàtil i còmode per a difondre continguts textuals, imatges i 
àudio de punta a punta del planeta. 
 
Per un altre part, en els últims anys hem sigut testimonis de l’augment dels 
serveis multimèdia en molts àmbits de la vida diària. Des de cadenes de 
televisió i ràdio que opten per transmetre els seus continguts i emissions en 
directe per la xarxa fins retransmissions d’esdeveniments de rellevància per al 
públic en general, com per exemple retransmissions esportives, socials ó 
culturals, tots ells han optat per la xarxa de xarxes com a mitjà de comunicació 
per difondre els seus continguts. I no només en àmbits d’oci, també trobem 
aplicacions professionals, com per exemple comunicacions militars o 
corporatives i, més important encara, en l’àmbit mèdic i social. Però, quina és la 
tecnologia amb la qual podem difondre àudio i vídeo per la xarxa? La resposta 
és l’Streaming. 
 
L’Streaming és la forma de transmetre àudio i vídeo per la xarxa, acabem de dir. 
Però, quina és la forma en la que aquesta tecnologia assoleix els seus 
objectius? Quins mecanismes i dispositius es fan servir? I com interactuen? 
L’esquema bàsic a seguir és molt senzill. En primer lloc es registren les imatges 
i/o la veu amb dispositius transpondedors (micròfons, càmeres), els quals 
digitalitzen la informació per poder ser emmagatzemats (en el cas dels 
dispositius digitals) i processats per equips informàtics. Desprès de la 
digitalització cal comprimir aquestes dades per optimitzar la seva transmissió 
(és ben sabut en el món del vídeo digital que per transmetre i/o reproduir vídeo 
sense comprimir podem arribar a necessitar taxes de transmissió de 270 Mbit/s, 
en el cas de una codificació CCIR-601) mitjançant algoritmes de transformació 
matemàtica. Discretització i reducció de la redundància espacial i temporal són 




les últimes tècniques que es fan servir. Tot seguit es fragmenta aquesta 
informació mitjançant les regles propostes per aquests protocols de transmissió, 
que permeten que la informació viatgi per la xarxa. Aquesta informació d’àudio 





Fig. 2.1. Esquema de servei de transmissió d’un flux 
 
Fins aquí el procés que fa l’emissor de la informació. El receptor, com podem 
apreciar a la figura 2.1, fa el procés contrari: primer defragmenta l’stream 
d’àudio/vídeo, desprès descomprimeix la informació, mitjançant la decodificació 
i, per últim, torna a “analogitzar” (desdigitalitzar) la informació per a poder ser 
visualitzada/escoltada.  
 
En quant al maquinari utilitzat en aquest tipus d’escenaris la configuració més 
usual sol ser la que es detalla a la figura 1.2. Acostuma a utilitzar-se un equip 
per capturar el senyal i un altre per servir-lo (tot i que si els requeriments del 
servei ho permeten es pot utilitzar un únic equip). Aquests són anomenats 
Productor i Servidor. 
 
Com ja hem dit, el Productor recull el vídeo digitalitzat (ja sigui digitalitzat per la 
targeta capturadora ó per la mateixa càmera), i el codifica al format adequat per 
a la seva retransmissió per la xarxa. Tot i això, trobem diferents esquemes, 
depenent de si la targeta codifica per maquinari o tenim un programari dedicat 
per a aquesta tasca. 
 
El servidor recull els diferents fluxos generats pel productor i els transmet als 
clients. Amés, pot tenir funcionalitats adherides com per exemple control de 
connexions, limitacions d’ample de banda ó gestió d’usuaris i grups.  
 
El Servidor també decidirà quin serà el protocol de transport utilitzat per enviar 
els fluxos de vídeo. Mes endavant es fa un breu resum sobre els principals 
protocols de transport utilitzats a les comunicacions multimèdia, i més 
concretament a l’streaming. 
 
En la següent figura veiem la configuració bàsica de servei codificador/servidor, 
d’una manera més gràfica: 





Fig. 2.2. Esquema bàsic d’un sistema de transmissió de vídeo 
 
 
Cal remarcar que aquest esquema correspon només a la part del servidor, la 
recepció per part del client és mol més simple. 
 
2.2. Tipus d’streaming 
La transmissió d’arxius multimèdia a través de la xarxa pot ser en dos temps de 
reproducció: en viu i sota demanda, i en qualsevol cas viatgen per la xarxa 
mitjançant un dels dos mètodes de distribució: unicast o multicast. 
 
2.2.1. Streaming Unicast 
 
La majoria dels arxius d’àudio i vídeo que es veuen des de l’ordinador, sigui 
qual sigui el reproductor que s’utilitzi (Real, Windows Media), provenen d’un 
servei Unicast. Aquest servei consisteix en un servidor que envia paquets de 
dades a cada PC que sol·licita un stream. 
 
Unicast es una bona opció per rebre transmissions en viu, però té els seus 
desavantatges; el servidor ha d’enviar el flux de dades individualment a tot 
aquell que vol rebre la transmissió.  
 
Si el conjunt de clients que estan rebent l’stream es petit, no hi ha 
inconvenients;  però si es tracta de difondre un material a milers d’usuaris 
s’hauran de tenir en compte dos inconvenients amb el procés unicast: 
 
• Moltes peticions. El servidor no podrà sostenir la sobrecàrrega i moltes 
persones no podran rebre la transmissió.  
• Molts paquets. Considerant que a major quantitat de transmissió, els 
paquets poden desbordar la xarxa. 





Fig. 2.3. Servidor enviant paquets de dades 
 
2.2.3. Streaming Multicast 
 
Multicast utilitza una nova manera de funcionament de xarxes. En vers d’enviar 
streams des d’un sol servidor a un sol client, multicast envia una sèrie de 
paquets que poden ser rebuts per qualsevol, des de diversos punts de 
distribució. Multicast permet un processament estable de l’streaming en el 
servidor i desfoga el tràfic a la xarxa.  
 
Fa el seu treball de transmissió de manera similar a com funcionen els canals 
de televisió o les estacions de ràdio: L’arxiu d’ àudio/vídeo s’emet des de 
l’estació cap als servidors connectats a la xarxa, els quals s’encarreguen de 




Fig. 2.4. Servidor enviant paquets de dades  




Multicast envia una sola copia de les dades als clients que l’han sol·licitat, 
permet implementar aplicacions multimèdia a la xarxa i minimitzar al mateix 
temps la demanda d’ample de banda d’aquestes aplicacions. 
 
 
Fig. 2.5. Tràfic difusió Multicast/Unicast 
 
L’inconvenient d’aquesta transmissió es que no assegura la recepció del fitxer, 





La finalitat d’aquest projecte es fer arribar la emissió de la Televisió Local de 
Vallirana a un gran numero d’usuaris (tot el poble de Vallirana) mitjançant la 
intranet d’una xarxa local per WiFi. 
 
L’ample de banda de la xarxa local (54 Mbps teòrics), no és suficientment gran 
com per abastir a tots els veïns amb Unicast, ja què si enviem un stream a 
cada usuari, saturaríem ràpidament la xarxa.  
 
La solució mes adient seria la d’enviar l’stream amb els protocols 
UDP/multicast.  Utilitzant aquesta tecnologia solucionem el problema de 
saturació de la xarxa, ja què només enviem un stream on els usuaris es 
connecten o desconnecten quan volen. 
 
El problema d’aquesta transmissió, es que utilitzant els protocols UDP no tenim 
ni la correcció d’errors, ni el control de flux de TCP. Això provoca que al tenir 
que transmetre per WiFi, que es una tecnologia a vegades inestable, es perdin 
paquets, provocant drops o pixelats en l’ imatge. 
 
Per tant, perquè el sistema fos totalment robust, es tindria que buscar la 
manera d’afegir control d’errors a la tecnologia Multicast. Aquests problemes es 
poden solucionar mitjançant streamings que incorporin tecnologies del tipus 
FEC ( Forward Error Correction ) i les seves evolucions, tal com s’ha estipulat 
en el nou estàndard per la telefonia mòbil. A l’annex s’analitza aquest punt més 
a fons, i es proposen algunes solucions del mercat. 





3. CARACTERÍSTIQUES DE LA XARXA WI-FI 
 
3.1.  Introducció 
 
Les xarxes inalàmbriques Wi-Fi amb punts d’acces s’anomenan de tipus 
infraestructura o tipus BSS. 
 
La utilització de punts d’accés es convenient quan es pretén crear una xarxa 
permanent, encara que sigui amb pocs terminals, quan s’ha de disposar d’una 
amplia àrea de cobertura o crear una xarxa inalàmbrica amb molts usuaris. 
 
El nostre objectiu es dónar cobertura a tot el poble de Vallirana, perquè 
qualsevol habitant amb l’equipament adequat es pugui conectar a la xarxa y 
visualitzar la televisió local de Vallirana. 
 
El tema de la cobertura es una mica complicat al tenir que cubrir una gran 
extensió. En aquest cas, si es vol aconseguir la major eficiència, no basta amb 
situar els punts d’accés on millor ens sembli. Tampoc tenim que confiar 
exclusivament en el sistema de proba i error. En aquests casos es millor fer un 
estudi més estructurat. Això vol dir que, abans de començar a posar punts 
d’accés, ens farà falta respondre a algunes qüestions com las següents: 
 
• Amb quants usuaris contarà la xarxa 
• Quina àrea es pretèn cubrir amb el servei de xarxa inalàmbrica. 
• Quins inconvenients pot presentar l’entorn desde el punt de vista de la                         
cobertura radioelèctrica. 
• Quines possibles fonts d’interferències existeixen en les seves 
inmediacions. 
• Quina serà la concentració dels usuaris (usos simultanis en una mateixa 
zona). 
• Perfil de mobilitat dels usuaris.  
• Serà suficient amb una velocitat de transmisió de 54 Mbps. 
• Que equipament serà necessari (adaptadors de xarxa, punts d’access, etc.) 
• Localització dels punts d’accés 
• Com es connectaran els punts d’accés entre sí 
• La selecció de canals 
• Quin nivell de seguretat es necessitarà 
• Com s’interconectara la xarxa cablejada amb la xarxa inalàmbrica 
• Qui administrarà la xarxa 
 
En resum, quant major sigui la xarxa, tant en extensió com en número d’usuaris, 
més gran serà la necessitat de realitzar un anàlisis previ que ens permeti 
conèixer amb detall les necessitats i els recursos amb els que es compta.  
 
El procés d’instal·lació de la xarxa inalàmbrica es composarà dels següents 
passos: 
 
• Plantejament de la xarxa 
• Equipament utilitzat 




• Estudi de la cobertura 
• Configuració i instal·lació dels punts d’accés 
• Estratègies per estendre la cobertura 
 
 
3.2.  Plantejament de la xarxa 
 
Primer es tenia que decidir quin tipus de topologia de xarxa a utilitzar.  
La xarxa ad-hoc, on tots els dispositius de la xarxa estan tots connectats entre 
si, es una bona idea per una xarxa petita. Però per la nostra situació no era 
viable, ja què es troben molts inconvenients a aquesta topologia: el problema 
del node ocult, la poca eficiència i el fet que molts dispositius no accepten 
aquest tipus de xarxes.  
 
Per tant, es va decidir utilitzar una xarxa en mode infraestructura. Aquesta 
configuració ens permet crear una xarxa local inalàmbrica amb una extensa 
àrea de cobertura. Per cobrir tota l’àrea, es disposen de múltiples BSS, 
cadascuna de les quals  conta amb el seu punt d’accés. En aquesta 
configuració, els terminals poden desplaçar-se per tota l’àrea de cobertura 
sense perdre la comunicació. 
 
Perquè la xarxa ESS funcioni, s’ha de configurar els diferents punts d’accés 
com membres de la mateixa xarxa. Això implica que tots han de tenir el mateix 
nom de xarxa i la mateixa configuració de seguretat, encara que funcionant en 
diferents canals de radio. Això últim es important perquè, d’una altre manera, 




3.3. Equipament utilitzat 
 
3.3.1. Radionet rn-700 
 
 El Radionet rn-700 és utilitzat per enllaços 
punt a punt de gran capacitat per exteriors 
sobre solucions 802.11a – 5 Ghz. 
 
Solució amb antena integrada resistent a 
l’aigua i al mal temps. Radis de transmissió 
de fins a 54 Mbps.  
 
Amb dos Radionet rn-700 es té tot lo 
necessari per connectar xarxes remotes  
       Fig.3.1.  Rn-700                           entre edificis. Fins a 20 Km. 
 
                                             
 
El Rn-700 es un equip dissenyat per enllaços punt a punt tipus Backbone amb 
alt rendiment. 
 




D’instal·lació fàcil, amb dos unitats d’aquest dispositiu es té tot l’indispensable 
per instal-lar un enllaç de 5 Ghz a 54 Mbps, ja què incorpora en el equip 
l’antena i l’alimentació per exterior. 
 
 
Fig. 3.2. Enllaç punt a punt 
 
Les seves característiques tècniques són: 
 
- Rang de freqüències d’us lliure ( 5’470 – 5’725 Ghz), 11 canals no 
solapables. Selecció dinàmica de freqüència. 
- Potència màxima : 30 Dbi 
- Antena integrada de: 20 Dbi 
- Alimentació per exterior. 
- Extensió o substitució de la infraestructura de xarxa. 
- Enllaç de fins a 20 km. 
- Gran facilitat de manteniment i d’instal-lació.  
- Selecció dinàmica de freqüències (DFS). 
- Encriptació WPA, AES i VPN pass through. 
- Gestionable: SNMP V2c, Web based (HTTP, HTTPS), SSH2, MIB II. 
- OSPF Ruteig dinàmic 
- Valors d’operació : 90 % d’humitat,  -45º - 55º. 
 
 
3.3.2. Radionet rn-900 
 
Aquest permet fer enllaços 
punt a punt de gran capacitat 
per exteriors sobre solucions 
802.11a – 5 Ghz (antena 
integrada de 20 dBi) i cobertura 
client de 2,4 Ghz b/g/a. Permet 
enllaços a 108 Mbps. 
 
     El RN-900 es un equip  
                    Fig. 3.3. RN-900                                      dissenyat per enllaços            
 
BroadBand punt a punt amb alt rendiment i cobertura client a 2’4 Ghz b/g/a. 
 
 
Inclou una antena integrada de 5 GHz (20 dBi) i dos connectors d’antena tipus 
N per radis de 2’4 Ghz. 
 




Combina una doble funcionalitat, per un costat dona accés als clients i per 




Fig. 3.4. Multipunt, enllaç i cobertura 
 
Amb el software de Radionet MageIP permet múltiple mobilitat dels usuaris de 
xarxes enrutades i control de l’ample de banda per els usuaris d’accés. 
 
 
3.4. Configuració i instal·lació dels punts d’accés 
 
El nostre objectiu és formar una LAN inalàmbrica (WLAN). Aquesta xarxa es 
composa fonamentalment de dos tipus de elements, els punts d’accés i els 
dispositius client. Els punts d’accés actuen com un concentrador o hub  que 
rep i envia informació via radio als dispositius client, que poden ser de 
qualsevol tipus, habitualment, un PC  o PDA amb una tarja inalàmbrica. 
 
La principal avantatge d’aquest tipus de xarxes (WLAN), que no necessiten 
llicència per la seva instal-lació, es la connexió sense fils entre els diferents 
dispositius.   
 
Com s’ha dit abans, un punt d’accés es un equip que funciona en les xarxes 
inalàmbriques wifi com si fos una estació base central que servirà 
d’intermediari de totes les comunicacions entre els dispositius de la xarxa. 
 
Per poder donar cobertura a tot el poble utilitzarem els dispositius  
“Radionet rn- 700” i “Radionet rn-900”. 
 
Aquests dispositius es configuren mitjançant una aplicació que s’utilitza a 




• Tipus de xarxa.  En aquest cas , el tipus de xarxa que tenim que 
configurar es el BSS, també conegut com infraestructura o amb punts d’accés.  





• Nom de la xarxa. El nom de xarxa tindrà que ser el mateix que el 
configurat en el punt d’accés, inclosos els caràcters en majúscula i minúscula. 




• Canal. Aquí s’ha de introduir el número de canal que es consideri 
apropiat. S’ha de tenir en compte que, encara que el sistema em permeti 
escollir qualsevol canal, existeixen limitacions regulatòries per el us dels canals 
depenent de l’àrea geogràfica en la que ens trobem. 
 
• Seguretat.  Els equips wifi disposen de determinades característiques  
de seguretat que poden ser configurades en el punt d’accés. Es important que 
els paràmetres de seguretat que aquí es configuren siguin els mateixos que els 
que es configuren en cada dispositiu. La nostra xarxa tindrà protecció WPA 
que es la millor per xarxes wifi en aquests moments. 
 
• Clau d’accés. El punt d’accés disposa d’una clau per impedir l’accés a 
les seves funcions de configuració. El fabricant configura a tots els seus equips 
amb una mateixa clau d’accés (generalment admin), però l’usuari té que 
canviar aquesta clau per augmentar la seguretat de l’equip. Evidentment no 
facilitarem la clau que actualment s’està utilitzant en la xarxa de la Televisió de 
Vallirana.  
 
• Protocols wifi. Aquesta xarxa esta configurada amb el subestandard 
802.11a. Aquest, es molt robust a les interferències i és el que té un ample de 
banda més gran (54 Mbps). 
 
 
Fig.3.5. Xarxa WLAN amb els Radionet 
 




Tal com es pot veure en la figura 3.5., els dos access point de Radionet estan 
connectats de manera que formen la WLAN que donarà cobertura a tot el 
poble de Vallirana. 
 
El Radionet rn 700 esta situat en l’estudi de la Televisió Local de Vallirana i té 
la funció de fer l’enllaç amb el Radionet rn 900.  
 
El Radionet rn 900 està situat en la torre de transmissió de Vallirana, situada 
en una part elevada de la muntanya. Des d’aquest punt, podem cobrir gairebé 
tota la cobertura del poble, gràcies als dues antenes de les  que disposa 
aquest dispositiu.  
 
  
Fig.3.6. La primera fotografía correspon a la torre de tranmissió on s’han marcat les antenes 
omnidireccionals del Radionet rn 900; en la segona es pot observar la muntanya on està 
situada la torre de transmissió 
 
Aquestes dues antenes arriben a oferir fins a 54 Mbps de velocitat de 
transmissió fins a una distància de 10Km amb una amplada de uns 15º pel radi 
que fa l’enllaç i 60º pel que dona cobertura al client, dades més que suficients 
per la zona que es vol cobrir.  
 
Cal destacar, que cadascuna d’aquestes antenes disposa d’una IP diferent, ja 
què formen part de dues xarxes diferents. L’antena 1 forma una xarxa local 
amb el rang d’IP’s 192.168.3.X i l’antena 2 amb el rang de 192.168.4.X. 
 






















L’antena de Vallirana TV (Radionet rn-700), enviarà el senyal fins a la torre 
emissora i establirà l’enllaç per un dels dos radios (192.168.3.1 en aquest cas) 
i l’antena de la torre de l’altre radio podrà redirigir aquesta informació fins als 
receptors finals (192.168.4.1). 
 
El problema d’aquesta configuració inalàmbrica es que els Radionet només 
tenen 11 canals, i per tant, el nombre d’usuaris que podrien utilitzar aquesta 
xarxa seria molt  limitat. En l’apartat “1.6. Estratègies per estendre la cobertura”, 
s’estudia la solució d’aquest problema. 
 
 
3.5. Estudi de la cobertura 
 
Per estudiar la cobertura es fa servir senzillament un portàtil Intel amb un equip 
WiFi 802.11a. El mateix portàtil ja porta de fàbrica un software útil per analitzar 
xarxes, on podem saber la potència del senyal, qualitat, canal utilitzat, 
seguretat utilitzada, mode de treball (infraestructura, ad-hoc...) de totes les 
xarxes disponibles. 
 
El muntatge per prendre aquestes mesures consistia en connectar l’antena al 
punt d’accés mitjançant un pigtail i el punt d’accés a l’ordinador mitjançant el 
cable de xarxa. S´ha de recordar que es tenen dos ràdios, per tant a cada punt 
de mesura, en realitat s’havien de fer dues i per cadascuna s’havia de cambiar 
de punt d’accés amb el consegüent canvi de configuració a la targeta de xarxa 
de l’ordinador. L’antena sempre es mantenia fixada al masteler per tal  que 
estigués alçada. 
 
Amb l’ordinador es feia la connexió amb els dos ràdios i s’obtenia el 
percentatge de qualitat. El GPS donava la posició exacta de cada punt de 
mesura i el coversor connectat a l’encenedor del cotxe era l’encarregat de 
donar alimentació a tots els aparells. 
 
 
En les següents imatges es pot veure el radi de cobertura que tenim amb els 
dos Radionet treballant en mode infraestructura o BSS.  
 
Les imatges dels radios de cobertura han sigut extretes del PFC d’en Miguel 
Angel Carmona Muñoz, “Dispositiu comunicació video per IP”. 
 






Fig. 3.7. Radi de cobertura del radi 1 del Radionet rn 900 
 
Amb les dues imatges es pot apreciar com el ràdio 1 és més directiu, per això 
es l’encarregat d’establir l’enllaç ja que la potència està més concentrada en un 
sector determinat. 
En canvi en la imatge de la cobertura del ràdio 2 es pot observar que l’espectre 
no respon a un patró, ja que a part de que l’ample del feix és de 60º, en 
aquests resultats també es pot assegurar que hi ha punts on el que està 
arribant són rebots. 
 
En aquestes imatges també s’aprecia que hi ha zones d’ombra, cosa normal si 
es té en compte que per darrere l’antena no arribarà la cobertura, a més només 









Fig. 3.8. Radi de cobertura del radi 2 del Radionet rn 900 
 
Tal com es pot observar en les imatges tenim cobertura per la part principal del 
poble, però dues zones més apartades del municipi, a l’esquerra de la 
fotografia, anomenades “les Cases d’en Muntaner” i “urbanització Can Julià”, 
no tenen cobertura. En l’apartat “1.6. Estratègies per estendre la cobertura” 
s’estudiarà com solucionar aquest problema. 
 
 
3.6. Estratègies per estendre la cobertura 
 
En aquest apartat estudiarem la manera de solucionar els dos grans problemes 
que presenta la xarxa WiFi de la Televisió Local de Vallirana: 
 
• El nombre limitat de canals (11 per Access Point) 
• La cobertura de les zones incomunicades  
 
 
3.6.1. Solució per augmentar el nombre de canals 
 
Quant més lluny estigui el node més difícil serà que arribi el senyal en 
condicions, per això, si és necessari, s’han d’aprofitar els nodes d’accés que 
faran de repetidor fins un altre node i així fer arribar la informació amb garanties. 
 





Fig.3.9. Relació rendiment - distància 
 
Aquesta taula mostra com a major distància els ratios de rendiment 
disminueixen. També es veu que tot i que el protocol 802.11a treballi fins a 
54Mbps, el bit rate efectiu es troba entre els 20 i els 30Mbps. 
 
Això demostra que dins la zona de cobertura seleccionada, s’hauran de fer 
altres enllaços entre nodes perquè l’emissió d’IPTV arribi amb una bona qualitat 
a tots aquells que ho dessitgin. Per a poder connectar més equips, s’haurà de 
configurar la seguretat i el direccionament IP.  
 
Un model d’ampliació podria ser el següent: 
 
L’idea consisteix  en fer que els Radionet facin la funció de “Node Central” (NC), 
la funció dels quals consistirà en fer arribar la connexió en mode Bridge Punt-a-
MultiPunt, a diversos “Nodes de distribució” (ND). Els ND, basats en sistemes 
de doble radi amb control d’abonats i ample de banda (smartBridges airPoint 
XO2) rebran al seu Radi A la connexió provinent del NC i la repartiran als 




Fig. 3.10. Solució amb smartBridges airPoint XO2 
 





La Radi A del ND estarà connectada a una antena direccional de baix cost 
(només necessita rebre el senyal d’un punt molt concret), per exemple una Flat 
Patch que es pot pegar al propi frontal del XO2 i estalviar instal·lació.  La Radio 
B del ND estarà connectada a una antena omnidireccional de bona qualitat i 
guany.  
 
Els airPoint XO2 són el producte més adequat del mercat per nodes de 
distribució ja què a més de disposar de doble radi, disposen de 14 canals per 
als usuaris.  
 
 
Fig. 3.11. Ampliació de la xarxa WLAN amb els airpoint XO2 
 
 
En l’ imatge 3.11. podem veure com quedaria implementada la xarxa WiFi, 
d’aquesta forma augmentaríem el nombre de canals, i abastir un major numero 
d’usuaris.  
 
3.6.2. Solució de cobertura de les zones incomunicades 
 
Tal com hem vist abans, dos municipis de Vallirana queden sense cobertura. 
Per fer arribar a aquests municipis  connexió a la xarxa utilitzarem uns punts 
d’accés treballant en mode bridge. 
 
La funció del bridge serà interconnectar les dos xarxes. Una vegada 
interconectades, els equips d’una xarxa poden veure i comunicar-se amb els 
equips de l’altre xarxa com si tots formessin part de la mateixa xarxa. 
 




Aquesta solució requereix de dos equips bridges inalàmbrics, un en cada 
extrem. Aquests dispositius ens serviran per estendre l’àrea de cobertura. 
 
Per tant, per realitzar el bridge utilitzarem un airpointBridge situat a la torre de 
transmissió que connectarà amb l’airpoint XO2 situat a les zones 
incomunicades, gràcies a la compatibilitat d’aquests dos dispositius.  
 
 


















En aquest apartat, farem un estudi dels diferents dispositius que tindríen que 
comprar els habitants de Vallirana per poder rebre el senyal IPTV que estem 
enviant per Wi-Fi desde l’estudi de la televisió local de Vallirana.  
 
L’esquema simplificat, per rebre el senyal seria el següent: 
 
 
Fig. 4.1. Esquema de recepció en habitatges 
 
 
L’elecció dels dispositius que necessitem, serà diferent per cada usuari ja què 
l’instalació tindrà en compte factors que son independents de cada habitatge: 
 
• Nivell de recepció del senyal Wi-Fi 
• Comunitats de veïns o cases unifamiliars 
• Compatibilitat dels dispositius amb la xarxa 
• Instalació de l’edifici per distribuïr el senyal (ICT) 
 
A continuació, explicarem quins equips utilitzarem per rebre el senyal, i farem 
un estudi de mercat, per trobar quins equips son els millors tant a nivell 




4.2. Antena  
 
4.2.1. Especificacions tècniques 
 
L’antena serà el dispositiu destinat a la captació de les ones radioelèctriques. 
L’antena de l’equip emissor radiarà les ones radioelèctriques, i la receptora les 
captarà. 
 
Les comunicacions Wi-Fi son bidireccionals semidúplex, per tant, l’antena 
tindrà que transmetre i rebre, de manera alternativa. 
 
Per saber quina antena serà millor per cada usuari, es tindràn en compte unes 










Es el grau d’amplificació del senyal, representa la relació entre la intensitat del 
camp que produeix en un punt determinat i la intensitat de camp que produeix 




Un dels majors inconvenients dels sistemas de radi es que, quan emitim, no 
només s’emiteixen dades, sino que, tambè sorolls. De la mateixa manera, quan 
es rep, tambè rebren sorolls. Aquest fet es inevitable. En qualsevol cas, una 
transmissió es rebrà millor quant més potent sigui el senyal en comparació amb 
els sorolls. Al resultat de dividir el valor de la força de de la senyal de dades 
amb el valor de la força del soroll, se l’anomena relació senyal/soroll. 
Evidentment quant major sigui aquest valor, millor serà la comunicació. 
 
Patró de radiació i apertura del feix 
 
El patró de radiació (radiation pattern) es un gràfic o diagrama polar sobre el 
que es representa la força dels camps electromagnètics radiats per una antena. 
La forma de radiació del patró de radiació depen del módel de l’antena. Les 
antenes omnidireccionals emeten totes les direccions i tenen menor cobertura 
que les antenes direccionals. El patró de radiació pot ser representat en dos 




Fig. 2.2. Exemple de patró de radiació d’una antena 
 
Els models d’antenes comercials acostumen a publicar patrons de radiació 




La polarització d’una antena descriu l’orientació dels camps electromagnètics 
que irradia o rep l’antena. Les formes de polarització més comuns son les 
següents: 
 
• Vertical. Quan el camp eléctric generat  per l’antena es vertical am 
respecte l’horitzó terrestre. 
• Horitzontal. Quan el camp eléctric generat per l’antena es paral-lel a 
l’horitzó terrestre. 




• Circular. Quan el camp elèctric generat per l’antena va rotant de vertical 
a horitzontal, i viceversa, creant moviments circulars en totes direccions. 
• Elíptica. Quan el camp elèctric es mou com en la polarització circular 




Idealment, la polarització de les antenes als extrems de la comunicació tindrà 
que ser la mateixa per minimitzar la pèrdua de guany. En el nostre cas, 




En el mercat existeixen tants tipus d’antenes com ha permès la imaginació: 
yagui, de panel, parabólica de disc, parabólica de rejilla, etc. Tot i això, tots 
aquests tipus d’antenes es poden agrupar en dos tipus primaris: 
omnidireccionals i direccionals. 
 
Les antenes omnidireccionals son aquelles que radien en totes les direccions i 
tambè poden captar el senyal procedent de totes les direccions. Per el contrari, 
les antenes direccionals concentren la seva radiació en una direcció i només 
poden captar el senyal procedent d’aquella direcció. Les antenes direccionals 
tenen més abastiment (i guany) que les primeres a costa de concentrar-se en 
una sola direcció. 
 
A nosaltres ens interesarà utilitzar antenes direccionals, ja què volem rebre el 
senyal d’un punt d’accés concret.  
 
 
4.2.2. Exemples d’antenes a implementar 
 
Una vegada hem vist els conceptes generals relacionats amb la tecnologia de 
les antenes, ja podem decidir-nos a elegir la més adequada per les nostres 
necessitats. Tot i això, abans de continuar, s’explicarà quins paràmetres han de 
complir les antenes que haurien de comprar els veïns.  
 
• Freqüència. Ens tenim que assegurar que l’antena elegida treballi en la 
banda de freqüències de 5 GHz, que correspon a 802.11a. 
• Tipus d’antena. Els fabricants acostumen a utilitzar diferents noms de 
tipus d’antenes. Per això, l’important es fixar-se que l’antena acompleixi 
les característiques de direccionabilitat i guany que es necessiten.  
• Polarització. És important assegurar-se de que la polarització de las 
antenes sigui la mateixa. En el nostre cas vertical. 
• Guany. Serà un dels aspectes fonamentals. Tot i això, aquesta també 
depèn dels cables i connectors que utilitzem. Aquest guany serà 
variable, segons en quin punt del poble estem situats.  
 
En la següent taula,  s’exposaren algunes de les antenes que es podrien 
implementar en el sistema de recepció.  
 



























5 GHz  Dual  31 dBi  418,62 € 
Fig. 4.3. Taula d’antenes a implementar 
 
 
Com es pot observar, al mercat podem trobar una gran quantitat d’antenes a 





4.3. Els connectors i cables d’antena 
 
4.3.1. Especifiacions tècniques 
 
Les antenes externes es connecten als equips wifi mitjançant un cable. 
Normalment el cable que uneix el dispositiu wifi amb l’antena es un cable del 
tipus coaxial. Aquests cables es caracteritzen perquè disposen d’un conductor 
central amb una malla metàl·lica concèntrica  que el protegeix de les 
interferències. El cable de la televisió es un exemple de cable coaxial. 
 
Per connectar el cable a l’antena i als dispositius wifi, s’utilitzen els connectors. 
Tant l’antena com els equips wifi disposen d’un connector on s’han d’endollar 
els seus corresponents connectors dels extrems del cable. Per poder dur a 
terme aquesta operació, existeixen uns connectors coneguts com de tipus 
mascle o d’altres com del tipus femella. Només els connectors de diferent sexe 




es poden connectar entre sí. Per exemple, a l’antena acostuma a haver un 
connector del tipus femella i en el cable, un del tipus mascle. Això permet 
connectar el cable a l’antena. 
 
4.3.2. Tipus de connectors 
 
La utilització dels connectors sembla molt senzilla, però tot es complica per el 
fet de que no existeix una regulació que especifiqui com han de ser els 
connectors. Això comporta que existeixin molts models diferents de connectors, 
alguns molt utilitzats i altres específics dels fabricants. 
 
Els tipus de connectors més comuns son els següents: 
 
• N. Navy (marina) 
• BNC. Bayonet Navy Connector (connector tipus bayoneta de la marina) 
• TNC. Threaded BNC (connector BNC roscat) 
• SMA. Sub-Miniature Connect (connector subminiatura) 
• SMC.  
















Fig. 4.5. Connectors  
 
4.3.3. El cable 
 
El motiu principal per el que s’utilitza l’antena externa no es allunyar l’antena de 
l’equip wifi, sinó poder aconseguir augmentar l’abast d’aquest equip. Això vol 
dir que, per instal·lar l’antena externa, no s’ha de pensar en unir l’antena amb 
l’equip wifi amb un llarg cable, sinó tot lo contrari. El cable introdueix pèrdues 
en la senyal que van de 0.05 a 1 dB per metre i a preus de 1 a 50 euros per 
metre. Per tant, a menor longitud del cable, menors pèrdues. 
 
Per comprar el cable, ens tenim que assegurar que sigui òptim per la 
freqüència de 5 GHz. Un cable pot ser molt apropiat per ser utilitzat en 
aplicacions de televisió i vídeo i no ser adequat per wifi. Escogir el cable 
adequat es casi tan important com escogir l’antena adequada. Tots el cables 
introdueixen pèrdues, per uns introdueixen mes que d’altres. 
 






























4.4. Router  
 
4.4.1. Especificacions tècniques 
 
El router serà l’equip que farà de pont entre els usuaris finals i la xarxa Wi-Fi 
que està enviant el vídeo IPTV. Estarà connectat a l’antena, mitjançant un 
cable coaxial i amb el connector corresponent, normalment de tipus N.  
 
Aquest dispositiu serà imprescindible en tots els casos, ja què sinó, no es podrà 
establir la comunicació entre els terminals. 
 




Tots els equips que formen part de la xarxa disposen de la seva direcció IP. 
Aquesta direcció IP es la que identificarà a cada equip per totes les seves 
comunicacions.  
 
Quan el nostre usuari estigui conectat a la xarxa, el router tindrà la funció de 
traduïr les direccions IP, perquè es pugui dur a terme la comunicació. Aquest 
sistema es coneix amb el nom de NAT ( Network Address Translation). Per tant, 
el router tindrà que tenir una direcció IP privada (IP LAN) que l’identifiqui dins 
de la xarxa d’usuaris i una direcció IP pública (IP WAN) per comunicar-se amb 
la xarxa Wi-Fi. 





En conclusió, tindrem les següents direccions configurables en el router: 
 
• IP interna del router, tambè coneguda com direcció privada o IP LAN. 
Serà la que identifica el router dins la xarxa local. Desde el punt de vista 
dels equips d’usuari, aquesta direcció es l’enllaç amb el servidor IPTV. 
S’acostuma agafar la primera direcció IP del rang de direccions privades. 
Nosaltres agafarem la 192.168.0.1. 
 
• IP externa del router, tambè coneguda com direcció IP pública del 
router o direcció IP WAN. És la direcció amb la que es pot accedir al 
router desde el servidor. Nosaltres agafarem la 192.168.3.7 ó 
192.168.4.7. Aquests IP’s corresponen als punts d’accés que formen la 
xarxa WLAN de Vallirana. 
 
 
A part de les direccions anteriors configurables, existeixen les direccions IP 
dels equips conectats al router. Aquestes direccions es configuran en cada 
equip, encara que tambè poden asignar-se automàticament a través de l’utilitat 




OPCIÓ   USUARI  Router (LAN)  Router (WLAN) Punt d'Acces (Radionet rn 900)
Radi 1  192.168.100.5  192.168.100.1  192.168.3.2  192.168.3.1 
Radi 2  192.168.100.5  192.168.100.1  192.168.4.2  192.168.4.2 
Fig. 4.7. Configuració de direccions IP 
 
En la figura 4.7. es pot observar les diferents IP, que utilitza el router per 
encaminar els paquets als terminals corresponents. Es pot observar que tenim 
dos opcions, que corresponen als 2 radis dels que disposa el Radionet rn 900.  
 
Tenim dues xarxes que s’interconnectan:  
 
1. Es la xarxa LAN formada per els usuaris que volen rebre el senyal,  es 
ethernet. Les IP’s en el rang 192.168.100.X identificaran els dispositius 
dins d’aquesta xarxa local.  
 
2. Es la xarxa WLAN formada per els access point per wifi.  
 
Per tant, el router fa possible que els usuaris de la xarxa ethernet LAN, puguin 











4.4.2. Exemples de routers a implementar 
 
 

















4.5.1. Especificacions tècniques  
 
El switch serà un dispositiu que necessitarem quan vulguem distribuir el senyal 
IPTV a més d’un usuari dintre de la mateixa xarxa.  
 
Aquest equip, conegut com “commutador”, es un dispositiu electrònic 
d’interconnexió de xarxes d’ordinadors que opera en la capa 2 (nivell d’enllaç 
de dades) del model OSI. Un commutador connecta dos o més segments de 
xarxa, intercanviant dades d’un segment a l’altre, d’acord amb la direcció MAC 
de destí dels datagrames en la xarxa.  
 




                                      
Fig.4.9.  Switch en una xarxa en estrella 
 
En el nostre projecte, el tindrem connectat entre el nostre router i  les set top 
box.   
 
Per tant, nosaltres utilitzarem aquest dispositiu principalment en comunitats de 
veïns, quan vulguem distribuir el senyal que ens està arribant del router fins a 
tots els veïns de l’edifici, via ethernet.  
 
 
4.5.2. Exemples de switch a implementar  
 
 





















4.6. Set top box (Decodificador) 
 
4.6.1. Especificacions tècniques 
 
Serà el dispositiu encarregat de la recepció i descodificació del senyal IPTV, 
per desprès ser mostrat en la televisió.  





Principalment, s’encarregarà de rebre el senyal digital en format IPTV, 
comprovar que tinguem permís per veure aquest senyal, el desmodularà y 
l’enviarà al televisor.  
 
                                      
              Fig. 4.11. Set top box Aminet                        Fig. 4.12. Set top box Pacific Satelite             
 
 
Arquitectura de la Set top box 
 
Per poder executar les dades o programes que ens arriben del senyal, es 
necessiten una sèrie d’elements. Aquests es poden descriure per el següent 
esquema de capes molt semblant al d’un ordinador. 
 
• Capa de Hardware: Són tots els components físics que formen una STB 
(CPU, Memória, acces condicional, decodificador MPEG...)  
 
• Sistema operatiu:  Les STB necessiten un sistema operatiu en temps 
real, ja què, operacions com la descodificació MPEG necessiten que es 
realitzin a l’instant. 
  
• La plataforma o Middleware: Es tracta d’una capa intermèdia entre el 
hardware i el software. Són el conjunt de mòduls que permeten un 
desenvolupament més eficient de les aplicacions. 
 
• Capa d’aplicacions: Aquí es on trobarem les aplicacions, que una 
vegada descarregades es podran executar.   
 
 
4.6.2.  Exemples de Set Top Box a implementar 
 
Al mercat trobem una gran quantitat de  descodificadors capaços de reproduir 
streaming iptv, es va cercar un que també pogués reproduir també el senyal 
TDT, així l’oferta sería mes atractiva per el comprador, ja què no tindria que 
comprar una set top box expressament per rebre el senyal IPTV. 
 
Tot i això, no es va trobar cap descodificador que complís aquestes 
característiques, els que s’han trobat només poden fer una de les dues 

























































La denominació d’infraestructures de telecomunicació s’utilitza per el conjunt 
format per les xarxes de telecomunicacions y els elements de l’obra civil que 
las suporten.  
 
L’objectiu d’aquest apartat es la realització d’una Infraestructura Comú de 
Telecomunicacions (ICT) per adaptar-la al nostre projecte IPTV via Wifi, 
realitzant els càlculs oportuns per assegurar una qualitat en la distribució del 
senyal i la distribució correcta del cablejat en tot l’edifici, explicant la distribució 
de les canalitzacions i els registres necessaris. 
 
Encara que en  el cas de la recepció per Wifi no existeix cap normativa 
específica sobre ICT, ja què la normativa vigent no ho contempla, s’ha cregut 
convenient adaptar aquesta normativa a les necessitats del nostre projecte, 
realitzant un estudi sobre la normativa vigent aplicable.  
 
S’ha fet una comparativa entre les diferents instal·lacions que podríem dur a 




5.2. Blocs de pisos 
 
L’esquema general del que es una ICT per un bloc d pisos, es mostra en la 
figura 4.1, en la que es pot veure que las xarxes d’alimentació dels diferents 
operadors poden accedir per la part inferior de l’edifici o per la part superior.  
 
En el cas de ser per terra, es disposa d’una Arqueta d’entrada (AE) en el 
exterior de l’immoble i de canalitzacions externes d’enllaç, que acaben en el 
RITI (Recinte d’instal·lacions de Telecomunicacions Inferior);  si l’accés es 
realitza a través d’una canalització d’enllaç es porta fins el RITS (Recinte 
d’Instal·lacions de Telecomunicació Superior), equivalent al RITI, i els dos es 
connecten a la xarxa de distribució de la ICT.  
 
La xarxa de distribució s’encarrega de transportar els senyals fins a cada una 
de les plantes de l’edifici, per mitja de la canalització principal (fonamentalment, 
rectilínia i vertical) i dels Registres Secundaris (RS), que es col·loquen en els 
punts de trobada d’una canalització principal i una secundaria. 
 
Una vegada que el senyal ha arribat a totes les plantes, es necessita  
distribuir-la horitzontalment a cadascun dels pisos, el que es fa mitjançant una 
xarxa de dispersió (canalització secundaria), acabat en l’anomenat PAU (Punt 
d’Accés d’Usuari). L’infraestructura que soporta la xarxa de dispersió consta de 
Registres de Pas (RP) per facilitar la instal·lació de cables i Registres de 
Terminació de Xarxa, on s’allotjaran els PAU. Ja, internament, s’instal·laran els 
Registres de Toma (RT) on es situaran les Bases d’Accés de Terminals (BAT).  











A continuació,  anirem detallant quines normatives tindran que complir els 
dispositius que afegim a la ICT per rebre el senyal wifi.  
 
5.2.1. Elements de captació 
 
El senyal que estem enviant viatja a través d’ones radioelèctriques (wifi), per 
donar accés a aquest servei s’ha de disposar a la part superior de l’edifici de tot 
l’equipament necessari. 
 
Segons la normativa catalana actual, respecte les antenes tenim: 
 
Espai exterior respecte als elements de captació. 
 
Es reservarà suficient espai físic, en funció del projecte tècnic d’instal·lació de 
la infraestructura comuna de telecomunicació, lliure de obstacles, a la part 
superior de l’immoble, per a la instal·lació d’elements de captació dels senyals 




de radiodifusió, de televisió i altres serveis via ràdio, tant dels que són de 
difusió terrenal com dels que ho son per satèl·lit.    
 
Punt d’entrada general. 
 
En tot edifici de més de quatre habitatges, oficines o locals hi ha d’haver 
a) Un punt d’entrada general soterrat que faciliti el pas de dos conductes de  
60 mm de diàmetre interior de paret llisa(un per servei de radiofreqüència i 
l’altre per serveis en banda base). 
b) Un punt d’entrada general superior a la coberta de l’edifici que faciliti el pas 
de dos conductes de 60 mm de diàmetre interior de paret llisa. 
En el cas d’edificis de quatre habitatges o menys o bé quan es tracta 
d’habitatges unifamiliars, oficines o locals, els conductes especificats 
anteriorment seran de 40 mm. La seva execució anirà a càrrec de la propietat 




Les antenes, astes, torretes, etc., estan fetes d’un material tractat per evitar que 
es corrompin, evitar l’entrada de l’aigua o permetre la seva evacuació. 
Les astes de les antenes han d’estar connectades amb la toma de terra de 
l’edifici amb un cable de 6 mm de secció (diàmetre) com a mínim. Aquesta asta 
no pot superar els 6 metres d’altura i, si se supera, s’ha d’utilitzar torretes 
fixades amb elements resistents i accessibles. 
Les astes i les torretes han d’estar ubicades a una distància superior als 5 
metres envers qualsevol obstacle o asta més propera, o a 1’5 vegades la 
longitud de l’asta en el cas de les línies elèctriques. Cal dir també que les astes 
han d’estar allunyades de xemeneies,  campanars i d’altres obstacles. 
Les antenes i elements propis dels sistemes captadors de senyals estan 
exposats a altes velocitats de vent: 
• Un màxim de 130 Km/h per altures inferiors a 20 metres. 
• Un màxim de 150 Km/h per altures superiors als 20 metres.  
Els cables de connexió estan preparats per a estar en l’intempèrie o bé 
els haurem de protegir adequadament. 
 
5.2.2. Canalització d’enllaç 
 
La canalització d’enllaç serveix per enllaçar l’antena amb el Recinte 
d’Instal·lacions de Telecomunicació Superior (RITS). 
 
Actualment, segons el reglament estatal RD-401/2003 s’ha de col-locar un 
Registre d’Enllaç a l’interior de l’edifici de 45x45x12 cm(superficial) o 40x40x40 
cm (empotrat).  
 
La canalització d’enllaç ha d’estar formada segons la norma actual 172/1999 
per una canaleta de 70 cm2 de secció, equivalent a dos tubs de diàmetre de   
60 mm o bé per dos tubs d’aquest mateix diàmetre amb paret interior llisa. 




Poden anar encastades o ser superficials i la seva execució i manteniment va a 
càrrec de la propietat de l’edifici.  
 
 
Fig.5.2. Registre d’enllaç 
 
 
5.2.3. Recinte de Telecomunicacions Superior (RITS) 
 
Des del Punt d’Entrada una sèrie de tubs (Canalització d’enllaç) conduiran els 
diferents serveis cap a una caixa o recinte anomenat Recinte de 
Telecomunicacions (RIT), on els operadors faran les seves connexions a la 
xarxa interior de l’edifici.  
 
Segons la definició extreta de la norma catalana: 
 
...Recinte de telecomunicacions (RIT). És el recinte que permet establir la unió 
entre les xarxes d’alimentació dels serveis de telecomunicació dels diferents 
operadors i les xarxes de distribució de l’edifici. En aquest espai si han  
d’instal·lar els elements de connexió, adaptació i distribució dels diferents 
serveis de telecomunicació.  
 
...El projecte arquitectònic ha de preveure dos recintes de tipus modular amb 
porta d’obertura cap a l’exterior, amb els sistemes de ventilació que el servei 
requereixi. 
 
...L’armari o recinte s’ha de situar en zones comunitàries o dintre de recintes 
específics per serveis. Un s’ha de col-locar a la part superior de l’edifici i l’altre 
a la part inferior per rebre les instal·lacions que vinguin soterrades.  
 
Els armaris han de disposar davant d’ells d’un espai lliure amb una fondària 
d’1m com a mínim, perquè els serveis tècnics de telecomunicacions hi puguin 
treballar. 
 
Dins del RITS ficarem el router que serà el dispositiu encarregat de fer la 
comunicació entre els dispositius i la xarxa WLAN. 
 
L’antena es connectarà mitjançant un cable coaxial amb el connector N del 
router. D’aquest, sortirà un cable ethernet que es tindrà que ficar per la 




                               






Fig.5.3. Instal·lació del router dins del RITS.  
 
5.2.4. Canalització principal 
 
Des del RITS els cablejats dels diferents serveis hauran de distribuir-se per 
dintre de l’edifici. Per fer-ho la normativa preveu una “canalització” única per 
tots aquest serveis, amb distintes possibilitats d’implementació, que unirà el 
RITS amb el RITI (el seu homòleg a la part inferior de l’edifici). Aquesta 
canalització s’anomena Canalització principal.  
 
La canalització principal forma part de les canalitzacions de l’edifici i com a tal, 
segons la norma catalana: 
 
... ha d’estar formada per canaletes o per tubs de paret interior llisa que poden 
anar encastats o superficials. 
... han de passar per elements comunitaris de l’edifici. 
... es recomana emprar canaletes o galeries de servei per les facilitats 
d’instal·lació de les xarxes que comporten. 
 
En concret, la Canalització Principal: 
 
... en el cas de tub s’ha de projectar en trams rectilinis. En els canvis de 
direcció cal disposar dels preceptius registres de pas. 
... la seva execució va a càrrec de la propietat. 
... ha de tenir les dimensions següents: 
• Fins a 12up. 26 cm2 de canaleta o 2 tubs de 40 mmØ 
• De 13 a 25 up. 60 cm2 de canaleta o 2 tubs de 60 mmØ 
• Més de 25 up. Projecte específic a incloure en el projecte d’edificació 







Aquest dimensionat resulta força discret i obliga als diferents serveis a 
compartir tubs. Per millorar aquest aspecte s’estan considerant les següents 
modificacions de la normativa catalana: 
 
• Pel servei de Telefònia Bàsica: 1 tub de 40 mm per cable multiparell 
• Pel servei de RTV-SAT, un tub de 40 mm 
• Pel servei de TLCA: un tub de 40 mm cada 6 up 
• Pel servei LMDS: un tub de 40 mm 
• Pel servei de Porter/Vídeo porter automàtic: un tub de 40 mm 
• Guardar com a reserva un tub de 40 mm cada 12 up o fraccions. 
 
En el nostre projecte utilitzarem un tub de reserva per ficar el cable ethernet 
que sortirà de l’interior del RITS on tenim el router. 
 
 
Fig. 5.4. Detall d’instal·lació del RITS. Per un dels 7 tubs lliures ficaríem el cable ethernet 
 
 
5.2.5. Registre de planta 
 
A cada planta de l’edifici la Canalització Principal s’interromprà per donar servei 
als usuaris de la planta. Els dispositius i connexions necessaris per fer-ho es 
disposaran en una caixa o espai anomenat Registre de Planta (també 
anomenat Registre Secundari). 





Segons la normativa catalana actual: 
 
...S’ha de col-locar un registre de planta en cada punt de distribució de la 
canalització principal cap a la canalització secundària. 
...la seva execució va a càrrec de la propietat. 
... ha de tenir les dimensions següents: 
• De 1 a 3 up. a la planta: 20 x 20 x 12 cm 
• De 4 a 6 up. a la planta: 20 x 40 x 12 cm 
• Més de 6 up. a la planta: Projecte específic 
 
Segons la proposta de millora a cada planta s’instal·larà un registre secundari 
que fins a 4up. per planta, serà de 45x45x15 cm. Si hi ha més de 8 up per 
planta, caldrà especificar el nombre de registres al projecte. Els RIT (superior i 
inferior) podran fer la funció de registre secundari de la planta on estan ubicats. 
 
En el nostre projecte dins del Registre de Planta, ficarem un switch, que 
s’encarregarà de distribuir el senyal per els usuaris de cada planta. 
 
 
Fig. 5.5. Exemple d’instal·lació de registres de planta amb accés per canaleta 
 
5.2.6. Canalització secundària 
 
La Canalització Secundària s’encarrega d’unir el Registre de Planta amb el 
Registre d’accés d’Usuari. En edificis de més d’un habitatge per planta podem 
tenir varies canalitzacions secundàries sortint del registre de planta i fins i tot 
podem decidir que més d’un habitatge comparteixi una mateixa canalització 
secundària. En aquest cas comparteixen la canalització, no els cablejats, que 
partiran tots ells del registre de planta de forma independent. 
 
Segons la normativa catalana actual, les canalitzacions secundàries: 
...canalització secundària: connecta els registres de planta amb els registres 
d’accés d’usuari. 
... s’han de projectar en trams rectilinis. En el cas de canvis de direcció, cal 
disposar dels preceptius registres de pas. 
... han de tenir les dimensions següents: 
• D’1 a 3 up compartint la canalització: 8 cm2 de canaleta o 2 tubs de    
20 mmØ 




• De 4 a 6 up compartint la canalització: 16 cm2 de canaleta o 2 tubs de 
30 mmØ 
• Més de 6 up compartint la canalització: Projecte específic 
 
Una possible proposta de millora del Decret 172/99 proposa instal-lar 3 tubs 20 
mm per up més un altre tub de 20 mm de diàmetre per up opcional pel porter 
electrònic. Si optem per l’ús de canals, aquestes seran 224 mm2.  
 
La normativa espanyola RD-401/2003 especifica per la canalització secundària: 
 
En els trams comunitaris serà com a mínim de 4 tubs, destinats el primer a 
TB+XDSI, el segon a TLCA i SAFI, el tercer a Ràdio i TV i un quart de reserva. 
 
El diàmetre dels tubs anirà des de 20 mm mínim a 40 mm en el cas de 8 PAU 
penjats de la canalització. Per cada habitatge es disposarà un registre de pas 
del que sortiran tres tubs de 25 mm cap a l’habitatge. 
 
En el cas de canalitzacions secundàries no compartides, aquestes podran ser 
directament de tres tubs de 25 mm. 
 
En el nostre projecte utilitzarem el tub de reserva per ficar el cable ethernet que 
connectarà el switch amb el registre d’accés de cada usuari.  
 
 
Fig. 5.6. Exemple de canalització secundària. Dins del tub de reserva ficarem el cable ethernet 














5.2.7. Zona d’usuari 
 
A partir dels preceptius registres de pas de la Canalització Secundària entrem 
en la zona privada de l’usuari, que comença al Registre d’Accés d’Usuari, ja 
dintre del seu habitatge o unitat privativa. 
 
A  partir d’aquest punt sortiran les diverses canalitzacions, independents o amb 
trams compartits, que repartiran els serveis de TB, XDSI, TLCA, RTV, etc. per 
dintre de l’habitatge. Les bases d’accés terminal (BAT), els punt de presa 
d’usuari, els registres de presa, etc. són els diversos noms amb que designem 




Fig.4.7. Esquema bàsic de distribució per planta 
 
Segons la normativa catalana actual: 
 
... Registre d’accés d’usuari. És el registre que conté els elements de connexió 
entre la canalització interior de l’edifici i la canalització interior d’usuari i està 
ubicat a l’interior de cada unitat privativa. 
... En cada unitat privativa es col-locarà un registre d’accés d’usuari de 200 x 
200 x 120 mm.  
... Els registres d’accés d’usuari podran ser vistos o encastats. 
... L’execució anirà a càrrec de la propietat. 
 
Aquesta normativa catalana es veurà probablement modificada pel que fa als 
Registres d’Accés  a l’Usuari (RAU) per donar cabuda a nous serveis de 
telecomunicacions com l’LMDS. Per altra banda es podrà optar per un RAU 
únic de 50 x 30 x 6 cm. (alçada x amplada x fondària) o bé optar pels RAU 
separats per serveis, llavors les dimensions seran:  TB (10 x 17 x 4 cm),  
TV-SAT (20 x 30 x 6 cm) i TLCA (20 x 30 x 6 cm). 
 
La legislació estatal RD-401/2003 agrupa els serveis en tres grups 
(TB+XDSI,RTV i TLCA+SAFI) i permet l’opció de registre únic, separats o 
agrupats, així tenim: 
 
• Tots els serveis agrupats en el mateix RAU: 30x50x6 cm 
• RAU per 2 dels grups: 30x40x6 cm 
 
• Registres independents 








Fig. 5.8. Exemple d’instal-lació interior de l’usuari. 
 
Les canalitzacions d’interior d’usuari,  encarregades de conduir els cablejats 
fins les diferents preses o bases no han estat un element massa problemàtic 
dintre de les ICT. La legislació catalana 172/1999 actual diu al respecte: 
 
... Canalització interior d’usuari. És la canalització que surt del registre d’accés 
d’usuari i arriba a cada un dels punts de presa d’usuari. 
... La canalització interior d’usuari pot ser llisa o corruguda. 
... Les dimensions interiors mínimes seran de 18 mm per a cada habitatge. 
 
... Punt de pressa de l’usuari. És el punt que permet la connexió dels equips 
amb les xarxes dels serveis de telecomunicació. 
... En les obres de nova edificació i en les de gran rehabilitació s’instal·laren, 
com a mínim, dos punts de presa de radiodifusió i televisió (terrenal i satèl-lit) i 
dos punts de presa de telefonia. 
 
... Hi haurà d’haver una presa de corrent elèctric a una distància màxima de  
0’60 m de cada punt de presa de radiodifusió i televisió. 
... L’execució anirà a càrrec del promotor, del propietari de l’edifici o de la 
comunitat de propietaris. 
 
 En el nostre projecte, del Registre d’Accés d’Usuari sortirà un cable ethernet 
que anirà al seu corresponent BAT (Base d’accés d’Usuari), on es connectarà 
la set top box que vol rebre l’stream que estem enviant a través de WiFi. 






5.3. Casos particulars 
 
L’exemple anterior de com adaptar la ICT a les nostres necessitats nomès sería 
viable per blocs de pisos amb ICT’s modernes, tot i això, aquestes condicions 
ideals no es donaràn sempre. 
 
En aquest apartat, farem un estudi dels possibles problemes o casos 
particulars que podriem trobar a l’hora de fer arribar el senyal als habitatges i 
com solucionar-los, sense sortir de la normativa. 
 
Aquests poden ser: 
 
• Habiatges unifamiliars 
• Vivendes amb ICT’s individuals 
 
 
5.3.1. Habitatges unifamiliars 
 
L’estructura de l’ICT en habitatges unifamiliars, es molt diferent de la dels blocs 


























Fig. 5.9. Esquema general d’ICT en vivendes unifamiliars 
Tal com és pot observar en la il-lustració 4.9., en aquest cas, el RITS i el RITI 
són substituits per el RITU  (Recinte d’Instal-lació de Telecomunicacions Únic), 
que interconectarà amb els elements de captació. 
 
La xarxa de distribució serà semblant a la dels immobles de pisos, amb la 
singularitat de que el recorregut vertical dels cables és transformarà en 
horitzontal, i es limitarà la capacitat màxima dels cables de distribució a 25 




pares per els casos en que la canalització principal es construeixi subterrània.  
Els punts de distribució podràn ubicar-se entremig de dos vivendas, de manera 
alterna, de tal forma que, des de cada punt de distribució oferim servei als dos. 
 
 
5.3.2. Vivendes amb ICT’s individuals 
 
Les vivendes individuals sense ICT compartida, tindrien un gran problema 
econòmic per rebre el senyal, ja què tindrien que comprar tots els dispositius de 
manera individual. 
 
Conseqüentment, s’ha tingut que estudiar alguna solució per poder oferir un 
millor preu als usuaris d’aquestes vivendes.  
 
La solució consistiria en agrupar les vivendes d’aquest tipus que volguessin 
rebre el senyal wifi, per zones. La proposta, consisteix en unir els blocs 
inalàmbricament mitjançant bridges, de manera que només tinguem que 
comprar una antena i router per zona.    
 
Una vivenda faria de node central, i tindria instal·lada l’antena i router 
corresponents. A partir d’aquí, mitjançant dos dispositius de la casa 
smartbridges,  l’Airpoint Pro Total i AirBridge Total podríem unir les xarxes i fer 
















Fig. 5.10. Bridge amb Aipoint Total i Airpoint Bridge 
 
La instal-lació es senzilla, en un extrem instal·lem un AirPoint Pro Total (1) 
connectat al router (3) del node central, i en l’altre extrem un AirPointBridge 
Total (2) connectat a la seva corresponent Set Top Box. Els dos elements 
(AirBridge i Airpoint) han d’estar encarats i amb línea visual. 
Amb aquesta solució, el preu de l’antena i router quedaria repartit, i només 















Aquest apartat es dedicarà a la simulació d’un escenari real per a la realització 
de proves de televisió IP, a través de la xarxa WiFi que tenim implementada a 
Vallirana. 
 
L’objectiu serà rebre un stream de vídeo que estarem enviant des de l’estudio 
de la Televisió Local,  rebent-lo a través de la torre emissora. 
 




Fig. 6.1. Escenari de proves de transmissió per WiFi 
 
Tal com és pot observar a l’ imatge, vam aprofitar tots els recursos que ens 
permetia la xarxa WLAN.  
 
Cal diferenciar els dos enllaços establerts: 
 
• Enllaç “Estudi T.L.V. – Torre de transmissió” 
 
• Enllaç “Torre de transmissió – Usuari final” 
 
6.1.1. Enllaç “Estudi T.L.V. – Torre de transmissió” 
 
Tal com hem explicat en apartats anteriors, el Radionet RN 700 l’utilitzem per 
fer l’enllaç. Ja què tenim dues possibilitats per fer l’enllaç amb el Radionet RN 
900 (disposa de 2 radios), tenim el dilema de quin seria el més convenient 
d’utilitzar.  
 




Aquest problema es resol mirant el gràfic de cobertura de cada radio, on podem 
observar que l’1, es més directiu que el 2, i per tant, més adient per aquesta 
funció. 
 
Per tant, el Radionet RN 700 i el Radionet RN 900, formaran la xarxa 
193.168.3.X, que servirà per enviar el flux de vídeo des de l’estudi fins la torre 
de transmissió. 
 
6.1.2. Enllaç “Torre de transmissió – Usuari final” 
 
 Aquest enllaç es el que utilitzem per donar cobertura als usuaris, és el format 
per el radio 2 del Radionet RN 900 i forma la xarxa 192.168.4.X.  
 
Per tant, qualsevol usuari que vulgui rebre l’stream que estem enviant des de 
l’estudi de la Televisió Local de Vallirana (T.L.V.), es tindrà que connectar a 
aquesta xarxa.  
 
 
6.2. Equips utilitzats en les proves 
 
Per poder dur a terme les proves, és va tenir que decidir quin equipament era el 
necessari per poder rebre el senyal. És van tenir en compte els punts següents: 
 
• L’antena tenia que ser compatible amb els protocols 802.11a (5 
GHz) i directiva. 
 
• El punt d’accés hauria de tenir connector del tipus N, per poder 
connectar l’antena mitjançant un cable LMR. 
 
• El punt d’accés hauria de ser compatible amb els protocols 802.11a. 
 
• L’equip descodificador tindria que disposar del software VideoLan, 





L’antena escollida de la casa Landatel, una antena direccional de panell capaç 
de treballar en el rang de freqüències adient per tal de ser capaç de rebre el 
senyal que s’envia. Aquesta antena té la capacitat de poder ser muntada amb 
polarització vertical o horitzontal, capaç de treballar sota condicions ambientals 
severes. Està recomanada per ús en equips de Client o Punt a Punt.  
Té un connector N per poder endollar el cable LMR-400 que connectarà 
l’antena amb el punt d’accés. S’ha de tenir en compte que quan més curt sigui 
aquest cable millor, ja què quant més gran sigui aquest, més grans seran les 
pèrdues, tal com hem vist en apartats anteriors.  
 
En el nostre cas utilitzem un cable de 0,5 m que comporta unes pèrdues de 
21,7 db/100 m, i per tant, uns  0,1 db de pèrdua.  
  


















Fig. 5.2. Antena Landatel i cable LMR-400 
 
Tal com és pot observar, utilitzem l’antena amb polarització vertical ja què es la 
que utilitzem en tota la xarxa WLAN, i per tant, la que millors resultats ens 
donarà. Notar també que la tenim  enfocada en direcció a la torre de 
transmissió de Vallirana, que és el lloc on tenim situada l’antena que ens dona 
cobertura (Radionet RN 900). 
 
6.2.2. El punt d’accés  
 
Tal com hem dit abans, l’element que connectarà l’antena i el punt d’accés es 
un cable LMR que té pèrdues a mesura que augmentem la distància entre els 
dispositius. Per tant, no ens interessa que el punt d’accés i l’antena estiguin 
molt allunyats. Per aquest motiu, el nostre punt d’accés tindrà que estar 
preparat per exteriors. 
 
Pel punt d’accés l’elecció va ser per un de la casa Landatel, el MKP-WS5 de la 
família MikroPoint indicat per instal·lacions exteriors per comunicacions sense 
fils d’alt nivell. Aquest punt d’accés aporta una gran flexibilitat, gràcies a la 
combinació de una a quatre unitats de diferents ràdios de diferents potències, 
100 i 400 mW, tant en el rang de freqüències de 2,4 GHz (802.11b/g) com en 5 
GHz (802.11a). 
 
       
 
Fig. 6.3. Diferents vistes del punt d’accés MKP-WS5 





Tal com podem observar a l’ imatge 6.3., aquest punt d’accés disposa de dos 
connectors: 
• Connector N. Per poder connectar el cable LMR que ens comunica amb 
l’antena direccional. 
• Connector ethernet. Per poder connectar–se amb l’equip receptor, 
mitjançant un cable ethernet. 
 
 
6.2.3. L’equip receptor 
 
Per connectar-nos a la xarxa utilitzarem un ordinador portàtil amb un adaptador 
de xarxa i que disposarà del software VideoLan, programa utilitzat per fer la 












Fig. 6.4. En la primera imatge podem veure el portàtil amb el software VideoLan obert i           
en la segona, la connexió de tots els dispositius per la recepció. 
6.3. Configuració dels equips 
 
Una vegada ja sabíem quin equipament utilitzarem a les probes,  vam tenir que 
decidir quina configuració tindríem que dur a terme per poder realitzar una bona 
comunicació entre l’equip receptor i emissor, i així poder realitzar la transmissió 
de vídeo a través de wifi. 
 
Aquest apartat es pot dividir en dos blocs: 
 
• Configuració dels ordinadors 
• Configuració del punt d’accés. 
 
 
6.3.1. Configuració dels ordinadors 
 
Per poder-nos a la xarxa wifi necessitarem l’adaptador de xarxa i configurar-lo 
correctament,per poder establir la connexió amb el punt d’accés. Per tant, 




tenim que tenir en compte dues configuracions tant per l’emissor com per el 
receptor. 
 
• Adaptador de xarxa 


































6.3.2. Configuració del punt d’accés 
 
El punt d’accés porta una configuració per defecte, tot i això, aquesta no ens 
interessa ja que no porta cap seguretat ni cap propietat personalitzada. 
 
Per poder configurar manualment el punt d’accés tenim dues possibilitats, 
utilitzant l’entorn Web o amb configuració via Telnet. Simplement s’ha d’estar 
connectat a la xarxa amb cable, enrutar la IP d’aquest assignada i configurar 
els paràmetres desitjats. 
 
Nosaltres optem per la configuració via Web. Per accedir al punt d’accés a  
través de la web només s’ha de connectar el cable de xarxa del punt d’accés 
fins a l’adaptador de xarxa del ordinador i com ja s’havia obtingut prèviament 
una mínima configuració a traves del Telenet, només caldrà posar la IP que 
s’ha  configurat al punt d’accés en un navegador Web. A continuació sortirà la 
pantalla principal del punt d’accés. Les possibilitats de configuració es poden 
dividir en tres grups: 
 
 





• Configuració del punt d’accés 
• Configuració de l’interfície de radio 





















































































6.4.  Streaming amb VideoLan 
 
Per poder realitzar la transmissió del vídeo streaming utilitzarem la solució 
software VideoLan. Aquest es un programa dissenyat per volcar vídeos MPEG 
en xarxes de gran ample de banda tant per IPv4 com IPv6. 
Els passos a seguir per fer el video streaming, es poden dividir en dos grans 
blocs: 
• Servidor (PC a l’estudi de la Televisió Local de Vallirana) 




















i “Explorar” per escogir l’arxiu





És selecciona la casella “Volcado de salida” i “Opciones”; aleshores s’obrirà 




Els paràmetres seleccionables son “Métodos de salida”, “Método de 
Encapsulamiento”, “Opciones de transcodificación” i “Opciones varias”. VLC 
automàticament omplirà la línea “Objetivo destino” amb el comandament oportú 
i es seleccionen les diferents opcions. Pot servir per saber la sintaxis correcta si 
es pretén generar arxius mitjançant línia de  comandaments en VLC.  
 
Métodos de salida: és poden escogir múltiples mètodes al mateix temps. Per 
exemple, si es desitgés es podria bolcar l’arxiu vía MMS i UDP al mateix cop. 
S’utilitza el mètode “Archivo” quan es pretén transformar l’arxiu obert. Per 
exemple, archivo.mpg amb encapsulació MPEG-PS i les opcions de 
transcodificació d’inici dels codecs d’audio i vídeo, generaria un arxiu MPEG. 
 
Método de Encapsulamiento: només es pot seleccionar un d’ells,  i 
normalment VLC ho farà automàticament. Si es vol bolcar un arxiu *.avi, s’ha 
de volcar amb ASF si es vol reproduir l’arxiu enviat en Windows Media Player. 
 
Opciones de transcodificacion: si es pretén bolcar un arxiu ja codificat, una 
película MPG per exemple, no es necessari fer res amb aquestes opcions si els 
codecs i els bitrates són els adequats. Però si es desitja convertir formats, 
s’han de variar les opcions de transcodificació. 




Miscelánea: les funcions d’anuncis SAP  i SLP permeten a VLC enviar anuncis 
del que s’està reproduint. Els clients que siguin capaços d veure aquesta 
informació, poden crear automàticament una llista de reproducció per ells 
mateixos. 
 
Per el volcat simultani a varis PC’s en la xarxa, s’ha d’usar UDP Multicast. Es 





A la finestra anterior es pretèn que VLC actui com un servidor multicast. S’ha 
decidit canviar els codecs d’audio i vídeo a MPEG4. És pot donar qualsevol 
nom a la transmissió. 
 
Es fa un “clic” en el botó OK de la cantonada inferior esquerra de la finestra 
“Volcado de salida”, es tanca i aleshores es fa novament “clic” en OK en la 
finestra “Abrir”, i l’arxiu ja està a l’aire.  
 
6.4.2. Client  
 
Obrir VLC en el PC receptor. 
 
 























A l’opció “Red” s’activa la casella UDP/RTP Multiemisión y s’escriu la direcció 
Multicast que havíem utilitzat per l’emissió: 239.20.30.40. O bé, si el bolcat s’ha 
realitzat a un sol PC, basta amb activar la casella UDP/RTP sense necessitat 
d’escriure cap direcció. 
 
Una vegada fet això, només queda fer “clic” en OK i sortirà la pantalla del 
reproductor VLC. 
 
6.5. Proves realitzades 
 
Un cop ja tenim l’antena receptora enfocada al punt d’accés que dóna 
cobertura, a la torre de transmissió (Radionet RN 900), i tots els dispositius 
configurats, ens disposem a fer proves de transmissió amb diferents protocols i 
qualitat de vídeo. 
 
L’idea consisteix en enviar un vídeo des de l’estudi de la Televisió Local de 
Vallirana a un habitatge del poble que està dins de la cobertura del Radionet 
RN 900.  
 














Fent unicast el servidor fa una replica de la transmissió per cada usuari de la 
xarxa i ens asseguraven que arribaria el fitxer al seu destí. 
 
Proves amb HTTP 
 
La primera prova que vam realitzar va ser mitjançant HTTP. D’aquesta manera 
utilitzem els protocols de transport TCP, que tenen la propietat de demanar 
retransmissió de paquets de dades quan es perd la informació. Per no provocar 
retards quan es produeix aquesta situació, s’utilitza un buffer, on 
s’emmagatzema la informació. 
 
Amb aquest protocols realitzem dues proves, una amb qualitat d’ 1Mbps i altre 
amb 2 Mbps. 
 
A la primera transmissió, vam rebre el senyal sense problemes i es podia 
observar el vídeo que estàvem enviant sense talls i de manera fluida. La imatge 
es veu una mica pixelada ja què estem enviant vídeo de poca qualitat. 
 
A la segona transmissió, vam pujar la qualitat del vídeo a  2 Mbps. Durant la 
reproducció, podem observar que a vegades, la imatge es tallava. El motiu 
d’aquesta aturada, es que el buffer es buidava i no tenia temps per enviar les 
dades a temps. 
 
Per solucionar aquest problema, vam posar un buffer més gran que ens 
permetrà tenir un marge més gran d’error. 
 
Al tornar a realitzar la transmissió del vídeo, amb la mateixa qualitat (2 Mbps), 
vam poder observar com el vídeo es reproduïa correctament i sense cap tipus 




En una configuració multicast, el mateix senyal  és enviat sobre la xarxa com 
una sola transmissió, però fins a diferents punts terminals o, simplement, fins a 
un grup d’usuaris. 
 
Aquesta es, en teoria, la millor solució per el sistema que volem implementar. 
Utilitzant aquest mètode, només necessitem enviar un stream, al que es 
connectaran els diferents usuaris. 
 
Al realitzar la transmissió amb aquests protocols va sortir deficient, ja què no 
vam aconseguir rebre el senyal de vídeo.  
 





6.5.3. Conclusions de les proves 
 
Fent una transmissió unicast amb http, és una bona solució ja què variant el 
nivell del buffer, podrem enviar vídeo de més alta qualitat. Tot i això, a mesura 
que augmentem el buffer i la qualitat del vídeo, també augmentem els recursos 
de  xarxa que necessitem. 
 
Això provoca que si molts usuaris volguessin rebre el vídeo, es col·lapsaria la 
xarxa, ja que aquesta té un ample de banda limitat (54 Mbps teòrics).  Per tant, 
no seria la solució idònia per el propòsit de fer arribar la televisió ip a tot els 
habitants de Vallirana. 
 
Amb multicast no tenim el problema de saturar la xarxa, ja què només enviem 
un stream per tots els usuaris.  El problema d’aquesta transmissió es que 
utilitza els protocols de transport UDP i aquests no demanen retransmissió de 
paquets en cas de pèrdua d’informació. Per tant, amb aquesta transmissió 
tindríem una imatge distorsionada en alguns moments. 
 
La solució seria trobar una manera de fer transmissió multicast, amb correcció 
d’error (FEC). 
Forward Error Correction (FEC) es un sistema de correcció d’errors per 
transmissions de dades en el que l’emissor afegeix informació redundant que 
permet al receptor detectar i corregir errors sense la necessitat de sol·licitar de 
nou           l’ informació. 
 
La principal avantatge d’aquest mecanisme resideix en l’elusió de 
retransmissions, a costa d’incrementar el volum de dades enviades (i per lo tant, 
l’ample de banda necessari). 
 
Les tècniques FEC son una alternativa a la correcció d’errors en mitjans on la 
retransmissió es massa costosa com per exemple aplicacions en temps real, o 
impossible, com suports físics, emmagatzematge (CD, memòries FLASH, etc.). 
 
El volum d’informació redundant i la seva disposició determina el codi FEC, que 
pot variar segons les condicions del medi de transmissió. A més, el codi FEC 
determina el número màxim d’errors que es poden corregir. 
 
A l’annex es tracta aquest punt més a fons, ja què es va intentar buscar alguna 
solució per utilitzar aquesta tecnologia. Ens vam posar en contacte amb 
diferents companyies que oferien aquest servei. Tot i això, aquestes 
demanaven grans quantitats de diners, ja que es una tecnologia pionera que 











La finalitat d’aquest projecte és proposar una solució al problema que té 
actualment la Televisió Local de Vallirana.  Amb l’arribada del TDT, les 
televisions locals municipals hauran de compartir canal,i això podria provocar 
que desaparegui la Televisió Local.  
 
És podria dir que s’ha produït una nova victòria de la tecnologia digital sobre la 
tecnologia analògica. La era analògica toca al seu fi deixant pas a una nova era 
en la que informàtica, vídeo, àudio, fotografia, veu, dades, Internet es troben  
estretament relacionats entre si constituint la nova comunicació digital.  
 
El sistema IPTV proposat en aquest projecte, té la finalitat de ser una 
alternativa a l’actual sistema d’emissió (analògic), ja què aquest desapareixerà, 
i TDT no ofereix la possibilitat al poble de Vallirana d’emetre un canal per ells 
sols.  Gràcies a això, els habitants, podrien continuar gaudint del seu canal de 
televisió. 
 
Els resultats obtinguts de l’estudi realitzat de la tecnologia IPTV, ens indiquen 
que un wifi robust es un bon sistema IPTV utilitzant els protocols TCP-IP com el 
http, en canvi, si s’utilitzen protocols UDP es poden produir pèrdues de paquets 
i per tant, drops o pixelats en l’imatge. Aquest problemes poden solucionar-se 
mitjançant streamings que incorporin tecnologies del tipus FEC (Forward Error 
Correction) i les seves evolucions, tal com s’ha estipulat en el nou estàndard 
per la telefonía mòbil.     
 
Per fer arribar l’stream a tots els habitants de Vallirana s’ha dissenyat una 
important infraestructura amb punts d’accés, routers i antenes suficientment 
potents i estratègicament situats per abastir la cobertura necessària per establir 
una WLAN via Wifi.  
 
El disseny d’aquesta xarxa, permetria donar cobertura a totes les zones del 
poble i abastir tots els usuaris que volguessin rebre l’emissió de la televisió 
local de Vallirana. Dins del wifi, s’ha utilitzat l’estàndard 802.11a, que és el més 
robust a interferències, i permet un ample de banda teòric de 56 Mbps.  
 
Un cop, ja s’havia dissenyat la WLAN que distribuiria l’streaming de vídeo, 
teníem que fer un estudi de quins dispositius necessitarien els habitants de 
Vallirana per rebre l’stream que volíem enviar.   
 
És presenta un model de recepció que consisteix en rebre el senyal IPTV via 
wifi, i desprès distribuir aquest senyal per una xarxa ethernet que farà arribar 
l’stream als usuaris finals.  Aquesta instal·lació té el problema, que suposa una 
despesa econòmica bastant gran per l’usuari final.  




Resumint, la tecnologia Wifi no va ser dissenyada per enviar vídeo IP, i això 
provoca, que actualment no existeixi un gran mercat per l’elaboració d’un 
sistema IPTV via Wifi. Tot i això, podem estar contents dels resultats obtinguts 
ja què hem pogut comprovar el correcte funcionament d’aquest sistema.  
 
El principal problema seria a nivell econòmic, ja què implementar tot el sistema 
que s’ha dissenyat, suposaria una gran despesa i difícilment tindria molta 
acollida entre els habitants si l’únic servei que s’ofereix es el de veure la 
Televisió Local de Vallirana. 
 
Per tant, en el següent apartat es proposen algunes alternatives de manera que 




7.2.  IPTV I LA POSSIBILITAT D’UNA TV DIFERENT 
 
La solució que s’ha proposat basada en el desenvolupament d’una xarxa 
WLAN per la transmissió per streaming mitjançant el software VideoLan, es 
efectivament viable però de possibilitats limitades: únicament admet la 
reproducció del que s’està emetent en el moment (de fet aquest es el 
funcionament habitual d’una cadena de televisió normal, el telespectador 
accedeix al canal i pot veure el que s’està emetent en aquell moment). Però ja 
que s’està proposant una alternativa per l’emissió de la programació diària 
d’una petita televisió local, es podria donar un pas més i oferir a l’usuari la 
possibilitat d’ escollir els programes que prefereixi i  quan vulgui. Aquest servei 
es podria aconseguir incloent tota la programació en una pàgina Web. A través 
de la Web, l’usuari pot seleccionar el programa de la televisió local que vulgui 
veure.  
 
Hem arribat a la conclusió que el sistema dissenyat anteriorment té tres grans 
problemes: 
 
• Elevat cost d’implementació ( s’han de fer grans inversions a nivell de 
xarxa i d’usuari). 
• L’únic servei que oferim es el de veure la televisió local de Vallirana. 
• Problemes amb la transmissió d’streaming de vídeo multicast ( la solució 
d’aquest problema es inviable econòmicament). 
 
Arribats a aquest punt, ens fem la pregunta si realment es necessari 
implementar aquest sistema degut a les grans despeses econòmiques que 
suposaria i a la poca acceptació que podria tenir.  Evidentment, podríem dir que 
no. 
 




Això no vol dir que tot el que ja s’ha implementat a Vallirana no serveixi per res. 
La xarxa que tenim té una gran qualitat i al ser IP, ens ofereix un ampli ventall 
de possibilitats, per oferir més serveis als habitants i per tant, solucionar els tres 
grans problemes del sistema IPTV multicast.  
 
Solució al problema de la pèrdua d’informació per transmissions 
Multicast 
 
La idea consisteix en crear una “televisió a la carta”. Aquesta consistiria en 
crear una pàgina amb VOD (Video On Demand), on hi haurien penjats els 
programes de televisió. Això suposaria que podríem treballar amb unicast i els 
protocols TCP/IP (HTTP), solucionant el problema de la pèrdua de paquets.  
 
També suposaria un gran adient per els usuaris, ja què podrien escollir quin 
programa volen i veure, i quan el volen veure.  
 
L’únic desavantatge, es que tindrien que esperar un temps a que el buffer 
s’omplís d’informació, per tenir una visualització fluida. 
 
 
Fig.7.1. Televisió interactiva 
 
Solució a l’elevat cost d’implementació 
 
Donada la pujada imminent d’ ADSL,  la idea consistiria en mesclar la difusió 
WiFi amb la difusió Internet, de manera que els usuaris poguessin accedir a la 
televisió sense tenir que comprar els dispositius de recepció de WiFi. Ens 
aprofitaríem de la gran velocitat dels nous serveis d’Internet, i d’aquesta 
manera ens estalviaríem una gran despesa en infraestructures.  
 
Solució per millorar l’oferta de serveis de la xarxa WLAN 
 
Podríem millorar la qualitat de vida dels habitants,  oferint la gran quantitat de 
serveis que ens ofereix un sistema IP: 
 




• Possibilitat de fer publicitat a la carta. Ja què escollim que volem veure, 
es podria professionalitzar aquest servei.  
• Telefonia IP 
• Internet on no arribi 
• Serveis municipals online 
• Monitoratge de vídeo vigilància amb o sense so: 
• Instal-lacions municipals 
• Monitoratge de centres (ensenyament i altres) 
• Vigilància especial a malalts i gent gran 
• Telecontrol (il-luminació, semàfors, portes, etc. )  
• Altres serveis IP (premsa, informacions municipals, taulell d’anuncis, 
missatgeria,etc.) 
 
7.3. IMPACTE EN LA SALUT I MEDIAMBIENT 
La tecnologia wifi ens dona la possibilitat de crear grans xarxes inalàmbriques 
per compartir per compartir perifèrics, impressores, equips d’àudio, consoles de 
videojocs i compartir connexions a Internet, entre altres grans possibilitats, però 




Fig. 7.2. Impacte xarxes WLAN sobre la salut i mediambient 
 
Com proba d’aquest fenomen, el científic britànic Lawrie Challis, director d’un 
projecte d’investigació realitzat en el Regne Unit sobre els perills de la radiació 
mòbil, adverteix directament que els nens no deurien seure amb computadores 
portàtils sobre les seves faldilles quan estan navegant per internet mitjançant 
una xarxa inalàmbrica. Segons l’investigador, els nens son més vulnerables 
que els adults en front de les radiacions inalàmbriques. 
 
Challis recalca que, normalment, les radiacions de les antenes WLAN no són 
potents. Tot i això, al tenir un portàtil sobre les faldilles, només hi ha un espai 
de dos centímetres entre l’antena i les cames. La radiació de les antenes 
WLAN té la mateixa intensitat que la dels telèfons mòbils. “En una computadora 
d’escritori, l’antena està dins de la carcassa. Així, entre l’antena i l’usuari hi 
haurà una distància mínima de 20 centímetres, amb el que la radiació equival a 




nomes el 1 % de la d’un telèfon mòbil”, va declarar Lawrie Challis a la 
publicació The Daily Telegraph. 
 
Les conclusions de l’investigador s’haurien de tenir en compte, degut a que un 
numero cada cop més gran d’escoles incorpora tecnologia inalàmbrica a 
l’educació. 
 
Al igual que ell, altres investigadors creuen que la radiació electromagnètica 
emesa per els telèfons, torres de telefonia i torres wifi contribueixen a una 
“atmosfera elèctrica” que podria suposar un futur risc per la salut. Com per 
exemple, l’AMA “Austrian Medical Association” es només un dels grups que vol 
mantenir las xarxas wifi allunyades de les aules. L’Organització Mundial de la 
Salut senyala que 3 de cada 100 persones son electronsensibles. D’igual 
manera, en Gran Bretanya, un legislador de Norwich, ha sol·licitat una 
investigació oficial sobre els riscos del WiFi. 
 
Els investigadors senyalen que la radiació electromagnètica es 1000 milions 
superior a la dels camps naturals en els que les cèl-lules vives s’han 
desenvolupat al llarg dels últims 3.800 milions d’anys. Segons ells, els nens 
podrien ser més vulnerables, ja que el seu crani es més fi i el seu sistema 
nerviós encara s’està desenvolupant, per no dir que estaran mes exposats a 
més radiació al llarg de tota la seva vida.  
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ANNEX A – SOLUCIONS FEC PER IPTV MULTICAST 
 
Ja que vam arribar a la conclusió que perquè el sistema IPTV fos factible 
necessitàvem fer transmissions Multicast,  es va investigar quines possibles 
solucions podríem trobar en el mercat per fer transmissions sense perdre 
informació. 
 
Aquestes pèrdues d’informació són degudes a que en las transmissions UDP el 
receptor no vol demanar els paquets que s’han perdut. Això provoca una 
pèrdua de frames i macroblocs en el vídeo quan hi ha interferències en un 
sistema inalàmbric. 
 
Per solucionar aquest problema, necessitaríem implementar FEC (Forward 
Error Correction) i les seves evolucions als streamings que estem enviant tal 
com s’ha estipulat en el nou estàndard de telefonia mòbil.  
 
1. Forward Error Correction (FEC) 
 
Forward Error Correction es un sistema de correcció d’errors per transmissions 
de dades en el que l’emissor afegeix informació redundant que permet al 
receptor detectar i corregir errors sense la necessitat de sol·licitar de nou           
l’ informació. 
 
La principal avantatge d’aquest mecanisme resideix en l’elusió de 
retransmissions, a costa d’incrementar el volum de dades enviades (i per lo tant, 
l’ample de banda necessari). 
 
Les tècniques FEC son una alternativa a la correcció d’errors en mitjans on la 
retransmissió es massa costosa com per exemple aplicacions en temps real, o 
impossible, com suports físics, emmagatzematge (CD, memòries FLASH, etc.). 
 
El volum d’informació redundant i la seva disposició determina el codi FEC, que 
pot variar segons les condicions del medi de transmissió. A més, el codi FEC 
determina el número màxim d’errors que es poden corregir. 
 
Per la implementació d’aquest sistema, he trobat quatre possibles solucions 
que ajudarien a donar redundància a l’stream i per tant, tenir una imatge nítida 
al llarg de la retransmissió.  
 
• Df Raptor (Digital Fountain) 
• Toughstream Server (Neptuny) 
• Ruckuss Wireless 
• Airefree solution 
 
Malauradament tots aquests equips, que en principi ens podrien servir per 
evitar els errors que incorpora l’emissió per IP, tenen un preu molt elevat per al 
pressupost del que es disposa en aquest cas, i per tant, només es pot fer, de 
moment, referència amb enllaços als annexos, de les diferents cases que els 
proporcionen. És molt probable que en un futur, si es vol implementar d’una 




manera la IPTV s’hagi de fer més d’un esforç per incorporar alguna d’aquestes 
solucions.  
  
2. DF Raptor (Digital Fountain) 
 
Digital Fountain ha inventat un software capaç de millorar la qualitat de les 
retransmissions WiFi amb els estàndards IEE 802.11 a/b/g. Aquest software es 
conegut com DF Raptor, i gràcies a ell es pot transmetre vídeo multicast a 
través de WiFi.  
 
DF Raptor realitza un òptim FEC, maximitzant la qualitat de la transmissió, 
reduint l’ample de banda i els requeriments de la CPU. Pot generar un il·limitat 
nombre de símbols codificats, que es podran utilitzar per codificar el senyal 
originial. 
 
Aquest codificador ha de ser implementat en la capa d’aplicació o transport, per 
proveir una bona comunicació. Es fàcil d’implementar en un us específic, i 
optimitza la protecció de l’enviament de dades a traves d’streaming dels efectes 
de la pèrdua de paquets en la xarxa. 
 
 
Fig. 2.1. Blocs del sistema DF Raptor 
 
2.1. Tecnologia FEC 
 
Per protegir la informació que es transmet des de el servidor fins el receptor, la 
tecnologia FEC envolta algoritmes codificats que afegeixen redundància a la 
font original. Per un específic algoritme codificat, el complementari 
descodificador permet al receptor detectar i possibilitar corregir errors. 
 
La redundància addicional introduïda per FEC implica que la informació original 
es major i per tant, més gran l’ample de banda utilitzat. Per això, amb DF 
Raptor podrem escollir el grau de redundància que volem afegir al flux original, i 
així augmentar només l’ample de banda necessari. 
 




Les tècniques FEC permeten detecció de codis d’error, codis de correcció 
d’error i esborrat de codis de correcció, on cadascun d’ells té un propòsit 
diferent: 
 
• Codis de detecció d’error, permeten al receptor determinar on està l’error 
en la informació rebuda, però no poden identificar ni corregir.  
• Codis de correcció d’error, permeten al receptor identificar i corregir un 
cert número d’errors en la informació rebuda. 
• Esborrat de codis de correcció, permeten al receptor corregir una certa 
cantitat d’informació perduda, sabent les posicions de la informació 
perduda y el total d’informació es sabut.  
 
Com un esborrat de codis de correcció, DF Raptor pot ser usat per proveir d’un 
nivell de protecció de paquets en la capa de transport o major, augmentant la 
protecció “bit-level”. 
 
2.2. Funcionament del DF Raptor 
 
El codi DF Raptor ha sigut dissenyat i optimitzat per tenir flexibilitat, complexitat 
baixa i un potent correcció d’error. Fa correccions a nivell de paquets, protegint 
contra la pèrdua que pot ocorre en transmissions de informació per la xarxa. 
 
 
Fig.2.2. Codificació DF Raptor 
 
La informació per ser codificada primer es dividida en fragments iguals 
d’elements (símbols font) que son les unitats atòmiques amb les que l’algoritme 
treballa. El fragment del símbol font es escollit per que cada símbol font pugui 
ser mapeat en un paquet complet o fraccionat quan es transmès. 
 
El codificador desprès processa un bloc de símbols font en un bloc gran de 
qualsevol mida de símbols codificats. Cada símbol codificat te la mateixa mida 
que un símbol font i es determinat per el “bit-wise” XOR d’un número de fonts 
amb concordança amb l’algoritme.  
 




En el receptor, no tots els símbols codificats podran ser rebuts per culpa dels 
perduts o paquets corruptes. Quan els símbols codificats son rebuts 
completament, el decodificador DF Raptor podrà obtenir la font original de 
símbols. El número de símbols codificats que necessita per ser efectiu es 
només major que el número de símbols font en el bloc font.  No hi ha 
diferències entre l’algoritme de codificació i decodificació, quan el símbol es 
rebut, aquest pot ser descodificat, i tenir la informació general. 
 
 
3. Toughstream Server 
 
Toughstream Server es una solució que utilitza una llicència de Digital Fountain, 
i està basat en el ToughStream d’aquesta empresa. També afegeix Forward 
Error Correction (FEC) als streams IPTV, permeten al receptor detectar i 
corregir errors sense preguntar per retransmissió de paquets. 
 
 
         Fig. 3.1. Stream original                                             Fig.3.2. Stream protegit 
 
Funcions del Toughstream Server 
 
• Entregar streams d’alta qualitat IPTV als consumidors a través dels links 
• Corregir la pèrdua de paquets produïdes per la mala qualitat dels links. 
• Produir menys pèrdua en la recepció de la totalitat del flux de vídeo. 
• Evitar costos en la reconstrucció de la xarxa 
• Minimitzar costos de xarxa, servidor i dispositius, en comparació amb 
qualsevol altre solució FEC. 
• Desplegar-se fàcil, en entorns complexes.  
 
3.1. Detalls tècnics 
 
Basat en el ToughStream de Digital Fountain, y desenvolupat sota la patent 
entre Neptuny i Digital Fountain, Toughstream Server incorpora la teconologia e 
Neptuny que permet velocitat, fàcil desenvolupament de Toughstream en un 
proveïdor de IPTV, amb equipament servidor. Toughstream server ofereix: 
 
• Suport a Linux OS 
• Suport a IGMP 
• SNMP amb MIBs 
• Suport a arxius de configuració XML 
• Gestió de consola i interface per web 
 
 




4. Ruckuss Wireless 
 
Ruckuss wireless ha desenvolupat una tecnologia patentada que, per primer 
cop, soluciona els problemes associats amb els tradicionals sistemes WiFi. 
 
Els seus premiats productes s’han guanyat la crítica dels experts, empreses i 
consumidors al voltant del món. La tecnologia Smart WiFi entrega senyal de 
qualitat als usuaris i es capaç d’adaptar-se als canvis del medi ambient. 
 
Aquesta tecnologia soluciona les interferències WiFi i els problemes de rang de 
senyal focalitzant l’energia RF en una direcció i automàticament eliminant 
interferències. El resultat es una millor senyal WiFi que funciona millor.  
 
Conseqüentment, la tecnologia WiFi es capaç de ser utilitzat per aplicacions 
sensibles, com la veu IP i el vídeo multicast. 
 
4.1. Tecnologia Smart WiFi 
 
La solució Smart Wifi està formada per dos components: 
 





Beamfelx consisteix en una antena 
compacta amb múltiples elements que 
formen un conjunt de patrons 
d’antena que escull les millors 
condicions per transmetre. 
 
En les transmissions d’alta qualitat, 
permet maximitzar  i mantenir la 
senyal WiFi i minimitzar el número 
d’errors. 
 
Com a resultat, la antena BeamFlex 
pot oferir més del triple d’augment en 
el rendiment i ampliació de la 
cobertura. Lo més important es que 
estabilitza el rendiment de la xarxa  
                         Fig. 4.1. Antena Beamblex 




La tecnologia SmartCast combina una innovadora forma de tràfic multicast i 
classificació de l’aplicació per garantir la més alta qualitat en les transmissions 
WiFi.  
 


















SmartCast diferencia i gestiona vídeo multicast separadament de tot l’altre tipus 
de tràfic per proveir un robust transport per els streams IPTV i desprès, dirigir el 
vídeo a cada receptor utilitzant una òptima velocitat de transmissió de dades. 
Això garanteix l’òptim rendiment que permet una entrega fiable d’IPTV. 
 
5. AiRefree Solution 
 
La solució Rotani AirRefree es la nova generació 
hardware per sistemes wifi, amb un software dissenyat 
per garantir que no hi hagin interferències en les WLAN. 
Aquesta tecnologia combina l’estàndard 802.11x amb la 
patent d’arquitectura d’antena i mètodes d’operació en 
configuració multi-radio.  
 
AirRefree soluciona interferències, fent xarxes Wifi 
realment escalables. Es capaç de proveir links de gran qualitat per fer xarxes 
multimedia. Aquest producte Rotani es compatible amb els clients que utilitzant 










6. VideoPuk Solution 
 
Quan enviem IPTV via multicast, utilitzant els protocols UDP, si uilitzem una 
xarxa cablejada, tenim pocs errors i no necessitem corregir possibles pèrdues 
de paquets d’informació. En canvi, en les xarxes wireless, hi ha una gran 
possibilitat de perdre paquets. Això limita a les xarxes Wifi a poder transmetre 
video Multicast. 
 
Solució: VideoPuck es una solució econòmica que es pot combinar en els 






• Correcció d’errors 
• Autoconfiguració 
• Baix cost  
• Bones prestacions 
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