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La presente tesis denominada "Sistema de información para la prevención y 
control de fraude para colaboradores de red de tienda de una entidad financiera del Perú" 
surgió por la necesidad de lograr mitigar el gran número de fraudes que se vienen 
cometiendo contra los clientes de las entidades financieras del país, como contra las 
propias organizaciones financieras. 
Por tal motivo se desarrolló este proyecto, el cual brinda una herramienta 
informática a las organizaciones financieras, específicamente a la red de tiendas, agencias 
u oficinas de estas entidades, de este modo poder controlar los fraudes en la ejecución de 
los procedimientos bancarios, así como también permite gestionar y dar seguimiento 
mediante la generación de log en las transacciones que serán derivados al área de riesgos. 
Para realizar este control y prevención de fraude, se desarrollaron mecanismos 
informáticos por medio de los cuales se realizará el bloqueo de operaciones para los 
colaboradores (cajeros) en las transacciones, en las que implique el uso de sus propias 
cuentas o su documento de identidad. La arquitectura de esta solución informática, se 
basa en SOA (Arquitectura Orientada a Servicios) para lograr integrar la información de 
entidades como RENIEC, SUNAT. 
Para el desarrollo del proyecto se utilizó el marco de desarrollo ágil “SCRUM”, 
se consultará la base de datos de los colaboradores y la base de datos de las cuentas, 
relacionándolas por el código de documento de identidad para que impida al colaborador 
(cajero) realizar operaciones en su propio terminal con sus cuentas. La plataforma del 
sistema será en entorno web para que pueda ser utilizado por todas las red de tiendas de 









The present thesis entitled "Information system for the prevention and control of 
fraud for store network employees of a financial institution of Peru" arose from the need 
to mitigate the large number of frauds that are being committed against the clients of the 
entities of the country, as against the financial organizations themselves. 
For this reason this project was developed, which provides a computer tool to 
financial organizations, specifically the network of stores, agencies or offices of these 
entities, in this way to control fraud in the execution of banking procedures, also allows 
managing and monitoring through the generation of log in transactions that will be 
derived to the risk area. 
In order to carry out this control and prevention of fraud, IT mechanisms were 
developed through which the operations for the employees (cashiers) will be blocked in 
transactions, in which it implies the use of their own accounts or their identity 
document. The architecture of this IT solution is based on SOA (Service Oriented 
Architecture) to integrate the information of entities such as RENIEC, SUNAT. 
For the development of the project the agile development framework "SCRUM" 
was used, the database of the collaborators and the database of the accounts will be 
consulted, relating them by the code of identity document so that it prevents the 
collaborator (cashier) Perform operations on your own terminal with your accounts. The 
platform of the system will be in web environment so that it can be used by all the 
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SAFP: Superintendencia de administración de fondos de pensiones  
SBS: Superintendencia de banca y seguro  
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Actualmente el sistema financiero peruano está siendo impactado por eventos 
relacionados a fraudes, a pesar de ser uno de los sistemas más antiguos y con mayor 
evolución en el país, desde su nacimiento en el XIX en los tiempos de bonanza del guano, 
donde los problemas surgían por  la facilidad de falsificación de billetes, debido a que 
solo se contaba con herramientas rudimentarias para su elaboración. En el presente con 
la automatización de los procesos financieros y  la virtualización de sus productos  y 
servicios que se iniciaron aproximadamente el año 1993 en adelante, surgieron fraudes 
cibernéticos. 
 
 Por estos casos expuestos surge la necesidad de presentar alternativas 
informáticas para mitigar la planificación y ejecución de fraudes, de este modo minimizar 
el impacto en los ciudadanos usuarios del sistema financiero,  así como también en las 
mismas organizaciones financieras del Perú. En tal sentido se propone desarrollar un 
sistema de información que reconozca los datos de los colaboradores del sistema 
financiero  y pueda asociar a través de su código de empleado todas las cuentas que posea 
en la misma entidad financiera, con el objetivo de evitar que pueda beneficiarse o 
beneficiar a un tercero,  cuando atiende las operaciones realizadas por los usuarios del 
sistema financiero o en las operaciones realizadas por ellos mismos en la red de tiendas 
de su respectiva entidad financiera. El sistema de información propuesto permitirá, 
reconocer los datos y cuentas del colaborador para que cada vez que este intente realizar 
una operación en su propia entidad. El sistema bloqueará las operaciones y comunicará 





 En ese sentido la presente tesis tiene como finalidad lograr la prevención y 
control de posibles fraudes a ser realizados por colaboradores de la red de tiendas de su 
propia entidad financiera para el cual laboran, logrando así el cumplimiento de la “Ley 
Nro.26702 – Ley general del sistema financiero y sistemas de seguros y orgánica de la 
superintendencia de banca y seguros”  que busca velar por el patrimonio de las personas 
naturales y jurídicas, mediante el funcionamiento competitivo, sólido y confiable de las 
entidades financieras. Mediante la implementación del sistema de información para la 
prevención y control de fraude, se obtiene beneficios para los ciudadanos usuarios del 
sistema financiero y las mismas organizaciones financieras brindando operaciones 
seguras, confiables, reduciendo los fraudes en el país, contribuyendo a mejorar la imagen 
de las mismas entidades financieras y a la vez contribuyendo al desarrollo de la 




















1.1 Definicion del problema  
 
Deloitte (2014) El Perú es el segundo país de Latinoamérica con mayor 
número de fraudes equivalente a un 67%. (1)  
 
Cuadro1. Los países con mayor índice de fraude 
             
 











Nunes (2016)  El diagrama de Ishikawa,  es llamado también diagrama de  
causa-efecto. Es una herramienta que permite juntar y hacer visible las razones de 
cualquier problema. (2): 
 
Análisis causa – efecto de la problemática 
 
 
           Ilustración 1. Diagrama Causa-Efecto: “Fraude En Red De Tienda” 
          Nota: (Nunes.Paulo, 2016)Ciencias económicas y comerciales. Recuperado de: 










Las siguientes problemáticas que generan el fraude en la red de 




No cuenta con mucho conocimiento de lo productos y servicios que ofrece 
la banca, siente desconfianza a la utilización de otros canales ofrecidos por la 
entidad financiera debido a los fraudes cibernéticos que alberga la web. 
  
 Flores (2015) “El 31% de personas no utiliza Internet para realizar 
transacciones financieras. Entre los principales motivos que desincentivan su uso 
está el temor al robo o fraude electrónico (39%) y la falta de confianza en que la 
transacción haya completado de forma correcta (16 %).” Además posee una 
costumbre por la utilización de medios tradicionales como la red de tiendas. (3) 
 
 Herramientas: 
Clorinda (2016) En la red de tiendas es común el uso de las tarjetas de 
débito y crédito utilizados por los clientes para sus operaciones financieras, además 
de brindar sus datos personales y en ocasiones confirmar una operación con 
dispositivos de lectura de huella dactilar que pueden ser aprovechados para la 
utilización de un fraude. “ El 2015, el descenso económico por fraudes en el 







Mendoza (2017).Los más comunes se dan con las tarjetas de 
créditos, que son clonadas, señala Telefónica” , “Según un estudio 
elaborado por la consultora Afi para Tecnocom, en el Perú el cheque sigue 
ocupando el primer lugar como medio de pago de la población bancarizada 




Al realizar las operaciones de manera diaria y en ocasiones realizar 
transacciones por montos elevados de dinero, el colaborador con falta de 




Segura (2015). Una deficiente selección de personal, un mal filtro 
realizado por parte de RRHH o una mala elección de personal para un 
puesto estratégico podrían ser propicios para la preparación de un fraude. 
“Según un estudio de la firma de servicios profesionales  Ernst & 
Young(EY), en el que encuestó a 250 empresas top del Perú, el 55% de 
ellas fueron víctimas de fraude cometidos por sus propios colaboradores o 











Las entidades financieras que no cuenten con medidas preventivas o de 
control de fraude, sumados a un deficiente plan de motivación al personal 
para crecimiento profesional podrían dar lugar a la generación de fraude. 
 
 Entorno: 
Es necesario generar alertas tempranas en la red de tiendas para poder 
identificar oportunamente un potencial fraude, ya que el cliente tiene la 
plena confianza en los colaboradores de la red de tiendas cuando se acerca 
a realizar una operación. 
“Los reclamos presentados directamente a los bancos durante el tercer 
trimestre de 2016(…) presentan al  año sólo 10 de cada 10,000 operaciones 
en el sistema bancario se convirtieron en un reclamo, así lo informó 
ASBANC” (7) 
1.1.1 Formulación del problema 
Se formulará el problema de la siguiente manera: ¿De qué manera se Implementara  el  
sistema de información para  prevenir y controlar el fraude que pudieran realizar los colaboradores 










1.1.2  Problema  principal  
¿De qué manera se Implementara  el  sistema de información para  prevenir y controlar 
el fraude que pudieran realizar los colaboradores de red de  tienda de una entidad 
financiera del Perú? 
1.1.2  Problema  secundario  
 
a) Problema Secundario (1) 
¿De qué manera se Implementara la trazabilidad digital a todas las transacciones 
realizadas por los colaboradores e identificar plenamente sus operaciones? 
b) Problema secundario (2)  
¿Cómo se identificara de forma digital todas las cuentas relacionadas a la tarjeta de crédito 
o débito del colaborador? 
c) Problema secundario (3) 
¿De qué manera se realizara  la prevención del fraude que pudieran realizar los 
colaboradores en perjuicio de la entidad financiera y de sus clientes? 
d) Problema secundario (4)  
¿De qué manera se Restringirá la implementación del sistema de información, la 
realización de operaciones a los colaboradores del canal directo red de tiendas, con sus 











1.2 Definicion de los objetivos 
1.2.1 Objetivo General 
Implementar un sistema de información para  prevenir y controlar el fraude que 
pudieran realizar los colaboradores de red de  tienda de una entidad financiera del 
Perú  
1.2.2 Objetivos Específicos 
Objetivos Específicos 1 
Implementar trazabilidad digital, a todas las transacciones realizadas por los 
colaboradores e identificar plenamente sus operaciones 
Objetivos Específicos 2 
Identificar de forma digital, todas las cuentas relacionadas a la tarjeta de crédito o 
débito del colaborador. 
 Objetivos Específicos 3 
Prevenir el fraude que pudieran realizar los colaboradores, en perjuicio de la 
entidad financiera y de sus clientes. 
Objetivos Específicos  4 
Restringir mediante la implementación de un sistema de información, la 
realización de operaciones a los colaboradores del canal directo red de tiendas, 





1.3 Justificacion de la investigacion 
 
a) Justificación teórica 
 
El país tiene un alto índice de fraudes cometidos y ocupa el segundo lugar 
en Latinoamérica en las entidades financieras, y se identifica según encuestas de 
los años 2014,2015 y 2016 que la mayor cantidad de porcentaje de fraude se da 
por obra de colaboradores internos de la entidad financiera.(7) 
 
b) Justificación práctica 
 
Se desea integrar un sistema de información como herramienta que 
apoye a mejorar los procesos de prevención y control del fraude en beneficio a 
los clientes y a la propia entidad financiera. El sistema de información obligará 
que los colaboradores cumplan los  protocolos y procedimientos de seguridad 
de la entidad financiera, así mismo el sistema permitirá identificarlos 
plenamente antes, durante y después que realicen sus operaciones personales. 
  
c) Justificación metodológica  
 
Se utilizara la metodología SCRUM para el desarrollo iterativo del sistema 
de prevención y control de fraude, en la cual a través de esta metodología ágil se 
distribuirá en pequeños paquetes las tareas de desarrollo, las cuales cada una 
contara con un tiempo estimado y una prioridad asignada para su elaboración; de 




Además, se utilizara el framework de la metodología TOGAF, para la 
elaboración de la arquitectura, ya que mediante este framework se puede 
identificar las áreas responsables y flujos de negocio que serán impactados con la 
implementación del sistema que se propone en el presente proyecto; de esta 
manera se podrá mantener la trazabilidad desde el AS IS hasta el TO BE del 
proyecto. 
d) Justificación Social 
 
Mediante la implementación de este sistema de información, se 
pretende reducir el índice de reclamos por fraude y generar un bienestar 
directo en la población, mejorar el prestigio de la entidad financiera 
ofreciendo seguridad en sus clientes promoviendo el desarrollo de una 
bancarización segura y confiable. 
 
 
 1.4 Alcance 
  
Este sistema permitirá realizar la  prevención y control de fraude de los 
colaboradores de las entidades financieras que será implementado en el canal directo 
red de tiendas, e impactará directamente en los procesos de negocio, a continuación 










 Cambio de Clave 
 Depósitos 
 Retiros 
 Cancelación de cuentas 
 Cambio de tarjeta debito 
 Compra o venta moneda extranjera 
 Cobro hipotecario  
 Transferencias entre cuentas 
 Transferencias interbancaria 
 Pago remesas del exterior  
 Cobro de servicios 
 Cobro de tarjeta de crédito 
 
Los tipos de documento tomados en cuenta de los colaboradores para la 
validación de fraude serán DNI y carnet de extranjería. El módulo de control 
abarcara todos los perfiles de los colaboradores de la red de tienda.  
1.5 Limitaciones 
 
           La propuesta de solución tiene las siguientes limitaciones: 
1.5.1 Limitaciones humanas 
 
No podrá controlarse la prevención y validación de fraude si dos 
colaboradores se ponen de acuerdo en realizar malas prácticas del requerimiento, 





1.5.2 Limitaciones tecnológicas  
 
El sistema dependerá de las conexiones con los servidores que contienen 
las tablas donde se almacenan los registros y las cuentas de los colaboradores, 
además de las conexiones con diferentes entidades asociados mediante servicios 
web. 
 
El sistema dependerá de la respuesta del web services para las consultas 
con RENIEC y SUNAT. 
En caso se presente problemas de conexión con RENIEC y SUNAT se 
habilitará los servidores de backup que contienen la información de los clientes 
























2.1.1 Antecedentes nacionales  
 
Ari (2017). El sistema de control interno y su efecto en la gestión financiera y 
económica de la cooperativa de ahorro y crédito Credipres Arequipa- periodo 2016, El 
objetivo se fundamenta en analizar los efecto del sistema de control interno con relación 
a los  resultados económico financiero de la cooperativa de ahorro y crédito CREDIPRES 
AREQUIPA, Por ello la  utilización eficiente de los recursos, prevención de fraudes, y 
aplicación normas emitidas por la SBS en la ejecución y desarrollo de la cooperativa 
promueve  y optimiza  la eficiencia y transparencia de las operaciones.  
El proceso para control interno será ejecutado por el consejo directivo, la 
administración y el personal. Para así cumplir el  objetivo, primero se ha analizado a la 
cooperativa en su estructura organizacional, metas objetivos, políticas, etc., también se 
determina el nivel de implementación del sistema con los datos obtenidos de la evaluación 
a cada componente del control interno, así mismo se analizara  la situación de la  
económica de la entidad en  estudio.  
 
La metodología utilizada es: descriptivo y analítico. El cual se aplicaron las 
técnicas e instrumentos dentro de las cuales están, el análisis documental, tabulación, 





Reyna (2017). Sistema web integrado para mejorar el seguimiento y control de 
la gerencia de cobranza en la SUNAT – ILIMA, Se fundamenta  principalmente en  
automatizar los diversos  procesos de registro y seguimiento de las informaciones a través 
de reportes, permitiendo la toma adecuada de decisiones y así  mejorar la recaudación 
tributaria. Para realizar esta investigación se hicieron visitas a las diversas Divisiones de 
la gerencia de cobranza entre esto tenemos: 1.-La división de selección y  programación 
de cobranza. 2.- División de cobranza a nivel de  oficina y soporte. 3.-División de 
cobranza de campo. Para la ejecución de esta investigación  se realizó  en las oficinas de 
la Supervisión de Información y Control de Gestión, aplicando el  cronograma que se 
estableció. El Sistema que se implementó permitió obtener logros como relacionar a las 
distintas divisiones de la gerencia de cobranza, para que obtengan una comunicación 
fluida y eficiente, permitiendo mejorar  los procesos que intervienen  a nivel de la  
gerencia, así como: - Controlar la información en tiempo real, - Realizar consultas, - 
Sistematización de los documentos, - Reducir el coste de procesamiento, - Optimizar el  
tiempo de  los procesos de la gerencia de cobranza. La metodología utilizada es  el 
software del  Proceso Unificado Ágil (AUP), que tiene extracciones de metodologías 
tradicionales como RUP y XP; además es ágil, liviana y adaptable. Palabras Clave: 











Bendezú (2014), implementación de un sistema de información basado en un 
enfoque de procesos, para la mejora de la operatividad del área de créditos de la 
microfinanciera crecer, plasma la implementación e implantación del Sistema de 
Información COREBANK en la Microfinanciera CRECER, El objetivo es mejorar la 
operatividad del área de créditos de dicha entidades . Los sistemas, deben brindar la 
funcionalidad necesaria para abordar todas las necesidades de información que ésta 
requiera para facilitar las tareas diarias y tener un mejor control contable de ésta; la mejor 
manera para ello es obtener un sistema de información basado en un enfoque de procesos, 
las cuales deben ser analizados y diseñados cuidadosamente para que cumplan los 
objetivos particulares y organizacionales. Por ello, se debe realizar minuciosamente los 
diversos procesos de negocio de una entidad y sobre ello diseñar. La metodología aplicada 
es: la Programación Extrema (XP) y la gestión por procesos; la metodología XP se aplicó 
para gestionar el sistema de información, poniendo más énfasis en la adaptabilidad que 
en la previsibilidad. La gestión por procesos fue aplicado a nivel  de la fase de captura, a 
través del análisis y rediseño de los procesos implicados en el área de créditos a partir de 
los cuales se lograron  los requisitos que sirvieron como base para la construcción del 
sistema, para obtener mejores resultados como se evidencia en la presente investigación 
. Por ende se concluye que  este sistema permitirá  dar soporte a todos los procesos 
involucrados al área de créditos de la organización, la cual brindar la información 
requerida en el momento oportuno para el desarrollo de las tareas diarias, para ello 
permitió un mejor  control  de los créditos y clientes actuales, lo que ayudo amenorar el 
porcentaje de morosidad y  riesgo crediticio, rapidez de atención al cliente,  
 
Otorgamiento de créditos, el aumento del  grado de satisfacción de los clientes 






2.1.2 Antecedentes internacionales  
  
Tibaquira (2015). Metodología de gestión de incidentes de seguridad de la 
información y gestión de riesgos para la plataforma SIEM de una entidad financiera 
basada en la norma iso/iec 27035 e iso/iec 27005, La definición de los paradigmas de 
gestión que se presentan se realizó bajo las normas ISO 27035 para incidentes de 
seguridad y 27005 para la gestión de riesgos. Inicialmente se  identificaron activos de 
información  que se encuentran configurados en el SIEM para definir el alcance del diseño 
en implementación de los paradigmas. Luego, se definió las políticas de seguridad de los 
datos, en donde son descritos los lineamientos que se deben seguir para la gestión de 
incidentes y riesgos. Por último, fueron definidos los paradigmas, junto con la 
implementación y las herramientas, basados en las recomendaciones que expresa cada 

















Amparo (2015). Diseño e implantación de una red privada virtual (VPN) a través de la 
infraestructura como servicio (IAAS) para el acceso a una entidad bancaria mediante 
single sign on (SSO), Se llevó a cabo un estudio de la realidad actual con el objetivo  de 
conocer el mejor lugar  que se adaptara tanto a nivel técnico como al retorno de inversión 
a mediano plazo. En el levantamiento de información también se consideraron las bases 
teóricas sobre lo concerniente a la seguridad de los datos de acceso de los usuarios y todas 
aquellas actividades necesarias para poder establecer políticas, normas y procedimientos 
apropiados. Esta metodología se logró de forma satisfactoria, resolviendo las constantes 
llamadas al Help Desk por no contar una clave única para el inicio de sesión en las 




Salas (2015). Modelo propuesto para la detección de fraudes por parte de los 
auditores internos basados en las Normas Internacionales de Auditoría, Esta 
investigación se basa en que los auditores internos durante sus funciones tienen la 
obligación de determinar el fraude, considerando  tanto la planeación como la ejecución 
de su trabajo de auditoría. Por ende, no existen  reglamentos, normas que guíen  al auditor 
interno a realizar este trabajo  de manera adecuada. Como efecto, la  carencia de guías  en 
la materia ha permitido estudiar el efecto de las Normas Internacionales de Auditoría 







Por ello , la metodología que  se planteó  es  un instrumento que permite  medir 
las variables que afectan la detección de fraudes usando la NIA 240, Responsabilidad del 
auditor de considerar el fraude y error en una auditoría de estados bancarios , se utilizaron 
96 afirmaciones relacionadas con los  indicadores globales de riesgos de fraude en los 
estados bancarios y de errores originados por la malversación de activos, que fueron 
sometidas a consideración de 617 auditores internos por medio de la aplicación  de  
encuestas que evalúa su percepción del fraude atendiendo a estas afirmaciones. Usando 
un análisis factorial exploratorio y posteriormente confirmatorio (Modelo de ecuaciones 
estructurales, Structural Equations Model, SEM), podemos sostener con evidencia 
científica que, con la evaluación de solo 17 variables de las 96 previamente definidas en 
la NIA 240, y con un elevado  grado de seguridad —más de un 87%—, los auditores 
internos deberían ser capaces de disminuir  la posibilidad de fraude en las entidades 
empresariales. Palabras claves Detección de fraudes; Normas Internacionales; Auditoría; 


















2.2 Marco teorico 
  
  
2.2.1 Concepto del  Sistema de información 
Laudon (2004) Es la interrelación que se da en los grupos  con el fin de 
administrar datos e información, organizarlos y prepararlos para su posterior uso. Existen 
diferentes tipos de estos sistemas, no obstante en el presente proyecto se trabaja con 
aquellos que sumen características gerenciales cuyo objetivo es brindar informes sobre la 
administración de dicha entidad. Estos informes contienen datos  de las tareas rutinarias 
de la organización (8) 
 
2.2.2  Prevención  
RAE –Real Academia Española  (2014) Medida cautelar para evitar un riesgo o 
realizar una acción (9) 
 
2.2.3  Control  
D´Alessio (2002) el control es “asegurar que las medidas y estrategias para el 











2.2.3.1  Control  interno  
Estupiñan (2006). “Es un conjunto de reglas realizadas  por el área 
administrativa, por la gerencia o personas que laboran  en dicha  entidad.” Diseñado para 
proporcionar una adecuada  seguridad  a través de los siguientes metas:  
-Eficiencia, eficacia y efectividad  de  las operaciones  
-Seguros y  confiabilidad los datos  financieros  
-Cumplimiento de las normas  y reglas (11) 
 
2.2.4  Fraude  
La Federación Internacional de Contadores (según sus siglas  IFAC-2016). 
Es acción intencional  que  realizan una o varias  personas de la entidad, ya sea   los 
empleados, terceros o hasta la misma gerencia  que conlleve  a la utilización del fraude  
con el objetivo  de conseguir  ventaja injusta o ilegal. (12) 
RAE –Real Academia Española  (1979) “Del latín fraus, fraudis. Es la  Acción 
opuesta  a la sinceridad  y  rectitud el cual afecta  a la persona contra quien se comete 
dicho acto. ” (13) 
 
2.2.5  Fraude Laboral  
Asociación de Examinadores de Fraude (2013) es la  acción de Aprovechar el 
puesto de trabajo obtenido para enriquecerse  por medio del uso indebido o el mal empleo 








2.2.5.1  La triada del Fraude 
 
Donald  Cressey  (1987). La  triada del fraude está constituida por  tres elementos 
básicos que son: 
Motivación: Se produce  por las necesidades  de factores económicos que afectan 
a la familiar  del defraudador ya sea que esta necesidad sea real o artificial.  
 
Racionalización: Se da cuando el defraudador busca  justificar su accionar con 
una justificación psicológica para no verse como un delincuente. En su interior el  conoce  
y diferencia bien y del mal de sus actos. 
 
Oportunidad: Se da cuando el defraudador percibe la oportunidad de ejecutar el 
fraude sin que sea descubierto, por ello idealiza  como ejecutar el delito usando y 
abusando de su posición de confianza y poder. (15) 
 
2.2.6 Sistema de información para la prevención del fraude 
Este sistema  de información  busca prevenir y controlar  el fraude   a través de la 
identificación de  cuentas individuales y mancomunadas del personal que labora en dicha 
entidad, si se realiza esta operación  financiera inmediatamente el sistema  que se está 










2.2.7 Colaboradores  
 
Aguedo Montalvo (2011) Es el individuo que está  en todo proceso donde se 
involucre el trabajo en  equipo o en grupos  personas, por ello se aplica en diversos 
contextos de la sociedad humana. Está relacionado con la organización y la colaboración. 
Toda  organización para  alcanzar el éxito necesita del  compromiso y dedicación  
de sus miembros, para ello es necesario brindar un buen clima laboral de cooperación 
para que realicen con eficacia sus tareas.  (16) 
 
2.2.8 Red de Tienda  
EL proceso operativo de una red de tienda, se inicia por medio del cliente o tarjeta-
habiente que interactúa con el colaborador (RF o cajero) para realizar una determinada 
transacción que consulta las base de datos del cliente, sus cuentas y las actualiza al 
terminar la operación financiera.  
 
Ilustración 2. Sistema de red de tiendas  





2.2.9  Entidad Financiera o Sistema  Financiero o intermediario Financiero 
López Domínguez (2018) Cualquier empresa que ofrezca servicios financieros  
y estos vayan desde la intermediación a labores de mediación llevándolos a los diferentes 
mercados o servicios de consultoría, seguros u otros. En conclusión las empresas que 
trabajen con sistema financieros en cualquier de las áreas se dividirán en:  
 Área de banca 
 Área de valores  
 Área de seguros  
 
Las mayorías de estas empresas financieras obtienen sus fondos de otros sectores 
empresariales, economías,  domésticas y administraciones públicas. Debido al aumento  
de recursos tanto en  inversiones y por la globalización, esto les exige tomar normas 
preventivas  de vigilancia, solvencia y riesgos, así como la disposición de una elevada 
calidad profesional y técnica en gestión (17) 
 
Ayala, Sabino (2005) Son las  entidades  encargadas de la distribución  monetario 
y cuya finalidad es encaminar el dinero de los ahorristas hacia las  inversiones 
productivas. Las  entidades  que cumplen con estas normas  se llaman “Intermediarios 
Financieros” o “Mercados Financieros” o “entidad  Financieros” 
Están constituidos  por las  entidades  financieras y a fines, tanto públicos como 
privados que estén autorizadas por la Superintendencia de Banca y Seguro (SBS), para  







2.2.10  Entidad Financiera Peruano 
Está constituidas por las entidades bancarias, empresas y entidades de derecho 
público o privado que estén autorizadas por las instituciones pertinentes; estos 
direccionan la oferta y demanda de fondos financieros. Como lo establecido en la 
legislación vigente que incluye a las entidades denominadas subsidiarias.  
En el caso del Perú la intermediación de las entidades financiera está establecida  
por la Ley Nº 26702, Ley General del Sistema Financiero, de Seguros y Orgánica de la 
SBS, vigente a partir de diciembre de 1996. 
 
Ilustración 3. Mapa esquemático del sistema financiero o entidad financiera peruana 







2.2.11 Organismos que conforman las  Entidades  Financiero 
 
Bancos Banco de la Nación 
Financieras. COFIDE. 
Compañía de Seguros. Bolsa de Valores. 
AFP. Bancos de Inversiones (19) 
 
 
2.2.12  Sistemas Reguladores y  de Controles  
Tienen como finalidad velar por los intereses del público que participan en el 
sector bancario y no bancario ya sea como brindador o como solicitante de recursos 
monetarios  asimismo, regulan la participación de las entidades  y  del personas que 
asisten  al Mercado de Valores. También  realizan y  ejecutan políticas  económicas, 
financieras y administran la política aplicable en el país. Estos  organismos de vigilancia 
son: 
  
A.-El ministerio de economía y finanzas 
Es un ente del Poder Ejecutivo, cuya administración, competencia y 
funcionamiento está ejecutado por el Decreto Legislativo Nº 183. Por ello la institución 
se dedicada a planear, dirigir y controlar los asuntos de  presupuesto, tesorería, 
endeudamiento, contabilidad, política fiscal, inversión pública y política económica - 
social. Asimismo, diseña, establece, ejecuta y supervisa la política nacional y sectorial de 








B.-El banco central de reserva del Perú 
 
El Banco se rige por lo establecido en la Constitución, su Ley  Orgánica N° 26123 
y su Estatuto. La Ley Orgánica del BCRP, vigente desde enero de 1993, contiene 
normativas sobre aspectos generales de dirección, administración, atribuciones, 
obligaciones y prohibiciones de  presupuesto y resultado .Por las cuales están  
relacionados con el gobierno y otros organismos autónomos. Por ende  hay 2 aspectos 
fundamentales que la Constitución Peruana establece con relación al Banco Central: 
 
1.- La estabilidad monetaria  
Es la parte primordial que  se encarga el  Banco Central en supervisar  la  
economía del país. Con el objetivo de controlar o evitar  la inflación para así poder reducir  
la incertidumbre y poder  generar confianza en el valor monetario, elemento 
imprescindible para estimular el ahorro, atraer inversiones productivas y promover así un 
crecimiento sostenido de la economía. (19) 
 
2.- Su autonomía. 
Es un requisito necesario para un adecuado manejo monetario, basados en criterio 
técnicos por la cual las  decisiones se orienten a cumplir el mandato de preservar la 









C.-La  superintendencia de banca y seguro  
 
Es una entidad autónoma, cuya meta es fiscalizar al Banco Central de Reserva del 
Perú, Banco de la Nación y a las  instituciones financieras ya sea persona natural o  
jurídica que trabajen con fondos públicos. La función fiscalizadora debe ser ejercida en 
forma total  sobre cualquier operación o negocio (19) 
 
D.- La superintendencia de mercado y valores  
 
Es un ente  Pública del sector de  Economía y Finanzas, que tiene como objetivo  
impulsar el mercado de valores, cuidar  por el adecuado manejo de las empresas y normar 
la contabilidad de las mismas. Tiene personería jurídica de derecho público y goza de 
autonomía funcional administrativa y económica. (20) 
 
E.-La Superintendencia de administración de fondos de pensiones  
 
Es una institución  pública creada el 6 de diciembre del año 1992 que tiene como 
meta, supervisar y controlar la adecuada administración de los fondos de pensiones y la 
calidad de los servicios que brindan a los afiliados, las administradoras de fondo de 











F.- La Superintendencia Nacional de Aduanas y de Administración Tributaria  
 
Es un ente técnico especializado, adscrito al Ministerio de Economía y Finanza, 
tiene como objetivo administrar los tributos del gobierno nacional y los conceptos 
tributarios y no tributarios que se le encarguen por Ley o de acuerdo a los convenios 
interinstitucionales que se celebren.  
Además se encarga de combatir la minería ilegal y el  narcotráfico, mediante  
control y fiscalización del ingreso, de permanencia, de  transporte, de  traslado y  salida 
de los productos de la actividad minera, ya sean  insumos químicos y maquinarias que 




Es una entidad exclusiva y excluyente encargada de registrar material técnico  
administrativo, económica y financiera, encargada de organizar y de mantener el Registro 
Único de Identificación de las Personas Naturales y además brinda técnicas que 
garanticen la seguridad de la confección de los documentos de identidad e inscribir los 
hechos y actos relativos a su capacidad y estado civil, así como asegurar la confiabilidad 












2.2.13  Clases de Entidades  Financieras  
 
A.- SISTEMA FINANCIERO BANCARIO 
 
IFB Instituto de Formación Bancaria. (2011)  
Es un  conjunto de entidades  y organizaciones públicas y privadas que se 
encargan de realizar   ejercicio de la banca y todas las funciones que están relacionadas a 
la banca. 
Banca o sistema bancario .Es un grupo  de  entidades  que  permiten  realizar     
transacciones  entre personas, empresas y organizaciones que involucren  el uso de dinero. 
En la actualidad el sistema financiero Bancario está formado por el: 
 
- El banco central de reserva del Perú  
- El banco de la nación 
- El banca comercial 
- Los bancos del exterior (21) 
 
 EL BANCO CENTRAL DE RESERVA DEL PERÚ  
Es una institución monetaria encargada de expeler  la moneda nacional  y 
además de dirigir las  reservas internacionales del país y regular las operaciones del 









 EL BANCO DE LA NACIÓN 
El Banco de la Nación es la entidad financiera  que representa al Estado 
peruano en las negociaciones  comerciales en el sector público o privado, ya sea a 
nivel nacional o extranjero; he  integra el Ministerio de Economía y Finanzas. (21) 
 
 BANCA COMERCIAL 
Entidades  financieras cuyo lucro  principal consiste en recibir capital del 
público en depósito o bajo cualquier otra modalidad contractual, y en utilizar ese 
capital, para obtener  cuentas de financiación, conceder créditos en todas sus formas  
o a aplicarlos a operaciones sujetas a riesgos de mercado. Entre estos bancos tenemos: 
(21) 
 
Banco de Crédito del Perú Banco de Comercio 
Banco Financiero Banco Azteca Perú 
Banco  Continental Banco Ripley 
Banco Interbank Banco Interamericano de Finanzas 












 LAS SUCURSALES DE LOS BANCOS DEL EXTERIOR 
Son instituciones que tienen los mismos derechos y están sujetos a las mismas 
obligaciones que las empresas nacionales de igual naturaleza. (21) 
 
B.-SISTEMA FINANCIERO NO BANCARIO 
 
Cajas municipales de ahorro y crédito 
Caja municipal de crédito popular 
Cajas rurales 
Empresas especializadas 
Financiamiento a la  pequeña y micro empresa (21) 
 
 CAJAS MUNICIPALES DE AHORRO Y CRÉDITO 
Instituciones financieras que toman  recursos del público y cuya 
especialidad es  realizar operaciones de financiamiento, dirigidas principalmente 
a las pequeñas y micro-empresas. Entre estas tenemos: 
Cajas municipales de ahorro y crédito Arequipa 
Cajas municipales de ahorro y crédito Piura 
Cajas municipales de ahorro y crédito Trujillo 
Cajas municipales de ahorro y crédito Sullana 
Cajas municipales de ahorro y crédito Cusco 
Cajas municipales de ahorro y crédito Huancayo 







 CAJA MUNICIPAL DE CRÉDITO POPULAR 
Institución  financiera especializada en brindar  créditos al público en 
general, efectuar operaciones con los respectivos Consejos Provinciales, 




 CAJAS RURALES 
Instituciones  que capta recursos del público y cuya especialidad es 
brindar financiamiento preferentemente a nivel  empresarial de la pequeña y 
micro-empresa. (21) 
 
Cajas rurales Nuestra Gente 
Cajas rurales del Centro 
Cajas rurales Profinanzas 
Cajas rurales Chavín 
Cajas rurales Prymera 
Cajas rurales Los Andes 











 EMPRESAS ESPECIALIZADAS 
Entidades  financieras, que trabajan como agente de transferencia y 








 FINANCIAMIENTO A LA  PEQUEÑA Y MICRO EMPRESA 
Entidades cuya finalidad es otorgar financiamiento preferentemente a los 
empresarios de la pequeña y micro-empresa. (21) 
Financiamiento a la  pequeña y micro empresa Raíz 
Financiamiento a la  pequeña y micro empresa Nueva Visión 
Financiamiento a la  pequeña y micro empresa Solidaridad 
Financiamiento a la  pequeña y micro empresa Credivisión 
Financiamiento a la  pequeña y micro empresa Alternativa 
Financiamiento a la  pequeña y micro empresa Proempresa 
Financiamiento a la  pequeña y micro empresa Pro Negocios 







Empresa de arrendamiento financiero 
Empresas de Factoring 
Empresas afianzadora y de garantías 




2.2.14  Producción  de una entidad financiera 
 
Badel, Alejandro (2002) No existe un consenso acerca de la naturaleza de la 
actividad financiera,  las firmas financieras han utilizado dos grandes punto de vista para 
generar la definición del producto bancario: 
 
 De producción: Los bancos utilizan capital y trabajo para producir diferentes 
servicios, los ahorros y préstamos se consideran productos. 
 De intermediación: Las entidades  financieras transforman los recursos pasivos 
y  activos. Los préstamos e inversiones serían  los productos de la firma, y  los 
insumos son el capital, los pasivos (Ahorros) y el trabajo. 
 Moderno: Se basa en la medición de las actividades del banco , considerando 
elementos específicos del manejo de riesgo y procesamiento de información(22) 
 
2.2.15 Transacción financiera 
 
Banco Central de Reserva del Perú  (2011) Operación realizada por un cliente 
o no cliente de una entidad financiera en la cual interviene un colaborador en la red de 
tiendas para poder realizar la operación que desee el cliente: 
 
2.2.16 Delito financiero  
 
Pérez, María (2012). Los fraudes  financieros que  incluyen cheques y depósitos 
falsos. Los delincuentes financieros  han venido aumentando su metodología y recursos, 
mediante la innovación en la tecnología actual, como las pc de escritorio, scanner y 





 Kiting:  Es el término utilizado para una mala práctica referente a cheques, 
por lo general se adultera el valor del cheque o también se usa para intentar 
realizar el cobro de un mismo cheque en más de una entidad financiera, 
debido al tiempo que le tarda al siguiente banco recaudar el fondo del 
cheque. 
 Falsificación: Se evidencia cuando un trabajador o empleado utiliza las 
herramientas de la entidad financiera para sus fines personales, por 
ejemplo: emisión de un cheque sin ser autorizado o utilización de tarjetas 
de débito o crédito. 
 Alteración: Indica la utilización de químicos y solventes modificando 
la escritura a mano y la información de un bien bancario como un cheque. 
 Robo de cheques: Es otra modalidad de robo o para obtener  de forma 
ilegal el cheque relacionado a la cuenta de otra persona.  
 Colgado de Papeles: Modalidad ilegal que surge cuando un cheque es 
emitido y está relacionado a  cuentas cerradas (propias o de otros). 
 Lavado de dinero: Es obtener dinero  por actividades ilegales   
incorporado al sistema bancario para ser movilizado  de un lugar a otro y 
guardado en forma segura.  
 Fraudes con Cuentas Nuevas: Las cuentas de cheques se abren 
fácilmente debido a que la mayoría de los bancos están ansiosos de tener 
más clientes. Lo sencillo  con la que los documentos de identidad pueden 
ser falsificados, las limitaciones impuestas por las disposiciones de la Ley 
de Privacía y el costo de investigar los antecedentes o la confiabilidad de 
los cheques contribuyen a facilitar que se lleven a cabo las fraudes con 




2.2.17 Herramientas de base de datos 
 
2.2.17.1 Oracle Database 12c Enterprise Edition 
Penny Avril, Willie Hardie (2017) Oracle Database 12 c Release 2 fue 
creado para transformar el acceso y la importancia de los datos de la empresa, el 
corazón de su negocio. Diseñado para la nube, Oracle Database 12 c le permite 
minimizar los costos de TI, aumentar la agilidad en los servicios de base de datos 
de aprovisionamiento, escalar y reducir elásticamente los recursos de TI según sea 
necesario (25) 
 
2.2.17.2 Erwin Data Modeler 
Es una herramienta enfocada en moldear datos, líder en la industria que 
apoya en los requerimientos de un grupo de personas, proporcionando una vista 
unificada de los datos estratégicos. (26) 
 
2.2.18  Herramientas de modelamiento de arquitectura empresarial y procesos 
   
2.2.18 .1 Archimatetool 
Es un lenguaje de modelado estándar y abierto para la arquitectura 
empresarial que apoya en la descripción, análisis y visualización de la arquitectura 
dentro y fuera del  negocio. (27) 
2.2.18 .2 Bizagi 
Permite a la empresa configurar, automatizar, ejecutar y mejorar 
las estrategias de negocio mediante un entorno visual y con la menor 
cantidad de programación alcanzando productividad, eficiencia y un 




2.2.19  Herramienta de seguimiento 
 
2.2.19.1 Trello  
Estacio, Carmen (2017) Es un Software para gestión de 
proyectos o actividades que permitirá priorizar generar avisos 
sobre las mismas. Se configura como un tablero que se distribuye 
en columnas o listas independientes que se pueden diferenciar 
según días o fechas concretas. Estas listas se subdividen en entradas 
denominadas tarjetas que recogen el contenido de labores 
pendientes en el proyecto dentro de cada una de las listas. Permite 
el trabajo en equipo de manera instantánea y en tiempo real. 
Es una herramienta que ayuda en la gestión de seguimiento para 
proyectos agiles, debido a su amigable interfaz y facilidad de 
configuración para las asignaciones de tareas en los SPRINT, y el 
seguimiento de incidencias reportadas. (40) 
2.2.20  IDE's de Desarrollo 
 
2.2.20 .1 Eclipse 
Es un entorno que contiene un gran conjunto de librerías y 
herramientas de programación de código abierto, es usualmente utilizada 
para entornos de desarrollo integrado(IDE). (29) 
2.2.20.2 SQL Developer 
Permite el desarrollo integrado gratuito que simplifica el desarrollo 
y la administración de Oracle Database tanto en implementaciones 
tradicionales como en Cloud.  Ofrece también  un completo desarrollo de 




scripts, una consola DBA para administrar la base de datos, consola para  
interfaz de informes, una solución completa de modelado de datos y una 
plataforma de migración para mover su Bases de datos de terceros a 
Oracle. (30) 
2.2.20.3 Jdeveloper 
Permite el  desarrollo integrado el cual fue realizado  por Oracle 
Corporation para los lenguajes Java, HTML, XML, SQL, PL/SQL, 
Javascript, PHP, Oracle ADF, UML y otros. (31) 
2.2.21 Servidor de Aplicaciones 
  
2.2.21.1  Aplication Server 
Producto basado en componentes que reside en el nivel medio de una 
arquitectura enfocada en el servidor. Bridando servicios de middleware para la 
seguridad y el mantenimiento del estado, junto con el permiso a datos y la 
persistencia (32) 
2.2.21.2 SOA 
Arquitectura Orientada a Servicios, es un modelo de arquitectura de TI 
enfocada en servicios; es una manera de mentalizarse  en servicios, su 
construcción y sus resultados. Un servicio es una manifestación lógica de una 
tarea de negocio que brinda un resultado de negocio específico. 
  El estilo arquitectónico tiene las siguientes características: 
 
 Se basa en el diseño de los servicios, que reflejan las actividades 
comerciales del mundo real, que comprende los procesos 




 La representación del servicio utiliza descripciones comerciales 
para proporcionar contexto (es decir, proceso de negocio, meta, 
norma, política, interfaz de servicio y componente de servicio) e 
implementa servicios utilizando la orquestación de servicios. 
 Establece disposiciones en la infraestructura: se recomienda que 
las implementaciones utilicen estándares abiertos para lograr la 
interoperabilidad y la transparencia de la ubicación. 
 Las implementaciones son específicas del entorno: están limitadas 
o habilitadas por el contexto y deben describirse dentro de ese 
contexto. 
 Requiere una fuerte gobernanza de la representación e 
implementación del servicio. 
 Requiere una "Prueba de tornasol", que determina un "buen 
servicio". (33) 
2.2.22  Programación 
 
2.2.22.1  Lenguaje de Programación 
Es un lenguaje diseñado para describir el conjunto de acciones 
consecutivas que un equipo debe ejecutar. Por lo tanto, un lenguaje de 
programación es una vía de comunicación para que las personas puedan 
dar instrucciones a un equipo. (34) 
2.2.22.2 Java 
Es la base para las diferentes formas de aplicaciones de red, 
además del estándar global para desarrollar y distribuir aplicaciones 





2.2.22.3 Web services 
Un servicio web es una tecnología que mediante un conjunto de 
normas realiza intercambio de información entre aplicaciones. Plantean 
diferentes aplicaciones de software construidas en lenguajes de 
programación diferentes, y ejecutadas dentro de cualquier plataforma que 
pueda utilizar los servicios web para comunicar información en redes de 
ordenadores como Internet. La interoperabilidad se consigue a través de 
consumo de estándares abiertos. 
Razón para usar un servicio web: 
Son compatibles con HTTP sobre Transmission Control Protocol 
(TCP) en el puerto de red 80. Las organizaciones protegen sus redes 
mediante firewalls (que filtran y bloquean gran parte del tráfico de 
Internet), cierran casi todos los puertos TCP salvo el 80, que es, el utilizado 
para  los navegadores web. Los servicios Web consumen este puerto, por 
ya que no son rechazados por el firewall y además pueden utilizar sobre 
cualquier protocolo, pero sin embargo, TCP es el más común. (36) 
2.2.22.4  JDBC 
Es un API (Application programming interface) que 
expone una librería estándar para acceso a fuentes de información, 
generalmente enfocado a Bases de Datos relacionales que usan 
SQL (Structured Query Language). JDBC no sólo brinda un 
interfaz para acceso a motores de bases de datos, además, muestra 
una arquitectura estándar, para que los fabricantes desarrollen 





2.3 Marco Conceptual 
 
Banco: Es una entidad que se dedicada a operaciones y servicios de carácter bancario , 
que recibe dinero del público, en forma de depósitos u otra modalidad, y utiliza ese dinero, 
junto con su propio capital y el de otras fuentes, para conceder créditos (préstamos o 
descuentos de documentos) y realizar inversiones por cuenta propia.  
Cambio de clave: Operación a través del cual el cliente realiza el cambio de clave de su 
tarjeta de débito o crédito, donde previamente se identifica con su doc. Identidad y desliza 
su tarjeta por el PINPAD para ingresar la nueva clave. 
Cancelación de cuentas: Operación solicitada por el cliente en la cual se le realiza la 
entrega de todo el dinero contenido en la cuenta; la entrega del dinero puede ser en 
efectivo o con depósito a otra cuenta del cliente. 
Cambio de tarjeta Electrón: Operación solicitada por el cliente para poder cambiar su 
tarjeta de débito indicando el motivo de cambio (pérdida o robo). 
Compra venta moneda extranjera: Operación donde el cliente se apersona a la red de 
tiendas para realizar el cambio de divisa  que trae por una divisa deseada. 
Cobro hipotecario: Operación realizada por el cliente para el pago de su cuota o cuotas 
de un préstamo generado para la compara de inmueble, el pago podrá ser en efectivo o 
con cargo a una de sus cuentas 
Cobro de servicios: Operación en la cual el cliente realiza el pago de un servicio o 
entidad empresarial con pago en efectivo o cargo en una de sus cuentas. 
Cobro de tarjeta de crédito: Operación en la cual el cliente realiza pago de su tarjeta de 




Cuenta Bancaria: Es un Contrato realizado entre los usuarios y el banco en el cual el 
banco se compromete a administrar tu dinero.  
Cuenta corriente: Es una cuenta abierta mediante contrato entre un banco o entidades 
financiera de depósito y una persona física o jurídica por el cual ésta, tras depositar una 
cierta cantidad de dinero en aquélla, puede disponer de él cuando lo desee. Se diferencia 
de una cuenta de ahorro en que a su titular se le proporcionan unos cheques o talones con 
los que puede disponer de su dinero. 
Cuenta de ahorro: Es una cuenta abierta mediante contrato entre una entidad financiera 
y un cliente o usuario similar al de cuenta corriente. 
Depósitos: Es la tarea mediante la cual, la entidad financiera obtiene dinero del público 
o empresas autorizadas por Ley. 
Entidad Financiera.: Es cualquier empresa que presta servicios financieros (captación y 
remuneración de nuestros ahorros, concesión de préstamos y créditos, aseguramiento, 
etc.) a los consumidores y usuarios 
Falsificación: Tiene lugar cuando un empleado emite un cheque sin autorización, La 
falsificación también puede significar la fabricación completa de un cheque utilizando 
equipo de impresión de escritorio actualmente disponible. 
Fraude: Es acción intencional  que  realizan una o varias  personas de la entidad, ya sea   
los empleados, terceros o hasta la misma gerencia  que conlleve  a la utilización del fraude  
con el objetivo  de conseguir  ventaja injusta o ilegal.  
Login: Comprende las actividades ejecutadas por los representantes financieros (cajero) 




Pago remesas del exterior: Operación en la cual el cliente realiza el cobro de un dinero 
enviado desde el exterior, puede realizar el cobro en efectivo o realizar el abono a una de 
sus cuentas. 
Retiro: Operación en la cual el cliente realizar el débito de una sus cuentas utilizando su 
tarjeta de débito y clave obligatoriamente para cuentas individuales o presentándose 
físicamente los mancomunados para realizar la operación. 
Sistema bancario Es un conjunto  de  entidades  que  permiten  realizar     todas   aquellas   
transacciones    entre personas, empresas y organizaciones que involucren  el uso de 
dinero. 
Transferencias entre cuentas: Operación en la cual el cliente realiza envió de dinero 
con cargo a una de sus cuentas para beneficio de una de sus cuentas o de una cuenta de 
un tercero a nivel de la misma entidad financiera. 
Transferencias interbancaria: Operación en la cual el cliente realiza envió de dinero 
con cargo a una de sus cuentas para beneficio de su  cuenta o de un tercero de otra entidad 
financiera. 
TOGAF: Proporciona un modelo para el diseño, planificación, implementación y 












2.4 Marco Metodológico 
 
 
2.4.1 Tipo de  investigación: Cualitativo  
        
2.4.2  Nivel  de  investigación: Exploratorio - Descriptivo 
 
2.4.3  Diseño  de  investigación: Prospectivo- Descriptivo –longitudinal  y 
observacional  
 
2.4.4  Variables 
 
             VD.- Sistema de información para la prevención y control de fraude 
               
              VI.- colaboradores de red de tienda de una entidad financiera del Perú 
  























TOGAF es un marco de arquitectura que aplica  métodos y herramientas 
para favorecer  en la aceptación, producción, uso y mantenimiento de una 
arquitectura empresarial. (38) 
 Método de desarrollo 
 
Se basa en la realización continua de arquitecturas que permite a las 
organizaciones transformar sus empresas de forma controlada en respuesta a los 
objetivos y oportunidades comerciales. Las fases son las siguientes:  
 Fase A – Visión de la arquitectura: 
Es la etapa de inicio donde se define el alcance para el desarrollo de la 
arquitectura, se identifica los interesados, se describe lo que se espera obtener con 
la arquitectura y la aprobación para iniciar con el desarrollo 
Fase B – Arquitectura de Negocios: 
Es la etapa donde se describe la arquitectura enfocada en el negocio para 
poder apoyar la visión previamente planteada. En esta etapa se busca que la 
arquitectura este acorde con los objetivos que busca el negocio. 
 Fase C – Estructura  del sistema de información: 
Se identifica los principales sistemas de información que aborda la 









Se desarrolla en 2 fases: 
 
o Arquitectura de datos: Se utilicen los datos relevantes para el 
negocio 
o Arquitectura de aplicación: Se utilicen aplicaciones que generan 
valor al negocio 
Fase D – Arquitectura de la tecnología: 
Esta etapa describe los componentes lógicos y físicos de la arquitectura 
que estén alineados a la visión planteada. 
 Fase E – Oportunidades y soluciones: 
En esta etapa se define los medios de entrega (proyectos o programas) para 
el seguimiento de la implementación de la arquitectura, se elaboran itinerarios  
basándose en el análisis de las etapas previas B, C y D. 
 Fase F – Planteamiento de migración: 
Esta etapa define como realizar el plan de migración, donde se detalla 
cómo partir de la arquitectura con la que se cuenta actualmente, hacia la 
arquitectura destino. 
 Fase G – Implementación de gobierno: 
Esta etapa define  las normas y políticas sobre las cuales estará la 
arquitectura para así poder realizar un monitoreo y mantenimiento eficaz. 
 Fase H – Gestión de cambios: 
En esta etapa se busca monitorear el ciclo de vida de la implementación 





 Implementación en el proyecto 
 
Para el presente proyecto se elaborará las fases A, B, C, D con el 
framework TOGAF pero para las fases E, F, G, H se utilizara PMI. (38) 
 
 
Ilustración 4. Proceso iterativo de TOGAF   






            B.- SCRUM  
 Definición 
 
Es uno de los métodos ágiles más populares .Es un framework adaptable, 
iterativo y  rápida, que permite valorar  considerablemente  en forma rápida un proyecto. 
(…) El ciclo de Scrum se inicia  con una reunión de los socios, por ello se formula ideas 
de la visión del proyecto. Después, el empresario produce una lista priorizada de 
requerimientos del negocio por orden de importancia en forma de una Historia del  
usuario. Cada sprint comienza con una Reunión de planificación del sprint durante la cual 
se consideran las historias de usuario de alta prioridad para su inclusión en el sprint.  Un 












Ilustración 5. Visión general de flujo de Scrum. 
Nota: Scrum Framework (2017) El Cuerpo de Conocimiento de Scrum 







 Composición de SCRUM 
 
 






Ilustración 6. Composición de SCRUM 
 
Nota: Scrum Framework (2017) El Cuerpo de Conocimiento de Scrum 







1. LOS PRINCIPIOS DE SCRUM.  
Se  aplican en  cualquier tipo de proyecto u organización y deben 
respetarse a fin de garantizar la aplicación adecuada de Scrum. Los aspectos y 
procesos de Scrum pueden modificase para cumplir con los requerimientos del 
proyecto, o la organización que lo usa, pero sus principios no están abiertos a 
discusión ni pueden modificarse, y deben aplicarse como se describe en el 
framework. 
 El mantener los principios intactos y usarlos apropiadamente permiten 
obtener confianza en el usuario del framework de Scrum respecto al cumplimiento 
de los objetivos del proyecto, Estos principios son: 
A. Control de proceso  
Se centra en la filosofía Scrum en base a las tres ideas principales de 
transparencia, inspección y adaptación.  
B. Auto-organización 
Se centra en los trabajadores, que entregan un valor significativamente 
cuando se organizan a sí mismos, lo cual resulta un gran sentido de compromiso 
y responsabilidad.  
C. Colaboración 
Se centra en las tres dimensiones básicas relacionadas con el trabajo 









C. Priorización basada en valor 
Se centra en el valor máximo del negocio, desde el principio del proyecto 
hasta su conclusión.   
E. Asignación de un bloque de tiempo 
Se centra en la descripción del tiempo en la cual se considera una 
restricción limitante en Scrum, Lo cual los  elementos del bloque de tiempo en 
Scrum incluyen sprints, reuniones diarias de pie, reuniones de planificación del 
sprint, y reuniones de revisión del sprint. 
F. Desarrollo Iterativo 
Se centra en  mejorar  y crear productos que satisfagan las necesidades del 
cliente. Y también delinea las responsabilidades del propietario del producto y la 
organización relacionadas con el desarrollo iterativo. (39) 
2. LOS ASPECTOS DE SCRUM.  
Se centra en los requerimientos de la organización el cual puede 
modificase, El aspecto de organización de Scrum aborda también  proyectos  y 












El propietario del producto: Es el responsable de lograr el máximo valor 
empresarial para el proyecto. Este rol también es responsable de la articulación de 
requisitos del cliente. 
El Scrum Master: Es un facilitador que asegura que el equipo Scrum esté 
dotado de un ambiente propicio para completar el proyecto con éxito. Este rol 
guía, facilita y les enseña las prácticas de Scrum a todos los involucrados en el 
proyecto.  
El equipo Scrum: Es el equipo de personas responsables de la 
comprensión de los requisitos especificados por el propietario del producto y de 
la creación de los entregables del proyecto. 
 
B.-Justificación 
Es importante para una organización llevar a cabo una evaluación 
adecuada del negocio antes de comenzar un proyecto. Esto ayuda a aquellas 
personas claves que son responsables de tomar decisiones a entender la necesidad 
de cambio en la empresa, o de un nuevo producto o servicio, al igual que a 
comprender la justificación para seguir adelante con un proyecto y su viabilidad. 
 
C.- Calidad 
Se define como la capacidad del producto o los entregables de cumplir con 









Es imperativo que los miembros del equipo del proyecto entiendan que los 
procesos de desarrollo de Scrum están diseñados para aceptar el cambio. Las 
organizaciones deben tratar de maximizar los beneficios que se derivan de los 
cambios, y minimizar cualquier impacto negativo. 
 
            E.-Riesgo    
Se define como un evento o conjunto de eventos inciertos que pueden 
afectar los objetivos de un proyecto y pueden contribuir a su éxito o fracaso (39) 
 
3. LOS PROCESOS DE SCRUM  
   
Abordan las actividades específicas y el flujo de un proyecto. En total hay 
diecinueve procesos fundamentales de Scrum que se aplican en todos los 

















        
 
 
Ilustración 7. Estructura de la organización Scrum 











Cuadro 2. Procesos fundamentales de Scrum 








Cuadro 3. Comparación de  Scrum con la Gestión tradicional 











Es un marco metodológico que brinda una buena dirección de proyectos 
en base a la aplicación de conocimientos, habilidades, herramientas y técnicas a 
Las tareas o actividades para satisfacer los requisitos. (42) 
 Implementación en el proyecto 
 
Para la presente tesis se utilizara lo siguiente:  
A. Gestión del proyecto: Para la gestión del proyecto utilizaremos el 
marco metodológico del PMBOK 5 edición, en la cual nos apoyaremos utilizando 
técnicas de facilitación como la gestión de reuniones con los involucrados 
(usuarios, jefe tecnológico de entidad financiera, desarrolladores, cruz master), las 
cuales estarán sustentadas sobre necesidad de la organización, requisito legal, 
necesidad social.  
B. Definición de alcance: Para realizar la gestión de alcance se 
utilizara las reuniones con el usuario, de esta manera identificaremos los puntos 
críticos de indicios de fraude en la entidad financiera, en los cuales se tomara las 
medidas correctivas para mitigar los riesgos. 
C. Definición de riesgos: Para realizar la gestión de riesgos se 
utilizara las técnicas de reuniones y juicio de experto.  
- Mediante la técnica de reuniones: Involucraremos a los usuarios 
de la entidad financiera para identificar las causas cotidianas en las cuales se 
manifiesta un indicio de fraude. 
- Mediante juicio de experto: Se expondrá los motivos de fraude 





D.-ANÁLISIS PARA DESARROLLO DE SOLUCIÓN 
Enero Antonio, Jaime (2006) 
1) Primera alternativa: Tercerizar todo el desarrollo de la solución 
Ventajas:  
 Conocimiento especializado en desarrollo de software 
 Dominio de infraestructura y tecnología actual. 
 Desligamiento de carga laboral 
 Alto grado de independencia 
      Desventajas: 
 Necesidad de capacitación sobre el negocio 
 Desconocimiento de problemática del negocio 
 Menor flexibilidad a cambios o ampliación de requerimientos 
 Productividad en base a contrato. 
 Riesgo de perder el conocimiento obtenido al finalizar el 
proyecto. 
 Mayor grado de costo 
2) Segunda alternativa: Ejecutar el desarrollo de la solución in house (personal 
de propia institución) 
 Ventajas:  
 Conocimiento del negocio. 
 Dominio de infraestructura y tecnología presente en el negocio 
 Conocimiento de problemática del negocio. 




 Se conserva el conocimiento obtenido al final del proyecto. 
 Menor grado de costo 
Desventajas: 
 Mayor carga laboral. 
 Falta de especialización en procesos de desarrollo de software. 
 Menor grado de independencia. 
 Menor productividad en actividades cotidianas. 
3) Tercera alternativa: Contratar especialistas de desarrollo. 
Ventajas:  
 Conocimiento especializado en desarrollo de software 
 Dominio de infraestructura y tecnología actual. 
 Desligamiento de carga laboral 
 Alto grado de independencia 
 Alta flexibilidad para cambio o ampliación de requerimientos. 
 Desventajas: 
 Necesidad de capacitación sobre el negocio 
 Desconocimiento de problemática del negocio 
 Cambios en requerimientos sujetos a contrato 
 Productividad en base a contrato. 
 Grado de integración en el negocio es incierto. 











Ilustración 8. Formulación del peso reciproco y ponderación  
Nota: Rediseño y Automatización de Procesos para la Administración de Justicia 
Electoral, se ha dado las 3 alternativas de solución, se tomará en cuenta 10 atributos para 





Minimizar el riesgo de fuga de 
información 1,00 0,34 
2 
Conservación del conocimiento a 
futuro 0,50 0,17 
3 
Grado de especialización en 
desarrollo de software 0,33 0,11 
4 
Grado de experiencia en 
desarrollo de software 0,25 0,09 
5 
Nivel de flexibilidad para cambios 
de requerimientos 0,20 0,07 
6 Nivel de acoplamiento al negocio 0,17 0,06 
7 Grado de costo 0,14 0,05 
8 Nivel de independencia 0,13 0,04 
9 
Grado de conocimiento del 
negocio 0,11 0,04 
10 Grado de compromiso 0,10 0,03 
 
Total 2,93 1,00 
 
Cuadro 4. Muestra de los atributos planteados y sus respectivos peso  reciproco y 
ponderación 
Nota: Rediseño y Automatización de Procesos para la Administración de Justicia 





 Se tomará en cuenta la siguiente escala para elegir la alternativa más viable: 
 
Consideracion Muy alto Alto Medio Bajo Muy Bajo 
Escala 5 4 3 2 1 
 
Cuadro 5.Tabla subjetivo 





Alternativa 1 Alternativa 2 Alternativa 3 
Escala Valor Escala Valor Escala Valor 
A1 1,00 0,34 1 0,34 5 1,71 2 0,68 
A2 0,50 0,17 1 0,09 5 0,43 2 0,17 
A3 0,33 0,11 4 0,15 2 0,08 4 0,15 
A4 0,25 0,09 4 0,09 2 0,04 4 0,09 
A5 0,20 0,07 1 0,01 4 0,05 1 0,01 
A6 0,17 0,06 1 0,01 5 0,05 1 0,01 
A7 0,14 0,05 1 0,01 4 0,03 1 0,01 
A8 0,13 0,04 5 0,03 4 0,02 4 0,02 
A9 0,11 0,04 2 0,01 5 0,02 1 0,00 
A10 0,10 0,03 3 0,01 5 0,02 1 0,00 








Cuadro 6 .Criterios de selección  
Nota: Rediseño y Automatización de Procesos para la Administración de Justicia 
Electoral (cita: Elaborado por los  Autores 2018) 
 Según el análisis realizado, la  alternativa más viable es realizar el desarrollo 







2.5 Marco Legal 
  
Nº LEY COMPONENTE DESCRIPCION 
1 
Ley general del 
sistema 
financiero y del 
sistema de 
seguros y 
orgánica de la 
superintendencia 
de banca y 




Capitulo II   
ARTÍCULO 
140: Alcance de 
la Prohibición 
Las entidades del sistema financiero  tienen 
restringido , así como sus empleados y directores, 
brindar información acerca de transacciones pasivas 
con sus clientes, excepto previa autorización escrita 
por estos o se trate de los supuestos consignados en 







Las entidades del sistema financiero tienen deber de 
prestar mucha atención a las diferentes 
transacciones, realizadas o no,  a todas las formas de 
transacciones no regulares y a las transacciones no 
significativas pero periódicas, que no tengan una 











la integridad de 
datos 
informáticos 
Cualquier persona que utilice medios tecnológicos 
de información o comunicación, para insertar, 
eliminar, alterar o editar datos informáticos, será 
reprimida con pena privativa de libertad no menor 
de tres ni mayor de seis años y con ochenta a ciento 
veinte días multa. 
Capitulo IV- 
Artículo 6. 
Tráfico ilegal de 
datos  
Cualquier persona que se apropie o utilice 
maliciosamente una base de datos acerca de una 
persona natural o jurídica, para comercializar , 
promover, lucrar o facilitar datos parcial o 
completamente de cualquier ámbito, será reprimido 
con pena privativa de libertad no menor de tres ni 





Cualquier persona, que mediante herramientas 
informáticas, utilice para si o para un provecho 
ilícito en perjuicio de un tercero, a través del diseño, 
modificación, eliminación, clonación  de reportes 
informativos, será reprimido con una pena privativa 
de libertad no menor de tres ni mayor de ocho años 





Cualquier individuo, mediante herramientas 
tecnológicas, realice la usurpación de identidad, ya 
sea persona natural o jurídica, siempre que de dicha 
conducta resulte algún perjuicio, material o moral, 
será reprimido con pena privativa de libertad no 







Aquella persona que realice la fabricación, 
elaboración, desarrollo, venta, distribución, 
importación u otro beneficio propio, mediante la 
apropiación de programas informáticos, 
dispositivos, claves, accesos u otro dato informativo, 
que serán utilizados para la contribución de un 
delito será reprimido con pena privativa de libertad 
no menor de uno ni mayor de cuatro años y con 





Desarrollo de la Aplicación 
3.1 Modelamiento 
3.1.1 Requisitos  funcionales 
 
 El sistema solicitara usuario y sesión para logueo. 
 
Para poder ingresar a la aplicación necesariamente se debe contar con un 
documento de identidad, usuario y clave registrados en la base de datos de 
trabajadores 
 
 El sistema capturara los datos de usuario, Doc identidad. 
 
Una vez iniciado sesión el colaborador, el sistema guardara los datos de 
código usuario y documento de identidad 
 
 El sistema relacionara los datos capturados (usuario, doc identidad) con las 
cuentas asociadas. 
 
Se identificara todas las cuentas y/o tarjetas asociadas al trabajador por el 
código de usuario o documento de identidad. 
 
 El sistema bloqueara las operaciones donde se detecte un doc. identidad o 
cuenta asociada a un colaborador. 
 
Cuando el usuario intente realizar una transacción en su propio terminal 
con una de sus cuentas o tarjetas, se le mostrara un mensaje bloqueante. 
 
 El sistema generará log de transacciones. 
Cuando el colaborador realice una operación en su mismo terminal con 
sus propias cuentas el sistema generará un log donde almacenará el tipo 
de operación, código de colaborador, documento del cliente y 





3.1.2 Requisitos no funcionales 
 
 Sistema en línea 
Se requiere servicios de internet  para utilizar el aplicativo 
 Servidores 
Los servidores deberán estar ubicados en un data center con las 
condiciones de calidad requeridas (temperatura adecuada, respaldo de energía, 
ambiente contra fuegos e inundaciones, etc.) 
Aplicaciones: 
 Servidor HP ProLiant DL360 Gen9. 
 Dos Procesadores Intel Xeon E5-2650v4 2.2GHz con 12 núcleos c/u. 
 Memoria 32GB (2 x 16GB) DDR4 2400MHz RDIMM. 
 Fuentes de alimentación redundante 800 W 
 Disco Duro: 1 TB. 
Base de Datos: 
 Servidor HP ProLiant DL360 Gen9. 
 Dos Procesadores Intel Xeon E5-2650v4 2.2GHz con 12 núcleos c/u. 
 Memoria 32GB (2 x 16GB) DDR4 2400MHz RDIMM. 
 Fuentes de alimentación redundante 800 W 
 Disco Duro: 20 TB. 
Desarrollo y QA: 
 Servidor HP ProLiant DL360 Gen9. 
 Dos Procesadores Intel Xeon E5-2650v4 2.2GHz con 12 núcleos c/u. 
 Memoria 32GB (2 x 16GB) DDR4 2400MHz RDIMM. 
 Fuentes de alimentación redundante 800 W 





 Servidor HP ProLiant DL360 Gen9. 
 Dos Procesadores Intel Xeon E5-2650v4 2.2GHz con 12 núcleos c/u. 
 Memoria 32GB (2 x 16GB) DDR4 2400MHz RDIMM. 
 Fuentes de alimentación redundante 800 W 































Nota: Elaborado por los  Autores  el cual se muestra los macro procesos y los subprocesos 
que conlleva una entidad financiera para el correcto funcionamiento del negocio y de los 
cuales en el presente proyecto nos enfocaremos en el subproceso “Desarrollo de canales” 
del macro proceso “Negocio” en donde utilizaremos TOGAF para el desarrollo de la 












Nota: Elaborado por los  Autores  el cual identificamos el proceso por el cual se visualiza 
un canal, debido a una necesidad de poder contactar al cliente se desarrolla un canal y 
posteriormente se da mantenimiento para que pueda seguir siendo utilizado por el cliente. 
  
Nota: Elaborado por los  Autores  el cual se describe los tipos de canales que pueden ser 
desarrollados, para nuestro caso trataremos el canal directo que es la “red de tiendas” 
donde el cliente siente mayor comodidad debido a que puede absolver cualquier duda y/o 
consulta. 
 
Ilustración 9. Nivel 0 –TOGAF 
 
 





















Nota: Elaborado por los  Autores  el cual se describe el proceso de la red de tienda 
con la implementación del sistema de “control y prevención de fraude”, donde el cliente 
al acercarse a la de red de tienda es recepcionado por el mobile leader (personal de 
atención) el cual presenta a la entidad financiera y le ayuda a dirigirse a la ubicación 
donde podrá realizar la operación deseada, una vez que el cliente interactúa con el 
colaborador(cajero), se ejecutan servicios en back-end donde se identifica el documento 
de identidad del colaborador y sus cuentas asociadas para que no puedan ser utilizadas 
durante la operación, de ser el caso se le mostrara un mensaje de restricción impidiéndole 
continuar con la operación, estas restricciones apoyan al macro proceso estratégico de 
“imagen corporativa” debido a que generan valor y confianza en el cliente al interactuar 
con la entidad financiera. Si los documentos o cuentas utilizadas son solo del cliente, no 




3.1.4 Diseño base de datos 














Nota: Elaborado por los  Autores 







Ilustración 13. Diseño lógico en la base de datos 








3.1.5 Diccionario de datos 
 
TABLA Usuario 
Idusuario Código que identifica al colaborador en la entidad financiera 
Idtienda Código que identifica una tienda 
Usuario Código con el que el colaborador ingresa al aplicativo 
Contraseña Clave que posee el colaborador para ingresar al aplicativo 
Creacion Fecha de creación de colaborador en el sistema 
Modificacion Fecha de modificación de los datos del colaborador 
Estado 
Situación en la que se encuentra el colaborador ( activo , 
inactivo) 
Id persona Código del cliente dentro del sistema de la entidad financiera 
 
TABLA Tienda 
Idtienda Código que identifica una tienda 
Nombre Nombre asignado a la tienda 
Direccion Dirección donde se ubica físicamente la tienda 
Distrito Distrito donde se ubica físicamente la tienda 
Provincia Provincia donde se ubica físicamente la tienda 
Departamento Departamento donde se ubica físicamente la tienda 
Estado Situación en la que se encuentra la tienda ( activo , inactivo) 
Creacion Fecha de creación de la tienda en el sistema 
Modificacion Fecha de modificación de los datos de la tienda 
 
TABLA Tipo_Persona 
Idtipo persona Código de identificación de la persona  
Nombre Descripción del tipo de persona ( Natural o jurídica) 
Estado 
Situación en la que se encuentra la persona en el sistema ( 
activo , inactivo) 
Creacion Fecha de creación de la persona en el sistema 














Iddocumento_Identidad Código de identificación del documento de identidad  
Numero Número del documento de identidad 
Estado Estado en la que se encuentra el documento 
Creacion Fecha de creación del documento en el sistema 
Modificacion Fecha de modificación de los datos del documento 
Idpersona 
Código del cliente dentro del sistema de la entidad 
financiera 
Idtipo_Documento 
Código del tipo de documento de identidad ( dni, ruc, 




Idtipo_Documento Código de documento de identidad  
Nombre 
Descripción del tipo de documento ( dni, ruc, carnet de 
extranjería) 
Estado Estado del tipo de documento ( activo o inactivo) 
Creacion Fecha de creación del tipo de documento en el sistema 
Modificacion Fecha de modificación de los datos del tipo de documento 
 
TABLA Tipo_Cuenta 
Tipo_Cuenta Código de identificación del tipo de cuenta 
Nombre 
Descripción del tipo de cuenta (corriente, ahorro, plazo, 
fondo mutuo, etc) 
Estado Estado de la cuenta ( activo o inactivo) 
Creacion Fecha de creación del tipo de cuenta en el sistema 
Modificacion Fecha de modificación de los datos del tipo de cuenta 
 
TABLA Persona 
Idpersona Código del cliente dentro del sistema de la entidad financiera 
Nombre Nombre de la persona o razón social 
Apellido_pa Apellido paterno del cliente 
Apellido_ma Apellido materno del cliente 
Estado 
Estado del cliente dentro del sistema de la entidad financiera 
(activo o inactivo) 
Creacion Fecha de creación del cliente en el sistema 
Modificacion Fecha de modificación de los datos del cliente 










Iddireccion Código para identificar el tipo de dirección  
Direccion Descripción de la ubicación del cliente 
Cod postal Código que hace referencia al código postal del cliente 
Referencia Descripción que ayuda a identificar la dirección del cliente 
Estado Estado de la dirección del cliente (activo o inactivo) 
Creacion Fecha de creación de la dirección en el sistema 
Actualizacion 
Fecha de modificación de los datos de la dirección del 
cliente 
Idpersona Código del cliente dentro del sistema de la entidad financiera 
 
TABLA Moneda 
Idmoneda Código del tipo de moneda 
Nombre Descripción de la moneda utilizada (soles o dólares) 
Estado Estado de la moneda en el sistema ( activo o inactivo) 
Creacion Fecha de creación de la moneda en el sistema 
Modificacion 




Idcuenta Código de la cuenta en el sistema de la entidad financiera 
Nro_cuenta Número de la cuenta en la que se identificara en el sistema 
Cod_inter 
Código utilizado para identificar la cuenta entre todas las 
entidades financieras 
Credito Monto actual del que dispone el cliente 
Linea_credito Monto máximo que puede disponer el cliente 
Estado Estado de la cuenta en el sistema ( activo o inactivo) 
Creacion Fecha de creación de la cuenta en el sistema 
Modificacion Fecha de modificación de los datos de la cuenta en el sistema 
Idpersona Código del cliente dentro del sistema de la entidad financiera 
Idmoneda Código del tipo de moneda 
Idtipo_cuenta Código de identificación del tipo de cuenta 














Idtarjeta Código de tarjeta en el sistema 
Nro_tarjeta Numero de identificación de la tarjeta física 
Expiracion Fecha de vencimiento de la tarjeta 
Estado Estado de la tarjeta en el sistema( activo o inactivo) 
Creacion Fecha de creación de la tarjeta en el sistema 
Modificacion Fecha de modificación de los datos de la tarjeta en el sistema 
Idtipo_tarjeta Código de tipo de tarjeta 
 
TABLA Tipo_Tarjeta 
Idtipo_tarjeta Código de tipo de tarjeta 
Nombre Descripción del tipo de tarjeta ( débito o crédito) 
Estado Estado del tipo de tarjeta en el sistema( activo o inactivo) 
Creacion Fecha de creación del tipo de  tarjeta en el sistema 
Modificacion 




Idhist_Transac Código de identificación de la transacción 
Tipo_Transaccion Descripción de la transacción realizada 
Origen Cuenta de origen de importe utilizado en la transacción 
Destino Cuenta de destino de importe utilizado en la transacción 
Monto Importe utilizado en la transacción 
Moneda Tipo de moneda utilizada en la transacción 
Fecha Fecha en que se realizó la operación 
Estado Estado actual de la operación ( proceso, rechazado, reversa) 
Creacion Fecha de creación del tipo de  tarjeta en el sistema 
Modificacion 
Fecha de modificación de los datos del tipo de tarjeta en el 
sistema 














3.2 Desarrollo Metodologico 
  
 Para el presente proyecto se utilizara la metodología ágil SCRUM. 
3.2.1 Visión 
   
Se implementara un Sistema de control y prevención de fraude para la red 
de tiendas con lo cual se buscara reducir los delitos financieros y promulgar más 
la banca mediante la confianza de los clientes 





























Velar por el cumplimiento de los procesos 
Scrum durante el ciclo de vida del proyecto 
PRODUCT 
OWNER 
Gerente de redes de 
tienda 
Encargado de definir las antecedes  de 




Lider Tecnico Erick García 
Velar por el cumplimiento de la integración 
de las herramientas tecnológicas y el 
correcto funcionamiento del aplicativo 
enfocado en el negocio 
Analista Qa 2 




3 Encargado de desarrollar el aplicativo 
DBA 1 
Encargado de realizar las querys y 
agrupación de datos para el proceso de 





































 Nombre Descripción –Tiempo 
 Daily meeting 
 
Se realizaran todos los 





Se realizara antes del 
inicio de sprint y es 
donde el product 
owner describe las 
prioridades del product 
backlog. Se toma 2 h x 




Se realiza al término 
de cada sprint donde el 
equipo SCRUM 
expone los resultados 
obtenidos tanto los 
positivos como 
negativos. Se toma 1h 




Se realiza al término 
de cada sprint donde el 
equipo SCRUM 
incluidos el scrum 
master y el product 
owner participan. 
Se expone los puntos 
de mejora detectados 
en el sprint y las 
causas más 
significativas que se 
detectó en el sprint. 






3.2.3 Historia de usuario 
 



































Cuando se realiza clic en el botón "aceptar" se debe guardar los 
datos ingresados para luego realizar la comparación con los datos 

















Cuando el colaborador intente realizar un deposito con cualquier 
tipo de medio, ingresando su número de cuenta , el sistema le 


















Cuando el colaborador intente realizar un retiro  ingresando su 





Cuando el colaborador intente realizar una transferencia con abono 




Cuando el colaborador intente realizar una transferencia con cargo a 





Cuando el colaborador intente realizar una transferencia al exterior 

























Cuando el colaborador intente realizar una nota de abono con abono 












Cuando el colaborador intente realizar una nota de débito con 




Cuando el colaborador intente realizar apertura de cuenta a plazos 
ingresando su documento identidad , el sistema le mostrara un 




Cuando el colaborador intente realizar una renovación de cuenta a 
plazos ingresando su documento identidad , el sistema le mostrara 










 Cuando el colaborador intente realizar una cancelación  de  alguna 
de sus cuentas ingresando su documento identidad , el sistema le 



















Cuando el colaborador intente renovar o cambiar su tarjeta electrón 
ingresando su documento identidad , el sistema le mostrara un 
















Cuando el colaborador intente realizar cambio de moneda 
ingresando su documento identidad , el sistema le mostrara un 





Cuando el colaborador intente realizar cambio de moneda 
ingresando su número de cuenta como cargo , el sistema le mostrara 





Cuando el colaborador intente realizar pago de servicio ingresando 
su número de cuenta como cargo , el sistema le mostrara un 




































Cuando el colaborador intente realizar pago de algún préstamo  
personal ingresando su documento de identidad, el sistema le 














Cuando el colaborador intente realizar pago de algún préstamo 
personal ingresando su número de cuenta como cargo , el sistema le 





Cuando el colaborador intente realizar pago de algún préstamo 
hipotecario ingresando su documento de identidad, el sistema le 





Cuando el colaborador intente realizar pago de algún préstamo 
hipotecario ingresando su número de cuenta como cargo , el sistema 





Cuando el colaborador intente realizar una orden de pago 
ingresando su documento identidad , el sistema le mostrara un 







Cuando el colaborador intente realizar una orden de pago 
ingresando su número de cuenta como cargo , el sistema le mostrara 









Cuando el colaborador intente realizar una emisión de cheque 
ingresando su documento identidad , el sistema le mostrara un 




















Cuando el colaborador intente realizar una anulación de cheque 
ingresando su documento identidad , el sistema le mostrara un 













Cuando el colaborador intente realizar una suscripción de fondo 
mutuo ingresando su documento identidad , el sistema le mostrara 






Cuando el colaborador intente realizar una suscripción de fondo 
mutuo ingresando su número de cuenta como cargo , el sistema le 








Cuando el colaborador intente realizar un rescate de fondo mutuo 
ingresando su documento identidad , el sistema le mostrara un 





Cuando el colaborador intente realizar un rescate de fondo mutuo 
ingresando su número de cuenta como cargo , el sistema le mostrara 















Cuando el colaborador intente realizar un pago de su tarjeta de 
crédito ingresando su número de tarjeta , el sistema le mostrara un 















Cuando el colaborador intente realizar un disposición de efectivo su 
tarjeta de crédito ingresando su número de tarjeta , el sistema le 





Cuando el colaborador intente realizar un desembolso paralelo de su 
tarjeta de crédito ingresando su número de tarjeta , el sistema le 





Cuando el colaborador intente realizar un cambio de clave de su 
tarjeta de crédito ingresando su número de tarjeta , el sistema le 







Cuando el colaborador intente realizar un pago de cuotas de su 
tarjeta de crédito ingresando su número de tarjeta , el sistema le 





Cuando el colaborador intente realizar una cancelación de deuda de 
su tarjeta de crédito ingresando su número de tarjeta , el sistema le 














3.2.5 Burn down chart 
 
Ilustración 14.  Burn down chart Sistema de programación  de fraude 
Nota: Elaborado por los  Autores en la cual  se muestra la asignación de tiempos para el 
ciclo de vida del proyecto a través del burn down chart, la línea celeste muestra los 
tiempos más probables, mientras que la línea roja muestra los tiempos pesimistas 
estimados para el proyecto. 
 






















Sprint1 4 1 2 1 2 38,00 4,75 39,10 5,23 49,02 6,13 
Sprint2 8 2 4 1 2 73,00 9,13 74,00 10,04 94,17 11,77 
Sprint3 6 1,5 4 1 2 56,50 7,06 57,50 7,77 72,89 9,11 
Sprint4 4 1 2 1 2 38,00 4,75 39,00 5,23 49,02 6,13 
Sprint5 4 1 2 1 2 38,00 4,75 39,00 5,23 49,02 6,13 
Sprint6 4 1 2 1 2 38,00 4,75 39,00 5,23 49,02 6,13 
Sprint7 8 2 4 1 2 73,00 9,13 74,00 10,04 94,17 11,77 



















Ilustración 15. Pizarra principal del proyecto con metodología SCRUM 












Ilustración 16. Requerimientos de Sprint 1 

































Ilustración 17. Requerimientos de Sprint 2 














 Conclusión de SPRINT 3 
 
  
Ilustración 18. Requerimientos de Sprint 3 




















Ilustración 19. Requerimientos de Sprint 4 















Ilustración 20. Requerimientos de Sprint 5 













Ilustración 21. Requerimientos de Sprint 6 












 Conclusión de SPRINT 7 
 
 
Ilustración 22. Requerimientos de Sprint 7 















 Mediante las siguientes pantallas se visualizara como el sistema realizara el 




Ilustración 23. Pantalla de Login 
Nota: Elaborado por los  Autores en la cual se muestra el inicio de sesión del sistema 
en el cual se le exige al colaborador que seleccione su tipo de documento e ingrese el 
número de documento, código de empleado y clave; los cuales serán capturados para 
realizar la validación con la tabla de empleados y así poder restringir sus cuentas en 






3.3.2 Cambio de clave 
 
  
Ilustración 24. Transacción de cambio de clave de tarjeta de crédito 
 
Nota: Elaborado por los  Autores en la cual se muestra la transacción de cambio de clave 
de tarjeta de crédito, en donde el colaborador ingresa su documento de identidad y al 









3.3.3 Cambio tarjeta debito 
 
 
Ilustración 25. Cambio de tarjeta debito 
 
Nota: Elaborado por los  Autores en la cual se corresponde a la transacción de cambio de 
tarjeta debito la cual realiza el cliente por motivo de pérdida o robo, en la figura se muestra 
que el colaborador ingresa su documento de identidad y al presionar el botón “aceptar” le 





3.3.4 Cancelación de cuenta 
 
 
Ilustración 26. Transacción de cancelación de cuenta 
Nota: Elaborado por los  Autores en la cual corresponde a la transacción de cancelación 
de cuenta, la cual el cliente puede hacer uso para poder retirar todo el dinero 
correspondiente a dicha cuenta, en la figura se muestra cuando el colaborador ingresa su 











Ilustración 27. Transacción cobro hipotecario 
Nota: Elaborado por los  Autores en la cual corresponde a la transacción de cobro 
hipotecario, la cual el cliente utiliza para realizar el pago de la cuota que corresponde a 
su préstamo de compra de inmueble, en la figura se muestra que el colaborador ingresa 












Ilustración 28. Transacción de cobro de servicio 
Nota: Elaborado por los  Autores en la cual se muestra la transacción de cobro de servicio 
que es utilizada para realizar pago de servicios como luz, agua, teléfono; en la figura se 
muestra que el colaborador intenta realizar un pago de servicio con cargo a una de sus 












Ilustración 29. Transacción de cobro de tarjeta de crédito 
Nota: Elaborado por los  Autores en la cual se muestra que el colaborador intenta pagar 
su tarjeta de crédito, ingresando el número de su tarjeta y el sistema le muestra un mensaje 







3.3.8 Compra-Venta de moneda extranjera 
 
 
Ilustración 30. Transacción de compra venta de moneda extranjera 
Nota: Elaborado por los  Autores en la cual se muestra cuando el colaborador intenta 
realizar un cambio de divisa, colocando su documento de identidad y el sistema le muestra 











Ilustración 31. Transacción de depósito 
Nota: Elaborado por los  Autores en la cual se muestra cuando el colaborador intenta 
realizar un depósito a su propio número de cuenta y el sistema le muestra un mensaje de 










Ilustración 32. Transacción de pago de remesas acción de depósito 
Nota: Elaborado por los  Autores en la cual se muestra la operación de pago de remesas, 
que corresponde al recojo de dinero enviado desde el extranjero para los cliente, en la 
figura se muestra cuando el colaborador ingresa su número de documento de identidad 
para realizar el cobro y al presionar el botón “aceptar” le muestra un mensaje de bloqueo. 













Ilustración 33.. Transacción de retiro 
Nota: Elaborado por los  Autores en la cual se muestra cuando el colaborador intenta 
realizar un retiro de su propia cuenta pero el sistema le muestra un mensaje bloqueante, 





3.3.12 Transferencia interbancaria 
Ilustración 34. Transferencia interbancaria 
Nota: Elaborado por los  Autores en la cual se muestra la transacción interbancaria donde 
el cliente realizar un envió de dinero a una cuenta en el extranjero con cargo a una de sus 
cuentas, en la figura el colaborador ingresa su número de documento de identidad y su 










Ilustración 35. Transacción de transferencia entre cuentas 
Nota: Elaborado por los  Autores en la cual se muestra la transacción de transferencia 
entre cuentas, la cual corresponde a envió de dinero de un cliente a otro cliente del mismo 
banco, en la figura el colaborador ingresa su número de cuenta para el cargo y el sistema 







 3.4.1 Mantenimiento de base de datos 
 
 Se gestionara actualizaciones periódicas mensuales para verificar las 
estadísticas de objetos que contiene la base de dato, de esta manera se 
controlara la óptima utilización de la base de datos. 
 Se utilizara el DBMS_STATS de Oracle. 
 Se realizara planes de backup semanales. 
 
 3.4.2 Mantenimiento de servidores 
 
 Se realizara escaneo de los discos duros. 
 Se realizaran planes para la actualización de los sistemas 
operativos. 
 Se verificaran semanalmente las configuraciones. 
 
 3.4.3 Mantenimiento de servidor de aplicaciones 
  













Analisis De Costo y Beneficios 
 
 
4.1 Analisis de costos 
 










Cuadro 7. Herramientas tecnológicas 
Nota: Elaborado por los  Autores 
4.1.1 Viabilidad técnica 
  
A continuación se definirá las características del recurso humano para el 










Categoría   Producto 
Base de datos Oracle database 
Middleware SOA suite for Oracle 
 




Modelador de datos Erwin 











4.1.1.1 Identificación del sistema 
 
Título:  
Sistema de información para la prevención y control de fraude para colaboradores 
de red de tienda de una entidad financiera del Perú 
 
 
4.1.1.2 Recursos humanos 
 Jefe de proyecto                                              (1) 
 Arquitecto SOA                                              (1) 
 Scrum Master                                                  (1) 
 Product Owner                                                (1) 
 Líder técnico                                                   (1) 
 Analista QA                                                    (2) 
 Desarrollador java                                           (4) 
 Administrador de base de datos                      (1) 
 Administrador de middleware                         (1) 





















4.1.1.3 Recursos Hardware 
 






















Linux Centos 7 
- Dos Procesadores 
Intel Xeon E5-
2650v4 2.2GHz 
con 12 núcleos c/u. 
- Memoria 32GB (2 
x 16GB) DDR4 
2400MHz 
RDIMM. 























Red Hat  
(Oracle Linux) 
- Dos Procesadores 
Intel Xeon E5-
2650v4 2.2GHz 
con 12 núcleos c/u. 
- Memoria 32GB (2 
x 16GB) DDR4 
2400MHz 
RDIMM. 

















Realizar las pruebas 
QA 
Ram:  16GB 








Linux Centos 7 
- Dos Procesadores 
Intel Xeon E5-
2650v4 2.2GHz 
con 12 núcleos c/u. 
- Memoria 32GB (2 
x 16GB) DDR4 
2400MHz 
RDIMM. 




















Red Hat  
(Oracle Linux) 
- Dos Procesadores 
Intel Xeon E5-
2650v4 2.2GHz 
con 12 núcleos c/u. 
- Memoria 32GB (2 
x 16GB) DDR4 
2400MHz 
RDIMM. 
- Disco Duro: 10 
TB. 
 
Cuadro 8. Recurso de hardware 








4.1.1.4 Recursos Software 
 
 
Cuadro 9. Recursos de software 









Base de datos 
 
Oracle data base 
 
Licenciado 
Base de datos que contiene 














Herramienta que permite 
realizar la arquitectura web 








Herramienta que apoya en la 

















Herramienta que permite 
realizar interacción y 











Herramienta que permite 
ayudar en el desarrollo para 
la interacción con los web 







Herramienta que ayudara a 











Herramienta que permite 
realizar el modelamiento de la 










Herramienta que permite 











Herramienta que permite el 
modelamiento entre la 











Herramienta que ayuda en la 
gestión de seguimiento para 





4.1.2 Viabilidad económica 
    
      4.1.2.1 Costo de inversión  
       La inversión total contiene el desarrollo y la Implementación.  Los tiempos 





El costo total de recurso humano es de S/  204,874.88 
 
 
El costo total de recursos humanos equivale a S/  204,874.88 
 
Cuadro 10. Costo de recurso humano 







PROYECTO 457.31 57.17 




Hora Total x recurso TOTAL 
Jefe de proyecto 1 
 S/                 
100.00   S/          45,731.00   S/    45,731.00  
Arquitecto SOA 1 
 S/                   
50.00   S/          22,865.50   S/    22,865.50  
Scrum Master 1 
 S/                   
40.00   S/          18,292.40   S/    18,292.40  
Product Owner 1 
 S/                   
30.00   S/          13,719.30   S/    13,719.30  
Líder técnico 1 
 S/                   
25.00   S/          11,432.75   S/    11,432.75  
Analista QA 2 
 S/                   
20.00   S/             9,146.20   S/    18,292.40  
Desarrollador java 4 
 S/                   
22.00   S/          10,060.82   S/    40,243.28  
Administrador de 
base de datos 1 
 S/                   
28.00   S/          12,804.68   S/    12,804.68  
Administrador de 
middleware 1 
 S/                   
32.00   S/          14,633.92   S/    14,633.92  
Documentador 1 
 S/                   
15.00   S/             6,859.65   S/      6,859.65  
 






Hardware Cantidad Precio Unitario Costo Total 
Servidor de Aplicaciones 1 S/            25,000.00 S/          25,000.00 
Servidor de Base Datos 1 S/            95,000.00 S/          95,000.00 
Servidor de Desarrollo 
1 S/            23,000.00 S/          23,000.00 Servidor de QA 
Servidor de Restauración 1 S/            60,000.00 S/          60,000.00 
Laptops 10 S/              3,800.00 S/          38,000.00 
  
El costo total de hardware equivale a S/.241,000.00. 
 
Cuadro 11. Costo de hardware 














El costo total de software equivale a S/.177,149.00. 
 
          Cuadro 12. Costo de software 




Software Cantidad Precio Unitario Costo Total 
Oracle Database 1 S/       150,400.00 S/       150,400.00 
SOA Suite for Oracle 
Middleware 1 S/          16,192.00 S/          16,192.00 
JDeveloper 1 
S/                    
0.00 S/                    0.00 
Eclipse 1 
S/                    
0.00 S/                    0.00 
SQLDeveloper 1 
S/                    
0.00 S/                    0.00 
Erwin Data Modeler 1 S/          10,557.00 S/          10,557.00 
Bizagi 1 
S/                    
0.00 S/                    0.00 
Archimate 1 
S/                    
0.00 S/                    0.00 
Trello 1 
S/                    






Categoria de recurso Costo total 
Humanos  S/            204,874.88  
Hardware  S/            241,000.00 
Software  S/            177,149.00    
 
El costo total de recursos equivale a S/.623,023.88. 
 
Cuadro 13. Costo total de recursos 
Nota: Elaborado por los  Autores 
 
4.2 Analisis de Beneficios 
   
El desarrollo de esta  tesis permitirá tener una mejor gestión para prevenir y 
controlar el fraude en el canal directo de red de tiendas, ya que el colaborador (cajero) no 
podrá utilizar sus cuentas en beneficio propio durante alguna transacción; generando 
mayor confianza en el cliente. 
4.2.1 Beneficios tangibles: 
 Reducción de denuncias por fraude. 
 Reducción de migración de clientes a otra entidad financiera. 
 Aumento de transacciones en la entidad financiera. 
4.2.2 Beneficios intangibles: 
 
 Aumento de confianza en la entidad financiera. 
 Mayor seguridad en las operaciones financieras. 
 Mejora en la eficiencia de prevención de riesgos en la red de tiendas. 
 Reducción de fraudes financieros. 
 Generación de seguridad en el cliente. 






4.2.3 Cronograma de actividades 
  
Ilustración 36. Cronograma de actividades 
Nota: Elaborado por los  Autores 
 
4.3 Analisis de Sensibilidad 
 
Para la presente tesis el  Análisis de sensibilidad no aplica debido a que el 
objetivo de la tesis es un fin social, ya que se busca frenar los fraudes financieros y 
generar confianza en los clientes de las entidades financieras. 
Los beneficios de implementar el sistema de control y prevención de fraude son los 
siguientes: 
 Mayor control de prevención de fraude. 
 Minimizar los riesgos presentes en las transacciones realizadas en la red de 
tiendas. 










 El sistema de información implementado ayuda a mitigar el fraude en la red de 
tiendas de la entidad bancaria. 
 El modelo sistema de información propuesto es viable,  factible y deseable para 
su implementación. 
 El uso de buenas prácticas de sistemas de información y gestión como el 
SCRUM,  permite agilizar la entrega del sistema de información. 
 El sistema de información implementado, permitirá generar mayor confianza en 
la entidad financiera, confianza en el cliente al realizar sus operaciones y un 
respaldo de seguridad para los colaboradores en las transacciones realizadas. 
 Cada ciclo de tiempo emergen nuevas tecnologías y métodos que permiten 
realizar nuevas modalidades de fraude en la red de agencias de las entidades 
financieras. 
 Se tiene que implementar mecanismos de innovación y procesos de mejora 























 Se recomienda a las instituciones bancarias  que promuevan la implementación 
de mecanismos de seguridad para mitigar los fraudes. 
 Se recomienda implementar políticas disciplinarias drásticas respecto a los 
colaboradores que intenten o realicen fraude financiero  
 Se recomiendo mantener la base de datos de colaboradores con información 
actualizada, para una mejor gestión de los riesgos asociado al conocimiento de 
los colaboradores. 
 Se recomienda realizar una inspección periódica de los firewall para gestionar de 
forma eficiente los riesgos de fraude. 
 Se recomienda concientizar a los colaboradores respecto al impacto que genera 
en la entidad, sociedad y el sistema financiero cuando se generan fraudes 
financieros. 
 Se recomienda tomar medidas preventivas para las nuevas tecnologías 
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ANEXO 1: MATRIZ DE CONSISTENCIA  
Sistema de información para la prevención y control de fraude para colaboradores de red de tienda 
de una entidad financiera del Perú 
VD.- Sistema de información para la prevención y control de fraude 





FORMULACIÓN DEL PROBLEMA 





Se formulará el problema de la siguiente 
manera: ¿De qué manera se Implementara  el  
sistema de información para  prevenir y 
controlar el fraude que pudieran realizar los 
colaboradores de red de  tienda de una entidad 
financiera del Perú? 
 
 
PROBLEMA  PRINCIPAL 
 
¿De qué manera se Implementara  el  sistema de 
información para  prevenir y controlar el fraude que 
pudieran realizar los colaboradores de red de  tienda 




a) Problema Secundario (1) 
 
¿De qué manera se Implementara la trazabilidad 
digital a todas las transacciones realizadas por los 
colaboradores e identificar plenamente sus 
operaciones? 
 
b) Problema secundario (2)  
 
¿Cómo se identificara de forma digital todas las 
cuentas relacionadas a la tarjeta de crédito o débito 
del colaborador? 
c) Problema secundario (3) 
 
¿De qué manera se realizara  la prevención del 
fraude que pudieran realizar los colaboradores en 
perjuicio de la entidad financiera y de sus clientes? 
d) Problema secundario (4)  
 
¿De qué manera se Restringirá la implementación 
del sistema de información, la realización de 
operaciones a los colaboradores del canal directo red 
de tiendas, con sus cuentas en su propio terminal ya 




OBJETIVO  GENERAL 
 
Implementar un sistema de información para  prevenir 
y controlar el fraude que pudieran realizar los 
colaboradores de red de  tienda de una entidad 
financiera del Perú  
 
OBJETIVO  ESPECIFICO 
 
a) Objetivo específico (1)  
 
Implementar trazabilidad digital, a todas las 
transacciones realizadas por los colaboradores e 
identificar plenamente sus operaciones 
b) Objetivo específico (2) 
 
Identificar de forma digital todas las cuentas 
relacionadas a la tarjeta de crédito o débito del 
colaborador. 
 
c) Objetivo específico (3) 
 
Prevenir el fraude que pudieran realizar los 
colaboradores en perjuicio de la entidad financiera y 
de sus clientes. 
 
d) Objetivo específico (4) 
 
Restringir mediante la implementación de su sistema 
de información, la realización de operaciones a los 
colaboradores del canal directo red de tiendas, con sus 


















El país tiene un alto índice de fraudes cometidos y ocupa el segundo lugar 
en Latinoamérica en las entidades financieras, y se identifica según 
encuestas de los años 2014,2015 y 2016 que la mayor cantidad de 




Se desea integrar un sistema de información como herramienta que 
apoye a mejorar los procesos de prevención y control del fraude en 
beneficio a los clientes y a la propia entidad financiera. El sistema de 
información obligará que los colaboradores cumplan los  protocolos y 
procedimientos de seguridad de la entidad financiera, así mismo el 
sistema permitirá identificarlos plenamente antes, durante y después que 
realicen sus operaciones personales. 
JUSTIFICACIÓN METODOLÓGICA 
 
Se utilizara la metodología SCRUM para el desarrollo iterativo del 
sistema de prevención y control de fraude, en la cual a través de esta 
metodología ágil se distribuirá en pequeños paquetes las tareas de 
desarrollo, las cuales cada una contara con un tiempo estimado y una 
prioridad asignada para su elaboración; de esta manera, se optimizara el 
rendimiento del equipo de desarrollo. 
Además, se utilizara el framework de la metodología TOGAF, para la 
elaboración de la arquitectura, ya que mediante este framework se puede 
identificar las áreas responsables y flujos de negocio que serán 
impactados con la implementación del sistema que se propone en el 
presente proyecto; de esta manera se podrá mantener la trazabilidad 
desde el AS IS hasta el TO BE del proyecto. 
JUSTIFICACIÓN SOCIAL 
 
Mediante la implementación de este sistema de información, se pretende 
reducir el índice de reclamos por fraude y generar un bienestar directo 
en la población, mejorar el prestigio de la entidad financiera ofreciendo 
seguridad en sus clientes promoviendo el desarrollo de una 




Este sistema permitirá realizar la  prevención y control 
de fraude de los colaboradores de las entidades 
financieras que será implementado en el canal directo 
red de tiendas, e impactará directamente en los 
procesos de negocio, a continuación se detallan las 
operaciones que alcanza: 
 
 Login 
 Cambio de Clave 
 Depósitos 
 Retiros 
 Cancelación de cuentas 
 Cambio de tarjeta debito 
 Compra o venta moneda extranjera 
 Cobro hipotecario  
 Transferencias entre cuentas 
 Transferencias interbancaria 
 Pago remesas del exterior  
 Cobro de servicios 
 Cobro de tarjeta de crédito 
 
Los tipos de documento tomados en cuenta de los 
colaboradores para la validación de fraude serán DNI 
y carnet de extranjería. El módulo de control abarcara 








Tipo de  investigación: Cualitativo  
        
 
Nivel  de  investigación:  
 
Exploratorio - Descriptivo 
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D. ANALISIS PARA EL DESARROLLO 
DE SOLUCIÓN. 















