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Summary 
Technological development has led to a substantial increase in the processing of 
personal data. Commercial players, usually for the purpose of identifying digital 
behaviour, collect personal information on a massive scale. The handling of per-
sonal data is, however, associated with the risk of privacy interference and in order 
to ensure EU citizens a protection of their data the EU data protection law has 
been adopted. 
 
The most essential piece of EU legislation on data protection law, the Data Protec-
tion Directive, will be replaced by a regulation in May 2018. By creating a unified 
legal framework, the General Data Protection Regulation (GDPR) aims to harmo-
nise the protection of personal data within the union. Despite the purpose of har-
monisation the Regulation demonstrates a directive-like character since Member 
States are allowed to adopt national provisions. The autonomy given to the Mem-
ber States will, regarding certain issues, most likely lead to diversity of laws.  
 
When civil cross-border data protection disputes arise divergent national data pro-
tection laws will bring to the fore the question of the applicability of national law. 
Since the Regulation does not contain a choice-of-law provision the question of 
applicable law is not addressed in the GDPR. How applicable national law is to be 
determined in the absence of a choice-of-law provision is the main question that is 
examined in the essay. 
 
The Data Protection Directive contains, in contrast to the Regulation, a choice-of-
law provision which determines the applicable law on the basis of the establish-
ment of the controller. This establishment criterion is also found in the Regulation 
although it corresponds to the provision of the Directive only regarding the func-
tion of enabling the applicability of EU law. Since there is no requirement for the 
adoption of national measures for a regulation to get legal effect, a reference to 
national law has not been considered necessary.  
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A solution to the choice-of-law dilemma which the national margin for manoeuvre 
contained in the GDPR might entail could potentially be found in the Rome Regu-
lations. To what extent the Rome Regulations could be applied within the context 
of data protection disputes is, however, unclear. This uncertainty depends, 
amongst other things, on the difficulty of qualifying data protection rules as either 
private or public. Although the data protection legislation has a certain private law 
character many provisions are of public law nature.  
 
Regarding the Rome II Regulation, disputes arising out of violations of data pro-
tection are likely to be excluded from its scope of application. Furthermore, the 
universal application of the Rome I Regulation might point towards the law of a 
third country which would result in EU citizens being denied the protection of pri-
vacy guaranteed to them by EU law. The application of the Rome Regulations in 
the context of data protection disputes raises a number of questions and how the 
choice-of-law dilemma caused by the GDPR will be dealt with in practice remains 
to be seen.  
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Sammanfattning 
Behandlingen av personuppgifter har i takt med den tekniska utvecklingen intensi-
fierats. Personlig information samlas in i stor omfattning av kommersiella aktörer, 
inte sällan med syftet att kartlägga individers digitala beteenden. Hanteringen av 
personuppgifter är emellertid förenad med risken för att individens integritets-
skydd åsidosätts och för att unionsmedborgarna ska tillförsäkras ett personupp-
giftsskydd har den EU-rättsliga dataskyddslagstiftningen antagits.  
 
Den centrala unionsrättsakten på dataskyddets område, dataskyddsdirektivet, 
kommer under maj 2018 att ersättas med en förordning. Genom att skapa en enhet-
lig dataskyddsrättslig ram har dataskyddsförordningen som målsättning att harmo-
nisera personuppgiftsskyddet inom unionen. Trots detta harmoniseringssyfte har 
förordningen givits en direktivliknande karaktär då ett utrymme för nationell re-
glering har införts. Således kommer, beträffande vissa dataskyddsfrågor, med-
lemsstaternas autonomi sannolikt att medföra rättsliga skillnader inom EU.  
 
Divergerande nationella dataskyddsregler kommer, vid gränsöverskridande civil-
rättsliga dataskyddstvister, att aktualisera den internationellt privaträttsliga fråge-
ställningen om hur nationell rätt ska fastställas. Till följd av att dataskyddsförord-
ningen saknar en kollisionsregel adresseras inte frågan om lagval i rättsakten. Hur 
tillämplig nationell rätt ska fastställas i avsaknad av en lagvalsregel i dataskydds-
förordningen utgör den huvudsakliga frågeställning som analyseras i uppsatsen.  
 
Till skillnad från förordningen finns i dataskyddsdirektivet en kollisionsregel som, 
utifrån den personuppgiftsansvariges etablering som anknytningsmoment, anger 
vilket lands lag som ska tillämpas vid gränsöverskridande rättsförhållanden. Detta 
etableringskriterium återfinns i förordningen men motsvarar direktivets bestäm-
melse endast med avseende på funktionen att möjliggöra för tillämpningen av EU-
rätten. Eftersom en förordning får rättslig effekt oberoende av medlemsstaternas 
införlivning har en hänvisning till nationell rätt inte ansetts nödvändig. 
 
	 6	
En lösning på den lagvalsproblematik som dataskyddsförordningens utrymme för 
nationell reglering riskerar att innebära går eventuellt att finna i Rom I- och Rom 
II-förordningarna. Huruvida Romförordningarna kan tillämpas inom en data-
skyddsrättslig kontext är dock oklart, inte minst mot bakgrund av svårigheten i att 
kvalificera dataskyddsreglerna som antingen privat- eller offentligrättsliga. Data-
skyddslagstiftningen innehar en viss privaträttslig karaktär men flera bestämmelser 
är också av offentligrättslig art.  
 
Vad beträffar Rom II-förordningen är tvister hänförliga till kränkningar av person-
uppgiftsskyddet troligtvis undantagna förordningens tillämpningsområde. Rom I-
förordningen, genom dess universella tillämplighet, riskerar dessutom att anvisa 
lagen i tredje land vilket skulle resultera i att unionsmedborgarna förvägras det 
integritetsskydd som EU-rätten tillförsäkrar dem. En tillämpning av Romförord-
ningarna inom ramen för dataskyddstvister ger således upphov till en rad fråge-
tecken och det återstår att se hur den lagvalsproblematik som dataskyddsförord-
ningens utrymme för nationell reglering medför kommer att bemötas i praktiken.  
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1 Inledning 
 
1.1 Bakgrund  
 
Behandlingen av personuppgifter har i takt med den tekniska utvecklingen och 
globaliseringen intensifierats med konsekvensen att personlig information idag har 
betydande kommersiellt värde.1 Information hänförlig till identifierbara personer 
samlas in, bearbetas och lagras i stor omfattning, inte sällan med syftet att kart-
lägga individers digitala beteenden.2 Den omfattande hanteringen av personlig in-
formation är samtidigt förenad med risken för att individens integritetsskydd in-
skränks. För att tillförsäkra unionsmedborgarna ett skydd när deras personuppgif-
ter är föremål för behandling har den EU-rättsliga dataskyddslagstiftningen anta-
gits.  
 
I maj 2018 kommer den centrala rättsakten på dataskyddets område, dataskyddsdi-
rektivet, att ersättas med en förordning. Dataskyddsförordningen, även kallad 
GDPR, syftar till att harmonisera skyddet av personuppgifter inom EU genom in-
förandet av en enhetlig dataskyddsrättslig ram. Trots detta harmoniseringssyfte 
innehåller förordningen ett utrymme för nationell reglering och en till viss del 
fragmentarisk dataskyddslagstiftning riskerar följaktligen att uppstå inom unionen. 
 
Divergerande nationella dataskyddslagar kommer, vid förekomsten av tvister med 
gränsöverskridande karaktär, att ge upphov till den internationellt privaträttsliga 
frågeställningen om hur tillämplig nationell rätt ska fastställas. Då dataskyddsför-
ordningen direkt utgör en del av medlemsstaternas rättsordningar har någon kollis-
ionsregel som adresserar denna lagvalsfråga inte ansetts nödvändig att införa i 
rättsakten. I avsaknad av en kollisionsregel i dataskyddsförordningen lämnas frå-
gan om tillämplig nationell rätt obesvarad och ett oklart rättsläge uppstår som kan 
försvåra utövandet av den personuppgiftsansvariges3 verksamhet. 
 
 																																																								
1 Jfr Lynskey (2015) s. 1ff. 
2 Jfr Opinion 2/2010 of the Article 29 Working Party s. 4f. 
3 Med begreppet personuppgiftsansvarig avses den aktör som behandlar personuppgifter. Se artikel 
4 i dataskyddsförordningen. 
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1.2 Syfte och frågeställningar 
 
Denna uppsats har till syfte att, utifrån ett internationellt privaträttsligt perspektiv, 
analysera frågan om hur tillämplig nationell rätt ska fastställas i avsaknad av en 
lagvalsregel i dataskyddsförordningen. Den EU-rättsliga dataskyddslagstiftningens 
internationellt privaträttsliga dimension aktualiseras när behandlingen av person-
uppgifter resulterar i en civilrättslig tvist av gränsöverskridande karaktär. Då be-
handlingen av personuppgifter ofta sker i en internationell kontext uppstår inte säl-
lan gränsöverskridande rättsförhållanden. En dataskyddstvist kan därmed ofta an-
knytas till olika rättsordningar och en fråga som i detta avseende blir relevant att 
besvara är hur tillämplig nationell rätt ska fastställas. För att de aktörer som be-
handlar personuppgifter ska ges en förutsebarhet beträffande vilket lands data-
skyddslag som ska tillämpas på deras verksamhet blir denna lagvalsfråga nödvän-
dig att besvara. Även datasubjekten4 måste få klarhet i frågan om vilket lands lag 
som tillförsäkrar dem ett integritetsskydd.  
 
Denna lagvalsfråga kan prima facie tyckas vara redundant eftersom en förordning, 
genom att vara direkt tillämplig i varje medlemsstat, får rättslig effekt oberoende 
av nationell rätt. Dataskyddsförordningen har emellertid givits en direktivliknande 
utformning då den till viss del ger medlemsstaterna ett utrymme för komplette-
rande och avvikande nationell reglering. Divergerande nationella dataskyddslagar 
kommer således att uppstå inom EU och vid en civilrättslig dataskyddstvist av 
gränsöverskridande karaktär uppkommer följaktligen frågan om vilket lands lag 
som ska ges företräde.  
 
Den huvudsakliga frågeställning som uppsatsen syftar till att analysera är hur till-
lämplig nationell rätt ska fastställas till följd av det utrymme för nationell reglering 
som dataskyddsförordningen innehåller. I avsaknad av en särskild kollisionsregel i 
dataskyddsförordningen aktualiseras dataskyddslagstiftningens förhållande till 
andra internationellt privaträttsliga instrument. För att besvara frågeställningen 
kommer dataskyddslagstiftningens förhållande till de allmänna lagvalsreglerna i 
Rom I- och Rom II-förordningarna därmed att undersökas. Huruvida kollisions-																																																								
4 Med datasubjekt avses en fysisk person vars personuppgifter är föremål för behandling. Datasub-
jekt är en översättning av det engelska begreppet ”data subject”. I den svenska versionen av data-
skyddsförordningen används istället termen ”en registrerad”. Se artikel 4 i dataskyddsförordningen. 
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reglerna i Rom I- och Rom II-förordningarna kan tillämpas inom en dataskydds-
rättslig kontext kommer att stå i fokus vid analysen av denna lagvalsfråga.  
 
För att tydligare kunna placera dataskyddslagstiftningen i en internationellt pri-
vaträttslig kontext kommer även dataskyddsdirektivet att beröras. Dataskyddsdi-
rektivet utgör idag den centrala rättsakten på dataskyddets område och många av 
de principer som direktivet ger uttryck för har behållits i dataskyddsförordningen.5 
Regelverken skiljer sig dock åt genom att frågan om tillämplig nationell rätt bes-
varas i dataskyddsdirektivet. Genom att analysera den särskilda lagvalsregeln i di-
rektivet och hur den har tolkats av EU-domstolen belyses skillnaderna mellan re-
gelverken vad beträffar dataskyddslagstiftningens IP-rättsliga dimension. En ana-
lys av dataskyddsdirektivets kollisionsregel anknyter till den huvudsakliga fråge-
ställningen om hur tillämplig nationell rätt ska fastställas. 
 
En närliggande lagvalsfråga som uppsatsen också syftar till att analysera är om 
personuppgiftsansvariga och datasubjekt kan avtala om tillämplig nationell data-
skyddslag. En i praktiken vanligt förekommande klausul i den personuppgiftsan-
svariges användarvillkor är att lagen i ett tredje land anges som tillämpligt på 
eventuella tvister.6 Genom en sådan lagvalsklausul kringgås den EU-rättsliga data-
skyddslagstiftningen och med hänsyn till den integritetsrättsliga diskrepans som 
inte sällan råder mellan EU och tredje länder kan detta ifrågasättas. Möjligheten 
för parterna att avtala om tillämplig dataskyddslag kommer att utredas i ljuset av 
Rom I-förordningen.  
 
1.3 Avgränsningar 
 
EU-rättens dataskyddsregler berör frågor av både privat- och offentligrättslig art. 
För att dataskyddslagstiftningen ska kunna analyseras i ett internationellt pri-
vaträttsligt perspektiv måste dataskyddsreglerna och de rättsförhållanden som 
dessa ger upphov till kvalificeras som privaträttsliga. Dataskyddets offentligrätts-
liga karaktär kommer därmed inte att undersökas i någon fördjupande mening i 
denna uppsats. Det kan dock nämnas att offentliga dataskyddsmyndigheter spelar 																																																								
5 Se Hustinx (2017) s. 151; Chen (2016) s. 310. 
6 Se exempelvis www.facebook.com/terms § 15(1). 
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en viktig roll genom att de kontrollerar efterlevnaden av dataskyddsreglerna.7 Ut-
över civilrättsliga dataskyddstvister utgör således administrativa prövningsförfa-
randen en viktig komponent i att säkerställa att behandlingen av personuppgifter är 
förenlig med dataskyddslagstiftningen.  
 
Dataskyddsreglernas IP-rättsliga dimension är i denna uppsats avgränsad till frå-
gan om lagval. Andra internationellt privaträttsliga frågor som domsrätt, erkän-
nande och verkställighet kommer därmed inte att beröras inom ramen för detta ar-
bete. Den särskilda jurisdiktionsregeln i dataskyddsförordningens artikel 79(2) 
som berör frågan om domstols behörighet kommer följaktligen inte att utredas.8  
 
I detta arbete undersöks dataskyddsreglernas förhållande till den internationella 
privaträtten i en EU-rättslig kontext. Varken nationella bestämmelser som har im-
plementerats till följd av dataskyddsdirektivet eller nationella kollisionsregler 
kommer därmed att beröras i någon nämnvärd omfattning. Internationella regel-
verk med avseende på behandlingen av personuppgifter som exempelvis Euro-
parådets dataskyddskonvention kommer således inte heller att analyseras.  
 
Den dataskyddsrättsliga analysen är avgränsad till dataskyddsdirektivet och data-
skyddsförordningen. Det finns ett flertal unionsrättsakter som är av relevans för 
den EU-rättsliga dataskyddsrätten.9 Ett exempel är direktivet om integritet och 
elektronisk kommunikation som berör unionsmedborgarnas integritetsskydd vid 
behandlingen av personuppgifter inom sektorn för elektronisk kommunikation.10 
Dataskyddsrätten innehåller också en straffrättslig dimension som bland annat 
kommer till uttryck i polisdirektivet och som avser behandlingen av personuppgif-
ter som utförs i brottsbekämpningssyfte. Dessa rättsakter kommer inte att beröras. 
 
Dataskyddslagstiftningens integritetsrättsliga aspekter kommer att kommenteras i 
arbetet. Syftet med uppsatsen är dock inte att framställa en fördjupande beskriv-
ning av den personliga integriteten och dess förhållande till de EU-rättsliga data-																																																								
7 Jfr Brkan (2015) s. 258. 
8 För en fördjupning i frågan om domsrätt rekommenderas Ioannis Revolidis artikel ”Judicial juris-
diction over internet privacy violations and the GDPR: a case of privacy tourism?”. 
9 Se Hustinx (2017) s. 137. 
10 Det finns för närvarande ett förslag från kommissionen om att ersätta direktivet om integritet och 
elektronisk kommunikation med en förordning. Se COM(2017) 10 final. 
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skyddsreglerna. I den mån integritetsskyddet berörs kommer arbetet att fokusera 
på EU-stadgan. Rätten till respekt för privatlivet som framgår av artikel 8 i EKMR 
och Europadomstolens praxis med avseende på skyddet av personuppgifter kom-
mer inte att undersökas i någon större utsträckning.  
 
Den EU-rättsliga dataskyddslagstiftningen aktualiserar frågor om extraterritoriali-
tet.11 Dataskyddsreglernas territoriella tillämpningsområde och dess extraterritori-
ella verkan kommer att kommenteras i arbetet då detta är ett ämne som är nära 
knutet till frågan om lagval. Syftet med uppsatsen är dock inte att ge läsaren en 
fördjupad bild av dataskyddets extraterritorialitet. Artikel 3(2) i dataskyddsförord-
ningen, som berör tillämpningen av EU-rättens dataskyddsregler utanför unionen, 
kommer således inte att utredas.   
 
1.4 Metod och material  
 
Till följd av att de frågeställningar som arbetet tar sin utgångspunkt i analyseras i 
en EU-rättslig kontext kommer en EU-rättslig metod att användas. Då EU-rätten 
kan betraktas som en autonom rättsordning används EU-rättslig metod som ett 
tillvägagångsätt för att hantera EU-rättsliga källor.12 Primärrätt, bindande och icke 
bindande sekundärrätt, praxis från EU-domstolen samt förarbeten studeras och 
analyseras med syftet att beskriva och tolka innehållet i gällande EU-rätt.13 Un-
ionsrätten har haft ett betydande inflytande i utformningen av både dataskyddsrät-
ten och den internationella privaträtten.14 Inom EU har dessa rättsområden också i 
stor utsträckning varit föremål för harmonisering.15 En metod som utgår ifrån en 
analys av EU-rättsliga källor förefaller därmed som ett lämpligt tillvägagångsätt 
för att uppnå syftet med uppsatsen.  
 
Dataskyddsförordningen och dataskyddsdirektivet utgör båda viktiga utgångs-
punkter för analysen i uppsatsen. Förordningar och direktiv utgör bindande rätts-
akter som hör till sekundärrätten och utfärdas av de lagstiftande institutionerna för 
																																																								
11 Se exempelvis Svantesson (2013) s. 19f.	
12 Reichel (2013) s. 109. 
13 Jfr Hettne & Otken Eriksson (2011) s. 40. 
14 Jfr Stone (2014) s. 3; Lynskey (2015) s. 7. 
15 Jfr ibid s. 6; Hustinx (2017) s. 132. 
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att genomföra särskilt anvisade mål.16 Av artikel 288 FEUF framgår att förord-
ningar är direkt tillämpliga i varje medlemsstat medan genomförandet av direktiv 
ska överlåtas till de nationella myndigheterna. Det bör nämnas att dataskyddsför-
ordningen, i likhet med ett direktiv, innehåller ett utrymme för nationellt genomfö-
rande.17 Det är denna direktivliknande utformning som ligger till grund för uppsat-
sens internationellt privaträttsliga frågeställning om hur tillämplig nationell rätt 
ska fastställas.  
 
Dataskyddsförordningens och dataskyddsdirektivets preambel beaktas också i ar-
betet i syfte att ge en mer fördjupad bild över hur rättsakternas bestämmelser kan 
tillämpas. De skäl som anges i preambeln till unionsrättsakter har som syfte att ge 
en kortfattad motivering till de bestämmelser som återfinns i aktens artikeldel och 
ger viss vägledning för hur artiklarna ska förstås.18 Till skillnad från rättsakternas 
artiklar ska skälen däremot inte innehålla några normativa bestämmelser och ska 
därmed iakttas med viss försiktighet.19 
 
Utöver lagstiftning utgör EU-domstolens rättspraxis en viktig rättskälla som ana-
lyseras i arbetet. Praxis från EU-domstolen tillmäts stor betydelse och till följd av 
att rättsläget inte alltid blir klarlagt när sekundärrätten antas är EU-rättens utveckl-
ing i viss mån avhängig av EU-domstolens avgöranden.20 Inom såväl dataskydds-
rätten som den internationella privaträtten har EU-domstolen haft en drivande roll 
i rättsutvecklingen. Även beträffande den för framställningen relevanta EU-
stadgan och de däri reglerade grundläggande rättigheterna har EU-domstolens 
praxis haft stor betydelse.21  
 
Kännetecknande för EU-domstolen är att en teleologisk tolkningsmetod ofta an-
vänds, vilket innebär att rättsregler tolkas i ljuset av de ändamål som de ger ut-
tryck för.22 Reglerna ska, med andra ord, ges en sådan tolkning att deras ända-																																																								
16 Hettne & Otken Eriksson (2011) s. 42. 
17 Kuner (2012) s. 4f; Lynskey (2015) s. 71f. 
18 En sådan motivering följer av artikel 296(2) FEUF som föreskriver en skyldighet att motivera 
EU-rättsakter. Se Gemensam praktisk handledning från Europaparlamentet, rådet och kommission-
en, 2015, s. 31f.  
19 Ibid. 
20 Jfr Reichel (2013) s. 115f; Hettne & Otken Eriksson (2011) s. 168. 
21 Jfr ibid s. 116ff. 
22 Se de Hert & Czerniawski (2016) s. 234. 
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målsenliga verkan kan uppnås.23 Som bland annat framgår av de i uppsatsen un-
dersökta fallen Google Spain och Weltimmo har en teleologisk tolkningsmetod va-
rit framträdande i mål som berör tolkningen av EU-rättens dataskyddsregler.24 
 
I arbetet beaktas även förarbeten till EU-rättslig lagstiftning. Inom unionsrätten 
tillmäts förarbeten, i egenskap av tolkningskälla, inte samma betydelse som inom 
exempelvis den svenska rättskälleläran.25 Ett skäl till detta är den europeiska lag-
stiftningsprocessen präglas mer av förhandlingar och kompromisser vilket innebär 
att det slutliga resultatet ofta avviker markant från det ursprungliga förslaget.26 
Förarbeten kan dock, även inom EU-rätten, tillerkännas ett rättskällevärde.27 Som 
rättskälla beaktas i uppsatsen även generaladvokaternas förslag till avgörande. Ge-
neraladvokatens uppgift är, i enlighet med artikel 252(2) FEUF, att utarbeta moti-
verade yttranden över hur ett mål ska avgöras. Generaladvokaternas förslag till 
avgörande har inte samma rättskällevärde som domar men de kan få stor praktisk 
betydelse eftersom en omfattande och djup argumentation som belyser olika 
aspekter av målet inte sällan kan utläsas av förslagen.28  
 
Vad beträffar de dataskyddsrättsliga aspekterna som framställs i uppsatsen utgör 
meddelanden från kommissionen en viktig källa. Kommissionsmeddelanden utgör 
icke-bindande rättsakter som hör till EU:s sekundärrätt.29 I detta arbete har dessa 
fungerat som riktlinjer i den rättsutveckling som EU:s dataskyddslagstiftning har 
genomgått. I syfte att analysera dataskyddsrätten hänvisas också till yttranden från 
artikel 29-gruppen som utgör en oberoende och rådgivande arbetsgrupp bestående 
av representanter från medlemsstaternas dataskyddsmyndigheter.30 Yttranden från 
artikel 29-gruppen är, i likhet med meddelanden från kommissionen, icke-
bindande.31 
 
																																																								
23 Jfr Reichel (2013) s. 114. 
24 Se de Hert & Czerniawski (2016) s. 234f. 
25 Se Hettne & Otken Eriksson (2011) s. 114. 
26 Ibid. 
27 Ibid s. 115. 
28 Ibid s. 117f. 
29 Ibid s. 46f. 
30 Se skäl 65 och artikel 29-30 i dataskyddsdirektivet. 
31 Jfr artikel 288(5) FEUF. 
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För att underbygga uppsatsens analys används även doktrin. Urvalet av material 
har i detta avseende gjorts på grundval av de främsta forskarna inom den europe-
iska dataskyddsrätten. Då dataskyddsrättens internationellt privaträttsliga dimens-
ion inte har behandlats i svensk doktrin i någon nämnvärd omfattning analyseras 
utländskt material i stor utsträckning. En viktig inspirationskälla för arbetet består 
av en artikel publicerad 2016 av Maja Brkan som är en av få forskare som har 
kommenterat de internationellt privaträttsliga frågeställningar som dataskyddsför-
ordningens utrymme för nationell reglering ger upphov till.32 
 
1.5 Forskningsläge  
 
De internationellt privaträttsliga aspekterna av EU-rättens dataskyddslagstiftning 
är ett förhållandevis snävt undersökningsområde som framförallt har belysts av 
författare som Christopher Kuner, Dan Svantesson och Lokke Moerel.33 Den 
forskning som gjorts om dataskyddsrätten i ett internationellt privaträttsligt per-
spektiv har främst berört frågan om dataskyddets extraterritoriella verkan. Data-
skyddsreglernas vidsträckta territoriella tillämpningsområde har rönt viss upp-
märksamhet i doktrinen och har inte sällan kritiserats för att vara oskäligt långtgå-
ende. Det utrymme för nationell reglering som dataskyddsförordningen innehåller 
och de internationellt privaträttsliga frågeställningar som avsaknaden av en kollis-
ionsregel medför har dock belysts i mycket liten utsträckning. Likaså har den 
eventuella tillämpningen av Rom I- och Rom II-förordningarna i en dataskydds-
rättslig kontext undersökts i mycket liten omfattning.  
 
1.6 Disposition  
 
För att ge läsaren en introduktion till EU-rättens dataskyddslagstiftning beskrivs i 
uppsatsens andra kapitel den dataskyddsreform som har genomförts inom EU. I 
avsnittet förklaras syftena bakom övergången från ett direktiv till en förordning. 
Det andra kapitlet innehåller även en beskrivning av dataskyddsreglernas integri-
tetsrättsliga dimension. I kapitel tre redogörs för dataskyddsdirektivets kollisions-
regel och hur denna har tolkats av EU-domstolen. Syftet med detta är att dels pla-
cera dataskyddslagstiftningen i ett internationellt privaträttsligt sammanhang, dels 																																																								
32 Brkan (2016). 
33 Se exempelvis Kuner (2010), Svantesson (2013); Moerel (2011). 
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beskriva dataskyddets vidsträckta territoriella tillämpningsområde. I uppsatsens 
fjärde kapitel undersöks dataskyddsförordningens utrymme för nationell reglering 
och hur medlemsstaternas handlingsfrihet vid genomförandet av förordningen ris-
kerar att medföra divergerande dataskyddsregler.  
 
I kapitel fem analyseras dataskyddslagstiftningens förhållande till Rom I- och 
Rom II-förordningarna med syftet att bemöta det oklara rättsläge som avsaknaden 
av en kollisionsregel i dataskyddsförordningen riskerar att resultera i. I detta av-
snitt undersöks alltså huruvida Romförordningarna äger tillämpning vid data-
skyddsrättsliga förhållanden och huruvida de allmänna kollisionsreglerna kan till-
lämpas för att lösa den lagvalsproblematik som dataskyddsförordningen medför. 
Kapitel fem adresserar även frågan om personuppgiftsansvariga och datasubjekt, 
med hänsyn till dataskyddsreglernas eventuella tvingande karaktär, kan avtala om 
tillämplig lag. Uppsatsen avslutas med en sammanfattning av analysen i kapitel 
sex. 
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2 EU-rättens dataskyddslagstiftning 
 
Den EU-rättsliga dataskyddslagstiftningen kan härledas tillbaka till Europarådets 
dataskyddskonvention som antogs 1981 och vars syfte är att säkra respekten för 
individens grundläggande fri- och rättigheter vid behandlingen av personuppgif-
ter.34  Sedan dataskyddskonventionens antagande kan en exponentiell tillväxt i be-
handlingen av personuppgifter noteras.35 I takt med digitaliseringen av samhället 
har insamlingen av information hänförlig till specifika personer kommit att bli en 
allt viktigare tillgång för både företag och myndigheter.  
 
Den tekniska utvecklingen och globaliseringen har givit upphov till en digital 
värld som kännetecknas av gränslöshet. Det internationella, gränsöverskridande 
dataflödet har följaktligen ökat vilket har resulterat i ekonomisk tillväxt.36 Förbätt-
rade möjligheter till att bland annat samla in, lagra och tillhandahålla uppgifter om 
enskilda personer har samtidigt medfört nya risker för att individens integritets-
skydd inskränks.37 Ett gränsöverskridande dataflöde är därmed nära sammankopp-
lat med individens behov av ett tillfredsställande personuppgiftsskydd.  
 
2.1 Från direktiv till förordning 
 
2.1.1 Dataskyddsdirektivet och dess syften  
 
EU:s dataskyddslagstiftning bygger på idén om ett samspel mellan ett oförhindrat 
flöde av information mellan medlemsstaterna och individens integritetsskydd.38 
Detta kommer tydligt till uttryck i dataskyddsdirektivet vars ändamål är att skydda 
enskildas grundläggande fri- och rättigheter samt förbjuda restriktioner beträffande 
det fria flödet av personuppgifter inom unionen.39 EU:s dataskyddslagstiftning in-
nefattar således både ekonomiska och rättighetsgrundade mål som bygger på pre-
																																																								
34 Se artikel 1 i Europarådets dataskyddskonvention; Hustinx (2017) s. 125f. 
35 KOM(2013) 846 slutlig; Kuner (2013) s. 2ff. 
36 Jfr skäl 5-6 i dataskyddsförordningen; Kuner (2013) s. 2f. 
37 Kuner (2013) s. 4.  
38 Detta samspel har sin bakgrund i OECD:s ”Guidlines on the Protection of Privacy and Transbor-
der Flows of Personal Data” och Europarådets dataskyddskonvention. Se artikel 1 och 12 i Euro-
parådets dataskyddskonvention; Lynskey (2015) s. 47f; González Fuster (2014) s. 135. 
39 Se artikel 1(1) och 1(2) i dataskyddsdirektivet; COM(92) 422 final s. 9. 
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missen att ett fritt flöde av information mellan medlemsstaterna säkerställs av en 
hög och enhetlig skyddsnivå av personuppgifter.40  
 
Dataskyddsdirektivet antogs 1995 och utgör idag den centrala rättsakten vad avser 
skydd av personuppgifter inom EU.41 Med hänsyn till informationsflödets gränsö-
verskridande natur har det ansetts nödvändigt att behandlingen av unionsmedbor-
garnas personuppgifter regleras inom en EU-rättslig kontext.42 En unionsrättslig 
reglering av dataskyddet har dessutom en tydlig anknytning till den europeiska 
integrationens övergripande målsättning om en välfungerande inre marknad.43  
 
Dataskyddsdirektivets mål om ett fritt gränsöverskridande dataflöde överens-
stämmer med den inre marknadens funktion som i enlighet med artikel 26(2) 
FEUF förutsätter att fri rörlighet för varor, personer, tjänster och kapital säker-
ställs.44 Trots att oklarhet råder beträffande vilken av de fyra friheterna som ett 
fritt flöde av personuppgifter kan hänföras till anses ett oförhindrat flöde av per-
sonuppgifter främja den inre marknaden.45 Betydelsen av ett fritt dataflöde för en 
europeisk marknadsintegration har även bekräftats av EU-domstolen i flera mål.46 
 
För att uppnå en rörlighet av personuppgifter utan hinder har direktivet för avsikt 
att avskaffa rättsliga skillnader inom unionen och därigenom åstadkomma en till-
närmning av de nationella lagstiftningarna.47 Genomförandet och tillämpningen av 
direktivet har emellertid resulterat i en fragmentarisk dataskyddsreglering där ni-
vån på skyddet av personuppgifter varierar mellan medlemsstaterna.48 Detta fram-
går bland annat av en rapport från 2010 som genomfördes på uppdrag av kom-
missionen där det konstaterades att implementeringen av direktivet i nationell rätt 
hade givit upphov till stora skillnader i tolkningen av direktivets bestämmelser.49 I 
praktiken har direktivets harmoniseringssyfte därmed inte efterlevts i tillräckligt 																																																								
40 Lynskey (2015) s. 8 och 46. 
41 KOM(2012) 9 slutlig s. 3. 
42 de Vries (2015) s. 236f. 
43 Jfr skäl 3-5 i dataskyddsdirektivet; KOM(2010) 609 slutlig s. 2; González Fuster (2014) s. 134. 
44 Se skäl 7-9 i dataskyddsdirektivet. 
45 González Fuster (2014) s. 135; KOM(2012) 9 slutlig s. 3. 
46 Se exempelvis mål C-101/01 Lindqvist p. 79-80 och förenade målen C-468/10 och C-469/10 
ASNEF p. 27-29. 
47 Se skäl 8 i dataskyddsdirektivet. 
48 Jfr skäl 9 i dataskyddsförordningen. 
49 Korff, Working Paper no. 2, 20 january 2010. 
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stor utsträckning och en splittrad rättslig miljö har uppstått inom EU.50 I syfte att 
förhindra denna bristande enhetlighet och samtidigt garantera en hög skyddsnivå 
av unionsmedborgarnas personuppgifter har en reformerad EU-rättslig data-
skyddsreglering utformats.  
 
2.1.2 Dataskyddsreformen 
 
I ett meddelande som publicerades 2010 konstaterade kommissionen att data-
skyddsdirektivet inte längre räckte till för att hantera de integritetsrättsliga risker 
som den tekniska utvecklingen och globaliseringen hade medfört.51 En reform av 
EU:s dataskyddsreglering inleddes som 2012 resulterade i ett förslag om en allmän 
dataskyddsförordning.52 Förslaget antogs 2016 efter att ha blivit föremål för inten-
siva diskussioner inom, såväl som utanför Europaparlamentet och rådet.53 Från 
och med den 25 maj 2018 kommer dataskyddsförordningen att börja tillämpas och 
ersätter därmed dataskyddsdirektivet.54  
 
Ett av skälen till reformen, utöver behovet att anpassa reglerna till samhällets digi-
talisering, är att ytterligare harmonisera dataskyddet inom EU. Det harmonise-
ringssyfte och de målsättningar för den europeiska integrationen som dataskydds-
direktivet ger uttryck för är därmed av stor betydelse även beträffande förordning-
ens tillämpning.55 Som nämnts ovan har direktivet emellertid inte kunnat förhindra 
en rättslig fragmentering av dataskyddet inom unionen och dataflödet över nat-
ionsgränserna har till följd av detta försvårats. Trots direktivets ambition om till-
närmning har medlemsstaterna givits ett betydande handlingsutrymme med konse-
kvensen att stora skillnader i nivån på dataskyddet har uppstått.56 
 
Till skillnad från ett direktiv är en förordning, i enlighet med artikel 288 FEUF, i 
alla delar bindande och direkt tillämplig i varje medlemsstat. Genom att införa 
harmoniserade kärnbestämmelser skapar dataskyddsförordningen en enhetlig EU-
rättslig ram som syftar till att säkerställa en konsekvent tillämpning av dataskydds-																																																								
50 KOM(2012) 9 slutlig s. 6f. 
51 KOM(2010) 609 slutlig s. 2f. 
52 KOM(2012) 11 slutlig s. 1. 
53 Hustinx (2017) s. 148. 
54 Se artikel 94 och 99 i dataskyddsförordningen. 
55 Se skäl 9 och 10 i dataskyddsförordningen.  
56 KOM(2012) 9 slutlig s. 6f; skäl 9 i dataskyddsförordningen. 
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reglerna.57 Valet att ersätta direktivet med en förordning är på så vis tänkt att för-
hindra en divergerande tillämpning av dataskyddet och det oförutsebara rättsläge 
som detta medför.58 En enhetlig reglering syftar även till att undvika avvikelser 
som hindrar den fria rörligheten och i likhet med direktivet ger förordningen såle-
des uttryck för målsättningen att främja den inre marknaden.59 
  
Dataskyddsreformen beror även till stor del på Lissabonfördragets ikraftträdande 
2009 och artikel 16 FEUF som därigenom blev rättsligt bindande.60 Funktionsför-
dragets artikel 16 utgör en primärrättslig grund som ger EU befogenhet att anta 
rättsakter till skydd för individens personuppgifter inom unionens samtliga rätts-
områden.61 Detta har inneburit en utvidgning av EU:s lagstiftningskompetens på 
dataskyddets område och med artikel 16 FEUF som rättslig grund har dataskydds-
direktivet kunnat ersättas med en förordning.62 Bestämmelsen fastställer samtidigt 
principen om att envar har rätt till skydd för sina personuppgifter och betonar 
därmed vikten av den personliga integriteten.  
 
2.2 Dataskyddets integritetsrättsliga dimension 
 
2.2.1 Begreppet personlig integritet 
 
Samhällets digitalisering har lett till utökade möjligheter för ekonomiska aktörer 
att samla in personlig information och därigenom klarlägga enskildas digitala be-
teenden.63 I ekonomiskt hänseende utgör behandlingen av personuppgifter ett vik-
tigt tillvägagångssätt och för många företag är det en nödvändig del av affärsverk-
samheten. Insamlade personuppgifter riskerar emellertid att behandlas på ett otill-
börligt sätt genom att exempelvis utnyttjas för andra syften än avsett eller överfö-
ras till obehöriga aktörer.64 Den omfattande hanteringen av personuppgifter är 
därmed förenad med risken för att den personliga integriteten åsidosätts.  
 																																																								
57 KOM(2012) 11 slutlig s. 5f; skäl 10 i dataskyddsförordningen. 
58 KOM(2012) 9 slutlig s. 6f 
59 Se skäl 13 i dataskyddsförordningen; de Vries (2015) s. 256. 
60 KOM(2012) 11 slutlig s. 5; Kuner (2012) s. 3f; Hustinx (2017) s. 148. 
61 KOM(2010) 609 slutlig s. 13; de Vries (2015) s. 256; Kranenborg (2014) s. 225. 
62 KOM(2012) 11 slutlig s. 5; Kranenborg (2014) s. 226. 
63 Jfr KOM(2010) 609 slutlig s. 2. 
64 Jfr SOU 2017:39 s. 63. 
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Begreppet personlig integritet är svårdefinierat och dess innebörd har varit omdis-
kuterat under lång tid. En av de tidigare definitioner som brukar hänvisas till i 
doktrinen är rätten att bli lämnad ifred som kan härledas tillbaka till Warren och 
Brandeis artikel ”The Right to Privacy” från 1890.65 Under 1950-talet utvecklades 
den så kallade sfärteorin i tysk konstitutionellrättslig praxis som definierar rätten 
till personlig integritet som ett skydd mot intrång i den personliga sfären.66 Spår 
från sfärteorin återfinns idag i flera europeiska rättsordningar, däribland svensk 
rätt där det i förarbeten uttalats att kränkningar av den personliga integriteten utgör 
intrång i den enskildes fredade sfär.67  
 
Rätten till personlig integritet har också definierats som individens rätt att be-
stämma när, hur och i vilken utsträckning information om en själv ska kommuni-
ceras till andra.68 Denna definition framställdes av den amerikanske forskaren 
Westin under 1960-talet, i ljuset av den datorisering som då påbörjades i sam-
hället.69 Insikten om att datorer kunde lagra stora mängder personlig information 
som staten sedan kunde använda i okända syften väckte behovet av att framhäva 
individens integritet.70 Integritetsbegreppet placerades därigenom i en informat-
ionsteknologisk kontext som med tiden har blivit allt mer framträdande.  
 
Westins integritetsbegrepp ger uttryck för principen om informationell autonomi 
som innebär att individen ska ha kontroll över sin personliga information.71  
Denna princip har fått stor betydelse för dataskyddslagstiftningens utformning, 
inte minst inom EU-rätten. En hänvisning till Westins definition kan exempelvis 
utläsas av dataskyddsförordningens preambel där det anges att fysiska personer 
bör ha kontroll över sina egna personuppgifter.72 Principen om informationell 
autonomi hänger dessutom samman med en av de förutsättningar som dataskydds-
reglerna bygger på, nämligen att personuppgifter ska behandlas på grundval av 
																																																								
65 Warren & Brandeis (1890) s. 214; Tzanou (2013) s. 23; González Fuster (2014) s. 27. 
66 González Fuster (2014) s. 24f. 
67 Se exempelvis prop. 2009/10:80 s. 175 och SOU 2017:39 s. 63. 
68 Westin (1967) s. 7; González Fuster (2014) s. 31 
69 González Fuster (2014) s. 30f. 
70 Jfr Ibid s. 29ff. 
71 Lebeck (2016) s. 280; Tzanou (2013) s. 24; González Fuster (2014) s. 31. 
72 Se skäl 7 i dataskyddsförordningen. 
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den berörda personens samtycke.73 Dataskyddet innehar således en integritetsrätts-
lig dimension, något som inom EU-rätten har ansetts viktigt att belysa. 
 
2.2.2 Skyddet av personuppgifter i EU-stadgan  
 
Inom EU-rätten betraktas individens rätt till skydd av personuppgifter som en 
grundläggande rättighet.74 Detta framgår uttryckligen av EU-stadgan som till följd 
av Lissabonfördragets antagande blev rättsligt bindande för unionens institutioner 
och för medlemsstaterna när dessa tillämpar unionsrätten.75 EU:s dataskyddslag-
stiftning, vars syfte delvis är att skydda individens personuppgifter, kan därmed 
sägas ha en rättighetsgrundande karaktär. Detta har även bekräftats av EU-
domstolen som konstaterat att dataskyddsreglerna ska tolkas i ljuset av de grund-
läggande rättigheterna.76  
 
Skyddet för personuppgifter framgår av artikel 8 i EU-stadgan, som bland annat 
föreskriver att personuppgifter ska behandlas lagenligt och för bestämda ändamål. 
Formuleringen av skyddet i artikel 8 har sitt ursprung i dataskyddsdirektivet och 
införandet av bestämmelsen i stadgan har således inneburit att direktivets integri-
tetsrättsliga principer har fått konstitutionell status.77 Dessa principer är alltjämt 
relevanta beträffande dataskyddsförordningen vars tillämpning förutsätter att de 
fri- och rättigheter som erkänns i stadgan iakttas.78 
 
Personuppgiftsskyddet i artikel 8 har även utformats mot bakgrund av artikel 8 i 
EKMR som berör rätten till respekt för privatlivet.79 Europakonventionens rele-
vans för det EU-rättsliga personuppgiftsskyddet kan bland annat utläsas av data-
skyddsförordningens preambel som hänvisar till konventionen.80 EU-domstolen 
har i vissa fall också hänvisat till EKMR och Europadomstolens praxis vid tolk-																																																								
73 Se artikel 8.2 i EU-stadgan; skäl 40 och artikel 6.1 a i dataskyddsförordningen; Carolan (2016) s. 
463. 
74 Kuner (2013) s. 62; skäl 1 i dataskyddsförordningen. 
75 Barnard & Peers (2017) s. 240f. 
76 Se förenade målen C-465/00, C-138/01 och C139/01 Österreichischer Rundfunk m.fl. p. 68. 
77 Jfr Förklaringar avseende stadgan om de grundläggande rättigheterna (2007/C 303/02); Lebeck 
(2016) s. 278 och 283. 
78 Se skäl 4 i dataskyddsförordningen. 
79 Jfr Förklaringar avseende stadgan om de grundläggande rättigheterna (2007/C 303/02); Lebeck 
(2016) s. 283f; Lynskey (2015) s. 90. 
80 Se skäl 73 i dataskyddsförordningen. Även dataskyddsdirektivet hänvisar till EKMR. Se skäl 1 
och 10 i dataskyddsdirektivet.  
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ningen av EU-rättens dataskyddsregler. 81  Betydelsen av europakonventionen 
framgår dessutom av stadgans artikel 52(3) som föreskriver att de rättigheter i 
stadgan som motsvarar rättigheterna i EKMR ska anses ha samma innebörd och 
räckvidd. Det bör dock påpekas att unionsrätten inte är förhindrad att tillförsäkra 
ett mer långtgående skydd.82 
 
Rätten till skydd för personuppgifter är inte en absolut rättighet utan måste betrak-
tas i ljuset av sin samhällsfunktion och kan i vissa fall inskränkas till förmån för 
andra intressen.83 Enligt artikel 52(1) i stadgan får begränsningar i de grundläg-
gande rättigheterna endast göras om de är nödvändiga och svarar mot mål av all-
mänt samhällsintresse. För att kunna göra en inskränkning måste även proportion-
alitetsprincipen beaktas vilket innebär att en avvägning ska göras mellan intresset 
av att skydda personuppgifter i det enskilda fallet och motstående intressen.84 Ut-
rymmet för rättfärdigade inskränkningar av personuppgiftsskyddet är emellertid 
begränsat då undantag från skyddet, enligt EU-domstolen, ska inskränkas till vad 
som är strängt nödvändigt.85  
 
2.2.3 En distinktion mellan privatliv och personuppgiftsskydd 
 
Utöver artikel 8 i EU-stadgan återspeglas den personliga integriteten i stadgans 
artikel 7 som, i likhet med artikel 8 EKMR, reglerar rätten till respekt för privatli-
vet. Personuppgiftsskyddet är nära knutet till skyddet för privatlivet och bestäm-
melserna kan förstås som en helhet som syftar till att skydda den enskildes integri-
tet.86 Enligt EU-domstolen kan denna korrelation förklaras av att båda rättigheter 
omfattar varje uppgift som rör en fysisk person som antingen är namngiven eller 
som kan identifieras.87 Bestämmelserna överlappar därmed varandra men valet att 
reglera personuppgiftsskyddet avskilt från skyddet för privatlivet belyser en di-
stinktion. 
 																																																								
81 Se exempelvis förenade målen C-465/00, C-138/01 och C139/01 Österreichischer Rundfunk 
m.fl. p. 72-74; förenade målen C-92/09 och C-93/09 Schecke och Eifert p. 52 och 59. 
82 Se artikel 52(3) andra meningen i EU-stadgan. 
83 Se förenade målen C-92/09 och C-93/09 Schecke och Eifert p. 48; KOM(2012) 9 slutlig s. 8f; 
skäl 4 i dataskyddsförordningen. 
84 Lebeck (2016) s. 310f. 
85 Se mål C-473/12 IPI p. 39; förenade målen C-293/12 och C-594/12 Digital Rights Ireland p. 52. 
86 Lebeck (2016) s. 258. 
87 Se förenade målen C-92/09 och C-93/09 Schecke och Eifert p. 47 och 52. 
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I förhållande till skyddet för privatlivet i artikel 7 är personuppgiftsskyddet i stad-
gans artikel 8 tydligare kopplat till dataskyddslagstiftningen och behandlingen av 
personuppgifter som däri regleras. Hänvisningar till skyddet för privatlivet görs 
förvisso i dataskyddsdirektivet men i dataskyddsförordningen, som har tillkommit 
efter införandet av artikel 8, hänvisas huvudsakligen till personuppgiftsskyddet. 
Mot bakgrund av att artikel 8 därmed tydligare berör dataskyddsregleringen anses 
personuppgiftsskyddet utgöra lex specialis i förhållandet till det mer allmänna 
skyddet för privatlivet.88  Enligt vissa författare innebär detta att artikel 8 ger ett 
mer långtgående skydd när personlig information är föremål för behandling i form 
av exempelvis insamling och lagring.89  
 
En distinktion mellan rättigheterna är emellertid svår att utläsa av EU-domstolens 
praxis då artiklarna 7 och 8 inte sällan sammankopplas i fall som berör överträdel-
ser av dataskyddsreglerna.90 Då båda rättigheter återspeglar ett integritetsskydd har 
EU-domstolen ansett det nödvändigt att hänvisa till bestämmelserna tillsammans. 
Trots den separata regleringen i stadgan är det således ännu oklart på vilket sätt 
rättigheterna skiljer sig åt. Någon vägledning i denna fråga går inte att finna i för-
arbetena.91 Förhoppningsvis kommer EU-domstolen att förtydliga distinktionen 
mellan rättigheterna.  
 
 
 
 
 
 
 
 
 
 
																																																								
88 Lebeck (2016) s. 279. 
89 Jfr Lynskey (2014) s. 588; Tzanou (2013) s. 526. 
90 Se exempelvis förenade målen C-468/10 och C-469/10 ASNEF p. 41-42; mål C-131/12 Google 
Spain p. 68-69. 
91 Jfr Förklaringar avseende stadgan om de grundläggande rättigheterna (2007/C 303/02); Lynskey 
(2015) s. 90 
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3 Dataskyddsdirektivets IP-rättsliga dimension 
 
Behandlingen av personuppgifter ger ofta upphov till gränsöverskridande rättsför-
hållanden mellan den registrerade och den personuppgiftsansvarige. När personlig 
information exempelvis samlas in, registreras eller bearbetas av en kommersiell 
aktör kommer informationen allt som oftast att överföras mellan olika rättsord-
ningar. Då de största IT-bolagen befinner sig i USA kommer unionsmedborgarnas 
personuppgifter inte sällan att dessutom behandlas utanför EU:s gränser.   
 
En av de främsta anledningarna till uppgiftsbehandlingens gränsöverskridande ka-
raktär är att personuppgifter, i stor utsträckning, hanteras med hjälp av internet 
som möjliggör för informationen att fritt korsa nationsgränser.92 Som konstaterats 
ovan är ett fritt gränsöverskridande dataflöde förenat med vissa integritetsrättsliga 
risker. När tvister uppstår beträffande dataskyddets åsidosättande ger ett fritt data-
flöde samtidigt upphov till vissa internationellt privaträttsliga frågeställningar. Då 
olika rättsordningar berörs uppkommer bland annat frågan om vilket lands lag som 
ska tillämpas på tvisten. Lagvalsfrågan är av stor vikt att besvara då utgången i ett 
mål kan variera beroende på vilket lands lag som tillämpas.  
 
Även då en dataskyddstvist inte är för handen är frågan om tillämplig nationell rätt 
viktig att förhålla sig till. Den personuppgiftsansvarige måste ges en förutsebarhet 
beträffande vilken lag som äger tillämpning på den dataskyddsrättsliga verksamhet 
som bedrivs. Den internationellt privaträttsliga lagvalsfrågan är också relevant att 
beakta för att rättigheterna som tillförsäkras unionsmedborgarna genom data-
skyddsreglerna ska utövas på ett förutsebart sätt. Ett förutsebart lagval har därmed 
också betydelse för datasubjekten.   
 
Innan dataskyddsförordningen berörs kommer dataskyddsdirektivets IP-rättsliga 
dimension med avseende på lagval att utredas. Dataskyddsförordningen och data-
skyddsdirektivet uppvisar stora likheter då flera principer som kommer till uttryck 
i direktivet har behållits i förordningen. 93  Vad gäller den kollisionsrättsliga 
aspekten skiljer sig EU-rättsakterna emellertid åt.  																																																								
92 Jfr de Hert & Czerniawski (2016) s. 230. 
93 Se Hustinx (2017) s. 151; Chen (2016) s. 310. 
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3.1 Tillämplig lag enligt dataskyddsdirektivet  
 
Dataskyddsdirektivet har implementerats i medlemsstaternas rättsordningar vilket, 
som nämnts ovan, har resulterat i en fragmentarisk nationell reglering. Medlems-
staterna har givits ett utrymme för nationellt genomförande vid införlivningen av 
direktivet med konsekvensen att stora rättsliga skillnader har uppkommit. Med 
hänsyn till detta handlingsutrymme har frågan om vilket lands lag som ska tilläm-
pas vid gränsöverskridande rättsförhållanden ansetts viktig att reglera. Lösningen 
på den lagkonflikt som kan uppkomma återfinns i direktivets artikel 4 som reglerar 
tillämplig nationell dataskyddslag. I internationellt hänseende är denna bestäm-
melse unik eftersom den utgör den första och enda kollisionsregel som har införts i 
ett internationellt dataskyddsregelverk.94  
 
Av artikel 4(1)(a) framgår att medlemsstaterna ska tillämpa den nationella data-
skyddslagstiftningen från den medlemsstat inom vilken den personuppgiftsansva-
rige är etablerad. Den ansvariges etablering utgör således det relevanta anknyt-
ningskriteriet för att bestämma tillämplig nationell rätt. Om till exempel ett i 
Frankrike etablerat bolag samlar in personuppgifter från finska användare kommer 
fransk lag att tillämpas. Den formella etableringsorten är dock inte alltid avgö-
rande. Dataskyddslagstiftningen blir tillämplig även när uppgiftsbehandlingen ut-
förs av den registeransvarige som ett led i dennes verksamhet vid ett etablerings-
ställe beläget på en medlemsstats territorium.95 Det EU-rättsliga dataskyddet blir 
därmed tillämpligt även då den personuppgiftsansvarige är etablerad utanför un-
ionen, förutsatt att uppgiftsbehandlingen kan anknytas till ett etableringsställe 
inom EU.  
 
Artikel 4 i dataskyddsdirektivet utformades med avsikten att undvika två situat-
ioner. Den ena situationen avser risken för att flera staters dataskyddsregler blir 
tillämpliga på ett och samma fall av personuppgiftsbehandling.96 I detta avseende 
utgör bestämmelsen en lagvalsregel som genom dess etableringskriterium ger par-
terna en förutsebarhet angående tillämplig nationell rätt.97 Den andra situationen 																																																								
94 Bygrave (2000) s. 253. 
95 Moerel (2011) s. 29. 
96 COM(92) 422 final s. 13; Kuner (2007) s. 111; Svantesson (2013) s. 95f. 
97 Jfr Opinion WP 56 2002 of the Article 29 Working Party s. 6. 
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avser risken för att dataskyddsreglerna kringgås genom att förflytta uppgiftsbe-
handlingen till tredje land och att unionsmedborgarna därmed hamnar i en position 
utan något personuppgiftsskydd.98 Vad som bestämmelsen härmed avser att för-
hindra är så kallad fraude à la loi, det vill säga att anknytningsmomentet utnyttjas 
av den personuppgiftsansvarige med syftet att kringgå det EU-rättsliga dataskyd-
det.99 
 
Genom att införa en kollisionsregel i dataskyddsdirektivet placeras dataskyddsrät-
ten i ett internationellt privaträttsligt sammanhang. I förhållande till traditionella 
lagvalsregler har artikel 4 i dataskyddsdirektivet dock en särskiljande egenskap.100 
Utifrån ett angivet anknytningskriterium anger artikel 4 inte enbart vilken nationell 
lag som ska tillämpas utan bestämmelsen anger också, i dataskyddsrättsligt hänse-
ende, EU-rättens tillämpningsområde. Artikel 4 kan därmed sägas ha dubbla 
funktioner då den dels fastställer tillämplig nationell rätt i en inomeuropeisk kon-
text, dels möjliggör för tillämpningen av unionsrätten genom ett etableringsställe 
inom EU:s territorium.101 Etableringskriteriet besvarar således inte enbart frågan 
om vilken medlemsstats dataskyddslag som ska tillämpas utan den besvarar också 
frågan om när EU-rätten är tillämplig.102  
 
Dataskyddsdirektivets artikel 4 skiljer från traditionella kollisionsregler i ytterli-
gare ett avseende. Den internationella privaträtten präglas av det bakomliggande 
syftet att en situation så långt det är möjligt ska omfattas av lagen i det land till 
vilket den har närmast anknytning.103 Detta syfte följer av den så kallade närhets-
principen som inte sällan ligger till grund för kollisionsreglernas anknytningskrite-
rier.104 Etableringskriteriet i dataskyddsdirektivet har dock utformats utifrån andra 
syften än att den lag som fastställs ska ha närmast anknytning till den berörda situ-
ationen. Valet att som anknytningskriterium ange den personuppgiftsansvariges 
etablering hänger samman med en avsikt att underlätta för företag att bedriva sin 
																																																								
98 Ibid. 
99 Jfr Svantesson (2016) s. 205. 
100 Jfr Chen (2016) s. 320. 
101 Jfr förslag till avgörande av generaladvokat Cruz Villalón i mål C-230/14 Weltimmo p. 23. 
102 Jfr Chen (2016) s. 320. 
103 Jfr förslag till avgörande av generaladvokat Wahl i mål C-350/14 Lazar mot Allianz SpA p. 77. 
104 Jfr ibid. 
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verksamhet inom unionen.105 Genom etableringskriteriet undviker företagen att 
behöva tillämpa flera dataskyddslagar på en och samma verksamhet. Kolliderande 
dataskyddsregler som försvårar överföringen av personuppgifter mellan medlems-
staterna förhindras därmed och ett fritt dataflöde underlättas.106  
 
3.1.1 Territorialitetsprincipens betydelse  
 
Förhållandet mellan den EU-rättsliga dataskyddsrätten och den internationella pri-
vaträtten är komplicerat, inte minst mot bakgrund av att behandlingen av person-
uppgifter i stor utsträckning sker på internet. Den internationella privaträtten ge-
nomsyras av territorialitetsprincipen medan internet kännetecknas av gränslöshet. 
Territorialitetsprincipen utgår ifrån förutsättningen att rättigheter är territoriellt 
avgränsade och skyddas av den stat inom vilken rättigheterna har tillkommit.107 
För att tillämpningen av ett lands lag och de rättigheter som där kommer till ut-
tryck ska kunna aktualiseras måste omständigheterna i fallet därmed kunna ankny-
tas till det landets territorium.  
 
Internet, däremot, kännetecknas av gränslöshet vilket medför svårigheter med att 
hänföra de åtgärder som utförs inom ramen för uppgiftsbehandlingen till en speci-
fik stats geografiska territorium.108 Genom exempelvis molntjänster kan person-
uppgifter samlas in och lagras på servrar runt om i världen utan någon anknytning 
till ett särskilt land.109 I en digital miljö där personuppgifter fritt korsar nations-
gränser kan det följaktligen uppstå svårigheter i att fastställa tillämplig lag på 
grundval av en stats territorium.  
 
Artikel 4 i dataskyddsdirektivet har dock utformats med territorialitetsprincipen i 
åtanke.110 Detta framgår bland annat av artikel 4(1)(a) och det etableringskriterium 
som där anges. För att en medlemsstats dataskyddslag ska kunna tillämpas måste 
den personuppgiftsansvarige kunna anknytas till ett etableringsställe inom den sta-																																																								
105 Se den så kallade MainStrat-studien ”Comparative study on the situation in the 27 Member Sta-
tes as regards the law applicable to non-contractual obligations arising out of violations of privacy 
and rights relating to personality” från 2008 s. 57. 
106 Ibid. 
107 Jfr Svantesson (2016) s. 7ff. 
108 Jfr Bygrave (2000) s. 252; Kranenborg (2014) s. 225; Opinion 8/2010 of the Article 29 Working 
Party s. 6. 
109 Opinion 8/2010 of the Article 29 Working Party s. 21f. 
110 Moerel (2011) s. 29f. 
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ten. I enlighet med territorialitetsprincipen förutsätter dataskyddsreglernas tillämp-
lighet därmed att den personuppgiftsansvarige har anknytning till EU:s territorium.  
 
3.1.2 Etableringskriteriet enligt EU-domstolens praxis 
 
Som konstaterats ovan utgör den personuppgiftsansvariges etablering det centrala 
anknytningsmomentet för att fastställa tillämplig nationell rätt enligt dataskyddsdi-
rektivet. Huruvida den personuppgiftsansvarige ska anses vara etablerad inom 
EU:s gränser kan dock bli en svårbedömd fråga, inte minst med tanke på att be-
handlingen av personuppgifter sker i en digital miljö.111 Hur etableringskriteriet 
ska tolkas och vad som åsyftas med ”ett led i verksamheten” har varit föremål för 
EU-domstolens prövning i några uppmärksammade mål. Två av dessa kommer att 
beröras nedan.  
 
3.1.2.1 Google Spain 
 
Fallet Google Spain är främst förknippat med den så kallade rätten att bli glömd 
som avser personuppgiftsansvarigas skyldighet att avlägsna länkar till webbsidor 
som innehåller information om den person som begär avlägsnandet.112 Fallet be-
rörde samtidigt etableringskriteriet och det EU-rättsliga dataskyddets territoriella 
tillämpningsområde. EU-domstolen tog nämligen även ställning till huruvida nat-
ionell dataskyddslagstiftning är tillämplig när den personuppgiftsansvarige är eta-
blerad i tredje land men innehar en sekundär etablering i en medlemsstat.113  
 
Målet berörde sökmotorleverantören Google Inc., en USA-baserad personupp-
giftsansvarig, som hade etablerat ett dotterbolag i Spanien vars verksamhet avsåg 
marknadsföring och försäljning av reklamutrymme.114 I enlighet med etablerings-
kriteriet i artikel 4(1)(a) förutsätter tillämpningen av en medlemsstats dataskydds-
lag att behandlingen av personuppgifter sker inom ramen för verksamheten vid ett 
etableringsställe beläget på den medlemsstatens territorium. I förevarande fall ut-
fördes uppgiftsbehandlingen av Google Inc. i USA men trots detta ansågs etable-
ringskriteriet vara uppfyllt. Enligt domstolen krävdes nämligen inte att behand-																																																								
111 Brkan (2016) s. 327f. 
112 Se mål C-131/12 Google Spain p. 88. 
113 Ibid p. 42-43. 
114 Ibid p. 43. 
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lingen av personuppgifter utfördes av det europeiska etableringsstället utan endast 
att den utfördes som ett led i verksamheten vid etableringsstället.115  
 
EU-domstolen konstaterade att behandlingen av personuppgifter utfördes som ett 
led i den verksamhet som bedrevs vid den registeransvariges etableringsställe i 
Spanien med förklaringen att det fanns ett oupplösligt samband mellan sökmotor-
leverantörens verksamhet och den verksamhet som bedrevs av etableringsstäl-
let.116 Enligt domstolen bestod detta samband i att det spanska etableringsställets 
reklamverksamhet var det som gjorde sökmotorn ekonomiskt lönsam och därige-
nom även det som möjliggjorde behandlingen av personuppgifter.117 Genom att 
upprätta detta samband utsträcktes det EU-rättsliga dataskyddets tillämpningsom-
råde till att även omfatta sådan behandling av personuppgifter som sker utanför 
EU:s territorium. Begreppet ”som ett led i verksamheten” gavs därmed en extensiv 
tolkning vilket enligt domstolen kunde rättfärdigas med beaktande av att unions-
lagstiftaren föreskrivit ett brett territoriellt tillämpningsområde avsett att skydda 
individernas personuppgifter.118  
 
3.1.2.2 Weltimmo  
 
Fallet Weltimmo berörde frågan om en tillsynsmyndighet kan tillämpa sin nation-
ella dataskyddslag när den personuppgiftsansvarige är registrerad i en annan med-
lemsstat men driver en webbplats som riktar sin verksamhet till den stat varom 
myndigheten utövar sin tillsyn.119 Omständigheterna i målet avsåg ett i Slovakien 
registrerat företag, Weltimmo, som drev en webbplats för fastighetsannonser avse-
ende egendom belägen i Ungern.120 I enlighet med artikel 4(1)(a) i dataskyddsdi-
rektivet förutsätter tillämpningen av ungersk rätt att den personuppgiftsansvarige, 
Weltimmo, uppfyller etableringskriteriet i Ungern.  
 
Inledningsvis konstaterade EU-domstolen, i likhet med Google Spain-fallet, att 
unionslagstiftaren föreskrivit ett vidsträckt geografiskt tillämpningsområde för 																																																								
115 Ibid p. 52. 
116 Ibid p. 55-56. 
117 Ibid p. 56. 
118 Ibid p. 53-54. 
119 Mål C-230/14 Weltimmo p. 19. 
120 Ibid p. 9. 
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dataskyddsdirektivet och att begreppet ”som ett led i verksamheten” inte ska tol-
kas restriktivt.121 Dataskyddets omfattande tillämpningsområde hänger samman 
med avsikten att undvika att EU-medborgarna förvägras det integritetsskydd som 
direktivet syftar till att säkerställa.122 
 
Den centrala frågan i målet var om den personuppgiftsansvarige kunde anses vara 
etablerad i en annan medlemsstat än den stat där denne var registrerad. Huruvida 
en personuppgiftsansvarig ska anses vara etablerad i en medlemsstat beror enligt 
domstolen på om en verklig och faktisk verksamhet utövas med hjälp av en stabil 
struktur i den medlemsstaten.123 Var företaget är bolagsrättsligt registrerat är inte 
avgörande utan etableringsbegreppet ska ges en flexibel tolkning och bedömas 
med hänsyn till verksamhetens specifika karaktär.124  
 
EU-domstolen ansåg att Weltimmo utövade en faktisk och verklig verksamhet 
med hjälp av en stabil struktur i Ungern och att uppgiftsbehandlingen utfördes som 
ett led i denna verksamhet.125 En omständighet i fallet som ansågs vara av relevans 
för att avgöra om det förelåg en stabil struktur i Ungern var att det fanns en webb-
plats som genom dess språk och innehåll riktade sig mot den staten.126 Weltimmo 
hade dessutom en företrädare i Ungern som drev in fordringar och representerade 
företaget i administrativa ärenden.127 Etableringskriteriet i artikel 4(1)(a) ansågs 
således vara uppfyllt och den personuppgiftsansvarige kunde underställas de un-
gerska dataskyddsreglerna. 
 
3.2 Dataskyddets extraterritorialitet 
 
EU-domstolens tolkning av etableringskriteriet belyser ett vidsträckt territoriellt 
tillämpningsområde för EU-rättens dataskyddsregler. Till följd av att begreppet 
etablering i dataskyddsdirektivet har givits en extensiv tolkning har dataskyddet 
kunnat utvidgas till att även omfatta sådan uppgiftsbehandling som sker utanför 
																																																								
121 Ibid p. 25-27. 
122 Ibid. 
123 Ibid p. 29-31. 
124 Ibid p. 29. 
125 Ibid p. 32 och 38. 
126 Ibid p. 32 och 41. 
127 Ibid p. 33 och 41. 
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unionen och som utförs av personuppgiftsansvariga etablerade i tredje land. På så 
vis kan det EU-rättsliga dataskyddet sägas få en extraterritoriell verkan.  
 
Det finns ingen allmänt accepterad definition om vad som avses med extra-
territorialitet.128 Enligt FN:s folkrättskommission ILC innebär extraterritoriell ju-
risdiktion att en stat, genom dess nationella lagstiftning, domstolsprövning eller 
verkställighet, avser att reglera sådana handlingar som företas utanför statens 
gränser och som påverkar statens intressen.129 Traditionellt sett är statens jurisdikt-
ion, i enlighet med territorialitetsprincipen, avgränsad till handlingar som företas 
inom den statens territorium. I takt med globaliseringen av världsekonomin och 
den utökade användningen av internet har det emellertid blivit allt vanligare att 
lagstiftning har en extraterritoriell verkan.130 EU-rättens dataskyddslagstiftning är 
ett tydligt exempel på detta då reglerna, under vissa omständigheter, även omfattar 
sådan uppgiftsbehandling som sker utanför EU:s territorium.  
 
Eftersom dataskyddets extraterritorialitet innebär att reglerna blir tillämpliga även 
när uppgiftsbehandlingen sker utanför EU riskerar konflikter att uppstå mellan 
EU-rätten och lagen i tredje länder.131 Det kan nämligen uppstå situationer då EU-
rätten anses tillämplig trots att omständigheterna i fallet uppvisar en nära anknyt-
ning till ett tredje land.132 Dataskyddets extraterritorialitet riskerar då att inkräkta 
på tredje länders jurisdiktion och för den personuppgiftsansvarige uppstår en rätts-
lig oförutsebarhet beträffande vilka lagar som är tillämpliga.133 
 
Dataskyddets extraterritoriella räckvidd har kritiserats för att vara oskäligt långt-
gående. Termen ”regulatory overreach” har använts av flera författare för att besk-
riva dataskyddsreglernas breda tillämpningsområde.134 Med detta avses att regler-
na är alltför generellt formulerade och ges en alltför extensiv tolkning än vad som 
dels är proportionerligt för att skydda EU-medborgarnas personuppgifter, dels är 
																																																								
128 Kuner (2015) s. 238. 
129 Se Report of the International Law Commission, UN doc. A/61/10, Annex E, p. 2. 
130 Ibid p. 1. 
131 Kuner (2015) s. 241f. 
132 Jfr ibid s. 242. 
133 de Hert & Czerniawski (2016) s. 239f. 
134 Se exempelvis Moerel (2011) s. 29; Gömann (2017) s. 576. 
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rimligt för att kunna verkställas i praktiken.135 EU-rättens dataskyddsregler kan i 
detta avseende anses medföra en unilateral jurisdiktionsutvidgning som inte tar 
hänsyn till andra staters intressen.136 Denna utvidgning kan också ifrågasättas för 
att inte beakta personuppgiftsansvarigas intressen av en förutsebar tillämpning av 
dataskyddsreglerna. 
 
I en digital miljö där personuppgifter fritt flödar mellan nationer utgör ett vid-
sträckt territoriellt tillämpningsområde samtidigt en förutsättning för ett effektivt 
integritetsskydd.137 För att det fria informationsflödet på internet inte ska under-
gräva unionsmedborgarnas personuppgiftsskydd har EU-domstolen behövt tolka 
dataskyddsreglerna extensivt. En avvägning måste emellertid göras mellan ett ef-
fektivt uppgiftsskydd och en förutsebar tillämpning av EU-rätten. I sitt förslag till 
avgörande i Google Spain-fallet konstaterade generaladvokat Jääskinen att dom-
stolen måste tillämpa ett skälighetsresonemang, det vill säga proportionalitetsprin-
cipen, vid tolkningen av dataskyddsdirektivets tillämpningsområde för att undvika 
orimliga och alltför långtgående juridiska konsekvenser.138 Huruvida proport-
ionalitet i tillräckligt stor utsträckning har iakttagits av EU-domstolen kan ifråga-
sättas och mycket talar för att förutsebarheten har fått ge vika till förmån för indi-
videns integritetsskydd.     
 
 
 
 
 
 
 
 
 
 
 
 																																																								
135 Jfr Ibid; Kuner (2010) s. 236; Bygrave (2000) s. 255; Gömann (2017) s. 576. 
136 de Hert & Czerniawski (2016) s. 239f. 
137 Ibid s. 234f. 
138 Förslag till avgörande av generaladvokat Jääskinen i mål C-131/12 Google Spain p. 30-31. 
	 35	
4 Dataskyddsförordningens avsaknad av 
   lagvalsregel 
 
4.1 Etableringskriteriet i dataskyddsförordningen 
 
Artikel 4 i dataskyddsdirektivet kommer att ersättas av artikel 3 i dataskyddsför-
ordningen. Bestämmelserna uppvisar stora likheter då de båda föreskriver att de 
EU-rättsliga dataskyddsreglerna tillämpas på behandlingen av personuppgifter 
som sker inom ramen för den personuppgiftsansvariges verksamhet vid ett etable-
ringsställe inom EU:s territorium. Även beträffande dataskyddsförordningen ut-
görs det relevanta anknytningskriteriet således av den ansvariges etablering.  
 
I linje med Google Spain-fallet innehåller artikel 3(1) i förordningen ett förtydli-
gande om att reglerna är tillämpliga när den personuppgiftsansvarige är etablerad i 
EU, oavsett om behandlingen utförs inom unionen eller inte.139 Även förordningen 
ger därmed uttryck för ett vidsträckt territoriellt tillämpningsområde med det 
bakomliggande syftet att fysiska personer inte ska fråntas det uppgiftsskydd som 
tillkommer dem genom ett kringgående av reglerna.  
 
Artikel 3 i dataskyddsförordningen skiljer sig emellertid från artikel 4 i data-
skyddsdirektivet på en västenlig punkt, nämligen avsaknaden av hänvisning till 
nationell rätt. Med utgångspunkt i den personuppgiftsansvariges etablering anger 
artikel 3 de kriterier för när förordningens bestämmelser är tillämpliga. Mot bak-
grund av att förordningen kommer att vara direkt tillämplig i varje medlemsstat 
har det inte ansetts nödvändigt att föreskriva en lagvalsregel som anger tillämplig 
nationell dataskyddslag.140 Eftersom en förordning, till skillnad från ett direktiv, 
direkt utgör en del av medlemsstaternas rättsordningar får den rättslig effekt obe-
roende av nationell rätt.141 I teorin är förordningen därmed tänkt att skapa en en-
hetlig dataskyddsrättslig ram vars tillämpning aldrig aktualiserar lagkonflikter 
mellan divergerande nationella dataskyddsregler. Under förutsättning att förord-
ningen utgör den enda dataskyddslagen inom EU kommer frågan om tillämplig 
nationell rätt alltså inte att uppkomma.  																																																								
139 de Hert & Czerniawski (2016) s. 237; Brkan (2016) s. 336. 
140 Chen (2016) s. 312. 
141 Kuner (2012) s. 4. 
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Dataskyddsförordningen kommer dock inte att resultera i en fullständig harmoni-
sering och rättsliga skillnader inom unionen kommer med största sannolikhet att 
uppstå.142 Skälet till detta är att förordningen har en direktivliknande karaktär vil-
ket framgår av att flertalet bestämmelser i rättsakten ger medlemsstaterna utrymme 
för kompletterande nationell reglering.143 Förordningen tillåter medlemsstaterna 
att behålla eller införa nationella bestämmelser för att närmare fastställa hur för-
ordningens regler ska tillämpas.144 I likhet med ett direktiv ges medlemsstaterna 
därmed ett handlingsutrymme att implementera specifika regler i nationell rätt. 
Med hänsyn till förordningens harmoniseringssyfte är detta beaktansvärt och frå-
gan uppkommer hur tillämplig nationell rätt ska fastställas i avsaknad av en sär-
skild kollisionsregel.  
 
4.2 Utrymmet för nationell reglering 
 
De nationella dataskyddslagarnas relevans kommer inte att försvinna i och med 
dataskyddsförordningens ikraftträdande. Förordningen innehåller sammanlagt 37 
bestämmelser som på olika sätt ger medlemsstaterna ett utrymme att i sina nation-
ella rättsordningar implementera kompletterande eller avvikande regler.145 Ut-
rymmet för nationell reglering har införts av unionslagstiftaren med avsikten att 
respektera medlemsstaternas divergerande konstitutionella och kulturella tradit-
ioner.146 I enlighet med artikel 4(2) FEU ska unionen respektera staternas nation-
ella identitet som kommer till uttryck i deras politiska och konstitutionella grund-
strukturer. Följaktligen har medlemsstaternas självbestämmande, i jämförelse med 
dataskyddsdirektivet, till viss del bibehållits. Staternas autonomi kan dock sägas 
ha framhävts på bekostnad av en ökad harmonisering då rättsliga skillnader inom 
unionen kommer att försvåra upprätthållandet av en enhetlig EU-rättslig data-
skyddsreglering. 
 
Det handlingsutrymme som förordningen innehåller ifrågasattes av den europeiska 
datatillsynsmannen, EDPS147, i samband med publiceringen av kommissionens 																																																								
142 Ibid s. 4f. 
143 Lynskey (2015) s. 71f. 
144 Se skäl 10 i dataskyddsförordningen. 
145 Chen (2016) s. 313f; Brkan (2016) s. 337. 
146 Lynskey (2015) s. 73. 
147 EDPS har bland annat i uppgift att ge råd till EU:s institutioner i alla frågor som rör behandling-
en av personuppgifter. Se https://edps.europa.eu/about-edps_en  
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förslag om en allmän dataskyddsförordning 2012.148 EDPS konstaterade att för-
ordningen gav uttryck för en interaktion mellan EU-rätt och nationell rätt som in-
nebar att medlemsstaterna fick möjlighet att anta nationella bestämmelser.149 
Frånvaron av en lagvalsregel som anger tillämplig nationell rätt riskerade enligt 
EDPS att resultera i bristande förutsebarhet beträffande de nationella lagarnas till-
lämplighet vid gränsöverskridande rättsförhållanden.150 Trots dessa invändningar 
antogs förordningen utan att beakta lagvalsproblematiken och varken i rättsakten 
eller dess förarbeten berörs frågan om hur tillämplig nationell rätt ska fastställas. 
 
De nationella dataskyddslagarna kommer fortsättningsvis att vara av relevans i två 
avseenden. För det första förhindras inte medlemsstaterna från att behålla regler 
med avseende på frågor som inte specifikt berörs i förordningen.151 Ett exempel är 
artikel 82 som föreskriver att varje person som har lidit skada till följd av en över-
trädelse av förordningen ska ha rätt till ersättning från den personuppgiftsansva-
rige för den uppkomna skadan.152 Hur exempelvis adekvat kausalitet ska faststäl-
las är dock upp till medlemsstaterna att bestämma och utövandet av rätten till er-
sättning kommer således att vara beroende av vilket lands lag som tillämpas.153  
 
För det andra tillåter förordningen, som nämnts ovan, att medlemsstaterna före-
skriver kompletterande eller avvikande bestämmelser beträffande vissa data-
skyddsfrågor. Ett exempel är artikel 8 som tillåter medlemsstaterna att föreskriva 
en lägre åldersgräns för barns samtycke till personuppgiftsbehandling än den som 
anges i förordningen. Barns personuppgifter anses särskilt skyddsvärda i förord-
ningen och för att samtycke ska kunna utgöra en laglig grund för uppgiftsbehand-
ling måste barnet vara minst 16 år.154 Medlemsstaterna ges dock frihet att avvika 
från förordningen genom att sänka åldersgränsen, under förutsättning att denna 
lägre ålder inte är under 13 år. Av medlemsstaternas förarbeten med avseende på 
implementeringen av dataskyddsförordningen kan utläsas att detta utrymme för 
avvikelse kommer att ge upphov till rättsliga skillnader inom unionen. I svensk 																																																								
148 Lynskey (2015) s. 71. 
149 Opinion of the EDPS on the data protection reform package s. 9 och 17. 
150 Ibid s. 17. 
151 Chen (2016) s. 312. 
152 Se skäl 146 och artikel 82 i dataskyddsförordningen. 
153 Brkan (2016) s. 336f. 
154 Se skäl 38 och artikel 8 i dataskyddsförordningen. 
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rätt till exempel föreslås att åldersgränsen sätts till 13 år medan det i bland annat 
tysk rätt har föreslagits en gräns som överensstämmer med förordningen, det vill 
säga 16 år.155  
 
Varierande åldersgränser inom EU undergräver i viss mån dataskyddsförordning-
ens harmoniseringssyfte och medför samtidigt betydande utmaningar för de före-
tag som i en internationell kontext behandlar personuppgifter.156 Det kan till ex-
empel uppstå en situation där ett barn i Sverige registrerar ett användarkonto på en 
hemsida som drivs av ett i Tyskland etablerat företag. Enligt dataskyddsdirektivets 
etableringskriterium hade tysk rätt tillämpats eftersom ett etableringsställe i Tysk-
land hade kunnat fastställas. Om det svenska datasubjektet hade varit under 16 år 
hade samtycket i en sådan situation varit ogiltigt eftersom det inte hade varit för-
enligt med den tyska åldersgränsen på 13 år. Utan någon lagvalsregel däremot 
lämnas frågan om tillämplig lag obesvarad och en oförutsebarhet angående ålders-
gränsen uppstår som försvårar utövandet av den personuppgiftsansvariges verk-
samhet. För datasubjekten uppstår också en oklarhet beträffande vilket lands data-
skyddsregler som tillförsäkrar dem ett integritetsskydd. 
 
Ytterligare ett exempel som illustrerar den lagvalsproblematik som dataskyddsför-
ordningens handlingsutrymme kan medföra är artikel 23. Denna bestämmelse fö-
reskriver att medlemsstaterna genom sin nationella rätt får begränsa datasubjektets 
rättigheter och skyldigheter enligt förordningen.157 En begränsning enligt artikel 
23 måste vara nödvändig och proportionell för att säkerställa ett visst legitimt än-
damål. Som exempel på ett sådant ändamål nämns i bestämmelsen bland annat den 
nationella säkerheten och skydd av rättsväsendets oberoende.158 Ett annat ändamål 
som nämns är ”andra viktiga mål av generellt allmänt intresse”.159 Medlemsstater-
nas ges därmed en förhållandevis stor flexibilitet vad gäller införandet av specifika 
begränsningar i nationell rätt.160 Olika nationella begränsningar kommer med all 
																																																								
155 Se SOU 2017:39 s. 159; Macenaite & Kost (2017) s. 167. 
156 Macenaite & Kost (2017) s. 167. 
157 Se skäl 73 och artikel 23 i dataskyddsförordningen. 
158 Se artikel 23(1)(a) och (f) i dataskyddsförordningen. 
159 Se artikel 23(1)(e) i dataskyddsförordningen. 
160 Voigt & von dem Bussche (2017) s. 185. Denna flexibilitet har med hänsyn till förordningens 
harmoniseringssyfte ifrågasatts av EDPS. Se Opinion of the EDPS on the data protection reform 
package s. 11. 
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sannolikhet att uppstå och följaktligen måste aktörer som bedriver en gränsöver-
skridande verksamhet kunna identifiera vilken nationell dataskyddslag som ska 
tillämpas.   
 
Det kan samtidigt argumenteras för att utrymmet för nationell reglering kommer 
att vara begränsat och att lagkonflikter i praktiken sällan kommer att uppstå. Flera 
av de bestämmelser i förordningen som ger medlemsstaterna utrymme för avvikel-
ser är av offentligrättslig art då de bland annat berör frågor som är förenade med 
den uppgiftsbehandling som utförs av myndigheter.161 Dessa bestämmelser kom-
mer sällan att ge upphov till lagkonflikter eftersom domstolar i allmänhet inte till-
lämpar andra staters offentligrättsliga regler.162  
 
Medlemsstaternas handlingsutrymme kan också sägas vara begränsat till följd av 
att flera bestämmelser föreskriver att den nationella rätten måste uppfylla ett mål 
av samhällsintresse och vara proportionell mot det legitima mål som eftersträ-
vas.163 Genom att i förordningen uppställa dessa krav på den nationella rätten av-
gränsas medlemsstaternas autonomi och alltför långtgående avvikelser förhindras. 
Samtidigt kommer även mindre avvikelser att resultera i en rättslig fragmentering 
av dataskyddsreglerna och vid gränsöverskridande rättsförhållanden kommer frå-
gan om tillämplig nationell rätt att behöva besvaras.  
 
 
 
 
 
 
 
 
 																																																								
161 Chen (2016) s. 313. 
162 Dataskyddslagstiftningens kvalifikation som antingen privat- eller offentligrättslig belyses när-
mare nedan. 
163 Se exempelvis artikel 6(3) 2st., artikel 9(2)(g) och artikel 23(1) i dataskyddsförordningen. I 
detta avseende uppvisar förordningens handlingsutrymme stora likheter med utrymmet för en 
skönsmässig bedömning som kommer till uttryck i artikel 8 i EKMR. Jfr Kranenborg (2014) s. 
235f. 
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5 Dataskyddets förhållande till Rom I- och Rom II 
   förordningarna 
 
Vid en överträdelse av dataskyddsreglerna ges det datasubjekt vars integritets-
skydd har kränkts en rätt att föra talan mot den personuppgiftsansvarige.164 Då be-
handlingen av personuppgifter inte sällan sker i en internationell kontext kommer 
gränsöverskridande rättsförhållanden att föreligga. Den EU-rättsliga dataskydds-
lagstiftningens IP-rättsliga dimension blir då framträdande och hur tillämplig nat-
ionell rätt ska fastställas blir en nödvändig fråga att besvara. Utan någon specifik 
kollisionsregel i dataskyddsförordningen som tar sikte på utrymmet för nationell 
reglering lämnas lagvalsfrågan obesvarad.  
 
Ett alternativ som eventuellt kan lösa denna lagvalsproblematik är att söka svaret i 
andra IP-rättsliga instrument. De internationellt privaträttsliga regelverken som 
ligger närmast till hands att undersöka i detta avseende är Rom I-förordningen som 
berör tillämplig lag för avtalsförpliktelser och Rom II-förordningen som berör till-
lämplig lag för utomobligatoriska förpliktelser. Huruvida dessa förordningar är av 
relevans i en dataskyddsrättslig kontext kommer att beröras närmare i detta avsnitt.  
 
5.1 Utgör dataskyddsreglerna lex specialis? 
 
En första fråga som uppkommer i samband med att dataskyddsreglernas förhål-
lande till Rom I- och Rom II-förordningarna undersöks är huruvida dataskyddslag-
stiftningen innehåller lagvalsregler som ska ges företräde. Av artikel 23 i Rom I-
förordningen och artikel 27 i Rom II-förordningen framgår att internationellt pri-
vaträttsliga bestämmelser i EU-rättsakter utgör lex specialis i förhållande till för-
ordningarna. Kollisionsreglerna i Romförordningarna ska alltså ge vika till förmån 
för unionsrättsliga bestämmelser som inom särskilda rättsområden fastställer lag-
valsregler.  
 
Vad beträffar dataskyddsdirektivet kan en kollisionsrättslig karaktär konstateras. 
Som nämnts ovan är ett av syftena bakom artikel 4 i dataskyddsdirektivet att und-
vika att en uppgiftsbehandling styrs av fler än en medlemsstats nationella data-																																																								
164 Se artikel 79 i dataskyddsförordningen. 
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skyddslagar. Bestämmelsen utgör i detta avseende en lagvalsregel som ger parter-
na en förutsebarhet angående frågan om tillämplig nationell rätt.165 Genom att på 
dataskyddets område ange tillämplig lag bör dataskyddsdirektivets artikel 4 kunna 
betraktas som lex specialis i förhållande till kollisionsreglerna i Rom I- och Rom 
II-förordningarna.  
 
Artikel 3 i dataskyddsförordningen och det etableringskriterium som där anges 
motsvarar artikel 4 i dataskyddsdirektivet endast med avseende på funktionen att 
möjliggöra för tillämpningen av unionsrätten. Etableringskriteriet i dataskyddsför-
ordningen tar således enbart sikte på EU-rättens externa förhållande till tredje län-
der. Kriteriet anger med andra ord EU-rättens territoriella tillämpningsområde vad 
avser dataskyddsrätten men besvarar inte frågan om vilket lands nationella data-
skyddslag som ska tillämpas. Till skillnad från artikel 4 i dataskyddsdirektivet kan 
artikel 3 i dataskyddsförordningen därmed svårligen kategoriseras som en lagvals-
regel. Dataskyddsförordningen innehåller följaktligen inga kollisionsregler som i 
förhållande till Romförordningarna bör ges företräde.  
 
5.2 Dataskyddets kvalifikationsproblem 
 
Både Rom I- och Rom-II förordningarna är tillämpliga på privaträttens område. 
Distinktionen mellan privaträtt och offentlig rätt varierar mellan medlemsstaterna 
och EU-domstolen har därmed uttalat att uttrycket ”privaträttens område” ska tol-
kas autonomt, det vill säga oberoende av medlemsstaternas lagstiftning.166 Enligt 
EU-domstolen omfattar privaträttsbegreppet inte tvister där ena parten är en of-
fentlig myndighet som utövar offentlig makt.167 Offentligrättsliga förhållanden är 
således undantagna från förordningarnas tillämpningsområde och en förutsättning 
för att dess lagvalsregler ska kunna tillämpas inom ramen för dataskyddslagstift-
ningen är att dataskyddsreglerna kan kvalificeras som privaträttsliga.168  
 
Dataskyddsrätten kan härledas från flera olika rättsområden, däribland konsu-
menträtt och mänskliga rättigheter.169 Detta medför vissa svårigheter med att kate-																																																								
165 Jfr Opinion WP 56 2002 of the Article 29 Working Party s. 6. 
166 Se exempelvis mål C-29/76 LTU p. 3-5; mål C-814/79 Rüffer p. 7 och 16; Stone (2014) s. 29f. 
167 Ibid; Hellner (2014) s. 52. 
168 Se artikel 1(1) 2st. i Rom I-förordningen och artikel 1(1) i Rom II-förordningen. 
169 Kuner (2010) s. 182. 
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gorisera reglerna som antingen privat- eller offentligrättsliga. Varken dataskydds-
direktivet eller förordningen ger någon vägledning vad gäller reglernas kvalifikat-
ion.170 En konsekvens av detta är att införlivandet av dataskyddsdirektivet i nat-
ionell rätt har resulterat i olika uppfattningar beträffande kategoriseringen.171 I 
svensk rätt exempelvis betraktas bestämmelser om skydd för den enskildes integri-
tet som offentligrättsliga med förklaringen att dessa utgör ett medel för det all-
männa att skydda individer mot olämplig personuppgiftsbehandling.172 EU:s data-
skyddslagstiftning innehåller emellertid flera bestämmelser av privaträttslig karak-
tär vilket innebär att dataskyddsförordningen, i sin helhet, svårligen kan kategori-
seras som enbart offentligrättslig.   
 
Dataskyddslagstiftningen utgör en kombination av privat- och offentligrättsliga 
bestämmelser.173 Dataskyddets offentligrättsliga karaktär framgår bland annat av 
artikel 51 i dataskyddsförordningen som föreskriver att varje medlemsstat ska utse 
en eller flera offentliga tillsynsmyndigheter med ansvar för att övervaka tillämp-
ningen av förordningen. Överträdelser av dataskyddsreglerna kan på så vis föran-
leda offentligrättsliga sanktioner från tillsynsmyndigheter i form av avgifter, till-
fälliga begränsningar eller förbud.174  
 
Trots att flertalet bestämmelser i dataskyddsförordningen kan kategoriseras som 
offentligrättsliga är regelverket av relevans även beträffande privaträttsliga förhål-
landen. Behandlingen av personuppgifter sker i stor utsträckning inom en kom-
mersiell kontext, på grundval av datasubjektets samtycke.175 Enligt artikel 6(1)(a) i 
förordningen utgör individens samtycke en av de rättsliga grunder för en tillåten 
uppgiftsbehandling. Av artikel 6(1)(b) framgår också att behandlingen av person-
uppgifter är tillåten om den är nödvändig för att fullgöra ett avtal i vilket datasub-
jektet är part. Båda dessa bestämmelser kan omfatta civilrättsliga förhållanden och 
de illustrerar därmed att dataskyddsrätten har en privaträttslig dimension.176  
 																																																								
170 Moerel (2012) s. 151.  
171 Ibid. 
172 Se prop. 1997/98:44 s. 59f; SOU 2017:39 s. 79. 
173 Moerel (2012) s. 152. 
174 Se artikel 58(2)(f) och (i) i dataskyddsförordningen. 
175 Chen (2016) s. 318. 
176 Se Moerel (2012) s. 151f; Kuipers (2012) s. 183f. 
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Förutom offentligrättsliga påföljder kan ett åsidosättande av dataskyddsreglerna 
också ge upphov till civilrättsliga tvister och sanktioner. Individer, vars person-
uppgiftsskydd har kränkts, ska ha rätt till ett effektivt rättsmedel även när den per-
sonuppgiftsansvarige är en privat aktör.177 Om exempelvis ett IT-bolag behandlar 
en individs personuppgifter för andra ändamål än de som inryms inom dennes 
samtycke i ett användaravtal har personuppgiftsskyddet åsidosatts och individen 
ska ha rätt att få sin sak prövad i domstol.  
 
Sammantaget kan konstateras att kvalifikationen av en dataskyddsrättslig tvist 
kommer att variera beroende på omständigheterna i det enskilda fallet.178 För det 
fall en rättegång initieras av en fysisk person gentemot en kommersiell aktör 
kommer tvisten rimligen att falla inom privaträttens område. Om en offentlig till-
synsmyndighet till exempel påför ett IT-bolag en administrativ sanktionsavgift blir 
detta istället att bedöma som en offentligrättslig fråga till vilken Romförordning-
arna inte äger tillämpning.  
 
Det har i doktrinen hävdats att vid gränsöverskridande förhållanden av offentlig-
rättslig karaktär kommer någon lagvalsproblematik sällan att uppstå.179 Skälet till 
detta är att domstolar i allmänhet inte tillämpar andra staters offentligrättsliga reg-
ler.180 I en sådan situation ges domstolslandets dataskyddslagstiftning, lex fori, tro-
ligtvis företräde.181 Det är dock inte osannolikt att frågan om vilken lands lag som 
ska tillämpas även uppkommer vid offentligrättsliga förhållanden. Det kan till ex-
empel uppstå en gränsöverskridande situation där vissa personuppgifter, enligt en 
medlemsstats dataskyddslag, måste raderas av en myndighet medan det enligt en 
annan medlemsstats lag saknas stöd för en sådan radering.182 
 
Vad gäller civilrättsliga dataskyddstvister med en gränsöverskridande dimension 
kommer frågan om tillämplig nationell rätt oundvikligen att uppkomma. Sådana 
tvister bör sannolikt kunna omfattas av privaträttens område, i den mening som 
avses i Rom I- och Rom II-förordningarna. Huruvida de kollisionsregler som 																																																								
177 Jfr Brkan (2015) s. 258; se artikel 79(1) i dataskyddsförordningen. 
178 Jfr Kuner (2010) s. 183. 
179 Chen (2016) s. 313. 
180 Kuner (2010) s. 181; Chen (2016) s. 313. 
181 Ibid. 
182 Jfr Chen (2016) s. 313. 	
	 44	
Romförordningarna ger uttryck för kan tillämpas på dataskyddets område beror 
dock på fler faktorer än att en privaträttslig kvalifikation kan fastställas. 
 
5.3 Rom I-förordningens eventuella tillämpning 
 
Förutom ett gränsöverskridande rättsförhållande inom privaträttens område måste 
även ett avtalsförhållande fastställas för att Rom I-förordningen ska kunna tilläm-
pas.183 En civilrättslig dataskyddstvist måste således kunna hänföras till en avtals-
förpliktelse. Vad som i Rom I-förordningen avses med avtalsförpliktelser framgår 
inte uttryckligen av rättsakten men i likhet med privaträttsbegreppet bör uttrycket 
ges en autonom tolkning som tar sin utgångspunkt i EU-rätten.184 Enligt EU-
domstolen ska begreppet avtalsförpliktelse förstås på så sätt att det omfattar en 
förpliktelse som en part frivilligt åtagit sig gentemot en annan.185 
 
5.3.1 Datasubjektets samtycke 
 
Behandlingen av personuppgifter som sker inom en civilrättslig kontext föregås 
inte sällan av ett avtalsingående och innefattar således avtalsförpliktelser. När till 
exempel ett användarkonto registreras på en social medieplattform ingås ett avtal 
där individen samtycker till att dennes personliga information blir föremål för be-
handling.186 Den personuppgiftsbehandling som innefattas av avtalet är ofta omfat-
tande och en av flera vanligt förekommande åtgärder är att datasubjektets digitala 
beteende kartlägges i syfte att kunna rikta individualiserad reklam, så kallad bete-
endestyrd annonsering.187 
 
Datasubjektets samtycke utgör en viktig rättslig grund för att behandlingen av per-
sonuppgifter lagligt ska kunna utföras av den personuppgiftsansvarige. Förutom i 
dataskyddsförordningen betonas betydelsen av datasubjektets samtycke också i 
EU-stadgans artikel 8(2) som föreskriver att personuppgifter ska behandlas på 
grundval av den berörda personens samtycke eller någon annan legitim och lagen-
lig grund. Som nämnts tidigare kan samtyckesbegreppet också hänföras till princi-																																																								
183 Se artikel 1(1) i Rom I-förordningen. 
184 Stone (2014) s. 281; Calster (2016) s. 206; se mål C-26/91 Handte p. 10. 
185 Se mål C-26/91 Handte p. 15. 
186 Se exempelvis https://www.facebook.com/terms § 16; https://twitter.com/en/tos § 2. 
187 Opinion 15/2011 of the Article 29 Working Party s. 18; Opinion 2/2010 of the Article 29 Wor-
king Party s. 4f. 
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pen om informationell autonomi då samtycket är tänkt att ge individen en kontroll 
över hur den personliga informationen ska användas.188  
 
Enligt dataskyddsförordningen bör samtycke lämnas genom en entydig bekräf-
tande handling som innebär en frivillig, specifik, informerad och otvetydig vil-
jeyttring.189 Det måste finnas en förklaring eller ett beteende som tydligt visar att 
datasubjektet godtar den avsedda behandlingen av sina personuppgifter.190 I prak-
tiken sker detta ofta genom ett godkännande av den personuppgiftsansvariges an-
vändarvillkor.191 Vad som datasubjektet specifikt samtycker till och hur person-
uppgifterna kommer att användas i den digitala miljön kan dock vara svårt att ut-
läsa av avtalsvillkoren. Ett skäl till detta är att företagens policy för integritets-
skydd inte sällan brister i öppenhet vilket försvårar för individer att lämna ett 
välinformerat samtycke.192  
 
Oavsett om ett frivilligt samtycke är att betrakta som välinformerat eller inte kan 
den personuppgiftsansvarige inte undgå de skyldigheter som följer av dataskydds-
reglerna.193 Med andra ord rättfärdigar ett giltigt samtycke inte en uppgiftsbehand-
ling som strider mot dataskyddsförordningens principer. Den personuppgiftsansva-
rige kan till exempel inte samla in alltför omfattande uppgifter i förhållande till de 
ändamål för vilka de behandlas eller överföra informationen till en obehörig aktör 
med motiveringen att datasubjektet har lämnat ett enligt förordningen giltigt sam-
tycke.194  
 
5.3.2 Datasubjekt som konsument 
 
I det fall ett samtycke till behandlingen av personuppgifter har lämnats av datasub-
jektet kan ett inomobligatoriskt förhållande som faller inom Rom I-förordningens 
tillämpningsområde sannolikt konstateras.195 Utgångspunkten vad gäller faststäl-
landet av tillämplig nationell rätt framgår av artikel 3 i Rom I-förordningen som 																																																								
188 Ibid s. 8f; Carolan (2016) s. 463. 
189 Se skäl 32 och artikel 4(11) i dataskyddsförordningen. 
190 Ibid. 
191 Hornle (2014) s. 4. 
192 KOM(2010) 609 slutlig s. 8f. 
193 Opinion 15/2011 of the Article 29 Working Party s. 9. 
194 Jfr artikel 5(1)(c) och (f) i dataskyddsförordningen. 
195 Jfr Chen (2016) s. 318. 
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föreskriver att den lag som parterna har valt ska tillämpas. Lagvalet fastställs där-
med primärt av partsautonomin. Vad beträffar avtal som ingås med parter som an-
ses vara svagare är denna handlingsfrihet emellertid begränsad och särskilda kol-
lisionsregler som är mer gynnsamma för den svagare partens intressen ska istället 
tillämpas.196 Sådana särskilda lagvalsregler tillämpas bland annat ifråga om kon-
sumentavtal vilket framgår av artikel 6 i Rom I-förordningen. Syftet med dessa 
regler är att dels tillförsäkra den svagare parten ett adekvat skydd, dels säkerställa 
en förutsebar rättstillämpning.197 Huruvida ett avtal om personuppgiftsbehandling 
kan kvalificeras som ett konsumentavtal, i den mening som avses i Rom I-
förordningen, kommer att beröras närmare nedan. 
 
Dataskyddsrätten och konsumenträtten utgör två separata rättsområden med flera 
beröringspunkter.198 Som den europeiska datatillsynsmannen konstaterade i ett ytt-
rande från 2014 har EU:s strategier för personuppgiftsskydd och konsumentskydd 
gemensamma mål, bland annat att främja tillväxt, innovation och enskilda konsu-
menters välfärd.199 I likhet med dataskyddslagstiftningen syftar den EU-rättsliga 
konsumenträtten till att dels främja den inre marknaden, dels skydda enskilda per-
soner.200 I en civilrättslig kontext går det också att identifiera en parallellitet mel-
lan ett dataskyddsrättsligt rättsförhållande och ett konsumentförhållande. I båda 
fallen föreligger ett asymmetriskt maktförhållande där en kommersiell aktör har en 
starkare förhandlingsposition gentemot en svagare part.201 Denna obalans i makt-
förhållandet medför en informationsasymmetri som kan försvåra möjligheterna för 
den svagare parten att lämna ett informerat samtycke.202 Ett avtal till företagets 
fördel riskerar följaktligen att ingås.  
 
Genom funktionen att jämna ut maktförhållanden kan både dataskyddsregler och 
konsumentskyddsregler således ses som instrument med syftet att skydda en sva-																																																								
196 Se skäl 23 i Rom I-förordningen; Svantesson (2016) s. 352f. 
197 Se Calster (2016) s. 214. 
198 I vissa rättsordningar används till exempel termen ”consumer data protection”. Se Svantesson 
(2017)   s. 2 och 4. 
199 Preliminary opinion of the EDPS, Privacy and competitiveness in the age of big data: The inter-
play between data protection, competition law and consumer protection in the Digital Economy, 
2014, s. 3. 
200 Jfr ibid s. 23. 
201 Jfr Lynskey (2014) s. 592f; Rauhofer (2013) s. 21. 
202 Ibid. 
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gare part. Det nära sambandet mellan rättsområdena åskådliggörs också av det fak-
tum att personuppgifter till stor del utgör en ekonomisk tillgång som kommersiella 
aktörer använder för att kartlägga och påverka konsumentbeteenden.203 Det finns 
sammantaget mycket som talar för att ett datasubjekt, i förhållande till en kom-
mersiell aktör, kan betraktas som en konsument. För att ett datasubjekt ska kunna 
kvalificeras som en konsument inom ramen för Rom I-förordningen måste dock 
vissa rekvisit vara uppfyllda. Enligt Rom I-förordningens artikel 6(1) ska de sär-
skilda kollisionsreglerna till skydd för konsumenter tillämpas endast om ett avtal 
har ingåtts av en person för ändamål som kan anses ligga utanför hans eller hennes 
näringsverksamhet. Hur detta konsumentbegrepp ska tolkas inom ramen för ett 
dataskyddsrättsligt förhållande är en av de frågor som är föremål för prövning i det 
så kallade Schrems-fallet. 
 
5.3.2.1 Generaladvokatens förslag i Schrems-fallet  
 
Stöd för att ett datasubjekt kan betraktas som konsument går att finna i generalad-
vokatens förslag till avgörande i Schrems-fallet. Bakgrunden till målet var en i Ös-
terrike bosatt Facebook-användare, Maximilian Schrems, som hade gjort gällande 
att svaranden, Facebook, hade åsidosatt de rättigheter som tillförsäkras honom en-
ligt EU-rättens personuppgiftsskydd.204 Talan väcktes vid österrikisk domstol med 
stöd av artiklarna 15 och 16 i Bryssel I-förordningen.205 Av dessa bestämmelser 
framgår att en konsument får väcka talan mot den andra avtalsparten vid domsto-
larna i den medlemsstat där denne har hemvist. En fråga som härmed uppstod var 
om sökanden, i egenskap av Facebook-användare, kunde anses vara konsument i 
den mening som avses i Bryssel I-förordningen och därmed åberopa den särskilda 
behörigheten avseende konsumentavtal.206 
 
Trots att fallet berörde frågan om domsrätt är det rimligt att anta att utgången i må-
let även har betydelse i lagvalshänseende. Skälet till det detta är att Rom I-
förordningens materiella tillämpningsområde och bestämmelser bör överens-																																																								
203 Jfr Helberger, Zuiderveen Borgesius & Reyna (2017) s. 1430. 
204 Se förslag till avgörande av generaladvokat Bobek i mål C-498/16 Schrems p. 1 och 14. 
205 Ibid p. 1-2. Bryssel I-förordning har från och med 2015 ersatts av Bryssel Ia-förordningen. 
Bryssel I-förordningen ska dock fortsättningsvis tillämpas inom ramen för rättsliga förfaranden 
som har inletts före den 10 januari 2015. Se artikel 66 i Bryssel Ia-förordningen. 
206 Ibid p. 23. 
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stämma med Bryssel I-förordningen.207 Motsvarande konsumentregel återfinns i 
Rom I-förordningens artikel 6(1) som föreskriver att konsumentavtal ska vara un-
derkastade lagen i det land där konsumenten har sin vanliga vistelseort. Tolkning-
en av konsumentbegreppet i Bryssel I-förordningen är troligtvis av relevans även 
beträffande Rom I-förordningens tillämpning.208  
 
Angående begreppet konsument konstaterade generaladvokaten att två moment 
måste vara uppfyllda.209 Det första momentet tar sikte på att en konsument inte 
definieras i allmänna, abstrakta termer, utan alltid i förhållande till ett avtal.210 Det 
andra momentet tar sikte på att avtalet måste ha ingåtts för ändamål som ligger 
utanför personens yrkesverksamhet.211 Begreppet konsument har således en objek-
tiv karaktär där konsumentbedömningen måste göras utifrån personens ställning 
enligt ett avtal och mot bakgrund av syftet med detta avtal.212  
 
I förevarande fall konstaterade generaladvokaten att sökanden kunde anses utgöra 
en konsument till följd av att hans Facebook-konto hade använts för privata ända-
mål.213 Av förslaget kan därmed utläsas att det avgörande för att fastställa om en 
person är att betrakta som konsument är karaktären på och ändamålet med det av-
tal som anspråket rör.214 Det förekommer naturligtvis situationer då personer an-
vänder sociala nätverk i affärs- eller yrkesmässiga syften. Vad gäller ett avtal som 
har flera syften, vilka är både privata och yrkesmässiga, ansåg generaladvokaten 
mot bakgrund av EU-domstolens praxis att personen ska ha ställning som konsu-
ment om det yrkesmässiga innehållet är att anse som marginellt.215 I fallet hade 
sökanden använt Facebook i ett delvis affärsmässigt syfte då han med hjälp av 
nätverket hade gjort upplysningar om bland annat föredrag och publikationer.216 
Trots en sådan användning ansåg generaladvokaten att sökanden inte hade förlorat 
sin ställning som konsument.217  																																																								
207 Se skäl 7 i Rom I-förordningen. 
208 Jfr ibid skäl 24. 
209 Se förslag till avgörande av generaladvokat Bobek i mål C-498/16 Schrems p. 28-29. 
210 Ibid p. 29. 
211 Ibid p. 29 och 31. 
212 Ibid p. 32. 
213 Ibid p. 61. 
214 Ibid p. 42. 
215 Ibid p. 34 och 42. 
216 Ibid p. 23. 
217 Ibid p. 62. 
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5.3.2.2 Schrems-fallet i en dataskyddsrättslig kontext 
 
Det återstår att se hur EU-domstolen kommer att tolka konsumentbegreppet utifrån 
de omständigheter som var aktuella i Schrems-fallet. Av generaladvokatens förslag 
förefaller det dock tydligt att användare av sociala nätverk kan, inom ramen för en 
internationellt privaträttslig bedömning, kvalificeras som konsumenter och därmed 
också som svagare part. Då användare av sociala nätverk utgör datasubjekt är det 
möjligt att en sådan kvalifikation även får betydelse beträffande andra dataskydds-
rättsliga rättsförhållanden, när dessa härrör från avtal. Det faktum att den bakom-
liggande tvisten i fallet berör ett åsidosättande av en individs rätt till integritet- och 
dataskydd ger också stöd för att den ifrågavarande konsumentbedömningen är av 
relevans i en dataskyddsrättslig kontext.  
 
Möjligheten att kvalificera ett datasubjekt som konsument skulle kunna lösa den 
lagvalsproblematik som avsaknaden av kollisionsregel i dataskyddsförordningen 
innebär. I egenskap av konsumenter skulle datasubjekten kunna åberopa den sär-
skilda kollisionsregeln i Rom I-förordningens artikel 6. Detta gäller dock endast 
under förutsättning att ett inomobligatoriskt förhållande av gränsöverskridande 
karaktär kan fastställas. En tillämpning av bestämmelsen skulle få till följd att la-
gen i det land där datasubjektet har sin vanliga vistelseort ska ges företräde. Vid 
gränsöverskridande rättsförhållanden skulle datasubjektet därmed kunna förlita sig 
på de nationella dataskyddsregler som framgår av lagen i det land där han eller 
hon har sin vanliga vistelseort.  
 
En kvalifikation av ett datasubjekt som konsument enligt Rom I-förordningen 
måste dock föregås av en bedömning utifrån omständigheterna i det enskilda fallet 
där personens ställning enligt avtalet och de ändamål för vilka avtalet har ingåtts 
iakttas. I det fall konsumentbedömningen resulterar i slutsatsen att ett datasubjekt 
har ingått ett avtal med en personuppgiftsansvarig för privata ändamål är det möj-
ligt att rekvisiten i artikel 6(1) anses vara uppfyllda. När ett datasubjekt ingår ett 
avtal i affärs- eller yrkesmässigt syfte kommer artikel 6 däremot inte att kunna 
åberopas. I en sådan situation bör parsautonomin, i enlighet med artikel 3(1) i 
Rom I-förordningen, ges företräde med följden att den lag som parterna har valt 
tillämpas. Det bör dock nämnas att partsautonomin, enligt artikel 6(2), även gäller 
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ifråga om konsumentavtal med begränsningen att lagvalet inte får medföra att 
konsumenten berövas det skydd som framgår av tvingande regler enligt lagen i det 
land där konsumenten har sin vanliga vistelseort. Huruvida partsautonomin kan 
medföra att lagen i tredje land blir tillämplig kommer att beröras närmare i avsnitt 
5.5 nedan. 
 
När ett datasubjekt inte kan kategoriseras som konsument kommer vid frånvaro av 
lagvalsavtal artikel 4 i Rom I-förordningen att aktualiseras. Det anknytningsmo-
ment som enligt artikel 4 fastställer tillämplig nationell rätt varierar beroende på 
vilken typ av avtal det är fråga om. Då personuppgifter inte sällan samlas in i sam-
band med erbjudande av digitala tjänster är det rimligt att anta att många avtal om 
personuppgiftsbehandling kan kvalificeras som tjänsteavtal. 218  Enligt artikel 
4(1)(b) ska tjänsteavtal vara underkastade lagen i det land där tjänsteleverantören 
har sin vanliga vistelseort. Ett bolags vanliga vistelseort är enligt artikel 19(1) i 
Rom I-förordningen där huvudkontoret är beläget.  
 
Eftersom många personuppgiftsansvariga har sina huvudkontor utanför EU:s terri-
torium skulle artikel 4 kunna resultera i tillämpningen av lagen i tredje land. Rom 
I-förordningen har nämligen en universell tillämpning vilket innebär att den lag 
som anvisas i förordningen ska tillämpas även om det är lagen i en icke-
medlemsstat.219 Det personuppgiftsuppgiftsskydd som unionsmedborgarna tillför-
säkras genom dataskyddsförordningen skulle i en sådan situation gå förlorat. 
Huruvida Rom I-förordningen är ett lämpligt instrument för att fastställa tillämplig 
lag vid divergerande nationell dataskyddsreglering kan därmed ifrågasättas.  
 
5.4 Rom II-förordningens eventuella tillämpning 
 
En civilrättslig dataskyddstvist kommer inte alltid att avse förpliktelser som härrör 
från ett avtal. Behandlingen av personuppgifter kan även ske inom ramen för ett 
utomobligatoriskt förhållande. Ett avtalsingående genom datasubjektets samtycke 
utgör nämligen inte den enda rättsliga grunden för att uppgiftsbehandling enligt 
dataskyddsförordningen ska vara tillåten. Enligt exempelvis artikel 6(1)(f) i data-																																																								
218 Jfr Helberger, Zuiderveen Borgesius & Reyna (2017) s. 1428. 
219 Se artikel 2 i Rom I-förordningen. 
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skyddsförordningen får personuppgifter behandlas om det är nödvändigt med hän-
syn till den personuppgiftsansvariges berättigade intressen. I dataskyddsförord-
ningens preambel nämns bland annat direktmarknadsföring som exempel på vad 
som kan betraktas som ett berättigat intresse och som därigenom rättfärdigar en 
uppgiftsbehandling utan datasubjektets uttryckliga samtycke.220  
 
Med hänvisning till ett berättigat intresse kan personlig information således be-
handlas av en aktör till vilken datasubjektet inte har ett kontraktuellt förhållande. 
Det kan givetvis även uppstå en situation där en aktör behandlar en individs per-
sonuppgifter utan någon rättslig grund som lagligen tillåter behandlingen. I båda 
fallen föreligger ett utomobligatoriskt förhållande och i avsaknad av ett avtal som 
tvisten kan hänföras till faller dessa utanför Rom I-förordningens tillämpningsom-
råde. 
 
En utomobligatorisk tvist med en gränsöverskridande dimension aktualiserar till-
lämpningen av Rom II-förordningen. En dataskyddstvist måste, för att Rom II-
förordningen ska kunna tillämpas, avse en utomobligatorisk förpliktelse. Liksom 
begreppet avtalsförpliktelser i Rom I-förordningen ska begreppet utomobligato-
riska förpliktelser tolkas självständigt.221 Angående innebörden av begreppet uto-
mobligatoriska förpliktelser kan viss ledning hämtas från Bryssel Ia-
förordningen.222 Av Rom II-förordningens skäl 7 framgår nämligen att dess mate-
riella tillämpningsområde och bestämmelser bör överensstämma med Bryssel Ia-
förordningen. Istället för begreppet utomobligatoriska förpliktelser används i 
Bryssel Ia-förordningen begreppet skadestånd utanför avtalsförhållande. Med detta 
avses varje talan som syftar till att gentemot svaranden göra gällande ett ansvar 
som inte är hänförligt till ett avtal.223 Motsvarande innebörd bör kunna tillskrivas 
begreppet utomobligatoriska förpliktelser i Rom II-förordningen.224 
 
Huruvida Rom II-förordningen kan tillämpas på dataskyddets område är dock 
långt ifrån självklart. Av artikel 1(2)(g) framgår att utomobligatoriska förpliktelser 																																																								
220 Se skäl 47 i dataskyddsförordningen. 
221 Se mål C-191/15 Verein für Konsumenteninformation v Amazon p. 36. 
222 Hellner (2014) s. 46. 
223 Mål C-189/87 Kalfelis v Schröder p. 17; mål C-191/15 Verein für Konsumenteninformation v 
Amazon p. 37. 
224 Det är dock inte uteslutet att begreppen kan skilja sig åt. Se Calster (2016) s. 244f; Hellner 
(2014) s. 46ff. 
	 52	
som har sin grund i kränkningar av privatlivet eller personlighetsskyddet är undan-
tagna från förordningens tillämpningsområde. Med hänsyn till att skyddet av per-
sonuppgifter har en nära anknytning till skyddet för privatlivet är det därmed rim-
ligt att anta att Rom II-förordningen, i en dataskyddsrättslig kontext, inte kan till-
lämpas. 
 
I förslaget till Rom II-förordningen infördes initialt en kollisionsregel som tog 
sikte på kränkningar av privatlivet och personlighetsskyddet.225 Enligt den före-
slagna bestämmelsen skulle lex loci damni, det vill säga lagen i det land där ska-
dan uppkommit, tillämpas.226 Detta förslag möttes av kritik då det ansågs föreligga 
en risk för att medlemsstaterna skulle hindras från att tillämpa deras konstitution-
ella bestämmelser om tryck- och yttrandefrihet.227 Det fanns en oro för att domsto-
lar skulle behöva tillämpa lagen i länder vars yttrandefrihet inte överensstämde 
med domstolslandets lag, vilket skulle verka menligt på i synnerhet journalister 
och medieföretag.228 Då enighet beträffande det relevanta anknytningsmomentet 
inte kunde uppnås under lagstiftningsprocessen undantogs bestämmelsen i slut-
versionen.229  
 
Av förarbetena till undantaget i artikel 1(2)(g) framgår att stor vikt har lagts på hur 
konstitutionella skillnader med avseende på yttrandefriheten påverkar medieföre-
tagen.230 Skälet till att från tillämpningsområdet undanta kränkningar av skyddet 
för privatlivet och hur ett sådant undantag förhåller sig till personuppgiftsskyddet 
har dock berörts i mycket liten utsträckning. Huruvida dataskyddstvister omfattas 
av undantaget är således en ouppklarad fråga. Det finns dock vissa faktorer som 
ger stöd för uppfattningen att personuppgiftsskyddet, som en del av skyddet för 
privatlivet, är undantaget Rom II-förordningens tillämpningsområde och att dess 
lagvalsregler därmed inte kan tillämpas på tvister som härrör från dataskyddslag-
stiftningen.  
 
																																																								
225 KOM(2003) 427 slutlig s. 17ff. 
226 Ibid s. 18. 
227 Hellner (2014) s. 62. 
228 Jfr KOM(2003) 427 slutlig s. 18; Hellner (2014) s. 64. 
229 KOM(2006) 566 slutlig s. 3; Hellner (2014) s. 64; Calster (2016) s. 248. 
230 Dickinson (2008) s. 239; KOM(2003) 427 slutlig s. 17ff. 
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Som nämnts ovan, i kapitel två, är distinktionen mellan rätten till skydd för privat-
livet och rätten till skydd för personuppgifter svår att göra då rättigheterna är nära 
sammankopplade. Denna sammankoppling har sin grund i att privatlivet utgör ett 
vidsträckt begrepp som, utöver en rad andra rättigheter, innefattar ett personupp-
giftsskydd.231 Kopplingen mellan rättigheterna åskådliggörs bland annat av ut-
trycket ”rätten till privatliv i samband med behandlingen av personuppgifter” som 
återfinns i dataskyddsdirektivet och som har återgetts av EU-domstolen i flera av-
göranden.232 Det faktum att EU-rättens dataskyddsregler har tillkommit och tolkas 
i ljuset av artikel 8 i EKMR tyder också på att personuppgiftsskyddet svårligen 
kan avskiljas från rätten till privatlivet. Ett nära samband mellan rättigheterna 
framgår också av att EU-domstolen, i syfte att redogöra för det skydd som indivi-
der tillförsäkras genom dataskyddslagstiftningen, hänvisar till båda rättigheterna 
utan att göra någon åtskillnad mellan dem.233 
 
Rätten till privatlivet och skyddet av personuppgifter utgör två rättigheter som 
onekligen överlappar varandra och mycket talar för att undantaget i artikel 1(2)(g) 
kan utvidgas till att omfatta tvister hänförliga till personuppgiftsskyddet. En sådan 
tolkning kan även anses ha stöd i förarbetena till Rom II-förordningen. I Europa-
parlamentets ändringsförslag till förordningen fanns nämligen ett särskilt förtydli-
gande om att nämnda undantag även omfattade kränkningar av privatlivet i sam-
band med hanteringen av personuppgifter.234 Trots att detta förtydligande inte in-
fördes i den slutliga versionen kan det sägas ge en indikation om att även kränk-
ningar av personuppgiftsskyddet är undantagna från förordningens tillämpnings-
område.  
 
Det kan samtidigt argumenteras för att personuppgiftsskyddet ska särskiljas från 
rätten till privatlivet och att utomobligatoriska dataskyddstvister därmed inte om-
fattas av undantaget i Rom II-förordningen. Rättigheterna uppvisar förvisso ett 
nära samband men någon fullständig överlappning föreligger inte.235 Det faktum 																																																								
231 Tzanou (2013) s. 26. 
232 Se artikel 1(1) i dataskyddsdirektivet; mål C-131/12 Google Spain p. 53. 
233 Se exempelvis mål C-275/06 Promusicae p. 63 och mål C-131/12 Google Spain p. 68-69; Brkan 
(2016) s. 331. 
234 Dickinson (2008) s. 240; Hellner (2014) s. 64; Se Europaparlamentets ståndpunkt fastställd vid 
första behandlingen den 6 juli 2005 inför antagandet av Rom II-förordningen, artikel 5(3). 
235 Letter from the EDPS to the Council President, Council document 6899/07, s. 2. 
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att rättigheterna regleras i separata bestämmelser i EU-stadgan påvisar att en di-
stinktion har avsetts.236 Ett identiskt tillämpningsområde hade annars gjort artikel 
8 i EU-stadgan, som föreskriver ett särskilt skydd för enskildas personuppgifter, 
redundant.  
 
Flera författare har i doktrinen argumenterat för att rättigheterna bör hållas isär 
med motiveringen att personuppgiftsskyddet utgör en självständig rättighet som 
omfattar en rad frågor som inte är hänförliga till skyddet för privatlivet.237 Vissa 
dataskyddsrättsliga principer har till exempel tillkommit specifikt med utgångs-
punkt i ett personuppgiftsskydd och kan därmed svårligen härledas ur skyddet för 
privatlivet.238 Ett exempel på en sådan princip som specifikt anknyter till person-
uppgiftsskyddet är ändamålsbegräsning som innebär att personuppgifter ska sam-
las in för uttryckligt angivna och berättigade ändamål.239 Stöd för att rättigheterna 
bör särskiljas går även att finna i dataskyddsförordningen som i jämförelse med 
dataskyddsdirektivet har tagit bort i princip samtliga hänvisningar till skyddet för 
privatlivet. Valet att i dataskyddsförordningen enbart hänvisa till artikel 8 i EU-
stadgan kan tolkas som en bekräftelse av att personuppgiftsskyddet bör ses som en 
självständighet rättighet i förhållande till privatlivet.  
 
Rättsläget beträffande distinktionen mellan privatlivet och dataskyddet är ännu 
oklart. Trots att det finns visst stöd för att rättigheterna bör särskiljas föreligger en 
nära anknytning som inte kan bortses ifrån. I EU-domstolens praxis har rättighet-
erna, inom ramen för dataskyddstvister, hittills uppvisat ett oupplösligt samband. 
Det mesta talar således för att Rom II-förordningens undantag som tar sikte på 
kränkningar av privatlivet även innefattar kränkningar av personuppgiftsskyddet. 
Följaktligen kan Rom II-förordningen troligtvis inte tillämpas vid utomobligato-
riska dataskyddstvister. Då EU-rättens kollisionsregler i detta avseende saknar till-
lämpning aktualiseras istället den nationella rätten och frågan om tillämplig lag får 
därmed lösas med hjälp av domstolslandets lagvalsregler.240  
 																																																								
236 Brkan (2016) s. 331; Chen (2016) s. 318; Lynskey (2015) s. 91. 
237 Tzanou (2013) s. 26f; Lynskey (2015) s. 103f; Kokott & Sobotta (2013) s. 225. 
238 Lynskey (2015) s. 103. 
239 Se artikel 5(1)(b) i dataskyddsförordningen. 
240 Jfr Brkan (2016) s. 337; Chen (2016) s. 319. 
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5.5 Lagvalsavtal 
 
En fråga som uppkommer i samband med att dataskyddsrätten analyseras i ett in-
ternationellt privaträttsligt perspektiv är huruvida datasubjekt och personuppgifts-
ansvariga kan avtala om tillämplig dataskyddslag. En vanligt förekommande klau-
sul i den personuppgiftsansvariges användarvillkor är att lagen i ett tredje land 
anges som tillämplig vid eventuella tvister. Detta förekommer inte sällan när den 
personuppgiftsansvarige också har sitt faktiska säte i ett tredje land.241 Ett exempel 
på en sådan klausul är § 15(1) i Facebooks användarvillkor som föreskriver att la-
garna i delstaten Kalifornien ska tillämpas, utan hänsyn till internationell pri-
vaträtt.242 Ett sådant lagvalsavtal får till följd att de EU-rättsliga dataskyddsregler-
na kringgås och unionsmedborgarnas personuppgiftsskydd som dataskyddsförord-
ningen syftar till att säkerställa åsidosätts. Med hänsyn till att det ofta föreligger en 
integritetsrättslig diskrepans mellan EU:s dataskyddslagstiftning och lagen i tredje 
länder medför ett sådant lagvalsavtal att datasubjektet tillerkänns ett i förhållande 
till EU-rätten svagare skydd.243 
 
I syfte att undvika situationen att ett europeiskt datasubjekt genom lagvalsavtal 
fråntas det personuppgiftsskydd som dataskyddslagstiftningen tillförsäkrar EU-
medborgarna har det i doktrinen argumenterats för att dataskyddsreglerna är att 
betrakta som internationellt tvingande.244 Internationellt tvingande regler är enligt 
artikel 9(1) i Rom I-förordningen nationella regler som ska tillämpas oavsett den 
lag som anvisas i förordningen eller i parternas avtal.245 I den engelska språkvers-
ionen av Rom I-förordningen används formuleringen ”overriding mandatory 
rules”. Med detta avses att reglerna är överordnade ett lagval och kan därmed, med 
bindande verkan, inte avtalas bort.246 Ibland används termen positiv ordre public 
för att beskriva internationellt tvingande regler eftersom rättstillämpningen, till 
skillnad från traditionell ordre public, inte tar sikte på att förvägra tillämpningen 
																																																								
241 Jfr Hornle (2014) s. 2f. 
242 Se www.facebook.com/terms § 15(1). Ett annat exempel är Googles användarvillkor som också 
föreskriver att kalifornisk rätt ska gälla för alla tvister. Se www.google.se/intl/sv/policies/terms  
243 Jfr Kuner (2013) s. 108. 
244 Se Brkan (2016) s. 333f; Moerel (2012) s. 153ff; Kuipers (2012) s. 75f. 
245 Jfr Bělohlávek (2010) s. 1478. 
246 Se Hellner (2014) s. 267. 
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av utländsk rätt utan istället tar sikte på att ge den nationella rätten företräde i för-
hållande till ett lagval.247  
 
Förutom i artikel 9 berörs frågan om tvingande regler också i artikel 3(3) och 3(4) 
i Rom I-förordningen. De sistnämnda bestämmelserna ska särskiljas från artikel 9 
och begreppet internationellt tvingande regler då dessa har olika innebörd. Av ar-
tikel 3(3) framgår att när alla omständigheter av betydelse, förutom lagvalet, före-
ligger i ett och samma land får indispositiva regler från det landet inte avtalas 
bort.248 Den situation som avses i artikel 3(3) är därmed avtal utan internationell 
karaktär.249 För det fall ett avtal om personuppgiftsbehandling inte inbegriper 
gränsöverskridande rättsförhållanden skulle denna bestämmelse eventuellt kunna 
aktualiseras i en dataskyddsrättslig tvist. Som nämnts ovan har behandlingen av 
personuppgifter emellertid ofta en internationell karaktär och det är inte ovanligt 
att dataskyddsrättsliga förhållanden berör olika rättsordningar.  
 
Artikel 3(4) föreskriver att när alla omständigheter av betydelse, förutom lagvalet, 
föreligger i en eller flera medlemsstater får parternas lagval inte hindra tillämp-
ningen av indispositiv unionsrätt. Denna bestämmelse skulle kunna aktualiseras i 
en dataskyddsrättlig kontext om båda parter exempelvis har hemvist inom EU men 
anger lagen i ett tredje land som tillämpligt i ett avtal. Vad beträffar de stora IT-
bolagen är det dock inte ovanligt att dessa har hemvist i USA. Ett avtal mellan ett 
europeiskt datasubjekt och en i USA etablerad personuppgiftsansvarig kommer 
följaktligen inte att ge upphov till enbart omständigheter av betydelse som förelig-
ger inom unionen. Vad gäller lagvalsklausuler likt den i Facebooks användarvill-
kor är det därmed tveksamt om artikel 3(4) äger tillämpning. Artikel 9 är i en så-
dan situation eventuellt ett lämpligare alternativ. 
 
Av artikel 9(1) framgår att internationellt tvingande regler är nationella regler som 
domstolslandet anser vara så avgörande för att skydda allmänintressen att de ska 
tillämpas oavsett lagval. Bestämmelsen åsyftar inte alla civilrättsligt tvingande 
regler utan endast de som enligt domstolslandet är att betrakta som internationellt 																																																								
247 Se Maunsbach (2017) s. 200; Hellner (2014) s. 267; Kuipers (2012) s. 65. 
248 Ibid s. 198. 
249 Se Bogdan (2001) s. 342. 
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tvingande.250 Det är således domstolslandets tolkning som i det enskilda fallet av-
gör vilka nationella regler som faller inom bestämmelsens tillämpningsområde.251 
En konsekvens av detta är att det inom EU kan förekomma olika uppfattningar om 
vad som avses med internationellt tvingande regler.252 Det brukar dock röra sig om 
antingen privaträttsliga regler avsedda att skydda avtalets svagare part eller offent-
liga föreskrifter.253 
 
Som utgångspunkt är det alltså nationella regler som kan kvalificeras som internat-
ionellt tvingande. Utifrån EU-domstolens praxis kan det emellertid argumenteras 
för att även unionsrättsrättsliga bestämmelser kan ha en tvingande karaktär, i den 
mening som avses i artikel 9 i Rom I-förordningen.254 En sådan argumentation 
grundar sig i fallet Ingmar som berörde en tvist mellan ett i Kalifornien etablerat 
bolag och en handelsagent som utövade sin verksamhet i en medlemsstat.255 I par-
ternas avtal hade införts en lagvalsklausul som angav kalifornisk lag som tillämp-
lig.256 EU-domstolen konstaterade att bestämmelser i direktivet om handelsagenter 
var tvingande och skulle således tillämpas oavsett vilken lag som parterna under-
ställt avtalet.257 Domstolen ansåg att det är väsentligt för gemenskapens rättsord-
ning att en huvudman etablerad i ett tredje land inte kan kringgå EU-rättsliga be-
stämmelser till skydd för handelsagenter med en lagvalsklausul.258  
 
Mot bakgrund av Ingmar-fallet kan det argumenteras för att EU-rättsliga bestäm-
melser kan kvalificeras som internationellt tvingande. Det bör dock påpekas att 
Ingmar-fallet inte uttryckligen berörde tolkningen av Rom I-förordningen ef-
tersom det i målet aktuella avtalet hade ingåtts före den dåvarande Romkonvent-
ionens ikraftträdande.259 Trots detta tycks det i doktrinen råda bred enighet om att 
EU-rättsliga bestämmelser kan betraktas som internationellt tvingande.260 Ingmar-																																																								
250 Jfr ibid; Hellner (2014) s. 267. 
251 Jfr Bělohlávek (2010) s. 1474. 
252 Jfr Kuipers (2012) s. 70f. 
253 Se Bogdan (2014) s. 239. 
254 Se Brkan (2016) s. 333; Kuipers (2012) s. 73. 
255 Mål C-381/98 Ingmar p. 14. 
256 Ibid. 
257 Ibid p. 21-26. 
258 Ibid p. 25. 
259 Bogdan (2001) s. 341. 
260 Se Calster (2016) s. 231; Kuipers (2012) s. 72f; Brkan (2016) s. 333f; Bělohlávek (2010) s. 
1476. 
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domens prejudikatverkan kan troligtvis därmed utsträckas till att omfatta andra 
EU-rättsliga regler av tvingande karaktär.261 Det finns således stöd för att exem-
pelvis dataskyddsförordningens regler skulle kunna kvalificeras som internation-
ellt tvingande med konsekvensen att dessa ska tillämpas oavsett vilken lag som 
parterna har valt. Detta gäller dock under förutsättning att reglerna är tvingande. 
 
För att EU:s dataskyddsregler ska kunna kategoriseras som internationellt tving-
ande enligt artikel 9(1) måste reglerna ha som syfte att skydda allmänintressen.262 
Som exempel på allmänintressen nämns i bestämmelsen ett lands politiska, sociala 
och ekonomiska struktur. Vad som specifikt avses med detta är ännu oklart men 
utifrån dataskyddslagstiftningens ändamål kan det argumenteras för att det före-
ligger ett syfte om att skydda allmänintressen. För det första har dataskyddsrätten 
till syfte att främja den inre marknaden genom att upprätthålla ett fritt flöde av 
personuppgifter inom unionen. För det andra syftar reglerna till att skydda grund-
läggande rättigheter. Som tidigare nämnts utgör individens rätt till skydd av per-
sonuppgifter en grundläggande rättighet som även kommer till uttryck i EU-
stadgan. Med hänsyn till de ekonomiska och rättighetsgrundade mål som EU:s 
dataskyddslagstiftning innefattar kan det argumenteras för att reglerna bör kvalifi-
ceras som internationellt tvingande och därmed tillämpas oavsett lagval.263 Stöd 
för en sådan slutsats kan också utläsas av ett tyskt rättsfall från 2013 där den nat-
ionella domstolen konstaterade att dataskyddsdirektivets bestämmelser, genom att 
ge uttryck för grundläggande rättigheter, utgör internationellt tvingande regler.264  
 
Med utgångspunkt i avtalsfriheten kan det samtidigt argumenteras för att parterna i 
ett dataskyddsrättsligt förhållande får avtala om tillämplig lag.265 Som nämnts 
ovan är avtalsfriheten reglerad i Rom I-förordningens artikel 3(1) och den lag som 
parterna har valt ska i första hand tillämpas. Avtalsfriheten är också nära knuten 
till den i EU-stadgan reglerade näringsfriheten som utgör en grundläggande fri-
																																																								
261 Se Bogdan (2001) s. 341f; Jänterä-Jareborg (2001) s. 411. 
262 Se Bělohlávek (2010) s. 1474f. 
263 Jfr Brkan (2016) s. 334; Moerel (2012) s. 154f. 
264 Se ibid s. 335; Piltz (2013) s. 210. Målet är för närvarande föremål för prövning i EU-domstolen 
men frågan om tillämpningen av Rom I-förordningens artikel 9 har inte tagits upp av den hänskju-
tande domstolen. Se förslag till avgörande av generaladvokat Bot i mål C-210/16 Wirtschaftsaka-
demie Schleswig-Holstein. 
265 Jfr Moerel (2012) s. 155; Brkan (2016) s. 333. 
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het.266 Då rätten till skydd av personuppgifter inte är en absolut rättighet utan ska 
vägas mot andra grundläggande fri- och rättigheter är det möjligt att argumentera 
för att partsautonomin ska ges företräde.267 Mycket tyder dock på att utrymmet för 
partsautonomi i dataskyddsrättsliga förhållanden är begränsat. EU-rättens data-
skyddslagstiftning inbegriper nämligen, med stor sannolikhet, regler av tvingande 
karaktär vilka genom lagval inte kan åsidosättas.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
																																																								
266 Lebeck (2016) s. 355; förklaringar avseende stadgan om de grundläggande rättigheterna 
(2007/C 303/02). 
267 Jfr skäl 4 i dataskyddsförordningen; förenade målen C-92/09 och C-93/09 Schecke och Eifert p. 
48; Moerel (2012) s. 155f. 
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6 Avslutning 
 
Behandlingen av personuppgifter har i takt med samhällets digitalisering intensifi-
erats med konsekvensen att risken för att individens integritetsskydd inskränks har 
ökat. I syfte att tillförsäkra EU-medborgarna ett personuppgiftsskydd och samti-
digt säkerställa ett inom unionen fritt gränsöverskridande dataflöde har EU-rättens 
dataskyddslagstiftning antagits. Efter att i över tjugo år utgjort den centrala rätts-
akten på dataskyddets område ska dataskyddsdirektivet ersättas med en förord-
ning. Denna dataskyddsreform har till stor del genomförts till följd av att direkti-
vets ändamål om en tillnärmning av de nationella dataskyddslagarna inte har efter-
levts. Direktivets implementering har istället resulterat i en fragmentarisk nationell 
reglering som bland annat uppvisar en oenhetlig skyddsnivå av personuppgifter. 
 
Införandet av en förordning syftar till att skapa en enhetlig dataskyddsrättslig ram 
och därigenom en ökad harmonisering. Detta harmoniseringssyfte till trots innehar 
dataskyddsförordningen en direktivliknande karaktär som, i likhet med data-
skyddsdirektivet, sannolikt kommer att ge upphov till rättsliga skillnader inom EU. 
Med respekt för den nationella identiteten har medlemsstaternas autonomi fram-
hållits och ett utrymme för nationell reglering har införts. Beträffande vissa data-
skyddsfrågor, däribland barns samtycke till uppgiftsbehandling, kommer diverge-
rande bestämmelser följaktligen att uppstå.  
 
Detta nationella handlingsutrymme aktualiserar den internationellt privaträttsliga 
frågeställningen om hur tillämplig nationell rätt ska fastställas. Denna fråga blir 
nödvändig att besvara när civilrättsliga dataskyddstvister uppkommer och även då 
en tvist inte är för handen bör parterna i ett dataskyddsrättsligt förhållande ges en 
förutsebarhet angående lagvalet. I avsaknad av en kollisionsregel i förordningen 
lämnas lagvalsfrågan obesvarad och en rättslig osäkerhet uppstår som kan försvåra 
utövandet av den personuppgiftsansvariges verksamhet.  
 
Till skillnad från dataskyddsförordningen adresseras frågan om tillämplig nationell 
rätt i dataskyddsdirektivet. Genom att ange den personuppgiftsansvariges etable-
ring som anknytningsmoment innehåller artikel 4 i direktivet en kollisionsregel 
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som ger parterna en förutsebarhet vad beträffar lagvalsfrågan. Förutom att besvara 
frågan om tillämplig nationell dataskyddslag anger etableringskriteriet i artikel 4 
även den EU-rättsliga dataskyddslagstiftningens territoriella tillämpningsområde. 
Som framgår av EU-domstolens praxis har direktivets etableringskriterium i detta 
avseende öppnat för möjligheten att utsträcka EU-rättens tillämpningsområde till 
att omfatta personuppgiftsbehandling som utförs utanför unionen. Genom att re-
glera handlingar som företas utanför EU:s gränser får dataskyddet en extraterrito-
riell effekt. Med hänsyn till tredje länders intressen har dataskyddets extraterritori-
alitet kritiserats för att vara oskäligt långtgående. En extensiv tolkning av etable-
ringsbegreppet kan emellertid rättfärdigas utifrån syftet att unionsmedborgarnas 
integritetsskydd enligt EU-rätten inte ska sättas ur spel. 
 
I dataskyddsförordningen har etableringskriteriets dubbla funktioner frångåtts. 
Etableringskriteriet i förordningens artikel 3(1) motsvarar dataskyddsdirektivets 
artikel 4 endast med avseende på funktionen att möjliggöra för tillämpningen av 
EU-rätten. Till följd av att en förordning direkt utgör en del av medlemsstaternas 
rättsordningar har någon hänvisning till nationell rätt inte ansetts nödvändig. En 
konsekvens av förordningens avsaknad av kollisionsregel är att det vid gränsöver-
skridande rättsförhållanden uppstår ett oklart rättsläge vad avser de nationella 
dataskyddslagarnas tillämplighet. Huruvida Rom I- och Rom II-förordningarna 
erbjuder någon lösning på denna lagvalsproblematik är långt ifrån självklart. 
 
För att Romförordningarnas lagvalsregler ska kunna tillämpas inom en data-
skyddsrättslig kontext måste först och främst en privaträttslig kvalifikation kunna 
fastställas. Mot bakgrund av att dataskyddsrätten kan härledas från olika rättsom-
råden föreligger svårigheter i att kategorisera reglerna som antingen privat- eller 
offentligrättsliga. Dataskyddslagstiftningen innehar en tydlig offentligrättslig ka-
raktär som bland annat kommer till uttryck genom tillsynsmyndigheternas kontroll 
och korrigerande befogenheter. Inskränkningar av personuppgiftsskyddet kan sam-
tidigt medföra civilrättsliga tvister och sanktioner. Således kan även en privaträtts-
lig karaktär utläsas av reglerna och dataskyddslagstiftningen kan ge upphov till 
rättsförhållanden som sannolikt omfattas av det privaträttsbegrepp som återfinns i 
Rom I- och Rom II-förordningarna.  
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Vad beträffar Rom I-förordningens tillämpning fordras ett avtalsrättsligt förhål-
lande. Den personuppgiftsbehandling som sker i kommersiellt syfte föregås inte 
sällan av ett avtalsingående genom datasubjektets samtycke. Behandlingen av per-
sonuppgifter resulterar därmed ofta i inomobligatoriska förhållanden som med 
hänsyn till dataflödets internationella karaktär inte sällan är av gränsöverskridande 
art.  
 
Vilken av Rom I-förordningens kollisionsregler som inom ramen för dataskydds-
tvister eventuellt kan tillämpas beror bland annat på om ett datasubjekt kan kvali-
ficeras som konsument. Dataskyddsrätten och konsumenträtten har vissa likheter, 
inte minst med avseende på reglernas syfte att skydda den svagare parten. En pa-
rallellitet mellan dataskyddsrättsliga förhållanden och konsumentförhållanden kan 
därmed identifieras. Generaladvokatens förslag till avgörande i Schrems-fallet ger 
också stöd för påståendet att datasubjekt kan betraktas som konsumenter. Trots att 
Schrems-fallet berörde frågan om domsrätt är bedömningen av konsumentbegrep-
pet sannolikt av relevans även i lagvalshänseende.  
 
Genom att tillämpa Rom I-förordningens artikel 6 skulle den lagvalsproblematik 
som dataskyddsförordningens utrymme för nationell reglering innebär kunna lö-
sas. Detta gäller dock endast under förutsättning att ett datasubjekt kan kvalificeras 
som konsument. I det fall ett datasubjekt inte ingår ett avtal för privata ändamål 
riskerar Rom I-förordningen att, till följd av dess universella tillämplighet, anvisa 
lagen i tredje land. I detta avseende uppvisar förordningen en oförenlighet med 
dataskyddslagstiftningens ändamål och risken uppstår att unionsmedborgarna för-
vägras det personuppgiftsskydd som EU-rätten tillförsäkrar dem.  
 
Vad avser Rom II-förordningens tillämpning talar det mesta för att undantaget 
som tar sikte på kränkningar av privatlivet även innefattar kränkningar av person-
uppgiftsskyddet. Med utgångspunkt i den separata regleringen i EU-stadgan kan 
det argumenteras för att rättigheterna ska särskiljas. En distinktion är emellertid 
svår att utläsa av EU-domstolens praxis och ett nära samband mellan rättigheterna 
är ofrånkomligt. Tvister som har sin grund i kränkningar av personuppgiftsskyddet 
är därmed med stor sannolikhet undantagna Rom II-förordningens tillämpnings-
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område. Frågan om tillämplig lag vid utomobligatoriska dataskyddstvister får 
istället lösas med hjälp av domstolslandets kollisionsregler. 
 
Sammantaget kan konstateras att rättsläget är oklart vad beträffar dataskyddslag-
stiftningens förhållande till Rom I- och Rom II-förordningarna. I avsaknad av en 
lagvalsregel i dataskyddsförordningen är detta förhållande en naturlig utgångs-
punkt för att kunna besvara frågan om tillämplig nationell rätt. Även om de all-
männa kollisionsreglerna troligtvis kan erbjuda vissa lösningar återstår en rad frå-
getecken. Ett alternativ som hade kunnat förhindra den oklarhet som är förenad 
med dataskyddsreglernas förhållande till Romförordningarna är att låta data-
skyddsförordningens etableringskriterium, i likhet med dataskyddsdirektivet, få 
dubbla funktioner. Den personuppgiftsansvariges etablering som anknytningsmo-
ment hade kunnat ge parterna i ett datasskyddsrättsligt förhållande en förutsebar-
het angående frågan om tillämplig nationell rätt. Hur dataskyddsförordningens ut-
rymme för nationell reglering och den lagvalsproblematik som denna medför 
kommer att bemötas återstår dock att se.      
 
Beträffande frågan om datasubjekt och personuppgiftsansvariga kan avtala om till-
lämplig lag tyder mycket på att dataskyddsreglerna är att betrakta som internation-
ellt tvingande. Med utgångspunkt i Ingmar-fallet kan det argumenteras för att EU-
rättsliga bestämmelser kan kvalificeras som internationellt tvingande. En tving-
ande karaktär kan troligtvis konstateras utifrån dataskyddslagstiftningens ekono-
miska och rättighetsgrundade mål. EU-rättens dataskyddsregler borde därmed 
kunna tillämpas oavsett parternas lagval. Huruvida partsautonomin ska ge vika till 
förmån för dataskyddet är dock ännu en ouppklarad lagvalsfråga som dataskydds-
lagstiftningen, i ett internationellt privaträttsligt perspektiv, ger upphov till.  
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