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ABSTRAKT 
 
Bakalárska práca je venovaná zoznámeniu so štandardom IEEE 802.11. V práci sú zhrnuté jeho 
výhody, nevýhody história a rozdelenie do skupín podľa noriem.  
Veľká pozornosť je venovaná užívateľskému zoznámeniu so simulačným nástrojom OMNeT++ 
a jeho nadstavbou Inet Framework. Práve táto nadstavba sa podieľa na rozšírení simulátoru 
o podporu modelovania bezdrôtových sietí. Podporuje modely niekoľkých protokolov ako sú IP, 
UDP/TCP, Ethernet, PPP, IPV6, OSPF, RIP, MPLS. Obsahuje už naprogramované API moduly, 
z ktorých je možné ľahko vytvoriť bezdrôtovú IP sieť. V príslušných kapitolách sú popísané 
programy, ktoré sú potrebné pre správny chod OMNeT++. Časť práce sa zaoberá inštaláciou 
a nastavením týchto programov pre správnu funkčnosť kompilačného prostredia.  
V práci sú rozobrané možnosti a spôsoby simulácie bezdrôtových IP sietí, ktorými je možné 
vytvoriť základný simulačný model reprezentujúci štandard 802.11. V neposlednej rade sú v práci 
zahrnuté laboratórne úlohy, ktoré obsahujú teoretický úvod k danej problematike. Úlohy sú 
zamerané na ad-hoc a infraštruktúrny mód. Obsahujú teoretické zoznámenie s problematikou, 
podrobný návod na tvorenie s vysvetlením a spracované výsledky a výstupy simulácie. 
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ABSTRACT 
 
The bachelor work concentrates on familiarization with the standard IEEE 802.11. The work 
summarises the advantages, disadvantages, history and grouping of this standard according to 
norms. 
The great attention is paid to a user’s familiarization with the stimulating tool OMNeT++ and its 
extension Inet Framework. This extension helps to amplify the simulator for a supporting modelling 
of wireless nets. It supports models of a few protocols such as IP, UDP/TCP, Ethernet, PPP, IPV6, 
OSPF, RIP, and MPLS. It includes already programmed API modules from which is possible to 
create easily a wireless IP net.Programmes needed for a proper functioning of the OMNeT++ are 
described in corresponding paragraphs. A part of work deals with an installation and setting of 
programmes for accurate functioning of a compiler surrounding. 
Our work analyzes possibilities and manners of simulation of wireless IP nets which helps to create 
basic simulation model represented by standard 802.11. There are also included laboratory works in 
our bachelor work, which includes theoretical introduction to studied issues. Tasks are concentrated 
on ad-hoc and infrastructure mode. These tasks comprise of theory of problematic, detailed 
instructions for creating together with explanations, processed results and output of simulation. 
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1 Úvod 
 
Bezdrôtové počítačové siete v dnešnej dobe vstupujú pomalšie, ale nezadržateľne do života 
počítačových odborníkov, technikov, manažérov, ekonómov, ale aj do sveta bežných užívateľov. 
Potreba rýchlej a spoľahlivej komunikácie je jednou z dôležitých potrieb modernej spoločnosti. 
Počítačové siete tu s nami sú a berieme ich ako samozrejmosť so všetkými  ich výhodami 
a obmedzeniami 
            Jedným z typov počítačových sietí sú siete pre malú oblasť - LAN (Local Area Network). 
Siete typu LAN tvoria spolu so sieťami typu WAN (Wide Area Network) základ prepojenia 
najrôznejších kútov našej  planéty.  
            Siete LAN boli až donedávna spojené s metalickým vedením. Práve kábel tvoril základ 
každej LAN. Zo začiatku káble koaxiálne, neskôr tiež symetrický pár. S tým bola spojená potreba 
vytvárať kvalitnú štruktúru siete, ktorej topológia bola doplnená opakovačmi, prepínačmi, 
smerovačmi a ďalšími prvkami. 
            Ak má firma potrebu počítačovú sieť využívať, musia sa vykonať  nezanedbateľné stavebné 
práce aby mohli byť káblové rozvody nainštalované. S tým súvisia samozrejme nielen finačné, ale 
aj časové straty v chode firmy.  
Všetky uvedené a určite aj ďalšie faktory v minulých rokoch viedli k tomu, že sa začalo uvažovať   
o nahradení stávajúceho rozvodu lokálnych počítačových sietí médiom výrazne komfortnejším, aj 
keď v prvej fáze technicky náročnejším  bezdrôtovým rádiovým prenosom. 
            Pri návrhu a vývoji nielen bezdrôtových, ale aj iných sietí je potrebná analýza, podľa ktorej 
sa postupuje pri vývoji technológie. Na toto slúžia simulátory, ktoré sú cennými nástrojmi nielen pri 
vývoji novej technológie, ale vo vzdelávacích odvetviach. 
Vo svete simulátorov je dostupných niekoľko simulačných programov, však nie všetky sú dostupné 
pre každého a to z finančných dôvodov. Ceny licencií sú rôzne, ale existujú aj simulátory s voľne 
šíritelnou licenciou pre nekomerčné účely, ako je OMNeT++ .  
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2 Štandard   802.11  
 
2.1 História 
 
Je ťažko preukázateľné, že dopyt po bezdrôtovom prenose bol vytvorený mobilnými zariadeniami. 
Do stredného veku deväťdesiatych rokov, kedy trh ovládali stolové počítače a servery, sa hovorilo 
iba o kábloch. Drôt bol vhodný, pokiaľ sa jednalo o lokálne siete, telefónne linky, štruktúrované 
drôtové systémy a podobne. 
Existovali však aj úlohy, ktoré nemohli byť riešené drôtom, alebo by boli riešenia príliš drahé. 
V tomto prípade boli bezdrôtové spojenia používané aj napriek ich vysokej cene, závislosti na 
atmosférických podmienkach a podobne. Používali sa 54 Mbit/s mikrovlné vysielače alebo laserové 
systémy. V kanceláriách a domácich lokálnych sieťach však nebola alternatíva prepojenia. 
Zatiaľ čo boli bezdrôtové technológie používané, museli byť nejako normalizované. Prenosné 
počítače sa stávali cenovo prístupnejšie a rástol dopyt po lacnej a flexibilnej technológii 
bezdrôtového prenosu pre použitie v kancelárii. Následkom toho schválila štandardizačná 
organizácia IEEE (Institute of Electrical and Electronic Engineers) projekt vývoja MAC (Medium 
Access Control) a PHY (Physical Layer) špecifikáci pre bezdrôtovú pripojiteľnosť pre pevné, 
prenosné a pohyblivé stanice v rámci lokálnych sietí. Projekt trval šesť rokov. IEEE ratifikovala 
špecifikáciu v lete roku 1997. 
Prvá špecifikácia bola bez označenia a zahŕňala dve varianty fyzickej vrstvy (s frekvenčným 
kmitaním a rozptýleným spektrom) v rozsahu 2,4 GHz - 2,5 GHz a tretiu vrstvu určenú pre 
širokopásmové infračervené spojenie. Dosiahnutá rýchlosť bola 1 - 2 Mbit/s, ale v čase 10 Mbit/s 
prepojení pomocou kábla to bolo dostačujúce.  
Nová verzia špecifikácie 802.11a však nikdy neodštartovala masový dopyt. Aj keď poskytovala 
priepustnosť dát 8-54 Mbit/s, bola určená na 5GHz frekvenciu. To spôsobilo niekoľko 
priemyselných a organizačných ťažkostí a nemala taký úspech ako špecifikácia 802.11b. 
802.11b bola vyvíjaná spolu s variantou 802.11a, poskytovala priepustnosť 11 Mbit/s a bola určená 
pre bez licenčné pásmo 2,4 GHz. Táto verzia bola ratifikovaná na konci roku 1999 a je používaná 
dodnes, taktiež ako ostatné verzie až po 802.11d. Ten priniesol pár dodatkov k hlavnej verzii 
a môže byť tiež označovaný ako rozšírenie 802.11b. 802.11b sa ukázal ako života schopný, ale bol 
stále príliš drahý na to, aby sa široko rozšíril obzvlášť pre domáce použitie. 
Hlavná nevýhoda Wi-Fi (Wireless Fidelity) okrem jeho ceny bola rýchlosť. V dobe keď sa 
gigabitový ethernet stával ľahko dostupný, stále lacnejší a prichádzal vo forme integrovaného 
kontroléra na základnej doske počítača, nebola 11 Mbit/s dostatočná  rýchlosť. 
Existovali dve možné riešenia. Jednou je zvýšenie rýchlosti existujúcej 2,4 GHz verzie, druhou je 
zvýšenie frekvencie, čo je určitý skok do neznáma. Budúcnosť Wi-Fi leží v obidvoch riešeniach. 
Prvý je reprezentovaný novým 802.11g štandardom, ktorý bol schválený v roku 2003. Je vyvinutý 
z 802.11b štandardu s vyššou rýchlosťou. Teoreticky je porovnateľný s 802.11a s priepustnosťou 54 
Mbit/s, ale v neproblematickom , všeobecne uznávanom kmitočtovom pásme 2,4 GHz. Výhodou je, 
že je spätne kompatibilný s dnešnými 802.11b zariadeniami. 
 
2.2 Výhody Wifi  
 
• Na rozdiel od paketových rádiových systémov, Wi-Fi využíva nelicencované rádiové pásmo a 
individuálny používateľ nepotrebuje súhlas miestnych úradov. 
• Umožňuje vybudovať LAN bez káblov, a tak znížiť náklady na vybudovanie, či rozširovanie 
siete. Bezdrôtové siete sú výhodné v priestoroch, kde sa nemôžu použiť káble – napr. vo 
vonkajších priestoroch alebo v historických budovách. 
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• Wi-Fi produkty sú na trhu široko dostupné. Rozličné značky prístupových bodov a 
klientských sieťových adaptérov medzi sebou spolupracujú na základnej úrovni. 
• Konkurencia medzi výrobcami významne znížila ceny. 
• Wi-Fi siete podporujú roaming, vďaka ktorému sa môže mobilná klientská stanica (napr. 
prenosný počítač) presúvať od jedného prístupového bodu k druhému bez straty spojenia 
súčasne s pohybom používateľa v budove alebo oblasti. 
• Viacero prístupových bodov a sieťových adaptérov podporuje rozličné stupne kryptovania, 
vďaka čomu je komunikácia zabezpečená pred zachytením neželanou osobou. 
• Wi-Fi je globálna skupina štandardov. Na rozdiel od mobilnej telefónie ten istý Wi-Fi klient 
pracuje v rôznych krajinách na celom svete.[21] 
 
2.3 Nevýhody Wifi  
 
• Použitie Wi-Fi pásma 2.4 GHz vo väčšine krajín nevyžaduje licenciu za predpokladu, že 
zostanete pod limitom 100 mW a akceptujete rušenie z iných zdrojov vrátane rušenia, ktoré 
zapríčiní znefunkčnenie vašich zariadení. 
• Pridelené pásma a operačné obmedzenia nie sú na celom svete rovnaké. Väčšina európskych 
krajín povoľuje dodatočné 2 kanály pod kanálmi povolenými v USA, Japonsko má jeden 
kanál nad americkými a niektoré krajiny (napr. Španielsko) zakazujú použitie kanálov s 
nižšími číslami. Na [9] nájdete výročnú správu o dodatočných obmedzeniach v európskych 
krajinách. 
• Wi-Fi štandardy 802.11b a 802.11g používajú nelicencované pásmo 2.4 GHz, ktoré je 
preplnené inými zariadeniami, napr. Bluetooth, mikrovlnné rúry, bezdrôtové telefóny alebo 
zariadenia na bezdrôtový prenos video signálu. To môže spôsobiť zníženie výkonu. Iné 
zariadenia, ktoré využívajú mikrovlnné frekvencie (napr. niektoré typy mobilných telefónov), 
môžu spôsobiť zníženie výkonu. Mnohé Wi-Fi adaptéry majú zabudované algoritmy odolné 
voči mikrovlnnému rušeniu. 
• Vysoká spotreba v porovnaní s niektorými inými štandardmi znižuje životnosť batérií a 
spôsobuje prehrievanie zariadení. 
• Najpoužívanejší bezdrôtový kryptovací štandard WEP je prelomiteľný, aj keď je správne 
nakonfigurovaný (príčinou je generovanie slabého kľúča). Hoci väčšina novších bezdrôtových 
produktov podporuje zdokonalený protokol WPA, množstvo prístupových bodov prvej 
generácie sa nedá upgradovať v teréne a musí sa vymeniť. Štandard 802.11i (WPA2) z júna 
2004, ktorý je dostupný v najnovších zariadeniach, ďalej vylepšuje bezpečnosť. Oba novšie 
protokoly vyžadujú silnejšie heslá než zvykne používať väčšina používateľov. Mnohé firmy 
aplikujú dodatočné úrovne kryptovania, aby sa uchránili pred zachytením komunikácie. 
• Wi-Fi siete majú obmedzený dosah. Typický domáci Wi-Fi smerovač používajúci 802.11b 
alebo 802.11g môže mať dosah 45 m v budove a 90 m mimo budovy. Dosah sa pritom mení, 
pretože Wi-Fi nemá výnimku zo zákonov šírenia rádiových vĺn. Wi-Fi vo frekvenčnom 
pásme 2.4 GHz má lepší dosah než Wi-Fi v pásme 5 GHz a menší dosah než najstaršie Wi-Fi 
(a pred Wi-Fi) 900 MHz pásmo. 
• Vzájomné pôsobenie uzavretých (kryptovaných) prístupových bodov a otvorených 
prístupových bodov na tom istom alebo susediacom kanále môže zabrániť prístupu klientov v 
oblasti k otvoreným prístupovým bodom. To môže spôsobiť problém v prehustených 
oblastiach ako napr. vo veľkých budovách, kde viacero obyvateľov prevádzkuje Wi-Fi 
prístupové body. 
• Prístupové body sa dajú využiť na ukradnutie osobných informácií vysielaných Wi-Fi 
klientmi. 
• Problémy v súčinnosti medzi produktmi rôznych značiek alebo odchýlky od štandardov môžu 
spôsobiť obmedzenie pripojiteľnosti alebo nižšiu prenosovú rýchlosť. 
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• Bezplatné prístupové body (alebo nesprávne nakonfigurované prístupové body) môže 
záškodník využiť na anonymný útok, ktorý sa nedá vystopovať za majiteľom prístupového 
bodu.[21] 
 
2.4 Štandardy IEEE pre bezdrôtové siete 
 
V rámci IEEE bolo zostavených niekoľko skupín vyvíjajúcich  štandardy pre bezdrôtové 
dátové siete: 
 
• IEEE 802.11 - siete WLAN 
• IEEE 802.15 - siete WPAN (Wireless Personal Area Network) – bezdrôtové siete s krátkym 
dosahom (max. desiatky metrov) 
• IEEE 802.16 – siete BWA (Broadband Wireless Access) – širokopásmové bezdrôtové siete 
typu MAN. 
 
2.5 Siete WLAN podľa štandardu IEEE 802.11 
 
Pracovná skupina IEEE 802.11 vytvorila skupinu štandardov pre bezdrôtové lokálne siete. 
 
802.11 
Schválené r. 1997. 
Používa pásmo 2,4 [GHz] alebo prenos infračerveným žiarením DFIR (Diffused Infrared)  
o kmitočtoch v pásme od 300 do 428 [GHz] v infračervenom pásme,v pásme 2,4 [GHz] povinne 
rýchlosťou 1 [Mb/s], volitelne 2 [Mb/s]. 
 
802.11a 
Schválené r. 1999. 
Používa pásmo 5 [GHz]. 
Teoretická prenosová rýchlosť 54 [Mb/s]. 
Používa ortogonálny multiplex s kmitočtovým delením OFDM (Orthogonal Frequency Division 
Multiplexing), uplatňovaný aj v systémoch ako DAB (Digital Audio Broadcasting) alebo DVB 
(Digital Video Broadcasting). 
 
802.11b 
Schválené r. 1999. 
Používa pásmo 2,4 [GHz]. 
Teoretická prenosová rýchlosť 11 [Mb/s]. 
Používa doplnkové kódové klúčovanie CCK (Complementary Code Keying) v rámci DSSS  
(Direct Sequence Spread Spectrum) na fyzickej vrstve. 
Podľa momentálnej rušivosti prostredia sa dynamicky mení rýchlosť na nižšiu alebo 
naopak na vyššiu: 11 [Mbit/s], 5,5 [Mbit/s], 2 [Mbit/s] a 1 [Mbit/s]. 
 
802.11b-cor 
Schválené r. 2001. 
Úpravy MIB (Management Information Base) v 802.11b. 
 
 
802.11c 
Schválené r. 1998. 
Rieši prácu komunikačných mostov v rámci podvrstvy MAC (Media Access Control) 
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802.11d 
Schválené r. 2001. 
Upravuje 802.11b pre iné kmitočty s cieľom umožniť nasadenie WLAN v miestach, kde pásmo 2,4 
[GHz] nie je dostupné (väčšina krajín tento kmitočet na základe doporučenia ITU-T (International 
Telecommunications Union – Telecommunications Standardizartion Sector), uvolnila). 
 
802.11e 
Schváleno r. 2004. 
Doplňuje podporu pre kvalitu služieb QoS (Quality of Service) (s využitím TDMA (Time Division 
Multiple Access) a opravu chýb do podvrstvy MAC na podporu všetkých fyzických vrstiev 
používaných v IEEE 802.11 sieťach, okrem Ad-Hoc typov sietí. 
 
802.11f 
Schváleno r. 2003. 
Pôvodná norma 802.11 sa nezaoberala podrobnosťami implementácie prístupových bodov  
a distribučného systému, ktoré naviac zahŕňajú aj záležitosti vyšších vrstiev (nielen najnižších 
dvoch, ktoré definuje WLAN). Voľnosť v návrhu jednotlivých systémov zákonito vedie k 
neschopnosti spolupráce medzi zariadeniami rôznych výrobcov. Vylepšuje mechanizmus 
predávania staníc (Handover) pri prechode medzi dvoma rádiovými kanálmi alebo z jednej siete do 
susednej s pripojením k inému prístupovému bodu. Protokol IAPP (Inter Access Point Protocol) 
umožňuje spoluprácu prístupových bodov od rôznych výrobcov v WLAN s distribučným systémom 
na základe špecifikácie informácií, ktoré si musí pri predávaní staníc vymieňať. 
 
802.11g 
Schválené r. 2003. 
Rozširuje 802.11b na 54 [Mb/s]. 
Zlúčiteľné s 802.11b. Podpora 802.11d, 802.11e a 802.11i. 
Riešenie fyzickej vrstvy je založené na OFDM (Orthogonal Frequency Division 
Multiplexing). Pre spätnú zlúčiteľnosť s 802.11b podporuje tiež CCK (Complementary Code 
Keying), voliteľne tiež moduláciu PBCC (Packet Binary Convolutional Coding). 
 
802.11h 
Schválené r. 2003. 
Riadenie prístupu k spektru 5 [GHz], ktoré upravuje pripomienky regulátorov  európskych 
krajín tak, aby bolo možné siete v pásme 5 [GHz] využívať aj mimo budovy. 
 
802.11i 
Schválené r. 2004. 
Doplňuje bezpečnosť do podvrstvy MAC na podporu všetkých fyzických vrstiev používaných 
v 802.11 sieťach. Namiesto WEP používa nový spôsob šifrovania AES (Advanced Encryption 
Standard) v rámci autentizačného rámca EAP (Extensible Authentication Protocol). 
Používa TKIP, 128 bitový kľúč a na rozdiel od WEP obsahuje dynamické kľúče a zahrnuje kontrolu 
integrity správ. 
 
802.11j 
Alokácia nových frekvenčných rozsahov pre uvoľnené pásmo 4,9 - 5 [GHz]. Týka sa iba Japonska. 
 
 
802.11k 
Definuje meranie a správu rádiových zdrojov tak, aby vyhovovali  novým vysokofrekvenčným 
rádiovým sieťam. Pokračovanie práce 802.11j. 
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802.11m 
Má za úlohu zrevidovať štandard 802.11 a zmeny ktoré boli vykonané vďaka štandardom 
802.11a, 802.11b a 802.11d do neho zahrnúť. 
 
802.11n 
Schválené r. 2009 
Cieľom projektu je modifikovať stávajúcu fyzickú vrstvu a podvrstvu MAC tak, aby sa na úrovni 
MAC docielilo priepustnosti minimálne 100 [Mb/s] (pracuje sa zatiaľ na rýchlostiach v rozmedzí 
108 - 480 [Mb/s]). 
 
802.11p 
Prvá podpora mobility v rámci lokálnych sieťach pre pripojenie rádiových staníc v automobile 
k pevným bezdrôtovým prístupovým bodom. 
 
802.11r 
. 
Doplnok MAC pre zrýchlenie predávania užívateľov medzi prístupovými bodmi 
WLAN v rámci ESS (Extended Service Set) pre aplikácie v reálnom čase. 
 
802.11s 
Podpora samo organizujúcich sa Wi-Fi sietí v lokálnych bezdrôtových sieťach pre zvýšenie dosahu 
siete (dáta sa prenášajú cez jednotlivé bezdrôtové uzly štýlom multi-hop) a zníženia nákladov na 
inštaláciu (automatická konfigurácia siete). 
 
802.11t 
Vytvorenie súboru metrík, metodológií pre meranie a podmienok pre testovanie zariadenia WLAN. 
 
802.11u 
Doplnok pre možnosť spolupráce 802.11 a externých sietí. 
 
802.11v 
Doplnok pre rozhranie pre management  zariadenia v bezdrôtovej sieti. Stanice budú môcť 
prevádzkovať funkcie managementu zahŕňajúci monitoring a konfiguráciu buď centralizovane, 
alebo distribuovane prostredníctvom mechanizmu na druhej vrstve. Doplnok má tiež prispieť k 
rekonfigurácii stávajúcej  MIB (Management Information Base), aby vyhovela rastúcej 
komplexnosti bezdrôtových zariadení. 
 
802.11w 
Rozšírenie stávajúcej MAC podvrstvy o mechanizmy na podporu integrity dát, autenticity 
zdroja dát, utajenia dát a ochrany pred útokmi typu replay pre vybrané rámce určené pre 
management. Cieľom je teda zvýšiť zabezpečenie rámcov pre management vrátane rámcov pre 
deautentizáciu a deasociáciu.[20] 
 
2.6 Bezpečnosť 
 
Vzhľadom k povahe bezdrôtového prenosu dát, kedy sa informácie šíria neovládateľne na určitú 
vzdialenosť všetkými smermi, je samozrejme bezpečnosť prístupu (alebo neprístupu) k týmto dátam 
nepovolanými osobami veľmi dôležitá.  
Existuje niekoľko spôsobov ako zabrániť nepovoleným osobám pripojiť sa do vašej siete. Každý je 
inak účinný a ich kombináciou je možné docieliť vysoký stupeň zabezpečenia. Spôsob ako 
zabezpečiť bezdrôtové siete je šifrovanie paketov prúdiacich medzi bezdrôtovými zariadeniami. 
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2.6.1 WEP (Wired Equivalent Privacy) 
 
Komisia IEEE poskytla v štandarde 802.11 koncept s názvom WEP. Jeho hlavnou úlohou  je 
zabrániť nepovolaným užívateľom prístup k sieťovým  prostriedkom chránenej siete a zamedziť 
možnosť sledovať prevádzku na sieti (tzv . eavesdropping). Prístup k sieťovým prostriedkom je 
chránený klasicky, tzn. pomocou hesla, ktorým sa musí užívateľ preukázať pri prihlasovaní  do 
siete. Sledovanie prevádzky vo vzduchu sa snaží zabrániť práve algoritmus WEP. Jedná sa vlastne o 
generátor pseudonáhodných čísel, ktorý je inicializovaný pomocou zdielaného tajného hesla. Tento 
generátor na výstupe vydá postupnosť bitov dlhú ako najdlhší možný paket v sieti. Táto postupnosť 
je potom skombinovaná so skutočným dátovým paketom a výsledok je posielaný vzduchom. WEP 
je založený na šifrovacom algoritme RC4 s tajným kľúčom o veľkosti 40 alebo 104 bitov 
skombinovaným s 24 bitovým IV (inicializačný vektor). Takzvaný 64 bitový WEP je kombinácia 
40 bitového kľúča a 24 bitového IV, 128 bitový WEP je 104 bitový kľúč a 24 bitový IV. Niektorý 
výrobci podporujú aj 256 bitový kľúč. WEP je kvôli zraniteľnosti šifrovacieho algoritmu RC4, 
dĺžke kľúča a kolíziam IV ľahko prekonateľnou ochranou a jeho použitie  sa nedoporučuje ani pre 
domácnosť.   
 
2.6.2 WEP2  
 
K vytvoreniu druhej verzie WEPu viedla snaha odstrániť chyby pôvodnej verzie, ako je rozšírenie 
IV a zosilenie 128 bitového šifrovania. Pôvodné medzery tohto zabezpečenia však zostali 
a útočníkovi len zaberie o niečo viac času ho prelomiť. WEP2 bol použitý spravidla na 
zariadeniach, ktoré hardwarovo nestačili na novšie šifrovanie WPA (Wi-Fi Protected Access). 
 
2.6.3 WPA (Wi-Fi Protected Access) 
 
Združenie firiem vyvíjajúcich a vyrábajúcich produkt 802.11 Wi-Fi aliancia začala klásť dôraz na 
bezpečnosť, a tak, než bude  vyššie zabezpečenie dostupné vo forme štandardu rodiny 802.11, 
pripravila prechodné riešenie. Tým je WPA, ktorý je náhradou za pôvodné slabé zabezpečenie 
WEP. Je použitý tiež šifrovací algoritmus RC4, ale s 128 bitovým kľúčom a 48 bitovým 
inicializačným vektorom. Zásadné vylepšenie spočíva v dynamicky sa meniacom kľúči TKIP 
(Temporal Key Integrity Protocol). Je vylepšená tiež kontrola integrity (správnosti) dát za použitia 
metódy označujúcej  sa ako MIC (Message-Integrity Check). 
WPA ponúka viac možností, ako sieť zabezpečiť a to buď pomocou autentizačného serveru 
(Radius), ktorý zasiela každému užívateľovi iný kľúč (podnikové riešenie), alebo pomocou PSK 
(Pre-Shared Key), kedy má každý užívateľ rovnaký prístupový kľúč (malé podnikové siete alebo 
domácnosti). Zväčšenie veľkosti kľúča IV, zníženie počtu zaslaných paketov s podobnými kľúčmi 
a overovanie integrity robí zabezpečenie WPA ťažko prelomiteľné.    
 
2.6.4 WPA2  
 
Označuje sa tiež ako IEEE 802.11i. Štandardizačná komisia IEEE sa zaoberala vyššou 
bezpečnosťou bezdrôtových sietí v tomto štandarde. Je použitý protokol CCMP (Counter-
Mode/Cipher Block Chaining Message Authentication Code Protocol) so silným šifrovaním AES 
(Advanced Encryption Standard). Veľkosť šifrovacieho kľúča AES môže byť 128, 192 alebo 256 
bitov. Tu samozrejme platí, že čím dlhší je kľúč, tým je viac bezpečnosti a tiež je potrebný vyšší 
výpočtový výkon zariadení kódujúcich prenášané dáta. Za použitím šifry AES stojí predovšetkým 
USA, ktoré zvolili AES pre vládne organizácie ako šifru určenú pre kódovanie citlivých informácií. 
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3 OMNeT++ 
 
3.1 Základný princíp simulácie 
 
Základný princíp simulácie spočíva v zjednodušenej reprezentácii reálneho systému jeho 
simulačným modelom popisujúc len tie vlastnosti reálneho systému, ktoré nás zaujímajú. Po 
verifikácii a overení validity simulačného modelu realizuje experimentátor s využitím simulačného 
modelu súbor simulačných experimentov. V rámci týchto simulačných experimentov navrhuje 
rôzne „vylepšenia“ simulovaného systému (variantné riešenia) a overuje ich vplyv na modelovaný 
systém. Výsledky týchto experimentov sú spätne aplikované na reálny systém s cieľom zlepšiť jeho 
vlastnosti. Simulácia nie je nástroj, ktorý umožní získať priamo optimálne riešenie. Je to skôr 
podporný nástroj, ktorý umožňuje projektantovi testovať efekty svojich rozhodnutí na simulačnom 
modele. Veľká výhoda tohto prístupu je v tom, že je možné vopred vizualizovať budúce správanie 
sa systému a na základe jeho poznania realizovať potrebné zásahy do reálneho systému. Pri 
hodnotení výsledkov simulácie si treba uvedomiť skutočnosť, že výsledky získané simuláciou sú 
pravdepodobné hodnoty simulačného modelu a podľa toho je potrebné i s nimi pri ďalšom použití 
pracovať. 
Simulátor je program, ktorý predpovedá ako sa bude sieť správať. Sieťové simulátory sa používajú 
na skúmanie predpokladaného správania sa siete pri rôznych situáciách. Výskumní pracovníci 
používajú sieťové simulátory na testovanie správania sa skúmaných protokolov pri ich uplatnení     
v praxi. Typickým využitím simulátorov je testovanie smerovacích protokolov, testovanie 
transportných protokolov. Spoločnosti využívajú simulácie na tvorbu komunikačných sietí alebo 
aplikácií, z dôvodu potreby vedieť, ako sa tieto budú správať pod rôznymi testovacími alebo 
reálnymi podmienkami.[4] 
 
3.2 Simulátor OMNeT++ 
 
OMNeT++ je diskrétne simulačné prostredie. Jeho primárne využitie je simulácia komunikačných 
sietí, ale kvôli jeho flexibilnej  architektúre je úspešne používaný aj v iných oblastiach, ako je 
simulácia komplexných IT systémov, queueing sietí a v hardwarovej oblasti. OMNeT++ je 
komponentovo orientovaný. Komponenty (moduly) sú naprogramované v jazyku C++ a potom 
pospájané do väčších komponentov a modelov za použitia NED jazyka. OMNeT++ má rozsiahlu 
GUI podporu a jeho komponentovo orientované simulačné jadro može byť ľahko zapustené do 
aplikácii. OMNeT++ nieje iba na simuláciu sietí samotných, je použiteľný aj vo vedeckej komunite 
a priemyslovom sektore. K nástroju sú dodávané rôzne simulačné modely ako napríklad IP (Internet 
Protocol), IPv6 (Internet Protocol version 6), MPLS (Multi-Protocol Label Switching), OSPF 
(Open Shortest Path First).[1] 
 
3.3 Platformy 
 
OMNeT++ beží pod operačným systémom Linux, Windows (XP, Windows 2000) a inými  
Unixovo orientovanými OS. V mojej práci je zahrnutá inštalácia pod operačným systémom 
Windows XP. 
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3.4 Cena licencie 
 
OMNeT++ je šírený pod GPL (General Public License) licenciou. Táto licencia obsahuje 
podmienky používania OMNeT++ v nekomerčných oblastiach. Je dostupný zadarmo                   
pre akademické inštitúcie pre výučbu a výskum a zárobkové výskumné organizácie. Doteraz sú 
autori schopní vyvíjať OMNeT++ z predaja komerčných licencií. Pre používanie OMNeT++         
so zámerom zisku pri vývoji a zlepšovaní produktov, alebo pri použitý v  rádio komunikačných 
službách je určený OMNEST, čo je komerčná verzia OMNeT++. 
 
3.5 Komponenty 
 
- knižnica simulačného jadra 
- kompilátor pre NED (network descripton language) 
- grafický sieťový editor pre NED súbory (GNED (graphical network description language)) 
- GUI (Graphical User Interface) pre vykonávanie simulácie (Tkenv (portable graphical 
windowing user interface)) 
- command-line používateľské prostredie pre vykonávanie simulácie (Cmdenv (command-line 
user interface))  
- grafický nástroj pre vektorové zobrazovanie výstupu (Plove) 
- grafický nástroj pre skalárnu vizualizáciu (Scalars) 
- dokumentačný nástroj modelov (Neddoc (Network Description Language Documentation)) 
- utility (nástroj na generovanie násady náhodných čísel, nástroj na vytvorenie makefile.vc atď.) 
- dokumentácia, ukážky simulácií, atď. 
 
3.6 Silné a slabé stránky      
 
Silné stránky: 
- GPL licencia  
- profesionálna technická podpora 
- primerané hardwarové požiadavky 
- silná užívateľská základňa 
- relatívne ľahký na naučenie  
- ľahko rozšíriteľný o nadstavby (Inet Famework, Mobility Framework)   
 
Slabé stránky: 
- zaznamenávanie výsledkov nie je adekvátne 
- GUI nie je dostatočne detailné  
 
3.7 Nadstavba MF (Mobility Framework)      
 
MF je navrhnutý pre podporu bezdrôtových a mobilných simulácii vo vnútri OMNeTu. Jadro MF 
zavádza podporu pre mobilitu, dynamické pripojenie riadenia a bezdrôtový model. Jadro dodatočne 
poskytuje základné moduly, ktoré možu byť odvodené za účelom zavádzania vlastných modulov. 
Programátor može týmto spôsobom ľahko vyvíjať vlastné protokoly implementované pre MF bez 
nutnosti zaoberať sa potrebnými  rozhraniami. MF može byť použitý pre simuláciu:  
- pevné bezdrôtové siete 
- mobilné bezdrôtové siete 
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- distribuované (ad-hoc) a centralizované siete 
- senzorové siete  
- viackanálové bezdrôtové siete 
- veľa ďalších simulácii, ktoré potrebujú mobilnú podporu alebo bezdrôtové rozhranie 
 
3.8 Nadstavba IF (Inet Framework) 
 
IF je open source komunikačný sieťový balík pre OMNeT++/OMNEST simulačné prostredie. Bol 
vytvorený zo základov MF.  Je vhodný pre simuláciu drôtových, bezdrôtových a ad-hoc sietí. 
Obsahuje modely niekoľko internetových protokolov. Okrem IP a UDP/TCP (User Datagram 
Protocol/ Transmission Control Protocol) obsahuje Ethernet, PPP (Point-to-Point Protocol), IPV6, 
OSPF, RIP (Routing information protocol), MPLS s LDP (Label Distribution Protocol) a RSVP-TE 
(Resource Reservation Protocol-Trafic Extension) signalizáciou a niekoľko ďalších protokolov. 
 
3.9 Simulácia v OMNeT++    
 
Simulácia v OMNET++ zahŕňa nasledujúce body. 
 
• Modely v OMNET++ pozostávajú z komponentov (modulov), ktoré komunikujú výmenou 
správ. Moduly môžu byť zložené z niekoľko modulov, ktoré spolu vytvoria zložený modul. 
Keď je model vytvorený, je potrebné namapovať systém do hierarchie komunikujúcich 
modulov. 
• Definícia štruktúry modelov v jazyku NED. NED súbory je možné editovať v textovom 
editore alebo v grafickom editore GNED. 
 
• Aktívne komponenty modelov a ich podmoduly sú naprogramované v jazyku C++ 
            s použitím simulačného jadra a knižnice tried. 
 
• Vytvorenie konfiguračného súboru omnetpp.ini pre vhodné nastavenie  OMNeT++ 
konfigurácie a parametrov pre vytváraný model. Konfiguračný súbor môže definovať 
niekoľko simulácii s rozdielnymi parametrami. 
 
• Skompilovanie simulačného modelu a jeho spustenie. Spojenie kódu so simulačným jadrom 
OMNeT++ a jedným užívateľským rozhraním. Možnosť použitia príkazového riadku a 
grafického užívateľského rozhrania. 
 
• Výsledky simulácie sú zapísané vo výstupných vektorových a skalárnych súboroch. Pre ich 
zobrazenie môžeme použiť Plove a Scalars programy. Pre ďalšie dokonalé štatistické 
analýzy je možné použiť nezávislé balíky ako sú R, Octave, Matlab alebo tabuľkové 
procesory ako sú OpenOffice Calc a Gnumeric. 
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4 Inštalácia  a  nastavenia 
 
4.1 Programy potrebné pre vytvorenie kompilačného 
prostredia 
 
4.1.1 Kompilátor jazyka c++ 
 
Pre kompilovanie modelov v OMNeT++ je potrebný kompilátor jazyka C++. Na stránke [6] je 
dostupná voľná verzia integrovaného vývojarského  balíčku od Microsoftu. Je možné stiahnuť si 
on-line inštaláciu Microsoft Visual C++ 2008 Express Edition alebo off-line balíček Microsoft 
Visual Studio 2008 Express Edition All-in-One na konci tejto webovej stránky. V balíčku sa 
nachádza aj Visual  C++ 2008. Inštalácia nie je zložitá a nemali by pri nej byť žiadne problémy. 
 
4.1.2 PSDK (Platform Software Development Kit) 
 
Pre funkčnú kompiláciu modelov pomocou MSVC (Microsoft Visual C++) je potrebný aj balíček 
s názvom Platform SDK. Obsahuje hlavičkové súbory, knihovne, nástroje a informácie potrebné  
pre vývoj Windowsovo založených aplikácii. Je to vlastne rozšírenie MSVC. Je dostupný na 
stiahnutie z [7] pod názvom Windows® Server 2003 SP1 Platform SDK Web Install. Jedná sa 
o klasickú inštaláciu, pri ktorej sa postupuje podľa pokynov. 
  
4.1.3 Ghostscript  
 
Ak chceme používať  automatický generátor dokumentácie NEDDOC musíme nainštalovať 
podporu pre obrázky v Neddoc. Ghostscript je možné stiahnuť z  [8]. Ghostscript nie je nutné 
inštalovať, ak nebudeme využívať Neddoc, pretože funkčné kompilačné prostredie to neovplyvní. 
 
4.1.4 OMNET++  
 
Pred inštaláciou by sme mali mať funkčne nainštalovaný MSVD, PSDK a Ghostsript. Na stránke 
[10] je možné stiahnuť najnovšiu verziu OMNeT++ 4.0, ja som však pre svoju prácu použil verziu 
3.3 , [11]. Pri samotnej inštalácii OMNeT++ je nutné byť pozorný a čítať výstrahy, pretože aj malé 
chyby spôsobia nefunkčnosť kompilačného prostredia. Musíme dbať hlavne na to, aby bol 
OMNeT++ nainštalovaný do adresára, ktorý neobsahuje medzery ako napr. Programs nie do 
adresára Program files. Najlepšie bude ak si OMNeT++  nainštalujeme do root adresára na disk 
(C:\home\omnetpp).Problém, ktorý by vznikol inštaláciou do adresára s medzerou, spôsobuje súbor 
“opp_test“ z adresára “omnetpp\bin“ a súbor “makemake.cmd“ z adresára “omnetpp\inet“             
pri kompilovaní INETu. Ďalšia vec pri inštalácii je nastavenie cesty pre Ghostcript. Ak ho máme 
nainštalovaný, tak k nemu zadáme cestu, ak nie tento krok preskočíme a inštaláciu by to ovplyvniť 
nemalo. Pri výbere kompilátora C++ označíme verziu, ktorú budeme používať. V našom prípade 
označíme “vc-80 release“ pre MSVC 2008. Týmto je inštalácia OMNeT++ ukončená a v prípade že 
budeme chcieť používať aj nadstavby (Mobility Framework, Inet Framework, PAWiS, ReaSE, 
OverSim ), môžeme pokračovať v ich inštalovaní. Nielen vyššie uvedené, ale aj ďalšie nadstavby 
a ich popis sú dostupné na stránke [15]. 
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4.1.5 INET Framework  
 
Pred inštaláciou je nutné mať funkčne nainštalované prostredie OMNeT++, ktoré si môžeme overiť 
spustením súboru “rundemo.bat“ v priečinku “C:\home\omnetpp\samples“  a následne spustením 
niektorého modelu. Z [12] je možné stiahnuť Inet Framework Demo for Windows. Demo však 
obsahuje iba spustiteľné súbory simulačných modelov. Ak chceme vytvárať svoje simulačné 
modely, je nutné stiahnuť Inet Framework z [13], v ktorom sa nachádzajú zdrojové kódy. Súbor sa 
neinštaluje, ale je potrebné ho rozbaliť na disk najlepšie do adresára “C:\home\inet“ .Následne ho 
už iba skompilujeme naším predpripraveným prostredím. Spustíme program CMD (Command) 
(štart -> spustiť -> cmd) a premiestnime sa do zložky Inetu, kde sme ho rozbalili. Postupne zadáme 
nasledujúce príkazy: 
1. makemake 
2. nmake -f Makefile.vc depend 
3. nmake –f Makefile.vc  
Prvý príkaz vytvorí makefiles všade tam, kde sú potrebné. Druhý príkaz pridá závislosti medzi 
adresármi, pretože jednotlivé modely sa nenachádzajú každý vo svojej zložke, ale sú pospájané 
z menších, alebo základných modulov. Posledný príkaz vytvorí spustiteľné súbory. Funkčnosť 
môžeme odskúšať spustením súboru  “rundemo.bat“ v priečinku “C:\home\inet\examples“ . Po 
mojej inštalácii mi hlásilo chybu, ktorá vznikne chybným súborom „inet.exe“. Tento problém sa dá 
riešiť nahradením tohto súboru tým istým súborom z IF dema. Zrejme ide o chybu, ktorá vznikne 
pri kompilovaní IF, keďže sa nejedná o klasickú inštaláciu. 
 
4.2 Nastavenie environment variables (premenne prostredia) 
 
Pre správny chod OMNeT++ prostredia je nutné nastaviť cesty k BIN, LIB a INCLUDE súborom 
v MSVC, PSDK a OMNeT++. 
 
Cesty k bin súborom: 
C:\home\inet\bin 
C:\home\omnetpp\bin 
C:\Program Files\Microsoft Platform SDK\Bin  
C:\Program Files\Microsoft SDKs\Windows\v6.0A\bin  
C:\Program Files\Microsoft Visual Studio 9.0\VC\bin 
C:\Program Files\Microsoft Platform SDK\Bin\win64 
C:\Program Files\Microsoft Platform SDK\Bin\win64\x86\AMD64 
C:\Program Files\Microsoft Visual Studio 9.0\Common7\IDE 
 
Cesty k lib súborom: 
C:\home\omnetpp\include 
C:\Program Files\Microsoft Platform SDK\Include 
C:\Program Files\Microsoft SDKs\Windows\v6.0A\Include 
C:\Program Files\Microsoft Visual Studio 9.0\VC\include 
 
Cesty k lib súborom: 
C:\home\omnetpp\lib 
C:\Program Files\Microsoft Platform SDK\Lib 
C:\Program Files\Microsoft SDKs\Windows\v6.0A\Lib 
C:\Program Files\Microsoft Visual Studio 9.0\VC\lib 
 
Cesty môžeme nastaviť dvomi spôsobmi. Prvý spôsob je nastavenie premenných napevno             
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vo Windows. Zvolíme Tento počítač, vlastnosti, upresniť a premenné prostredia. V kolónke 
systémové premenné upravíme súbor path tak, že do neho vložíme cesty k BIN súborom. Obdobne 
tak spravíme pre LIB a INCLUDE súbory. Ak v kolónke systémové premenné neexistuje položka 
BIN, LIB alebo INCLUDE  vytvoríme ju pomocou voľby nová a do názvu napíšeme potrebnú 
premennú. Cesty vložíme do kolónky hodnota premennej. Pri vkladaní ciest je potrebné všetky 
cesty oddeľovať bodkočiarkou. Druhá možnosť nastavenia premenných je vytvorenie zástupcu, 
ktorý  načíta premenné pri každom spustení.  
 
4.3 Vytvorenie zástupcu pre rýchle spustenie kompilačného 
prostredia 
 
V koreňovom adresári vytvoríme súbor “omnetenv.bat” , ktorý bude obsahovať nasledovné: 
 
“C:\Program Files\Microsoft Visual Studio 9.0\VC\vcvarsall.bat 
 
SET PATH=%PATH%;C:\home\inet\bin; 
C:\home\omnetpp\bin; 
C:\Program Files\Microsoft Platform SDK\Bin ; 
C:\Program Files\Microsoft SDKs\Windows\v6.0A\bin;  
C:\Program Files\Microsoft Visual Studio 9.0\VC\bin; 
C:\Program Files\Microsoft Platform SDK\Bin\win64; 
C:\Program Files\Microsoft Platform SDK\Bin\win64\x86\AMD64; 
C:\Program Files\Microsoft Visual Studio 9.0\Common7\IDE; 
SET INCLUDE=%INCLUDE%;C:\home\omnetpp\include; 
C:\Program Files\Microsoft Platform SDK\Include; 
C:\Program Files\Microsoft SDKs\Windows\v6.0A\Include; 
C:\Program Files\Microsoft Visual Studio 9.0\VC\include; 
SET LIB=%LIB%; C:\home\omnetpp\lib; 
C:\Program Files\Microsoft Platform SDK\Lib; 
C:\Program Files\Microsoft SDKs\Windows\v6.0A\Lib; 
C:\Program Files\Microsoft Visual Studio 9.0\VC\lib;“ 
 
V prípade že máte OMNeT++ v inom adresári je nutné cesty upraviť pre tento adresár. 
Príkaz “vcvarsall.bat“ slúži na nastavenie premenných pre kompilátor c++. Príkazy SET PATH, 
SET INCLUDE a SET LIB slúžia na nastavenie premenných z priečinkov bin, include a lib. Pre 
rýchle spustenie “omnetenv.bat” skriptu vytvoríme na ploche zástupcu  cez kontextové menu Nový 
-> zástupca a do umiestnenia položky napíšeme následovné: “%comspec% /k C:\omnetenv.bat”. 
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5 Užívateľské zoznámenie s OMNeT++ 
 
V tejto kapitole sa zoznámime so základnými súčasťami OMNeTu, ako sú GNED (Grafický NED 
editor) a Tkenv (Grafické užívateľské rozhranie). GNED slúži na vytvorenie topológie siete 
a Tkenv pre samotnú simuláciu. 
 
5.1 Grafické zoznámenie a ovládanie GNED 
 
 
Obrázok 1 Grafické rozhranie GNED 
 
Editor projektu spustíme ikonou „OMNeT++ GNED“. Skladá sa z viacerých častí. Pomocou týchto 
častí je možné rýchlo a ľahko vytvoriť požadovaný model. V editore je definovaná topológia siete 
a prepojenia medzi jednotlivými uzlami a modulmi siete. Editor sa skladá z: 
 
• hlavné menu 
• tlačítka 
• grafické rozhranie  
• zobrazenie modelu v textovom móde  
• editor súborov *.ned 
• textová oblasť 
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5.1.1 Hlavné menu 
 
Editor sa skladá z hlavného menu, cez ktoré je možné ľahko a rýchlo pristupovať k jednotlivým 
funkciám editoru. Hlavné menu editoru je zobrazené na obrázku 2. 
 
 
Obrázok 2 Editor hlavného menu 
 
File –  menu súboru 
Edit –  menu editácie 
View        –  menu zobrazenia 
Draw  –  menu kreslenia objektov 
Options  –  menu možností 
Help  –  menu nápovedy 
 
5.1.2 Tlačidlá GNED 
 
Pod hlavným menu sa nachádzajú tlačidlá, pomocou ktorých je možné rýchlo aktivovať rôzne 
funkcie editoru. Rozmiestnenie tlačidiel je zobrazené na obrázku 3 a 4. 
 
                                   1.   2.   3.    4.    5.   6.       7.  8.   9.   10. 11.  12. 13.  
 
Obrázok 3 Tlačidlá menu 
 
                                                                 14.         15. 
  
Obrázok 4 Tlačidlá zobrazenia 
Vysvetlivky pre tlačidlá: 
 
1.   nový NED súbor 
2.   otvorenie NED súboru  
3.   uloženie NED súboru 
4.   pridanie komponentov 
5.   zobrazenie predchádzajúceho modulu 
6.   zobrazenie ďaľšieho modulu 
7.   mód výberu a presúvania položiek  
8.   mód kreslenia objektov a spojení medzi nimi 
9.   mazanie položiek 
10. nastavenie vzhľadu položiek 
11. nastavenie vlastností položiek 
12. zapnutie a vypnutie polohovania do mriežky 
13. prispôsobenia veľkosti poľa jeho obsahu 
14. prepnutie do grafického zobrazenia 
15. prepnutie do zobrazenia zdrojového kódu 
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5.1.3 Grafické rozhranie 
 
Do grafického rozhrania je možné dostať sa kliknutím na tlačítko „Graphics“, alebo cez menu 
„view as graphics“. V tomto zobrazení je model vyobrazený v grafickom rozhraní. Pomocou tohto 
rozhrania je jednoduchšie vytvárať modely podľa svojej potreby. Prepojenie modulov a uzlov je 
možné pomocou jednoduchého pretiahnutia cesty myšou z jedného modulu do druhého. Pre lepšiu 
špecifikáciu je však vhodnejšie zobrazenie v textovom móde. Grafické rozhranie je zobrazené na 
obrázku 5. 
 
 
Obrázok 5 Zobrazenie v grafickom rozhraní 
 
5.1.4 Zobrazenie modelu v textovom móde 
 
Do zobrazenia v textovom móde je možné dostať sa kliknutím na tlačítko „NED source“, alebo   
cez menu „view as NED source“. V tomto zobrazení je model zobrazený ako zdrojový kód v jazyku 
NED. Pomocou tohto rozhrania je možné definovať aj tie nastavenia modelu, ktoré nie je možné 
alebo nastaviť v grafickom móde. Zobrazenie v textovom móde je na obrázku 6. 
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Obrázok 6 Zobrazenie v textovom móde 
  
5.1.5 Editor súborov *.ned 
 
V editore súborov NED sú zobrazené všetky aktuálne načítané ned súbory pre daný model. 
Rozkliknutím  jednotlivých ned súborov je možné zobraziť importy, parametre, brány, podmoduly, 
prepojenia modulov a podmodulov a vytvorenú sieť. Editor súborov slúži pre rýchle a prehľadné 
nastavenie ned súborov, z ktorých sa konkrétny model skladá. Editor súborov je na obrázku 7. 
 
 
Obrázok 7 Editor súborov *.ned 
 
5.1.6 Textová oblasť  
 
Textová oblasť sa nachádza na spodku editoru projektu. Sprostredkováva informácie o stave 
vykonávanej akcie,  viď. obrázok 8. 
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Obrázok 8 Textová oblasť 
 
5.2 Grafické zoznámenie a ovládanie Tkenv 
 
Tkenv je grafické rozhranie pre simulovanie.  
 
 
Obrázok 9 Grafické rozhranie pre simulovanie Tkenv 
 
Tkenv sa skladá z niekoľko častí ako sú: 
 
• hlavné menu 
• tlačítka 
• objektový inšpektor - grafické rozhranie  
• zobrazenie objektového stromu  
• textové pole udalostí 
5.2.1 Hlavné menu 
 
Cez hlavné menu je možné pristupovať k hlavným funkciám Tkenv, ako sú editácia a pripravenie 
siete, inšpektor siete a objektov, zobrazenie výstupných vektorových alebo skalárnych súborov, 
zobrazenie konfiguračného „omnetpp.ini“ súboru a rôzne nastavenia simulačného prostredia. 
Hlavné menu je zobrazené na obrázku 10. 
 
 
Obrázok 10 Menu Tkenv 
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File –  menu prípravy siete 
Edit  –  menu editácie 
Simulate  –  menu simulácie 
Trace  –  menu textového poľa 
Inspect  –  menu inšpektora siete 
View  –  menu zobrazenia súborov 
Options  –  menu možností simulácie 
Help  –  menu nápovedy  
 
5.2.2 Tlačidlá Tkenv 
 
Pomocou tlačítiek je možný rýchly prístup k základným funkciám Tkenvu. Tlačítka sú zobrazené na 
obrázku 11. 
 
               1.   2.   3.    4.    5.   6.     7.       8.     9.     10.    11.   12.  13.   14.  15. 16.  17. 
 
Obrázok 11 Tlačidlá Tkenv 
 
1.   výber typu siete 
2.   výber siete 
3.   otvorenie NED súboru 
4.   zobrazenie objektového inšpektora 
5.   skopírovanie vybraného textu do schránky 
6.   vyhľadávanie textu v textovom poli 
7.   vykonanie jedného kroku simulácie 
8.   spustenie simulácie s animáciou 
9.   spustenie simulácie bez animácie 
10. spustenie simulácie expresným módom bez aktualizácie textového výstupu a bez animácie 
11. spustenie simulácie po určenú dobu alebo určený počet krokov 
12. zastavenie simulácie 
13. ukončenie simulácie 
14. hľadanie a inšpekcia správ, front, premenných, štatistík a podobne  
15. ukázať alebo skryť časovú priamku 
16. ukázať alebo skryť objektový strom 
17. nastavenia simulácie 
 
5.2.3 Objektový inšpektor 
 
Objektový inšpektor slúži v Tkenv na zobrazenie objektov. Spúšťa sa cez položku „Inspect 
network“ v menu. Slúži ako animačné rozhranie pri simulácii. Rozkliknutím objektov sa zobrazí ich 
zloženie vo vrstvách, viď obrázok 12. 
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Obrázok 12 Objektový inšpektor 
 
5.2.4 Zobrazenie objektového stromu  
 
V objektovom strome sú zobrazené objekty simulácie od parametrov cez udalosti, správy až          
po samotné objekty, z ktorých je model postavený, viď obrázok 13. 
 
 
Obrázok 13 Objektový strom 
 
5.2.5 Textové pole udalostí – hlavné okno 
 
Textové pole slúži pre zobrazenie udalostí, ktoré prebiehajú počas simulácie. Na obrázku 14. je 
možné vidieť zobrazené udalosti, začiatočnú inicializáciu alebo obnovovanie novej polohy 
objektov. 
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Obrázok 14 Textové pole udalostí 
 
5.3 Simulačné režimy simulácie 
 
Tkenv má následovné režimy pre chod simulácie: 
 
• Step –  krokový režim 
• Run  –  normálny režim 
• Fast Run  –  rýchly režim 
• Express Run  –  expresný režim 
 
Každý režim má svoje tlačítko v lište nástrojov v Tkenv. 
 
Step režim vykonáva simuláciu krok po kroku. 
 
Run režim má pri simulácii zapnuté všetky zaznamenávacie pomôcky. Je aktívna animácia správ 
a objektový inšpektor sa aktualizuje po každom kroku. Výstupné správy sú zväčša zobrazené 
v hlavnom okne, alebo vo výstupnom okne modulov. Simuláciu je možné zastaviť príslušným stop 
tlačítkom v lište nástrojov. V tomto režime môžete naplno ovládať užívateľské rozhranie v priebehu 
simulácie, napríklad otvárať okná inšpektorov.  
 
Fast Run režim má pri simulácii vypnutú animáciu. Okná inšpektorov a okná výstupných správ sú 
aktualizované každých 10 krokov, alebo predom nakonfigurovaný počet krokov. 
 
Express Run režim má tiež vypnutú animáciu pri simulácii. Rýchlosť simulácie je rovnaká ako   
pri zobrazení simulácie v textovom rozhraní, teda v Cmdenv. Všetky sledovania sú vypnuté. 
Výstupy modulov nie sú zaznamenané vo výstupnom okne. Do simulácie je možné zasahovať iba 
raz za čas. Približne je to raz za 1000 krokov, čím sa výrazne skráti čas simulácie. 
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6 Vytváranie  modelov 
 
V tejto kapitole je popísané, ako vytvárať modely a akými spôsobmi je možné ich vytvárať, pretože 
spôsobov je viac. Patrí sem vytvorenie vlastného modelu od samého začiatku, vytváranie modelov 
z už naprogramovaných API (Application Programming Interface) pod modulov formou spájania 
do väčších modulov a vytváranie nových protokolov a ich implementácia do vlastného alebo už 
existujúceho modelu. Posledný spôsob je najnáročnejší a vyžaduje značné skúsenosti a znalosti 
s programovaním v jazyku c++ a simulačným prostredím samotným. 
 
6.2 Vytvorenie vlastného modelu 
 
Pre úplného začiatočníka je najvýhodnejšie začať s vytváraním simulácie modelu pomocou tictoc 
tutoriálu, ktorý je obsiahnutý v základnom balíčku OMNeT++ pod názvom “OMNeT++ Tutorial“ 
a je dostupný z [14]. V tomto návode je popísaná tvorba modelu od začiatku a je veľmi užitočný  
pre pochopenie najzákladnejších vecí. Toto je popis vytvorenia iba modelu tictoc1, ale na vyššie 
uvedenej stránke je možné naštudovať vytvorenie tictoc modelu viac do hĺbky.  
 
6.1.1 Potrebné súbory 
 
Pre vytvorenie tictoc1 modelu sú potrebné tieto súbory: 
 
NED súbor tictoc1.ned 
- definuje topológiu siete 
C++ súbor txc1.cc  
- implementuje funkcionalitu modulov v c++ 
Makefile súbor makefile.vc 
- súbor potrebný pre skompilovanie modelu cez kompilačné prostredie 
Konfiguračný súbor omnetpp.ini 
- konfiguračný súbor obsahujúci informácie aká sieť bude simulovaná. 
- obsahuje informácie o reálnych parametroch siete, ako sú oneskorenie vedenia, BER a podobne. 
 
6.1.2 Vlastné vytvorenie siete TICTOC a jej kompilácia 
 
Táto kapitola sa zaoberá konkrétnym vytvorením simulácie tictoc1. Vytváranie bude pomocou 
písania zdrojového kódu priamo do ned súboru. Na obrázku 3 je zobrazený model Tictoc              
pri vymieňaní správy. 
 
1. Ako prvé si vytvoríme  pracovný adresár nazvaný napríklad tictoc. V ňom vytvoríme súbor 
“tictoc1.ned“, ktorý identifikuje sieťové uzly a spojenia medzi nimi. 
2. Do súboru skopírujeme zdrojový kód z prílohy A. Tento súbor si môžeme otvoriť v GUI 
OMNeT++ a upravovať podľa návodu tictoc2 a vyššie. 
3. Ďalej vytvoríme druhý súbor “txc1.cc“, ktorý implementuje funkcionalitu jednoduchého 
modulu Txc1. Skopírujeme zdrojový kód z prilohy B do tohto súboru. 
4. Následne potrebujeme vytvoriť súbor “Makefile.vc“ , pomocou ktorého skompilujeme 
a nalinkujeme náš program, aby sme boli schopný vytvoriť spustiteľnú  sieť tictoc. Toto 
realizujeme spustením rýchleho zástupcu z bodu 4.3. Príkazmi “cd..“, a “cd <názov 
adresára>“ sa dostaneme do nášho vytvoreného adresára tictoc a zadáme nasledujúce príkazy: 
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“opp_nmakemake”  - vytvorí súbor “makefile.vc“ a zobrazí “Makefile.vc created“. 
5.  Pokračujeme príkazom “nmake –f Makefile.vc“. Tento príkaz nalinkuje simuláciu a vytvorí 
ďalšie potrebné súbory a súbor “tictoc.exe“, ktorý však ešte nie je spustiteľný. 
6. Pre jeho funkčné spustenie je nutné vytvoriť posledný súbor “omnetpp.ini“,do ktorého 
skopírujeme zdrojový kód z prílohy C. Tento súbor nakonfiguruje sieť, ktorú chceme 
simulovať. 
7. Týmto krokom by mala byť úspešne vytvorená TICTIC simulácia, ktorú je možné spustiť 
príkazom “./tictoc“.  
8. Simuláciu spustíme tlačítkom “Run“ na paneli nástrojov. Následne simulácia  beží, čo je 
signalizované vymieňaním správ medzi uzlami. Pokračovať vo vylepšovaní TICTOC siete je 
možné pomocou vyššie spomenutého manuálu. 
 
 
Obrázok 15 Model Tictoc tutorial 
6.2 Vytvorenie modelu pomocou API modulov 
 
6.2.1 API moduly       
 
API moduly sú už predpripravené naprogramované moduly a podmoduly potrebné pre vytváranie 
modelov pomocou Inet Framework. Tieto moduly je možné skladať a vytvoriť napríklad potrebný 
model bezdrôtovej siete. Dokumentácia API modulov je dostupná z [16]. 
 
6.2.2 Nastavenie ciest  
 
Pre modelovanie pomocou Inet Framework je potrebné najskôr nastaviť v OMNeT++ cesty pre API 
moduly z Inet Framework adresára. Ak by cesty neboli nastavené, tak OMNeT++ nedokáže načítať 
moduly a simulácia v GUI sa nenačíta. V prílohe D sú vypísané všetky cesty potrebné                  
pre vytvorenie akéhokoľvek modelu pomocou Inet Framework. Otvoríme GUI OMNeT++ , 
prejdeme do menu options, edit import path, vložíme cesty z prílohy D a potvrdíme. Odteraz má 
OMNeT++ cesty nastavené a netreba ich nastavovať pri každom spustení. V prípade, že 
potrebujeme nastaviť iné cesty ktoré nie sú v prílohe D, je možné ich nastaviť pomocou Add 
Directory.  
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6.2.3 Vlastné vytvorenie  modelu IEEE 802.11 
 
V tejto kapitole budeme vytvárať model wifi 802.11b a to pomocou grafického rozhrania. Potrebné 
hlavné  moduly pre tento model sú: 
• ChannelControl – správca vytvárania spojení medzi klientom a prístupovým bodom. 
• ThroughputClient -  Wi-Fi klient 
• WirelessAPSimplified – Wi-Fi prístupový bod. 
 
1. Vytvoríme si pracovný adresár a v ňom súbor nedfile pomenovaný napríklad 
“Throughput.ned“. Toto môžeme spraviť otvorením GUI OMNeT++, File, New NED file 
a v properties general zadáme name: Throughput. 
2. V záložke parameters nastavíme parameter 1: Name: numCli a Type: numeric const, 
parameter 2: Name: playgroundSizeX a Type: numeric const, parameter 3: Name: 
playgroundSizeY a Type: numeric const.  
3. Následne vytvoríme tri podmoduly pomocou menu draw, submodule/conection drawing 
mode. Každý z modulov teraz upravíme pomocou menu pravý klik na modul a properties.  
4. Pre ChannelControl v general vyplníme Name: channelcontrol, type: ChannelControl. 
V parameters Name : playgroundSizeX -> Value: playgroundSizeX  a Name: 
playgroundSizeY -> Value : playgroundSizeY a potvrdíme OK.  
5. Pre ThroughputClient v general vyplníme Name: cliHost, Vector size: numCli, type: 
ThroughputClient a potvrdíme OK.  
6. Pre WirelessAPSimplified v general vyplníme Name: ap, type: WirelessAPSimplified. 
7. Teraz naimportujeme potrebné API moduly ChannelControl, WirelessAPSimplified v menu 
File, New component, import. Do kolónky imports, name napíšeme ChannelControl a 
WirelessAPSimplified každý do nového riadku a potvrdíme OK. Súbor uložíme, program 
reštartujeme a znovu otvoríme náš nedfile Throughput.ned. Stane sa to, že OMNeT++ načíta 
importy, ktoré sme predtým nadefinovali až na ThroughputClient. Tento modul musíme 
zložiť z podmodulov sami, pretože nie je definovaný ako samotný. Je však možné ho zložiť 
z podmodulov.  
8. V nedfile Throughput vytvoríme nový modul pomocou new, compound module. Properties -> 
general -> name: ThroughputClient, gates->name> radioIn a direction: in. 
9. ThroughputClient sa skladá zo štyroch pod modulov NotificationBoard, NullMobility, 
EtherAppCli, Ieee80211NicSTASimplified. Tieto moduly vložíme do nového import file 
pomocou file -> new component -> import. Súbor uložíme a znovu otvoríme pre opätovné 
načítanie importov. 
10. V ThroughputClient vytvoríme štyri grafické moduly a každý popíšeme v properties. Prvý 
modul name: notificationBoard a type : NotificationBoard. Druhý modul name: cli , type : 
EtherAppCli, parameters->name: registerSAP a value: false. Ďalší modul name: mobility 
a type: NullMobility. Posledný modul name: wlan a type: Ieee80211NicSTASimplified. 
11. Ešte je potrebné moduly spojiť a to pomocou draw, submodule/conection drawing mode 
a pretiahnutím cesty z vyššej vrstvy do wan a z cli do wan. Vytvoríme tak dve cesty, ktoré 
skontrolujeme a upravíme v properties. Prvá cesta je z modulu cli, gate: out do modulu wlan, 
gate: uppergateIn, smerovanie source-> destination. Druhá cesta je z modulu <parent>, 
gate: radioIn do modulu wlan, gate: radioIn, smerovanie destination->source. 
12. Teraz zadefinujeme sieť a to pomocou File->New component->Network->Name: 
throughput, type: Throughput. Prepneme sa z grafického módu do zdrojového a prepíšeme 
“connections“ na “connections nocheck”. Ak by sme tak neurobili, simulátor by sa zastavil 
na chybe, ktorá vznikne zrejme kontrolovaním prepojení. Na obrázkoch 16, 17 a 18 je 
zobrazené zloženie jednotlivých modulov modelu Wi-Fi. 
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Obrázok 16 Wi-Fi klient v OMNeT++ 
 
Obrázok 17 Fyzická vrstva Wi-Fi klienta 
 
Obrázok 18 Model Wi-Fi prístupového bodu 
 
13. Vytvoríme “omnetpp.ini“ súbor a skopírujeme zdrojový kód z prílohy E. V tomto súbore je 
zaujímavejších pár riadkov: 
 
• preload-ned-files = *.ned @ C:/home/inet/nedfiles.lst    
- nastavenie cesty pre súbor nedfiles.lst, ktorý je akýsi zoznam ned súborov. 
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• network = throughput                 - definícia siete throughput 
• [Run 1]                  - nastavenie prvej simulácie 
      description = "1 host to AP"                - názov prvej simulácie 
      throughput.numCli = 1                 - nastavenie jedného wifi klienta 
• *.channelcontrol.carrierFrequency = 2.4e+9        - nastavenie frekvencie 2,4 [GHz] 
• **.radio.bitrate = 11e6                                          - nastavenie prenosovej rýchlosti 11 [Mb/s]         
                                                      
Posledné dva riadky definujú typ wifi na 802.11b. Vzhľad ikony každého modulu sa nastavuje 
v menu appearance. C++ súbory nie je potrebné vytvárať pretože si ich kompilátor nalinkuje sám 
pri kompilácii z domovských adresárov API modulov. Na obrázku 19 je zobrazená simulácia Wi-Fi 
modelu v grafickom rozhraní Tkenv v OMNeT++. 
 
 
Obrázok 19 Model Wi-Fi  zložený API  modulov v OMNeT++ 
 
6.2.4 Kompilácia modelu 
 
Model stačí už iba skompilovať s našim pripraveným prostredím. Kompiláciu musíme spustiť 
s parametrami, ktoré sú potrebné pre kompilovanie modelov zlozených z viacerých adresárov. API 
moduly, ktoré používame sa nachádzajú v rôznych adresároch IF. Spustíme rýchleho zástupcu 
z bodu 4.3 a príkazmi “cd..“, a “cd <nazov adresara>“ sa dostaneme do nášho vytvoreného 
adresára. Zadáme príkaz: 
 
opp_makemake -f -N -b (váša cesta do IF) -c (vaša cesta do IF)/inetconfig -I. –n 
 
Model je skompilovaný a následne napíšeme “inet” pre spustenie. Vyberieme typ siete akú chceme 
simulovať a potvrdíme. Simuláciu spustíme ikonou “Run”. Po odsimulovaní sa automaticky 
generujú súbory „omnet.vec“ a „omnet.sca“, ak sú tieto naprogramované v použitých moduloch. Sú 
to súbory obsahujúce dáta zachytené zo simulácie pre spracovanie napríklad v grafoch. Súbory je 
možné otvoriť každý v spriahnutom programe a zobraziť tak potrebné dáta a charakteristiky. 
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7 Výstupy  simulácie  
 
7.1 Tvorba dokumentácie v NEDDOC 
 
V OMNeT++ je zabudovaná tvorba dokumentácie, ktorá je vygenerovaná podľa modelu. 
Generovanie spustíme z príkazového riadku zadaním príkazu: 
opp_neddoc –a 
Dokumentácia bude vygenerovaná do html súboru v domovskom adresári modelu a pod adresári 
html. Spúštací súbor je index.html. 
 
7.2 Plove  
 
Výstupom simulácie je najčastejšie súbor s vektormi. Dáta zachytené pre vektorové objekty sú 
zapísané vo výstupnom vektorovom súbore, ktorý je generovaný automaticky. Plove je dobrý 
nástroj pre kreslenie a vyhodnocovanie výstupných vektorov. Pre každý vektor je možné nastaviť 
najčastejšie nastavenie parametrov pre kresbu ako sú osi, mierka, názvy, návestia. Pri použití Plove 
sa najskôr načítajú vektorové súbory do ľavého okna. Pomocou ikony so šípkou vpravo sa žiadané 
vektorové súbory presunú do pravého panela. Plove bude inicializovať pri kreslení iba vybrané 
vektory v pravom okne. Štandardne je zapnuté generovanie vektorových súborov automaticky. 
Vlastnosti zapisovania dát do vektorových súborov sa dajú nastaviť v súbore „omnet.ini“, ako 
napríklad zapnúť a vypnúť zapisovanie alebo nastaviť vzorkový interval. Súbor „omnet.vec“ 
je automaticky vytvorený v domovskom adresári modelu, ak to model podporuje. Po spustení sa 
automaticky otvorí v programe Plove. 
 
7.3 Scalars 
 
Niekedy je užitočnejšie použiť skalárny výstup pre porovnávanie správania modelov pri rôznych 
nastaveniach parametrov. Na toto je určený nástroj Scalars. Môže kresliť stĺpcové diagramy, 
porovnávať napríklad priepustnosť so skutočnou hodnotou, alebo exportovať dáta pre podrobnejšiu 
analýzu. Súbor typu „omnet.sca“ obsahuje napríklad celkový čas simulácie, počet prenesených 
paketov, počet stratených paketov a podobne. Ak je to v modeli nastavené, je vytvorený  
automaticky v domovskom adresári modelu. Po spustení sa automaticky otvorí v programe Scalars. 
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8 Tutoriál – http prenos v ad-hoc móde 
 
8.1 Teoretický úvod 
 
Pri vytvorení nového simulačného modelu musíme najskôr vytvoriť nový projekt a nakonfigurovať 
sieť pomocou konfiguračného súboru. V ňom sú nastavené všetky premenné potrebné                  
pri definovaní celého modelu od základných parametrov Wi-Fi siete až po aplikácie, ktoré v danom 
modeli medzi sebou komunikujú. V tomto tutoriáli si namodelujeme sieť, v ktorej bude jeden 
mobilný host ako server a jeden, alebo niekoľko mobilných hostov ako klienti. Pre ilustrovanie 
prenosu dát bude použitý http prenos medzi klientmi a serverom. Tento http prenos nie je úplne 
reálny, pretože stránky obsahujú obrázky, aplety a môžu byť sťahované z viacerých serverov 
a často paralelným spôsobom. Jedná sa teda preto len o akýsi teoretický http prenos, avšak           
pre simuláciu úplne postačí.  
 
8.1.1 Úvod do ad-hoc 
 
V počítačových sieťach je ad-hoc metóda sieťového spojenia, často asociovaná s bezdrôtovými 
zariadeniami. Spojenie sa nadväzuje na dobu trvania jednej relácie a nevyžaduje základovú stanicu. 
Namiesto toho zariadenie objavuje ostatné vo svojom dosahu a tieto navzájom komunikujú, aby 
vytvorili sieť. Zariadenia môžu po pripojení vyhľadať cieľové uzly, ktoré sú mimo dosahu 
posielaním broadcast požiadaviek, ktoré každý uzol posúva ďalej. Spojenia skrz viacero uzlov sú 
možné - multihop (viacskoková) ad-hoc sieť. Smerovacie protokoly potom poskytujú stabilné 
spojenie aj ak sa uzly pohybujú. 
 
8.1.2 Úvod do http 
 
HTTP (Hypertext transfer protocol) je primárna metóda prepravy informácií na world wide webe. 
Pôvodný účel bol poskytovať prostriedky pre publikáciu a obdržiavanie HTML stránok. Vývoj 
HTTP koordinovalo World Wide Web Consortium a pracovné skupiny Internet Engineering Task 
Force, čím vytvorili sadu dokumentov RFC, predovšetkým RFC 2616 definujúci HTTP/1.1, dnes 
používanú verziu HTTP. 
HTTP je protokol definujúci požiadavky a odpovede medzi klientmi a servermi. HTTP klient, ako 
webový prehliadač zvyčajne začne požiadavku nadviazaním TCP spojenia na určenom porte 
vzdialeného stroja (štandardne port 80). HTTP server počúvajúci na danom porte čaká, kým klient 
pošle reťazec s požiadavkou. Po prijatí požiadavky server pošle reťazec s odpoveďou ako "200 OK" 
nasledovanou hlavičkami spolu so samotnou správou, ktorej telo tvorí obsah požadovaného súboru, 
chybové hlásenie alebo iná informácia. 
 
8.1.3 Úvod do ARP (Address Resolution Protocol) 
 
ARP je protokol, ktorého úlohou je zisťovanie fyzickej adresy (hardvérovej, adresy na spojovej 
vrstve) hostiteľa, ak je známa iba jeho IP adresa, alebo iná adresa sieťovej vrstvy. Primárne je teda 
určený na prekladanie IP adries na MAC (Medium Access Control) adresy na lokálnej sieti LAN. 
Základné požiadavky a potvrdenia ARP: 
 
ARP  request  sent - žiadosť o zaslanie MAC adresy podľa IP adresy 
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ARP replies sent - poslanie MAC adresy podľa IP ako odpoveď na ARP request 
ARP resolutions - prijatie MAC adresy podľa IP  
 
8.1.4 Objekty modelu  
 
Objekty, ktoré budeme v návode importovať do modelu: 
 
MobileHost – model mobilného hosta s bezdrôtovou kartou 802.11b pre ad hoc mód. Podporuje IP, 
TCP a UDP protokoly. Mobilita modelu môže byť dynamicky špecifikovaná parametrom 
„mobilityType“.  
ChannelControl – má iba jednu inštanciu v každom sieťovom modeli, kde obsahuje mobilné alebo 
bezdrôtové objekty. Tento modul získava informácie o pozícii a pohybe objektov a rozhoduje 
o tom, ktoré objekty sú v komunikujúcom kruhu a ktoré nie. Táto informácia je potom použitá      
pri bezdrôtových prepojeniach objektov pri vysielaní. Parametre tohto objektu sú playgroundSizeX 
a playgroundSizeY, čo sú parametre rozmerov simulovanej plochy. 
FlatNetworkConfigurator – modul, ktorý konfiguruje IP adresy a smerovacie tabuľky ako plošnú 
sieť. Plošná sieť v našom prípade znamená, že všetky smerovače a všetci hosti majú rovnakú 
sieťovú adresu a líšia sa iba v hostiteľskej časti. Tento modul nie je pripojený k žiadnemu inému 
modulu a nemá žiadne brány. Modul je spustený iba raz a to na začiatku simulácie. Tento objekt má 
následujúce parametre: 
moduleTypes - moduly s IP adresou 
nonIPModuleTypes   - moduly bez IP adresy 
networkAddress         - sieťová IP adresa IP modulov  
netmask                       - sieťová maska IP modulov 
 
Aplikácie modelu: 
 
TCPBasicClientApp - klient pre všeobecný spôsob zasielania správ typu žiadosť – odpoveď cez 
TCP protokol. Môže byť použitý ako model http alebo FTP používateľa. Je kompatibilný s IPv4 aj 
IPv6. Klient komunikuje so serverom v sekciách. Počas sekcie klient otvorí jedno TCP spojenie    
so serverom, pošle niekoľko požiadaviek a spojenie ukončí. Vždy čaká na kompletnú odpoveď 
o prijatí pred poslaním novej požiadavky.  
TCPGenericSrvApp - aplikácia serveru pre modelovanie TCP orientovaných aplikácii typu 
žiadosť – odpoveď. 
 
8.2 Praktická časť  
 
Praktická časť sa skladá z následovných bodov: 
 
• vytvorenie nového projektu a topológie 
• vytvorenie konfiguračného súboru a nastavenie potrebných parametrov 
• prevedenie simulácie 
• vyhodnotenie výsledkov 
 
8.2.1 Vytvorenie nového projektu a topológie 
 
1. Spustíme OMNeT++ GNED a vytvoríme nový projekt pomocou File > New NED file. 
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2. V editore súborov ned si rozklikneme „nedfile Untitled“, pravým kliknutím na položku 
„module Module“ vyberieme položku „Properties“ a upravíme názov projektu v kolónke 
General> Name: napríklad na AdHocHTTP. Položku „Properties“ nezavierame. 
3. Prepneme sa na položku „Parameters“ a doplníme nasledujúce parametre projektu: 
- parameter 1: Name: numHosts               Type: numeric const 
- parameter 2: Name: playgroundSizeX   Type: numeric const 
- parameter 3: Name: playgroundSizeY   Type: numeric const 
Teraz môžeme nastavenia potvrdiť tlačítkom „OK“. Prvým parametrom sme zadefinovali 
možnosť nastavenia počtu klientov v konfiguračnom súbore pre rôzne scenáre alebo siete. 
Druhým a tretím parametrom sme zadefinovali parameter rozmerov pre objekt 
„channelcontrol“. 
4. Teraz naimportujeme potrebné objekty, z ktorých sa náš model skladá. V menu zvolíme File 
> New component > Import. Do kolónky Name napíšeme nasledujúce objekty: 
channellcontrol, flatnetworkconfigurator, mobilehost.  
Importy potvrdíme tlačítkom „OK“ a celý projekt uložíme do novej zložky pomocou File > 
Save As napríklad pod názvom AdHocHTTP. Spomenuté objekty sú vysvetlené 
v teoretickom úvode. 
5. GNED rozhranie po uložení zavrieme. Prejdeme do zložky, kde sme si náš model uložili 
a znovu ho otvoríme. Pri otváraní súboru sa nám načítajú aj naimportované objekty a bude 
možné ich v projekte použiť.  
6. Pomocou menu Draw > Submodule/connection drawing mode nakreslíme štyri objekty 
v grafickom rozhraní podľa obrázka 20. 
 
 
Obrázok 20 Topológia siete AdHocHTTP 
 
7. Teraz nastavíme zvlášť pre každý objekt názov, vzhľad, hlavné vlastnosti a parametre 
objektu. Vzhľad je možné zmeniť cez pravé kliknutie na objekt vybraním ponuky Appearance 
>Selected icon. Po kliknutí na kolónku „-n/a-“ sa zobrazí okno, kde je možné vybrať vzhľad 
z ponuky. Po výbere vzhľadu potvrdíme dvakrát tlačítkom „OK“. Touto cestou nastavíme 
vzhľad pre každý objekt podľa obrázka 20. 
8. Názov objektu sa upravuje cez pravý klik do menu Properties > General, kde si nájdeme 
potrebnú ponuku v našom prípade Name. V menu General sa nastavujú aj ďaľšie potrebné 
premenné ako sú Vector size a Type. Prekliknutím na menu Parameters sa nastavujú 
parametre objektu. Každú zmenu treba potvrdiť tlačítkom „OK“. Podľa nasledujúcich údajov 
nastavte parametre objektov: 
 
Objekt ChannelControl: 
Properties > General > Name:        channelcontrol 
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                                                   Type:       ChannelControl  
Properties > Parameters > Name: playgroundSizeX       Value: playgroundSizeX 
Properties > Parameters > Name: playgroundSizeY       Value: playgroundSizeY 
 
Objekt FlatNetworkConfigurator: 
Properties > General > Name:      configurator 
                                                  Type:        FlatNetworkConfigurator 
Properties > Parameters > Name: moduleTypes                 Value: “MobileHost” 
Properties > Parameters > Name: nonIPModuleTypes      Value: “” 
Properties > Parameters > Name: networkAddress           Value: “145.236.0.0” 
Properties > Parameters > Name: netmask                         Value: “255.255.0.0” 
 
Objekt host 
Properties > General > Name:            host 
                                        Vector size:   numHosts 
                                             Type:             MobileHost 
 
Objekt srv 
Properties > General > Name:             srv 
                                           Type:             MobileHost 
 
9. Ako posledné zadefinujeme sieť cez menu File > New component > Network. Do kolonky 
name napíšeme AdHocHTTP a vyberieme Type AdHocHTTP. Týmto je zadefinovaná sieť 
AdHocHTTP. 
10. Cez položku File > Save uložíme projekt. Po uložení môžeme GNED rozhranie zavrieť.  
Týmto je splnená prvý bod praktickej časti. 
 
8.2.2 Vytvorenie konfiguračného súboru „omnetpp.ini“ 
 
V zložke nášho modelu vytvoríme súbor s názvom „omnetpp.ini“. Do neho prepíšeme hrubo 
vyznačený text nižšie. Text za znakom „#“ je iba komentár. Každý parameter je možné vyhľadať 
v dokumentácii API modulov, kde sú podrobne vysvetlené. Dokumentácia k API modulom 
obsahuje aj typické hodnoty parametrov. 
 
# - hlavička konfiguračného súboru a nastavenie cesty pre načítanie súboru nedfiles, ktorý  
# obsahuje zoznam dostupných API modulov 
[General] 
preload-ned-files = *.ned @C:/home/inet/nedfiles.lst 
output-file=omnetpp.log 
debug-on-errors = true 
# - definovanie siete s názvom AdHocHTTP 
network = AdHocHTTP 
# - nastavenie cesty k pluginom inetu 
# - defaultné nastavenie spustenia prvej siete 
[Tkenv] 
plugin-path=C:/home/inet/Etc/plugins 
;default-run=1 
# - definovanie prvej siete s názvom „HTTP host vs server“ kde komunikuje jeden server  
# s nastaveným počtom hostov, v tomto prípade s jedným  
[Run 1] 
description = "HTTP host vs server" 
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*.numHosts = 1 
# - definovanie druhej siete s názvom „HTTP 4 host vs server“, kde komunikuje jeden server  
# s nastaveným počtom hostov, v tomto prípade so štyrmi.  
[Run 2] 
description = "HTTP 4 host vs server " 
*.numHosts = 4 
# - nastavenie základných parametrov modelu ako sú rozmery „playgroundSizeX“ a číslo  
# kanálu „channelNumber“ na ktorom komunikujú hosti so serverom 
[Parameters] 
*.playgroundSizeX = 600 
*.playgroundSizeY = 400 
**.debug = true 
**.coreDebug = 0 
**.srv.**.channelNumber = 0 
**.host*.**.channelNumber = 0 
# - nastavenie fyzických parametrov Wi-Fi prenosu, ako sú frekvencia, vyžarovaný výkon, # počet 
kanálov a rušenie 
# channel physical parameters 
*.channelcontrol.carrierFrequency = 2.4e+9  
*.channelcontrol.pMax  = 2.0  ;[mW] 
*.channelcontrol.sat   = -110 
*.channelcontrol.alpha = 2 
*.channelcontrol.numChannels = 1 
# - nastavenie parametrov pre mobilitu a pohyb objektov „host“ a „srv“ po ploche  
# mobility 
**.host*.mobility.x = -1 
**.host*.mobility.y = -1 
**.host*.mobilityType = "MassMobility" 
**.host*.mobility.changeInterval = truncnormal(2, 0.5) 
**.host*.mobility.changeAngleBy = normal(0, 30) 
**.host*.mobility.speed = truncnormal(20, 8) 
**.host*.mobility.updateInterval = 0.1 
**.srv*.mobility.x = -1 
**.srv*.mobility.y = -1 
**.srv*.mobilityType = "MassMobility" 
**.srv*.mobility.changeInterval = truncnormal(2, 0.5) 
**.srv*.mobility.changeAngleBy = normal(0, 30) 
**.srv*.mobility.speed = truncnormal(20, 8) 
**.srv*.mobility.updateInterval = 0.1 
# - nastavenie udp aplikácii 
# - v tomto modeli sú udp aplikácie vypnuté, čo značí „numUdpApps=0“ 
# udp apps (off) 
**.numUdpApps=0 
**.udpAppType="UDPBasicApp" 
# - nastavenie tcp aplikácii pre objekt „host“ 
# - typ tcp aplikácie je nastavený parametrom „TCPBasicClientApp“ 
# tcp apps 
**.host[*].numTcpApps=1 
**.host[*].tcpAppType="TCPBasicClientApp" 
**.host[*].tcpApp[0].address="" 
**.host[*].tcpApp[0].port=-1 
**.host[*].tcpApp[0].connectAddress="srv" 
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**.host[*].tcpApp[0].connectPort=1000 
**.host[*].tcpApp[0].startTime=exponential(0.1) 
**.host[*].tcpApp[0].numRequestsPerSession=1000 
**.host[*].tcpApp[0].requestLength=200     # - nastavenie veľkosti požiadavky na 200 bitov 
**.host[*].tcpApp[0].replyLength=1000       # - nastavenie veľkosti odpovede na 1000 bitov 
**.host[*].tcpApp[0].thinkTime=0.5 
**.host[*].tcpApp[0].idleInterval=0 
**.host[*].tcpApp[0].reconnectInterval=0 
# - nastavenie tcp aplikácii pre objekt „srv“ 
# - typ tcp aplikácie je nastavený parametrom „TCPGenericSrvApp“ 
# tcp apps 
**.srv.numTcpApps=1 
**.srv.tcpAppType="TCPGenericSrvApp" 
**.srv.tcpApp[0].address="" 
**.srv.tcpApp[0].port=1000 
**.srv.tcpApp[0].replyDelay=0 
# - nastavenie ping aplikácie  
# - v tomto modeli je ping aplikácia vypnutá, čo značí prázdny parameter v „destAddr“ 
# ping app (no ping by others) 
*.host[*].pingApp.destAddr="" 
*.srv.pingApp.destAddr="" 
**.pingApp.srcAddr="" 
**.pingApp.packetSize=56 
**.pingApp.interval=1 
**.pingApp.hopLimit=32 
**.pingApp.count=0 
**.pingApp.startTime=uniform(1,5) 
**.pingApp.stopTime=0 
**.pingApp.printPing=true 
# - nastavenie parametrov tcp protokolu  
# tcp settings 
**.tcp.mss = 1024 
**.tcp.advertisedWindow = 14336  # 14*mss 
**.tcp.sendQueueClass="TCPMsgBasedSendQueue" 
**.tcp.receiveQueueClass="TCPMsgBasedRcvQueue" 
**.tcp.tcpAlgorithmClass="TCPReno" 
**.tcp.recordStats=true 
- nastavenie parametrov ip protokolu  
# ip settings 
**.routingFile="" 
**.ip.procDelay=10us 
**.srv.IPForward=false 
**.host[*].IPForward=false 
# - nastavenie parametrov ARP protokolu  
# ARP configuration 
**.arp.retryTimeout = 1 
**.arp.retryCount = 3 
**.arp.cacheTimeout = 100 
**.networkLayer.proxyARP = true  # Host's is hardwired "false" 
# - nastavenie parametrov sieťového Wi-Fi rozhrania   
# nic settings 
**.wlan.mgmt.frameCapacity = 10 
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**.wlan.mac.address = "auto" 
**.wlan.mac.maxQueueSize = 14 
**.wlan.mac.rtsThresholdBytes = 3000 
**.wlan.mac.bitrate = 2e6  # 2Mbps 
**.wlan.mac.retryLimit = 7 
**.wlan.mac.cwMinData = 7 
**.wlan.mac.cwMinBroadcast = 31 
**.wlan.radio.bitrate=2E+6 ;2Mbps 
**.wlan.radio.transmitterPower=2.0  ;[mW] 
**.wlan.radio.carrierFrequency=2.4E+9 
**.wlan.radio.thermalNoise=-110 
**.wlan.radio.sensitivity=-85 
**.wlan.radio.pathLossAlpha=2 
**.wlan.radio.snirThreshold = 4  # in dB 
 
8.2.3 Skompilovanie a odsimulovanie 
 
Každý model je potrebné skompilovať predpripraveným prostredím OMNeT++. 
Spustíme rýchleho zástupcu z bodu 4.3 a príkazmi “cd..“, a “cd <názov adresára>“ sa dostaneme  
do nášho vytvoreného adresára. Zadáme príkaz: 
 
opp_nmakemake -f -N -b (váša cesta do IF) -c (vaša cesta do IF)/inetconfig -I. –n 
 
Model je skompilovaný a následne napíšeme “inet” pre spustenie. Budeme postupne simulovať 
obidva typy sietí, ktoré sme v konfiguračnom súbore vytvorili.  
 
1. Ako prvý vyberieme typ „Run 1: http host vs server“ a potvrdíme. Simuláciu spustíme 
ikonou „Run”. Simuláciu je možné spustiť aj expresným spôsobom a to spustením pomocou 
Simulate > Run until ,kde zadáme do kolónky „Simulation time to stop at“  čas 100 sekúnd. 
2. Po skončení simulácie klikneme na tlačítko „Call finish“ pre korektné ukončenie simulácie. 
3. Klikneme na tlačítko „Set up a run“ a vyberieme druhý typ siete „Run 2: http 4 host vs 
server“. Opäť zadáme do kolónky „Simulation time to stop at“  čas 100 sekúnd a po 
odsimulovaní ukončíme tlačítkom „Call finish“. 
 
Súbory „omnet.vec“ a „omnet.sca“. sa generujú automaticky v adresári modelu. 
 
8.2.4 Vyhodnotenie výsledkov 
 
Ako prvý otvoríme súbor „omnet.sca“. Z tohto súboru je zaujímavejších pár hodnôt, ktoré si 
odfiltrujeme a vykreslíme do grafu. 
 
1. Z kolónky „File name and run number“ vyberieme súbor s názvom 
„C:/adhochttpskuska/omnetpp.sca#1 (at line 1)“. V tomto súbore sú zaznamenané 
výsledky z prvej simulácie, v ktorej bol jeden host a jeden server. 
2. Z kolónky „Module name“ vyberieme „*.tcpApp[*]“. Týmto vyberieme iba údaje z tcp 
aplikácií, ktoré si vymieňali dáta. 
3. Z kolónky „Scalar name“ vyberieme „packets *“ a klikneme na „Apply filter. Po aplikovaní 
filtru sa nám zobrazia iba údaje o paketoch, ktoré si vymieňali host so serverom. 
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4. Zobrazíme si graf cez menu „Chart > Create bar chart” a potvrdením „OK“. Graf je možné 
upravovať cez menu „Properties“, kde je možné nastaviť zobrazenie osi, legendu alebo názov 
grafu a osí.  
5. Graf odfiltrovaných hodnôt pre prijaté a odoslané pakety jedného servera a jedného hosta je 
na obrázku 21. Z obrázku je zrejmé, že odoslané pakety hosta sa rovnajú prijatým paketom 
servera a naopak. 
 
 
Obrázok 21 Prijaté a odoslané pakety 
 
6. Pre zobrazenie ďalšieho grafu nastavíme do filtra hodnoty: 
File name and run number:            C:/adhochttpskuska/omnetpp.sca#1 (at line 1) 
Module name:                                 *.tcpApp[*] 
Scalar name:                                   packets * 
Graf si zobrazíme a upravíme podobným postupom ako v poslednom bode. Graf je zobrazený 
na obrázku 22 a sú na ňom zobrazené prijaté a odoslané bajty hosta a servera.  
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Obrázok 22 Prijaté a odoslané bajty 
 
Odoslané bajty hosta sa tiež rovnajú prijatým bajtom servera a naopak. Prijaté a odoslané 
bajty hosta sú rozdielne. Je to z dôvodu, že každý odoslaný paket hosta má veľkosť 200 
bajtov a odoslaný paket servera 1000 bajtov. Hodnoty žiadosti na 200 bajtov a hodnoty 
odpovede 1000 bajtov sme nastavovali v konfiguračnom súbore.  
 
7. Pre nasledujúci graf nastavíme do filtra hodnoty: 
File name and run number:            C:/adhochttpskuska/omnetpp.sca#2 (at line 25) 
Module name:                                 *.tcpApp[*] 
Scalar name:                                   packets * 
Na obrázku 23 je zobrazený graf prijatých a odoslaných paketov štyroch hostov a jedného 
servera.  
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Obrázok 23 Prijaté a odoslané pakety (4 klienti) 
 
Je vidieť, že nie všetci hostia komunikujú so serverom rovnako, pretože sa ich počet 
odoslaných a prijatých paketov líši. Je to z dôvodu, že server je pre klientov rôzne 
dosiahnuteľný počas simulácie. To sa mení v závislosti na polohe klientov. V určitej 
vzdialenosti klienta od servera sa stane, že server nie je dosiahnuteľný. Z tohto dôvodu po 
určitú dobu daný klient nekomunikuje so serverom, pokiaľ nie je server pre daného klienta 
opäť dosiahnuteľný. Súčet odoslaných paketov hostov sa rovná prijatým paketom servera 
a naopak. 
 
8. V následujúcom grafe si zobrazíme komunikáciu protokolu ARP medzi jedným hostom a 
serverom. Hodnoty pre filter sú: 
File name and run number:            C:/adhochttpskuska/omnetpp.sca#1 (at line 1) 
Module name:                                 *.arp 
Scalar name:                                   * 
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Obrázok 24 Protokol ARP (1 klient) 
 
V grafe je vidieť, že jeden krát host odoslal žiadosť ARP, server odoslal odpoveď ARP a host 
prijal ARP odpoveď servera.  
 
9. Následne si zobrazíme graf komunikácie protokolu ARP štyroch hostov a jedného servera. 
Hodnoty filtra: 
File name and run number:            C:/adhochttpskuska/omnetpp.sca#2 (at line 25) 
Module name:                                 *.arp 
Scalar name:                                   * 
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Obrázok 25 Protokol ARP (4 klienti) 
 
Súčet prijatých odpovedí ARP hostov sa rovná ARP odpovediam servera. Súčet žiadostí 
hostov je o jeden vyšší ako ARP odpovede servera, pretože host[3] odoslal o jednu ARP 
požiadavku viac, ale nedostal už odpoveď, pretože bola v tej chvíli simulácia ukončená.  
 
10. Otvoríme druhý súbor „omnet.vec“. Z kolónky Vector Store prenesieme následujúce riadky 
do kolónky Ready-to-Plot Vectors pomocou tlačítka „Add/move“ nachádzajúceho sa medzi 
výberovými oknami: 
rcvd seq in AdHocHTTP.host[0].tcp(omnetpp.vec) 
send seq in AdHocHTTP.host[0].tcp(omnetpp.vec) 
Graf vykreslíme pomocou menu Plot > Plot. Úprava je opäť možná pomocou tlačítka 
Properties. Graf je zobrazený na obrázku 26. 
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Obrázok 26 Prijaté a odoslané sekvencie 
 
V grafe je vidieť stúpajúci počet prijatých a odoslaných sekvencií. V tomto prípade môžeme 
pod pojmom sekvencie chápať prijímanie a odosielanie paketov. Je teda vidieť preposielanie 
paketov v závislosti na čase simulácie. Po priblížení grafu je možné vidieť, že pričítanie 
odoslaných paketov je po 200 bajtoch a prijatých paketov po 1000 bajtov, ako je nastavené 
v konfiguračnom súbore. V grafe je zobrazený iba host[0]. 
 
11. Vybraním a vykreslením nasledujúcich riadkov zobrazíme graf odoslaných sekvencií 
všetkých štyroch hostov: 
 
send seq in AdHocHTTP.host[0].tcp(omnetpp.vec) 
send seq in AdHocHTTP.host[1].tcp(omnetpp.vec) 
send seq in AdHocHTTP.host[2].tcp(omnetpp.vec) 
send seq in AdHocHTTP.host[3].tcp(omnetpp.vec) 
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Obrázok 27 Odoslané sekvencie klientov 
 
 
Z grafu je možné rozoznať, ktorý host komunikuje so serverom v danom čase. Vyplýva 
z toho, že každý klient je pre server v rôznom čase rôzne dostupný.   
 
12. Vybraním a vykreslením následujúcich riadkov zobrazíme graf RTTVAR (Round Trip Time 
Variation), čo je stredná odchýlka časového obojsmerného oneskorenia po sebe idúcich 
paketov: 
 
RTTVAR in AdHocHTTP.host[0].tcp(omnetpp.vec) 
RTTVAR in AdHocHTTP.host[1].tcp(omnetpp.vec) 
RTTVAR in AdHocHTTP.host[2].tcp(omnetpp.vec) 
RTTVAR in AdHocHTTP.host[3].tcp(omnetpp.vec) 
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Obrázok 28 RTT Variation 
 
Z grafu je zrejmé, že hodnota RTTVAR časom klesá, až sa kolísanie RTT (Round Trip Time) ustáli 
na minimálnej hodnote. Z toho vyplýva, že je časové oneskorenie po sebe idúcich paketov rovnaké 
a hodnota RTT sa po určitom čase už nemení. RTT je maximálna doba obehu, teda čas prenosu 
správy a získania odpovede na danú správu z danej IP adresy nejakého sieťového zariadenia. 
RTTVAR je skôr známe pod názvom jitter. Jitter je zmena meškania paketov a vplýva na pozície 
paketov vo frontoch routerov na ceste medzi zdrojom a cieľom a táto pozícia sa líši 
nepredvídateľne. Dokáže vážne ovplyvniť kvalitu streamovania audia alebo videa. 
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9 Tutoriál – handover v infraštruktúrnom móde 
 
9.1 TEORETICKÝ ÚVOD 
 
Pri vytváraní tohto modelu budeme postupovať podobným spôsobom ako v predchádzajúcom 
modeli od vytvorenia nového projektu až po odsimulovanie. Následujúci model s aplikáciou ping 
som zvolil do infraštruktúrneho módu na základe nesprávnej funkčnosti modelu AP. Pri simulácii 
TCP a UDP aplikácii nedochádzalo k správnej funkčnosti AP a nebol možný prenos dát. Jediná 
funkčná aplikácia spojená s AP je ping, ktorú som aj zvolil ako náhradu. 
V tomto tutoriáli bude namodelovaná sieť, v ktorej sa budú nachádzať štyri prístupové body a dvaja 
hosti, v ktorých bude bežať aplikácia ping. Hosti sa budú pohybovať po ploche od jedného AP 
(acess point) k ostatným a naopak. Všetky AP budú mať nastavené iné kanály pre komunikáciu. Pri 
prechode komunikujúcich klientov z blízkosti jedného AP k inému nastane handover. Handover je 
prepnutie spojenia klienta a AP behom komunikácie z jedného kanálu na iný kanál iného AP. 
Dochádza k nemu v prípade, keď systém vyhodnotí nový kanál ako kvalitnejší.  
 
9.1.1 Úvod do infraštruktúrneho módu Wi-Fi 
 
Zariadenia ako sú laptopy, PDA alebo mobilné telefóny sú pripojené do Wi-Fi siete cez prístupové 
body AP. Wi-Fi AP sú najčastejšie smerovače alebo prepínače, ktoré sú do internetu pripojené 
Ethernetovým rozhraním. AP sú vždy potrebné pre vytvorenie infraštruktúrneho módu 
bezdrôtového pripojenia do siete. Pri konfigurácii je nutné použiť SSID (Service Set Identifier). 
SSID je jedinečný identifikátor každej bezdrôtovej počítačovej siete. Prístupový bod AP vysiela 
pravidelne každých niekoľko sekúnd svoj identifikátor v takzvanom riadiacom rámci (beacon 
frame) a klienti si tak môžu ľahko vybrať, ku ktorej bezdrôtovej sieti sa pripoja. 
SSID pomáha predchádzať neautorizovanému prístupu do WLAN. AP je pripojený k drôtovej sieti 
a poskytuje bezdrôtové pripojenie do internetu pre klientov. 
 
9.1.2 Objekty modelu 
 
Objekty, ktoré budeme v návode importovať do modelu: 
 
WirelessHost – model mobilného hosta s bezdrôtovou kartou 802.11b pre infraštruktúrny mód. 
Podporuje IP, TCP a UDP protokoly. Mobilita modelu môže byť dynamicky špecifikovaná 
parametrom „mobilityType“.  
ChannelControl – objekt pre kontrolu a riadenie pozície a pohybu objektov. 
FlatNetworkConfigurator – modul pre konfiguráciu IP adries a smerovacích tabuliek.   
WirelessAP – model 802.11 AP.  
ThruputMeter – merací modul priepustnosti. 
Ieee80211NicAP – implementácia sieťovej karty pre rozhranie 802.11 do AP s podporou 
infraštruktúrneho módu.  
NotificationBoard – pomocou tohto modulu si môžu ostatné moduly oznamovať rôzne udalosti, 
ako sú zmeny smerovacích tabuliek, zmeny stavu rozhraní, zmeny konfigurácie rozhraní, 
bezdrôtové handovery, zmeny stavu bezdrôtových kanálov alebo zmeny pozície uzlov. 
Nullmobility – slúži pre nastavenie mobility objektov ako stacionárnych bodov 
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Aplikácie modelu: 
 
Ping – generuje ping požiadavky, vypočítava stratu paketov a „round trip“ parametre odpovedí. 
Medzi „round trip“ parametre patrí RTT (Round Trip Time). Je to čas prenosu správy a získania 
odpovede na danú správu z danej IP adresy nejakého sieťového zariadenia. 
 
9.2 Praktická časť 
 
Praktická časť sa skladá z rovnakých bodov ako predchádzajúci model a pri vytváraní modelu 
budeme postupovať obdobne.  
 
9.2.1 Vytvorenie projektu a topológie 
 
1. Spustíme OMNeT++ GNED a vytvoríme nový projekt pomocou File > New NED file. 
2. V editore súborov ned si rozklikneme „nedfile Untitled“, pravým kliknutím na položku 
„module Module“ vyberieme položku „Properties“ a upravíme názov projektu v kolónke 
General> Name: napríklad na HandoverNetwork. Položku „Properties“ nezavierame.  
3. Prepneme sa na položku „Parameters“ a doplníme nasledujúce parametre projektu: 
- parameter 1: Name: playgroundSizeX   Type: numeric const 
- parameter 2: Name: playgroundSizeY   Type: numeric const 
Nastavenia potvrdíme tlačítkom „OK“. 
Obidva parametre sú parametre objektu „channelcontrol“. 
4. Naimportujeme potrebné objekty cez menu File > New component > Import. Do kolónky 
Name napíšeme nasledujúce objekty: 
ChannelControl, FlatNetworkConfigurator, WirelessHost.  
Importy potvrdíme tlačítkom „OK. 
5. V modeli sa nachádza ešte aj objekt „WirelessAP“. Ten však nebudeme importovať, ale 
vytvoríme ho z menších modulov. Bude upravený o objekt „ThruputMeter“, z tohto dôvodu 
ho budeme tvoriť zvlášť. Vytvoríme zložený modul cez menu File > New component > 
Compound module. Upravíme názov projektu v kolónke General> Name: WirelessAPX 
a potvrdíme „OK“. Tiež naimportujeme potrebné objekty pre „WirelessAPX“ cez menu File 
> New component > Import. Do kolonky Name napíšeme nasledujúce objekty, z ktorých sa 
AP skladá: 
Ieee80211NicAP, notificationboard, nullmobility, thruputmeter. 
Importy potvrdíme tlačítkom „OK“ a celý projekt uložíme do novej zložky pomocou File > 
Save As napríklad pod názvom HandoverNetwork. Objekty sú popísané v teoretickom 
úvode. 
6. GNED rozhranie po uložení zavrieme. Prejdeme do zložky, kde sme si náš model uložili 
a znovu ho otvoríme. Pri otváraní súboru sa nám načítajú aj naimportované objekty a bude 
možné ich v projekte použiť. 
7. V editore súborov ned si rozklikneme „nedfile HandoverNetwork“ a dvojklikom na „module 
HandoverNetwork“ sa prepneme do tohto modulu. 
8. Pomocou menu Draw > Submodule/connection drawing mode nakreslíme osem objektov 
v grafickom rozhraní podľa obrázka 29. Štyri z nich umiestnime do rohov ako je na obrázku. 
Tieto objekty budú prezentovať prístupové body AP. 
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Obrázok 29 Topológia siete HandoverNetwork 
 
9. Teraz nastavíme zvlášť pre každý objekt názov, vzhľad, hlavné vlastnosti a parametre 
objektu. Vzhľad je možné zmeniť cez pravé kliknutie na objekt vybraním ponuky Appearance 
>Selected icon. Po kliknutí na kolónku „-n/a-“ sa zobrazí okno, kde je možné vybrať vzhľad 
z ponuky. Po výbere vzhľadu potvrdíme dvakrát tlačítkom „OK“. Touto cestou nastavíme 
vzhľad pre každý objekt podľa obrázka 29. 
10. Názov objektu sa upravuje cez pravý klik do menu Properties > General, kde si nájdeme 
potrebnú ponuku v našom prípade Name. V menu General sa nastavujú aj ďalšie potrebné 
premenné ako sú Vector size a Type. Prekliknutím na menu Parameters sa nastavujú 
parametre objektu. Každú zmenu treba potvrdiť tlačítkom „OK“. Podľa nasledujúcich údajov 
nastavte parametre objektov: 
 
Objekt ChannelControl: 
Properties > General > Name:      channelcontrol 
                                    Type:        ChannelControl  
         Properties > Parameters > Name: playgroundSizeX       Value: playgroundSizeX 
         Properties > Parameters > Name: playgroundSizeY       Value: playgroundSizeY 
 
         Objekt FlatNetworkConfigurator: 
         Properties > General > Name:     configurator 
                                                Type:       FlatNetworkConfigurator 
        Properties > Parameters > Name: moduleTypes                 Value: “WirelessHost” 
        Properties > Parameters > Name: nonIPModuleTypes      Value: “WirelessAPX” 
        Properties > Parameters > Name: networkAddress           Value: “145.236.0.0” 
        Properties > Parameters > Name: netmask                         Value: “255.255.0.0” 
 
        Objekt host 
        Properties > General > Name:           host 
                                               Type:             WirelessHost 
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        Objekt host1 
        Properties > General > Name:           host1 
                                               Type:             WirelessHost 
 
        Objekt AP1 
        Properties > General > Name:           ap1 
                                               Type:             WirelessAPX 
 
        Objekt AP2 
        Properties > General > Name:           ap2 
                                               Type:             WirelessAPX 
 
        Objekt AP3 
        Properties > General > Name:           ap3 
                                               Type:             WirelessAPX 
 
        Objekt AP4 
        Properties > General > Name:           ap4 
                                               Type:             WirelessAPX 
 
11. Prepneme sa do modulu WirelessAPX dvojklikom na “module WirelessAPX” v editore 
súborov ned. Ako prvé nastavíme jeho parameter cez pravý klik na „module WirelessAPX“ 
Properties > Gates > Name:              radioIn  
                                       Direction:              in 
       Vector:               0 
 
12. Pomocou menu Draw > Submodule/connection drawing mode nakreslíme štyri objekty a tri 
prepojenia medzi objektmi v grafickom rozhraní podľa obrázka 30. Jedno prepojenie smeruje 
z vyššej vrstvy do objektu „wlan“. Dve prepojenia sú medzi objektmi „wlan“ a 
„thruputmeter“. Nastavenie parametrov a prepojení objektov je popísané nižšie. 
 
 
Obrázok 30 Zapojenie modulu WirelessAPX 
 
Parametre objektov: 
 
Objekt NotificationBoard: 
Properties > General > Name:      notificationBoard 
                                                   Type:        NotificationBoard  
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Objekt mobility: 
Properties > General > Name:      mobility 
                                          Type:        NullMobility 
 
Objekt Wlan: 
Properties > General > Name:      wlan 
                                                 Type:        Ieee80211NicAP 
 
Objekt ThruputMeter: 
Properties > General > Name:      thruputmeter 
                                   bbbbb   Type:        ThruputMeter   
  
Nastavenie prepojení: 
 
z vyššej vrstvy do wlan: 
Properties >  From  > Module:       parent                gate: radioIn 
                                To > Module:      wlan                  gate: radioIn 
Arrow direction in NED source:      source-> destination 
 
z wlan do thruputmeter: 
Properties >  From  > Module:       wlan                  gate: uppergateOut 
                                  To > Module:    thruputmeter   gate: In 
Arrow direction inNED source:       source-> destination 
 
z thruputmeter do wlan: 
Properties >  From  > Module:       thruputmeter   gate: out 
                                To > Module:      wlan                  gate: uppergateIn 
Arrow direction in NED source:      destination <- source 
 
13. Cez menu File > New component > Network zadefinujeme sieť. Do kolónky name napíšeme 
handovernetwork a vyberieme Type HandoverNetwork. 
14. Cez položku File > Save uložíme projekt. Po uložení môžeme GNED rozhranie zavrieť, 
návrh v grafickom rozhraní je hotový.  
 
9.2.2 Vytvorenie konfiguračného súboru „omnetpp.ini“ 
 
V zložke nášho modelu vytvoríme súbor s názvom „omnetpp.ini“. Do neho prepíšeme hrubo 
vyznačený text nižšie. 
 
#- hlavička konfiguračného súboru a nastavenie cesty pre načítanie súboru nedfiles, ktorý  
# obsahuje zoznam dostupných API modulov 
[General] 
output-file=omnetpp.log 
preload-ned-files = *.ned @C:/home/inet/nedfiles.lst 
;debug-on-errors = true 
# - definovanie siete s názvom handovernetwork  
network = handovernetwork 
# - nastavenie cesty k pluginom inetu 
# - defaultné nastavenie spustenia prvej siete 
[Tkenv] 
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plugin-path=C:home/inet/Etc/plugins 
default-run=1 
# - definovanie siete s názvom „handover ap1 – ap4“ kde komunikujú dvaja klienti  
# prostredníctvom AP 
[Run 1] 
description = "handover ap1 - ap2" 
# - nastavenie rozmerov plochy, po ktorej sa klienti pohybujú 
[Parameters] 
*.playgroundSizeX = 600 
*.playgroundSizeY = 400 
**.debug = true 
**.coreDebug = 0 
**.mobility.x = -1 
**.mobility.y = -1 
# - nastavenie fyzických parametrov Wi-Fi prenosu, ako sú frekvencia, vyžarovaný výkon,  
# počet kanálov a rušenie 
# channel physical parameters 
*.channelcontrol.carrierFrequency = 2.4e+9 
*.channelcontrol.pMax  = 2.0  ;[mW] 
*.channelcontrol.sat   = -110 
*.channelcontrol.alpha = 2 
*.channelcontrol.numChannels = 6 
# - nastavenie SSID, MAC adries a ďaľších parametrov AP   
# access point 
**.ap1.wlan.mac.address = "10:00:00:00:00:00" 
**.ap2.wlan.mac.address = "20:00:00:00:00:00" 
**.ap3.wlan.mac.address = "30:00:00:00:00:00" 
**.ap4.wlan.mac.address = "40:00:00:00:00:00" 
**.ap1.wlan.mgmt.ssid = "AP1" 
**.ap2.wlan.mgmt.ssid = "AP2" 
**.ap3.wlan.mgmt.ssid = "AP3" 
**.ap4.wlan.mgmt.ssid = "AP4" 
**.ap*.wlan.mgmt.beaconInterval = 0.1 
**.wlan.mgmt.numAuthSteps = 2 
**.mgmt.frameCapacity = 10 
# - nastavenie parametrov mobility klientov 
# mobility 
**.host*.mobility.x = -1 
**.host*.mobility.y = -1 
**.host*.mobilityType = "MassMobility" 
**.host*.mobility.changeInterval = truncnormal(2, 0.5) 
**.host*.mobility.changeAngleBy = normal(0, 30) 
**.host*.mobility.speed = truncnormal(20, 8) 
**.host*.mobility.updateInterval = 0.1 
# - nastavenie udp aplikácii 
# - v tomto modeli sú udp aplikácie vypnuté, čo značí „numUdpApps=0“ 
# udp apps (off) 
**.numUdpApps=0 
**.udpAppType="UDPBasicApp" 
# - nastavenie tcp aplikácii 
# - v tomto modeli sú tcp aplikácie vypnuté, čo značí „numTcpApps=0“ 
# tcp apps (off) 
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**.numTcpApps=0 
**.tcpAppType="TCPSessionApp" 
# - nastavenie ping aplikácie 
# - ping u host zapnutý, ping u host1 vypnutý pretože má prázdnu cieľovú adresu 
# ping app (off) 
*.host.pingApp.destAddr="host1" 
*.host1.pingApp.destAddr="" 
**.pingApp.srcAddr="" 
**.pingApp.packetSize=56 
**.pingApp.interval=0.1 
**.pingApp.hopLimit=32 
**.pingApp.count=0 
**.pingApp.startTime=uniform(0,0.1) 
**.pingApp.stopTime=0 
**.pingApp.printPing=true 
# - nastavenie parametrov tcp protokolu  
# tcp settings 
**.tcp.mss = 1024 
**.tcp.advertisedWindow = 14336  # 14*mss 
**.tcp.sendQueueClass="TCPMsgBasedSendQueue" 
**.tcp.receiveQueueClass="TCPMsgBasedRcvQueue" 
**.tcp.tcpAlgorithmClass="TCPReno" 
**.tcp.recordStats=true 
# - nastavenie parametrov IP protokolu  
# ip settings 
**.routingFile="" 
**.ip.procDelay=10us 
**.IPForward=false 
# - nastavenie parametrov ARP protokolu  
# ARP configuration 
**.arp.retryTimeout = 1 
**.arp.retryCount = 3 
**.arp.cacheTimeout = 100 
**.networkLayer.proxyARP = true  # Host's is hardwired "false" 
# - nastavenie kanálov AP, AP1 má nastavený kanál 2,AP2 má nastavený kanál 3, klienti  
# majú v nastavení, kam sa majú pripojiť kanál 0, čo znamená že sa pripoja na druhý alebo  
# tretí kanál podľa toho, ktorý bude kvalitnejší 
# wireless channels 
**.ap1.wlan.radio.channelNumber = 1 
**.ap2.wlan.radio.channelNumber = 5 
**.ap3.wlan.radio.channelNumber = 9 
**.ap4.wlan.radio.channelNumber = 13 
**.host.wlan.radio.channelNumber = 0  # just initially -- it'll scan 
**.host1.wlan.radio.channelNumber = 0   
# - nastavenie parametrov agenta kanálov 
# wireless configuration 
**.wlan.agent.activeScan = 1 
**.wlan.agent.channelsToScan = ""  # "" means all 
**.wlan.agent.probeDelay = 0.1 
**.wlan.agent.minChannelTime = 0.15 
**.wlan.agent.maxChannelTime = 0.3 
**.wlan.agent.authenticationTimeout = 5 
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**.wlan.agent.associationTimeout = 5 
# - nastavenie parametrov sieťového Wi-Fi rozhrania   
**.mac.address = "auto" 
**.mac.maxQueueSize = 14 
**.mac.rtsThresholdBytes = 4000 
**.mac.bitrate = 2e6  # 2Mbps 
**.wlan.mac.retryLimit = 7 
**.wlan.mac.cwMinData = 7 
**.wlan.mac.cwMinBroadcast = 31 
**.radio.bitrate=2E+6 ;in bits/second 
**.radio.transmitterPower=2.0  ;[mW] 
**.radio.carrierFrequency=2.4E+9 
**.radio.thermalNoise=-110 
**.radio.sensitivity=-85 
**.radio.pathLossAlpha=2 
**.radio.snirThreshold = 4  # in dB 
# - nastavenie parametrov merača priepustnosti 
#thruput config 
**.ap*.thruputmeter.startTime = 0 
**.ap*.thruputmeter.batchSize = 32 
**.ap*.thruputmeter.maxInterval = 1 
 
9.2.3 Skompilovanie a odsimulovanie 
 
Model skompilujeme klasickým spôsobom pomocou rýchleho zástupcu z bodu 4.3. Príkazmi “cd..“, 
a “cd <názov adresára>“ sa dostaneme do nášho vytvoreného adresára a zadáme príkaz: 
 
opp_nmakemake -f -N -b (váša cesta do IF) -c (vaša cesta do IF)/inetconfig -I. –n 
 
Model je skompilovaný a následne napíšeme “inet” pre spustenie.  
  
1. Vyberieme typ „Run 1: handover ap1 - ap2“ a potvrdíme. Simuláciu spustíme ikonou 
„Run”. Simuláciu je možné spustiť aj expresným spôsobom a to spustením pomocou Simulate 
> Run until ,kde zadáme do kolónky „Simulation time to stop at“  čas 300 sekúnd. 
2. Po skončení simulácie klikneme na tlačítko „Call finish“ pre korektné ukončenie simulácie. 
 
Súbory „omnet.vec“ a „omnet.sca“. sa generujú automaticky v adresári modelu. 
 
9.2.4 Vyhodonotenie výsledkov 
 
Prvý otvoríme súbor „omnet.sca“. Z tohto súboru si odfiltrujeme potrebné hodnoty a vykreslíme do 
grafu. 
 
1. V kolónkach „File name and run number“ a „Module name“ ponecháme znak „*“.         
2. Z kolónky „Scalar name“ vyberieme „avg throughput (bit/s)“ a klikneme na „Apply filter. 
Po aplikovaní filtru sa nám zobrazia iba údaje o priemernej priepustnosti jednotlivých 
thruputmetrov z každého AP. 
3. Zobrazíme si graf cez menu „Chart > Create bar chart” a potvrdením „OK“. Graf je možné 
upravovať cez menu „Properties“, kde je možné nastaviť zobrazenie osi, legendu alebo názov 
grafu a osí.  
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4. Graf odfiltrovaných hodnôt priemernej priepustnosti jednotlivých AP je na obrázku 31. Na 
obrázku je vidieť v blízkosti ktorého AP sa klienti najčastejšie vyskytovali.  
 
 
Obrázok 31 Priemerná priepustnosť AP 
 
5. Otvoríme druhý súbor „omnet.vec“. Z kolónky Vector Store prenesieme následujúce riadky 
do kolónky Ready-to-Plot Vectors pomocou tlačítka „Add/move“ nachádzajúceho sa medzi 
výberovými oknami: 
thruput (bit/sec) in handovernetwork.ap1.thruputmeter (omnetpp.vec) 
thruput (bit/sec) in handovernetwork.ap2.thruputmeter (omnetpp.vec) 
thruput (bit/sec) in handovernetwork.ap3.thruputmeter (omnetpp.vec) 
thruput (bit/sec) in handovernetwork.ap4.thruputmeter (omnetpp.vec) 
 
Graf vykreslíme pomocou menu Plot > Plot. Úprava je opäť možná pomocou tlačítka 
Properties. Graf je zobrazený na obrázku 32. 
 
Na obrázku je vidieť, v ktorom čase prebiehala komunikácia klientov, na ktorom kanále, teda cez 
ktorý AP. Vždy keď sa klienti vzdialili od jedného AP k druhému, agent vyhodnotil nový kanál ako 
výhodnejší a previedol handover na iný kanál iného AP. Priepustnosť je na začiatku nulová, pretože 
klienti ešte medzi sebou nekomunikujú. Následne sa pripoja na AP1 a jeho nastavený kanál 1,       
na ktorom začnú komunikovať. Z grafu je to zrejmé tým, že priepustnosť stúpne na maximálnu 
hodnotu. V čase sa klienti pohybovali smerom k AP2. Nastal handover na kanál 5 AP2. 
Priepustnosť sa u AP1 znížila na nulu a u AP2 zvýšila na maximum. Postupne týmto spôsobom 
nastáva u AP handover v poradí podľa toho, akým smerom sa klienti pohybujú. 
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Obrázok 32 Priepustnosť AP1 - AP4 
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Záver 
 
Cieľom práce bolo zoznámiť sa so štandardom 802.11, simulačným nástrojom OMNeT++ a jeho 
nadstavbou Inet Framework. OMNeT++ je diskrétne simulačné prostredie primárne určené          
pre využitie simulácií komunikačných sietí. Veľkou výhodou tohto simulátora oproti iným 
podobným simulátorom je jeho licenčná politika, pretože je voľne dostupný pre nekomerčné 
použitie. Pre komerčné a zárobkové účely je určená platená verzia OMNeT++, teda OMNEST.     
Pre rozšírenie OMNeT++ existujú rôzne nadstavby, ktoré obsahujú už naprogramované API 
moduly. Z týchto modulov je možné vytvoriť funkčný model podporovaných protokolov 
a topológii. Takouto nadstavbou je aj balíček Inet framework, ktorý je vhodný pre simuláciu 
drôtových, bezdrôtových a ad-hoc sietí. 
V práci sú preskúmané možnosti simulácie bezdrôtových IP sietí s využitím simulačného nástroja 
OMNeT++ a jeho nadstavby. Spôsobov ako vytvárať modely je viac. Je možné vytvárať vlastný 
model od samého začiatku definovaním v modulov v jazyku c++, vytváranie modelov z už 
naprogramovaných API modulov formou spájania do väčších modulov a vytváranie nových 
protokolov a ich implementácia do vlastného alebo už existujúceho modelu. Posledný spôsob je 
najnáročnejší, pretože si vyžaduje značné skúsenosti a znalosti s programovaním v jazyku c++ a 
simulačným prostredím samotným. 
V značnej miere je práca zameraná na užívateľské zoznámenie s OMNeT++, čo je základom 
správneho používania programu. Zoznámenie sa venuje hlavne na graficky NED editor GNED 
a grafické užívateľské rozhranie Tkenv. GNED slúži na vytvorenie topológie siete. Tkenv slúži     
pre samotnú simuláciu modelu siete.  
Pre zoznámenie s modelovaním v OMNeT++ je vytvorený simulačný tutoriál Tictoc sieť. Táto 
Tictoc sieť je vytvorená spôsobom definovania modulov v jazyku c++. Ako ďalší zoznamovací 
tutoriál je vytvorený základný model reprezentujúci štandard 802.11. Tento model je už vytvorený 
spôsobom tvorenia siete z už naprogramovaných API modulov. Súčasťou práce sú ukážkové 
laboratórne úlohy realizované na základe teoretických poznatkov. Úlohy sú zamerané na simuláciu 
chovania bezdrôtových sietí štandardu 802.11 v infraštruktúrnom a ad-hoc móde. V simuláciach sú 
sledované podstatné parametre bezdrôtovej siete v závislosti na počte klientov a ich pohybe v sieti.  
Tutoriál ad-hoc módu je zameraný na http prenos medzi klientmi a serverom. Model obsahuje 
scenáre kde sa nachádza jeden klient s jedným serverom a štyria klienti s jedným serverom. 
Komunikácia funguje na princípe zasielania správ typu požiadavka klientov smerovaných serveru. 
Server následne odpovedá na požiadavky správami typu odpoveď s definovanou veľkosťou. 
Tutoriál na infraštruktúrny mód je zameraný na handover medzi AP za pomoci aplikácie ping. 
Tento model bol zvolený na základe zistenia nesprávnej funkčnosti modelu AP. Pri simulácii TCP 
a UDP aplikácii nedochádzalo k správnej funkčnosti AP a nebol možný prenos dát. Aplikácia ping 
však stačila na to, aby bol možný funkčný handover medzi AP. Výsledky simulácie sa automaticky 
generujú a ukladajú do súborov, ktoré je možné ďalej spracovávať v programoch Plove a Scalars. 
Sú prehľadne prezentované a okomentované v samostatných kapitolách vyhodnotenia výsledkov ku 
obidvom úlohám. Obsahujú spracované výsledky komunikácie protokolu ARP, prijatých 
a odoslaných bajtov, paketov, sekvencií, či priemernej priepustnosti. Práca obsahuje všetky body, 
ktoré boli dopredu vytýčené. 
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Zoznam  použitých  skratiek 
 
AES  Advanced Encryption Standard 
AP  Access Point 
API  Application Programming Interface  
BWA  Broadband Wireless Access 
CCK  Complementary Code Keying 
CCMP  Counter-Mode/Cipher Block Chaining Message  
                    Authentication Code Protocol 
CMD                     Command 
Cmdenv                 Command-line User Interface 
DAB                      Digital Audio Broadcasting 
DAB                      Digital Audio Broadcasting) 
DFIR                     Diffused Infrared 
DSSS                     Direct Sequence Spread Spectrum 
DVB                      Digital Video Broadcasting 
DVB                      Digital Video Broadcasting 
EAP                       Extensible Authentication Protocol 
ESS  Extended Service Set 
GNED  Graphical Network Description Language 
GPL                       General Public License 
GUI                        Graphical User Interface 
HTTP  Hypertext transfer protocol 
IAPP                       Inter Access Point Protocol 
IEEE                       Institute of Electrical and Electronic Engineers 
IP                           Internet Protocol 
IPv6  Internet Protocol version 6 
ITU-T                     International Telecommunications Union - Telecommunications 
IV                       Inicializačný vektor 
LAN                       Local Area Network 
LDP                       Label Distribution Protocol 
MAC                      Medium Access Control 
MAN                       Metropolitan Area Network 
MF                          Mobility Framework     
MIB                        Management Information Base 
MIC                        Message-Integrity Check 
MPLS                      Multi-Protocol Label Switching  
MSVC                     Microsoft Visual C++ 
NED                       Network Description Language 
NEDDOC              Network Description Language Documentation 
OFDM                     Orthogonal Frequency Division Multiplexing 
OSPF                      Open Shortest Path First  
PBCC                      Packet Binary Convolutional Coding 
PHY                        Physical Layer 
PPP                         Point-to-Point Protocol 
PSDK                   Platform Software Development Kit 
PSK                         Pre-Shared Key 
QoS                         Quality of Service 
RIP                          Routing information protocol 
RSVP-TE                Resource Reservation Protocol-Trafic Extension 
RTT   Round Trip Time 
RTTVAR   Round Trip Time Variation 
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SSID   Service Set Identifier 
TCP                         Transmission Control Protocol 
TDMA                     Time Division Multiple Access 
Tkenv                       Portable Graphical Windowing User Interface 
TKIP                        Temporal Integrity Key Protocol 
TKIP                        Temporal Key Integrity Protocol 
ITU-T                       International Telecommunications Union – Telecommunications            
                                 Standardizartion Sector 
UDP                         User Datagram Protocol 
WAN                        Wide Area Network 
WEP                         Wired Equivalent Privacy 
Wi-Fi   Wireless Fidelity 
WLAN                      Wireless Local Area Network 
WPA                         Wi fi Protected Access 
WPAN                       Wireless Personal Area Network 
WPAN                       Wireless Personal Area Network 
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Prílohy 
 
Príloha A 
 
// This file is part of an OMNeT++/OMNEST simulation example. 
// Copyright (C) 2003 Ahmet Sekercioglu 
// Copyright (C) 2003-2005 Andras Varga 
// This file is distributed WITHOUT ANY WARRANTY. See the file 
// `license' for details on this and other legal matters. 
// 
simple Txc1 
    gates: 
        in: in; 
        out: out; 
endsimple 
// 
// Two instances (tic and toc) of Txc1 connected both ways. 
// Tic and toc will pass messages to one another. 
// 
module Tictoc1 
    submodules: 
        tic: Txc1; 
        toc: Txc1; 
    connections: 
        tic.out --> delay 100ms --> toc.in; 
        tic.in <-- delay 100ms <-- toc.out; 
endmodule 
 
network tictoc1 : Tictoc1 
endnetwork 
 
Príloha B 
 
// This file is part of an OMNeT++/OMNEST simulation example. 
// 
// Copyright (C) 2003 Ahmet Sekercioglu 
// Copyright (C) 2003-2005 Andras Varga 
// 
// This file is distributed WITHOUT ANY WARRANTY. See the file 
// `license' for details on this and other legal matters. 
// 
#include <string.h> 
#include <omnetpp.h> 
class Txc1 : public cSimpleModule 
{ 
  protected: 
    // The following redefined virtual function holds the algorithm. 
    virtual void initialize(); 
    virtual void handleMessage(cMessage *msg); 
}; 
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// The module class needs to be registered with OMNeT++ 
Define_Module(Txc1); 
void Txc1::initialize() 
{ 
    // Initialize is called at the beginning of the simulation. 
    // To bootstrap the tic-toc-tic-toc process, one of the modules needs 
    // to send the first message. Let this be `tic'. 
 
    // Am I Tic or Toc? 
    if (strcmp("tic", name()) == 0) 
    { 
        // create and send first message on gate "out". "tictocMsg" is an 
        // arbitrary string which will be the name of the message object. 
        cMessage *msg = new cMessage("tictocMsg"); 
        send(msg, "out"); 
    } 
} 
void Txc1::handleMessage(cMessage *msg) 
{ 
    // The handleMessage() method is called whenever a message arrives 
    // at the module. Here, we just send it to the other module, through 
    // gate `out'. Because both `tic' and `toc' does the same, the message 
    // will bounce between the two. 
    send(msg, "out"); 
} 
 
Príloha C 
 
# This file is shared by all tictoc simulations. 
# Lines beginning with `#' are comments 
[General] 
preload-ned-files=*.ned 
network=tictoc1  # this line is for Cmdenv, Tkenv will still let you choose from a dialog 
[Parameters] 
tictoc4.toc.limit = 5 
# argument to exponential() is the mean; truncnormal() returns values from  
# the normal distribution truncated to nonnegative values 
tictoc6.tic.delayTime = exponential(3) 
tictoc6.toc.delayTime = truncnormal(3,1) 
 
Príloha D 
 
C:\home\inet\Applications\Ethernet\ 
C:\home\inet\Applications\Generic\ 
C:\home\inet\Applications\PingApp\ 
C:\home\inet\Applications\TCPApp\ 
C:\home\inet\Applications\UDPApp\ 
C:\home\inet\Base\ 
C:\home\inet\Examples\Adhoc\Ieee80211\ 
C:\home\inet\Examples\Adhoc\MF80211\ 
C:\home\inet\Examples\Adhoc\Mobility\ 
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C:\home\inet\Examples\Ethernet\ARPTest\ 
C:\home\inet\Examples\Ethernet\LANs\ 
C:\home\inet\Examples\INET\BulkTransfer\ 
C:\home\inet\Examples\INET\FlatNet\ 
C:\home\inet\Examples\INET\KIDSNw1\ 
C:\home\inet\Examples\INET\Multicast\ 
C:\home\inet\Examples\INET\NClients\ 
C:\home\inet\Examples\INET\REDTest\ 
C:\home\inet\Examples\INET\RouterPerf\ 
C:\home\inet\Examples\IPv6\DemoNetworkEth\ 
C:\home\inet\Examples\IPv6\NClients\ 
C:\home\inet\Examples\MPLS\LDP\ 
C:\home\inet\Examples\MPLS\Net37\ 
C:\home\inet\Examples\MPLS\TestTE_Failure\ 
C:\home\inet\Examples\MPLS\TestTE_Failure2\ 
C:\home\inet\Examples\MPLS\TestTE_Reroute\ 
C:\home\inet\Examples\MPLS\TestTE_Routing\ 
C:\home\inet\Examples\MPLS\TestTE_Tunnel\ 
C:\home\inet\Examples\OSPFv2\Areas\ 
C:\home\inet\Examples\OSPFv2\Backbone\ 
C:\home\inet\Examples\OSPFv2\FullTest\ 
C:\home\inet\Examples\OSPFv2\SimpleTest\ 
C:\home\inet\Examples\Quagga\FourRouters\ 
C:\home\inet\Examples\Quagga\OSPFBackbone\ 
C:\home\inet\Examples\Quagga\SimpleTest\ 
C:\home\inet\Examples\RTP\Multicast1\ 
C:\home\inet\Examples\RTP\Unicast\ 
C:\home\inet\Examples\Wireless\80211Lan\ 
C:\home\inet\Examples\Wireless\Handover\ 
C:\home\inet\Examples\Wireless\HostToHost\ 
C:\home\inet\Examples\Wireless\Ieee80211\ 
C:\home\inet\Examples\Wireless\Ieee80211\Mac\ 
C:\home\inet\Examples\Wireless\Ieee80211\Mgmt\ 
C:\home\inet\Examples\Wireless\Lan\ 
C:\home\inet\Examples\Wireless\Standard80211\ 
C:\home\inet\Examples\Wireless\Throughput\ 
C:\home\inet\Mobility\ 
C:\home\inet\Network\ARP\ 
C:\home\inet\Network\AutoRouting\ 
C:\home\inet\Network\Contract\ 
C:\home\inet\Network\Extras\ 
C:\home\inet\Network\ICMPv6\ 
C:\home\inet\Network\ICMPv6\ 
C:\home\inet\Network\IPv4\ 
C:\home\inet\Network\IPv6\ 
C:\home\inet\Network\LDP\ 
C:\home\inet\Network\MPLS\ 
C:\home\inet\Network\OSPFv2\ 
C:\home\inet\Network\Quagga\ 
C:\home\inet\Network\Queue\ 
C:\home\inet\Network\ 
C:\home\inet\Network\TED\ 
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C:\home\inet\NetworkInterfaces\ 
C:\home\inet\NetworkInterfaces\Ethernet\ 
C:\home\inet\NetworkInterfaces\EtherSwitch\ 
C:\home\inet\NetworkInterfaces\Ieee80211\ 
C:\home\inet\NetworkInterfaces\Ieee80211\Mac\ 
C:\home\inet\NetworkInterfaces\Ieee80211\Mgmt\ 
C:\home\inet\NetworkInterfaces\MF80211\ 
C:\home\inet\NetworkInterfaces\MF80211\macLayer\ 
C:\home\inet\NetworkInterfaces\MF80211\phyLayer\decider\ 
C:\home\inet\NetworkInterfaces\MF80211\phyLayer\decider\ 
C:\home\inet\NetworkInterfaces\MF80211\phyLayer\snrEval\ 
C:\home\inet\NetworkInterfaces\MFCore\ 
C:\home\inet\NetworkInterfaces\PPP\ 
C:\home\inet\NetworkInterfaces\Radio\ 
C:\home\inet\Nodes\Adhoc\ 
C:\home\inet\Nodes\INET\ 
C:\home\inet\Nodes\IPv6\ 
C:\home\inet\Nodes\MPLS\ 
C:\home\inet\Nodes\Wireless\ 
C:\home\inet\Obsolete\Apps\ 
C:\home\inet\Obsolete\Examples\MPLS\ldp-mpls1\ 
C:\home\inet\Obsolete\Examples\MPLS\test\ 
C:\home\inet\Obsolete\Examples\MPLS\TestTE1\ 
C:\home\inet\Obsolete\Examples\MPLS\TestTE2\ 
C:\home\inet\Obsolete\Examples\MPLS\TestTE3\ 
C:\home\inet\Obsolete\Examples\MPLS\TestTE4\ 
C:\home\inet\Obsolete\Examples\MPLS\TestTE5\ 
C:\home\inet\Obsolete\Examples\MPLS\TestTE6\ 
C:\home\inet\Obsolete\Examples\TCPTester\ 
C:\home\inet\Obsolete\Examples\UDPSockets\ 
C:\home\inet\Obsolete\IPv4d\ 
C:\home\inet\Obsolete\LDP\ 
C:\home\inet\Obsolete\Nodes\ 
C:\home\inet\Obsolete\OSPFTest\ 
C:\home\inet\Obsolete\RSVP\ 
C:\home\inet\Obsolete\RSVP_TE\ 
C:\home\inet\Obsolete\Scenario\ 
C:\home\inet\Obsolete\Socket\ 
C:\home\inet\Obsolete\TcpModule\ 
C:\home\inet\Tests\DLLTest\ 
C:\home\inet\Tests\NewTCP\ 
C:\home\inet\Transport\RTP\ 
C:\home\inet\Transport\TCP\ 
C:\home\inet\Transport\UDP\ 
C:\home\inet\Util\ 
C:\home\inet\World\ 
 
Príloha E 
 
[General] 
output-file=omnetpp.log 
preload-ned-files = *.ned @ C:/home/inet/nedfiles.lst 
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;debug-on-errors = true 
network = throughput 
[Cmdenv] 
express-mode = no 
[Tkenv] 
plugin-path=../../../Etc/plugins 
;default-run=1 
[Run 1] 
description = "1 host to AP" 
throughput.numCli = 1 
[Parameters] 
*.playgroundSizeX = 400 
*.playgroundSizeY = 400 
**.debug = true 
**.coreDebug = 0 
**.channelNumber = 0 
**.channelcontrol.numChannels = 1; 
**.mobility.x = -1 
**.mobility.y = -1 
# channel physical parameters 
*.channelcontrol.carrierFrequency = 2.4e+9 
*.channelcontrol.pMax = 20.0  ;[mW] 
*.channelcontrol.sat = -110 
*.channelcontrol.alpha = 2 
# access point 
**.ap.wlan.mac.address = "10:00:00:00:00:00" 
**.cliHost[*].wlan.mac.address = "auto" 
**.mgmt.accessPointAddress = "10:00:00:00:00:00" 
**.mgmt.frameCapacity = 10 
# nic settings 
**.mac.maxQueueSize = 14 
**.mac.rtsThresholdBytes = 3000 
**.mac.bitrate = 11e6 
**.mac.retryLimit = 7 
**.mac.cwMinData = 31 
**.mac.cwMinBroadcast = 31 
**.radio.bitrate = 11e6 
**.radio.transmitterPower = 20.0  ;[mW] 
**.radio.carrierFrequency = 2.4E+9 
**.radio.thermalNoise = -110 
**.radio.sensitivity = -85 
**.radio.pathLossAlpha = 2 
**.radio.snirThreshold = 4  # in dB 
# cli 
**.cli.reqLength = 1000 
**.cli.respLength = 0 
**.cli.destAddress = "20:00:00:00:00:00" 
**.cli.destStation = "" 
**.cli.waitTime = 0.0005 ; 16 Mbps 
**.writeScalars = true 
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