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Abstrakt 
Tato bakalářská práce se zabývá návrhem počítačové sítě pro novostavbu rodinného 
domu. Vychází z analýzy architektonického projektu domu, na jehož základě bude 
počítačová síť navržena. Následná implementace bude podle vybraného návrhu. 
Součástí práce bude i technická dokumentace a zhodnocení nákladů. 
Abstract 
This bachelor work describes the design of a computer network for a new family home. 
Based on the analysis of the architectural design of the house, on the basis of the 
computer network is designed. The subsequent implementation will be according to the 
selected design. The work will also technical documentation and evaluation costs. 
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 V moderní době, kdy se čím dál více domácích spotřebičů umožňuje připojení 
do domácí sítě nebo k internetu, pro usnadnění práce s ním nebo kvůli informovanosti. 
Je důležité mít i k tomu připravenou kabeláž, abychom se za pět let nedostali do situace, 
kdy si budeme říkat, že jsme to tehdy měli udělat jinak nebo mít nachystaných vícero 
zásuvek pro připojení. Neboť jak už se dům dostaví, pak už se nebude chtít znovu 
přestavovat a natahovat další kabely po domě.  
 Proto, ačkoliv už samotná stavba domu je sama o sobě finančně náročná, je 
dobré mít na paměti, že ta kabeláž zde bude dalších 30 a více let. Bohužel nikdo 
nedokáže říct, kde za tu dobu budou informační technologie. Kvůli tomu budeme muset 




 Cílem této bakalářské práce je navrhnout univerzální kabeláž pro konkrétní 
rodinný dům ve výstavbě. Dům se nachází ve Valašském Meziříčí. Po dokončení stavby 
budou v domě bydlet čtyři osoby. Práce by neměla přesáhnout rozpočet a měla splnit 
veškerá očekávání, které investor požaduje. Jednotlivé požadavky jsou probíraný 
s investorem na průběžných konzultacích.  
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1 ANALÝZA SOUČASNÉHO STAVU 
1.1 Popis pozemku 
Pozemek se nachází ve městě Valašské Meziříčí v místní oblasti Štěpánov. 
Pozemek má přímý přístup k hlavní silnici a přístup k energetickým sítím. Podél cesty 
je vedou telefonní kabely a kabelová televize. Rozměry pozemku jsou 24,5x40 m.  
 
Obrázek 1 – Pozemek 
(Zdroj: Český úřad zeměměřický a katastrální, 2014) 
1.2 Popis budovy 
Zobrazení budovy na obrázku 1 není, protože ještě budova neprošla kolaudací. 
Jedná se o dvoupatrový rodinný dům se sedlovou střechou. Objekt budou využívat 2 
rodiče a 2 děti, které jsou již plnoleté, investor předpokládá, že 1 dítě zůstane a bude 
bydlet s rodiči a k dispozici bude mít horní patro. Výškový rozdíl mezi patry je 2,7 m.  
1.2.1 Stav 
V současné době je rodinný dům ve fázi výstavby. Budova je stavěna z cihel. Již 
jsou postaveny všechny stěny v přízemí a strop mezi patry je před dokončením. 
V prvním patře nejsou zatím postaveny žádné zdi mezi pokoji. Vnější a vnitřní zdi 
v přízemí jsou stavěny z cihel, v patře jsou pouze vnější zdi z dutých cihel. Dále vnější 




1.3 Popis místností a jejich určení 
Seznam místností v budově a jejich plánované využití po dokončení stavby. 
 
Zádveří - 1.01 
Spojuje hlavní vhod do domu s obytným prostorem uvnitř domu.  
Chodba, schodiště - 1.02 
Chodba jelikož je uprostřed domu tak spojuje většinu obytné plochy a schodiště navíc 
umožňuje průchod mezi oběma patry.  
Pracovna - 1.03 
Bude sloužit k práci, zde investor požaduje připojení, protože zde se bude nacházet 
stolní počítač a nejspíš i síťová tiskárna. 
Obytný prostor - 1.04 
Obytný prostor je rozdělený na 3 části kuchyň, jídelna a obývací pokoj. Obývací pokoj 
bude standardně vybaven. Do kuchyně investor požaduje jednu zásuvku pro připojení 
chytrých domácích spotřebičů (lednička, myčka,…). Do jídelní části investor 
nepožaduje datovou zásuvku. 
Spíž - 1.05 
Ta bude primárně sloužit k úschově potravin a nástrojů k vaření, nicméně zde investor 
požaduje aspoň jednu zásuvku, protože člověk nikdy neví, co všechno bude v 
této místnosti uloženo do budoucna. 
WC - 1.06 
Zde investor nechce žádné zásuvky. 
Koupelna - 1.07 
V koupelně se bude nacházet pračka, což je stroj, který už v dnešní době lze připojit 
k domácí sítí a proto se investor rozhodl, že i tady chce aspoň jednu zásuvku.  
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Ložnice - 1.08 
Ložnice bude sloužit především manželům, a tudíž investor předpokládá do budoucnosti 
připojení televize, tak požaduje i zde v místnosti datové zásuvky. 
Kotelna - 1.09 
V kotelně bude elektrický kotel a ohřívač vody.  
Dílna - 1.10 
V dílně se budou nacházet motorky i osobní automobil a předpokládá se s úložným 
prostorem po stranách. Zde si investor přál jednu zásuvku, kdyby potřeboval najít 
nějaký návod na nějakou opravu nebo tvorbu něčeho. 
Hala - 2.01 
Umožňuje přístup do jednotlivých pokojů ve druhém patře.  
Pokoj 1 - 2.02 
V nejmenším pokoji bude bydlet mladší dítě investora. Investor očekává připojení k PC 
nebo notebooku. 
Pokoj 2 - 2.03 
Pokoj bude zatím pro hosty. S budoucí možností přestavby na menší kuchyň pro 
mladšího z potomků, u kterého investor očekává, že zůstane bydlet s rodiči. 
Koupelna 2 - 2.04 
V této koupelně investor nechce žádné datové zásuvky. 
Koupelna 3 -  2.05 
V této koupelně investor nechce žádné datové zásuvky. 
Pokoj 3 - 2.06  
V tomto pokoji bude bydlet starší dítě investora. Investor očekává připojení k PC nebo 
notebooku. 
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1.4 Požadavky investora 
Po konzultaci s investorem jsme stanovili požadavky projektu, které investor chce, aby 
byly splněny.  
 Design zásuvek stejný na jeden pokoj barevně laděný se stěnami pokoje.  
 Realizace projektu certifikovanou firmou  
 Dostupná Wi-Fi síť po domě 
 Gigabitovou domácí síť po rozvedených zásuvkách 
 Kameru, která by hlídala prostor před bránou a bránu samotnou 
 Rozpočet do 150 000 Kč 
 
1.5 Shrnutí analýzy 
Navrhnutí univerzální kabeláže pro rodinný dům o 16 místnostech. Hlavními 
zapojenými přístroji budou počítače, televize a do budoucna i další chytrá zařízení. 
Dostupnost Wi-Fi pro připojení chytrých mobilů a tabletů. Podrobný rozpis požadavků 
k jednotlivým místnostem je uveden v tabulce požadavků investora (tabulka č. 1). 
Místnost Počet portů 
Rychlost 
připojení 
Pracovna 4 1Gb/s 
Obývací pokoj 4 1Gb/s 
Kuchyň 2 1Gb/s 
Ložnice 2 1Gb/s 
Koupelna 1 1 1Gb/s 
Garáž 1 1Gb/s 
Pokoj 1 2 1Gb/s 
Pokoj 2 2 1Gb/s 
Pokoj 3 2 1Gb/s 
Tabulka 1 - Požadavky investora 




2 TEORETICKÁ VÝCHODISKA 
V této části mé práce budou zachycena jednotlivé východiska, jak jednotlivé 
části univerzální kabeláže a aktivních prvků fungují. Na jejíchž, základem budu 
následně navrhovat univerzální počítačovou síť. Znalosti, zde popsané, by měli být 
základními znalostmi každého dobrého projektanta. 
2.1  Referenční model ISO/OSI 
 Referenční model vznikl za účelem umožnění komunikace mezi různými 
zařízeními od různých výrobců. Ústav pro normalizaci ISO (International Standards 
organization), který ho vytvořil s pomocí využití sedmi vrstev, které navzájem 
spolupracují. Každá z vrstev  přijímá od podřízené vrstvy úkol, ten zpracuje a předá 
vyšší vrstvě. Toto je vertikální komunikace, kterou zajišťuje výrobce zařízení. 
Referenční model určuje, jak by měli mezi sebou komunikovat stejné vrstvy na jiném 
zařízení tzv. horizontální komunikace (Horák a Keršláger, 2006). 
Fyzická vrstva 
Fyzická vrstva je v modelu ISO/OSI umístěna na nejnižší pozici. Jejím 
primárním úkolem je vysílání/přijímaní nul a jedniček do/ze sítě a následné poskytnutí 
další vrstvě. Přenos dat je realizovaný pomocí fyzických prostředků ať už se jedná o 
měděné kabely, optické kabely nebo vzduch (Bigelow, 2004). 
Tato vrstva je jako jedinná spojená s jinou vrstvou na dalším zařízení fyzicky u 
ostatních vrstev je přenos pouze virtuální. A proto musí znát jakým způsobem bude 
dané data zasílat, jak je bude kódovat, aby je druhá strana byla schopna dekódovat. Jsou 
dva druhy kódování, první je když má význam úroveň nebo druhý když má význam 
změna. U prvního typu záleží na hodnotě buď máme typ kdy se rozlišuje pouze nula a 
jednička – Unipolární, dále můžeme určovat jedničku a mínus jedničku, který se nazývá 
bipolární bez návratu k nule (Bipolární NRZ) a posledním je bipolární k návratu k nule 
(Bipolární RZ). Pokud má význam změna tak máme dva typy Manchester a 
diferenciální Manchaster. U těchto dvou typů je předem definována co jaká změna 
znamená. U Manchasteru pokud je změna z nízké na vyšší hodnotu tak to znamená 
jedna a když je opačný tedy z vyšší na nižší hodnotu tak nulu. U diferencovaného 
Manchasteru je to tak že pokud není žádná změna tak označuje jedničku a když je 
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změna ať už z vyšší hodnoty na nižší nebo obráceně tak to znamená nulo (Peterka, 
2005a). 
Při přenosu dat se data mohou deformovat ať už vlivem prostředí nebo 
vzdáleností. Řešíme proto deformace typu útlum, kdy přijímaná data nelze identifikovat 
jako nuly a jedničky, protože nedosahují požadovaných úrovní a zkreslení kdy se data 
zaoblují. Harmonický sinusový signál sám o sobě nevede žádná data, proto je 
modulujeme a demodulujeme. Typy modulace jsou amplitudová, frekvenčí a fázová. 
Jejich princip je znázorněn na obrázku č.1. Tyto modulace provádí modem (Peterka, 
2005b). 
 
Obrázek 2 - Modulace signálu  
(Zdroj: Peterka, 2005b) 
Linková vrstva 
Tato vrstva připravuje data, která dostane od vyšších vrstev, k přenosu přes 
konkrétní médium. Linková vrstva by se dala rozdělit na dvě části, první část MAC a 
druhá část LLC. Podvrstva MAC (Media Access Control) musí řešit správu přístupu 
protokolu k fyzickému síťovému médiu. Dále obsahuje MAC adresu, kterou na zařízení 
implementuje výrobce, což umožňuje konkrétní identifikaci zařízení v lokální síti. 
Podvrstva LLC (Logical Link Control) určuje způsob využití linky, synchronizaci 
rámců (datová jednotka, kterou vysílá linková vrstva), řízení toku dat a kontrolu chyb. 
Kontrolu chyb provádí pomocí CRC (Cyclic Redundant Control) kódu, který se přidává 
k rámcům, aby bylo možné po přesunu dat určit, zda přišli všechny (Bigelow, 2004). 
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Síťová vrstva  
 Síťová vrstva, jejíž jednotkou je paket, je v modelu OSI na třetím místě od 
spodu. Tato vrstva zajišťuje přenos paketů mezi více sítěmi a vytváří tak cestu mezi 
dvěma uzly pro přenos paketů (Sportack, 2004). 
Transportní vrstva 
 Transportní vrstva je první vrstvou, kde se vidí navzájem obě zařízení, které si 
posílají data (např. počítače) a proto je taky zodpovědná za zajištění jejich integrity při 
přesunů v jejich komunikaci. Jednotkou přenosu dat je datagram, který dále poskytuje 
dalším procesům.  Dalším úkolem transportní vrstvy je sestavování správného pořadí 
paketů, které se během doručování pomíchaly. Dále umožňuje zajištění spolehlivého 
doručení segmentů, bezchybného doručení dat na místo určení a segmentaci datagramů 
horních vrstev (Sportack, 2004; Bigelow, 2004). 
Relační vrstva 
 Funkce relační vrstvy bývají dnes převážně implementovány do transportní 
vrstvy. Její hlavní funkcí je vytvářet, spravovat a ukončovat relace mezi zařízeními 
(Bigelow, 2004). 
Prezentační vrstva 
 Stará se o sjednocení formy vzájemně přenášených dat. Může data komprimovat 
a šifrovat. V praxi bývá slučována s relační vrstvou (Horák a Keršláger, 2006). 
Aplikační vrstva 
 Poslední vrstva v modelu OSI, která umožňuje aplikacím využívat síťových 
služeb (Sportack, 2004). 
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Obrázek 3 - Zobrazení komunikace u vrstev 
(Zdroj: vlastní zpracování) 
2.2  Architektura TCP/IP 
Na současném internetu zajišťují téměř celou komunikaci dva hlavní protokoly 
TCP a IP. Zatímco TCP protokol je protokol transportní vrstvy, IP protokol pracuje na 
síťové vrstvě modelu ISO/OSI. 
Vrstva síťového rozhraní 
Jedná se o první vrstvu architektury TCP\IP. Nicméně takto architektura 
upravuje pouze to jak propojit tuto vrstvu se síťovou vrstvou. Jinak ji nezajímají 
protokoly, které běží na této vrstvě (Peterka, 2004).   
Síťová vrstva 
V architektuře TCP/IP se síťová vrstva označuje i jako IP vrstva, na které 
pracuje s protokolem IP. Jakmile získá IP protokol segmenty od transportní vrstvy, 
připojí k nim hlavičku a vytvoří tak IP paket, která obsahuje IP adresu příjemce a 
odesilatele (Horák a Keršláger, 2004). 
„IP protokol je nespojovaný (před zahájením výměny dat nevytváří relaci) a 
nespolehlivý (předání paketů na místo určení není kontrolováno). Paket IP se tedy může 
ztratit, být doručen mimo pořadí, zdvojen nebo zpožděn. Protokol IP neobsahuje 
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prostředky pro zotavení z chyb tohoto typu. To vše má zajistit nadřízená transportní 
vrstva – protokol TCP“ (Horák a Keršláger, 2004, s. 58). 
Transportní vrstva 
Transportní vrstva obsahuje protokol TCP, který převezme od vyšší vrstvy data. 
Ty následně rozdělí na segmenty a pošle je na nižší vrstvu. Mezitím segmenty očísluje a 
seřadí podle toho, jak mají být postupně odeslány. Před přenosem dat musí zahájit relaci 
s transportní vrstvou cílového uzlu. Následně bude odesílat data a přijímat potvrzení, že 
přišly v pořádku (Horák a Keršláger, 2004). 
Transportní vrstva má i alternativu k protokolu TCP, tím je protokol UDP. Tento 
protokol odešle UDP datagram s adresou příjemce a už se nestará o to, zda byl správně 
doručen. Kontrolu o správném doručení nechává na aplikační vrstvě. Výhodou oproti 
TCP je rychlejší přenos datagramů (Dostálek, 2000).  
Aplikační vrstva 
Jedná se o poslední vrstvu u protokolu TCP/IP. Protokoly aplikační vrstvy 
v architektuře TCP/IP odpovídají prezentační, relační a aplikační vrstvě u RM ISO/OSI 
(Dostálek, 2000). Aplikace, které potřebují pro svůj provoz vrstvy prezentační a relační 
musí si je sami definovat, jak budou fungovat. Jinak aplikační vrstva této architektury je 
velice podobná aplikační vrstvě RM ISO/OSI (Peterka, 2004).  
2.3 Ethernet 
Ethernet se v architektuře TCP/IP zařazuje do vrstvy síťového rozhraní a velmi 
dobře s ní spolupracuje. Ethernet definuje, jak by se měli přenášet rámce mezi přímo 
sousedícími uzly, a určuje, jak by se měli přenášet jednotlivé bity, které má na starost 
fyzická vrstva u RM ISO/OSI (Peterka, 2006).  
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Obrázek 4 - Umístění Ethernetu v rámci TCP/IP a ISO/OSI 
(Upraveno: Peterka, 2006) 
Technologie Ethernetu je založena na přístupové metodě CSMA/CD. CSMA má 
za úkol zjistit jestli přenosové medium nikdo nepoužívá. Pokud ho nějaký jiný aktivní 
prvek používá tak počká náhodně zvolený čas a zkusí to znovu. CD neboli detekce 
kolize se zabývá situací kdy, pokud začnou vysílat dvě a více stanic najednou dojde ke 
kolizi signálu, jakmile se detekuje kolize, začnou všechny strany, které vysílaly, vysílat 
JAM signál. Po zjištění JAM signálu si vygeneruje náhodnou časovou hodnotu, po které 
pokus s vysláním zopakuje (Odvárka, 2000). 
Ethernet se nejprve vyvíjel na koaxiálním kabelu. Následně se vymyslel 
protokol, který umožňoval přenos po symetrických kabelech. S koaxiálním kabelem se 
špatně manipulovalo (kvůli průměru) a tak stačilo vložit transceiver, který umožňoval 
vytvořit odbočku na kabelu a vést k jednotlivým uzlům drop kabel („Zakončovací 
kabel“). Na obou koncích koax. kabelu musejí být terminátory, které signál ukončovaly. 
Uzel vyslal data, která se potom šířili po obou koncích koax. kabelu ke všem uzlům. U 
symetrických kabelů už byla nutnost použít aktivní prvek (Hub) na propojení 3 a více 
počítačů (Peterka, 2006). 
Ethernet lze dnes rozdělit na: 
Ethernet – přenosová kapacita je 10Mb/s 
- 10Base2 – používá tenký koaxiální kabel, max. délka kabelu byla 185 m, nyní 
může být i 300 m  
- 10Base5 – používá tlustý koaxiální kabel, max. délka kabelu 500 m 
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- 10BaseT – používá symetrický kabel, délka mezi uzlem a aktivním prvkem může 
být max. 100 m., využívá 2 páry kabelu  
- 10BaseFL – přenosové médium multimodový optický kabel (viz níže), maximální 
délka kabelu mezi uzly 2 km  
Fast ethernet – přenosová kapacita 100Mb/s 
- 100BaseTX – symetrický kabel, využití 2 páru kabelu, max. 100 m, kat. 5 
- 100BaseT4 – symetrický kabel, využívá všechny 4 páry kabelu, max. 100 m, kat. 
3  
- 100BaseFX – multimodový optický kabel, 2 km  
Gigabit ethernet – přenosová kapacita 1000Mb/s 
- 1000BaseSX a LX – optický kabel, vzdálenost dle charakteristik kabelu 
- 1000BaseT a TX – symetrický kabel, využívá všech 4 párů, kategorie 5,5e,6,7 
10Gb ethernet – přenosová kapacita 10Gb/s 
- 10GBaseSX, LX4 a LR – je pro optický kabel, šířka přenosu výrazně ovlivňuje 
maximální vzdálenost kabelu 
- 10GBaseT – Pro tuto dosažení této rychlosti je třeba mít symetrické kabely 7 
kategorie, max. vzdálenost kat. 7 je to do 100 m (Odvárka, 2000; Peterka, 2007a; 
Trulove, 2009)    
2.4 Základní topologie 
 Topologie sítě definuje způsob propojení počítačů. Základní typy propojení jsou 
hvězda, kruh a sběrnice. Typ propojení určuje vlastnosti sítě (Horák a Keršláger, 2004). 
Sběrnicová topologie 
Propojení jednotlivých stanic je pomocí jednoho kabelu, ke kterému byly 
pomocí T-konektorů připojeny jednotlivé stanice. Výhodou této topologie je, že má 
nízké náklady na kabeláž. Nevýhody jsou, velký počet zásahů do kabelu, v případě 
poruchy pád celé sítě a špatné identifikace poruchy (Horák a Keršláger, 2004). 
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Obrázek 5 - Sběrnicová topologie 
(Zdroj: Maříková, br) 
 
Kruhová topologie 
 Jak uvádí Bigelow (2004), tak kruhová topologie je podobná s topologií 
sběrnicovou v tom, že každá stanice je propojena s další stanicí. Oba konce jsou ale na 
rozdíl od předchozí topologie uzavřeny v kruhu. To má za následek, že signál putuje 
přes všechny stanice, dokud se nevrátí k té výchozí stanici.  
 
Obrázek 6 - Kruhová topologie 




U této topologie jsou počítače propojeny pomocí aktivního prvku, který se 
nachází uprostřed propojení. Každý počítač je spojen s aktivním prvkem. Tento druh 
propojení je nejčastějším typem. Výhodou topologie je, že pokud se nám přeruší 
konektivita s jedním počítačem tak nám zbytek počítačové sítě dál funguje bez 
přerušení. Nevýhodou jsou velké nároky kabeláž, protože se musí natahovat samostatný 
kabel ke každému počítači (Horák a Keršláger, 2004). 
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Obrázek 7 - Hvězdicová topologie 
Zdroj (Počítačové sítě, br) 
2.5  Aktivní prvky 
Do této kategorie patří mnoho různých zařízení, kdy se budu věnovat pouze těm 
základním, které rozeberu detailněji, u ostatních vypíšu pouze základní informace o 
nich.  
„Aktivní prvky zajišťují logiku posílání dat z jednoho místa do druhého co 
největší rychlostí a co nejefektivnějším způsobem“ (Unis computer, 2012). 
2.5.1 Repeater 
Patří mezi nejjednodušší zařízení. Jeho úkolem je pouze zesilovat (opakovat) 
signál, který prochází kabelem. Využívá se tam, kde je kabel moc dlouhý, že by na 
konci kabelu byl signál už moc zkreslený a další zařízení by jej nebylo schopné přečíst. 
V dnešní době už repeater moc neuvidíme, protože maximální délka kabelu byla 
omezena a na delší trasy se využívá optických médií (Horák a Keršláger, 2004).  
2.5.2 Robočovač (Hub) 
Rozbočovače stejně jako repeater pracuje na fyzické vrstvě modelu ISO/OSI. Po 
indikování přijímání dat na jednom portu. Data následně odešle na všechny ostatní 
aktivní porty, protože rozbočovač nepracuje s adresací. Rozbočovač je zesilovacím 
zařízením, proto musí být připojené stanice ve vzdálenosti do 100 metrů od 
rozbočovače (Bigelow, 2004). 
2.5.3 Most (Bridge) 
Most umožňuje oddělit od sebe určité části sítě. Jeho funkce je podobná 
přepínači. Stejně jako switch operuje na linkové vrstvě modelu ISO. Mosty plní dvě 
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funkce filtraci paketů, kdy paket směruje podle cílové adresy a snižuje tak zatížení sítě. 
Druhou funkcí je, že dokážou pracovat se dvěma různými sítěmi postavené na různých 
standardech, protože most operuje na linkové vrstvě a fyzické odlišnosti ho neovlivňují. 
Na obrázku je možné vidět takové zapojení mostu, kdy v jedné síti může být switch 
spojený s mostem pomocí ethernetového kabelu a v druhém pomocí optického kabelu 
(Horák a Keršláger, 2004). 
  
Obrázek 8 - Princip mostu 
(Zdroj: Horák a Keršláger, 2004, s. 22) 
2.5.4 Přepínač (Switch) 
Přepínače pracují na druhé vrstvě modelu ISO, takže zařízení umožňuje provádět 
rozhodnutí podle zdrojových a cílových adres MAC (Media Access Control). Switch 
podle hlavičky rámce pozná, odkud rámec přišel a kam jej má dále přeposlat, takže jej 
neodesílá na všechny ostatní porty jako rozbočovač, ale pouze na jeden. Mezi výhody 
přepínače patří, při posílaní dat mezi dvěma uzly v rámci jednoho směrovače se mezi 
uzly vytvoří virtuální okruh, kdy mezi sebou komunikují ty dvě stanice, ale ostatní porty 
zůstávají volné, takže ostatní uzly nemohou odposlouchávat komunikaci mezi těmi 
dvěma uzly, což zvyšuje bezpečnost sítě (Bigelow, 2004). 
2.5.5 Směrovač (Router) 
„Směrovače slouží k přeposílání datových paketů mezi jednotlivými zařízeními, 
která nemusí být nutně připojena ke stejné lokální síti. Směrování je pak souhrnné 
označení procesů, jejichž úkolem je rozpoznávání cest v síti do konkrétních cílů, 
matematické porovnávání redundantních cest a sestavování tabulek obsahujících 
informace o směrování“ (Sportack, 2004, s. 27). 
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2.5.6 Přístupový bod 
Jedná se směrovač pro bezdrátové připojení, kdy jednotlivé koncové zařízení 
v dosahu signálu přístupového bodu se propojují přes toto zařízení (Peterka, 2007b). 
Tato zařízení umožňují vytvořit bezdrátovou síť, ke které se mohou připojovat různá 
zařízení jako notebook, chytré telefony a tablety. Přístupové body umožňují další různé 
režimy propojení, které jsou uvedeny v tabulce č. 2. 
Název režimu Popis režimu 
Access point (AP) Zastává funkci směrovače pro bezdrátovou síť 
Client Používá se k připojení jakéhokoliv zařízení k bezdrátové sítí 
Bridge Vytvoří se pevné spojení na základě MAC adresy mezi dvěma 
zařízeními, vznikne point-to-point spoj, do kterého už nelze 
připojovat další zařízení 
Multipoint bridge Každý AP musí vidět ostatní AP a být stejně nakonfigurován  
repeater Prodlužuje spojení (dosah) přístupového bodu 
Tabulka 2 - Režimy AP 
(zdroj: Plexo, 2008) 
2.6  Přenosové prostředí 
V této kapitole budou popsány jednotlivé typy kabelů. Kabely se používají jako 
přenosové prostředí pro přenos dat mezi jednotlivými aktivními prvky. Přenosové 
prostředí je přenos dat mezi zařízeními. Pro přenos se využívají metalické kabely, 
kterými proudí elektrický proud, optické vlákno, které přenáší data pomocí světelného 
signálu, a bezdrátová technologie přenáší data na vysokých rádiových frekvencích 
vzduchem. 
Koaxiální kabel 
Koaxiální kabel se skládá z měděného vodiče, který je veden středem kabelu. 
Podél vodiče je umístěno koaxiálně (souose) vnější opletení, které je odděleno od 




Obrázek 9 - Koaxiální kabel 
(Zdroj: Bigelow, 2004, s. 71) 
Máme dva druhy koaxiálního kabelu tenký Ethernet (10Base2) a tlustý Ethernet 
(10Base5). Maximální přenosové ryhlosti obou kabelů jsou 10 MB za sekundu, ovšem 
tlustý Ethernet můžeme vést až do vzdálenosti 500 metrů oproti tenkému, u kterého se 
vzdálenost pohybuje kolem 200 metrů. Kvůli nízké přenosové rychlosti není koaxiální 
kabel vhodný pro datové sítě, kde potřebujeme rychlejší komunikaci (Bigelow, 2004). 
Symetrický kabel 
V dnešní době je symetrický kabel nejpoužívanějším typem kabelů, který se 
používá v datových sítích. Tento kabel se skládá z osmi vodičů. Identifikace 
jednotlivých vodičů je podle čtyř barev modrá, oranžová, zelená a hnědá, každý ze 
zbylých vodičů je pak bílý jen má na sobě zobrazený proužek barvy, se kterým tvoří 
pár. Symetrický kabel je flexibilnější oproti koaxiálnímu kabelu (Bigelow, 2004).  
Optický kabel 
Optickým vláknem proudí světelný signál, díky kterému na rozdíl od 
elektrického signálu dosahujeme vyšších rychlostí a dovedeme vést signál na delší 
vzdálenosti. Díky těmto vlastnostem je optický kabel ideálním nositelem informace pro 
páteřní sekce a vedení na dlouhé vzdálenosti (Trulove, 2009).  
2.6.1 Typy symetrických kabelů 
Hlavní rozdíl mezi symetrickými kabely je v stínění. Máme kabely, které nejsou 
stíněny (UTP) a které stíněné jsou. Stíněný kabel bychom měli používat v místech, kde 
28 
je příliš velké rušení a vznikalo by velké procento chyb při přenosu dat. Nestíněný kabel 
se dále na rozdíl od stíněného kabelu dále nerozlišuje. Máme tři typy stíněných kabelů 
stínění celkového kabelu pomocí opletením (STP), celkové stínění kabelu pomocí fólie 
(FTP) a stínění jednotlivých párů pomocí fólie a opletením celkového kabelu (ISTP). 
Při používání stíněných kabelů je důležité, aby byl stíněn i zbytek kanálu. Samotný 
stíněný kabel nepřináší žádnou výhodu oproti nestíněnému, když bude špatně 
instalovaný (Ondrák, 2012).  
 
Obrázek 10 - Typy kabelů 
(Zdroj: vlastní zpracování) 
Dále se u symetrických kabelů určuje, zda se jedná o svařený pár (Bonded-Pair) 
nebo nikoliv. Při použití svařeného kabel drží svařené vodiče stále u sebe i v záhybech a 
nevznikají tak negativní vlivy během přenosového prostředí. „Svařený pár kombinuje 
přenosové charakteristiky centrovaného koaxiálního kabelu s praktičností párových 
kabelů“ (Kassex, 2005, s. 9). 
 
Obrázek 11 - Svařené pár 
(Upraveno: Ondrák, 2012) 
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2.6.2 Měřené parametry metalických kabeláží  
V průběhu instalace je důležité kontrolovat pomocí měření přenosové parametry. 
Z důvodu vyloučení nefungující kabeláže při zapojení v patch panelu a zásuvkách. 
Měření se provádí speciálními měřicími přístroji, které nám zobrazí, zda je měření 
v normě nebo je třeba celou linku vyměnit (Trulove, 2009). 
Měřené přenosové parametry (Kassex, 2005)  
NEXT – množství energie přenesené z jednoho páru do druhého (rušení mezi páry), 
kombinace všech párů. 
PS NEXT – měřící signál je přiveden na tři páry a přeslech se měří na zbývajícím páru, 
kombinace všech párů. 
FEXT – měřící signál se přivede na jeden pár a na ostatních se měří přeslech, 
kombinace všech párů. 
PS FEXT – měřící signál je přiveden na tři páry a přeslech se měří na zbývajícím páru, 
kombinace všech párů. 
Return Loss - míra odražené energie způsobená nehomogenitou impedance (ozvěna 
signálu)  
Delay Skew – rozdílové zpoždění mezi nejrychlejším a nejpomalejším párem. 
Alien Crosstalk – přeslechy mezi jednotlivými kabely 
2.6.3 Typy optických vláken  
Optické vlákno je tvořeno jádrem a odraznou vrstvou tyto dvě položky tvoří 
vlákno, které chrání primární ochrana (lak), následuje sekundární ochrana ta je buď 
těsná anebo volná. Těsná sekundární ochrana je bužírka z PVC, která chrání vlákno 
před mechanickým namáhaní. Podobně jako u metalických kabelů. Volná sekundární 
ochrana je uložení kabelů pouze s primární ochranou v trubičce. Volné místo v trubičce 
vyplňuje gel (Kassex, 2005, Ondrák, 2012).  
Při instalaci optických kabelů se musíme být opatrní, abychom nepřekročili 
povolený úhel ohybu kabelu, tím by se paprsek neodrazil o odrazné vrstvy, ale prošel by 
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skrz a data by byla ztracena a musí se posílat znovu. Čím je jádro užší, tím je menší 
pravděpodobnost dosažení kritického úhlu (Ondrák, 2012). 
U optických kabelů máme 3 typy vláken, single mode, multimode – step index a 
multimode gradient. Každý z nich má jiné vlastnosti a způsob přenosu dat. 
Single mode – jádro má nejmenší průměr (8-9µm) ze všech tří typů optických vláken, 
paprsek je šířen středem jádra bez jakých odrazů od odrazné vrstvy 
která jej obklopuje. 
Multimode gradient – Index lomu se postupně zvyšuje od středu jádra, jehož průměr 
byl 50µm nebo 62,5µm, k odrazné vrstvě. Díky tomu se snižuje ostrý 
dopad na odrazné vrstvě. 
Multimode step-index – průměr jádra byl 100µm a paprsek narážel přímo do odrazné 
vrstvy (Ondrák, 2012). 
 
Obrázek 12 - Přenos světelného paprsku 
(Zdroj: Trulove, 2009, s. 191) 
2.6.4 Bezdrátové přenosové prostředí 
V současné době existuje mnoho zařízení, která se dají připojit k internetu jiným 
způsobem než pomocí kabelu. Taková zařízení se připojují pomocí bezdrátové sítě 
WLAN (Wireless LAN).  
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Data se přenášejí pomocí radiových vln (jako u radia) jen na jiných frekvencí. 
Pro WLAN byly vyhrazeny frekvence 2,4 a 5 GHz. Jednou z důležitějších parametrů 
bezdrátové sítě je jeho dosah. Největší dosah má zařízení pokud je není signál něčím 
blokovaný a je na něj přímo vidět. Bohužel při použití v budově bývá hodně rušení 
v podobě zdí, které zkracují dosah zařízení (vzniká velký útlum) a přenosovou rychlost. 
Velmi záleží z jakého materiálu překážka, kterou musí signál projít (Trulove, 2009).  
2.7 Kabelážní systémy 
2.7.1 Normy 
Normy nám doporučují, jaké vlastnosti musí mít kabely, jaký je způsob jejich 
zapojení, z jakého materiálu. Aby byla zachována konektivita a jednotnost mezi kabely 
a zařízeními. České normy se odvozují od norem v Evropě a mezinárodních norem, 
které vydávají standardizační organizace (Kassex, 2005).  
Označení normy Specifikace 
ČSN EN 50173 Univerzální kabelážní systémy 
ČSN EN 50174-1 specifikace a zabezpečení kvality kabelových rozvodů 
ČSN EN 50174-2 Plánování a postup instalace kabelových rozvodů v budovách 
ČSN EN 50174-3 Projektová příprava a výstavba kabelových rozvodů vně budov 
EN 55022 Limity a metody měření vyzařovaného rušení 
ČSN EN 50173-1 Univerzální kabelážní systémy - Část 1: Všeobecné požadavky 
ČSN EN 50173-2 Univerzální kabelážní systémy - Část 2: Kancelářské prostory 
ČSN EN 50173-3 Univerzální kabelážní systémy - Část 3: Průmyslové prostory 
ČSN EN 50173-4 Univerzální kabelážní systémy - Část 4: Obytné prostory 
ČSN EN 50173-5 Univerzální kabelážní systémy - Část 5: Datová centra 
ČSN EN 50310 Použití společné soustavy pospojování a zemnění v budovách 
vybavených zařízením informační technologie 
ČSN EN 55024 Zařízení informační techniky - Charakteristiky odolnosti - Meze a 
metody měření 
Tabulka 3 - Základní normy 




2.7.2 Základní pojmy 
Linka 
Pojem „linka“ označuje část kabeláže mezi dvěma rozhraními (Ondrák, 2012). U 
linky horizontální sekce, která se instaluje do podlah, zdí nebo stropů, se používá druh 
kabelu typu drát. Délka kabelu je maximálně 90 metrů. To je vzdálenost mezi 
zakončením na jedné straně zásuvkou a na druhé straně připojením k patch panelu 
(Trulove, 2009).  
Kanál 
Pojem „kanál“ nám určuje maximální délku kabelu od rozbočovače v datovém 
rozvaděči až po pracovní stanici. Tato délka je stanovena maximálně na 100 metrů. 
Z toho 90 metrů tvoří linka a zbylých 10 metrů je rozděleno mezi pracovní oblast a 
datový rozvaděč. Délka kabelu mezi propojovacím panelem a rozbočovačem nesmí 
překročit 6 metrů a zbytek je tedy možné využít pro pracovní oblast (Ondrák, 2012). 
Kategorie a třídy 
Pojmem „kategorie“ určujeme kvalitu materiálu pro linku a kanál zvlášť. 
Pojmem „třída“ členíme kanál jako celek podle kvality, zde patří i způsob instalace 
jednotlivých komponent. U metalického kanálu měříme frekvenční rozsah v MHz. U 
optických kanálů určujeme kategorii a třídu podle měrného útlumu (Ondrák, 2012). 
Třída Kategorie Frekvenční rozsah Obvyklé použití 
A 1 do 100 kHz Analogový telefon 
B 2 do 1 MHz ISDN 
C 3 do 16 MHz Ethernet – 10Mb/s 
- 4 do 20 MHz Token-Ring 
D 5 do 100 MHz FE, ATM 155, GE 
E 6 do 250 MHz ATM 1200 
EA 6A do 500 MHz 10 GE 
F 7 do 600 MHz 10 GE 
Tabulka 4 - Třídy použití sítě a kategorie komponent kabeláže 
(Upraveno: Kassex, 2005, str.4) 
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Telekomunikační místnost 
V telekomunikační místnosti je umístěn datový rozvaděč. V této místnosti by 
mělo být dostatečná ochrana proti přepětí, výpadku proudu a zabezpečení přístupu 
nepovolaným osobám. Dostatečný prostor v místnosti a dostatečné osvětlení a 
v neposlední řadě protipožární ochrana to je jen pár požadavků a telekomunikační 
místnost, které musí být splněny (Ondrák, 2012). 
Typy zapojení  
Norma umožňuje dva typy zapojení kabelu do konektoru T568A a T568B. Liší 
se v tom, že se prohodí 2 a 3 pár. To znamená, že se zapojení u jednotlivých pinů 
konektoru liší. Správně by se mělo v projektu vybrat jeden typ zapojení a toho se držet 
po celý projekt (Trulove, 2009).  
 
Obrázek 13 - Zapojení T568A a T568B 
(Zdroj: vlastní zpracování) 
2.7.3 Sekce kabelážního systému 
Dnešní kabelážní systémy jsou hierarchicky uspořádaný, aby bylo možné 
efektivně rozvést kabely od centrálního bodu přes pomocná spojovací místa až 
k jednotlivým uzlům. Každá tato část se musí řídit normami, které jsou pro ni 
charakteristické (Trulove, 2009). 
 
Páteřní sekce (BC) 
Páteřní sekce propojuje více datových rozvaděčů do hlavní telekomunikační 
místnosti v budově nebo areálu. U páteřních sekcí je třeba vysoká rychlost a 
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spolehlivost proto je mít tyto trasy redundantní, aby pokud by se jedna trasa přerušila, 
bylo možné bez přerušení pokračovat. V dnešní době se při tvorbě páteřní sekce 
používá optický kabel.  
Horizontální sekce (HC) 
Horizontální sekce propojuje zásuvku na pracovišti s datovým rozvaděčem, 
který je umístěn v dosahu linky. V datovém rozvaděči jsou kabely zakončeny v patch 
panelu a následně propojeny do rozbočovače (Trulove, 2009). 
Pracovní sekce (WA) 
Pracovní sekcí se rozumí oblast mezi zásuvkou a koncovým zařízením, které je 
propojeno kabelem s vodičem typu lanko (Ondrák, 2012). 
2.7.4 Prvky kabelážního systému 
Jednotlivé prvky kabelážního systému slouží k organizování kabeláže v 
telekomunikační místnosti i mimo něj. Bez organizace by byla kabeláž velmi 
nepřehledná.  
Datový rozvaděč  
Datový rozvaděč tvoří pomyslné centrum datové kabeláže, protože z něho vedou 
kabely do ostatních částí budovy, v případě použití více rozvaděčů tvoří pouze jeden 
uzel. Datové rozvaděče se rozdělují na rámové a skříňové. Obě tato rozdělení se dále 
dělí podle toho, zda jsou určeny pro položení na zem nebo se montují na stěnu (Ondrák, 
2012).  
Velikost datového rozvaděče je udávaná v zástavné výšce, to je počet 
montážních jednotek (1U(Unit)=44,5mm), které lze do rozvaděče umístit na výšku. 
Šířka v datovém rozvaděči je nejčastěji 19 palců, vyskytují se rozvaděče i s šířkou 21 a 
23 palců (Kassex, 2005).  
K velkým rozvaděčům se dá z boku připojit organizér kabeláže, ten slouží 
k přívodu kabeláže po stranách rozvaděče do patch panelu nebo do rozbočovače, 
umožňuje přehledné zapojování (Ondrák, 2012).  
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Obrázek 14 - Datové rozvaděče 
(Zdroj: vlastní zpracování) 
2.7.5 Vedení kabeláže 
Kabeláž vedeme od rozvaděče k cílové stanici. Trasa kabelu vede v různých 
materiálech. Abychom zvýšili ochranu kabelu, vkládáme jej do různých ochranných 
prvků, které nám navíc udržují směr a soudržnost kabelů. Kabely s vodičem typu drát 
lépe drží tvar (Trulove, 2009).  
Kabely typu lanko se používají v pracovní oblasti. S těmito kabely se manipuluje 
více. V pracovní sekci je skrytí kabelu záležitostí uživatele, kam si postaví koncové 
zařízení. U propojovacích kabelů je důležité uchovat přehlednost v datovém rozvaděči. 
(Trulove, 2009).    
Prvky vedení kabeláže se v obou skupinách prolíná. Při vedení kabeláže se 
používá mnoho různých materiálů. Můžeme zde použít kabelové a parapetní žlaby nebo 
lišty, svazovací spirály a další (Kassex, 2005, Ondrák, 2012). 
2.7.6 Spojovací prvky 
Patch panel 
Je určen pro ukončení kabeláže v datovém rozvaděči. Patch panely jsou buď 
integrované, nebo modulární, u modulárních se můžou vyměňovat komunikační moduly 
(Ondrák, 2012). 
Dalším spojovacím prvkem jsou zásuvky, které jsou rozvedeny po objektu a do 
kterých se následně připojuje koncové zařízení. Zásuvky jsou podobně jako patch panel 
36 
integrované a modulární. Pod pojmem zásuvka si můžeme představit krabičku nebo 
rámeček, ve kterém otvor pro jack RJ-45 (Trulove, 2009). 
U instalace jacku je důležitý způsob zapojování, protože ovlivňuje přenosové 
parametry linky. Při montáži jacku je důležité mít stejnou vzájemnou délku os. Existují 
technologie, které omezují tento lidský faktor a zefektivňují propojení kabelu s jackem a 
tím jsou systémy se zářezovým víčkem nebo se zářezovou hlavou. Kabel se k jacku 
připojuje pomocí dvou různých stylů IDC110 nebo LSA+. Rozdíl mezi těmito dvěma 
zapojeními je pouze ten, že zatímco u IDC110 se kontakt zařezává kolmo k ose vodiče 
u LSA+ se zařezává pod úhlem 45° (Kassex, 2005). 
2.7.7 Identifikační prvky 
Identifikační prvky slouží k rozpoznávání kabeláže a upravuje ji norma EIA/TIA 
606. Ta nám určuje, co a jak musí být označeno (Kassex, 2005): 
 Všechny kabely na obou koncích 
 Kabelové svazky v místech větvení, křížení  
 Datové zásuvky 
 Přepojovací panel v rozvaděči 
 Jednotlivé porty datových zásuvek 
 Datové rozvaděče aj. 
Označení musí být štítkem, který musí být čitelný po celou dobu životnosti kabeláže 
(Kassex, 2005). 
Identifikační kód 
Identifikační kód by měl být dostatečně dlouhý, aby pokryl každý port zásuvky 
v objektu. Správce sítě měl by být schopen určit, když si přečte na koncové zásuvce 
identifikační číslo, kde přesně to bude hledat v technické místnosti. Případně ten proces 




3 Návrh řešení 
V této kapitole bude navržená počítačová síť rodinného domu, to je návrh 
technologie, počty a rozmístění přípojných míst, rozvaděče, kabelových tras a aktivních 
prvků. Řešení bude navrženo na základě analýzy a teoretických východisek, které jsem 
uvedl v předchozích kapitolách. 
3.1 Co není řešeno 
V návrhu projektu kabeláže se neuvažuje s: 
- modem pro připojení k internetu (dodá poskytovatel) 
- připojení internetu (řeší poskytovatel) 
- rozvržením kabeláže pro telefonní pevnou linku 
- rozvržením televizních kabelů pro DVB-T, DVB-C nebo DVB-S  
- rozvržením elektrických zásuvek na 230V 
3.2 Technologie 
Celá síť je navržena pro přenosovou technologii gigabitového ethernetu při 
standardu 1000Base-T. Tomuto standardu vyhovuje kabeláž třídy D. Pro dosažení třídy 
D je nutno použít materiál kategorie 5. 
3.3 Topologie 
Celá síť bude realizována jako jedna horizontální sekce, její topologie bude 
hvězdicová se středem v rozvaděči, který navrhuji umístit v místnosti 1.09.    
3.4 Přípojná místa 
Rozmístění přípojných míst je zobrazeno v příloze č. 5 a 6. Většina zásuvek 
bude umístěna ve výšce 20cm od podlahy. Jelikož je budova neustále ve výstavbě 
vybral jsem datové zásuvky designové řady Tango® od společnosti ABB, protože 
funkčně postačují a je na výběr z několika barevných provedení, protože investor zatím 
neví, jaké bude barevné provedení jednotlivých místností a bíla barva je univerzální. 
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Obrázek 15- Zásuvky Tango 
(Zdroj: ABB, 2006) 
Pokud budou přípojná místa vedle elektrických nebo anténních zásuvek bude použit 
společný více rámeček se stejným designem. Konečný design zásuvek bude doladěn 
s při elektroinstalaci. 
3.5 Značení 
Způsob značení pro rodinný dům jsem vymyslel následovný.  
- Označení zásuvek je Zxx, kde xx značí číslo zásuvky. Číslování začíná 
v pokoji 1.03 a jde dále proti směru hodinových ručiček (podle číslovaní 
pokojů v architektonickém plánu). V druhém patře se začíná na chodbě se 
schodištěm (2.01). 
- Jednotlivé porty na zásuvkách jsou označeny prvními písmeny abecedy 
(a,b,c). 
- Označení kabelů je dle XYY, kde X značí patro (1,2) a YY značí číslo portu 
v patch panelu (01-48). 
- Switch bude označen SWyy, kde yy je 01-48 portů. 
- Datový rozvaděč bude mít označení DR-01. 
- Patch panel PP a jednotlivé porty budou značeny 01-48. 
- WLAN přístupový bod APx, x definuje patro, kde se přístupový bod 
nachází. 
- Kamera bude mít označení CA-01 
3.6 Návrh materiálu 
Kabely 
Pro tuto síť jsem vybral kabel UTP kabel BELDEN 1700 kat. 5 PVC, protože se 
v budově neočekává vysoká míra elektromagnetického záření, kvůli kterému bychom 
museli instalovat stíněný kabel, a není příliš cenově náročný.    
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Jako propojovací kabely mezi switchem a patch panelem budou použity kabely 
od společnosti OKUS - Patch Cord UTP cat.6 0,5m. Jednotlivé porty budou rozděleny 
podle oblastí, ve kterých se nachází. 
Zakončení kabelů  
Kabely budou zakončeny do modulů PANDUIT MINI-COM. Jednotlivé moduly 
budou odpovídat barvám zásuvky a v patch panelu budou barevně odlišeny pro 
jednoduchou orientaci. Šedé moduly budou označovat dolní patro a žluté moduly horní 
patro. Zeleně jsou označeny moduly, kde budou připojeny přístupové body pro WLAN. 
Červený modul je označení pro kameru. Přesné zobrazení jednotlivých modulů je 
v příloze č. 3. 
Celkem bude potřeba 88 těchto modulů. Jelikož nepředpokládám okamžité 
obsazení všech modulů, tak jsem vybral moduly s krytkou do každé zásuvky. 
Datové zásuvky 
Zásuvky budou od společnosti ABB v designu Tango instalovány pod omítku. 
Zásuvky připraveny pro 3 porty modulů mini-com. U zásuvek, kde budou využívaný 
pouze dva porty, bude třetí zaslepen krytkou. Zobrazení využití počtu portů na zásuvce 
bude zobrazeno v příloze č. 7. 
Zásuvka pro připojení venkovní kamery je od společnosti TE CONNECTIVITY. 
Tato zásuvka odolá tryskající vodě, jedná se tedy o zásuvku s označením IP67. Tato 
zásuvka bude mít pouze jeden modul. 
 
Obrázek 16 - Venkovní zásuvka 
(Zdroj: TME.eu, 2014) 
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Celkem bude v projektu použito 22 normálních zásuvek Tango a 1 s označením 
TE CONNECTIVITY. 
Patch panel 
Patch panel bude PANDUIT CP24BL s 24 místy pro porty. Bude nutno pořídit 
dva tyto patch panely. V datovém rozvaděči budou umístěny pod sebou. Neosazený PP 
jsem vybral, protože jednotlivé porty v patch panelu budou barevně rozlišeny stejnými 
barvami jako budou krytky propojovacího kabelu kvůli jednoduší orientaci.  
Zobrazení propojení jednotlivých portů zásuvek s patch panelem je zobrazeno 
v příloze č. 7. Propojení patch panelů se switchem bude PP01-SW01. 
Rozvaděč 
Datový rozvaděč Okus mini KR120 64-15 PZ s 15U je nástěnný a 
uzamykatelný. V datovém rozvaděči bude umístěn router, switch, ochrana před 
přepětím, patch panel a další zařízení. Velikost 15U by měla postačovat pro tento návrh 
i pro případné budoucí rozšíření. Přesné umístění jednotlivých prvků je popsáno 
v příloze č. 3. 
3.7 Trasy 
V přízemí půjde od datového rozvaděče, který bude umístěný v kotelně na zdi, 
kabel přes zeď a půjde dolů k podlaze. Kabely budou vedeny u podlahy. Do ložnice 
povede 11 kabelů, z toho 4 budou zakončeny v této místnosti, dalších 7 bude 
pokračovat přes zeď koupelny, kde budou další dva zakončeny. Poslední bude zakončen 
ve spižírně. Zbylé 4 kabely povedou do kuchyně, kde budou ukončeny. Datové zásuvky 
budou ve výšce 20cm nad zemí a budou uloženy ve zdi v chráničce.   
Další kabely budou vedeny ve výšce 10 cm od stropu přes garáž, kde budou 
zakončeny 4 kabely, ve výšce 120cm nad podlahou. Další kabely povedou přes zádveří 
do kanceláře, zde budou svedeny kabely do výšky 20 cm od podlahy. Zbylých 5 kabelů 
bude pokračovat přes zeď do obývacího pokoje, kde budou postupně rozmístěny. 
Kabely pro první patro budou vyvedeny do prvního patra, zde kabely povedou 
celou trasu ve výšce 20 cm. Kabely pro pokoj 3 na východní straně povedou přes 
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podlahu a pak každý na druhou stranu na obou koncích bude zásuvka o 2 portech. Na 
severní straně pak ještě bude instalována zásuvka pro připojení venkovní IP kamery. 
Další kabely povedou přes chodbovou stěnu, kde bude zakončen kabel pro AP, těsně u 
stropu. Osm kabelů pak povede přes zeď do místnosti 2.03 a 2 kabely do pokoje 2.02. 
Poslední čtyři kabely povedou v podlaze na jižní stranu, kde budou zakončeny. Jeden 
v pokoji 2.01 a druhý v pokoji 2.02 
Přesné vedení kabeláže je zobrazeno v příloze č. 5 a 6. 
Kabel pro přístup k internetu bude instalovat provider. Chránička pro kabel 
k internetu povede od rozvaděče směrem dolů k podlaze a následně povede podlahou 
kolmo směrem k cestě.  
Vedení kabelů 
Kabely budou vedeny ve zdi. A aby byly chráněny tak povedou v ohebné trubce 
Kopos s vnějším průměrem 50mm. V chráničce povede maximálně 6 kabelů současně. 
V místech, kde bude nutné vést více kabelů, povede více chrániček vedle sebe. 
V místě rozdělení kabelů bude umístěna instalační krabice pod omítkou. 
3.8 Aktivní prvky a koncová zařízení 
Většina prvků, které jsem vybral, bude umístěna v datovém rozvaděči. Zobrazení 
pozice prvků, které nejsou v datovém rozvaděči, je zobrazeno v přílohách č. 5 a 6. 
3.8.1 Switch 
V tomto návrhu jsem vybral switch Cisco SG200-50P, který je spravovatelný a 
umožňuje PoE pro 24 portů, má 48 portů RJ-45. Tento switch umožňuje vypínání 
neaktivních portů a lze jej namontovat do datového rozvaděče. 
3.8.2 Přístupové body 
Přístupové body budou celkem dva a budou zajišťovat přístup po celé budově a 
přilehlé zahradě. Jeden přístupový bod bude v prostoru obývacího pokoje v prvním 
patře, druhý bude nad schodištěm, konkrétní umístění je zobrazeno v příloze č. 5 a 6. O 
spolehlivý přenos se postará zařízení Netgear WNAP320 ProSafe, umožňuje napájení 
pomocí technologie PoE. 
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3.8.3 Kamera 
Kamera Edimax IR-112E, která bude napájena pomocí technologie PoE. Kamera 
bude umístěna na východní straně domu snímat, kde bude snímat oblast ve FullHD před 
bránou pozemku. Kamera splňuje normu IP66 (tj. odolnost proti dešti a prachu).  
3.8.4 NAS    
NAS QNAP TS-221 bude sloužit pro záznam videa z kamery a pro ukládání, 
sdílení fotografií a video souborů. Chytré domácí uložiště, lze osadit dvěma pevnými 
disky. V tomto případě jsem vybral disky Western Digital Red 2000GB, který je přímo 
určený pro NAS. 
3.8.5 UPS 
O napájení v případě výpadku elektrické energie a jako přepěťová ochrana bude 
pořízen APC Power Saving Back-UPS Pro 1500 s eurozásuvkami. Napájet bude router, 
switch a NAS kvůli záznamu z kamery a AP. 
3.9 Rozpočet 
Detailní rozpis použitého materiálu je rozepsán v příloze č. 8. V tabulce je 
zobrazena celková částka, kterou bude stát realizace projektu.  
Položka Cena bez DPH[Kč] 
Materiál 85 402,70 
Návrh projektu 7 000,00 
Realizace projektu 25 000,00 
Celkem 117 402,70 
DPH 21% 24 654,57 
Cena s DPH 142 057,27 
Tabulka 5 - Souhrnný rozpočet 
(Zdroj: vlastní zpracování) 
3.10 Výběr dodavatelských služeb 
Připojení k internetu 
Podél cesty na straně investora vede jak pevná linka pro telefon tak i kabel pro 
kabelovou televizi. Investor ještě není rozhodnutý, jaký druh připojení k internetu si 
nechá zřídit providerem.  
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Výběr realizační společnosti 
Společnost, která bude provádět realizaci projektu, musí: 
- mít certifikaci od výrobce nabízeného zboží 
- poskytovat garanci na provedení práce minimálně 15 let 
- pozitivní reference od předchozích zákazníků 
- dodržovat značení podle EIA/TIA 606 
- kabelové trasy a použité prvky instalovat podle pokynů výrobce 
- garantovat práci svých zaměstnanců 





Při analýze jsem vycházel ze stavebního návrhu, který mi investor poskytl a 
několika následných schůzek s investorem. Investor měl původní představu pouze o 
jednom přístupovém bodě na jednu místnost kromě kanceláře a obytného pokoje. Po 
konzultaci mi dal za úkol, abych vypracoval návrh, který následně zkonzultuje a buď ho 
schválí nebo se bude muset přepracovat.  
Tak mi investor nechal volný prostor, ohledně rozmístění jednotlivých zásuvek. 
Díky tomu jsem se snažil navrhnout rozmístění datového rozvaděče, tras kabelů a 
zásuvek co nejlépe a tak trochu dle mých vlastních představ, jak by to bylo nejlepší. 
Během navrhování jsem vycházel ze znalostí, které jsem získal v průběhu studia 
a tvorbou tohoto návrhu. Během navrhování kabeláže a umístění zásuvek jsem budovu 
několikrát navštívil, abych si mohl reálně představit, jestli bude navrhovaná část zapadat 
do prostředí jednotlivých místností.   
Prvky, které jsem v návrhu použil, jsem našel u různých dodavatelů. Proto i 
stanovení rozpočtu je pouze orientační. Pokud by si investor našel firmu, které realizuje 
instalaci datových sítí, byla by cena trochu odlišná.  
Firmu, která by návrh zrealizovala, jsem nevybral, pouze jsem napsal 
doporučení, které by měla mít. Jinak byly splněny všechny požadavky investora, které 









SEZNAM POUŽITÉ LITERATURY 
ABB, © 2006. ABB Praha: Elektro-Praga [Online]. [cit. 2014-04-29]. Dostupný z: 
http://www117.abb.com/index.asp?thema=5842.  
BIGELOW, Stephen, 2004. Mistrovství v počítačových sítích: správa, konfigurace, 
diagnostika a řešení problémů. Vyd. 1. Překlad Petr Matějů. Brno: Computer Press,  
990 s. ISBN 80-251-0178-9. 
ÚŘAD PRO TECHNICKOU NORMALIZACI, METROLOGII A STÁTNÍ ZKUŠEBNICTVÍ, 2014. 
Seznam ČSN. [online]. [cit. 2014-05-09]. Dostupné z: http://www.unmz.cz/urad/unmz 
ČESKÝ ÚŘAD ZEMĚMĚŘICKÝ A KATASTRÁLNÍ, 2014. Nahlížení do katastru 
nemovitostí. [online]. [cit. 2014-04-30]. Dostupné z: http://nahlizenidokn.cuzk.cz/  
DOSTÁLEK, Libor, 2000. Velký průvodce protokoly TCP/IP a systémem DNS. 2. 
aktualiz. vyd. Praha: Computer Press, 426 s. ISBN 80-722-6323-4. 
HORÁK, Jaroslav a Milan KERŠLÁGER, 2006. Počítačové sítě pro začínající správce. 
3., aktualizované vydání. Brno: Computer Press, 211 s. ISBN 80-251-0892-9. 
KASSEX, 2005. Jak na to? Profesionální datové komunikace strukturované a 
multimediální kabeláže, firemní publikace. 
MAŘÍKOVÁ, Denisa. Topologie počítačových sítí. [online]. [cit-2013-11-16]. 
Dostupné z: http://home.zcu.cz/~topinkov/druhy.html 
ODVÁRKA, Petr, 2000. Ethernet [online]. [cit. 2014-04-30]. Dostupný z: 
http://www.svetsiti.cz/clanek.asp?cid=Ethernet-1992000 
ONDRÁK, Viktor, 2012. Počítačové sítě. Přednáška. Brno VUT Brno, Fakulta 
podnikatelská, akademický rok 2012/2013. 
PETERKA, Jiří, 2004. Rodina protokolu TCP/IP, verze 2.1 [online]. [cit. 2014-04-30]. 
Dostupné z: http://www.earchiv.cz/l211/slide.php3?l=2&me=1 
PETERKA, Jiří, 2005a. Báječný svět počítačových sítí: Část VIII. – Přenosové techniky, 
II. [online]. [cit. 2013-11-10]. Dostupné z: http://www.earchiv.cz/b05/b1100001.php3 
46 
PETERKA, Jiří, 2005b.  Báječný svět počítačových sítí: Modulační a přenosová 
rychlost. [online]. [cit. 2013-11-10]. Dostupné z: 
http://www.earchiv.cz/a96/a639k150.php3  
PETERKA, Jiří, 2006. Báječný příběh počítačových sítí: Příběh Ethernetu [online]. [cit. 
2014-04-30]. Dostupné z: http://www.earchiv.cz/b06/b1200001.php3 
PETERKA, Jiří, 2007a. Báječný svět počítačový sítí: Gigabitový a ještě rychlejší 
ethernet. [online]. [cit. 2014-04-30]. Dostupné z: 
http://www.earchiv.cz/b07/b0200002.php3 
PETERKA, Jiří, 2007b. Báječný svět počítačový sítí: Architektura Wi-Fi sítí. [online]. 
[cit. 2014-04-30]. Dostupné z: http://www.earchiv.cz/b07/b0500001.php3 
PLEXA, 2008. Wi-Fi sítě - vše co jste kdy chtěli vědět ½  [online]. [cit. 2014-04-30]. 
Dostupný z: http://pctuning.tyden.cz/hardware/site-a-internet/11138-wi-fi_site-
vse_co_jste_kdy_chteli_vedet_12?start=5 
POČÍTAČOVÉ SÍTĚ. Hvězdicová topologie. [online]. [cit. 2013-11-16]. Dostupné z: 
http://site.the.cz/index.php?id=17 
SPORTACK, Mark, 2004. Směrování v sítích IP. Vyd. 1. Brno: Computer Press, 351 s. 
ISBN 80-251-0127-4. 
TME, Czech Republic s.r.o. [online]. [cit. 2013-05-29]. Dostupné z: 
http://www.tme.eu/html/CZ/stinene-zasuvky-rj45-cpc-na-panel-kat-
5e/ramka_7909_CZ_pelny.html 
TRULOVE, James, 2009. Sítě LAN: hardware, instalace a zapojení. 1. vyd. Praha: 
Grada, ISBN 978-80-247-2098-2.  
UNIS COMPUTER, a. s., 2012. Aktivní síťové prvky. [online]. [cit. 2013-12-20].  





Obrázek 1 – Pozemek ..................................................................................................... 12 
Obrázek 2 - Modulace signálu ........................................................................................ 17 
Obrázek 3 - Zobrazení komunikace u vrstev .................................................................. 19 
Obrázek 4 - Umístění Ethernetu v rámci TCP/IP a ISO/OSI ......................................... 21 
Obrázek 5 - Sběrnicová topologie .................................................................................. 23 
Obrázek 6 - Kruhová topologie ...................................................................................... 23 
Obrázek 7 - Hvězdicová topologie ................................................................................. 24 
Obrázek 8 - Princip mostu .............................................................................................. 25 
Obrázek 9 - Koaxiální kabel ........................................................................................... 27 
Obrázek 10 - Typy kabelů .............................................................................................. 28 
Obrázek 11 - Svařené pár ................................................................................................ 28 
Obrázek 12 - Přenos světelného paprsku ........................................................................ 30 
Obrázek 13 - Zapojení T568A a T568B ......................................................................... 33 
Obrázek 14 - Datové rozvaděče ...................................................................................... 35 
Obrázek 15- Zásuvky Tango ........................................................................................... 38 





Tabulka 1 - Požadavky investora .................................................................................... 15 
Tabulka 2 - Režimy AP .................................................................................................. 26 
Tabulka 3 - Základní normy ........................................................................................... 31 
Tabulka 4 - Třídy použití sítě a kategorie komponent kabeláže ..................................... 32 






Příloha 1 - Půdorys 1. patra .............................................................................................. 1 
Příloha 2 - Půdorys 2. patra .............................................................................................. 1 
Příloha 3 - Osazení datového rozvaděče ........................................................................... 2 
Příloha 4 - Legenda ........................................................................................................... 2 
Příloha 5 - Vedení kabeláže 1. patro ................................................................................. 3 
Příloha 6 - Vedení kabeláže 2. Patro ................................................................................. 4 
Příloha 7 - Kabelová tabulka ............................................................................................ 5 





Příloha 1 - Půdorys 1. patra 
 




Příloha 3 - Osazení datového rozvaděče 
Ventilátor                                       2U 
Patch panel                                        1U 
Z01 Z02 Z03 Z04 Z05 Z06 Z07 Z08 Z09 Z10 Z11 Z12 
01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 
Patch panel                                       1U 
Z12 Z13 Z14 Z15 Z16 Z17 Z18 Z19 Z20 Z21 Z22 C1       
25 26 27 28 29 30 31 32 33 34 35 36 37 38 39 40 41 42 43 44 45 46 47 48 
Organizér                                         1U 
Switch                                         1U 
01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 
25 26 27 28 29 30 31 32 33 34 35 36 37 38 39 40 41 42 43 44 45 46 47 48 
                                                
    NAS                       Modem           3U 
Polička - UPS                                       4U 
Volné                                           2U 
 (Zdroj: Vlastní zpracování) 
Příloha 4 - Legenda 
Označení Význam 
 
Označení průchodu přes patro a 




Počet kabelů, které prochází přes zeď 
 
Místo kde bude kamera 
 
Označení datového rozvaděče 
 Připojení k internetu 
 
Trasy kabeláže 




Příloha 5 - Vedení kabeláže 1. patro 
 
(Zdroj: Vlastní zpracování) 
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Příloha 6 - Vedení kabeláže 2. Patro 
 




Příloha 7 - Kabelová tabulka 
patch panel místnost zásuvka       kabel   




ABB Tango Z1 
A 101 101 15,6 
  102 B 102 102 15,6 
  103 
1.3 ABB Tango Z2 
A 103 103 15,7 
  104 B 104 104 15,7 
  105 C 105 105 15,7 




ABB Tango Z3 
A 106 106 16,9 
  107 B 107 107 16,9 
  108 
1.4 ABB Tango Z4 
A 108 108 19,7 
  109 B 109 109 19,7 
  110 C 110 110 19,7 
  111 
1.4 
kuchyň 
ABB Tango Z5 
A 111 111 21,1 
  112 B 112 112 21,1 
  113 
1.4 ABB Tango Z6 
A 113 113 15,6 
  114 B 114 114 15,6 
  115 1.5 spíž ABB Tango Z7 A 115 115 15,8 
  116 
1.7 koupelna ABB Tango Z8 
A 116 116 13,4 
  117 B 117 117 13,4 
  118 
1.8 
ložnice 
ABB Tango Z9 
A 118 118 12,6 
  119 B 119 119 12,6 
  120 
1.8 ABB Tango Z10 
A 120 120 4,6 
  121 B 121 121 4,6 
  122 
1.10 
Garáž 
ABB Tango Z11 
A 122 122 6 
  123 B 123 123 6 
  124 
1.10 ABB Tango Z12 
A 124 124 8,5 
  125 B 125 125 8,5 
  226 
2.1 
chodba 
ABB Tango Z13 
A 226 226 14,9 
  227 B 227 227 20 
  228 2.1 ABB Tango Z14 A 228 228 6,1 
  229 
2.2 
Pokoj 1 
ABB Tango Z15 
A 229 229 15,1 
  230 B 230 230 15,1 
  231 
2.2 ABB Tango Z16 
A 231 231 16,5 
  232 B 232 232 16,5 
  233 
2.3 Pokoj 2 
ABB Tango Z17 
A 233 233 16,2 
  234 B 234 234 16,2 
  235 2.3 ABB Tango Z18 A 235 235 18,6 
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  236 B 236 236 18,6 
  237 
2.3 
ABB Tango Z19 
A 237 237 13,7 
  238 B 238 238 13,7 
  239 
2.6 
Pokoj 3 
ABB Tango Z20 
A 239 239 10,9 
  240 B 240 240 10,9 
  241 
2.6 
ABB Tango Z21 
A 241 241 5,2 
  242 B 242 242 5,2 
  243 
2.6 
ABB Tango Z22 
A 243 243 12,1 





C1 A 245 245 11,4 
(Zdroj: vlastní zpracování) 
 
Příloha 8 - Položkový rozpočet 
popis mj cena/mj počet celkem 
zařízení         
QNAP TS-221 ks 7182 1 7182 
Edimax IR-112E ks 6115 1 6115 
Western Digital Red 2000GB ks 2123 2 4246 
Cisco SG200-50P ks 17536 1 17536 
Netgear WNDAP320 ProSafe ks 5280 2 10560 
APC Power Saving Back-UPS  ks 6454 1 6454 
Triton 19" Horizontální 220V/60W,2U,4x ventil, 
termostat ks 2793 1 2793 
kabeláž a zásuvky         
BELDEN 1700E.U0305 UTP Cat.5 350MHz- 
4x2xAWG24 BP drát mj 7,4 615 4551 
Kopos 1250HFPP L50 SUPER MONOFLEX HFPP mj 31,21 156 4868,76 
KP 67/3 - krabice přístrojová pod omítku ks 19 17,00 323 
ABB 5014A-A00410 B Kryt pro prvky Panduit Mini-
Com, bílá ks 109,8 20 2196 
3901A-B10 C Rámeček Tango, jednonásobný ABB ks 16,2 22 356,4 
5014A-A02018 B Kryt zásuvky komunikační - bílá 
ABB ks 64,8 3 194,4 
PANDUIT CJD5E88TGWH modul MINI-COM TX 
UTP, RJ45, kat. 5E, uzavíratelný, bílý ks 123 44 5412 
PANDUIT CJ5E88TGBU modul MINI-COM TX 
UTP, RJ45, kat. 5E, modrý ks 117 2 234 
PANDUIT CJ5E88TGIG modul MINI-COM TX 
UTP, RJ45, kat. 5E, šedý ks 117 24 2808 
PANDUIT CJ5E88TGRD modul MINI-COM TX 
UTP, RJ45, kat. 5E, červený ks 117 1 117 
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PANDUIT CJ5E88TGYL modul MINI-COM TX 
UTP, RJ45, kat. 5E, žlutý ks 117 18 2106 
PANDUIT CP24BL ks 692,15 2 1384,3 
TE CONNECTIVITY 1546908-1 ks 348,91 1 348,91 
TE CONNECTIVITY 1546907-1  ks 264,9 1 264,9 
Datový rozvaděč LC-13-64-15U  ks 3400 1 3400 
RACK Polička s perforací 1U/450mm ks 452 2 904 
OKUS Patch Cord UTP cat.5 0,5m ks 13 45 585 
19" vyvazovací panel 1U jednostranná plastová lišta ks 190 1 190 
PANDUIT CMBWH-X záslepka MINI-COM, bílá ks 21 13 273 
Celkem 85402,7 
 (Zdroj: Vlastní zpracování) 
