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Abstrakt 
Cieľom bakalárskej práce bolo vytvorenie funkčného IM komunikačného klienta zameraného 
na jednoduchosť obsluhy bez nutnosti registrácie užívateľov. Práca sa zaoberá jednotlivými 
typmi IM klientov, ich vývojom a históriou. Ďalej sú tu popísané použité technológie pre 
tvorbu webových aplikácii. Posledná časť sa zaoberá vlastnou tvorbou webového IM klienta.  
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Abstract 
The aim of thesis was to create a functional IM client focused on simplicity of operation 
without user registration. This thesis deals with different types of IM clients, their 
development and history. There are also described technologies used for creating web 
applications. The last part deals with development and creation of web IM client. 
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1 Úvod 
Cieľom bakalárskej práce je návrh a vlastná realizácia komunikačného prostredia, 
ktoré umožňuje formu písomnej komunikácie dvom a viacerým užívateľom. 
Komunikácia má prebiehať vo webovom prostredí prehliadača. K vytvoreniu 
komunikačného rozhrania vo webovom prostredí bude najskôr potrebné zoznámiť 
sa s technológiami, ktoré sa používajú na tvorbu webových aplikácií. Výsledné 
komunikačné prostredie má byť jednoduché a intuitívne z hľadiska použitia, aby 
bolo dostupné všetkým účastníkom komunikácie. Komunikačné prostredie má byť 
prístupné bez nutnosti registrácie užívateľov do systému, bude preto nutné vyriešiť 
princíp automatického prístupu užívateľov do navrhnutého systému. Taktiež bude 
potrebné ošetriť problematiku prístupových práv. 
Prebiehajúca komunikácia musí byť zabezpečená proti odpočúvaniu rozhovoru. 
K tomu bude potrebné zaistiť komunikáciu prostredníctvom šifrovania dát. 
Súčasťou riešenia bude nakonfigurovaná serverová časť komunikačného systému, 
na ktorej bude navrhnutá aplikácia pracovať. Na záver bude potrebné zaistiť 
jednoduchú prenositeľnosť navrhnutého riešenia vo virtuálnom prostredí pomocou 
dostupných prostriedkov. 
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2 Instant messaging – rýchle správy 
2.1 Definícia IM 
Instant messaging (IM), teda rýchle správy, predstavujú komplexnú technológiu, ktorá 
sa stará o komunikáciu medzi dvoma alebo viacerými ľuďmi založenej na písanom 
texte.  
Text je posielaný prostredníctvom PC alebo iného zariadenia pripojeného k sieti 
Internet.  Je dôležité uvedomiť si rozdiel medzi rýchlymi správami a e-mailom. Zatiaľ 
čo komunikácia prostredníctvom e-mailu môže prebiehať nezávisle na čase: užívateľ 
vytvorí e-mailovú správu a odošle ju príjemcovi, ktorý si ju prečíta neskôr,  IM 
komunikácia prebieha vo veľmi krátkom čase. Užívateľ napíše správu a v okamihu keď 
ju odošle, tak ju adresát vidí okamžite na monitore v svojom klientovi. Čakacia doba je 
takmer nulová a závisí na rýchlosti internetového pripojenia. IM teda predstavuje 
efektívnu a rýchlu komunikáciu, ktorú v dnešnej dobe využíva veľké množstvo ľudí po 
celom svete. 
2.2   Vznik, história a vývoj IM 
História IM je veľmi široká a rozprestiera sa takmer na tri desaťročia  vývoja a inovácií. 
V začiatkoch sedemdesiatych rokov programátori v akademických inštitúciách 
a výskumných laboratóriách začali vyvíjať spôsob komunikácie medzi sebou  založenej 
na textových správach na počítači. Tento nový systém správ dovoľoval komunikovať 
s ostatnými používateľmi toho istého počítača alebo počítača pripojeného na lokálnu 
sieť v rámci univerzity. Tento systém správ bol založený na peer-to-peer 
architektúre.[1] 
2.2.1 Od Quantum Link po AIM 
V auguste 1982 firma Commodore International vydala 8-bitový PC, ktorý vyvolal 
revolúciu nielen v počítačovom svete, ale aj v ďalšej generácii instant messagingu. 
Počítač Commodore 64, ktorého sa vtedy predalo viac ako 30 miliónov kusov, sa stal 
najlepšie predávajúcim PC modelom a ponúkal svojim používateľom viac ako 10 000 
softvérových titulov vrátane jednoduchej Internetovej služby „Quantum Link“. 
Pomocou textového systému kódovania znakov PETSCII založenom na ASCII 
kódovaní mohli používatelia posielať online správy medzi sebou cez telefónny modem 
pomocou služby Quantum Link.  Online správy posielané pomocou Q-Link služby boli 
však spoplatnené, čo odrádzalo mnohých používateľov od dlhodobého požívania 
služby.  
V deväťdesiatych rokoch si Quantum Link zmenil meno na America Online 
a napomohol nástupu novej éry IM. Zatiaľ čo ICQ, textovo orientovaný messenger, sa 
stal prvým messengerom predstavený masám v roku 1996, začiatok AIM messenger 
predstaveného v roku 1997 sa stal bodom zlomu v komunikácii pre tisíce prevažne 
mladých a technicky nadšených ľudí. Yahoo vydalo svoj vlastný messenger „Yahoo! 
Messenger“, v roku 1998 nasledovaný MSN v roku 1999 a mnoho ďalšími. [1] 
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2.3 5 typov IM klientov 
2.3.1 Jednoprotokoloví IM klienti 
Najpopulárnejší medzi IM klientmi sú práve jednoprotokoloví klienti. Títo klienti 
pripájajú svojich používateľov často iba cez jednu alebo dve siete a limitujú užívateľov 
pridávaním kontaktov z iných sieti. Títo klienti sú často podporovaní prostredníctvom 
reklám a bohatého multimediálneho obsahu. Medzi typických predstaviteľov 
jednoprotokolových klientov patria AIM, Windows Live  Messenger (bývalý MSN), 
Yahoo! Messenger a ICQ. [1] 
2.3.2 Multiprotokoloví IM klienti 
Zatiaľ čo jednoprotokoloví klienti ponúkajú obmedzený počet používateľov, 
multiprotokoloví IM klienti bohato rozširujú počet sietí, ktoré ich používatelia majú 
k dispozícii. Ako už ich meno naznačuje, títo klienti dovoľujú používať viacero 
protokolov, či sietí vrátane AIM, Yahoo! Messenger, XMPP a Windows Live 
Messenger. Tieto aplikácie sú väčšinou vytvárané vývojármi tretích strán a často 
ponúkajú rovnaké možnosti ako originálny klienti jednotlivých IM. Patria sem klienti 
Pidgin, Trilian Adium a Miranda. [1] 
2.3.3 Podnikoví IM klienti 
Hoci veľa požívateľov vidí v IM veľkú možnosť ako zostať v spojení s rodinou 
a priateľmi, veľa spoločností sa začína obracať za silou IM ako jednej z možností 
komunikácie vo svojom biznise. Podnikové IM sú špeciálne aplikácie, ktoré ponúkajú 
možnosti IM spolu s potrebnou bezpečnosťou, ktorá je v každom biznise nevyhnutná. 
Najznámejší podnikoví IM sú: 24im, AIM Pro, BitWise Professional, Brosix, Effusia, 
Spark, MS Office Communicator a Cisco Unified Personal Communicator. [1] 
2.3.4 Weboví IM klienti 
Ak chcú užívatelia používať IM mimo svojho domova, často narážajú na problém 
blokovania prístupu IM k sieti z dôvodu nastavenia prístupových práv, či už je to 
v škole, alebo v práci. Namiesto pokusov stiahnuť a nainštalovať IM klienta na takýto 
počítač (v mnohých prípadoch neúspešných, práve z už spomínaného nastavenia 
prístupových práv administrátormi) je jednoduchšie siahnuť po webových IM klientoch, 
ktoré sú dostupné online v podobe webovej aplikácie. Medzi týchto webových klientov 
patria: AIM Express, Ajax IM, KoolIM, Meebo a Yahoo! Mail Messenger. [1] 
2.3.5 Prenosní IM klienti 
Spolu s webovými IM sa užívatelia často spoliehajú na prenosné verzie svojich IM 
klientov. Prenosné verzie IM klientov sú v podstate varianty pôvodných PC verzií 
klientov, ktoré sa nainštalujú na USB disk a po pripojení USB disku k PC je možné 
týchto klientov použiť na počítači bez ďalšej inštalácie na pevný disk daného počítača. 
Sú dostupné mnohé prenosné verzie IM klientov: Pidgin Portable, Miranda Portable, 
PixaMSN, TerraIM, MiniAIM, Trillian Anywhere aYahELite. [1] 
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3 Programovanie webových aplikácií 
3.1 XHTML 
XHTML je značkovací jazyk ( eXtensible HyperText Markup Language - rozšírený 
hypertextový značkovací jazyk), ktorý je určený na vytváranie štruktúry webových 
stránok.  
XHTML je kombináciou jazyka HTML a XML (EXtensible Markup Language). 
XHTML je založený na jazyku HTML 4.01 a kombinuje v sebe striktnú syntax jazyka 
XML. XML je v značkovací jazyk. XML bol vyvinutý pre popis dát a HTML tieto dáta 
zobrazuje. Hlavným dôvodom vzniku jazyka XHTML bolo korektné zobrazenie  
webových stránok na rôznych druhoch internetových prehliadačov, či už na počítačoch, 
alebo na rôznych mobilných zariadeniach. Jednou z nevýhod jazyka HTML je, že jeho 
syntax nie je striktne daná, a preto sa dali určité príkazy zapísať rôznymi spôsobmi, čo 
má za následok nesprávnu interpretáciu, teda odlišné zobrazenie toho istého zdrojového 
zápisu v rozličných internetových prehliadačoch. Pri použití jazyka XHTML je nutné 
pre zobrazenie grafických prvkov použiť kaskádové štýly CSS. [2] 
Hlavné rozdiely medzi zápisom HTML 4.01 a XHTML 1.0 Strict sú: 
 značky musia byť písané malými písmenami,  
 párové značky musia byť ukončené a nepárové musia obsahovať koncovú 
lomku,  
 vlastnosti musia byť uvedené v úvodzovkách alebo apostrofoch,  
 vlastnosti musia mať vždy uvedenú hodnotu,  
 prvok "img" musí mať určenú vlastnosť "alt",  
 párové tagy sa nesmú krížiť.  
 
3.2 CSS 
CSS (Cascading Sytle Sheets - kaskádové štýly). Kaskádové štýly sa požívajú pre 
oddelenie obsahu dokumentu od jeho vzhľadu. Dôvodom zavedenia kaskádových štýlov 
bolo zjednodušenie formátovania a rozloženia textu na stránke. Bez použitia 
kaskádových štýlov je nutné toto formátovanie zadávať priamo do tagov v HTML 
dokumente. Takéto zdrojové kódy sa postupom času stávali čoraz väčšie a tiež menej 
prehľadné, nakoľko tag mohol obsahovať viacero štýlovacích príkazov. Druhou 
nevýhodou štýlovania dokumentu priamo v HTML kóde je, že ak sa po určitom čase 
bude potrebné zmeniť napríklad štýl nadpisu bude nutné ručne meniť všetky tagy, v 
ktorých sa tento nadpis nachádza. [2] 
Výhodnejšie je preto využiť formátovanie pomocou CSS štýlov. Programátor si tieto 
štýly nadefinuje podľa svojich požiadaviek a zapíše ich to samostatného súboru 
s koncovkou css. Ak potrebujeme naštýlovať určitý text tak v HTML kóde, zadá sa len 
príslušný odkaz na daný štýl. Tým sa stáva HTML kód viac prehľadnejší a jednoduchší. 
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CSS však nezaručuje rovnaké vykreslenie vo všetkých typoch interpreterov a nie vždy 
je ľahké dosiahnuť, aby sa požadovaný štýl zobrazoval všade korektne. [2] 
3.3 PHP 
PHP predstavuje jeden zo skriptovacích jazykov, ktorý primárne určený na tvorbu 
internetových aplikácií. Jeho názov bol odvodený od skratky „Personal Home Pages 
Tools“, čím bol vlastne predurčený na jednoduchú tvorbu osobných stránok. Postupne 
sa však z neho stal všestranný nástroj pre tvorbu webových aplikácií. Iné riešenia 
určené na tvobu dynamických web stránok predstavujú napríklad ASP (Active Server 
Pages) od Microsoftu, či JSP (Java Server Pages) od Sun Microsystems.  
Veľkou výhodou jazyk PHP je, že je voľne dostupný a ktokoľvek si ho môže zdarma 
stiahnuť. Od svojho vzniku v roku 1995 prešiel dlhým vývojom a úpravami a dnes je 
dostupná verzia   PHP 5.0, ktorá bola využitá pri tvorbe aplikácie. [5] 
3.4 JavaScript 
JavaScript je veľmi populárny skriptovací jazyk používaný pri tvorbe webových 
stránok. Pracuje so všetkými hlavnými internetovými prehliadačmi ako sú Internet 
Explorer (verzia 3.0 a vyššie), Firefox (verzia 1.0 a vyššie), Google Chrome (verzia 1.0 
a vyššie), Opera (verzia 6.0 a vyššie), a Safari (verzia 3.0 a vyššie). JavaScript bol 
navrhnutý tak, aby zvýšil interakciu s užívateľmi pri použití HTML stránok. Väčšinou 
sa JavaScripty píšu priamo do HTML stránky, nie je to však pravidlom. JavaScript je 
voľne dostupný a k jeho použitiu nie je potrebná žiadna licencia. JavaScript bol pri 
vývoji ovplyvnený mnohými programovacími jazykmi. Bol navrhnutý tak, aby 
pripomínal prostredie jazyku Java s ohľadom na jednoduché používanie.[2] 
JavaScript je jazyk: 
 interpretovaný – nemusí sa kompilovať, 
 objektový – využíva objekty prehliadača a zabudované objekty, 
 závislý na prehliadači – funguje ale vo väčšine prehliadačov, 
 case senzitívny – záleží na veľkosti písmen, 
 syntaxou podobný jazyku Java a podobným. 
 
Obmedzenia jazyka: 
 JavaScript funguje iba v prehliadači, 
 užívateľ môže JavaScript zakázať, 
 existujú rôzne odlišné verzie jazyka i interpreterov, čo vedie k častým chybám, 
 nevie pristupovať k súborom (okrem cookies) ani k žiadnym systémovým 
objektom, 
 nevie žiadne dáta uložiť (okrem cookies). 
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3.5 SQL 
SQL (Structured Query Language ) je jazyk používaný k prístupu a manipulácii 
s databázou. Databáza slúži k ukladaniu dát, s ktorými môžeme ľubovoľne pracovať. Je 
to vlastne akási štruktúra tabuliek, do ktorých môžeme ukladať dáta rôznych formátov, 
či už sú to texty čísla alebo binárne súbory. Existuje mnoho databáz a každé riešenie má 
určité výhody i nevýhody. Najznámejším i najpoužívanejším databázovým programom 
pre prácu s webovým rozhraním je systém MySQL. Poznáme i ďalšie riešenia ako je 
SQL Server, Access, Oracle, Sybase, DB2 a ďalšie. Tieto databázy pracujú na relačnom 
systéme RDBMS (Relational Database Management System). Dáta sú uložené 
v databázovej tabuľke. Každá tabuľka sa skladá z stĺpcov a riadkov. V stĺpci sú 
definované dátové typy jednotlivých záznamov. K databáze pristupujeme pomocou 
SQL príkazov a s údajmi pracujeme ako s poľom dát. Dnes sú databáze 
implementované už vo viacerých jazykoch ako PHP, C++ či Perl. [2] [5] 
3.6 Ajax 
Ajax (Asynchronous JavaScript and XML) predstavuje kombináciu viacerých 
technológií akými sú JavaScript a XML a vytvára tak mocný nástroj na tvorbu 
interaktívnych webových aplikácií. V Ajax-e je JavaScript schopný komunikovať so 
serverom pomocou špeciálneho objektu XMLHttpRequest. Pomocou tohto objektu si 
JavaScript môže vymieňať dáta medzi webovým serverom bez toho, aby bolo potrebné 
obnovenie celej stránky. Ajax používa asynchrónneho prenosu dát (HTTP requests) 
medzi prehliadačom a webovým serverom, s tou vlastnosťou, že umožňuje požiadať 
server iba o požadovanú časť informácií a nemusí sa pri tom načítavať celá stránka. 
Túto vlastnosť možno považovať za najväčšiu výhodu Ajax-u, nakoľko sa tým do 
veľkej miery odľahčí dátové zaťaženie z pohľadu prenosu veľkého objemu dát. Okrem 
použitia objektu XMLHttpRequest, ktorý umožňuje odoslanie požiadavky a prijatie 
odpovede existuje aj niekoľko ďalších spôsobov, ako sa dajú premiestniť údaje medzi 
klientom a serverom. Každý spôsob má určité výhody aj nevýhody.[2] 
Objekt XMLHttpRequest umožňuje odosielať HTTP požiadavky rôznymi metódami, 
napr. aj metódou GET a POST. Údaje teda môžu byť prijaté ako XML dokument, ale aj 
ako čistý text. Nevýhodou tohto spôsobu komunikácie je použitie rozhrania ActiveX 
v prehliadačoch Internet Explorer až od verzie 6.0 (staršie verzie prehliadača IE 
používali pre asynchrónne načítavanie obsahu prvok iframe). Obdobnou metódou 
k objektu XMLHttpRequest je použitie prvku iframe, ktorý nepotrebuje rozhranie 
ActiveX a funguje aj v starších prehliadačoch, ktoré objekt XMLHttpRequest nemusia 
ešte poznať. Iframe na rozdiel od objektu XMLHttpRequest nemôže prijať XML 
dokument, ale čistý text a HTML dokument prijať môže. Komunikovať so serverom 
môžeme aj pomocou skriptov, ktoré predstavujú dynamické elementy. Požiadavky sú 
odosielané pomocou metódy GET, čo je výhodné použiť pri odosielaní málo 
parametrov na server, odpoveď zo serveru je však dlhá. Prenášané dáta sú v tomto 
prípade zapísané v JavaScripte.[2]   
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4 TCP-IP protokolová sada 
4.1 Protokol TCP 
Protokol TCP (Transmission Control Protocol) slúži na prenos dát medzi dvoma 
konkrétnymi aplikáciami bežiacimi na ľubovoľných počítačoch pripojených k sieti 
Internet. Aby sme dáta dopravili konkrétnej aplikácií, nestačí na k identifikácii iba IP 
adresa počítača, ale musíme rozlišovať medzi aplikáciami – pridávame tzv. port, ktorý 
je adresou v protokole TCP. [3] 
Protokol TCP je spojovanou službou, tj. službou ktorá medzi dvoma aplikáciami 
naviaže spojenie a vytvorí na dobu spojenia virtuálny okruh. Tento okruh je plne 
duplexný (dáta sa prenášajú súčasne na sebe nezávisle oboma smermi). Prenášané bajty 
sú číslované. Stratené alebo poškodené dáta sú znovu vyžiadané. Integrita prenášaných 
dát je zabezpečená kontrolným súčtom na linkovej vrstve. Toto zabezpečenie je účinné 
iba proti poruchám technických prostriedkov. Ochranou prenášaných dát proti cieleným 
útokom sa zaoberajú protokoly SSL a S/MIME. [3] 
Koncové spojenia sú tvorené tzv. číslom portu. Toto číslo má veľkosť dvoch bajtov 
a môže teda nadobúdať hodnôt 0 až 65535. Napríklad HTTP protokol pracuje na TCP 
porte č. 80. Cieľová aplikácia je v internete jednoznačne určená IP adresou, číslom 
portu a použitým protokolom (TCP alebo UDP). Protokol IP dopraví IP datagram na 
konkrétny počítač na ktorom potom bežia jednotlivé aplikácie. Podľa čísla cieľového 
port operačný systém zistí, ktorej aplikácii sa má TCP segment doručiť. [3] 
Protokol TCP používa ako základnú jednotku pre prenos dát označenie segment TCP, 
niekedy tiež nazývaný paket TCP. Segmenty TCP sú balené do IP datagramov, ktoré 
majú dĺžku poľa 16 bitov. IP datagramy sú vkladané do linkového rámca. Ak je TCP 
segment príliš veľký, teda väčší ako maximálna veľkosť prenášaného linkového rámca 
(MTU), IP protokol musí vykonať fragmentáciu IP datagramu. Fragmentácia zvyšuje 
požiadavky na réžiu, preto je  cieľom vytvárať segmenty takej veľkosti, aby 
fragmentácia nebola nutná. [3] 
4.2 Protokol SSL 
SSL (Secure Socket Layer) je protokolový štandard, ktorý zabezpečuje a poskytuje 
bezpečnostné technológie pre vytvorenie šifrovaného spojenia medzi webovým 
serverom a prehliadačom. Toto spojenie zaisťuje, aby všetky dáta posielané medzi 
webovým serverom a prehliadačom zostali súkromné a zabezpečené. SSL je akýmsi 
priemyselným štandardom používaným miliónmi web stránok pre zabezpečenie online 
transakcií, akými sú napríklad bankové prevody cez internet banking a podobne. Aby 
bolo možné vytvoriť takéto spojenie, je potrebné umiestniť na webový server tzv. SSL 
certifikát, ktorý musí byť podpísaný certifikačnou autoritou (CA). [8]  
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4.2.1 SSL certifikát 
Pri vytváraní SSL certifikátu je potrebné zadávať identifikáciu  webovej stránky, meno 
a názov organizácie, ktorá certifikát požaduje. Po zadaní týchto údajov sa vytvorí 
samotný certifikát s dvoma typy kryptografických kľúčov: Privátny Kľuč (private key) 
a Verejný kľuč (public key). Tieto kľúče sú umiestené na webovom serveri. SSL 
certifikát typicky obsahuje názov domény, meno spoločnosti, adresu organizácie, mesto 
a štát. Certifikát  taktiež obsahuje dobu uplynutia platnosti certifikátu, keďže môže byt 
platný iba daný  čas treba ho po určitom čase obnoviť. [7]  
4.2.2 Vytvorenie zabezpečeného spojenia 
Po vytvorení certifikátov a ich umiestnení na server môžeme nadviazať zabezpečené  
spojenie medzi prehliadačom a webovým serverom. SSL používa asymetrickú 
kryptografiu v už spomenutých SSL certifikátoch. V prvom kroku si webový server 
s prehliadačom užívateľa  vymenia svoje certifikáty. Tie sa následne overia pomocou 
certifikačnej autority (CA). Následne sa vygeneruje náhodné číslo, ktoré sa odošle 
webovému serveru, ktorý vypočíta kontrolný súčet (tzv. hash hodnotu) tohto čísla 
a zašifruje ho spojím privátnym kľúčom (private key). Tento zašifrovaný reťazec 
znakov sa odošle naspäť klientovi, ktorý ho dešifruje za použitia verejného kľúča 
(public key). Ak sa oba reťazce znakov zhodujú klient má istotu, že komunikuje so 
správnym serverom. [7] 
4.2.3 Šifrovanie 
Šifrovanie je proces zabezpečenia dát alebo textu prevodom na šifrovaný kód alebo text. 
Je to najefektívnejšia forma zabezpečenia dát. Poznáme viaceré druhy šifrovania. SSL 
používa šifrovanie pomocou verejného kľúča (Public-key encryption). Táto metóda je 
založená na použití dvoch hesiel namiesto jedného. Ako už bolo spomenuté v kapitole 
4.2.1, používajú sa tu dva typy kľúčov. Verejný kľúč,  ktorý je umiestený na serveri, sa 
používa na šifrovanie dát a privátny kľúč. Dáta, ktoré sú takto zašifrované verejným 
kľúčom môžu byť dešifrované iba použitím privátneho kľúča na strane klienta. Takto 
vytvorené šifrované spojenie používa pre komunikáciu medzi webovým serverom 
a klientom protokol HTTPS (Hypertext Transfer Protocol Secure), ktorý je kombináciu 
HTTP protokolu a SSL protokolu  a zaisťuje šifrované zabezpečené spojenie klienta so 
serverom. HTTPS na rozdiel od HTTP protokolu pracuje na porte 443. Ďalšie protokoly 
pacujúce s SSL využívajú nasledujúce porty: 
 443 – HTTPS (HTTP cez SSL),  
 465 – SSMTP (SMTP cez SSL),  
 563 – SNNTP (NNTP cez SSL), 
 636 – Secure LDAP (LDAP cez SSL). [7]   
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5 Návrh a realizácia komunikačného prostredia 
Nasledujúca kapitola popisuje vlastný návrh a realizáciu komunikačného prostredia vo 
webovom rozhraní s použitím technológii spomenutých v kapitole 3. 
5.1 Použité nástroje pri vývoji aplikácie 
Cieľom úlohy bolo navrhnúť a spracovať IM komunikačné prostredie vo webovom 
rozhraní. K tomu bolo potrebné vytvoriť vlastný webový server. Ako riešenie bol 
použitý softvérový  webový server Apache vo verzii 2.2.13, ktorý je dostupný na 
stiahnutie v softwarovom balíku EasyPHP. Aktuálna verzia EasyPHP 5.3.0 okrem 
webového servera Apache, zahŕňa aj databázový server MySQL vo verzii 5.1.37 spolu 
s podporou správy databázy MySQL cez freeware program pracujúci vo webovom 
rozhraní phpMyAdmin verzie 3.2.1. Pre písanie a editáciu zdrojového kódu bol použitý 
freewarový editor PSPad 4.5.4. Nástroje ktoré poskytuje softwarový balík EasyPHP 
boli využité iba pri vývoji aplikácie. Finálne testovanie aplikácie prebehlo v prostredí 
virtualizovaného systému Ubuntu s integrovaným softwarovým balíkom LAMP (Linux, 
Apache, MySQL, PHP). Viac v kapitole 6.2.  
5.2 Tvorba zdrojového kódu 
Pri tvorbe zdrojového kódu som postupoval od vytvorenia základnej štruktúry XHTML 
dokumentu, do ktorého som postupne pridával jednotlivé skripty.  Štruktúra stránky je 
zložená z  DIV odstavcov formátovaných pomocou kaskádových štýlov CSS. Riešenie 
štruktúry stránky pomocou DIV je modernejšie a efektívnejšie ako kedysi  používaný 
tabuľkový layout (návrh). Používanie DIV v kombinácii s formátovaním CSS 
„odľahčuje“ stránku, pretože sa so zdrojovým kódom nesťahuje príliš veľa zbytočných 
dát, ako je to pri tabuľkovom návrhu, čím bola vlastne splnená požiadavka  
minimalizovať náročnosť na použitých webových prehliadačoch. Používanie CSS 
formátovania vyžaduje aj štandard xhtml 1.0, ktorý priame formátovanie v zdrojovom 
kóde vylučuje. Finálna podoba stránky je zobrazená v prílohe A.9. 
5.2.1 Návrh štruktúry databázy MySQL 
Štruktúra databázy MySQL je navrhnutá v prostredí programu phpMyAdmin. Program 
phpMyAdmin je freewarový program napísaný v jazyku PHP za účelom jednoduchej 
obsluhy a administrácie databázy MySql prostredníctvom internetovej aplikácie. 
Program phpMyAdmin podporuje širokú paletu operácii s databázou MySQL. 
Najpoužívanejšie operácie sú podporované pomocou užívateľského rozhrania (správa 
databáz, tabuliek, relácií, indexov, užívateľov, povolení, atď.).  
Vytvorená databáza s názvom onlinechat sa skladá z troch tabuliek osoby, dialóg a 
miestnosti. Prvé  dve tabuľky obsahujú záznamy užívateľov, ktoré sa dajú jednoducho 
spravovať. V tabuľke dialóg je uložený dátum a čas pridania príspevku, meno užívateľa, 
ktorý príspevok pridal, vlastný text príspevku a hexadecimálny kód vytvorenej 
miestnosti. Do tabuľky osoby sa ukladá číslo prihlásenej osoby, ktoré sa pridelí 
k implicitne vytvorenému menu „užívateľ“, zmenené meno (ak sa užívateľ rozhodol 
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zmeniť si implicitne pridelené meno), hexadecimálny kód náhodne pridelenej farby 
(z palety desiatich farieb), čas prihlásenia užívateľa, čas pridania posledného príspevku, 
status užívateľa a hexadecimálny kód vytvorenej miestnosti. V poslednej tabuľke 
miestnosti je uložený hexadecimálny kód všetkých vytvorených miestností 
5.2.2 Pridanie užívateľa do databázy 
Základná požiadavka pre vytvorenie tejto aplikácie bola práve minimálna náročnosť 
a jednoduchosť komunikácie i pre menej skúsených užívateľov PC. Bolo nutné vytvoriť 
systém bez zbytočného prihlasovania a registrácie užívateľov. Tu nastal problém 
s identifikáciou užívateľov a ich prihlásením. Všetko bolo potrebné generovať 
automaticky. Tento problém bol vyriešený za pomoci sessions. 
5.2.2.1  Session a Cookies 
Cookies predstavujú malé dátové súbory, ktoré sa ukladajú na disk užívateľa a obsahujú 
určité informácie. Dôležitým faktom je, že pokročilý užívateľ dokáže cookies z svojho 
počítača zmazať, pretože sú to vlastne obyčajné súbory na disku v adresári inštalácie 
prehliadača. Súbory cookies sú špecifické tým, že majú definovanú dĺžku platnosti. [5] 
Session  je špeciálny objekt používaný v php a funguje v podstate ako cookies s tým 
rozdielom, že dáta sa neposielajú na počítač užívateľa, ale sú uložené na serveri 
a užívateľ k nim nemá prístup. 
5.2.2.2 Riešenie prihlásenia užívateľa 
Na začiatku zahájime reláciu funkciou session_start. Tým dáme vedieť serveru, že 
ideme použiť SESSION. Príkazom require si zavoláme súbor connect.php v ktorom sú 
uvedené príkazy potrebné pre spojenie serveru a databázy MySQL. Pomocou 
podmienky if  kontrolujeme či sa v premennej $_SESSION  nachádza číslo užívateľa. 
Pomocou dotazu mysql_query vyberieme z databázy tabuľku osoby do ktorej budeme 
zapisovať jednotlivé hodnoty. V premennej farba sú v poli uložené hexadecimálne kódy 
farieb. Do premennej dalsi_uzivatel je vložené číslo aktuálneho užívateľa. Znova 
pomocou dotazu mysql_query odošleme požiadavku na spojenie s databázou, tento krát 
však posielame údaje, ktoré sme vložili do premennej posli. Nakoniec priradíme do 
$_SESSION meno užívateľa. Popísaný zdrojový kód je uvedený v prílohe A.3 
5.2.3 Pridanie príspevku 
Po prihlásení užívateľa do databázy (prebehne automaticky po otvorení odkazu na 
stránku), môže užívateľ okamžite zadávať príspevky do predurčeného textového pola. 
Príspevok sa po odoslaní stlačením tlačidla „pošli“ odošle do databázy a následne sa 
vypíše v dialógovej tabuľke pod pridaním príspevku. Príspevok je taktiež možné 
odoslať stlačením enteru na klávesnici, čo je pri diskusii omnoho rýchlejšie ako 
stlačenie tlačidla pošli pri ktorom je nutné používať myš. Textové pole pridávania 
príspevkov je ošetrené proti pridávaniu špeciálnych znakov, ako sú rôzne tagy 
používané v html kóde. Toto ošetrenie je zabezpečené pomocou funkcie 
htmlspecialchars. Ďalej je ošetrené zadávanie prázdnych znakov pomocou funkcie 
trim. Užívateľ taktiež nemôže odoslať prázdny príspevok, na čo je upozornený 
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upozornením : „Nezadali ste text“ . Riešenie pridania príspevku je uvedené v prílohe 
A.1. 
 
Obr. 5.1: Pridanie príspevku 
Skript zabezpečujúci odoslanie textu z textového poľa pomocou klávesy enter: 
function odoslienterom(poleformulara,e){ 
var klavesa; 
if (window.event) klavesa = window.event.keyCode; 
else if (e) klavesa = e.which; 
else return true; 
if (klavesa == 13){ 
   poleformulara.form.submit(); 
   return false;} 
else 
   return true;} 
 
Predchádzajúcim skriptom si definujeme odosielanie príspevku klávesy enter. Pomocou 
funkcie odoslienterom definujeme adresu poleformulara v ktorej bude prebiehať 
udalosť e (event). Objektom window.event.keyCode zachytávame udalosti stlačenia 
kláves v odosielacom formulári. Objekt event.keyCode nám vracia ascii kód stlačenej 
klávesy. Ak sa ascii kód stlačenej klávesy bude rovnať číslu 13 (ascii kód klávesy enter) 
odošle sa pole formulára do výpisu príspevkov. 
5.2.4 Zmena údajov 
Ako už bolo spomenuté v predchádzajúcich kapitolách užívateľ dostane automaticky 
pridelené meno, napr. Užívateľ_12 a taktiež náhodne dostane pridelenú i farbu, ktorou 
sa bude zobrazovať jeho meno. Ak by takto pridelené meno užívateľovi nevyhovovalo 
môže si pridelené meno kedykoľvek zmeniť. Na stránke je pod blokom emotikonov 
zobrazené aktuálne meno prihláseného používateľa za ktorým je v zátvorkách uvedená 
možnosť „zmeniť“ pridelené meno. Po kliknutí na túto ponuku sa objaví nové dialógové 
okno „Zmena údajov“ v ktorom je možné zmeniť si meno pod ktorým bude užívateľ 
vystupovať v diskusii. Takisto je tu možnosť zmeniť si priradenú farbu podľa vlastného 
vkusu z ponuky desiatich farieb.  
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Obr. 5.2: Zmena údajov  
5.2.4.1 Riešenie zmeny údajov z programového hľadiska 
Po stlačení tlačidla „zmeniť“ sa najskôr JavaScriptom otestuje či je kolónka meno 
vyplnená, a či neobsahuje viacej ako 12 znakov. Ďalej sa otestuje podmienka v php 
skripte. Podmienka sa vyhodnotí ako kladná, pretože sme stlačením tlačidla formulára 
vykonali akciu, ktorá  do adresy odošle hodnotu index.php?zmen=ano, čím sa nastaví 
v poli $_GET['zmen'] hodnota ano. Pokračujeme tým, že načítame hodnoty z poľa 
POST a pomocou funkcie trim ich zbavíme prázdnych miest na začiatku a na konci (ak 
sú nejaké) a ďalšou funkciou htmlspecialchars vložíme escape znak (spätné lomítko) 
pred špeciálne znaky (úvodzovky, apostrofy) a uložíme si ich do premenných. Následne 
ešte otestujeme či nie je premenná užívateľ prázdna. Ak je premenná prázdna a je 
vypnutý JavaScript zapíšeme do dokumentu „Nezadali ste nové meno!“, inak odošleme 
zadané údaje do databázy a nastavíme $_SESSION['menoUzivatela'] na nové zadané 
meno. Nakoniec obnovíme stránku. Popísaný zdrojový kód je uvedený v prílohe A.2 
 
JavaScript zabezpečujúci kontrolu zadaných údajov: 
function kontrola2(vstup){ 
    text = vstup.uzivatel.value; 
    if( text == "") // ak je prázdna 
        {alert("Zadajte prosím nové meno."); return false;}    
    else if (text.length>12) 
        {alert("Dĺžka mena prekročila 12 znakov."); return false;} 
    return true;   } 
5.2.5 Zobrazovanie príspevkov 
Príspevok, ktorý užívateľ zadal a odoslal, sa najskôr uloží do databázy MySQL 
konkrétne do tabuľky dialóg. Odtiaľ je následne zavolaný pomocou funkcie 
mysql_query a vložený do tabuľky určenej pre výpis rozhovoru. 
Pri prvom načítaní stránky prebieha načítanie výpisu rozhovoru pomocou skriptu PHP. 
Potom sa pomocou JavaScriptu každých 10 sekúnd volá ajaxová funkcia, ktorá 
umožňuje načítanie len konkrétneho obsahu zo skriptu PHP bez obnovenia kompletnej 
stránky, čím sa ušetrí na dátovom toku medzi serverom a klientom. Obnovovanie 
výpisu rozhovoru každých 10 sekúnd bolo nutné zaistiť z dôvodu real-time 
komunikácie nakoľko sa pri testovaní stránky vyskytol problém, že po odoslaní 
príspevku od jedného užívateľa k druhému užívateľovi sa príspevok na strane druhého 
užívateľa neobjavil automaticky, ale až po stlačení tlačidla obnoviť v danom 
prehliadači. Daný problém bol odstránený použitím nasledujúceho JavaScriptu, ktorý 
volá funkciu ajax definovanú v súbore script.js, ktorého ukážka je zobrazená v prílohe 
A.6. 
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Obnovovanie výpisu rozhovoru po 10 sekundách: 
function obnovit() {    
 clearTimeout(casovac); 
    ajax("POST","vypis_ajax.php","","vypis","vypis"); 
    casovac = window.setInterval("obnovit();", 10000); //10000 = 10 sekund 
5.2.6 Stránkovanie 
Pri vývoji aplikácie sa vyskytol problém výpisu viacerých príspevkov. Čím viac 
príspevkov je pridávaných, stránka sa logicky zväčšuje a naťahuje na výšku. Ak si chce 
užívateľ pozrieť starší príspevok, musí zdĺhavo narolovať na koniec strany. Preto bolo 
potrebné výpis rozhovoru rozčleniť pomocou stránkovania. Na hlavnej stránke sa vždy 
zobrazuje 30 najnovších príspevkov, a ostatné sú dostupné pomocou stránkovania 
umiesteného pod výpisom rozhovoru. Časť riešenia stránkovania je uvedená v prílohe 
A.4. 
Pri stránkovaní sú vždy zobrazené prvá a posledná stránka na ktorých sú umiestnené 
príspevky. Prepínať medzi jednotlivými stránkami je možné pomocou kliknutia myšou 
na  znak „>“, tým sa užívateľ presunie na ďalšiu stránku. Kliknutím na znak „<” sa 
užívateľ presunie o stránku späť. Pomocou kliknutia na znak „>>”, alebo „<<“ sa 
užívateľ presunie vždy na  poslednú, alebo prvú stranu celej diskusie, kde sú umiesené 
najnovšie príspevky. Prepínanie na príslušnú stránku ja taktiež  možné pomocou 
kliknutia na zobrazované čísla. Číslo aktuálnej stránky na ktorej sa užívateľ nachádza je 
uvedené v hranatých zátvorkách „[ ]“. Pod stránkovaním je umiestnené počítadlo 
príspevkov so zobrazením aktuálneho počtu príspevkov na stránke a celového počtu 
príspevkov. 
 
Obr. 5.3: Stránkovanie 
5.2.7 Tabuľka užívateľov 
Po otvorení stránky sa do tabuľky užívateľov vloží číslo užívateľa, ktoré mu 
automaticky pridelí systém. Takisto sa do tabuľky zapíše aj čas prihlásenia užívateľa 
a status sa nastaví na „online“. Status užívateľa sa môže nachádzať v troch stavoch: 
online, neaktívny 10 minút a neaktívny 30 minút. Čas, podľa ktorého sa nastavujú 
statusy, sa kontroluje podľa času posledného pridaného príspevku užívateľa. Po 1 
hodine nečinnosti užívateľa je užívateľ automaticky odhlásený a odstránený z tabuľky 
užívateľov. V tabuľke sa taktiež nachádza farba, ktorou je podfarbené meno užívateľa. 
Farba je generovaná náhodne pomocou funkcie „rand()“. Farba užívateľa slúži na lepšiu 
orientáciu v tabuľke výpisu rozhovoru. Zdrojový kód tabuľky užívateľov je uvedený 
v prílohe A.5. 
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Obr. 5.4: Zoznam užívatelov 
5.2.8 Dizajn stránky 
Po dizajnovej stránke tvorí webovú aplikáciu jednoduchá kombinácia štyroch blokov 
modrej a bledomodrej farby. Tie sú usporiadané nasledovne. Prvý blok s názvom „Text 
vášho príspevku“ je umiestnený v hornej časti stránky a tvorí ho textové pole pre 
zadávanie príspevkov a tlačidlo „Pošli“ pre odoslanie zadaného textu. Pod týmto 
blokom sa nachádza blok s názvom „Emotikony“ kde je umiestnená ponuka 
emotikonov, ktorých je možné pridať do textu správy. Emotikonov je celkovo 49, takže 
užívateľ má na výber široké spektrum možností pre vyjadrenie svojich pocitov, alebo 
aktuálnej nálady. Štandardne sú emotikony skryté a je možné ich zobraziť prepínačom 
„zobraziť/skryť emotikony“. Skrývanie a zobrazovanie je riešené pomocou 
jednoduchého javascriptu. Emotikony tvoria animované gif obrázky vytvorené autorom 
Ivanom Mantsurovom pod názvom koloboks. Na základe licenčnej zmluvy, ktorá je 
súčasťou archívu emotikonov, je možné použiť emotikony pre neziskové organizácie 
bez súhlasu autora pri dodržaní licenčných podmienok. [4] 
Nasleduje blok „Všetky príspevky“, kde sa zobrazujú príspevky užívateľov spolu s ich 
menom a časom odoslania príspevku. Na pravej strane od bloku príspevkov  sa 
nachádza blok „Zoznam užívateľov“ v ktorom sú zobrazené mená prítomných 
užívateľov s ich aktuálnymi statusmi. Na spodnej časti stránky je umiestnené 
stránkovanie. Pozadie stránky tvorí bledosivá farba. Pozicovanie, farby a štýl 
jednotlivých blokov je  tvorené pomocou CSS kaskádových štýlov, ktoré sú následne 
aplikované v HTML dokumente. Ukážka kaskádových štýlov je zobrazená v prílohe 
A.7 a záverečný dizajn stránky je zobrazený v prílohe A.9. 
5.2.9 Zabezpečenie proti odpočúvaniu rozhovoru 
Zabezpečenie stránky proti odpočúvaniu  je vyriešené  pomocou SSL protokolu, ktorý k 
tomu využíva šifrovanie (viď kapitola 4.2). Najskôr bolo potrebné vytvoriť vlastný 
certifikát podľa postupu popísaného v kapitole 4.2. Následne bol certifikát umiestnený 
na server Apache. Pre správnu funkciu zabezpečenia SSL bolo potrebné 
v konfiguračnom súbore httpd.conf povoliť SSL modul.  Ďalej bolo nutné povoliť 
načúvanie na porte 443, na ktorom pracuje protokol HTTPS. Pri prvom prístupe 
užívateľa na stránku sa objaví okno s príslušným certifikátom. Po akceptovaní 
certifikátu užívateľom ďalej prebieha zabezpečený prenos dát odolný voči odpočúvaniu.  
5.3 Problematika prístupových práv 
Súčasťou zadania bolo ošetriť problematiku prístupových práv z hľadiska používania 
jednotlivými užívateľmi. Prvá verzia aplikácie bola navrhnutá tak, že ju mohol používať 
prakticky ktokoľvek, kto poznal url adresu aplikácie. Určitou nevýhodou bol aj fakt, že 
príspevky od všetkých užívateľov boli zobrazované v jednom výpise rozhovoru a pri 
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diskusii viacerých užívateľov nemuselo byť jasné kto s kým diskutuje. Bolo preto nutné 
upraviť aplikáciu tak, aby bolo možné kontrolovať kto s kým komunikuje.  
K tomu bolo potrebné rozdeliť užívateľov na dve skupiny: na správcov 
(administrátorov) aplikácie a bežných užívateľov. Administrátori majú prístup k heslu 
s ktorým sa dostanú do režimu jednoduchej správy aplikácie. V tomto režime môžu 
pomocou generátoru miestností generovať ľubovoľný počet miestností a tie priraďovať 
konkrétnym užívateľom. Vytvorené miestnosti je možné taktiež kedykoľvek zmazať. 
 
Obr. 5.5: Generovanie miestností 
5.3.1 Generovanie miestností  
Pre vyššiu bezpečnosť komunikácie a prípadne zneužitie informácii, ktoré si medzi 
sebou vymieňajú užívatelia bolo nutné vytvoriť generátor samostatných miestností 
v ktorých by komunikovali len užívatelia ktorí sa na tom vopred dohodnú. Ako už bolo 
spomínané vyššie ku generátoru miestností je potrebné poznať heslo. Použité heslo 
„komunikace“ sa kontroluje pomocou nasledovného skriptu:  
<?php 
if($_POST['heslo']=='komunikace'){ 
    $_SESSION['admin']='ano'; 
} 
if($_SESSION['admin']=='ano'){     
?> 
 
Tento jednoduchý skript funguje nasledovne. V prvej podmienke if sa kontroluje či 
heslo získané pomocou metódy POST zadané užívateľom odpovedá heslu 
„komunikace“. Ak je táto podmienka splnená nastaví sa $_SESSION['admin'] na 'ano'. 
V druhej podmienke if  sa zisťuje či je $_SESSION['admin'] aktívna. Ak je aj táto 
podmienka splnená vytvorí sa session (spojenie) s názvom admin a užívateľ získava 
prístup ku generátoru miestností.  
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Obr. 5.6: Dialóg pre vloženie hesla 
Ďalšou dôležitou úlohou bolo zaistiť bezpečnosť takto generovaných miestností. Ku 
generovaniu adresy jednotlivých miestností bol použitý algoritmus MD5 (Message-
Digest algorithm 5), ktorý sa využíva v kryptografii. Tento bol vytvorený profesorom 
Ronaldom Rivestom v roku 1991 ako náhrada hashovacej funkcie MD4. Funguje tak, že 
ako vstup berie správu ľubovoľnej dĺžky a na výstupe dostávame 128-bitový 
„fingerprint“ (odtlačok) danej správy. Hash MD5 je vyjadrený pomocou 32 číslic 
v hexadecimálnom tvare. [6] 
Riešenie generovania miestností: 
    if($_GET['generuj']=='ano'){ 
        $hash =  md5(rand(2,876544)).md5(rand(9,8765764758));   
        $posli = "INSERT INTO miestnosti VALUES ('', '".$hash."','1')";  
        mysql_query($posli,$spojenie);       
 
Tento skript zabezpečuje vytváranie hash funkcie. Do premenenej $hash sa ukladá 64 
číslic v hexadecimálnom tvare, ktoré sú generované z dvoch hashovacích funkcií MD5. 
Ako základ si berú vždy 2 náhodne vygenerované čísla, ktoré sú generované pomocou 
funkcií rand, kde tieto čísla sú vyberané z uvedených intervalov. Vygenerované čísla sú 
následne zahashované a uložené do premennej $hash. V nasledujúcom kroku je do 
tabuľky miestnosti vložená hodnota vygenerovaného hash čísla, ktorá je uložená 
v premennej $hash. Pomocou funkcie mysql_query sa zavolá príkaz na spojenie 
s databázou MySQL a odošlú sa údaje uložené v premennej $posli do databázy.  
Zrušenie vygenerovaných miestností:  
if($_GET['zmaz']!=""){ 
    $hash = $_GET['zmaz'];    
    $prikaz = "DELETE FROM osoby WHERE miestnost='".$hash."'";      
    $query = mysql_query($prikaz,$spojenie); 
    $prikaz2 = "DELETE FROM dialog WHERE miestnost='".$hash."'";      
    $query2 = mysql_query($prikaz2,$spojenie); 
    $prikaz3="DELETE FROM miestnosti WHERE hash='".$hash."' "; 
    mysql_query($prikaz3,$spojenie); 
 
Zrušenie jednotlivých miestností prebieha pomocou hore uvedeného skriptu. Pomocou 
zápisu DELETE FROM osoby sa postupne odstránia hash čísla jednotlivých miestností 
zapísané v databáze. Tieto čísla je potrebné odstrániť vo všetkých troch tabuľkách 
v databázy, teda z tabuľky osoby, dialog a miestnosti. Preto sú tu použité 3 samostatné 
príkazy na ich odstránenie. Po odstránení miestnosti v ktorej práve komunikoval 
užívateľ je tento upozornený že miestnosť bola zrušená. Spolu s upozornením je tu tiež 
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zobrazené hash číslo zrušenej miestnosti a možnosť pokračovať na administráciu 
miestností. 
 
Obr. 5.7: Zrušenie miestnosti 
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6 Prenositeľnosť vo virtuálnom prostredí 
K vývoju aplikácie bol využitý softwarový balík EasyPHP, ktorý je popísaný v kapitole 
5.1. Tento softwarový balík však nie je vhodný na prenášanie medzi viacerými 
systémami, z dôvodu konfigurácie a nastavovania serveru, ktorá by sa musela vykonať 
pri inštalácii programu na iný počítač. Tento spôsob prenosu aplikácie by bol taktiež 
časovo náročný. Aby bol prenos aplikácie medzi viacerými platformami čo 
najjednoduchší bolo potrebné vytvoriť univerzálne prostredie v ktorom by daná 
aplikácia fungovala nezávisle na použitom operačnom systéme.   
6.1  VirtualBox 
Prenositeľnosť vo virtuálnom prostredí je zaistená pomocou programu VirtualBox, 
ktorý slúži ako virtualizačná  platforma pre 32-bitový i 64-bitový hardvér. Program 
VirtualBox bol pôvodne vytvorený nemeckou spoločnosťou innotek GmbH v roku 1992 
a vo februári 2008 bol zakúpený spoločnosťou Sun Microsystems. V januári 2010 bola 
firma Sun Microsystems kúpená spoločnosťou Oracle a VirtualBox zmenil názov na 
Oracle VM VirtualBox. Po inštalácii na existujúci hostiteľský operačný systém (Host 
OS) je možné v rámci aplikácie nainštalovať ďalšie hosťujúce operačné systémy (Guest 
OS), ktoré pracujú vo svojom virtuálnom prostredí. VirtualBox podporuje veľkú časť 
známych operačných systémov ako sú: Mac OS X, Linux, Windows XP, Windows 
Vista, Windows 7 a Solaris. Program je voľne šíriteľný na základe podmienok 
uvedených v GNU General Public License pre voľne šíriteľný software.[11] 
6.2 Ubuntu Server  
Ubuntu je operačný systém zložený na linuxovej distribúcii Debian. Ubuntu poskytuje 
stabilný operačný systém pre bežného používateľa so silným zameraním sa na 
použiteľnosť systému a taktiež jednoduchú inštaláciu. Systém používa licenciu GNU 
General Public License (GNU GPL), ktorá umožňuje jeho voľné kopírovanie, 
používanie a distribúciu. Ubuntu je sponzorované spoločnosťou Canonical Ltd. Prvá 
verzia Ubuntu označená 4.10 Warty Warthog bola vydaná v roku 2004. Odvtedy sú 
každoročne vydávané 2 nové verzie Ubuntu. Momentálne je dostupná verzia 10.04 LTS 
Lucid Lynx, kde označenie LTS znamená dlhodobú podporu systému z hľadiska 
vydávania aktualizácii čo pre desktopové verzie predstavuje horizont troch rokov a pre 
serverové verzie 5 rokov. Systémy bez tohto označenia bývajú podporované 18 
mesiacov. [10] 
Ubuntu Server Edition ponúka nasadenie linuxového serveru pre obsluhu bežných 
služieb ako sú e-mail, správa databáze, web, DNS a súborový systém. Veľkou výhodou 
Ubuntu serveru je, že pri inštalácii má otvorené iba tie porty, ktoré sú potrebné 
k bezpečnému behu serveru. Ďalšou výhodou je možnosť integrácie softvérového balíka 
LAMP (Linux, Apache, MySQL, PHP) priamo pri inštalácii Ubuntu serveru. Tým 
odpadá nutnosť inštalácie a konfigurácie každej súčasti zvlášť čím sa vlastne ušetrí čas 
a odstránia sa prípadné problémy spojené s chybnou konfiguráciou tej ktorej súčasti.[9]  
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6.3 Inštalácia a konfigurácia webového servera 
Na začiatok bolo potrebné si stiahnuť virtualizačný softvér VirtalBox. Na výber je tu 
viacero verzií pre operačné systémy založené na platforme Linux, Windows a Solaris. 
Pre inštaláciu bola zvolená verzia VirtualBox 3.1.6 určená pre Windows. Po krátkej 
inštalácii bol vytvorený pomocou sprievodcu nový virtuálny stroj s názvom „Ubuntu“. 
Boli zvolené nasledujúce parametre virtuálneho stroja: veľkosť základnej pamäte 
(RAM) 512 MB a pevný disk s kapacitou 5 GB vo forme dynamicky sa zväčšujúceho 
virtuálneho disku. Dynamicky sa zväčšujúci virtuálny disk najprv zaberá veľmi málo 
miesta na fyzickom pevnom disku a neskôr dynamicky rastie (až do zvolenej veľkosti), 
podľa toho, koľko si nainštalovaný OS vo virtuálnom stroji nárokuje. Na záver 
konfigurácie virtuálneho stroja vyberieme v nastaveniach siete sieťový most (Bridged 
Adapter). V tomto režime je sieťové rozhranie virtualizovaného OS premostené 
s reálnym sieťovým rozhraním hostiteľa, čo nám umožňuje priamu komunikáciu medzi 
oboma systémami. 
Ako webový server bol použitý linuxový operačný systém Ubuntu Server Edition 
v aktuálnej verzii 10.04 LTS. Je dostupný zdarma na internetovej adrese 
www.ubuntu.com. Po stiahnutí image súboru veľkosti cca 700MB vložíme tento image 
prostredníctvom manažéra virtuálnych médií do VirtualBoxu a môžeme začať 
s inštaláciou samotného Ubuntu. Pri inštalácii je potrebné vytvoriť meno a heslo 
používateľa pre prihlásenie sa do systému. V ďalšom kroku bolo dôležité zvoliť 
z ponuky pre nainštalovanie položky LAMP server (Linux, Apache, MySQL, PHP) 
a OpenSSH server. OpenSSH je voľne dostupná verzia protokolu SSH (Secure Shell), 
ktorá obsahuje nástroje pre bezpečnú a šifrovanú vzdialenú správu počítača a prenos 
súborov.  
Po nainštalovaní Ubuntu prejdeme k samotnej konfigurácii servera. Ako prvé bolo 
potrebné nastaviť heslo pre superužívateľa root, keďže pri inštalácii sa vytvára konto 
iba pre bežného používateľa s obmedzenými právami. Heslo zmeníme pomocou príkazu 
passwd a zadaním hesla. Heslo pre užívateľa root je nastavené na slovo „komunikace“. 
Všetky nasledujúce príkazy sú zadávané v režime superužívateľa (root) takže nie je 
potrebné používat direktívu sudo (príkaz umožňujúci užívateľom spúšťať programy 
s právami superužívateľa) pred každým príkazom. Ďalej bolo nutné zmeniť 
práva adresáru www do ktorého sa štandardne ukladajú súbory pre server Apache. 
Príkazom chmod 777 /var/www nastavíme plné práva (čítanie, zápis, spúšťanie) 
adresáru www a tým získame možnosť do daného adresára vložiť vlastné súbory. Ako 
ďalší krok bolo nainštalovanie grafického správcu databázy MySQL phpMyAdmin. 
Tento program nie je súčasťou softvérového balíka LAMP a preto je nutné ho 
nainštalovať samostatne a to pomocou príkazu apt-get install phpmyadmin. Jeho 
funkčnosť môžeme overiť tak, že v internetovom prehliadači napíšme za IP adresu 
serveru direktívu phpmyadmin. IP adresu na ktorej pracuje server Apache zistíme 
v Ubuntu zadaním príkazu ifconfig, ktorý nám zobrazí dostupné sieťové rozhrania. Na 
záver konfigurácie bolo potrebné povoliť modul mod_ssl, ktorý nám umožní 
komunikovať prostredníctvom SSL s prehliadačom. Tým zaistíme šifrovanú 
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komunikáciu prostredníctvom protokolu HTTPS, ktorý štandardne pracuje na porte 443 
(viac v kapitole 4.2). Modul mod_ssl zapneme tak, že do príkazového riadku napíšeme 
a2enmod ssl. Predvolená konfigurácia HTTPS sa nachádza v súbore /etc/apache2/sites-
available/default-ssl. Použitím príkazu a2ensite default-ssl nastavíme server Apache 
tak, aby mohol poskytovať HTTPS. Po nakonfigurovaní je potrebné Apache reštartovať, 
aby sa prejavila nová konfigurácia. Reštart vykonáme nasledujúcim príkazom:  
/etc/init.d/apache2 restart. V adresári /etc/apache2/sites-available/ sa teraz nachádzajú 
dva konfiguračné súbory default a default-ssl čo nám umožňuje pristupovať na stránku 
v nezabezpečenom režime HTTP i zabezpečenom režime HTTPS. 
Pri testovaní prenositeľnosti výsledného nakonfigurovaného systému sa vyskytol 
problém s detekciou použitej sieťovej karty na konkrétnom počítači. Systém nenašiel 
pripojenú sieťovú kartu a po zadaní príkazu ifconfig sa vo výpise sieťových zariadení 
zobrazovalo iba rozhranie lo (loopback). Príkazom lspci sme si zobrazili základné 
informácie o čipoch a kartách pripojených na základnej doske. Tu bolo všetko 
v poriadku i eternetový port bol  nájdený korektne. Riešením problému bolo nakoniec 
použite príkazu dhclient (Dynamic Host Configuration Protocol Client), ktorý funguje 
tak, že si prečíta konfiguračné inštrukcie zo súboru dhclient.conf. Tu získa list všetkých 
sieťových rozhraní, ktoré sú nakonfigurované pre súčasný systém a pre každé rozhranie 
sa snaží použiť konfiguráciu pomocou DHCP protokolu. Hoci je tento spôsob účinný, 
bolo nutné zadávať príkaz dhclient pri každom reštartovaní virtuálneho stroja, čo nie je 
príliš efektívne. Efektívnejším riešení bolo konfigurácia samotných sieťových rozhraní 
v adresári /etc/network. Príkazom vim /etc/network/interfaces pristúpime k editácii 
sieťových rozhraní. Medzi primárnymi sieťovými rozhraniami môžeme nájsť rozhranie 
eth0, ktoré je nakonfigurované pomocou DHCP protokolu. Za toto rozhranie pridáme 
ďalšie tri rozhrania eth1, eth2 a eth3 podobne ako je zapísané rozhranie eth0. Súbor 
uložíme a reštartujeme sieťové nastavenia príkazom /etc/init.d/networking restart. 
Týmto zaistíme aby sa pri každom spustení virtuálneho stroja našlo správne sieťové 
rozhranie aj bez potreby použiť príkaz dhclient. 
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7 Testovanie aplikácie 
Táto kapitola sa zoberá testovaním aplikácie vo virtuálnom prostredí VirtualBoxu. Na 
priloženom CD sa nachádzajú dve zložky s názvom VirtualBox a Ubuntu. V zložke 
VirtualBox sa samozrejme nachádza inštalačný súbor aplikácie VirtualBox vo verzii 
3.1.6 určenej pre Windows. Inštalácia a nastavenie samotného VirtualBoxu je popísané 
v prvom odseku kapitoly 6.3. V zložke Ubuntu sa nachádzajú tri súbory Ubuntu.mf, 
Ubuntu.ovf a Ubuntu.vmdk. Tieto tri súbory predstavujú výsledok po exportovaní 
virtuálneho zariadenia. Najväčší súbor s koncovkou vmdk (Virtual Machine Disk) má 
veľkosť približne 380 MB. Po nainštalovaní a nastavení VirtualBoxu pristúpime 
k importu virtuálneho zariadenia. V menu súbor si zvolíme položku Import Appliance 
(Ctr+I). Ďalej postupujeme podľa pokynov a vyberieme súbor Ubuntu.ovf (Open 
Virtualization Format), ktorý potrebujeme na importovanie virtualizovaného zariadenia.  
 
Obr. 7.1: Sun VirtualBox 
Po úspešnom importovaní zariadenia môžeme prejsť k spusteniu samotného 
virtualizovaného systému Ubuntu. Pre prístup do systému je potrebné sa prihlásiť pod 
menom „root“ a použiť heslo „komunikace“. Ďalej je potrebné zistiť IP adresu 
virtuálneho rozhrania pridelenú prostredníctvom dhcp pomocou príkazu ifconfig. Na 
tejto IP adrese pracuje v systéme nainštalovaný server Apache na ktorom beží naša 
aplikácia. Zistenú IP adresu zadáme do internetového prehliadača. Aplikácia funguje 
v zabezpečenom i nezabezpečenom režime. Pre zabezpečený režim je potrebné za 
direktívu http pridať koncovku „s“ (secure). Url adresa stránky potom môže vyzerať 
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nasledovne: https://192.168.0.138. Pri zadaní adresy v režime https nás prehliadač 
upozorní, že na stránke sa vyskytol problém s bezpečnosťou certifikátov. Certifikáty nie 
sú podpísané dôveryhodnou certifikačnou autoritou to však nijak neovplyvňuje fakt, že 
stránka je zabezpečená.  
 
Obr. 7.2: Hľadaná IP adresa 
Na začiatku sa nám zobrazí upozornenie, že žiadna miestnosť ešte nebola vytvorená. 
Zvolíme možnosť pokračovať na administráciu miestností. Prístup k administrácií 
miestností je chránený heslom. Po zadaní hesla „komunikace“ vstúpime do systému 
s generovaním miestností. Kliknutím na tlačidlo „Generuj“ sa nám vygeneruje nový 
link s unikátnou url adresou každej miestnosti. Vedľa vygenerovaného linku miestnosti 
sa taktiež zobrazí možnosť zrušiť vytvorenú miestnosť. Po kliknutí na vygenerovaný 
link zvolenej miestnosti sa dostávame do samotnej aplikácie určenej pre komunikáciu. 
Tento link následne odošleme prostredníctvom emailu používateľovi v sieti s ktorým 
budeme komunikovať. Obaja užívatelia dostanú automaticky priradené meno 
„Uzivatel_x“, kde x predstavuje číslo užívateľa. Priradené meno je možné kedykoľvek 
počas konverzácie ľubovoľne zmeniť spolu s pridelenou farbou. V tabuľke zoznam 
užívateľov sa zobrazuje aktuálny status prihlásených užívateľov. Po pridaní tridsiatich 
príspevkov do diskusie sa v dolnej časti stránky objaví menu stránkovania. Na aktuálnej 
stránke sa ta zobrazuje vždy maximálne 30 príspevkov. Ostatné sú dostupne na 
prezeranie pomocou stránkovania. Pri pridávaní príspevkov je možné pomocou 
prepínača zobraziť animované emotikony, ktoré možno vkladať do textu. Štandardne sú 
emotikony vždy skryté. Po skončení diskusie môže iniciátor diskusie vytvorenú 
miestnosť zmazať, alebo ju môže ponechať otvorenú. Údaje z diskusie sú ukladané do 
databázy. Po ukončení komunikácie je potrebné ešte vypnúť bežiaci virtuálny stroj 
príkazom shutdown –h now. 
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8 Záver 
Cieľom projektu bolo vytvorenie webového IM komunikačného prostredia pre 
neregistrovaných užívateľov. Tento cieľ sa podarilo naplniť podľa požiadaviek 
definovaných v zadaní. Navrhnutá aplikácia pracuje v prostredí webového prehliadača 
a poskytuje možnosť písomnej komunikácie pre dvoch a viac užívateľov. Program má 
intuitívne ovládanie zamerané na jednoduchosť použitia i pre menej zdatných 
užívateľov PC. Z hľadiska prístupových práv je vstup to aplikácie zabezpečený 
prostredníctvom hesla. Kontrolu nad komunikáciou preberá administrátor, ktorý zadá 
účastníkom komunikácie unikátne url adresy miestnosti v ktorej bude prebiehať 
komunikácia. Komunikácia je zabezpečená voči odpočúvaniu rozhovoru 
prostredníctvom šifrovania. Aplikácia je jednoducho prenositeľná medzi viacerými 
počítačmi  prostredníctvom vitrualizovaného systému, v ktorom je nakonfigurovaná 
serverová časť komunikačného systému. 
Hlavnou výhodou navrhnutého riešenia je odstránenie nutnosti registrovania každého 
účastníka IM komunikácie. Veľkou výhodou komunikácie prostredníctvom IM je tiež 
dostupnosť použitia i na pomalších internetových linkách, ktoré neumožňujú zaistiť 
hlasovú komunikáciu. Do budúcna by bolo možné aplikáciu rozšíriť o mnoho ďalších 
funkcií, napríklad pridaním možnosti výmeny súborov medzi užívateľmi, 
alebo umiestnením aplikácie na vlastný webový server, aby bola dostupná širokej 
verejnosti. 
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10 Zoznam  použitých skratiek 
AIM  AOL Instant Messenger  IM klient firmy AOL 
ASCII  American Standard Code for  Kódovací systém znakov 
Information Interchange 
CA  Certification Authority  Certifikačná autorita 
CSS  Cascading Sytle Sheets  Kaskádové štýly 
HTTP   Hyper Text Transfer Protocol Protokol pre prístup k webovým 
službám 
HTTPS Hyper Text Transfer Protocol  Zabezpečený protokol pre prístup 
Secure     k webovým službám 
IM  Instant Messaging   Rýchle správy 
MD5   Message-Digest algorithm 5  Hashovací algoritmus 
MTU  Maximum Transmission Unit  Maximálna veľkosť prenášaného 
linkového rámca 
PETSCII PET Standard Code of  Kódovací systém znakov založený 
na Information Interchange  ASCII kódovaní 
PHP Personal Home Pages Tools  Programovací jazyk pre tvorbu 
webových aplikácií 
RDBM Relational Database Management Relačný databázový systém 
System 
SQL  Structured Query Language  Počítačový jazyk pre manipuláciu 
dát 
SSH  Secure Shell    Sieťový protokol na výmenu dát 
použitím zabezpečeného kanálu 
SSL  Secure Sockets Layer   Protokol zabezpečujúci bezpečnú 
komunikáciu v sieti 
TCP  Transmission Control Protocol Transportný spojovo orientovaný 
protokol 
UDP  User Datagram Protocol  Protokol na prenos dát v sieti 
URL  Uniform Resource Locator  Adresa lokácie na sieti internet 
VM  Virtual Machine   Virtuálny stroj 
XHTML eXtensible HyperText Markup Rozšírený hypertextový značkovací 
  Language    jazyk 
XML  eXtensible Markup Language Rozšíriteľný značkovací jazyk 
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A. Príloha 
A.1. Ukážka zdrojového kódu: Pridanie príspevku 
    if (isset($_GET['pridaj'])=='ano'){        
        $text=htmlspecialchars(trim($_POST['text']));  
        //prepis smajlikov, vygenerovany vyssie 
        $cislo_smajlika = array('*1*', '*2*', '*3*', '*4*', ); 
        $smajlik = array('<img src="images/smajliky/1.gif" alt="1"/>', '<img 
src="images/smajliky/2.gif" alt="2"/>', '<img src="images/smajliky/3.gif" 
alt="3"/>', '<img src="images/smajliky/4.gif" alt="4"/>', '<img 
src="images/smajliky/5.gif" alt="5"/>',); 
 
        $text =str_replace($cislo_smajlika,$smajlik,$text);          
         
        if($text==""){ 
            echo "Nezadali ste text!";                 
        } else{       
            $prikaz = "SELECT * FROM osoby WHERE 
meno='".$_SESSION['uzivatel']."' ORDER BY meno ASC LIMIT 1";       
            $vypis= mysql_fetch_array( mysql_query($prikaz,$spojenie)); 
          
             $posli = "INSERT INTO dialog VALUES ('', '".date("U")."', 
'".$_SESSION['uzivatel']."', '".$text."')";              
            mysql_query($posli,$spojenie); 
         
            $zmen="UPDATE osoby SET  cas_posledneho_prispevku='".date("U")."' 
WHERE meno='".$_SESSION['uzivatel']."' ";  
            mysql_query($zmen,$spojenie);   
         
            echo "<script type=\"text/javascript\">location.href = 
\"index.php\";</script>"; //presmmerovava na index.php aby v "post nic 
nebolo" 
            echo "Pokračujte na <a href=\"index.php\">index</a>"; 
        } 
    }  
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A.2. Ukážka zdrojového kódu: Zmena údajov 
    if (isset($_GET['zmen'])=='ano'){    
         $uzivatel2=htmlspecialchars(trim($_POST['uzivatel']));  
         $farba=htmlspecialchars(trim($_POST['farba']));  
         if($uzivatel2==""){ 
            echo "Nezadali ste nové meno!";                 
        } else{             
            $zmen="UPDATE osoby SET  
meno2='".$uzivatel2."',farba='".$farba."' WHERE 
meno='".$_SESSION['uzivatel']."' "; 
            mysql_query($zmen,$spojenie); 
             
            $_SESSION['menoUzivatela']=$uzivatel2;//nastavi do sessionu meno 
            echo "<script type=\"text/javascript\">location.href = 
\"index.php?miestnost=".$_SESSION['miestnost']."\";</script>"; 
//presmmerovava na index.php aby v "post nic nebolo" 
           echo "Pokračujte na <a 
href=\"index.php?miestnost=".$_SESSION['miestnost']."\">index</a>"; 
        } 
    } 
 
A.3. Ukážka zdrojového kódu: Prihlásenie užívateľa 
session_start(); 
require("connect.php"); 
 
if($_SESSION['uzivatel']==""){         
        $vyber = "SELECT * FROM osoby ORDER BY id DESC LIMIT 1";    
        $query = mysql_query($vyber,$spojenie); 
        $vypis = mysql_fetch_array($query);                 
        $farba = array 
('ffd700','ff7f24','ff3e96','ff0000','7fff00','458b00','0000ff','00008b','838
b83','000000');  
        $dalsi_uzivatel=$vypis['meno']+1; 
        $posli = "INSERT INTO osoby VALUES ('', '".$dalsi_uzivatel."','', 
'".$farba[rand(0,9)]."', '".date("U")."','".date("U")."','0','".$miesto."')";  
//vlozi meno uzivatela do tabulky osoby v databaze 
        mysql_query($posli,$spojenie);         
        $_SESSION['uzivatel']=$dalsi_uzivatel;    
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A.4. Ukážka zdrojového kódu: Stránkovanie 
  //strankovanie nastavenia 
    define ("POCET_ZAZNAMOV", 30); //definujeme konstantu, kolko zaznamov ma 
vypisat na jednu stranku 
    
    //ak v get'celkom' nieje nic, zrata kolko je spolu prispevkov v databaze 
    if (!isset($_GET["celkom"])){ 
        $vysledek=mysql_query("select count(*) as pocet from dialog"); 
        $zaznam=mysql_fetch_array($vysledek); 
        $celkom=$zaznam["pocet"];  
    }else{ 
        //inak ho vytiahne z toho getu, kolko je prispevkov spolu 
        $celkom=$_GET["celkom"]; 
    } 
    //strankovanie zaciatok, ak je celkom vacsie ako pocet zaznamov na jednu 
stranku, zacne strankovat 
    if ($celkom>POCET_ZAZNAMOV){ 
       
    //otestuje ci je stlaceny get OD (od ktoreho zaznamu ma vypisat), ak 
nieje, vypise od prveho zaznamu,inak od pozadovaneho     
    if (!isset($_GET["od"])){ 
         $od=1;     
    }else{ 
        $od=$_GET["od"];     
    }  
//vypis cisielok so stranami 
    echo '<div style="clear:both; text-align:center; padding-bottom:10px; 
padding-top:10px;">Stránka: '; 
     
    //ak niesme na prvej stranke zobrazi 2 sipky dolava (ist na prvu stranku) 
    if ($od !=1){ 
        echo '<a href="?celkom='.$celkom.'&amp;od=1">&lt;&lt;</a>&nbsp;'; 
    } 
    //ak sme na stranke 2 a vacsej, zobrazi jednu sipku dolava 
    if ($od>POCET_ZAZNAMOV){ 
        echo '<a href="?celkom='.$celkom.'&amp;od='.($od-
POCET_ZAZNAMOV).'">&lt;</a>&nbsp;'; 
    } 
     
    //ak mame viacej ako 10 stranok nevypiseme seck 
    if ($celkom/POCET_ZAZNAMOV>=10){ 
        $cPredZa= 2; //zadat si kolko cisel vypise pred a za strankou na 
ktorej som 
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A.5. Ukážka zdrojového kódu: Tabuľka užívateľov 
    //vypis osob 
    $prikaz = "SELECT * FROM osoby  WHERE 
miestnost='".$_SESSION['miestnost']."' AND status!='x' ORDER BY meno ASC";      
// ASC je zoradenie abecedne od A do Z 
    $query = mysql_query($prikaz,$spojenie); 
     
    // pole statusov, plus ich prepis 
    $cislo_statusu = array('0','1','2','x'); 
    $status = array('online','Neaktívny: 10 min','Neaktívny: 30 
min','Neaktívny: 60 min');       
         
    echo '<div class="ramik" id="right">'; 
        echo '<div class="vrch">'; 
        echo 'Zoznam užívateľov'; 
        echo '</div>'; 
        $i=0; 
        while($vypis = mysql_fetch_array($query)){  
        $prikaz = "SELECT * FROM osoby WHERE meno='".$vypis['meno']."' ORDER 
BY meno ASC LIMIT 1";       
        $vypis2= mysql_fetch_array( mysql_query($prikaz,$spojenie)); 
        if (($i+1) %2==0) {  
            echo '<div class="bleda">'; 
            $vypis_statusu 
=str_replace($cislo_statusu,$status,$vypis['status']);  
            if($vypis['meno2']!=""){ 
                echo "<span style=\"color:#".$vypis['farba']." 
\"><b>".$vypis['meno2']."</b> - ";  
            }else{ 
                echo "<span style=\"color:#".$vypis['farba']." 
\"><b>Uzivatel_".$vypis['meno']."</b> - ";  
            } 
            echo $vypis_statusu."</span><br/>";             
            echo'</div>';  
            $i++; 
        } else{ 
            echo '<div class="tmava">'; 
            $vypis_statusu 
=str_replace($cislo_statusu,$status,$vypis['status']);  
            if($vypis['meno2']!=""){ 
                echo "<span style=\"color:#".$vypis['farba']." 
\"><b>".$vypis['meno2']."</b> - ";  
            }else{ 
                echo "<span style=\"color:#".$vypis['farba']." 
\"><b>Uzivatel_".$vypis['meno']."</b> - ";  
            } 
            echo $vypis_statusu."</span><br/>";             
            echo'</div>';   
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A.6. Ukážka zdrojového kódu: Funkcia ajax 
function ajax(typ,adresa,data,obsah,end) { 
/** 
* Ajax 
* @typ = GET / POST 
* @adresa = url na ktoru sa ma poziadavka posielat 
* @data = samotne data ktore su posielane do POSTU  
* @obsah = DIV v ktorom sa zobrazi vystup 
*/  
 var ajaxRequest; 
 try{ 
  // Opera 8.0+, Firefox, Safari 
  ajaxRequest = new XMLHttpRequest(); 
 } catch (e){ 
  // Internet Explorer 
  try{ 
   ajaxRequest = new ActiveXObject("Msxml2.XMLHTTP"); 
  } catch (e) { 
   try{ 
    ajaxRequest = new 
ActiveXObject("Microsoft.XMLHTTP"); 
   } catch (e){ 
    // Something went wrong 
    alert("Nepodporovany prehliadac!"); 
    return false; 
   } 
  } 
 } 
  
  if (typ == "GET") { 
     // GET 
     ajaxRequest.open("GET", adresa, true); 
     ajaxRequest.onreadystatechange = 
function(){nacitavanie(ajaxRequest,obsah,end);}; 
     ajaxRequest.send(null); 
  } 
  else if (typ == "POST") { 
     // POST 
     ajaxRequest.open("POST", adresa, true); 
     ajaxRequest.onreadystatechange = 
function(){nacitavanie(ajaxRequest,obsah,end);}; 
     ajaxRequest.setRequestHeader("Content-Type", "application/x-www-form-
urlencoded"); 
     ajaxRequest.send(data); 
  } 
} 
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A.7. Ukážka zdrojového kódu: CSS štýly 
body { 
    background-color:#d9dde0;  
text-align: left; 
    font-family: verdana, tahoma, helvetica, sans-serif;  
 font-size: 12px; 
    color:black; 
} 
#hlavny{ 
    padding-left: 10px; 
    padding-right: 10px; 
} 
#left { 
    float: left; 
    width:74%; 
} 
#right { 
    float: right; 
    width:25%; 
} 
#status{ 
    text-align: left; 
    font-family: verdana, geneva, arial, helvetica, sans-serif; 
    font-size: 14px; 
    padding-top: 5px; 
    padding-bottom: 5px; 
} 
.vrch{ 
    text-align: left; 
    /*font-family: verdana, geneva, arial, helvetica, sans-serif;*/ 
    font-size: 14px; 
    font-weight: bold; 
    padding-top: 5px; 
    padding-bottom: 5px; 
    padding-left: 5px; 
    background-color:#5895d9; 
    color:white; 
} 
.bledomodra{ 
    padding-top: 5px; 
    padding-bottom: 5px; 
    padding-left: 5px; 
    padding-right: 5px; 
    background-color:#c9e2fc; 
    color:black; 
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A.8. Obsah CD 
 Zložka Ubuntu: 
o  Zdrojové súbory virtuálneho systému 
 Zložka VirtualBox: 
o  Inštalačný súbor aplikácie VirtualBox 
 Zložka Doc: 
o  Dokumentácia v formáte PDF 
 Zložka Source: 
o  Zdrojové kódy aplikácie  
 
A.9. Finálna podoba stránky 
 
 
