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Computational Model for Protection and Infringement of Privacy in Social Media   
 
 Social media are forming an important infrastructure for communications in 
modern society but are also causing revelations of private information. Although 
countermeasures such as privacy settings are being taken against this problem, these 
countermeasures often impede the natural flow of communication. Another problem is 
that information disclosed in social media is linked with different kinds of information, 
such as information in a database, leading to privacy infringement. However, the 
reality of this risk has not yet been clarified. The objectives of our research are 
therefore to protect privacy without impeding communication and to clarify the risks of 
privacy infringement by linking different kinds of information.  
 Representing and detecting private information are central issues in both 
protection and infringement of privacy. It is because private information depends on 
individuals and is ambiguous while it has a wide variety of expressions in social media.  
 To protect privacy without impeding communication, we proposed a system 
that checks sentences that users may have posted in social network without 
considering privacy, detects revelation of private information, and warns the user or 
modifies the sentences. This detection is word-wise, not sentence-wise, to localize 
modification so that the original sentence is maintained and communication is not 
disturbed.  
 Because private information depends on each user, the user has to define 
his/her private information so that the system can detect it. However the private 
information is often ambiguous and difficult to define. Therefore burden on users in 
defining private information should be minimized while private information in a wide 
variety of expressions, such as combinations of words, should be detected. To meet 
these two requirements, DCNL lets users define their private information with 
phrases called NG words and infers the relation between various expressions in the 
user’s posts and these NG words. The system uses words in the posts as keywords for 
Web retrieval and infers relation to the NG words on the basis of appearances of the 
NG words in the retrieval results. We evaluated the proposed detection method using 
11,000 tweets from 11 student volunteers (1000 tweets/volunteer) and 7047 sentences 
from the mixi diaries of an adult worker. The system detected 90% of sentences where 




sentences were detected by the system and not by the humans. Thus the system is not 
only effective in preventing revelation of private information but also effective in 
complementing human ability.   
 To clarify the risk of linking different kinds of information, we designed a 
system to identify tweets posted by a specific person by linking them with that person’s 
resume. Terms in a resumes are rarely used in tweets of the corresponding person but 
are indirectly implied in a wide variety of expressions. The Web-based inference 
method proposed above is used to detect hidden relations between tweets and a resume 
by taking the resume as a set of NG words. This identification system was evaluated 
using the resumes and 12000 tweets from 12 volunteers. Tweets of 8 volunteers were 
correctly identified out of tweets of 101 persons including each volunteer and 100 
twitter users. Tweets of 3 volunteers were included 4 candidates. Though these results, 
we have shown the risks of privacy infringement by linking different kinds of 
information.  
 Through designs and evaluations of these two systems, we have established a 
computational model for detecting private information and have shown its 





































の組み合わせをキーワードとして Web 検索を行い，検索結果に NG ワードが含まれる位
置と回数に基づいて，結びつきを定量化する．11 人の学生の Twitter のつぶやき各 1000














述した Web 検索による多様な表現への対応技術を拡張して用いた．学生 10人，社会人 2
人の履歴書とつぶやきをサンプルとして，履歴書の人物を含む 101人の Twitterユーザの
つぶやきから，履歴書の人物のつぶやきを特定できるか評価したところ，12人の被験者の
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る．2011 年に Liu らによって行われた調査では，公開されるコンテンツのうち 36％がデ









































次の文章は mixi ユーザである電気通信大学人間コミュニケーション学科 4 年生の女子
学生「さやか」が 2006年 12月から 2007年 2月に投稿した日記からの抜粋である． 
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(文 1)  
「来週の就職説明会は西 6号館でやるらしい．」 
(文 2)  
「昨日，調布駅で聡子に会った．やっぱり卒業研究が大変みたい．」 




























図 2.1 西 6号館のWeb検索結果 
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図 2.3 システム構成の概要 
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図 2.4 システム動作イメージ 
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  実例投稿文の調査・分析 3.4





































本人 閲覧者 本人 閲覧者
病歴 14 2 1 0 17
電話やメールの通信履歴 3 0 1 0 4
アドレス帳の内容 12 0 3 0 15
家族に関する具体的な事柄 26 3 6 0 35
学歴職歴 39 1 11 0 51
身長や体重 3 0 0 0 3
電話やメールの通信の内容 3 0 3 0 6
家族構成 38 8 5 0 51
氏名 5 1 10 0 16
住所 7 1 4 1 13
生年月日 13 0 10 0 23
職業 86 9 42 0 137
出身地 7 5 2 0 14
ホームページの閲覧記録 1 0 0 0 1
スケジュール 91 6 5 0 102
知人や友人に関する具体的事柄 8 0 2 0 10
商品やサービスの購入記録 10 1 0 0 11
合計 366 37 105 1 509
プライバシー情報 直接 想起 合計
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図 3.3 人間による外部情報を調査したプライバシー情報の認識（直接） 
  









図 3.5 人間による外部情報を調査したプライバシー情報の認識（想起） 
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  システム設計と実装 3.6
  基本方針 3.6.1
前節で挙げた技術課題に対して，以下の方針を立てた． 
 

















(方針 2) Web検索による多様な表現への対応 
課題 2，3に対して，外部知識としてWeb検索を利用する．これにより NGワードの略




現であるように思えるが，“リサージュ”と“1 階”の組合せで Web 検索すると検索結果
から電気通信大学の建物の名前であることが明らかになる．そこで，文章中の単語および





3.5 節で明らかにした，システム化に向けた技術課題と方針を図 3.5 に，課題と方針と
の対応関係を図 3.6にそれぞれ示す． 
 




図 3.5 システム化に向けた技術課題と方針 
 
 
図 3.6 課題と方針との対応関係 
 

















図 3.8 直接検知の概要 
 
 




3.4.4 節で述べたように，投稿文章中の単語および単語の組み合わせによる NG ワ
ードの想起を検知する．その方法として投稿文章中の単語の最大 m 語までの組み





図 3.9 想起検知の概要 
 





のとき，キーワードの総和をn とすると，クエリの総数S は∑ 𝑛𝑛𝑛𝑚𝑟=1 となる．そして，各
クエリ𝑞𝑖(1 ≤ 𝑖 ≤ 𝑆)の想起度𝑠𝑠𝑠𝑛𝑠(𝑞𝑖)を，以下の手順で算出する． 
①  クエリ𝑞𝑖によってWeb検索を実行し，検索結果の上位k 件のページタイトルおよ
びサマリを取得する． 
② 検索結果の𝑗番目(1 ≤ 𝑗 ≤ 𝑘)のタイトルおよびサマリにNGワードが存在するか探
索し，NGワードの出現情報𝑓𝑖𝑖を式3.1のように返す． 




③ 検索結果の順位j によって，式3.2のように重み𝑤𝑖𝑖を定義する． 
 
④ NGワードの出現情報𝑓𝑖𝑖と重み𝑤𝑖𝑖により，式3.3のように想起度𝑠𝑠𝑠𝑛𝑠(𝑞𝑖)を算出す
る．なお，想起度を(0 ≤ 𝑠𝑠𝑠𝑛𝑠(𝑞𝑖) ≤ 1)の範囲にするために∑ 𝑤𝑖𝑖𝑘𝑖=1 で割り正規化を
行う． 
 (1 ≤ 𝑖 ≤ 𝑆)における𝑠𝑠𝑠𝑛𝑠(𝑞𝑖)の最大値を選定し，これを当該投稿文章の当該 NG ワード
を示唆する想起度とする．ここでクエリ q の単語数を m =3，検索結果件数を k =24とし






𝑓𝑖𝑖 = �1 0 (ページタイトルまたはサマリにNGワードが存在する)(ページタイトルまたはサマリにNGワードが存在しない)  … 式3.1 
𝑤𝑖𝑖 = 𝑘 − 𝑗 + 1 … 式3.2 
𝑠𝑠𝑠𝑛𝑠(𝑞𝑖) = ∑ 𝑤𝑖𝑖𝑓𝑖𝑖𝑘𝑖=1∑ 𝑤𝑖𝑖𝑘𝑖=1   … 式3.3 




図 3.10 文章に含まれるキーワードおよびクエリの例 
 
  実装 3.6.4
文章からキーワードを抽出するため，形態素解析器として Mecab[37]，Yahoo! Japan





索エンジンには，Yahoo! Japanが提供するウェブ検索 API[43]を使用した． 
以上述べたアルゴリズムおよびツールを用いて，スクリプト言語 Python と Ruby で実
装した．モジュール図を図 3.11に示す． 
 




図 3.11 モジュール図 
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  評価 3.7
  評価方法 3.7.1
本評価では，人間が文章を読み，個人情報を含むか判断し，人間の判断を真実とみなす
ことにした．検知精度を調べるために，本研究では，再現率（Recall），適合率（Precision）









𝑇𝑇 + 𝐹𝐹  … 式3.4  
適合率 = 𝑇𝑇
































  学生サンプルに関する評価結果 3.7.2
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表 3.4 学生サンプルに関する検知精度 
 
再現率は，最も低いユーザ 2 において 60%，11 人中 8 人で 80%以上となった．適合率
はユーザ 6，ユーザ 11 が低く，0.09，0.15であった．F値としても，ユーザ 6および 11
が低く，それぞれ 0.17，0.27であった．これは，適合率の低さに起因していると考えられ
る．表 3.5，表 3.6 にユーザ 6，ユーザ 11 においてシステムのみが検知した FP の全つぶ
やきとその想起度を示す． 
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表 3.5 ユーザ 6の全 FPと想起度 
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一方，本システムでは Positive に比べて Negative が非常に多いので，TPRと TNRを
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  False Positiveの再分析 3.7.3
システムによってプライバシー漏えいを検知したが，人間は漏えいを判断しなかった
False Positive（FP）のつぶやきを改めて精査し，本当に FP であるかを分析した．結果
を表 3.7に示す． 
 


































表 3.8 FPの再分析を踏まえた検知精度 
 
 













例えば，つぶやき 39 の「@電通女子 ごめんなさい」は「電通女子」がキーワードとして
抽出されていれば Web 検索結果 9 位に電気通信大学に関わるサイトが出現し，想起検知
が出来る．しかし実際には，「@電通女子」がキーワードとして抽出され，システムは検知
することが出来なかった．また，つぶやき 50「ダバディさん 10J 科かなんか？？」も同
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表 3.9 FNとなった全てのつぶやき 
 
 
  社会人サンプルに関する評価結果 3.7.5
3.4節において分析した 50代男性ユーザによる日記 149件と日記に対するコメント 993
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表 3.12 に NG ワード通勤先大学名のときに FP となった文例と想起度，表 3.13 に NG
ワード教員のときに FPとなった文例と想起度をそれぞれ 5文抜粋して示す． 
文 7の「今日は大学の入学式が武道館で行われた」は，武道館が入学式の会場である大
学は多数存在し，特に大学名の想起につながるとは考えられないが，Web検索をすると勤












と考察できる．教員の場合 7047 文のうち 1705 文でアラートを発し，そのうち約 97%が
誤検知となった．しかしながら，例えば文 3や文 4のように，日記文のみでは教員である




























図 3.12 ユーザインタフェースイメージ図 
  


















































































































































ャルメディアに拡張し，2009 年にネットワークトポロジーの照合により 2 種類の異なる
ソーシャルメディアを利用する同一ユーザを特定する手法を提案している[12]．その中で，
Twitterと Flickrを利用する同一ユーザを特定することができると述べている．また，2012



































れている．近年行われている Background Checking では，就職希望者が提出した履歴書


























として扱う．ユーザ y の𝑖番目のつぶやきを𝑇𝑦𝑖とすると，ユーザ y の𝑙番目つぶやき集合
（𝑀(𝑙 − 1) + 1番目から𝑀𝑙番目までの M件のつぶやきの集合）は，以下の式 4.1の𝐷𝑦𝑦で表







𝐷𝑦𝑦 = � 𝑇𝑦𝑖𝑀𝑦
𝑖=𝑀(𝑦−1)+1   … 式4.1 






図 4.1 発言特定手法の概要 
 



























































  基本的な方式 4.4.1
履歴書のベクトル表現として，式 4.3のように履歴書中の名詞の重みを用いる．ここで，WRx,jは個人 xの履歴書Rxにおける名詞 jの重み，Sは履歴書における単語数である． 
 
sim�𝑅𝑥 ,𝐷𝑦𝑦� = cos�𝑅𝑥 ,𝐷𝑦𝑦� = 𝑅𝑥 ⋅ 𝐷𝑦𝑦∥ 𝑅𝑥 ∥∥ 𝐷𝑦𝑦 ∥  … 式4.2 

















TF(TermFrequency：単語の出現頻度)と IDF(Inverse Document Frequency：文書の逆出
現頻度)の 2 種類の指標の乗算により計算される．履歴書𝑅𝑥，つぶやき集合𝐷𝑦𝑦における単
語 jの TF-IDFを用いた重みは以下の式 4.4，4.5により表される． 
 
 




jをキーワードとして Yahoo! JAPANが提供する検索 API[43]によりWeb検索を行った時
のWebページの検索件数を用いた． 



































後，通信関係の会社に勤務している 20代後半の男性である．2011年 1月を起点に Adam
の 500件のつぶやきを用意し，上記の手法により名詞の重みを算出した，図 4.2にその結
果を示す．図 4.2の横軸は，Adamの履歴書に含まれる名詞である．縦軸は Adamのつぶ
やき集合におけるこれらの名詞の重み，すなわち式 4.5の TF-IDF値𝑊𝐷𝑦𝑦,𝑖を表している． 


















𝑠𝑖𝑠�𝑅𝑥 ,𝐷𝑦𝑦� = 𝑅𝑥 ⋅ 𝐷𝑦𝑦∥ 𝑅𝑥 ∥∥ 𝐷𝑦𝑦 ∥ = ∑ 𝑊𝑅𝑥,𝑖𝑤𝐷𝑦𝑦,𝑖𝑆𝑖=1�∑ 𝑊𝑅𝑥,𝑖2𝑆𝑖=1 �∑ 𝑤𝐷𝑦𝑦,𝑖2𝑆𝑖=1  
 
… 式4.6 



































































詞との繋がりをこのように定量化した値を Hidden Term Frequency（HTF，隠れ出現頻
度）と呼ぶことにする．図 4.3に HTFの考え方を示す． 
 
 
図 4.3 HTFの考え方 
 




  改良方式 4.4.3
つぶやき集合𝐷𝑦𝑦が履歴書中の名詞 jを示唆する強さを𝐻𝑇𝐹�𝐷𝑦𝑦 , 𝑗�とし，それを自動的に
0から 1の値に定量化する手法を提案する．以下に，その詳細を示す． 





クエリリストの総数 Qは以下の式で表される．今回は実装の都合上 m=3とした． 
 
 
IV. クエリリストに含まれるクエリ𝑞𝑖(1 ≤ 𝑖 ≤ 𝑄)について以下の処理を繰り返し行う． 
A) クエリ𝑞𝑖でWeb検索し，検索結果の上位 k件のタイトルとテキストサマリーを取得す
る． 





C) 𝑓𝑐を用いて𝑞𝑖のスコア𝑠𝑞𝑠𝑛𝑠(𝑞𝑖)を以下のように計算する．この値は，式 4.10 で表され
る Dを用いて 0から 1の値に正規化されている． 
 
 















𝑓𝑐 = 1(𝑖𝑓 𝑛𝑠𝑛𝑛 𝑗 𝑖𝑠 𝑖𝑛𝑠𝑙𝑛𝑖𝑠𝑖),          0(𝑖𝑓 𝑛𝑠𝑡 𝑖𝑛𝑠𝑙𝑛𝑖𝑠𝑖)  … 式4.8 
𝑠𝑠𝑠𝑛𝑠(𝑞𝑖) = 1𝐷�(𝑘 − 𝑠 + 1𝑘
𝑐=1
)𝑓𝑐   
… 式4.9 
















れていたら，この値は 1となり，19件目と 20件目に含まれていたら，値は(2 + 1)/210 ≅0.014となる．この手法を用いることで，例えば，「大学院入試説明会が今週 5 月 22 日土
曜日に開催されます．同時に研究室公開も実施します」というつぶやきが「電気通信大学」
を示唆する強さを定量化することが可能となる．なお，この例で得られる ℎ(b, 𝑗)は 0.12
となる． 
本手法によると式 4.9 の(𝑘 − 𝑠 + 1)の働きにより，履歴書の名詞が検索結果上位に来る
ほど示唆の強さが大きくなる．また，式 4.9において𝑠 = 1から𝑘 までの和をとっているこ
とにより，履歴書の名詞が多くの検索結果に含まれるほど示唆の度合いが大きくなる． 
最後に，得られた HTFの値を式 4.5の𝑡𝑓𝐷𝑦𝑦,𝑖  の代わりに用いる．類似度計算は前回と同
様に式 4.6を用いる． 
以上の Iから VIの手順で求めた𝐻𝑇𝐹(𝐷𝑥𝑦 , 𝑗)を𝑡𝑓𝐷𝑦𝑦,𝑖の代わりとし，式 4.5，式 4.6により
類似度を算出する方式を改良方式と定義する．この改良方式をスクリプト言語 Python と
4.4.1項で述べた形態素解析の環境を用いて実装した． 
改良方式を利用した場合の名詞の重みを図 4.4 に示す．図 4.4 は，図 4.2 における縦軸







ℎ(𝑏, 𝑗) = max
1≤𝑖≤𝑄
(𝑠𝑠𝑠𝑛𝑠(𝑞𝑖)) … 式4.11 





























































HTF*IDF of term in 































































































  実験 1 4.5.2
4.5.2.1 サンプルデータ 
予備実験で用いた社会人 Adamに加えて，社会人 Bobの履歴書を用いた．Bobは都内理
工系大学の 30代男性准教授である．これら 2人のつぶやきの他に，2012年 9月 5日，8
日，10日の 3日に渡ってつぶやいた，日本語を主言語とする Twitterユーザを合計 100
人ランダムに選び，各 1000件分のつぶやきを取得した．なお，Bobのつぶやきの総数は
700件であったので，100人についても 700件を評価に用いた．つぶやき集合のサイズM
を 100とし，つぶやき 100件毎に履歴書との類似度を算出した． 
 
4.5.2.2 評価 
図 4.5 に結果を示す．図 4.5 のグラフの横軸の数字は各ユーザのつぶやき集合の番号を
表している．例えば，横軸の 1は𝐷y1，すなわちユーザ yの 1番目のつぶやき集合を表す．
ここで，ユーザ yは，Adamを含む 101人である．縦軸は，Adamの履歴書と各ユーザの
つぶやき集合との類似度を表している． 
図 4.5 中の■の点は Adam の履歴書と Adam のつぶやき集合との類似度を表している．
箱ヒゲ図は，Adamの履歴書と他の 100人のユーザのつぶやき集合との類似度の分布を表






分かる．図 4.6 は図 4.5 のつぶやき集合 1（横軸１）における他人 100 人の類似度の度数
分布を示したものである． 
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TNR(True Negative Rate) = 1.0である． 
図 4.7，図 4.8，表 4.2は Bobについて同様の結果を表している．つぶやき集合１のグラ
フを見ると，Bobの履歴書と𝐷𝐵𝑠𝑏1との類似度が最大でなく，2番目に高い類似度となって
いる．このように，7つのつぶやき集合のうち 1つで本人よりも他人が高くなるため






































図 4.8 つぶやき集合 1における 100名のユーザの類似度の度数分布(Bob) 
 
表 4.2 つぶやき特定の精度（Bob） 
 
 
  実験 2 4.5.3
4.5.3.1 サンプルデータ 
3.7.2節と同様，電気通信大学情報理工学部総合情報学科 9名，情報・通信工学科 1名，
知能機械工学科 1名の 3年男子学生より，本人の了解を得て，履歴書と Twitterアカウント
を収集した．いずれの学生も Twitterで本名を公開していない．以降，10人の学生をそれ
ぞれ{学生 1，学生 2，学生 3…学生 10}と表記することにする．収集した履歴書情報の項目
は，(1) 氏名，(2) 生年月日，(3) 性別，(4) 現住所（市・区・郡まで），(5) 帰省先住所（市・
区・郡まで），(6) 学歴，(7) 職歴，(8) 交通手段，(9) 電車区間，(10) 得意科目，(11) 長
所・特徴（自己 PR），(12) クラブ活動・サークル・趣味である． 



























学生 1の履歴書と Twitterユーザのつぶやき集合の類似度を実験 1と同様に図 4.9に示
す．また，学生 2から学生 10までの結果を同様に図 4.10から図 4.18に示す． 
 










図 4.10 学生 2の履歴書と各ユーザのつぶやきとの類似度 
 
 


































図 4.14 学生 6の履歴書と各ユーザのつぶやきとの類似度 
 
 

















図 4.16 学生 8の履歴書と各ユーザのつぶやきとの類似度 
 
 

























生の履歴書と 101人のユーザの 1000 件のつぶやき集合との類似度の分布を示したもので
ある．■点は本人のつぶやきとの類似度を表している．箱ヒゲ図は他 100 人のユーザのつ
ぶやきとの類似度を表している．図 4.19から学生 10人のうち学生 1・学生 5・学生 6・学
生 7・学生 8・学生 10の 6人の類似度が箱ヒゲ図よりも高くなるため，本人のつぶやき集
合を特定できることが分かる．また，学生 2・学生 3・学生 9 の 3 人においては，101 人
中上位 4人に入る．このことから，サンプルデータの学生 10人のうち 6人を特定でき，9










表 4.3 各学生の発言の特定・絞り込み精度 
 
 

















履歴書の人物 上位１人 上位５人 上位１０人
学生１ ７ １０ １０
学生２ ２ ５ ６
学生３ １ ４ ４
学生４ ０ １ ２
学生５ ８ ８ ８
学生６ ６ ７ ９
学生７ ０ ４ ８
学生８ ３ ６ ６
学生９ ２ ４ ４
学生１０ ８ １０ １０
（総計） ３７/１００ ５９/１００ ６７/１００



















  評価のまとめ 4.5.5
社会人 2人，学生 10人の合計 12人の履歴書情報と，12人および他の 100人の各 1000
件のつぶやきを用い，4.4.2 節の改良方式が 101 人分のつぶやきの中から履歴書の人物の
つぶやきを特定できるか実験を行った．ただし，社会人 Bobのみは，収集できたつぶやき
が 700件であったため，700件を用いた．つまり，実験に用いたつぶやきは，社会人 1000
件および 700件，学生 1000件×10人，他人 1000件×100人の合計 111700件である． 




のつぶやきセット 2と他人 100人のつぶやきセット 2の中から，Adam本人のつぶやきセ
ット２を正しく特定することができた．Adam のつぶやきセット 3 から 10 についても，
各々101人の中から，類似度最大として正しく特定することができた．社会人 Bobについ
ては，7個のつぶやきセットのうち 2から 7の 6セットについて正しく特定することがで
きた．以上から，社会人 2人についての特定精度は，True Positive Rate (TPR) = 0.941，






= 16セット17セット  … 式4.13 










が 1 つのつぶやきセットで評価される．評価の結果，学生 10 人のうち 6 人については，
101 人分のつぶやきセットの中から本人のつぶやきセットが類似度最大として特定できた．




























= 1699セット1700セット  … 式4.14 




図 4.20 履歴書とつぶやきの照合におけるWeb情報の介在 
 












た．同一人物の 1000件のつぶやきを 1セットとし，履歴書の人物のつぶやき 1 セットお





















  まとめ 5.1
























 公開範囲の設定はコンテンツ単位であるため，コンテンツ内に 1 か所でもプライバシ
ー情報の漏洩個所があると，コンテンツ全体を非公開にする必要がある． 



































生のつぶやき各 1000 件（合計 11,000 件）および上述した 50 代の社会人ユーザの mixi
の日記をサンプルとし，通学・通勤先および職業情報の検知精度の評価を行った結果，再



















ながりを検知するために，履歴書を NG ワード集とみなし，3 章で提案した想起検知アル
ゴリズムを拡張して用いた．学生 10 名，社会人 2 名の履歴書とつぶやきをサンプルとし
て，履歴書の人物を含む 101人の Twitterユーザのつぶやきから，履歴書の人物のつぶや
きを特定できるか評価した．同一人物の 1000 件のつぶやきを 1 セットとし，履歴書の人











  今後の課題 5.2
 DCNLに関しては，以下の課題があげられる． 
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pp.125-131, Jul. 2007. 
（2章に関連） 
4. 全著者名：片岡春乃, 小川陽平, 吉浦裕 
論文題目：ソーシャルネットワークのプライバシーと個人の特定, ―つぶやきと履歴
書の照合を例として― 













1. 全著者名：Haruno Kataoka, Masashi Toyama, Yoshiko Sueda, Osamu Mizuno and 
Kenji Takahashi 
論文題目：Web Contents Collaborative Method in Call-to-Web Session Linkage 
System 
印刷公表の方法及び時期： 7Th Annual IEEE Consumer Communications & 
Networking Conference, Jan. 2010. 
2. 全著者名：Haruno Kataoka, Masashi Toyama, Yoshiko Sueda, Osamu Mizuno and 
Kenji Takahashi 
論文題目：Demonstration of Web Contents Collaborative System for Call Parties 
印刷公表の方法及び時期： 7Th Annual IEEE Consumer Communications & 
Networking Conference, Jan. 2010. 
3. 全著者名：Haruno Kataoka, Daichi Namikawa, Hiroya Minami, Michio Shimomura 
and Naoki Uchida, 
論文題目：SightFinder: Enhanced Videophone Service Utilizing Media Processing, 
印刷公表の方法及び時期：Intelligence in Next Generation Networks (ICIN 2012), 
Oct. 2012. 
4. 全著者名：Hiroaki Nishihata, Masahiro Otsuka, Koichi Asatani, Osamu Mizuno, 
Haruno Kataoka, Michio Shimomura 
論文題目：Proposed presence system for safety confirmation 




1. 全著者名：片岡春乃 ,末田欣子 ,外山将司, 村上幸司, 水野修 
論文題目：通話セッション情報に基づくWeb共有制御方式の検討 
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印刷公表の方法及び時期：電子情報通信学会 2009総合大会, Mar. 2009. 
2. 全著者名：片岡春乃，外山将司・末田欣子，水野修，高橋健司 
論文題目：SIP-Web間セッション連携におけるコンテンツ共有制御方式の検討 
印刷公表の方法及び時期：電子情報通信学会 情報ネットワーク研究会, Sep. 2009. 




4. 全著者名：外山将司, 片岡 春乃 , 車谷 駿介, 末田 欣子 , 下村 道夫 
論文題目：SIP-Web 間セッション連携システムにおける既存 Web API との連携方式
の検討 
印刷公表の方法及び時期：電子情報通信学会 情報ネットワーク研究会, May. 2010. 
5. 全著者名：車谷 駿介 , 外山 将司 , 片岡 春乃 , 末田 欣子 , 下村 道夫 
論文題目：多様なWebブラウザ搭載機器での双方向通信実現に関する一検討 
印刷公表の方法及び時期：電子情報通信学会 2010総合大会, Mar. 2010 
6. 全著者名：赤星拓未, 末田欣子, 片岡春乃, 下村道夫, 小松尚久 
論文題目：認証サーバ選択方式による OpenIDフィッシング対策の検討 
印刷公表の方法及び時期：暗号とセキュリティシンポジウム SCIS 2011, Jan. 2011 




8. 全著者名：大塚 雅博 , 片岡 春乃 , 末田 欣子, 下村 道夫 , 淺谷 耕一 , 水野 修 
論文題目：共同体験型コミュニケーションのサービス条件 : コンテンツへのユーザ期
待度に対する評価 
印刷公表の方法及び時期：電子情報通信学会 2012総合大会, Mar. 2012 
9. 全著者名：清水 裕貴 , 大塚 雅博 , 片岡 春乃 , 下村 道夫 , 淺谷 耕一 , 水野 修 
論文題目：非接触型デバイスを用いた安否情報登録システム 
印刷公表の方法及び時期：電子情報通信学会 2012総合大会, Mar. 2012 
10. 全著者名：西畑 拓晃 , 大塚 雅博 , 片岡 春乃 , 下村 道夫 , 淺谷 耕一 , 水野 修 
論文題目：サービス条件の変化に適応するプレゼンスサービス提供方式 
印刷公表の方法及び時期：電子情報通信学会 2012総合大会, Mar. 2012 
11. 全著者名：西畑拓晃， 片岡春乃， 下村道夫， 水野修 
論文題目：プレゼンスサービスのためのスマートフォンを用いた情報入出力方式 
  87 
印刷公表の方法及び時期：電子情報通信学会 ネットワークシステム研究会, Jan. 2013 
12. 全著者名：伊藤一喜， 西畑拓晃， 片岡春乃， 下村道夫， 水野修 
論文題目：見守られる人物のプレゼンス変化に適応した見守りシステム 
印刷公表の方法及び時期：電子情報通信学会 2013総合大会, Mar. 2013 
 
 特許 
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16. 特願 2009-240809 
アクセス制御システムおよびアクセス制御方法 
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外山将司，片岡春乃，末田欣子 
2009.10.19（登録査定） 





























24. 特願 2012-028489 
有用情報提示システム及び有用情報提示システムの制御方法 
南裕也，片岡春乃，並河大地，荒川則泰，下村道夫 








2. ICIN2012 Best Paper Award 
"SightFinder: Enhanced Videophone Service Utilizing Media Processing," 
Haruno Kataoka, Daichi Namikawa, Hiroya Minami, Michio Shimomura and 
Naoki Uchida, 
Oct. 2012. 
 
