















開  沼  太  郎  
Movement of Policiesin“Computerization of Education”  
KAINUMA Taro  
＜は じ め に＞  
「教育の情報化」は，今日の教育政策における主要課題のひとつに位置づけられているといっ  
ても過言ではない。世紀末に喧伝された“IT（Information Technology）”や“ICT（Information  
and Communication Technology）”といったキャッチフレ，ズは，今や一時の勢いを失いっつ  






ピュータ・ネットワークは，今後注目すべき「教育の情報化」の「鍵概念」である。   
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に対する評価を試みることを最終的な目的とする。   






現場の課題に関してより具体的な検証を行う。   
第二に，「教育の情報化」政策の展開に関して，歴史的経緯を整理し，さらに現状の資源配分  





（1）問題の所在   
本章では，初等中等教育分野を中心に，学校教育現場のコンピュータ・ネットワークの構築，  
管理，および運用の現状について検討を行う。そしてそれらの結果から，望ましいネットワーク  
の近未来像に対するアプローチを試みる。   
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（サーバ・クライアント型接続）  （ピアトゥーピア型接続）   
（注）筆者作成。   
＜図1＞センター管理型と学校管理型のイメージ   
以上のような形態で運用されるコンピュータ・ネットワークには，管理面および利用面それぞ  




全性を左右し，かつ管理面の対応として最優先に要請される重大な課題といえよう。   
この「セキュリティ」に関する問題は，主として管理者側の問題と利用者側の問題とにそれぞ  
れ大別できる。本稿では，教育行政の「条件整備」面により大きな影響を与える部分と考えられ  
る，管理者側の問題に対象を絞り，技術的側面を中心に検討を行う。   
セキュリティ問題への対策として，現在最も要求されるのは，サーバに対する攻撃への対応で  
ある。このサーバに対する攻撃には，具体的に「ホストへの攻撃」，「コンピュータ・ウイルス」，  
「DoS（Denialof Services）Attack」，「サービスの目的外使用」といった形態が存在する6。   
まず「ホストへの攻撃」には，データの改寵やシステムの破壊といった直接的な攻撃に加え，  
他組織侵入の際の踏み台化といった間接的な攻撃手段も存在する。  




ジック爆弾等に細分が可能である。   
「DoS Attack」は「サービス不能攻撃」のことであり，サpバに多大な負荷を与えることに  
よってサービスの提供に支障をきたすような攻撃を意味する。最近はこれがDDoS（Distributed  
Denialof Services）化し，さらに攻撃も深刻になるとともに，対応が困難になってきている7。   
「サービスの目的外使用」にはSPAMメ，ル，匿名ftpといった攻撃の形態がある。この中に  
はユーザの情報リテラシー の欠如から無意識に攻撃に荷担しているようなケースも存在し，この  
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＜囲イ乏＞情報教育推進費内訳（1999年度）  ＜図3＞情報教育推進費内訳（2000年度）  
＜図4＞情報教育推進費内訳（2000年度補正）  ＜図5＞情報教育推進費内訳（2001年度）   






















やシステムダウンの経験は一度も無く，強固なシステムを形成している。   








対する認識の甘さ，換言すれば利用者側の情報リテラシー という別の課題が背後に潜んでいると  





転嫁され，最終的に管理の質の低下が危惧される事態も容易に予測されよう。   
以上の検討結果を踏まえ，今後のネットワーク管理のあり方を考察すると，以下の点を主な課  
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開沼：「教育の情報化」と教育政策の展開  
2．「教育の情報化」関連政策の変遷 一章源配分の問題に着目して－  
（1）「教育の情報化」に関する政策および議論の変遷   
前章にて指摘したように，現在の初等中等教育分野における「教育の情報化」政策は，概ね  
2000年に始動した「ミレニアム・プロジェクト r教育の情報化』」に拠るところが大きい。そこ  
でまず，「ミレニアム・プロジェクト」の概要を総括した上で，現在の「教育の情報化」政策が  
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西暦年   「教育の情報化」関連   教 育 全 般   
1967年  産業教育書議会→情報処理教育の導入（1970～）  
1983年  臨時教育書議会（～1987）   
1985年   「情報化」に対応する人材の育成  ←臨教審第一次答申  
情報化協力者会議   教育課程審議会（～1987）   
柑86年   「情報化に対応した教育に関する3原則」  ←臨教審第二次答申   
1987年   「社会の変化（情報化）への対応」  ←臨教審第三次・最終答申  
「教育課程の基準の改善に関する基本方針について」 ←教課蕃答申   
1989年  学習指導要領改訂・教育免許法改正   
1993年   「高度情報化プログラム」（通産省）  
1994年   100校プロジェクト（～1996）  
1996年   「こねっとプラン」「インターネット元年」   「21世紀を展望した我が国の教育の在り方」  
「情報化の進展への対応」  ←教育改革プログラム  
「情報化に適切に対応した教育の充実」  ←第15期中央教育書議会第一次答申   
1997年   新100校プロジェクト（～1998）  
「体系的な情報教育の実施に向けて」報告   情報化の進展に対応した初等中等教育における情報  
教育の推進等に関する調査協力者会議  
柑98年  「教育の情報化推進事業（Le8rningWebProject）」   学習指導要領告示  
「バーチャルエージェンシー」設置  
先進的教育用ネットワークモデル地域事業（郵政省）  
1999年   Eスクエアプロジェクト  
「バーチャルエージェンシー」最終報告  
2000年   「教育革新と情報通信技術（lCT）」  ←G8教育大臣会合  
ミレニアム・プロジェクト「教育の情報化」  
2001年   ”e一」8Pan■戦略（重点計画）  
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（2）資源配分にみる現行の「教育の情報化」政策の特徴   
前節において，「ミレニアム・プロジェクト」に代表される現在の「教育の情報化」政策は，  
「整備段階」にあることを確認した。そこで次に，「教育の情報化」政策の特徴に関して，今度は  




平成11年度   シ ェ ア（％）  平成12年度   シ ェ ア（％）   
一 般 会 計   5，883，676，000  5，870，679，000  
うち情報化関連   45，277，767   0．77   54，432，272   0．93   
特 別 会 計   2，702，841，000  2，・679，610，000  
うち情報化関連   64，899，369   2．40   53，815，514   2．0   
計   8，586，517，000  8，550，289，000  
うち情報化関連   110，177，136   1．28   108，247，786   1．Z7  
㈱ 文部省（当時）情報化関連政策の政府資料を基に，筆者作成。   















になる。したがってこの時点ではハードウエア重視の姿勢はとりわけ顕著とはいえない。   
しかし，プロジェクト始動後の2000年度の内訳を見ると（図7参照），ハードウエア重視の傾  
向が非常に強く現れる結果となっている。特にハードウエア部分の割合の拡大と（37％→73％），  
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＜図6＞情報化関連予算の内訳（1999年度）  ＜図7＞情報化関連予算の内訳（2000年度）  













＜お わ り に＞  




あり，先見性を持った適切な資源配分のあり方を慎重に見極めねばならない。   
第二に，特に予算面に照準を絞って資源配分を考えた場合，現在の「教育の情報化」政策の基  
本方針をなす「ミレニアム・プロジェクト」の重点は「ハードウエア整備」にあるという点であ  






ない」どころか訊，さらに強化される結果となっている。   
そして第三に，管理体制の問題についてである。中でも具体事例の検証によって，人的資源の  
重要性を指摘し，ここに「教育の情報化」政策における国の資源配分のスタンスと地方が求める  







り方を早急に検討する必要がある。   













1 定義には「何らかの形でネットワークを使う学習形態の総称」（先進学習基盤協議会編著『eラーニ  
ング白書』オーム社，2001年）など，様々な見解があり，未だ統一された概念とは言えない。  
2 この場合，各学校内のネットワークコンピュータが並列で接続されていることを意味する。  
3 この場合，各学校内のネットワークコンピュータが1台以上のサーバ機に対して，クライアント機  
として直列に接続する様式を意味する。  
4 詳細は，開沼太郎「『教育の情報化』と教育政策一学校教育現場におけるコンピュータ・ネットワー   
クの管理体制に関する考察」関西教育行政学会『教育行財政研究』第28号，2001年を参照。  
5 詳細は，情報教育研究会他編「インターネットの光と影」北大路書房，2000年を参照。  
6 詳細は株式会社ユニゾン著「図解ネットワークのしくみ」DART社，2001年等参照。最近はネッ   
トワークが身近なものになり，セキュリティ対策関連の解説書も急増している。  
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7 犯人の特定が困難であり，対策も難しい。詳細は，第6回京都大学高度情報化フォーラム「インター  
ネット社会におけるセキュリティ問題と対策」平成12年7月3日，の配付資料を参照。  
8 例えば「セキュリティ対策に関する文部省調査」では，113機関（開国立大学，14大学共同利用機  
関）中1997年度以降不正アクセス経験のある機関は106機関にのぼる。また私立大学の場合でも，  
私立大学情報数育協会の調査において245校中71校から被害の報告がある。  
9 詳細は，佐々木良一Fインターネットセキュリティ入門』岩波新書，19鍋年等を参照。  




12 絶対額で見ても2000年度の46，427千円から2001年度には44，6鵬千円へ減少している。  
13 「情報の非対称性」に関する検討は，開沼，前掲論文を参照。  
14 詳細は文部省学習情報課「Fミレニアム・プロジェクトにより転機を迎えたr学校教育の情報イ出－   
『総合的な学習』中心から『教科教育』中心へ－」2000年7月を参照。  





16 2001年度末までに，全ての公立小中高等学校等についてインターネットへの「学校接続」ができる  
よう地方交付税措置を実施するもの。加えて，2004年度末を目標に，「校内ネットワーク（LAN）」  
機能の整備により，公立小中高等学校等の「教室接続」を推進するもの。  
17 2004年度末を目標に，私立の小中高等学校等が，公立学校と同程度の水準の整備を目指して，コン  
ピュータ整備・インターネット接続を行えるよう，助成を行うもの。  
18 2001年度末までに，全ての公立学校教員（約90万人）がコンピュータの活用能力を身につけられる  
よう，研修を実施するもの。  
19 2005年度末までに，学校教育用コンテンツの構築手法の開発や，成果の普及等を図るもの。  





る」目的で，特殊法人の情報処理振興事業協会（IPA）と財団法人コンピュータ教育開発センター   
（CEC）の協同事業で行われた。1994年度募集。111校で1995年～1996年度実施。  
23 新100校プロジェクトは「国際化」「地域展開」「高度化」を柱とし，108校が参加したが，すべて   
100校プロジェクトの参加校であった。「新」というのは国の予算の都合で，便宜上の区分。  
24100校・新100校プロジェクトの後を受け，全国の学校がインターネット利用教育を実践するための   
支援プロジェクト。詳細は当該のホームページ（http：／／www．edu．ipa．go．jp／E－Square／）を参  
照。  
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