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Abstrak 
Web server merupakan perangkat lunak yang memberikan layanan data  berupa request HTTP 
(Hypertext Transfer Protocol) dan respon berupa dokumen HTML (Hypertext Markup Languange) 
dengan tujuan untuk mengelola data berupa berkas teks, gambar, video, dan file. Namun dalam 
mengelola data dalam jumlah yang besar, dibutuhkan monitoring keamanan yang baik agar data yang 
disimpan di dalam web server tidak mudah diretas. Untuk melindungi web server dari peretas perlu 
adanya aplikasi untuk mendeteksi aktifitas yang dianggap mencurigakan atau kemungkinan aktifitas 
peretasan. Dengan memanfaatkan log dari web server yang diolah menggunakan algoritma Jaro Winkler 
untuk melihat upaya peretasan yang menghasilkan matrik dan laporan aktifitas peretasan kepada 
admin. Dengan demikian admin web server dapat melihat aktifitas mencurigakan pada web server 
secara langsung. 
Kata Kunci: Web Server, Algoritma Jaro Winkler. 
 
Abstract 
Web server is software that provides data services in the form of HTTP (Hypertext Transfer Protocol) 
requests and responses in the form of HTML documents (Hypertext Markup Language) with the aim of 
managing data in the form of text files, images, videos and files. But in managing large amounts of data, 
good security monitoring is needed so that the data stored on the web server is not easily hacked. To 
protect the web server from hackers need an application to detect activities that are considered suspicious 
or possible hacking activities. By utilizing logs from a web server that is processed using the Jaro Winkler 
algorithm to see hacking attempts that produce a matrix and hacking activity reports to the admin. Thus 
the web server admin can see suspicious activity on the web server directly. 
Keywords: Web Server, Jaro Winkler Algorithm. 
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I. PENDAHULUAN 
Teknologi informasi dan komunikasi 
pada setiap perushaan bisnis digunakan di 
semua aspek baik profit maupun nonprofit 
(Fahmi, Fachrudin & Silvia, 2019). Hal itu 
mengakibatkan penggunaan aplikasi 
berbasis teknologi informasi di setiap 
perushaan semakin meningkat. Sebagai 
contoh saat ini banyak aplikasi bisnis 
seperti e-commerce, mobile banking dan 
lain sebagainya (Rahardjo 2005). 
Penggunaan aplikasi berbasis teknologi 
informasi memicu meningkatnya 
kejahatan komputer. Server yang 
digunakan untuk menyimpan data 
perusahaan harus diimbangi dengan 
monitoring yang baik oleh administrator 
handal. Dengan banyak nya server yang 
harus dilindungi,  administrator sering 
kesulitan untuk memonitoring setiap 
server. Akibat dari hal ini server sering kali 
diretas oleh seorang cracker (Rahardjo 
2005).  
Menurut Raharjo, (2015) Serangan 
terhadap keamanan sistem informasi 
dapat dilihat dari beberapa aspek berikut : 
1. Interruption: serangan ditujukan 
untuk merusak perangkat sistem. 
Contoh serangan adalah Danial of 
Service Attack. 
2. Interception: serangan berhasil 
mengakses data atau informasi. 
Contohnya adalah penyadapan 
(Wiretapping) 
3. Modification: serangan berhasil 
mengakses serta mengubah data dan 
informasi. 
4. Fabrication: serangan ditujukan 
untuk menyisipkan objek palsu ke 
dalam sistem. 
Similarity metric adalah matriks 
berbasis teks dengan hasil berupa nilai 
kesamaan atau ketidaksamaan dari dua 
buah string (Kurniawati, Puspitodjati, and 
Rahman 2010). Dengan melihat nilai 
Similarity metric antara log server normal 
dan kumpulan data log server annormal 
semakin tinggi nilai Similarity metric maka 
semankin tinggi tingkat kemungkinan 
peretasan. 
Jaro-Winkler distance merupakan 
algoritma untuk mengetahui tingkat 
kesamaan dua string. Semakin tinggi nilai 
Jaro-Winkler distance antarta dua string, 
maka  tingkat kesamaan antara dua string 
semakin tinggi. Skor normal dari Jaro-
Winkler distance adalah 0 menandakan 
tidak sama dan 1 menandakan kesamaan 
(Kurniawati, Puspitodjati, and Rahman 
2010). 
Berdasarkan identifikasi 
permasalahan tersebut maka rumusan 
masalahnya adalah bagaimana mengolah 
data log yang berisi data aktifitas dari web 
server agar menjadi informasi untuk 
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mendeteksi adanya usaha peretasan pada 
sistem.  
Algoritma genetika merupakan suatu 
teknik pencarian atau teknik optimasi 
dengan konsep evolusi struktur genetika 
pada makhluk hidup (Arkeman, Seminar, 
and Gundawan 2012).   
Nilai fitness merupakan tahapan 
dalam algoritma genetika dengan 
menentukan nilai masing masing individu 
dengan kriteria sesuai permasalahan 
penelitian (Mahmudy 2014). 
Crossover adalah mekanisme dalam 
algoritma genetika dengan 
menggabungkan dua kromosm sehingga 
menghasilkan kromosom baru (Mahmudy 
2013).  
Proses mutasi adalah menyiptakan 
individu baru dengan modifikasi satu atau 
lebih gen dalam individu yang sama 
(Zukhri 2004). Algoritma genetika 
diterapkan agar proses pencarian nilai 
Jaro-Winkler distance jadi lebih optimal. 
Pada penelitian kali ini algoritma 
jaro-winkler distance dan algoritma 
genetika diterapkan untuk mencari nilai 
kesamaan dan ketidaksamaan pada log 
web server. Batasan pada penelitan kali ini 
dapat dilihat sebgai berikut : 
1. Web server yang digunakan adalah 
Apache2.4  
2. Bahasa pemrograman yang 
digunakan yaitu python versi 3.8 
dengan dukungan database mysql. 
Tujuan dari penelitian kali ini yaitu 
untuk membuat aplikasi yang dapat 
melihat aktifitas server dan mendeteksi 
aktifitas yang dianggap berpotensi 
melakukan peretasan terhadap sistem agar 
administrator web server dapat 
memonitoring aktifitas server dengan 
lebih mudah. 
II. METODE PENELITIAN  
A. Analsis 
Optimasi algoritma Jaro-Winkler 
menggunakan algoritma genetika dapat 
digunakan untuk mengembangkan log web 
server. Berikut alur penelitian kali ini : 
 
 Gambar 1 Diagram alur 
Aturan yang dibuat digunakan untuk 
mengetahui koneksi normal dan koneksi 
tidak normal. Aturan aturan bisa 
didefinisikan sebagai barikut : 
If { condition } then { act }          (1) 
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Dari aturan diatas, kondisi pada 
aturan tersebut mengacu pada hasil nilai 
kesamaan dan ketidaksamaan antara log 
server saat ini dan basis pengetahuan log 
server tidak normal yang diperoleh 
melalui algoritma jaro-winkler. Aturan 
yang digunakan pada algoritma jaro-
winkler adalah sebagai berikut, 
              (2) 
Dimana : 
m     = jumlah karakter yang sama persis 
| |  = panjang string 1 
| |  = panjang string 2 
t        = jumlah transposisi 
Hasil dari dua string yang diolah akan 
menghasilkan nilai 0 hingga 1, 0 untuk 
nilai tidak sama dan 1 untuk nilai sama 
persis. Data log web server yang diolah 
berupa IP Address, status, userAgent, 
query, request, byte_in, byte_out. Dari hasil 
nilai jaro-winkler dan data log berikut 
maka aturan selanjutnya dapat 
didefinisikan sebagai berikut,  
 
If { value of jaro winkler status = 1, 
value of jaro winkler userAgent = 1, 
value of jaro winkler query  = 1, 
value of jaro winkler request = 1,                  
(3) 
value of jaro winkler bytes_in = 1, 
value of jaro winkler bytes_out = 1 }  
then { block ip address } 
 
aturan diatas dapat diartikan apabila 
nilai jaro-winkler dari jaro-winkler status 
sama dengan 1, nilai dari jaro-winkler 
userAgent sama dengan 1, nilai dari jaro 
winkler query sama dengan 1, nilai dari 
jaro winkler request sama dengan 1, nilai 
jaro winkler bytes_in sama dengan 1, nilai 
jaro winkler bytes_out sama dengan 1 
maka block ip address. 
B. Represesntasi Populasi 
Untuk melihat log normal dan log 
tidak normal dari web server perlu 
menentukan populasi dengan melihat data 
log secara keseluruhan dengan koneksi 
tertentu dan diambil secara acak, dari hasil 
tersebut peneliti memilih beberapa atribut 
sebagai berikut : 








C. Menentukan Kromosom dan Mutasi 
Dari data populasi tersebut diambil 
satu koneksi yang diambil secara urut dan 
dijadikan individu. Individu dirubah 
menjadi bentuk kromosom sebagai 
berikut: 
[0, 1, 0, 1, 1, 1] 
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Terdapat tujuh gen pada kromosom 
gen pertama pada kromosom mewakili 
atribut status, gen ke dua pada kromosom 
menentukan nilai UserAgent berikut 
seterusnya sesuai dengan atribut yang 
terdapat pada populasi. 
Nilai 1 dan 0 di dalam kromosom 
didapat dari hasil nilai jaro-winkler setiap 
atribut dengan aturan sebagai berikut, 
if { condition } then                                        (4) 
   { return: 1 }  
else  
   {return: 0} 
 Kondisi pada aturan diatas 
menjelaskan bahwa ketika kondisi 
terpenuhi maka nilai kembali adalah 1, 
apabila tidak terpenuhi maka nilai kembali 
adalah 0. Kondisi untuk setiap aturan 
dapat berbeda beda berikut aturan untuk 
menentukan kondisi atribut status, 
if  { status > 0.7 } then                                        
(5) 
    { return: 1 } else  
   {return: 0} 
Aturan untuk menentukan kondisi 
dari atribut userAgent, query dan request 
adalah sebagai berikut: 
if  { userAgent, query, request > 0.4 }          
(6) 
then 
    { return: 1 }  
else  
   {return: 0} 
Aturan untuk menentukan kondisi 
dari atribut bytes_in adalah sebagai 
berikut: 
if  { bytes_in > 38891 }   then                                 
(7) 
    { return: 1 }  else  
    {return: 0} 
Aturan untuk menentukan kondisi 
dari atribut bytes_out adala sebagai 
berikut: 
if  { bytes_in > 7320 }  then                                 
(8) 
    { return: 1 }  else  
    {return: 0} 
D. Menghitung Nilai Fitness 
Menghitung nilai fitness merupakan 
tahapan yang sangat penting. Nilai fitness 
dicari dengan menjumlahkan seluruh nilai 
gen pada setiap individu kromosom. Hasil 
dari nilai fitness akan dievaluasi untuk 
melihat koneksi normal dan koneksi tidak 
normal. Nilai fitness dapat diperoleh 
dengan menjumlahkan seluruh nilai gen 
yang ada disetiap kromosom. 
Selengkapnya cara menghitung nilai 
fitness bisa dilihat pada contoh berikut : 
Kromosom   = [1, 0, 1, 0, 1, 1, 1] 
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Fitness          = 1 + 0 + 1+ 0 + 1 + 1 + 1 
Fitness          = 5 
Dari contoh diatas terlihat bahwa 
nilai fitness 5 didapat dari jumlah seluru 
gen dengan nilai 1, karena gen dengan nilai 
1 ada 5 maka nilai fitness dari kromosom 
tersebut adalah 5. 
III. HASIL DAN PEMBAHASAN  
A. Sample Data 
Sample data yang digunakan pada 
penelitan kali ini berjumlah 100 log web 
server. Berikut lampiran contoh koneksi -
log web server : 






Query AND 3464=9707 AND ('ZSAu'='ZSAu 













UserAgent Mozilla/5.0 (X11; Linux x86_64) 








Query AND 3464=9707 AND ('ZSAu'='ZSAu 




Tabel 3 contoh koneksi tidak normal 
Atribut Value 
Status 500, 400, 404 
UserAgent Mozilla/5.0 (X11; Linux x86_64) 
AppleWebKit/537.36 (KHTML, like 
Gecko) Chrome/81.0.4044.129 
Safari/537.36 
Query AND 3464=9707 AND 3464=9707 
AND ('ZSAu'='ZSAu AND 
('ZSAu'='ZSAu AND  8554= (SELECT 
UPPER (XMLType(CHR(60) 
||CHR(58)| |CHR(113)||CHR(106)| 
|CHR(107)| |CHR(112)| |CHR(113)| 
|(SELECT  (CASE WHEN  
(8554=8554) THEN 1 ELSE 0 END) 
FROM DUAL)| |CHR(113)|| 
CHR(106)| |CHR(122)| 
|CHR(98)||CHR(113)||CHR(62))) 
FROM  DUAL) AND  
('wmKE'='wmKE 
Request AND 3464=9707 AND 3464=9707 
AND ('ZSAu'='ZSAu AND 
('ZSAu'='ZSAu AND  8554= (SELECT 
UPPER (XMLType(CHR(60) 
||CHR(58)| |CHR(113)||CHR(106)| 
|CHR(107)| |CHR(112)| |CHR(113)| 
|(SELECT  (CASE WHEN  
(8554=8554) THEN 1 ELSE 0 END) 
FROM DUAL)| |CHR(113)|| 
CHR(106)| |CHR(122)| 
|CHR(98)||CHR(113)||CHR(62))) 




B. Hasil Penentuan Kromosom dan 
Mutasi 
Menetukan nilai gen pada kromosom 
diawali dengan menentukan nilai jaro-
winkler distance untuk setiap atribut yang 
ada pada log web server. Nilai dari jaro-
winkler distance berupa angka desimal 
dengan rentan dari angka 0 hingga angka 
1. Nilai yang mendeketi angka 0 maka 
dapat dinyatakan bahwa string yang 
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dibandingkan tidak sama sedangkan nilai 
jaro-winkler yang mendekati 1 dapat 
dinyatakan sama. Berikut hasil nilai jaro-
winkler distance : 
Gambar 2 Hasil nilai jaro-winkler distance 
Dari gambar berikut terdapat nilai 
dari hasil perbandingan antara log normal 
dan log tidak normal. Nilai dari jaro-
winkler distance dirubah menjadi 0 dan 1, 
nilai tersebut merupakan gen dari setiap 
kromosom. Berikut hasil dari kromosom : 
Gambar 3 Bentuk kromosom 
 
C. Hasil Nilai Fitness 
Hasil dari nilai fitness akan 
menentukan apakah koneksi tersebut 
termasuk normal atau tidak normal atau 
ada indikasi peretasan. Status koneksi 
dinyatakan dengan 3 bagian yaitu normal, 
warning, danger. Normal untuk koneksi 
tanpa adanya indikasi peretasan, warning 
untuk koneksi dengan indikasi peretasan 
tingkat menengah, dan danger untuk 
koneksi dengan indikasi peretasan tingkat 
tinggi. Berikut hasil dari nilai fitness : 
Gambar 4 Hasil nilai fitness 
Dari gambar diatas terdapat nilai 
fitness ditunjukan dengan angka 4, 4, 3, 5, 
5. Nilai fitness tersebut masuk pada 3 
kategori yaitu 2 koneksi dengan dengan 
nilai fitness 4 masuk pada status warning, 
1 koneksi dengan nilai fitness 3 masuk 
pada status normal, dan 2 koneksi dengan 
nilai fitness 5 masuk pada status danger. 
Status tersebut diperoleh dari nilai fitness 
dengan ketentuan apabila nilai fitness 
lebih besar dari 4 maka nilai status adalah 
danger, apabila nilai fitness lebih besar 
dari 3 maka nilai status adalah warning, 
selain dari ketentuan tersebut maka status 
dapat dinyatakan normal. 
IV. SIMPULAN  
Hasil penelitian menjunjukan 
mencari similarity antara log server 
normal dan log server tidak normal dapat 
mendeteksi adanya percobaan serangan 
atau dapat mengetahui adanya koneksi 
yang tidak normal pada server. Namun 
tidak efektif terhadap serangan yang 
belum diketahui sebelumnya. 
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Untuk meningkatkan kualitas deteksi 
maka harus adanya penambahan data log 
tidak normal. Penambahan data log tidak 
normal tentunya akan mempegaruhi 
kualitas deteksi. 
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