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Foreword
Aviation has come a long way since the Montgolfier brothers carried out the first
free flight of a hot air balloon across Paris in 1783. It took a further 120 years before
the Wright brothers achieved sustained controlled powered flight in 1903. Not too
long after that, the first scheduled commercial air passenger flight took off in 1914
across Tampa Bay, Florida. The aviation sector has seen tremendous advances both
in relation to the technology and volume of air traffic since that first commercial
flight. Whilst the civil aviation section generally has relied on human piloted air-
crafts, unmanned ‘pilotless’ drones have also been developing alongside, albeit at a
much smaller scale. Until the not too distant past, the uses of drones have been
mainly confined to military and surveillance purposes. The significance of drones
has, however, increased substantially in the recent years in the light of its use in
various other sectors including agriculture, inspection, media and entertainment, as
well as by hobbyists. It will only be a matter of time before remotely piloted
aircrafts enter the realm of commercial flights.
Drones come in a variety of sizes, weight and designs. The regulation of drones
is also equally diverse. Internationally, whilst the traditional aviation industry has
been subject to the framework of an international convention, it is fair to state that
no such cohesive international standard or guidelines exist for civil drones. In the
European Union, the regulation of unmanned aircraft systems with a maximum
take-off mass of less than 150 kg is a matter for individual member states. This has
resulted in a lack of consistent and higher standard of regulation across the EU,
which has obvious implications for safety and privacy. This is, however, expected
to change in the light of the current initiatives for a new regulation that aims to
bring all drones, regardless of weight, within the purview of the European Union
legal framework.
Law has a difficult job to do in terms of adapting and rising up to ever-changing
technologies, without posing a hindrance to innovation and growth. It is imperative
that there is a forward-looking, harmonized and appropriate legal framework in
place across the European Union in order to support and create a safe, secure and
privacy-protected environment for drones to operate. A hallmark of ‘good law
making’ in this respect should be that regulation should not hinder growth and
v
development of the sector by putting European companies at a disadvantage over
their (mostly Chinese and US) competitors, but at the same time, it should ensure
that the safety and privacy of the operators and the public are protected. It is in this
context that this book is highly relevant—not just for policy makers, but also for the
producers, operators and users (commercial, civil and casual) of drones regardless
of size, weight and configuration.
I have a keen interest in the interaction between law and technology and in
particular the challenges the latter raises for the law. I am delighted to have the
opportunity to write a Foreword for this book, which considers an area that is very
topical but at the same time is in need of more research. In that sense, this book
makes a very useful contribution to this field of study. The focus of this book is on
professional drones (for, e.g., those used for aerial photography) and commercial
drones (for, e.g., those used in precision agriculture, infrastructure inspection and
other industrial use), but it also considers casual private use (hobby) to a certain
extent. This book starts with an overview of the European Union level policies and
regulation that govern civil drones, and the authors argue that the current regulatory
framework acts as an impediment for the growth of the drone industry. The authors
undertake a useful comparative analysis of the current regulatory framework in
Belgium, Spain and the UK, which reveals the adverse impact the lack of har-
monization of laws has on the European drone sector as a whole. In the final
chapter, the authors endeavour to explore the legal and ethical considerations
behind regulation and examine the various regulatory models including
self-regulation and co-regulation from a cross-jurisdictional perspective. In partic-
ular, they argue that manufacturers of drones should work closely with operators
and advocate industry codes of conduct and best practices to ensure the safety,
security and privacy of all stakeholders.
As the drone industry takes off further to dizzying heights, it will transform the
skies as we see it today. The current legislative initiative at European level to
strengthen the regulation of drones will result in one of the significant watershed
moments for aviation laws. This book could not be timelier in the light of the
ongoing developments in the European Union and beyond.
Abhilash Nair
Senior Lecturer in Internet Law, Aston University, UK
Co-editor, European Journal of Law and Technology
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Introduction
Virginia Santamarina Campos, María de Miguel Molina
and Stephan Kröner
Abstract The aim of this book is to disseminate part of the results of the H2020
European Project AiRT (Technology Transfer of RPAs for the Creative Industry).
In particular, we want to present some results to mitigate safety and security con-
cerns when piloting civil drones in the service sector. European policies concerning
drones in general are focused on outdoor drone use, but drones can also be
employed indoors. Moreover, European countries have fragmented regulations
about the use of drones; therefore, European institutions are endeavouring to
combine all these regulations. In this sense not only law but also ethics play a key
role in providing the industry with guidelines to gain citizens’ trust. Therefore, our
work is based on four pillars:
1. An analysis of the drone sector in Europe;
2. An in-depth study of the European policies;
3. A comparative analysis of the regulations of some European countries;
4. Primary data from members of the creative industry.
With these results we would like to give advice to the European industry as well as
providing new insights for policy makers and the scientific community. The project
has received funding from the European Union’s Horizon 2020 research and
innovation programme under grant agreement no. 732433 (reference: H2020-ICT-
2016-2017, www.airt.eu). This book reflects the views of the authors and not
necessary the position of the Commission.
1 Scope of the Book
The AiRT project runs from January 2017 to June 2018. The consortium brings
together a group of partners from three European countries with a complementary
and outstanding range of experiences, skills, competences, and resources.
V. Santamarina Campos (&)  M. de Miguel Molina  S. Kröner
Universitat Politècnica de València, Valencia, Spain
e-mail: virsanca@upv.es
© The Author(s) 2018
M. de Miguel Molina and V. Santamarina Campos (eds.), Ethics and Civil Drones,
SpringerBriefs in Law, https://doi.org/10.1007/978-3-319-71087-7_1
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The Universitat Politècnica de València (UPV, Spain) combines experts in creative
industries (CIs) on one hand and specialists in robotics and innovative information
and communication technology (ICT) solutions on the other hand. From the per-
spective of specialists in creative activities and aerial filming, Clearhead Media Ltd
(UK) has experience in the use of RPASs as a professional filming tool for outdoor
purposes. AeroTools UAV-Unmanned Aerial Vehicles (Spain) specializes in
developing RPAS systems. It relies on substantial experience in the development of
RPAS operation systems, which include advanced functionalities such as automatic
obstacle detection, encrypted communication systems, and autonomous RPAS
navigation. Pozyx Labs BVBA (Belgium) has developed a novel IPS (indoor
positioning system) with which highly precise indoor coordinates can be obtained.
Why is a book on good practices needed?
As will be illustrated very clearly in the second chapter, the drone market
presents a real opportunity to foster job creation and a source of innovation and
economic growth. For Europe, for instance, about 150,000 jobs are forecast by the
AeroSpace and Defence Industries Association of Europe by 2050, excluding
employment generated through operator services (European Commission 2014).
However, the EU Subcommittee on Civil Use of Drones believes that this approach
to estimating job creation through drone operations results in significant underes-
timations, since it excludes completely new areas of activity that are not necessarily
classified as aviation (e.g. surveys, creative industry activities, etc.) (House of Lords
2014). Moreover, the drone industry will not only create new qualified jobs but will
foster the emergence of a totally new service industry offering drone operations and
aerial work to commercial and state customers. Nevertheless, the legal situation
differs in each European country, and technology advances require fast adaption of
laws, since special flight environments, like confined spaces, are mostly not con-
sidered. These legal uncertainties hinder the exploitation, especially in Europe, of
this big and very dynamic market.
Consequently, one focus of this book is the elaboration of a proposal for
European legislation for indoor RPAS safety, including both ethical/security and
safety risk issues. It will provide recommendations for policies for the European
regions and the EU Government, including recommendations to alter the law where
necessary and to overcome obstacles (if found) that hinder the use of drones
indoors. Although this might seem to be a very challenging task at first glance,
when we analysed indoor issues, we reached the conclusion that many of them can
be treated in the same way as when operating outdoors. Apart from that, we noticed
that, in some European countries, small indoor drones are not considered by any
regulation with the exception of professional work.
To which types of drones are the recommendations described in the following
chapters of this book addressed?
As will be explained in more detail in the chapter “European Union Policies and
Civil Drones”, the first rough subdivision/classification of drones can be made
according to their mission: military or civilian. The AiRT project has the main goal
of providing small and medium-sized creative industries with a drone (more pre-
cisely an RPAS—remotely piloted aircraft system) specifically designed for indoor
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use, which will enable these companies to expand their creativity and offer new and
improved services. Thus, in this policy book, we focus on the civilian use of drones
for professional and commercial purposes.
As will be discussed in the chapter “The Drone Sector in Europe”, the drone
market is very large and has tens of applications. As Hassanalian and Abdelkefi
(2017) explain, drones can also be classified in the first step according to their flight
zone/environment: indoors or outdoors. It has to be kept in mind that the current
legislation in the different European countries mainly focuses on the regulation of
outdoor use. Here we analyse the current legal state and try to provide some
recommendations for proper indoor professional use as well.
Complex matters usually require the cooperation of all the different parties
involved, working together in an inter-/transdisciplinary team. Thus, to provide
feasible proposals, the AiRT consortium brings together partners from three
European countries with complementary experiences, skills, competences, and
resources. Therefore, experts in finding ICT solutions for complex topics related to
robotics, pioneers in the development of ultra-wideband-based indoor positioning
systems for moving objects, drone manufacturers, and specialists in creative
activities and aerial filming worked together on the guideline for this good-practice
book.
It is important to emphasize that the scenario for which the AiRT project was
developed—flying indoors—is not specifically regulated either by the European
Aviation Safety Agency (EASA) or by national aviation authorities. As a general
rule, these bodies regulate the operation of aircraft only in open airspace, paying no
attention to aircraft flying under a ceiling (indoors). This means that a drone
operator can fly a drone inside a roofed building with no restriction, and only the
permission of the owner is needed. However, this possibility normally fails, since
additional issues must be taken into account, such as the civil liability of the
operator or the owner in the case of an incident or accident. In other words, since
the factual and legal positions are not clarified, the owner or the insurer usually
refuses to grant authorization.
The definition of an “indoor space”, in terms of regulated operation by civil
aviation bodies, is not explicit, but it is generally accepted that indoors means any
airspace under a fixed roof or ceiling that could prevent an aircraft from gaining
altitude beyond this point. Whether this space has vertical walls or not is irrelevant.
In terms of safety, indoor operation offers some positive aspects:
• Short range of flight.
• Always flying with visual line of sight (VLOS), although obstacles can generate
shaded areas.
• Short flight time.
• Lack of meteorological variations that might disturb the flight operation.
• Enough resources at hand to provide easy operation (plugs, electrical power,
short distances, easy communication, etc.).
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On the other hand, violation of privacy, particularly related to private property,
such as gathering geographic information (images via satellite, aeroplanes, or
drones), has always been an issue for aerial filming. Thus, to maintain high ethical
standards, the consideration of ethical research conduct should be part of the project
from the very beginning, as ethics are relevant at all stages. In the case of indoor
use, it is essential to distinguish between private and public property. In the latter
case, the permission of the people affected is a key point. Even in the case of police
investigations, the concept of home intromission has been highlighted by the courts.
For example, the Spanish Supreme Court (2016), in its Sentence no. 329, 2nd
Room, Criminal Court, 20 April 2016, did not accept recorded images made with a
drone by the police, as there was no judicial authorization or property permission to
film inside that house.
2 Brief Overview of the Different Chapters of the Book
The chapter “The Drone Sector in Europe” illustrates the economic potential of the
steadily growing drone market, in Europe as well as China and the US. The latter
markets are considered to be the main ones competing with the European one, and,
as can be seen in the following chapters, non-uniform European laws may lead to a
competitive disadvantage of European companies, in particular SMEs. Therefore,
an in-depth analysis of drone applications for professional use by different indus-
tries, such as agriculture, media, mining, energy, construction, and so on, has been
performed. In addition, special attention has been paid to the creative industry
sector, which is particularly affected by the legal confusion. Thus, the importance of
a common European framework can be understood, and it is apparent that currently
the regulatory barrier seems to be the main impediment to the definitive taking off
of the drone industry (Pauner et al. 2015).
In the chapter “European Policies and Civil Drones”, the authors analyse the
drone policies in the European Union, providing a breakdown of the different types
of actors, drones, licenses, and insurance at the European and national levels.
Moreover, the ways in which all these policies affect producers and operators are
considered. The problems related to licenses, the type of drone and activity, and the
opportunity to have insurance can influence the development of the drone industry
in the future.
In the chapter “Spain-UK-Belgium Comparative Legal Framework”, the dif-
ferent legal frameworks from Spain, the UK, and Belgium are exposed. The CEOs
(Chief Executive Officers) of the three companies participating in the project
compare their regulations to illustrate the similarities and differences regarding civil
drones, not only for outdoor use but also for indoor use. Here the urgency of the
pending common European regulatory framework can be seen, and the authors
highlight how this could reduce many of the current legal uncertainties.
The chapter “Legal and Ethical Recommendations” is dedicated to legal and
above all ethical recommendations. As technology is difficult to regulate, other
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tools, such as co-regulation and self-regulation, although they can be considered as
soft instruments, are useful alternatives for manufacturers and operators of civil
drones (Stöcker et al 2017). As part of this project, we organized and held focus
groups with drone operators in the three participating countries. Including previous
research and the results of these focus group activities, the authors provide rec-
ommendations for producers, drone operators, and policy makers. The recom-
mendations cover safety, security, and privacy aspects. Bearing in mind that at
present some countries do not regulate the use of drones indoors, drone design by
default and professional experience are the most important parameters to guarantee
safe and secure drone flights indoors.
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The Drone Sector in Europe
Blanca de Miguel Molina and Marival Segarra Oña
Abstract The aim of this chapter is to review the industry sector in Europe, which
involves big companies as well as SMEs. The leading European countries, the main
competitors, and the main competitive advantages of the industry are analysed. We
have identified five different segments in which companies compete based on
distinctive features (toys, hobby/leisure, professional, commercial, and military).
The homogenization of the industry, especially in the toy, hobby, and commercial
subsectors, is mainly led by big companies, which at the same time also represent
the largest market share. We have concluded that there are no entry barriers besides
technology and commercial distribution, but the main difficulty that is hampering
the industry’s expansion is regulation. This affects in particular the hobby/leisure
and commercial drone segments, some areas more than others; while agricultural
and military drones are expanding and evolving rapidly, professional filming and
photography and toys are still too dependent on safety or legal issues, such as
privacy concerns. It is also remarkable that companies from China and the USA are
reaching the top positions. This should be taken into consideration by European
policy makers, as the decisions made in the next years will be the key to the
development of the sector in Europe.
1 Introduction
Why is it important to analyse the drone market first? There are two main reasons.
Firstly, it illustrates the potential of this steadily growing market, which, due to the
lack of unification of national laws in a common European regulation, is not fully
exploited. Secondly, it shows why it is so difficult to reach a common agreement:
B. de Miguel Molina (&)  M. Segarra Oña
Department of Management, Universitat Politècnica de València, Valencia, Spain
e-mail: bdemigu@omp.upv.es
© The Author(s) 2018
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tens of drone application and thus drone characteristics (e.g., size, weight, engine
power, range of the aircraft, etc.) exist. Thus, before regulating markets (drones),
first the market has to be described and analysed in detail to find a proper solution
that pleases all: industry, governments, the military, researchers, and the general
public.
How can we define the drone industry? This question needs to be answered to
structure the information, since up to now information regarding drones has not
been easy to find. This might be because the regulations do not fully support their
use, because military uses are still the most common ones and the army industry
treats everything as strictly secret, because technology is developing so fast that
sharing information would help competitors, or because the rise of the industry is so
fast that there is no time to analyse data and research the insights or to disseminate
news.
Although difficulties exist, we will retrieve information regarding the drone
industry and restructure it to try to provide readers with an engaging chapter that
helps them to understand the main facts, characteristics, and strategic opportunities
that the industry currently offers.
The Cambridge English Dictionary offers two definitions of a drone:
• an aircraft that does not have a pilot but is controlled by someone on the ground
and is used especially for dropping bombs or for surveillance (meaning careful
watching of a place);
• an aircraft without a pilot that is controlled by someone on the ground and is
used especially as a hobby.
These definitions are very useful, as they clarify not only the meaning but also
the main uses of drones. In the second definition, we could include different uses
that have recently appeared, such as safety purposes, transport and delivery, and so
on. As there is no unique word to name an aircraft without a pilot, it is also quite
usual to find the following definitions:
UAV (Unmanned Aerial Vehicle)
UAS (Unmanned Aerial System)
UCAV (Unmanned Combat Aerial Vehicle)
RPA (Remotely Piloted Aircraft)
RPAS (Remotely Piloted Aircraft System).
Drone and UAV/UAS are commonly used to refer to military uses and RPA/
RPAS to name drones with civilian purposes.
Although drones seem to be a very modern invention and there is no consensus
regarding the first use of a drone, it seems that drones started to be used for military
purposes. The first patent for a “Method of and apparatus for controlling mecha-
nism of moving vessels or vehicles” was filed by Nikola Tesla in 1898 (Infographic
2016), although it was in 1951 that the first prototypes of Ryan’s Q-2C Firebee
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pilotless aircraft were tested. Designed by the company Ryan Aeronautical as a
target contract from the North American Air Force, this drone was in production for
over 40 years and is still being used by some military organizations (San Diego Air
and Space Museum 2017).
Nowadays, different patents are being filed that are as specific as drones without
propellers (application number KR20150177849 20151214) or drones capable of
operating in an aqueous environment (application number US201614994662
20160113), showing how interesting the industry can be for new companies and
new business ideas.
2 Overview of the Drone Sector
The use of drones has been growing during the last years, and the two main market
segments (military and hobby/leisure) have turned into three, depending on their
final uses: military, commercial, and hobby. Figure 1 presents the estimated evo-
lution of the three segments. Although the military segment is the main market by
value, the figure indicates that the other two segments will expand during the next
years.
Although the use of drones has generated considerable controversy due to pri-
vacy and safety awareness, nowadays people’s perceptions about “good” uses of
drones related to civil uses (commercial and hobby) have changed their image and
acceptance (Table 1). Among the accepted uses of unmanned aerial vehicles, we
may cite those related to health (transport of blood and defibrillators), humanitarian
Fig. 1 Estimated value of drone market segments worldwide, 2016–2010 (mill. US$). Source
Own elaboration from data of Moe et al. (2016)
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actions (drones for social goods and humanitarian purposes), shipping products to
customers (Amazon’s fleet of drones), or ecological applications (surveying fauna
and forest monitoring), among others.
However, not only are the applications of drones evolving; the expected revenue
increase in the next 10 years is also impressive. According to Tractica (2017c), the
greatest evolution will take place in North America, Asia, and Europe, which are
also the areas of the market leaders nowadays.
The industry is growing fast, driven mainly by technology. The number of
drone-specific exhibitions and conferences is rising (for instance UAV Expo in
Brussels or AUVSI’s Xponential in the USA), and rapid industry developments are
evident. Some examples are drones with robotic arms that can grab objects and
magnetic pieces containing drone engines that can be adjusted to objects and turn
them into drones (prototypes by Prodrone, a Japanese company). Additionally,
though, safety and research are leading the change, and interesting conclusions are
being drawn; indeed, the British company Consortiq’s CQNet, by collecting and
analysing data, defines landing with minimal battery charge as the main reason for
the lack of drone safety. The possibilities of the industry are immense, and currently
the regulatory barrier (Pauner et al. 2015) seems to be the main impediment to the
drone industry taking off definitively (Fig. 2).
Regarding manufacturers, China’s DJI followed by the French Parrot occupy the
top positions, according to Droneii (2016a), followed by Chinese and North
American companies, as reflected in Fig. 3.
Table 1 Acceptable drone applications
Accepted uses
Source Use
Amukele et al. (2017) Blood transportation
Hardy et al. (2017) Mapping malaria vector habitats
Pulver et al. (2016) Transporting automated external defibrillators
Chabot and Francis (2016) Bird detection
Hodgson et al. (2017) Surveying marine fauna
Sankey et al. (2017) Forest monitoring
Casella et al. (2017) Mapping coral reefs
Szantol et al. (2017) Mapping orangutan habitat
Chowdhury et al. (2017) Disaster response and relief
Restas (2015) Supporting disaster management (earthquakes, floods, fires)
Source Own elaboration from different sources
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Fig. 2 Projected commercial drone revenue from 2015 to 2025 (in million US dollars). Source
Own elaboration from data of Tractica (2017c)
Fig. 3 Drone company ranking, Q3 2016 (Droneii 2016a), with permission of the company
(https://www.droneii.com/top20-drone-company-ranking-q3-2016)
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3 Market Segments
Segmentation is a market strategy focused on the consumer side, which allows a
better fit between products and users’ requirements (Smith 1956). A firm that
follows a market segmentation strategy is expected to increase its profitability
(Wind 1978), although an empirical study is needed. In this study the basic
demographic data, such as customer characteristics, users’ needs, final use, and so
on, are necessary to determine the different existing segments. This goal of this
study is to identify and classify the market segments or “sets of buyers” that indeed
will be the industry’s target groups and will define companies’ marketing strategies
(Venter et al. 2015).
Markets for drones tend to be segmented in relation to their use, which also
corresponds to price ranges. Generally, the sector is structured in three groups:
military, commercial, and hobby. For our analysis, however, we have divided the
market into five groups (Table 2), which we have defined after taking into con-
sideration the theoretical market segmentation background.
Forecasting undertaken for the industry by the Teal Group (2013) and Tractica
(2016, 2017a), among others, predicts future growth for all the market segments.
For example, concerning the hobby segment, Tractica (2016) indicates that the
revenue worldwide amounted to US$1865.65 million in the year 2015. Moreover, it
estimates that the revenue for this segment will be US$3528.73 million in 2018 and
US$5031.36 million in 2022. In relation to the military segment, the Teal Group
(2013) estimates that the production value worldwide will be US$2629.1 million in
2015, while it will be US$4075.4 million in 2018 and US$8076.4 million in 2022.
Table 2 Market segments for drones
Use Customer target Price (€) Example of drones
Group 1—Toys Children 49.95 X_DRONE_ATOM_221
Group 2—Hobby Young people and adults 179.99 Cheerson CX 20





DJI Inspire 1 Pro
Parrot BEBOP 2 FPV
Group 4—Commercial Companies in industries such







Group 5—Military Governments Not
available
RQ-2A Pioneer
Sources Teal Group (2013), Tractica (2016, 2017a), and own elaboration through an analysis of
the companies in the sector
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The use of drones for commercial purposes in outdoor environments has
increased in recent years, and this tendency will continue in the future. Their use for
commercial purposes means their use in sectors such as infrastructure, transport,
insurance, media and entertainment, telecommunications, agriculture, security, and
mining (PwC 2016). Tractica (2017c) indicates that the worldwide revenue for
commercial drones was US$452.43 million in the year 2015. It estimates that the
revenue will be US$1110.59 million in 2018 and US$5334.68 million in 2022.
Figure 4 shows that the highest estimated growth in the next years will occur in
the commercial segment; that is, companies in other industries will demand more
drones for monitoring activities, mapping, and surveying (Narkus-Kramer 2017). In
the future more industries will probably find new applications for drones that the
current technology does not allow; then drone manufacturers will offer these fea-
tures in their products (Ott 2012). Movement to the commercial segments can be
detected nowadays in companies such as DJI, which has started to partner with
other companies to offer drones with software specializing in agriculture, mining,
and construction.
Focusing on the European market, Table 3 might explain why companies are
interested in the drone industry and are developing specific software for drones. The
turnover data show that the highest values are for energy, construction, agriculture,
real estate, and transport. However, if we consider turnover by firm, interesting
markets for drone manufacturers will be energy, water and waste, postal and courier
activities, telecommunication, and mining. All these sectors are currently target
markets for drone manufacturers.
Fig. 4 Estimated growth for segments in the next years. Source Own elaboration from data of the
Teal Group (2013) and Tractica (2016, 2017c)
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4 Main Competitors in the Sector
Competitors in the drone sector operate globally, and this environment increases the
rivalry in the market. To obtain a list of competitors in the industry, we used
different lists obtained from sources specialized in the field (PwC 2016; Droneii
2016a) and a statistical database (Statista).
Through the analysis of the information on the web pages of the companies in
these lists, including the products offered by the companies and their prices, we
have organized the competitors using the same groups of markets as defined in
Sect. 2. Therefore, we have established five groups of competitors depending on the
market segment in which they sell their products (Tables 4, 5, 6, 7, 8):
– Group 1: manufacturers offering drones to consumer markets as toys,
– Group 2: manufacturers offering drones to consumer markets as hobby products,
– Group 3: manufacturers offering drones for professional purposes,
– Group 4: manufacturers offering drones for specific industries,



















































bUtilized agricultural area (thousands of hectares)
cOutput of the agricultural industry at basic prices (after taxes but including subsidies; million €)
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Group 1 (Toys) includes manufacturers of drones of which the customer target
is children, who will have their first experience of flying drones. Table 4 presents
some examples of the companies included in this group, indicating that the prices
are around €100 and that some models carry a camera while others do not.
Companies use external selling channels, such as Amazon, to reach their customers.
European manufacturers in this group have to compete with Chinese firms.
Group 2 (Hobby) involves manufacturers of products that are focused on dif-
ferent customers from Group 1, who want to film themselves and their relatives and/
or friends while participating in action sports or other activities. Taking into account
the higher purchase capacity of customers in this group, drones will include more
technical features than those in Group 1. These features might include a camera and
storage function (e.g. Micro-SD card or similar). These recreational customers are
also looking for customizable and programmable features, ease of use, durability,
and flight time. They are willing to pay between €500 and €1500 for drones
included in Group 2, and they buy them directly from the manufacturer’s website,
through Amazon, and through other dealers, such as www.aliexpress.com or www.
tomtop.com (Table 5). This group seems to be more profitable considering the
number of companies involved in it. However, companies have to compete with an
important rival, the Chinese firm DJI.
Group 3 (Professional) includes manufacturers of drones for professional
filming and photography. Drone operators whose main activity is aerial filming
services use these types of products, which are sometimes high models of those
shown in Group 2. The prices are below €10,000, and DJI is an important rival.
This company is very active in partnering with other firms for both hardware and
software. Nowadays, DJI competes with firms that offer drones with cameras
(Inspire 2, Phantom 4 Pro) and with those that offer drone platforms to carry
different cameras (Matrice 600 Pro, Spreading Wings S1000 +). It is difficult for
smaller companies to offer both products, so they need to choose between them.
Offering a platform without a camera would allow customers to fit the drone with
professional cameras, such as RED and Alexa, with a higher final cost for the user.
These cameras are heavy and need bigger drones with the capacity to fly with a
heavy camera.
Group 4 (Commercial) involves manufacturers that develop solutions for
specific industries. The value of the offering is based more on the software and
applications than on the drone itself. Companies partner (Droneii 2016b) with
software firms (Airmap, Facebook), hardware firms (Intel, Leica Geosystems), and
cameras makers (Sony) in an effort to increase the value associated with their
products. As a result, the final price of the solution, which includes a drone, is
higher. Moreover, some drone manufacturers offer the software with a yearly fee
license (Kespry), following the rules from the software industry. Group 4 also
includes companies that offer services through a drone instead of selling it. The
company designs and assembles the drone, but its business model is built on
offering services related to drones as its value proposition. Therefore, Group 4
includes companies offering only the product (drone and software), the product and
services, and only services.
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Few companies in Group 4 sell through their own online shop. Table 7 indicates
that these companies are the ones with lower prices. The rest of the firms tend to sell
directly to customers or use specialized dealers.
Group 5 (Military) includes manufacturers focused on defence and military
purposes. They sell to armies, governments, and defence organizations like NATO
(North Atlantic Treaty Organization). Companies need to fulfil the requirements
specified by each government in security assurance relations. Some companies have
started to offer products to customers in Group 4, as some of their products can be
used for surveillance and monitoring. This might indicate their interest in the
increase in the commercial market and the capacity of some of these industries to
assume higher costs in buying drones and the services associated with them.
Military companies have skilled resources and technologies that can be used for
different purposes.
The software incorporated into drones has been demonstrated to be an impor-
tance source of value creation. This has produced parallel growth in companies
focused on software development. Among these companies are Airware (USA),
Dedrone (Germany), DroneDeploy (USA), MapBox (USA), PIX4D (Switzerland),
RedBird (France), SkyWards (USA), and Skyworks Aerial System (USA). Most
companies are from the United States and others are from European countries,
outlining the drone industry. Some solutions allow the processing and analysis of
data from images captured through drones, adapting their solutions to different
industries (mining, agriculture, surveying, construction, etc.). Other companies
work as developers of drone detection (Dedrone), flying simulators (Redbird), and
platforms that publish data obtained through other drone software (MapBox).
The main conclusions that we could obtain from the analysis of the competitors
are the following:
(a) As shown by the number of companies that enter the drone market every year,
there are no high barriers to entry.
(b) Companies have started to extend their customer segments, especially the
biggest companies in the sector. This can be observed in DJI, 3D Robotics, and
Parrot, but also in some companies operating in both the commercial and the
military segment.
(c) Camera makers and software developers are strategic partners for drone com-
panies. For example, big companies use cameras and software to offer products
with a higher value and adapt them to each segment. The final cost of the
solutions will increase with these additional features. Increasingly these cus-
tomers pay for the software included as an annual fee.
(d) New features spread rapidly through the industry (incremental innovations such
as extended flight time, better cameras, less noise, auto charging batteries, etc.).
(e) The high number of competitors in the market might explain why they offer
more than one selling channel for their products, although this is less usual for
higher-priced drones (the military segment and some commercial solutions).
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(f) While companies are selling lower-priced drones online, higher-priced drones
are usually sold directly after contact by email or through a worldwide distri-
bution channel.
(g) The main support is obtained by users through channels including phone,
email, and web pages.
(h) The price of military drones is not readily available and might depend strongly
on the amount ordered, extra features, and the strategic point of view.
5 Main European Figures
Tractica’s (2017b) data indicate that the revenue from commercial drones in Europe
in 2015 was US$99.53 million. Moreover, they estimate important growth in
revenue from 2016 to 2025. They forecast US$250.99 million in revenues for 2018,
US$1248.32 million for 2022, and US$3035.33 million for 2025. Figure 5 presents
these data in percentages, showing the highest growth period as 2018–2022. In
terms of units, the current use of drones in Europe (SESAR 2016) is limited to
around 1000 military drones, 1–1.5 million consumer drones, and 10,000 units of
commercial drones. SESAR (2016) forecasts 200,000 units in 2025 and 395,000 in
2035 for the commercial domain, agriculture being the main domain with 150,000
units in 2035. Other important domains are energy (10,000 units), public safety and
security (60,000), e-commerce and delivery (70,000), mobility and transport
(1000), and others (media, mining and construction, insurance, real estate,
telecommunication, and academic research) with 100,000 units in 2035. On the
other hand, the main opportunities in the sector will be associated with service
activities (related to software, data, and flying operations), which will absorb 80%
of the total economic impact in 2035 (SESAR 2016).
Table 9 shows the location of drone companies in Europe and indicates that the
main countries are the United Kingdom, Italy, Germany, and France. The impor-
tance of these countries is also clear when data about international trade and the
number of operators registered are exposed. International trade data indicate that the
country that imports the most drones is the United Kingdom, followed by India,
Italy, Azerbaijan, Germany, Turkey, France, Singapore, and Brazil (The Guardian
2015a). On the other hand, the main exporting countries of drones are Israel, the
United States, Canada, Russia, France, Austria, Italy, Germany, and China (The
Guardian 2015b). Other sources include Spain and Switzerland among the
important countries in the European drone market (Wichmann 2017). Tables 4, 5,
6, 7, 8 present the European manufacturers in each of the five segments analysed,
and they included some of these countries. The leading European (Government
Office for Science 2017) RPAS manufacturers are Parrot (France), AirRobot
(Germany), Ascending Technologies (Germany), MicroDrones (Germany), UAV
Factory (Latvia), and Aerialtronics (Netherlands).
Data about the number of drone operators certified are published by the aviation
authorities of each country, although these data are not always available, because in
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some countries, such as Germany, there is no registration of drone operators.
Table 10 presents the number of licensed operators for some countries. This
number has increased in the last years and is continuing to grow, indicating the
attraction to this market of new professionals and companies. The activities carried
out by these professionals and companies differ by country. For example, in Spain
(Todrone 2016) the main activities using drones undertaken by companies and
RPAS operators are audiovisual/leisure (45.8%), infrastructure/mining (16.9%), and
agriculture/environment (14.5%). In the United Kingdom (Government Office for
Science 2017), however, the main activities are aerial photography/video,
surveying/mapping, aerial cinematography, and industrial inspection.
Fig. 5 Estimated growth in revenues for commercial drones in Europe. Source Own elaboration
from data of Tractica (2017b)






USA 229 Israel, Spain 16
China 38 Australia 15
UK 34 Austria, Netherlands, Sweden,
Switzerland
8
Italy 31 Portugal, Romania, Slovenia, Ukraine 4
Germany 30 Belarus, Belgium, Bulgaria, Czech
Republic, Finland, Serbia
3
France 28 Estonia, Hungary, Latvia 2
Canada,
Russia
20 Denmark, Greece, Ireland, Luxembourg 1
Source AUVSI (2016)
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6 Conclusions
In this chapter the available information regarding the drone industry has been
compiled and analysed. Despite the sector having both technological and economic
importance, there are important barriers preventing its expansion. The biggest
barrier to the industry’s development is regulation, which limits the use of drones
based mainly on two different reasons: safety and security/privacy. Europe has to
resolve this issue as quickly as possible, before the other two big economic
countries, the USA and China, achieve advances that are too great compared with
those of European firms, leading to an increased gap in academic, technological,
business, and social development areas.
Although the first drones were produced in 1951 and the first document
regarding unpiloted aircraft was patented in 1898, the main evolution of the drone
industry has occurred in recent years, led mainly by military needs. Nowadays the
most innovative drone uses can be associated with collaboration (health and drugs
delivery, emergency surveillance, security, etc.) and commercial efficiency (agri-
culture, topography, etc.).
It is important to distinguish among the different segments within the drone
industry, since the needs and characteristics of different end users are distinct and
therefore the strategic considerations should be addressed separately. In this chapter
five different segments have been identified:
• Toys, for which the final customers are children or young people and the use is
educational.
• Hobby/leisure, for which the final customers are young people and adults for
recreational uses.
• Professional, for which the final customers are drone pilots and the uses are
aerial filming and photography services.
• Commercial, for which the final customers are companies and the uses are
agriculture, media, mining, energy, or construction activities.
• Military purposes (vigilance, combat, etc.), for which governments are the end
customers.
Table 10 Certified drone operators by country
Country Operators Source
United Kingdom 3046 Civil Aviation Authority (2017)
Ireland 172 IAA (2017)
France 2250 Statista (2016)
Spain 2420 AESA (2017)




Source different sources (n.a.: not available)
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These segments differ significantly. The price ranges vary widely as well as the
basic drone characteristics, like drones with/without a camera, camera quality, flight
stability requirements, flight time, data transmission, and so on, so the competitive
analysis of the segments must be conducted separately.
Regarding the toy drone subsector, the price is the decisive feature, while quality
and technology are not so important. In this segment European companies (mainly
from France, UK and the Netherlands) coexist with Chinese ones, whereas North
American ones are not represented. Chinese companies offer the cheapest drones
(although the French company Parrot offers a minidrone for 30 euros) and have the
widest distribution network (not only Amazon but also Aliexpress, which is the
most recognized Chinese online seller). To sum up, the companies in this segment
follow a cost-based strategy, and Chinese companies seem to have more options.
Only by offering distinctive features (for example educational) or additional ser-
vices (such as competitions for children and young people) can European compa-
nies play a role.
The second segment, which we called “hobby”, seems to be more interesting for
European companies, as quality, reliability, and technology play an important role
in the final buying decision. The prices are higher (500–1000 euros); however,
although they are important, the prices are not the primary aspect that final users
consider when making their buying decision. Technology development (for
example allowing the drone to follow you automatically when playing sport,
associating with healthy applications, connecting to the usual devices, such as
mobile phones or computers, to transfer data and images, and improving the safety
measures) are the distinctive features that may define the best players in the near
future. Chinese companies coexist with North American and European ones, with
no clear leader. The distribution channels, technical support, and after-sales support
are named as the key aspects, together with keeping in contact with the regulatory
level to comply with safety regulations quickly and safely.
The “professional” segment is experiencing vibrant competition among the
European, North American, and Chinese manufacturers. Although the market was
led by European companies, the Chinese giant DJI is growing fast, along with other
companies, such as Walkera, Zerotech, and Yuneec. The importance of pilot
training courses, fair attendance, after-sales and technical support, and the software
cost will define the subsector in the near future, together with filming/camera
quality and ease of use. The regulations heavily constrain the final users, as they
face the need for permits and licences and/or geographical restrictions in carrying
out their work properly. The final price still differs by 30–40%, but, as the final
characteristics are not especially different, this subsector will tend towards
homogenization unless clear quality/technological/service characteristics appear.
The commercial segment has a bright future and is currently the most interesting
segment in which to compete. The final prices of drones are high, and the regulations
do not particularly affect the final uses, as the main activities are carried out in rural
areas or in emergency situations. Most of these drones can be adapted to the final use
and associated services, as software and support add value to the final product.
European and North American companies are definitely the leaders in this group.
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Information regarding the military segment, especially price and distinctive
features, is not easy to find. No Chinese company is competing in this segment, and
North American and European companies are mainly leading the segment devel-
opment. The regulations do not affect the development of this segment as heavily,
as the defence and civil fields differ in their limits and possibilities. These com-
panies are often targeted directly by governments due to information restrictions,
assuring, on one hand, the technological development and, on the other hand,
strategic defence and information upgrades.
The easy of entry into the industry and the expansion of the biggest manufac-
turers, DJI especially, to other segments, is an important threat for companies
operating in segments such as professional and commercial. Moreover, this big firm
enters the segment with lower prices, forcing the existing companies to reduce their
own prices. Companies are also responding to this threat with a value increase of
their products, based on their associated software, which has been developed for
specific industries (agriculture, mining, etc.). As a consequence, products have
become solutions and cooperation between drone manufacturers and software firms
has been the trend during the last years. Military companies have also been attracted
to the commercial segment, taking advantage of its advanced technology, which can
be used in industries other than defence. Despite positive forecasts for the com-
mercial segment in the next two decades, an increase in rivalry might reduce the
profitability in the medium term due to the life cycle of the technologies incorpo-
rated into the products. Companies will need to adapt their solutions constantly and
take care of their customers by supporting them in purchasing, use, and
maintenance.
The main difficulty that we faced during the elaboration of this chapter was the
lack of statistics related to this sector. The registration of drone operators, including
the drones to be operated, would increase the information available for companies,
policy makers, and researchers.
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European Union Policies and Civil Drones
Virginia Santamarina Campos
Abstract This chapter provides an analysis of the drone policies in the European
Union, divided into types of actors (manufacturers, operators, and pilots), drones
(more or less than 150 kg, risk classification), licenses, and insurance (depending
on the drone and the activity), at the European level. All these policies affect
producers and operators. The problems related to licenses, the type of drone and
activity, and the chance of obtaining insurance will have an impact on the devel-
opment of the drone industry in the future. According to the European Union, there
are two main current recommendations when regulating drone use: (a) distinguish
not by mass but by risk (although mass is a parameter to bear in mind) and (b) do
not distinguish the use/mission of the drone, since, depending on the drone, the
risks can be the same for both professional and hobby/leisure use.
1 Introduction
Many proposals concerning how to classify drones, RPASs (remotely piloted air-
craft systems), UASs (unmanned aircraft systems), or UAVs (unmanned aerial
vehicles) can be found in specific literature, and a comparison of these can be
consulted in, for example, Hassanalian and Abdelkefi (2017). A basic classification
first of all distinguishes the mission of the drone: civilian or military. Of course, one
question immediately arises in both cases: why employ a drone? The advantages for
both civilian and military missions are quite obvious: the “flying robots” are
unmanned. Thus, for example in military operations, the injury/loss of a pilot can be
avoided. However, this is also true for civilian purposes. The inspection of a bridge
can be performed by a drone (RPAS), and no engineer has to climb or abseil for
monitoring purposes. Deployment and maintenance are also cheaper, which is
another benefit when drones are employed. This has made basic and applied
research in the last years attractive for both types of mission, civilian and military.
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As a consequence, great technological progress has been achieved, leading to the
successful introduction of drones into the mass market with low prices and their use
in different sectors, such as leisure, cultural heritage, industrial inspections, agri-
culture, emergencies, surveillance, transport, health, and so on.
This is reflected in the fact that the drone market has increased exponentially in
the last years. As shown in Fig. 1, not only manufacturers but also services com-
pound this sector, in which manufacturers and components comprised 45% in 2016
(platforms 29% and components and systems 16%), while related activities inclu-
ded the remaining 65%, such as services (20%), universities and research pro-
grammes (10%), software (7%), news/media/blogs (6%), coalitions/organizations/
initiatives (5%), conferences and events (3%), operator marketplaces (2%), drone
insurance (2%), and user groups/networks (1%).
On the other hand, new applications can generate a larger market in the coming
years, in which the business opportunities can generate a value of more than 127
million dollars (Table 1).
However, this situation entails a legal vacuum, whereby drones fall outside the
aviation rules if their weight is less than 150 kg (Regulation CE no. 216/2008), and
in this case each Member State of the European Agency of Safety Aviation (EASA)
has to define its own parameters (EASA 2015, 2017).
Fig. 1 The drone market environment map 2016, with permission of the company. Source
Droneii (2016)
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2 Actors
According to the EASA (2015, 2017), different stakeholders are affected by civil
drones: national aviation authorities, the aviation industry, air navigation service
providers (ANSPs), airspace users (or pilots), manufacturers, drone operators, and
the general public.
In our research five main parties should be taken into account:
– Drone manufacturers: that is, the producers of the final product. They could be
from the EU or from a non-EU country. Nevertheless, all of them should comply
with the EU country requirements.
– Operators: people holding a license to navigate a drone as well as people who
give training to other pilots. That is, their drone use has purely a professional/
commercial purpose.
– Pilots/users: they can also be operators when there is professional/commercial
use of the drone, but they might also hold no license if the drone weight is below
a specific value and is used just for hobby/leisure purposes.
– Members of the general public: their safety and security can be affected by a
drone. The main concerns for people are related to safety, the environment,
privacy, and data protection (Smith 2014).
– The economy: businesses that may include the use of UASs in their business
model to lower costs and/or add new innovative services.
In the case of civil drones weighing less than 150 kg, it is apparent that different
European countries regulate the activity of these actors differently. For example, in
2016 the use of camera drones was made illegal in Sweden by its Supreme
Administrative Court unless the users have been granted a special surveillance
permit (BBC 2016), even though in 2014 more than 1000 permits were issued for
the use of camera drones for commercial purposes in this country.
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3 European Policies: A Brief Review
The EASA (2015: 4) provided a regulatory definition of a drone, which could be
very useful in the case of courts’ discrepancies:
Drone shall mean an aircraft without a human pilot on board, whose flight is controlled
either autonomously or under the remote control of a pilot on the ground or in another
vehicle.
Moreover, a consultation for this Advance Notice of Proposed Amendment
(A-NPA) (EASA 2015) was open until 25 September 2015. This proposal basically
distinguished three categories of drones depending on the risks associated with
people and property: open (low risk), specific (medium risk), and certified (high
risk) (Fig. 2).
• ‘Open’ category (low risk): this could include indoor drones
• ‘Specific operation’ category (medium risk): a manual of operations with a list
of the risk mitigation measures will be required
• ‘Certified’ category (higher risk): a licence and approval of maintenance,
operations, training, and so on will be required.
Following that proposal, a new one was presented by the EASA in (2017) to
create a regulatory framework for the operation of drones in the case of the open
and specific categories. This draft was available for enquiry until 15 September
2017. All this information will be used by the EASA to elaborate a comment review
document (CRD).
Fig. 2 Changes proposed by the EASA. Source own elaboration adapted from the EASA
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The European Council and the Parliament are continuing to work together to
provide a common regulatory framework to support the European competitiveness
and leadership in the drone sector to deliver new employment and business
opportunities and, at the same time, to respect safety, privacy, and the environment,
as stated in the Warsaw Declaration (EASA 2016).
This new regulatory framework is supposed to be presented to the European
Commission by the end of 2017, so at present licences and assurances and types of
activities and drones are still regulated differently by the European countries, as we
can see in the chapters “Spain-UK-Belgium Comparative Legal Framework” and
“Legal and Ethical Recommendations”.
However, some countries have started to change their own regulations. For
example, in the UK, even with the “Brexit” process pending and without knowing
whether that future framework will be applied in this country, in 2017 the
Government announced a plan to require the owners of drones weighing more than
250 g to register their devices (TechCrunch 2017). Moreover, a new drone safety
awareness test will have to prove that the drone operators understand the relevant
safety, security, and privacy regulations.
4 Insurance Regulations and Drones
in the European Union
The European Insurance Regulation on the insurance requirements for air carriers
and aircraft operators (European Commission 2004) requires them to be insured
with some exceptions: among them, these include model aircrafts with a maximum
take-off mass (MTOM) of less than 20 kg when used for non-commercial purposes.
However, even though there is no definition of what a model aircraft is for the
purposes of the European Insurance Regulation, it is assumed that it encompasses
drones. Therefore, an operator is exempt from the insurance requirement if he/she
uses a drone weighing less than 20 kg for non-commercial purposes (Farrar’s
Building 2016).
Moreover, article 3 of this Regulation provides the following definition of an
aircraft operator:
… means the person or entity, not being an air carrier, who has continual effective disposal
of the use or operation of the aircraft; the natural or legal person in whose name the aircraft
is registered shall be presumed to be the operator, unless that person can prove that another
person is the operator.
Furthermore, a commercial operation is defined as “an operation for remuner-
ation and/or hire”. Therefore, any purpose that could generate income must be a
commercial purpose and require the drone operator to hold insurance; in this sense
most commercial uses will be obvious if the drone is being used by a company or
organization (Farrar’s Building 2016).
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5 Conclusions
The drone market has increased exponentially in the last years, and many involved
parties depend on drone activities: national aviation authorities, the aviation
industry, the general public, manufacturers and operators of drones, air navigation
service providers (ANSPs), and airspace users (or pilots). However, at present,
without a common regulatory framework, different European countries regulate the
activity of these actors in different ways. Those uncertainties hamper the economic
development of this big European market.
While in the case of professional and commercial activities the rules seem to be
easier to approach (as, for example, in the case of insurance for drones), the reg-
ulation of recreational activities might be quite difficult. For this reason the
European Agency of Safety Aviation (EASA) is continuing to work to provide a
common regulatory framework to support the European competitiveness and
leadership in the drone sector, to deliver new employment and business opportu-
nities, and, at the same time, to give other European citizens who could be affected
by drones’ activity more safety and security.
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Spain–UK–Belgium Comparative Legal
Framework: Civil Drones for Professional
and Commercial Purposes
Miguel Rosa, Gavin O’Brien and Vadim Vermeiren
Abstract The aim of this study is to compare the regulations of the three European
countries applied to drones or RPASs (remotely piloted aircraft systems) to find
similarities and differences, particularly in the use of civil drones for professional
and commercial purposes. This analysis gives a clear understanding of the
requirements that each country establishes to operate with drones in its territory. As
a general rule, countries regulate the activity of drones in their territory by residents
in the country, although they leave the door open to operators from other countries
to operate legally. In general, the focus of international and national regulations is
given to safety. Nevertheless, small drones avoid many of these requirements, as
they weigh less than 150 kg and pose fewer risks to people. However, bearing in
mind that this kind of work could be related to creative industries, on a professional
level, insurance should cover any property damage.
1 Introduction
Since approximately 2011 there has been an increasing tendency to legislate the use
of drones in the civil sphere, countries being incorporated with more or less celerity
into a regulatory process that is lengthened by the aeronautical approach adopted.
Drones are rated as aircraft and treated as such in the use of airspace and in their
relationship with other users, both active (other aircraft) and passive (people who
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are outside the scope of use but who may be affected), with a requirement for safety
conditions in the operation that are comparable as far as possible to those of manned
aviation.
As Bernauw (2016) highlights, Art. 8 of the Chicago Convention (ICAO 2006)
subjects the operation of drones to national authorization. The consequence at
present is a regulatory environment that differs between the respective countries,
from permissive to restrictive, while the professional and commercial use of drones
has an impact on safety that must be addressed.
In countries that already have legislation, there is evidence of some homogeneity
in some aspects of regulation, as is the case with the weight limits (MTOW,
maximum take-off weight) of regulated aircraft, the operation limits (height, dis-
tance to the pilot, etc.), or the registration requirements for the operator, although
there is no harmonized regulation in common spaces such as the European Union
(EU). In this regard the strategy has been defined to achieve common European
legislation (towards 2018), and working groups have been established to develop it
under the ward of the Council, the European Commission, and the European
Parliament, with the EASA (European Aviation Safety Agency) working on
drafting legislation.
Bearing in mind that, although there will be a common European regulation,
there will always be differences from the regulation of other countries outside the
EU. The approach of this study is to attain adequate practical knowledge of the
regulation of each country to provide academia with a comparative legal framework
as well as to give the user a tool to obtain this information. The parameters analysed
are:
• Updated legislation applied in each country;
• Limitations for operating drones;
• Compulsory requirements for operators, drones, and pilots to operate drones.
As a sector that is in the process of settlement and based on technologies that
evolve very quickly, it is important to keep in mind at all times that there will be a
frequent dynamic of changes and updates of legislation until standardized forms of
technology utilization are adopted. For this reason references are included to reg-
ulatory agencies and links to the information sources, with the date of the last
version of legislation in force.
A table has been drawn up (Table 1) to provide a reference document containing
adequate knowledge of the specific legislation. The nomenclature and explanation
of the sections are detailed. The table’s format tries to parameterize or group the
most relevant aspects of each of the regulations under study in sections that are
common or at least similar. Although at first glance this is a complicated task due to
the different ways of approaching drones’ operation, control, and regulation in each
country, some common areas have been defined to provide an appropriate guide to
be introduced in each piece of legislation.
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Regulatory body Regulatory body name Link provided in the
reference list
Date of last normative update Date of last normative
update
Law that publishes it





Value Maximum take-off mass
limit value
Divisions according to MTOW Value Value that limits divisions
Maximum flight height Value Value
VLOS (visual line of sight) Value Explanation of conditions
VLOS—distance to pilot Value Explanation of conditions
EVLOS (extended visual line of
sight)
Value Explanation of conditions
BVLOS (beyond visual line of
sight)
Value Explanation of conditions
Number of RPASs piloted by the
same pilot
Value Value
Areas of operation Description Explanation if needed
Periods of operation Value Explanation if needed
Dangerous goods and substances
shipped
Value Explanation if needed
Flight zones Aeronautical zone Requirements
Distance from airports Value Explanation if needed
Requirements for the operator (Documentation)
Registration request Value (yes/no) Explanation if needed
Test flight request Value (yes/no) Explanation if needed
RPAS characterization sheet Value (yes/no) Explanation if needed
Safety study Value (yes/no) Explanation if needed
Operation manual Value (yes/no) Explanation if needed
Maintenance manual Value (yes/no) Explanation if needed
Additional measures Value (yes/no) Explanation if needed
Incident notifications Value (yes/no) Explanation if needed
Civil liability insurance Value (yes/no) Explanation if needed
Requirements according to
operators’ origin
Value Explanation if needed
Special permit to operate for
foreigners
Value Explanation if needed
(continued)
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2 Regulatory Framework General Evolution
For some years aeronautical authorities have been concerned about the general-
ization of drones’ use, and since 2011 an important effort has been made to inte-
grate these aircraft into the air space with the maximum safety conditions for all
users. The problems are the coordination of the different sensitivities and the
establishment of a technical scheme suitable for all countries. From the ICAO
(International Civil Aviation Organization), coordination is attempted somehow





Type of qualification (license) Type Explanation if needed
Basic Value Explanation if needed
Advanced Value Explanation if needed
Practical qualification Value Explanation if needed
Requirements Value Explanation if needed
Flight/training hours Value Explanation if needed
Divisions according to MTOW Value Explanation if needed
Medical certificate Value (yes/no) Explanation if needed
Language Value Explanation if needed
Radiophonist license Value Explanation if needed
Requirements for RPASs
Identification/registration Element Explanation if needed
Airworthiness certification Value Explanation if needed
Command and control link Value Explanation if needed
Maintenance Type Explanation if needed
Test flights Type Explanation if needed
Requirements for operation
Previous communication Value Explanation if needed
Permission Value Explanation if needed
Non-segregated airspace Value Explanation if needed
Exceptions Value Explanation if needed
Use of RPASs in emergency cases Value Explanation if needed
RPAS protection and recovery
areas
Value Explanation if needed
VLOS Value Explanation if needed
EVLOS Value Explanation if needed
BVLOS Value Explanation if needed
Source Own elaboration
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Authorities for Regulation of Unmanned Systems) or through the States within the
European Union. Consequently, as it can be seen, different actors influence this
regulatory framework, which can sometimes be confusing.
2.1 European Parliament Ruling on Drones
Being aircraft, drones have to comply with aviation safety rules. International civil
aviation rules at the United Nations level have prohibited unmanned aircraft from
flying over another state’s territory without its permission since 1944. In the EU the
current regulatory system for drones is based on fragmented rules, with many
Member States having already regulated or planning to regulate some aspects of
civil drones with an operating mass of 150 kg or less. The responsibility for civil
drones of over 150 kg is left to the European Aviation Safety Agency (EASA).
However, the extent, content, and level of detail of national regulations differ, and
conditions for mutual recognition of operational authorization between EU Member
States have not been reached.
In 2012, having completed a set of consultations, the Commission published a
staff working document on the civil use of RPASs and established a European
RPAS steering group to plan and coordinate EU work on civil RPASs. In 2013 the
steering group presented its recommendations in a roadmap that covers all types of
RPASs except model aircraft and toys. The roadmap identifies potential improve-
ments to the existing regulatory framework and outlines the research and tech-
nologies necessary for the safe integration of RPASs into the EU aviation system.
Subsequently, in 2014 the Commission adopted a Communication outlining a
strategy for opening the aviation market to the civil use of RPASs in a safe and
sustainable manner. It focuses on how to enable the development of RPASs while at
the same time addressing their societal impact. The Commission noted its intention
to take a step-by-step approach by first regulating drone operations with mature
technologies. More complex operations would be permitted progressively. In the
longer term, the objective is to integrate RPASs into non-segregated airspace,
which is open to all civil air transport.
2.2 European Aviation Safety Agency (EASA)
The European Aviation Safety Agency (EASA) has been tasked by the European
Commission to develop a regulatory framework for drone operations and proposals
for the regulation of “low-risk” drone operations. To achieve this, the EASA is
working closely with the Joint Authorities for Regulation of Unmanned Systems
(JARUS).
Regulation (EC) No. 216/2008 mandates the Agency to regulate unmanned
aircraft systems (UASs) and in particular remotely piloted aircraft systems (RPASs)
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when used for civil applications and with an operating mass of 150 kg or more.
Experimental or amateur-built RPASs, military and non-military governmental
RPAS flights, and civil RPASs below 150 kg, as well as model aircraft, are reg-
ulated by the individual Member States of the European Union.
The EASA has been tasked by the European Commission—following the Riga
Conference (held in 2015) and its associated Declaration—to develop a regulatory
framework for drone operations as well as concrete proposals for the regulation of
low-risk drone operations.
The “Advance notice of proposed amendment 2015-10” (A-NPA) (EASA
2015a) reflects the principles laid down in the Riga Declaration. It follows a risk-
and performance-based approach; it is progressive- and operation-centric. It intro-
duces three categories of operations as already proposed in the published EASA
“Concept of operations for drones”:
• An “open” category (low risk): safety is ensured through operational limitations,
compliance with industry standards, requirements for certain functionalities, and
a minimum set of operational rules. Enforcement shall be ensured by the police.
In this group we could also include indoor drones.
• A “specific operation” category (medium risk): authorization by National
Aviation Authorities (NAAs), possibly assisted by a qualified entity
(QE) following a risk assessment performed by the operator. A manual of
operations shall list the risk mitigation measures.
• A “certified” category (higher risk): requirements comparable to manned avia-
tion requirements. Oversight by NAAs (issue of licences and approval of
maintenance, operations, training, air traffic management (ATM)/air navigation
services (ANS), and aerodrome organizations) and by the EASA (design and
approval of foreign organizations).
This regulatory framework will encompass European rules for all drones in all
weight classes. The amendments to Regulation (EC) No. 216/2008 that are
underway will reflect the above.
Besides, in December 2015 the Agency published a Technical Opinion (EASA
2015b) that contains, in its section 4, an update of the roadmap published by the
European RPAS Steering Group (ESRG) in 2013 (ESRG 2013). This Technical
Opinion is the result of the consultation performed with A-NPA 2015-10. It has
been developed in parallel to the draft modifications to Regulation (EC) No. 216/
2008 (hereinafter referred to as the “Basic Regulation”) included in the “Aviation
Strategy to Enhance the Competitiveness of the EU Aviation Sector” (hereinafter
referred to as the “Aviation Strategy”), published on 7 December 2015.
The Agency also supports the work of the ICAO (International Civil Aviation
Organization) UAS Study Group. The ICAO published Circular 328 (2011) on
UASs and amended Annexes 2, 7, and 13 to the Chicago Convention to accom-
modate RPASs intended to be used by international civil aviation.
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Moreover, the EASA is member of the Joint Authorities for Rulemaking on
Unmanned Systems (JARUS), which is currently developing recommended
requirements for:
• Licensing of remote pilots;
• RPASs in visual (VLOS) and beyond line-of-sight (BVLOS) operations;
• Civil RPAS operators and approved training organizations for remote pilots
(JARUS-ORG);
• Certification specifications for light unmanned rotorcraft (CS-LURS) and
aeroplanes (CS-LURS) below 600 kg;
• Performance requirements for “detect and avoid” to maintain the risk of mid-aid
collision below a tolerable level of safety (TLS) and taking into account all the
actors in the total aviation system;
• Performance requirements for command and control data link, whether in direct
radio (RLOS) or beyond line-of-sight (BRLOS) and in the latter case supported
by a communication service provider (COM SP);
• Safety objectives for the airworthiness of RPASs (“1309”) to minimize the risk
of injuries to people on the ground; and
• Processes for airworthiness.
The EASA has already published:
• Guidance material to support approved design organizations (DOA or AP-DOA)
in selecting the appropriate certification specifications (among the ones appli-
cable to manned aviation) from which to build the certification basis for RPAS
design (see E.Y013-01);
• NPA 2012-10 to transpose amendment 43 to ICAO Annex 2 into the Standard
European Rules of the Air (SERA).
2.3 Joint Authorities for Regulation of Unmanned
Systems (JARUS)
JARUS is a group of experts gathering regulatory expertise from all around the
world. At present 48 countries, as well as the European Aviation Safety Agency
(EASA) and EUROCONTROL, are contributing to the development of JARUS’s
work products. Participation in JARUS is open to all regulatory authorities with
expertise in unmanned or remotely piloted aircraft systems.
The purpose of JARUS is “to recommend a single set of technical, safety and
operational requirements for all aspects linked to the safe operation of the Remotely
Piloted Aircraft Systems (RPAS). This requires review and consideration of
existing regulations and other material applicable to manned aircraft, the analysis of
the specific tasks linked to RPAS and the drafting of material to cover the unique
features of RPAS” (JARUS 2015a).
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The JARUS guidance material aims to facilitate each authority to write its own
requirements and to avoid duplicate efforts. The work is performed by the JARUS
working groups; seven WGs are active at this moment (JARUS 2015b): WG1
Flight Crew Licensing, WG2 Operations, WG3 Airworthiness, WG4 Detect &
Avoid, WG5 Command, Control & Communications, WG6 Safety & Risk
Management, WG7 Concept of Operations.
In the last three years, it has published and made available to the RPAS com-
munity some deliverables to clarify concepts or recommend some uses. It is
working to provide further inputs into the development of RPAS and UAS regu-
latory guidance and recommendations in domains in which other organizations (e.g.
the ICAO) have not been active.
JARUS is creating a high-level framework that will be at the heart of the
development effort. This effort is based on a number of high-level “concepts of
operations” (CONOPS) addressing the key elements of the operation of UASs.
These CONOPS set high-level assumptions that should guide the work activities in
the coming years. They are aimed at providing a stable yet flexible environment, in
which JARUS’s work products can be developed and amended as necessary. This
will allow innovation to take place with a level of certainty. The members of
JARUS have agreed to develop these CONOPS for the following subjects:
• Regulatory oversight with three categories—A, B, and C or open, specific, and
certified;
• UAS operational categorization;
• Specific operational risk assessment specifications (SORA);
• ATM concepts for different operations;
• The detect and avoid concept for visual line of sight, extended, and beyond
visual line of sight;
• Command and control, from the simplest to the most complex systems.
After JARUS has reached consensus on these concepts, other deliverables—such
as operational, technical, safety, and operational requirements and certification
specifications—will be derived to support them.
2.4 International Civil Aviation Organization (ICAO)
In the previous section on the AESA, we introduced this United Nations specialized
agency. Established by States in 1944, it manages the administration and gover-
nance of the Convention on International Civil Aviation (Chicago Convention).
The ICAO works with the Convention’s 191 Member States and industry groups to
reach consensus on international civil aviation standards and recommended prac-
tices (SARPs) and policies in support of a safe, efficient, secure, economically
sustainable, and environmentally responsible civil aviation sector. These SARPs
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and policies are used by ICAO Member States to ensure that their local civil
aviation operations and regulations conform to global norms.
The ICAO has developed the UAS Toolkit (ICAO 2017) as a guide to assist
States that are working on the development of UAS operational guidance, regula-
tion, and enabling operation in a safe manner. This Toolkit provides interesting
guidance to take into account, but users should always be aware that it could be
updated.
There seems to be a general consensus that unmanned aircraft must be allowed
to operate without segregation from other air space users (Bernauw 2016).
3 Legal Framework of Spain
According to Pauner-Chulvi (2016), Spain was one of the first European countries
to pass a technical regulation on drones.
At the national level, the body responsible for regulating the activity of drones is
the State Agency for Air Safety (AESA), under the General Secretariat of Transport
(Ministry of Development). It is the aeronautical authority and is responsible for the
supervision, inspection, and management of air transport, air navigation, and airport
security (AESA 2017a). In addition, it assesses the risks in air transport safety
through threat detection, risk analysis and evaluation, and a continuous process of
control and mitigation of risks. It also has sanctioning power over violations of civil
aviation regulations.
Within its activity it is responsible for developing the regulation of operations
with drones up to 150 kg and for monitoring their compliance and operation. The
drone section has been framed within the Aircraft Safety Directorate, with the
description of remote control piloted aircraft units (RPASs).
As the first action, Royal Decree-Law 8/2014 was passed on 4 July, giving
“approval of urgent measures for growth, competitiveness and efficiency”, in which
section 6 included the temporary regime for operations with remotely piloted air-
craft, drones, weighing less than 150 kg at take-off.
Subsequently, this legislation was processed as a law, Law 18/2014, on 15
October 2014, giving “approval of urgent measures for growth, competitiveness
and efficiency” (AESA 2014), which is currently in force. This regulation
responded to the need to establish a legal framework that would allow the safe
development of a technologically advanced and emerging sector, and from the
beginning it was promised that it would be developed in the short term, the
Administration being aware that it was a temporary solution that needed to be
improved.
This temporary regulation contemplates the different scenarios in which the
different aerial works can be realized, depending on the aircraft’s weight. Besides,
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the conditions now approved are supplemented by the general scheme of Law
48/1960, 21 July, on air navigation and establish the operating conditions of this
type of aircraft in addition to other obligations.
Legislation on drones in Spain was published in a somewhat accelerated way in
July 2014, to alleviate the sense of freedom, reinforced by the lack of information,
that had spread among users over the misconception that “if it is not forbidden, it is
permitted”. With regard to aircraft, such as aircraft flying within certain defined
parameters, there had always been legislation, and the use of model aeroplanes for
many years, being restricted to a specific environment (that of fans and aeromod-
elling clubs), had not posed major problems.
However, the appearance of drones and the extension of their use outside the
domain of model aircraft increased the number of users and potentially dangerous
situations at the same time as a professional activity “sub-sector” was being formed,
gaining size on a base lacking legal solidity.
By the end of 2013 and early 2014, a number of incidents involving drones had
occurred, which motivated the accelerated position taken by the Ministries of
Development, Defence, and Industry and the elaboration of regulations that were
presented as “provisional” pending more elaborate and refined legislation.
Royal Decree 8/2014 covered the regulation of RPASs, conforming to a scenario
of use that evidenced certain deficiencies but giving the possibility to undertake
work and activities using drones in a legal way. Subsequently Law 18/2014 was
approved.
In the years afterwards, work was carried out on new legislation to improve the
aforementioned and currently in force legislation with a draft that has already
circulated in its final versions and that seems only to be waiting for its approval by
the Government.
Given the imminence of this new legislation, it has been considered appropriate
to include and consider it at the same level as Law 18/2014, which is in force, to
achieve adequate knowledge about a reality that seems close, although it must be
borne in mind that changes may still be made to the wording of some points of this
new regulation. The version has been developed by the Ministry of Public Works
and Transport and the Ministry of Defence (2016).
To gain an adequate understanding of the regulation of drones and how it
applies, it is necessary to examine the “guidance material” published by the State
Agency for Air Safety (AESA 2017b), which articulates the implementation of the
law.
3.1 Current Regulation
At the moment the regulation in force is defined by the following parameters
(Table 2):
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3.2 New Regulation and Comparison
There is the intention on the part of the Spanish Administration to update the
legislation on drones in the short term, and it has elaborated a draft of regulation
that is waiting for the last political formalities for its approval and publication.
A comparative analysis of the two regulations is displayed in Table 3. As we can
observe, some parameters have no changes, while others are more detailed or
adjusted.
4 Legal Framework of the UK
In the UK the administration authority in charge of civil drones is the Civil Aviation
Authority (CAA). In relation to drones (CAA 2017a), the regulation separates
drones as follows: up to 7 kg or up to 20 kg (small) and up to 150 kg (light). Art.
94 of the Air Navigation Order (CAA 2017b) and the regulations made under the
order exclude small drones from some obligations.
However, this depends on the use of the drone. It is not compulsory to register a
personal drone or obtain a permit for a recreational drone in the UK, but, if the
drone is used for professional work, then a Permission for Aerial Work is needed,
which has to be renewed annually (CAA 2017a).
The basic parameters are the following:
• Line of sight (LOS) at a maximum height of 400 ft (122 m);
• 500 m of distance horizontally;
• In any case fly away from aircraft, helicopters, airports, and airfields;
• If fitted with a camera, a drone must be flown at last 50 m away from a person,
vehicle, building, or structure not owned or controlled by the pilot;
• Camera-equipped drones must not be flown within 150 m of a congested area or
large group of people, such as a sporting event or concert.






AESA AESA: drones less than 150 kg
EASA: drones more than 150 kg
Last updated
normative




Law 18/2014 Section 6th
Civilian aeroplanes piloted by
remote control
Article 50 distinguishes drones less than 2
kg, drones less than 25 kg, and drones less
than 150 kg
Source Own elaboration
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It is important to respect “no fly zones”, which depend not only on the city or
town but also on the commons. For example, in London, London’s royal parks,
Wimbledon Common, Putney Common, and Clapham Common, among others, are
no-drone zones. In other cases, such as the borough of Lambeth, a commercial
licence is necessary. Therefore, it is better to check with the local council before
flying. There is still confusion in some areas about whether drones are permitted or
not.
In the case of private property, it is possible to fly in the airspace above (but not
higher than the general rule of 400 ft) as long as it does not cause a nuisance,
infringe privacy, or otherwise interfere with the “ordinary use and enjoyment” of
the land.
On the other hand, the regulation makes no distinction between indoor or out-
door flights in the case of commercial work. Certain hazard factors are heavily
mitigated by the fact that the aircraft is flying in an enclosed environment and
access to the venue can be controlled (CAA 2017a).
The UK Government is proposing to change the regulations so that any recre-
ational drone weighing more than 250 g has to be registered. Ministers also want
drones to be “electronically identifiable” on the ground so that their owners can be
tracked. They are also proposing increases to the maximum fine for flying in a
no-fly zone, which is currently limited to £2500.
It is not necessary to have drone insurance by law, but it will protect the operator
against claims. Moreover, endangering an aircraft in flight is a criminal offence in
the UK, and anyone convicted of the charge can face a prison term. Some drones
have the capacity to geo-fence restricted areas, such as airports. They can also be
used in “beginner” modes, which limit the height and distance that the quadcopter
can fly away from the user.
In Table 4 we can observe the different parameters according to UK regulation.
As our first observation, we can notice that the UK regulation is less detailed than
the Spanish one reviewed.
5 Legal Framework of Belgium
The Belgian Civil Aviation Authority (BCAA) published the Royal Decree of 10
April 2016 “concerning the use of remote controlled aircrafts in the Belgian air-
space”, which regulates drone operations. It normalizes both the private and the
professional use of drones and introduces a registration obligation for drones,
regulates the certificates, and defines the authorized take-off and landing spots for
registered drones. Moreover, manufacturers of drones need technical requirements,
the delivery of conformity certificates, the drafting of a flight manual and safety
analysis reporting, maintenance requirements, flight tests, and so on.
According to the BCAA (2017), we can distinguish five types of operations:
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Regulatory body CAA CAA: drones less than 150 kg
EASA: drones more than 150 kg
Last normative update 22 February 2017 Differences between drones up to 7 kg
and drones up to 20 kg (small)







<7 kg; <20 kg
Maximum flight height 122 m
VLOS MTOW <20 kg
VLOS—distance to
pilot
<500 m Keeping visual contact
EVLOS Need for special approval
BVLOS MTOW <7 kg
Number of RPASs
piloted by the same pilot
1
Areas of operation Limited Non-populated areas or buildings (min.
150 m)
Not closer than 50 m to any person







Distance from airports Yes Check no-fly zones (http://www.
noflydrones.co.uk)
Requirements for the operator (Documentation)
Registration request No Unless commercial: operator’s
certification




Safety study Yes Risk assessment specific to the activity
being conducted >20 kg





















Qualification Drone pilot’s commercial licence or
>20 kg or BVLOS
Basic Confirmation of the competencies of
the pilot




























Non-segregated airspace Yes Mandatory
Exceptions No CTR or FIZ flights are not allowed
Use of RPASs in
emergency cases




No Depending on the common
VLOS Yes MTOW <20 kg
(continued)
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• Private use: maximum higher than 10 m above a private terrain and the drone—
weighing less than 1 kg—must be within line of sight at all times. These flights
can only happen during daylight, and they are not allowed for commercial or
professional purposes.
• Model aircraft: take-off weight between 1 and 150 kg and used only for
recreational purposes above a model aircraft terrain recognized by the BCAA, as
specified in the aeronautical information package (AIP). They are not allowed
for commercial or professional purposes.
• Class 2 operations: not higher than around 45 m above ground outside con-
trolled airspace and outside cities or communities. Operations can only occur in
daylight conditions and the drone—weighing less than 5 kg—must remain
within the pilot’s LOS at all times.
• Class 1b operations: up to around 90 m above ground outside controlled air-
space. Moreover, more than 50 m clear of people and/or goods on the ground.
Operations can only occur in daylight conditions and the drone—weighing less
than 150 kg—must remain within LOS at all times.
• Class 1a operations: up to around 90 m above ground outside controlled air-
space. Moreover, closer than 50 m to people and/or goods on the ground or even
over them or around an obstacle closer than 30 m. Operations can only occur in
daylight conditions and the drone—weighing less than 150 kg—must remain
within line of sight at all times. All operations that are not covered in the
previous categories are to be considered as Class 1a operations.
Therefore, only classes 1 and 2 can be used for commercial or professional pur-
poses. This means:
• Registration of the drone at the BCAA;
• A certificate of competence in the case of class 2 (taking a theoretical course and
passing a practical skill test with an examiner recognized by the BCAA) or a
remote pilot licence in the case of class 1 (a theoretical examination organized
by the BCAA and a practical skill test with an examiner recognized by the
BCAA);




EVLOS Need for special approval
BVLOS MTOW <7 kg
BVLOS 7 kg <MTOW >20 kg Segregated airspace
Source Own elaboration; EASA (2017), Stöcker (2017)
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Regulatory body BCAA BCAA: drones less than 150 kg






Royal Decree of 10
April 2016
Drones are divided depending on their
weight into class 2 (up to 5 kg) and class 1










VLOS MTOW <150 kg
VLOS—distance to
pilot
<50 m Keeping visual contact
EVLOS Not allowed
BVLOS MTOW <5 kg Prior authorization (Class 1)
Number of RPASs
piloted by the same
pilot
1 Not specified
Areas of operation Limited Not prohibited zones, danger zones,






















Safety study Yes Only class 1: risk assessment by the
operator
(continued)






















(certificate of conformity for the drone)











Basic (class 2) Yes Theoretical training + practical skill test












Medical certificate Yes Class 1
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• A declaration made by the operator that the organization is in full compliance
with the national requirements for class 1b (starting operations only after
receiving confirmation from the BCAA and notifying the BCAA of each drone
flight before take-off) and the prior authorization of the BCAA for class 1a (the
drone has a certificate of conformity from the BCAA or an equivalent document
issued by a civil aviation authority from an EU Member State. If not, one must
be obtained prior to requesting authorization);
• Forbidden zones at all times are: all controlled airspaces, prohibited zones,
danger zones, restricted zones, temporary segregated/reserved areas, and so on.
Industrial complexes, nuclear power plants, military zones, and other special
zones cannot be flown over unless otherwise described in the AIP.
The use of completely autonomous aircrafts, that is, unmanned drones that do
not allow the pilot to intervene immediately to take control over the flight, remains
strictly forbidden.
Other chapters of the Royal Decree include provisions for the communication
and control software that is implemented in drone technology, incident reporting
obligations, mandatory insurance coverage for drone operators, and references to
compliance with the applicable data protection and privacy legislation (in particular







Yes Flight notification to the BCAA before
start of flight (class 1)




Yes Industrial complexes, nuclear power
plants, military zones, and other special
zones cannot be flown over unless
otherwise described in the AIP
Exceptions No CTR or FIZ flights are not allowed
Use of RPASs in
emergency cases





VLOS Yes MTOW < 150 kg
EVLOS Not allowed
BVLOS MTOW <150 kg
BVLOS <150 kg MTOW >5 kg Segregated airspace
Source own elaboration and EASA (2017)
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Excluded from the regulatory requirements of the Royal Decree of 10 April 2016
are (a) drones used only to fly inside buildings (indoor); (b) drones used by the
military, customs authorities, the police, coastguard, and so on; and (c) certain types
of model aeroplanes solely used for personal/recreational purposes, provided that
they meet the strict requirements detailed in the Royal Decree.
As our focus is on the commercial or professional use of drones, we summarize




As we can observe in Table 6, the differences among European countries regarding
the operation of drones are still relevant, diminishing the competitiveness of the
European drone industry. However, the future legal framework, as designed by the
EASA (2017), will create legal certainty for the industry, especially concerning
drone requirements in the case of commercial and professional activities.
Furthermore, distinguishing drones depending on their risk and not on their
weight could solve the problems of professionals when working in another
European country. As an example, we can observe big differences between coun-
tries like Belgium, France, Poland, Spain, Sweden, and the UK, where the national
authority’s permission is limited to 150 kg, while other countries, such as Denmark,
Finland, Lithuania, and Portugal, place the upper weight limit at 25 kg.
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Legal and Ethical Recommendations
María de Miguel Molina and María Ángeles Carabal Montagud
Abstract European countries have fragmented regulations about the manufacture
and operation of civil drones; therefore, European institutions are trying to combine
all these regulations into a common one by 2019. Until this common framework
arrives, not only law but also ethics can give guidelines to the industry to satisfy
national standards as well as users’ concerns. The European Aviation Safety
Agency promotes the highest common standards of safety and develops common
safety rules at the European level. This agency and its national equivalents monitor
the activity of producers and operators, but, depending on the size of the drone, this
activity could cover regulation measures or ethical recommendations. In this sense
the aim of our analysis is to categorize the types of hard–soft regulations that we
find in the European Union. Our study is based on a content analysis from four
sources of information: scientific papers, policies and regulation proposals from the
European Union, the regulation and co-regulation of some European countries, and
the self-regulation of some drone companies’ associations. In general, few countries
have chosen self-regulation as a solution to the problems, although in other eco-
nomic sectors there are positive experiences. With our results we would like to give
advice to the European industry as well as providing academia and policy makers
with new insights.
1 Introduction
Different regions and countries in the European Union have diverse ways of reg-
ulating their commercial and professional activities. In some regions legal regula-
tion is prominent, and there are different normative tools to regulate every economic
activity in a detailed manner (the French model, regulation-centred countries).
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Therefore, individual freedom and organizational decision making are reduced,
because legal regulation covers the majority of cases. This is the case of countries
such as Spain or Belgium. On the other hand, other regions develop less regulation
but use courts’ interpretation more, based on previous experiences (the Anglo-
Saxon model, jurisprudence-centred countries), giving more freedom to individuals
and organizations but less legal security in some cases. For example, this is the
situation of the United Kingdom (UK).
However, in the last years, new hybrid models have proposed joint decision
making among companies (self-regulation) or between companies and stakeholders,
such as the public administration (meta-regulation or co-regulation). These models
enhance reflexion and comparison of the “best practices” to follow some excellent
organizations to ensure more ethical decision making when legal regulation cannot
cover every single case. Some economic and third-sector organizations, such as
videogames or sportive competitions, have developed their own rules or soft law in
combination with the public administration.
According to Coglianese and Mendelson (2010: 152), and depending on the tool
that we use (self-regulation or co-regulation), the organization’s discretion increases
or diminishes in a pyramid, from freedom to regulation.
As we saw in the chapter “Spain-UK-Belgium Comparative Legal Framework”,
the regulation of small drones (less than 150 kg) depends on their national regu-
lations. Safety parameters play a key role in the design of civil UASs or RPASs
(unmanned aircraft controlled remotely by a pilot, that is, aircraft controlled by a
pilot who is not on board). These parameters apply to the producers and the offer of
different services by the operators.
Moreover, drones produce other concerns about their use regarding people’s
personal data (privacy) (Smith 2015). This is mainly an ethical issue on which
policy makers should work with stakeholders (Finn and Wright 2016), especially in
the case of micro-drones or indoor drones that do not require a flight licence or
training to be used. However, the European data protection regulations serve to
reinforce this aspect of drones’ use.
According to Stöcker et al. (2017), by 2016 more than 80% of the 65 countries
with national regulations legislated about drones for 2 reasons: the increasing
technology and high-profile safety incidents. Even small mistakes could result in
crashes that threaten the health, well-being, and property of the public (Rao et al.
2016).
By now it seems that the necessity of visual line of sight (VLOS) and the lateral
distance of the pilot (normally 500 m) are the main shared parameters. Moreover,
the minimum lateral distances to people are in the range of 30–150 m.
Nevertheless, as technology is very difficult to regulate, other tools, such as
co-regulation and self-regulation, although soft instruments, are useful alternatives
for the manufacturers and operators of civil drones (Stöcker et al. 2017). Therefore,
we could classify the best practices that fit better with each type of regulation: legal
regulation, co-regulation, and self-regulation.
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2 Drones’ European Legal and Ethical Framework
As Clarke (2014a: 291) highlights in relation to the drone surveillance sector, “the
aviation industry has operated for the last seven decades within the framework
provided by an international convention, resulting in considerable similarities
across almost the entire world”, but “no such cohesive influence exists in the field
of …” other regulations, such as for civil drones. Furthermore, he is quite critical of
soft forms of regulation, as he underlines that the impact of organizational and
industry self-regulation is very limited.
Moreover, “despite its theoretical promise, co-regulation too appears unlikely to
satisfy the need. Formal regulation therefore appears to be essential” (Clarke 2014a:
291). He gives examples of other successful sectors, and in Clarke (2016: 153) he
shows some co-regulation initiatives that could provide more commitment to the
drone sector in the short–medium term, due to the fact that in “co-regulation …
industry or user organisations perform regulatory functions within a framework set
by a government agency”. That is because interaction among stakeholders may
produce a consensus on a public policy approach in an area in which there is
considerable uncertainty (Freeman and Freeland 2014).
As a starting point, and agreeing with Stöcker et al. (2017), all drone regulations
have one common goal: “minimizing the risks to other airspace users and to both
people and property on the ground”. They propose to analyse the different parts that
national regulations cover:
• Technical requirements (regarding the product);
• Operational limitations (regarding the operator: distance to airports/strips, lim-
itations to flying over people, limitations over congested areas, prohibited areas,
maximal flying height, visual line of sight, beyond visual line of sight, and so
on);
• Administrative procedures (certificates, registration, insurance);
• Human resource requirements (qualification of pilots);
• Implementation of ethical constraints (here they include requirements for data
protection and privacy).
Thus, as we can observe, the majority of concerns are related to safety, and they
only give ethical concerns in relation to privacy. Safety tests are necessary before
marketing a drone, and different key attributes of the product should be checked
(Clarke 2014b). However, from our point of view, safety can also be included in
ethical limitations. Moreover, different current regulations, at least in the European
Union, can cover privacy issues.
Regarding data protection, the current European Directive guarantees rights of
access, rectification, erasure, and blocking. In addition, the new Directive and
Regulation on Data Protection (to commence at the end of May 2018) include the
same standards (European Parliament 2016a, b). However, to apply them, it is
essential to inform the subjects. Besides, the necessary storage measures should be
adopted when processing, according to the European Union Directive.
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As mentioned in the chapter “Spain-UK-Belgium Comparative Legal
Framework”, the European Union has developed some documents to clarify the
regulation of civil drones. The current national harmonization actions undertaken
by the EASA define riskless open and riskier specific categories. The main
European documents are the following:
• Riga Declaration on remotely piloted aircraft (drones), “Framing the future of
aviation”, Riga, 6 March 2015 (European Commission 2015).
• EASA (European Aviation Safety Agency). A-NPA 2015-10. Introduction of a
regulatory framework for the operation of drones. 31 July 2015 (EASA 2015).
• European Union (2015). Opinion 01/2015 on privacy and data protection issues
relating to the utilisation of drones, 16 June. Article 29, Data Protection
Working Party, 01673/15/EN WP 231 (European Union 2015).
• Juul (2015) Civil drones in the European Union. PE 571.305. Members’
Research Service, European Parliamentary Research Service (Juul 2015).
To reach a common legal framework, the European Union has developed several
stakeholder consultations, although no legislation has been approved yet.
Furthermore, in other regions, such as the United States, Kaminski (2016)
underlines the efforts of the National Telecommunications and Information
Administration (NTIA) at the Department of Commerce to host multi-stakeholder
negotiations on consumer privacy around drones for industry self-regulation and
co-regulation. Moreover, in some specific sectors, the different stakeholders should
be informed of the advantages of using drones. For example, Sandbrook (2015)
remarks on the importance of identifying the social risks of drones for biodiversity
conservation and how they could be mitigated to ensure good ethical practice and
minimize the risk of unintended consequences. Accordingly, self-regulation and
co-regulation could be adjusted to the different actors’ needs.
Industrial manufacturers and professional users are expected to play a key role
and contribute to the decision regarding whether UAVs will be a tool for everyone
or just for professionals (Stöcker et al. 2017). Codes of conduct are the most-used
self-regulation tool to set rules and standards, such as the promises by companies to
regulate themselves in the general interest of society (Laudon and Laudon 2016).
Some associations of manufacturers and operators of drones have developed codes
of conduct (Arkin 2016) that could also provide guidance to the regulators of
in-place legal standards and practices (Freeman and Freeland 2014).
As drones’ technology changes fast, new organizations’ adoption of drone
technologies must be paired with clear articulation of their ethical use and full
transparency with the public (Culver 2014). For example, information security
seems to have received less attention in regulations. However, some measures could
be designed by default (Coopmans 2014) to protect information and information
systems from unauthorized access, use, disclosure, disruption, modification, per-
usal, inspection, recording, or destruction (Braun et al. 2015). Some security con-
cerns include hacking, hijacking, cyber-attacks, or other types of vulnerability.
Thus, the encryption of communications among all the devices could permit secure
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computer–RPAS communication and avoid unauthorized access by third parties.
For example, there is the possibility of data anonymization, such as pixels to avoid
facial recognition when using a camera (Ruchaud and Dugelay 2015).
3 Drones’ National Legal and Ethical Frameworks
Following the analysis of the three European countries involved in the AiRT
project, we have compared Spain, the UK, and Belgium. The situation in the
different European countries is very similar. Normally co-regulation is used to
provide the drones’ pilots with practical training, while self-regulation in general is
not developed in a specific code of conduct.
The training of drones’ operators is a key factor for the industry (Clarke 2016).
Requiring operators to be licensed and have insurance can impose standards and
ensure safety (Luppicini and So 2016).
As a detailed legal study was undertaken in the chapter “Spain-UK-Belgium
Comparative Legal Framework”, we focus our analysis on ethical tools (Table 1):
In Spain the National Agency of Aerial Safety (AESA) works with different
organizations to provide pilots with practical training. In this sense authorization for
training is given to (AESA 2017):
• Drone manufacturers
• Organizations authorized by a drone manufacturer
• Licensed operators with their own pilots
• Authorized training organizations (ATOs).
After the training and its assessment (as described by the AESA), these orga-
nizations have to send the Agency a dossier containing all the required official
documents. This certificate should specify the drone type and model that the person
is able to pilot. The certificate it is not necessary in all cases, although it could add
value in the case of professional work. Moreover, licensed pilots normally contract
insurance, and this constitutes another trust guarantee.









The Air Navigation Order
2016 (Article 94)








Self-regulation AEDRON ARPAS-UK BeUAS
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On the side of self-regulation, even though the Spanish Association of RPAS
(AERPAS) is the biggest companies’ association as it includes manufacturers and
operators, it has no code of conduct. There is a smaller association, AEDRON
(2016), the Spanish Association of Drones and Similar, just for operators, which has
developed one. According to it, some interesting points that the regulation does not
cover are:
• To help other pilots in the case of necessity;
• To identify the environmental impacts of the activity in order to minimize them;
• To use biodegradable materials and recycle them correctly;
• To sign the operation’s zone correctly.
In the UK, as well as in the previous case, the Civil Aviation Authority
(CAA) does not provide training but gives this task to the national qualified entities
(NQEs) to assess the competence of people operating small unmanned aircraft
(CAA 2015). That is the standard permission to conduct commercial operations
with a small unmanned aircraft (drone) weighing 7 kg or less.
Regarding self-regulation, the Association of RPAs (ARPAS-UK 2017) has its
own code of conduct. The code, which is very brief and general, is built on three
specific themes: safety, professionalism, and respect. Nevertheless, some of its
statements could be useful:
• To report incidents to the police, national authority, or relevant industry body;
• To ensure that RPASs will be piloted by individuals who are properly trained
and competent to operate the aircraft or its systems;
• To ensure that RPAS flights will be conducted only after a thorough assessment
of the risks associated with the activity. Reliability, performance, and airwor-
thiness are established standards.
The case of Belgium is the same. The Belgium Civil Aviation Authority
(BCAA) does not provide training, but the Direction Générale Transport Aérien
(DGTA) gives this competence to certain organizations (approved training orga-
nizations—ATOs). According to article 35 of the Royal Decree of 10 April 2016 on
the use of unmanned aircraft in Belgian airspace, the candidates for the position of
instructor must meet the following prerequisites:
• Hold a valid remote pilot license;
• Have completed a teaching and learning course;
• Have flight experience of at least 100 h as a remote pilot.
A flight instructor candidate who meets the previous cumulative conditions must
pass a practical examination before becoming an RPAS examiner designated by the
DGTA. The RPAS flight instructor rating is valid for a period of three years (SPF
Mobilité et Transports 2015).
Concerning self-regulation, the BeUAS—La Fédération Belge de l’Aviation
Télépilote or Belgian Unmanned Aircraft System Association—just provides a
“Charter” (BeUAS 2017) containing a few ethical principles. Among them, we
highlight the following:
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• Always fly over people with permission;
• Always bear in mind the type or class of drone in use;
• Do not fly a drone at night;
• Respect the operating manual at all times if applicable, knowing the drone’s
limits and adapting the flight in function.
To sum up, we can observe that self-regulation is focused on operators and the
main concerns regarding the ethical aspects of their work are the following:
• To work in a helpful environment, prioritizing safety all the time;
• To minimize the environmental impacts;
• To give all the necessary information and request permission to the people
affected by the activity;
• To report incidents;
• To pilot when there is the competence and training to do so in a safe way,
respecting the operating manual;
• To analyse the risks associated with the activity, bearing in mind the class of
drone in use and the limits.
We think that these measures are in line with the draft of the new European
Union regulation but could be useful while that regulation is being approved and
implemented.
4 Industry Perceptions
We conducted focus groups in Spain, the UK, and Belgium during February 2017
to contrast with the creative industry the concerns about safety and security when
using civil drones for their work. Each group was formed by six to seven expert
informants from different sectors, and half of them have a pilot drone license. In
total we collected information from twenty people.
The participants attribute the most importance to the experience of the pilot,
particularly regarding professional work. For them, trust can be gained when there
is training and insurance to cover any eventuality. Additionally, an encrypted Wi-Fi
connection is necessary in all cases to give information to the subjects when
recording.
Furthermore, the role of the producers is more focused on default measures and
giving advice and instructions to the operators.
5 Conclusions
From our point of view, manufacturers and operators are different actors, even
though the traditional way of distinguishing standards is to categorize them into
active and passive measures all together for both groups. Manufacturers are key
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actors, as they develop safety and security measures, but operators can just use
them, so they are less involved in the design of the product. Manufacturers should
work with operators and other stakeholders to improve those measures, because
knowing actors’ concerns can add considerable value to the product.
Manufacturers could be more centred on safety by default and security by
default in designing drones to avoid risky situations in their use. Operators should
have the appropriate training to avoid any risk, even for small drones. Maybe if the
industry is able to develop very precise drones, the pilots could be inexperienced,
but at this moment we think that these cases should be reduced to indoor envi-
ronments where the risks can be better assessed.
Even if ethics and codes of conduct can help manufacturers and operators of
drones, co-regulation whereby public agencies could give some kind of certificate
would be an additional element to reinforce other kinds of work in which flight
licenses are not compulsory.
As we have observed, in the European countries, co-regulation now is only
centred on operators and practical training. The participation of other stakeholders
to ensure safety and security is not included. However, other agencies could be
involved in the industry, for example to ensure information security, product safety,
or data protection by applying different best-practice standards.
Moreover, on the side of regulation, and following Rao et al. (2016: 89), the
introduction of compulsory specific insurance could be helpful to create a registry
of devices to link each drone to its owner and to help to assign responsibility for
illegal activities. On the same line, Boucher (2016: 1409) stresses that citizens see
drone regulations as analogous to car regulations; therefore, they should have
“mandatory licensing, registration of devices, and mandatory third-party insur-
ance”. For him the current focus on public acceptance of civil drone development
will move to the development of civil drones that are acceptable to society.
The European Union (2015) recommends that producers can help by giving
advice on their packaging and using codes of conduct to self-regulate the industry.
Other tools, such as impact assessment or the participation of a Data Protection
Officer, could improve clients’ reliability. The industry could be proactive in case
regulation is not enough.
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Conclusions
Virginia Santamarina Campos and Stephan Kröner
Abstract This final chapter exposes the main conclusions of the book and gives
some general brief guidelines to the different actors that could be of interest in the
drone sector.
1 European Policies for the Drone Sector
At present no common regulatory framework for different European countries
exists; thus, each one regulates the activity of drone stakeholders differently.
However, it can be stated that a legal framework is possible in the near future,
thanks to the European Agency of Safety Aviation (EASA) in cooperation with the
industries concerned.
In the case of the employment of drones for professional and commercial
activities, it is highly expected that those regulations will help to increase this
incipient sector while at the same time ensuring the safety and security of all
European citizens who could be affected by drone activities.
2 European Drone Industry
Although the sector has both technological and economic importance in Europe,
there are substantial barriers that are preventing it from expanding. As for any
industrial development, (over) regulation can be one of the biggest barriers to
overcome. In the case of Europe, a conglomerate of independent countries with a
common European market, with scattered non-uniform regulations, this might be
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even more relevant. It is obvious that, in the case of drones, two important con-
siderations that limit their use have to be taken into account: security/ethical issues
and safety. Only if Europe is able to solve these issues quickly and with concise and
easy-to-understand policies, while maintaining European standards, will the
European industries have the possibility to compete with the big global players
from the USA and China. This will not just give an impulse to the European
industries (and in particular SMEs) but will also have a considerable impact in the
fields of academic, technological, business, and social development.
Although a big part of the evolution of the drone industry has occurred in the last
years, led mainly by military needs, nowadays the most innovative drone use is also
associated with collaboration (health and drugs delivery, emergency surveillance,
security, etc.) and commercial efficiency (agriculture, topography, etc.).
We have distinguished among the different segments within the drone industry
as end users. Since their needs and characteristics are totally different, their
strategies should be considered separately. In the chapter “The Drone Sector in
Europe” five different segments were identified:
• Toys, for which the final customers are children or young people and the use is
educational.
• Hobby/leisure, for which the final customers are young people and adults and
the drones are designed for recreational uses.
• Professional, for which the end users are drone pilots and the drones are
employed for aerial filming and photography services.
• Commercial, for which the final customers are companies that use drones for
agriculture, media, mining, energy, or construction activities.
• Military purposes (vigilance, combat, etc.), for which governments are the final
customers.
The professional segment is facing vibrant competition among the European,
North American, and Chinese manufacturers. Although the market was led by
European companies, the Chinese giant DJI is growing fast, followed by other
companies. As previously shown, the regulations are heavily constraining the end
users, as they are confronting the need for permits and licences and/or geographical
restrictions to carry out their work properly. Thus, the corresponding European
organism needs to achieve a common agreement for all European countries as soon
as possible to maintain and improve competitiveness. If this is achieved, the
commercial segment could have a much brighter future than has been foreseen up to
now. Regulations do not always affect the final prices (in the case of drones) so
much, but on the other hand they provide legal certainty, which is very important
for companies, investors, or insurers. This is especially true for indoor use, while
outdoor regulations do not particularly affect the behaviour of the end user, since
the main activities are carried out in rural areas or in emergency situations. Most of
these drones can be easily adapted for a specific purpose, and associated services,
like software and support, add value to the final product. In this area European and
North American companies are the leaders in this group.
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3 Current Legal Frameworks
The differences among European countries in relation to the operation of drones are
still relevant, lowering the competitiveness of the European drone industry.
However, the future legal framework, as designed by the EASA, will give the
industry legal certainty and reassurance, especially in the case of commercial and
professional activities. Distinguishing drones by their risk and not by their weight
could solve the issues encountered by professionals when working in other
European countries.
Moreover, it could be helpful to introduce compulsory specific insurance to
create a registry of devices and link each drone to its owner to ensure that
responsibility can be clearly assigned for illegal activities (not only in the case of
professional drones or drones with a weight of more than 20 kg).
Delving deeper into the matter and talking to the implied industry players, we
realized that their main concern about indoor drone use is that professional work
needs to be very accurate and therefore piloting experience is necessary. Likewise,
indoor environments should be safer for the people affected by a drone’s work and
drone control should be easy if certain licenses and insurance measures could be
applied in all the European countries.
4 Ethical Recommendations
Manufacturers are key actors, as they develop safety and security measures, while
operators, as end users, are less involved in the product design. Nevertheless,
manufacturers should work together not only with operators but also with other
stakeholders to improve those measures, because knowing actors’ concerns can add
considerable value to the product.
Manufacturers could integrate more safety and security by default when
designing drones, avoiding improper and risky use. Operators should receive
appropriate training to avoid any kind of risk, even when it comes to navigating
small-sized drones. Although ethics and codes of conduct can help manufacturers
and operators of drones, co-regulation whereby public agencies could give some
kind of certificate could be an additional element to reinforce work situations in
which flight licenses are not compulsory.
In the European countries, co-regulation is currently only centred on operators
and practical training. The participation of other stakeholders to ensure safety and
security is not included. However, other agencies could be involved in the industry,
for example to ensure information security, product safety, or data protection by
applying different best-practice standards.
Conclusions 89
The European Union recommends that producers can help by giving advice on
their packaging and using codes of conduct to self-regulate the industry. Other
tools, such as impact assessment or the participation of a Data Protection Officer,
could improve clients’ reliability. As a conclusion, the industry could be proactive
in case regulation is not enough.
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