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V diplomové práci se zabývám vylepšením bezpečnostního systému na mezinárodním 
letišti Brno-Tuřany. Provádím rozbor aktuálních legislativních poţadavků na bezpečnost 
s popisem problematiky letišť v EU. Definuji poţadavky na bezpečnostní prvky a 
analyzuji letiště Brno-Tuřany. V poslední části navrhuji systémy zabezpečení s vyuţitím 











In my thesis I address improvement of safety system of an international airport in 
Brno-Turany. I perform an analysis of current legislative safety needs and description of EU 
airport issues. I define particular safety requirements in reference to Brno-Turany airport. In 
the last part of my paper I suggest safety system  that takes advantage of up to date 
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0. Úvod 
 
Sluţeb letecké dopravy v kaţdém roku pouţije stále vetší skupina lidí, jakoţ i firem. 
Velký nárůst přepravovaných cestujících nesvědčí pouze o popularitě tohoto druhu dopravy, 
ale také o kvalitě nabízených sluţeb. Zásluhou novým poznatkům dokáţeme vyrábět 
efektivnější motory, letadla jsou vyvíjena a stavěna tak, aby měla lepší letecké vlastnosti a 
rozvojem nízko nákladových leteckých společností se tak letecká doprava stává častějším 
způsobem přepravy pro širší okruh lidí. I kdyţ je v současnosti letecká doprava stále 
nejbezpečnějším způsobem přepravy, přináší s sebou čím dál tím větší poţadavky na kvalitu 
sluţeb, a to nejenom ve vzduchu, ale také na zemi. Je nutno zajistit plynulý, bezpečný chod 
letiště a časově minimalizovat odbavení cestujících. Proto společnosti zabývající se výrobou 
bezpečnostních zařízení uvádějí na trh stále lepší a výkonnější produkty. Tato různá 
bezpečnostní zařízení vyrobené tou nejnovější technologií, jako například rentgeny, detektory 
kovů, detektory stopových částic, infračervené závory nebo plotové detekční systémy, jsou 
následně instalována na letištích. 
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1. Bezpečnost civilního letectví 
 
1.1. Problematika bezpečnosti 
Mezi hlavní cíle v letecké dopravě patří její bezpečnost. Velkým nebezpečím 
v letectví, které jde velice těţko minimalizovat a které dělá starosti mnohým leteckým 
provozovatelům, je velké mnoţství osob pohybující se na letišti. Bezpečnost provozu letiště 
zahrnuje souhrn opatření a způsobů zapojení lidských a materiálních zdrojů určených 
k minimalizaci ztrát na materiálu, ţivotech a zdraví osob působících na území letiště vlivem 
vlastního provozu. Prioritu v dané oblasti mají postupy vedoucí k zajištění správného chodu 
letiště. V případě mimořádné události je pak nutné se řídit postupy souvisejícími se záchranou 
ţivotů a zdraví osob. Je zřejmé, ţe hlavní opatření musí být provedena na letišti, kde musíme 
jiţ v počátku zneškodnit osoby připravující únos nebo zničení letadla. Pro zajištění 
bezpečnosti je pouţíváno většího mnoţství zabezpečovacích systémů. Jsou tvořeny 
prostředky pro zajištění prostoru, lokalizaci a zobrazení místa vniknutí do prostoru letiště. 
Před vniknutím do kontrolovaného prostoru letiště se pouţívá oplocení. Ke zjištění vniknutí 
nám slouţí řada vyspělých elektronických a elektromechanických  překáţek. Pro zobrazení 
vniknutí se instalují systémy zobrazení jako jsou například průmyslové kamery. Nedílnou 
součástí jsou prostředky a osoby zodpovědné za zabránění střetu letadel s ptáky či jinou zvěří. 
Ovšem spolehlivá bezpečnostní opatření nemusí po určité době dostatečně splňovat nároky, a 
proto je nutné zajišťovat spolehlivost techniky, investovat do nových zařízení pro včasné 
odhalení nebezpečných předmětů či dbát na odbornou způsobilost jak letového, leteckého tak 
i pozemního personálu. 
 
1.2. Ohrožení bezpečnosti letecké dopravy 
Ohroţení pro civilní leteckou dopravu představuje především těchto pět typů moţných 
útoku: 
 sabotáţ na letišti, kde cílem je způsobit škodu nebo narušení provozu, 
 teroristické útoky na letiště, kde je cílem způsobit ztráty na ţivotech, 
 sabotáţ na letadle, a to na zemi nebo ve vzduchu, 
 únos letadla bez sebevraţedného úmyslu, 
 únos letadla sebevraţedným únoscem s cílem zneuţití letadla jako zbraně s velkými 
 ničivými následky.  
 
Všechny dané body se musí řešit z hlavní části na letišti, i kdyţ to vypadá, ţe některé 
z nich jsou spjaté s letadlem samotným. V momentě, kdy se potenciálnímu teroristovi nebo 
únosci podaří dostat aţ na palubu dopravního letadla, vzniká naléhavý a těţce řešitelný 
problém. Cílem je tyto osoby, popřípadě nebezpečné předměty do letadla vůbec nepouštět, 
k tomu nám slouţí letištní kontroly. Dále je nutné před těmito osobami zajistit prostor letiště, 
aby se popřípadě nedostali na plochu či dokonce nepoškodily nějaké zařízení a neoslabili 
řízení letového provozu, coţ můţe mít za následek i sráţku letadel. Letiště také představuje 
velkou koncentraci lidí, a tudíţ efektivní cíl z pohledu terorismu. 
 
Jsou různé způsoby jakými můţou teroristé dopravit bombu na místo určení: 
 uloţit bombu do zavazadla, 
 připevnit si bombu či zbraň na své tělo, 
 vyuţít náhodného cestujícího k pronesení bomby, 
 dostat se na území letiště méně chráněnými zónami, 
 nebo můţou vyuţít nabídek k zaměstnání na letišti či vyuţít zaměstnance letiště a 
bombu tam jiţ dopředu uloţit. 
 
FSI VUT v Brně  Letecký ústav 
 - 13 - 
K ochraně před nezákonnými činy můţeme vyuţít hned několik základních prvků: 
 prvky v konstrukci letadel a jejich vybavení, 
 kontrola nákladu a ostatních přepravovaných věcí, 
 kontrola personálu, cestujících, posádky a jejich zavazadel, 
 konstrukce letišť (oddělení přilétajících a odlétajících cestujících), zabránění 
nepovoleného vstupu to neveřejných oblastí letiště (RWY,TWY). 
 
1.3.  Dopad teroristických útoků 
Cíle, které se teroristům v historii podařilo zničit nebo zasáhnout, nebyly vůbec 
vybrané náhodně. Obzvláště teroristický útok z 11. záři 2001, jehoţ katastrofální obraz obletěl 
celý svět, měl rozsáhle důsledky, a to v téměř kaţdé oblasti lidského ţivota. Útoky spojily 
rivaly, ovlivnily počínání politiků, zasáhly do státních rozpočtů, zanechaly těţké stopy 
v ekonomice USA i světa. Určily směřování dějin na nejbliţší roky, naplnily smyslem 
Severoatlantickou alianci, inspirovaly mnohé umělce. Ukázaly lidem světa, co to znamená 
pravý a skutečný terorismus. Nejvíce, ale zasáhly samotné rodiny, blízké a přátele tisíců obětí. 
 
 Nejen ve světě ale i v České republice byla přijatá různá technická a organizační 
opatření s cílem zvýšit bezpečnost letišť a letového provozu. Z oblasti bezpečnosti letišť, letů 
a bezpečnosti rizikových letů byly přijaté následující opatření: 
 zvýšená ostraha vnějších a vnitřních prostor letiště se zaměřením na pohyb osob, 
 dopravních prostředků a přítomnost podezřelých objektů, 
 zintenzivnění kontroly perimetru letišť, 
 zvýšena ochrana řízení letového provozu, 
 zvýšena kontrola osob, kontrola jejich dokladů včetně lustrací v policejní evidenci 
se zaměřením na lety do USA, Velké Británie a Izraele, 
 ostraha objektů letecké sluţby a letecké techniky, 
 znemoţnění setkávání přilétávajících a zkontrolovaných cestujících, 
 předletová bezpečnostní kontrola letadel, 
 speciální kontrola podávaného občerstvení, 
 dodatková fyzická kontrola zavazadel a cestujících, 
 ozbrojené bezpečnostní doprovody u vybraných rizikových letů. 
 
Kontrolu kvality bezpečnostních opatření provádí pravidelně Úřad pro civilní letectví 
a namátkově i odbor civilního letectví Ministerstva dopravy. 
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2. Rozbor požadavků aktuálních leteckých přepisů 
 
2.1.  Mezinárodní organizace určující bezpečnost v letectví 
Pro lepší zorientování se v problematice bezpečnosti je důleţité seznámit se 
s normami, předpisy a organizacemi které se zaobírají bezpečností v letectví. 
 
ICAO-International civil aviation organization  
V roce 1947 důsledkem rychlého rozvoje mezinárodní letecké dopravy vznikla 
mezivládní organizace, jeţ se stala základem pro oblast civilního letectví. Zakládající listinou 
je Úmluva o mezinárodním civilním letectví, k níţ se k dnešnímu dni připojilo jiţ 183 států a 
její principy pouţívají víceméně i mnohé ostatní státy.  
V mezinárodním letectví se standardizace provádí především formou Annexů, jeţ jsou 
tvořeny komisí ICAO na návrh členských států, nebo jiných mezinárodních organizací pro 
danou problematiku. Jsou tvořeny standardy,  které si daná země můţe při nedodrţení po 
nahlášení ICAO upravit a tyto úpravy jsou pak vydávány jako seznam národních odchylek a 
doporučeními, jenţ jsou ţádoucí, ale nejsou nezbytné. 
Problém bezpečnosti a protiprávních činů řeší Annex 17, jenţ je jeden z 19 vydaných 
Annexů. Existují ještě o stupeň niţší doporučení, tzv. postupy letových sluţeb (PANS), které 
se zabývají především postupy pro létání a pro letové provozní sluţby. ICAO vydává mnoho 
dalších publikací, jedna z nich je i Bezpečnostní manuál, který řeší otázku bezpečnosti. 
V 60. letech 20. století došlo k nárůstu celosvětového terorismu a vznikla potřeba 
tento problém řešit. Byl zaloţen zvláštní Výbor proti nezákonnému vměšování, který 
důsledně koordinuje aktivity jednotlivých států, vyhodnocuje rizika, eviduje tyto činy a 
kontroluje dodrţování bezpečnostních předpisů.  
 
ECAC- European civil aviation conference  
Je mezivládní organizace sdruţující státy evropského regionu, vznikla na popud ICAO 
jako reakce na specifické podmínky letecké dopravy nad touto oblastí. Úzce spolupracuje s 
Evropským parlamentem a EUROCONTROLem. Tato organizace se snaţí zajistit vývoj 
bezpečného, efektivního a udrţitelného systému letecké dopravy, její harmonizaci mezi 
jednotlivými státy a jejich vzájemnou spolupráci. Hlavním současným cílem na poli 
bezpečnosti je zajištění tzv. one- stop bezpečnostních kontrol mezi státy EU na hlavních 
evropských letištích, dále pak program, v jehoţ rámci jsou prováděny kontroly zajištění 
bezpečnosti na letištích členských států ECAC.  
ECAC zavedla organizaci JAA (Joint Aviation Authority), která sjednocuje letecké 
úřady ze všech členských zemí, a ta zavedla jednotný předpis JAR. Tyto předpisy zajišťují 
lepší spolupráci mezi leteckými úřady a s provozovateli letišť. 
 
2.2.  Mezinárodní smlouvy a dohody týkající se bezpečnosti civilního 
          letectví 
Pro zajištění bezpečnosti a ochraně letectví byly vydány mezinárodní právní akty 
související s národním bezpečnostním programem. 
 
 ANNEX 17- u nás po přizpůsobení národní legislativě známý jako L-17, řeší 
ochranu mezinárodního civilního letectví před protiprávními činy. Je to příloha č.17 
vydaná k úmluvě o mezinárodním civilním letectví v Chicagu 7. prosince 1944, známá 
jako Chicagská úmluva. V ČR platný od 4. dubna 1947. 
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 V Tokiu 14.7.1964 podepsána Úmluva o trestných a některých jiných činech 
spáchaných na palubě letadla, známá jako Tokijská úmluva - zabývá se především 
oprávněním velitele letadla k zásahu dle vlastního uváţení pro obnovení pořádku na 
palubě a beztrestnosti tohoto zásahu a dále moţností vysazení osob podezřelých z 
obsazení letadla v kterémkoli smluvním státě. V ČR platná od 23.května 1984. 
 V Haagu 16.12.1970 Úmluva o potlačení protiprávního zmocnění se letadel 
(dále jen „Haagská úmluva“)- zabývá se především zajištěním trestních postihů pro 
únosce a jim pomáhající osoby ve smluvních státech a vztahem k uneseným letadlům, 
posádce a cestujícím. V ČR platná od 6.květen 1992. 
 V Montrealu 23.7.1971 podepsána Úmluva o potlačení nezákonných činů 
ohrožujících bezpečnost civilního letectví- zabývá se především zajištěním trestních 
postihů pro pachatele násilných přepadů a atentátů na letadla, vzájemnou spoluprácí 
při pátrání a problematikou vydávání těchto pachatelů. V ČR platná od 9. září 1973. 
 V Montrealu 24.2.1988 přijatý Dodatkový protokol o boji s protiprávními činy 
násilí na letištích sloužících mezinárodnímu civilnímu letectví- zajišťuje rozšíření 
předchozí úmluvy i na činy spáchané na mezinárodních letištích jako takových. V ČR 
platný od 18. dubna 1990. 
 V Montrealu 1991 Úmluva o značkování plastických trhavin- zabývá se 
povinným značkováním plastických trhavin při výrobě tak, aby je bylo moţné 
detekovat při bezpečnostních prohlídkách na letištích. V ČR platná od 21. června 
1998.  
 ICAO Doc. 8973 je Bezpečnostní manuál pro ochranu civilního letectví, je určen 
národním úřadům, které se zabývají problematikou bezpečnosti, provozovatelům letišť 
a dopravcům. Tento dokument blíţe pojednává o ustanovení v ANNEXu 17 a dalších 
částí týkajících se bezpečnosti, obsahuje vzor národního programu ochrany a 
technické specifikace pro implementaci moderních zařízení.  
 ECAC Doc.30 jsou stěţejními dokumenty pro vytvoření rovnocenných podmínek 
při bezpečnostních kontrolách uvnitř států ECAC, respektive EU, které by bylo moţné 
brát jako standardní. Stanovují rozsáhlejší a podrobnější poţadavky pro své členské 
státy v oblasti ochrany, bezpečnostních prohlídek, postupy pro odbavování, technické 
podmínky pro výrobce a provozovatele detekčních zařízení, standardní tvar směrnic 
pro bezpečnostní úkoly a prověrky. Tyto řešení mohou státy brát jako formu 
doporučení. 
 Nařízení Evropského parlamentu a rady (ES) č. 2320/2002 je pro státy EU závazná 
legislativa. Stanoví společná pravidla v oblasti bezpečnosti civilního letectví. 
 Nařízení Evropské komise (ES) č. 622/2003 ze dne 4. dubna 2003, 
implementující společná pravidla v oblasti bezpečnosti civilního letectví. 
 Nařízení Evropské komise (ES) č. 1217/2003 ze dne 4. července 2003, kterým se 
stanoví pravidla pro národní programy řízení kvality bezpečnostních opatření k 
ochraně civilního letectví před protiprávními činy. 
 Nařízení Evropské komise (ES) č. 1486/2003 ze dne 22. srpna 2003, kterým se 
stanoví postupy komise pro provádění inspekcí v oblasti ochrany před protiprávními 
činy.  
 ANNEXem 14 – v kapitole 9 řeší pohotovostní plánování a záchrannou a poţární 
sluţbu letiště, podmínky a jejich zavedení a věci spojené s jejich provozem. Zde je 
definována především potřeba vytvoření pohotovostních plánů (Airport Emergency 
plan). Vodítkem jsou navazující manuály ICAO- Airport Service Manual (především 
část 1 a 7), které podrobně a kvalitně zpracovávají oblast záchranné a poţární sluţby 
letiště a letištního krizového plánování a řízení obecně. 
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2.3. Nařízení Evropského parlamentu a rady (ES) č.300/2008, nivelizace 
(ES) č. 2320/2002 
Je to závazná legislativa pro státy EU. Stanovuje společná pravidla v oblasti 
bezpečnosti civilního letectví. Bylo vytvořeno za účelem zajištění ochrany občanům 
Evropského společenství a předcházení dalším moţným teroristickým útokům. Stanovili tak 
společnou základní normu vycházející z platných doporučení dokumentu č.30 ECAC. 
Dne 11.března 2008 proběhla nivelizace nařízení Evropského parlamentu a rady (ES) 
č.2320/2002 a vzniklo tak nařízení Evropského parlamentu a rady (ES) č.300/2008 o 
společných pravidlech v oblasti ochrany civilního letectví před protiprávními činy a o zrušení 
nařízení (ES) 2320/2002. Z důvodu nezpracování návazných nařízení ještě není uvedený 
v platnost. 
Hlavním cílem nařízení (ES) č.2320/2002 je stanovit a provádět vhodná opatření 
Společenství k ochraně civilního letectví před protiprávními činy. Vztahuje se na kaţdé letiště 
umístěné na území členských států v působnosti Smlouvy. Obsahuje společné základní 
normy, které jsou pouze formou standardů. Příslušný orgán členského státu můţe přijmout 
své vlastní bezpečnostní opatření, pokud shledává tyto normy jako nedostatečné, nebo 
nemohou být z objektivních praktických důvodů provedeny. Při přijetí přísnějších opatření, 
neţ ta uvedena v nařízení (ES) č.2320/2002, musí co nejdříve po jejich uplatnění členské státy 
informovat komisi o jejich povaze. Komisi je nápomocen výbor sloţený ze zástupců 
členských států, kterému předsedá zástupce komise. Komise s pomocí Výboru pro bezpečnost 
a spolu s Mezinárodní organizací a ECAC má moţnost vypracovat metodu pro hodnocení, 
zda lety z letišť třetích zemí vyhovují základním bezpečnostním opatřením. Pro zajištění 
uplatňování společných norem musí kaţdý členský stát vytvořit národní program bezpečnosti 
civilního letectví a určit orgán odpovídající za koordinaci kontrolu jeho plnění. Pro kontrolu 
dodrţování předpisů slouţí národní program kontroly kvality bezpečnosti civilního letectví.  
Nařízení (ES) č.2320/2002 definuje úroveň a dokumenty podléhající utajení, aby nedocházelo 
k šíření neţádoucích informací. Dále definuje sankce za porušení tohoto nařízení a vstup jeho 
platnosti. 
Součástí nařízení (ES) č.2320/2002 je i příloha obsahující společné základní normy 
pro zabezpečení civilního letectví před protiprávními činy a dodatek s přehledem pro 
rozpoznání zakázaných předmětů. 
Při tvorbě nivelizovaného nařízení bylo upuštěno od kurýrní a expresní zásilky, 
dodávky potravin leteckého dopravce, úklidové sluţby, zásoby a dodávky úklidových 
prostředků pro letecké dopravce, všeobecné letectví. Oproti tomu bylo do nařízení přidány 
normy týkající se vymezených prostor letiště a opatření k zajištění bezpečnosti za letu. 
 
2.4. Národní předpisy pro oblast bezpečnosti ČR  
 Státní správa v letectví je vymezena především Zákonem o civilním letectví č. 
49/1997 Sb. v platném znění. Tento zákon především definuje organizaci civilního letectví, 
ale dotýká se okrajově i bezpečnosti. 
Ministerstvo dopravy především odbor civilního letectví je hlavní orgán pro civilní 
letectví, který má zákonem č.49/1997 definované oblasti působení jako mezinárodní styky, 
rozdělování vzdušného prostoru, schvalování letových řádů, povolování a licencování 
obchodní letecké dopravy a je odvolacím úřadem pro správní řízení proti rozhodnutí ÚCL.  
Pro vojenské letectví slouţí Ministerstvo obrany. Zákonem č.49/1997 je určován i Úřad pro 
civilní letectví (ÚCL). ÚCL je jakoţto úřad správy pro oblast civilního letectví oprávněn 
vydávat závazné předpisy jako předpisy řady L pro oblast leteckého provozu, a zároveň 
zajišťovat jeho aplikaci, vést rejstřík letadel, zabývá se způsobilostí posádek, letadel, věcí 
spojený se zřizováním a provozem letišť. Pro moţnost odvolání se k rozhodnutím ÚCL spadá 
tato organizace pod ministerstvo dopravy. 
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Dále byla zřízena Meziresortní komise pro bezpečnost civilního letectví za účelem 
projednávání legislativních otázek, doporučení a podnětů k zajištění bezpečnosti civilního 
letectví jejíţ působnost je vymezena statutem schvalovaným ministrem dopravy a jejímţ 
předsedou je zástupce MD.  
Základním prvkem tvorby bezpečnostní politiky v českém letectví jsou národní 
programy. 
 
Národní bezpečnostní program ochrany civilního letectví ČR před protiprávními 
činy je základním dokumentem souhrnně stanovujícím bezpečnostní politiku v českém 
civilním letectví. Jeho cílem je zabránit jednáním, která mohou mít nepříznivé důsledky pro 
bezpečnost civilní letecké dopravy, především bezpečnosti cestujících, leteckého personálu a 
ostatní veřejnosti, stanovením nezbytných bezpečnostních opatření, určením odpovědnosti za 
jejich zajišťování a stanovováním postupů při jejich provádění. Je rozdělen na několik částí a 
ve svých kapitolách se zabývá problematikami:  
 popisem národního systému a rozdělení úloh jednotlivých sloţek,  
 zřízením vyhrazených prostor na letišti,  
 podmínkami ochrany vyhrazených prostor,  
 poţadavky na kontrolu vstupu do vyhrazených prostor,  
 postupy kontroly vstupů osob do vyhrazených prostor letiště,  
 podmínkami kontroly při vjezdech a výjezdech z těchto prostor,  
 podmínkami bezpečnosti letadel na ploše,  
 podmínkami a postupy bezpečnostních. kontrol a prohlídek osob, zavazadel, 
nákladu a pošty, 
 podmínkami pro diplomatickou poštu, osoby poţívající diplomatických výsad a 
imunit a ostatní osoby vyţadující zvláštní postupy bezpečnostních kontrol, 
 řešení mimořádných krizových situací. 
 
Národní program bezpečnostního výcviku v civilním letectví ČR  
řeší rozsah výcviku a způsobilost pracovníků k výkonu pracovní činnosti, specifické 
poţadavky na školení jednotlivých profesí na letišti, akreditaci a zásady udělování a 
prodluţování akreditace. 
 
Národní program řízení kvality bezpečnostních opatření v civilním letectví ČR 
před protiprávními činy stanovuje postupy pro činnost, povinnosti a oprávnění 
bezpečnostních auditů, určuje informační toky a zajišťuje svými postupy vyhledání a 
odstranění nedostatků. 
 
Zobrazení struktury civilního letectví ČR v příloze A. 
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2.5. L-17 
Pro ČR jsou jako hlavní předpisy vydávány překlady ANNEXů známé jako řady L, 
kde pořadové číslo souhlasí s číslem ANNEXu. Oblastí bezpečnosti se zabývají především 
předpisy L-14 a L-17. 
 
Obsahuje:  
 Hlava 1 základní pojmy, které jsou dále předpisem pouţívány.  
 Hlavě 2 hlavní cíle a úkoly dle tohoto předpisu, kterými jsou ochrana mezinárodní 
letecké dopravy před protiprávními činy a zajištění bezpečnosti cestujících, posádky, 
pozemního personálu i veřejnosti.  
 Hlavě 3 povinnost státu vytvořit národní bezpečnostní program a určit úřad 
zodpovědný za jeho novelizaci a dodrţování, rozdělení odpovědnosti za bezpečnost 
mezi státy, provozovatele letišť a operátory, vytvoření letištních výborů pro 
bezpečnost, zajištění proškolených a způsobilých pracovníků, vybavení letišť, určení 
směrnic a systémů školení a výcviku atd.  
 Hlava 4 se zabývá preventivními bezpečnostními opatřeními jako jsou, zavedení 
takových zákonných opatření, aby se předešlo pouţití zbraní, výbušnin a jiných 
nebezpečných předmětů, dále potřebou předletových kontrol letadel, postupů 
informování kapitána a provozovatele, potřebou provádění inspekcí a testů, poţadavky 
na opatření vztahující se na zavazadla cestujících, zapsaná zavazadla, nákladu, pošty. 
Je zde rozebrána kontrola přístupů a projektování letiště samotného.  
 Hlava 5 se zabývá postupy v případě protiprávního jednání.  
 
2.6. Schengenská spolupráce 
Schengenská spolupráce je označením spolupráce států v rámci Schengenského 
prostoru. Jedná se o území států, na jejichţ společných hranicích nejsou vykonávány hraniční 
kontroly. Kontrola se soustředí na vnější schengenské hranice (pozemní hranice, mezinárodní 
letiště a mořské přístavy) a je doprovázena úzkou spoluprací v  dalších oblastech, která 
kompenzuje chybějící kontroly na vnitřních hranicích aby nedocházelo k nelegální migraci. 
V praxi to na letišti vypadá následovně. 
 
 
Obr.1. schéma Schengenského prostoru 
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Cestující přilétající z členské země Schengenskeho prostoru do země která je taktéţ 
členem nemusí procházet pasovou kontrolou. V případě potřeby musí cestující předloţit 
doklad potvrzující jeho identitu a státní příslušnost. Pokud však přilétá ze země která není 
členem Shengenského prostoru je povinen projít přes pasovou kontrolu.  
Při odletu cestujícího do země která není členem Schengenského prostoru musí projít 
pasovou kontrolou, aby mohla být následně příslušníkem cizinecké policie zkontrolována 
platnost, pravost palubní vstupenky a cestovní doklad. Avšak při letech mezi členskými 
zeměmi cestující neprochází pasovou kontrolou. 
 
Schengenská dohoda 
Byla uzavřena v roce 1985 mezi státy Německem, Francii, Belgii, Lucemburskem a 
Nizozemskem. Cílem této dohody bylo zrušení kontrol na společných hranicích tzv. vnitřních 
hranicích při pohybu státních příslušníků členských států Evropských společenství a 
usnadnění pohybu zboţí a sluţeb. Výrazný posun přinesla tzv. Schengenská prováděcí 
úmluva, která byla podepsána dne 19. června 1990 a která Schengenskou dohodu dále 
rozvedla a specifikovala. Obsahuje ustanovení o konkrétních opatřeních, jeţ mají doprovázet 
volný pohyb po společném prostoru v praxi. Oproti smlouvě z roku 1985 bylo cílem 
Schengenské prováděcí úmluvy dosáhnout zrušení kontrol pohybu všech osob na společných 
hranicích a usnadnit přepravu a pohyb zboţí. Teprve na jejím základě se připravily všechny 
podmínky nutné pro otevření hranic- především byl vytvořen a zprovozněn Schengenský 
informační systém. V březnu 1995 pak byly odstraněny pohraniční kontroly nejdříve mezi 
sedmi státy EU - Německem, Francií, Španělskem, Portugalskem, Belgií, Nizozemím a 
Lucemburskem. K dohodě se dále připojily Itálie, Řecko a Rakousko. V současné době 
zahrnuje Schengenský prostor v zásadě všechny členské státy EU kromě Irska a Velké 
Británie, které sice v roce 2000 Schengenskou dohodu také podepsaly, ale účastní se jen její 
části  jako je například policejní spolupráce. Členy Schengenského prostoru jsou navíc také 
Island a Norsko. Česká republika společně s dalšími osmi zeměmi přistoupily k EU v roce 
2004 a vstoupily do Schengenského prostoru 21. prosince 2007. Kypr podepsal dohodu, ale 
poţádal o odklad pro své plné členství stejně tak Rumunsko a Bulharsko jenţ stanovují 
předběţný termín na březen roku 2011. Rozhodnutím referenda z 5. července 
2005 ratifikovalo dohodu také Švýcarsko a v roce 2008 do něj vstoupilo. 
 
Schengenský informační systém (SIS) 
Je evropská policejní databáze, která slouţí zejména pro pátrání po osobách 
hledaných, pohřešovaných, neţádoucích a věcech jako jsou vozidla, registrační značky, 
cestovní a osobní doklady, registrační doklady k vozidlům, bankovky, zbraně a další na území 
Schengenského prostoru. Do systému přispívají všechny členské státy Schengenu přímo ze 
svých národních databází. Vyuţívání SIS je nezbytnou podmínkou pro odstranění kontrol na 
vnitřních hranicích.  
K dotazům do systému mají přístup všichni oprávnění uţivatelé příslušných orgánů 
schengenských států na stejné úrovni, jako do svých národních systémů. SIS reaguje na 
dotazy v národním jazyce tazatele. Je tak zajištěno, ţe pátrání z ostatních členských států má 
stejné uplatnění jako pátrání národní. Doba od vyhlášení pátraní v jednom státě do okamţiku, 
kdy je pátrací záznam dostupný cestou SIS ve všech státech, je maximálně 120 sekund. 
Systém tak zásadně přispívá k zvýšení efektivity a účinnosti mezinárodního pátrání, čímţ je 
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SIS obsahuje pouze vybrané údaje o: 
 osobách, které mají být zatčeny za účelem předání na základě evropského 
zatýkacího rozkazu nebo vydání na základě extradiční smlouvy, 
 cizincích, kterým má být odepřen vstup a pobyt na území Schengenu,  
 osobách pohřešovaných, 
 svědcích a o osobách předvolaných justičními orgány v rámci trestního řízení, 
 osobách nebo vozidlech za účelem skrytých nebo zvláštních kontrol, 
 věcech hledaných za účelem zabavení nebo zajištění důkazů v trestním řízení. 
 
Všechna data obsaţená v SIS jsou vkládána jednotlivými státy a řídí se jasně 
stanovenými pravidly. Pro SIS platí striktní podmínky ochrany osobních údajů, jejichţ 
dodrţování je zajištěno důslednými kontrolními mechanismy. Kaţdý má navíc právo 
poţadovat informaci o tom, zda a jaké osobní údaje jsou o něm v SIS vedeny a z jakého 
důvodu byly do SIS některým ze schengenských států vloţeny. 
 
Členové Schengenské smlouvy: 
██  Tmavě modrá: Členové 
██  Světle modrá: Signatáři (smlouvu podepsali, ale nejsou v schengenském prostoru) 
██  Ţlutá: Malé státy, které nejsou členy EU, ale mají zájem o vstup do schengenského 
        prostoru 
██  Tyrkysová: Není signatářem Schengenské smlouvy, ale fakticky se stalo součástí 
        schengenského prostoru díky bilaterálním úmluvám s Francií (Monako) 
 
 
Obr.2. mapa Schengenského prostoru 
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3.  Letiště Brno-Tuřany 
 
3.1. Členění letišť v ČR 
 Základní veřejná mezinárodní letiště 
 Jsou to letiště určená pro mezinárodní a vnitrostátní letecký provoz, na kterých jsou 
prováděny všechny formality týkající se celních, imigračních, karanténních a podobných 
procedur a kde jsou k dispozici letecké provozní sluţby na předepsané úrovni. Do této 
kategorie patří například Brno-Tuřany, Ostrava-Mošnov, Praha-Ruzyně, Karlovy Vary, 
Pardubice. 
 Ostatní veřejná mezinárodní letiště 
 Do této skupiny spadají ostatní letiště určené pro mezinárodní a vnitrostátní letecký 
provoz, na kterých jsou formality týkající se celních, imigračních, karanténních a podobných 
procedur a letecké provozní sluţby k dispozici pouze v omezeném rozsahu a pouze pro lety 
předem odsouhlasené provozovatelem letiště. V této kategorii se nachází Olomouc, Mnichovo 
Hradiště. 
 Mezinárodní neveřejná letiště 
 Letiště určené pro mezinárodní a vnitrostátní letecký provoz, u nichţ okruh jejich 
uţivatelů byl předem stanoven. Povolení k jejich pouţití lze získat prostřednictvím 
provozovatele letiště. Zde jsou to třeba letiště Benešov, Liberec, Kunovice, Otrokovice, 
Hradec Králové, České Budějovice, Přerov. 
 Vnitrostátní veřejná letiště 
 Jsou určené pouze pro vnitrostátní letecký provoz. Jejich vyuţití je moţný nejen 
sportovními letci, ale i pro rychlou dopravu majiteli malých soukromých letadel za pomocí 
více neţ šedesátky těchto letišť na našem území. Patří zde Mediánky, Most, Příbram, 
Šumperk, Tábor, Vlašim a mnoho dalších.  
 Vnitrostátní neveřejná letiště 
 Jsou určené pro vnitrostátní letecký provoz, u nichţ okruh jejich uţivatelů byl předem 
stanoven. Ostatní provozovatelé letadel musí pro přistání na těchto letištích získat předem 
povolení provozovatele letiště. Zde jsou to Prostějov, Tachov, Ústí nad Labem, Stichovice. 
   
 Mezinárodní letiště se dále dělí dle vnější nebo vnitřní hranice. V případě 
mezinárodního letiště s vnitřní hranicí je poskytována přeprava cestujících pouze mezi 
členskými zeměmi Schengenského prostoru. Na mezinárodním letišti s vnější hranici mohou 
přilétat i cestující ze zemí jenţ nepodepsali Shengenskou dohodu. 
 
3.2. Historie letiště Brno-Tuřany 
Původní černovické letiště s travnatou plochou přestalo po válce vyhovovat moderním 
letounům a bylo rozhodnuto o výstavbě letiště nového, na katastru sousední obce Tuřany. 
Toto letiště bylo otevřeno v roce 1954, v roce 1958 zde byl zahájen civilní provoz. Jiţ v 
šedesátých letech počet odbavených cestujících výrazně překročil 200 tisíc a počet pohybů 
letadel 10 tisíc ročně. V roce 1967 byla vybudována nová odbavovací hala, roku 1968 vyuţila 
letiště okupační vojska armád Varšavské smlouvy a přistávala zde transportní letadla An-12 a 
stíhací letouny MiG-21. Vzletová a přistávací dráha byla v roce 1978 prodlouţena z 2000 m 
na 2650 m.V roce 1982 bylo letiště předáno armádě a pravidelný provoz prakticky ustal. 
V letech 1981 aţ 1982, po dobu rekonstrukce dráhového systému na letišti v Náměšti 
nad Oslavou, v Brně krátce operoval 20. stíhací a bombardovací letecký pluk se stroji Su-7. 
Poté, v průběhu let 1983 aţ 1984 se do Brna postupně přesunul z Mošnova 8. stíhací letecký 
pluk, plnící úkoly protivzdušné obrany státu. Začátkem devadesátých let byl ale postupně 
rušen, posledních 10 ks MiG-21 odlétlo z Tuřan v únoru 1991. 
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V roce 1986 byla rozšířena odbavovací hala a roku 1989 získalo letiště statut 
veřejného mezinárodního civilního letiště. V polovině roku 2002 začíná provoz letiště 
zajišťovat soukromá společnost LETIŠTĚ BRNO, a.s. Od roku 2003 zde probíhají 
kaţdoročně letecké dny CIAF (Czech International Air Fest). V roce 2004 bylo letiště 
předáno Jihomoravskému kraji avšak LETIŠTĚ BRNO a.s. zůstalo nadále provozovatelem, 
následujícího roku byla spuštěna nová linka do Londýna. V roce 2006 byl otevřen nový, 
moderní odletový terminál a zahájeno pravidelné spojení ČSA s Prahou, v roce 2007 přibyly 
linky do Moskvy a Gerony, roku 2008 byla zahájena přestavba stávající (příletové) haly.[14] 
 
 Technické informace: 
 zeměpisné souřadnice: 49° 09´ 05´´N 16° 42´ 01´´E, 
 nadmořská výška 237 m, 
 poloha 8 km JV od středu města Brna, 
 celková plocha letiště 350 ha, 
 vzletová a přistávací dráha: 2650 × 60 m, beton, únosnost 48 PCN, R/A/X/T, 
                                             1000 × 30 m, tráva, únosnost 4700 kg, 
 pojezdové dráhy A, B, C, D, E šířky 18 m, beton, 
 navigační zařízení: přesné přiblíţení dle ICAO CAT I, 
 Počet stání letadel: 9 × Boeing 737,  
 Skladovací plocha: 7000 m 2. 
 


















Obr.3. vývoj pohybu letadel na letišti Brno-Tuřany 
 

















Obr.4. vývoj počtu odbavených cestujících na letišti Brno-Tuřany 
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4. Analýza současného stavu zabezpečení letiště Brno-Tuřany 
 
4.1. Úvod do analýzy 
V této části práce provedu rozbor současného stavu zabezpečení letiště Brno-Tuřany. 
Z pohledu rozdělení prostorů, technického vybavení před protiprávním vniknutí do těchto 
prostorů, zajištění takovéhoto vniknutí, či povoleného vstupu a jejich společného 
monitorování. Dále se zaměřím na sloţky podílející se na bezpečnosti letiště, preventivní 
bezpečnostní opatření a technické zařízení pouţívající při kontrole cestujících a jejich 
zavazadel před nástupem do letadla. 
 
4.2. Rozdělení prostor letiště 
Pro zajištění lepší kontroly a navýšení zabezpečovacích moţností je Provozovatel 
letiště podle leteckého předpisu L-17 a z nařízení Evropského parlamentu a Rady (ES) č. 
300/2008, povinen zajistit rozčlenění letiště na prostory, kde kaţdý z nich má své 
bezpečnostní předpisy a opatření aby tak zabránil vstupu neoprávněných osob do určených 
prostorů letiště na palubu letadla či do jejich blízkosti. 
 Veřejný prostor- provozovatelem letiště určená veřejná část letiště, která není 
neveřejnou a zahrnuje všechny prostory letiště přístupné veřejnosti. Je to volně 
přístupná oblast kolem letiště, parkoviště, odbavovací hala kde se shromaţďují 
cestující a jejich doprovod. Je monitorována a kontrolována bezpečnostním 
personálem letiště nebo policii ČR, případně i armádou. 
 Neveřejný prostor- provozovatelem letiště určená neveřejná část letiště 
sestávající z pohybové a odbavovací plochy, přilehlého terénu a staveb nebo jejich 
částí. Vstup do těchto prostorů letiště musí byt v kaţdé době kontrolován s cílem 
zajistit vstupu neoprávněné osoby či pronesení zakázaného předmětu do SRA nebo aţ 
do letadla. Na kaţdém letišti provozující obchodní dopravu musí být v neveřejném 
prostoru letiště určen SRA a v něm kritická SRA.V případě, ţe se jedná o letiště 
mezinárodní, musí být téţ určen a vyznačen celní prostor a to dle poţadavků orgánů 
celní správy. 
 Bezpečnostní prostory (Security restricted areas- SRA)- provozovatelem 
určená část neveřejného prostoru, kde je přístup kontrolován pro zajištění ochrany 
civilního letectví před protiprávními činy. Taková oblast zahrnuje všechny prostory 
pro odlet cestujících mezi místem bezpečnostní kontroly a letadlem, prostory pro 
třídění a nakládku zavazadel, sklady nákladu, pošty, cateringu a úklidové sluţby. 
Vstup je umoţněn pouze personálu a ostatním osobám, kteří jsou drţiteli platného 
trvalého, dočasného letištního identifikačního průkazu, opravňující ke vstupu do 
určeného prostoru nebo cestujícím odbaveným na let, kteří jsou drţiteli platného 
cestovního dokladu a platné palubní vstupenky. 
 Kritické části SRA- provozovatelem určené části SRA, ve kterých jsou 
shromaţďováni cestující od okamţiku detekční kontroly do okamţiku nástupu do 
letadla. 
 
 Veřejný a neveřejný prostor musí být oddělen technickými zábranami, které jsou jasně 
označeny, udrţovány v náleţitém stavu a jejich konstrukce a rozměry zajišťují dostatečný 
stupeň ochrany před neoprávněným vniknutím do neveřejného prostoru. Průchody v těchto 
technických zábranách jsou střeţeny, zamčeny nebo zajištěny systémem automatizované 
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Území letiště Brno-Tuřany je rozčleněno do prostorů: 
 veřejný prostor letiště, 
 neveřejný prostor letiště. 
 
Veřejný prostor letiště je určen k všeobecnému styku s veřejností, lze do něj 
vstupovat a vjíţdět zpravidla bez omezení. Výjimky jsou ze strany provozovatele letiště nebo 
Policie ČR uplatňovány výhradně v  případech mimořádných bezpečnostních opatření. 
Zahrnuje příjezdovou komunikaci, přilehlá parkoviště, veřejnou část terminálu. 
 
Neveřejný prostor letiště je určený k výkonu činností spojených s odbavením letadel, 
zboţí, cestujících a jejich zavazadel, pozemní obsluhou a údrţbou letadel a nezbytných 
dalších činností provozovatele letiště a jeho uţivatelů. Zahrnuje pohybové plochy, provozní a 
technické budovy, zařízení a určené části přístupových komunikací vedoucích k pohybovým 
plochám.  
 
obr.5. bezpečnostní prostory letiště Brno-Tuřany 
 
Neveřejný prostor letiště je rozdělen na dva základní bezpečnostní prostory: 
A) Vyhrazený bezpečnostní prostor - SRA (Security Restricted Area), je prostor 
letiště, do něhoţ je vstup kontrolován pracovníky Bezpečnostní kontroly. Jedná se o 
následující části neveřejného prostoru: 
 odletová (tranzitní) hala v odletové budově terminálu 
 příletová hala v příletové budově terminálu 
 prostor všeobecného letectví v příletové budově terminálu 
 třídírna zavazadel 
 prostor celního příletu v příletové budově terminálu včetně expedice zavazadel 
 paluby letadel na odbavovacích plochách letiště 
 odbavovací plocha střed včetně prostoru před terminálem 
 odbavovací plocha západ včetně stání 
 prostor mezi  plochou střed a plochou západ  
 pojezdová dráha A od pojezdové dráhy B po pojezdovou dráhu C včetně prostoru 
METEO zahrádky 
 sklad CARGO 
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Obr.6. vyhrazený bezpečnostní prostor příletová hala 
 
 Kritická část vyhrazeného bezpečnostního prostoru (CP SRA- Critical Part of 
Security Restricted Area), je část SRA letiště, do níţ mají přístup odletoví cestující včetně 
kabinových zavazadel a posádky letadel po provedení bezpečnostní kontroly. Jedná se o 
následující části SRA: 
 odletová (tranzitní) hala v odletové budově terminálu  
 paluby letadel na odbavovacích plochách letiště  
 vytýčené trasy pro cestující mezi letadlem a odbavovací budovou 
 
 
Obr.7. schéma odletové haly letiště Brno-Tuřany 
 
B) Neveřejný bezpečnostní prostor z hlediska regulace pohybu osob členěn na další 
sektory: 
 letecké provozní plochy - RS (Running Surface), včetně staveb a zařízení, prostory 
parkovacího areálu Sever, včetně parkovacích úlů 
 prostory technického provozu - TS (Technical Service), včetně dílen, garáţí, vlečky a 
oplocených ploch okolo nich 
 prostory všeobecného letectví Jih - GA S (General Aviation South) 
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4.3.  Letištní identifikační průkaz a průkaz k povolení vjezdu 
Kaţdý provozovatel letiště je povinen na letišti určit a vyznačit veřejné, neveřejné, 
vyhrazené bezpečnostní prostory a zavést identifikační systém, postupy pro vstup osob a 
vjezd vozidel do těchto prostorů. Vstupy a vjezdy do všech neveřejných a vyhrazených 
bezpečnostních prostorů musí být kontrolovány za účelem předejít neoprávněným vstupům.  
Tato kontrola musí být nepřetrţitá, aby bylo zajištěno vstupu neoprávněných osob do 
těchto prostor a ţe do vyhrazeného bezpečnostního prostoru nebo do letadel nebudou vneseny 
ţádné zakázané předměty. 
Před povolením vstupu do neveřejných částí letiště musí být na zřízených kontrolních 
stanovištích ověřována totoţnost a při vstupu do vyhrazených bezpečnostních prostorů se 
kromě ověřování totoţnosti musí všechny osoby podrobit nepřetrţitě prováděné detekční 
kontrole včetně jimi přenášených věcí. 
 
 Vstup do neveřejných prostorů včetně SRA je umoţněn pouze: 
 personálu a osobám, které mají platný a schválený identifikační průkaz, 
 osobám, které mají povolený jednorázový vstup, 
 cestujícím odbaveným na let, 
 v případě nouze jednotkám v rámci záchranného systému, 
 identifikací přístupovou kartou, přečtení a vyslání jejích elektronických informací. 
 
 Letištní identifikační průkaz 
Pro zamezení vstupu neznámých osob jsou vydávány provozovatelem letiště 
identifikační karty. Pro vydání těchto karet ţadatel musí předloţit výpis z trestního rejstříku a 
projít školením a následně ji získá od příslušného pracovníka. Karty jsou opatřeny 
ochrannými prvky z důvodu falšování a taktéţ díky barevnému rozlišení je zřejmé do jakých 
prostor má majitel povolen vstup. Není totiţ nutné vydávat povolení pro pohyb v celém 
areálu, ale pouze do míst, kde je potřeba. Při vstupu do míst se zvýšeným nárokem na úroveň 
bezpečnosti je povolení pouze jedním z několika kroků autorizace (např. musí být provedena 
detekční kontrola). 
Před vydáním příslušného průkazu je povinen provozovatel letiště zajistit, aby všichni 
zaměstnanci a ostatní osoby kromě cestujících, kterým má být povolen vstup bez doprovodu 
do vyhrazených bezpečnostních prostorů letiště, byli podrobeni ověření spolehlivosti. A toto 
ověření bylo pravidelně opakovaně prováděno u všech osob, kterým bylo uděleno povolení 
vstupu nebo vjezdu do všech prostorů letiště kde je omezený vstup. 
Letištní identifikační průkaz je zhotoven z vodě odolného materiálu nebo umístěn ve vodě 
odolném pouzdru (papírová laminovaná či plastová). V současné době jsou pouţívány karty 
bez informace s nejmenším stupněm povolení určené pro návštěvníky, jejichţ pohyb po letišti 
je moţný pouze za doprovodu ostrahy letiště nebo s informacemi zanesenými v čipu, které 
pouţívají zaměstnanci. Tyto jsou vedeny v centrální evidenci povolení a v případě ztráty nebo 
odcizení je zabráněno přístupu nepovolané osoby deaktivací karty. Součástí informace je i 
rozsah povolení pro vstupy do vyhrazených prostorů kde k otevření dveří slouţí bezkontaktní 
čtečka. 
Jednorázová přenosná povolení jsou vydávána na vrátnici, kudy musí projít či projet 
veškerý personál nebo návštěvnici při vstupu do neveřejné části letiště. Provádí se zde 
identifikace osob dle občanského průkazu, identifikace aut dle průkazu k povolení k vjezdu a 
také jsou zde zaznamenávány příchody a odchody personálu. Stav a počet těchto povolení, 
jejich pohyb a vyuţití sleduje ostraha letiště, která je vydává. Jednorázová povolení se 
vydávají do určitých prostorů. 
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Letištní identifikační průkaz obsahuje: 
 jméno, popřípadě jména, a příjmení drţitele, 
 fotografii drţitele,  
 evidenční číslo,  
 datum vydání a datum ukončení platnosti,  
 označení prostorů letiště, do kterých je drţitel oprávněn vstoupit,  
 obchodní firmu nebo název nebo jméno, popřípadě jména, a příjmení 
 zaměstnavatele drţitele, pokud není osobou samostatně výdělečně činnou,  
 podpis drţitele. 
 
Drţitel letištního identifikačního průkazu pouţívá letištní identifikační průkaz, pokud 
do prostoru letiště vstupuje v souvislosti s plněním povinností vyplývajících z pracovního 
nebo obdobného poměru nebo v souvislosti s podnikáním.  
 
 Průkaz k povolení vjezdu 
 Při vjezdu do prostoru letiště jsou prováděny kontroly minimálně pomocí letištních 
identifikačních průkazů a vjezdových povolení pro vozidla která se pohybují mezi 
neveřejným prostorem a veřejným prostorem. Tuto propustku vydává provozovatel letiště 
pouze pro dané vozidlo a musí být umístěna na dobře viditelném místě. 
 
Povolení k vjezdu vozidel musí obsahovat: 
   označení provozovatele vozidla,  
   registrační značku vozidla, 
   tovární značku, typ a barvu vozidla,  
   evidenční číslo, datum vydání a datum ukončení platnosti,  
   označení prostorů letiště, do kterých je vozidlu povolen vjezd,  
   místa vjezdu a výjezdu vozidla. 
 
Vozidla společně s nákladem, který přepravují do určených prostorů letiště 
provozovatelem jako neveřejný nebo vyhrazený bezpečnostní prostor, musí být podrobena 
bezpečnostní kontrole v rozsahu alespoň 2 z těchto částí: 
   kapsy předních dveří, sluneční clony a přihrádky, 
   zadní strana sedadel, prostor pod sedadly a prostor pro nohy,  
   zavazadlový prostor a nákladový prostor,  
   prostor pro náhradní pneumatiku,  
   spodní část vozidla a motorový prostor. 
 
  
Obr.8. karta a bezkontaktní čtečka 
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4.4.  Ověřování spolehlivosti 
Odhalení pachatele protiprávního činu uvnitř letiště, tudíţ ţe se stane zaměstnancem, 
je velice obtíţný úkol. K tomu se pouţívá především kvalitní nábor nových zaměstnanců, 
školení,jejich motivaci při práci,ověřování spolehlivosti a bezúhonnosti. 
Pro výkon činností týkajících se civilního letectví je předpokladem ověření 
spolehlivosti. Pro zaměstnance leteckých dopravců, poskytovatelů leteckých sluţeb provádí 
ověření spolehlivosti zaměstnavatel a Úřad vykonává dozor. Osoby, které nejsou 
v pracovněprávním vztahu, provádí ověření spolehlivosti Úřad na základě jejich písemné 
ţádosti. O výsledku ověření spolehlivosti zaměstnavatel vydá zaměstnanci písemné potvrzení. 
Výsledek ověření spolehlivosti sdělí ţadateli písemně Úřad pro civilní letectví. 
Za bezúhonného se nepovaţuje ten, kdo byl pravomocně odsouzen pro trestný čin, 
související s obchodní leteckou dopravou, nebo ten, kdo byl pravomocně odsouzen pro jiný 
trestný čin spáchaný úmyslně, jestliţe vzhledem k povaze obchodní letecké dopravy a osobě 
ţadatele o vydání licence je obava, ţe se dopustí stejného nebo podobného činu při 
provozování obchodní letecké dopravy, pokud se na něj nehledí, jako by nebyl odsouzen.  
 
Činnosti, jejichţ zneuţitím by mohlo dojít k ohroţení bezpečného leteckého provozu: 
 řízení činnosti k zajišťování ochrany civilního letectví před protiprávními činy, 
 provádění bezpečnostních kontrol, 
 provádění kontrol letadel na odbavovací ploše a zajišťování ostrahy letiště, 
 provádění kontrol zavádění a plnění opatření a postupů uvedených v bezpečnostním 
programu, 
 činnost člena letištního výboru pro bezpečnost, 
 nastavování citlivosti technických prostředků a bezpečnostních zařízení pouţívaných 
při bezpečnostní kontrole a provádění jejich údrţby, 
 podnikání a činnosti vykonávané v pracovním, sluţebním nebo obdobném poměru 
v SRA bez doprovodu osoby určené provozovatelem letiště, jejíţ spolehlivost byla 
ověřena, 
 dodávání zboţí nebo sluţeb na palubu letadel v SRA bez doprovodu osoby určené 
provozovatelem letiště,jejíţ spolehlivost byla ověřena. 
 
Osobní údaje předkládané zaměstnavateli 
Pro účely ověření spolehlivosti předloţí zaměstnanec leteckého dopravce nebo 
poskytovatele leteckých sluţeb doklady, které obsahují tyto osobní údaje: 
 jméno, popřípadě jména, a příjmení, 
 datum narození, 
 státní občanství, 
 adresu místa trvalého pobytu, u cizince adresu místa pobytu nebo bydliště v cizině, 
 názvy zaměstnavatelů za posledních 5 let s uvedením data vzniku a skončení 
pracovněprávního vztahu nebo sluţebního poměru, 
 prohlášení, ţe není omezen nebo zbaven způsobilosti k právním úkonům, 
 výpis z evidence Rejstříku trestů a v případě cizince i obdobnou písemnost státu, 
jehoţ je cizinec státním občanem, jakoţ i státu, v němţ cizinec pobýval v 
posledních 2 letech nepřetrţitě po dobu delší neţ 6 měsíců. Doklady k ověření 
bezúhonnosti nesmějí být starší neţ 3 měsíce. 
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4.5. Bezpečnostní složky letiště 
 Bezpečnost provozu letiště zahrnuje souhrn opatření a způsobů zapojení lidských a 
materiálních zdrojů určených k minimalizaci ztrát na materiálu, ţivotech a zdraví osob 
působících na území letiště vlivem vlastního provozu letiště a jeho okolí. 
 Prioritu v dané oblasti mají postupy vedoucí k zajištění řádného chodu letiště, v 
případě vzniku mimořádné události pak postupy související se záchranou ţivotů a zdraví 
osob. 
 V běţném provozu provozovatel letiště zajišťuje při pouţití vlastních zdrojů odbavení, 
bezpečnostní kontroly cestujících, odbavení nákladu, ostrahu prostoru letiště, přičemţ je zde 
zastoupena i policie ČR a celní úřad. O bezpečnost a ochranu se stará provozovatelem zřízený 
Bezpečnostní úsek s celkovým počtem 52 pracovníků. V případě vzniku mimořádné události 
na území letiště je vyuţívána integrovaná forma spolupráce letištních i mimoletištních 
bezpečnostních a záchranných sloţek.  
Působnost sloţek integrovaného záchranného systému vychází z příslušných 
ustanovení zákonů České republiky. Sloţky provozovatele letiště se řídí interními předpisy 
(příslušnými organizačními normami a národním bezpečnostním programem). V případě 
vzniku mimořádných situací v provozu letiště je působnost sloţek integrovaného systému 
upravena interním předpisem: Letištním pohotovostním plánem. 
 
4.5.1. Ostraha letiště a bezpečnostní kontrola letiště 
 Odpovídá za zajištění úkolů souvisejících s ochranou zdraví osob a majetku. Výkon 
činnosti tohoto úseku se řídí Plánem střežení letiště, který vychází ze skutečného stavu 
dislokačního řešení jednotlivých objektů na území letiště a jejich důleţitosti pro provoz 
letiště. 
Organizační struktura ostrahy letiště se skládá z vedoucího ostrahy letiště-
bezpečnostní kontroly, vedoucí směn, vedoucí psovodů a u bezpečnostní kontroly navíc 
vedoucí odbavení. 
Jsou to pracovníci hlídající bezpečnost které pro jejich dobré rozpoznání můţeme 
spatřit v jednotné uniformě. Kaţdý z nich se řídí stanovenými povinnostmi a pravomocemi. 
 
Ostraha letiště musí plnit následují úkoly:  
 pracoviště stálé sluţby- řídí a koordinuje bezpečnostní sluţby na letišti 
s ostatními sluţbami letiště, stejně jako provádí monitoring záznamových 
zařízení a hlášení bezpečnostních prostředků, vybavení by mělo být adekvátní 
k důleţitosti tohoto místa tj. radiové spojení se sloţkami na ploše, stanovištěm 
ŘLP, telefon na všechny potřebné sloţky včetně spojení se Záchrannou poţární 
sluţbou a dostatek materiálních i personálních prostředků pro případ narušení a 
okamţitý zásah, 
 kontroly na hlídaných vstupech- jsou střeţeny bezpečnostním pracovníkem. Na 
těchto místech je třeba technické vybavení pro kontrolu vozidel, telefonické 
spojení s dispečinkem ochrany a moţnost vydávání dočasných povolení ke 
vstupu,  
 kontroly v prostoru, po jeho obvodu i uvnitř- z důvodu velkých vzdáleností a 
nutnosti rychlého zásahu je nezbytné, aby hlídky tyto kontroly prováděly v autě a 
byly vybaveny radiovým spojením s dispečinkem a také stanovištěm řízení 
letového provozu, které zodpovídá za veškerý provoz na provozních plochách. 
Kontroly je vhodné provádět nepravidelně a rychle reagovat na dané informace 
z dispečinku i od ostatních zaměstnanců, 
 bezpečnostní kontroly- odpovídá za zajištění detekční kontroly při vstupu do 
SRA. Úsek bezpečnostní kontroly v rámci své běţné činnosti vyuţívá technické 
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prostředky a zařízení detekující moţný výskyt předmětů zneuţitelných jako 
zbraní, kovových předmětů, výbušnin všeho typu, halucinogenních látek i 
radioaktivních materiálů. 
 
4.5.2. Záchranná a požární služba 
Odpovídá za zajištění úkolů souvisejících se záchranou osob a majetku ohroţených 
provozem letiště, zejména vznikem mimořádných událostí (poţár, letecká nehoda, ekologická 
havárie, ohroţení majetku nebo zdraví osob, součinnost při řešení organizované protiprávní 
činnosti, likvidace škod na majetku, apod.). Minimální poţadavky na Záchrannou a poţární 
sluţbu letiště, jeţ jsou dány předpisem L- 14, vytvářejí určitý předpoklad rychlé záchranné 
akce v případě ohroţení či letecké nehody. Předpis definuje úroveň potřebné ochrany, 
minimální objem hasících látek v zásahových vozidlech a na letišti, minimální vybavení 
letiště záchrannými prostředky, dojezdový čas na místo zásahu (provozním cílem je zajištění 
času 2 minut na kteroukoliv část kterékoliv provozované RWY, nepřevyšujícího však 3 
minuty na kteroukoliv část pohybové plochy), potřebu a podmínky zřízení nouzových 
přístupových komunikací, nutnost umístění všech vozidel ZPS v poţárních stanicích a potřebu 
vybudovat pobočné stanice tam, kde není moţno zajistit předepsaný dojezdový čas, podmínky 
tvorby a udrţování komunikačního a poplachového systému a charakter poplachových zpráv, 
povinnost stanovit  pro kaţdou kategorii letiště přesný počet vycvičeného personálu, 
odpovídající připravenost a nakonec povinnost vytvoření zásahového plánu ZPS, koordinační 
síťové mapy letiště a poţárních poplachových směrnic, coţ je ideální zajistit formou 
jednotného pohotovostního plánu letiště a na něj navazujícího pohotovostního plánu ZPS. 
Samotná akceschopnost vyplývá z dostatečného vybavení a připravenosti záchranných a 
věcných prostředků poţární ochrany, odpovídajících početních stavů hasičů a splnění 
stanovených časových limitů. Pracovníci Hasičského záchranného sboru na letišti Brno-
Tuřany kromě plnění záchranné a poţární sluţby zajišťují i přepravu osob autobusy k 
letadlům a také pracují jako obsluha rentgenů při detekčních kontrolách zapsaných zavazadel. 
Organizační strukturu Hasičského záchranného sboru tvoří velitel jednotky, velitelé 




Tab.1., Tab.2.  dva z několika požadavků dle předpisu L- 14 na vybavení ZPS podle kategorie letiště 
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4.5.3. Biologická ochrana letiště 
Tato sluţba je provozována pracovníky letiště Brno-Tuřany. Monitoruje aktuální 
stav ptactva na letišti a v jeho okolí a stará se o to, aby nedocházelo k pohybu ptáků, 
zvířectva nad a na provozních plochách, spolupracuje se sloţkou řízení letového 
provozu. Jejich povinností je provádět nejen samotné plašení zvěře a zajišťovat 
bezpečnost na vymezeném prostoru, ale také tomu předcházet.  
V našich podmínkách se jedná hlavně o hejna holubů, vran, havranů, špačků a 
divokých kachen. Z divoké zvěře můţe bezpečnost na letišti ohrozit volný pohyb zajíců, 
baţantů nebo srn. 
Pro malá sportovní letadla je takováto sráţka váţným nebezpečím ohroţující 
ţivot, naopak dopravních letadla jiţ bývají dostatečně dimenzována aby dokázala takové 
sráţce čelit, avšak stále můţe dojít aţ ke katastrofálním důsledkům při nasátí ptáka či zvířete 
do proudového nebo turbovrtulového motoru. Kdy můţe dojít k destrukci motoru nebo 
omezení jeho výkonu v závislosti zanesení otvorů biomasou, tudíţ neumoţnění přivádět 
vzduch k ochlazení dutých lopatek. 
K zabraňování sráţek letadel s ptáky je moţno dosáhnout cestou vytvoření 
nepřijatelného ţivotního prostředí pro ptáky nebo jejich přímým zastrašováním. 
 
Mezi tyto metody patří: 
 udrţování krátkého travního porostu na letištní ploše (zhoršení podmínek pro 
hnízdění a hledání potravy), 
 nasazování dravců k vyhánění ptáků,  
 pouţití pyrotechnického zastrašování (světlice, výstřely),  
 pouţití reproduktorů vysílajících skřeky dravců,  
 umisťování strašáků na letištní plochu.  
 
Dravci chránící dráhy 
Nasazování dravců je přirozenou, účinnou a šetrnou metodou odstrašování ptáků. 
V areálu letiště je zřízena stanice biologické ochrany, která po obdrţení hlášení o 
výskytu ptáků vyšle na místo hlídku s dravcem. 
Dravec ptáky přímo neodstraní, pouze svojí přítomností ptáky zastrašuje. Aby se 
vyuţilo dravcových instinktů, je třeba, aby do akce vzlétal hladoví pak spíše neţ instinkty po 
svobodě se v něm prosadí lovecké instinkty. Z tohoto důvodu jsou dravci denně váţeni. 
 
Akustické odstrašovací zařízení 
Zařízení vyuţívá elektronické zvuky, tísňové a poplašné volání a křik predátorů 
způsobující odlet ptáků z letiště. Tento systém pomáhá vytvářet prostředí, které je 
neuspokojivé pro většinu ptačích druhů. Elektronické a přírodní zvuky jsou vysílány 
v nepravidelných intervalech o různých délkách, coţ zabraňuje postupnému navykání ptáků 
na tyto zvuky. Tento systém lze přizpůsobit jakémukoliv druhu ptáků. Důvodem úspěchu je, 
ţe toto zařízení namísto dočasného vystrašení ptáků způsobuje jejich trvalé odstěhování.  
 
4.5.4. Celní správa 
Dle zákona č. 185/2004 Sb. o celní správě České republiky je na letišti zřízeno 
oddělení 020 letiště které spadá pod Celní úřad Brno jehoţ odpovědnou organizací je 
Generální ředitelství cel. 
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4.5.5. Hraniční kontrola 
Dle zákona č. 326/1999 Sb. a zákona č.283/1991 Sb. o policii České republiky je na 
letišti zřízen Inspektorát cizinecké policii Brno-Tuřany jehoţ odpovědnou organizací je 
Ředitelství sluţby cizinecké policie Praha. 
 
4.6. Proces odbavení cestujících 
V první řadě cestující jde ke své cestovní agentuře popřípadě leteckému dopravci, kde 
si vyzvedne letenku, pokud ji neobdrţel jiţ dříve. Následně postupuje na check-in, kde 
předloţí letenku, cestovní doklad a je povinen informovat o jakémkoliv nebezpečném zboţí, 
které převáţí. Cestující mohou mít s sebou dva druhy zavazadel- zapsaná a příruční. Zapsaná 
zavazadla se odbavují u check-in agenta kde jsou zváţena a označena štítkem obsahující 
destinaci a kód shodným s kódem palubní vstupenky daného cestujícího. Tato zavazadla se 
poté pomocí pásu dopraví do třídírny zavazadel, kde podstoupí RTG kontrolu. Příruční 
zavazadla si cestující bere s sebou na palubu letadla a jejich kontrole je věnovaná pozornost 
při bezpečnostní kontrole. Po úspěšném odbavení zapsaného zavazadla a zkontrolování 
dokladů obdrţí cestující palubní vstupenku a můţe dále pokračovat v cestě. 
Ještě před pasovou kontrolou se cestující podrobí bezpečnostní kontrole která je 
prováděna zejména jako detekční. Na této bezpečnostní kontrole cestující odloţí sako, kabát, 
bundu, pásek, kabinové zavazadlo, laptop nebo jiné elektrické přístroje vyjmuté z obalu, 
nechá tyto věci zrentgenovat a podstoupí kontrolu rámovým detektorem kovů popřípadě 
následně i příručním detektorem kovů. Od 6.11.2006 platí na letišti Brno-Tuřany nová 
pravidla pro provádění bezpečnostních kontrol v souladu s nařízením Evropské komise. Ta 
upravují zejména přepravu tekutin a gelů, které smí cestující mít u sebe ve chvíli, kdy 
prochází bezpečnostní kontrolou. Tato pravidla platí pro všechny cestující, jejichţ odletovou 
destinací je letiště v zemi Evropské unii, bez ohledu na destinaci cílovou. Tekutinami a gely 
se rozumí voda a další nápoje, pasty, spreje parfémy atd. Pro přepravu lahviček s tekutinami 
slouţí 1l igelitový sáček, který cestující předloţí, kde jedno balení můţe mít maximálně 
100ml. 
Při pasové kontrole příslušník cizinecké policie kontroluje cestovní doklad. Příslušník 
cizinecké policie můţe také pomocí SIS namátkově zjistit, zda cestující není z nějakého 
důvodu vyloučen z přepravy (hledané osoby, teroristé, recidivisté, atd.). Po průchodu pasovou 
kontrolou se cestující dostane do čekárny, kde vyčkává do té doby, neţ je vyzván 
pracovníkem odbavení k předloţení palubní vstupenky a nástupu na palubu letadla. 
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Obr.9. proces odbavení cestujících 
 
4.7. Proces bezpečnostní kontroly 
Bezpečnostní kontrola se provádí zejména jako detekční kontrola. Detekční kontrola 
se provádí jako fyzická kontrola osob, fyzická kontrola věci a kontrola technickými 
prostředky. 
 
Detekční kontrola personálu, přepravovaných předmětů a vozidel 
Veškerý personál i posádka letadel, spolu s přepravovanými předměty musí být 
podrobováni detekční kontrole před tím, neţ je jim povolen vstup do vyhrazených 
bezpečnostních prostor. Není-li to moţné, jsou osoby a předměty podrobovány stálým 
namátkovým detekčním kontrolám. Namátková detekční kontrola je rozšířena na všechny 
předměty, které do letadla vnáší kterákoliv obsluha související mimo jiné s úklidem, prodejem 
bezcelního zboţí a ostatní obsluha mající přístup do letadla. Vozidla a zásoby, které jsou 
dopravovány do provozní části letiště nebo do jiných vyhrazených bezpečnostních prostor, 
jsou taktéţ namátkově prohlíţeny. 
 
 Detekční kontrola diplomatů 
 Diplomaté a ostatní privilegované osoby a jejich osobní zavazadla, vyjma 
„diplomatické pošty“, podléhají detekční kontrole s výhradou ustanovení Vídeňské úmluvy o 
diplomatických vztazích. Personál leteckého dopravce odpovídající za převzetí 
diplomatických zavazadel se musí ubezpečit, ţe byla skutečně zaslána řádně jmenovanými 
úředníky uvedeného diplomatického zastoupení. Diplomatičtí kurýři a jejich osobní zavazadla 
nejsou osvobozeni od detekční kontroly. 
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Detekční kontrola cestujících 
S výjimkou osob, které jsou podrobovány zvláštním postupům detekční kontroly nebo 
jsou osvobozeny od detekční kontroly, jsou všichni odletoví cestující podrobeni detekční 
kontrole, aby bylo zabráněno přenesení zakázaných předmětů do vyhrazených bezpečnostních 
prostorů a na palubu letadla.  
Cestující jsou podrobováni detekční kontrole fyzickou prohlídkou za pouţití 
ochranných rukavic, přičemţ fyzickou kontrolu osob provádí osoba stejného pohlaví vizuální 
prohlídkou a hmatem ruky na oblečeném těle kontrolované osoby, jakoţ i ve volných 
odloţených částech jejího oděvu, nebo kontrolou pomocí průchozího detektoru kovů 
cejchovaném na poţadovanou úroveň pro detekci malých kovových předmětů. Jestliţe je 
pouţíván průchozí detektor kovů, pouţívá se rovněţ stálá namátková fyzická prohlídka. Tyto 
fyzické prohlídky jsou prováděny u všech cestujících, u kterých kontrola vyvolá poplašný 
signál. Fyzické prohlídky jsou trvale namátkově prováděny i u těch cestujících, u kterých 
kontrola poplachový signál nevyvolá, a jestliţe je poplach aktivován, je dotyčná osoba 
poţádána, aby ještě jednou prošla průchozím detektorem kovů, nebo je provedena její fyzická 
prohlídka, přičemţ můţe být zároveň pouţit ruční detektor kovů. 
 
Detekční kontrola kabinových zavazadel 
Kabinová zavazadla všech odletových cestujících s výjimkou osob, které jsou 
podrobovány zvláštním postupům detekční kontroly nebo jsou osvobozeny od detekční 
kontroly jsou podrobena detekční kontrole před tím, neţ jsou připuštěna do vyhrazených 
bezpečnostních prostor a do letadla. Cestující musí odevzdat jakékoliv zakázané předměty, 
jinak jim je vstup do vyhrazeného bezpečnostního prostoru nebo případně do letadla odepřen. 
Kabinová zavazadla jsou podrobena detekční kontrole, buď jako fyzická kontrola věcí, která 
se provádí vizuální prohlídkou, hmatem ruky a zahrnuje kontrolu vnitřního prostoru věcí, 
včetně obalu, pomocných konstrukcí, kontrolu všech vloţených předmětů, jejich obsahu a 
částí, přičemţ kaţdé zavazadlo je prozkoumáno z hlediska podezřelých znaků jako neobvyklá 
váha apod. nebo detekční kontrola konvenčním rentgenem doplněná trvale namátkově 
prováděnou fyzickou prohlídkou rentgenem kontrolovaného zavazadla, přičemţ osoby takto 
kontrolované tvoří alespoň 10 % ze všech kontrolovaných osob včetně těch, u kterých vzniklo 
u obsluhy podezření nebo detekční kontrola rentgenem, který vyuţívá instalované aktivní 
obrazové promítání nebezpečných předmětů. Fyzicky je pak třeba prohledat pouze ta 
zavazadla, u kterých vzniklo u obsluhy podezření, přičemţ ruční prohlídka můţe být doplněna 
vyuţitím zařízení pro stopovou detekci výbušnin. 
 
Detekční kontrola zapsaného zavazadla 
Všechny části doprovázeného zapsaného zavazadla jsou před naloţením do letadla 
podrobeny detekční kontrole jedním z těchto způsobů: 
 ruční prohlídkou, 
 konvenčním rentgenem, přičemţ alespoň 10 % zavazadel kontrolovaných rentgenem 
je rovněţ podrobeno ruční prohlídce nebo kontrole pomocí zařízení EDS nebo EDDS 
nebo PEDS nebo kontrole konvenčním rentgenem, přičemţ je kaţdé zavazadlo 
prosvětlováno ze dvou různých úhlů stejnou obsluhou na stejném kontrolním místě, 
 konvenčním rentgenem s instalovaným aktivním zařízením TIP, 
 zařízením EDS nebo EDDS, 
 zařízením PEDS, 
 zařízením pro stopovou detekci výbušnin při otevřeném zavazadle. 
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Nedoprovázená zapsaná zavazadla jsou před naloţením do letadla jak u výchozího, tak 
u transferového letu podrobena detekční kontrole jedním z těchto způsobů: 
 zařízením EDS, 
 vícestupňovým zařízením PEDS, kde u druhého stupně obsluha prohlíţí zobrazení 
kaţdého zavazadla, 
 konvenčním rentgenem, přičemţ kaţdé zavazadlo je prohlíţeno ze dvou různých úhlů 
stejnou obsluhou na stejném kontrolním místě, 
 fyzickou kontrolou doplněnou pouţitím zařízení pro stopovou detekci výbušnin při 
otevřeném zavazadle. 
 
Náklad, kurýrní a expresní zásilky 
Před umístěním na palubu letadla je veškerý náklad, kurýrní a expresní zásilky určené 
k přepravě letadlem s cestujícími nebo pouze nákladním letadlem podrobeny bezpečnostním 
kontrolám. Převzetí, zpracování a manipulace s nákladem je prováděna řádným způsobem 
přijatými a vycvičenými pracovníky.  
 
Pokud to povaha zásilky umoţňuje je náklad: 
 prohledán ručně či kontrolován fyzicky,  
 kontrolován konvenčním rentgenem, 
 kontrolován v simulační komoře, 
 kontrolován jiným způsobem technickými a současně bio-senzorovými prostředky.  
 
Pokud nelze z důvodu velkých rozměrů nebo pouţitého materiálu provést detekční 
kontrolu, tak se zásilka před naloţením do letadla uloţí nejméně na dobu 24 hodin do 
skladovacích prostoru určených provozovatelem letiště. Jakmile jsou bezpečnostní kontroly 
provedeny je úroveň bezpečnostní ochrany tohoto nákladu udrţována aţ do doby, kdy je 
náklad naloţen na palubu letadla, a dále do doby odletu letadla.  
 
Jednotlivé bezpečnostní kontroly není třeba uplatnit v případě: 
 nákladu převzatého od známého odesílatele, 
 transferového nákladu, 
 nákladu, jehoţ původ a podmínky manipulace s ním zajišťují, ţe nepředstavuje ţádné 
bezpečnostní ohroţení, 




Před tím, neţ je umístěna na palubu letadla je pošta přepravovaná letadly s cestujícími 
a letadly pouze pro náklad podrobena bezpečnostním kontrolám. Pošta citlivá na dobu trvání 
přepravy  je přepravována leteckou dopravou jen tehdy, jestliţe převzetí, zpracování pošty, 
manipulace s ní je prováděno řádným způsobem získaným a vycvičeným personálem. 
Přičemţ jednotlivé údaje o letu a směrování letadla, kterým je pošta přepravována jsou 
důvěrné. 
 
Pro zajištění pošty obsahující zakázané předměty jsou zásilky: 
 prohledávány ručně, 
 podrobeny detekční kontrole konvenčním rentgenem, 
 kontrolovány v simulační komoře 
 kontrolována jinými provozními, technickými nebo bio-senzorovými prostředky 
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Jednotlivé bezpečnostní kontroly se nemusí uplatňovat v případě: 
 pošty převzaté od známého odesílatele, 
 dopisů nedosahujících určenou váhu nebo tloušťku, 
 zásilek v dobré víře označených jako materiál pro záchranu ţivota, 
 vysoce cenného zboţí, které jiţ bylo kontrolováno minimálně podle stejných 
poţadavků, 
 pošty, která má být přepravena lety určenými pouze pro přepravu pošty mezi letišti 
Společenství, 
 transferové pošty. 
 
4.8.  Prostředky pro zajištění bezpečnosti na letišti 
V této části se budu zabývat technickými prostředky chránící před nezákonným 
vstupem, zařízením umoţňující přístup a systémy pro zjištění a monitorování vniknutí do 
objektu.  
 
4.8.1.  Zařízení proti vniknutí do objektu 
Účelem perimetrického střeţení je zachytit případného narušitele technickými 
prostředky včas, tedy v okamţiku, kdy ještě nepáchá trestnou činnost ve střeţených 
prostorách. Základním poţadavkem na prvky venkovní perimetrické ochrany je nezávislost 
funkce na klimatických podmínkách.  
Dle doporučení předpisu L- 14 hlavy 9 je ţádoucí, aby na letišti byl zřízen plot nebo 
jiná zábrana pro znemoţnění přístup velkých zvířat, která by mohla ohrozit letadla a taky aby 
bylo zabráněno úmyslnému nebo neúmyslnému přístupu neoprávněných osob na neveřejné 
plochy letiště. Také i zahrazení kanalizačních stok, potrubí, tunelů apod., pokud je to nutné k 
zabránění přístupu. 
Plot nebo zábrana by měly být umístěny tak, aby pohybové plochy letiště a 
ostatní zařízení nebo prostory letiště důleţité pro bezpečný provoz letadel byly odděleny 
od veřejně přístupných prostorů.  
Z důvodu zvýšení bezpečí je ţádoucí aby po obou stranách plotu nebo zábrany 
byla zajištěna volná plocha pro vytvoření obvodové komunikace a usnadnění tak 
činnosti stráţní sluţby a personálu údrţby. Volná plocha zajistí i ztíţení překonání 
překáţky nebo zábrany. Pokud je to tedy moţné jak na straně kontrolované, tak volné 
letištní oblasti oplocení, by neměly být ţádné překáţky či vegetace. Pokud to není 
moţné zajistit, je nutno odpovídajícím způsobem zvýšit výšku plotu nad okolní sloupy 
elektrického vedení, stromy, apod.  
Na letištích, kde je to povaţováno za ţádoucí z důvodů bezpečnosti, mají být plot 
nebo jiná zábrana a jejich zařízení zřízené pro ochranu mezinárodního civilního letectví  
osvětleny s minimální potřebnou intenzitou. Pozornost musí být věnována umístění 
zdrojů světla, aby byl osvětlen terén po obou stranách plotu nebo zábranu, zejména 
v místech přístupu. 
Dále by měla být provedena vhodná opatření pro zabránění přístupu neoprávněných 
osob k pozemním vedením a zařízením umístěných mimo letiště, která jsou důleţitá pro 
bezpečnost civilního letectví, jako jsou zdroje elektrické energie, elektrické trafostanice, 
navigační zařízení, řídící věţ a jiné budovy uţívané sluţbami řízení letového provozu, zvláště 
pak palivové hospodářství a komunikační zařízení. Účinný je dohled hlídkami, kamerovým 
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Druh oplocení 
Výběrem konstrukce oplocení je do značné míry dána i odolnost, a tím pádem i 
účinnost oplocení. Obvykle se volí kovové ploty a obvodové zdi před překáţkami ze dřeva 
nebo plastu. Ploty by měly být vysoké alespoň 2,13 metru (nejlépe však 2,7 metru) a měly by 
být opatřeny našikmo umístěným nástavcem s ostnatým drátem, který jejich celkovou výšku 
zvýší alespoň na 2,44 metru (pokud moţno aţ na 3 metry).  
Pokud jsou ploty z důvodu doplňkové bezpečnosti zdvojené, měla by vzdálenost mezi 
nimi být alespoň 3 metry. Nejčastěji se pro ochranu obvodu letiště pouţívá drátěný plot 
podporovaný ocelovými vzpěrami nebo betonovými sloupky. Pouţitý drát by měl mít průměr 
alespoň 2,5 mm a otvory by neměly být větší neţ 5 cm2 a měly by být nasměrovány 
diagonálně, aby se po nich obtíţněji šplhalo. Efektivnost oplocení je moţné zvýšit ukotvením 
spodní části pletiva, aby se zabránilo jeho vytaţení a tím umoţnění nepovoleného vstupu. 
Zabezpečení proti podhrabání je zajištěno instalací podhrabových desek.  
Pouţitý drát by měl být pozinkovaný nebo potaţený plastikem, aby nedošlo 
k sníţení účinnosti vlivem vlhkého počasí. Existují také určité oblasti, kde není moţno 
pouţívat kovové ploty, protoţe by mohly narušovat pouţívání navigačních pomůcek, 
jsou to zvláště hranice vzletových a přistávacích drah. V tomto případě je moţné 
nahradit drátěné ploty dřevěnými nebo plastikovými v kombinaci s nízkými drátěnými 
překáţkami nebo ţivými ploty (tj. trnitými rostlinami). Estetičtější ploty s ocelovými 
mříţemi o průměru alespoň 3 cm mohou být pouţity zvláště v přední části otevřené 
oblasti zařízení terminálu pro cestující.  
Vhodné je vyuţití spolu s plotovou ochranou informačních a varovných cedulí. Tyto 
prostředky musí být jasně čitelné a umístěné nejlépe v pravidelných intervalech od sebe aby je 
nebylo moţné přehlédnout. 
Ploty můţeme následně dovybavit různými kombinacemi bezpečnostních zařízení, 
jako je ţiletkový drát vytvořený z vysoce taţného materiálu, na kterém je v krátkých 
intervalech umístěno mnoţství ostnů ostrých jako ţiletka. Tvar ostnů je navrţen tak, aby 
proráţely a současně svíraly. Drát je pogalvanizován proti korozi a po rozvinutí vytváří tzv. 
dvojitou spirálu. Tento tvar zaručuje praktickou neproniknutelnost skrz bariéru. Pouţívá se 
především k ochraně proti průniku ţivé síly jako doplněk plotové ochrany. Instaluje se buď 
přímo na zem nebo v kombinaci s ostnatým drátem na vrchní část plotu. K zvýšení účinnosti 
především z hlediska zabránění vniknutí zvířat pod plotem na pozemek a omezí přístup zemní 
vlhkosti k pletivu se pouţívá betonových podhrabových desek s ocelovými výztuhami. Tyto 
desky jsou vyrobeny z vysoce kvalitního betonu, vyztuţeny ocelovými tyčemi. Vhodné pod 
klasické pletivo i pod průmyslové oplocení, jsou uchyceny na kulatý či hranatý sloupek 
pomocí stabilizačních drţáků. 
 
Perimetr letiště Brno-Tuřany 
Je tvořen oplocením podél celého objektu za pouţití materiálu jako je beton, dřevo, 
kov. Celkový obvod činí přibliţně 8 km. Nejčastěji k vymezení pozemku letiště oddělující 
veřejný od neveřejného prostoru je pouţit plot tvořen z těţkých svařovaných panelů, 
kovovými sloupky s bavolety a třemi řady ostnatých drátů kterým bude postupně nahrazen 
současný betonový, dřevěný a nízký ocelový plot křiţující světelnou přibliţovací soustavu 
dráhy 28. V neveřejné části je pro oddělení vyhrazeného bezpečnostního prostoru pouţito 
stejného oplocení bez bavoletů.  
Na oplocení jsou umístěny informační cedule a jeho okolí je upravováno pro 
minimalizování moţného útočiště zvěře. Perimetr je oddělen také terminálem s neprodyšně 
uzavřenými okny jehoţ prostor je neustále snímán kamerami. 
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Do prostoru letiště ústí 17 vstupů, jeden střeţený 24 hodin ostrahou letiště, který je 
určen i přijíţdějícím automobilům, vybavený kamerovým systémem. Dalších 14 vstupů jsou 
pouze uzamčené brány, nad kterými je nataţen ve třech řadách ostnatý drát. Tyto vstupy 
uţívají převáţně technické sluţby pro úpravu plochy nebo pro opravu navigačních systému. 
Přístup k jejich pouţití má policie ČR a ostraha letiště. Poslední dva vstupy se nachází 
v terminálu letiště určené pro cestující pravidelných, nepravidelných linek a všeobecného 
letectví který slouţí i pro posádky. Oba tyto vstupy jsou nepřetrţitě střeţeny kamerovým 
systémem a pracovníky bezpečnostní kontroly letiště. 
Zobrazení přístupových bodů a ohraničení v příloze B. 
 
4.8.2. Prostředky pro zjištění vniknutí 
Mají za úkol detekovat narušení objektu a pokud moţno i lokalizovat přítomné 
narušitele v kontrolované oblasti. Spuštěním poplašného signálu dochází k identifikaci 
vniknutí a stanovení místa vniknutí popřípadě manipulaci s ochranným zařízením. 
 
Dle principu detekce dělíme zařízení na: 
 elektronické překážky- vyuţívají účinek narušení, pozměnění, přerušení obvodu 
světelného paprsku. Měří také například změny v rádiovém, světelném, akustickém, 
piezoelektrickém nebo elektromagnetickém vyzařování. Tyto elektronické překáţky 
jsou dále členěny na překáţky mikrovlnné, laserové, infračervené. Jsou vyráběny jak 
pro pevné, tak i mobilní pouţití. Především v místech, kde není trvalá stráţní sluţba, 
jsou vhodným doplňkem, ale při pouţití s plotovou překáţkou nebo ve vstupních 
místech jako jsou dveře, okna, nouzové východy či dveře k pásovým přepravníkům. 
Jejich výběr musí být zaměřen podle oblasti kde budou umístěny z důvodu 
ovlivňování okolním rušením jakými jsou klimatické podmínky, hluk, vibrace, 
akustický či rádiový šum a tím zaručit menší mnoţství planých poplachů. 
 elektromechanické překážky- vyuţívají účinek způsobený narušením rovnováhy 
seismického, elektrického nebo magnetického detektoru mechanickým kontaktem. 
Systém elektromechanických zábran je tvořen detektory pro zjišťování otevření nebo 
vniknutí umístěných na několika dveřích, přístupových místech nebo východech. 
Poplašný signál je spuštěn přerušením elektrického nebo magnetického kontaktu.. 
Vyuţití uplatní v oblastech zřídka pouţívaných jako třeba u nouzových východů. 
 
Druhy detektorů: 
 infračervené závory- jsou spolehlivá detekční technologie zajišťující kvalitní 
liniovou detekci s minimální četností planých poplachů a malými nároky na volný 
prostor. Z těchto důvodů jsou pouţitelné v širokém spektru aplikací od rezidenčních a 
komerčních aţ po aplikace s vyšší úrovní rizik. 
 pasivní infraspínače (PIR)- lze pouţít pro venkovní prostorovou detekci zejména 
tam, kde je moţné zajistit vizuální ověření vzniklých poplachů ať uţ osobně, nebo 
prostřednictvím kamerového systému. 
 mikrovlnné detektory a bariéry- mikrovlnná technologie zajišťuje spolehlivou 
objemovou detekci zejména v aplikacích s vyššími a vysokými riziky. U MW 
detektorů se vyuţívá princip dopplerovského radaru, u MW bariér pak detekce změn 
ve vícecestném signálu na přijímací straně. 
 duální detektory- kombinují dvě technologie. PIR detektor a mikrovlnnou (MW) 
nebo ultrazvukovou (UKV) sloţku. Rozšířenější je varianta PIR/MW. Vzhledem ke 
své zvýšené odolnosti vůči neţádoucím vlivům se duální detektory instalují do 
náročnějších prostředí. 
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 doplňkové detekční prostředky- cívka ţiletkového drátu s moţností detekce pokusů 
o překonání je jedinečným prostředkem kombinujícím účinný odrazovací efekt, 
posílení mechanické bariéry a detekci narušení s nulovou četností planých poplachů.  
 plotové detekční prostředky- plotové detekční systémy detekují pokusy o přelezení 
či prostříhání střeţeného oplocení, a to prostřednictvím metalického nebo optického 
detekčního kabelu upevněného k oplocení. 
 systémy se zemními detekčními kabely- tyto systémy detekují pohyb narušitele 
prostřednictvím elektromagnetického pole vytvářeného v okolí v zemi uloţených 
štěrbinových detekčních kabelů. Obecným rysem těchto špičkových systémů je 
vysoká kvalita detekce při zachování velmi nízké četnosti planých poplachů. 
 akustické snímače- jejich princip je zaloţen na snímání zvukové charakteristiky 
tříštění skla a tlakové vlny vzniklé nárazem na skleněné plochy. Na hlídaném sklu 
nesmí být instalována bezpečnostní fólie, která brání snímání zvuku při rozbití 
skleněné plochy. 
 magnetické kontakty- se montují na typické stavební uzávěry jako jsou okna, dveře, 
vstupní brány. V případě otevření nebo jen pootevření okna, dveří dojde k aktivaci 
magnetického kontaktu. Tím je zajištěno, ţe jiţ při nepatrném pokusu o vniknutí do 
objektu nedestrukční metodou, je uţivatel systému informován o narušení. 
 otřesové detektory- jsou to mikroprocesorem řízené detektory slouţící pro ochranu 
pevných ploch před probouráním, prořezáním apod.. 
 
Elektrická zabezpečovací signalizace (EZS)  
Je to komplex technických prostředku, které jsou schopné rozpoznat přítomnost neţádoucí 
osoby v chráněných prostorách, a tuto skutečnost určitým způsobem signalizovat. Tím chrání 
uţivatele před neţádoucími a nelegálními vstupy do budov nebo jiných objektů a s nimi 
souvisejícími způsobenými škodami. EZS jsou uzavřené systémy, obsahující vyhodnocovací 
ústředny, detektory, opticko- akustickou signalizaci, telefonních nebo GSM hlásičů a dalších 
doplňujících zařízení.  
Vyhodnocovací ústředna vyhodnocuje a zpracovává signály, které přicházejí od 
jednotlivých komponentů systému. V závislosti na stavu přijatého signálu a jeho 
vyhodnocení, aktivuje další činnosti, především pak vyvolání poplachu a případně předání 
informace bezpečnostní agentuře či přivolání Policie. Je třeba si ovšem uvědomit, ţe samotné 
zařízení nemůţe svoji podstatou zabránit vstupu do chráněného objektu, pouze podá 
informaci o jeho narušení a případně je schopné svojí následnou činností ovládat další, na něj 
připojené technické zařízení. Správnou volbou typu ústředny se zvýší celkové moţnosti 
systému EZS. Mezi základní parametry, kterým by měla být věnována pozornost při výběru 
ústředny patří zejména počet samostatně ovládaných částí - tzv. podsystémů, počet 
uţivatelských kódů, paměť událostí, moţnost bezproblémového připojení na pult 
centralizované ochrany. 
 
Další moţnosti vyuţití systémů EZS: 
 předávání informací na pult centrální ochrany, 
 ovládání návazných zařízení, 
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 Detekční zařízení pro zajištění vniknutí na letišti Brno-Tuřany 
 Pro zjištění proniknutí narušitele je pouţíván pouze systém čipových 
identifikačních karet. Veškerá práce pro odhalení narušení spočívá pouze na důkladném 
ověření spolehlivosti při vydávání ID karet a na pravidelných  náhodných obchůzkách a 
objíţďkách ostrahou letiště, policii ČR nebo spatření narušitele jinými zaměstnanci 
letiště. Jelikoţ veškerá provozní zařízení jsou v ochranném perimetru za oplocením a při 
vstupu do vyhrazeného bezpečnostního prostoru, je nutné projít bezpečnostní kontrolou. 
Vynakládat finance na nákladné zajištění osamocených systémů jako jsou infračervené 
závory, pasivní infraspínače, mikrovlnné detektory a bariéry, duální detektory, doplňkové 
detekční prostředky, plotové detekční prostředky, systémy se zemními detekčními kabely, 
akustické snímače, magnetické kontakty, otřesové detektory nejsou upřednostněny. 
 
4.8.3. Zařízení pro monitorování pohybu 
 
Kamerový systém (CCTV- Closed Circuit Television ) 
Se staly nedílnou a důleţitou součástí bezpečnostních a dohledových systémů v 
administrativě, průmyslu, obchodu, ale i v privátní nepodnikatelské sféře. S úspěchem jsou 
instalovány nejen v oblasti samotné bezpečnosti, ale také pro potřeby sledování provozu 
technologických a výrobních celků, dopravy apod..Současné CCTV systémy umoţňují téměř 
neomezené moţnosti ovládání ( polohy, ostření, transfokace ) a přenosu obrazu i zvuku na 
dálku, a to i na velké vzdálenosti s vyuţitím buďto koaxiálních nebo optických kabelů a 
nejnověji s vyuţitím datových sítí s protokolem TCP/IP. Moţné jsou i přenosy realizované 
pomocí mikrovlnných nebo laserových pojítek a stále více jsou vyuţívány GSM technologie 
ve spojení s Internetem. Výhodou těchto systémů je jejich variabilita, která ale na druhé straně 
podmiňuje nutnost vţdy koncipovat systém jednak na základě poţadavků zákazníka, ale také 
v souladu s podmínkami v místě instalace. 
 
Kamery 
Jsou základním stavebním prvkem kaţdého kamerového systému. Kamery se dělí na 
černobílé, barevné a provedení „DEN-NOC“, kdy při nedostatku světla kamera automaticky 
přepne z barevného reţimu do černobílého a dále pak na statické a otočné. 
 
Objektivy 
  Nezbytným příslušenstvím kamery je objektiv, kde je důleţitým parametrem pro 
správný výběr ohnisková vzdálenost resp. záběrový úhel a světelnost.  
 objektivy s pevným ohniskem pro sledování jednoznačně zadané scény bez moţnosti  
změny, 
 objektivy s manuálně nastavitelným ohniskem umoţňují v místě instalace v závislosti 
na rozsahu ohniska přesné nastavení snímaného obrazu a jeho případnou následnou 
změnu bez nutnosti výměny objektivu, 
 motoricky ovládané ZOOM objektivy se pouţívají převáţně pro otočné kamery, 
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Monitory 
Tvoří nedílnou součást kaţdého CCTV systému. Standardně se pouţívají černobílé i 
barevné monitory nejlépe s úhlopříčkou obrazovky 9 - 21" a velikostí úhlu pohledu 170° 
horizontálně a 170° vertikálně. Dříve se pouţívala výhradně klasická obrazovka, dnes se 
vzhledem ke klesající ceně stále častěji pouţívají LCD monitory. LCD monitory mají výhodu 
v menším zrakovém zatíţení obsluhy, delší ţivotnosti, menším rozměrům a niţším 
energetickým nákladům. Neprodukují téměř ţádné škodlivé záření, mají plochou obrazovku s 
dokonalou geometrií obrazu a stabilní ostrý obraz bez blikání. Proto je vhodné je pouţít jako 
přehledové. Při výběru těchto monitorů je však třeba vzít v úvahu jejich zobrazovací 
schopnosti, rychlost odezvy a v neposlední řadě velikost úhlu pohledu. 
 
Zařízení pro zpracování snímaného obrazu 
Kamerový přepínač zajišťuje postupné zobrazování záběrů z připojených kamer. K 
přepínání jednotlivých vstupů dochází automaticky v zadané časové frekvenci nebo je moţné 
jednotlivé vstupy přepínat libovolně manuálně. Quadrátor umoţňuje současné zobrazení 
signálu ze čtyř kamer na jednom monitoru tak, ţe obrázek z kaţdé kamery zabírá čtvrtinu 
obrazovky. Některé quadrátory mají současně i funkci kamerového přepínače. 
Multiplexer můţe postupně sekvenčně zobrazovat záběry aţ z 16 připojených kamer 
nebo je můţe současně zobrazit na jednom monitoru v tzv. multiscreen módu všechny ve 
stejně velkém zobrazení nebo určitou kameru ve výseči případně kvadratický obraz z části 
připojených kamer. Simplexní multiplexer umoţňuje záznam všech kamer na jednom 
záznamovém zařízení, ale nahrávají se pouze kamery, které jsou současně zobrazeny na 
monitoru. Duplexní multiplexer umoţňuje nahrávání všech připojených kamer současně, bez 
ohledu na to, kolik je jich zobrazeno. V případě přehrání záznamu je nutné pouţít stejný typ 
multiplexeru a pokud není k dispozici přehrávací pracoviště není moţné tento multiplexer 
pouţít v té samé době pro sledování a další záznam. Tento problém řeší triplexní multiplexer, 
který umoţňuje současně všechny funkce.  
Videoústředna slouţí pro distribuci videosignálů ve velkých aplikacích s počtem aţ do 
1024 kamer. Zobrazovat je lze na max. 96-ti monitorech rozmístěných aţ na 96 nezávislých 
pracovištích. Pomocí klávesnic lze ovládat všechny funkce systému jako je volba jednotlivých 
kamer, ovládání pohyblivých kamer, programování a další funkce. 
 
Záznamová zařízení 
V současné době se pouţívá několik druhů záznamových zařízení. Time Lapse 
videorekordér, coţ je profesionální pomaloběţné páskové záznamové zařízení s dobou 
záznamu 3 – 960 hodin i v reálném čase na jednu VHS kazetu 180 min. trvalého záznamu 
nebo nastavení nahrávání v předem zadaných intervalech. Po zaplnění kazety dojde k jejímu 
přetočení na začátek a zařízení se buď vypne, nebo začne kazetu opět přehrávat novým 
záznamem dle nastavení. Nebo digitální videorekordér (DVR), coţ je multifunkční zařízení 
připravené pro připojení 1 - 32 kamer dle typu, moţností připojení audio kanálů pro záznam 
zvuku, a případně dalších periférií. Umoţňují sledování a záznam dle libovolné konfigurace 
uţivatele, protoţe prakticky v jednom přístroji plní funkci quadrátoru, multiplexeru a 
záznamového zařízení. Záznam se ukládá na HDD, jeho kapacita je přímo úměrná právě na 
velikosti tohoto HDD a kvalitě záznamu. Vzhledem k provedení těchto zařízení je zaručená 
vysoká kvalita zobrazovaného signálu i samotného záznamu a přijatý obraz je moţné dále 
zpracovávat. DVR komunikují po ISDN, ADSL, LAN a WAN sítích. Umoţňují vzdálený 
přístup, sledování aktuálního dění, záznamu, programování systému. Při výběru DVR jsou 
hlavní poţadavky, počet vstupů s moţností pro případné budoucí rozšíření systému, 
poţadovaná doba archivace a kvalita záznamu. 
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Kamerový systém na letišti Brno-Tuřany 
Na letišti je vybudován kamerový systém typu CCTV který snímá parkoviště, 
odbavovací plochy, hlavní vstup, prostory terminálu a jeho okolí. Veškeré výstupy z kamer 
jsou přenášeny na více stanovišť coţ zvyšuje pravděpodobnost sledování kamer z důvodu 
chybějícího dispečinku. Záznamy z kamer se digitálně archivují a při spáchání trestného činu 




Obr.10. kamerový systém použitý pro odbavovací plochu, hlavní vstup, parkoviště a okolí terminálu 
 
 
Obr.11. kamerový systém použitý v terminálu 
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4.9. Technická zařízení bezpečnostní kontroly 
 
4.9.1. Rentgeny 
 Rentgenové záření je elektromagnetické záření o vlnové délce řádově 1010m. Vzniká 
při prudkém zabrzdění rychlého toku elektronů na hmotné překáţce. Jejich primárním 
zdrojem je rentgenka neboli Coolidgova trubice, jeţ obsahuje dvě elektrody ţhavenou katodu 
a wolframovou anodu, mezi nimiţ je udrţován vysoký potenciálový rozdíl, odpovídající 
řádově desítkám tisíc voltů. Elektrony uvedené mezi elektrody dopadají v důsledku svého 
negativního náboje na pozitivní elektrodu. Tam prudce ztrácejí svou kinetickou energii, která 
se mění z 0,1 % v energii emitovaných fotonů rentgenového záření a z 99,9 % v teplo. 
Dopadající rentgenové záření je poté pomocí detekční částí převáděno na elektrické signály. 
Z nich se pak po sloţitém elektronickém zpracování vytvoří klasický televizní obraz. 
Existuje několik principů, na kterých fungují rentgenové přístroje. Přístroje pouţívané 
na letištích pracují na dvojnásobném energetickém  rentgenovém systému. Rentgenové 
paprsky procházejí skrz testovaný předmět, a poté jsou zachyceny detektorem. Detektor 
přenáší paprsky na filtr, který zachytí paprsky s nízkou energii. Zbývající paprsky s vysokou 
energií jsou zachyceny druhým detektorem. Výsledky z obou detektorů jsou zpracovány a 
porovnaný počítačem a to tak, aby  mohl lépe zobrazit objekty o nízké energii, jako je většina 
organických materiálu. Protoţe různé materiály absorbují rentgenové paprsky různě, obraz na 
monitoru umoţňuje obsluze jasně vidět věci v zavazadle. Podle mnoţství energie, která prošla 
skrz objekt mají věci na monitoru typické barvy a podle toho se zařazují mezi organické, 
anorganické nebo kovové. Barvy pouţívané k zobrazení anorganických a organických 
předmětů závisí na výrobci. Všechny rentgeny pouţívají odstíny oranţové k zobrazení 
organických předmětů a to z důvodu, ţe většina výbušnin je organického původu. Proto se 
pouţívají i monitory barevné. Různým úrovním šedi jsou přiřazeny barvy (pseudobarevné 
zobrazení) je tak moţné velice rychle indikovat předměty s vysokou absorpcí (např. zbraně), 
je moţné určité úrovně zčernání (barvy) doplnit alarmem, takţe v případě, ţe je v zavazadle 
např. pistole, okamţitě se spustí alarm. 
 
 
Obr.12. rozpoznávání látek 
 
Dnešní nejmodernější rentgeny obsahují vybavení, jako je dotyková obrazovka 
poskytující operátorovi jednoduché a rychlé ovládání systému, zařízení EDS coţ je systém 
který má schopnost detekovat a signalizovat prostřednictvím poplachového signálu 
výbušniny, které jsou obsaţené v kontrolovaném zavazadle, bez ohledu na materiál ze 
kterého je zavazadlo vyrobeno. Nebo systém EDDS slouţící na principu odlišných 
technologií, který má schopnost detekovat a signalizovat prostřednictvím poplachového 
signálu nástraţná výbušná zařízení a to pomocí detekce jedné nebo několika částí tohoto 
zařízení v zavazadle, bez ohledu na materiál zavazadla. Přítomnost protiopatření 
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zabraňujících detekci nástraţného výbušného zařízení je u EDS i u EDDS signalizována 
poplašným signálem. Dále mohou obsahovat softwarový systém zobrazování zakázaných 
předmětů do obrazového výstupu TIP (Thread Image Projection). Mezi základní vybavení 
patří kontinuální změna nastavení kontrastu, trojí rozlišení materiálů, zvýraznění 
nebezpečných předmětů či hustota, zoom 2x aţ 16x a zvýraznění hran nebo zobrazení 
anorganických či organických látek. Většina rentgenů bez problému spolupracuje s běţnými 
operačním systémy a obrazy z přístroje mohou být zaslány po sítí k další kontrole nebo tisku. 
 
Důleţité parametry rentgenových zařízení: 
 nezbytnou rozlišovací schopnost, průnik a selektivitu detekce zajišťující, ţe ţádné 
zakázané předměty nebudou vneseny ani uloţeny na palubě letadla, 
 výkon musí být posuzován za pouţití příslušných testovacích postupů, 
 rentgenové zařízení musí zobrazovat úplný obraz kaţdého předmětu, který můţe projít 
tunelem, nesmí být odřezávány ţádné části předmětu, ani je nesmí deformovat, 
 zkreslení zobrazovaných předmětů musí být udrţeno na nejmenší moţné míře, 
 rentgenové zařízení musí mít moţnost kontrastního zobrazení, tj. schopnost 
zobrazovat skupiny jednotlivých stupňů šedi (snímat menší rozsah) 
 obraz jakékoliv části předmětu podrobovaného detekční kontrole musí být zobrazen na 
obrazovce po dobu alespoň 5 vteřin, pokud není spuštěna autodetekce,obsluha musí 
mít moţnost dopravní pás zastavit a zapnout zpětný chod, je-li poţadována opakovaná 
kontrola, 
 obrazovka musí mít rozměr umoţňující pohodlnou obsluhu (úhlopříčka 19 palců a 
více), 
 obraz na monitoru musí být stabilní, bez výkyvů v intenzitě, jasu a kontrastu a musí 
mít rozlišení alespoň 800 řádků (nejlépe 1024 x 1024 pixelů, tj. monitor s rychlou 
odezvou a s vysokým rozlišením nejlépe LCD monitor),  
 při nasazení více monitorů smí být pouze jeden jednobarevný, 
 rentgenové zařízení musí vizuálně zvýraznit materiály, které není schopen prosvítit, 
 rentgenové zařízení musí být schopno odlišit organické a anorganické materiály, 
 systém musí umoţnit plně automatické rozpoznání zakázaných předmětů, aby obsluze 
usnadnil prohledání. 
 
Rentgeny příručních zavazadel 
Ještě před tím, neţ pasaţér projde detektorem kovu, odloţí všechna zavazadla, kabát, 
bundu, případně obuv a ostatní osobní věci jako jsou hodinky, peněţenka, opasek na pás a 
nechá je zrentgenovat. Obsluha zrentgenované věci vyhodnotí prostřednictvím snímku, který 
je vytvořen rentgenem. Před obsluhováním rentgenu je bezpečnostní pracovník vycvičen, aby 
byl schopen detekovat a rozpoznat různé nebezpečné předměty. Obsluha má k dispozici 
automatickou detekci větších předmětů s vysokou hustotou (střelné zbraně, ruční granáty 
apod.) pracující na základě počítačového vyhodnocení monochromatického obrazu. Na letišti 
Brno-Tuřany je pouţíván rentgen HI-SCAN 6040i a HI-SCAN 7555i. 
  
Technické parametry rentgenu HI-SCAN 6040i: 
 rozměry přístroje – délka 2004 mm, výška 1284 mm, šířka 850 mm, 
 rozměry tunelu – šířka 620 mm, výška 418 mm, 
 hmotnost - 400 kg, 
 maximální zatíţení dopravníku - 160 kg, 
 rychlost dopravníku – 0,24 m/sec, 
 napětí na anodě- 140 kV 
 chlazení- zajištěno uzavřenou olejovou lázní, 
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 napájení- 230 VAC nebo 110 VAC / 50 – 60 Hz, 
 spotřeba- 0,8 kVA, 
 hlučnost- 70 dB 




Obr.13. HI-SCAN 6040i 
 
Technické parametry rentgenu HI-SCAN 7555i: 
 rozměry přístroje – délka 2120 mm, výška 1443 mm, šířka 995 mm, 
 rozměry tunelu – šířka 750 mm, výška 550 mm, 
 hmotnost - 580 kg, 
 maximální zatíţení dopravníku - 160 kg, 
 rychlost dopravníku – 0,24 m/sec, 
 napětí na anodě- 140 kV, 
 chlazení- zajištěno uzavřenou olejovou lázní, 
 napájení- 230 VAC nebo 110 VAC / 50 – 60 Hz, 
 spotřeba- 0,8 kVA, 
 hlučnost- 70 dB, 
 provozní podmínky- od 0°C °do 40°C při vlhkosti 10 aţ 90%. 
 
Mezi další vlastnosti těchto zařízení patří: 
 zabudované diagnostické zařízení umoţňující počítaní zavazadel 
 ukazatel předchozích zavazadel 
 proměnné rozkládání na vrstvy 
 černobíle, inverzní zobrazení a jiné 
 zaručuje desetinásobný průchod filmového materiálu 
 
Rentgeny zapsaných zavazadel 
Na letišti se vyuţívají převáţně pásové rentgeny. Zavazadla putují po systému 
pásových dopravníků během kterého je jim přiřazeno imaginární číslo aţ do doby, neţ 
rentgen a operátor rozhodne zda obsah zavazadla není nebezpečný. Poté je přiřazené číslo 
odebráno a jiţ s ním není pracováno. Prohlídka zapsaných zavazadel je vícestupňová. 
Všechny kontrolované objekty podstoupí první stupeň prohlídky. To je většinou automatická 
detekce rentgenem. Jakmile počítač zjistí, ţe látka daného typu jako výbušnina, droga a jiné, 
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zaujímá na rentgenovém obrazu plochu, jejíţ intenzita ztmavnutí zároveň celková velikost 
přesáhne předem dané hranice, a označí daný objekt za podezřelý. Počet falešných poplachů 
se při prohlídkách zavazadel pohybuje kolem 10% z celkového počtu zavazadel. Podezřelé 
objekty označené v prvním stupni kontroly putují do druhého stupně. Kontrola druhého 
stupně je zaloţena na analýze počítačově zpracovaných obrazů obsluhou rentgenu, kde 
pouţívá snímku z prvního stupně. Pokud obsluha vyhodnotí objekt za podezřelý, změnou 
výhybky putuje k dalšímu rentgenu, kde jej obsluha můţe naskenovat z jiných úhlů. 
Posledním stupněm je otevření zavazadla vyškolenou obsluhou za přítomnosti majitele. 
V případě, ţe se majitele nepodaří najít jsou otevřeny pyrotechnikem. Letiště pro kontrolu 
zapsaných zavazadel pouţívá rentgeny HI-SCAN 10080 EDX-2is a HI-SCAN 100100T. 
 
 
Obr.14. vícestupňová kontrola zapsaných zavazadel. 
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Technické parametry rentgenu HI-SCAN 10080 EDX-2is: 
 rozměry přístroje – délka 2900 mm, výška 1900 mm, šířka 2140 mm, 
 rozměry tunelu – šířka 1070 mm, výška 810 mm, 
 hmotnost - 3000 kg, 
 maximální zatíţení dopravníku - 200 kg, 
 rychlost dopravníku – 0,5 m/sec, 
 napětí na anodě- 150 kV, 
 napájení- 400 VAC, 50 – 60 Hz, 
 spotřeba- 6 kVA, 
 hlučnost- 60 dB, 
 provozní podmínky- od 5°C °do 40°C při vlhkosti 10 aţ 90%. 
 
 
Obr.15. HI-SCAN 10080 EDX-2is 
 
Technické parametry rentgenu HI-SCAN 100100T: 
 rozměry přístroje – délka 3578 mm, výška 1900 mm, šířka 1234 mm, 
 rozměry tunelu – šířka 1010 mm, výška 1010 mm, 
 hmotnost - 930 kg, 
 maximální zatíţení dopravníku - 200 kg, 
 rychlost dopravníku – 0,2 m/sec, 
 napětí na anodě- 140 kV, 
 chlazení- zajištěno uzavřenou olejovou lázní, 
 napájení- 230 VAC nebo 110 VAC / 50 – 60 Hz, 
 spotřeba- 1 kVA, 
 hlučnost- 70 dB, 
 provozní podmínky- od 0°C °do 40°C při vlhkosti 10 aţ 90%. 
 
 
Obr.16. HI-SCAN 100100T 
FSI VUT v Brně  Letecký ústav 
 - 48 - 
4.9.2. Detektory kovů 
 Téměř všechny detektory kovů jsou zaloţeny na pulsní indukci. Pulsní indukce 
vyuţívá analýzu odezvy elektromagnetických impulsů. Kaţdý detekční systém pracující na 
principu pulsní indukce, obsahuje minimálně 1 cívku, která funguje jako vysílač i jako 
přijímač. Hlavní rozdíl oproti jiným detekčním principům je ten, ţe cívka není buzena 
oscilátorem, ale je buzena stejnosměrným napětím. Nejprve cívka funguje jako vysílač, tj. na 
krátký časový okamţik se do ní přivede napětí, čímţ se vygeneruje impuls 
elektromagnetického pole. Po uplynutí konstantního časového úseku se cívka přepne do 
reţimu přijímače, tj. napětí se vypne a v tomto okamţiku se zkoumá doba přechodového děje 
na cívce. V případě, ţe se v elektromagnetickém poli cívky nevyskytuje kov, je doba odezvy 
cívky velmi krátká. Jestliţe se ale v něm kov nachází, je doba odezvy cívky delší a 
vyhodnocovací jednotka toto vyhodnotí jako přítomnost kovu. Celý děj se periodicky 
opakuje. Řídící elektronika přepíná přijímač a vysílač aţ 5000-krát za vteřinu, ale toto číslo se 
můţe měnit podle modelu a výrobce. V některých produktech se detekce kovů provádí 
obtíţně, coţ je způsobeno jejich sloţením. Jelikoţ všechny detekční principy jsou zaloţeny na 
ovlivňování elektromagnetického pole a toto narušení můţe způsobit kromě kovové části také 
jakýkoliv vodivý materiál, je jasné, ţe můţe dojít k detekování kovu, kdyţ 
elektromagnetickým polem senzoru projde např. grafit nebo produkt s vysokým obsahem 
vody. Jestliţe se v takovém produktu provádí detekce kovů, dochází k ovlivňování detektoru 
právě jeho sloţením a v extrémním případě není detekce vůbec moţná. Detektor se v těchto 
případech chová tak, ţe signalizuje přítomnost kovu i kdyţ se v produktu ţádný kov 
nevyskytuje. Detektory pracující na principu pulsní indukce, ale nejsou tímto efektem 
ovlivnitelné. Díky této vlastnosti jsou pouţívány prakticky všude. 
V dnešní době slouţí statické detektory kovů k nejpouţívanějším zabezpečovacím 
zařízením na všech světových letištích. Úkolem detektoru kovů je odhalit přítomnost 
neţádoucích předmětů, které by měl cestující v úmyslu pronést na palubu letadla. Jedná se 
zejména o bodné, sečné zbraně a jiné kovové nebezpečné předměty. 
Cestující přistupují k detektorům kovů jednotlivě. Před průchodem detektorem kovů 
jsou cestující vyzvání, aby si odloţili veškeré kovové objekty jako klíče, mince, mobilní 
telefony, hodinky, opasky apod.. Tyto předměty následně prochází přes rentgenovou kontrolu 
společně s příručními zavazadly. Následně jsou pracovníkem ostrahy vyzvání k průchodu 
detektorem kovů. Neozvali se zvukový signál, kontrola proběhla úspěšně a cestující můţe 
pokračovat do letadla. V případě, ţe se ozve varovný signál začne se zjišťovat, co bylo jeho 
příčinou. Cestující můţe být vyzván k opakovanému průchodu detektorem nebo je provedena 
následná kontrola pomocí ručního detektoru kovů a hmatu. 
 
Rámové detektory kovů 
Principem tohoto zařízení jsou dva svislé sloupky obsahující vysílací a přijímací 
cívky. Vířivé proudy indukované kovovou hmotou vytváří zbytkové rozpadové magnetické 
pole, které je zajištěno cívkami přijímače a přetvořeno na signály, které spustí poplašný 
systém. Vytvořené magnetické pole má řádově 30 aţ 60 mikroteslů. Z vrůstající bezpečnostní 
úrovní dokáţou nejmodernější typy detektorů kovů detekci magnetických, nemagnetických i 
smíšených zbraní, které mají limitované rozměry a minimální hmotnost. Je poţadována 
100%-ní detekce těchto zbraní ve všech oblastech rámového detektoru, která je spojená s 
vysokou úrovní rozlišení s ohledem na vlastní účinky kovových předmětů.  




FSI VUT v Brně  Letecký ústav 
 - 49 - 
Průchozí detektory kovů pouţívané na letištích při detekční kontrole cestujících musí 
splňovat: 
 zařízení musí být schopno detekce malých předmětů z různých kovů, přičemţ musí 
mít vysokou citlivost na ţelezné kovy, 
 musí být schopné detekce kovových objektů nezávisle na jejich orientaci a umístění 
uvnitř průchozího rámu, 
 citlivost zařízení musí být uvnitř celého průchozího rámu pokud moţno jednotná, 
stabilní a být pravidelně kontrolována, 
 provoz zařízení nesmí být ovlivňován okolním prostředím, 
 poplašné znamení Detekce kovů je oznámena automaticky, systém indikuje jen prošel 
či neprošel, 
 zařízení musí mít schopnost úpravy aby vyhovovalo všem specifikovaným 
poţadavkům na detekci, stejně jako na hlasitost poplašného znamení, 
 k ovládacím prvkům upravujícím úroveň detekce nesmí být povolen neoprávněný 
přístup. 
 
Technické parametry METOR 300: 
 rozměry přístroje – výška 2235 mm, šířka 920 mm, 
 rozměry tunelu – výška 2060 mm, šířka 760 mm, 
 hmotnost 75,8 kg, 
 čítače průchodů a alarmů, 
 veškeré parametry se nastavují pomocí obousměrného dálkového ovládání které můţe 
být uzamčeno uvnitř středového trámku,  
 je moţné nastavit zvukový nebo vizuální poplach, 
 napájení – 90 – 264 VAC / 47 -63 Hz, spotřeba 72W aţ 2 hodiny na baterie, 
 provozní podmínky – 10°C aţ 55°C při vlhkosti 0 aţ 95%, 
 je vybaven osmi nezávislými detekčními zónami které se vzájemně překrývají, tzn. 
zónový displej se rozsvítí v místech, kde se nachází detekované nebezpečné předměty, 
 bezpečný pro osoby s kardiostimulátorem, těhotné ţeny a magnetická záznamová 
média. 
 
                
Obr.17. rámový detektor kovů METOR 300, zobrazení 8 detekčních zón 
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Ruční detektory kovů 
Jsou nedílnou součástí fyzické bezpečnostní kontroly. Slouţí jako doplňková zařízení 
pro potvrzení identifikace předmětů, které byly rozpoznány rámovými detektory. Jsou tvořeny 
drţadly a sondou, kterou se pojíţdí kolem kontrolované osoby. Na malých letištích plně 
nahrazují funkci rámových detektorů, protoţe pracují na obdobném principu. Deformace 
magnetického pole vytvořeného smyčkou generátoru, který v přítomnosti kovového předmětu 
spustí signál, který je kontrolní jednotkou převeden na akustické nebo vizuální varování.  
 
Poţadavky na ruční detektory kovů: 
 zařízení zjišťuje malá mnoţství kovu, aniţ by bylo v přímém styku s objektem, 
 zjišťuje jak ţelezné, tak neţelezné kovy, 
 cívka detektoru je konstruována tak, aby snadno, přesně stanovila polohu zjištěného 
kovu, 
 zařízení je vybaveno hlasovým nebo vizuálním poplašným znamením. 
 
Letiště Brno-Tuřany pouţívá moderní ruční detektory kovů, jako je detektor METOR 
28, jsou schopen detekovat středně velkou pistol ze vzdálenosti 35– 40 cm, nůţ ze vzdálenosti 
15 cm, ţiletku ze vzdálenosti 7,5 cm a kloubovou jehlici ze vzdálenosti 2,5 cm. Citlivost 
můţe být upravena v případě, kdyţ kov v okolí způsobuje interferenci celkově je umoţněno 3 
stupně citlivosti. Jakmile je zachycen podezřelý předmět, přístroj automatický sepne zvukový 
alarm a rozsvítí vizuální varování. Detektor METOR 28 detekuje veškeré magnetické i 
nemagnetické kovy. Detektor splňuje všechny příslušné směrnice EU a váhově se pohybuje 
do 260 g včetně baterie. 
 
Obr.18. ruční detektor kovů METOR 28 
 
4.9.3. Detektory stopových částic 
 Ještě zdaleka není standardem, stejně tak je tomu i na letišti v Brně-Tuřany, kde je 
v případě nutnosti pouţit policejní detektor, aby u prohlídky cestujících a jejich příručních 
zavazadel byl detektor stopových částic na rozdíl od detektorů kovů a rentgenů. Přičemţ 
zahrnutí těchto detektoru do přístrojových sestav pro bezpečnostní prohlídky by bylo vhodné. 
I kdyţ je moţné provést odběr nejen stěrem z povrchu ale i nasátím par z těsného okolí 
objektu stále se musí brát v úvahu časová náročnost této kontroly která se pohybuje v rozmezí 
několika sekund aţ minut. 
 Pracují na principu odběru vzorků nasáváním par z těsného okolí kontrolovaného 
objektu, ale i stěrem povrchu tohoto objektu. To je důleţité pro detekci plastických výbušnin, 
protoţe jejich typické výbušné sloţky jako je pentrit nebo hexogen mají i při pokojových 
teplotách minimální tenzi par a ze zvlášť studených zavazadel se prakticky vůbec neodpařují. 
Podle montrealských dohod ratifikovaných v roce 1998 se všechny plastické a gelové 
výbušniny musí označit přidáním látek s vysokou tenzi par. Bohuţel nejpouţívanější 
detektory stopových částic jsou zaloţené na principu spektrometrie pohyblivosti iontů. Tyto 
detektory však mají potíţe s detekcí značkovacích látek, protoţe plazmagramy pohyblivosti 
jejich iontů nejsou dostatečně výrazné. Nelze také vyloučit pouţití neoznačkovaných 
plastických výbušnin z existujících zásob nebo ilegální výroby. 
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4.9.4.  Ostatní metody detekce nebezpečných látek a předmětů 
 Mezi tyto metody patří pouţití vyhledávání nebezpečných látek za pomocí psů. Jedná 
se o speciálně vycvičené psy, kteří vyuţívají specifických pachů chemikálii pouţívaných při 
výrobě bomb k jejich nalezení. Psi mají vysoce vyvinutý čich, ale mohou cítit pouze výpary, 
nikoliv částice. Proto výbušniny dostatečně izolované od okolí obalem, který má minimální 
koeficient difúze pro částice výbušniny a jehoţ povrch je dobře očištěn nedokáţe ucítit ani 
výborně vycvičený pes. Také záleţí na emoční vazbě a vazbě podřízenosti mezi psem a 
psovodem jenţ přímo udává koeficient jejich efektivnosti. Této metody vyţívá letiště Brno-
Tuřany za spolupráce policie ČR. 
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5. Koncepce zabezpečení letiště Brno-Tuřany 
 
 V této části za pouţití zjištěných informací navrhnu metody pro zvýšení úrovně 
zabezpečení, zjednodušení práce ostrahy letiště a pouţití stávajících moderních prvků 
v oblasti bezpečnostních zařízení. 
 
5.1. Zařízení proti vniknutí 
Jelikoţ letiště se nachází v prostoru mezi poli, je zde vysoká koncentrace zvěře a 
nedostatečná kontrola vnější části. Aby se zabránilo vniknutí neţádoucích osob mělo by se 
místo dřevěného oplocení vystavit nové standardní oplocení. Nahradit současný nízký plot 
křiţující světelnou přibliţovací soustavu dráhy 28 plotem který by nekříţil, ale lemoval celý 
obvod této přibliţovací světelné soustavy. Na současný doplněk oplocení tvořící ostnatý drát 
umístit ţiletkový drát a do plotu zabudovat plotový detekční systém. K sníţení počtu zvěře na 
provozních plochách pouţít podhrabových desek či zdvojit oplocení se vzdáleností aspoň 3 
metry od stávajícího, kde by bylo moţné vytvořit komunikaci pro kontrolu perimetru letiště a 
pouţít systém zemních detekčních kabelů. 
 
Plotové detekční systémy 
Detekují pokusy o přelezení, podlezení či prostříhání střeţeného oplocení, a to 
prostřednictvím metalického nebo optického detekčního kabelu či senzoru upevněného k 
oplocení.  
Detekční kabel pro optickou detekci se skládá ze standardního detekčního kabelu 
doplněného o aramidová vlákna, která jej umoţňují napnout mezi sloupky plotu. Tato 
aramidová vlákna chrání optické vlákno před působením mechanických sil a jeho případným 
poškozením. Optické vlákno slouţí jako přenosové médium optického signálu vysílaného z 
optického vysílače detekčního modulu. Pro přijetí přenášeného světelného signálu je druhý 
konec optického vlákna připojen k přijímači detekčního modulu. Detekční modul porovná 
přijatý signál s vyslaným signálem a na základě rozdílu těchto dvou signálů vyhodnotí zda jde 
o narušení či ne. Detekční modul je schopen pomocí inteligentního filtrování rozlišit zda se 
jedná o přirozené nebo nepřirozené pohyby. Tak se sniţuje riziko vyvolání neţádoucích 
poplachů na minimum. Instalace systémů optické detekce a následná konfigurace elektroniky 
je velmi snadná. Samotná instalace nevyţaduje ţádné speciální drahé nástroje či odborně 
zaškolenou obsluhu. Na jediný detekční modul můţe být připojen detekční kabel s průměrnou 
délkou 160 metrů, to znamená, ţe jediným detekčním modulem lze zabezpečit plot se zónou 
aţ 80 metrů dlouhou nebo zabezpečit povrch o ploše aţ 25 m2. Díky sběrnicovému systému je 
moţné integrovat několik detekčních zón dohromady. Plotové detekční systémy jsou 
pouţitelné na široké spektrum typů oplocení, podmínkou je pouze dobrý technický stav plotu. 
Hlavními výhodami plotových systémů jsou nulové nároky na volný prostor podél oplocení 
(např. vozidla mohou parkovat aţ téměř u plotu, aniţ by to jakkoli ovlivnilo detekční 
schopnosti pouţitého systému), moţnost nasazení i na velmi členité objekty a nízká četnost 
planých poplachů. Obsahují i digitální systémy se schopností přesné lokalizace místa 
narušení. 
 
Výhody optické detekce: 
 24 hodin,7 dní v týdnu automatická pohotovost, 
 detekční kabel je zcela skryt v drátěných plotech, 
 extrémně spolehlivý systém, 
 snadná integrace do stávajících systémů, 
 jednoduchá instalace, 
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 vhodné pro venkovní i vnitřní aplikace, 
 necitlivé na působení okolních faktorů, 
 včasná detekce narušení, 
 rychlá reakce systému při narušení, 
 zvyšuje pravděpodobnost chycení narušitele, 
 sníţení rizika zničení či odcizení zabezpečeného objektu, 
 prakticky ţádná údrţba po instalaci. 
 
 
Obr.19. konstrukce a umístění detekčního kabelu  
 
Další moţností je vyuţití senzorů zabudovaných na oplocení. Obvykle se instaluje 
jeden detektor na jeden plotový dílec. Kaţdý detektor obsahuje piezoelektrický element 
doplněný mikroprocesorovým zpracováním signálu. Pouţitím diferenční logiky systém 
výrazně potlačuje plané poplachy způsobené běţnými povětrnostními vlivy jako je déšť, vítr. 
Tento systém je zcela autonomním zařízením s plně konfigurovatelnými vlastnostmi a s 
poplachovými výstupy, které jej umoţňují připojit do standardního EZS systému jako běţný 
detektor. Větší komfort obsluhy poskytuje jeho zařazení do systému pro integraci 
bezpečnostních a řídících systémů. Zde je pak moţno zobrazit přímo zabezpečenou oblast 
graficky, a to i se stavem jednotlivých komponentů zařízení. Tento systém je navíc vybaven 
vstupně/výstupním modulem, který umoţňuje kdekoliv na trase perimetru jednoduché 
zavedení prvku do systému, např. signalizaci otevřených vrat pomocí magnetického kontaktu. 
Modul je dále vybaven výstupem pro ovládání jiných zařízení. Systém obsahuje 
vyhodnocovací jednotku, ke které jsou pomocí dvouvodičového datového kabelu připojeny 
detekční senzory, případně vstupně/výstupní moduly. Kapacita jedné vyhodnocovací jednotky 
umoţňuje připojení aţ 246 detekčních senzorů a 8 vstupně/výstupních modulů. Přesnost 
detekce systému je s rozlišením na kaţdý jednotlivý detekční senzor, přičemţ lze nastavovat 
nezávisle citlivost a způsob vyhodnocení poplachu u kaţdého senzoru. Typické zabezpečení 
jednou vyhodnocovací jednotkou je linie o délce cca 600 m s rozlišením průniku po 2,5 m. 
 
Výhody systému se senzory: 
 jednoduchá montáţ a servis, 
 dlouhá ţivotnost zaručená pouţíváním nepohyblivých prvků, 
 nezávislé nastavení jednotlivých detekčních senzorů, 
 přesná detekce místa narušení na jednotlivé pole oplocení, 
 moţnost připojení prvků EZS i na datové lince, 
 jednoduché připojení k běţným ústřednám EZS, 
 moţnost ovládání jiných zařízení po trase perimetru, 
 jedna vyhodnocovací jednotka můţe zabezpečit oplocení o délce cca 600 m, 
 systém vhodný pro spolupráci s kamerovým systémem, 
 konfigurační program pro přehledné nastavení systému, 
 vizualizační program. 
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Obr.20. perimetrický detekční systém 
 
Systém se zemními detekčními kabely 
Tyto systémy detekují pohyb narušitele prostřednictvím elektromagnetického pole 
vytvářeného v okolí v zemi uloţených štěrbinových detekčních kabelů. Detekční kabel můţe 
mít pro jednu zónu délku aţ 200 m a do země se ukládá zhruba do hloubky 23 cm. Detekce je 
zaloţena na elektrické vodivosti, velikosti a rychlosti pohybu narušitele. Pravděpodobnost 
detekce narušitele s hmotností vyšší neţ 34 kg je více neţ 99 %, zatímco narušitel s hmotností 
niţší neţ 10 kg je ignorován se spolehlivostí 95 %. Detekce je zajišťována pro rychlost 
pohybu v rozmezí 2,5 cm/s aţ 15 m/s. Navíc je moţné samostatně nastavit niţší práh detekce, 
tedy vyšší citlivost pro běţícího nebo skákajícího narušitele. Kaţdý pokus o narušení 
detekčního kabelu, detekčního modulu nebo jeho krytu způsobí vyhlášení sabotáţního 
poplachu. Rysem těchto špičkových systémů je vysoká kvalita detekce při zachování velmi 
nízké četnosti planých poplachů. Protoţe se jedná o skryté systémy, jejich pouţití nijak 
nenarušuje estetiku střeţeného objektu a tento fakt rovněţ umoţňuje, ţe případný narušitel 
není informován o tomhle systému a tak jej nemůţe lokalizovat, překonat nebo poškodit. 
Zemní kabely plynule kopírují všechny výškové nerovnosti a střeţená oblast můţe mít různý 
tvar. Systém spolehlivě ignoruj menší ţivočichy a většinu okolních klimatických vlivů, coţ je 
důleţité i z hlediska dlouhodobé důvěry uţivatele v jeho spolehlivost. Navíc instalace je 
velice jednoduchá protoţe napájecí, detekční a datové signály jsou vedeny v jednom kabelu. 
 
 
Obr.21. elektromagnetické pole vytvářené zemním detekčním kabelem 
 
Doplňkové detekční prostředky 
Cívka ţiletkového drátu s moţností detekce pokusů o překonání je jedinečným 
prostředkem kombinujícím účinný odrazovací efekt, posílení mechanické bariéry a detekci 
narušení s nulovou četností planých poplachů. Vhodné jsou zejména pro aplikace, kde se 
vyţaduje vysoká efektivita vloţených prostředků a horší estetika řešení není zásadní 
překáţkou. Jsou určeny pro odrazení narušitele a detekci pokusů o jejich překonání. Detekci 
zajišťuje vysokonapěťový zdroj připojený na vnitřní vodivou cívku. Při deformaci vahou 
narušitele dojde ke kontaktu vnější ţiletkové a vnitřní hladké cívky. V případě nutnosti můţe 
systém zajišťovat také repulsní šoky, které narušitel utrpí při pokusu překonat bariéru. 
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Flexibilita a tvarovatelnost cívek umoţňuje jejich nasazení na téměř libovolný typ a profil 




Obr.22. žiletkový drát s detekční cívkou 
 
Biometrie 
Problematikou vstupů je bezpečně rozpoznat osoby, které ţádají o vpuštění na základě 
nastavených povolení. Identifikace osob vstupujících do jednotlivých částí letiště s nutností 
vyššího zabezpečení musí být provedena bezchybně a spolehlivě. Biometrie zkoumá a 
prakticky vyuţívá jedinečné fyziologické znaky lidského těla nebo projevy člověka, jako jsou 
např. otisky prstů, duhovka, geometrie ruky, hlas, pohyby těla apod. Technologie zaloţené na 
biometrii typicky slouţí ke zjištění nebo ověření identity osob. Nejnovější biometrické 
technologie umoţňují člověka identifikovat automaticky, rychle a spolehlivě. Navíc ověření 
identity zaloţené na biometrii nabízejí výrazně vyšší úroveň bezpečnosti neţ tradiční metody, 
protoţe vyuţívají charakteristik, které jsou pro kaţdou osobu unikátní, stálé v průběhu času a 
není moţné je odcizit nebo padělat. 
 
Pro biometrickou identifikaci osob se pouţívají následující metody: 
 identifikace podle obličeje 
 identifikace podle otisku prstu a tvaru ruky 
 identifikace podle podpisu 
 hlasová  
 identifikace podle duhovky 
 
Zavedení biometrického systému na letišti by moţná urychlilo proces získávaní 
přístupu pro zaměstnance, kteří pracují v kritických zónách na letišti, brigádníky nebo pro 
zaměstnance, kteří nemají své identifikační karty z důvodu výměny nebo čekání na vydání a 
biometrické systémy navíc eliminují chybnost stárnoucích magnetických karet. Jednalo by se 
o nahrazení současných čteček zařízením pro snímání otisku prstů nebo ruky, čímţ by se 
vynaloţily nemalé náklady a musela by se vytvořit databáze. V závěru po získání ID karty by 
tato metoda na kontrolu vstupu byla zbytečná, moţná nakonec i horší neţ stávající systém 
bezdotykových čteček a čipů v letištních identifikačních průkazech. Areál letiště je navíc 
koncipován tak, ţe při kaţdém vstupu do vyhrazeného bezpečnostního prostoru musí jak 
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5.2.  Monitorovací systémy 
Budoucnost kamerových systémů patří technické dokonalosti jednotlivých součástí 
systému, jako jsou kamery, čidla, které disponují novými kvalitami, dokonalejšími obrazy, 
přenosovou rychlostí, lepší rozlišovací moţností a to i za sníţených světelných podmínek, v 
noci nebo ve velmi tmavém prostředí, poskytují plnou citlivost černobílého reţimu, zejména 
ve spojení s infračervenými svítidly. 
 
Nové trendy se zaměřují především na: 
 preventivní opatření, 
 dokonalejší zobrazovací a přenosovou techniku, 
 pouţití speciálních monitorovacích softwarů. 
 
Nezbytnou součástí, jenţ i ze sebelepšího monitorovacího systému dělá záznamový, je 
absence monitorovacího stanoviště. Současně veškeré záznamy z bezpečnostních kamer jsou 
zaznamenány a uloţeny tak, aby byla moţná zpětná, popřípadě namátková kontrola 
vybraných oblastí. Na různá stanoviště jsou vyvedeny výstupy z kamer, ale nikdo není 
odpovědný za kontrolu monitorů. Můţe se tak stát, ţe nakonec nikdo nesleduje děj na 
monitorech. Řešením by bylo vytvoření centrálního řídící pracoviště s nepřetrţitou obsluhou 
24 hodin denně, v němţ by byly obsaţeny všechny řídící, monitorovací a vyhodnocovací 
prvky. Prostřednictvím tohoto řídícího systému je moţné monitorovat veškeré děje z 
jednotlivých subsystémů a předávat jim nutné řídící povely. Jednotlivé specifické operace by 
tak byly prováděny přímo na řídících centrech subsystému. 
 
 
Obr.23. jedna z možností monitorovacího stanoviště 
 
Síťové video 
Oproti současným a rozšířeným analogovým CCTV systémům byl vytvořen nový 
dohledový, zabezpečovací systém tzv. síťové video. Tento systém umoţňuje uţivateli 
monitorovat a zaznamenávat video přes IP síť. Narozdíl od analogových video systémů, které 
vyuţívají zvláštní kabeláţe, pouţívá síťové video pro přenos dat běţnou síťovou 
infrastrukturu. Skládá se z IP kamery, switche, počítače a běţného síťového kabelu. 
V aplikaci vyuţívající síťového videa jsou digitalizované video streamy přenášeny na 
kterékoli místo na světě pomocí běţné i bezdrátové IP sítě, coţ umoţňuje monitorování videa 
a jeho záznam odkudkoli v síti. Tato technologie je velice pruţná, lze ji snadno rozšiřovat a 
umoţňuje uţivatelům sledovat v reálnem čase shromáţděné  informace ze všech klíčových 
míst. 
Obecně se dá říct, ţe existují dva přístupy k monitorovacím systémům je to 
centralizovaný a distribuovaný. V centralizovaných architekturách se video záběry a další 
informace od různých senzory shromaţďují k analýze na centrálním serveru. V distribuované 
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variantě jsou přímo zařízení na okrajích systému coţ jsou IP kamery a video servery sama 
schopna zpracovávat video záběry a vytáhnout z nich relevantní informace.  
V případě centrálně monitorovacího zabezpečovacího systému postaveném na CCTV 
kamerách, je třeba video záběry z kamer poslat do inteligentního digitálního video rekordéru 
(DVR). Ten pak provede analýzu záběrů coţ můţe být počítání lidí nebo třeba vyjmutí značky 
auta ze záběru neţ data zdigitalizuje, zkompresuje, zaznamená a rozešle případné alarmy nebo 
video klipy autorizovaným operátorům, pokud to vyplyne z analýzy.  
 
 
Obr.24. centrální DVR systém 
 
V centralizované architektuře je kaţdá analogová kamera připojena koaxiálním 
kabelem k DVR. Tento přístup je moţné pouţít pro malé instalace s omezeným mnoţství 
kamer, není rozšiřitelný ani pruţný. Kaţdý DVR má pouze omezené mnoţství vstupů, takţe 
se můţe stát, ţe i přidání jedné kamery si vyţádá koupi dalšího DVR, coţ je samozřejmě 
nákladná záleţitost. Navíc, DVR jsou proprietální přístroje a jako takové je není jednoduché 
připojit do sítě nebo pouţít v aplikacích od různých výrobců a nepodporují běţné síťové 
funkce, jako je třeba zabezpečení. 
Naproti tomu síťové video umoţňuje pouţít úplně jinou strategii. Distribuovaná 
architektura překonává omezení centralizovaného systému tím, ţe přesouvá zpracování 
záběrů na různé prvky sítě. Přesunem zpracování co největšího mnoţství videa přímo na 
IP kamery nebo video servery dosáhne největší rozšiřitelnosti, pruţnosti a návratnosti 
investice. Tato architektura vytěţuje propustnost sítě tak málo, jak to jen jde, protoţe kamery 
posílají jen ta data, která povaţují za relevantní. To výrazně sniţuje náklady a sloţitost sítě 
oproti centralizovanému modelu a naprosto eliminuje jeho nevýhody.  
 
 
Obr.25. distribuovaná síť se stávajícími analogovými kamerami 
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Pokud například kamery disponují funkcí detekce pohybu v záběru, pak je kamera 
schopna posílat ke zpracování na monitorovací stanici pouze zajímavé záběry. Tím se výrazně 
sníţí zátěţ na infrastrukturu a lidské zdroje. Pro specializované aplikace, kde je potřeba jen 
data a ne video, jako třeba při počítání lidí nebo automatické rozpoznání značek na autech, má 
moţnost provést zpracování přímo na kameře obrovské výhody, protoţe kamera poţadované 
informace vytáhne sama a odešle například jen pár snímků místo megabytů a hodin video 
záběrů. Navíc zpracování video záběrů na okraji IP kamerami výrazně sniţuje nutné náklady 
na potřebné serverové vybavení, na kterém aplikace běţí. Servery, které obvykle zvládnou 
zpracovat streamy záběrů jen z několika kamer, kdyţ je tíha veškerých výpočtů na nich, 
zvládnou stovky video záběrů z kamer, které uţ jim posílají pouze relevantní data. Tímto 
řešením se získá pruţný systém který je moţné jednoduše rozšiřovat s minimálními nároky na 
obsluhu a vybavení.  
Pouţívanou IP kameru lze popsat jako kameru a počítač v jednom. Zachycuje a vysílá 
ţivé záběry přímo přes IP síť a umoţňuje tak autorizovaným uţivatelům lokálně nebo na 
dálku sledovat, ukládat a spravovat video záběry pomocí standardní síťové infrastruktury 
zaloţené na IP. IP kamery mají v sobě zabudovanou funkci detekce pohybu v záběru nebo 
v jeho, provozovatelem definovaných, částech. Jednou z jejich důleţitých výhod je, ţe pro 
přenos záběrů pouţívají běţné IP sítě, coţ představuje značnou úsporu v nákladech na 
vybudování zabezpečovacího systému. Navíc nepotřebuje ţádný zvláštní záznamový 
hardware vystačí si s běţným počítačem. Současně je k těmto kamerám moţný dokoupit 
software jenţ umoţní například sledování počtu osob jenţ prošli daným místem za určité 
období nebo lze definovat virtuální hranice při jejíchţ překročení bude obsluha 
monitorovacího střediska upozorněna zprávou na monitoru či rovnou bude spuštěn alarm 
nebo cokoliv jiného pomocí standardních I/O konektorů. 
 
5.3. Bezpečnostní kontroly 
Vzhledem k rozvoji nových typů zbraní a pouţívání nových materiálů pro jejich 
výrobu, jako jsou sklo, keramika a plastické trhaviny, rostou i rizika, spojená s moţností 
jejich pronesení na palubu letadla. Z tohoto důvodu je pouţití nových technologií v 
bezpečnostní kontrole v budoucnu naprosto nevyhnutelné. 
 
Personální rentgeny 
Jsou jednou z moţností, jak zvýšit bezpečnost leteckého provozu. Dané rentgeny 
prozařují kontrolované osoby v co nejmenší moţné míře. Dávka ozáření při prohlídce 
dosahuje hodnot pod 2,5 µS coţ je stejná dávka kterou obdrţí cestující od slunce za dvě 
hodiny letu ve výšce kolem 10 km. Prozáření osoby je nutné pro vyhledávání nebezpečných 
látek ukrytých v tělních dutinách. Pro vyhledávání zbraní a předmětů ukrytých pod oděvem 
stačí rentgeny skenující povrch osoby úzkým a slabým rentgenovým paprskem a zobrazující 
zpětně rozptýlené Comptonovo záření. Toto záření o hodnotě jen 0,05 µS tělem osoby ani 
neprojde a stačí k zobrazení všech objektů skrytých pod oděvem, bez ohledu na to, z jakého 
materiálu jsou vyrobeny. 
 
V souvislosti pouţívaní této metody je pro ochranu vlastního soukromí dodrţována 
následující pravidla: 
 kontrolu personálním rentgenem provádí osoba stejného pohlaví, jako je kontrolovaná 
osoba, 
 kontrolovaná osoba a bezpečnostní pracovník se nacházejí v oddělených místnostech, 
obraz na monitoru je tudíţ naprosto anonymní, 
 naskenovaný obraz osoby je na monitoru upraven tak, aby se zvýraznily pouze ukryté 
předměty, 
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 ukládání naskenovaných obrazů není moţný protoţe kaţdý následující obraz přemaţe 
ten předchozí a operátoři nesmí mít u sebe ţádná záznamová zařízení.  
 
Ve světě je jiţ tento způsob kontroly prováděn a při moţnosti výběru standardní 
podrobné prohlídky nebo personálního rentgenu kde doba trvaní je několik sekund 
jednoznačně hovoří ve prospěch personálních rentgenů. 
 
 
Obr.26. personální rentgen, naskenovaný snímek a použití 
 
Milivize 
Druhou moţností zobrazování nebezpečných předmětů a zbraní ukrytých pod oděvem 
kontrolovaných osob je pasivní  zobrazování elektromagnetického vlnění, neboli tepelného 
sálání těles, především lidského těla, v oblasti vlnových délek na rozhraní infračerveného 
záření a rádiových vln okolo 3 mm. Pro bezpečnostní prohlídku osob je nejvhodnější 
provedení milivize jako brány, kdy se před její kamerovou částí kontrolovaná osoba zastaví, 
pořídí se její obraz zepředu a zezadu. Je ale i moţné provedení milivize jako pozorovací a 
monitorovací kamery umístěné na motorické hlavě pro kontrolu osob pohybujících se ve 
vzdálenosti aţ 30 m, například v prostorách letiště. Toto provedení se můţe pouţít i pro 
prohlídku prakticky plynule za sebou jdoucích osob. Propustnost je aţ 60 osob za minutu, ale 
spolehlivost prohlídky je pak menší. Mále předměty nejsou dostatečně rozeznatelné od 




Obr.27. tunel s milivizí a pořízený snímek 
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Detektor stopových částic 
Pro vyhledávání výbušnin slouţí příruční spektrometry, jejich nevýhodou je pracný 
ruční odběr a proto bývají pouţívány spíše při důkladné osobní bezpečnostní prohlídce.Pro 
kontrolu velkého počtu osob je vhodné vyuţít průchozí kabinkové detektory stopových částic 
s automatickým odběrem vzorků. V nich jsou kontrolované osoby buďto omývány proudem 
vzduchu, který je pak sbírán k analýze, nebo je vyuţíváno přirozeného proudění par kolem 
lidského těla vzhůru. Současně v těchto kabinkách můţe být zabudován i detektor kovů. 
Kabinkové detektory výbušnin u osob s automatickým odběrem stopových částic zaregistrují 
výbušniny s vysokou tenzí par či značkovače u nověji vyrobených plastických výbušnin 
obsahujících pentrit nebo hexogen. Zřídka však detekují neoznačené plastické výbušniny a 
také nedetekují, stejně jako detektory stopových částic při kontrole stěrem, výbušniny 
dostatečně izolované od okolí nějakým vhodným obalem. 
Přístroj automaticky vyzve jednotlivé osoby pomocí programovatelného vizuálního 
indikátoru, aby vstoupily do detekčního prostoru. Jakmile se osoba nachází v detekčním 
prostoru, jsou pomocí přirozeného proudění vzduchu způsobeného teplotou lidského těla z 
povrchu těla sejmuty páry a částice. Všechny páry a částice emitované kaţdou osobou se 
pohybují okolo těla směrem vzhůru rychlostí aţ 1 m/s. Tento vzduch je rychle analyzován v 
detekčním systému na přítomnost drog nebo výbušnin. Sběrný mechanismus obsahuje vysoce 
účinný jednokrokový koncentrátor, který zachytí páry a částice ze vzorku a potom je zavede 
do detekčního systému, kde jsou analyzovány pomocí detektoru ITMS (Ion Trap Mobility 
Spectrometer). Tato nová technologie nabízí citlivost v řádu pikogramů. Po skončení 
detekčního cyklu přístroj automaticky vyzve osobu k opuštění detekčního prostoru. Pokud 
osoba opustí detekční prostor před skončením detekčního cyklu, spustí se alarm. Rychlost 
detekce je nastavitelná dle potřeby, běţně je potřeba 10 sekund na osobu Zařízení obsahuje 
jednoduché ovladače a indikátory pro velmi jednoduché provozování a monitorování systému. 
Navíc přístroj obsahuje i autodiagnostické prvky a indikátory, které zjednodušují běţnou 
údrţbu. Vestavěný počítač nabízí kompletní systém pro ukládání dat a umoţňuje připojení do 
sítě pro moţnost připojení vzdáleného monitoru. 
Pořízením průchozího detektoru stopových částic v kombinaci se zabudovaným 
detektorem kovů vyuţijeme lépe prostoru, není potřeba dvou zařízení, ušetří se náklady jak 
při pořizování tak i při seřizování a dosáhneme větší úrovně zabezpečení. Naopak propustnost 
10 sekund na osobu je během sezóny kdy se vyskytne i devět letadel během pár hodin velice 
málo a pouţití detekce stopových částic by byla vyuţívána jen namátkově. Z toho důvodu 
bych doporučil především hlavně příručního detektoru stopových částic který je schopen 
provést sken do jedné sekundy. 
 
 
Obr.28. průchozí detektor stopových částic a český růční detektor Explonix 
 
FSI VUT v Brně  Letecký ústav 
 - 61 - 
Vícepohledová tomografie 
Pro vyhledávání zbraní v příručních zavazadlech jsou dobré i současné rentgeny. 
Avšak zlepšovat by se měla především kvalita zobrazení, aby bylo moţno rozeznat zbraně 
maskované jako tuţky, hřebeny apod. Pro podrobnější zkoumání takovýchto podezřelých 
poloţek jsou výborné rentgeny s počítačovou tomografií. Podstatně zlepšit se musí 
vyhledávání výbušnin v příručních zavazadlech. Moţným řešení jsou rentgeny s 
vícepohledovou tomografií. Tyto bezpečnostní rentgeny pořizují rentgenové obrazy objektu z 
více různých směrů. Ty pak počítač vzájemně zpracovává. Na základě tohoto porovnání 
můţeme jiţ určovat útlum záření v jednotlivých pomyslných plošných vrstvách zkoumaného 
objektu. Je-li tato vrstva dostatečně tenká, můţeme povaţovat materiál v této vrstvě za 
homogenní ve směru kolmém na vrstvu. Můţeme tedy odhadovat materiálovou hustotu v 
tomto případě označovanou jako CT hustota. Nebezpečné látky (výbušniny, drogy, atd.) jsou 
pak určovány z předem daných tabulek na základě jejich CT hustoty. Kromě klasického 
obrazu mohou tyto rentgeny s CT zobrazovat téţ virtuální třídimensionální obraz zkoumaného 
objektu s barevným odlišením zájmových materiálů. Zkoumaný objekt se pohybuje po 
dopravníkovém pásu s rychlostí měnitelnou v rozsahu desetin milimetru za sekundu aţ dva 
metry za sekundu. Skenovací část rotuje kolem objektu, kolem osy rovnoběţné s pásem. Větší 
pronikavost záření dosahujeme přechodem na vyšší napětí na rentgenové trubici, u rentgenů s 
CT aţ kolem 200kV. Citlivost těchto zařízení na výbušniny či drogy zachytitelné 
automatickou CT detekcí se blíţí stovce gramů. K zlepšení detekční kontroly zavazadel bych 




Obr.29. CT rentgen CTX 9000DSi 
 
 
Obr.30. výstup z rentgenu CTX 9000DSi 
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5.4. Bezpečnostní složky 
Vzhledem k předpokladu rozvoje letiště je důleţité zvýšení počtu osob, aby bylo 
moţné jeho postupné rozšiřování v závislosti na provozu a ekonomické situaci letiště. 
Výhodou je podstatné zlepšení komunikace, koordinace a profesionalita, a tím i výsledky 
případných zásahů. Je sice moţná finančně výhodnější pouţívat placené sluţby, ale jiţ tak 
s dobře fungující kvalifikovaným personálem ostrahy letiště je lepší rozšířit jejich řady. 
Zlepšovat jejich výcvik při vyhodnocování rentgenových obrazů zavazadel jak s neškodnými 
poloţkami, tak i znalosti rentgenových obrazů nástraţných výbušných systémů, zbraní nejen z 
komerčních nabídek, ale vyuţívat i daleko širších moţností a rozšiřovat znalosti moţných 
způsobů jejich technického maskování. Všechen personál přímo vykonávající bezpečnostní 
prohlídku by měl dobře znát nejen ovládání, ale i fyzikální principy vyuţívané techniky aby 
dokázal doplňovat nedostatky pouţívaných detekčních zařízení.  
U vyhodnocování rentgenových obrazů kontrolovaných zavazadel je velký problém v 
monotónnosti této práce, k tomu se ještě přidává časový stres v provozní špičce a efektivnost 
okamţitě klesá. Řešením dané situace je najmout brigádníky na celoroční úvazek jenţ jsou 
operativnější s menšími náklady pro práci, kde není nutné nasadit vysoce kvalifikovaného 
pracovníka. Jako je pozice před rentgenem nebo hlídání toků cestujících. Tím vzniknou 
kapacity pro zastoupení v případě nemoci nebo častější střídání a tím navýšení efektivnosti 
díky menší vytíţenosti. 
Dále pro plné vyuţití kapacit bezpečnostních sloţek bych vytvořil centrální 
monitorovací střediska jenţ by fungoval i jako dispečink a koordinoval tak ostrahu letiště pro 
maximální efektivnost. Obnovil vozový park čímţ by bylo moţné provádět častější ostrahu 
kolem perimetru letiště. 
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6. Závěr 
 
Zajištění bezpečnosti se v různých zemích liší, podle jejich právních norem, 
vyspělosti, ekonomické situace i celkového přístupu k dané problematice. I kdyţ letiště musí 
splňovat normy ICAO, jsou mezi nimi odlišnosti v zabezpečení dle jejich míry ohroţení i 
ekonomické situace daného letiště.  
V první části mé diplomové práce jsem provedl rozbor aktuálních legislativních 
poţadavků pro zajištění bezpečnosti, popsal normy, předpisy a organizace, které se zaobírají 
bezpečností v letectví. Především jsem se zaměřil na problematiku letišť v zemích EU. 
V druhé části jsem provedl analýzu současného systému zabezpečení na letišti Brno-
Tuřany z hlediska rozdělení prostorů, technického vybavení před protiprávním vniknutí do 
těchto prostorů, zajištění takovéhoto vniknutí, či povoleného vstupu a jejich společného 
monitorování. Dále jsem se zaměřil na sloţky podílející se na bezpečnosti letiště, preventivní 
bezpečnostní opatření a technické zařízení pouţívající při kontrole cestujících a jejich 
zavazadel před nástupem do letadla. V závěru analýzy jsem zjistil, ţe bezpečnost je 
zajišťována především dobře vycvičeným kvalifikovaným personálem ostrahy, vyuţitím 
rentgenů a pouţitím detektoru kovů. Ostatní systémy slouţí především jako odrazovací, proti 
vniknutí, a v případě vniknutí jako podpůrný systém. I tak letiště Brno-Tuřany splňuje 
veškeré poţadavky a nadále pracuje na zvýšení zabezpečení. 
V poslední části mé práce jsem provedl přehled nových technických zařízení z oblasti 
zabezpečení a pokusil zhodnotit jejich aplikaci na současný stav. Systémy zabezpečení jsou 
dnes jiţ nezbytnou součástí vybavení kaţdého letiště. Pouţíváním standardních prvků je stále 
ještě účinné, ovšem v dnešní době je jiţ nezbytné k ochraně cestujících před teroristickými 
činy modernizovat takovéto systémy. K tomu lze pouţít mnoha nových zařízení, jako jsou 
detektory stopových částic, personální rentgeny, milivize, plotové detekční systémy nebo 
centrálního dispečinku za vyuţití síťového videa. Určujícím prvkem ovšem bývá nejen 
velikost dosahovaného stupně, ale i návratnost investic a hlavně certifikace.  
Vylepšení brněnského letiště při pouţití všech nejmodernějších systémů a techniky by 
bylo pro provozovatele letiště finančně velice nákladné a musela by se spočítat návratnost 
investovaných finančních zdrojů. Účelem mojí práce je navrhnutí zlepšení nebo vytvoření 
nové koncepce s teoretickým pouţitím všech nejmodernějších systémů a techniky.  
V první řadě bych ovšem především doporučil vybudovat centrální monitorovací 
stanoviště s 24 hodinovou obsluhou v němţ by byly obsaţeny všechny řídící, monitorovací a 
vyhodnocovací prvky. Prostřednictvím tohoto řídícího systému by bylo moţné monitorovat 
veškeré děje z jednotlivých subsystémů a předávat jim nutné řídící povely. Jednotlivé 
specifické operace by tak byly prováděny přímo na řídících centrech subsystému.  
Posílení bezpečnostního personálu najmutím brigádníků na celoroční úvazek, jenţ jsou 
operativnější s menšími náklady pro práci, kde není nutné nasadit vysoce kvalifikovaného 
pracovníka. Jako je pozice před rentgenem nebo hlídání toků cestujících. Tím vzniknou 
kapacity pro zastoupení v případě nemoci nebo častější střídání kvalifikovaného personálu při 
vyhodnocování rentgenových obrazů kontrolovaných zavazadel, a tím navýšení efektivnosti 
díky menší vytíţenosti. 
Rozšíření současných detektorů o vlastní příruční detektor stopových částic, který je 
schopen provést sken do jedné sekundy, avšak u tohoto zařízení by bylo nutné získat 
certifikaci nebo aspoň přislíbení certifikace od ÚCL. 
Pro zabránění vniknutí neţádoucích osob by se mělo místo dřevěného oplocení 
vystavit nové standardní oplocení. Nahradit současný nízký plot křiţující světelnou 
přibliţovací soustavu dráhy 28 plotem, který by nekříţil, ale lemoval celý obvod této 
přibliţovací světelné soustavy a na současný doplněk oplocení tvořící ostnatý drát umístit 
ţiletkový drát. 
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Standardizované vybavení, které je pouţito na letišti, je plně vyhovující, jak po stránce 
legislativní, tak i pro udrţení vysokého stupně zabezpečení. Letiště splňuje nejenom 
předepsané normy, ale i doporučení. Avšak při pouţití navrhnutých vylepšení bude dosaţena 
mnohem vyšší efektivnost, zjednodušení pracovních postupů a ovšem i navýšení úrovně 
zabezpečení. 
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8. Seznam použitých zkratek 
 
ADSL Asymetric Digital Subscriber Line  Asymetrická digitální předplacená linka 
CCTV Closed Circuit Television  Kamerový systém 
CIAF Czech International Air Fest  Česká mezinárodní letecká slavnost 
CP SRA Critical Part of Security Restricted Area Kritická část vyhrazeného  
  bezpečnostního prostoru  
CT Computed Tomography  Počítačová tomografie 
ČR Česká republika 
ČSA České aerolinie 
DVR Digital Video Recording  Digitální videorekordér 
ECAC  European Civil Aviation Konference  Evropské sdruţení civilního letectví 
EDDS Explosive Device Detection System Systém detekce výbušného zařízení 
EDS  Explosive Detection System Systém detekce výbušnin 
ES   Evropské společenství 
EU  European Union  Evropská unie 
EZS   Elektrická zabezpečovací signalizace  
GA S  General Aviation South  Všeobecné letectví jih 
GSM  Global System for Mobile Globální systém pro mobilní  
 communications komunikaci  
HDD  HarD Drive  Pevný disk 
I/O  Input/Output Vstup/Výstup 
ICAO International Civil Aviation Organization Mezinárodní civilní letecká organizace 
ID IDentification  Identifikační 
IP Internet Protocol  Protokol internetu 
ISDN  Integrated Services Digital Network  Digitální síť integrovaných sluţeb 
ITMS  Ion Trap Mobility Spectrometer  Mobilní iontový spektrometr 
JAA  Joint Aviation Autority  Spojené letecké úřady 
JAR  Joint Aviation Regulations  Spojené letecké předpisy 
LAN  Local Area Network  Lokální síť 
LCD  Liquid Crystal Display Displej z tekutých krystalů 
MD   Ministerstvo dopravy 
MW  MicroWave  Mikrovlny 
PANS  Procedures for Air Navigation Services  Postupy letových sluţeb 
PC  Personal Computer  Osobní počítač 
PEDS Primary Explosive Detection System Pomocný systém detekce výbušnin 
PIR  Pasiv Infrared Radiation  Pasivní infračervené záření 
RS  Running Surface  Provozní plochy 
RTG  Radioisotope Thermoelectric Generator  Radioizotopový termoelektrický  
  generátor 
RWY  Runway  Přistávací a vzletová dráha 
ŘLP   Řízení letového provozu 
SIS   Schengenský informační systém  
SRA  Security Restricted Area  Vyhrazený bezpečnostní prostor 
TCP/IP Transmission Control Protocol / Internet  Řídící přenosový protokol / protokol  
 Protocol internetu 
TIP  Threat Image Projection  Obrazová promítání nebezpečných  
  předmětů 
TS  Technical Service  Technické sluţby 
TWY  Taxiway  Pojezdová dráha 
FSI VUT v Brně  Letecký ústav 
 - 67 - 
ÚCL   Úřad pro civilní letectví 
UKV   Ultra krátké vlny 
USA  United States of America  Spojené státy americké 
VHS  Video Home System  Systém domácího videa 
WAN  Wide Area Network  Rozlehlá počítačová síť 
ZPS   Záchranná a poţární sluţba
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9. Přílohy 
 
Příloha A- Struktura civilního letectví v ČR 
 
 
Obr.31. struktura civilního letectví v ČR 
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Příloha B- Zobrazení přístupů a ohraničení 
 
 
Obr.32. nejčastější typ oplocení s bavolety a třemi řady ostnatých drátů 
 
 
Obr.33. betonové oplocení 
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Obr.34. dřevěné oplocení 
 
 
Obr.35. oplocení křižující přibližovací světelnou soustavu dráhy 28 
 
 
Obr.36. oploceni mezi administrativními budovami 
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Obr.37. oplocení oddělující vyhrazený bezpečnostní prostor 
 
 
Obr.38. vstup do odletového terminálu 
 
 
Obr.39. vstup pro všeobecné letectví 
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Obr.40. hlavní vstup 
 
 
Obr.41. ostatní vstupy 
 
