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 1 
1 Innledning 
1.1 Oppgavens tema 
En virksomhet som utøver aktivitet gjennom internett vil kunne oppleve utfordringer ved 
etterlevelsen av personvernlovgivningen. For en virksomhet vil personverninteresser skape 
utfordringer allerede ved opprettelsen av et nettsted, gjennom blant annet krav til sikker 
behandling av personopplysninger, lovpålagt informasjon til kunder og oversikt over be-
handlingen som forekommer, jfr. personopplysningsloven
1
. En nettside vil ha mange ulike 
besøkende, som søker informasjon om ulike forhold ved virksomheten. Gjennom normen 
om innebygget personvern anbefales alle virksomheter blant annet å vise åpenhet om hvor-
dan personvernet blir ivaretatt,
2
 og en utfordring vil være hvordan dette best kan gjøres. 
 
På den andre siden av personvernet står brukerne av internett, og deres opplevelse av et 
personopplysningsvern ved bevegelse på nettet. Det kan være vanskelig for en alminnelig 
bruker av en nettside å holde oversikt over de opplysninger en gir ut om seg selv til virk-
somheter, og man vil sjeldent ha full oversikt over de spor en legger igjen. Som en del av 
en virksomhets etterlevelse av personvernlovgivningen fremstår teksten på en nettside om 
informasjon om behandling av personopplysninger, ofte kalt personvernerklæringer, som et 
redskap for dette. Hva en personvernerklæring faktisk er, er uklart. Det foreligger ingen 
legaldefinisjon av hva et slikt dokument er, og det forekommer heller ikke alltid under nav-
net "personvernerklæring". Utgangspunktet for oppgaven vil være å stille spørsmål om hva 
en slik erklæring kan bidra med. Det er uklart hva en personvernerklæring bidrar med med 
tanke på oppfyllelsen av lovgivningen, hva den bør inneholde, og om brukerne av internett 
får tilstrekkelig informasjon til å ivareta sitt eget personvern gjennom en slik. Dette vil 
være tema for oppgaven. 
 
                                                 
 
1
 Lov om behandling av personopplysninger (personopplysningsloven(pol.)) av 14. april 2000 nr. 31 
2
 International Conference of Data Protection and Privacy Commissioners(2010) og Datatilsynet(2013 d) 
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1.2 Presentasjon av problemstilling 
Den overordnede problemstillingen er hvilket bidrag personvernerklæringer gir i oppfyllel-
sen av personvernlovgivningen. Dette søker jeg svar på gjennom tre spørsmål. 
 
Det første spørsmålet er 
 Hva er den rettslige begrunnelsen for bruken av personvernerklæringer? 
 
Personopplysningsloven har ingen hjemmel for bruken av personvernerklæringer, men li-
kevel brukes slike erklæringer i stor utstrekning. Det vil være interessant å sammenstille de 
ulike rettslige grunnlag og anbefalinger om erklæringer som foreligger, for å se hvilke reg-
ler i personvernlovgivningen som søkes oppfylt.  
 
Det andre spørsmålet er 
 Hvilket personvernrettslig innhold har personvernerklæringene til If og Storebrand? 
 
Med dette spørsmålet søker jeg svar på om og på hvilken måte Storebrand og If oppfyller 
personvernlovgivningen gjennom sine personvernerklæringer. Jeg vil foreta en undersøkel-
se av de to erklæringene, der innholdet sammenholdes med gjeldende krav som oppstilles i 
personvernlovgivningen. Oppgavens innhold vil derfor i stor grad defineres av innholdet i 
de utvalgte erklæringene. 
 
Det tredje spørsmålet er 
 Kan personvernerklæringer sies å være hensiktsmessige for å ivareta reglene om 
innsyn, informasjon og rettigheter i forbindelse med behandling av personopplys-
ninger på internett? 
 
Med dette spørsmålet søker jeg svar på om en personvernerklæring kan gi tilstrekkelig in-
formasjon til brukerne av et nettsted, og kundene av en virksomhet, og se på hvilke utford-
ringer som eksisterer i denne sammenheng. 
 3 
2 Nærmere om undersøkelsesopplegget 
2.1 Valg av undersøkelsesområde og utvalg av erklæringer 
For å besvare oppgavens overordnede problemstilling vil jeg foreta en empirisk undersø-
kelse av to personvernerklæringer, hentet fra nettsidene til to forsikringsselskaper:  
 
 www.if.no3 
 www.storebrand.no4 
 
Jeg har valgt å ta for meg personvernerklæringen til If Skadeforsikring NUF (heretter: If) 
og Storebrand ASA (heretter: Storebrand); begge er store forsikringsselskaper i det norske 
markedet, og begge har en slik erklæring liggende tilgjengelig for sine brukere på hjemme-
siden.  
 
I Meld. St. 11 (2012-2013) Personvern – utsikter og utfordringar nevnes forsikringsselska-
per som et eksempel på en bransje hvor det finnes gode eksempler på personverninforma-
sjon på nett.
5
  Å analysere virksomheter som har svært kortfattede og snevre erklæringer 
for sine brukere vil være lite lærerikt. Det er liten mulighet til prinsipielle drøftelser utover 
hva som burde vært med. Jeg har derfor valgt å ta for meg den bransjen som regnes som 
typisk god, fordi jeg antar at en her har mest å lære.  
 
Ved å ta for meg erklæringer som antas å være grundige med tanke på personverninforma-
sjon som gis, vil jeg også på et mer prinsipielt plan kunne drøfte slike erklæringer opp mot 
personvernlovgivningen. En nødvendig konsekvens av forsikringsvirksomhet er at det i stor 
utstrekning behandles personopplysninger som en del av virksomheten. If og Storebrand 
behandler derfor personopplysninger i stor grad, ikke kun som en del av nettaktivitet. Data-
                                                 
 
3
 Se vedlegg 1 
4
 Se vedlegg 2 
5
 Jfr. Meld. St.11 (2012-2013) side 64, 2.spalte 
 4 
tilsynet foretok i en rapport av 27. juni 2011 kalt "Fortell meg hva dere gjør!"
6
 en analyse 
av en rekke virksomheters bruk av personvernerklæringer. If og Storebrand var en del av 
dette utvalget, og rapporten vil være et bakteppe for en videre analyse av deres publiserte 
erklæringer.  
 
2.2 Gjennomgang av undersøkelsesopplegget 
Jeg vil i det videre først redegjøre kort for de rettskilder som generelt gjør seg gjeldende 
innen personvernområdet. Jeg vil gjennomgå aktuell lovgivning og andre særlig aktuelle 
rettskilder, med tanke på utvalget av erklæringer som senere skal analyseres. 
 
Jeg vil deretter ta fatt på oppgavens første hoveddel, kapittel 3, hvor jeg redegjør for hva en 
personvernerklæring kan sies å være, og rettslige utgangspunkter for bruken av slike. 
 
Jeg vil i oppgavens neste del, kapittel 4, foreta en konkret undersøke av innholdet i erklæ-
ringene til If og Storebrand. Jeg vil undersøke hva de enkelte erklæringer inneholder, og 
analysere dette opp mot gjeldende regelverk. Ulikheter mellom de to vil også drøftes.  
 
De aktuelle erklæringer vil analyseres gjennom ett og ett tema, der innholdet avgjør de 
rettsspørsmål som drøftes. Metoden vil være å gjengi innholdet, trekke frem de relevante 
bestemmelser i lovgivningen, og deretter drøfte om og på hvilken måte Storebrand og If 
oppfyller personvernlovgivningen. Da det kun er to erklæringer jeg tar for meg, vil det ikke 
være en representativ redegjørelse av personvernerklæringer generelt. Men nettopp ved å 
knytte innholdet i erklæringene opp mot personvernlovgivningen vil oppgaven kunne bely-
se hvordan lovgivningen potensielt kan utøves i praksis utad; nettopp gjennom en person-
vernerklæring.  
 
                                                 
 
6
 Datatilsynet(2011) 
 5 
Personvernerklæringer både gjengir, presiserer og supplerer personopplysningsloven, og 
jeg vil derfor også berøre tilgrensende områder til personvern, slik som innsamlingen av 
elektroniske spor utenfor personopplysningslovens område. Oppgavens begrensede omfang 
tilsier at ikke alle deler ved de aktuelle personvernerklæringer vil kunne analyseres like 
inngående. For innhold som kan knyttes til lovgivning utover personvernets område vil jeg 
kun kort referere til rettsområdet. Jeg avgrenser dermed mot de markedsførings- og imma-
teriellrettslige spørsmål som dukker opp. 
 
De to utvalgte erklæringer har ved første øyekast tilnærmet samme innhold, presentert 
gjennom overskrifter som i stor grad ligner. Likevel er det noe ulikt innhold som presente-
res, og inndelingen etter de enkelte temaer er lagt forskjellig opp. Det må være opp til meg 
å definere overordnede temaer, trekke ut informasjon fra de enkelte erklæringene og sette 
de opp mot hverandre, og deretter drøfte de delene jeg vurderer å være sammenlignbart. 
 
I tabellen under presenteres overskriftene i erklæringene, holdt opp mot kapittelinndeling i 
oppgaven. Slik kan leseren av oppgaven få en forståelse for undersøkelsesmetoden. Som en 
ser av tabellen har ikke de ulike avsnitt i erklæringene alltid samme tittel for de samme 
drøftelser, og tabellen kan brukes for å finne igjen temaene i oppgaven i de aktuelle erklæ-
ringer. 
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 Vedlegg 1, If(2013 a) 
8
 Vedlegg 2, Storebrand(2013 a) 
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 Vedlegg 3, If(2013 b) 
Kapittel i  
oppgaven 
Avsnittsoverskrift hos 
If
7
 
Avsnittsoverskrift hos  
Storebrand
8
 
Særlig relevant 
lovgivning 
4.1  
Innledning,  
tilgjengeligheten til 
erklæringene 
  WP 43 
4.2  
Informasjon om 
selskapene 
Behandlingsansvarlig Behandlingsansvarlig Pol.§ 11 
§ 2nr.4 
§ 13 
§ 16 
§ 19(1) a 
4.3  
Hvordan  
selskapene  
kommuniserer 
Opptak og lagring av 
kundekommunikasjon,  
Tilleggsdokumentet 
"cookies"
9
 
Innhenting av  
personopplysninger,  
Cookies og  
analyseverktøy 
Pol.§ 13 
§ 11 
Forslag ny § 2-7B 
i ekomloven 
Direktiv 
2009/136/EF 
Pol.§ 19(1) e 
4.4  
Informasjon om 
selskapenes  
behandling 
Helseopplysninger, 
Behandlingsansvarlig, 
Ifs behandling av  
personopplysninger  
Innhenting av  
personopplysninger,  
Hva bruker  
Storebrand  
opplysningene til?  
Spesielt om  
markedsføring,  
Konsernsamtykke,  
Slik videreformidler vi 
personopplysninger 
Pol.§ 20 
§ 15  
§ 8 
§ 11 
§ 21 
§§29 og 30  
§ 19(1) b-d 
WP 153 
4.5  
Informasjon om 
rettigheter 
Innhenting av  
personopplysninger,  
Innsyn og retting,  
Opptak og lagring av 
kundekommunikasjon, 
Oppbevaring og  
sletting 
Personvernombud,  
Lagring av  
opplysninger,  
Dine rettigheter 
Pol.§ 18 
§ 27 
§ 28 
pof.§ 7-12 
§ 19(1) e 
4.6 Andre forhold Reservasjon Ansvar ved feil,  
Mangler og  
tilgjengelighet,  
Immaterialrett, Lenker 
Avtalelov  
åndsverkslov  
markedsføringslov 
pol.§ 46 
 7 
Selve dokumentet jeg skal ta for meg er en publisert tekst på en nettside, som kan leses av 
alle. Jeg må trekke ut informasjonen som står, og analysere dette. For å velge metode for 
analyse av teksten vil det være naturlig å sammenligne med andre skrevne tekster om juri-
diske forhold. Teksten har både en avgiver og en mottaker, noe som medfører at en slik 
erklæring ligner på en avtale. Likevel må erklæringen sees på som en ensidig tekst, og vil 
nok ikke kunne oppfylle vilkår for en bindende avtale etter avtaleloven.
10
 En nærmere 
sammenligning kan kanskje være avgivelsen av et tilbud, men heller ikke dette vil være 
nært nok til at en erklæring i seg selv faller innunder rettsområdet.  
 
Som metode vil kontraktsretten likevel kunne gi noen rettslige utgangspunkter som kan 
være givende ved tolkningen av en slik tekst, og jeg vil derfor trekke veksler herfra når jeg 
tolker innholdet i personvernerklæringene. Det generelle utgangpunktet ved kontraktstolk-
ning vil være hvordan teksten fremstår for en alminnelig person. Jeg vil i analysen ta ut-
gangspunkt i ordlyden og den alminnelige språklige forståelsen erklæringene gir uttrykk 
for, slik kontraktsrettslig metode foreskriver. Da erklæringene er skrevet med utgangspunkt 
i personopplysningsloven vil det videre være nærliggende å forstå teksten i lys av lovens 
bestemmelser. 
 
Jeg vil i oppgavens siste del, kapittel 5, stille spørsmålet om erklæringer kan gi hensikts-
messig og tilstrekkelig informasjon. Jeg vil her drøfte erklæringene i utvalget mer kritisk 
opp mot om brukerne faktisk får den informasjonen de behøver for å verne egne person-
opplysninger, gjennom å knytte sammen de rettskilder som både kan begrunne bruken og 
innholdet med informasjonen som er gitt. Jeg vil til slutt komme med noen generelle be-
traktninger, og nevne enkelte utfordringer som oppstår ved bruken av personvernerklæ-
ringer. 
  
 
                                                 
 
10
 Se noe mer om denne diskusjonen i kap. 4.6.1. 
 8 
2.3 Rettskilder og juridisk metode 
2.3.1 Lovgivning og EU-direktiv 
Det vil være naturlig å ta utgangspunkt i personvernlovgivningen i sin helhet, med person-
opplysningsloven (pol.) med forskrifter som utgangpunkt for en analyse av personverner-
klæringer. Innen rettsområdet personvern er rettskildebildet noe spesielt. Rettsområdet på-
virkes både av internasjonale rettskilder, og av nasjonal administrativ praksis. Personopp-
lysningsloven er en implementering av EUs personverndirektiv
11
 i norsk rett. Personverndi-
rektivet er innlemmet i EØS-avtalen, og Norges utøvelse av personvernlovgivningen må 
utøves i samsvar med dette, jfr. EØS-loven,
12
 slik forarbeidene også forutsetter.
13
 Der jeg 
møter tolkningsutfordringer i personopplysningsloven vil jeg derfor berøre de enkelte artik-
ler og direktivets fortale. Oppgaven avgrenses likevel til norsk rett, da utvalget består av 
erklæringer rettet mot norske brukere. Jeg vil ikke bruke noe tid på dommer fra EU-
domstolen, selv om disse klart kan være relevante. 
 
Forsikringsvirksomhet spesielt reguleres på grunnlag av forsikringsvirksomhetslo-
ven(forsvl.),
14
 og avtalen mellom forsikringsselskapet og kunden er regulert av forsikrings-
avtaleloven(fal.).
15
 Disse særlovene har ingen spesialregler for behandling av personopp-
lysninger, til sammenligning med for eksempel finansvirksomhet hvor spesialregler fore-
kommer. Personopplysningsloven gjelder derfor fullt ut for forsikringsvirksomhet. Forsik-
ringsvirksomhet er konsesjonsbelagt, jfr. personopplysningsforskriften
16
 (pof.)§ 7-2, og 
både If og Storebrand er underlagt konsesjon for sin behandling av personopplysninger. 
Særskilte krav følger av konsesjonen. 
                                                 
 
11
 Direktiv 95/46/EF 
12
 Lov om gjennomføring i norsk rett av hoveddelen i avtale om Det europeiske økonomiske samarbeidsom-
råde av 27.november 1992 nr.109 
13
 Ot. prp. nr.92 (1998-1999) s.14-15. 
14
 Lov om forsikringsselskaper, pensjonsforetak og deres virksomhet mv. av 10. juni 2005 nr.44 
15
 Lov om forsikringsavtaler av 16.juni 1989 nr.69 
16
 Forskrift om behandling av personopplysninger av 15. desember 2000 nr.1265 
 9 
If og Storebrand utøver virksomhet både i Norge og i andre land, og det vil være nødvendig 
å klarlegge at den norske personopplysningsloven kommer til anvendelse. Personopplys-
ningsloven gjelder behandlingsansvarlige som er etablert i Norge, jfr. pol.§ 4. Behandlings-
ansvarlig er den parten som bestemmer formålet med innsamlingen, jfr. pol.§ 2 nr.4, og 
herunder har det overordnede ansvar for etterlevelse av lovgivningen.
17
 Dette kan være en 
juridisk person,
18
 for eksempel et AS, og i praktisk forstand knyttes det som regel til orga-
nisasjonsnummer. I et konsern vil det dermed være minst én behandlingsansvarlig per dat-
terselskap. For å være etablert i Norge kreves at det utøves en viss aktivitet i Norge, gjen-
nom en fast organisatorisk infrastruktur, og for et ubestemt tidsrom.
19
  
 
En analyse av If utgjør en utfordring da selskapet er registrert som et NUF, jfr. forsvl.§ 14-
1, og er en del av et svensk/finsk konsern.
20
 Pol.§ 4 forstås som at personopplysningsloven 
ikke gjelder for behandlingsansvarlige som er etablert i andre EØS-land, selv om virksom-
heten og behandlingen er rettet mot norske brukere.
21
 I forarbeidene uttales det at:  
 
"Strukturens rettslige status – f.eks. hvilken sammenslutningsform som er nyttet – er 
ikke avgjørende. Avgjørende er om den behandlingsansvarlige har tilstrekkelig til-
knytning til Norge til å være etablert slik uttrykket forstås ut fra en alminnelig 
språklig forståelse. Dersom et utenlandsk selskap har et datterselskap som driver 
virksomhet i Norge, er tilknytningskravet åpenbart oppfylt slik at datterselskapet er 
etablert her. Det samme gjelder utenlandske selskapers filialer i Norge".
22
  
 
                                                 
 
17
 Schartum(2012) note 10. 
18
 Schartum(2011) side 149-150. 
19
 Schartum(2012) note 29. 
20
 If(2013 c) 
21
 Schartum(2012) note 29. 
22
 Ot.prp.nr.92 (1998-1999) s.105 
 10 
Her får en inntrykk av at et NUF, som en filial av et utenlandsk selskap, vil være underlagt 
personopplysningsloven. Imidlertid kan en finne en viss motstrid mellom norsk rett og EU-
rett omkring dette spørsmålet. Selskapsformen NUF er etablert som følge av prinsippet om 
fri etableringsrett innen EU, og for en norskregistrert utenlandsk filial, NUF, vil det i ut-
gangspunktet være det utenlandske selskapet som i prosessuell forstand er rettssubjektet.
23
 
Det er likevel et mulig unntak nettopp for norske filialer av utenlandske forsikringsselska-
per, jfr. Rt-2005-451 og forsvl.§ 14-2, hvor førstvoterende ga den norske filialen av et for-
sikringsselskap partsevne.
24
 Hvorvidt dette står seg mot EU-retten er usikkert. 
 
I EUs personverndirektiv
25
 (heretter: personverndirektivet) art.4 nr.1 er regelen at: 
 
"Each Member State shall apply the national provisions it adopts pursuant to this Directive 
to the processing of personal data where: 
(a) the processing is carried out in the context of the activities of an establishment of 
the controller on the territory of the Member State;"  
 
Nasjonal lovgivning skal anvendes. Likevel står det videre i samme artikkel at: 
 
"when the same controller is established on the territory of several Member States, 
he must take the necessary measures to ensure that each of these establishments 
complies with the obligations laid down by the national law applicable".  
 
Sammenholdt med pol.§ 4 vil en kunne stille spørsmål om et europeisk selskap som står 
bak et NUF vil være underlagt norsk rett, eller om de kun behøver å forholde seg til sitt 
lands gjennomføring av personverndirektivet. I personverndirektivets art.28 nr.6, jfr.nr.3, 
oppstilles regelen om at de nasjonale myndigheter kan anvende andre lands personvernlov-
                                                 
 
23
 Reiersen(2010) 
24
 Reiersen(2010) 
25
 Direktiv 95/46/EF 
 11 
givning på sitt territorium. Jamført med denne regelen kan tilstanden tyde på at et NUF er 
underlagt opprinnelseslandets lovgivning innen EØS, på tross av avgjørelsen i Rt-2005-451 
og forarbeidene til § 4. 
 
I sak PVN-2011-06 ConocoPhillips, hvor det er et amerikansk NUF som er part, legger 
Personvernnemnda til grunn at: 
 
"det amerikanske selskapet og NUF’et er samme juridiske enhet. En norsk avdeling 
av et utenlandsk selskap er et utenlandsk foretak, jf foretaksregisterloven § 1-2, men 
det er registreringspliktig i Norge når det driver næringsvirksomhet her, jf foretaks-
registerloven § 2-1, annet ledd."  
 
En må likevel skille mellom land innenfor eller utenfor EØS, jfr. pol.§ 4 (2), og ConocoP-
hillips-saken vil derfor ikke være avgjørende i dette tilfellet.  
 
Forhold som taler for at en likevel vil kunne legge til grunn norsk rett foreligger. If har hatt 
en sak oppe for Personvernnemnda, uten at spørsmålet om selskapets stauts kom opp.
26
 
Datatilsynet har heller ikke selv problematisert forholdet mellom forsvl.§ 14-1 og § 14-2, 
og pol.§ 4, da konsesjon ble tildelt If for forsikringsvirksomhet, og If selv henviser til norsk 
lovgivning på sine nettsider. Rettstilstanden fremstår som uklar. Uten at jeg tar endelig stil-
ling til hvorvidt If er underlagt norsk lovgivning vil jeg i det følgende støtte meg på forar-
beidenes uttalelse om at struktur ikke er avgjørende, det faktum at If selv henviser også til 
norsk lovgivning i sin erklæring, og at informasjonen i erklæringen utelukkende er rettet 
mot det norske markedet. 
 
Storebrand er på sin side et allmennaksjeselskap, og behandlingsansvarlig for forsikrings-
virksomheten er det norskregistrerte datterselskapet Storebrand Forsikring AS.
27
 Store-
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brand sin virksomhet må sies å klart falle innenfor det stedlige virkeområdet for personopp-
lysningsloven. 
 
All behandling av personopplysninger som skjer ved bruk av elektroniske hjelpemidler vil 
være regulert av personopplysningsloven, jfr. lovens § 3 (1) bokstav a. "Behandling" er 
definert i loven som "enhver bruk av personopplysninger", jfr.§ 2 nr.2, slik at virksomheter 
som på et eller annet vis benytter seg av opplysninger om brukerne sine vil være underlagt 
personopplysningsloven. 
 
Både If og Storebrand vil således være underlagt norsk rett, og erklæringene vil i det føl-
gende drøftes i lys av norsk lovgivning.  
 
2.3.2 Praksis 
Norsk rettspraksis vil være naturlig å se hen til ved tolkningsutfordringer i loven, men det 
er sparsomt med avgjørelser av Høyesterett i prinsipielle personvernspørsmål. Høyesterett 
har heller ingen direkte avgjørelser som kan kaste lys over de aktuelle bestemmelser i vide-
re grad enn det andre rettskilder kan.  
 
Av praksis vil jeg først og fremst ta for meg avgjørelser fra Personvernnemnda. Person-
vernnemnda er et uavhengig forvaltningsorgan som avgjør klager over Datatilsynets avgjø-
relser, med hjemmel i pol.§ 43. Det er presisert i forarbeidene at det skal legges vekt på 
administrativ praksis ved tolkning av loven.
28
 
 
Datatilsynet er på sin side et uavhengig forvaltningsorgan, som i tillegg til å være et tilsyns- 
og kontrollorgan gir rådgivende uttalelser om personvern, jfr. pol.§ 42. Datatilsynets utta-
lelser vil dermed være en relevant kilde til informasjon om tolkningsspørsmål. Der Person-
vernnemnda har avgjort spørsmål vil imidlertid deres tolkning vektes over Datatilsynet, da 
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de er klageorgan for Datatilsynets avgjørelser. Videre vil vilkår gitt i konsesjon av Datatil-
synet trekke opp rammer for behandlingsgrunnlaget for personopplysninger, og således 
være et relevant rettskildemateriale for å forstå innholdet i erklæringene. Slik konsesjon er 
gitt i vårt tilfelle, og både standardkonsesjonen etter personopplysningsloven for forsik-
ringsvirksomhet og for finansvirksomhet vil bli referert til.
29
 
 
2.3.3 Internasjonale rettskilder 
Enkelte internasjonale rettskilder vil på grunn av personverndirektivets implementering i 
personopplysningsloven ha relevans i tillegg til personverndirektivet i seg selv. En slik sær-
skilt kilde er Artikkel 29-gruppen, et uavhengig EU-organ med medlemmer fra blant annet 
EU-landenes tilsynsmyndigheter, hjemlet i personverndirektivet artikkel 29. Gruppen frem-
står som en kombinasjon av å være en representant for de enkelte EU-lands personverntil-
syn, og å være et selvstendig rådgivningsorgan for praktiseringen av personverndirektivet. 
Gruppen har en rekke uttalelser, som i praksis tillegges stor vekt.
30
 Artikkel 29-gruppen er 
en viktig part i samkjøringen av lovverket for de land som har implementert personverndi-
rektivet. Norge er ikke medlem av gruppen, men har observatørstatus.
31
 Datatilsynet for-
holder seg med det til de uttalelser og råd som gruppen kommer med, jfr. gruppens hjem-
mel i personverndirektivets artikkel 29, som en kilde for avklaring og rådgivning av per-
sonvernspørsmål. For utøvelse og forståelse av direktivet, herunder også av den norske 
personopplysningsloven, vil uttalelser fra Artikkel 29-gruppen kunne ha stor vekt, og vil 
henvises til i den følgende drøftelsen.  
 
Et annet internasjonalt organ er International Conference of Data Protection and Privacy 
Commissioners. Konferansen er et årlig forum for diskusjon av personvern, og samler sta-
ter og internasjonale organisasjoner fra hele verden. Forumet vil ikke ha samme status eller 
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rettskildemessig relevans som Artikkel 29-gruppen, og vil vektes deretter, men resolusjoner 
avgitt av forumet anerkjennes av EU som en kilde for rådgivning innen personvern.
32
 
 
2.3.4 Særskilt juridisk litteratur, bransjeorganer og rådgivning 
Som et siste rettskildemessig punkt vil jeg nevne særskilte veiledningstekster som er laget 
av enkelte rådgivende organer konkret om personvernerklæringer. Det er typisk bransjeor-
ganer, slik som Electronic Frontier Foundation,
33
 som kommer med slike, eller det kan 
være internasjonale samarbeidsorganer innen personvern som utformer dem, slik som Ar-
tikkel 29-gruppen. Jeg vil komme tilbake til slike i kapittel 3.3.  
 
Når bransjeorganer kommer med rettslige veiledere kan nok ikke dette sies å være omfattet 
av det som regnes som tradisjonell juridisk litteratur. Det er derfor begrenset hvilken retts-
kildemessig vekt de vil ha, det avgjørende kan sies å være hvilket organ som står bak. Noe 
relevans vil de likevel ha. Det er ofte generelle anbefalinger, i stor grad basert på de samme 
personvernprinsipper som vi har i Norge, og de kan bidra til å identifisere aktuelle reelle 
hensyn. Slike veiledere blir også henvist til i offentlige lovutredninger,
34
 noe som kan be-
grunne relevansen. Jeg vil referere til slike veiledere der de etter min vurdering har relevan-
te bidrag til analysen.  
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3 Den rettslige begrunnelsen for bruken av 
personvernerklæringer 
3.1 Hva er en personvernerklæring? 
Personvernerklæringer er et generelt tekstdokument på en nettside
35
 som fremstår for en 
alminnelig leser som informasjon om hvordan virksomheten bak den konkrete nettsiden 
forholder seg til personvern, og kanskje som et løfte om at loven følges. Et par fellestrekk 
for slike tekster kan trekkes frem. Det som gjentar seg er at det er tekst publisert på en nett-
side, under overskrifter som "personvernpolicy", "informasjon om behandlingen av per-
sonopplysninger", "slik behandler vi dine personopplysninger", og lignende. Teksten tar 
for seg en virksomhets behandling av personopplysninger; noen ganger svært kort, andre 
ganger over flere avsnitt og sider. Typisk gis informasjon om selve behandlingen i virk-
somheten, rettigheter for brukeren, og kommunikasjonsmåter med virksomhetene. Teksten 
kan også være spredt ut over nettsiden, slik at brukeren av nettsiden må lese på flere ste-
der.
36
     
           
37
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Innholdet i en erklæring vil kunne variere avhengig av hva slags behandling som forekom-
mer i virksomheten. Opplysninger som innhentes av en virksomhet, eller gjennom en netts-
ide, kan være et mangfold av opplysninger, og kan innhentes og behandles på ulike måter. 
Begrepet "behandling" benyttes om både innsamling, lagring, og all annen bruk av person-
opplysninger, jfr. pol.§ 2 nr.2.  
 
For at det skal skje innsamling må det være en viss aktivitet fra den behandlingsansvarliges 
side.
38
 Det er likevel ikke slik at bevegelse på et nettsted ikke medfører innsamling av per-
sonopplysninger. Dersom nettstedet er lagt opp slik at en kan gi fra seg opplysninger må 
aktivitetskravet fra den behandlingsansvarlige sies å være oppfylt. Det avgjørende i følge 
forarbeidene for om innsamling har skjedd i en slik sammenheng, vil være hvorvidt det 
"reelt sett er [oppstått] et personvernbehov for varsling".
39
 Både If og Storebrand har slike 
systemer for innhenting av informasjon gjennom sine nettsider, se kapittel 4.3 
 
En personopplysning er på sin side "opplysninger og vurderinger som kan knyttes til en 
enkeltperson", jfr. pol.§ 2 nr.1. Eksempler er elektroniske spor gjennom informasjonstje-
nester på en nettside, innsending av opplysninger gjennom nettskjema eller gjennom beta-
lingssystemer. Mer alminnelig er kanskje gjennom post eller telefonsamtaler. Et skille går 
mellom de virksomheter som kun har brukeraktivitet gjennom en nettside, og som ikke 
egentlig benytter personopplysninger som en del av virksomheten, og de som aktivt benyt-
ter personopplysninger. Derfor vil informasjonen som gis i en erklæring kunne avhenge av 
hva slags virksomhet som utøves, og hvordan personopplysninger behandles. Se mer om 
dette i kapittel 5.2.3. 
 
En virksomhet vil også behandle opplysninger om egne ansatte, men formen tilsier at er-
klæringer som regel ikke har denne gruppen som målgruppe. For de utvalgte virksomhete-
ne i denne analysen er mottakeren ofte kunder, og virksomhetene sitter da med personopp-
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lysninger om vedkommende. Den som en personopplysning kan knyttes til, kalles i pol. for 
"registrert", jfr. pol.§ 2 nr. 6. En kunde vil derfor tilsvare den som etter personopplysnings-
loven forstås som "registrert".  I og med at det kan forekomme innsamling også fra brukere 
som ikke er kunde av virksomheten, vil nettopp skillet mellom en registrert, en bruker av 
en nettside, og en kunde, i enkelte tilfeller være viktig å presisere. Begrepene kunde, bruker 
og registrert vil også kunne benyttes om samme person. 
 
I det videre vil personvernerklæringer refereres til som et publisert nettdokument, som 
samlet tar for seg behandlingen av personopplysninger i en virksomhet, og hvor mottakeren 
for teksten er virksomhetens egne kunder og/eller brukere av nettsiden. 
 
3.2 Forholdet til aktuell lovgivning 
Lovgivningen er taus når det kommer til personvernerklæringer, det foreligger ingen mate-
riell lovhjemmel som sier at en virksomhet må ha en slik erklæring på sin hjemmeside. En 
må derfor lete litt i rettskildene for å finne et mulig grunnlag for bruken av personverner-
klæringer. Under drøftelsen av innholdet i personvernerklæringer vil vi se at selve innhol-
det i disse har sitt fundament i krav som stilles i personvernlovgivningen. Personopplys-
ningsloven kan derfor legge et grunnlag for forståelse også for bruken av en erklæring, 
sammen med annen bakgrunnsrett. 
 
Personopplysningslovens hovedformål er nedfelt i § 1 (1): Å "beskytte den enkelte mot at 
personvernet blir krenket gjennom behandling av personopplysninger". Vern mot krenkelse 
av individet må derfor sees på som hovedhensikten med loven. Bestemmelsen er først og 
fremst en tolkningsbestemmelse uten noe egentlig materielt innhold.
40
 I andre ledd under-
strekes det at behandling av personopplysninger skal skje "i samsvar med grunnleggende 
personvernhensyn". Pol.§ 1 gir liten videre veiledning i hva som er slike grunnleggende 
personvernhensyn annet enn privatlivets fred, integritet og tilstrekkelig kvalitet på person-
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opplysninger. Lovens andre bestemmelser gir noe videre veiledning gjennom de ulike hen-
syn bak reglene. For eksempel må det som hovedregel samtykkes til behandling for at be-
handlingsgrunnlag skal foreligge, jfr. pol.§ 8 (1), frivillighet er derfor et sentralt hensyn.  
 
Akkurat hvilke prinsipper og hensyn som begrunner personvernet er i liten grad behandlet i 
personopplysningslovens forarbeider. I NOU 1997: 19 uttales at "Personvern er primært en 
beskyttelse av et samtykke til en kanal", og at privatlivets fred primært er en beskyttelse av 
"muligheten til å samtykke".
41
 Noen av de bakenforliggende hensyn er videre omtalt i per-
sonverndirektivet, og i juridisk teori.  
 
I personverndirektivets fortale presiseres at retten til privatlivets fred skal vernes gjennom 
nasjonal lovgivning om behandling av personopplysninger.
42
 Det presiseres at opplysninger 
som er av en slik art at de kan krenke grunnleggende friheter eller privatlivets fred, med få 
unntak ikke bør behandles uten uttrykkelig samtykke fra den berørte.
43
 
 
I juridisk teori er interesseteorien viktig; en modell som tar sikte på å beskrive hvilke inter-
esser personvernet er grunnlagt på. For så vidt gjelder personvernerklæringer, kan de såkal-
te "individuelle interesser" være særlig interessant å trekke frem. Utgangpunktet for den 
individuelle tilnærmingen er det normative spørsmålet om hvordan et individ vil vektlegge 
personvernhensyn opp mot andre hensyn.
44
 Gjennom dette perspektivet fremstår hensynet 
til selvbestemmelse og autonomi som viktig. Samtykke og frivillighet vil dermed være 
grunnleggende for individets vern.
45
 For å sikre frivillighet og selvbestemmelse, kan det 
stilles et krav om et tillitsforhold mellom den som behandler opplysninger og en som har 
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gitt fra seg personopplysninger.
46
 I denne sammenheng vil innsyn i behandlingen være et 
viktig middel, og innsyn er derfor et viktig prinsipp innen personvern.
47
 Behovet for innsyn 
kan begrunnes på flere måter. Innsyn medfører åpenhet om hvordan en virksomhet driver, 
men gir også grunnlag for å vurdere om en vil gi fra seg personopplysninger. På et mer 
overordnet plan synes retten til innsyn dermed å forene elementene samtykke, tillitt og 
åpenhet om behandlingen. 
 
Vi ser at samtykke er et gjennomgående tema i de ulike rettskilder, og det kan betraktes 
som et gjennomgående prinsipp i personvernlovgivningen at behandling av personopplys-
ninger skal basere seg på samtykke og frivillighet, selv om unntak forekommer.
48
 Et sam-
tykke må være "frivillig, uttrykkelig og informert", jfr. pol.§ 2 nr. 7. Den registrerte må 
være informert om behandlingen, og "den registrerte må gis tilstrekkelig informasjon slik 
at vedkommende vet hva det samtykkes i".
49
 Det er altså et informasjonsbehov ved behand-
ling av personopplysninger. 
 
Personopplysningsloven hjemler da også i § 19 og § 20 nettopp en informasjonsplikt før 
innsamling tar til, og av "eget tiltak" fra den behandlingsansvarlige, jfr.§ 19(1). Informa-
sjonsplikten omfatter både informasjon om at det faktisk samles inn og behandles person-
opplysninger i den aktuelle virksomhet, og konkrete forhold som aktivt må opplyses om 
"før" behandling, jfr. pol.§ 19(1) bokstav a-e. Dette inkluderer hvem som er behandlings-
ansvarlig, formålet, om opplysningene vil bli utlevert og til hvem, om det er frivillig å gi 
fra seg opplysningene, og annet som gjør den registrerte i stand til å "bruke sine rettighe-
ter" etter personopplysningsloven. 
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Rett til innsyn utover denne informasjonen er hjemlet i pol.§ 18. Innsynsregelen gir i be-
stemmelsens første ledd innsynsrett for allmennheten, og i andre ledd en rett for den enkel-
te registrerte. Slik informasjon må det kreves innsyn i, og virksomheten kan kreve at det 
fremsettes skriftlig skrav, jfr. pol.§ 24. I motsetning til informasjonsplikten som foreligger 
etter § 19 og § 20 behøver virksomheten således ikke å gi innsyn av eget tiltak. Allmennhe-
tens innsynsrett er i noen grad sammenfallende med informasjonsplikten, jfr.§ 19(1), og 
omfatter formålsangivelse, behandlingsansvarlig og utlevering. Men også en beskrivelse av 
hvilke typer personopplysninger som behandles og hvor de hentes fra kan det kreves innsyn 
i, jfr.§ 18(1) bokstav a-f. For en registrert utvides retten til å gjelde hvilke opplysninger 
som behandles, og informasjon om sikkerhetstiltak ved behandlingen, i tillegg til en utdy-
ping av de forhold som gis innsyn i etter første ledd, jfr.2. og 3.ledd.  
 
I pol.§ 24 fastslås det at den informasjonen en virksomhet er pålagt å gi, kan kreves skrift-
lig hos den behandlingsansvarlige, eventuelt dennes databehandler. Altså foreligger det 
ikke et krav om at informasjon som er pålagt å gi, i utgangspunktet skal gis skriftlig. Like-
vel vil en virksomhet komme et slikt krav fra enten en registrert eller fra allmennheten i 
forkant, ved å gi informasjon i en erklæring. Selv om bestemmelsen tar for seg hvordan 
denne informasjonen skal gis, sier den ikke annet om dette enn at informasjonen kan kreves 
skriftlig. Det foreligger derfor ikke noen generell hovedregel om formkrav for informasjon 
til de registrerte, men vi ser at informasjon må gis på en eller annen måte.  
 
Datatilsynet uttaler i sin rapport om personvernerklæringer om informasjonsplikten i § 19 
at en "viktig kanal for denne typen informasjon er virksomhetens nettsider".
50
 Informa-
sjonsplikten i pol.§ 19 kan likevel ikke gi en tilstrekkelig begrunnelse verken for innhold 
eller bruken av personvernerklæringer. Bestemmelsen vil i utgangspunktet oppstille et in-
formasjonskrav for hver behandling som foretas, mens en erklæring gis én gang og er noe 
en bruker selv må oppsøke. Likevel er det særlig denne bestemmelsen som trekkes frem av 
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Datatilsynet i forbindelse med personvernerklæringer, ikke innsynsregelen i § 18, på tross 
av at det er denne som omhandler allmennheten. 
 
Det kan tenkes at informasjonsplikten, jfr.§ 19, i noen spesielle tilfeller kan oppfylles gjen-
nom en personvernerklæring. Dersom innsamling skjer over tid antas det å være tilstrekke-
lig at den registrerte informeres ved første gangs innsamling, forutsatt at det informeres om 
at det også senere vil samles inn personopplysninger.
51
 Ved innsamling av personopplys-
ninger utelukkende gjennom internettaktivitet vil det ikke være noen forutgående direkte 
kontakt mellom brukeren av nettstedet og den aktuelle virksomheten, samtidig som infor-
masjon må gis på en eller annen måte. For slike situasjoner uttales det i forarbeidene at 
varsling kan gjennomføres ved at det opplyses om behandlingen av opplysningene gjennom 
"lett tilgjengelig elektronisk informasjon før kontakten med nettstedet opprettes".
52
  
 
For forsikringsvirksomhet er det i konsesjonen et tilleggsvilkår til § 19 om hvordan infor-
masjon skal gis, og når: 
 
"Den registrerte må få skriftlig informasjon om alle sider av behandlingen før den 
iverksettes, jf. personopplysningsloven § 19. For muntlig inngåtte forsikringsavta-
ler, gis skriftlig informasjon senest ved oversendelse av skriftlig avtalebekreftel-
se."
53
 
 
Det foreligger altså et skriftlighetskrav for informasjonsplikten gitt av forsikringsselskaper, 
og utvalget i oppgaven vil ikke være i en slik posisjon hvor informasjonsplikten kan opp-
fylles utelukkende gjennom en personvernerklæring. Bruken av personvernerklæring kan 
derfor heller ikke for If og Storebrand begrunnes utelukkende gjennom personopplysnings-
loven. Personvernerklæringer fremstår likevel som et av flere redskap i oppfyllelsen av 
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blant annet informasjonsplikten i personopplysningsloven, se kapittel 5.1 for videre drøftel-
se. 
 
3.3 Den videre rettstilstanden 
Selv om bestemmelsene som hittil er gjennomgått til en viss grad kan begrunne et behov 
for personvernerklæringer, finner vi ikke hele forklaringen i personopplysningsloven. Det 
kan være oppklarende å se hen til blant annet Artikkel 29-gruppens uttalelser om erklæ-
ringer, og andre rettskilder.  
 
Artikkel 29-gruppen har flere uttalelser om hvordan en behandlingsansvarlig bør gi brukere 
og registrerte informasjon om behandlingen av personopplysninger. I Recommendation 
2/2001 anbefales det å informere om behandling av personopplysninger "directly on the 
screen", og at informasjonen er "directly accessible on the home page of the site and any-
where where personal data are collected on-line".
54
 Rådet er altså at virksomheter informe-
rer om behandlingen på sin hjemmeside, typisk gjennom en personvernerklæring tilgjenge-
lig fra forsiden. Uttalelsen knytter seg til artiklene 6, 7, 10 og 11 i personverndirektivet, 
artikler som tar for seg når, hvordan og hva slags informasjon som en bruker har krav på. 
Innholdet i disse artiklene er i stor grad implementert i pol.§ 8, § 19 og § 20, så en ser her 
at informasjonsplikten i § 19 gjentas som en begrunnelse for personvernerklæringer også 
av Artikkel 29-gruppen. 
 
I Opinion 10/2004
55
 følges 2001-uttalelsen opp, og gruppen gjennomgår her hvordan og 
hva slags informasjon som skal gis i situasjoner hvor virksomhet utøves over internett. Ut-
talelsen knyttes også her opp til de samme artikler i personverndirektivet som ved forrige 
uttalelse. Om behovet om en enhetlig praksis for å gi informasjon, og bruk av personvern-
erklæringer, uttaler Artikkel 29-gruppen at virksomheter har utfordringer ved oppfyllelsen 
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av reglene om informasjonsplikten, og at det er et behov for å øke borgeres kunnskap om 
personvern generelt. Informasjonen bør presenteres med et meningsfullt innhold og på en 
hensiktsmessig måte, og utformingen av innholdet må tilpasses leserne.
 
På denne bakgrunn 
foreslås det at informasjon skal gis som tekst med et enkelt språk, i en layout som er lett 
tilgjengelig og tilpasset de ulike brukerne av nettsiden.
56
 Her finner vi igjen skillet mellom 
en bruker av en nettside og en som også er kunde, og uttalelsen presiserer at ulike brukere 
har behov for ulik informasjon. Imidlertid finner en ikke igjen noen henvisning til en inn-
synsrett for allmennheten, slik at innsynsregelen i pol.§ 18 heller ikke her fremheves i den-
ne sammenheng. 
 
Også andre organer kommer med uttalelser om personvern. I november 2009, ble det i 
Madrid vedtatt en resolusjon om internasjonale standarder for beskyttelse av personvernet 
av International Conference of Data Protection and Privacy Commissioners. Ett av de ned-
felte prinsipper i resolusjonen av 2009, punkt 10 nr. 6, er prinsippet om åpenhet, hvor det 
foreslås at der personopplysninger samles inn over internett kan informasjonsplikten og 
åpenhet overfor de registrerte oppfylles gjennom en personvernerklæring.
57
 Prinsippet om 
åpenhet som anerkjennes her kan forstås som en side til prinsippene om innsyn, samtykke 
og tillitt, og en ser her hvordan slike prinsipper bygger rammer både for personvernlovgiv-
ningen og anbefalt praksis. 
 
Ved siden av de mer offisielle rådgivende organ, lager også enkelte andre organisasjoner 
veiledere om personvernerklæringer, først og fremst i form av maler og tips til virksomhe-
ter om utformingen. Norske myndigheter har selv vist til slike i utarbeidelsen av lovforslag. 
I NOU 2009:1 vises det til en veileder Electronic Frontier Foundation (heretter:EFF) har 
laget, som heter “Best Practices for Online Service Providers".58 I utredningen ble det lagt 
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frem et utkast til en plakat om regler for god nettskikk. En ser her at prinsippet om åpenhet 
gjentas, gjennom ett av de konkrete forslagene:  
 
"Ethvert medium som samler inn og/eller behandler personopplysninger om sine 
brukere skal ha en publisert personvernerklæring som sikrer transparens når det 
gjelder behandling av personopplysninger".
59
  
 
Det uttales av EFF at en erklæring skal inneholde "what purposes they will use it for, how 
long they will keep it, whom (if anyone) they will share it with, and under what terms".
60
 
Dette tilsvarer hva vi ser anbefalt ellers. 
 
Datatilsynet skal bistå i utarbeidelsen av bransjevise atferdsnormer, jfr. pol.§ 42 (3) nr.6. På 
bakgrunn av de rådgivende uttalelser fra blant annet Artikkel 29-gruppen anbefaler Datatil-
synet både offentlige og private virksomheter å ha en personvernerklæring tilgjengelig.
61
 
Personvernerklæringer nevnes også som en del av normen om innebygget personvern. Et 
innebygget personvern vil tilsi at en virksomhet søker å ivareta hensynet til personvern i 
alle faser av et system eller løsning. Et av de stegene som må være på plass i et slikt system 
er åpenhet utad, og en informativ personvernerklæring er et godt bidrag til dette.
62
 
 
Da Datatilsynet foretok en undersøkelse av antallet virksomheter som benyttet seg av en 
personvernerklæring, hadde alle de private virksomhetene i utvalget dette, mens de offent-
lige virksomhetenes nettsider ble lite brukt til formidling av personopplysningsbehand-
ling.
63
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I samme rapport uttales det at personvernerklæringer er en god måte å informere brukerne 
på, gjennom å være nyttig informasjon for brukerne, samtidig som det er lite byrdefullt for 
virksomhetene. Videre trekker de frem som en fordel ved bruken av slike det at informa-
sjon gis samlet. Brukerne får bedre oversikt, og har tilgang på informasjonen. Dersom det 
ikke er en lenke til informasjon om personvern på forsiden, og brukerne vil måtte søke etter 
informasjon i nettsidens søkefelt, vil mye informasjon kunne forsvinne eller være util-
gjengelig.
64
 Virksomhetene vil heller ikke ha mulighet til å "gjemme bort" informasjon fra 
brukerne i like stor grad dersom forventningen er at all relevant informasjon om personvern 
står i dette dokumentet som på nettsiden heter personvernerklæring. 
 
I Meld. St.11 (2012-2013) kapittel 7.4 gjennomgås plikten til å informere om behandling 
av personopplysninger, og det anføres et behov for å styrke denne.
65
 Det samme gjøres i 
EUs nye forordningsforslag om personvern, her ved at informasjon skal være lettere til-
gjengelig, og forståelig, for brukerne.
66
 I ny artikkel 11 foreslås inntatt: 
 
"[T]he obligation on controllers to provide transparent and easily accessible and 
understandable information, inspired in particular by the Madrid Resolution on in-
ternational standards on the protection of personal data and privacy".
67
  
 
Altså følges Madrid-resolusjonens uttalelser opp om at informasjonsplikten og åpenhet 
overfor de registrerte kan oppfylles gjennom en personvernerklæring, jfr. resolusjonens 
punkt 10 nr. 6.
68
 Det gjentas således på flere politiske plan et ønske om en styrking av in-
formasjonen brukere får når de deler personopplysninger med virksomheter. 
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Artikkel 29-gruppen kom også nylig med en uttalelse om informasjon for applikasjoner til 
mobil, hvor det uttales at: 
 
"At the very least, every app should have a readable, understandable and easily  
accessible privacy policy, where all the above mentioned information is included".
69
  
 
Personvernerklæringer er dermed på vei inn for de fleste plattformer for internettbruk, og 
prinsippene om at forståelig og lett tilgjengelig informasjon skal gis opprettholdes og se-
menteres. 
 
Det kan bemerkes at så lenge det ikke foreligger klare materielle hjemler, og ingen klart 
utviklet norm for verken oppsett eller innhold, vil det ikke foreligge noen mulighet for på-
legg eller sanksjon for virksomheter som mangler en slik. Åpen kritikk fra Datatilsynet kan 
nok i seg selv også ha en viss sanksjonerende virkning gjennom potensielt negativ PR, og 
medføre at brukerne både blir bevisste og skeptiske til nettsteder uten personvernerklæ-
ringer. Se kapittel 5.2.5 for videre diskusjon. 
 
De rettskilder, anbefalinger og utgangspunkter som er redegjort for ovenfor vil antas å angi 
en begrunnelse for selve bruken av personvernerklæringer, og kan også trekkes inn i drøf-
telsen av selve innholdet. Det er likevel ikke slik at det foreligger et entydig, klart grunnlag 
for bruken av erklæringer. Derfor vil jeg ikke utelukke at virksomheter benytter slike på 
bakgrunn av en respekt for tillitsforholdet mellom en registrert og en virksomhet som skal 
behandle personopplysninger. 
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4 En empirisk undersøkelse av innholdet i 
personvernerklæringene til If og Storebrand 
4.1 Innledning, tilgjengeligheten til erklæringene  
I det foregående er en begrunnelse for selve bruken av erklæringer redegjort for. I det føl-
gende vil det være innholdet i erklæringene som er i fokus. At personvernerklæringer ikke 
har en materiell hjemmel gjør det utfordrende å drøfte innholdet. Det rammeverket som ble 
redegjort for i kapittel 3, er det samme erklæringenes innhold kan tolkes ut fra. Likevel vil 
det være viktig å huske på at personvernerklæringer informerer generelt, det er ikke en pre-
sis angivelse av hver enkelt behandling som forekommer i virksomheten.
70
  
 
Aller først kan det være interessant å undersøke tilgjengeligheten av de aktuelle erklæ-
ringene. Uten tilgang på erklæringene vil innholdet være irrelevant. Brukerne av henholds-
vis www.if.no og www.storebrand.no må selv trykke på en lenke som heter henholdsvis 
"Behandling av personopplysninger"
71
 og "Informasjon om behandling av personopplys-
ninger"
72
 på forsiden av nettstedene, for å få tilgang på erklæringene. If har i tillegg en 
tekst publisert med lenketittel "Cookies",
73
 hvor de har informasjon rettet spesifikt mot 
brukerne av nettsiden.  
 
Det uttales av Artikkel 29-gruppen i Recommendation 2/2001,
74
 hvor personvernerklæ-
ringer beskrives som et viktig middel for å gi informasjon, at erklæringen bør være til-
gjengelig direkte på hovedsiden til nettstedet. Slik de er tilgjengeliggjort hos If og Store-
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brand må sies å være i henhold til denne anbefalingen. Videre står det samme sted at lenken 
må ha en tittel som gjør at internettbrukeren forstår innholdet. For erklæringen som heter 
"Cookies" kan en stille spørsmål om dette er egnet tittel for slik informasjon. Gjennom 
økende kunnskapsnivå vil nok også en slik tittel være forståelig, sammenhengen med per-
sonvernet er nok derimot mer uklart. De som søker denne informasjonen vil finne den, og 
det bør nok aksepteres som tittel. Hva cookies er, sammenhengen med personvernet og 
spørsmål knyttet til informasjon om dette vil drøftes nærmere i kapittel 4.3. 
 
I Datatilsynets rapport om bruken av personvernerklæringer kommer If og Storebrand totalt 
sett best ut, sammen med nettstedene til Forsvaret og Skandiabanken. Av disse fire hadde 
brukerne til If og Storebrand lettest tilgang på informasjon. Det kan legges til at tilgjenge-
ligheten for Storebrand også har blitt bedre siden tidspunktet for undersøkelsen til Datatil-
synet, erklæringen lå ikke da tilgjengelig fra forsiden.
75
 Tilgjengeligheten medfører at in-
formasjon gis raskt, men forutsetter likevel at brukerne oppsøker informasjonen 
 
4.2 Informasjon om selskapene 
I erklæringene under overskriften "Behandlingsansvarlig" hos begge selskaper søkes det å 
informere om hvem som innhenter opplysninger om kundene. I erklæringen til Storebrand 
informeres det om at i Storebrandkonsernet er det "det selskapet som er avtalepart mot 
kunden" som er behandlingsansvarlig. For forsikringsdelen av virksomheten er dette Store-
brand Forsikring AS,
76
 en del av konsernet Storebrand ASA, men dette kommer ikke frem i 
erklæringen. Brukeren av denne nettsiden vil altså ikke få spesifikk informasjon om hvem 
som er behandlingsansvarlig. Her ser vi konsekvensen av at Storebrand er en del av et stør-
re konsern og at erklæringen er tilpasset ulike typer virksomhet gjennom generell oriente-
ring utad. Dette er enklere for If, som gir informasjon om at det er If Skadeforsikring NUF 
som er behandlingsansvarlig.  
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Det er den behandlingsansvarlige som er ansvarlig for at lovens grunnkrav til behandling 
av personopplysninger oppfylles og etterleves, jfr. pol.§ 11, og at tilstrekkelig informa-
sjonssikkerhet foreligger, jfr.§ 13. Det er også den behandlingsansvarlige som skal svare på 
henvendelser om informasjon om behandlingen, jfr.§ 16. 
 
Av særlige oppgaver for den behandlingsansvarlige trekker Personvernnemnda frem det å:  
 
"sørge for informasjonssikkerheten, jf personopplysningsloven § 13, og gi informa-
sjon til de registrerte om formålet med behandlingen, utlevering av opplysninger og 
retten til å kreve innsyn og retting, jf personopplysningsloven § 19."
77
  
 
Altså har denne et særlig ansvar for reglene vedrørende informasjon og åpenhet. Begrun-
nelsen for å informere om behandlingsansvarlig kan sies å være nettopp de forhold som 
Personvernnemnda her trekker frem. Å få informasjon om behandlingsansvarlig, og med 
det få vite hvilket selskap som er ansvarlig, vil gi muligheten til å vurdere om selskapet er 
egnet til å behandle ens opplysninger, også før en gir fra seg opplysninger.  
 
4.3 Hvordan selskapene kommuniserer 
4.3.1 Innsamlingen av personopplysninger 
Både If og Storebrand har et skjema for innsending av opplysninger på sine nettsider, og er 
en kanal for overføring av opplysninger. Storebrand informerer i erklæringen om at deres 
kommunikasjonskanal ovenfor kunder i enkelte tilfeller også går over e-post. Innsending av 
opplysninger gjennom et nettskjema knyttes direkte til bruk av nettsiden, og en kan da stille 
krav blant annet til de sikkerhetsløsninger som anvendes, jfr. pol.§ 13. Innsending gjennom 
e-post kan ikke knyttes til bruk av den konkrete nettsiden, og kan av teknologiske grunner 
ikke regnes som sikker. Storebrand informerer derfor om at de ikke kan garantere at e-post 
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som går gjennom det alminnelige nettet ikke blir kjent for andre. Storebrand sine kunder 
blir derfor i erklæringen oppfordret til kun å sende sensitive opplysninger inn gjennom inn-
logging på de personlige sidene. 
 
If informerer om at det tas opptak av telefonsamtaler, og at disse samtalene kan søkes opp 
ved hjelp av blant annet telefonnummer. Kopi av andre kommunikasjonsformer, som e-
post, kan gjenfinnes etter for eksempel kundeidentitet. Brukerne får her konkret informa-
sjon om at deres kommunikasjon kan knyttes direkte til dem som person, og at lagring av 
denne kommunikasjonen skjer. Noe som ikke nødvendigvis er åpenbart for kunden i et slikt 
tilfelle. Lagring er behandling av personopplysninger, jfr.§ 2 nr.2, og den registrerte må 
være informert for å kunne gi et tilstrekkelig samtykke, jfr.§ 2 nr.7, jfr.§ 8. Det foreligger 
derfor gode grunner til å gi slik informasjon. 
 
4.3.2 Webanalyseverktøy og bruken av informasjonskapsler 
If informerer ikke om bruk av informasjonskapsler i erklæringen, men i tilleggsdokumentet 
kalt "Cookies".
78
 Det uttales der at data lagres i informasjonskapsler (cookies) på brukerens 
datamaskin, og som elektroniske spor på if.no. Gjennom aktivitet på en nettside vil en bru-
ker ofte legge igjen elektroniske spor i form av IP-adresse, bruksmønster, nettleser som 
benyttes, lokasjon og andre forhold. Slike spor innhentes gjennom bruk av webanalyse-
verktøy og informasjonskapsler (cookies), og kan være opplysninger som kan knyttes til en 
enkeltperson, altså være en personopplysning i personopplysningslovens forstand, jfr.§ 2 
nr.1.  
 
Hvilke webanalyseverktøy som benyttes får vi ikke vite noe om av If. Storebrand informe-
rer om at de benytter verktøyene Webtrends og Google Analytics,
79
 og Storebrand oppgir 
at informasjonen som samles inn ikke inneholder "identifiserbare personlige opplysning-
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er". Dette må forstås som at Storebrand hevder at personopplysninger ikke samles inn 
gjennom analyseverktøyet, og at det som samles inn vil falle utenfor området for person-
opplysningsloven. 
 
If gir omfattende informasjon om hvilke opplysninger som innhentes, blant annet at de:  
 
"innhenter opplysninger om maskinvare og programvare på datamaskinen din, her-
under IP-adresse, nettleser og operativsystem, domenenavn, tilgangstider og til-
knyttede nettsideadresser." 
 
Som et eksempel på hvordan elektroniske spor kan brukes, uttaler If at det kan hende "at en 
av våre kunderådgivere kontakter deg med tilbud hvis du avbryter et kjøp i nettbutikken". 
Dette tyder på at en gjennom et elektronisk spor på nettsiden kan knytte aktivitet tilbake til 
brukeren. Dette vil nok falle inn under personopplysningsloven, jfr.§ 3, jfr.§ 2 nr.1. 
 
En IP-adresse vil også i mange tilfeller kunne knyttes til en person gjennom maskinvaren 
som brukes og er da en personopplysning, mens hvilken nettleser som benyttes nok ikke er 
en personopplysning. Det må derfor trekkes en grense mellom elektroniske spor om en 
bruker, og elektroniske spor om en bruker som også må anses som personopplysninger. En 
må falle ned på den alminnelige vurderingen om hvorvidt en opplysning kan knyttes tilbake 
til en person. Det presiseres i forarbeidene til loven at innsamling av personopplysninger 
bunner i et ønske om å "tilegne seg informasjon om den registrerte", og derfor ikke omfat-
ter elektroniske spor som er "nødvendige for å gjennomføre tekniske prosesser og som ute-
lukkende nyttes til dette".
80
  
 
Ved innsamling av spor som kan knyttes til en person vil det forekomme behandling av 
personopplysninger, og personopplysningsloven vil gjelde fullt ut. For andre elektroniske 
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spor har EU-direktiv 2009/136/EF (heretter: cookie-direktivet) kommet inn med regulering 
av bruken, for å sikre et personvern også for slike opplysninger. Området for personvernet 
er dermed strukket. Slike spor må nok sies å være mer enn bare spor som er nødvendig for 
tekniske prosesser, men grensen er fin både oppad og nedad. Cookie-direktivet er ikke im-
plementert i Norge per april 2013, men den 1.mars 2013 ble forslag til endring i ekomlo-
ven
81
 lagt frem, en endringslov som er ment å implementere de nye EU-reglene i cookie-
direktivet.
82
  
 
Det følger av cookie-direktivets art. 21, og som det også fremkommer av lovforslaget,
83
 at 
det også for innsamling av elektroniske spor gjennom analyseverktøy vil stilles krav om 
blant annet en informasjonsplikt som ligner på pol.§ 19. Det er forslag til ny § 2-7B i 
ekomloven som vil være relevant for vurderingen av innholdet i erklæringene, denne be-
stemmelsen lyder: 
 
"§ 2-7b Bruk av informasjonskapsler/cookies 
Lagring av opplysninger i brukers kommunikasjonsutstyr, eller å skaffe seg 
adgang til slike, er ikke tillatt uten at brukeren er informert om hvilke opplysninger 
som behandles, formålet med behandlingen, hvem som behandler opplysningene, og 
har samtykket til dette. Første punktum er ikke til hinder for teknisk lagring av eller 
adgang til opplysninger: 
1. utelukkende for det formål å overføre kommunikasjon i et elektronisk kommuni-
kasjonsnett 
2. som er nødvendig for å levere en informasjonssamfunnstjeneste etter brukerens 
uttrykkelige forespørsel" 
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Hensynet bak bestemmelsen er å sikre brukernes personvern, og tanken om at også elektro-
niske spor bør underlegges et slikt vern
84
 selv om de ikke alltid vil falle inn under person-
opplysningsbegrepet slik pol.§ 2 nr.1 oppstiller det. 
 
At Storebrand uttaler at deres webanalyseverktøy ikke samler inn personopplysninger er en 
dristig uttalelse. Storebrand benytter Google Analytics (heretter: GA), og spørsmålet om 
det er slik at GA samler inn personopplysninger gjennom deres tilgang på IP-adresser har 
vært oppe til vurdering hos Datatilsynet. Dette i forbindelse med at både Skatteetaten og 
Lånekassen benytter GA på sine nettsider. Datatilsynet uttalte i forbindelse med denne sa-
ken at når en virksomhet benytter seg av webanalyseverktøy vil det være avgjørende at de 
kjenner til dette selskapets håndtering av innsamlet materiale, og om opplysninger vil være 
underlagt personopplysningsloven. Det er den enkelte virksomhet som har ansvaret for at 
databehandleren for webanalyseverktøyet holder seg innenfor personopplysningsloven, og 
databehandleravtale må foreligge dersom virksomheten har satt ut deler av sin behandling 
til andre, jfr. pol.§ 15.  
 
Det fremsto for Datatilsynet som uklart hvorvidt de offentlige etatene kjente til GA's bruk 
av IP-adresser, og de ble bedt om å klarlegge dette spørsmålet.
85
 Etter at etatene innhentet 
informasjon fra GA, og Datatilsynet utførte egne vurderinger, kom det frem at GA anony-
miserer IP-adressene på et så tidlig stadium at det ikke kan oppfattes som behandling av 
personopplysninger, og at de kun benyttes til analyseformål. Datatilsynet fattet derfor ved-
tak om at etatene hadde tilstrekkelig informasjon om GA's behandling av IP-adresser.
86
 IP-
adressene kan i dette tilfellet nok ikke knyttes tilbake til person, men spørsmålet fremstår 
fortsatt som noe uavklart, i og med at IP-adressene faktisk samles inn. Det er nå akseptert 
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av Datatilsynet at offentlige etater benytter GA, likevel forutsatt en tilstrekkelig databe-
handleravtale.
87
 
 
Da vi ikke kjenner til hvilket analyseverktøy If benytter vil vi ikke umiddelbart kunne si 
noe om hvordan IP-adresser behandles av If sine databehandlere. Hvilke webanalyseverk-
tøy som benyttes er noe en bør informere om, ifølge både Datatilsynet
88
 og Artikkel 29-
gruppen. Å informere om informasjonskapsler i personvernerklæringen vil i følge Artikkel 
29-gruppen bidra til informasjonssikkerhet og kunnskap, og slik medvirke til å hindre at de 
medfører en risiko. Artikkel 29-gruppen uttaler dette slik:  
 
"considers that first party analytics cookies are not likely to create a privacy risk 
when they are strictly limited to first party aggregated statistical purposes and 
when they are used by websites that already provide clear information about these 
cookies in their privacy policy as well as adequate privacy safeguards."
89
  
 
Som vi ser anføres det av Storebrand at det ikke samles inn slike personopplysninger, mens 
det hos If kan tyde på at elektroniske spor innhentet ved analyse kan knyttes til person og 
således er underlagt personopplysningsloven. Uansett ser en verdien av informasjon også 
om behandlingen av opplysninger som ikke nødvendigvis er en personopplysning, samtidig 
som det er viktig at de enkelte virksomheter har en god databehandleravtale og kjenner til 
de enkelte databehandleres praksis. Kunnskapen om informasjonskapsler og hva dette er og 
brukes til er fortsatt lav, og det vil derfor være særlig praktisk med god informasjon om 
dette utad. 
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4.3.3 Mottakeren av informasjonen 
Gjennom informasjonen som gis, forstår en at erklæringen til Storebrand gjelder for kon-
sernet Storebrand, ikke kun forsikringsvirksomheten. Erklæringen er derfor ikke tilpasset 
de ulike kunder de ulike selskapene i konsernet har. For de ulike kundetyper vil forhold 
som hvem som er behandlingsansvarlig, formål og lignende kunne være ulikt, og det kunne 
tenkes at dette ville påvirket innholdet i erklæringen, jfr. de ulike krav som følger særlig av 
pol.§ 8 og § 11. For If er ikke dette en aktuell problemstilling. 
 
En mottaker av en erklæring vil være både brukeren av nettstedet, og den enkelte kunde. If 
har delt opp informasjonen etter de to, avhengig av type mottaker, og "Cookies"-
erklæringen retter seg utelukkende til brukerne av nettstedet. Den samme informasjonen 
som vi hos If finner i erklæringen kalt "Cookies", finner vi igjen i erklæringen til Store-
brand sammen med den generelle personverninformasjonen. Selv om Storebrand anfører at 
webanalyseverktøyet ikke samler inn opplysninger, er det klart at også brukere av nettsiden 
til Storebrand kan gi fra seg personopplysninger. Storebrand har likevel valgt å ikke skille 
mellom ulike typer lesere, og erklæringen er den samme både for kunder av selskapene, og 
for de som er brukere av nettsiden.
90
 
 
Datatilsynets egen praksis på området er interessant. De har i likhet med If to erklæringer; 
den ene en generell personvernerklæring om tilsynets behandling,
91
 og den andre en spesi-
fikk personvernerklæring for besøkende av nettsiden datatilsynet.no.
92
 Altså skiller de mel-
lom typer lesere, i likhet med If. En grunn til å skille mellom informasjonen vil være at 
innsamlingen kan forekomme på ulike måter, og selv om en bruker og en kunde kan være 
samme person vil erklæringene fremstå som mer tilpasset og en finner kanskje fortere frem 
til akkurat den informasjonen en søker. Temaet vil drøftes i videre i kapittel 5.2.3. 
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4.4 Informasjon om selskapenes behandling av personopplysninger 
4.4.1 Hvilke opplysninger samles inn 
Begge virksomheter har i sine personvernerklæringer et punkt som heter "Innhenting av 
personopplysninger". If informerer om at personopplysninger samles inn, og at disse hentes 
fra "kunden selv, representanter for kunden, kredittinformasjonsregistre og offentlige re-
gistre". Storebrand informerer om at opplysninger hentes fra kunden, og fra offentlige eller 
private institusjoner. Kundene gis altså her informasjon i forkant om at opplysninger kan 
innhentes, også fra andre. 
 
Gjennom teksten i personvernerklæringen får brukerne helt klart vite at If og Storebrand 
kan innhente personopplysninger gjennom deres virksomhet, men det gis lite konkret in-
formasjon om hva som innhentes. Ett konkret eksempel som derimot gis er om innsamling 
av helseopplysninger, som If informerer om. Helseopplysninger er sensitive opplysninger, 
slik at behandlingen av disse krever særskilt behandlingsgrunnlag, jfr. pol.§ 2 nr.8, jfr.§ 9.  
 
Gjennom eksemplene brukt av If om hvem opplysninger innhentes fra, får brukerne likevel 
en innsikt i hva slags opplysninger som kan bli samlet inn, nemlig kredittinformasjon og 
offentlig registrerte opplysninger. Storebrand er her litt mindre presis om de situasjoner der 
de henter informasjon fra andre enn kunden, og ingen eksempler gis utenom "institusjo-
ner". Det gis videre av Storebrand opplysning om at: 
 
"Du vil bli informert dersom vi innhenter opplysninger om deg, med mindre inn-
samlingen er lovbestemt, varsling er umulig eller uforholdsmessig vanskelig eller 
det er på det rene at du allerede kjenner til de opplysningene varselet skal innehol-
de".  
 
Denne setningen refererer til reglene i pol.§ 20(1) og (2). Det kan nok ikke forventes at det 
gis informasjon om hva som samles inn i en slik erklæring. Ved innsamling "fra den regist-
rerte selv", jfr. pol.§ 19(1), vil en virksomhet heller ikke ha en lovpålagt plikt til å informe-
re om nøyaktig hvilke og hva slags opplysninger som samles inn. Den registrerte antas da å 
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vite hvilken informasjon han gir fra seg. Det er imidlertid foreslått at dette bør inkluderes i 
en slik erklæring, jfr. NOU 2009:1.
93
 Dette problematiseres nærmere i kapittel 5.2.3. 
 
4.4.2 Formålet med behandlingen 
If opplyser i erklæringen at deres konsesjon for behandling av personopplysninger omfatter 
formålene "kundeadministrasjon, fakturering og gjennomføring av forsikringsavtaler". 
Storebrand orienterer at de har konsesjon for de samme forhold, men også for andre: mar-
kedsføring og kundeoppfølging, risikoklassifisering av kunder og kredittporteføljer, og 
forebygging og avdekking av straffbare handlinger. Altså har de, gitt informasjonen i er-
klæringen, en videre konsesjon enn If. Enkelte av disse formål må nok sees på bakgrunn av 
Storebrand sin utvidede virksomhet i forhold til If.  
 
Personopplysninger skal bare "nyttes til uttrykkelig angitte formål som er saklig begrunnet i 
den behandlingsansvarliges virksomhet", jfr. pol.§ 11(1) bokstav b. Forsikringsvirksomhet 
er konsesjonspliktig, jfr. pof.§ 7-2, noe som innebærer at Datatilsynet har foretatt den in-
teressevurdering som må gjøres om formålet er "saklig begrunnet" før behandling kan fore-
tas, jfr. pol.§ 11(1) bokstav b, jfr.§ 34. Selskapene har derfor frihet innenfor konsesjonens 
fastlagte formål, som etter den standardiserte konsesjonen for forsikringsvirksomhet og 
pof.§ 7-2 er: "kundeadministrasjon, fakturering og gjennomføring av forsikringsavtaler" i 
tråd med gjeldende regelverk.
94
 Datatilsynet har vurdert disse formål som forenelige med 
personopplysningsloven og personvernprinsippene.  
 
En ser at informasjonen som gis av If og Storebrand tilsvarer konsesjonen. De aktuelle 
virksomheter skriver også noe mer om formålet i erklæringene. If informerer om at person-
opplysninger som innhentes er nødvendig for å kunne "administrere forsikringer, oppfylle 
selskapets avtaleforpliktelser og for øvrig kundenes ønsker". Dette er i tråd med de konse-
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sjonerte formål, men gir noe mer innsyn i hva opplysningene brukes til. Videre opplyses 
det at opplysningene vil kunne benyttes for å vurdere innhold og vilkår i forsikringene, 
samt til markedsanalyse og markedsføring, og gi kunden informasjon om selskapets tjenes-
ter forøvrig. Denne posten kan muligens forstås på bakgrunn av pol.§ 21, som tar for seg 
informasjonsplikter ved sammenstilling av personprofiler. En slik profil kan blant annet 
benyttes for å rette markedsføring dit en har fått kjennskap gjennom profilen at det kan 
foreligge en interesse, for eksempel gjennom en antagelse om preferanser.
95
 
 
Men også i konsesjonen finnes regler om formålet markedsføring. Det sies her at: 
 
"Bruk av opplysninger til et annet formål innen samme selskap/konsern og overfø-
ring av opplysninger til andre selskaper krever den registrertes samtykke med 
mindre annet følger av personopplysningsloven §§ 8 (…)Datatilsynet finner å ak-
septere at registrering i felles konsernkunderegister med formålet administrasjon, 
kundepleie, herunder markedsføring, kan skje med hjemmel i personopplysningslo-
ven § 8 bokstav f, jf. § 12. Under forutsetning av at opplysningstypene begrenser 
seg til kontaktopplysninger, fødselsnummer, selskapstilhørighet og produkttype."
96
 
 
Markedsføring er derfor godkjent som et tilleggsformål. 
 
Storebrand formidler at det er personopplysningsloven og konsesjonen fra Datatilsynet som 
regulerer bruken av personopplysninger.  Det uttales videre at opplysningene i all hovedsak 
brukes til å følge opp kundene, herunder å informere kundene om de produktene de har hos 
Storebrand. Til sammenligning, der If informerer generelt om at opplysningene kan benyt-
tes til markedsføring, skiller Storebrand mellom nøytrale opplysninger, og opplysninger 
som ikke er nøytrale. Nøytrale kan brukes til informasjon om produkter og tjenester hos 
Storebrand. De som ikke er nøytrale kan kun benyttes dersom det foreligger et samtykke. 
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Slikt samtykke kan gis gjennom kundens personlige side på nettstedet, såfremt det tilfreds-
stiller kravene til samtykke i pol.§ 2 nr.7: samtykket må være frivillig, uttrykkelig og in-
formert. Det er klart at elektronisk samtykke er gyldig i formen, jfr. uttalelse i sak for Per-
sonvernnemnda.
97
  
 
Personopplysningsloven oppstiller ikke et skille mellom nøytrale og ikke-nøytrale opplys-
ninger, men dette gjøres i personopplysningskonsesjonen for finansvirksomhet. Avsnittet 
hos Storebrand knytter seg således til denne konsesjonen, der det uttales om slike opplys-
ninger:  
 
"Følgende opplysninger er i konsesjonen angitt som nøytrale: Kundens navn, kon-
taktopplysninger (så som postadresse, telefonnumre og e-postadresse), fødselsdato 
og hvilke tjenester eller produkter kunden har inngått avtale om. Banken kan, uten 
kundens samtykke, benytte slike nøytrale personopplysninger til markedsføring og 
kundeoppfølging overfor egne kunder og kunder i andre foretak i samme kon-
sern/konserngruppe som banken. Slik bruk av nøytrale opplysninger gjelder uav-
hengig av om tjenesten eller produktet som tilbys faller innenfor en produktkategori 
hvor det allerede foreligger et avtaleforhold mellom kunden og banken."
98
  
 
I siste setning slås det altså fast at slike opplysninger også kan benyttes om og mot kunder 
utenfor finansvirksomheten, så lenge det er innenfor konserndriften. Derfor vil dette også 
gjelde ovenfor forsikringskundene. I motsetning til tidligere ser en her en fordel ved at er-
klæringen retter seg mot hele konsernets kundegruppe. 
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4.4.3 Utlevering 
4.4.3.1 Deling med underleverandører 
I erklæringen til If står det at personopplysninger kan utleveres til selskap og organisasjo-
ner If samarbeider med, både innenfor og utenfor EØS- og EU-området. Storebrand infor-
merer i avsnittet med tittel "Slik videreformidler vi personopplysninger", at de har taushets-
plikt om kundeopplysninger, med mindre kunden samtykker eller Storebrand er forpliktet 
ved lov til overlevering. Storebrand gir noe mer informasjon enn If om delingen til samar-
beidsparter. En får i deres erklæring vite at underleverandører vil kunne ha behov for opp-
lysninger, men at dette ikke regnes som utlevering fordi det reguleres av databehandlerav-
taler mellom partene. Det bekreftes videre at underleverandører kun benytter opplysninger 
til de samme formål som de er innhentet for. 
 
En databehandleravtale er en avtale mellom den behandlingsansvarlige, og en som behand-
ler opplysninger på dennes vegne, en databehandler, jfr. pol.§ 15. Dersom en ikke har en 
databehandleravtale vil deling med underleverandører kreve at de generelle vilkår for be-
handling av personopplysninger er til stede. På den annen side medfører en databehandler-
avtale at databehandleren er underlagt de begrensninger som påhviler den behandlingsan-
svarlige, og kan ikke gå utenfor dennes behandlingsrammer. Samtidig er det fortsatt den 
behandlingsansvarlige som har det fulle ansvaret, dette slipper en ikke unna gjennom data-
behandleravtalen.
99
  
 
Innen de formål virksomheten har konsesjon for kan personopplysninger deles og utleve-
res, noe som indirekte følger av pol.§ 15. Etter pol.§ 8 bokstav f kan utlevering skje dersom 
det er nødvendig og den det "utleveres til kan vareta en berettiget interesse, og hensynet til 
den registrertes personvern ikke overstiger denne interessen". Det behøves da ikke å inn-
hentes samtykke. Nettopp derfor vil slik informasjon være verdifull for opprinnelig sam-
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tykke. Dette er kunnskap en alminnelig person nok ikke sitter med, og erklæringene er god 
kilde til informasjon. 
 
4.4.3.2 Deling som følge av lov 
If informerer i erklæringen om at opplysninger utleveres til fellesregistrene for forsikrings-
bransjen: ROFF og FOSS. Det gis også informasjon om formålet med registrene, og bru-
kerne får slik vite hvorfor opplysningene deles med disse. Tillatelse til utlevering av opp-
lysninger til disse registre følger av konsesjonen.
100
 Storebrand har ikke med informasjon 
om disse registrene, selv om en kan anta at også Storebrand deler informasjon med dem.  
 
Slik deling må anses som utlevering med hjemmel i lovgivning. Begge virksomheter oppgir 
videre at der det foreligger en opplysningsplikt overfor offentlig myndighet, vil opplys-
ninger bli overlevert i henhold til myndighetenes krav, og uten kundens samtykke. Når 
formidling av opplysninger uttrykkelig er fastsatt i lov, foreligger for eksempel ikke infor-
masjonsplikt etter § 20(2), jfr.(1) siste setning. Hvorvidt en må opplyse om deling som føl-
ge av lov varierer med grunnlaget, og en kan kanskje anføre at dette heller ikke alltid er 
informasjon som er helt egnet for en personvernerklæring. 
 
4.4.3.3 Konsernutfordringer og overføringer til utlandet 
Under overskriften "Konsernsamtykke" opplyser Storebrand om at deres kunder kan gi et 
såkalt konsernsamtykke inne på den personlige siden til kunden på nettstedet. Det opplyses 
om at et slikt samtykke innebærer at opplysningene om kundene blir tilgjengelig for alle 
selskapene i Storebrandkonsernet. Dette for at Storebrand skal "kunne gi deg best mulig 
kundeservice, samt informasjon og tilbud om de produkter og tjenester vi tilbyr", og at de 
da kan sørge "for at rådgivning og tilbud er bedre tilpasset" kundens behov. Lenger ned i 
erklæringen gis det informasjon om et felles konsernregister tilgjengelig for alle konsern-
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selskapene, og det uttalte formålet er å oppnå størst mulig samordning av tilbudet av tjenes-
ter og rådgivning fra de forskjellige selskapene. Dersom registeret skal inkludere opplys-
ninger utover nøytrale opplysninger kreves det samtykke. Dette sies et helt annet sted enn 
avsnittet om konsernsamtykke, selv om det gjelder de samme forhold. Dette er egnet til å 
villede kundene til å gi samtykke til videre bruk av opplysninger enn bare det å sette nøyt-
rale opplysninger inn i et konsernregister.  
 
Storebrand er et nordisk konsern med datterselskaper i flere nordiske land, og delingen 
innen konsernet kan medføre at opplysninger flyttes ut av Norge. If opplyser som nevnt at 
også de kan finne på å dele opplysninger, både innenfor og utenfor EU- og EØS-land. Der-
som en deler personopplysninger med andre underselskaper innenfor grensen vil en falle 
ned på de generelle vilkår for behandling og krav til databehandleravtale. Overføring til 
utlandet medfører derimot tilleggskrav, jfr. pol.§ 29 og § 30. 
 
Som hovedregel kan personopplysninger bare overføres til stater som sikrer en forsvarlig 
behandling av opplysningene, jfr.§ 29(1). Det følger av samme ledd at de stater som har 
gjennomført personverndirektivet anses som forsvarlige. Ved overføring innen de nordiske 
land anses dermed tilleggskravet oppfylt. Gjennom å sikre seg et samtykke fra sine kunder 
vil Storebrand også kunne overføre til stater som ikke anses å sikre forsvarlig behandling, 
jfr.§ 30(1) bokstav a. Dette er først og fremst stater utenfor EU og EØS, og for amerikanske 
bedrifter som ikke har inngått en Safe Harbor-avtale.
101
 Kravene til samtykke er slik som 
Storebrand skriver, det må være "frivillig, uttrykkelig og informert", jfr. pol.§ 2 nr.7. Inn-
holdet i disse vilkår vil variere etter hva en gir samtykke til, og det må antas at ved overfø-
ring til stater som ikke er godkjent vil informasjonskravet være vesentlig. Dersom samtyk-
ket skal være gyldig må det gis videre informasjon på de personlige sidene på nettstedet det 
henvises til for informasjon, enn det som er gitt i personvernerklæringen. 
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Et alternativ for overføring til utlandet er å stille garanti godkjent av Datatilsynet, jfr.§ 
30(2). En slik garanti vil kunne være å bruke en standardavtale, for eksempel EU sin,
102
 
men særlig praktisk for store konsern vil være å inngå såkalte bindende konsernregler 
(Binding corporate rules). Artikkel 29-gruppen har utarbeidet veiledere for inngåelsen av 
slike regler,
103
 og Datatilsynet antas å godkjenne slike garantisøknader dersom de følger 
disse standardene.
104
 Verken Storebrand eller If har per i dag inngått en slik, men ved om-
fattende utlevering over landegrenser er denne ordningen svært aktuell. 
 
4.4.4 Frivillighet 
Storebrand informerer om at en vil bli informert om innsamling, med mindre dette er lov-
bestemt. Få konkrete situasjoner nevnes, og ingen eventuelle hjemler nevnes. Det uttales at 
nøytrale kundeopplysninger "kan brukes som" grunnlag for markedsføring. Dette forstås 
som at dette ikke er frivillig, og som nevnt følger dette av at markedsføring er godkjent 
formål i konsesjonen.  
 
I neste avsnitt hos Storebrand heter det at:  
 
"Bruk av opplysninger som ikke er nøytrale, for eksempel transaksjonsopplysninger 
og andre dybdeopplysninger om kundeforholdet og bruk av tjenestene kan bare 
brukes i markedsføringsøyemed dersom det foreligger et frivillig, informert og ut-
trykkelig samtykke fra deg som kunde. Slikt samtykke kan du gi på dine personlige 
sider."  
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For opplysninger som går utover nøytrale vil det derimot kreves tilleggssamtykke. Dette 
følger opp vilkår i Storebrands tilleggskonsesjon for finansvirksomhet, hvor det uttales: 
 
"Dersom banken i markedsføringsøyemed utarbeider en personprofil om kunden og 
bruker opplysninger utover de nøytrale i denne sammenheng, skal det foreligge et 
behandlingsgrunnlag som nevnt i personopplysningslovens § 8. Kunden skal infor-
meres, i samsvar med kravene i personopplysningslovens § 21, når personprofilen 
benyttes. Informasjonsplikten gjelder også når profilen er utarbeidet kun på bak-
grunn av nøytrale personopplysninger."
105
 
 
If informerer spesifikt om at dersom de samler inn helseopplysninger vil disse behandles 
med varsomhet, og samtykke vil alltid innhentes. Helseopplysninger er sensitive opplys-
ninger, jfr. pol.§ 2 nr.8 bokstav c, og behandlingsgrunnlaget er her både konsesjonen og 
samtykke: frivillighet. If gir lite informasjon om frivillighet og innhenting av samtykke i 
sin erklæring. Heller ikke i forbindelse med informasjon om innsamling fra andre enn den 
registrerte selv, gis slik informasjon.  
 
Det er selvfølgelig frivillig å inngå en forsikringsavtale, men når den er inngått vil konse-
sjonen kunne avgjøre behandlingsgrunnlaget uten at videre samtykke innhentes. Samtykke 
og frivillighet er som nevnt grunnleggende prinsipper innen personvern, og samtykke er 
hovedgrunnlag for gyldig behandling, jfr. pol.§ 8(1).  
 
Det er enkelte opplysninger forsikringsselskaper kan behøve å samle inn, hvor lovgivning 
er grunnlaget. Ett eksempel er innhenting av kredittinformasjon, hvor samtykke ikke er like 
praktisk. If har med at de kan hente inn opplysninger fra kredittinformasjonsregistre, men 
det uttales ikke at dette ikke er frivillig. 
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For forsikringsvirksomhet generelt, og for de opplysninger de typisk benytter i utøvelsen av 
forsikringsavtalen, vil det naturlig nok ofte være samtykke som er behandlingsgrunnlaget. 
Slikt samtykke innhentes først og fremst gjennom forsikringsavtalen, men også elektronisk 
gjennom nettsiden. Slik vi så i kapittel 4.4.3 kan det for eksempel gis konsernsamtykke 
gjennom innlogging på nettsiden til Storebrand, og informasjonen i erklæringen er svært 
praktisk.  
 
4.5 Informasjon om rettigheter 
Overfor er flere av pliktene som er pålagt virksomheter etter personopplysningsloven drøf-
tet. Personopplysningsloven har som nevnt også regler presentert som rettigheter for bru-
kerne, og begge virksomheter gir til dels omfattende informasjon på dette området. Store-
brand gjør det først og fremst gjennom et avsnitt som heter "Dine rettigheter" hvor det gis 
informasjon om temaene innsyn og retting/sletting, og If har et avsnitt som heter "Innsyn 
og retting".  
 
4.5.1 Lagring, sletting og retting 
Storebrand informerer om at kundenes opplysninger blant annet lagres i et kunderegister 
for Storebrandkonsernet, og i ulike saksbehandlingssystemer. De gir begrunnelse både for 
hvorfor lagring skjer, og for hvor lenge de har mulighet til å lagre opplysningene. 
 
"Opplysningene lagres så lenge det er nødvendig for å oppfylle formålet med be-
handlingen. Det vil i praksis si så lenge avtaleforholdet eksisterer. Dersom avtalen 
sies opp, vil Storebrand på grunn av muligheten for fremtidige erstatningskrav som 
kan tilbakeføres til avtaleforholdet, lagre opplysningene frem til foreldelsesfristen 
for de aktuelle produktene er utløpt." 
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If har en enklere tilnærming til det å informere om lagring, og skriver at: 
 
"I henhold til personopplysningslovens § 28 skal opplysninger som ikke lenger er 
nødvendig ut fra det formål de er lagret for slettes. If lagrer personopplysninger om 
kunder i henhold til den enhver tid gjeldende lovgivning".  
 
Altså får ikke brukerne til If noen innsikt i hvorfor, eller for hvor lenge, slik de gjør i større 
grad i teksten til Storebrand. Hva som ligger i "enhver tid gjeldende lovgivning" er ikke 
nødvendigvis åpenbart for en alminnelig bruker av nettsiden eller kunde av If. Heller ikke 
er det åpenbart hvor lenge det er nødvendig å oppbevare opplysninger. Både If og Store-
brand gjør relativt kort rede for reglene, og det henvises til aktuell lovbestemmelse, pol.§ 
28.  
 
Også konsesjonen oppstiller noen vilkår for lagring utover loven. For forsikringsvirksom-
het følger det av konsesjonen at opplysningene må slettes senest etter 10 år.
106
 Verken If 
eller Storebrand gir altså fullstendig informasjon om forhold rundt lagringen av personopp-
lysninger.  
 
If sier i erklæringen at en kan kreve rettet opplysninger som "ikke er riktige eller de er 
ufullstendige", mens Storebrand sier at en kan kreve rettet opplysninger som er "mangelful-
le eller unødvendige". Pol.§ 27 hjemler retten til å kreve retting, en bestemmelse som føl-
ger opp lovens formål, jfr.§ 1(2) om "tilstrekkelig kvalitet på opplysningene". If sin ordlyd 
er nærmere lovens ord, men også Storebrand får frem regelen og hensikten bak. Ved å ta 
med begrepet "unødvendige" opplysninger får også Storebrand frem at en vil ha en rett til å 
få fjernet opplysninger som selskapet ikke har behov for. Slik informasjon som her gis er 
viktig for at brukerne og kundene får den kunnskapen de behøver for å være i stand til å 
benytte sine egne rettigheter. 
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4.5.2 Innsynsrett 
Det opplyses i begge erklæringer at kunden har rett til å få informasjon om hva som er lag-
ret. Hos If får en vite at en kan få innsyn gjennom å sende skriftlig henvendelse til If, og at 
den må være signert. Hos Storebrand uttales det at kunder kan ta kontakt med kunde- og 
personvernombudet på e-post med spørsmål om behandlingen av personopplysninger. 
 
For å oppfylle innsynsregelen i pol.§ 18 vil poenget være å informere om at både allmenn-
heten og registrerte har rett på innsyn, og informasjon om hvordan dette kan kreves. Ikke å 
ta med den informasjon som det kan kreves innsyn i, for eksempel "hvilke opplysninger om 
den registrerte som behandles", jfr.§ 18(2). På den annen side, selv om innsyn er noe som i 
utgangspunktet må kreves, vil slik informasjon kunne være særlig praktisk å ta med i en 
personvernerklæring. Å gi informasjon i en erklæring vil åpne for at en som søker informa-
sjon får all den info han har behov for allerede gjennom erklæringen, og sparer virksomhe-
ten for ressurser knyttet til krav om innsyn.  
 
For allmennheten vil tilgangen på en personvernerklæring være en måte virksomheter viser 
åpenhet på, og kanskje oppnår tillitt som bedrift. Allmennhetens innsynsrett, jfr.§ 18(1), er 
relativt vid, og må sies å representere hensynet om åpenhet om personvernhåndtering. Det-
te kan underbygge at en virksomhet kan se seg tjent med å informere om slike forhold alle-
rede i erklæringen. 
 
For kunder og brukere som vil ha kontakt med Storebrand er e-posten inntatt i erklæringen, 
og det er lett å fremsette krav. If gir imidlertid ingen opplysning om hvor en kan sende den 
skriftlige henvendelsen. Dette er noe Datatilsynet kritiserte i deres analyserapport.
107
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4.5.3 Andre rettigheter 
Storebrand gir nesten for hvert avsnitt i erklæringen forklaringer på hvorfor informasjon 
gis, hvorfor behandling forekommer og hva som er bakgrunnen for innsamling. If er noe 
mer reservert, og bruker i det store og hele lovens egne ord, uten videre forklaring. Imidler-
tid innledes hele erklæringen til If med en redegjørelse av hva en personopplysning er, og 
hva som menes med behandling av personopplysninger. Dette kan sies å være viktig for 
forståelsen av innholdet. 
 
Storebrand innleder sin erklæring med informasjon om selskapets personvernombud. Ord-
ningen med et slikt ombud har hjemmel i pof.§ 7-12, og innebærer at en virksomhet frivil-
lig har et ombud som kan hjelpe med å sikre etterlevelse av personvernlovgivningen. Per-
sonvernombud er noe If ikke informerer om, og for kunder av If opplyses ingen annen måte 
enn gjennom skriftlig brev som kontaktmåte med selskapet. Adresse opplyses for øvrig 
heller ikke om, slik at en må oppsøke andre deler av nettsiden for å få denne informasjo-
nen.  
 
Det er likevel slik at også If har et personvernombud,
108
 noe de med fordel kunne inntatt 
informasjon om i erklæringen. Som Storebrand skriver kan ombudet også være en "res-
sursperson for deg som kunde", og erklæringen er egnet sted for informasjon om dette. En 
kan anføre at det er nettopp informasjon som kan være en ressurs for brukerne av nettste-
det, og kunder av virksomheten, som bør tas med i en erklæring. I analysen til Datatilsynet 
fikk begge virksomheter trekk i poeng på grunn av at de ikke hadde et personvernombud, 
og herunder derfor heller ikke informerte om det.
109
 Begge virksomheter ville kommet enda 
bedre ut nå, selv om If fortsatt ikke informerer om tjenesten. 
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Av annen informasjon som gis uttaler Storebrand litt om deres plikter som behandlingsan-
svarlig, blant annet at de må behandle opplysninger på en forsiktig måte, at de har taushets-
plikt om kundeopplysninger og at de aldri vil be om sensitiv informasjon i e-
postkommunikasjon. Begge selskaper har med lenker i erklæringen til videre informasjon. 
Hos If gjøres dette gjennom lenke til Datatilsynets nettsider, og til lovdatas nettsider, både 
til loven og til forskriften, mens det hos Storebrand kun vises til intern informasjon enten 
gjennom personvernombudet eller lenke til de personlige sidene på nettstedet.  
 
Virksomheter bør foreta en individuell vurdering av sin behandling, og herunder aktivt 
vurdere de registrertes behov for informasjon.
110
 Vi ser at både If og Storebrand gir til dels 
omfattende informasjon om personopplysningsvern, og brukeren gis muligheten til å sette 
rettighetene sine inn i en sammenheng og slik få forståelse for vernet av egne opplysninger. 
 
4.6 Andre forhold som er tatt med i erklæringen 
4.6.1 Ansvar 
Storebrand, som eneste av de to, har i erklæringen et avsnitt om ansvar ved feil, mangler og 
tilgjengelighet. De skriver at de anser informasjonen som gis på sine internettsider som 
pålitelige, men fraskriver seg videre "ethvert ansvar" for feil, mangler og tilgjengelighet. 
Ansvarsfraskrivelsen knytter seg ikke kun til personvernerklæringen, og fremstår for en 
alminnelig leser som å gjelde all informasjon som gis av selskapet.  
 
For det første har en slik ansvarsfraskrivelse ingen hjemmel i personopplysningsloven, og 
loven må forstås preseptorisk i denne sammenheng. En virksomhet som bryter personvern-
lovgivningen kan ilegges overtredelsesgebyr, jfr. pol.§ 46. Dette kan en ikke fraskrive seg 
gjennom en slik erklæring. 
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En kan for det andre drøfte konsekvensen av at dette er inntatt i et dokument som heter 
"personvernerklæring". For brukere som søker informasjon om personvern vil teksten være 
tilgjengelig, men for andre vil informasjonen være "skjult" i et dokument under et annet 
navn enn det de søker etter.  
 
For det tredje vil ansvarsfraskrivelsen være et bidrag i diskusjonen rundt en erklæring som 
et avtaledokument, og om en erklæring kan være rettslig bindende. En slik ansvarsfraskri-
velse vil vanskelig kunne stå seg i en avtale mellom en forbruker og en bedrift. I forbindel-
se med at vi står overfor et publisert, skriftlig dokument rettet mot kunder og brukere, kan 
det også diskuteres hvorvidt denne fraskrivelsen vil kunne stå seg dersom en kunde havner 
i en konflikt på grunn av en feil virksomheten alene har ansvar for. Dette er problemstil-
linger utover personvernets grenser, og vil ikke følges videre. Det kan kort nevnes at en 
personvernerklæring nok er et for uklart konsept, og med et innhold som presenteres på en 
måte som nok etter norsk rett ikke kan medføre binding. En personvernerklæring kan ikke 
sees på som en kontrakt selv om likhetstrekk forekommer, men må rett og slett sees på som 
en uttalelse om virksomhetens etterlevelse av rettsregler som oppfyller reglene om innsyn, 
informasjon og åpenhet. Dersom det forekommer brudd på loven bør nok dette gå gjennom 
personopplysningsloven, ikke på bakgrunn av avtalerett. 
 
4.6.2 Immaterialrett og markedsføringsrett 
Det gis i erklæringene også informasjon om forhold som går utover rettsområdet person-
vern. If har inntatt informasjon om muligheten til å reservere seg mot markedsføring fra If, 
og henviser til markedsføringsloven § 12. Markedsføring er for øvrig også en del av aksep-
tert tilleggsformål ved forsikringsvirksomhet, jfr. konsesjonen,
111
 slik at dette ikke helt er 
frakoblet personvernet. Storebrand har inntatt et avsnitt om at de har alle immaterielle ret-
tigheter til nettsidene, og at uautorisert bruk av nettsidene ikke er tillatt.  
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Her kommer annen særlovgivning inn, og påvirker innholdet i erklæringen. Det kan kort 
nevnes at det kanskje ikke er helt heldig å ta med slik informasjon under overskriften "In-
formasjon om behandling av personopplysninger" eller lignende, det dreier seg ikke om 
personvern i det hele tatt. Ønsket mottaker for innholdet vil ikke så lett finne informasjo-
nen, og dersom erklæringene inneholder for mye tekst vil en risikere at ingen leser dem. 
Det vil likevel være viktig å merke seg at også annen informasjon kan finne på å tas med i 
slike erklæringer. Dette kan nok ikke anbefales som praksis. 
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5 I hvilken grad er personvernerklæringer hensiktsmessige? 
5.1 Gis brukerne og kundene til If og Storebrand hensiktsmessig 
informasjon i erklæringene? 
5.1.1 Premiss for vurderingen 
Ovenfor har jeg søkt å svare på hvordan innholdet i erklæringene kan knyttes opp mot per-
sonvernlovgivningen. Jeg vil i det følgende komme med noen bemerkninger til om Ifs og 
Storebrands kunder og brukere faktisk får den informasjonen de behøver for å kunne verne 
egne personopplysninger gjennom erklæringen.  
 
For at en personvernerklæring skal være hensiktsmessig, kan en si at den informasjonen 
som gis må være tilstrekkelig til at leserne opplever et vern mot krenkelse, jfr. pol.§ 1(1), 
og gis informasjon i slik grad at en føler at en er satt i stand til å "bruke sine rettigheter".
112
  
 
Store deler av innholdet i erklæringene kan særlig knyttes til bestemmelsene i personopp-
lysningslovens kapittel 3 om informasjon og innsyn i behandlingen av personopplysninger. 
De ulike deler av loven som trekkes frem kan i stor grad finnes igjen i § 19, som slike for-
hold det skal informeres om. Dette er den samme bestemmelsen som trekkes frem som en 
del av begrunnelsen for selve bruken av erklæringer, både av Datatilsynet og av Artikkel 
29-gruppen.
113
 Formålet med § 19 er å gi tilstrekkelig informasjon til registrerte, slik at de 
kan ta et informert valg om behandling, og blir satt i stand til å verne egne personopplys-
ninger.
114
 Bestemmelsen fremstår dermed som et utgangspunkt for en drøftelse av erklæ-
ringenes hensiktsmessige og informative karakter. 
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En særlig utfordring med å direkte benytte lovens vilkår på erklæringene oppstår ved at 
kravene i personopplysningsloven i stor grad gjelder for hver enkelt behandling av person-
opplysninger, mens erklæringene er både kollektive og generelle, og må oppsøkes. Dette 
gjelder som et utgangspunkt også for § 19.
115
 Premisset for en slik vurdering må derfor 
være at vi godtar at pol.§ 19 er en form for standard i personvernlovgivningen for hva slags 
informasjon en registrert må antas å ha behov for, selv om § 19 verken kan begrunne bru-
ken eller innholdet på egen hånd. En kan derfor ikke forvente full overenstemmelse med de 
krav § 19 oppstiller.  
 
5.1.2 Informasjonsplikten vurdert opp mot innholdet i erklæringene 
Både If og Storebrand gir omfattende informasjon i sine erklæringer, og brukerne får i 
ganske stor grad god informasjon om personopplysningsvernet. Det rettslige innholdet er 
tilnærmet likt i de to erklæringene, begge følger opp informasjons-, innsyns- og rettighets-
reglene i loven, kun med noen små forskjeller. Etter § 19(1) bokstav a-e, jfr.§ 20(1), skal 
det som nevnt informeres om hvem som er behandlingsansvarlig, formålet, om opplysning-
ene vil bli utlevert og til hvem, om det er frivillig å gi fra seg opplysningene, og annet som 
gjør den registrerte i stand til å "bruke sine rettigheter" etter personopplysningsloven.  
 
Etter § 19(1) bokstav a skal både navn og adresse på den behandlingsansvarlige informeres 
om. If sier hvem som er behandlingsansvarlig, men nevner ikke adressen. Storebrand in-
formerer verken om hvem som er behandlingsansvarlig for de ulike selskap i konsernet, og 
heller ikke adresse. Verken If eller Storebrand benytter derfor erklæringen til å gi den in-
formasjonen bokstav a krever. Det følger av fal.§ 2-2 at det alltid skal inngås en skriftlig 
forsikringsavtale, og kundene vil da bli kjent med hvem som er behandlingsansvarlig. Den 
manglende informasjonen vil kun gjøre seg gjeldende for informasjon som samles inn før 
en slik avtale er inngått, og erklæringen vil ikke svekkes for mye overfor kundene til If og 
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Storebrand ved at dette ikke inkluderes. For brukerne av nettsiden som ikke er i et kunde-
forhold, vil erklæringen ikke gi tilstrekkelig informasjon om hvem de skal kontakte. 
 
Det skal etter § 19(1) bokstav b informeres om formålet med behandlingen, noe begge 
virksomheter gjør. Det vises til de konsesjonerte formål, og settes inn i en behandlings-
sammenheng. Det er ikke fastsatt noe i forskriften om hvordan formålet skal angis ved 
gjennomføring av informasjonsplikten eller innsynsregelen,
116
 og for å oppfylle bokstav b 
er det nok tilstrekkelig å informere om de konsesjonerte formål så enkelt som det er gjort i 
erklæringene her. Videre bakgrunn for innsamling, og nærmere hva de brukes til, informe-
res også om, og kan nok sees på som overskuddsinformasjon som gjør den registrerte i 
stand til å ivareta sine rettigheter, jfr. bokstav e. 
 
For å gi tilstrekkelig informasjon skal det informeres om opplysningene kan bli utlevert, og 
eventuell mottaker, jfr.§ 19(1) bokstav c. Både If og Storebrand informerer om at person-
opplysninger vil bli utlevert, og kommer til dels med eksempler på hvem som kan være 
mottaker. Hvem som er mottaker blir imidlertid ikke informert om på en tilstrekkelig måte 
av noen av dem, slik at informasjonsplikten ikke alene oppfylles av personvernerklæringe-
ne. If kunne også blant annet presisert deling med underleverandører i større grad, og for-
sikret brukerne om at deres databehandlere er underlagt samme formålsbegrensing som 
behandlingsansvarlig. 
 
Etter § 19(1) bokstav d skal det opplyses om det er frivillig å gi fra seg opplysninger. Dette 
kan forstås som at det må informeres om det er lovhjemmel, samtykke eller annet som er 
behandlingsgrunnlaget. Å inngå en forsikringsavtale vil naturlig nok være frivillig, slik at 
den registrerte ikke vil trenge omfattende informasjon. Det kan særlig være et poeng å in-
formere om de opplysninger som kan innhentes med grunnlag i lovgivning, og som da ikke 
er frivillig, slik at kundene blir kjent med at det vil være anledning til å innhente opplys-
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ninger også slik. Selve lovhjemmelen for innsamling bør da nevnes, for at den registrerte 
skal ha tilstrekkelig grunnlag for å vurdere gyldigheten av behandlingsgrunnlaget.
117
 Er-
klæringene gir noe informasjon om samtykke, men verken If eller Storebrand klarer å gi 
tilstrekkelig informasjon om behandlingsgrunnlaget for all deres innsamling av opplys-
ninger. En kan nok si at en erklæring er egnet til å gi noe informasjon om frivillighet og 
hva en kan forvente å dele av opplysninger ved å inngå en avtale med de aktuelle selskaper, 
men at en virksomhet nok i de fleste tilfeller bør og må gi tilleggsinformasjon individuelt, 
for å oppfylle § 19(1) bokstav d. Erklæringene til If og Storebrand er på dette punktet mer 
til nytte for brukerne av nettsiden, enn kundene. 
 
I pol.§ 19(1) bokstav e finner vi regelen om at det skal gis informasjon om annet som gjør 
den registrerte i stand til å "bruke sine rettigheter", noe som kan forklare at det gis informa-
sjon om individuelle rettigheter i erklæringene. Bestemmelsen innebærer en plikt til å vur-
dere den registrertes behov for informasjon, slik at virksomheten pålegges å foreta en vur-
dering av personopplysningsvernet spesielt for sin virksomhet, og spesielt for de berørte 
brukere. For å oppfylle informasjonsplikten vil det likevel kunne være tilstrekkelig med 
generell informasjon om rettigheter, og informasjon om hvor en kan få videre individuell 
veiledning.
118
 
 
Bestemmelsen kan også tolkes i lys av personverndirektivets art.10, som oppstiller et skille 
mellom "essential information" og "further information". Videre, utdypende informasjon 
skal bare gis i den utstrekning det er nødvendig, og sett i forhold til den konkrete behand-
lingssituasjonen.
119
 Også her ser vi at informasjonskravet påvirkes av form for behandling, 
og at virksomheter må vurdere erklæringene konkret opp mot sine kunder. 
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Det gis i § 19(1) bokstav e eksempler på informasjon som kan oppfylle en slik funksjon: 
informasjon om reglene om lagring, og om retten til å kreve innsyn og retting. Begge virk-
somheter gir informasjon både om disse forhold, men også om enkelte andre forhold som 
kan tolkes i lys av den registrertes rettigheter etter loven. 
 
Av slik informasjon kan nevnes hvordan selskapene samler inn og lagrer opplysninger. Det 
informeres av begge at personopplysninger samles inn gjennom ulike kommunikasjonsmå-
ter. Både gjennom telefonsamtaler, e-post og informasjonskapsler. 
 
Omfanget av informasjon som gis om bruken av informasjonskapsler og analyseverktøy 
varierer. Ifs personvernerklæring gir omfattende informasjon, og brukere av nettsiden får 
god kunnskap om hva de elektroniske sporene brukes til. I tillegg gis informasjonen i eget 
dokument, slik at mottaker, brukeren av nettsiden, blir presisert. If kunne i tillegg gitt bru-
keren informasjon om hvilke verktøy som brukes, slik Storebrand gjør, men gjennom in-
formasjon om hva som samles inn og hvordan de benyttes vil brukerne sitte igjen med til-
strekkelig informasjon til å ta et informert valg om nettaktivitet.  
 
If gir god informasjon om lagring av telefonsamtaler. Lagring vil i seg selv være behand-
ling av personopplysninger, og informasjon om dette må gis, med mindre det er åpenbart 
for den registrerte, jfr.§ 19(1), jfr.(2). Det vil nok ikke være åpenbart at telefonsamtaler 
registreres, og heller ikke at e-postkommunikasjon lagres. Det vil derfor være avgjørende å 
informere, og erklæringene er en god kilde. Samtidig kan en ikke forvente at en person 
oppsøker en nettside i etterkant av en telefonsamtale for å lese om hvordan telefonsamtalen 
blir behandlet, og erklæringene kan sies ikke å være et tilstrekkelig verktøy i denne sam-
menheng. 
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For å gi mottakerne av erklæringene tilstrekkelig informasjon etter bokstav e, kunne begge 
selskaper inntatt informasjon om tilleggsvilkåret i konsesjonen om at: 
 
"Opplysninger knyttet til potensielle kunder (personer som har innhentet pristilbud) 
skal slettes så snart det blir klart at tilbudet ikke vil bli benyttet, og senest én måned 
etter akseptfristens utløp."
120
  
 
Dette er informasjon som omhandler en gruppe som ikke er i et kundeforhold med selskap-
ene, og da heller ikke har inngått en forsikringsavtale. Slik informasjon vil være særlig ver-
difull for å kunne bruke sine rettigheter, og en ser her en verdi av å ta med også dette i er-
klæringene, på vegne av brukerne av nettstedet.  
 
5.1.3 Konklusjon 
Storebrand oppfyller nok pol.§ 19(1) bokstav e på en noe mer utfyllende måte enn If; deres 
kunder blir i noe bedre stand til å "bruke sine rettigheter" etter loven gjennom erklæringen. 
Storebrand har gjennom den språklige presentasjonen en noe mer lett tilnærmelig erklæ-
ring, og brukerne vil nok få en bedre forståelse for den informasjonen de behøver gjennom 
denne. If er gjennomgående mindre informativ om hvorfor behandling av personopplys-
ninger forekommer, og en får mindre generell kunnskap om personopplysningsvernet. 
 
Likevel vil begge selskaper i stor grad oppfylle virksomhetens grunnleggende plikter etter 
pol.§ 19 så langt som mulig i en personvernerklæring, med noen unntak. If burde hatt med 
kontaktinformasjon, og Storebrand kunne med fordel inntatt en lenke til lovdata, og kan-
skje også til Datatilsynets nettsider. Dette er gode kilder for informasjon om personvern og 
bidrar å sikre ivaretagelse av personverninteresser. At If ikke informerer om at de har et 
personvernombud er en svakhet ved deres erklæring, dette kunne gitt deres kunder en mu-
lighet til å benytte denne ressursen bedre.  
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For de situasjoner der opplysninger innhentes fra andre, jfr.§ 20, møter nok erklæringene 
størst motgang. Det gis heller ikke tilstrekkelig informasjon om de forhold som kreves etter 
denne bestemmelsen av verken If eller Storebrand. For det første kan plikten til å informere 
i etterkant om at opplysninger er samlet inn om en, jfr.§ 20(1), klart ikke oppfylles gjen-
nom en erklæring. Ved slik innsamling skal det for det andre informeres om hvilke opplys-
ninger som er samlet inn, dette er det nok heller ikke særlig praktisk at forsikringsselskape-
ne faktisk opplyser om i en erklæring.
121
 Se videre drøftelse av de særlige utfordringer ved 
innhenting av opplysninger fra andre i kapittel 5.2.2. 
 
Undersøkelsen jeg har foretatt av erklæringene til If og Storebrand viser at selskapene alt i 
alt har gode personvernerklæringer, gjennom hensiktsmessig og informativ informasjon. 
Datatilsynet kom i sin rapport om personvernerklæringer til at If og Storebrand kom best ut 
av deres utvalg.
122
 På grunn av endringer i erklæringene siden da, ville både Storebrand og 
If kommet enda bedre ut i en tilsvarende undersøkelse nå. Forhold som tilgjengelighet er 
bedret, og begge virksomheter har et personvernombud for å nevne noe.  
 
Personvernerklæringene til If og Storebrand bidrar til åpenhet om deres virksomhet, og 
informasjon gis utad både til brukere av nettstedet, allmenheten generelt, og til kunder av 
selskapene. Dette selv om erklæringene i seg selv ikke er tilstrekkelig sett opp mot infor-
masjonsplikten personopplysningsloven oppstiller. Noe mer informasjon kunne vært inn-
tatt, men erklæringene må sies å være av en informativ og grundig art.  
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5.2 Generelle betraktninger og utfordringer ved personvernerklæringer 
Ifølge Meld. St.11 (2012-2013) Personvern – utsikter og utfordringar er det igangsatt ar-
beid med å utforme en mal for personvernerklæringer.
123
 Gjennom erfaringer gjort i under-
søkelsen ovenfor vil jeg i denne sammenheng komme med noen generelle bemerkninger, 
og si noe om de utfordringer som følger med bruken av personvernerklæringer.  
 
5.2.1 Informasjonen som gis 
En personvernerklæring kan være et viktig dokument både for virksomheten og for bruker-
ne av nettstedet. Utad kan den bekrefte at bedriften følger reglene for personvern, og innad 
potensielt være et styringsdokument for selve behandlingen av personopplysninger. Som vi 
så ovenfor i kapittel 5.1 er det ikke all informasjon som egner seg å gjengi i en erklæring. 
En personvernerklæring har først og fremst verdi som informasjon til allmennheten om 
hvordan virksomheten behandler personopplysninger. En erklæring vil sjelden være til-
strekkelig som informasjon til de som er registrert i virksomheten, jfr. vurderingen av 
pol.§19 gjort ovenfor, og ingen løfter kan nok bygges på dem. En offentlig tilgjengelig er-
klæring vil likevel gi muligheten for å vurdere behandlingsgrunnlaget, formål med behand-
lingen og om virksomheten følger norsk lovgivning, så fremt tilstrekkelig informasjon om 
dette gis. Datatilsynet uttaler at: 
 
"som et ledd i den demokratiske kontrollen er det viktig at borgeren gis informa-
sjon, både for å ivareta egne rettigheter og for å kunne reagere på urettmessig eller 
for vid bruk av hjemler."
124
  
 
Ved å gi informasjon om formål, og om konsesjon, vil både brukeren og allmennheten gis 
mulighet til å vurdere grunnlaget virksomheten er gitt for å behandle personopplysninger. 
Informasjon om behandlingsansvarlig vil gi kunnskap om hvem som kan holdes ansvarlig, 
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det samme gjelder informasjon om utlevering og deling. Gjennom slik informasjon vil 
prinsippene om åpenhet og innsyn gis praktisk gjennomslag. 
 
For virksomheter som offentliggjør endringer i sine erklæringer, noe som ofte vil si endret 
praksis innad, vil allmennheten få mulighet til å ytre kritikk mot behandlingen. Slik vi ser 
medier og tilsyn gjør når enkelte store virksomheter endrer sine erklæringer. Som et ek-
sempel har vi Google Inc, som i 2012 gikk offensivt ut og informerte om at de hadde endret 
sin praksis, og med det sin "privacy policy". Blant mange gikk Artikkel 29-gruppen ut med 
kritikk av endringene, både i 2012
125
 og nå i 2013.
126
 Kritikken går både på deres faktiske 
personvernpraksis, men også på selve innholdet i erklæringen. For å bidra til åpenhet om at 
lovgivningen følges, kan det kanskje anbefales at virksomheten tar med informasjon om 
når erklæringen sist ble endret. Da vil en lettere kunne ta stilling til om det er foretatt til-
pasninger til ny lovgivning. 
 
5.2.2 Tidspunkt for informasjonen 
På grunn av kravene til når informasjon må gis etter nåværende lovgivning, kan en diskute-
re om en personvernerklæring i det hele tatt kan oppfylle loven slik den er i dag. Plikten til 
å informere inntrer på noe ulike tidspunkter avhengig av hvem opplysningene innhentes 
fra, sml. pol.§ 19 og § 20. Når opplysninger innhentes direkte fra brukeren av nettstedet, 
jfr.§ 19, vil plikten inntre før innsamling skjer, praktisk vil dette være i det behandling tar 
til å forekomme. Bestemmelsens ordlyd sier at den registrerte skal informeres "først", og av 
"eget tiltak", jfr.§ 19(1). Det vil si i det "det samles inn" personopplysninger. Virksomheter 
må derfor opplyse om dette før de har innhentet opplysninger. Når opplysninger innhentes 
fra andre enn brukeren vil den registrerte ha krav på informasjon "så snart opplysningene 
er innhentet", jfr. pol.§ 20(1) første setning, og da også om hvilke opplysninger som er 
innsamlet. Plikten til å gi informasjon utvides altså dersom opplysninger innhentes utenfra.  
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Der det samles inn opplysninger direkte gjennom nettstedet om brukere kan i enkelte tilfel-
ler en lenke til erklæringen være tilstrekkelig til at de registrerte gis informasjon i tråd med 
§ 19, forutsatt at innholdet også tilfredsstiller kravene.
127
 For kunder av virksomhetene der 
det samles inn opplysninger på andre måter enn bare nettaktivitet, vil nok imidlertid en 
lenke på hjemmesiden være utilstrekkelig i og med at erklæringene må oppsøkes. Det kan 
ikke forventes at en kunde går inn på nettsiden og sjekker dersom selskapet etterspør en 
personopplysning for eksempel i en e-post eller over telefon. En personvernerklæring kan 
således være egnet til informasjon i forkant, sml.§ 19, men for å gi informasjon i etterkant, 
sml.§ 20, vil erklæringen være lite egnet, i og med at den registrerte selv må oppsøke den.  
 
5.2.3 Ulike brukere krever ulik informasjon 
I NOU 2009:1 er ett av forslagene til normplakat om personvern at det i personvernerklæ-
ringer skal informeres om hvilke personopplysninger som samles inn.
128
 Det vil ikke alltid 
være helt praktisk. For det første er en erklæring en kollektiv tekst, og hva som samles inn 
vil ofte være ulikt fra kunde til kunde. For det andre er erklæringene ofte ikke engang til-
passet ulik virksomhet som drives, slik vi ser hos konsernet Storebrand som driver både 
forsikringsvirksomhet og finansvirksomhet, med mer. Et kompromiss kan være at en gir 
generell informasjon om hvilke institusjoner opplysninger kan komme til å bli samlet inn 
fra, slik vi ser gjøres til dels hos If og i noe mindre grad av Storebrand. 
 
Datatilsynets og Ifs bruk av to erklæringer gjenspeiler noen av utfordringene med person-
vern over internett. Innholdet bør tilpasses mottakeren, men mottakeren kan være mange. 
Erklæringen kan, og bør, tilpasses til om mottakeren kun er besøkende av nettstedet, eller 
også er kunde av virksomheten, slik Datatilsynet og If gjør. Videre også etter ulike kunde-
typer, noe Storebrand kunne ha gjort.  
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Det er viktig at en virksomhet foretar en konkret vurdering av hvilke utfordringer som sær-
lig gjør seg gjeldende for deres virksomhet innen personvern. Dette innebærer å utrede 
hvilke rettigheter deres brukere har, hvilke krav brukerne kan stille til virksomheten og 
hvilke plikter som påligger virksomheten. Dette følger også av pol.§ 19(1) bokstav e. En 
som kun besøker et nettsted for å finne informasjon om for eksempel et tilbud, eller for å 
foreta et nettkjøp, vil ha behov for helt annen informasjon enn en som har et langvarig kun-
deforhold til virksomheten. En kan si at har en behov for kun litt informasjon, skal en slip-
pe å måtte lese gjennom et langt dokument med irrelevant tekst før en finner det en leter 
etter.  
 
Å tilpasse innholdet til sine egne brukere vil også bety å se an forhold som alder og kunn-
skapsnivå. En nettside som benyttes av barn vil kunne stille helt spesielle krav til informa-
sjonen som gis. Dette er også påpekt i Meld. St.11 (2012-2013),
129
 og det ble i 2011 inntatt 
en bestemmelse om særlig krav ovenfor barn i forbindelse med behandlingen i pol.§ 11(3). 
At leseren er en alminnelig person, som regel uten juridisk utdannelse, stiller også krav til 
innhold og språk. En kunde av en virksomhet vil ofte være det vi i juridisk forstand forstår 
som en forbruker, noe en bruker av en nettside også kan anses som i enkelte tilfeller, der 
den ene sitter med mer kunnskap og oversikt over det aktuelle området enn den andre. For-
holdet mellom leser av en erklæring og avgiveren vil derfor til en viss grad være sammen-
lignbart med forholdet mellom en forbruker og en selger. Dette bør vurderes av den enkelte 
virksomhet og få utslag i språket. 
 
En annen utfordring angår det at erklæringene er kollektive, lik informasjon gis til alle. I 
forarbeidene til § 19 anførers det at varslingen i utgangspunktet skal være individuell, med 
mindre dette ikke er mulig. Først da hevdes det at kollektiv varsling kan anvendes.
130
 Som 
nevnt er det liten kontakt mellom brukeren av en nettside og den som driver nettsiden, og 
bruken av personvernerklæringer må nok aksepteres som en fornuftig løsning for å gi til-
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strekkelig informasjon i enkelte tilfeller. Forutsetningen er liten kontakt, at den aktuelle 
informasjon er egnet til å gis på denne måten, og at det ikke er andre måter som er bedre 
egnet. Dette må vurderes konkret av virksomheten. I pol.§ 20(2) oppstilles en avveining om 
at varsel ikke er påkrevd dersom det er "umulig eller uforholdsmessig vanskelig". Selv om 
det ikke er umulig eller uforholdsmessig vanskelig å gi individuell informasjon kan det nok 
være et poeng å se disse to vurderinger i sammenheng.  
 
Mye av innhentingen av personopplysninger skjer gjennom innsending av nettskjema, 
gjennom e-post og gjennom bevegelse på nettstedet. Å sende en avtale i posten før behand-
ling av personopplysninger vil ikke alltid være praktisk mulig. Slik vil alternativet person-
vernerklæring påvirke vurderingen av hva som er "umulig eller uforholdsmessig" også den 
motsatte veien; dersom personvernerklæringer aksepteres som et godt alternativ for infor-
masjon vil det vanskelig sies å være uforholdsmessig å ha dette. Nettopp her kan en se den 
selvstendige verdien av personvernerklæringer.  
 
5.2.4 Er loven tilpasset nyere teknologi? 
Internett kan ikke lenger sies å være et nytt medium, men teknologien som benyttes utvik-
les stadig og skaper utfordringer på flere områder. Det kan derfor være interessant å se på 
om loven er tilpasset denne nye teknologien, knyttet opp til den informasjonen som gis i 
erklæringer. Dersom en virksomhet ønsker å tilpasse innholdet i erklæringen til lovens reg-
ler om informasjonsplikt, jfr. pol.§ 19 og § 20, er det et uklart spørsmål som oppstår. For 
tilfeller der det samles inn identifiserbare opplysninger gjennom analyseverktøy, altså per-
sonopplysninger, jfr. pol.§ 2 nr.1, vil det kunne reises spørsmål om innhenting av opplys-
ninger på denne måten faller innunder opplysninger som innhentes "fra den registrerte 
selv", eller fra andre, sml.§ 19 og § 20. Gjennom bruk av webanalyseverktøy får virksom-
heter informasjon om brukeren, gjennom brukerens egen aktivitet på internett, noe som 
tilsier at dette må være innhenting fra den registrerte selv. Med dette er behandlingen unn-
tatt informasjonsplikt om hvilke opplysninger som innhentes, jfr.§ 19, sml.§ 20. Etter lo-
vens ordlyd vil ikke virksomheten, den behandlingsansvarlige, ha noen plikt til å opplyse 
hvilken informasjon som samles inn, selv om brukeren ikke selv bevisst gir fra seg person-
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opplysninger. De behøver da kun å opplyse om at det samles inn, mens det for å få vite 
hvordan og hva slags opplysninger som er innsamlet må kreves innsyn om etter pol.§ 18.  
 
Bak skillet mellom § 19 og § 20 ligger at en vet hvilke opplysninger en gir fra seg når det 
er en selv som gir de ut. En bruker av en nettside vil ikke nødvendigvis ha kjennskap til at 
han gir fra seg opplysninger i en slik situasjon, og hensynet bak manglende plikt til å gi 
informasjon gjør seg ikke gjeldende på samme måte her. Dette er en utfordring i lovens 
ordlyd. For elektroniske spor er dette søkt løst gjennom forslag til ny ekomlov, men det er 
fortsatt viktig å skille mellom hva som er en personopplysning og hva som kun er et elek-
tronisk spor innhentet fra en person. Forslaget til ny personvernforordning søker også å 
dekke opp bedre de nye utfordringer som kommer med økt internettbruk, blant annet gjen-
nom forslaget om at alle skal få god og tydelig informasjon i en personvernerklæring publi-
sert på nettsiden, jfr. foreslått art.11.
131
 
 
5.2.5 Lovfesting 
Det er foreløpig liten veiledning å få fra offentlig hold om personvernerklæringer, og de 
fleste anbefalinger som kommer er "bør"-anbefalinger, enten i form av bransjenormer eller 
som veiledning fra Datatilsynet. Dette kan nok gjøre det utfordrende for de virksomheter 
som ønsker å vise åpenhet og gi informasjon til sine kunder. 
 
En kan stille spørsmål om en kan sikre et tilstrekkelig brukervern uten en lovfesting av 
bruken av personvernerklæringer. Et konkret spørsmål oppstår dersom bruken av erklæ-
ringer lovfestes; hvordan skal en oppstille klare nok kriterier for å avgjøre om regelen er 
oppfylt? Det kan ikke være nok å ha en tekst publisert med tittelen "personvernerklæring", 
innholdet må også oppfylle et bestemt krav. Noen momenter vil det være enkelt å avgjøre 
om er på plass, men en kan tenke seg at en vurdering som må tas i hvert enkelt tilfelle er 
om "erklæringen er tilstrekkelig informativ". Dette er ikke en enkel oppgave.  
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Det må også stilles spørsmål om det skal lovfestes at absolutt alle virksomheter som be-
handler personopplysninger må ha en slik erklæring, eller om det bare skal gjelde for ek-
sempel virksomheter av en viss størrelse. I tillegg må en nok ta stilling til hva slags behand-
ling som skal utløse et slikt krav; kun ved omfattende behandling som en del av virksomhe-
ten, eller skal det også gjelde for virksomheter som kun behandler opplysninger som en 
sideeffekt av å ha en nettside? 
 
Om ikke lovhjemmel fastsettes kan en tenke seg at pålegg om erklæring kan inntas i konse-
sjonen. Om dette er en god løsning vil være åpent for vurdering. En utarbeidelse av en 
normplakat eller en mal er kanskje en god start, og en vil da kunne få verdifull informasjon 
om hvordan etterlevelse vil forekomme, før en eventuell lovfesting. Likevel ser vi utford-
ringer også med en mal, det skal vanskelig gjøres å lage én mal som passer alle former for 
virksomhet. Informasjonsreglene vi har i dag oppstiller krav om individuell informasjon,
132
 
noe en erklæring klart ikke kan gi. Det vil være vanskelig å oppfylle alle informasjonskrav 
i en kollektiv erklæring. Heller ikke alle krav i § 19 viser seg egnet for å tas med i en erklæ-
ring, noe som gjør at en personverklæring først og fremst blir en tilleggskanal for informa-
sjon. Formen informasjonen gis på i en erklæring er derfor ikke helt lett å kombinere med 
informasjonskravene i loven, og både eventuell lovfesting eller en mal utarbeidet av Data-
tilsynet må ta hensyn til dette. 
 
5.2.6 Erklæringene må leses 
I en drøftelse av personvernerklæringers verdi er en nødt til å kommentere hvor tilgjengelig 
informasjonen faktisk er gjennom antallet lesere. En europeisk undersøkelse fra 2011 pre-
sentert av EU-kommisjonen viser at 6 av 10 (58 %) "usually", vanligvis, leser slike erklæ-
ringer.
133
 Dette er relativt mange, men undersøkelsen kan nok ikke forstås slik at 6 av 10 
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"alltid" leser slike, gitt ordlyden i resultatet. Jeg vil være litt forsiktig med å trekke slut-
ninger om hvor mange som leser slike erklæringer på et generelt grunnlag. Det er nok 
grunn til å anta at det først og fremst er de som søker slik informasjon som faktisk finner 
frem til erklæringene. Verdien av informasjonen som gis reduseres dersom ingen eller vel-
dig få får med seg informasjonen. Imidlertid kan en ikke tvinge folk til å lese om forhold 
vedrørende deres eget personvern.  
 
Mange vil nok kunne tenke at hos store virksomheter så er det "noen" som har lest og vur-
dert forhold vedrørende personvernet "for én". Dersom store selskaper med mange brukere 
endrer personvernerklæringen sin får det ofte oppslag i aviser, og en kan kanskje si at me-
dia passer på, til en viss grad. I en undersøkelse foretatt i 2004 av Teknologirådet om lek-
folks holdninger til personvern uttales det at det var få av deltakerne som leste personvern-
erklæringer. Det ble sagt at slike dokumenter er "alt for lang[e] og tidkrevende å lese" og 
ble oppfattet som "ganske unødvendig" av deltakerne i undersøkelsen. Likevel ble det blant 
de unge deltakerne etterlyst mer informasjon, særlig om elektroniske spor som cookies, og 
det fremsettes ønske om informasjon om hvordan teknologien fungerer og hvordan man i 
større grad kan beskytte seg selv. For eksempel gjennom informasjon om hvordan man kan 
slette cookies.
134
  
 
Resultatene må sees i lys av å være innhentet for 9 år siden, men kan tyde på at utviklingen 
med mer informasjon om bruken av informasjonskapsler og webanalyseverktøy har vært 
ønsket. Personvern er noe som får økende oppmerksomhet i samfunnet, og med tiltagende 
krav til at virksomheter er nødt til å ha en erklæring tilgjengelig vil en kunne anta at antall 
lesere øker. I en rapport utført av Sintef i 2009 kommer det frem at 67 % av nettbrukere er 
bekymret for konsekvensen av å dele personlige opplysninger på internett.
135
 Undersøkel-
sen er knyttet til bruken av sosiale medier, og gjerne utenlandske nettsider, og er derfor 
ikke direkte overførbar til interessen for personvern innen området som er undersøkt i den-
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ne oppgaven. Likevel sier det noe om en bevissthet hos folk om personvern ved bruk av 
internett.  
 
Rettsområdet kan være utfordrende å sette seg inn i, og enkel innføring i dette vil være gi-
vende. At informasjonen er lett tilgjengelig gjennom språket, og satt inn i en rettslig peda-
gogisk sammenheng, må være et mål. For mye informasjon vil gjøre at erklæringene ikke 
leses, og vil virke mot sin hensikt. Det er viktig å ikke stille for store krav til omfanget av 
informasjon som gis. Erklæringen kan ha potensiale til å gi sentral informasjon på ett sted, 
dette må utnyttes ved å ikke gjøre informasjonen utilgjengelig nettopp for dem som er øns-
ket mottaker. En personvernerklæring er et godt og hensiktsmessig redskap for å bidra til 
kunnskap og forståelse, og virksomheter bør ha et bevisst forhold til utarbeidelsen av en 
god erklæring, tilpasset sin aktivitet.  
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