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В умовах активної інтеграції України до загальноєвропейських і світових 
структур входження на вітчизняний ринок іноземних підприємств загострює 
конкурентну боротьбу і підвищує актуальність проблеми забезпечення 
українськими суб’єктами господарювання власної фінансово-економічної 
безпеки, зокрема у сфері захисту інформації. В загальному розумінні з 
поняттям „фінансово‐економічна безпека підприємства” пов’язують здатність 
до мобілізації та найбільш оптимального управління ресурсами підприємства з 
метою забезпечення його стабільного функціонування, активної протидії 
негативним впливам зовнішнього середовища.  
В умовах інформаційної ери, яка характеризується загостренням 
конкурентної боротьби з використанням інформаційних технологій, все більша 
увага приділяється вивченню ризиків, пов’язаних з інформацією, системами її 
обробки, відводячи визначальну роль інформаційній складовій забезпечення 
економічної безпеки підприємства [1]. 
Підприємства змушені будувати стратегію власного виживання в 
ринковому середовищі, засновану на широкому застосуванні інформаційних 
технологій. Адже, інформатизація економіки, проникнення її у всі сфери 
діяльності людини та держави, призвели до того, що економічний потенціал 
будь-якого суб’єкта господарювання все більшою мірою став визначатися 
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рівнем розвитку інформаційних структур, пропорційно впливу якого зростає й 
потенційна уразливість економіки [2].  
Інформаційні технології розширили коло можливостей підприємств, 
забезпечили прискорення процесів обміну та співпраці, відкрили доступ до 
більш ефективних методів управління, однак, одночасно, й створили умови для 
підриву власної економічної безпеки підприємств, зниження рівня стабільності 
їх фінансово-економічної діяльності.  
Інформація з чинника забезпечення ефективності виробництва 
перетворилася на один із засобів конкурентної боротьби, володіючи яким, 
підприємство здатне не тільки отримати реальний прибуток від її використання, 
але й забезпечити стабільність свого розвитку. 
Питанням забезпечення фінансово-економічної безпеки приділяється 
значна увага в працях вітчизняних та зарубіжних науковців, серед яких: Л.І. 
Донець, В. І. Мунтіян, Г. В. Козаченко, В. П. Пономарьов, О. М. Ляшенко, Д. 
Пастернак‐Таранушенко, В. Т. Шлемко і Ф. І. Бінько та ін., якими розвинено як 
понятійно‐категоріальний апарат економічної безпеки, так і розроблено 
механізм її реалізації. Однак, не дивлячись на це, в умовах випереджаючого 
розвитку інформаційних технологій потребує уваги питання вивчення 
інформаційної складової фінансово-економічної безпеки підприємства, як 
чинника забезпечення фінансово-економічної стабільності підприємства [3]. 
Узагальнення наукових праць [4, 5] дозволило визначити нові тенденції 
розвитку теорії управління інформаційною безпекою в умовах інформатизації 
суспільства, основними з яких є наступні:  
- по-перше, поряд з необхідністю вдосконалення системи захисту 
інформації все більшого значення набуває питання захисту суспільства від 
руйнуючого впливу інформації, тому ставиться завдання забезпечення 
інформаційної безпеки як органічної сукупності завдань захисту інформації й 
захисту від інформації;  
- по-друге, з початку регулярного застосування автоматизованих 
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технологій для обробки інформації зростає актуальність завдання забезпечення 
необхідної якості інформації, а методи його розв’язання ускладнюються. Отже, 
забезпечення інформаційної безпеки неможливо без належного вирішення 
завдань забезпечення якості інформації;  
- по-третє, з метою розв’язання завдань захисту інформації та захисту від 
інформації, забезпечення її якості підвищуються вимоги до ефективності 
діяльності об’єктів інформатизації. Виникає узагальнене поняття управління 
інформацією, яке поєднує вище зазначені поняття. З огляду на це, задачі 
управління інформацією мають бути враховані при формуванні концепції 
інформаційного забезпечення діяльності суб’єктів інформаційного суспільства; 
- по-четверте, поточний етап розвитку теорії управління захистом 
інформації потребує прискіпливої уваги до питань вдосконалення науково-
методологічного базису й інструментальних засобів, що забезпечують на 
регулярній основі розв’язок будь‐яких завдань в органічному зв’язку з 
вирішенням проблем інформаційної безпеки, впровадження новітніх 
інформаційних технологій, поступової інформатизації суспільства.  
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