Auditoria interna : análise dos processos internos e dos riscos operacionais by Diniz, Jaqueline Martins
JAQUELINE MARTINS DINIZ 
AUDITORIA INTERNA: 
ANALISE DOS PROCESSOS INTERNOS E DOS RISCOS OPERACIONAIS 
Monografia apresentada ao Programa do Curse de 
P6s-Gradua~~o do Departamento de Contabilidade 
do Setor de Ciemcias Sociais Aplicadas da 
Universidade Federal do Parana, como requisite para 
obten~~o do titulo de especialista em Gest~o de 
Neg6cios - turma 2009. 





Este trabalho e dedicado aos 
profissionais da educa~io que, apesar 
de todas as dificuldades, acreditam 
que esta e a mola mestra para o 
desenvolvimento humano e por isso 
nunca desistem. 
AGRADECIMENTOS 
Aos professores da graduac;io e da Pos Graduac;io da UFPR, que muito 
contribuiram para o meu desenvolvimento profissional e academico. 
A todas as pessoas que fizeram ou fazem parte da minha vida e cuja amizade e 
incondicional. 
A minha mae, irmis e sobrinhos, pessoas que sempre me apoiaram e 
souberam me entender nos momentos dificeis. 
E o meu agradecimento mais do que especial a Jaqueline Kugler Tibucheski, 
professora dedicada e entusiasta pela educac;io, fiel aos seus principios e 
ideais educacionais que, com seu apoio e incentivo, foi a principal responsavel 
por eu ter chegado ate aqui. A voce, minha gratidio eterna. 
iii 
RESUMO 
DINIZ, Jaqueline Martins. Por ser a auditoria interna uma poderosa ferramenta de controle 
sabre as informa~oes, registros, a~oes e atividades existentes nas organiza~oes. Serve de 
auxllio aos administradores/proprietarios na tomada de decisao, no controle efetivo da 
organiza~ao e verifica~ao de fraudes e/ou incorre~oes. Tern em seus relat6rios, 
recomenda~oes e comentarios; a fonte para a obten~ao de importantes e relevantes 
informa~oes. Assim sendo, o setor administrative de auditoria interna deve ser 
implementado nas organiza~oes que, assim como o mercado, estao em constante 
desenvolvimento. 0 auditor interne, cujo trabalho objetiva o aprimoramento dos controles, 
redu~ao dos custos e melhoria nos produtos, em muito se assemelha ao auditor externo. A 
diferen~a basica entre eles e a forma de atua~o. enquanto o primeiro atende as 
necessidades da administra~ao, o segundo atende as necessidades de terceiros no que diz 
respeito a fidedignidade das informa~oes financeiras. Neste sentido, o auditor externo 
possui menos tempo habil para uma efetiva e profunda analise dos controles e 
procedimentos da organiza~ao, fazendo com que seja necessaria a figura do auditor interne. 
Uma vez que esta fun~ao podera ser exercida por urn funcionario da organiza~ao, este 
estara mais pr6ximo e presente no acompanhamento das atividades diarias e na 
identifica~ao · de passive is problemas. As analises dos riscos e atividades devem ser 
realizadas por profissional que possua algum tipo de envolvimento mais direto com a 
organiza~ao, o que facilita a coleta de informa~oes e o acesso aos diversos setores 
existentes. Precisa possuir tambem born conhecimento do neg6cio da organiza~ao, para 
que, ao receber as informa~oes, saiba em que momenta elas se entrela~am na network 
existente equal o reflexo gerado. 
Palavras-chave: controles internos; riscos; estrategia; Governanca Corporativa 
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1.1 Considerac;oes lniciais 
Com a expansao cada vez maior das empresas, seja pela inaugura<;ao de novas 
filiais ou pela diversifica<;ao e aumento da produ<;ao, essas adquirem novas 
compromissos e contratam mais funcionarios. Novas aquisi<;oes geram a 
necessidade de que as estrategias gerenciais sejam corretamente implementadas e 
executadas. 
Tendo em vista a impossibilidade dos gestores acompanharem pessoalmente todas 
as atividades existentes numa organiza<;ao, avaliando se as normas e os 
procedimentos internes estariam sendo observados por todos, viu-se a necessidade 
da cria<;ao de uma fun<;ao especifica no organograma que desse suporte aos 
gestores. Nesse sentido, surgiu a auditoria interna com a fun<;ao de 
acompanhamento e gerenciamento dos processes produtivos e sua efetiva 
execu<;ao, bern como a analise dos riscos envolvidos na opera<;ao da empresa, 
salvaguardando seus ativos. 
0 trabalho do auditor interne esta relacionado ao entendimento do neg6cio, a 
montagem do cenario operacional, estrutura<;ao dos controles internes, analise de 
riscos operacionais e analise dos resultados apresentados. A fun<;ao administrativa 
auditoria necessita tambem do auxilio de outras tres fun<;oes: o planejamento, a 
execu<;ao e o controle. Portanto, o auditor interne deve ser urn profissional com 
conhecimentos contabeis e com born relacionamento interpessoal, o que lhe facilita 
a obten<;ao das informa<;oes necessarias para a realiza<;ao de suas tarefas. 
Com a publica<;ao da Lei Sarbanes-Oxley (SOX), em 2002 pelo governo norte-
americana, as empresas que pretendem obter recursos no mercado de capitais ou 
acessar mercados internacionais, precisam obter a conformidade com a Se<;ao 204 
que menciona ser necessaria a revisao da forma pela qual sao realizados os 
principais processes de neg6cio. 
Para auxiliar o auditor interne nesta tarefa dois modelos de gestao, sugeridos pela 
SEC (Securities and Exchange Commission), 6rgao norte-americana responsavel 
pel a implanta<;ao da SOX, precisam ser aplicados: o Framework COSO (Committee 
of Sponsoring Organizations of Treadway Commission) para a gestao de riscos dos 
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neg6cios e o Framework COBIT (Control Objectives for Information and related 
Technology) para atender aos requisitos de controle dos processos de tecnologia da 
informac;ao. Alem destes encontramos tambem o Control Self Assessment (CSA). 
No dia-a-dia de uma organizac;ao, muitos dados sao recebidos e tratados dentro dos 
diversos setores da organizac;ao. Porem, para que o seu crescimento seja confiavel 
e solido essas informac;oes precisam ser analisadas e encaminhadas aos gestores 
em tempo real, permitindo assim uma tomada de decisao mais rapida. Alem dos 
gestores, todos os colaboradores precisam de urn feedback no que diz respeito as 
suas atividades, o que permite urn maior entendimento quanto a relevancia e 
importancia das informac;oes a serem partilhadas pelos setores e dos riscos 
envolvidos. 
Neste trabalho serao apresentadas ferramentas e procedimentos de auditoria que 
viabilizam o auxilio na melhoria da gerac;ao de informac;oes e na analise dos riscos, 
assim como o compartilhamento das mesmas, com o objetivo de que o resultado 
operacional da organizac;ao seja sempre melhorado e os riscos mitigados. 
1.2 Objetivos 
1.2.1 Geral 
0 objetivo geral deste trabalho e apresentar ferramentas para o auxilio ao gestor na 
tomada de decisao e indicar os melhores metodos para o acompanhamento das 
atividades operacionais da organizac;ao, onde se encontram os controles internos e 
os sistemas de tecnologia da informac;ao que promovam uma maior integrac;ao da 
organizac;ao, na busca de melhores resultados. 
1.2.2 Especificos 
Como objetivos especificos destacam-se: 
• Demonstrar a necessidade da existencia do setor de auditoria interna nas 
empresas, suportando a tomada de decisao dos gestores. 
• Definir os pontos relevantes a serem observados pela auditoria interna. 
• Apresentar os metodos a serem utilizados pelo setor. 
• Descrever algumas das ferramentas mais utilizadas para auxilio no 
desenvolvimento dos trabalhos. 
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2 AUDITORIA EXTERNA X INTERNA 
Conforme Almeida (2003, p. 25) "A auditoria externa ou auditoria independente 
surgiu como parte da evoluyao do sistema capitalists". 
Com o crescimento das instala9oes fabris e o acirramento da concorrencia foi 
necessaria o aprimoramento dos controles e procedimentos internes, visando, 
principalmente, a reduyao dos custos. Para que todas essas mudanyas fossem 
possfveis, as organizayoes passaram a recorrer as instituiyoes financeiras, ou a 
abertura de capital, a procura de recursos. Para a efetiva9ao destes emprestimos, 
os futures investidores precisavam conhecer como estava sendo conduzida a 
administra9ao financeira destas empresas, atraves da sua posiyao patrimonial e 
financeira, apresentada nas Demonstrayoes Financeiras. 
Como medida de seguran9a contra manipulayao de informayoes, os investidores 
comeyaram a exigir a existencia de urn parecer de profissional independente, que 
garantisse a veracidade das informayoes contidas nessas Demonstrayoes. Alem do 
parecer, o auditor externo comeyou a apresentar urn relat6rio-comentario, onde 
sugestoes eram apresentadas a cerca de problemas que chegavam ao seu 
conhecimento durante a execuyao de seu trabalho. 
Na tentativa de minimizar estes problemas e nao podendo contar com o auditor 
externo, uma vez que este permanece na empresa por urn perfodo de tempo muito 
curta, Almeida (2003, p. 29) cementa: "Para atender a Administrayao da empresa, 
seria necessaria uma auditoria mais peri6dica, com maior grau de profundidade e 
visando tambem as outras areas nao relacionadas com contabilidade (sistema de 
controle de qualidade, administrayao de pessoal etc.)". 
Surgiu entao, a figura do auditor interne, contador, funcionario da empresa, sem 
subordinayao aqueles aos quais ira executar seus exames ou desenvolver qualquer 
atividade que interfira na sua independencia. 0 profissional auditor interne tern 
como atos regulat6rios para o exercfcio de suas funyoes a Resoluyao CFC 781/1995 
que aprovou a NBC-P-3 - Normas Profissionais de Auditor Interne e a Resoluyao 
CFC 986/2003 que aprovou a NBC-T-12 - Normas Tecnicas de Auditoria lnterna. 
Alem destas Resoluyoes, este profissional deve se basear no padrao internacional 
estabelecido para o Auditor lndependente (NBC-TA), bern como o C6digo de Etica 
do Contabilista baixado pela Resoluyao CFC 803/1996. 
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Conforme lmoniana (2001, p. 35) "A filosofia desta profissao tern se baseado no 
seguinte: a) Evidencia; b) Diligencia e Cuidados; c) Fidedignidade da Apresenta9ao 
e, e) Etica Profissional". 
A seguir, a estrutura organizacional (Figura 1 ), demonstrando a posi9ao a ser 






DIRETORIA DIRETORIA DIRETORIA 
TECNICA FINANCE IRA ADMINISTRATIVA 
Figura 1 - Estrutura organizacional 
Fonte: Almeida, 2003, p. 30. 
Segundo Gil (2002, p.112): 
"A func;!io administrativa auditoria, para seu correto e adequado exerctcw, necessita de 
metodologia agil e com principios sintonizados ao ambiente dos neg6cios, o qual tern como 
fundamentos: 
• Intensas e constantes mudanc;as de mercado e de sua tecnologia agregada; 
• Elevado volume de transac;oes em processamento; 
• Alta velocidade do processamento das transac;oes; 
• Forte capacidade de integrac;!io operacional para disponibilizar informac;oes necessarias ao 
funcionamento e tomada de decisoo do neg6cio; 
• Grande diversidade de tarefas e informac;oes componentes das linhas de neg6cios." 
0 auditor interno nao tern como foco as analises dos resultados apresentados nas 
demonstra96es financeiras geradas, mas sim a eficacia dos controles internos e dos 
riscos gerados durante a opera9ao da organiza9ao, conforme apresentado no 
Quadro 1. 
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Quadro 1 - Comparativo Atividades Auditoria 
Auditoria lnterna Auditoria Externa 
A auditoria pode ser realizada por urn 
A auditoria e realizada atraves de 
funcionario da empresa 
contratac;ao de urn profissional 
independente 
0 objetivo principal e atender as 
0 objetivo principal e atender as necessidades de terceiros no que diz 
necessidades da administrac;ao respeito a fidedignidade das 
informacoes financeiras 
A revisao das operac;oes e do controle 
A revisao das operac;oes e do controle interne e principalmente realizada para 
desenvolver aperfeic;oamento e para 
interne e principalmente realizada para 
determinar a extensao do exame e a 
induzir ao cumprimento de politicas e 
fidedignidade das demonstrac;oes 
normas, sem estar restrito aos 
assuntos financeiros 
financeiras 
0 trabalho e subdividido em relac;ao as 0 trabalho e subdividido em relac;ao as 
areas operacionais e as linhas de contas do balanc;o patrimonial e da 
responsabilidade administrativa demonstracao do resultado 
0 auditor incidentalmente se preocupa 
0 auditor diretamente se preocupa 
com a detecc;ao e prevenc;ao de 
com a detecc;ao e prevenc;ao de fraude 
fraudes, a nao ser que haja 
possibilidade de substancialmente 
afetar as demonstracoes financeiras 
0 auditor deve ser independente em 
relac;ao as pessoas cujo trabalho ele 0 auditor deve ser independente em 
examina, porem subordinado as relac;ao a administrac;ao, de fato e de 
necessidades e desejos da alta atitude mental 
administracao 
0 exame das informac;oes 
A revisao das atividades da empresa e comprobat6rias das demonstrac;oes 
continua financeiras e peri6dica, geralmente 
semestral ou anual. 
Fonte: Em Portal Educayao - Maph Ed1tora 
Conforme o quadro acima, atraves do mapeamento dos processes e validac;ao dos 
controles e processes existentes na organizac;ao, a Auditoria lnterna procura 
certificar-se de que as normas e diretrizes da organizac;ao estao sendo cumpridas, 
permitindo assim que o objetivo trac;ado pela alta administrac;ao seja alcanc;ado, nao 
d.ando tanta enfase aos resultados financeiros. Nao significando que a Auditoria 
lnterna os ignore, eles tambem fazem parte do escopo de trabalho da Auditoria 
lnterna. 0 resultado financeiro de uma organizac;ao deve ser analisado e validado 
pelos Auditores Externos, atraves de seus pareceres, atendendo assim as 
exigencias estabelecidas pelos fornecedores externos da organizac;ao. 
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3 CONTROLES INTERNOS 
Almeida (2003, p. 63) define o controle interno: 
"[ ... ) con junto de procedimentos, metodos ou retinas com os objetivos de proteger os 
ativos, produzir dados contabeis confiaveis e ajudar a administrac;ao na conduc;ao 
ordenada dos neg6cios da empresa." 
lmoniana (2001, p. 93) comenta: 
"[ ... ] nenhuma pessoa sera responsavel por uma s6 operac;ao desde o seu princfpio ate o 
seu fim. Para ajudar nesta tarefa tediosa, criaram-se controles internes eficazes e 
necessaries para proteger os bens e evitar as fraudes." 
A simples existencia dos controles internos nao garante que a organizac;ao esteja 
imune a fraudes ou inconsistencias sistemicas, por isto a auditoria interna necessita 
verificar seus pontos vulneraveis, assim definidos pela metodologia COSO: 
• custo/beneficio: todo controle tern urn custo, que deve ser inferior a perda 
decorrente da consumac;ao do risco controlado; 
• conluio entre empregados: da mesma maneira que as pessoas sao 
responsaveis pelos controles, estas pessoas podem valer-se de seus 
conhecimentos e competencias para burlar os controles, com objetivos ilicitos. 
• eventos externos: eventos externos estao alem do controle de qualquer 
organizac;ao. 
0 levantamento do sistema de controle interno pode ser obtido atraves de leitura de 
manuais, conversa com funcionarios ou inspec;ao fisica desde o inicio da operac;ao 
ate seu final. Estas informac;oes devem ser registradas em memorandos narrativos, 
questionarios padroes ou fluxogramas. Caso nao exista controle interno em 
determinado departamento da empresa, a auditoria interna deve recomendar sua 
implantac;ao, visando maior seguranc;a na manutenc;ao e gerac;ao das informac;oes. 
Para a analise dos riscos operacionais e da qualidade dos controles internos 
existentes, a auditoria interna deve aplicar os modelos COSO e COBIT, 
principalmente, nas organizac;oes que pretendem manter relac;oes economicas com 
paises estrangeiros, uma vez que auxiliam as organizac;oes quanta as exigencias da 
Lei Sarbanes-Oxley (SOX). 
Segundo artigo publicado por Sandonato (2007): 
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"0 Framework COSO, o mais utilizado para governanQa corporativa e gerenciamento de 
riscos, foi lanQado em 2003, e o comit~ responsavel por sua implantaQao tambem 
implantou o conceito de Enterprise Risk Management Framework (ERM)." 
Com rela9ao ao COBIT, estrutura de controles internes sabre gestae dos recursos 
de tecnologia da informayao, Sandonato (2007) cementa: "Por ser urn modele 
reconhecido, abrangente e independente de plataformas tecnol6gicas, o COBIT 
tornou-se urn a referencia para a conformidade da Tl com a SOX". Sando nato (2007) 














"Criados a partir de boas praticas, estas estruturas integram as informaQOes dos 
principais processes organizacionais, sob a forma "cubos", a partir do qual os diversos 
pontos de controle sao aplicados nas diversas dimensOes da organizaQao, no caso do 
COSO, e dos recursos de tecnologia da informaQao, no caso do COBIT". 
- Objetivos Organizacionais -
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Figura 2- Metodologias COSO e COBIT 
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3.1 Self Assessment (CSA) 
Conforme The Institute of Internal Auditors- IIA (AUDIBRA, 2009, p. 6): 
"CSA e um processo atraves do qual as efetividades dos controles internes sao 
examinadas e avaliadas. 0 objetivo e prover razoavel seguranQa de que todos os 
objetivos do neg6cio serao alcanQados." 
Baseia-se no conhecimento adquirido no dia-a-dia e minimiza a busca de 
evidencias, provas e analises. Pede ser apresentado em forma de workshops, 
questionarios e auto-analise gerencial. Os mais utilizados sao os questionarios -
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que devem canter periodicidade de aplicac;ao, perguntas claras e concisas, 
instruc;oes completas em rela<;ao a amostragem e revisao atualizada e a auto-
analise gerencial - que contem questionarios desenvolvidos pela gerencia para 
suportar as avaliac;oes dos controles e o cumprimento dos regulamentos, alem de 
investigac;ao interna sabre fraudes ou falhas. Fatores importantes para o sucesso 
do CSA (Ibid, p. 1 0) sao: a cultura organizacional, o apoio da alta administrac;ao, o 
envolvimento dos gerentes e staff e a implementac;ao das medidas corretivas. 
Na Figura 3 apresenta a abrangencia alcanc;ada pelo CSA se comparado a outras 
metodologias de centrale. 
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CSA x COSO 
Figura 3 - Ampliacao do "espectro" de controles 
Fonte: AUDIBRA, 2009, p.21 
Comparando a metodologia utilizada pelo CSA com a auditoria tradicional 
encontramos: 
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Quadro 2 - Quadro comparativo Auditoria x CSA 
AUDITORIA TRADICIONAL CSA 
AVALIACAO DE CONTROLES 
• Responsabilidade de controle • Controle e responsabilidade de 
pre-estabelecida todos 
• Participa9ao limitada das equipes • Participa9ao ampla das equipes 
• Auditores sao OS unicos • Especializa9ao em controle e 
especialistas em controles compartilhada em todos os 
niveis 
RESPONSABILIDADES DAS GERENCIAS E EQUIPES 
• Devem seguir/executar os • Desenho e manuten9ao dos 
controles controles 
• Escassos treinamentos sabre • As equipes sao capacitadas em 
controles para as eq u ipes controles 
• Quem realiza a atividade nao e • Discussao franca e aberta em 
responsavel pelo controle todos os niveis 
• Medo e culpa 
OBJETIVOS DA AUDITORIA 
• Realizar as auditorias e relatar • Elevar as habilidades das 
"pontos" equipes de avaliar e desenhar 
Recomenda9oes 
controles • 
• Feedback mais objetivo 
• Os auditores instruem, treinam e 
facilitam as equipes 
Fonte: AUDIBRA, 2009, p. 23 
Enquanto a auditoria interna despende tempo com pesquisas preliminares, 
avalia9oes das estruturas de controles, auditorias operacionais e as areas 
operacionais de baixo risco, o CSA complementa o ambiente de controle, a 
avalia9ao de riscos e eficiencia dos controles, comunica9ao e monitoramento. 
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3.2 coso 
Em 1985, foi criada, nos Estados Unidos, a National Commission on Fraudulent 
Financial Reporting (Comissao Nacional sobre Fraudes em Relat6rios Financeiros), 
uma iniciativa independente, para estudar as causas da ocorrencia de fraudes em 
relat6rios financeiros/contabeis. Esta comissao era composta por representantes 
das principais associagoes de classe de profissionais ligados a area financeira e seu 
primeiro objeto de estudo foram os controles internes. Em 1992 publicaram o 
trabalho "Internal Control- Integrated Frameworl(' (Controles Internes- Urn Modelo 
lntegrado). Esta publicagao tornou-se referencia mundial para o estudo e aplicagao 
dos controles internes. Posteriormente a Comissao transformou-se em Comite, que 
passou a ser conhecido como COSO - The Comitee of Sponsoring Organizations 
(Comite das Organizagoes Patrocinadoras). 
A metodologia adotada pelo COSO (AUDIBRA; PricewaterhouseCoopers, 2007), 
parte do principia que existe urn relacionamento direto entre os objetivos a serem 
alcangados pela organizagao e os componentes de gerenciamento de risco, que 
representam o que e necessaria para alcangar tais objetivos. Sua representagao e 
uma matriz tridimensional em forma de cubo (Figura 2). As quatro categorias de 
objetivos estao representadas nas colunas verticais. Os componentes de controle, 
em urn total de 8 itens, estao nas linhas horizontais e as unidades da organizagao na 
terceira dimensao. 
Conforme o COSO (Ibid, p. 7): "Essa representagao ilustra a capacidade de manter 
o enfoque na totalidade do gerenciamento de riscos de uma organizagao, ou na 
categoria de objetivos, componentes, unidade da organizagao ou qualquer urn dos 
subconjuntos." Esta metodologia nao tern como meta substituir as estruturas de 
controles internes existentes nas organizagoes, mas aprimorar seu conteudo de 
maneira que sirva de base para urn processo mais amplo de gerenciamento de 
riscos. 
0 COSO (Ibid, p. 3), apresenta assim as finalidades do gerenciamento de riscos 
corporativos: 
• Alinhar o apetite a risco com a estrategia adotada - os administradores 
avaliam o apetite a risco da organizagao ao analisar as estrategias, definindo 
os objetivos a elas relacionados e desenvolvendo mecanismos para gerenciar 
esses riscos. 
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• Fortalecer as decisoes em resposta aos riscos - o gerenciamento de 
riscos corporativos possibilita o rigor na identifica9ao e na sele9ao de 
alternativas de respostas aos riscos - como evitar, reduzir, compartilhar e 
aceitar os riscos. 
• Reduzir as surpresas e preJUizos operacionais as organiza96es 
adquirem melhor capacidade para identificar eventos em potencial e 
estabelecer respostas a estes, reduzindo surpresas e custos ou prejuizos 
associados. 
• ldentificar e administrar riscos multiplos e entre empreendimentos - toda 
organiza9ao enfrenta uma gama de riscos que podem afetar diferentes areas 
da organiza9ao. A gestao de riscos corporativos possibilita uma resposta 
eficaz a impactos inter relacionados e, tambem, respostas integradas aos 
diversos riscos. 
• Aproveitar oportunidades - pelo fato de considerar todos os eventos em 
potencial, a organiza9ao posiciona-se para identificar e aproveitar as 
oportunidades de forma proativa. 
• Otimizar o capital - a obten9ao de informa96es adequadas a respeito de 
riscos possibilita a administra9ao conduzir uma avalia9ao eficaz das 
necessidades de capital como urn todo e aprimorar a aloca9ao desse capital. 
0 gerenciamento de riscos corporativos trata de riscos e oportunidades que afetam 
a preserva9ao dos ativos. E urn processo continuo que flui atraves da organiza9ao, 
conduzido por todos os profissionais em todos os niveis, deve ser aplicado a 
defini9ao das estrategias e inclui a forma9ao de uma visao de portfolio de todos os 
riscos a que a organiza9ao esta exposta. 
A avalia9ao de riscos de uma organiza9ao inclui uma combina9ao de tecnicas 
qualitativas e quantitativas. A tecnica qualitativa se aplica quando os riscos nao 
podem ser quantificados ou se nao ha dados confiaveis em quantidade suficiente 
para a realiza9ao das avalia96es quantitativas, ou se a rela9ao custo-beneficio para 
obten9ao e analise dos dados nao for viavel. 
"Tipicamente, as tecnicas quantitativas emprestam maior precisao e sao utilizadas em 
atividades mais complexas e sofisticadas para suplementar as tecnicas qualitativas. As 
tecnicas quantitativas de avaliac;ao geralmente requerem mais esforc;o e rigor, muitas 
vezes utilizando modelos matematicos nao triviais. As tecnicas quantitativas dependem 
sobremaneira da qualidade dos dados e das premissas adotadas e sao mais relevantes 
para exposic;Oes que apresentem urn hist6rico conhecido, uma frequtmcia de sua 
variabilidade e permitam uma previsao confiavel." (Ibid, p. 50) 
Exemplos de tecnicas quantitativas estao apresentadas no Quadro 3: 
Quadro 3 - Tecnicas quantitativas de avalia~ao de riscos 
Compara~io com Referencias de 
Mercado (Benchmarking) - E urn 
processo cooperative entre urn grupo 
de organiza96es. 0 benchmarking 
enfoca eventos ou processos 
especificos, compara medi96es e 
resultados utilizando metricas 
comuns, bern como identifica 
oportunidades de melhoria. Dados de 
eventos, processos e medidas sao 
desenvolvidos para a comparayao de 
desempenho. Algumas Companhias 
utilizam o benchmarking para avaliar 
a probabilidade e o impacto de 
eventos em potencial em uma 
industria. 
Modelos Probabilisticos Os 
modelos probabilisticos associam a 
uma gama de eventos e seu 
respective impacto, a probabilidade 
de ocorrencia sob determinadas 
premissas. A probabilidade e o 
impacto sao avaliados com base em 
dados hist6ricos ou resultados 
simulados que refletem hip6teses de 
comportamento futuro. Os exemplos 
de modelos probabilisticos incluem 
valor em risco (value-at-risk), fluxo de 
caixa em risco, receitas em risco e 
distribui9ao de prejuizo operacional e 
de credito. Os modelos probabilisticos 
podem ser utilizados com diferentes 
horizontes de tempo para estimar os 
seus resultados, como a faixa de 
prazos dos instrumentos financeiros 
disponiveis. Os modelos 
probabilisticos tambem podem ser 
usados para avaliar resultados 
esperados ou medias em rela9ao a 
impactos imprevistos ou extremos. 
Modelos Nio Probabilisticos - Os 
modelos nao probabilisticos 
empregam criterios subjetivos para 
estimar o impacto de eventos, sem 
quantificar uma probabilidade 
associada. A avalia9ao do impacto de 
eventos baseia-se em dados 
hist6ricos ou simulados a partir de 
hip6teses sabre o comportamento 
futuro. Os exemplos de modelos nao 
probabilisticos incluem medi96es de 
sensibilidade, testes de estresse e 
analises de cenarios. 
Fonte: AUDIBRA; PricewaterhouseCoopers, 2007, p. 57 
12 
A estrutura de gerenciamento de riscos corporativos apresentada pelo COSO (Ibid, 
p. 5), esta classificada em quatro categorias: 
• Estrategicos - metas gerais alinhadas com a missao da organizayao 
• Opera~oes - utilizayao eficaz e eficiente dos recursos 
• Comunica~io - confiabilidade nos relat6rios 
• Conformidade - cumprimento de leis e regulamentos aplicaveis 
Os componentes de gerenciamento de risco corporativos, conforme o COSO (Ibid, p. 
22), e constituido de oito itens inter-relacionados e se originam na maneira como a 
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administra9ao gerencia a organiza9ao e se integram ao processo de gestao. Sao 
eles: 
• Ambiente lnterno - refere-se a filosofia quanto ao tratamento dos riscos e 
quais os limites estabelecidos. Determinam os conceitos basicos sobre a 
forma de como os riscos e os controles serao abordados pelos empregados 
da organiza9ao. Envolve atributos individuais dos colaboradores como: 
integridade, valores eticos e competencia. 
• Fixa~io de Objetivos - Assegura que a administra9ao adote urn processo 
para estabelecer objetivos que propiciem suporte a missao da organiza9ao e 
estejam compativeis como apetite a risco. 
• ldentifica~io de Eventos - Os eventos gerados por fontes internas ou 
externas afetam a realiza9ao dos objetivos e devem ser identificados. Podem 
ser diferenciados em riscos, oportunidades ou ambos. As oportunidades 
devem ser canalizadas a lata administra9ao para defini9ao das estrategias. 
• Avalia~io de Riscos - Sua finalidade e determinar a forma como serao 
administrados os riscos identificados e quais objetivos podem ser 
influenciados. Os riscos sao avaliados considerando seus efeitos inerentes e 
residuais, bern como sua probabilidade e seu impacto. 
• Resposta a Risco - Possiveis respostas ao risco, identificadas pelos 
colaboradores: evitar, aceitar, reduzir ou compartilhar. As a9oes destinadas a 
alinhar os riscos as respectivas tolerancias e ao apetite ao risco sao de 
responsabilidade da administra9ao. 
• Atividades de Controle - lmplementa9ao e estabelecimento de politicas e 
procedimentos que assegurem que as respostas aos riscos selecionados pela 
administra9ao sejam executadas com eficacia. 
• lnforma~oes e Comunica~oes - A eficacia da comunica9ao ocorre quando 
esta flui em todas as dire9oes na organiza9ao e quando os colaboradores 
recebem informa9oes claras e precisas quanto as suas fun9oes e 
responsabilidade. 
• Monitoramento - Atividades de gerenciamento continuas e avalia9oes 
independentes sao rotinas de monitoramento e permitem que a organiza9ao 
reaja ativamente e modifique suas a9oes conforme as circunstancias. 
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Ao agrupar e categorizar os eventos, a administrac;ao consegue identificar 
oportunidades e riscos com maier facilidade. 
Em COSO (Ibid, p. 50), encontramos: 
"Ao agregar os eventos horizontalmente em uma organizayao e verticalmente nas 
unidades operacionais, a administrayao desenvolvera a compreensao do relacionamento 
entre os eventos e podera adquirir melhores informayOes para formar uma base para 
avaliar riscos." 
A classificac;ao dos eventos pede ter como base, a propria classificac;ao de objetivos 
da organizac;ao, iniciando-se nos objetivos gerais ate chegar aos objetivos correlates 
as unidades ou func;oes organizacionais ou processes. 0 Quadro 4 apresenta uma 
abordagem utilizada dentro do contexte de fatores mais amplos internes e externos. 
Quadro 4 - Categorias de Eventos 
Fatores Externos 
EconOmicos 
Disponibilidade de capital 






Fusees I aquisi<;Oes 
Meio Ambiente 






















I nfra-estrutu ra 
Disponibilidade de bens 
Capacidade dos bens 
Acesso ao capital 
Complexidade 
Pessoal 
Capacidade dos empregados 
Atividade fraudulenta 





Depend~ncia I fornecedores 
Tecnoloqia 
--
lntegridade de dados 
Disponibilidade de dados e sistemas 




Fonte: AUDIBRA; PricewaterhouseCoopers, 2007, p. 51 
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3.3 COBIT 
0 IT Governance Institute (ITGI) foi estabelecido em 1998 com o intuito de melhorar 
o pensamento e os padroes internacionais de diregao e controle da tecnologia da 
informagao organizacional. 0 ITGI oferece pesquisa, recursos eletronicos e estudos 
de caso para o auxilio aos lideres das organizagoes e ao conselho de diretores na 
responsabilidade de governanga de Tl. 
Conforme o ITGI (2007, p. 7 e 11): 
"A governanya de Tl e de responsabilidade dos executives da alta direyao, consistindo 
em aspectos de lideranya, estrutura organizacional e processes que garantam a area de 
Tl da organizayao suporte e aprimore os objetivos e as estrategias da organizayao. ( ... ) 
Sua missao e pesquisar, desenvolver, publicar e promover urn modele de controle para 
governanya de Tl atualizado e internacionalmente reconhecido para ser adotado por 
organizayOes e utilizado no dia-a-dia por gerentes de neg6cios, profissionais de Tl e 
profissionais de avaliayao." 
Para tanto, as organizay()es devem satisfazer requisitos de qualidade, guarda e 
seguranga de suas informagoes. 
0 Control Objectives for Information and related Technology (COBIT), atraves de urn 
modelo de dominios e processos, fornece boas praticas que ajudam a otimizar os 
investimentos em Tl, assegurar a entrega de servigos e prover metricas para julgar 
quando existem erros. Para obtengao de sucesso, 0 COBIT: 
• Faz a ligagao com os requisitos de neg6cios; 
• Organiza as atividades de Tl em urn modelo de processos geralmente 
aceitos; 
• ldentifica os mais importantes recursos de Tl a serem utilizados; 
• Define os objetivos de controle gerenciais a serem considerados. 
Para 0 ITGI: 
"0 foco em processes do COBIT e utilizado por urn modele de processes de Tl 
subdivididos em quatro dominies e 34 processes em linha com as areas responsaveis 
por planejar, construir, executar e monitorar, provendo assim uma visao total da area de 
Tl. Conceitos de arquitetura corporativa ajudam a identificar os recursos essenciais para 
o sucesso dos processes, ou seja, aplicativos, informayOes, infra-estrutura e pessoas." 
(Ibid, p. 7) 
0 quadro a seguir apresenta algumas questoes e ferramentas que auxiliam as 
organizagoes nas suas necessidades de melhoria. 
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Quadro 5 - Gerenciamento de lnformacoes 
Fonte: ITGI, 2007, p. 7 
0 COBIT influencia diferentes usuarios (Ibid, p. 27): 
• Alta Dire~ao - para obter valor dos investimentos de Tl balancear os riscos e 
controlar o investimento em urn ambiente de Tl as vezes imprevisivel. 
• Executivos de neg6cios - para assegurar que o gerenciamento e o controle 
dos servic;os de Tl oferecidos internamente e por terceiros estejam 
funcionando de modo adequado. 
• Executivo de Tl - para prover os servic;os de Tl de que o neg6cio precisa 
para suportar a estrategia de neg6cios de maneira controlada e gerenciada. 
• Auditores - para substanciar suas opinioes e/ou prover recomendac;oes 
sabre controles internes para os executives. 
As areas de foco da governa nc;a de Tl sao descritas em alguns t6picos que auxiliam 
os executives no direcionamento (Quadro 6). 
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Quadro 6 - Areas de Foco na Governanca de Tl 
• Alinhamento estrategico: foca em garantir a liga~o entre os pianos de neg6cios e de 
Tl, definindo, mantendo e validando a proposta de valor de Tl, alinhando as 
opera<;oes de Tl com as opera<;oes da organiza<;ao. 
• Entrada de valor: e a execu<;ao da proposta de valor de Tl atraves do ciclo de 
entrega, garantindo que a Tl entrega os prometidos beneficios previstos na estrategia 
da organiza<;ao, concentrando-se em otimizar custos e provendo o valor intrinseco de 
Tl. 
• Gestae de recursos: refere-se a melhor utiliza<;ao possivel dos investimentos e o 
apropriado gerenciamento dos recursos criticos de Tl: aplicativos, informa<;oes, infra-
estrutura e pessoas. Questoes relevantes referem-se a otimiza<;ao do conhecimento 
e infra-estrutura. 
• Gestae de risco: requer a preocupa<;ao com riscos pelos funcionarios mais 
experientes da corpora~ao, urn entendimento clare do apatite da empresa e dos 
requerimentos de conformidade, transparencia sobre os riscos significativos para a 
organiza<;ao e inser<;ao do gerenciamento de riscos nas atividades da companhia. 
• Mensura<;ao de desempenho: acompanha e monitora a implementa<;ao da estrategia, 
termino do projeto, uso dos recursos, processo de performance e entrega dos 
servi<;os, usando, por exemplo, "balance scorecards" que traduzem as estrategias em 
a<;oes para atingir os objetivos, medidos atraves de processes contabeis 
convencionais. 
Fonte: ITGI, 2007, p. 8 
Os componentes do COBIT sao inter-relacionados e proporcionam o suporte 
necessaria a governan<;a, gerenciamento, controle e avalia<;ao, conforme Figura 4. 
labela de hbdorel de Resutados das. 






Figura 4 - lnter-relacionamento dos componentes COBIT 
Fonte: lTG I, 2007, p. 10 
Os beneficios de implementac;ao do COBIT incluem: 
• Melhor alinhamento com o foco do neg6cio; 
• Visao mais clara para os executives sabre o que a Tl faz; 
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• Melhor apresentac;ao da divisao de responsabilidades baseada na orientac;ao 
para processes; 
• Aceitac;ao per terceiros e 6rgao reguladores; 
• Cumprimento des requisites do COSO para centrale de ambiente de Tl. 
Os criterios de informac;ao fornecem urn metoda generico para definic;ao des 
requisites e objetivos do neg6cio, enquanto os criterios de Tl fornecem uma base 
mais refinada para o estabelecimento des requisites e desenvolvimento de metricas 
que permitam avaliar se os objetivos foram alcanc;ados. 
Conforme o ITGI (Ibid, p. 13): 
"Para a area de Tl entregar de maneira bem-sucedida os servic;os que suportam as 
estrategias de neg6cios, deve existir uma clara definic;ao das responsabilidades e 
direcionamento dos requisites pela area de neg6cios (o cliente) e urn clara entendimento 
acerca do que e como precisa ser entregue pela Tl (o fornecedor)." 
Objetivos de Negac· para. 'Ill 
' . 
' I 
Figura 5 - Definindo os Objetivos de Tl e a Arquitetura da Empresa para Tl 
Fonte: ITGI , 2007, p. 13 
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A Figura 5 apresenta a definic;ao dos objetivos pr6prios da area de Tl (os objetivos 
de Tl) que por sua vez definem os recursos e capacidades de Tl (a arquitetura de Tl 
para a organizac;ao) necessaries para a execuc;ao da parte que cabe a Tl na 
estrategia da empresa, de maneira bern- sucedida. 
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4 AUDITORIA INTERNA E A GOVERNANCA CORPORATIV A 
Segundo o Institute Brasileiro de Governanc;a Corporativa - IBGC (2009, p. 19): 
"Governan<;a Corporativa e o sistema pelo qual as organiza<;Oes sAo dirigidas, 
monitoradas e incentivadas, envolvendo os relacionamentos entre proprietaries, 
Conselho de Administra<;Ao, Diretoria e 6rgAos de controle. As boas praticas de 
Governan<;a Corporativa convertem princrpios em recomenda<;Oes objetivas, alinhando 
interesses com a finalidade de preservar e otimizar o valor da organiza<;Ao, facilitando 
seu acesso a recursos e contribuindo para sua longevidade." 
lndependente de seu porte ou natureza juridica, os principios e praticas da boa 
Governanc;:a Corporativa, aplicam-se a qualquer tipo de organizac;:ao. 
A Figura 6 apresenta o que seria uma estrutura organizacional ideal para o sistema 
de Governanc;:a Corporativa. 
-;.:.dc.5 
• .. -- p • 
Figura 6 - Sistema de Governan~a Corporativa 
Fonte: IBGC, 2009, p. 16 
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Os principios basicos da Governanc;a Corporativa, segundo o IBGC, sao (Ibid, p. 
19): 
• Transparencia - Disponibilizar para as partes interessadas as informac;oes 
que sejam de seu interesse e nao apenas as impostas por disposic;oes de leis 
ou regulamentos. Nao se restringe ao desempenho economico-financeiro, 
mas contempla tambem demais fatores que norteiam as ac;oes gerenciais e 
que conduzem a criac;ao de valor. 
• Equidade - Tratamento justo para todos os s6cios e demais partes 
interessadas (stakeholders). E totalmente inaceitavel qualquer tipo de atitude 
ou politica discriminat6ria, sob qualquer pretexto. 
• Prestac;ao de Contas (accountability) - Os agentes de governanc;a devem 
prestar contas de sua atuac;ao, assumindo integralmente as consequencias 
de seus atos e omissoes. 
• Responsabilidade Corporativa - Os agentes de governanc;a devem zelar pela 
sustentabilidade das organizac;oes, objetivando sua longevidade, 
incorporando considerac;oes de ordem social e ambiental na definic;ao dos 
neg6cios e operac;oes. 
0 gerenciamento dos riscos corporativos esta assim definido pelo IBGC: 
"0 Conselho de Administrayao deve assegurar-se de que a Diretoria identifica 
preventivamente - por meio de urn sistema de informayOes adequado - e lista os 
principais riscos aos quais a organizayao esta exposta, alem da sua probabilidade de 
ocorrencia, a exposiyao financeira consolidada a esses riscos ( considerando sua 
probabilidade de ocorrencia, o impacto financeiro potencial e os aspectos intangfveis) e 
as medidas e os procedimentos adotados para sua prevenyao ou mitigayao. (Ibid, p. 31) 
0 IBGC recomenda a instituic;ao do Comite de Auditoria para: 
• Analisar as demonstrac;oes financeiras; 
• Promover a supervisao e responsabilidade da area Financeira; 
• Garantir o desenvolvimento de controles internes confiaveis; 
• Garantir que a Auditoria lnterna desempenhe a contento o seu papel e que os 
auditores independentes avaliem, por meio de sua propria revisao, as praticas 
da Diretoria e da Auditoria lnterna; 
• Zelar pelo cumprimento do C6digo de Conduta da organizac;ao. 
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Cabe aos Auditores Internes atuar proativamente na recomendac;ao do 
aperfeic;oamento dos controles, das normas e dos procedimentos. Sua atuac;ao 
ativa beneficia a gestao da organizac;ao e, principalmente, ao diretor-presidente. 
Para tanto, seu trabalho deve estar perfeitamente alinhado com a estrategia da 
organ izac;ao. 
Quanta ao relacionamento com a Auditoria lnterna, o IBGC recomenda: 
"A Auditoria lnterna deve reportar-se ao Comite de Auditoria ou, na falta deste, ao 
Conselho de Administrayao. Nas empresas em que nao houver Conselho de 
Administrayao, a Auditoria lnterna deve reportar-se aos s6cios, de forma a garantir 
independencia em relayao a gestao." (Ibid, p. 49) 
Embora se reporte ao Comite de Auditoria ou ao Conselho de Administrac;ao, a 
Auditoria interna deve ouvir as demandas de melhoria de ambientes de controles 
vindas da gestao. 
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SIMPLANTANDO A AREA DE AUDITORIA INTERNA 
Conforme as melhores praticas de mercado, utilizadas pelas Big Four da Auditoria 
no Brasil, a implantac;ao da Auditoria lnterna em uma organizac;ao, demanda tempo, 
conhecimento do neg6cio e esforc;os da alta direc;ao no sentido de buscarem a 
melhoria nos processes de governanya corporativa. A implantac;ao da func;ao de 
auditoria interna envolve custos elevados em treinamento de pessoal e manutenc;ao 
da qualidade do trabalho. Por isso, a contratac;ao de servic;o especializado, no 
primeiro momenta, pode reduzir o custo da implantac;ao e garantir a utilizac;ao e a 
atualizac;ao das ferramentas necessarias. 
Baseada em uma proposta de implantac;ao de Auditoria lnterna, temos a seguir uma 




ANALISE GERAL DE RISCOS 


































Entretanto, por ser urn processo Iongo e oneroso, e por ter como objetivo a 
focalizac;ao e priorizac;ao dos riscos relevantes, as organizac;oes optam por 
priorizarem as seguintes etapas: 
• Estruturac;ao da Auditoria lnterna 
• Elaborac;ao do Plano de Auditoria lnterna 
• Execuc;ao do Plano de Auditoria lnterna 
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5.1 Estruturacio da Auditoria lnterna 
Como principais atividades na estruturac;:ao da Auditoria lnterna, destacam-se: 
• Entendimento da cultura de controles, riscos e auditoria interna existentes; 
• lnventario de todas as necessidades existentes (ou futuras) que atendam as 
exigencias relativas a estrutura organizacional para estar em compliance com 
o que a companhia deseja; 
• Mapeamento da estrutura organizacional existente, o que ja atende a essas 
expectativas e o que nao, a fim de criar ou adaptar a estrutura para atender 
aos 6rgaos (Bovespa e SEC) e objetivos da companhia; 
• Definic;:ao conjunta de componentes da infra-estrutura que melhor enderec;:a a 
realidade e objetivos, considerando: Politica de Auditoria lnterna; Definic;:ao do 
Processo de Auditoria lnterna; Estrutura Organizacional; Subordinac;:ao e 
niveis de reporte; Func;:oes e Responsabilidades; Metodologia e Enfoque de 
Atuac;:ao; Relacionamento com demais areas de neg6cio. 
As empresas de auditoria entendem que o born relacionamento existente entre as 
areas da organizac;:ao (Figura 8) e a definic;:ao de suas atribuic;:oes e fator importante 
para alc;:ar o sucesso quando da implantac;:ao da Auditoria lnterna. Podemos citar 














Figura 8 - Relacionamento entre as Areas da Organizacao 
Onde: 
1 -Alta Administrac;:ao 
• Elabora as estrategias de neg6cio; 
• Define diretrizes gerais (politicas) e limites de exposic;:ao ao risco; 
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• Fornece os recursos necessaries; 
• Responsavel final pelo adequado funcionamento do ambiente de controles. 
2 - Areas de Neg6cio 
• Executa as ac;oes; 
• Monitora as operac;oes no dia-a-dia; 
• Assume riscos; 
• lmplementa os controles. 
3 - Auditoria lnterna 
• Realiza trabalhos de revisao de aspectos operacionais e financeiros, assim 
como das func;oes de gestao de riscos; 
• Fornece uma avaliac;ao independente do ambiente de controles internos; 
• Auxilia a organizac;ao a melhorar seus processes de neg6cio. 
4 - Gestao de Riscos 
• Define metodologias para mensurac;ao e sistematica de acompanhamento; 
• Consolida os resultados e comunica para a Alta Administrac;ao; 
• ldentifica riscos inerentes as operac;oes; 
• Conduz processo de auto-avaliac;ao e acompanha as operac;oes de forma 
independente; 
• Avalia o grau de exposic;ao. 
5.2 Elaborac;io do Plano de Auditoria lnterna 
Para a elaborac;ao do Plano de Auditoria, sao recomendadas as seguintes ac;oes: 
• Entendimento da organizac;ao considerando principais segmentos de atuac;ao, 
processes de neg6cios e respectivas atividades; 
• Desenvolvimento de questionario para entendimento dos principais riscos da 
organizac;ao; 
• Conduc;ao de entrevistas com os principais executives, identificando os 
principais riscos associados aos processes/areas criticas de neg6cio; 
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• Consolidayao das percepyoes quanto a exposiyao aos riscos, conforme 
resultado das entrevistas com os principais executivos; 
• Priorizayao dos processos de neg6cio com base na percepyao de riscos dos 
principais executivos; 
• Elaborayao de urn plano de Auditoria lnterna com base nos principais riscos e 
processos priorizados. 
A identificayaO dos riscos e etapa importante para a elaborayaO do Plano de 
Auditoria lnterna, uma vez que permitem priorizar os processos, definido assim as 
ayoes mais imediatas na mitigayao dos riscos apresentados. Para a identificayao 
dos riscos e necessaria conhecer os processos e sub-processos da organizayao 
para uma analise criteriosa dos efeitos destes no resultado da mesma. 





Enquanto que o resultado deve sempre gerar valores aos acionistas, como 
por exemplo: 
• Aumento da receita; 
• Otimizayao dos custos operacionais; 
• Eficiencia dos ativos; 
• Atendimento das expectativas. 
Ap6s identificayao dos riscos, as melhores praticas de controle devem ser avaliadas 
para o processo, atraves de benchmarking, e efetuados os testes para validayao, ou 
nao, dos controles existentes e sua eficacia. De posse dos resultados das analises 
dos riscos, seus controles e abrangencia, monta-se o mapa de risco da organizayao. 
Por nao existir urn padrao para sua apresentayao, aplicam-se as melhores praticas 
de mercado utilizadas pelas maiores empresas de Auditoria, onde o risco e 








' Risco Financeiro 
Risco Regulamentar 
Risco Operacional 
Figura 9- Mapa de Riscos 
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A Figura 9 apresenta urn exemplo de mapa de risco onde estao alocados alguns 
processos analisados. 0 resultado deste mapeamento sera a base do Programa de 
Auditoria. 
Os quadrantes coloridos indicam o grau de criticidade do processo e a consequente 
urgencia de revisao do mesmo. Quanto ao grau de criticidade, podemos dizer: 
• Quadrante vermelho- o risco e alto e, independente da existencia ou nao de 
controles, precisa ser acompanhado; 
• Quadrante amarelo- o risco e medio e os controles, ou nao existem, ou nao 
se mostraram eficazes; 
• Quadrante verde - o risco e baixo e pode ou nao existir controles de 
mitiga9ao. Durante a prioriza9ao dos processos pelos gestores, estes serao 
os ultimos a serem tratados. 
0 Plano de Auditoria lnterna pode ser assim ~presentado: 
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Quadro 7- Plano de Auditoria lnterna 
5.3 Execu~io do Plano de Auditoria lnterna 
De posse do Plano de Auditoria a area ja possui orienta9ao suficiente para dar inicio 
aos trabalhos indicados. A area deve atentar aos prazos estipulados e a quantidade 
de testes necessaries. Diferentemente da Auditoria Externa que trabalha por 
amostragem, a Auditoria lnterna efetua seus testes em todas as execu9oes de 
determinado processo, existentes em urn per,iodo pre-determinado. Caso os 
resultados nao sejam satisfat6rios ou deixem margem a duvidas, testes 
complementares se fazem necessaries, mesmo que sobre urn mesmo tema. 
A Auditoria lnterna, para realiza9ao de seus trabalhos, utiliza-se dos mesmos papeis 
de trabalho do Auditor Externo. Devido a quantidade de documentos movimentados 
quando da realiza9ao da auditoria, apenas aqueles relacionados aos processes 
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considerados inadequados devem ser arquivados, para futura consulta ou como 
justificativa para as recomendayoes realizadas. 
Findo o trabalho de auditoria e implementayao dos Gap's identificados, rotinas de 
follow-up e monitoramento dos processos ja auditados devem ser instituidas, 
permitindo urn melhor acompanhamento quanto ao cumprimento das 
recomendayoes apresentadas no Relat6rio da Auditoria. A adoyao destas rotinas 
tambem facilita a compreensao, por parte da Alta Administrayao, da situayao 
encontrada a epoca da auditoria e a atual, bern como os efeitos e reflexos gerados. 
A periodicidade de uma auditoria em determinado processo, esta diretamente 
relacionado a dois fatores: sua relevancia e criticidade dentro do ambiente 
operacional da organizayao, verificado atraves do trabalho de auditoria; e a visao da 
Alta Administrayao quanto a seguranya e execuyao de determinado processo. 
30 
6CONCLUSAO 
Quando se fala em implantac;ao da area de Auditoria lnterna nas empresas, a 
primeira imagem que vern a cabec;a dos componentes da organizac;ao e a figura do 
"dedo-duro". Aquele que ira passar os dias procurando erros e apontando culpados. 
Na realidade a func;ao de auditor interno e exatamente o oposto. Seu trabalho 
consiste em analisar, avaliar e sugerir melhorias nos processes existentes ou 
implantac;ao dos inexistentes, a fim de permitir que a organizac;ao alcance os 
objetivos trac;ados pela Alta Administrac;ao. Esta, por sua vez, ao tomar decisoes de 
ordem estrategica para a manutenc;ao e o crescimento do neg6cio, necessita de 
garantias formais de que tanto os resultados financeiros quanto a operac;ao da 
organizac;ao estao se realizando de maneira satisfat6ria. Estas garantias formais 
estao presentes nos pareceres dos Auditores Externos (lndependentes) que validam 
a veracidade dos numeros apresentados pela Contabilidade, enquanto que a 
Auditoria lnterna garante o cumprimento das metas e objetivos da organizac;ao. 
A existencia da area de Auditoria lnterna nas organizac;oes tambem se faz 
necessaria quando se trata de atender as boas praticas de Governanc;a Corporativa, 
muito exigidas pela CVM (Comissao de Valores Mobiliarios) e a SEC (Securities and 
Exchange Commission), 6rgao norte-americana responsavel pela implantac;ao da 
SOX (lei Sarbanes-Oxley). Apesar de a Governanc;a Corporativa estar intimamente 
ligada as empresas que negociac;ao suas ac;oes no mercado, sua pratica deve ser 
adotada por todas as empresas que tern como objetivo maior transparencia nos 
seus neg6cios. 
Sendo assim, a utilizac;ao de ferramentas como o COSO, o COBIT e o Self 
Assessment (CSA), bern como, a adoc;ao de controles internos eficazes que 
suportem as normas institucionais e os processes operacionais existentes, permitem 
ao Auditor lnterno que seu trabalho esteja de acordo com as melhores praticas de 
mercado 0 monitoramento constante destes processes e os riscos originarios 
inerentes a operac;ao da organizac;ao estejam sob controle e nao sejam perdidos de 
vista, garantindo a continuidade da organizac;ao e a sustentac;ao para as tomadas de 
decisao. Alem de garantir aos fornecedores externos que as informac;oes e praticas 
divulgadas estao de acordo com as normas legais, institucionais e de mercado. 
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