Das Projekt DEMIS by Benzler, Justus et al.
DE R
HYGIENEINSPEKTOR
ZEITSCHRIFT DES BUNDESVERBANDES DER HYGIENEINSPEKTOREN
16. JAHRGANG - 02/2014 
INFEKTIONSSCHUTZ -  TRINKWASSER -  BADEWASSER -  UMWELTHYGIENE
W W W. B U N D E S V E R B A N D - H YG I E N E I N S P E K TO R E N . D E
Der Hygieneinspektor 02/2014
Das Projekt DEMIS
Justus Benzler1, Göran Kirchner1, 
Michaela DiercKe1, anDreas Gils-
Dorf1
Ausgangslage
Das Meldesystem für infektions-
krankheiten und nachweise von 
Krankheitserregern gemäß infek-
tionsschutzgesetz (ifsG) in Deutsch-
land (s. abb. 1) ist, was die technische 
infrastruktur betrifft, in zwei sehr 
unterschiedliche abschnitte geteilt. 
Während für die Bearbeitung und 
Übermittlung von Daten zu melde-
pflichtigen erkrankungen, todesfäl-
len und nachweisen von Krankheits-
erregern innerhalb des öffentlichen 
Gesundheitsdienstes (öGD) be-
währte elektronische lösungen zur 
Verfügung stehen, die nahezu par-
allel zum inkrafttreten des ifsG 2001 
eingeführt und seitdem fortlaufend 
überarbeitet und verbessert wurden, 
wurde für die entwicklung vergleich-
barer lösungen für die eigentliche 
Meldung lange zeit kein Bedarf ge-
sehen.
Konzeptionelle und technische Vorarbeiten für ein elektronisches Meldesystem 
für den Infektionsschutz
abb. 1: Meldewege gemäß ifsG
Dementsprechend erfolgt der Daten-
austausch auf der Meldestrecke zwi-
schen den Meldepflichtigen und den 
Gesundheitsämtern noch immer mit 
den Mitteln, die seit jeher für die Kom-
munikation zur Verfügung stehen, 
d.h. vorwiegend per fax, aber auch 
telefonisch und – solange die gesetz-
lichen Meldefristen das absetzen der 
Meldung, nicht aber ihren eingang 
im Gesundheitsamt im auge hatten 
– gelegentlich auch per Briefpost. 
Dies wurde anlässlich der influenza-
Pandemie 2009 (der von Mexiko aus-
gehenden sogenannten schweineg-
rippe) und des ehec/hus-ausbruchs 
2011 in norddeutschland von den po-
litisch Verantwortlichen als Problem 
erkannt (wobei die öffentliche Dis-
kussion 2011 sich teilweise insbeson-
dere auf die Meldung per Briefpost 
fokussierte und den damit verbunde-
nen Meldeverzug problematisierte; s. 
abb. 2) und führte zu einem Beschluss 
der Gesundheitsministerkonferenz, 
die Machbarkeit eines elektronischen 
Meldeverfahrens prüfen zu lassen.




(BMG) gab daraufhin eine technische 
studie in auftrag, die durch die auf-
nahme einer experimentierklausel 
(§ 12a)1 im novellierten ifsG juristisch 
flankiert wurde. ziel war ein schnel-
ler, einfacher und flexibler informa-
tionsaustausch zwischen allen am 
Meldewesen Beteiligten. Dadurch 
sollte zudem die Meldecompliance, 
d.h. die Bereitschaft der Meldepflich-
tigen, ihren Meldepflichten nachzu-
kommen, verbessert und die Qualität 
der gemeldeten und übermittelten 
inhalte, im sinne von richtigkeit, 
Genauigkeit und Vollständigkeit, ge-
steigert werden. Weitere Vorgaben 
waren eine weitgehende Kosten-
neutralität (d.h., das neue system 
sollte auf mittlere sicht weder für die 
öffentliche hand noch für die Melde-
pflichtigen teurer und aufwändiger 
sein als das bestehende), die integ-
ration in vorhandene Dienste und 
infrastrukturen der Meldepflichtigen 
(d.h. in labor-, Krankenhaus- und 
InfektIonshygIene
1)  artikel 3 des Gesetzes zur Durchführung der internationalen Gesundheitsvorschriften (2005) und zur Änderung weiterer Gesetze, 
vom 21. März 2013
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Praxis-informationssysteme) und die 
nutzung der im aufbau befindlichen 
telematik-infrastruktur (ti).
für bestehende fachverfahren im 
Meldewesen ist ein Bestandsschutz 
vorgesehen, d.h., sie sollen durch 
das zu entwickelnde system nicht 
ersetzt, sondern in dieses einge-
bunden werden. Dies betrifft z.B. 
die in den Gesundheitsämtern für 
die Meldedatenverwaltung neben 
dem vom rKi entwickelten und zur 
Verfügung gestellten survnet@rKi2 
verwendeten softwarelösungen Äs-
kulab213, Gumax4, isGa5, mikropro 
rki6 und octoware7 von kommerziel-
len anbietern (s. abb. 3).
 
abb. 3: Meldesoftwarenutzung der Gesundheitsämter, 2014
2) rKi Berlin (http://www.rki.de/De/content/infekt/ifsG/software/software_inhalt.html)
3) unisoft roth (http://unisoft-it.eu/infektionsschutzgesetz.html)
4) software.house Kiel (http://www.software-house.de/index.php/de/gumax)
5) computer zentrum strausberg (http://www.computerzentrum.de/cms/front_content.php?idart=206)
6) mikroprojekt Kaiserslautern (http://www.mikroprojekt.de/oeffentlicher-dienst/gesundheitsamt/mikropro-rki.html)
7) easy-soft Dresden (http://easy-soft.de/produkte/)
Verlauf
unter dem arbeitstitel DeMis (Deut-
sches elektronisches Meldesystem 
für den infektionsschutz) begann 
dann im frühjahr 2012 ein Konsorti-
um bestehend aus Mitarbeitern des 
BMG (Projektleitung), der firma Bea-
ringPoint (Projektmanagement), des 
fraunhofer-instituts für offene Kom-
munikationssysteme foKus (tech-
nische entwicklung) und des rKi 
(fachliche und technische konzepti-
onelle unterstützung) mit der erstel-
lung zunächst eines lastenhefts (Be-
schreibung der anforderungen) und 
im folgenden eines Prototypen 
(nachweis der umsetzbarkeit).  Das 
rKi organisierte eine reihe von 
fokusgruppen und Workshops, um 
im rahmen einer Bestandsaufnah-
me die stärken und schwächen des 
bestehenden systems aus den un-
terschiedlichen Perspektiven aller 
wesentlichen akteursgruppen zu 
erfassen und darauf aufbauend die 
anforderungen und Wünsche an das 
zu entwickelnde system zu identi-
fizieren. Diese Mehrbedarfsanalyse 
floss in die Konzeption und entwick-
lung des DeMis-Prototypen ein. Da-
neben wurde das Projekt fortlaufend 
von einem fachkreis bestehend aus 
öGD-Vertretern, fachgesellschaften 
und Verbänden begleitet und kom-
mentiert.
Die Mehrbedarfsanalyse
Das ifsG weist verschiedenen Perso-
nengruppen aufgaben im Meldesys-
tem zu. Dazu zählen einerseits die 
Meldepflichtigen, z.B. Verantwortli-
che in arztpraxen, Krankenhäusern, 
laboren und Gemeinschaftseinrich-
tungen, und andererseits die Mit-
arbeiter, die in den verschiedenen 
einrichtungen des öGDs Meldungen 
oder Übermittlungen empfangen 
und bearbeiten.
Diese akteure unterscheiden sich hin-
sichtlich ihrer anzahl und der anzahl 
der von ihnen jährlich bearbeiteten 
Meldungen und Übermittlungen. 
Während 320.000 Ärzte jährlich etwa 
70.000 Meldungen generieren, set-
zen die etwa 1.000 labore, einschließ-
lich der 67 nationalen referenzzent-
ren und Konsiliarlabore, etwa 350.000 
Meldungen ab (s. tab. 1). ungeachtet 
großer häufigkeitsunterschiede in-
nerhalb der akteursgruppen ist die 
Meldung für den durchschnittlichen 
arzt also ein ungewöhnlicher Vor-
gang, mit dem er sich nur alle paar 
Jahre mal auseinandersetzt, für das 
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tab. 1: Viel- und Wenigmelder
* nur Meldungen, deren Fälle dem RKI übermittelt wurden
# Zahlen der Bundesärztekammer für 2012
§ Anzahl der Akutkrankenhäuser 2012, lt. Stat. Bundesamt
tägliche routine. naturgemäß haben 
Viel- und Wenigmelder unterschied-
liche erwartungen an ein elektroni-
sches Meldesystem und unterschied-
liche Motivation, einen Wechsel zu 
begleiten und mitzugestalten.
außerdem benachrichtigen gut 
100.000 Gemeinschaftseinrichtungen 
die Gesundheitsämter über weitere 
30.000 fälle. Die leiter dieser einrich-
tungen werden bei Betrachtungen 
des Meldesystems oft weniger wahr-
genommen. Bei 100.000 Meldungen 
ist die herkunft nicht dokumentiert. 
nicht berücksichtigt sind in diesen 
zahlen die Meldungen, die – z.B. we-
gen nicht erfüllter falldefinitionen – 
nicht zu Übermittlungen führten. Die 
etwa 380 deutschen Gesundheitsäm-
ter übermitteln ca. 450.000 fälle an 
die 16 landesbehörden und das rKi, 
darunter etwa 10%, die durch eigene 
ermittlungen entdeckt wurden.
um die zusätzlichen anforderungen 
der akteure an ein elektronisches 
Meldesystem (Mehrbedarf) zu ermit-
teln, wurden fünf meist zweitägige 
fokusgruppenworkshops mit jeweils 
etwa 12 teilnehmern aus den wesent-
lichen akteursgruppen im Meldesys-
tem durchgeführt:
1. öGD (Gesundheitsämter und lan-
desstellen)
2. labore (einschließlich einzelner 
nationaler referenzzentren und 
Konsiliarlabore)
3. Kliniken (Verantwortliche aus 
Krankenhäusern, hygienebeauf-
tragte)
4. niedergelassene Ärzte (alle aus ei-
nem einzelnen landkreis, in dem 




(Berliner alten- und Pflegeheime, 
schulen, Kitas)
am ersten tag des fokusgruppen-
workshops wurde anhand von leit-
fragen eine Bestandsaufnahme des 
Meldesystems durchgeführt. Die 
teilnehmer wurden aufgefordert, aus 
ihrer Perspektive den ist-zustand des 
Meldesystems zu beschreiben, stär-
ken und schwächen zu bewerten 
und Probleme und schwachstellen 
zu identifizieren.
am folgenden tag haben die teilneh-
mer ihre erwartungen an ein ideales 
Meldesystem formuliert und lö-
sungsansätze zu den zuvor von ihnen 
identifizierten Problemen entwickelt.
in einem abschlussworkshop 
(22 teilnehmer aus den verschiede-
nen akteursgruppen) wurden die er-
gebnisse der fünf vorangegangenen 
fokusgruppen, insbesondere Diskre-
panzen zwischen den erwartungen 
der akteursgruppen, zusammenge-
tragen und die dabei identifizierten 
anforderungen an DeMis von den 
teilnehmern bewertet, diskutiert 
und priorisiert. Daneben wurde der 
zusätzliche Kommunikationsbedarf 
zwischen den akteursgruppen identi-
fiziert. Gruppenübergreifend wurden 
basierend auf den schwachstellen 
fachliche anforderungen an DeMis 
formuliert und empfehlungen für die 
umsetzung im neuen system erstellt 
und abgestimmt.
Schwachstellen des Meldesystems
Die Mehrbedarfsanalyse bestätigte 
bereits bekannte schwachstellen, die 
teilweise auch schon in den Projekt-
zielen adressiert worden waren, för-
derte aber auch einige bisher weniger 
diskutierte zutage. hier eine auswahl 
wiederholt genannter schwachstel-
len:
• Die Meldepraxis (Meldecompliance) 
ist uneinheitlich und lückenhaft. Dies 
basiert unter anderem auf dem un-
wissen und der fehlenden Motivation 
auf seiten der Melder, wobei teilweise 
die sinnhaftigkeit der Meldung infra-
ge gestellt wird und kein ausreichen-
der nutzen für die Melder erkennbar 
ist („Behandlung des Patienten steht 
im Vordergrund“, „zusätzlicher zeit-
aufwand erforderlich, der nicht ver-
gütet wird“).
• Melder erhalten unzureichendes 
feedback über den status der Mel-
dung („Meldungen verschwinden in 
einem schwarzen loch“). Meldedaten 
werden nur mit mehrwöchiger Verzö-
gerung veröffentlicht. 
• Darüber hinaus besteht eine 
rechtsunsicherheit dahingehend, 
dass Melder aufgrund der ärztlichen 
schweigepflicht oder aus daten-
schutzrechtlichen Gründen perso-
nenbezogene Daten nicht weiterge-
ben wollen.
• oft liegen jedoch auch zu weni-
ge personenbezogene Daten vor, 
sodass eine Meldung nicht vorge-
nommen werden kann oder die 
entsprechenden ermittlungen im 
Gesundheitsamt aufgrund erschwer-
ter Kontaktaufnahme (z.B. fehlende 
telefonnummer, email-adresse) nicht 




neben dem mangelnden nutzen 
wird häufig der aufwand als zu hoch 
empfunden:
• eine manuelle recherche ist erfor-
derlich, um den zuständigen Melde-
empfänger zu bestimmen. Dies führt 
mitunter zu nicht-ifsG-konformer ad-
ressierung. 
• teilweise müssen Meldeformulare 
noch handschriftlich ausgefüllt wer-
den und es kann nicht auf die bereits 
elektronisch vorliegenden Daten zu-
rückgegriffen werden. 
• uneinheitliche Meldeformulare und 
bundeslandspezifische Meldeanfor-
derungen verursachen zusätzlichen 
aufwand und führen zu weiterer Ver-
unsicherung der Melder.
• Meldungen können meist nicht 
automatisch aus den existierenden 
softwaresystemen erzeugt werden. 
elektronisch erstellte Meldungen (z.B. 
aus laborinformationssystemen via 
fax-server) werden in den Gesund-
heitsämtern analog als Papierfor-
mular empfangen und müssen dort 
erneut in ein elektronisches format 
umgewandelt, d.h. abgetippt werden 
(Medienbrüche). 
• einzelne Meldekategorien führen 
aufgrund hoher fallzahlen zu einem 
im Verhältnis zu ihrer Public-health-
relevanz hohen Melde- und ermitt-
lungsaufwand, der ressourcen unnö-
tig bindet.
• Das Meldesystem ist nicht ausrei-
chend flexibel. Änderungen der la-
bordiagnostischen Methoden führen 
nicht schnell genug zu falldefiniti-
onsänderungen, sodass fälle nicht an 
das rKi übermittelt werden. auch im 
Krisenfall können die Meldeinhalte 
nicht schnell genug angepasst wer-
den. eine syndromische surveillance 
ist bisher nicht integriert.
• fälle können aufgrund fehlender 
identifizierungsmöglichkeiten nicht 
ausreichend abgeglichen werden; 
dies kann zu Doppelmeldungen füh-
ren. Koinfektionen, also das zeitglei-
che Vorliegen von zwei infektionen 
bei einer Person, können nicht fest-
gestellt und epidemiologisch ausge-
wertet werden. Daten aus labornetz-
werken oder aus dem Veterinär- und 
lebensmittelbereich können nicht 
ausreichend miteinander verknüpft 
werden, was jedoch z.B. für die aus-
bruchserkennung oder für die Durch-
führung von überregionalen aus-
bruchsuntersuchungen von großer 
Bedeutung ist.
• Die gängigen Meldevehikel berück-
sichtigen Datenschutz- und Datensi-
cherheitsaspekte nur unzureichend. 
faxmeldungen können leicht fehlad-
ressiert oder auf der empfängerseite 
von unberechtigten eingesehen wer-
den. Der absender ist nicht automa-
tisch authentifizierbar.
Fachliche Anforderungen
auf Grundlage des beschriebenen 
ist-zustands und der identifizierten 
schwachstellen wurden die fach-
lichen anforderungen an DeMis 
formuliert. im abschlussworkshop 
haben die akteure über diese anfor-
derungen abgestimmt, um bewerten 
zu können, wie wichtig diese anfor-
derungen für die einzelnen akteure 
sind.
DeMis sollte unterstützen, dass alle 
Meldungen gemäß ifsG elektronisch 
erstellt werden können. Die elektro-
nisch erstellten Meldungen sollten 
medienbruchfrei in elektronischer 
form empfangen und weiterverar-
beitet werden können. für die Melder 
sollte es, je nachdem ob sie häufig 
(z.B. labore) oder selten melden (z.B. 
niedergelassene Ärzte), verschiedene 
lösungen geben. in der Übergangs-
phase kann es jedoch auch weiterhin 
erforderlich sein, dass papierbasierte 
Meldungen verarbeitet werden kön-
nen. 
um die schwelle für die Melder mög-
lichst gering zu halten, sollte DeMis 
auch das absetzen von Meldungen 
mit unvollständigen informationen 
erlauben. Geeignete assistenz- und 
hilfefunktionen können den Prozess 
der Meldeerstellung unterstützen; 
dies wird durch die Möglichkeit, zwi-
schenschritte abspeichern und wie-
der aufrufen zu können, zusätzlich er-
leichtert. um den erfassungsaufwand 
zu reduzieren, sollten z.B. vorher er-
stellte Verdachtsmeldungen in eine 
Änderungsmeldung umgewandelt 
werden können. im ausbruchsfall 
sollten Meldungen mit teilweise iden-
tischem inhalt aufwandsarm erfasst 
werden können.
insgesamt ist eine größere flexibili-
tät des Meldesystems erforderlich. 
Meldetatbestände, aber auch Mel-
de- und Übermittlungsinhalte sollten 
schneller angepasst werden können. 
Darüber hinaus sollten besondere 
ereignisse nichtnamentlich an das 
Gesundheitsamt gemeldet werden 
können. Meldungen und Übermitt-
lungen sollten inhalts- und situations-
abhängig basierend auf bestimmten 
regeln verteilt werden können (z.B. 
bei überregionalen ausbrüchen oder 
im Pandemiefall), wobei die ermitt-
lung der empfänger automatisch er-
folgen sollte. eine integration der Mel-
defunktion in die von den Meldern 
verwendeten Praxisverwaltungssys-
teme, labor- und Krankenhausinfor-
mationssysteme ist anzustreben.
im rahmen der verbesserten Kom-
munikation zwischen den akteuren 
im Meldesystem und verbesserter 
feedbackmechanismen ist ange-
dacht, neben empfangsbestätigung 
und statusinformationen auch wei-
tere informationen (z.B. handlungs-
empfehlungen, informationen zu 
schutzmaßnahmen, ansprechpart-
ner) für die Melder zur Verfügung zu 
stellen. Der informationsfluss sollte 
bidirektional sein, um rückfragen, 
ergänzungen und Kommentare zu er-
möglichen. Wichtig ist außerdem, ei-
nen horizontalen Datenaustausch z.B. 
zwischen den Gesundheitsämtern zu 
gewährleisten. Durch Bereitstellung 
der epidemiologisch ausgewerteten 
Daten kann der feedbackprozess 
noch verbessert werden. Die erzeu-
gung von signalen im rahmen der 
ausbruchserkennung bietet dem 
nutzer zusätzliche funktionalitäten 
und anreize zur nutzung des sys-
tems.
Durch die nutzung von bestehenden 
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(Medienbrüche). 
• einzelne Meldekategorien führen 
aufgrund hoher fallzahlen zu einem 
im Verhältnis zu ihrer Public-health-
relevanz hohen Melde- und ermitt-
lungsaufwand, der ressourcen unnö-
tig bindet.
• Das Meldesystem ist nicht ausrei-
chend flexibel. Änderungen der la-
bordiagnostischen Methoden führen 
nicht schnell genug zu falldefiniti-
onsänderungen, sodass fälle nicht an 
das rKi übermittelt werden. auch im 
Krisenfall können die Meldeinhalte 
nicht schnell genug angepasst wer-
den. eine syndromische surveillance 
ist bisher nicht integriert.
• fälle können aufgrund fehlender 
identifizierungsmöglichkeiten nicht 
ausreichend abgeglichen werden; 
dies kann zu Doppelmeldungen füh-
ren. Koinfektionen, also das zeitglei-
che Vorliegen von zwei infektionen 
bei einer Person, können nicht fest-
gestellt und epidemiologisch ausge-
wertet werden. Daten aus labornetz-
werken oder aus dem Veterinär- und 
lebensmittelbereich können nicht 
ausreichend miteinander verknüpft 
werden, was jedoch z.B. für die aus-
bruchserkennung oder für die Durch-
führung von überregionalen aus-
bruchsuntersuchungen von großer 
Bedeutung ist.
• Die gängigen Meldevehikel berück-
sichtigen Datenschutz- und Datensi-
cherheitsaspekte nur unzureichend. 
faxmeldungen können leicht fehlad-
ressiert oder auf der empfängerseite 
von unberechtigten eingesehen wer-
den. Der absender ist nicht automa-
tisch authentifizierbar.
Fachliche Anforderungen
auf Grundlage des beschriebenen 
ist-zustands und der identifizierten 
schwachstellen wurden die fach-
lichen anforderungen an DeMis 
formuliert. im abschlussworkshop 
haben die akteure über diese anfor-
derungen abgestimmt, um bewerten 
zu können, wie wichtig diese anfor-
derungen für die einzelnen akteure 
sind.
DeMis sollte unterstützen, dass alle 
Meldungen gemäß ifsG elektronisch 
erstellt werden können. Die elektro-
nisch erstellten Meldungen sollten 
medienbruchfrei in elektronischer 
form empfangen und weiterverar-
beitet werden können. für die Melder 
sollte es, je nachdem ob sie häufig 
(z.B. labore) oder selten melden (z.B. 
niedergelassene Ärzte), verschiedene 
lösungen geben. in der Übergangs-
phase kann es jedoch auch weiterhin 
erforderlich sein, dass papierbasierte 
Meldungen verarbeitet werden kön-
nen. 
um die schwelle für die Melder mög-
lichst gering zu halten, sollte DeMis 
auch das absetzen von Meldungen 
mit unvollständigen informationen 
erlauben. Geeignete assistenz- und 
hilfefunktionen können den Prozess 
der Meldeerstellung unterstützen; 
dies wird durch die Möglichkeit, zwi-
schenschritte abspeichern und wie-
der aufrufen zu können, zusätzlich er-
leichtert. um den erfassungsaufwand 
zu reduzieren, sollten z.B. vorher er-
stellte Verdachtsmeldungen in eine 
Änderungsmeldung umgewandelt 
werden können. im ausbruchsfall 
sollten Meldungen mit teilweise iden-
tischem inhalt aufwandsarm erfasst 
werden können.
insgesamt ist eine größere flexibili-
tät des Meldesystems erforderlich. 
Meldetatbestände, aber auch Mel-
de- und Übermittlungsinhalte sollten 
schneller angepasst werden können. 
Darüber hinaus sollten besondere 
ereignisse nichtnamentlich an das 
Gesundheitsamt gemeldet werden 
können. Meldungen und Übermitt-
lungen sollten inhalts- und situations-
abhängig basierend auf bestimmten 
regeln verteilt werden können (z.B. 
bei überregionalen ausbrüchen oder 
im Pandemiefall), wobei die ermitt-
lung der empfänger automatisch er-
folgen sollte. eine integration der Mel-
defunktion in die von den Meldern 
verwendeten Praxisverwaltungssys-
teme, labor- und Krankenhausinfor-
mationssysteme ist anzustreben.
im rahmen der verbesserten Kom-
munikation zwischen den akteuren 
im Meldesystem und verbesserter 
feedbackmechanismen ist ange-
dacht, neben empfangsbestätigung 
und statusinformationen auch wei-
tere informationen (z.B. handlungs-
empfehlungen, informationen zu 
schutzmaßnahmen, ansprechpart-
ner) für die Melder zur Verfügung zu 
stellen. Der informationsfluss sollte 
bidirektional sein, um rückfragen, 
ergänzungen und Kommentare zu er-
möglichen. Wichtig ist außerdem, ei-
nen horizontalen Datenaustausch z.B. 
zwischen den Gesundheitsämtern zu 
gewährleisten. Durch Bereitstellung 
der epidemiologisch ausgewerteten 
Daten kann der feedbackprozess 
noch verbessert werden. Die erzeu-
gung von signalen im rahmen der 
ausbruchserkennung bietet dem 
nutzer zusätzliche funktionalitäten 
und anreize zur nutzung des sys-
tems.
Durch die nutzung von bestehenden 
Kodierungssystemen (z.B. icD-10 für 
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klinische Diagnosen), um auf entspre-
chende Meldepflichten hinzuweisen, 
kann der Meldeprozess zusätzlich un-
terstützt werden. um fehler zu mini-
mieren, sollten entsprechende Plausi-
bilitätsprüfungen und entsprechende 
fehlermeldungen integriert werden. 
Beim Vorliegen mehrerer Meldun-
gen zu einem fall sollten diese auto-
matisch zusammen geführt werden 
können. Geeignete identifizierungs-
merkmale, die unter Berücksichti-
gung der datenschutzrechtlichen as-
pekte verwendet werden, können zur 
Vermeidung von Doppelmeldungen 
beitragen, ermöglichen zudem die er-
kennung von re- und Ko-infektionen.




•		Kommunikation	 und	 Feedback- 
mechanismen
 statusinformationen zur Meldung
 handlungsempfehlungen
  bidirektionaler informationsfluss







neben den fachlichen anforderun-
gen an DeMis wurden auch empfeh-
lungen formuliert, die die umsetzung 
der anforderungen unterstützen und 
zu einer Verbesserung des Meldesys-
tems allgemein führen sollen.
Änderungen hinsichtlich Meldetat-
beständen sowie Melde- und Über-
mittlungsinhalten erfordern eine 
anpassung der rechtlichen Grund-
lage, insbesondere eine Änderung 
des ifsG. Darüber hinaus sind auch 
organisatorische strukturen auszu-
bauen oder neu zu etablieren, die 
einen besseren austausch von Daten 
fördern. so sollten Meldern die zur 
Meldung benötigten informationen 
zur Verfügung stehen, z.B. bei der 
Weitergabe von Probenmaterial im 
rahmen von labordiagnostischen 
untersuchungen. Bestimmte akteu-
re, z.B. Gemeinschaftseinrichtungen, 
sollten besser eingebunden werden. 
aufgrund unterschiedlicher zustän-
digkeiten erfordert dies eine sektorü-
bergreifende abstimmung zwischen 
Behörden. Das gilt auch für den bes-
seren austausch mit den lebensmit-
tel- und Veterinärbehörden. für die 
Bereitstellung der zusätzlichen infor-
mationen im rahmen der verbesser-
ten feedbackmechanismen für die 
Melder ist es erforderlich, die entspre-
abb. 4: DeMis-Grobarchitektur
chenden zuständigkeiten zwischen 
Bund, ländern und Kommunen zu 
klären sowie weitere akteure, z.B. die 
Bundeszentrale für gesundheitliche 
aufklärung, einzubeziehen. DeMis 
sollte zudem ein übergreifendes 
notfallmanagement etablieren, um 
in notfällen und Krisen ausreichend 
vorbereitet zu sein und im besten fall 
diese sogar zu vermeiden. Über die 
Prozesse des Meldesystems hinaus 
sollte DeMis als Plattform für den in-
formationsaustausch die integration 
von anderen surveillancesystemen, 
z.B. sentinelsystemen, fördern.
Grobarchitektur
Die DeMis-infrastruktur fungiert als 
Mittler zwischen den Meldenden und 
dem öGD.
für die DeMis-infrastruktur wird ein 
sogenannter Verteilungsdienst (Dis-
patcher) verwendet, der sowohl die 
Vermittlung von informationen zwi-
schen Meldenden und öGD als auch 
innerhalb des öGDs regelbasiert 
steuert. Meldepflichtige (z.B. Ärz-
te, Krankenhäuser und labore) und 
öGD-instanzen (z.B. Gesundheits-
ämter) senden ihre Meldungen bzw. 
Übermittlungen an den Verteilungs-
dienst, der dann die intendierten 




formationen werden ebenfalls über 
den Verteilungsdienst zurück an den 
Meldenden geschickt. Der Vertei-
lungsdienst erkennt außerdem Dop-
pelmeldungen und reduziert damit 
die anzahl falsch adressierter Meldun-
gen.
Der informationsdienst nimmt auszü-
ge der durch das system vermittelten 
informationen vom Dispatcher entge-
gen und speichert diese für weitere 
analysen. auf der Grundlage dieses 
Datenbestandes wird eine nutzerspe-
zifisch konfigurierbare signalbasierte 
Benachrichtigung realisiert. so ist das 
system beispielsweise in der lage, ein 
gehäuftes auftreten einer bestimm-
ten erkrankung automatisch festzu-
stellen und die im system hinterleg-
ten nutzer darüber zu informieren.
erzeuger und Konsumenten von Mel-
dungen sind an verschiedene netz-
infrastrukturen angebunden. Die De-
Mis-infrastruktur übernimmt hier die 
aufgabe des Mittlers zwischen den 
netzen.
abbildung 4 gibt einen Überblick 
über die architektur von DeMis.
Verteilungsdienst
Der Verteilungsdienst bildet das 
herzstück der DeMis-infrastruktur. 
er verbindet sowohl die melde-
pflichtigen Personen, z.B. nutzer der 
telematik-infrastruktur (ti), mit den 
verschiedenen stellen des öGDs, als 
auch die stellen des öGDs unterein-
ander und ermöglicht es so, die ge-
setzlich durch das ifsG festgelegten 
informationsflüsse medienbruchfrei 
abzubilden.
Der Dispatcher erfüllt eine reihe 
sehr unterschiedlicher aufgaben:
er fungiert als Protokolladapter, 
d.h., Meldungen, die über die ti in 
einem speziellen Protokoll (KoM-le) 
eingehen, werden entgegengenom-
men und nach ihrer Verarbeitung 
mithilfe eines alternativen Protokolls 
(osci 2.0) über die Deutschland-
online-infrastruktur (Doi) weiter ver-
sendet.
auf Grundlage eines definierten re-
gelwerks nimmt der Dispatcher die 
empfängerermittlung für alle durch 
ihn vermittelten nachrichten vor.
unter zuhilfenahme des informa-
tionsdienstes ist der Dispatcher in 
der lage, das Vorliegen von wahr-
scheinlichen Doppelmeldungen 
zu erkennen und die die Meldung 
empfangenden Gesundheitsämter 
über diesen umstand zu informie-
ren. Dabei wird eine heuristik ange-
wandt, die nicht auf personenidenti-
fizierende attribute zurückgreift.
Der Dispatcher erstellt zu jeder 
eingegangenen Meldung eine 
Quittung, die er dem sender der 
Meldung zustellt und so die nach-
vollziehbarkeit gewährleistet.
Informationsdienst
Der informationsdienst dient als 
zentrales element bei der schaffung 
von Mehrwerten innerhalb des Mel-
desystems. Über ihn können sowohl 
Melder als auch öGD eine reihe von 
informationsangeboten nutzen, 
die zum teil bisher nicht oder nur 
schwer zugänglich waren.
Jeder Melder hat die Möglichkeit, 
den status seiner Meldung einzu-
sehen. Dies schafft transparenz 
hinsichtlich des Verbleibs bzw. der 
Weiterverarbeitung der Meldung in-
nerhalb des öGDs.
Die im informationsdienst vorge-
haltenen informationen ermögli-
chen es, ein abbild der aktuellen 
epidemiologischen situation zu 
erstellen. Dieses kann in zielgrup-
penspezifisch gefilterter und ggf. 
redaktionell betreuter form den 
verschiedenen akteuren auf seiten 
des öGDs bzw. der Melder bereitge-
stellt werden.
ausgewählte situationen (z.B. Ver-
dacht auf ein ausbruchsgeschehen) 
erfordern ein schnelles handeln 
der zuständigen stellen. Mithilfe 
des informationsdienstes kann der 
öGD über verschiedene Wege (sMs, 
feeds etc.) benachrichtigt werden.
insbesondere auf seiten der Melder 
besteht der Bedarf, (weiterführende) 
infektionsschutzbezogene informa-
tionen und handlungsempfehlun-
gen zu bestimmten sachverhalten 
abrufen zu können.
Konfigurationsdienst
Der Konfigurationsdienst liefert in-
formationen, die sowohl das Verhal-
ten des Dispatchers, des informati-
onsdienstes als auch der systeme 
von Meldern und öGD beeinflussen.
innerhalb des Konfigurationsdiens-
tes werden informationen zu stellen 
des öGDs verwaltet. Dazu gehören 
z.B. adressen und Kontaktinforma-
tionen von Gesundheitsämtern. 
teile dieser informationen können 
durch die jeweiligen stellen selbst 
gepflegt werden.
Die funktionsweise des Dispatchers 
und des informationsdienstes wird 
durch bestimmte ausführungsvor-
schriften sowie zugehörige Konfi-
gurationen gesteuert. Diese werden 
innerhalb des Konfigurationsdiens-
tes verwaltet und können von den 
verschiedenen stellen des öGDs 
angepasst werden. insbesondere 
in Krisensituationen kann man so 
schnell anpassungen vornehmen. 
im zusammenhang mit der Definiti-
on von Meldungsinhalten spielt die 
Verwaltung von terminologien eine 
wichtige rolle. neben der speiche-
rung und Pflege dieser terminologi-
en bietet der Konfigurationsdienst 
die Möglichkeit, „von außen“ auf 
diese lesend zuzugreifen. Damit kön-
nen die softwarehersteller von Pri-
märsystemen auf zentral gepflegte 




Die wesentlichen funktionalitäten 
wurden eingebettet in einen simu-
lierten ehec-ausbruch dem fach-
kreis demonstriert und dort disku-
tiert.
Fiktive Wirklichkeit
für ein möglichst wirklichkeitsnahes 
und hinreichend kleinteiliges sze-
nario simulierten wir den fiktiven le-
bensmittelbedingten ausbruch mit 
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einem regionalen, saisonalen Wurst-
produkt als ausgangspunkt und 
2000 betroffenen Personen, die in-
dividualisiert nach alter, Geschlecht, 
Wohnort, aufenthaltsort, name und 
weiteren individuellen eigenschaf-
ten mit zufallsgenerierten Parame-
tern in einer Datenbank erzeugt und 
dann unterschiedlichen expositions-
situationen ausgesetzt wurden.
Jede exponierte Person durchlief 
dann mit bestimmten, der Wirklich-
keit abgeschauten Wahrscheinlich-
keiten „ereignispfade“, d.h., ein teil 
der exponierten infizierte sich, ein 
teil der infizierten erkrankte nach 
ablauf statistisch verteilter inku-
bationszeiten mit verschiedenen 
symptomkombinationen und unter-
schiedlicher Krankheitsschwere. Da 
sowohl das Wurstprodukt überregi-
onal verteilt wurde als auch ein teil 
der Betroffenen wechselnde aufent-
haltsorte hatte, kam es rasch zu einer 
bundesweiten ausbreitung des aus-
bruchs.
Abbildung im System
Die abbildung des realen aus-
bruchsgeschehens im Meldesystem 
hängt von einer reihe weiterer Para-
Beispieldatensatz aus dem Showcase
stella hoffmann, weiblich, familie 181, geb. 05.04.2000, alter 14, schulkind, Woh-
nung im sK nürnberg, am Kabutzenhof 24, 90427 nürnberg, exposition am 
30.03.2015 im lK Bad Kissingen, Kontext Klassenfahrt, infiziert, inkubationszeit 3 
tage, erkrankt am 02.04.2015, symptome: Bauchschmerzen, Durchfall, blutig, kein 
fieber, kein erbrechen, hus am 08.04.2015, symptome: hämolytische anämie, nie-
renfunktionsstörung, thrombozytopenie
aufenthalt im lK Wittmund, Matrosenweg 22, 26465 langeoog, arztkontakt am 
11.04.2015 im lK Wittmund, Dr. med. rupert neuhaus, Warnowstr. 40, 26446 friede-
burg, tel. +49-4453-1257-9, Behandlung stationär, st. Joseph Krankenhaus friede-
burg, arztmeldung am 12.04.2015, icD-10 D59.3
laborauftrag mit Patientenadressangabe, Krankenhauslabor hildesheim, albert-
einstein-str. 17, 31107 hildesheim, laborleiter Dr. rer. nat. Denise heine, tel. +49-
5121-6029-83, labornachweis am 13.04.2015 ehec, labormeldung am 13.04.2015, 
loinc 6577-1, toxin stx1&2
referenzlaborauftrag mit Patientenadressangabe, nrz für salmonellen und andere 
bakterielle enteritiserreger, Burgstraße 37, 38855 Wernigerode, referenzlaborleiter-
Prof. Dr. antje flieger, referenzlabornachweis am 15.04.2015, Methode Pcr, refe-
renzlabormeldung am 15.04.2015, loinc 63427-9
verstorben 12.04.2015, todesfallmeldung am 13.04.2015, todesursache hus
fallanlage im Ga am 13.04.2015: klinisch hus, 1. fallupdate am 13.04.2015: labor-
bestätigt ehec, 2. fallupdate am 13.04.2015: verstorben hus, 3. fallupdate am 
16.04.2015: informationen des referenzlabors
meter ab. Diese betreffen zunächst 
die „Patientenkarriere“, d.h., geht der 
erkrankte zum arzt, wird dort eine 
labordiagnostik veranlasst, wird 
er in stationäre Behandlung aufge-
nommen oder wieder nach hause 
geschickt? Wird möglicherweise spä-
ter nochmal derselbe oder ein ande-
rer arzt aufgesucht? und wie kom-
men die Meldepflichtigen im fall 
einer meldepflichtigen klinischen 
Diagnose oder eines relevanten er-
regernachweises ihrer Meldepflicht 
nach? Mit welcher Verzögerung geht 
die Meldung beim adressierten Ge-
sundheitsamt ein und wird dort ein 
fall angelegt? stellt das Gesund-
heitsamt eigene ermittlungen an, 
die möglicherweise zur entdeckung 
weiterer fälle führen? Wann und in 
welcher Kategorie wird der fall an 
die landesstelle und von dort an das 
rKi übermittelt?
zur illustration der zufallsgenerierte 
Datensatz (individualisierung, expo-
sition und Patientenkarriere) einer 
der 2000 Personen (siehe Kasten).
Die folgenden abbildungen (abb. 
5a-c) zeigen, wie sich der ausbruch 
zu verschiedenen zeitpunkten räum-
lich und zeitlich in der realität und im 
Meldesystem darstellt. Deutlich wird, 
dass die im Meldesystem registrier-
ten fälle nur die spitze des eisbergs 
sind und das tatsächliche Geschehen 
verzögert abbilden. Dennoch wird 
- früher oder später - im system er-
kannt, dass ein außergewöhnliches 
infektionsgeschehen vorliegt, das 
eine reaktion des öGDs erfordert.
in das sich entwickelnde ausbruchs-
geschehen wurden schlüsselszenen 
eingebettet, die wesentliche funkti-
onalitäten des systems demons-trie-
ren. Dazu gehörten die automatische 
erzeugung und Versendung einer 
Meldung aus einem arztsystem her-
aus, die zustellung durch den Dispat-
cher der Meldung an die zuständigen 
Gesundheitsämter sowie einer Quit-
tung an den Melder, die nutzung der 
in der Quittung verlinkten informa-
tions- und service-angebote durch 
den Melder und die zustellung sig-
nalbasierter Benachrichtigungen auf 
ein Mobiltelefon unter Berücksichti-
gung allgemeiner systemregeln und 
nutzerindividueller Konfigurationen 
(siehe auch „schlüsselszenen“ im fol-
genden abschnitt).
Der showcase erlaubte auf einer ein-
heitlichen Datengrundlage die un-
tersuchung der auswirkungen un-
terschiedlicher herangehensweisen, 
beispielsweise der Berücksichtigung 
unvalidierter Meldungen für signal-
basierte Benachrichtigungen, auf 
den jeweiligen informationsstand der 
instanzen des öGDs und die offene 
Diskussion der Vor- und nachteile der 
verschiedenen herangehensweisen.
Anwendertests
anfang 2014 wurde der Prototyp 
unter einbindung realer fachanwen-
dungen mit den realistischen Daten 
des showcases getestet und von po-
tenziellen nutzern bedient und eva-
luiert.
Prototypische Landschaft
Das fraunhofer foKus ehealth-
labor hat dazu eine virtuelle sys-
temlandschaft aufgebaut, in die die 
verschiedenen systeme integriert 
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abb. 5a: showcase-ausbruch, frühphase
abb. 5b: showcase-ausbruch, höhepunkt
abb. 5c: showcase-ausbruch, endphase
wurden (s. abb. 6). Der DeMis-infor-
mationsdienst (statistiken, status-
informationen, signalgenerierung) 
wurde am rKi gehostet und während 
der tests „live“ angesprochen. Der 
osci-intermediär wurde als service 
der firma citeq zur Verfügung ge-
stellt.
neben den öGD-systemen octowa-
re (easy-soft) und survnet@rKi wur-
den ein Praxis-informations-system 
der firma duria, ein Krankenhaus-
informationssystem der firma iD und 
ein laborsystem des rKi angeschlos-
sen. 
Schlüsselszenen
im rahmen der anwendertests wur-
den am Beispiel des showcases ver-
schiedene nutzungen und interakti-
onen durchgespielt:
•	 Meldungserstellung
 aus dem PVs Duriaclassic
 aus dem Kis iD
 aus einem rKi-lis
 über das Web-Portal
•	 Einlesen	 im	 Gesundheitsamt	 (Oc-
toware, survnet@rKi)
 mit Datenübernahme und halb-
automatischer fallerzeugung
 mit Doppelmeldungszusammen- 
führung
•	 Abfrage	 des	 Informationsdienstes	
aus der anwendung (survnet@
rKi)
•	 Signalbasierte	Benachrichtigung
 sMs auf handy
 per newsfeed
•	 Flexible	 Anpassung	 von	 Meldein-
halten (Konfigurationsdienst)
Das prototypisch umgesetzte sys-
tem wurde von den teilnehmern 




ein einführungs- und Betriebskon-
zept mit Vorschlägen für die recht-
lichen und organisatorischen rege-
lungen und mit schätzungen des 
aufwands und der Kosten schlossen 
die Vorbereitungsphase ab.
abb. 6: Verteiltes testsystem
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es wurden vier einführungsschritte 
unterschieden:
im ersten schritt gilt es die erforder-
lichen rechtlichen, organisatorischen 
und technischen Voraussetzungen 
für die erprobung von DeMis zu 
schaffen. neben der eigentlichen 
entwicklung des DeMis-systems fal-
len hierunter insbesondere auch die 
festlegung der fachlichen und tech-
nischen Betreiber- und Betriebsorga-
nisation (Betreiber = öGD, Betrieb = 
Dienstleister).
im rahmen der erprobung von DeMis 
(zweiter schritt) sollen zunächst ge-
zielt ausgewählte teilnehmer des 
öGD und der Melder (fokusgruppe) 
an DeMis „angeschlossen“ werden. 
Diese erprobungsphase soll die fach-
lichen und technischen Mehrwerte in 
einem Wirkbetrieb mit echtdaten be-
stätigen. für diese Bewertung ist eine 
unabhängige evaluation der DeMis-
funktionalität und der organisatori-
schen Prozesse (dritter schritt) erfor-
derlich, die begleitend zur erprobung 
von DeMis durchgeführt wird. ent-
sprechende fachliche und technische 
anpassungen und optimierungen 
können parallel zur erprobungsphase 
umgesetzt werden.
spätestens zu Beginn des allge-
meinen Betriebs von DeMis (vier-
ter schritt) sind alle teilnehmer des 
öGDs voll an DeMis „angeschlossen“.
Diskussion
Die bei den anwendertests und im 
showcase gezeigten funktionalitä-
ten und systemeigenschaften sowie 
die konzeptionellen Projektergeb-
nisse wurden im DeMis-fachkreis 
kritisch diskutiert. Wie schon bei der 
Mehrbedarfsanalyse zeigte sich, dass 
verschiedene akteursgruppen zu un-
terschiedlichen Wertungen kamen. 
stellvertretend seien hier Punkte aus 
der stellungnahme des Bundesver-









recht, was das handling der funk-
tionen (technische Bestätigung, 
rechtliche Bestätigung, informa-
tions- & service-angebot) betrifft
•	 Signalbasierte	Benachrichtigung	ist	
nicht bedarfsgerecht, was das fein-
tuning von sensitivität und spezi-
fität (caveat signalüberschwem-
mung) betrifft
•	 Integration	 in	 Meldersysteme	 (La-
bor, Krankenhaus, arztpraxis) sollte 
verpflichtend sein
•	 ÖGD	 muss	 adäquat	 ausgestattet	
sein (mit Kostenfolge); der system-




stimmung, dass ein elektronisches 
Meldesystem mehr Vor- als nachtei-
le hat und dass seine einführung in 
Deutschland überfällig ist. Grund-
sätzliche Vorbehalte gegen ein sol-
ches system konnten abgebaut wer-
den. Vom technischen Konzept wird 
der DeMis-Prototyp den anforderun-
gen gerecht, jedoch besteht noch 
erheblicher organisatorischer und 
rechtlicher regelungsbedarf.
Fazit aus RKI-Sicht
aus sicht der rKi-Beteiligten hat 
der Projektverlauf gezeigt, dass 
die wesentlichen ziele von DeMis 
konzeptionell und technisch umsetz-
bar sind. Das betrifft den vereinfach-
ten Meldevorgang, die Bereitstellung 
von feedback und statusinforma-
tionen zur Meldung (Quittung), die 
medienbruchfreie Verarbeitung, die 
schnellere Verfügbarkeit von infor-
mationen und ihre situationsgerech-
te anpassbarkeit.
Da bis zur bundesweiten einführung 
von DeMis voraussichtlich noch ei-
nige zeit vergehen wird, werden 
einzelne Komponenten und funktio-
nalitäten unabhängig davon bereits 
jetzt im zuge der laufenden Weiter-
entwicklung von survnet@rKi und 
survstat@rKi8 aufgegriffen:
•	 Verteilungsdienst	als	Webservice,
•	 Meldedialog9 als Grundlage für 
eine zeitnahe situationsabhängige 
anpassung ohne zusätzlichen im-
plementierungsaufwand,
•	 Einlesen	 elektronischer	 Meldeda-
tensätze und unterstützte fallanla-
ge im Gesundheitsamt,
•	 Informationsdienst	 als	 erweiterte	
funktionalität von survstat@rKi 




Der für den Projekterfolg notwendi-
ge Personal- und zeitaufwand war 
hoch und lag an der oberen Grenze 
des erwarteten. Wir empfehlen auf 
der Grundlage dieser erfahrungen, 
den organisatorischen und logisti-
schen aufwand einer bundesweiten 
einführung als echtsystem nicht zu 
unterschätzen. insbesondere die 
einbindung der kommerziellen her-
steller hat sich als schwierig erwie-
sen. eine essenzielle Voraussetzung 
für die engagierte Beteiligung dieser 
Marktteilnehmer ist, dass der politi-
sche Wille zur einführung eines elek-
tronischen Meldesystems glaubhaft 
vermittelt wird und die diesbezüg-
8) survstat@rKi ist ein frei zugängliches interaktives abfragetool für Meldedaten (https://survstat.rki.de/).
9) Das Konzept des Meldedialogs ersetzt die einzeitige und einseitige Meldung, d.h. die einmalige Übergabe eines kompletten in-
formationspakets vom system des Meldenden an das empfangende system, durch einen informationsaustausch zwischen den 
systemen, bei dem das system des Meldenden zunächst den Meldetrigger, also den die Meldung auslösenden meldepflichtigen tat-
bestand benennt, woraufhin das empfangende system mitteilt, welche informationen in diesem zusammenhang benötigt werden 
und wie diese erhalten werden können (transformation, Berechnungen etc.). auf bestimmte informationen kann das empfangende 
system mit spezifischen nachfragen reagieren.
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lichen erwartungen der hersteller 
nicht enttäuscht werden.
Die integration anderer surveillance-
Datenaustausche war anfangs rich-
tigerweise als eines der Projektziele 
verfolgt worden, geriet dann aller-
dings angesichts der notwendigen 
Konzentration der Bemühungen auf 
die umsetzung der Kernfunktionen 
im Projektverlauf aus dem fokus. sie 
darf in den weiteren ausbauschritten 
nicht vergessen werden, damit es 
nicht zur Verfestigung und Versteti-
gung von Parallelstrukturen kommt.
Ausblick
auf der Grundlage der Projektergeb-
nisse steht nun eine entscheidung 
über die zukünftige Gestaltung des 
Meldesystems an. hierfür müssen 
Bund und länder bewerten, ob der 
dargestellte Mehrwert genug argu-
ment für eine einführung darstellt. 
ebenso muss dann die finanzierung 
diskutiert und geklärt werden. Die 
sparmaßnahmen der letzten Jahre 
haben auch im öGD zu deutlichen 
Kürzungen geführt. Der aufbau die-
ses neuen systems wäre natürlich 
mit aufbaukosten verbunden. lang-
fristig ist aber mit arbeitserleichte-
rungen und mit einem effektiveren 
infektionsschutz zu rechen. auch 
können durch die einführung eines 
solchen systems viele Parallelstruk-
turen wegfallen.
Deutschland braucht einen moder-
nen, effektiven infektionsschutz. 
Der öGD ist föderal strukturiert, mit 
viel Verantwortung auf der lokalen 
ebene. Dies ist in einem großen flä-
chenland wie Deutschland sinnvoll 
und die erfahrung zeigt, dass es sehr 
gut funktioniert. für ein einheitliches 
Meldesystem im Bereich infektions-
schutz sind aber einige zentrale ent-
scheidungen und entwicklungen 
nötig. Dies sollte kein Widerspruch 
sein und um für die Bevölkerung in 
Deutschland auch in zukunft noch 
einen effektiven infektionsschutz auf 
dem stand der technik gewährleis-
ten zu können, wäre es gut, wenn 
Bund, länder und Kreise eine ge-
meinsame lösung zum aufbau, zum 




als über zwei Jahre am Projekt DeMis 
Beteiligte möchten wir, soweit es uns 
zusteht, allen danken, die durch ihr 
engagement und ihre Mitarbeit den 
erfolgreichen abschluss des Projekts 
ermöglicht haben und es zu einer für 
uns gerne erinnerten erfahrung ge-
macht haben. hierzu gehören, ohne 
angesichts der großen zahl der Betei-
ligten namen zu nennen, insbeson-
dere die teilnehmer der fokusgrup-
pen und des projektbegleitenden 
fachkreises, die kollaborierenden 
software-hersteller, die tester, un-
sere Projektpartner aus dem BMG, 
von BearingPoint und fraunhofer 
foKus, die Moderatoren von health 
focus und die uns unterstützenden 
rKi-Kolleginnen und -Kollegen, Gast-




Die verwendeten Produktnamen un-
terliegen dem Schutzrecht der jeweili-
gen Hersteller und Rechteinhaber.
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