Analysis of regulatory and tax aspects of trading with criteria trading with cryptocurrencies by ŠOŠTARIČ, UROŠ
UNIVERZA V LJUBLJANI 














ANALIZA REGULATIVNIH IN DAVČNIH VIDIKOV 
















UNIVERZA V LJUBLJANI 
FAKULTETA ZA UPRAVO 
Diplomsko delo 
 
ANALIZA REGULATIVNIH IN DAVČNIH VIDIKOV TRGOVANJA S 
KRIPTOVALUTAMI 
Kandidat:  Uroš Šoštarič 
Vpisna številka: 04020825 
Študijski program: visokošolski strokovni študijski program Uprava prva stopnja 
 






IZJAVA O AVTORSTVU DIPLOMSKEGA DELA 
Podpisani Uroš Šoštarič, študent visokošolskega strokovnega študijskega programa 
Uprava prva stopnja, z vpisno številko 04020825, sem avtor diplomskega dela z naslovom 
Analiza regulativnih in davčnih vidikov trgovanja s kriptovalutami.  
S svojim podpisom zagotavljam, da:  
̶ je predloženo delo izključno rezultat mojega lastnega raziskovalnega dela,  
̶ sem poskrbel, da so dela in mnenja drugih avtorjev oz. avtoric, ki jih uporabljam v 
predloženem delu, navedena oz. citirana v skladu s fakultetnimi navodili,  
̶ sem poskrbel, da so vsa dela in mnenja drugih avtorjev oz. avtoric navedena v 
seznamu literature in virov, ki je sestavni element predloženega dela in je zapisan 
v skladu s fakultetnimi navodili,  
̶ sem pridobil vsa dovoljenja za uporabo avtorskih del, ki so v celoti prenesena v 
predloženo delo, in sem to tudi jasno zapisal v predloženem delu,  
̶ se zavedam, da je plagiatorstvo – predstavljanje tujih del, bodisi v obliki citata 
bodisi v obliki skoraj dobesednega parafraziranja bodisi v grafični obliki, s katerim 
so tuje misli oz. ideje predstavljene kot moje lastne – kaznivo po zakonu (Zakon o 
avtorski in sorodnih pravicah, Uradni list RS, št. 21/95), kršitev pa se sankcionira 
tudi z ukrepi po pravilih Univerze v Ljubljani in Fakultete za upravo,  
̶ se zavedam posledic, ki jih dokazano plagiatorstvo lahko predstavlja za predloženo 
delo in za moj status na Fakulteti za upravo,  
̶ je elektronska oblika identična s tiskano obliko diplomskega dela in soglašam z 
objavo dela v zbirki Dela FU.  
 
Diplomsko delo je lektorirala Jasmina Vajda Vrhunec, prof. slov.  
 




Kriptovalute ali virtualni spletni denar in njegova uporaba postajata vse bolj pogosta in 
tudi uporabna, saj gre za neke vrste denar prihodnosti. Zakonsko in regulativno področje 
še ni v popolnosti urejeno, saj ne gre za enostavno področje, in če želimo uspešno 
poslovati, se moramo na tem področju še dodatno opredeliti. Regulativa na splošno 
podaja veliko odprtih vprašanj, ki pa niso neurejena samo v Sloveniji, temveč tudi drugod, 
saj se področje kriptovalut šele razvija. 
V diplomskem delu predstavljamo splošne značilnosti kriptovalut, njihove začetke, razvoj, 
načine pridobivanja ter prednosti in slabosti. Osredotočimo se predvsem na regulativno in 
davčno področje kriptovalut, kjer primerjamo ureditev obravnavane problematike v ZDA 
in Sloveniji.  
Cilj diplomskega dela je zasledoval kar nekaj le-teh, pri čemer smo ugotovili, da področje 
zakonodaje, davčne regulacije in nadzora nad poslovanjem kriptovalut še vedno peša in je 
ob tem še veliko odprtih vprašanj, prav tako so večje možnosti za pranje denarja in 
kriminalna dejanja, saj država nad trgovanjem s kriptovalutami še nima zadostnega 
nadzora.  
Primerjava davčne in zakonske regulacije trgovanja s kriptovalutami med državami je 
pokazala, da ima vsaka država svojo regulacijo, vendar pa znotraj Evropske unije obstaja 
nekaj podobnih pravil poslovanja s kriptovalutami, kar vodi v vse bolj enotni skupni trg pri 
poslovanju in preprečitvi zlorab. Ugotavljamo, da se bo moralo na tem področju še veliko 
postoriti in urediti, čeprav letos zanimanje za kriptovalute upada in po njih ni več tako 
velikega povpraševanja, kot je bilo še leto pred tem.   
Ključne besede: kriptovalute, veriženje blokov, nadzor nad kriptovalutami, regulacija 






ANALYSIS OF REGULATORY AND TAX ASPECTS OF TRADING WITH CRITERIA 
TRADING WITH CRYPTOCURRENCIES 
 
Cryptocurrencies, or virtual money online and its use, are becoming more common and 
useful, as it is some kind of money of the future. The legislative and regulatory area are 
not yet fully regulated, as it is not easy and if we want to be successful in business, we 
need to further define ourselves in this area. The regulation itself raises many open 
questions that are not solved only in Slovenia, but also elsewhere as the field of 
cryptocurrencies is still developing. 
In the diploma thesis, we present the general characteristics of cryptocurrencies, their 
beginnings, development, methods of acquisition, advantages as well as disadvantages, 
and we focus primarily on the regulatory and tax area of cryptocurrencies, comparing the 
discussed issues with the United States of America and the Slovenian legislation. 
The aim of the diploma thesis pursued quite a few of them, where we found out that the 
field of legislation, tax regulation and business control is still on the cryptocurrency, with 
many open questions and greater possibilities for money laundering and crime because 
the state does not yet have sufficient regulatory control over cryptocurrency trading. 
Comparison of tax and legal regulation on cryptocurrency trading between countries has 
shown that each country has its own regulation, but within the EU, there are several 
similar rules for dealing with cryptocurrencies, which increasingly unifies the common 
market in dealing with and preventing abuse. Nevertheless, we note that much remains 
to be done and regulated in this area, although interest in cryptocurrencies has been 
declining recently (2019) and there is not as much demand for them as it was the year 
before. 
Keywords: cryptocurrencies, blockchain trading, cryptocurrency control, cryptocurrency 
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V današnjem hitrem in tehnološko modernem času vedno več ljudi želi uspeti na svojem 
področju in ob tem iščejo inovativne rešitve, kako na poseben, inovativen način prodreti 
na domači ali celo tuji trg. Vedno želimo nekaj novega, nekaj boljšega, zato na trg 
prihajajo vedno novi in tehnološko boljši izdelki ter vedno modernejše storitve, ki 
ponujajo več. Prav tako je vedno več digitalizacije. Ljudje nismo zadovoljni z našim 
finančnim sistemom in tako je leta 2008 prišlo do odkritja oziroma iznajdbe digitalnega 
denarnega sistema brez posrednika, to je kriptovalut. Prva in še sedaj najbolj znana 
kriptovaluta je bitcoin. V diplomskem delu obravnavamo trg kriptovalut in način njihove 
uporabe, zakonske možnosti njihovega reguliranja in trgovanja z njimi ter možnosti 
varovanja pred zlorabami. Predpostavljamo, da je na tem področju še veliko praznine in 
da finančne institucije še same dobro ne vedo, kako s kriptovalutami poslovati, kako ta trg 
regulirati in ga ob tem še nadzorovati. Poslovanje je zelo neurejeno, zato je potrebno 
čimprejšnje ukrepanje vlade, da se to področje ustrezno regulira. 
Do leta 2017 je vse potekalo nekoliko v ozadju in ni bilo toliko znano splošni javnosti, saj 
je bilo to nekaj čisto novega, nerazumljivega in nepreizkušenega. Nato pa je začela krivulja 
vrednosti, predvsem bitcoina, strmo naraščati in vedno več ljudi je začelo vlagati v 
kriptovalute in jih uporabljati, saj so v tem videli priložnost za zaslužek. Na davčnem, 
računovodskem in pravnem področju še vedno vlada praznina in ostaja odprtih mnogo 
nerešenih vprašanj. Finančna uprava Republike Slovenije (v nadaljevanju FURS) je junija 
2018 sicer izdala že četrto različico pojasnil glede obdavčenja. Prav tako je Slovenski 
inštitut za revizijo oktobra 2018 izdal pojasnila glede računovodske obravnave kriptovalut, 
vendar se ta pravila šele preizkušajo in prihaja do raznih nesoglasij. Trg kriptovalut je v 
letu 2017 naletel na problematiko regulacije tega trga in tudi njegovega nadzora, saj so se 
začele pojavljati številne zlorabe. Dejstvo je, da so kriptovalute postale tako rekoč uradno 
sredstvo kriminalnih združb, preprodajalcev mamil in drugih zlikovcev. Davčni uradniki 
namreč opozarjajo, da se kot plačilo z gotovino šteje vsako plačilo, ki ni neposredno 
nakazilo s transakcijskega računa kupca na transakcijski račun prodajalca, in torej tudi 
plačilo z virtualno valuto in kriptografskim žetonom. Na ravni Evropske unije (v 
nadaljevanju EU) je bila z namenom preprečevanja pranja denarja in financiranja 
terorizma sprejeta odločitev, da bodo v bližnji prihodnosti na področju EU ukinjene 
anonimne transakcije na kriptovalutnih platformah ter anonimne predplačniške kartice, 
saj organi pregona sumijo, da se z njimi financirajo tudi teroristične dejavnosti. 
Menjalnice kriptovalut in ponudniki tako imenovanih denarnic za kriptovalute pa bodo 
morali razkriti identiteto svojih uporabnikov, s čimer se pride do ustreznejše regulacije 
trga kriptovalut in preprečevanja pranja denarja, kar je namen diplomskega dela. 
Kriptovalute so se po svetu zelo hitro razširile, njihovo hitro širjenje pa je povzročilo več 
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razprav o regulaciji denarja. Problem je v tem, da nad kriptovalutami nima nihče nadzora, 
niti banke ali druge gospodarske institucije niti države (Ma. K. & J. T., 2018). Zapisano z 
drugimi besedami, pravne osebe lahko, namesto da prejemajo denar na transakcijski 
račun, kupujejo kriptovalute, nato pa ta denar dvignejo na bankomatih, ne da bi kdorkoli 
vedel, da imajo takšno vsoto denarja. Za kriptovalute se namreč ne plača nobenega 
davka, poleg tega se na ta način lahko odtujijo velike vsote denarja. Iz tega izhaja, da 
lahko kriptovalute dobro služijo za pranje denarja, financiranje kriminala in druge 
goljufije. Kriptovalute niso problematične samo s strani države, problematične so tudi 
zato, ker ni nadzora nad njimi, kar pomeni, da lahko čez noč izginejo oziroma se izbrišejo. 
Namen diplomskega dela je proučiti zakonsko ureditev oziroma regulacijo kriptovalut, ki 
bi v Sloveniji lahko bila učinkovita, če bi se enostavno izvajala, saj le-ta lahko spodbuja ali 
zavira inovacije. Slovenija bi lahko postala globalni center za veriženje blokov. Tako bi 
lahko pridobila velika tuja podjetja in ponudila priložnost tudi drugim podjetjem. Na ta 
način bi postala center dogajanja. Z vzpostavitvijo permisivne regulative bi bilo treba v 
Sloveniji urediti zakonodajo podjetništva, predvsem obdavčevanja (Korošec, 2018).  
Cilji diplomskega dela so: 
̶ pojasniti pojem kriptovalute in njihov pomen; 
̶ pojasniti pojem rudarjenje in pridobivanje kriptovalut; 
̶ opisati prednosti in slabosti pri trgovanju s kriptovalutami; 
̶ ugotoviti, kaj je obdavčeno in po kakšni stopnji; 
̶ analizirati, kdaj se mora plačati davek na dodano vrednost (v nadaljevanju DDV) in 
kdaj je zadeva oproščena plačila DDV; 
̶ ugotoviti, ali je za trgovanje s kriptovalutami treba imeti registrirano podjetje; 
̶ proučiti, kako se knjiži trgovanje s kriptovalutami; 
̶ ugotoviti, ali je treba za vsako transakcijo plačati pristojbino; 
̶ ugotoviti, kako se obnese regulacija trga kriptovalut; 
̶ ugotoviti, zakaj je nadzor nad poslovanjem s kriptovalutami tudi potreben; 
̶ ugotoviti, kakšna je varnost transakcij in kakšen je nadzor nad njimi ter kakšne so 
možnosti nadzora trga kriptovalut na ravni EU in na ravni Slovenije; 
̶ analizirati problematiko pravne regulacije v Sloveniji in ugotoviti, kateri so razlogi 
za regulacijo kriptovalut. 
Z namenom raziskovanja so bile zastavljene naslednje hipoteze, ki so se preverjale s 
pomočjo analize rezultatov diplomskega dela:  
̶ H1: »Vsaka država v EU se loteva nadzora denarnega trga kriptovalut po svoje, 
vendar morajo vse izhajati iz ravni EU, šele nato regulirajo trg na lokalni ravni.« 
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̶ H2: »Kriptovalute samo trenutno odpravijo potrebo po nadzorni instituciji, saj se je 
pokazalo, da je ta v današnjem denarnem sistemu prevar in hitrih zaslužkov še 
kako potrebna.«  
̶ H3: »Nadzor nad kriptovalutami je še vedno preskromen, saj se uporabniki, ki se 
spuščajo v posle, ki niso regulirani, še vedno soočajo s številnimi tveganji.« 
̶ H4: »Menimo, da so kriptovalute v Sloveniji regulirane v skladu z Zakonom o 
dohodnini (ZDoh-2), Zakonom o davku od dohodkov pravnih oseb (ZDDPO-2) in 
Zakonom o davku na dodano vrednost (ZDDV-1).« 
Pri pisanju diplomskega dela smo pri opisovanju posameznih pojmov uporabili metodo 
deskripcije in pri uporabi zapiskov, citatov in navedb drugih avtorjev metodo kompilacije. 
Uporabljeni so bili različni viri in literatura, na primer članki v revijah, časopisih in na 
internetu, prav tako zakoni, uredbe in predpisi. Veliko informacij o temi na splošno smo 
pridobili iz člankov v revijah in na spletu, v veliko pomoč pa nam je bil tudi FURS s svojimi 
zakoni in predpisi pri usmeritvah poslovanja s kriptovalutami. 
Diplomsko delo je sestavljeno iz več poglavij. Prvo poglavje je uvodno, v drugem smo 
opisali, kaj so kriptovalute, kako delujejo, njihov nastanek, prednosti in slabosti ter vrste. 
V tretjem poglavju smo raziskovali varnost in nadzor kriptovalut, pri čemer smo opisali 
stabilnost sistema, varnost transakcij in nadzor nad njimi, možnosti nadzora trga 
kriptovalut na ravni EU in na ravni Slovenije ter nazadnje še varstvo osebnih podatkov pri 
poslovanju s kriptovalutami. Četrto poglavje se nanaša na pridobivanje kriptovalut, in 
sicer smo predstavili rudarjenje in trgovanje s kriptovalutami. V petem poglavju smo 
raziskovali, ali je pri trgovanju s kriptovalutami treba plačati pristojbino in kako se ta 
obračunava. Primerjali smo menjalnice kriptovalut in tako proučili, ali so provizije povsod 
enake in koliko znašajo. V šestem poglavju pa smo se osredotočili na kriptovalute v 
povezavi s preprečevanjem pranja denarja. Predstavili smo tipologije, postopek in faze 
pranja denarja ter zavezance za preprečevanje pranja denarja in financiranja terorizma, 
njihove naloge in obveznosti. V sedmem poglavju smo se osredotočili na regulacijo 
kriptovalut v Sloveniji in EU ter raziskali razloge za regulacijo kriptovalut. V osmem 
poglavju smo obravnavali davčni vidik kriptovalut. Proučili in raziskali smo, kakšni davčni 
predpisi veljajo v Združenih državah Amerike (v nadaljevanju ZDA) in kakšni v Sloveniji ter 




2 NA SPLOŠNO O KRIPTOVALUTAH 
Kriptovaluta je internetni/spletni menjalni denar, ki uporablja kriptografske funkcije za 
izvajanje finančnih transakcij. Kriptovalute uporabljajo tehnologijo veriženja blokov, da 
dosežejo decentralizacijo, preglednost in nespremenljivost. Najpomembnejša značilnost 
kriptovalute je, da je ne nadzoruje noben osrednji organ; zaradi decentralizirane narave  
so kriptovalute teoretično imune na stare načine vladnega nadzora in vmešavanja. 
Kriptovalute se lahko pošiljajo neposredno med dvema strankama z uporabo zasebnih in 
javnih ključev. Ti prenosi so lahko opravljeni z minimalnimi stroški obdelave, kar 
uporabnikom omogoča, da se izognejo visokim provizijam, ki jih zaračunavajo 
tradicionalne finančne institucije. Danes so kriptovalute postale svetovni pojav, ki ga 
pozna večina ljudi. V tem diplomskem delu bo predstavljeno vse, kar je treba vedeti o 
kriptovalutah in samem pomenu, ki ga lahko vnesejo v svetovni gospodarski sistem. 
Dandanes boste težko našli veliko banko, veliko računovodsko podjetje, ugledno 
programsko podjetje ali vlado, ki ni raziskovala kriptovalut, objavila prispevka o tem ali 
začela tako imenovanega projekta veriženja  blokov.  
Najbolj znana kriptovaluta je bitcoin, ki je s svojim eksplozivnim vzponom za vse 
radovedne v tej smeri postal dejanski standard za kriptovalute. Poleg bitcoina obstaja še 
nekaj drugih zelo pomembnih kriptovalut, kot so ethereum (ETH), litecoin (LTC), dash in 
ripple (XRP). Najpomembneje je ob tem omeniti, da lahko zdaj vsak lansira svojo 
kriptovaluto.  
Če povzamemo, je kriptovaluta radikalno nov način plačevanja, ki zagotavlja varnost vseh 
transakcij in se pomaga znebiti posrednikov, ki jih zastopajo banke, kar prispeva tudi k 
občutnemu znižanju provizije. Glavna značilnost kriptovalut je varnost, ki jo zagotavlja 
tehnologija veriženja blokov – omrežje računalnikov, ki imajo identično kopijo zapisa in 
spreminjajo svoje zapise s skupnim dogovorom, ki temelji na čisti matematiki. Poleg tega 
je zaradi ene izmed glavnih prednosti veriženja blokov, to je pametnih pogodb, mogoče 
ustvariti svojo kriptovaluto in izdati svoj žeton. Žeton t.i. Token je vrsta zasebne izdane 
kriptovalute, vrednostne enote, ki jo organizacija ustvari za urejanje in samoupravljanje 
svojega poslovnega modela ter svojim uporabnikom omogoči interakcijo z njenimi izdelki, 
hkrati pa olajša distribucijo ter delitev nagrad in koristi vsem svojim deležnikom. 
2.1 POJEM IN NASTANEK KRIPTOVALUT 
Malo ljudi ve, da se je kriptovaluta pojavila kot stranski izdelek drugega izuma. Satoshi 
Nakamoto, neznani izumitelj bitcoina, prve in še vedno najpomembnejše kriptovalute, ni 
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nikoli nameraval izumiti valute. V svoji napovedi bitcoina konec leta 2008 je Satoshi dejal, 
da je razvil elektronski denarni sistem "Peer-to-Peer". Njegov cilj je bil izumiti nekaj, česar 
mnogim ljudem ni uspelo ustvariti pred digitalno gotovino. 
Kriptovalute so oblika nereguliranega digitalnega zapisa vrednosti, ki jih ustvarijo pravne 
ali fizične osebe. Zapis ne izda, niti zanj ne jamči centralna banka oziroma katera druga 
finančna institucija. Evropska centralna banka (ECB) navaja, da bi morali kriptovalute 
uvrščati med menjalna sredstva, ne pa med plačilna sredstva. Kriptovalute niso zakonito 
plačilno sredstvo, je pa plačevanje z njimi legalno. Se elektronsko shranjujejo, prenašajo 
in izmenjujejo. Ne da se jih opredeliti kot tujo valuto. Zakon o deviznem poslovanju (ZDP-
2) sem uvršča le bankovce in kovance v tuji valuti, ki jih izda centralna banka ali država. Ne 
moremo jih definirati kot elektronski denar in jih imenovati kot predmet storitve izdajanja 
elektronskega denarja v skladu z Zakonom o plačilnih storitvah, storitvah izdajanja 
elektronskega denarja in plačilnih sistemih (ZPlaSSIED) (Banka Slovenije 2018). Problem je 
že pri sami opredelitvi kriptovalut, zato je to področje težko regulirati in uskladiti z že 
obstoječimi zakoni. 
Bitcoin je prva kriptovaluta, ki je sedaj tudi najbolj znana. Deluje brez centralnih organov 
in brez posrednikov, je pa zaslovela kot prvo vrstniško decentralizirano plačilno omrežje. 
To je omrežje, ki nudi povsem nov sistem plačevanja z digitalnim denarjem. Kriptografija 
skrbi za nadzor nad nakazili in za ustvarjanje novih kovancev. Wei Dai je že leta 1998 
razmišljal o tej novi obliki denarja. Te ideje ni uresničil, jo je le opisal na poštnem seznamu 
Cypherpunkov. Jo je pa leta 2009 uresničil Satoshi Nakamoto, ki je ustanovitelj bitcoina. 
Prvo kriptovaluto je ustvaril, ko je ta koncept objavil na kriptografskem poštnem seznamu 
(Bitcoin, 2018). 
Namen Satošija Nakamote je bil vzpostaviti decentralizirani digitalni denarni sistem brez 
osrednjega organa. Njegov namen ni bil izumiti kriptovalute. Gre za sistem »enak z 
enakim« (angl. Peer-to-Peer – P2P) za izmenjavo datotek. To je možnost izvedbe 
transakcij med uporabniki in brez posrednikov. Da se uvede takšen sistem, je treba 
ustvariti mrežo, kjer so vidni vsi računi, bilance in vse izvedene transakcije. Centralni 
strežnik kontrolira in prepreči morebitno dvojno porabo. Pri decentralizirani mreži tega ni, 
zato bi si vsak sam moral voditi bilance za transakcije. Vsak uporabnik mora imeti dostop 
do vseh transakcij, da lahko preveri, ali so prihodnji posli veljavni ali gre za poskus dvojne 
porabe. Prisoten mora biti osrednji organ, ki bi vse te transakcije vodil, nadziral in 
omogočil popolno soglasje med uporabniki. Kriptovalute so bile ustvarjene prav zato. So 
izum, s katerim se doseže soglasje med uporabniki brez osrednjega organa (Kriptovalute, 
2018). 
Šlo je za prvo izdajo bitcoina, novega elektronskega denarnega sistema, ki se uporablja za 
omrežje enakovrednih vrst, da se z njim prepreči tako imenovana dvojna poraba. 
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Popolnoma je decentraliziran, brez posrednika ali centralnega organa. Satoshi Nakamoto 
je spletni denar bitcoin napovedal in objavil 9. januarja 2009 na SourceForge. 
Najpomembnejši del Satoshijevega izuma je bil ta, da je našel način za izgradnjo 
decentraliziranega digitalnega denarnega sistema. Že v devetdesetih letih prejšnjega 
stoletja je bilo veliko tovrstnih poskusov ustvarjanja digitalnega denarja, vendar se vsem 
ni uspelo obdržati, tako kot je to uspelo avtorju bitcoina.  
Ko je videl, da vsi centralizirani poskusi niso uspeli, je Satoshi poskušal zgraditi digitalni 
denarni sistem brez centralne enote – kot omrežje "Peer-to-Peer" za skupno rabo 
datotek. Ta odločitev je pomenila rojstvo kriptovalute. Gre za manjkajoči kos, za katerega 
je Satoshi ugotovil, da uresničuje digitalni denar. Razlog je malo tehničen in kompleksen; 
kdor ga ugotovi, bo vedel več o kriptovalutah kot večina ljudi.  
Poskusimo torej čim lažje: za realizacijo digitalne gotovine potrebujemo plačilno omrežje z 
računi, saldi in transakcijami. To je zelo enostavno razumeti. Glavna težava, ki jo mora 
rešiti vsako plačilno omrežje, je preprečiti tako imenovano dvojno porabo, torej 
preprečiti, da bi en subjekt dvakrat porabil enak znesek. Običajno to opravi osrednji 
strežnik, ki vodi evidenco o stanju. V decentralizirani mreži tega strežnika/posrednika 
nimamo. Za to delo potrebujemo vsako posamezno enoto omrežja. Vsak vrstnik v omrežju 
mora imeti seznam z vsemi transakcijami, s katerim lahko preveri, ali so prihodnje 
transakcije veljavne ali gre za poskus dvojne porabe. 
Če se vrstniki v mreži ne strinjajo le o enem samem, manjšem ravnovesju, je vse 
porušeno. Potrebujejo absolutno soglasje. Običajno je treba vzeti spet osrednji organ, ki 
razkrije pravilno stanje tehtnic. Toda kako je lahko doseženo soglasje brez centralne 
oblasti? 
Tega ni vedel nihče, dokler se ni pojavil Satoshi. Pravzaprav ni nihče verjel, da je to sploh 
mogoče. Satoshi je dokazal, da je. Njegova glavna inovacija je bila doseči soglasje brez 
osrednjega organa. Kriptovalute so del te rešitve. 
2.2 PREDNOSTI IN SLABOSTI KRIPTOVALUT 
Glede prihodnosti kriptovalut na splošno obstajajo različna in nasprotujoča si mnenja, 
zlasti o bitcoinih. Ljudje, ki imajo libertarni pogled na življenje, so optimistični in 
sprejemajo sisteme kriptovalut drugih avtorjev, ekonomistov in strokovnjakov s tega 
področja, medtem ko jih kar nekaj ni navdušenih nad uporabo kriptovalute v plačilnem in 
finančnem sistemu transakcij.  
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Optimistični pogled na uporabo kriptovalut je podkrepljen z dejstvom, da ustvarijo 
enostavnejši prenos sredstev med dvema strankama v transakciji – te transakcije so 
olajšane z uporabo javnih in zasebnih ključev za varnostne namene.  
Ti prenosi sredstev se opravijo z minimalnimi stroški obdelave, kar uporabnikom 
omogoča, da se izognejo visokim provizijam, ki jih zaračuna večina bank. Mnoge države so 
začele sprejemati bitcoin kot veljavno valuto. Še posebej države, ki se želijo znebiti 
denarja, imajo zelo prijazen pristop do kriptovalut. Drugi pomembnejši argument je 
velikost tržne kapitalizacije. Prisotno je mnenje, da je trg kriptovalut velik, močan in 
neomejen, zato  bi bila prepoved prevelik zalogaj za vsako posamezno državo posebej.  
Na drugi strani nasprotniki kriptovalut trdijo, da so kriptovalute zelo ohlapna valuta, ker 
se lahko uporablja za pranje denarja ali financiranje nezakonitih dejavnosti. Tymoigne 
(2015) na primer ni navdušen nad uporabo kriptovalute bitcoin zaradi naslednjih razlogov: 
̶ meni, da bitcoini niso uspešna elektronska valuta, saj opaža, da so nelikvidni in 
imajo visoko volatilnost cen ter da je diskontirana vrednost gotovine bitcoina 
enaka nič; 
̶ nadalje meni, da ker kot valuta nima osrednjega izdajatelja, ni finančne ali 
gospodarske podlage za njeno ustvarjanje.  
Glavne prednosti uporabe bitcoina: 
 odprta koda za rudarjenje kriptovalut: bitcoin uporablja iste algoritme, kot se 
uporabljajo pri spletnem bančništvu. Edina razlika v internetnem bančništvu je 
nerazkritje informacij o uporabnikih. Skupne so vse informacije o transakciji v 
omrežju bitcoin (kako, kdaj), ni pa podatkov o prejemniku ali pošiljatelju kovancev;  
 hitrost in enostavnost plačila: ni dostopa do osebnih podatkov denarnice oziroma 
lastnika; 
 brez inflacije: največje število kovancev je strogo omejeno z 21 milijoni bitcoinov. 
Niti politične sile niti korporacije ne bi mogle spremeniti tega reda, ni možnosti 
razvoja inflacije v sistemu; 
 »Peer-to-Peer« kriptovaluta omrežja: v takih omrežjih ni glavnega strežnika, ki je 
odgovoren za vse operacije;  
 izmenjava informacij (v tem primeru denarja) poteka med 2–3 ali več odjemalci 
programske opreme: vsi nameščeni s strani uporabnikov programskih denarnic so 
del bitcoin omrežja. Vsaka stranka shrani zapis o vseh transakcijah in število 
bitcoinov v vsaki denarnici. Transakcije opravijo na stotine razdeljenih strežnikov. 
Ne banke, ne davčne uprave in ne vlade ne morejo nadzorovati izmenjave denarja; 
 neomejene možnosti transakcije: vsak imetnik denarnice lahko plača vsakomur, 
kjerkoli in kakršenkoli znesek. Transakcije ni mogoče nadzorovati ali preprečiti, 
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zato lahko izvedemo prenose kjerkoli na svetu, ne glede na to, kje je drug 
uporabnik z denarnico bitcoinov; 
 brez meja: plačil v tem sistemu ni mogoče preklicati. Kovancev ni mogoče 
ponarediti, kopirati ali porabiti dvakrat. Te zmožnosti zagotavljajo celovitost 
sistema kot celote;  
 nizki stroški delovanja bitcoina: ta kriptovaluta deluje kot fizična gotovina in se 
kombinira s funkcijo e-poslovanja. Ni treba plačevati provizij bankam in drugim 
organizacijam. Provizija v tem sistemu je nižja kot v kateremkoli drugem plačilnem 
sistemu. Znese 0,1 % zneska transakcije. Stroški posredovanja gredo v denarnice 
rudarjev bitcoinov; 
 popolna decentralizacija: v omrežju ni centralnega nadzornega organa, omrežje je 
na voljo vsem udeležencem, vsak računalniški rudarski bitcoin je član tega sistema. 
To pomeni, da centralna oblast nima moči narekovati pravil za lastnike bitcoinov; 
 enostaven za uporabo: uporaba bitcoina je za podjetja primerna. Podjetje 
potrebuje približno 5 minut, da ustvari denarnico bitcoinov in jo lahko takoj začne 
uporabljati – brez vprašanj in provizije. Nihče ne more ukrasti nikogaršnjih osebnih 
podatkov; 
 anonimnost: je popolnoma anonimen in hkrati popolnoma pregleden. Podjetje 
lahko ustvari neskončno število naslovov bitcoinov brez navedbe imena, naslova 
ali drugih informacij; 
 preglednost: bitcoin hrani vso zgodovino. Visoko zavarovano, brez tretjih oseb, 
uporabljamo svojo denarnico tolikokrat, kot sami želimo. Olajšana je mednarodna 
trgovina, ki poteka brez omejitev, meddržavne transakcije so nekomplicirane in 
hitre za uporabnike.  
Po navedbah Ivaschenka (2016) so pomanjkljivosti naslednje: 
 močna nestanovitnost: skoraj vsi vzponi in padci vrednosti bitcoina so neposredno 
odvisni od deklariranih izjav posameznih vlad različnih držav. Ta nestanovitnost 
ustvarja kratkoročno težavo; 
 ni možnega vračila: ob izgubi denarnice oziroma gesla, ki ga uporabljamo prek 
mobilnega telefona, je nemogoče dobiti novo geslo. Če torej izgubimo telefon, se 
izgubi tudi osebno geslo;  
 velika tveganja za naložbe v kriptovalute, ki jih je treba upoštevati v medijih in 
dolgoročno. 
Po našem mnenju je seznam pomanjkljivosti kriptovalute bitcoin veliko daljši in je 
povezan s tveganji pranja denarja, financiranja terorizma in drugih nezakonitih dejavnosti, 
pomanjkanja centrale izdajatelja, kar pomeni, da ni nobenega pravnoformalnega 
subjekta, ki bi jamčil v primeru kakršnegakoli stečaja, in podobno. Čeprav je to zelo težko 
napovedati, veliko akademikov in strokovnjakov o tej temi trdi, da je prihodnost 
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kriptovalut svetla, saj bo odpravila trgovinske ovire in posrednike, kar bo zmanjšalo 
stroške transakcij in  povečalo trgovino in gospodarstvo.  
Kljub temu bi morali v akademskem svetu tudi pesimistične glasove obravnavati kot 
dobre, saj to kaže na veliko tveganje za nestanovitnost, taksistična tveganja in 
pomanjkanje institucionalne rezerve, zaradi česar prihodnost kriptovalut ni zelo 
optimistična. Seveda prednosti prevladujejo nad pomanjkljivostmi, ampak še vedno ne v 
takšni meri, da bi jim bilo mogoče zaupati.  
2.3 VRSTE FIAT VALUT IN KRIPTOVALUT 
Na področju fiat valut danes poznamo več različnih vrst, in sicer je to odvisno od vsake 
države posameznice, kjer se izbrana valuta uporablja. Za svet je značilnih okrog 180 
različnih fiat valut, ki so tudi svetovno priznane kot zakonito plačilno sredstvo. Za 
Slovenijo je značilen evro, ki ga pri poslovanju s kriptovaluto preračunavamo v evrsko 
vrednost (Davidovic, 2018).  
Za kriptovalute je značilno, da geografsko niso vezane na posamezno državo. Najbolj 
znana in prva je bitcoin, vendar pa ni edina, saj je na trgu že tudi veliko drugih oblik 
kriptovalut, in sicer pod skupnim imenom altcoin (angl. alternative coin), kar pomeni 
alternativni kovanec (Davidovic, 2018). 
Poznamo še tudi žetone (angl. Token), ki pa imajo povsem drugačen pomen kot kovanci 
(Setnikar in Šutanovac 2017, str. II–III): 
̶ altcoini: različne variante bitcoina, in sicer namecoin, peercoin, litecoin, dogecoin, 
auroracoin itd.;  
̶ drugi altcoini, ki niso izpeljani iz bitcoinovega odprtokodnega protokola; 
̶ žetoni: predstavljajo neke vrste določeno sredstvo ali pravico in se ustvarijo na že 
obstoječih blokih, kar pomeni, da nimajo lastnega bloka. So sredstva za trgovanje 
in menjavo blaga, so pa zvesti kriptovaluti. Kriptožetoni nastanejo pri izvedbi ICO 
(angl. Initial coin offering), torej javni ponudbi žetonov. Gre predvsem za mlade 
podjetnike, brez začetnih financ, ki lahko svoje poslovne ideje razvijejo s pomočjo 
kriptožetonov, pri čemer se zavedajo, da bodo za svoje storitve prejemali sredstva 
za financiranje stroškov zagona podjetja in kot plačilo za izdelke. S tem je 
dokazano, da mehanizem ICO podjetnikom omogoča ustvarjanje konkurenčne 
prednosti tudi z žetoni in mu hkrati daje vrednost. Ugotovljeno je tudi bilo, da 
donosnost tveganih naložb ni odvisna od kakršnekoli rasti ponudbe žetonov, 
temveč se začetna zbrana sredstva maksimirajo tako, da se ta rast ustavi na nič, da 
se spodbudi varčevanje pri začetnih udeležencih. Ker je vrednost žetonov odvisna 
od enega samega obdobja povpraševanja, je možnost zbiranja sredstev bolj 
omejena kot pri tradicionalnem lastniškem financiranju. Poleg tega pomanjkanje 
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zavezanosti denarni politiki spodkopava varčevalno vedenje, zato so stroški 
uporabe žetonov za financiranje zagonskih stroškov predvsem v neprožnosti pri 
prihodnjih dokapitalizacijah; 
̶ kriptožetoni: lahko olajšajo tudi usklajevanje med deležniki znotraj digitalnih 
ekosistemov. Tak sistem je zelo podoben prvemu trgovanju z delnicami. 









Med prve spada in je tudi najbolj 




Spada k odprtokodni platformi verige 
blokov, ki je dejansko namenjena za 
razvoj različnih projektov, njena valuta 
se imenuje eter. 
Nima omejitve 
RIPPLE XRP 
Platforma je namenjena izključno 
finančnim institucijam (bankam) ter 
ima izredno sposobnost hitrih 
prenosov in transakcij med različnimi 
državami, ni pa je mogoče rudariti. 
Do 100 milijard 
LITECOIN LTC 
Njena glavna in hkrati tudi najbolj 
pozitivna lastnost je, da omogoča 
varne in hitre transakcije. 
Do 4.000.000 
NEM XEM 
Spada med kriptovalute z veriženjem 
blokov, kjer je način rudarjenja in tudi 
transakcij nekoliko drugačen. 
Do 8.999.999.999 
MONERO XMR 
Tukaj gre za temeljno značilnost 
šifriranja transakcij, kar hkrati 
omogoča močno anonimnost in 
nezmožnost sledenja teh transakcij. 
Do 18.400.000 
CARDANO ADA 
Ta sicer še ni do končno razvita in je 
namenjena predvsem izvajanju tako 
imenovanih pametnih pogodb, vendar 
je še vse v fazi razvijanja. 
Do 45 milijard 
IOTA MIOTA 
Njen glavni namen je v podpori 
internetu, povezovanju vseh naprav in 
transakcij med njimi. 
Do 2,78 kvadrilijona 
DASH DASH 
Ta se trudi biti še bolj enostavna za 
uporabo od drugih. 
Do 18.000.000 




3 VARNOST IN NADZOR KRIPTOVALUT 
Res je, da trenutno kriptovalute odpravljajo vladni nadzor, nadzorujejo ustvarjanje 
dodatnih enot valute, omogočajo lažje, varnejše in hitrejše transakcije, prenos denarja pa 
poteka brez provizij ali menjalnih tečajev. Vendar pa kriptovalute niso omejene le na 
valute, transakcije in finančne institucije. Omogočeno je tudi popolno lastninjenje 
podatkov, varovanje osebnih podatkov, zaščita identitete in ustvarjanje decentralizirane 
ekonomije (CryptoWorld, 2019). Glede na to, da se to dogaja na internetu, ne moremo 
trditi, da je sistem kriptovalut oziroma da bo sploh kdaj v popolnosti zaščiten pred krajo, 
hekerskimi vdori ipd.  
3.1 STABILNOST SISTEMA 
Najpomembnejši del sistema kriptovalut predstavlja dejavnost rudarjev. Rudar je lahko 
vsak, ki vloži nekaj dela na računalniku, da bi izpopolnil pogoje. Kriptovalute so le zapisi, ki 
so vodeni v decentraliziranih podatkovnih bazah, zavarovane so s kriptografijo 
(Kriptovalute, 2019). Iz tega izhaja, da je kriptovalute zelo težko spremeniti ali izbrisati, 
zato so glede tega vprašanja stabilne. Z njimi poslovati, nakupovati in prodajati je povsem 
enostavno.  
Največja slabost kriptovalut je, da nimajo mehanizma za preprečevanje prevlade katerega 
izmed uporabnikov in zlorab. Če bi nekdo ustvaril tisoče nezakonitih transakcij in jih 
razširil, bi se sistem kriptovalut popolnoma podrl (Kriptovalute, 2019). Iz tega izhaja, da 
sistem kriptovalut še ni dovolj stabilen, saj je zelo ranljiv, predvsem ni mogoče zaščititi 
oseb in njihovih kriptovalut, ki lahko na internetu hitro postanejo tarče kibernetskega 
napada.  
3.2 VARNOST TRANSAKCIJ 
Porast kriptovalut je vplival na to, da so kriptovalute postale priljubljen plačilni instrument 
na finančnem trgu. Povsod po svetu različni ustvarjalci in ponudniki kriptovalut delajo na 
varnostnih metodah, saj želijo zaščiti to panogo in jo pomagati širiti. Da bi zaščitili 
kriptovalute, so bile na trg uvedene različne rešitve, od kriptodenarnic za mobilne in 
računalniške sisteme do kriptoskladišč za finančne institucije (Hartog, 2019).  
Še vedno se pri kriptovalutah pričakujeta večja varnost in odgovornost za transakcije. 
Povečan nadzor trga je nujno potreben, saj je bilo že precej tatvin prek digitalnih sredstev. 
Nujna je izboljšava varnosti (Dua, 2019). Iz tega izhaja, da transakcije še niso povsem 
varne, saj lahko prihaja do vdora in transakcijo lahko izvede tretja oseba.  
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3.3 NADZOR NAD TRANSAKCIJAMI 
Transakcije kriptovalut se razlikujejo od transakcij, ki smo jih vajeni pri prenosu fizičnega 
denarja. Lastnosti transakcij so (Kriptovalute, 2019): 
 nepovratnost: transakcije po potrditvi ni mogoče razveljaviti; 
 psevdonimnost: transakcije in računi so anonimni, torej niso povezani z realnimi 
identitetami; 
 hitrost in globalnost: transakcije so izredno hitro sporočene v omrežje in potrjene 
v nekaj minutah; 
 varnost: sredstva kriptovalut so zaklenjena v kriptografskem sistemu javnega 
ključa. Samo lastnik ključa lahko pošlje kriptovaluto. Če lastnik ključa ustrezno 
hrani ta ključ in pazi na informacijsko varnost naprave, iz katere posluje s 
kriptovalutami, ni mogoče vdreti v transakcije. Zaradi močne kriptografije in 
matematike je nemogoče zlorabiti to shemo; 
 brez pooblastil: niso potrebna nobena pooblastila za uporabo kriptovalut. 
 
Obstaja več izzivov, s katerimi se srečujemo na internetu. Shranjevanje, transakcija in 
iskanje kriptovalut temeljijo na uporabi neke oblike spletne tehnologije. To lahko privede 
do vdora v račun, še preden je bila opravljena transakcija. Z uporabo varnih modelov 
transakcij se vrednost te valute poveča. V nasprotnem primeru osnovno tveganje vedno 
obstaja. Poleg tega obstaja tudi možnost kraje prek telefona. Ker vse več kriptovalut 
ponuja razširitve za mobilne aplikacije, lahko telefon postane lažja tarča za hekerje (Dua, 
2019). 
3.4 MOŽNOSTI NADZORA TRGA 
Vlagatelji v kriptovalute so lahko žrtve napadov. Ogroženi so lahko tudi tisti, ki sodelujejo 
pri financiranju novih kriptovalut, ker jih ustanovitelji lahko ukinejo čez noč, kupci pa 
ostanejo brez denarja, ki so ga vložili oziroma porabili za nakup. Kriptovalute so trenutno 
privlačne kriminalnim združbam, prav zaradi anonimnosti naložb in transakcij (Korošec, 
2018). 
Nadzirati trg kriptovalut je izredno težka naloga, saj nimamo vpliva na spremembe 
njihovih cen. Te lahko naenkrat zelo padajo ali pa se zelo povečajo. Prav tako jih trenutno 
ne moremo nadzirati, saj ne moremo preprečiti pranja denarja, financiranja terorizma in 
drugih kaznivih dejanj, ki se dogajajo tudi z uporabo kriptovalut. Nadzor trga kriptovalut 
bo mogoč, ko bodo povsod uvedli regulacijo trga, ko kriptovalute ne bodo več anonimne 
in ko se bodo transakcije beležile z razkritjem trgovalcev.  
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3.5 TEHNOLOGIJA VERIŽENJA BLOKOV IN VARSTVO OSEBNIH PODATKOV 
Razvoj in tehnologija verižnih blokov imata danes ob upoštevanju GDPR dva vidika: 
̶ možnost uporabe tehnologije verižnih blokov oziroma trgovanja s kriptovalutami 
za izpolnjevanje zahtev GDPR; 
̶ problematičnost uporabe te tehnologije z vidika »pravice do pozabe«, ki jo GDPR 
tudi zagotavlja.  
GDPR v 25. členu določa, da vsak upravljavec osebnih podatkov izvaja tudi ustrezne 
tehnične in druge organizacijske ukrepe, kot je psevdonimizacija. Oblikovani so na način 
za učinkovito izvajanje načel, kjer je v ospredju varstvo osebnih in sploh vseh podatkov. 
Gre za načelo, ki temelji na uporabi najmanjšega obsega teh podatkov in mora v vsako 
obdelavo vključiti vse potrebne zaščitne ukrepe, da se izpolnijo zahteve po varovanju vseh 
podatkov in da se zaščitijo tudi vse pravice posameznikov, na katere se nanašajo ti osebni 
podatki.  
Zato se prav ta tehnologija veriženja blokov zaradi svojega že obstoječega principa 
vgrajenega zaupanja, ki onemogoča njeno vsakršno anonimno spreminjanje, dejansko 
kaže kot izrazito primerna tehnologija, s katero lahko podjetje dokazuje dejansko 
izpolnjevanje zahtev GDPR v celotnem življenjskem ciklu obdelave osebnega podatka. 
Vendar pa po drugi strani prav ta njena lastnost »odpira možnosti uporabe tehnologije 
veriženja blokov za namene implementacije zahtev GDPR, povzroča konflikt z zahtevami 
uredbe. Konflikt je vgrajen že v samo bistvo tehnologije veriženja blokov. Ta je namreč 
nosilka zapisov, ki sicer ne neposredno, pa vendar omogočajo identifikacijo osebe, ki je v 
verigo zapisov tak zapis dodala. Zapis ostane v decentralizirani verigi, v katero imajo 
vpogled vsi udeleženci verige, zapisan »za vedno«. Tak princip pa je v nasprotju z eno od 
temeljnih pravic GDPR, to je »pravico do pozabe«, ki jo opredeljuje 17. člen GDPR. 
Načrtovalci in uporabniki tehnologije veriženja blokov bodo morali biti zato pri uporabi le-
te pozorni na omejitve, ki jih določa zakonodaja s področja varstva osebnih podatkov, saj 
sta tehnologija in uporaba osebnih podatkov oz. prispevek posamezne fizične osebe v 







4 PRIDOBIVANJE KRIPTOVALUT     
4.1 RUDARJENJE KRIPTOVALUT 
Rudarjenje kriptovalut je vsakršna oblika potrjevanja transakcij. Ob doseženem dohodku 
fizične osebe z rudarjenjem kriptovalut se to obdavči kot drugi dohodek po 105. členu 
ZDoh-2. Višina tega pridobljenega dohodka v evrih se v Sloveniji določi na podlagi 
vrednosti kriptovalute v evrih, in sicer po času, ko je dohodek bil prejet.  
Po 108. členu ZDoh-2 se za druge dohodke v takem primeru štejejo tisti dohodki, ki 
nastanejo iz rudarjenja kriptovalut in je njihova akontacija dohodnine obračunana po 
stopnji 25 %. Davčni zavezanec je torej dolžan plačati akontacijo dohodnine v višini 25 % 
od celotnega dohodka in ob tem nima možnosti uveljavitve zniževanja stroškov ob 
rudarjenju za morebitne stroške nakupov opreme ali stroške izobraževanj idr. Ugotavlja se 
na podlagi napovedi davčnega zavezanca, ki se vlaga pri davčnem organu v roku 15 dni od 
prejema tega dohodka (FURS, 2018).  
4.2 TRGOVANJE S KRIPTOVALUTAMI 
Trgovanje s kriptovalutami je možno v Sloveniji na več načinov: prek spleta, prek 
bencinskih servisov Petrol, z osebnim srečanjem in prek nakupa kriptovalute na 
avtomatih. 
4.2.1 Nakup kriptovalute prek spleta 
Kriptovalute je mogoče kupiti tudi preko spleta in borz, sploh če je naše trgovanje 
podprto z znanjem, študijem o profilih in potrebah po izbiri in nakupu ter z dodatnim 
znanjem nakupovanja preko spleta. Najprej se je treba pozanimati o primerni menjalnici, 
odprtju uporabniškega računa (potrebna sta e-naslov ali telefonska številka za varnost 
računa) in verifikaciji osebnih podatkov (običajno se zahteva tudi fotografija enega 
osebnega dokumenta). Način plačila je možen na več načinov, in sicer v fiat valuti, s 
kreditno ali debetno kartico, nakazilom SEPA ali prek PayPal računa.  
Sledi izbira kriptovalute in njene vrednosti, s katero dobimo denarnico za kriptovalute, na 
katero shranimo naš zasebni ključ, ki nam omogoča dostop do našega kripto zneska. Če 
ne poznamo dodobra spletnega nakupovanja kriptovalut, lahko izberemo tudi druge 
načine, in sicer nakup na Petrolovih bencinskih servisih, nakup z osebnim srečanjem ali 
nakup na tovrstnih avtomatih (Šavc, 2018, str. 31).  
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4.2.2 Nakup kriptovalute na Petrolovih bencinskih servisih 
Ena izmed možnosti nakupa kriptovalut je tudi nakup na slovenskih Petrolovih bencinskih 
servisih, ki jih je v Sloveniji kar veliko, in sicer 320. Pri tem nakupu dejansko ne gre za 
nakup fizičnega bitcoina, temveč za kupone v vrednosti 20, 50, 100 ali 200 evrov, na 
katerih so unikatne številčne kode, ki jih lahko povežemo s svojo denarnico in nato na 
spletni strani Bitinsa naredimo prenos. Tak nakup na bencinskih servisih spada med 
najenostavnejše oblike vlaganj v kriptovalute. Ob nakupu kuponov pa še seveda nismo 
lastniki digitalnih kovancev; to postanemo, ko jih prek spleta v to tudi pretvorimo (Šavc, 
2018, str. 31).  
4.2.3 Nakup kriptovalute na avtomatih 
Vodilno slovensko bitcoin podjetje Bitnik je leta 2014 razvilo in postavilo prve bankomate 
za nakup bitcoina. Kasneje je postavilo tudi bankomate, na katerih je mogoč nakup tudi 
drugih kriptovalut (cash, litecoin, ether), ne samo bitcoina. Sedaj je v Sloveniji dvanajst 
takšnih bankomatov. Postopek nakupa na bankomatih je zelo enostaven (Bitnik d.o.o., 
2014): 
̶ »Odčitava Bitcoin naslova (najprej je potrebna povezava s telefonom, saj je s 
telefona potrebno odčitati QR kodo javnega naslova digitalne denarnice); 
̶ Plačilo v fiat valuti (v bankomat se vstavijo bankovci v vrednosti, koliko želimo 
kupiti kriptovalut); 
̶ Zaključek naročila (zaključimo nakup s pritiskom tipke »pošlji Bitcoin« in tako je 
nakup uspešno opravljen).« 
V letu 2019 je v Sloveniji pet takšnih bankomatov.  
4.2.4 Nakup kriptovalute z osebnim srečanjem 
Dogovor o osebnem srečanju, takšen način nakupa kriptovalut je najlažji in tudi 
najcenejši, sploh v primerih, ko s celotno zadevo šele začenjamo in nismo seznanjeni z 
vsemi postopki.  
Prenos kriptovalut se lahko izvede s kreiranjem QR-kode na telefonu, kjer kriptovalute 
pošljemo na podani naslov, plačilo pa nato izvedemo fizično v gotovini na mestu, kjer 
smo. Zainteresirane najdemo tudi med prijatelji, znanci, obstoječimi uporabniki in prek 
različnih spletišč. Ta vrsta nakupa je najugodnejša in popolnoma brez provizij. Slabost je 
samo v nezaupanju, saj se kupec in prodajalec ne poznata in je sprva prisotno nezaupanje 
v nakup (Šavc, 2018, str. 32).  
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5 PRISTOJBINE PRI TRGOVANJU S KRIPTOVALUTAMI 
5.1 MENJALNICE OZIROMA BORZE KRIPTOVALUT 
Ko govorimo o borzah ali menjalnicah kriptovalut, mislimo na programske platforme, ki 
svojim uporabnikom nudijo zamenjavo evrov v kriptovalute, in obratno. Kot na vsaki 
poznani borzi se tudi tukaj oblikuje tržna cena na podlagi ponudbe in povpraševanja, ki je 
hkrati tudi zelo nestabilna, saj je možnost dviga ali padca cen tudi nad 100 % 
(Kriptovalute. 2018). Poleg tega nekatere borze ali menjalnice ponujajo možnost menjave 
med kriptovalutami (Davidovic, 2018a). 
Pred izbiro borze ali menjalnice je dobro, da se tako o njej kot o izbiri, ki je na voljo, dobro 
poučimo, preden se registriramo, saj se borze med seboj razlikujejo, na primer, po 
ponudbi valut, možnostih plačila in tudi uporabniških izkušnjah (Davidovic, 2018a). 
Borze v EU so pri nakupu in svojih storitvah omejene s posebnimi pravili, saj se morajo 
izogniti procesom preprečevanja denarja in upoštevati procese spoznavanja svojih strank, 
s čimer se sproti izogibajo nevarnostim in zagotavljajo varnost poslovanja. Pri izbiri 
menjalnice je priporočljivo biti pozoren, da izberemo takšno, ki ima te procese jasno 
zastavljene (Davidovic, 2018a). 
5.2 PASTI IZBIRE MENJALNICE ALI BORZE 
Ponudba borz ali menjalnic kriptovalut na spletu je precej velika, zato je izbira prave lahko 
zapletena. S tem namenom je sprejetih nekaj splošnih in jasnih priporočil, ki nam olajšajo 
izbiro in na katere je treba biti pozoren, saj se ob upoštevanju le-teh lahko izognemo 
morebitnim prevaram. Te so na spletu vedno pogostejše, zato pozornost ob tem ni odveč 
(Davidovic 2018a):  
̶ v URL-naslovu morata biti »https« in končnica .com; 
̶ vso pozornost je treba nameniti ponudnikom, ki predvsem ponujajo brezplačne 
storitve – v takih primerih gre za prevare;  
̶ preveriti je treba, ali je platforma namenjena začetnikom ali že uporabnikom z 
izkušnjami; 
̶ preveriti je treba tudi osebne podatke platforme, s čimer se prepričamo, da gre 
dejansko za registrirano in prijavljeno borzo; 
̶ izbrati je treba borzo, ki ima pridobljeno licenco za trgovanje s finančnimi 
instrumenti;  
̶ na spletu je treba poiskati mnenja obstoječih uporabnikov o tej platformi; 
̶ preveriti je treba, kakšne so provizije za transakcije in ali so jasno določene; 
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̶ nekatere menjalnice ponujajo le menjavo fiat–kriptovaluta, obratno ne, nekatere 
pa ponujajo le trgovanje s kriptovalutami. Če smo torej začetnik, je najbolje začeti 
trgovati na borzi, ki ponuja vse možnosti; 
̶ nekatere borze ponujajo tudi podporo z možnostjo komuniciranja s ponudnikom v 
primeru morebitnih zapletov, neznanja in težav; 
̶ izbrati je treba borzo, ki ima preprost in hiter proces verifikacije. 
 
Večina menjalnic oziroma borz kriptovalut za trgovanje s kriptovalutami obračuna 
pristojbino za svoje storitve, ki pa se lahko med menjalnicami odstotkovno zelo razlikujejo 
in delujejo po svojih pravilih obračunavanja. Vsaka borza za kriptovalute ima svoj tečaj 
posameznih valutnih parov, ki se oblikuje na podlagi ponudbe in povpraševanja po 
dotičnih valutnih parih (npr. evro v bitcoin) (Davidovic, 2018a). Nekatere menjalnice 
namreč zaračunavajo tudi pristojbine za plačila prek debetnih kartic, nakazil SEPA, umik iz 
menjalnice idr. 
5.3 PRIMERJAVA PRISTOJBIN RAZLIČNIH MENJALNIC 
V nadaljevanju predstavljamo najpogosteje uporabljene menjalnice kriptovalut v EU, ki jih 
medsebojno tudi primerjamo.  
Za menjalnico Poloniex je značilno, da se pristojbine zaračunavajo v roku 30 dni od dneva 
trgovanja, obračunano na podlagi povprečja trgovanja na dan, ki pa se razlikuje glede na 
količino trgovanja. Pristojbine so različne, predvsem ustvarjalcem kriptovalut menjalnice 
obračunavajo manjše pristojbine kot sicer (Poloniex. 2018).  
Za menjalnico Binance je značilno, da ima tako za odjemalce kot ustvarjalce kriptovalut 
enako pristojbino, ki znaša 0,1 %. To menjalnico uporabljajo predvsem bolj izkušeni in 
poglobljeni uporabniki kriptovalut ter je na voljo v različnih jezikih. Določi se v roku 30 dni, 
v katerem jo je treba tudi plačati (Binance, 2018).  
Za menjalnico Bitstamp je tudi značilno, da ima različne pristojbine, ki se spreminjajo 
glede na vrednost kriptovalut oziroma trgovalno količino. Je hkrati tudi prva borza v EU z 
urejenimi licencami za trgovanje s kriptovalutami, vendar je na voljo samo v angleškem 
jeziku. Določi in poravna se v rok 30 dni, in sicer glede na trgovalni obseg in glede na 
valuto in menjalni tečaj v času trgovanja (Bitstamp, 2018).  
Pri menjalnici HitBTC je določena splošna vrednost trgovanja s kriptovalutami, to je 0,1 %, 
ki določa povprečje vrednosti trgovanja, vendar je tukaj ločena pristojbina za ponudnike 
in odjemalce. Za ponudnike je določena glede na povečanje likvidnosti in dobijo nagrado v 
višini 0,01 %, medtem ko odjemalci plačajo pristojbino v višini 0,1 % (HitBTC, 2013). 
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Zanimiva je tudi menjalnica Bitpanda, ki ima sedež v Avstriji. Namenjena je predvsem 
začetnikom, saj so tudi njena pravila bolj splošna in jasna, plačila pa so možna v več 
oblikah. Vendar ima eno slabost, in sicer ni primerna za izkušene uporabnike, saj so njene 
provizije pri poslovanju precej nekonkurenčne. Na voljo ima angleški in nemški jezik 
razumevanja in poslovanja. Bittrex je najbolj znana borza iz Las Vegasa, ki podpira več kot 
250 kriptovalut. Primerna je za izkušene uporabnike in je na voljo le v angleškem jeziku, 
velja pa za izredno ažurno in varno borzo. Ni primerna za začetnike.  
Borza, kot je CEX.IO, velja za eno izmed najvarnejših, saj nanjo še ni bilo večjih odmevnih 
napadov in ni imela večjih dogodkov odtujevanja oziroma izgube sredstev, hkrati pa je 
primerna tako za začetnike kot za izkušene uporabnike.  
Med prepoznavnejšimi sta še Kreken in Coin mama, ki sta vsak po svoje zanimiva. Kreken 
je ena izmed naprednejših borz, težave ji občasno povzroča samo počasno delovanje, 
kljub temu pa je namenjena predvsem zelo izkušenim uporabnikom (Binance, 2018). 
Poznamo še več najodmevnejših borz oziroma menjalnic kriptovalut. Naštete spadajo 
med najprepoznavnejše in tudi najugodnejše. Nekatere so namenjene začetnikom, druge 
izkušenim, a vsaka ima svoje dobre in slabe strani, ali prednosti  ali omejitve, zato ni 














6 KRIPTOVALUTE IN PREPREČEVANJE PRANJA DENARJA 
Kriptovalute so postale grožnja za pranje denarja, zato je za namene preprečevanja pranja 
denarja skupina Financial Action Task Force (v nadaljevanju FATF) državam naročila, naj 
poostrijo nadzor nad menjavami kriptovalut, da bi ustavili uporabo digitalnih kovancev za 
pranje denarja. Ta skupina je bila ustanovljena pred 30 leti za boj proti pranju denarja. 
Združuje države od ZDA do Kitajske, tudi EU. Države bodo prisiljene registrirati in 
nadzorovati podjetja, povezana s kriptovalutami, kot so borze in skrbniki, ki bodo morali 
podrobneje pregledovati stranke in poročati o sumljivih transakcijah (O'Donnell & Wilson, 
2019).  
Tudi japonska vlada v okviru prizadevanja za boj proti pranju denarja »vodi svetovni 
pritisk« za vzpostavitev menjalnic kriptovalut, kot je sistem SWIFT, mednarodni protokol 
za sporočanje, ki ga banke uporabljajo za plačila med bankami (Orcutt, 2019). Simon 
Riondet, vodja finančne obveščevalne službe pri Europolu, ki koordinira čezmejne 
preiskave, je povedal, da opaža vse večjo uporabo kriptovalut pri pranju denarja. To je 
tveganje, s katerim se srečujemo po vsem svetu. Europol je letos razbil španski kartel za 
droge, ki je pral gotovino z dvema kriptobankomatoma, strojema, ki za gotovino izdajata 
kriptovalute. Riondet je dejal, da so kriptovalute uporabljene za prenos denarja prek meja 
in tudi za razčlenitev velikih denarnih prenosov na manjše zneske, ki jih je težje zaznati 
(O'Donnell & Wilson, 2019). 
6.1 TIPOLOGIJE PRANJA DENARJA 
Na Uradu Republike Slovenije za preprečevanje pranja denarja že dolgo let spremljajo in 
preprečujejo pranje denarja in druga kazniva dejanja tako, da obveščajo policijo, tožilstvo 
in davčno upravo o sumljivih transakcijah. Ker je vsako leto več takšnih dejanj, se izvaja 
tudi več strateških analiz, s katerimi so tudi zaznali naslednje tipologije pranja denarja 
(Urad Republike Slovenije za preprečevanje pranja denarja, 2019): 
̶ uporaba fizičnih oseb za pranje denarja; 
̶ uporaba slamnatih podjetij za pranje denarja; 
̶ uporaba off-shore podjetij za pranje denarja; 
̶ zamenjava bankovcev manjših vrednosti v bankovce večjih vrednosti; 
̶ uporaba sistemov za prenos denarja; 
̶ uporaba posojil za pranje denarja; 
̶ uporaba računov družb in fizičnih oseb v povezavi s sredstvi in družbami iz 
sosednjih držav. 
V nadaljevanju opisujemo značilnosti prvih treh tipologij, torej uporabo fizičnih oseb, 
slamnatih podjetij in off-store podjetij za pranje denarja. 
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6.1.1 Uporaba fizičnih oseb za pranje denarja 
En način tipologije pranja denarja se izvaja z uporabo fizičnih oseb. To najpogosteje 
poteka prek uporabe bančnih računov fizičnih oseb. Glavna značilnost takega načina 
pranja denarja je, da se osebni računi fizičnih oseb uporabljajo predvsem za prejemanje in 
dvig gotovine oziroma kot nakazila na druge račune. Te fizične osebe običajno s temi 
transakcijami nimajo nič, temveč le posodijo svoj bančni račun in svoje podatke ter na ta 
način omogočijo anonimnost pravim organizatorjem oziroma izvajalcem teh aktivnosti. 
Navedeni nameni nakazil na račun običajno niso realni in ne odražajo dejanskega namena 
transakcij (Urad Republike Slovenije za preprečevanje pranja denarja, 2019). 
V povezavi s to tipologijo je tudi kraja bančnih računov oseb, ki uporabljajo spletno 
bančništvo. Osebe se z virusom dokopljejo do gesel določenih oseb, ki imajo spletno 
bančništvo, in iz tega računa denar nakazujejo na drugi račun, nakar iz tega računa 
dvignejo gotovino. Ta oseba, ki je posodila bančni račun, postane sostorilec v tem dejanju 
in pomaga pri pranju denarja, pridobljenega na nezakonit način (Urad Republike Slovenije 
za preprečevanje pranja denarja, 2019). 
6.1.2 Uporaba slamnatih podjetij za pranje denarja 
Pri tej tipologiji gre za uporabo slamnatih podjetij, na katera se nakazuje denar in nato 
dviguje. Slamnato podjetje pogosto izvira iz predhodnih gospodarskih kaznivih dejanj, kot 
sta zloraba položaja ali zaupanja pri gospodarski dejavnosti in davčna zatajitev, redkeje pa 
glede na predhodna dejanja sumimo na kazniva dejanja klasičnega kriminala. Slamnata 
podjetja so gospodarski subjekti, ki ne izvršujejo plačilnega prometa, nimajo premičnega 
ali nepremičnega premoženja. Takšna podjetja imajo le identifikacijsko (davčno) številko 
in transakcijski račun, na katerega prejemniki računov nakazujejo denar. Zastopajo jih 
osebe, ki ne opravljajo funkcije zakonitega zastopnika in po svoji volji ne sklepajo poslov, 
temveč sledijo navodilom organizatorjem nezakonitih poslov. Za direktorje so 
najpogosteje izbrane osebe s kriminalno preteklostjo, iz družbenega dna ali tujci (Urad 
Republike Slovenije za preprečevanje pranja denarja, 2019). 
6.1.3 Uporaba off-shore podjetij za pranje denarja 
Off-shore je nerezidenčna gospodarska družba, ki gospodarske dejavnosti ne sme 
opravljati znotraj jurisdikcije, v kateri je bila ustanovljena. Na spletni strani urada za 
preprečevanje pranja denarja je na voljo seznam držav, kjer imajo takšna off-shore 
podjetja. Ustanovitev off-shore podjetja v off-shore območju je zelo enostavna, poceni in 
hitra, izvesti jo je namreč mogoče kar prek interneta. Značilnost takšnih podjetij je, da 
imena direktorjev in družbenikov ter dejanskih lastnikov niso zapisana v register ali v 
javno listino. To otežuje delo organom pregona, saj zelo težko ugotovijo, komu ta podjetja 
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pripadajo. Bančni računi takega podjetja se uporabljajo v tujini in tudi v Sloveniji za 
namene pranja denarja ali drugih gospodarskih kaznivih dejanj. Najpogosteje se prenaša 
denar prek takšnih bančnih računov off-shore podjetij, uporablja se tudi elektronsko 
bančništvo, dejanski lastniki, ki razpolagajo z denarjem in ki dvigujejo denar, pa pogosto 
ostajajo skriti (Urad Republike Slovenije za preprečevanje pranja denarja, 2019). 
6.2 POSTOPEK IN FAZE PRANJA DENARJA 
Pranje denarja je tristopenjski postopek, ki poteka po naslednjih fazah (Drishti, 2019): 
̶ umestitev: v prvi fazi se denar za kazniva dejanja vbrizga v formalni finančni 
sistem; 
̶ slojevitost: v drugi fazi se denar, vbrizgan v sistem, porazdeli po različnih 
transakcijah, da ne bi bilo mogoče ugotoviti izvora denarja; 
̶ vključevanje: v tretji fazi denar vstopi v finančni sistem na tak način, da se išče 
izvirna povezanost s kaznivim dejanjem, denar pa lahko storilec nato uporabi kot 
čisti denar. 
Po definiciji FATF pranje denarja pomeni postopek prikrivanja nelegalnega premoženja, ki 
poteka v treh fazah. Te faze so (Urad Republike Slovenije za preprečevanje pranja denarja, 
2019): 
̶ plasiranje sredstev: prenos gotovine čez mejo, elektronska nakazila v tujino, 
zamenjava v drugo valuto (igralnice, banke, pošte, menjalnice ipd.); 
̶ prikrivanje izvora denarja: vključuje finančne operacije v tujini prek različnih 
finančnih institucij, drobljenje zneskov, uporabo off-shore podjetij, nakup plačilnih 
instrumentov z gotovino, fiktivna nakazila in pogodbe, navidezno zadolževanje, 
dvojno računovodstvo, uporabo sefov, preprodajo nepremičnin, tihotapljenje 
gotovine ipd.; 
̶ integracija: pomeni vključitev sredstev v gospodarstvo ali ponovno investiranje v 
kriminalno dejavnost. 
 
Postopek oziroma faze pranja denarja potekajo tako: najprej je treba izbrati, kako bodo 
šla ta sredstva, ali prek fizičnih oseb ali podjetij, potem je treba sredstva nakazati na 
določen bančni račun, z njega dvigniti ali nakazati denar naprej  h glavnim kriminalcem, ki 
vodijo operacijo pranja denarja.  
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6.3 ZAVEZANCI ZA PREPREČEVANJE PRANJA DENARJA IN FINANCIRANJA 
TERORIZMA 
Med zavezance za preprečevanje pranja denarja in financiranja terorizma se po 4. členu 
Zakona o preprečevanju pranja denarja in financiranja terorizma (v nadaljevanju ZPPDFT-
1) uvrščajo: 
̶ banke, podružnice bank tretjih držav in bank držav članic, ki ustanovijo podružnico 
v Republiki Sloveniji;  
̶ hranilnice;  
̶ plačilne institucije držav članic, ki v skladu z zakonom, ki ureja plačilne storitve in 
sisteme, ustanovijo podružnico v Republiki Sloveniji;  
̶ pošta, če opravlja storitve prenosa denarja (vplačila in izplačila) prek poštne 
nakaznice;  
̶ borznoposredniške družbe;  
̶ investicijski skladi, ki prodajajo svoje lastne enote v Republiki Sloveniji;  
̶ družbe za upravljanje in upravljavci alternativnih investicijskih skladov, ki 
opravljajo storitve gospodarjenja s finančnimi instrumenti in pomožne storitve iz 
zakona, ki ureja investicijske sklade in družbe za upravljanje;  
̶ vse podružnice, ki opravljajo storitve gospodarjenja s finančnimi instrumenti in 
pomožne storitve iz zakona; 
̶ upravljavci vzajemnih pokojninskih skladov in premostitvenega sklada; 
̶ zavarovalnice, ki imajo dovoljenje za opravljanje zavarovalnih poslov v skupini 
življenjskih zavarovanj; 
̶ izdajatelji elektronskega denarja; 
̶ menjalnice;  
̶ revizijske družbe in samostojni revizorji;  
̶ prireditelji in koncesionarji, ki prirejajo igre na srečo;  
̶ zastavljalnice;  
̶ pravne in fizične osebe, ki opravljajo posle v zvezi z dejavnostjo dajanja kreditov 
oziroma posojil, ki vključuje tudi potrošniške in hipotekarne kredite, financiranje 
komercialnih poslov, lizing ipd.; 
̶ odvetniki, odvetniške družbe in notarji. 
6.4 NALOGE IN OBVEZNOSTI ZAVEZANCEV 
V 12. členu ZPPDFT-1 so opisane navedene naloge in obveznosti zavezancev zaradi 
namena čimprejšnjega odkrivanja in preprečevanja pranja denarja in financiranja 
terorizma. Njihove naloge in obveznosti obsegajo:  
-   izdelavo ocene tveganja pranja denarja in financiranja terorizma; 
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̶ vzpostavitev politik, kontrol in postopkov za učinkovito ublažitev in obvladovanje 
tveganj pranja denarja in financiranja terorizma; 
̶ izvajanje ukrepov za poznavanje stranke na način in pod pogoji ZPPDFT-1; 
̶ sporočanje predpisanih in zahtevanih podatkov ter predložitev dokumentacije 
uradu; 
̶ imenovanje pooblaščenca in namestnikov pooblaščenca ter zagotovitev pogojev za 
njihovo delo; 
̶ skrb za redno strokovno usposabljanje zaposlenih in zagotovitev redne notranje 
kontrole nad opravljanjem nalog; 
̶ pripravo seznama indikatorjev za prepoznavanje strank in transakcij, v zvezi s 
katerimi obstajajo razlogi za sum pranja denarja ali financiranja terorizma; 
̶ zagotovitev varstva in hrambe podatkov ter upravljanje s tem zakonom 
predpisanih evidenc; 
̶ izvajanje politik in postopkov skupine ter ukrepov odkrivanja in preprečevanja 
pranja denarja in financiranja terorizma v lastnih podružnicah in hčerinskih 
družbah v večinski lasti v tretjih državah; 
̶ izvajanje drugih nalog in obveznosti po določbah tega zakona in po predpisih, ki so 
sprejeti na njegovi podlagi. 
Kljub vsem opisnim poskusom pri možnostih preprečevanja pranja denarja s pomočjo 
kriptovalut še vedno nimamo enotnega standardnega postopka, ki bi nam olajšal pot pri 
odkrivanju kršiteljev zakonodaje in poskusih zlorab pri pranju denarja s pomočjo 
kriptovalute na različne načine. Sistem reševanj in številnih poskusov temelji na reševanju 
skupnih ciljev in politik posamezne države, ki je kriptovaluto sprejela kot finančni 
instrument, vendar se je največja težava pokazala pri odkrivanju njenih kršiteljev, saj 
kriptovaluta ščiti anonimnost uporabnikov; prav to se kaže kot največja ovira pri poskusih 
odkrivanja in hitrejši identifikaciji kršiteljev.  
 
Na srečo si mnoge strani na več frontah prizadevajo za reševanje problema in zagotavljajo 
učinkovite rešitve. Borze si bolj prizadevajo za identifikacijo svojih strank, številni 
raziskovalci, finančniki pa si prizadevajo za odkrivanje opravljenih transakcij, za katere se 
je prej mislilo, da jim ni mogoče slediti. Končno so se kriptovalute prepoznale kot način 
pranja denarja, kar so prepoznali tako organi pregona kot bančne institucije.  
Ena izmed sodobnih metod, ki naj bi omogočila lažje odkrivanje kršiteljev in poskusov 
zlorab, je tako imenovana Libra (nova oblika digitalne valute), ki naj bi delovala v povezavi 
in prek omrežja Facebook. Ustanavlja jo kar 27 partnerjev. V Libri bodo njeni člani potrdili 
svojo identiteto s fotografijo osebne izkaznice ali potnega lista. Tako bi nova digitalna 
valuta med njenimi uporabniki temeljila predvsem na hitrem in temeljitem prenosu,  
predvsem pa na hitrejši preglednosti. Sprva ne bo decentralizirana, temveč bo z njo 
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upravljal konzorcij Libre, kar bi množično preprečilo poskuse zlorab ali prispevalo k 
hitrejšemu odkrivanju kršiteljev. Če bo torej nova digitalna valuta ugledala luč v 




7 REGULACIJA KRIPTOVALUT 
Trg kriptovalut se nenehno spreminja, regulatorji pa iščejo načine, kako nadzirati 
trgovanje z njimi. Prvotno so bile kriptovalute namenjene le spletni prodaji, danes pa so 
vse bolj vpete tudi v realni svet. Zelo težko je slediti transakcijam kriptovalut, kar pa ni v 
skladu s finančnim sistemom držav (Grosman, 2018). Po vsem svetu se ukvarjajo s 
problematiko regulacije kriptovalut. V nekaterih državah so celo že določili zakonska 
določila, ki urejajo trgovanje, obdavčitev in splošni okvir sveta kriptovalut, ponekod jih 
tudi že priznavajo kot veljavna plačilna sredstva (Cekin, 2018). 
7.1 RAZLOGI ZA REGULACIJO KRIPTOVALUT 
Razlogov za regulacijo kriptovalut je veliko. Države z uvedbo zakonov in pravnih okvirov za 
kriptovalute pridobijo naslednje (Mikhelidze, 2019): 
̶ več davčnega denarja: obdavčitev prebivalstva je eden izmed glavnih dohodkov 
države. Da bi država lahko obdavčila posameznega državljana, mora poznati višino 
njegovega dohodka. To se običajno izvede z oceno osebnega premoženja 
državljana in njegove mesečne plače. Davek navadno plača delodajalec 
posameznika, vendar je za državljana še vedno izstopajoč vir. Kriptovalute 
preprečujejo tisti raziskovalni del vlade. To pomeni, da tudi če vedo, da 
posameznik prejema plačila prek kriptovalut, bo težko določiti, koliko jih dobi in 
kako pogosto. Poleg tega se to, če pritisnejo na zadevo in zahtevajo informacije, 
zelo približa vprašanju človekovih pravic, s katerim se nihče ne želi spoprijeti. Z 
urejanjem kriptovalut lahko vlade omejijo ali usmerijo svoje državljane v zaupanja 
vredna podjetja, ki po volji razkrijejo podatke o dobičku ali dohodku strank, ki se 
nato ustrezno obdavči; 
̶ vzdrževanje nadzora: zakonodajalci v državah so zaskrbljeni, da lahko kriptovalute 
vodijo do ilegalnih poslov. Nekatere države so zaskrbljene zaradi potencialnega 
financiranja terorizma prek kriptovalut, zato jih želijo čim prej regulirati; 
̶ obstajajo tudi drugi razlogi, zakaj regulirati kriptovalute. Nekateri izmed njih so 
upanje, da bodo spodbudile nova podjetja, posojila in gospodarstvo.  
Razlogov za regulacijo kriptovalut je več. Glavni razlogi so v zaskrbljenosti, da se digitalna 
valuta uporablja za pranje denarja in davčne utaje. Poleg tega regulatorje in nadzornike 
bančnega sistema skrbi, da se s kriptovalutami financira terorizem in so te zaradi 
anonimnosti privlačne tudi za trgovanje z drogami in za druge nezakonite dejavnosti. 
Poleg tega so kovanci (ICO) slabo zaščiteni in predstavljajo tveganje za krajo sredstev 
kibernetskih kriminalcev ali ob izstopnih prevarah. Velikokrat se je zgodilo, da so 
ustanovitelji kriptovalute ukinili, kupci pa so ostali brez vloženega denarja. Kriptovalute 
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naj bi postale uradno plačilno sredstvo kriminalnih združb, tudi preprodajalcev mamil 
(Grosman, 2018).  
7.2 EVROPSKA UNIJA 
Na ravni EU je bila sprejeta odločitev, da bodo države članice ukinile anonimne transakcije 
na kriptovalutnih platformah z anonimnimi predplačniškimi karticami. To odločitev so 
sprejeli z namenom preprečevanja pranja denarja in financiranja terorizma. Sumijo 
namreč, da se s kriptovalutami financira terorizem. Tako bodo v prihodnje morali 
menjalnice kriptovalut in ponudniki denarnic za kriptovalute razkrivati identitete 
uporabnikov. Ta pravila sicer še niso bila sprejeta, ko bodo, bodo morale vse države 
članice EU (tudi Slovenija) v roku enega leta in pol implementirati to odločitev tudi v 
državne zakonodaje (Grosman, 2018). 
Ta pravila bo upoštevala tudi Velika Britanija, saj prav tako načrtuje zatiranje bitcoina, ker 
je zaskrbljena, da se ta digitalna valuta uporablja za davčne utaje, pranje denarja in 
financiranje terorizma (Grosman, 2018). 
7.3 SLOVENIJA 
V Sloveniji je že dlje časa govora o regulaciji kriptovalut, niso pa še urejena zakonska 
določila, ki bi urejala trgovanje, obdavčitev in splošni okvir kriptovalut (Cekin, 2018). FURS 
je sicer že decembra 2017 objavil predlog obdavčenja kriptovalut. Trenutno kriptovalute 
še niso obravnavane kot denarno sredstvo in so oproščene plačila DDV (Grosman, 2018). 
Trenutno je Slovenija še vedno v fazi pogovorov, dajanja nasvetov in priporočil, ki  jih v 
prihodnje želi urediti v zakonske predpise. Priporočila se nanašajo na obdavčitev 
kriptovalut, pri čemer je že opredeljeno, kako in kdaj bi bil dobiček, pridobljen iz trgovanja 
s kriptovalutami in rudarjenjem, obdavčen. Čeprav se s kriptovalutami manj trguje, je 
regulacija kriptovalut še vedno aktualna tudi v Sloveniji, saj so regulatorji in nadzorniki 
bančnega trga usmerjeni v davčno regulacijo in preprečevanje pranja denarja (Cekin, 
2018). To, kdaj se bodo kriptovalute uredile, še ni znano, predvideno pa je, da bo to zelo 
hitro, saj prinašajo številna tveganja. 
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8 ANALIZA DAVČNEGA VIDIKA TRGOVANJA S 
KRIPTOVALUTAMI V ZDRUŽENIH DRŽAVAH AMERIKE IN SLOVENIJI 
8.1 ZDRUŽENE DRŽAVE AMERIKE 
Davčna uprava ZDA (v nadaljevanju IRS) je že leta 2014 objavila davčno obvestilo, v 
katerem so bile podane vse smernice za poslovanje s kriptovalutami in kjer so 
kriptovalute definirane kot neke vrste predstava o digitalni vrednosti, ki lahko deluje 
bodisi kot menjalno sredstvo, obračunska enota ali celo kot hranilec vrednosti. Lahko se 
uporablja za plačilo blaga, storitev ali kot naložba (IRS, 2014, str. 1).  
Pri posameznih zveznih davčnih uradih se kriptovaluta obravnava kot premoženje, 
morebitni prejeti dohodki pa se obračunavajo kot dejanski davek na kapitalski dobiček. 
Premoženje, pridobljeno v ZDA s kriptovaluto, je torej enako obdavčeno kot premoženje, 
pridobljeno s fiat (drugo) valuto. Tako mora biti prodaja, prijava, menjava blaga ali 
storitev ob uporabi kriptovalut prijavljena in davčno registrirana, saj ima lahko v 
nasprotnem primeru davčne obveznosti (IRS, 2014, str. 2).  
Kriptovalute, kot sta bitcoin in ethereum, so v davčni zakonodaji v ZDA obravnavane kot 
lastnina. To pomeni, da za trgovanje s kriptovalutami veljajo ista trgovska načela, ki se 
uporabljajo za poslovanje z nepremičninami. Nepremičnine so predmet davka na 
kapitalski dobiček – tako je treba tudi o kriptovalutah poročati po obrazcu 8949. Kapitalski 
dobiček nastane, ko je izvedena katerakoli izmed naslednjih transakcij (Koinly, 2018): 
̶ prodaja kriptovalute za fiat valuto, kot je USD; 
̶ uporaba kriptovalute za plačilo blaga in storitev;  
̶ trgovanje s kriptovalutami na način, da se jih zamenja za druge kriptovalute. 
Vse transakcije s kriptovalutami morajo biti v ZDA prijavljene v ameriških dolarjih, in sicer 
od dne vplačila do datuma prejema. Vse opravljene transakcije s kriptovaluto se torej 
vodijo v registrih IRS posameznega davčnega zavezanca (IRS, 2014, str. 4). Ko gre za 
fizične osebe, se dobiček obravnavava kot dohodek na samozaposlitev, kjer se preračuna 
poštena tržna vrednost po USD od datuma prejema (IRS, 2014, str. 4). 
Naslednje transakcije ne prinašajo kapitalskih dobičkov (Koinly, 2018): 
̶ doniranje kriptovalut dobrodelnim organizacijam ali organizacijam, ki niso 
oproščene plačila davkov; 
̶ prenos kriptovalut med denarnice, ki jih ima posameznik v lasti; 
̶ nakup kriptovalute s fiat valuto; 
̶ prejeta darila majhnih količin kriptovalut (pod 15 USD); 
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̶ posojanje kovancev ipd. 
Če je davčni zavezanec kupil kriptovalute, na primer, konec leta 2017 ali na začetku leta 
2018  in jih ni prodal, zamenjal ali podaril , ne plača davka. Zahteve glede poročanja o 
davkih bi nastale, če bi davčni zavezanec te kriptovalute hranil na tujem finančnem 
računu in če bi bile izpolnjene zahteve, ki so v skladu s Poročilom o poročanju o tujih 
bančnih računih (v nadaljevanju FBAR) in Zakonom o skladnosti davka na tuje račune (v 
nadaljevanju FATCA) (Ozelli, 2019). 
V Ameriki je neupoštevanje FBAR pogojeno s strogim civilnim in kazenskim pravom. Vsaka 
nenamerna kršitev lahko povzroči kazen v vrednosti 10.000 dolarjev. Kazni za vsako 
namerno kršitev bi lahko bile večje od 100.000 dolarjev ali 50 odstotkov zneska na 
računu. Tudi zaradi neupoštevanja FATCA oziroma zamolčanja tujih sredstev so lahko 
zavezanci strogo kaznovani, saj jih zakon zavezuje k davkom (Ozelli, 2019). 
Kot je razvidno, je obdavčitev kriptovalut v Ameriki zelo stroga in precizna, prikrivanje 
kriptovalut in dobička na tujih računih ter neplačevanje davka pa je sankcionirano s 
strogimi kaznimi. 
8.2 SLOVENIJA 
Z davčnega vidika je področje kriptovalut še vedno nedefinirano in v celoti zelo zapleteno, 
obdavčeno z različnimi davki, odvisno, kdo dejansko posluje z njimi.  
Že leta 2017 je FURS izdal pojasnila v zvezi s trgovanjem s kriptovalutami, ki jih je do letos 
spremenil in dopolnil že štirikrat, predvsem področje za fizične osebe z dejavnostjo in tudi 
za pravne osebe. Kot pojasnjujejo na FURSU, je toliko dopolnitev nastalo iz razloga 
številnih odprtih vprašanj in obdavčenja fizičnih oseb, ki v večini trgujejo s kriptovalutami. 
V pojasnilih je tudi podrobno navedeno, kdaj je pri trgovanju s kriptovalutami treba 
registrirati podjetje in do kdaj še to lahko opravljamo kot fizična oseba (FURS, 2018). 
Davčna obravnava dohodka se od primera do primera razlikuje, zato je treba najprej 
ugotoviti, ali s kriptovalutami posluje fizična ali pravna oseba oziroma fizična oseba z 
dejavnostjo.  
Prav tako je treba ugotoviti, ali je prikazan dohodek, pridobljen od kriptovalut, kot 
dohodek iz rudarjenja, ali kot dohodek iz kupovanja ali preprodajanja kriptovalut ali kot 
opravljeno plačilo za storitev ali druga plačila za storitve v kriptovaluti. Ker poslovanje v 
Republiki Sloveniji ni zakonsko regulirano in ni nadzorovano s strani vladnih organov, je 
dejansko še vsa zadeva v povojih. Kriptovalute v Sloveniji še niso zakonito plačilno 




»Na ravni EU-ja je bila z namenom preprečevanja pranja denarja in financiranja terorizma 
sprejeta odločitev, da bodo v bližnji prihodnosti na področju EU-ja ukinjene anonimne 
transakcije na kriptovalutnih platformah ter z anonimnimi predplačniškimi karticami, saj 
organi pregona sumijo, da se z njimi financirajo tudi teroristične dejavnosti. Menjalnice 
kriptovalut in ponudniki t. i. denarnic za kriptovalute pa bodo morali razkriti identiteto 
svojih uporabnikov. Nova evropska pravila glede kriptovalut morajo najprej sprejeti na 
ravni EU-ja, nato pa bodo imele države članice poldrugo leto časa, da jih implementirajo v 
svoje zakonodaje. Med drugim tudi Slovenija, kjer imajo pristojne finančne institucije prav 
tako preglavice, kako obravnavati kriptovalute.« (MMS, 2018) 
Kriptovalute v Sloveniji še vedno ne izpolnjujejo kriterijev za njihovo pripoznanje kot 
denarno sredstvo, zato se pripoznajo pri trgovanju z njimi kot zaloge, če so te namenjene 
trgovanju in plačevanju za storitev. Če te ustrezajo opredelitvi kot dolgoročna sredstva in 
predstavljajo naložbo, se jih zakonsko tretira in pripozna kot neopredmeteno sredstvo. 
Mnenja o tem so seveda še vedno zelo deljena, saj nekateri še vedno menijo, da 
kriptovalute niso finančni instrument, ker ne ustrezajo pogojem.  
8.2.1 Davčni vidiki po Zakonu o dohodnini 
Pravne in fizične osebe, ki trgujejo v Sloveniji s kriptovalutami, so zavezane k upoštevanju 
Zakona o preprečevanju pranja denarja in financiranja terorizma (ZPPDFT, 5. člen) in na 
njegovi podlagi sprejetih predpisov. Po ZPPDFT spadajo med tiste zavezance, ki opravljajo 
posle v zvezi z dejavnostjo izdajanja in upravljanja drugih plačilnih sredstev, pri čemer ne 
gre za plačilno storitev v skladu z zakonom, ki ureja plačilne storitve in sisteme. 
Na ravni EU je bila z namenom preprečevanja pranja denarja in financiranja terorizma 
sprejeta odločitev, da bodo v bližnji prihodnosti na področju EU ukinjene anonimne 
transakcije na kriptovalutnih platformah z anonimnimi predplačniškimi karticami, saj 
organi pregona sumijo, da se z njimi financirajo tudi teroristične dejavnosti. Menjalnice 
kriptovalut in ponudniki tako imenovanih denarnic za kriptovalute bodo morali razkriti 
identiteto svojih uporabnikov. 
Nova evropska pravila glede kriptovalut morajo najprej sprejeti na ravni EU, nato pa bodo 
imele države članice poldrugo leto časa, da jih implementirajo v svoje zakonodaje. Enako 
velja za Slovenijo, saj imajo pristojne finančne institucije prav tako preglavice, kako 
obravnavati kriptovalute. 
8.2.2 Davčna obravnava z vidika DDV 
Po navedbah FURS (2018) ni obdavčitve z DDV v naslednjih primerih: 
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− v primerih za menjavo fiat valut v kriptovalute in ob proviziji (v skladu s 4.d točko 
44. člena Zakona o davku na dodano vrednost (v nadaljevanju ZDDV-1) je 
določeno, da je provizija oziroma plačilo menjave fiat valute v kriptovalute ali 
obratno oproščena plačila DDV); 
− v primeru rudarjenje kriptovalut (ZDDV-1, 44.d člen) je storitev potrjevanja 
transakcij oziroma rudarjenje oproščeno plačila DDV; 
− odbitek DDV pri nakupu opreme za rudarjenje ni mogoč, saj rudarjenje ni predmet 
DDV, pravica do odbitka bi bila možna samo za naročnike zunaj EU; 
− storitve iz elektronskih denarnic so oproščene plačila DDV; 
− oproščena je tudi izdaja kriptožetonov, in sicer v začetnih podjetjih in v primerih, 
ko se še ne ve, za kaj bodo žetoni porabljeni.  
Z DDV pa so obdavčeni naslednji primeri (FURS, 2018): 
− izdaja žetonov, kjer se že ve, za kaj so namenjeni, storitve v zvezi z dejavnostjo, 
prejeta plačila v žetonih; 
− prav tako je obdavčitev odvisna od vsebine posameznega žetona in se vsak primer 
presoja posebej; 
− obdavčitev je prav tako potrebna, ko so žetoni namenjeni za nakup izdelkov, 
trgovanje; 
− pri menjalnicah in storitvah, ko gre za menjavo platform, se zaračunava provizija, 
ki se obračunava z DDV kot posredništvo med uporabniki.  
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8.3 PRIMERJAVA OBDAVČITVE KRIPTOVALUT MED SLOVENIJO IN 
ZDRUŽENIMI DRŽAVAMI AMERIKE 
Obdavčitev kriptovalut v svetu ni poenotena. Razliko v obdavčitvi med Slovenijo in ZDA 
prikazujemo v tabeli 2, kjer smo najpomembnejše ugotovitve iz osmega poglavja strnili v 
eno tabelo. 














Ko gre za prejeto plačilo v 
kriptovaluti, se obračuna 
davek na dohodnino oziroma 
dohodek, prejet v naravi, s 25 
% od prikazane davčne 
osnove. 
Trgovanje s kriptovalutami 
torej v tem primeru ni 
obdavčeno. 
Rudarjenje kriptovalut v 
Sloveniji obsega davek na 
dohodnino, in sicer kot drugi 
















Davek na dohodek – Zakon o 
dohodnini. 





Vir: Lasten (2019) 
Ugotavljamo, da je obdavčitev kriptovalut strožja v ZDA, kjer so kriptovalute obdavčene v 
celoti. V Sloveniji je obdavčeno le rudarjenje kriptovalut, medtem ko samo trgovanje še 
ni. Iz tega izhaja, da je trgovcem s kriptovalutami lažje poslovati, pa ne samo zato, ker 
ostajajo anonimni, temveč tudi zato, ker niso obdavčeni. Ta lastnost kriptovalut je idealen 
magnet za pranje denarja in financiranje terorizma, zato je v tej smeri nujno treba nekaj 




Diplomsko delo temelji na pregledu poslovanja s kriptovalutami, predvsem na področju 
varnosti kriptovalut in morebitnih pozitivnih vplivov kriptovalut in tehnologije veriženja 
blokov. V letu 2017 beležimo velik udar kriptovalut na področja tehnološke industrije, 
globalnih gospodarskih javnih služb, energetike, zdravstva, okolja, iger na srečo itd. To 
pomeni, da bi lahko kriptovalute in tehnologije veriženja blokov resnično spremenile 
gospodarstvo v svetovnem merilu. Začelo se je počasi, vendar se vse bolj tudi zdi, da se 
zanimanje za bitcoin in kriptosvet v tehnološki industriji počasi manjša. Kot potrditev 
zapisanega navajamo tehnološke velikane, kot so Microsoft, Dell in Dish, ki zdaj 
sprejemajo kriptovalute kot plačilo. To je revolucionarna rešitev denarnega prenosa 
denarja med partnerji, saj so učinki kriptovalut dosegli že veliko podjetij in industrij, 
tehnološka industrija pa je že zdaj glavno središče za kriptovalute in aplikacije Blockchain. 
Kot smo ugotovili, obstaja torej veliko prednosti in hkrati tudi pomanjkljivosti v 
kriptovaluti in tehnologiji veriženja blokov. Ta tehnologija ponuja tehnološkim podjetjem 
različne načine prenosa sredstev, izvrševanje dogovorov s pametnimi pogodbami in 
sledenje pošiljk prek knjige Blockchain, kar lahko pomaga preprečiti izgubo dragocenega 
blaga na naročilih pošiljk, brez potrebe po posredniku – tako kot banka ali druga finančna 
institucija, ki prihrani čas in veliko denarja podjetjem. Ugotovili smo, da tehnologija 
veriženja blokov lahko pomaga, da informacije potekajo samo po ustreznih kanalih, torej 
brez posrednikov; ugotovili  pa smo tudi nekatere pomanjkljivosti, ki se izkazujejo 
predvsem v zakonskem sledenju, pranju denarja in motenem spremljanju virtualnega 
denarja.  
Namen diplomskega dela je bil analizirati uporabo kriptovalute na splošno in bitcoin v 
Sloveniji, njegovo zakonsko in pravno regulacijo in možnost preprečevanja pranja denarja 
ter kriminalnih dejanj. Naša empirična raziskava je pokazala, da bo lahko  prihodnost 
kriptovalut svetla, če bodo izpolnjeni nekateri institucionalno-formalni pogoji. Prednosti 
uporabe kriptovalute so v olajšanju predvsem svetovne mednarodne trgovine, 
zmanjševanju stroškov in podobno. Bitcoin in druge kriptovalute lahko nadomestijo 
tradicionalne in tudi nove načine plačila. Da bi vse to dosegli in postali prevladujoča sila v 
svetovnem plačilnem sistemu, si morajo zagotoviti dodatno vrednost za reševanje in 
premagovanje številnih kritičnih izzivov, kot so formalna regulativna vprašanja, kar pa se 
verjetno ne bo zgodilo v kratkem času.  
Na podlagi postavljenih hipotez  in izvedene primerjave med Slovenijo, EU in ZDA smo 
ugotovili naslednje: 
   H1: »Vsaka država se loteva nadzora denarnega trga kriptovalut po svoje, vendar 
morajo vse izhajati iz ravni EU, šele nato lahko regulirajo trg na lokalni ravni.«  
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H1 lahko potrdimo, saj morajo vse države v EU izhajati najprej iz pravil (direktiv) in 
skupne politike EU, šele nato iz svoje lokalne.  
̶ H2: »Kriptovalute samo trenutno odpravijo potrebo po nadzorni instituciji, saj se je 
pokazalo, da je ta v današnjem denarnem sistemu prevar in hitrih zaslužkov še 
kako potrebna.«  
Glede na številne že ugotovljene prevare, poskuse prevar in kriminalna dejanja 
lahko tudi H2 potrdimo, saj se, kot smo ugotovili, to tudi dogaja, vendar še vedno 
ni zagotovljenega sto odstotnega nadzora. 
̶ H3: »Nadzor nad kriptovalutami je še vedno preskromen, saj se uporabniki, ki se 
spuščajo v posle, ki niso regulirani, še vedno soočajo s številnimi tveganji.« 
 Tudi H3 lahko potrdimo, saj smo ugotovili, da je vračilo vloženega denarja v 
kriptovalute nemogoče in da gre predvsem za velika osebna tveganja brez 
možnosti zavarovanja vloženega denarja ob velikih izgubah. Ugotovili smo namreč, 
da kriptovalute nihajo glede na stanje ponudbe in povpraševanja in da so izgube 
možne tudi v 100-odstotnem vložku. Njihovo nihanje vrednosti lahko primerjamo z 
delovanjem borz vrednostnih papirjev.   
̶ H4: »Menimo, da so kriptovalute v Sloveniji regulirane v skladu z Zakonom o 
dohodnini (ZDoh-2), Zakonom o davku od dohodkov pravnih oseb (DDPO-2) in 
Zakonom o davku na dodano vrednost (ZZDV-1).« 
 Tudi H4 potrjujemo, čeprav je bilo ugotovljeno, da regulacija in nadzor kriptovalut 
v naši državi še nista dokončno dorečena, še vedno niso našli primernih rešitev,  
omenjene zakone  še urejajo in dopolnjujejo,  saj so preveč ohlapni in pomanjkljivi. 
Glede na ugotovljeno predlagamo večji nadzor nad kriptovalutami v Sloveniji. Predlagamo  
tudi obravnavo kriptovalut kot kapitalski dobiček, ki bi se, po sedanji davčni stopnji, 
ovrednotile s 25 %. To bi omogočilo večji pregled nad poslovanjem in manjšo možnost 
zlorab ter morebitnih prevar ob poslovanju z njimi.  
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