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S tematiko tega magistrskega dela sem se najprej seznanila kot študentka, nato pa kot 
zaposlena v pravni pisarni banke UniCredit Banka Slovenija d.d., kjer imam priložnost 
sodelovati pri prenosu prenovljene Direktive 2015/2366 o plačilnih storitvah na 
notranjem trgu (»PSD2«) v slovenski pravni red. Prepričana sem, da ima to magistrsko 
delo prav zaradi tega dodano vrednost. O PSD2 se v literaturi sicer veliko govori. 
Vendar je PSD2 obravnavana zelo enostransko, zlasti kot »prelomni akt« za trg 
plačilnih storitev, ki bo spremenil bančništvo, kot ga poznamo danes. Kot študentka 
sem na PSD2 tudi sama gledala tako in prav zaradi tega me je obravnavana tematika 
pritegnila. Ob delu na banki UniCredit Banka Slovenija d.d. pa sem hitro spoznala, da 
ureditev, ki je na prvi pogled popolnoma jasna, odpira številna vprašanja in da (vsaj 
trenutno) obstajajo pravne in tehnične ovire, zaradi katerih je domet PSD2 vprašljiv. 
Izjemno sem hvaležna vsem kolegom (pravnikom, tehnologom, strokovnjakom za 
plačilni promet, kolegom, ki skrbijo za varnost bančnega poslovanja, in tistim, ki 
skrbijo za odnose s strankami), ki so se pogovarjali z mano, odgovarjali na moja 
številna vprašanja in mi odprli nova, izjemno relevantna vprašanja. Prepričana sem, da 
sem z njihovo pomočjo identificirala vprašanja, ki so v praksi za banke in tretje 
ponudnike plačilnih storitev pomembna, v literaturi pa pomanjkljivo ali sploh ne 
obravnavana. Zakladnica znanja posameznikov različnih profilov, do katere imam 
dostop na banki UniCredit, je tako neprecenljiv vir, brez katerega bi imelo to magistrsko 
delo popolnoma drugačno vsebino. Prav sodelovanje z njimi pa je »krivo« tudi za to, 








Stališča, zastopana v tem magistrskem delu, ne odražajo nujno  
stališč banke UniCredit Banka Slovenija d. d.  
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S tem magistrskim delom želim predstaviti ureditev posodobljene Direktive 2015/2366 
o plačilnih storitvah na notranjem trgu (»PSD2«), ki nebančnim ponudnikom plačilnih 
storitev omogoča dostop do plačilnih računov, ki jih za svoje stranke vodijo banke 
(»odprtje« plačilnih računov), in vpliv »odprtega« dostopa do računov na poslovanje 
bank. 
 
Tehnološki napredek na finančnem področju je izzval samoumevnost nadzora bank nad 
plačilnimi računi strank in spodbudil razvoj novih načinov plačevanja. V praksi sta se 
oblikovali predvsem dve novi plačilni storitvi: storitev odreditve plačila in storitev 
zagotavljanja informacij o računih. Pri obeh tipih plačilnih storitev njihov ponudnik – 
nebančni ponudnik – dostopa do plačilnega računa, ki ga ima uporabnik odprtega pri 
banki. Uporabnik torej ne odpre plačilnega računa pri nebančnem ponudniku, temveč 
ta kot podlago za nudenje lastnih plačilnih rešitev uporablja plačilni račun, ki ga ima 
uporabnik odprtega drugje. Ponudnik storitve odreditve plačila znotraj spletne banke 
uporabnika odredi plačilo namesto njega. Ponudnik storitve zbiranja informacij o 
računih pa informacije, ki so znotraj spletne banke na voljo o plačilnem računu, prikaže 
znotraj svoje aplikacije. PSD2 tovrstnim ponudnikom omogoča reguliran vstop na trg 
in uvaja obveznost bank, da jim omogočijo dostop do plačilnih računov svojih strank. 
S tem PSD2 odgovarja na vprašanje, ki je predmet številnih razprav: ali naj imajo 
finančne podatke v lasti subjekti, na katere se nanašajo, ali banke. 
 
KLJUČNE BESEDE: PSD2, plačilne storitve, storitev odreditve plačil, storitev 
zagotavlja informacij o računih, tretji ponudniki plačilnih storitev, banke. 
 4 
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The main purpose of this thesis is to present provisions of modernised Directive 
2015/2366 on payment services in the internal market (“PSD2”) which enables non-
banking payment service providers access to payment accounts that banks maintain for 
their clients (the “opening” of payment accounts), and impact of “opened” access to 
accounts on banking business. 
 
Technological progress in the financial area challenged self-evidence of banks' control 
over payment accounts of their clients and stimulated development of new payment 
methods. In practice, mainly two kinds of new payment services emerged: payment 
initiation service and account information service. In both cases, provider of these 
services – the non-banking provider – accesses user's payment account mantained by 
the bank. Hence, the user does not open payment account with the non-banking 
provider. In order to provide own payment solutions, the non-banking provider uses 
payment account which the user holds elsewhere. Payment initiation service provider 
initiates payment in the user's online bank on behalf of the user. Account information 
service provider displays information on payment account available within online bank 
in its own application. PSD2 enables these providers to enter the market in a regulated 
manner and obliges the banks to enable them access to payment accounts of their 
clients. Hereby, PSD2 answers the question which has been subject of much discussion: 
should financial data be owned by the subjects to which they pertain, or the banks.  
 
KEYWORDS: PSD2, payment services, payment initiation service, account 
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AIS storitev zagotavljanja informacij o računih (angl. account 
information service) 
 





storitev odreditve plačil (angl. payment initiation service) 
 
Ponudnik AS ponudnik plačilnih storitev, ki zagotavlja in vodi račune 
(angl. account servicing payment service providers) 
 
PSD1 Direktiva 2007/64/ES Evropskega parlamenta in Sveta z 
dne 13. novembra 2007 o plačilnih storitvah na notranjem 
trgu in o spremembah direktiv 97/7/ES, 2002/65/ES, 
2005/60/ES in 2006/48/ES ter o razveljavitvi Direktive 
97/5/ES 
 
PSD2 Direktiva (EU) 2015/2366 Evropskega parlamenta in 
Sveta z dne 25. novembra 2015 o plačilnih storitvah na 
notranjem trgu, spremembah direktiv 2002/65/ES, 
2009/110/ES ter 2013/36/EU in Uredbe (EU) št. 
1093/2010 ter razveljavitvi Direktive 2007/64/ES 
 
Predlog ZPlaSSIED predlog Zakona o plačilnih storitvah, storitvah izdajanja 
elektronskega denarja in plačilnih sistemih z dne 19. 10. 
2017 
 
Varnostni standardi regulativni tehnični standardi s področja avtentikacije in 




1 Uvod  
 
Tehnološke in digitalne inovacije imajo pogosto pomembne strateške posledice za 
udeležence na trgu, saj spreminjajo konkurenčno okolje in tržno dinamiko v panogi.1 
Val digitalizacije, ki je zajel tudi plačila, je novim udeležencem na trgu, na primer 
finančno-tehnološkim družbam,2 ustvaril priložnost za uveljavitev na področju, ki so 
ga tradicionalno obvladovale banke. Na drugi strani klasične, uveljavljene banke 
spodbuja (če ne kar sili), da premislijo o svoji vlogi na trgu, obstoječih poslovnih 
modelih in dodani vrednosti produktov, ki jih ponujajo svojim strankam.  
 
To magistrsko delo raziskuje, v grobem, omogočenje dostopa do plačilnih računov, ki 
jih za svoje stranke vodijo banke, inovativnim nebančnim ponudnikom plačilnih 
storitev, tj. »odprtje« plačilnih računov. Tradicionalno so imele nadzor nad plačilnimi 
računi banke. Dejstvo, da so lahko edine dostopale do plačilnih računov svojih strank, 
jim je zagotavljalo monopol na področju zagotavljanja plačilnih storitev – plačilne 
storitve za posameznika je lahko izvrševala le banka, pri kateri je imel posameznik 
odprt plačilni račun.  
 
Tehnološki napredek na finančnem področju pa je izzval samoumevnost nadzora bank 
nad plačilnimi računi strank in spodbudil razvoj novih poslovnih modelov ter novih 
načinov plačevanja. S pomočjo tehnologije lahko namreč kdor koli,3 ki ima soglasje 
imetnika plačilnega računa, dostopa do njegovega plačilnega računa in mu zagotavlja 
inovativne plačilne storitve. V praksi sta se oblikovali predvsem dve novi plačilni 
storitvi: storitev odreditve plačila in storitev zagotavljanja informacij o računih. Pri 
obeh tipih plačilnih storitev njihov ponudnik – nebančni ponudnik – dostopa do 
plačilnega računa, ki ga ima uporabnik odprtega pri banki (preprosto povedano, vstopi 
v spletno banko uporabnika). Uporabnik torej ne odpre plačilnega računa pri 
nebančnem ponudniku, temveč ta kot podlago za nudenje lastnih plačilnih rešitev 
uporablja plačilni račun, ki ga ima uporabnik odprtega drugje. V primeru storitve 
odreditve plačila ta tretji ponudnik znotraj spletne banke uporabnika odredi plačilo 
                                                 
1 Porter. 
2 Pojem finančna tehnologija je opredeljen v poglavju 6.2.2 Na tehnologiji temelječe inovacije.  
3  Izraz »kdor koli« je seveda karikiran. Gre za napredne finančno-tehnološke družbe z razvito 
informacijsko tehnologijo.  
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namesto njega. To je za uporabnika povsem drugačen način plačevanja v primerjavi z 
uveljavljenimi načini, ki je pri spletnem poslovanju zlasti kartično plačevanje. 
Ponudnik storitve zbiranja informacij o računih pa informacije, ki so znotraj spletne 
banke na voljo o plačilnem računu – na primer razpoložljivo stanje in zgodovina 
transakcij –, prikaže znotraj svoje aplikacije. Rešitev je uporabna zlasti za uporabnike 
z več plačilnimi računi, ki jim je v okviru aplikacije na voljo agregiran pregled nad 
vsemi plačilnimi računi. Dostop do računa in analiza informacij o njem nebančnim 
ponudnkom olajšuje izvajanje tudi preostalih finančnih storitev, na primer svetovalnih 
storitev na področju učinkovitega upravljanja s premoženjem, alternativnim 
posojilodajalcem olajšuje dajanje posojil4 in tako dalje.   
 
Tehnološki napredek je postal regulatorni izziv. Jasno je, da predstavlja dostop 
nereguliranih subjektov do plačilnih računov na nenadzorovan način veliko tveganje 
zlorab. Na drugi strani pa prav odsotnost regulacije ponudnikom inovativnih plačilnih 
storitev onemogoča oblikovanje učinkovitih plačilnih rešitev, ki bi jih ponujali na široki 
nadnacionalni ravni. Evropski regulator se je na predstavljeni izziv odzval s 
posodobljeno Direktivo o plačilnih storitvah na notranjem trgu 5  (v nadaljevanju 
»PSD2«).  
 
Pomemben vidik PSD2 je spodbujanje inovativnosti v bančnem sektorju, saj omogoča 
vstop v sektor novim akterjem. Ključna je uvedba obveznosti bank, da nebančnim 
ponudnikom omogočijo dostop do plačilnih računov svojih strank. Uvedba te 
obveznosti pomeni zamenjavo trenutne paradigme, po kateri lahko do plačilnega računa 
dostopa le njegov imetnik, saj je po novem imetnik računa le eden izmed subjektov, ki 
lahko dostopajo do računa.6 S tem PSD2 odgovarja vprašanje, ki je predmet številnih 
razprav: ali lahko subjekti s svojimi finančnimi podatki prosto razpolagajo. Povedano 
drugače, ali naj imajo finančne podatke v lasti subjekti, na katere se nanašajo, ali banke. 
Vprašanje je ključno z vidika ohranjanja monopolnega položaja bank. Finančno-
tehnološke družbe zagovarjajo stališče, da morajo biti uporabniki sposobni prosto 
razpolagati s svojimi finančnimi podatki. Banke na drugi strani izpostavljajo pomisleke, 
                                                 
4 Več o dejavnosti alternativnega posojanja v Ernst & Young, Alternative lending. 
5 Direktiva (EU) 2015/2366 Evropskega parlamenta in Sveta z dne 25. novembra 2015 o plačilnih 
storitvah na notranjem trgu, spremembah direktiv 2002/65/ES, 2009/110/ES ter 2013/36/EU in Uredbe 
(EU) št. 1093/2010 ter razveljavitvi Direktive 2007/64/ES.  
6 London Economics in drugi, str. 116.  
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povezane z varnostjo in zasebnostjo, ter trdijo, da morajo biti zaradi nevarnosti pred 
zlorabami in prevarami ti podatki zaščiteni s strani bank.7 PSD2 skuša najti ravnotežje 
med utemeljenimi argumenti in pomisleki obeh strani. Nebančnim ponudnikom sicer 
omogoča dostop do plačilnih računov bankinih strank, vendar pod strogo določenimi 
pogoji, ki so namenjeni zagotavljanju varnega dostopa in preprečevanju zlorab. Poleg 
tega jim nalaga obveznost pridobitve dovoljenja za opravljanje dejavnosti, za kar 
morajo med drugim izpolnjevati nekatere varnostne in kapitalske zahteve.  
 
Razprave o omogočanju dostopa do plačilnih računov tretjim, nebančnim ponudnikom 
močno spominjajo na razprave v okviru konkurenčnopravne doktrine »bistvenih 
zmogljivosti« (angl. »essential facilities doctrine«). Na podlagi te doktrine so se morale 
»odpreti« oziroma liberalizirati številne panoge, ki so jih tradicionalno obvladovali 
monopolisti, kot na primer telekomunikacije, transport (na primer železniški transport) 
in energetika. »Bistvena zmogljivost je sredstvo, povezava ali pogoj, ki je nujen za 
konkurenco na določenem stvarnem trgu in katerega podvojitev ni mogoča ali pa je 
zelo zapletena […]; je sredstvo, brez dostopa katerega konkurenti ne morejo zagotoviti 
proizvodov ali storitev svojim strankam.«8 V vseh prej navedenih panogah bistveno 
zmogljivost predstavljajo omrežja: elektronsko komunikacijsko omrežje, železniško 
omrežje in elektroenergetsko ter plinovodno omrežje. Evropski regulator je z namenom 
uvedbe oziroma povečanja konkurence v teh panogah uveljavljenim družbam, 
lastnicam omrežij, naložil obveznost, da omogočijo dostop do omrežij tretjim. 
Zavrnitev dostopa do omrežja bi namreč lastniku bistvene zmogljivosti omogočila, da 
prepreči nastanek novih produktov ali storitev ali da ovira konkurenco na (obstoječem 
ali potencialnem) trgu za določen produkt ali storitev. Vzporednice z obveznostjo bank, 
da omogočijo dostop do računov tretjim ponudnikom, so očitne. Na množico plačilnih 
računov uporabnikov, ki jih vodijo banke, je mogoče gledati kot na omrežje, brez 
katerega (tj. dostopa do njega) nebančni ponudniki ne morejo zagotavljati plačilnih 
storitev. Razvoj v prej naštetih panogah je pokazal, da tovrstni regulatorni poseg krepi 
konkurenco v panogah, ki jih tradicionalno obvladujejo uveljavljene družbe s 
prevladujočim položajem in tržno močjo, v korist potrošnikov.9 Čas bo pokazal, kako 
bo PSD2 vplivala na bančni sektor, kako se bodo nanjo odzvale banke in novi 
                                                 
7 Bailey in drugi, str. 2–3.  
8 Grilc, str. 160.  
9 Zachariadisa, Pinar, str. 5. 
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udeleženci na trgu in ali bodo novi udeleženci sposobni oblikovati plačilne rešitve, ki 
bodo lahko ogrozile položaj bank na trgu plačil in drugih finančnih storitev. Pri tem se 
zdi zelo vizonarska misel Billa Gatesa iz 90. let, ko je dejal, da bančništvo potrebujemo, 
bank pa ne.10 Zdi se, da še nikoli nismo bili bližje potrditvi te – takrat – nepredstavljive 
ideje. 
 
S primerjalnopravnega vidika je zanimivo, da obveznost bank omogočiti dostop do 
računov reguliranim nebančnim ponudnikom plačilnih storitev na Kitajskem in v 
Združenih državah Amerike (ZDA), gigantoma na področju finančne tehnologije, nima 
ekvivalenta.11 Na Kitajskem sicer že od leta 2010 nefinančnim institucijam, ki želijo 
ponujati plačilne storitve, nalagajo pridobitev licence pri kitajski centralni banki.12 
Podobno načrtuje ameriški regulator uvedbo licence, ki bo finančno-tehnološkim 
družbam dovoljevala opravljanje omejenega nabora bančnih storitev (pri čemer je 
dejavnost sprejemanja depozitov, klasična bančna dejavnost, izrecno izključena).13 A 
ne na Kitajskem in ne v ZDA ne obstaja obveznost bank omogočiti tako reguliranim 
institucijam dostop do računov.  
 
PSD2 bo banke zadela v že tako ali tako nemirnem in negotovem obdobju. Finančno-
tehnološke družbe ne vstopajo le na področje plačil, temveč v vse segmente bančnega 
poslovanja. Banke ponujajo na eni strani celoten spekter finančnih produktov: klasične 
bančne produkte, kot so plačilne storitve, posojila in varčevanje, storitve investicijskega 
bančništva, kot je na primer upravljanje premoženja, zavarovalne produkte in tako 
dalje. Na drugi strani se finančno-tehnološke družbe osredinjajo na posamezne bančne 
segmete, kjer skušajo s pomočjo sodobnih tehnologij oblikovati učinkovitejše, hitrejše 
in za uporabnika prijaznejše rešitve – gre za t. i. unbundling finančnih produktov in 
storitev.14 Ideje delitvene ekonomije (Uber, Airbnb, Kickstarter) so zajele tudi bančni 
                                                 
10 Bill Gates, po Amberber. To naj bi Gates vizionarsko izjavil že v 90. letih (glede natančne letnice je 
med Filkornom in Hellströmovo razhajanje, po prvem je bilo to leta 1994, druga je mnenja, da leta 1990, 
kar pa za namen tega magistrskega dela ni bistveno in drznosti Gatesove misli ne zmanjšuje). 
11 Glej na primer The Economist, Financial technology is proving less of a battleground than feared.  
12  People's Bank of China, Administrative Measures for the Payment Services Provided by Non-financial 
Institutions, dostopno na http://www.lawinfochina.com/Display.aspx?lib=law&Cgid=134238 (17. 10. 
2017).  
13 Sidley Austin; Popper.   
14 Glej na primer Nair. Iz članka je razvidna raznovrstnost področij delovanja finančno-tehnoloških 
podjetij. V zvezi s tem je izvršni direktor investicijske banke JP Morgan James Dimon leta 2014 dejal: 
»When I go to Silicon Valley ... they all want to eat our lunch. Every single one of them is going to try« 
(povzeto po Bunea in drugi, str. 123).  
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segment. Množično investiranje (angl. crowdinvesting) in množično financiranje (angl. 
crowdfunding), po mnenju Evropske komisije15 (v nadaljevanju tudi »Komisija«) eni 
ključnih oblik delitvene ekonomije, sta alternativi za dva izmed najbolj klasičnih 
bančnih produktov – depozit in posojilo. Poleg naštetih izzivov se banke po finančni 
krizi soočajo z vse strožjimi regulatornimi zahtevami. Regulatorni projekti, poleg PSD2 
na primer tudi nova Uredba o varstvu osebnih podatkov in posodobljen regulatorni 
okvir na področju trgovanja s finančnimi instrumenti, zajedajo v vire za izvedbo 
poslovnih projektov. Banke v evroobmočju se nadalje spopadajo s politiko ničelnih 
obrestnih mer, slabimi naložbami iz preteklosti in številnimi drugimi izzivi.  
 
Zaradi vseh teh dejavnikov, ki vplivajo na razvoj bančništva, je nemogoče predvideti, 
kako se bo bančni sektor razvijal in kako bo na poslovanje bank vplivala PSD2. Te 
namreč ni mogoče obravnavati ločeno od preostalih trendov, ki spreminjajo bančno 
okolje. Kljub temu skušam v magistrskem delu raziskati konkretne posledice, ki jih bo 
odprt dostop do računov imel za poslovanje bank. Številni avtorji PSD2 pripisujejo, da 
je sposobna spremeniti bančništvo, kot ga poznamo danes. Pa je res tako?  
 
V nadaljevanju magistrskega dela najprej predstavim pojav nereguliranih ponudnikov 
plačilnih storitev. V tretjem poglavju opredelim storitev odreditve plačil in storitev 
zagotavljanja informacij o računih ter opišem način njunega delovanja. Po seznanitvi z 
osnovnimi pojmi v četrtem poglavju predstavim razloge, ki so botrovali sprejemu PSD2 
in uvedbi »odprtega« dostopa do računov. V petem poglavju je predstavljen položaj 
tretjih ponudnikov plačilnih storitev po PSD2. Do rešitev, ki jih uvaja PSD2, se kritično 
ovrednotim. PSD2 je direktiva, ki jo je treba prenesti v nacionalno zakonodajo. Zato 
tam, ko PSD2 ne daje jasnih odgovorov na vprašanja, predstavim tudi rešitve predloga 
Zakona o plačilnih storitvah, storitvah izdajanja elektronskega denarja in plačilnih 
sistemih, ki v slovenski pravni red prenaša PSD2. Če je nejasna tudi ureditev v zakonu, 
podam predloge za razlago določb PSD2 oziroma zakona. Po predstavitvi 
normativnega okvira v šestem poglavju raziskujem vpliv, ki ga ima lahko »odprt« 
dostop do računov na poslovanje bank, in orišem možne odzive bank na novo 
                                                 
15 Sporočilo Komisije Evropskemu parlamentu, Svetu, Evropskemu ekonomsko-socialnemu odboru in 
Odboru regij: Evropska agenda za sodelovalno gospodarstvo, Evropska komisija, Bruselj, junij 2016. 
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normativno okolje. V sedmem poglavju se kritično ovrednotim do prispevka PSD2 za 
trg plačilnih storitev in povzamem ključne ugotovitve magistrskega dela.   
 
 
2 Pojav nereguliranih ponudnikov inovativnih 
plačilnih storitev 
 
V poznih devetdesetih letih in na začetku novega tisočletja je razvoj v finančnem svetu 
na trg plačil prinesel nove akterje. Na eni strani so se pojavili izdajatelji elektronskega 
denarja, ki jih je evropski regulator podvrgel Direktivi o elektronskem denarju16, na 
drugi strani pa so se razvile institucije, ki zagotavljajo plačilne storitve, vendar niso 
kreditne institucije. Te je evropski regulator uredil v prvi direktivi o plačilnih storitvah17 
(v nadaljevanju »PSD1«). 18  S tem je PSD1 uvedla novo kategorijo ponudnikov 
plačilnih storitev: plačilne institucije.  
 
Z uvedbo te nove kategorije ponudnikov plačilnih storitev je evropski regulator naredil 
prvi korak k odpiranju trga plačil EU inovativnim ponudnikom plačilnih storitev. 
Plačilne institucije je mogoče opredeliti kot gospodarske družbe, ki lahko poleg 
opravljanja plačilnih storitev opravljajo tudi druge gospodarske dejavnosti (t. i. hibridne 
plačilne institucije).19 S tem je evropski regulator želel predvsem omogočiti vstop na 
trg plačil gospodarskim družbam, ki delujejo v visokotehnoloških sektorjih, kakršne so 
telekomunikacije.20 
 
                                                 
16  Direktiva 2009/110/ES Evropskega parlamenta in Sveta z dne 16. septembra 2009 o začetku 
opravljanja in opravljanju dejavnosti ter nadzoru skrbnega in varnega poslovanja institucij za izdajo 
elektronskega denarja ter o spremembah direktiv 2005/60/ES in 2006/48/ES in razveljavitvi Direktive 
2000/46/ES. 
17 Direktiva 2007/64/ES Evropskega parlamenta in Sveta z dne 13. novembra 2007 o plačilnih storitvah 
na notranjem trgu in o spremembah direktiv 97/7/ES, 2002/65/ES, 2005/60/ES in 2006/48/ES ter o 
razveljavitvi Direktive 97/5/ES. 
18 The Swift Institute, str. 6.  
19 16. člen PSD1; 18. člen PSD2; Banka Slovenije, Nadzor plačilnih institucij.  
20  Več o tem v poglavju 6.2.3 Sprememba normativnega okvira EU. Primera slovenskih 
telekomunikacijskih gospodarskih družb, ki sta registrirani kot plačilni instituciji, sta A1 Slovenija, 
telekomunikacijske storitve, d. d. in Telekom Slovenije, d. d. (Banka Slovenije, Register plačilnih 
institucij). 
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Od sprejetja PSD1 pa so se pojavile nove vrste plačilnih storitev: storitve odreditve 
plačil in storitve zagotavljanja informacij o računih.21 Ponudniki teh storitev izvajajo 
plačilne storitve za stranke, ki pri njih nimajo odprtega plačilnega računa in torej tudi 
ne sredstev za izvedbo plačila. Ker ponudniki teh storitev v nobenem trenutku ne 
razpolagajo s sredstvi stranke, med plačilne institucije v smislu PSD1 niso bili zajeti.22 
PSD2 te storitve in njihove ponudnike posebej ureja23 in, kar je ključno, bankam nalaga 
obveznost omogočiti ponudnikom teh storitev dostop do plačilnih računov, ki jih 
vodijo. To je namreč podlaga za učinkovito izvajanje inovativnih plačilnih storitev s 
strani nebančnih subjektov. 
 
V nadaljevanju sta podani opredelitvi storitve odreditve plačil in storitve zagotavljanja 




                                                 
21 Donnelly, str. 830.  
22 Uvodna izjava 35 PSD2; Cortet in drugi, str. 19, slika 4; London Economics in drugi, str. xiv, točka 
30; Reijers, str. 17. PSD1 ne določa izrecno, da je razpolaganje s sredstvi stranke »sprožilec« za uporabo 
PSD1 za določeno plačilno storitev in njenega ponudnika. Razpolaganje s sredstvi stranke je izrecno 
omenjeno le v točki j tretjega člena PSD1, ki iz področja uporabe PSD1 izključuje ponudnike tehničnih 
storitev. Vendar je na odločilno vlogo razpolaganja s sredstvi stranke mogoče sklepati na podlagi ciljev 
PSD1, ki vključujejo zaščito stranke pred neplačilom ponudnika plačilnih storitev. Če ponudnik ne 
razpolaga s sredstvi stranke, tveganje neplačila namreč ni prisotno (London Economics in drugi, str. 107, 
sprotna opomba št. 176).   
23  Zavoljo jasnosti je treba opozoriti, da ponudniki storitve odreditve plačil in ponudniki storitve 
zagotavljanja informacij o računih, ki so pridobili dovoljenje za opravljanje in izvrševanje teh storitev 
skladno s PSD2, po PSD2 sodijo v kategorijo plačilnih institucij (točka 4 četrtega člena PSD2). Tej 
ponudniki niso ustrezali definiciji plačilne institucije po PSD1, ker – kot navedeno – v nobenem trenutku 
ne razpolagajo s sredstvi plačnika. Po PSD2 pa to ni več kriterij za opredelitev plačilne institucije.  
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3 Opredelitev storitve odreditve plačil in storitve 
zagotavljanja informacij o računih  
 
3.1 Opredelitev po PSD2 
 
PSD2 storitev odreditve plačil in storitev zagotavljanja informacij o računih uvršča med 
plačilne storitve.24 
 
Storitev odreditve plačil (angl. payment initiation service, v nadaljevanju tudi »PIS« ali 
»storitev PIS«) je v PSD2 opredeljena kot storitev za odreditev plačilnega naloga na 
zahtevo uporabnika plačilnih storitev v zvezi s plačilnim računom, odprtim pri drugem 
ponudniku plačilnih storitev.25 
 
Storitev zagotavljanja informacij o računih (angl. account information service, v 
nadaljevanju tudi »AIS« ali »storitev AIS«) po PSD2 pomeni spletno storitev za 
zagotavljanje konsolidiranih informacij o enem ali več plačilnih računih, ki jih ima 
uporabnik plačilnih storitev pri drugem ponudniku plačilnih storitev ali pri več kot 
enem ponudniku plačilnih storitev.26 Ponudnik storitve AIS lahko dostopa do tistih 
informacij o računu, ki so na vpogled imetniku računa, ko ta dostopa do računa prek 
svoje spletne banke, pod pogojem, da te informacije ne vsebujejo občutljivih plačilnih 
podatkov (na primer osebnih varnostnih elementov).27 
                                                 
24 Točka 3 četrtega člena PSD2 v povezavi s Prilogo I PSD2. PSD2 pojma plačilna storitev ne definira s 
pomočjo splošne definicije, temveč z naštevanjem in opredelitvijo posameznih plačilnih storitev (točka 
3 četrtega člena PSD2 v povezavi s Prilogo I PSD2). Druge plačilne storitve, ki jih PSD2 izrecno ureja, 
so: 1. storitve, ki omogočajo polog gotovine na plačilni račun, in vse dejavnosti, ki so potrebne za 
upravljanje plačilnega računa; 2. storitve, ki omogočajo dvig gotovine s plačilnega računa, in vse 
dejavnosti, ki so potrebne za upravljanje plačilnega računa; 3. izvrševanje plačilnih transakcij, vključno 
s prenosom sredstev na plačilnem računu pri ponudniku plačilnih storitev uporabnika ali pri drugem 
ponudniku plačilnih storitev: (a) izvrševanje direktnih obremenitev, vključno z enkratnimi direktnimi 
obremenitvami; (b) izvrševanje plačilnih transakcij s plačilno kartico ali podobno napravo; (c) 
izvrševanje kreditnih plačil, vključno s trajnimi nalogi; 4. izvrševanje plačilnih transakcij, pri katerih so 
sredstva krita z odobritvijo kreditne linije uporabniku plačilnih storitev: (a) izvrševanje direktnih 
obremenitev, vključno z enkratnimi direktnimi obremenitvami; (b) izvrševanje plačilnih transakcij s 
plačilno kartico ali podobno napravo; (c) izvrševanje kreditnih plačil, vključno s trajnimi nalogi; 5. 
izdajanje plačilnih instrumentov in/ali pridobivanje plačilnih transakcij; 6. denarna nakazila. 
25 Točka 15 četrtega člena PSD2.  
26 Točka 16 četrtega člena PSD2.  
27 Točka a prvega odstavka 31. člena končnega osnutka Varnostnih standardov (EBA, Final Report, str. 
36) (več o Varnostnih standardih v poglavju 5.1 PSD2 in regulativni tehnični standardi s področja 
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Iz zgornjih opredelitev izhaja, da ponudniki storitev PIS in AIS ne vodijo plačilnih 
računov, na katere se te storitve nanašajo. Zato se zanje uporablja izraz »tretji ponudniki 
plačilnih storitev«.  
 
Na drugi strani so ponudniki plačilnih storitev, ki zagotavljajo in vodijo račune (angl. 
account servicing payment service providers, v nadaljevanju tudi »ponudniki AS«).28 
Najbolj tipičen primer ponudnikov AS so banke.29 Tudi banka pa lahko prevzame vlogo 
tretjega ponudnika, in sicer tako, da uporabniku zagotavlja storitve PIS in/ali AIS v 
zvezi s plačilnim računom, ki ga ima uporabnik odprtega drugje, tj. pri drugi banki, 
natančneje pri drugem ponudniku AS.  
 
Iz navedenega izhaja, da je za zagotavljanje storitev PIS in AIS ključen dostop do 
plačilnega računa (plačilnih računov) uporabnika teh storitev. Tretji ponudniki svoje 
plačilne storitve »gradijo« na obstoječi plačilni infrastrukturi, 30  ki so jo zgradili 
ponudniki AS, praviloma ob odsotnosti pogodbenega razmerja s ponudnikom AS.31 
 
3.2 Način delovanja storitve odreditve plačil in storitve 
zagotavljanja informacij o računih  
 
3.2.1 Storitev odreditve plačil  
 
Storitev odreditve plačila je oblika elektronskega plačila (spletnega, e-plačila).  
 
E-plačila so plačila, ki jih plačnik sproži prek spleta. Za njihovo opredelitev ni 
pomembno, katero sredstvo je plačnik uporabil za iniciacijo plačila (na primer 
                                                 
avtentikacije in komunikacije). Občutljivi plačilni podatki so podatki, vključno z osebnimi varnostnimi 
elementi, ki se lahko uporabijo za goljufijo. V okviru dejavnosti ponudnikov storitev PIS in ponudnikov 
AIS ime imetnika računa in številka računa ne predstavljata občutljivih plačilnih podatkov (točka 32 
četrtega člena PSD2). 
28 Točka 17 četrtega člena PSD2.  
29 Glej na primer prvo točko prvega odstavka 17. člena Zakona o plačilnih storitvah in sistemih (ZPlaSS) 
v povezavi z 12. členom ZPlaSS.  
30 Cortet in drugi, str. 19.  
31 Cortet in drugi, str. 19; Salmony, str. 6.  
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prenosnik, mobilni telefon32) – ključno je, da prenos podatkov za izvedbo in potrditev 
plačila potekata prek spleta.33 Običajno se izvedejo na enega od treh načinov:34 
– prek spletne transakcije s plačilno kartico na daljavo; 
– s kreditnimi prenosi ali direktimi obremenitvami prek spletnega bančništva, v 
okviru katerega plačnik uporabi spletni bančni portal (spletno banko) za 
avtentikacijo; 
– prek ponudnikov e-plačil, pri katerih je potrošnik odprl račun,35 ki se financira 
prek običajnih plačilnih metod, na primer prek bančnih prenosov ali plačil s 
kreditno kartico. 
 
Storitve odreditve plačil spadajo v kontekst drugega načina izvajanja e-plačil: kreditne 
prenose in direktne obremenitve lahko plačnik izvede neposredno prek svojega 
spletnega bančnega sistema ali prek ponudnika PIS.36 
 
Storitev PIS z vzpostavitvijo programske povezave med spletnim mestom prejemnika 
plačila (na primer e-trgovca) in spletno bančno platformo plačnikovega ponudnika AS37 
plačniku omogoča plačilo (natančneje odreditev plačila), ne da bi za to potreboval 
plačilno kartico.38 Razpolagati mora zgolj s plačilnim računom, ki je dostopen prek 
spleta. Sredstva so namreč s kreditnim prenosom ali direktno obremenitvijo prenesena 
neposredno iz plačnikovega računa na račun prejemnika plačila.39 Ker mora plačnik 
razpolagati zgolj s plačilnim računom, ki je dostopen prek spleta, so storitve PIS 
alternativa kreditnim karticam.40 V tem pogledu je zanimiv podatek, da približno 60 
                                                 
32 Če je plačnik za iniciacijo plačila uporabil mobilni telefon, govorimo tudi o mobilnih plačilih ali m-
plačilih (Evropska komisija, Zelena knjiga, str. 5). V zvezi z mobilnimi plačili je treba opozoriti, da se 
lahko izvedejo tudi brez uporabe spleta. M-plačila »na daljavo« (angl. mobile remote payments) lahko 
potekajo tudi prek protokolov za izmenjavo kratkih tekstovnih sporočil – SMS, medtem ko m-plačila 
»na blizu« (angl. mobile contactless payments; tudi mobile proximity payments) temeljijo na uporabi 
brezstične tehnologije, zlasti brezstične tehnologije kratkega dosega (tehnologija komunikacije s 
sosednjim poljem, angl. near field communication technology, NFC technology). Več o tem v Evropska 
komisija, Zelena knjiga, str. 5. 
33 Evropska komisija, Zelena knjiga, str. 4; Banka Slovenije, eSEPA. 
34 Evropska komisija, Zelena knjiga, str. 4. 
35 Trenutno največji in najbolj razširjen tovrsten spletni plačilni sistem je PayPal.  
36 Evropska komisija, Zelena knjiga, str. 4, sprotna opomba št. 5. 
37 Uvodna izjava 27 PSD2.  
38 Giambelluca in Masi, v: Gimigliano (ur.), str. 10. 
39 Donnelly, str. 830; Mansfield-Devine, str. 8–10.  
40 European Commission, Commission Staff Working Document, Impact Assessment, str. 6–7.  
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odstotkov prebivalcev EU nima kreditne kartice, kar odpira široke možnosti 
ponudnikom PIS.41  
 
Ponudnik PIS bo ob odreditvi plačila prejemniku plačila (na primer e-trgovcu) 
nemudoma posredoval potrdilo o uspešni odreditvi plačilnega naloga. 42  Literatura 
izpostavlja, da je rešitev z vidika e-trgovanja izjemno praktična, saj bo e-trgovec po 
prejemu informacije o uspešni odreditvi plačilnega naloga takoj odpremil blago ali 
zagotovil storitev.43 Vendar sama informacija o uspešni odreditvi plačila trgovcu ne 
jamči, da bo kupnino zares prejel. Ključno je namreč, da je na plačilnem računu 
plačnika na razpolago znesek, potreben za izvršitev plačilne transakcije. Tega pa 
dejstvo, da je bilo plačilo uspešno odrejeno, ne jamči.  
 
Praktična uporabnost storitve PIS je torej odvisna od kakovosti povratne informacije za 
prejemnika plačila, ta pa od plačilne infrastrukture ponudnika AS. Delovna skupina za 
storitve PIS, vzpostavljena v okviru Odbora za plačila malih vrednosti v evrih, je v 
zvezi s tem opredelila tri mogoče scenarije:44 
– ponudniki AS, katerih plačilni sistemi knjižijo plačila v realnem času (angl. 
real-time booking), ponudniku PIS lahko zagotovijo informacijo, da je bil 
plačilni nalog sprejet in knjižen na plačilnem računu plačnika. S knjižbo 
plačilnega naloga je prejemniku plačila prejem sredstev zagotovljen; 
– ponudniki AS, katerih plačilni sistemi plačilne naloge procesirajo paketno 
(angl. batch-processing): paketno procesiranje pomeni, da je plačilni nalog 
knjižen z zamudo (angl. delayed booking). Nalogi se namreč poknjižijo šele, ko 
se jih nabere določeno število (»paket«). Tovrsten ponudnik AS lahko 
ponudniku PIS ob prejemu plačilnega naloga potrdi zgolj to, da je bil plačilni 
nalog prejet (ne pa, da je bil knjižen). Slovenske banke na primer plačilne naloge 
knjižijo paketno, med določeno uro zjutraj in določeno uro popoldne. Plačilnih 
                                                 
41 Evropska komisija, Payment Services Directive: frequently asked questions, odgovor na 5. vprašanje. 
Enako Kaja Batagelj, v: Batagelj, Koritnik, str. 142. 
42 To obveznost ponudniku PIS nalaga 46. člen PSD2.  
43 Deutsche Bank in PPI, str. 16; Giambelluca in Masi, v: Gimigliano (ur.), str. 10; Evropska komisija, 
Payment Services Directive: frequently asked questions, odgovor na 6. vprašanje. 
44 Euro Retail Payments Board, str. 4. Poročilo ima pomembno strokovno vrednost, saj so v njem 
zastopana stališča različnih udeleženih strani. Delovno skupino za storitve PIS, vzpostavljeno znotraj 
Odbora za plačila malih vrednosti v evrih (angl. Euro Retail Payments Board), namreč med drugim 
sestavljajo predstavniki tretjih ponudnikov plačilnih storitev, Evropske centralne banke, nacionalnih 
centralnih bank in standardizacijskih iniciativ (Euro Retail Payments Board, str. 2, 9).  
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nalogov ne knjižijo med določeno uro popoldne in določeno uro zjutraj 
naslednjega dne, prav tako ne na dela proste dneve;45 
– ponudniki AS, udeleženi v plačilni shemi za takojšnja plačila (angl. instant 
payments, tudi real-time payments) 46 , lahko ponudniku PIS zagotovijo 
informacijo, da je bilo plačilo uspešno izvedeno. V tem kontekstu je pomemben 
podatek, da bo od 21. novembra 2017 ponudnikom plačilnih storitev na voljo 
vseevropska shema SEPA za takojšnje kreditne prenose (SEPA Instant Credit 
Transfer). Vendar udeležba v shemi za ponudnike plačilnih storitev ni 
obvezna.47 Ponudniki plačilnih storitev, ki ponujajo takojšnja plačila, bodo po 
pričakovanjih na trgu širše dostopni do leta 2020.48  
 
Prvi in zlasti tretji scenarij storitvi PIS zagotavljata visoko uporabno vrednost. Kadar 
plačilni sistemi ustrezajo drugemu scenariju (na primer plačilni sistemi slovenskih 
bank), pa je uporabnost storitve PIS odvisna od informacij o plačilnem računu, ki so 
ponudniku PIS na voljo ob odreditvi plačila. Za zagotovitev, da bo odrejeno plačilo 
uspešno izvršeno, ponudnik PIS potrebuje informacije, kot so zadnje znano stanje na 
računu plačnika, informacije o prejetih, a še ne knjiženih plačilnih nalogih in podatek 
o dopustni prekračitvi stanja na računu. PSD2 sicer od ponudnikov AS zahteva, da 
tretjim ponudnikom zagotavljajo informacije o računu (t. i. storitev zbiranja informacij 
o računu),49 vendar znotraj zgoraj omenjene Delovne skupine za storitve PIS še ni bilo 
doseženo soglasje glede informacij, ki morajo biti ponudniku PIS na voljo v primeru 
scenarija b).50  
 
Ponudniki storitev PIS že obstajajo. To so na primer nemški Sofort, švedski Trustly in 
nizozemski IDeal,51  pri čemer je zanimiv podatek, da se na Nizozemskem kar 55 
                                                 
45 Glej na primer Urnik poslovanja s transakcijskimi računi banke UniCredit Banka Slovenija d. d. in 
Urnik izvajanja plačilnih transakcij NLB.  
46 Takojšnja plačila so elektronska plačila malih vrednosti, ki so nenehno na voljo (24/7/365): takoj ali 
skoraj takoj po odreditvi plačilnega naloga s strani plačnika se izvrši tudi odobritev računa prejemnika 
plačila oziroma je temu dan na voljo znesek plačila (Banka Slovenije, Vse več pozornosti namenjene 
takojšnjim plačilom).  
47 European Payments Council, SEPA Instant Credit Transfer.  
48 Euro Retail Payments Board, str. 4. V Sloveniji vzpostavitev sistema takojšnjih plačil pripravlja družba 
Bankart (Kos).  
49 Glej poglavje 3.2.2 Storitev zagotavljanja informacij o računih. 
50 Euro Retail Payments Board, str. 4.  
51 Cortet in drugi, str. 18–19; Plaitakis, razdelek An Enlarged Ecosystem.  
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odstotkov internetnih plačil opravi prek ponudnikov PIS.52 V Sloveniji se je jeseni 2017 
pojavil tretji ponudnik plačilnih storitev Money Rebel. Gre za mobilno platformo, ki 
uporablja kombinacijo tehnologije veriženja blokov (angl. blockchain) in plačilnih 
storitev na podlagi PSD2.53 
 
3.2.2 Storitev zagotavljanja informacij o računih  
 
Storitev AIS na enem mestu zbira podatke o vseh plačilnih računih uporabnika. S tem 
uporabniku zagotavlja preprost in celovit pregled nad vsemi plačilnimi računi in s tem 
nad celotnim finančnim položajem. Poleg tega mu omogoča, da svojo potrošnjo razvrsti 
v različne kategorije (hrana, najemnina, prosti čas in podobno), spremlja svoje 
potrošniške navade in finančne potrebe, si postavi varčevalne cilje, prejme sporočilo, 
ko te cilje preseže, in podobno, kar prispeva k bolj učinkovitemu finančnemu 
načrtovanju.54 Te funkcionalnosti storitve AIS pomagajo pri doseganju večih ciljev 
politike EU: potrošnikom omogočajo učinkovitejše upravljanje svojih financ in lahko, 
glede na naravo informacij, bodisi pomagajo pri preprečevanju prezadolženosti 
potrošnikov55 ali pa spodbujajo potrošnjo prebivalstva.56 
 
Tudi ponudniki tovrstnih storitev že obstajajo, na primer angleška First Direct in Money 
Dashboard ter francoska Boursorama. 
 
Dostop do informacij o plačilnem računu na podlagi storitve AIS nadalje odpira vrata 
drugim inovativnim rešitvam, na primer:  
– omogoča svetovanje glede upravljanja z osebnimi financami;57  
– dostop do podatkov o prihodkih, odhodkih in drugih finančnih obveznostih, ki 
so razvidni iz računa, alternativnim posojilodajalcem znatno olajšuje 
                                                 
52 Evropska komisija, Payment Services Directive: frequently asked questions, odgovor na 21. vprašanje.  
53 Dostopno na https://moneyrebel.io (11. 11. 2017).  
54  Uvodna izjava 28 PSD2; Giambelluca in Masi, v: Gimigliano (ur.), str. 10; Evropska komisija, 
Payment Services Directive: frequently asked questions, odgovor na 6. vprašanje; Salmony, str. 13; 
Simont Braun; Deutsche Bank in PPI, str. 16. 
55  Glej European Commission, Towards a common operational European definition of over-
indebtedness.  
56 Donnelly, str. 831.  
57 Salmony, str. 13.  
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opravljanje dejavnosti kreditiranja, saj izboljšuje sposobnost ocenjevanja 
kreditne sposobnosti potencialnih kreditojemalcev.58  
 
Integracija obeh vrst storitev, PIS in AIS, lahko uporabnikom na podlagi zbranih 
informacij omogoči preprost prenos denarnih sredstev z enega plačilnega računa na 
drugega,59 hkrati pa se lahko uporabnik vede kot v svoji siceršnji spletni banki, kjer na 
enem mestu iz vseh računov odreja plačila.60  
 
Zgoraj je predstavljenih nekaj možnosti, ki jih omogoča dostop do plačilnih računov, 
seveda pa je glede na hiter tempo inovacij v finančno-tehnološkem sektorju nemogoče 
predvideti vse.  
 
 
4 Ozadje sprejetja nove Direktive o plačilnih 
storitvah – potreba po reformi  
 
Nova Direktiva o plačilnih storitvah61 (v nadaljevanju »PSD2«)62 je bila sprejeta z 
namenom posodobitve pravne ureditve na trgu plačil malih vrednosti EU. Predstavlja 
prvi resen poskus Evropske komisije, da se spopade z znatno rastjo elektronskih plačil 
in spremenjenim okoljem, v katerem se ta plačila odvijajo.63 
 
Od sprejetja PSD1 so se namreč na trgu plačil malih vrednosti zgodile pomembne 
tehnične inovacije s hitrim naraščanjem števila elektronskih in mobilnih plačil64 ter 
                                                 
58 Več o tem v Open Data Institute, Fingleton Associates, str. 33–36.  
59 Payments UK, str. 10.  
60 Enako Batagelj, v: Batagelj, Koritnik, str. 142. 
61 Direktiva (EU) 2015/2366 Evropskega parlamenta in Sveta z dne 25. novembra 2015 o plačilnih 
storitvah na notranjem trgu, spremembah direktiv 2002/65/ES, 2009/110/ES ter 2013/36/EU in Uredbe 
(EU) 1093/2010 ter razveljavitvi Direktive 2007/64/ES. 
62 PSD2 razveljavlja PSD1 in uvaja tehnične spremembe nekaterih drugih direktiv in uredbe, in sicer: 
Direktive Evropskega parlamenta in Sveta 2002/65/ES z dne 23. septembra 2002 o trženju finančnih 
storitev potrošnikom na daljavo in o spremembi Direktive Sveta 90/619/EGS ter direktiv 97/7/ES in 
98/27/ES; Direktive o elektronskem denarju in Uredba (EU) št. 1093/2010 Evropskega parlamenta in 
Sveta z dne 24. novembra 2010 o ustanovitvi Evropskega nadzornega organa (Evropski bančni organ) in 
o spremembi Sklepa št. 716/2009/ES ter razveljavitvi Sklepa Komisije 2009/78/ES (Donnelly, str. 827). 
63 Donnelly, str. 827–828.  
64 Elektronska in mobilna plačila so opredeljena v poglavju 3.2.1 Storitev odreditve plačil. 
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pojavom novih vrst plačilnih storitev, ki pomenijo izziv za veljavni pravni okvir. Mnogi 
inovativni plačilni produkti in storitve v področje uporabe PSD1 v veliki meri ali v 
celoti niso bili zajeti.65  
 
Področje uporabe PSD1 in zlasti elementov, izvzetih iz njenega področja uporabe, kot 
so nekatere s plačili povezane dejavnosti, se je »v nekaterih primerih izkazalo za preveč 
dvoumno, presplošno ali preprosto zastarelo glede na razvoj trga«.66 To po mnenju 
evropskega zakonodajalca povzroča pravno negotovost, morebitna varnostna tveganja 
v plačilni verigi in pomanjkljivo varstvo potrošnikov na nekaterih področjih. Ponudniki 
plačilnih storitev s težavo uveljavljajo inovativne in varne digitalne plačilne storitve, ki 
so preproste za uporabo, ter potrošnikom in prodajalcem na drobno zagotavljajo 
učinkovite, priročne in varne načine plačevanja v Evropski uniji (v nadaljevanju tudi 
»Unija«).67  
 
PSD1 ni znatno prispevala h krepitvi konkurence na trgu plačilnih storitev, kar je bil 
eden izmed njenih ciljev. Študija učinka PSD1, izvedena po naročilu Komisije68, je 
pokazala, da PSD1 ni znatno spodbudila vstopa novih ponudnikov na trg plačilnih 
storitev, tehnoloških inovacij in učinkovitosti plačilnih storitev.69 Velika večina, tj. kar 
85 odstotkov plačilnih institucij (v smislu PSD1), je bila dejavna že pred uveljavitvijo 
PSD1.70  Evropski regulator je z uvedbo plačilnih institucij omogočil vstop na trg 
gospodarskim družbam, ki delujejo v visokotehnoloških sektorjih, kot na primer 
telekomunikacije. S tem je omenjenim gospodarskim družbam omogočil združevanje 
njihove klasične dejavnosti s ponujanjem plačilnih storitev (primer takega združevanja 
so pri telekomunikacijskih družbah mobilna plačila), pri čemer bi lahko izkoriščale 
široko mrežo strank. Vendar so telekomunikacijske družbe svojo udeležbo v plačilni 
industriji omejile in se osredotočile na poslovne modele, ki ne posegajo v ustaljene 
                                                 
65 Poglavje 2 Pojav nereguliranih ponudnikov inovativnih plačilnih storitev; uvodna izjava 4 PSD2. 
66 Uvodna izjava 4 PSD2. 
67 Uvodna izjava 4 PSD2; Evropska komisija, Predlog, Direktiva Evropskega parlamenta in Sveta o 
plačilnih storitvah na notranjem trgu, o spremembah direktiv 2002/65/ES, 2013/36/EU in 2009/110/ES 
ter o razveljavitvi Direktive 2007/64/ES, str. 3; European Commission, Commission Staff Working 
Document, Impact Assessment, str. 16.  
68 London Economics in drugi, Study on the impact of Directive 2007/64/EC on payment services in the 
internal market and on the application of Regulation (EC) No 924/2009 on cross-border payments in the 
Community, Contract MARKT/2011/120/H3/ST/OP, Final report, 2013.  
69 London Economics in drugi, str. ix, šesti odstavek.   
70 Prav tam, str. ix, x.  
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odnose z bančnim in finančnim sektorjem ter ne povečujejo stroškov zagotavljanja 
skladnosti. Telekomunikacijska industrija je pokazala zanimanje le za izvajanje 
storitev, ki niso podvržene regulaciji.71   
 
K sprejetju PSD2 je prispevala tudi razdrobljenost trga plačil malih vrednosti EU. 
Evropski zakonodajalec je z namenom integracije tega trga poleg PSD1 sprejel številne 
pravne instrumente.72 Vendar je Komisija ugotovila, da so pomembna področja trga 
plačil – kartična, elektronska in mobilna plačila – zaradi državnih mej še vedno 
razdrobljena. Trg plačil malih vrednosti je sicer zelo dinamičen in inovativen, vendar 
razdrobljenost otežuje učinkovit razvoj preprostih, priročnih, varnih in inovativnih 
digitalnih plačilnih storitev na ravni EU.73 Stalen razvoj integriranega notranjega trga 
za varna, učinkovita, konkurenčna in inovativna elektronska plačila je ključnega 
pomena, da se podpre rast gospodarstva Unije in da se potrošnikom, trgovcem in 
podjetjem omogoči izbira ter zagotovi preglednost plačilnih storitev.74  
 
Sprejetje PSD2 je nadalje rezultat pripoznave pomena elektronskih plačil za razvoj 
spletne trgovine. Spodbujanje rasti e-trgovine v PSD1 skorajda ni imelo vloge.75 Po 
sprejetju PSD1 pa je postalo jasno, da obstaja v EU na področju elektronske trgovine 
veliko neizkoriščenega potenciala. Prav plačila – natančneje odsotnost usklajenega in 
celovitega regulatornega okvira na področju plačil – so bila v okviru javnega 
posvetovanja o prihodnosti elektronskega trgovanja76 opredeljena kot ena glavnih ovir 
za prihodnjo rast e-trgovanja.77 Spletni trgovci so že leta 2011 banke spodbujali k 
»odprtju« računov tretjim ponudnikom plačilnih storitev, zlasti ponudnikom storitev 
PIS.78 
 
                                                 
71 Giambelluca in Masi, v: Gimigliano (ur.), str. 8–9.  
72 Več o tem v poglavju 6.2.3 Sprememba normativnega okvira EU.  
73  Evropska komisija, Predlog, Direktiva Evropskega parlamenta in Sveta o plačilnih storitvah na 
notranjem trgu, o spremembah direktiv 2002/65/ES, 2013/36/EU in 2009/110/ES ter o razveljavitvi 
Direktive 2007/64/ES, str. 3.  
74 Uvodna izjava 5 PSD2; Evropska komisija, Zelena knjiga, str. 2.  
75 Donnelly, str. 828–829.  
76  Dostopno na http://ec.europa.eu/internal_market/consultations/2010/e-commerce_en.htm (16. 10. 
2017). 
77 Evropska komisija, Zelena knjiga, str. 4–5.  
78 BeCommerce in drugi, str. 6–7.  
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4.1 Podrobneje o posledicah odsotnosti regulacije 
tretjih ponudnikov plačilnih storitev 
 
Ponudniki storitev PIS in AIS kljub odsotnosti regulacije že obstajajo,79 vendar so 
zaradi neurejenosti njihovega položaja prisiljeni delovati v »sivem območju«. Zato se 
v zvezi z njihovim delovanjem pojavljajo številni pomisleki: ker jim banke niso 
zavezane omogočiti dostopa do plačilnih računov strank, so se primorani posluževati 
načinov dostopanja, ki niso optimalni z vidika učinkovitosti in varnosti. Odsotnost 
regulacije pomeni odsotnost nadzora pristojnih organov nad delovanjem tretjih 
ponudnikov, kar vzbuja vrsto pomislekov glede varnosti in odgovornosti pri izvajanju 
plačilnih storitev.80 Trenutna obravnava tretjih ponudnikov sproža konkurenčnopravne 
pomisleke. Poleg tega odsotnost usklajene zakonodaje na ravni EU tretjim ponudnikom 
preprečuje, da bi plačilne storitve zagotavljali na širših nadnacionalnih trgih,81 kar jim 
onemogoča oblikovanje široke baze strank in doseganje učinkov ekonomije obsega.  
 
Naštete pomanjkljivosti, ki kažejo na nujnost ureditve pogojev delovanja tretjih 
ponudnikov plačilnih storitev, so podrobneje predstavljene v nadaljevanju.  
 
4.1.1 Pomankljivosti trenutno uveljavljenih načinov 
dostopanja tretjih ponudnikov do plačilnih računov 
 
Pomankljivosti, ki jih kreditne institucije izpostavljajo glede trenutno uveljavljenih 
načinov dostopanja tretjih ponudnikov do plačilnih računov strank, so zlasti:82 tveganje 
kršitve zakonodaje s področja varstva osebnih podatkov, zasebnosti in bančne tajnosti; 
nezmožnost opredeliti časovni okvir, znotraj katerega tretji ponudniki lahko dostopajo 
do računa, ki vodi v nedoločno tveganje zlorab; odsotnost učinkovitih mehanizmov za 
obravnavo zlorab; oteženo preverjanje obstoja oziroma veljavnosti soglasja imetnika 
računa za odreditev plačilne transakcije. Negativne posledice so tudi na področju 
preprečevanja pranja denarja. Dejstvo, da neregulirani in nenadzorovani subjekti 
                                                 
79 Poglavji 3.2.1 Storitev odreditve plačil in 3.2.2 Storitev zagotavljanja informacij o računih. 
80 Uvodni izjavi 4 in 29 PSD2. 
81 Salmony, str. 6.  
82 London Economics in drugi, str. 107–108; Bjelica, str. 1. 
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posedujejo in obdelujejo občutljive plačilne informacije, predstavlja visoko stopnjo 
tveganja za njihovo zlorabo v sistemih za pranje denarja ali financiranje terorizma.83  
 
Trenutno uveljavljeni načini dostopanja tretjih ponudnikov do računov sicer temeljijo 
na soglasju imetnika računa.84 Vendar kreditne institucije opozarjajo, da ob odsotnosti 
ureditve tretjih ponudnikov obstoj soglasja imetnika računa ni primerna (zadostna) 
podlaga za dostopanje do računa. Na podlagi zakonodaje s področja varstva zasebnosti 
in bančne tajnosti soglasje plačnika, ki je dano le tretjemu ponudniku, ne pa tudi 
kreditni instituciji plačnika, ni primerna podlaga za razkritje finančnih informacij o 
stranki tretjemu. Poleg tega se potrošniki pogosto ne zavedajo, kako resne so lahko 
posledice predaje finančnih informacij, ki so sicer tretjim dostopne le izjemoma (na 
primer javnim organom v kazenskih postopkih ali za namen izvršbe obveznosti), 
nereguliranim tretjim ponudnikom plačilnih storitev.85 
 
Za dostop do plačilnih računov tretji ponudniki najpogosteje uporabljajo metodo screen 
scraping, ki ima poleg predstavljenih številne dodatne pomankljivosti, opisane v 
nadaljevanju.  
 
4.1.1.1 Dostop z uporabo osebnih varnostnih elementov strank 
(screen scraping) 
 
Pri dostopu do računa z uporabo metode screen scraping tretji ponudniki od svojih 
strank pridobijo podatke za dostop do računa (računov) (osebni varnostni elementi, 
angl. personal security credentials), nato pa v bankah nastopajo (se »predstavljajo«) 
kot njihove stranke. Evropski bančni organ (angl. European Banking Authority, v 
nadaljevanju tudi »EBA«) screen scraping definira kot način dostopa do plačilnega 
računa uporabnika, pogosto z uporabo napredne robotske tehnologije, pri katerem se 
tretji ponudnik ne identificira, temveč nastopa kot uporabnik.86 Ponudnik AS torej ni 
seznanjen s tem, da se nanj z zahtevo za izvedbo storitve obrača ponudnik PIS ali AIS, 
ne pa uporabnik (lažno predstavljanje ali phishing). Pri uporabi metode screen scraping 
                                                 
83 The Swift Institute, str. 6.  
84 Drugače je seveda, če gre za zlonameren dostop do računa. 
85 London Economics in drugi, str. 108.   
86 EBA, Final Report, str. 110.  
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tretji ponudnik zbira podatke, prikazane na zaslonu s pomočjo enega programa, in jih 
»prevede« na način, ki nato omogoča njihov prikaz v drugem programu.87  
 
Presoja dopustnosti uporabe te metode je v različnih državah članicah EU, pa tudi 
znotraj držav članic različna. Posredovanje osebnih varnostnih elementov tretjemu 
ponudniku je običajno v nasprotju s pogoji poslovanja bank, ki strankam prepovedujejo 
razkritje osebnih varnostnih elementov tretjim.88  Na Nizozemskem je bila s sodno 
odločbo uporaba te metode prepovedana.89  
 
Odločitev nemškega konkurenčnega organa glede omenjenih pogojev poslovanja bank 
je bila drugačna. Nemški ponudnik storitve odreditve plačil Sofortüberweisung je za 
dostop do računov svojih strank, ki so jih imele odprte drugje, od njih pridobil in 
uporabljal njihove osebne varnostne elemente. To je bilo v nasprotju s pogoji 
poslovanja nemških bank, ki so uporabnikom spletnih bank prepovedovali razkritje 
osebnih varnostnih elementov tretjim ponudnikom z namenom omogočanja dostopa do 
računa. Združenje nemških bank je zato tožilo ponudnika Sofortüberweisung, v tožbi 
pa se sklicevalo na nepoštenost konkurence in napeljevanje strank h kršitvi pogojev 
poslovanja. Postopek je bil prekinjen po intervenciji nemškega konkurenčnega organa, 
ki je zadevno določbo pogojev poslovanja razglasil za protipravno. Določba namreč 
omejuje konkurenco med različnimi ponudniki plačilnih storitev na spletu, krši nemško 
konkurenčno pravo in konkurenčno pravo EU. Nemški konkurečni organ je upošteval 
legitimen interes bančne industrije po zagotavljanju varnosti pri izvajanju dejavnosti 
spletnega bančništva. Vendar je ugotovil, da navedena določba ni nujna za 
zagotavljanje varnosti in preveč omejuje vstop novim ponudnikom na rastoči trg 
plačilnih storitev v sektorju e-trgovine.90  
 
Izpostavljena primera Nemčije in Nizozemske ponazarjata različnost presoje 
dopustnosti uporabe metode screen scraping v različnih državah članicah EU. Tudi 
                                                 
87  Techopedia, geslo screen scraping, dostopno na www.techopedia.com/definition/16597/screen-
scraping (11. 11. 2017). 
88 Anderson, str. 100; Open Data Institute, Fingleton Associates, str. 31; Simont Braun. 
89 Sodba v zadevi AFAS proti ING z dne 30. 7. 2014; Reijers, str. 27.  
90 Bundeskartellamt; Anderson, str. 99–100.  
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same banke screen scraping obravnajo različno: kot predstavljeno, je načeloma 
prepovedan s pogoji poslovanja bank, nekatere banke pa ga dovoljujejo.91  
 
Pomanjkljivosti uporabe metode screen scraping za dostop do plačilnih računov so 
tudi: 92  i) pravilnost podatkov, ki so pridobljeni s pomočjo te metode, ni nujno 
zagotovljena; ii) ko avtentikacijski mehanizem za dostop do spletne banke temelji na 
enkratnem geslu, ki ga ustvari generator enkratnih gesel (angl. token), dostop do računa 
z uporabo metode screen scraping ni mogoč; iii) imetnik računa, ki tretjemu ponudniku 
zaupa osebne varnostne elemente, nima nadzora nad dejavnostmi, ki jih ta izvaja v zvezi 
s plačilnim računom. Tretji ponudnik lahko prekorači soglasje imetnika računa. 
Zlonamerni izvajalec, ki ima zgolj soglasje za zbiranje informacij o računu, lahko na 
primer zlorabi neomejen dostop in odredi plačilo brez plačnikovega soglasja; iv) 
ponudnik, ki vodi račun, zelo težko ugotovi, ali do računa dostopa imetnik računa, tretji 
ponudnik na podlagi soglasja imetnika računa ali zlonamerni ponudnik, ki za dostop 
nima soglasja.  
 
4.1.2 Konkurenčnopravni pomisleki glede obravnave tretjih 
ponudnikov 
 
Konkurenčnopravna presoja dopustnosti praks tretjih ponudnikov v različnih državah 
članicah EU je bila opisana v prejšnjem poglavju 4.1.1.1 Dostop z uporabo osebnih 
varnostnih elementov strank (screen scraping). 
 
Na ravni EU velja izpostaviti stališče Komisije, podano v okviru protimonopolne 
preiskave trga e-plačil, ki jo je Komisija leta 2011 uvedla v zvezi s postopkom 
standardizacije spletnih plačil, ki ga je vodil Evropski svet za plačila (angl. European 
Payments Council). Po mnenju Komisije je omejevanje vstopa na trg nebančnim 
ponudnikom plačilnih storitev sporno s konkurenčnopravnega vidika. Omejevanje 
konkurence na trgu e-plačil lahko vodi v višje stroške posameznih plačilnih 
instrumentov za trgovce in posledično v višje cene za potrošnike.93 Komisija je sicer 
                                                 
91 Na primer Lloyds v Veliki Britaniji (Open Data Institute, Fingleton Associates, str. 31).  
92 Bailey in drugi, str. 3–4; Open Data Institute, Fingleton Associates, str. 31–32.  
93 European Commission, Antitrust: Commission opens investigation in e-payment market. Zanimiv je 
podatek, da je bil pritožnik v zadevi prav nemški ponudnik storitve PIS Sofortüberweisung, katerega 
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postopek preiskave končala, ne da bi sprejela končno odločitev, saj je podlaga za 
preiskavo zaradi ustavitve spornega postopka standardizacije odpadla.94 Kljub temu 
sum na nedopustno omejevanje konkurence, ki je bil podlaga za uvedbo preiskave, 
kaže, da je regulacija tretjih ponudnikov pomembna tudi z vidika konkurenčnega prava 
in je ključna za zagotavljanje učinkovitosti trga.  
 
 
5 Položaj tretjih ponudnikov po novi Direktivi o 
plačilnih storitvah 
 
Pomanjkanje konkurence v obliki dominance bank in njihovega omejenega prispevka 
k doprinosu inovacij na trgu plačil je evropski regulator prepoznal kot regionalni 
problem. 95  PSD2 z namenom krepitve konkurence na trgu plačilnih storitev in 
spodbujanja cenovne ugodnosti plačil poleg številnih drugih novosti razširja obseg 
plačilnih storitev na do zdaj neurejene storitve odreditve plačil in storitve zagotavljanja 
informacij o računih. 96  Ponudnikom teh storitev – tretjim ponudnikom storitev – 
omogoča reguliran vstop na trg. Evropski zakonodajalec poudarja, da je treba 
tradicionalnim in novodobnim ponudnikom plačilnih storitev zagotoviti enake pogoje 
poslovanja, ki bodo omogočili, da dosežejo novi načini plačevanja širši trg in zagotovili 
visoko raven varstva potrošnikov pri uporabi teh plačilnih storitev po vsej Uniji.97 Ta 
razširitev ne pomeni le temeljite prevetritve trga plačilnih storitev z uvedbo novih 
akterjev, temveč tudi nove obveznosti za banke in druge ponudnike plačilnih storitev, 
ki zagotavljajo in vodijo plačilne račune. Ključna je uvedba obveznosti bank, da tretjim 
ponudnikom omogočijo dostop do plačilnih računov svojih strank. 
                                                 
poslovni model je bil predmet presoje nemškega konkurenčnega organa in kjer je bila odločitev za 
Sofortüberweisung ugodna (glej poglavje 4.1.1.1 Dostop z uporabo osebnih varnostnih elementov strank 
(screen scraping)).  
94 European Commission, Antitrust: Commission closes investigation of EPC but continues monitoring 
online payments market.  
95 Cortet in drugi, str. 17. 
96 Točke 3, 15, 16, 18 in 19 četrtega člena PSD2 v povezavi s Prilogo I, zlasti 7. in 8. točko.  
97 Uvodni izjavi 6 in 21 PSD2.  
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5.1 PSD2 in regulativni tehnični standardi s področja 
avtentikacije in komunikacije 
 
Pogojev za dostop tretjih ponudnikov do računov ni mogoče razložiti brez poznavanja 
razmerja med PSD2 in regulativnimi tehničnimi standardi s področja avtentikacije in 
komunikacije (Regulatory Technical Standards on Strong Costumer Authentication 
and common and secure communication under Article 98 of Directive 2015/2366 
(PSD2), v nadaljevanju »Varnostni standardi«).  
 
Tretji ponudniki ne vodijo plačilnih računov strank, zato so pri izvajanju storitev PIS 
in AIS odvisni od dostopa do računov, ki jih imajo njihove stranke odprte drugje. Da bi 
tretjim ponudnikom omogočila izvajanje storitev PIS in AIS, PSD2 določa pogoje, v 
skladu s katerimi morajo ponudniki AS tretjim ponudnikom omogočiti dostop do 
plačilnih računov in informacij o plačilnih računih. Tehnične podrobnosti teh pogojev 
so urejene v Varnostnih standardih. Varnostni standardi so izjemnega pomena, saj je 
prav ta, na videz zgolj tehnični dokument, ključen za presojo dopustnosti poslovnih 
modelov tretjih ponudnikov in ponudnikov AS.  
 
PSD2 pripravo Varnostnih standardov nalaga Evropskemu bančnemu organu (EBA),98 
za sprejetje pa je pristojna Komisija.99 EBA je 23. februarja 2017 objavila končni 
osnutek Varnostnih standardov,100 Komisija pa jih še ni sprejela.  
 
5.2 Začetek uporabe PSD2 in Varnostnih standardov 
v državah članicah 
 
PSD2 je začela veljati 12. januarja 2016.101 PSD2 je direktiva, zato ni neposredno 
zavezujoča. Države članice morajo sprejeti in objaviti predpise, potrebne za uskladitev 
                                                 
98 Točka d tretjega odstavka 66. člena in točka c drugega odstavka 67. člena v povezavi z 98. členom 
PSD2. 
99 Četrti odstavek 98. člena PSD2. 
100 EBA, Final Report, Draft Regulatory Technical Standards on Strong Customer Authentication and 
common and secure communication under Article 98 of Directive 2015/2366 (PSD2).  
101 116. člen PSD2. 
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s PSD2, do 13. januarja 2018. Ti predpisi se – z izjemo nekaterih določb – uporabljajo 
od 13. januarja 2018.102 Izjeme veljajo za varnostne ukrepe iz 65. do 67. člena in 98. 
člena PSD2. Navedeni členi urejajo pogoje za dostop tretjih ponudnikov do računov in 
zahtevo po močni avtentikaciji stranke. Ti varnostni ukrepi se začnejo uporabljati z 
dnem začetka uporabe Varnostnih standardov.103  
 
Varnostni standardi bodo začeli veljati, ko jih bo sprejela Komisija in bodo objavljeni 
v Uradnem listu EU (natančneje dvajseti dan po objavi v Uradnem listu EU). 104 
Uporabljati se bodo začeli 18 mesecev po začetku njihove veljavnosti, in sicer bodo 
neposredno zavezujoči v vseh državah članicah EU.105 Ta vmesni čas je namenjen 
razvoju industrijskih standardov oziroma tehnoloških rešitev, ki bodo skladne z 
Varnostnimi standardi.106 Glede na to, da Varnostni standardi še niso bili objavljeni, je 
prvi možni datum začetka njihove veljavnosti v drugi polovici leta 2019.  
 
Kot navedeno, četrti odstavek 115. člena PSD2 določa, da se varnostni ukrepi iz tistih 
členov PSD2, ki urejajo dostop tretjih ponudnikov do računov in zahtevo po močni 
avtentikaciji stranke (to so 65. do 67. člen in 98. člen PSD2), uporabljajo od datuma 
začetka uporabe Varnostnih standardov. Določba je izjemno pomembna za določitev 
datuma nastopa obveznosti bank, da tretjim ponudnikom omogočijo dostop do računov 
strank, žal pa je nejasna. Določba namreč nejasno odlaga zgolj uporabo varnostnih 
ukrepov iz teh členov (ne pa na primer uporabe navedenih členov v celoti). Vprašanje 
je, na kaj PSD2 meri z izvzetjem uporabe zgolj varnostnih ukrepov. Edina usmeritev, 
ki jo je v zvezi s prehodnim obdobjem dala EBA, je namreč ta, da se bodo v prehodnem 
obdobju še naprej uporabljale Smernice EBA o varnosti spletnih plačil iz leta 2014.107 
Vendar navedene Smernice o dostopanju tretjih ponudnikov do računov molčijo.  
 
Ena od primernih razlag navedene določbe je, da do začetka uporabe Varnostnih 
standardov ne nastopi obveznost ponudnikov AS, da omogočijo dostop do računov 
tretjim ponudnikom. Varnostni standardi namreč urejajo tehnične podrobnosti dostopa 
                                                 
102 Prvi in drugi odstavek 115. člena PSD2. 
103 Četrti odstavek 115. člena PSD2. 
104 Prvi odstavek 33. člena končnega osnutka Varnostnih standardov (EBA, Final Report, str. 37).  
105 Drugi in tretji odstavek 33. člena končnega osnutka Varnostnih standardov (EBA, Final Report, str. 
37). 
106 EBA, Final Report, str. 4.  
107 Prav tam, str. 150.  
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tretjih ponudnikov do računov, ki so izjemnega pomena z vidika zagotavljanja varnosti 
pri dostopanju do računov. Obveznost ponudnikov AS »odpreti« račune skladno s to 
razlago ne bi nastopila že 13. januarja 2018, temveč šele 18 mesecev po začetku 
veljavnosti Varnostnih standardov. Drugačna razlaga PSD2 – takšna, po kateri 
obveznost ponudnikov AS, da »odprejo« račune, nastopi že z dnem začetka uporabe 
PSD2, torej pred datumom začetka uporabe Varnostnih standardov – ponudnike AS 
postavlja v položaj, ko morajo »odpreti« račune, ni pa določen postopek, po katerem to 
smejo oziroma morajo storiti. Nastaja torej nekakšna pravna praznina.  
 
Trenutni osnutek predloga Zakona o plačilnih storitvah, storitvah izdajanja 
elektronskega denarja in plačilnih sistemih (ZPlaSSIED),108 ki v slovenski pravni red 
prenaša PSD2, vprašanja datuma nastopa obveznosti »odprtja« računov ne rešuje na 
predlagan način. Besedilo 335. člena, ki odlaga datum začetka uporabe posameznih 
določb zakona do datuma začetka uporabe Varnostnih standardov, je smiselno enako 
četrtemu odstavku 115. člena PSD2. Trenutna ureditev torej vodi do zgoraj opisane 
situacije, v kateri je bankam naložena obveznost, da »odprejo« račune, način izvedbe 
te obveznosti pa ne.  
 
Če ne bo obveljala razlaga, po kateri obveznost ponudnikov AS, da »odprejo« račune, 
nastopi po datumu začetka uporabe Varnostnih standardov, bo opisano pravno praznino 
treba nekako zapolniti. Ena od možnih razlag četrtega odstavka 115. člena PSD2 je ta, 
da se do datuma začetka uporabe Varnostnih standardov od bank ne pričakuje aktivno 
ravnanje, tj. vzpostavitev komunikacijskih vmesnikov, temveč (pasivno) dopuščanje 
dostopa tretjim ponudnikom z uporabo metod, ki se jih tretji ponudniki poslužujejo za 
dostop do računov, kamor spada zlasti screen scraping. Uporaba te metode bo sicer po 
datumu začetka uporabe Varnostnih standardov prepovedana. PSD2 pa je mogoče 
razlagati tako, da je do takrat uporaba te metode dovoljena. EBA namreč v končnem 
osnutku Varnostnih standardov prepoved uporabe metode screen scraping utemeljuje 
med drugim z zahtevo PSD2 po varni komunikaciji med tretjim ponudnikom in 
ponudnikom AS ter po identifikaciji tretjega ponudnika, ki dostopa do računa. 109 
Zahtevi po varni komunikaciji in identifikaciji pa je mogoče uvrstiti med varnostne 
                                                 
108 Vlada Republike Slovenije, Predlog Zakona o plačilnih storitvah, storitvah izdajanja elektronskega 
denarja in plačilnih sistemih z dne 19. 10. 2017.  
109 Glej poglavje 5.4.4.1 Prepoved uporabe metode screen scraping.  
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ukrepe, katerih veljavnost je odložena v četrtem odstavku 115. člena PSD2 oziroma 
335. člena predloga ZPlaSSIED. 
 
Opisana ureditev, vsebovana v PSD2 in Varnostnih standardih ter implementirana v 
predlog ZPlaSSIED, vse deležnike postavlja v izjemno negotov in posledično neugoden 
položaj. Zavrnitev dostopa do plačilnega računa tretjemu ponudniku v nasprotju z 
zakonskimi določbami se na podlagi pete do osme točke prvega odstavka 296. člena 
predloga ZPlaSSIED obravnava kot prekršek. Ponudniki AS bodo torej lahko 
kaznovani za kršitev obveznosti, katere datum nastopa ni jasno določen. Na drugi strani 
je trenutna situacija neugodna za tretje ponudnike, ki upravičeno pričakujejo jasno 
ureditev pravic in obveznosti v odnosu do ponudnikov AS. Od obveznosti ponudnikov 
AS je ne nazadnje odvisna izvedljivost njihovih plačilnih rešitev in poslovnih modelov.  
 
Nejasna ureditev datuma nastopa obveznosti ponudnikov AS, da »odprejo račune« po 
mojem ogroža doseganje glavnih ciljev PSD2: spodbujanje razvoja inovativnih 
plačilnih rešitev, vstopa novih igralcev na trg plačil in posledično krepitev konkurence 
na trgu plačil. Nejasnost pravic in obveznosti ključnih deležnikov na trgu plačil na 
inovacije gotovo ne deluje spodbudno.  
 
5.3 Pogoji za opravljanje storitev odreditve plačil in 
zbiranja informacij o računih po PSD2 
 
Tretji ponudniki morajo za opravljanje in izvajanje storitev PIS in/ali AIS pridobiti 
dovoljenje in se registrirati (ponudniki PIS) ali se zgolj registrirati (ponudniki AIS). S 
tem PSD2 sledi potrebam prakse. Kreditne institucije so namreč izpostavile potrebo po 
licenciranju tretjih ponudnikov in uvrstitvi licenciranih tretjih ponudnikov v javno 
dostopen register.110 
 
Da bi bili tretjim in uveljavljenim ponudnikom plačilnih storitev resnično zagotovljeni 
enaki pogoji delovanja (angl. level playing field), morajo biti regulatorne zahteve za 
njihovo poslovanje sorazmerne tveganjem, ki nastajajo pri delovanju posamezne 
                                                 
110 London Economics, str. 108.  
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kategorije ponudnikov plačilnih storitev.111 PSD2 to upošteva in v uvodnih izjavah 
poudarja, da so zahteve, ki jih morajo tretji ponudniki izpolnjevati kot pogoj za 
registracijo oziroma pridobitev dovoljenja, sorazmerne z operativnimi in finančnimi 
tveganji, ki spremljajo njihovo poslovanje. Upoštevajo zlasti, da tretji ponudniki ne 
razpolagajo s sredstvi uporabnikov plačilnih storitev. Ker torej pri njihovem poslovanju 
nastajajo tveganja, ki so manjša in lažje obvladljiva od tistih, ki nastanejo pri dejavnosti 
kreditnih institucij, so zahteve za opravljanje dejavnosti blažje (na primer nižje 
kapitalske zahteve).112  
 
Ponudniki PIS morajo za opravljanje dejavnosti pridobiti dovoljenje, kot pogoj za 
izdajo dovoljenja pa izpolnjevati nekatere varnostne, kapitalske (ustanovni kapital in 
tekoči kapital ne smeta biti nižja od 50.000 evrov113), organizacijske in druge zahteve, 
kot je na primer sklenitev zavarovanja poklicne odgovornosti ali zagotavljanje 
primerljivega jamstva.114 Poleg tega morajo biti registrirani v matični državi članici in 
v elektronskem centralnem registru, ki ga bo postavil Evropski bančni organ (EBA).115  
 
Ponudnikom, ki zagotavljajo le storitve zagotavljanja informacij o računih, za 
opravljanje te dejavnosti zaradi nižje stopnje tveganja ni treba pridobiti dovoljenja, 
temveč morajo biti registrirani v matični državi članici in v elektronskem centralnem 
registru institucije EBA. Poleg tega zanje ne veljajo nekateri pogoji za opravljanje 
storitev plačilne institucije, kot na primer kapitalske zahteve, ker pa je kljub temu 
pomembno, da so sposobni kriti obveznosti, povezane z njihovimi dejavnostmi, velja 
na primer zahteva po zavarovanju poklicne odgovornosti.116 Nanje se nadalje ne nanaša 
omejitev dejavnosti, ki jih lahko plačilne institucije opravljajo poleg plačilnih storitev, 
ki sicer velja za ponudnike storitev PIS.117  
  
PSD2 ne omejuje kroga subjektov, ki lahko pridobijo dovoljenje za opravljanje storitev 
PIS oziroma se registrirajo kot ponudniki AIS. To pomeni, da lahko te plačilne storitve 
                                                 
111 J. Sullivan, Wang, str. 80.  
112 Uvodni izjavi 31 in 34 PSD2.  
113 7. in 8. člen PSD2.  
114 Četrta točka 4. člena in Naslov II, prvo poglavje PSD2.  
115 14. in 15. člen PSD2.  
116 33. člen PSD2; uvodni izjavi 35 in 48 PSD2.  
117 18. člen v povezavi s 33. členom PSD2.  
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izvaja kdor koli, na primer ponudniki socialnih omrežij, razvijalci mobilnih aplikacij, 
prav tako banke.118  
 
V zvezi z bankami in drugimi kreditnimi institucijami, ki želijo opravljati storitve PIS 
in AIS, se pojavlja vprašanje, ali potrebujejo poleg obstoječe licence dodatno 
dovoljenje (registracijo) za opravljanje storitev PIS in AIS. PSD2 tega vprašanja ne 
rešuje. Mogoče je zagovarjati stališče, da dovoljenje za opravljanje dejavnosti kreditne 
institucije omogoča opravljanje vseh vrst plačilnih storitev, torej tudi storitev PIS in 
AIS. Zdi se, da trenutni osnutek predloga ZPlaSSIED podpira to stališče. V 20. členu 
določa, da imajo banke dovoljenje za opravljanje plačilnih storitev, v 5. členu pa na 
seznam plačilnih storitev dodaja storitve PIS in AIS. Ne določa, da morajo banke za te 
storitve pridobiti dodatno dovoljenje ali se registrirati. Prav tako niso predlagane 
tovrstne spremembe Zakona o bančništvu (ZBan-2). Vendar menim, da se bodo morale 
banke vsaj registrirati kot ponudniki PIS in/ali AIS. To izhaja iz smisla registra tretjih 
ponudnikov, ki je zagotavljati transparentno informacijo o vseh institucijah, ki imajo 
dovoljenje za opravljanje storitev PIS in AIS. Žal to vprašanje v predlogu ZPlaSSIED 
ni jasno urejeno.119    
 
Temeljni svoboščini prava EU, pravica do ustanavljanja in svoboda opravljanja 
storitev, tretjim ponudnikom omogočata, da po pridobitvi dovoljenja oziroma 
registraciji v domači državi članici svojo dejavnost pod pogoji iz PSD2 opravljajo v 
kateri koli državi članici (čezmejno opravljanje plačilnih storitev z enotnim 
dovoljenjem ali passporting).120  Čezmejno opravljanje plačilnih storitev z enotnim 
dovoljenjem spodbuja inovacije, saj tretjim ponudnikom z omogočanjem vstopa na 
nove trge EEA omogoča, da dosežejo obseg poslovanja, ki je potreben za trajnostno 
poslovanje. Inovativni ponudniki plačilnih storitev passporting pozdravljajo.121 
 
Zelo pomembna posledica regulacije tretjih ponudnikov plačilnih storitev je ta, da bodo 
licencirani ponudniki PIS in registrirani ponudniki AIS podvrženi zakonodaji s 
področja preprečevanja pranja denarja. Ponudniki storitev PIS in AIS namreč spadajo 
                                                 
118 Cortet in drugi, str. 20; Mansfield-Devine, str. 8.  
119 Podobne pomisleke izpostavlja tudi Euro Retail Payments Board, str. 14. Pomen te delovne skupine 
je opisan v sprotni opombi št. 44.  
120 Uvodna izjava 41 PSD2.  
121 London Economics in drugi, str. x, točka 13.  
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v področje uporabe Direktive (EU) 2015/849 o preprečevanju uporabe finančnega 
sistema za pranje denarja ali financiranje terorizma.122 
 
5.4 Dostop do plačilnega računa in do informacij o 
plačilnih računih po PSD2 
 
5.4.1 Opredelitev plačilnega računa 
 
PSD2 uvaja obveznost ponudnikov AS zagotoviti tretjim ponudnikom dostop do 
plačilnega računa in do informacij o plačilnih računih.123 Za račune, ki niso plačilni 
računi, obveznost »odprtja« računa ne obstaja.  
 
PSD2 podaja zelo skopo opredelitev plačilnega računa: plačilni račun je račun, voden 
v imenu enega ali več uporabnikov plačilnih storitev, ki se uporablja za izvrševanje 
plačilnih transakcij,124 pri čemer plačilna transakcija pomeni dejanje pologa, prenosa 
ali dviga sredstev.125 PSD1 je vsebovala identično definicijo plačilnega računa,126 zato 
so pri opredelitvi plačilnega računa v pomoč smernice Komisije, podane v kontekstu 
PSD1,127 ki so opisane v nadaljevanju.  
 
Komisija pojasnjuje,128 da opredelitev plačilnega računa vključuje vse račune, na katere 
lahko imetnik položi oziroma s katerih lahko dvigne sredstva, ne da bi bilo potrebno 
dodatno posredovanje ali strinjanje njegovega ponudnika plačilnih storitev. Odsotnost 
dodatnega posredovanja ali strinjanja pomeni, da lahko imetnik računa sredstva na 
račun položi kadar koli, ne da bi bilo za posamezen polog treba skleniti pogodbo. 
Sredstva lahko z računa dvigne brez omejitev. Te omejitve so na primer kazen za kršitev 
dogovorjenega obdobja pologa v primeru predčasnega dviga sredstev (tipičen primer je 
                                                 
122 The Swift Institute, str. 24.  
123 Prvi odstavek 66. člena in prvi odstavek 67. člena PSD2.  
124 Točka 11 četrtega člena PSD2.  
125 Točka 5 četrtega člena PSD2.  
126 Točka 5 in 14 četrtega člena PSD1.  
127 Voerman.  
128 European Commission, Your questions on PSD, str. 128, 156, 218.  
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kazen v primeru predčasnega dviga vezanega depozita) ali zaračunavanje 
administrativnih stroškov v primeru dviga.  
 
Opredelitev vključuje na primer129 varčevalne in tekoče račune, ne zajema pa vezanih 
depozitov in (v tujini poznanih) založnih hipotekarnih računov (angl. mortgage escrow 
accounts). 130  Slednji se uporabljajo izključno za namene odplačevanja posojila za 
nakup nepremičnine, plačevanja davkov, povezanih z nepremičnino, in podobno.131 
Komisija je nadalje pojasnila, da če račun vsebuje značilnosti več računov, na primer 
varčevalnega, tekočega in založnega hipotekarnega računa, je to plačilni račun v smislu 
PSD1, če se uporablja za izvrševanje plačilnih transakcij.132 
 
Sporno je, ali opredelitev plačilnega računa vključuje račune za elektronski denar. V 
študiji o učinku PSD1, izvedeni po naročilu Komisije, je zavzeto stališče, da bi se moral 
račun za elektronski denar obravnavati kot plačilni račun v smislu PSD1. Enako je 
stališče britanskega organa za finančno poslovanje (angl. Financial Conduct 
Authority).133 Vendar pa Direktiva o elektronskem denarju plačilne račune (in plačilne 
instrumente) obravnava kot sredstvo za shranjevanje elektronskega denarja in ne kot 
sredstvo za izvrševanje plačilnih transakcij. To ustvarja negotovost glede položaja 
računov za elektronski denar po PSD2.134 
 
Za konec velja izpostaviti, da z vidika namena storitev AIS opredelitev plačilnega 
računa, ki je vezana na izvrševanje plačilnih transakcij, ni najbolj smiselna. Smisel 
storitve AIS je namreč zagotoviti uporabniku celovit pregled nad njegovim finančnim 
položajem. Za to pa so brez dvoma pomembni tudi podatki o sredstvih in obveznostih  
na računih, ki se ne uporabljajo za izvrševanje plačilnih transakcij.  
 
                                                 
129 European Commission, Your questions on PSD, str. 128, 156, 218.  
130 Glej tudi London Economics in drugi, str. 96, 97. 
131 Consumer Financial Protection Bureau. 
132 Voerman.  
133 Financial Conduct Authority, odgovor na 16. vprašanje.  
134 London Economics in drugi, str. 96.  
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5.4.2 Obveznost bank zagotoviti dostop do plačilnega računa 
in do informacij o plačilnih računih 
 
PSD2 določa pogoje, v skladu s katerimi morajo ponudniki AS tretjim ponudnikom 
omogočiti dostop do plačilnih računov in informacij o plačilnih računih. Tehnične 
podrobnosti teh pogojev so urejene v Varnostnih standardih.  
 
PSD2 izrecno določa prepoved diskriminacije tretjih ponudnikov: ponudnik AS mora 
obravnavati plačilne naloge, ki so posredovani prek ponudnika PIS, enako kot plačilne 
naloge, ki jih prejme neposredno od plačnika. To velja tudi za obravnavo zahtev za 
posredovanje informacij o računih. Drugačna obravnava ali celo zavrnitev dostopa do 
računa je lahko opravičena le z objektivnimi razlogi.135 PSD2 ne našteva objektivnih 
razlogov, ki bi lahko upravičili drugačno obravnavo. V zvezi s plačilnimi nalogi, 
posredovanimi prek ponudnika PIS, nakazuje, da so objektivni razlogi za drugačno 
obravnavo lahko povezani z roki in prednostno obravnavo ali stroški teh nalogov.136 
Objektivni razlogi za zavrnitev dostopa pa so razlogi, povezani z neodobrenim ali 
goljufivim dostopom do plačilnega računa s strani tretjega ponudnika, vključno z 
neodobreno ali goljufivo odreditvijo plačilne transakcije.137 Med objektivne razloge za 
zavrnitev dostopa je zagotovo mogoče umestiti tudi sum na kršitev zakonodaje s 
področja preprečevanja pranja denarja.  
  
Da ne bi prihajalo do diskriminacije posameznih poslovnih modelov tretjih 
ponudnikov, ponudniki AS dostopa do računov ne smejo pogojevati z uporabo 
posebnega poslovnega modela na podlagi neposrednega ali posrednega dostopa 
(zahteva po zagotavljanju nevtralnosti poslovnega modela).138  
 
                                                 
135 Točka c četrtega odstavka 66. člena, točka b tretjega odstavka 67. člena  in peti odstavek 68. člena 
PSD2.  
136 Točka c četrtega odstavka 66. člena PSD2.  
137 Peti odstavek 68. člena PSD2 
138 Uvodna izjava 93 PSD2.  
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Ponudnik AS dostopa do plačilnega računa ne sme pogojevati z obstojem pogodbenega 
razmerja v ta namen. 139  Navedeno med drugim pomeni, da ponudniki AS tretjim 
ponudnikom za dostop do računa ne bodo mogli zaračunati.140  
 
Ključni pogoji za dostop tretjega ponudnika do računa so:141 
– plačilni račun je dostopen prek spleta (kartični račun, do katerega uporabnik 
plačilnih storitev z namenom izvrševanja plačilnih transakcij ne more dostopati 
prek spleta, ni račun, dostopen prek spleta);  
– imetnik računa je dal izrecno soglasje za izvedbo plačila oziroma zbiranje 
informacij o računih;  
– tretji ponudnik ob vsaki odreditvi plačila oziroma ob vsaki komunikaciji 
ponudniku AS dokaže svojo istovetnost. Varnostni standardi določajo, da tretji 
ponudnik svojo istovetnost dokaže s kvalificiranim potrdilom za elektronski žig 
ali kvalificiranim potrdilom za avtentikacijo spletišč, ki ju izdajajo ponudniki 
kvalificiranih storitev zaupanja. 142  Omenjena potrdila morajo vsebovati 
podatek o vlogi ponudnika plačilnih storitev (ali je ponudnik plačilnih storitev 
ponudnik PIS in/ali ponudnik AIS) in o pristojnem organu, pri katerem je 
ponudnik plačilnih storitev registriran.143 Tako se ponudniku AS učinkovito 
zagotovi informacija o tem, ali ima tretji ponudnik pravico izvajati zadevno 
storitev. S tem se med različnimi ponudniki plačilnih storitev na trgu EU 
vzpostavlja zaupanje;144 
– tretji ponudnik varno komunicira s ponudnikom AS, uporabnikom storitve in (v 
primeru PIS) prejemnikom plačila. Tehnične podrobnosti komunikacije urejajo 
Varnostni standardi in so povzete v poglavju 5.4.4 Komunikacija med 
ponudnikom AS in tretjim ponudnikom.145  
 
                                                 
139 Peti odstavek 66. člena in četrti odstavek 67. člena PSD2.  
140 Hay; Jansen, Cortet, razdelek Implications for banks; Németh, razdelek Access at what cost?  
141 66. in 67. člen PSD2.  
142 Navedena potrdila ureja Uredba (EU) št. 910/2014 Evropskega parlamenta in Sveta z dne 23. julija 
2014 o elektronski identifikaciji in storitvah zaupanja za elektronske transakcije na notranjem trgu in o 
razveljavitvi Direktive 1999/93/ES. 
143 29. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 34–35). 
144 Euro Retail Payments Board, str. 3. 
145 Glej poglavje 5.4.4 Komunikacija med ponudnikom AS in tretjim ponudnikom. 
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5.4.3 Obveznost opraviti močno avtentikacijo stranke  
 
Poleg zgornjih zahtev je v primerih, ko plačnik dostopa do svojega plačilnega računa 
prek spleta ali odredi elektronsko plačilno transakcijo, obvezna močna avtentikacija 
stranke (angl. strong customer authentication, SCA).146 To seveda velja tudi, če plačnik 
dostopa do računa ali odredi plačilo prek tretjega ponudnika.147  Obveznosti, da se 
opravi močna avtentikacija stranke, ni le v primerih, ki jih posebej določa PSD2 in jih 
konkretizirajo Varnostni standardi (vendar se ponudnik plačilnih storitev tudi v teh 
primerih lahko odloči, da se izjema ne uporabi).148  
 
5.4.3.1 Opredelitev močne avtentikacije stranke 
 
Avtentikacija je postopek, s katerim ponudnik plačilnih storitev preveri istovetnost 
uporabnika plačilnih storitev ali upravičenost uporabe določenega plačilnega 
instrumenta.149 Močna avtentikacija stranke pa pomeni avtentikacijo z uporabo vsaj 
dveh elementov, ki spadajo v eno izmed naslednjih kategorij: kategorijo znanja (nekaj, 
kar ve samo stranka), kategorijo lastništva (nekaj, kar je v izključni lasti stranke) ali 
kategorijo inherence (nekaj, kar stranka je).150 V kategorijo znanja spada na primer 
osebna identifikacijska številka (PIN koda), v kategorijo lastništva na primer strankin 
mobilni telefon, plačilna kartica in generator enkratnih gesel (angl. token), v kategorijo 
inherence pa na primer biometrični elementi (oblika obraza, prstni odtisi, vzorec 
šarenice, struktura glasu in podobno).151 Elementi, uporabljeni za močno avtentikacijo, 
morajo biti med seboj neodvisni: kršitev enega elementa ne sme zmanjšati zanesljivosti 
drugih. Zasnovani morajo biti tako, da varujejo zaupnost podatkov, ki se preverjajo.152 
 
V primeru odreditve elektronske plačilne transakcije na daljavo (na primer prek spleta) 
obstaja večje tveganje zlorabe.153 Zato morajo ponudniki plačilnih storitev uporabiti 
                                                 
146 Prvi odstavek 97. člena PSD2.  
147 Četrti odstavek 97. člena PSD2. 
148 Točka b prvega odstavka in tretji odstavek 98. člena PSD2. Izjeme so določene v tretjem poglavju 
končnega osnutka Varnostnih standardov (EBA, Final Report, str. 23–27).  
149 Točka 29 četrtega člena PSD2.  
150 Točka 30 četrtega člena PSD2. 
151 Več o identifikaciji s pomočjo biometričnih elementov v Mandelj in Hočevar. 
152 Točka 30 četrtega člena PSD2.  
153 Uvodna izjava 3 končnega osnutka Varnostnih standardov (EBA, Final Report, str. 14).  
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močno avtentikacijo, ki dodatno vsebuje elemente za dinamično povezavo transakcije 
z določenim zneskom in določenim prejemnikom plačila (angl. dynamic linking).154 
Tovrstne rešitve so na primer ustvarjanje in potrjevanje enkratnega gesla, digitalni 
podpis in kriptografsko podprte rešitve, ki uporabljajo ključ in/ali kriptografski 
material, shranjen v elementih za avtentikacijo.155 
 
5.4.3.2 Močna avtentikacija stranke pri storitvah PIS in AIS ter 
dovoljene izjeme  
 
Spodaj podajam poenostavljen prikaz obveznosti opraviti močno avtentikacijo stranke 
pri izvajanju storitev PIS in AIS. Podajam tudi pojasnilo glede razmerja med zahtevo 
po izrecnem soglasju stranke za izvedbo plačila oziroma zbiranje informacij o 
računih156 in zahtevo po močni avtentikaciji stranke. 
 
5.4.3.2.1 Storitve PIS 
 
Močna avtentikacija stranke je obvezna ob vsaki odreditvi transakcije prek ponudnika 
PIS, razen če se ponudnik plačilnih storitev odloči, da se uporabi ena izmed dovoljenih 
izjem od močne avtentikacije stranke. Če se transakcija odredi na daljavo, je obvezen 
element močne avtentikacije stranke dinamična povezava.  
 
Smiselno je šteti, da stranka, ki opravi močno avtentikacijo, s tem izrazi soglasje k 
odreditvi plačila in ločeno soglasje za izvedbo plačila ni potrebno.157 Če se močna 
avtentikacija stranke na podlagi dovoljene izjeme ne opravi, mora stranka podati 
izrecno soglasje k odreditvi plačila na drugačen način.158 Stranka mora torej ob vsaki 
odreditvi plačila bodisi opraviti močno avtentikacijo ali podati izrecno soglasje.159 
                                                 
154 Drugi odstavek 97. člena PSD2. Za podrobnejše zahteve glede dinamične povezave glej 5. člen 
končnega osnutka Varnostnih standardov (EBA, Final Report, str. 21).  
155 Uvodna izjava 4 končnega osnutka Varnostnih standardov (EBA, Final Report, str. 14).  
156 Soglasje stranke za izvedbo plačila oziroma zbiranje informacij o računih iz drugega odstavka 66. 
člena (za storitve PIS) oziroma drugega odstavka 67. člena PSD2 (za storitve AIS). Glej poglavje 5.4.2 
Obveznost bank zagotoviti dostop do plačilnega računa in do informacij o plačilnih računih.  
157 Glej na primer The Berlin Group, Joint Initiative on a PSD2 Compliant XS2A Interface, str. 9–10, 22. 
Navedeni dokument podaja predlog standardiziranega komunikacijskega vmesnika. 
158 Drugi odstavek 66. člena v povezavi s 64. členom PSD2.  
159 Da mora stranka podati soglasje ob vsaki odreditvi plačila prek ponudnika PIS, med drugim izhaja iz 
uvodne izjave 18 Varnostnih standardov (EBA, Final Report, str. 17). Medtem ko pri soglasju za zbiranje 
 41 
Soglasje za izvršitev plačila stranka lahko poda tudi prek ponudnika PIS.160 O postopku 
za dajanje soglasja se dogovorita plačnik in ustrezni ponudnik plačilnih storitev,161 torej 
bodisi ponudnik AS ali ponudnik PIS.  
 
Ponudnik plačilnih storitev se lahko odloči, da se močna avtentikacija ne opravi v 
naslednjih primerih: brezstična plačila na prodajnem mestu do določene vsote; 162 
plačilo parkirnine in cene javnega prevoza na nenadzorovanem plačilnem terminalu;163 
plačila osebam, ki so na plačnikovem seznamu zanesljivih upravičencev in 
ponavljajoče se transakcije;164 plačila samemu sebi;165 transakcije nižjih vrednosti166 in 
transakcije z nizko stopnjo tvegaja.167 Za dovoljenost uporabe naštetih izjem morajo 
biti izpolnjeni natančno določeni pogoji, ki  so opredeljeni v Varnostnih standardih.  
 
V zvezi z obliko in postopkom dajanja soglasja k odreditvi plačila se glede na besedilo 
64. člena PSD2, ki ureja soglasje k plačilni transakciji, pojavlja dilema: ali je banka 
zavezana upoštevati soglasje, dano prek ponudnika PIS po postopku, dogovorjenim 
med plačnikom in ponudnikom PIS?  
 
Ni dvoma, da banka lahko izvrši plačilo, odrejeno prek ponudnika PIS na podlagi 
soglasja, danega prek ponudnika PIS (glej drugi odstavek v tem poglavju 5.4.3.2.1 
Storitve PIS). Vprašanje je, ali ga mora izvršiti. Povedano drugače, ali banka lahko 
zahteva, da je soglasje k izvršitvi plačila dano neposredno banki tudi v primeru, ko je 
plačilo odrejeno prek ponudnika PIS? Dilemo izpostavljam, saj v primeru nikalnega 
odgovora banka izgubi nadzor nad soglasjem plačnika. Plačniku pa kljub temu 
(primarno) odgovarja za neodobrene plačilne transakcije, odrejene prek ponudnika 
PIS.168 Na drugi strani vztrajanje pri ohranjanju nadzora banke nad soglasjem tretjim 
ponudnikom odvzame nadzor nad (z vidika uporabniške izkušnje zelo pomembnim) 
                                                 
informacij prek ponudnika AIS navaja možnost splošnega pooblastila za zbiranje informacij, tega pri 
soglasju za odreditev plačila ne omenja.  
160 Drugi odstavek 64. člena PSD2.  
161 Četrti odstavek 64. člena PSD2. 
162 11. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 23).  
163 12. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 23).  
164 13. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 24). 
165 14. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 24). 
166 15. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 24). 
167 16. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 24–25). 
168 90. člen PSD2. Glej poglavje 5.4.5 Odgovornost za neodobrene, neizvršene ali nepravilno izvršene 
transakcije pri storitvah odreditve plačil.  
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delom postopka plačevanja. Zdi se, da gre besedilo 64. člena PSD2  v smer razlage, ki 
od bank zahteva, da upoštevajo tudi soglasje, dano prek ponudnika PIS, po postopku, 
dogovorjenim med stranko in njenim ponudnikom PIS. Navaja na primer, da se o 
postopku za dajanje soglasja dogovorita plačnik in ustrezni ponudnik plačilnih storitev. 
Besedilo je nejasno, saj sta tako ponudnik AS in ponudnik PIS ponudnika plačilnih 
storitev. Zdi pa se, da je ponudnik PIS omenjeni ustrezni ponudnik plačilne storitve, ko 
stranka plačilo odredi prek njega.169 Ne gre pozabiti, da morajo tudi tretji ponudniki za 
opravljanje storitev PIS in AIS pridobiti dovoljenje oziroma se registrirati, za kar 
morajo izpolnjevati določene varnostne zahteve.170 Zato bi morala med bankami in 
tretjimi ponudniki plačilnih storitev veljati določena stopnja zaupanja. Poleg tega gre 
pri transakcijah, kjer močna avtentikacija stranke ni potrebna, za manj tvegane 
transakcije. Vsekakor pa je na tem mestu PSD2 upravičeno kritizirati. Tako pomembno 
varnostno vprašanje bi brez dvoma moralo biti jasno urejeno.  
 
5.4.3.2.2 Storitve AIS 
 
Močna avtentikacija stranke je obvezna ob vsaki zahtevi stranke za zbiranje informacij 
o računu prek ponudnika AIS. Izjema od močne avtentikacije je dovoljena, ko ponudnik 
AIS dostopa zgolj i) do podatka o stanju na računu in/ali ii) do podatka o plačilnih 
transakcijah izvedenih v zadnjih 90 dneh. Uporaba navedenih izjem ni dovoljena, če se 
pri dostopu razkrijejo občutljive plačilne informacije in ko stranka do informacij iz 
točke i) in ii) prek ponudnika AIS dostopa prvič. Nadalje se izjema iz točke ii) ne sme 
uporabiti, če je od zadnje izvedene močne avtentikacije stranke preteklo več kot 90 dni.  
 
Če se močna avtentikacija stranke na podlagi dovoljenih izjem ne opravi, mora stranka 
soglasje k zahtevi za zbiranje informacij prek ponudnika AIS podati drugače. Zahtevo 
po izrecnem soglasju iz točke a) drugega odstavka 67. člena PSD2 je primerno razlagati 
tako, da mora stranka informacije o računu, na katere se soglasje nanaša, posebej 
                                                 
169 Drugače v predlogu standardizacijske iniciative, podane s strani Berlin Group. Glej The Berlin Group, 
Joint Initiative on a PSD2 Compliant XS2A Interface, str. 9–10, 22. Dokument izhaja s stališča, da mora 
stranka soglasje podati po postopku, ki ga določi ponudnik AS. Vendar je treba upoštevati, da tretji 
ponudniki v tej standardizacijski iniciativi ne sodelujejo. Kot navedeno v poglavju 5.4.4 Komunikacija 
med ponudnikom AS in tretjim ponudnikom, Berlin Group sestavljajo bančna in plačilna združenja, 
banke, plačilne sheme in medbančni procesorji. 
170 Glej poglavje 5.3 Pogoji za opravljanje storitev odreditve plačil in zbiranja informacij o računih po 
PSD2. 
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opredeliti. Soglasja za zbiranje vseh informacij o računu na primer ni mogoče šteti za 
izrecno.  
 
Primerna je razlaga, po kateri lahko stranka soglasje za zbiranje informacij o računu 
poda za daljše časovno obdobje. To izhaja iz 18. uvodne izjave Varnostnih 
standardov,171 pa tudi iz petega odstavka 31. člena Varnostnih standardov. Določba 
omejuje število dopustnih poizvedb ponudnika AIS, ko uporabnik ni podal izrecne 
zahteve zanje, na štiri poizvedbe v 24 urah.172 Iz tega izhaja, da lahko ponudnik AIS 
poizvedbo opravi tudi na podlagi soglasja, danega za daljše časovno obdobje. V vsakem 
primeru pa obdobje veljavnosti soglasja že zaradi določbe o 90-dnevni veljavnosti 
opravljene močne avtentikacije 173  ne bi smelo preseči 90 dni. Seveda mora imeti 
stranka možnost, da soglasje kadar koli prekliče.  
 
Dinamična povezava ni obvezen del močne avtentikacije stranke.  
 
5.4.3.3 Pristojnost za izvedbo močne avtentikacije stranke pri 
izvajanju storitev PIS in AIS 
 
V tem poglavju raziskujem vprašanje, kdo je pristojen za izvedbo močne avtentikacije 
stranke, ko ta odredi plačilo prek ponudnika PIS ali ko poda zahtevo za zbiranje 
informacij prek ponudnika AIS. Je to ponudnik AS, tretji ponudnik ali oba?  
 
Odgovor na vprašanje je izjemnega pomena za ponudnike AS in tretje ponudnike. 
Glede na to, da ponudniki AS strankam (primarno) odgovarjajo za neodobrene in 
nepravilno izvršene transakcije tudi v primerih, ko je bila transakcija izvedena prek 
tretjega ponudnika,174 bi bilo primerno, da ohranijo nadzor nad postopkom preverjanja 
istovetnosti stranke.175 Vendar bi na drugi strani skladno s to razlago tretji ponudniki 
izgubili nadzor nad uporabniško izkušnjo. Ob plačevanju na primer prek spleta, pomeni 
prav močna avtentikacija za stranko časovno najbolj zahteven del izvedbe plačilne 
                                                 
171 EBA, Final Report, str. 17.  
172 5.4.4 Komunikacija med ponudnikom AS in tretjim ponudnikom.  
173 Glej prvi odstavek v tem poglavju 5.4.3.2.2 Storitve AIS.  
174 Več o tem v poglavju 5.4.5 Odgovornost za neodobrene, neizvršene ali nepravilno izvršene transakcije 
pri storitvah odreditve plačil.  
175 Glej tudi Euro Retail Payments Board, str. 12, točka 3. 
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transakcije. Gre za podobno vprašanje kot pri postopku dajanja soglasja za izvedbo 
plačilne transakcije.176 V zvezi s slednjim se PSD2 nagiba v smer razlage, po kateri 
mora ponudnik AS izvesti plačilno transakcijo tudi na podlagi soglasja, danega prek 
ponudnika PIS, in po postopku, ki ga definira ponudnik PIS. Transakcije, za izvedbo 
katerih se zahteva le soglasje in ne tudi močna avtentikacija stranke, so že a priori manj 
tvegane, zato je z vidika ponudnikov AS manj sporno, da je soglasje zunaj njihovega 
nadzora. Pri transakcijah, za katere izjeme od močne avtentikacije stranke ne veljajo, 
pa je to bistveno bolj sporno. Te transakcije na primer niso omejene po vrednosti 
navzgor. Žal niti PSD2 niti Varnostni standardi tega vprašanja ne razrešujejo jasno in 
nedvoumno. 
 
Po petem odstavku 97. člena PSD2 morajo ponudniki AS tretjim ponudikom omogočiti, 
da upoštevajo postopke avtentikacije, ki jih sami zagotavljajo uporabnikom.177 Tretji 
ponudnik torej lahko upošteva postopek avtentikacije ponudnika AS. Če tretji ponudnik 
upošteva postopek avtentikacije ponudnika AS, postopek avtentikacije ostane pod 
nadzorom ponudnika AS.  
 
Besedilo zgoraj navedenega petega odstavka 97. člena PSD2 nakazuje, da mora 
ponudnik AS upoštevati tudi postopek avtentikacije, ki ga izvaja tretji ponudnik. 
Vendar tega niti PSD2 niti Varnostni standardi nikjer ne določajo izrecno. EBA v 
spremljajočem besedilu končnega osnutka Varnostnih standardov poudarja, da imajo 
tretji ponudniki pravico upoštevati postopke avtentikacije ponudnika AS. To nakazuje, 
da se tretji ponudnik lahko odloči za drugačen postopek avtentikacije stranke in da mora 
ponudnik AS na podlagi tako izvedenega postopka avtentikacije omogočiti dostop do 
računa. To razlago podpira tudi primerjava navedenega besedila končnega osnutka 
Varnostnih standardov z besedilom prvega osnutka Varnostnih standardov. EBA je 
namreč v prvem osnutku Varnostnih standardov dodala, da tretji ponudnik sicer lahko 
uvede lastne osebne varnostne elemente (in torej izvaja lasten postopek avtentikacije), 
vendar le pod pogojem, da ima sklenjeno pogodbo s ponudnikom AS, ki to dovoljuje. 
Tovrstna pogodba bi bila izvzeta s področja uporabe PSD2.178  
 
                                                 
176 Poglavje 5.4.3.2.1 Storitve PIS. 
177 Peti odstavek 97. člena PSD2. 
178 EBA, Consultation Paper, str. 9, odstavek 19.a. Primerjaj z EBA, Final Report, str. 8, odstavek 14. 
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Zaradi omenjene (primarne) odgovornosti ponudnika AS za neodobrene in nepravilno 
izvršene transakcije bi bilo primerno, da ponudniki AS ohranijo nadzor nad postopkom 
preverjanja istovetnosti uporabnika plačilnih storitev vsaj s pogodbo, kot je bila 
predvidena v prvem osnutku Varnostnih standardov. To bi tretjim ponudnikom 
omogočalo oblikovanje lastnih plačilnih rešitev ob hkratnem upoštevanju varnostne 
politike ponudnika AS. Pogodbeno razmerje bi bilo v primerih, ko avtentikacijo izvaja 
tretji ponudnik, smiselno tudi zaradi določitve režima odgovornosti za neodobrene ali 
nepravilno izvršene transakcije, ki so bile odrejene prek ponudnika PIS.179  
 
Domnevajmo, da mora ponudnik AS upoštevati tudi postopke avtentikacije tretjega 
ponudnika. V tem primeru se postavi vprašanje, ali ponudnik AS od tretjega ponudnika 
lahko zahteva predložitev dokazil, da je bila močna avtentikacija opravljena. Ali lahko 
v primeru, da ustrezna dokazila niso predložena, zavrne dostop tretjega ponudnika do 
računa? Ponudnike AS namreč zavezuje dolžnost varovanja zaupnih podatkov. 
Slovenski Zakon o bančništvu (ZBan-2) v 126. členu na primer bankam prepoveduje, 
da bi zaupne podatke – kar podatki v zvezi s plačilnimi transakcijami brez dvoma so – 
sporočile tretjim osebam ali omogočile, da jih uporabijo tretje osebe. Prepoved ne velja, 
če stranka izrecno pisno pristane, da se posamezni zaupni podatki sporočijo tretjim 
osebam. Ko je močna avtentikacija stranke opravljena pri tretjem ponudniku, je težko 
govoriti o razpolaganju banke z izrecnim pisnim soglasjem stranke. Zato bi bilo 
smiselno, da se bankam dopusti preverjanje močne avtentikacije, ki jo je izvedel tretji 
ponudnik. Smiselno enako razmišljanje velja za primere, ko se močna avtentikacija na 
podlagi dovoljene izjeme ne opravi in je za izvedbo plačilne transakcije potrebno zgolj 
soglasje stranke, stranka pa soglasje poda prek tretjega ponudnika.180 
 
Od odločitve, v čigavi pristojnosti je izvedba postopka močne avtentikacije stranke, je 
po mojem odvisen tudi odgovor na vprašanje, kdo odloča o dovoljenosti uporabe izjem 
od močne avtentikacije. Varnostni standardi namreč določajo le, da o uporabi izjem 
odločajo ponudniki plačilnih storitev. To pa so tako ponudniki AS kot tretji ponudniki. 
Če se bo v praksi izoblikovalo stališče, po katerem je močna avtentikacija tudi v 
                                                 
179 Več razmišljanj o tem v poglavju 7 Sklep.  
180 Glej poglavje 5.4.3.2.1 Storitve PIS.  
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pristojnosti tretjih ponudnikov, je smiselno, da se odločanje o dovoljenosti uporabe 
izjem dovoli ne le ponudnikom AS, temveč tudi tretjim ponudnikom.  
 
Če se bo izkazalo, da se PSD2 pravilno razlaga tako, da imajo tretji ponudniki pravico 
izvajati lastne postopke avtentikacije tudi ob odsotnosti pogodbenega razmerja z banko, 
bodo tudi tretje ponudnike zavezovale določbe Varnostnih standardov glede pregleda 
varnostnih ukrepov. Varnostni standardi ponudnike plačilnih storitev zavezujejo k 
rednem izvajanju revizij postopkov močne avtentikacije stranke s strani notranjih in 
zunanjih neodvisnih ter usposobljenih revizorjev. Revizorska poročila morajo biti 
pristojnim organom na voljo na njihovo zahtevo.181 
 
5.4.3.3.1 Postopek izvedbe močne avtentikacije stranke 
(“decoupled”, “redirected“, “embedded”) 
  
Deležniki izpostavljajo zlasti tri postopke, po katerih se močna avtentikacija stranke 
lahko izvede (spodaj).182 Postopek izvedbe močne avtentikacije stranke močno vpliva 
na uporabniško izkušnjo in posledično na priljubljenost ter uporabnost rešitev tretjih 
ponudnikov.  
 
Spodaj so postopki izvedbe močne avtentikacije stranke našteti od uporabniku najmanj 
prijaznega do najbolj prijaznega (enostavnega). Prikazani so na primeru storitve PIS:183  
– »nevezani« (angl. decoupled) postopek izvedbe močne avtentikacije stranke: 
stranka odredi plačilo prek mobilne aplikacije (ali spletne strani) tretjega 
ponudnika. Po odreditvi plačila zapusti mobilno aplikacijo (spletno stran) in 
vstopi v mobilno (spletno) banko, kjer opravi močno avtentikacijo, skladno s 
postopkom ponudnika AS. Po uspešno opravljeni močni avtentikaciji ponudnik 
                                                 
181 3. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 19). 
182 The Berlin Group, Joint Initiative on a PSD2 Compliant XS2A Interface, str. 24–27; Euro Retail 
Payments Board, str. 4.  
183 Postopki izvedbe močne avtentikacije stranke so povzeti tudi po predlogu standardizacijske iniciative, 
podanem s strani Berlin Group (glej sprotno opombo št. 157). Berlin Group zagovarja stališče, da so za 
izvedbo močne avtentikacije stranke pristojni zgolj ponudniki AS. Vendar je treba upoštevati, da tretji 
ponudniki pri pripravi te standardizacijske iniciative niso sodelovali. Berlin Group namreč sestavljajo 
bančna in plačilna združenja, banke, plačilne sheme in medbančni procesorji (poglavje 5.4.4 
Komunikacija med ponudnikom AS in tretjim ponudnikom). Po navedenem predlogu zato povzemam 
opise delovanja posameznih načinov izvedbe močne avtentikacije stranke, pri čemer pa upoštevam, da 
pristojnost za izvedbo močne avtentikacije stranke ni nujno zgolj v sferi ponudnika AS.  
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AS izvrši plačilo. Informacijo o uspešni odreditvi plačila stranka prejme (tudi) 
prek mobilne aplikacije (spletne strani) tretjega ponudnika.184 Opisani postopek 
deluje tako znotraj mobilnih aplikacij kot znotraj spletnega brskalnika; 
– način »preusmeritve« (angl. redirection): v primerjavi s prejšnjim načinom je 
stranka iz spletne strani tretjega ponudnika avtomatsko preusmerjena na spletno 
stran ponudnika AS, kjer opravi močno avtentikacijo, skladno s postopkom 
ponudnika AS. Po uspešno opravljeni močni avtentikaciji ponudnik AS izvrši 
plačilo, stranka pa je avtomatsko preusmerjena na spletno stran tretjega 
ponudnika, kjer prejme informacijo o uspešni odreditvi plačila.185 Ker tovrstna 
preusmeritev deluje zgolj v spletnem brskalniku, opisanega postopka ni mogoče 
uporabiti znotraj mobilnih aplikacij;  
– »vgrajeni« način (angl. embedded): stranka odredi plačilo prek mobilne 
aplikacije (ali spletne strani) tretjega ponudnika. Močno avtentikacijo opravi 
znotraj mobilne aplikacije (spletne strani) tretjega ponudnika. Vgrajeni način 
omogoča, da se močna avtentikacija izvede bodisi po postopku tretjega 
ponudnika ali skladno s postopkom ponudnika AS. V drugem primeru se močna 
avtentikacija opravi tako, da tretji ponudnik pridobi osebne varnostne elemente 
stranke in jih posreduje ponudniku AS, ki jih mora preveriti in potrditi. Če so 
osebni varnostni elementi ustrezni, ponudnik AS izvrši plačilo, stranka pa je o 
uspešni odreditvi obveščena znotraj mobilne aplikacije tretjega ponudnika.186 
Za stranko celoten postopek izvedbe plačila poteka znotraj mobilne aplikacije 
(spletne strani) tretjega ponudnika.  
 
Dovoljenost uporabe posameznih zgoraj opisanih postopkov močne avtentikacije je 
odvisna od odgovora na vprašanje, v čigavi pristojnosti je izvedba postopka močne 
avtentikacije. Če je za izvedbo postopka močne avtentikacije pristojen zgolj ponudnik 
AS, sta brez dvoma dovoljena prvi in drugi postopek izvedbe močne avtentikacije, saj 
je pri obeh močna avtentikacija v domeni ponudnika AS in poteka izključno med 
stranko in ponudnikom AS. Ponudniki AS zaradi varnostnih pomislekov »vgrajenemu« 
načinu avtentikacije niso naklonjeni.187 Tretji ponudniki na drugi strani zatrjujejo, da 
                                                 
184 The Berlin Group, Joint Initiative on a PSD2 Compliant XS2A Interface, str. 25–26.  
185 Prav tam, str. 24–25.  
186 Prav tam, str. 26–27.  
187 Euro Retail Payments Board, str. 12, točka 3. 
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»nevezani« način in način »preusmeritve« nista v skladu s PSD2. Po njihovem mnenju 
je bistvena sestavina storitev tretjih ponudnikov nadzor tretjega ponudnika nad 
uporabniško izkušnjo, ki je zagotovljen le v »vgrajenem« načinu. Način »preusmeritve« 
poleg tega naj ne bi bil skladen z načelom tehnološke nevtralnosti, saj opisani postopek 
deluje le v spletnem brskalniku.188 Če bo obveljala razlaga, da lahko (lasten) postopek 
močne avtentikacije stranke izvajajo tudi tretji ponudniki, ponudniki AS »vgrajenemu« 
načinu izvedbe močne avtentikacije stranke ne bodo smeli nasprotovati.  
 
5.4.4 Komunikacija med ponudnikom AS in tretjim 
ponudnikom189 
 
Pri dostopu do računa oziroma do informacij o računu prihaja do izmenjave občutljivih 
informacij med ponudnikom AS in tretjim ponudnikom. Tehnične podrobnosti 
komunikacije je treba urediti tako, da se izmenjane informacije zaščitijo. Komunikacija 
med ponudnikom AS in tretjim ponudnikom zajema posredovanje zahteve za 
informacije o računih in z njimi povezanih plačilnih transakcijah oziroma odreditev 
plačila in prejem informacij o odreditvi in izvedbi plačilne transakcije.190 
 
Komunikacija mora biti skladna z zahtevami, ki jih vsebujejo Varnostni standardi.191 
Evropski regulator institucijo EBA, ki je odgovorna za pripravo Varnostnih standardov 
posebej opozarja, da morajo varnostni standardi omogočiti uporabo vseh vrst naprav 
(na primer računalnikov, tablic in mobilnih telefonov) za izvajanje različnih plačilnih 
storitev,192 kar bo brez dvoma prispevalo h kakovosti uporabniške izkušnje in razvoju 
za uporabnika dostopnih, prijaznih in inovativnih plačilnih sredstev.  
 
Ponudniki AS morajo tretjim ponudnikom zagotavljati vsaj en komunikacijski 
vmesnik, ki omogoča identifikacijo tretjih ponudnikov (uporaba metode screen 
                                                 
188 Euro Retail Payments Board, str. 12–13, točka 3. Glej tudi uvodno izjavo 93 PSD2. 
189 Besedilo tega razdelka je večinoma povzeto po Kaja Batagelj, v: Batagelj, Koritnik, str. 145–150. 
190 Točki b) in c) prvega odstavka 27. člena Varnostnih standardov (EBA, Final Report, str. 32). 
191 V nadaljevanju so zahteve Varnostnih standardov povzete po drugem oddelku 5. poglavja osnutka 
Varnostnih standardov (EBA, Final Report, str. 32–36). Glej tudi EBA, Consultation Paper, str. 20, 21, 
40–44. 
192 Uvodna izjava 93 PSD2. 
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scraping193 bo s tem prepovedana194) in varen način komunikacije med ponudnikom 
AS in tretjim ponudnikom. Komunikacijski vmesnik mora biti tretjim ponudnikom na 
voljo brezplačno. Nadalje mora v skladu s petim odstavkom 97. člena PSD2 tretjim 
ponudnikom omogočati, da za namen avtentikacije uporabnika plačilnih storitev 
upoštevajo postopke avtentikacije, ki jih zagotavlja ponudnik AS. Tehnične 
specifikacije komunikacijskega vmesnika morajo biti dokumentirane. Zaradi 
varnostnih tveganj je EBA iz končnega osnutka Varnostnih standardov odstranila 
zahtevo, da mora biti na spletni strani ponudnika AS javno objavljena celotna 
dokumentacija;195 objavljen mora biti le njen povzetek. Celotna dokumentacija pa mora 
biti tretjim ponudnikom brezplačno na voljo na njihovo zahtevo.  
 
Ponudnik AS se lahko prostovoljno odloči, ali bo komunikacijski vmesnik namenjen 
posebej komunikaciji s tretjimi ponudniki (poseben vmesnik) ali jim bo dostop 
zagotavljal prek vmesnika, s pomočjo katerega do plačilnih računov dostopajo 
uporabniki njegovih plačilnih storitev (spletno bančništvo).  
 
V primeru vzpostavitve posebnega vmesnika je ponudnik AS dolžan zagotoviti, da ima 
poseben vmesnik enako raven razpoložljivosti in zmogljivosti, vključujoč podporo, in 
enako raven zagotavljanja ukrepov ob nepredvideni nedostopnosti vmesnika kot 
vmesnik, prek katerega uporabniki plačilnih storitev dostopajo do svojih plačilnih 
računov neposredno prek spleta. Poseben vmesnik mora za finančna sporočila 
uporabljati elemente standarda ISO 20022, pri čemer ta zahteva velja zgolj za telo 
oziroma format besedila, ne pa tudi za način prenosa sporočila s tem besedilom.196 Ker 
se ti standardi v plačilnem sektorju v državah članicah in med njimi že zdaj široko 
uporabljajo, na primer za izvajanje kreditnih prenosov SEPA,197 bi po mnenju EBA 
njihova uporaba zagotovila interoperabilnost med različnimi tehnološkimi 
komunikacijskimi rešitvami, kar je eden od ciljev PSD2.198  
 
                                                 
193 Screen scraping je opredeljen v poglavju 4.1.1.1 Dostop z uporabo osebnih varnostnih elementov 
strank (screen scraping). 
194 EBA, Final Report, str. 4; Enria, str. 6.  
195  Primerjaj s 4. točko drugega odstavka 19. člena prvega osnutka Varnostnih standardov (EBA, 
Consultation Paper, str. 41). EBA, Final Report, str. 119.  
196 EBA, Final Report, str. 127. 
197 Prav tam. 
198 EBA, Consultation Paper, str. 17, 20; uvodna izjava 93 PSD2.  
 50 
Če ne gre za poseben vmesnik, je zahteva opredeljena splošneje: komunikacijski 
vmesnik mora upoštevati komunikacijske standarde, ki jih izdajajo mednarodne in 
evropske organizacije za standardizacijo. Več od tega, na primer uporabe drugih 
industrijskih standardov ali vmesnikov aplikacijskih programov (angl. Application 
Programming Interfaces, v nadaljevanju tudi »API«), EBA ne zahteva. Možnost 
uporabe API sicer deležniki in strokovnjaki199 omenjajo najpogosteje,200 saj jih številne 
banke kot odziv na potrebe strank že uporabljajo oziroma uvajajo v svoje poslovanje.201 
API so v praksi postali de facto standard za izmenjavo podatkov. 202  Čeprav je 
vprašljivo, ali bo ob odsotnosti vsem zapovedanega natančno definiranega standarda 
interoperabilnost resnično zagotovljena, saj taka ureditev omogoča različne tehnološke 
rešitve, bi preveč podrobna ureditev po mnenju EBA in nekaterih deležnikov 203 
ogrozila tehnološko nevtralnost, nevtralnost poslovnih modelov in razvoj inovacij v 
prihodnosti.204 Prav zaradi tovrstnih pomislekov je EBA zahtevo po uporabi elementov 
standarda ISO 20022 skrčila na posebne vmesnike.205 
 
Kljub temu pa so znotraj panoge enako močni pomisleki glede negativnih posledic, ki 
jih bo neenotnost v praksi implementiranih komunikacijskih vmesnikov pri različnih 
ponudnikih AS imela za dostop tretjih ponudnikov do računov.206 Različno dostopanje 
do računov pri različnih ponudnikih AS bo za tretje ponudnike lahko precejšen izziv, 
zato so pobude za standardizacijo, ki se pojavljajo v praksi, dobrodošle.207 Taka je na 
primer dejavnost britanske organizacije Open Banking Working Group, ustanovljene 
na zahtevo britanskega ministrstva za gospodarstvo in finance, ki je oblikovala odprt 
bančni standard (Open Banking Standard), skupek priporočil za dostop do podatkov, s 
katerimi razpolagajo banke, pri čemer je poudarek na uporabi odprtega API.208  V 
                                                 
199 Open Data Institute, Fingleton Associates, str. 15 (predsednik in soustanovitelj Open Data Institute je 
Sir Tim Berners-Lee, izumitelj svetovnega spleta); Zachariadisa, Pinar, str. 4; Mansfield-Devine, str. 8.  
200 Glej tudi EBA, Final Report, str. 118.  
201 Axway, Finextra, str. 21‒23. Primer sta danska Saxo Bank in britanska Capital One.  
202 Open Data Institute, Fingleton Associates, str. 15. 
203 Axway, Finextra, str. 25, 26.  
204 EBA, Final Report, str. 113, 129. Glej tudi drugi odstavek 98. člena PSD2. 
205 V primerjavi s prvim osnutkom Varnostnih standardov, ko je ta zahteva veljala ne glede na vrsto 
komunikacijskega vmesnika (tretji odstavek 19. člena prvega osnutka Varnostnih standardov, EBA, 
Consultation Paper, str. 41). EBA, Final Report, str. 8.  
206 Pomen standardiziranih vmesnikov za vstop tretjih ponudnikov plačilnih storitev na trg izpostavlja na 
primer Salmony, str. 6. 
207 Axway, Finextra, str. 4 in 24–27.  
208  Open Data Institute. Pomen dejavnosti britanske organizacije Open Banking Working Group je 
izpostavljen na primer v Mansfield-Devine, str. 11. 
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Sloveniji platformo skladno z zahtevami PSD2, ki temelji na odprtih vmesnikih API, 
ponuja družba Halcom (rešitev se imenuje Halcom One). 209  Na naddržavni ravni 
standardizacijska dejavnost poteka na primer v okviru vseevropske standardizacijske in 
harmonizacijske iniciative The Berlin Group, ki jo sestavljajo bančna in plačilna 
združenja, banke, plačilne sheme in medbančni procesorji.210  The Berlin Group je 
podala svoj predlog standardizacije komunikacijskega vmesnika. 211  Med 
vseevropskimi standardizacijskimi iniciativami velja omeniti tudi iniciativo 
Convenient Access to PSD2/Payment-related Services (CAPS),212 ki združuje banke in 
tretje ponudnike plačilnih storitev.213  
 
Ponudniki AS in tretji ponudniki morajo ob izmenjavi podatkov prek spleta med 
celotno komunikacijsko sejo zagotoviti uporabo močnih in široko razširjenih metod 
šifriranja. Podatkovni elementi, ki jih ponudnik AS zagotavlja tretjim ponudnikom, 
morajo vsebovati enake informacije, kot so na voljo stranki, ko prek spleta neposredno 
dostopa do plačilnega računa ali ko neposredno odredi plačilno transakcijo. S tem je v 
primeru zagotavljanja dostopa tretjim ponudnikom prek posebnih komunikacijskih 
vmesnikov zagotovljeno, da so jim na voljo enaki podatki kot uporabnikom plačilnih 
storitev prek spletne bančne platforme ponudnika AS. Nadaljnji izziv, ki se je v 
preteklosti pokazal pri delovanju tretjih ponudnikov, je tveganje nenehnega 
poizvedovanja o informacijah o računih, ki vodi v znatno obremenitev informacijskega 
sistema ponudnika AS.214 V Varnostnih standardih je zato število teh poizvedb, ko 
uporabnik ni podal izrecne zahteve zanje, omejeno na štiri poizvedbe v 24 urah, lahko 
pa se ponudnik AS in ponudnik AIS dogovorita drugače.215 
 
5.4.4.1 Prepoved uporabe metode screen scraping  
 
V poročilu o končnem osnutku Varnostnih standardov je EBA posebej pojasnila, da 
tretji ponudniki za dostop do računov ne bodo smeli uporabljati metode screen 
scraping. Ta prepoved izhaja iz številnih določb PSD2, na primer iz zahteve po 
                                                 
209 Halcom.  
210 Euro Retail Payments Board, str. 5; The Berlin Group, Governance and Structure.  
211 The Berlin Group, Joint Initiative on a PSD2 Compliant XS2A Interface. 
212 Euro Retail Payments Board, str. 5; https://www.caps-services.com (4. 11. 2017).  
213 CAPS, What is CAPS?  
214 Axway, Finextra, str. 11.  
215 Peti odstavek 31. člena končnega osnutka Varnostnih standardov (EBA, Final Report, str. 36).  
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identifikaciji tretjega ponudnika, zahteve po varnem načinu komunikacije, zahtev po 
omogočanju upoštevanja postopkov avtentikacije, ki jih zagotavlja ponudnik AS, ter 
omejitev dostopa tretjih ponudnikov do podatkov o uporabnikih plačilnih storitev in do 
informacij o plačilnih računih in povezanih plačilnih transakcijah.216 Kljub določbam 
PSD2 se je vprašanje o dopustnosti uporabe te metode pred objavo poročila o končnem 
osnutku Varnostnih standardov pogosto pojavljalo, 217  zato je izrecna pojasnitev 
dobrodošla. 
 
V postopku oblikovanja končnega osnutka Varnostnih standardov so številni tretji 
ponudniki, zlasti ponudniki PIS, izrazili pomisleke glede prepovedi uporabe metode 
screen scraping. Po njihovem bi se namreč ob taki prepovedi lahko pojavila težava z 
učinkovitim dostopanjem do plačilnih računov in posledično zagotavljanjem 
zanesljivih storitev strankam, zlasti ker bi se lahko zgodilo, da ponudnik AS zaradi 
odsotnosti spodbude za zagotavljanje učinkovitega dostopa ne bi skrbel za pravilno 
delovanje posebnega vmesnika.218 EBA se zaveda pomena zagotavljanja dostopa tretjih 
ponudnikov do plačilnih računov in ob tem poudarja nujnost uravnoteženega 
zagotavljanja nevtralnosti poslovnega modela in poštene konkurence na eni strani ter 
visoke ravni varnosti, ki ne nazadnje izhaja tudi iz zahtev PSD2, na drugi strani. Zato 
je v končnem osnutku Varnostnih standardov ponudnikom AS naložila nekatere 
dodatne obveznosti, če se odločijo zagotavljati dostop tretjim ponudnikom prek 
posebnega vmesnika:219  
– prej omenjena zahteva po enaki ravni razpoložljivosti in zmogljivosti 
posebnega vmesnika; 
– obveznost spremljanja razpoložljivosti in zmogljivosti ter poročanja pristojnim 
organom glede tega, zlasti glede nižje stopnje razpoložljivosti in zmogljivosti 
od zahtevane;  
– nujnost takojšnjega ukrepanja v tem primeru, tj. ponovna vzpostavitev enake 
ravni storitve brez neupravičenega odlašanja in sprejetje potrebnih preventivnih 
ukrepov, ki naj preprečijo ponoven upad.  
 
                                                 
216 EBA, Final Report, str. 11; 66., 67. in peti odstavek 97. člena PSD2.  
217 EBA, Final Report, str. 11, 46, 118. 
218 EBA, Final Report, str. 46, 110.  
219 28. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 33). 
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V zasnovo posebnega vmesnika morajo biti vgrajeni strategija in načrti ustreznih 
ukrepov za primere nepredvidene nedostopnosti oziroma zmanjšane dostopnosti, 
vključno z načrtom obveščanja tretjih ponudnikov o okvarah, ukrepi za ponovno 
vzpostavitev normalnega delovanja in opisom alternativnih možnosti, ki so tretjim 
ponudnikom na voljo v času izpada.220  
 
5.4.5 Odgovornost za neodobrene, neizvršene ali nepravilno 
izvršene transakcije pri storitvah odreditve plačil  
 
PSD2 poudarja, da bi morala biti v primerih, ko se plačilna transakcija izvede prek 
ponudnika PIS, odgovornost med ponudnika AS in ponudnika PIS porazdeljena tako, 
da vsak prevzame odgovornost za svoj del transakcije, ki je pod njunim nadzorom.221 
Vendar se plačnik v primeru neodobrenih, neizvršenih ali nepravilno izvršenih 
transakcij lahko obrne neposredno na ponudnika AS tudi takrat, ko je bila transakcija 
izvedena prek ponudnika PIS. Ponudnik AS mora plačniku povrniti znesek neizvršene 
oziroma nepravilno izvršene plačilne transakcije in – kadar je to ustrezno – na 
obremenjenem računu vzpostaviti takšno stanje, kakršno bi bilo, če nepravilno izvršena 
plačilna transakcija ne bi bila izvršena.222 Seveda je vzpostavljen regresni zahtevek 
ponudnika AS: če je za neizvršitev, nepravilno izvršitev ali pozno izvršitev transakcije 
odgovoren ponudnik PIS, mora ponudniku AS na njegovo zahtevo nemudoma 
zagotoviti nadomestilo za kakršno koli nastalo izgubo ali plačane zneske zaradi 
povračila plačniku.223 
 
Ureditev je seveda ugodna za uporabnike plačilnih storitev, izrazito neugodna pa je za 
ponudnike AS. Če namreč ponudnik PIS ne bo prevzel odgovornosti, jo bo moral 
ponudnik AS dokazati pred sodiščem, pri čemer bo utrpel dodatne stroške, še zlasti če 
bosta ponudnik AS in ponudnik PIS ustanovljena v različnih državah. PSD2 namreč ne 
                                                 
220 EBA, Final Report, str. 46, 110; 28. in 31. člen končnega osnutka Varnostnih standardov (EBA, Final 
Report, str. 33, 36).  
221 Uvodna izjava 74 PSD2.  
222 Prvi odstavek 90. člena PSD2. 
223 Drugi odstavek 90. člena PSD2. 
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določa mehanizma za določitev odgovornosti in reševanje sporov.224 Ponudniki AS 
utegnejo v primeru insolventnosti ponudnika PIS utrpeti nepovratne izgube. Položaj 
poslabšuje dejstvo, da je pogodbeno dogovarjanje o porazdelitvi odgovornosti med 
ponudnikom AS in ponudnikom PIS oteženo, saj PSD2 prepoveduje pogojevanje 
dostopa do računov z obstojem pogodbenega razmerja.225 PSD2 torej na ponudnike AS 
v zvezi neodobrenimi, neizvršenimi ali pozno izvršenimi transakcijami, za katere so 
odgovorni ponudniki PIS, nalaga precejšnje breme.  
 
 
6 Vpliv odprtega dostopa do plačilnih računov 
na poslovanje bank226 
 
6.1 Uvod  
 
Banke imajo nadzor nad podatki o plačilnih računih strank. To je brez dvoma velika 
prednost pred na novo nastajajočimi, nekonvencionalnimi ponudniki plačilnih storitev. 
Ne nazadnje so podatki »nafta digitalne dobe«227 in dostop do njih daje tistim, ki jih 
nadzorujejo, izjemno moč na trgu. Novi igralci na trgu plačilnih storitev so sposobni 
oblikovati inovativne, uporabnikom prijazne plačilne rešitve, vendar jim otežen dostop 
do podatkov o računih onemogoča, da bi optimizirali učinkovitost svojih rešitev. 
Odsotnost regulacije teh ponudnikov nadalje pomeni, da svojih plačilnih storitev ne 
morejo zagotavljati na širših nadnacionalnih trgih,228 kar jim onemogoča oblikovanje 
široke baze strank in doseganje učinkov ekonomije obsega.229  
 
                                                 
224 Na potrebo po standardiziranem postopku reševanja tovrstnih sporov na vseevropski ravni opozarja 
tudi delovna skupina za storitve PIS, vzpostavljena v okviru Odbora za plačila malih vrednosti v evrih 
(Euro Retail Payments Board, str.7). 
225 The Swift Institue, str. 21. Pomen pogodbenega urejanja razdelitve odgovornosti izpostavlja tudi 
Salmony, str. 6.  
226 Za preučitev vpliva odprtega dostopa do računov sem izbrala banke, saj so najbolj tipičen in razširjen 
ponudnik AS.   
227 The Economist, The world’s most valuable resource is no longer oil, but data.  
228 Salmony, str. 6.  
229 Glej na primer Evropska komisija, Zelena knjiga, str. 3.  
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Omogočanje reguliranega dostopa tretjih ponudnikov do računov bo očitno zmanjšalo 
konkurenčno prednost bank. Če bankam ne bo uspelo zagotoviti lastnih inovativnih 
plačilnih rešitev, se bodo njihove stranke vsaj v določenem segmentu plačilnih storitev 
preselile drugam. Pri tem tvegajo upad prihodkov zaradi na primer zmanjšanega števila 
uporabnikov spletnega bančništva, manj zaračunanih provizij za izvedbo transakcij s 
plačilnimi karticami, manj možnosti cross-sellinga, tj. navzkrižne in vzporedne prodaje 
drugih, bančnih in nebančnih produktov (na primer zavarovanja, naložbe), ob že tako 
povečanih stroških informacijske tehnologije, ki bodo nastali kot posledica novih 
varnostnih zahtev in uvedbe komunikacijskih vmesnikov za dostop do računov.230 
 
PSD2 postavlja torej banke pred pomemben izziv. V najslabšem primeru bo vloga bank 
zmanjšana na nudenje podatkov oziroma infrastrukture tretjim ponudnikom za razvoj 
inovativnih rešitev.231 Če želijo banke v digitalni dobi ohraniti pomembno vlogo v 
življenju sodobnega potrošnika, ki je vse bolj ozaveščen, računalniško pismen, 
zahteven in manj naklonjen tradicionalnim rešitvam, bodo morale narediti več kot le 
zagotoviti skladnost s PSD2. Zagotavljanje reguliranega dostopa finančno-tehnološkim 
družbam je za banke ne nazadnje poslovna priložnost, saj lahko v sodelovanju z njimi 
ponudijo napredne rešitve, v odnosu do drugih bank pa lahko tudi same postanejo tretji 
ponudnik plačilnih storitev. PSD2 omogoča torej tudi klasičnim bankam, da pridobijo 
dodatno konkurenčno prednost in dodatno diverzificirajo trg klasičnih ponudnikov 
bančnih storitev. 
 
V nadaljevanju predstavljam dejavnike sprememb na trgu plačilnih storitev, vplive, ki 
jih bo imel odprt dostop do računov na poslovanje bank, in možne odzive bank na novo 
regulatorno in finančno-tehnološko okolje.  
 
6.2 Dejavniki sprememb na trgu plačilnih storitev 
 
Spremembe na trgu plačilnih storitev bodo znatno vplivale na (do zdaj) uveljavljen 
položaj bank in preostalih uveljavljenih finančnih institucij v EU. Vpliv določb PSD2 
o »odprtem« dostopu do računov bodo dodatno ojačale i) spremenjene navade 
                                                 
230 Batagelj, Koritnik, str. 141.  
231 Banking Technology; Axway, Finextra.  
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potrošnikov in razvoj e-trgovine; ii) na tehnologiji temelječe inovacije in iii) 
spremembe normativnega okvira EU.  
 
6.2.1 Spremenjene navade potrošnikov in razvoj e-trgovine 
 
Današnji uporabnik plačilnih storitev sicer ni nagnjen k »preskakovanju« med 
različnimi ponudniki232 in kljub morebitni višji ceni uporablja storitve, ki jih ponuja 
njegov tradicionalni ponudnik. Posledice tega so seveda izrazito negativne: britanski 
konkurenčni organ, na primer, je v svojem poročilu ugotovil, da banke z večjimi tržnimi 
deleži in dolgotrajnimi (zvestimi) strankami zaradi pomanjkanja konkurence svoje 
produkte ponujajo po višjih cenah kot novejše banke z manjšimi tržnimi deleži.233 
Vendar bodo prihod inovativnih, preprostih, večinoma v celoti digitaliziranih in do 
uporabnika prijaznih rešitev, ki do zdaj na trgu niso bile dostopne, spremenjene potrebe 
uporabnikov plačilnih storitev v digitalni dobi in drugačne potrebe ter navade mlajših 
potrošnikov 234  gotovo spremenili gibanje povpraševanja. 235  To potrjujejo tudi 
raziskave, saj bi, recimo, kar 37 odstotkov evropskih potrošnikov zamenjalo ponudnika 
plačilnih storitev, če jim ta ne bi zagotavljal najnovejše tehnologije. 46 odstotkov bi jih 
uporabljalo storitve različnih ponudnikov z namenom zadovoljevanja različnih 
finančnih potreb.236 
 
Očitno so se pričakovanja potrošnikov zaradi pomembnega vpliva digitalne tehnologije 
na vsakdanje življenje znatno spremenila. Elektronska in mobilna plačila s pojavom in 
širitvijo e-trgovine237 ter zaradi skoraj popolne tržne uveljavitve mobilnih telefonov 
pridobivaju na pomenu. Potrošniki, ki nakupujejo prek spleta, pričakujejo 
personalizirano in preprosto nakupovalno izkušnjo ter plačilno rešitev. 238  Vajeni 
                                                 
232 Približno 32 odstotkov prebivalcev EU ni nikoli zamenjalo banke, 54 odstotkov pa jih ne čuti potrebe 
po dodatnih storitvah drugih ponudnikov in uporabljajo zgolj storitve ene banke (Fujitsu, str. 19).  
233 Competition & Markets Authority, Retail banking market investigation, povzetek na straneh x-xii. 
Enako Kaja Batagelj, v: Batagelj, Koritnik, str. 140. 
234 Kar 61 odstotkov prebivalcev EU, starih med 22 in 29 let, je v zadnjih petih letih zamenjalo banko 
(Fujitsu, str. 20).  
235 Evry; Deloitte, Payments Disrupted.  
236 Fujitsu, str. 20.  
237 Nakup in prodaja blaga ter storitev prek računalniških omrežij, kakršen je splet (Eurostat). 
238 Cortet in drugi, str. 14.  
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takojšnjega poteka dogodkov na spletu pričakujejo hitrejšo izvedbo plačilnih transakcij, 
vse bolj izvedbo v realnem času.239 
 
Na navade potrošnikov pomembno vplivajo socialna omrežja, spletni prodajalci in 
spletni trgi, ki stremijo k temu, da potrošnika znotraj svojega ekosistema zadržijo čim 
dlje. Spletni trgovci na primer ponujajo lastne preproste plačilne rešitve,240 kar jim med 
drugim omogoča navzkrižno prodajo preostalih (finančnih) izdelkov in storitev.241 
  
Potrošnik za izvajanje različnih opravil v vsakdanjem življenju v veliki meri uporablja 
svojo mobilno napravo. Tudi finančne storitve vse bolj izvaja prek mobilnega telefona. 
54 odstotkov evropskih potrošnikov za izvedbo plačil redno uporablja mobilne naprave. 
To število se je v letu 2016 glede na leto pred tem potrojilo.242 Napovedi kažejo, da bo 
globalni trg m-plačil v letih med 2016 in 2022 rasel s 33,4-odstotno skupno letno 
stopnjo rasti (CAGR), z vodilno vlogo trgovine na drobno.243 
 
Obstoječe priročne plačilne rešitve, kot so brezstične plačilne kartice, elektronska in 
mobila plačila, vplivajo na preference potrošnikov. Uporaba gotovine, ki je izjemno 
priljubljeno plačilno sredstvo za izvajanje plačil malih vrednosti, se na račun naštetih 
plačilnih rešitev zmanjšuje. Leta 2014 je na primer uporaba negotovinskih plačilnih 
instrumentov po obsegu transakcij v Veliki Britaniji prvič presegla uporabo 
gotovine.244 
 
Porast digitalnih plačil omogoča zbiranje vse večje količine podatkov. Količina, 
vrednost in komercialna uporabnost podatkov, zbranih o posameznem potrošniku, se 
zahvaljujoč napredku tehnologije, ki je znatno izboljšal shranjevanje, dostop do 
podatkov in njihovo interpretacijo, povečuje.245 Z vidika varovanja zasebnosti imajo 
lahko posamezniki do tega negativen odnos, vendar lahko koristnost storitev, ki jih 
ponujajo tretji ponudniki plačilnih storitev s pomočjo obdelave podatkov o računih, 
                                                 
239 Deloitte, Payments Disrupted, str. 17. 
240 Primer je plačilna rešitev spletnega trgovca Amazon, imenovana 1-Click, ki stranki omogoča izvršitev 
nakupa z enim klikom (Amazon).  
241 The Paypers, str. 14; Cortet in drugi, str. 20.  
242 Visa, Mobile Payments soar as Europeans embrace new ways to pay. 
243 Allied Market Research.   
244 Deloitte, Payments Disrupted, str. 15.  
245 BNY Mellon, str. 8.  
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pretehta nad tovrstnimi pomisleki.246 To kažejo tudi raziskave: približno 97 odstotkov 
potrošnikov je zadovoljnih s tem, da so njihovi podatki na voljo tretjim ponudnikom, 
če se bodo uporabili za oblikovanje storitev z dodano vrednostjo.247 Upoštevati pa je 
treba tudi, da bo v EU od 25. maja 2018 večje varstvo osebnih podatkov zagotovljeno 
s Splošno uredbo o varstvu podatkov.248 
 
Za konec velja omeniti še, da se povečano povpraševanje po uporabniku prijazni 
plačilni izkušnji iz maloprodajnega sektorja širi v poslovnega in v sektor trgovine na 
debelo. To pomeni, da bo razvoj finančne tehnologije vplival na vse banke ne glede na 
njihovo velikost in trg, na katerem delujejo.249 
 
6.2.2 Na tehnologiji temelječe inovacije 
 
Tretji ponudniki plačilnih storitev se uvrščajo med finančno-tehnološke družbe (v 
angleščini se zanje uporablja skovanka fintech). Za pojem finančna tehnologija ne 
obstaja ustaljena definicija.250 Študija 200 znanstvenih člankov, objavljenih v obdobju 
zadnjih 40 let, v katerih je uporabljen izraz fintech, kaže, da pojem praviloma označuje 
novo finančno industrijo, ki z namenom izboljšave finančnih aktivnosti uporablja 
tehnologijo.251 
 
Finančno-tehnološke družbe med drugim razvijajo rešitve za izboljšanje posameznih 
delov klasičnega »univerzalnega bančnega modela«. To je t. i. unbundling.252 Banke 
ponujajo praviloma celoten spekter finančnih izdelkov in storitev: klasične bančne 
produkte, kot so plačilne storitve, posojila in varčevanje, storitve investicijskega 
bančništva, kot je na primer upravljanje premoženja, zavarovalne produkte in tako 
dalje. Na drugi strani pa se finančno-tehnološke družbe osredinjajo na posamezen 
                                                 
246 Cortet in drugi, str. 14.  
247 Fujitsu, str. 20.  
248 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov 
pri obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 
95/46/ES. 
249 BNY Mellon, str. 2. Podrobneje o tem v BNY Mellon, str. 8–12.  
250 Schueffel, str. 32.  
251 Schueffel, str. 45, 46. Glej na primer Deloitte, Fintech in CEE, str. 6; Gulamhuseinwala in drugi, v: 
Shojai in drugi, str. 18; Lee Khuo Chuen, G.S. Teo, v: Shojai in drugi, str. 26. 
252 Nelson; Cortet in drugi, str. 16, slika 3. 
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bančni produkt in skušajo razviti boljšo, cenejšo in hitrejšo rešitev. 253  S pomočjo 
inovativnih tehnologij (to so na primer mobilne aplikacije, programski vmesniki 
oziroma API, tehnologija »oblaka«, kriptografija in analiza podatkov)254 naslavljajo 
pomanjkljivosti klasičnih bančnih produktov in storitev. Tako so se sposobne hitro 
tržno uveljaviti na nišnih trgih.255  
 
Posamezna finančno-tehnološka družba ni neposredno konkurenca bankam, temveč 
posameznim bančnim produktom. Vseeno pa finančno-tehnološke družbe vplivajo na 
bančni sektor kot celoto, saj je njihovo število in količina njihovih inovacij izjemno 
visoka, pojavljajo se na vseh ravneh verige finančnih produktov in so bistveno bolj 
specializirane od bank.256 Kot že omenjeno, bi 46 odstotkov evropskih potrošnikov 
uporabljalo storitve različnih ponudnikov, če bi s tem bolje oziroma učinkoviteje 
zadovoljili svoje finančne potrebe.257  
 
Finančno-tehnološke družbe tudi z vidika kapitalske zmožnosti konkurirati 
tradicionalnim bankam niso več v tako podrejenem položaju kot nekoč. S spremembo 
poslovnega okolja postajajo namreč vse bolj zanimive za (tudi velike institucionalne) 
investitorje. Leta 2015 je bila vrednost investicij v finančno-tehnološke družbe več kot 
petkrat višja kot leta 2010, in sicer je znašala na globalni ravni kar 47 milijard ameriških 
dolarjev. Leta 2016 je padla na 25 milijard ameriških dolarjev in se tako v primerjavi s 
prejšnjim letom zmanjšala skoraj za polovico.258 Na to je verjetno vplivala povečana 
previdnost investitorjev, nastala kot posledica negotovosti zaradi odločitve Velike 
Britanije, da izstopi iz EU, predsedniških volitev v ZDA, upočasnjene gospodarske rasti 
na Kitajskem in ob precejšnjih tečajnih nihanjih na globalni ravni. Padec je zlasti 
posledica manjšega obsega združitev in prevzemov ter manjšega obsega investicij 
skladov zasebnega kapitala v finančno-tehnološke družbe. Na drugi strani so se naložbe 
tveganega kapitala v te družbe povečale.259 V drugem četrtletju leta 2017 je finančno-
tehnološki trg doživel močno ponovno rast. Na svetovni ravni so se investicije v 
                                                 
253 Cortet in drugi, str. 15.  
254 Prav tam, str. 15–16.  
255 Prav tam, str. 15–16; Gulamhuseinwala in drugi, v: Shojai in drugi, str. 18; Deutsche Bank, FinTech 
2.0: Creating new opportunities through strategic alliance, str. 5; Cuesta in drugi, str. 2.  
256 Cortet in drugi, str. 16.  
257 Fujitsu, str. 20.  
258 KPMG, The Pulse of Fintech, Q4 2016, str. 9.  
259 Prav tam, str. 2.  
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finančno-tehnološke družbe na četrtletni ravni več kot podvojile. Na povišanje 
investicij je najbolj vplival povečan obseg združitev in prevzemov ter povečan obseg 
investicij skladov zasebnega kapitala. Naložbe tveganega kapitala so bile stabilne.260 V 
EU se tudi zaradi bližajoče se uveljavitve »odprtja« računov na podlagi PSD2 pričakuje, 
da bo finančno-tehnološki sektor ohranil pomembno vlogo.261  
 
Znotraj finančno-tehnološkega področja je bilo v preteklosti prav na področju plačil 
največ investicij. 262  Največji delež novoustanovljenih družb in inovacij v okviru 
finančno-tehnološkega področja je bil v segmentu plačil.263 Več kot ena tretjina t. i. 
unicorns (novoustanovljene družbe, katerih vrednost presega 1 miljardo ameriških 
dolarjev) s finančno-tehnološkega področja se osredinja na plačila. 35 odstotkov vseh 
finančno-tehnoloških družb je dejavnih na področju plačil. 264  Finančno-tehnološke 
rešitve za izvedbo plačil so med najbolj uporabljenimi finančno-tehnološkimi 
rešitvami.265  
 
Seveda je nemogoče pričakovati, da bodo vse finančno-tehnološke družbe preživele. 
Glavna težava, s katero se soočajo, so omejeni učinki omrežja (angl. network effects) – 
manjka jim široka uveljavitev na trgu. V tem smislu je povezovanje z bankami, ki imajo 
široko bazo strank, lahko vitalnega pomena za uspeh.266 
 
6.2.3 Sprememba normativnega okvira EU 
 
PSD2 je brez dvoma prelomen (splošni) pravni akt za trg plačilnih storitev. A na trg 
plačilnih storitev vpliva širši pravni okvir za plačilne storitve in elektronski denar, ki je 
namenjen integraciji trga plačil malih vrednosti.  
 
Evropski zakonodajalec je integraciji trga plačil malih vrednosti v zadnjih letih namenil 
veliko pozornosti in pri tem dosegel precejšen napredek. V ta namen je s pomočjo v 
                                                 
260 KPMG, The Pulse of Fintech, Q2 2017, str. 2.  
261 KPMG, The Pulse of Fintech, Q4 2016, str. 62–65. 
262 Deloitte, Payments Disrupted, str. 21; KPMG, The Pulse of Fintech, Q2 2017, str. 7. 
263 McKinsey, 16 in 2016: Trailblazing trends in global payments, str. 25.  
264 McKinsey, Global Payments 2015: A Healthy Industry Confronts Disruption, str. 15. 
265 Glej na primer Gulamhuseinwala in drugi, v: Shojai in drugi, str. 20–21; Sandrock, Firnges, str. 9–10.  
266 Deloitte, Payments Disrupted, str. 16.  
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nadaljevanju opisanih pravnih instrumentov oblikoval celovit pravni okvir za plačilne 
storitve in elektronski denar.267 Na trg plačil so oziroma bodo imele največji vpliv 
PSD1, PSD2 in Uredba (EU) 2015/751 o medbančnih provizijah za kartične plačilne 
transakcije. Njihov vpliv na trg plačil in poslovanje bank bo na kratko opisan v 
nadaljevanju, vpliv »odprtega« dostopa do računov na podlagi PSD2 na poslovanje 
bank pa bo podrobneje pojasnjen v poglavju 6 Vpliv odprtega dostopa do plačilnih 
računov na poslovanje bank.  
 
Pravni okvir EU za plačilne storitve in elektronski denar sestavljajo: 
– Uredba (ES) št. 1781/2006 o določitvi pravil za ponudnike plačilnih storitev 
za pošiljanje podatkov o plačniku po vsej plačilni verigi za potrebe 
preprečevanja, preiskovanja in odkrivanja pranja denarja in financiranja 
terorizma; 
 
– PSD1, ki predstavlja pravni temelj za oblikovanje enotnega trga EU za plačila.  
 
PSD1 je vzpostavila usklajen pravni okvir za lažje in hitrejše izvrševanje plačil v EU, 
s čimer je okrepila konkurenco na področju plačilnih sistemov in omogočila ekonomije 
obsega.268  Z namenom krepitve konkurence je PSD1 med drugim opredelila novo 
kategorijo ponudnikov plačilnih storitev, plačilne institucije.269 Plačilne institucije je 
mogoče označiti kot »zgodnje finančno-tehnološke družbe«, ki med drugim izvršujejo 
plačilne transakcije za trgovce. S tem zmanjšujejo finančno posredovanje (angl. 
disintermediation) bank med trgovci in njihovimi strankami.270  
 
PSD1 je nadalje olajšala operativno izvajanje enotnega območja plačil v evrih 
(SEPA).271 Vizija SEPA je, da naj bodo znotraj EU (natančneje znotraj držav območja 
                                                 
267 Giambelluca in Masi, v: Gimigliano (ur.), str. 16; uvodni izjavi 1 in 2 PSD2; Evropska komisija, 
Predlog, Direktiva Evropskega parlamenta in Sveta o plačilnih storitvah na notranjem trgu, o 
spremembah direktiv 2002/65/ES, 2013/36/EU in 2009/110/ES ter o razveljavitvi Direktive 2007/64/ES, 
str. 4–5.  
268  Evropska komisija, Predlog, Direktiva Evropskega parlamenta in Sveta o plačilnih storitvah na 
notranjem trgu, o spremembah direktiv 2002/65/ES, 2013/36/EU in 2009/110/ES ter o razveljavitvi 
Direktive 2007/64/ES, str. 4.  
269  Več o plačilnih institucijah v poglavju 2 Pojav nereguliranih ponudnikov inovativnih plačilnih 
storitev.  
270 Cortet in drugi, str. 18. 
271 Za pregled koristi dokončnega prehoda na SEPA glej študiji, izvedeni po naročilu Evropske komisije: 
PwC, Economic analysis of SEPA : Benefits and opportunities ready to be unlocked by stakeholders; 
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SEPA) čezmejna elektronska plačila malih vrednosti 272  v evrih tako preprosta, 
učinkovita in varna kot znotraj meja posameznih držav članic.273 Izvajajo naj se torej 
pod enakimi osnovnimi pogoji, pravicami in obveznostmi. Projekt SEPA zajema glavne 
negotovinska plačilne instrumente: kartična plačila, kreditna plačila in direktne 
obremenitve.274  
 
Vzpostavitev SEPA je bankam povzročila znatne stroške zagotavljanja skladnosti, 
hkrati pa se je dobiček bank zmanjšal na račun zmanjšanja nadomestil za čezmejne 
transakcije na nivo nadomestil za domače transakcije; s skrajšanjem potrebnega časa 
za poravnave s treh dni na enega so se obresti, ki jih banke zaslužijo na zamiku (angl. 
float),275 zmanjšale za približno dve tretjini;276  
 
– Uredba (ES) št. 924/2009 o čezmejnih plačilih v Skupnosti (spremenjena s 
SEPA Uredbo, omenjeno v nadaljevanju), ki je odpravila razlike v višini 
nadomestil za plačilne storitve za uporabnike plačilnih storitev med 
nacionalnimi in čezmejnimi plačili v evrih v EU. Uporablja se za vsa 
elektronsko obdelana plačila; 
 
– Direktiva 2009/110/ES o elektronskem denarju, ki določa pravni okvir za 
izdajanje in unovčevanje elektronskega denarja ter usklajuje bonitetni režim za 
institucije za izdajo elektronskega denarja z zahtevami za plačilne institucije v 
smislu PSD1; 
 
– Direktiva 2011/83/EU o pravicah potrošnikov, ki omejuje možnost trgovcev, 
da določajo nadomestila za uporabo plačilnih instrumentov. Ta naj ustrezajo 
dejansko nastalim stroškom; 
 
                                                 
Capgemini Consulting, SEPA: potential benefits at stake : Researching the impact of SEPA on the 
payments market and its stakeholders.  
272 Negotovinska plačila velikih vrednosti so bila že pred vzpostavitvijo SEPA enotno urejena s sistemom 
TARGET (Osmičević, povzetek). 
273 Združenje bank Slovenije, Vizija in cilji SEPA.  
274 European Commission, Single euro payments area (SEPA). 
275 Za definicijo zamika glej Investopedia, Float.  
276 Deloitte, Payments Disrupted, str. 9.  
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– SEPA Uredba (EU) št. 260/2012, ki določa roke za prehod na vseevropska 
kreditna plačila in direktne obremenitve in nadomestitev nacionalnih sistemov 
nacionalnih in čezmejnih plačil v evrih znotraj EU; 
 
– Uredba (EU) 2015/751 o medbančnih provizijah za kartične plačilne 
transakcije, ki določa pravila o zaračunavanju medbančnih provizij za kartične 
transakcije. Ureja tudi poslovna pravila v povezavi z vsemi kategorijami 
transakcij s plačilnimi karticami.  
 
Ta uredba omejuje medbančne provizije za plačila s kreditnimi karticami na 0,3 
odstotka vrednosti transakcije, za plačila z debetnimi karticami pa na 0,2 odstotka 
vrednosti transakcije. To je bistveno manj od povprečja EU pred sprejetjem Uredbe: 
0,92 odstotka za plačila s kreditnimi karticami in 0,31 odstotka za plačila z debetnimi 
karticami;277  
 
– PSD2, ki spreminja PSD1 in nadalje spodbuja konkurenco in inovacije s strani 
nebančnih ponudnikov. PSD1 je zmanjšala finančno posredovanje bank (angl. 
disintermediation) na strani trgovcev, PSD2 pa bo imela tak vpliv predvidoma 
na strani potrošnikov;278 
 
Zakonodajni okvir dopolnjujejo številne odločitve, sprejete v postopkih v zvezi s 
kršitvijo konkurenčnega prava EU, ki jih je na področju plačil malih vrednosti v 
zadnjih letih sprožila Komisija. 
 
  
                                                 
277 Verma, Teague, str. 5.  
278 Cortet in drugi, str. 18.  
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6.3 Vpliv »odprtega« dostopa do računov na 
poslovanje bank 
 
6.3.1 Povečani stroški informacijske tehnologije 
 
Kot posledica novih varnostnih zahtev in uvedbe komunikacijskih vmesnikov za dostop 
do računov se bodo stroški informacijske tehnologije povečali. Tretji ponudniki ne 
bodo imeli polnega dostopa do računa (kot ga ima uporabnik, ko dostopa do računa 
prek spletne banke), zaradi česar bo »odprtje«  plačilnih računov prek komunikacijskih 
vmesnikov še zahtevnejše (in dražje). Ponudnik storitve AIS lahko na primer dostopa 
le do tistih podatkov o računu, za katere je dal uporabnik izrecno soglasje. Od bank bo 
to zahtevalo zelo podrobno »razbitje« razpoložljivih podatkov na osnovne elemente in 
njihovo razdelitev ter dodelitev različnih pravic pristopa oziroma dostopa za tretje 
ponudnike.279  
 
6.3.2 Zmanjšano izvrševanje plačil prek bank  
 
Ponudniki storitev PIS bodo ogrozili prihodke bank iz naslova kartičnih plačil. Razlogi 
za to so predstavljeni v nadaljevanju.  
 
Storitev PIS je oblika spletnega plačila.280 Za izvajanje spletnih plačil se uporabljajo 
vsi najpomembnejši 281  negotovinski plačilni instrumenti: kartična plačila, kreditni 
prenosi in direktne obremenitve.282 Storitve PIS ne bodo ogrozile prihodkov bank iz 
naslova kreditnih prenosov in direktnih obremenitev. Kreditni prenosi in direktne 
obremenitve se namreč izvajajo prek spletnega bančništva, plačnik pa jih lahko sproži 
sam, neposredno znotraj svoje spletne banke, ali prek ponudnika PIS.283 Banke lahko 
za izvedbo kreditnih prenosov in direktnih obremenitev zaračunavajo nadomestila. 
                                                 
279 Glej Axway, Finextra, str. 10. 
280 Glej poglavje 3.2.1 Storitev odreditve plačil. 
281 O pomenu posameznih negotovinskih plačilnih instrumentov sklepam na podlagi podatkov Evropske 
centralne banke o tem, kolikšen delež negotovinskih transakcij je bil izveden s posameznim plačilnim 
instrumentom (European Central Bank, Press release, Payment statistics for 2015).  
282 Glej poglavje 3.2.1 Storitev odreditve plačil. 
283 Glej poglavje 3.2.1 Storitev odreditve plačil.  
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PSD2 bankam tega nikakor ne prepoveduje – prepoveduje le diskriminacijo plačilnih 
nalogov, ki so posredovani prek ponudnika PIS, napram plačilnim nalogom, ki jih 
posreduje plačnik sam. 284  To pomeni, da bodo lahko banke za izvedbo plačil s 
kreditnimi prenosi ali direktnimi obremenitvami zaračunavale provizijo tudi, če bo 
plačilo sproženo prek ponudnika PIS (seveda pod pogojem, da ta provizija ne bo višja 
od provizije, zaračunane za izvedbo plačila, ki ga sproži plačnik sam). Vendar pa banke 
v večini držav članic EU imetnikom osebnih tekočih računov za izvajanje kreditnih 
prenosov in direktnih obremenitev nadomestil praviloma ne zaračunavajo 
(zaračunavajo jim nizko mesečno ali letno nadomestilo za vodenje računa). Na drugi 
strani imetnikom poslovnih tekočih računov za izvedbo teh transakcij praviloma 
zaračunavajo nadomestila.285  
 
Zaradi storitev PIS bodo na udaru prihodki bank iz naslova kartičnih plačil.286 Izvedba 
plačila prek ponudnika PIS pomeni namreč alternativo kartičnemu plačevanju.  
 
6.3.2.1 Gospodarski pomen plačil  
 
Plačila so ključen vir prihodka bank. Leta 2014 so na globalni ravni plačila predstavljala 
40 odstotkov vsega prihodka bank. 287  Ta podatek upošteva poleg prihodkov 
neposredno iz naslova plačilnih transakcij tudi prihodke iz naslova transakcijskih 
računov.288 Prihodki neposredno iz naslova plačilnih transakcij so v regiji EMEA289 
znašali približno 55 odstotkov prihodkov iz naslova plačil.290 
 
                                                 
284 Točka c četrtega odstavka 66. člena PSD2. 
285 Oliver Wyman, str. 10–11.  
286 Za opis strukture oziroma vrst nadomestil, ki jih banke zaračunavajo in plačujejo v kartičnih shemah 
in ob izvedbi kartičnih transakcij, glej European Central Bank, Card payments in Europe – a renewed 
focus on SEPA for cards, str. 20, 21. Za banke izdajateljice kartic prihodek poleg nadomestil pomenijo 
tudi obresti na neporavnane obveznosti (Oliver Wyman, str. 12).  
287 McKinsey, Global Payments 2015: A Healthy Industry Confronts Disruption, str. 5–6.  
288 Nadomestila za vodenje in čisti prihodki od obresti iz naslova prekračitve pozitivnega stanja (angl. 
overdraft) in depozitov na tekočih računih in varčevalnih računih z neomejeno možnostjo izvrševanja 
transakcij (tj. transakcijski varčevalni računi) (McKinsey, Global Payments 2015: A Healthy Industry 
Confronts Disruption, str. 8).  
289 Regijo EMEA sestavljajo Evropa, Bližnji vzhod in Afrika.  
290 McKinsey, Global Payments 2015: A Healthy Industry Confronts Disruption, str. 3, 7 in str. 8, Exhibit 
3.  
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Za leto 2015 so ocene pokazale, da pomenijo prihodki iz naslova plačil malih vrednosti 
četrtino vseh prihodkov bank s sedežem v EU iz naslova bančnega poslovanja s 
prebivalstvom.291  
 
Najbolj uporabljen negotovinski plačilni instrument so prav plačilne kartice: v letu 
2015 so predstavljala kartična plačila 47 odstotkov vseh negotovinskih transakcij. S 
kreditnimi prenosi je bilo izvedenih 26 odstotkov vseh negotovinskih transakcij, z 
direktnimi obremenitvami pa 21 odstotkov vseh negotovinskih transakcij.292  
 
Poleg tega so plačilne kartice – natančneje kreditne kartice – najdonosnejši plačilni 
instrument: v Severni Ameriki in zahodni Evropi znašajo prihodki na transakcijo, 
izvedeno s kreditno kartico, približno 2,10 ameriškega dolarja, medtem ko generirajo 
kreditni prenosi in direktne obremenitve približno 0,45 ameriškega dolarja na 
transakcijo. Debetne kartice so najmanj dobičkonosen plačilni instrument: prihodek na 
transakcijo znaša manj kot 0,35 ameriškega dolarja.293 
 
Dejavnost izdajanja plačilnih kartic je izjemno dobičkonosna. Za izdajatelje kreditnih 
kartic je bruto razlika med dobičkom in stroški 65 odstotkov, za izdajatelje debetnih 
kartic pa 47 odstotkov.294 Dobičkonosen je že sam posel izdajanja plačilnih kartic – 
samo izdajanje plačilnih kartic (tj. brez upoštevanja medbančne provizije za kartične 
plačilne transakcije) ustvarja dobičke v 20 državah članicah EU.295  
 
Dobičkonosna je tudi dejavnost pridobivanja plačilnih kartic, čeprav bistveno manj: za 
pridobitelje kreditnih kartic je bruto razlika med dobičkom in stroški 15 odstotkov, za 
izdajatelje debetnih kartic pa pet odstotkov.296 
 
Plačila pa niso le izjemno pomemben vir prihodka bank, temveč imajo tudi širši 
strateški pomen: so ključna za interakcijo in zagotavljanje odnosa s strankami ter 
                                                 
291 Deloitte, Payments distrupted, str. 1.  
292 European Central Bank, Press release, Payment statistics for 2015.  
293 McKinsey, Global Payments 2015: A Healthy Industry Confronts Disruption, str. 11.  
294 European Commission, Interim Report I : Payment Cards, str. iv.  
295 Prav tam.  
296 Prav tam.  
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izhodišče za navzkrižno prodajo preostalih produktov in storitev bank, kot so posojila, 
varčevalni računi, hipoteke, zavarovanja in upravljanje premoženja.297 
 
6.3.2.2 Vpliv tretjih ponudnikov plačilnih storitev 
 
Na račun storitve PIS se bo uporaba plačilnih kartic zmanjšala. To bo vodilo v nižje 
prihodke iz naslova plačilnih transakcij s plačilnimi karticami, tako za banke 
izdajateljice kot za banke pridobiteljice plačilnih kartic. Stopnjo zmanjšanja uporabe 
plačilnih kartic na račun storitve PIS je seveda težko predvideti. Zgovoren pa je na 
primer podatek, da je uporaba alternativnih plačilnih metod za izvajanje plačil na 
področju e-trgovine že zmanjšala uporabo plačilnih kartic. V Evropi je delež kartičnih 
plačil za izvajanje plačil na področju e-trgovine na račun alternativnih plačilnih metod 
upadel z 59 odstotkov leta 2012 na 51 odstotkov leta 2014.298 Na Nizozemskem, kjer 
ponudnik iDeal že ponuja storitev PIS, se kar 55 odstotkov internetnih plačil opravi 
prek ponudnikov PIS. 299  Storitve PIS so očitno realna grožnja za prihodke bank. 
Accenture na primer ocenjuje, da bodo prihodki britanskih bank iz naslova plačil malih 
vrednosti zaradi storitev PIS do leta 2020 upadli za devet odstotkov.300 
 
Na eni strani bo torej uporaba storitev PIS vodila v zmanjšanje števila plačil s plačilnimi 
karticami, za izvedbo katerih banke zaračunavajo provizijo, 301  na drugi strani pa 
Uredba (EU) 2015/751 od junija 2016 (datum začetka uporabe) za izvedene transakcije 
s plačilnimi karticami omejuje možnost zaračunavanja medbančnih provizij in so 
prihodki bank tudi zaradi tega nižji. Medbančne provizije s kreditnimi karticami so 
omejene na 0,3 odstotka vrednosti transakcije, za plačila z debetnimi karticami pa 0,2 
odstotka vrednosti transakcije,302 kar je bistveno manj od povprečja EU pred sprejetjem 
te uredbe: 0,92 odstotka za plačila s kreditnimi karticami in 0,31 odstotka za plačila z 
debetnimi karticami.303 Accenture na primer ocenjuje, da se bodo prihodki britanskih 
                                                 
297 Deloitte, Payments distrupted, str. 1. 
298 Accenture, How payments regulation will disrupt and reshape Europe’s card payments ecosystem, 
str. 5.  
299  Evropska komisija, Payment Services Directive: frequently asked questions, odgovor na 21. 
vprašanje.  
300 Accenture, Seizing the Opportunities Unlocked by the EU’s Revised Payment Services Directive, 
PSD2, str. 3.  
301 Glej sprotno opombo št. 286.  
302 Več o tem v poglavju 6.2.3 Sprememba normativnega okvira EU. 
303 Verma, Teague, str. 5.  
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bank na račun te uredbe zmanjšali za 27 odstotkov.304 Na drugi strani se bodo stroški 
trgovcev v EU zmanjšali za tri milijarde evrov za kreditne kartice in 1,7 milijarde evrov 
za debetne kartice. To zmanjšanje stroškov bo izhajalo iz zmanjšanja prihodkov 
izdajateljev kartic.305 
 
Velikost vpliva storitev PIS na uporabo plačilnih kartic bo odvisna od ravni sprejema 
teh storitev s strani uporabnikov. Na raven sprejema vplivajo številni dejavniki, kot na 
primer kakovost uporabniške izkušnje in navade ter pričakovanja potrošnikov. 306 
Izjemno pomemben dejavnik, ki ga velja posebej omeniti, je narava ponudnikov 
storitev PIS. PSD2 olajšuje vstop na trg plačil tehnološkim velikanom, kot so Apple, 
Google, Facebook, Amazon, Microsoft, Tencent in Alibaba.307 Ti že imajo široko bazo 
zvestih strank. Prihodke generirajo tudi (zlasti) zunaj plačilnih storitev in razpolagajo z 
obsežnimi denarnimi rezervami, kar pomeni visok potencial za navzkrižno 
financiranje. 308  Zato so zelo pomembna grožnja. Plačilne storitve lahko namreč 
ponudijo brezplačno ali pod tržnimi cenami – v tem smislu so plačilne storitve kanal, 
prek katerega bodo stranke pritegnili v omrežje in jim ponudili druge, plačljive storitve 
ali pa pridobljene podatke o strankah unovčili prek analize masovnih podatkov (angl. 
big data analytics).309  
 
Vendar pa se bo trg elektronskih plačil v prihodnosti povečeval. Uporaba kartičnih 
plačilnih instrumentov za izvajanje elektronskih plačil bo na račun storitev PIS resda 
razmeroma manjša, a na povečanem trgu. Rast obsega e-trgovanja je izjemna, 
vzporedno z njim pa velja enako tudi za uporabo elektronskih plačil.310 Evropski trg e-
trgovanja se je med letoma 2009 in 2013 povečal za 110 odstotkov ter je bil drugi 
najhitreje rastoči trg e-trgovanja na svetu.311 V EU se je med letoma 2008 in 2015 delež 
podjetij, ki izdelke prodajajo (tudi) prek spleta, povečal za sedem odstotkov; te družbe 
                                                 
304 Accenture, Seizing the Opportunities Unlocked by the EU’s Revised Payment Services Directive, 
PSD2, str. 3.  
305 Verma, Teague, str. 5.  
306 Več o tem v poglavju 6.2.1 Spremenjene navade potrošnikov in razvoj e-trgovine.  
307 Več o gospodarski družbi Alibaba in njeni plačilni rešitvi v Lee Khuo Chuen, G.S. Teo, v: Shojai in 
drugi, str. 27–31.  
308 Pomen navzkrižnega financiranja za uspeh poslovanja operaterjev digitalnih platform je izpostavljen 
v Dapp, str. 15. 
309 McKinsey, Global Payments 2015: A Healthy Industry Confronts Disruption, str. 15; Bott, str. 11; 
Lee Khuo Chuen, G.S. Teo, v: Shojai in drugi, str. 27.  
310 A.T.Kearney, str. 4. 
311 Hitreje je rasel le azijskopacifiški trg – med letoma 2009 in 2013 za 302 odstotka (Twenga Solutions).  
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so leta 2015 predstavljale petino vseh družb v EU.312 Rastoč trg e-plačil in e-trgovine 
je brez dvoma priložnost za vse – uveljavljene in novonastajajoče – ponudnike plačilnih 
storitev. Ob tem pa ne gre pozabiti, da lahko vlogo ponudnika PIS prevzamejo tudi 
banke.  
 
6.3.3 Vpliv na sosednje trge 
 
Storitve PIS ne bodo vodile le v izgubo prihodkov neposredno iz naslova kartičnih 
transakcij. Banke bodo zaradi zmanjšanega izvrševanja plačil prek bank do neke mere 
izgubile izjemno pomemben kanal za interakcijo s strankami, kar pomeni zmanjšano 
možnost navzkrižne prodaje. Plačilne storitve so namreč odličen kanal za navzkrižno 
prodajo. Banke lahko strankam, ki uporabljajo njihove plačilne storitve, enostavno 
ponudijo izdelke in storitve, povezane s plačilnim računom (na primer kreditno linijo v 
primeru prekračitve stanja na računu).313 Podobno posledico bodo imele storitve AIS, 
saj bodo na račun storitev AIS imetniki plačilnih računov do svojih računov manj 
dostopali prek spletnega bančništva.314 Posameznik, ki dostopa do svojega računa prek 
tretjega ponudnika, skoraj v celoti izgubi stik z banko, pri kateri ima odprt račun, zato 
mu bo ta težje ponudila svoje storitve.  
 
Na drugi strani bodo tretji ponudniki, ki se bodo tržno uveljavili kot ponudniki PIS 
in/ali AIS, verjetno izkoristili tržni položaj na trgu plačilnih storitev in bližino 
uporabniku ter razširili ponudbo na sosednje trge, kot na primer posojanje.315 Primer je 
PayPal, ki je kot nebačni ponudnik zgradil znatno bazo strank, ki uporabljajo njegove 
plačilne storitve. Počasi, a zanesljivo se širi na sosednje trge, na primer s PayPal Credit, 
ki strankam ponuja kreditno linijo.316 Storitev AIS bo brez dvoma olajšala vstop na trg 
alternativnim posojilodajalcem, saj jim dostop do informacij o računu potencialnega 
kreditojemalca omogoča, da lažje ocenijo njegovo kreditno sposobnost in oblikujejo 
ceno kredita.317 
                                                 
312 Eurostat.  
313 Bott, str. 11. 
314 Accenture, How payments regulation will disrupt and reshape Europe’s card payments ecosystem, 
str. 10; Open Data Institute, Fingleton Associates, str. 43–44. 
315 Cortet in drugi, str. 21; Sandrock, Firnges, str. 9; The Boston Consulting Group, str. 4.  
316 Cortet in drugi, str. 20.  
317 Open Data Institute, Fingleton Associates, str. 12; The Boston Consulting Group, str. 4.  
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6.3.4 Odprava informacijske asimetrije kot pomemben 
dejavnik krepitve konkurence na trgu bančnih 
produktov  
 
Raziskave kažejo, da je informacijska asimetrija oziroma otežen dostop do relevantnih 
informacij eden ključnih razlogov za omejeno konkurenco na trgu bančnih produktov. 
Evropska komisija v svojem sporočilu o preiskavi sektorja bančnega poslovanja s 
prebivalstvom ugotavlja, da so odločitve strank bančnega poslovanja s prebivalstvom 
med drugim omejene zaradi asimetrije informacij. Ta se razlikuje glede na 
kompleksnost produktov, ki se prodajajo, in preglednost cen. Jasne in pregledne 
informacije za potrošnike lahko prispevajo k zmanjšanju težav glede informacij.318 
 
Britanski konkurenčni organ podobno ugotavlja, da je težko primerjati stroške tekočih 
osebnih računov pri različnih ponudnikih na podlagi informacij na njihovih spletnih 
straneh, saj je struktura zaračunavanja nadomestil pri različnih ponudnikih različna, 
strukture zaračunavanja različnih ponudnikov pa niso enostavno primerljive. 319 
Podobna je ugotovitev glede obstoja informacijske asimetrije na trgu bančnih 
produktov za majhna in srednje velika podjetja: 320  težko je primerjati stroške in 
kakovost produktov, ki jih ponujajo različni bančni ponudniki.321 Poleg tega obstoječi 
ponudnik bančnih produktov določenega majhnega ali srednje velikega podjetja 
razpolaga z bistveno več informacijami o tem podjetju kot drugi ponudniki, kar je 
pomembna konkurenčna prednost zlasti pri ocenjevanju kreditne sposobnosti in ovira 
za vstop in širitev majhnih in novejših ponudnikov na trgu.322 Logično enako velja za 
ocenjevanje kreditne sposobnosti fizičnih oseb.  
 
                                                 
318 Komisija Evropskih skupnosti, Sporočilo Komisije : Preiskava sektorja v skladu s členom 17 Uredbe 
št. 1/2003 v zvezi z bančnim poslovanjem s prebivalstvom (končno poročilo), str. 9, točka 33.  
319 Competition & Markets Authority, Personal Current Accounts, str. 61.  
320 Open Data Institute, Fingleton Associates, str. 11.  
321 Financial Conduct Authority, Competition & Markets Authority, Banking services to small and 
medium-sized enterprises, str. 122.  
322 Financial Conduct Authority, Competition & Markets Authority, Banking services to small and 
medium-sized enterprises, str. 97.  
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Informacijska asimetrija je torej pomemben faktor pri ohranjanju prevladujočega 
položaja uveljavljenih bank. Klasična ekonomska teorija uči, da so med konkurenti 
vzpostavljeni enaki pogoji delovanja (angl. level playing field), stroški zamenjave med 
različnimi ponudniki in vstopne ovire pa so nizki, ko uporabniki razpolagajo s  
popolnimi informacijami o produktu. Predpostavke dobro delujočega trga so 
naslednje: 323  i) cene so za uporabnike transparentne; ii) vsebina produkta je za 
uporabnike transparentna; iii) stroški zamenjave ponudnika so za uporabnike nizki; iv) 
vstopne ovire za vstop na trg določenega produkta so nizke. V nadaljevanju je 
predstavljeno, kako lahko storitve AIS pomembno vplivajo na izpolnjenost vsake od 
teh predpostavk, s čimer prispevajo k intenzivnejši cenovni konkurenci na trgu bančnih 
produktov.324 
 
i) Cene so za uporabnike transparentne: ponudnik storitve AIS lahko na podlagi 
informacij o računu imetniku računa predloži natančen izračun stroškov, povezanih z 
računom (oziroma informacijo, kje uporabnik največ »zapravi«). Če ponudnik storitve 
AIS v svoj produkt vgradi primerjavo stroškov odprtja in vodenja računa med 
različnimi ponudniki računov, lahko uporabnika usmeri na drugega ponudnika, ki je z 
vidika njegovih potreb cenejši.325 Učinkovitost primerjave stroškov je seveda odvisna 
od obsega javno dostopnih informacij in sposobnosti ponudnika storitve AIS, da te 
informacije pridobi in jih ustrezno posodablja.326  
 
Povečana transparentnost in okrepljena konkurenca na trgu bančnih produktov bosta 
imeli za posledico zniževanje cen. Če bodo posledice uvedbe platform za primerjavo 
cen na trgu bančnih produktov podobne posledicam uvedbe teh platform na drugih 
                                                 
323 Open Data Institute, Fingleton Associates, str. 12; Accenture, How payments regulation will disrupt 
and reshape Europe’s card payments ecosystem, str. 10.  
324 The Boston Consulting Group, str. 3.  
325 Open Data Institute, Fingleton Associates, str. 12. Primer je ameriško podjetje MaxMyInterest, ki 
uporabnikom na enem mestu zagotavlja pregled nad vsemi njihovimi računi in sredstva samodejno 
prenese na račun z najvišjim mesečnim donosom (The Boston Consulting Group, str. 3).  
326  Direktiva 2014/92/EU Evropskega parlamenta in Sveta z dne 23. julija 2014 o primerljivosti 
nadomestil, povezanih s plačilnimi računi, zamenjavi plačilnih računov in dostopu do osnovnih plačilnih 
računov državam članicam nalaga, da morajo potrošnikom na nacionalni ravni omogočiti dostop do vsaj 
enega spletnega mesta za primerjavo stroškov za plačilne račune. Podobnih zahtev za druge finančne 
storitve v pravu EU ni (Evropska komisija, Akcijski načrt o finančnih storitvah za potrošnike: boljši 
produkti, večja izbira, str. 6).  
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trgih, kot na primer zavarovalništvo, bi cene določenih bančnih produktov v bližnjem 
do srednjeročnem obdobju lahko upadle za 10 do 15 odstotkov.327 
 
ii) Vsebina produkta je za uporabnike transparentna: stopnja razlikovanja med 
plačilnimi računi in bančnimi produkti na splošno, ki jih ponujajo različni ponudniki, 
je nizka. Bančni produkti različnih ponudnikov se razlikujejo predvsem po njihovi 
strukturi in strukturi zaračunanih nadomestil, ne pa po vsebini produkta in dodani 
vrednosti za uporabnika. Kompleksne strukture produktov in nadomestil uporabnikom 
otežujejo primerjavo produktov različnih ponudnikov. Vendar bodo ob uvedbi orodij 
za primerjavo cen bančnih produktov različnih ponudnikov banke, katerih produkti se 
od produktov konkuretov razlikujejo zgolj po produktni in cenovni strukturi, 
uporabnike težko obdržale, če jim ne bodo ponudile produktov z dodano vrednostjo. V 
tem smislu je lahko sodelovanje s tretjimi ponudniki s ciljem oblikovanja inovativnih 
rešitev pomembna priložnost za banke in sredstvo za njihovo diferenciacijo;328 
 
iii) Stroški zamenjave ponudnika so za uporabnika nizki: zmanjšani »informacijski« 
stroški zamenjave (kot opisano pod točko i) bodo do neke mere olajšali 
»preskakovanje« med ponudniki bančnih produktov. 329  Za zmanjšanje upravnih 
neprijetnosti zamenjave ponudnika plačilnega računa je evropski zakonodajalec z 
Direktivo o plačilnih računih330 že uvedel pravico potrošnikov, da v 14 dneh zamenjajo 
plačilne račune, pri čemer ponudniki poskrbijo za operativne vidike. Eden izmed 
razlogov, da potrošniki redko zamenjajo svojega ponudnika finančnih storitev, so 
namreč tudi upravne neprijetnosti, povezane s tem.331 
 
                                                 
327 The Boston Consulting Group, str. 5.  
328 Open Data Institute, Fingleton Associates, str. 12; Parliament of the United Kingdom, 23. odstavek. 
Evropska komisija ugotavlja, da se potrošniki pogosto ne odločijo za ugodnejši finančni produkt tudi 
zaradi pomanjkanja objektivnih in verodostojnih informacij o finančnih produktih (Evropska komisija, 
Akcijski načrt o finančnih storitvah za potrošnike: boljši produkti, večja izbira, str. 6–7 ).  
329 Glej tudi The Boston Consulting Group, str. 3; Gulamhuseinwala in drugi, v: Shojai in drugi, str. 23. 
Ti izpostavljajo obremenjujoč postopek zamenjave računa kot vstopno oviro, ki ščiti dominantni položaj 
bank.   
330  Direktiva 2014/92/EU Evropskega parlamenta in Sveta z dne 23. julija 2014 o primerljivosti 
nadomestil, povezanih s plačilnimi računi, zamenjavi plačilnih računov in dostopu do osnovnih plačilnih 
računov. 
331 Evropska komisija, Akcijski načrt o finančnih storitvah za potrošnike: boljši produkti, večja izbira, 
str. 6. 
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iv) Vstopne ovire za vstop na trg določenega produkta so nizke: storitev AIS je 
izjemnega pomena za nebančne posojilodajalce, ki bodo s pomočjo podatkov o 
plačilnem računu potencialnega kreditojemalca lažje ocenili njegovo kreditno 
sposobnost in oblikovali ceno kredita.332 
 
6.4 Strateške možnosti bank ob uvedbi »odprtega« 
dostopa do računov 
 
Anketa evropskih bank, izvedena leta 2015, je pokazala, da se več kot 70 odstotkov 
bank strinja, da bodo morale zaradi PSD2 spremeniti svoj poslovni model.333 Banke se 
očitno zavedajo, da zgolj zagotovitev skladnosti s PSD2 ni primeren odziv na 
spremembe, ki jih prinaša. Banke morajo pred vsem poseči po učinkovitih obrambnih 
ukrepih, nato pa razviti poslovne modele, ki bodo v novem regulatornem okolju 
konkurenčni.334 V nadaljevanju so najprej predstavljeni obrambni ukrepi, ki so z vidika 
zagotavljanja vpletenosti banke v potrošnikov vsakdan še posebno ključni, nato pa so 
orisani poslovni modeli, ki se jih banke ob uveljavitvi PSD2 lahko poslužijo. Opisani 
poslovni modeli se med seboj ne izključujejo.  
 
6.4.1 Obrambni ukrepi 
 
Rešitve finančno-tehnoloških podjetij so med uporabniki priljubljene predvsem zaradi 
enostavnosti uporabe, kakovosti uporabniške izkušnje in boljše funkcionalnosti. 335 
Zato je za banke vitalnega pomena, da strankam ponudijo visoko intuitivno in 
personalizirano spletno in mobilno bančništvo, ki omogoča preprosto in učinkovito 
upravljanje dnevnih bančnih aktivnosti. Strankam morajo ponuditi uporabniku prijazna 
in priročna digitalizirana plačila. Dodano vrednost svojih produktov naj povečajo s 
pošiljanjem »opozorilnih« sporočil ob nastopu dogodkov, ki so za uporabnika 
pomembni (na primer ko uporabnik prekorači vnaprej opredeljeno omejitev porabe in 
                                                 
332 Open Data Institute, Fingleton Associates, str. 12; The Boston Consulting Group, str. 4.  
333 Finextra Research, FIS, str. 11, 12.  
334 The Boston Consulting Group, str. 6.  
335 Gulamhuseinwala in drugi, v: Shojai in drugi, str. 20; Deutsche Bank, FinTech 2.0: Creating new 
opportunities through strategic alliance, str. 10.  
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ko se približa prekračitvi stanja na računu), in »svetovalnih« sporočil (na primer 
nasvetov glede optimizacije razporeditve sredstev med tekoče in varčevalne račune, 
upoštevaje vzorec pretekle porabe).  
 
Banke naj stranko postavijo v središče pozornosti tudi s pomočjo učinkovitejšega 
upravljanja podatkov.336 Banka lahko s pomočjo razpoložljivih podatkov o strankah 
oblikuje izdelke in storitve za navzkrižno prodajo bolj ciljno naravnano.337 Z uvedbo 
storitve AIS bo nabor podatkov o uporabniku, ki so banki na voljo, povečan. Svetovalna 
družba McKinsey je prav bančno industrijo uvrstila med enega izmed tržnih segmentov, 
ki mu lahko boljša uporaba podatkov o strankah in tržnih podatkov prinese največ 
koristi.338 
 
Digitalizacija bančnega poslovanja (t. i. digitalno bančništvo) bo ključna. Izraz 
digitalno bančništvo označuje distribucijo bančnih produktov prek digitalnih kanalov 
(na primer odprtje plačilnega računa 339  in najem kredita prek spleta 340);  uporabo 
najmodernejše tehnologije za ustrezno in hitro prepoznavanje potreb strank; možnost 
strank, da z banko komunicirajo prek vseh – analognih in (zlasti) digitalnih – kanalov341 
ter avtomatizacijo storitev.342 Banke, ki svojega poslovanja ne bodo digitalizirale, bodo 
izjemno težko konkurirale rešitvam finančno-tehnoloških družb.343 Poslovni modeli 
finančno-tehnoloških družb so namreč že v osnovi digitalni. Njihove plačilne rešitve 
temeljijo na uporabi spleta in mobilnega telefona.344 Med razlogi, ki govorijo v prid 
nujnosti digitalizacije bančnega poslovanja, so brez dvoma tudi pričakovanja 
uporabnikov.345  Zgovoren je na primer podatek, da bi kar 37 odstotkov evropskih 
potrošnikov zamenjalo ponudnika plačilnih storitev, če jim ta ne bi zagotavljal 
najnovejše tehnologije. 346  Digitalizacija poslovanja je ključna tudi z vidika 
                                                 
336 Dapp, str. 31, 34. 
337 The Boston Consulting Group, str. 6.  
338 BNY Mellon, str. 4.  
339 V Sloveniji je to prva omogočila banka UniCredit Banka Slovenija d.d. (Kos). 
340 NLB načrtuje pridobivanje posojila po spletu brez obiska poslovalnice (Kos).  
341 Glej tudi Kos.  
342 Cuesta in drugi, str. 4.  
343 Prav tam, str. 1–4. 
344 Dapp, str. 33, 34.  
345 Dapp, str. 33; poglavje 6.2.1 Spremenjene navade potrošnikov in razvoj e-trgovine.  
346 Fujitsu, str. 20; poglavje 6.2.1 Spremenjene navade potrošnikov in razvoj e-trgovine.  
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pridobivanja strank iz drugih držav.347 Očitno bodo banke, ki svojega poslovanja ne 
bodo digitalizirale, čedalje težje obdržale obstoječe stranke in težko pridobile nove.348 
 
Vzpostavitev digitalnih odnosov s strankami je v veliki meri odvisna od tega, ali 
predpisi s področja preprečevanja pranja denarja dopuščajo identifikacijo na daljavo. V 
zvezi s tem velja izpostaviti četrto Direktivo o preprečevanju pranja denarja,349  ki 
sprejema sredstva za elektronsko identifikacijo na podlagi uredbe eIDAS350 kot orodja 
za izpolnjevanje zahtev glede skrbnega preverjanja strank.351 
 
6.4.2 Novi poslovni modeli  
 
6.4.2.1 Banka kot tretji ponudnik plačilnih storitev 
 
Banke bodo lahko v odnosu do drugih bank postale tretji ponudnik plačilnih storitev. 
Banke, ki se bodo odločile za to možnost, bodo dobile neposredno konkurenco v obliki 
številnih ponudnikov tovrstnih storitev: uveljavljenih ponudnikov plačilnih storitev, 
finančno-tehnoloških družb in drugih nebančnih ponudnikov plačilnih storitev, kot so 
na primer tehnološki velikani in spletni trgovci.352  
 
Nebančni ponudniki plačilnih storitev se zaradi manj strogih regulatornih zahtev za 
opravljanje dejavnosti353 soočajo z nižjimi vstopnimi ovirami, kar ustvarja konkurenčni 
pritisk za banke. Zaradi strožjih regulatornih zahtev je delovanje bank in drugih 
kreditnih institucij bolj naravnano k zagotavljanju regulatorne skladnosti in varnosti kot 
                                                 
347 Evropska komisija, Akcijski načrt o finančnih storitvah za potrošnike: boljši produkti, večja izbira, 
str. 13.  
348 Slovenski bančniki se pomena digitalizacije bančnega poslovanja očitno zavedajo. Rdeča nit letne 
slovenske bančne konference je bila namreč letos povezana z digitalizacijo bančnih storitev (Združenje 
bank Slovenije, Dnevi slovenskih bančnikov). 
349 Direktiva (EU) 2015/849 Evropskega parlamenta in Sveta z dne 20. maja 2015 o preprečevanju 
uporabe finančnega sistema za pranje denarja ali financiranje terorizma, spremembi Uredbe (EU) št. 
648/2012 Evropskega parlamenta in Sveta ter razveljavitvi Direktive 2005/60/ES Evropskega parlamenta 
in Sveta in Direktive Komisije 2006/70/ES. 
350  Uredba (EU) št. 910/2014 Evropskega parlamenta in Sveta z dne 23. julija 2014 o elektronski 
identifikaciji in storitvah zaupanja za elektronske transakcije na notranjem trgu in o razveljavitvi 
Direktive 1999/93/ES. 
351 Evropska komisija, Akcijski načrt o finančnih storitvah za potrošnike: boljši produkti, večja izbira, 
str. 13–14. 
352 Cortet in drugi, str. 22.  
353 Poglavje 5.3 Pogoji za opravljanje storitev odreditve plačil in zbiranja informacij o računih po PSD2. 
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k agilnosti in inovacijam.354 Raziskave tudi sicer kažejo, da so uveljavljena podjetja 
učinkovitejša pri snovanju inovacij, ki izboljšujejo določen produkt (t. i. »postopne« 
inovacije, angl. incremental innovation). »Radikalne« inovacije355 so praviloma plod 
podjetij, ki šele vstopajo na določen trg. To velja tudi na področju plačil, kjer so nosilci 
disruptivnih inovacij večinoma nebančni ponudniki plačilnih storitev.356  
 
Na drugi strani banke prav zaradi stroge regulacije uživajo višjo stopnjo zaupanja.357 
Zakonodaja jim na primer zapoveduje visoko stopnjo varstva podatkov o strankah in 
nalaga spoštovanje strogih varnostnih standardov.358 Poleg tega razpolagajo s široko 
mrežo že obstoječih strank. Našteto brez dvoma predstavlja konkurenčno prednost pred 
novonastalimi tretjimi ponudniki plačilnih storitev. Za novoustanovljene finančno-
tehnološke družbe (tehnološki velikani so tu izključeni) so namreč značilni omejeni 
mrežni učinki (angl. network effects),359 saj sta doseg in uveljavitev njihovih rešitev na 
trgu omejena. 360  Prav mrežni učinki pa so ključni za široko uveljavitev in uspeh 
plačilnih rešitev:361 več kot je uporabnikov neke plačilne rešitve, več trgovcev jo bo 
ponudilo, posledično jo bo uporabljalo še več uporabnikov in tako dalje. Več kot bo 
uporabnikov določene plačilne rešitve, bolj bo izpopolnjena, kar bo pritegnilo dodatne 
uporabnike. V luči povedanega najbrž največjo konkurenco bankam na trgu plačilnih 
storitev predstavljajo tehnološki velikani, kot so na primer Apple, Google, Facebook, 
Amazon, Microsoft, Tencent in Alibaba.362  
 
Banke lahko storitve PIS in AIS razvijajo na različne načine, bodisi s pomočjo notranjih 
strokovnjakov 363  ali v sodelovanju s finančno-tehnološkimi družbami. Iz zgoraj 
navedenega jasno izhaja, da je sodelovanje med bankami in finančno-tehnološkimi 
družbami z namenom nudenja plačilnih storitev PIS in AIS koristno za obe strani.364  
                                                 
354 Cortet in drugi, str. 18; Deutsche Bank, FinTech 2.0: Creating new opportunities through strategic 
alliance, str. 8. Glej tudi BNY Mellon, str. 13.  
355 Za opredelitev »postopnih« in »radikalnih« inovacij glej The Innovation Policy Platform.  
356 J. Sullivan, Wang, str. 86. 
357 BNY Mellon, str. 13.  
358 Dapp, str. 29.  
359 Pojem »mrežni učinek« označuje pojav, ko se vrednost blaga oziroma storitve povečuje s številom 
uporabnikov (Shapiro, Varian). 
360 Cortet in drugi, str. 16. 
361 Glej na primer J. Sullivan, Wang, str. 87. 
362 Glej tudi poglavje 6.3.2.2 Vpliv tretjih ponudnikov plačilnih storitev.  
363 Deloitte, Payments Disrupted, str. 35.  
364 Glej tudi BNY Mellon, str. 14; Deutsche Bank, FinTech 2.0: Creating new opportunities through 
strategic alliance, str. 7.  
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6.4.2.2 Sodelovanje bank s tretjimi ponudniki plačilnih storitev 
 
Modeli sodelovanja med bankami in finančno-tehnološkimi družbami so različni. 
Banke se lahko prek naložb tveganega kapitala odločijo za »posredno« udeležbo v 
finančno-tehnološkem sektorju. 365  Lahko pa s finančno-tehnološkimi družbami 
sodelujejo na bolj neposreden način, ki jim omogoča uvedbo inovativnih rešitev (na 
primer storitev PIS in AIS) znotraj organizacije. Primeri tovrstnega sodelovanja 
vključujejo: 
– najem zunanjih razvijalcev za razvoj finančno-tehnoloških rešitev;366 
– nakup posameznih finančno-tehnoloških rešitev;367 
– oblikovanje pospeševalnikov (angl. accelerators) za finančno-tehnološke 
družbe;368 
– prevzem finančno-tehnološke družbe (pridobitev kapitalske udeležbe);369 
– nudenje komunikacijskih vmesnikov zunanjim razvijalcem (praviloma 
vmesnikov za programiranje/vmesnikov API). Komunikacijski vmesniki 
zunanjim razvijalcem omogočijo razvoj inovativnih aplikacij, ki osnovni 
ponudbi banke dodajo nove funkcionalnosti;370  
– partnerstvo med bankami in finančno-tehnološkimi družbami z namenom 
skupnega razvoja rešitev ali vgradnje rešitev finančno-tehnološke družbe v 
bančne produkte in storitve.371 
 
6.4.2.3 Monetizacija komunikacijskih vmesnikov  
 
Ena od možnosti sodelovanja med bankami in finančno-tehnološkimi podjetji je ta, da 
banke zunanjim razvijalcem ponudijo komunikacijske vmesnike (praviloma vmesnike 
                                                 
365 BNY Mellon, str. 13; KPMG, The Pulse of Fintech, Q4 2016, str. 62.  
366 Deloitte, Payments Disrupted, str. 35.  
367 McKinsey, Global Payments 2015: A Healthy Industry Confronts Disruption, str. 18; ICAR.  
368 BNY Mellon, str. 13–14; Bunea in drugi, str. 126–127; KPMG, str. 62; McKinsey, Global Payments 
2015: A Healthy Industry Confronts Disruption, str. 18, Exhibit 7, in str. 19; Deutsche Bank, FinTech 
2.0: Creating new opportunities through strategic alliance, str. 7, 17. 
369 KPMG, The Pulse of Fintech, Q4 2016, str. 62; McKinsey, Global Payments 2015: A Healthy Industry 
Confronts Disruption, str. 18; Bunea in drugi, str. 127; ICAR.  
370 Več o tem v poglavju 6.4.2.3 Monetizacija komunikacijskih vmesnikov. 
371 McKinsey, Global Payments 2015: A Healthy Industry Confronts Disruption, str. 19; ICAR.  
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za programiranje/vmesnike API),372 ki tem omogočijo razvoj inovativnih aplikacij.373 
Banka tako postane »platforma« za inovacije. 374  Ena od prednosti omogočanja 
tovrstnega dostopa je, da zunanji razvijalci osnovni ponudbi banke dodajo nove 
funkcionalnosti.375   
 
Implementacija komunikacijskih vmesnikov bo po uveljavitvi PSD2 nujna za 
zagotovitev skladnosti poslovanja bank s PSD2. 376  Vendar pa lahko banke prek 
komunikacijskih vmesnikov tretjim ponudnikom omogočijo širši dostop do računov, 
kot ga zapoveduje PSD2. V primeru omogočanja širšega dostopa lahko zanj zaračunajo, 
se z zunanjimi razvijalci dogovorijo za delitev dobička in podobno. 377  S tem si 
zagotovijo dodaten pritok dohodkov.  
 
Omogočanje širšega dostopa je za banke koristno tudi pri reševanju problema 
odsotnosti diferenciacije, ki je značilen za bančne produkte.378 Uporabniki bančnih 
produktov zaradi nizke stopnje diferenciacije bančnih produktov nimajo motivacije za 
menjavo banke. Funkcionalnosti, ki bi jih tretji ponudniki dodali osnovni ponudbi 





PSD2 je brez dvoma prelomen akt za trg plačilnih storitev. Z uvedbo standardiziranega 
sistema, ki deluje v celotni EU, je zagotovila podlago za razvoj nove generacije 
                                                 
372 Glej poglavje 6.4.2.2 Sodelovanje bank s tretjimi ponudniki plačilnih storitev.  
373 Za primere bank, ki so omogočile tovrsten dostop zunanjim razvijalcem, in funkcionalnosti, ki so jih 
tej razvili, glej Open Data Institute, Fingleton Associates, str. 19.   
374 V nebančnem kontekstu je primer tovrstne platforme za inovacije App Store gospodarske družbe 
Apple. Vmesniki podjetja Apple zunanjim razvijalcem programske opreme omogočajo, da se povežejo 
s sestavnimi deli programske in strojne opreme na mobilnem telefonu iPhone (na primer s kamero, GPS 
senzorjem, zbirko fotografij in imenikom). Rezultat tega so številne aplikacije, ki so na voljo v App 
Store-u in ki brez dvoma bistveno povečujejo uporabnost mobilnega telefona iPhone.  
375 Deloitte, Payments Disrupted, str. 35, 37; McKinsey, Global Payments 2015: A Healthy Industry 
Confronts Disruption, str. 19; Salmony, str. 8, 11; Open Data Institute, Fingleton Associates, str. 18–20.  
376 Glej poglavje 5.4.4 Komunikacija med ponudnikom AS in tretjim ponudnikom.  
377 Cortet in drugi, str. 23.  
378 Glej poglavje 6.3.4 Odprava informacijske asimetrije kot pomemben dejavnik krepitve konkurence 
na trgu bančnih produktov.  
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finančnih storitev379 in na trg plačilnih storitev uvedla dobrodošlo konkurenco. Tretjim 
ponudnikom plačilnih storitev, ki ne vodijo plačilnih računov svojih strank, z uvedbo 
komunikacijskih vmesnikov zagotavlja učinkovit način dostopa do plačilnih računov, 
ki jih imajo stranke odprte drugje. Tretji ponudniki plačilnih storitev so sicer obstajali 
že pred sprejemom PSD2, vendar ima tovrstno »odprtje« računov v primerjavi s 
trenutno uveljavljenimi načini dostopa do plačilnih računov, med katere spada zlasti t. 
i. screen scraping, številne prednosti. Na eni strani tretjim ponudnikom omogoča razvoj 
učinkovitejših plačilnih rešitev, na drugi strani pa zagotavlja varnost uporabnikov pri 
plačevanju in dostopanju do plačilnega računa.380 PSD2 nadalje licenciranim tretjim 
ponudnikom plačilnih storitev omogoča delovanje na vseh trgih znotraj EU. S tem jim 
omogoča doseganje učinkov ekonomije obsega in povečuje uporabnost njihovih 
plačilnih rešitev za spletne trgovce, ki delujejo na nadnacionalnih trgih. Uporabnikom 
daje izbiro, saj jim omogoča uporabo plačilnih rešitev raznovrstnih ponudnikov iz 
različnih držav članic. »Odprtje« računov je tako brez dvoma dobrodošla novost za 
nebančne ponudnike plačilnih storitev in za uporabnike plačilnih storitev. Poslovno 
priložnost pa pomeni tudi za banke, ki lahko v odnosu do drugih bank same postanejo 
tretji ponudnik plačilnih storitev.  
 
Vendar PSD2 v nekaterih delih ne najde pravega ravnotežja med obveznostmi in 
pravicami bank in drugih ponudnikov AS ter tretjih ponudnikov. Bankam nalaga 
vzpostavitev komunikacijskih vmesnikov, prek katerih bodo tretji ponudniki lahko 
varno dostopali do plačilnih računov bankinih strank. Vzpostavitev in vzdrževanje 
komunikacijskih vmesnikov pomeni izjemno visok strošek.381 Vendar banka tretjim 
ponudnikom za dostop do plačilnih računov ne sme zaračunati niti upravičenih 
stroškov, ki ji zaradi tega nastanejo. Z vidika zagotavljanja učinkovite konkurence na 
trgu plačilnih storitev je omogočanje dostopa do omrežja, ki je nujno za zagotavljanje 
plačilnih storitev (tj. množica plačilnih računov), ključno. Vendar celo 
konkurenčnopravna doktrina »bistvenih zmogljivosti« (angl. »essential facilities 
doctrine«), ki je vzpostavila obveznost družb – lastnic omrežij –, da omogočijo dostop 
                                                 
379 Mersch, po Združenje bank Slovenije, Dnevi slovenskih bančnikov. 
380 Pomankljivosti trenutno uveljavljenih načinov dostopanja do plačilnih računov so opisane v poglavju 
4.1.1 Pomankljivosti trenutno uveljavljenih načinov dostopanja tretjih ponudnikov do plačilnih računov. 
381  Več o stroških, ki so povezani z vzpostavitvijo komunikacijskih vmesnikov, v poglavju 6.3.1 
Povečani stroški informacijske tehnologije. 
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do omrežij, ki pomenijo bistveno zmogljivost, 382  lastnicam teh omrežij dovoljuje 
zaračunavanje upravičenih stroškov, ki nastanejo z omogočanjem dostopa do omrežja 
konkurentom.383 Zdi se, da PSD2 na banke prelaga nesorazmerno veliko breme. Prvič, 
bankam prepoveduje, da bi upravičene stroške vzpostavitve komunikacijskih 
vmesnikov preložile na tretje ponudnike plačilnih storitev, ki bodo z »odprtjem« 
računov postali njihovi neposredni konkurenti na trgu plačilnih storitev. Drugič, uvaja 
primarno odgovornost bank za neizvršene oziroma nepravilno izvršene plačilne 
transakcije tudi takrat, ko je bilo plačilo odrejeno prek tretjega ponudnika.384 Navedeno 
je še toliko bolj sporno, če bo obveljala razlaga, da lahko močno avtentikacijo stranke, 
ki dostopa do svojega bančnega računa prek tretjega ponudnika, izvajajo tudi tretji 
ponudniki (ob odsotnosti pogodbenega razmerja z banko).385 V tem primeru bo namreč 
banka izgubila nadzor nad postopkom preverjanja istovetnosti stranke (plačnika), kljub 
temu pa bo plačniku primarno odgovarjala za neizvršene oziroma nepravilno izvršene 
transakcije odrejene prek tretjega ponudnika.  
 
Na drugi strani je PSD2 tudi z vidika zagotavljanja učinkovitega vstopa na trg tretjim 
ponudnikov plačilnih storitev pomanjkljiva. Nekatere določbe PSD2 in Varnostnih 
standardov, ki so ključne za presojo dopustnosti poslovnih modelov in plačilnih rešitev 
tretjih ponudnikov, so izjemno nejasne in ne dajejo jasnega odgovora glede pravic in 
obveznosti bank ter tretjih ponudnikov.  
 
Najbolj sporna je gotovo dilema, ali močno avtentikacijo stranke lahko izvaja le 
ponudnik AS, pri katerem ima uporabnik odprt račun, ali tudi tretji ponudnik.386 Ko 
stranka plačuje ali sicer dostopa do računa prek spleta, avtentikacija predstavlja 
najdaljši in najbolj obremenjujoč del postopka vstopa v spletno banko. Če se bodo 
določbe PSD2 in Varnostnih standardov razlagale tako, da močno avtentikacijo lahko 
izvaja le banka, pri kateri ima uporabnik odprt račun, bo tretjim ponudnikom odvzet 
nadzor nad uporabniško izkušnjo in oteženo oblikovanje lastnih plačilnih rešitev. Na 
                                                 
382 Več o tem v poglavju 1 Uvod.  
383 Grilc.  
384 Več o tem v poglavju 5.4.5 Odgovornost za neodobrene, neizvršene ali nepravilno izvršene transakcije 
pri storitvah odreditve plačil.  
385 Več o tem v poglavju 5.4.3.3 Pristojnost za izvedbo močne avtentikacije stranke pri izvajanju storitev 
PIS in AIS. 
386 Več o tem v poglavju 5.4.3.3 Pristojnost za izvedbo močne avtentikacije stranke pri izvajanju storitev 
PIS in AIS.  
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drugi strani je že zaradi  primarne odgovornosti banke za neizvršene oziroma 
nepravilno izvršene plačilne transakcije sporno, da banka izgubi nadzor nad 
preverjanjem istovetnosti stranke, ki dostopa do računa. Nekak kompromis bi bila 
rešitev iz prvega osnutka Varnostnih standardov: tretji ponudnik sicer lahko izvaja 
lasten postopek avtentikacije, vendar le pod pogojem, da ima sklenjeno pogodbo s 
ponudnikom AS, ki to dovoljuje. Banka v tem primeru ohrani nadzor nad postopkom 
močne avtentikacije stranke, tretjemu ponudniku pa je omogočeno oblikovanje lastne 
plačilne rešitve. Vendar tudi ta rešitev ni optimalna, saj je odločitev o sklenitvi pogodbe 
v diskreciji ponudnika AS. Ta lahko z zavrnitvijo sklenitve pogodbe onemogoči razvoj 
določene plačilne rešitve tretjega ponudnika. Nikakor ne gre pozabiti, da je cilj PSD2 
med drugim spodbuditi razvoj uporabniku prijaznih plačilnih rešitev in povečati 
konkurenco na trgu plačilnih rešitev. Konkurenca pa se gotovo ne bo povečala, če bodo 
plačilne rešitve tretjih ponudnikov zaradi zahtevnih postopkov avtentikacije (kot je na 
primer preusmeritev v spletno banko uporabnika),387 že vnaprej obsojene na propad.  
 
Če bo obveljalo, da imajo tretji ponudniki pravico izvajati lastne postopke avtentikacije 
tudi ob odsotnosti pogodbenega razmerja z banko,388 se bo moralo spremeniti zasidrano 
prepričanje, da so edinole banke zaupanja vreden partner pri izvajanju plačilnih storitev. 
Nebančni ponudniki bodo morali ne nazadnje za opravljanje plačilnih storitev pridobiti 
licenco, v ta namen pa zadostiti številnim varnostnim zahtevam. Tudi tretje ponudnike 
bodo na primer zavezovale določbe Varnostnih standardov, ki ponudnikom plačilnih 
storitev nalagajo izvajanje rednih revizij postopkov močne avtentikacije stranke s strani 
notranjih in zunanjih revizorjev. Revizorska poročila bodo morala biti pristojnim 
organom na voljo na njihovo zahtevo.389  
 
Slabost PSD2 je tudi v nejasni ureditvi datuma nastopa obveznosti bank, da »odprejo« 
račune.390 Zaradi nejasne določbe PSD2 se ključni deležniki na trgu plačil le nekaj 
mesecev pred uveljavitvijo PSD2 sprašujejo o datumu začetka uporabe določb, ki so za 
                                                 
387 Glej poglavje 5.4.3.3.1 Postopek izvedbe močne avtentikacije stranke (“decoupled”, “redirected“, 
“embedded”).  
388 V tem primeru bo sicer treba upoštevati tudi zakonodajo s področja bančništva o dolžnosti varovanja 
zaupnih podatkov (glej poglavje 5.4.3.3 Pristojnost za izvedbo močne avtentikacije stranke pri izvajanju 
storitev PIS in AIS).  
389 3. člen končnega osnutka Varnostnih standardov (EBA, Final Report, str. 19). 
390 Glej poglavje 5.2 Začetek uporabe PSD2 in Varnostnih standardov v državah članicah.  
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dostopanje tretjih ponudnikov do računov ključne. To je nedopustno in na inovacije 
gotovo ne deluje spodbudno.  
 
Na uporabnost in posledično uspešnost plačilnih rešitev ponudnikov PIS bodo znatno 
vplivale tudi omejitve, ki izhajajo iz načina delovanja plačilne infrastrukture bank. 
Trgovci bodo plačilne rešitve ponudnikov PIS množično uporabljali le, če jim bodo tej 
sposobni zagotoviti, da bodo znesek plačila, ki je bilo odrejeno prek ponudnika PIS, 
zares prejeli. Ponudnik PIS bo ob uspešni odreditvi plačilnega naloga trgovca o tem 
obvestil. Vendar dejstvo, da je bilo plačilo uspešno odrejeno, prejemniku plačila ne 
jamči nujno prejema odrejenega zneska. PSD2 namreč od bank ne zahteva knjiženja 
plačil v realnem času 24/7/365 ali vzpostavitve shem za takojšnja plačila.391  
 
Zgoraj je bilo prikazanih nekaj dilem, ki izvirajo iz PSD2 in ki bodo pomembno 
vplivale na sposobnost uveljavitve plačilnih storitev tretjih ponudnikov. Dejavnikov, ki 
bodo vplivali na uveljavitev teh rešitev, pa je seveda veliko več. V magistrskem delu 
sem jih orisala in opisala, kako lahko vplivajo na poslovanje bank. Vendar je nemogoče 
opredeliti vse in identificirati vse njihove možne posledice, zato je vsakršna konkretna 
napoved vpliva »odprtega« dostopa do računov na poslovanje bank zgolj ugibanje. 
Dejstvo pa je, da bodo tudi s pomočjo PSD2 na trg bančnih in finančnih produktov 
stopili novi igralci, ki bodo banke prisili k razmisleku o svoji vlogi na trgu, uspešnosti 
klasičnih poslovnih modelov in dodani vrednosti produktov, ki jih ponujajo svojim 
strankam. Banke morajo sprejeti strategijo, kako se učinkovito vključiti v nove razvojne 
tokove na trgu plačilnih storitev, sicer tvegajo, da bodo postale le pasivni udeleženci na 
trgu plačil – »zalogovnik denarja na transakcijskih računih.«392 
 
Če je magistrsko delo bralca prisilo k temu, da kritično pristopi k oceni o »disruptivnem 
potencialu« PSD2, sem svoj cilj dosegla. V obravnavani literaturi je PSD2 namreč 
obravnavana izjemno enostransko. Avtorji izpostavljajo napredek, ki ga prinaša, redki 
pa se kritično opredeljujejo do njenih pomankljivosti, ki so ponekod tolikšne, da lahko 
ogrozijo cilje, ki si jih PSD2 zastavlja. Ne trdim, da PSD2 ni sposobna pretresti 
bančnega sektorja in spodbuditi uveljavitve popolnoma novih poslovnih modelov. To 
                                                 
391 Glej poglavje 3.2.1 Storitev odreditve plačil. 
392 Bjelica, str. 1. 
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še zlasti drži ob upoštevanju bliskovitosti napredka tehnologije. Nove tehnologije bodo 
vse bolj omogočale nebančno konkurenco na področjih, ki so tradicionalno veljala za 
jedro bančnega poslovanja. Zato se bo bančni sektor z digitalizacijo in novimi 
tehnologijami moral soočiti, in to takoj. A trenutek uresničitve napovedi Billa Gatesa, 
da bančništvo potrebujemo, bank pa ne,393 po mojem še ni nastopil. Bralec pa naj o tem 
presodi sam.  
  
                                                 
393 Bill Gates, po Amberber. Glej sprotno opombo št. 10. 
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