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Todo ciudadano o propietario de algún inmueble requiere proteger su integridad como 
bienes, por ello el proyecto busca diseñar y desarrollar un sistema de seguridad 
electrónica basado en el control y monitoreo a través de la computadora que nos 
servirá gestionar la seguridad del local o las oficinas, que sirva como herramienta ante 
la presencia de hurto o intrusión. 
El primer capítulo en aspectos generales, permite identificar la problemática de cada 
proyecto referido a la empresa, el sistema nos permitirá actuar ante cualquier intento 
de hurto o intrusión en la empresa SOCIEDAD CIVITANO LANACIONAL SAC, 
proyectando el objetivo general y detallando los objetivos específicos, justificación, 
alcances y limitaciones del sistema de seguridad electrónica. 
El segundo capítulo, se detalla el marco teórico direccionado a los conceptos 
necesarios que nos permitirá conocer los componentes y partes del sistema de 
seguridad electrónica a desarrollar. 
El tercer capítulo, se especifica el desarrollo y el alcance referido al proyecto, en esta 
parte se puede observar el diagrama del circuito, programación del PLC, programación 
de LABVIEW, ensamblaje y componentes que forman el sistema general. 
El cuarto capítulo, se expresa los resultados del valor obtenidos, así como el 
presupuesto del proyecto, su rentabilidad y el cronograma de actividades que se 
realizaron en la implementación del sistema de seguridad electrónica. 
En conclusión, el sistema de seguridad electrónica diseñado y desarrollado en la 
empresa SOCIEDAD CIVITANO LANACIONAL SAC, puede ser controlado mediante 
la computadora del usuario encargado de la seguridad de la empresa, sirviendo como 
control y monitoreo ante cualquier situación de inseguridad que se pudiera presentar, 











La tecnología electrónica representa desde el siglo XXI una gran alternativa para 
enfrentar uno de los problemas en la sociedad conocida a nivel mundial como la 
inseguridad. El tema principal del proyecto está enfocado en una herramienta práctica 
y económica para luchar contra la inseguridad en las instalaciones de empresas o 
locales según lo requiera el cliente. 
El bajo nivel de seguridad en las instalaciones de la empresa SOCIEDAD CIVITANO 
LANACIONAL SAC ha sido la problemática a resolver en los proyectos a través del 
sistema de alarma, por lo cual se planteó como objetivo general crear un sistema de 
alarma para locales que será monitoreado con el mapeo de los puntos estratégicos 
que son vulnerados, que permita al usuario actuar de manera rápida ante cualquier 
amenaza. 
Para diseñar el sistema de alarma es necesario plantear los circuitos a utilizar, 
implementar los dispositivos y armar las placas como punto de acceso, una vez 
terminado se procederá a la instalación al procesador lógico programable, finalmente 
se configura los puntos a monitorear para que el personal de seguridad pueda realizar 
el control o manejo del sistema. 
El proyecto permite la activación y desactivación del sistema de alarma desde una 
computadora o laptop, la detección de intrusos en el perímetro del local mediante 
sensores de movimiento PIR, la alerta de ingreso del delincuente por puertas o 
ventanas generada por sensores magnéticos, la activación de la sirena, generada por 
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En el presente capítulo se realizará la descripción y formulación del problema, luego 
se definirá el objetivo general y los objetivos específicos, se indicarán los alcances, 
limitaciones, justificación y se dará a conocer el estado del arte. 
1.1 Definición del Problema 
A continuación, se presentará la descripción y formulación del problema. 
1.1.1 Descripción del Problema 
SOCIEDAD CIVITANO LANACIONAL S.A.C. es una empresa dedicada al rublo 
gastronómico, encargada de cubrir las necesidades de los clientes del buen paladar 
por ende nuestros comensales son nuestra prioridad. 
SOCIEDAD CIVITANO LANACIONAL S.A.C cuenta con 6 años de experiencia, tiene 
entre su cartera a principales restaurantes Premium. La empresa se encuentra 
comprometida con el servicio al cliente, la formación integral de su personal 
capacitado y con la actualización constante con el tema de calidad. 
Para poder identificar el problema central se empleó la técnica del árbol de problemas. 









Figura 1: Árbol de problemas de la empresa Sociedad Civitano LaNacional S.A.C. 
Fuente propia. 
 




Aplicando la técnica del árbol de problemas se pudo identificar, que las causas del 
problema son: 




 Falta de cerraduras adecuadas en las diversas zonas tanto de las oficinas y 
almacenes. 
 Falta de personal de seguridad las 24 horas. 
 Fácil acceso a los terceros (proveedores) por exceso de entrega de lotes de 
insumos. 
Los efectos que causa el problema son:  
 Pérdidas materiales e insumos en la empresa SOCIEDAD CIVITANO 
LANACIONAL S.A.C 
 Reacción limitada del personal ante el ingreso de personas. 
 Ambiente de inseguridad 
 Deficiencia de control de ingreso de personas en manos del personal durante el 
desempeño de sus funciones. 
Una vez identificado el problema con sus causas y efectos se puede plantear la 
búsqueda de una posible solución mediante la siguiente interrogante: 
¿Sería posible implementar un sistema de seguridad electrónica para la empresa 
SOCIEDAD CIVITANO LANACIONAL SAC, que sea operado por el personal de 
seguridad a través de la computadora como gestión de la oficina?  
1.1.2 Formulación del problema 
Bajo nivel de seguridad en las instalaciones de la empresa SOCIEDAD CIVITANO 
LANACIONAL SAC. 
1.2 Definición de Objetivos 
A continuación, plantearemos el objetivo general y los objetivos específicos. 
1.2.1 Objetivo General 
El objetivo principal es desarrollar un sistema de seguridad electrónico aplicado a la 
supervisión y monitoreo en oficinas como restaurantes en el cual permita supervisar de 




1.2.2 Objetivos Específicos 
Los objetivos específicos son: 
O.E.1 Diseñar y programar a través de labview la lógica virtual con el fin de gestionar 
el acceso. 
O.E.2 Supervisar y monitorear los diferentes ambientes a distancia, contemplando los 
sitios más vulnerables. 
O.E.3 Utilizar componentes robustos y certificados que soporte las condiciones 
ambientales extremas cerca al mar. 
 
1.2.3 Alcances y Limitaciones 
1.2.3.1 Alcances. 
El alcance del proyecto en la empresa SOCIEDAD CIVITANO LANACIONAL S.A.C 
contempla a grandes rasgos, Identificar los principales puntos vulnerables para sugerir 
la instalación de las cámaras de seguridad, sistema intrusión y sistema control de 
acceso, para establecer cuáles de estos puntos son los más recomendables para 
probar la eficacia del sistema, obtener el hardware y  software necesario para instalar 
este sistema y vincular ambos recursos, todo esto con el fin de  brindar una 
herramienta útil y efectiva para el monitoreo, así como ofrecer  soporte a los 
administradores y gerente de operaciones de cada local. 
Estos trabajos con personal propio nos permiten determinar los puntos vulnerables de 
cada local así mismo nos permite reducir los gastos generales como utilidades que 
generan las empresas contratistas. 
1.2.3.2 Limitaciones 




 Las señales de alarma como las ubicaciones de los ambientes afectados solos 
podrán ser reconocido de manera local en la computadora o laptop. 
 Los componentes de control de acceso e intrusión son limitados a la distancia 
debido a la caída de tensión de acuerdo al consumo del equipo. 
 Al recibir la alarma de la presencia de una persona ajena, el administrador debe 
dar aviso a las autoridades pertinentes, ya que esta acción no se realiza 
automáticamente.  
1.2.4 Justificación 
Este proyecto es necesario para los empleados de la empresa SOCIEDAD CIVITANO 
LANACIONAL SAC, ya que permanecen en los ambientes realizando sus labores, 
estando así expuesto ante cualquier agravio o robo. Así mismo, es conveniente para 
los propietarios de la empresa, porque puede visualizar a través del sistema de gestión 
de local el ambiente que está siendo violentada por la intrusión de un delincuente o 
persona no autorizada. 
El proyecto ofrecerá un sistema de seguridad electrónica de bajo costo en suministro e 
instalación haciéndolo accesible para el usuario con relación al precio presupuestado 
por otras empresas, así mismo evitará el pago mensual a las empresas de monitoreo 
puesto que es un sistema cerrado. 
1.2.5 Estado del Arte 
A continuación, se darán a conocer diversas metodologías y tecnologías empleadas 
en la actualidad, para dar solución a problemáticas parecida a la planteada en el 
presente proyecto.  
Entre ellas se encuentran los sistemas de seguridad integral a través del sensor 




1.2.5.1 Sistema integral de seguridad 
El sistema de seguridad electrónica nos ayuda controlar y monitorear los diferentes 
ambientes y locales que necesita proteger el cliente o usuario, se utilizan ante 
presencia de intrusos, contra incendio, CCTV como control de acceso. 
La   central   de   alarma   suele   encontrarse   resguardada   en   un   gabinete   lo 
suficientemente protegido como para no poder ser desarmado.  Cada una de estas 
zonas puede ser  activada  y  desactivada  de  forma  independiente,  lo  cual  es  una  
gran prestación para  hogares (Avilés&Cobeña, 2015, p.18). 
Estos sistemas dependen de lo siguiente: 
 Redes IP para seguridad electrónica 
 Sistemas de Alarmas de Intrusión  
 Sistemas de Detección y Alarma de Incendio  
 Sistemas de Control de                  
 Sistemas de Video vigilancia                                                          


































2.1 Fundamento Teórico. 
En el presente capítulo se definirán conceptos relacionados al conjunto de 
procedimiento que se realizara en el proyecto como seguridad, sensores magnéticos, 
sensores de movimiento PIR, sirena de alarma, cerraduras magnéticas, cámaras de 
seguridad, clasificación de dispositivos PLC Siemens y la computadora como gestión 
de seguridad. 
2.1.1 Seguridad 
En nuestra actualidad la seguridad es el interés de la sociedad o ciudadanía, ya sea 
en Lima como en cualquier país las personas buscan mantener su integridad física y 
activos fuera de la inseguridad. 
La palabra seguridad “hace referencia a un lugar libre de peligros, daños o riesgos que 
puedan afectar al usuario “(Ortega, 2017, p.3) 
Los medios ingeridos ante la inseguridad de las personas o inmuebles, han llevado a 
los usuarios a buscar un sistema de seguridad (alarma, intrusión o control acceso) que 
les permita anticipar cualquier incidente ante la presencia de un delincuente. 
2.1.2 Sistemas de seguridad 
El alto nivel de delincuencia preocupa a los diversos estratos sociales, ya que en la 




las calles, en los microbuses, en la casa, en el restaurante, en las oficinas, en realidad 
estamos expuesto en cualquier sitio por ende la ciudadanía adquieren equipos de 
sistema de seguridad o vigilancia para poder actuar. 
Los sistemas de seguridad se pueden definir como  una “solución capaz de ejecutar la 
supervisión del centro de acogida, permitiendo al personal que ahí labora y habita, 
tener el resguardo y la protección que se merecen con el uso de un sistema completo 
y con tecnología de punta” (Avilés & Cobeña, 2015, p.14). 
“Podemos definirlo como el conjunto de elementos y sistemas de carácter físico y 
electrónico que, junto con la adecuada vigilancia humana, proporcionan un resultado 
armónico de seguridad relacionado directamente con el riesgo potencial que soporta ” 
(Raja, 2010, p.4) 
El sistema de seguridad electrónica ante los incidentes de la delincuencia (hurtos, 
asaltos, etc.) están constituidos por componentes comunes (sensor, actuadores y 
controladores) ubicados en punto estratégicos internos y externos del ambiente que se 
quiere asegurar o proteger. 
En el exterior se puede colocar accesorios con IP 65 o IP 66 como cámaras de 
seguridad, barras de infrarrojo, sensores magnéticos entre otros, en el interior se 
puede utilizar de la misma calidad como cerraduras magnéticas, sensores magnéticos, 
sensores de movimientos IR, sensores volumétricos, sensores de ruptura de vidrios, 
sensores infrarrojos u otros. 
2.1.3 Sensores 
Los accesorios sensitivos son importantes para el sistema de alarma, estos permiten 
captar diferentes variables electrónicas (movimiento, luz, sonido, vibración, etc.) y 





“Son los elementos encargados de recoger la información de los diferentes parámetros 
que controlan, como humo, temperatura, luz, humedad, etc., y enviar al sistema de 
control centralizado para que actúe” (Rodas, 2013, p.14) 
Existen diversos tipos de sensores, entre los más comunes se tiene los sensores de 
contacto, ópticos, térmicos, de humedad, magnéticos, de infrarrojo, movimiento, 
presión, entre otros. De acuerdo al objetivo del sistema de alarma, se deben clasificar 
y unificar en un solo, para ejecutar el propósito.  
Capella (2010) sostiene que “los sensores operan más eficientemente y conservan 
mejor la energía enviando información descriptiva sobre los datos sensorizados” 
(p.42), de acuerdo a lo dicho por el autor, los sensores deben ser elegidos para los 
diferentes espacios de acuerdo a sus características.  
En el caso de los sistemas de intrusión o control de acceso, los sensores utilizados 
son por lo general, sensores perimetrales, volumétricos, lineales, movimiento, 
magnéticos, entre otros. 
2.1.4 Sensores magnéticos 
En los sistemas de intrusión, los sensores magnéticos o también conocidos como 
sensores de contacto magnético, son obligatorios puesto que al ser instalados en 
puertas o en cualquier objeto que tenga una separación, permitiendo detectar la 
manipulación del objeto. 
Rodas (2013) sostiene que “es un dispositivo cuya función es detectar la apertura de 
una puerta o ventana. Consiste en un imán que permite abrir o cerrar el contacto 





Figura 3: Sensores magnéticos. (Ramírez, 2012). 
 
 
2.1.5 Sensores de movimiento PIR 
Los sensores infrarrojos pasivos PIR mayormente conocidos como sensores de 
movimientos nos permite captar las personas y objetos que corten el haz de luz 
infrarroja que estos emiten, como señal de salida se obtiene la activación del sistema a 
través de una sirena. 
Villca (2016) sostiene que “este sensor funciona detectando la radiación infrarroja que 
todos los cuerpos emiten al estar a una temperatura superior al 0 absoluto -273.15 ºC” 
(p.51), permitiendo así que no se generen falsas señales una vez el sistema de alarma 





Figura 4: Sensor de movimiento PIR. (Ramírez, 2012). 
 
2.1.6 Actuadores acústicos 
2.1.6.1 Sirena de alarma 
Uno de los actuadores más utilizados en el sistema acústico que son empleados en 
diversos sistemas de seguridad es la sirena, que tiene la capacidad de emitir un 
sonido que pone en alerta a las personas que están a la redonda como área o punto 
de acción.  
Los sistemas de alarma obligan a disuadir ante cualquier acción, el ruido generado 
permite cambiar de acción o decisión de cualquier individuo y los residentes internos 
se ponen en buen recaudo ante la presencia de amenaza. 
Pilatuña (2013) sostiene que “es un dispositivo audible básico, el cual suena cuando 
se detecta una intrusión especifica avisando al intruso que ha sido detectado. Para 
elementos de alarma con botones de pánico, cuando se activan por lo general la 






Figura 5: Sirena de alarma. (Ramírez, 2012). 
 
2.1.6.2 Cerraduras Magnéticas 
Estas cerraduras electromagnéticas son utilizadas en la seguridad electrónica 
correspondiente al sistema de control de acceso, este dispositivo por lo generar o 
continuamente debe estar energizada para mantener cerradas las puertas, teniendo 
en cuenta que se comporta como un electroimán. La fuerza de resistencia de estos 
equipos es de acuerdo a la necesidad en las puertas de la habitación, oficinas o 
puertas contra incendios. Las cerraduras por lo generar tiene un diodo led que nos 
permite saber el estado, es decir si está cerrado (verde) o abierto (rojo) y son 
montadas sobre la superficie de las puertas de madera, metal y acero. 
"Estas cerraduras son dispositivos electromagnéticos idóneos para controlar el estado 
y funcionamiento de puertas. Una cerradura electromagnética, cerradura magnética o 
Maglock es un dispositivo de bloqueo que consiste en un electroimán y una placa de la 





Figura 6: Cerradura Magnética. (Santiana, 2012). 
 
2.1.7 Tecnología de comunicación 
2.1.7.1 OPC Server 
OLE for Process Control (OPC) es un modelo de comunicación en el sistema de 
control, monitoreo y supervisión de los diferentes procesos que se puedan en la 
industria dependiendo de la necesidad a ejecutar, esta interface nos permite a través 
de los puertos enviar y recibir señales entre los componentes unos a otros. 
Este punto de comunicación nos da la opción de realizar una acción determinada en la 
forma deseada, teniendo eficacia y seguridad en los procesos. 
El protocolo es una de las tecnologías de comunicación que nos permite la 
conectividad de dispositivos como computadoras, laptops, controladores y diversos 
equipos que son compatibles a la tecnología. “Es un estándar abierto de 
comunicaciones que permiten un método fiable para acceder a los datos desde los 
dispositivos de campo. El método de acceso siempre es el mismo, sin depender del 






Figura 7: OPC Server.(Chamorro & Acosta, 2016). 
 
2.1.8 Controlador Lógico Programable (PLC) 
El PLC es un controlador lógico programable o conocido también como API (autómata 
programable industrial) donde el equipo electrónico nos permite controlar entradas y 
salidas. El lenguaje de programación se puede dar en diagrama de funciones 
secuenciales, bloques de funciones o tipo ladder que nos permitirá controlar 
automáticamente los sensores de movimiento, sensores magnéticos así mismo nos 
permitirá activas a través de los contactos internos a los actuadores. 
El control y monitoreo del controlador solido puede manipularlas “entradas, y 
dependiendo de su estado, activando y desactivando sus salidas” (Boscan, 2010, 
p.69). 
 





2.1.9 Lenguaje de programación. 
Un lenguaje de programación nos permite expresar procesos que permitirá el control y 
monitoreo de las diferentes maquinas a través de los dispositivos que pueden ser 
ordenados. En el caso de los PLCs, estos manejan diferentes lenguajes de 
programación que nos permite adecuarnos a la lógica de enseñanza o especialidad. 
2.1.9.1 Diagrama de bloques de funciones. 
El lenguaje de programación de diagrama de bloques es de tipo grafico permitiendo el 
reconocimiento de los dispositivos o figuras booleanas que son utilizadas en los 
diferentes procesos electrónicos. Estas simulaciones nos permiten conocer mejor el 
estado y funcionamiento de los circuitos integrados que son aplicados en diferentes 
sistemas de control asimismo el diagrama de bloques es considerado un lenguaje de 
alto nivel debido a la lógica de las diferentes variables que se puedan utilizar. 
El autor sostiene que “el lenguaje FBD es un lenguaje gráfico que permite al  usuario  
programar  elementos  (bloque  de  funciones  del  PLC),  en  el  que todos  los  
elementos  aparecen  interconectados  al  igual  que  un  circuito  eléctrico. 
Generalmente se  emplea  para  describir  la  funcionalidad  de  cualquier  
POU”(Molina &Alvarino, 2016, p.23). 
 




2.1.9.2 Diagrama de tipo escalera (Ladder). 
Este lenguaje también es de tipo grafico que son muy utilizados en los sistemas de 
circuitos eléctricos que manejan flujo de energía macro como pueden ser en este caso 
contactores, relé térmico, timer como otros, estos dispositivos manejan corrientes 
alternas que permite manejar mayor carga en motores, resistencias como dispositivos 
eléctricos en general. 
Este diagrama tiene la característica del uso de la barra que permite se conectado a 
cada contacto que puede ser normalmente abierto (N.O) o normalmente cerrado (N.C) 
que a su vez depende de la carga que viene hacer en este caso la bobina, esto como 
tema básico.  
El diagrama de tipo escalera puede ser convertido en un diagrama de bloques de 
acuerdo a la necesidad de la lógica por ende el fin o el resultado va hacer el mismo. 
El autor sostiene que ”los elementos claves de un programa de lenguaje LD son los  
contactores  y las  bobinas,  los  contactos  indican  el  estado  actual  de  variables 
booleanas,  con  lo  cual  constituyen  solo lectura ,  mientras  que  las  bobinas  




Tabla 2. Símbolo de los elementos básicos de un diagrama de escalera Ladder. 
 
Fuente: (Molina &Alvarino, 2016) 
2.1.10 Software Labview. 
Las cámaras de seguridad han evolucionado de acuerdo a las necesidades de los 
usuarios, existen diversas alternativas para incorporar a un sistema de seguridad, 
actualmente las cámaras más empleadas para vigilancia son las conocidas cámaras 
Web o de Red, llamadas también cámaras IP. 
También posee la ventaja permitir una fácil integración con todo tipo de hardware, 
como tarjetas de medición, adquisición y procesamiento de datos, y controladores 





Figura 9: Software Labview. (Chamorro & Acosta, 2016). 
2.1.11 Caída de tensión 
La caída de tensión se puede dar en la distribución de corriente alterna y corriente 
continua debido a los picos de corriente donde se la tensión decae en una cierta 
proporción de acuerdo a la carga, también se puede dar por la distancia entre el 
dispositivo y la fuente de alimentación que es referente a la resistividad del cable que 
se utiliza en la instalación. 
La caída de tensión o los parámetros que se requiere analizar se pueden medir con 
voltímetro de forma paralela a las líneas de distribución. 
𝐶𝑇 =




CT: Caída de tensión (voltios). 
L: Largo de conductor (metros). 
RL: Resistividad (ohm/km). 
I: Corriente del conductor (Amperios) 
V: Tensión de suministro (voltios).za< 
2.1.12 La ley de Kirchhoff 
Esta ley es indispensable en la electrotecnia que compete al área de la electrónica 
como eléctrica que define la suma de las corrientes en un circuito de cargas resistivas, 
inductivas o capacitivas. 
Esta ley se aplica en todos los circuitos eléctricos que en su mayoría el sistema 




corrientes. Cabe señalar que la tensión y la corriente son inversamente proporcional, 




= 𝐼1 + 𝐼2 + 𝐼3 + 𝐼𝑛 
Dónde: 
I1: Carga 1 (amperios). 
I2: Carga 2 (amperios). 
I3: Carga 3 (amperios). 
In: Carga n (amperios). 
 
2.1.13 Software SoftComfort 
El software nos permite comunicarnos directamente con el PLC LOGO!donde se 
puede realizar  circuitos con los diferentes lenguajes de programación como ladder y 
bloques.  
El soft confort nos permite carga la programación a través del cable o Ethernet que en 
su mayoría se realiza la configuración de IP, la máscara y el puerto de enlace que nos 
permite una comunicación constante entre PC y PLC. 
“Con Logo SoftComfort puede crear sus programas de conmutación de forma eficaz, 
cómoda y clara (“cableado mediante el teclado”). Los programas se elaboran en el PC 





Figura 10: Comunicación SoftComfort- PLC.(Tarco & Estrada,  2010). 
 
2.1.14 Circuito de Arranque directo 
El arranque directo de una carga corresponde al sistema eléctrico de control que 
consta de interruptores de contactos normalmente cerrados (N.C) y contactos 
normalmente abiertos (N.O) como bobina que son utilizadas para controlar motores, 
luminarias o cualquier carga. 
 
Figura 11: Esquema de mando de arranque directo.(Tarco & Estrada,  2010). 
 
2.1.15 Computadora 
Las computadoras son equipos electrónicos que evolucionan rápidamente en la 




(uno) de acuerdo a la lógica y a una alta velocidad de la operación utilizada o indicada 
internamente en el sistema. Las computadoras son utilizadas de manera personal en 
casa como también en las escuelas y universidades, dirigidas al aprendizaje. En el 
presente es muy útil para la comunicación, además tienen la capacidad de almacenar 
datos , procesarla y posteriormente tener una repuesta que será de utilidad. 
"La forma como las computadoras almacenan la información es muy parecida a como 
el ser humano lo hace. Una computadora trata de simular el funcionamiento y 
organización interna del cerebro"(Cossich, 2008, p.15). 
"Así en los años 80, con el desarrollo de las computadoras personales y los 
dispositivos de captura electrónicos, se empezaron a utilizar sistemas de identificación 
automáticos en aplicaciones no criminales, por ejemplo, en un sistema de seguridad 























DESARROLLO DE LA SOLUCIÓN 
 
A continuación, se indican las fases del proyecto con el fin de entender los pasos 
desarrollados para la elaboración del sistema de seguridad electrónica. 
3.1 Normas y estándares. 
Para la implementación, pruebas y puesta en marcha del sistema de seguridad 
electrónica de la plataforma de monitoreo junto con el equipamiento, accesorios y 
materiales requeridos, debe cumplir con las siguientes normas y estándares donde sea 
aplicable. 
Tabla 3. Normas y Estándares para el diseño, implementación, instalación y 
puesta en Marcha del Módulo 
NFPA 731 
Norma para la instalación de sistemas electrónicos de 
seguridad de edificios. 
EN 50131 Normativa Europea detector de intrusión. 
UNE-EN 17065:2012 
Requisitos generales para entidades que realizan la 
certificación del producto. 
ISO/IEC 17025:2005 
Requisitos generales para la competencia de los 
laboratorios de ensayos y de calibración. 
 
3.1.1 Registros constructivos 
El dimensionamiento de los equipos e información al usuario, instalador serán 
adecuados para las condiciones del lugar especificado a la penetración de los cuerpos 




3.1.1.1 Grado IP 
La protección de los equipos situados en el interior y exterior de los ambientes 
envolventes contra los efectos ocasionados por la penetración del polvo como el agua. 
Tabla 4. Primera cifra del código IP. 
Elemento Cifras 
Significado para la 
protección del equipo 
Significado para la 
protección de: 
Equipos para la verificación o 
ensayo, para determinar la 
clasificación 
Letras del Código 
IP 




Contra el ingreso de objetos 
sólidos 




  0 No protegido No protegido No requiere ningún ensayo 
  1 ≥ 50 mm de Φ El dorso de la mano 
Calibre de acceso de esfera de 
50 mm de Φ 
  2 ≥ 12,5 mm de Φ El dedo 
Dedo de prueba articulado de 12 
mm de Φ y 80 mm 
de longitud 
  3 ≥ 2,5 mm Φ Herramienta 
Calibre de acceso de 2,5 mm de 
Φ 
  4 ≥ 1 mm Φ Alambre 
Calibre de acceso de 1,0 mm de 
Φ 
  5 Protegido contra el polvo Alambre 
Calibre de acceso de 1,0 mm de 
Φ. Cámara de polvo 
con o sin subpresión. 
  6 
Totalmente protegido contra 
el polvo 
alambre 
Calibre de acceso de 1,0 mm de 
Φ. Cámara de polvo 
con subpresión. 
Fuente: (Gonzales, 2016) 
 
Tabla 5. Segunda cifra del código IP 
Elemento Cifras 
Significado para la protección del 
equipo 
Equipos para la verificación o ensayo, para 
determinar la  clasificación 
Letras del 
Código IP 




Contra la penetración de agua con 
efectos perjudiciales 
  
  0 No protegido No requiere ningún ensayo 
  1 Protegido  contra  las  caídas  
verticales  de  gotas  de agua 
Caja de goteo 
  2 Protegidos contra las caídas de agua 
con inclinación máxima de 15º 
Caja de goteo envolvente situada en 4 
posiciones fijas con una inclinación de 15º 
  3 Protegido contra el agua en forma de 
lluvia 
Tubo oscilatorio, riego a +/- 60º en relación a la 
vertical 
  4 Protegido contra las proyecciones de 
agua 
Idéntico  a  la  cifra3,  pero  riego  a  +/-  180º  en  




  5 Protegido contra chorros de agua Chorros de agua tubo de 6,3 mm de Φ 
  6 Protegido contra chorros fuertes de 
agua 
Chorros de agua tubo de 12,5 mm de Φ 
  7 Inmersión temporal 
  8 Inmersión continua 
Fuente: (Gonzales, 2016) 
 
3.1.1.2 Clasificación IK 
Sistema de codificación para indicar el grado de protección contra el impacto, los 
equipos deben tener una resistencia mecánica adecuada, estos equipos son 
sometidos a unos ensayos de caída. 
Tabla 6. Código IK 
Código IK IK01 IK02 OK03 IK04 IK05 IK06 IK07 IK08 IK09 IK10 
Energía J 0,14 0,2 (0,3) 0,35 0,5 0,7 1 2 5 10 20 
Masa equivalente Kg 0,25 (0,2) 0,25 (0,2) 0,25 0,25 0,25 0,25 0,5 1,7 5 5 
Altura de caída mm+/- 1% 56 (100) 80 (150) 140 280 280 400 400 300 200 400 
Fuente: (Gonzales, 2016) 
 
Tabla 7. Grado de protección 
IK  Energía de impacto en Julios 
0 Ninguna protección 
1 Resistente a una energía de choque de 0,15 J 
2 Resistente a una energía de choque de 0,20 J 
3 Resistente a una energía de choque de 0,35 J 
4 Resistente a una energía de choque de 0,50 J 
5 Resistente a una energía de choque de 0,70 J 
6 Resistente a una energía de choque de 1 J 
7 Resistente a una energía de choque de 2 J 
8 Resistente a una energía de choque de 5 
9 Resistente a una energía de choque de 10 J 
10 Resistente a una energía de choque de 20 J 





3.1.2 Selección de equipos 
Antes de iniciar cualquier selección se debe considerar el área de acción, temperatura 
ambiente externa e interna, puertas, ventanas así como la definición del espacio a 
utilizar que puede ser como dormitorio, cocina, salón, sala de juegos, etc. 
Para estos caso es muy importante las distancias para los sensores de movimiento, la 
clases de puerta para las cerraduras magneticas, las ventanas para los sensores de 
impacto, para los patios los sensores de campo magnético o sensores cortinas, como 
un accesorio que nos ayuda a controlar seria el sensor magnético que nos ayuda a 
controlar los accesos en las ventanas, puertas, muebles se puede considerar en 
cualquier  parte que dependa de la contraparte.  
 
3.1.2.1 Selección tecnológica de componentes 
Para la supervisión y monitoreo del sistema de seguridad electrónica, se revisó la 
literatura de diferentes fabricantes y luego de realizar un análisis, tiempo de vida, 
activaciones, exactitud en retardo, temperatura de operación como otros parámetros. 
Los tiempos de respuesta deben ser cortos, la posibilidad de error mínima y la 
fiabilidad alta se optó por utilizar los sensores 
La evaluación para optar por la marca se realizó colocando puntajes de acuerdo a la 
siguiente tabla 3 
Tabla 8. Puntación asociada para la selección de dispositivos. 
Puntaje VALOR 
0 No aceptado 




3.1.2.2 Sensor de movimiento. 
La tabla 4 siguiente muestra la evaluación que se realizó para la elección de la marca 




Tabla 9. Evaluación de las características técnicas para elegir la marca del 
Sensor de movimiento. 





Blue Line Gen2 Pt
s Alcance de detección 12 metros 2 16 metros 3 12metros 2 
Campo de Visión 86° 2 53° 1 99° 3 
Altura de montaje 2..3 a 3 
metros 
3 2.3 metros 1 2.2 a 2.75 metros 2 
Consumo de corriente 4.4mA 3 7 mA. 2 10 mA 1 





2 -10°C a 
55°C 
2         -30°C a 
55°C 
3 
Humedad 95% 3 95% 3 95% 3 
Tolerancia a mascotas Hasta 15 kg. 3 No tiene 0 No tiene  0 
EN50131-2-2 Grado 2 3 Grado 2 3 Grado 2 3 
IP No tiene 0 No tiene 0 30 3 
IK No tiene 0 No tiene 0 4 3 
Tensión (Vcc) 9 a 15 3 9 a 15 3 9 a 15 3 
Resultados del Puntaje   27   21   29 
Fuente Propia 
La peculiaridad de los sensores de movimientos, radica en los lentes de alta densidad 
para la compensación de la señal. Esta tecnología permite lograr una señal de alta 
calidad, lo que se traduce en una larga vida útil, mínimos mantenimientos, prolongados 
intervalos de calibraciones que además reducen los costos generales del sistema. 
3.1.2.3 Cerradura magnética. 
La tabla siguiente muestra la evaluación que se realizó para la elección de la marca de 
la cerradura magnética a utilizar. 
Tabla 10. Evaluación de las características técnicas para elegir la marca de la 
cerradura magnética. 
Carateristicas Técnicas OPENERS YALE SECO-LARM 
Cerradura Magnética ME200 Pts 600 Pts E-941SA-600 Pts 
Tensión (Vcc) 12 V 3 12 V 3 12 V 3 
Fuerza de Cierre 2800 N 3 2800 N 3 2800 N 3 
Temporizador 20 Segundos 3 No tiene 0 No tiene 0 
IP 65 3 No tiene 0 65 3 
Distancia en Partes 3 mm 3 No tiene 0 No tiene 0 
Corriente 500 mA 3 500 mA 3 500 mA 3 
Temperatura de Trabajo -10° a 55° C 3 No tiene 0 -10° a 55° C 3 




peso 1.2 kg 3 1.6 kg 1 1.3  kg 2 
Resultados del Puntaje   27   10   18 
Fuente Propia 
 
La cerradura magnética de tecnología ME consume menor cantidad de corriente sin 
perder la fuerza de retención, su tecnología dispone de un temporizador integrado 
asimismo su protección anti-vandalismo nos permite mayor seguridad en casa o 
ambiente. 
3.1.2.4 Sensor magnético. 
El sensor magnético tiene abundante información técnicas, para el proyecto se evaluó 
de acuerdo a las características que se define en la siguiente tabla 11. 
Tabla 11. Evaluación de las características técnicas para elegir la marca y 
modelo del sensor magnético. 
Carateristicas 
Técnicas 
CALYTEL DOMO DESK HONEYWELL 
Sensor Magnético MC 447 DD-4316 EMPS85W 
Temperatura de 
Funcionamiento 
-10° a 55° C 2 -40° a 
70° C 
3 No tiene 0 
H medad d  
Funcionamiento 
Max. 95% RH 3 No tiene 0 No tiene 0 
Distancia de apertura 21 mm 2 26 mm 3 20 mm 1 
Grado de Seguridad 
(EN 50131) 









2 No tiene 0 
IP No tiene 0 43 3 No tiene 0 
Resultados del Puntaje   13   14   4 
Fuente Propia 
Se optó por el sensor magnético de la marca DOMO DESK, modelo DD-4316 por ser 
utilizado tanto en sistemas de alarma como control de accesos que nos permite 
asegurar puertas o ventanas. 
3.1.2.5 Dispositivo de notificación. 
La sirena tiene abundante información técnicas, para el proyecto se evaluó de acuerdo   




Tabla 12. Evaluación de las características técnicas para elegir la marca y 







Sirena W-HSXC XTEC SP20ST 
Temperatura de 
Funcionamiento 
0° a 49° C 2 No tiene 0 -20° a 55° C 3 
Humedad de 
Funcionamiento 
No tiene 0 No tiene 0 5% -95% 3 
Decibeles 105 db 2 115 db 3 105 db 2 
Grado de Seguridad 
(EN 50131) 








IP No tiene 0 No tiene 0 44 3 
Tensión (Vcc) 12 voltios 2 12 voltios 2 
9 a 18 
Voltios 
3 
Corriente 289 mA 2 No tiene 0 250 mA 3 
Resultados del Puntaje   14   10   23 
Fuente Propia  
Se optó por la sirena de la marca HONEYWELL, modelo SP20ST por ser tener los 
decibeles necesarios para el ambiente que se va utilizar, el nivel de presión de sonido 
es lo suficientemente necesario para cubrir el perímetro. 
3.1.2.6 PLC Logo. 
El PLC Logo tiene abundante información técnicas, para el proyecto se evaluó de 
acuerdo   a las características que se define en la siguiente tabla 6 
Tabla 13. Datos técnicos del PLC LOGO! 
PARAMETROS DE PLC LOGO! 
Descripción Valores 
Tensión 85-265VAC 
Corriente de entrada (1) 0.13 mA 
Corriente de entrada (0) 0.06 mA 
Relé de salida (max.) 16 Amp 
Fuente Propia  
3.1.2.7 Fuente de alimentación 
El PLC Logo tiene abundante información técnicas, para el proyecto se evaluó de 




Tabla 14. Datos técnicos de la fuente de tensión. 
PARAMETROS DE LA FUENTE DE TENSION 
Descripción Valores 
Tensión de entrada 85- 220 VAC 
Corriente nominal 5 Amp 
Rango de Tensión salida 13.2 VDC 
Tolerancia de Tensión 1 % +/- 
Fuente Propia  
3.1.3 Análisis de ruido. 
Se verifico la caída de dBA de acuerdo a la distancia teniendo en cuenta la intensidad 
del sonido. Por lo general los dispositivos determinan un valor a una distancia de 3.05 
metros. Cabe señalar que la presión del sonido disminuye aproximadamente 6 db 
cada vez que se duplica la distancia desde la fuente. 
 
Figure 12. Análisis de caída de decibeles a la distancia. Fuente propia 
 
3.1.4 Arquitectura de control 
El sistema de seguridad electrónica será diseñado para atender las necesidades 
requeridas por los usuarios internos y adaptado al local a fin de garantizar su correcto 
funcionamiento, mediante un diagrama se podrá comprender las partes que forman el 





Figura 12: Arquitectura de control. Fuente propia 
 
El proyecto estará compuesto por un sistema de control empleando un PLC LOGO!el 
cual envía y hace la recepción de las señales, este sistema consta tres sensores de 
movimiento ubicado en el estacionamiento, patio y pasadizo así como de 02 sensores 
magnéticos instalados en las puertas principales que enviarán una señal de alerta y 
activaran  las cerraduras magnéticas de los ambientes comprometidos. 
Ante cualquier señal de entrada al PLC la sirena del sistema como medio disuasivo se 
activara asimismo la computadora no permitirá saber cuál de los ambientes o zona 
está comprometida por invasión o acceso de un individuó. El sistema de gestión de 
seguridad solo podrá ser visualizado y desactivado a través del software Labview que 
tiene como sistema de comunicación entre equipos al OPC Server. 
3.2 Diagrama del circuito electrónico del PLC- LOGO 
Se elaboró el diagrama del circuito electrónico del sistema del PLC- LOGO! 230 RCE 
que dependen de las entradas  y salidas. Se detallas las entradas: 
 I1: Reset. 




 I3: Sensor magnético de almacén. 
 I4: Sensor de movimiento de estacionamiento. 
 I5: Sensor de movimiento de patio. 
 I6: Sensor de movimiento de pasadizo. 
Las salidas nos permitirán controlar las diferentes cargas que se tiene en el sistema 
que son: 
 Q1: Cerradura magnética en Gerencia. 
 Q2: Cerradura magnética en almacén. 
 Q3: Alarma acústica del sistema. 
 Q4: Activación de los sensores magnéticos. 
 
 
Figura 13: Diagrama del circuito electrónico del PLC. Fuente propia 
 
3.2.1 Calculo de caída de tensión en los dispositivos 
De acuerdo a la fórmula de caída de tensión se realizara los cálculos de en cada 
dispositivos de acuerdo a la distancia. Se detalla la tabla de la resistencia del cable de 





Tabla 15. Resistencia de los cables de cobre. 
RESISTENCIA PARA CABLES DE COBRE (70°C) 






a. Sensor de movimiento en estacionamiento. 
Se calcula la caída de tensión del dispositivo. 
𝐶𝑇 =




CT: Caída de tensión (voltios). 
L: 20.2 (metros). 
RL: 16.3 (ohm/km). 
I: 0.012 (Amperios) 
V: 12VDC (voltios). 
𝐶𝑇 =
2(20.2) ∗ 16.3 ∗ 0.012
1000
 
𝐶𝑇 = 0.0079 
b. Sensor de movimiento en patio. 
Se calcula la caída de tensión del dispositivo. 
Dónde: 
L: 30.2 (metros). 
RL: 16.3 (ohm/km). 
I: 0.012 (Amperios) 
V: 12VDC (voltios). 
𝐶𝑇 =
2(30.2) ∗ 16.3 ∗ 0.012
1000
 




c. Sensor de movimiento en pasadizo. 
Se calcula la caída de tensión del dispositivo. 
Dónde: 
L: 7.3 (metros). 
RL: 16.3 (ohm/km). 
I: 0.012 (Amperios) 
V: 12VDC (voltios). 
𝐶𝑇 =
2(7.3) ∗ 16.3 ∗ 0.012
1000
 
𝐶𝑇 = 0.0028 
 
d. Sensor magnético de la puerta del almacén 
Se calcula la caída de tensión del dispositivo. 
Dónde: 
L: 35.6 (metros). 
RL: 16.3 (ohm/km). 
I: 0.012 (Amperios) 
V: 12VDC (voltios). 
𝐶𝑇 =
2(35.6) ∗ 16.3 ∗ 0.012
1000
 
𝐶𝑇 = 0.014 
e. Sensor magnético de puerta de Gerencia. 
Se calcula la caída de tensión del dispositivo. 
Dónde: 
L: 24.1 (metros). 
RL: 16.3 (ohm/km). 
I: 0.012 (Amperios) 





2(24.1) ∗ 16.3 ∗ 0.012
1000
 
𝐶𝑇 = 0.009 
f. Cerradura magnética de la puerta de almacén. 
Se calcula la caída de tensión del dispositivo. 
Dónde: 
L: 35.6 (metros). 
RL: 10.3 (ohm/km). 
I: 0.012 (Amperios) 
V: 12VDC (voltios). 
𝐶𝑇 =
2(35.6) ∗ 10.3 ∗ 0.315
1000
 
𝑪𝑻 = 𝟎. 𝟐𝟑 
g. Cerradura magnética de la puerta de Gerencia. 
Se calcula la caída de tensión del dispositivo. 
Dónde: 
L: 24.1 (metros). 
RL: 10.3 (ohm/km). 
I: 0.315 (Amperios) 
V: 12VDC (voltios). 
𝐶𝑇 =
2(24.1) ∗ 10.3 ∗ 0.315
1000
 
𝐶𝑇 = 0.15 
h. Alarma acústica del sistema 
Se calcula la caída de tensión del dispositivo. 
Dónde: 
L: 10 (metros). 
RL: 16.3 (ohm/km). 




V: 12VDC (voltios). 
𝐶𝑇 =
2(10) ∗ 16.3 ∗ 0.180
1000
 
𝐶𝑇 = 0.058 
i. Calculo de la caída tensión general. 
Tabla 16. Resumen de la caída de tensión. 
RESUMEN DE CAIDA DE TENSION 
Dispositivos Caída tensión (VDC) 
Sensor de movimiento en estacionamiento 0.0079 
Sensor de movimiento en patio 0.011 
Sensor de movimiento en pasadizo 0.0028 
Sensor de magnético de almacén 0.014 
Sensor de magnético de Gerencia 0.009 
Cerradura de magnético de almacén 0.23 
Cerradura de magnético de Gerencia 0.15 
Sirena Acústica 0.058 
Caída de tensión general (VDC) 0.4827 
 
3.2.2 Consumo de corriente en el sistema 
En la tabla se detalla el consumo de corriente de cada dispositivo que se utilizara en el 
sistema de seguridad electrónica. 
Tabla 17. Resumen del consumo de corriente. 
CONSUMO DE CORRIENTE DEL SISTEMA 
Dispositivos Corriente (Amp) 
Sensor de movimiento en estacionamiento 0.012 
Sensor de movimiento en patio 0.012 
Sensor de movimiento en pasadizo 0.012 
Sensor de magnético de almacén 0.012 
Sensor de magnético de Gerencia 0.012 
Cerradura de magnético de almacén 0.315 
Cerradura de magnético de Gerencia 0.315 
Sirena Acústica 0.18 
Consumo de corriente general (VDC) 0.87 
 
En este circuito se hará el cálculo de la suma de la corriente total de las cargas 




𝐼𝑇𝑜𝑡𝑎𝑙 = 𝐼1 + 𝐼2 + 𝐼3 + 𝐼𝑛 
𝐼𝑇𝑜𝑡𝑎𝑙 = 0.012 + 0.012 + 0.012 + 0.012 + 0.012 + 0.315 + 0.315 + 0.18 = 0.87 𝐴𝑚𝑝  
3.3 Diseño de programación del sistema 
3.3.1 Diseño de programación en bloques lógicos (FUP) 
Se realiza el diseño de la programación basada en el diagrama de funciones que nos 
permitirá tener control sobre lo señalado en el diagrama del circuito electrónico del 
PLC-LOGO. 
Las cargas o salidas booleanas son controladas por las entradas que será de 
encendido y apagado (reset) que nos ayudara en el control de cada sensor así como 
de la alarma acústica. Se realizara el esquema del arranque directo en el lenguaje tipo 
escalera (ladder) para posteriormente pásalo al lenguaje de bloques a través del soft 
confort que nos permite hacer la simulación y control del PLC LOGO! 
 








Figura 15: Diagrama de arranque directo en bloques (FUP). Fuente propia. 
 
 





Figura 17. Bloques re-alimentado (FUP). Fuente propia. 
 
Figura 18: Apagado (reset) de la carga (FUP). Fuente propia. 
 
3.3.2 Programación de diagrama de bloque en PLC 
La programación del sistema de seguridad electrónica nace a partir de un arranque 
directo de un motor convencional, se tomó como inicio el diagrama de escalera ladder 





Figura 19: Diagrama de la programación en bloques lógicos (FUF).Fuente Propia. 
 









Diagrama de flujo de los sensores de magnético. 
 
 
3.4 Diseño de programación en labview 
Se realiza el diseño de la programación basada en el diagrama de bloques que nos 
permitirá tener el control sobre los sensores de movimiento, sensores magnéticos y 
cerraduras magnéticas, en la programación se consideró el enclavamiento al sensar 
(entrada) y reset como sistema de restauración del mismo. 
Los diagramas de flujo de los diversos sensores del sistema son considerados tal cual 
se encuentran en el diagrama de bloques del PLC LOGO! con el fin de no varias la 












Figura 21: Diagrama de la programación de la activación de la alarma. Fuente Propia. 
 







Figura 22: Diagrama de la habilitación del sistema (tiempo). Fuente Propia. 
 






Figura 23: Diagrama del circuito de sensor de magnético. Fuente propia. 
 







3.5 Implementación de los circuitos. 
Se implementó por separado cada uno de los circuitos de las diferentes etapas del 
sistema que serán utilizados en el proyecto, a fin de poder analizar la respuesta de 
cada uno ante cualquier percance y así poder prevenir fallas al momento del 
ensamblaje. 
 
Figura 24: Habilitación de circuitos para sensores de magnéticos. Fuente propia. 
 






Figura 26: Implementación de sensores magnéticos en tarjetas. Fuente propia. 
 
Figura 27: Prueba de tarjeta y sensor magnético 1. Fuente propia. 
 
 






3.6 Ensamblaje del circuito final. 
Se acoplaron los circuitos de las diferentes etapas del sistema, a fin de realizar las 
pruebas correspondientes y corregir posibles fallas en el funcionamiento. 
Se verifica las conexiones de cada componente a través del instrumento 
seleccionando la unidad de ohmios, en caso de tener un medida de 0 ohmios entre las 
02 líneas es significado de corto circuito y se tiene que volver a validar todo el circuito 
nuevamente. 
 
Figura 29: Circuito final del sistema de seguridad electrónica. Fuente propia. 
3.7 Instalación del sistema de alarma. 
Se instaló el sistema de alarma en los ambientes de la empresa, ubicando cada etapa 
del circuito en un lugar estratégico con la finalidad de poder cumplir con su objetivo. 
























3.8 Configuración del PLC. 
La configuración que se realizara en el PLC que se comunicara por medio de Ethernet a 
través del cable de red que nos permitirá cualquier modificación. 
La comunicación entre el LOGO! y Soft confort se requiere configurar las IPs como las 
máscaras de los equipos. 
En nuestro caso el LOGO! se configurara con la IP 192.168.001.005 y la PC se 
configurara con la IP 192.168.001.008, ambas con mascara de subred 255.255.255.0 con 
puerta de enlace 192.168.001.000. 
 








Figura 32: Prueba de IP - LOGO!. Fuente Propia. 
 
3.9 Configuración de la computadora 
Se detalla las ventanas o pasos que se debe realizar para la configuración del IP de la 





Figura 33: Ingresamos a panel de control- redes e internet. Fuente Propia. 
 
 


















3.10 Hipótesis de una oficina. 
Para definir la hipótesis de un sistema de seguridad electrónica se debe tener en cuenta 
la situación real, las variables a utilizar y por consiguiente deben ser medibles. 
Las variables se podrían definir de manera cualitativa o cuantitativa que nos permitirá 
saber el evento o incidente de la zona afectada. 
En los diferentes caso los dispositivos será dependientes donde van a depender de un 
dispositivo adicional y en el caso de los independientes son totalmente autónomos 
asimismo los intermitentes son acondicionado por un timer para lo señalado. 
En el caso puntual para una oficina va depender de su infraestructura del ambiente por 
ejemplo solo tiene una puerta, las paredes son de mamparas con un solo ingreso 
principal con muro decorativo donde podrías contar con lo siguiente componentes: 
 Sensor de campo magnético que se utilizará por debajo de la tierra, solo serán 
activados con el corte de campo magnético. 
 Sensor acústico para los vidrios que nos permitirá saber que una puerta o ventana 
ha sido vulnerada, en este caso el sistema depende de ello. 
 Sensor de movimiento direccionado hacia el ingreso y dentro del ambiente que 
nos permitirá actuar antes un intruso. 
 Sensor magnético que nos permite contabilizar cuantas veces se apertura la 
puerta asimismo si la puerta abierta o cerrada. 
 Cerradura electromagnética que nos permitirá cerrar las puerta de acuerdo al 
acceso y restricciones programados en tiempo. 
 Por último la alarma o las luces estroboscópica nos permitirá actuar de manera 
acústica (audible) debido a la activación de cualquier de los dispositivos 
señalados asimismo se tiene diversidades de equipos que nos permite mejorar el 













4.1.1Pruebas de respuesta 
En este lapso del proyecto se verificará la respuesta de las etapas de censado del circuito 
por separado, a fin de asegurar el óptimo funcionamiento de cada una de ellas. 
a. Prueba del sensor magnético de gerencia. 
En esta prueba se verifica la operatividad del sensor magnético que se encuentra 
en un estado normalmente cerrado (N.C) antes de la apertura de la puerta o 
simular lo mencionado donde pasa al estado normalmente abierto (N.O) por 
consiguiente la tarjeta electrónica previa conformidad de activación envía una 
señal al PLC LOGO! y este activa la cerradura magnética (simulado con foco) 





Figura 37: Apertura de gerencia con activación de cerradura magnética y alarma. 
Fuente propia 
 
b. Prueba del sensor magnético del almacén. 
El procedimiento se repite en el sistema de comunicación entre la tarjeta 
electrónica y el PLC LOGO! donde se activa la cerradura magnética del almacén 
(simulado con foco) y activación de la alarma. 
Figura 38. Apertura de almacén con activación de cerradura magnética y alarma. 
 






c. Prueba de los sensores de movimientos. 
Se realiza la prueba de los sensores de movimiento PIR que en estado 0 esta 
normalmente cerrado y ante alguna activada cambia de estado a normalmente 
abierto donde se realiza la activación de la alarma acústica a través del PLC 
LOGO! 
 
Figura 39: Prueba de sensores de movimientos con la alarma acústica. 
Fuente propia 
 
d. Prueba de comunicación Labviewy PLC LOGO!(estado 0). 
En el software Labview se realiza la configuración de la hora de inicio (01:30 am.) 
y hora de término (08:50am.) de la activación del sistema de seguridad en el local  
de acuerdo a la necesidad (fig.xx). Se aprecia que el pulsador de reset esta 
normalmente cerrado (N.C). 
En el diagrama de bloques del LOGO! se verifica que el reset se encuentra 
normalmente cerrado (N.C) así como la carga Q4 está alimentando los sensores 
magnéticos de la puerta de gerencia y la puerta del almacén pero el sistema se 














e. Prueba de comunicación Labview y PLC LOGO! (estado 1). 
En el software Labview el sistema paso al estado “1” por estar dentro de la hora 
de inicio (01:30 am.) por ende se habilito los sensores y la alarma acústica. 
En el diagrama de bloques del LOGO! se verifica la habilitación de la variable que 
permita activar cualquier sensor y la alarma acústica ante alguna intrusión o 










Figura 42: Labview, habilitación del sistema y los sensores magnéticos. 
Fuente Propia 
 






f. Apertura de la puerta del almacén(estado 1). 
En el software Labview se verifica que la cerradura magnética del almacen se 
activó por la apertura de la puerta (sensor magnético) por ende se activó la alarma 
acústica que solo podrá ser silenciado si se presiona el reset.  
En el diagrama de bloques del LOGO! se verifica que las carga Q2 (cerradura 
magnética del almacén) y la carga Q3 (alarma acústica) se activo por 
manipulación de la puerta (apertura). 
 
Figura 44: Labview, activación de cerradura magnética de almacén y alarma. 
Fuente Propia 
.  





g. Apertura de la puerta del gerencia (estado 1). 
En el software Labview se verifica que la cerradura magnética de gerencia se 
activó por la apertura de la puerta (sensor magnético) por ende se activó la alarma 
acústica que solo podrá ser silenciado si se presiona el reset.  
En el diagrama de bloques del LOGO! se verifica que las carga Q1 (cerradura 
magnética de gerencia) y la carga Q3 (alarma acústica) se activó por 
manipulación de la puerta (apertura)
Figura 46: Labview, activación de cerradura magnética de gerencia y alarma. 
 






h. Activación de los sensores de movimiento (estado 1). 
En el software Labview se verifica que el sensor de movimiento del patio fue 
activado por presencia de algún intruso por consiguiente se activó la alarma 
acústica que solo podrá ser silenciado si se presiona el reset.  
En el diagrama de bloques del LOGO! se verifica que la carga Q3 (alarma 
acústica) se activaron por alguna presencia (sensor de movimiento)
 
Figura 48: Labview, activación del sensor de movimiento del patio. Fuente Propia.
 
Figura 49: Diagrama de bloques, activación de carga Q3 por sensor de 





Los demás sensores de movimiento tendrán el mismo ciclo de activación que el 
sensor del patio por consiguiente la única manera de silencia es por medio del 
pulsador reset. 
4.1.1.1 Registro de historiales 
Se realizaron la toma de parámetros de los componentes instalados diariamente con el 
fin de validar el funcionamiento de cada uno de ellos. 
En la tabla x se aprecia que el sensor de movimiento del patio se activó 05/08/2018 por 
presencia de una persona por dicho ambiente. El sistema se activó por la salida del 
personal del almacén que se encontraba realizando el inventario de los productos de 
importación. El dia 08/08/2018 se activa el sensor de movimiento del estacionamiento por 
la rutina del personal de seguridad (reemplazo). 
Tabla 18. Activación de sensor de movimiento 
Sensor Bosch 
Blue Line Gen2 
Sensor de Movimiento 
en estacionamiento 
Sensor de Movimiento 
en patio 
Sensor de Movimiento 
en pasadizo 
Observaciones 









Estado   
20/12/2018 08:11 
am. 





0 12. 6Vcc/ 1.2 mA 0   
21/12/2018 08:15 
am. 
12. 1Vcc/ 1.5 
mA 
0 
12. 2Vcc/ 1.5 
mA 
0 12. 6Vcc/ 1.2 mA 0   
22/12/2018 08:08 
am. 
12. 4Vcc/ 1.3 
mA 
0 
12. 6Vcc/ 1.2 
mA 
0 13.0Vcc/ 1.1 mA 0   
22/12/2018 09:46 
am. 
12. 8Vcc/ 1.1 
mA 
0 
12. 1Vcc/ 4.8 
mA 









12. 6Vcc/ 1.2 
mA 
0 12. 4Vcc/ 1.3 mA 0   
24/12/2018 08:26 
am. 
12. 2Vcc/ 1.5 
mA 
0 
12. 6Vcc/ 1.2 
mA 
0 12. 8Vcc/ 1.1 mA 0   
25/12/2018 08:12 
am. 
12. 4Vcc/ 1.3 
mA 
0 
12. 6Vcc/ 1.2 
mA 






12. 6Vcc/ 1.3 
mA 






12. 8Vcc/ 1.1 
mA 
0 
12. 1Vcc/ 1.5 
mA 
0 12. 2Vcc/ 1.5 mA 0   
28/12/2018 08:16 
am. 
12. 6Vcc/ 1.2 
mA 
0 
12. 4Vcc/ 1.3 
mA 
0 12. 6Vcc/ 1.2 mA 0   
29/12/2018 08:11 
am. 
12. 6Vcc/ 1.2 
mA 
0 
12. 8Vcc/ 1.1 
mA 
0 12. 1Vcc/ 1.5 mA 0   
30/12/2018 08:09 
am. 





0 12. 6Vcc/ 1.2 mA 0   
31/12/2018 08:19 
am. 
12. 1Vcc/ 1.5 
mA 
0 
12. 2Vcc/ 1.5 
mA 





En la tabla x se aprecia que la cerradura magnética se activó 04/08/2018 por salida del 
gerente general de la empresa y el 05/08/2018 se activó la cerradura magnética del 
almacén debido a la salida del personal que encontraba realizando el inventario de los 
productos de importación.  
 
Tabla 19. Activación de la cerradura magnética 
Cerradura Magnetica 
Cerradura Magnetica en 
almacen 
Cerradura Magnetica en 
gerencia 
Observaciones 
Fecha / Hora Tensión/ corriente Estado Tensión/ corriente Estado   
20/12/2018 08:11 am. 12. 6Vcc/ 0.2 mA 0 13.0Vcc/ 0.1 mA 0   
21/12/2018 08:15 am. 12. 1Vcc/ 0.1 mA 0 12. 2Vcc/ 0.5 mA 0   
21/12/2018 09:02 am. 12. 8Vcc/ 0.1 mA 0 12. 1Vcc/ 514 mA 1 
Se activó dentro del 
horario 
22/12/2018 08:08 am. 12. 4Vcc/ 0.2 mA 0 12. 6Vcc/ 0.2 mA 0   
22/12/2018 09:46 am. 13.0Vcc/ 497 mA 1 12. 6Vcc/ 0.3 mA 0 
Se activó dentro del 
horario 
23/12/2018 08:30 am. 13.0Vcc/ 0.1 mA 0 12. 6Vcc/ 0.2 mA 0   
24/12/2018 08:26 am. 12. 2Vcc/ 0.5 mA 0 12. 6Vcc/ 0.2 mA 0   
25/12/2018 08:12 am. 12. 4Vcc/ 0.3 mA 0 12. 6Vcc/ 0.2 mA 0   
26/12/2018 08:08 am. 12. 8Vcc/ 0.1 mA 0 12. 1Vcc/ 0.5 mA 0   
27/12/2018 08:16 am. 12. 6Vcc/ 0.2 mA 0 12. 4Vcc/ 0.3 mA 0   
28/12/2018 08:11 am. 12. 6Vcc/ 0.2 mA 0 12. 8Vcc/ 0.1 mA 0   
29/12/2018 08:09 am. 12. 6Vcc/ 0.2 mA 0 13.0Vcc/ 0.1 mA 0   
30/12/2018 08:19 am. 12. 1Vcc/ 0.5 mA 0 12. 2Vcc/ 0.5 mA 0   
31/12/2018 08:20 am. 12. 6Vcc/ 0.2 mA 0 12. 4Vcc/ 0.3 mA 0   
 
Con los datos registrados nos permite verificar el correcto funcionamiento del sistema de 
acuerdo a los eventos que se pudo apreciar. Como parte de la rutina se verifico cada 
parámetro del día a día teniendo en cuenta la tensión y la corriente de los dispositivos. 
4.1.1.2 Prueba de comunicación entre el Soft confort (LOGO!) del sistema de 
control y labview (computadora). 
Se realizaron pruebas para verificar la comunicación a través de NI OPC SERVER, entre 





Figura 50: Apertura del sistema de comunicación NI OPC SERVER. Fuente Propia. 
 
 






Figura 52: Configuración del IP del LOGO!. Fuente Propia.
 






Figura 54: Crear variables de comunicación. Fuente Propia. 
 
Figura 55: Configuración de las variables (boolean). Fuente Propia. 
 
4.1.1.3 Pruebas de comunicación entre dispositivos, envío y recepción de mensajes 
de alerta. 
Se verifico la comunicación de cada uno de los sensores con el sistema de control, así 






Figura 56: Visualización de la comunicación de todas las variables (int-out). 
Fuente Propia. 
4.1.1.4 Percepción del aumento de seguridad en la empresa SOCIEDAD CIVITANO 
LANACIONAL S.A.C. después de la instalación del sistema. 
Mediante una encuesta de 52 personas se recogió la información sobre la instalación del 
sistema de seguridad electrónica, según los datos arrojados por la encuesta los 
empleados aprecian que la seguridad mejoro en un promedio del 90%, permitiendo 
deducir que el sistema cumplió con su finalidad inicial. 
Resultado de las encuestas tomadas en la empresa SOCIEDAD CIVITANO 
LANACIONAL S.A.C después de la instalación del sistema de alarma 
 
Gráfico 1.  Pregunta 1 ENCUESTA SOCIEDAD CIVITANO LANACIONAL S.A.C 
92.31%
7.69%
1. ¿Se informó al personal sobre la instalacion del 
sistema de seguridad electronica en la empresa 








Gráfico 2.  Pregunta 2 ENCUESTA SOCIEDAD CIVITANO LANACIONAL S.A.C 
 
Gráfico 3.  Pregunta 3 ENCUESTA SOCIEDAD CIVITANO LANACIONAL S.A.C 
90.38%
9.62%
2. ¿Consideras que el sistema de seguridad 





3. ¿Sabes el funcionamiento del sistema de 








Gráfico 4.  Pregunta 4 ENCUESTA SOCIEDAD CIVITANO LANACIONAL S.A.C 
 










4. ¿Consideras que los ambientes de las oficinas 





5. ¿Sientes mas seguridad en dejar tus pertenencias 
sabiendo que existe este sistema que anuncia y 








4.1.2.1 Flujo de caja 
a. Identificación de recursos 
A continuación se detallarán los materiales, insumos y equipos a emplear durante el 
desarrollo del proyecto. 
Tabla 20. Identificación de recursos 
Materiales Cantida Unidad Precio Unitario Precio t otal 
Diodo Led 4 Unid. S/ 0.05 S/ 0.20 
Transistor 2n2222 4 Unid. S/ 0.10 S/ 0.40 
Transistor 2n3906 4 Unid. S/ 0.10 S/ 0.40 
Diodo 1n4148 4 Unid. S/ 0.10 S/ 0.40 
Capacitores 100 uf 25v 2 Unid. S/ 0.10 S/ 0.20 
Capacitores 1 uf 25v 2 Unid. S/ 0.10 S/ 0.20 
Capacitores 0.1 uf 25v 2 Unid. S/ 0.10 S/ 0.20 
Resistencia 10k 4 Unid. S/ 0.05 S/ 0.20 
Resistencia 22k 4 Unid. S/ 0.05 S/ 0.20 
Resistencia 47k 2 Unid. S/ 0.05 S/ 0.10 
Resistencia 1k 2 Unid. S/ 0.05 S/ 0.10 
Relay 12v, 500 mA 2 Unid. S/ 2.00 S/ 4.00 
Borneras electronica 6 Unid. S/ 0.40 S/ 2.40 
Borneras electricas 1 Unid. S/ 2.00 S/ 2.00 
Sensor PIR 3 Unid. S/ 25.00 S/ 75.00 
Sensor Magnetico 2 Unid. S/ 10.00 S/ 20.00 
Focos 220v 2 Unid. S/ 9.00 S/ 18.00 
Socket 2 Unid. S/ 2.00 S/ 4.00 
Cable #16 50 Mt. S/ 0.80 S/ 40.00 
Cable #12 10 Mt. S/ 1.00 S/ 10.00 
Sirena 12 v 1 Unid. S/ 20.00 S/ 20.00 
PLC LOGO 230 1 Unid. S/ 1 ,100.00 S/ 1,100.00 
Fuente 12v-5 Amp 1 Unid. S/ 30.00 S/ 30.00 
Caja de pase 4"x 4" 4 Unid. S/ 4.00 S/ 16.00 
Tubo PVC SAP 2 Unid. S/ 5.00 S/ 10.00 
Placa de baquelita 3 Unid. S/ 1.50 S/ 4.50 
Sub Total S/ 1,358.50 
Herramientas Cantida Unidad Precio Unitario Precio total 
Caja de herramientas 1 Unid. S/ 35.00 S/ 35.00 
Alicate pelacables 1 Unid. S/ 50.00 S/ 50.00 
Pinza universal 1 Unid. S/ 25.00 S/ 25.00 
Pinza de punta 1 Unid. S/ 25.00 S/ 25.00 
Pinza de corte 1 Unid. S/ 25.00 S/ 25.00 
Juego de destornillador 1 Juego S/ 50.00 S/ 50.00 
Cautin 1 Unid. S/ 20.00 S/ 20.00 




Insumos Cantida Unidad Precio Unitario Precio total 
Tarugos 50 Unid. S/   0.25 S/   12.50 
Alcohol isopropilico 3 litro S/   3.80 S/   11.40 
Estaño 1 Rollo S/ 25.00 S/ 25.00 
Pasta para soldar 1 Unid. S/ 10.00 S/ 10.00 
Tornillo 50 Unid. S/   0.20 S/ 10.00 
Sub Total S/   68.90 
Equipos Cantida Unidad Precio Unitario Precio total 
Taladro 1 Unid. S/ 85.00 S/ 85.00 
Multitester 1 Unid. S/ 60.00 S/ 60.00 
Pinza amperimetrica 1 Unid. S/ 80.00 S/ 80.00 
Laptop 1 Unid. S/ 2,000.00 S/ 2,000.00 
Sub Total S/ 2,225.00 
 
Fuente propia 
b. Valorización de los recursos necesarios para el proyecto.  
Tabla 21. Valorización de recursos para el proyecto 
Materiales Cantida Unidad 
Diodo Led 4 Unid. 
Transistor 2n2222 4 Unid. 
Transistor 2n3906 4 Unid. 
Diodo 1n4148 4 Unid. 
Capacitores 100 uf 25v 2 Unid. 
Capacitores 1 uf 25v 2 Unid. 
Capacitores 0.1 uf 25v 2 Unid. 
Resistencia 10k 4 Unid. 
Resistencia 22k 4 Unid. 
Resistencia 47k 2 Unid. 
Resistencia 1k 2 Unid. 
Relay 12v, 500 mA 2 Unid. 
Borneras electronica 6 Unid. 
Borneras electricas 1 Unid. 
Sensor PIR 3 Unid. 
Sensor Magnetico 2 Unid. 
Focos 220v 2 Unid. 
Socket 2 Unid. 
Cable #16 50 Mt. 
Cable #12 10 Mt. 
Sirena 12 v 1 Unid. 
PLC LOGO 230 1 Unid. 
Fuente 12v-5 Amp 1 Unid. 
Caja de pase 4"x 4" 4 Unid. 
Tubo PVC SAP 2 Unid. 
Placa de baquelita 3 Unid. 




Caja de herramientas 1 Unid. 
Alicate pelacables 1 Unid. 
Pinza universal 1 Unid. 
Pinza de punta 1 Unid. 
Pinza de corte 1 Unid. 
Juego de destornillador 1 Juego 
Cautin 1 Unid. 
Insumos Cantida Unidad 
Tarugos 50 Unid. 
Alcohol isopropilico 3 litro 
Estaño 1 Rollo 
Pasta para soldar 1 Unid. 
Tornillo 50 Unid. 
Equipos Cantida Unidad 
Taladro 1 Unid. 
Multitester 1 Unid. 
Pinza amperimetrica 1 Unid. 
Laptop 1 Unid. 
 
Fuente propia 
c. Factor recurso humano 

















d. Egreso del presupuesto del proyecto 
Tabla 23. Egresos del presupuesto 
 
Fuente propia 
e. Curva S (Costo vs Tiempo) 
 















b. Diccionario WBS 
 






DESARROLLO DE UN SISTEMA DE SEGURIDAD ELECTRÓNICA APLICADO AL CONTROL Y MONITOREO EN OFICINAS 




1.RECONOCIMIENTO DEL LUGAR 
 
1.1 Levantamiento de Informacion 
 
Revisar los planos asbuilt del local a intervenir  
Encargado del proyecto 
 
1.2 Validar Local Civitano 
Compatibilizar los plano con el local a 
intervenir 
 













2.1 Selecion de equipos 
 
 
Diseñar el circuito general de acuerdo a la 
necesidad del cliente interno Encargado del proyecto 
 
2.2 Lista de equipos 
Evaluar los equipos de acuerdo a la ubicación y 
elaborar una lista de equipos 
 
Encargado del proyecto 
 
2.3 Diseño de planos 
 
Diseñar el circuito de recorrido del sistema  
Encargado del proyecto 
 
2.4 Aprobación de Layout 
 
Validar las ubicación con el cliente interno  










3.1 Compra local de equipos 





3.2 Importación de equipos 
 
Se importa los equipos no comerciales  
Logística 
 
3.3 Evaluación de equipos 
Se evaluar los equipos solicitados de 
procedencia nacional e importados 
 
Encargado del proyecto 
 
3.3 Recepción de equipos 
Se hace la recepción si cumple con lo 
solicitado 
 






4.-IMPLEMENTACION DE OBRA 
 
4.1 Trabajo civil 
Se realiza la ubicación de los puntos 
existentes en plano 
 
Encargado del proyecto 
 
4.2 Ubicación de Caja de pase 
 
Se define la ubicación de la cajas de pase  
Encargado del proyecto 
 
4.3 Recorrido de tuberia conduit 
Se define el pase de la tuberías conduit 
pesados 
 







5.-INSTALACION DEL SISTEMA 
 
5.1 Canalizado del cableado 
 
Cableado de los diferentes puntos del sistema  
Encargado del proyecto 
 
5.2 Montaje de sensores 
Colocación de los sensores de movimientos 
como magnéticos 
 
Encargado del proyecto 
 
5.3 Montaje de chapas magnéticas 
 
Colocación de la cerraduras magnéticas  
Encargado del proyecto 
 
5.4 Prueba de comunicación 
 
Comprobación del PLC LOGO! y la PC  






6.1 Puesta en marcha 
Demostración del funcionamiento del sistema de 
alarma 
Encargado del proyecto, jefe de 
la empresa 
 
6.2 Capacitación del personal 
Intrusiones al personal de la empresa sobre el 
manejo y funcionamiento del sistema 
Encargado del proyecto, 





c. Cronograma de actividades del proyecto 
Tabla 25. Cronograma de actividades 
 





 Se diseñó e implementación un sistema de seguridad electrónica basado en un PLC 
LOGO! como la lógica virtual LABVIEW que será operado a través de una 
computadora para la empresa SOCIEDAD CIVITANO LANACIONAL S.A.C, con el fin 
de evitar o anticipar cualquier intrusión de una persona no autorizada. 
 El personal de seguridad puede ahora gestionar y monitorear a distancia las diferentes 
áreas involucradas después de la hora inicio y termino del programa lo cual tiene como 
punto de apoyo a la alarma acústica antes cualquier incidente. 
 En los objetivos se planteó componentes certificados de alta fiabilidad teniendo en 
cuenta que los sensores están expuestos directamente a la brisa del mar, por ende, el 
tiempo de vida de los sensores se extendió. 
 El proyecto de seguridad electrónica es viable puesto que genero un beneficio en la 
seguridad del cliente de manera personal como en los activos de la empresa. 
 El sistema de seguridad electrónica creado e instalado en la empresa SOCIEDAD 
CIVITANO LANACIONAL SAC, es una implementación que permitirá al personal de 
seguridad actuar de forma rápida y segura ante un intento de robo o persona no 













 Se sugiere considerar para proyectos de mayor envergadura los PLC siemens Simatic 
S7-1200 modelo CPU1214C que tiene mayor entradas y salidas. 
 En caso la magnitud de equipos se extienda se sugiere colocar módulos de señales en 
paralelo que ayudara gestionar los dispositivos adicionales E/S. 
 Se puede utilizar módulos digitales para controlar luminarias, aire acondicionado, 
televisores, ventiladores, etc. 
 Los modulos digitales nos permitara controlar equipos proporcionales como dimer, 


















Material que conduce la electricidad que puede ser de ser corriente continua (D.C) o 
corriente alterna (A.C). 
Dirección IP. 
Una dirección IP es simplemente una dirección en una red IP que utiliza un ordenador o 
dispositivo conectado a esa red. Las direcciones IP permiten a todos los ordenadores o 
dispositivos conectados encontrarse y pasarse datos entre ellos. 
Protocolo 
Se denomina al conjunto de reglas que controlan la secuencia de mensajes que ocurren 
durante una comunicación entre entidades que forman una red. 
Relé. 
Dispositivo electromecánico con una bobina que, cuando pasa corriente por ella, -
magnetiza un núcleo y atrae lapieza móvil fija a contactos móviles que pueden ser 
normalmente abiertos (N.O) o normalmente cerrados (N.C). 
Sensor 
Llamamos sensor a un dispositivo que mide de manera automática una variable, como 
por ejemplo la temperatura, la presión o inclusive el régimen de giro, entre otras cosas. 
Sistema 
Es un conjunto de redes, controladores, equipos o dispositivos que, una vez instaladas y 
puestos en marcha de forma coordinada es capaz de implementar un conjunto de 
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