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1. El cierre de Megaupload (y dominios asociados) 
Los servicios de Megaupload 
 Almacenamiento e intercambio de archivos on-line. 
 Política laxa en materia de protección de derechos de 
autor, o más que Rapidshare y Uploaded.to 
 Servicios muy demandados por los usuarios: vídeo en 
streaming, acceso ilimitado a películas, series, discos, etc.  
 Planes de remuneración a los uploaders por compartir 
archivos, si aumentaban el flujo de visitas. 
– Parece comprobado, por el análisis de correos, que se ofrecía 
remuneración más ventajosa a cambio de subir contenidos 
protegidos (ánimo de lucro, ergo “piratería”). 
– La industria audiovisual intentó negociar un acuerdo 




Los servicios de Megaupload 
 La cuenta premium (pago bianual) era muy utilizada por 
usurarios que podían hacer uso intensivo con fines 
legítimos: 
– Almacenamiento de material audiovisual para post-edición 
profesional de documentales y películas. 
– Almacenamiento de documentos técnicos muy pesados. 
– Servicio de alojamiento en nube de gran ancho de banda y 
capacidad prácticamente ilimitada. 
 La oferta combinada de servicios de extrema utilidad, gran 
demanda y sobre contenidos legales o ilegales explica su 
amplio margen de beneficios. 
→ 50 millones de usuarios accedían cada día y más de 150 millones de 
usuarios registrados (4 - 7% del tráfico de internet). 
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La responsabilidad de Megaupload 
Fuente: http://derechoenred.es/blog/responsabilidad/el-caso-megaupload 
 Parece claro que había enriquecimiento o beneficio ilícito en 
gran parte ligado al intercambio de contenido protegido. 
• Los mecanismos de notificación y eliminación de contenido protegido eran 
insuficientes, o claramente mejorables. 
• Era imposible controlar todo el material que los usuarios almacenaban y 
compartían. 
• El material eliminado tras una primera denuncia volvía a ser subido con 
nombre distinto y por usuarios diferentes. 
– El escrito completo de acusación incluye numerosas 
estimaciones de daños, algunos de difícil comprobación. 
• 180 mill. usuarios; 50 mill. visitas diarias; ¿Clientes potenciales 
y consumidores habituales de productos culturales? 
• Daños por copyright: 500 mill. US$; beneficios: 175 mill. US$ 
(Fuente: http://es.scribd.com/doc/78786408/Mega-Indictment) 
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El modo de cerrarla 
Fuente: http://www.megaupload.com/ 
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El modo de cerrarla 
Fuente: http://www.rtve.es/noticias/20120119/fbi-cierra-megaupload-mayores-webs-intercambio-archivos-internet/490924.shtml 
 El FBI intervino la sede central de la empresa: 
• Arrestó a cuatro responsables de la página y ordenó la detención de tres 
acusados más por delitos de piratería y blanqueo de capitales. 
– Denuncia cursada por un jurado de EE.UU. el 5 de enero de 2012. 
• Acusaba a los responsables de la web de blanqueo de capitales y 
violación de la propiedad intelectual: 
“Durante más de cinco años la organización ha operado páginas web que 
reproducían ilegalmente y distribuían infringiendo las leyes de la propiedad 
intelectual obras que incluían películas antes de su estreno comercial, 
música, programas de televisión, libros electrónicos y software de 
entretenimiento a una escala masiva".  
“Los conspiradores se negaron a cerrar cuentas de usuarios que 
infringían los derechos de autor“; sólo retiraban "selectivamente" los 
enlaces denunciados y después lo comunicaban "a los poseedores de 
derechos". 
→ Precisamente esta renuencia a colaborar con las autoridades y entidades de 
gestión de derechos de autor es una de las cosas que más valoraban los usuarios. 
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Razones para la intervención y cierre por el FBI 
Fuente: http://cultura.elpais.com/cultura/2012/01/19/actualidad/1327003171_243063.html 
– La demanda aceptada por el gran jurado incluye cinco cargos:  
• conspiración para cometer infracciones de los derechos de autor,  
• conspiración para lavado de dinero,  
• dos cargos por infracción criminal de los derechos de autor 
• un último cargo por conspiración para cometer extorsión, al entender que los 
acusados se comportaban como una banda criminal. 
– Los 4 arrestados: 
– En Nueva Zelanda, por las autoridades locales, Kim Schmitz (alias Kim 
Dotcom),ciudadano de Finlandia y de Alemania, fundador de Megaupload Limited y “jefe 
de la mega conspiración”, según el FBI; 
– Fin Batato, ciudadano alemán y jefe de publicidad comercial y de ventas; 
– Mathias Ortmann, alemán y jefe técnico de la compañía; y Bram van der Kolk, 
– Se han presentado cargos contra 3 colaboradores: 
– Julius Bencko, ciudadano de Eslovaquia y director gráfico; Sven Echternach, alemán y 
director de desarrollo de negocio; Adrus Nomm, de Estonia y jefe de programación.  
– Se registraron las cuentas bancarias de los administradores y se examinaron los 
servidores de Megaupload para recoger evidencias de la difusión de contenido 
supuestamente pirateado. 
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Estimación de pérdidas para la industria audiovisual 
Fuente: http://cultura.elpais.com/cultura/2012/01/19/actualidad/1327003171_243063.html 
• Según las autoridades norteamericanas: 
– Alrededor de “500 millones de dólares" para la industria, sumando todo 
el entramado de webs/dominios de Megaupload; 
– Unos "175 millones de beneficios" para los propietarios de 
Megaupload, por cuotas de usuarios 'premium' y publicidad. 
– Blanqueo de capital: Se les acusa de “conspirar para blanquear 
dinero al pagar a los usuarios mediante su programa de recompensas 
por subir contenidos“, dinero que no se declaraba.  
• El FBI efectuó 20 registros en EE UU (y en ocho países más).  
– Congeló bienes asociados a la empresa y sus gerentes por valor de 
38 millones de euros. 
– El carácter lucrativo de la actividad de Megaupload quedó ilustrado a 
los pocos días con numerosas noticias sobre el estilo de vida 
ostentoso de Kim Schmitz. 
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Consecuencias del cierre Megaupload 
 Duro golpe a las páginas de enlaces: 
– Publicitaban contenidos enlazados a los archivos 
existentes en la plataforma Megaupload: 
• 18 dominios: Megavideo, Megaclick, Megaworld, Megalive, 
Megapix, Megacar, Megafund, Megakey, Megamovie, etc. 
• Evitaban así el consumo de ancho de banda que supondría 
hospedarlos por sí mismos (y la posible atribución de 
responsabilidad). 
– Pero indexaban una cantidad ingente de material con 
interés potencial para millones de usuarios. 
• Esto cambió los patrones de consumo, con tendencia 
creciente a ver contenido bajo demanda, en streaming. 












Consecuencias del cierre Megaupload 
Fuente: http://continuityisnotsecurity.blogspot.com.es/2012/02/megaupload-y-spanair.html  
 Una lección importante para el uso de servicios 
cloud como el que prestaba Megaupload: 
• Muchos usuarios utilizaban Megaupload como sitio alternativo 
para guardar copia secundaria o principal de sus datos. 
• Es importante elegir muy bien el proveedor de servicios en 
cloud (Dropbox, Box.net, CX.com; o Youtube, Picasa, etc.). 
– Si depositamos información valiosa, tener en cuenta que puede 
desaparecer o ser intercambiada con terceros. 
– Revisar las cláusulas de sus contratos y comprobar qué amparo 
prevén en caso de cierre legal o quiebra de la compañía proveedora.  
» Casos como el Spanair y Air Comet dejaron claro que lo menos 
importante eran los clientes, una vez que la buena imagen deja 
de tener utilidad comercial.  
» Las indemnizaciones de una empresa en suspensión de pagos 
como Air Madrid se están cobrando… ¡5 años más tarde! 
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Lobby industrial con modelos de negocio obsoletos 
Cambio en las actitudes de los consumidores 
Evolución del marco jurídico sobre IP en Internet 
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2. Marco jurídico y valores en conflicto 
Contexto donde se consolida la oferta de Megaupload 
 Escasa innovación por parte de la industria 
tradicional de distribución de contenidos multimedia. 
– Pocos ejemplos exitosos (excepciones: Spotify, para la 
música; Netflix, para películas y series; iTunes, etc.) 
con ciertas ventajas y algunos inconvenientes: 
• El coste de la suscripción básica se ha ido incrementando 
rápidamente. 
• Disponibilidad del servicio limitada a ciertos países (a 
menudo, sólo EEUU y UK). 
• Remuneración muy escasa para los propietarios de derechos. 
• Dificultades para sortear el acceso a los mismos contenidos 
por otros mecanismos más simples. 
16 
Contexto donde se consolida la oferta de Megaupload 
Fuente: http://www.animaadversa.es/discos/el-precio-de-la-cultura-en-espana/1121/  
– Diferencias de coste significativas y arbitrarias entre 
países para los mismos productos culturales: 
• Ejs. ajustados con un factor de corrección en función del 
poder adquisitivo (salario medio) de cada país. 
[Entre 4-7€ se calcula que permiten costear los gastos de producción]: 
– CD de Iron Maiden, The Final Frontier: 
» España: 12.57 € (media) 
» Francia: 14,37 € 
» Alemania: 7.88 € 
» Reino Unido: 4.95€ 
– CD de Blind Guardian, At the edge of time: 
» España: 15.53€ 
» Francia: 12.41€ 
» Alemania: 8.94€ 
» Reino Unido: 6.91€ 
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Contexto donde se consolida la oferta de Megaupload 
 Ventajas de estos modelos de negocio: 
– Posibilidad de remunerar por derechos de autor 
directamente a los propietarios.  
– Correlación directa entre remuneración y número de 
escuchas/visualizaciones 
• No basados en estudios segmentados, subcontratados a 
empresas con conflicto de intereses (SGAE, CEDRO…). 
• Análisis y estudios de mercado más sencillos.  
– Costes de producción y distribución más bajos.  
• Garantizan de manera efectiva el derecho universal de 
acceso a la cultura, bien a través de suscripciones con 
limitaciones y publicidad (Spotify Free, p.ej.) o mediante 
suscripciones de pago que eliminan estas limitaciones. 
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Contexto donde se consolida la oferta de Megaupload 
 Cambios significativos en las pautas de consumo: 
• Los usuarios de internet han respaldado cualquier 
tecnología que permita un acceso sencillo y completo a la 
cultura, y harán lo posible por obtenerlo en cualquier 
marco jurídico.  
• Lo razonable: hacerlo posible a través de un cauce legal. 
– Existen precedentes suficientes para suponer que será rentable. 
– Las redes y aplicaciones de intercambio P2P fueron perdiendo 
protagonismo con el auge de Megaupload y servicios similares. 
– El alojamiento en la nube se considera ahora la tecnología 
estratégica en la productividad empresarial. 
• Los canales de distribución tradicionales responden al 
contexto tecnológico de décadas pasadas, son caros, poco 
confortables y asociados a pautas de consumo de masas. 
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Inexistencia de oferta adecuada de contenidos digitales 
Fuente: http://cultura.elpais.com/cultura/2012/04/11/actualidad/1334163962_714199.html 
– Ej.: El retraso de Amazon en abrir su tienda de eBooks en español 
y comercializar fuera de EE.UU. su tableta y eReaders. 
– Precios abusivos por parte de Apple y varias editoriales 
(Macmillan, Penguin, Hachette, HarperCollins y Simon & Schuster):  
– Condenadas en EE.UU. por pactar precios al alza. Les ha costado 
decenas de millones a los usuarios. 
• Conspiraron:  “se comunicaron entre ellos de forma habitual  […] para 
intercambiar información sensible y darse garantías de cooperación para 
lograr los fines de la conspiración”.  
• “Millones de libros electrónicos que se hubieran vendido a 9,99 dólares o 
otros precios bajos acabaron vendiéndose por otros precios marcados por 
los Acuerdos de Agencia de Apple, por lo general 12,99 o 14,99 dólares”. 
• Steve Jobs: “[las editoriales] fijan el precio, nosotros nos quedaremos con el 
30% y el cliente pagará algo más, pero eso es lo que ellas quieren de todos 
modos”. (El País, 11/4/2012)  
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Entidades que gestionan (escasos) derechos “de autor” 
Fuente: http://www.nacionred.com/lobbies-pi/cedro-quiere-cobrar-5-euros-por-alumno-por-derechos-de-autor  
 Voracidad insaciable de SGAE, CEDRO, etc. 
– Llega hasta el absurdo, obstaculizando la docencia universitaria  
(como ha denunciado la CRUE: Europa Press, 16/04/2012). 
– Asfixian cualquier iniciativa novedosa difícil de encajar en un 
marco jurídico propio de la primera mitad del XX. 
– Extienden al soporte digital idénticos criterios que para el físico. 
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Objetivos de SOPA y PIPA 
Fuente: https://action.eff.org/o/9042/p/dia/action/public/?action_KEY=8173  
– Electronic Frontier Foundation advierte contra: 
• PROTECT IP Act (PIPA) [Senado] 
http://www.leahy.senate.gov/imo/media/doc/BillText-PROTECTIPAct.pdf  
• Stop Online Piracy Act (SOPA) [Congreso] 
http://www.govtrack.us/congress/bills/112/hr3261  
– Firme carta de protesta de >100 juristas norteamericanos: 
http://politechbot.com/docs/sopa.law.professor.letter.111511.pdf  
 Plantean la posibilidad de cerrar cualquier sitio web, dentro o fuera de EE.UU., 
sospechoso de alojar contenidos protegidos por las leyes de copyright.  
– Respaldada por la industria de Hollywood y una veintena de congresistas 
de ambos partidos (la mayoría, republicanos). 
– Rechazo total de Google, Facebook, AOL, eBay, Twitter o Yahoo, entre otros. 
• Peligrosamente ambigua: faculta para cerrar sitios con “alta 
probabilidad” de alojar contenidos protegidos. 
– La mera sospecha basta como motivo principal para cerrar una web.  
– La Protect IP Act, en la misma línea, trata de prevenir posibles 
amenazas a la propiedad intelectual.  
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Objetivos de ACTA y otras leyes recientes 
 Orientación fundamentalmente punitiva en ACTA (UE): 
– Anti-Counterfeiting Trade Agreement (ACTA, 3 December 2010) 
http://www.dfat.gov.au/trade/acta/Final-ACTA-text-following-legal-verification.pdf  
– Sorprende por tratarse de un documento comercial; pero apenas propone 
iniciativas para fomentar la innovación tecnológica en los modelos de negocio. 
 Claro sesgo punitivo en la Ley española de Economía sostenible, 
por presión de los lobbies de la industria audiovisual y distribuidoras. 
http://www.boe.es/boe/dias/2011/03/05/pdfs/BOE-A-2011-4117.pdf  
• También se trata de una norma destinada a fomentar nuevos modelos de 
negocio, pero en la que predomina la finalidad exclusivamente punitiva. 
• Típico del contexto tecnológico de hace varias décadas. 
• Más que evitar infracciones contra los derechos de propiedad, su 
resultado será comprometer seriamente la seguridad para navegar por 
Internet, inhibir la libertad de expresión en la red y retrasar el 
crecimiento en el sector de la tecnología. 
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CISPA: Cyber Intelligence Sharing and Protection Act of 2011 
Fuente: http://www.govtrack.us/congress/bills/112/hr3523 
 Sponsors: sobre todo políticos republicanos y el 
House Permanent Select Committee on Intelligence. 
– Subcomités: 
• Intelligence Community Management 
• Oversight and Investigations 
• Technical and Tactical Intelligence 




CISPA: Cyber Intelligence Sharing and Protection Act, 2011 
Fuente: http://www.govtrack.us/congress/bills/112/hr3523  [Proyecto de Ley: 17/04/2011] 
 Algo mucho más serio que la propuesta de nuevas garantías para 
la protección de derechos de propiedad intelectual. 
– Persigue combinar intereses públicos/privados y acciones muy amplias. 
– Hace de la propiedad intelectual cuestión de Seguridad Nacional. 
– Inmuniza a empresas de ciberseguridad contra potenciales abusos. 
– Sólo podría aplicarse vulnerando derechos básicos en materia de privacidad, secreto 
de las comunicaciones, libertad de expresión, etc. 
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Resumen | Texto 
CISPA: Cyber Intelligence Sharing and Protection Act, 2011 
Fuente: http://www.govtrack.us/congress/bills/112/hr3523 
Sec. 2, (g) (3): “Cyber threat intelligence”: 
“Information in the possession of an element of the 
intelligence community directly pertaining to a 
vulnerability of, or threat to, a system or network of a 
government or private entity, including information 
pertaining to the protection of a system or network 
from:  
– (1) efforts to degrade, disrupt, or destroy such system or 
network; or  
– (2) theft or misappropriation of private or government 
information, intellectual property, or personally 
identifiable information. 
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CISPA: Cyber Intelligence Sharing and Protection Act, 2011 
Fuente: http://www.govtrack.us/congress/bills/112/hr3523 
Sec. 2, (g) (4): Authorizes a cybersecurity provider (a non-
governmental entity that provides goods or services 
intended to be used for cybersecurity purposes), with the 
express consent of a protected entity (an entity that contracts 
with a cybersecurity provider) to: 
– (1) use cybersecurity systems to identify and obtain cyber threat 
information in order to protect the rights and property of the 
protected entity; and  
– (2) share cyber threat information with any other entity designated 
by the protected entity, including the federal government. 
• Prohibits a civil or criminal cause of action against a 
protected entity, a self-protected entity (an entity that 
provides goods or services for cybersecurity purposes to 
itself).  
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Reino Unido: Plan to monitor all internet use 
Fuente: http://news.bbc.co.uk/2/hi/uk_news/politics/8020039.stm  
El Reino Unido aprobó el 2/04/2012 un 
nuevo paquete legislativo para permitir 
la monitorización sistemática del 
correo electrónico y la navegación 
web de los ciudadanos sin ningún tipo 
de supervisión judicial. 
Imita el rumbo marcado por China o 
Irán, que desarrollan y aplican sin 
pudor tecnologías para espiar las 
comunicaciones de sus ciudadanos en 
la red.  
Pero justamente por eso se les 
considera liberticidas, 
antidemocráticos, irrespetuosos con 
los derechos humanos, Orwellianos, 
dictatoriales... 
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Intentos infructuosos de poner puertas al campo 
Fuente: http://www.publico.es/ciencias/221071/cerco-a-las-descargas-de-internet-en-espana  
La Coalición de Creadores e Industrias de Contenidos (que reúne a autores, entidades de 
gestión de derechos, productoras, discográficas y distribuidoras) y la otra parte, Redtel 
(que engloba a los principales proveedores de acceso a Internet salvo Jazztel) tienen muy 
avanzado un pacto para acabar con las descargas de material audiovisual sujeto a 
derechos de autor. 
El mecanismo que han acordado la industria cultural y los operadores es que, cuando el 
internauta intente conectarse a una de estas páginas concentradoras o a los servidores de 
eMule en el extranjero, el proveedor de acceso (ISP) bloqueará el intento. Los ISP 
compartirán una lista negra de sitios y máquinas prohibidas. "El derecho internacional 
nos ampara para hacer el bloqueo", dicen las mismas fuentes.  
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Cerco a las descargas de Internet en España 
Autores y operadoras acuerdan el cierre de páginas pero discrepan en la 
desconexión de los usuarios 
Del capitalismo industrial a las redes abiertas 
Implicaciones sociales y políticas 
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3. La evolución necesaria del debate ético 
Capitalismo industrial, capital intelectual y redes abiertas 
 Tensión entre dinámicas globalizadoras y capitalismo 
industrial dependiente de conocimiento estratégico. 
– Guerra de patentes entre Google, Apple, Samsung, Motorola… 
– Patentes preventivas, de carácter disuasorio: 
• No aportan conocimiento, novedad ni utilidad en las invenciones. 
• Consideran innovaciones aspectos triviales o secundarios, incluyendo 
elementos obvios de diseño, software y funcionalidad, casi siempre ya 
presentes en redes de especializadas de trabajo cooperativo. 
• Objetivo: blindar la cartera de desarrollos tecnológicos de una 
empresa frente a las innovaciones de sus competidores. 
• Muchas se presentan sólo para “marcar tendencia”, esperando el efecto 
imitación de potenciales competidores. 
• Encarecerán cualquier demanda legítima por infracción de patentes. 
 
31 
McPhail, K. (2009): “Where is the ethical knowledge in the knowledge economy?”, 
Critical Perspectives on Accounting”, 20(7), 804-822. doi:10.1016/j.cpa.2008.09.004 
Crecimiento rápido, confianza y nuevos valores 
 La dinámica de innovación tecnológica vertiginosa que propicia internet dificultad 
la creación de un marco estable de valores y cultura de trabajo en las 
organizaciones.  
– Leyes como SOPA, PIPA y CISPA se inspiran en la concepción 
convencional (neoclásica) del valor, orientado al mercado. Desde este 
enfoque, cuesta distinguir: 
a) Un sentido restringido de la confianza, como una característica relacional que debe 
fomentarse porque facilita el crecimiento económico; y, 
b) Un sentido más amplio: la confianza de la ciudadanía en las organizaciones con las que 
se relaciona, y que implica cierta conciencia de la cultura y los valores corporativos que 
asumen, así como ciertas expectativas acerca de la capacidad ética de estas 
organizaciones para reconocer y resolver los dilemas éticos.  
– Distinguir entre capital ético al servicio exclusivamente de fines comerciales; 
y capital ético al servicio de propósitos cívicos y democráticos más amplios. 
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Medidas de ineficacia probada para Internet 
 En dirección contraria a la evolución del debate ético, 
se proponen para Internet medidas condenadas al fracaso: 
• La monitorización a varios niveles del tráfico en internet genera una 
dinámica contraria a la apertura y al libre flujo de información, de 
efectos letales bien conocidos sobre la innovación y la generación de 
riqueza en los negocios tradicionales de dimensión transnacional: 
 
“La apertura a la inversión directa extranjera va de la mano de un régimen de comercio 
abierto, y proporciona beneficios para la adquisición de conocimiento por derecho 
propio, puesto que los inversores multinacionales son líderes mundiales en 
innovación y sus actividades en los países en desarrollo pueden ser importantes en 
la transferencia de conocimientos. La formación del personal local y los contactos 




World Bank. World Development Report, 1998/99. Knowledge for Development. 
Washington: The International Bank for Reconstruction and Development; 1999: 7. 
Medidas de dudosa eficacia 
http://www.boe.es/boe/dias/2011/03/05/pdfs/BOE-A-2011-4117.pdf 
 Ley 2/2011, de 4 de marzo, de Economía Sostenible: 
– Artículo 52. Inclusión, como parte integrante del servicio universal, de una 
conexión que permita comunicaciones de datos de banda ancha a una 
velocidad de 1 Mbit por segundo.  
1. La conexión a la red pública de comunicaciones con capacidad de acceso 
funcional a Internet, garantizada por el servicio universal de 
telecomunicaciones, deberá permitir comunicaciones de datos en banda 
ancha a una velocidad en sentido descendente de 1Mbit por segundo. 
(A través de cualquier tecnología).  
      El Gobierno (…) podrá actualizar esta velocidad de acuerdo con la 
evolución social, económica y tecnológica, teniendo en cuenta los servicios 
utilizados por la mayoría de los usuarios. 
2. (…) previo informe de la Comisión del Mercado de las Telecomunicaciones, 
garantizará el carácter asequible de los precios de los servicios incluidos 
dentro del servicio universal. En particular, podrá fijar un precio máximo 
para las conexiones que permitan comunicaciones en banda ancha incluidas 
dentro del servicio universal. 
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 SOPA has three major problems: 
1. Suppressing speech without notice and a proper hearing 
– The Constitution “require[s] a court, before material is completely removed from 
circulation, . . . to make a final determination that material is [unlawful] after an 
adversary hearing.” 
2. Breaking the Internet’s infrastructure:  
• The Act will have potentially catastrophic consequences for 
the stability and security of the DNS. 
• The Act undermines the principle of domain name universality 
– that all domain name servers, wherever they may be located 
on the network, will return the same answer when queried with 
respect to the Internet address of any specific domain name – 
on which countless numbers of Internet applications, at 
present, are based. 
 
– 3. Undermining United States’ leadership in supporting 
and defending free speech and the free exchange of 
information on the Internet: The Act represents a retreat 
from the United States’ strong support of freedom of 
expression and the free exchange of information and 
ideas on the Internet. At a time when many foreign 
governments have dramatically stepped up their efforts 
to censor Internet communications,6 the Act would 
incorporate into U.S. law – for the first time – a principle 
more closely associated with those repressive regimes: 
a right to insist on the removal of content from the global 
Internet, regardless of where it may have originated or 
be located, in service of the exigencies of domestic law. 
China, for example, has (justly) been criticized for 
blocking free access to the Internet with its Great 
Firewall. But even China doesn't demand that search 
engines outside China refuse to index or link to other 
Web sites outside China. The Act does just that. 
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 El fenómeno de la piratería on-line es un fenómeno complejo: 
– En esto coinciden los estudios que han hecho un seguimiento minucioso de la 
evolución de las tecnologías para piratear contenidos y las comunidades 
online asociadas. 
 Analizando sus consecuencias: 
– Distan mucho de ser las que la industria audiovisual pretende airear 
– Ha sido una fuente continua de innovación, materializada en nuevas 
empresas y modelos de negocio lícitos.  
– Indica cambios en hábitos de consumo con gran potencial económico. 
 Considerado en su dimensión legal: 
– La piratería en Internet ha instigado líneas importantes de innovación 
tecnológica y estratégica, para los dueños de la industria audiovisual 
tradicional y para recién llegados, centrados exclusivamente en contenidos 
digitales.  
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Conclusiones 
 Un examen detenido de los procesos de implantación de las tecnologías de 
intercambio de archivos y de consolidación de las comunidades asociadas 
muestra un balance diferente: 
– Más allá del porcentaje -sumamente discutido- de ingresos que haya 
podido restar a la distribución de contenidos por cauces comerciales 
tradicionales, un balance provisional sugiere más bien que han estimulado la 
innovación tecnológica y la creación de modelos de negocio legítimos.  
– Sus implicaciones para sectores de la industria tradicional y 
emprendedores inducen a esperar más bien poco de las estrategias 
punitivas centradas sólo en abordar los aspectos legales del fenómeno para 
endurecer el marco legal. 
– Estas medidas de control difícilmente podrían ser efectivas sin erosionar 
derechos constitucionales básicos que hoy día se canalizan de manera 
importante a través de las redes digitales. 
– Convierten a diversos actores -proveedores de contenidos, operadoras de 
telefonía y cable, servicios de alojamiento, etc.- en instancias de control, 




 Numerosas leyes y proyectos de ley recientes responden sólo a los 
intereses de la industria audiovisual y sirven de pretexto para implantar 
mecanismos de control, vigilancia y censura inaceptables: 
– Los auténticos objetivos de SOPA y PIPA han quedado en evidencia tras la iniciativa 
CISPA, que enmarca la protección de la IP en un contexto de Seguridad Nacional. 
– CISPA, en realidad, es un mecanismo de blindaje para múltiples agentes privados 
que tendrán amplio margen de impunidad para monitorizar la actividad de usuarios 
y empresas en cualquier actividad que puedan realizar por internet.  
– En términos prácticos, aproxima la consideración penal que merecen los infractores 
de la propiedad intelectual a la de presuntos terroristas, poniendo toda la maquinaria 
de los servicios de inteligencia al servicio de un mismo objetivo: limitar la libertad en el 
flujo de información. 
– El resultado, además de anticipar escenarios bien explorados en la literatura y cine 
distópicos,  puede suponer acabar con el modelo de internet que hemos conocido. 
– En términos económicos, CISPA y cualquier marco legal inspirado en ella, constituyen 
un serio obstáculo para la innovación tecnológica y para nuevos modelos de 
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