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l.INTRODU<;Ao 
A evolw;ao tecnol6gica vem agregando conhecimento ao homem e 
oportunizando o desenvolvimento de inumeras atividades em ritmo acelerado, em 
contraposiyaO a lentidao de outrora. 
No entanto, e preciso se ter consciencia que, a medida que se desenvolvem e 
aperfei9oam novas tecnicas, no sentido de otimizar o trabalho despendido por cada 
individuo, surge a necessidade de se tutelar esses novas interesses. 
Nesse interim, aborda-se a utiliza9ao da nova ferramenta de trabalho pelos 
empregados, colocada a disposi9ao pelo empregador - o computador. Atraves desse 
meio, disponibilizou-se ao empregado inumeros instrumentos, e, com eles, tornou-se 
imprescindivel para o desenvolvimento das atividades laborativas a utilizayao do e-
mail, com o intuito de dar celeridade na comunica9ao dos empregados, seja com o 
meio interno ou externo. 0 uso do correio eletronico corporativo nas rela96es de 
trabalho, vem chamando a aten9ao de juristas e doutrinadores, pois em que pese ser 
patente a otimiza9ao do trabalho, pode tambem haver um desvio de sua finalidade, que 
a priori, deveria ser empregado para atender exclusivamente ao trabalho. 
A informatica hoje representa o fator comum que, no interior da organiza9ao 
social, acelera todos os setores da sociedade, e a sua potencialidade e de tal modo que 
incide no sistema nervoso das organiza96es e de toda uma sociedade. 
A comunica9ao virtual na rela9ao de trabalho, atraves do e-mail, e questao que 
ainda suscita duvidas, podendo-se encontrar diversos posicionamentos. De um lado, o 
ponto de vista do empregador, em que o e-mail corporativo e um instrumento de 
trabalho posto a disposi9ao do empregado, devendo, portanto, ser utilizado nos estritos 
limites da atividade funcional do trabalhador, de outro lado, o ponto de vista do 
empregado e a sua expectativa de privacidade. 
Em razao dessa situa9ao faz-se necessaria a utiliza9ao de elementos balizadores 
e direcionadores a fim de propiciar condi96es para o uso correto do e-mail corporativo 
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pelo empregado, bern como condic;5es para o empregador fazer o controle desse uso 
sem ofender os direitos do trabalhador, ou seja, os limites do empregador em relac;ao 
ao seu controle e monitoramento, bern como as limitac;5es de utilizac;ao pelo 
funcionario. 
Inegavelmente a revoluc;ao informatica entrou em urn processo evolutivo e 
particularmente acelerado, e investiu em todos os aspectos dos tradicionais processos 
de produc;ao, dentre eles o sistema produtivo, stricto sensu, as tecnicas de organizac;ao 
da atividade de trabalho, a qualidade do proprio trabalho, nascendo assim uma maior 
profissionalizac;ao, e ainda as condic;5es dos trabalhadores nos postos de trabalho, a 
ocupac;ao da mao de obra e a distribuic;ao dessa. 
Em todos esses aspectos, entretanto, e necessario destacar tanto as 
consequencias positivas, como as consequencias negativas, que serao demonstradas no 
decorrer do presente trabalho. 
Isto posto, o presente trabalho pretende abordar os motivos de ordem te6rica 
sobre a polemica apresentada, defendendo-se que, respeitados ambos os direitos e 
limitac;5es, o estabelecimento de regras conduz a urn entendimento claro e previamente 
estipulado, evitando-se assim futuras demandas judiciais e servindo como ferramenta 
de gestao pelo empregador. 
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2. 0 USO DO CORREIO ELETRONICO NO AMBIENTE DE TRABALHO. 
A utiliza9ao do e-mail hoje no ambiente de trabalho tornou-se ferramenta 
imprescindivel para o desenvolvimento da atividade laborativa, conforme ja observou 
Edison Fontes 1: 
0 correio eletronico ja faz parte do nosso dia-a-dia, seja no ambito pessoal ou 
profissional. Praticamente todas as organiza96es utilizam essa facilidade. 
Como recurso de trabalho, o correio eletronico tern como objetivo principal 
facilitar a comunica9ao interna e externa da organiza9ao. Dessa forma, o 
correio eletronico pode ajudar a organiza9ao a alcan9ar seus objetivos e a 
realizar sua missao. 
0 impacto das novas tecnologias sobre a realidade do ambiente de trabalho 
cedeu lugar a urn cenario extremamente variado de novas figuras profissionais. A 
informatiza9ao determinou, seguramente, uma redefini9ao dos novos papeis exercidos 
no ambiente corporativo bern como uma recoloca9ao dos inumeros profissionais nesse 
mew. 
Portanto, a introdu9ao das novas tecnologias no mundo do trabalho teve urn 
impacto radical na organiza9ao do trabalho, transformando os habitos e o modus 
operandi, seguramente incrementando a produtividade e a qualidade das empresas. 
Desse modo, faz-se mister analisar as questoes atinentes a utiliza9ao pelo 
empregado dessa ferramenta de trabalho, e seus limites. Noutro ponto, e direito do 
empregador fiscalizar toda e qualquer atividade do empregado corporativamente 
desempenhada. Neste sentido, cabe estabelecer regras de condutas a fim de se limitar e 
responsabilizar as atividades desenvolvidas utilizando-se como meio o correio 
eletr6nico. 
Eis que resulta profundamente transformada a estrutura de organiza9ao do 
trabalho, incidindo novas problematicas no seio das rela9oes trabalhistas, modificando 
1 FONTES, Edison. Seguran~;a da Informa~;ao - 0 Usmirio Faz a Diferen~;a. Sao Paulo: Saraiva, 
2006. 81p. 
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o modo de trabalhar, de produzir, de gerir e de se relacionar. Acerca desse assunto, ja 
explorou o bacharel Claudio Croce2, em seu trabalho de conclusao de curso: 
L'introduzione delle nuove tecnologie nel mondo del lavoro ha avuto un 
impatto radicale nell'organizzazione del lavoro, trasformandone le abitudini 
ed il modus operandi, sicuramente incrementando la produttivita e la qualita 
delle aziende. 
( ... ) 
L'evoluzione tecnologica e i mutamenti delle forme organizzative delle 
imprese contribuiscono a creare sempre nuovi momenti di tensione in 
relazione all'assetto tra il legittimo esercizio dei poteri del datore e i 
contrapposti diritti dei prestatori di lavoro subordinato. Particolannente 
significativa e la vicenda che riguarda il potere del datore di raccogliere 
informazioni sui dipendenti e di controllarne l'operato. 
E' acceso il dibattito vertente sull'individuazione dei limiti del potere del 
datore di controllare i dipendenti nonche di trattare le informazioni che li 
riguardano. 
Ademais, sob a 6tica do empregador, se lhe atribui o poder de fiscaliza<_;ao, e, 
por conseqi.it!ncia, para a implementa<;ao da Seguran<;a da Informa<_;ao, imp5e-se o 
monitoramento dos sistemas eletronicos disponibilizados aos empregados como 
ferramenta de trabalho. Acerca desse tema, ja expos claramente o professor Sergio 
Pinto Martins3 : 
Em casos de interesses relevantes que podem, posteriormente, ser examinados 
pela Justi<;a, o empregador podeni monitorar os e-mails dos empregados, 
desde que digam respeito ao servi<;o. Nao se pode dizer que haveria viola<;ao 
da privacidade do empregado quando o empregador exerce fiscaliza<;ao sobre 
equipamentos de computador. Ressalte-se que o correio eletronico, em muitos 
2 CROCE, Claudio. Tecnologie Informatiche e Rapporto di Lavoro. 2002. 221f. 30p. Facolta di 
Giurisprudenza. Universita Cattolica Del Sacro Cuore di Milano. "A introdu<;ao das novas tecnologias 
no mundo do trabalho teve urn impacto radical nas organiza<;6es de trabalho, transformando seus 
habitos e o modus operandi, seguramente incrementando a produtividade e a qualidade das empresas. 
( ... )A evolu<;ao tecnol6gica e as mudan<;as das formas organizacionais das empresas contribuem para 
criar sempre novos momentos de tens6es em rela<;ao a ordem entre o legitimo exercicio dos poderes 
do empregador e os contrapostos direitos dos prestadores de trabalho subordinado. Particularmente, 
significativa e a vit6ria que refere ao poder do empregador de recolher infonna<;6es sobre seus 
dependentes e de controlar as opera<;6es/comportamentos. Inicia-se entao o debate sobre a 
individualiza<;ao dos limites do poder do empregador de controlar os dependentes e tambem de tratar 
as informa<;6es que lhes dizem respeito." (Tradu<;ao livre) 
3 MARTINS, Sergio Pinto. Direito do Trabalho. Sao Paulo: Altas Juridico. 224p. 
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casos e da empresa e nao do empregado. 0 telefone utilizado para acesso a 
Internet e do empregador. Assim o recebimento da comunica<;:ao e do 
empregador e nao do empregado ( ... ). Entendo que o empregador podeni 
verificar a utiliza<;:ao de e-mails, visando constatar se o computador nao esta 
sendo usado, no horario de servi<;:o para fins pessoais do empregado, ainda 
mais quando ha proibi<;:ao expressa para uso pessoal do equipamento. Durante 
o horario de trabalho o empregado esta a disposi<;:ao do empregador. Deve 
produzir aquilo que o empregador lhe pede. Logo, pode ser fiscalizado para 
verificar se nao esta enviando e-mails para outras pessoas sem qualquer 
rela<;:ao como servi<;:o, pois esta sendo pago para trabalhar e nao se divertir. 
Assim sendo, a utiliza9ao de e-mail no ambiente corporativo e uma realidade 
presente e crescente e ha a necessidade de imposi9ao de regras para o seu uso, a fim de 
preservar as informa96es que circulam no ambiente de trabalho, posto se tratar de urn 
ativo essencial para os neg6cios de uma companhia e, portanto, deve ser protegida de 
forma adequada. E imprescindivel, por conseguinte, proporcionar a seguran9a da 
informa9ao, a fim de preservar a confidencialidade, a integridade e a disponibilidade 
das informa96es corporativas. 
Refor9ando este entendimento, Edison Fontes4 exp5e: 
Proteger a informa<;:ao significa garantir: 
• Disponibilidade: a informa<;:ao deve estar acessivel para o funcionamento 
da organiza<;:ao e para o alcance de seus objetivos e missao. 
• Integridade: a informa<;:ao deve estar correta, ser verdadeira e nao estar 
corrompida. 
• Confidencialidade: a informa<;:ao deve ser acessada e utilizada 
exclusivamente pelos que necessitam dela para a realiza<;:ao de suas 
atividades profissionais na organiza<;:ao; para tanto, deve existir uma 
autoriza<;:ao previa. 
• Legalidade: o uso da informa<;:ao deve estar de acordo com as leis 
aplicaveis, regulamentos, licen<;:as e contratos, bern como com os 
principios eticos seguidos pela organiza<;:ao e desejados pela sociedade. 
• Auditabilidade: o acesso e o uso da informa<;:ao devem ser registrados, 
possibilitando a identifica<;:ao de quem fez o acesso e o que foi feito com a 
informa<;:ao. 
• Nao repudio de autoria: o usuario que gerou ou alterou a informa<;:ao 
(arquivo de texto ou mensagem de correio eletronico) nao pode negar o 
fato, pois existem mecanismos que garantem sua autoria. 
4 FONTES, Edison. Seguran~a da Informa~ao- 0 Usmirio Faz a Diferen~a. Sao Paulo: Saraiva, 
2006. 12p. 
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0 autor ainda e claro ao expressar que "a informa<;ao, independentemente de 
seu formato, e um ativo importante da organiza<;ao. Por isso, os ambientes e os 
equipamentos utilizados para seu processamento, seu armazenamento e sua 
transmissao devem ser protegidos5". 
A respeito do monitoramento, e explicita da Norma Tecnica ABNT NBR ISSO 
IEC 17799:2005 em seu item 10.1 0, ao expor: 
1 0.1 0. Monitoramento 
Objetivo: Detectar atividades nao autorizadas de processamento de 
informa9ao. 
Convem que os sistemas sejam monitorados e eventos de seguran9a da 
informa9ao sejam registrados. Convem que registros (log) de operador e 
registros (log) de falhas sejam utilizados para assegurar que os problemas de 
sistemas de informa9ao serao identificados. Convem que as organiza96es 
estejam de acordo com todos os requisitos legais relevantes aplicaveis para 
suas atividades de registro e monitoramento. Convem que o monitoramento 
seja utilizado para chegar a eficacia dos controles adotados e para verificar a 
conformidade como modelo de politica de acesso. 
Portanto, o uso do correio eletronico no ambiente de trabalho e uma realidade 
que se faz presente, e a fim de proteger a informa<;ao, e dar plena aplicabilidade a 
seguran<;a da informa<;ao, imp5e-se a necessidade de monitoramento das atividades 
desenvolvidas pelo empregado, dentre elas, a utiliza<;ao do correio eletronico como 
comunica<;ao interna e externa. 
De fato, as novas aplica<;5es das tecnologias informaticas permitem um recurso 
a forma de recolhimento das informa<;5es e tambem de vigiHincia extremamente 
amplas e detalhadas, atendendo, desse modo, a inquestiomivel exigencia de se 
estabelecer a tutela dos direitos e das liberdades fundamentais dos trabalhadores, os 
quais serao tratados nos pr6ximos capitulos. 
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3. A NATUREZA DO CORREIO ELETRONICO 
Muito se questiona sabre a natureza do corre10 eletr6nico, poderia ser 
classificado ou equiparado a uma correspondencia e se, por consequencia, estaria 
protegido constitucionalmente6 e seria inviolavel. 
Para tal analise e mister invocar a legislavao que disp5e sabre OS servivos 
postais no territ6rio brasileiro, a qual e taxativa ao definir OS objetos de 
correspondencia em seu artigo 7° (Lei no 6.538/78): 
Art. 7°. Constitui serviyo postal o recebimento, expediyao, transporte e 
entrega de objetos de correspondencia, valores e encomendas, conforme 
definido em regulamento. 
§ 1 o - Sao objetos de correspondencia: 
a) carta; 
b) cartao-postal; 
c) impresso; 
d) cecograma; 
e) pequena-encomenda. 
Desse modo, extrai-se claramente que o e-mail nao foi elencado entre os objetos 
de correspondencia, ate mesmo porque na epoca de edivao desta norma, em 1978, 
sequer se falava em correio eletr6nico e tao menos se suscitava o aparecimento da 
problematica abordada neste artigo. 
Esta tambem e a livao da jurista Adriana Carrera Calvo7, ao analisar os 
questionamentos de diversas correntes sabre a natureza do correio eletr6nico: 
Ha diversos autores que defendem a sua inviolabilidade, contudo os 
argumentos sao diversos. Alguns argumentam que se trata de 
correspondencia e como tal esta protegido pelo sigilo constitucional das 
6 Constituiyao Federal. Artigo 5° XII - e inviolavel o sigilo da correspondencia e das comunicay6es 
telegraficas, de dados e das comunicay6es telefOnicas, salvo, no ultimo caso, por ordem judicial, nas 
hip6teses e na forma que a lei estabelecer para fins de investigayao criminal ou instruyao processual 
penal. 
7 CALVO, Adriana Carrera. 0 uso indevido do correio eletronico no ambiente de trabalho. 2005. 
Disponfvel em: [http://www.mundojuridico.adv.br]. Acesso em 03 mar. 2009. 
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correspondencias. Ha os que entendem que o correio eletronico tratar-se-ia 
de conjunto de dados e o texto constitucional ao referir-se "ultimo caso", 
estaria se referindo somente a conversa telefOnica, portanto, o sigilo do 
correio eletronico continuaria protegido constitucionalmente. Por ultimo, ha 
aqueles que nao entendem que o correio eletronico seria protegido pelo 
principia constitucional do sigilo, contudo, defendem a sua inviolabilidade 
com base na prote<;ao constitucional da privacidade e intimidade do 
empregado. 
Por outro !ado, ha uma grande corrente que defende a violabilidade do 
correio eletronico. Ha aqueles que entendem que poderia ser violavel, com 
autoriza<;ao judicial, pois se trataria de conjunto de dados e o texto 
constitucional ao referir-se ao "ultimo caso", se referiria a conjunto de dados 
e con versa telefonica (com base na Lei n° 9 .296/96). Outros argumentam que 
o correio eletronico deve ser equiparado a correspondencia comercial, 
portanto, nao estaria protegida pelo sigilo constitucional (somente as 
correspondencias pessoais teriam essa prote<;ao ). Ha uma forte corrente que 
entende que o correio eletronico 6 urn instrumento do trabalho, podendo ser 
monitorado pelo empregador, legitimado pelo seu poder diretivo, nao 
havendo expectativa de privacidade e intimidade em seu uso. 
Sobre o carater de ser ou nao o correio eletronico uma correspondencia 
fechada, al6m dos argumentos iniciais acerca da questao da senha e da 
caracteristica eminentemente aberta deste recurso que a Internet nos 
proporciona ( o que leva algumas pes so as a considerar o correio eletronico 
mais urn cartao postal do que uma carta), salienta-se que o correio eletronico 
nao esta entre os objetos descritos na Lei n° 6.538/78, que disp6e sobre os 
servi<;os postais e em seu artigo 7°, paragrafo 1° relaciona o que 6 passive! de 
ser chamado de objetos de correspondencia, entre os quais temos apenas 
carta, cartao-postal, impresso, cecograma e a pequena-encomenda. 
A Lei e Constitui<;ao, portanto, impedem que servidores prestem servi<;o 
postal e de telegrama. Por esse motivo, parece razoavel afirmar que tais 
prestadores de servi<;os nao desenvolvem atividade que, pelo ordenamento 
legal, 6 reservada ao Estado e que, portanto, os correios eletronicos nao se 
confundem com a defini<;ao de carta e telegrama tratada na Lei. 
Ainda, cabe trazer a definic;ao que a mesma legislac;ao trata de fazer sobre o 
termo correspondencia: 
Art. 47. Para os efeitos desta Lei, sao adotadas as seguintes defini<;6es: 
CORRESPONDENCIA - toda comunica<;ao de pessoa a pessoa, por meio 
de carta, atrav6s da via postal, ou por telegrama. 
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Portanto, alem de urn impedimenta tecnico quanta a classifica<;ao do termo e-
mail, ha tambem urn impedimenta legal para que o e-mail possa vir a ser considerado 
uma correspondencia, e a exata implica<;ao juridica desta palavra. 
Conforme ja delineado, a Lei 6.538/78 traz em seu corpo uma defini<;ao para o 
termo correspondencia, como sendo toda comunica<;ao de pessoa a pessoa, por meio 
de carta, atraves de via postal ou por telegrama. 
Assim sendo, o meio atraves do qual se realiza a comunica<;ao pessoa a pessoa 
constitui uma barreira legal para que o e-mail seja classificado como uma 
correspondencia de acordo com o ordenamento juridico patrio. 
Desse modo, nao se tratando o e-mail de correspondencia, por ausencia de uma 
defini<;ao legal, nao ha que se falar em prote<;ao constitucional referente a 
inviolabilidade de correspondencia. 
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4. 0 PODER DIRETIVO DO EMPREGADOR VERSUS 0 DIREITO A 
INTIMIDADE DO EMPREGADO 
Hoje a internet e para as empresas, de urn modo geral, mais que urn simples 
instrumento de trabalho: e o canal vital de comunica9ao entre a empresa e seus 
clientes. A internet representa uma constante na estrutura e na gestao de uma empresa, 
assumindo o mesmo valor estrategico e funcional que urn telefone e urn fax. 
A re-estrutura9ao feita pela informatica automatizou as opera96es, desde as 
mais simples ate as mais complexas, e consequentemente transformou a configura9ao 
das tradicionais e conhecidas fabricas, redimensionou a industria e flexibilizou o 
mercado. Com isso restou transformada, profundamente, seJa a organiza9ao do 
trabalho, como tam bern a propria estrutura da empresa. 
Ao empregador sao atribuidos direitos, a fim de lhe possibilitar genr sua 
empresa, que encontram respaldo no artigo 2°8 da Consolida9ao das Leis do Trabalho, 
reunindo uma serie de fun96es e deveres. 
A partir deste dispositivo se extrai que incumbe ao empregador a organiza9ao 
das atividades laborais, alem de controlar e disciplinar o trabalho, em suma, o poder de 
dire9ao, conforme bern observa Mario Gon9alves Junior9 : 
Ao empregador sao conferidos poderes (de man do, gestao, organizacional, 
disciplinar etc.), que funcionam como contrapartida ao risco econ6mico da 
atividade (art. 2o., CLT). Esses poderes, por assim dizer, sao corolarios do 
direito de propriedade (do neg6cio, da empresa). 0 outro lado dessa moeda e 
a sujeis;ao dos trabalhadores aos comandos dos patroes, em troca de salarios. 
Por poder de dire9ao entende-se a liberdade do empregador de definir como as 
atividades de sua empresa serao desempenhadas por seus empregados, lhe sendo licito 
8 CL T - Art. 2° Considera-se empregador a empresa, individual ou coletiva, que, assumindo os riscos 
da atividade econ6mica, admite, assalaria e dirige a prestas;ao pessoal de servis;o. 
9 GON<;AL VES HJNIOR, Mario. A intimidade dos trabalhadores e o poder de comando dos patroes. 
2005. Disponivel em: [http://www.mundojuridico.adv.br]. Acesso em: 04 mar. 2009. 
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controlar e fiscalizar tais atividades e ainda impor certas regras de conduta. Acerca 
desse assunto, a didatica de Amauri Mascaro Nascimento10 merece destaque: 
Poder de direc;ao e a faculdade atribuida ao empregador de determinar o 
modo como a atividade do empregado, em decorrencia do contrato de 
trabalho, deve ser exercida. 
0 poder de direc;ao manifesta-se mediante tres principais formas: o poder de 
organizac;ao, o poder de controle sobre o trabalho e o poder disciplinar sobre 
o empregado. 
( ... ) 
Sendo detentor do poder de organizac;ao, cabe ao empregador determinar as 
normas de caniter tecnico as quais o empregado esta subordinado e que sao 
expedidas por mero contato verbal, individual ou geral, ou por comunicados 
escritos, avisos, memorandos, portarias, etc. 
Poder disciplinar e o direito do empregador de impor sanc;oes disciplinares 
ao empregados. 
( ... ) 
0 poder de controle da ao empregador o direito de fiscalizar o trabalho do 
empregado. A atividade deste, sendo subordinada e mediante direc;ao do 
empregador, nao e exercitada do modo que o empregado pretende, mas 
daquele que e imposto pelo empregador. 
No entanto, tais poderes devem coexistir com os principios norteadores do 
direito, impondo-se que sejam aplicados com modera<;ao, a fim de nao se ter violada a 
esfera privada do empregado, que em pese estar em urn ambiente corporativo, nao 
abriu mao da sua intimidade. Imp5e-se, portanto, urn respeito ao empregado, que resta 
defendido por inurn eros doutrinadores: 
Inegavel que o empregado tern direito a sua intimidade e a sua privacidade 
no ambiente de trabalho. Tern o direito de se proteger da entrada indevida do 
seu empregador em sua vida pessoal. 
Nao se pode confundir a privacidade do empregado em suas 
correspondencias e atividades privadas com o uso das tecnologias de 
comunicac;ao no ambiente de trabalho. 11 
10 NASCIMENTO. Amauri Mascaro. Corso de Direito do Trabalho. 19 ed. Sao Paulo: Saraiva, 
2004. 620-624p. 
11 CALVO, Adriana Carrera. 0 uso indevido do correio eletr6nico no ambiente de trabalho. 2005. 
Disponivel em: [http://www.mundojuridico.adv.br]. Acesso em 03 mar. 2009. 
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Neste ponto, e natural que se questione se estariamos diante de uma aparente 
colisao de direitos: poder diretivo do empregador versus o direito a intimidade do 
empregado. 
Verifica-se que ambos coexistem, e impoem-se limites reciprocamente, ou seja, 
e legitimo o direito do empregado de exercer o seu direito a intimidade, ao passo que 
esta sofre limita<;oes decorrentes do poder de dire<;ao do empregador. Assim sendo, 
nao ha uma aniquila<;ao de um direito em rela<;ao a outro, mas sim uma pondera<;ao, a 
fim de evitar que o ambiente de trabalho se tome opressor, ou por outro lado, sem 
regras. 
0 poder de controle pode ser transferido diretamente a maquina ou sistema 
operacional, exercendo um controle a distancia, em tempo real ou remoto, capaz de 
fotografar, memorizar e recompor detalhadamente o comportamento do trabalhador. 
Ressalte-se que o poder de controle, que juntamente com o poder diretivo e o 
poder disciplinar constituem o conjunto de poderes concedidos ao empregador, sendo 
que tais podres encontram seus limites estabelecidos na propria legisla<;ao. 
Segundo Edison Fontes 12, "existe uma in versa proporcionalidade quando se 
trata de privacidade e seguran<;a do individuo, pois quanto maior a seguran<;a, menor e 
a privacidade". 
Indiscutivelmente a utiliza<;ao da mencionada tecnologia determinou o 
surgimento dos riscos de utiliza<;ao abusiva e danos a empresa. 
Fato e que a questao do monitoramento dose-mails, e das atividades laborativas 
do empregado tem suscitado grandes debates, existindo sempre ponto favoraveis e 
desfavoraveis para a ado<;ao de tais medidas: se de um lado o empregador, com razao, 
tem o direito de proteger os interesses de sua empresa, de outro lado, o empregado tem 
o direito, assegurado constitucionalmente, de manter sua privacidade e fazer valer as 
regras da consolida<;ao das leis do trabalho. 
12 FONTES, Edison. Seguran~a da Informa~ao - 0 Usmirio Faz a Diferen~a. Sao Paulo: Saraiva, 
2006. 107p. 
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Desse modo, sera sempre preciso agir com proporcionalidade e razoabilidade, 
seja por parte do empregador quanta por parte do empregado. 0 empregado deve 
evitar abusos, e dedicar-se estritamente a atividade !aboral, ao passo que o empregador 
devera justificar ( e entende-se ja estar justificada) a presen9a de urn interesse legitimo 
que o tome merecedor de ter acesso aos detalhes de todos os passos dados pelo 
empregado. 
Resta clara, portanto que o controle exercido pelo empregador deve reduzir ao 
minima uma possivel lesao aos interesses contrapostos dos empregados, em atens;ao 
sempre ao principia da boa-fe, de ambos os lados. 
Evidentemente que a ado9ao de medidas preventivas de controle dos sistemas 
informaticas e a maneira mais eficaz de evitar o vazamento de informa96es valiosas 
para o empregador, hem como evitar conflitos entre empregado e empregadores. 
Neste sentido, destaca-se a utiliza9ao do Termo de Uso dos Sistemas da 
Informa9ao e o Regulamento Interno dos Sistemas Informaticas que vem 
desempenhados papel de importancia impar na sociedade atual, adequando-se as 
necessidades das empresas, prevenindo um eventual conflito de interesses ou de 
direitos. Tais medidas visam advertir, previamente e expressamente, o trabalhador, das 
regras que regem aquela determinada empresa, objetivamente reduzir por completos 
eventuais expectativas de privacidade ou intimidade em rela9ao a sua ferramenta de 
trabalho - o computador- posto que, conforme ja delineado, trata-se de instrumento 
disponibilizado e mantido as custas do empregador. 
Ademais, ha que se ressaltar que o empregado e pago, estritamente, para 
exercer suas atividades no ambiente de trabalho, priorizando atender as expectativas da 
empresa e jamais se pressup6s a liberalidade da corpora9ao em atribuir total e irrestrita 
competencia para o trabalhador administrar, como bern entender, seu tempo as 
disposi9ao da empresa. 
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5. A IMPORTANCIA DO TERMO DE USO DOS SISTEMAS DE 
INFORMA<;AO- TUSI - E DO REGULAMENTO INTERNO DOS SISTEMAS 
INFORMATICOS- RISI. 
Consoante ja exposto, a informa<;ao e urn ativo nas corpora<;5es que deve ser 
protegido, a fim de conferir ao empreendimento a possibilidade de continuidade de 
suas atividades. Assim, nasce a seguran<;a da informa<;ao, que visa proteger o recurso 
informa<;ao, de acordo como ensinamento de Edison Fontes13 : 
Segurans;a da informas;ao e o conjunto de orientas;oes, normas, 
procedimentos, politicas e demais as;oes que tern por objetivo proteger o 
recurso informas;ao, possibilitando que o neg6cio da organizas;ao seja 
realizado e a sua missao seja alcans;ada. 
( ... ) 
Os regulamentos (politicas, normas e regras) de segurans;a da informas;ao 
tern como objetivo fazer com que o uso da informas;ao na organizas;ao 
acontes;a de uma forma estruturada, possibilitando que o neg6cio nao seja 
prejudicado por urn mau uso da informas;ao: seja por erro ou por acidente. 
( ... ) 
Para que a protes;ao da informas;ao seja eficaz no dia-a-dia da organizas;ao, 
os conceitos e os regulamentos de segurans;a devem ser compreendidos e 
seguidos por todos OS usuarios. 
Desta forma, nada mais justo do que conferir ao empregador, atraves de seu 
poder diretivo, a possibilidade de estabelecer regras de comportamento nos meios de 
informatica a seus empregados, criando uma politica publica sobre o uso da rede, 
dando pela ciencia do empregado de que o sistema informatico, ou seja, todo o 
equipamento colocado a disposi<;ao do mesmo e de propriedade da empresa, e todo 0 
transito de informa<;5es sera continuamente monitorado, neste sentido e o 
esclarecimento prestado por Mario Gon<;alves Junior14 : 
13 FONTES, Edison. Seguranc;a da Informac;ao- 0 Usuario Faz a Diferenc;a. Sao Paulo: Saraiva, 
2006. llp. 
14 GON<;AL VES JUNIOR, Mario. A intimidade dos trabalhadores e o poder de comando dos patroes. 
2005. Disponivel em: [http://www.mundojuridico.adv.br]. Acesso em: 04 mar. 2009. 
19 
Dai porque sempre nos inclinamos a entender que as correspondencias 
eletronicas enviadas e recebidas atraves de equipamentos de trabalho podem 
ser amplamente monitoradas e vasculhadas, principalmente quando o 
trabalhador sabe dessa possibilidade de antemao: se decide exprimir seus 
pensamentos ou sua vida intima por esse meio eletronico, valendo-se de 
instrumentos de trabalho, aceita o risco de perder o controle da sua 
divulgayao. Melhor: abre mao da informayao pessoal, ja que parte de si o 
impulso original de exterioriza-la. 
Portanto, a seguran<;a da informa<;ao teni como escopo amemzar o impacto 
decorrente da manipula<;ao indevida desse ativo, indispensavel para o born 
funcionamento e a continuidade da empresa. No mesmo sentido, a ado<;ao de criterios 
claros para o monitoramento, alem de preservar a integridade da corpora<;ao, tambem 
estara reduzindo o possivel impacto sobre a intimidade e uma eventual expectativa de 
privacidade do empregado no ambiente de trabalho, haja vista que o trabalhador tera 
pleno e previa conhecimento sobre a fiscaliza<;ao ativa de seu comportamento atraves 
dos meios informaticos. 
Inumeros itens podem integrar esses tennos de regulamenta<;ao de condutas no 
ambiente informatica, no ambiente de trabalho. A respeito desse assunto, nao se tern 
qualquer pretensao de exaurir as possibilidades advindas das rela<;5es de trabalho, mas 
a titulo de ilustra<;ao, vale mencionar as regras apontadas por Adriana Carrera Calvo15 : 
Alem disso, deveria canter informay6es sabre a proibiyao da eliminayao de 
correspondencias eletronicas, proibiyao de transmissao de mensagens com 
conteudo sexual, racial, politico ou religioso ( ofensivas ou nao ), proibiyao de 
mensagens agressivas ou difamat6rias, proibiyao de c6pia, distribuiyao, 
posse ou impressao de material protegido por direitos autorais, proibiyao de 
instalayao ou remoyao software no equipamento da empresa, proibiyao de 
uso da rede para atividades nao relacionadas com a empresa, proibiyao do 
uso da rede para atividades ilegais ou que interfiram com o trabalho de 
outros (interna ou externamente ), proibiyao do uso dos equipamentos 
computacionais da empresa para conseguir acesso nao autorizado a qualquer 
outro computador, rede, banco de dados ou informayao guardada 
eletronicamente (interna ou externamente), proibiyao da consulta de correio 
eletronico de contas particulares (via software dedicado ou mesmo browser) 
em equipamento da empresa, mesmo fora do horario de trabalho, notificayao 
15 CALVO, Adriana Carrera. 0 uso indevido do correio eletronico no ambiente de trabalho. 2005. 
Disponivel em: [http://www.mundojuridico.adv.br]. Acesso em 03 mar. 2009. 
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expressa de quais palavras e/ou arquivos nao podem ser empregados em 
mensagens destinadas a sair da rede interna da empresa, conhecimento dos 
limites de acesso de cada pessoa/setor na estrutura interna da rede da 
empresa. 
Ou ainda, conforme Edison Fontes 16 : 
0 uso do correio eletr6nico na organizas;ao deve ter uma politica de uso com 
regras basicas que orientem o colaborador a utilizar essa ferramenta de 
comunicas;ao - por exemplo, a organizas;ao nao aceita que o usuario dedique 
parte significativa de seu tempo previsto para a organizas;ao enviando 
mensagens de correio eletr6nico (e-mails) que nao possuem relas;ao com 
suas atividades profissionais. 
( ... ) 
Voce nao tern permissao para utilizar esse e-mail no envio de mensagens 
obscenas, discriminat6rias, racistas ou similares. Nem deve usa-lo para fazer 
propaganda pessoal ou de produtos, mesmo que voce queira ajudar urn 
parente ou urn amigo que abriu urn novo neg6cio. 
Assim sendo, atraves do Tenno de Uso dos Sistemas de Informa9ao- TUSI- e 
do Regulamento Interno dos Sistemas Informaticos - RISI se estabelecem regras 
claras e publicas de condutas e comportamentos nos meios eletronicos, evitando-se, 
assim, quaisquer alega96es de desconhecimento de procedimentos. 
Desse modo, com a ado9ao de tais medidas, seguramente a rela9ao empregador 
empregado se tornara mais cristalina, sendo conhecido de cada parte os seus 
respectivos limites. 
16 FONTES, Edison. Seguranc;a da Informac;ao - 0 Usuario Faz a Diferenc;a. Sao Paulo: Saraiva, 
2006. 8p. 
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6. CONCLUSAO 
0 avan<;o tecnol6gico desenfreado exige do direito e dos operadores do direito 
uma postura firme e eficiente a fim de combater as tentativas de burlar o sistema 
juridico. E, sao brilhantes as inumeras op<;5es que nascem para contornar as situa<;5es 
mais inusitadas presentes no dia-a-dia. 
Inicialmente, deparou-se com a velocidade com que a comunica<;ao dentro do 
ambiente corporative se realizava, atraves da utiliza<;ao do correio eletronico. 
Entretanto, rapidamente essa situa<;ao se inverteu em flagrante prejuizo ao 
empregador, que via escoar pelo mesmo meio suas informa<;5es mais valiosas. 
N asceu en tao a necessidade do empregador monitorar as esta<;5es de trabalho 
dos empregados, justificando-se pelo seu poder de dire<;ao e necessidade de 
implementa<;ao da Seguran<;a da Informa<;ao. Posteriormente, questionaram-se os 
limites de tal interven<;ao, principalmente sob a 6tica do direito a intimidade 
pertencente ao empregado, e desse modo, surgiria supostamente uma aparente colisao 
de direitos, de principios norteadores do direito, estando de urn lado o direito a 
propriedade ou 0 poder de dire<;ao do empregador, e de outro 0 direito a privacidade 
ou intimidade do empregado. 
Com o intuito de buscar o equilibrio nessa rela<;ao, atraves da pondera<;ao de 
direitos e principios, estabelecem-se regras de conduta utilizando-se do Termo de Uso 
dos Sistemas de Informa<;ao - TUSI - e Regulamento Interno dos Sistemas 
Infonmiticos - RISI, por meio dos quais o empregado passa a ter pleno e previo 
conhecimento de que determinadas a<;5es suas estariam sendo monitoradas, afastando-
se, assim, uma suposta (e equivocada) expectativa de privacidade do empregado, haja 
vista a titularidade dos instrumentos eletronicos ser do empregador. 
Desse modo, vislumbra-se claramente que as rela<;5es cotidianas por mats 
evoluidas que possam se apresentar, ainda mais se considerada a grande interven<;ao 
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dos meios eletronicos, sempre encontram urn respaldo juridico e uma resolu9ao eficaz 
para tentar minimizar futuros conflitos e servindo como ferramenta de gestao pelo 
empregador. 
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