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きて使えるようにすること’(The company’s stated mission from the outset was “to organize



























































































































































































































































































を導入する必要がある。そのための方法論が，ISMS (Information Security Management Sys-
tem：情報セキュリティマネジメントシステム）である。ISMSに関する国際規格が‘ISO

















































Halavais, Search Engine Society : Digital Media and Society Series, 2009.）
28）2004年創業の世界最大の SNS（ソーシャル・ネットワーキング・サービス)。当初はアメリカの大
学生を対象としていたが，その後広く公開され，現在，世界中に５億人を超えるユーザーを持つ。日
本国内のユーザーは約180万人を数えるとされる。
もしれない。10年前にパーティーで酔っ払った写真が，いつまでもつきまとうのである。
Internet Archiveのようなプロジェクトは，ウェブから収集した情報を蓄積し，キーワード
や日付で検索可能にするという点で，一種の検索エンジンと言える。各種のインターネット
・アーカイブは，人々の歴史を作っていく｡｣29)
結果として，採用側企業はインターネット上に豊富な痕跡を残している，デジタル・ネッ
トワーク時代にふさわしい情報リテラシー能力に優れた学生に対して，たまたま当該企業や
業種にわずかな批判的な言辞を見つけたり，若気のいたりでいささかハメをはずした画像を
発見したりなどがマイナス評価を増幅し，不採用としかねない。逆に，ケータイを玩具とし
て使うだけで，ＰＣの操作にうとく，インターネット・リテラシーに欠けるもの言わぬ学生
を採用することにもなりかねない。21世紀社会もまたいくらかの英会話はできたほうがよい
としても,‘沈黙は金’という社会的ルールが支配するところが小さくないのかもしれない。
6.2
,
グーグル・ツイン’と‘デジタル・マイセルフ’
先に，学生たちの就職活動や企業の採用プログラムにおいて，インターネット上に蓄積・
流通している個人データが活用（？）される‘現実’を指摘した。洋の東西を問わず，日常
生活において，女子学生がサーチエンジンになにげなく自分の名前を入力したとき，自分と
まったく同じ名前のアダルト女優（彼女の名前は，いわゆる芸名，源氏名である）を発見し
たり，売れない女優やタレントの水着写真集に出くわすことは珍しいことではない。この
ようにインターネット上で検索するとヒットする同姓同名の存在を‘グーグル・ツイン’
(Google twin)30) という。わたし（山本順一）はすこぶるありふれた名前で，実際に検索す
ると，ツインどころではなく，五つ子や六つ子にとどまらず，多くの同姓同名がヒットする。
そのなかのひとりが，その後野球賭博でかまびすしくなった日本相撲協会の前・時津風親方
である。2007年９月，弟子の序ノ口力士時太山の頭部をビール瓶で殴打し死亡させ，2010年
４月に控訴審の名古屋高裁において傷害致死罪で懲役５年の実刑判決を受け，現在上告して
いる｡‘グーグル・ツイン’効果か，当時は学会で出くわした顔見知りの著名な有名大学教
授に「よっ，トキツカゼ」と声をかけられたものである。
外国にも同様にインターネット上で特定人物について検索できるサイト（people-finder
sites）があるが，日本ではそのようなサイトのひとつに‘あの人検索スパイシー SPYSEE’
というサイト31) がある。歴史上の人物，学問の神様，菅原道真までが取り上げられており，
結構面白いサイトである。そこには‘スパイシーは人と人との関係が見えるサービスです’
とあり，以下のような当該サービスを紹介する文章が載せられている。
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29）アレクサンダー・ハラヴェ著/田畑暁生訳『ネット検索革命』青土社，2009，p. 184．
30）アレクサンダー・ハラヴェ著/田畑暁生訳『ネット検索革命』青土社，2009，p. 182．
31）http://spysee.jp/
SPYSEE（スパイシー）とは：スパイシーは「ひとを知る」ことをお手伝いする次世
代検索エンジンです。
テレビに出ている有名人や，ニュースで話題のひとについて知りたい時，検索エンジ
ンを使ったことはありませんか？ スパイシーは，ひとについてウェブ上で公開されて
いる情報を自動的に収集・整理し，ひとつのページにまとめます。また，そのひとをと
りまく人々のつながりを見つけ出し，ネットワークとして表示します。
いままでの検索エンジンでは得ることができなかった詳しい情報や，意外な人々のつ
ながりを知ることができます。
スパイシーの核となるのは，ウェブ上に存在する大量の情報の意味を理解し，必要な
ものを選び出し，編集して知識として提供するセマンティックウェブ技術です。セマン
ティックウェブ技術は，次世代検索エンジンを実現するための核となる技術として，世
界各国で研究開発・実用化が進められています。オーマ株式会社では，日本発の次世代
検索エンジンを目指して，国内でいち早くこの技術に取り組んでおります。
ここでも第三者に迷惑をおかけしないように，わたしの名前を入力する。そうすると，
,
山本順一 同姓同名が複数人います’とのメッセージが出る。これは予想の範囲内｡‘1945
年神戸市生まれ 太平洋美術会会員 佐倉市美術協会理事’の山本順一氏というグーグル・ツ
インがまたひとり発見できた｡‘水辺のバラード’という立派な水彩画の作品があることも
分かる。仰天したのは次頁にあげた‘山本順一の相関図’(図２）である。確かに顔なじみ，
お世話になった人の名前もそこにはある。しかし，名前は承知をしているがまったく面識の
ない方，名前も存じなかった方がそこにはあげられている。虚実皮膜どころか，架空の交友
関係がそこには描き出されている。
この‘あの人検索スパイシー SPYSEE’という人物情報検索サイトは，2008年３月に設立
されたオーマ株式会社により運営されていることになっている｡‘利用規約’を見ると，
,
プ
ライバシー’という条文見出しをもつ３条の２項には「本サービスで提供する情報は，検索
エンジン等を用いて得られるウェブ上の公開情報を機械的に集約・表示したものであり，当
社は一切の情報の追加・改変は行なっておりません。表示される人物に関するプライバシー
情報等に問題がある場合，当社は可能な範囲で速やかに対処します」と定められ,‘免責事
項’との見出しの８条２項は「本サービス上に開示されている情報の大部分は，ウェブに公
開された情報を機械的に集約し表示したものであり，当社は一切の情報の追加・修正を行な
っておらず，当社はプライバシー侵害・名誉毀損等に関する一切の責任を負いません」とあ
る。すなわち，この「スパイシーで表示される情報は，ウェブ上で公開された情報から独自
のアルゴリズムに基づいて自動的に作成」されており,「スパイシーで表示される画像・動
画・ウェブページ・ブログ情報はウェブ上で公開されている第三者のもの」である。既にウ
ェブ上にある特定個人の既存個人情報をただ編集したものに過ぎず,「名誉毀損あるいは誹
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図２ 山本順一の相関図
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図３ デジタル・ネットワーク環境における人格配置
謗中傷にあたる情報の削除が必要な場合は，情報の引用元となるサイトの管理者に直接ご連
絡ください」とあり,「該当するサイトの情報が修正されますと，サイトの次回クロール後
にスパイシーで表示される情報の内容が自動的に更新」されることになっている。
個人情報保護制度などは屁の河童，自分自身の手の届かぬところで自分でさえ知らない自
分の‘個人情報’が蓄積され，流通し，見事なまでに利用されている，デジタル・ネットワ
ーク環境における特定個人に関する虚実の人格分布について図解しておく（前頁図３)。
７．む す び
冒頭にも述べたように，わたしたちは，ケータイ，パソコンを通じて，インターネットに
接続しない日はない。ネットオークションやネット取引に至らなくとも，一般市民がインタ
ーネット上の商業的サイトへアクセスすれば，そこで特段意識することなく，そのウェブペ
ージに掲載されている商品やサービスに一定程度の関心を示しているという事実がログとし
て相手側，商業サイトの方に引き渡される。しかるに，個々のサイトが商業的であるという
ことにとどまるのではなく，実はインターネットによって形成されるサイバースペースの全
体が‘商業的情報空間’にほかならない。アドワーズといわず，サーチエンジン企業，ポー
タルサイトは利用者のアクセスログの活用により的確な宣伝広告活動の対価を得ており，イ
ンターネット・サービス・プロバイダーも同じ位置に立っている。日常的な情報ニーズに迅
速に対応できるケータイの世界にこそ，このような夥しい数にのぼる顧客の多種多様，雑多
な個人的データが蓄積される（日本のケータイの世界は，それぞれの携帯電話会社を中心に
おびただしい数の顧客（その多くが若者たち）が囲い込まれた固有のビジネス空間である)。
なにげない日常的なインターネット利用が生み出すサイバースペースでの生活行動記録，し
かもＧＰＳの記録やＩＣカードやその他の特定個人にかかわるデータがこれに加われば，特
定個人の人格構造を浮かび上がらせるプロファイリングがかなりの程度完成する。市民がな
かば無意識的にサイバースペースに残す日常的生活行動の痕跡を‘ライフログ’と呼ぶのだ
そうであるが，いまや着実に大きな市場を抱えるライフログ・ビジネスが育ちつつある32)。
そこ，サイバースペースで日常的にふつうにやりとりされるおびただしい事実行為的定型的
事柄に対して，時代遅れの個人情報保護制度が定める‘現代的プライバシーの権利
,
，すな
わち自己情報の開示・訂正・利用停止等を含む‘自己情報コントロール権’などを持ち出し
ても現実的には意味をもたないし，実効性をもって法的に規律し，取締ることは不可能であ
る。個人情報取扱事業者に該当する，それぞれの事業者は，結果的に不当と誰もが確信する
流出・漏洩の事実を露見させなければ，ライフログを活用した付加価値の高いビジネスを展
開できるし，そうしないと厳しい資本主義的競争に勝ち残れないのである。
21世紀のデジタル・ネットワーク社会，高度情報通信ネットワーク社会においては，他の
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32）石井夏生利「ライフログをめぐる法的諸問題の検討」情報ネットワーク・ローレビュー９巻１号
（2010.6)，pp. 114を参照。
多種多様な情報・データとともに，個人情報，個人データの蓄積・流通・利用は不可避であ
るし，それを大きくカバーする部分を‘基本的人権’の名の下に阻止するというのはわたし
たち市民の安心・安全で，円滑な日常生活の展開を阻害することになりかねない。しかし，
個人情報データベースに施されている，施されているはずの法的および事実上の被覆を超え
て，個人情報，個人データの公表・漏洩・流出が惹起するプライバシー侵害はできる限り避
けなければならない。また，一方において，さまざまな価値便益と錯綜し，口にする人によ
って異なる‘プライバシー’という概念の外延は曖昧模糊としており,‘セクハラ’を含む
‘ハラスメント’という言葉と同様，本来，個人の主観にかかわるところが大きい。実態は
そのままに放置，ほおかぶりし，無機質な言葉に置き換えることをよしとして，基本的人権
を尊重しているかのような顔をする人たちが多いこの世では，安全率をかけ，第三者に属す
るプライバシーの範囲をできるだけ広くとることは自分自身の存在を安全地帯に退避させ，
適切なクレイマー対応という部分をもつ。多義的で立場によりいかようにも解釈できるだけ
でなく，状況の変化によって変わる判決，行政解釈の基礎とされる関係法令に個人情報にか
かわる制度，仕組みをゆだねるのではなく，実務家たちが自発的に適宜見直しを加える客観
的で技術的な標準化33) によって対応することのほうが望ましいのかもしれない。日本の個人
情報保護制度はどちらかといえばＥＵ諸国に近く，(プライバシー）理念重視型といえそう
であるが，問題が発生すれば，業界等の自主的対応も含む個別的解決を図り，それを積み重
ねるなかで必要不可欠な個人データの流通制御を実現してゆくという，どちらかというとア
メリカ型の対応のほうが現代社会にはふさわしいように思える34)。
８．付 論
啓明大学校との国際学術セミナーでは，責めをふさぐべく，おおむね上記のような内容を
報告した。わたしのつたない報告に関連して，同僚の村山博教授から親切にもいくつかの質
問をいただいた。日本の研究者には当たり前のことでも，聴衆の半分が啓明大学校関係者で，
日本の関係制度に習熟されていない方もいられたので，基礎的なところも踏まえて回答した
記憶がある。また，本稿の書誌データが韓国の研究者の眼にふれる可能性が皆無とは言い切
れないので，そのときに話したところを思い出しつつ，質疑の概要を紙上に再現しておくこ
とにしたい。
大きく３点の質問をいただいたように思う。第一点は，まだまだ日本の企業の個人情報保
護に対する認識には甘いところが残り，JISQ15001 : 2006に定められている個人情報保護管
理者に役員クラスを充てているところはほとんどない。とくに日本の中小企業に対して個人
情報保護の考え方と仕組みをさらに普及させるにはどのような方法があるか。デジタル・ネ
ットワーク時代にあっては，日本の企業の個人情報保護に対する認識を変える必要があるよ
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33）名和小太郎『個人データ保護』みすず書房，2008，p. 234．
34）名和小太郎『個人データ保護』みすず書房，2008，p. 222．
うに思われるが，というものだった。このような質問をいただき，冗長とは思いながら，前
提から説明を始めた。企業にとっての‘個人情報’には，２種のものがある。ひとつは従業
員等，組織内部の個人情報で，いまひとつは取引先，消費者等，組織外部の個人情報である。
主としてコンプライアンスの対象となるのは後者の取引先，消費者等，組織外部の個人情報
で，顧客データベースが構築されていることが少なくない。この顧客データベースは不正競
争防止法により法的に保護される‘営業秘密’を構成するもので，5,000人という数字にか
かわらず，利潤の源泉のひとつなので，一般的な環境の下では，企業規模の大小にかかわら
ず，そこに繰り込まれている個人情報データは守られるはずのものである。従業員の持出し，
漏洩を防止する仕組みが求められる。一定規模以上の企業では，経済産業省の指導の下で財
団法人日本情報処理開発協会が運営しているプライバシーマーク制度を利用することができ
る。中小企業の目安として，中小企業基本法２条１項が定めているが，規模の小さな事業所
では資金と関係人材が不足するのは，ある意味で仕方がない。顧客データベースの大切さは
中小企業関係者にとっても同様で，啓発による意識化が期待される。もっとも，激烈な企業
間競争はコスト削減を至上課題としており，他の業務同様アウトソーシングが進むと思われ，
顧客データベース管理業務の一部についてもクラウドコンピューティングのようにアウトソ
ーシングされ，自前で管理するよりも確かなものとなる可能性もあるように思われる（受託
ＩＴ企業の管理するサーバーから流出するようではどうしようもない)。現状では質問で指
摘されたように（以下の次の質問の回答でもふれざるを得ないが）大きな問題が横たわって
はいるが，将来的には，企業規模の大小を問わず，組織外部に信頼され，ブランド価値を維
持できる，生き残る企業は，大局的に見れば，利潤を極大化するためにも個人情報データの
適切な管理・運営に向かうはずだと思われる。構造的に見て，個人情報保護に対する意識は
変わるものであろうし，変わるはずだと考えたい。
二つ目の質問は，日本の個人情報保護法では，その21条に，安全管理措置を遵守させるよ
うに,「従業者に対する必要かつ適切な監督を行わなければならない」と定めており，従業
者の範囲は正社員だけでなく，派遣社員，パート，アルバイトに及ぶとされている。企業が
パートやアルバイトまでを含むすべての‘従業員’を監督することには大変な労力とコスト
がかかる。どうすればよいと考えるか，というものだった。この質問をいただいて，咄嗟に
思い出したのはゼミの学生から聞いた話だった。レンタルビデオ店でアダルトビデオを借り
ようとしてカウンターに持参したところ，そのビデオをスキャンしたアルバイトの女子店員
に「お客さん，この前，同じビデオを借りられていますよ。いいんですか」といわれたそう
である。彼女は親切でいったものと思われる。企業の個人情報管理についてはアクセス権限
をできるだけ少数の責任ある職員に限定することが鉄則であるが，サービス業においては現
実には困難である。アルバイトといえども，消費者と接するところに配置されれば，一定の
範囲で，日常の大量に派生する定型的業務に関連して，顧客データベースの閲覧，上書きは
当然の職務となる。厳しい研修を繰り返したとしても事故は防げない。個人データに関連し
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ては,‘交通事故’のように，確率的にトラブルが発生する部分があるように思われる。地
震保険や洪水保険の制度化と比較すれば商業的な保険商品とすることは容易だと思われ，個
人情報データの取扱いに関する過失については，将来的には保険制度でカバーできるところ
があるかもしれない。現在商品化されている情報化保険，ネットワーク保険はハードウェア，
ソフトウェアを対象とするにとどまるようであるが，個人情報データの取扱いの過失につい
ても定型的な保険商品としうる余地が大きいと考えられる。
三つ目にいただいた質問は，国の行政機関や独立行政法人には，それを対象とする個人情
報保護の仕組みがあり，地方公共団体についても個人情報保護条例が定められているが，民
間企業については個人情報保護法が対象としており，個人情報の保護に関する法律施行令の
２条にあるとおり，保有する個人データが5,000人以下のところ，小規模ビジネスは個人情
報保護法の対象とされていないという点を指摘され，この‘抜け穴’をどう考えるか，とい
うものだった。小規模ビジネスとの取引で提供する個人データは，ほとんどの場合，頻繁に
行われている日常的取引と共通するものであり，その個人データに通常は特段の価値と意義
をもつものではないだろうと思われる。一方，顧客の数が少数に限定されているかも知れな
い特殊な小規模ビジネスの場合，念頭においたのは大金持ちしか相手にしないヘッジファン
ド，非合法すれすれの危ない業務を少数のマニアックな顧客を相手に提供し暴利をむさぼっ
ている企業のようなものであるが，そのような場合には，その顧客データベースが企業の生
命線をなすものであるから，中途半端な大企業よりも厳重な管理をするはずだと思う，と応
えた記憶がある。いただいた質問と提示した回答を整理すれば，おおむねこんなところだと
思う。
最近の大学教師はなぜか非常に忙しく，わたしも同様で，こんなハズではなかったと思い
ながら，引き受け，不十分な内容であったことに忸怩たる思いは禁じえないが，啓明大学校
の先生方との交流を含め，このセミナーに参加させていただいたことに感謝したい。
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道を歩いていても，自動車を運転していても，店で買い物をしていても，カメラで見られ
ている監視社会になりました。これらはデジタル技術の飛躍的な進歩によることが大きいと
考えられます。
その技術は３つあります。１つ目は記憶容量の増大であり，安価で便利な記憶媒体が数多
く開発されたことです。２つ目はギガバイトからテラバイトへと言われるように光ファイバ
ーや無線ネットワークなどの情報伝達速度が飛躍的に向上したことです。３つ目はコンピュ
ータの情報処理速度が著しく速くなり，膨大な情報から検索し，それを編集することが可能
になったことです。
このデジタル技術の進歩はまだまだ始まったばかりで，今後，我々の想像を超えたものに
なると考えられます。
例えば，私たちの体は電気で動いていますが，なかでも私たちが脳で考えると脳波という
電磁波が発生します。その脳波を使えば，ピアノに触れることなしにピアノが弾け，考える
だけでパソコンに文章が書け，考えるだけでロボットを操作できるようになりつつあります。
逆に言えば，人間の脳波を知れば，究極のプライバシーである私たちが何を考えているか
が他人に分かってしまうことを意味しています。この技術は私たちの会話を奪うだけでなく，
プライバシーの概念を完全に変えるものであり，その時代がすぐそこに来ていることを意味
しています。
人体通信という技術が活発化しています。人間の持つ磁場を利用した通信であり，会話も
しないで握手だけでお互いの情報を交換できる通信手段です。実際は握手しなくても数セン
チに近づくだけで人体通信は可能です。満員電車で見知らぬ人に個人情報を見られている可
能性もますます高くなります。
現在のインターネットは人間と人間の通信手段ですが，今後のインターネットは機械と機
械の通信が主体となり，その結果を人間が利用する時代になるでしょう。また，脳型コンピ
ュータが発達し，脳型コンピュータを持った人間と，人間の心を持ったロボットが通信を行
うようになる時代はすぐそこまで来ています。プライバシー問題は人間と人間の間だけのも
のではなくなる可能性も高いと考えられます。
さらに，デジタル技術の特性上，この種のテーマにおいては日本だけの議論だけでなくグ
ローバルな議論が今後必須になると考えられ，国際的な標準やルールを早期に整備すること
が我々に与えられた責務であると考えます。
このような状況の下で，山本先生のご発表は，デジタル情報社会の問題点をタイムリーか
つ的確に浮き彫りにし，それに対する意味深い多くの提言を行い，この分野の論文として今
までに類を見ない傑出したものであり，高く評価されます。また，先生のご発表はデジタル
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情報社会をさまざまな視点から考察するだけでなく，具体的な事例が数多く取り上げられて
おり，これらの事例が意味するものを複眼的視点から論述し，デジタル情報社会の矛盾を鮮
明化しています。
我々を快適にするはずのデジタル・ネットワーク社会はサイバーテロや情報スパイや監視
国家を誕生させるなど，この社会のメリットとデメリットの両面を分かりやすく論述されて
います。例えば顧客のクレジットカード情報の流出などどの具体的な事例が詳しく述べてお
られます。しかし，それらの情報の中にはパブリック・ドメインになっている情報も存在し，
複雑化するデジタル・ネットワーク社会にも言及されておられます。
この発表で特に興味深い点は，個人情報保護法の制定実施以降，それに対し日本では過剰
反応し過ぎる点を挙げ，先生はこのような状況を『法フェティズム』と断じていることです。
さらに，先生は『個人情報保護法の施行によって，懲刑罰を受けた公務員の氏名が秘匿され
たりするなど，開示されて当然の個人情報が隠匿され，守るべき個人データが保護されない
状況にある｡』と報告されておられます。
この社会では在宅ワークなどのリモートアクセスが必須になる社会であり，このような
『個人情報の利用が著しく拡大する社会』において個人情報の適正に取り扱う必要があり，
そのためには個人情報を取り扱う事業者の遵守すべき義務を定め，個人情報の有効性を配慮
しつつ，個人の権利を保護すべきであると指摘されています。
また，米国における『愛国者法』を取り上げられ,『市民の図書館利用記録の秘密ばかり
か，市民の書店での図書や雑誌の購入まで，FBI 等が暴くことを許容している』などの例や，
さらに,『米国の人事担当者への調査によると，４分の３以上の人が検索エンジンを使って
入社志願者を調べ，３分の１以上の人が検索で得られた情報に基づいて志願者を不採用にし
てことがある』などの事例を挙げ，先生は個人情報の保護のバランス感の大切さを強調され，
日本の進むべきデジタル・ネットワーク社会の方向性を示唆されました。
次に４つの質問をさせていただきます。
 私の知るところでは，日本企業の個人情報保護法に関する認識は甘く，個人情報保護管
理者を役員クラスにしている企業はほとんどありません。日本の中小企業において，個
人情報保護法をもっと普及させるにはどのような方法があるとお考えでしょうか。デジ
タル・ネットワーク時代では，日本の企業の個人情報保護に関する認識を変える必要は
ないでしょうか。
 日本の個人情報保護法では，安全管理措置を遵守させるように，従業者に対し必要かつ
適切な監督をしなければならない，と規定されており，その従業者の範囲は正社員だけ
でなく，派遣社員，パート，アルバイトに及ぶとされています。デジタル・ネットワー
ク時代では，企業がパート，アルバイトにまですべて監督することは大変な労力と費用
が必要になると思われます。先生のお考えをお聞かせください。
 日本の個人情報保護法には，個人情報取扱事業者の例外として，国，地方公共団体，独
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立行政法人等だけでなく，識別される個人の数の合計が，過去６ヶ月以内のいずれの日
においても5000人を超えない者も例外とされています。すなわち小規模のビジネスには
抜け穴があるように感じられますが，先生のご意見をお聞かせください。
 最後の質問は啓明大学の先生方への質問です。インターネット普及では日本をはるかに
凌ぐ世界トップレベルにある韓国における個人情報保護の現状をお聞かせください。特
に日本との異なる点があればお聞かせください。
（本学経営学部教授 村山博）
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