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INTRODUZIONE
Indagini giudiziarie e inchieste parlamentari seguite ad alcuni dei più grandi fallimenti 
della storia, sia a livello internazionale, come ad esempio il caso Enron1, sia a livello 
nazionale, come il caso Parmalat2, hanno messo in luce la debolezza dei sistemi e dei 
processi di controllo nel presidiare il raggiungimento degli obiettivi stabiliti 
dall’azienda.
È dunque in quest’ottica che assume rilievo il concetto di sistema di controllo interno 
ed è in questo contesto che si sono sviluppati una serie di questionari, tecniche e 
modelli orientati alla valutazione e rafforzamento dei sistemi di controllo interno
esistenti.
In particolare i modelli analizzati nel presente lavoro sono stati due:
 il questionario CoSO Based;
 il Modello elaborato dall’Associazione Italiana Internal Auditor (A.I.I.A.)
inserito nel più ampio processo di audit del sistema di controllo interno, 
applicato ad un particolare sub-processo dell’azienda CDC Point (società in 
Pisa quotata all'MTA di Borsa Italiana che opera nel mercato della distribuzione 
di Information Technology) con l’ausilio del Responsabile della Funzione di 
Internal Auditing
1 Enron era una compagnia di trading energetico e in primis di gas, nata da una merger tra due aziende attive sul 
mercato nordamericano, che il 2 Dicembre 2001 chiese lo stato di insolvenza nell’impossibilità di far fronte alle 
crescenti difficoltà finanziarie dovute alle perdite accumulate in una rete di società (denominate SPE : Special 
Purpose Entitites, ossia società utilizzate come veicoli finanziari atti a trasferire assets in cambio di liquidità), 
appositamente create per scaricarvi i debiti non consolidati nei bilanci societari occultando in tal modo le perdite.
2 Si parla molto del caso Parmalat in relazione al caso Enron; in realtà si tratta di vicende completamente diverse. 
Il caso Parmalat prima ancora di essere un esempio di inefficacia dei sistemi di governo delle imprese adottati 
internazionalmente per difendere i cittadini risparmiatori e azionisti, si configura come un vero e proprio 
episodio criminale. Ci si trova di fronte, infatti, ad una serie di pratiche di occultamento di dati finanziari reali e 
di distorsioni di flussi di cassa che hanno viste decine  di persone impegnate, per anni, a falsificare i bilanci e a 
truffare i risparmiatori.
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IL SISTEMA DI CONTROLLO INTERNO NELLA 
NORMATIVA INTERNAZIONALE E NAZIONALE
NORMATIVA INTERNAZIONALE
L’interesse verso temi relativi al controllo interno si è accentuato a livello 
internazionale nel corso dell’ultimo trentennio a seguito del Foreign Corrupt Practices 
Act (FCPA), pubblicato negli Stati Uniti nel 1977 e modificato successivamente nel 
1988 e nel 1998.
IL FCPA è un atto legislativo che proibisce alle società statunitensi di corrompere 
funzionari stranieri con la finalità di ottenere o mantenere affari. Questo legge, dunque, 
è stata introdotta per eliminare pratiche che avrebbero potuto influenzare in modo 
negativo l’integrità finanziaria delle società statunitensi, minando così il 
funzionamento efficiente dei mercati finanziari. La legge interessa società e controllate 
nazionali, controllate estere, joint venture, partnership e qualunque impresa associata. 
Tutti i dirigenti, amministratori, dipendenti o rappresentanti della società sono soggetti 
alle regole e ai regolamenti del FCPA.
Oltre a provvedimenti contro la corruzione, il FCPA contiene disposizioni in materia 
di contabilità e controllo interno. Tali disposizioni richiedono che tutte le società attive 
sul mercato mobiliare statunitense mantengono registri contabili, in modo da 
permettere di individuare e rintracciare eventuali pagamenti sospetti; inoltre, le 
disposizioni stesse richiedono di istituire e mantenere un sistema di controllo interno 
che vigili su eventuali irregolarità e differenze tra ciò che è riportato nelle scritture 
contabili e l’effettivo flusso finanziario della società.
Per le ragioni illustrate, si può ritenere che il FCPA sia stato il primo importante 
evento in termini di impatto sull’internal auditing. Successivamente all’emanazione 
del FCPA, sono state avviate numerose iniziative in materia di controllo interno. Molte 
società ad azionariato diffuso hanno ampliato le dimensioni e i poteri delle proprie 
funzioni di Internal Auditing e hanno esaminato i propri sistemi di controllo interno.
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L’AUTOREGOLAMENTAZIONE INTERNAZIONALE
Il Combined Code
In materia di sistema di controllo è esemplare l’esperienza del Regno Unito.
Nel novembre 1995, su iniziativa privata ma con l’appoggio del governo, fu costituito
l’Hampel Commitee che nel 1998 ha portato alla creazione del Combined Code della 
London Stock Exchange3. Nel luglio 2003 è stato poi pubblicato il nuovo Combined 
Code on Corporate Governance. Questo codice ha preso il posto di quello redatto dalla 
Hampel Committee del 1998 recependo e incorporando i suggerimenti della Relazione 
di Higgs 4 , nonché alcune previsioni sul ruolo degli audit committees, che hanno 
seguito alle direttive del “Audit Committees Combined Code Guidance” pubblicato 
nel gennaio 2003 a cura di Sir Robert Smith.
Il Codice non è uno strumento normativo, ma stabilisce le Best Practices in relazione 
ad argomenti quali la composizione e lo sviluppo del Board, la retribuzione, la 
responsabilità, l’audit e rapporti con gli azionisti. Contiene specifiche direttive 
contenute in documenti separati sia in materia di controllo interno (“Turnbull 
Guidance”), sia in materia di audit commettees (“The Smith Guidance”). Contiene 
inoltre principi generali, tutti adeguatamente supportati e dettagliati in analitiche 
previsioni organizzative e comportamentali senza però specificare da chi, in che modo 
e con quali risultati pratici dovranno essere applicati.
L’attuale normativa britannica richiede alle società quotate di fare una dichiarazione, 
costituta da due parti, in relazione al Code. Nella prima parte della dichiarazione, la 
società deve riferire sul modo in cui applica i principi contenuti nel Codice. La forma e 
il contenuto della presente parte non sono obbligatori. L'intenzione infatti è quella di 
3 È la borsa valori con sede a Londra. È stata fondata nel 1801 ed è una delle più grandi borse valori del mondo, 
con molte società quotate anche al di fuori dei confini britannici.
4 Derek Higgs è stato incaricato nell’aprile 2002 di occuparsi del ruolo effettivamente svolto nella praitca 
societaria e finanziaria dagli amministratori indipendenti. Higgs ha pubblicato un documento di consulatzione il 
7 giugno 2002 “Consultation Paper on Review of the role and effectiveness of non-executive directors”
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lasciare le società libere di spiegare le loro politiche di governance alla luce dei 
principi, comprese le eventuali circostanze particolari ad essi applicabili che hanno 
condotto ad un particolare approccio. Nella seconda parte della dichiarazione la società 
deve attestare di essere conforme (comply) alle disposizioni del codice, e - se non lo è 
- la società deve fornire una spiegazione (explain).
Questo principio del "comply or explain" è in vigore da oltre 10 anni e la flessibilità 
che esso offre è ampiamente accolta con favore sia dagli organi societari che dagli 
investitori.
NORMATIVA NAZIONALE
In quest’ultimi anni il legislatore italiano ha emanato nuove norme riguardanti la 
gestione del rischio aziendale soffermandosi in particolare sul problema 
dell’adeguatezza della struttura organizzativa amministrativa e contabile.
Di seguito verranno presentati gli aspetti salienti della normativa vigente e ci si 
soffermerà sulle disposizioni che coinvolgono le società di capitali. In particolare, 
l’attenzione si focalizzerà sui riferimenti normativi relativi agli assetti organizzativi e 
al sistema di controllo interno nelle Società per Azioni e nelle Società a responsabilità 
limitata.
Il dovere di vigilanza nelle società a responsabilità limitata
L’atto costitutivo può prevedere la nomina di un collegio sindacale o di un revisore 
determinandone competenze e poteri. Nella società a responsabilità limitata la nomina 
del Collegio Sindacale è però obbligatoria se il capitale sociale supera il minimo 
previsto per le S.p.A.5 o se per due esercizi consecutivi sono superati due dei limiti 
indicati per la redazione del bilancio in forma abbreviata all’articolo 2345 – bis primo 
comma che stabilisce:
5 120.000 €
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 le società, che non abbiano emesso titoli negoziati in mercati regolamentai, 
possono redigere il bilancio in forma abbreviata quando, nel primo esercizio o 
successivamente per due esercizi consecutivi, non abbiano superato due dei 
seguenti limiti:
1. totale dell’attivo dello stato patrimoniale: 3.650.000 €;
2. ricavi delle vendite e delle prestazioni: 7.300.000 €;
3. dipendenti occupati in media durante l’esercizio: cinquanta unità.
Nel caso in cui sia obbligatoria la nomina dell’organo di controllo nelle S.r.l., la Legge 
stabilisce che si applichino le disposizioni previste per le S.p.A. 6 e i soci hanno 
comunque la facoltà di scegliere se lasciare in capo al Collegio Sindacale anche la 
funzione del controllo contabile oppure affidarla ad un revisore esterno (come accade 
per le S.p.A.).
Nel caso in cui la nomina di un organo di controllo non sia obbligatoria, essa può 
essere prevista dai soci nell’atto costitutivo; i soci potranno nominare solo il Collegio 
Sindacale, solo il revisore o entrambi attribuendo loro, sempre con adeguata previsione 
statutaria, le funzioni e i poteri che ritengono più opportuni.
Il dovere di vigilanza nelle società per azioni
Nelle S.p.A. siano esse quotate o no, le funzioni degli organi di controllo sono 
attribuite secondo la regola seguente:
 il controllo sull’amministrazione è attribuito al Collegio Sindacale 7 o al 
consiglio di sorveglianza8 o al comitato per il controllo sulla gestione9;
6 “Il collegio sindacale si compone di tre o cinque membri effettivi, soci o non soci. Devono inoltre essere 
nominati due sindaci supplenti. Almeno un membro effettivo ed uno supplente devono essere scelti tra gli iscritti 
nel registro dei revisori contabili istituito presso il Ministero della giustizia. I restanti membri, se non iscritti in 
tale registro, devono essere scelti fra gli iscritti negli albi professionali individuati con decreto del Ministro della 
giustizia, o fra i professori universitari di ruolo, in materie economiche o giuridiche” art. 2937 c.c.
7 Sistema Tradizionale
8 Il Sistema Dualistico è caratterizzato da una struttura che prevede l'elezione da parte dell'assemblea di un 
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 il controllo contabile è a carico del revisore o della società di Revisione.
Il sistema tradizionale è attualmente il modello prevalente. Il codice civile all’articolo 
2.403 indica quali sono i doveri di vigilanza del Collegio Sindacale, gli stessi sono 
definiti in modo analogo anche dal TUF all’articolo 149 e ripresi dagli articoli del 
codice civile relativi al sistema monistico e dualistico. Ciò significa che la Legge 
fornisce indicazione di quale debba essere l’attività minimale di controllo che i sindaci 
(o i membri del consiglio di sorveglianza e del comitato per il controllo sulla gestione) 
sono tenuti a svolgere. In particolare, l’articolo 2.403 c.c. richiama tre elementi 
dell’organizzazione aziendale sull’adeguatezza dei quali il Collegio deve vigilare: 
l’assetto organizzativo, amministrativo, contabile e il relativo concreto funzionamento.
Gli aspetti di natura organizzativa su cui il Collegio Sindacale deve vigilare si possono 
distinguere in due fattispecie. La prima, di tipo manageriale, riguarda l’adeguatezza 
della struttura aziendale rispetto agli obiettivi strategici dell’impresa così come 
individuati dagli organi amministrativi; la seconda, riguarda invece i controlli e quindi 
la verifica che la struttura organizzativa consenta al management se gli obiettivi posti 
sono stati effettivamente raggiunti e quali sono i rischi che potrebbero impedirne il 
raggiungimento.
L’articolo 2.403 prevede anche che i sindaci vigilino, oltre che sull’adeguatezza, anche 
sul concreto funzionamento della struttura organizzativa e del sistema amministrativo-
contabile. La vigilanza sul concreto funzionamento si potrà concretizzare applicando 
le tecniche utilizzate dalla prassi professionale, ossia ricorrendo ad analisi di 
documenti, interviste, riunioni con i responsabili di funzione, questionari, controlli 
specifici sul ciclo acquisti, vendite, incassi, pagamenti, sugli adempimenti fiscali, ecc.
organo denominato consiglio di sorveglianza, il quale elegge a sua volta un consiglio di gestione. La disciplina 
di questo modello si costituisce di norme specifiche (artt. 2409 octies e ss. c.c.), di rinvii espressi alla disciplina 
del modello tradizionale e delle norme di chiusura degli artt. 2380 c.c. e 223 septies disp. att. c.c.
9 Il sistema monistico, di ispirazione anglosassone, prevede un consiglio di amministrazione, cui spetta la 
gestione dell’impresa, che nomina al suo interno un comitato di controllo che esercita non il controllo contabile, 
bensì il controllo sul corretto esercizio dell’amministrazione. A differenza del modello tradizionale (in cui 
l’assemblea elegge separatamente gli organi di amministrazione e di controllo) nel modello monistico i 
controllori sono emanazione degli stessi soggetti controllati.
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Dall’analisi normativa, quindi, emergono delle parole chiave che si riferiscono in 
modo diretto alla “vigilanza sull’adeguatezza dell’assetto organizzativo, 
amministrativo, e contabile (…) del sistema di controllo interno (…) e alla vigilanza 
sull’affidabilità di tale assetto a rappresentare correttamente i fatti di gestione”.
Nel concreto quindi la Legge attribuisce all’organizzazione dell’azienda una grande 
importanza dal momento che affida ad appositi organi (Collegio Sindacale, consiglio 
di sorveglianza e comitato per il controllo sulla gestione), il compito di vigilare sulla 
sua adeguatezza. Ciò col fine ultimo di garantire la conservazione dell’integrità del 
patrimonio sociale attraverso l’assunzione di rischi proporzionati rispetto alla struttura 
della società.
Per quanto riguarda, invece, la disciplina delle società non quotate, pur variando a 
seconda dei sistemi di amministrazione alternativamente possibili (tradizionale, 
dualistico, monistico)10, essa è contenuta nel codice civile, quella delle società quotate 
invece si basa contemporaneamente sul Testo unico della finanza (TUF), sul codice 
civile, sulle regolamentazioni della Consob in attuazione delle deleghe contenute nel 
TUF e sulle norme prodotte dalle società di gestione dei mercati. Proprio con
riferimento a queste ultime norme, le società quotate in Italia fanno riferimento al 
Codice di Autodisciplina emanato da Borsa Italiana S.p.A.
L’AUTOREGOLAMENTAZIONE ITALIANA
Il ricorrere a strumenti di autodisciplina è ancora relativamente diffuso in Italia, 
mentre è già consolidato in Paesi di cultura e matrice anglosassone. L’autodisciplina 
raffigura la volontà condivisa di un gruppo di soggetti con omogeneità di interessi. Si 
tratta infatti di elementi normativi complementari rispetto alle disposizioni proveniente 
dallo Stato.
Secondo il Principio Introduttivo del Codice di Autodisciplina di Borsa Italiana S.p.A. 
10 Solo le S.p.A. possono scegliere tra i tre modelli mentre le S.r.l. devono attenersi al modello tradizionale.
IL SISTEMA DI CONTROLLO INTERNO NELLA NORMATIVA INTERNAZIONALE E NAZIONALE
12
“l’adesione al Codice di Autodisciplina è volontaria”, e Borsa Italiana monitora lo 
stato di “applicazione del Codice da parte degli emittenti11”. Sebbene non vincolanti i 
principi contenuti in tale codice rappresentano certamente un punto di riferimento in 
tema di corporate governance sia per le società quotate che per le non quotate.
Borsa Italiana S.p.A. attribuisce fondamentale importanza al ruolo del Consiglio di 
Amministrazione in relazione al controllo interno e al risk management. È infatti 
quest’organo che deve valutare l’adeguatezza del sistema di controllo interno, 
definirne le linee di indirizzo, nominare un amministratore esecutivo che sovrintenda 
la funzionalità del sistema; è quindi il consiglio di amministrazione il responsabile 
primario del sistema di controllo interno.
A tale scopo il Consiglio di Amministrazione costituisce al proprio interno un 
Comitato per il Controllo Interno, con funzioni consultive e propositive, composto da 
amministratori non esecutivi, la maggioranza dei quali indipendenti. Tale Comitato, 
che assiste il Consiglio di Amministrazione nel salvaguardare l’integrità aziendale e 
l’adeguatezza del sistema di controllo interno, conserva la più ampia funzione 
consultiva.
Il Codice attribuisce inoltre una importante funzione alla figura del “preposto al 
controllo interno” il quale costituisce il braccio operativo del Comitato per il Controllo 
Interno. Il Codice richiede che tali soggetti siano liberi da vincoli gerarchici nei 
confronti dei soggetti sottoposti al loro controllo, per evitare interferenze con la loro 
autonomia di giudizio. Viene richiesto inoltre che i preposti non dipendano da 
responsabili di aree operative e che abbiano accesso diretto a tutte le informazioni utili 
per lo svolgimento del proprio incarico. 
Il soggetto preposto al controllo interno di norma si identifica con il Responsabile 
della funzione di Internal Auditing
11 Principio del “Comply or Explain”.
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IL SISTEMA DI CONTROLLO INTERNO
I MODELLI INTERNAZIONALI DI RIFERIMENTO DEI SISTEMI DI 
CONTROLLO INTERNO
L’adozione di modelli per l’analisi dei sistemi di controllo interno è l’elemento chiave 
per definire un punto di riferimento che rappresenti la base per ogni esercizio di 
valutazione.
Non esistono, infatti, sistemi di controllo interno ideali, soprattutto se si tiene conto 
della necessità di bilanciare il costo del controllo con i benefici che esso è in grado di 
apportare al sistema dei rischi aziendali che deve presidiare.
I modelli hanno pertanto il vantaggio di costituire un riferimento se non l’intensità dei 
controllo applicati, almeno sulla completezza e l’articolazione del sistema adottato.
Si pongono quindi due alternative: l’adozione di un modello di riferimento 
generalmente riconosciuto oppure la creazione di un modello ad hoc per 
l’organizzazione in cui si opera.
I modelli internazionali hanno il vantaggio di essere altamente generalizzati, 
ragionevolmente diffusi e conosciuti e, quindi, accettati come standard di riferimento 
anche da soggetti esterni all’organizzazione.
I modelli aziendali, per contro, consentono una maggiore adattabilità al contesto 
interno ed esterno dell’organizzazione e sono quindi più efficaci nel supportare 
l’affinamento del sistema di controllo nei processi di risk management.
Si propongono di seguito alcuni dei più riconosciuto modelli di controllo interno di 
valenza internazionale: il COSO Report 1, il COCO e il COBIT.
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14
IL MODELLO CoSO REPORT 1
Secondo il documento emanato dal Committee of Sponsoring Organizations (CoSO) 
sotto il titolo di Internal Control – Integrated Framework (CoSo IC-IF, 1992), il 
sistema di controllo interno può essere definito come “un insieme di meccanismi 
procedure e strumenti – “controlli” – predisposti dalla direzione per assicurare il 
conseguimento degli obiettivi aziendali”.
Esso è tipicamente strutturato per assicurare il perseguimento di tre obiettivi particolari:
1. efficacia nel conseguimento degli obiettivi aziendali ed efficienza operativa 
(operations);
2. attendibilità dei dati (reporting);
3. conformità alle normative applicabili (compliance).
Tale declinazione sintetizza la circostanza che ciascuno di tali obiettivi aziendali, ove 
non perseguiti adeguatamente, può condurre alla manifestazione di perdite economiche, 
ovvero alla distruzione di valore.
In un logica imprenditoriale, infatti, l’introduzione, lo sviluppo e la revisione del SCI 
si giustifica in relazione al fatto che esso agevola il perseguimento degli obiettivi 
aziendali. Il mancato perseguimento degli obiettivi aziendali può comportare il 
verificarsi di danni qualificabili come riportato in tabella:
IL SISTEMA DI CONTROLLO INTERNO
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OBIETTIVI DEL SISTEMA DI CONTROLLO INTERNO
OPERATIONS REPORTING COMPLIANCE
Perdite Economiche Perdite Economiche Perdite Economiche
(Reddituali/patrimoniali 
e distruzione di valore) 
nel caso di mancato 
raggiungimento degli 
obiettivi di economicità.
Nel caso di un sistema 
informativo aziendale 
inattendibile, a seguito 
di decisioni prese su 
informazioni errate.
Derivanti direttamente 
o indirettamente da 
sanzioni causate dal 
mancato rispetto della 
normativa.
Il Sistema di Controllo Interno presidia quindi la minimizzazione di perdite 
economiche.
La definizione del controllo interno proposta dal CoSO Report riflette alcuni concetti 
fondamentali:
1. il controllo interno è un particolare tipo di processo =  esso non costituisce un 
evento isolato, ma fa riferimento ad una serie di azioni che riguardano tutta 
l’attività aziendale. Le attività aziendali sono infatti gestite attraverso processi 
di pianificazione, esecuzione e monitoraggio, dei quali il SCI è parte e con i 
quali si integra. Il controllo è così un processo trasversale che riguarda vari 
livelli organizzativi e diversi tipi di attività;
2. il controllo interno è svolto da persone = le attività di controllo coinvolgono 
tutto il personale, dal CdA al management, dai sindaci agli auditor, dai 
controller a chi svolge mansioni operative. Sono le persone che attuano i 
meccanismi di controllo necessari ai fini del raggiungimento degli obiettivi 
stessi. In quest’ottica diviene fondamentale individuare una relazione chiara e 
precisa tra le responsabilità delle persone, i compiti affidati ed i controlli che 
devono essere svolti ma anche incentivare l’applicazione dei meccanismi 
previsti;
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3. il SCI può “garantire” al management e al CdA una ragionevole, ma non 
assoluta, sicurezza sulla realizzazione di determinati obiettivi = la realizzazione 
degli obiettivi dipende da altri fattori non controllabili e non prevedibili. Talora, 
i giudizi e le stime degli individui possono rivelarsi non corretti, senza contare 
poi il fatto che grazie ad accordi collusivi si possono aggirare gli SCI.
Componenti del controllo interno
Il sistema di controllo interno è costituito da cinque componenti interconnessi. Essi 
derivano dal modo in cui il management gestisce l’azienda e sono integrati con i 
processi gestionali.
1. Ambiente di controllo. Gli individui, le loro qualità individuali, e soprattutto la 
loro integrità, i loro valori etici e la loro competenza, e l’ambiente nel quale 
operano sono l’essenza stessa di qualsiasi organizzazione. Essi sono il motore 
che aziona l’azienda e le fondamenta su cui essa poggia.
2. Valutazione dei rischi. Ogni azienda deve essere consapevole dei rischi che 
incontra e che deve affrontare. Essa deve porsi obiettivi per le attività 
commerciali, finanziarie, di produzione, di marketing e altre, reciprocamente 
integrati affinché l’organizzazione possa operare in modo coordinato e 
armonico. Essa deve anche attivare i meccanismi che consentono di individuare,
analizzare e gestire i rischi relativi.
3. Attività di controllo. Le politiche e le procedure di controllo devono essere 
elaborate e applicate per assicurare che siano attivati efficacemente i 
provvedimenti che il management ritiene necessari per ridurre i rischi connessi 
alla realizzazione degli obiettivi.
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4. Informazioni e comunicazioni. Attorno alle suddette attività di controllo si 
collocano i sistemi di informazione e comunicazione. Questi consentono al 
personale la raccolta e lo scambio delle informazioni necessarie alla gestione e 
al controllo.
5. Monitoraggio. L’intero processo deve essere monitorato, apportandovi le 
eventuali modifiche richieste dalle circostanze. In tal modo, il sistema può 
reagire rapidamente, in funzione dei cambiamenti che si verificano nel contesto 
operativo.
Tali componenti del controllo interno e le loro interconnessioni sono schematizzati nel 
modello esposto in Figura 1. I modello evidenzia la dinamica dei sistemi di controllo 
interno. Per esempio, la valutazione dei rischi non soltanto influenza l’attività di 
controllo ma può anche evidenziare la necessità di riesaminare i fabbisogni di 
informazione e di comunicazione, oppure le attività di monitoraggio in atto. Il 
controllo interno, quindi, non è un procedimento sequenziale nel quale un componente 
influisce solo sul successivo. Si tratta, invece, di un processo iterattivo e multi 
direzionale, in cui ogni componente può influire su un altro, indipendentemente dalla 
sequenza del processo.
Ogni sistema di controllo interno è unico. Difatti, le aziende e i loro bisogni 
differiscono fondamentalmente nel loro settore di attività, nella loro dimensione, nella 
loro cultura e nella loro filosofia gestionale. Così, mentre tutte le aziende hanno 
bisogno di ciascuno dei cinque componenti per esercitare sulle proprie attività, il 
sistema di controllo interno sarà generalmente molto diverso da un’azienda all’altra.
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Figura 1: L’ambiente di controllo determina il clima nel quale le persone svolgono le loro attività e le 
proprie funzioni di controllo. Esso costituisce le fondamenta degli altri componenti. In questo ambiente, 
il management valuta i rischi per la realizzazione degli obiettivi stabiliti. Le attività di controllo servono 
ad assicurare che siano attuate le direttive del management necessarie per fronteggiare i rischi. Le 
relative informazioni vengono raccolte e comunicate a tutta l’organizzazione. L’intero processo è 
monitorato e subisce le modifiche richieste, se necessario.
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Legami tra obiettivi e componenti del controllo interno
Esiste un rapporto diretto tra gli obiettivi, ossia ciò che un’azienda persegue e i 
componenti, ovvero ciò che occorre per realizzarli è schematizzato con la matrice 
tridimensionale riportata nella figura seguente:
 le tre categorie di obiettivi, operations, reporting e compliance, sono 
rappresentate nelle colonne verticali del cubo;
 i cinque componenti del sistema di controllo interno sono rappresentati nelle 
righe orizzontali del cubo;
 le unità operative o le singole attività di un’azienda, interessate del controllo 
interno, sono rappresentate dalla terza dimensione della matrice.
Ogni componente compre e attraversa tutte e tre le categorie di obiettivi. 
Figura 2 : Matrice tridimensionale
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Analogamente, se si considerano tali categorie di obiettivi, tutti e cinque i componenti 
si applicano a ciascuna di esse.
Il controllo interno si applica sia all’intera azienda sia alle sue unità singolarmente 
considerate. Questo rapporto è espresso dalla terza dimensione, che rappresenta filiali, 
divisioni o altre unità operative o attività funzionali o altri processi, come gli acquisti, 
la produzione e il marketing. Di conseguenza, si può puntare l’attenzione su una 
qualunque cella della matrice. 
Ambiente di Controllo
AMBIENTE DI CONTROLLO
L’ambiente di controllo è un elemento 
importantissimo della cultura di un 
organizzazione, poiché determina il livello di 
sensibilità del personale alla necessità di 
controllo. Esso costituisce le fondamenta di tutti 
gli altri componenti del controllo interno e 
fornisce disciplina e organizzazione. I fattori che 
influenzano l’ambiente di controllo sono 
l’integrità, i valori etici e la competenza del 
personale; la filosofia e lo stile del management; 
le modalità di delega delle responsabilità, la 
politica organizzativa e di motivazione del 
personale; infine la dedizione del consiglio di 
amministrazione e la sua capacità di indicare 
chiaramente gli obiettivi.
Figura 3: Ambiente di Controllo
IL SISTEMA DI CONTROLLO INTERNO
21
L’ambiente di controllo esercita un’influenza profonda sul modo in cui le attività sono 
strutturate, gli obiettivi stabiliti e i rischi valutati. Inoltre, esso influisce sulle attività di 
controllo, sui sistemi informativi e di comunicazione e sulle attività di monitoraggio.
L’ambiente di controllo è influenzato dalla storia e dalla cultura dell’azienda e incide, 
a sua volta, sulla sensibilità del personale alle esigenze di controllo. 
L’ambiente di controllo interno comprende i seguenti fattori:
 integrità e valori etici;
 filosofia e stile di direzione;
 adeguatezza della struttura organizzativa;
 individuazione delle deleghe e delle responsabilità;
 sistemi di gestione del personale.
Sebbene siano tutti fattori importanti, il grado di applicazione di ciascuno si diversifica 
a seconda dell’azienda.
Integrità e valori etici = L’efficacia delle procedure di controllo interno è funzione 
dell’integrità e dei valori etici delle persone che creano questi controlli, li 
amministrano e li sottopongono a monitoraggio. L’integrità e i valori etici sono 
elementi essenziali dell’ambiente di controllo e incidono significativamente sulla 
progettazione, sull’amministrazione e sul monitoraggio di altri componenti del sistema 
di controllo interno.
L’integrità è una condizione del comportamento etico in tutti gli aspetti dell’attività 
aziendale. La Commission Treadway afferma che “un ambiente fortemente governato 
dall’etica a tutti i livelli gerarchici è vitale per il benessere dell’organizzazione, delle 
persone e delle aziende rientranti nel suo raggio di influenza e del pubblico in genere. 
L’etica contribuisce in modo rilevante all’efficacia delle politiche e dei sistemi di 
controllo messi a punto da un’azienda e influisce sui comportamenti che sfuggono ai 
sistemi di controllo, per quanto gli stessi siano sofisticati”.
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Filosofia e stile di direzione = Questo fattore incide sulla conduzione aziendale e sui 
livelli di rischio accettati. Un’azienda che ha successo affrontando dei rischi rilevanti, 
avrà un concetto di controllo interno differente da quella che ha sopportato gravi 
conseguenze economiche o legali per essersi avventurata in aree di attività pericolose. 
Le attività di un’azienda gestita in modo informale potranno essere controllate per 
mezzo di contatti diretti con i dirigenti delle funzioni principali. Al contrario, in 
un’azienda che ha uno stile di management più formale, i responsabili possono 
affidarsi a procedure scritte, agli indicatori di performance e ai rapporti che segnalano 
le anomalie.
Adeguatezza della struttura organizzativa = La struttura organizzativa di un’azienda 
fornisce il quadro nel quale le attività necessarie alla realizzazione degli obiettivi 
generali sono pianificate, eseguite, controllate e monitorate. Le attività possono 
articolarsi secondo la cosiddetta catena del valore: il ricevimento, la produzione, la 
spedizione, il marketing, la vendita e l’assistenza. La realizzazione di una struttura 
adeguata implica la definizione delle principali aree di autorità e di responsabilità, 
come pure la creazione di adeguate linee gerarchiche. La struttura organizzativa di 
un’azienda è strettamente correlata alle sue necessità. Alcune strutture sono 
centralizzate, altre decentralizzate. Alcune hanno linee gerarchiche dirette, altre 
assumono forme a matrice. Alcune aziende sono organizzate per settore di attività  o 
per linea di prodotto, per aree geografiche o per la particolare rete distributiva o di 
marketing. Altre aziende, inclusi molti enti pubblici ed enti senza scopo di lucro sono 
organizzate per funzioni.
L’adeguatezza di una struttura organizzativa dipende in parte dalla dimensione e dalla 
natura delle sue attività. Qualunque sia la struttura, le attività di un’azienda dovranno 
essere organizzate in modo da facilitare l’attuazione delle strategie formulate per 
conseguire particolari obiettivi.
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Individuazione delle deleghe e delle responsabilità = La delega dei poteri e delle 
responsabilità spesso è concepita per incoraggiare, entro certi limiti, l’iniziativa degli 
individui. Tale delega implica che il controllo centrale abbandoni certe decisioni 
trasferendole a livelli più bassi, a individui che sono più vicini alle operazioni 
quotidiane od ordinarie dell’azienda. La principale difficoltà risiede nel fatto che le 
responsabilità dovrebbero essere delegate solo nei limiti degli obiettivi da realizzare. 
Per far ciò, è necessario assicurarsi che l’assunzione dei rischi sia basata su robuste 
pratiche di identificazione e riduzione del rischio, incluso il relativo dimensionamento 
e il raffronto tra potenziali costi e benefici, al fine di assumere le decisioni migliori per 
l’azienda. Un’altra difficoltà è di essere certi che tutto il personale comprenda gli 
obiettivi dell’azienda. È essenziale che ciascun individuo sia cosciente dei legami 
esistenti tra le sue azioni e quelle degli altri e del contributo delle stesse alla 
realizzazione degli obiettivi.
Sistemi di gestione del personale = Le politiche di gestione delle risorse umane 
riguardano le assunzioni, la gestione delle carriere, la formazione, la valutazione delle 
performance del personale, le promozioni, le remunerazioni. Queste politiche servono 
anche a comunicare al personale il livello di integrità, di comportamento etico e di 
competenza che l’azienda si aspetta. Le politiche di formazione che forniscono 
indicazioni sui ruoli e sulle responsabilità in prospettiva, utilizzando metodi quali 
l’insegnamento in aula, seminari, casi di studio simulati ed esercizi pratici con 
simulazione di ruoli, rilevano i livelli di performance e di comportamento che 
l’azienda si aspetta dal suo personale. I trasferimenti e le promozioni del personale 
testimoniano la volontà dell’azienda di favorire l’avanzamento di persone competenti 
ai più alti livelli di responsabilità. Tuttavia, è da puntualizzare che i sistemi premianti 
devono essere strutturati e controllati adeguatamente, per evitare possibili tentazioni di 
falsificare i risultati dei report. I provvedimenti disciplinari servono a far comprendere 
che non saranno tollerate violazioni delle regole di comportamento stabilite 
dall’azienda.
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Valutazione dei rischi
VALUTAZIONE DEI RISCHI
Ogni azienda deve affrontare una varietà di 
rischi, di origine interna ed esterna, che devono 
essere valutati. Prima di procedere a questa 
valutazione è necessario definire obiettivi 
compatibili e coerenti. La valutazione dei rischi 
consiste nell’individuare e analizzare i fattori 
che possono pregiudicare il raggiungimento 
degli obiettivi, al fine di determinare come 
questi rischi dovranno essere gestiti. Visto che 
l’ambiente micro e macro-economico, la 
situazione normativa e le condizioni operative 
aziendali sono in continua trasformazione, si 
rendono necessari meccanismi che consentano 
di identificare e padroneggiare i rischi specifici 
connessi a dette trasformazioni.
Figura 4 : Valutazione dei rischi
Tutte le aziende, indipendentemente dalla dimensione, dalla struttura, dalla natura 
delle loro attività e dal settore economico in cui operano, incontrano rischi a tutti i 
livelli della propria organizzazione.
I rischi possono pregiudicare la sopravvivenza dell’azienda, la sua capacità di 
competere, la sua situazione finanziaria, la sua immagine sul mercato e la qualità dei 
suoi prodotti, dei suoi servizi e del suo personale. Non esiste in pratica nessun modo 
per ridurre il rischio a zero.
In effetti, il rischio è intrinseco all’attività imprenditoriale. Spetta quindi al 
management determinare il livello di rischio prudenzialmente accettabile e impegnarsi 
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per mantenerlo entro tale livello.
La determinazione degli obiettivi è una condizione della valutazione dei rischi.
Il management deve innanzitutto fissare degli obiettivi prima di identificare i rischi che 
possono pregiudicarne la realizzazione e di prendere i provvedimenti necessari a 
contenerli.
La determinazione degli obiettivi è quindi una parte fondamentale del processo 
manageriale.
Pur non essendo uno dei componenti del sistema di controllo interno, ne è un 
presupposto e un supporto.
La determinazione degli obiettivi può costituire un processo molto strutturato o al 
contrario informale. Gli obiettivi possono essere indicati esplicitamente oppure 
sottintesi, come per esempio mantenere il livello di performance già raggiunto in 
passato. A livello dell’azienda nel suo complesso, gli obiettivi sono spesso 
rappresentanti in termini di missione aziendale e di valori. Questi obiettivi di carattere 
generale consentono di definire la strategia globale dell’azienda, dalla quale 
discendono gli obiettivi più specifici. Gli obiettivi generali sono, dunque, collegati e 
integrati con obiettivi più specifici stabiliti a livello di “attività”, come vendita, 
produzione, progettazione, assicurandone la coerenza.
Sebbene assai diversi, gli obiettivi si possono raggruppare in alcune grandi categorie:
 obiettivi operativi. Riguardano l’efficacia e l’efficienza delle attività operative 
aziendali, inclusi i livelli di performance, di redditività e di protezione delle 
risorse da eventuali perdite. Questi obiettivi variano in funzione delle scelte 
fatte dal management;
 obiettivi relativi alle informazioni di bilancio. Riguardano la redazione di 
bilanci attendibili e la prevenzione da falsificazioni delle informazioni di 
bilancio pubblicate. Questi obiettivi sono prevalentemente determinati da regole 
e norme stabilite da istituzioni esterne all’azienda;
 obiettivi di conformità. Riguardano l’osservanza delle leggi e dei regolamenti 
applicabili all’azienda. 
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Una volta individuati gli obiettivi che sono stati assegnati all’attività oggetto di analisi 
si procede alla identificazione e valutazione dei rischi.
L’identificazione e nell’analisi dei rischi costituisce un processo continuo e iterattivo. 
Questo processo è un elemento chiave di un sistema di controllo interno efficace. Il 
management deve individuare attentamente i rischi, a tutti i livelli, e prendere 
provvedimenti adeguati per limitarli.
I rischi vanno dunque:
 “mappati” o identificati, in relazione agli obiettivi di business definiti per 
l’azienda nel suo complesso e per le singole aree;
 valutati in termini di probabilità e impatto;
 gestiti in ottica strategica, attraverso appropriati piani di intervento ed attività di 
controllo;
 monitorati attraverso un adeguato e tempestivo sistema di autovalutazione o 
degli specifici interventi di audit.
Diventa infatti fondamentale, dopo aver individuato i rischi (sia a livello aziendale, che 
a livello di singola attività) procedere all’analisi degli stessi. È importante per questo 
andare a valutare la vulnerabilità del rischio, esprimibile attraverso il prodotto tra la 
probabilità che l’evento rischioso si manifesti e l’impatto sulla ricchezza aziendale. Un 
rischio che non abbia un impatto significativo sull’azienda e che non abbia un’alta 
probabilità di verificarsi non richiede un’analisi approfondita. Al contrario, un rischio 
rilevante e con un’alta probabilità di concretizzarsi dovrà essere esaminato molto 
attentamente. Entro questi due estremi, l’analisi del rischio si rivela difficile. È 
importante che l’analisi sia razionale e attenta.
L’analisi dei rischi non è un esercizio teorico, ma costituisce spesso un fattore critico 
per il successo dell’azienda. Tale analisi raggiunge il massimo della sua efficacia 
quando include l’identificazione di tutti i processi operativi chiave per i quali esistono 
rilevanti rischi potenziali. Sfortunatamente, l’importanza dell’analisi dei rischi è 
talvolta presa in considerazione troppo tardivamente. Per tale motivo è necessario che 
ogni azienda adotti un processo che consenta di identificare gli eventi che possono 
particolarmente incidere sulla sua capacità di realizzare gli obiettivi fissati. Un fattore 
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chiave di questo processo è un sistema informativo che catturi, elabori e fornisca 
informazioni su eventi, attività e condizioni che indicano cambiamenti ai quali 
l’azienda dovrà reagire. Devono pertanto esistere dei meccanismi che consentano di 
individuare ogni significativa implicazione o condizione dei cambiamenti che si sono 
verificati o che potrebbero verificarsi in tempi brevi. Per quanto possibile i 
meccanismi dovranno essere orientati verso il futuro, in modo che l’azienda sia in 
grado di anticipare i cambiamenti significativi e organizzarsi di conseguenza. Devono 
perciò essere messi a punto dei sistemi rapidi di allerta per individuare i dati idonei a 
segnalare nuovi rischi.
Attività di controllo
ATTIVITA’ DI CONTROLLO
Le attività di controllo si possono definire come 
l’applicazione delle politiche e delle procedure 
che garantiscono al management che le sue 
direttive siano attuate. Esse assicurano 
l’adozione dei provvedimenti necessari per far 
fronte ai rischi che potrebbero pregiudicare la 
realizzazione degli obiettivi aziendali. Le 
attività di controllo si attuano in tutti i livelli 
gerarchici e funzionali della struttura 
organizzativa. Tali attività includono un 
insieme di attività diverse, come approvazioni, 
autorizzazioni, verifiche, raffronti, esame delle 
performance operativa, protezione dei beni 
aziendali e separazione dei compiti.
Figura 5 : Attività di controllo
IL SISTEMA DI CONTROLLO INTERNO
28
Le attività di controllo si possono suddividere in tre categorie in base agli obiettivi 
generali dell’azienda: attività di controllo relative agli aspetti operativi, attività di 
controllo sulle informazioni di bilancio e attività di controllo sul rispetto dei vincoli 
legali e regolamentari.
I controlli possono riguardare specificatamente un’area o, come spesso accade, più 
aree. In effetti, secondo le circostanze, una data attività di controllo può contribuire 
alla realizzazione di obiettivi comuni a più categorie. Così, le attività di controllo 
relative all’area operativa possono anche contribuire ad assicurare l’affidabilità delle 
informazioni di bilancio, i controlli sulle informazioni di bilanci possono contribuire al 
rispetto dei vincoli normativi e così via.
Si espongono adesso alcune attività di controllo, ordinariamente svolte dal personale a 
vari livelli organizzativi. Tale descrizione viene fatta al fine di illustrare la varietà delle 
attività di controllo, senza suggerire alcuna particolare suddivisione in categorie.
 Analisi svolte dall’alta direzione. Le performance realizzate sono analizzate 
raffrontandole con il budget, con le proiezioni, con i risultati dei periodi 
precedenti e con i risultati dei concorrenti.
 Gestione delle attività o delle funzioni. Tutti i responsabili di funzioni o attività 
procedono all’analisi delle performance. 
 Elaborazione dei dati. Numerosi controlli vengono eseguiti per verificare 
l’accuratezza, la completezza e l’autorizzazione delle operazioni. I dati inseriti 
sono sottoposti a procedure automatiche di controllo o confrontati con archivi 
di verifica approvati.
 Controlli fisici. Attrezzature, scorte, titoli, liquidità e altre attività sono protetti 
fisicamente e periodicamente inventariati e confrontati con le risultanze 
contabili.
 Indicatori di performance. L’analisi comparata dei diversi insiemi di dati, 
operativi o finanziari, l’esame delle correlazioni e le conseguenti azioni 
investigative e correttive costituiscono attività di controllo.
 Separazione dei compiti. Al fine di ridurre il rischio di errori e irregolarità, i 
compiti vengono ripartiti tra più persone. 
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Gli esempi esposti sopra illustrano solo alcune delle innumerevoli procedure svolte 
giornalmente nelle aziende, che servono a garantire l’organizzazione in rotta verso la 
realizzazione degli obiettivi.
Le attività di controllo si basano normalmente su due elementi: le politiche che 
definiscono ciò che si deve fare e costituiscono la base per il secondo elemento; le 
procedure, che realizzano in pratica le politiche.
Parallelamente alla valutazione dei rischi, il management deve definire e attuare un 
piano di azione destinato a gestire i rischi stesi. La definizione di questo piano 
consente di individuare le attività di controllo che possono garantire che le azioni siano 
svolte e correttamente e nei tempi previsti.
Le attività di controllo, inoltre, fanno parte integrante dei processi attraverso i quali 
l’azienda cerca di conseguire i propri obiettivi. 
Informazione e Comunicazione
INFORMAZIONE E COMUNICAZIONE
Le informazioni pertinenti devono essere 
identificate, raccolte e diffuse nella forma e nei 
tempi che consentono a ciascuno di adempiere le 
proprie responsabilità. I sistemi informativi 
producono rapporti contenenti dati operativi, 
contabili e relativi al rispetto degli obblighi legali 
e regolamentari, che permettono di gestire e 
controllare l’attività aziendale. Questi sistemi 
trattano non solo i dati prodotti internamente 
dall’azienda, ma anche quelli relativi a eventi, 
attività e situazioni esterne, necessari per 
prendere decisioni circostanziate e predisporre le 
informazioni di bilancio.
Figura 6 : Informazioni e Comunicazioni
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Si devono attuare comunicazioni efficaci e diffuse, in modo che queste fluiscano 
all’interno dell’organizzazione verso il basso, verso l’alto e trasversalmente.
Il management deve trasmettere al personale un messaggio chiaro sull’importanza 
delle responsabilità di ciascuno in materia di controllo. Il personale dovrà comprendere 
il ruolo che gli è stato assegnato nel sistema di controllo interno, come anche i legami 
che esistono tra le proprie attività e quelle svolte da altri. Devono inoltre esistere 
meccanismi per trasmettere informazioni significative verso l’alto. 
Per gestire un’azienda e dirigerla verso i suoi obiettivi (che possono riguardare 
l’operatività, le informazioni economico-finanziarie e la conformità alle leggi e ai 
regolamenti) è necessario che le informazioni siano ampiamente diffuse a tutti i livelli 
della struttura organizzativa. L’informazione è identificata, catturata, elaborata e 
diffusa dai sistemi informativi. L’espressione “sistema informativo12” viene spesso 
impiegata nel contesto dell’elaborazione dei dati di origine interna relativi alle 
transazioni, come gli acquisti e le vendite, e delle attività operative interne, come i 
processi produttivi. I sistemi informativi, che possono essere computerizzati, manuali 
o una combinazione dei due, certamente rilevano questi eventi. I sistemi informativi 
però elaborano anche informazioni relative a eventi, attività e situazioni esterne.
Il sistema informativo può essere formalizzato o non formalizzato. Le informazioni più 
preziose sono quelle che consentono di identificare i rischi e le opportunità e spesso 
queste informazioni sono raccolte nel corso di conversazioni con i clienti, con i 
fornitori, con le autorità tutorie e con il personale. 
La qualità delle informazioni prodotte dai sistemi condiziona la capacità decisionale 
del management nel gestire e controllare le attività aziendali. I moderni sistemi sono 
spesso in grado di rispondere in tempo reale ai quesiti, fornendo a richiesta le 
informazioni più aggiornate.
È essenziale che i rapporti informativi contengano i dati necessari per consentire un 
controllo efficace. La qualità delle informazioni si valuta dalle risposte alle domande 
12 “Insieme di persone, macchine, applicazioni software e procedure che permettono all’azienda di disporre delle 
informazioni giuste al momento giusto”. L. Marchi
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seguenti.
 Contenuto. Ci sono tute le informazioni necessarie?
 Tempestività. L’informazione può essere ottenuta nei tempi desiderati?
 Aggiornamento.  È disponibile l’informazione più recente?
 Accuratezza. L’informazione è esatta?
 Accessibilità. Gli interessati possono ottenere queste informazioni facilmente?
Tutte queste domande dovranno essere tenute presenti fin dalla progettazione dei 
sistemi. In caso contrario, è probabile che il sistema non sarà in grado di fornire le 
informazioni necessarie al management e ad altro personale interessato.
La comunicazione, invece, è una funzione intrinseca ai sistemi informativi. Come già 
indicato, i sistemi informativi devono essere al servizio degli utenti in modo che questi 
ultimi possano adempiere le proprie responsabilità relative all’attività operativa, 
all’elaborazione delle informazioni di bilancio e al rispetto della legge e dei 
regolamenti. Tuttavia, la comunicazione deve essere intesa in un senso più ampio ed 
essere estesa ad altri aspetti, come le attese e le responsabilità dei singoli e dei gruppi.
Oltre a ricevere informazioni pertinenti alla gestione delle proprie attività, tutto il 
personale dell’azienda deve ricevere dal’alta direzione un messaggio chiaro e forte 
sull’importanza del controllo interno. La chiarezza del messaggio assume grande 
importanza come pure l’efficacia con cui è trasmesso. Inoltre, si dovranno precisare 
alcuni specifici compiti. Ogni individuo deve capire bene gli aspetti peculiari del 
sistema di controllo interno, il suo funzionamento, nonché il proprio ruolo e la propria 
responsabilità all’interno del sistema stesso.
Comunicazioni appropriate sono necessarie non soltanto all’interno dell’azienda, ma 
anche all’esterno. Spesso le comunicazioni provenienti dall’esterno forniscono 
elementi importanti sul funzionamento del sistema di controllo interno. 
Le comunicazioni possono assumere forme diverse come manuali, promemoria, 
bollettini, fogli in bacheca e videomessaggi. Se trasmessi verbalmente, a grandi gruppi, 
in piccole riunioni o incontri personali, il tono della voce e la gestualità servono a 
enfatizzare il discorso. Un’azienda con un’antica tradizione di onestà e integrità e con 
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una cultura ben conosciuta dal personale, probabilmente non incontrerà difficoltà a 
trasmettere il proprio messaggio. Un’altra, priva di questa tradizione, dovrà 
probabilmente impegnarsi molto di più per comunicare.
Monitoraggio
MONITORAGGIO
I sistemi di controllo interno hanno bisogno di 
essere “monitorati”: una funzione diretta a 
valutare nel tempo la qualità della loro 
performance. Ciò si concretizza in attività di 
supervisione continua, in valutazioni periodiche 
oppure in una combinazione dei due metodi. La 
supervisione continua si esplica nel quadro della 
gestione corrente. Essa include normali attività di 
controllo effettuate dal management e dai quadri, 
nonché altre iniziative assunte dal personale nello 
svolgimento delle proprie mansioni. La portata e 
la frequenza delle valutazioni periodiche 
dipenderà principalmente dalla valutazione dei 
rischi e dall’efficacia delle procedure di 
supervisione. Le carenze del controllo interno 
dovranno sempre essere segnalate ai superiori e, 
nei casi più gravi, ai massimi vertici aziendali e al 
consiglio di amministrazione.
Figura 7 : Monitoraggio
I sistemi di controllo interno mutano nel tempo. Anche il modo in cui i controlli sono 
applicati può subire cambiamenti. Procedure che erano nel passato efficaci possono 
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rivelarsi oggi insufficienti e non più applicate. Inoltre possono mutare le condizioni 
per le quali il sistema di controllo interno fu originariamente concepito, riducendo la 
sua capacità di segnalare i rischi che le nuovi situazioni possono comportare. Di 
conseguenza, il management dovrà determinare se il sistema di controllo interno sia 
sempre pertinente e adatto alla gestione dei nuovi rischi.
Il monitoraggio assicura che il controllo interno continui a funzionare efficacemente. 
Questo processo implica la valutazione critica, da parte di persone appropriate, del 
modo in cui i controlli sono concepiti, dei tempi di esecuzione e dei modi in cui sono 
presi i provvedimenti necessari.
Il monitoraggio può essere praticato in due modi: con attività continue o con interventi 
di valutazione specifici. Generalmente, i sistemi di controllo interno sono strutturati 
per auto-monitorarsi in modo più o meno continuo. Quanto maggiore è l’estensione e 
l’efficacia del monitoraggio continuo, tanto minore è la necessità di interventi di 
valutazione specifici. Spetta al management giudicare la frequenza degli interventi di 
valutazione necessari per fornire una ragionevole sicurezza sull’efficacia del sistema di 
controllo interno.
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IL MODELLO CoCO
Il Canadian Institute of Chartered Accountants (CICA) è l’associazione professionale 
dei revisori contabili canadesi. 
Nel 1995 il CICA costituì un gruppo di studio allo scopo di pubblicare una guida di 
riferimento per la progettazione, la valutazione e il monitoraggio dei sistemi di 
controllo interno delle organizzazione. Il risultato di ciò fu chiamato Criteria of 
Controol (CoCO) framework.
Secondo questo modello, il controllo interno è costituito da quegli elementi di 
un’organizzazione – risorse, sistemi, processi, cultura, struttura e compiti – che, 
considerati nel loro insieme, supportano le persone nel raggiungimento degli obiettivi 
di una organizzazione.
Il CoCO riconduce l’essenza del controllo a quattro macro aree tre loro correlate e 
articolate in diversi fattori.
PURPOSE
CAPABILITY
COMMITMENT
MONITORING
&
LEARNING
ACTION
Figura 8 : Modello CoCO
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PURPOSE COMMITMENT
Objectives Ethical values including integrity
Determinazione e comunicazione di 
obiettivi, mission, vision e strategia 
aziendale.
Definizione, comunicazione e 
applicazione a tutti i livelli aziendali dei 
valori etici da condividere, compresa 
l’integrità.
Risks Human resources policies
Determinazione e valutazione dei rischi 
interni ed esterni più significativi in 
termini di impatto sul raggiungimento 
degli obiettivi.
Conformità delle politiche di gestione 
delle risorse umane ai valori etici 
dell’organizzazione e al 
raggiungimento degli obiettivi.
Policies Authority, responsability
Definizione, comunicazione e 
applicazione pratica delle politiche volte 
a sostenere il raggiungimento degli 
obiettivi e la gestione dei suoi rischi, allo 
scopo di far comprendere alle persone le 
aspettative nei loro confronti.
Definizione degli ambiti di autorità, 
responsabilità in maniera chiara e 
coerente con gli obiettivi della società 
affinché le attività e le decisioni siano 
intraprese dalle persone appropriate.
Planning Mutual trust
Definizione e comunicazione dei piani 
necessari alla realizzazione degli 
obiettivi.
Performance targets and indicators
Predisposizione di target e indicatori di 
performance.
Promozione di un’atmosfera di fiducia 
reciproca a sostegno dei flussi
informativi tra le persone e del loro 
rendimento effettivo, necessario per il 
raggiungimento degli obiettivi 
aziendali.
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CAPABILITY MONITORING & LEARNING
Knowledge, skilss and tools
Monitoring internal and external 
environtements
Possesso da parte delle persone delle 
conoscenze, delle capacità e degli 
strumenti atti a sostenere il 
raggiungimento degli obiettivi 
dell’azienda.
Monitoraggio dell’ambiente interno ed 
esterno, finalizzato all’ottenimento di 
informazioni che possano segnalare la 
necessità di rivalutare e ridefinire gli 
obiettivi o i controlli nell’azienda.
Communicazione processes Monitoring performance
Sostegno, da parte dei processi di 
comunicazione, dei valori 
dell’organizzazione e del raggiungimento 
dei suoi obiettivi.
Monitoraggio delle performance 
rispetto ai target e agli indicatori 
prefissati negli obiettivi e nei piani 
dell’organizzazione.
Information coordination Challenging assumptions
Individuazione e comunicazione 
tempestiva di informazioni sufficienti e 
significative affinché le persone possano 
conoscere le responsabilità loro 
assegnate.
Rivalutazione periodica dei presupposti 
alla base degli obiettivi e dei sistemi 
dell’azienda.
Control activities Reassessing information needs
Rivalutazione del fabbisogno di 
informazioni e dei relativi sistemi 
informativi alla luce dei possibili 
cambiamenti negli obiettivi o delle 
carenze identificate in fase di reporting
Assessing the effectiveness of control
Progettazione delle attività di controllo 
come parte integrante della società, 
prendendo in considerazione gli obiettivi 
e i rischi che influiscono sul loro 
raggiungimento e il legame esistente tra
gli elementi di controllo. Valutazione periodica dell’efficacia dei 
controlli interni.
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Il modello CoCO afferma che l’obiettivo primario del management è quello di 
garantire, per quanto possibile, lo svolgimento ordinato ed efficiente delle attività 
dell'ente.
In tale contesto, le responsabilità del management in termini di controllo interno si 
concretizzano in azioni dirette a:
Ottimizzare l’uso delle 
risorse
Il controllo interno assiste il management 
nell’ottimizzazione dell'uso delle risorse, garantendo, per 
quanto possibile, che siano fornite al management 
informazioni affidabili per la determinazione delle 
politiche aziendali, e monitorando l'attuazione di tali 
politiche e il loro grado di conformità.
Prevenire o identificare 
errori e frodi
L'obiettivo dei controlli interni è la prevenzione e 
l'individuazione di errori non intenzionali e frodi. Il 
modello prosegue affermando che tutti i controlli 
dovrebbe essere analizzati sotto il profilo costo-efficacia. 
Il costo di un eventuale controllo deve essere valutato 
rispetto al rischio relativo di errore e frode in atto e le 
conseguenze se dovesse manifestarsi, compresi gli effetti 
sul bilancio.
Salvaguardare il 
patrimonio aziendale
I beni di un’organizzazione dovrebbero essere 
salvaguardati in parte attraverso controlli interni e in 
parte attraverso le politiche aziendali. Il controllo interno 
protegge l’organizzazione dalle perdite derivanti 
dall’esposizione al rischio nelle operazioni di 
trasformazione o manipolazione delle relative attività. Il 
grado di esposizione al rischio è determinato in base alle 
attività aziendali.
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Garantire il 
mantenimento di sistemi 
di controllo attendibili
Si parla delle politiche e delle procedure stabilite e 
mantenute dal management allo scopo di raccogliere, 
registrare ed elaborare le informazioni. Il management 
necessita sistemi di controllo affidabili per fornire le 
informazioni necessarie per gestire l’organizzazione, 
produrre dati contabili e tutti gli altri documenti necessari 
per la redazione dei bilanci.
L’innovazione del modello CoCO, rispetto al modello CoSO è rappresentata 
dall’andamento circolare proposto in Figura 8. Tale andamento porta a una continua 
evoluzione del sistema di controllo, tenuto ad adeguarsi a ogni mutamenti degli 
obiettivi aziendali. È per questa ragione che il modello di controllo suggerito nel 
CoCO Report presuppone una logica maggiormente dinamica rispetto a quella del 
CoSO Report I.
Nonostante che il CoCO sia estremamente coerente con il CoSO I, esso fornisce un 
modello di valutazione del controllo interno meno strutturato e non offre una vera e 
propria metodologia di valutazione, ma si limita a supportare il management nella 
comprensione delle performance aziendali.
In ogni caso, sia il CoCO, sia il CoSO I sono considerati, a livello internazionale, 
modelli di riferimento e forniscono gli elementi base per la costituzione di un sistema 
di controllo interno che ciascuna azienda applica nel modo che ritiene più opportuno, 
in relazione alla tipologia di attività svolta e alla propria cultura.
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IL MODELLO COBIT
COBIT è l’acronimo di Control Objectives for Informations and related technology ed 
uno standard internazionale emanato e continuamente aggiornato dall’Information 
System Audit and Control Foundation (ISACF) e dal suo dipartimento di ricerca 
affiliato, l’IT Governance Institute.
Il COBIT, che è il modello universalmente accettato come punto di riferimento per il 
governo e per il controllo dell’Information Technology (IT), risulta particolarmente 
efficace nella valutazione dei controlli interni in ambienti altamente informatizzati 
quali le aziende caratterizzate da processi a elevata automatizzazione o che sviluppano 
prodotti legati all’IT.
La metodologia si articola in due ambiti di intervento: quello strategico, o di governo 
dell’IT, e quello di controllo dei processi.
Il primo ambito si riferisce alla necessità di dominare un contesto di mercato 
caratterizzato da elevata competitività e dinamismo e all’esigenza delle organizzazioni 
di valorizzare l’efficace gestione delle informazioni e delle relative tecnologie 
informatiche; in tale contesto ha aumentato le proprie aspettative nei confronti dei 
servizi IT richiedendo maggiore qualità, funzionalità e facilità d’uso, ridotti tempi di 
consegna, miglioramento costante dei livelli di servizio e, al contempo, contenimento 
dei costi.
La gestione dei rischi relativi all’IT deve essere quindi percepita come un elemento 
chiave del governo dell’impresa e come parte integrante della sua strategia e non più 
solamente come un fattore abilitante della stessa.
Il governo dell’IT è definito dal COBIT come “una struttura di relazioni e di processi 
per dirigere e controllare l’azienda al fine di raggiungere gli obiettivi della stessa, 
apportando valore e bilanciando rischi e benefici dell’IT e dei suoi processi”.
L’IT governance è di fondamentale importanza per la corporate governance, in quanto:
 assicura una misura di efficacia ed efficienza nei processi aziendali supportati 
dall’IT;
 fornisce la struttura che collega i processi, le risorse IT e il patrimoni 
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informativo aziendale alle strategie e agli obiettivi dell’azienda;
 integra e istituzionalizza le best practice inerenti pianificazione, organizzazione, 
acquisizione, realizzazione, erogazione, assistenza e monitoraggio delle 
prestazioni IT allo scopo di garantire che le informazioni dell’azienda e le 
relative tecnologie informatiche supportino gli obiettivi di business;
 aiuta l’azienda a trarre il massimo beneficio dal proprio sistema informativo, 
massimizzando i ritorni, cogliendo le opportunità e acquisendo vantaggi 
competitivi.
In sostanza, l’IT governance assicura che i processi per la gestione dell’IT operino 
in modo controllato e tale da favorire il conseguimento dei benefici attesi dagli 
stessi, al fine di supportare le attività aziendali correnti e sostenere il successo 
dell’organizzazione nel lungo periodo.
Con riferimento al secondo ambito, il controllo dei processi, il concetto alla base 
della metodologia COBIT è che per il controllo dell’IT occorre considerare sia le 
informazioni necessarie per supportare la realizzazione degli obiettivi aziendali o il 
soddisfacimento dei requisiti, sia le informazioni risultanti dall’applicazione 
combinata di risorse correlate alla tecnologia informatica e gestite attraverso 
processi propri dell’IT.
Per perseguire gli obiettivi aziendali, le informazioni devono soddisfare determinati 
criteri che nella terminologia COBIT vengono chiamati requisiti aziendali per le 
informazioni.
Nel modello sono stati identificati sette requisiti distinti, anche se in parte 
sovrapponibili, le cui definizioni sono le seguenti:
1. efficacia: concerne le informazioni, che devono essere rilevanti e pertinenti ai 
processi aziendali e che sono rese disponibili in maniera tempestiva, priva di 
errori, coerente e utilizzabile;
2. efficienza: riguarda la gestione dell’informazione attraverso l’utilizzo ottimale 
delle risorse, dal punto di vista sia della produttività sia dell’economicità;
3. affidabilità delle informazioni: si riferisce alla fornitura di appropriate 
informazioni alla direzione, sia per la gestione dell’azienda, sia perché essa 
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possa far fronte alle proprie responsabilità finanziarie e agli obblighi di 
bilancio/statutari;
4. conformità: concerne il rispetto delle leggi, dei regolamenti e degli accordi 
contrattuali con cui è soggetta l’azienda, vale a dire i vincoli aziendali imposti 
dall’esterno;
5. riservatezza: ha per oggetto la protezione delle informazioni sensibili (riservate) 
da possibili accessi non autorizzati;
6. integrità: si riferisce all’accuratezza e alla completezza dell’informazione, 
nonché alla sua validità in relazione ai valori e alle aspettative aziendali;
7. disponibilità: riguarda la disponibilità dell’informazione quando richiesta dai 
processi aziendali, nel presente e nel futuro, nonché la salvaguardia delle risorse 
necessarie e delle relative capacità e funzionalità.
È importante notare che i primi quattro requisiti corrispondono a quelli del modello di 
controllo CoSO I, anche se il requisito dell’affidabilità previsto dal COBIT è stato 
ampliato per comprendervi tutte le informazioni e non solo quelle di natura finanziaria. 
Gli ultimi tre requisiti sono tipici dei modelli di controllo dell’IT; in questo modo, il 
COBIT cerca di colmare la lacuna tra i due modelli, configurandosi come quello di 
riferimento per il governo dell’IT.
La seconda dimensione della metodologia COBIT concerne le risorse dell’IT che sono 
necessarie al controllo e all’amministrazione dell’IT in un’organizzazione e che 
devono essere considerate, singolarmente o a livello di gruppo, nella valutazione dei 
controlli in ambiente IT. Tali risorse vengono definite come:
 dati: includono gli oggetti nella loro più ampia accezione, sia interni sia esterni, 
strutturati e non strutturati, grafici, suoni, ecc;
 applicazioni: sono i sistemi comprensivi di procedure manuali e automatiche;
 tecnologie: includono hardware, sistemi operativi, database management 
system, networking, multimedia ecc.;
 infrastrutture: sono le risorse destinate a ospitare e garantire il funzionamento 
dei sistemi informatici;
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 risorse umane: comprendono conoscenze, professionalità e produttività per 
pianificare, organizzare, acquisire, erogare, gestire e governare il sistema 
informativo e i servizi relativi.
Per quanto concerne la terza dimensione, vale a dire i processi dell’IT, è opportuno 
evidenziare che la metodologia COBIT si basa su obiettivi di controllo di alto livello e 
su una struttura generale per la loro classificazione che individua nell’IT tre livelli di 
attività:
1. attività/compiti: rappresentano il livello più basso e sono costituiti dalle 
attività e dai compiti necessari alla realizzazione di un risultato 
misurabile. Attività e compiti richiedono differenti requisiti di controllo, 
in quanto le attività hanno un proprio ciclo di vita, mentre i compiti sono 
considerati più puntuali;
2. processi: sono definiti a un livello superiore rispetto al precedente, come 
una serie di attività o di compiti collegati con naturali punti di controllo;
3. domini: rappresentano il livello più alto e costituiscono il naturale 
raggruppamento dei processi in base alle linee di responsabilità della 
struttura organizzativa e al ciclo di gestione o di vita dei processi IT.
La metodologia COBIT ha individuato quattro domini per la classificazione di alto 
livello:
1. pianificazione e organizzazione: questo dominio include strategia e tattica e ha 
per oggetto il modo in cui l’IT può contribuire al raggiungimento degli obiettivi 
aziendali;
2. acquisizione e realizzazione: per realizzare la strategia IT, le soluzioni IT 
devono essere identificate, sviluppate/acquistate, realizzate e integrate nei 
processi aziendali. Rientrano inoltre in questo dominio le modifiche e la 
manutenzione delle applicazioni esistenti, allo scopo di garantire la continuità 
del ciclo di vita dei sistemi;
3. erogazione e assistenza: questo dominio si riferisce all’erogazione dei servizi 
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richiesti (dalle operazioni tradizionali alla sicurezza e continuità del servizio, 
alla formazione) e alla creazione dei necessari processi di supporto. Sono qui 
incluse le elaborazioni dei dati da parte dei sistemi applicativi, speso classificati 
come controlli delle applicazioni;
4. monitoraggio: tutti i processi IT devono essere valutati con regolarità nel tempo, 
dal punto di vista della qualità e della conformità ai requisiti di controllo. 
Questo dominio, pertanto, concerne la supervisione, da parte del management, 
dei processi di controllo e la valutazione indipendente fornita dall’audit interno 
ed esterno o ottenuta da fonti alternative.
È importante evidenziare che i processi identificati possono essere applicati a 
differenti livelli nell’ambito di un’organizzazione: per esempio, alcuni saranno 
applicati a livello di intera azienda, altri a livello della funzione IT, altri ancora a 
livello dei responsabili dei diversi processi.
Inoltre, è evidente che non tutte le misure di controllo soddisferanno necessariamente, 
con lo stesso livello o grado, i diversi requisiti aziendali per l’informazione.  Tale 
proposito, i livelli si distinguono in:
 principale: per il quale l’obiettivo di controllo definito soddisfa pienamente il 
criterio informatico cui si riferisce;
 secondario: per il quale l’obiettivo di controllo definito soddisfa solo 
parzialmente o indirettamente il criterio informatico cui si riferisce;
 non indicato: per il quale l’obiettivo di controllo potrebbe essere applicato, ma 
i requisiti sono più ampiamente soddisfatti da altri criteri in questo processo e/o 
da altri processi.
Analogamente, non tutte le misure di controllo influenzano necessariamente le diverse 
risorse dell’IT nello stesso modo.
In sintesi, al fine di fornire le informazioni di cui l’azienda necessita per il 
raggiungimento dei propri obiettivi, l’IT governance deve essere esercitata 
dall’azienda per garantire che le risorse IT siano gestite da un’insieme di processi IT 
naturalmente raggruppati.
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LA VALUTAZIONE DEL SISTEMA DI CONTROLLO INTERNO
La valutazione del sistema di controllo interno è un processo a sé. Mentre gli approcci 
e le tecniche variano, questo processo dovrebbe essere supportato da un certo rigore e 
da certi principi fondamentali che sono inerenti allo stesso.
Chi fa una valutazione deve comprendere, inizialmente, ciascuno dei componenti del 
sistema di controllo interno e, successivamente, ciascuna delle attività 
dell’organizzazione. Potrà quindi essere utile esaminare prima il modo in cui il sistema 
funziona concettualmente, attraverso l’applicazione di una metodologia valutativa 
definita secondo i criteri CoSO che ad oggi rappresenta il framework di riferimento 
per la strutturazione concettuale del sistema di controllo interno accettato a livello 
internazionale, dopo di che potrà essere utile integrare i risultati di tale modello con 
l’output risultante da un processo di audit del sistema di controllo interno per 
determinare come il sistema funziona realmente. Dall’integrazione il valutatore avrà a 
disposizione sufficienti elementi per esprimere un giudizio sull’efficacia del sistema di 
controllo interno.
Le metodologie di analisi e valutazione del sistema di controllo interno adottate sono 
due:
1. il questionario di valutazione CoSO based;
2. l’applicazione del Modello A.I.I.A. inserito nel più ampio processo di audit del 
sistema di controllo interno, oggetto della parte applicativa del presente lavoro.
Entrambe le metodologie comprendono un’estesa varietà di metodi e strumenti di 
valutazione, come check-list, questionari, diagrammi di flusso, matrici per il calcolo 
del rischio e valutazione dei controlli generali e specifici. 
Di fondamentale importanza è il fatto che l’analisi e la valutazione del sistema di 
controllo interno deve essere condotta in un quadro di criteri definiti, con il fine ultimo 
di determinare se il sistema fornisce una ragionevole sicurezza con riferimento agli 
obiettivi stabiliti.
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IL QUESTIONARIO DI VALUTAZIONE CoSO BASED
Questo capitolo contiene una serie di strumenti di possibile utilizzo in sede di 
valutazione del sistema di controllo interno di un’azienda. Tali strumenti si possono 
usare secondo modalità diverse:
 singolarmente, in sede di valutazione di uno specifico componente del sistema 
di controllo interno, oppure collettivamente, qualora vengano presi in esame 
tutti i componenti nel loro insieme;
 allo scopo di valutare i controlli relativi a una specifica categoria, per esempio, 
l’attendibilità delle informazioni di bilancio, oppure a più di una;
 quando si valutano alcuni processi, per esempio gli acquisti o le vendite, oppure 
tutte le attività dell’azienda.
Gli strumenti di valutazione sono organizzati come descritti di seguito:
 un gruppo di moduli in bianco, suddivisi per componente, oltre a un modulo 
predisposto per facilitare il consolidamento dei risultati per una valutazione 
complessiva;
 un “Manuale di riferimento” finalizzato ad assistere il valutatore nella 
compilazione della “Scheda di valutazione dei rischi e delle attività di 
controllo”.
Gli strumenti qui descritti forniscono un aiuto e una guida per effettuare una 
valutazione dei sistemi di controllo interno secondo principi definiti nel CoSO 
Framework. 
Tali strumenti vengono presentati esclusivamente a titolo esemplificativo e, ai fini 
della valutazione di un sistema di controllo interno, non è necessario prendere in 
considerazione l’intera gamma di aspetti da essi contemplati, né che la presenza di tali 
aspetti sia una condizione indispensabile per poter trarre conclusioni sull’efficacia del 
sistema. 
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Strumenti di valutazione da compilare
Il questionario CoSO Based propone cinque schede di valutazione (si veda il Capitolo
5: Appendice 1-5), una per ogni componente del sistema di controllo interno. Un titolo 
e una breve descrizione identificano i fattori o gli elementi significativi di ciascun 
componente.
Non tutti i punti da esaminare risultano rilevanti per tutte le aziende, in alcuni casi 
dovranno essere considerati nuovi aspetti. Ad ogni modo, si consiglia al valutatore di 
personalizzare i punti da esaminare in funzione delle peculiarità dell’azienda in esame 
operando aggiunte, tagli o modifiche da quelli previsti nelle schede.
Per ogni punto da esaminare, vengono presentati sottopunti esemplificativi con aspetti 
che potrebbero rivelarsi di qualche interesse durante l’analisi.
È opportuno precisare che essi costituiscono solo una minima parte dei tanti esempi 
possibili, essendo lo scopo della trattazione semplicemente quello di illustrare le 
diverse topologie di argomenti da considerare.
La colonna “Descrizione/Osservazioni” consente di illustrare come l’azienda affronta 
le problematiche legate al punto da esaminare e di inserire eventuali osservazioni. Di 
norma, la risposta non dovrà limitarsi a un semplice “si” o “no”, bensì descrivere in 
modo più articolato l’atteggiamento assunto dall’azienda a riguardo di una determinata 
questione.
Al termine della trattazione di ciascun aspetto è stato inserito un apposito spazio da 
riservare alle conclusioni circa l’efficacia o meno dei controlli esaminati e a 
suggerimenti sull’opportunità di adottare, o quantomeno, di prendere in considerazione 
l’adozione di misure correttive.
LA VALUTAZIONE DEL SISTEMA DI CONTROLLO INTERNO
47
Scheda della valutazione dei rischi e delle attività di controllo
Come precisato nel paragrafo che tratta degli strumenti relativi alla valutazione dei 
rischi e alle attività di controllo, la direzione fissa gli obiettivi per ciascuna attività 
significativa dell’azienda, analizza i rischi legati alla loro realizzazione, predispone 
piani, programmi e altre azioni finalizzati a neutralizzarli e istituisce appositi controlli 
per verificare la corretta attuazione di questi ultimi. Tuttavia gli strumenti relativi alla 
valutazione dei rischi e alle attività di controllo non consentono di esaminare tale 
processo a livello di singola attività. Per ovviare a questo limite, è stata creata 
un’apposita scheda separata.
La direzione potrebbe aver già documentato tale processo. In caso contrario, potrà 
avvalersi del supporto fornito dalla scheda in oggetto, che, una volta compilata, potrà 
essere rivista dal valutatore. Qualora invece la direzione non disponesse della 
necessaria documentazione, il valutatore potrà eventualmente decidere di compilarla 
personalmente esaminando il processo suddetto e le attività a esso collegate. A tale 
proposito, il “Manuale di riferimento” fornisce un valido aiuto per l’individuazione 
degli obiettivi specifici di ciascuna attività, l’analisi dei rischi, nonché la scelta delle 
azioni da intraprendere e dei controlli da predisporre.
ATTIVITA':   
ANALISI DEI RISCHI
OBIETTIVI O R C
FATTORI 
DI 
RISCHIO
PROBABILITA'
ATTIVITA' 
DI 
CONTROLLO
ALTRI 
OBIETTIVI
VALUTAZIONE 
/ 
CONCLUSIONI
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Valutazione globale del sistema di controllo interno
Un apposito strumento di valutazione (si veda il Capitolo 5: Appendice 6) consentirà 
infine di riepilogare i rilievi e le conclusioni relativi a ciascun componente, di facilitare 
la revisione dei risultati preliminari da parte dei livelli gerarchici più elevati e di 
consentire a questi ultimi di integrarli con nuove informazioni. È previsto inoltre uno 
spazio per l’annotazione delle conclusioni globali sull’efficacia del sistema di 
controllo interno nel suo complesso.
Il Manuale di Riferimento
Il Manuale di Riferimento è uno strumento concepito per aiutare il valutatore a 
completare la “Scheda di valutazione dei rischi e delle attività di controllo”.
Il Manuale presenta esempi di obiettivi, rischi e “punti da esaminare per azioni/attività 
di controllo” applicabili ad attività aziendali di tipo standard. I punti elencati in 
quest’ultima colonna possono facilitare l’identificazione dei provvedimenti più indicati 
rispetto ai rischi da fronteggiare e le attività di controllo necessarie affinché tali 
provvedimenti trovino reale attuazione. In essa figurano inoltre degli indicatori di 
particolare utilità ai fini dell’esecuzione del controllo.
La seconda colonna, contrassegnata dalla testata “O,B,C,”, indica la categoria di 
appartenenza degli obiettivi (O = attività operative, B = informazioni di bilancio e C = 
conformità). Questa classificazione non è tassativa e può variare in base alle 
circostanze.
Il manuale non ha la pretesa di fornire un elenco completo di tutti gli obiettivi, i rischi 
o i punti da esaminare, ma può essere utile per individuare i problemi più significativi.
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Obiettivi O,B,C, Rischi
Punti da esaminare per 
azioni/attività di controllo
… … … …
IL PROCESSO DI AUDIT DEL SISTEMA DI CONTROLLO INTERNO – IL 
MODELLO A.I.I.A
Tra le diverse componenti che definiscono il sistema di controllo interno assumono 
particolare rilievo le componenti di processi identificate nelle attività di:
1. identificazione, valutazione e gestione dei rischi;
2. definizione e valutazione delle attività di controllo;
3. monitoraggio.
L’audit del sistema di controllo, sul piano operativo, consiste in un processo articolato
in numerose attività, tra le quali assumono particolare rilievo tali elementi di processo 
del sistema.
Sul piano operativo, il processo di audit è generalmente attivato dall’individuazione di 
uno specifico processo di business da sottoporre a verifica.
L’attività di audit richiede l’identificazione dei rischi del processo e la loro valutazione 
volta a determinarne la rilevanza. Successivamente è necessario effettuare la 
valutazione dell’efficacia dell’attività di controllo nel ridurre o eliminare i rischi 
riscontrati ed introdurre le eventuali misure correttive al processo.
La ripetuta applicazione di processi di audit sui numerosi e differenti processi attivati 
dalla gestione aziendale consente di perseguire il fine ultimo del processo di audit 
rappresentato dal mantenimento nel tempo della condizione di efficacia dell’intero 
sistema di controllo interno aziendale.
Le diverse attività che compongono il processo di audit del sistema di controllo interno 
sono di seguito rappresentate:
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Figura 9 : Il Processo di Audit del sistema di controllo interno
L’individuazione dei processi aziendali
Il processo di audit del sistema di controllo interno richiede preliminarmente 
l’individuazione e l’analisi dei diversi processi di business.
A tal fine è necessario effettuare:
 la mappatura completa dei processi aziendali;
 la selezione dei processi da sottoporre ad audit e la loro rappresentazione.
L’attività di mappatura si propone di individuare i processi aziendali, così come sono 
posti in essere nella specifica azienda; definirne i confini e la scomposizione nelle 
singole attività.
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Sul piano operativo la mappatura dei processi richiede preliminarmente l’esame della 
documentazione aziendale disponibile di tipo organizzativo, come i manuali operativi, 
i regolamenti interni, l’organigramma e le eventuali altre mappature dei processi 
disponibili.
Dall’esame della documentazione aziendale inerente i diversi processi è possibile 
riscontrare situazioni differenti:
 la disponibilità della mappatura completa dei processi;
 l’indisponibilità o l’incompletezza della mappatura dei processi.
In caso di disponibilità di una mappatura aggiornata e completa, il processo di audit 
prosegue con l’attività di risk assessment, finalizzata a mettere in evidenza i rischi 
caratteristici del processo.
Se invece la mappatura non fosse aggiornata o disponibile, si rende necessario 
l’effettuazione di interviste con i soggetti che operano all’interno del processo in un 
ruolo tale da consentire loro una visione d’insieme delle diverse attività. L’obiettivo 
delle interviste, libere o guidate attraverso la somministrazione di un questionario,è di 
completare l’eventuale mappatura dei processi, ma allo stesso tempo di consentire di
verificare “sul campo” l’effettivo svolgimento del processo secondo quanto 
disciplinato dalla documentazione aziendale.
La rappresentazione dei processi: i diagrammi di flusso
La conoscenza del processo, raggiunta attraverso le diverse tecniche delle interviste, 
osservazioni dirette, analisi dei manuali operativi, può non consentire un’analisi 
immediata ed efficace in merito alla loro impostazione.
I processi sono in genere complessi, poiché comprendono numerose attività, trasversali 
rispetto a più unità organizzative.
La semplice stesure delle attività in forma descrittiva potrebbe comportare la 
realizzazione di documenti voluminosi e non consentire di cogliere il processo nel suo 
insieme.
Al fine di analizzare il processo in modo efficace si ricorre generalmente ad una loro 
LA VALUTAZIONE DEL SISTEMA DI CONTROLLO INTERNO
52
rappresentazione, semplificata, in forma schematica e grafica.
Tra le diverse tecniche, la più diffusa ed efficace, in ambito di auditing, è costituita dal 
diagramma di flusso, o flow chart.
Il flow chart permette di descrivere le attività che caratterizzano un certo processo, le 
responsabilità attribuite e la struttura dei controlli.
Il flow chart traccia l’intero flusso caratteristico del processo includendo informazioni 
quali:
 soggetti che procedono all’elaborazione, approvazione o integrazione del 
documento o dei dati;
 utilizzo di più copie documentali o flussi informatici di dati per il trattamento 
separato ai fini contabili, gestionali o amministrativi.
In particolare, il flow chart, illustra l’avanzamento di un documento o delle fasi di un 
processo attraverso le diverse aree funzionali/dipartimentali di un’organizzazione.
Il flow chart è utile anche per descrivere procedure o operazioni che si svolgono 
attraverso vari confini organizzativi o dipartimentali dell’organizzazione, enfatizzando 
gli aspetti di responsabilità.
I flow chart sono caratterizzati dall’impiego di simboli per descrivere le diverse attività. 
La figura esemplifica tale simbologia, che agevola, tra l’altro, la rapida comprensione 
e analisi del processo.
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Il diagramma di flusso può essere integrato da eventuali informazioni aggiuntive, 
ritenute utili per una completa comprensione del processo, come l’inserimento di 
descrizioni in una colonna a lato o direttamente sui simboli utilizzati nella costruzione 
del flow chart.
Individuazione e gestione del rischio
La conoscenza del processo è propedeutica alla successiva analisi finalizzata ad 
individuare le criticità su cui porre particolare attenzione al fine di una corretta 
efficacia del sistema di controllo interno.
La valutazione della probabilità e dell’impatto dei diversi rischi può essere resa 
Figura 10 : Simbologia utilizzata nel Flowchart
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confrontabile grazie all’utilizzo di scale di valutazione predefinite.
Attribuendo ad entrambe le dimensioni, probabilità ed impatto, una quantificazione 
compresa tra 1 e 5, la misurazione dei rischi si ottiene dalla moltiplicazione tra loro dei 
valori assegnati alle due dimensioni.
L’adozione di una scala di valutazione compresa tra 1 e 5, per entrambe le variabili, 
delimita la dimensione del rischio tra i valori di 1, in caso di significatività e di 
probabilità minimi, ed il valore 25 in caso di massima significatività e probabilità di 
manifestazione.
Figura 11 : Scala di valutazione del rischio
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Figura 12 : Mappa del rischio
I valori della dimensione complessiva del rischio possono essere raggruppati tra loro 
individuando 5 differenti livelli in modo da definire classi di criticità omogenee:
BASSO
MEDIO
BASSO
MEDIO
MEDIO
ALTO
ALTO
1 – 2 3 – 4 5 – 8 9 – 12 15 - 25
1
Trascurabile
25
Estremo
Figura 13 : Classificazione dei livelli di rischio 
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Il livello di rischio “alto” richiede una risposta pronta con l’introduzione di azioni 
correttive, il livello “medio” richiede interventi correttivi anche non immediati, mentre 
il livello “basso” consente di valutare se accettare il rischio o definire ugualmente 
interventi correttivi.
La definizione delle attività di controllo
Qualsiasi controllo è analizzato sulla base di una visione standard ed univoca 
riconducibile, per qualsiasi tipologia considerata (controllo operativo o manageriale, di 
linea o di monitoraggio, di primo, secondo e terzo livello, manuale o automatizzato), 
ad un processo di controllo che vede coinvolte le seguenti componenti:
Figura 14 : Componenti di un processo di 
controllo
 Input significativi da sottoporre a 
confronto;
 Standard di riferimento, ossia 
elemento/i di raffronto degli input;
 Attività di rilevazione dell’input 
(sensore);
 Attività di confronto tra input e 
standard di riferimento;
 Attività di correzione/retroazione; nel 
caso di rilevazione di anomalie;
 output del processo di controllo.
 Sistema informativo di 
interconnessione che consente lo 
scambio di informazioni necessarie e 
garantire il funzionamento di tutto il 
sistema di controllo.
LA VALUTAZIONE DEL SISTEMA DI CONTROLLO INTERNO
57
 Sensore = Elemento che rileva gli input 
significativi da sottoporre a controllo.
 Selettore = L’elemento che mette a 
confronto l’input ricevuto dall’attività 
sensoria con lo standard di riferimento.
 Retroazione = Modifica lo stato 
identificato come anomalo dal 
funzionamento del selettore.
La valutazione delle attività di controllo
La valutazione delle attività di controllo avviene tramite l’applicazione di un Modello, 
ossia l’insieme degli elementi o caratteristiche dei controlli, rilevabili in modo diretto 
o indiretto dal valutatore.
La misurazione diretta delle attività di controllo avviene attraverso Strumenti, ossia 
differenti modalità con le quali si perviene ad una rilevazione quantitativa.
Esempi di strumenti possono essere scale quali: quantitative di rilevazione basate su 
caratteristiche osservabili dei controlli, così come sistemi di misurazione strettamente 
quantitative già esistenti in azienda o sviluppate ad hoc.
Gli elementi del Modello misurabili in modo indiretto sono il risultato 
dell’applicazione di Regole di aggregazione delle valutazioni di componenti di livello 
inferiore. L’applicazione delle Regole consente quindi di giungere a indici sintetici, a 
supporto del giudizio dell’auditor, per la valutazione dell’adeguatezza del singolo 
controllo e di sistemi complessi composti da più controlli.
L’attività di analisi e valutazione, infine, si sviluppa in un processo operativo di 
SENSORE SELETTORE
STANDARD
OUTPUT
Figura 15 : Componenti di un generico controllo
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applicazione articolato in cinque macro fasi tipiche adattabili in base al contesto e agli 
ambiti di utilizzo.
Il Modello è la componente dell’approccio che razionalizza l’insieme degli elementi 
da considerare per la progettazione di nuovi controlli o la valutazione di controlli 
esistenti.
Si tratta di una rappresentazione statica di componenti che prescinde dal livello di 
complessità dell’entità oggetto di analisi (singolo controllo o aggregati di controlli) e 
dai vincoli, interni ed esterni (numero e tipologia di variabili ambientali, normative, 
ecc.), che caratterizzano il contesto in cui il controllo opera.
La logica per la sua applicazione è di tipo bottom-up, partendo da elementi di dettaglio 
per poi procedere ad aggregazione degli stessi secondo criteri predeterminati e 
giungere alla sintesi finale della valutazione di adeguatezza.
Entrando nel merito del Modello, i suoi elementi sono raggruppabili in:
 elementi di misurazione diretta: coincidono con le caratteristiche direttamente 
osservabili dei controlli (es: Non discrezionalità, Segregazione, Automazione). 
Si tratta delle entità di massimo dettaglio, non ulteriormente scomponibili, la 
cui rilevazione, qualitativa e/o quantitativa, avviene secondo strumenti 
predefiniti;
 elementi di misurazione indiretta: coincidono con elementi non misurabili 
direttamente (es. robustezza), ma ottenuti mediante aggregazioni, secondo 
regole predefinite, di elementi di valutazione diretta (es: la valutazione della 
Robustezza si basa sull’aggregazione delle valutazione riguardanti la Non 
discrezionalità, l’Automazione, ecc.).
Di seguito è riportata la rappresentazione complessiva dei diversi elementi che 
compongono il Modello e la descrizione del contenuto di ciascuno di essi.
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Figura 16 : Modello A.I.I.A.
ADEGUATEZZA (1/2)
L’adeguatezza di un sistema di controllo interno dipende dall’adeguatezza dei singoli 
processi di controllo che supportano i processi operativi aziendali. Un controllo può 
considerarsi adeguato quando garantisce il contenimento del rischio entro i limiti di:
 Risk Tolerance (sopportabilità) = determina delle condizioni economiche, 
finanziarie e patrimoniali dell’azienda;
RISK TOLERANCE RISK ACCEPTANCE
ADEGUATEZZA
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 Risk Acceptance (desiderabilità) = determinata dalla propensione al rischio del 
Management, laddove la Risk Acceptance non può essere superiore alla Risk 
Tolerance.
ADEGUATEZZA (2/2)
La capacità di un controllo di garantire il livello predeterminato di rischio dipende 
dalla sua:
 Efficacia = la capacità di garantire il contenimento degli impatti/probabilità di 
verificarsi dell’evento rischioso entro i limiti determinanti;
 Economicità = la capacità di garantire un onere complessivo del controllo non 
superiore agli impatti da contenere.
Laddove risultano soddisfatti questi obiettivi, l’adeguatezza dipenderà dall’efficienza 
del controllo, intesa come la combinazione ottimale dei due fattori (efficacia ed 
economicità), a partire dalla quale non è possibile migliorare uno dei due senza 
pregiudizio sull’altro.
RISK TOLERANCE RISK ACCEPTANCEADEGUATEZZA
EFFICACIA ECONOMICITA’
EFFICIENZA
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EFFICACIA
L’efficacia del controllo è determinata da:
 disegno/architettura del controllo, ovvero dalle caratteristiche intrinseche del 
processo (attributi del controllo), il posizionamento all’interno dei processi 
operativi e l’eventuale dipendenza da altri processi di controllo;
 funzionamento del sistema di controllo, ovvero incompleta o non corretta 
esecuzione delle attività previste da ciascun processo di controllo.
L’efficacia del disegno di un controllo dipende dai seguenti elementi di valutazione:
RISK TOLERANCE RISK ACCEPTANCEADEGUATEZZA
EFFICACIA ECONOMICITA’
EFFICIENZA
DISEGNO FUNZIONAMENTO
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DISEGNO
La Copertura è una caratteristica del controllo che prescinde da valutazioni sulla 
bontà dello stesso; è collegata a valutazioni circa l’ambito oggetto di analisi 
(processo/funzione e obiettivi di processo/mission) ed i rischi da presidiare.
Il grado di copertura dei rischi/obiettivi di controllo del singolo controllo è misurato, in 
percentuale, quale rapporto tra obiettivi coperti e totale degli obiettivi rilevanti.
La Pertinenza che valuta di quanto il controllo che presidia un certo obiettivo di 
controllo è in grado di:
 identificare e correggere del tutto o in parte le potenziali anomalie;
 evidenziare e attivare retroazioni solo su casi anomali evitando di agire su 
situazioni non critiche.
REATTIVITA’
EFFICACIA
DISEGNO
FUNZIONAMENTO
PERTINENZA ROBUSTEZZACOPERTURA
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DISEGNO    – REATTIVITA’ –
La Reattività è l’elemento che misura i tempi di azione e reazione del processo di 
controllo, scomponibile in:
 Velocità di rilevazione: tempo che intercorre dalla rilevazione di fenomeni 
significativi alla evidenziazione dell’eventuale anomalia.
 Velocità di correzione: tempo che intercorre dalla fase di rilevazione 
dell’anomalia a quella in cui l’azione correttiva interviene per limitare in tutto o 
in parte gli impatti derivanti dalla manifestazione del rischio.
Entrambe le velocità sono quindi analizzate in relazione ad una finestra temporale 
strettamente determinata dalle caratteristiche del rischio da presidiare e definita da:
 il momento in cui si manifesta l’evento critico;
 il momento in cui trovano piena manifestazione le potenziali conseguenze 
(perdite, danni, penalità) dell’evento critico.
REATTIVITA’
EFFICACIA
DISEGNO
FUNZIONAMENTO
PERTINENZA ROBUSTEZZACOPERTURA
VELOCITA’ DI
CORREZIONE
VELOCITA’ DI
RILEVAZIONE
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DISEGNO    – ROBUSTEZZA –
La Non Discrezionalità è l’elemento che misura il grado di indeterminatezza di un 
controllo, relativamente a:
perché è opportuno/necessario il controllo;
 cosa viene sottoposto a controllo aziendale (attività, dati, documenti);
 come viene svolta l’attività di controllo, in particolare rispetto a quale standard 
aziendale, con quali strumenti (es. sistemi informativi), con quali azioni 
correttive in caso di riscontro di un’anomalia, con quali modalità e/o strumenti 
viene conservata l’evidenza del controllo effettuato (tracciabilità);
 chi effettua le attività;
 quando viene effettuato il controllo (a quale scadenza, con quale frequenza, al 
verificarsi di eventi specifici che lo rendono necessario, per quanto tempo viene 
mantenuta evidenza del controllo).
La Non Discrezionalità è un concetto diverso dalla Formalizzazione: è possibile 
garantire elevati livelli di Non Discrezionalità a prescindere dal fatto di aver emesso 
documenti aziendali (procedure, mansionari, organigrammi, ecc.) che attribuiscono 
esplicitamente responsabilità a specifici soggetti o descrivono puntualmente gli aspetti 
REATTIVITA’
EFFICACIA
DISEGNO FUNZIONAMENTO
PERTINENZA ROBUSTEZZACOPERTURA
ADATTABILITA’AUTOMAZIONESEGREGAZIONENONDISCREAZIONALITA?
SISTEMATICITA’
RISCONTRABILITA
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relativi al come o al cosa si controlla.
In molte situazioni aziendali, con riferimento a specifici sistemi di controllo, gli 
elementi sono definiti in modo univoco per il semplice fatto che non esistono 
alternative: si pensi, ad esempio, nelle realtà a più bassa complessità, alla presenza di 
un’unica struttura contabile o di un solo sistema informativo oppure, per una qualsiasi 
azienda produttiva, a modalità di esecuzione dei controlli strettamente legate 
all’ambiente fisico in cui vengono realizzate.
In generale è frequente riscontrare una bassa Non Discrezionalità per controlli 
tradizionalmente definiti di tipo manageriali ovvero in cui lo standard e la maggior 
parte delle iniziative di correzione (retroazione) sono definite ad hoc in base a 
valutazioni effettuate a seguito del’evidenziazione delle anomalie.
Analogamente, una bassa Non Discrezionalità è critica per i cosiddetti controlli di 
linea in cui rappresenta un elemento chiave per compensare la caratteristica bassa 
segregazione delle attività di controllo.
La Segregazione è l’elemento che analizza gli aspetti relativi alla separazione delle 
attività operative e dei processi di controllo tra soggetti differenti per garantire non 
solo l’identificazione delle anomalie per le quali il controllo è disegnato ma anche 
degli eventuali malfunzionamenti del controllo stesso.
L’elemento è tradizionalmente legato ad aspetti organizzativi connessi all’attribuzione 
di responsabilità a soggetti/funzioni differenti per attività che potrebbero generare 
potenziali conflitti di interesse e, in ogni caso, per attività operative e le relative attività 
di controllo.
Nella presente accezione, la definizione di segregazione si riferisce anche e soprattutto 
alla separazione, su oggetti differenti, delle attività che realizzano un processo di 
controllo quali la definizione degli standard di riferimento, la rilevazione di fatti 
significativi, il riscontro, le attività di retroazione, la comunicazione delle informazioni 
significative per la gestione del processo.
Maggiore è il grado di separazione tra le attività di controllo e quelle operative, e tra le 
diverse componenti del processo di controllo, maggiore è la robustezza del sistema di 
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controllo.
Sarebbe infatti limitativo considerare quale segregato un controllo in cui solo l’attività 
di riscontro è svolta da un soggetto differente da quello preposto all’attività operativa, 
tenendo conto ad esempio che quest’ultimo potrebbe non evidenziare affatto situazioni 
critiche o ancor peggio definire standard di riferimento che possono essere 
strumentalmente utilizzati per aggirare un effettivo presidio degli obiettivi.
Elevati livelli di segregazione, infatti, sono di particolare rilevanza nei casi di gestione 
del rischio frode. Si deve peraltro tenere conto del fatto che l’elemento segregazione 
può introdurre oneri di controllo molto rilevanti se non è garantita la saturazione delle 
risorse sulle quali non suddivise le diverse attività operative e dei processi di controllo 
che la rendono quindi applicabile per i rischi di impatto e probabilità elevati.
L’Automazione è l’elemento che misura il grado di dipendenza di un sistema di 
controllo da elementi meccanizzati/informatizzati e rappresenta il completamento dalla 
dipendenza dal fattore umano.
Il presupposto alla base della misurazione dell’elemento di automazione è l’esclusione 
degli errori casuali tipici dei comportamenti umani e la possibilità di garantire la 
gestione di processi standard di realizzazione e gestione dei sistemi automatizzati.
Si precisa che sono considerati ai fini della valutazione del grado di automazione, i 
sistemi informatici che garantiscono la gestione automatica di informazioni rilevanti 
per il controllo a prescindere dal fatto che gli stessi ne garantiscano la conservazione. 
In sostanza contribuiscono alla valutazione dell’elemento di Automazione anche 
sistemi che implementano attività di controllo a prescindere dall’esistenza di Banche 
Dati per la conservazione delle informazioni.
L’Adattabilità è l’elemento che misura la suscettibilità del controllo a fenomeni di 
discontinuità dei carichi di lavoro dovuti a una distribuzione non uniforme nel tempo 
delle attività operative da presidiare.
Si tratta di garantire la capacità di adattamento a oscillazioni o picchi più o meno 
prevedibili ma comunque connaturati al contesto in cui deve operare il controllo. Si 
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tratta di fenomeni di sbilanciamento tra risorse di controllo previste e carichi di lavoro 
potenzialmente critici che sono tipicamente determinati da caratteristiche strutturali del 
business (es. stagionalità) e del contesto normativo (es. scadenze).
Il grado di adattabilità va quindi valutato confrontando la capacità teorica di controllo 
(minima, media e massima) delle risorse allocate rispetto a carichi di lavoro (minimi, 
medi e massimi) che possono manifestarsi in orizzonti temporali significativi rispetto 
ai rischi da presidiare.
La Riscontrabilità è l’elemento che misura in che grado un sistema di controllo è 
verificabile a posteriore e quindi integrabile con altri controlli.
Questo elemento riprende ed articola un tradizionale concetto di documentazione dei 
controlli evidenziando le sue principali componenti ovvero il grado di formalizzazione 
e la persistenza.
La valutazione di tale elemento si realizza rispetto alle esigenze poste dalla presenza di 
più controlli che operano a presidio di un medesimo obiettivo.
Un caso tipico in cui possono essere necessari elevati gradi di formalizzazione è, 
infatti, determinato dalla presenza di requisiti normativi che, però, si riferiscono spesso 
ad un numero limitato di attività/informazioni specifiche.
In questi casi la normativa prevede anche solitamente tempi precisi di conservazione 
delle informazioni; tempi che coincidono con i tempi di punibilità di eventuali 
irregolarità e che rappresentano anche l’orizzonte entro il quale deve essere resa 
possibile un’attività di controllo di carattere ispettivo da parte di organi deputati.
Si evidenzia, peraltro, come dato il numero relativamente limitato delle attività 
aziendali dettagliatamente richiamate da un punto di vista normativo sono ampi gli 
spazi per graduare tanto i livelli di formalizzazione che di persistenza dei controlli 
garantendo livelli adeguati nel disegno complessivo del sistema di controllo interno.
A guidare la valutazione di questo elemento è, quindi, l’esigenza posta dai limiti alla 
robustezza che caratterizzano alcuni controlli del sistema che rendono necessaria 
un’integrazione con controlli compensativi che devono necessariamente integrare i 
controlli deboli garantendo alla fine un disegno complessivamente accettabile.
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Da questo punto di vista si sottolinea come un basso grado di persistenza, ovvero 
controlli la cui riscontrabilità si esaurisce con la conclusione del processo operativo in 
cui si realizzano, può essere assolutamente adeguata a garantire una corretta 
sincronizzazione delle attività del processo stesso nel momento in cui i controlli 
caratteristici di ogni fase risultano efficaci.
A elevati gradi di formalizzazione tendono peraltro ad associarsi gradi significativi di 
persistenza.
La mera formalizzazione, senza la possibilità di un uso successivo e dilazionato nel 
tempo rappresenterebbe un onere operativo altrimenti ottimizzabile.
In questo senso la valutazione della persistenza può essere fatta solo in funzione del 
necessario tempo di conservazione dell’informazione formalizzata.
DISEGNO – SISTEMATICITA’ –
REATTIVITA’
EFFICACIA
DISEGNO FUNZIONAMENTO
PERTINENZA ROBUSTEZZACOPERTURA
ADATTABILITA’AUTOMAZIONESEGREGAZIONE
NON
DISCREAZIONALITA’
SISTEMATICITA’
INDIPENDENZA INTEGRAZIONE
RISCONTRABILITA’
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L’Indipendenza è l’elemento che misura il grado di autonomia dell’owner del 
controllo nella gestione delle risorse umane, tecniche e finanziarie necessarie per 
l’esecuzione dello stesso.
Se la necessità di disporre di risorse umane e tecniche adeguate può risultare di 
immediata comprensione, una precisazione in relazione alle risorse finanziarie può 
risultare utile. Queste ultime sono di particolare rilevanza nel caso di controlli le cui 
attività sono parzialmente o interamente realizzate da soggetti terzi all’azienda 
attraverso contratti di outsourcing. L’impossibilità di gestire la disponibilità finanziaria 
garantendo la remunerazione degli impegni contrattuali può infatti determinare il 
venire meno del controllo.
L’autonomia gestionale delle risorse riguarda la disponibilità sia qualitativa (es. 
competenze specialistiche) che quantitativa (es. numero di utenze disponibili, capacità 
di spesa, ecc).
Nelle organizzazioni il grado di indipendenza è normalmente associabile al livello 
gerarchico occupato.
È necessario sottolineare la differenza esistente tra il concetto di autonomia e quello di 
adattabilità; il primo fa riferimento alla possibilità di garantire la disponibilità delle 
risorse necessarie al sistema di controllo interno previsto, il secondo misura quanto 
quest’ultimo tenga conto della variabilità dei fenomeni rischiosi che deve presidiare.
L’Integrazione è l’elemento che misura la capacità di diversi controlli collocati a 
presidio di un medesimo obiettivo di controllo di operare in modo strutturato 
contribuendo ad accrescere il livello di garanzia di efficacia complessiva del sistema.
In un sistema ideale un unico controllo sarebbe sufficiente se posto sul funzionamento 
di specifiche attività di trasformazione o sugli output prodotti dalle stesse per garantire 
la produzione dei risultati attesi.
Tale configurazione ottima da un punto di vista strettamente teorico, risulta spesso non
perseguibile come nel caso di forti articolazioni organizzative o geografiche che 
rendono necessaria la delega di attività di controllo o l’impossibilità di garantire un 
adeguata segregazione su controlli di prima linea a condizioni economiche.
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In questi casi è necessario inserire nel sistema di controllo più controlli che lavorando 
congiuntamente o in parallelo tendono a compensare i problemi di disegno derivanti 
dall’impossibilità di introdurre un controllo ideale.
Nel capitolo 5, appendice 7 - 16, è riportata, per ogni elemento di misurazione del 
disegno del controllo, la descrizione delle classi di rilevazione e di misurazione. 
Successivamente il modello prevede l’utilizzo di una griglia in cui riportare, per ogni 
componente, la valutazione attribuita. 
Figura 17 : Griglia di valutazione per la misurazione del disegno del controllo
La valutazione finale dell’attività di controllo sarà data dalla somma dei valori di tutte 
le componenti di misurazione rapportato al numero delle componente effettivamente 
valutate. 
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FUNZIONAMENTO
La valutazione sul funzionamento del sistema di controllo interno ha l’obiettivo di 
valutare i controlli esistenti, di identificare la presenza di eventuali rischi effettivi 
significativi e delle possibili cause. Tale analisi avverrà mediante:
 analisi di disponibilità delle risorse necessarie alla corretta applicazione dei 
controlli;
 verifiche di conformità, sull’effettiva esistenza e corretta applicazione dei 
controlli;
 verifiche di anomalie/di sostanza, al fine di identificazione/valutare 
l’esistenza di possibili rischi non gestiti.
Tali verifiche assumono caratteristiche diverse in relazione alla conoscenza e 
all’adeguatezza del disegno dei controlli.
Infine la valutazione del Sistema di Controllo Interno passa attraverso la 
classificazione degli elementi che lo compongono.
RISK TOLERANCE RISK ACCEPTANCEADEGUATEZZA
EFFICACIA ECONOMICITA’
EFFICIENZA
DISEGNO FUNZIONAMENTO
DISPONIBILITA’
RISORSE
VERIFICHE DI
ANOMALIE
VERIFICHE DI
CONFORMITA’
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DISEGNO SCI
1 Ottima conoscenza ed affidabilità del disegno
2 Buona conoscenza ed affidabilità del disegno
3 Sufficiente conoscenza ed affidabilità del disegno
4 Scarsa conoscenza ed affidabilità del disegno
5 Insufficiente conoscenza ed affidabilità del disegno
FUNZIONAMENTO SISTEMA DI CONTROLLO INTERNO
1 Ottimo funzionamento del sistema
2 Buon funzionamento del sistema
3 Sufficiente funzionamento del sistema
4 Scarso funzionamento del sistema
5 Insufficiente funzionamento del sistema
ECONOMICITA’ SISTEMA DI CONTROLLO INTERNO
1
L’onere complessivo del controllo non supera assolutamente gli impatti 
da contenere
2 L’onere complessivo del controllo non supera gli impatti da contenere
3
L’onere complessivo del controllo tendenzialmente non supera gli 
impatti da contenere
4 L’onere complessivo del controllo supera  gli impatti da contenere
5
L’onere complessivo del controllo supera del tutto gli impatti da 
contenere
La valutazione finale del sistema di controllo interno viene svolta aggregando le 
classificazioni degli elementi che lo compongono.
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Disegno Funzionamento Economicità Valutazione del Sistema di Controllo 
Ottima conoscenza ed affidabilità del 
disegno;
Ottimo funzionamento del sistema;
1°
ES
EM
PI
O
1 1 2
L’onere complessivo del controllo non 
supera gli impatti da contenere;
Sufficiente conoscenza ed affidabilità 
del sistema;
Buon funzionamento del sistema;
2°
ES
EM
PI
O
3 2 4
L’onere complessivo del controllo 
supera gli impatti da contenere.
Monitoraggio
Dopo aver definito correttamente gli elementi di controllo all’interno dei diversi 
processi aziendali è necessario prevedere anche le opportune attività di monitoraggio, 
al fine di verificare la continuità nel tempo dell’efficacia del sistema di controllo 
medesimo.
Il monitoraggio consiste in una previsione di ulteriori attività di verifica che 
consentano l’effettuazione del “controllo dei controlli” .
Tali attività possono consistere nell’effettuazione, su base periodica, di controlli 
dell’effettiva attuazione ed efficacia delle attività di controllo previste dal processo.
Gli strumenti utilizzabili a tal fine sono a titolo esemplificativo:
 la ripetizione, su base periodica, dei controlli previsti dal processo (da parte di 
soggetti differenti rispetto a chi partecipa normalmente al processo);
 il controllo dell’output del processo e l’esame delle irregolarità;
 la verifica della conoscenza delle procedure di controllo previste da parte dei 
soggetti incaricati di tali controlli;
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 la previsione, tra le diverse attività del processo, di report per segnalare 
eventuali disfunzioni, al fine di mettere in evidenza prontamente eventuali 
sintomi di inefficacia del sistema di controllo.
IL PROCESSO DI AUDIT DEL SISTEMA DI CONTROLLO
INTERNO: IL MODELLO A.I.I.A IN “CDC”
CDC Point S.p.A., società quotata sul segmento ordinario MTA di Borsa Italiana, 
viene fondata nel 1986 da Giuseppe Diomelli, attuale Presidente della società.
La mission è, da sempre, quella di “diffondere tecnologie semplici” con l’obiettivo di 
offrire alla clientela soluzioni su misura. Questa filosofia e questo impegno hanno 
permesso a CDC di essere, dal 1986 ad oggi, l’operatore di riferimento del mercato 
italiano dell’informatica, contribuendo all’alfabetizzazione informatica del paese.
L’esperienza acquisita in oltre 20 anni di attività ed un modello di business unico nel 
settore rendono il Gruppo CDC uno dei principali operatori in Italia nel settore della 
distribuzione di prodotti di Information Technology.
La formula del successo di CDC risiede nella strategia multicanale e nel presidio 
dell’intera catena del valore, due elementi che rendono possibile servire con 
tempestività ed efficacia tutti i segmenti del mercato, dalla famiglia alla piccola e 
media impresa, per arrivare fino alle grandi aziende ed alla Pubblica Amministrazione. 
Il modello di business si basa sui seguenti punti di forza:
 capillarità della rete di vendita, sia al dettaglio che all’ingrosso;
 capacità di innovazione e offerta di prodotti a marchio proprio;
 eccellenza tecnica della piattaforma logistica e qualità dei processi aziendali.
Attualmente CDC presidia il mercato del Personal Computer con diverse linee di 
prodotto:
 Premium = Computer di fascia alta;
 Cybermate = Prodotti dedicati ai professionisti;
 Next = Computer di qualità a prezzo più conveniente rispetto ai prodotti di 
marca.
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È stata recentemente introdotta la linea Columbus a marchio Kraun, rivolta alla 
clientela consumer e la grande offerta di macchine configurabili via Web.
Tuttavia le esigenze degli utenti di informatica non si limitano ai computer; per questo 
la continua ricerca di nuovi prodotti sui mercato internazionali è mirata ad affiancare 
all’offerta di PC anche una gamma di prodotti ed accessori a marchio proprio: Kraun e 
Inkdrops. Sotto il marchio Kraun ricade una gamma di seicento prodotti suddivisi in 
sei categorie e destinati a soddisfare le esigenze di altrettanti mondi: desktop, mobility, 
music&photo, networking, connectivitiy, protection.
Con il marchio InkDrops invece vengono proposte al mercato linee complete di 
cartucce, toner e carte compatibili per tutte le stampanti prodotti dai principali 
produttori mondali, tra cui HP, Lexmark, Epson, Canon, Samsung, Brother.
Il Gruppo CDC è inoltre attivo sul mercato delle nuove tecnologie, in particolar modo 
attraverso l’offerta di soluzioni Dexgate, che offrono un sistema di comunicazione 
integrate basate sul protocollo Internet, attraverso le quali è possibile gestire chiamate 
telefoniche, videochiamate, teleconferenze, videoconferenze, messaggi vocali, fax, 
sms.
IL MODELLO DI BUSINESS
Il modello di Business esclusivo di CDC è basato sul presidio di quattro aree di 
business:
1. Distribuzione di IT;
2. Vendite Dirette;
3. Produzione di IT e Logistica;
4. Internet
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Figura 18 : Il Modello di Business
Distribuzione IT
CDC opera dal 1986 nel mercato dell’IT ed è da anni tra i principali distributori di IT 
per il segmento consumer-Soho, cioè di prodotti e servizi di IT destinati a famiglie, 
studi professionali, piccole e medie imprese.
La mission di diffondere tecnologie semplici ha portato sin dall'inizio CDC a innovare 
le logiche distributive. Prima società in Italia ad impostare una formula distributiva di 
tipo multicanale nel settore IT, CDC ha inaugurato in Italia l'era della distribuzione dei 
prodotti informatici nel 1987, con la nascita a Bologna del primo di una lunga serie di 
punti vendita a insegna Computer Discount,, presto diventato il canale trainante su cui 
ha costruito il proprio successo.
Ma tecnologia semplice significa anche facilità di trovare un punto vendita organizzato 
su misura delle esigenze, diverse tra il consumatore appena "alfabetizzato" e quello 
evoluto ed esigente. A Computer Discount negli anni successivi sono stati affiancati 
altri canali distributivi in grado di soddisfare al meglio le esigenze dei diversi segmenti 
di mercato, tra cui la catena di vendita Cash & Carry ed il network di corner 
specializzati nell'IT. 
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La strategia multicanale di CDC oggi comprende:
Canali retail: Con circa 450 punti vendita, CDC rappresenta uno tra i principali 
operatori sul mercato italiano retail, attraverso i seguenti canali: Computer Discount, 
leader sul mercato italiano nel segmento Computer Shop, si rivolge a famiglie, privati, 
liberi professionisti, piccole imprese; Corner di IT, 'shop in shop' all'interno di negozi 
di elettronica di consumo destinati a soddisfare le esigenze di giovani e famiglie; 
AmiCo, negozi affiliati per la vendita di prodotti a rivenditori specializzati in IT. CDC 
è convinta che anche la grande distribuzione rappresenti un'opportunità per i 
distributori, in quanto storicamente le vendite di prodotti IT effettuate dalla GDO sono 
particolarmente consistenti. CDC è inoltre fornitore delle principali insegne della 
Grande Distribuzione, quali Auchan, Ipercoop e Panorama. 
Distribuzione: CDC possiede la più grande e articolata catena di Cash & Carry nella 
distribuzione IT con una base clienti di oltre 30.000 operatori professionali del settore 
IT (integratori di sistemi, software houses, riparatori e rivenditori in genere di IT). Nel 
1998 CDC ha creato uno dei primi canali italiani di e-commerce B2B, che consente 
agli operatori di settore di acquistare direttamente on line i propri prodotti.
Vendite dirette
A partire dal 2001 il Gruppo CDC, già leader nella produzione e distribuzione di 
Information Technology nei segmenti consumer-SOHO, ha impostato una strategia di 
sviluppo su nuovi mercati, avente per oggetto forniture alla Pubblica 
Amministrazione e alle grandi aziende. 
Per soddisfare al meglio le esigenze di questi mercati è stata creata una struttura 
dedicata, denominata Vendite Dirette.
PC oggetto delle forniture alla Pubblica Amministrazione - a marchio CDC - vengono 
progettati in base alle specifiche richieste e prodotti nello stabilimento di Micronica 
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S.p.A., società controllata interamente (100%) dal gruppo CDC, tra i maggiori 
produttori italiani di PC desktop. Tale impianto, principale polo produttivo dell’Italia 
Centrale, si caratterizza per l’elevata flessibilità e una notevole capacità produttiva 
(fino a 2.500 unità al giorno e un potenziale annuo di oltre 500.000 PC), nonché per la 
qualità dei controlli che coinvolgono tutte le fasi del processo. 
Un altro mercato che CDC ha deciso di presidiare attraverso la stipulazione di accordi 
e convenzioni è quello delle grandi aziende.
Competenze tecniche, capacità produttiva, capillarità della rete di assistenza, creazione 
di offerte ad hoc e una struttura commerciale dedicata sono gli asset su cui CDC sta 
facendo leva per penetrare nei segmenti di mercato delle grandi aziende e della 
Pubblica Amministrazione.
Produzione e Logistica
CDC rappresenta non solo uno tra i principali distributori di IT per il mercato italiano, 
ma anche una delle maggiori società produttrici di PC desktop consumer, con oltre 
115.000 unità prodotte nel 2005 da Micronica, controllata al 100% e costituita nel 
1990 per la produzione di PC e small server.
Con l'apertura del nuovo centro CEDIS - Micronica, nell'ottobre 2000, la capacità 
produttiva è stata più che raddoppiata (da 1.200 a 2.500 unità al giorno) raggiungendo 
un potenziale annuo di oltre 500.000 PC. 
Dall'ottobre 2000 CDC ha inaugurato il nuovo CEDIS, uno dei più grandi ed 
avanzati centri logistici esistenti sul territorio nazionale, che ha portato in breve a 
una riduzione delle scorte e dei tempi di consegna sui punti vendita, con un 
conseguente vantaggio in termini di riduzione di obsolescenza dei prodotti e con un 
notevole miglioramento dell'efficienza della rete distributiva. Con la gestione di 
20mila referenze e la spedizione di 10.000 colli/ora (contro i precedenti 6.580 al 
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giorno), realizzando in 2 ore la movimentazione prima effettuata in una giornata, il 
nuovo CEDIS è uno dei punti di forza per la crescita del business di CDC.
Internet
La presenza di CDC nel mercato di Internet è la naturale evoluzione della 
penetrazione conseguita nel mercato della microinformatica. La licenza di Internet 
Service Provider è stata ottenuta nel luglio 1999 da Interfree; da allora è attivo
l'omonimo portale. Attualmente Interfree utilizza una rete di oltre 1.000 punti di 
accesso dislocati sul territorio nazionale e pertinenti alle reti Telecom, Infostrada e 
Albacom.
PRINCIPALI DATI ECONOMICO-FINANZIARI DEL GRUPPO CDC
DATI ECONOMICI
(€) 2009 2008 2007
Ricavi netti 318.401 375.387 470.631
Risultato della gestione ordinaria (EBITDA) 7.522 11.004 13.323
Risultato operativo (EBIT) 2.818 5.981 4.681
Risultato netto di periodo 652 365 155
Risultato netto attribuibile al Gruppo 652 365 155
DATI PATRIMONIALI
(€) 31/12/2009 31/12/2008 31/12/2007
Capitale di esercizio netto 43.990 41.833 56.190
Attivo immobilizzato 21.803 24.547 29.441
Posizione finanziaria netta (17.186) (17.312) (36.588)
Fondi e altre passività nette (4.705) (5.819) (6.128)
Patrimonio netto del Gruppo (43.902) (43.250) (42.885)
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Reti di vendita
Nel corso del 2009 la struttura della rete di vendita ha conosciuto una dinamica 
espansiva per quanto riguarda il segmento retail, per il quale i punti vendita affiliati 
Computer Discount sono aumentati di 6 unità (circa il 3% della consistenza della rete a 
fine 2008), a testimonianza di una rinnovata forza di attrazione della proposizione 
commerciale del Gruppo. All’interno della rete retail, si segnala che nel corso 
dell’esercizio il numero dei computer shops gestiti direttamente dal Gruppo è passata 
da 17 punti di vendita a 14; la riduzione risponde all’esigenza strategica di concentrare 
il Gruppo sullo sviluppo di competenze imprenditoriali diffuse. Riguardo al segmento 
Distribuzione, l’incremento netto della numerica deriva dalla chiusura di alcuni shop 
in shop a marchio Amico, mentre la rete di Cash&Carry è stata oggetto di una forte 
evoluzione, con una importante crescita della numerica, essendo stati aperti nel corso 
del 2009 8 nuovi Cash&Carry, oltre alla relocation ed ottimizzazione dimensionale di 
alcuni Cash&Carry già operativi. Al 31 dicembre 2009 operavano 38 Cash&Carry su 
tutto il territorio nazionale. 
L’evoluzione numerica delle reti di vendita è riportata dalla tabella sottostante.
EVOLUZIONE RETI DI VENDITA
Fatturato Punti Vendita
Evoluzione reti di vendita 2009 2008  31/12/2009 31/12/2008
Distribuzione 229.920 265.778
(35.858)
13,5%
178 174
Retail 79.948 94.488
(14.539)
15,4%
204 199
Vendite Dirette 5.190 10.693
(5.502)
51,4%
Altri ricavi 3.342 4.428 (1.086)
TOTALE 318.401 375.387 (56.985) 382 375
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Ricavi e proventi
Il Gruppo CDC ha realizzato nel 2009 ricavi per 318.401 k€, in flessione del 15,2% 
circa rispetto a quanto realizzato nel 2008. Il contributo al fatturato consolidato dei 
diversi canali è il seguente:
 Canale distribuzione (cash & carry, Amico, piattaforma B2B), 229.920 k€;
 Canale retail (catena Computer Discount, GDO, e Consumer Electronics), 
79.948 k€;
 Canale vendite dirette (clienti direzionali), 5.190 k€;
 Altri ricavi, 3.342 k€.
Rispetto all’anno precedente, la flessione dei ricavi è stata del 13,5 % per il canale 
distribuzione, del 15,4% per il canale retail e del 51,4% per il canale vendite dirette.
La performance del canale retail è significativamente influenzata da un cambiamento 
di approccio sostanziale nel canale GDO/GDS, eliminando dal portafoglio i 
clienti/prodotti meno marginanti.
Nel canale vendite dirette sono inclusi i ricavi, pari a 0,7 M€, derivanti dalla 
aggiudicazione della gara indetta da Poste Italiane SpA per la fornitura di monitor 
destinati agli uffici postali. Il valore della gara, che complessivamente si aggira intorno
ad un milione di Euro, e che avrà impatto anche sul bilancio 2010, segna il ritorno del 
gruppo nel settore della Pubblica Amministrazione, su presupposti di redditività e di
cash flow positivi.
Gli altri ricavi sono formati prevalentemente dai ricavi del segmento di attività Internet, 
da ricavi per prestazione di servizi di assistenza tecnica e per il residuo da recuperi 
costi e rimborsi assicurativi. I ricavi di vendita sono stati realizzati quasi interamente 
in Italia.
L’incremento del numero dei punti vendita retail risponde alla politica di incrementare 
la numerica distributiva per contrastare con maggiore efficacia la avversa tendenza di 
mercato, anche con l’ottica di specializzare e segmentare maggiormente la rete 
distributiva stessa.
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APPLICAZIONE DEL MODELLO A.I.I.A INSERITO NEL PIU’ AMPIO 
PROCESSO DI AUDIT DEL SISTEMA DI CONTROLLO INTERNO
La verifica dell’adeguatezza del sistema di controllo interno richiede l’attivazione del 
processo di audit, così come illustrato nel capitolo precedente, focalizzato sui processi 
che influiscono sugli aspetti economici della gestione per quanto riguarda i controlli 
operativi e sull’informativa di bilancio per quanto riguarda i controlli contabili.
Nella gestione aziendale possono essere individuati i seguenti cicli operativi:
 il ciclo attivo;
 il ciclo passivo;
 Ciclo fiscale;
 Gestione cespiti
 Gestione delle rimanenze;
 Gestione finanza
 il ciclo della gestione del capitale;
 il ciclo della gestione del personale.
 Chiusure contabili
Di seguito, al fine di illustrare l’applicazione della metodologia di audit dei processi 
aziendali per la valutazione del controllo interno è stato analizzato il Mega Process 
“Ciclo Passivo”. In particolare l’analisi è stata svolta sul sub-process “Gestione 
Contratto d’Acquisto di Merci”, sotto-processo “core” del più generale Major Process
1 “Approvvigionamento Beni e Prestazioni di Servizi”.
Si è deciso di non analizzare il sub-process 1.1.2 “Gestione Contratto d’Acquisto di 
Servizi” in quanto trattasi di processi “non-core”.
L’audit del processo si propone di verificare l’adeguatezza dei sistemi dei controlli al 
fine di salvaguardare un utilizzo efficace ed efficiente delle risorse aziendali. L’analisi 
del processo “Gestione Contratto d’Acquisto di Merci” ha richiesto preliminarmente la 
mappatura completa del processo, già presente in CDC poiché, recentemente, la 
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Funzione di Internal Auditing dell’azienda ha svolto la mappatura dell’intero Ciclo 
Passivo ex d.lgs. n. 262 del 28/12/2005 recante “Disposizioni per la tutela del 
risparmio e la disciplina dei mercati finanziari”; ragion per cui è stato possibile 
descrivere il processo in base alla documentazione interna aziendale ed in particolare 
non è stato necessario rilevare il processo “sul campo” attraverso la somministrazione 
di un questionario o l’effettuazione di interviste ai diversi soggetti che partecipano al 
processo 
Di seguito si riporta la mappatura del sub-processo “Gestione Contratto d’Acquisto di 
Merci”.
Si è proceduto alla descrizione del suddetto sub-processo 1.1.1 sulla base della 
mappatura fornita tramite flowchart in quanto è stata ritenuta esaustiva. Non si è 
ritenuto necessario, perciò, recepire quanto descritto nelle Narritive documentali
Figura 19 : Flowchart del sub-processo “Gestione Contratto d’Acquisto di Merci”
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Il segmento del ciclo passivo inerente la dinamica degli acquisti prevede che, al 
sorgere di un determinato fabbisogno di acquisto di un bene, la funzione richiedente, 
ossia l’Ufficio Acquisti, emetta una Richiesta di Offerta quando ritiene necessaria una 
indagine economica di mercato su più fornitori. Tale indagine può essere svolta tra i 
soggetti iscritti nell’Anagrafica Fornitori oppure può essere richiesto il ricorso ad un 
nuovo fornitore. In questo caso, l’Ufficio Acquisti dovrà procedere alla verifica dei 
requisiti del fornitore come da procedura e compilare la scheda Anagrafica Fornitori
che dovrà essere sottoposta ad accettazione, mediante firma scritta del Direttore o del 
vice Direttore degli Acquisti o del Business Manager prima di essere inviata a 
Contabilità Fornitori. La funzione Contabilità Fornitori, una volta ricevuta la scheda 
firmata avvierà l’attività di verifica come previsto dalla procedura e provvederà 
all’inserimento della scheda nell’Anagrafica a sistema. Dopo di che invierà la 
comunicazione all’Ufficio Acquisti con indicazione del Codice Fornitore 
accompagnata dalla richiesta  dello stato in essere del contratto. 
L’Ufficio Acquisti, ricevuta tale comunicazione invierà, alla Contabilità Fornitori, una 
certificazione scritta di attestazione dello stato in essere della redazione del contratto
con il fornitore. La Contabilità Fornitori, infine, riceverà la certificazione per la 
validazione del’inserimento dell’anagrafica fornitore.
Successivamente viene effettuata una analisi delle richieste di offerta pervenute allo 
scopo di selezionare il fornitore. Selezionato quindi il fornitore, l’ufficio acquisti si 
occupa dell’inserimento dell’Ordine di Acquisto nel sistema. Successivamente 
l’Ordine di Acquisto dovrà essere autorizzato. Esistono vari livelli di autorizzazione a 
seconda dell’importo dell’ODA.
Una volta che l’ODA è stato autorizzato questo verrà inviato al fornitore e archiviato 
in forma cartacea.
Con l’ausilio del flowchart che descrivono il funzionamento del sub-processo si è 
proceduto, con l’ausilio del Responsabile della Funzione di Internal Auditing, alla 
identificazione e valutazione dei rischi per le attività più significative svolte nel sub-
processo. 
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Da precisare che i rischi relativi all’inserimento dei dati di bilancio sono stati 
identificati e valutati direttamente dalla Funzione Internal Auditing ex d.lgs. 262/05. 
L’esposizione di questi rischi è stata calcolata dalla Funzione Internal Auditing come il 
prodotto tra la probabilità di manifestazione dell’evento rischioso, tenendo in 
considerazione gli accadimenti storici verificati e riguardanti nello specifico il rischio 
focalizzato, e l’impatto sulle performance aziendali che tale rischio potrebbe avere se 
si manifestasse. La scala adottata è stata la seguente: 
 High cui corrisponde un livello di rischio “alto”. A tale rischio è stato assegnato 
una colorazione rossa;
 Medium cui corrisponde un livello di rischio “medio” è invece contrassegnato 
dal colore giallo;
 Low cui corrisponde un livello di rischio “basso” è infine indicato col colore 
verde.
Successivamente sono stati individuati ulteriori rischi rispetto a quelli relativi all’ 
inserimento dei dati di bilancio. Tutti i rischi sono stati comunque calcolati, con 
Figura 20 : Flowcart del Sub-Processo “Gestione Contratto d’Acquisto Merci. Rappresentazione dei rischi e 
delle attività di controllo
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l’ausilio del Responsabile della Funzione di Internal Auditing, sempre come prodotto 
tra probabilità e impatto ma adottando una scala di valutazione compresa tra 1 e 5, per 
entrambe le variabili. Si è così delimitata la dimensione del rischio tra i valori di 1, in 
caso di significatività e di probabilità minimi, ed il valore 25 in caso di massima 
significatività e probabilità di manifestazione.
Di seguito si riporta la matrice che evidenzia le attività del sub-processo e tutti i rischi 
in esso individuati e analizzati.
Figura 21 : Rappresentazione delle attività, dei rischi e della loro esposizione
L’esposizione al rischio è stata valutata non solo in termini quantitativi, ma anche in 
termini qualitativi, sottoforma di segnale luminoso, con lo scopo di ricondurre la 
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valutazione del rischio precedentemente svolta, alla scala di valutazione adottata
dall’azienda (High, Medium, Low).
Di seguito si riporta la riconciliazione tra le due scale di valutazione adottate.
Esposizione = 15 HIGH
15 < Esposizione < 4 MEDIUM
Esposizione = 4 LOW
Si sono individuati e valutati 16 rischi e sono stati così ripartiti:
ESPOSIZIONE
BASSO
MEDIO
BASSO
MEDIO
MEDIO
ALTO
ALTO
Esposizione
compresa tra
1 – 2
Esposizione
compresa tra
3 – 4
Esposizione
compresa tra
5 – 8 
Esposizione
compresa tra
9 – 12
Esposizione
compresa tra
15 - 25
Rischi 
individuati
Rischi 
individuati
> 4 <
Rischi 
individuati
> 1 <
Rischi 
individuati
> 9 <
Rischi 
individuati
> 3 <
Figura 22 : Classificazione dei rischi individuati
Terminata l’identificazione e la valutazione dei rischi insiti nel sub-processo oggetto di 
analisi, si è proceduto insieme al Responsabile della Funzione di Internal Auditing, 
alla identificazione delle attività di controllo tramite l’applicazione del Modello.
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Figura 23 : Rappresentazione delle attività, dei rischi, della loro esposizione e delle attività di controllo
Una volta identificate e descritte le attività di controllo poste a presidio di ogni rischio, 
si è proceduto all’applicazione del Modello. 
Il Modello è stato applicato ponendo il focus sulla misurazione del disegno, in quanto 
la valutazione del funzionamento richiederebbe una verifica a consuntivo delle attività 
implementate da effettuarsi nel lungo periodo e per lo studio dell’ economicità sarebbe 
necessario analizzare dati sensibili per l’azienda.
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La Misurazione del Disegno è avvenuta dando un valore compreso tra 1 e 5 agli 
elementi di misurazione che lo compongono. Detta valutazione è stata svolta dal 
Responsabile della Funzione di Internal Auditor in quanto figura professionale di 
elevata esperienza in materia di controlli posti a presidio degli obiettivi aziendali. Di 
seguito si riporta la griglia utilizzata per la misurazione del disegno:
Figura 24 : Griglia di valutazione compilata
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Quando possibile, ogni controllo è stato valutato attribuendo un valore compreso tra 1 
e 5 ai nove elementi necessari alla misurazione del disegno.
Per ogni controllo si è proceduto con il calcolo della somma dei valori attribuiti alle 
singole componenti valutative. Per ottenere il valore di sintesi (in giallo), visualizzato 
a lato di ogni controllo, si è calcolata la media aritmetica semplice ossia si è rapportata 
ciascuna somma di valori ai relativi componenti valutati.
Il risultato finale, che rappresenta la misurazione del disegno del controllo applicato al 
sub-processo, è dato dalla media aritmetica dei suddetti valori di sintesi contrassegnati 
dal colore giallo
.
Il risultato “213” significa che il sistema di controllo relativo al sub-processo presenta 
una buona conoscenza e affidabilità del disegno.
DISEGNO SCI
1 Ottima conoscenza ed affidabilità del disegno 
2 Buona conoscenza ed affidabilità del disegno
3 Sufficiente conoscenza ed affidabilità del disegno
4 Scarsa conoscenza ed affidabilità del disegno
5 Insufficiente conoscenza ed affidabilità del disegno
Dopo aver valutato il disegno del sistema di controllo interno relativo al sub-processo, 
si è proceduto al calcolo del rischio residuale, necessario per intraprendere eventuali 
azioni di miglioramento.
Di seguito si riporta la matrice rischi-controlli:
13 Valutazione statisticamente riscontrabile in un adeguato disegno del Sistema di Controllo Interno.
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Figura 25 : Matrice Rischi – Controlli
Nella colonna in giallo è stata riportata la misurazione del disegno del controllo per 
ciascuna attività di controllo esaminata. 
Successivamente si è resa necessaria una “Riconciliazione quantitativa” poiché si è 
sentita l’esigenza di ricondurre la misura del disegno dei controlli (qui espressi in scala 
da 1 a 5) alla scala utilizzata per la valutazione del rischio inerente (espresso in scala 
da 1 a 25 ottenuto dalla moltiplicazione di I e P). La riconciliazione è stata così 
ottenuta:
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Infine il rischio residuale è stato calcolato come differenza tra il rischio inerente e la 
misura del disegno del controllo opportunamente riconciliato. Il rischio residuale è 
stato rappresentato mediante il seguente rating di classificazione:
Rischio Lordo – Misura del disegno riconciliato  > 17 Alto
Rischio Lordo – Misura del disegno riconciliato  > 13 Medio / Alto
Rischio Lordo – Misura del disegno riconciliato  > 8 Medio
Rischio Lordo – Misura del disegno riconciliato  > 4 Medio / Basso
Rischio Lordo – Misura del disegno riconciliato  > 0 Basso
Rischio Lordo – Misura del disegno riconciliato  < 0 Remoto
Il rischio residuale relativo al sub-processo è stato così classificato :
1 < Misurazione del disegno  < 1,5 25
1,5 = X < 2 20
2 = X < 2,4 16
2,4 = X < 2,5 15
2,5 = X < 3 12
3 = X < 3,2 10
3,2 = X < 3,5 9
3,5 = X < 3,8 8
3,8 = X < 4 6
4 = X < 4,2 5
4,2 = X < 4,5 4
4,5 = X < 4,8 3
4,8 = X < 5 2
5 1
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Remoto 13
Basso 2
Medio – Basso 1
Da notare che i rischi residuali classificati come Basso e Medio – Basso si riferiscono 
ad attività discrezionali per cui è stato logico aspettarsi un rating diverso dal Remoto. 
Ciò non rende automaticamente necessario l’implementazione dei relativi controlli o la 
predisposizione di eventuali azioni correttive in quanto il processo di 
approvvigionamento di merci e servizi, contenente il sub-processo in analisi, è di fatto 
il processo caratterizzante dell’azienda CDC che si svolge in maniera adeguata da 
quando l’azienda stessa esiste. Essendo quindi un processo “core”, standardizzato e 
formalizzato, non richiede azioni di miglioramento delle attività di controllo poiché il 
rischio residuale è accettato dato che rientra nel livello di rischio tollerato.
A parità di risultati ottenuti, nel caso in cui l’oggetto della presente analisi fosse stato 
un nuovo processo, non formalizzato né standardizzato, si sarebbero rese necessarie 
azioni correttive per ridurre il rischio residuale al livello di rischio tollerato.
IL PROCESSO DI AUDIT DEL SISTEMA DI CONTROLLO INTERNO: IL MODELLO A.I.I.A IN “CDC”
94
CONCLUSIONI
Dall’applicazione del Modello A.I.I.A, utilizzato nel presente lavoro, per la 
valutazione del disegno delle attività di controllo del sub-processo 1.1.1 “Gestione 
Contratto d’Acquisto di Merci” è possibile evidenziare i seguenti punti di attenzione:
 La corretta applicazione del Modello richiede un utilizzo di risorse e di strutture 
interne dedicate alle attività di controllo interno, identificabili principalmente
nelle aziende di grandi dimensioni.
 L’applicazione del Modello è risultata sostanzialmente laboriosa nell’effettiva 
attribuzione della classe di valutazione.
 L’applicazione del Modello è particolarmente indicata a livello di processo e 
non di singola attività. Calare l’applicazione del Modello a livello delle attività 
è risultato particolarmente difficoltoso: infatti inizialmente l’analisi non si era 
limitata al solo sub-processo 1.1.1 ma si era estesa anche al processo 1.3 
“registrazione delle fatture passive” e al mega processo 2. “gestione pagamento 
fornitori”. In tale analisi erano stati valutati circa cento rischi e individuate 
altrettante attività di controllo ognuna delle quali sarebbe stata oggetto di 
valutazione attraverso la compilazione dei nove componenti di misurazione
richiedendo un impegno notevole. 
 La velocità di cambiamento delle procedure e dei processi cui sono soggette 
oggi le aziende, impone un modello di controllo altrettanto dinamico e flessibile 
onde evitare il rischio di effettuare una valutazione del sistema di controllo che 
risulti obsoleta nel momento in cui viene effettuata. 
Per tale ragione il Modello in questione sembrerebbe applicabile ai livelli più 
alti di processo.
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APPENDICE
Appendice 1
AMBIENTE DI CONTROLLO
Per determinare che esista un positivo ambiente di controllo è necessario considerare ciascun 
fattore dell'ambiente stesso. Le domande riportate di seguito danno un'idea dei fattori di cui si 
dovrà tenere conto. Queste domande non sono esaustive e tutti i fattori non si applicheranno 
necessariamente a tutti i tipi di aziende; esse, costituiscono, tuttavia, un punto di partenza.
Punti da esaminare Descrizione/Osservazioni
Integrità e valori etici SI NO NA
Esistono un codice di condotta o altre norme relative a
prassi aziendali accettabili, a conflitti di interesse, a 
comportamenti etici e morali e vengono questi stessi 
messi in pratica?
Quali sono i comportamenti del management nei
riguardi del personale, dei fornitori, dei clienti, degli 
investitori, dei creditori, degli assicuratori, dei revisori,
dei concorrenti ?
Il personale subisce delle pressioni per conseguire 
obiettivi irrealistici, in particolare in materia di risultato 
a breve termine, in che misura la remunerazione 
dipende dalla realizzazione di target di performance?
Competenza SI NO NA
Esistono un mansionario formale o informale o altri
meccanismi per definire i compiti che riguardano una
particolare posizione?
Esistono analisi delle conoscenze e delle capacità
necessarie per svolgere una mansione adeguatamente?
Filosofia e stile di direzione SI NO NA
Qual è la natura dei rischi accettati, cioè, il management
è coinvolto spesso in operazioni ad alto rischio o, al 
contrario, si mostra prudente?
La direzione generale intrattiene contatti regolari con i 
responsabili operativi, specialmente con quelli localizzati
in aree geografiche lontane?
Qual è l'atteggiamento del management verso le 
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informazioni di bilancio, compresi i punti controversi in 
materia di trattamento contabile?
Esistono dei casi di applicazione irregolare dei principi 
contabili, di informazioni significative di bilancio non 
divulgate o di manipolazione o falsificazione delle 
scritture contabili?
Adeguatezza della struttura organizzativa SI NO NA
La struttura organizzativa è adeguata e assicura il flusso
delle informazioni necessarie per la gestione delle attività?
Le responsabilità delle persone che occupano posizioni 
chiave sono definite in modo adeguato e sono chiaramente
comprese dagli stessi?
Le conoscenze e le esperienze delle persone che 
occupano delle posizioni chiave sono adeguate in rapporto
alla responsabilità?
Individuazione delle deleghe e delle responsabilità SI NO NA
Il livello di responsabilità e la delega dei poteri in essere
consente la realizzazione degli obiettivi fondamentali, il
compimento delle funzioni operative?
Le norme e le procedure di controllo, ivi compresi i
mansionari, sono adeguate?
Sistemi di gestione del personale SI NO NA
Esistono politiche e procedure in materia di assunzioni, di 
formazione, di promozione del personale?
Le azioni correttive attuate in caso di violazione di norme 
e procedure in essere sono appropriate?
I criteri per trattenere e promuovere i dipendenti e le 
tecniche di raccolta delle informazioni sono appropriati
e conformi al codice di condotta e ad altre regole di 
comportamento?
Conclusioni / azioni necessarie:
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Appendice 2
VALUTAZIONE DEI RISCHI
La valutazione dovrà concentrarsi sul processo seguito dal management per stabilire gli obiettivi, 
analizzare i rischi e gestire i cambiamenti, considerando anche le correlazioni e la pertinenza alla diverse
attività dell'azienda. Qui di seguito sono elencati i fattori di cui le persone incaricate della valutazione
dovranno tener conto. Tale elenco costituisce un punto di partenza.
Punti da esaminare Descrizione/Osservazioni
Obiettivi globali SI NO NA
Gli obiettivi definiti a livello globale esprimono chiaramente
e completamente ciò che l'azienda desidera raggiungere e 
sono sufficientemente correlati alla specifica attività 
aziendale?
Gli obiettivi globali sono comunicati chiaramente al 
personale dal consiglio di amministrazione?
Le strategie sono collegate e coerenti con gli obiettivi 
stabiliti dall'azienda?
I piani operativi e i budget sono coerenti con gli obiettivi
globali, i piani strategici e le condizioni in essere?
Obiettivi a livello di attività SI NO NA
Esiste una correlazione tra gli obiettivi a livello di attività,
gli obiettivi globali e i piani strategici?
Gli obiettivi a livello di attività
sono coerenti tra loro?
Gli obiettivi a livello di attività sono pertinenti a tutti i 
processi aziendali di maggior rilievo?
Le risorse impegnate nella realizzazione degli obiettivi 
sono adeguate?
Gli obiettivi che sono particolarmente importanti (fattori
critici di successo) per la realizzazione degli obiettivi 
globali sono stati identificati?
Tutte le persone che occupano posizioni di responsabilità,
partecipano alla determinazione degli obiettivi e in che 
misura sono impegnate per la loro realizzazione?
Rischi SI NO NA
I meccanismi messi a punto per identificare i rischi 
derivanti da fattori esterni all'azienda sono adeguati?
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I meccanismi messi a punto per identificare i rischi 
derivanti da fattori interni all'azienda sono adeguati?
Tutti i rischi più rilevanti che possono incidere sulla 
realizzazione di ciascun obiettivo a livello di attività sono 
stati identificati?
Il processo di analisi dei rischi, che include la stima dei
rischi più significativi, la valutazione della loro probabilità e
la determinazione delle azioni necessarie, è completo e 
pertinente?
Gestione del cambiamento SI NO NA
Esistono dei meccanismi per anticipare, identificare e 
reagire ad eventi o attività di routine che abbiano un 
impatto sulla realizzazione degli obiettivi globali a livello di
attività? (realizzati dai manager responsabili delle attività
che saranno più influenzate dai cambiamenti)?
Esistono dei meccanismi per identificare e reagire ai 
cambiamenti che possono avere un effetto drammatico e
pervasivo sull'azienda e possono richiedere l'intervento 
dell'alta direzione?
Conclusioni / azioni necessarie:
Appendice 3
ATTIVITA' DI CONTROLLO
Le attività di controllo dovranno essere valutate nel contesto delle direttive impartite dal management per
gestire i rischi connessi agli obiettivi prefissati per ogni attività significativa. La persone incaricata di 
questa valutazione dovrà determinare se le attività di controllo siano correlate al processo di valutazione 
dei rischi e se siano adeguate alle direttive. Questa valutazione sarà effettuata per ognuna delle attività
aziendali importanti, inclusi i controlli generali del sistema informatico. La valutazione dovrà riguardare 
non solo la pertinenza dell'attività di controllo in relazione al processo di valutazione dei rischi, ma anche
la modalità della loro applicazione
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Appendice 4
INFORMAZIONI E COMUNICAZIONE
Il valutatore dovrà considerare la rispondenza dei sistemi di informazione e di comunicazione alle 
esigenze aziendali. L'elenco che segue considera i parametri di cui si può tenere conto. Esso non è 
esaustivo e non si applica necessariamente a ogni azienda. Può costituire tuttavia, un punto di partenza.
Punti da esaminare Descrizione/Osservazioni
Informazioni SI NO NA
Si ottengono informazioni di origine interna ed esterna e 
queste consentono ai dirigenti di valutare le performance
dell'azienda in rapporto agli obiettivi stabiliti?
Esiste un piano di sviluppo e di modifica del sistema 
informativo? Questo piano è collegato alla strategia 
globale dell'azienda e contribuisce alla realizzazione degli 
obiettivi fissati sia a livello aziendale che a livello di singola
attività?
Il supporto del management allo sviluppo del sistema 
informativo, si concretizza nella messa a disposizione di 
risorse umane e finanziarie?
Comunicazione SI NO NA
I compiti e le responsabilità attribuite al personale in 
materia di controllo sono comunicati agli interessati in
modo efficace?
Sono stabiliti canali di comunicazione che consentono di 
segnalare fatti presumibilmente irregolari?
Il management accoglie i suggerimenti del personale sui
modi di accrescere la produttività o la qualità o su altri 
analoghi miglioramenti?
Le comunicazioni sono attivate correttamente all'interno 
dell'azienda (per esempio, tra gli acquisti e la produzione)?
Conclusioni / azioni necessarie:
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Appendice 5
MONITORAGGIO
Nel determinare in che misura sia assicurato dal monitoraggio il corretto funzionamento del sistema di 
controllo interno, è necessario considerare sia le attività di monitoraggio continuo sia le valutazioni 
specifiche del sistema di controllo interno o di una parte dello stesso. L'elenco sottoindicato fornisce 
un'idea degli aspetti di cui bisogna tener conto. Questa lista non è esaustiva e ogni aspetto non si applica 
necessariamente a tutti i tipi di azienda; può comunque servire come punto di partenza.
Punti da esaminare Descrizione/Osservazioni
Monitoraggio continuo SI NO NA
In che misura l'attività ordinaria permette al personale di 
verificare se il sistema di controllo interno continua a 
funzionare correttamente?
In che misura le comunicazioni provenienti dall'esterno 
corroborano le informazioni di origine interna o rivelano 
problemi?
Le risultanze contabili sono periodicamente raffrontate 
con i risultati del controllo fisico?
Valutazioni specifiche SI NO NA
Qual è la portata e la frequenza delle valutazioni 
specifiche del sistema di controllo interno?
Il processo di valutazione
è appropriato?
La metodologia per valutare il sistema è logica e 
appropriata?
Comunicazione delle disfunzioni SI NO NA
Esistono dei meccanismi per raccogliere e segnalare le 
informazioni relative alle disfunzioni del controllo interno?
Le modalità per comunicare le disfunzioni sono 
appropriate?
Le azioni di follow-up 
sono appropriate?
Conclusioni / azioni necessarie:
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Appendice 6
COMPONENTI DEL 
CONCLUSIONI 
PRELIMINARI
SISTEMA DI CONTROLLO INTERNO AZIONI NECESSARIE
ALTRE 
CONSIDERAZIONI
AMBIENTE DI CONTROLLO
La direzione trasmette adeguatamente il 
messaggio che l'integrità dell'azienda non può 
essere oggetto di compromessi? Esiste un 
ambiente di controllo ben definito, per effetto del 
quale si riscontrano all'interno dell'azienda una 
consapevolezza diffusa dell'importanza del 
controllo e un "comportamento esemplare del 
vertice"? La competenza del personale dell'azienda 
è commisurata alle responsabilità assegnate?
Lo stile in cui la direzione opera, delega poteri e 
responsabilità, organizza e favorisce la piena 
realizzazione del personale, è adeguato? Il consiglio 
di amministrazione assicura il giusto livello di 
attenzione?
VALUTAZIONE DEI RISCHI
Sono stati definiti gli obiettivi a livello aziendale e di 
singola attività ed è stata accertata la loro coerenza? 
Sono stati individuati e valutati i rischi generali
esternamente e internamente che potrebbero 
determinare il raggiungimento o il mancato 
raggiungimento dei suddetti obiettivi? Vi sono dei 
meccanismi per individuare i cambiamenti che 
potrebbero influenzare la capacità dell'azienda di  
raggiungere gli obiettivi prefissati? Le direttive e le 
procedure operative sono modificate di 
conseguenza?
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ATTIVITA' DI CONTROLLO
Sono state istituite attività di controllo per garantire 
la conformità alle linee di condotta definite e attuare 
le misure decise per fronteggiare i relativi rischi? 
Sono state istituite procedure di controllo adeguate
per ciascuna delle attività dell'azienda?
INFORMAZIONI E COMUNICAZIONI
L'azienda dispone di sistemi informativi in grado di 
individuare e raccogliere le informazioni significative 
e di trasmetterle al personale in una forma che 
consenta loro di assolvere le rispettive
responsabilità? Le informazioni rilevanti vengono 
effettivamente comunicate? La comunicazione 
avviene in modo chiaro in rapporto alle aspettative 
dei singoli e dei gruppi e all'esigenza di dar conto dei
risultati? La comunicazione avviene all'interno 
dell'azienda in tutti i sensi?
MONITORAGGIO
Sono state introdotte procedure adeguate di 
monitoraggio continuo o periodico del 
funzionamento degli altri componenti del sistema di 
controllo interno? Le disfunzioni vengono segnalate 
a chi di dovere? Le politiche e le procedure vengono 
modificate secondo le necessità?
APPENDICE
103
Appendice 7
COPERTURA
E’ collegata a valutazioni circa l’ambito oggetto di analisi ed i rischi da presidiare. 
Individua il grado di copertura dei rischi/obiettivi di controllo quale rapporto tra gli 
obiettivi coperti e totale degli obiettivi rilevati.
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Percentuale di obiettivi di controllo coperti da controlli 80% - 100% 1
Percentuale di obiettivi di controllo coperti da controlli 60% - 80% 2
Percentuale di obiettivi di controllo coperti da controlli 40% - 60% 3
Percentuale di obiettivi di controllo coperti da controlli 20% - 40% 4
Percentuale di obiettivi di controllo coperti da controlli 0% - 20% 5
Appendice 8
PERTINENZA
Valuta di quanto il controllo ch presidia un obiettivo di controllo è in grado di: 
identificare e correggere del tutto o in parte le potenziali anomalie; evidenziare e 
attivare retroazioni solo su casi anomali, evitando di agire su situazioni non critiche.
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Sensore, standard e retroazione sono specifici rispetto all’obiettivo di 
controllo presidiato.
1
Sensore o standard sono specifici e la retroazione è specifica rispetto 
all’obiettivo di controllo presidiato.
2
Sensore e standard sono specifici mentre la retroazione non è specifica 
rispetto all’obiettivo di controllo presidiato.
3
Sensore o standard sono specifici mentre la retroazione non è specifica 
rispetto all’obiettivo di controllo presidiato.
4
Sensore, standard e retroazione non sono specifici rispetto all’obiettivo. 5
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Appendice 9
REATTIVITA’
Misura i tempi di azione e reazione del processo di controllo e si divide in:
 velocità di rilevazione: tempo che intercorre dalla rilevazione di fenomeni 
significativi alla evidenziazione dell’eventuale anomalia;
 velocità di correzione: tempo che intercorre dalla rilevazione dell’anomalia a 
quella in cui interviene l’azione correttiva per limitare gli impatti.
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Rilevazione e correzione concomitante al manifestarsi dell’evento critico 1
Rilevazione concomitante al manifestarsi dell’evento critico e correzione 
entro il tempo di consolidamento delle conseguenze.
2
Rilevazione successiva al manifestarsi dell’evento critico e correzione 
entro il tempo di consolidamento delle conseguenze.
3
Rilevazione successiva al manifestarsi dell’evento critico e correzione 
successiva al consolidamento delle conseguenze.
4
Rilevazione dell’evento e correzione successiva al consolidamento delle 
conseguenze
5
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Appendice 10
NON DISCREZIONALITA’
Misura il grado di indeterminatezza di un controllo relativamente a: obiettivo di 
controllo aziendale; cosa viene sottoposto al controllo; come viene svolta l’attività di 
controllo; chi effettua le attività; quando viene effettuato il controllo.
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Lo standard di riferimento per la definizione dell’anomalia e la 
retroazione sono definiti in modo stringente ed i soggetti deputati sono 
individuati a priori.
1
Lo standard di riferimento per la definizione dell’anomalia e la 
retroazione sono definiti in modo stringente ed i soggetti deputati 
appartengono a gruppi predefiniti.
2
Lo standard di riferimento per la definizione dell’anomalia e/o la 
retroazione sono definibili in modo discrezionale dal soggetto 
individuato a priori.
3
Lo standard di riferimento per la definizione dell’anomalia e/o la 
retroazione sono definibili in modo discrezionale ed i soggetti deputati 
appartengono a gruppi predefiniti.
4
Lo standard di riferimento per la definizione dell’anomalia e la 
retroazione sono definibili in modo discrezionale ed i soggetti deputati 
non sono individuati a priori.
5
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Appendice 11
SEGRAGAZIONE
Analizza gli aspetti relativi alla separazione delle attività operative e dei processi di 
controllo tra soggetti differenti per garantire, non solo l’identificazione delle anomalie 
per le quali i controllo è disegnato, ma anche dagli eventuali malfunzionamenti del 
controllo stesso.
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Coloro che eseguono attività di controllo sono diversi rispetto a coloro 
che svolgono le relative attività operative e tutti gli elementi del 
processo di controllo sono eseguiti/forniti da soggetti/sistemi diversi 
appartenenti a gruppi diversi.
1
Coloro che eseguono attività di controllo sono diversi rispetto a coloro 
che svolgono le relative attività operative e alcuni elementi del 
processo di controllo sono svolti da soggetti appartenenti a gruppi 
diversi.
2
Coloro che eseguono attività di controllo sono diversi rispetto a coloro 
che svolgono le relative attività operative e tutti gli elementi del 
processo di controllo sono svolti da soggetti diversi appartenenti allo 
stesso gruppo.
3
Coloro che eseguono attività di controllo sono diversi rispetto a coloro 
che svolgono le relative attività operative, ma tutti gli elementi del 
processo di controllo sono svolti dal medesimo soggetto.
4
Coloro che eseguono attività di controllo sono i medesimi soggetti che 
svolgono le relative attività operative.
5
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Appendice 12
AUTOMAZIONE
È l’elemento che misura il grado di dipendenza di un sistema di controllo da elementi 
meccanizzati/informatizzati e rappresenta il completamento alla dipendenza dal 
fattore umano.
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Tutti gli elementi del processo di controllo (rilevazione, 
interconnessione, confronto e retroazione) sono supportati da sistemi 
automatici o informatici.
1
Coloro che eseguono attività di controllo sono diversi rispetto a coloro 
che svolgono le relative attività operative e alcuni elementi del 
processo di controllo sono svolti da soggetti appartenenti a gruppi 
diversi.
2
Coloro che eseguono attività di controllo sono diversi rispetto a coloro 
che svolgono le relative attività operative e tutti gli elementi del 
processo di controllo sono svolti da soggetti diversi appartenenti allo 
stesso gruppo.
3
Coloro che eseguono attività di controllo sono diversi rispetto a coloro 
che svolgono le relative attività operative, ma tutti gli elementi del 
processo di controllo sono svolti dal medesimo soggetto.
4
Coloro che eseguono attività di controllo sono i medesimi soggetti che 
svolgono le relative attività operative.
5
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Appendice 13
ADATTABILITA’
Misura la suscettibilità del controllo a fenomeni di discontinuità dei carichi di lavoro 
dovuti a una distribuzione non uniforme nel tempo delle attività operative da 
presidiare. Il grado di adattabilità va valutato confrontando la capacità teorica di 
controllo (minima, media e massima) delle risorse allocate rispetto a carichi di lavoro
(minimi, medi e massimi) che possono manifestarsi in orizzonti temporali significativi 
rispetto ai rischi da presidiare.
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Il processo di controllo è dimensionato per gestire volumi di input 
superiori alla media senza impattare sui tempi standard di esecuzione 
del controllo.
1
Il processo di controllo è dimensionato per gestire volumi di input 
superiori alla media aumentando i tempi standard di esecuzione del 
controllo.
2
Il processo di controllo è dimensionato per gestire volumi medi di 
input senza impattare sui tempi standard di esecuzione del controllo.
3
Il processo di controllo è dimensionato per gestire volumi medi di 
input aumentando i tempi standard di esecuzione del controllo.
4
Il processo di controllo non è dimensionato per gestire almeno volumi 
medi di input.
5
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Appendice 14
INDIPENDENZA
Misura il grado di autonomia dell’owner del controllo nella gestione delle risorse 
umane, tecniche e finanziarie necessarie per l’esecuzione dello stesso.
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Autonomia per l’esecuzione del controllo nelle modalità e nei tempi di 
acquisizione/adeguamento delle risorse necessarie all’espletamento 
dello stesso.
1
Autonomia per l’esecuzione del controllo nelle modalità o nei tempi di 
acquisizione/adeguamento delle risorse necessarie all’espletamento 
dello stesso.
2
Dipendenza per l’esecuzione del controllo da tempi e modalità di 
acquisizione/adeguamento delle risorse necessarie periodiche.
3
Dipendenza per l’esecuzione del controllo da tempi o modalità di 
acquisizione/adeguamento delle risorse necessarie periodiche.
4
Dipendenza per l’esecuzione del controllo da temi e modalità 
acquisizione/adeguamento delle risorse necessarie non predefinite.
5
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Appendice 15
INTEGRAZIONE
Misura la capacità di diversi controlli, collegati a presidio di un medesimo obiettivi di 
controllo, di operare in modo strutturato contribuendo ad accrescere il livello di 
garanzia di efficacia complessiva del sistema. I controlli possono operare: in serie, 
ovvero in modo gerarchico; in parallelo, attraverso la ripetizione degli stessi in tempi, 
luoghi o con modalità di esecuzione differenti.
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Controllo della completa e corretta gestione del controllo precedenti su 
tutti i casi in cui ne è prevista l’esecuzione.
1
Controllo dalla completa gestione del controllo precedente su tutti i 
casi analizzati e della correttezza su parte degli stessi.
2
Controllo della completa gestione del controllo precedente su tutti i 
casi in cui è prevista l’esecuzione della correttezza di una parte delle 
anomalie evidenziate.
3
Controllo della completa gestione del controllo precedente su tutti i 
casi analizzati.
4
Controllo della completa gestione in tutti i casi in cui il controllo 
precedente ha evidenziato un’anomalia.
5
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Appendice 16
RISCONTRABILITA’
La Riscontrabilità è l’elemento che misura in che grado un sistema di controllo è 
verificabile a posteriori e quindi integrabile da altri controlli. Questo elemento 
riprende ed articola un tradizionale concetto di documentazione dei controlli 
evidenziano le sue principali componenti ovvero il grado di formalizzazione e la 
persistenza. La valutazione di tale elemento si realizza rispetto alle esigenze poste 
dalla presenza di più controlli che operano a presidio di un medesimo obiettivo (grado 
di sistematicità/integrazione).
DESCRIZIONE CLASSI DI RILEVAZIONE E MISURAZIONE VALORE
Le modalità di gestione delle informazioni (input, standard, confronto, 
retroazione e output) consentono di ripercorrere il processo di controllo 
e riprodurre gli stessi risultati anche oltre il termine di consolidamento 
dell’obiettivo presidiato.
1
Le modalità di gestione delle informazioni (input, standard, confronto, 
retroazione e output) consentono di ripercorrere il processo di controllo 
e riprodurre gli stessi risultati almeno entro il termine di 
consolidamento dell’obiettivo presidiato.
2
Le modalità di gestione delle informazioni consentono il riscontro 
dell’avvenuta esecuzione delle attività di controllo anche oltre il 
termine di consolidamento dell’obiettivo presidiato.
3
Le modalità di gestione delle informazioni consentono il riscontro 
del’avvenuta esecuzione delle attività di controllo almeno entro il 
termine di consolidamento dell’obiettivo presidiato.
4
Le modalità di gestione delle informazioni non consentono alcun 
riscontro della attività di controllo eseguita.
5
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