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L’ingresso, all’alba del nuovo millennio, della responsabilità penale delle 
persone giuridiche ha rappresentato una innovazione di non poco 
momento nel panorama giuridico italiano. Superato il dogma societas 
delinquere non potest, l’impresa diviene responsabile dei reati commessi da 
persone ad essa intranee, nel suo interesse o a suo vantaggio. 
Altro intervento legislativo di particolare rilievo è rappresentato dalla 
legge sulla criminalità informatica del 18 marzo 2008, n. 48; con essa si 
innova la disciplina dettata nei primi anni Novanta, tramite la l. 23 dicembre 
1993 n. 547.  
Il presente lavoro mira a coniugare le tematiche accennate, prendendo 
spunto dall’introduzione nel d.lgs. 8 giugno 2001 n. 231 dell’art. 24-bis, 
attraverso il quale la responsabilità dell’ente viene in essere laddove siano 
commessi crimini informatici. 
L’analisi è ripartita in quattro capitoli. Il primo capitolo ha ad oggetto i 
profili storico-comparatistici della responsabilità degli enti. Partendo dalla 
teoria della fictio - elaborata in epoca classica e rinnovata dalla Pandettistica 
ottocentesca, in particolare da Friederich Karl von Savigny - verrà illustrata 
la teoria organicistica di Otto von Gierke, primo appiglio esegetico 
funzionale alla attribuzione di una responsabilità penale in capo agli 
organismi complessi. Analizzato il contributo di Edwin H. Sutherland, di 
Alfredo De Marsico e Franco Bricola, nella seconda parte del primo 
capitolo è sviluppata la trattazione comparatistica, con particolare riguardo 
agli ordinamenti nordamericano e britannico - per quanto concerne i sistemi 
giuridici di common law - ed agli ordinamenti olandese, francese e spagnolo in 
relazione ai sistemi di civil law. Il primo capitolo si conclude con l’analisi 
dell’impostazione italiana; in particolare, saranno oggetto di trattazione le 
varie posizioni dottrinali in ordine alla natura della responsabilità dell’ente. 
Il secondo capitolo analizza gli aspetti fondamentali della responsabilità 
delle persone giuridiche delineata dal d.lgs. n. 231 del 2001: i criteri di 
ascrizione oggettivi e soggettivi, gli elementi costitutivi dei compliance program 
e le misure cautelari interdittive a carico dell’ente. Tratta, quindi, dei 
concetti di interesse e vantaggio dell’ente, nonché della definizione delle 
categorie concettuali di “apicali” e subordinati.  
III 
 
Una particolare attenzione è poi dedicata ai cosiddetti compliance programs: 
protocolli organizzativi - mutuati dall’esperienza nordamericana, volti a 
prevenire la commissione di reati all’interno della struttura societaria - la cui 
centralità deriva essenzialmente dalla funzione esimente ad essi attribuita 
dagli artt. 6 e 7 del d.lgs. n. 231 del 2001. 
Da ultimo, nel secondo capitolo si provvede all’esame dell’apparato delle 
cautele interdittive previste dal medesimo decreto; cautele particolarmente 
invasive, in grado di condizionare sensibilmente la vita dell’ente. 
Il terzo capitolo è dedicato ai reati informatici, previsti dall’art. 24 bis del 
d.lgs. n. 231 del 2001 e le tecniche di prevenzione dello specifico rischio di 
reato, che debbono essere contenute nella parte speciale del modello 
organizzativo dedicata alla prevenzione dei reati informatici. Nell’ultima 
parte di tale capitolo, invece, si tenta di individuare un punto di equilibrio 
tra due contrapposte esigenze, entrambe di primaria rilevanza: la necessità 
per l’impresa di rispondere alle istanze specialpreventive imposte dal d.lgs. 
n. 231 del 2001, da un lato, ed il diritto del lavoratore alla riservatezza sul 
luogo di lavoro, dall’altro lato. 
Il quarto ed ultimo capitolo tocca il tema delle investigazioni 
informatiche; premessi brevi cenni sulla cosiddetta Convenzione Cybercrime, 
la trattazione focalizza l’attenzione sui singoli mezzi di ricerca della prova 
digitale: l’ispezione, la perquisizione - e conseguente sequestro - nonché il 
sequestro di dati informatici ex art. 254 bis c.p.p.. Specifici approfondimenti 
riguardano la portata contenutistica dei singoli mezzi di ricerca dell’evidenza 
digitale, non essendo possibile tracciare in modo netto un confine tra essi,  
le modalità di esecuzione del sequestro probatorio di sistemi informatici, il 
deficit di tutela del contraddittorio ed, infine, le conseguenze che l’eventuale 
inosservanza delle precauzioni imposte nell’esecuzione delle investigazioni 
informatiche comporta sul sequestro operato. 
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§ 1.  L’IRRESPONSABILITÀ PENALE DELLE PERSONE GIURIDICHE: 
ORIGINI E FONDAMENTO. 
 
Il rigore col quale viene interpretato il brocardo societas delinquere non 
potest conduce in errore circa la solidità storica del principio medesimo. 
L’impossibilità di muovere un rimprovero penale agli enti collettivi non 
solo non è nel corso dei secoli costante, ma la sua elaborazione formale è 
altresì recente1. 
Esclusa la punibilità delle persone giuridiche in epoca romana2, fu nel 
XIII secolo che si assistette ad un primo tentativo, seppur contrastato3, 
                                                 
1 Come ricorda G. MARINUCCI, La responsabilità penale delle persone giuridiche. Uno schizzo storico-
dogmatico, in Riv. it. dir. proc. pen., 2007, (2-3), p. 445, la formulazione del principio societas 
delinquere non potest «non può farsi risalire oltre il diciottesimo secolo o la prima metà del 
diciannovesimo, avendo dominato nei sette secoli precedenti l’opposta idea universitas delinquere 
et puniri potest». Concordemente, G. AMARELLI, Mito giuridico ed evoluzione della realtà: il crollo del 
principio societas delinquere non potest, in Riv. trim. dir. pen. ec., 2003, (4), p. 942, il quale 
riconduce il principio della societas «al novero dei dogmi prodotti durante l’Illuminismo». 
2 Secondo A. COSSEDDU, Responsabilità da reato degli enti collettivi: criteri di imputazione e tipologia 
delle sanzioni, in Riv. trim. dir. pen. ec., 2005, (1-2), p. 7 s., l’esclusione della penale responsabilità in 
epoca romana si evince «in un frammento di Ulpiano riportato nel quarto libro del Digesto, 
terzo titolo De dolo malo». 
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di rielaborazione della teoria generale dell’universitas. Furono, infatti, i 
Canonisti a sostenere il concetto di persona universitatis - affermando che 
universitas est persona, che universitas est quoddam individuum4 - ed a formulare 
la teoria della persona giudica quale persona ficta5. L’equiparabilità tra 
universitas e persone fisiche, secondo il diritto canonico, si rifletteva anche 
- con gli opportuni distinguo - sotto il profilo prettamente sanzionatorio: 
gli enti morali non potevano essere assoggettati a censure spirituali, 
mentre erano applicabili vere e proprie sanzioni penali6.    
In una tradizione giuridica non unanime, fu con la Rivoluzione 
francese che si consolidò la teoria negazionista della responsabilità penale 
delle persone giuridiche7 e, con essa, la concezione antropomorfa del 
diritto penale; alla stregua di tale impostazione, la configurabilità della 
responsabilità da reato non presentava come unico presupposto una 
                                                                                                                            
3 I Glossatori civilisti bolognesi, infatti, perseverarono nell’affermare l’insostenibilità della 
contrapposizione tra l’entità astratta collettiva ed i suoi singoli componenti, poiché, ritenevano, 
che «universitas nihil est, nisi singuli nomine qui ibi sunt». Cfr. R. ORESTANO, Il «problema delle persone 
giuridiche» in diritto romano, Torino, 1968, p. 10 ss. La contrapposizione tra le diverse Scuole è 
oggetto di indagine pure in F. FERRARA, Le persone giuridiche, in F. VASSALLI (diretto da), Trattato 
di diritto civile italiano, vol. II, tomo II, Torino, 1958, p. 8 ss. Una trattazione storica 
dell’argomento è compiuta da S. LONGHI, La persona giuridica come soggetto di responsabilità penale, 
in Riv. pen., 1906, 401 ss. 
4 Sul pensiero giusnaturalistico del XIII secolo, si veda altresì M. A. PASCULLI, La 
responsabilità «da reato» degli enti collettivi nell’ordinamento italiano. Profili dogmatici e applicativi, Bari, 
2005, p. 25 ss. 
5 L’elaborazione del concetto di persona ficta, secondo A. COSSEDDU, Responsabilità da reato 
degli enti collettivi, cit., p. 8, per la precisione, è da attribuirsi a Sinibaldo da Fieschi (Papa 
Innocenzo IV, 1243 - 1254).  
6 G. MARINUCCI, La responsabilità penale delle persone giuridiche, cit., p. 449, il quale precisa che 
«trattavasi di pene pecuniarie, limitazioni di diritti delle corporazioni o di singoli privilegi; e per 
i reati puniti con pene capitali, un indirizzo maggioritario propendeva per l’inflizione, in via 
sostitutiva, delle pene pecuniarie essendo la corporazione, come essenza inanimata, “talis poenae 
incapax”, mentre un altro indirizzo, all’unisono con i civilisti, riteneva invece applicabile, come 
analogon della pena di morte, la distruzione della città». 
7 F. MANTOVANI, Diritto penale, Padova, 1992, p. 148, ricorda come «la Rivoluzione francese 
fece l’annientamento delle corporazioni una delle basi della Costituzione del ’91» e «negò al 
fenomeno associativo ogni possibilità di esistenza ed alle associazioni ogni forma di capacità 
personale». V. MANZINI, Trattato di diritto penale italiano, vol. I, Torino, 1981, p. 580 precisa che 
già nel XVI secolo si fece in dottrina un primo passo, seppur non decisivo, verso 
l’irresponsabilità delle persone giuridiche, tant’è che si affermava «universitas vere et proprie non 
potest delinquere; est enim universitas nomen iuris, quae non habet animum nec intellectum, sed unum corpus et 
quaedam persona repraesentata per rectores et gubernatores…Sed licet proprie delinquere non dicatur, ficte 
tamen et aliquo modo, quod delinquat per suos rectores negari non potest…Cum universitas sit persona ficta…, 
ideo ubi ex delicto venit imponenda poena corporalis seu mortis, talis poena non cadit in ipsa universi tate. Nec 
dicatur quod potest cadere…in civibus; hoc enim admittere esset absurdum et iniquum, quia punirentur…qui 
non erant in culpa». 
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condotta illecita, ma richiedeva, altresì, quale condicio sine qua non, che la 
stessa fosse riconducibile ad una persona fisica8.  
Nel pensiero giuridico successivo, il criterio della Individualstraftrecht9 si 
rafforzò a tal punto che la teoria della persona giuridica quale persona ficta 
- attraverso la quale i Canonisti ammettevano la punibilità delle persone 
giuridiche - fu utilizzata dalla Pandettistica ottocentesca al fine di 
giungere a soluzioni diametralmente opposte.  
La teoria della fictio venne, infatti, “rinnovata”10 nel XIX secolo da F. 
K. von Savigny; secondo l’Autore, l’artificiale capacità della persona 
giuridica non era assolutamente identificabile con quella attribuita alla 
persona fisica11, poiché, mentre quest’ultima si estendeva ad ogni ambito 
                                                 
8 Secondo C. PIERGALLINI, «Societas delinquere et puniri non potest»: la fine tardiva di un 
dogma, in Riv. trim. dir. pen. ec., 2002, (3), p. 573 s., «il dogma societas delinquere non potest sarebbe la 
coerente derivazione del dogma dell’azione, secondo il quale il destinatario del precetto può 
essere solo la persona umana; dogma perpetuato e approfondito dalla concezione finalistica e 
dalla successiva concezione personalistica dell’illecito penale, secondo le quali solo la persona 
umana è capace di un comportamento colpevole, finalisticamente orientato, così da poter 
essere destinataria di un rimprovero». Sul dogma dell’azione nel diritto penale, obbligato è il 
rinvio a G. MARINUCCI, Il reato come “azione”. Critica di un dogma, Milano, 1971. In punto di 
responsabilità ex crimine delle società, si osservi solo come l’Autore si ponga in modo 
decisamente scettico circa la possibilità di escludere siffatta rimproverabilità in virtù del dogma 
de qua. Pur affermando (p. 176) che il principio societas delinquere non potest può costituire uno 
stimolo per arricchire la «povertà delle risorse concettuali» di cui si dispone in relazione al 
capitolo dei soggetti giuridici - e poter giungere così, tramite tale arricchimento, ad una 
razionale e meditata esclusione della punibilità delle persone giuridiche - l’Autore altresì 
sostiene a chiare lettere che l’esclusione medesima non potrà certo fondarsi su un 
«precostituito “concetto d’azione”, estratto surrettiziamente da un tipo storico di ordinamento 
che quel principio ancora non accoglie». Per i rilievi di carattere costituzionale che 
fonderebbero la concezione antropomorfa del diritto penale, si veda infra § 3.2. 
9 Sugli argomenti dottrinali addotti a sostegno dell’irresponsabilità penale delle societas, F. 
BRICOLA, Il costo del principio «societas delinquere non potest» nell’attuale dimensione del fenomeno 
societario, in Riv. it. dir. proc. pen., 1970, (4), p. 954 ss. 
10 L’Autore viene definito rinnovatore di detta teoria poiché, come sottolinea R. 
ORESTANO, Il «problema delle persone giuridiche», cit., p. 22, «mentre le più antiche concezioni 
consideravano tale fictio una creazione intellettuale della scienza giuridica, per il Savigny e per i 
suoi seguaci la fictio è uno strumento tecnico di cui dispone solo il legislatore, e quindi in tanto 
ha valore in quanto appunto, sia usato da questi». Aderisce a tale impostazione M. BASILE, Le 
persone giuridiche, Milano, 2003, p. 130 s., il quale ricorda come interpretare la teoria finzionistica 
del Savigny «nel senso che essa negherebbe la componente sostanziale delle persone giuridiche, 
è frutto di un fraintendimento. Vero che a suo avviso la persona giuridica è dotata di capacità 
“per semplice finzione”. Ma nel contesto in cui si trova, il termine “finzione” ha il valore non 
di apparenza, astrazione e simili, bensì di prodotto normativo, di tecnica attraverso la quale il 
legislatore estende ad enti diversi dall’uomo la capacità di diritto, spesso ritenuta attitudine 
naturale esclusiva dell’uomo. Solo in questo senso le persone giuridiche sono dunque, per il 
Savigny, soggetti “creati artificialmente”; non anche nel senso che esse sarebbero prive di un 
substrato».  
11 Sulla diversità ontologica tra persona giuridica ed essere umano nel pensiero del Savigny 
si veda R. ORESTANO, Azione, diritti soggettivi, persone giuridiche, Bologna, 1978, p. 208 ss. 
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della vita sociale – e conseguentemente ad ogni settore dell’ordinamento 
giuridico – quella della persona giuridica doveva considerarsi limitata ai 
soli rapporti di diritto privato12. Inoltre, l’esistenza di una entità collettiva 
qualificabile come persona giuridica era subordinata alla condizione che 
la medesima presentasse il requisito di un patrimonio proprio. Pertanto, 
per il Savigny, la persona giuridica poteva dirsi esistente con esclusivo 
riferimento a rapporti patrimoniali13.  
Ed era, in primo luogo, tale limitatezza operativa a condurre l'Autore 
ad escludere che le persone giuridiche potessero commettere un reato – 
con la conseguente impossibilità di configurare una responsabilità penale 
per le personae fictae – poiché queste «nella esplicazione della attività a ciò 
necessaria cessa(vano) di essere persone giuridiche. Ciò (era) vero, ma 
non perché tale esplicazione di attività (fosse) illecita, ma perché (era) 
estranea al concetto e alla destinazione esclusiva della persona 
giuridica»14. 
In secondo luogo, la riferibilità per il Savigny del diritto penale 
esclusivamente all'uomo faceva leva anche, e soprattutto, sull'elemento 
volitivo. Secondo l'Autore, infatti, l'ente collettivo non era dotato di una 
volontà propria ed autonoma, poiché la sua manifestazione verso 
l'esterno altro non era che la sintesi della summa delle singole volontà dei 
membri dell'ente collettivo medesimo. Più precisamente, le persone 
giuridiche dovevano ritenersi sì dotate della capacità di volere, tuttavia 
limitatamente a quelle singole fattispecie che avrebbero consentito alle 
medesime di raggiungere lo scopo giuridico cui erano preposte mediante 
la partecipazione all’attività commerciale15. 
                                                 
12 A sostegno di detta limitazione della capacità giudica di tali soggetti di diritto, il Savigny 
ricorda come «anche nel diritto pubblico nulla è più frequente che il caso in cui un ramo del 
potere pubblico possa essere esercitato solamente da più persone in comune, ossia da una unità 
collettiva; ma se si pretendesse, ad esempio, di qualificare questo come persona giuridica, ogni 
collegio di giudici, si verrebbe solamente a rendere il più oscuro concetto, imperocché appunto 
la essenza della persona giuridica (la capacità giuridica patrimoniale) manca alla massima parte 
di quei collegi, sebbene alcuni di essi, oltre il loro uffizio giudiziario, possano aver pure 
ottenuto il carattere, da quello sostanzialmente diverso, di persona giuridica». Cfr. F. K. VON 
SAVIGNY, Sistema di diritto romano attuale, II, Torino, 1888 p. 241. 
13 Tant’è che l’Autore afferma «che alle persone giuridiche possono adattarsi i seguenti 
rapporti di diritto. Proprietà e iura in re, obbligazioni, acquisti per successione ereditaria e 
inoltre potestà sugli schiavi e patronato». Testualmente, F. K. VON SAVIGNY, Sistema di diritto, 
cit., p. 243. 
14 F. K. VON SAVIGNY, Sistema di diritto, cit., p. 316 s. 
15 Sempre, F. K. VON SAVIGNY, Sistema di diritto, cit., p. 315 ss.  
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Il pensiero ora illustrato, per quanto autorevole, è ormai divenuto 
anacronistico; elaborato in contesti di scarso sviluppo delle teorie socio-
economiche16, rappresentò, fino ad epoche contemporanee, il 
fondamento teoretico della vigenza del principio societas delinquere non 
potest, nonostante non fosse mancata l’elaborazione, già in tempi non 
recenti, di teorie alternative, idonee alla costruzione sistematica di un 
meccanismo di responsabilizzazione degli enti collettivi. 
Il riferimento, ovvio ed immediato, è alla cosiddetta teoria organica - o 
della realtà - elaborata, sempre nel XIX secolo, da Otto von Gierke, 
secondo la quale «al pari dell’uomo esse (le persone giuridiche, n.d.r.) 
avrebbero un’esistenza altrettanto naturale e reale in base alla quale 
avrebbero già di per sé i caratteri della giuridicità, indipendentemente 
dall’atteggiamento del legislatore e delle norme statuali nei loro 
confronti»17. Secondo tale Scuola di pensiero, le persone giuridiche si 
identificherebbero in «‘reali persone collettive’ dotate di capacità giuridica 
di agire senza bisogno di uno specifico intervento creativo da parte dello 
Stato»18. E tale autonomia ed indipendenza esistenziale permetterebbero 
di «considerare il fatto del dirigente come fatto della persona giuridica, 
lasciando impregiudicata la selezione dei criteri, oggettivi e funzionali, di 
imputazione più congrui rispetto alle finalità punitive»19. Secondo la 
teoria organicistica, dunque, la persona fisica costituirebbe la longa manus 
dell’ente, cosicché, ai fini imputativi, soggetto umano agente e persona 
giuridica verrebbero a coincidere20. 
                                                 
16 Le obiezioni non hanno ad oggetto la negazione della responsabilità penale delle persone 
giuridiche autonomamente considerata, bensì le argomentazioni poste a fondamento di tale 
tesi. Controbattere alle posizioni favorevoli ad una responsabilizzazione ipotizzando quali 
conseguenze l’accusabilità di una città per adulterio, ovvero di un ospedale per bigamia appare 
eccessivo e illogico, pur considerando che «si tratta di debolezze dovute alle condizioni 
oggettive nelle quali il Savigny conduce i suoi studi, che appaiono caratterizzate dall’assenza di 
adeguate teorie sociologiche delle organizzazioni umane, dal non eccelso livello di sviluppo del 
diritto pubblico così come della sua elaborazione scientifica nella metà dell’Ottocento, e dalla 
tutela relativamente embrionale che all’epoca era garantita agli organismi collettivi». 
Considerazioni di M. BASILE, Le persone, cit., p. 131. 
17 In questi termini, F. BRICOLA, Il costo, cit., p. 956 s. 
18 M. BASILE, Le persone, cit., p. 132. 
19 A. ALESSANDRI, Note penalistiche sulla nuova responsabilità delle persone giuridiche, in Riv. trim. 
dir. pen. ec., 2002, (1-2), p. 43. 
20 Deve rilevarsi come tale teoria, che costituirà negli sviluppi legislativi successivi il punto 
di partenza per la definizione di un sistema di responsabilità degli enti collettivi, non fu 
pienamente accettata e condivisa in dottrina. F. FERRARA, Le persone, cit., p. 22, addirittura 
definisce la concezione organicistica della persona giuridica «una raffigurazione artistica di 
fantasia».  
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Alle innanzi accennate istanze di carattere socio-economico che 
hanno trasformato l’irrefutabile principio societas delinquere non potest in 
pretese dogmatiche (antiquate) devono, poi, affiancarsi - quale ulteriore 
ragione per un definitivo abbandono del citato dogma - le esigenze di 
politica criminale sorte e manifestatesi negli ultimi decenni21. Ed il merito 
d’aver condotto un approfondimento sistematico della criminalità della 
upper class è tradizionalmente attribuito ad Edwin H. Sutherland22. 
L’analisi della criminalità economica fu, per l’Autore, strumentale alla 
dimostrazione23 della portata euristica della teoria delle associazioni 
differenziali dallo stesso elaborata; attraverso questa egli intese 
definitivamente archiviare le formulazioni teoretiche antecedenti, che 
ponevano alla base della spiegazione del comportamento criminale 
                                                 
21 Come è stato rimarcato da F. COMPAGNA, La responsabilizzazione delle società commerciali come 
scelta di politica criminale, in Ind. pen., 2007, (2), p. 644. Pure la dottrina economia, del resto, 
afferma l’effettiva potenzialità criminale delle società. Chiaramente, G. B. ALBERTI, Fondamenti 
aziendalistici della responsabilità degli enti ai sensi del D.Lgs. n. 231 del 2001, in Le società, 2002, (5), p. 
539. Sul tema appare interessante l’approfondimento di M. L. GHEZZI, Sociologia critica del diritto 
e sociologia della devianza, in Studi in ricordo di Giandomenico Pisapia, Milano, 2000, vol. III, p. 57 ss., 
nel quale l’Autore pone in risalto l’utilità pragmatica della sociologia della devianza, quale 
scienza d’ausilio alle scelte di politica criminale. Le ragioni di politica criminale sottostanti 
all’introduzione della responsabilità delle persone giuridiche vengono “ironicamente”, ma 
significativamente, ricondotte da C. E. PALIERO, La responsabilità penale della persona giuridica 
nell’ordinamento italiano: profili sistematici, in F. PALAZZO (a cura di), Societas puniri potest: la 
responsabilità da reato degli enti collettivi, Padova, 2003, p. 20, al concetto di “maggiore età”. 
L’Autore afferma che le società, «sebbene delinquessero anche prima, non venivano giudicate 
imputabili: si riteneva che tanto poco fossero, per così dire, “maggiorenni”, da non riuscire 
neppure a ravvisare come criminoso il loro illegalismo». 
22 A. RACITI, Il criminale economico nella ricerca criminologica: dall’opera di Sutherland alle più recenti 
formulazioni teoretiche, in Riv. trim. dir. pen. ec., 2005, (3), p. 677; l’Autore precisa come, tuttavia, già 
esistessero studi sul tema e sottolinea l’importanza di opere, come La delinquenza bancaria, di 
matrice positivistica dell’italiano Rodolfo Laschi, il quale «riflettendo sulle cause del fenomeno 
criminale della classe agiata, giungeva addirittura ad ipotizzare, in un momento storico 
caratterizzato da formulazioni teoretiche unifattoriali, un’impostazione euristica multifattoriale, 
fondata non solo sui principi antropologici sistematizzati dal suo maestro Cesare Lombroso, 
ma anche su concetti psicologici e sociologici». 
23 A sostegno di tale dimostrazione - contestati preliminarmente i dati statistici da cui le 
precedenti teorie traevano le proprie stereotipate convinzioni - l’Autore procede all’analisi dei 
dati relativi a settanta grandi società e conclude che a fronte di novecentoottanta decisioni 
emesse a carico di tali enti, ben settecentosettantanove costituivano accertamento della 
commissione di reato. Tale conclusione presenta, nel ragionamento del Sutherland, natura 
derivativa. L’Autore infatti prescinde dal puro nominalismo per definire un fatto come reato ed 
utilizza due diversi criteri ermeneutici: la qualificazione del fatto come socialmente dannoso e 
la previsione di una sanzione penale per quel fatto. Dal combinato disposto di tali parametri, il 
Sutherland giunge a definire reati più del 79% degli illeciti, nonostante che solo il 16% di questi 
fosse stato effettivamente valutato da una Corte penale. Cfr. E. H. SUTHERLAND, Il crimine dei 
colletti bianchi. La versione integrale, Milano, 1987, p. 53 s. 
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esclusivamente fattori patologici, tanto sociali, quanto individuali24. 
Sutherland riteneva, infatti, tali assunti estremamente parziali poiché, ad 
una lettura attenta ed approfondita del fenomeno, emergeva chiaramente 
come il costo finanziario - e conseguentemente il danno sociale - dei 
white collar crime fosse ben maggiore del costo di tutti quei reati che 
concorrevano a costituire la «questione criminale»25.  
La teoria del Sutherland delle associazioni differenziali sosteneva che 
«il comportamento criminale è appreso a contatto con individui che 
definiscono tale comportamento favorevolmente e in isolamento da altri 
individui che di esso danno una definizione sfavorevole; nelle condizioni 
adatte, una certa persona tiene un comportamento criminale soltanto se 
le definizioni favorevoli prevalgono sulle quelle sfavorevoli»26. La genesi 
criminale derivava, dunque, dal complessivo quadro di relazioni 
interpersonali intessute da un soggetto, le quali risultavano essere 
determinanti per la definizione del «processo di acquisizione 
comportamentale»27.  
Specificamente, l’attitudine criminogenetica dei contesti economici 
derivava, secondo il Sutherland, da due differenti fattori: il primo di 
carattere economico, il secondo di natura prettamente sociologica. 
Quanto al primo aspetto era la ricerca del profitto a condurre, 
innanzitutto, ad una maggiore dissolutezza del contegno imprenditoriale, 
cosicché la reddittività dell’attività economica diveniva criterio gestionale  
cardine, anche a scapito della legalità nell’operare dell’ente.  
Quanto al secondo fattore, l’Autore rilevava come le persone 
coinvolte in contesti aziendali dediti a pratiche illegali erano 
maggiormente inclini all’acquisizione di un comportamento altrettanto 
riprovevole in ragione dell’isolamento dalle definizioni sfavorevoli. Due 
erano le principali condizioni generatrici di tale estraneazione ambientale: 
innanzitutto, la responsabilità era da attribuire ai mezzi di comunicazione 
massmediatica, i quali «incessantemente copr(ivano) di biasimo le 
comuni violazioni del codice penale (e) non giudica(vano) allo stesso 
                                                 
24 E. H. SUTHERLAND, Il crimine dei colletti bianchi, cit., p. 5 ss. 
25 E. H. SUTHERLAND, Il crimine dei colletti bianchi, cit., p. 11. L’Autore critica l’esclusivo 
riferimento operato dai criminologi dell’epoca, al fine di delineare i tratti essenziali delle 
attitudini criminali, a fasce sociali particolarmente disagiate. 
26 Ancora, E. H. SUTHERLAND, Il crimine dei colletti bianchi, cit., p. 305. 
27 A. RACITI, Il criminale economico nella ricerca criminologica, cit., p. 679. 
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modo il crimine dei colletti bianchi»28. A ciò, poi, doveva aggiungersi la 
minore severità repressiva dello Stato verso i crimini degli uomini 
d’affari, derivante dall’originaria omogeneità culturale tra costoro ed i 
soggetti politici, dagli stretti rapporti interpersonali tra essi intercorrenti, 
nonché dalle posizioni di potere rivestite dagli esponenti dalla upper class 
americana29. 
I nuovi assetti economici e le esigenze di politica criminale furono 
quindi le ragioni sottostanti al consolidamento delle opinioni favorevoli 
all’elaborazione di nuove teorie di responsabilizzazione degli enti 
commerciali; tuttavia, deve purtroppo rilevarsi come anche la dottrina 
della seconda metà del XX secolo fu caratterizzata da un’eccessiva 
affezione - o da un eccessivo timore - verso il dogmatismo, fino ad allora 
imperante nell’interpretazione del dettato costituzionale. 
Se negli anni Venti del secolo scorso il De Marsico30 riteneva 
necessitato il riconoscimento della possibilità per la persona giuridica di 
agire secondo una propria ed autonoma volontà, essendo l’assenza in 
essa di capacità volitiva «una specie di superstizione scientifica»31, negli 
anni Settanta il principio di personalità della responsabilità penale tornò 
ad essere il privilegiato canone orientativo. In tale periodo fu il Bricola a 
riconoscere la necessità del superamento del principio societas delinquere 
non potest; tuttavia, ritenendo la punibilità delle personnes morales in attrito 
con il coefficiente di volontà colpevole ex art. 27 Cost.32, l’Autore si 
                                                 
28 E. H. SUTHERLAND, Il crimine dei colletti bianchi, cit., p. 316. 
29 Sempre, E. H. SUTHERLAND, Il crimine dei colletti bianchi, cit., p. 318. 
30 Una breve illustrazione del pensiero del De Marsico è compiuta da G. DELITALA, Diritto 
penale. Raccolta degli scritti, Milano, 1996, vol. II, p. 1017 ss. Si veda altresì. C. E. PALIERO, 
Problemi e prospettive della responsabilità penale dell’ente nell’ordinamento italiano, in Riv. trim. dir. pen. ec., 
1996, (4), p. 1179 s.  
31 R. SALOMONE, Il principio societas delinquere non potest. La natura della responsabilità 
prevista dal d.lgs. 231/2001, in A. DI AMATO (a cura di), Trattato di diritto penale dell’impresa, vol. X, 
Padova, 2009, p. 7, il quale riprende testualmente l’espressione utilizzata da A. DE MARSICO, 
La difesa sociale contro le nuove forme di delitto collettivo, in Studi di diritto penale, Napoli, 1930, p. 82.  
L’Autore aggiunge altresì come il De Marsico sottolinei che «se l’unione di individui per il 
conseguimento di fini comuni crea, in date circostanze, un quid giuridico che è più della loro 
somma, crea, insomma, una monade nuova che oltrepassa il totale delle unità che la 
compongono, non si comprende come questa nuova unificazione della pluralità si estendesse 
fino alla produzione di una individualità giuridica nuova, ma si arrestasse per quanto concerne 
la produzione di una corrispondente volontà, autonoma e distinta da quelle degli individui 
componenti». 
32 F. BRICOLA, Il problema della responsabilità penale della società commerciale nel diritto italiano 
(1979), in ID., Scritti di diritto penale, Milano, 1997, vol. II, tomo I, p. 3109 ss. 
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limitò a proporre l’applicazione di misure di sicurezza33 fondate sulla 
pericolosità oggettiva, le quali non avrebbero subito preclusioni imposte 
dal sistema costituzionale34. 
I derivati dogmatici della disposizione costituzionale ora richiamata 
influirono pure sulla dottrina dell’ultima decade del XX secolo35; i 
modelli alternativi di responsabilizzazione degli enti elaborati in tale 
periodo rispondevano alla necessità di offrire una risposta legislativa al 
crescente fenomeno dei crimini di impresa36, ferma restando una 
particolare attenzione al rispetto della concezione tradizionale del 
principio di personalità della responsabilità penale. 
Accertata l’assoluta insufficienza degli strumenti sanzionatori allora a 
disposizione37, si evidenziò l’esigenza di introdurre meccanismi di 
corresponsabilizzazione delle società38, attraverso i quali l’eventuale 
                                                 
33 Negli stessi anni pure Marinucci e Romano affermarono la necessità di individuare tipi di 
sanzioni in grado di fungere da deterrente nei confronti di operazioni societarie finalizzate ad 
una indebita ed illecita estensione della sfera di influenza economica. Cfr. G. MARINUCCI-M. 
ROMANO, Tecniche normative nella repressione penale degli abusi di amministratori di società per azioni, in 
P. NUVOLONE, (a cura di), Il diritto penale delle società commerciali, Milano, 1971, p. 98 ss. 
34 Sul punto, F. BRICOLA, Il costo, cit., p. 1012, nonché M. ROMANO, Societas delinquere 
non potest (nel ricordo di Franco Bricola), in Riv. it. dir. proc. pen., 1995, (4), p. 1036 s. 
35 Seppur minoritarie, non mancavano comunque voci contrarie, per le quali si poteva 
«forse anche convenire, guardando alla realtà italiana, che non sussist(essero) ostacoli, né di 
natura dogmatica, né di natura costituzionale alla configurabilità di una responsabilità penale 
delle persone giuridiche e che si tratt(asse), in fondo, di un problema - come si suol dire - di 
politica criminale». In questi termini, G. FLORA, L’attualità del principio «societas delinquere non 
potest», in Riv. trim. dir. pen. ec., 1995, (1), p. 18. 
36 Come ricorda G. AMARELLI, Mito giuridico, cit., p. 946, l’esigenza di rendere penalmente 
rilevanti i comportamenti illeciti della persona giuridica «si è prospettata, nell’attuale contesto 
giuridico, in relazione al modificarsi dell’economia e del mercato globalizzati, alla sempre 
maggiore diffusione del modello d’impresa societario […] in luogo della desueta figura 
dell’impresa individuale, ed alla incontrovertibile constatazione che, nella realtà quotidiana, 
societas saepe delinquit, sed numquam puniri potest». 
37 In particolare, si riconosceva come, innanzitutto, fosse del tutto inadeguata ed obsoleta la 
previsione dell’art. 197 c.p., che configura l’obbligazione dell’ente al pagamento delle multe ed 
ammende inflitte ai rappresentanti. E si aggiungeva come la previsione dell’art. 6, l. 24 
novembre 1981, n. 689 - per la quale l’ente o l’imprenditore era obbligato in solido con l’autore 
della violazione al pagamento della somma da questo dovuta, con diritto di regresso per l’intero 
nei confronti della persona fisica - non presentava altra funzione se non quella di addossare alla 
persona giuridica la veste di garante. Cfr. J. DE FARÌA COSTA, Contributo per una legittimazione della 
responsabilità penale delle persone giuridiche, in Riv. it. dir. proc. pen., 1993, (4), p. 1248 s. 
38 A. ALESSANDRI, I reati societari: prospettive di rafforzamento e di riformulazione della tutela penale, 
in Riv. it. dir. proc. pen., 1992, (2), p. 498 ss. Per l’Autore, tale soluzione avrebbe avuto il 
vantaggio di razionalizzare la risposta sanzionatoria, consentendo, da un lato, «di meglio 
calibrare, in termini di rimproverabilità “personale”, il giudizio sulla condotta del reo, 
depurandolo dalle istanze punitive suscitate dal vantaggio conseguito con l’azione criminosa» e 
«per altro verso, le valenze restitutorie e prevenzionistiche presenti nel sistema, […], 
(avrebbero potuto) trovare più puntuale e soddisfacente riscontro se riferite direttamente al 
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responsabilità delle persone giuridiche non si sarebbe sostituita a quella 
delle persone fisiche, bensì affiancata39. Si sarebbe trattato, ovviamente, 
di una responsabilità penale-amministrativa40 - essendo questa ritenuta 
l’unica soluzione costituzionalmente compatibile - fondata sull’essere 
stato il reato commesso nell’interesse dell’ente oppure per suo conto41. 
Istanze di ammodernamento, queste appena sommariamente 
descritte, che non ebbero comunque un riscontro plebiscitario in 
dottrina42; diverse furono le voci che sottolinearono i timori esistenti 
circa tale revirement sistematico. Si osservò, infatti, come un congegno 
legislativo di responsabilizzazione diretta delle persone giuridiche 
avrebbe potuto rappresentare uno schermo per le responsabilità 
individuali e come avrebbe condotto al patimento delle conseguenze 
negative pure gli azionisti incolpevoli43; si aggiunse che, in tal modo, si 
sarebbe potuto altresì consentire una sorta di «monetarizzazione della 
responsabilità»44, tramite la riconduzione ad opera della società della 
potenziale sanzione penale tra gli elementi concorrenti a determinare il 
prezzo finale del prodotto. 
Da quanto finora trattato emerge un dato incontestabile: la reticenza 
storica all’introduzione del principio societas puniri potest. Teorie 
finzionistiche, prima, precetti costituzionali, poi, hanno drasticamente 
impedito che nell’ordinamento giuridico italiano si potesse approntare 
una decisa risposta ai fenomeni criminali d’impresa. Ostacoli, questi, che 
non sono sembrati, invece, idonei alla formulazione di teorie e sistemi di 
                                                                                                                            
soggetto-persona giuridica, che effettivamente dispone dei poteri e dei mezzi necessari per 
rimediare alla situazione determinata dal fatto di reato». Rileva J. DE FARÌA COSTA, Contributo, 
cit., p. 1249 che ulteriore vantaggio del modello di responsabilità concorrente dell’ente sarebbe 
stato quello dell’applicazione di due distinte pene pecuniarie, determinate nell’ammontare da 
criteri di commisurazione propri. 
39 G. FLORA, L’attualità del principio, cit., p. 13. Favorevole, invece, ad una responsabilità 
diretta ed esclusiva delle persone giuridiche C. E. PALIERO, La sanzione amministrativa come 
moderno strumento di lotta alla criminalità economica, in Riv. trim. dir. pen. ec., 1993, (4), p. 1044. 
40 M. ROMANO, Societas delinquere non potest, cit., p. 1038.  
41 A. ALESSANDRI, I reati societari, cit., p. 498; concordemente M. ROMANO, Societas 
delinquere non potest, cit., p. 1040. 
42 Nonostante la presa d’atto della necessità di estendere la responsabilità per fatto illecito 
alle persone giuridiche, ne sottolinea anche gli inconvenienti G. FLORA, I soggetti penalmente 
responsabili nell’impresa societaria, in M. PISANI (a cura di), Studi in memoria di Pietro Nuvolone, vol. II, 
Milano, 1991, p. 546. 
43 L. CONTI, I soggetti, in A. DI AMATO (diretto da), Trattato di diritto penale dell’impresa, 
Padova, 1990, vol. I, p. 184. 
44 G. FLORA, I soggetti penalmente responsabili nell’impresa societaria, cit., p. 546. 
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§ 2. IL FATTO ILLECITO DELLA SOCIETAS: I PRIMI TENTATIVI DI 
UN’EVOLUZIONE GIURIDICA INTERNAZIONALE. 
 
§ 2.1. L’ESPERIENZA BRITANNICA: CENNI STORICI. 
 
Per quanto concerne l’esperienza britannica45, deve rilevarsi come la 
questione in esame venne affrontata con gradualità, attraverso una 
individuazione progressiva di diversi titoli di imputazione della 
responsabilità. 
Anche la regolamentazione d’oltremanica della corporate liability si è 
sviluppata in un contesto segnato da innumerevoli ostacoli di natura 
dogmatica. In primo luogo, si evidenziava il difetto nella persona 
giuridica di una mens rea46, ossia di un atteggiamento volitivo colpevole. 
La seconda obiezione trovava, invece, fondamento nella visione della 
persona giuridica quale fictio, che avrebbe reso in concreto impossibile 
configurare idonee forme di rappresentanza processuale47. Da ultimo, 
anche l’aspetto sanzionatorio si presentava particolarmente controverso, 
in ragione delle difficoltà relative all’applicazione di sanzioni tipicamente 
penali ad enti complessi48. 
Le ricordate problematiche comunque non impedirono al 
pragmatismo delle Corti britanniche di giungere, seppur gradualmente, 
ad un’affermazione della responsabilità delle persone giuridiche. Già nel 
1842, infatti, si registrò la prima pronuncia di condanna di una società 
                                                 
45 Una trattazione esaustiva dell’ordinamento inglese è sviluppata da R. LOTTINI, La 
responsabilità penale delle persone giuridiche nel diritto inglese, Milano, 2005. 
46 Definita come «lo stato soggettivo richiesto per l’integrazione di un determinato reato, ad 
un soggetto diverso dalla persona giuridica». Cfr. F. GANDINI, La responsabilità delle persone 
giuridiche nel Regno Unito, in La responsabilità amministrativa delle società e degli enti, 2008, (3), p. 137. 
47 Obiezione, quella ricordata, «che traeva forza certo anche dal mancato riconoscimento, 
almeno fino alla fine del diciannovesimo secolo della società come soggetto di diritto diverso 
dalla pluralità dei suoi agenti, come, insomma persona giuridica». Così, D. PELLOSO, La 
responsabilità penale degli enti nel sistema giuridico inglese: ostacoli iniziali e responsabilità vicaria, in 
www.rivista231.it.  
48 R. RAZZANTE-F. TOSCANO, La responsabilità amministrativa delle persone giuridiche. Profili 
teorici e pratici connessi all’applicazione del D. Lgs. 8 giugno 2001, n. 231, Torino, 2003, p. 39. 
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ferroviaria per il reato di public nuisance49. In questa sentenza trova il suo 
fondamento storico la cosiddetta responsabilità vicaria, ossia una 
responsabilità completamente sganciata dall’elemento soggettivo 
psicologico. Non dovendo il giudice assumere quale canone valutativo la 
mens rea del soggetto, detta responsabilità consentì una diretta 
imputazione della società per fatto altrui, individuandosi, in tal modo, 
una fattispecie di strict liability. 
Tale schema imputativo presentava, tuttavia, anche alcuni punti critici; 
la principale questione riguardava la limitatezza del suo ambito 
applicativo. Il criterio del respondeat superior poteva, infatti, applicarsi alle 
sole regulatory offences e, pertanto, «la gran parte dei reati di common law, 
conformi al principio di personalità in quanto necessariamente 
comprensivi dell’elemento psicologico, rimanevano irrimediabilmente al 
di fuori del meccanismo di estensione alle persone giuridiche, 
riducendosi così drasticamente i termini della “effettività” di un principio 
(societas puniri potest)»50. 
Questo canone di attribuzione della responsabilità restò unico e 
invariato nel sistema giuridico d’oltremanica per circa un secolo. Infatti, 
fu solo agli inizi del ventesimo secolo che la giurisprudenza inglese 
assunse le primissime posizioni progressiste, adottando un criterio 
riconducibile alla immedesimazione organica51. I giudici individuarono 
un parametro che introdusse una responsabilità non più di natura 
derivativa, bensì diretta, attraverso il quale la persona giuridica veniva ad 
essere chiamata in giudizio non per fatto altrui, ma per fatto proprio. La 
persona fisica che materialmente commetteva l’illecito, in quel preciso 
momento, coincideva con l’ente collettivo52. Ovviamente l’introduzione 
                                                 
49 Il riferimento è al caso Reg. v. The Birmingham and Gloucester Railway Company. Una precisa 
esposizione della vicenda viene proposta da G. MARINUCCI, La responsabilità penale delle persone 
giuridiche, cit., p. 455 ss.; l’Autore, inoltre, ricorda come i giudici non si limitarono ad 
affermazioni di responsabilità per i soli reati omissivi, ma «ben presto […] ritennero 
perseguibili anche i reati commissivi. La decisione sul caso-guida fu pronunciata dal Queen’s 
Bench nel 1846 nell’affare Reg. v. Great North of England Railway Co.». 
50 In questi termini, G. DE VERO, La responsabilità penale delle persone giuridiche, in Trattato di 
diritto penale, Milano, 2008, vol. IV, p. 73. 
51 F. GANDINI, La responsabilità delle persone giuridiche, cit., 138, ricorda come «le fondamenta 
di questo tipo di responsabilità vengono gettate nel 1915 quando, nel caso Lennard’s Carrying 
Co., la House of Lords stabilisce che gli atti e gli stati mentali di certi senior officers (cd. directing 
minds) della persona giuridica devono essere considerati atti e stati mentali della stessa». 
52 La citata impostazione logica viene limpidamente esposta dai giudici della House of Lords 
nel leading case Tesco v. Nattrass. Questi affermano che «a living person has a mind which can have a 
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di una responsabilità diretta non comportò la totale cancellazione della 
vicarious liability; il risultato ottenuto dalle Corti inglesi fu, al contrario, la 
creazione di un ulteriore criterio ascrittivo, complementare al 
preesistente. Le regulatory offences continuarono a rientrare nell’ambito 
della responsabilità vicaria; contemporaneamente, i reati nei quali era 
connaturato l’elemento psicologico iniziarono a costituire fattispecie 
penalmente rilevanti grazie al metodo da ultimo trattato53. 
Superata a tal punto l’impossibilità dogmatica della 
responsabilizzazione delle società per i reati commessi - contraddistinti 
da una mens rea - l’elaborazione concettuale di dottrina e giurisprudenza 
britannici proseguì nella costruzione di impianti logico-giuridici 
maggiormente raffinati. Vi fu, specificamente, l’elaborazione della così 
detta holistic theory, la quale si differenziava dalle precedenti in quanto non 
poneva l’accento sui meccanismi di riconducibilità alla persona giuridica 
dell’illecito commesso dalla persona fisica, ma focalizzava l’attenzione sul 
più generale argomento della gestione d’impresa54 ed effettivamente,  
come è stato da taluni Autori sottolineato, un’efficace lotta alla 
criminalità d’impresa avrebbe potuto aversi solo attraverso l’abbandono 
dei classici schemi dell’individual responsability in favore di una collective one, 
incentrata sul complessivo comportamento aziendale55. A livello 
giurisprudenziale, tale esigenza si manifestò nel caso Meridian, generativo 
                                                                                                                            
knowledge or intention or be negligent and he has hands to carry out his intentions. A corporation has none of 
these: it must act through living persons. Then the person who acts is not speaking or acting for the company. 
There is no question of the company being vicariously liable. He is not acting as a servant, representative, agents 
or delegate. He is an embodiment of the company or, one could say, he hears and speaks through the persona 
of the company, within his appropriate sphere, and his mind is the mind of the company. If it is a guilty mind 
then the  guilt is the guilt of the company». L’estratto della pronuncia è riproposto da D. PELLOSO, La 
responsabilità penale degli enti in Gran Bretagna. Il leading case Tesco e la responsabilità diretta: un’analisi 
critica, in www.rivista231.it., p. 2. 
53 D. PELLOSO, La responsabilità penale degli enti in Gran Bretagna, cit., p. 3. In entrambe le 
fattispecie - ricorda C. E. PALIERO, Dalla vicarious liability alla colpevolezza d’impresa. (Tendenze 
della responsabilità penale degli enti nel panorama giudico europeo), in G. BELLANTONI-D. VIGONI (a 
cura di), Studi in onore di Mario Pisani, vol. III, 2010, Piacenza, p. 433 - il primo nucleo fu una 
colpevolezza autonoma della persona giuridica che viene formalizzata per il tramite di 
un’inversione probatoria. All’ente collettivo è, infatti, accollata una defense di due diligence, ossia 
un onere probatorio circa la corretta organizzazione interna per la prevenzione degli illeciti 
verificatisi. 
54 Come ha affermato C. WELLS, Corporate Criminal Liability in England and Wales, in F. 
PALAZZO (a cura di), Societas puniri potest. La responsabilità da reato degli enti collettivi, Padova, 
2003, p. 112, «the third Holistic Theory […] exploits the dissimilarities between individual beings and groups 
entities, by locating corporate blame in the procedures, operating system or culture of a company». 
55 C. DE MAGLIE, L’etica e il mercato. La responsabilità penale delle società, Milano, 2002, p. 157 s. 
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di un modello di “colpevolezza aggregata”, per la quale le condotte 
illecite dei soggetti operanti all’interno della società non dovevano essere 
individualmente considerate. Dovevano, al contrario, costituire oggetto 
di una valutazione d’insieme. Si ritenne, dunque, che «piuttosto che 
cercare di cogliere quali (fossero) le colpe di ogni componente della 
società sembrò ad un certo punto più appropriato sommare assieme le 
stesse colpevolezze, allo scopo di catturare la vera cifra della colpa 
dell’ente»56. Duplice, dunque, la funzione dell’holistic theory; infatti, mentre 
da un lato la responsabilità della società poteva così essere rimproverata 
indipendentemente dalla presenza dei soggetti qualificati, dall’altro la 
responsabilità sociale diveniva vera e propria responsabilità diretta, 
essendo questa fondata su criteri attributivi immediatamente riferibili 
all’ente complesso e non alla mens rea del soggetto in questa operante.  
 
 
§ 2.1.1. (SEGUE): IL BRIBERY ACT 2010. 
 
Abrogativo del Public Bodies Corrupt Practices Act del 1889, del Prevention 
of Corruption Act del 1906 e del 1916, il Bribery Act57 - entrato in vigore nel 
Regno Unito il 1° luglio 2011 - aggiorna la disciplina dei reati di 
concussione - sia attiva (section 1), sia passiva (section 2) - del reato di 
corruzione di pubblico ufficiale (section 6), nonché la disciplina della 
responsabilità penale dell’organizzazione commerciale in ragione del 
fallimento nella prevenzione degli atti corruttivi (section 7)58. 
I punti 1 e 2 di quest’ultima sezione disciplinano, da un lato, i criteri di 
ascrizione della responsabilità all’ente e, dall’altro lato, le condizioni che 
                                                 
56 D. PELLOSO, La responsabilità penale degli enti in Gran Bretagna. Alla ricerca di nuovi modelli di 
colpa, in www.rivista231.it., p. 2. 
57 Il testo integrale del provvedimento è disponibile sul sito 
http://www.legislation.gov.uk/ukpga/2010/23/contents. I testi normativi abrogati sono riportati 
nella Schedule 2 - Repeals and revocations.  
58 Come ricorda F. GANDINI, La responsabilità delle “commercial organizations” nel Regno 
unito alla luce del Bribery Act 2010, in La responsabilità amministrativa delle società e degli enti, 2010, 
(4), p. 96, le disposizioni del Bribery Act troveranno applicazione solo in relazione ai fatti di 
reato in esso specificamente menzionati, mentre nelle altre ipotesi troveranno applicazione le 
regole generali in materia di responsabilità penale degli enti come previste dalla common law e 
dalla statute law. Il Bribery Act è stato poi illustrato dalla Guidance about procedures which relevant 
commercial organisations can put into place to prevent persons associated with them from bribing entrata in 
vigore il 30 marzo 2011, elaborata dal Ministero della Giustizia. Il testo integrale è disponibile 
in in http://www.ukbriberyacto2010.com/Assets/Resources/bribery-act-2010-guidance.pdf. 
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consentono di escludere la punibilità della persona collettiva. Quanto al 
primo profilo, il Bribery Act dispone che «una organizzazione 
commerciale è colpevole di un reato ai sensi della presente sezione se 
una persona con essa associata corrompe un’altra persona nell’intento di 
ottenere o mantenere un business per l’ente, o di ottenere o mantenere un 
vantaggio nello svolgimento del business dell’impresa»59. Circa il secondo 
aspetto, la responsabilità della relevant commercial organisation, ai sensi del 
punto 2, sezione 7, è esclusa se vi è «la prova che l’ente ha posto in 
essere adeguate procedure destinate alla prevenzione delle citate 
condotte ad opera delle persone associate con l’ente medesimo»60. 
La disciplina britannica presenta, dunque, molteplici tratti di affinità 
con il sistema italiano61; la rimproverabilità dell’ente si àncora ad una 
mancanza organizzativa - cosiddetta failure62 - e le adequate procedures, vale 
a dire i modelli organizzativi di prevenzione del rischio-reato, sono 
dotate di efficacia esimente.  
Quanto ai soggetti la cui condotta è in grado di generare la 
responsabilità della collective person, si osservi come - a differenza di quanto 
disposto dal d.lgs. n. 231 del 2001 in ordine ai criteri oggettivi di 
ascrizione del reato all’ente - il Bribery Act non distingue tra soggetti in 
posizione apicale e soggetti in posizione subordinata. L’esclusivo 
riferimento è alla associated person, definita alla section 8, come la persona 
che opera per o nell’ente. Precisa la Guidance che la locuzione può essere 
riferita sia ad un individuo, sia ad una «incorporated or unincorporated body»63, 
dovendosi con ciò intendere una società appartenente al gruppo 
imprenditoriale, ovvero una persona giuridica esterna ma comunque ad 
esso legata da un rapporto di carattere commerciale. E la riferibilità 
                                                 
59 Bribery Act, Section 7, (1), cit., p. 5: «a relevant commercial organisatione (“C”) is guilty of an 
offence under this section if a person (“A”) associated with C bribes another person intending - (a) to obtain or 
retain business for C, or (b) to obtain or retain an advantage in the conduct of business fo C». 
60 Bribery Act, Section 7, (2), cit., p. 5: «but it is a defence for C to prove that C had in place 
adequate procedures designed to prevent persons associated with C from undertaking such conduct». 
61 F. GANDINI, La responsabilità delle “commercial organizations”, cit., p. 96. 
62 L’esplicito richiamo all’omissione prevenzionistica è un concetto ormai consolidato 
nell’esperienza inglese; lo stesso chiaro riferimento già aveva trovato luogo nel Corporate 
Manslaughter and Corporate Homicide Act 2007, in 
http://www.legislation.gov.uk/ukpga/2007/19/pdfs/ukpga_20070019_en.pdf. Si veda, circa tale 
provvedimento, S. FIELD-L. JONES, Corporate criminal liability for manslaughter: the evolving 
approach of the prosecuting authorities and Courts in England and Wales, in Business Law 
Review, 2011, (4), p. 80 ss. 
63 Guidance, cit., p. 16. 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 
PROFILI SOSTANZIALI E PROCESSUALI 
 19 
dell’autore materiale del reato alla categoria di associated person prescinde 
dalla qualificazione formale del soggetto all’interno della struttura 
societaria. Il legame funzionale deve essere, infatti, verificato sulla base di 
tutte le circostanze rilevanti64, compresa, dunque, la strumentalità delle 
attività dell’“associato” rispetto a quelle proprie dell’ente. 
Si osservi, inoltre, come l’individuazione della persona fisica o 
giuridica autrice materiale del reato presupposto, nel sistema delineato 
dal Bribery Act, sia elemento indefettibile; precisa la Guidance che «ove 
l’accusa non possa provare oltre ogni ragionevole dubbio che uno dei 
reati di cui alle sezioni 1 o 6 sia stato commesso, il reato di cui alla 
sezione 7 non potrà essere perseguito»65. All’evidenza, sotto tale profilo, 
il sistema inglese si distacca totalmente dalla disposizioni di cui all’art. 8, 
d.lgs. n. 231 del 2001, il quale prevede l’autonomia della responsabilità 
dell’ente, ossia la rimproverabilità dell’ente collettivo anche qualora 
l’autore materiale del reato non sia individuato. 
Ancora, altro elemento di profonda differenza tra i due ordinamenti è 
rappresentato dalla puntualizzazione dei requisiti di idoneità dei compliance 
programs adottabili dall’ente. Specificamente dettagliati dall’art. 6, d.lgs. n. 
231 del 2001 - per quanto attiene alla disciplina interna - il Bribery Act, 
viceversa, nulla prevede al proposito. La carenza di specifiche indicazioni 
concrete relativamente alla pratica predisposizione delle adequate procedures 
- a più voci criticata in seguito all’entrata in vigore del provvedimento in 
esame66 - è stata parzialmente superata con l’emanazione della Guidance 
da parte del Ministro della giustizia. Parzialmente poiché se, da un lato, in 
esse si rivengono i sei principi di carattere generale idonei ad indirizzare 
le imprese nella predisposizione dei protocolli di prevenzione67, dall’altro 
lato, nulla specificano dal punto di vista tecnico-operativo.   
                                                 
64 O. FAGGIANO, La responsabilità delle imprese nel Uk Bribery Act: prime riflessioni su strategie di 
compliance e implicazioni per le società italiane, in La responsabilità amministrativa delle società e degli enti, 
2011, (1), p. 22. 
65 Guidance, cit., p. 9, ove si afferma «where the prosecution cannot prove beyond reasonable doubt that 
a sections 1 or 6 offence has been committed the section 7 offence will not be triggered». 
66 O. FAGGIANO, La responsabilità delle imprese, cit., p. 23. 
67 I principi sono illustrati da R. GUAINERI, La nuova legge inglese anticorruzione (Bribery Act 
2010), in www.dirittopenalecontemporaneo.it. Trattasi di: proportionality: l’organizzazione deve essere 
proporzionata al livello di rischio corruzione stimato all’interno dell’ente e dipende dalla 
grandezza dell’azienda, dall’ambito di mercato all’interno del quale l’azienda opera, dal livello di 
“rischio corruzione” che presenta quel mercato; top leve commitment: il top management dell’azienda 
deve essere coinvolto nell’attività di “sensibilizzazione” ad ogni livello aziendale in ordine alla 
non tolleranza da parte della società del fatto che si commettano atti di corruttela; risk assesment: 
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§ 2.2. LA CORPORATE LIABILITY NEGLI STATI UNITI D’AMERICA. 
 
Contemporaneamente all’evoluzione del sistema di responsabilità delle 
persone giuridiche elaborato in Gran Bretagna, analoga disciplina nacque 
negli Stati Uniti. Non può, a tal proposito, non sottolinearsi come questa 
sia stata grandemente influenzata dalla peculiare struttura imprenditoriale 
interna. Il forte sviluppo economico vissuto in questo Paese condusse ad 
una rapida crescita dei crimini d’impresa, con la conseguente immediata 
sensibilità di legislatore, giurisprudenza e dottrina al tema della 
responsabilità degli enti collettivi68. Sono da ricondurre addirittura alla 
fine del XIX secolo e all’inizio del XX secolo i primi interventi legislativi 
in materia; si ricordino l’Interstate Commercial Act del 1887, lo Sherman 
Antitrust Act del 1890, l’Elkins Act del 1903, nonché il Federal Food and 
Drugs Act del 190669. 
Per quanto attiene al profilo strettamente giurisprudenziale, il punto di 
svolta è rappresentato dalla storica sentenza New York Central and Hudson 
River Rail Road Co. v. U.S. del 1909. La Corte Suprema fu qui chiamata a 
pronunciarsi circa la legittimità costituzionale dell’Elkins Act, il quale 
addossava alla person70 la responsabilità penale per gli atti compiuti dai 
suoi dipendenti71. La Corte, in riferimento a tali soggetti, utilizzò il 
                                                                                                                            
la valutazione del rischio “corruzione” deve essere effettuata alla stregua di ogni altra 
valutazione di rischio effettuata in azienda con riferimento agli altri settori “sensibili”; due 
diligence: procedure e report scritti volti a dimostrare il grado di valutazione effettuato nei 
confronti delle persone che rappresentano o operano nell’interesse dell’azienda per determinati 
affari; communication: comunicazioni interne di tutte le procedure e svolgimento di corsi di 
aggiornamento per tutti i dipendenti e collaboratori; monitoring and review: continui 
aggiornamenti delle procedure e valutazione dei mercati in cui opera l’azienda. 
68 E. GILIOLI, La responsabilità penale delle persone giuridiche negli Stati Uniti: pene pecuniarie e 
modelli di organizzazione e di gestione (“Compliance programs”), in Cass. pen., 2003, suppl. 6, 
Responsabilità degli enti per i reati commessi nel loro interesse. Atti del Convegno di Roma 30 novembre-1 
dicembre 2001, p. 47. 
69 D. PATAMIA, Corporate Crime Trial: il processo penale a carico degli enti nell’esperienza anglosassone. 
Una nuova prospettiva di comparazione. II parte, in www.rivista231.it., p. 8. 
70 Sul significato di tale termine si deve riconoscere all’ordinamento statunitense la volontà 
di fugare qualsiasi dubbio interpretativo fin dagli albori del sistema di responsabilità de quo; già  
il citato Sherman Act, nella Section 7, statuiva, infatti, che «the word “person”, or “persons” shall be 
deemed to include corporations and associations existing under or authorized by the laws of either the United 
States, the laws of any of the Territories, the laws of any State, or the laws of any foreign country». Il testo 
dello Sherman Act è consultabile sul sito www.stolaf.edu/people/becker/antitrust/statutes/sherman.html.  
71 Rilevano poi taluni Autori come «la Corte non effettuava alcun distinguo tra le condotte 
illecite commesse dalle persone fisiche nell’interesse proprio e le condotte delittuose commesse 
nell’esercizio delle loro funzioni in seno alla società. Solo successivamente si affermò il 
principio che la responsabilità penale dell’ente è ipotizzabile esclusivamente qualora le persone 
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termine “agent”, la cui portata fu dalla giurisprudenza costantemente 
ampliata; partendo da una interpretazione restrittiva, per la quale si 
riteneva che il soggetto agente dovesse avere una posizione qualificata 
all’interno della struttura societaria, si arrivò a sostenere che, ai fini della 
configurabilità della responsabilità della società, il reato potesse essere 
commesso anche «da un quivus», ossia «un soggetto qualunque anche 
estraneo al vertice della persona giuridica e che non fosse quindi al 
corrente dei meccanismi decisionali e degli obiettivi politico-economici 
perseguiti dall’organizzazione»72. Tuttavia, tale orientamento estensivo 
non venne adottato nel primo testo normativo in tale materia, ossia il 
Model Penal Code. Questo, infatti, accolse la lettura minima della 
responsabilità delle società, prevedendo limitate ipotesi di corporate 
liability, riconducibili alle categorie dell’omissione di un atto doveroso, da 
un lato, e della commissione di un atto illecito autorizzato dalla dirigenza 
societaria, dall’altro73. 
Deve poi rilevarsi come la peculiarità del sistema nordamericano non 
fosse data solo dall’appartenenza alla tradizione di common law, nella quale 
la giurisprudenza, come si è potuto notare, anche in tale contesto assunse 
preminente rilievo; la nota distintiva del sistema in esame è data, infatti, 
anche dall’essere l’ordinamento giuridico costruito su due distinti livelli, 
rappresentati, da un lato, dalla State Jurisdiction e, dall’altro lato, dalla 
Federal Jurisdiction. 
Proprio l’autonomia delle singole giurisdizioni statali rese il Codice di 
cui sopra uno strumento limitato e limitabile. Il ristretto perimetro di 
efficacia del Model Penal Code permise ad ogni altro stato d’America - 
ciascuno dotato di piena competenza in materia penale e processuale - di 
assumere soluzioni giuridiche proprie. E grazie a tale indipendenza, la 
maggior parte degli Stati non seguì l’impostazione restrittiva menzionata 
e recepì, al contrario, il criterio del respondeat superior, il quale rendeva la 
                                                                                                                            
fisiche commettano il reato nell’esercizio delle loro mansioni o funzioni sociali e per condotte 
illecite espressamente contemplate dalla legge o da previsioni statutarie». In questi termini, D. 
PATAMIA, Corporate Crime Trial, cit., p. 8. 
72 C. DE MAGLIE, L’etica e il mercato, cit., p. 18 s. 
73 Specificamente le ipotesi previste dal Model Penal Code sono le seguenti: «1) Act of 
management as the enterprises’s own misconduct; 2) Defective organisation of the enterprise and the imputation 
of social disturbance; 3) The causation (initiation) principle and the imputation of social disturbante;». Cfr. M. 
BRAMIERI-D. BAGAGLIA-A. FIRMANI-A. MIFSUD, La responsabilità amministrativa e penale delle 
imprese, Milano, 2008, p. 529. 
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società responsabile per qualsiasi atto commesso dai suoi agents 
nell’esercizio delle loro funzioni74. 
Talune Corti federali non adottarono tale parametro imputativo e 
svilupparono la teoria della “collective knowledge”, secondo la quale l’atto 
illecito del singolo privo di intenzionalità era attribuito alla persona 
giuridica tramite la creazione di una mens rea dolosa collettiva, ossia 
attraverso l’aggregazione degli individui75.  
La colpevolezza dell’impresa, così detta culpability, assurse però negli 
Stati Uniti non a criterio di attribuzione delle responsabilità, quanto, 
piuttosto, a criterio di determinazione in sede giudiziale della sanzione. 
Le pene pecuniarie - cosiddette fines - previste dal Model Penal Code erano 
irrisorie, assolutamente incapaci di incidere sull’etica societaria. Tale 
sostanziale inutilità76 delle sanzioni previste, congiuntamente ad una 
continua e crescente criminalità d’impresa, condussero all’emanazione 
del Criminal Fine Enforcement Act del 1984, il cui obiettivo era quello di 
rendere maggiormente gravose le pene pecuniarie, anche attraverso 
l’applicazione in via congiunta o sostitutiva della pena detentiva. Nucleo 
fondamentale della legge furono le così dette alternative fines, ossia pene 
pecuniarie alternative, le quali introducevano un tetto massimo 
notevolmente più elevato di quello previsto dai singoli statuti federali77.  
La questione dell’efficacia del punishment costituì oggetto anche di un 
provvedimento successivo, fondamentale per l’ordinamento statunitense: 
le Federal Sentencing Guidelines, elaborate dalla United States Sentencing 
Commission nel 1991. Dette Linee guida disponevano che «se, tenuto 
conto della natura e delle circostanze dell’offesa e della storia e delle 
caratteristiche dell’organizzazione, le Corti sanciscono che le società 
operano principalmente per un proposito criminale o principalmente per 
                                                 
74 D. PATAMIA, Corporate Crime Trial, cit., p. 9 s. 
75 Sempre, D. PATAMIA, Corporate Crime Trial, cit. 10. 
76 Basti pensare che il Codice di New York prevedeva, nella Section 6.03, per i reati di 
maggiore gravità, pene pecuniarie non superiori nel massimo a 10.000 dollari. 
77 Si veda sul punto, C. DE MAGLIE, Sanzioni pecuniarie e tecniche di controllo dell’impresa. Crisi e 
innovazioni nel diritto penale statunitense, in Riv. it. dir. proc. pen., 1995, (1), p. 94 ss. L’Autrice, altresì, 
illustra schematicamente i nuovi tetti massimi previsti per la pena pecuniaria; interessante 
notare come non solo il Criminal Fine Enforcement Act abbia notevolmente incrementato detti 
livelli, portando la sanzione per i crimini da un massimo di 10.000 dollari ad un massimale di 
500.000 dollari, ma come altresì abbia nettamente separato le soglie punitive sulla base di un 
profilo soggettivo. Detta legge, infatti, differenziò le ipotesi in cui il soggetto agente fosse 
persona fisica da quella in cui era persona giuridica, prevedendo per il primo caso tetti massimi 
di pena pecuniaria dimezzati. 
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mezzo di crimini, la pena deve essere fissata ad un ammontare (soggetto 
ai massimi statuali) sufficiente a privare l’organizzazione di tutti i suoi 
proventi illeciti»78. Statuizione sicuramente rilevante, ma che tuttavia non 
costituisce il cardine essenziale e preminente dell’intero provvedimento; 
il principale merito di tale legge fu, infatti, l’introduzione dei compliance 
programs, ossia protocolli organizzativi e gestionali, finalizzati alla 
prevenzione dei reati all’interno della struttura societaria, attraverso 
un’attività di riduzione massima del rischio. Il compliance program superò il 
già conosciuto codice etico; infatti, mentre quest’ultimo si risolveva in un 
semplice apporto dichiarativo privo di una vera e propria forza precettiva 
– si trattava di una mera enunciazione degli “ideali” che dovevano 
caratterizzare l’operato dell’azienda – il primo costituì un mezzo 
prevenzionistico articolato e complesso. Nel compliance program il codice 
etico costituiva solo la prima, ed eventuale, unità compositiva, che 
doveva necessariamente essere attorniata da una ben più numerosa serie 
di programmi e protocolli79.  
Oltre alla definizione di standards e di procedure di prevenzione, il 
compliance program doveva prevedere un sistema di pubblicità e di 
diffusione dei contenuti in materia, sì da rendere gli stessi conoscibili ad 
ogni membro della società. Secondo le Guidelines, inoltre, il protocollo 
adottato poteva dirsi pienamente efficace solo laddove fossero previste 
procedure di revisione periodica, che garantissero l’aggiornamento 
continuo dell’impianto80.  
La finalità di prevenzione venne attuata nel sistema nordamericano 
non solo per il tramite dei protocolli ora analizzati, bensì anche 
attraverso la costruzione di un peculiare sistema sanzionatorio, il quale 
influiva sulla diligenza d’impresa sotto due diversi profili; da un lato, 
realizzava tra la società e l’ordinamento un rapporto sinallagmatico, 
essendo prevista una sensibile riduzione delle pene previste, fino alla loro 
                                                 
78 Federal Sentencing Guidelines, Chapter 8, Part C, Paragraph 1.1, il quale testualmente recita «if, 
upon consideration of the nature and circumstances of the offense and the history and characteristics of the 
organization, the court determines that the organization operated primarily for a criminal purpose or primarily 
by criminal means, the fine shall be set at an amount (subject to the statutory maximum) sufficient to divest the 
organization of all its net assets». Testo disponibile sul sito www.ussc.gov/guideline.html.  
79 C. DE MAGLIE, Sanzioni pecuniarie, cit., p. 130 ss. 
80 Tali parametri sono collocati nel ricordato capitolo 8, paragrafo B, punto 2.1, lettera b). I 
requisiti ivi previsti sono tratteggiati da E. GILIOLI, La responsabilità penale delle persone giuridiche 
negli Stati Uniti, cit., p. 48 ss. 
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totale esclusione, quale corrispettivo per l’adozione di un efficace sistema 
di prevenzione. Dall’altro, invece, le disposizioni relative all’apparato 
sanzionatorio incarnavano quella natura tipicamente punitiva che le pene 
cosiddette civili possiedono negli ordinamenti di common law81; natura di 
punishment idonea a stimolare una corretta e legale politica d’impresa 
tramite la minaccia di una pena pecuniaria in grado di influire 
pesantemente sulla sfera patrimoniale della persona giuridica e, 
conseguentemente, sulla sopravvivenza della medesima. Si è, infatti, 
precedentemente osservato come con il Criminal Fine Enforcement Act del 
1984 i massimali di pena furono notevolmente innalzati e come le Federal 
Sentencing Guidelines previdero, quale obiettivo fondamentale della 
normativa sulla responsabilità degli enti, la completa privazione dei 
proventi derivanti dall’attività illecita. 
Oltre al carattere dell’efficienza, le Linee guida individuavano altresì il 
requisito della ragionevolezza82; connotato, questo, da porre in relazione 
principalmente alle dimensioni della realtà aziendale in cui il compliance 
program era adottato. Le Guidelines, infatti, affermavano che «la forma e le 
modalità d’azione con cui un’azienda (doveva) operare per rispondere a 
queste linee guida […] (dipendevano) dalle dimensioni dell’ente»83; ad 
una società di grandi dimensioni erano dunque richiesti un dispendio di 
risorse ingente e meccanismi di prevenzione particolarmente articolati. 
Le Federal Sentencing Guidelines, quindi, operavano tanto ex post, 
attraverso la “spada di Damocle” di una pena pecuniaria imponente, 
quanto ex ante, introducendo sistemi diretti ad influire sulla formazione 
delle regole di comportamento interne alla società84, volte a mutare la 
natura e le abitudini operative di ogni singola realtà imprenditoriale nel 
tentativo di incidere sensibilmente in quell’economia tanto florida ed 
                                                 
81 Sulla portata punitiva delle sanzioni pecuniarie nel sistema americano si veda E. GILIOLI, 
La responsabilità penale delle persone giuridiche negli Stati Uniti, cit., p. 49 s., ove esplicitamente 
afferma che il giudice ben può irrogare una sanzione pecuniaria in misura tale da poter far 
fallire la società. 
82 Del resto, come è stato da taluni Autori ricordato «l’ente ad impossibilia non tenetur». Cfr. R. 
RAZZANTE-F. TOSCANO, La responsabilità amministrativa, cit., p. 43. 
83 Federal Sentencing Guidelines, Chapter 8, cit., p. 505, ove testualmente si afferma che «the 
formality and the scope of actions that an organisation shall take to meet the requirements of this guidelines, 
including the necessary features of the organization’s standars and procedures, depend on the size of the 
organization». 
84 C. DE MAGLIE, Sanzioni pecuniarie, cit., p. 123 s. 
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§ 2.3. GLI ANTECEDENTI CONTINENTALI: SOCIETAS DELINQUERE ET 
PUNIRI POTEST… 
 
§ 2.3.1. (SEGUE): … NELL’ORDINAMENTO OLANDESE. 
 
Se agli ordinamenti di common law  deve essere riconosciuto il ruolo di 
ideatori dei primi meccanismi di imputazione dell’illecito dell’intraneo 
alle persone collettive di appartenenza, ai Paesi Bassi deve essere 
attribuito il merito di essere stati i precursori del futuro sviluppo 
giuridico europeo; in tale ordinamento, infatti, le primissime normazioni 
sul tema risalgono al XIX secolo, seguite da ulteriori provvedimenti già 
dal 1950, tra i quali assume preminente rilievo la legge sui reati economici 
- la cosiddetta Wet op de Economiche Delicten85. Affermazioni di 
responsabilità che, seppure embrionali e limitate a specifici settori, 
                                                 
85 J. A. E. VERVAELE, La responsabilità penale della persona giuridica nei Paesi Bassi. Storia e sviluppi 
recenti, in F. PALAZZO (a cura di), Societas puniri potest. La responsabilità da reato degli enti collettivi,  
Padova, 2003, p. 151, il quale ricorda come alla citata legge quadro si siano aggiunte più di 
cento leggi disciplinanti la materia socio-economica. Attenzione particolare merita l’art. 15 
WED, il quale, riportato dallo stesso Autore, recita:  
«1. Se un delitto economico è commesso da o in nome di una persona giuridica, di una 
società, associazione di persone o fondazione, ne vengono perseguite sia le persone giuridiche, 
società, associazioni, fondazioni, sia coloro che hanno dato l’ordine o che hanno 
effettivamente diretto l’atto illecito o l’omissione. 
2. Un delitto economico è commesso, tra l’altro, da o in nome di una persona giuridica, di 
una società, di un’associazione di persone o di una fondazione se è commesso da persone che, 
sia in ragione di un’attività remunerata, sia per altre ragioni, agiscono nella sfera della persona 
giuridica della società, dell’associazione o della fondazione, indipendentemente dal fatto che 
queste persone abbiano commesso ciascuna individualmente un delitto economico o che 
presentino insieme gli elementi del delitto. 
3. Se iniziative giudiziarie sono intraprese contro una persona giuridica, una società, 
un’associazione, di persone o una fondazione, queste ultime sono rappresentate nel corso dei 
procedimenti dall’amministratore e, se ve ne sono diversi, da uno di loro. Il rappresentante può 
comparire a mezzo di un procuratore legale. Il tribunale può ordinare la comparizione 
personale di un determinato amministratore; allo stesso modo, può assegnare un mandato di 
accompagnamento. 
4. Se azioni giudiziarie sono intraprese contro una persona giuridica, una società, 
un’associazione di persone o una fondazione, è applicabile l’art. 538, secondo comma, del 
Codice di procedura penale». 
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tuttavia sono indicative della sensibilità e della pragmaticità 
dell’ordinamento olandese rispetto alla questione dei crimini d’impresa. 
La disciplina si estese definitivamente nel 1976 con l’introduzione 
dell’art. 51 del codice penale olandese, il quale introdusse una 
responsabilità per gli enti collettivi «a spettro totale»86, riferita cioè a 
qualsiasi fattispecie di reato. A tale generalizzazione non corrispose, 
tuttavia, una precisa determinazione dei criteri attributivi della 
responsabilità, tanto sotto il profilo oggettivo, quanto sotto il profilo 
soggettivo; mancanza, questa, alla quale dovettero progressivamente 
sopperire dottrina e giurisprudenza87.  
Il risultato di tale sforzo elaborativo fu il cosiddetto criterio del 
potere-accettazione. Il paradigma del potere si riferiva alla concreta 
possibilità d’azione della persona giuridica; se il fatto illecito si collocava 
al di fuori della sfera di influenza e di controllo dell’ente questo non 
poteva essere ritenuto responsabile, in quanto soggetto estraneo al reato. 
L’ambito di responsabilità dell’ente veniva dunque limitato, attraverso il 
criterio del potere, alle sole attività riconducibili al quotidiano operare 
dell’impresa; ed, in un secondo momento, tale ambito era ulteriormente 
ristretto dal criterio dell’accettazione, attraverso il quale diveniva 
possibile «delimitare le condotte illecite rilevanti a quelle che sono state, 
anche solo in modo ufficioso, approvate da parte dell’ente collettivo»88. 
Al dirigente era dunque attribuita la responsabilità per gli illeciti 
commessi nel contesto d’impresa in virtù di un potere-dovere giuridico 
di intervenire per la prevenzione degli illeciti stessi. Posizione soggettiva 
derivante dalla pregressa conoscenza di fattori idonei a far presumere 
una potenziale commissione del reato, la quale non doveva avere ad 
oggetto circostanze necessariamente riferibili al fatto medesimo, ma 
anche elementi che, in via indiretta, potevano lasciar ragionevolmente 
supporre tale rischio. 
La dottrina ha poi sottolineato come la persona giuridica non solo 
rispondeva nelle ipotesi di massima accettazione, date dalla vera e 
propria autorizzazione da parte di un organo ufficiale della persona 
giuridica, ma altresì nel caso di comportamenti illeciti posti in essere da 
                                                 
86 Cfr. G. DE VERO, La responsabilità penale, cit., p. 88. 
87 Sempre, G. DE VERO, La responsabilità penale, cit., p. 88 s. 
88 E. PAVANELLO, La responsabilità penale delle persone giuridiche di diritto pubblico nell’ordinamento 
olandese, in La responsabilità amministrativa delle società e degli enti, 2006, (3), p. 132. 
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soggetti non aventi una posizione aziendale qualificata, ossia da persone 
collocate in posizione subordinata. In quest’ultimo caso diveniva 
sufficiente dimostrare come le azioni di quegli individui si fossero 
realizzate nel “contesto sociale” dell’organizzazione89.   
Per quanto atteneva, invece, al profilo soggettivo, l’attenzione venne 
rivolta alla determinazione della qualifica di agente, che si ebbe attraverso 
due fondamentali pronunce della Hoge Raad. Trattasi, nello specifico, 
della sentenza Ijzerdraad e della sentenza Kabeljauw. Con la prima 
pronuncia la Corte affermava che «tutti i fatti colposi realizzati all’interno 
di una impresa non (potevano) essere considerati come rientranti 
nell’ambito della responsabilità dell’imprenditore, se non (erano) collocati 
nella sfera di potere di quest’ultimo e non (erano) stati accettati in modo 
generale»90, mentre, con la seconda sentenza, la Hoge Raad ampliava 
l’ambito dei comportamenti rilevanti, introducendo il criterio del 
“comportamento funzionale”, per il quale diveniva sufficiente ad 
inquadrare la responsabilità della persona giuridica un fatto della persona 
fisica concorrente con «una funzione sociale all’interno della persona 
giuridica in questione»91.  
 
 
§ 2.3.2. (SEGUE): … NELL’ORDINAMENTO FRANCESE. 
 
Così come è stato osservato per l’ordinamento olandese, anche quello 
francese vide un’univoca affermazione di una responsabilità tipicamente 
penale delle persone giuridiche. 
Sebbene le fattispecie di reato individuate fossero numerose fin 
dall’entrata in vigore del nuovo codice penale nel 1994, il quale 
prevedeva il principio di specialità92, con la l. n. 204 del 2004 - Loi Perben 
                                                 
89 Sul punto si veda C. DE MAGLIE, L’etica, cit., p. 182, la quale ricorda come il citato 
concetto non sia per nulla tassativo e come sia apostrofato “oscuro ed indefinibile” dalla 
dottrina. 
90 J. A. E. VERVAELE, La responsabilità penale, cit., p. 149. 
91 J. A. E. VERVAELE, La responsabilità penale, cit., p. 149. L’Autore afferma che in queste 
sentenze deve ravvisarsi l’origine della teoria della qualità funzionale dell’autore, attraverso la 
quale «le azioni o le omissioni delle persone fisiche sono attribuite (compreso l’elemento 
psicologico) alla persona giuridica; ciò permette di attribuire la qualità di autore alla persona 
giuridica». 
92 S. GIAVAZZI, La responsabilità penale delle persone giuridiche: dieci anni di esperienza francese. Parte 
I., in Riv. trim. dir. pen. ec., 2005, (3), p. 604 ricorda come «a titolo di esempio, il titolo III del 
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II - si introdusse l’opposto principio di generalità, per il quale la 
responsabilità degli enti poteva configurarsi per qualsiasi illecito. L’art. 
121-2 c.p. dispone, infatti, che l’ascrizione della responsabilità penale 
all’ente è condizionata alla commissione del reato - senza ulteriori 
specificazioni - ad opera degli organi dell’ente medesimo, ovvero dei 
rappresentanti della persona giuridica per conto della stessa.  
La locuzione “pour compte” appare molto elastica, quasi priva di un 
perimetro concettuale proprio, così da poter essere adattata alle 
circostanze del caso concreto. A tale indeterminatezza legislativa dottrina 
e giurisprudenza hanno dovuto sopperire, tentando di individuare il 
possibile contenuto di questo criterio dai contorni estremamente vaghi. 
Le soluzioni dottrinali proposte sono molteplici; taluni Autori hanno 
sostenuto che il reato deve ritenersi commesso «per conto» dell’azienda 
nel caso in cui il reo abbia agito non solo «in nome», bensì anche 
«nell’interesse» della stessa. Altri hanno interpretato, quale equivalente 
del citato canone, il «vantaggio economico effettivo o potenziale»93, 
consistente in una mancata perdita, ovvero in un profitto. Infine, altri 
ancora hanno assunto come parametro il «vantaggio non economico». La 
giurisprudenza ha adottato, invece, un criterio di congruità tra illecito e 
attività dell’ente. I giudici francesi non assumono come rilevante il 
rapporto reato-azienda valutato ex post, bensì la situazione esistente 
antecedentemente alla commissione del fatto. La finalità del processo, 
pertanto, sarà quella di verificare l’an ed il quomodo di una agevolazione 
del reato in virtù della peculiare organizzazione e del funzionamento 
della società94. 
                                                                                                                            
codice penale relativo ai reati contro il patrimonio prevede espressamente la responsabilità 
delle persone giuridiche per il 90% dei reati, mentre il libro II, consacrato ai reati contro la 
persona, la prevede per il 36% dei reati». La stessa Autrice rileva tuttavia talune lacune e 
incoerenze. Il riferimento è qui alla mancata repressione dei reati societari, così come dei delitti 
finanziari e ai principali reati fiscali. 
93 Vantaggio che può essere materiale, morale, attuale o eventuale. Così, C. DE MAGLIE, 
L’etica, cit., p. 208. 
94 Le diverse posizioni dottrinali e la soluzione giurisprudenziale sono analizzate da S. 
GIAVAZZI, Brevi riflessioni sulla responsabilità penale delle persone giuridiche in Francia, in La 
responsabilità amministrativa delle società e degli enti, 2007, (1), p. 85 s. L’Autrice sottolinea che 
«quando il reato nasce dall’esecuzione di regole interne, espressione della politica d’impresa, 
l’organizzazione […] diventa la “prova” della relazione casuale tra fatto di reato e persona 
giuridica. Tale collegamento è qualificato da un’occasionalità necessaria del reato, commesso 
nell’ambito o grazie all’organizzazione dell’ente, avvalendosi delle strutture, delle risorse, delle 
forze o del potere dell’organizzazione dell’ente». C. E. PALIERO, Dalla vicariuos liability, cit., p. 
438 s. sottolinea la differenza tra le posizioni assunte dalla giurisprudenza di merito francese e 
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Questo meccanismo di imputazione estremamente lineare individua la 
cosiddetta responsabilità par ricochet, ossia una responsabilità per 
rappresentazione, attraverso la quale il reato commesso dagli organi o dai 
rappresentanti si riflette automaticamente sulla persona giuridica, 
considerata «effettivo motore del reato»95. Parametro che, dunque, non 
ammette la benché minima possibilità per l’ente di addurre a propria 
discolpa elementi organizzativi idonei ad una riduzione, se non 
addirittura ad una totale esclusione, della responsabilità96, come 
diversamente avviene nel sistema italiano. Il sistema francese di 
responsabilizzazione delle personnes morales sembra, dunque, essersi 
ispirato ad una logica propria degli ordinamenti civili di common law. 
L’esercizio del potere punitivo, infatti, esplica l’ulteriore effetto di 
deterrence. Il meccanismo, più che normativo, è psicologico: attraverso la 
minaccia della sanzione a carico dell’ente, si inducono i soggetti in esso 
operanti a mantenere una condotta lecita. 
Ai sensi dell’art. 121-2 del Code penal, i soggetti che rilevano - ossia le 
cui condotte illecite possono determinare la penale responsabilità 
dell’ente - sono gli “organi” e “rappresentanti”97. Sul punto deve 
semplicemente affermarsi come la giurisprudenza d’oltralpe abbia 
adottato un’interpretazione dei vocaboli teleologicamente orientata, 
evitando così che rigidi formalismi linguistici potessero condurre ad 
ipotesi di non assoggettabilità degli enti a responsabilità penale. Il criterio 
adottato a tal fine può ricondursi alla presenza, o meno, in capo ai singoli 
                                                                                                                            
quelle proprie della Court de Cassation. Mentre la prima «ha sostenuto la necessità di individuare 
una forma di colpevolezza “propria” dell’ente, enucleando una serie di criteri che sono stati 
identificati, di volta in volta, nel perseguimento di una politica d’impresa finalizzata all’utilità 
economica da conseguirsi ad ogni costo, nella mancata vigilanza degli organi di controllo sulla 
gestione, oppure ancora nella negligenza nello svolgimento dei compiti istituzionali dell’ente», 
diversamente, secondo la Corte di Cassazione, «per affermare la responsabilità dell’ente è 
sufficiente che la persona fisica intranea alla società rivesta la qualifica di 
organo/rappresentante e che sia possibile fondare un giudizio di sussistenza in capo all’agente 
dell’elemento soggettivo del reato commesso». 
95 S. GIAVAZZI, Brevi riflessioni, cit., p. 78. 
96 Sempre C. E. PALIERO, Dalla vicariuos liability, cit., p. 436 evidenzia come la 
responsabilità dell’ente collettivo nel sistema francese, stante la sufficienza dell’elemento 
teleologico della condotta, sia una responsabilità tipicamente oggettiva. Carattere, quest’ultimo, 
accentuato dalla ricordata mancanza di possibilità probatoria in ordine a circostanze esimenti. 
97 Il primo termine è riferito agli organi cosiddetti “di diritto”, quali l’assemblea generale, il 
consiglio di amministrazione, il direttorio, il consiglio di sorveglianza, il consiglio municipale. 
Mentre con il termine “rappresentanti”, il riferimento è alla figura individuale di gestore, 
presidente, direttore generale, sindaco. Cfr. C. DE MAGLIE, L’etica, cit., p. 205. 
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soggetti, lato sensu intesi, di un effettivo potere di gestione, attraverso il 
quale si ammette che gli stessi abbiano una effettiva e concreta possibilità 
di incidere sensibilmente sulla condotta dell’ente98. 
L’esigenza di non consentire possibili esclusioni di responsabilità 
costituisce il punto di partenza dell’intero dibattito circa la colpevolezza 
dell’ente, ossia circa i criteri soggettivi di imputazione. La responsabilità 
par ricochet, attraverso la quale la responsabilità del soggetto individuale 
viene di fatto automaticamente traslata sul soggetto collettivo, necessita, 
a tal fine, di una preventiva verifica dell’elemento psicologico della 
persona fisica agente; conseguentemente, si atteggia ad imprescindibile 
presupposto l’individuazione della persona fisica responsabile. Allora, 
laddove questi non dovesse essere identificato, un’applicazione letterale 
del citato criterio porterebbe all’impossibilità di muovere un rimprovero 
all’ente, venendosi quindi a creare talune zone franche.  
La giurisprudenza della Cassazione francese ha dovuto pertanto 
ammettere che in talune ipotesi la responsabilità dell’ente collettivo non 
avrebbe dovuto necessariamente presentare come presupposto 
indefettibile l’individuazione e la verifica dello status psicologico del 
soggetto agente. Posizione questa incoraggiata anche dalla dottrina, la 
quale aveva elaborato una serie di teorie volte ad una rilettura del dettato 
normativo99. 
In definitiva, il canone distintivo tra le fattispecie di reato per le quali è 
ammissibile una responsabilità della persona giuridica prescindendo 
dall’individuazione della persona fisica e quelle in cui ciò non risulta 
possibile è dato dall’elemento soggettivo richiesto dalla singola norma 
incriminatrice; in particolare, la giurisprudenza si è orientata nel senso di 
                                                 
98 Sul punto si veda S. GIAVAZZI, La responsabilità penale, cit., p. 608 ss. 
99 Sempre, S. GIAVAZZI, La responsabilità penale delle persone giuridiche: dieci ani di esperienza 
francese. Parte II, in Riv. trim. dir. pen. ec., 2005, (4). L’Autrice ricorda la tesi di Frédéric Desportes, 
il quale, nonostante fosse apertamente contrario ad una responsabilità autonoma dell’ente, 
ammetteva comunque che ciò risultasse possibile, laddove il reato commesso richiedesse una 
mera colpa specifica, cosicché la materialità del fatto, congiunta ad un’assenza di costrizione, 
fossero sufficienti a fondare la condanna dell’ente. Jean Pradel riteneva, invece, configurabile 
una risposta dell’ordinamento contro la sola persona giuridica in due diverse ipotesi: quando il 
reato fosse commesso da un organo collegiale, sì da rendere impossibile l’individuazione di un 
singolo individuo responsabile, nonché quando la lievità dell’illecito commesso dall’organo o 
dal dirigente non avrebbe condotto il pubblico ministero all’esercizio dell’azione penale nei 
confronti della persona fisica. Ancora si ricorda la tesi di Saint-Pau, basata sul criterio del così 
detto faute diffuse, per il quale diviene possibile configurare un illecito della sola persona 
giuridica senza che vi sia un fatto tipico dell’organo o del rappresentante. 
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riconoscere l’autonomia della responsabilità solo ed esclusivamente per 
quei reati di natura colposa, nei quali vi sia una violazione di un dovere di 
diligenza che i soggetti apicali avevano il compito di far rispettare. Per le 
fattispecie di reato dolose, invece, l’individuazione dell’autore del reato 
resta condizione indispensabile per il corretto funzionamento del criterio 
della responsabilità par ricochet100. 
 
 
§ 2.3.3. (SEGUE): … NELL’ORDINAMENTO SPAGNOLO. 
 
Il sistema di responsabilità delle persone giuridiche iberico, tra i vari 
finora descritti, risulta essere quello maggiormente affine all’esperienza 
giuridica italiana; la vicinanza attiene, per un verso, agli ostacoli 
dogmatici al superamento del principio societas delinquere non potest e, per 
altro verso, agli strumenti punitivi adottati. Ciò nonostante, è possibile 
affermare che lo sviluppo esegetico-normativo sia stato, tra le due 
legislazioni, diacronico. 
Il punto di svolta per l’ordinamento spagnolo è rappresentato dalla ley 
organànica n. 5/2010101. Antecedentemente a tale provvedimento, era il 
dogma penalistico ad accomunare le due esperienze: anche in Spagna, il 
principio si fondava, in un primo momento, sulla concezione della 
persona giuridica come fictio, poi, sulla ritenuta impossibilità di coniugare 
i principi di colpevolezza e di personalità della pena alla struttura 
incorporale degli enti collettivi. Il tratto distintivo era invece 
rappresentato dal mezzo attraverso il quale procedere alla 
responsabilizzazione dell’ente: trattavasi delle cosiddette consecuencias 
accessorias, che incardinavano un modello di responsabilità sussidiaria 
dell’ente102. 
Con la ley orgànica citata, invece, l’affinità si inverte: il legislatore 
spagnolo, da un lato, esplicita la natura penale della responsabilità degli 
enti collettivi. Dall’altro lato, elabora un “doppio binario” di imputazione 
del reato all’ente: come nel modello italiano, ad una responsabilità 
                                                 
100 Sul punto, C. E. PALIERO, Dalla vicarius liability, cit., p. 437 s. 
101 Il provvedimento è disponibile sul sito http://www.boe.es/boe/dias/06/23/pdfs/BOE-A-
2010-9953.pfd. 
102 Sul punto, C. E. PALIERO, Dalla vicarius liability, cit., p. 429. 
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commissiva per il reato dell’apicale, si affianca una responsabilità 
omissiva per omesso controllo sulla condotta del subordinato.  
La soluzione accolta nell’ordinamento in discussione deriva dai dubbi 
e obiezioni che già da tempo si sollevavano a più voci in dottrina. Gli 
interrogativi in ordine alla persistenza del dogma penale si fondavano sui 
molteplici interventi comunitari e sull’entrata in vigore del nuovo codice 
penale nel 1995. Più precisamente, il divario ermeneutico si focalizzava 
sulla portata del nuovo art. 129103. 
La novella codicistica era considerata da una parte della dottrina 
rivoluzionaria; altra parte, invece, affermava che la citata disposizione 
non avesse introdotto nell’ordinamento spagnolo sanzioni diverse ed 
estranee rispetto a quelle precedentemente previste, essendosi il 
legislatore limitato ad una condensazione delle misure sanzionatorie in 
un’unica norma104.  
L’attenzione si focalizzava, dunque, sulla questione della natura 
giuridica delle menzionate consecuencias accesorias previste dall’art. 129 c.p. 
Taluni Autori affermavano che la persistenza del principio societas 
delinquere non potest si risolveva in una vera e propria «ipocrisia 
dogmatica»105, poiché le sanzioni previste all’art. 129 c.p. presentavano 
caratteri tipicamente penali.  
                                                 
103 Articolo 129 c.p. spagnolo: «1. Il Giudice o Tribunale, nei casi previsti in questo codice, 
e previa audizione dei titolari o dei loro rappresentanti legali, potrà imporre, motivatamente, le 
seguenti conseguenze: 
a) chiusura dell’impresa, dei suoi locali o stabilimenti, con carattere temporaneo o 
definitivo. La chiusura temporanea non potrà eccedere i cinque anni. 
b) scioglimento della società, associazione o fondazione. 
c) sospensione delle attività della società, impresa, fondazione o associazione per un 
periodo che non potrà eccedere i cinque anni. 
d) proibizione di realizzare in futuro attività, operazioni commerciali o negozi del tipo di 
quelli nel cui esercizio sia stato commesso , favorito o coperto il delitto. Se avrà carattere 
temporaneo, il periodo di proibizione non potrà eccedere i cinque anni. 
e) amministrazione controllata dell’impresa per salvaguardare i diritti». 
Disposizione riportata da B. DEL ROSAL BLASCO-I. PÉREZ VALERO, Responsabilidad penal 
de las personas jurídicas y consecuencias accesorias en el Código penal español, in J. HURTADO 
POZO-B. DEL ROSAL BLASCO-R. SIMONS VALLEJO (a cura di), La responsabilidad criminal de 
las personas jurídicas: una perspectiva comparada, Valencia, 2001, p. 28. 
104 L. A. ZAPATERO, Persone giuridiche e responsabilità penale in Spagna, in F. PALAZZO (a cura 
di), Societas puniri potest, cit., p. 185. 
105 L. R. RAMOS, Nuevos aspectos dogmáticos y procesales del Principio «Societas 
delinquere potest», in J. HURTADO POZO-B. DEL ROSAL BLASCO-R. SIMONS VALLEJO (a cura 
di), La responsabilidad criminal de las personas jurìdicas, cit., p. 167. 
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In particolare, siffatta natura delle pene de quibus veniva desunta dalla 
oggettiva impossibilità di ricondurre le medesime ad altre fattispecie 
sanzionatorie presenti nell’ordinamento spagnolo. Doveva escludersi la 
loro ascrivibilità agli strumenti riparatori civili, essendo il tratto tipico di 
questi ultimi la finalizzazione al riequilibrio patrimoniale; finalità per 
nulla ravvisabile nelle consecuencias accessorias. Nemmeno costituivano 
sanzioni amministrative, poiché collocate al di fuori di tale ramo 
ordinamentale, essendo previste dal Codice penale, comminate dal 
giudice penale come conseguenza di un’infrazione penale, nel corso di un 
procedimento penale e orientate ad una finalità punitiva. Ancora, 
nemmeno la qualificazione di “conseguenze giuridiche preventivo-
riaffermative” sprovviste della natura di sanzione appariva ammissibile, 
dato che, laddove così fosse stato, non vi sarebbe stata ragione di 
estendere a queste il regime di garanzie costituzionali previste per il 
diritto sanzionatorio. Secondo tali Autori, l’unica soluzione plausibile, 
dunque, era la riconduzione alla categoria delle pene criminali, dovendosi 
riconoscere che il delitto commesso dal rappresentante di una persona 
giuridica potesse essere imputato, altresì, a quest’ultima106. 
Diversamente, altri giuristi sostenevano che le conseguenze accessorie 
previste all’art. 129 non potessero essere pene stricto sensu intese, in 
quanto la tipica sanzione penale richiede, per la sua applicazione, non la 
sola previsione normativa, ma altresì un quid pluris dato dalla 
colpevolezza, che non può riferirsi alle persone giuridiche, in quanto non 
in grado di «realizzare il proibito o di omettere il dovuto»107. Simile 
impostazione si fondava - da un punto di vista sistematico - sulla 
considerazione che le consecuencias accessorias previste dal Codice non erano 
comminate all’ente in ragione della riconducibilità della condotta 
delittuosa alla persona giuridica medesima, bensì della pericolosità della 
struttura organizzativa. Sostenevano, precisamente, che «la commissione 
[…] di un fatto delittuoso non è niente più che una condizione 
necessaria per applicare una delle misure, però tuttavia non è sufficiente, 
poiché l’unica giustificazione della sua imposizione è lo stato di 
                                                 
106 L’incompatibilità delle conseguenze accessorie ex art. 129 c.p. spagnolo con le ricordate 
fattispecie sanzionatorie e la sola riconducibilità delle medesime alla pene tipicamente criminali 
è sviluppata da J. M. ZUGALDÌA ESPINAR, La responsabilidad penal de empresas, fundaciones y 
asociaciones, Valencia, 2008, p. 190 ss. 
107 Sempre, B. DEL ROSAL BLASCO-I. PÉREZ VALERO, Responsabilidad penal, cit., p. 38 s. 
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pericolosità dell’ente ed il pronostico che dallo stesso possa derivare 
probabilmente la commissione di futuri atti criminali analoghi o simili a 
quelli già accaduti»108.  
La disputa dottrinale non venne sopita nemmeno dall’entrata in vigore 
della ley orgànica 15/2003, la quale si limitò ad introdurre una forma di 
responsabilità civile dell’impresa per i reati commessi dall’amministratore 
di diritto o di fatto nell’interesse della societas. Qualora all’autore del reato 
fosse stata applicata la pena della multa, il citato provvedimento 
prevedeva la responsabilità solidale della persona giuridica109, 
analogamente al meccanismo previsto dall’art. 197 c.p. italiano. 
Come ricordato, il punto di svolta è rappresentato dalla ley orgànica 
5/2010, la quale ha fornito una specifica disciplina della responsabilità 
delle persone giuridiche, condensata nell’art. 31 bis del Còdigo penal. 
Imposta dai numerosi obblighi internazionali contratti e dalle carenze 
che connotavano la disciplina fino ad allora prevista dal codice penale110, 
la revisione dei meccanismi di imputazione della responsabilità da reato 
al soggetto collettivo ha seguito, come precedentemente accennato, una 
duplice via. Innanzitutto, il novellato primo comma dell’art. 31 bis del 
codice penale spagnolo sancisce ora la responsabilità esplicitamente penale 
della persona giuridica per i delitti commessi in suo nome o per conto 
della stessa e a suo vantaggio dai suoi rappresentanti legali e 
amministratori di fatto o di diritto111. La fattispecie ricalca il meccanismo 
imputativo fondato sulla teoria della immedesimazione organica. La 
posizione qualificata dell’autore del reato all’interno della struttura 
societaria, l’eziologia tra la condotta dello stesso ed il beneficio per l’ente 
consentono di ascrivere la condotta del singolo alla persona collettiva. 
                                                 
108 B. DEL ROSAL BLASCO-I. PÈREZ VALERO, Responsabilidad penal de las personas 
jurìdicas, cit., p. 36. 
109 Sul punto, F. GANDINI, La ley orgànica 5/2010 e la responsabilità penale delle persone 
giuridiche in Spagna, in La responsabilità amministrativa delle società e degli enti, 2011, (1), p. 31. 
110 Ley orgànica 5/2010, preàambulo, I, cit., p. 1, ove si afferma: «por un lado, España tiene 
contraìdas obligaciones internacionales, especialmente en el àmbito de la armonizaciòn jurìdica 
europea, que exigen adaptaciones - a veces de considerable calado - de nuestras normas 
penales. Por otro, la experiencia aplicativa del Còdigo ha ido poniendo en evidencia alguna 
carncias o desviaciones que es preciso tratar de corregir». 
111 Art. 31 bis, comma 1, primo paragrafo, codice penale: «En los supuestos previsto en este 
Còdigo, las personas juridicas seràn penalmente responsables de los delitos cometidos en nombre o por cuenta de 
las mismas, y en su provecho, por sus representantes legales y administradores de hecho o de derecho».  
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 
PROFILI SOSTANZIALI E PROCESSUALI 
 35 
La rimproverabilità dell’ente non è, tuttavia, estesa ad ogni fattispecie 
di illecito. L’incipit della disposizione («En los supuestos previstos en este 
Còdigo…») formalizza il principio di specialità, sicché la responsabilità 
dell’ente si incardina solo ove il codice penale colleghi esplicitamente tale 
effetto alla commissione di un determinato delitto112. 
La seconda ipotesi che legittima la punizione dell’ente concerne le 
«infrazioni propiziate dal non aver esercitato la persona giuridica il 
dovuto controllo sui suoi impiegati, dovendosi tuttavia tenere in 
considerazione le circostanze del caso concreto al fine di evitare una 
lettura meramente oggettiva di tale regola di imputazione»113. Il controllo 
cui la disposizione codicistica si riferisce sembra doversi concretizzare in 
uno strumento analogo ai modelli di organizzazione e gestione previsti 
dal d.lgs. n. 231 del 2001.  
Un esplicito richiamo a tali strumenti si rinviene, nella legislazione 
spagnola, al comma 4, lett. d dell’art. 31 bis, il quale li annovera tra gli 
elementi in grado di configurare una circostanza attenuante della 
responsabilità dell’impresa. Il riferimento, dunque, è esclusivamente a 
modelli organizzativi post factum, i quali - al fine dell’attenuazione della 
responsabilità - devono comunque essere adottati prima dell’inizio del 
dibattimento114. La portata estremamente generica del riferimento alle 
«circostanze del caso», contenuto nel comma 1, secondo paragrafo 
dell’art. 31 bis consente, tuttavia, di ritenere che siffatti strumenti 
operativi possano svolgere anche una funzione esimente, ove adottati 
anteriormente alla commissione dell’illecito. Funzione esimente che sarà 
esplicabile solo nelle ipotesi di reato commesso dal dipendente, essendo, 
come anticipato, la responsabilità della persona giuridica per il reato 
commesso dall’apicale fondata solo ed esclusivamente sull’applicazione 
della teoria organicistica. In tale ultima evenienza, la compliance dell’ente 
                                                 
112 Per l’elencazione dei delitti che possono fondare la responsabilità della persona giuridica 
si rinvia a F. GANDINI, La ley orgànica, cit., p. 34, nota 29. 
113 Ley organica 5/2010, Preàambulo, VII, cit., p. 4. 
114 Art. 31 bis, comma 4: «Sòlo podràn considerarse circunstancias atenuantes de la responsabilidad 
penal de las personas jurìdicas haber realizado, con posterioridad a la comisiòn del delito y a través de sus 
representantes legales, las siguientes actividades: […] d) haber establecido, antes del comienzo del juicio oral, 
medidas eficaces para prevenir y descubrir los delitos que en el futuro pudieran cometerse con los medios o bajo la 
cobertura de la persona juridica». 
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§ 3. IL PANORAMA ITALIANO: UN NECESSARIO CAMBIO DI 
PROSPETTIVA. 
 
Il sistema di responsabilità delle persone giuridiche introdotto dal 
d.lgs. 8 giugno 2001, n. 231 rappresenta, senza dubbio alcuno, uno 
strumento rivoluzionario per l’ordinamento giuridico italiano. Tuttavia, 
se la fermezza granitica del principio societas delinquere non potest è stata, da 
un lato, sicuramente scalfita dall’entrata in vigore del citato 
provvedimento, dall’altro, la ritrosia del legislatore al riconoscimento 
formale in capo agli enti collettivi di una responsabilità propriamente 
penale impedisce – o quantomeno fortemente ostacola – d’affermare 
pacificamente che il principio medesimo sia, ad oggi, definitivamente 
superato116.  
Paradigmatica di tale incertezza è la vexata questio circa la natura della 
responsabilità della societas introdotta ad inizio millennio. Una questione 
altamente dibattuta, ma che, ad oggi, a parere di chi scrive, può dirsi 
ormai superata; che la responsabilità degli enti prevista dal decreto 
legislativo abbia natura penale è ormai opinione maggioritaria117 e 
                                                 
115 Volendo, in queste pagine, limitare il discorso comparatistico ai tratti generali dei diversi 
sistemi, per talune osservazioni sugli ulteriori temi inerenti la nuova legislazione spagnola - 
quali l’autonomia della responsabilità dell’ente, la non incidenza delle vicende modificative della 
struttura societaria, gli aspetti sanzionatori - si rinvia a G. GANDINI, La ley orgànica, cit., p. 29 
ss. 
116 Tra i vari, ancora ritiene che gli enti collettivi non siano penalmente capaci G. 
RUGGIERO, voce Capacità penale, in Dig. disc. pen., Tomo I, Torino, Agg. 2008, p. 40. E che il 
d.lgs. n. 231 del 2001 rappresenti una rottura con il passato, ma che non sia stato idoneo ad 
una rivisitazione degli «invalicabili principi penalistici» è sostenuto da G. MARINUCCI, “Societas 
puniri potest”: uno sguardo sui fenomeni e sulle discipline contemporanee, in Riv. it. dir. proc. pen., 2002, 
(4), p. 1199. 
117 Tra i tanti, si ricordano G. AMARELLI, Crisi del diritto penale societario e prospettive di riforma, 
in A. DE VITA (a cura di), Il nuovo sistema sanzionatorio del diritto penale dell’economia: 
decriminalizzazione e problemi di effettività, Napoli, 2002, p. 245 ss.; C. DE MAGLIE, In difesa della 
responsabilità penale delle persone giuridiche, in Cass. pen., 2003, (2), p. 349 ss.; P. FERRUA, Le insanabili 
contraddizioni nella responsabilità dell’impresa, in Dir. giust., 2001, (29), p. 8 ss.; E. MUSCO, Le imprese 
a scuola di responsabilità tra pene pecuniarie e misure interdittive, in Dir. giust., 2001, (23), p. 8 ss; A. 
MANNA, La c.d. responsabilità amministrativa delle persone giuridiche: il punto di vista del penalista, in 
Cass. pen., 2003, (3), p. 1101 ss.; C. E. PALIERO, La responsabilità penale della persona giuridica, cit., 
p. 17 ss.; G. PAOLOZZI, Vademecum per gli enti sotto processo, Torino, 2005; A. TRAVI, La 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 
PROFILI SOSTANZIALI E PROCESSUALI 
 37 
condivisibile. Il vero quesito riguarda i profili di compatibilità 
costituzionale118 di siffatta natura, soprattutto con riguardo al 
precedentemente citato119 principio di personalità della responsabilità 
penale. Per meglio dire, ciò che si vuol qui sottolineare è che i termini del 
discorso sono ormai mutati120; se agli albori del sistema introdotto nel 
2001 l’esigenza era quella di individuare quale tipologia di responsabilità 
potesse essere compatibile con il dettato costituzionale121, ora, 
diversamente, ciò che si rende necessario è individuare la via ermeneutica 
idonea a non rendere l’art. 27 Cost. un ostacolo insuperabile122 per la 
configurabilità della penale responsabilità degli enti per gli illeciti da 
questi commessi123.     
                                                                                                                            
responsabilità della persona giuridica nel D.Lgs. n. 231/2001: prime considerazioni di ordine amministrativo, 
in Le società, 2001, (11), p. 1305 ss. 
118 Sui profili costituzionali della responsabilità penale dell’impresa, si veda il contributo di 
F. BRICOLA, Lo statuto penale dell’impresa: profili costituzionali, in A. DI AMATO (diretto da), Trattato 
di diritto penale dell’impresa, Padova, 1990, p. 117 ss. 
119 Il rinvio è al § 1. del presente capitolo. 
120 Si ripropone, dunque, la questione della contrapposizione tra il diritto penale “classico” 
ed il diritto penale “moderno” ben illustrata da C. E. PALIERO, L’autunno del patriarca. 
Rinnovamento o trasmutazione del diritto penale dei codici?, in Riv. it. dir. proc. pen., 1994, (4), p. 1220 ss. 
In particolare, si ritiene che, ad oggi, debba essere la visione “moderna” del diritto penale ad 
avere preminenza, la quale «persegue come finalità precipua la prevenzione generalizzata: ad 
ogni costo e “a tutto campo”. In molti settori giuridici, “nuovi” ed anche “vecchi”, il diritto 
penale viene invocato e, spesso, conseguentemente utilizzato non come mezzo di risoluzione 
(preventiva) di specifici conflitti sociali, bensì come sistema di prevenzione (generalizzata) della 
conflittualità sociale». 
121 Occorre, tuttavia, precisare che già fin dai primi commenti si sollevarono voci contrarie 
all’attribuzione di eccessiva rilevanza alla questione de qua. D. PULITANÒ,  La responsabilità “da 
reato” degli enti: i criteri di imputazione, in Riv. it. dir. proc. pen., 2002, (2), p. 419, sottolineava come 
la formula utilizzata dal legislatore stesse ad indicare, contrariamente a quanto dai più ritenuto, 
il «sostanziale disimpegno dal problema classificatorio, risolto con la pura e semplice 
rilevazione della “novità” dell’istituto». 
122 F. BRICOLA, Il costo, cit., p. 1010 ss. Concordemente, M. ROMANO, Societas delinquere 
non potest, cit., p. 1036. Contra, F. D’URSO, Verso una novità “antica”: la responsabilità penale delle 
persone giuridiche, in Quad. cost., 2002, (4), p. 841, il quale afferma che vi sono elementi che 
«inducono a ritenere che l’art. 27 sia stato caricato di significati che non ha. […] Non vi è 
dubbio che l’art. 27 non afferma e non nega nulla riguardo alle persone giuridiche e ai loro 
crimini. L’aggettivo personale, con cui la Costituzione denota la responsabilità penale, ha 
fornito, questo è vero, un appiglio alle tesi negatrici, ma l’appiglio sembra essere basato su un 
equivoco di vecchie tradizioni». Concordemente, S. MOCCIA, Riflessioni sui nodi problematici della 
normativa in materia di criminalità economica, in Riv. trim. dir. pen. ec., 1997, (1), p. 17; A. 
ALESSANDRI, Note penalistiche, cit., p. 43, il quale fonda tale compatibilità sull’assunto che la 
punibilità delle persone giuridiche deve ormai svincolarsi da «ipostatizzazioni di schemi 
giuridici» ed ancorarsi, viceversa, a mere scelte di politica criminale. 
123 Tale mutamento è testimoniato pure dalla giurisprudenza di legittimità intervenuta sul 
punto. Se inizialmente la Corte di Cassazione, timorosa di una potenziale incompatibilità 
costituzionale in ragione delle interpretazioni oggi maggioritarie del principio de quo, ha 
affermato che «la nuova responsabilità, nominalmente amministrativa, dissimula la sua natura 
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§ 3.1. GLI ANTAGONISMI DOTTRINALI… 
 
Nonostante il chiaro sostegno alla penalità del sistema qui in esame, 
appare comunque opportuna una preliminare ricostruzione delle diverse 
posizioni dottrinali sul tema. Il “seme della discordia” si rinviene già 
dall’art. 1 comma 1 d.lgs. n. 231 del 2001, il quale riferisce di «illeciti 
amministrativi dipendenti da reato». All’evidenza, il legislatore ha coniato 
un’inopportuna miscellanea concettuale, la quale, come anticipato, ha 
dato luogo a nette divisioni dottrinali124: alla soluzione maggioritaria 
sopra ricordata si contrappongono, infatti, coloro che riconoscono 
carattere prettamente amministrativo alla responsabilità in esame ed altri, 
ancora, preferiscono assumere posizioni di compromesso, sostenendo 
l’avvenuta introduzione nel sistema giuridico nazionale di un cosiddetto 
tertium genus125. Soluzione, quest’ultima, che troverebbe il suo fondamento 
nella peculiare struttura della responsabilità ex crimine introdotta dal d.lgs. 
n. 231 del 2001, «caratterizzato, per quanto riguarda il nomen, da una 
strumentale qualificazione di “responsabilità amministrativa” e, per 
                                                                                                                            
sostanzialmente penale, forse sottaciuta per non aprire delicati conflitti con i dogmi 
personalistici dell’imputazione criminale» - la pronuncia della Corte è ricordata da L. 
PISTORELLI, Natura della responsabilità degli enti e criteri di imputazione oggettiva al vaglio dei giudici di 
legittimità, in La responsabilità amministrativa delle società e degli enti, 2006, (4), p. 121 ss - più di 
recente, la medesima Corte, nel dichiarare manifestamente infondata la questione di legittimità 
costituzionale per violazione degli artt. 3, 24, 27 Cost., ha affermato che, in ragione dei criteri 
di ascrizione oggettivi previsti dal d.lgs. n. 231 del 2001, l’ente risponde per fatto proprio, senza 
alcuna violazione del divieto di responsabilità per fatto altrui; e aggiunge che, in proposito, non 
si costruisce alcuna ipotesi di responsabilità oggettiva, essendo previsto dal decreto la necessità 
della sussistenza della cosiddetta colpa in organizzazione, ossia del deficit organizzativo per il 
quale il reato è altresì soggettivamente imputabile all’ente. Cfr. Cass., Sez. VI, 18 febbraio 2010, 
n. 27735, in Guida dir., 2010, (39), p. 98.  
124 Per una puntuale disamina delle ragioni poste a fondamento di ciascuna posizione, G. 
AMARELLI, Profili pratici della questione sulla natura giuridica della responsabilità degli enti, in Riv. it. dir. 
proc. pen., 2006, (1), p. 151 ss. 
125 Per una trattazione esaustiva delle ragioni che spingono taluni Autori a sostenere il c.d. 
tertium genus di responsabilità, si rinvia, tra i tanti, a S. BARTOLOMUCCI, Corporate governance e 
responsabilità delle persone giuridiche. Modelli preventivi ad efficacia esimente ex D.lgs. n. 231/2001, 
Milano, 2004; S. DI PINTO, La responsabilità amministrativa da reato degli enti. Profili sostanziali e 
ricadute sul piano civilistico, Torino, 2003, p. 17 ss.; A. FIORELLA-G. LANCELLOTTI, Le 
responsabilità dell’impresa per i fatti di reato. Commento alla legge 29 settembre 2000, n. 300 e al d.lgs. 8 
giugno 2001, n. 231. Presupposti della responsabilità e modelli organizzativi, Torino, 2004. Si veda altresì 
D. PULITANÒ, La responsabilità “da reato”, cit., p. 415 ss., il quale afferma che ci si trova «di 
fronte ad un sottosistema autonomo, entro il complesso di quello che può essere definito dalla 
dottrina come sistema punitivo, comprendente sia il diritto penale sia il sistema dell’illecito 
amministrativo». Si veda altresì L. STORTONI-D. TASSINARI, La responsabilità degli enti: quale 
natura? Quali soggetti?, in Ind. pen., 2006, (1), p. 8 ss. 
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quanto riguarda l’impianto concettuale di riferimento, la tipologia di 
sanzioni comminabili (di natura indubbiamente afflittiva) e l’apparato 
processuale, dal richiamo al sistema penale»126. 
Quanto alla posizione di coloro che ritengono la responsabilità degli 
enti di natura amministrativa, questa viene giustificata sulla base della 
supposta incompatibilità di taluni istituti con la matrice penale della 
responsabilità stessa. Si tratterebbe, specificamente, della formale 
definizione di responsabilità e sanzioni127 fornita dal legislatore, 
aggettivate quali amministrative128, nonché delle vicende modificative 
dell’ente, le quali appaiono sottoposte al principio civilistico della 
traslazione della sanzione - che contrasterebbe con il carattere di 
personalità della pena, per il quale questa non può essere scontata da un 
soggetto differente rispetto a quello a cui è inflitta129 - e, infine, del 
regime previsto per la prescrizione. 
Circa la prima delle ricordate questioni, si sostiene che il principio 
nominalistico sia di per sé idoneo ad escludere qualsiasi dubbio e 
qualsiasi questione interpretativa. Contrariamente, deve invece ritenersi 
che il dato puramente formalistico non appare dotato della pretesa 
                                                 
126 Cfr. A. FRIGNANI-P. GROSSO-G. ROSSI, I modelli di organizzazione previsti dal D.Lgs. n. 
231/2001 sulla responsabilità degli enti, in Le società, 2002, (2), p. 143. A. FIORELLA-G. 
LANCELLOTTI, La responsabilità dell’impresa, cit., p. 3 s. ricordano come, del resto, «il nostro 
sistema conosce un illustre precedente storico, sotto questo profilo, che figura nel codice 
Rocco. Come noto, il codice concepisce un sistema, cosiddetto “a doppio binario”, proprio 
perché prevede sanzioni di due tipi, pene e/o misure di sicurezza, con correlata 
diversificazione dei presupposti applicativi». Apprezzabile, secondo F. GIUNTA, La punizione 
degli enti collettivi: una novità attesa, in G. DE FRANCESCO (a cura di), La responsabilità degli enti: un 
nuovo modello di giustizia “punitiva”, Torino, 2004, p. 38 s., «è la cautela innovativa con cui si è 
mosso il legislatore delegato che, tra il modello della responsabilità penale pura e quello della 
responsabilità amministrativa indipendente, ha optato per una soluzione di compromesso 
altrove sperimentata».  
127 Seppur non concorde con il criterio nominalistico, mostra talune perplessità circa una 
qualificazione in senso stretto penalistica delle sanzioni all’ente A. ALESSANDRI, Note penalistiche, 
cit., p. 44. 
128 G. AMARELLI, Profili pratici, cit, p. 166, ricorda tale argomentazione, criticandola, e 
afferma che sebbene tale rilievo «sembra essere, prima facie, assolutamente ineccepibile, dal 
momento che è indubitabile la astratta validità della regola in forza della quale è il nome della 
sanzione a determinare la natura della stessa e, quindi, anche della responsabilità. Di norma, 
infatti, il nomen iuris costituisce l’unico elemento da cui desumere la natura delle sanzioni, 
nonché la natura di un determinato comportamento illecito e, soprattutto, il tipo di disciplina 
sostanziale e processuale per esso valida. […] Non si vuole, quindi, contestare la validità di tale 
regola induttiva, ma si vuole eccepire che la disciplina contenuta nel decreto legislativo in 
questione integra una palese deroga ad essa». 
129 G. MARINUCCI, La responsabilità delle persone giuridiche, cit., p. 1202. 
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portata risolutiva; trattasi, infatti, di una mera «frode delle etichette»130, 
attraverso la quale si è compiuto il tentativo di celare dietro all’aggettivo 
“amministrativa” una responsabilità dai tratti tipicamente penali131. 
Dinanzi a molteplici indici sia di carattere sostanziale, sia di carattere 
processuale, testimoni dell’essenza penalistica della disciplina, sembra 
inopportuno ed illogico perseverare in una definizione totalmente 
svincolata dal dato materiale132. E la preminenza del dato fattuale su 
quello meramente formale è pure ribadita dalla Corte di Giustizia 
Europea, la quale ha precisato il «valore relativo»133 del mero dato 
nominalistico.  
Con riferimento alla seconda delle ragioni richiamate - la presunta 
incompatibilità con la natura penale della responsabilità della disciplina 
concernente le vicende modificative dell’ente - occorre far presente che 
                                                 
130 A. M. CASTELLANA, Diritto penale dell’Unione Europea e principio «societas delinquere non 
potest», in Riv. trim. dir. pen. ec., 1996, (3), 748. Ritiene tale “truffa” inesistente D. PULITANÒ, La 
responsabilità “da reato”, cit., p. 417 s., il quale afferma che nel suo significato pregnante tale 
locuzione sta ad indicare l’ipotesi in cui «la classificazione formale serva a coprire l’elusione di 
garanzie rese necessarie dalla sostanza “punitiva” degli istituti». Aggiunge che «non è il nostro 
caso: nell’apprestare garanzie sostanziali e processuali, il legislatore italiano del 2001 ha 
adottato un’ottica tipicamente penalistica, tra tutte la più garantistica». 
131 G. AMARELLI, Crisi del diritto penale societario, cit., p. 277. 
132 Contrario all’attribuzione di caratteristica dirimente dell’aggettivo “amministrativa”, T. 
PADOVANI, Il nome dei principi e il principio dei nomi: la responsabilità “amministrativa” delle persone 
giuridiche, in G. DE FRANCESCO (a cura di), La responsabilità degli enti: un nuovo modello di giustizia 
“punitiva”, Torino, 2004, p. 16, il quale precisa come la distinzione tra sanzione penale ed 
amministrativa si prospetti in termini di certezza non solo quando la pretesa punitiva si 
riferisce, direttamente o indirettamente, alla libertà personale del soggetto; secondo l’Autore, 
infatti, la qualificazione penale può «ben derivare dalla scelta di assoggettarla (la sanzione, 
n.d.r.), sia nell’identificazione dei suoi presupposti materiali (l’illecito cui è riferito), sia nel 
procedimento di applicazione e di esecuzione, alla disciplina propria delle sanzioni 
necessariamente penali. In tal caso, la natura delle sanzioni è conseguente al suo regime, che, se 
per un verso incrementa le garanzie, per un altro verso incrementa il disvalore giuridico della 
sanzione». 
133 In questi termini si è espressa la Corte di Giustizia Europea nella sentenza Engel vs. Paesi 
Bassi, il cui estratto è riportato da V. ZAGREBELSKY, La Convenzione europea dei diritti umani, la 
responsabilità delle persone morali e la nozione di pena, in Cass. pen., 2003, suppl. VI, p. 35. L’Autore, 
dopo aver ricostruito l’iter storico delle pronunce della Corte sul tema, conclude sintetizzando  
(p. 43 s.) i canoni che consentono di qualificare un illecito e la relativa sanzione quali penali: in 
primo luogo, può essere significativa la qualificazione prevalente nei diversi Stati contraenti, 
ove la qualificazione penalistica non sia deducibile dal sistema normativo nazionale. Ancora, la 
natura stessa dell’infrazione, che per essere penale deve consistere nella violazione di un 
precetto rivolto alla generalità dei cittadini e non ad una speciale categoria di essi; rilevano, 
altresì, la natura punitiva e la gravità della sanzione, diretta a fini preventivi e repressivi ed, 
infine, occorre il collegamento con una violazione di natura penale. Su tale giurisprudenza si 
rinvia, altresì, a C.E. PALIERO, «Materia penale» e illecito amministrativo secondo la Corte europea dei 
diritti dell’uomo: una questione classica ad una svolta radicale, in Riv. it. dir. proc. pen., 1985, (3), p. 894. 
Cfr., altresì, A. ALESSANDRI, Note penalistiche, cit., p. 40.   
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le fattispecie individuate al capo II, sezione II, artt. 28 ss. d.lgs. n. 231 del 
2001 non risultano essere caratterizzate da elementi idonei a sostenere 
tale incompatibilità; il mutamento strutturale della persona giuridica 
coinvolge, infatti, il solo dato formalistico dell’apparato imprenditoriale, 
mentre, ai fini della configurazione della responsabilità dell’ente, è il 
«continuum di tipo economico-sostanziale, piuttosto che la permanenza di 
una ragione sociale o anche di un determinato assetto organizzativo», ad 
assumere decisiva rilevanza134. A ciò si aggiunga che l’art. 28 dispone che 
«nel caso di trasformazione dell’ente, resta ferma la responsabilità per i 
reati commessi anteriormente alla data in cui la trasformazione ha avuto 
effetto». Evidente come sia la riconducibilità sostanziale del nuovo ente a 
quello precedentemente esistente e responsabile dell’illecito a giustificare 
la permanenza della responsabilità in capo al primo135.  
Tale considerazione trova ulteriore sostegno nella disciplina dei criteri 
di determinazione delle sanzioni in occasione delle citate vicende 
modificative. Il d.lgs. n. 231 del 2001, infatti, prova l’identità delle 
persone giuridiche antecedenti e successive alla modificazione 
riconoscendo all’ente derivante dalla fusione, ovvero all’ente scisso, a cui 
è stata applicata la sanzione interdittiva, la possibilità di richiedere la 
sostituzione della stessa con la sanzione pecuniaria nelle ipotesi in cui - ai 
sensi dell’art. 17 comma 1 lett. a, b, c - questo provi di aver attuato 
condotte riparatorie e preventive: il risarcimento integrale del danno, 
l’eliminazione delle conseguenze dannose o pericolose, l’adozione dei 
modelli organizzativi previsti all’art. 6, ovvero la messa a disposizione del 
profitto conseguito ai fini della confisca. Tale dato normativo fa dunque 
ben comprendere come nell’ottica del legislatore la vicenda modificativa 
fosse irrilevante o, per meglio dire, fosse percepita alla stregua di un 
“gioco di prestigio”, ossia quale estremo tentativo dell’ente di sottrarsi 
alla responsabilità.  
Come menzionato, da ultimo rileva il regime della prescrizione 
disciplinato all’art. 22 d.lgs. n. 231 del 2001, il quale richiama quello 
                                                 
134 G. DE VERO, La responsabilità penale delle persone giuridiche, cit., p. 316. 
135 La medesima riconducibilità sostanziale si ravvisa pure nell’ipotesi di fusione ex art. 29, 
così come nel caso di scissione ex art. 30. Si veda, E. BUSSON, Responsabilità patrimoniale e vicende 
modificative dell’ente, in Dir. pen. proc., 2001, (12), p. 1473 s. La medesima riconducibilità 
sostanziale si ravvisa pure nell’ipotesi di fusione ex art. 29, così come nel caso di scissione ex 
art. 30. 
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dettato dalla l. n. 689 del 1981 sugli illeciti amministrativi136. La rilevanza 
di tale riferimento deve essere ridimensionata. Come è stato affermato, 
infatti, le disposizioni di cui al citato articolo, maggiormente severe 
rispetto a quelle proprie del codice penale per quanto concerne «il 
mancato decorso del termine prescrizionale per tutta la durata del 
processo e dell’assenza di un limite temporale comunque invalicabile», 
segnalano «il preciso interesse dell’ordinamento a rendere quanto mai 
effettiva la risposta punitiva nei confronti delle persone giuridiche e 
sembra dunque sottolineare, invece che depotenziare, la dimensione 
altamente “penale” della relativa responsabilità»137. 
Improntate ad un solido pragmatismo, invece, le ragioni che inducono 
a definire l’«humus» nel quale si incardina la responsabilità delle persone 
morali «autenticamente penalistico»138. Giova, innanzitutto, ricordare 
come decisiva sia la struttura della fattispecie. Verificatosi uno dei reati 
previsti dal d.lgs. n. 231 del 2001 non viene ad inquadrarsi la sola 
responsabilità dell’autore materiale dello stesso, bensì pure quella della 
persona giuridica; responsabilità, quest’ultima, che trova la sua fonte 
generatrice nel reato medesimo139; come è stato osservato, dunque, «a 
ben vedere, non è configurabile alcuna particolare responsabilità 
amministrativa. La persona giuridica risponde per il reato»140. 
                                                 
136 G. MARINUCCI, “Societas puniri potest”, cit., p. 1202. 
137 G. DE VERO, La responsabilità penale, cit., p. 320. Ritiene inidonea la disciplina della 
prescrizione al fine di escludere la natura penale della responsabilità degli enti, poiché 
irrazionale ed incoerente sotto diversi profili, G. AMARELLI, Profili pratici, cit., p. 168 s. Tale 
inidoneità, piuttosto che essere invocata a detrimento della ora ricordata natura, dovrebbe 
costituire oggetto di una integrale e meditata riformulazione secondo schemi assimilabili a 
quelli propri del diritto penale. 
138 G. PAOLOZZI, Vademecum, cit., p. 3. 
139 Concorde A. TRAVI, La responsabilità della persona giuridica, cit., p. 1305 s, il quale 
comunque rileva come la formulazione utilizzata dal legislatore delegato sia effettivamente 
contorta ed imprecisa. 
140 In questi termini, E. MUSCO, Le imprese, cit., p. 8, il quale afferma la «doppia 
qualificazione giuridica del medesimo fatto storico». G. COCCO, L’illecito degli enti dipendente da 
reato ed il ruolo dei modelli di prevenzione, in Riv. it. dir. proc. pen., 2004, (1), p. 99. Precisa G. DE 
VERO, La responsabilità dell’ente collettivo dipendente da reato: criteri di imputazione e qualificazione 
giuridica, in G. GARUTI (a cura di), Responsabilità degli enti per illeciti amministrativi dipendenti da reato, 
Padova, 2002, p. 39 s. che la responsabilità dell’ente è in gran parte, e non totalmente, costituita 
dal reato proprio della persona fisica; al fatto storico, infatti, dovrebbero aggiungersi i criteri di 
ascrizione della responsabilità all’ente, ossia l’interesse ed il vantaggio. Secondo S. PANAGÌA, 
Rilievi critici sulla responsabilità punitiva degli enti, in Riv. trim. dir. pen. ec., 2008, (1-2), p. 159, nota 23, 
«nella fattispecie in esame, si ha un concorso di reati legati fra loro da un nesso teleologico di 
presupposizione, nel senso che l’organizzazione sociale, inadeguata a prevenire determinati 
reati a rischio d’impresa, costituisce di per sé un reato autonomo, con un autonomo 
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Il coniugato eterogeneo presente nell’art. 1 del decreto, dunque, altro 
non è che un «ulteriore finzione legale, nella misura in cui manca 
l’indispensabile dimensione strutturale oggettiva del fatto “proprio” 
effettivamente commesso dalla società […] quale elemento genetico della 
responsabilità dell’impresa»141. Del resto, nemmeno i protocolli 
comportamentali previsti agli artt. 6 e 7 d.lgs. n. 231 del 2001, sono 
idonei ad integrare gli estremi costitutivi di un illecito amministrativo142. 
Infatti, posto che nell’ordinamento giuridico italiano è ormai consolidato 
il rapporto di alternatività143 tra illeciti amministrativi ed illeciti penali - 
poiché, «già sul piano generale degli interessi protetti, la tutela 
amministrativa mira tendenzialmente a garantire non i valori essenziali 
della convivenza, ma gli specifici e contingenti interessi pubblici di volta 
in volta affidati alla cura della pubblica amministrazione»144 - delle due 
                                                                                                                            
coefficiente di colpevolezza che caratterizza la condotta di agevolazione (colposa) propria 
dell’ente, punibile però solo quando i vertici o i dipendenti commettono determinati reati a 
rischio d’impresa, nell’interesse o a vantaggio della società». Agevolazione colposa e concorso 
nel reato sono fattispecie sistematiche cui già si riferiva C. E. PALIERO, La responsabilità penale 
della persona giuridica, cit., p. 24 ss., ove definisce (p. 27) la specifica ipotesi una «fattispecie 
plurisoggettiva a concorso necessario di parte generale», nonché M. ROMANO, La responsabilità 
amministrativa degli enti, cit., p. 410, A. ALESSANDRI, Attività d’impresa e responsabilità penali, in Riv. 
it. dir. proc. pen., 2005, (2), p. 559 e A. MELCHIONDA, Brevi appunti sul fondamento “dogmatico” della 
nuova disciplina sulla responsabilità degli enti collettivi, in F. PALAZZO (a cura di), Societas puniri 
potest, cit., p. 227 s.; F. TRIPODI, “Situazione organizzativa” e “colpa in organizzazione”: alcune 
riflessioni sulle nuove specificità del diritto penale dell’economia, in Riv. trim. dir. pen. ec., 2004, (1-2), p. 507 
ss. afferma che la possibile ricostruzione è duplice: per un verso, sarebbe possibile sostenere 
che l’ente risponde di un reato di agevolazione colposa; «ed in questa sorta di traslatio culpae la 
colpevolezza dell’ente non può che assumere le sembianze di una colpa organizzativa il cui 
nucleo è costituito da un deficit di controllo». Per altro verso, sarebbe configurabile in capo 
all’ente una responsabilità per reato omissivo improprio; in tal caso, l’ente risponderebbe a 
titolo di concorso mediante omissione nel reato realizzato dal sottoposto. Concordemente, 
ancora, S. BELTRANI, Modelli organizzativi e gestionali e criteri di imputazione della responsabilità all’ente 
(commento a Cass. Pen., Sez. VI, n. 36083/09), in La responsabilità amministrativa delle società e degli 
enti, 2010, (2), p. 196.  
141 Così, S. DI PINTO, La responsabilità amministrativa, cit., p. 9. 
142 T. PADOVANI, Il nome dei principi e il principio dei nomi, cit., p. 15. Contra, M. PELISSERO-G. 
FIDELBO, La “nuova” responsabilità amministrativa delle persone giuridiche, in Legisl. pen., 2002, (3), p. 
577 s. 
143 G. DE VERO, La responsabilità dell’ente collettivo, cit., p. 42. 
144 G. FIANDACA-E. MUSCO, Diritto penale. Parte generale, Bologna, 2010, p. 863. E. 
CANNADA-BARTOLI, voce Illecito, in Enc. dir., 1970, vol XX, p. 113 ricorda come, tra le varie 
definizioni di illecito amministrativo formulate dalla dottrina, è stato pure affermato che questo 
corrisponde alla «trasgressione commessa dal privato, considerata dall’ordinamento lesiva non 
dell’ordine sociale generale, ma soltanto dell’ordine particolare della Pubblica Amministrazione, 
dando luogo a quella tipica forma di sanzioni […] che, per essere fondate su una potestà 
amministrativa (e non su una potestà giurisdizionale come le sanzioni penali) si chiamano 
appunto amministrative». 
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categorie solamente una può descrivere correttamente il dato 
fenomenico da cui scaturisce la punibilità della persona giuridica145. Ed in 
considerazione della circostanza per cui le prescrizioni prevenzionistiche 
previste dalle richiamate disposizioni sono finalizzate «a prevenire reati 
della specie di quello verificatosi»146 appare manifesto che il sistema di 
responsabilizzazione degli enti sia teleologicamente orientato alla tutela 
di interessi tradizionalmente afferenti all’ambito del diritto penale. 
Il tratto tipicamente penale della responsabilità delle società si desume 
poi da ulteriori ed univoci indici: rileva la sedes materiae147, ossia un 
simultaneus processus148 di natura penale, nel quale le posizioni degli 
imputati si differenziano per le sole modalità di accertamento della 
relativa responsabilità. Si è obiettato, sul punto, che la tipologia 
processuale adottata dal legislatore delegato non deporrebbe a favore 
della natura penale del sistema, poiché non sarebbe una novità la 
possibilità della comminazione di una sanzione amministrativa a 
conclusione del processo penale, essendo questa già prevista dall’art. 24 
della l. 689 del 1981. Non può, tuttavia, concordarsi con tale rilievo per 
due ordini di ragioni: innanzitutto, le fattispecie di cui al citato 
provvedimento incardinano una competenza del giudice penale per la 
risposta sanzionatoria di tipo amministrativo straordinaria, in quanto 
nella legge di depenalizzazione «la devoluzione al giudice penale sottrae 
la cognizione alla competenza del giudice o delle autorità “naturali”. 
Mentre nel caso di responsabilità amministrativa degli enti l’attribuzione 
al giudice penale è viceversa istituzionale, nel senso che il giudice penale 
è il giudice naturale precostituito per legge all’accertamento e alla 
definizione della relativa responsabilità»149.  
                                                 
145 Rileva poi l’inadeguatezza del sistema sanzionatorio delineato dalla l. n. 689 del 1981, 
poiché di natura solidale e deficitario sotto il profilo dei criteri di imputazione e 
commisurativo, C. E. PALIERO, Problemi e prospettive, cit., p. 1188 s. 
146 Art. 6 comma 1, lett. a d.lgs. n. 231 del 2001. 
147 Tra i tanti, C. E. PALIERO, Il d.lgs. 8 giugno 2001, n. 231: da ora in poi, societas delinquere 
(et puniri) potest, in Corr. giur., 2001, (7), p. 845. Una completa trattazione delle peculiarità 
processuali individuate dal d.lgs. n. 231 del 2001 è sviluppata da G. GARUTI, Persone giuridiche e 
“processo” ordinario di cognizione, in Dir. pen. proc., 2003, (2), p. 137 ss 
148 Sulla preferenza accordata dal legislatore del 2001 allo svolgimento di un simultaneus 
processus circa il reato della persona fisica e delle persona giuridica, si veda H. BELLUTA, Le 
disposizioni generali sul processo agli enti, tra richiami codicistici e autonomia di un sistema in evoluzione, in 
A. BERNASCONI (a cura di), Il processo penale de societate, Milano, 2006, p. 22 ss. 
149 T. PADOVANI, Il nome dei principi, cit., p. 13. 
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In secondo luogo, deve evidenziarsi come le due ipotesi siano tra loro 
differenti negli elementi costitutivi; se non vi sono dubbi circa il fatto che 
il giudice penale possa comminare una sanzione amministrativa al 
termine del processo penale, ai sensi dell’art. 24, l. 689 del 1981, 
altrettanto non è possibile affermare con riferimento al sistema delineato 
dal d.lgs. n. 231 del 2001; la sanzione comminata all’ente dal giudice 
“istituzionale” di amministrativo presenta solo la formula definitoria. 
L’apparato sanzionatorio previsto all’art. 9 d.lgs. n. 231 del 2001 è 
caratterizzato, infatti, da una marcata impronta penalistica150 ed il suo 
carattere punitivo è indiscutibile151.  
Specificamente, questo presenta una struttura bipartita: da un lato, il 
giudice può stabilire sanzioni di tipo interdittivo; pene, queste, 
decisamente afflittive. Basti pensare alla possibilità di disporre 
l’interdizione dall’esercizio dell’attività: di fatto, si pone l’ente collettivo 
in una sorta di stato vegetativo152. Non è, dunque, per mero pantragismo 
che si vuole affermare come, a ben vedere, il sistema punitivo degli enti 
sia addirittura ben più drastico e stigmatizzante rispetto a quello che 
ordinariamente interessa le persone fisiche. Dall’altro lato, il citato art. 9 
prevede, a carico dell’ente, pene pecuniarie il cui sistema di 
commisurazione è ispirato al metodo germanico153 del cosiddetto 
Tagessystem, ossia un «sistema di pena pecuniaria a tassi giornalieri»154. 
Una nuova tecnica di determinazione della sanzione monetaria, la quale 
risponde alle istanze che da tempo sollecitavano il legislatore ad una 
modifica dei meccanismi di commisurazione di tale tipologia di pene, 
                                                 
150 G. AMARELLI, Profili pratici, cit., p. 178. 
151 C. E. PALIERO, Dalla vicarious liability, cit., p. 430, nota 2. 
152 Similmente a quanto previsto dalla legislazione brasiliana, la quale ha ritenuto 
eccessivamente rigorosa la sanzione dello scioglimento della società, sul punto, K. 
TIEDEMANN, La responsabilità penale, cit., p. 619. 
153 O. DI GIOVINE, Lineamenti sostanziali del nuovo illecito punitivo, in G. LATTANZI (a cura di), 
Reati e responsabilità degli enti. Guida al d.lgs. 8 giugno 2001, n. 231, Milano, 2005, p. 8. In 
disaccordo, G. DE VERO, Struttura e natura giuridica dell’illecito di ente collettivo dipendente da reato. 
Luci ed ombre nell’attuazione della delega legislativa, in Riv. it. dir. proc. pen., 2001, (4), p. 1161, il quale 
ricorda come tali sanzioni effettivamente presentino caratteri punitivi evidenti, ma tuttavia 
sostiene come affermare perciò la loro natura prettamente penale sarebbe errato, poiché queste 
non sarebbero comunque assimilabili alle sanzioni criminali stricto sensu, in quanto 
funzionalmente inidonee alla rieducazione del soggetto colpevole. 
154 Cfr. E. MUSCO, Le imprese, cit., p. 8.  
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ritenuti cronicamente inefficaci ed assolutamente inidonei ad assolvere la 
funzione deterrente propria delle sanzioni tout court considerate155. 
Ancora, portata probante la natura penale della responsabilità degli 
enti deve essere necessariamente conferita, da un lato, alla tipologia del 
provvedimento emanato, ossia una sentenza - provvedimento 
caratteristico del processo penale156 - e, dall’altro lato, al principio di 
autonomia di tale responsabilità, sancito all’art. 8 d.lgs. n. 231 del 2001. 
Deve, infatti, concordarsi con coloro che affermano che, ove si dovesse 
attribuire natura amministrativa alla responsabilità della persona 
giuridica, si potrebbe registrare il paradosso di un’archiviazione della 
notizia di reato nei confronti della persona fisica, autrice materiale del 
fatto, e la continuazione di un processo penale - con il conseguente 
dispendio di risorse in termini di economia processuale - per 
l’accertamento della sola responsabilità amministrativa dell’ente157.  
Da ultimo, la necessità del conferimento della natura tipicamente 
penale alla responsabilità degli enti collettivi deriva da esigenze 
“comunicative”; come è stato affermato, «solo il diritto penale è in grado 
di lasciare lo stigma. Gli altri rami dell’ordinamento hanno “diversi 
linguaggi e diversi significati sociali”, che non riescono a comunicare la 
condanna morale; solo il diritto penale, attraverso le sue regole riesce ad 
esprimere il valore particolare e superiore che certi beni possiedono: la 
natura della responsabilità deve cioè far risaltare che, in quella 





                                                 
155 M. PELISSERO-G. FIDELBO, La “nuova” responsabilità amministrativa delle persone, cit., p. 585 
s. 
156 O. DI GIOVINE, Lineamenti sostanziali, cit., p. 12. 
157 Si veda sul punto, G. AMARELLI, Profili pratici, cit., p. 176. Deve, tuttavia, precisarsi come 
taluni Autori rilevino come l’autonomia della responsabilità dell’ente sia, di fatto, limitata, 
poiché, ritengono, che nel caso di reato commesso dal soggetto in posizione apicale, il criterio 
di imputazione sia meramente funzionale ed oggettivo, del quale «se ne possono dare le 
spiegazioni che si vogliono, alcune anche empiricamente suggestive […]: ma resta il fatto che, 
per effetto dell’immediata identificazione, l’autonomia sbiadisce». In questi termini, A. 
ALESSANDRI, Note penalistiche, cit., p. 54. 
158 Come afferma C. DE MAGLIE, In difesa della responsabilità penale, cit., p. 350. 
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§ 3.2. (SEGUE): … E LE PROSPETTIVE ESEGETICHE DEL DETTATO 
COSTITUZIONALE. 
 
Come si sottolineava in apertura del precedente paragrafo e stante 
quanto meglio appena approfondito, non può negarsi come il quadro 
sistematico del d.lgs. n. 231 del 2001 presenti tratti tali da poter 
sussumere la responsabilità dell’ente al ramo del diritto penale. In virtù di 
tale dato di fatto, è oggi necessario procedere ad una rilettura159 dei 
principi desumibili160 dalle disposizioni dell’art. 27 Cost.161; rilettura che 
peraltro si inserirebbe in un sentiero di innovazione ermeneutica già 
intrapreso da lungo tempo dalla giurisprudenza costituzionale.  
Quello contenuto nel richiamato articolo è stato infatti il principio che 
ha subito, forse, le maggiori mutazioni interpretative, pur restando il 
testo normativo formalmente inalterato162. La personalità della 
responsabilità penale venne in passato letta nella sua accezione 
                                                 
159 Rilettura necessaria per svincolarsi da quella visione del principio di personalità quale 
manifestazione dell’esigenza di limitare la rilevanza dell’illecito penale e delle scelte di 
criminalizzazione; visione che, tuttavia, si ritiene trascuri la reale portata del significato 
ricavabile dagli stessi parametri costituzionali. Cfr. G. DE FRANCESCO, Il principio di personalità 
della responsabilità penale nel quadro delle scelte di criminalizzazione. Suggestioni teleologiche ed esigenze 
politico-criminali nella ricostruzione dei presupposti costituzionali di «riconoscibilità» dell’illecito penale, in Riv. 
it. dir. proc. pen., 1996, (1), p. 32 ss. Sostiene, invece, tale contenimento dell’illecito penale, M. 
ROMANO, Societas delinquere non potest, cit., p. 1037, nonché A. M. CASTELLANA, Diritto 
penale dell’Unione Europea, cit., p. 758, per la quale «risulta impensabile che la responsabilità 
dell’ente possa assumere quelle connotazioni “autenticamente personali” che un diritto penale 
moderno, davvero libera-garantista, esige, o dovrebbe esigere, per la responsabilità individuale». 
160 Per un’analisi dei diversi significati del citato articolo si vedano A. ALESSANDRI, sub art. 
27 comma 1 Cost., in Rapporti civili. Commentario della Costituzione, Bologna-Roma, 1991, p. 1 ss.; G. 
RICCIO, voce Responsabilità penale, in Enc. giur. Treccani, Roma, 2007, Agg., vol. XXVII, p. 1 ss., 
nonché M. D’AMICO, sub art. 27 Cost., in R. BIFULCO-A. CELOTTO-M. OLIVETTI (a cura di) 
Commentario alla Costituzione, Torino, 2006, p. 563 ss. 
161 Disposizione costituzionale che già ben prima dell’entrata in vigore del decreto del 2001 
dette luogo ad aspre dispute dottrinali. Se, da un lato, taluni sostenevano che «sotto il profilo 
costituzionale, una volta che si riconducesse la misura penale per il fatto “commesso” al 
necessario collegamento con il modo di operare della persona giuridica, non potrebbe certo 
dirsi violato il principio di personalità della responsabilità penale» - così, testualmente, G. 
FLORA, I soggetti penalmente responsabili, cit., p. 547 - altri ritenevano che «assioma o meno, esso è 
corollario del modo “personalistico” con cui anche la Costituzione ha messo l’intero sistema 
penale: il suo abbandono comporterebbe la deformazione dell’intero sistema dei principi 
costituzionali che governano il campo della colpevolezza-pena e il campo della pericolosità-
misura di sicurezza e, attraverso la scissione tra soggetto-autore della condotta e soggetto della 
responsabilità, forme di responsabilità per fatto altrui». In questi termini, F. MANTOVANI, 
Diritto penale, cit., p. 151. 
162 Si veda, sul tema, il recente contributo di D. PULITANÒ, Personalità della responsabilità: 
problemi e prospettive, in Riv. it. dir. proc. pen., 2012, (4), p. 1231 ss. 
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minima163, ossia quale esclusivo divieto di una responsabilità penale per 
fatto altrui. In un secondo momento, la Corte costituzionale «manifestò 
la tendenza a riconoscere la costituzionalizzazione del principio di 
colpevolezza, ma sotto il profilo dell’esigenza di un quid minimo di 
atteggiamento psichico, talora coincidente con la coscienza e volontà 
della condotta, talaltra con una sorta di “prevedibilità” dell’evento 
genericamente intesa»164.  
Una diversa portata fu attribuita all’art. 27 comma 1 Cost. nel 1988; 
anno in cui la Consulta formulò l’interpretazione oggi dominante della 
disposizione de qua. Dapprima, con la storica sentenza n. 364, la quale 
affermò la parziale incostituzionalità dell’art. 5 c.p., nella parte in cui non 
escludeva dall’inescusabilità dell’ignoranza della legge penale l’ignoranza 
inevitabile165; poi con la pronuncia n. 1085, nella quale stabilì la necessità 
di un collegamento soggettivo con l’agente di tutti gli elementi che 
concorrono a contrassegnare il disvalore della fattispecie, nonché della 
indispensabilità che ciascuno di tali elementi possa essere allo stesso 
agente rimproverabile166. A seguito di tali pronunce, l’interpretazione 
maggioritaria attribuita al disposto costituzionale mutò e dal semplice 
divieto di responsabilità per fatto altrui si giunse alla necessità, ai fini 
della configurazione della responsabilità personale, del coefficiente di 
volontà colpevole167. 
Proprio l’impossibilità di configurare una volontà sociale in capo 
all’ente, distinta ed autonoma rispetto a quella dei soggetti che 
concorrono a formarlo168, rappresenta la barriera ideologica che è 
necessario superare169; che la societas non sia in grado di esprimere una 
                                                 
163 F. BRICOLA, La discrezionalità nel diritto penale nel diritto penale. Nozioni ed aspetti costituzionali, 
Milano, 1965, vol. I, p. 87 ss. 
164 In questi termini, A. FIORELLA, voce Responsabilità penale, in Enc. dir., Milano, 1988, vol. 
XXXIX, p. 1294. 
165 Si veda, C. Cost., 24 marzo 1988, n. 364, in Giur. cost., 1988, parte I, p. 1504 ss. 
166 C. Cost., 13 dicembre 1988, n. 1085, in Giur. cost., 1988, parte I, p. 5270 ss. 
167 A. COSSEDDU, Responsabilità da reato degli enti collettivi, cit., p. 12. Contra, D. PULITANÒ, La 
responsabilità “da reato”, cit., p. 422, il quale sostiene che «la “capacità di colpevolezza” della 
persona giuridica, […], è implicita nella configurazione fattuale e giuridica di un soggetto 
capace di agire». 
168 C. BERTEL, La responsabilità penale delle persone giuridiche, in Riv. trim. dir. pen. ec., 1998, (1), p. 
64. 
169 Come ritiene A. MANNA, La c.d. responsabilità amministrativa, cit., p. 1109 s., a prescindere 
dal fatto che l’inesistenza di una volontà colpevole non è più sostenibile in virtù della teoria 
organicistica, «si deve aggiungere che l’assunto per cui l’ente non è soggetto capace di 
esprimere un atteggiamento doloso o colposo, è legato ad una visione strettamente 
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propria volontà - intesa in senso naturalistico170 - è assunto che non 
vuole qui essere posto in discussione. Ciò che non si condivide del 
pensiero di coloro che insistono nell’affermare lo sbarramento 
costituzionale ex art. 27 comma 1 Cost. alla configurazione di una 
responsabilità penale in capo alle persone giuridiche è la rigidità 
dogmatica che accompagna tale posizione171. Se l’evoluzione della 
giurisprudenza costituzionale sopra sinteticamente riassunta è stata 
efficacemente descritta quale espressione della «tensione morale» della 
Consulta, determinata dal «pregiudiziale rifiuto di ogni forma di 
responsabilità fondata su esclusivi coefficienti fenomenici»172, allora non 
si comprende come ad un’ulteriore progressione ermeneutica del 
medesimo principio debba essere aprioristicamente attribuito un 
disvalore giuridico.    
L’oscurità di tale impostazione si infittisce ancor più laddove si 
consideri che depongono a sostegno d’un netto “cambio di rotta” diversi 
fattori; innanzitutto, emerge l’approccio interpretativo assunto dalla 
dottrina nell’intendere il disposto costituzionale. Come è stato 
autorevolmente affermato, sebbene l’assenza della volontà colpevole 
venga tratteggiata in termini assolutistici, in realtà tale assunto altro non è 
che una costruzione dogmatica intrinsecamente relativistica173; in altri 
termini, l’indiscutibilità del societas delinquere non potest deriva dall’adozione 
                                                                                                                            
“psicologica” del dolo o della colpa e che, quantomeno per la colpa, non è, del pari, più 
sostenibile, essendo questa squisitamente normativizzata. Non è davvero sostenibile che l’ente 
non esprima una volontà. Questa è, infatti, rintracciabile nella volontà dell’assemblea, nella 
volontà del consiglio di amministrazione che può, senza dubbio, adottare una politica 
d’impresa nella quale rientri anche la commissione di un reato». 
170 A. ALESSANDRI, Reati di impresa e modelli sanzionatori, Milano, 1984, p. 54 afferma, infatti, 
che «la volontà collettiva […] è naturalisticamente inesistente: la volontà è sempre e soltanto di 
un soggetto umano» 
171 F. D’URSO, Verso una novità “antica”, cit., p. 841, afferma che «l’aggettivo “personale”, 
con cui la Costituzione denota la responsabilità penale, ha fornito, questo è vero, un appiglio 
alle tesi negatrici, ma l’appiglio sembra essere basato su un equivoco di vecchie tradizioni. Nel 
quadro fin qui descritto, porsi astrattamente il problema se la persona giuridica possa 
delinquere o meno, domandarsi se essa sia capace di dolo o colpa, se avverta l’effetto della 
pena, è un po’ come credere ai fantasmi». 
172 G. RICCIO, voce Responsabilità penale, cit., p. 11. 
173 A. ALESSANDRI, sub art. 27, cit., p. 158. Già critico nei confronti della struttura 
assolutistica del pensiero tradizionale G. MARINUCCI, Il reato come “azione”, cit., p. 175, il quale 
afferma che «basta volgere infatti lo sguardo a quegli ordinamenti penali contemporanei di 
popoli civilissimi, per notare che quel “non potest” viene così largamente superato senza che si 
avverta minimamente la ripugnanza di coloro che scambiano per un limite logico, e per una 
verità eterna e intangibile, il mero prodotto concettuale estratto dalle norme del diritto 
positivo, vigente hic et nunc». 
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della teoria finzionistica quale fondamento teoretico; è sulla base di 
questa che, riferendosi al carattere meramente astratto della persona 
giuridica, si esclude ogni possibilità di equiparazione, sotto il profilo 
esistenziale, dell’ente all’essere umano. La fragilità174 ed il relativismo 
concettuale sopra richiamato si manifestano in tutta evidenza laddove la 
personalità della responsabilità penale venga interpretata adottando una 
diversa impostazione logica: la teoria organica175. Si è ritenuto che tale 
teoria potesse sì essere idonea a dissipare le questioni di incompatibilità 
costituzionale ora evidenziate, nel momento in cui si assumeva 
l’accezione minima dell’art. 27 Cost.; tuttavia, si aggiunge, sebbene 
l’impostazione del Gierke sia in grado di aggirare il divieto di 
responsabilità per fatto altrui, diversamente questa non appare rispettosa 
del diverso principio nulla poena sine culpa176.  
Un’obiezione sicuramente fondata, la quale non sembra comunque 
determinante; si è concordi nel ritenere che la teoria organicistica non sia 
in grado di soddisfare l’esigenza dell’elemento psicologico nella condotta 
del soggetto agente, necessario in virtù della colpevolezza richiesta al fine 
dell’inquadramento della responsabilità personale. Considerare la persona 
giuridica un’entità personalistica - e pertanto penalmente responsabile - 
sull’esclusiva base di tale assunto renderebbe il complessivo tentativo di 
una rivisitazione del dettato costituzionale monco in una sua parte 
fondamentale, poiché si procederebbe alla sola sovrapposizione tra 
persone ed ente e ciò in palese violazione del divieto di responsabilità 
                                                 
174 La fragilità delle obiezioni fondate sulla teoria della finzione, nonché sull’assunto 
dell’incapacità di una condotta penalmente rilevante e ancora sull’inesistenza di una volontà 
sociale era già stata evidenziata da F. BRICOLA, Il costo, cit., p. 33. 
175 Sempre, A. ALESSANDRI, sub art. 27, cit., p. 158.  
176 G. AMARELLI, “Crisi” del diritto penale societario, cit., p. 179 ss. In disaccordo, D. 
PULITANÒ, La responsabilità “da reato”, cit., p. 421 s., per il quale non sono necessari eccessivi 
stratagemmi esegetici al fine di giustificare la configurabilità di una responsabilità persona delle 
persone giuridiche, poiché, afferma, «la “capacità di colpevolezza” della persona giuridica, […], 
è implicita nella configurazione fattuale e giuridica di un soggetto capace d’agire». Del resto, 
come precisa K. TIEDEMANN, La responsabilità penale delle persone giuridiche nel diritto comparato, in 
Riv. it. dir. proc. pen., 1995, (3), p. 625, «se la persona giuridica può stipulare contratti, il soggetto 
degli obblighi che nascono da questi contratti sarà proprio essa, e sarà sempre essa che potrà 
violare tali obblighi. Ciò vuol dire che la persona giuridica può agire in maniera illecita». In 
disaccordo addirittura con l’idoneità della teoria organica a soddisfare le esigenze costituzionali 
di una responsabilità penale per fatto proprio T. PADOVANI, Il nome dei principi, cit., p. 18, per il 
quale le sanzioni penali non possono che essere inflitte al dirigente, mentre alla società possono 
essere ascrivibili le sole conseguenze non penali, poiché, diversamente si assisterebbe ad una 
«scissione tra soggetto dell’obbligo e destinatario delle conseguenze, e cioè, in pratica, la 
responsabilità per fatto altrui». 
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oggettiva. Per tale ragione, la corrispondenza del «macroantropo»177 ai 
singoli individui non può che limitarsi a rappresentare un prius logico 
dell’intera innovazione. Il posterius inderogabile è dato dalla 
identificazione morale tra persona giuridica e persone fisiche in essa 
operanti, la quale può avvenire esclusivamente tramite l’individuazione 
dell’elemento psicologico in capo alla societas; elemento psicologico dato 
dalla cosiddetta “colpa in organizzazione”178.  
Con tale locuzione la dottrina ha definito un nuovo179 criterio di 
imputazione del reato all’ente sotto il profilo soggettivo, per il quale 
l’animus nocendi si sostanzia nel deficit organizzativo della società180. La 
mancata adozione ed attuazione dei modelli organizzativi previsti dall’art. 
6 d.lgs. n. 231 del 2001, finalizzati alla prevenzione del rischio-reato, 
diviene dunque indice dell’atteggiamento negligente della persona 
giuridica; ragion per cui, a carico della stessa, è inquadrabile una forma di 
colpevolezza, che non può certo essere quella psicologica, bensì quella 
cosiddetta normativa181, fondata, cioè, su un giudizio di rimproverabilità 
                                                 
177 A. FALZEA, La responsabilità penale delle persone giuridiche, in La responsabilità penale delle 
persone giuridiche in diritto comunitario, Milano, 1981, p. 153. 
178 Sull’elemento soggettivo in capo all’ente autore del reato il rinvio necessario è 
all’approfondito studio di C. DE MAGLIE, L’etica, cit., p. 355 ss. la quale distingue quattro 
diverse forme di colpevolezza della persona giuridica; in primo luogo, vi sarebbe la 
colpevolezza che deriva da scelte di politica d’impresa, a cui fa seguito la colpevolezza che 
scaturisce dalla cultura d’impresa; si aggiunge l’elemento della colpa in organizzazione stricto 
sensu intesa ed, infine, è possibile configurare una colpa di reazione. A. F. TRIPODI, “Situazione 
organizzativa”, cit., p. 88 ricorda come la paternità di tale categoria concettuale deve riconoscersi 
al giurista d’oltralpe Klaus Tiedemann, il quale sviluppa questo criterio di imputazione 
fondandosi sull’autonomia della colpevolezza dell’ente rispetto a quella che caratterizza la 
persona fisica. In particolare, «la ratio del rimprovero rivolto all’ente risiederebbe nel fatto che 
l’illecito realizzato dagli individui deriva da un difetto di organizzazione, che trova la sua causa 
nel dato per cui la persona giuridica – mediante i suoi organi o rappresentanti – non ha 
adottato misure cautelari all’interno della struttura idonee ad evitare la commissione di illeciti 
nella gestione degli affari sociali. […] In altri termini, la colpevolezza delle persone giuridiche 
sarebbe essenzialmente una precolpevolezza: precolpevolezza per aver consentito, determinato 
le condizioni della successiva commissione del reato». A. M. CASTELLANA, Diritto penale 
dell’Unione Europea, cit., p. 781 precisa, rilevando comunque talune criticità, che per il 
Tiedemann ci si troverebbe in una situazione «assimilabile a quella dell’individuo il quale 
volontariamente si pone in stato di incapacità naturale». 
179 Una novità limitata ovviamente al nostro ordinamento, stante la sua tardività al 
riconoscimento della responsabilità degli organismi complessi.  
180 Il criterio di imputazione soggettiva del reato de quo sarà meglio specificato nel cap. II, § 
2.  
181 Si veda, C. PIERGALLINI, «Societas delinquere et puniri non potest», cit., p. 582. Secondo 
A. M. CASTELLANA, Diritto penale dell’Unione Europea, cit., p. 788 s., l’essere la colpevolezza 
intesa in senso normativo e l’essere il principio nulla poena since culpa costituzionalizzato non 
costituirebbero uno strumento grazie al quale aggirare gli ostacoli imposti dalla dogmatica, 
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del contegno antigiuridico posto in essere dall’autore del reato182. Da 
fattori nei quali la colpevolezza in senso psicologico si identifica ed 
esaurisce, il dolo e la colpa, nel modello normativo, divengono meri 
elementi costitutivi, che rappresentano l’oggetto del rimprovero ed ai 
quali si affianca l’evento; infatti, secondo tale impostazione «il fatto 
doloso è un fatto volontario che non si doveva volere: si rimprovera alla 
volontà di averlo prodotto. Il fatto colposo è un fatto involontario che 
non si doveva produrre: si rimprovera alla volontà di non averlo 
impedito»183. Se la riferibilità soggettiva184 del reato all’ente è in re ipsa 
nell’ipotesi di illecito commesso da persona in posizione apicale - 
incarnando tale condotta la generale policy d’impresa185 - l’assenza di 
misure preventive incarna, invece, quell’atteggiamento “psicologico” in 
grado di riferire l’elemento soggettivo della fattispecie all’impresa pure 
nell’ipotesi di reato commesso dal subordinato. 
Se, dunque, così come ora ricostruito, il sistema di responsabilità degli 
enti è in grado di soddisfare a pieno le esigenze garantistiche imposte 
dall’elemento della colpevolezza, allora non vi è ombra di dubbio che 
questo è altresì idoneo a privare di qualsiasi concretezza l’ulteriore 
ostacolo che si ritiene innalzato dal principio di personalità de quo: il 
divieto di responsabilità per fatto altrui. Sul punto, non resta che 
rimandare a quanto poc’anzi ricordato circa la sufficienza della teoria 
organica ad integrare pienamente l’accezione minima dell’art. 27 Cost. 
Solo bisogna aggiungere che pure l’obiezione tradizionalmente 
sollevata dell’incidenza della punizione della persona collettiva sui soci 
innocenti186 risulta oggi essere pacificamente superata; un’obiezione che 
non viene contestata in radice, bensì sulla base del semplice rilievo che 
siffatta incidenza è in re ipsa in ogni comminazione sanzionatoria, poiché 
«qualsiasi pena può di fatti incidere direttamente sui terzi innocenti, legati 
                                                                                                                            
bensì rappresenterebbero essi stessi delle barricate alla possibile configurabilità di una 
responsabilità penalmente intesa a carico delle persone giuridiche.  
182 Si vedano, sul punto G. DELITALA, Il fatto nella teoria generale del reato, Padova, 1930, p. 85. 
La matrice normativa della colpevolezza della responsabilità dell’ente è sostenuta da C. 
PIERGALLINI, Societas delinquere et puniri potest, cit., p. 582.  
183 F. MANTOVANI, Diritto penale, cit., p. 295. 
184 G. FLORA, Intervento, in F. PALAZZO (a cura di), Societas puniri potest, cit., p. 279. 
185 Sulla politica di impresa quale soggettivizzazione del reato dell’impresa, per tutti, C. DE 
MAGLIE, L’etica, cit., p. 355 ss. 
186 Si veda F. ANTOLISEI, Manuale di diritto penale. Parte generale, Milano, 1997, p. 595. 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 
PROFILI SOSTANZIALI E PROCESSUALI 
 53 
al condannato»187. Questo è un dato inconfutabile, per il quale è possibile 
affermare pacificamente che è il genus sanzione a non essere 
unidirezionalmente orientato. Laddove si voglia effettivamente sostenere 
che la pena inflitta alla persona giuridica si pone in contrasto con il 
divieto costituzionale della responsabilità per fatto altrui, allora - sulla 
base di quanto rilevato - non potrà negarsi che tale violazione si verifica 
pure nell’ordinario processo penale a carico delle persone fisiche, sicché 
l’unico rimedio possibile per colmare il deficit garantistico del sistema 
sanzionatorio sarà un ripensamento globale dello stesso, volto alla 
individuazione di tipologie di pena in grado di esercitare i propri effetti 
afflittivi solo ed unicamente a carico del condannato. Diversamente, 
laddove si ritenga invece che le pene detentive a carico delle persone 
fisiche non violino il divieto de quo, allora la coerenza ci condurrà a 
ritenere assente tale violazione pure con riguardo alle sanzioni previste 
dal decreto del 2001.  
L’ultima delle obiezioni tradizionalmente mosse alla compatibilità 
costituzionale della penale responsabilità delle persone giuridiche 
concerne l’elemento finalistico della sanzione irrogata, ossia la 
rieducazione del reo188. Parte della dottrina rileva, infatti, come tale 
proposito non possa essere perseguito nelle ipotesi di responsabilità della 
persona giuridica, in quanto, sebbene la colpevolezza possa ritenersi 
sussistente nel preciso momento di commissione del reato, la finalità 
rieducativa della pena non sarebbe sostenibile in tale contesto a causa 
della “sostituibilità” dei soggetti rappresentanti la persona giuridica. La 
pena inflitta all’ente collettivo non sarebbe, pertanto, in grado di attuare 
                                                 
187 Così, D. PULITANÒ, La responsabilità “da reato”, cit., p. 421 s. Concordemente, V. 
MILITELLO, Prospettive e limiti di una responsabilità della persona giuridica nel sistema penale italiano, in 
Studium juris, 2000, (2), p. 781. Già, E. DOLCINI, Principi costituzionali e diritto penale alle soglie del 
nuovo millennio. Riflessioni in tema di fonti, diritto penale minimo, responsabilità degli enti e sanzioni, in Riv. 
it. dir. proc. pen., 1999, (1), p. 22. 
188 C. BERTEL, La responsabilità penale, cit., p. 65 ritiene che «solo le pene che incidono sugli 
amministratori e che non possono essere assolte dall’impresa hanno maggiore efficacia 
intimidatoria rispetto a quelle che colpiscono direttamente l’impresa stessa». Ritiene che le 
caratteristiche e le finalità attribuite alla pena dal disposto costituzionale depongano a favore di 
una loro limitazione alla persona fisica, F. GIUNTA, La punizione degli enti collettivi, cit., p. 38. 
Sulla più generale compatibilità costituzionale delle pene pecuniarie complessivamente 
considerate il rinvio è a G. FIANDACA, Art. 27 comma 3 Cost., in Rapporti civili. Commentario della 
Costituzione, Bologna-Roma, 1991, p. 313 ss.; C. F. GROSSO, Le pene pecuniarie di fronte all’art. 27 
3° comma della Costituzione, in Riv. it. dir. proc. pen., 1966, (3), p. 999 ss. (nota a sent. C. Cost., 12 
febbraio 1966, n. 12).  
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quella riabilitazione sociale, che costituisce il fine ultimo dell’intero 
sistema sanzionatorio. Si limiterebbe, viceversa, a quella finalità 
eticamente subordinata di impedimento della reiterazione del reato189.  
Non sussistendo limiti logico-giuridici in grado di impedire una lettura 
costituzionalmente compatibile del d.lgs. n. 231 del 2001190, non può 
concordarsi con tale linea di pensiero. In primo luogo, infatti, posto che 
per la persona fisica il processo riabilitativo avviene attraverso 
l’imposizione di una sanzione che restringe la libertà personale del 
soggetto criminale - da riferire per la persona giuridica alla sua capacità 
patrimoniale191 - il legislatore delegato ha introdotto un efficiente sistema 
rieducativo fondato sulla premialità192 cautelare. In modo conforme alla 
                                                 
189 Tale impostazione è ricordata da G. DE VERO, La responsabilità penale, cit., p. 49 ss. In 
senso critico sulla funzione eticizzante del disposto costituzionale, C. E. PALIERO, La 
responsabilità penale, cit., p. 22. 
190 A. MANNA, La responsabilità delle persone giuridiche: il problema delle sanzioni, in Riv. trim. dir. 
pen. ec., 1999, (4), p. 919 ss. Si veda altresì C. PIERGALLINI, I reati presupposto della responsabilità 
dell’ente e l’apparato sanzionatorio, in G. LATTANZI (a cura di), Reati e responsabilità degli enti. Guida al 
d.lgs. 8 giugno 2001, n. 231, Milano, 2010, p. 250 s., per il quale il sistema “per quote” è «un 
criterio che orienta la commisurazione sia verso la prevenzione speciale, laddove mira ad 
impedire che condizioni economiche favorevoli rendano insensibile l’agente al carattere 
afflittivo della sanzione pecuniaria, sia verso la prevenzione generale, nel senso che i potenziali 
destinatari del precetto sono diffidati dal poter confidare su un’eventuale sproporzione tra la 
sanzione e le proprie condizioni economiche che renderebbe vantaggioso l’illecito. L’insieme di 
questi criteri rende piuttosto evidente un orientamento verso la prevenzione generale e 
speciale, cioè verso quegli scopi che, sia pure in diverso grado, contrassegnando la sanzione 
criminale e quella amministrativa». O. DI GIOVINE, Lineamenti sostanziali, cit., p. 29 ricorda 
come «l’elevazione degli standard oggettivi di legalità» dell’operare della persona giuridica «possa 
adeguatamente soddisfare l’aspirazione costituzionale». Contra, A. ALESSANDRI, Note penalistiche, 
cit., p. 44, per il quale «se è del tutto ingiustificato ritenere, aprioristicamente, che l’art. 27 
comma 1 Cost. sia da leggere come scritto “solo per gli uomini”, […] è sicuro che il terzo 
comma rivolga la sua attenzione esclusiva alla finalità di rieducare persone in carne ed ossa e 
precluda quindi “rieducazioni”, comunque intese, indirizzate a soggetti privi del substrato 
psicologico minimo per una riappropriazione dei valori della legalità». 
191 Come ricorda M. PELISSERO, La responsabilizzazione degli enti alla ricerca di un difficile 
equilibrio tra modelli “punitivi” e prospettive di efficienza, in Cass. pen., 2003, (2), p. 370, 
«nell’indirizzare gli scopi di prevenzione generale e speciale è necessario tenere conto di due 
fattori essenziali: la criminalità delle persone giuridiche è soprattutto criminalità di impresa e, in 
quanto tale, è una criminalità da profitto, ossia l’acquisizione di vantaggi di natura economica 
rappresenta il motore stesso della commissione di fatti di reato; l’illecito di cui l’ente risponde è 
un illecito di organizzazione e la sanzione deve intervenire sui meccanismi di funzionamento 
interno dell’ente. La considerazione di questi due profili, unita alla considerazione del carattere 
autonomo dell’illecito di cui l’ente risponde, dovrebbe fugare i dubbi sulla possibilità di 
ammettere la funzione rieducativa rispetto alle persone giuridiche». 
192 C. PIERGALLINI, I reati presupposto, cit., p. 251. Non può, dunque, concordarsi con coloro 
che ritengono che la persona giuridica, essendo incapace di colpevolezza, non può avvertire il 
rimprovero che legittima l’inflizione della pena 
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tradizionale portata prevenzionistica tramite intimidazione193, infatti, le 
misure cautelari194 applicate contra societatem, «vengono piegate ad esigenze 
di emenda e di rieducazione, servendo a propiziare l’adozione di 
condotte riparatorie o riorganizzative»195. L’adozione post factum di un 
«modello organizzativo idoneo a prevenire i reati della specie di quello 
verificatosi»196 testimonia l’«interiorizzazione della norma penale»197. Il 
risultato ultimo della disciplina delegata è dunque quello di ricondurre la 
persona giuridica sui binari della prevenzione, ottenendo quindi 
l’auspicata rieducazione della persona giuridica, compatibilmente con la 
peculiare struttura che la caratterizza198.  
Solo con riguardo all’eventualità in cui l’ente collettivo non si adoperi 
per l’adozione di misure preventive idonee è dunque possibile affermare, 
senza obiezioni, che la pena pecuniaria inflitta allo stesso non svolga altra 
funzione se non quella di impedire la reiterazione del reato. Considerato 
infatti il potenziale ammontare della pena suddetta, appare difficilmente 
plausibile che gli amministratori - quindi la persona giuridica - 
procrastinino nel porre in essere condotte illecite; l’incidenza della 
condanna pecuniaria sul bilancio della societas dovrebbe, almeno in linea 
di principio, costituire un efficiente meccanismo deterrente.  
Appurato, dunque, che l’art. 27 Cost. non costituisce, ormai, un 
ostacolo insormontabile all’affermazione della natura penale della 
responsabilità degli enti, ad abundatiam si aggiunga come siffatta natura 
trovi ulteriori addentellati costituzionali. Già in apertura, infatti, il decreto 
                                                 
193 Sul punto il rinvio è a F. BRICOLA, La discrezionalità, cit., p. 369 ss. 
194 Il riferimento alle misure cautelari non deve, peraltro, ritenersi esclusivo, in quanto il 
sistema premiale viene altresì utilizzato dal legislatore con riferimento alle sanzioni interdittive 
e alla pena pecuniaria irrogata all’ente. In particolare, l’art. 17 esclude tout court l’applicabilità 
delle sanzioni interdittive ove vi sia l’adozione post factum di un modello organizzativo idoneo, 
mentre l’art. 12 comma 2 lett. b prevede in tale fattispecie la riduzione della pena pecuniaria da 
un terzo alla metà. 
195 G. PAOLOZZI, Vademecum, cit., p. 9. Per tale ragione non può, dunque, concordarsi 
con coloro che ritengono che la persona giuridica, «essendo incapace di colpevolezza, non può 
avvertire il rimprovero che legittima l’inflizione della pena». Cfr. A. M. CASTELLANA, Diritto 
penale dell’Unione Europea, cit., p. 778. 
196 Art. 12 comma 2 lett. b D.lgs. n. 231 del 2001.  
197 C. DE MAGLIE, L’etica, cit., p. 381. 
198 Sottolinea le attitudini special-preventive del sistema cautelare e sanzionatorio C. 
PIERGALLINI, I reati presupposto, cit., p. 252. La medesima opinione è espressa da M. PELISSERO-
G. FIDELBO, La “nuova” responsabilità amministrativa, cit., p. 591 s., pur precisando che tale 
carattere non deve intendersi indice univoco della natura penale della responsabilità degli enti 
collettivi. Concordemente, A. MANNA, La c.d. responsabilità amministrativa, cit., p. 1111 s. 
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esplicitamente si riferisce ai principi di legalità (art. 2) e del favor rei (art. 
3)199, i quali acclarano una «netta scelta di campo»200 da parte del 
legislatore in favore di una disciplina marcatamente penalistica201; 
sebbene il richiamo al principio di legalità contenuto nella rubrica dell’art. 
2 non ha ex se efficacia cogente202, è comunque possibile affermare che 
questo abbia quantomeno “valore indiziario”  circa l’intento del 
legislatore di sussumere la disciplina della responsabilità degli enti al 
disposto di cui all’art. 25 comma 2 Cost. Ed è tale volontà a rendere 
pacificamente penale la natura il sistema de qua, poiché, come si è 
correttamente osservato, laddove il legislatore avesse voluto realmente 
introdurre una responsabilità delle persone giuridiche di tipo 
amministrativo tali riferimenti costituzionali sarebbero stati inesatti, 
essendo noto «come la giurisprudenza della Corte costituzionale si sia 
decisamente orientata […] nel senso di identificare, rispetto alla 
responsabilità amministrativa, agganci costituzionali distinti e meno 
pregnanti di quelli riferibili all’art. 25 comma 2: vengono in rilievo, 
secondo tale orientamento, le generali disposizioni di cui all’art. 23 e 
all’art. 97 Cost., intese a ricondurre alla fonte legislativa, rispettivamente, 
l’imposizione di prestazioni personali o patrimoniali e l’organizzazione 
                                                 
199 Sul carattere tipicamente penale attribuito al sistema delineato nel d.lgs. n. 231 del 2001 
da tale rinvio pare sufficiente quanto affermato nella Relazione al decreto medesimo, ove lo si 
definisce come «una novità tutta di ispirazione penalistica rispetto al paradigma della l. 689». 
Cfr. Relazione al d.lgs. 8 giugno 2001, n. 231, in A. PRESUTTI-A. BERNASCONI-C. FIORIO, La 
responsabilità degli enti. Commento articolo per articolo al d.legisl. 8 giugno 2001, n. 231, Padova, 2008, p. 
15. 
200 M. PELISSERO-G. FIDELBO, La “nuova” responsabilità amministrativa, cit., p. 579. 
201 Seppur non testualmente riferibili ad una specifica disposizione del d.lgs. n. 231 del 
2001, corroborano la tesi della penalità della responsabilità delle società ulteriori principi 
costituzionali; ci si è, infatti, interrogati circa la possibilità che l’esclusivo riferimento del diritto 
penale alla persona fisica possa o meno creare uno squilibrio fra imprenditore societario e 
imprenditore individuale, contrario al principio di eguaglianza; un ulteriore interrogativo è stato 
posto con riferimento all’art. 41 comma 2 Cost., il quale richiede che l’iniziativa economica 
privata venga realizzata con modalità tali da non «recare danno alla sicurezza, alla libertà, alla 
dignità umana». Si veda, F. D’URSO, Verso una novità “antica”, cit., p. 842. Sulla temuta 
violazione del principio di eguaglianza il rinvio è, altresì, a E. DOLCINI Principi costituzionali e 
diritto penale, cit., p. 23. 
202 D. BRUNELLI, sub art. 2, in A. PRESUTTI-A. BERNASCONI-C. FIORIO (coord. da), La 
responsabilità degli enti. Commento articolo per articolo al d.legisl. 8 giugno 2001, n. 231, Padova, 2008, p. 
85 s., per il quale il richiamo compiuto dalla legge ordinaria ha «funzione puramente 
decorativa» e, pertanto, si rende necessaria la verifica della effettiva estensibilità alla 
responsabilità delle persone giuridiche della norma costituzionale. 
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dei pubblici uffici in vista del buon andamento e dell’imparzialità della 
pubblica amministrazione»203. 
Perplessità circa l’effettivo rispetto dei corollari del principio di legalità 
(riserva di legge, tassatività, determinatezza) sono state sollevate in 
dottrina con riguardo agli artt. 25-quater e 25-sexies d.lgs. n. 231 del 2001. 
Circa la prima disposizione, si dubita in particolare che possano 
soddisfare i ricordati canoni, da un lato, il generale richiamo ai «delitti 
aventi finalità di terrorismo e di eversione dell’ordine democratico» 
(comma 1) e, dall’altro lato, il riferimento ai delitti «posti in essere in 
violazione di quanto previsto dall’articolo 2 della Convenzione 
internazionale per la repressione del finanziamento del terrorismo fatta a 
New York il 9 dicembre 1999» (comma 4)204.  
                                                 
203 G. DE VERO, La responsabilità penale, cit., p. 309. In disaccordo, R. SALOMONE, L’ambito di 
applicazione, cit., p. 51, il quale ritiene che la differenza lessicale esistente tra l’art. 1 c.p. e l’art. 2 
d.lgs. n. 231 del 2001 - mentre nella disposizione codicistica il legislatore ha utilizzato il termine 
“punito”, nella disposizione del decreto si rinviene la locuzione “ritenuto responsabile per un 
fatto costituente reato” - sia sintomatica dell’intenzione del legislatore di tratteggiare in maniera 
distinta il tipo di responsabilità che scaturisce dalle due diverse ipotesi fattuali. A nostro 
modesto parere, tale conclusione non può essere condivisa. Si ritiene, infatti, che la 
disomogeneità terminologica abbia come proprio presupposto la sola presa di coscienza da 
parte del legislatore del differente sostrato fenomenico che fonda la responsabilità dell’ente, 
rispetto a quello che legittima la punibilità delle persone fisiche e non, invece, la volontà 
scissionista delle due tipologie di “rimprovero”. Non può, del resto, passare inosservato come 
la locuzione sopra riportata riassuma con estrema precisione la struttura del fatto illecito da cui 
scaturisce la responsabilità della societas, ossia un reato commesso, necessariamente, dalla 
persona fisica, il quale riflette le sue conseguenze giuridiche pure sull’ente. Ed il riferimento alla 
“responsabilità amministrativa” immediatamente successivo non può che essere ricondotto a 
quella diametralmente opposta imprecisione lessicale che ha generato l’intero qui pro quo circa la 
natura della responsabilità dell’ente. 
204 O. DI GIOVINE, Lineamenti sostanziali, cit., p. 42. Per una puntuale disamina dell’art. 25-
quater d.lgs. n. 231 del 2001, M. LECCESE, Responsabilità delle persone giuridiche e delitti con finalità di 
terrorismo o eversione dell’ordine democratico, in Riv. trim. dir. pen. ec., 2003, (4), p. 1191 ss. Si riporta, 
per comodità espositiva, il testo della disposizione in oggetto. Art. 2 della Convenzione 
internazionale per la repressione del finanziamento del terrorismo fatta a New York il 9 
dicembre 1999: «1. Commette reato ai sensi della presente Convenzione ogni persona che, con 
qualsiasi mezzo, direttamente o indirettamente, illecitamente e deliberatamente fornisce o 
raccoglie fondi nell’intento di vederli utilizzati, o sapendo che saranno utilizzati, in tutto o in 
parte, al fine di commettere: 
a) un atto che costituisce reato ai sensi e secondo la definizione di uno dei trattati enumerati 
nell’allegato; 
b) ogni altro atto destinato ad uccidere o a ferire gravemente un civile o ogni altra persona 
che non partecipa direttamente alle ostilità in una situazione di conflitto armato quando, per 
sua natura o contesto, tale atto sia finalizzato ad intimidire una popolazione o a costringere un 
governo o un’organizzazione internazionale a compiere o ad astenersi dal compiere, un atto 
qualsiasi. 
2. […] 
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Quanto al primo comma dell’art. 25-quater, si rileva come la suindicata 
espressione potrebbe dar luogo a censure di incostituzionalità ove 
venisse interpretata in senso onnicomprensivo, ossia concernente non 
solo le ipotesi in cui la finalità di terrorismo o di eversione rappresenti un 
elemento costitutivo della fattispecie penale, bensì pure quelle condotte 
in cui l’essere le stesse finalizzate al compimento di atti terroristici, 
ovvero eversivi, venga configurata come aggravante dell’azione205. Si è, 
dunque, concordi nel ritenere che, in tal caso, è l’accezione “minimalista” 
dell’espressione legislativa a salvare la costituzionalità del disposto206.  
Con riguardo, altresì, alla Convenzione internazionale del 1999 non 
sembra totalmente giustificato il timore dell’incostituzionalità del 
disposto, derivante dalla differente tecnica normativa utilizzata dal 
legislatore nazionale, rispetto a quella propria degli atti internazionali207. 
Il citato articolo individua la condotta penalmente rilevante al par. 1, la 
quale si estrinseca, per quanto attiene all’elemento oggettivo, nella 
dazione o raccolta di fondi, mentre l’elemento soggettivo dell’illecito 
sembra essere duplice. In primis, la norma internazionale attribuisce 
rilevanza all’«intento di vederli utilizzati» - i fondi accumulati - per uno 
dei fini indicati nelle lett. a) e b) della stessa disposizione; deve, cioè, 
sussistere, in tale fattispecie, il dolo specifico, la volontà di conseguire il 
risultato ulteriore. Risultato che, tuttavia, non è indispensabile affinché il 
                                                                                                                            
3. Affinché un atto costituisca reato ai sensi del paragrafo 1 del presente articolo, non 
occorre che i fondi siano stati effettivamente utilizzati per commettere un reato di cui ai commi 
a) o b) del medesimo paragrafo 1. 
4. Commette altresì reato chiunque tenti di commettere reato ai sensi del paragrafo 1 del 
presente articolo. 
5. Commette altresì reato chiunque: 
a) partecipa in quanto complice ad un reato ai sensi dei paragrafi 1 o 4 del presente articolo; 
b) organizza la perpetrazione di un reato ai sensi dei paragrafi 1 o 4 del presente articolo o 
dà ordine ad altre persone di commetterlo; 
c) contribuisce alla perpetrazione di uno o più dei reati di cui ai paragrafi 1 o 4 del presente 
articolo, ad opera di un gruppo che agisce di comune accordo. Tale contributo deve essere 
deliberato e deve:  
i) sia mirare ad agevolare l’attività criminale del gruppo o servire ai suoi scopi, se tale attività 
o tali scopi presuppongono la perpetrazione di un reato ai sensi del paragrafo 1 del presente 
articolo; 
ii) sia essere fornito sapendo che il gruppo ha intenzione di commettere un reato ai sensi 
del paragrafo 1 del presente articolo». 
205 M. LECCESE, Responsabilità delle persone giuridiche, cit., p. 1195. L’Autore sottolinea come 
l’aggravante prevista dalla l. 6 febbraio 1989, n. 15 è teoricamente applicabile a qualsiasi reato.  
206 Soluzione sempre prospettata da M. LECCESE, Responsabilità delle persone giuridiche, cit., p. 
1197. 
207 M. LECCESE, Responsabilità delle persone giuridiche, cit., p. 1193. 
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reato si configuri e ciò è confermato non solo dalla generale teoria del 
reato208, bensì pure dal par. 3 dell’art. 2 della Convenzione, per il quale 
«affinché un atto costituisca reato ai sensi del paragrafo 1 del presente 
articolo, non occorre che i fondi siano stati effettivamente utilizzati per 
commettere un reato di cui ai commi a) o b) del medesimo paragrafo 1». 
In secundis, la norma convenzionale attribuisce rilievo pure alla 
consapevolezza dell’utilizzo ultimo del denaro raccolto. Trattasi, in tal 
caso, di dolo intenzionale, per il quale è sufficiente che la volontà 
dell’agente sia indirizzata alla realizzazione della condotta materiale 
illecita, la quale, per quanto ci interessa, è rappresentata esclusivamente 
dalle azioni puntualmente individuate al par. 1, il quale, in considerazione 
di quanto ora sostenuto, autonomamente individua l’illecito in tutti i suoi 
elementi costitutivi e ciò con terminologia tale da poter ritenersi 
idoneamente soddisfatti tutti i corollari del principio di legalità. 
Come anticipato, un difetto di determinatezza della previsione 
normativa viene individuato pure nell’art. 25-sexies d.lgs. n. 231 del 2001, 
in particolare nella parte in cui prevede una circostanza aggravante di 
«enorme portata»209: l’aumento della sanzione fino a dieci volte nel caso 
in cui l’ente abbia conseguito un prodotto ovvero un profitto di rilevante 
entità. 
Ebbene, il timore qui palesato può essere condiviso ove si proceda ad 
un’analisi meramente formale della terminologia utilizzata. Lessicalmente 
non può certo definirsi la “rilevante entità” un’espressione dotata di 
peculiare determinatezza. Tuttavia, per superare la paventata 
incostituzionalità del disposto, sarebbe bastevole ricordare come simili 
espressioni non siano nuove nel linguaggio del legislatore. Già l’art. 74 
comma 2, l. 6 dicembre 1975, n. 685 - la quale disciplinava il traffico 
illecito di sostanze stupefacenti - prevedeva un aumento di pena dalla 
metà a due terzi nelle ipotesi in cui una delle innumerevoli condotte 
penalmente rilevanti riguardasse «quantità ingenti» di tali sostanze; 
circostanza aggravante oggi pedissequamente riprodotta nell’art. 80 del 
D.P.R. 9 ottobre 1990, n. 309.  
La similarità delle due locuzioni non può che condurre a ritenere 
calzante pure per il richiamo di cui all’art. 25-sexies la soluzione sostenuta 
                                                 
208 Per tutti, si rimanda a G. FIANDACA-E. MUSCO, Diritto penale, cit., p. 371. 
209 D. BRUNELLI, sub art. 2, cit., p. 86. 
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dalla Suprema Corte, la quale dichiarò manifestamente infondata la 
questione di illegittimità costituzionale dell’art. 74, l. n. 685 del 1975, 
prospettata sotto il profilo dell’indeterminatezza della fattispecie. 
Manifesta infondatezza giustificata dalla considerazione che «nel sistema 
penale il comportamento da ritenersi penalmente sanzionato deve essere 
necessariamente descritto con grande precisione, ma ben può il 
legislatore lasciare al giudice la valutazione se, nel caso concreto, tale 
comportamento per la sua entità debba essere considerato aggravato o 
attenuato (consentendo alla giurisprudenza di stabilire - sulla base degli 
innumerevoli e mai predeterminabili casi della vita - i criteri più idonei 
per valutare tale entità)»210. È, dunque, secondo la Corte di cassazione, la 
necessità di valutare la consistenza, nel caso concreto, della lesione al 
bene giuridico tutelato a concedere margini di imprecisione linguistica, 
senza comunque che ciò implichi la violazione del precetto costituzionale 
e non si ritiene sussistano ostacoli logici per poter affermare che la 
medesima ratio potrebbe essere addotta pure con riguardo alla manifesta 
infondatezza di un’eccezione di illegittimità costituzionale concernente 
l’art. 25-sexies del decreto.  
In conclusione di tale breve analisi, ciò che si desidera ancora una 
volta sottolineare è l’auspicio che si abbandonino repentinamente quei 
timori chimerici, derivanti da un’interpretazione forse eccessivamente 
ossequiosa e reverenziale dei principi di stampo illuministico, sì frutto e 
rappresentazione del moderno Stato di diritto, ma che, tuttavia - ove non 
si prendesse atto che così come tradizionalmente intesi non sono 
certamente più in grado di rispondere a tutto tondo alle esigenze di 
protezione della collettività - rischiano di condurre verso un’involuzione 
giuridica. L’irremovibile ancoraggio alle anacronistiche concezioni 
                                                 
210 Cass. pen., sez. VI, 12 gennaio 1989, n. 3478, in C.E.D. Cass., rv. 180704. Del medesimo 
avviso, più di recente, la Corte costituzionale, la quale ha affermato che «l’inclusione nella 
formula descrittiva dell’illecito, di espressioni sommarie, di vocaboli polisensi, ovvero […] di 
clausole generali o concetti “elastici”, non comporta un vulnus del parametro costituzionale 
evocato, quando la descrizione complessiva del fatto incriminato consenta comunque al 
giudice - avuto riguardo alle finalità perseguite dall’incriminazione ed al più ampio contesto 
ordinamentale in cui esso si colloca - di stabilire il significato di tale elemento mediante 
un’operazione interpretativa non esorbitante dall’ordinario compito a lui affidato: quando cioè 
quella descrizione consenta di esprimere un giudizio di corrispondenza della fattispecie astratta, 
sorretto da un fondamento ermeneutico controllabile e, correlativamente, permetta al 
destinatario della norma di avere una percezione sufficientemente chiara ed immediata del 
relativo valore precettivo». Cfr. C. cost., 1 agosto 2008, n. 327, in Giur, cost., 2008, (10, p. 3529 
ss.. 
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dogmatiche altro non sarebbe che una “prigione dorata”; la raffinatezza 
dei costrutti non potrà di certo prevalere sull’ormai indispensabile 
innovazione della politica legislativa211. E ciò sarà tanto più vero ove si 
consideri che, così come costruito, il meccanismo di responsabilizzazione 
della societas è oggi in grado di soddisfare i garantismi richiesti dal 
principio di colpevolezza, inteso nella sua massima accezione. I temuti 
«pericoli di annacquamento»212 dello stesso non risultano, infatti, essersi 
concretizzati. 
Naturalmente, i tentativi di una costruzione lineare del sistema di cui 
qui si discorre implicano il distacco dalle ortodosse matrici 
antropocentriche del diritto penale, anche per il tramite di astrazioni 
                                                 
211 In tal senso, sembra essere orientato pure il legislatore. Il riferimento è alla c.d. bozza 
Pisapia, ossia il disegno di legge delega elaborato dalla Commissione di studio per la riforma 
del codice penale istituita nel luglio del 2006, che si proponeva di inserire la disciplina della  
responsabilità delle persone giuridiche nella parte generale del codice penale. Un progetto 
ormai datato, che ma che si pone come fondamentale antecedente storico. Si riporta di seguito 
l’art. 56 dello schema di legge delega, rubricato «responsabilità degli enti»: «prevedere la 
responsabilità dell’ente per fatti di reato, recependo la disciplina attualmente prevista dal 
decreto legislativo 8 giugno 2001, n. 231, con gli adeguamenti che seguono: a) escludere la 
qualifica della responsabilità come «amministrativa»; escludere altresì la denominazione delle 
sanzioni come «amministrative»; b) chiarire che rispondono del reato tutti gli enti, società, 
associazioni anche non riconosciute, nonché gli enti pubblici in quanto esercitino attività 
economica e nei limiti della stessa. Sono esclusi lo Stato, le Regioni, gli altri enti pubblici 
territoriali, le Autorità indipendenti e gli enti di piccole dimensioni, salvo quelli aventi 
personalità giuridica; c) perfezionare l’adeguamento dei criteri di imputazione al principio di 
personalità, chiarendo, in particolare, che la persona giuridica risponda soltanto dei reati 
commessi nel suo interesse; d) stabilire che la responsabilità delle persone giuridiche si 
perfezioni solo se il reato sia stato reso possibile da una lacuna organizzativa ascrivibile alla 
stessa o dalla carenza di sorveglianza o controllo ovvero sia stato commesso su indicazione dei 
vertici organizzativi o gestionali dello stesso; e) estendere il novero dei reati per i quali la 
persona giuridica debba rispondere se commessi nel suo interesse, in particolare includendovi i 
reati in materia di sicurezza del lavoro e ambientale; f) prevedere l’applicazione nella specifica 
materia delle disposizioni del Codice Penale, in quanto compatibili, provvedendo ad ogni 
opportuno coordinamento anche con riferimento a misure di attenuazione o esclusione della 
sanzioni in caso di condotte riparatorie». 
La Relazione della Commissione Pisapia allo schema di delega rileva come l’inserimento 
della responsabilità degli enti fosse divenuta ormai una necessità e aggiunge che detta 
responsabilità, che si è ritenuto di non dover più definire “amministrativa”, sia «assolutamente 
indispensabile per la coerenza preventiva del sistema», in quanto solo attraverso una specifica 
penalizzazione che colpisca anche i soggetti giuridici diverrà possibile sostenere un’efficacia 
attività di prevenzione dei reati. 
212 A. ALESSANDRI, sub art. 27, cit., p. 160, il quale, seppur criticamente, concorda nel 
ritenere che «la responsabilità penale delle persone giuridiche, per le sue caratteristiche tipiche, 
appartiene culturalmente e operativamente, più ad una visione tecnocratica del diritto penale e 
delle sue finalità, che non al bagaglio di chi scorge l’esigenza di una configurazione della 
responsabilità che risulti ispirata alla garanzia dei valori primari della persona, così spesso 
avviliti, oltre che dalle previsioni normative “astratte”, dalla prassi giudiziale e dalla 
inaccettabile realtà dell’esecuzione penale». 
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altamente innovative, la cui adozione non può certo costituire oggetto di 
critica da parte della dottrina passatista, sostenitrice delle tradizionali 
visioni del diritto penale. Come è stato autorevolmente affermato, «la 
storia può […] mostrare come soprattutto laddove un ordinamento si è 
spinto fino alle astrazioni di più ampia portata per spiegare la punibilità 
delle persone giuridiche, era sospinto da necessità non già logico-sistematiche, 
quanto piuttosto politiche o di conformità agli scopi»213. Necessità, queste, che 
anche nel nostro ordinamento si sono manifestate; è innegabile come i 
fenomeni economico-sociali intervenuti nelle ultime decadi abbiano 
profondamente modificato le risposte prevenzionistiche e punitive che il 
sistema giuridico deve far proprie a tutela della comunità ed abbiano 
altresì evidenziato la cosiddetta «crisi da incontenibilità»214 del diritto 
penale classico. Persistere nel ritenere le società penalmente incapaci 
avrebbe come unico risultato la creazione di un inaccettabile vulnus 
normativo, il che porta inevitabilmente all’indispensabile abbandono 
della dogmatica pura, in favore dell’accoglimento di un’impostazione di 
matrice roxiniana215, grazie alla quale si assisterebbe ad una commistione 
tra la stessa dogmatica e la politica criminale216, sicché la prima 
diverrebbe «concretizzazione dei principi e delle esigenze» della 
seconda217.    
                                                 
213 In questi termini, G. MARINUCCI, La responsabilità penale delle persone giuridiche, cit., p. 446; 
il corsivo indica quanto scritto da E. HEINITZ, in Verhandlungen des 40. deutschen 
Juristentages, Bd. I (Gutachten), 1953, p. 67, riportato dallo stesso Marinucci.  
214 Cfr. C. E. PALIERO, L’autunno del patriarca, cit., p. 1238 s. 
215 Si rinvia, ex multis, a L. P. MANTOVANI, Pensieri sulla politica criminale, in Studi in ricordo di 
Giandomenico Pisapia, Milano, 2000, vol. I, 417 ss. T. PADOVANI, Teoria della colpevolezza e scopi 
della pena. Osservazioni e rilievi sui rapporti fra colpevolezza e prevenzione con riferimento al pensiero di Claus 
Roxin, in Riv. it. dir. proc. pen., 1987, (4), p. 798 ss. 
216 Che, nella risoluzione della questione relativa alla configurabilità della responsabilità 
penale a carico delle persone giuridiche, la politica criminale rivesta ormai un ruolo preminente 
è un dato pacifico. In proposito si veda, J. DE FARÌA COSTA, Contributo, cit., p. 1246. 
217 Il rinvio è a F. BRICOLA, Politica criminale e scienza del diritto penale, Bologna, 1997, p. 228.   
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§ 1. I CRITERI ASCRITTIVI DELLA RESPONSABILITÀ PER L’ILLECITO 
ALL’ENTE. 
 
La responsabilità penale dell’impresa, si è detto, non è ancorata ad 
alcun illecito amministrativo: l’ente risponde del reato, ancorché 
ovviamente commesso da un soggetto intraneo alla specifica realtà 
aziendale1. Lo stesso fatto genera la penale responsabilità tanto della 
persona fisica, quanto della persona giuridica.  
Il sostrato fenomenico, sebbene necessario, non è tuttavia sufficiente 
ad incardinare la responsabilità dell’ente collettivo. Affinché ciò sia 
possibile è determinante la sussistenza di specifiche condizioni, enucleate 
                                                 
1 La condotta umana incarna quello che viene definito «fatto di connessione», ossia «il fatto 
storico, conforme al tipo e antigiuridico, ma […] non necessariamente colpevole, posto in essere da 
certe persone fisiche “legittimate” ad agire nell’interesse o a vantaggio dell’ente e di cui l’ente 
stesso viene chiamato a rispondere». Cfr. G. DE SIMONE, Il «fatto di connessione» tra responsabilità 
individuale e responsabilità corporativa, in Riv. trim. dir. pen. ec., 2011, (1-2), p. 57, nota 99. 
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agli artt. 5, 6 e 7 del d.lgs. n. 231 del 20012: gli intranei cui si è fatto 
riferimento devono rivestire all’interno della struttura complessa una 
posizione qualificata. E tale è non solo quella di coloro che svolgono 
funzioni dirigenziali - i cosiddetti “apicali” - bensì pure quella di coloro 
che si collocano alla base della gerarchia societaria: i dipendenti.  
La condotta delittuosa da essi realizzata deve essere poi volta a 
conseguire l’interesse o il vantaggio dell’ente; infine, la persona giudica 
deve aver omesso l’adozione di adeguati strumenti di prevenzione dei 
reati puntualmente indicati dagli artt. 24 ss. del decreto, ovvero deve 
avere adottato misure protocollari inidonee al precipuo scopo3. 
La linearità del meccanismo ascrittivo è solo apparente; entrambe le 
tipologie di canoni indicate, fin dagli albori, hanno portato gli interpreti a 
collocarsi su posizioni del tutto divergenti4. Si abbozzi qui solamente che, 
per quanto attiene ai criteri di ascrizione oggettivi, non è l’individuazione 
della qualifica della persona fisica-autrice materiale del reato ad aver 
destato particolari perplessità; i principali nodi ermeneutici attenevano ed 
attengono ai concetti di “interesse” e “vantaggio”; le incertezze sul punto 
si muovono su un duplice piano. In primo luogo, rileva la definizione 
sistematica dei criteri de quibus: la dottrina è infatti divisa tra coloro che 
sostengono l’autonomia degli stessi e chi, viceversa, ritiene che il 
binomio individuato dal legislatore si riduca ad un concetto unitario. In 
secondo luogo, le divergenze interpretative coinvolgono il piano 
prettamente contenutistico dell’interesse, da leggersi, secondo taluni, in 
chiave soggettivistica, ovvero in chiave oggettivistica, secondo altri. 
 Da ultimo, l’elemento soggettivo del reato dell’ente ha impegnato gli 
Autori non nella definizione delle circostanze idonee ad integrarlo - già 
esplicitate dalle relative disposizioni di legge al proposito richiamate - 
bensì nel tentativo di individuarne una collocazione sistematica 
                                                 
2 Per tale ragione, deve concordarsi con la definizione dell’illecito dell’ente quale «fattispecie 
a struttura complessa» fornita da G. COCCO, L’illecito degli enti dipendenti da reato ed il ruolo dei 
modelli di prevenzione, in Riv. it. dir. proc. pen., 2004, (1), p. 90. 
3 La riassuntiva esposizione traccia i contorni dell’autonomo illecito dell’ente, 
«caratterizzato da criteri di imputazione anch’essi autonomi». Così, M. PELISSERO, La 
responsabilizzazione degli enti, cit., p. 365, ove l’Autore precisa altresì che «non si tratta […] di un 
illecito del tutto sganciato dal fatto commesso dalla persona fisica, in quanto rispetto a 
quest’ultimo mantiene un nesso necessario di dipendenza». 
4 Per una disamina delle molteplici questioni che attengono alla disciplina introdotta con il 
d.lgs. n. 231 del 2001, si veda G. FORTI, Uno sguardo ai “piani nobili” del d.lgs. n. 231/2001, in Riv. 
it. dir. proc. pen., 2012, (4), p. 1249 ss. 
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§ 1.1. IL REATO COMMESSO DA UN SOGGETTO “APICALE” OVVERO 
DA UN “SUBORDINATO”. 
 
La qualificazione dell’autore del reato quale “apicale” ovvero 
“subordinato” rappresenta un passaggio preliminare di estrema rilevanza, 
poiché - come si avrà modo di specificare - sulla base del diverso ruolo 
rivestito dalla persona fisica, il procedimento penale assumerà, per la 
persona giuridica, sembianze radicalmente difformi. 
Ai sensi dell’art. 5 comma 1 lett. a, d.lgs. n. 231 del 2001, apicali5 sono 
coloro che «rivestono funzioni di rappresentanza, di amministrazione o 
di direzione dell’ente o di una sua unità organizzativa dotata di 
autonomia finanziaria e funzionale nonché da persone che esercitano, 
anche di fatto, la gestione e il controllo dello stesso»; la relazione 
governativa esplicita la scelta di un criterio di individuazione oggettivo-
funzionale6, che privilegia il ruolo effettivamente svolto dalla persona 
fisica, rispetto alla qualifica formale ad essa attribuita7.  
L’accertamento della collocazione dell’individuo all’interno della 
gerarchia societaria deve dunque prendere le mosse dalle funzioni 
aziendali contemplate dalla disposizione richiamata; vale a dire: 
rappresentanza, amministrazione, direzione, gestione e controllo.  
                                                 
5 In dottrina si è precisato che la nozione di “posizione apicale” debba essere intesa 
necessariamente in senso relativo, poiché solo l’amministratore unico, ovvero i membri del 
consiglio di amministrazione, incarnano il vero e proprio apice della struttura societaria, mentre 
qualsiasi altro soggetto in essa operante è tenuto a rispondere a tali apici del proprio operato. 
In tal senso, R. RORDORF, I criteri di attribuzione della responsabilità. I modelli organizzativi e gestionali 
idonei a prevenire i reati, in Le società, 2001, (1), p. 129. 
6 Relazione, cit., p. 17, ove si esplicita che la indicazione analitica delle qualifiche da attribuire 
alle singole figure non è stata ritenuta una tecnica normativa adeguata, in ragione della 
eterogeneità degli enti e, quindi, delle situazioni di riferimento. 
7 S. GENNAI-A. TRAVERSI, La responsabilità da reato degli enti per gli illeciti amministrativi 
dipendenti da reato: commento al d.lgs. 8 giugno 2001, n. 231, Milano, 2001, p. 40 s.; G. DE SIMONE, I 
profili sostanziali della responsabilità c.d. amministrativa degli enti: la «parte generale» e la «parte speciale» del 
d.lgs. 8 giugno 2001, n. 231, in G. GARUTI (a cura di), Responsabilità degli enti per illeciti amministrativi 
dipendenti da reato, Padova, 2002, p. 81 ss. Per talune precisazioni di carattere puramente 
linguistico circa i diversi criteri di classificazione, A. BASSI-T. E. EPIDENDIO, Enti e responsabilità 
da reato. Accertamento, sanzioni e misure cautelari, Milano, 2006, p. 143 s., nota 2. 
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Tramite il riferimento alle categorie concettuali elaborate in altri rami 
dell’ordinamento8, la rappresentanza può essere definita come la 
funzione per la quale un soggetto è legittimato ad emettere o a ricevere 
dichiarazioni negoziali in nome e per conto dell’ente9. Non sussiste alcun 
dubbio sulla circostanza che il rappresentante legale (organico) incarni il 
vertice societario; l’ipotesi costituisce, del resto, l’archetipo 
dell’immedesimazione tra società ed ente.  
Il rappresentante volontario - la cui legittimazione è fondata su un 
atto di procura limitato a determinati affari - sembra, invece, 
annoverabile nella categoria dei sottoposti; ciò poiché tale soggetto è 
tenuto ad una rendicontazione della propria attività, la quale 
implicherebbe la subordinazione funzionale del rappresentante 
volontario agli effettivi apici societari10.  
Quanto all’amministrazione - funzione che ha ad oggetto i beni 
dell’ente11 - l’art. 2380 bis comma 1 c.c. stabilisce che «la gestione 
dell’impresa spetta esclusivamente agli amministratori, i quali compiono 
le operazioni necessarie per l’attuazione dell’oggetto sociale». Apicali 
sono, dunque, i membri del consiglio di amministrazione, nonché - a 
seguito della riforma organica della disciplina delle società di capitali e 
società cooperative, intervenuta con il d.lgs. 17 gennaio 2003, n. 6 - i 
membri del consiglio di gestione nel modello dualistico12.  
                                                 
8 Il riferimento extra penale è necessitato anche secondo la giurisprudenza di merito; Trib. 
Milano, sez. XI, 26 giugno 2008, in Foro ambr., 2008, (3), p. 335, ove si afferma che «in assenza 
di una definizione delle […] funzioni di amministrazione, rappresentanza e direzione, si 
possono utilizzare in via interpretativa le norme dettate in proposito in altre branche 
dell’ordinamento interno, così da ricostruire il concetto di amministratore come legato al 
potere di gestione e controllo delle risorse materiali dell’ente, il concetto di direzione come 
legato al potere di gestione e controllo del personale dell’ente, il concetto di rappresentanza 
come legato alla formazione, manifestazione all’esterno e alla ricezione della volontà dell’ente 
in relazione agli atti negoziali». 
9 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità da reato, cit., p. 147. 
10 La posizione subordinata del rappresentante volontario è sostenuta da G. DE VERO, La 
responsabilità penale, cit., p. 151, nonché da O. DI GIOVINE, Lineamenti sostanziali, cit., p. 51; 
contra, N. PISANI, Struttura dell’illecito e criteri di imputazione, in A. D’AVIRRO-A. DI AMATO (a cura 
di), Trattato di diritto penale dell’impresa, Padova, 2009, vol. X, p. 80. Secondo l’Autore, «tale 
conclusione non sembra del tutto appagante, appena si consideri come il procuratore potrebbe 
agire nell’interesse dell’ente, in ragione del livello ‘apicale’ dei poteri conferitigli in via 
negoziale». 
11 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità da reato, cit., p. 148. 
12 A. MEREU, La responsabilità “da reato” degli enti collettivi e i criteri di attribuzione della 
responsabilità tra teoria e prassi, in Ind. pen., 2006, (1), p. 51. G. DE VERO, La responsabilità penale, 
cit., p. 151, nonché N. PISANI, Struttura dell’illecito, cit., p. 81. S. BARTOLOMUCCI, Corporate 
governance, cit., p. 43 precisa che la previsione ad opera del codice civile di specifici requisiti 
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Un’ulteriore questione circa l’inquadramento degli amministratori 
societari deriva dalla possibilità che gli stessi siano titolari di funzioni 
esecutive o meno. Il discrimen formale tra le due figure risiede nella 
circostanza che, mentre l’amministratore non esecutivo non è legato 
all’ente da un rapporto di lavoro subordinato, diversamente avviene per 
quanto riguarda l’amministratore dotato di funzioni esecutive, il quale è 
dipendente della società. Sul punto la dottrina maggioritaria ritiene che 
anche tale ultima figura vada annoverata tra i soggetti apicali13; taluni 
Autori sostengono, invece, la necessità di una verifica case by case, onde 
determinare, nella specifica ipotesi, l’effettiva soggezione 
dell’amministratore non esecutivo all’altrui potere di direzione e 
controllo14. 
Per quanto concerne la funzione di direzione, nemmeno il rinvio alle 
disposizioni del codice civile è in grado di fornire utili indicazioni; si 
rileva che essa viene menzionata in talune disposizioni, prive, tuttavia, di 
valenza definitoria: l’art. 2396 c.c. contempla la figura del direttore 
generale di società, mentre gli artt. 2095 e 2138 c.c., riguardano il 
dirigente d’impresa15. Sebbene formalmente si tratti di dipendenti della 
società - ai sensi dell’art. 2095 c.c., che definisce puntualmente le 
categorie di prestatori di lavoro subordinato - sembra possibile affermare 
che entrambe le ipotesi debbano essere ricondotte alla nozione di apicale, 
poiché, in ogni caso, la persona appare dotata di un effettivo potere 
gestorio16, talvolta addirittura maggiormente pregnante rispetto a quello 
degli amministratori17. 
Alle funzioni citate il legislatore delegato ha attribuito un «effetto 
espansivo»18, per il quale nel novero dei soggetti apicali dell’ente 
                                                                                                                            
che devono connotare la figura dell’amministratore - quali onorabilità, indipendenza, 
professionalità - «riduce ancor di più la fenomenologia dell’esercizio di poteri tipicamente 
gestori da parte di soggetti che non siano inquadrabili nel c.d. top management della società». 
13 In tal senso, R. RORDORF, I criteri di attribuzione, cit., p. 129; G. DE VERO, La responsabilità 
penale, cit., p. 152. 
14 S. BARTOLOMUCCI, Corporate governance, cit., p. 42. 
15 E. BASSI-T. E. EPIDENDIO, Enti e responsabilità da reato, cit., p. 148. 
16 F. ARDITO-G. CATALANO, Reati degli apicali e reati dei sottoposti: come cambiano i modelli 231, 
in La responsabilità amministrativa delle società e degli enti, 2011, (2), p. 17 s. 
17 C. E. PALIERO, La responsabilità delle persone giuridiche: profili generali e criteri di imputazione, in 
A. ALESSANDRI (a cura di), Il nuovo diritto penale delle società, Milano, 2002, p. 52 s. 
18 R. RAZZANTE-F. TOSCANO, La responsabilità amministrativa, cit., p. 86. C. DE MAGLIE, 
Principi generali e criteri di attribuzione della responsabilità, in Dir. pen. proc., 2001, (11), p. 1350, che 
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rientrano pure coloro che dispongono di poteri gestionali, sebbene 
limitatamente ad una unità organizzativa dell’ente19, purché dotata di 
autonomia finanziaria e funzionale. E se la locuzione “autonomia 
funzionale” identifica la destinazione dell’unità alla gestione di uno 
specifico segmento produttivo, la locuzione “autonomia finanziaria” sta 
ad indicare l’autonomia decisionale del vertice dell’unità in ordine al 
finanziamento delle operazioni20. Stante il tenore letterale della 
formulazione normativa, alla singola unità organizzativa non sarebbero 
invece riferibili le funzioni di gestione e controllo21. 
L’adozione di un criterio di definizione funzionale22 consente, poi, di 
annoverare tra i soggetti attivi del reato presupposto anche coloro che 
esercitano in via di fatto -  a prescindere, cioè, dal formale inserimento 
nella struttura societaria - «un vero e proprio dominio sull’ente»23. Così, a 
titolo esemplificativo, incarna la voluntas societatis il cosiddetto “socio 
tiranno”, «il quale - per riprendere la formulazione utilizzata nei lavori 
preparatori - è “detentore della quasi totalità delle azioni, detta 
dall’esterno le linee della politica aziendale ed il compimento di 
determinate operazioni”»24. 
La funzione di controllo non deve, quindi, essere intesa nella sua 
accezione tradizionale, bensì come «dominio dell’ente o capacità di 
incidere sulle politiche di gestione»25. Il contenuto della funzione de qua 
                                                                                                                            
sottolinea come l’estensione rappresenti l’unica novità rispetto alla delega e come sia volta a 
«regolamentare ciò che di fatto avviene nella realtà delle organizzazioni postindustriali«. 
19 A. MANNA, La c.d. responsabilità amministrativa delle persone giuridiche, cit., p. 1115, ricorda che 
«la questione è stata molto dibattuta perché trattandosi di posizioni apicali, si applica la 
disciplina dell’inversione dell’onere probatorio, che, essendo un’eccezione nel sistema, 
dovrebbe essere contenuta in àmbiti applicativi ristretti. Il problema sorge, però, nell’àmbito di 
società di grandi dimensioni, ove non si può limitare il discorso alle sole posizioni apicali, ma 
bisogna far riferimento anche all’unità organizzativa dotata di autonomia finanziaria e 
funzionale. In altri termini, si equiparano ai vertici apicali anche i direttori di stabilimento e 
figure simili, perché, possedendo una propria autonomia, sono, sotto questo profilo, 
equiparabili ai vertici di impresa. Il criterio distintivo, dunque, tra posizioni apicali e dipendenti 
riposa proprio sulla presenza o meno di autonomia finanziaria e funzionale». 
20 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità da reato, cit., p. 151. 
21 G. CASAROLI, Sui criteri di imputazione della responsabilità da reato alla persona giuridica, in Riv. 
trim. dir. pen. ec., 2008, (3), p. 570, che limita la rilevanza delle funzioni in esame esclusivamente 
all’ente nel suo complesso. 
22 C. DE MAGLIE, Principi generali, cit., p. 1350. 
23 A. MEREU, La responsabilità “da reato” degli enti collettivi e i criteri di attribuzione della 
responsabilità tra teoria e prassi, in Ind. pen., 2006, (1), p. 50. 
24 Sul punto, G. DE VERO, La responsabilità penale, cit., p. 153 s. 
25 N. PISANI, La struttura dell’illecito, cit., p. 91. Specifica, a tal proposito, R. RORDORF, I 
criteri di attribuzione, cit., p. 129, che il controllo cui deve essere fatto riferimento non coincide 
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nei termini appena esposti, unitamente alla circostanza che la medesima 
funzione deve essere esercitata unitamente a quella di gestione - stante 
l’utilizzo della congiunzione “e”26 - conduce la dottrina maggioritaria ad 
escludere dal novero dei soggetti in grado di generare la responsabilità 
dell’ente i sindaci27 della società, nonché i membri del consiglio di 
sorveglianza28, per quanto attiene il modello di gestione dualistico. La 
                                                                                                                            
con la funzione di sorveglianza e di garanzia assunta da un organo societario; sembra piuttosto 
che il concetto in esame sia da ricollegare alle ipotesi di controllo individuate dal codice civile 
all’art. 2359, ossia, da un lato, al cosiddetto controllo di diritto e, dall’altro, al cosiddetto 
controllo di fatto. Mentre il primo si attua nel momento in cui un soggetto detiene il cinquanta 
per cento più uno delle azioni aventi diritto di voto, il secondo si esercita nel momento in cui il 
soggetto non detiene la maggioranza assoluta delle azioni, ma comunque dispone di una 
maggioranza relativa, idonea a rendere la sua posizione dominante nell’assemblea dei soci. Per 
quanto riguarda la funzione di gestione, questa viene definita da E. BASSI-T. E. EPIDENDIO, 
Enti e responsabilità da reato, cit., p 150 come un «termine di genere per designare tutte quelle 
attività di amministrazione (delle risorse) e di direzione (del personale) che non trovino la 
propria fonte in un formale rapporto di mandato o di una qualifica formale alla quale, secondo 
la regola, spetterebbe l’attività di amministrazione e direzione. Ciò sia nel caso in cui il gestore 
spenda il nome dell’interessato (c.d gestione di affari rappresentativa), sia nel caso in cui questa 
non avvenga (gestione d’affari non rappresentativa)».  
26 F. C. BEVILACQUA, I presupposti della responsabilità da reato degli enti, in C. MONESI (a cura 
di), I modelli organizzativi ex d.lgs. 231/2001. Etica d’impresa e punibilità degli enti, Milano, 2005, p. 
137. 
27 L. D. CERQUA, Profili generali della responsabilità degli enti dipendenti da reato, in Corr. mer., 
2007, (8-9), p. 990.; C. DE MAGLIE, L’etica, cit., p. 332; G. DE VERO, La responsabilità penale, cit., 
p. 154. Contra, A. MANNA, La c.d. responsabilità amministrativa, cit., p. 1115, il quale sottolinea 
come «la prassi […] insegna che una politica criminale d’impresa può essere portata avanti 
anche con l’avallo del collegio sindacale, per cui i sindaci possono rispondere in concorso con 
gli amministratori per reati commessi nell’esercizio della loro funzione, da cui può, senza 
dubbio, scaturire una responsabilità in capo all’ente». Talune puntualizzazioni vengono 
sviluppate in dottrina con riguardo ai reati societari di cui all’art. 25 ter d.lgs. n. 231 del 2001. In 
relazione a tali fattispecie di illecito si ritiene ammissibile l’assimilazione dei sindaci a soggetti in 
posizione apicale. La tesi, si sostiene, sarebbe «ancor più plausibile alla luce degli orientamenti 
della CONSOB sull’interpretazione dei principi contabili internazionali, in particolare il 
famigerato IAS 24, che regola le operazioni con parti correlate». In questo senso, A. M. 
PASCULLI, La responsabilità “da reato” degli enti collettivi nell’ordinamento italiano, Bari, 2005, p. 174; 
concorde, F. ARDITO-G. CATALANO, Reati degli apici, cit., p. 18. C. E. PALIERO, La responsabilità 
delle persone giuridiche, cit., p. 53. La dottrina maggioritaria si pone, comunque, in netto 
disaccordo rispetto a siffatta impostazione; viene posto in evidenza come i sindaci non 
possano essere annoverati tra gli apicali in relazione a tali illeciti, poiché i soggetti attivi dei reati 
de quibus sono i soli amministratori, direttori generali e liquidatori. Cfr. G. CASAROLI, Sui criteri 
di imputazione, cit., p. 570. G. DE VERO, La responsabilità penale, cit., p. 154. A. MEREU, La 
responsabilità “da reato”, cit., p. 51. 
28 Circa i componenti del consiglio di sorveglianza, A. MEREU, La responsabilità “da reato”, 
cit., p. 51, pur riconoscendo la tendenziale esclusione dalla cerchia dei vertici societari, precisa 
che la prospettiva potrebbe essere «rovesciata laddove si condivida quell’opinione dottrinale 
che, in virtù del fatto che il consiglio di sorveglianza nomina i membri del consiglio di gestione, 
ritiene logico e naturale che esso possa dare ai soggetti che nomina le linee a cui attenersi, 
potendo quindi compiere atti di gestione e di indirizzo o approvare operazioni di particolare 
rilevanza». 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 





ratio dell’esclusione è evidente: tali figure non detengono poteri idonei ad 
influire effettivamente sulla politica societaria dell’ente29. 
Tracciati nelle linee essenziali significato e portata della nozione di 
“apicale”, brevi cenni debbono essere dedicati alla figura dei subordinati, 
definiti dall’art. 5 comma 1 lett. b come le «persone sottoposte alla 
direzione o alla vigilanza di uno dei» primi. 
Il criterio funzionale assume qui una «prospettiva passiva», poiché si 
individuano i soggetti che le funzioni subiscono30; in tale ottica, si è 
sostenuto un criterio di individuazione negativo, per il quale i soggetti 
sottoposti sarebbero coloro che non possono essere ricondotti alla 
categoria degli apicali31. 
La questione definitoria centrale è rappresentata dalla possibilità, o 
meno, di annoverare tra i sottoposti non solo i soggetti formalmente 
dipendenti della società, bensì anche coloro che con la medesima 
intrattengono un rapporto di collaborazione esterna. Sul punto, la 
dottrina maggioritaria, valorizzando il criterio funzionale di selezione, 
estende la portata della norma, ricomprendendo nella categoria anche a 
soggetti non formalmente inseriti nella struttura societaria32. Una diversa 
soluzione si porrebbe, del resto, in aperto contrasto con le ragioni di 
politica-criminale che hanno determinato l’estensione della responsabilità 
“da reato” delle persone giuridiche anche ai reati commessi dai 
sottoposti; come si legge nella relazione ministeriale, questa si è resa 
obbligata, poiché «una diversa opzione avrebbe significato ignorare la 
crescente complessità delle realtà economiche disciplinate e la 
conseguente ripartizione delle relative fondamenta operative»33. 
 
 
                                                 
29 N. PISANI, La struttura dell’illecito, cit., p. 91. 
30 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 157, i quali precisano che la norma 
introduce un «duplice criterio di selezione definitoria», attraverso il quale si esclude in radice la 
possibilità di un controllo indiretto. 
31 R. RAZZANTE-F. TOSCANO, La responsabilità amministrativa, cit., p. 88. 
32 In questo senso, F. ARDITO-G. CATALANO, Reati degli apici, cit., p. 20; F. C. BEVILACQUA, 
I presupposti della responsabilità, cit., p. 137; D. PULITANÒ, La responsabilità “da reato”, cit., p. 16. 
Contra, S. GENNAI-A. TRAVERSI, La responsabilità da reato degli enti, cit., p. 43 s, che riconducono 
la nozione ai soli lavoratori dipendenti, nonché F. VIGNOLI, Societas puniri potesti: profili critici 
di un’autonoma responsabilità dell’ente collettivo, in Dir. pen. proc., 2004, (7), p. 907, per il quale una 
tale estensione costituirebbe un’interpretazione estensiva in malam partem. 
33 Relazione, cit., p. 19. 
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§ 1.2. IL REATO COMMESSO NELL’INTERESSE O NEL VANTAGGIO 
DELL’ENTE. 
 
La responsabilità della persona giuridica è subordinata, altresì, alla 
condizione che il reato sia commesso nel suo interesse o a suo vantaggio, 
secondo quanto dispone l’art. 5 comma 1 d.lgs. n. 231 del 2001; il 
capoverso esclude la rimproverabilità dell’ente nell’ipotesi in cui l’illecito 
sia stato posto in essere nell’esclusivo interesse dell’autore materiale o di 
un terzo. Stante l’art. 12 comma 1 lett a, la responsabilità continua invece 
a sussistere - con sanzione pecuniaria tuttavia ridotta della metà - ove il 
reato sia stato finalizzato al perseguimento del prevalente interesse della 
persona fisica o di un soggetto terzo e l’ente non ne abbia ricavato 
vantaggio o questo sia stato minimo. È irrilevante, ai sensi dell’art. 8 
comma 1 lett. a, che l’autore del reato sia stato individuato. 
Le disposizioni citate delineano una gradazione delle conseguenze 
sanzionatorie a carico dell’ente, modulate sulla base del maggiore o 
minore “coinvolgimento” della societas nella commissione del reato34. 
L’agire nell’interesse dell’ente attua il rapporto di immedesimazione 
organica, per il quale la persona fisica, come si è visto, altro non è che la 
longa manus della persona giuridica35; rapporto identificativo che viene 
                                                 
34 Come afferma T. PADOVANI, Il nome dei principi, cit., p. 19, «interesse e vantaggio 
costituirebbero certo presupposti sufficienti ad escludere normativamente che l’ente possa 
beneficiare della qualifica di “persona estranea al reato”». P. PATRONO, Verso la soggettività penale, 
cit., p. 211 s.; C. DE MAGLIE, L’etica, cit., p. 332; F. C. BEVILACQUA, I presupposti della 
responsabilità da reato degli enti, cit., p. 132. Secondo Cass., sez. II, 30 gennaio 2006, n. 3615, in 
Dir. prat. soc., 2006, (8), p. 60, grazie all’interesse ed al vantaggio «l’ente collettivo è considerato 
il vero istigatore, esecutore o beneficiario della condotta criminosa materialmente commessa 
dalla persona fisica in esso inserita». 
35 In giurisprudenza, Cass., sez. VI, 18 febbraio 2010, n. 27735, in Cass. pen., 2011, (5), p. 
1876 ss., la quale, nel dichiarare manifestamente infondata la questione di legittimità 
costituzionale dell’art. 5 d.lgs. n. 231 del 2011 in riferimento all’art. 27 Cost., conferma 
l’idoneità di interesse e vantaggio a dar luogo ad una immedesimazione organica, sicché l’ente 
risponde comunque per fatto proprio. In dottrina, S. BELTRANI, La responsabilità da reato degli 
enti tra imputazione oggettiva e principio di personalità. (Commento a Cass. pen., sez. VI, 18.2-16.7.2010, 
n. 27735), in La responsabilità amministrativa delle società e degli enti, 2011, (2), p. 150; G. AMATO, Le 
regole di giudizio nel procedimento a carico dell’ente escludono vizi di costituzionalità, in La responsabilità 
amministrativa di società ed enti, 2010, (4), p. 163 ss. P. VENEZIANI, sub art. 5, in A. CADOPPI-G. 
GARUTI-P. VENEZIANI (a cura di), Enti e responsabilità da reato, cit., 104, nota 5, precisa che «il 
presupposto logico cui è necessariamente subordinata (la) responsabilità (dell’ente) è […] la 
possibilità di una distinzione soggettiva fra l’ente e l’autore del reato», la quale non può essere 
individuata nel contesto di una impresa individuale, sicché, in tale fattispecie, la responsabilità 
amministrativa della societas non è configurabile. Conformemente, Cass., sez. VI, 3 marzo 2004, 
in Cass. pen., 2004, (12), p. 4046. Contra, in giurisprudenza, Cass., sez. III, 20 aprile 2011, n. 
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meno ove la finalizzazione della condotta a favore dell’ente non sia 
minimamente ravvisabile: la corresponsabilizzazione dell’ente non è, in 
tale ipotesi, giustificabile in ragione dell’estraneità di fatto della medesima 
alla vicenda illecita36. 
Si riconduce e si riduce la responsabilità della societas a quelle sole 
condotte volte a produrre riflessi utilitaristici in capo alla realtà collettiva. 
Occorre qui ribadire che la linearità della disciplina è solo espositiva37; il 
divario esegetico coinvolge tanto il piano contenutistico dei concetti in 
esame, quanto quello delle interrelazioni tra gli stessi38. Duplice il filone 
interpretativo sui temi: come si ricordava, da un lato, i sostenitori della 
cosiddetta teoria dualistica ritengono che interesse e vantaggio 
costituiscano, ognuno, un criterio ascrittivo autonomo, mentre, dall’altro 
lato, coloro che propongono la teoria cosiddetta monistica affermano la 
sostanziale identità dei parametri indicati39. 
 
 
§ 1.2.1. (SEGUE): AUTONOMIA O SOVRAPPONIBILITÀ DEI CRITERI? 
 
La reductio ad unum dei criteri di imputazione oggettivi si muove su 
diversi piani di analisi: l’uno, per così dire, “processualistico”, l’altro 
“sostanzialistico”.  
                                                                                                                            
15657, in Cass. pen., 2011, (7-8), p. 2556 ss., con nota critica di L. PISTORELLI, L’insostenibile 
leggerezza della responsabilità da reato delle imprese individuali. 
36 Come ricorda G. DE FRANCESCO, Gli enti collettivi: soggetti dell’illecito o garanti dei precetti 
normativi?, in Dir. pen. proc., 2006, (6), p. 755, l’ente collettivo può risultare «destinatario diretto 
di precetti e direttive tali da consentire la verifica della conformità delle scelte operate al 
contenuto normativo proprio di questi ultimi» solo allorquando «l’illecito configurabile (viene) 
ad ‘immedesimarsi’, per così dire, con la stessa dimensione collettiva ed ‘impersonale’ 
dell’illecito in quanto tale». 
37 A. FIORELLA, Principi generali e criteri di imputazione, cit., p. 6. 
38 Per una panoramica delle varie correnti di pensiero sul tema, A. ASTROLOGO, Brevi note 
sull’interesse e il vantaggio nel D.lgs. 231/2001, in La responsabilità amministrativa delle società e degli enti, 
2006, (1), p. 187 ss.; A. BERNASCONI, sub art. 5, in La responsabilità degli enti. Commento articolo per 
articolo al d.legisl. 8 giugno 2001, n. 231, A. PRESUTTI-A. BERNASCONI-C. FIORIO (coord. da), 
Padova, 2008, p. 97 ss.; T. E. EPIDENDIO, sub art. 5, in A. GIARDA-E. M. MANCUSO-G. 
SPANGHER-G. VARRASO (a cura di), Responsabilità “penale” delle persone giuridiche, Torino, 2007, p. 
38 ss.;  V. MONGILLO, Profili critici della responsabilità da reato degli enti alla luce dell’evoluzione 
giurisprudenziale (prima parte), in La responsabilità amministrativa delle società e degli enti, 2009, (4), p. 
103 ss. 
39 Le categorie della teoria dualistica e monistica sono proposte da V. MONGILLO, Profili 
critici, cit., p. 107 ss. 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 





Quanto al primo, è l’alinea dell’art. 5 del decreto a fondare l’intero 
impianto teorico; la norma esclude la responsabilità dell’ente nelle ipotesi 
in cui il reato sia stato commesso nell’esclusivo interesse dell’autore 
materiale o di terzi40. Sebbene sia ritenuta da autorevole dottrina una 
disposizione pleonastica - «è la frase di esordio riformulata in negativo, 
né esiste responsabilità finché non consti l’“interesse o vantaggio”»41 - il 
capoverso ha introdotto una vera e propria «asimmetria»42: l’irrilevanza 
del vantaggio obiettivamente conseguito dall’ente ove non sia derivato da 
una condotta geneticamente motivata dal conseguimento dello stesso43. 
E la ratio dell’esclusione è data dalla rottura, in ipotesi del genere, del 
rapporto di immedesimazione organica44. 
Dalla norma si desume che l’unico criterio di collegamento 
effettivamente tale è l’interesse, mentre il vantaggio costituisce una «sorta 
di variabile causale che potrà anche darsi concretamente senza che, per 
                                                 
40 La natura della disposizione è controversa; in dottrina si è infatti sostenuto che l’art. 5, 
comma 2, rappresenti una circostanza oggettiva di esclusione della responsabilità - cfr. G. DE 
SIMONE, I profili sostanziali, cit., p. 101 - ovvero una circostanza interruttiva del nesso di 
ascrizione oggettivo dell’illecito. Sul punto, C. E. PALIERO, La responsabilità delle persone giuridiche, 
cit., p. 52. Le dirompenti conseguenze in punto di rischio per la mancata prova, che nel caso 
delineato dal capoverso dell’art. 5 grava sulla difesa - come sostiene P. FERRUA, Procedimento di 
accertamento e di applicazione delle sanzioni, in Dir. pen. proc., 2001, (12), p. 1482 - rendono tali 
qualificazioni non giustificate secondo A. BASSI-T. E. EPIDENDIO,  Enti e responsabilità da reato, 
cit., p. 161, nota 1. 
41 In questi termini, F. CORDERO, Procedura penale, Milano, 2006, p. 1348. Concorde, D. 
PULITANÒ, La responsabilità “da reato” degli enti, cit., p. 425, nota 27. 
42 C. E. PALIERO, La responsabilità delle persone giuridiche, cit., p. 52, il quale ritiene che in tali 
ipotesi «sarebbe stato preferibile configurare comunque la responsabilità dell’ente, al più 
ricorrendo, sul versante sanzionatorio alla irrogazione di una pena pecuniaria attenuata e/o alla 
sola confisca del profitto tratto dal reato». Del medesimo pensiero, O. DI GIOVINE, Lineamenti 
sostanziali, cit., p. 71. 
43 A. FIORELLA, Principi generali e criteri di imputazione all’ente della responsabilità amministrativa, in 
A. FIORELLA-G. LANCELLOTTI, La responsabilità dell’impresa per i fatti di reato, Torino, 2004, p. 6 
s.; concordemente, M. PELISSERO-G. FIDELBO, La “nuova” responsabilità amministrativa, cit., p. 
581. La tesi dell’irrilevanza del vantaggio, si è sottolineato, risulta decisamente appetibile in 
chiave difensiva; si è altresì precisato come, tuttavia, la stessa potrebbe incontrare serie 
difficoltà in ordine all’accoglimento nelle aule di tribunale; ciò «non tanto in quanto 
eccessivamente sviluppata in chiave “volitiva”, ma poiché il conseguimento di un vantaggio da 
parte della societas sembra esaurire, irrimediabilmente, l’impegno dimostrativo gravante sulla 
pubblica accusa in ordine alla sussistenza del requisito oggettivo stabilito dall’art. 5, comma 1, 
del decreto, con la conseguenza che risulterebbe assai arduo, se non impossibile, riuscire a 
contrastare il risultato raggiunto, facendo ricorso alla “prospettiva finalistica” perseguita 
dall’autore del reato per negare la sussistenza dell’interesse in presenza di un effettivo 
vantaggio». Circa tale ultimo rilievo, cfr. F. STORELLI, L’illecito amministrativo da reato degli enti 
nell’esperienza giurisprudenziale, Torino, 2005, p. 28. 
44 C. DE MAGLIE, L’etica, cit., p. 333. 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 





ciò solo, si debba ipotizzare una responsabilità da reato della persona 
giuridica»45. 
La portata sostanzialmente unitaria è sostenuta poi da quella dottrina 
che interpreta l’interesse ed il vantaggio come termini equivalenti46, 
ovvero sinonimi47, ovvero ancora una «endiadi che addita un criterio 
unitario, riconducibile ad un “interesse” dell’ente inteso in senso 
obiettivo: non necessariamente un interesse in concreto soddisfatto, sì 
invece un interesse dell’ente (o, che è lo stesso, un suo possibile 
vantaggio) riconoscibilmente connesso alla condotta dell’autore del 
reato»48.  
La conclusione sarebbe avvalorata da specifici ulteriori elementi: la 
lettera dell’art. 25 ter, d.lgs. n. 231 del 2001, da un lato, nonché la 
previsione della penale responsabilità della societas anche per le ipotesi di 
tentativo ex art. 26. La rilevanza ascrittiva del solo interesse, a discapito 
della portata cogente del vantaggio, risulterebbe cioè testimoniata dal 
mancato riferimento a quest’ultimo in tema di reati societari49, nonché 
dalla inconfigurabilità logica del vantaggio nelle ipotesi di delitto 
                                                 
45 Così, G. DE SIMONE, La responsabilità da reato degli enti nel sistema sanzionatorio italiano: alcuni 
aspetti problematici, in Riv. trim. dir. pen. ec., 2004, (3-4), p. 671. Nello stesso senso, N. PISANI, 
Struttura dell’illecito, cit., p. 110, ove si sottolinea il carattere meramente eventuale ed accessorio 
del vantaggio. Precisa G. DE VERO, La responsabilità penale, cit., p. 158 s., che «il vantaggio pur 
essendo concettualmente ed empiricamente distinto dal primo, gioca un ruolo sostanzialmente 
comprimario, ove riscontrabile e comunque non realmente alternativo. […] la mancata 
rilevanza, di per sé, del vantaggio conseguito dall’ente, quando sia assente l’interesse, è 
piuttosto la conferma che il primo non esprime una valenza distinta e alternativa quale criterio 
d’imputazione e resta in ogni caso assorbito dal secondo». 
46 C. DE MAGLIE, L’etica, cit., p. 332. 
47 F. CORDERO, Procedura penale, cit., p. 1348. 
48 D. PULITANÒ, La responsabilità “da reato” degli enti, cit., p. 425. L’utilizzo del termine 
“endiadi” ha dato luogo ad una disputa tra dottrina e giurisprudenza, la quale tuttavia non 
sembra determinante ai fini della comprensione delle problematiche del sistema, onde se ne dà 
semplicemente atto senza ulteriori approfondimenti. La Corte di Cassazione ha infatti 
puntualizzato che tale termine risulta inappropriato, in quanto la figura retorica de qua 
richiederebbe la congiunzione copulativa “e”; la dottrina controbatte affermando che, di fatto, 
«di endiadi sembra possa parlarsi anche “impropriamente” in tutti quei casi in cui lo stesso 
concetto si esprima attraverso due parole dal corrispondente significato, senza che ricorra una 
vera e propria “progressione” semantica». Cfr. N. SELVAGGI, L’interesse, cit., p. 32. La 
prospettazione dei criteri di imputazione oggettivi in termini di endiadi risulta necessitata dalla 
esigenza di «evitare che il collegamento del reato con l’ente sia rimesso, quantomeno per quel 
che concerne l’agire nell’interesse dello stesso, anche alle soggettive valutazioni e 
rappresentazioni dell’agente» secondo A. MANNA, La c.d. responsabilità amministrativa delle persone 
giuridiche, cit., p. 1114. 
49 Il dato testuale conferma l’unicità del criterio di imputazione oggettivo secondo N. 
PISANI, Struttura dell’illecito, cit., p. 111. 
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meramente tentato50; costituendo esso un beneficio patrimoniale da 
valutarsi necessariamente ex post, il suo conseguimento non può che 
richiedere la consumazione dell’illecito presupposto. 
Gli argomenti addotti non sembrano inconfutabili; con riferimento 
alla norma incriminatrice dell’art. 25 ter51, l’assenza del rinvio al vantaggio 
trova, infatti, una giustificazione fenomenologica, data «dal fatto che 
nella gran parte di quelle fattispecie […] è presente, quale elemento 
costitutivo, l’evento di danno per la società, il che esclude 
aprioristicamente la possibilità che il reato ricada a vantaggio della 
stessa»52. 
Quanto all’impossibilità di attribuire efficacia ascrittiva al vantaggio 
nelle ipotesi di delitto tentato, il rilievo oggettivo non può essere 
contraddetto; ciò che non appare condivisibile è la susseguente 
deduzione circa l’idoneità del solo interesse a costituire un criterio di 
imputazione oggettivo. La disciplina dettata dal d.lgs. n. 231 del 2001 in 
tema di criteri di imputazione individua, senza dubbio alcuno, un sistema 
fondato sulla primazia dell’interesse; rilevata tale posizione di 
preminenza, a nostro avviso, risulterebbe tuttavia errato considerare 
l’esplicito riferimento al vantaggio come una superfetazione legislativa. 
Nella maggior parte dei casi questo potrà costituire una sorta di criterio 
comprimario; ciò comunque non esclude la configurabilità di ipotesi, 
forse residuali, nelle quali il beneficio concreto conseguito dall’ente 
incide sensibilmente sulla “intensità” dell’imputazione del reato alla 
persona giuridica. 
Il riferimento immediato è all’art. 12 comma 1 lett. a, il quale 
disciplina, come si ricordava nell’incipit, le ipotesi di cosiddetto interesse 
                                                 
50 A. FIORELLA, Principi generali e criteri di imputazione, cit., p. 7 s. La valorizzazione del 
tentativo quale criterio esegetico generale è sostenuta da G. PAOLOZZI, Vademecum, cit., p. 26 
s., il quale - ribadendo che i due concetti non possono essere considerati autonomi, stante 
l’inidoneità del solo vantaggio a fungere da reale criterio ascrittivo, e rilevando altresì come non 
si possa parlare di endiadi, poiché resta insuperabile l’impianto sintattico dell’art. 5, comma 1 - 
ritiene il criterio de quo idoneo per superare l’impasse. Afferma l’Autore che «è stato prospettato 
un ragionevole punto di mediazione facente leva sull’idea che l’addebito del fatto illecito 
all’ente si muova su due piani dell’imputazione del reato consumato e del reato tentato, con la 
conseguenza di configurare una ricaduta a vantaggio, esclusivamente nell’ipotesi in cui ed in 
quanto si sia realizzato l’evento e non, viceversa, là dove il reato sia semplicemente tentato». 
51 Ritiene priva di rilevanza pratica la questione formulata in ordine alla indicatività della 
disposizione in esame, A. MEREU, La responsabilità “da reato”, cit., p. 58 s.  
52 O. DI GIOVINE, Lineamenti sostanziali, cit., p. 73. 
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misto53, ossia i casi in cui il reato è commesso nel prevalente interesse 
della persona fisica o di terzi ed il vantaggio per l’ente è nullo, ovvero 
minimo. Le due condizioni danno luogo ad una circostanza attenuante 
che testimonia il carattere alternativo dei due parametri54. Il tenore 
letterale della norma impone la ricorrenza di entrambe le indicate 
circostanze ai fini della riduzione di pena55. 
La finalizzazione del reato nell’interesse tanto dell’ente quanto della 
persona fisica o di terzi non è dunque sufficiente per il riconoscimento 
dell’attenuazione di pena in favore della societas; il vantaggio conseguito 
deve, in queste fattispecie, essere di minima importanza. E tale esiguità  
prescinde dal dato oggettivo dell’entità patrimoniale del beneficio 
conseguito; la valutazione non potrà che essere calibrata sulla singola 
realtà societaria, onde, ad una identica locupletazione reale, l’art. 12 potrà 
trovare applicazione per enti di grandi dimensioni, mentre dovrà essere 
esclusa per quelle imprese dalle dimensioni ridotte56. 
Così descritta la circostanza attenuante speciale, deve osservarsi come 
la indispensabile presenza di entrambe le situazioni attribuisca al 
vantaggio una funzione imputativa autonoma. Ad un interesse parziale 
dell’ente consegue la riduzione di pena solo nel caso in cui lo stesso non 
abbia conseguito un vantaggio di notevole entità; nel caso opposto, 
invece, il nesso di ascrizione della penale responsabilità in capo alla 
persona giuridica opera nella sua massima estensione, sicché 
l’immedesimazione organica tra ente e persona avviene non solo per il 
tramite dalla finalizzazione soggettiva della condotta, bensì pure in 
ragione del dato oggettivo dell’utilità conseguita. La disposizione ora in 
                                                 
53 G. DE SIMONE, I profili sostanziali, cit., p. 102. 
54 G. DE VERO, La responsabilità penale, cit., p. 158. Come ricordano A. BASSI-T. E. 
EPIDENDIO, Enti e responsabilità da reato, cit., p. 162, «deve stimarsi che (il vantaggio) faccia 
riferimento alla concreta acquisizione di un’utilità per l’ente, tanto è vero che, secondo la lettera 
dell’art. 12, cit., il vantaggio deve essere “ricavato” oppure definitivamente non conseguito; ciò 
implica in entrambi i casi il riferimento a un risultato raggiunto, sia esso parzialmente positivo 
[…] oppure negativo […], ma pur sempre un risultato, cioè un esito definito. L’interesse 
implica invece solo la finalizzazione del reato a quella utilità, senza peraltro richiedere che 
questa venga effettivamente conseguita e senza neppure richiedere di sapere se essa non venga 
affatto conseguita». 
55 S. DI PINTO, La responsabilità amministrativa da reato degli enti. Profili penali e ricadute sul piano 
civilistico, Torino, 2003, p. 45. 
56 Il termine “dimensioni” non è ovviamente da intendersi riferito alla vera e propria 
struttura societaria, sulla base della quale si suole tradizionalmente distinguere tra piccole, 
medie e grandi imprese; bensì dovrà essere valutato con riguardo alla capacità patrimoniale 
della singola persona giuridica, da determinarsi sulla base del business della medesima.  
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considerazione attribuisce, dunque, al vantaggio una propria sfera di 
autonoma rilevanza; al medesimo interesse misto possono infatti 
conseguire trattamenti sanzionatori differenti. Ciò a causa del maggiore o 
minore livello di coinvolgimento dell’ente collettivo, il quale viene 
definito solo ed esclusivamente sulla base del vantaggio obiettivamente 
ottenuto. 
Se è vero, dunque, che nel sistema di responsabilità delle persone 
giuridiche il vantaggio costituirà, per lo più, un primo indicatore della 
rimproverabilità dell’ente, lo è altrettanto che tale frequenza statistica 
non comporta l’automatica esclusione di una qualsivoglia specifica 
attitudine del beneficio materiale a costituire valido criterio di ascrizione 
della responsabilità. 
Giurisprudenza57 e dottrina maggioritarie58 aderiscono 
all’impostazione dualistica sulla scorta di ulteriori considerazioni. 
Innanzitutto, si afferma, sono esigenze di carattere generalpreventivo 
a rendere necessaria la strutturazione bipartita dei criteri oggettivi in 
analisi. L’esistenza di un duplice canone attributivo della responsabilità 
tende a funzionare da deterrente delle condotte imprenditoriali 
criminose, poiché l’impresa, «diversamente, potrebbe pensare di essere 
chiamata a rispondere dell’illecito nella sola ipotesi in cui ne sia risultata 
avvantaggiata, facendosi forza del fatto che nessuna conseguenza 
negativa discenderebbe in caso di cattivo esito della operazione illecita. 
Verrebbe, insomma, ammessa un’inaccettabile logica del rischio secondo 
                                                 
57 Cass., sez. II, 20 dicembre 2005, n. 3615, in Cass. pen., 2007, (1), p. 74, ove si conferma 
che «i due vocaboli esprimono concetti giuridicamente diversi, potendosi distinguere un 
interesse “a monte” della società ad una locupletazione - prefigurata, pur se di fatto, 
eventualmente, non più realizzata - in conseguenza dell’illecito, rispetto ad un vantaggio 
obiettivamente conseguito all’esito del reato, perfino se non espressamente divisato ex ante 
dall’agente». Nello stesso senso, Cass., sez. un., 27 marzo 2008, in C.E.D. Cass., rv. 239924. 
Quanto alla giurisprudenza di merito, dello stesso tenore, ex pluribus, Trib. Trani, sez. dist. 
Molfetta, 26 ottobre 2009, in www.rivista231.it, p. 6. 
58 A. ASTROLOGO, “Interesse” e “vantaggio” quali criteri di attribuzione della responsabilità all’ente nel 
d.lgs. 231/2001, in Ind. pen., 2003, (2), p. 656 ss.; A BERNASCONI, I profili della fase investigativa e 
dell’udienza preliminare, in G. GARUTI (a cura di), Responsabilità degli enti, cit., p. 314; G. DE 
SIMONE, I profili sostanziali, cit., p. 101; G. DE VERO, La responsabilità penale, cit., p. 157; O. DI 
GIOVINE, Lineamenti sostanziali del nuovo illecito punitivo, in G. LATTANZI (a cura di), Reati e 
responsabilità degli enti. Guida al d.lgs. 8 giugno 2001, n. 231, Milano, 2010, p. 70 ss., la quale prende 
atto della poca chiarezza sul tema e precisa che la distinzione tra i concetti de quibus si appalesa 
«almeno nelle intenzioni del legislatore»; L. PISTORELLI, Natura della responsabilità, cit., p. 134; R. 
RAZZANTE-F. TOSCANO, La responsabilità amministrativa delle persone giuridiche, cit., p. 83; R. 
RORDORF, I criteri di attribuzione, cit., p. 1300. 
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cui l’impresa sarebbe chiamata a rispondere nel solo caso in cui 
l’operazione criminosa sia andata a buon fine, ossia l’ente ne abbia tratto 
beneficio»59. 
Ancora, una interpretazione sistematica dell’apparato normativo ed il 
criterio di conservazione delle norme impongono di sostenere 
l’autonomia concettuale dei criteri de quibus60. Il legislatore - all’art. 5 
comma 1 - interpone tra i due sostantivi la congiunzione “o”, il cui 
valore disgiuntivo testimonierebbe la non sovrapponibilità dei due 
canoni61. A parere di chi scrive, tale argomentazione ha valore 
meramente indiziario e risulta priva di una effettiva portata dirimente. 
Basti osservare come si sia sostenuto - altrettanto fondatamente - che la 
congiunzione “o” può assumere anche valore esplicativo e non 
meramente disgiuntivo62, sicché il vantaggio diverrebbe mera 
specificazione dell’interesse63.  
Ad colorandum, si aggiunga che la valorizzazione del dato letterale 
potrebbe altresì condurre a conseguenze paradossali, senza che queste 
siano, per ciò solo, svincolate dal dato grammaticale; alla congiunzione 
coordinativa richiamata potrebbe, infatti, anche essere riconosciuto un 
significato di reciproca esclusione e la conclusione sarebbe quella di non 
poter ritenere la persona giuridica responsabile del reato commesso nel 
suo interesse e dal quale - contestualmente - sia derivato pure un 
vantaggio. All’evidenza, si tratterebbe di un epilogo irrispettoso delle 
esigenze di carattere generalpreventivo dinanzi richiamate, nonché del 
tutto incongruente rispetto alla ratio legis. 
                                                 
59 In questi termini, F. VIGNOLI, Societas puniri potest, cit., p. 909. 
60 A. ASTROLOGO, “Interesse” e “vantaggio”, cit., p. 656.  
61 L. D. CERQUA, La responsabilità amministrativa degli enti collettivi: principi generali e prime 
applicazioni giurisprudenziali, in La responsabilità amministrativa delle società e degli enti, 2006, (2), p. 
155. Si è osservato in dottrina, che il valore disgiuntivo della congiunzione utilizzata nella 
disposizione in esame produce effetti determinanti sul piano della “strategia difensiva”. Dalla 
disgiunzione dei concetti deriverebbe «l’inutilità di eventuali accertamenti tecnici tesi a 
dimostrare la antieconomicità rivelatasi a posteriori dell’operazione economica sottostante 
posta in essere “nell’interesse” dell’ente». Così, G. AMATO, Finalità, applicazione e prospettive della 
responsabilità amministrativa degli enti, in Cass. pen., 2007, (1), p. 361. 
62 N. SELVAGGI, L’interesse dell’ente collettivo quale criterio di ascrizione della responsabilità da reato, 
Napoli, 2006, p. 32. 
63 Sostiene G. DE VERO, La responsabilità penale, cit., p. 161, che la congiunzione de quo non 
svolga «una funzione grammaticalmente disgiuntiva; essa - da intendere come ovvero - esprime 
piuttosto una valenza specificativa, segnalando appunto che la nozione di “interesse”, di per sé 
declinabile “in senso marcatamente soggettivo”, deve invece assumere quella fisionomia 
oggettiva che è a sua volta insita nella nozione di vantaggio». 
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§ 1.2.2. (SEGUE): ADATTAMENTI ESEGETICI DEL SIGNIFICATO DI 
“INTERESSE” E “VANTAGGIO”. 
 
Oltre a quanto precedentemente sostenuto, deve ancora sottolinearsi 
come l’impostazione dualistica si radichi direttamente nella relazione 
ministeriale al decreto legislativo, la quale esplicita che «il richiamo 
all’interesse dell’ente caratterizza in senso marcatamente soggettivo la 
condotta delittuosa della persona fisica e che “si accontenta” di una 
verifica ex ante; viceversa, il vantaggio, che può essere tratto dall’ente 
anche quando la persona fisica non abbia agito nel suo interesse, richiede 
sempre una verifica ex post»64.  
In altri termini, mentre l’interesse attiene unicamente alla sfera volitiva 
del soggetto ed assume rilevanza in modo aprioristico - 
indipendentemente cioè dal suo soddisfacimento, tant’è che il medesimo 
deve sussistere antecedentemente alla commissione dell’illecito della 
persona fisica - il vantaggio viene letto in un’ottica «effettuale»65; vale a 
dire, il reato della persona fisica in posizione apicale, ovvero subordinata, 
deve essere produttivo di un beneficio per l’ente, a nulla rilevando, sotto 
tale profilo, il fine che anima l’autore del reato66. 
Mentre tale distinzione, per così dire, “a maglie larghe” tra la rilevanza 
causale dell’interesse e la portata consequenziale del vantaggio risulta 
pacifica, diversamente, si registra una discordanza di pareri nel momento 
in cui si procede ad una più approfondita analisi dei caratteri peculiari di 
ciascun criterio di imputazione. 
Da un punto di vista generale, si è sostenuto in dottrina che i termini 
oggetto d’attenzione «debbano essere interpretati sotto un profilo 
rigorosamente economico», cosicché l’interesse sarebbe integrato ogni 
qualvolta vi sia una «qualsiasi “convenienza” o “utilità”, che può derivare 
dal compimento di una determinata azione ovvero dalla tenuta di un 
certo comportamento», mentre il vantaggio richiederebbe un 
«cambiamento di tipo sostanziale […] (che) non può non presentare un 
carattere patrimoniale»67.  
                                                 
64 Relazione, cit., p. 17.  
65 G. DE VERO, La responsabilità penale, cit., p. 157. 
66 O. DI GIOVINE, Lineamenti sostanziali, cit., p. 70. 
67 Così, R. RAZZANTE-F. TOSCANO, La responsabilità amministrativa delle persone giuridiche, cit., 
p. 83. Analogamente, C. SANTORIELLO, Responsabilità da reato dell’ente collettivo, cit., c. 542. G. 
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Che il vantaggio debba avere una connotazione esclusivamente 
economica non è opinione unanime68; si rileva che il dato normativo non 
la richiede, sebbene poi, nella prassi, si tratterà dell’ipotesi maggiormente 
frequente69. Inoltre, si afferma che il legislatore, nel momento in cui ha 
inteso riferirsi ad un beneficio puramente monetario, si è espresso in 
termini di “profitto”70; pertanto dovrebbe ritenersi che il vantaggio 
ecceda la mera natura patrimoniale. Nel solco di tale linea di pensiero si è 
collocata anche la giurisprudenza di merito, la quale ha avuto occasione 
di affermare che «il vantaggio della società […] deve essere valutato 
secondo modalità astratte ed indirette e non esclusivamente secondo 
modalità connesse al definitivo incremento patrimoniale, anche se in 
concreto di questo […], in ultima istanza, ne usufruiscono i soci che 
hanno agito per la società»71.  
Il punctum dolens  della ricostruzione concerne la definizione di 
interesse fornita: inteso nell’accezione economica richiamata, esiste 
infatti il rischio che il parametro de quo vada a coincidere con il canone 
del vantaggio. In un contesto imprenditoriale, risulterebbe difficile 
attribuire ai termini “utilità” e “beneficio” un significato diverso da 
quello di “incremento patrimoniale”. Ed in tal caso vi sarebbe quella 
valorizzazione del vantaggio, quale criterio ascrittivo, che condurrebbe - 
come già osservato72 - ad una responsabilizzazione della societas anche in 
ipotesi in cui non sia ravvisabile alcun collegamento tra la condotta 
illecita della persona fisica e l’ente di appartenenza, così tradendo la ratio 
legis. 
Il rilievo appena menzionato circa il carattere puramente patrimoniale 
dei requisiti in esame, introduce il discorso circa la necessità, sottolineata 
da buona parte della dottrina, di ridimensionare il riferimento al 
                                                                                                                            
CARDANI, Spunti di riflessione applicativi a partire dall’ordinanza del Tribunale di Milano del 20 dicembre 
2004, in La responsabilità amministrativa delle società e degli enti, 2006, (2), p. 165 ss. afferma che, 
diversamente opinando, si incorrerebbe nel rischio di consentire una giurisprudenza creativa.   
68 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità da reato, cit., p. 166, ritengono «che non sia 
essenziale alla nozione di vantaggio la sua patrimonialità, ma deve concludersi che esso possa 
consistere anche in vantaggi non patrimoniali, così come non necessariamente deve risultare 
“profittevole” la singola operazione cui è diretto l’illecito […], purché la stessa, globalmente 
considerata, consenta di acquisire una posizione di vantaggio per l’ente». 
69 D. PULITANÒ, La responsabilità “da reato” degli enti, cit., p. 426. 
70 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità da reato, cit., p. 165. Contra, G. CASAROLI, 
Sui criteri di imputazione, cit., p. 574, che ritiene i termini “vantaggio” e “profitto” equivalenti. 
71 Trib. Agrigento, 18 luglio 2005, doc. n. 251, in Giur. mer., 2006, (5), p. 1258 s. 
72 Si veda nota 54. 
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momento volitivo-finalistico nella determinazione dell’interesse, 
dovendosene, viceversa, propone una lettura obiettiva73. La sua 
accezione psicologica presta del resto il fianco a molteplici obiezioni74; in 
primo luogo, richiedendo che questo si configuri allorquando vi sia la 
prospettazione dell’agente della commissione del reato a beneficio della 
societas - «quasi si trattasse di una sorta di dolo specifico»75 - «si 
sconfinerebbe in un diritto penale dell’atteggiamento interiore, che 
sarebbe in contrasto anche con quelli che sono i criteri di imputazione 
della responsabilità non solo in diritto penale, ma più in generale nel 
sistema punitivo»76. Ancora, giustificano l’impostazione oggettivista 
l’introduzione nel novero dei reati idonei ad incardinare la responsabilità    
della persona giuridica di fattispecie colpose77, nonché l’autonomia della 
responsabilità dell’ente, sancita dall’art. 8 del decreto78.  
                                                 
73 G. DE SIMONE, La responsabilità da reato degli enti nel sistema sanzionatorio italiano, cit., p. 672, 
sostiene che una lettura in chiave oggettiva del requisito de quo potrebbe essere effettuata 
mutuando la disposizione sostanzialistica dell’art. 56 c.p., cosicché l’interesse dovrebbe 
presentare il duplice requisito dell’idoneità e della non equivocità. Una lettura “mediata” è 
proposta da A. MEREU, La responsabilità “da reato”, cit., p. 57 s., per il quale «se è condivisibile 
agganciare l’interesse dell’ente a dei dati obiettivi è altresì vero che tale interesse deve pur 
sempre rispondere ad una tensione al risultato o all’utilità anticipata ideologicamente dal suo 
autore nel momento in cui ha posto in essere il comportamento criminoso». Analogamente, N. 
PISANI, Struttura dell’illecito, cit., p. 109, il quale sostiene la duplice natura - oggettiva e soggettiva 
- del requisito dell’interesse. Tale canone si riferirebbe, da un lato, all’intenzione dell’agente e, 
dall’altro lato, alla direzione oggettiva della condotta a produrre un risultato di vantaggio per 
l’ente. M. GUERNELLI, La responsabilità delle persone giuridiche nel diritto penale-amministrativo interno 
dopo il d. legisl. 8 giungo 2001, n. 231, in Studium Juris, 2002, (9), p. 290, nota 47, ricorda come 
l’aggancio del criterio dell’interesse a parametri oggettivi era prospettato pure dal progetto di 
riforma del codice della Commissione Grosso. Puntualizza F. VIGNOLI, Societas puniri potest, 
cit., p. 909 che l’interesse deve «trovare una precisa incidenza nella idoneità della condotta a 
cagionare un beneficio per l’ente». 
74 Da un punto di vista sistematico, S. DI PINTO, La responsabilità amministrativa da reato degli 
enti, cit., p. 42 s., palesa il timore che una lettura in chiave psicologica del requisito in esame 
porti con sé «il rischio di liquidare l’accertamento probatorio della volontà dell’agente con 
sbrigativi assunti forieri di responsabilità oggettiva e di arrivare a ritenere il reato per ciò stesso 
imputabile all’ente». 
75 In questi termini, L. D. CERQUA, La responsabilità amministrativa degli enti collettivi, cit., p. 
156. 
76 A. MANNA, La c.d. responsabilità amministrativa delle persone giuridiche, cit., p. 1114. Concorda 
sull’irrilevanza dell’atteggiamento psichico del reo, G. PAOLOZZI, Vademecum, cit., p. 28; in 
giurisprudenza, Trib. Trani, sez. Molfetta, 26 ottobre 2009, cit., p. 7 ribadisce l’impossibilità di 
agganciare l’interesse al movente che avrebbe spinto l’autore a porre in essere la condotta 
delittuosa. Negli stessi termini, M. GUERNELLI, La responsabilità delle persone giuridiche nel diritto 
penale-amministrativo interno, cit., p. 291. 
77 Trattasi del reato di omicidio colposo o lesioni gravi o gravissime commesse con 
violazione delle norme sulla tutela della salute e sicurezza sul lavoro - previsto dall’art. 25-
septies, introdotto dalla l. 3 agosto 2007, n. 123 - e delle ipotesi di reato ambientale previste 
dall’art. 25 undedices, d.lgs. n. 231 del 2001, introdotte da. d.lgs. 7 luglio 2011, n. 121. In 
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Con riguardo alle fattispecie colpose di illecito79, l’inconciliabilità 
logica di un interesse inteso in ottica volitivo-finalistica appare 
manifesta80. Non essendo ammissibile un’interpretatio abrogans della 
normativa81, anche in tal caso, l’unica via percorribile resta quella della 
oggettivizzazione del criterio di imputazione in esame. A tal proposito, 
dottrina e giurisprudenza hanno elaborato alcune soluzioni volte a 
ricostituire l’armonia del sistema. 
Taluni Autori ritengono che i criteri de quibus non debbano essere 
riferiti al fatto illecito di per sé considerato, bensì «alle sottostanti 
                                                                                                                            
relazione a tali fattispecie, autorevole dottrina richiama il paradigma dell’autore mediato. Si 
afferma che «vi è infatti un ‘centro di imputazione’ a cui sono riconducibili condotte lesive 
realizzate da persone fisiche il cui contributo individuale può non essere punibile o, al limite, 
non essere neppure penalisticamente individuato: si tratta, in altre parole, di Werkzeugen, che 
una ‘mente superiore’ e dominante ha indirizzato all’attività tipica - quell’attività che ha 
innescato il rischio-reato, senza prevedere meccanismi di minimizzazione di quest’ultimo, che 
pure pertenevano ai suoi doveri di controllo». Cfr. C. E. PALIERO, La responsabilità penale della 
persona giuridica, cit., p. 32 s. 
78 G. DE VERO, La responsabilità penale, cit., p. 160 ss.; negli stessi termini, N. PISANI, 
Struttura dell’illecito, cit., p. 106 s. 
79 I riferimenti che seguiranno saranno per lo più relativi al reato di cui all’art. 25-septies, che 
- prima fattispecie colposa introdotta nel sistema di responsabilità degli enti - è stato oggetto di 
maggiori contributi dottrinali e giurisprudenziali.  
80 C. MANCINI, L’introduzione dell’art. 25-septies: criticità e prospettive, in La responsabilità 
amministrativa delle società e degli enti, 2008, (2), p. 54, la quale ritiene che non solo l’interesse non 
costituisca criterio di imputazione idoneo qualora si tratti di reati colposi, bensì pure il 
vantaggio non sarebbe sistematicamente compatibile. Sottolinea l’Autrice che «solo in virtù di 
una forzatura interpretativa può ritenersi che reati colposi lesivi della salute dei lavoratori 
possano essere realizzati a vantaggio dell’ente, posto che nella generalità dei casi tali reati non 
porteranno alcun beneficio all’ente». Non mancano, tuttavia, letture ortopediche dei criteri di 
imputazione oggettivi; ex pluribus, T. E. EPIDENDIO,  Criteri di imputazione del reato all’ente: nuove 
prospettive interpretative, in La responsabilità amministrativa delle società e degli enti, 2008, (3), p. 18 ss. 
L’Autore ritiene che l’attuale dato normativo sia di per sé idoneo a garantire la conciliabilità del 
criterio dell’interesse con i reati-presupposto colposi. In particolare, una lettura, per così dire, 
di compatibilità si avrebbe dal combinato disposto degli artt. 5 e 12 del d.lgs. n. 231 del 2001. 
Sulla base del combinato disposto delle due norme, si deve ritenere che «nel caso […] di reati 
colposi caratterizzati dalla violazione di una norma cautelare diretta all’attività d’impresa, e 
riconducibili quindi ad attività svolte in veste qualificata all’interno dell’ente, l’agente non viola 
la norma cautelare a titolo personale, ma nella sua veste qualificata; in questi casi risulta dunque 
configurabile l’interesse dell’ente, secondo la concezione sopra esposta, e il reato intero, non la 
sola condotta, può ritenersi commesso nell’interesse dell’ente». 
81 T. E. EPIDENDIO, Criteri di imputazione del reato all’ente, cit., p. 13 ss., il quale evidenzia 
come tale risultato sarebbe contrario al principio ermeneutico di conservazione delle norme; 
sarebbe irrispettoso del principio costituzionale di sottomissione del giudice soltanto alla legge 
ex art. 101 Cost. Sarebbero, inoltre, sollevabili seri dubbi di legittimità costituzionale del 
decreto legislativo, essendovi una inottemperanza alle direttive impartite dalla legge delega. E 
aggiunge che l’abrogazione dei criteri oggettivi di imputazione si tradurrebbe in una 
inaccettabile interpretazione della normativa in malam partem. 
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inosservanze […] alle quali il risultato dannoso è eziologicamente e 
soggettivamente riconducibile»82.  
Al fine di sottolineare l’assenza di un collegamento diretto tra il 
canone di ascrizione della responsabilità ed il fatto illecito, la dottrina si è 
espressa in termini di «interesse mediato»83 e «vantaggio mediato»84. 
L’aggettivazione non è stata esente da critiche85: si è posto in evidenza 
che se il contenuto del vantaggio mediato appare di facile individuazione, 
concretizzandosi in definitiva in un «risparmio di spesa»86, diversamente 
accade per l’interesse mediato, la cui definizione non è altrettanto 
univoca. Questo sarebbe, infatti, ravvisabile nelle sole ipotesi di colpa 
cosciente, o con previsione, non anche nelle fattispecie di colpa 
incosciente. Mentre nel primo caso la mancata volontà dell’agente circa il 
verificarsi dell’evento non esclude l’intenzionale violazione delle 
prescrizioni cautelari, finalizzata ad evitare la sopportazione dei costi 
economici necessari per il relativo adempimento87, nel secondo, 
ignorando il soggetto agente di violare una serie di norme prudenziali, 
non può sostenersi che egli delinqua nel tentativo di raggiungere 
l’obiettivo ultimo, ossia quello di favorire l’ente di appartenenza88. 
                                                 
82 D. CASTRONUOVO, La responsabilità degli enti collettivi per omicidio e lesioni alla luce del d.lgs. n. 
81 del 2008, in F. BASENGHI-L. E. GOLZIO-A. ZINI (a cura di), La prevenzione dei rischi e la tutela 
della salute in azienda. Il Testo unico e le nuove sanzioni, Milano, 2008, p. 177. Concordemente, G. 
CASAROLI, Sui criteri di imputazione, cit., p. 577. 
83 G. DE SIMONE, La responsabilità da reato degli enti nel sistema sanzionatorio italiano, cit., p. 673. 
84 L. VITALI-C. BURDESE, La legge 3 agosto 2007, n. 123: prime riflessioni in tema di responsabilità 
degli enti, in Riv. amm. soc. enti, 2007, (4), p. 134.  
85 L’«innocenza dell’aggettivazione» tenta di dissimulare una differenza sostanziale rispetto 
ai canoni di imputazione dell’interesse e del vantaggio come intesi in riferimento ai reati dolosi. 
Cfr. S. DOVERE, La responsabilità da reato dell’ente collettivo e la sicurezza sul lavoro: un’innovazione a 
rischio di ineffettività, in La responsabilità amministrativa delle società e degli enti, 2008, (2), p. 108. 
86 T. E. EPIDENDIO, Criteri di imputazione del reato all’ente, cit.,, p. 14.  
87 F. D’ARCANGELO, La responsabilità da reato degli enti per infortuni sul lavoro, in La responsabilità 
amministrativa delle società e degli enti, 2008, (2), p. 84. 
88 C. SANTORIELLO, Violazione delle norme antinfortunistiche e reati commessi nell’interesse o a 
vantaggio della società, in La responsabilità amministrativa delle società e degli enti, 2008, (1), p. 171. Si è 
altresì aggiunto che, se è vero che la violazione di una norma antinfortunistica può avvenire nel 
perseguimento di un interesse o di un vantaggio, seppure mediato, per l’ente, lo è altrettanto 
che ciò non si verifica in ogni caso; a tal proposito, si è presa ad esempio l’ipotesi in cui la 
condotta illecita è posta in essere per mera trascuratezza, senza che ciò produca un risparmio 
per l’ente. Seguendo il ricordato canone ermeneutico, l’ente non sarebbe responsabile per il 
fatto colposo, tuttavia parrebbe opportuno riferire ugualmente la sanzione al medesimo, «al 
fine di sfruttare l’effetto general-preventivo connesso alla minaccia della sanzione, motivando 
gli organi apicali all’adozione di adeguate procedure organizzative, che garantiscano il rispetto 
della disciplina antinfortunistica». Cfr. P. ALDROVANDI, I «modelli di organizzazione e di gestione» 
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Sulla idoneità del paradigma del risparmio di spesa - quale 
interpretazione oggettivata del criterio di ascrizione del vantaggio - 
occorre, a nostro avviso, una preliminare precisazione; ossia che il 
mancato esborso per l’ente, con il quale si identificherebbe il vantaggio 
conseguito, sia ulteriore e diverso dal risparmio conseguito in ragione 
della mancata adozione dei modelli di prevenzione del rischio-reato. 
Laddove così non fosse, si verificherebbe infatti una indebita 
sovrapposizione tra criteri di ascrizione oggettivi e soggettivi. La 
medesima circostanza - data dalla assenza di una struttura protocollare di 
prevenzione - fonderebbe la responsabilità dell’ente sia dal punto di vista 
soggettivo - ossia per la colpa in organizzazione - sia da punto di vista 
oggettivo, ossia per il vantaggio conseguito dal risparmio di spesa.  
Quanto alla irrilevanza dell’identificazione dell’autore materiale del 
reato per lo svolgimento del processo penale de societate89 - che 
rappresenta, come precedentemente osservato, la seconda ragione 
fondante la necessità di una interpretazione oggettiva dell’interesse - si è 
sostenuto che, laddove viceversa se ne assumesse la connotazione 
soggettiva, «le ordinarie difficoltà di accertamento si complicherebbero 
oltremodo»90.  
Aderendo a tale impostazione, il rischio sarebbe, tuttavia, quello di 
assistere ad una valorizzazione probatoria del requisito del vantaggio91. 
Così ragionando, si introdurrebbe una fattispecie in grado di dare adito a 
seri dubbi di legittimità costituzionale. Si pensi ad una vicenda in cui la 
persona fisica - poi non individuata - ponga in essere una condotta 
delittuosa con il precipuo scopo di perseguire un interesse individuale e 
                                                                                                                            
nel d.lgs. 8 giugno 2001, n. 231: aspetti problematici dell’«ingerenza penalistica» nel «governo delle società», in 
Riv. trim. dir. pen. ec., 2007, (3), p. 480.  
89 La norma di cui all’art. 8 d.lgs. n. 231 del 2001 suscita talune perplessità; si afferma in 
dottrina che - sebbene la ratio evidente è quella deterrence - a differenza di quanto avviene in altri 
ordinamenti, quali la Svizzera, nel nostro sistema, in primo luogo, la mancata individuazione 
dell’autore del reato è del tutto svincolata da un effettivo deficit organizzativo. In secondo 
luogo, tale configurazione di un’autonoma responsabilità pone problemi di carattere 
sistematico: «se la premessa della responsabilità dell’ente è la commissione di un reato 
completo di tutti i suoi elementi, un reato privo di un autore rende ovviamente assai difficile la 
ricostruzione della colpevolezza del singolo». Cfr. A. ALESSANDRI, Diritto penale e attività economiche, 
Bologna, 2010, p. 222 ss. 
90 G. DE VERO, La responsabilità penale, cit., p. 160. 
91 C. SANTORIELLO, Responsabilità da reato dell’ente collettivo, cit., c. 544 rimarca come, in 
siffatta eventualità, «il rischio è che si vada verso un indebolimento della capacità di 
connessione […] fra la persona giuridica e l’illecito, con conseguente indifferenza rispetto alle 
circostanze esistenti al momento di realizzazione della condotta». 
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dalla quale comunque l’ente consegue un vantaggio. In tal caso, la sua 
condanna avrebbe come unico aggancio il beneficio materialmente 
conseguito, nonostante questo, in quanto fortuito, non sarebbe 
attribuibile alla voluntas societatis92. Laddove l’autore fosse invece 
identificato, potrebbe essere provata dalla difesa l’assenza dell’animus 
adiuvandi in capo al reo, al fine di escludere la responsabilità dell’ente in 
virtù dell’art. 5 comma 293; interpretando l’interesse in termini 
oggettivati, il sistema risulterebbe lesivo del principio di eguaglianza ai 
sensi dell’art. 3 Cost., nonché frustrante il diritto di difesa di cui all’art. 25 
comma 2 Cost. A nostro avviso, sembra dunque possibile sostenere che - 
ove si volesse connotare oggettivamente il criterio dell’interesse - nei casi 
di mancata identificazione dell’autore materiale del reato la responsabilità 
dell’ente dovrebbe essere tout court esclusa, non essendo dimostrata - 
poiché non dimostrabile - la sussistenza del canone di imputazione, la cui 
prova grava interamente sull’accusa94.  
La ritenuta necessità di un interesse avulso da qualsiasi connotazione 
psicologica, in favore di un concetto obiettivato, ha condotto a ritenere 
identificabile tale requisito con la “politica d’impresa” dell’ente95. La 
locuzione si riferisce all’ipotesi in cui l’impresa ha «operato per 
conseguire scopi criminosi o ha utilizzato principalmente mezzi 
criminosi»96.  
                                                 
92 Cass., sez. VI, 23 giugno 2006, in Guida dir., 2006, (42), p. 68. Concorde sul punto, C. 
SANTORIELLO, Responsabilità da reato dell’ente collettivo, cit., c. 544. Contra, G. AMATO, Finalità, 
applicazione e prospettive, cit., p. 362, secondo il quale «non c’è l’ingiustizia del vantaggio o 
dell’interesse. Significa che l’illecito sarebbe configurabile anche in presenza di un’operazione 
resa possibile dalla commissione del reato sottostante, che abbia determinato per l’ente un 
vantaggio “non indebito”». 
93 Onere probatorio gravante sulla difesa secondo P. FERRUA, Procedimento di accertamento e di 
applicazione delle sanzioni, cit., p. 1482. 
94 Cass., sez. VI, 16 luglio 2010, n. 27735, in Cass. pen., 2011, (5), p. 1876 ss. 
95 A. ASTROLOGO, “Interesse” e “vantaggio”, cit., p. 656 s., ove afferma che «il fatto eseguito da 
una persona fisica deve essere ricondotto anche all’ente, qualora questo abbia indirizzato, con 
una politica d’impresa più o meno esplicita, l’autore dell’illecito a commettere il reato. […] Non 
possiamo considerare l’azienda come una struttura impersonale bensì come un organismo 
intenzionale, in grado di produrre effetti di grandissima portata sia sul piano della gestione, sia 
sul piano dell’illecito economico». 
96 Mutuando il linguaggio delle Federal Sentencing Guidelines, C. DE MAGLIE, In difesa della 
responsabilità penale delle persone giuridiche, in Cass., pen., 2003, (2), p. 351 s.; in tale ipotesi, la 
riferibilità all’ente della condotta illecita del singolo deriverebbe dalla coerenza della stessa con 
la logica imprenditoriale, tanto da potersi sostenere «che la condotta illecita tenuta dal singolo 
nient’altro rappresenta se non una delle modalità con cui la società esercita la propria attività». 
Cfr. C. SANTORIELLO, Responsabilità da reato dell’ente collettivo, cit., c. 539. 
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Il parametro non sembra appieno soddisfacente; infatti, laddove si 
volesse collegare il requisito dell’interesse a tale elemento, il criterio di 
imputazione verrebbe, di fatto, disapplicato. Non essendo possibile 
determinare la liceità o l’illiceità della modalità gestionale dell’ente - 
poiché  «il più delle volte (la politica d’impresa, n.d.r.) non risulta 
esplicitata e rimane indecifrabile all’interno dei complessi organismi»97 
collettivi - il precipitato logico sarebbe dato dall’impossibilità materiale di 
affermare la sussumibilità della condotta del singolo alla realizzazione 
dello scopo sociale “deviato”. O, per converso, l’accertamento del 
criterio di imputazione oggettivo sarebbe dato per implicito in ragione 
della tipologia di impresa ora considerata, muovendosi, così, in tal caso, 
verso la configurazione di una fattispecie di responsabilità oggettiva. 
E nemmeno abbandonare la definizione “penalistica” della politica 
d’impresa, in favore di una nozione puramente economico-civilistica si 
rivela idoneo. In tale accezione, la locuzione sta ad indicare le «scelte 
imprenditoriali di fondo che individuano gli obiettivi, i metodi di 
gestione dei mezzi e del personale, i traguardi intermedi, le risorse, gli 
impegni di spesa, ecc.»98. Così inteso, il riferimento risulta inconferente: 
le scelte imprenditoriali di cui sopra riguardano, infatti, il mero profilo 
gestionale dell’attività dell’ente collettivo, sicché deve ritenersi che il 
criterio ipotizzato possa, tutt’al più, incunearsi nella determinazione del 
canone soggettivo di imputazione del reato all’ente, rappresentato dalla 
cosiddetta colpa in organizzazione99. 
In conclusione, è possibile affermare che la totale epurazione delle 
componenti soggettive dal canone dell’interesse non sembra essere una 
via percorribile. L’inadeguatezza di siffatte letture ortopediche discende, 
da un lato, dalla complessità del meccanismo di imputazione ordinario - 
ossia una responsabilità della persona giuridica per il fatto illecito 
dell’apicale o del subordinato, giustificata da un difetto organizzativo - 
nonché, dall’altro lato, dalla enucleazione legislativa di ipotesi particolari 
nelle quali la responsabilità dell’ente, in ragione della diversa 
configurazione dell’interesse propria della singola fattispecie concreta, 
risulta attenuata ovvero totalmente esclusa.  
                                                 
97 Sempre A. ASTROLOGO, “Interesse” e “vantaggio”, cit., p. 660. 
98 A. ALESSANDRI, voce Impresa (responsabilità penali), in Dig. disc. pen., vol. VI, Torino, 1992, 
p. 199. 
99 Sul punto, vedi infra § 2. 
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Basti pensare all’ipotesi disciplinata dal capoverso dell’art. 5. L’essere 
la condotta dell’agente volta al conseguimento del suo esclusivo 
interesse, ovvero dell’esclusivo interesse di terzi, attribuisce alla 
fattispecie una connotazione marcatamente soggettiva. Il 
comportamento umano non è realizzato in virtù della connessione 
funzionale con l’ente, bensì in un’ottica puramente personalistica. Ne 
consegue che in tale evenienza riemergono i tradizionali criteri di 
imputazione del reato alla persona fisica, onde l’interesse citato dalla 
norma, di fatto, viene a coincidere con l’elemento soggettivo del reato 
della persona fisica. E le medesime considerazioni possono essere 
formulate volgendo lo sguardo all’art. 12 comma 1 lett. a; disposizione 
quest’ultima nella quale la differenza strutturale tra interesse e vantaggio 
emerge in modo ancora più evidente. Una condotta soggettivizzata 
dall’interesse ad un lucro personale affiancata dall’obiettivo 
conseguimento del vantaggio per la persona giuridica.  
Da quanto esposto, non resta dunque che rassegnarsi ed affermare, 
una volta per tutte, l’impossibilità di procedere ad una ricostruzione 
ontologicamente precisa dei criteri oggettivi di ascrizione della 
responsabilità all’ente; impossibilità dovuta, in buona parte, ad una 
«disciplina tortuosa ed insoddisfacente»100. 
 
 
§ 2. L’ELEMENTO SOGGETTIVO DELL’ILLECITO DELL’ENTE: LA 
COLPA DI ORGANIZZAZIONE. 
 
La responsabilità sostanzialmente penale della persona giuridica ha 
imposto l’individuazione di uno specifico coefficiente soggettivo di 
imputazione101 del reato; un coinvolgimento “morale” del destinatario 
dell’addebito sanzionatorio è apparso indispensabile per configurare una 
responsabilità della societas che presentasse tutti i crismi della personalità, 
imposti dall’art. 27 Cost.102.  
                                                 
100 A. ALESSANDRI, Diritto penale e attività economiche, cit., p. 213. 
101 In mancanza di tale ulteriore criterio, come sottolinea S. DI PINTO, La responsabilità 
amministrativa da reato degli enti, cit., p. 47, «il processo penale de societate si concluderebbe con una 
sentenza di condanna che prescinde dal contributo causale colpevole apportato dalla società 
alla commissione del fatto-reato». 
102 N. SELVAGGI, L’interesse dell’ente collettivo, cit., p. 60. G. DE VERO, Struttura e natura 
giuridica, cit., p. 1140. Parzialmente in disaccordo, G. DE FRANCESCO, La responsabilità della 
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In tale ottica, il decreto legislativo prevede un duplice schema «di 
appartenenza del fatto all’ente»103 basato sulla qualifica rivestita dalla 
persona fisica intranea e autrice del reato. In particolare, laddove questa 
rivesta all’interno della compagine societaria una posizione di vertice, il 
soggetto collettivo risponderà dell’illecito se non prova l’assenza di un 
qualsivoglia interesse nella condotta delittuosa, nonché l’avvenuta 
adozione di complesse misure prevenzionistiche - strutturate secondo le 
linee generali fissate dall’art. 6, d.lgs. n. 231 del 2001 - ed il loro 
fraudolento aggiramento. Nel caso in cui il colpevole sia, invece, un 
subordinato la responsabilità dell’ente, ai sensi dell’art. 7, sussisterà ove 
«la commissione del reato (sia) resa possibile dall’inosservanza degli 
obblighi di direzione o vigilanza».  
Il binomio normativo struttura, quindi, quel parametro imputativo 
ulteriore, che, secondo la relazione ministeriale, rende possibile ritenere 
che il fatto della persona fisica sia «espressione della politica d’impresa o 
quanto meno derivare da una colpa di organizzazione»104, così da potersi 
individuare una colpevolezza originaria ed autonoma dell’ente105. Stante 
                                                                                                                            
societas: un crocevia di problematiche per un nuovo “modello” repressivo, in Legisl. pen., 2003, (2), p. 374, 
secondo il quale la lettura di tale ulteriore requisito in chiave di compatibilità costituzionale 
appare eccessiva. Afferma l’Autore che «piuttosto - dovendosi comunque fare i conti con una 
disciplina di carattere essenzialmente punitivo - la scelta di postulare dei requisiti ulteriori 
rispetto ad un’imputazione meramente oggettiva […] pare destinata a corrispondere ad una 
logica suggerita […] dalla stessa ‘natura delle cose’. Il pensiero corre a quell’archetipo 
fondamentale insito nel binomio ‘oggettivo-soggettivo’, che permea, in una chiave più generale, 
il complesso di un sistema giuridico (pur sempre) affrancatosi da un modello di ‘ascrizione’ 
della responsabilità operante al di fuori di un sia pur minimo coinvolgimento ed ‘addebito’ nei 
confronti del destinatario della sanzione». 
103 G. PAOLOZZI, Vademecum, cit., p. 55. 
104 Cfr. Relazione. cit., p. 19. L’ispirazione all’ordinamento nordamericano è evidente. La 
dottrina, infatti, ricorda come, per similarità di soluzioni pratiche, la strutturazione del concetto 
di colpevolezza avutosi negli Stati Uniti possa essere adattato, senza eccessiva difficoltà, alla 
sistematica della disciplina interna. In particolare, oltreoceano è stata coniata la cosiddetta 
preventive fault, ossia una colpevolezza preventiva, attraverso la quale diviene possibile 
ricondurre alla società un dovere di organizzazione, il quale, ove violato, consentirebbe di 
rimproverare direttamente l’ente, senza dover individuare necessariamente pure una 
colpevolezza individuale dell’organo. Sul punto, C. E. PALIERO-C. PIERGALLINI, La colpa di 
organizzazione, in La responsabilità amministrativa delle società e degli enti, 2006, (3), p. 171. 
105 Ancora C. E. PALIERO-C. PIERGALLINI, La colpa di organizzazione, cit., p. 169. Secondo, 
M. PELISSERO, La responsabilizzazione degli enti, cit., p. 365, «il difetto di disorganizzazione 
interna all’ente, prima ancora che connotare una colpevolezza di organizzazione, configura un 
illecito di (dis)organizzazione, nel quale la mancata adozione ed efficace attuazione di un 
modello preventivo rileva già sul piano della tipicità oggettiva della fattispecie, di cui l’ente 
risponde: un illecito autonomo, che presenta i caratteri di un illecito di agevolazione». Pur 
ammettendo sulla plausibilità di una tale ricostruzione, G. DE SIMONE, Il «fatto di connessione», 
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l’ovvia impossibilità di riferire alla persona giuridica i tradizionali 
coefficienti psicologici di dolo o colpa106, il legislatore ha dunque 
calibrato sulla peculiare struttura delle organizzazioni complesse uno 
specifico parametro di «personalizzazione»107 dell’illecito108. Parametro 
che incarna una colpevolezza di tipo normativo109, oggettivata nel deficit 
organizzativo110. 
                                                                                                                            
cit., p. 97, precisa che «un simile inquadramento dogmatico […] non trova tuttavia riscontro 
nella lettera della legge». 
106 Secondo G. DE VERO, Struttura e natura giuridica, cit., p. 1140, tale circostanza rende 
inadattabile alla responsabilità della persona giuridica il tradizionale concetto di colpevolezza. 
Afferma l’Autore che «la concezione normativa della colpevolezza, certamente nella sua genersi 
storica ed in massima parte anche nelle sue attuali configurazioni, non si afferma per ‘sostituire’ 
(carenti) momenti di imputazione psicologica, ma per riunificarli e ‘trasfigurarli’ in una 
dimensione più elevata. D’altro canto, il perno di ogni concezione normativa della 
colpevolezza […] è costituito dall’imputabilità, come capacità di intendere e di volere del 
soggetto attivo del reato». Nello stesso senso, già K. TIEDEMANN, La responsabilità penale delle 
persone giuridiche, cit., p. 625. 
107 V. MASÌA, Infortuni sul lavoro e responsabilità d’impresa: colpa di organizzazione e organizzazione 
della colpa, anche alla luce del d.lgs. 9 aprile 2008, n. 81, in La responsabilità amministrativa delle società e 
degli enti, 2008, (3), p. 107. 
108 G. MARINUCCI, Societas puniri potest, cit., p. 1210. 
109 A. ALESSANDRI, Riflessioni penalistiche sulla nuova disciplina, in A. ALESSANDRI (a cura di), 
La responsabilità amministrativa degli enti, Milano, 2002, p. 52; nello stesso senso, V. MONGILLO, 
Profili critici della responsabilità da reato degli enti alla luce dell’evoluzione giurisprudenziale (parte prima), in 
La responsabilità amministrativa delle società e degli enti, 2009, (4), p. 117. A. ASTROLOGO, “Interesse” e 
“vantaggio”, cit., p. 653. G. CASAROLI, Sui criteri di imputazione, cit., p. 579. 
110 Di colpevolezza «ipernormativa ed oggettivata» parla G. DE SIMONE, I profili sostanziali 
della responsabilità, cit., p. 112, il quale (p. 107) sottolinea come la misura oggettiva della colpa 
«con la colpevolezza in senso proprio ha in realtà ben poco a che vedere». Si tratta di un 
elemento normativo, poiché «qui la voluntas societatis è oggettivata e trasferita in un parametro 
legislativo che esprime la corretta politica aziendale dell’ente». Cfr. F. DA RIVA GRECHI, 
L’illecito funzionale degli enti collettivi, in Giust. pen., 2003, (7), c. 441. Concordemente, S. SALARDI, 
La responsabilità penale delle persone giuridiche: problemi vecchi e nuovi, in Cass. pen., 2005, (11), p. 3595. 
Si vedano altresì G. CASAROLI, Sui criteri di imputazione, cit., p. 579; nonché, N. PISANI, I criteri di 
imputazione soggettiva del fatto commesso nell’interesse o a vantaggio dell’ente. I modelli di organizzazione, in 
A. D’AVIRRO-A. DI AMATO (a cura di), La responsabilità da reato degli enti, in A. DI AMATO 
(diretto da), Trattato di diritto penale dell’impresa, vol. X, Padova, 2009, p. 124. Come evidenzia G. 
MARINUCCI, Societas puniri potest, cit., p. 1209 s. il legislatore assume un «concetto materiale 
di colpevolezza» poiché si «può solo aspirare a dar conto delle vedute e delle pretese sociali 
dominanti che hic et nunc giustificano un rimprovero ‘personale’ per la commissione di un fatto 
di reato […]. Muovendo da questo angolo di visuale, si comprende agevolmente come il 
rimprovero di colpevolezza […] possa benissimo riempirsi di contenuti diversi e peculiari, 
quando ad essere rimproverata è una persona giuridica. Decisive sono le ben diverse 
valutazioni. Decisive sono le ben diverse valutazioni […] che indicano i criteri su cui può 
fondarsi l’operato dell’impresa concepita […] come un organismo dotato di autonomia rispetto 
ai soggetti che in un dato momento ne fanno parte a vario titolo […] e che è capace di 
produrre effetti virtuosi, ma anche illecitamente dannosi - vuoi a seguito di una vera e propria 
‘politica d’impresa’, magari sorretta da un’adeguata ‘cultura d’impresa’ deviante, vuoi per effetto 
di una cattiva organizzazione». Sui molteplici ruoli che i modelli organizzativi possono rivestire 
nel processo penale de societate, R. RORDORF, I criteri di attribuzione, cit., p. 1300. 
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Da tale assunto emerge l’imprecisione concettuale della relazione 
governativa; si ricordava come questa riferisca il rimprovero alla “politica 
aziendale”, ovvero alla “colpa di organizzazione”. Il primo termine di 
riferimento appare equivoco; a nostro avviso deve ritenersi che la 
locuzione “politica d’impresa” non debba essere letta nella sua accezione 
criminale111. L’ipotesi di una società intrinsecamente illecita - 
funzionalmente destinata a porre in essere attività delittuose - non 
sembra costituire il riferimento primario della normativa112; ne è la 
riprova la disposizione di cui all’art. 16 comma 3 del decreto, la quale 
attenziona imprese siffatte e prevede la comminatoria della più drastica 
sanzione interdittiva: l’interdizione definitiva dall’esercizio dell’attività. Si 
tratta, dunque, di un’eventualità tenuta in considerazione dal legislatore, 
stante l’oggettiva possibilità di verificazione: un’ipotesi tuttavia marginale 
e non, invece, l’archetipo societario che si è inteso punire113.  
Piuttosto, l’accezione propria della locuzione de qua sembra essere, 
come si accennava, quella civilistica, per la quale la politica di impresa è 
data dalle «scelte imprenditoriali di fondo che individuano gli obiettivi, i 
metodi di gestione dei mezzi e del personale, i traguardi intermedi, le 
risorse, gli impegni di spesa, ecc.»114. Ebbene, così intesa, la “politica di 
impresa” viene a coincidere con la “colpa di organizzazione”; ne 
consegue che è il difetto organizzativo a giustificare il rimprovero della 
persona giuridica, tanto nell’ipotesi di reato commesso dal vertice 
aziendale, quanto nell’ipotesi di reato commesso dal dipendente115. In 
                                                 
111 La locuzione, peraltro, può assumere significati differenti; C. DE MAGLIE, L’etica, cit., 
356 s. riconduce a tale fattispecie - mutuando il linguaggio delle Organizational Guidelines 
statunitensi del 1991 - le ipotesi di impresa intrinsecamente illecita; vale a dire «la persona 
giuridica (che) ha operato principalmente per conseguire scopi criminosi o ha utilizzato 
principalmente mezzi criminosi». Si tratterebbe, in altri termini, delle cosiddette società 
intrinsecamente illecite. Per O. DI GIOVINE, Lineamenti sostanziali, cit., p. 78, la locuzione 
“politica d’impresa” è da riferire ad una diffusa prassi societaria deviata. 
112 G. PAOLOZZI, Vademecum, cit., p. 23 s.; nonché, A. ALESSANDRI, Note penalistiche, cit., 
p. 27. Sul tema, si veda altresì, G. DE FRANCESCO, Gli enti collettivi, cit., p. 757. 
113 N. SELVAGGI, L’interesse dell’ente collettivo, cit., p. 130, nota 189. 
114 A. ALESSANDRI, voce Impresa (responsabilità penali), cit., p. 199. L’ottica “civilistica” 
sembra peraltro quella maggiormente idonea a riempire di contenuti locuzioni, quali quelle 
ricordate, che presentano tratti di «eccessiva genericità e di pericolosa ambiguità». Cfr. ID., 
Diritto penale e attività economiche, cit., p. 140, nonché p. 211 ove evidenzia come sovente siffatte 
formule mirino «a conferire una sorta d’identità reale all’ente, un suo stato psicologico in 
qualche modo succedaneo a quello umano, ad esso comunque comparabile “in qualche 
modo”».  
115 Ciò traspare dalla Relazione, cit., p. 36 ed è giustificato dalla considerazione che, 
nell’assetto imprenditoriale attuale, si assiste ad una «frantumazione su base orizzontale dei 
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tale ottica, dunque, la bipartizione lessicale assume la sola valenza di 
messaggio, per così dire, politico-criminologico; è, in altri termini, 
finalizzato esclusivamente ad evidenziare quel «legame esistenziale»116 
sussistente tra la societas ed il suo management - il quale legittimerebbe la 
previsione di «carichi probatori differenziati»117 - per distinguerlo, anche 
a livello processuale, dal legame - meno stringente - con il subordinato. 
Come affermato nella relazione ministeriale, è infatti il rapporto di 
immedesimazione organica tra vertice e società a giustificare l’inversione 
dell’onere probatorio, il quale viene a gravare sull’ente-imputato; «si parte 
dalla presunzione (empiricamente fondata) che, nel caso di reato 
commesso da un vertice, il requisito “soggettivo” di responsabilità 
dell’ente sia soddisfatto, dal momento che il vertice esprime e 
rappresenta la politica dell’ente; ove ciò non accada dovrà essere la societas 
a dimostrare la sua estraneità, e ciò potrà fare soltanto provando la 
sussistenza di una serie di requisiti tra loro concorrenti»118. 
                                                                                                                            
centri decisionali», sicché anche per il reato del vertice è sembrato opportuno riferire la 
responsabilità al sostrato oggettivo dell’assenza di modelli prevenzionistici. Concordemente, A. 
MANNA, La c.d. responsabilità amministrativa della persona giuridica, cit., p. 509 ss, nonché C. 
PIERGALLINI, “Societas delinquere non potest”, cit., p. 589 ss. S. PANAGÌA, Rilievi critici, cit., p. 
161. Che tanto gli illeciti degli apicali, quanto quelli dei subordinati siano àncorati alla sola 
colpa di organizzazione è, altresì, sostenuto dal O. DI GIOVINE, Lineamenti sostanziali, cit., p. 85. 
116 C. E. PALIERO, La responsabilità penale della persona giuridica, cit., p. 21 ss. 
117 A. BERNASCONI, Modelli organizzativi, cit., p. 65. 
118 Relazione, cit., p. 20. Si è così voluto consentire «alla società di provare che ha fatto tutto 
il possibile per controllare il vertice infedele». Cfr. A. MANNA, La c.d. responsabilità amministrativa 
delle persone giuridiche, cit., p. 1116. Contra, G. DE VERO, Struttura e natura giuridica, cit., p. 1131, il 
quale, senza giungere ad una denunzia di eccesso di delega, evidenzia che il legislatore 
delegante, con riguardo al reato dell’apicale «non richiedeva alcun criterio di imputazione 
aggiuntivo rispetto al fondamentale requisito dell’interesse o vantaggio della societas». L’Autore 
riconosce, per altro verso, che il dettato normativo è suscettibile di fraintendimento. Cfr., su 
tale ultimo punto, ID., La responsabilità penale, cit., p. 167 s. Si riporta, per maggiore 
comprensibilità del discorso, il testo dell’art. 11 comma 1 lett. e, l. 29 settembre 2000, n. 300: 
«prevedere che i soggetti di cui all’alinea del presente comma sono responsabili in relazione ai 
reati commessi, a loro vantaggio o nel loro interesse, da chi svolge funzioni di rappresentanza o 
di amministrazione o di direzione, ovvero da chi esercita, anche di fatto, poteri di gestione e di 
controllo ovvero ancora da chi è sottoposto alla direzione o alla vigilanza delle persone fisiche 
menzionate, quando la commissione del reto è stata resa possibile dall’inosservanza dei soggetti 
di cui all’alinea del presente comma nei casi in cui l’autore abbia commesso il reato 
nell’esclusivo interesse proprio o di terzi». si sottolinea, senza giungere ad una denunzia di 
eccesso di delega, che il legislatore delegante, con riguardo al reato dell’apicale «non richiedeva 
alcun criterio di imputazione aggiuntivo rispetto al fondamentale requisito dell’interesse o 
vantaggio della societas». Anche i progetti di riforma del codice penale aderiscono a siffatta 
impostazione. Nella relazione al Progetto Grosso chiaramente si pone il luce che non vi può 
essere «esclusione di responsabilità […] se l’autore del reato aveva poteri di direzione della 
persona giudica o di un’unità organizzativa dotata di autonomia finanziaria e tecnico-funzionale 
o ne esercitava di fatto la direzione. Ciò perché, in tali ipotesi, il ruolo dirigente ricoperto 
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La conclusione appare tuttavia incongruente119, se non addirittura 
antitetica, rispetto alle premesse; si afferma, in principio, la necessità di 
individuare una colpevolezza normativa autonoma dell’ente - quale 
“elemento soggettivo” della responsabilità d’impresa -  e se ne postula 
poi la sussistenza in virtù dell’immedesimazione organica, cui consegue 
l’inversione dell’onere probatorio. E proprio tale ultimo dato ha 
condotto larga parte della dottrina a ritenere escluso il deficit 
organizzativo dagli elementi costituitivi dell’illecito, la prova dei quali 
dovrebbe incombere sull’accusa120. L’adozione di adeguate cautele 
influirebbe, dunque, sulla sola punibilità121 della persona giuridica, 
mentre resterebbe ferma l’antigiuridicità della condotta. 
Così ragionando, la colpevolezza dell’ente si incarnerebbe, ipso facto, 
nel dolo o nella colpa dell’autore materiale del reato122; si ridurrebbe, 
                                                                                                                            
nell’organizzazione, consente di identificare nella sua colpa la colpevolezza dell’ente». In questi 
termini, Relazione al «Progetto preliminare di riforma del codice penale», in Riv. it. dir. proc. pen., 2001, 
(2), p. 646. 
119 A. FRIGNANI-P. GROSSO-G. ROSSI, I modelli di organizzazione, cit., p. 146, ove si 
individuano le molteplici incongruenze che caratterizzano il decreto legislativo.  
120 P. FERRUA, Procedimento di accertamento e di applicazione delle sanzioni, cit., p. 1482. Nello 
stesso senso, D. PULITANÒ, La responsabilità “da reato”, cit., p. 430. 
121 Che si tratti di mere cause di esclusione della punibilità è sostenuto da R. RAZZANTE-F. 
TOSCANO, La responsabilità amministrativa delle persone giuridiche, cit., p. 94. In giurisprudenza, sul 
mero valore esimente dei modelli organizzativi, Trib. Milano, 3 novembre 2010, Giud. 
D’Arcangelo, in www.penalecontemporaneo.it., nonché Cass., sez. VI, 9 luglio 2009, Mussoni e altri, 
in C.E.D. Cass., rv 244256. E che ci si muova sul solo piano della punibilità è ritenuto da D. 
PULITANÒ, La responsabilità “da reato”, cit., p. 430, ove l’Autore sottolinea che la confisca - che è 
sanzione - resta sempre possibile. Concordano E. BASSI-T. E. EPIDENDIO, Enti e responsabilità, 
cit., p. 272, G. COCCO, L’illecito degli enti dipendente da reato, cit., p. 103 s., nonché E. MEREU, La 
responsabilità “da reato”, cit., p. 64. Di vere e proprie cause di non punibilità parla A. 
ASTROLOGO, La causa di non punibilità di cui agli artt. 6 e 7 del d.lgs. 231/2001. Appunti a margine del 
recente schema di disegno di legge di modifica della responsabilità degli enti, in F. CURI (a cura di), Nuovo 
statuto penale del lavoro. Responsabilità per i singoli e per gli enti, Bologna, 2011, p. 71 ss. Contra, G. DE 
SIMONE, I profili sostanziali della responsabilità, cit., p. 109, per il quale «la ratio della norma è 
evidente […]: si vuole evitare che l’ente possa comunque ricavare un profitto da un reato 
commesso pur sempre a suo vantaggio»; se ne deve, quindi, desumere il connotato puramente 
“equitativo” della previsione della confisca nonostante l’adozione di adeguate prevenzioni. 
122 G. COCCO, L’illecito degli enti dipendenti da reato, cit., p. 102. Dello stesso avviso, V. 
VIGNOLI, La responsabilità “da reato” dell’ente collettivo fra rischio d’impresa e colpevolezza, in La 
responsabilità amministrativa di società ed enti, 2006, (2), p. 118. Anche secondo un approccio 
puramente aziendalistico la colpa organizzativa non dovrebbe assumere rilevanza nel caso di 
reato dell’apicale. Come afferma P. BASTIA, Implicazioni organizzative e gestionali della responsabilità 
amministrativa delle aziende, in F. PALAZZO (a cura di), Societas puniri potest, cit., p. 51, «la teoria 
economica vede l’impresa come un’istituzione umana e intenzionale, come la ‘mano visibile del 
management’, dove la struttura organizzativa deriva dalla strategia deliberatamente messa in atto 
dal top management. Per i reati commessi da soggetti in posizione apicale, che tendono ad 
identificare i propri obiettivi con quelli dell’azienda e che comunque hanno l’autorità e la 
responsabilità della progettazione organizzativa, la possibilità di escludere la responsabilità 
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cioè, alla finalizzazione soggettiva della condotta al conseguimento di un 
interesse o di un vantaggio dell’ente123. Una corretta compliance aziendale 
configurerebbe un fatto impeditivo della responsabilità124 ed a nulla, 
invece, essa rileverebbe sotto il profilo della tipicità del fatto ascritto. 
L’esegesi ora brevemente esposta non sembra tuttavia poter essere 
condivisa, poiché - privilegiando il paradigma antropormorfico - si lascia 
in ombra la vera ratio dell’addebito alla persona giuridica: la 
rimproverabilità del difetto organizzativo. 
Ciò che realmente incarna il disvalore giuridico-sociale della condotta 
dell’ente non è il fatto di reato, bensì, come si anticipava, «una sorta di 
Planungsverschulden, consistente in una consapevole noncuranza 
progettuale nei confronti del rischio reato»125. È la mancata adozione di 
modelli organizzativi idonei a prevenire il citato rischio che concretizza la 
colpa specifica dell’ente126; nell’esercizio della propria discrezionalità 
                                                                                                                            
dell’azienda appare pertanto priva di sostegno logico e pericolosa per la concreta lotta alla 
criminalità aziendale, pur con l’inversione dell’onere della prova». 
123 Così ragionando, come ritiene G. DE VERO, Struttura e natura giuridica, cit., p. 1141, nota 
28, «l’interesse dell’ente collettivo svolge insomma una doppia funzione nella struttura 
complessiva dell’illecito della persona giuridica dipendente da reato: da un lato, criterio 
concorrente (insieme alla qualifica che incardina la persona fisica nell’ente) di imputazione 
oggettiva di ciò che altrimenti sarebbe il reato di altri; dall’altro, elemento soggettivo che, 
accidentale rispetto alla primaria e permanente responsabilità penale dell’individuo, diventa 
coefficiente essenziale dell’attribuzione di essa alla societas». Si assisterebbe ad una «traslatio doli» 
per G. RUGGIERO, Brevi note sulla validità della legge punitiva amministrativa nello spazio e sulla efficacia 
dei modelli di organizzazione nella responsabilità degli enti derivate da reato, in Riv. trim. dir. pen. ec., 2004, 
(3-4), p. 993. Concorda con la sufficienza del criterio di imputazione oggettivo del fatto-reato, 
D. PULITANÒ, La responsabilità “da reato”, cit., p. 428. 
124 P. FERRUA, Procedimento di accertamento, cit., p. 1482; concordano E. BASSI-T. E. 
EPIDENDIO, Enti e responsabilità, cit., p. 271, i quali sottolineano la perplessità dei comparatisti 
nell’attribuire un coefficiente soggettivo autonomo alla persona giuridica, dovendo risiedere 
questo in una coscienza tale da essere riferibile solo ad un essere umano e non ad un ente 
giuridico.  
125 Si tratta, pur sempre, di un «rischio reato a maglie larghe non essendo predeterminabile, 
in caso di assenza di attività di mappatura, quale rischio in concreto si assume». Cfr. C. E. 
PALIERO-C. PIERGALLINI, La colpa di organizzazione, cit., p. 180 s., ove si precisa che «in 
un’ottica definitoria, qualche utilità può rivestire la figura anglosassone della recklessness, laddove 
impernia la responsabilità sul rischio assunto o tralasciando l’evento ai margini della fattispecie. 
In particolare, quelle che sembra da privilegiare […] è proprio il tentativo di assegnare 
all’evento […] un ruolo “secondario”, valorizzando, per contro, il coefficiente di colpevolezza 
insito nella decisione consapevole di aumentare il rischio-reato». 
126 F. GIUNTA, La punizione degli enti collettivi, cit., p. 42, per il quale l’art 6, d.lgs. 231 del 2001 
delinea i parametri per evitare che la soggettività della responsabilità della persona giuridica si 
fondi esclusivamente sulla prevedibilità del reato; ciò «riproporrebbe quelle cadute di 
determinatezza e di individualizzazione del rimprovero, che caratterizzano alcune late accezioni 
della colpa generica diffuse soprattutto nella giurisprudenza». Che si tratti di una colpa specifica 
è sostenuto altresì da F. C. BEVILACQUA, I presupposti della responsabilità, cit., p. 141. 
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organizzativa127, la societas effettua scelte gestionali in contrasto con 
l’obbligo prevenzionistico che l’ordinamento impone. Si tratta, quindi, di 
un «concetto deontologico»128 di colpevolezza, per il quale l’essenza del 
rimprovero risiede nell’evitabilità129 dell’evento.  
Secondo altra autorevole dottrina, l’art. 6, d.lgs. n. 231 del 2001 si 
collocherebbe al di fuori dell’area delle colpevolezza, poiché la disciplina 
delegata, accollando all’ente il soddisfacimento di un assai arduo onere 
probatorio, avvicina il sistema di responsabilità delle persone giuridiche 
al paradigma civilistico della responsabilità oggettiva ex artt. 2049 c.c.130; 
norma alla quale - secondo talune pronunce di merito - debbono 
affiancarsi ulteriori disposizioni: gli artt. 1218 e 2087 c.c., «in forza dei 
                                                 
127 Discrezionalità che «si manifesta nella sfera d’azione che consente effettivamente ed 
impone […] ai decisori di operare delle scelte tra differenti corsi di azione od omissione». In 
proposito, M. A. QUIROZ VITALE, Discrezionalità deviante e modelli organizzativi. I modelli 
organizzativi previsti dal d.lgs. 231/2001 in prospettiva socio-giuridica, in La responsabilità amministrativa 
delle società e degli enti, 2008, (3), p. 42. 
128 Cfr. T. PADOVANI, Teoria della colpevolezza, cit., p. 824, per il quale «l’obiettivo di fondo è 
quello di rendere la colpevolezza sul piano legislativo sempre più corrispondente ad una 
prevenzione generale intesa soprattutto come orientamento socioculturale». 
129 S. PANAGÌA, Rilievi critici, cit., p. 162. E se è su tale dato che la responsabilità dell’ente 
poggia, occorre domandarsi se la disciplina delegata effettivamente fornisca gli strumenti 
adeguati. La risposta, a nostro avviso, deve essere negativa. Ciò poiché - posto che «in un 
sistema penale retto dal principio di legalità, il giudizio di evitabilità è delimitato da quello di 
tipicità, che opera quale presupposto logico ed funzionale» (in questi termini F. GIUNTA, La 
normatività della colpa penale. Lineamenti di una teorica, in Riv. it. dir. proc. pen., 1999, (1), p. 89 - l’art. 
6, d.lgs. n. 231 del 2001 offre solo delle indicazioni di massima in ordine ai requisiti 
indeclinabili dei compliance programs, che possono essere, a ben vedere, ritenute deficitarie in 
punto di determinatezza In tal senso, P. ALDROVANDI, I «modelli di organizzazione e di gestione», 
cit., p. 457. Come si è sostenuto in dottrina, le norme cautelari «dovrebbero essere contenute in 
atti normativi o regolamentari, che delineano un corpus tendenzialmente esaustivo di 
disposizioni intese ad evitare che nell’esercizio di attività lecite si commettano determinati reati 
portatori di particolare pregiudizio sociale». In questi termini G. DE VERO, Struttura e natura 
giuridica, cit., p. 1445; l’Autore prosegue poi aggiungendo (p. 1147) che le «prescrizioni 
dovrebbero essere obbligatoriamente adottate dall’ente, costituendo così esse stesse un illecito 
(penale o) amministrativo». Sarebbe, pertanto, auspicabile un intervento definitorio 
maggiormente puntuale in tema di requisiti organizzativi, sulla scorta di quanto avvenuto con 
riguardo ai compliance programs relativi ai reati colposi in materia di sicurezza sul lavoro di cui 
all’art. 30, d.lgs. n. 81 del 2008. 
130 Cfr., sul punto, E. AMODIO, Prevenzione del rischio penale di impresa e modelli integrati di 
responsabilità degli enti, in Cass. pen., 2005, (2), p. 324, ove l’Autore esclude che l’art. 6 sia riferibile 
alla colpevolezza proprio per la similitudine intercorrente con il modello di responsabilità 
oggettiva delineato dal codice civile e (p. 325) giunge alla medesima conclusione per quanto 
attiene il reato del dipendente. Il paradigma civilistico è fatto proprio da taluna giurisprudenza 
di merito, la quale ha, per l’appunto, proposto l’applicazione analogica «della responsabilità 
civile (ed indiretta) dell’ente ex art. 2049 c.c.», che sarebbe «espressione della teoria 
dell’identificazione o dell’immedesimazione organica». Così, Trib. Brescia, 11 marzo 2011, n. 
678, Pres. Di Martino, inedita, p. 31. Contra, C. E. PALIERO, La responsabilità delle persone giuridiche, 
cit., p. 55. 
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quali sul danneggiato-lavoratore incombe la prova del danno, della 
nocività dell’ambiente di lavoro ed del nesso causale tra questi due 
elementi; il datore di lavoro, invece, ha l’onere di dimostrare di avere 
adottato tutte le cautele necessarie ad impedire il verificarsi del danno»131.  
A nostro avviso, anche tale impostazione non sembra poter essere 
accolta. L’affinità tra i due sistemi, se sussiste con riguardo alla generale 
ripartizione degli oneri probatori, viene viceversa meno laddove si 
proceda ad una analisi delle peculiarità della responsabilità civile.  
In primo luogo, si deve osservare come, in passato, il fondamento 
soggettivo della responsabilità del datore per l’illecito del dipendente 
fosse rinvenuto nella cosiddetta colpa presunta, derivante da una culpa in 
eligendo, ovvero da una culpa in vigilando. Oggi, invece, si assume la natura 
di fictio di siffatta ricostruzione: la legge semplicemente accolla al padrone 
la responsabilità, prescindendo da qualsiasi valutazione in ordine alla 
riprovevolezza della condotta del responsabile132. Riprovevolezza che, 
invece, incarna, nei termini sopra delineati, il rimprovero mosso all’ente 
per un fatto di reato. 
In secondo luogo, taluni dubbi sulla ritenuta omogeneità nascono, 
poi, da ulteriori approdi giurisprudenziali relativi alla norma de qua; i 
giudici di legittimità, per un verso, affermano che la responsabilità del 
padrone sussiste a prescindere dalla circostanza che il dipendente abbia 
ecceduto i limiti delle sue mansioni o incombenze, finanche trasgredendo 
gli ordini ricevuti133; per altro verso, ritengono irrilevante, ai fini della 
sussistenza della responsabilità individuata dall’art. 2049 c.c., che il 
dipendente abbia agito con dolo e per finalità strettamente personali134.  
Deve a tal proposito notarsi come l’ininfluenza della trasgressione 
degli ordini ricevuti contrasti nettamente con la disposizione di cui all’art. 
6 comma 1 lett c, d.lgs. n. 231 del 2001, la quale esclude la responsabilità 
dell’ente nel momento in cui vi sia stata una condotta elusiva 
(trasgressiva) dei protocolli prevenzionistici; inoltre, l’irrilevanza del dolo 
e della finalità strettamente personale sembrano difficilmente conciliabili 
                                                 
131 Sempre, Trib. Brescia, 11 marzo 2011, cit., p. 32. 
132 A. TORRENTE-P. SCHELINGER, Manuale di diritto privato, Milano, 2011, p. 832. 
133 In questo senso, Cass. civ., sez. III, 12 marzo 2008, Cella ed altro contro Capitalia S.p.a, in 
C.E.D. Cass., rv. 602158. 
134 Cfr. Cass. civ., Sez. III, 22 agosto 2007, Min. Difesa contro Genualdi, in C.E.D. Cass., rv. 
598613. 
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con la disposizione dell’art. 5 comma 2 del decreto, che, si è detto, 
esclude la responsabilità dell’ente nel caso in cui il soggetto apicale o 
subordinato abbiano «agito nell’interesse esclusivo proprio o di terzi». 
I due sistemi non possono dunque essere tra loro assimilati; occorre, 
in altri termini, tenere ben distinta l’oggettivizzazione dei criteri di 
imputazione del reato della persona fisica alla realtà collettiva - propria 
del d.lgs. n. 231 del 2001 - dall’oggettività della responsabilità civile 
delineata dall’art. 2049 c.c. Diversamente da quanto accade nel ramo del 
“diritto puro”, nel sistema di responsabilità delle persone giuridiche la 
compliance aziendale assume autonome funzioni di ascrizione dell’illecito; è 
sintomatica di un coinvolgimento dell’ente nel reato della persona fisica, 
il quale giustifica la comminatoria di sanzioni autonome a carico di un 
soggetto che solo per il tramite di una fictio diviene un unicum con la 
persona fisica.  
L’inversione dell’onere probatorio nell’ipotesi di reato dell’apicale - 
elemento dal quale scaturiscono le varie posizioni tese ad escludere il 
deficit organizzativo dagli elementi strutturali del rimprovero all’ente - a 
nostro avviso, rileva esclusivamente sotto il profilo processuale. La prova 
cui l’ente è tenuto crea un vulnus alle garanzie dell’imputato, estese 
all’ente ex art. 35 d.lgs. n. 231 del 2001135. Vulnus che non esplica alcuna 
conseguenza sulla effettiva natura dell’addebito. La questione dovrebbe 
quindi essere risolta non ancorando l’esegesi allo status quo della 
normativa, bensì intervenendo sulla medesima nel tentativo di attribuire 
al complesso meccanismo punitivo una fisionomia lineare e rispettosa dei 
basilari principi del processo penale. E per tale ragione si auspica che 
trovino presto formale approvazione quelle proposte di legge che 
semplicemente gravano l’accusa della probatio diabolica136. Un intervento di 
tal guisa sarebbe sufficiente, da un lato, per superare le ricordate 
obiezioni circa il ruolo rivestito dai compliance programs nella 
configurazione dell’illecito dell’ente, nonché, dall’altro lato, per 
riequilibrare la posizione processuale dell’ente, parificandola tout court a 
quella dell’imputato-persona fisica nell’ordinario processo penale. 
                                                 
135 Si veda, a tal proposito, H. BELLUTA, Le disposizioni generali sul processo agli enti, cit., p. 22 
ss. 
136 Si veda M. PANSARELLA, Proposta di legge n. 3640: modifiche al d.lgs. 231/2001 incluse ed 
escluse, in La responsabilità amministrativa delle società e degli enti, 2011, (1), p. 163 ss. 
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Meno controversa appare la “meccanica” della responsabilizzazione 
della persona giuridica nell’ipotesi di reato commesso dal subordinato. 
Qui, l’art. 7 comma 1 d.lgs. n. 231 del 2001 àncora la responsabilità 
dell’ente alla condizione che «la commissione del reato (sia) stata resa 
possibile dall’inosservanza degli obblighi di direzione o vigilanza». Il 
rimprovero viene formulato in ragione di una agevolazione colposa137 del 
reato del sottoposto, ovvero di «una sorta di concorso mediante 
omissione»138. L’assente o insufficiente controllo costituiscono - qui 
pacificamente - un «elemento positivo essenziale dell’illecito»139, la cui 
prova grava sull’accusa140; ne consegue che nelle situazioni di dubbio 
dovrà necessariamente intervenire una pronuncia assolutoria141. Esito 
favorevole che dovrà trovare luogo anche nell’ipotesi in cui non sia 
raggiunta la prova in ordine al legame eziologico tra la mancata attività di 
vigilanza e la commissione del reato142. In altri termini, ove l’accusa non 
riesca a dimostrare che l’illecito si è consumato esclusivamente grazie al 
deficit di controllo non potrà individuarsi in capo all’ente alcuna 
responsabilità. 
Deficit di controllo che è presuntivamente escluso nel caso vi sia stata, 
prima della commissione del reato, l’adozione ed efficace attuazione di 
un modello di organizzazione e controllo idoneo a prevenire reati della 
specie di quello verificatosi; ciò è quanto stabilisce il capoverso dell’art. 7 
del decreto. Un’adeguata vigilanza è in re ipsa nell’adozione dei protocolli 
preventivi, sicché non sussiste il criterio di imputazione soggettiva del 
reato alla persona giuridica143. Le modalità della condotta del sottoposto 
aggirano la pervasività dei controlli ed assumono, quindi, i connotati di 
                                                 
137 A. ALESSANDRI, Riflessioni penalistiche, cit., p. 42. Di «agevolazione criminosa» parla G. 
DE VERO, Struttura e natura giuridica, cit., p. 1131. 
138 C. E. PALIERO-C. PIERGALLINI, La colpa di organizzazione, cit., p. 174. Nonché, F. 
TRIPODI, “Situazione organizzativa”, cit., p. 507 ss. G. COCCO, L’illecito degli enti dipendente da reato, 
cit., p. 108, definisce il titolo di responsabilità in termini di «concorso colposo».  
139 G. DE VERO, Struttura e natura giuridica, cit., p. 1136 s.; l’Autore precisa (p. 1145, nota 34) 
l’opportunità, per siffatte ipotesi, di procedere a robuste integrazioni della disciplina preventiva  
contenuta nel decreto. In termini negativi giungono alla medesima conclusione C. E. PALIERO-
C. PIERGALLINI, La colpa di organizzazione, cit., p. 175, per i quali «l’adempimento dei doveri 
organizzativi funge da elemento costitutivo della carenza di colpa». 
140 G. AMATO, Finalità, applicazione e prospettive, cit., p. 360. 
141 P. FERRUA, Procedimento di accertamento, cit., p. 1483; concorda A. BERNASCONI, Modelli 
organizzativi, cit., p. 91. 
142 G. DE SIMONE, I profili sostanziali della responsabilità, cit., p. 111. Contra, G. COCCO, 
L’illecito degli enti dipendente da reato, cit., p. 110. 
143 G. DE VERO, Struttura e natura giuridica, cit., p. 1149. 
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un artifizio non dissimile da quello che determina l’irresponsabilità 
dell’ente in ragione dell’elusione fraudolenta dei protocolli nel caso di 
reato dell’apicale. 
In dottrina si è poi osservato come l’incipit dell’art. 7 comma 2 del 
decreto - «in ogni caso» - adombri taluni dubbi sull’effettiva necessità di 
un modello organizzativo ai fini di esclusione della responsabilità 
dell’ente144. Il dato letterale attribuisce, infatti, a tale accorgimento una 
efficacia dimostrativa privilegiata - con una forzatura tecnica lo si 
potrebbe definire una “prova legale” - e non incide minimamente 
sull’onere probatorio “di base”, relativo al fatto fondante la 
responsabilità della societas, il quale continua a gravare esclusivamente sul 
pubblico ministero. Da ciò dovrebbe conseguire che la dissociazione 
dell’ente dalla condotta illecita del subordinato potrebbe, a ben vedere, 
avvenire attraverso cautele meno astruse rispetto al macchinoso modello 
descritto dal decreto. Da una vera e propria esigenza, l’adozione del 
modello organizzativo si tramuterebbe, dunque, in una mera valutazione 
di opportunità. 
E nel caso in cui l’ente si orienti verso l’adozione dello strumento 
protocollare, si ripropone, anche in tale contesto, la diatriba concernente 
l’individuazione della parte su cui grava l’onere di fornirne la 
dimostrazione. Da un lato, si sostiene che «il rischio per la mancata 
prova» continui a gravare sull’ente145. Dall’altro lato, si ritiene che 
l’omessa previsione dell’inversione conduca alla reviviscenza dei normali 
carichi probatori, reintroducendo il rischio per la mancata prova in capo 
all’accusa146.  
A nostro avviso, occorre tenere in considerazione un duplice profilo: 
l’uno formale, l’altro, pragmatico. Dal primo punto di vista, non 
sembrano esservi ostacoli a ritenere definitivamente superata, nei casi de 
quibus, l’inversione probatoria prevista dall’art. 6 del decreto. L’omessa 
riproposizione dovrebbe, infatti, lasciare intendere una volontà legislativa 
orientata alla configurazione dell’eccezione nelle sole ipotesi di reato 
dell’apicale. Nulla vieta che sia l’organo dell’accusa a potere produrre in 
dibattimento la prova documentale, magari acquisita nel corso delle 
                                                 
144 Tali dubbi sono sollevati da A. BERNASCONI, Modelli organizzativi, cit., p. 93. 
145 Cfr. P. FERRUA, Procedimento di accertamento, cit., p. 1483; concordano A. BERNASCONI, 
Modelli organizzativi, cit., p. 93, A. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 242. 
146 Ex multis, G. DE SIMONE, I profili sostanziali, cit., p. 112. 
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indagini preliminari ex art. 358 c.p.p., il quale attribuisce al pubblico 
ministero il dovere di svolgere accertamenti anche a favore della persona 
sottoposta ad indagini. Acquisizione che, ipoteticamente, potrebbe pure 
essere funzionale ad un’archiviazione della posizione dell’ente. Dal lato 
pratico, tuttavia, sembra ragionevole ritenere che sarà con maggiore 
frequenza la persona giuridica a soddisfare in concreto l’esigenza 
probatoria, essendo per questa maggiormente agevole l’adempimento, 




§ 3. SISTEMATICA E STRUTTURA DEI MODELLI DI ORGANIZZAZIONE, 
GESTIONE E CONTROLLO. 
 
Il binomio monistico-dualistico rappresenta una costante del sistema 
di responsabilità delle persone giuridiche. Si è già avuto modo di 
apprezzarlo discorrendo dei concetti di “interesse” e “vantaggio” e si 
ripresenta nel momento in cui ci si considera l’aspetto strutturale 
dell’apparato prevenzionistico; ciò poiché, a fronte di una analitica 
enunciazione dei contenuti del modello di organizzazione, gestione e 
controllo rinvenibile nell’art. 6 del decreto, l’art. 7, per quanto concerne il 
reato del para-apicale, focalizza l’attenzione esclusivamente sul deficit di 
controllo.  
La previsione contenuta in quest’ultima disposizione, sebbene 
necessaria per la definizione di parametri di imputazione dell’ente meno 
stringenti nell’ipotesi di illecito del subordinato, ha caricato il dibattito 
dottrinale di un’ulteriore questione: se il legislatore avesse individuato, 
per l’appunto, una duplice tipologia di modelli organizzativi, ovvero se i 
protocolli preventivi da adottare dovessero essere i medesimi, 
indipendentemente dalla qualifica rivestita dal reo147. 
                                                 
147 Diversa impostazione è assunta da autorevole dottrina, la quale individua nel 
complessivo sistema di protocolli uno schema tripartito; in tal senso, E. AMODIO, Prevenzione del 
rischio penale d’impresa, cit., p. 328, ove l’Autore afferma che «non esiste […] un solo modello 
organizzativo, ma almeno sono previsti due distinti sistemi preventivi con regole diverse la cui 
efficacia deve essere commisurata alle specifiche forme di criminalità oggetto della prevenzione 
e alla posizione dei soggetti individuati come potenziali autori del reato. Si dovrebbe anzi più 
correttamente affermare che gli schemi legislativi dei concreti compliance programs sono tre, 
tenuto conto che l’art. 25-ter, introdotto nella normativa della corporate liability con decreto 11 
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Il dato terminologico si porrebbe a sostegno della concezione 
dualistica della compliance aziendale; si rileva che mentre l’art. 6 ha ad 
oggetto modelli di organizzazione e gestione, l’art. 7 esplicita il richiamo 
pure alla funzione di controllo148. A ciò si aggiunge che laddove il 
legislatore avesse optato per una configurazione unitaria degli strumenti 
prevenzionistici, sarebbe stato sufficiente che l’art. 7 operasse un mero 
rinvio ai requisiti descritti nella disposizione precedente149. 
Una diversa impostazione è assunta da altra dottrina, per la quale vi 
sarebbe una sola tipologia di modello, valevole per entrambe le ipotesi 
contemplate dai citati articoli150.  
In tale ottica, il fattore lessicale non avrebbe rilevanza decisiva - anche 
il modello di cui all’art. 6 del d. lgs. n. 231 del 2001 sarebbe «un modello 
di controllo, posto che all’art. 6 sono previsti espressamente obblighi di 
informazione a un organo di controllo e i caratteri che detto organo deve 
avere»151 - e, si aggiunge, l’unicità dell’assetto organizzativo richiesto dal 
decreto sarebbe imposta da una lettura funzionale e sostanziale152 
                                                                                                                            
aprile 2002, n. 61, istituisce un diverso criterio di imputazione per i reati societari, 
ricomprendendo in una unica classe soggetti apicali e dipendenti e stabilendo che la 
responsabilità dell’ente sussiste quando il reato è commesso nell’interesse della società e si 
accerta che il fatto non si sarebbe realizzato se le persone ai vertici “avessero vigilato in 
conformità agli obblighi inerenti alla loro carica”». 
148 Sul punto, F. SANTI, La responsabilità delle società e degli enti. Modelli di esonero delle imprese, 
Milano, 2004, p. 272. 
149 A. FIORELLA, voce Responsabilità da reato deli enti collettivi, in A. CASSESE (a cura di), 
Dizionario di diritto pubblico, Torino, 2006, p. 5106. Nello stesso senso, G. COCCO, L’illecito degli 
enti dipendenti da reato, cit., p. 90, nonché R. RORDORF, I criteri di attribuzione, cit., p. 130. Ancora, 
C. PIERGALLINI, Sistema sanzionatorio e reati previsti dal codice penale, in Dir. pen. proc., 2001, (11), p. 
1357. 
150 Così, F. GIUNTA, La punizione degli enti collettivi, cit., p. 44; A. MEREU, La responsabilità “da 
reato”, cit., p. 77 s. 
151 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 198, ove si evidenzia altresì (p. 199 
s.) che «la descrizione del modello contenuta nell’art. 7 risulta talmente ellittica quanto a 
contenuti che, se non integrata da quella di cui all’art. 6, manifesterebbe una indeterminatezza 
tale da far dubitare dello stesso rispetto del principio di legalità previsto dall’art. 2 del 
medesimo decreto legislativo e della sua stessa legittimità costituzionale. […] Del resto, 
confrontando i contenuti dei modelli indicati nelle due norme da un lato si rinvengono 
sovrapposizioni […], dall’altro si rinvengono solo nell’una disposizione, o solo nell’altra, 
indicazioni necessarie a qualsiasi modello di gestione del rischio e che non possono perciò 
mancare in nessuno dei due modelli». 
152 A. GARGANI, Imputazione del reato agli enti collettivi e responsabilità penale dell’intraneo: due piani 
irrelati, in Dir. pen. proc., 2002, (9), p. 1064. Altresì,  M. GUERNELLI, La responsabilità delle persone 
giuridiche nel diritto penale amministrativo interno, cit., p. 293, per il quale il modello organizzativo 
«contiene in sostanza gli stessi requisiti (in entrambe le fattispecie, n.d.r.), relativi alla verifica ed 
eliminazione dei rischi, all’adattamento al mutare delle situazioni e delle attività, al presidio 
disciplinare». 
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dell’impalcatura normativa. La previsione all’art. 6 di un apposito 
organismo deputato alla vigilanza sull’osservanza delle misure adottate 
dall’ente sarebbe una «specificazione della funzione di controllo cui deve 
rispondere il modello anche ai sensi dell’art. 7 comma 2», sicché tale 
ultima disposizione verrebbe ad assumere valore di clausola generale per 
la redazione dei protocolli di prevenzione153. 
Altra condivisibile dottrina sostiene, invece, che la questione 
concernente l’unicità o la duplicità dei modelli sia, in fin dei conti, priva 
di rilevanza pratica154; la diversa formulazione degli artt. 6 e 7 del decreto 
sarebbe sintomatica non «di vere e proprie differenze di contenuti, 
quanto piuttosto di una complessiva maggiore attenzione usata nel 
determinare i requisiti generali dei protocolli in rapporto ai reati che 
siano commessi dagli ‘apici’ rispetto all’eventualità di crimini commessi 
dai soggetti in posizione subordinata»155; ciò tuttavia non toglie che, nella 
pratica, l’ente si doterà di un modello rispondente alle prescrizioni - 
maggiormente stringenti - di cui all’art. 6, sufficienti ed idonee a 
rispondere pure alle esigenze prevenzionistiche contemplate nella 
disposizione successiva156. 
In considerazione di quanto ora esposto, sembra possibile affermare 
che la fondatezza della visione monistica - o dualistica - dei modelli di 
                                                 
153 In tali termini, P. SFAMENI, La responsabilità delle persone giuridiche: fattispecie e disciplina dei 
modelli di organizzazione, gestione e controllo, in A. ALESSANDRI (a cura di), Il nuovo diritto penale delle 
società, Milano, 2002, p. 70 ss.; l’Autore precisa, tuttavia, che «il rapporto tra clausola generale e 
norma attuativa comporta, poi, che gli elementi indicati come necessari al modello 
organizzativo, ai sensi dell’art. 6 commi 1 e 2, potrebbe rivelarsi in concreto insufficiente, ai fini 
del rispetto della clausola generale. Di qui il problema in ordine alle fonti di integrazione della 
disciplina stessa e la necessità di operare un rinvio implicito ai principi della scienza economica ed alle 
procedure di best practice individuate nelle linee guida delle associazioni di categoria, esplicitamente richiamate 
dall’art. 6 comma 4 d.lgs. n. 231 del 2001». Corsivo dello scrivente. Concorda con il mero valore 
specificativo dell’art. 6 comma 2, d. lgs. n. 231 del 2001, N. PISANI, I criteri di imputazione 
soggettiva, cit., p. 133. 
154 G. DE VERO, La responsabilità penale, cit., p. 171 ss. 
155 Sempre, G. DE VERO, La responsabilità penale, cit., p. 172, il quale aggiunge che 
«l’abbondanza di indicazioni di principio, riscontrabile nell’art. 6 a proposito dei contenuti dei 
modelli organizzativi, si pone del resto in piena sintonia con la spiegazione data dal legislatore 
circa la ritenuta necessità di predisporre una causa di esclusione della responsabilità dell’ente, 
per i reati commessi dagli ‘apici’, essenzialmente in vista delle imprese di grandi dimensioni 
aliene dalla tradizionale struttura verticistica del management» e prosegue sostenendo che, allora, 
«non deve stupire che, per i reati commessi invece dai ‘sottoposti’, l’art. 7 […] richieda più 
genericamente “misure idonee a garantire lo svolgimento dell’attività nel rispetto della legge e a 
scoprire ed eliminare tempestivamente le situazioni di rischio”». 
156 Ancora G. DE VERO, La responsabilità penale, cit., p. 173. Concorde, M. GUERNELLI, La 
responsabilità delle persone giuridiche nel diritto penale amministrativo interno, cit., p. 293. 
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organizzazione, gestione (e controllo) dipenda dalla chiave di lettura 
adottata; se, da un punto di vista sostanziale, può dirsi che il legislatore 
abbia previsto una sola tipologia di compliance program, la concezione 
bipartita assume rilievo dai punti di vista processuale e funzionale; infatti, 
solo nell’ipotesi di reato commesso dal vertice societario si assiste 
all’inversione dell’onere probatorio e alla presunzione di 
immedesimazione organica tra ente e persona giuridica. Dunque, una 
concezione bipartita che coinvolge l’ente non in quanto destinatario dei 
precetti organizzativi menzionati, bensì in quanto parte processuale nella 
vicenda de societate. 
 
 
§ 3.1. LA GESTIONE DEL RISCHIO-REATO: IDONEITÀ, EFFICACIA E 
ADEGUATEZZA DEL MODELLO. 
 
L’introduzione nel panorama giuridico italiano della responsabilità da 
reato ha scardinato la tradizionale nozione di rischio, per la quale esso 
rappresentava il periculum derivante da un evento aleatorio in grado di 
cagionare un danno assicurabile157. Infatti, in tale ambito, si abbandona la 
logica della copertura dei costi158 e si richiede una gestione di tipo 
preventivo e propositivo, idonea a ridurre ab origine - o, come si osservava 
poc’anzi, ex post - il rischio di commissione di alcuno dei reati 
contemplati dagli artt. 24 ss., d.lgs. n. 231 del 2001. 
Trattasi di un rischio puramente normativo159 - attenendo questo 
all’area tipica della conformità dell’operare aziendale a leggi e 
                                                 
157 L. RATTO, voce Rischio, in Enciclopedia di direzione e organizzazione aziendale. Dizionario di 
amministrazione, contabilità, diritto, economia, finanza, informatica, lavoro d’ufficio, risk management, 
Milano, 1987, XXXI, p. 681 s.  
158 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 193, i quali precisano che «il 
trasferimento del rischio è parimenti ostacolato dal fatto che le conseguenze dannose sono 
direttamente addossate all’ente come sanzione in via legislativa e, perché la sanzione possa 
avere efficacia, occorre che la stessa non sia trasferibile a terzi»; ne conseguirebbe che una 
eventuale copertura assicurativa sarebbe nulla in quanto contraria a norme imperative.  
159 C. PIERGALLINI, I modelli organizzativi, in G. LATTANZI (a cura di), Reati e responsabilità 
degli enti, cit., p. 156. Osserva l’Autore che la normatività del rischio riflette la funzione 
deontologica-eticizzante dei compliance programs: «il rispetto delle norme penetra nella stessa fase 
di progettazione della strategia d’impresa, in modo da adeguare lo stile e i comportamenti 
dell’ente alle pretese dell’ordinamento, innescando un meccanismo virtuoso capace di 
‘contenere’ le spinte criminogene connaturate al conseguimento ad ogni costo del profitto». 
Concordemente, M. ARENA-G. CASSANO, La responsabilità da reato degli enti collettivi, Milano, 
2007, p. 232. Sul rapporto tra etica d’impresa e modelli organizzativi, D. SORIA-C. TROCCOLI-
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regolamenti160 - la cui gestione deve seguire i parametri dettati dall’art. 6 
del decreto. Le misure preventive qui delineate si sostanziano nel 
compimento di una strutturata attività di mappatura161 delle aree di 
rischio - cosiddetto risk management162, svolta per processi e non per 
funzioni163 - attraverso la quale l’impresa individua il deficit organizzativo 
esistente e definisce il c.d. gap di allineamento164; sulla base di tale gap 
l’ente adotta - ex novo o in via integrativa - protocolli «idonei a prevenire 
reati della specie di quello verificatosi». Compiuta la risk identification165, e 
                                                                                                                            
M. CIOCIA, Etica, mercato, modelli organizzativi e «valore» d’impresa, in Amm. & Fin., 2011, (1), p. 44 
ss. Sulla necessità che sia lo stesso top management (unitamente al cosiddetto mid-level management) 
ad ispirare il virtuosismo comportamentale, F. LEDDA, Efficacia dei modelli organizzativi ex d.lgs. 
231/2001: tone from the top, in La responsabilità amministrativa delle società e degli enti, 2011, (2), p. 
207 ss. 
160 M. BARALDI-A. PALETTA-M. ZANIGNI, Corporate governance, cit., p. 20. 
161 Il termine “mappatura” ha suscitato talune perplessità; F. GIUNTA, Il reato come rischio 
d’impresa e la colpevolezza dell’ente collettivo, in An. giur. ec., 2009, (2), p. 254, osserva come il 
sostantivo possa «risultare fuorviante nella misura in cui lascia pensare a un’operazione 
meramente ricognitiva e descrittiva». Aggiunge che «le cose, però, non stanno così: si tratta, 
infatti, di un’attività non priva di momenti valutativi in relazione sia all’inferenza probabilistica 
di determinati rischi di reato, sia al suo grado di accettabilità». 
162 Risk management definito come lo «strumento che identifica, valuta e gestisce gli eventi e 
le azioni ‘avverse’, cioè le ‘minacce’ […] in modo da impedire che si verifichino gli ‘eventi 
pericolosi’, nel senso di […] portatori di possibili conseguenze sfavorevoli per l’organizzazione, 
e quindi volto a prevenire il verificarsi di tali eventi pericolosi all’interno dell’organizzazione». 
Cfr. A. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 190.  Per una esplicazione dei 
contenuti di tale attività, si vedano, altresì, A. BERNASCONI, Modelli organizzativi, cit., 66 ss.; S. 
BARTOLOMUCCI, Corporate governance, cit., 205 ss. R. DUZIONI, Mappatura delle aree a rischio e 
formazione della relativa documentazione dimostrativa dei passi compiuti da offrire al giudice o al pubblico 
ministero quale attività ex art. 391 nonies c.p.p. Attività investigativa preventiva, in La responsabilità 
amministrativa delle società e degli enti, 2011, (4), p. 137, in particolare nota 6 - ove si ricorda come 
molteplici siano le metodologie di risk management, le quali si differenziano sia per quanto 
concerne la realizzazione del processo, sia per le modalità di identificazione e misurazione del 
rischio - e p. 140 ss., per una esposizione dei concreti passi da compiere per una corretta 
gestione del rischio, tra i quali individua: analisi del contesto e dell’assetto organizzativo, 
conduzione di interviste mirate con soggetti “chiave” nell’ambito della struttura aziendale. 
Ancora, C. PIERGALLINI, I modelli organizzativi, cit. , p. 181 ss. e A. SAPONARO, Le disposizioni di 
Banca di Italia sulla funzione di compliance, in Cont. fin. contr., 2008, (4), p. 342. 
163 P. BASTIA, Implicazioni organizzative, cit., 52 ss. L’Autore rileva come la mappatura delle 
attività rischiose svolta per processi, ossia per catene o filiere di attività, consenta di trascendere 
le competenze individuali ed eviti, così, il pericolo di una individualizzazione delle attività di 
valutazione, che, a contrario, potrebbero risultare discrezionali ed interessate. 
164 T. ROMOLOTTI, Modelli organizzativi e soluzioni applicative, in L. D. CERQUA (a cura di), La 
responsabilità da reato degli enti. Modelli di organizzazione, gestione e controllo e strategie per non incorrere 
nelle sanzioni, Macerata, 2006, p. 270. 
165 BOZZOLAN, Il risk assessment, in Valutazione dei rischi e controllo interno, Milano, 2004, p. 
72, definisce tale fase del procedimento di gestione dei rischi come il momento «finalizzat[o] 
alla ricerca e alla selezione degli eventi e delle variabili che devono essere monitorati al fine di 
difendere i livelli di risultato conseguibili allo stato attuale o ipotizzati nel processo di 
pianificazione». 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 





scansionata la struttura organizzativa per la rilevazione della aree a 
rischio di reato, il sistema di controllo interno potrà dirsi efficiente solo 
con la predisposizione di un adeguato organismo di vigilanza166, 
controllore dell’idoneità in itinere del modello organizzativo adottato 
dall’ente.  
Le procedure di prevenzione del rischio di reato si innestano167, 
dunque, a pieno titolo nel complessivo sistema di controllo interno168 
della persona giuridica. Così, il compliance program da questa adottato 
appare come «il risultato di un’azione composta e sinergica alla quale 
partecipano il corretto assetto organizzativo e il controllo 
permanente»169.   
Il profilo contenutistico di tale coniugato di funzioni trova la propria 
ufficializzazione normativa nell’ormai noto art. 6, d.lgs. n. 231 del 2001; 
la disposizione si limita, tuttavia, «a tracciare solamente lo scheletro del 
modello organizzativo»170. Ne consegue che la mancanza di puntuali 
indicazioni circa la metodologia prevenzionistica da seguire riporta la 
determinazione della responsabilità dell’ente nell’alveo dei tradizionali 
concetti di diligenza, prudenza e perizia171. Rispetto a questi ultimi, il 
                                                 
166 Sul punto vedi infra § 3.3. ss. 
167 L. BENVENUTO, Organi sociali e responsabilità amministrativa da reato degli enti, in Le società, 
2009, (6), p. 678; innesto dal quale l’Autore fa discendere la non obbligatorietà del modello. 
Afferma, infatti, che «il sistema di controllo interno è un istituto che l’ordinamento rende 
obbligatorio solo per le società quotate con collegio sindacale (art. 149 t.u.f.) e per le società 
che adottano un sistema monistico (art. 2409 octiesdecies c.c.)». 
168 Il “sistema di controllo interno” viene definito come l’insieme di meccanismi, procedure 
e strumenti predisposti dalla direzione al fine di assicurare il conseguimento di un triplice 
risultato: efficacia del conseguimento degli obiettivi aziendali ed efficienza operativa, 
attendibilità dei dati e conformità della governance alle normative applicabili. Definizione fornita 
dal Committee of Sponsoring Organizations del 1992, la cui rilevanza assume, per così dire, “veste 
ufficiale” soprattutto a partire dal 2002; anno in cui il Public Companies Auditing Oversight Board - 
nuovo organismo di vigilanza previsto dal Sarbanes-Oxley Act del medesimo anno - lo ha 
indicato come lo strumento di best practice per l’assessment del sistema da parte dei chief executive 
officer, chief financial officer e società di revisione. Sul punto si veda  S. BERETTA, Valutazione dei 
rischi e controllo interno, Milano, 2004, p. 42 s.; per approfondimenti sul tema del controllo interno 
si rinvia, altresì, a M. BARALDI-A. PALETTA-M. ZANIGNI (a cura di), Corporate governance e 
sistema di controllo interno, Milano, 2004; S. BERETTA-N. PECCHIARI, Analisi e valutazione del sistema 
di controllo interno. Metodi e tecniche, Milano, 2007; A. PESENATO-E. PESENATO, Modello di 
organizzazione, gestione e controllo: un approccio sistematico, in Amm. & Fin., 2011, (8), p. 38 ss. F. 
MAIMERI, Controlli interni delle banche tra regolamentazione di vigilanza e modelli di organizzazione 
aziendale, in Riv. dir. comm., 2002, (7-8-9-10), p. 609 ss. 
169 In questi termini, F. GIUNTA, Il reato come rischio d’impresa, cit., p. 251. 
170 C. PIERGALLINI, Il modello organizzativo alla verifica della prassi, in D.lgs. 231: dieci anni di 
esperienze nella legislazione e nella prassi, in Le società, suppl., 2011, p. 46. 
171 D. PULITANÒ, La responsabilità “da reato”, cit., p. 434. 
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parametro definito dal decreto è, dal punto di vista terminologico, 
diverso - la lett. a della citata disposizione si riferisce alla idoneità alla 
prevenzione del rischio di reato - tuttavia, dal punto di vista sostanziale, a 
ben vedere, esso non si discosta dai menzionati criteri tipici dell’illecito 
colposo172. Come questi ultimi, l’idoneità della compliance presenta confini 
estremamente labili; e l’indeterminatezza definitoria - cui consegue, come 
è stato giustamente sostenuto in dottrina un’«anarchia gnoseologica»173 - 
ostacola la delimitazione della (il)liceità della condotta imprenditoriale.  
Un ulteriore tentativo, forse vano, di introdurre criteri ermeneutici 
maggiormente puntuali può essere operato attraverso il ricorso alla teoria 
del cosiddetto erlaubtes Risiko, il quale consente «di mantenere la risultante 
area di liceità penale entro un ambito sufficiente per l’esistenza e lo 
sviluppo dell’ordinamento considerato, evitando tanto che la libertà di 
azione si realizzi a costo di un sacrificio programmatico di qualsiasi altro 
interesse meritevole di protezione, quanto che la tutela di questi sia 
talmente ampliata da evitare ogni attività fonte di pur minimi pericoli»174. 
Un tentativo forse vano, si diceva, poiché anche «la determinazione dei 
confini del rischio penalmente rilevante […] passa necessariamente 
attraverso un procedimento di graduazione che tuttavia non comprende 
la fissazione di soglie numeriche, ma è interamente ermeneutico, 
consistendo del c.d. giudizio di adeguatezza del rischio»175. 
La categoria concettuale che al proposito viene in rilievo è data dalla 
accezione di rischio consentito definita “specifica” o “residuale”, per la 
quale le misure preventive adottate non neutralizzano totalmente la 
possibilità di concretizzazione dell’evento illecito, ma la loro probabilità 
di successo - seppure non elevata - è «socialmente accettata»176. 
Il parametro de quo rappresenta un utile punto di riferimento; tuttavia, 
ne deve essere precisato il contenuto: per poter assurgere a criterio di 
liceità della condotta, il rischio non può essere inteso nella sua 
                                                 
172 V. MILITELLO, Rischio e responsabilità penale, Milano, 1988, p. 114 s. 
173 C. PIERGALLINI, Il modello organizzativo alla verifica della prassi, cit., p. 47. 
174 In questi termini, V. MILITELLO, Rischio, cit., p. 105 s. 
175 Così, C. PERINI, Il concetto di rischio nel diritto penale moderno, Milano, 2010, p. 527. 
176 C. FORTI, Colpa ed evento nel diritto penale, Milano, 1990, p. 457. Sul controllo permanente, 
per brevi cenni, si rinvia a P. BASTIA, I modelli organizzativi, in G. LATTANZI (a cura di), Enti e 
responsabilità da reato. Guida al d.lgs. 8 giugno 2001, n. 231, Milano, 2005, p. 168 ss. G. RUGGIERO, 
Capacità penale e responsabilità degli enti. Una rivisitazione della teoria dei soggetti nel diritto penale, Torino, 
2004, p. 207. M. BELLINA, Rischio consentito e misura della diligenza nel reato colposo, in Dir. pen. proc., 
2006, (10), p. 1272 ss. 
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tradizionale accezione di bilanciamento costi-benefici177; il rimando deve 
essere ai classici parametri della prevedibilità ed evitabilità, i quali 
incarnano quella che è stata efficacemente definita la «verosimiglianza del 
rischio», ossia la «plausibilità di un accadimento ipotizzabile, sia essa 
definita, misurata, determinata oggettivamente o soggettivamente, 
qualitativamente o quantitativamente e descritta utilizzando termini 
generici o matematici come probabilità o frequenza con riferimento ad 
un dato intervallo di tempo»178.  
Non si ritiene, dunque, che, ai fini dell’idoneità, il modello 
organizzativo implichi la previsione di «ogni possibile, ancorché 
improbabile, variante comportamentale»179. Ciò non toglie che la 
valutazione di verosimiglianza presenti caratteristiche oggettive 
indefettibili; l’analisi del potenziale rischio di reato deve coinvolgere, 
infatti, l’intera attività aziendale180 e le misure conseguentemente adottate 
debbono essere calibrate sullo specifico «contesto dell’organizzazione»181 
                                                 
177 Accezione invece fatta propria dalle linee guida delle associazioni di categoria. Cfr. 
CONFINDUSTRIA, Linee guida per la costruzione dei modelli di organizzazione, gestione e controllo ex D.lgs. 
n. 231/2001, in www.confindustria.it, p. 14 s. Contrari a tale impostazione, G. LUNGHINI, 
L’idoneità e l’efficace attuazione dei modelli organizzativi ex D.lgs. 231/2001, in C. MONESI (a cura di), 
I modelli organizzativi ex D.lgs. 231/2001. Etica d’impresa e punibilità degli enti, Milano, 2005, 259. 
Critico circa il criterio del bilanciamento costi-benefici, pure G. MARINUCCI, Innovazioni 
tecnologiche e scoperte scientifiche: costi e tempi di adeguamento delle regole di diligenza, in Riv. it. dir. proc. 
pen., 2005, (1), p. 45 ss. Contrario all’assunzione, quale parametro di riferimento, del rischio 
accettabile P. SFAMENI, Idoneità dei modelli organizzativi e sistema di controllo interno, in An. giur. ec., 
2009, (2), p. 283, il quale osserva che «al più […] una graduazione dei rischi che si fondi 
sull’analisi dell’impatto potenziale dell’evento-reato sull’attività dell’impresa può essere 
accettata al fine di determinare la distribuzione, sul piano temporale, dell’implementazione di 
determinate misure rispetto ad altre».  
178 Cfr. T. ROMOLOTTI, La gestione dinamica del rischio, in La responsabilità amministrativa delle 
società e degli enti, 2011, (3), p. 276. 
179 A. ALESSANDRI, Diritto penale e attività economiche, cit., p. 83. Nello stesso senso, A. 
GARGANI, La “flessibilizzazione” giurisprudenziale delle categorie classiche del reato di fronte alle esigenze di 
controllo penale delle nuove fenomenologie di rischio, in Legisl. pen., 2011, (2), p. 424. Contra, G. AMATO, 
Finalità, applicazione e prospettive, cit., p. 356 s., per il quale «è vero che la prevedibilità e 
l’evitabilità dell’evento è coessenziale alla colpa […]. Ma qui, nella disciplina della responsabilità 
amministrativa, siamo in presenza di una regola cautelare a struttura rigida […], onde la 
prevedibilità ed evitabilità di tale evento […] non ha bisogno di dimostrazione “in concreto”, 
in quanto l’inosservanza della regola integra, di per sé, quell’imprudenza o negligenza che 
costituisce l’essenza della colpa». 
180 P. SFAMENI, Idoneità dei modelli organizzativi, cit., p. 279. F. LEDDA-P. GHINI, Gestione del 
rischio di violazioni attinenti la normativa di salute e sicurezza sul lavoro, anche alla luce delle recenti linee 
guida di Confindustria, in La responsabilità amministrativa delle società e degli enti, 2008, (3), p. 191. 
181 Vale a dire, sulla «combinazione di fattori e di condizioni interni ed esterni che possono 
influenzare il conseguimento degli obiettivi di un’organizzazione ed il suo comportamento nei 
confronti delle parti interessate». Cfr. T. ROMOLOTTI, La gestione dinamica del rischio, cit., p. 276. 
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e sulle criticità rilevate182, non essendo sufficiente la «mera iterazione del 
dettato normativo»183. 
L’idoneità è dunque una caratteristica intrinseca del sistema 
protocollare adottato dall’ente; caratteristica che deve essere valutata - 
tendenzialmente184 - ante factum, la quale ricorre nel caso in cui, attraverso 
un giudizio prognostico, sia possibile affermare la capacità delle misure 
di impedire, quantomeno astrattamente, il verificarsi di un fatto di reato 
all’interno della struttura societaria.  
Il modello non deve essere solamente idoneo; deve essere altresì 
efficace. Se con il termine “idoneità” il riferimento è alla dimensione 
statica del compliance program - con ciò intendendosi l’adeguatezza dei 
protocolli rispetto ad una data situazione organizzativa e gestionale - il 
termine “efficacia” attiene alla dimensione dinamica del medesimo185. Da 
un punto di vista linguistico il termine non è perfettamente calzante; nel 
settore in cui il discorso è calato, l’efficacia non significa capacità di 
produrre l’effetto e i risultati voluti o sperati. Ciò implicherebbe 
l’insussistenza del requisito ogniqualvolta un fatto illecito si verifichi. 
Nel sistema di responsabilità delle persone giuridiche l’efficacia 
certamente impone la concreta attuazione delle misure previste “sulla 
carta”186, tuttavia richiede altresì una capacità reattiva della misura 
                                                 
182 A. ROSSI, La responsabilità da reato degli enti (d.lgs. 231/2001): i soggetti responsabili, in La 
responsabilità amministrativa delle società e degli enti, 2008, (2), p. 199. G. CORRIAS LUCENTE, Le 
caratteristiche del modello organizzativo, in La responsabilità amministrativa delle società e degli enti, 2011, 
(1), p. 205. 
183 Trib. Milano, ord. 20 settembre 2004, Dott. Sechi, in www.reatisocietari.it, p. 4. 
184 Tendenzialmente, si è detto, poiché l’astrattezza del giudizio viene meno nell’ipotesi di 
modello organizzativo adottato post factum. Dottrina e giurisprudenza sono concordi nel 
ritenere che il giudizio, qui, debba presentare profili maggiormente stringenti. Si sostiene che la 
valutazione del modello post factum non solo dovrà tener conto dell’effettiva capacità di 
prevenire i rischi relativi alla prevedibile commissione di reati, ma dovrà altresì «essere 
effettuata tenendo in primo luogo in considerazione se quella determinata condotta che ha 
provocato il reato sarebbe stata rilevata e impedita nel caso in cui il modello di organizzazione 
fosse stato già operante», nonché della idoneità a determinare una riduzione del rischio di 
reiterazione di reati della stessa specie di quello commesso. Cfr. G. GARUTI, Profili giuridici del 
concetto di ‘adeguatezza’ dei modelli organizzativi, in La responsabilità amministrativa delle società e degli 
enti, 2007, (3), p. 13 s. In giurisprudenza, Trib. Roma, ord. 4 aprile 2003, dott. Finiti, in 
www.rivista231.it. 
185 L’efficacia, qui, «considera le modalità concrete - dimostrabili e dimostrate - di 
funzionamento del controllo […] nel tempo e nello spazio». In questi termini, V. GENNARO, 
Metodologie di valutazione dell’adeguatezza e dell’efficacia dei protocolli di controllo e del rischio-reato residuo, 
in La responsabilità amministrativa delle società e degli enti, 2011, (4), p. 197. 
186 G. DE VERO, Il progetto di modifica della responsabilità degli enti tra originarie e nuove aporie, in 
Dir. pen. proc., 2010, (10), p. 1140. 
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prevenzionistica; vale a dire, l’attitudine del modello a far fronte a 
violazioni delle cautele adottate. A tal fine, il modello potrà dirsi efficace 
solo ove presenti, in primo luogo, un sistema di rilevamento delle 
infrazioni - cosiddetto whistle blower187 - tale da rendere possibile un 
immediato intervento “riparatore”; in secondo luogo, ove preveda un 
adeguato sistema sanzionatorio, che si pone quale deterrente verso 
ulteriori violazioni delle misure di prevenzione fatte proprie dalla societas 
ed, infine, un organismo di vigilanza deputato a verificare l’attitudine in 
itinere del modello organizzativo a prevenire la concretizzazione del 
rischio di reato. 
La disamina della caratteristiche intrinseche del modello organizzativo 
richiede taluni brevi cenni alla disposizione dell’art. 6 comma 3, d.lgs. n. 
231 del 2001, la quale stabilisce che «i modelli di organizzazione e di 
gestione possono essere adottati, garantendo le esigenze di cui al comma 
2, sulla base di codici di comportamento redatti dalle associazioni 
rappresentative degli enti, comunicati al Ministero della giustizia che, di 
concerto con i Ministeri competenti, può formulare, entro trenta giorni, 
osservazioni sulla idoneità dei modelli a prevenire i reati». 
Fin dai primi commenti al decreto dottrina e giurisprudenza hanno 
rimarcato taluni punti fermi della disciplina; si è evidenziato, 
innanzitutto, come le linee guida elaborate dalle associazioni di 
categoria188 siano «sprovviste di qualsiasi valenza surrogatoria nei 
confronti di un compliance program inesistente o inidoneo»189. Il loro valore 
è meramente metodologico190; l’adeguamento alle indicazioni in esse 
contenute varrà come «indizio qualificato della diligenza organizzativa 
                                                 
187 C. PIERGALLINI, I modelli organizzativi, cit., p. 165. P. IELO, Compliance programs: natura 
e funzione del sistema della responsabilità degli enti. Modelli organizzativi e d.lgs. 231/2001, in La 
responsabilità amministrativa delle società e degli enti, 2006, (1), p. 104. 
188 F. GIUNTA, Il reato come rischio d’impresa, cit., p. 252 s. suggerisce una «diversa accezione 
del concetto di associazione di categoria abilitata a produrre linee-guida e a sottoporle per 
l’approvazione al vaglio delle Autorità ministeriali competenti. In questa prospettiva, 
l’associazione di categoria dovrebbe poter raggruppare aziende, ancorché non necessariamente 
dislocate in uno stesso territorio, comunque simili per tipo di organizzazione ed attività. Ne 
conseguirebbe una maggior capacità delle linee-guida a entrare nello specifico dei fattori di 
rischio da fronteggiare e delle tecniche di prevenzione da proporre». 
189 A. BERNASCONI, sub art. 6, cit., p. 161. Concorde, F. D’ARCANGELO, I canoni di 
accertamento dell’idoneità del modello organizzativo nella giurisprudenza, in La responsabilità amministrativa 
delle società e degli enti, 2011, (2), p. 137; in particolare nota 22 per richiami giurisprudenziali sul 
punto. Altresì, D. PULITANÒ, La responsabilità “da reato”, cit., p. 438. 
190 F. GIUNTA, Il reato come rischio d’impresa, cit., p. 252. 
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richiesta nella situazione concreta»191, senza tuttavia risolversi un una 
garanzia di idoneità, dovendosi riservare al giudice la valutazione ultima 
dell’attitudine preventiva del compliance program in concreto adottato192. 
La disposizione in esame assume particolare rilevanza, laddove si 
consideri la tendenza manifestata dal legislatore a ricorrere a meccanismi 
di carattere presuntivo. Si veda, al proposito, l’art. 30, d.lgs. n. 81 del 
2008, il quale - in materia di sicurezza sul lavoro - introduce una 
presunzione juris tantum di idoneità dei complinace programs, se elaborati 
sulla base delle linee guida UNI-INAIL o del British Standard OHSAS 
18001:2007193. 
Ancora, si vedano le proposte de lege ferenda194 nelle quali si prevede la 
cosiddetta certificazione di idoneità del modello organizzativo. Il 
Ministero della giustizia verrebbe ad assumere un duplice ruolo: da un 
lato, sarebbe tenuto ad individuare tramite regolamento i criteri generali 
per il rilascio della certificazione e, dall’altro lato, ad individuare ed 
accreditare i soggetti deputati al rilascio della certificazione medesima195. 
Ottenuta la certificazione, la presunzione di idoneità sarà, anche in tal 
                                                 
191 V. MONGILLO, Il giudizio di idoneità del modello di organizzazione ex d.lgs. 231/2001: incertezza 
dei parametri di riferimento e prospettive di soluzione, in La responsabilità amministrativa delle società e degli 
enti, 2011, (3), p. 79. 
192 V. SALAFIA, La responsabilità delle società alla luce del D.M. n. 201/2003 e delle modifiche al 
d.lgs. n. 231/2001, in Le società, 2003, (11), p. 1433. A. BASSI-T. E. EPIDENDIO, Enti e 
responsabilità da reato, cit., p. 222, pongono in luce come l’ispirazione alle linee-guida, in punto di 
valutazione, comporterà un obbligo motivazionale particolarmente complesso in capo al 
giudice, ove dovesse ritenere l’inidoneità del modello nonostante il riferimento alle indicazione 
della associazioni di categoria. 
193 Sul punto si vedano, S. BARTOLOMUCCI, La metamorfosi normativa del modello penal-preventivo 
in obbligatorio e pre-validato: dalle prescrizioni regolamentari per gli emittenti S.T.A.R. al recente art. 30 
T.U. sicurezza sul lavoro, in La responsabilità amministrativa delle società e degli enti, 2008, (3), p. 157 
ss.; F. D’ARCANGELO, La responsabilità da reato degli enti per gli infortuni sul lavoro, in La 
responsabilità amministrativa delle società e degli enti, 2008, (2), p. 77ss.; P. IELO, Lesioni gravi, omicidi 
colposi aggravati dalla violazione della normativa antinfortunistica e responsabilità degli enti, in La 
responsabilità amministrativa delle società e degli enti, 2008, (2), p. 57 ss.; N. PISANI, Profili penalistici del 
Testo Unico sulla salute e sicurezza sui luoghi di lavoro, in Dir. pen. proc., 2008, (7), p. 819 ss.; A. 
TONANI-P. TERAMO, Le modalità di attuazione ed i problemi di coordinamento di un modello 
organizzativo nell’ambito della salute e della sicurezza sul lavoro, in La responsabilità amministrativa delle 
società e degli enti, 2008, (2), p. 167 ss. 
194 Il riferimento è alla proposta AREL, in discussione al Parlamento, la quale non ha 
suscitato gli entusiasmi della dottrina. Si vedano, sul punto, i contributi di G. DE VERO, Il 
progetto di modifica della responsabilità degli enti, cit., p. 1137 ss.; G. M. FLICK, Le prospettive di modifica 
del d.lgs. n. 231/2001, in materia di responsabilità amministrativa degli enti: un rimedio peggiore del male?, 
in Cass. pen., 2010, (11), p. 4032 ss.; T. MUCCIARELLI, Una progettata modifica al d.lgs. n. 231/2001: 
la certificazione del modello come causa di esclusione della responsabilità, in Le società, 2010, (10), p. 1247 
ss.; C. PIERGALLINI, Il modello organizzativo alla verifica della prassi, cit., p. 50 ss. 
195 C. PIERGALLINI, Il modello organizzativo alla verifica della prassi, cit., p. 50. 
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caso, juris tantum: il giudice riterrà l’idoneità a condizione che «il modello 
concretamente attuato corrisponda al modello certificato e non siano 
sopravvenute significative violazioni delle prescrizioni che abbiano reso 
manifesta la lacuna organizzativa causa del reato per cui si procede»196. 
In conclusione si osservi come la tecnica non è convincente: si rileva 
l’incoerenza sistematica di fondo, poiché «la certificazione si impernia sul 
governo delle ‘regole tecniche’, autorevolmente definite dalla Corte 
costituzionale come «quelle previsioni elaborate sulla base di principi 
derivanti dalle scienze esatte», le quali, per converso, non sono in alcun 
modo rinvenibili nel settore de quo197. 
Inoltre, la tecnica in esame non sembra rispondere alle esigenze di 
aggiornamento del compliance program. La validità ad tempus della 
certificazione - la cui effettiva durata è demandata, ai sensi dell’art. 7 bis 
comma 4, al regolamento ministeriale menzionato - non sembra 
conciliabile con la rapida mutabilità dell’organizzazione e dell’attività 
dell’ente; ci si troverebbe così dinanzi ad un modello organizzativo che, 
in quanto certificato, risulterebbe idoneo alla prevenzione del rischio di 
reato solo ed esclusivamente da un punto di vista formale. Circostanza 
«che rischierebbe di smentire la filosofia ispiratrice dei modelli, che il 
decreto n. 231 descrive in progress, vale a dire come continuamente 
suscettibili - e, anzi, bisognosi - di modifiche e aggiornamenti, man mano 
che la prassi denunci l’esistenza di lacune o di contraddizioni»198. 
  
 
§ 3.2. IL CODICE ETICO ED I PROTOCOLLI COMPORTAMENTALI. 
 
Ai sensi dall’art. 6 comma 2 lett. b del decreto l’idoneità dei modelli 
organizzativi passa necessariamente attraverso la previsione di «specifici 
protocolli diretti a programmare la formazione e l’attuazione delle 
decisioni dell’ente in relazione ai reati da prevenire».  
Una volta compiuta la prodromica attività di risk management, sulla 
società incombe l’onere di fornire adeguata risposta alle criticità rilevate, 
attraverso un sistema protocollare la cui complessità sarà direttamente 
                                                 
196 Così recita il previsto art. 7 bis comma 1, di cui all’art. 1 comma 4 dello schema del 
disegno di legge di modifica del decreto. 
197 C. PIERGALLINI, Il modello organizzativo alla verifica della prassi, cit., p. 50 s. 
198 G. M. FLICK, Le prospettive di modifica del d.lgs. n. 231/2001, cit., p. 4037. 
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proporzionale ai rischi di reato esistenti199. I protocolli200 di prevenzione 
costituiscono, dunque, la “muscolatura” del modello organizzativo, 
incarnando essi quel «mix di misure eterogenee»201, che rappresentano la 
concreta risposta preventiva fornita dall’ente. Protocolli che non solo 
delineano il quomodo della prevenzione, bensì formalizzano le posizioni 
delle persone fisiche coinvolte nell’attività di riduzione del rischio di 
reato - vale a dire, garanti e controllati - nonché i meccanismi di 
monitoraggio, controllo e reporting delle attività e delle rilevazioni 
eseguite202. 
Nel complessivo inquadramento della tecnica prevenzionistica in 
esame un’attenzione particolare deve essere riservata al codice etico203; 
dalla storicità di tale pratica di autoregolamentazione - diffusa sin dagli 
anni Sessanta204 - deriva infatti la sua diffusione nella prassi di 
organizzazione aziendale nazionale. Una familiarità per la quale si è 
ritenuto che il codice etico rappresenti «il nocciolo duro del modello di 
organizzazione, gestione e controllo e comunque il punto di partenza per 
la sua redazione»205. 
Complementarità - quella tra codice etico e modello organizzativo - 
che non trova unanimità di vedute; si è infatti anche sostenuto come i 
due apparati costituiscano entità assolutamente distinte206, in ragione di 
                                                 
199 T. E. EPIDENDIO, sub art. 6, in A. GIARDA-E. M. MANCUSO-G. SPANGHER-G. 
VARRASO (a cura di), Responsabilità “penale” delle persone giuridiche, Padova, 2007, p. 73, ricorda 
quella giurisprudenza per la quale laddove maggiore sia il rischio-reato in un’area, 
maggiormente accurata dovrà essere «l’attività volta a parcellizzare e procedimentalizzare la vita 
dell’ente in quel settore di attività». 
200 Rileva l’indeterminatezza del vocabolo - e ne fornisce la specificazione nel settore che ci 
occupa - F. LEDDA, I protocolli dei modelli organizzativi, in La responsabilità amministrativa delle società 
e degli enti, 2011, (4), p. 209 ss. In termini analoghi, M. PANSARELLA, Le procedure organizzative, in 
La responsabilità amministrativa delle società e degli enti, 2006, (3), p. 200. 
201 G. AITA-S. BOCCUNI-V. STILLA, Le best practices dei protocolli di cui all’art. 6, comma 2, 
d.lgs. 231/2001, in La responsabilità amministrativa delle società e degli enti, 2011, (1), p. 261. 
202 P. BASTIA, Implicazioni organizzative, cit., p. 152 s. 
203 P. BASTIA, Implicazioni organizzative, cit., p. 157 definisce il codice etico come lo 
strumento volto ad «affermare concretamente un principio di autoregolamentazione, ai fini 
della prevenzione degli illeciti e dell’affermazione di una cultura della legalità, fino 
all’introduzione di un incisivo sistema di valori etici, strumentalmente utili alla tutela della 
reputazione dell’impresa e alla creazione di un generale consenso delle proprie strategie». 
204 C. DE MAGLIE, L’etica, cit., p. 104. 
205 M. ARENA-G. CASSANO, La responsabilità da reato, cit., p. 237. 
206 A. SALVATORE, Il “codice etico”: rapporti con il modello organizzativo nell’ottica della responsabilità 
sociale dell’impresa, in La responsabilità amministrativa delle società e degli enti, 2008, (4), p. 71. Diversità 
contenutistica rimarcata da A. ROSSI, La responsabilità degli enti, cit., p. 199. Ottica 
diametralmente opposta quella di F. BIANCHI, Focus sul codice etico, modalità di redazione e contenuti, 
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una diversità tanto contenutistica, quanto cronologica, essendo la 
redazione del primo antecedente a quella del secondo. 
Pare, tuttavia, maggiormente sostenibile il primo dei citati 
orientamenti; ciò poiché, se, per un verso, codice etico e modello 
organizzativo effettivamente si differenziano nel rispettivo contenuto207, 
per altro verso, si tratta di strumenti organizzativi legati tra loro ed 
interconnessi; per meglio dire, tra essi si individua un rapporto 
contenuto-contenente: mentre il modello organizzativo costituisce lo 
schema generale di riferimento dell’attività preventiva, il codice etico si 
inserisce in esso, quale affermazione di principi deontologici, cui 
debbono ispirarsi gli operatori aziendali. 
I protocolli, invece, dal tratto maggiormente concreto, definiscono gli 
aspetti operativi del modello; disciplinano il modus operandi relativo a 
ciascuna attività208 e regolamentano le funzioni necessarie all’idoneità 
della complessiva struttura prevenzionistica, vale a dire: gestione delle 
risorse finanziarie, funzionamento dell’organismo di vigilanza e sistema 
disciplinare. 
Venendo alla definizione delle menzionate funzioni, si osservi come la 
gestione delle risorse finanziarie si realizzi attraverso la predisposizione 
«di regole volte a garantire la tracciabilità dei flussi finanziari e 
l’imputazione del pagamento», onde rendere quantomeno improbabili 
operazioni di gestione occulta di fondi209. Misure a tal proposito adeguate 
possono essere rappresentate da una razionale pianificazione degli 
                                                                                                                            
in La responsabilità amministrativa delle società e degli enti, 2011, (3), p. 63 ss., secondo il quale codice 
etico e modello organizzativo - quantomeno a livello terminologico - coincidono. 
207 Come ricorda M. CARDÌA, Codice di autodisciplina e normativa 231, in La responsabilità 
amministrativa delle società e degli enti, 2006, (3), p. 67 «i codici di comportamento, diversamente 
dal codice etico, definiscono gli standard comportamentali cui devono uniformarsi i soggetti - 
apicali e subordinati - operanti in determinate aree aziendali, in quanto coinvolti nell’esecuzione 
di funzioni o procedure considerate particolarmente sensibili e, pertanto, potenzialmente a 
rischio di reato». 
208 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 225 precisano che il «metodo 
protocollare […] è possibile […] laddove le procedure riguardino variabili esattamente 
quantificabili e le procedure siano esattamente determinabili(.) Corrisponde ad un vero e 
proprio “algoritmo”: in tal caso il protocollo prevede in modo rigido le regole da applicare, 
quando le stesse devono essere applicate in relazione a determinate quantità delle variabili 
oggetto dell’applicazione e la sequenza in cui le regole stesse devono essere applicate per 
fornire un determinato risultato. In ogni caso la procedura attraverso protocollo, anche quando 
non possa avere la rigidità dell’algoritmo per la non perfetta quantificabilità delle variabili a cui 
devono applicarsi le regole […], prevede che sia predeterminato un insieme di regole e una 
procedura, cioè un ordine, per la loro applicazione». 
209 Sempre A. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 237. 
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investimenti a breve e lungo termine, da una politica dei dividendi 
proporzionata e compatibile con le risorse finanziarie necessarie alla 
crescita prevedibile dell’impresa e del capitale proprio, nonché una 
politica di investimento sicuro e, ancora, procedure operative di 
controllo finanziario periodiche210. La dottrina ricorda, inoltre, come la 
trasparenza delle transazioni finanziarie passi altresì dalla fissazione di 
precisi limiti quantitativi all’utilizzo di denaro contante, poiché, 
diversamente, risulterebbe assai arduo garantire la tracciabilità delle 
operazioni effettuate211. 
Quanto al funzionamento dell’organismo di vigilanza, i protocolli 
presentano un duplice contenuto: da un lato, ovviamente, la sua 
istituzione212 e, dall’altro lato, la disciplina del flussi informativi tra vertici 
societari ed organismo medesimo213. Circa tale ultimo aspetto, si è 
affermato che «l’attività di informazione (deve essere) svolta sia 
istituendo appositi flussi verso gli organi sociali e le funzioni 
maggiormente coinvolte nel controllo interno, sia fornendo chiarimenti a 
tutte le unità organizzative in merito al significato e all’applicazione degli 
elementi del modello organizzativo. In particolare, oggetto del reporting 
verso gli organi sociali sono sia le attività svolte dall’(organismo di 
vigilanza) sia le eventuali criticità rilevate»214. Trattasi, dunque, di 
                                                 
210 G. AITA, La rilevanza dell’organizzazione nella responsabilità amministrativa d’impresa, in La 
responsabilità amministrativa delle società e degli enti, 2007, (2), p. 220. 
211 A. BERNASCONI, sub art. 6, cit., p. 131; l’Autore prosegue ricordando come ulteriori 
tecniche idonee a garantire trasparenza in operazioni di tal genere possano essere: la 
predisposizioni di peculiari documenti, quali la richiesta di acquisto, ai fini dell’approvazione 
preventiva di particolari tipologie di spesa, ovvero ancora il preventivo di commessa, attraverso 
il quale approvare il quantum di spesa destinato ai progetti aziendali maggiormente rilevanti. 
212 Per una puntuale analisi dell’organismo di vigilanza, vedi infra, § 3.3. 
213 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 226. Protocolli la cui 
obbligatorietà è pacifica in giurisprudenza. Si veda, sul punto, Trib. Milano, 20 settembre 2004, 
in Foro it., 2005, (10), p. 528, nonché Trib. Napoli, Ufficio GIP, ord. 26 giugno 2007, in 
www.rivista231.it, ove si afferma che la mancanza di obblighi informativi da e verso l’organismo 
di vigilanza deve costituire oggetto di apposita sanzione disciplinare. 
214 A. DE NICOLA-I. ROTUNNO, I controlli interni ex ante ed ex post: il ruolo dell’organismo di 
vigilanza, in La responsabilità amministrativa delle società e degli enti, 2011, (1), p. 129. Concordi, A. 
IANNINI-G. M. ARMONE, Responsabilità amministrativa degli enti, cit., p. 87, i quali sottolineano la 
centralità della comunicazione di notizie «aventi ad oggetto la commissione di reati o il 
compimento di pratiche radicalmente contrarie alle norme di comportamento che l’ente si è 
dato con in modello organizzativo». Secondo CONFINDUSTRIA, Linee guida, cit., p. 44 s. «è da 
ritenere che l’obbligo di dare informazione all’Organismo sia rivolto alle funzioni aziendali a 
rischio reato e riguardi: a) le risultanze periodiche delle attività di controllo dalle stesse posta in 
essere per dare attuazione ai modelli (report riepilogativi dell’attività svolta, attività di 
monitoraggio, indici consuntivi, ecc.); b) le anomalie o atipicità riscontrate nell’ambito delle 
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un’attività che richiede un «elevato livello di formalizzazione»215 - 
concretizzandosi essa in un’attività di reporting tanto a carattere 
continuativo, quanto a carattere annuale216 - nella quale rivestono 
centrale rilevanza le garanzie di riservatezza degli informatori217. 
Da ultimo, i protocolli devono delineare un adeguato sistema 
disciplinare, finalizzato a rendere possibile un immediato218 intervento 
della società avverso quelle condotte contrarie alle disposizioni cautelari 
adottate dalla società nel codice etico e nei protocolli attuativi.  
Ai fini dell’idoneità del sistema disciplinare la dottrina ha individuato 
le componenti basilari del medesimo; oltre all’individuazione di quei 
precetti che, ove violati, determinano l’applicazione della sanzione, il 
sistema disciplinare deve enunciare esplicitamente le sanzioni irrogabili, 
nonché la procedura di applicazione delle medesime219.  
                                                                                                                            
informazioni disponibili (un fatto rilevante se singolarmente considerato, potrebbe assumere 
diversa valutazione in presenza di ripetitività o di estensione dell’area di accadimento). Nella 
specie le informazioni potranno riguardare ad esempio: le decisioni relative alla richiesta, 
erogazione ed utilizzo di finanziamenti pubblici; le richieste di assistenza legale inoltrate dai 
dirigenti e/o dai dipendenti nei confronti dei quali la magistratura procede per i reati previsti 
dalla richiamata normativa; i provvedimenti e/o notizie provenienti da organi di polizia 
giudiziaria, o da qualsiasi altra autorità, dai quali si evinca lo svolgimento di indagini, anche nei 
confronti di ignoti, per i reati di cui al d.lgs. n. 231/2001; le commissioni di inchiesta o 
relazioni interne dalle quali emergano responsabilità per le ipotesi di reato di cui al d.lgs. n. 
231/2001; le notizie relative alla effettiva attuazione, a tutti i livelli aziendali, del modello 
organizzativo, con evidenza dei procedimenti disciplinari svolti e delle eventuali sanzioni 
irrogate ovvero dei provvedimenti di archiviazione di tali procedimenti con le relative 
motivazioni; i prospetti riepilogativi degli appalti affidati a seguito di gare a livello nazionale e 
europeo, ovvero a trattativa privata; le notizie relative a commesse attribuite da enti pubblici o 
soggetti che svolgano funzioni di pubblica utilità». 
215 P. BASTIA, I modelli organizzativi, cit., p. 166. 
216 A. BERNASCONI, sub art. 6, cit., p. 144. Infatti, se da un lato l’espletamento delle 
funzioni di tale struttura si sostanzia nella redazione dei verbali delle sedute e delle attività di 
controllo compiute, dall’altro questo si estrinseca pure nella relazione annuale al consiglio di 
amministrazione ed al collegio sindacale, ovvero ancora in ulteriori ed eventuali rapporti 
straordinari richiesti dagli organi amministrativi. In tal senso, P. BASTIA, I modelli organizzativi, 
cit., p. 166. 
217 A. BERNASCONI, sub art. 6, cit., p. 142. L’Autore sottolinea come al proposito può 
risultare particolarmente utile la predisposizione da parte dell’azienda di moduli standard di 
segnalazione. Sottolinea l’importanza della privacy M. MALAVASI, Compiti, requisiti e poteri 
dell’organismo di vigilanza, in La responsabilità amministrativa delle società e degli enti, 2009, (2), p. 55. 
218 Per quanto concerne il fattore temporale di applicazione delle sanzioni disciplinari le 
linee guida elaborate da Confindustria sottolineano come questo intervento ‘sanzionatorio-
correttivo’ sia assolutamente indipendente dalla tempistica processuale penale; è, infatti, 
affermato che «il principio di tempestività ed immediatezza della sanzione rendono […] non 
soltanto non doveroso, ma altresì sconsigliabile ritardare l’irrogazione della sanzione 
disciplinare in attesa dell’esito del giudizio eventualmente instaurato dinanzi al giudice penale». 
Cfr. CONFINDUSTRIA, Linee guida, cit., p. 30. 
219 A. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 238. 
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Con riguardo alle condotte contrarie alle regole cautelari fissate nel 
modello, deve sottolinearsi come il sistema disciplinare debba essere 
orientato a sanzionare non solo quelle direttamente costituenti reato, 
bensì anche quelle «prodromiche alla sua commissione» ovvero che 
«siano tali da eliminare od attenuare l’efficacia preventiva del modello 
organizzativo»220.  
Circa la tipologia di sanzioni comminabili, il sistema disciplinare debba 
prevedere non solo sanzioni risolutive del rapporto di lavoro, bensì 
anche sanzioni conservative per quelle violazioni meno “radicali”. 
Siffatta previsione risponde, infatti, al «principio di proporzione, che 
rappresenta una diretta espressione del generale canone di 
ragionevolezza (ex art. 3 Cost.), coniugato alla tutela del lavoro e della 
dignità del lavoratore (art. 4 e 35 Cost.) ed implica che il potere deve 
estrinsecarsi in modo coerente al fatto addebitato, per commisurare ad 
esso, ove ritenuto sussistente, la sanzione da irrogare»221.  
Nella scelta della sanzione disciplinare da irrogare è stato inoltre 
osservato come il sistema debba tenere conto della normativa in tema, in 
particolare dell’art. 7, l. n. 300 del 1970 - cosiddetto Statuto dei lavoratori 
- e le procedure in esso previste222. In particolare, si ricorda come da tale 
                                                 
220 P. IELO, Compliance programs, cit., p. 113. L’Autore afferma, infatti, che il sistema 
disciplinare non deve ridursi ad un mero flatus vocis, ma deve essere caratterizzato da misure 
concrete, idonee a renderlo efficiente. Solo un ampliamento oggettivo delle condotte rilevanti 
può dirsi effettivamente idoneo a tal fine. Lo stesso Autore ricorda, inoltre, come a tal 
proposito non solo deve operarsi una estensione delle condotte, bensì anche dei soggetti 
sanzionabili; in particolare, il riferimento è ai rapporti c.d. di parasubordinazione. Si sostiene 
che «sarà la giurisprudenza a determinare l’intensità del potere di direzione o vigilanza idonei a 
far scattare il criterio d’imputazione della responsabilità all’ente; occorre tuttavia tener presente 
che, in tale interpretazione, sarà fondamentale la ratio legis, che è quella di evitare, attraverso 
sistemi di deleghe esterne, prassi elusive del sistema di responsabilità oggetto di analisi». 
221 L. ANTONETTO, Sistemi disciplinari e soggetti apicali ex d.lgs. 231/2001, in La responsabilità 
amministrativa delle società e degli enti, 2006, (2), p. 59. 
222 CONFINDUSTRIA, Linee guida, cit., p. 30. In particolare, l’art. 7, l. n. 300 del 1970 recita: 
«1. Le norme disciplinari relative alle sanzioni alle infrazioni in relazione alle quali ciascuna di 
esse può essere applicata ed alle procedure di contestazione delle stesse, devono essere portate 
a conoscenza dei lavoratori mediante affissione in luogo accessibile a tutti. 2. Esse devono 
applicare quanto in materia é stabilito da accordi e contratti di lavoro ove esistano. 3. Il datore 
di lavoro non può adottare alcun provvedimento disciplinare nei confronti del lavoratore senza 
avergli preventivamente contestato l'addebito e senza averlo sentito a sua difesa. 4. Il lavoratore 
potrà farsi assistere da un rappresentante dell'associazione sindacale cui aderisce o conferisce 
mandato. 5. Fermo restando quanto disposto dalla legge 15 luglio 1966, n. 604, non possono 
essere disposte sanzioni disciplinari che comportino mutamenti definitivi del rapporto di 
lavoro; inoltre la multa non può essere disposta per un importo superiore a quattro ore della 
retribuzione base e la sospensione dal servizio e dalla retribuzione per più di dieci giorni. 6. In 
ogni caso, i provvedimenti disciplinari più gravi del rimprovero verbale non possano essere 
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disposizione derivi un principio di tipicità sia delle violazioni, sia delle 
sanzioni, al quale si affianca un obbligo di pubblicità preventiva delle 
fattispecie punibili tramite la loro inclusione nel codice disciplinare ed 
affissione dello stesso223.  
Da ultimo, si rilevi come un sistema disciplinare, per poter essere 
effettivamente efficace, necessita non solo dell’individuazione di 
violazioni, sanzioni e procedure di irrogazione: è altresì necessario che le 
inosservanze giungano a conoscenza degli organi preposti alla 
valutazione ed eventuale repressione delle condotte anticautelari; è quindi 
indispensabile che il sistema sanzionatorio sia coadiuvato da 
quell’ulteriore requisito del modello precedentemente analizzato, dato 
dalle adeguate procedure di informazione nei confronti degli organismi 
deputati al controllo e alla vigilanza sull’osservanza dei modelli224. 
 
 
§ 3.3. IL RUOLO CENTRALE DELL’ORGANISMO DI VIGILANZA. 
 
L’art. 6 comma 1 lett. b, d.lgs. n. 231 del 2001 richiede l’istituzione, 
all’interno della complessiva architettura prevenzionistica, di un 
organismo, al quale attribuire il compito di «vigilare sul funzionamento e 
sull’osservanza dei modelli, nonché di curare il loro aggiornamento»225. 
                                                                                                                            
applicati prima che siano trascorsi cinque giorni dalla contestazione per iscritto del fatto che vi 
ha dato causa. 7. Salvo analoghe procedure previste dai contratti collettivi di lavoro e ferma 
restando la facoltà di adire l'autorità giudiziaria, il lavoratore al quale sia stata applicata una 
sanzione disciplinare può promuovere, nei venti giorni successivi, anche per mezzo 
dell'associazione alla quale sia iscritto ovvero conferisca mandato, la costituzione, tramite 
l'ufficio provinciale del lavoro e della massima occupazione, di un collegio di conciliazione ed 
arbitrato, composto da un rappresentante di ciascuna delle parti e da un terzo membro scelto 
di comune accordo o, in difetto di accordo, nominato dal direttore dell'ufficio del lavoro. 8. La 
sanzione disciplinare resta sospesa fino alla pronuncia da parte del collegio. 9. Qualora il datore 
di lavoro non provveda, entro dieci giorni dall'invito rivoltogli dall'ufficio del lavoro, a 
nominare il proprio rappresentante in seno al collegio di cui al camma precedente, la sanzione 
disciplinare non ha effetto. 10. Se il datore di lavoro adisce l' autorità giudiziaria, la sanzione 
disciplinare resta sospesa fino alla definizione del giudizio. 11. Non può tenersi conto ad alcun 
effetto delle sanzioni disciplinari decorsi due anni dalla loro applicazione». 
223 S. FIGURATI, Il sistema sanzionatorio interno al modello di cui al decreto 231/01, in www.rivista 
231.it, p. 2. 
224 P. IELO, Compliance programs, cit., p. 113, il quale afferma la necessità che «il sistema 
sia dotato di adeguati strumenti idonei a raccogliere le notitiae di violazioni del sistema nonché 
della capacità di sviluppare autonome e adeguate investigazioni sulle medesime». 
225 Trattasi di un controllo di legalità a fini speciali, in quanto «circoscritto all’ambito della 
prevenzione ed individuazione solamente di quelle condotte illecite cui la legge ricollega 
l’insorgere della responsabilità amministrativa a carico dell’ente». Cfr. R. CLARIZIA-E. NATI, La 
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La sua istituzione risulta necessaria ai fini di idoneità - ed efficacia - 
del compliance program226; diversamente, infatti, il modello organizzativo 
sarebbe poco dissimile dal tradizionale codice etico; si ridurrebbe ad una 
mera petizione di principio, ispiratrice - nelle intenzioni - delle condotte 
dei singoli, senza, tuttavia, possedere alcuna valenza cogente. 
La formulazione della disposizione di cui alla lett. b desta talune 
perplessità in ordine all’oggetto dell’attività del controllore227; il 
riferimento normativo alla «osservanza dei modelli» - definita come il 
«potere-dovere di accertare distonie rispetto alle formalità ed alle prassi 
stabilite dal modello di organizzazione e gestione»228 - potrebbe indurre a 
ritenere che l’attività dell’organismo di vigilanza abbia ad oggetto la 
condotta materiale dei singoli. Siffatta prospettazione non appare 
condivisibile in ragione della specificità settoriale dei compiti attribuiti 
all’organismo de quo. Esso si configura come un controllo «di secondo 
livello»229, sicché l’espletamento delle sue precipue funzioni attiene 
esclusivamente al modello organizzativo230; i comportamenti individuali 
sono di competenza dell’organo di controllo, individuato dalla normativa 
societaria231. Pertanto, la condotta del singolo assume - per l’organismo 
                                                                                                                            
responsabilità amministrativa delle persone giuridiche: il d.lgs. n. 231/2001 tra principi generali 
dell’ordinamento e nuovi organi societari, in Rass. giur. energia elettrica, 2002, p. 306. 
226 Stante la centralità dell’organismo di vigilanza, perfettamente calzante appare la sua 
definizione in termini di «cartina al tornasole» dell’idoneità del modello fornita da F. LEDDA-P. 
GHINI, Modelli organizzativi ex d.lgs. 231/2001: dalla teoria alla pratica applicazione, in La 
responsabilità amministrativa delle società e degli enti, 2007, (4), p. 208. In termini analoghi, A. 
PESENATO, L’Organo di Vigilanza: cardine del modello di organizzazione, gestione e controllo, in Amm. & 
Fin., 2009, (1), p. 24.  
227 Perplessità che discendono dall’assoluto grado di indeterminatezza delle previsioni 
normative relative all’organismo di vigilanza. Critico sul punto F. CENTONZE, Controlli societari e 
responsabilità penale, Milano, 2009, p. 400. 
228 C. BERTI, Profili di responsabilità civile dell’organismo di vigilanza istituito ai sensi del d.lgs. n. 
231/2001, in La responsabilità civile, 2011, (7), p. 540. 
229 P. BASTIA, I modelli organizzativi, cit., p. 153. 
230 A. S. VALENZANO, Modelli organizzativi e organismo di vigilanza nel sistema della responsabilità 
dell’ente per fatti di reato, Roma, 2007, p. 14. 
231 Come ricorda P. BASTIA, Criteri di progettazione dei modelli organizzativi, in La responsabilità 
amministrativa delle società e degli enti, 2008, (2), p. 209, «l’esistenza in azienda di sistemi di 
controllo interno già collaudati e la presenza di competenze e organi di controllo ben 
identificati nel ruolo, quali l’internal auditor, il compliance manager, il risk manager, il controller, 
consentono all’organismo in parola di disporre di assetti e funzionalità già disponibili e di cui 
potersi avvalere, per integrare la loro attività con quelle proprie dell’organismo». L’Autore 
precisa, tuttavia, come «l’endemica riluttanza delle nostra aziende a dotarsi di sistemi di 
controllo, anche di quelli indispensabili per l’operatività, come il controllo di gestione, 
costituisce un fattore di debolezza con cui gli organismi di controllo devono confrontarsi ai fini 
dell’efficacia della propria attività». 
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di cui al decreto 231 - valore meramente strumentale ai fini delle 
determinazioni circa gli interventi modulatori della complessiva 
strumentazione prevenzionistica.  
Se la vigilanza sul funzionamento e l’osservanza del modello 
incarnano la dimensione statica dell’operare dell’organismo, la cura 
dell’aggiornamento ne incarna la dimensione dinamica232; la costruzione 
di un sistema di prevenzione richiede, infatti, «un continuum 
applicativo»233 la cui diretta conseguenza è rappresentata dalla necessità 
di una continuità d’azione dell’organismo deputato al controllo 
d’idoneità234. 
La funzione di cura dell’aggiornamento ha sollevato taluni dubbi in 
dottrina; in particolare, si è ritenuto che il legislatore abbia sovrapposto 
talune funzioni dell’organismo di vigilanza alle prerogative riconosciute al 
vertice societario. Sul punto, si è affermato che «l’art. 6 prescrive che 
l’adozione del modello ricade sotto la responsabilità (peraltro 
inderogabile) dell’organo dirigente della società. L’organo dirigente, che è 
responsabile dell’adozione del modello, lo è altrettanto di ogni 
aggiornamento dello stesso; infatti, mentre l’adozione è l’atto formale 
che dà origine, una volta per tutte, al modello, l’aggiornamento è l’atto 
con cui il modello stesso si allinea, nel tempo, alle necessità via via 
riscontrate in sede di applicazione, in una sorta di nuova – sempre più 
adeguata - adozione»235. Deve però ricordarsi come è stato eccepito il 
fatto che il legislatore parli di cura da parte dell’organismo di vigilanza e 
non di diretta attuazione, cosicché la citata sovrapposizione pare, di fatto, 
non sussistere236. Al contrario, è maggiormente corretto affermare che 
tra organismo di vigilanza e vertice societario vi sia, nello svolgimento di 
                                                 
232 Le linee guida di Confindustria affermano come l’aggiornamento in senso dinamico del 
modello si realizza in due momenti tra loro integrati: in primo luogo, questo si concretizza 
nella «presentazione di proposte di adeguamento del modello verso gli organi/funzioni 
aziendali in grado di dare loro concreta attuazione nel tessuto aziendale. A seconda della 
tipologia e della portata degli interventi, le proposte saranno dirette verso le funzioni di 
Personale ed Organizzazione, Amministrazione, ecc., o, in taluni casi di particolare rilevanza, 
verso il Consiglio di Amministrazione» e, in secondo luogo, la funzione di cura 
dell’aggiornamento si sostanzia in un «follow-up, ossia nella verifica dell’attuazione e dell’effettiva 
funzionalità delle soluzioni proposte». Cfr. CONFINDUSTRIA, Linee guida, cit., p. 33 ss. 
233 A. BERNASCONI, Modelli organizzativi, cit., p. 77. 
234 S. BARTOLOMUCCI, Corporate governance, cit., p. 245. 
235 In questi termini, U. LECIS, L’organismo di vigilanza e l’aggiornamento del modello organizzativo, 
in La responsabilità amministrativa delle società e degli enti, 2006, (4), p. 37. 
236 P. SFAMENI, La responsabilità delle persone giuridiche, cit., p. 185.  
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tale attività, un rapporto di complementarità, in quanto mentre il primo 
dei citati organi determinerà le variazioni da apportare al modello e le 
sottoporrà all’attenzione del consiglio di amministrazione, sarà poi 
questo a provvedere a recepirle ufficialmente237. 
L’effettività del controllo e della cura dell’aggiornamento dipendono 
dalla circostanza che l’organismo di vigilanza sia dotato di «autonomi 
poteri di iniziativa», i quali si sostanziano in poteri ispettivi e disciplinari. 
Vi è unanimità di vedute in relazione alle facoltà ispettive dell’organo di 
controllo: concordemente si ritiene che siano strumentali e necessari per 
il corretto svolgimento dell’attività di aggiornamento del modello 
organizzativo238. 
Maggiormente problematica si è rivelata la determinazione 
dell’estensione delle attribuzioni disciplinari239; da un lato, si esclude che 
all’organismo di vigilanza siano attribuiti poteri disciplinari e sanzionatori 
diretti240, non potendosi identificare in esso una «sorta di polizia interna 
all’ente e, soprattutto, essendo il potere disciplinare attinente alla sfera 
dei poteri di gestione, in via di principio estranei all’organismo»241. 
Dall’altro lato, si giunge a conclusioni antitetiche, sostenendo che 
l’organismo di vigilanza sia il «soggetto privilegiato dell’azione 
disciplinare»242 nei confronti di coloro che abbiano mancato di 
uniformarsi alle prescrizioni contenute nei protocolli.  
È anche il corretto esercizio di tali funzioni a determinare 
l’irresponsabilità della persona giuridica; è l’art. 6 lett. d a richiedere, 
infatti, ai fini dell’esenzione da responsabilità, che l’ente provi che «non 
                                                 
237 S. BARTOLOMUCCI, Corporate governance, cit., p. 247. 
238 Sempre S. BARTOLOMUCCI, Corporate governance, cit., p. 251, il quale espone talune 
soluzioni operative per l’esercizio di tali poteri. A titolo esemplificativo, si ricorda: la 
conduzione di verifiche periodiche su operazioni economiche che superino determinati valori, 
soprattutto ove queste abbiano come interlocutore della società la pubblica amministrazione; lo 
svolgimento di verifiche su processi societari significativi, in particolare per quanto riguarda la 
gestione finanziaria e le operazioni di tesoreria; le verifiche periodiche e a campione della 
regolarità formale dei report previsti in tutti i protocolli, della documentazione di supporto, di 
fatture e rendicontazioni contabili. 
239 Sostiene C. PIERGALLINI, I modelli organizzativi, cit., p. 176 s. che l’organismo di vigilanza 
«vanta poteri di sorveglianza e di controllo, sì che gli è preclusa qualsiasi attività di gestione, sia 
essa attiva che impeditiva». 
240 P. SFAMENI, Responsabilità da reato degli enti e nuovo diritto azionario: appunti in tema di doveri 
degli amministratori ed organismo di vigilanza, in Riv. soc., 2007, (1), p. 185; concorda sul punto M. 
LA ROSA, Teoria e prassi del controllo interno, cit., p. 1300. 
241 A. S. VALENZANO, Modelli organizzativi e organismo di vigilanza, cit., p. 25. 
242 G. DE VERO, La responsabilità penale, cit., p. 183. 
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vi sia stata omessa o insufficiente vigilanza da parte dell’organismo di cui 
alla lettera b)»243.  
 
 
§ 3.3.1. (SEGUE): A) I REQUISITI DEI COMPONENTI E 
DELL’ORGANISMO IN QUANTO TALE. 
 
Autonomia, indipendenza, professionalità e continuità d’azione sono 
le caratteristiche proprie tanto dell’organismo di vigilanza in sé, quanto 
dei singoli componenti244. 
Autonomia ed indipendenza, sebbene siano tra esse interconnesse, 
presentato connotati propri e distintivi. L’autonomia si manifesta sotto 
un duplice profilo: in primo luogo, tale requisito deve essere coniugato in 
termini regolamentari; in altri termini, si estrinseca nella «potestà 
dell’organismo di vigilanza di autodeterminarsi, fissando le proprie regole 
di comportamento e procedimentali»245.  In secondo luogo, l’autonomia 
può dirsi effettiva ove vi sia una indipendenza economico-finanziaria 
                                                 
243 La previsione appare tuttavia superflua, per quanto attiene alla determinazione delle 
incombenze che gravano sull’organismo di vigilanza; la funzione della norma è, a nostro 
avviso, semplicemente quella di rimarcare la centralità, nel complessivo sistema di 
responsabilità delle persone giuridiche, della funzione di controllo, quale strumento cardine di 
un compiuto sistema di prevenzione del rischio-reato. Sulla superfluità della richiamata lett. d, 
sia consentito il rinvio ad A. SPINELLI, Responsabilità degli enti: l’elusione fraudolenta non è una 
probatio diabolica, in Riv. trim. dir. pen.ec., 2010, (3), p. 618, ove si precisa che «la lett. b) della 
medesima disposizione, con la quale il legislatore ha previsto la necessaria costituzione 
dell’organismo di vigilanza, già stabilisce che all’organismo stesso sia attribuito il compito di 
vigilare sul funzionamento e sull’osservanza dei modelli, di curarne l’aggiornamento e che sia 
altresì dotato di autonomi poteri di iniziativa e di controllo. Specificare successivamente che 
l’ente potrà andare esente da responsabilità ove non vi sia stata omessa o insufficiente 
vigilanza, rappresenta una mera riaffermazione di quanto precedentemente enunciato. Già nella 
richiamata lett. b) si ritrovano, infatti, tutti i requisiti che devono essere propri dell’organismo di 
vigilanza - il cui rispetto si riverbera sull’idoneità complessiva del modello organizzativo - ai 
quali l’ultima lettera del primo comma né aggiunge, né toglie nulla. […] Emerge ictu oculi come 
ciò si concretizzi nella cura dell’aggiornamento del compliance program, prevista quale funzione 
propria dell’organismo di vigilanza già nella disposizione “generale” prevista all’art. 6 comma 1 
lett. b)». 
244 F. CENTONZE, Controlli societari, cit., p. 402 precisa che se l’autonomia e l’indipendenza 
rappresentano caratteristiche indefettibili dell’organismo di vigilanza, esse non possono tuttavia 
essere intese «in senso assoluto: una più efficiente raccolta delle informazioni impone un certo 
grado di “prossimità” alla gestione che inevitabilmente comprime l’indipendenza». 
245 S. BARTOLOMUCCI, Corporate governance, cit., p. 243. 
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dell’organismo rispetto al vertice societario, vale a dire, rispetto ai 
soggetti controllati246. 
Diversamente dall’autonomia - che, come è possibile intuire da quanto 
brevemente illustrato, connota l’organismo di vigilanza per quanto 
attiene alle prerogative sostanziali - l’indipendenza coinvolge il profilo 
formale: essa si realizza nel momento in cui tale organo viene collocato 
in una posizione gerarchica assimilata al vertice247, in modo che questo 
goda di quell’autonomia decisionale idonea ad escludere ogni 
interferenza nel processo decisionale ad opera di altri organi societari248. 
La disamina dell’autonomia e l’indipendenza dei singoli membri 
dell’organismo di vigilanza non concerne il profilo tipicamente 
definitorio; attiene, invece, alla valutazione di compatibilità del ruolo di 
controllore del modello organizzativo con la molteplici posizioni interne 
alla struttura societaria. 
Così, se non si rilevano particolari ostacoli alla attribuzione della 
qualifica di membro dell’organismo di vigilanza per i consulenti esterni, 
nonché per i sindaci - ciò poiché la loro indipendenza è garantita, 
rispettivamente, da quanto disposto dall’art. 2399 cod. civ., il quale 
enuclea le cause d’ineleggibilità e di decadenza dalla carica di sindaco -  
                                                 
246 A. S. VALENZANO, Modelli organizzativi e organismo di vigilanza, cit., p. 28; di vera e propria 
«autonomia finanziaria» parlano A. IANNINI-G. M. ARMONE, Responsabilità amministrativa, cit., p. 
94. 
247 N. PISANI, I requisiti di autonomia e indipendenza dell’organismo di vigilanza istituito ai sensi del 
d.lgs. 231/2001, in La responsabilità amministrativa delle società e degli enti, 2008, (1), p. 156; la 
dottrina ha sottolineato la rilevanza di tale autonomia decisionale esprimendosi in termini di 
necessaria insindacabilità dell’organismo di vigilanza da parte di qualsiasi altro organo della 
struttura aziendale. Si veda M. PANUCCI-A. TAJANA, Il ruolo delle associazioni di imprese: le linee 
guida della Confindustria, in C. MONESI (a cura di), I modelli organizzativi, cit., p. 427. Le Linee 
guida di Confindustria affermano, infatti, che l’autonomia è assicurata «dall’inserimento 
dell’organismo in esame come unità di staff in una posizione gerarchica la più elevata possibile e 
prevedendo il riporto al massimo vertice operativo aziendale ovvero al consiglio di 
amministrazione nel suo complesso». Cfr. CONFINDUSTRIA, Linee guida, cit., p. 35.  
248 Sul punto, la dottrina maggioritaria ritiene che, affinché ciò sia possibile, vi debba essere 
una assoluta separatezza dagli organi di gestione, suggerendo l’esclusione da tale organismo di 
tutti i soggetti appartenenti alla struttura aziendale. In questo senso, P. BASTIA, I modelli 
organizzativi, cit., p. 162. Tuttavia, è stato anche ricordato come un organismo composto da una 
o più persone interne alla struttura sia, di fatto, una soluzione ammissibile, in ragione di quanto 
suggerito dalla Relazione ministeriale al decreto, la quale afferma che l’organismo di vigilanza 
potrebbe essere una struttura costituita all’interno della società. Così, G. BURATTI, D.lgs. 
231/2001 e organismo di vigilanza: le principali problematiche. Il caso Fintecnica, in La responsabilità 
amministrativa delle società e degli enti, 2006, (1), p. 239. L’Autore stesso riconosce, però, come sia 
difficile confidare «nella piena autonomia di un organismo interno quando deve verificare il 
rispetto del modello da parte del vertice dal quale dipende». 
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una precisazione deve essere appuntata in merito alla figura 
dell’amministratore non esecutivo, ossia il membro del consiglio di 
amministrazione non munito di deleghe gestionali. Questo non procede 
ad una diretta gestione di specifiche funzioni aziendali, tuttavia il ruolo 
apicale suggerisce la potenziale sussistenza di conflitti di interesse. Un 
utile parametro di riferimento per il tratteggio dell’indipendenza 
dell’amministratore non esecutivo è rappresentato dall’art. 3 par. I del 
Codice di autodisciplina delle società quotate, per il quale tali figure 
possono dirsi indipendenti nel momento in cui «non intrattengono, né 
hanno di recente intrattenuto, neppure indirettamente, con l’emittente o 
con soggetti legati all’emittente, relazioni tali da condizionarne 
attualmente l’autonomia di giudizio»249.  
                                                 
249 Art. 3.P.1. Codice di Autodisciplina. Il documento è pubblicato in www.borsaitaliana.it. Il 
medesimo articolo enuncia al comma 2 i criteri applicativi da utilizzare ai fini del vaglio 
dell’indipendenza degli amministratori societari e afferma che «il consiglio di amministrazione 
valuta l’indipendenza dei propri componenti non esecutivi avendo riguardo più alla sostanza 
che alla forma e tenendo presente che un amministratore non appare, di norma, indipendente 
nelle seguenti ipotesi, da considerarsi come non tassative: 
a) se, direttamente o indirettamente, anche attraverso società controllate, fiduciari o 
interposta persona, controlla l’emittente o è in grado di esercitare su di esso un’influenza 
notevole, o partecipa a un patto parasociale attraverso il quale uno o più soggetti possano 
esercitare il controllo o un’influenza notevole sull’emittente; 
b) se è, o è stato nei precedenti tre esercizi, un esponente di rilievo dell’emittente, di una 
sua controllata avente rilevanza strategica o di una società sottoposta a comune controllo con 
l’emittente, ovvero di una società o di un ente che, anche insieme con altri attraverso un patto 
parasociale, controlla l’emittente o è in grado di esercitare sullo stesso un’influenza notevole; 
c) se, direttamente o indirettamente (ad esempio attraverso società controllate o delle quali 
sia esponente di rilievo, ovvero in qualità di partner di uno studio professionale o di una 
società di consulenza), ha, o ha avuto nell’esercizio precedente, una significativa relazione 
commerciale, finanziaria o professionale: 
– con l’emittente, una sua controllata, o con alcuno dei relativi esponenti di rilievo; 
– con un soggetto che, anche insieme con altri attraverso un patto parasociale, controlla 
l’emittente, ovvero – trattandosi di società o ente – con i relativi esponenti di rilievo; ovvero è, 
o è stato nei precedenti tre esercizi, lavoratore dipendente di uno dei predetti soggetti;  
d) se riceve, o ha ricevuto nei precedenti tre esercizi, dall’emittente o da una società 
controllata o controllante una significativa remunerazione aggiuntiva rispetto all’emolumento 
“fisso” di amministratore non esecutivo dell’emittente, ivi inclusa la partecipazione a piani di 
incentivazione legati alla performance aziendale, anche a base azionaria; 
e) se è stato amministratore dell’emittente per più di nove anni negli ultimi dodici anni; 
f) se riveste la carica di amministratore esecutivo in un’altra società nella quale un 
amministratore esecutivo dell’emittente abbia un incarico di amministratore; 
g) se è socio o amministratore di una società o di un’entità appartenente alla rete della 
società incaricata della revisione contabile dell’emittente;  
h) se è uno stretto familiare di una persona che si trovi in una delle situazioni di cui ai 
precedenti punti». (Segue) 
C. MANCINI, Riflessioni in tema di composizione, cit., p. 48 s., sottolinea come l’esclusione tout 
court degli amministratori dall’organismo di vigilanza deriva da un retaggio concettuale del 
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La garanzia di sussistenza dei requisiti de quibus richiede, poi, idonee 
procedure di nomina e la configurazione di un organismo 
strutturalmente adeguato. 
Quanto al primo dei menzionati profili, deve ricordarsi come nelle 
procedure di nomina dell’organismo un ruolo centrale, nella prassi 
societaria, è attribuito al consiglio di amministrazione250 «in virtù del 
rapporto a carattere privatistico che intercorre tra lo stesso e l’organo di 
sorveglianza, il quale, a sua volta, è tenuto a comunicare al primo le 
irregolarità e le situazioni di rischio potenziale rintracciate»251. Si è 
ritenuto in dottrina che la centralità del ruolo non significa, tuttavia, 
esclusività della funzione. Parrebbe opportuno, secondo alcuni Autori, 
pure un coinvolgimento dell’assemblea dei soci252; si obietta, tuttavia, 
l’impraticabilità della soluzione. Da un punto di vista tecnico, è stato 
rilevato, la riforma del diritto societario ha rafforzato il principio di 
tipicità delle attribuzioni dell’assemblea e, tra esse, non sembra 
configurabile la potestà di creazione di un nuovo organo sociale253. 
Tutt’al più, si precisa, la nomina dell’organismo di vigilanza potrebbe essere 
                                                                                                                            
consiglio di amministrazione come blocco gestorio monolitico. Ciò, oggi, è falso poiché il 
management societario non si sviluppa più solo in modo verticistico; al contrario, il consiglio di 
amministrazione, soprattutto nei casi di deleghe di funzioni, viene ad essere un organo 
intermedio tra assemblea dei soci e organo gestorio vero e proprio, che è il comitato esecutivo, 
ovvero l’organo comprendente tutti gli amministratori delegati. Ne consegue che la presenza di 
amministratori indipendenti nell’organismo di vigilanza, «anziché essere considerata quale 
ostacolo, ovvero limitazione alla indipendenza dell’organismo – garantita dalla collegialità ed 
eterogeneità dei soggetti che vi partecipano – se accresca la forza, l’autorevolezza, la capacità di 
conoscere ed accedere, senza ostacoli, alle attività della società». 
250 D. PULITANÒ, La responsabilità «da reato», cit., p. 432. 
251 M. LA ROSA, Teoria e prassi del controllo “interno” ed “esterno” sull’illecito dell’ente collettivo, in 
Riv. it. dir. proc. pen., 2006, (4), p. 1307. P. VALENSISE, L’organismo di vigilanza ex d.lgs. n. 231/01: 
considerazioni su poteri, composizione e responsabilità, in An. giur. eco., 2009, (2), p. 358 s. P. SFAMENI, 
La responsabilità da reato degli enti, cit., p. 171. Contra F. DI GIROLAMO, I Compliance Programs: 
un tema di governo societario da svolgere a cura dell’assemblea?, in Riv. soc., 2008, (5), p. 972. L’Autore 
rileva come, in primo luogo, l’attività demandata dal legislatore agli amministratori si limiti al 
«momento genetico di confezionamento […] del modello ex d.lgs. 231/2001 ed a quello 
funzionale-applicativo durante societate», non essendo viceversa conferito a questi pure il potere 
di nomina; in secondo luogo, pone in luce come la situazione potenzialmente interessata degli 
amministratori possa, di fatto, far sorgere in capo a tali soggetti un «peccato originale» tale da 
far dubitare dell’effettiva autonomia di giudizio dell’organo vigilante. 
252 M. ARENA-G. CASSANO, La responsabilità da reato, cit., p. 274. P. SFAMENI, La responsabilità 
da reato degli enti, cit., p. 180. A. D’AVIRRO, I modelli organizzativi. L’organismo di vigilanza, in A. 
D’AVIRRO-A. DI AMATO (a cura di), La responsabilità da reato degli enti, in A. DI AMATO (diretto 
da), Trattato di diritto penale dell’impresa, vol. X, Padova, 2009, p. 210 suggerisce il coinvolgimento 
nelle procedure di nomina del collegio sindacale. 
253 P. SFAMENI, Responsabilità da reato degli enti, cit., p. 200. 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 





annoverata tra le attribuzioni dell’assemblea dei soci qualora si proceda al 
conferimento della funzione di organismo di vigilanza ad un organo 
sociale tipico, poiché, in tal caso, si configurerebbe un legittimo 
«mandato professionale esterno al rapporto di amministrazione»254, il 
quale con costituirebbe esercizio di poteri gestori ad opera 
dell’assemblea. 
All’indipendenza ed all’autonomia, si è detto, si affiancano i requisiti 
della professionalità e della continuità d’azione. Quanto alla 
professionalità, la caratteristica è richiesta dalla naturale complessità 
dell’apparato societario, chiamato a confrontarsi con una altrettanto 
complessa disciplina legislativa, sicché figure dotate di competenze 
economico-giuridiche appaio irrinunciabili ai fini di un corretto esercizio 
della funzione di vigilanza255. 
Più che un requisito, la continuità d’azione sembra essere una vera e 
propria necessità256. È stato obiettato, sul punto, che ad una siffatta 
visione consegue un rischio: una continuità d’azione intesa come 
incessante operatività dell’organismo di vigilanza potrebbe indirizzare le 
scelte inerenti la nomina dei membri pressoché esclusivamente verso 
persone interne alla società, con notevoli influssi negativi 
sull’indipendenza e autonomia del controllore257. Il timore è sicuramente 
fondato, tuttavia, occorre precisare i termini del discorso. La continuità 
d’azione implica un’attività di controllo non ininterrotta, bensì solamente 
periodica. Lo statuto dell’organismo di vigilanza dovrà prevedere le 
tempistiche  delle riunioni, la cui frequenza dipenderà, in buona sostanza, 
dalle dimensioni dell’ente, dalla molteplicità di rischi di reato che 
interessano la società, dalla complessità delle procedure di prevenzione 
adottate. Intesa in questi termini, non sembra possibile ritenere che vi 
siano ostacoli alla nomina di professionalità esterne alla società. Del 
resto, laddove l’attività dell’organismo dovesse avere carattere saltuario o 
                                                 
254 Sempre P. SFAMENI, Responsabilità da reato degli enti, cit., p. 200. 
255 M. ARENA, L’organismo di vigilanza (ODV) nel sistema del d.lgs. n. 231/2001, in 
www.reatisocietari.it, p. 2. A. S. VALENZANO, Modelli organizzativi e organismo di vigilanza, cit., p. 34. 
256 S. BARTOLOMUCCI, Corporate governance, cit., p. 245. Concordemente, L. MARTINO-A. 
DE VIVO, L’organismo di vigilanza, cit., p. 384; altresì CONFINDUSTRIA, Linee guida, cit., p. 37, ove 
si esplicita la ritenuta necessità di una «struttura dedicata esclusivamente ed a tempo pieno 
all’attività di vigilanza sul modello […] priva di mansioni operative che possano portarla ad 
assumere decisioni con effetti economico-finanziari». 
257 Timori sollevati da F. LEDDA-P. GHINI, Organismo di vigilanza, cit., p. 214. 
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essere, comunque, incostante si profilerebbero seri dubbi in ordine alla 
effettività del controllo, con il conseguente rischio di inidoneità del 
modello di organizzazione adottato. 
 
 
§ 3.3.2. (SEGUE): B) I PROFILI STRUTTURALI. 
 
Come anticipato, l’indipendenza e l’autonomia dell’organismo di 
vigilanza dipendono altresì dalla struttura che viene per esso prevista; in 
buona sostanza, si tratta di verificare l’opportunità di creare, nella singola 
realtà imprenditoriale, un organismo monocratico, ovvero collegiale. 
Non essendovi precise indicazioni legislative sul punto, la questione è 
stata sviluppata in termini di “coerenza gestionale”; vale a dire, se per gli 
enti di piccole dimensioni non sussiste alcun ostacolo al conferimento 
dell’incarico ad un organismo in composizione monocratica258 - opinione 
peraltro avvalorata dalla disposizione di cui all’art. 6 comma 4 d.lgs. n. 
231 del 2001, la quale prevede che «negli enti di piccole dimensioni i 
compiti indicati nella lettera b), del comma 1, possono essere svolti 
direttamente dall’organo dirigente» - in relazione agli enti di dimensioni 
medio-grandi sembra maggiormente opportuna la previsione di una 
struttura plurisoggettiva259. 
                                                 
258 Sul punto la dottrina ha affermato che, per quanto riguarda gli enti di piccole 
dimensioni, il legislatore ha «voluto tenere in considerazione la struttura bonsai del tessuto 
produttivo italiano, composto per il 90% da aziende che dichiarano meno di venti dipendenti 
ed ha ritenuto opportuno indicare un percorso ispirato ai criteri di mera economicità», 
rinunciando, quindi, all’affermazione dei «principi di autonomia, indipendenza e professionalità 
previsti per altri organi di controllo». In questi termini, L. G. INSINGA, La nomina e il 
funzionamento dell’organismo di vigilanza. Autonomia dell’ente fra vincoli ed opportunità, in La responsabilità 
amministrativa delle società e degli enti, 2009, (1), p. 210. 
259 A. S. VALENZANO, Modelli organizzativi e organismo di vigilanza, cit., p. 42 s.; P. VALENZISE, 
L’organismo di vigilanza, cit., p. 364 s.; a favore di una struttura pluralistica e non monistica 
dell’organismo di vigilanza, P. BASTIA, I modelli organizzativi, cit., p. 164. Propende nel senso 
della collegialità F. CENTONZE, Controlli societari, cit., p. 407. Necessità smentita nei fatti 
dall’unica pronuncia di merito assolutoria. Il riferimento è alla sentenza Trib. Milano, 17 
novembre 2009, Dott. E. Manzi, in Le società, 2010, (4), p. 473 ss., con nota di C. E. PALIERO, 
Responsabilità dell’ente e cause di esclusione della colpevolezza: decisione “lassista” o interpretazione 
costituzionalmente orientata?; pronuncia nella quale si ritiene idoneo all’adempimento dei compiti 
di vigilanza un organismo monocratico, sebbene l’impresa imputata fosse una delle principali 
società edili nazionali. Sulla sentenza del giudice ambrosiano si veda altresì V. SALAFIA, Per la 
prima volta, il GIP di Milano assolve una s.p.a. da responsabilità amministrativa, in Le società, 2010, (2), 
p. 57 ss.; G. LUNGHINI-L. MUSSO, I modelli di organizzazione ai sensi dell’art. 6, D.lgs. n. 231/2001: 
un caso di assoluzione della società, in Corr. merito, 2010, (3), p. 300 ss. Si consenta il rinvio ad A. 
SPINELLI, Responsabilità degli enti, cit., p. 607 ss. 
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L’ottica strutturale impone talune considerazioni anche con riguardo 
ad un ulteriore e specifico aspetto: la possibilità di affidare le funzioni 
previste dall’art. 6 lett. b all’organo di controllo interno previsto dalla 
normativa societaria260, suggerita, per certi versi, dalle espressioni 
linguistiche utilizzate dal legislatore, quali la locuzione «organismo 
dell’ente», contenuta nell’art. 6 comma 1, d.lgs. n. 231 del 2001. 
A seguito della l. 12 dicembre 2011, n. 183261 - cosiddetta legge di 
stabilità 2012 - al quesito sembra doversi fornire risposta affermativa; 
con tale provvedimento, infatti, il legislatore ha “sdoganato” la possibilità 
di ricondurre le funzioni di vigilanza sul modello ai tipici organi di 
controllo interni alla società. L’art. 14 comma 12 introduce il comma 4 
bis dell’art. 6, d.lgs. n. 231 del 2001, per il quale «nelle società di capitali il 
collegio sindacale, il consiglio di sorveglianza e il comitato per il 
controllo interno della gestione possono svolgere le funzioni 
dell’organismo di vigilanza di cui al comma 1, lettera b)». 
Ciò premesso, una domanda sorge spontanea e riguarda l’avvenuta 
introduzione, o meno, di una presunzione di idoneità parziale del 
modello - limitata cioè all’organismo di vigilanza - qualora le funzioni di 
controllo degli strumenti prevenzionistici siano affidate agli organi 
precisamente menzionati dal citato art. 14, l. n. 183 del 2011. 
                                                 
260 Sul punto, brevemente si ricordi come il d. lgs. 17 gennaio 2003, n. 6 abbia 
profondamente modificato la disciplina delle società di capitali, introducendo tre diversi 
modelli di amministrazione e controllo, la cui scelta viene demandata all’autonomia statutaria. 
Il primo sistema introdotto è il cosiddetto modello tradizionale, regolato dagli artt. 2380 bis – 
2409 septies cod. civ. e fondato sul consiglio di amministrazione, quale organo di gestione, e sul 
collegio sindacale, quale organo di controllo. In secondo luogo, la normativa ha previsto il 
cosiddetto modello dualistico, di derivazione germanica, e disciplinato agli artt. 2409 octies – 
2409 quinquiesdecies cod. civ. Le società che adottano questa impostazione organizzativa 
presentano, da un lato, il consiglio di gestione, dotato delle competenze del consiglio di 
amministrazione, ma nominato e revocato non dall’assemblea, bensì da un consiglio di 
sorveglianza, ossia l’organo di controllo, dotato di tutti i poteri del collegio sindacale, con 
l’aggiunta della competenza di approvare il bilancio e ad esercitare l’azione di responsabilità nei 
confronti dei membri del consiglio di gestione. Infine, la riforma delle società di capitali ha 
introdotto un terzo modello di amministrazione e controllo, rappresentato dal modello 
monistico, di derivazione anglosassone, disciplinato agli artt. 2409 sexiesdecies – 2409 noviesdecies 
cod. civ. La peculiarità di tale sistema è data dal fatto che l’organo di controllo, il comitato per 
il controllo sulla gestione, è direttamente costituito all’interno dello stesso consiglio di 
amministrazione. Per una panoramica dei vari sistemi organizzativi si rinvia, per tutti, a F. 
CHIAPPETTA, Diritto del governo societario. La corporate governance delle società quotate, Padova, 
2007.  
261 Si veda in Gazz. uff., 14 novembre 2011, suppl. ord. n. 265 - Serie generale, p. 15. 
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La formulazione in termini meramente possibilistici consente di 
ritenere che, laddove di presunzione si tratti, questa sarebbe, comunque, 
juris tantum - suscettibile di prova contraria - pertanto non ostativa ad una 
valutazione di inidoneità del modello di prevenzione dei rischi di reato. 
Valutazione giudiziale - che dovrà tenere conto, come sempre, della 
concreta situazione aziendale - che potrà pervenire ad esiti difformi a 
seconda dell’effettiva portata dei poteri di controllo sul modello attribuiti 
all’organo interno cui è affidata la funzione di cui all’art. 6 comma 1 lett. 
b. 
Dai commenti dottrinali sul tema emerge limpidamente il contrasto 
d’opinioni262. Con riguardo al collegio sindacale, se, da un lato, si rileva 
l’impossibilità per tale organo societario di garantire la continuità 
d’azione richiesta263, nonché la facoltatività del medesimo nelle società di 
minori dimensioni, la diversità di prerogative attribuite all’organo interno 
rispetto a quelle proprie dell’organismo di vigilanza264 e la disomogenità 
tra gli interessi tutelati dalle due figure265, dall’altro lato, si osserva come 
la continuità di azione debba ritenersi garantita dall’attribuzione delle 
funzioni de quibus al collegio sindacale, posto che tale organo è tenuto - ai 
sensi dell’art. 2404 comma 1 cod. civ. - a riunirsi almeno ogni novanta 
                                                 
262 Per una breve, ma esaustiva, disamina delle riserve alla sovrapposizione di ruoli si rinvia 
a P. VALENZISE, L’organismo di vigilanza, cit., p. 369 ss. 
263 C. E. PALIERO, Il d.lgs. 8 giugno 2001, n. 231, cit., p. 848. 
264 U. LECIS, L’organismo di vigilanza, cit., p. 41, il quale precisa che, mentre l’organismo di 
vigilanza disporrebbe di poteri propositivi, il collegio sindacale si limiterebbe alla vigilanza 
sull’adeguatezza dell’assetto organizzativo adottato dalla società e sul suo corretto 
funzionamento. C. PIERGALLINI, I modelli organizzativi, cit., p. 169 evidenzia poi come vi 
sarebbe, nel caso, una «incompatibilità funzionale: il collegio sindacale è impegnato, in prima 
persona, nello svolgimento di funzioni che impingono su un’importante area a rischio-reato, 
come quella pertinente alla formazione e alla redazione del bilancio, sottoposta a controllo 
dell’OdV. Dunque, si innescherebbe un insanabile corto circuito, derivante dalla ‘confusione’ 
di controllore e controllato». 
265 Si sostiene che se, da un lato, il collegio sindacale opera al fine di «contemperare la logica 
tipicamente produttivistica che soddisfa l’aspettativa reddituale dei soci con la tutela deli 
interessi degli stakeholders» - così S. BARTOLOMUCCI, Rilevanza del modello societario e dell’assetto di 
corporate governance nella configurazione dell’organismo di vigilanza. Una riflessione critica, in La 
responsabilità amministrativa delle società e degli enti, 2007, (2), p. 27 - dall’altro lato, l’organismo di 
vigilanza, seppur sempre con riguardo all’attività di garanzia di conformità alla legge e di 
ottimizzazione della gestione di impresa, ha il compito di raggiungere quel «particolare risultato 
consistente nello scongiurare gli effetti negativi per l’ente derivanti dall’accertamento della 
commissione nel suo interesse o a suo vantaggio di un reato tipico». In questi termini, A. 
SCAFIDI-S. ANNOVAZZI, Il ruolo del collegio sindacale nell’ambito dei modelli organizzativi ex d.lgs. 
231/2001 e di suoi rapporti con l’organismo di vigilanza e controllo (parte 2), in La responsabilità 
amministrativa delle società e degli enti, 2007, (3), p. 109. 
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giorni266 e dalla indipendenza propria del membri del collegio sindacale, 
in quanto l’art. 2399 comma 1 lett. c cod. civ. sancisce l’ineleggibilità a 
tale carica per «coloro che sono legati alla società o alle società da questa 
controllate o alle società che la controllano o a quelle sottoposte a 
comune controllo da un rapporto di lavoro o da un rapporto 
continuativo di consulenza o di prestazione d’opera retribuita, ovvero da 
altri rapporti di natura patrimoniale che ne compromettano 
l’indipendenza»267. 
Si conclude, quindi, sostenendo la possibilità di affidare all’organo di 
controllo le funzioni dell’organismo di vigilanza, laddove si procedesse 
ad una integrazione dei poteri di iniziativa con riguardo 
all’aggiornamento dei modelli268. Tale ultima soluzione appare meritevole 
di accoglimento. Vero, infatti, che la struttura ordinaria del collegio 
sindacale non è in grado di assolvere le funzioni di vigilanza, cura ed 
aggiornamento del modello organizzativo; tuttavia, attraverso modifiche 
statutarie o regolamentari, volte all’ampliamento delle attribuzioni e dei 
poteri di intervento di tale organo, diviene possibile ritenere che tanto i 
requisiti formali - autonomia ed indipendenza - quanto i requisiti 
sostanziali (operativi) - professionalità e continuità d’azione - siano 
garantiti dalla reductio ad unum dei due controllori. Anzi, si aggiunge, ne 
conseguirebbe un notevole vantaggio in termini economici e di 
coordinamento interorganico269, in ragione del risparmio di spesa per la 
mancata costituzione di un ulteriore organismo appositamente costituito. 
E ad analoghe conclusioni può giungersi in relazione al consiglio di 
sorveglianza ed al comitato per il controllo sulla gestione270. Non 
sussistono particolari ragioni ostative né con riguardo ai requisiti di 
ciascuno degli organi considerati, né con riguardo alle competenze ad 
essi attribuite271. 
                                                 
266 L. MARTINO-A. DE VIVO, L’organismo di vigilanza, cit., p. 390. 
267 P. GROSSO FRIGNANI, Organi di controllo ed organismo di controllo: il requisito dell’indipendenza 
alla luce della normativa societaria, in La responsabilità amministrativa delle società e degli enti, 2006, (4), p. 
62. 
268 R. RORDORF, I criteri di attribuzione della responsabilità, cit., p. 1303. 
269 S. BARTOLOMUCCI, Riflessioni in tema di adozione degli strumenti di prevenzione dei reati d’impresa 
con finalità esimente, in Le società, 2003, (6), p. 819.  
270 Contra, C. PIERGALLINI, I modelli organizzativi, cit., p. 169. 
271 È stato infatti rilevato come tanto le disposizioni relative al consiglio di sorveglianza, 
quanto quelle inerenti il comitato per il controllo sulla gestione sarebbero del tutto compatibili 
con quanto richiesto al decreto in esame in tema di requisiti soggettivi per la nomina dei 
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In relazione al sistema dualistico è stato sottolineato come l’esplicito 
richiamo all’art. 2403 comma 1 cod. civ., relativo alle competenze del 
collegio sindacale, compiuto dall’art. 2409-terdecies medesimo codice, 
rubricato «competenze del consiglio di sorveglianza», sia risolutore di 
ogni dubbio circa le prerogative demandate a quest’ultimo, al quale viene 
così attribuita la competenza a vigilare «sull’osservanza della legge e dello 
statuto, sul rispetto dei principi di corretta amministrazione ed in 
particolare sull’adeguatezza dell’assetto organizzativo, amministrativo e 
contabile adottato dalla società e sul suo concreto funzionamento»272. 
Tale impostazione risulta, inoltre, rafforzata anche dalla generale 
applicabilità al consiglio di sorveglianza delle disposizioni relative al 
collegio sindacale, in quanto compatibili, prevista dall’art. 223-septies disp. 
att. cod. civ.273. 
Il comitato per il controllo interno sulla gestione già venne indicato 
come possibile organismo di vigilanza dalle linee guida di Confindustria, 
le quali rilevano come tale organo sia dotato dei requisiti di autonomia ed 
indipendenza, in quanto composto da amministratori non esecutivi, la 
maggioranza dei quali indipendenti. Inoltre, esso ricopre un ruolo del 
tutto assimilabile all’organismo di vigilanza274. Impostazione, questa, non 
pienamente condivisa in dottrina; ritengono, infatti, taluni Autori che il 
                                                                                                                            
membri, ossia con riguardo ai caratteri di professionalità ed indipendenza, nonché in relazione 
alla richiesta continuità d’azione dell’organismo di vigilanza. Sul punto, cfr. S. BARTOLOMUCCI, 
Corporate governance, cit., p. 275 ss. Per quanto concerne il requisito dell’indipendenza si è 
anche considerato come questo, in riferimento al consiglio di sorveglianza, sia un carattere 
addirittura rafforzato rispetto agli altri organi di controllo, in quanto fra i compiti ad esso 
assegnati vi è anche quello di nominare e revocare i membri del consiglio di gestione e di 
approvare il progetto di bilancio. Così, P. GROSSO FRIGNANI, Organi di controllo e organismo di 
controllo, cit., p. 63. 
272 Art. 2403 comma 1 cod. civ. 
273 P. GROSSO FRIGNANI, Organi di controllo ed organismo di controllo, cit., p. 63. 
274 Sotto quest’ultimo profilo, le linee guida ricordano come il comitato «presiede al sistema 
di controlli interni dell’impresa in quanto: assiste il consiglio di amministrazione nella fissazione 
delle linee di indirizzo e nella verifica periodica della loro adeguatezza e del loro effettivo 
funzionamento, assicurandosi che i principali rischi aziendali siano identificati e gestiti in modo 
adeguato; valuta il piano di lavoro preparato dai predisposti al controllo interno e riceve le 
relazioni periodiche degli stesi; valuta, unitamente ai responsabili amministrativi della società ed 
ai revisori, l’adeguatezza del bilancio consolidato; valuta le proposte formulate dalle società di 
revisione per ottenere l’affidamento del relativo incarico, nonché il piano di lavoro predisposto 
per la revisione e i risultati esposti nella relazione e nella lettera di suggerimenti; riferisce al 
consiglio, almeno semestralmente, in occasione dell’approvazione del bilancio e della relazione 
semestrale, sull’attività svolta e sulla adeguatezza del sistema di controllo interno; svolge gli 
ulteriori compiti che gli vengono attribuiti dal consiglio di amministrazione, particolarmente in 
relazione ai rapporti con la società di revisione». Così, CONFINDUSTRIA, Linee guida, cit., p. 41. 
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comitato di controllo interno costituisca un «organo sottoposto alla 
vigilanza dell’organismo di controllo voluto dal d.lgs. n. 231/2001»275. A 
ciò si aggiunge il rilievo circa una potenziale e rischiosa commistione di 
ruoli, in considerazione del fatto che, mentre l’organismo di vigilanza di 
cui al d.lgs. n. 231 del 2001 è competente per il solo controllo sul 
modello, le prerogative degli organi societari coinvolgono pure gli atti di 
esercizio del potere gestionale e non solo l’applicazione della modellistica 
preventiva276. Ed ancora dubbi sorgono in ordine alla effettiva 
autonomia ed indipendenza dell’organo societario, essendo questo 
costituito in seno al consiglio di amministrazione277. 
Non è contemplato dalla l. n. 183 del 2011 l’internal auditor, nonostante 
anch’esso fosse stato da taluni indicato come potenziale organismo di 
vigilanza278.  
Da un punto di vista definitorio, la funzione di internal auditing si 
concretizza in «un’attività indipendente ed obiettiva di assurance e 
consulenza, finalizzata al miglioramento dell’efficacia e dell’efficienza 
dell’organizzazione. Assiste l’organizzazione nel perseguimento dei 
propri obiettivi tramite un approccio professionale sistematico, che 
genera valore aggiunto in quanto finalizzato a valutare e migliorare i 
processi di controllo di gestione dei rischi e di corporate goverance»279. La 
                                                 
275 P. BASTIA, I modelli organizzativi, cit., p. 163. Esclude la riferibilità dell’organismo di 
vigilanza al comitato per il controllo interno pure S. BARTOLOMUCCI, Rilevanza del modello 
societario, cit., p. 31. 
276 A. S. VALENZANO, Modelli organizzativi e organismo di vigilanza, cit., p. 49. 
277 G. CATALANO, Organismo di vigilanza e dinamica dei controlli interni: le novità del codice di 
autodisciplina alla luce della recente normativa e dell’esperienza statunitense, in La responsabilità 
amministrativa delle società e degli enti, 2007, (1), p. 28, il quale aggiunge che «oltretutto, nella realtà 
quotidiana delle società di capitali, i consiglieri non esecutivi, nella maggior parte dei casi, non 
hanno una relazione quotidiana con la struttura aziendale, ragion per cui può difettare anche il 
requisito della “continuità d’azione”». 
278 Soluzione nella prassi «statisticamente più ‘gettonata’», come afferma S. 
BARTOLOMUCCI, Rilevanza del modello societario, cit., p. 31. 
279 Definizione del Position Paper redatto dall’AIIA e riportata da V. GENNARO, Gli attributi 
dei protocolli di controllo e il compliance audit: il concetto di verificabilità del funzionamento e dell’osservanza 
del modello, in La responsabilità amministrativa delle società e degli enti, 2007, (2), p. 170, nota 7. Si 
precisi come per “attività di assurance” si intendano tutte quelle azioni volte al miglioramento 
delle modalità di assunzione delle decisioni, dell’informazione e del contesto in cui opera 
l’organizzazione. Affermare poi che l’internal auditing compia pure attività di consulenza 
significa sottolineare come questo «debba essere in grado non solo di svolgere attività di 
ispezione e analisi, ma anche di formulare proposte per quanto concerne l’impostazione e la 
pianificazione dei sistemi di controllo interno». In questi termini, M. ANACLERIO-A. 
MIGLIETTA-S. SQUAIELLA, Internal auditing. Dalla teoria alla pratica, Milano, 2007, p. 49. 
Aggiungono che mentre «tra le attività di assurance si possono ricordare - ad esempio - l’attività 
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complessità di tali mansioni comporta la necessità, da un lato, che la 
funzione di auditing interno sia esercitata in modo indipendente e 
professionale da soggetti dotati di specifiche competenze tecniche e, 
dall’altro lato, che l’auditor sia svincolato da qualsiasi rapporto gerarchico 
verso i responsabili di settore delle aree operative sottoposte a 
controllo280. Queste le ragioni che hanno condotto parte della dottrina a 
ritenere l’internal auditing idoneo ad assumere le funzioni di organismo di 
vigilanza. 
Diversamente, altri Autori assumevano posizioni diametralmente 
opposte, all’evidenza accolte dal legislatore del 2011. Si è affermato che 
le effettive condizioni di autonomia richieste ai fini della cumulabilità dei 
ruoli non sarebbero garantite in capo all’internal auditing, poiché, essendo 
questo parte integrante della struttura aziendale, la sua imparzialità 
potrebbe risultare compromessa. Depongono, poi, in tal senso pure la 
diversità dell’ambito di controllo - sui comportamenti dei singoli 
individui quello dell’internal auditing, sui modelli organizzativi quello 
svolto dall’organismo di vigilanza - ed il contesto temporale di 
intervento: infatti, mentre l’attività di controllo interno dell’auditor è 
orientata prevalentemente ad una verifica a posteriori della gestione, 
ispirata ai criteri di economicità, la vigilanza dell’organismo di vigilanza si 
connota per il suo carattere tipicamente preventivo281. L’auditor potrà, 
quindi, qualificarsi come «braccio operativo»282 dell’organismo di 
                                                                                                                            
di business performance measurement (assicurazione che l’impresa misuri la performance con strumenti 
adeguati e che gli obiettivi fissati siano coerenti), di risk assessment (valutazione dei rischi e 
assicurazione che l’impresa sia adeguatamente informata sulle misure più adeguate per 
affrontarli), l’attività di assicurazione dell’affidabilità dei sistemi informativi ecc.», i servizi di 
consulenza sono stati invece definiti come «servizi di supporto ed assistenza, la cui natura ed 
estensione siano concordate con il cliente» senza che vi sia l’assunzione di responsabilità 
manageriale. 
280 A. S. VALENZANO, Modelli organizzativi e organismo di vigilanza, cit., p. 51 s. 
281 Sempre A. S. VALENZANO, Modelli organizzativi e organismo di vigilanza, cit., p. 52 s. In 
termini parzialmente possibilistici P. BASTIA, I modelli organizzativi, cit., p. 163 s. ID., Implicazioni 
organizzative, cit., p. 61. S. BARTOLOMUCCI, Corporate governance, cit., p. 256, per i quali la 
commistione di funzioni potrebbe essere ammessa solo in realtà non particolarmente 
complesse ed in via meramente temporanea, tramite accorgimenti volti a garantire, per un 
verso, l’autonomia finanziaria dell’auditor e, per altro verso, un potenziamento della 
competenza legale di tale funzione attraverso un supporto professionale esterno. 
282 R. CLARIZIA-E. NATI, La responsabilità amministrativa delle persone giuridiche, cit., p. 318. 
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vigilanza, ovvero far parte di esso, qualora l’ente si orienti verso la 
creazione di un organismo ad hoc plurisoggettivo283. 
Soluzione rigorosa che - nonostante l’ufficializzata possibilità di 
“utilizzare” l’organo di controllo societario già esistente - è da ritenere 
preferibile284, poiché solo attraverso la costituzione di un organismo 
calibrato sulla singola realtà imprenditoriale sembra racchiudere in sé le 
caratteristiche strutturali e funzionali imposte dalla normativa di settore; 
e a tal fine, secondo le indicazioni dottrinali maggiormente condivise, 
quello appositamente formato dovrebbe essere un organismo a 
composizione mista285, ossia al cui interno risiedano tanto esponenti del 
management aziendale, quanto «soggetti non appartenenti agli organi 
sociali, da individuare eventualmente, ma non necessariamente, anche in 
collaboratori esterni, forniti della necessaria professionalità»286. Ciò 
                                                 
283 Soluzione, quest’ultima, che ha trovato nella prassi una frequente applicazione. S. 
BARTOLOMUCCI, Rilevanza del modello societario, cit., p. 30 ricorda come «l’indagine compiuta nel 
2005 dall’A.I.I.A., unitamente all’Università di Pisa, registrava su un campione di 97 società 
quotate la valorizzazione per la funzione di organismo di vigilanza proprio dell’Internal Audit e 
del Comitato di controllo interno. Recentemente, l’indagine compiuta da Confindustria e 
dell’A.I.I.A. nel gennaio 2007 su un campione di 88 società non quotate appartenenti a diversi 
settori del mercato ha rilevato, come ricorrenti nella composizione dell’organismo di vigilanza, 
il responsabile dell’Interna Auditing, quello della funzione legale o amministrativa e i membri 
dell’organo amministrativo, oltre ai consulenti esterni». Suggerisce una collaborazione 
interorganica pure A. R. CARNÀ, I modelli organizzativi nella prospettiva economico-aziendale, cit., p. 
197. 
284 G: CATALANO, Organismo di vigilanza e dinamica dei controlli interni, cit., p. 29. 
285 F. CENTONZE, Controlli societari, cit., p. 409. 
286 In questi termini, Trib. Roma, ord. 4 aprile 2003, riportata da M. ARENA-G. CASSANO, 
La responsabilità da reato, cit., p. 290 s. In dottrina si è poi ricordato come le soluzioni 
prospettate nella prassi applicativa siano state molteplici. Esemplificativamente, i componenti 
dell’organismo di vigilanza sono stati identificati con i responsabili delle singole funzioni già 
esistenti, cui sono stati affiancati consulenti esterni. Cfr. L. MARTINO-A. DE VIVO, L’organismo 
di vigilanza, cit., p. 396. Ancora, l’organismo può essere costituito in forma di comitato, 
composto, e.g., da un membro del consiglio di amministrazione, da un componente del collegio 
sindacale, dal responsabile della funzione di controllo, dal responsabile del servizio legale e da 
un presidente nominato tra i componenti dell’organismo medesimo. Così, A. S. VALENZANO, 
Modelli organizzativi ed organismo di vigilanza, cit., p. 57. Di «comitato audit» parla C. MANCINI, 
Riflessioni in tema di composizione, cit., p. 47, la quale propone altresì una struttura di solo 
amministratori non esecutivi o indipendenti. Tra le varie prospettazioni offerte è stata 
sostenuta la possibilità di attribuire la funzione di vigilanza sulla compliance ad una persona 
giuridica. Sul punto si veda G. CARDANI, E se l’organo di vigilanza e controllo fosse una persona 
giuridica?, in La responsabilità amministrativa delle società e degli enti, 2008, (2), p. 215 ss. L’Autore 
ricorda che, dal punto di vista sistematico, l’ammissibilità dell’amministratore persona giuridica 
trova fondamento nell’art. 5, d.lgs. n. 240 del 1991, il quale afferma che «1. Può essere 
nominato amministratore anche una persona giuridica, la quale esercita le relative funzioni 
attraverso un rappresentante da essa designato. 2. Nel caso di cui al comma 1, devono essere 
depositati presso il Registro delle Imprese la denominazione e la sede della persona giuridica 
amministratore, nonché il cognome, il nome, il luogo e la data di nascita, il domicilio e la 
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garantirebbe tanto la competenza tecnica per l’espletamento dei compiti 
di sorveglianza ad esso affidato, quanto l’indipendenza e l’autonomia 
necessarie per assicurare uno svolgimento obiettivo e non condizionato 
della funzione di controllo. 
 
   
§ 3.3.3. (SEGUE): C) LA QUESTIONE DELLA RESPONSABILITÀ PENALE 
DEI COMPONENTI 
 
Tralasciando in questa sede i possibili profili di responsabilità civile 
dell’organismo di vigilanza287, deve essere sgombrato il campo da ogni 
dubbio circa la configurabilità, in capo ai membri del medesimo 
organismo, di una penale responsabilità per il fatto di reato commesso 
dall’intraneo: questione che deve essere risolta in termini negativi288. 
L’aggancio normativo sarebbe rappresentato dal capoverso dell’art. 40 
c.p., il quale, come noto, stabilisce che «non impedire un evento, che si 
ha l’obbligo giuridico di impedire, equivale a cagionarlo»289. 
                                                                                                                            
cittadinanza del rappresentante designato. 3. Il rappresentante assume gli stessi obblighi e le 
stesse responsabilità civili e penali previste a carico degli amministratori persone fisiche, ferma 
restando la responsabilità solidale della persona giuridica amministratore». A tale articolo, si 
aggiungano, poi, gli artt. 2361 comma 2 cod. civ. e 111-duodecies disp. att. cod. civ., i quali 
ammettono la possibilità in esame. 
287 Per osservazioni sul tema, si vedano C. BERTI, Profili di responsabilità civile, cit., p. 539 ss.; 
R. DE STEFANIS, Profili di responsabilità dell’Organismo di Vigilanza ai sensi del d.lgs. 231/2001, in 
Danno e responsabilità, 2010, (4), p. 329 ss. Negano la sussistenza di responsabilità 
extracontrattuale, A. BAUDINO-C. SANTORIELLO, La responsabilità dei componenti dell’organismo di 
vigilanza, in La responsabilità amministrativa delle società e degli enti, 2009, (2), p. 75. 
288 In tal senso la dottrina maggioritaria. Si vedano al proposito, tra i vari, G. DE VERO, La 
responsabilità penale, cit., p. 203; O. DI GIOVINE, Lineamenti sostanziali, cit., p. p. 108; F. GIUNTA, 
Controllo e controllori, cit., p. 611. Si rinvia, per una panoramica generale della questione, a C. 
PIERGALLINI, “Societas delinquere non potest”, cit., p. 593 ss. I timori per un possibile 
intervento estensivo della responsabilità penale ad opera della giurisprudenza sono espressi da 
F. CENTONZE, Controlli societari, cit., p. 413 s. 
289 Sostiene il rischio di un effetto «moltiplicatore di responsabilità» A. M. PASCULLI, La 
responsabilità “da reato”, cit., p. 198. Concorde, A. GARGANI, Imputazione del reato agli enti collettivi, 
cit., p. 1065, il quale afferma che «la legalità “preventiva” che l’ente è chiamato a realizzare al 
suo interno si traduce in un obbligo di garanzia per l’individuo […], ossia in una posizione di 
garanzia finalizzata alla scoperta e all’impedimento di reati, che, a ben vedere, presenta alcune 
affinità con il compito funzionale di prevenzione dei reati […]. Nel prevedere l’adozione di 
adeguati modelli di comportamento aventi funzione preventiva, il d.lgs. n. 231 del 2001 fonda, 
se pur indirettamente, un potere/obbligo giuridico di impedimento dei reati. La scelta, da parte 
dell’ente collettivo, di ricorrere a modelli di organizzazione e gestione teleologicamente 
orientati alla prevenzione dell’attività criminosa, porrà, infatti, i titolari di funzioni di gestione e 
di controllo in dovere e in condizione di impedire la commissione dei reati da parte di 
intranei». Nello stesso senso, A. NISCO, Responsabilità amministrativa degli enti: riflessioni sui criteri 
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Tuttavia, giustamente si rileva che nella disciplina della responsabilità 
da reato degli enti - con specifico riguardo ai membri dell’organismo di 
controllo - non ricorrono i presupposti tipici per l’imputazione a titolo di 
concorso nel reato mediante omissione: l’obbligo giuridico di impedire 
l’evento, da un lato, e idonei poteri di intervento in capo al soggetto 
garante290, dall’altro. Ciò poiché all’organismo di vigilanza è attribuito un 
mero obbligo di sorveglianza291, per il quale esso è tenuto esclusivamente 
a rilevare i rischi esistenti al fine di agevolare l’intervento degli organi 
dirigenti292. La natura prettamente consultiva dell’attività dell’organismo 
di controllo determina l’assoluta estraneità del medesimo alla vera e 
propria gestione societaria293, onde ne consegue l’impossibilità di incidere 
direttamente sulla condotta dei singoli. 
Posizione di garanzia che non ricorrerebbe nemmeno ove sia il 
compliance program a contenere disposizioni che affidino all’organismo di 
vigilanza obblighi di tale natura e idonei poteri di intervento294. Infatti, 
                                                                                                                            
ascrittivi «soggettivi» e sul nuovo assetto delle posizioni di garanzia nelle società, in Riv. trim. dir. pen. ec., 
2004, (1-2), p. 315 ss. A. MANNA, La c.d. responsabilità amministrativa delle persone giuridiche, cit., p. 
511. Per interessanti osservazioni, anche di carattere comparatistico, si rinvia a N. PISANI, 
Controlli sindacali e responsabilità penale nelle società per azioni, Milano, 2003, spec. p. 85 ss. 
290 M. ARENA-G. CASSANO, La responsabilità da reato, cit., p. 288; A. S. VALENZANO, Modelli 
organizzativi e organismo di vigilanza, cit., p. 107. Contra, F. VIGNOLI, Profili critici della responsabilità 
penale dell’organismo di vigilanza, in La responsabilità amministrativa delle società e degli enti, 2009, (2), p. 
99 s. 
291 F. GIUNTA, Controllo e controllori nello specchio del diritto penale societario, in Riv. trim. dir. pen. 
ec., 2006, (3), p. 608, nonché P. ALDROVANDI, I «modelli di organizzazione e gestione», cit., p. 462 s.; 
S. PANAGÌA, Rilievi critici, cit., p. 165. Contra, A. NISCO, Responsabilità amministrativa degli enti, cit., 
p. 318 s., per il quale «l’essere immune da compiti operativi non degrada la posizione 
dell’organismo ad un obbligo di mera “sorveglianza”, ne accentua invece l’indipendenza, 
qualità strumentale ai doveri di cui esso risulta tributario». 
292 L. MARTINO-A. DE VIVO, L’organismo di vigilanza, cit., p. 399 s.; M. LA ROSA, Teoria e 
prassi del controllo “interno”, cit., p. 1310 s., ove si afferma che ad una soluzione diversa si 
potrebbe giungere attraverso «l’applicazione analogica della disciplina relativa ai sindaci sulla 
base dell’aedem activitas svolta dai membri dell’organismo di vigilanza», tuttavia precisandosi che 
in tale ipotesi vi sarebbe il rischio di trasformare la funzione di controllo in una posizione di 
controllo, attuando, dunque, uno stravolgimento dell’impostazione strutturale di quanto 
previsto dal decreto. Altri Autori rimarcano come «l’unica ipotesi concorsuale rilevante sarebbe 
ravvisabile nella determinazione o nel rafforzamento dell’altrui proposito criminoso derivante 
dalla prevedente assicurazione da parte dei componenti dell’organismo di vigilanza di non 
intervenire per ostacolare la realizzazione del reato». In questi termini, F. D’ARCANGELO, Il 
ruolo e la responsabilità dell’organismo di vigilanza nella disciplina antiriciclaggio, in La responsabilità 
amministrativa delle società e degli enti, 2009, (1), p. 67. Trattasi di quella che è stata definita «dolosa 
inerzia». Cfr. R. RAZZANTE-F. TOSCANO, La responsabilità amministrativa, cit., p. 120. 
293 M. LA ROSA, Teoria e prassi del controllo “interno”, cit., p. 1311. 
294 Ritengono che previsioni di tal genere possano configurare previsioni di penale 
responsabilità in capo all’organismo di vigilanza L. TROYER-A. INGRASSIA, Vi è una posizione di 
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come è stato evidenziato, «se si ritiene che la volontà privata […] non 
possa creare nuovi obblighi penalmente sanzionabili, ma soltanto 
‘spostare’ su altri centri di imputazione l’esecuzione di una preesistente 
‘posizione di garanzia’, si deve concludere per l’esclusione di un dovere 
di impedire il reato in capo all’organismo di vigilanza […], la cui 
costituzione è facoltativa al pari dell’adozione di un valido modello»295. 
Ad analoghe soluzioni deve pervenirsi in ordine alla configurabilità di 
siffatta responsabilità in materia di antiriciclaggio; settore nel quale 
recenti interventi normativi hanno introdotto obblighi di denuncia delle 
violazioni rilevate prima sconosciuti, nonché compiti, poteri e doveri il 
cui inadempimento sarebbe, secondo alcuni, sufficiente al fine della 
sussistenza di quel concorso di persone nel reato mediante omissione 
penalmente rilevante296. 
Il richiamo immediato è all’art. 52, d.lgs. 21 novembre 2007, n. 231, il 
quale disciplina i compiti dell’organo di controllo e stabilisce, al comma 
1, che «fermo restando quanto disposto dal codice civile e da leggi 
speciali, il collegio sindacale, il consiglio di sorveglianza, il comitato di 
controllo di gestione, l’organismo di vigilanza di cui all’art. 6 comma 1 
lett. b del decreto legislativo 8 giugno 2001, n. 231, e tutti i soggetti 
incaricati del controllo di gestione comunque denominati presso i 
soggetti destinatari del presente decreto vigilano sull’osservanza delle 
norme in esso contenute»297. Il richiamo nominalistico operato nella 
disposizione riportata non sembra di per sé sufficiente a determinare la 
penale responsabilità dei membri dell’organismo di vigilanza; è il «diverso 
                                                                                                                            
garanzia in capo ai membri dell’Organismo di Vigilanza? Spunti di riflessione, in Rivista dei dottori 
commercialisti, 2008, (6), p. 1270. 
295 F. GIUNTA, Controllo e controllori, cit., p. 611. 
296 M. GRASSI-D. BERTOLAZZI, L’organismo di vigilanza: nuovi compiti e responsabilità per 
l’attuazione delle misure antiriciclaggio, in www.complianceaziendale.it, p. 1. 
297 Si aggiunga quanto previsto dal comma 2: «gli organi e i soggetti di cui al comma 1: a) 
comunicano, senza ritardo, alle autorità di vigilanza di settore tutti gli atti o i fatti di cui 
vengono a conoscenza nell’esercizio dei propri compiti, che possano costituire una violazione 
delle disposizioni emanate ai sensi dell’articolo 7, comma 2; b) comunicano, senza ritardo, al 
titolare dell’attività o al legale rappresentante o a un suo delegato, le infrazioni alle disposizioni 
di cui all’articolo 41 di cui hanno notizia; c) comunicano, entro trenta giorni, al Ministero 
dell’economia e delle finanze le infrazioni alle disposizioni di cui all’articolo 49, commi 1, 5, 6, 
7, 12, 13 e 14 e all’articolo 50 di cui hanno notizia; d) comunicano, entro trenta giorni, alla UIF 
(Unità di informazione finanziaria, n.d.r.) le infrazioni alle disposizioni contenute nell’articolo 
36 di cui hanno notizia». A ciò si aggiunga quanto disposto dall’art. 55 comma 5, d.lgs. n. 231 
del 2007, il quale prevede la pena della reclusione fino ad un anno e la multa da 100  a 
1.100.000 euro per l’omessa effettuazione delle richiamate comunicazioni. 
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elemento genetico che caratterizza (tale organismo) dagli altri organi 
societari»298 a deporre a favore dell’irresponsabilità. Qualificandosi come 
mero elemento di un sistema di organizzazione, gestione e controllo su 
base volontaria, l’oggetto dell’attività da esso posta in essere è 
ontologicamente diverso, sicché, come si ricordava, limitandosi 
l’organismo di vigilanza a controlli meramente procedurali, difetta in 
radice qualsiasi possibilità di controllo della condotta individuale. 
La penale responsabilità dei membri dell’organismo di vigilanza è stata 
prospettata anche in relazione alle fattispecie di illecito colpose, 
contemplate dall’art. 25 septies, d.lgs. n. 231 del 2001 in materia di 
sicurezza sui luoghi di lavoro299. Il titolo di imputazione prospettato è 
duplice: da un lato, si sostiene la possibilità di identificare nei membri 
dell’organo di controllo «garanti atipici»300 - ossia tra quei soggetti la cui 
posizione di garanzia deriva, ai sensi dell’art. 299, d.lgs. n. 81 del 2008, 
dall’esercizio di fatto di poteri decisionali e gestori301 - dall’altro lato, 
l’estensione dell’area di imputazione soggettiva è sostenuta in termini di 
cooperazione del delitto colposo ex art. 113 c.p.302. 
                                                 
298 T. ROMOLOTTI, Prove d’ingegneria genetica sull’organismo di vigilanza: il nuovo ruolo previsto dalla 
normativa antiriciclaggio, in La responsabilità amministrativa delle società e degli enti, 2008, (1), p. 87. 
299 Ammette tale possibilità L. ANTONETTO, Il regime del rapporto e della responsabilità dei 
membri dell’organismo di vigilanza, in La responsabilità amministrativa delle società e degli enti, 2008, (1), 
p. 83. L’Autore afferma la sostenibilità di tale responsabilità sulla base di un orientamento 
giurisprudenziale sviluppatosi con riguardo a situazioni analoghe, inerenti il responsabile del 
servizio di prevenzione e protezione. Ricorda come la Corte di cassazione abbia affermato che 
questi «sono soltanto consulenti e i risultati dei loro studi e delle loro elaborazioni, come in 
qualsiasi altro settore dell’amministrazione dell’azienda […] vengono fatti propri dal vertice che 
li ha scelti e che della loro opera si avvale per meglio ottemperare agli obblighi di cui è 
esclusivo destinatario. Ciò non esclude che il responsabile del servizio di prevenzione e 
protezione possa essere chiamato a rispondere, anche penalmente, per lo svolgimento della 
propria attività: questi, infatti, qualora agendo con imperizia, negligenza, imprudenza o 
inosservanza di leggi e discipline, abbia dato un suggerimento sbagliato o abbia trascurato di 
segnalare una situazione di rischio, inducendo così il datore di lavoro a omettere l’adozione di 
una doverosa misura prevenzionale, risponderà insieme a questi dell’evento dannoso 
derivatone, essendo a lui ascrivibile a titolo di colpa professionale, che può assumere anche un 
carattere addirittura esclusivo». 
300 V. MASIA, Modelli di organizzazione antinfortunistici e posizioni di garanzia, tra vecchio e nuovo, in 
La responsabilità amministrativa delle società e degli enti, 2008, (4), p. 81. 
301 A nostro avviso, nemmeno la citata disposizione appare in grado di incardinare in capo 
ai membri dell’organismo di vigilanza la responsabilità penale ex art. 40, cpv., c.p. Ciò poiché la 
clausola estensiva si riferisce ad una gestione di fatto, anche limitata a specifici ambiti o attività, 
dell’azienda ed appare evidente come l’organo di controllo non influisca sulla sostanziale 
attività d’impresa, ma attenga al solo e specifico profilo di vigilanza sull’organizzazione. 
302 A. BAUDINO-C. SANTORIELLO, La responsabilità dei componenti dell’organismo di vigilanza, in 
La responsabilità amministrativa delle società e degli enti, 2009, (2), p. 72. 
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Ancora, altra parte della dottrina ritiene l’impossibilità di ammettere o 
escludere in modo tranchant la penale responsabilità dei membri 
dell’organismo. Precisamente, si afferma la necessità di una distinzione 
sulla base dell’elemento soggettivo che caratterizza l’omissione 
concorsuale. Così, mentre la responsabilità non sarebbe configurabile 
ove il concorso di questi dovesse essere colposo - mancherebbe, in tal 
caso, la necessaria previsione legale ai sensi dell’art. 42 c.p. - ad antitetica 
conclusione si dovrebbe giungere nelle ipotesi in cui fosse riscontrabile 
nell’omissione il dolo, seppur eventuale303. 
 
 
§ 4. L’ELUSIONE FRAUDOLENTA DEL MODELLO. 
 
L’art. 6 comma 1 lett. c dispone che una volta adottato un modello 
idoneo, l’ente non sarà penalmente responsabile qualora provi che le 
persone fisiche in esso operanti abbiano commesso il reato eludendo 
fraudolentemente i modelli predisposti e che l’organismo deputato alla 
vigilanza su di essi non abbia omesso di vigilare o abbia vigilato in 
maniera  insufficiente. Antecedente logico è dunque l’esistenza nella 
singola realtà imprenditoriale considerata di un modello idoneo alla 
prevenzione dei reati presupposto; e la fattispecie de qua si inquadra 
laddove un soggetto posto in posizione apicale ponga in essere una 
condotta che, attraverso artifizi o raggiri, nei quali si individua la 
fraudolenza304, vada ad escludere non l’idoneità, bensì l’efficacia del 
modello organizzativo medesimo305. 
                                                 
303 Tale impostazione è formulata da M. CARDÌA, La disciplina sulla sicurezza nel luogo di lavoro 
nella prospettiva del d.lgs. n. 231/2001, in La responsabilità amministrativa delle società e degli enti, 2008, 
(2), p. 123 s. 
304 A. BERNASCONI, Modelli organizzativi, cit., p. 87 ricorda come, relativamente al concetto 
di “fraudolenza” le linee guida si siano fino ad oggi divise a sostegno di due diverse posizioni; 
un primo orientamento individuerebbe la fraudolenza nella mera volontarietà, ovvero 
intenzionalità. La seconda posizione, maggiormente rigorosa, richiede, ai fini della 
configurazione di tale frode «la messa in opera di un artificio, di una forzatura precipuamente 
ed artatamente volta alla elusione del precetto». 
305 Così delineati i contorni della condotta elusiva, emergono chiaramente i problemi di 
carattere tassonomico in relazione alle fattispecie di reato colpose in grado di generare la penale 
responsabilità dell’ente. La macchinazione del soggetto apicale è incompatibile da un punto di 
vista logico con l’involontarietà della condotta colposa. Da tale circostanza, taluni Autori 
deducono, condivisibilmente, che la prova liberatoria dell’ente dovrà limitarsi alla 
dimostrazione dell’adozione ed efficace attuazione dei modelli organizzativi previsti, 
escludendo così l’ulteriore quantum di prova relativo all’elusione fraudolenta del compliance 
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I presupposti per il verificarsi di tale ipotesi sono costituiti, da un lato, 
dalla preventiva adozione di modelli organizzativi idonei e, dall’altro, 
dall’aggiramento fraudolento degli stessi ad opera di un soggetto posto in 
posizione apicale. Ebbene deve ora analizzarsi il rapporto intercorrente 
tra le due ricordate circostanze. Occorre, cioè, chiedersi se l’elusione 
fraudolenta del modello sia di per sé sufficiente ad escludere l’idoneità 
degli strumenti preventivi adottati dall’azienda. 
Una risposta affermativa al quesito non pare ammissibile; con 
riguardo al quid facendum, la dottrina ha posto in luce la circostanza per 
cui la societas, nella predisposizione degli strumenti di prevenzione dei 
reati, è sottoposta al generale principio di esigibilità del comportamento 
in termini fattuali, vale a dire come possibilità oggettiva306. 
Conseguentemente, la risposta dovrebbe essere negativa, sì da escludere 
che la fraudolenza della condotta del soggetto agente vada ad inficiare 
l’adeguatezza del modello. A tal punto, è possibile affermare che l’unico 
risultato raggiunto con la previsione di cui all’art. 6 comma 1 lett. c sia 
quello di rendere ancor maggiormente gravoso l’onere probatorio in 
capo alla società. Non solo questa dovrà dimostrare d’aver adottato ed 
implementato un modello di organizzazione e gestione idoneo alla 
prevenzione dei reati della specie di quello verificatosi307, ma dovrà, 
altresì, provare come il reato sia stato commesso grazie solo ed 
                                                                                                                            
program medesimo. Sostengono tale impostazione, P. IELO,  Lesioni gravi, omicidi colposi aggravati, 
cit., p. 66, nonché M. C. BISACCI, sub art. 25 septies, in La responsabilità degli enti. Commento articolo 
per articolo, cit., p. 294. Per converso, altra parte della dottrina nega tale incompatibilità 
concettuale e tenta di fornire una lettura adeguatrice dell’impianto normativo. In particolare, 
osserva che l’elusione fraudolenta potrebbe essere configurabile anche con riguardo ai reati 
colposi ove si considerassero come fattispecie distinte la condotta da cui deriva l’infortunio, da 
quella relativa all’elusione fraudolenta stessa; vale a dire, «è possibile che l’autore del reato 
presupposto deliberatamente - ed i modo fraudolento - violi la prescrizione del modello […] 
senza con ciò necessariamente volere l’evento lesivo». Vi sarebbe, dunque, una diversa 
caratterizzazione soggettiva del momento dell’azione o omissione rispetto al successivo evento; 
dolosa la prima componente, colposa la seconda. Sul punto, cfr. D. CASTRONUOVO, La 
responsabilità degli enti collettivi, cit., p. 183. 
306 M. ARENA, Idoneità del modello e frode del soggetto apicale, in La responsabilità amministrativa delle 
società e degli enti, 2008, (2), p. 51; l’Autore sottolinea come nei medesimi termini si è espressa 
pure la giurisprudenza in materia di rimprovero penale per omesso impedimento dell’evento ex 
art. 40 comma 2 c.p., nel quale si richiede la «conoscenza o riconoscibilità delle situazioni di 
pericolo», ovvero la «conoscenza o riconoscibilità dell’azione doverosa». 
307 Come sostengono M. ARENA-G. CASSANO, La responsabilità da reato, cit., p. 235, «andrà 
dimostrato pure che il modello conteneva tutte le misure dissuasive, persuasive, culturali ed 
etiche necessarie per contenere il rischio di c.d. manager override: il manager riesce spesso ad 
imporre o ad indurre il controllore sottoposto a svolgere o a trascurare un’operazione 
irregolare». 
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esclusivamente ad una condotta artificiosa e fraudolenta del soggetto 
apicale. E tali oneri probatori svelano ognuno una propria autonoma 
valenza, sicché laddove la prova mancasse anche solo per uno di tali 
criteri imputativi l’ente andrebbe senz’ombra di dubbio incontro ad una 
sentenza di condanna308. 
Tale finale appare particolarmente probabile ove si verificasse un 
reato compiuto da un soggetto in posizione apicale, tuttavia non 
identificato; ai sensi dell’art. 8 comma 1 lett. a, infatti, il procedimento a 
carico della persona giuridica prosegue anche nel caso in cui «l’autore del 
reato non è stato identificato o non è imputabile». Ebbene, pare evidente 
che la mancata individuazione del soggetto autore del reato rende 
maggiormente difficoltoso delineare con sicurezza l’effettiva condotta 
assunta al fine di commettere il reato medesimo, con la conseguente 
impossibilità di ricondurre la stessa nell’alveo della fraudolenza. La 
sentenza di condanna a carico dell’ente pare in tale fattispecie un risultato 
ineluttabile309. 
Da ultimo, alcuni Autori hanno rilevato un’ulteriore criticità nel 
sistema di responsabilità degli enti, con riferimento alla fattispecie de qua; 
l’ipotesi da considerarsi vede un’azienda priva di modelli di prevenzione 
nella quale viene commesso un reato ad opera di un soggetto apicale 
attraverso una condotta fraudolenta tanto da rendere qualsiasi sistema di 
prevenzione inidoneo ad impedire la commissione del fatto stesso. 
Ebbene, tale dottrina considera tale fattispecie un’assoluta ingiustizia 
coniata dal legislatore, in quanto «se non ci fosse la previsione normativa 
dell’art. 6 comma 1, d.lgs. n. 231 del 2001, sarebbe facilmente risolubile 
in termini di esclusione della responsabilità dell’ente proprio attingendo 
ai principi del rapporto di causalità. […] Non avendo essa adottato alcun 
modello organizzativo non potrà fornire la prova liberatoria per 
scagionarsi»310. 
A nostro avviso tale fattispecie non permette una risposta perentoria; 
se è vero che, da un lato, appare iniquo condannare una società che nulla 
                                                 
308 A. BERNASCONI, sub art. 6, cit., p. 88. 
309 L’estrema difficoltà probatoria ha portato la dottrina a parlare di un criterio di 
imputazione per i reati commessi dai soggetti posti in posizione apicale di natura tipicamente 
oggettiva. Cfr. A. BERNASCONI, Modelli organizzativi, cit., p. 88. 
310 R. BRONZINI-L. VITALI, Responsabilità amministrativa delle persone giuridiche: tre profili critici, in 
www.rivista231.it, p. 2. 
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avrebbe potuto fare per evitare il reato - nemmeno adottare un modello 
organizzativo più che idoneo - dall’altro lato, rimane sempre e comunque 
la riconducibilità all’ente di una colpa in organizzazione, che costituisce 
un autonomo criterio di ascrizione dell’illecito all’ente. Non resta dunque 
che rilevare come, nei fatti, la disposizione in esame introduca 
un’ulteriore componente di rischio con la quale le imprese saranno 
chiamate a confrontarsi.   
 
 
§ 5. LETTURE COSTITUZIONALMENTE ORIENTATE DEGLI ONERI 
PROBATORI E LA RILEVANZA DELL’INTERPRETAZIONE GIUDIZIALE. 
 
Conclusa la panoramica sugli elementi strutturali del compliance program, 
occorre ora sottolineare come, in ragione della sfuggevolezza del 
concetto di idoneità del modello organizzativo, il giudice rivesta nel 
processo penale de societate un ruolo ancor più delicato rispetto alla 
posizione dallo stesso assunta nel processo penale ordinario. Il rischio è 
che costui si trasformi «in una sorta di arbitro della legalità della vita 
d’impresa»311. La conseguente necessità di evitare giudizi puramente 
discrezionali, rende doverosa l’elaborazione di specifici criteri di 
valutazione. 
Se è vero che l’adozione di modelli di prevenzione non garantisce, di 
per sé, l’impunità dell’ente312, altrettanto vero è che il giudice non potrà 
ritenere i protocolli in re ipsa inidonei per il solo fatto della consumazione 
dell’illecito; ciò appare chiaro non solo dalla lettera del testo normativo - 
l’art. 6 comma 1 lett. a esplicitamente si riferisce a modelli di 
organizzazione e di gestione idonei a prevenire reati della specie di quello 
verificatosi ed ammette, quindi, la possibilità che un reato sia comunque 
commesso nonostante l’adozione di strumenti di prevenzione adeguati - 
bensì anche da considerazioni di carattere sistematico; optare per la 
                                                 
311 A. BERNASCONI, Modelli organizzativi, cit., p. 94, il quale sottolinea come ancora, sebbene 
l’attuale contesto politico richieda un netto recupero delle prerogative dei poteri dello Stato, ci 
si trovi dinanzi ad «un modello di legislazione che rinvia la soluzione dei nodi problematici 
della vita economica del Paese al potere giudiziario». 
312 Cfr. C. E. PALIERO, Il d.lgs. 8 giugno 2001, n. 231, cit., p. 848. 
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soluzione contraria significherebbe, infatti, escludere tout court 
l’applicabilità dell’esimente313. 
In secondo luogo, rileva, come si è visto, il tradizionale concetto di 
rischio consentito, per il quale l’attività pericolosa non è vietata in modo 
aprioristico; vi è, infatti, una soglia di tollerabilità dell’attività rischiosa, 
superata la quale «la condotta è illecita e l’evento offensivo, legato 
eziologicamente all’attività, è imputabile all’agente»314.  
Poste queste indispensabili premesse, si ribadisca solamente come la 
responsabilità dell’ente - in estrema sintesi - consegue all’omissione delle 
menzionate cautele (o ad una loro inidonea elaborazione); omissione che 
incarna la presunta colpa in organizzazione della persona giuridica stessa, 
quale elemento soggettivo della fattispecie. Pare evidente l’affinità dei 
profili soggettivi della condotta con la struttura dei reati omissivi 
impropri315, in riferimento ai quali la questione maggiormente dibattuta 
in dottrina è rappresentata dalla configurazione del nesso di causalità.  
La dottrina maggioritaria ritiene che l’immaterialità della condotta 
omissiva non consente d’utilizzare la tradizionale teoria della condicio sine 
qua non ai fini della configurazione del nesso causale. 
Secondo gli stessi Autori, tale impossibilità deriva dal differente 
procedimento logico richiesto al giudice ai fini dell’accertamento della 
spiegazione eziologica, a seconda che si tratti di reati commissivi, ovvero 
omissivi. Infatti, con riguardo alla prima categoria di illeciti, il giudice 
deve semplicemente chiedersi «se un evento del mondo reale, già 
verificatosi hic et nunc, come sviluppo di un concreto decorso causale, 
sussumibile sotto leggi di copertura pertinenti, si sarebbe realizzato in 
conseguenza dell’azione»316, mentre nel caso di condotta omissiva «il 
giudice deve stabilire che cosa sarebbe accaduto se fosse stato realizzato 
il comportamento doveroso omesso»317.  
                                                 
313 In tal senso, E. BASSI-T. E. EPIDENDIO, Enti e responsabilità, cit., p. 217 s.  
314 In questi termini, F. VIGNOLI, La responsabilità “da reato”, cit., p. 107; l’Autore aggiunge 
come opera di prudenza richiederebbe, pure in tale contesto, la fissazione di specifiche regole 
cautelari volte ad escludere possibili arbitrii giudiziali. 
315 Affinità già rilevata in dottrina da A. GARGANI, Imputazione del reato agli enti collettivi, p. 
1066, ricorda infatti come «il piano di organizzazione fonda […] sia sull’obbligo di agire (an 
dell’omissione impropria), sia il quomodo dell’azione impeditiva (cautele doverose da adottare in 
funzione preventiva)». 
316 F. STELLA, Il giudice corpuscolariano. La cultura delle prove, Milano, 2005, p. 216. 
317 Sempre F. STELLA, Il giudice corpuscolariano, cit., p. 216. 
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In quest’ultima fattispecie, dunque, l’assenza d’una condotta fattiva 
impedisce la ricostruzione del nesso causale attraverso il classico 
procedimento dell’eliminazione mentale ed attribuisce alla spiegazione 
eziologica un valore meramente ipotetico318, il quale deve 
necessariamente essere supportato dall’individuazione di una «condizione 
controfattuale»319, ossia dalla prova che l’evento non si sarebbe verificato 
ove fosse intervenuta l’azione doverosa. 
Obiezioni fondate sono state formulate contro i suddetti assunti; si è, 
infatti, ritenuto che il riferimento alla materialità della condotta non 
prende in considerazione la circostanza per la quale l’oggetto del 
fenomeno è dato da processi od eventi, che possono assumere carattere 
tanto dinamico, quanto statico320. Di conseguenza, anche una condizione 
statica321 - qual è la condotta omissiva - può comunque rivelarsi 
necessaria rispetto all’evento finale. Occorrerà, dunque, verificare se 
l’azione doverosa omessa, laddove compiuta, sarebbe stata idonea ad 
interrompere il corso causale e, pertanto, ad impedire il concretizzarsi 
dell’evento322.  
Autorevole dottrina ha sottolineato come si tratti «un giudizio di 
causalità che viene formulato in rapporto all’azione che avrebbe dovuto 
essere compiuta, non in rapporto all’omissione»323. Il giudice si troverà, 
quindi, a valutare l’attitudine della regola cautelare (violata) ad evitare il 
                                                 
318 G. GRASSO, Il reato omissivo improprio, Milano, 1983, p. 385 ss. 
319 G. GRASSO, Il reato omissivo, cit., p. 387. 
320 F.  STELLA, sub art. 40, in A. CRESPI-F. STELLA-G. ZUCCALÀ (a cura di), Commentario 
breve al codice penale, Padova, 1992, p. 114 s., ricorda che «sotto il profilo dell’accertamento, il 
procedimento utilizzato per stabilire se l’omissione è condizione statica necessaria non [è] 
diverso, ma identico nella sua struttura a quello cui si ricorre per giustificare la causalità 
dell’azione. Identico è infatti l’oggetto della spiegazione: un avvenimento del passato […]; 
identico il giudizio che si deve compiere per individuare la condizione necessaria: il giudizio 
controfattuale o ipotetico testo ad appurare se, senza la condotta attiva od omissiva, l’evento si 
sarebbe o non si sarebbe verificato; identico il procedimento da impiegare, in via strumentale, 
per compiere il giudizio controfattuale: una spiegazione legata all’oggettivo sapere scientifico, 
che consenta di ricollegare l’evento lesivo ad un insieme di condizioni empiriche antecedenti, 
variabili o statiche […]; identica, infine, la struttura probabilistica della spiegazione offerta ed 
identico perciò il carattere probabilistico dell’enunciato ed evento». Concordemente, G. 
CANZIO, La causalità tra diritto e processo penale: un’introduzione, in Cass. pen., 2006, (5), p. 1972, per 
il quale il processo di eliminazione mentale resta invariato nei reati omissivi impropri. 
321 F. STELLA, La nozione penalmente rilevante di causa: la condizione necessaria, in Riv. it. dir. proc. 
pen., 1988, (3), p. 1253 ss. 
322 G. AZZALI, Scritti di teoria generale del reato, Milano, 1995, p. 29. 
323 P. NUVOLONE, Il sistema del diritto penale, Padova, 1982, p. 193. 
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verificarsi dell’evento324. Quali, dunque, i parametri da utilizzare al fine di 
verificare il rapporto causale tra l’omissione e l’evento? 
Un primo orientamento giurisprudenziale considerava sufficienti, ai 
fini della responsabilità, «serie ed apprezzabili probabilità di successo»325 
dell’azione impeditiva dell’evento invece omessa; in altre pronunce, 
diversamente, i giudici di legittimità richiedevano un accertamento del 
nesso causale maggiormente stringente. La colpevolezza poteva, cioè, 
essere affermata solo ove la condotta attiva avrebbe potuto impedire il 
verificarsi dell’evento con un grado di probabilità «prossimo alla 
certezza»326. 
Tale contrasto giurisprudenziale venne affrontato dalle Sezioni unite 
della Suprema Corte. Il riferimento è alla sentenza Franzese327, con la 
quale i giudici di legittimità si allontanarono definitivamente dalle 
precedenti pronunce favorevoli alla mera riduzione del rischio, poiché 
l’accettazione di tale teoria avrebbe costituito «una grave violazione dei 
principi di legalità, tassatività e tipicità della fattispecie criminosa, nonché 
della garanzia della responsabilità personale, perché attribuirebbe 
all’agente come fatto proprio un evento “forse” non “certamente” 
cagionato dal suo comportamento»328. In altri termini, l’accettazione della 
                                                 
324 G. FORTI, Colpa ed evento, cit., p. 507 ss. 
325 A sostegno dell’indirizzo della sufficienza della diminuzione del rischio si vedano, tra le 
tante, Cass., sez. IV, 23 gennaio 1990, n. 8148, in CED, rv. 184561; Cass., sez. IV,  13 giugno 
1990, n. 11484, in CED, rv. 185106; Cass., sez. IV, 30 aprile 1993, n. 6683, in CED, rv. 
195482; Cass., sez. IV, 11 novembre 1994, n. 360, in CED, rv. 201554. In dottrina, per tutti, si 
veda M. DONINI, La causalità omissiva e l’imputazione per “aumento del rischio”, in Riv. it. dir. proc. 
pen., 1999, (1), p. 32 ss. 
326 Questo orientamento è incarnato dalla Cass., sez. IV, 28 settembre 2000, n. 9780, in 
CED, rv. 218777; Cass., sez. IV, 25 settembre 2001, n. 1585, in CED, rv. 220982. 
327 Cass., sez. un., 10 luglio 2002, n. 30328, in CED, rv. 222138. Numerosi i commenti e le 
riflessioni sulla pronuncia de qua. Tra i tanti, si vedano R. BARTOLI, Responsabilità per fatto 
omissivo. Necessità dell’accertamento del nesso di causalità tra condotta omissiva ed evento, in Cass. pen., 
2006, (10), p. 3219 ss.; G. CANZIO, La causalità, cit., p. 1971 ss.; F. D’ALESSANDRO, Le frequenze 
medio-basse e il nesso causale tra omissione ed evento, in Cass. pen., 2007, (12), p. 4812 ss.; O. DI 
GIOVINE, Probabilità statistica e probabilità logica nell’accertamento del nesso di causalità, in Cass. pen , 
2008, (6), p. 2151 ss.; G. MARINUCCI, Causalità reale e causalità ipotetica nell’omissione impropria, in 
Riv. it. dir. proc. pen., 2009, (2), p. 523 ss.; L. MASERA, Il modello causale delle Sezioni Unite e la 
causalità omissiva, in Dir. pen. proc., 2006, (4), p. 493 ss.; F. STELLA, Etica e razionalità del processo 
penale nella recente sentenza sulla causalità delle Sezioni unite della Suprema Corte di Cassazione, in Riv. it. 
dir. proc. pen., 2002, (2), p. 767 ss.; ID., Verità, scienza e giustizia: le frequenze medio-basse nella 
successione di eventi, in Riv. it. dir. proc. pen., 2002, (3), p. 1215 ss. Ancora, F. VIGANÒ, Riflessioni 
sulla c.d. “causalità omissiva” in materia di responsabilità medica, in Riv. it. dir. proc. pen., 2009, (4), p. 
1679 ss.  
328 Cass., sez. un., 10 luglio 2002, cit., p. 8. Autorevole dottrina ricorda come, in effetti, 
siffatta impostazione rappresenterebbe un ritorno alla logica del versari in re illicita. Cfr. G. 
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teoria della riduzione del rischio condurrebbe a ritenere penalmente 
responsabile l’imputato pure nell’ipotesi in cui l’azione, invece omessa, 
non sia in grado comunque di evitare con certezza l’evento, ma solo ne 
riduca la probabilità di verificazione. 
Si individua, dunque, un procedimento bifasico, per il quale la 
causalità ipotetica può costituire oggetto di indagine solo ed 
esclusivamente ove vi sia stata una previa ricostruzione del decorso 
causale sfociato nell’evento concreto329. Stabilita la realtà storica allora, e 
solo allora, il giudice potrà chiedersi quale sarebbe stato il decorso 
alternativo, ove fosse intervenuta la condotta dovuta, ferma restando la 
necessaria esclusione dell’interferenza di decorsi causali alternativi. In 
considerazione della relatività della cognizione giudiziale, la valutazione 
circa la responsabilità dell’imputato dovrà svolgersi non secondo 
utopistici canoni di assoluta certezza, bensì dovrà necessariamente 
riferirsi a quelle leggi statistiche che, seppure non sostenute da 
coefficienti percentuali assoluti, siano in grado di affermare che nel caso 
di specie l’evento non si sarebbe verificato ove la condotta del soggetto 
agente avesse rispettato i doveri di diligenza330. 
In tema di reati omissivi impropri la determinazione della causalità ex 
ante - riferita a probabilità astratte, relative a classi di eventi inidonei a 
provare quanto realmente accaduto - si rivela insufficiente; si necessita 
della determinazione della causalità individuale sulla base di un’adeguata 
spiegazione causale ex post331. 
Coniugando il metodo valutativo ora riassuntivamente esposto con il 
sistema di responsabilità degli enti332, occorre ricordare come il contesto 
                                                                                                                            
MARINUCCI, Causalità reale, cit., p. 534. I giudici di legittimità aggiungono, poi, come «pretese 
difficoltà di prova […] non possono mai legittimare un’attenuazione del rigore 
nell’accertamento del nesso di condizionamento necessario e, con essa, una nozione “debole” 
della causalità, che, collocandosi ancora sul terreno della teoria, ripudiata dal vigente sistema 
penale, dell’“aumento del rischio”, finirebbe col comportare un’abnorme espansione della 
responsabilità per omesso impedimento dell’evento». In questi termini, Cass., sez. un., 10 luglio 
2002, cit., p. 10.  
329 G. MARINUCCI, Causalità reale, cit., p. 527 s. 
330 Cass., sez. un., 10 luglio, 2002, cit., p. 11 ss. 
331 F. STELLA, Il giudice corpuscolariano, cit., p. 205 s. 
332 La giurisprudenza, sul punto, verte sullo specifico tema dell’omissione in materia di 
responsabilità medica. La tipicità dell’ambito di intervento non dovrebbe comunque costituire 
un ostacolo all’estensione ora proposta; l’affinità dei settori di responsabilità qui in 
considerazione è, infatti, già stata rimarcata da attenta dottrina. Si veda, al proposito, C. E. 
PALIERO-C. PIERGALLINI, La colpa di organizzazione, cit., p. 174. 
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nel quale la consumazione dell’illecito avviene è completamente ignoto al 
giudice chiamato alla pronuncia. In sede processuale, sarà dunque 
necessaria la preliminare definizione, ad opera delle parti, del «mondo 
simile»333 attraverso la ricostruzione della realtà aziendale complessa nella 
quale il reato si è consumato, ossia individuando le strutture 
imprenditoriali, i dipartimenti, gli stabilimenti, i processi amministrativi e 
produttivi, le persone fisiche di vertice e di base che operano nell’ente, 
nonché le specifiche mansioni ad esse attribuite.  
Dettagliatamente delineato l’habitat criminogeno - e fissato il 
coefficiente probabilistico di causazione dell’evento334 - sarà, in seconda 
battuta, onere esclusivo dell’ente quello di produrre, ex art. 6 d.lgs. n. 231 
del 2001, la prova di una diligente condotta in ragione della presunzione 
di colpa in organizzazione sussistente in capo allo stesso; presunzione 
che, ai fini di una lettura costituzionalmente compatibile del d.lgs. n. 231 
del 2001, «deve considerarsi iuris tantum, sicché la rilevanza costitutiva 
della medesima rimane implicita finché il pubblico ministero si avvale 
legittimamente della presunzione suddetta, ma nel momento in cui l’ente 
faccia sorgere il dubbio sull’assenza, nel caso concreto, della colpa di 
organizzazione, allora è necessario prendere atto che lo scudo della 
presunzione si è scalfito»335. Di conseguenza, il processo penale a carico 
della persona giuridica si conformerà totalmente ai principi regolatori del 
processo ordinario e l’immediata conseguenza sarà, quindi, la piena 
operatività del canone di giudizio dell’“oltre ogni ragionevole dubbio”. Il 
giudice, dunque, potrà ritenere penalmente responsabile la società solo 
ove egli possa affermare che l’adozione di protocolli preventivi diversi 
avrebbe impedito il verificarsi dell’evento illecito con un coefficiente 
probabilistico vicino ad 1336, ossia sulla base di una convinzione vicina 
alla certezza assoluta. 
                                                 
333 Sempre F. STELLA, Il giudice corpuscolariano, cit., p. 218; nel «mondo simile», secondo 
l’Autore, devono essere inserite le condizioni e gli eventi che si verificano nel mondo reale. 
334 In tema di responsabilità delle persone giuridiche appare scontato che il riferimento 
debba essere all’esperienza maturata negli ordinamenti di quei Paesi in cui tale responsabilità ha 
radici antiche. Limitarsi all’esperienza nazionale non sarebbe infatti sufficiente; è lo stesso 
giudice di Milano a ricordare come il modello organizzativo della società sia stato uno dei primi 
esempi nel panorama imprenditoriale italiano. 
335 S. CHIMICHI, Il processo penale a carico degli enti, cit., p. 620 s. 
336 Ex pluribus, F. CAPRIOLI, L’accertamento della responsabilità penale “oltre ogni ragionevole 
dubbio”, in Riv. it. dir. proc. pen., 2009, (1), p. 51 ss. 
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Molteplici sarebbero i riflessi benefici di tale impostazione 
sistematico-processualistica. In primo luogo, anche nel processo agli enti 
troverebbe applicazione il canone dell’in dubio pro reo; riacquisterebbe 
infatti vigore la presunzione di non colpevolezza, attraverso la 
rimodulazione del carico probatorio da attribuirsi alla difesa. Certo si 
tratterebbe sempre di una presunzione d’innocenza “dimezzata”, 
essendo l’ente comunque tenuto ad una attività difensiva ordinariamente 
non indispensabile.  
In secondo luogo, la via per l’assoluzione dell’ente non sarebbe più 
unica e tortuosa; laddove la società adottasse un compliance program, l’onere 
probatorio a carico dell’ente sarebbe certo meno gravoso; la sola 
esistenza del modello organizzativo dovrebbe, infatti, di per sé essere 
sufficiente a scalfire la presunzione relativa sopra ricordata. Inoltre, la 
possibilità per la persona giuridica di andare esente da responsabilità non 
sarebbe normalmente esclusa nemmeno nell’ipotesi di assenza di 
protocolli preventivi adeguati. La societas potrebbe infatti dimostrare la 
totale imprevedibilità dell’illecito consumatosi e l’assoluta impossibilità di 
prevenirlo, persino con regole cautelari estremamente elaborate e 
provare, in tal modo, l’intervenuta interruzione del nesso causale tra 
condotta omissiva ed evento. Si tratterebbe, del resto, di una lettura non 
incompatibile con le norme di cui all’art. 6 d.lgs. n. 231 del 2001. Tale 
disposizione sancisce, infatti, che «l’ente non risponde se prova che […]». 
All’evidenza, dal testo della legge non si desume alcuna esclusività della 
prova liberatoria e, pertanto, apparirebbe inopportuno dedurre in via 
ermeneutica limiti all’attività difensiva della persona giuridica non 
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LA RESPONSABILITÁ DELLA SOCIETAS  
pEr DELITTI INFORMATICI 
 
 
SOMMARIO: § 1. Il contrasto ai cybercrimes: premessa. § 2. Brevi note sulle tipologie di cybercrimes 
richiamate dall’art. 24-bis d.lgs. n. 231 del 2001. § 3.Sanzioni interdittive e riflessi cautelari 
dell’art. 24-bis. § 4. La predisposizione dei modelli organizzativi in tema di reati informatici. 




§ 1. IL CONTRASTO AI CYBERCRIMES: PREMESSA. 
 
La quotidianità ha dimostrato, e dimostra, come il computer1 - emblema 
della informatizzazione globale - sia stato, negli ultimi decenni, decisivo 
per lo sviluppo economico e sociale2. Se indiscutibili sono i benefici 
derivanti da tale fenomeno, altrettanto certi risultano essere le ricadute 
negative da esso provocate3, tra i quali, in primis, la nascita di una nuova 
tipologia di comportamenti delittuosi: i cosiddetti crimini informatici4. 
                                                 
1 Il riferimento al computer è necessitato da mere esigenze di immediatezza dialettica. Basti, 
in questa sede, precisare come, ormai, esista una moltitudine di apparecchi attraverso i quali è 
possibile consumare reati informatici: smartphone, tablet, etc. 
2 Già a metà degli anni Settanta David Bell affermò che un ruolo cruciale sarebbe stato 
rivestito dal computer, il quale avrebbe influenzato in modo determinante l’evoluzione degli 
scambi economici e delle strutture occupazionali. Sul punto, D. LYON, La società 
dell’informazione, Bologna, 1991, p. 22 ss. A metà degli anni Novanta, Nicholas Negroponte 
sostenne che l’avvento digitale avrebbe addirittura mutato i confini e l’idea di territorio, 
avrebbe condotto alla scomparsa delle tradizionali organizzazioni partitiche, in favore di una 
democrazia digitale. Cfr., al proposito, G. ZICCARDI, Informatica, comportamenti e diritto: dalla 
computer ethics alla computer forensics, in Ciberspazio e diritto, 2008, (9), p. 397 ss. 
3 La delinquenza informatica è un fenomeno altamente rischioso, soprattutto in una società 
come quella italiana, nella quale il livello di competenza informatica del singolo - sebbene si 
registri un incremento negli ultimi anni delle capacità informatiche - non appare ancora 
sufficiente. Rispetto all’anno 2007, le famiglie che possiedono un personal computer è passato dal 
47,8% al 58,8% e solo la metà di esse valuta le proprie abilità idonee a proteggersi dal pericolo 
di attacchi e virus informatici. In ordine all’anno 2007, si veda ISTAT, Le tecnologie 
dell’informazione e della comunicazione: disponibilità nelle famiglie ed utilizzo degli individui: anno 2007, in 
www.istat.it/salastampa/comunicati/non_calendario/20080116_00/, p. 17 ss. In relazione all’anno 
2011, cfr. ISTAT, Cittadini e nuove tecnologie, in www.istat.it/it/archivio/computer. 
4 Crimini informatici dei quali, in dottrina, viene data una definizione ristretta, da intendersi 
come quei soli «casi in cui il sistema informatico costituisce il mezzo o strumento per la 
produzione dell’evento o, comunque, per il conseguimento del fine perseguito dall’agente, 
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Tali condotte criminali hanno ormai radici assai profonde; i primi 
attacchi informatici risalgono addirittura agli anni Settanta dello scorso 
secolo5. Fu tuttavia negli anni Ottanta dello stesso secolo che il cybercrime 
iniziò ad assumere i connotati propri dell’odierno fenomeno. La 
diffusione delle reti telematiche condusse ad una “globalizzazione 
criminale”, poiché qualsiasi sistema informatico, ovunque si trovasse6, 
divenne accessibile. 
L’emersione di un nuovo modello delinquenziale7 portò con sé 
l’esigenza di elaborare specifiche fattispecie incriminatrici8 ed il primo 
esempio fu il nordamericano Counterfeit Access Device and Computer Fraud 
and Abuse Act del 1984, poi integrato e sostituito dal Computer Fraud and 
Abuse Act del 19869. Con riguardo all’esperienza italiana, la disciplina 
                                                                                                                            
escludendosi cosi le ipotesi nelle quali il computer è oggetto materiale della condotta». Così, A. 
ALESSANDRI, Criminalità informatica, in Riv. trim. dir. pen. ec., 1990, (2), p. 654. Riserve 
terminologiche sono avanzate da G. PICA, Diritto penale e tecnologie informatiche, Torino, 1999, p. 9 
ss., per il quale non solo la locuzione “computer crimes” appare inadeguata, poiché «privilegia un 
approccio empirico ai problemi, accantonando ogni pretesa di sistematicità», ma, per le 
medesime ragioni, nemmeno il riferimento alla categoria “informatica” sembra adeguato. 
Infatti, prosegue l’Autore (p. 11), «se […] l’utilizzazione del computer costituisce la modalità 
usuale, e spesso essenziale, di commissione dei c.d. illeciti informatici, è incontestabile che in 
essi confluisce una moltitudine di comportamenti che […] risultano lesivi di beni giuridici assai 
diversi». 
5 K. TIEDEMANN, Criminalità da computer, in Pol. dir., 1984, (2), p. 613 ss. 
6 I. SALVADORI, Hacking, cracking e nuove forme di attacco ai sistemi di informazione. Profili di 
diritto penale e prospettive de jure condendo, in Ciberspazio e diritto, 2008, (9), p. 332 ricorda come la 
criminalità informatica, «se inizialmente […] si caratterizzava per la commissione di reati posti 
in essere mediante o a danno di prodotti informatici “tradizionali” (ad esempio parti software o 
hardware di un computer), con l’avvento delle reti telematiche si assiste ad un radicale cambio di 
paradigma. Non si tratta più di reati posti in essere mediante un computer c.d. stand alone o 
comunque di attacchi commessi “da vicino”. La mancanza di frontiere e l’assenza di limiti 
spazio temporali del nuovo ambiente virtuale facilita, infatti, la commissione degli illeciti 
cibernetici anche a notevole distanza rispetto al luogo in cui si trova il sistema informatico o 
telematico attaccato». 
7 Le peculiarità del crimine informatico non si esauriscono nel modus operandi, ma riguardano 
pure i profili psicologici e criminologici del cybercriminale. Non essendo questa la sede per 
un’approfondita disamina di tali aspetti, si rinvia, tra i molti, a G. INGRASSIA-G. PATERNA, 
Comunicazione sociale. Crimini e devianze nel post moderno informatico, Torino, 1989; V. CARETTI-D. 
LA BARBERA (a cura di), Psicopatologia delle realtà virtuali, Milano, 2001; F. DI MARIA-S. 
MIGNONE, I “cybercriminali”: rischi e limiti dei profili criminologici, in Ciberspazio e diritto, 2001, (2), 
p. 3 ss.; R. CHIESA-S. CIAPPI, Profilo hacker, Milano, 2007. 
8 Esigenza tanto più «evidente e pressante allorché ci si è resi conto della grande 
dipendenza dall’informatica in settori importanti di gestione della vita sociale». Cfr. C. 
SARZANA DI SANT’IPPOLITO, La repressione della criminalità informatica, in Verso un nuovo codice 
penale, Milano, 1993, p. 488.  
9 Si veda, al proposito, V. FROSINI, Introduzione, in R. BORRUSO-G. BUONOMO-G. 
CORASANITI-G. D’AIETTI (a cura di), Profili penali dell’informatica, Milano, 1994, p. XIII. In ottica 
comparatistica, per una dettagliata elencazione dei provvedimenti in tema di criminalità 
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penalistica della materia evidenziò la difficoltà ad «inquadrare uno spazio 
operativo reale (della categoria informatica, n.d.r.), in modo da rendere il 
diritto penale effettivamente efficace nel “combattere” chi opera 
illecitamente avvalendosi delle nuove tecnologie»10. 
Con la prima legge organica11 in materia - ossia la l. 23 dicembre 1993, 
n. 54712 - in effetti si procede ad una formulazione di nuove fattispecie 
incriminatrici; queste, tuttavia, non vengono compendiate in un titolo ad 
hoc del codice penale, poiché vi è la convinzione che tali delitti altro non 
siano che una nuova e diversa forma di aggressione a beni giuridici 
conosciuti e già oggetto di tutela nelle diverse parti del codice penale, 
sicché un autonomo titolo ad essi dedicato non troverebbe 
giustificazione sistematica13. Si disconosce, dunque, quel minimo comune 
denominatore, rappresentato dal bene giuridico “di categoria”14, 
individuato da autorevole dottrina nella cosiddetta intangibilità 
informatica, ossia «la multiforme esigenza di non alterare la relazione 
triadica della realtà, rispettiva informazione e soggetti legittimati ad 
                                                                                                                            
informatica, il rinvio è a U. SIEBER, La tutela penale dell’informazione, in Riv. trim. dir. pen. ec., 1991, 
(2-3), p. 498 s., note 16-21. 
10 C. GIUSTI, Criminalità informatica, in Riv. Dir. Ec. Gest. N. Tecn., 2006, (1), p. 82. 
11 Provvedimenti legislativi concernenti specifici settori sono: l. 22 aprile 1941, n. 633, in 
tema di pirateria informatica, modificata dal d.lgs. 29 dicembre 1992, n. 518, ulteriormente 
modificata ed integrata dalla l. 18 agosto 2000, n. 248; l. 31 dicembre 1996, n. 675, in tema di 
banche dati e privacy, nonché, ora, d.lgs.30 giugno 2003, n. 196 (codice in materia di protezione 
dei dati personali); l. 3 agosto 1998, n. 269 per il contrasto dei fenomeni di detenzione, scambio 
e commercio di materiale pedopornografico in rete, le cui norme incriminatrici sono state poi 
estese ai fenomeni di pedopornografia virtuale con la l. 6 febbraio 2006, n. 38; l. 15 febbraio 
2012, n. 12, che introduce, al comma 1, una nuova ipotesi di confisca obbligatoria degli 
strumenti informatici o telematici utilizzati per la commissione di reati informatici - 
puntualmente menzionati - e prevede, al comma 2, la destinazione di quanto confiscato 
all’autorità giudiziaria, con facoltà d’uso, salvo che vi ostino esigenze processuali. Ed il comma 
3, infine, destina agli organi di polizia giudiziaria i beni informatici o telematici confiscati, ove 
utilizzati per la commissione di dei delitti di cui agli artt. 600 ss. c.p. 
12 L’iter parlamentare di approvazione della l. n. 547 del 1993 è ben esplicato da C. 
SARZANA DI S. IPPOLITO, Informatica, internet e diritto penale, Milano, 2010, p. 183 ss.  
13 E. GIANNANTONIO, L’oggetto giuridico, cit., p. 2246. Nello stesso senso F. R. FULVI, La 
Convenzione Cybercrime, cit., p. 639 s. Critico verso tale impostazione L. PICOTTI, Sistematica dei 
reati informatici, tecniche di formulazione legislativa e beni giuridici tutelati, in L. PICOTTI (a cura di), Il 
diritto penale dell’informatica nell’epoca di internet, Trento, 2004, p. 22 ss. 
14 Cfr. F. BERGHELLA-R. BLAIOTTA, Diritto penale dell’informatica e beni giuridici, in Cass. pen., 
1995, (10), p. 2329 ss.; E. GIANNANTONIO, L’oggetto giuridico dei reati informatici, in Cass. pen., 
2001, (7), p. 2244 ss. 
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elaborare quest’ultima nelle sue diverse fasi (creazione, trasferimento, 
ricezione)»15.  
Attraverso l’accostamento delle nuove previsioni incriminatrici alle 
tradizionali fattispecie, in buona sostanza, l. n. 547 del 1993 risponde alla 
sola esigenza di non costringere la giurisprudenza ad un intervento di 
supplenza, «tanto più delicato in quanto destinato a svolgersi sul crinale 
del rispetto del principio di tassatività e per necessità affidato alla logica 
apparente del caso per caso»16.  
Il risultato è stato, dunque, un provvedimento disorganico, privo di un 
disegno sistematico17. Disorganicità che deriva dalla volontà di seguire in 
modo pressoché pedissequo le indicazioni contenute nella 
Raccomandazione n. R(89) del Consiglio d’Europa, adottata dal 
Comitato dei Ministri il 18 gennaio 1989, la quale prevedeva una 
cosiddetta lista minima di reati - che avrebbero dovuto essere 
obbligatoriamente introdotti nel codice penale - ed una lista facoltativa, la 
quale indicava quelle fattispecie non essenziali, la cui introduzione veniva 
rimessa alla discrezionalità del legislatore nazionale18. Così, la l. n. 547 del 
1993 da un lato introduce nuove fattispecie di reato e, dall’altro lato, 
provvede alla modifica di fattispecie già esistenti, ammodernandole19.  
                                                 
15 V. MILITELLO, Esigenze di tutela e trattamento elettronico delle informazioni, in AA.VV., Verso un 
nuovo codice penale, Milano, 1993, p. 479, il quale riconosce a chiare lettere l’impossibilità di 
ricondurre l’informatica ad alcuno dei beni che trovano esplicita tutela nella Carta 
costituzionale. Sulla tutela costituzionale del bene giuridico informatico, si veda C. DI LELLO, 
Internet e Costituzione: garanzia del mezzo e suoi limiti, in Dir. inf., 2007, (4-5), p. 895 ss. Più di 
recente, il bene giuridico tutelato è stato ravvisato nella «affidabilità e (nel)la sicurezza del 
ricorso alla tecnologia informatica, telematica e cibernetica». In questi termini, F. R. FULVI, La 
Convenzione Cybercrime e l’unificazione del diritto penale dell’informatica, in Dir. pen. proc., 2009, (5), p. 
642. 
16 F. MUCCIARELLI, sub art. 1, in Commento articolo per articolo alla l. 23/12/1993, n. 547, in 
Legisl. pen., 1996, (1), p. 57 s. Già rilevava la frizione dell’estensione delle fattispecie allora 
contemplate dal codice penale con il principio di legalità, in particolare sotto il profilo della 
tassatività e del divieto di analogia, G. M. MAZZEI, Appunti sulla repressione penale dei computer-
crimes, in Riv. trim. dir. pen. ec., 1992, (3), p. 712. 
17 L. PICOTTI, Internet e diritto penale: il quadro attuale alla luce dell’armonizzazione internazionale, in 
Dir. Internet, 2005, (2), p. 189, nonché F. RESTA, Cybercrime e cooperazione internazionale, 
nell’ultima legge della legislatura, in Giur. mer., 2008, (9), p. 2149. 
18 G. PICA, Reati informatici e telematici, in Dig. disc. pen., Agg., 2000, p. 523. L. n. 547 del 1993 
altresì attuativa della Direttiva 91/250/CEE sulla tutela giuridica del programmi per 
elaboratore, come ricorda V. FROSINI, Introduzione, in R. BORRUSO-G. BUONOMO-G. 
CORASANITI-G. D’AIETTI (a cura di), Profili penali dell’informatica, cit., p. XV. 
19 Si amplia il delitto di esercizio arbitrario delle proprie ragioni con violenza sulle cose, 
introducendo il comma 3 dell’art. 392 c.p. ed è novellato l’art. 420 c.p., ossia l’attentato a 
impianti di pubblica utilità; si introduce l’art. 491 bis c.p., rubricato “documento informatico”; 
vengono introdotti i reati di accesso abusivo a sistema informatico e telematico, detenzione e 
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E sempre dalle istanze comunitarie trae origine il più recente 
intervento legislativo in materia di crimini informatici: la l. 18 marzo 
2008, n. 48, attuativa della Convenzione del Consiglio d’Europa sulla 
criminalità informatica, fatta a Budapest il 23 novembre 200120. 
La menzionata legge di recepimento agisce tanto sul versante 
sostanziale, quanto sul versante processuale. Con riguardo al primo 
profilo, l’art. 3 della l. n. 48 del 2008 modifica il testo dell’art. 491-bis c.p., 
relativo alle falsità informatiche; l’applicabilità delle disposizioni del capo 
III, titolo VII, libro II concernenti gli atti pubblici e le scritture private è 
subordinata alla condizione che i documenti informatici pubblici o 
privati siano dotati di efficacia probatoria. Caratteristica in precedenza 
indicata dalla definizione di documento informatico contenuta nel 
secondo periodo dell’art. 491-bis  - «qualunque supporto informatico 
contenente dati o informazioni aventi efficacia probatoria o programmi 
specificamente destinati ad elaborarli» - ora abrogata dall’art. 3 comma 1 
lett. b, l. n. 48 del 2008. 
                                                                                                                            
diffusione abusiva di codici di accesso a sistemi informatici o telematici, diffusione di 
apparecchiature, dispositivi o programmi informatici diretti a danneggiare o interrompere un 
sistema informatico o telematico, previsti, rispettivamente, dagli artt. 615 ter, 615 quater e 615 
quinquies c.p. La nozione di corrispondenza di cui all’art. 616 comma 4 c.p. viene estesa anche a 
quella informatica e telematica; sono introdotti gli artt. 617 quater, 617 quinquies, 617 sexies c.p., 
che puniscono l’intercettazione, impedimento o interruzione illecita di comunicazioni 
informatiche o telematiche, il primo, l’installazione di apparecchiature atte ad intercettare, 
impedire od interrompere comunicazioni informatiche o telematiche, il secondo, ed, il terzo, la 
falsificazione, alterazione o soppressione del contenuto di comunicazioni informatiche o 
telematiche. Il nuovo comma 1 bis dell’art. 621 c.p. estende la nozione di documento, 
ricomprendendovi anche qualsiasi supporto informatico, contenente dati, informazioni o 
programmi. Viene poi novellato l’art. 623 bis c.p., introdotto l’art. 635 bis c.p., in tema di 
danneggiamento informatico, nonché il delitto di frode informatica, previsto dall’art. 640 ter 
c.p. Gli artt. 11 e 12 della l. n. 547 del 1993 hanno carattere processualistico: introducono l’art. 
266 bis c.p.p. - ossia le intercettazioni di comunicazioni informatiche o telematiche - ed il 
comma 3 bis dell’art. 268 c.p.p. circa gli impianti utilizzabili per l’espletamento delle 
intercettazioni di cui all’art. 266 bis c.p.p. Infine, sono aggiornati alla nuova tipologia di 
investigazione i commi 6, 7, 8 dell’art. 268. Per un compiuto commento alle disposizioni della l. 
n. 547 del 1993 si rinvia ad AA.VV., Commento articolo per articolo alla l. 23/12/1993, n. 547, in 
Legisl. penale, (1), p. 57 ss. 
20 Attuativa della Convenzione citata, ma altresì occasione perduta per l’attuazione della 
Decisione quadro 2005/222/GAI del Consiglio d’Europa, del 24 febbraio 2005 sugli attacchi 
contro i sistemi di informazione e largamente ispirata alla Convenzione del 2001. Circostanza 
sottolineata da G. MORGANTE, Premessa, in Commento articolo per articolo alla l. 18/3/2008, n. 48, 
in Legisl. pen., (3), p. 251. Per un approfondimento circa l’assetto normativo comunitario, si 
veda G. CORASANITI, sub art. 1, in G. CORASANITI-G. CORRIAS LUCENTE, Cybercrime, 
responsabilità degli enti e prova digitale. Commento alla Legge 18 marzo 2008, n. 48, Padova, 2009, p. 1 
ss. 
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Gli artt. 4 e 5 del provvedimento in esame concernono in via 
prevalente le condotte di danneggiamento. Mentre l’art. 4 sostituisce 
l’originaria versione dell’art. 615- quinquies c.p. - diffusione di 
apparecchiature, dispositivi o programmi informatici diretti a 
danneggiare o interrompere un sistema informatico o telematico - l’art. 5, 
al primo comma,  provvede a novellare la formulazione dell’art. 635 bis - 
danneggiamento di informazioni, dati e programmi informatici - e, al 
secondo comma, introduce tre nuove ipotesi di reato: l’art. 635-ter c.p.p., 
ossia il danneggiamento di informazioni, dati e programmi informatici 
utilizzati dallo Stato o da altro ente pubblico o comunque di pubblica 
utilità, l’art. 635-quater c.p., il danneggiamento di sistemi informatici o 
telematici, ed infine l’art. 635-quinquies c.p., ossia il danneggiamento di 
sistemi informatici o telematici di pubblica utilità. Il comma 3 dell’art. 5 
riguarda, invece, il delitto di frode informatica; in particolare, introduce 
l’art. 640-quinquies c.p., vale a dire la frode informatica del soggetto che 
presta servizi di certificazione di firma elettronica. 
L’introduzione delle menzionate fattispecie ha reso superflue le 
previsioni di cui al secondo e terzo comma dell’art. 420 c.p., sicché alla 
loro abrogazione si è provveduto tramite l’art. 6, l. n. 48 del 2008. La 
successiva disposizione completa e conclude la parte sostanzialistica del 
provvedimento; introduce all’interno del d.lgs. n. 231 del 2001 l’art. 24-
bis, tramite il quale i reati informatici in esso richiamati divengono 
fattispecie in grado di far sorgere la responsabilità penale dell’impresa. 
L’art. 8 rinnova talune disposizioni del codice di procedura penale, 
prevedendo mezzi di ricerca della prova calibrati sulle specificità dei 
delitti informatici; il fulcro della disciplina processualistica è 
rappresentato dall’ispezione e dalla perquisizione informatica - di cui, 
rispettivamente, agli artt. 244 comma 2 c.p.p. e 247 comma 1-bis c.p.p. - 
alle quali si affianca la nuova previsione del sequestro di dati informatici 
presso fornitori di servizi informatici, telematici e di telecomunicazioni ex 
art. 254-bis c.p.p.21. Il successivo art. 9 completa la novella delle 
                                                 
21 L’art. 8 della citata legge innova ulteriori disposizioni del codice di rito: l’art. 248 c.p.p., la 
cui integrazione consente ora di richiedere a banche non solo la consegna di atti, documenti e 
corrispondenza, bensì pure dati, informazioni e programmi. L’art. 254 c.p.p. è stato novellato, 
rendendo così possibile procedere al sequestro di corrispondenza avente carattere informatico. 
È stato altresì integrato l’art. 256 c.p.p. - “dovere di esibizione e segreti” - nonché l’art. 259 
comma 2 c.p.p. concernente la catena di custodia delle cose sequestrate e l’art. 260 c.p.p. il 
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disposizioni del codice di rito: introduce il comma 1-bis dell’art. 352 e 
modifica l’art. 353 e 354 c.p.p., rendendo così possibile l’esecuzione di 
attività investigative aventi carattere informatico da parte della polizia 
giudiziaria in via d’urgenza. 
Da ultimo, l’art. 10 apporta talune modifiche all’art. 132 del codice in 
materia di protezione dei dati personali, di cui al d.lgs. 30 giugno 2003, n. 
196, mentre l’art. 11 provvede ad estendere - inserendo il comma 3-
quinquie dell’art. 51 c.p.p. - le funzioni del pubblico ministero presso il 
tribunale del capoluogo del distretto nel cui ambito ha sede il giudice 
competente in relazione a procedimenti per delitti informatici; con l’art. 
12 è stato istituito il fondo per i contrasto della pedopornografia su 
internet e per la protezione delle infrastrutture informatiche di interesse 
nazionale. 
Così brevemente illustrato, deve osservarsi come nonostante nasca da 
una presa di coscienza dell’inadeguatezza delle originarie forme di 
tutela22, l’intervento legislativo non solo non colma le lacune esistenti, ma 
ne determina ulteriori. La necessità di approvare il testo definitivo del 
provvedimento entro il termine della legislatura ha infatti condotto 
all’approvazione di una legge con molteplici incongruenze23. Se, da un 
lato, non si è ritenuto di intervenire in settori cardine, come quello della 
responsabilità dei fornitori di servizi, dall’altro lato, si assiste ad una 
quadruplicazione delle fattispecie di danneggiamento informatico24, 
lampante esempio di superfetazione normativa.  
Anche la tecnica redazionale desta talune perplessità, poiché, come è 
stato affermato, sono utilizzati «arnesi antichi e spesso del tutto 
inadeguati» per la disciplina di fattispecie caratterizzate da una «marcata 
                                                                                                                            
quale disciplina l’apposizione di sigilli. Per una trattazione maggiormente approfondita delle 
investigazioni informatiche si rinvia al cap. IV. 
22 A tal proposito si rinvia alla Relazione al disegno di legge 19 giugno 2007, in 
http://documenti.camera.it/leg15/dossier/testi/ES0149.htm, p. 4 
23 Si veda, L. PICOTTI, La ratifica della Convenzione Cybercrime del Consiglio d’Europa. Profili di 
diritto penale sostanziale, in Dir. pen. proc., 2008, (6), p. 700. Come ricorda C. SARZANA DI 
SANT’IPPOLITO, La legge di ratifica della Convenzione di Budapest: una “gatta” legislativa frettolosa, in 
Dir. pen. proc., 2008, (12), p. 1566, gli stessi relatori, dinanzi alle Commissioni riunite del Senato 
della Repubblica, riconoscono tali incongruenze, la cui soluzione è rappresentata dall’attività 
ermeneutica delle aule di tribunale. Al medesimo contributo si rinvia (p. 1562 s.) per una 
precisa e dettagliata narrazione dell’iter parlamentare di approvazione della l. n. 48 del 2008. 
24 I. SALVADORI, Hacking, cracking e nuove forme di attacco ai sistemi informatici, cit., p. 335 ss. 
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eterogeneità rispetto ai modelli di origine»25. E la superficialità della 
elaborazione normativa appare manifesta laddove si considerino le 
disposizioni processuali della legge in esame; a fronte dell’estensione 
delle attribuzioni del pubblico ministero presso il tribunale del capoluogo 
del distretto26 - estensione avvenuta tramite l’introduzione del comma 3 
quinquies dell’art. 51 c.p.p. - nessuna modifica veniva apportata all’art. 328 
c.p.p., sicché la competenza territoriale del giudice per le indagini 
preliminari seguiva gli ordinari criteri di determinazione. Discrasia che ha 
reso necessario un intervento correttivo: la l. 24 luglio 2008, n. 125, che 
convertiva il d.l. 23 maggio 2008, n. 9227, con la quale è stato introdotto il 
comma 1 quater dell’art. 328 c.p.p., ristabilendo così il parallelismo tra 
pubblico ministero e giudice per le indagini preliminari competenti, ora 
entrambi da individuarsi nei rispettivi uffici distrettuali28. 
 
 
§ 2. BREVI NOTE SULLE TIPOLOGIE DI CYBERCRIME RICHIAMATE 
DALL’ART. 24-BIS D.LGS. N. 231 DEL 2001. 
 
L’art. 7 della l. n. 48 del 2008 è diretta attuazione dell’art. 12 della 
Convenzione di Budapest29. Il punto 3 di tale disposizione àncora la 
                                                 
25 Cfr. G. MORGANTE, Premessa, cit., p. 253, per la quale emblematico è il caso della frode 
informatica ex art. 640 quinquies c.p., che presenta elementi costitutivi del tutto diversi rispetto 
alla truffa ex art. 640 c.p. 
26 Evidenzia i rischi connessi alla continua estensione delle attribuzioni del pubblico 
ministero distrettuale F. COSSIBBA, L’ampliamento delle attribuzioni del pubblico ministero distrettuale, 
in L. LUPÀRIA (a cura di), Sistema penale e criminalità informatica, cit., p. 125 s. 
27 Per un commento, si rinvia a L. LUPÀRIA, I correttivi alle distorsioni sistematiche contenute nella 
recente legge di ratifica della Convenzione sul cybercrime, in S. LORUSSO (a cura di), Le nuove norme 
sulla sicurezza pubblica, Padova, 2008, p. 63 ss. 
28 Sul punto si veda C. SARZANA DI SANT’IPPOLITO, Informatica, internet e diritto penale, cit., p. 
683 ss., ove si riporta il conflitto di competenza generato dalla citata discrasia, sfociato nella 
pronuncia  Cass., sez. I, 30 ottobre 2008, n. 45078. 
29 Per il quale: «1. Each Party shall adopt such legislative and other measures as may be necessary to 
ensure that legal persons can be held liable for a criminal offence established in accordance with this Convention, 
committed for their benefit by any natural person, acting either individually or as part of an organ of the legal 
person, who has a leading position within it, based on: a) a power of representation of the legal person; b) an 
authority to take decisions on behalf of the legal person; c) an authority to exercise control within the legal 
person. 
2. In addition to the cases already provided for in paragraph 1 of this article, each Party shall take the 
measures necessary to ensure that a legal person can be held liable where the lack of supervision or control by a 
natural person referred to in paragraph 1 has made possible the commission of a criminal offence established in 
accordance with this Convention for the benefit of that legal person by a natural person acting under its 
authority. 
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determinazione della corporate liability ai «legal principles of the Party», sicché 
l’ampliamento del novero dei reati presupposto in grado di fare insorgere 
la responsabilità dell’ente rappresentava la soluzione ovvia ed immediata. 
Si è così proceduto all’inserimento dell’art. 24-bis, d.lgs. n. 231 del 200130, 
il cui fondamento politico-criminale risiede nella considerazione della 
persona giuridica quale «referente criminologico» privilegiato in materia 
di reati informatici, dato che «tali delitti, il più delle volte sono commessi 
nell’ambito dell’attività di persone giuridiche o enti, le cui (spesso ingenti) 
risorse economiche o materiali vengono frequentemente 
strumentalizzate a fini illeciti»31; alla linearità dell’opzione legislativa, 
tuttavia, non corrisponde una linearità di metodo.  
Molteplici sono le perplessità che nascono dalla disciplina di 
recepimento elaborata; la creazione di una disposizione ad hoc in ordine ai 
reati informatici, innanzitutto, denuncia la disomogeneità sistematica del 
complesso normativo. Le fattispecie di reato contemplate dal decreto del 
2001, infatti, conoscevano ipotesi «a matrice informatica»32 ben prima del 
2008: l’art. 24 del decreto prevedeva la responsabilità della persona 
giuridica per il reato di frode informatica a danno dello Stato o di altro 
ente pubblico ex art. 640-ter c.p., sicché sarebbe stato auspicabile 
procedere alla creazione di una fattispecie unitaria33. In secondo luogo, 
sottolineano i primi commentatori, irragionevole - ed in contrasto con 
l’art. 3 Cost. - appare l’omessa previsione della responsabilità della 
persona giuridica nel caso in cui la frode informatica sia posta in essere in 
                                                                                                                            
3. Subject to the legal principles of the Party, the liability of a legal person may be criminal, civil or 
administrative.  
4. Such liability shall be without prejudice to the criminal liability of the natural persons who have 
committed the offence». 
30 Per un primo commento si veda D. FALCINELLI, sub art. 24-bis, in A. PRESUTTI-A. 
BERNASCONI-C.FIORIO (coord. da), La responsabilità degli enti, cit., p. 257 ss. 
31 F. RESTA, Cybercrime e cooperazione internazionale, cit., p. 2157. Contra, G. CORRIAS 
LUCENTE, sub art. 7, cit., p. 190, la quale ritiene che i delitti di cui all’art. 24 bis «non 
appartengano alla tipica vocazione d’impresa o dell’ente», essendo per lo più commessi «da 
singoli o da gruppi non strutturati in forma societaria, ovvero da soggetti collegati ad enti, ma 
nel proprio esclusivo interesse». 
32 H. BELLUTA, Cybercrime e responsabilità degli enti, in L. LUPÀRIA (a cura di), Sistema penale e 
criminalità informatica, Milano, 2009, p. 87, nota 12, ove l’Autore evidenzia come anche l’art. 25-
quinquies, d.lgs. n. 231 del 2001 prevede la responsabilità dell’ente per il reato punito dall’art. 
600-quater.1 c.p., rubricato “pornografia virtuale”. 
33 G. MORGANTE, sub art. 7, in Commento articolo per articolo alla l. 18/3/2008, n. 48, cit., p. 
279. 
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danno di un privato34, da un lato, e del delitto di cui all’art. 495-bis c.p. - 
ossia, la falsa dichiarazione o attestazione al certificatore di firma 
elettronica sull’identità o su qualità personali proprie o di altri - i quali, 
comunque, appaiono suscettibili di essere commessi nell’interesse o a 
vantaggio dell’ente, da persone poste in posizione apicale, così come da 
subordinati35. 
Non essendo recuperabili in sede di interpretazione - stante il 
principio di legalità, cristallizzato nell’art. 2 del decreto36 - le menzionate 
fattispecie non consentono di incardinare la responsabilità della persona 
giuridica, sebbene siano, sotto un profilo squisitamente fenomenico, 
suscettibili di commissione pro societate37. E per il medesimo principio non 
potrà procedersi ad alcuna lettura estensiva nemmeno in ordine al delitto 
di trattamento illecito di dati. Sebbene questo venga menzionato nella 
rubrica dell’art. 24-bis, la disposizione non opera alcun rinvio al 
corrispondente art. 167 del d.lgs. 30 giugno 2003, n. 196; trattasi di un 
lapsus, di un «residuato bellico» dell’iter parlamentare38 che descrive in 
modo cristallino la superficialità dell’elaborazione legislativa. 
Gli illeciti che invece determinano il rimprovero all’ente sono 
suddivisi in tre commi, ciascuno con parametri sanzionatori ed 
interdittivi propri39. Il primo comma dell’art. 24-bis, d.lgs. n. 231 del 2001 
                                                 
34 Sempre, G. MORGANTE, sub art. 7, in Commento articolo per articolo alla l. 18/3/2008, n. 48, 
cit., p. 279, la quale evidenzia come l’omissione sia ancor più irragionevole ove si consideri che 
l’art. 24-bis, nel determinare la responsabilità dell’ente per il reato presupposto di frode 
informatica del certificatore non differenzia sulla base della natura pubblica o privata del 
soggetto passivo. 
35 L. PICOTTI, La ratifica della Convenzione Cybercrime del Consiglio D’Europa, cit., p. 716. 
36 Sul tema, D. BRUNELLI, sub art. 2, in A. PRESUTTI-A. BERNASCONI-C.FIORIO (coord. 
da), La responsabilità degli enti, cit., p. 85 ss. 
37 S. BELTRANI, Reati informatici e d.lgs. 231/2001 alla luce della legge di attuazione della 
Convenzione di Budapest, in La responsabilità amministrativa delle società e degli enti, 2008, (4), p. 24 s., il 
quale ritiene che l’omessa previsione delle citate fattispecie sia il frutto di «sviste inconsapevoli 
(lo conferma il silenzio tombale sul punto dei lavori preparatori)». 
38 C. SARZANA DI SANT’IPPOLITO, La legge di ratifica della Convenzione di Budapest, cit., p. 1572, 
il quale sottolinea come la ragione della mancata corrispondenza sia da rinvenire in un 
«residuato bellico; il rifermento è ad una precedente norma, introdotta nel corso dei lavori di 
elaborazione del d.d.l. n. 2807 svoltisi al Ministero della Giustizia, presumibilmente su 
sollecitazione del Garante per la protezione dei dati personali. Ed infatti il secondo comma 
della prima bozza dell’articolo del disegno di legge, redatta in quella sede, recitava: “In relazione 
alla commissione del delitto di cui all’articolo 167 del decreto legislativo 30 giugno 2003, n. 196, si applica 
all’ente la sanzione pecuniaria di 300 quote». 
39 Per un’analisi delle singole fattispecie di reato introdotte dalla l. n. 48 del 2008, con 
specifico riguardo alla responsabilità delle persone giuridiche, si rinvia a C. SANTORIELLO, I 
reati informatici dopo le modifiche apportate dalla legge 48/2008 e la responsabilità degli enti, in La 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 





punisce con la sanzione pecuniaria da cento a cinquecento quote40 i 
delitti di: accesso abusivo a sistema informatico ex art. 615-ter c.p.41, 
intercettazione, impedimento o interruzione illecita di comunicazioni 
informatiche o telematiche ovvero l’installazione di apparecchiature atte 
ai predetti scopi, rispettivamente previsti dall’art. 617-quater e 617-
quinquies c.p., nonché i delitti di cui agli artt. 635-bis - danneggiamento di 
informazioni, dati, programmi informatici - 635-ter - danneggiamento di 
informazioni, dati, programmi informatici utilizzati dallo Stato o da altro 
ente pubblico o comunque di pubblica utilità - 635-quater  - 
danneggiamento di sistemi informatici o telematici - e 635-quinquies c.p., 
danneggiamento di sistemi informatici o telematici di pubblica utilità. Si 
afferma che il tratto comune delle fattispecie elencate è costituito dal 
danneggiamento42, da intendersi come aggressione alla componente 
hardware, ovvero software di un sistema informatico, al fine di alterarne o 
impedirne il regolare funzionamento.  
                                                                                                                            
responsabilità amministrativa delle società e degli enti, 2011, (1), p. 211 ss. Una completa ed 
approfondita panoramica dello strumentario sanzionatorio proprio del d.lgs. n. 231 del 2001 è 
offerta da E. BATTAGLIA, Le sanzioni, in A. D’AVIRRO-A. DI AMATO (a cura di), La responsabilità 
da reato degli enti, in A. DI AMATO (diretto da), Trattato di diritto penale dell’impresa, cit., p. 277 ss. 
40 O. DI GIOVINE, Lineamenti sostanziali, cit., p. 8 mette in luce l’ispirazione tipicamente 
germanica del sistema di commisurazione della pena pecuniaria, il quale si riferisce al c.d. 
Tagessystem, definito da E. MUSCO, Le imprese a scuola, cit., p. 8, come un «sistema di pena 
pecuniaria a tassi giornalieri». 
41 La fattispecie prevista dall’art. 615-ter c.p. è, tra le varie, quella che ha dato luogo ai 
maggiori dibattiti dottrinali e giurisprudenziali. Non essendo questa la sede nella quale 
affrontare in modo analitico le varie questioni prospettatesi, solo si menzioni l’intervento delle 
Sezioni unite, che ha pacificato i contrasti esistenti in ordine ai connotati strutturali della 
fattispecie. Per un approfondimento dottrinale, il rinvio è a R. FLOR, Art. 615 ter c.p.: natura e 
funzioni delle misure di sicurezza, consumazione del reato e bene giuridico protetto, in Dir. pen. proc., 2008, 
(1), p. 106 ss., nonché C. SANTORIELLO-G. DEZZANI, Il reato di accesso e trattenimento “abusivi” nel 
sistema informatico e la responsabilità amministrativa delle persone giuridiche, in La responsabilità 
amministrativa delle società e degli enti, 2012, (1), p. 57 ss. 
42 G. DEZZANI, Una nuova ipotesi di reato degli enti collettivi: la criminalità informatica, in La 
responsabilità amministrativa delle società e degli enti, 2008, (3), p. 73; concorde H. BELLUTA, 
Cybercrime e responsabilità degli enti, cit., p. 93. Quanto ai profili di diritto penale sostanziale, si 
veda S. ATERNO, Le fattispecie di danneggiamento informatico, in L. LUPÀRIA (a cura di), Sistema penale 
e criminalità informatica, cit., p. 35 ss. Che il danneggiamento rappresenti il tratto caratterizzante 
delle fattispecie de quibus rappresenta un dato pacifico in relazione alle ipotesi di cui al citato art. 
635-bis e seguenti c.p. e 617-quater c.p., taluni precisazioni debbono essere formulate in ordine 
agli art. 615-ter e 617-quinquies c.p.. Le ipotesi di reato da ultimo richiamate, infatti, non sono di 
per sé in grado di danneggiare un sistema informatico. Allora, se il danno vuole essere assunto 
ad elemento tipico di siffatte ipotesi di reato deve necessariamente esserne assunta una 
concezione “potenziale”. L’accesso abusivo e la detenzione di apparecchiature atte ad 
intercettare non producono alcun danno, tuttavia si tratta di condotte che consentono ed 
agevolano l’alterazione o la distruzione di informazioni, programmi, dati ovvero sistemi 
informatici o telematici. 
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L’art. 615-ter c.p. - punendo «chiunque abusivamente si introduce in 
un sistema informatico o telematico protetto da misure di sicurezza 
ovvero vi si mantiene contro la volontà espressa o tacita di chi ha diritto 
di escluderlo» - protegge il bene giuridico del domicilio informatico, ossia 
una estensione ideale del domicilio tutelato dall’art. 14 Cost.43, 
«delimitat(a) da confini virtuali»44, di pertinenza esclusiva dell’individuo45. 
La tutela apprestata dalla disposizione in esame è limitata a sistemi 
protetti da misure di sicurezza46, le quali consistono in accorgimenti 
tecnici volti ad impedire l’utilizzo del sistema da parte di persone non 
autorizzate47. Misure di sicurezza che non necessariamente debbono 
presentare carattere informatico - password - ma che possono anche 
risolversi in precauzioni di carattere meramente organizzativo, quali, ad 
esempio, l’emanazione di prescrizioni che disciplinano le modalità di 
accesso ai locali in cui il sistema è ubicato48. Attenta dottrina rileva come 
la predisposizione dei mezzi di protezione presenta «non solo la funzione 
diretta di provare la mancanza di consenso (esplicito o implicito) del 
titolare del sistema, ma anche quella indiretta strettamente connessa 
all’elemento soggettivo del reato, nella specie il dolo»49. Il superamento 
degli ostacoli - virtuali o fisici - posti dal titolare del sistema denota infatti 
l’intenzionalità della violazione, la precisa volontà della persona di 
introdursi in esso «abusivamente». 
Ed è la portata di tale avverbio ad aver generato i maggiori contrasti 
giurisprudenziali; la questione controversa concerneva l’ipotesi di un 
                                                 
43 G. D’AIETTI, La tutela dei programmi e dei sistemi informatici, in R. BORRUSO-G. BUONOMO-
G. CORASANITI-G. D’AIETTI, Profili penali dell’informatica, cit., p. 68. 
44 In questi termini, L. CUOMO, La tutela penale del domicilio informatico, in Cass. pen., 2000, 
(11), p. 2998. In giurisprudenza, cfr. Cass., sez. VI, 4 ottobre 1999, in Foro it., 2000, II, p. 133. 
45 C. SANTORIELLO-G. DEZZANI, Il reato di accesso abusivo e trattenimento “abusivi” nel sistema 
informatico e la responsabilità amministrativa delle persone giuridiche, in La responsabilità amministrativa 
delle società e degli enti, 2012, (1), p. 58. 
46 C. SARZANA DI SANT’IPPOLITO, L’accesso illecito alle banche dati ed ai sistemi informatici 
pubblici: profili giuridici, in Dir. inf., 2007, (2), p. 295. In giurisprudenza, concordemente, Cass., 
sez. V, 8 luglio 2008, n. 37322, in C.E.D. Cass., rv. 241201. Contra, Cass., sez. V, 7 novembre 
2000, n. 12732, in Dir. inf., 2001, (1), p. 17 ss., per la quale, anche in mancanza di meccanismi 
di protezione informatica, commette il reato il soggetto che, privo di abilitazione, acceda ai dati 
senza titolo o autorizzazione. 
47 L. CUOMO-B. IZZI, Misure di sicurezza e accesso abusivo ad un sistema informatico o telematico, in 
Cass. pen., 2002, (4), p. 1021. 
48 C. SANTORIELLO-G. DEZZANI, Il reato di accesso abusivo e trattenimento “abusivi” nel sistema 
informatico, cit., p. 59. 
49 R. FLOR, Art. 615 ter c.p.: natura e funzioni delle misure di sicurezza, cit., p. 111. 
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soggetto abilitato, il quale accedeva al sistema per finalità contrarie ai 
compiti dell’ufficio o, comunque, per ragioni difformi da quelle per le 
quali l’accesso era stato autorizzato. Secondo un primo orientamento, 
tale introduzione non poteva dirsi abusiva - e la condotta era pertanto 
lecita - in virtù della sola autorizzazione, poiché la volontà contraria del 
titolare doveva essere accertata esclusivamente in riferimento al risultato 
immediato della condotta posta in essere, ossia l’accesso ed il 
mantenimento nel sistema50. A conclusioni antitetiche giungeva altra 
giurisprudenza, la quale, assumendo posizioni maggiormente rigorose, 
riconosceva, in siffatte ipotesi, la penale responsabilità della persona per 
il reato di cui all’art. 615-ter c.p.; il carattere di abusività dell’accesso 
risiedeva, in buona sostanza, nella finalizzazione della condotta51. Tale 
contrasto è stato risolto dalle sezioni unite della Corte di cassazione52, 
per le quali le finalità che animano il soggetto agente sono 
penalisticamente irrilevanti, così come è irrilevante il carattere di illiceità 
di quelle ulteriori azioni compiute a seguito dell’accesso; ciò che invece 
assume rilievo determinante ai fini della configurabilità dell’illecito de quo 
sono le eventuali prescrizioni e condizioni imposte dal titolare del 
sistema, le quali, a ben vedere, sono divenute a seguito dell’intervento 
segnalato un vero e proprio presupposto oggettivo del reato53. Nel 
momento in cui il titolare del sistema formula delle prescrizioni che 
disciplinano le modalità di accesso e limita, pertanto, l’autorizzazione 
concessa a terzi, la violazione di tali prescrizioni consente di ritenere 
l’accesso abusivo, poiché realizzato in contrasto con la volontà del 
soggetto che ha diritto di escluderlo. 
Come anticipato, ulteriori fattispecie richiamate dal comma 1 dell’art. 
24-bis, d.lgs. n. 231 del 2001 sono l’intercettazione, impedimento o 
interruzione illecita di comunicazioni informatiche o telematiche - 
prevista dall’art. 617-quater c.p. - e l’installazione di apparecchiature atte ai 
predetti scopi, di cui al successivo art. 617-quinques c.p..   
                                                 
50 C. SANTORIELLO-G. DEZZANI, Il reato di accesso abusivo e trattenimento “abusivi” nel sistema 
informatico, cit., p. 61. In giurisprudenza, ex multis, Cass., sez. VI, 8 ottobre 2008, n. 39290, in 
C.E.D. Cass., rv. 242684. 
51 Tra le tante, Cass., sez. V, 13 febbraio 2009, n. 18006, in C.E.D. Cass., rv. 243602. 
52 Cass., sez. un., 27 ottobre 2011, n. 4694, in Guida dir., 2012, (12), p. 84.  
53 Si veda, il commento di C. PECORELLA, L’attesa pronuncia delle sezioni unite sull’accesso abusivo 
a un sistema informatico: un passo avanti non risolutivo, in Cass. pen., 2012, (11), p. 3681 ss.  
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Entrambe le disposizioni si pongono a tutela del medesimo bene 
giuridico: la riservatezza e l’integrità delle comunicazioni54. L’avverbio 
«fraudolentemente», che compare nell’incipit dell’art. 617-quater c.p., 
impone che l’intercettazione avvenga in modo occulto, sicché sono 
escluse dall’area del penalmente rilevante quelle captazioni effettuate 
«con la consapevolezza del soggetto intercettato»55, nonché quelle 
occasionali, vale a dire «intercettazioni volontarie che sono frutto, però, 
di circostanze non preordinate dal soggetto agente»56. 
Prodromico rispetto all’art. 617-quater c.p. è il successivo art. 617-
quinquies c.p., il quale anticipa la soglia di punibilità, sanzionando quelle 
condotte che si limitano a porre in pericolo l’integrità e la riservatezza 
della comunicazione. Trattasi, in particolare, di un reato di pericolo 
concreto, di talché il giudice dovrà escludere l’illiceità della condotta 
laddove le apparecchiature installate non risultino idonee a provocare 
alcuna intercettazione, interruzione o impedimento della comunicazione 
informatica o telematica57. 
L’art. 24-bis comma 1 d.lgs. n. 231 del 2001 menziona, da ultimo, le 
varie fattispecie di danneggiamento informatico introdotte con la l. n. 48 
del 2008: trattasi dei delitti previsti dall’art. 635-bis e seguenti c.p.. Le 
condotte contemplate dalle disposizioni citate sono molteplici: 
distruzione, deterioramento, cancellazione, alterazione e soppressione. 
Le forme di aggressione ora menzionate si distinguono in ragione della 
gravità del danno cagionato alla integrità del supporto fisico o virtuale. 
                                                 
54 C. PECORELLA, Il diritto penale dell’informatica, Padova, 2006, p. 302; G. CORASANITI, La 
tutela della comunicazione informatica e telematica, in R. BORRUSO-G. BUONOMO-G. CORASANITI-G. 
D’AIETTI, Profili penali dell’informatica, cit., p. 120, individua il bene giuridico tutelato nella 
«sicurezza del sistema informatico o telematico», cioè nella «sua capacità tecnica ed attitudine a 
diffondere e veicolare comunicazioni tra più soggetti non solo in condizioni di effettiva 
affidabilità e di sostanziale fedeltà quanto ai contenuti e alla destinazione dei messaggi, ma 
anche in modo tale da precludere che il circuito liberamente attivato e controllato dai soggetti 
che di tale sistema informatico e telematico si avvalgono possa essere in qualche modo alterato, 
violando il rapporto fiduciario con il gestore della rete o stravolgendo i criteri prescelti circa 
l’accesso alle informazioni». G. PICA, Diritto penale  delle tecnologie informatiche, cit., p. 178, invece, 
individua il bene giuridico tutelato nella «genuinità e (n)ella riservatezza delle comunicazioni», 
ove «la genuinità esprime l’esigenza di autenticità del contenuto e di inviolabilità ab externo della 
tecnologia; la riservatezza […] esprime la perdurante ed innegabile esigenza che anche per le 
comunicazioni telematiche sia tutelata la privacy dei contenuti». 
55 G. PICA, Diritto penale delle tecnologie informatiche, cit., p. 177. 
56 V. PLANTAMURA, La tutela penale delle comunicazioni informatiche e telematiche, in Dir. inf., 2006, 
(6), p. 856. 
57 C. PECORELLA, Il diritto penale dell’informatica, Padova, 2006, p. 305. 
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Così, se per distruzione si intende la manomissione della dato o 
dell’impianto, il deterioramento consiste nella apprezzabile diminuzione 
del valore o dell’utilizzabilità dei medesimi. La cancellazione - che 
coinvolge il solo danneggiamento di dati, informazioni e programmi ex 
art. 635-bis e ter c.p. - si traduce nell’eliminazione dalla memoria fisica del 
computer dell’informazione, impedendone l’utilizzabilità. Non è peraltro 
necessario che il dato venga cancellato in modo irreversibile, posto che la 
giurisprudenza di legittimità ritiene che il reato sussista anche qualora il 
file sia comunque recuperabile58. Infine, mentre per alterazione deve 
intendersi una qualsiasi modifica strutturale del dato, dell’informazione o 
del programma - vale a dire la modifica della versione originaria del file, 
ovvero la limitazione di talune funzionalità proprie di una determinata 
applicazione - il concetto di soppressione appare simile alla cancellazione 
definitiva e permanente senza possibilità di recupero dell’informazione59. 
Il bene giuridico tutelato è rappresentato dall’integrità tanto dei dati, 
dei programmi e delle informazioni, quanto dei sistemi informatici o 
telematici “altrui”. L’art. 1 della Convenzione di Budapest fornisce le 
definizioni di “sistema informatico” e di “dato informatico”, le quali 
contribuiscono a chiarire la portata dei sintagmi, favorendo l’uniformità 
interpretativa. In particolare, il sistema informatico sarebbe costituito da 
«qualsiasi apparecchiatura, dispositivo o gruppo di apparecchiature o 
                                                 
58 In questo senso sembra collocarsi la pur scarna giurisprudenza di legittimità. Cfr., sul 
punto, Cass., sez. V, 5 marzo 2012, n. 8555, in Guida dir., 2012, (14), p. 21 ss., con nota di A. 
STANCHI-A. PEDRONI, La cancellazione di file aziendali è reato di danneggiamento. In particolare, 
afferma la Corte, «nel gergo informatico l’operazione della cancellazione consiste nella 
rimozione da un certo ambiente di determinati dati, in via provvisoria attraverso il loro 
spostamento nell’apposito cestino o in via definitiva mediante il successivo svuotamento dello 
stesso. L’uso dell’inciso per evidenziare il termine “definitivo” è dovuto al fatto che neppure 
tale operazione può definirsi davvero tale, in quanto, anche dopo lo svuotamento del cestino i 
files cancellati possono essere recuperati, ma solo attraverso una complessa procedura tecnica 
che richiede l’uso di particolari sistemi applicativi e presuppone specifiche conoscenze nel 
campo dell’informativa. Di talché, sembra corretto ritenere conforme allo spirito della 
disposizione normativa anche la cancellazione, che non escluda la possibilità di recupero se 
non con l’uso - anche dispendioso - di particolari procedure, integri gli estremi oggettivi della 
fattispecie delittuosa». 
59 Le molteplici definizioni sono elaborate da S. ATERNO, Le fattispecie di danneggiamento, in L. 
LUPÀRIA (a cura di), Sistema penale e criminalità informatica, cit., p. 48 ss. L. PICOTTI, La ratifica della 
Convenzione Cybercrime. Profili sostanziali, cit., p. 713 sottolinea come tra le condotte penalmente 
rilevanti e punite dall’art. 635-quater c.p. rientri anche l’introduzione o la trasmissione di dati, 
informazioni o programmi - due ulteriori ipotesi contemplate dall’art. 5 della Convenzione - 
per colpire specificamente i danneggiamenti realizzabili anche a distanza, mediante programmi 
virus od altri dati “maligni” introdotti o fatti circolare in rete. 
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dispositivi, interconnesse o collegate, una o più delle quali, in base ad un 
programma, eseguono l’elaborazione automatica di dati». Per dato 
informatico, invece, deve intendersi «qualunque rappresentazione di fatti, 
informazioni o concetti in forma idonea per l’elaborazione con un 
sistema informatico, incluso un programma in grado di consentire ad un 
sistema informatico di svolgere una funzione»60. Dunque, se i dati, i 
programmi e le informazioni rappresentano le unità informatiche 
“volatili”, contenute all’interno di un sistema e sono prive di una propria 
corporeità, il sistema informatico o telematico è dato da un qualsiasi 
apparato in grado di svolgere funzioni di elaborazione in modo 
autonomo61.  
La novella del 2008 prevede, come accennato, due nuove fattispecie di 
danneggiamento, le quali ricorrono ove la condotta abbia ad oggetto dati, 
informazioni, programmi, ex art. 635-ter, ovvero sistemi informatici o 
telematici utilizzati dallo Stato o da altro ente pubblico o, comunque, 
beni di pubblica utilità62, ex art. 635-quinques c.p.; la rilevanza 
pubblicistica del bene sul quale ricade l’azione giustifica la configurazione 
delle menzionate fattispecie in termini di reati a consumazione anticipata, 
essendo sufficiente, ai fini della penale responsabilità, che la condotta sia 
«diretta a» provocare la distruzione, il deterioramento, la cancellazione, 
l’alterazione o la soppressione del software ovvero la distruzione, il 
                                                 
60 Cfr. G. DEZZANI, Una nuova ipotesi di reato degli enti collettivi, cit., p. 72. 
61 G. PICA, Reati informatici e telematici, cit., p. 525 s. L’assenza nel dato informatico di una 
consistenza materiale percepibile e la previsione, per il reato de quo, di una procedibilità a 
querela di parte hanno suscitato in dottrina talune perplessità (per osservazioni critiche si veda 
G. MORGANTE, sub art. 5, in Commento articolo per articolo alla l. 18 marzo 2008, n. 48, cit., p. 270. 
Si sostiene, infatti, che la procedibilità condizionata all’istanza di parte comporta la necessità di 
individuare la persona offesa; individuazione che potrebbe essere fondata sull’altruità del 
supporto informatico danneggiato. Tuttavia, l’immaterialità del dato informatico impedisce a 
questo di essere giuridicamente oggetto di “possesso”. Si sarebbe, dunque, preferito 
l’inserimento nel testo legislativo di clausole di antigiuridicità speciale, quale la locuzione “senza 
diritto” prevista dalla Convenzione Cybercrime all’art. 4. In questo senso, L. PICOTTI, La ratifica 
della Convenzione Cybercrime. Profili sostanziali, cit., p. 711. 
62 Con riguardo all’art. 635-ter c.p. si rilevano in dottrina talune perplessità in riferimento al 
concetto di «dati utilizzati dallo Stato». Si osserva come non sia sufficientemente chiaro che 
cosa si intenda con il termine “utilizzati”, ossia se «ei tratta di dati, informazioni che lo Stato o 
l’ente pubblico utilizza in quanto provenienti e formati/creati da altri e trasmessi per 
competenza all’ente statale […] oppure (se) si tratta di dati che comunque lo Stato in qualche 
modo ha inserito nel procedimento tipico della Pubblica Amministrazione come suoi atti 
propri se e in quanto recepiti e procedimentalizzati». Perplessità sollevate da S. ATERNO, Le 
fattispecie di danneggiamento informatico, cit., p. 50. 
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danneggiamento o a rendere, in tutto o in parte, inservibili i sistemi 
informatici de quibus63. 
Il secondo comma dell’art. 24-bis d.lgs. n. 231 del 2001 contempla, 
invece, due figure accessorie64 e prodromiche ai delitti in precedenza 
indicate: specificamente, le fattispecie che qui vengono in rilievo sono 
date dalla detenzione e diffusione abusiva di codici d’accesso a sistemi 
informatici, prevista dall’art. 615-quater c.p., e dalla diffusione di 
apparecchiature, dispositivi o programmi informatici diretti a 
danneggiare o interrompere un sistema informatico o telematico, ex art. 
615-quinquies c.p.. L’anticipazione della soglia di punibilità giustifica il 
diverso edittale sanzionatorio, il cui massimo è fissato in trecento quote.  
L’art. 615-quater c.p. punisce «chiunque, al fine di procurare a sé o ad 
altri un profitto o di arrecare ad altri un danno, abusivamente si procura, 
riproduce, diffonde, comunica o consegna codici, parole chiave o altri 
mezzi idonei all’accesso ad un sistema informatico o telematico protetto 
da misure di sicurezza, o comunque fornisce indicazioni o istruzioni 
idonee al predetto scopo»65. Il legislatore ha individuato, dunque, una 
molteplicità di condotte idonee ad integrare la fattispecie; il precetto vieta 
di entrare in possesso di quelle che potremmo definire genericamente 
password, nonché di realizzare abusivamente una copia di esse, di 
divulgarle a terzi e di svelare il metodo attraverso il quale accedere ad un 
sistema informatico66. Trattasi di condotte tra loro alternative67, le quali 
debbono essere animate da un dolo specifico, ossia l’intenzione di trarre 
profitto dall’attività illecita ovvero danneggiare taluno tramite essa68.  
                                                 
63 L. PICOTTI, La ratifica della Convenzione Cybercrime. Profili sostanziali, cit., p. 714. 
64 G. DEZZANI, Una nuova ipotesi di reato degli enti collettivi, cit., p. 77. 
65 Il comma 2 della disposizione prevede «la reclusione da uno a due anni e la multa da € 
5.164 a €10.329 se ricorre taluna delle circostanze di cui ai numeri 1) e 2) del quarto comma 
dell’art. 617-quater»: ossia, laddove siano acquisiti o diffusi codice di accesso ad un sistema 
informatico o telematico utilizzato dallo Stato o da un altro ente pubblico o da impresa 
esercente servizi pubblici o di pubblica necessità, nonché laddove siano acquisiti o diffusi 
codici di accesso da parte di un pubblico ufficiale o da un incaricato di pubblico servizio, 
ovvero con la qualità di operatore del sistema.  
66 G. D’AIETTI, La tutela dei programmi e dei sistemi informatici, cit., p. 80 ss. 
67 C. SANTORIELLO-V. S. DESTITO-G. DEZZANI-G. AMATO, I reati informatici, Padova, 2010, 
p. 89, ove si riporta (nota 88) concorde giurisprudenza di merito: Trib. Milano, 10 ottobre 
2000, in Foro ambr., 2000, p. 474. 
68 G. PICA, Diritto penale delle tecnologie informatiche, cit., p. 80, il quale evidenzia come «la 
tipicizzazione delle intenzioni del soggetto agente […] impedisce (fortunatamente) l’automatica 
e generica applicazione della norma penale anche a chiunque, per motivi leciti, comunichi ad 
altri una password di accesso ad un sistema informatico». 
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L’opinione dottrinale maggioritaria configura la detenzione o 
diffusione di codici di accesso quale reato di pericolo69, poiché vieta e 
punisce quelle azioni che provocano il solo rischio di una indebita 
introduzione in un sistema informatico, oggetto di autonoma previsione 
da parte del già menzionato art. 615-ter c.p.. Azioni che, di per sé, non 
arrecano alcun danno all’integrità del sistema medesimo.  
Ed è il «contenuto concreto della finalità preventiva»70 a costituire uno 
dei principali tratti distintivi tra l’art. 615-quater ed il successivo art. 615-
quinquies c.p.; mentre il primo è finalizzato, come appena osservato, a 
prevenire gli accessi abusivi a sistemi informatici o telematici puniti 
dall’art. 615-ter c.p., il secondo è volto a prevenire condotte di 
danneggiamento del sistema informatico attraverso la diffusione di 
programmi virus71.  
L’art. 615-quinques c.p. sanziona, infatti, «chiunque, allo scopo di 
danneggiare illecitamente un sistema informatico o telematico, le 
informazioni, i dati o i programmi in esso contenuti o ad esso pertinenti 
ovvero di favorire l’interruzione, totale o parziale, o l’alterazione del suo 
funzionamento, si procura, produce, riproduce, importa, diffonde, 
comunica, consegna o comunque mette a disposizione di altri 
apparecchiature, dispositivi o programmi informatici». 
Il testo della disposizione ha subìto radicali modificazioni a seguito 
della l. n. 48 del 2008; innanzitutto si è assistito alla notevole estensione 
delle condotte tipizzate. Oltre alla diffusione, comunicazione o consegna, 
già previste nella originaria formulazione - sono ora annoverate pure le 
attività di procurarsi, produrre, riprodurre o importare apparecchiature, 
dispositivi o programmi informatici72.  
                                                 
69 G. D’AIETTI, La tutela dei programmi e dei sistemi informatici, cit., p. 77 s. Contra, G. PICA, 
Diritto penale delle tecnologie informatiche, cit., p. 81, il quale configura, quale «obiettivo immediato e 
diretto di tutela, la “riservatezza” dei codici di accesso, che sono giustamente considerati dal 
legislatore alla stregua di qualità personali riservate, in quanto identificatrici della persona». 
70 C. SANTORIELLO-V. S. DESTITO-G. DEZZANI-G. AMATO, I reati informatici, cit., p. 88. 
71 Sempre, C. SANTORIELLO-V. S. DESTITO-G. DEZZANI-G. AMATO, I reati informatici, cit., 
p. 88. 
72 Rilevava la limitatezza delle condotte selezionate, L. PICOTTI, La ratifica della Convenzione 
Cybercrime. Profili sostanziali, cit., p. 708, il quale ritiene che la ristrettezza contenutistica della 
previsione era riconducibile alla volontà «di non anticipare eccessivamente la soglia della 
punibilità, ma (si poneva) in palese contraddizione con l’esigenza stessa di creare un reato 
ostacolo o di mero pericolo, che per essere efficace si sarebbe dovuto riferire ad uno stadio 
preventivo rispetto alla ‘diffusione’ o comunque ‘circolazione’ di siffatti programmi». 
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Inoltre, il legislatore ha recepito le critiche avanzate in dottrina73 in 
relazione all’elemento soggettivo proprio della fattispecie. L’originaria 
formulazione prevedeva solamente il dolo generico, sicché ricadevano 
nell’ambito del penalmente rilevante pure condotte inoffensive74. Per la 
configurabilità del reato, l’attuale formulazione richiede, invece, il dolo 
specifico dell’autore; elemento soggettivo che restringe l’area di 
rimproverabilità a quelle sole condotte finalizzate alla realizzazione 
dell’evento vietato dalla norma75: il danneggiamento del sistema 
informatico o telematico. 
Passando all’analisi del terzo ed ultimo comma dell’art. 24-bis, questo 
prevede la responsabilità dell’ente in ordine a due fattispecie la cui 
peculiarità è rappresentata dall’essere il sistema informatico o telematico 
il mero mezzo di esecuzione del reato e non, come invece accade nelle 
ipotesi contemplate dai primi due commi, l’oggetto materiale della 
condotta76. Trattasi dell’ipotesi delittuosa di cui all’art. 491-bis c.p. - 
rubricata «documento informatico» - e la frode informatica del soggetto 
che presta servizi di certificazione e di firma elettronica, prevista dall’art. 
640-quinquies c.p.77. 
                                                 
73 Sul punto, C. PARODI, Profili penali dei virus informatici, in Dir. pen. proc., 2000, (3), p. 635, la 
quale osserva come sarebbero potute ricadere nell’ambito del penalmente rilevante pure attività 
di studio e ricerca, magari finalizzate proprio allo sviluppo di programmi antivirus. Nello stesso 
senso, L. DEGL’INNOCENTI, sub art. 4, in Commento articolo per articolo alla l. 18.3.2008 n. 48, cit., 
p. 265. Forti critiche sono espresse da L. PICOTTI, La ratifica della Convenzione Cybercrime. Profili 
sostanziali, cit., p. 709 s., il quale osserva come «l’originaria formula che (tali programmi) siano 
‘diretti a danneggiare o interrompere un sistema informatico’ […] è scomparso nel testo della 
nuova norma, essendo stato trasformato in mero oggetto del c.d. dolo specifico tutto il 
contenuto della complessa proposizione, che priva serviva alla qualificazione di dannosità o 
pericolosità oggettive […]. Trasformato nel contenuto della finalità ‘soggettiva’ dell’agente, la 
tipizzazione degli elementi oggettivi di descrizione del reato è stata radicalmente impoverita». 
Contra, P. PERRI, La diffusione di programmi diretti a danneggiare, in L. LUPÀRIA (a cura di), Sistema 
penale e criminalità informatica, cit., p. 75 s. 
74 La novella ha adattato la norma alla previsione del secondo comma dell’art. 6 della 
Convenzione Cybercrime, la quale lasciava facoltà di scelta agli Stati aderenti nella esclusione 
della rilevanza penale di quei comportamenti che, sebbene riferibili alla fattispecie delittuosa, 
non sono determinati dal precipuo scopo di commettere un reato. L. PICOTTI, La ratifica della 
Convenzione Cybercrime. Profili sostanziali, cit., p. 709 s. 
75 Come ricorda P. PERRI, La diffusione di programmi diretti a danneggiare, in L. LUPÀRIA (a cura 
di), Sistema penale e criminalità informatica, cit., p. 74, la relazione al disegno di legge ha spiegato 
come l’elemento soggettivo possa fare da contrappeso rispetto all’accresciuta ampiezza della 
norma. 
76 Sempre G. DEZZANI, Una nuova ipotesi di reato degli enti collettivi, cit., p. 78. 
77 Per un approfondimento circa le fattispecie di falsità informatiche, si rinvia a M. 
SCOLETTA, Il nuovo regime penale delle falsità informatiche, in L. LUPÀRIA (a cura di), Sistema penale e 
criminalità informatica, cit., p. 3 ss. 
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L’art. 491-bis c.p. - introdotto dall’art. 3, l. n. 547 del 1993 e 
modificato dall’art. 3, l. n. 48 del 2008 - prevede l’applicazione delle 
disposizioni contenute nel libro II, titolo VII, capo II anche qualora la 
falsità riguardi «un documento informatico pubblico o privato avente 
efficacia probatoria».  
La questione centrale è rappresentata dalla definizione di ciò che si 
debba intendere con la locuzione “documento informatico”. Il secondo 
ed ultimo periodo, rinvenibile nella formulazione originaria della 
disposizione in esame, definiva tale tipologia di documento come 
«qualunque supporto informatico contenente dati o informazioni avente 
efficacia probatoria o programmi specificamente destinati ad elaborarli». 
Trattavasi di una definizione che non incontrava i favori della dottrina78, 
poiché ricalcava la tradizionale definizione civilistica di “documento”, 
assumendo quale criterio definitorio l’incorporazione materiale79. 
Diversamente, si osservava, la «tutela penalistica sarebbe dovuta andare 
oltre il supporto fisico e avrebbe dovuto proteggere il dato informatico 
in se stesso contro le falsificazioni»80, in quanto la caratteristica essenziale 
del documento informatico è rappresentata dalla naturale scindibilità 
dell’informazione dal supporto che la veicola. 
Il legislatore del 2008 ha opportunamente provveduto ad abrogare tale 
definizione, fermo restando il riferimento all’efficacia probatoria dei dati 
o delle informazioni, che è stato inserito nel primo periodo dell’art. 491-
bis c.p.. La nozione cui riferirsi è divenuta, allora, quella contenuta 
nell’art. 1, lett. p, d.lgs. 7 marzo 2005, n. 82 - cosiddetto “Codice 
dell’amministrazione digitale” (C.a.d.) - per la quale il documento 
informatico consiste nella «rappresentazione informatica di atti, fatti o dati 
giuridicamente rilevanti»81. 
Come anzidetto, l’art. 491-bis c.p. tutt’ora richiede che il documento 
abbia efficacia probatoria. Requisito, questo, che attribuisce alla 
                                                 
78 Sollecitava a chiare lettere un intervento riformatore G. CORRIAS LUCENTE, Diritto penale 
ed informatica. Le nuove fattispecie di reato a confronto con l’evoluzione tecnologica e le nuove sfide della 
criminalità informatica, in Dir. inf., 2003, (1), p. 51 s. 
79 Per una ricostruzione dei requisiti e delle caratteristiche del documento informatico, per 
tutti M. SCOLETTA, Il nuovo regime penale delle falsità informatiche, in L. LUPÀRIA (a cura di), Sistema 
penale e criminalità informatica, cit., p. 3 ss. 
80 P. TONINI, Nuovi profili processuali del documento informatico, in L. DE CATALDO NEUBURGER, 
Scienza e processo penale, cit., p. 429. 
81 I corsivi sono aggiunti da L. PICOTTI, La ratifica della Convenzione Cybercrime. Profili 
sostanziali, cit., p. 703. 
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disposizione in esame natura di norma penale in bianco82, poiché il 
perimetro del fatto illecito viene tracciato mediante l’ausilio di 
normazioni extrapenali. In particolare, primario rinvio è al citato Codice 
dell’amministrazione digitale - come modificato dal d.lgs. 30 dicembre 
2010, n. 235. Le disposizioni in esso contenuto che vengono in rilievo 
sono gli artt. 20 e 21, i quali affermano il generale principio della libera 
valutazione in giudizio della genuinità del documento, tenuto conto delle 
caratteristiche oggettive di qualità, sicurezza, integrità ed immodificabilità 
dello stesso. Il comma 2 dell’art. 21 garantisce, poi, un’efficacia 
probatoria privilegiata ai documenti sottoscritti mediante firma 
elettronica avanzata, qualificata o digitale, che garantisca l’identificabilità 
dell’autore, l’integrità e l’immodificabilità del documento. L’impiego di 
tale misura attribuisce, infatti, al documento informatico l’efficacia 
probatoria prevista dall’art. 2702 c.c.83, per il quale  «la scrittura privata fa 
piena prova, fino a querela di falso, della provenienza delle dichiarazioni 
da chi l’ha sottoscritta, se colui contro il quale la scrittura è prodotta ne 
riconosce la sottoscrizione, ovvero se questa è legalmente considerata 
come riconosciuta». 
L’ultimo reato in grado di determinare la responsabilità dell’ente - ai 
sensi del terzo comma dell’art. 24-bis, d.lgs. n. 231 del 2001 - è 
rappresentato dalla frode informatica del soggetto che presta servizi di 
certificazione di firma elettronica, previsto dall’art. 640-quinquies c.p.84. 
Dal testo della disposizione emerge chiaramente come si tratti di reato 
proprio, a dolo specifico; si punisce, infatti, «il soggetto che presta servizi 
di certificazione di firma elettronica, il quale, al fine di procurare a sé o 
                                                 
82 A. GENTILI, Le tipologie di documento informatico dopo il D.P.R. n. 137/03: effetti sostanziali ed 
effetti probatori, in Dir. inf., 2003, (4/5), p. 681. 
83 Per taluni approfondimenti in ordine all’efficacia probatoria del documento informatico, 
antecedenti alla novella del 2008, si veda F. IZZO, Valore giuridico ed efficacia probatoria del 
documento informatico, in Dir. inf., 2000, (1), p. 213 ss.; M. GROTTO, Regime giuridico del falso 
informatico e dubbi sulla funzione interpretativa dell’art. 491-bis c.p., in Dir. inf., 2006, (4/5), p. 589 ss. 
84 Si precisa come la frode informatica del certificatore possa fondare la responsabilità 
dell’ente solo a condizione che non sia configurabile, nel caso concreto, altresì il delitto di 
frode informatica in danno dello Stato o di altro ente pubblico; la clausola di sussidiarietà 
espressa conduce, infatti, all’applicazione del solo art. 24, d.lgs. n. 231 del 2001, sebbene si 
tratti di fattispecie con elementi costitutivi del tutto eterogenei, poste a tutela di beni giuridici 
non coincidenti. Cfr. G. MORGANTE, Premessa, cit., p. 253. 
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ad altri un ingiusto profitto ovvero di arrecare ad altri un danno, viola gli 
obblighi previsti dalla legge per il rilascio di un certificato qualificato»85.  
La ratio sottesa all’inserimento della nuova fattispecie - introdotta 
dall’art. 5 comma 3 della l. n. 48 del 2008 - risiede nella necessità di 
attribuire rilevanza penale a condotte che non potevano essere sussunte 
nella fattispecie di frode informatica di cui all’art. 640-bis c.p., «in quanto 
nel caso dell’attività di certificazione potrebbero non ricorrere le 
condotte di ‘alterazione del funzionamento di un sistema’ o di 
‘intervento senza diritto su dati, informazioni o programmi»86. 
Talune riserve sono state formulate in dottrina in ordine a tale illecito. 
In primo luogo, si osserva come la fattispecie de qua presenti una 
collocazione sistematica discutibile. Anziché tra i delitti contro il 
patrimonio sarebbe stato maggiormente corretto collocare la 
disposizione tra i reati contro la fede pubblica87, «posto che tale 
fattispecie è accomunata alle falsità informatiche e alla nuova figura 
dell’art. 495-bis c.p. dalla funzionalità alla tutela dell’affidamento 
collettivo nel traffico giuridico informatico»88. 
In secondo luogo, il richiamo alla truffa è solamente nominale, posto 
che la condotta tipica prevista dall’art. 640-quinquies c.p. difetta di tutti gli 
elementi costitutivi della fattispecie di cui all’art. 640 c.p.89:  in essa è del 
tutto assente il requisito della fraudolenza, che dovrebbe caratterizzare le 
condotte di truffa. Semplicemente si rinvia alla violazione delle 
procedure di certificazione stabilite dalla legge, da individuarsi nelle 






                                                 
85 Per un commento, si rinvia a M. GROTTO, Reati informatici e Convenzione Cybercrime: oltre 
la truffa e la frode informatica: la «frode del certificatore», in Dir. inf., 2009, (1), p. 139 ss. 
86 L. PICOTTI, La ratifica della Convenzione Cybercrime. Profili sostanziali, cit., p. 706, il quale 
riporta quanto sostenuto nella relazione ministeriale alla l. n. 48 del 2008. 
87 In tal senso, C. SARZANA DI SANT’IPPOLITO, Informatica, internet e diritto penale, cit., p. 652. 
88 M. SCOLETTA, Il nuovo regime penale delle falsità informatiche, cit., p. 28. 
89 G. MORGANTE, sub art. 5, in Commento articolo per articolo alla l. 18.3.2008 n. 48, cit., p. 273. 
90 Sempre, L. PICOTTI, La ratifica della Convenzione Cybercrime. Profili sostanziali, cit., p. 706.  
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 





§ 3. SANZIONI INTERDITTIVE E RIFLESSI CAUTELARI DELL’ART. 24-
BIS. 
 
Delineate le fattispecie di reati informatici in grado di determinare la 
responsabilità dell’ente, deve osservarsi come il corredo sanzionatorio 
previsto dall’art. 24-bis non si esaurisca nelle pene pecuniarie per essi 
previste. Alla commissione di reati informatici ad opera di persone apicali 
o subordinate, nell’interesse o a vantaggio dell’ente, consegue, infatti, 
l’irrogazione pure di sanzioni interdittive, le quali sono tipizzate nel 
quarto ed ultimo comma della citata disposizione.  
In particolare, in esso si prevede che, per quanto concerne i reati di 
cui al primo comma si applichino le sanzioni dell’interdizione 
dall’esercizio dell’attività, della sospensione o revoca delle autorizzazioni, 
licenze o concessioni funzionali alla commissione dell’illecito e del 
divieto di pubblicizzare beni o servizi. La commissione di un reato 
informatico previsto al comma 2 della norma incriminatrice comporta 
l’irrogazione delle medesime sanzioni interdittive, eccezion fatta per 
l’interdizione dall’esercizio dell’attività. Infine, si prevede che nei casi di 
condanna per uno dei delitti indicati nel comma 3 vengano applicate le 
interdizioni previste dall’art. 9 comma 2 lett. c, d ed e, ossia il divieto di 
contrattare con la pubblica amministrazione, salvo che per ottenere la 
prestazione di un pubblico servizio, l’esclusione da agevolazioni, 
finanziamenti, contributi o sussidi e l’eventuale revoca di quelli concessi 
e la sanzione del divieto di pubblicizzare beni o servizi. 
Non può sfuggire la severità del corredo sanzionatorio previsto. E tali 
misure divengono ancor più invasive laddove si consideri che il 
legislatore ha proceduto ad una anticipazione dei loro effetti. L’art. 45 del 
decreto introduce, infatti, un perfetto parallelismo tra sanzioni e cautele; 
parallelismo che ha portato la dottrina a definire le misure cautelari 
interdittive previste una «criptopena, […] più protesa ad anticipare la 
decisione che a svolgere una funzione strumentale al processo»91. 
                                                 
91 G. FIDELBO, Le misure cautelari, cit., p. 504. Contra, F. NUZZO, Le misure cautelari, in Dir. 
pen. proc., 2001, (12), p. 1488. Sottolinea i pericoli derivanti da una impropria sovrapposizione 
tra cautele e sanzioni F. PERONI, Il sistema delle cautele, in G. GARUTI (a cura di), Responsabilità 
degli enti, cit., p. 246, il quale rileva una «identità funzionale eccessivamente appiattita sul crisma 
sanzionatorio». In giurisprudenza, Trib. Salerno, uff. g.i.p., ord. 28 marzo 2003, in Foro it., 
2004, II, c. 435. 
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L’incisività di siffatte cautele è manifesta92, poiché il loro carattere 
temporaneo è, in taluni casi, meramente apparente93; è il caso della 
revoca delle autorizzazioni, licenze e concessioni94 - che si ricorda essere 
prevista in caso di commissione dei reati previsti dal primo comma 
dell’art. 24-bis - poiché «decorso il tempo fissato nella sentenza di 
condanna come durata della sanzione […] la persona giuridica non ha 
infatti un diritto a vedere ripristinata la propria posizione giuridica 
derivante dalla concessione, licenza o autorizzazione sospesa, sicché 
l’effetto concreto della sanzione stessa è destinato a propagarsi oltre il 
termine normativamente fissato»95. Si è dubitato, dunque, 
dell’applicabilità di tale misura in sede de libertate, poiché essa appare priva 
di quel connotato di temporaneità che necessariamente deve connotare 
l’applicazione di una qualsivoglia misura cautelare. L’unica soluzione 
ammissibile sembra, dunque, essere l’esclusione dell’impiego della revoca 
dei provvedimenti autorizzativi in sede cautelare «in ragione della natura 
irreversibile dei suoi effetti, riconoscendo uno spazio applicativo 
unicamente alle ipotesi di loro sospensione»96.  
                                                 
92 Come afferma C. PIERGALLINI, I reati presupposto della responsabilità dell’ente e l’apparato 
sanzionatorio, in G. LATTANZI (a cura di), Reati e responsabilità degli enti, cit., p. 229; trattasi di 
sanzioni «incapacitanti, che possono paralizzare l’attività dell’ente (interdizione dallo 
svolgimento dell’attività), oppure condizionarla attraverso la limitazione della sua capacità 
giuridica». Cfr. Relazione governativa, cit., p. 32. 
93 A. TRAVI, La responsabilità della persona giuridica, cit., p. 1307. 
94 Cfr. F. PERONI, Il sistema delle cautele, cit., p. 248. 
95 Così F. MUCCIARELLI, Le sanzioni interdittive temporanee nel d.lgs. n. 231/2001, in E. 
DOLCINI-C. E. PALIERO (a cura di), Studi in onore di Giorgio Marinucci, Milano, 2006, vol. III, p. 
2504. 
96 A. PRESUTTI, Le cautele interdittive nel processo de societate al vaglio della sperimentazione 
applicativa, in P. CORSO-F. PERONI (a cura di), Studi in onore di Mario Pisani, Piacenza, 2010, vol. 
I, p. 709 s. Con riferimento alla cautela individuata tramite il combinato disposto degli artt. 45 
e 9 comma 2 lett. d), l’Autrice ricorda come i primi commentatori escludevano l’applicabilità in 
sede de libertate di tali misure, mentre la giurisprudenza non era restia a ritenere tale irrogazione 
assolutamente logica e giustificabile. Secondo una seconda lettura, ricorda l’Autrice, 
«osservando che la revoca dei vantaggi economici è testualmente definita eventuale e prevista 
congiuntamente alla loro esclusione, si reputa che ambedue sostanziano una fattispecie unitaria 
e inscindibile così da precludere l’applicazione autonoma della revoca della misura che, 
semmai, può accedere alla sua esclusione, rafforzandone l’efficacia. Sul piano concreto, ne 
deriva che la citata esclusione delle agevolazioni finanziarie si riduce ad una inibizione 
temporanea del beneficio, indubbiamente evitando all’ente di fruirne in futuro; ove se ne 
dispone pure la revoca, ad essa si aggiunge un effetto sospensivo dei finanziamenti in corso di 
erogazione che, nondimeno, lascia indenni quelli già percepiti». Una interpretazione 
giurisprudenziale adeguatrice è riportata da G. FIDELBO, Le misure cautelari, cit., p. 508, nota 10; 
interpretazione secondo la quale tali misure, in sede cautelare, presentano necessariamente il 
connotato della temporaneità, dovendosi così parlare non di revoca o sospensione bensì di 
sospensione temporanea. 
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Deve poi essere evidenziato come le sanzioni interdittive previste dal 
quarto comma dell’art. 24-bis rappresentino un elenco tassativo. Il tenore 
letterale dell’art. 45 potrebbe portare ad ammettere la possibilità di 
ricorrere in sede cautelare a ciascuna delle sanzioni interdittive previste 
dall’alinea dell’art. 9, d.lgs. n. 231 del 2001; è, tuttavia, giusta opinione 
comune che tale interpretazione97 non possa trovare accoglimento. Ciò 
poiché il limite intrinseco all’applicabilità indiscriminata di una 
qualsivoglia misura interdittiva si rinviene nel capoverso dell’art. 4698, per 
il quale la comminatoria di misure interdittive è impedita non solo 
quando per un reato presupposto sia prevista l’irrogazione della sola 
pena pecuniaria, bensì pure quando una specifica sanzione interdittiva 
non risulti essere applicabile all’esito del procedimento99.  
Quanto ora ricordato consente di definire il perimetro tipologico delle 
misure interdittive suscettibili di applicazione, ma non affronta la 
questione centrale circa i presupposti di applicazione delle cautele; 
presupposti la cui definizione è stata di fatto demandata all’opera 
ermeneutica di dottrina e giurisprudenza100, posto che l’art. 45 citato 
appare talmente generico da generare dubbi di legittimità costituzionale 
in punto di determinatezza101. 
La disposizione presenta l’ordinario «schema diadico»102 che a fianco 
del fumus boni iuris prevede la necessaria sussistenza del periculum. La 
gravità indiziaria - i cui canoni valutativi non differiscono in tale sede da 
quelli elaborati nell’ambito del procedimento de libertate ordinario103 - 
                                                 
97 Definita «aberrante» da P. MOSCARINI, Le cautele interdittive penali contro gli enti, in Riv. dir. 
proc., 2003, (4), p. 1111 s. 
98 Per il quale «ogni misura cautelare deve essere proporzionata all’entità del fatto e alla 
sanzione che si ritiene possa essere applicata all’ente». 
99 M. CERESA GASTALDO, Il «processo alle società», cit., p. 39. In giurisprudenza, Cass., sez. II, 
26 febbraio 2007, n. 10500, in Riv. trim. dir. pen. ec., 2008, (3), p. 725 ss., con nota di I. ABRUSCI, 
Misure cautelari e sanzioni agli enti: proporzione o rigidità normativa? 
100 A. PRESUTTI, Le cautele interdittive nel processo de societate, cit., p. 705. 
101 G. PAOLOZZI, Vademecum, cit., p. 149 s. In senso opposto la giurisprudenza di 
legittimità, per la quale il principio della riserva di legge, nelle sue molteplici accezioni, è 
rispettato dall’art. 45, il quale indica i precisi presupposti che ne escludono ogni possibile 
applicazione arbitraria e rendono ragionevole l’inflizione, a fini preventivi, della misura 
cautelare. Cfr. S. BELTRANI, La compatibilità del sistema cautelare del d.lgs. 231/2001 con il principio 
della riserva di legge, (commento a Cass., sez. VI, 16 febbraio 2012, n. 6248), in La responsabilità 
amministrativa delle società e degli enti, 2012, (4), p. 155 ss.  
102 F. NUZZO, Le misure cautelari, cit., p. 1488. 
103 Si veda, per l’autorevolezza dell’intervento, Cass., sez. un., 21 aprile 1995, n. 11, in Cass. 
pen., 1995, (10), p. 2840 ss.; tra le sezioni semplici, successive alla modifiche all’art. 273 c.p.p. 
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coinvolge la fattispecie complessa dell’illecito amministrativo dipendente 
da reato. Precisamente, oltre ai criteri di ascrizione del reato all’ente 
previsti dagli artt. 5, 6 e 7 del d.lgs. n. 231 del 2001 - che rappresentano il 
dato fenomenico essenziale - il principio di corrispondenza tra cautela e 
sanzione in concreto irrogabile impone la valutazione di quegli ulteriori 
elementi prescritti dall’art. 13 lett. a104, ossia l’aver l’ente tratto un 
profitto di rilevante entità e l’essere il reato stato commesso da soggetti 
apicali ovvero subordinati, quando la commissione sia stata determinata 
dal deficit organizzativo. 
Tale ultima disposizione menziona altresì la reiterazione degli illeciti 
(art. 13 comma 2 lett b). Circostanza che non sembra tuttavia dover 
essere accertata ai fini cautelari, posto che implica per la sua 
configurabilità un quid fattuale - l’effettiva “ricaduta criminale” 
dell’ente105 - incompatibile con l’esigenza cautelare prevista dall’art. 45, 
                                                                                                                            
introdotte con la l. n. 63 del 2001, per tutte, Cass., sez. IV, 6 luglio 2007, n. 37878, in C.E.D. 
Cass., rv. 237475. 
104 Sul punto, F. NUZZO, Le misure cautelari, cit., p. 1489. Concordi A. BASSI-T. E. 
EPIDENDIO, Enti e responsabilità da reato, cit., p. 397; G. GARUTI, Il processo “penale” agli enti a dieci 
anni dalla nascita, in Dir. pen. proc., 2011, (7), p. 792. Nella giurisprudenza di merito, Trib. 
Agrigento, 18 luglio 2005, in Giur. mer., 2005, (5), p. 1258, ove si è esclusa la possibilità di 
disporre in via cautelare la restituzione di un finanziamento già erogato, posto che tale effetto 
sarebbe proprio soltanto della sanzione definitiva, mentre la finalità di vedere conservato il 
patrimonio societario avrebbe potuto essere perseguita attraverso il sequestro conservativo. 
Nella giurisprudenza di legittimità si veda Cass., sez. II, 26 febbraio 2007, n. 10500, cit., p. 803, 
nonché Cass., sez. II, 20 dicembre 2005, n. 3615, in C.E.D. Cass., rv. 232958, la quale afferma 
che il profitto di rilevante entità costituisce presupposto necessario; questo, tuttavia, non deve 
essere determinato nel suo esatto ammontare, ma può essere altresì dedotto dalla natura e dal 
volume dell’attività d’impresa. In tale ultimo senso, Cass., sez. VI, 19 ottobre 2005, n. 44992, in 
C.E.D. Cass., rv. 232623. 
105 L’effettiva recidivanza dell’ente potrà, tutt’al più, costituire un elemento idoneo a 
ritenere fondato il pericolo di ulteriore reiterazione dell’illecito. La mancata previsione di 
misure cautelari in caso di pericolo di inquinamento probatorio è dovuta alla convinzione che 
le misure cautelari adottabili nei confronti della persona fisica costituissero sufficiente tutela. 
Cfr. G. MAZZOTTA, Le misure cautelari, in A. D’AVIRRO-A. DI AMATO (a cura di), La 
responsabilità da reato degli enti, cit., p. 871. Scelta apparsa discutibile in dottrina. Si veda A. 
PRESUTTI, sub art. 45, in A. PRESUTTI-A. BERNASCONI-C. FIORIO (coord. da), La responsabilità 
degli enti, cit., p. 411. Nulla quaestio, invece, in ordine alla mancata previsione del pericolo di 
fuga, stante il difetto del «sostrato biologico». Si veda A. BASSI-T. E. EPIDENDIO, Enti e 
responsabilità da reato, cit., p. 416, ove si sottolinea che anche laddove si volesse assimilare alla 
fuga la trasformazione dell’ente che lo sottraggano al processo ovvero a forme di sottrazione 
dei beni con i quali l’ente dovesse far fronte alle proprie responsabilità, dette esigenze risultano 
comunque salvaguardate nel decreto attraverso le norme di cui alla sezione seconda e del capo 
secondo. Nello stesso senso C. FRANZONI, Il sistema sanzionatorio e cautelare. Riflessioni 
sull’effettività, in A. BERNASCONI (a cura di), Il processo penale de societate, cit., p. 143. 
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vale a dire il mero pericolo di reiterazione di un reato della stessa 
indole106. 
Ciò posto, sembra possibile affermare che taluni dei reati richiamati 
dall’art. 24-bis, d.lgs. n. 231 del 2001 non sembrano in grado di condurre 
all’applicazione di misure interdittive. È il caso, ad esempio, del delitto di 
cui all’art. 617-quinques c.p., ossia l’installazione di apparecchiature atte ad 
intercettare, impedire o interrompere illecitamente comunicazioni 
informatiche o telematiche, nonché degli artt. 615-quater e quinquies c.p., 
vale a dire la detenzione o diffusione abusiva di codici d’accesso a sistemi 
informatici e la diffusione di apparecchiature, dispositivi o programmi 
informatici diretti a danneggiare o interrompere un sistema informatico o 
telematico. 
Si tratta, infatti, di fattispecie il cui minimo comune denominatore è 
rappresentato dalla qualificazione in termini di reato di pericolo. 
L’anticipazione della soglia di punibilità esclude la realizzazione di un 
evento inteso in senso naturalistico, sicché la condotta tipizzata dalle 
disposizioni richiamate non è in grado di dar vita ad una “sequela di 
eventi” capace di generare per la persona giuridica quel profitto di 
rilevante entità, che è elemento indefettibile per l’applicazione di una 
misura interdittiva, soprattutto in sede cautelare. 
Esclusa nelle ipotesi de quibus l’applicabilità di cautele interdittive per 
ragione che potremmo definire di incompatibilità strutturale, deve 
accennarsi - a completamento di questa breve panoramica in merito al 
momento cautelare del processo penale de societate - a quelle ulteriori 
disposizioni ostative all’applicazione di misure cautelari,  
indipendentemente dalla tipologia di reato presupposto consumato. 
Trattasi, in primo luogo, dell’art. 13 comma 3107; norma, questa, che 
impedisce - tramite il rinvio all’art. 12 comma 1 - la comminatoria di 
sanzioni interdittive nel caso in cui la condotta illecita sia stata posta in 
essere nel prevalente interesse proprio o di terzi - ed il vantaggio ricavato 
dall’ente sia stato minimo - nonché in caso di danno patrimoniale di 
                                                 
106 Apprezzamenti sono stati manifestati in dottrina verso il riferimento all’indole 
dell’illecito commesso - anziché alla specie - poiché caratterizzato da maggiore precisione 
terminologica, consentendo un immediato riferimento alla definizione di cui all’art. 101 c.p.. 
Cfr. F. PERONI, Il sistema delle cautele, cit., p. 250; P. MOSCARINI, Le cautele interdittive penali contro 
gli enti, cit., p. 1117; R. BRICCHETTI, Il sistema delle cautele, cit., p. 214. 
107 G. PAOLOZZI, Vademecum, cit., p. 147. 
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particolare tenuità. In secondo luogo, rileva l’art. 17, d.lgs. n. 231 del 
2001, per il quale non potrà trovare applicazione alcuna cautela nei 
confronti dell’ente nel caso in cui questo ponga in essere comportamenti 
autoriparatori, i quali comprovano la resipiscenza collettiva108 e rendono 
superflui i meccanismi interdittivi previsti109. La disposizione è protesa al 
contenimento del momento punitivo; privilegia e potenzia la vocazione 
tipicamente specialpreventiva110 del sistema, richiedendo che prima della 
dichiarazione di apertura del dibattimento l’ente risarcisca integralmente 
il danno ed elimini le conseguenze dannose o pericolose del reato o, 
comunque si adoperi in tal senso, nonché che adotti idonei compliance 




                                                 
108 Sul punto, R. BRICCHETTI, Anticipo sulla «pena» con il sequestro preventivo, in Guida dir., 2001, 
(26), p. 93, nonché G. GARUTI, Il processo “penale” agli enti, cit., p. 792.. 
109 La centralità, anche in tale sede, della compliance aziendale dà luogo a talune riserve; si è 
sostenuto in dottrina che la previsione di trattamenti leviori «a fronte di restituzioni e 
spontaneo ravvedimento durante il processo, per un verso, rischia di propiziare ammissioni di 
colpa e assunzione di comportamenti riparatori che prescindono dall’accertamento dell’illecito 
[…] e, per altro verso, determinano il rischio che ad essere puniti […] siano coloro che non 
collaborano e non si riallineano spontaneamente al canone della legalità più che coloro che 
abbiano commesso illeciti amministrativi». Cfr. C. FRANZONI, Il sistema sanzionatorio e cautelare, 
cit., p. 107 s. Concorde A. PRESUTTI, Le cautele interdittive nel processo de societate, cit., p. 722, ove 
si afferma che il modello organizzativo ex post è uno strumento «perfettamente in linea con la 
finalità specialpreventiva, ma che si appalesa in pieno contrasto con i canoni costituzionali del 
sistema processuale, primo tra tutti la presunzione di innocenza». 
110 P. DI GERONIMO, Responsabilità da reato degli enti: l’adozione di modelli organizzativi post factum 
ed il commissariamento giudiziale nell’ambito delle dinamiche cautelari, in Cass. pen., 2004, (1), p. 258. 
111 Si è precisato in dottrina come l’adozione di protocolli organizzativi successivamente al 
verificarsi del reato presupposto si differenzi dal generale onere organizzativo previsto dall’art. 
6, d.lgs. n. 231 del 2001. L’attività preventiva realizzata tramite l’elaborazione del modello post 
factum non coinvolge, infatti, la totalità dei reati presupposto contemplati dallo stesso decreto, 
ma attiene alla sola fattispecie in concreto verificatasi. In tal senso depone il tenore letterale 
dell’art. 17, lett b. Cfr. G. AMATO, Con l’eliminazione delle situazioni di rischio le misure cautelari 
diventano superflue, in Guida dir., 2003, (31), p. 72. In giurisprudenza, Trib. Roma, uff. g.i.p., ord. 
4 aprile 2003, in Cass. pen., 2003, (10), p. 2803. Si precisa, poi, che se, da un lato, tale restrizione 
del rischio-reato da prevenire agevola la persona giuridica, dall’altro lato le soluzioni cui la 
medesima perviene saranno sottoposte ad una valutazione maggiormente rigorosa, poiché, 
ferma restando la natura prognostica del giudizio di indoneità, occorrerà che il modello 
adottato - tenendo conto della ‘storia’ dell’ente ed i ‘segnali di ‘rischio’ che questa ha 
evidenziato - colmi «le carenze dell’apparato organizzativo e operativo dell’ente che hanno in 
concreto favorito la commissione dell’illecito». Cfr. P. DI GERONIMO, Responsabilità da reato degli 
enti, cit., p. 261. In giurisprudenza, Trib. Roma, uff. g.i.p., ord. 4 aprile 2003, in Cass. pen., 2003, 
(10), p. 2803. 
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§ 4. LA PREDISPOSIZIONE DI MODELLI ORGANIZZATIVI IN TEMA DI 
REATI INFORMATICI. 
 
Le peculiarità del delitto informatico non alterano la struttura 
imputativa dell’illecito all’ente112. Verificatosi uno dei reati previsti 
dall’art. 24-bis, d.lgs. n. 231 del 2001, la persona giuridica risponderà di 
questo laddove sussistano i criteri ascrittivi previsti dagli artt. 5, 6 e 7 del 
decreto: la commissione del reato ad opera del management aziendale, 
ovvero di personale dipendente, nell’interesse o nel vantaggio 
dell’impresa; commissione resa possibile da un deficit organizzativo, 
consistente nell’assenza di modelli di compliance ovvero nell’inadeguatezza 
di quelli adottati al fine di prevenire lo specifico rischio-reato113. 
Il ricorso ad adeguati modelli di organizzazione e controllo è 
imprescindibile e la loro adozione ed attuazione, per quanto concerne lo 
specifico rischio di commissione di reati informatici, non differisce in 
alcun modo rispetto all’ordinario procedimento di risk management.  
La fase preliminare di process assessment - che si sostanzia in una sorta di 
check up aziendale, il cui obiettivo è ricostruire l’organigramma 
dell’impresa ed i singoli processi aziendali114 - consente di individuare 
con precisione l’architettura dell’ente in ogni sua minima componente; 
attività irrinunciabile e da condurre in modo scrupoloso soprattutto 
laddove si tratti di prevenzione del rischio di commissione di reati di cui 
all’art. 24-bis del decreto n. 231 del 2001, stante l’elevato livello di 
diffusione di strumenti informatici nelle odierne realtà aziendali.  
Ed un siffatto livello di informatizzazione dei processi produttivi 
rende ciascun settore una potenziale area sensibile; ne consegue che dalla 
cosiddetta mappatura delle aree di rischio «difficilmente […] potrà 
(essere) esclu(sa) qualche area o qualche processo operativo dell’ente, 
anche perché, a differenza di altri reati presupposti, i reati informatici 
sono commissibili non tanto nello svolgimento di specifiche attività ma 
in funzione dell’utilizzazione degli strumenti informatici e alla condizione 
                                                 
112 H. BELLUTA, Cybercrime e responsabilità degli enti, cit., p. 89 s. 
113 In ordine ai criteri di imputazione dell’illecito all’ente collettivo, v. retro cap. II. 
114 S. BARTOLOMUCCI, Corporate governance, ci., p. 211. 
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del possesso, da parte di chi vuole commetterli, dell’indispensabile livello 
di competenza informatica»115.  
Tale generalizzazione si muove, all’evidenza, sul terreno della mera 
possibilità; tuttavia, la prevenzione richiesta dal d.lgs. n. 231 del 2001 
impone l’adozione di quelle misure volte ad evitare un rischio concreto 
di verificazione di un reato presupposto, in specie di uno dei reati 
previsti dall’art. 24-bis del decreto stesso116. Ed è attraverso la cosiddetta 
risk identification - «finalizzata alla ricerca e alla selezione degli eventi e 
delle variabili che devono essere monitorati al fine di difendere i livelli di 
risultato conseguibili allo stato attuale o ipotizzati nel processo di 
pianificazione»117 - che vengono identificate - e cristallizzate nel 
cosiddetto documento As Is118 - le aree vulnerabili, in ordine alle quali 
risulta necessario procedere all’adozione di specifici protocolli finalizzati 
a colmare il gap di allineamento119, ossia lo scostamento esistente tra la 
situazione organizzativa rilevata e quella che, invece, rappresenterebbe il 
paradigma di una corretta compliance120. A tal proposito, occorre 
procedere ad una valutazione globale dell’assetto informatico della 
struttura aziendale, attraverso la definizione - grazie all’ausilio di un 
responsabile informatico interno, ove presente - dello “stato dell’arte 
informatica” dell’ente; deve essere tenuto in debita considerazione non 
solo il livello di diffusione, più o meno capillare, della strumentazione 
informatica, bensì pure la configurazione delle reti aziendali - la cui 
complessità dipenderà dall’esistenza, o meno, di filiali, succursali, etc. - la 
tipologia di programmi utilizzati in azienda121 e quelle che sono le 
precauzioni minime in materia di sicurezza informatica già adottate. 
                                                 
115 In questi termini, G. DEZZANI-L. DELL’AGNOLA, L’implementazione del modello 
organizzativo, gestionale e di controllo negli enti collettivi a seguito dell’inserimento di reati informatici tra reati 
presupposti ex d.lgs. 231/2001 operato dalla legge 48/2008, in La responsabilità amministrativa delle 
società e degli enti, 2009, (3), p. 70. 
116 G. CORRIAS LUCENTE, sub art. 7, cit., p. 192. 
117 S. BOZZOLAN, Il risk assessment, cit., p. 72. 
118 Sul punto, il rinvio è a T. E. ROMOLOTTI, Modelli organizzativi e soluzioni applicative, cit., p. 
268. 
119 Sempre T. E. ROMOLOTTI, Modelli organizzativi e soluzioni applicative, cit., p. 270. 
120 Tipiche aree sensibili saranno rappresentante, a titolo meramente esemplificativo, dalla 
gestione delle attività di accesso ai sistemi informatici o telematici e alle connesse applicazioni; 
le attività di manutenzione dei sistemi informatici e di accesso alle applicazioni; le attività di 
manutenzione di hardware e software; le attività di produzione, archiviazione, diffusione di 
documenti informatici interni. 
121 A seconda del sistema operativo impiegato per lo svolgimento dell’attività lavorativa, 
infatti, muta il grado di protezione intrinseco; basti pensare come i sistemi operativi 
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Definito, dunque, nei suoi tratti principali il sistema informatico 
esistente, diviene possibile elaborare un progetto di sicurezza, il 
cosiddetto target of evaluation122, grazie al quale formalizzare i livelli di 
protezione richiesti, innanzitutto attraverso l’integrazione dei precetti 
deontologici contenuti nel codice etico123 relativi all’affidamento, la 
custodia e l’impiego degli strumenti informatici124. 
Formalizzati i principi generali cui deve essere ispirato il 
comportamento individuale, la puntuale regolamentazione delle modalità 
di gestione e di utilizzazione dei vari device aziendali deve essere 
contenuta nei protocolli preventivi, che costituiscono l’ossatura 
fondamentale del modello organizzativo di prevenzione. Ed in ragione 
della peculiare “immaterialità” dei reati informatici, sembra opportuno 
definire regole che «consentano la più ampia tracciabilità possibile 
dell’accaduto, così da ritagliare chirurgicamente le eventuali 
responsabilità delle persone fisiche»125. 
In termini generali, sembra possibile affermare che per il 
raggiungimento di tale risultato un utile strumento potrebbe essere 
rappresentato dalla previsione di sistemi di autorizzazione e di 
autenticazione126. Il sistema di autorizzazione comporta una 
frammentazione dei livelli di accessibilità alle strutture informatiche127, da 
                                                                                                                            
maggiormente diffusi (Windows) «utilizzano sistemi di caching delle password, i quali consentono 
all’utente di ottenere l’autenticazione anche nel caso in cui il Domain Controller non sia 
disponibile. E numerosi sono i programmi che, sfruttando tale vulnerabilità sono in grado di 
recuperare password di log in, di file, dei form di intenet explorer». 
122 G. DEZZANI, Una nuova ipotesi di reato degli enti collettivi, cit., p. 78, il quale definisce il target 
of evaluation come la «valutazione di cosa devo proteggere, di quanto vale economicamente e 
soprattutto quanto posso (o devo) spendere per la sua protezione». 
123 H. BELLUTA, Cybercrime e responsabilità degli enti, cit., p. 108. Per un approfondimento in 
ordine alle norme comportamentali relative all’uso di strumenti informatici, G. ZICCARDI, Etica 
e informatica, Milano, 2009.  
124 G. DEZZANI-L. DELL’AGNOLA, L’implementazione del modello organizzativo, cit., p. 69. 
125 H. BELLUTA, Cybercrime e responsabilità degli enti, cit., p. 108 s. Agevolare l’individuazione 
del responsabile consentirebbe, infatti, di ovviare ai rischi connessi alla previsione di cui all’art. 
8, d.lgs. n. 231 del 2001, per la cui operatività quello dei reati informatici sembra essere terreno 
privilegiato. Cfr. P. GALDIERI, Le aziende non possono più “snobbare” i reati informatici, in 
www.inerlex.it, p. 2. 
126 G. DEZZANI-L. DELL’AGNOLA, L’implementazione del modello organizzativo, cit., p. 73. 
127 Si potrebbe procedere ad una classificazione dei diversi locali aziendali, distinguendo tra 
quelli accessibili al pubblico o al personale, senza eccezioni, e quelli invece che richiedono 
l’attribuzione di apposita autorizzazione, poiché contenenti sistemi informatici attraverso i 
quali potrebbero essere commessi i reati presupposto previsti dall’art. 24-bis, d.lgs. n. 231 del 
2001. E sarebbe altresì auspicabile la predisposizione di metodi di controllo condotti 
direttamente dal personale. 
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un lato, ed ai software aziendali, dall’altro, sulla base delle qualifiche e dei 
ruoli ricoperti dal singolo all’interno della struttura collettiva. La 
limitazione alle possibilità di accesso fisico alle aree informatizzate 
dovrebbe poi essere accompagnata da strumenti di autenticazione 
individuale - si pensi, a titolo esemplificativo, ai diffusi badge aziendali - i 
quali consentono di registrare - elettronicamente ovvero, con l’ausilio del 
personale, su appositi registri cartacei - le generalità, gli ingressi e le uscite 
dai locali ad accessibilità limitata. Restrizioni ancor più rigide 
dovrebbero, infine, essere previste per quanto concerne gli accessi ai 
locali aziendali adibiti alla custodia di server, copie di back up, cablaggi, 
etc., trattandosi di supporti e strutture di rete che, ai fini della 
prevenzione del rischio-reato, richiedono un maggior grado di 
protezione128.  
Specifiche procedure di autenticazione devono, poi, essere 
predisposte anche per quanto riguarda l’effettivo utilizzo dei device 
aziendali da parte del personale autorizzato. Precauzione immediata e di 
semplice attuazione è data dalla attribuzione di username e password 
individuali129, che «permettono di individuare in modo puntuale la 
condotta degli utenti nella corretta esecuzione delle funzioni di log in e di 
log out»130. Siffatta attribuzione di credenziali d’accesso non è, tuttavia, di 
per sé sufficiente; posto che il comportamento individuale rappresenta la 
variabile maggiormente critica e meno controllabile131, la riservatezza di 
tali dati deve essere concretamente garantita attraverso l’adozione di 
specifici protocolli, atti a regolamentare le modalità di sostituzione 
periodica delle credenziali di ciascun operatore. 
L’attività di prevenzione deve poi prevedere la proceduralizzazione 
delle attività informatiche che con maggiore probabilità possono 
condurre alla consumazione di uno dei reati presupposto di cui all’art. 
24-bis, d.lgs. n. 231 del 2001; trattasi, in altri termini, di introdurre 
limitazioni alle possibilità di impiego degli elaboratori. Ciò riguarda, ad 
                                                 
128 Per tale ragione, l’accesso a tali locali dovrebbe essere limitato ai responsabili dei servizi 
informatici ed ai tecnici addetti alla manutenzione e riparazione. 
129 G. CORRIAS LUCENTE, sub art. 7, cit., p. 191 s. 
130 G: DEZZANI-L. DELL’AGNOLA, L’implementazione del modello organizzativo, cit., p. 73. 
131 Così F. LEDDA-P. GHINI, L’importanza della regolamentazione dell’uso degli strumenti elettronici, 
di internet e della posta elettronica in azienda anche ai fini della prevenzione della responsabilità 
amministrativa da reato informatico, in La responsabilità amministrativa delle società e degli enti, 2009, (3), 
p. 84. 
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esempio, l’utilizzo dei programmi di posta elettronica, chat e peer-to-peer, 
così come l’attribuzione di privilegi in via esclusiva all’amministratore del 
sistema per quanto concerne l’installazione di programmi che non siano 
propri del database aziendale132. Con riferimento alla navigazione sul web 
sarebbe auspicabile che i protocolli di prevenzione non si limitassero alla 
formalizzazione di generici divieti, ma che si prevedessero altresì la 
configurazione di servizi, quali proxy e firewall, volti ad impedire all’utente 
l’utilizzo di un determinato protocollo di rete133. 
Come è stato osservato, «la valutazione giudiziale di reale idoneità del 
modello organizzativo dell’ente a far fronte ai rischi di reato informatico» 
può essere incentivata anche attraverso «la predisposizione di una 
specifica computer forensics aziendale, al fine di ottenere e rendere 
accessibili le fonti di prova digitale, sì da poterle analizzare per evitare 
eventi della specie di quello verificatosi e, magari, offrire un supporto 
investigativo al processo»134. L’assicurazione dei dati informatici relativi 
alle operazioni eseguite e, più in generale, all’utilizzo dei supporti 
informatici aziendali deve dunque passare attraverso la predisposizione 
periodica di copie di back up - che imprimono l’immagine digitale del 
sistema informatico nella sua interezza - nonché attraverso la 
registrazione dei cosiddetti file di log135, che ripercorrono le singole 
operazioni eseguite attraverso un determinato computer.  
Da quanto brevemente osservato è possibile constatare l’alto grado di 
tecnicismo che permea la materia dei reati informatici; aspetto che 
                                                 
132 Evidenziano la necessità di prevedere specifici divieni all’installazione si software non 
autorizzati G. DEZZANI-L. DELL’AGNOLA, La prevenzione dei reati informatici nel rispetto dei diritti 
del lavoratore, in La responsabilità amministrativa delle società e degli enti, 2009, (1), p. 141. 
133 G. DEZZANI-L. DELL’AGNOLA, L’implementazione del modello organizzativo, gestionale e di 
controllo negli enti collettivi a seguito dell’inserimento dei reati informatici fra i reati presupposto ex d.lgs. 
231/2001 operato dalla legge 48/2008, in La responsabilità amministrativa delle società e degli enti, 2009, 
(3), p. 70 s. 
134 In questi termini, H. BELLUTA, Cybercrime e responsabilità degli enti, cit., p. 109. In tema di 
corporate forensics si veda G. VACIAGO, Indagini difensive dell’ente e prove digitali: brevi cenni ai principi 
generali di digital forensics, in La responsabilità amministrativa delle società e degli enti, 2011, (2), p. 27 
ss., nonché A. SALVATORE, L’“ingresso” della “prova scientifica” nel sistema del d.lgs. 231/2001, in La 
responsabilità amministrativa delle società e degli enti, 2009, (1), p. 145 ss. 
135 Accorgimento che, oltre ad essere caratterizzato da una notevole rilevanza preventiva e 
dissuasiva, è stato reso obbligatorio con il provvedimento del Garante privacy datato 27 
novembre 2008, - in Gazz. Uff., 24 dicembre 2008, n. 300 - denominato Misure e accorgimenti 
prescritti ai titolari dei trattamenti effettuati con strumenti elettronici relativamente all’attribuzione delle 
funzioni di amministratore di sistema. Cfr. G. DEZZANI-L. DELL’AGNOLA, L’implementazione del 
modello organizzativo, cit., p. 71. 
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impone particolare attenzione nella definizione della composizione e 
delle attribuzioni dell’organismo di vigilanza. Il controllo ex post 
dell’idoneità del modello organizzativo adottato, al fine della sua 
effettività, presuppone, in primo luogo, la comprensione delle linee guida 
interne in materia di utilizzo degli strumenti informatici dell’ente ed, in 
secondo luogo, il possesso di competenze specifiche grazie alle quali 
individuare eventuali violazioni dei protocolli ed intervenire per porre 
rimedio alla vulnerabilità riscontrata. Garantire all’organismo la 
disponibilità di strumenti informatici attraverso i quali effettuare il 
controllo del comportamento degli utenti136 potrebbe non rivelarsi 
sufficiente, poiché ad essa non consegue necessariamente l’effettività e 
l’idoneità della vigilanza.  
Condivisibili sembrano, pertanto, le proposte avanzate in dottrina che 
suggeriscono un’integrazione della composizione dell’organismo, 
soprattutto in quelle realtà aziendali «a maggiore esposizione 
informatica»137. Imprescindibile, da ultimo, appare l’attività di reporting 
all’organismo medesimo138; il flusso di informazioni verso l’organo di 
controllo potrebbe, in particolare, essere gestito dal responsabile della 
sicurezza informatica, il quale, di norma, pone in essere un’analisi 
periodica del sistema informatico in grado di verificare le operazioni 
effettuate139. Così procedendo, si otterrebbe un controllo di primo livello 
eseguito da una figura professionalmente e tecnicamente qualificata, 
dotata delle specifiche competenze, necessarie per rilevare anomalie 
comportamentali; l’organismo di vigilanza sarebbe costantemente e 
periodicamente aggiornato e, quindi, posto in grado di intervenire sulla 
struttura protocollare, aggiornandola con le opportune integrazioni 
tecniche, definite sulla base delle violazioni rilevate. 
                                                 
136 G. DEZZANI, Una nuova ipotesi di reato degli enti collettivi, cit., p. 79. 
137 H. BELLUTA, Cybercrime e responsabilità degli enti, cit., p. 110. 
138 G. CORRIAS LUCENTE, sub art. 7, cit., p. 192, la quale osserva come l’organismo di 
vigilanza dovrà «interloquire con soggetti, eventualmente anche esterni, in grado di 
comprendere appieno, attraverso specifiche competenze professionali, le possibili modalità di 
commissione dei reati, le funzioni aziendali interessate, le aree a rischio ed i relativi principi di 
controllo, per arginare la commissione di tale categoria di reati e per assumere gli opportuni 
provvedimenti». 
139 C. AQUILA, La computer forensics aziendale: alcune problematiche preliminari, in Ciberspazio e 
diritto, 2008, (2), p. 130, ove precisa che «sarebbe (altresì) utile che quest’ultimo, 
contestualmente ad una competenza informatica, avesse anche una competenza forense per 
poter essere in grado di individuare eventuali comportamenti atti ad integrare ipotesi di reato». 
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§ 4.1. APORIE SISTEMATICHE TRA PREVENZIONE DELL’ILLECITO E 
RISERVATEZZA DEL LAVORATORE. 
 
L’introduzione dei reati informatici tra gli illeciti in grado di 
determinare la responsabilità dell’ente pone una ulteriore questione circa 
un potenziale contrasto tra la necessaria prevenzione della criminalità 
d’impresa e l’aspettativa di riservatezza del lavoratore; le scelte politico-
criminali, sottese all’obbligo prevenzionistico imposto dal d.lgs. n. 231 
del 2001, sembrano infatti collidere con le garanzie individuali dei 
soggetti operanti nell’ambito aziendale, le quali trovano esplicita tutela, 
da un lato, nella l. 20 maggio 1970, n. 300 - il cosiddetto Statuto dei 
lavoratori - e, dall’altro lato, nella disciplina dettata dal d.lgs. 30 giugno 
2003, n. 196, il cosiddetto “Codice privacy”140.  
L’elaborazione e l’adozione dei protocolli di prevenzione del rischio di 
reato informatico passa, infatti, anche dalla regolamentazione e dal 
controllo dell’utilizzo di internet e della posta elettronica141. Si rende 
dunque indispensabile ricercare un punto di equilibrio tra i menzionati 
interessi, tenendo presente una duplice circostanza: in primo luogo - ed 
in termini di principio - la salvaguardia della riservatezza individuale 
trova, oggi, come proprio contraltare non più il controllo del datore di 
lavoro, inteso come mera manifestazione di un rapporto verticistico, 
bensì un controllo che prescinde dal vincolo gerarchico e contrattuale, 
che coinvolge tutti i livelli operativi, imposto dalla necessità di adottare la 
metodologia prevenzionistica richiesta dal precetto legislativo142. In 
secondo luogo, il sistema di compliance introdotto dal d.lgs. n. 231 del 
2001 scalza, a nostro avviso, l’assodata distinzione tra controlli difensivi e 
controlli preterintenzionali, ove con la locuzione “controlli difensivi” si 
                                                 
140 Provvedimenti la cui complementarità è manifesta ove si consideri che l’art. 114 del 
codice privacy rinvia, per quanto attiene ai controlli a distanza, all’art. 4 della l. n. 300 del 1970. 
141 La delicatezza della questione è di tutta evidenza ove si considerino i profili di 
incompatibilità costituzionale in riferimento all’art. 15 Cost. Sul punto si rinvia, per un 
approfondimento anche dei temi propriamente penalistici, a C. PECORELLA-R. DE PONTI, 
Impiego dell’elaboratore sul luogo di lavoro e tutela penale della privacy, in www.penalecontemporaneo.it, p. 6 
ss. 
142 Come sottolineano F. LEDDA-P. GHINI, L’importanza della regolamentazione dell’uso degli 
strumenti elettronici, cit., p. 84, «sebbene non costituisca reato presupposto il trattamento illecito 
di dati ex D.lgs. 196/2003, sembra consigliabile che il modello organizzativo recepisca le regole 
formalizzate nel codice privacy, con gli opportuni adattamenti e tenendo conto delle 
osservazioni provenienti dal Garante privacy, tra le quali assumono particolare rilevanza le linee 
guida per posta elettronica e internet approvate in data 1 marzo 2007». 
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intende quella attività di sorveglianza e vigilanza posta in essere allo 
scopo di prevenire o accertare comportamenti illeciti143, mentre i 
“controlli preterintenzionali” sono volti a soddisfare esigenze 
organizzative, produttive e di sicurezza sul lavoro144.  
Diviene allora questione centrale la determinazione della disciplina cui 
tali controlli sono sottoposti, partendo dalla disposizione di cui all’art. 4 
dello Statuto dei lavoratori145; precetto volto «a contenere in vario modo 
le manifestazioni del potere organizzativo e direttivo del datore di lavoro 
che, per modalità di attuazione incidenti sulla sfera della persona, si 
ritengono lesive della dignità e della riservatezza dell’individuo»146, il 
comma 1 prevede un generale divieto all’uso di impianti audiovisivi o di 
altre apparecchiature per finalità di controllo a distanza dell’attività dei 
lavoratori. Divieto che è meno stringente laddove l’adozione di sistemi di 
controllo sia determinata da esigenze organizzative e produttive, ovvero 
dalla necessità di garantire la sicurezza del lavoro. Ricorrendo tali 
circostanze, gli strumenti di controllo a distanza - ai sensi del comma 2 - 
possono essere legittimamente utilizzati, purché intervenga l’accordo con 
le rappresentanze sindacali aziendali, ovvero, in difetto, con l’ispettorato 
del lavoro. 
 Così delineato il profilo normativo, deve osservarsi come il dato 
teleologico appaia determinante al fine di stabilire eventuali limiti imposti 
all’attività di controllo di internet ed email del lavoratore. Infatti, mentre i 
controlli difensivi sono ammessi quando il comportamento del 
lavoratore si inserisca «nell’esatto adempimento delle obbligazioni 
                                                 
143 G. GARRISI-F. GIANNUZZI, Internet e posta elettronica: controllo possibile ma a determinate 
condizioni! Analisi delle Linee Guida del Garante Privacy per posta elettronica ed internet, in Riv. dir. eco. 
gest. n. tecn., 2007, (1), p. 40 
144 F. DI RESTA, Tutela della privacy nel rapporto di lavoro: controllo a distanza del lavoratore e 
telelavoro, in F. DI RESTA (a cura di), Protezione delle informazioni. Privacy e sicurezza, Torino, 2008, 
p. 155. 
145 Posto che il controllo di cui all’art. 4 ricorre indipendentemente dal carattere palese 
ovvero occulto dello strumento a tal proposito utilizzato - cfr. A. FLORIO, La privacy del 
lavoratore: misure di sicurezza, controlli a distanza e disciplinare per il corretto uso degli strumenti elettronici, 
in Ciberspazio e diritto, 2001, (1), p. 47 - la rilevanza della disposizione, nel contesto de quo, è 
senza dubbio sostenibile, poiché attraverso appositi programmi che consentono «un 
monitoraggio costante ed ‘invisibile’, […] il datore di lavoro può, infatti, agevolmente 
consultare sul server dell’azienda tutte le tracce lasciate dal lavoratore in occasione dello 
svolgimento di ogni singola operazione sul suo terminale». C. PECORELLA-R. DE PONTI, 
Impiego dell’elaboratore sul luogo di lavoro, cit., p. 1. Concordemente, G. GARRISI-F. GIANNUZZI, 
Internet e posta elettronica, cit., p. 40. 
146 Cass. civ., sez. lav., 17 luglio 2007, n. 15982, in C.E.D. Cass., non massimata. 
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discendenti dal rapporto di lavoro»147, senza che sussista in capo al 
datore di lavoro alcun divieto o limite, i controlli cosiddetti 
preterintenzionali necessitano, invece, ai sensi del menzionato comma 2, 
di una procedura di concertazione con le rappresentanze sindacali 
interne148. 
Se la prevenzione, da un lato, e le esigenze organizzative, dall’altro 
lato, hanno costituito finora gli elementi caratterizzanti le fattispecie di 
controllo ricordate, a seguito dell’introduzione della responsabilità penale 
d’impresa, la linea di demarcazione non appare così netta. Si è assistito ad 
una commistione tra le due tipologie di attività, poiché la prevenzione è 
divenuta obiettivo primario della compliance aziendale. Ciò che si rende 
dunque necessario è verificare se i protocolli preventivi relativi al 
monitoraggio di email e di navigazione web debbano essere considerati 
estranei all’ambito di applicabilità del capoverso dell’art. 4 dello Statuto 
dei lavoratori, ovvero se, per converso, un accordo circa le modalità del 
controllo in essi ufficializzato debba essere comunque raggiunto. 
Giurisprudenza e dottrina recente ritengono che l’utilizzo di 
programmi informatici che consentono il monitoraggio dei messaggi di 
posta elettronica aziendale e degli accessi ad internet, «ove per le loro 
caratteristiche consentano al datore di controllare a distanza ed invia 
continuativa, durante la prestazione, l’attività lavorativa ed il suo 
contenuto»149 necessitino della validazione ex art. 4 comma 2 l. n. 300 del 
1970.  
La medesima impostazione è assunta dal Garante per la protezione dei 
dati personali150; partendo dai principi di necessità e di non eccedenza del 
                                                 
147 Cass. civ., sez. lav., 23 febbraio 2010, n.  4375, in C.E.D. Cass., rv. 613412, la quale 
supera il precedente orientamento per il quale i controlli difensivi sarebbero stati sempre 
ammessi. In tale ultimo senso, Cass. civ., sez. lav., 3 aprile 2002, n. 4746, in C.E.D. Cass., rv. 
553469.Concordano G. GARRISI-F. GIANNUZZI, Internet e posta elettronica, cit., p. 40. Contra, E. 
BARRACO, Potere di controllo del datore di lavoro, privacy e nuovi strumenti informatici, in Il lavoro nella 
giurisprudenza, 2005, (9), p. 837 ss. 
148 Nulla questio per quei controlli realizzati successivamente alla commissione di un illecito, 
poiché «in questo caso entra in gioco il diritto del datore di lavoro di tutelare il proprio 
patrimonio». Così, Cass. civ., sez. lav., 23 febbraio 2012, n. 2722, in C.E.D. Cass., rv. 621115. 
Nello stesso senso, G. GARRISI-F. GIANNUZZI, Internet e posta elettronica, cit., p. 40; E. 
BARRACO, Il monitoraggio elettronico dei dipendenti per scopi difensivi, in Diritto dell’internet, 2007, (1), p. 
83. 
149 Cass. civ., sez. lav., 23 febbraio 2010, n. 4375, cit. Concordemente, G. DEZZANI-L. 
DELL’AGNOLA, La prevenzione dei reati informatici nel rispetto dei diritti del lavoratore, cit., p. 139. 
150 Si veda, ad esempio, il documento del 2 aprile 2009, Lavoro privato: monitoraggio degli accessi 
internet del dipendente, doc. 1606053, in www.garanteprivacy.it, riguardante un caso di monitoraggio 
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controllo - principi enunciati dall’art. 3 d.lgs. n. 196 del 2003 - il Garante 
ribadisce151 la vigenza, nella materia de qua, della disciplina prevista dallo 
Statuto dei lavoratori. Afferma che «il trattamento di dati che (consegue 
all’utilizzo di sistemi informativi per esigenze organizzative) può risultare 
lecito. Resta ferma la necessità di rispettare le procedure di informazione 
e di consultazione di lavoratori e sindacati in relazione all’introduzione o 
alla modifica di sistemi automatizzati per la raccolta e l’utilizzazione dei 
dati»152. Si rende, dunque, necessaria l’elaborazione di una dettagliata 
policy aziendale circa l’utilizzo di internet e di posta elettronica, da 
comunicare obbligatoriamente ai lavoratori, ai sensi dell’art. 13, d.lgs. n. 
196 del 2003.    
In assenza di una tale politica di privacy elettronica, al datore di lavoro 
non è consentito «procedere ad indiscriminate attività di monitoraggio e 
controllo, (poiché, in tal caso), il lavoratore ha una ragionevole 
aspettativa di riservatezza delle proprie comunicazioni e delle proprie 
navigazioni»153. 
L’impostazione ermeneutica predominante, dunque, impone, per un 
verso, l’accordo con le rappresentanze sindacali laddove si debba 
procedere all’installazione di apparecchiature - hardware o software - che 
consentono un controllo a distanza del lavoratore, nonché, per altro 
verso, un obbligo di informativa circa le tecniche di controllo definite nel 
rispetto delle modalità di cui al capoverso dell’art. 4, l. n. 300 del 1970. 
Non sussiste dubbio alcuno in ordine alla circostanza che la tutela 
della riservatezza del lavoratore sia un interesse primario da proteggere; 
tuttavia, stante quanto premesso, occorre sottolineare come i limiti posti 
all’adozione di strumenti di controllo possa condurre ad una inidoneità 
dei modelli di organizzazione. Il d.lgs. n. 231 del 2001 richiede, infatti, 
                                                                                                                            
avvenuto mediante configurazione delle funzionalità del software installato con modalità tali da 
registrare gli accessi a tutti i siti web visitati, con evidenziazione anche dei relativi domini, con 
elaborazione quotidiana, tramite il software SARG, dei log di accesso ai siti. 
151 Il riferimento è al documento Lavoro: linee guida del Garante per posta elettronica e internet, 
doc. web n. 1387522, in www.garanteprivacy.it. 
152 Cfr. Lavoro: linee guida del Garante, cit., par. 5.1. 
153 N. LUGARESI, Uso di internet sul luogo di lavoro, controlli del datore di lavoro e riservatezza del 
lavoratore, in P. TULLINI (a cura di), Tecnologie della comunicazione e riservatezza del rapporto di lavoro, 
in F. GALGANO (diretto da), Trattato di diritto commerciale e di diritto pubblico dell’economia, Padova, 
2010, vol. LVIII, p. 87 ss. Per un approfondimento circa i contenuti delle linee guida elaborate 
dal Garante privacy del 1 marzo 2007 si rinvia a G. GARRISI-F. GIANNUZZI, Internet e posta 
elettronica, cit., p. 35 ss., nonché a A. FLORIO, La privacy del lavoratore, cit., p. 50 ss. 
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l’adozione si protocolli idonei a prevenire la commissione di illeciti 
all’interno della struttura aziendale. L’attenzione è tutta focalizzata sul 
risultato; ebbene, l’auspicio è che i predetti limiti vengano tenuti in debita 
considerazione ai fini della valutazione di idoneità. Diversamente, infatti, 
laddove le rappresentanze sindacali non dovessero acconsentire 
all’impiego di determinati mezzi di monitoraggio e questi non dovessero 
essere approvati nemmeno dai preposti uffici provinciali, l’attribuzione di 
responsabilità alla persona giuridica in ragione dell’inidoneità dei 
compliance programs paleserebbe una irrisolvibile contraddittorietà 
sistematica. Gli adempimenti imposti dalla normativa lavoristica 
limiterebbero le possibilità autoorganizzative dell’ente e le conseguenze 
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   CAPITOLO IV 
 
LE NUOVE FRONTIERE DEL PROCESSO PENALE: 




SOMMARIO: § 1. Premessa; § 2. Processo penale ed investigazioni informatiche; § 2.1. 
L’ispezione e la perquisizione: inquadramento generale; § 2.1.1. L’ispezione e la 
perquisizione di sistemi informatici e telematici; § 2.2. Modalità operative e sequestro; § 2.3. 
Modalità operative e tutela del contraddittorio; § 3. Il sequestro di dati informatici; § 4. 




§ 1. PREMESSA. 
 
Abbandonato alle proprie inadeguatezze, il processo penale per lungo 
tempo non ha risposto alle esigenze - di ricostruzione del fatto, da un 
lato, e di garanzia, dall’altro lato - nascenti dall’evoluzione tecnologica. 
Fin dagli albori dell’attività di normazione in materia di criminalità 
informatica1 si è assistito ad una particolare premura legislativa nella 
definizione degli illeciti informatici e, per converso, ad un sostanziale 
disinteresse verso la formalizzazione delle metodiche investigative 
finalizzate all’accertamento dell’illecito2. Una formalizzazione che l’alto 
tasso di tecnicità della materia digitale ed il procedere autodidattico della 
                                                 
1 Il riferimento è alla già citata l. 23 dicembre 1993, n. 547, la quale, a fronte di una robusta 
predisposizione di fattispecie incriminatrici di matrice informatica, sul versante 
processualpenalistico, si è limitata ad introdurre l’art. 266-bis c.p.p. - che disciplina le 
intercettazioni informatiche o telematiche - e ad integrare, conseguentemente, l’art. 268 c.p.p., 
introducendo il comma 3-bis, che consente l’esecuzione delle operazioni captative mediante 
l’impiego di impianti appartenenti a privati. Per un approfondimento in ordine alle questioni 
sorte in tema di intercettazioni telematiche, si rinvia a R. ORLANDI, Questioni attuali in tema di 
processo penale e informatica, in Riv. dir. proc., 2009, (1), p. 129 ss. 
2 Un ritardo ricondotto alla visione, superficiale ed erronea, della prova digitale come 
strumento conoscitivo relegato nel terreno del solo computer crime secondo A. E. RICCI, Digital 
evidence, sapere tecnico-scientifico e verità giudiziale, in C. CONTI (a cura di), Scienza e processo penale. 
Nuove frontiere e vecchi pregiudizi, Milano, 2011, p. 343. 
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polizia giudiziaria rendevano un’incombenza non ulteriormente 
rinviabile3. 
La l. n. 48 del 2008 fa proprie le istanze comunitarie racchiuse nella 
Convenzione di Budapest del 2001 e provvede ad introdurre una 
specifica disciplina dei mezzi di ricerca del reperto digitale, 
indipendentemente dalla natura - informatica, ovvero comune - del reato 
per cui si procede4. L’osservazione della realtà insegna, infatti, come i 
computer e le più avanzate apparecchiature informatiche non siano 
impiegati in via esclusiva per la commissione di reati informatici stricto 
sensu intesi. Il criminale si avvale di tali strumenti per porre in essere i più 
vari reati comuni5. Si integrano, allora, i vecchi armamentari 
processualistici per renderli strumenti idonei a regolamentare la ricerca di 




§ 2. PROCESSO PENALE ED INVESTIGAZIONI INFORMATICHE. 
 
L’intervento normativo si propone di garantire che l’idoneità 
dell’accertamento non sia più affidata alla imitazione - più o meno 
scrupolosa - di pratiche invalse negli altri ordinamenti o alla auspicata 
competenza tecnica degli investigatori7; i criteri della computer forensics8 
                                                 
3 Ciononostante, come evidenza G. COSTABILE, Computer forensics e informatica investigativa 
alla luce della Legge n. 48 del 2008, in Ciberspazio e diritto, 2010, (3), p. 475, la ritrosia legislativa alla 
definizione processualistica dei canoni di accertamento digitale si è manifestata anche in sede di 
ratifica della Convenzione di Budapest. Il disegno di legge approvato dal Consiglio dei ministri 
l’11 maggio 2007, infatti, era del tutto silente in punto di investigazioni informatiche. 
4 Ricorda M. DANIELE, La prova digitale nel processo penale, in Riv. dir. proc., 2011, (2), p. 283 s. 
come l’art. 14 § 2 della Convenzione invita gli Stati contraenti ad apprestare apposita disciplina 
finalizzata a «la collecte del preuves électroniques de toute infractions pénales».  
5 Tra i vari, L. LUPÀRIA, La disciplina processuale e le garanzie difensive, in L. LUPÀRIA-G. 
ZICCARDI, Investigazione penale e tecnologia informatica, Milano, 2007, p. 131 s. 
6 D. CURTOTTI NAPPI-L. SARAVO, L’approccio multidisciplinare nella gestione della scena del crimine, 
in Dir. pen. proc., 2011, (5), p. 626. 
7 In particolare, erano le tecniche utilizzate dalle polizie anglosassoni a costituire il 
principale riferimento. Cfr. S. ATERNO, sub art. 8, in G. CORASANITI-G. CORRIAS LUCENTE (a 
cura di), Cybercrime, responsabilità degli enti, prova digitale, cit., p. 195 ss. P. TONINI, Documento 
informatico e giusto processo, in Dir. pen. proc., 2009, (4), p. 404 evidenzia la pretesa degli inquirenti 
di trattare il sequestro del computer come un mezzo atipico di ricerca della prova, ritenuto 
dunque svincolato da regole, ovvero la prassi di ispirarsi alla disciplina del mezzo di ricerca 
della prova tipico, senza tuttavia adottare le opportune cautele. 
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entrano a pieno titolo nel panorama processuale e viene così eliso il 
rischio, giustamente paventato, di una cosiddetta deriva tecnicista, per la 
quale l’«ipse dixit dell’esperto […] rischia di svuotare di contenuti l’idea 
stessa dell’organo giudicante quale peritus peritorum» ed il «il 
‘contraddittorio per la prova’ (si riduce) ad un mero esercizio di dialettica 
su materiali non facilmente decifrabili e già ‘preconfezionati’ in sede di 
indagini preliminari»9. 
Proprio il momento procedimentale diviene, a seguito della l. n. 48 del 
2008, il nucleo essenziale dell’intera vicenda probatoria; i novellati artt. 
244 comma 2 e 247 comma 1-bis c.p.p. impongono di adottare «misure 
tecniche dirette ad assicurare la conservazione dei dati originali e ad 
impedirne l’alterazione» e gli artt. 254-bis e 260 c.p.p. richiedono che la 
duplicazione del supporto informatico, contenente i dati da apprendere, 
avvenga «mediante procedura che assicuri la conformità della copia 
all’originale e la sua immodificabilità». Le novellate disposizioni 
definiscono, dunque, il risultato finale dell’attività investigativa, mentre 
nulla dicono in ordine al modus procedendi10. Si formalizza un «rinvio 
mobile (che sancisce) […] a priori l’indifferenza qualitativa tra le varie 
misure tecniche, tutte ab origine potenzialmente idonee ad assicurare il 
dato probatorio»11. Un parziale silenzio legislativo che trova la propria 
giustificazione nell’esistenza non di uno standard o di una metodologia 
per il trattamento delle prove digitali, ma solo di un insieme di procedure 
                                                                                                                            
8 Per trattazioni tecniche ed approfondite sul tema, G. ZICCARDI, L’ingresso della computer 
forensics nel sistema processuale italiano: alcune considerazioni informatico giuridiche, in L. LUPÀRIA (a 
cura di), Sistema penale e criminalità informatica, cit., p. 31 ss.; G. VACIAGO, Digital evidence. I 
mezzi di ricerca della prova digitale nel procedimento penale e le garanzie dell’indagato, Torino, 2012, passim; 
L. PERRI, Un’introduzione alle investigazioni scientifiche, in Ciberspazio e diritto, 2008, (2), p. 145 ss. Sui 
sottosistemi scientifici della computer forensics si veda, brevemente, S. ATERNO, Acquisizione e 
analisi della prova informatica, in Dossier. La prova scientifica nel processo penale, in Dir. pen. proc., 2008, 
Suppl., p. 64, nonché, per quanto attiene alla cosiddetta mobile forensics, M. EPIFANI, Analisi di 
telefoni cellulari in ambito giuridico, in Ciberspazio e diritto, 2009, (1), p. 5 ss. 
9 L. LUPÀRIA, La disciplina processuale e le garanzie difensive, cit., p. 128 s.; ID., La ratifica della 
Convenzione Cybercrime del Consiglio d’Europa. Profili processuali, in Dir. pen. proc., 2008, (6), p. 717.  
10 G. ZICCARDI, Informatica e diritto: dalla computer ethics alla computer forensics, cit., p. 
430. 
11 In questi termini, G. BRAGHÒ, L’ispezione e la perquisizione di dati, informazioni e programmi 
informatici, in L. LUPÀRIA (a cura di), Sistema penale e criminalità informatica, cit., p. 185 s. 
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e strumenti più o meno consolidati e testati attraverso l’esperienza12 o, 
più semplicemente, di una molteplicità di software idonei allo scopo13. 
Ciononostante, appare comunque auspicabile l’elaborazione di linee 
guida - alla cui violazione dovrebbe conseguire l’inutilizzabilità 
dell’evidenza digitale14 - quantomeno in relazione alle modalità di 
approccio al sistema informatico15. Bisogna tener presente che l’impiego 
di programmi in grado di lasciare del tutto impregiudicato il contenuto 
dell’hard disk originale non è di per sé garanzia sufficiente. L’apprensione 
del dato informatico attraverso qualsivoglia software idoneo presuppone il 
contatto con la scena criminis digitale. Ed è in relazione a tali primi 
momenti che la definizione di best practice potrebbe fornire un utile 
contributo. Infatti, le attività prodromiche all’effettiva ispezione o 
perquisizione mutano, ad esempio, a seconda che l’elaboratore sia acceso 
o spento, ovvero a seconda che vi siano o meno file o programmi 
aperti16. 
La formalizzazione di ogni passaggio dell’attività investigativa 
attraverso le linee guida ora proposte consentirebbe di evitare quelle 
condotte, anche inconsapevoli, in grado di generare fenomeni di 
inquinamento probatorio17; accadimento assai plausibile soprattutto 
allorquando si ricorra ad attività investigative urgenti ex art. 352 c.p.p., 
ove «la concitazione del momento può favorire prassi lassiste motivate 
dalla premura dell’agire, tanto più insidiose nel frangente di primo 
contatto con la fonte di prova capace di condizionarne la capacità 
euristica ab imis e sine die»18. 
                                                 
12 S. ATERNO, Acquisizione e analisi della prova informatica, cit., p. 62. 
13 G. ZICCARDI, L’ingresso della computer forensics nel sistema processuale italiano, cit., p. 174. 
Sottolinea la rapidità dell’evoluzione della tecnologia informatica, quale causa impeditiva della 
formalizzazione di best practice di riferimento, P. PERRI, Computer forensics, cit., p. 100. 
14 M. DANIELE, La prova digitale nel processo penale, cit., p. 293, il quale tuttavia ritiene la non 
percorribilità di siffatta soluzione, stante la giovane età della scienza informatica, che non ha 
ancora reso possibile la definizione di una metodologia in grado di imporsi. 
15 O. SIGNORILE, Computer Forensics Guidelines: un approccio metodico-procedurale per 
l’acquisizione e l’analisi delle digital evidence, in Ciberspazio e diritto, 2009, (2), p. 197 ss. 
16 Si badi come le modalità di approccio al sistema informatico siano oggetto di specifica 
regolamentazione da parte delle linee guida del Secret Service Usa e dello IACIS, nonché delle best 
practice della Association dei Chief Police Officers britannica. Per un’approfondita disamina dei 
provvedimenti citati, G. ZICCARDI, Le tecniche informatico-giuridiche di investigazione digitale, in L. 
LUPÀRIA-G. ZICCARDI, Investigazione penale, cit., p. 103 ss. 
17 L. LUPÀRIA, La ratifica della Convenzione Cybercrime, cit., p. 719. 
18 E. LORENZETTO, Le attività urgenti di investigazione informatica e telematica, in L. LUPÀRIA (a 
cura di), Sistema penale e criminalità informatica, cit., p. 138. 
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In difetto di siffatta previsione, la garanzia di attendibilità del mezzo 
istruttorio è direttamente proporzionale alla professionalità degli 
operatori e della magistratura delegante19. E ciò - in un terreno talmente 
delicato, quale quello della evidenza digitale - non appare in alcun modo 
sufficiente. Per evitare che le precauzioni prescritte dalle novellate 
disposizioni si riducano ad una mera petizione di principio, in assenza di 
procedure operative standardizzate, l’unica soluzione contemplabile è 
rappresentata, a nostro avviso, da una lettura particolarmente garantista 
delle disposizioni in esame, finalizzata ad assicurare la piena 
partecipazione della difesa nell’acquisizione della prova informatica o, 
comunque, a rendere possibile un controllo ex post circa le modalità di 
acquisizione e la genuinità del dato probatorio conseguito20.  
 
 
§ 2.1. L’ISPEZIONE E LA PERQUISIZIONE: INQUADRAMENTO 
GENERALE. 
 
L’esame dei mezzi di ricerca della prova digitale richiede talune 
preliminari precisazioni, volte a fornire un inquadramento generale della 
disciplina.  
A tal proposito, si deve osservare come il discrimine tra l’ispezione21 e 
la perquisizione poggia sul grado di invasività della ricerca: «l’inspìciens 
                                                 
19 G. COSTABILE, Scena criminis, documento informatico e formalizzazione della prova penale, in 
Dir. inf., 2005, (3), p. 532 
20 In questo senso, si veda anche A. E. RICCI, Digital evidence, sapere tecnico-scientifico e verità 
giudiziale, cit., p. 349. 
21 L’art. 244 c.p.p. prevede che l’ispezione - personale o locale - sia disposta qualora sia 
necessario «accertare le tracce e gli altri effetti materiali del reato». In difetto di tali evidenze, 
l’autorità giudiziaria dovrà, ai sensi del capoverso della medesima disposizione, «descrive(re) lo 
stato attuale e, in quanto possibile, verifica(re) quello preesistente» individuando le cause delle 
eventuali modificazioni. Il secondo periodo di tale comma incarna l’ispezione informatica, 
prevedendo la possibilità per l’autorità giudiziaria di «disporre rilievi segnaletici, descrittivi e 
fotografici e ogni altra operazione tecnica, anche in relazione a sistemi informatici o telematici, 
adottando misure tecniche dirette ad assicurare la conservazione dei dati originali e ad 
impedirne l’alterazione». Per una panoramica completa in merito all’istituto de quo, si veda M. T. 
STURLA, sub art. 244 c.p.p., in G. CANZIO-G. TRANCHINA (a cura di), Codice di procedura penale, 
Milano, 2012, p. 2157 ss.; M. ANTINUCCI, sub art. 244 c.p.p., in A. GAITO (a cura di), Codice di 
procedura penale commentato, Torino, 2012, p. 1429 ss.; P. FELICIONI, Le ispezioni e le perquisizioni, in 
G. UBERTIS-G. P. VOENA (diretto da), Trattato di procedura penale, Milano, 2012, XX, passim; P. 
MOSCARINI, voce Ispezione (dir. proc. pen.), in Enc. dir., Milano, 1998, Agg. II, p. 464 ss. 
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usa gli occhi; ai perquirenti servono le mani»22. L’ispezione è disposta 
con decreto motivato dell’autorità giudiziaria23 quando occorre accertare 
le tracce e gli altri effetti materiali del reato24; a seconda dell’oggetto sui 
cui l’atto ricade si distingue tra ispezione personale, locale e reale, il cui 
corredo di garanzie è definito dagli artt. 24525 e 246 c.p.p.. L’ispezione si 
risolve, dunque, in un’attività di mera «osservazione della realtà di fatto 
quale appare all’organo che procede»26. É un’osservazione «obiettiva e 
statica»27 dello status quo che esclude una componente valutativa in senso 
proprio28. 
Il riferimento contenuto nell’art. 244 c.p.p. alla generica «autorità 
giudiziaria» consente di ritenere che il mezzo investigativo possa essere 
disposto non solo dal pubblico ministero, bensì pure dal giudice, con 
esclusione del giudice per le indagini preliminari, non essendo l’ispezione 
contemplata dall’art. 392 c.p.p., che provvede alla tipizzazione degli atti 
esperibili per il tramite dell’incidente probatorio29. L’ispezione, inoltre, 
                                                 
22 F. CORDERO, Procedura penale, cit., p. 832. 
23 Possono, dunque, procedere tanto il giudice, quanto il pubblico ministero a seconda della 
fase in cui viene disposto il mezzo di ricerca della prova. Cfr. P. MOSCARINI, voce Ispezione, cit., 
p. 467. 
24 P. FELICIONI, Le ispezioni e le perquisizioni, cit., p. 88 s. ricorda come «un’interpretazione 
letterale induce a ritenere che si tratti di espressioni cui fanno capo differenti contenuti. Così 
per tracce è possibile intendere segni, macchie, o impronte prodotte direttamente o 
indirettamente dalla condotta delittuosa; gli effetti materiali del reato, invece, sembrano 
richiamare alla mente le conseguenze o alterazioni di natura contundente, percussiva, 
ustionante, abrasiva, perforante, effrattiva che la stessa condotta può aver determinato su 
luoghi, cose o persone». F. CORDERO, Procedura penale, cit., p. 829 precisa come le tracce o gli 
effetti materiali non necessariamente debbono essere legate al reato, potendosi esse riferire, a 
titolo esemplificativo, ad un alibi o a segni anatomici dalla valenza individualizzante. 
25 Per lo svolgimento dell’ispezione personale, l’art. 245 c.p.p. prevede la facoltà per 
l’interessato di essere assistita da persona di fiducia, purché prontamente reperibile e idonea a 
norma dell’art. 120 c.p.p. Comprimendo in maniera sensibile il diritto costituzionalmente 
tutelato della libertà personale, il capoverso dell’art. 245 c.p.p. impone ed evidenzia a chiare 
lettere come l’attività investigativa non possa trovare svolgimento secondo modalità lesive dalla 
dignità della persona e, nei limiti del possibile, del pudore di chi vi è sottoposto, essendo altresì 
possibile, ai sensi dell’ultimo comma, che all’ispezione proceda un medico. Sul punto, si veda 
P. FELICIONI, Le ispezioni e le perquisizioni, cit., p. 46 ss. 
26 E. BASSO, sub art. 244 c.p.p., in M. CHIAVARIO (coord. da.), Commento al nuovo codice di 
procedura penale, Torino, 1990, II, p. 677. La stessa etimologia del vocabolo - dal latino inspicere, 
ossia “guardare dentro” - delinea puntualmente i contorni dell’istituto. Cfr. F. CORDERO, 
Procedura penale, cit., p. 828, il quale ricorda come si tratti della «ricerca visiva di un possibile 
segno». In giurisprudenza, ex multis, Cass., sez. VI, 23 ottobre 1992, in Cass. pen., 1994, (2), p. 
676. 
27 P. MOSCARINI, voce Ispezione, cit., p. 465. 
28 F. DEAN, voce Ispezione giudiziale, in Enc. giur., XVII, 1989, p. 1. 
29 G. LOZZI, Lezioni di procedura penale, Torino, 2006, p. 275. 
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può essere eseguita dalla polizia giudiziaria delegata ex art. 370 c.p.p. o 
che procede in via d’urgenza ex art. 354 c.p.p.  
In assenza di tracce ed effetti materiali del reato percepibili ictu oculi, 
l’attività ispettiva si traduce in un’attività descrittiva30. In tal caso, infatti, 
l’autorità procedente descrive quanto immediatamente visibile ed ha 
facoltà di disporre rilievi ed ogni altra operazione tecnica31, come si 
ricordava, «anche in relazione a sistemi informatici o telematici, 
adottando misure tecniche dirette ad assicurare la conservazione dei dati 
originali e ad impedirne l’alterazione»32. Si introduce, quindi, una 
tipologia di ispezione - quella informatica, avente ad oggetto dati digitali - 
che si aggiunge alle ipotesi tradizionali; l’integrazione normativa ad opera 
della l. n. 48 del 2008 non si limiterebbe, infatti, ad una specificazione del 
modus operandi imposto - come invece si era sostenuto nella relazione al 
Progetto della l. n. 48 del 2008, ove si riferiva di «un adeguamento 
prevalentemente lessicale delle disposizioni processuali già vigenti»33 - ma 
introdurrebbe uno strumento ulteriore34, volto ad ottenere emergenze 
investigative in precedenza acquisibili esclusivamente tramite la 
perquisizione ed il conseguente sequestro35. 
La meticolosa ricerca, invece, rappresenta l’essenza della 
perquisizione36, «che il diritto regola in previsione non tanto d’un effetto 
giuridico […], quando del risultato fisico»37, ossia l’apprensione di una 
res; è anch’essa disposta con decreto motivato dell’autorità giudiziaria ex 
                                                 
30 P. FELICIONI, Le ispezioni e le perquisizioni, cit., p. 84. 
31 E. APRILE, Le indagini tecnico-scientifiche: problematiche giuridiche nella formazione della prova 
penale, in Cass. pen., 2003, p. 4036 evidenzia come l’urgenza che caratterizza tale attività conduce 
a sostenere che debba trattarsi di accertamenti aventi, comunque, una funzione essenzialmente 
descrittiva. 
32 Art. 244, cpv., c.p.p. 
33 P. PERRI, Computer forensics, cit., p. 104. 
34 P. FELICIONI, Le ispezioni e le perquisizioni, cit., p. 85. 
35 A. CISTERNA, Perquisizioni in caso di fondato motivo, in Guida dir., 2008, (16), p. 66. In 
giurisprudenza, Cass., sez. I, 16 febbraio 2007, n. 25755, in Guida dir., (31), p. 57 ss. In ordine ai 
profili di tecnica investigativa, S. ATERNO, Acquisizione ed analisi della prova informatica, cit., p. 61 
ss. 
36 M. T. STURLA, sub art. 247 c.p.p., in G. CANZIO-G. TRANCHINA (a cura di), Codice di 
procedura penale, cit., p. 2168 ss.; M. ANTINUCCI, sub art. 247 c.p.p., in A. GAITO (a cura di), Codice 
di procedura penale commentato, cit., p. 1444 ss.; P. BALDUCCI, voce Perquisizione (dir. proc. pen.), in 
Enc. dir., Milano, 2000, Agg., p. 978 ss.; M. BARGIS, voce Perquisizioni, in Dig. disc. pen., Torino, 
1995, IX, p. 489 ss.; E. BASSO, sub art. 247 c.p.p., in M. CHIAVARIO (coord. da.), Commento al 
nuovo codice di procedura penale, cit., p. 697 ss. 
37 F. CORDERO, Il procedimento probatorio, in ID., Tre studi sulle prove penali, Milano, 1963, II, p. 
101. 
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art. 247 comma 2 c.p.p. ed il presupposto è rappresentato dalla 
sussistenza di fondati motivi che facciano ritenere che il corpo del reato 
o le cose ad esso pertinenti siano reperibili su una persona, in un 
determinato luogo, ovvero che in esso si possa eseguire l’arresto 
dell’imputato38 o dell’evaso. L’aggettivazione del presupposto - i motivi 
fondati - legittima l’impiego di siffatto mezzo di investigazione solo 
laddove vi siano indizi di un certo spessore, che superino il semplice 
sospetto o la mera congettura39.  
E, come per l’ispezione, laddove la perquisizione riguardi sistemi 
informatici o telematici, ancorché protetti da misure di sicurezza40, si 
impone l’adozione di accorgimenti atti a garantire la conservazione dei 
dati originali; accorgimenti che debbono essere altresì in grado di evitare 
il rischio di alterazione41.  
 
 
§ 2.1.1. L’ISPEZIONE E LA PERQUISIZIONE DI SISTEMI INFORMATICI O 
TELEMATICI. 
 
Delineate per sommi capi le principali questioni che attengono alla 
digital evidence, il tentativo di procedere ad una ricostruzione organica della 
materia impone talune osservazioni in merito alla configurazione 
dell’apparato investigativo adottato. Ciò poiché, come si è rammentato, 
                                                 
38 Come evidenzia P. FELICIONI, Le ispezioni, cit., p. 95, il riferimento al solo imputato non 
impedisce, in virtù dell’art. 61 c.p.p., che la norma in esame sia estesa altresì all’indagato. 
39 In questo senso la dottrina maggioritaria. Cfr., E. BASSO, sub art. 247 c.p.p., in M. 
CHIAVARIO (coord. da), Commento al nuovo codice di procedura penale, cit., p. 697 ss.; M. 
MONTAGNA, La ricerca della prova nelle investigazioni di polizia giudiziaria e nelle indagini preliminari, in 
A. GAITO (diretto da), La prova penale, Torino, 2008, II, p. 99; A. P. MAIORE, Provvedimento di 
perquisizione e motivazione, in Riv. it. dir. proc. pen., 2000, (1), p. 51. In giurisprudenza, proprio in 
relazione alla perquisizione di sistemi informatici o telematici, si veda Cass., sez. IV, 24 maggio 
2012, n. 19618, in Arch. n. proc. pen., 2012, (5), p. 525 s.; pronuncia con la quale la Suprema 
corte afferma che la perquisizione di sistemi informatici o telematici ex art. 247 comma 1-bis 
c.p.p. non può essere disposta per il perseguimenti di finalità meramente esplorative e di mera 
investigazione. 
40 Assimilabile alla misura minima di sicurezza di cui all’art. 4, comma 3, lett. a), d.lgs. n. 
196 del 2003, il quale la definisce come «“il complesso delle misure tecniche, informatiche, 
organizzative, logistiche e procedurali di sicurezza che configurano il livello minimo di 
protezione richiesto in relazione ai rischi previsti nell’art. 31”, laddove tali rischi sono quelli di 
“distruzione o perdita, anche accidentale, dei dati stessi, di accesso non autorizzato o di 
trattamento non consentito o non conforme alle finalità della raccolta”». Così, P. PERRI, 
Computer forensics, cit., p. 105. 
41 Art. 247, comma 1-bis, c.p.p. 
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la ricerca della prova digitale verte sul binomio composto da ispezione e 
perquisizione; a quest’ultima consegue il sequestro. Tuttavia, la 
modellazione dei tradizionali mezzi di ricerca della prova operata dalla l. 
n. 48 del 2008 dà luogo a talune perplessità42, derivanti dalle peculiarità 
della digital forensics, le quali fanno dubitare della correttezza sistematica 
dell’opzione legislativa. 
La diversità di scopo tra i due mezzi di ricerca della prova, impone 
una diversità di metodo investigativo; laddove si tratti di investigazioni 
aventi carattere informatico, la linea di demarcazione sembra però 
divenire meno netta. In primo luogo, poco chiaro appare il perimetro 
concettuale di ciascun elemento conoscitivo. Accanto ai «dati, 
informazioni, programmi informatici» il nuovo comma 1-bis dell’art. 247 
c.p.p. prevede, infatti, il sintagma «tracce comunque pertinenti al reato» 
ed introduce, in tal maniera, una parziale sovrapposizione finalistica. La 
ricerca di tracce del reato verrebbe, infatti, a costituire valido 
presupposto tanto dell’ispezione, ex art. 244 comma 2 c.p.p., quanto della 
perquisizione.  
Si sostiene, poi, che i rilievi e le operazioni tecniche (dal carattere 
meramente descrittivo) legittimate dall’art. 244 comma 2 c.p.p., non 
sembrano poter essere facilmente traslati sul piano digitale; non solo si 
tratta di azioni in grado di incidere direttamente sulla genuinità della 
risultanza investigativa43, ma tali operazioni implicano, altresì, nel settore 
dell’investigazione informatica, delicate valutazioni di carattere tecnico-
                                                 
42 Già L. LUPÀRIA, La disciplina processuale e le garanzie difensive, cit., p. 176 mostrava una certa 
diffidenza verso l’intenzione di ricondurre i principali strumenti di investigazione informatica ai 
tradizionali istituti della ispezione e perquisizione. Per una breve panoramica sul tema si veda 
F. M. MOLINARI, Questioni in tema di perquisizione e sequestro di materiale informatico, in Cass. pen., 
2012, (2), p. 696 ss. 
43 Si veda L. LUPÀRIA, Computer crimes e procedimento penale, in G. GARUTI (a cura di), 
Modelli differenziati di accertamento, in G. SPANGHER (diretto da), Trattato di procedura penale, Torino, 
2011, Vol. 7, Tomo I, p. 384, ove l’Autore sostiene che «difficilmente si può comprendere 
come una attività perquirente possa essere compiuta direttamente sul contenuto di un 
elaboratore senza che i dati al suo interno vengano alterati e modificati, a meno di non voler 
ritenere - in maniera del tutto distorta - che l’inciso ‘adottando misure tecniche dirette ad 
assicurare la conservazione dei dati originali e ad impedirne l’alterazione’ voglia far riferimento 
alle cautele per lo stoccaggio successivo di elementi già inquinati e manipolati. Sembra dunque 
potersi affermare che il legislatore abbia voluto costruire delle norme che potremmo definire 
‘di auspicio’, preconizzando che in un futuro possano utilizzarsi largamente strumenti capaci di 
inserirsi all’interno di un computer per apprendere una certa informazione senza alterarne il 
contenuto e immaginando una standardizzazione delle metodologie e un consolidamento della 
scienza informatica applicata all’indagine penale tali da far assomigliare una operazione di 
acquisizione digitale ad un semplice rilievo o a prelievi di routine». 
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scientifico, che riconducono l’attività posta in essere nell’alveo degli 
accertamenti tecnici di cui all’art. 359, ovvero 360 c.p.p.44 . Ogni 
operazione eseguita su un device, anche la più semplice - basti pensare 
all’apertura di un documento informatico - è, infatti, potenzialmente 
idonea ad alterare i dati ed il contenuto del file o dell’intero sistema 
informatico. Ciò «sembra andare oltre il semplice ‘sguardo esplorante’» 
tipico dell’ispezione ed avvicinarsi maggiormente alle modalità operative 
tipiche della perquisizione prevista dall’art. 247 comma 1-bis c.p.p.45. 
La tesi secondo la quale l’ispezione esclude la possibilità di accesso 
“fisico” al sistema informatico sembra avvalorata dall’assenza del 
riferimento, nell’art. 244 c.p.p., alle misure di sicurezza da cui il sistema 
medesimo può essere protetto46. Mentre in sede di perquisizione, tali 
protezioni non rappresentano un ostacolo alla possibilità di ricercare dati, 
informazioni, programmi informatici o tracce comunque pertinenti al 
reato - poiché trattasi di attività esplicitamente contemplata dal comma 
1-bis dell’art. 247 c.p.p. - in sede di ispezione la presenza di password o di 
altre misure, dovrebbe precludere la possibilità di introdursi nel sistema, 
dato che il loro superamento non è esplicitamente contemplato dall’art. 
244 c.p.p.. Si tratterebbe, dunque, solamente di «osservare il sistema 
informatico o telematico, descrivendolo nei suoi particolari, ad esempio 
la presenza di periferiche collegate o scollegate, rilevando la presenza 
(sistema acceso) di particolari sistemi hardware o software o l’utilizzo o la 
presenza di sistemi particolari di connessione (reti wireless, adsl) o di 
supporti informatici di pertinenza»47. 
                                                 
44 D. SIRACURANO, Le prove, in D. SIRACUSANO-A. GALATI-G. TRANCHINA-E. ZAPPALÀ, 
Diritto processuale penale, Milano, 2011, I, p. 399. 
45 S. ATERNO, sub art. 8, cit., p. 205 s. Contra, G. COSTABILE, Computer forensics e 
informatica investigativa, cit., p. 476 s. 
46 P. FELICIONI, Ispezioni e perquisizioni, cit., p. 146 s. Contra, G. BRAGHÒ, L’ispezione e la 
perquisizione di dati, informazioni e programmi informatici, cit., p. 195, per il quale si tratta di una 
omissione tecnicamente incomprensibile, posto che la necessità di forzare misure di sicurezza 
si potrebbe presentare non solo nei casi di perquisizione, ma anche di ispezione informatica. 
47 S. ATERNO, sub art. 8, cit., p. 206 s. Si veda altresì, P. PERRI, Computer forensics, cit., p. 
104, per il quale oggetto dell’ispezione informatica è rappresentato dai soli sistemi informatici o 
telematici e non anche i dati, le informazioni e i programmi. «La spiegazione di questa 
restrizione sta nelle motivazioni che sottintendono all’istituto stesso dell’ispezione, che serve 
per osservare e descrivere persone, luoghi e cose allo scopo di accertare le tracce e gli altri 
effetti materiali del reato. Da ciò ne deriva che, in caso di ispezione su un sistema informatico, 
l’investigatore potrà comunque osservare e descrivere i dati, le informazioni e i programmi in 
esso contenuti». 
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A siffatta conclusione sembra, tuttavia, ostare il dettato normativo; 
laddove l’art. 244 comma 2 c.p.p. prevede l’adozione di misure tecniche 
di carattere conservativo, rende possibile - e per certi versi impone - 
pratiche investigative direttamente incidenti sul sistema informatico 
oggetto di accertamento. Pratiche investigative che non dovrebbero, 
tuttavia, concretizzarsi in procedure di copia dell’originale; la netta 
distinzione tra gli accorgimenti tecnici finalizzati ad impedire l’alterazione 
e la conservazione dalle tecniche informatiche volte ad ottenere il 
duplicato della memoria di massa è infatti chiaramente desumibile dal 
tenore letterale dell’art. 354 comma 2 c.p.p.; disposizione, quest’ultima, 
che qualifica le operazioni di duplicazione dell’hard disk come eventuali e, 
comunque, successive. Allora, ritenere che l’ispezione informatica 
contempli anche le procedure di copia sarebbe possibile solo estendendo 
- indebitamente - la portata del disposto di cui all’alinea dell’art. 244 
c.p.p.. 
In un quadro sistematico di tanto difficile composizione, sembra 
allora condivisibile quella dottrina che non pone l’ispezione e la 
perquisizione informatica in rapporto di reciproca esclusione, ma, 
diversamente, afferma che si tratti di tecniche investigative che «possono 
convivere nell’ambito della stessa ricerca progressiva»48. In particolare, la 
prima fase della ricerca configurerebbe un’ispezione laddove si dovessero 
impiegare, ad esempio, software deputati alla cosiddetta preview del 
materiale informatico contenuto nel supporto49, in grado di consentire 
agli investigatori una preliminare e completa visione del contenuto 
dell’hard disk, senza dover procedere ad alcuna ricerca. Il secondo 
passaggio, invece, si tradurrebbe in una perquisizione stricto sensu intesa, 
da porre in essere tramite l’effettuazione di una copia conforme 




   
                                                 
48 P. FELICIONI, Le ispezioni e le perquisizioni, cit., p. 147. 
49 S. ATERNO, sub art. 8, cit., p. p. 210 s., il quale precisa che condizione imprescindibile per 
la validità tecnica di tale modus operandi è rappresentata dall’essere il computer spento. Solo a tale 
condizione il sistema non rischia di subire modifiche. 
50 Sempre P. FELICIONI, Le ispezioni e le perquisizioni, cit., p. 147. 
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§ 2.2. MODALITÀ OPERATIVE E SEQUESTRO. 
 
Indipendentemente dalle categorie processualistiche cui la fattispecie 
va ricondotta, punto fermo dell’intera disciplina è rappresentato dalla 
necessità di adottare misure che non alterino il dato digitale. Compiuta la 
prodromica attività di ricerca, l’acquisizione del reperto può seguire una 
duplice via: è infatti possibile procedere al sequestro dell’intero computer, 
ovvero eseguire la duplicazione in loco dell’hard disk, attraverso la 
cosiddetta bit-stream imaging51. 
A più riprese la dottrina ha manifestato la predilezione verso tecniche 
di clonazione che non arrechino un pregiudizio eccessivo all’indagato, 
rispetto a quelle che possono essere le effettive esigenze investigative52. 
Pregiudizio che all’evidenza si concretizzerebbe laddove si procedesse al 
sequestro indiscriminato dei supporti hardware della persona53; si 
tratterebbe di modalità di indagine lesive «del principio di pertinenza 
delle indagini rispetto all’addebito provvisorio, giacché vengono acquisiti 
una serie di dati digitali del tutto irrilevanti per la constatazione 
dell’illecito»54, poiché sarebbero assoggettati a vincolo probatorio pure 
dati attinenti in via esclusiva alla vita privata dell’individuo55 e per nulla 
riferibili all’illecito per cui si procede.  
                                                 
51 G. ZICCARDI, L’ingresso della computer forensics nel sistema processuale italiano, cit., p. 175 s. 
G. COSTABILE, Scena criminis, cit., p. 533 precisa come per utilizzare, per la bit stream image, un 
hard disk nuovo oppure un wiper, ossia un disco rigido già utilizzato, ma sottoposto ad una 
operazione di approfondita pulitura, in grado di evitare che possa essere recuperato un file 
cancellato riconducibile, ad esempio, al precedente utilizzatore del supporto. 
52 G. DEZZANI, Adozione di misure tecniche dirette ad assicurare la conservazione dei dati originali e ad 
impedirne l’alterazione, in Riv. Guardia Fin., 2012, (3), p. 339 afferma che «sostanzialmente 
l’acquisizione potrebbe essere sempre indirizzata ai soli dati (mentre) l’apparato hardware 
dovrebbe essere prelevato solamente nei casi in cui si possa procedere alla duplicazione per 
ragioni di dimensioni e di tempo o nei casi in cui la copia potrebbe non essere sufficiente per la 
documentazione delle condotte». A. MONTI, No ai sequestri indiscriminati di computer, in Diritto 
dell’internet, 2007, (3), p. 264 ss.  
53 Per tutti, A. C. MANCHÌA, Sequestro probatorio di computers: un provvedimento superato dalla 
tecnologia?, in Cass. pen., 2005, (5), p. 1636, ove sottolinea lo spropositato carattere afflittivo del 
sequestro probatorio avente ad oggetto l’intero hard disk e precisa (p. 1637) che la restituzione 
dell’hard disk potrebbe condurre all’utilizzazione dei file costituenti corpo del reato da parte 
dell’indagato; «per scongiurare tale eventualità, pertanto, dovrebbe ricorrersi alla cifrazione, 
mediante algoritmo crittografico di tali file o programmi, impedendo quindi il libero accesso ad 
essi da parte del detentore del computer». 
54 L. LUPÀRIA, La disciplina processuale e le garanzie difensive, cit., p. 177. 
55 M. DANIELE, La prova digitale nel processo penale, cit., p. 287, il quale, stante la «promiscuità» 
della prova digitale, proprio per tutelare la riservatezza dell’individuo suggerisce un 
procedimento autorizzativo analogo a quello disciplinato dall’art. 267 c.p.p. in tema di 
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Inoltre, le procedure di copia del disco rigido sembrano suggerite 
dall’art. 354 comma 2 c.p.p.56, nonché dall’art. 260 comma 2 c.p.p., i 
quali prescrivono l’«immediata duplicazione su adeguati supporti, 
mediante una procedura che assicuri la conformità della copia 
all’originale e la sua immodificabilità»57. Non solo. L’art. 354 cpv. c.p.p. 
aggiunge che al sequestro la polizia giudiziaria procede «se del caso». 
L’asportazione materiale della componentistica informatica è, dunque, 
possibile e dipende dalla valutazione delle concrete contingenze58 e non 
può certo definirsi un adempimento obbligatorio.  
La minima compressione dei diritti della persona dovrebbe essere, 
dunque, il criterio regolatore dell’attività di investigazione informatica; se 
l’indirizzo giurisprudenziale ante riforma era quello di estendere il 
                                                                                                                            
intercettazioni, (p. 290) senza tuttavia limitare le fattispecie di reato che potrebbero legittimare 
l’adozione del mezzo investigativo. Concorde, E. LORENZETTO, Utilizzabilità dei dati informatici 
incorporati su computer in sequestro: dal contenitore al contenuto passando per la copia, in Cass. pen., 2010, 
(4), p. 1528. 
56 L. LUPÀRIA, La ratifica della Convenzione Cybercrime, cit., p. 720. 
57 Sulle modalità della duplicazione la dottrina osserva che «anche impiegando tool 
particolarmente conosciuti, quali ad esempio (il software Encase), utilizzato da gran parte delle 
forze di polizia europee e americane, emergerebbe una ulteriore problematica: tali programmi, 
infatti, sono quasi sempre coperti da licenza, in quanto commercializzati da grandi 
multinazionali informatiche. Ciò impedisce di poter avere accesso ai c.d. ‘codici sorgente’, vale 
a dire alle vere e proprie fondamenta che sorreggono l’intelaiatura del programma e ne 
condizionano la sua operatività. l’eccezione che voglia far leva sulla impossibilità, per giudice e 
parte avversa, di esaminare il concreto funzionamento di quel software e quindi di poter 
monitorare la correttezza dell’iter da esso seguito, con conseguente garanzia di fedeltà della 
copia effettuata, parrebbe quindi non del tutto infondata»  ed aggiunge che «non a caso, alcune 
squadre investigative hanno iniziato ad utilizzare per le attività di copiatura programmi a codice 
aperto (open source), talora insieme a quelli a codice titolare così da conseguire una duplice 
conferma della bontà della copia e consentire in seguito alla difesa di ricontrollare tutti i 
passaggi effettuati». In questi termini, L. LUPÀRIA, La ratifica della Convenzione Cybercrime, cit., 
p. 720. Contra, G. COSTABILE, Computer forensics e informatica investigativa, cit., p. 483 ss., il 
quale ritiene l’impossibilità di accedere ai “codici sorgente” una preoccupazione che 
semplicemente tende a «complicare lo scenario». 
58 S. VENTURINI, Sequestro probatorio e fornitori di servizi telematici, in L. LUPÀRIA (a cura di), 
Internet provider e giustizia penale. Modelli di responsabilità e forme di collaborazione processuale, Milano, 
2012, p. 116 ss. osserva come non sia necessario sequestrare il supporto per assicurare al 
coacervo probatorio il documento informatico; aggiunge, poi, come l’asportazione dell’hard 
disk, «a ben guardare potrebbe rivelarsi più sicura, lineare e garantista per le prerogative e i 
diritti dell’indagato. Innanzitutto perché l’iniziale fase del sequestro certamente non sarebbe 
preceduta da esplorative imbarazzanti intrusioni nel contenuto dell’elaboratore sul luogo in cui 
lo stesso si trova. Inoltre, il lasso temporale intercorrente tra l’apprensione materiale dell’hard 
disk e il momento di esecuzione della bit stream image consentirebbe l’attivazione, in maniera più 
agevole e con ritmi meno convulsi, dell’auspicabile procedura partecipata prevista dall’art. 360 
c.p.p. per gli accertamenti tecnici irripetibili che, indubbiamente, appare meglio calibrata a 
contemperare le suindicate esigenze fisiologicamente contrapposte». 
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significato delle locuzioni «corpo del reato» e «cose pertinenti al reato»59, 
sicché il sequestro del computer si fondava sulla natura dell’oggetto 
appreso e sulla sua implicita valenza probatoria, l’ufficializzazione di 
tecniche di duplicazione dell’hard disk - avvenuta con la l. n. 48 del 2008 - 
dovrebbe rappresentare un appiglio normativo sufficiente per un 
revirement interpretativo.  
La legittimità del sequestro probatorio, infatti, non è ancorata al solo 
dato obiettivo dell’oggetto che si intende sottrarre alla libera disponibilità 
del possessore; è richiesta, altresì, una specifica idoneità finalistica, ossia 
la valenza probatoria di quanto acquisito. Attitudine, questa, che è stata 
variamente descritta. Autorevole dottrina sostiene che l’esigenza 
probatoria è in re ipsa laddove si tratti del corpus delicti, mentre apposita 
dimostrazione è richiesta in relazione alle cose di mera pertinenza, in 
considerazione del rapporto solo indiretto tra la res e l’illecito60. E la 
medesima linea di pensiero era espressa dalle sezioni unite della Corte di 
cassazione, per le quali «i provvedimenti dell’autorità giudiziaria di 
sequestro o di convalida del sequestro sono sempre legittimi quando 
abbiano ad oggetto cose qualificabili come ‘corpo del reato’, essendo 
necessario e sufficiente, a tal fine, che risulti giustificata tale 
qualificazione, senza che occorra specifica motivazione sulla sussistenza 
nel concreto delle finalità proprie del sequestro probatorio»61. 
Successivamente al menzionato intervento, l’impostazione della 
giurisprudenza di legittimità è tuttavia mutata62. Collocato su posizioni 
                                                 
59 A. MONTI, La nuova disciplina del sequestro informatico, in L. LUPÀRIA (a cura di), Sistema 
penale e criminalità informatica, cit., p. 199 s., rinviandosi ai richiami giurisprudenziali ivi presenti. 
In giurisprudenza, per un intervento definitorio, cfr. Cass., sez. IV, 17 novembre 2010, n. 2622, 
in C.E.D. Cass., rv. 249487, ove per “cose pertinenti al reato” si intendono «tutte quelle che 
sono in rapporto indiretto con la fattispecie criminosa concreta e risultano strumentali 
all'accertamento dei fatti, ovvero quelle necessarie alla dimostrazione del reato e delle sue 
modalità di preparazione ed esecuzione, alla conservazione delle tracce, all'identificazione del 
colpevole, all'accertamento del movente ed alla determinazione dell'"ante factum" e del "post 
factum" comunque ricollegabili al reato, pur se esterni all'"iter criminis", purché funzionali 
all'accertamento del fatto ed all'individuazione dell'autore». 
60 D. SIRACUSANO, Le prove, cit., p. 402. 
61 Cass., sez. un., 11 febbraio 1994, n. 2, in Cass. pen., 1994, (12), p. 2913, con nota di F. 
RIGO, Sequestro probatorio del corpo del reato e principio della motivazione. 
62 Lo stesso intervento delle sezioni unite precedentemente citato rappresenta un 
discostamento rispetto a quanto enunciato dal medesimo Supremo consesso. Si veda Cass., 
sez. un., 18 giugno 1991, n. 10 in Giust. pen., 1992, (8), III, p. 508. Per un commento a tale 
pronuncia si rinvia a E. SELVAGGI, Sul sequestro operato dalla polizia giudiziaria, in Cass. pen. , 1991, 
(12), p. 925 ss. 
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antitetiche, l’orientamento maggioritario sostiene che anche per le cose 
che costituiscono il corpo del reato il decreto di sequestro a fini di prova 
deve essere sorretto, a pena di nullità, da idonea motivazione in ordine al 
presupposto della finalità perseguita, in concreto, per l’accertamento dei 
fatti63. 
In quest’ottica, nell’ambito dell’investigazione digitale, appare arduo 
poter fornire un adeguato supporto motivazionale circa le esigenze 
probatorie sottese al vincolo del sequestro. L’impiego delle tecniche di 
digital forensics in precedenza brevemente illustrate consente infatti di 
ottenere un supporto investigativo perfettamente funzionale alle 
necessità probatorie connesse al procedimento, rendendo l’apprensione 
dell’hardware del tutto ultronea rispetto alle effettive contingenze. Con 
sguardo pragmatico, deve tuttavia osservarsi come lo spossessamento del 
bene avrà comunque luogo: l’art. 1 comma 1 della l. n. 12 del 2010 
modifica l’art. 240 cpv. c.p., il quale, a seguito della citata novella, 
prevede la confisca obbligatoria dei «dei beni e degli strumenti 
informatici o telematici che risultino essere stati in tutto o in parte 
utilizzati per la commissione» di reati informatici; ne consegue la 
possibilità di disporre il sequestro preventivo dei medesimi beni ai sensi 
dell’art. 321 comma 2 c.p.p. Se non per il tramite del mezzo di ricerca 
della prova, l’apprensione dei beni informatici nella disponibilità 
dell’indagato avverrà attraverso la misura cautelare reale. L’esito appare 
dunque il medesimo. 
 
 
§ 2.2. MODALITÀ OPERATIVE E TUTELA DEL CONTRADDITTORIO. 
 
Alla aleatorietà dei metodi di acquisizione della prova digitale deve 
corrispondere un particolare rafforzamento delle garanzie individuali, 
attraverso la effettiva partecipazione della difesa64 - fin dai primi passi 
                                                 
63 In questi termini, Cass., sez. un., 28 gennaio 2004, n. 5876, in Dir. e giust., 2004, (11), p. 
24, con nota di G. FUMU, Motivazione obbligatoria per tutti i sequestri. Tra le sezioni semplici, 
recentemente, che il sequestro probatorio, anche quando abbia ad oggetto il corpo del reato, 
necessiti di specifica motivazione in ordine alla ritenuta sussistenza delle esigenze probatorie, 
non potendosi ritenere che queste siano in re ipsa, si veda Cass., sez. II, 21 agosto 2012, n. 
32941, in Arch. n. proc. pen., 2012, (6), p. 635. 
64 La costante partecipazione difensiva non avrebbe il solo effetto di meglio tutelare le 
prerogative difensive della parte privata, ma ridurrebbe altresì «l’insorgenza di possibili 
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dell’investigazione informatica - e attraverso l’esaltazione del 
contraddittorio nella valutazione della attendibilità del risultato 
investigativo. 
Quanto al primo profilo, la partecipazione del difensore alle 
investigazioni trova copertura costituzionale nell’art. 24 comma 2 Cost., 
il quale delinea il diritto di difesa come un «principio di valenza 
generale»65, la cui inviolabilità è riferita all’intera dinamica 
procedimentale66. Diretta estrinsecazione del precetto è la disciplina 
dettata dagli artt. 356, 364 e 365 c.p.p.  
Procedendo ad un inquadramento sintetico della regolamentazione, 
l’art. 364 del codice di rito prevede che laddove il pubblico ministero 
intenda procedere ad ispezione deve notificare all’indagato l’invito a 
presentarsi di cui all’art. 375 c.p.p. - il quale prescrive un termine di 
comparizione di almeno tre giorni - mentre al difensore l’avviso circa 
l’atto investigativo deve essere comunicato almeno ventiquattro ore 
prima, ai sensi del comma 3 dell’art. 364 c.p.p.. Un diritto al preavviso 
del difensore non sussiste, invece, laddove si intenda procedere a 
perquisizione; l’avviso della facoltà di farsi assistere da un difensore deve 
essere dato, ex art. 365 c.p.p., in loco, prima che abbia inizio la ricerca e 
l’alinea della medesima disposizione sancisce la facoltà del difensore di 
assistere al compimento dell’atto. La medesima impostazione è assunta - 
ex art. 356 c.p.p. in combinato disposto con l’art. 114 disp. att. c.p.p. - in 
ordine alle perquisizioni ed agli accertamenti urgenti sui luoghi, sulle cose 
e sulle persone eseguiti in caso di pericolo di alterazione67. 
Se, per il tramite di tali disposizioni, con riguardo alle tradizionali 
attività investigative il diritto di difesa risulta tendenzialmente tutelato, 
nell’ambito della digital forensic è possibile affermare una sostanziale 
inettitudine della normativa ad espletare una funzione effettivamente 
garantistica. In primo luogo,  in caso di ispezione informatica - stante la 
                                                                                                                            
contestazioni in sede dibattimentale», garantendo, quindi, pure la solidità dell’impianto 
accusatorio creato dalla pubblica accusa. Cfr. A. E. RICCI, Digital evidence, cit., p. 349. 
65 A. FARGIUELE, I principi del giudizio penale per la realizzazione del giusto processo, in P. M. 
CORSO-F. PERONI (a cura di), Studi in onore di Mario Pisani, Piacenza, 2010, I, p. 357. 
66 Per precisazioni di carattere semantico, relative ai termini «stato», «grado» e 
«procedimento» impiegati dall’art. 24 comma 2 Cost. si rinvia a G. MIGLIOCCA, Il diritto di difesa, 
in G. DEAN (a cura di), Fisionomia costituzionale del processo penale, Torino, 2007, p. 63 ss. 
67 Si delinea così la distinzione tra quelli che sono stati definiti atti garantiti «in senso forte» 
e atti garantiti «in senso debole». Cfr. P. GAETA, sub art. 364 c.p.p., in A. GIARDA-G. 
SPANGHER (a cura di), Commentario al codice di procedura penale, Milano, 2010, II, p. 4436. 
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naturale fragilità del dato digitale - sarebbero sempre ravvisabili i 
presupposti dell’art. 364 comma 5 c.p.p., per il quale, laddove vi sia 
fondato motivo di ritenere che le tracce o gli altri effetti materiali del 
reato possano essere alterati, l’avviso al difensore può essere addirittura 
pretermesso68. Escluso in nuce il diritto al preavviso, resta ferma la 
possibilità per il difensore di presenziare all’attività investigativa, sebbene 
già in corso di espletamento. Si verifica, dunque, una situazione non 
dissimile da quella prevista per la perquisizione69. 
Ciò posto, occorre osservare come le peculiarità dell’investigazione 
informatica non rendono la mera partecipazione difensiva sintomo di 
garanzia; l’alto tasso di tecnicismo che permea la materia non solo 
richiede una solida preparazione scientifica degli operatori che 
agiscono70, ma implica altresì la necessità per l’indagato di avvalersi, fin 
dai primi momenti investigativi, di un consulente tecnico, capace di 
confrontarsi con cognizione di causa sull’operato degli inquirenti. Infatti, 
la presenza del solo difensore si risolverebbe, in buona parte dei casi, in 
un avallo fideistico dell’attività posta in essere dagli inquirenti; ed allora, 
come è stato correttamente osservato, «il fulcro della questione risiede 
essenzialmente nella carenza di poteri inquirenti coercitivi da parte del 
difensore»71. 
Le attività di investigazione difensiva - regolamentate nel titolo VI bis 
del libro V, introdotto ad opera della l. 7 dicembre 2000 n. 397 - 
appaiono di scarsa efficacia. È pur vero che gli artt. 391 sexies e 391 septies 
c.p.p. contemplano la possibilità per il difensore di accedere ai luoghi - 
pubblici, da un lato, e privati o non aperti al pubblico, dall’altro lato - e di 
procedere, altresì, all’esecuzione di rilievi tecnici documentabili. Tuttavia, 
analizzando la fattispecie con sguardo pragmatico, trattasi di soluzioni 
impraticabili o, comunque, inefficaci. Ciò poiché nella maggior parte dei 
casi l’espletamento di un accertamento difensivo cade su beni già 
sottoposti al vincolo del sequestro, sicché si dovrebbe ricorrere all’ausilio 
                                                 
68 Ad una siffatta conclusione giunge G. COSTABILE, Computer forensics e informatica 
investigativa, cit., p. 477 s. 
69 Circa l’insussistenza dell’obbligo per il pubblico ministero di sospendere l’attività in attesa 
dell’intervento del difensore la giurisprudenza è consolidata. Ex plurimis, Cass., sez. fer., 25 
luglio 2006, n. 27372, in C.E.D. Cass., rv. 255169. 
70 A. E. RICCI, Digital evidence, sapere tecnico-scientifico e verità giudiziale, cit., p. 343. 
71 E. LORENZETTO, Le attività urgenti di investigazione informatica e telematica, cit., p. 158. 
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di un consulente tecnico a norma dell’art. 233 c.p.p.72. Ed è evidente 
come, in tali ipotesi, l’impostazione normativa non appare «in grado di 
permettere una efficace e tranquillizzante verifica […] dei protocolli 
informatici adottati, di guisa che il controllo tardivo su dati digitali già 
trattati potrebbe far sorgere fondati e ragionevoli dubbi sulla possibile 
ricostruzione a posteriori delle digital evidences originarie»73.  
Inoltre, da un punto di vista squisitamente processuale, si osserva 
come il consulente tecnico di parte non vanti un potere autonomo 
all’esame dei beni in sequestro, ma necessiti di una preventiva 
autorizzazione, richiesta dal difensore all’autorità giudiziaria. In 
particolare, siffatta autorizzazione dovrà essere richiesta al giudice, 
ovvero al pubblico ministero, a seconda che l’azione penale sia stata o 
meno esercitata, stante il disposto di cui all’art. 233 comma 1 bis c.p.p.. A 
tal proposito, si è evidenziata una «discrasia irragionevole in tema di 
impugnazione dell’eventuale diniego, pronunciato senza che la legge, 
peraltro, espliciti i parametri di valutazione»74. Infatti, se a fronte del 
rifiuto del pubblico ministero residua la possibilità di formulare 
opposizione - alla quale consegue un giudizio dinanzi al giudice per le 
indagini preliminari nelle forme previste dall’art. 127 c.p.p. - contro il 
provvedimento di diniego emesso de plano dallo stesso giudice non sono 
previsti strumenti di controllo immediato, potendo essere contestato per 
il solo tramite dell’impugnazione dell’ordinanza congiuntamente alla 
sentenza ex art. 586 c.p.p.75. 
                                                 
72 S. ATERNO, Acquisizione e analisi della prova informatica, cit., p. 68. 
73 G. PIERRO, Introduzione allo studio dei mezzi di ricerca della prova informatica, in Dir. pen. proc., 
2011, (1), p. 1518. Come sostiene E. LORENZETTO, Le attività urgenti di investigazione informatica e 
telematica, cit., p. 159, sembrerebbe preclusa alla difesa la possibilità di effettuare rilievi e 
accertamenti ex art. 391 sexies c.p.p. nel caso in cui il supporto informatico si trovi in luogo non 
accessibile o sia già sottoposto a vincolo di sequestro, e aggiunge (p. 159 s.) che un possibile 
correttivo potrebbe essere rappresentato dall’autorizzazione giudiziale ai sensi dell’art. 391 
septies c.p.p. «da rapportare - in materia informatica - alle regulae agendi di cui al novellato art. 
354, comma 2, c.p.p. Tuttavia, non è previsto né un termine per la decisione né tanto meno 
uno strumento di impugnazione avverso l’eventuale diniego giudiziale», sicché si profilano 
dubbi di legittimità costituzionale della disposizione con riguardo all’effettivo diritto di 
difendersi indagando. 
74 R. KOSTORIS, I consulenti tecnici nel processo penale, Milano, 1993, p. 145. E. LORENZETTO, 
Le attività urgenti di investigazione informatica e telematica, cit., p. 160. 
75 Sempre, E. LORENZETTO, Le attività urgenti di investigazione informatica e telematica, cit., p. 
160. 
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Si tratta, in conclusione, di garantire ab origine la possibilità di un 
confronto dialogico in ordine alla tecnica investigativa76: a tal fine, la 
possibile via è rappresentata dal ricorso ad accertamenti di natura 
irripetibile77 - per i quali la facoltà della difesa di nominare consulenti 
tecnici è garantita dal necessario avviso - richiesti qualora le operazioni 
da realizzare implichino un approccio scientifico-valutativo. Se, da un 
lato, ad essi occorre riferirsi qualora l’attività tecnica riguardi «persone, 
cose o luoghi il cui stato è soggetto a modificazione», dall’altro lato, in 
forza dell’art. 117 disp. att. c.p.p., l’accertamento de quo deve essere 
impiegato pure laddove si tratti di operazioni in grado di mutare 
irreversibilmente lo stato delle cose, dei luoghi o delle persone78. 
Ebbene, non sussiste alcun dubbio in ordine alla sussistenza, nella 
materia de qua, dei presupposti necessari per la configurazione delle 
attività di digital forensics quali accertamenti tecnici irripetibili. In primo 
luogo, l’alto tecnicismo che caratterizza la materia informatica comporta 
l’espletamento di operazioni per le quali sono necessarie specifiche 
competenze; in secondo luogo, la già ribadita fragilità del dato 
informatico ed il concreto rischio che le attività investigative comportino 
una irreversibile mutazione dello stesso integrano i pericula contemplati 
dagli artt. 360 c.p.p. e 117 disp. att. c.p.p..  
Attribuire alla ricerca della prova informatica il carattere 
dell’irripetibilità, condurrebbe all’acquisizione dell’accertamento svolto al 
fascicolo del dibattimento ex art. 431 c.p.p.; la fruibilità dibattimentale 
dell’atto procedimentale sarebbe giustificata dal contraddittorio tecnico 
sulle modalità di analisi e valutazione, il quale riflette la garanzia del 
diritto di difesa79. Il delineato assetto consentirebbe un adeguato 
confronto dialettico tra le parti in ordine alle modalità di trattamento del 
dato informatico; un irreparabile pregiudizio alla genuinità della 
risultanza investigativa sarebbe, dunque, escluso in ragione della 
partecipazione “consapevole” della difesa. 
In tale ottica non convincono gli assunti giurisprudenziali per i quali 
l’attività di estrazione di file da un sistema informatico deve essere 
ricondotta alla categoria degli accertamenti tecnici ripetibili ex art. 359 
                                                 
76 A. E. RICCI, Digital evidence, cit., p. 345 s. 
77 M. DANIELE, La prova digitale nel processo penale, cit., p. 295. 
78 Sul tema, si veda R. KOSTORIS, I consulenti tecnici nel processo penale, cit., p. 155 s. 
79 S. RECCHIONE, sub art. 360 c.p.p., cit., p. 3241. 
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c.p.p.; si tratterebbe, secondo la Suprema Corte, di un’operazione 
meramente meccanica, riproducibile per un numero indefinito di volte80, 
che non comporta alcuna attività di carattere valutativo su base tecnico-
scientifica, né determina alcuna alterazione dello stato delle cose, tale da 
recare pregiudizio alla genuinità del contributo conoscitivo nella 
prospettiva dibattimentale81.  
Questa appare un’impostazione non condivisibile, poiché la 
sottovalutazione del concreto rischio che le tecniche di computer forensics, 
laddove inadeguate, comportino l’alterazione del dato probatorio e, 
conseguentemente, l’inattendibilità della risultanza istruttoria82, risulta 
essere determinata da esigenze meramente utilitaristiche, del tutto prive 
di un fondamento tecnico-giuridico: l’apodittico assunto sembra infatti 
volto in via esclusiva a scongiurare il rischio che procedure garantite 
vanifichino le indagini, potendo l’indagato alterare o disperdere le tracce 
del reato83.  
Oltre a non tener conto che la qualificazione degli accertamenti in 
termini di ripetibilità, ovvero irripetibilità, è una valutazione che deve 
essere condotta case by case, che muta a seconda delle procedure in 
concreto utilizzate84, la medesima giurisprudenza provvede, inoltre, ad 
                                                 
80 Cass., sez. I, 30 aprile 2009, n. 23025, in C.E.D. Cass., rv. 244454. 
81 Cass., sez. I, 2 aprile 2009, n. 14511, in Dir. pen. proc., 2010, (3), p. 337 ss. con nota di A. 
E. RICCI, Digital evidence e irripetibilità delle operazioni acquisitive, nonché in Cass. pen., 2010, (4), p. 
1520 ss., con nota critica di E. LORENZETTO, Utilizzabilità dei dati informatici incorporati su 
computer in sequestro: dal contenitore al contenuto passando per la copia. Sulla definizione 
giurisprudenziale dei presupposti per l’irripetibilità degli accertamenti tecnici, si veda, in 
giurisprudenza, Cass., sez. un., 18 dicembre 2006, n. 41281, in Dir. pen. proc., 2007, (11), p. 1477 
ss., con nota di F. CERQUA, Le Sezioni Unite fissano i criteri per stabilire quando gli atti investigativi non 
sono ripetibili. 
82 F. BRAVO, Indagini informatiche e acquisizione della prova nel processo penale, in Riv. Criminologia 
Vittimologia e Sicurezza, 2009-2010, (1), p. 234 e p. 236 ss. per un’esposizione delle casistiche che 
hanno interessato le aule di giustizia. 
83 Come osserva M. DANIELE, Il diritto al preavviso della difesa nelle indagini informatiche, cit., p. 
443, «l’art. 360 c.p.p. conserva uno spazio operativo se sussiste un’ulteriore condizione, 
ricavabile in via interpretativa: la circostanza che gli accertamenti non abbiano il carattere di 
urgenza, e riguardino prove digitali che non sono più nella disponibilità di chi potrebbe 
manipolarle. In tale evenienza il preavviso alla difesa può svolgere la sua funzione di garanzia 
senza compromettere le attività cognitive». 
84 G. BRAGHÒ, L’ispezione e la perquisizione di dati, informazioni e programmi informatici, cit., p. 
192. A. E. RICCI, Digital evidence, cit., p. 353 s., la quale evidenzia che «si impone come 
necessitata la considerazione del fatto che in capo agli organi investigativi non grava alcun 
obbligo motivazionale in merito alla scelta di optare per una o per l’altra procedura e l’adozione 
di quella ‘meno garantita’ avrebbe come conseguenza ovvia quella di privare la difesa di un 
momento di confronto fondamentale, lasciando aperto l’interrogativo su quale rimedio 
apprestare nel caso in cui il pubblico ministero abbia effettuato una valutazione errata in merito 
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attribuire alla difesa uno specifico onere dimostrativo in ordine alle 
concrete modificazioni del dato originale85. Viene introdotta 
surrettiziamente una sostanziale inversione dell’onere probatorio e si 
crea, in tal modo, la paradossale situazione di una difesa non solo 
impossibilitata ad una partecipazione effettiva alle preliminari operazioni 
di acquisizione dell’evidenza digitale, ma addirittura gravata 
dall’incombenza di dimostrare quegli errori procedurali commessi in un 
contesto investigativo del tutto privo di un confronto dialettico. 
Nel panorama normativo ed esegetico così delineato, l’unica effettiva 
garanzia sembra allora rappresentata da una affidabile chain of custody - 
grazie alla quale poter accertare ogni passaggio operativo86 - il cui 
referente normativo è dato dall’art. 260 c.p.p.- 
Il comma 1 di tale disposizione prescrive l’apposizione di sigilli «anche 
di carattere elettronico o informatico, idone(i) ad indicare il vincolo 
imposto a fini di giustizia». Il riferimento è alla cosiddetta hash function: 
una funzione algoritmica87, attraverso la quale diviene possibile 
certificare la conformità tra la copia e l’originale88. Partendo dal 
presupposto che l’unità minima del dato informatico è costituita dal bit, 
attraverso la suddetta funzione diviene possibile verificare se il numero di 
bit presenti nella copia corrisponde a quelli del sistema originale. 
                                                                                                                            
alla ripetibilità dell’atto medesimo e il suo compimento abbia comportato pertanto un 
irreversibile ‘inquinamento’ della fonte probatoria». Sulla prassi di acquisizione delle tracce 
informatiche in modalità ripetibile S. ATERNO, In materia di sequestro di hd e acquisizione della prova 
informatica: un caso eclatante, in Dir. internet, 2005, (2), p. 369. Come osserva G. ZICCARDI, Le 
tecniche informatico-giuridiche di investigazione digitale, cit., p. 56, occorre poi offrire spiegazione in 
ordine alla scelta tecnica operata, dimostrando l’idoneità delle funzionalità adoperate ad 
assicurare una corretta raccolta dei reperti informatici, l’affidabilità della catena di custodia, 
nonché delle procedure di autenticazione - le quali garantiscono che la prova digitale non sia 
stata in alcun modo alterata - ed, infine, è necessario garantire la verificabilità del risultato, ossia 
la validazione ex post, magari da terze parti, delle operazioni investigative eseguite. 
85 L’entrata in vigore della l. n. 48 del 2008 ha, di fatto, cambiato ben poco. L’intervento 
della giurisprudenza di legittimità appena menzionato appare, infatti, perfettamente speculare a 
quegli approdi giurisprudenziali ante riforma, ove si manifestava una sostanziale indifferenza 
verso la valutazione dell’attendibilità dell’investigazione digitale. Un lampante esempio è 
fornito dalla decisione di merito del Tribunale di Bologna, 21 luglio 2005, dott. Di Bari - nota 
come caso “Vierika” - ove uno dei criteri orientativi assunti dal giudicante è rappresentato 
dall’affermazione che non spetterebbe al giudice verificare la congruenza dei criteri impiegati 
nelle indagini tecniche rispetto ai protocolli scientifici di riferimento. Per un commento critico 
si rinvia a L. LUPÀRIA, Il caso Vierika. I profili processuali, in Dir. Internet, 2006, (1), p. 153 ss.  
86 G. DEZZANI, Adozione di misure tecniche dirette ad assicurare la conservazione dei dati, cit., p. 339. 
87 S. ATERNO, sub art. 8, cit., p. 202 s. 
88 L. LUPÀRIA, La ratifica della Convenzione Cybercrime, cit., p. 721. 
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L’identità tra i due valori consentirà di ritenere ragionevolmente certa 
l’identità tra i supporti89.  
Laddove si ritenga di procedere al sequestro dell’apparecchiatura 
hardware, invece, una idonea “catena di custodia” viene garantita 
attraverso la sigillatura del dispositivo, in modo che non possa avvenire 
alcuna accensione o interferenza esterna90. 
Infine, è stata suggerita in dottrina l’apposizione al supporto oggetto 
di accertamento di un blocco di scrittura, il quale impedisce la 
compromissione dei dati, escludendo qualsiasi trattamento, variazione, 
aggiunta o cancellazione del supporto originale91, nonché una scrupolosa 
documentazione di ogni attività posta in essere nel corso 
dell’investigazione92.  
Stante l’impossibilità, per quanto in precedenza esposto, di consentire 
la partecipazione della difesa - e di consulenti tecnici - alle operazioni di 
duplicazione dei sistemi informatici, solo un’approfondita descrizione 
delle attività assicurerebbe la possibilità di procedere ad una dettagliata 
ricostruzione a posteriori dell’operato93. La facile alterabilità del dato 
informatico impone che il verbale redatto dalle autorità investigative non 
                                                 
89 G. DEZZANI, Adozione di misure tecniche dirette ad assicurare la conservazione dei dati, cit., p. 340 
suggerisce l’opportunità che il certificato della duplicazione venga rilasciato in relazione ad 
almeno due formati di calcolo - i più usato sono l’MD5 e l’SHA1 - «a garanzia che non si 
configurino possibili conflitti. Per conflitti si intende la possibilità - dimostrata - che due diversi 
contenuti abbiano uno stesso hash».  
90 Sempre G. DEZZANI, Adozione di misure tecniche dirette ad assicurare la conservazione dei dati, 
cit., p. 340, il quale afferma che «per poter garantire l’adozione di misure tecniche […] si hanno 
due alternative. La prima è di porre un sigillo informatico ai dati in presenza dell’indagato sul 
luogo del sequestro ed acquisire i soli dati di interesse alle indagini. Il secondo è di differire 
questa operazione acquisendo tutto l’hardware che contiene i dati utili, sigillandolo e rendendo 
impossibile qualsiasi alterazione fino al momento in cui avvenga l’operazione tecnica con 
appositi dispositivi informatici». L’importanza di una corretta catena di custodia è stata 
rimarcata anche in giurisprudenza. Si veda Cass., sez. III, 19 gennaio 2010, n. 2270, in Dir. pen. 
proc., 2010, (9), p. 1076 s., con nota di V. CASINI, Sanzionata dalla Cassazione l’omessa catena di 
custodia, nella quale la Corte di cassazione annulla la sentenza di condanna per il delitto punito 
dall’art. 600 quater c.p., poiché la difformità tra il materiale informatico risultante dal verbale 
redatto dalla polizia giudiziaria e quello esaminato dal perito - circostanza evidenziata dallo 
stesso esperto - e l’assenza di sigilli apposti al materiale avvinto impedivano di affermare in 
modo pacifico la riferibilità del materiale investigativo all’imputato, in ragione del rischio di 
sostituzione o confusione tra supporti. 
91 S. ATERNO, Acquisizione e analisi della prova informatica, cit., p. 63. 
92 A. MONTI, La nuova disciplina del sequestro informatico, cit., p. 209, nota 32. 
93 E. LORENZETTO, Utilizzabilità dei dati informatici incorporati su computer in sequestro, cit., p. 
1531.  
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si limiti a generiche formule di stile, inidonee a descrivere 
compiutamente quanto effettivamente svolto.  
Se appare indiscutibile l’utilità di tali accorgimenti, essi non appaiono 
tuttavia obbligati; ad una verbalizzazione sommaria non corrisponde, 
infatti, alcuna sanzione processuale. Per tale ragione sarebbe stato 
opportuno, a nostro avviso, introdurre una disciplina sanzionatoria simile 
a quella prevista per la ricognizione ex artt. 213 c.p.p.; il comma 1 del 
citato articolo prevede che il giudice, innanzitutto, inviti la persona che 
deve eseguire la ricognizione a descrivere il soggetto da riconoscere, 
indicando tutti i particolari che ricorda94. I successivi adempimenti 
prescritti dalle disposizione in esame95 sono volti a verificare che non 
siano intervenuti fattori capaci di condizionare il ricordo della persona 
che deve eseguire la ricognizione. E la ratio di tali cautele risiede nella 
estrema labilità delle informazioni memorizzate dall’individuo; come è 
stato affermato, «plurimi sono i fattori in grado di incidere e modificare 
la traccia mnestica […]. Una volta avvenuta, l’alterazione della memoria 
non permette di ripristinare il dato originale, con la conseguenza che 
ogni riconoscimento a seguire sarà inquinato»96. 
Appare, dunque, evidente come l’attendibilità del risultato probatorio 
sia direttamente proporzionale all’osservanza delle forme prescritte97; la 
rilevanza euristica di tali passaggi metodologici esclude una valutazione 
discrezionale in ordine all’espletamento degli stessi ed impone, altresì, la 
loro verbalizzazione; all’omissione della rendicontazione consegue, 
infatti, per esplicita previsione contenuta nel comma 3 dell’art. 213 c.p.p., 
la nullità della ricognizione98. 
                                                 
94 Rilievi critici circa l’effettività utilità di tale adempimento sono formulati da A. 
BERNASCONI, La ricognizione di persone nel processo penale. Struttura e procedimento probatorio, Torino, 
2003, p. 56 ss., ove si sostiene che il «virtuosismo descrittivo e capacità di riconoscere non 
sono attività correlabili, sottintendendo fenomenologie umane diverse ed indipendenti». 
95 Specificamente, il giudice deve poi accertare se la persona «sia stat(a) in precedenza 
chiamat(a) ad eseguire il riconoscimento, se, prima o dopo il fatto per cui si procede, abbia 
visto, anche se riprodotto in fotografia o altrimenti, la persona da riconoscere, se la stessa gli 
sia stata indicata o descritta e se vi siano altre circostanze che possano influire sull’attendibilità 
del riconoscimento». 
96 Cfr. A. BERNASCONI, La ricognizione di persone nel processo penale, cit., p. 60. 
97 A. M. CAPITTA, Ricognizioni e individuazione di persone nel diritto delle prove penali, Milano, 2001, 
p. 131. 
98 Il medesimo regime sanzionatorio è previsto dal comma 3 dell’art. 214 c.p.p. in caso di 
omessa verbalizzazione delle modalità di svolgimento della ricognizione. Per un commento, si 
veda F. IOVÌNO, sub art. 214 c.p.p., in G. CANZIO-G. TRANCHINA (a cura di), Codice di procedura 
penale, cit., p. 2007 ss. 
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La similarità tra la ricognizione e l’investigazione informatica è 
manifesta; trattasi di elementi gnoseologici difformi per quanto attiene 
alla struttura, ma identici nella loro fallibilità. Ed è questa la ragione che 
induce a ritenere auspicabile la previsione di forme particolarmente 
scrupolose - la cui violazione dovrebbe essere sanzionata a pena di nullità 
- per quanto attiene alla redazione dei verbali delle operazioni di 
investigazione informatica. Esemplificativamente, dovrebbe essere 
indicato lo stato del sistema informatico (acceso o spento) al momento 
dell’accesso ai locali in cui è ubicato, gli eventuali programmi in funzione 
ed i documenti aperti, le modalità di accesso al sistema, specificando ogni 
attività compiuta al fine di garantire l’inalterabilità dei dati ivi contenuti e 
la copia conforme, nonché la tipologia di software utilizzato a tale scopo. 
La verbalizzazione di tali accorgimenti, sanzionata a pena di nullità, da 
un lato, consentirebbe alla difesa di confrontarsi “consapevolmente” 
sulla correttezza delle operazioni eseguite e, dall’altro lato, consentirebbe 
di estromettere dal panorama processuale elementi probatori la cui 
attendibilità non può essere appurata; risulta pertanto lacunosa la 
disciplina dettata in tema di investigazioni informatiche. Il rischio di una 
scarsa attendibilità dell’elemento probatorio acquisito, unitamente 
all’intrinseca decisività probatoria del medesimo, avrebbero dovuto 
suggerire una maggiore accortezza legislativa, soprattutto laddove si 
consideri l’impostazione giurisprudenziale ispirata, in tema di 
perquisizioni, al principio male captum bene retentum99. La previsione di una 
specifica sanzione processuale in caso di omessa verbalizzazione avrebbe 
reso, forse, possibile il superamento del richiamato orientamento, il 
quale, ove applicato in materia di digital evidence, provocherebbe 
distorsioni radicali nella ricostruzione del fatto, poiché un dato 
informatico alterato costituirebbe valida base probatoria per 
l’affermazione di responsabilità. 
 
 
§ 3. IL SEQUESTRO DI DATI INFORMATICI. 
 
L’art. 8 della l. n. 48 del 2008 interviene diffusamente sull’istituto del 
sequestro probatorio, integrando disposizioni già presenti nel codice di 
                                                 
99 Ex multis, Cass., sez. I, 10 maggio 2011, n. 23674, in C.E.D. Cass., rv. 250428. 
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rito ed introducendo il nuovo art. 254-bis c.p.p.. Precisamente, viene in 
primo luogo riscritto il comma 1 dell’art. 254; è così possibile procedere 
al sequestro di corrispondenza, anche se inoltrata per via telematica, 
presso coloro che forniscono servizi postali, telegrafici, telematici o di 
telecomunicazioni. Nel secondo comma della medesima disposizione è 
stato aggiunto l’inciso «o alterarli», in riferimento alla consegna 
all’autorità giudiziaria degli oggetti di corrispondenza sequestrati, «così 
imponendo alla polizia giudiziaria incaricata dell’esecuzione del sequestro 
l’obbligo di garantire la genuina conservazione del materiale appreso»100. 
La novella agisce, poi, sul già citato art. 259 comma 2 c.p.p., circa la 
custodia delle cose sequestrate, nonché sull’alinea dell’art. 260 c.p.p., circa 
il sequestro e la custodia di cose deperibili. 
La modifica dell’art. 254 c.p.p., se, per un verso, appare apprezzabile, 
poiché ufficializza l’appartenenza della posta elettronica al genus della 
corrispondenza101, per altro verso, costituisce una innovazione destinata 
a non trovare concreta applicazione. Infatti, tale disposizione verrà in 
rilievo per quella sola «corrispondenza elettronica già immessa nel 
sistema di comunicazione o che si trovi temporaneamente allocata presso 
il gestore del servizio telematico e non ancora trasmessa al 
destinatario»102. Si tratterebbe di un’ipotesi di per sé alquanto remota, 
dovendosi procedere alla maggiormente garantita procedura di cui agli 
artt. 266 e 266-bis c.p.p.103.  
Uno spazio di operatività autonoma potrebbe, a nostro avviso, essere 
riconosciuto all’art. 254 c.p.p. grazie alla lettura congiunta con l’art. 353 
c.p.p.. Anch’essa modificata dalla l. n. 48 del 2008, la disposizione 
consente di ordinare la sospensione dell’inoltro di corrispondenza «anche 
                                                 
100 A. MACRILLÒ, Le nuove disposizioni in materia di sequestro probatorio e di custodia ed assicurazione 
dei dati informatici, in Dir. internet, 2008, (2), p. 503. 
101 L. LUPÀRIA, La ratifica della Convenzione Cybercrime, cit., p. 721. 
102 S. VENTURINI, Sequestro probatorio e fornitori di servizi telematici, cit., p. 111. 
103 A. CISTERNA, Perquisizioni in caso di fondato motivo, cit., p. 67, per il quale «una banale 
trasposizione linguistica potrebbe indurre a ritenere che ricadano nello spettro d’applicazione 
della norma anche le e mail, se non addirittura gli sms generati dalla telefonia mobile, laddove 
per tali forme di comunicazione si è sinora proceduto all’applicazione del più severo e garantito 
meccanismo di cui agli artt. 266 e 266-bis del codice di procedura penale». Concorde L. 
LUPÀRIA, Computer crimes e procedimento penale, cit., p. 387, il quale osserva come «appaiono 
tuttavia sfumati i confini delle varie fattispecie, viste le singolari e sempre innovative modalità 
di apprensione utilizzate, quali, ad esempio, la duplicazione automatica e in tempo reale della 
posta elettronica dell’indagato ordinata al service provider, con invio immediato della copia agli 
investigatori». 
RESPONSABILITÀ DEGLI ENTI E REATI INFORMATICI: 





se in forma elettronica o se inoltrat(a) per via telematica». Una 
sospensione che è lo stesso art. 353 comma 2 c.p.p. a limitare alle ipotesi 
di corrispondenza sequestrabile ai sensi dell’art. 254 c.p.p.. Agendo in via 
preventiva, l’autorità giudiziaria otterrebbe, di tal guisa, un’allocazione 
prolungata della corrispondenza elettronica sul server del gestore del 
servizio; un periodo dunque sufficiente per procedere all’estrazione di 
copia dei messaggi inoltrati, con le procedure informatiche già sopra 
richiamate che consentano di mantenere inalterato l’originale e che 
assicurino la corrispondenza della copia ottenuta. 
Note critiche sono state formulate dai commentatori anche in 
relazione all’art. 254-bis c.p.p.; da un punto di vista, che potremmo 
definire di opportunità sistematica, «si prevede nell’art. 254 bis c.p.p. un 
originale onere di collaborazione in capo alle società che gestiscono i 
servizi informatici, telematici o di telecomunicazioni»104, le quali 
dovranno provvedere alla conservazione e all’adeguata protezione dei 
dati originali laddove l’autorità giudiziaria abbia proceduto a copiatura 
del sistema informatico105. E le riserve formulate concernono la 
circostanza che siffatto onere collaborativo è imposto a soggetti la cui 
posizione è estremamente delicata in ragione del rischio di concorso nel 
reato commesso dal cliente. Posizione del tutto peculiare, la quale deve 
essere bilanciata con il privilege against self incrimination, «tipico di colui che, 
benché non formalmente sottoposto ad investigazione, rischia di far 
emergere una sua responsabilità proprio attraverso la dazione dei dati che 
gli vengono richiesti»106. 
La norma, inoltre, è «foriera di incertezze interpretative e capace di 
provocare disorientamenti applicativi»107, poiché la sua formulazione 
                                                 
104 L. LUPÀRIA, La ratifica della Convenzione Cybercrime, cit., p. 721. Un elenco di soggetti, 
quello contenuto nell’art. 254-bis c.p.p., che presenta carattere tassativo, come afferma S. 
VENTURINI, Sequestro probatorio e fornitori di servizi telamatici, cit., p. 112. Sono esclusi dall’ambito 
soggettivo di applicazione della norma, ad esempio, le aziende private, gli enti pubblici e la 
pubblica amministrazione non di settore, per i quali, la disciplina di riferimento sarà ancora 
rappresentata dagli artt. 253 ss. c.p.p. e dall’art. 260 c.p.p. - modificato -  relativo alla 
conservazione delle cose deperibili. Cfr. S. ATERNO, sub art. 8, cit., p. 218. 
105 Sul tema della responsabilità penale dell’internet provider, recentemente, A. INGRASSIA, Il 
ruolo dell’ISP nel ciberspazio: cittadino, controllore o tutore dell’ordine? Le responsabilità penali dei provider 
nell’ordinamento italiano, in L. LUPÀRIA (a cura di), Internet provider e responsabilità penali, cit., p. 
15 ss. 
106 Sempre L. LUPÀRIA, La ratifica della Convenzione Cybercrime, cit., p. 721. 
107 L. LUPÀRIA, La ratifica della Convenzione Cybercrime, cit., p. 719; A. CISTERNA, 
Perquisizioni in caso di fondato motivo, in Guida dir., cit., p. 67. 
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letterale consentirebbe di ritenere possibile per il pubblico ministero 
acquisire i dati di traffico conservati dal gestore, prescindendo dalla 
disciplina della data retention108 di cui all’art. 132 Codice privacy109, la quale 
prevede un periodo di conservazione dei dati di traffico telefonico della 
durata di ventiquattro mesi; periodo che scende a dodici mesi per quanto 
concerne la conservazione dei dati del traffico telematico ed 
ulteriormente ridotto a giorni trenta per i dati relativi alle chiamate senza 
risposta.  
Decorsi tali termini, ai sensi del d.lgs. 31 maggio 2008 n. 109 - che ha 
recepito ed attuato la direttiva 2006/24/CE - i dati di traffico debbono 
essere cancellati. L’art. 254-bis c.p.p. esercita, dunque, un effetto 
derogatorio dell’assetto normativo sopra brevemente descritto; effetto 
derogatorio che dipenderà, in buona sostanza, dalle scelte investigative 
del pubblico ministero110.  
A ciò si aggiunga, da ultimo, la possibilità, prevista dall’art. 10 della l. 
n. 48 del 2008, per il Ministero dell’interno - o dei responsabili degli 
uffici della Polizia di Stato, dell’Arma dei Carabinieri e della Guardia di 
Finanza, delegati dall’esecutivo - di ordinare ai fornitori e agli operatori di 
servizi informatici o telematici, anche in ottemperanza a richieste delle 
autorità giurisdizionali straniere, il cosiddetto “congelamento”111 dei dati 
di traffico telematico per un periodo non superiore a novanta giorni - 
prorogabile fino ad un termine massimo di sei mesi - laddove ciò appaia 
necessario per lo svolgimento di indagini preventive, ovvero per finalità 
di accertamento e repressione di specifici reati112. Congelamento il quale, 
da un lato, non richiede alcun intervento giurisdizionale, bensì solo 
quello del pubblico ministero e, dall’altro lato, comporta l’impossibilità 
                                                 
108 In tema, G. VACIAGO, La disciplina normativa sulla data retention e il ruolo degli internet 
service provider, in L. LUPÀRIA (a cura di), Internet provider e responsabilità penali, cit., p. 141 ss. 
109 Sempre A. CISTERNA, Perquisizioni in caso di fondato motivo, cit., p. 67, il quale sottolinea 
come Una lettura più ragionevole potrebbe essere offerta dalla collocazione sistematica dell’art. 
254-bis a ridosso dell’art. 254 parimenti novellato. In quest’ottica la clausola “quando dispone il 
sequestro presso i fornitori di servizi informatici, telematici o di telecomunicazioni” varrebbe 
ad indicare, non solo i profili modali dell’attività giurisdizionale, ma richiamerebbe anche i casi 
‘residuali’ in cui il decreto di sequestro è consentito o previsto dal codice di rito e, quindi, 
praticamente, le sole ipotesi di cui agli articoli 247, comma 1-bis, o 254, comma 1».  
110 S. ATERNO, sub art. 8, cit., p. 219. 
111 G. BRAGHÒ, L’ispezione e la perquisizione di dati, informazioni e programmi informatici, cit., p. 
183. 
112 Per un breve commento si veda A. NOVELLINO, Il Viminale può chiedere di conservare i dati, 
in Guida dir., 2008, (16), p. 69 ss. 
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per la difesa di entrare in possesso di tali dati113. Una disposizione con la 
quale «l’arretramento delle garanzie individuali a favore dell’attività di 
difesa sociale e di prevenzione delle attività criminose è reso ancora più 
evidente dalla previsione di una ‘valvola di apertura’, che consente di […] 
applicare una norma di carattere eccezionale a reati diversi da quelli 
previsti dalla Convenzione Cybercrime, diversi anche da quelli previsti 




§ 4. IMPERIZIA TECNICA E SANZIONI PROCESSUALI. 
 
La centralità attribuita, nell’ambito della digital forensics, alla necessità di 
adottare misure tecniche che consentano di fornire un contributo 
cognitivo attendibile pone un interrogativo di fondamentale rilievo circa 
la sorte processuale di quelle emergenze raccolte in violazione delle best 
practice di riferimento.  
Il quomodo dell’acquisizione si riflette direttamente sulla valenza 
probatoria del risultato, sicché il difetto tecnico delle operazioni non 
potrebbe che riflettersi sulla fruibilità dibattimentale della prova ottenuta. 
Il quesito che la dottrina si è posta riguarda la possibilità che taluna delle 
invalidità processuali ricorra nel caso di inosservanza dei metodi 
investigativi prescritti dalle disposizioni del codice di rito novellate dalla l. 
n. 48 del 2008. 
Le soluzioni prospettate sono molteplici; taluni sostengono la 
configurabilità di una nullità di ordine generale, ai sensi degli artt. 178 
lett. c e 180 c.p.p.115, mentre altri ritengono che la sanzione processuale 
ricorrente in siffatte ipotesi sarebbe rappresentata dall’inutilizzabilità ex 
art. 191 c.p.p., poiché i protocolli prescritti, «per effetto delle modifiche 
introdotte nel reticolo codicistico dalla l. 48/2008, si può dire che (le best 
                                                 
113 Per un disamina maggiormente approfondita della disposizione in esame si rinvia a S. 
ATERNO, sub art. 10, in G. CORASANITI-G. CORRIAS LUCENTE (a cura di), Cybercrime, 
responsabilità degli enti, prova digitale, cit., p. 232 ss. 
114 F. CERQUA, Il difficile equilibrio tra la protezione dei dati personali e le indagini informatiche, in L. 
LUPÀRIA (a cura di), Sistema penale e criminalità informatica, cit., p. 237. 
115 L. VITALE, La nuova disciplina delle ispezioni e delle perquisizioni in ambiente informatico o 
telematico, in Dir. Internet, 2008, (2), p. 509. 
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practice di settore, n.d.r.) abbiano oggi conseguito una sorta di 
positivizzazione normativa»116. 
Prendendo le mosse dalla prima delle soluzioni prospettate - la 
configurabilità di una nullità ai senti dell’art. 178 lett. c c.p.p. - il punto 
fermo ed il presupposto della stessa è rappresentato dal principio di 
tassatività117, che regola l’operatività di siffatta invalidità. Ai sensi dell’art. 
177 del codice di rito, infatti, «l’inosservanza delle disposizioni stabilite 
per gli atti del procedimento è causa di nullità soltanto nei casi previsti 
dalla legge». 
La tipizzazione delle fattispecie avviene attraverso una duplice tecnica 
normativa: per un verso, la nullità può discendere da una «norma 
madre»118, la quale individua le specie di invalidità di ordine generale, 
ossia categorie di applicazione per l’appunto generalizzate, nelle quali 
sussumere, volta per volta, le inosservanze nella forma degli atti. Per 
altro verso, la tipizzazione delle nullità può avvenire attraverso la 
puntuale previsione di siffatta sanzione in relazione a specifiche 
violazioni. 
Ebbene, sul terreno dell’investigazione digitale, stante l’impossibilità di 
estendere per via analogica il perimetro applicativo delle previsioni 
sanzionatorie119, l’inosservanza delle tecniche di digital forensic non sembra 
riconducibile ad alcuna delle ipotesi normativizzate; ai sensi del 
richiamato art. 178 lett. c c.p.p., infatti, la nullità consegue 
all’inosservanza delle disposizioni concernenti «l’intervento, l’assistenza e 
la rappresentanza dell’imputato o delle altre parti private, nonché la 
citazione in giudizio della persona offesa dal reato e del querelante». 
                                                 
116 Così, S. VENTURINI, Sequestro probatorio e fornitori di servizi telematici, cit., p. 125. 
117 Sul tema si veda I. PALMA, Considerazioni sul principio di tassatività dei mezzi di prova, in Riv. 
it. dir. proc. pen., 2009, p. 400 ss. 
118 L. KALB, sub art. 177 c.p.p., in G. CANZIO-G. TRANCHINA (a cura di), Codice di procedura 
penale, cit., p. 1576. 
119 G. MIGLIOCCA, Le nullità, in G. DEAN (a cura di), Soggetti e atti, in G. SPANGHER (diretto 
da), Trattato di procedura penale, Torino, 2008, vol. 1, tomo II, p. 363 s., il quale sottolinea come 
«il divieto di applicare analogicamente la comminatoria di nullità a violazioni di legge non 
espressamente sanzionate negli stessi termini rinviene il proprio specifico referente nella 
previsione della legge delega, che imponeva la codificazione espressa sia delle cause di invalidità 
che delle conseguenti sanzioni processuali. In tal senso, anche ove la disposizione processuale 
violata sottendesse la medesima ratio di quella alla cui trasgressione il legislatore ricollega la 
nullità dell’atto realizzato, ne risulterebbe comunque inibita la sanzione in carenza di 
un’indicazione legislativa esplicita». 
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All’evidenza, la tecnica informatica impiegata non può in alcun modo 
essere riferita ad alcuna delle contemplate evenienze120. 
Uno spazio di operatività della nullità di ordine generale de qua 
potrebbe residuare laddove l’attività investigativa dovesse essere 
qualificata quale accertamento tecnico irripetibile e non si procedesse agli 
adempimenti prescritti dall’art. 360 c.p.p., volti a garantire l’assistenza e la 
rappresentanza della persona coinvolta dall’atto investigativo121. Tuttavia, 
è già stata evidenziata la tendenza della giurisprudenza ad attribuire agli 
accertamenti in esame un connotato di ripetibilità: ne consegue una 
procedura inaudita altera parte, priva delle garanzie di partecipazione 
necessarie per la configurabilità dell’invalidità di cui alla menzionata 
disposizione. 
Il dato formalistico, inoltre, non costituisce l’unica causa ostativa alla 
applicazione del disposto dell’art. 178 c.p.p. all’inosservanza delle best 
practice digitali. La compromissione dell’attendibilità del reperto 
informatico deriva, infatti, più che da un discostamento dal modello 
legale descritto dalla norma processuale122, da un’imperizia tecnica, sicché 
«da un punto di vista strutturale, l’eventuale carenza dei parametri 
introdotti dal codice di rito, non riguarda la forma degli atti con cui si 
assume la prova, ma la sostanza della tecnica di acquisizione delle fonti di 
prova»123. 
Un’altra soluzione prospettata in dottrina al fine di espungere dal 
panorama probatorio l’evidenza digitale di dubbia genuinità è 
rappresentata, come si ricordava, dalla sanzione dell’inutilizzabilità124, la 
                                                 
120 G. BRAGHÒ, L’ispezione e la perquisizione di dati, informazioni e programmi informatici, cit., p. 
190. 
121 M. DANIELE, Il diritto al preavviso della difesa nelle indagini informatiche, in Cass. pen., 2012, (2), 
p. 444, per il quale deve essere eccepita o rilevata prima della deliberazione della sentenza di 
primo grado, apparendo «priva di giustificazione l’affermazione […] secondo la quale 
opererebbe il più breve termine prescritto dall’art. 491 c.p.p. per la proposizione delle questioni 
relative al contenuto del fascicolo per il dibattimento, ossia il momento successivo alla verifica 
della costituzione delle parti». 
122 P. TONINI, Manuale di procedura penale, Milano, 2011, p. 185. 
123 D. LA MUSCATELLA, La ricerca della prova digitale e la violazione delle best practices: un’attività 
investigativa complessa tra recenti riforme e principi consolidati, in Ciberspazio e diritto, 2011, (2), p. 224. 
124 L’inutilizzabilità come sanzione si distingue dalla inutilizzabilità cosiddetta fisiologica. La 
prima - cosiddetta inutilizzabilità patologica - ricorre laddove vi sia un discostamento delle 
modalità di acquisizione della prova rispetto al modello normativizzato, in violazione, dunque, 
di un divieto imposto dalla legge. L’inutilizzabilità fisiologica, invece, deriva dall’inosservanza 
del principio di separazione delle fasi; non essendo possibile porre a fondamento della 
decisione prove diverse da quelle acquisite nel dibattimento ex art. 526 c.p.p., gli atti di indagine 
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quale impedisce che l’atto costituisca una valida base probatoria sulla 
quale poggiare la decisione125. È un dato ormai pacifico che la sanzione 
in esame, sebbene riferita dall’art. 191 c.p.p. alle prove illegittimamente 
acquisite, possa colpire anche i mezzi di ricerca della prova e trovi 
operatività nell’intero arco del procedimento126. In particolare, 
l’inutilizzabilità del dato probatorio ricorre laddove si sia proceduto alla 
sua acquisizione violando un divieto stabilito dalla legge. 
La questione cruciale diviene, allora, la determinazione del perimetro 
di ciò che si debba intendere come divieto, al fine di evitare indebite 
estensioni di una sanzione processuale tanto drastica come 
l’inutilizzabilità, rilevabile anche ex officio in ogni stato e grado del 
procedimento127.  
A tal proposito, il dato formalistico della locuzione impiegata non 
risulta sufficiente; ciò poiché l’adozione di un criterio ermeneutico 
squisitamente letterale restringerebbe eccessivamente il campo di 
applicazione dell’art. 191 c.p.p., «in quanto vi sono ipotesi nelle quali, 
malgrado la norma non si esprima in forma di divieto, essa detta una 
regolamentazione posta a tutela di valori essenziali»128.  
Un tentativo di colmare la lacuna del criterio formalistico è compiuto 
da autorevole dottrina, per la quale il precetto sanzionatorio troverebbe 
applicazione non solo laddove il divieto trovi esplicita formulazione, 
bensì pure in tutte quelle ipotesi in cui tale divieto è formulato attraverso 
una autorizzazione: si sostiene che alla negazione di utilizzabilità 
equivarrebbe la definizione di tempi, modalità e presupposti di 
acquisizione dell’evidenza129. La tesi de qua individua, quindi, la patologia 
processuale attraverso un criterio di coerenza sistematica e di logica 
normativa: sebbene non esplicitamente formulata, l’inutilizzabilità di un 
mezzo istruttorio a fini decisionali discenderebbe da una previsione 
                                                                                                                            
non possono confluire nel fascicolo del dibattimento - e dunque non possono essere utilizzati - 
salvo quanto previsto dall’art. 431 c.p.p. Sulla distinzione si veda C. CONTI, Accertamento del fatto 
e inutilizzabilità nel processo penale, Padova, 2007, p. 18 ss. 
125 P. TONINI, Manuale, cit., p. 200 s. 
126 M. NOBILI, sub art. 191 c.p.p., in M. CHIAVARIO (coord. da), Commento al nuovo codice di 
procedura penale, cit., p. 410. 
127 N. GALANTINI, L’inutilizzabilità della prova nel processo penale, Padova, 1992, p. 137. 
128 Cfr. C. CONTI, Accertamento del fatto, cit., p. 58 s. 
129 M. NOBILI, sub art. 191 c.p.p., cit., p. 411, per il quale «sarebbe del tutto irragionevole, 
laddove la volontà legislativa si risolva per l’appunto in una proibizione, escludere la sanzione 
ex art. 191 solo per le modalità espressiva volta per volta impiegate». 
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indiretta, poiché la definizione normativa di un modello legale dell’atto 
probatorio comporta la necessaria osservanza delle forme e condizioni 
per esso stabilite. L’inutilizzabilità del mezzo di prova deriverebbe, 
dunque, in tali casi, non dalla previsione, apertis verbis, della sanzione 
processuale, bensì dalla violazione delle modalità di assunzione 
dell’elemento probatorio positivizzate dal legislatore. Ed, in relazione allo 
specifico tema dell’investigazione informatica, è proprio su tale ultima 
categoria concettuale che poggia la tesi volta a sostenere l’inutilizzabilità 
del dato digitale appreso senza l’osservanza delle cautele prescritte: 
affermando la necessità di seguire pratiche investigative in grado di 
conservare e duplicare i dati informatici, il legislatore avrebbe 
implicitamente prescritto il divieto di acquisire l’evidenza digitale senza 
l’adozione di tali misure tecniche130. 
Sebbene la configurazione di divieti indiretti non trovi unanimità di 
consensi in dottrina - poiché, al di là della dubbia applicabilità al terreno 
precettivo delle ordinarie regole di inferenza logica che coinvolgono, 
normalmente, il terreno cognitivo, i divieti indiretti sconfesserebbero 
quell’esigenza di tassatività dei vizi degli atti processuali, chiaramente 
avvertita dal legislatore delegante131 - la tesi dell’inutilizzabilità degli 
accertamenti informatici eseguiti senza l’osservanza delle best practice non 
sembra destituita di fondamento.  
In particolare, alla configurabilità di una inutilizzabilità patologica 
degli elementi probatori non conformi alla prescrizione normativa 
potrebbe giungersi tramite l’esegesi teleologica della sanzione in esame132, 
per la quale criterio cardine per l’individuazione del divieto probatorio 
sarebbe rappresentato dalla definizione dell’interesse, «sostanziale o 
                                                 
130 S. VENTURINI, Sequestro probatorio e fornitori di servizi telematici, cit., p. 125. Concorde, E. 
LORENZETTO, Le attività urgenti di investigazione informatica e telematica, cit., p. 163 s. Contra, G. 
BRAGHÒ, L’ispezione e la perquisizione di dati, informazioni e programmi informatici, cit., p. 190. Altresì 
riconduce la sanzione dell’inutilizzabilità alle violazioni del quomodo di formazione dell’evidenza 
digitale, C. CONTI, Il volto attuale dell’inutilizzabilità: derive sostanzialistiche e bussola della legalità, in 
Dir. pen. proc., 2010, (3), p. 790. 
131 Perplessità manifestate da A. SCELLA, Prove penali e inutilizzabilità, Torino, 2000, p. 154 ss. 
132 La cosiddetta tesi sostanzialistica è stata proposta da E. AMODIO, Modalità di prelevamento 
di campioni e diritto di difesa nel processo per frodi alimentari, in Riv. it. dir. proc. pen., 1970, (1), p. 95 e 
sostenuta da N. GALANTINI, L’inutilizzabilità della prova nel processo penale, cit., p. 139 ss. Contra, 
A. SCELLA, Prove penali e inutilizzabilità, cit., p. 157, secondo il quale l’impostazione de qua è 
destinata a creare più incertezze di quante ne risolva, poiché, «non riesce a fornire all’interprete 
un affidabile criterio operativo, favorendo l’emergere di soluzioni solo apparentemente 
definitive». 
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processuale, tutelato dalla norma contenente prescrizioni concernenti 
l’attività destintata ad acquisire la prova»133. Si costruirebbe, di tal guisa, 
un compiuto sistema di exclusionary rules, tipiche del sistema 
nordamericano134, «dettate in ragione di situazioni soggettive […] ovvero 
di fattispecie di natura squisitamente processuale»135. 
Ebbene, in conclusione, pur prescindendo dalla specifica 
impostazione che vuole essere privilegiata, la circostanza essenziale in 
tema di investigazioni informatiche è rappresentata dalla necessità di 
ricondurre l’imperizia tecnica ad una sanzione processuale, capace di 
estromettere dal panorama gnoseologico un dato probatorio 
inattendibile. Diversamente, non solo si animerebbero «prassi devianti e 
perniciose scorciatoie nell’operato dei protagonisti dell’inchiesta 
penale»136, ma verrebbe altresì sconfessata la stessa dimensione 
accusatoria del processo penale. 
Un rischio tanto più fondato ove si consideri la tendenza a ricondurre 
la prova digitale nell’alveo della atipicità137 - determinata dalla volontà di 
salvare, necessariamente, le risultanze investigative - alla quale consegue 
una evidente menomazione delle garanzie difensive riconosciute 
all’imputato138. 
La riconduzione dell’evidenza digitale nell’alveo della atipicità 
probatoria appare conseguenza immediata laddove si consideri il 
carattere intrinsecamente scientifico della evidenza medesima. Tuttavia, 
la prova informatica presenta caratteristiche peculiari che rendono la 
disciplina di cui all’art. 189 c.p.p. inidonea a garantire un effettivo vaglio 
di attendibilità. Il contraddittorio tra le parti processuali in merito 
all’approccio scientifico impiegato - che rappresenta presupposto 
                                                 
133 In questi termini, N. GALANTINI, L’inutilizzabilità della prova nel processo penale, cit., p. 139. 
Altresì, C. CONTI, Accertamento del fatto, cit., p. 62.  
134 Per accurate osservazioni sul tema, M. DANIELE, Regole di esclusione e regole di valutazione 
della prova, Torino, 2009, spec. p. 44 ss. 
135 N. GALANTINI, L’inutilizzabilità della prova nel processo penale, cit., p. 140.  
136 D. LUPÀRIA, Computer crimes e procedimento penale, cit., p. 389. 
137 P. PERRI, Computer forensics (indagini informatiche), in Dig. disc. pen., Torino, Agg., 2011, 
p. 98 
138 P. GUALTIERI, Prova informatica e diritto di difesa, in Dossier. La prova penale scientifica, cit., p. 
70. 
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ineludibile139 per un corretto esercizio della cosiddetta gatekeeping function 
attribuita all’organo giurisdizionale140 - risulta inquinato ab origine.  
L’impiego di tecniche investigative suscettibili di modificare il dato 
informatico rendono il confronto dialettico inefficace o, addirittura, 
impossibile. L’inesistenza, ad oggi, di una pratica di investigazione 
digitale privilegiata estende, infatti, i confini del libero convincimento in 
subiecta materia, cosicché si intravede il rischio che l’attribuzione 
dell’attività di indagine ad esperti - magari appartenenti alla polizia 
giudiziaria - venga a costituire, ex  se, l’unica garanzia di attendibilità del 
dato probatorio. 
In conclusione, non resta che rinnovare l’auspicio di un intervento 
normativo che vada ad integrare la disciplina normativa elaborata con la 
l. n. 48 del 2008; un intervento integrativo finalizzato a colmare i 






                                                 
139 P. RIVELLO, Il processo penale di fronte alle problematiche dell’età contemporanea, Torino, 2010, p. 
81 ss. 
140 S. LORUSSO, La prova scientifica, in A. GAITO (a cura di), La prova penale, Torino, 2008, I, 
p. 310, il quale sottolinea come il giudice divenga il «‘portiere’ della scientific evidence, dovendo 
svolgere una funzione di controllo attivo e diretto sulla ‘affidabilità’ dello strumento tecnico-
scientifico adoperato nella prova e mai adagiarsi passivamente sulle opinions degli specialisti». Si 
osservi, altresì, come la rilevanza di un vaglio giudiziale scientifico sia ancor più accresciuta a 
seguito della pronuncia Cass., sez. IV, 13 dicembre 2010, n. 43786, in Dir. pen. proc., 2011, (11), 
p. 1341 ss., con la quale i giudici di legittimità hanno fatto propri i criteri elaborati dalla Supreme 
Court nordamericana in tema di valutazione della prova scientifica. Il richiamo immediato è alla 
storica sentenza Daubert, con la quale la Suprema corte americana superò il cosiddetto Frye test, 
risalente al 1923, totalmente focalizzato sul criterio della general acceptance della comunità 
scientifica; nel 1993, la Supreme Court definì i criteri di ammissibilità della prova scientifica, 
grazie ai quali venne meno la primazia del parere della comunità scientifica di riferimento e si 
restituì al giudice la funzione di controllore della affidabilità del mezzo probatorio. Per un 
esame approfondito della pronuncia Daubert vs. Merrel-Dow Pharmaceutical Inc. si veda, sempre, S. 
LORUSSO, La prova scientifica, cit., p. 310 ss. Per un commento al recepimento da parte della 
giurisprudenza italiana dei criteri de quibus, P. TONINI, La Cassazione accoglie i criteri Daubert sulla 
prova scientifica. Riflessi sulla verifica delle massime di esperienza, in Dir. pen. proc., 2011, (11), p. 1341 ss. 
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