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Abstract 
According to Internet's rapid development, electronic commerce becomes a new 
way for businesses to market products online. Many people like shopping online because 
of the convenience. However, when consumers shop 'online, some concerns emerge, such 
as worries of how personal data will be used, how secure the online site is, and whether 
or not the Website should be trusted. The topic was {explored in this dissertation was the 
identification of the factors that affect online consumer trust among Taiwanese Internet 
shoppers. This is a practical concern occurring on the Internet worldwide. Therefore, how 
to increase confidence and trust is imperative to online shoppers and sellers. 
This dissertation found that perceived online security, perceived online privacy, 
Internet experience, and third-party assurance seal are positively associated with online 
consumer trust, and perceived risk is negatively associated with online consumer trust. In 
addition, there is no difference between Taiwanese male and female online shoppers on 
the issue of online consumer trust, nor is there a difference between Taiwanese single and 
married online consumers on the issue of online consumer trust. 
The researcher recommends future studies should utilize a probability sampling 
method, focus on experimental research design to measure the difference among this 
study and this proposed study, and adopt a qualitative research design by interviewing 
participants and eliciting their opinions about online consumer trust. 
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CHAPTER I 
INTRODUCTION TO THE STUDY 
Introduction and Background to the Problem 
Strictly speaking, e-commerce is "the purchasing and selling of goods or services 
on the Internet" (Reddy & Lyer 2002, p. 518). Electronic commerce has grown rapidly 
since the mid-1990s (Reddy & Lyer, 2002), and is a new method of conducting business 
(Cordy, 2003). Business-to-Customer (B2C) electronic commerce sales in Taiwan were 
$270 million in 2001, $490 million in 2002, $690 million in 2003, and $990 million in 
2004 (MOEA, 2005). The data indicated that Taiwanese e-commerce is growing and will 
continue to grow. 
The growth of e-commerce in Taiwan has been overshadowed by concerns about 
privacy, lack of security on transactions, mistrust of vendors, and perceived risk. Online 
privacy is "the rights of individuals and organizations to determine for themselves when, 
how, and to what extent information about them is to be transmitted to others" 
(Grandinetti, 1996, p. 22). Privacy has an impact on the intent of customers to buy 
online. If there is a real or perceived lack of privacy, consumers are reluctant to reveal 
financial and private information to online retailers (Park & Kim, 2003). In some cases, 
online shoppers make up personal data as a protection mechanism (Hoffman & Novak, 
1999). Privacy affected online consumers' trust, which was a determinant of their 
willingness to purchase online. Online security is "the protection of data against 
accidental or intentional disclosure to unauthorized persons, or unauthorized 
modifications or destruction" (Grandinetti, 1996, p. 22). Online security usually includes 
transactional encryption in order to prevent fraud or theft (Machrone, 1998). Not every 
e-retailer store in Taiwan has a trust seal, and Taiwanese online shoppers do not believe 
that Internet transactions are secure. 
Trust refers to "a consumer's willingness to accept vulnerability in an online 
transaction based on their positive expectations regarding an e-retailer's future behaviors" 
(Kimery & McCord, 2002, p. 65). Taiwanese online consumers usually lack trust 
because they only see pictures of the products, not the products themselves. Risk means 
"the Internet users' perception on the possibility of yielding unexpected outcomes with 
undesirable consequences" (Cheung & Lee, 2001, p. 26), and it is an important factor in 
online consumer trust. Many studies have found a strong negative relationship between 
perceived risk and online consumer trust (Cheung & Lee, 2001). All these factors can 
affect online consumer trust, and then affect online consumers' purchasing behavior. 
Purpose of the Study 
The purposes of this non-experimental, correlational study were to: (a) measure 
the difference in levels on online consumer trust between males and females and between 
single and married people, (b) measure which independent variable had the first, second, 
and third greatest effect upon the dependent variable (online consumer trust), and (c) 
examine the relationships between perceived online security, perceived online privacy, 
Internet experience, third party seals, perceived risk, and online consumer trust. 
Research Questions 
The research questions to be discussed through the critical analysis of the 
literature are: 
1. How does the level of online consumer trust differ between men and women? 
2. What is the difference between the level of online consumer trust between 
single people and married people? 
Research Hypotheses 
The research hypotheses to be discussed through the critical analysis of the 
literature are: 
1. Perceived online security is positively associated with online consumer trust. 
2. Perceived online privacy is positively associated with online consumer trust. 
3. Internet experience is positively associated with online consumer trust. 
4. Third-party assurance seal is positively associated with online consumer trust. 
5. Perceived risk is negatively associated with online consumer trust. 
These research hypotheses addressed areas in the fields of electronic commerce 
(EC), trust, consumer science, ethics, and the legal environment. Perceived online 
security, perceived online privacy, Internet experience, third party seals, and perceived 
risk were significant explanatory variables of online consumer trust. 
Definition of Terms 
Independent Variable #I (Perceived Online Privacy) 
Theoretical definition. Perceived online privacy is defined as "the rights of 
individuals and organizations to determine for themselves when, how, and to what extent 
information about them is to be transmitted to others" (Grandinetti, 1996, p. 22). 
Operational definition. In this study, privacy is defined as "the Internet users' 
perception on the ability of Internet vendors in protecting consumers' personal 
information collected from its electronic transactions from unauthorized use or 
disclosure" (Cheung & Lee, 2001, p. 25). Perceived online privacy (3 items) was 
measured by trust in Internet shopping questionnaire by Professors Cheung and Lee 
(2000). The questionnaire can be found in Appendix C. 
Independent Variable #2 (Perceived Online Security) 
Theoretical definition. Perceived online security is "the Internet users' 
perception on the Internet vendors' ability to fulfill security requirements" (Cheung & 
Lee, 2001, p. 25). 
Operational definition. In this study, perceived online security means "the 
protection of data against accidental or intentional disclosure to unauthorized persons, or 
unauthorized modifications or destruction" (Grandinetti, 1996, p. 22). Perceived online 
security (2 items) was measured by trust in Internet shopping questionnaire by Professors 
Cheung and Lee (2000). 
Independent Variable #3 (Experience) 
Theoretical definition. Experience refers to knowledge and skill gained over a 
period of time (Wikipedia, n.d.). 
Operational definition. The researcher defined Experience in this study as the 
number of years that the subjects have used the Internet. Experience (3 items) was 
measured by trust in Internet shopping questionnaire by Professors Cheung and Lee 
(2000). 
Independent Variable #4 (Third-Party Seal) 
Theoretical definition. Third party seal is "one source of formal third-party 
information about an e-retailer's past behaviors, intentions, and capabilities" (Kimery & 
McCord, 2002, p. 67). 
Operational definition. Third party seal means "the assurance of the 
trustworthiness of Internet vendors by third party recognition bodies" (Cheung & Lee, 
2001, p. 25). Third party seal (3 items) was measured by trust in Internet shopping 
questionnaire by Professors Cheung and Lee (2000). ' 
Independent Variable #5 (Perceived Risk) 
Theoretical definition. Perceived risk means "the trustor's belief about 
likelihoods of gains and losses outside of considerations that involve the relationships 
with the particular trustee" (Mayer, Davis, & Schoorman, 1995, p. 726). 
Operational definition. Perceived risk means "the Internet users' perception on 
the possibility of yielding unexpected outcomes with undesirable consequences" (Cheung 
& Lee, 2001, p. 26). Perceived risk (3 items) was measured by trust in Internet shopping 
questionnaire by Professors Cheung and Lee (2000). 
Dependent Variable (Online Consumer Trust) 
Theoretical definition 
Trust was a "tmstor's expectations about the motives and behaviors of a trustee" 
(Doney & Cannon, 1997, p. 37). 
Operational definition 
In this study, trust was defined as "the psychological status of involved parties 
who are willing to pursue further interactions to achieve a planned goal" (Turban & King, 
2003, p. 156). Trust (3 items) was measured by trust in Internet shopping questionnaire 
by Professors Cheung and Lee (2000). 
Justification 
Online consumer trust is a topic of global interest. These were: (a) uncertainty 
about how personal data would be used. This was a crucial limitation to online shopping; 
(b) the fact that online consumers only saw a picture of the product, not the product itself; 
and (c) the fact that online consumers and online retailers did not meet face-to-face. For 
these reasons, the question of how to shop safely was very important. 
This topic is worth studying because e-commerce will continue to grow; however, 
it will be jeopardized if online consumer trust in the websites of e-retailers did not 
increase. This study was researchable because of past studies, and because these 
variables can be measured. This study was feasible because the study can be conducted 
within a reasonable amount of time, subjects were available, and concepts in the 
theoretical frameworks could be measured. In the literature review, the factors that affect 
online consumer trust between e-retailers and consumers will be explored. This critical 
analysis of the literature will conclude with interpretations of theoretical, empirical, and 
methodological literature, conclusions, as well as recommendations for future scholarly 
inquiry. 
Delimitations and Scope 
1.  The geographic setting was limited to the nine organizations located in 
Taichung County, Taiwan. 
2. This survey participants must be able to read, write, and speak Chinese, and 
must be 18 years old or older. 
3. This survey participants were limited to the Taiwanese employees who had 
Internet shopping experience. 
4. This survey participants were willing to join the study and complete the survey. 
Organization of the Study 
Chapter I offers an introduction to the study, including background to the problem, 
the purposes of this study, research questions, research hypotheses, the definitions of 
terms, justification, and the delimitations. I 
Chapter I1 offers an in-depth review of perceived online privacy, perceived online 
security, Internet experience, third-party assurance seal, perceived risk, and online 
consumer trust, and theoretical framework. 
Chapter I11 presents research methodology, including the research design, 
population and sampling plan, the instruments, procedures and ethical aspects, methods 
of data analysis, and evaluation of research methods. 
Chapter IV reports the results of research questions and research hypotheses, and 
socio-demographic characteristics. Chapter V offers discussion, interpretations, practical 
implications, conclusions, limitations, and recommendations for future study. 
CHAPTER I1 
LITERATURE REVIEW, THEORETICAL FRAMEWORK 
Review of the Literature 
Trust in Internet Shopping 
There were many factors, including service quality, system quality, information 
quality, vendor and channel characteristics, consumer demographics, and personal traits, 
that could impact online consumer purchasing behavior (Saeed, Hwang, & Yi, 2003). 
Consumer behavior is an old issue; however, online consumer purchasing behavior is a 
new topic (Saeed et al., 2003). Earlier literature on online consumer purchasing behavior 
refers to the Technology Acceptance Model (Davis, Bagozzi, & Warshaw, 1989), the 
Theory of Reasoned Action (Fishbein & Ajzen, 1975), and Flow Theory 
(Csikszentmihalyi, 1988). 
Technology Acceptance Model (TAM) 
Davis, Bagozzi, and Warshaw (1989) introduced Technology Acceptance Model. 
The reason people like this model are because this model can not only predict, but also 
explain users' acceptance of computers (Davis, et al., 1989). 
Purpose of Technology Acceptance Model was to offer a concept regarding 
tracking the influence of outside elements at inside belief, attitude, and behavior (Davis, 
et al., 1989). Ease of use and usefulness were the two major determinants in this model. 
Chen, Gillenson, and Sherrell (2002) reported that Technology Acceptance Model 
was an effective model on Internet shopping. One function of the TAM is to predict 
online consumer attitudes regarding Internet purchasing (Childers, Carr, Peck, & Carson, 
2001). The TAM was helpful and suitable for electronic commerce, so Davis and 
Venkatesh (1996) revised this model into a broader and wider view of online shopping. 
Salisbury, Pearson, Pearson, and Miller (2001) conducted a methodological study 
to describe the influence of perceived usefulness 'and ease of navigation for online 
purchasing. These researchers conducted a non-experimental, causal comparative and 
quantitative design using 168 undergraduate students. Salisbury's et al., (2001) literature 
review was thorough, and current, and compared and contrasted theory of reasoned action. 
Empirical studies of online security and online purchasing behaviors were examined, 
leading to a major gap in the literature in that this study did not address online shoppers' 
access to the Web stores. 
A non-probability sampling plan resulted in the self-selected, data-producing 
sample of 168, but this study did not indicate the response rate. A pilot test was used in 
this study. Reliability estimates were high for internal consistency, and construct and 
criterion-related validity was established. Data collection procedures were clearly 
described, but this study did not report IRB or other ethical approval. 
Findings supported the hypothesis that perceived Internet security would impact 
purchasing behavior on the Internet stores. The study did not support the hypothesis that 
ease of navigation would impact purchasing behavior on the Internet. Nor did the study 
support the hypothesis that perceived usefulness would impact purchasing behavior on 
the Internet stores. 
Salisbury's et al. (2001) interpretation of these findings was that online security 
was a critical factor in increasing purchasing behavior, especially among people who 
work in e-retailing. Implications for practices were that the Website should therefore 
address privacy and security concerns, with more and different variables to enable 
consumers to fully understand Web-based shopping. The strength of the study was the 
model's reasonably consistency with the data. Limitations reported by Salisbury et al. 
(2001) were that these subjects (students) cannot be generalized to other populations, and 
that these students did not have previous online shopping experience. Salisbury et al. 
(2001) concluded that future studies should include other relevant constructs and 
demographic groups. 
The strengths of this study were in hypothesis testing reasoned action theory, and 
reliability and validity on Web-based shopping behaviors, resulting in a high level of data 
quality, data analysis, and clearly defined and replicable procedures. The limitation in 
the study was its external validity, so the findings cannot be generalized beyond 
undergraduate students enrolled in an introductory computing course at a rural 
southeastern U.S. university (Salisbury et al., 2001). Based on the literature, future 
studies should focus on different universities or countries (Salisbury et al., 2001). 
Theory of Reasoned Action (TRA) 
Reasoned action theory is a cognitive model of the decision-making process of 
human behavior (Fishbein & Ajzen, 1975). The goal of the TRA was to predict and 
understand consumer behaviors directly (Ajzen & Fishbein, 1980). According to the 
TRA, his or her actual behavior was determined by behavioral intention, as well as 
person's attitude and subjective norm (Fishbein & Ajzen, 1975). Behavioral intention is 
"a measure of the strength of one's intention to perform a specified behavior" (Fishbein 
& Ajzen, 1975, p. 288). Attitude toward behavior is "an individual's positive or negative 
feelings about performing the target behavior" (p. 216). Subjective norm is "the person's 
perception that most people who are important think he should or should not perform the 
behavior in question" (Fishbein & Ajzen, 1975, p. 302). 
Flow Theory 
Flow theory was introduced by Csikszentmihalyi (1988). According to the flow 
theory, concentration, interest, and enjoyment of an activity should be experienced at the 
same time in order for flow to happen (Csikszentmihalyi, 2000). A common flow 
measurement was the level of enjoyment of an activity (Csikszentmihalyi, 1988). Based 
on the flow theory, concentration refers to flow experiences that were described as states 
of intense focus upon or absolute absorption in an activity (Csikszentmihalyi, 2000). 
Interest was a basic aspect of flow experiences, and enjoyment referred to pleasurable 
flow activities (Csikszentmihalyi, 2000). 
If consumers did not enjoy shopping, online shoppers would not go to web stores 
(Rice, 1997). When consumers shopped on the Internet, they had emotional and 
cognitive impressions (Koufaris, 2002). These feelings could determine whether or not 
the consumers would return to the web stores (Koufaris, 2002). Shopping enjoyment was 
a critical influence on consumers' attitudes towards online shopping (Eighmey, 1997). 
Koufaris (2002) conducted a quantitative study of emotional and cognitive 
responses on a consumer's first visit to an Internet store can return intentions and the 
likelihood of making unplanned purchases. The researcher used a non-experimental, 
causal comparative, and quantitative design. Koufaris's (2002) literature review was 
thorough and current in comparing and contrasting theories about the information system 
(TAM), and online consumer behavior. Empirical studies lead to a major gap in the 
literature, which provided evidence that subjects did not visit websites of their own 
volition. Koufaris (2002) encouraged the participants go to the websites by giving a $10 
gift card to each participant. 
A probability sampling plan was used in Koufaris' (2002) study. Usefulness, ease 
of use, and shopping enjoyment were measured by descriptive statistics. Reliability 
estimates were high for internal consistency, and construct and criterion- related validity 
was established. Data collection procedures were clearly described, but the study did not 
report IRB or other approval. Findings, using linear regression, supported the hypothesis 
that usefulness was positively associated with willing to revisit the e-retailers. Using 
linear regression, this study did not support the hypothesis of ease of use was positively 
associated with intention to return. Nor did this study not support the hypothesis that 
consumers with higher shopping enjoyment are more likely to make unplanned purchases. 
Koufaris' (2002) interpretation of these findings was that shopping enjoyment and 
usefulness on the website were critical for a new customer's intention to return. The 
implication for this practice was that Website features which are intended to be mere 
tools for the consumer might have a strong emotional impact. There was no study 
strength reported by Koufaris (2002), but a weakness of the study reported was an 
important variable missing from the framework, which was a planned purchase by first- 
time customers. A limitation reported was that the subjects had registered with an online 
market research company, and responded to multiple online questionnaires; therefore, 
these Internet users may be more "web-savvy" than average users. Koufaris (2002) 
suggested the following areas of future study: (a) the need to reexamine the relationships 
this study tested, and introduce new possible predictors; (b) the need to capture actual 
new customers who would be able to better explain the factors behind customers' 
acquisition and planned purchasing; and (c) the use of metrics to explain how and why 
consumers think, act, and feel when shopping on the web. 
The strengths of this study were in hypothesis testing in marketing and 
information system theories, and the reliability and validity of shopping enjoyment 
measures of variables, resulting in a high level of data quality, data analysis, and clearly 
defined procedures allowing replication. The limitations of the study were in external 
validity, where findings were limited to 300 sample subjects who visited BooksAMillion 
website, and were given a $10 gift certificate for participating (Koufaris, 2002). 
According to this study, future studies should examine other bookstore websites 
(Koufaris, 2002). 
Integrative Framework 
Saeed et al., (2003) designed a comprehensive framework for online consumer 
purchasing behavior and used 42 studies to compare the results of each research study, as 
well as to integrate research findings across studies. People who had higher income, 
education, and age were found to be more likely to buy online (Bellman, Lohse, & 
Johnson, 1999; Liao & Cheung, 2001). After reviewing the result of 42 studies, the study 
concluded that online shopping had three stages: use of Internet to locate website 
vendors, Internet buying, and post-buying. According to Saeed's et al., (2003) 
integrative framework, e-retailers' system quality was facilitated by online consumer 
perception. The authors found that consumer perception was an important variable in 
predicting online consumer purchasing behavior, and would be analyzed and discussed 
further. 
Saeed's et al., (2003) framework included the system, information, and service 
quality, as well as vendor and channel characteristics, in addition to the following 
consumer demographics and personal traits: 
System quality. System quality was the' users' perceptions regarding the 
effectiveness of system attributes (Saeed et al., 2003). The integrative framework 
showed that system quality impacted online consumer purchasing behavior by online 
shoppers' feelings about usefulness, ease of use, online consumer trust, as well as 
shopping enjoyment (Saeed et al., 2003). 
Information quality. Information quality referred to online shoppers' feelings 
about the content of the Website (Saeed et al., 2003). Content was equally crucial in 
different businesses, such as bookstores, airlines, and cars (Agarwal & Venkatesh, 2002). 
Liu and Arnett (2000) found that information quality and learning capability had a high 
correlation. Saeed et al., (2003) reported that information quality was a critical predictor 
of online consumer purchasing behavior, according to the research findings. 
Service quality. Service quality referred to the consumers' perceptions regarding 
online retailers' service experience (Saeed et al., 2003). Seddon (1997) pointed out that 
the service system and the Information System (IS) were different entities; therefore, the 
I 
website needed to distinguish which entity offered the service. In the integrative 
framework, Saeed et al., (2003) mentioned that vendors offered customer service. If a 
vendor's service quality changed, this change would impact users' perceptions of trust 
and usefulness, as well as impact online consumer purchasing behavior (Saeed et al., 
2003). 
Vendor and channel characteristics. Vendor characteristics (perceived size and 
reputation) could influence online consumers' perceptions about trust (Saeed et al., 2003). 
The integrative framework reported that vendor and channel characteristics could impact 
online consumer purchasing behavior by increasing vendor trust (Saeed et al., 2003). 
Consumer demographics and personal traits. Consumer demographics had three 
crucial findings as follows: (a) women were more conservative customers on online 
shopping than men (Slyke, Comunale, & Belanger, 2002); (b) lifestyle was an important 
variable (Saeed et al., 2003); and (c) all demographics did not explain variance in online 
consumer buying attitude (Bellman et al., 1999; Chen & Hitt, 2002). 
Factors That Affect Online Consumer Trust 
Perceived Online Privacy 
"Personal data has become a commodity to be bought, sold, and traded" (Brown 
& Muchira 2004, p. 65). Profitability has become more critical than privacy (Gillmor, 
1998; Kakalik & Wright, 1996). Internet technology not only made collecting 
consumers' data easy, but also provided the consumers with useful information about 
products of interest (Prabhaker, 2000). However, not all consumers tended to provide 
personal details (Brown & Muchira, 2004). If the companies had privacy policies, 
consumers would feel more confidence and trust in revealing personal data (Brown & 
Muchira, 2004). Some consumers provided false personal information in order to protect 
their privacy (Kehoe, Pitkow, & Morton, 1997). Many consumers did not want to 
register on a Website when an online store lacked a statement about how online consumer 
data would be used (Brown & Muchira, 2004). 
Brown and Muchira (2004) conducted a non-experimental, empirical, quantitative 
study to measure the relationship between the privacy and online purchasing behavior. 
The sample size was 210. Data were collected by questionnaire, using a convenience 
sample of undergraduate and postgraduate students at an east coast Australian university. 
The sample was relatively homogenous in terms of demographics and lifestyles, thereby 
enhancing external validity of the sample, which can ,minimize the external validity of the 
research. Brown and Muchira's (2004) literature review was thorough and current in 
comparing and contrasting theories about privacy. Empirical studies measuring the 
relationships among online privacy and Internet purchasing behaviors were examined, 
and found that few studies analyzed unauthorized secondary use of data in the context of 
the Internet. 
A non-probability sampling plan resulted in the self-selected, data-producing 
sample size of 210, a response rate of 88.6%. There were 186 usable responses (91 
respondents were male and 95 were female). Therefore, there was no gender imbalance. 
The measurement instruments were used to measure key demographic factors. The scale 
used to measure unauthorized secondary use of data was replicated from Moorman, 
Deshpande, and Zaltman (1993), and a three-item scale developed by Korgaonkar and 
Wolin (1999) was used to measure invasion of privacy. Data collection procedures were 
clearly described, but IRB approvals were not reported. 
Using multiple regression analysis, findings supported the hypothesis for a 
significant negative relationship between consumers' experiences of online invasion of 
privacy, and their purchasing of products via the Internet. In addition, the findings 
supported the hypothesis for a significant negative relationship between consumers' 
experience of inaccuracy or manipulation of personal data, and purchasing of products 
via the Internet. Results did not support the hypothesis of a significant negative 
relationship between consumer attitude toward unauthorized use of secondary data and 
purchasing of products via the Internet. Brown and Muchira's (2004) interpretation of 
these findings was that consumers who received unwanted and unsolicited 
communications from companies via the Internet were less likely to purchase products 
online. This led to the conclusion that companies with Websites should treat consumer 
privacy concerns seriously if they want to encourage customer loyalty and increase sales. 
An implication for practice was that guarantees of confidentiality may not have any 
influence on consumers' product acquisition decisions. 
Brown and Muchira (2004) did not report the strengths of their study. Limitations 
reported by Brown and Muchira (2004) were the use of a student sample, and the 
measurement of attitudes toward online privacy. The researchers recommended the 
following areas of future study: (a) use of a random representative sample; and (b) a 
focus on how consumers respond to a specific Website in light of privacy concerns. 
Brown and Muchira's (2004) findings were consistent with direct marketing 
literature (Berman & Mulligan, 1999; Campbell, 1997; Mand, 1998). The strengths of 
this study were in hypotheses testing of privacy and consumer behavior theory, resulting 
in a high level of data quality and data analysis; and the clearly defined procedures of the 
authors which allowed for replication. Limitations in the study were weaknesses in 
external validity, because the findings were based upon students at an east coast 
Australian university. Future studies should focus on other countries, and should include 
a broader range of consumer age groups. 
E-commerce continues growing, but lacks consumer confidentiality (Brown & 
Muchira, 2004). Carroll (1999) noted that when consumers shopped online, personal 
data was stored in an Internet store's data bank. There were many databases and data 
manipulation techniques, which could reveal a consumer's social and political activities, 
lifestyle, and personal characteristics (Nowak & Phelps, 1995). "This data can be sold or 
exchanged between companies to get comprehensive details of a consumer" (Brown & 
Muchira, 2004, p. 65). Over 450 U.S. companies made money by gathering and selling 
consumer data (Nowak & Phelps, 1995). 
Privacy Policy 
An important part of privacy concern was online invasion through the release of 
personal data without the consumer's approval (Attaran, 2000). Receiving junk mail and 
unsolicited messages were also consumer privacy concerns (Korgaonkar & Wolin, 1999). 
If consumers had experiences with invasion of privacy online, they would be less likely 
to buy products on the Internet (Brown & Muchira, 2004). When Internet stores wanted 
to collect online consumers' data, many online shoppers ceased to trust the e-retailers 
(Kehoe, Pitkow, & Morton, 1997). The Federal Trade Commission's (FTC) reasons for 
setting an Internet privacy policy were "(a) to identity possible Internet shoppers' 
protection regarding Internet transactions and marketing, (b) to provide a public forum 
for the exchange of ideas, and presentation of research, and technology, and (c) to 
encourage effective self-regulation" (FTC, 1998, p. 2). About 50% of the larger websites 
offered privacy policies or suitable hyperlinks to policies on home pages (Liu & Arnett, 
2002). Policy mechanisms were designed to protect Internet security and privacy (Jones, 
2002). The core principles of the Federal Trade Commission are notice, access, choice, 
and security. 
Notice means that online consumers must be advised by e-retailers' information 
(Sheehan & Hoy, 2000). Online shoppers need to be told when personal data will be 
gathered (Liu, Marchewka, & Ku, 2004). Access refers to the ability of consumers to 
review, correct, and perhaps delete personal data on websites (Merkow & Breithaupt, 
2001). When online companies buy individual data from other people or websites, the 
online stores regard the data as legitimately purchased assets, and e-retailers do not want 
the consumers to access the data (Brown & Blevins, 2002). Under the International Safe 
Harbor Privacy Principles policy, however, individuals have a right to access such 
personal data (Brown & Blevins, 2002). The Safe Harbor Privacy Principles were the 
same as European Union's Article 25.6 on protecting consumers' data (Merkow & 
Breithaupt, 2001). 
Choice means that companies should allow consumers to choose whether or not to 
participate (Sheehan & Hoy, 2000). "Opt-in requires users to consent to their personal 
data being collected before it is collected" (Brown & Blevins, 2002, p. 572). "Opt-out 
places the burden on the individual to request the data not be collected" (Brown & 
Blevins, 2002, p. 572). 
Security refers to measures collectors' data security (Sheehan & Hoy, 2000). 
Many online stores have consumer data to market for decades (Phelps, Nowak, & Ferrell, 
2000). Online companies should prevent data loss and data misuse (Brown & Blevins, 
2002). When online consumers are aware of privacy violations, they can protect their 
privacy (Sheehan & Hoy, 1999). 
Liu, Marchewka, and Ku (2004) conducted a causal-comparative and 
correlational study to propose and test a model of privacy, trust, and shopping behavior 
between America and Taiwan. The authors used 514 undergraduate and graduate 
students. There was no significant difference between U.S. and Taiwan students in their 
attitudes to Internet privacy and online consumer trust. Liu's et al., (2004) literature 
review was thorough, and current in comparing and contrasting reasoned action theory. 
This theory is used to forecast shopping behaviors (Albarracin, Johnson, Fishbein, 
& Muellerleile, 2001). Empirical studies of privacy and online consumer trust in Intemet 
shopping were explored. None of the studies cited privacy as a major antecedent for trust. 
Furthermore, no research examined the relationship among notice, access, choice, 
security, and trust in Intemet shopping. This resulted in Liu's et al., (2004) research 
questions: (a) how to ensure that online consumers' data does not weaken online 
shoppers' trust; (b) how to affect online shoppers' purchasing behaviors (including 
making an online purchase or visiting a Website again); and (c) to determine whether 
culture played a role in the privacy-trust-behavioral intention relationship (Liu et al., 
2004). 
A non-probability sampling plan resulted in the self-selected, data-producing 
sample size of 514, a response rate of 84%. The t-test technique was used to measure 
privacy, trust, and behavioral intentions. The reliability estimate was Cronbach's alpha 
for internal consistency, and construct and criterion-related validity were established with 
both the U.S. and Taiwanese data that was used in this study. Data collection procedures 
were clearly described. IRB or other approval was not reported. 
Findings supported the hypothesis with a positive relationship between privacy 
and trust in Internet shopping. Liu's et al., (2004) interpretation of these findings was 
that there was dissimilarity between high privacy to the U.S. sample, and low privacy to 
the Taiwan sample. This led to the recognition about the relationship among online 
privacy and online consumer trust are positive when making an online transaction (Liu et 
al., 2004). Implications for practice were that the four dimensions of privacy had a strong 
influence on consumers' trust in an e-commerce business (Liu et al., 2004). This level of 
trust would affect an online shopper's intention to purchase or visit the website again. No 
strengths were reported by Liu et al., (2004). The limitations reported by Liu et al., (2004) 
were that the sample focused only on perceptions of American and Taiwanese students. 
Studies providing a stronger design and deeper understanding of how culture influenced 
consumers' level of trust should be conducted. 
The strengths of this study were in hypotheses testing in reasoned action theory; 
the reliability and validity of measures of variables, resulting in a high level of data 
quality; and clearly defined and replicable procedures. Limitations in the study were in 
external validity where findings were limited to information system undergraduate and 
graduate students in America and Taiwan. Future studies should focus on randomly 
selected populations of different countries, cultures, age groups, and occupations. 
Perceived Online Security 
Revenue of Internet commerce could surpass $1 trillion by 2003 (IDC, 1999a). 
Perceived web security is "the extent to which one believes that Internet transmittal is 
secure" (Salisbury, Pearson, Pearson, & Miller, 2001, p. 167). When a consumer 
shopped on the Internet, there were many threats to personal security (Salisbury et al., 
2001). Security is a concern when people shop online (Salisbury et al., 2001). Although 
Internet security was considered poor, this factor did not interfere with the growth of 
electronic commerce (Ghosh, 2001). Salisbury, Pearson, Pearson, and Miller (2001) 
conducted a methodological study to describe and explore Internet security. These 
researchers conducted a non-experimental, causal comparative, and quantitative design 
using 168 undergraduate students. Salisbury, Pearson, Pearson, and Miller's (2001) 
literature review was thorough and current in comparing and contrasting theory of 
reasoned action. Empirical studies of Internet security and online purchasing behaviors 
were examined. This study did not address online shoppers' access to the World Wide 
Web. 
A non-probability sampling plan resulted in a self-selected, data-producing 
sample of 168, but this study (Salisbury et al., 2001) did not indicate the response rate. 
The pilot test measured perceived Internet security, ease of navigation, and usefulness. 
Reliability estimates were high for internal consistency, and construct and criterion- 
related validity was established. Data collection procedures were clearly described, but 
this study did not report IRB or other ethical approval. Findings supported the hypothesis 
that perceived Internet security will affect online buying behaviors using squared 
multiple correlation. The study did not support the hypotheses that ease of navigation 
will impact buying behaviors, and usefulness will affect buying behaviors using squared 
multiple correlation. Salisbury's et al., (2001) interpretation of these findings was that 
Internet security can increase online shopping. This led to the following conclusion: 
when compared to perceptions of web security, the importance of feelings regarding ease 
of online buying would be reduced, and implications for practices were that a website 
should address privacy and security issues (not only security), and online consumers 
needed more and different variables to fully understand web-based shopping. The 
strength reported by Salisbury et al., (2001) was that the model was consistent with the 
data. The limitations reported by Salisbury et al., (2001) were that subjects are students 
with little online buying experience. The researchers (2001) concluded that areas of 
future study should address other relevant constructs and other socio-demographic factors. 
The strengths of this study were in hypothesis testing reasoned action theory, 
resulting in a high level of data quality, data analysis, and clearly defined procedures 
allowing replication. Limitations in the study were in external validity and cannot be 
generalized beyond undergraduate students taking an introduction to computer courses at 
a rural southeastern U.S. university. Future studies should focus on other universities or 
countries. 
Online security is a main concern when online shoppers shop online (Udo, 2001). 
Chellappa and Pavlou (2002) conducted a methodological study to identify antecedents 
of consumer perceptions of security, and hypothesized its relationship to trust in 
electronic commerce transactions. These researchers conducted a non-experimental, 
causal comparative, and quantitative design using 179 graduate and undergraduate 
business students. Chellappa and Pavlou's literature review was thorough and current. 
Empirical studies of online security and trust in Internet transactions were examined, 
leading to the major gap in the literature that there was no empirical evidence that 
showed these mechanisms (encryption, verification, and authentication) had a 
relationship between online security and online consumer trust. This resulted in 
Chellappa and Pavlou's study testing the proposition that Internet security was created by 
encryption, verification, and authentication. 
A non-probability sampling plan resulted in a self-selected, data-producing 
sample of 179. The new multi-item scale was 'used to measure security and its 
antecedents (encryption, verification, and authentication). Reliability estimates were 0.93 
for internal consistency, and construct and criterion-related validity was established. 
Data collection procedures were clearly described, but the study did not report IRB or 
other ethical approval. 
Findings supported the measurement of psychometric qualities of the newly 
designed instrument, and support of the hypothesis that perceived information security 
was positively related to trust in electronic commerce (EC) transactions, using least- 
squares regression analysis. The study did not support the hypothesis that limited 
financial liability was positively related to trust in electronic commerce (EC) transactions, 
using regression analysis. Chellappa and Pavlou's (2002) conclusion was that online 
security and online consumer trust did not have a relationship with e-retailers' reputation 
and financial liability. Electronic commerce transactions, therefore, involved non- 
monetary risks. The implication for practice was that e-retailers could evaluate 
encryption, verification, and authentication clearly. The strength of the study reported by 
Chellappa and Pavlou (2002) was that it had response-set biases. A limitation reported 
was that all of the participants were business school students. These researchers 
generated the following areas of future study: controllers should develop a reliable 
reassurance to increase online consumer trust. 
The strengths of this study were in the design of a reliable and valid instrument to 
measure trust; clearly defined procedures allowing replication; and rigorous methods of 
data analysis, resulting in a high level of data quality (an internal validity strength of the 
study). Limitations were in external validity, and results cannot be generalized beyond 
business school students. Future studies should focus on people of other occupations and 
ages, and use larger samples. 
Internet Experience 
A higher level of Internet experience led to consumer conclusions about the 
perceived risks, privacy and security of Internet shopping (Miyazaki & Fernandez, 2001). 
Internet experience affected Internet purchases (Hoffman, Novak, & Peralta, 1999). 
Novice Internet consumers were less likely to buy products online (Fox, 2000). New 
consumers worried about credit card theft more than experienced consumers (Fox, 2000). 
"Experience has been investigated in the Management Information System (MIS) 
research and literature" (George, 2002, p. 168). Experience is the length of time that a 
customer has been using a personal computer, and if the customer has attained a self- 
rated skill level (George, 2002). Experienced Internet users believed that the Internet was 
more trustworthy than inexperienced users (George, 2002). 
Miyazaki and Fernandez (2001) conducted a quantitative and qualitative study to 
explore the relationships between online shoppers' Internet experience and Internet 
purchasing action. The researchers employed a non-experimental, causal comparative 
and quantitative and qualitative design using 189 subjects. Respondents' ages ranged 
from 15 to 75 years old; gender was almost equally balanced, and the levels of education 
were from high school to university. Miyazaki and Fernandez's (2001) literature review 
was thorough and current, in comparing and contrasting theory about online shopping. 
Empirical studies of online shoppers' privacy and security concerns with Internet buying 
behavior were examined, leading to a major gap in the literature that privacy issues and 
the potential for fraud were not predictive of online purchasing rates. 
Findings supported the hypothesis that "Internet experience is negatively related 
to the perceived risks of conducting online purchase" (Miyazaki & Fernandez, 2001, p. 
30), using multiple regression analysis. Miyazaki and Fernandez's (2001) interpretation 
of these findings was that some Internet consumers' information concerns affected 
purchase behavior. This led to the conclusion: when online consumers had more Internet 
experience, they were less concerned about risk. 
The strength of Miyazaki and Fernandez's (2001) study was the use of two 
trained data collectors. A limitation reported was that analysis of the mixed methods 
resulted in particular fields of concern to Internet buyers. These authors generated the 
following area of future study: generalizability of the descriptive findings may be not 
collected from the domestic or global sample. An implication for practice was that 
formal privacy policies should be posted to e-commerce websites, thereby enabling 
online shoppers to understand how e-retailers used online shoppers' data. 
The strengths of this study were in hypothesis testing of perceived risk theory, but 
this study did not report the reliability and validity. This was a random sample, and 
Internet experience was examined from two perspectives: (a) the duration of the 
experience; and (b) the frequency of use. Future studies should focus on non-random 
samples and increase the sample size. 
Third-Party Assurance Seal 
Third-party assurance seal refers to the resources and information of a third party 
regarding its former attitudes, purposes, and abilities (Kimery & McCord, 2002). Many 
e-retailers have earned a third party seal in recent years to inspire trust among online 
shoppers (Kimery & McCord, 2002). A third-party assurance seal proves that the 
e-retailer has met the specific standards or requirements and can be trusted by online 
consumers (Kimery & McCord, 2002). Primary third-party assurance seals are TRUSTe, 
BBB-Online, and Verisign (Luo, 2002). 
Kimery and McCord (2002) conducted a quantitative study to examine the use of 
third party seals to increase trust in Internet shopping. These researchers used an 
experimental research design. Kimery and McCord's (2002) literature review was 
thorough and current. A major gap in the literature was that the research never 
mentioned how a third party seal affected online shoppers' trust in Internet shopping. 
A non-probability sampling plan was used in the Kimery and McCord's (2002) 
study. Reliability estimates were high for internal consistency and construct validity was 
established. Data collection procedures were clearly described, but the study did not 
report IRB or other approval. Findings, using exploratory regression analysis and 
standardized path coefficients, supported the hypothesis that when online shoppers trust 
an online store, online shoppers would be likely to buy products at that store (Kimery & 
McCord, 2002). This study used exploratory regression and path coefficients, but did not 
support the hypothesis that when online shoppers saw a third party seal, online shoppers 
would have more trust in that store (Kimery & McCord, 2002). 
Kimery and McCord's (2002) interpretation of these findings was that third party 
seals did not have a significant effect on online consumers who visit an unfamiliar online 
store for the first time. The implication for this practice is that the decision to join in 
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third-party assurance programs should be made clearly (Kimery & McCord, 2002). 
Kimery and McCord (2002) generated the following area of future study: Exploring 
other relevant elements that could reconcile the variables of trust and assurance seal. 
Perceived Risk 
When e-retailers collected data about online shoppers, consumers were concerned 
about that data being sold or exchanged to others (Wang, Lee, & Wang, 1998). In 1995, 
Sitkin introduced the Theory of Risk Propensity based on his qualitative study of online 
consumer purchasing intent. This theory identified two major constructs of Internet 
security and privacy, defined as perceived risk when shopping online. The major 
propositions in this theory were (a) Internet shoppers would like to shop online if they 
have more knowledge about online security and online privacy; and (b) experienced and 
non-experienced Internet shoppers would like to shop online if there are statements of 
online security and online privacy (Sitkin, 1995). 
Milloy, Fink, and Morris (2002) developed a model depicting the direct and 
indirect relationships among these concepts. The Theory of Risk Propensity (Sitkin, 
1995) addressed essential issues about Internet security and privacy in the discipline of 
electronic commerce, and was useful in explaining, predicting, and discriminating among 
consumers with and without purchasing intent. Thus, the theory was a well-developed 
guide which could be used to explain and predict purchasing intent. The theory had an 
effective balance between simplicity and complexity, contributing to its usefulness. 
There was no major proposition with conflicting results in empirical studies, because this 
theoretical report did not test propositions to become hypotheses. 
Online Consumer Trust 
Electronic commerce is the sale of products or services on the Internet. When 
online shoppers purchase the products online, online consumers see only the picture of 
the goods, not the products themselves. In addition, online consumers cannot tell how 
large an online store is. Therefore, trust was a significant factor for online consumers. 
Jarvenpaa, Tractinsky, and Vitale (2000) mentioned the consumer trust model had two 
important factors (perceived size and reputation), and these factors could affect online 
consumers' trust. Thus, trust would lead to attitude and risk perception. Eventually, 
attitude and risk perception would influence the willingness to buy. Chen and Dhillon 
(2003) concluded that competence, integrity, and benevolence were three key factors 
affecting consumers' trust, and that trust would affect purchase intention. Liu, 
Marchewka, and Ku (2004) stated that privacy encompasses notice, access, choice, and 
security, and that these factors could affect the consumers' degree of trust. Trust leads to 
repeat purchases, continued visits, and favorable recommendations to other consumers 
through positive remarks. 
Perceived Size 
A store's size could affect online consumers' trust (Jarvenpaa, Tractinsky, & 
Vitale, 2000). An Internet store's size refers to its sales volume and the number of 
products sold (Jarvenpaa et al., 2000). Large stores indicated that the e-business owned 
the necessary resources and expertise, which were crucial factors in online consumer trust 
(Chow & Holden, 1997). Large e-businesses should be able to compensate online 
shoppers when something goes wrong with the business transaction, or when a product is 
found to be defective (Jarvenpaa et al., 2000). Therefore, an online store's size was 
positively correlated with online consumer trust (Jarvenpaa et a]., 2000). 
Perceived Reputation 
Reputation refers to whether or not e-retailers are honest and care about their 
consumers (Doney & Cannon, 1997). An online store's reputation could affect online 
consumers' trust (Jarvenpaa et al., 2000). Ganesan (1994) also noted that an Internet 
store's reputation correlated positively with online shoppers' trust in it. Stores with good 
reputations attracted more customers and business than stores with poor reputations 
(Jarvenpaa et al., 2000). 
Jarvenpaa, Tractinsky, and Vitale (2000) conducted a quantitative study to 
measure stores' size and reputation differences among trust, perceived risk, and return to 
the store. The researchers employed a causal comparative and quantitative design using 
184 undergraduate and MBA students in Australia. Jarvenpaa's et al., (2000) literature 
review was thorough and current. Empirical studies of consumer trust in an Internet store 
were examined, but this study did not systematically control size and reputation of the 
store sites; and that site design, aesthetics and ease of use were not measured. 
A probability sampling plan was used in this study. The data sample size was 184 
subjects; however, this study did not report response rate. A pilot study tested the 
measures of trust and reputation. Reliability estimates were low for internal consistency 
and construct, and criterion-related validity was established. Data collection procedures 
were clearly described, but the study did not report IRB or other approval. Finding 
supported the hypothesis that online shoppers would like to shop online if their perceived 
risk is low, using structural equation modeling. 
Jarvenpaa's et al., (2000) interpretation of the finding was that perceived store 
size and perceived reputation seemed to affect trust differently, depending on the type of 
store. This led to the conclusion that statistical significance depended on consumers' 
perceived size of the online store. Implications for practice were the need to explore the 
underlying processes by which consumer trust was formed or developed, or how trust 
evolved as the consumer interacted with an Internet store, and actually purchased from it. 
How to determine stores' size and good reputation are necessary. The strength of the 
study was that these undergraduate and graduate students in Australia had Internet 
shopping experience. A limitation reported was that this study included only two retail 
domains (books and travel websites). The researchers proposed the following areas for 
future study: (a) a reexamination and refinement of the measures; and (b) revealing the 
contribution of additional variables to the behavior of Internet consumers. 
I The strengths of this study were in hypothesis testing of reasoned action and 
planned behavior theories, and the reliability and validity of Cronbach's (a) measures of 
variables resulting in a high level of data quality, data analysis, and clearly defined and 
replicable procedures. Limitations in the study were in external validity where findings 
were limited to 184 subjects, Australian university students. Future studies should be 
conducted on different countries, with larger samples, and use different kinds of websites. 
Trust is associated with lower perceived risk of shopping at the web stores, and 
the reputation and size of the stores affect the level of trust (Jarvenpaa et al., 2000). Trust 
in online stores is an important element that can influence e-commerce (Journal Abstract) 
(Kimery & McCord, 2002). When consumers mistrust the web, building a long-term 
relationship with companies is difficult (Keen, 1997). 
Trust is defined as "the psychological status of involved parties who are willing to 
pursue further interactions to achieve a planned goal" (Turban & King, 2003, p. 156). 
Many consumers did not trust Internet vendors because of online security and privacy 
(Hoffman, Novak, & Peralta, 1999). Trusting web stores with personal data was 
associated with whether Internet transactions were thought to be secure or not 
(Ratnasingham, 1998). Trust was rooted in technology use in order to improve 
information sharing (Ratnasingham, 1998). Consumers usually lack trust because 
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Internet shopping is a non-physical activity with higher risk than shopping in the 
traditional stores (Shu, 2003). 
Sitkin and Roth (1993) introduced the theory of trust based on a qualitative study 
examining the perspectives of trustldistrust. This theory identified three major constructs: 
I 
competence, integrity, and benevolence, as keys to developing consumer trust in an 
Internet vendor (Sitkin & Roth, 1993). Chen and Dhillon (2003) reported that the major 
propositions in this theory were that perceived competence, integrity and benevolence of 
an Internet vendor significantly influenced consumers' trust, and individual 
characteristics significantly influenced perception of the competence, integrity, and 
{ 
benevolence of an Internet vendor. These characteristics included faith in humanity, a 
trusting stance, attitude toward shopping online, personal values, gender, age, and 
educational level. Chen and Dhillon (2003) developed a path model depicting these 
direct and indirect relationships among these concepts. This theory addressed essential 
issues about consumer trust in the discipline of electronic commerce, and was useful in 
explaining, predicting, and discriminating between those with trust and those without 
trust. Thus, it was a well-developed guide to review. The theory struck an effective 
balance between simplicity and complexity, contributing to the usefulness of this theory. 
Theoretical Framework 
A literature map (Figure 1) was used to guidethe library search for theoretical and 
empirical literature in this review about the factors that affect online consumer trust. The 
map shows a deductive pattern of the main themes, using a "clustering style" type of 
graphic organizer. 
The theoretical framework displays the relationships among the concepts as 
follows: (a) perceived online security would affect online consumer trust; (b) online 
consumer trust was influenced by perceived online privacy; (c) Internet experience would 
lead to online consumer trust; (d) the use of a third-party seal would impact online 
consumer trust; and (e) online consumer trust was affected by perceived risk. The causal 
variables in the literature map were perceived online security, perceived online privacy, 
Internet experience, the use of a third-party seal, and perceived risk. The outcome 
I( variable was online consumer trust. In addition to guiding the literature search, the 
literature map identified themes, theories, and concepts that would organize the Literature 
I Review. 
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Chapter I1 offers an in-depth review of perceived online privacy, perceived online 
security, Internet experience, third-party assurance seal, perceived risk, and online 
consumer trust, and theoretical framework. Chapter I11 presents research methodology, 
including the research design, population and sampling plan, the instruments, procedures 
and ethical aspects, methods of data analysis, and evaluation of research methods. 
CHAPTER I11 
RESEARCH METHODOLOGY 
A quantitative methodology was used to study the factors influencing online 
consumer trust. Chapter 3 describes the methodology for this study. Chapter 3 begins 
with a discussion of the research design. The sampling plan and setting, instruments, 
procedures and data collection methods, evaluation of ethical aspects of the study, and 
methods of data analyses are presented. This chapter concludes with an evaluation of the 
research methods used in this study. 
Research Design 
Two research questions and the five research hypotheses would lead to the 
development of a self-administrated questionnaire research study, with descriptive and 
exploratory purposes. The design focused on quantitative methods with close-ended 
questions on the survey tool. The research questions and research hypotheses were 
addressed through quantitative methods. The dependent variable was online consumer 
trust and the independent variables were perceived online security, perceived online 
privacy, Internet experience, the existence of a third-party assurance seal, and perceived 
risk. Variables were measured by questions on the Trust in Internet Shopping Survey, 
using a 5-point Likert Rating Scale (1 represents "strongly disagree", 3 indicates 
"neutral", and 5 means "strongly agree"). The survey was developed by Cheung and Lee 
(2000), and the researcher received permission from Professor Lee by email. The e-mail 
permission letter can be found in Appendix A. 
An independent t-test would be used to measure the difference in levels on online 
consumer trust between males and females and between single and married people. 
Multiple regression analysis would be used to measure and predict which independent 
variable had the first, second, and third greatest effect upon the dependent variable 
(online consumer trust). Pearson correlational coefficient (r) would be used to measure 
and test the research hypotheses to be supported or not. 
The research questions to be discussed through the critical analysis of the 
literature are: 
1. What is the difference in the level of online consumer trust between males and 
females? 
2. What is the difference in the level of online consumer trust between single and 
married people? 
The research hypotheses to be discussed through a critical analysis of the 
literature are: 
1. Perceived online security is positively associated with online consumer trust. 
2. Perceived online privacy is positively associated with online consumer trust. 
3. Internet experience is positively associated with online consumer trust. 
4. Third-party assurance seal is positively associated with online consumer trust. 
5. Perceived risk is negatively associated with online consumer trust. 
Perceived online security, perceived online privacy, Internet experience, third 
party seals, and perceived risk were significant explanatory variables of online consumer 
trust. The participants or subjects of this study would be Taiwanese employees in nine 
organizations, and the sample size would be 230 people. The permission letter from the 
organizations in Taiwan is in Appendix E. Population and sampling plan are showed as 
follows: 
Population and Sampling Plan 
Target Population 
The target population included the following: 
1. The participants of the study were Taiwanese employees. 
2. The subjects' ages were between 20 and 55 years old. 
3. Taiwanese employees had full-time working status. 
4. Companies were located in Taichung County, Taiwan. 
Accessible Population 
Because there are many different kinds of companies and industries in Taiwan, 
the accessible population was limited to the following corporations and requirements: 
1. The corporations would be limited to (a) Jiann Gwo Plastic Industry 
Corporation, (b) Taiwan Business Bank, (c) Chen Tai Rubber Industrial 
Corporation, (d) King Sia Company, (e) Cathay Financial Holdings 
Corporation, (f) Taiping Kindergarten, (g) Kai Mei Company, (h) National 
Chin-Yi Institute of Technology, and (i) En Wise CPA firm (AGN 
International). 
2. Participants would be limited to the Taiwanese employees who had Internet 
shopping experience. 
Sampling Plan ' 
Eligibility Criteria and Exclusion Criteria 
The eligibility criteria of the study are: I 
1. Subjects were Taiwanese employees. 
2. Age ranges were between 20 and 55 years old. 
3. Corporations were nine organizations in Taichung County, Taiwan. 
4. The subjects were currently employed in one of the nine organizations. 
5. Subjects needed to know how to use a computer. 
6. Participants needed to have Internet experience. 
7. Subjects were interested in the topic. 
8. Participants were able to read, write and speak Taiwanese and Chinese. 
9. Subjects were willing to join the study and complete the survey. 
The study excluded: (a) employees of other companies; (b) subjects whose ages 
were older than 55 years or younger than 20 years; (c) employees who did not have 
Internet experience; and (d) people who were not Taiwanese. The exclusion criteria were 
because (a) nine organizations were a large enough sample; (b) if the participants with 
Internet experience would have more meaningful responses; and (c) non-Taiwanese 
participants might not be sufficiently proficient in Chinese. 
Sampling Plan 
There were two stages to sampling plan. The first stage was purposeful sampling 
and the second stage was convenience sampling. The sample was selected from: (a) 
Jiann Gwo Plastic Industry Corporation (50 eligible subjects); (b) Taiwan Business Bank 
(20 eligible subjects); (c) Chen Tai Rubber Industrial Corporation (20 eligible subjects); 
(d) King Sia Company (10 eligible subjects); (e) Cathay Financial Holdings Corporation 
(20 eligible subjects); (f) Taiping Kindergarten (10 eligible subjects); (g) Kai Mei 
Company (50 eligible subjects); (h) National Chin-Yi Institute of Technology (30 eligible 
subjects); and (i) En Wise CPA firm (AGN International) (20 eligible subjects). A total 
of 230 people met the eligibility criteria. Convenience sampling is the most commonly 
used technique in clinical research. The researcher selected convenience sampling was 
because it is easy, convenient, fast and affordable. The researcher used purposeful 
sampling because of the nine organizations. The non-probability sampling plan was 
more economical, quicker, and practical than a probability sampling plan. 
Data Producing Sample 
A non-probability sampling plan was used to obtain a sample of Taiwanese 
employees in Taichung County, Taiwan. The research proposal was approved by Lynn 
University Institutional Review Board before conducting the study. All nine 
organizations agreed to participate. Permission letters from the nine organizations were 
obtained. The data-producing sample was 217, resulting in a response rate of 94.34%. 
Table 1 shows the number of respondents agreeing to participate and the potential 
participants from the nine organizations. The eligible and agreeing participants at this 
study had 230 subjects. 
The Number of Agreeing to Participate and Potential Participants 
Organization Number Agreeing to Participate Potential Participants 
Jiann Gwo Plastic Industry 50 200 
Corporation 
Taiwan Business Bank 20 50 
Chen Tai Rubber Industrial 20 50 
Corporation 
King Sia Company 10 , 30 
Cathay Financial Holdings 20 400 
Corporation 
Taiping Kindergarten 10 25 
Kai Mei Company 50 300 
National Chin-Yi Institute 30 100 
of Technology 
En Wise CPA firm (AGN 20 200 
International) 
Total 230 1355 
Evaluation of Sampling Design 
The Taichung County region of Taiwan was selected by the researcher and the 
researcher believed that the region was a limitation, as well as the fact that the region 
would affect and decrease generalizability. However, the accessible population of this 
study increased sample representation. The main limitation with the use of a self-selected, 
convenience and purposeful sample is bias. The homogeneity of the sample was a 
strength. For instance, the sample included only full-time employees, between the ages 
of from 20 and 55, who have Internet experience, and who live in the same geographic 
area. 
Instrumentation 
Socio-Demographic Profile 
The self-reported Socio-Demographic Profile was designed by the researcher 
(Appendix B). The Profile was completed and obtained from every subject at the time of 
the survey. This "checklist" was used to collect data on the participants' age, education, 
gender, marital status, and experience with the Internet. The participants' age, education, 
gender, and marital status were important, because the researcher wanted to know which 
age group had the most online shopping experience and trust in the Internet in Taiwan, 
which educational level had more trust in Internet shopping, the degree to which males or 
females liked shopping online, and whether single or married people had more trust in the 
Internet. All of the participants in the study completed the Socio-Demographic Profile. 
After the subjects finished the profile, the researcher collected the data and conducted the 
statistical analysis. 
(1) There were seven age cohorts: (a) 20-25, (b) 26-30, (c) 31-35, (d) 36-40, (e) 
41-45, (f) 46-50, and (g) 51-55. 
(2) There were six educational levels: (a) junior high school, (b) senior high 
school, (c) college, (d) university, (e) master's degree, and (f) doctoral degree. 
(3) Gender: males and females. 
(4) Martial Status: single and married. 
(5) There were five groups of Internet experience: (a) 1-6 months, (b) 7-12 
months, (c) 1-2 years, (d) 2-3 years, and (e) more than 3 years. 
Instrument (Trust in Internet Shopping) 
Description 
The instrument was used to establish internal consistency regarding Cronbach's (a) 
on the total scale and subscales. The total scale contained 30 items of trust in Internet 
shopping, organized into the following 11 subscales: Perceived Online Security (2 items); 
Perceived Online Privacy (3 items); Integrity (2 items); Competence (3 items); 
Personality (4 items); Cultural Environment (2 items); Experience (3 items); Third Party 
Recognition (3 items); Legal Framework (2 items); Trust in Internet Shopping (3 items); 
and Perceived Risk (3 items). Scale type of the instrument was a 5-point Likert Rating 
Scale (1 represents "strongly disagree", 3 indicates "neutral", and 5 means "strongly 
agree"). The researcher adapted the variables of online security, online privacy, 
experience, third party seal, trust, and perceived risk~from Professor Cheung's and Lee's 
(2000) instrument. 
Reliability 
Cronbach's alpha (a) using the data obtained from the current study resulted in 
estimates of reliability ranging from 0.764 on the Perceived Integrity subscale to a high 
of 0.882 on the Legal Framework when used with management information systems 
students at City University of Hong Kong. A total of 405 usable questionnaires were 
collected by Professor Matthew Lee (2000). The results are as follows: 
Perceived Security Control (2 items), Cronbach's (a) = 0.794 
Perceived Privacy Control (3 items), Cronbach's (a) = 0.810 
Perceived Integrity (2 items), Cronbach's (a) = 0.764 
Perceived Competence (3 items), Cronbach's (a) = 0.846 
Personality (4 items), Cronbach's (a) = 0.881 
Cultural Environment (2 items), Cronbach's (a) = 0.833 
Experience (3 items), Cronbach's (a) = 0.880 
Third Party Recognition (3 items), Cronbach's (a) = 0.795 
Legal Framework (2 items), Cronbach's (a) = 0.882 
Trust in Internet Shopping (3 items), Cronbach's (a) = 0.860 
Perceived Risk (3 items), Cronbach's (a) = 0.864 
Validity 
To test construct validity, an exploratory factor analysis (EFA) was performed 
with EQUIMAX rotation. All item-to-total correlation was greater than 0.70 (except 
Cultural Environment). For assessing this validity in the instrument, all measurement 
items were subjected to EFA and were input for factor analysis. An 11-construct solution 
with a total of 74.63% variance extracted was obtained. Except for one item in the 
construct of "Perceived Risk" that loaded higher on the construct of "Trust", all other 
items loaded correctly. The result showed a relatively high factor loading to its own 
construct (0.75) and the average variance extracted of its construct is (0.71) higher than 
all the squared correlations of other constructs. A measurement instrument was 
developed systematically. In this study, the construct validity was 0.96 and the overall 
ratio of items to target was 95.73%. 
Procedures: Ethical Considerations and Data Collection Methods 
1) To ensure that many participants would be surveyed, the researcher distributed the 
survey and consent form to the participants. The data collection process took two 
weeks. 
2) The study was approved by Lynn University's Institutional Review Board before 
conducting the study. 
3) The researcher explained the dissertation research and consent form to the 
participants. Certifications of translation of consent form and Questionnaire are 
found in the Appendices F and G. 
The participants informed that they needed to complete a written consent form 
prior to survey and data collection. Participants were informed that data would be 
confidential. 
The survey took approximately 15 minutes to complete. There were no subject 
identifiers on the survey form. 
The participants did complete the survey1 at work. Before the researcher 
distributed the survey to the participants, the researcher explained the dissertation 
research and participants' rights, and obtained their written consent. After the 
researcher distributed the survey, the researcher left the room. 
After the participants finished the survey, the participants put the survey into an 
envelope and sealed it, and placed it in a box that the researcher had left in the 
room. After all participants left the room, the researcher returned to collect the 
surveys (Box). 
The researcher created a password-protected database. The researcher entered the 
data into SPSS and the original surveys were kept in a locked filing cabinet or 
locked desk drawer at the researcher's office. 
Five years after the researcher finishes the study, the participants' data will be 
destroyed. 
Data analysis and finalization of the study occurred. 
The researcher submitted a summary report to each participating organization that 
expressed interest in the findings and results. 
Methods of Data Analysis 
When the survey and socio-demographic form were completed, the researcher 
collected the data and entered the data into an SPSS program for statistical analysis. 
Reliability estimates would be determined using Cronbach's (a),  and validity estimates 
would be determined using factor analysis for construct validity of measurement. The 
characteristics of the sample (participants' socio-demographic file) would be summarized 
using descriptive statistics. Two research questions and five research hypotheses would 
be answered by inferential statistics. The descriptive statistics would include measures of 
central tendency (minimal, maximal, mean, and median) and frequency. For each 
research question, the independent t-test would be used to explore the differences among 
males and females as well as among single and married people. For each research 
hypothesis, the multiple regression analysis and Pearson r correlational coefficients were 
used to explore the relationships among these five independent factors (perceived online 
security, perceived online privacy, Internet experience, third-party recognition, and 
perceived risk) and the one dependent variable (online consumer trust). 
To examine these relationships, a correlational coefficient would be used. The 
researcher wanted to know which research hypotheses would and would not be supported. 
The researcher used the independent t-test to measure the differences in gender and in 
marital status in online consumer trust. The researcher used multiple regression analysis 
to measure and predict which independent variable was the most important in affecting 
online consumer trust, which independent variable was the second most critical variable, 
and which independent variable was the third. 
(1) Descriptive statistics: Age, education, gender, marital status, and experience with the 
Internet were explored by measures of central tendency (minimal, maximal, mean, 
and median) and frequency. 
(2) Pearson r correlational coefficients: Correlation analysis was used to explore a 
simple correlation between two continuous variables. This study used Pearson r 
Correlational Coefficients to explore the relationships between five independent 
variables and one dependent variable. This technique can also ascertain whether or 
not the research hypotheses would be supported. 
(3) Independent samples t-test analysis: The independent samples t-test analysis included 
two groups and one continuous variable in order to measure statistical differences 
among these two groups. This tool was used to compare the means at two different 
samples (George & Mallery, 2003). The two samples shared some variable of 
interest, but there was no overlap between members of the two groups (George & 
Mallery, 2003). In this study, the researcher used this technique to explore the 
differences between males and females and between single and married people. 
(4) Multiple regression analysis: This tool was used to measure how each independent 
variable affected the dependent variable. Multiple regression analysis measures a 
linear relationship among the independent variable(s) and the dependent variable 
(George & Mallery, 2003). This technique was used to measure and predict the three 
most influential independent variables upon the dependent variable. Five important 
terms were used: 
R ~ :  The range of R~ was from 0.0 to 1.0. The larger the value, the better (George & 
Mallery, 2003). The closer the value was to 1.0, the better. 
F statistic: The F statistic represented a probability value, p, associated with R to reveal 
the relationship's significance among these independent factors and the 
dependent variable (George & Mallery, 2003). The F statistic measured 
whether the probability value had statistical significance or occurred by 
chance. 
B coefficients: The coefficients for the regression equation measure predicted values of 
the dependent variable (George & Mallery, 2003). In other words, the B 
coefficients indicated whether the results or values could tell the actual 
effect on the dependent variable. 
p weights: This range at weights was from -1 to +l. If the value of P weights was a 
large number, it indicated that this independent variable had a large effect on 
the dependent variable (George & Mallery, 2003). In other words, the result 
indicated the first, the second, the third, the fourth, and the fifth most 
important independent variables upon the dependent variable. 
t value: B coefficients divided by the standard error of B (George & Mallery, 2003). 
Multiple regression analysis was used to explore relationships between these five 
independent factors and the dependent variable. The multiple regression equation was 
shown as follows: 
Y =f(X1 + X 2 + X 3  +X4+X5)  
Where Y = dependent variable (the level of online consumer trust); 
X1 = independent variable (perceived online security); 
X2 = independent variable (perceived online privacy); 
X3 = independent variable (Internet experience); 
X4 = independent variable (third-party recognition); and 
X5 = independent variable (perceived risk) 
Evaluation of Research Methods 
This was a non-experimental and non-probability study. Extraneous variables 
were not introduced because they could interfere with the relationship between these 
independent factors and the dependent factor. 
There was no gender bias in the study. Data collection took place in a natural 
environment, where situational contaminants could affect responses, and threaten the 
internal validity of the study. As the measure of trust in Internet shopping was a new tool, 
this was a weakness. However, reliability and validity estimates were strong. Therefore, 
the use of a valid and reliable research instrument would contribute to internal validity. 
For data analysis, descriptive and inferential statistical procedures were considered 
appropriate to measure the socio-demographic profile and to answer the research 
hypotheses. This strengthened the internal validity of the study. Appropriate data 
analyses would lead to appropriate interpretations and conclusions. 
The strengths and weaknesses of the sampling plan were described. The major 
limitation was in interpreting the research findings and generalizing them to other 
populations based on homogeneity (population validity), and to other settings beyond the 
Taichung County area of Taiwan (ecological validity). The settings were the weaknesses 
in external validity of the study because of the limitation to the accessible population, 
which would necessitate caution in generalizing to the target population. The 
convenience sample would affect generalizing to other populations. However, the 
strength of the research sample size would contribute to external validity. 
Chapter 111 presented the research methodology, including the research design, 
population and sampling plan, trust in Internet shopping instrument, socio-demographic 
characteristics, procedures and ethical aspects, methods of data analysis, and evaluation 
of research methods. Chapter IV presents the results of this study. 
CHAPTER IV 
RESULTS 
This chapter presents the research questions, research hypotheses, and findings. 
This study used descriptive and inferential statistics. These research questions and 
research hypotheses are presented as follows: 
Research Question 1 
What is the difference among males and females on online consumer trust? 
The independent-samples t-test in Table 2 shows that the 105 males in this study 
had a mean of 3.33 total points, the 112 females had a mean of 3.35 total points, and the 
means did not differ significantly at the p < 0.05 level (note: p = 0.889). 
Table 2 
Group Statistics for Male and Female 
Gender N Mean Std. Deviation Std. Error Mean 
TrustAvg Male 105 3.33 .742 .072 
Female 112 3.35 324 .078 
Levene's test for Equality of Variances in Table 3 indicated that variances for 
males and females did not differ significantly (note: p = 0.150). Significance (2-tailed) 
on the equal variances assumed section was 0.889 and equal variances not assumed 
section was 0.889. Therefore, there was no statistical significance difference between 
males and females as to the level of online consumer trust because p values were not less 
than 0.05. 
Independent Samples t-test for Male and Female 
Levene's Test for t-test for Equality 
Equality of Variances of Means 
Sig. Sig. (2-tailed) 
TrustAvg Equal variances assumed .I50 .889 
- 
Equal variances not assumed 289 
Research Question 2 
What is the difference between single and married people in the level of online 
consumer trust? 
This independent-samples t-test in Table 4 indicated that the 113 single 
participants had a mean of 3.27 total points, the 104 married individuals had a mean of 
3.41 total points, and the means did not differ significantly at the p < 0.05 level (note: p 
Table 4 
Group Statistics for Single and Married 
Maritalstatus N Mean Std. Deviation Std. Error Mean 
TrustAvg Single 113 3.27 205 .076 
Levene's test for Equality of Variances in Table 5 indicates that the variances for 
single and married persons did not differ significantly from each other (note: p = 0.452). 
Significance (2-tailed) on the equal variances assumed section was 0.192 and equal 
variances not assumed section was 0.191. Therefore, there was no statistical significance 
difference between single and married people as to the level of online consumer trust 
because p values were not less than 0.05. 
Independent Samples t-test for Single and Married 
Levene's Test for t-test for Equality 
Equality of Variances of Means 
Sig. Sig. (2-tailed) 
TrustAvg Equal variances assumed .452 .I92 
- 
Equal variances not assumed .I91 
Hypothesis 1 
Perceived online security is positively related to online consumer trust. 
The Pearson (r) correlation coefficient was a measure of the linear relationship 
between two quantitative variables. Perceived online security was the subject of 2 
questions in the questionnaire. Question 1 is "Internet vendors implement security 
measures to protect Internet shoppers", and question 2 is "Internet vendors usually ensure 
that transactional information is protected from accidentally altered destroyed during 
transmission on the Internet" (Cheung & Lee, 2000, p. 4). Table 6 indicates the 
relationship between the independent variable (perceived online security) and dependent 
variable (trust). 
Table 6 
Pearson r Correlation CoefSicient Test Results.for Security and Trust 
SecurityAvg 
TrustAvg Pearson Correlation .228** 
Sig. (2-tailed) .OO 1 
N 217 
** Correlation is significant at the 0.01 level (2-tailed). 
The level of statistical significance for this correlation was at the 0.01 level 
(r = ,228, p < .01) between perceived online security and online consumer trust. This 
indicated that there was less than 1 chance in 100 that this relationship could have 
happened by chance. This was a positive, moderately strong and statistically significant 
result. Online consumers who scored high on perceived online security tended to also 
score high on trust. Therefore, research hypothesis 1 was supported. 
Hypothesis 2 ' 
Perceived online privacy is positively related to online consumer trust. 
The Pearson (r) was to test linear relationship among two quantitative variables. 
Perceived online privacy was the subject of 3 questions in the questionnaire. Question 3 
is "Internet vendors concern about consumers' privacy", question 4 is "Internet vendors 
will not divulge consumers' personal data to other parties", and question 5 is "I feel safe 
about the privacy control of Internet vendors" (Cheung & Lee, 2000, p. 4). Table 7 
indicated the relationship between the independent variable (perceived online privacy) 
and dependent variable (trust). 
Table 7 
Pearson r Correlation Coefficient Test Results for Privacy and Trust 
PrivacyAvg 
TrustAvg Pearson Correlation .294** 
Sig. (2-tailed) .OOO 
N 217 
** Correlation is significant at the 0.01 level (2-tailed). 
The level of statistical significance for this correlation was at the 0.01 level 
( r  = .294, p < .01) between perceived online privacy and online consumer trust. This 
indicated that there was less than 1 chance in 100 that this relationship could have 
happened by chance. This was a positive, moderately strong and statistically significant 
result. Online consumers who scored high on perceived online privacy tended to score 
high on trust. Therefore, research hypothesis 2 was supported. 
Hypothesis 3 
Internet experience is positively related to online consumer trust. 
The Pearson (r) was to test linear relationship among two quantitative variables. 
Internet experience is the subject of 3 questions in the questionnaire. Question 6 is 
"using the Internet has been a good experience to me personally", question 7 is "I have 
positive experiences of using the Internet", and question 8 is "I have good experiences of 
using the Internet". Table 8 indicated the relationship between independent variable 
(Internet experience) and dependent variable (trust). 
Table 8 
Pearson r Correlation Coefficient Test Results for Internet Experience and Trust 
Experience and Trust 
Pearson Correlation .207** 
Sig. (2-tailed) .002 
N 217 
** Correlation is significant at the 0.01 level (2-tailed). 
The level of statistical significance for this correlation was at the 0.01 level 
(r = .207, p < .01) between Internet experience and online consumer trust. This indicated 
that there was less than 1 chance in 100 that this relationship could have happened by 
chance. This was a positive, low strong and statistically significant result. Online 
consumers who have good Internet experience tended to have more trust in Internet 
shopping. Therefore, research hypothesis 3 was supported. 
Hypothesis 4 
Third-party assurance seal is positively related to online consumer trust. 
The Pearson (r) was to test linear relationship among two quantitative variables. 
Third-party assurance seal is the subject of 3 questions in the questionnaire. Question 9 
is "there are many reputable third party certification bodies available for assuring the 
trustworthiness of Internet vendors", question 10 is "I think third party recognition bodies 
are doing a good job", and question 11 is "existing third party recognition bodies are 
adequate for the protection of Internet shoppers' interest" (Cheung & Lee, 2000, p. 4). 
Table 9 indicated the relationship among this independent variable (third-party assurance 
seal) and this dependent variable (trust). 
Table 9 
Pearson r Correlation Coefficient Test Results for Third-Party Assurance Seal and Trust 
Third Partv Seal and Trust 
Pearson Correlation .221** 
Sig. (Ztailed) .OO 1 
N 217 
** Correlation is significant at the 0.01 level (2-tailed). 
The level of statistical significance for this correlation was at the 0.01 level 
( r  = .221, p < .01) between third-party assurance seal and online consumer trust. This 
indicated that there was less than 1 chance in 100 that this relationship could have 
happened by chance. This was a positive, moderately strong and statistically significant 
result. Online stores that provided a third-party assurance seal on their websites tended to 
be trusted more by online consumers. Therefore, research hypothesis 4 was supported. 
Hypothesis 5 
Perceived risk is negatively associated with online consumer trust. 
The Pearson (r )  was to test linear relationship among two quantitative variables. 
Perceived risk was the subject of 3 questions in the questionnaire. Question 15 is 
"Internet shopping is risky", question 16 is "shopping on the Internet entails uncertainty 
or vulnerability", and question 17 is "I find it dangerous to shop on the Internet" (Cheung 
& Lee, 2000, p. 4). Table 10 indicated this relationship between this independent 
variable (perceived risk) and the dependent variable (trust). 
Table 10 
Pearson r Correlation Coefficient Test Results for Perceived Risk and Trust 
Risk and Trust 
Pearson Correlation -.549** 
Sig. (2-tailed) .OOO 
N -  217 
** Correlation is significant at the 0.01 level (2-tailed). 
The level of statistical significance for this correlation was at the 0.01 level 
(r = -.549, p < .01) between perceived risk and online consumer trust. This indicated that 
there was less than 1 chance in 100 that this relationship could have happened by chance. 
This was a negative, highly strong and statistically significant result. Online consumers 
who have higher perceived risk tended to have lower trust in Internet shopping. 
Therefore, research hypothesis 5 was supported. 
Multiple Regression Analysis 
Multiple regression analysis technique was used to measure and predict which 
independent variables were the most important and the least important factors to the 
dependent variable (online consumer trust). 
Table 11 indicated that the range of R Square was from 0.0 to 1.0. The larger the 
value, the better (George & Mallery, 2003). The R square value showed that the model 
accounts for 35.1 % of the variation in online consumer trust. 
Table 11 
R Square Regression Analysis On Trust 
Modela R R Square Adjusted R Std. Error of the 
Souare Estimate - . .~.
1 .592a .351 :335 .639 
a Predictors: (Constant), Risk, Security, Experience, ThirdParty, Privacy 
Table 12 indicated the F statistic represents a,probability value, p, associated with 
R to reveal the significance of this relationship among this independent variables and this 
dependent variable (George & Mallery, 2003). The F value of 22.782 (p < 0.001) 
indicated a significant relationship among these independent variables and this dependent 
variable. This value of significance (0.000) also indicated a high statistical significance. 
Table 12 
ANOVA for Multiple Regression Analysis On Trust 
Modela Sum of Square df Mean Square F Sig. 
1 Regression 46.547 5 9.309 22.782 .OOOa 
~es idual  86.218 21 1 .409 
Total 132.765 216 
a Predictors: (Constant), Risk, Security, Experience, ThirdParty, Privacy 
Table 13 indicates the B coefficients for the regression equation, which measure 
predicted values of the dependent variable (George & Mallery, 2003). In other words, 
Table 13 tells the actual effect of these independent variables on online consumer trust. 
This fitted equation for this model was as follows: 
Y = (-0.032)(Intemet Security) + (-0.133)(Internet Privacy) + (-0.038)(Intemet 
Experience) + (-0.047)(Third-party assurance seal) + 0.516(Perceived Risk) 
This equation indicated that if the variable of Internet security is 1 unit change; 
online consumer trust will have a (-0.032) unit change. If the variable of perceived risk is 
1 unit change; online consumer trust will have a 0.516 unit change. 
Table 13 
Results of Multiple Regression On Trust 
Model Unstandardized Standardized t Sig. 
Coefficients Coefficients 
B Std. Error Beta Weight 
1 (Constant) 2.284 .378 6.041 .OOO 
SecurityAvg -.032 .052 -.042 -.615 .539 
PrivacyAvg -.I33 .055 -.I67 -2.417 .016 
ExperienceAvg -.03 8 .059 -.038 -.649 .517 
ThirdPartyAvg -.047 .064 -.045 -.735 .463 
RiskAvg .516 .060 .499 8.647 ,000 
Table 13 also indicates that the range of Beta weights was from -1 to +l. If the 
value or result of Beta weights is a large number, that indicates that this independent 
variable had a large effect on the dependent variable (George & Mallery, 2003). 
In conclusion, the results show the first, the second, the third, the fourth, and the 
fifth most important independent variable to affect the dependent variable. Therefore, the 
first most important independent variable to affect the dependent variable (online 
consumer trust) was perceived risk (0.499), the second most important independent 
variable was perceived online privacy (-0.167), the third most important independent 
variable was the third-party assurance seal (-0.045), the fourth most important 
independent variable was perceived online security (-0.042), and the fifth most important 
independent variable was Internet experience (-0.038). 
Table 13 also indicates the calculated t values and associated p vales 
(significance). The parameter estimates are significant at 0.05. Therefore, according to 
this finding, p values for perceived risk and perceived privacy are less than 0.05. 
Descriptive Statistics 
Table 14 shows the descriptive statistics (mean, median, mode, standard deviation, 
minimum, and maximum) of age, educational level, gender, marital status, and Internet 
experience variables. 
Table 14 
Descriptive Statistics of the Demographic Variables 
Age Educational Gender Marital Internet 
Level Status Experience 
Mean 34 College Female Single 2 years 
Median 3 5 College Female Single Over 3 years 
Mode 26 College Female Single Over 3 years 
Std. Deviation 1.389 .936 SO1 ,501 1.276 
Minimum 20 Junior High Male Single 2 months 
Maximum 53 Master Female Married Over 3 years 
Table 15 and Figure 2 show the results of respondents' ages. Table 15 indicates 
that 12.9% are among 20 and 25, 32.7% are among 26 and 30, 27.2% are among 31 and 
35, 12.9% are among 36 and 40, 7.8% are among 41 and 45, 5.5% are among 46 and 50, 
and 0.9% are among 51-55 years old. 
Table 15 
Frequency Table for Respondent Age Category 
Age Category Frequency Percent Valid Percent Cumulative 
Percent 
20-25 28 12.9 12.9 12.9 
26-30 7 1 32.7 32.7 45.6 
31-35 59 27.2 27.2 72.8 
36-40 28 12.9 12.9 85.7 
41-45 17 7.8 7.8 93.5 
46-50 12 5.5 5.5 99.1 
51-55 2 0.9 0.9 100.0 
Total 217 100.0 100.0 
Figure 2. Bar chart for respondents' ages. 
Table 16 and Figure 3 show the results of respondents' educational level. Table 
16 indicates that 5.5% of the respondents' education was at the junior-high-school level, 
21.7% of the respondents' education was at the senior-high-school level, 35.9% of the 
respondents' education was at the college level, 34.6% of the respondents' education was 
at the university level, and 2.3% of the respondents' education was at the master level. 
Table 16 
Frequency Table for Respondents' Education Category 
Education Category Frequency Percent Valid Cumulative 
Percent Percent 
JuniorHigh 12 5.5 5.5 5.5 
SeniorHigh 47 21.7 21.7 27.2 
College 7 8 35.9 35.9 63.1 
University 75 34.6 34.6 97.7 
Master 5 2.3 2.3 100.0 
Total 217 100.0 100.0 
Educational Level 
~ n i o r H i g ~ S e n i w H i g ~  Cdlege University Master 
Educational Level 
Figure 3. Bar chart for respondents' educational level. 
Table 17 and Figure 4 show the results of respondents' gender. Table 17 
indicates that 48.4% of the respondents were male and 51.6% of the respondents were 
female. 
Table 17 
Frequency Table for Respondents' Gender Category 
Gender Frequency Percent Valid Percent Cumulative 
Category Percent 
Male 105 48.4 48.4 48.4 
Female 112 51.6 51.6 100.0 
Total 217 100.0 100.0 
Gender 
Mde Female 
Gender 
Figure 4. Bar chart for respondents' gender. 
Table 18 and Figure 5 show the results of respondents' marital status. Table 18 
indicates that 52.1% of the respondents were single and 47.9% of the respondents were 
married. 
Table 18 
Frequency Table for Respondents' Marital Status Category 
Marital Status Frequency Percent Valid Percent Cumulative 
Category Percent 
Single 113 52.1 52.1 52.1 
Married 104 47.9 47.9 100.0 
Total 217 100.0 100.0 
Marital Status 
Single Mzrried 
Marital Status 
Figure 5. Bar chart for respondents' marital status. 
Table 19 and Figure 6 show the results of respondents' Internet experience. Table 
19 indicates that 7.4% of the respondents had 1-6 months Intemet experience, 6.0% of 
the respondents had 7-12 months, 15.2% of the respondents had 1-2 years, 14.3% of the 
respondents had 2-3 years, and 57.1% of the respondents had more than 3 years. The 
majority of the respondents had more than 3 years Intemet experience. 
Table 19 
Frequency Table for Respondents' Internet Experience Category 
Internet Experience Frequency Percent Valid Cumulative 
categbry Percent Percent 
1-6 Months 16 7.4 7.4 7.4 
7-12 Months 13 6.0 6.0 13.4 
1-2 Years 3 3 15.2 15.2 28.6 
2-3 Years 3 1 14.3 14.3 42.9 
Above 3 years 124 57.1 57.1 100.0 
Total 217 100.0 100.0 
I nternet Experi ence 
1-6 M a l t h s  7-12 Months 1-2 Y m s  2-3 Years A b e 3  Y m  
l nternet Experi ence 
Figure 6. Bar chart for respondents' Internet experience. 
Reliability 
Table 20 indicates the Cronbach Alpha for internal consistency. a = 0.70 is the 
acceptance value of reliability (Hair, Anderson, Tatham, & Black, 1998). The Cronbach 
Alpha values range was from 0.739 to 0.869. All of them were more than 0.70; therefore, 
internal consistency is high. 
Table 20 
Reliability Statistics On Trust In Internet Shopping Survey 
Construct Cronbach's a N of Items 
Perceived Online Security 0.739 2 
Perceived Online Privacy 0.803 3 
Internet Experience 0.869 3 
Third Party Assurance Seal 0.836 3 
Perceived Risk 0.821 3 
Trust 0.793 3 
Factor Analysis for Construct Validity 
In order to test construct validity, the 17 items are subjected to this analysis and it 
is performed with varimax rotation. To validate appropriateness of this analysis, Kaiser- 
Meyer-Olkin (KMO) and Bartlett's test of sphericity measures were calculated. Table 21 
shows the results of KMO and Bartlett's test of sphericity. The value of KMO was 0.817. 
Table 21 
KMO and Bartlett's Test Results 
Kaiser-Meyer-Olkin Measure of Sampling Adequacy 317 
Bartlett's Test of Sphericity Approx. Chi-square 
d f 
Sig. 
Table 22 and Figure 7 show the results of factor analysis. Table 22 indicates that 
4 factors values were larger than 1 after varimax rotation was extracted, which accounts 
for approximately 66.68% of common variance. All of the factors loading are high. 
Table 22 
Extraction Sums of Squared Loadings 
Components Total % of Variance Cumulative % 
1 5.295 31.144 31.144 
Figure 7 indicates this Scree Plot for factor halysis. This function of the scree 
plot is to select how many factors to rotate to a final solution, and the SPSS default is to 
select and rotate any factor with an eigenvalue greater than 1.0 (George & Mallery, 2003). 
Therefore, based on Figure 7, there were four factors greater than 1.0 and these factors 
need to rotate to a final solution. 
Scree PI ot 
I I I I I I I I I I I I I I I I I I 
1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 
Component Number 
Figure 7. Scree plot for factor analysis. 
Chapter V provides a discussion of the findings, interpretations, practical 
implications, conclusions, limitations, and recommendations for future study. 
CHAPTER V 
DISCUSSION 
Chapter 5 discusses the interpretations, practical implications, conclusions, 
limitations, and recommendations for future study on the topic of the factors that affect 
online consumer trust in Taiwan. A survey of trust in Internet shopping was used in the 
research. This data-producing sample had 217 participants, resulting in a response rate of 
I 94.34%. The participants are employees in seven companies and two schools in Taiwan. 
An independent t-test was used to measure the difference in online consumer trust 
among males and females, and between married and single people. Multiple regression 
analysis was used to measure and predict which independent variable had the most effect 
upon the dependent variable (online consumer trust), which independent variable had the 
second most critical effect upon the dependent variable, and which independent variable 
had the third largest effect upon the dependent variable. The Pearson correlational 
( 
coefficient (r) was used to measure and test the research hypotheses and identify which 
one could be supported. Reliability estimates were high for internal consistency, and 
factor analysis for construct validity was established. Data collection procedures were 
I described, and the study was approved by Lynn University's Institutional Review Board. 
The results found no difference between males and females in their perceived 
I level of trust of Internet shopping, nor was there any difference between single and 
f married subjects. Findings supported the hypotheses that (a) perceived online security is 
, positively associated with online consumer trust, (b) perceived online privacy is 
I positively associated with online consumer trust, (c) Internet experience is positively 
t associated with online consumer trust, (d) third-party assurance seal is positively 
associated with online consumer trust, and (e) perceived risk is negatively associated with 
online consumer trust. Perceived risk and perceived online privacy are the two most 
important factors on online consumer trust. 
Interpretations 
Research Questions (Socio-Demographic Clzaracteristics) 
The purpose of Research Questions 1 and 2 was to explore the differences among 
males and females and among single and married people on online consumer trust. The 
results found that there was no difference. 
According to the Socio-Demographic Profile, 48.4% of the participants in the 
study were male and 51.6% were female. In terms of marital status, 52.1% were single 
and 47.9% were married. The demographic findings about gender in this study were not 
I consistent with those in the study by Shu (2003), who surveyed university students about 
I 
their willingness to shop online. In his study, males were the majority of respondents 
I 
I 
whereas in this study females were. This study did not support Shu's (2003) sample. 
According to Jarvenpaa, Tractinsky, and Vitale's (2000) study of consumer trust in an 
I Internet store, this study's demographic findings were also not consistent with Jarvenpaa 
et al., (2000) in terms of gender. Their study mentioned that males were the major 
respondents whereas this study found females were the majority of respondents. 
t When comparing online consumer trust between male and female online shoppers, 
\ this study found that there was no difference. However, according to Chen and Dhillon's 
I (2003) interpretation, males and females have different levels of trust in online shopping. 
For male online shoppers, the study includes factors of reliability, emotional trust, and 
general trust (Chen & Dhillon, 2003). For female online consumers, the factors are 
similar to males, but not identical (Chen & Dhillon, 2003). Therefore, this finding does 
not support Chen and Dhillon's (2003) finding. 
This finding was also inconsistent with Liebermann and Stashevsky's (2002) 
finding that reported that females have higher risks than males. According to Slyke, 
Comunale, and Belanger's (2002) study of gender differences in perceptions of online 
shopping, this study's finding was also inconsistent with Slyke's et al., (2002) finding. 
Their study concluded that females were more conservative in online shopping than 
males. This study, however, found that there was no difference between male and female 
perception of online trust. 
To compare online consumer trust between single and married online shoppers, 
I this study found that there was no difference between single and married online 
4 consumers when it came to online consumer trust. However, according to Liebermann 
and Stashevsky's (2002) study, married people are likely to perceive higher risks in the 
Internet than single people. Therefore, this finding did not support Liebermann and 
Stashevsky's (2002) finding. 
Research Hypothesis 1 
The purpose of research hypothesis 1 was to explore the relationship between 
perceived online security and online consumer trust. This relationship was found to be 
positive (r = .228, p < .01) and statistically significant. Therefore, research hypothesis 1 
was supported. 
This study's findings confirm Salisbury, Pearson, Pearson, and Miller's (2001) 
hypothesis that perceived online security will affect online consumer behavior. Salisbury 
et a]., (2001) believe that if online shoppers believe that an online store is safe, they will 
have confidence in that online store. They will therefore shop at that store. Therefore, 
this research hypothesis confirms the theory of reasoned action from the literature review. 
This finding also supports Udo's (2001) finding that 'perceived online security is a major 
factor in online consumer trust. 
This study's finding was consistent with Chellappa and Pavlou's (2002) 
conclusion that perceived security was positively related to trust in electronic commerce. 
The higher perceived security online consumers have, the more trust online shoppers own. 
This study's finding also confirms Cheung and Lee's (2000) proposition. This 
study's finding was consistent with Shu's (2003) finding that perceived online security 
was positively and significantly correlated with trust in Internet shopping and with 
consumers' willingness to online shopping. 
Research Hypothesis 2 
The purpose of hypothesis 2 was to explore the relationship between perceived 
online privacy and online consumer trust. This relationship was found to be positive 
(r = .294, p < .01) and statistically significant. Therefore, research hypothesis 2 was 
supported. 
This study confirms Brown and Muchira's (2004) finding that if e-retailers had 
privacy policies, online consumers would be more willing to disclose personal data. 
When e-retailers have high-perceived online privacy, online consumers would visit these 
websites and purchase products from them. A high level of online privacy can increase 
online shoppers' trust in an e-retailer. Therefore, this research hypothesis supports the 
theories of privacy and reasoned action from the literature review. However, online 
consumers who received unwanted and unsolicited communications from companies via 
the Internet were less likely to buy products online. Brown and Muchira's (2004) 
findings were consistent with those of the literature on direct marketing (Berman & 
Mulligan, 1999; Campbell, 1997; Mand, 1998). 
According to Liu, Marchewka, and Ku's (2004) study, there was no significant 
difference between U.S. and Taiwan participants among privacy and trust, and people 
from these two countries have similar feelings about online privacy and online consumer 
trust. This study's finding is consistent with Liu's et al., (2004) finding that online 
privacy and trust are positive relationship. 
This study's finding also confirms Cheung and Lee's (2000) finding. Cheung and 
Lee (2000) claimed that online consumers have more trust in Internet shopping if their 
privacy data are well protected. This study's finding was inconsistent with Shu's (2003) 
finding that perceived online privacy was not significantly linked to trust in Internet 
shopping. 
Research Hypothesis 3 
Research Hypothesis 3 examined the relationship between Internet experience and 
online consumer trust. This relationship was found to be positive (r = .207, p < .01) and 
statistically significant. Therefore, research hypothesis 3 was supported. 
This study's finding confirms Cheung and Lee's (2001) finding that personal 
Internet experience is positively associated with propensity to trust. This study also 
confirms Hoffman, Novak, and Peralta's (1999) finding that Internet experience was an 
important factor in Internet purchases. According to George's (2002) finding that 
experienced Internet users believed that the Internet was a more trustworthy environment 
than users with little Internet experience, this study is in agreement with George's (2002) 
finding. 
This study's finding was consistent with Miyazaki and Fernandez's (2001) 
finding that Internet experience is negatively related to the perceived risks of conducting 
online purchases. They indicated that when online shoppers have more Internet 
experience, they have fewer risk concerns and more trust because they understand the 
process of electronic commerce. This research hypothesis supports the theory of 
perceived risk in the literature review. 
Research Hypothesis 4 
The purpose of research hypothesis 4 was to examine a third-party assurance seal 
and online consumer trust. This relationship was found to be positive (r = .221, p < .01) 
and statistically significant. Therefore, research hypothesis 4 was supported. 
According to Kimery and McCord's (2002) study, they stated that in recent years 
many e-retailers earned a third-party seal in order to foster trust within e-retailers and 
online shoppers. Kimery and McCord (2002) also claimed that a third-party assurance 
seal showed that the e-retailer met the specific standards or requirements and could be 
trusted by online consumers. This study does not confirm Kimery and McCord's (2002) 
finding that when online shoppers saw a third-party seal, they would not have more trust 
at that store. They explained that third-party seals did not have a significant effect on 
online consumers when online shoppers visit an online store for the first time. 
This study's finding confirms Borchers' (2000) conclusion that a third-party seal 
and online consumer trust are positive relationship. This finding also confirms Cheung 
and Lee's (2000) finding. 
Research Hypothesis 5 
The purpose of research hypothesis 5 was to explore the relationship between 
perceived risk and online consumer trust. This relationship was found to be negative 
(r = -.549, p < .01) and statistically significant. Therefore, research hypothesis 5 was 
supported. 
This study confirms Milloy, Fink, and Morris' (2002) concept that online 
shoppers who feel or have higher perceived risk on an online store will have lower trust 
in that store and will be afraid to shop at that online store. Thus, a level of perceived high 
risk can decrease online consumer trust. This research hypothesis supports the theory of 
risk propensity in the literature review. 
According to Miyazaki and Fernandez's (2001) finding that the perceived risk is 
negatively related to purchase goods on the Internet, this result of the research is in 
agreement with Miyazaki and Fernandez's (2001) finding. This study confirms Cheung 
and Lee's (2000) finding. This finding also confirms Kimery and McCord's (2002) 
conclusion. 
Practical Implications 
The research found that providing a refund policy can reduce perceived risk, 
improve online consumer trust, and encourage online purchases in Taiwan. Therefore, it 
is recommended that Taiwanese online stores need to offer a refund policy. For instance, 
when online shoppers shop online, online consumers only see the picture of a product. If 
Taiwanese online stores provide a refund policy, online consumer trust will increase and 
perceived risk will be reduced. 
Offering a secure online transaction environment can improve online consumer 
trust. Therefore, it is recommended that Taiwanese e-retailers need to provide this for 
online shoppers. Online shoppers worry about transaction security, information security, 
and fear that their data will be stolen by the hackers: If Taiwanese online stores offer a 
secured online transaction environment, more Taiwanese will be encouraged to shop 
online, and current online shoppers will have more confidence in Internet security. 
A privacy policy can improve online consumer trust and reduce perceived risk. 
Therefore, it is recommended that Taiwanese online stores need to offer a privacy policy. 
Taiwanese online shoppers worry that their personal data and financial data will be 
revealed and sold to a third party. If Taiwanese e-retailers can offer a privacy policy or 
privacy statement, the trust of Taiwanese online consumers will increase. 
Only a few large Taiwanese e-retailers display a third-party assurance seal (such 
as TrustE, SOSA, BBB, or VeriSign) on their websites. Taiwanese online shoppers 
prefer websites that have a third-party assurance seal. Every Taiwanese online store 
should have a third-party assurance seal to protect Taiwanese online shoppers and gain 
their trust. 
The more that consumers use the Internet experience the more knowledge they 
have of it. Online shoppers should make sure that Taiwanese e-retailers provide a secure 
online transaction environment, privacy policy, refund policy, and third-party assurance 
seal. All of these factors have been proven to affect online consumer trust in Internet 
shopping. 
The findings of the study are important to e-retailers, online shoppers, and other 
researchers in Taiwan. E-retailers may benefit by knowing which factors promote online 
consumer trust in Internet shopping. Then, e-retailers can improve these sections. 
Taiwanese online shoppers may benefit from knowing the results of this study and may 
increase their trust and confidence in e-retailers. In addition, online shoppers may 
influence e-retailers' or government's decisions or strategies. Other researchers may 
benefit by duplicating or modifying this study. 
The findings of this study show that perceived online security, perceived online 
privacy, Internet experience, and third-party assurance seal are positively associated with 
online consumer trust in Taiwan, as well as perceived risk is negatively associated with 
online consumer trust. Perceptions of online security, online privacy, risk, and Internet 
experience, and a third-party assurance seal are important factors in online consumer trust 
in Taiwan. For online security, e-retailers can install anti-hacker software in order to 
protect and prevent online consumers' data from being stolen. Taiwanese e-retailers need 
to tell shoppers how they can be compensated if their personal data is released to a third 
party. Finally, e-retailers should notify their consumers that they have obtained a third- 
party assurance seal. Online stores need to be trusted by their consumers, or they will not 
remain in business. 
According to this study, the effect of perceived risk is stronger than perceived 
online privacy on trust. Perceived online privacy on trust is stronger than the effect of a 
third-party assurance seal. The effect of a third-party assurance seal on trust is stronger 
than the effect of perceived online security. The effect of perceived online security on 
trust is stronger than the effect of Internet experience. 
Conclusions 
Multiple regression analysis shows that perceived risk and perceived online 
privacy significantly influences online consumer trust. 
The factors of perceived online security, perceived online privacy, Internet 
experience, third-party assurance seal, and perceived risk were shown to be 
related to online consumer trust. All of these ,factors were useful in predicting and 
understanding online consumer trust. 
This study found no difference between males and females and online consumer 
trust; there was no difference between single and married subjects; perceived risk 
was the most important factor in online consumer trust; perceived online privacy 
was the second; third-party assurance seal was the third; perceived online security 
was the fourth; and Internet experience was the fifth. 
The theoretical framework supported in this study improves the understanding of 
trust and electronic commerce in Taiwan. 
The outcomes of this study can inform online stores to improve trust, and then 
increase the use of Internet shopping in Taiwan. 
Limitations 
The sampling method of the study was limited to non-probability, and the design 
of the study was limited to non-experimental. This threatens internal validity. 
The organizations in this study were limited to seven companies and two schools 
in Taiwan. There were only 230 people in the sample population. 
The study was conducted in Taichung County, Taiwan. 
All of the participants were Taiwanese. 
The study was limited to participants who had online shopping experience. 
The research findings may not be generalized to other counties in Taiwan. 
Recommendations for Future Study 
Future studies might adopt a qualitative research design by interviewing 
participants and eliciting their opinions about online consumer trust. 
Future studies should add other factors such as stores' size, stores' reputation, and 
service quality. 
Future studies should utilize a probability sampling method, and focus on 
experimental research design to measure the difference among this study and this 
proposed study. 
Future studies should enlarge the sample size and broaden the population in order 
to strengthen generalizability of the study. 
Future studies might include other cultures or countries to explore the difference 
between American and Taiwanese online shoppers. 
Future studies should explore the relationship between age, education, and online 
consumer trust. Such research would investigate which age group and which 
education group will have the most and the least online consumer trust. 
Future studies can apply and replicate this study's findings to different e-retailers 
in Taiwan. 
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Appendix A 
E-Mail Permission Letter for Trust in Internet Shopping Survey 
To:  
Subject: Re: Lynn University student (USA): Tony (Yu-Wen, Chen) 
Date: 'Ihu, 3 1 Mar 2005 03:35:29 +0000 
Dear Tony, 
Yes, you are welcome to use the questionnaire in my AMICIS 2000 paper in your graduate 
dissertation research, so long as you acknowledge the source properly. 
Regards, 
Matthew Lee 
 
Hi, Professor M. Lee: 
'Ihis is Tony. Sorry to bother you. I am a graduate student at Lynn University in the USA. I read 
the Professor's professional topic of 'Trust in Internet shopping: Aproposed model and 
measurement instrument" (2000) in the AMCIS. 
I am interested in this field. So, may I get the permission from Professor (you) to use this 
wonderful questionnaire? 
Thanks. 
Sincerely, 
-- 
-- 
Professor Matthew K. 0. Lee, Ph.D. 
Professor of Information Systems 
Associate Dean (Research and Graduate Programmes) 
Faculty of Business 
City University of Hong Kong 
Kowloon Tong, Hong Kong 
Tel:  
 
Email:  
Web: http://www.is.cityu.edu.hWstaff/ismatlee 
Appendix B 
Socio-Demographic Profile 
Appendix B Socio-Demographic Profile 
Instructions: Please check the appropriate box for your response 
I Socio-Demographic Profile I 
Education 
Junior High School Senior High School College University 
Master Ph.D. 
Gender 
Male Female 
Marital Status 
Single Married 
Experience working with the Internet 
1 - 6 months 7 - 12 months 1 - 2 years 2 - 3 years Over 3 years 
Appendix C 
Adapted and Original Trust in Internet Shopping Survey 
Using the following scale, please answer questions by circling the number that best 
represents your opinion. 
Strongly Disagree Neutral Agree Strongly 
Disagree Agree 
1 2 3 4 5 
Perceived Security Control 
1. Internet vendors implement security 1 2 3 4 5 
measures to protect Internet shoppers. 
2. Internet vendors usually ensure that 1 2 3 4 5 
transactional information is protected 
from accidentally altered destroyed 
during transmission on the Internet. 
Perceived Privacy Control 
3. Internet vendors concern about 
consumers' privacy. 
4. Internet vendors will not divulge 
consumers' personal data to other 
parties. 
5. I feel safe about the privacy control 
of Internet vendors. 
Experience 
6. Using the Internet has been a good 1 2 3 4 5 
experience to me personally. 
7. I have positive experiences of using 1 2 3 4 5 
the Internet. 
8. I have good experiences of using 
the Internet. 
Source: From "Trust in Internet Shopping: A Proposed Model and Measurement 
Instrument," by C. Cheung and M. Lee, 2000, AMCIS, pp. 681-689. Adapted with 
permission of the author. 
Strongly Disagree Neutral Agree Strongly 
Disagree Agree 
1 2 3 4 5 
Third Party Recognition 
9. There are many reputable third party 1 2 3 4 5 
certification bodies available for 
assuring the trustworthiness of 
Internet vendors. 
, 
10. I think third party recognition bodies 1 2 3 4 5 
are doing a good job. 
11. Existing third party recognition 1 2 3 4 5 
bodies are adequate for the protection 
of Internet shoppers' interest. 
Trust in Internet Shopping 
12. Internet shopping is unreliable. 1 2 3 4 5 
13. Internet shopping cannot be trusted, 1 2 3 4 5 
there are just too many uncertainties. 
14. In general, I cannot rely on Internet 1 2 3 4 5 
vendors to keep the promises that 
they make. 
Perceived Risk 
15. Internet shopping is risky. 
16. Shopping on the Internet entails 
uncertainty or vulnerability. 
17. I find it dangerous to shop on the 
Internet. 
Professor Cheung's and Lee's (2000) original instrument. I 
Perceived Security Control 
1. Internet vendors implement security measures to protect Internet shoppers. 
2. Internet vendors usually ensure that transactional information is protected from 
accidentally altered destroyed during transmission on the Internet. 
Perceived Privacy Control 
3. Internet vendors concern about consumers' privacy. 
4. Internet vendors will not divulge consumers' personal data to other parties. 
5. I feel safe about the privacy control of Internet vendors. 
Perceived Integrity 
6. Internet vendors are honest to their consumers. 
7. Internet vendors act sincerely in dealing with customers. 
Perceived Competence 
8. Internet vendors have the ability to handle sales transactions on the Internet. 
9. Internet vendors have sufficient expertise and resources to do business on the Internet. 
10. Internet vendors have adequate knowledge to manage their business on the Internet. 
Personality 
11. It is easy for me to trust a persodthing. 
12. My tendency to trust a persodthing is high. 
13. I tend to trust a persodthing, even though I have little knowledge of it. 
14. Trusting someone or something is not difficult. 
Cultural Environment 
15. A high degree of trust exists in my family. 
16. I am living in a high trust society. 
Experience 
17. Using the Internet has been a good experience to me personally. 
18. I have positive experiences of using the Internet. 
19. I have good experiences of using the Internet. 
Third Party Recognition 
20. There are many reputable third party certification bodies available for assuring the 
trustworthiness of Internet vendors. 
21. I think third party recognition bodies are doing a good job. 
22. Existing third party recognition bodies are adequate for the protection of Internet 
shoppers' interest. 
Legal Framework 
23. The existing law is adequate for the protection of; Internet shoppers' interest. 
24. The existing legal framework is good enough to protect Internet shoppers. 
Trust in Internet Shopping 
25. Internet shopping is unreliable. 
26. Internet shopping cannot be trusted, there are just too many uncertainties. 
27. In general, I cannot rely on Internet vendors to keep the promises that they make. 
Perceived Risk 
28. Internet shopping is risky. 
29. Shopping on the Internet entails uncertainty or vulnerability. 
30. I find it dangerous to shop on the Internet. 
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nx. .you may call Dr. fm& ntry In.;tittt!irmal Bwm 
Bmru mr me mtmuon of tfutnan Subra s arise as a hil'fw 
w*' the trtcaby &me 
(Dr 
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AUTHORIZABON FOR VOLUNTARY CONSENT: 
I have read and undelstantl this consent form 
queshons, and all my questms have been 
assurttd that any Mum qWw that may a 
aspects of this prole& will be Gamesd out en the stndesl  of conf@w@, ancl m a m a w  an 
which my nghts as a human subject are p r o B d  I have been m M e d  of the nsks an3 
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Appendix G 
Certification of Translation of Trust in Internet Shopping Survey 
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Please check (VJ the nnswers. 
auwrtiona) Level 
D Junior High School 3 Senior High Scl~wl C: fellege 
3 Uniwi ly  i! Mster E-3 
Gender 
a kirtle a Female 
Marital Status 
Single 
qresmts your opw 
Control 
implement 
tct Interne 
d vendors 
res w pmti 
*)red 
Internet. 
Perceived Privaey 4 
ivulge 
0 other 
safe ahu1 
m e t  venal 
5 me mtmet nas nee 
..iencc? to me personall 
mpsm i\/ 
I n m e n t ,  oy r Lneung mu M. m, LUW, AMCIS, QVI-my. naaptw \ 
pemlssina ofthe author 
7. 1 have psidm e ~ ~ s  of using I . :  3 4 5  
the InWneI. 
8. 1 Rave good experiences ofu~inp I 2 3 4 5  
(be Intmet 
Third Party Recognition 
9. There are. m y  reputable third pnrty ' 2  3 4 5 
certification bodies available far 
&g Ihe immorthiness of 
Intme~ ~endors. 
10. 1 think third party moynztton Mia 1 2  3 4 5  
are doing a good job. 
11. Existing t h i i  p l y  mapRion I 2 3  4 5 
hrxlies are adeqmte for the pntlcrtton 
af'1nbmet s h ~ 7 n t m .  
Tmnt in Internet Shopping 
-- 
12. intenret ?bopping is umliable. 1 2 3 4  5 
13, Internet shopping cannot be trusted, I ?  3 - 4  5 
there are. just too mmy u n d n t i e s .  
14, In general, 1 cannot relyan Internet 
vwidors to kmp the pramism &at 


