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Abstrak- Manusia berinteraksi dengan sesama manusia menggunakan komunikasi. Tidak semua hal yang dikomunikasikan tersebut 
berisi pesan sehingga dapat diketahui oleh banyak orang, adakalanya komunikasi tersebut bersifat rahasia sehingga hanya orang-orang 
tertentu yang dapat mengetahuinya. Terjadinya penyadapan data yang disampaikan tentunya menjadi masalah apabila data tersebut 
bersifat rahasia, oleh sebab itu dibutuhkan sistem pengamanan data sehingga data tersebut tidak dapat dicuri atau diubah oleh penyadap 
atau cracker. Salah satu solusi untuk mengamankan data adalah dengan menggunakan kriptografi. Kriptografi merupakan ilmu dan seni 
untuk menjaga keamanan pesan ketika pesan dikirim dari satu media ke media lainnya tanpa mengalami gangguan dari pihak ketiga. 
Melalui teknik kriptografi, data dapat diubah menjadi sandi-sandi yang tidak dimengerti serta mengembalikannya kembali ke semula, 
proses ini disebut enkripsi dan dekripsi data.  Proses pengaman data ini menggunakan metode Digraph Cipher. Beberapa kemudahan 
dalam metode Digraph Cipher yaitu kunci yang digunakan dalam proses enkripsi dan dekripsi adalah sama (simetris) dan proses dekripsi 
merupakan kebalikan dari proses enkripsi. 
 
Kata Kunci : kriptografi, Digraph Cipher, enkripsi, dekripsi. 
 
Abstract-Humans interact with fellow humans using communication. Not everything that is communicated contains a message so that it 
can be known by many people, sometimes the communication is confidential so that only certain people can know it. The occurrence of 
data tapping submitted is certainly a problem if the data is confidential, therefore a data security system is needed so that the data cannot 
be stolen or changed by tappers or crackers. One solution to secure data is to use cryptography. Cryptography is the science and art of 
maintaining message security when messages are sent from one media to another without experiencing interference from third parties. 
Through cryptographic techniques, data can be changed into passwords that are not understood and return them back to the original, this 
process is called data encryption and decryption. This data security process uses the Digraph Cipher method. Some facilities in the 
Digraph Cipher method are the keys used in the encryption and decryption process are the same (symmetrical) and the decryption process 
is the opposite of the encryption process. 
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PENDAHULUAN 
Manusia berinteraksi dengan sesama manusia menggunakan komunikasi, baik secara lisan maupun 
tulisan. Tidak semua hal yang dikomunikasikan tersebut berisi pesan sehingga dapat diketahui oleh banyak 
orang. Ada kalanya hal yang dikomunikasikan tersebut bersifat rahasia sehingga hanya orang-orang 
tertentu yang dapat mengetahuinya. Kerahasiaan dan keamanan data adalah  hal yang sangat penting 
dalam komunikasi data, baik dengan tujuan keamanan bersama, maupun untuk privasi individu. Para 
pengguna komputer yang menginginkan agar datanya tidak diketahui oleh pihak-pihak yang tidak 
berkepentingan selalu berusaha menyiasati cara mengamankan informasi yang akan dikomunikasikan atau 
yang akan disimpan[1]. 
Terjadinya penyadapan data yang disampaikan tentunya menjadi masalah apabila data tersebut bersifat 
rahasia. Oleh karena itu dibutuhkan sistem pengamanan data, ketika data tersebut disampaikan kepihak 
yang bersangkutan. Data yang dikirim melalui media tersebut belum tentu terjamin keamanannya, karena 
media yang menghubungkan antara pengirim dan penerima informasi tersebut terlebih dahulu mengubah 
informasi menjadi kode/isyarat. Kode inilah yang akan dimanipulasi dengan berbagai macam cara untuk 
diubah kembali menjadi data kepada penerima, sehingga dimungkinkan dapat terjadi pencurian dan 
pengubahan data yang dilakukan oleh penyadap atau cracker. Hal ini tentunya menjadi masalah besar 
apabila data yang disadap merupakan data yang sangat penting dan rahasia yang tidak seharusnya 
diketahui secara umum[2], [3].  
Salah satu solusi untuk mengamankan data adalah dengan menggunakan kriptografi. Kriptografi 
merupakan ilmu dan seni untuk menjaga keamanan pesan ketika pesan dikirim dari suatu media ke media 
lain tanpa mengalami gangguan dari pihak ketiga. Seiring dengan semakin berkembangnya teknologi 
jaringan komputer dari internet, semakin banyak aplikasi yang memanfaatkan teknologi jaringan. Melalui 
teknik kriptografi, data dapat diubah menjadi sandi-sandi yang tidak dimengerti serta mengembalikannya 
kembali ke semula, proses ini disebut enkripsi dan dekripsi data. Enkripsi merupakan proses 
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mengamankan suatu informasi dengan membuat informasi tersebut tidak dapat dibaca tanpa bantuan 
pengetahuan khusus[4]. 
Berdasarkan uraian latar belakang di atas, maka dapat diambil beberapa perumusan masalah yang 
berhubungan dengan masalah keamanan data antara lain: 
1. Bagaimana prosedur enkripsi dan dekripsi pesan teks dengan algoritma digraph cipher? 
2. Bagaimana menerapkan algoritma digraph cipher dalam proses penyandian pesan teks? 
3. Bagaimana merancang aplikasi penyandian pesan teks berdasarkan algoritma digraph cipher? 
Adapun yang menjadi batasan masalah dalam penulisan skripsi ini adalah sebagai berikut: 
1.  Hanya membahas tentang prosedur enkripsi dan dekripsi pesan teks dengan algoritma digraph cipher,  
tidak membahas tentang prosedur distribusi pesan. 
2.  Pengujian program ini hanya pada satu komputer stand alone saja, tidak pada jaringan. 
3.  Pesan yang akan dienkripsi adalah pesan teks. 
4.  Bahasa pemrograman yang digunakan adalah Visual Basic.Net 2008 
 
LANDASAN TEORI 
2.1 Kriptografi 
Kriptografi merupakan suatu ilmu yang mempelajari tentang bagaimana merahasiakan suatu informasi 
penting ke dalam suatu bentuk yang tidak dapat dibaca oleh siapapun serta mengembalikannya kembali 
menjadi informasi semula dengan menggunakan berbagai macam teknik yang telah ada sehingga informasi 
tersebut tidak dapat diketahui oleh pihak manapun yang bukan pemilik atau yang tidak berkepentingan. 
Kriptografi juga mempunyai sejarah panjang yang sangat menarika[1]. Kriptografi sudah digunakan 4000 
tahun yang lalu, diperkenalkan oleh orang-orang Mesir dengan menggunakan hieroglyph yang tidak 
standar untuk menulis pesan. 
Aspek-aspek keamanan yang merupakan tujuan utama dari suatu sistem kriptografi [3] adalah 
sebagai berikut : 
1. Kerahasiaan (confidentiality) 
Kerahasiaan adalah layanan yang digunakan untuk menjaga isi informasi dari semua pihak kecuali 
pihak yang memiliki otoritas terhadap informasi. Ada beberapa pendekatan untuk menjaga 
kerahasiaan dari pengamanan secara fisik hingga penggunaan algoritma matematika yang membuat 
data tidak dapat dipahami.  
2. Integritas Data (data integrity) 
Integritas data berhubungan dengan penjagaan dari perubahan data secara tidak sah. Agar integritas 
data terjaga, maka sistem harus memiliki kemampuan untuk mendeteksi manipulasi data oleh pihak-
pihak yang tidak berhak, antara lain menyangkut penyisipan, penghapusan, dan pensubstitusian data 
lain ke dalam data yang sebenarnya. Layanan di dalam kriptografi dapat direalisasikan dengan 
menggunakan tanda tangan (signature scheme). Pesan yang di tandatangani menyiratkan bahwa pesan 
yang dikirim adalah asli. 
3. Otentikasi (authentication) 
Otentikasi merupakan identitas yang dilakukan oleh masing-masing pihak yang saling berkomunikasi, 
maksudnya beberapa pihak yang berkomunikasi harus mengidentifikasi satu sama lainnya. Informasi 
yang didapat oleh suatu pihak dari pihak lain harus di identifikasi untuk memastikan keaslian dari 
informasi yang diterima. Identifikasi terhadap suatu informasi dapat berupa tanggal pembuatan 
informasi, isi informasi, waktu kirim dan hal-hal lainnya yang berhubungan dengan informasi 
tersebut. 
4. Ketiadaan penyangkalan (non-repudiation) 
Non-rupudiationyaitu layanan untuk mencegah entitas yang berkomunikasi melakukan penyangkalan, 
yaitu mengirim pesan menyangkal melakukan pengiriman atau penerima pesan menyangkal telah 
menerima pesan. Sebagai contoh, pengirim pesan anggota otoritas kepada penerima pesan untuk 
melakukan pembelian, namun kemudian ia menyangkal telah memberikan otoritas tersebut. 
 
Sistem kriptografi secara umum terdiri dari lima bagian [5],yaitu sebagai berikut : 
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1. Plaintext  
Plaintext yaitu pesan atau data dalam bentuk aslinya yang dapat terbaca. Plaintext adalah masukan 
bagi algoritma enkripsi. Selanjutnya digunakan istilah teks asli sebagai padanan kata plaintext 
2. Secret Key 
Secret Key yang juga merupakan masukan bagi algoritma enkripsi merupakan nilai yang bebas 
terhadap teks asli dan menentukan hasil keluaran algoritma enkripsi. Selanjutnya digunakan istilah 
kunci rahasia sebagai padanan kata secret key. 
3. Ciphertext 
Ciphertext adalah keluaran algoritma enkripsi. Ciphertext dapat dianggap sebagai pesan dalam bentuk 
tersembunyi. Algoritma enkripsi yang baik akan menghasilkan ciphertext yang terlihat acak [6]. 
Selanjutnya digunakan istilah teks sandi sebagai padanan kata ciphertext. 
4. Algoritma enkripsi 
Algoritma enkripsi memiliki 2 (dua) masukan teks asli dan kunci rahasia. Algoritma enkripsi 
melakukan transformasi terhadap teks asli sehingga menghasilkan teks sandi. 
5. Algoritma dekripsi 
Algoritma dekripsi memiliki 2 (dua) masukan teks sandi dan kunci rahasia. Algoritma dekripsi 
memulihkan kembali teks sandi menjadi teks asli bila kunci rahasia yang dipakai algoritma dekripsi 
sama dengan kunci rahasia yang dipakai algoritma enkripsi. 
 
Algoritma adalah urutan langkah-langkah logis untuk penyelesaian masalah yang disusun secara 
sistematis. Algoritma kriptografi merupakan langkah-langkah logis bagaimana menyembunyikan pesan 
dari orang-orang yang tidak berhak atas pesan tersebut [7]. Secara umum algoritma kriptografi terbagi atas 
2 (dua), yaitu algoritma kriptografi berdasarkan perkembangannya dan algoritma kriptografi berdasarkan 
kunci yang digunakan. 
Berdasarkan perkembangannya algoritma kriptografi dibagi menjadi dua bagian [3], yaitu : 
1. Algoritma Kriptografi Klasik 
Kriptografi Klasik) merupakan suatu algoritma yang menggunakan satu kunci untuk mengamankan 
data. Teknik ini sudah digunakan beberapa abad yang lalu. Contoh algoritma kriptografi klasik adalah 
caesar cipher, vigenere cipher, hill cipher, transposisi columnar dan lain-lain. 
Kriptografi klasik memiliki beberapa kategori : 
a. Algoritma kriptografi klasik berbasis karakter. 
b. Menggunakan pena dan kertas saja, belum ada komputer. 
c. Termasuk ke dalam kunci simetri. 
 
Adapun teknik-teknik yang digunakan dalam kriptografi klasik (Donni Ariyus, 2008) adalah sebagai 
berikut : 
a. Teknik Subtitusi 
Substitusi merupakan penggantian setiap karakter dari teks asli dengan karakter lain. Terdapat 
empat istilah dari substitusi sandi, yaitu : 
1) Monoalphabet, yaitu setiap karakter teks sandi menggantikan salah satu karakter teks asli. 
2) Polyalphabet, yaitu setiap karakter teks sandi dapat mengganti lebih dari satu macam karakter 
teks asli. 
3) Monograf, yaitu satu enkripsi dilakukan terhadap satu karakter teks asli. 
4) Polygraph, yaitu satu enkripsi dilakukan terhadap lebih dari satu karakter teks asli. 
b. Teknik Transposisi 
Teknik transposisi adalah mengubah susunan huruf pada plainteks sehingga urutannya berubah. 
Plainteks yang dirubah susunan hurufnya seperti ini merupakan cipherteksnya. Nama lain untuk 
teknik ini adalah permutasi, karena transpose setiap huruf di dalam teks sama dengan 
mempermutasikan karakter-karakter tersebut. 
c. Super Enkripsi 
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Super enkripsi merupakan suatu konsep dengan menggunakan kombinasi dari dua atau lebih teknik 
substitusi dan teknik transposisi untuk mendapatkan algoritma yang sulit dipecahkan. Banyak 
algoritma enkripsi modern yang menggunakan teknik ini sebagai dasar pembuatan algoritmanya. 
2. Kriptografi Modern 
Enkripsi kriptografi modern berbeda dengan enkripsi kriptografi klasik, karena enkripsi kriptografi 
modern sudah menggunakan komputer dalam pengoperasiannya yang berfungsi untuk mengamankan 
data baik yang ditransfer melalui jaringan komputer maupun yang tidak. Hal ini sangat berguna untuk 
melindungi privasi, integritas data, autentikasi dan anti penyangkalan. Contoh algoritma kriptografi 
modern adalah Data Ecryption Standard (DES), Advance Encryption Standard (AES), International 
Data Encryption Algorithm (IDEA), A5, RC4 dan lain-lain. 
Berdasarkan kunci yang digunakan  algoritma kriptografi dikelompokkan menjadi tiga ([3], yaitu : 
1. Kunci Simetri 
Kunci ini sering disebut dengan algoritma klasik karena memakai kunci yang sama untuk kegiatan 
enkripsi dan dekripsi. Kunci ini sudah ada sejak lebih dari 4000 tahun yang lalu. Kegiatan pengiriman 
pesan dengan menggunakan kunci ini, si penerima pesan harus diberitahu kunci dari pesan tersebut agar 
bisa mendekripsi pesan yang dikirim. Keamanan dari pesan yang menggunakan kunci simetri ini 
tergantung kuncinya. Apabila kunci tersebut diketahui oleh orang lain, maka orang tersebut akan dapat 
melakukan enkripsi dan dekripsi terhadap pesan tersebut. Algoritma yang memakai kunci simetri di 
antaranya adalah : 
a. Data Encryption Standard (DES) 
b. Vigenere Cipher 
c. Affine Cipher 
d. Digraph Cipher 
e. Advance Encryption Standard (AES) 
f. One Time Pad (OTP) 
g. Transposisi Columnar 
2. Kunci Asimetri 
Kunci asimetri sering juga disebut kunci publik, dengan arti kunci yang digunakan untuk melakukan 
enkripsi dan dekripsi adalah berbeda. Kunci asimetri dibagi menjadi dua bagian : 
a. Kunci Umum (public key), yaitu kunci yang boleh semua orang tahu (dipublikasikan). 
b. Kunci Pribadi (private key), yaitu kunci yang dirahasiakan (hanya boleh diketahui oleh satu orang). 
Kunci-kunci tersebut saling berhubungan antara satu dengan yang lain. Melalui kunci publik orang 
dapat mengenkripsi pesan tetapi tidak bisa mendekripsinya. Hanya orang yang memiliki kunci pribadi 
yang dapat mendekripsi pesan tersebut. Melalui kunci asimetris kita bisa melakukan pengiriman pesan 
dengan lebih aman daripada dengan kunci simetris.  
Algoritma yang memakai kunci publik di antaranya adalah : 
a. Digital Signature Algorithm (DSA) 
b. RSA 
c. Diffie-Hellman(DH) 
d. Kriptografi quantum dan lain sebagainya. 
3. Hash function (fungsi hash) 
Fungsi hash sering disebut dengan fungsi hash satu arah (one-way function), message digest, 
fingerprint, fungsi kompresi dan Message Authentication Code (MAC). Hal ini merupakan suatu fungsi 
matematika yang mengambil input panjang variabel dan mengubahnya ke dalam urutan biner dengan 
panjang yang tetap. Fungsi hash biasanya diperlukan bila ingin membuat sidik jari dari suatu pesan. 
Sidik jari pada pesan merupakan suatu tanda yang menandakan bahwa pesan tersebut benar-benar dari 
orang yang diinginkan. 
 
2.2 Algoritma Digraph Cipher 
Digraph cipher merupakan caesar cipher yang diterapkan pada pasangan huruf. Apabila 
dibandingkan dengan caesar cipher biasa dimana setiap huruf hanya memiliki kemungkinan untuk diganti 
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oleh 26 huruf alphabet, jumlah kemungkinan yang ditawarkan oleh digraph cipher memang jauh lebih 
banyak yaitu 676 kemungkinan untuk setiap pasangan huruf [8]. Agar proses enkripsi dan dekripsi lebih 
mudah dengan menggunakan algoritma ini, biasanya dibentuk sebuah tabel acuan yang berukuran 26 x 26 
yang berisikan seluruh pasangan untuk setiap kombinasi pasangan huruf dalam alfabet. 
 
Gambar 1. Tabel Acuan 
 
Seperti halnya playfair cipher, pada digraph cipher juga melakukan operasi terhadap pesan yang akan 
dienkripsi. Hanya saja operasi yang dilakukan tidak sebanyak operasi yang dilakukan pada playfair cipher. 
Hal yang perlu dilakukan oleh digraph cipher hanyalah menuliskan pesan yang akan dienkripsi ke dalam 
bentuk pasangan huruf dan apabila jumlah huruf di dalamnya ganjil, maka ditambahkan huruf “z” di akhir. 
 
PEMBAHASAN 
3.1 Analisa Masalah 
Analisa perancangan merupakan kegiatan yang dilakukan untuk menganalisis apa yang akan dirancang 
termasuk prosedur-prosedur yang dilakukan dan pemodelannya. Tahap analisa menguraikan langkah-
langkah perancangan sistem yang akan dibuat serta implementasinya dalam bentuk contoh kasus. 
Salah satu teknik pengamanan pesan yang umum digunakan adalah teknik kriptografi. Teknik 
kriptografi memiliki banyak algoritma untuk mengelabui para pembajak pesan. Teknik kriptografi dengan 
algoritma yang digunakan mampu merubah seluruh karakter pesan asli menjadi karakter-karakter yang 
justru tidak memiliki makna yang berkoresponden lagi dengan pesan aslinya. Hal ini lah yang disebut 
dengan penyandian pesan (proses enkripsi). Semakin rumit algoritma dan kunci yang digunakan, maka 
hasil sandi yang dihasilkan lebih sulit terpecahkan. 
Algoritma kriptografi yang digunakan dalam penelitian ini adalah algoritma digraph cipher yang 
melakukan subtitusi karakter pesan asli berdasarkan tabel acuannya. Algoritma ini melakukan subtitusi 
karakter A-Z (26 karakter) dengan jumlah kombinasi 676 karakter. Hal ini terjadi karena setiap subtitusi 
karakter pada tabel acuan menghasilkan dua karakter. 
 
Digraph cipher merupakan adaptasi terhadap teknik klasik lainnya yakni caesar cipher. Apabila 
dalam caesar cipher subsitusi dilakukan terhadap setiap huruf, maka digraph cipher melakukan subsitusi 
terhadap setiap pasangan huruf. Tabel acuan berukuran 26 x 26 dibentuk untuk mempermudah proses 
enkripsi dan dekripsi, dengan tujuan tabel-tabel ini menunjukkan daftar kombinasi pasangan huruf beserta 
subsitusi setiap karakter plaintext yang akan dienkripsi maupun didekripsi. Hasil analisa yang dilakukan 
pada tabel acuan digraph cipher, kombinasi pasangan huruf yang dihasilkan ada sebanyak 676 pasangan 
huruf, sehingga dapat dikatakan lebih luas dari kombinasi pasangan huruf caesar cipher. Seperti halnya 
playfair cipher, pada digraph cipher melakukan operasi terhadap pesan yang akan dienkripsi. Hanya saja 
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operasi yang dilakukan tidak sebanyak operasi yang dilakukan pada playfair cipher. Hal yang perlu 
dilakukan oleh digraph cipher hanyalah menuliskan pesan yang akan dienkripsi ke dalam bentuk pasangan 
huruf yang telah dikelompokkan. Jumlah karakter setiap kelompok adalah dua karakter dan apabila jumlah 
karakter dalam kelompok didapatkan ganjil, maka ditambahkan huruf “Z” di akhir. 
Proses enkripsi dan dekripsi dengan digraph cipher diimplementasikan untuk mengenkripsi sebuah 
pesan yang dikirimkan oleh pengirim kepada penerima pesan. Pesan yang dikirimkan berjumlah 36 
karakter abjad (18 kelompok) dan dienkripsi berdasarkan digraph cipher.  
1. Siapkan tabel acuan digraph cipher 
2. Siapkan Plaintext 
Plaintext = BESOK PAGI KITA KABUR LEWAT PINTU BELAKANG 
3. Kelompokkan plaintext menjadi 2 karakter setiap kelompok dengan menghilangkan semua spasi. 
 
4. Proses pengecekan jumlah karakter plaintext, apabila genap maka proses enkripsi dilanjutkan tetapi 
apabila jumlah karakter plaintext ganjil, maka pada bagian akhir karakter plaintext harus ditambahkan 
huruf z agar jumlahnya menjadi genap. 
Berdasarkan pengelompokkan karakter plaintext di atas, maka didapatkan bahwa jumlah karakternya 
genap, sehingga penambahan karakter “Z” tidak perlu dilakukan. 
5. Proses enkripsi  
Mencari persilangan kolom dan baris karakter-karakter setiap kelompok plainteks. Karakter pertama 
setiap kelompok plaintext merujuk pada posisi kolom pada tabel acuan digraph cipher dan karakter 
kedua menunjukkan posisi baris pada tabel acuan digraph cipher. 
Kelompok karakter BE  menjadi OC 
 
  A B C D E F G - - - Z 
A N G O G P G Q G R G S G T G - - - M G 
B N F O F P F Q F R F S F T F - - - M F 
C N E O E P E Q E R E S E T E - - - M E 
D N D O D P D Q D R D S D T D - - - M D 
E N C O C P C Q C R C S C T C - - - M C 
F N B O B P B Q B R B S B T B - - - M B 
-- - - - - - - - - - - - - - - - - - - - - - - - - --- --- 
Z N H O H P H Q H R H S H T H - - - M   H 
 
Kelompok karakter SO menjadi FS 
  A B C - - - P Q R S - - - Z 
A N G O G P G - - - C G D G E G F G - - - M G 
B N F O F P F - - - C F D F E F F F - - - M F 
C N E O E P E - - - C E D E E E F E - - - M E 
D N D O D P D - - - C D D D E D F D - - - M D 
M N U O U P U - - - C U D U E U F U - - - M C 
N N T O T P T - - - C T D T E T F T - - - M B 
O N S O S P S - - - C S D S E S F S - - - M A 
-- -- -- -- -- -- - - - - -- -- -- -- -- -- -- -- -- -- -- -- 
Z N H O H P H - - - C H D H E H F H -- -- M H 
 
Kelompok karakter KP menjadi XR 
  A B C D E F G H I J K - - - Z 
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A N G O G P G Q G R G S G T G U G V G W G X G - - - M G 
B N F O F P F Q F R F S F T F U F V F W F X F - - - M F 
C N E O E P E Q E R E S E T E U E V E W E X E - - - M E 
D N D O D P D Q D R D S D T D U D V D W D X D - - - M D 
E N C O C P C Q C R C S C T C U C V C W C X C - - - M C 
F N B O B P B Q B R B S B T B U B V B W B X B - - - M B 
G N A O A P A Q A R A S A T A U A V A W A X A - - - M A 
H N Z O Z P Z Q Z R Z S Z T Z U Z V Z W Z X Z - - - M Z 
-- - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - 
P N R O R P R Q R R R S R T R U R V R W R X R - - - M X 
-- - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - 
Z N H O H P H Q H R H S H T H U H V H W H X H - - - M H 
 
Kelompok karakter AG menjadi NA 
  A B C - - - Z 
A N G O G P G - - - M G 
B N F O F P F - - - M F 
C N E O E P E - - - M E 
D N D O D P D - - - M D 
E N C O C P C - - - M C 
F N B O B P B - - - M B 
G N A O A P A - - - M A 
-- - - - - - - - - - - - - - - - 
Z N H O H P H - - - M H 
 
Kelompok karakter IK menjadi VW 
  A B C D E F G H I  Z 
A N G O G P G Q G R G S G T G U G V G - - - M G 
B N F O F P F Q F R F S F T F U F V F - - - M F 
C N E O E P E Q E R E S E T E U E V E - - - M E 
D N D O D P D Q D R D S D T D U D V D - - - M D 
E N C O C P C Q C R C S C T C U C V C - - - M C 
F N B O B P B Q B R B S B T B U B V B - - - M B 
G N A O A P A Q A R A S A T A U A V A - - - M A 
H N Z O Z P Z Q Z R Z S Z T Z U Z V Z - - - M Z 
I N Y O Y P Y Q Y R Y S Y T Y U Y V Y - - - M Y 
J N X O X P X Q X R X S X T X U X V X - - - M X 
K N W O W P W Q W R W S W T W U W V W - - - M W 
--- - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - 
Z N H O H P H Q H R H S H T H U H V H - - - M H 
 
Lakukan hal yang sama untuk mencari ciphertext kelompok plaintext yang lainnya hingga seluruh 
kelompok plaintext. 
6. Hasil proses enkripsi 
Plaintext : 
 
Ciphertext :  
JUKI: Jurnal Komputer dan Informatika  Volume 2 Nomor 1 Mei  2020 
eISSN : 2722-4368   
 
Perancangan Aplikasi Penyandian Pesan Teks dengan Menggunakan Algoritma Digraph Cipher  
Oleh : Yhopi Suhelna 32 
 
atau : 
Plaintext : 
BESOK PAGI   KITA    KABUR  LEWAT PINTU   BELAKANG 
Ciphertext : 
OCFSX RNAV WVNN WNFHP  YCJGG  RVTGM OCYGXGAA 
Proses dekripsi sama seperti pada proses enkripsi, hanya saja sumber karakter-karakter yang 
dicocokkan berasal dari ciphertext sebelumnya. 
1. Siapkan ciphertext dan tabel acuan digraph cipher 
Plaintext : 
OCFSX RNAV WVNN WNFHP  YCJGG  RVTGM OCYGXGAA 
2. Hilangkan semua space (karakter kosong) 
OCFSXRNAVWVNNWNFHPYCJGGRVTGMOCYGXGAA 
3. Kelompokkan karakter-karakter ciphertext sebanyak dua karakter setiap kelompok 
 
4. Proses dekripsi 
a. Huruf pertama ciphertext mengacu kepada kolom yang merepresentasikan huruf tersebut. 
b. Huruf kedua ciphertext digunakan sebagai acuan baris yang yang merepresentasikan huruf tersebut. 
Kelompok karakter OC menjadi BE 
 
  A B C D E F G H I J K L --- O --- Z 
A N G O G P G Q G R G S G T G U G V G W G X G Y G --- B G --- MG 
B N F O F P F Q F R F S F T F U F V F W F X F Y F --- B F --- MF 
C N E O E P E Q E R E S E T E U E V E W E X E Y E --- B E --- ME 
-- --- --- --- --- --- --- --- --- --- --- --- --- ---  --- --- 
Z N H O H P H Q H R H S H T H U H V H W W X H Y H --- B H --- MH 
 
Kelompok karakter FS menjadi SO 
  A B C D E F - - - Z 
A N G O G P G Q G R G S G - - - M G 
B N F O F P F Q F R F S F - - - M F 
C N E O E P E Q E R E S E - - - M E 
D N D O D P D Q D R D S D - - - M D 
E N C O C P C Q C R C S C - - - M C 
F N B O B P B Q B R B S B - - - M B 
G N A O A P A Q A R A S A - - - M A 
-- - - - - - - - - - - - - - - - - - - - - - - - - 
S N O O O P O Q O R O S O - - - M O 
-- - - - - - - - - - - - - - - - - - - - - - - - - 
Z N H O H P H Q H R H S H - - - M H 
 
Kelompok karakter XR menjadi KP 
  A B C D E - - - X Y Z 
A N G O G P G Q G R G - - - K G L G M G 
B N F O F P F Q F R F - - - K F L F M F 
C N E O E P E Q E R E - - - K E L E M E 
D N D O D P D Q D R D - - - K D L D M D 
E N C O C P C Q C R C - - - K C L C M C 
F N B O B P B Q B R B - - - K B L B M B 
G N A O A P A Q A R A - - - K A L A M A 
H N Z O Z P Z Q Z R Z - - - K Z L Z M Z 
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I N Y O Y P Y Q Y R Y - - - K Y L Y M Y 
-- - - - - - - - - - - - - - - - - - - - - - - - - - - - 
P N R O R P R Q R R R - - - K R L R M R 
Q N Q O Q P Q Q Q R Q - - - K Q L Q M Q 
R N P O P P P Q P R P - - - K P L P M P 
-- - - - - - - - - - - - - - - - - - - - - - - - - - - - 
Z N H O H P H Q H R H - - - K H L H M H 
 
Kelompok karakter NA menjadi AG 
  A B C D E - - - N - - - Z 
A N G O G P G Q G R G - - - A G - - - M G 
B N F O F P F Q F R F - - - A F - - - M F 
C N E O E P E Q E R E - - - A E - - - M E 
D N D O D P D Q D R D - - - A D - - - M D 
E N C O C P C Q C R C - - - A C - - - M C 
F N B O B P B Q B R B - - - A B - - - M B 
-- - - - - - - - - - - - - - - - - - - - - - - - - - - - 
Z N H O H P H Q H R H - - - A H - - --  M H 
 
Kelompok karakter VW menjadi IK 
  A B C D E - - - V W X Y Z 
A N G O G P G Q G R G - - - I G J G K G L G M G 
B N F O F P F Q F R F - - - I F J F K F L F M F 
C N E O E P E Q E R E - - - I E J E K E L E M E 
D N D O D P D Q D R D - - - I D J D K D L D M D 
E N C O C P C Q C R C - - - I C J C K C L C M C 
--- - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - 
W N K O K P K Q K R K - - - I K J K K K L K M K 
X N J O J P J Q J R J - - - I J J J K J L J M J 
Y N I O I P I Q I R I - - - I I J I K I L I M I 
Z N H O H P H Q H R H - - - I H J H K H L H M H 
 
Kelompok karakter VN menjadi IT 
  A B C D E - - - V W X Y Z 
A N G O G P G Q G R G - - - I G J G K G L G M G 
B N F O F P F Q F R F - - - I F J F K F L F M F 
C N E O E P E Q E R E - - - I E J E K E L E M E 
D N D O D P D Q D R D - - - I D J D K D L D M D 
E N C O C P C Q C R C - - - I C J C K C L C M C 
-- - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - 
N N T O T P T Q T R T - - - I T J T K T L T M T 
-- - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - 
Z N H O H P H Q H R H - - - I H J H K H L H M H 
 
Karakter untuk kelompok yang lain dicari dengan cara yang sama seperti di atas, sehingga hasil akhir 
(plaintext) yang didapatkan adalah : 
ciphertext :  BESOK PAGI KITA KABUR LEWAT PINTU BELAKANG 
 
KESIMPULAN 
Adapun kesimpulan dalam penelitian ini adalah sebagai berikut : 
1. Prosedur enkripsi dan dekripsi pesan teks dengan algoritma Digraph Cipher  dilakukan dengan 
menuliskan pesan yang akan dienkripsikan ke dalam bentuk pasangan huruf dan apabila jumlah huruf 
di dalamnnya ganjil, maka ditambahkan huruf “Z” di akhir. 
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2. Proses enkripsi dan dekripsi dilakukan secara sederhana yaitu melakukan substitusi terhadap pasangan 
huruf plainteks dengan pasangan yang sesuai dengan tabel Digraph Cipher yang ada. 
3. Perancangan aplikai penyandian pesan teks berdasarkan algoritma Digraph Cipher dilakukan dengan 
menggunakan bahasa pemograman Visual basic.Net 2008 dapat memudahkan proses penyandian 
pesan teks. Aplikasi yang dibangun terdiri dari form login, form menu utama, form enkripsi dan 
dekripsi, form tabel digraph cipher dan form info.  
 
DAFTAR PUSTAKA 
 
[1] D. Ariyus, “Kriptografi keamanan data dan komunikasi,” Yogyakarta Graha Ilmu, 2006. 
[2] R. Munir, “Algoritma Knapsack,” pp. 0–18, 2004. 
[3] R. Munir, “Kriptografi,” Inform. Bandung, 2006. 
[4] B. Silaban and T. Limbong, “Aplikasi Pembelajaran Pengenalan Kriptografi Algoritma Affine Cipher Dan Vigenere Cipher 
Menggunakan Metode Computer Assisted Instruction,” Media Inf. Anal. dan Sist., vol. 2, no. 2, pp. 14–20, 2017. 
[5] T. Arianti and B. Nadeak, “Perancangan Aplikasi Pembelajaran Kriptografi Algoritma GOST dengan Menggunakan Metode 
Computer Based Instruction,” KAKIFIKOM (Kumpulan Artik. Karya Ilm. Fak. Ilmu Komputer), vol. 1, no. 1, pp. 40–46, 2019. 
[6] T. Limbong, “Pengujian Kriptografi Klasik Caesar Chipper Menggunakan Matlab,” no. Sept., vol. 2017, 2015. 
[7] H. Sahara, “Implementasi Pengamanan Pesan Chatting menggunakan Metode Vigenere Cipher dan Cipher Block Chainning,” 
MEANS (Media Inf. Anal. dan Sist., vol. 3, no. 2, pp. 173–178, 2018. 
[8] R. Santi, “Implementasi Algoritma Enkripsi Playfair pada File Teks,” None, vol. 15, no. 1, p. 246766, 2010. 
 
