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 1. Inleiding
“Any intelligence system is only as good as the government it serves.”  
(Lockhart, 1987: 52)
Veiligheid is belangrijk. En onze inlichtingendiensten vormen de eerste lijn van ver-
dediging tegen wat onze samenleving, onze belangen en onze democratische waarden 
bedreigt. België werd daar op 22 maart 2016 hardhandig aan herinnerd.
De parlementaire onderzoekscommissie 22/3 heeft ondertussen haar werkzaamheden 
afgerond en zal als opvolgingscommissie waken over de invulling van haar aanbeve-
lingen. In themanummer 48 van deze Cahiers werd aandacht besteed aan deze onder-
zoekscommissie, zowel in het licht van eerdere parlementaire onderzoeken (Ponsaers & 
Devroe 2018) als op zichzelf staand (Bruggeman 2018). Veel van de vaststellingen waren 
immers niet nieuw. Een aantal problemen kwamen voort uit dezelfde pathologieën die 
reeds in eerdere parlementaire onderzoeken werden aangeklaagd, maar die hardnekkig 
aanbleven (Ponsaers & Devroe 2018, 108-115, 120). Sommige van die pathologieën zijn 
gelijkaardig als in andere landen, andere zijn eigen aan België – ja zelfs, soms even 
oud als België zelf. Ze komen voort uit het inlichtingenwerk an sich, of uit de aard van 
bureaucratieën, omwille van gedateerde regels, ouderwetse zienswijzen, of de mentaliteit 
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die heerst over ‘veiligheid’ (de zgn. veiligheidscultuur) (Bruggeman, 2018, 148-157). Ze 
blijven bestaan omdat er onvoldoende tijd en energie wordt gestoken in hun oplossing, 
wegens gebrek aan omkadering, management, politiek engagement en leiderschap. 
Nationale veiligheid was tot voor kort geen prioriteit in België.
Het is hier niet de plaats om in te gaan op de traditionele verwaarlozing van de veilig-
heidsdiensten en hun tweederangsrol en -positie in het Belgisch staatsbestel, die aan de 
basis liggen van heel wat zwaktes, maar toch ook veel van de sterktes van de diensten. 
Het volstaat hier te wijzen op de historisch gegroeide algemene understatement van 
veiligheid, welke nu een kentering aan het maken is. Daarom is het van groot belang dat 
er snel en op ernstige wijze werk wordt gemaakt van de omslag waar de parlementaire 
onderzoekscommissie voor pleit. De aanbevelingen zijn, zoals aangehaald door Willy 
Bruggeman, “allerminst vrijblijvend. Dit is niet te nemen of te laten” (Bruggeman, 2018: 
158). Als de aanbevelingen opnieuw dode letter blijven zoals de meeste vorige suggesties 
die werden gedaan in onderzoeken naar de veiligheidsdiensten en hun dysfuncties, is 
het slechts een kwestie van tijd vooraleer de Belgische gebreken opnieuw met bloed 
worden bezegeld. Dit is ontoelaatbaar, en ook de maatschappij vertoont een groeiende 
intolerantie tegenover steeds dezelfde mankementen.
Nu we weten wat er moet veranderen, is de vraag hoe het moet veranderen. Wat volgt wil 
helpen voor wat betreft de inlichtingendiensten en de dreigingsanalyse. Vertrekkende 
van het derde onderdeel, “Veiligheidsarchitectuur” van het verslag van de parlementaire 
commissie 22/3 (Kamer 2017), worden hier enkele vaak verregaande voorstellen gedaan 
wat mogelijke acties zijn die een oplossing kunnen bieden voor wat in het verslag aan 
de kaak werd gesteld. Deze zijn ingegeven door een historisch perspectief op 187 jaar 
inlichtingenwerk in België en 23 jaar democratische controle door het Comité I. Verder 
zijn ze gevoed door de inzichten van de intelligence and security studies, een relatief jonge 
wetenschappelijke discipline, die in ons land slechts beperkt wordt uitgeoefend. Die 
literatuur buigt zich over de uitdagingen en problemen van inlichtingendiensten, en 
evalueert hoe ze (niet) worden aangepakt, wat werkt en wat niet werkt, en wat wel en 
niet toepasbaar is in verscheidene contexten. België hoeft het warm water niet opnieuw 
uit te vinden. Veel van de onderstaande voorstellen zijn geïnspireerd op de empirische 
basis van al dan niet toegepaste aanbevelingen die in andere landen werden gedaan.
De voorstellen gaan in dialoog met de vaststellingen en aanbevelingen van de parle-
mentaire commissie, als suggesties hoe de veiligheidsarchitectuur fundamenteel kan 
worden herzien. Ze proberen te bouwen op de sterktes die er zijn maar tegelijk radicaal 
te breken met de processen en mentaliteiten die dysfunctie voortzetten. De voorstellen 
werden niet ingegeven door de veiligheidsdiensten, en deze zullen het waarschijnlijk 
voor een groot deel zelfs oneens zijn met wat hieronder staat. Sommige voorstellen zijn 
immers zoals gezegd verregaand: ze zijn vooral pragmatisch en houden geen rekening 
met heilige huisjes, wettelijke belemmeringen, politieke gevoeligheden, of gevestigde 
belangen. Die hebben hun tijd gehad, en al te vaak hun tol in mensenlevens geëist.
De Belgische veiligheidsarchitectuur heeft post-22/3 dus een revolutionaire omwenteling 
nodig. De samenleving verwacht dat, maar ook de rest van de wereld heeft de ogen 
nog steeds op ons land gericht. Onze internationale positie is door de aanslagen in 
Parijs en Brussel ernstig aangetast. Als België zijn geloofwaardigheid wil behouden ten 
aanzien van de private sector en het buitenland, moeten de mechanismen, budgetten, 
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regelgeving, en informatiebeheer drastisch worden herzien. De diensten moeten uit 
hun departementaal keurslijf worden gehaald, bevrijd worden van de institutionele 
gijzeling door de vele overlappende bevoegdheden en procedures, en toegelaten worden 
zelfstandig en efficiënt te werken, met adequate budgetten en personeelsaantallen. Dit 
terwijl geen van deze een minder strenge democratische controle dient in te houden. 
Dat mogelijk maken vereist echter ingrijpende veranderingen; maar de uitzonderlijke 
omgeving waarin de veiligheidsdiensten opereren vereisen uitzonderlijke maatregelen.
Uit het verslag van de Commissie 22/3, maar ook uit de toezichtsverslagen van het 
Comité I, en de verzuchtingen van de diensthoofden vandaag en vroeger, komen een 
aantal aandachtspunten voort die hier worden herhaald (Lasoen, 2017a, 941-952; 2017b, 
475-481; 2018a) omdat vooral zij degene zijn waar iets aan gedaan moet worden:
1. De kern van onderstaande problemen is een traditionele onverschilligheid van de 
wetgevende en uitvoerende macht in de inlichtingendiensten en hun werking, een 
structureel probleem dat algemeen verlammend is. Daardoor is er geen globale 
visie, geen afstemming, geen arbitrage, en geen dagdagelijks management over 
de inlichtingengemeenschap als geheel. De betrokken diensten zijn ook verspreid 
onder de portfolio’s van de Eerste Minister, de Ministers van Justitie, Defensie, en 
Binnenlandse Zaken.
2. Strategie ontbreekt: de weinige beleidsdocumenten die over veiligheid handelen, 
spreken vooral over uitdagingen en te ondernemen acties, maar een globale visie 
over veiligheid en de regie voor de implementatie en samenhang van de maatregelen 
is ver zoek, althans in het publiek domein, waardoor onduidelijk is of een orgaan 
als de in 2015 opgerichte Nationale Veiligheidsraad deze lacune opvult.
3. Het wettelijk kader legt een grote nadruk op legaliteit en op betere coördinatie 
en effectieve samenwerking tussen de diensten en anderen. Die wettelijke en 
principiële bepalingen over inlichtingen en veiligheid houden te weinig rekening 
met de historische (gefragmenteerde) evolutie van de diensten, gekenmerkt door 
diepgeworteld parochialisme over alle niveaus heen, intern als extern. Ook staan 
heel wat wettelijke bepalingen een efficiënte uitvoering van de missie in de weg.
4. De wet legt ook heel wat opdrachten en verwachtingen op zonder te voorzien in 
mogelijkheden om deze waar te maken. Er is een veelheid aan procedures en regels. 
Deze en de wet zijn niet altijd even duidelijk, maar de uitvoerende macht, die volgens 
de wet die duidelijkheid moet verschaffen, laat lang op zich wachten met instructies. 
Bijgevolg zijn de diensten vaak meer bezig met interpreteren in plaats van met de 
missies zelve; meer met processen dan met hun impact op resultaten.
5. De diensten houden informele contacten en sluiten samenwerkingsprotocollen met 
de andere veiligheidsspelers. Er zijn reeds enkele nodig geweest om onduidelijk-
heden inzake wat uit te wisselen, hoe en wanneer. Sommige blijven gewoonweg 
uit. Gegevensuitwisseling wordt daarenboven bemoeilijkt door het gebruik van 
verschillende software.
6. Niet alleen zijn de budgetten te klein, de procedures om ze te besteden zijn tergend 
traag en gecompliceerd. Crises die vandaag een besteding vereisen, kunnen niet 
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wachten op dubbele goedkeuringsprocessen van de Inspectie Financiën. Er gaat 
te veel tijd tussen het toekennen van fondsen en de verdeling ervan, en er is geen 
klaarheid hoe structureel middelen zijn.
7. Dat gebrek aan beheersautonomie laat zich ook gevoelen inzake rekrutering: de 
diensten zijn gebonden aan de procedures van het algemene rekruteringsproces 
van de overheid, dat gericht is op quantiteit en niet op kwaliteit, en irrelevante 
drempels opwerpt die profielen weren die evenwel gewenst zijn. Als gevolg hebben 
de diensten het zeer moeilijk de juiste high- potential- profielen aan te trekken. 
Daarbij komt nog dat wie wél alle hoepels weet te doorspringen, op het einde van 
de rit niet noodzakelijk een veiligheidsmachtiging kan bekomen. Ook hier gaat de 
procedure tussen slagen en eigenlijke indiensttreding zo traag dat betrokkenen in 
de tussentijd elders aangeworven worden.
8. Wie wel bij de diensten aan de slag kan, komt terecht in een vlakke carrière met 
een weinig competitief loon en gebonden in een van vele statuten, die misnoegen 
veroorzaken door de verschillende barema’s en die in de weg staan dat er aan 
uitwisseling kan gedaan worden tussen de diensten onderling.
9. ICT- voorzieningen zijn ouderwets en ondermaats, en ook hier kan niet voldoende 
personeel gevonden worden voor ondersteuning, alweer omdat enerzijds het gewenst 
profiel bij de standaardproeven uit de boot valt, en anderzijds omdat de verloning 
niet op kan tegen het aanbod in de private sector.
10. Door bovenstaande is het maar de vraag hoeveel tijd, energie en middelen opgaan 
in omkadering, in plaats van dat de diensten zich volledig kunnen focussen op hun 
missies.
Deze problemen maken het voor de Belgische diensten onnodig moeilijk om optimaal 
hun beschermende taken op te nemen. Als we stilstaan bij wat ons vandaag bedreigt 
en wat er in de toekomst op ons afkomt, worden onze kansen niettemin aanzienlijk 
positiever dankzij goed functionerende inlichtingendiensten. De verwachtingen en taken 
die dit voor de inlichtingendiensten meebrengt – en welke zij overigens verwelkomen 
–, vereisen echter meer dan een herziening van prioriteiten en het vermeerderen van 
personeel (x 2) en budgetten (x 3). Het hele systeem moet worden omgevormd tot een 
geïntegreerd geheel, tot een onderneming die kapitaliseert op het reeds aanwezige 
professionalisme om het potentieel te maximaliseren. Bovenal deze diensten moeten als 
eerstelijnsverdediging zo flexibel mogelijk kunnen reageren op de complexe dreigingen 
die ons land confronteren: als een intelligence enterprise, ondernomen door intelligence 
professionals (George & Rishikof, 2011). Door nieuwe normen en mechanismen voor 
samenwerking. Door eenvoud, rechtlijnigheid, en gezond verstand. De bestaande 
arrangementen en structuren moeten dus getransformeerd worden met een focus op 
innovatie, nut, training, en het volledig wegwerken van seclusie. In die richting worden 
hieronder voorstellen gedaan onder vier pijlers: leiding en management, collectie en 
analyse, informatiebeheer, en publiekswerking.
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 2. Integrerende managementstructuur
“Just as a military force needs an individual to head it, so does intelligence, which 
in effect is waging a war the whole time.” (Jones, 1989: 296)
In de pijler leiding en management kan worden gedifferentiëerd tussen leiding door 
het hoogste niveau (de uitvoerende macht) en intern management in de diensten.
Een geïntegreerde inlichtingengemeenschap ontstaat niet omdat de wet stelt dat er moet 
samengewerkt worden, ook niet door de diensten slechts sporadisch te overzien, en 
zeker niet spontaan. Los van institutioneel egotisme dat integratie in de weg staat, is er 
ook veel institutionele incompetentie om dat te doen, waarmee bedoeld wordt dat zelfs 
wanneer men wil men het niet kan, omdat er regels en procedures, en gevoeligheden dat 
verhinderen. Ook neemt de uitvoerende macht onvoldoende de verantwoordelijkheid 
op om effectief aan te sturen. Integratie vereist dus management van dag tot dag op 
basis van een globale strategie (Caudle 2009), assertief leiderschap, ongebreidelde 
medewerking van beleidsmakers, en toezicht waar moet naar geluisterd worden.
Het inlichtingenwerk wordt gedreven door het verdedigen van de belangen en het 
tegengaan van de dreigingen die door de wetgever werden bepaald. De management-
structuur van de inlichtingenwereld moet volledig georiënteerd worden op die missies, 
en moet verzekeren dat in de concrete noden van de diensten, hun capaciteiten, en de 
klanten, worden voorzien. De Commissie 22/3 vraagt ook om een globale visie, om 
coherente en integrerende maatregelen die complementariteit en samenhang voor 
gevolg hebben, welke worden gemonitord en geëvalueerd. Integratie moet dagdagelijks 
focussen op de inlichtingenproducten, werkprocessen, omkadering, en technologie op 
gedetailleerde niveaus, allemaal ontworpen met het oog op de gewenste impact op de 
missie en de klanten.
Er zijn overkoepelende organen onder de Nationale Veiligheidsraad, maar tussen of over 
de diensten is er eigenlijk geen dagdagelijks management. Dat dit geen overbodige luxe 
is, werd van in het begin van zijn werkzaamheden door het Comité I erkend (Comité I 
1994, 38-40, 52).2 Dergelijke rol kan niet aan een van de diensten worden toevertrouwd, 
omdat die dan boven de anderen zou uitsteken en dat misnoegen en concurrentie zou 
veroorzaken. Zoals de NVR en ondersteunende organen momenteel zijn geconcipiëerd, 
lijkt er geen ruimte voor dagelijkse sturing. De NVR zou in zijn schoot een stafdienst 
kunnen installeren die voltijds de coördinatie van de inlichtingen- en veiligheidsdiensten 
zowel als het veiligheidsbeleid opneemt.
Om coördinatie met optimaal effect te verwezenlijken, luidt het voorstel een integrerende 
managementstructuur te installeren, met concrete bevoegdheden om te coördineren en 
te commanderen, maar ook om te ondersteunen inzake capaciteiten en middelen, en 
onderlinge communicatie.3 In wat volgt worden deze onderdelen besproken.
Geïntegreerd management heeft een holistische visie op de nationale veiligheid. Dat integrerend 
management instaat voor een globale op elkaar afgestemde werking van alle organen 
2 Tevens de langst aanblijvende aanbeveling van het Comité, die tot op heden genegeerd wordt.
3 Een “supra- departmental focus” (Herman 1996: 26).
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gebeurt in directe ondersteuning van de Nationale Veiligheidsraad, zijn twee Comités 
en ondergeschikte gremia. Zo kan deze coördinerende stafdienst het secretariaat van 
deze organen waarnemen, de strategische en prioriteitenplanning redigeren, zowel als 
de actieplannen en richtlijnen om de uitvoering van de beslissingen en de wettelijke 
bepalingen te verzekeren. Met die globale visie worden de missies en toegekende 
bevoegdheden gepland naargelang capaciteiten in middelen en mankracht, en wordt 
evaluatie van de genomen initiatieven ondernomen. Zo ook staat dit centrale orgaan in 
voor de oprichting en coördinatie van de vijf regionale joint intelligence centres waar 
de Commissie voor pleit (Kamer 2017, 57), vooral om ervoor te zorgen dat de vijf joint 
centres ook onderling joint zijn (Strickland & Whitlock, 2016, 53-58).
Vanuit dat globaal overzicht wordt eveneens de afvaardiging van de veiligheidswereld 
in bijvoorbeeld internationale fora waar België aan deelneemt gecoördineerd, door te 
voorzien in politiek gedragen, gemeenschappelijke standpunten die daar worden inge-
nomen, en te zorgen voor terugkoppeling van de uitkomst van dergelijke vergaderingen. 
Het Comité I wees er in het verleden op dat dat niet systematisch gebeurde (Comité I, 
2012, 44-45 met nn. 82 en 83, 113; 2017, 118).
Geïntegreerd management overziet een gemeenschappelijke organisatie van gedeelde mis-
sies. Waar de bevoegdheden van de diensten overlappen, of thema’s en missies elkaar 
kruisen, is door de Commissie herhaaldelijk gepleit voor een gezamenlijk invullen en 
harmonisatie. Het Vast Comité onderkende eveneens de meerwaarde van een globaal 
inlichtingendesign (Comité I, 2017, 11). Vanuit de globale visie ontwikkelt het inte-
grerend management met de diensten een systeem om prioriteiten vast te leggen, en 
gezamenlijk onderwerpen en doelwitten te bepalen. In het verlengde hiervan bewaart de 
coördinatie een totaaloverzicht van middelen, manschappen, en operationele (collectie 
en analyse) sterkte ten overstaande van iedere missie, met het oog op de optimalisatie, 
en “rationele exploitatie van de middelen, het uitwisselen van informatie en inlichtingen 
en de productie van gemeenschappelijke analyses” (Comité I, 2017: 118).
Geïntegreerd management organiseert en waakt over informatieuitwisseling. Het klas-
sieke probleem bij uitstek blijft het aanleveren van informatie aan wie er nut bij zou 
hebben, intern zowel als extern (Comité I, 2017, 11, 35). De wetgeving, need- to- know, 
bronnenbescherming, discretieplicht, verschillend informatiebeleid per dienst, en de 
veelheid van databases, maar ook en vooral institutioneel egotisme blijven aan de idee 
informatiedeling een halfslachtige en onenthousiaste uitvoering geven. Ook wanneer 
inspanningen worden geleverd, kan het nog steeds beter.
Hiervoor is het model van een centrale managementfunctie best geplaatst, om een 
overzicht te bewaren wie waar welke informatie heeft, wie informatie kan bekomen, 
wie wanneer informatie nodig heeft, deze verzameling en uitwisseling te organiseren 
en desnoods af te dwingen. Maar ook voor het hele inlichtingenwerk ontwikkelt het 
management eveneens de harmonisatie van terminologie, methoden en werkwijzen, 
en de contextualisering van informatie. Ook naar de klant toe: zo weet eenieder precies 
wat bedoeld wordt. Zie hiervoor de pijler collectie en analyse.
Geïntegreerd managament staat in voor globale omkadering (budget, HR, IT). Integrerend 
management betekent ook dat de diensten kunnen worden ontlast van heel wat omka-
dering. Zo kan de centrale coördinatie instaan voor budgetten en rekrutering met een 
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versnelde, relevante, en flexibele procedure, die daarenboven de huidige duplicatie 
uitschakelt. Dergelijk manoeuvre kan zorgen voor op elkaar afgestemd HR- beleid, 
budgettair management en een globaal ICT- raamwerk.
• Rekruteringsmogelijkheden kosten te veel tijd en schieten tekort om het juiste per-
soneel aan te werven; daarenboven vroeg de commissie om meer diversiteit in het 
personeelskader. Dit zijn systematische zwakheden. Met het globale overzicht die 
de coördinatie bewaart kan het personeelskader voor de hele inlichtingengemeen-
schap demografisch worden geëvalueerd en kan een globaal personeelsplan worden 
opgesteld (Fingar, 2011a, 23).
• Daarin worden strategieën ontwikkeld om te verzekeren dat de missies voldoende 
worden bemand, de doeleinden worden bereikt, en dat er beleid gevoerd wordt om 
leegtes op te vullen wat functies zowel als diversiteit betreft. Zo kan er een centrale 
‘vijver’ van experten worden gecreëerd, waaruit ad hoc en naargelang noodzaak 
personeel wordt uitgewisseld doorheen de verschillende diensten, wat momenteel 
niet mogelijk is door de rigiditeit van de statuten. Bij uitbreiding kan hier ook een 
database van externe experten worden bijgehouden, die kunnen worden ingezet 
wanneer ze nodig zijn.
• Om het gemeenschapsgevoel te stimuleren, wordt hier eveneens een rotatiesysteem 
aangestuurd tussen de diensten onderling, naargelang individuele wensen, behoeftes, 
en promotievoorwaarden.4
• Er wordt ook een gemeenschappelijk evaluatie- en verloningsplan opgesteld, dat wel-
iswaar de autonomie van de diensten en hun specifieke prestatiefactoren respecteert, 
maar toch globale kerncompetenties en evaluatiecriteria definieert.
• Eenzelfde afstemming kan ook budgettair, wanneer de coördinatie instaat voor het 
snel bekomen van de middelen en hen meteen verdeelt. Hetzelfde voor juridische 
kwesties: geïntegreerd management kan het probleem onderzoeken en een duidelijke 
bindende richtlijn voor de hele gemeenschap produceren.
• Bij uitbreiding kan centraal worden ingestaan voor de technische noden die een 
geïntegreerd informatiebeheer mogelijk moeten maken, door de aanbestedingspro-
cedures, implementatie, onderhoud, en (continue) bijwerking voor de hele gemeen-
schap te overzien.
Dit mag niet gezien worden als een aanval op de autonomie van de diensten of als 
micromanagement, integendeel. Dit geeft hen meer autonomie, omdat zij hun personeel 
en budget krijgen van een coördinator die hun aanvraag bekijkt vanuit de uitvoering 
van de missie, in plaats van het strikt naleven van rigide bureaucratische regels. Het 
haalt de diensten uit hun departementaal keurslijf en staat hen toe zich zonder zorgen 
toe te leggen op de missie. Het is dan de coördinatie die via een protocol met de 
Inspectie Financiën zorgt voor het naleven van de verplichtingen. Hetzelfde kan met 
Selor gebeuren wat rekrutering betreft, om de procedure voor de diensten fundamenteel 
te wijzigen, in het belang van snelheid, efficiëntie, diversiteit, en vooral relevantie.
Geïntegreerd management heeft gezag. Coördinatie is geen commando. Of men meewerkt, 
blijft een keuze. Eigenbelang en institutioneel egotisme loeren steeds om de hoek. Wie 
niet wil meewerken moet dus in het gelid worden gebracht door een hogere autoriteit, 
die het gezag heeft om dat te doen. Wil men de nazinderende eilandmentaliteit volledig 
4 Zo kan promotie bijvoorbeeld afhankelijk worden gemaakt van een periode werken in een andere dienst.
CPS 51 - PROEF 3.indd   233 24-Apr-19   4:49:05 PM
Kenneth Lasoen
234 CPS 2019-2, nr. 51
uitroeien, is een dwingende autoriteit met de diplomatieke rang van een viersterrenge-
neraal een noodzaak. Dusdanig kunnen conflicten worden beslecht en medewerking 
afgedwongen. In die zin kunnen diensten ook worden ‘overruled’ inzake informatie die 
ze niet willen delen en zelfs aan sancties worden onderworpen. Het is echter van het 
grootste belang dat de nadruk gelegd wordt op positieve bevoegdheden.5
Geïntegreerd management vormt de brug tussen de beleidsmakers en de inlichtingendiensten. 
Dikwijls kunnen beleidsmakers en ambtenaren niet goed met elkaar communiceren. 
Onbesproken wederzijdse grieven blijven stilzwijgend voor misnoegen, zelfs argwaan 
zorgen. Langs beide kanten voelt men zich dikwijls niet begrepen, of wordt gemeend dat 
opmerkingen in dovemansoren terechtkomen. De coördinator fungeert als doorgeefluik 
van onderlinge bekommernissen, opmerkingen, en behoeften, en ziet erop toe dat 
er gevolg aan gegeven wordt. Bij de coördinator moet er een platform bestaan, waar 
eenieder zijn of haar bureaucratische rol bij het binnenkomen achterlaat, zodat men 
er vrijuit kan spreken over problemen, opties, en doelstellingen.
Geïntegreerd management vormt de brug tussen de veiligheidswereld en de maatschappij. Dat 
de overheid met één stem spreekt over veiligheid, dat er steeds een contactpersoon is voor 
alle vragen, en dat de geheimzinnige inlichtingendiensten een opener houding zouden 
aannemen, zijn rollen die onder de pijler publiekswerking meer aandacht krijgen.
Dergelijk integrerende managementstructuur voert dus missiemanagement en 
-ondersteuning uit; ontwikkelt processen voor evaluatie en duidt eventuele nieuwe 
aandachtspunten aan; maakt voorstellen inzake prioriteitenplanning; staat in voor 
klantenondersteuning en evalueert hun nutsbeleving. Darenboven wordt voorzien in 
een mechanisme dat de inlichtingenverzameling en analitische noden volledig op elkaar 
afstemt; strategisch toezicht uitvoert op collectie en analyse; en oplossingen zoekt voor 
zogenaamde ‘capability gaps’ (zie pijler Collectie en Analyse).
Alsook worden de capaciteiten van de inlichtingengemeenschap als geheel t.o.v. de 
opdrachten geëvalueerd, opties ontwikkeld voor het verdelen van middelen, voor rekrute-
ring, personeelsplanning (en kruisbestuiving), aanbestedingen en project management 
voor interoperabiliteitssystemen. Dit alles met inachtneming van procedures en bewa-
king van de legaliteit van ondernomen acties ter ondersteuning van de toezichtsopdracht 
van het Comité I.
 3. Holistisch management van collectie en analyse
Een sterke informatiepositie hangt af van een efficiënt collectiesysteem en een analy-
secapaciteit die de gegevens tijdig kan verwerken. Inlichtingendiensten moeten het 
zenuwstelsel van het veiligheidsdispositief zijn, dat gegevens verzamelt en via sense- 
making zorgt voor situational awareness zodat adequate reactiemogelijkheden kunnen 
worden voorgeschreven (Treverton, 2010, 352-355). Dat potentieel is er, als het goed 
wordt georganiseerd. Om dat te doen is een holistisch management van collectie en 
analyse vereist, dat verder gaat dan de huidige individuele inspanningen en de poging 
tot fusie daarvan in functie van de dreigingsanalyse. Ons land is gezegend met capabele 
5 Zie Jones 1989: p. 297: “He must certainly be ready to sample the working situation at any level …, with the 
intention not of meddling, but of getting a better appreciation of what is being done, the strength of the 
evidence which is being revealed, and the potential for improved exploration.”
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en toegewijde inlichtingenofficieren die belangrijke successen boeken. Die diensten 
zijn ook al jaren bezig met ernstige pogingen om hun werking te verbeteren en hun 
product nog meer kwaliteit en integriteit te verlenen.
Maar in het huidige tijdperk van complexe onderling verweven dreigingen, is al lang 
gebleken dat de oude manieren van werken niet meer volstaan om de uitdagingen 
aan te kunnen (Gressang, 2007). Over veel dreigingen en doelwitten van de diensten 
is het bijzonder moeilijk informatie te verzamelen. Het zogenaamde “smoking gun” 
is vaak letterlijk de rokende loop van een wapen, in de handen van de terrorist die 
dan pas kenbaar wordt (Seron & André, 2016, 19). Waar er dus een schrijnend tekort 
is aan precieze informatie, is er tegelijkertijd een veelvloed van allerlei bijkomstige 
doch dikwijls relevante (rand)informatie; zo is dan infobesitas het probleem, welke 
ertoe leidt dat er weliswaar een veelheid aan gegevens kan verzameld worden, maar 
ze verwerken en in de juiste verbanden brengen tekort blijft schieten. Nochtans is de 
Belgische inlichtingengemeenschap klein genoeg om het potentieel te hebben om 
de utopie van een volledig intergeconnecteerd informatieplatform in de mate van het 
mogelijke waar te maken.
De Belgische inlichtingendiensten staan hoog aangeschreven voor hun analytische 
producten. Ergens is dat een positief effect van de chronische onderfinanciering van 
deze diensten. Dat leidt er immers toe dat het beperkt aantal analisten op verschillende 
thema’s worden ingeschakeld naargelang ze prioritair moeten worden behandeld. 
Daardoor is het analistenkader polyvalent inzetbaar, wat de kruisbestuiving en exper-
tise tussen verschillende thema’s dan weer in de hand werkt, en voor producten van 
hoogstaande kwaliteit zorgt.
Aan de andere kant heeft dat voor gevolg dat bepaalde thema’s soms weinig of geen 
behandeling krijgen. De afweging wordt gemaakt op basis van de pertinentie van de 
dreiging en de prioriteit van de dag. Dat proces is niet alleen illustratief van het probleem 
van mensen en middelen. De vraag rijst ook in hoeverre de balans tussen de verschil-
lende (concurrerende) prioriteiten systematisch wordt beoordeeld, hoe uitgewerkt de 
methoden zijn om collectie en analysemogelijkheden te prioritiseren en te coördineren. 
Langetermijnplannen en -strategieën blijven op die manier even realiseerbaar dan dat 
ze realistisch zijn.
Daarom moet integratie ook gewijd zijn aan een globale strategie, die de inlichtingen-
functies uitvoert vanuit het perspectief van de hele veiligheidsarchitectuur, in plaats van 
individuele diensten. Deze geïntegreerde aanpak bevat drie kerncomponenten: tasking, 
management, en strategische planning. Het geheel vertrekt vanuit een inventaris van 
welke capaciteiten het hele systeem wel en niet in huis heeft, en waar.
 3.1 Capaciteitsbepaling
Een eerste en belangrijke stap is het in kaart brengen, met een grote graad van pre-
cisie, van alle middelen en expertise die de inlichtingemeenschap in huis heeft, en 
dat overzicht continu bij te stellen. Zo kan men te weten komen welke expertise er in 
huis is en waar deze van kritiek belang, rudimentair of gewoon toevallig aanwezig is. 
Dergelijke studie onthult in welke domeinen de analyse sterk of zwak is, niet alleen in 
momentopname maar ook rekening houdend met uitvloeiingen of andere invloeden. 
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Het eindresultaat is een inventaris van de kennis en kunde van de inspecteurs en 
analisten van onze diensten in zijn totaliteit.
Zo een onderneming komt niet alleen van pas om duplicatie en tekorten in kaart te 
brengen, maar ook vooral in het licht van nieuwe aanwervingen om de onderbemande 
diensten te versterken. Intelligence professional worden gaat niet over één nacht ijs. Het 
duurt tussen vijf tot zeven jaar voor een HUMINT- officier bijvoorbeeld volledig capabel 
is om menselijke bronnen te verwerven (Lowenthal & Clark, 2016, 211); het zal dus even 
duren vooraleer kritieke massa bereikt wordt. Het monitoren van de trainingsprocessen 
en de inzetbaarheid van officieren in wording en welke expertise wenselijk is verdient 
dus heel wat aandacht. Bij de nieuwe aanwervingen, maar ook in het reeds aanwezige 
kader zijn er veel opportuniteiten voor interne mobiliteit, alsook gemeenschappelijke 
training, en zogenaamde “cross- postings” (Herman, 2003: 53-55) tussen de diensten 
onderling. Capaciteitsbepaling staat immers toe dat analisten potentiële samenwer-
kingspartners kunnen vinden met de nodige expertise (Fingar, 2011a, 20-23).
HUMINT is de traditionele sterkte van de Belgische inlichtingendiensten. Het bekomen 
van menselijke bronnen kan ofwel enorm veel moeite en professionele energie kosten, 
of net niet. De laatste jaren is vastgesteld dat het belang van HUMINT ondanks de 
technologische vooruitgang alleen maar is toegenomen, vooral als “force multiplier” 
omdat het dikwijls aanwijzigen zijn vanuit HUMINT die aanleiding geven tot het 
inzetten van andere collectemiddelen. Die symbiose zal de interactie van de verscheidene 
INTs alleen maar doen toenemen, en de hoogste waarde van HUMINT in grotere 
mate afhankelijk maken van sterke mogelijkheden om aan technische collecte te doen 
(Althoff, 2016, 52-53, 75).
Maar wat de technische mogelijkheden betreft, heeft België een enorme inhaalbeweging 
te maken. Met de wet van 30 maart 2017 werd de BIM- actieradius van de diensten 
gevoelig uitgebreid, maar nu moeten de diensten nog “technisch kunnen wat ze juridisch 
al mogen” (OCAD, 2016: 24; Lasoen, 2019). Dit vereist een significante investering, 
gezien de informatierevolutie maakt dat het volume, de variëteit, en de snelle evolutie 
bijzonder moeilijk bij te houden zijn en het risico op vegetatie des te groot. Daarbij 
komt dat er nood is aan constante herscholing (Clark, 2013, 286-287). Het zal dus niet 
volstaan het te houden bij eenmalige aanbestedingen, of te berusten op de mogelijkheid 
om in te pluggen bij de SIGINT- capaciteiten van bondgenoten: dit zijn allianties die 
geven om te krijgen.
Dezelfde uitdaging stelt zich met de ook in belang toenemende disciplines van OSINT 
en SOCMINT. Om het potentieel van deze INTs waar te maken hebben de diensten 
nood aan krachtige big data verwerkingsmogelijkheden.
Een niet te onderschatten randvoorwaarde voor een sterke technische capaciteit hangt 
ook af van de ergonomie voor het uitlezen, beluisteren of anders verwerken van de 
onderschepte data. Onderzoek wijst uit dat deze activiteiten enorm belastend zijn 
voor wie ermee bezig is (de aandachtsspanne voor het beluisteren van gesprekken, of 
bekijken van lange opnames), waardoor het risico op cognitief falen zeer groot is. Ook 
dit moet in de omkadering worden meegenomen (Coelho & Nunes, 2013, 257-277).
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Dé informatie komt nog meest uit de lokale context. De Commissie 22/3 stelde vast dat 
buurtwerking en buurtpolitie het meest waardevol was voor het inlichtingenwerk gericht 
naar FTF’s, wat bewijst dat het niet onderkennen van het belang van buurtwerking 
door besparingen zeer ongerechtvaardigd is. Inlichtingenwerk krijgt te kampen met 
gesloten gemeenschappen waar veel geweten is maar weinig gelost wordt. Als dat 
het geval is komt dat doordat de mechanismen om te putten uit de lokale context 
onvoldoende uitgebouwd zijn. Als de gemeenschap het probleem is, is die meteen de 
oplossing (Harfield & Kleiven, 2008: 246). Globale dreigingen manifesteren zich als 
lokale problemen. Naast een gevoelige uitbreiding van de inspanning omtrent community 
policing, moet dan ook worden voorzien in gestroomlijnde kanalen om tot de juiste fusie 
van die informatie te komen.
Andere externe informatie waar misschien ook te weinig uit geput wordt, is die van 
expertise van buitenaf. Inlichtingendiensten zijn van nature geneigd om enkel inwendig 
te zoeken naar de nodige expertise, om evidente redenen. Toch zal in de gevarieerde com-
plexiteit van de veiligheidsvraagstukken het meer dan ooit nodig zijn om betrouwbare 
banden te scheppen met zakenlieden, academici, diplomaten, journalisten, denktanks, 
en andere bronnen met diepe kennis van relevante onderwerpen om snel bepaalde 
lacunes in expertise op te vullen. Dit komt uitgebreider aan bod in het onderdeel 
publiekswerking.
 3.2 Collectie- en analysestrategie en management
Strategische planning optimaliseert de effectieve en efficiënte inzet van alle beschik-
bare en gepaste capaciteiten op de vereisten van het inlichtingenwerk. De strategie 
ondersteunt ook de mensen in het veld door innovaties te zoeken en te implementeren, 
en de efficiëntie van de bestaande middelen te maximaliseren (Clark, 2013, 374-375).
Hier wordt een programma opgesteld dat noden vertaalt naar het bekomen van geavan-
ceerde informatietechnologie voor geautomatiseerde verwerking (en vertaling) van 
gegevens, geavanceerd zoeken, en knowledge mapping: het in kaart brengen van gegevens 
en het leggen van verbanden (Digoia, e.a., 2013; Rolington, 2013). Deze strategische 
planning zoekt dus naar technische oplossingen voor de correlatie en het doorzoeken 
van grote volumes informatie voor ze tot infobesitas leidt. Eveneens wordt hier aan 
langetermijnonderzoek en horizonscanning gedaan, afgezonderd van de vereisten 
van lopend inlichtingenwerk, om te focussen op sluimerende dreigingen en de nodige 
aanbevelingen te doen om eventuele uitdagingen de pas af te snijden.
Prioriteiten en tasking moeten daarbij op elkaar zijn afgestemd. Wanneer de onderne-
ming onvoldoende doordacht werd, zal het gros van ruwe gegevens dat wordt verza-
meld irrelevant zijn. Op basis van de prioriteiten, wordt een hiërarchie opgesteld van 
doelwitten en daaraan vasthangende vereisten. Doelwitbepaling moet zich baseren op 
de nationale prioriteiten die door de NVR worden aangewezen. Dan moeten thema’s, 
personen, groeperingen of instituties worden gevectoriseerd volgens de graad waarop 
deze een dreiging vormen of prioritair zijn.
Het taskingsysteem is bedoeld om alle verzamel- en exploitatiewerk gericht op die 
vereisten te synchroniseren doorheen alle diensten en inlichtingendisciplines. Het 
aggregeert alle vereisten, verdeelt ze in de logische subsets van hun thema, en kent 
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een prioriteit toe. Dan wordt bekeken wie over de capaciteit beschikt om te doen wat 
nodig is. Dit gebeurt in een continue stroom van opgeloste vereisten en nieuwe taken. 
Het is een systeem dat overkoepelend is, dat uniformiseert, feedback mogelijk maakt, 
dubbel werk vermijdt, inclusiviteit en interoperabiliteit vermeerdert, en flexibel is om 
te reageren op niet- geanticipeerde zaken (Lowenthal & Clark, 2016, 212-216).
Informatiebeheer verzekert dat alle vormen van gegevensverzameling en analyse 
worden ingezet waar en wanneer ze het meest nodig en effectief zijn, met bijzon-
dere aandacht voor open bronnen. Er wordt gewerkt aan de prestatieverbetering van 
alle collectiedisciplines door standaardisering van tasking, rapportering, training en 
vakmanschap. Geïntegreerd informatiebeheer impliceert ook een gemeenschappelijk 
informatiebeleid ten aanzien van klanten. Het Comité I stelde vast dat de VSSE en de 
ADIV dat verschillend invullen (Comité I, 2017, 13). Daarenboven wordt gezocht naar 
een evenwicht tussen het afhandelen van dagelijks inkomend berichtenverkeer en de 
nood om langetermijnonderzoek te doen en expertise op te bouwen.
De introductie van een dergelijk strategisch management zou ernstige en hardnekkige 
dysfuncties tegengaan door een permanent mechanisme te bieden om tekorten in het 
inlichtingenwerk te identificeren en die tekorten tegenover de capaciteiten te plaatsen die 
nodig zijn om ze in te vullen. Want het zou een forum zijn om strategieën te ontwikkelen 
om de inzet van mankracht en middelen te optimaliseren door duplicatie te elimineren 
en opportuniteiten te maximaliseren om collectie en analyse op elkaar af te stemmen, 
met een systeem om concurrerende prioriteiten hun plaats in de onderneming te geven.
Vanuit eenzelfde optiek wordt de Belgian Intelligence Academy van hieruit aangestuurd 
om te voorzien in beter gestroomlijnde opleidingen en kruisbestuivende training voor 
de hele inlichtingengemeenschap. Enkel vanuit een totaaloverzicht en een globaal 
inlichtingendesign, gecombineerd met de nodige investeringen, kan de training in BIA 
en de IVS worden geoptimaliseerd op basis van een inschatting van ieders behoeften.
 4. Geïntegreerd informatiebeheer
Veel van de dreigingen waar de diensten ons moeten tegen beschermen, niet in het 
minste het internationaal terrorisme, opereren als netwerken; dat is de kern van hun 
sterkte. Zoals reeds lang is erkend, kunnen netwerken slechts bevochten worden door 
netwerken (Whelan, 2016: 25). De informatiedeling en het informatiebeheer van de 
Belgische veiligheidsdiensten is echter allesbehalve genetwerkt te noemen. Willen of niet 
willen delen, zijn er nog heel wat wettelijke bepalingen, classificatie, technische moei-
lijkheden die een barrière vormen om informatie uit te wisselen. De Commissie 22/3 
en het Comité I hebben redundanties en een gebrek aan standaardisatie en heuristiek 
vastgesteld bij het databeheer (Bruggeman, 2018, 150). Zonder een gemeenschappelijk 
plan dat is opgesteld vanuit een globale visie zullen de diensten blijven sukkelen met 
onderpresterende infrastructuren die niet kunnen geïntegreerd worden met andere 
informatiesystemen.
Een essentiële voorwaarde om informatiedeling te verwezenlijken is de ontwikkeling 
van een gemeenschappelijk informatiebeheer, aan de hand van data- infrastructuren 
binnen de individuele diensten die daarin kunnen geïntegreerd worden. De structuur 
bepaalt immers hoe informatie ciruleert: een efficiënte structuur leidt automatisch 
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tot efficiënte werking (Clark, 2017, 326). Daarvoor is er een strategisch plan nodig om 
informatieuitwisseling mogelijk te maken, dat de vereisten identificeert, standaardiseert, 
en nieuwe methoden en instrumenten aanreikt voor de exploitatie van gegevens.
Daarbij mogen hoge verwachtingen worden opgelegd inzake wat die diensten doen 
met de informatie die ze op kosten van de belastingbetaler verzamelen. Met andere 
woorden, moet het weigeren om te delen slechts toegestaan worden onder de strikste 
voorwaarden, en in elke andere situatie streng worden bestraft. Het weze hier opgemerkt 
dat de Belgische wetgeving dat immers voorziet voor wat betreft de dreigingsanalyse 
(art. 6 W.OCAD): evenwel is dat nog nooit toegepast, ondanks vele inbreuken.
Zeker in het beginstadium echter, zal het nodig zijn de omslag waar voor gepleit wordt 
te bereiken met deels negatieve incentives, zoals uitgebreide sanctionering voor het 
weigeren van het ter beschikking stellen van gegevens of zelfs medewerking in het 
algemeen. Het valt te overwegen van artikel 6 W.OCAD een bepaling te maken die van 
toepassing is op de hele veiligheidswereld, op voorwaarde dat inbreuken ook effectief 
worden bestraft. In plaats van informatiedeling zou men dus beter uitsluitend nog 
spreken van informatieuitwisseling. Het ter beschikking stellen van informatie moet 
een plicht zijn (duty to provide), geen keuze.
Niets van dit alles hoeft echter de bescherming van het geheim, van bronnen en methodes 
in gevaar te brengen. Dat argument, op zich zeer terecht, wordt niet altijd even terecht 
ingeroepen. De cultuur van classificatie is aan modernisering en rationalisering toe. 
Er moet gezocht worden naar methodes om gevoelige informatie onder een of andere 
vorm ter beschikking te stellen van wie ze nodig heeft, met de nodige validatiegaranties 
(Althoff, 2016, 66-67). Een manier om het need to know te verzoenen met de duty to 
provide, is het beschikbaar stellen van een soort catalogus waar alle onderwerpen staan 
opgelijst met een brede schets van welke soort informatie beschikbaar is of wie ze kan 
bekomen. Een kruispuntbank, zoals de Commissie aanbeveelt, maar uitgebreider en 
voor alle informatiedomeinen. Een uitgebreide risk management aanpak kan daarbij 
instaan voor de veiligheid van de informatie. Geen enkele omgeving voor het uitwis-
selen van gegevens kan immers functioneren als ze niet tegelijk een omgeving is voor 
het beveiligen van die gegevens. Strenge authenticatie, de audit van gebruikers, het 
bijhouden van redenen voor raadplegen van informatie, en het onmogelijk maken data 
te kopiëren zijn inmiddels standaardpraktijken voor informatieveiligheid.
Ook kan men een meer rationele/pragmatische afweging maken of: 1) maximale 
geheimhouding belangrijker is dan maximale veiligheid, met andere woorden: of de 
veiligheid van het land en zijn burgers wordt ondergeschikt aan veiligheidsregels; en 
of 2) de eventuele compromittering/vrijgeving van deze of gene informatie dan echt 
wel zo schadelijk is als wordt vanuitgegaan. Dus moet prioritisering van het belang 
van die informatie meer verfijnd zijn dan de wettelijke classificatieniveaus (Sims, 2015, 
60-68). Eveneens moet men realistisch genoeg zijn om toe te geven dat externe actoren, 
zelfs, indien niet vooral, bevriende diensten, die informatie hoe dan ook wel kunnen 
bekomen, als ze echt willen.
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 5. Publiekswerking
Publiekswerking is geënt op twee aspecten: het eerste is demystificatie, het tweede is 
er een van ondersteuning. Het publiek debat over veiligheid kan het zeker gebruiken 
naar een hoger niveau getild te worden. Doorgaans, als bijwerking van de onvolwassen 
veiligheidscultuur, wordt dat debat gedreven door sensatiezucht, vooroordelen, wat 
men denkt te weten over inlichtingen aan de hand van fictie, en holle vaten die hard 
klinken. Die situatie is in de hand gewerkt door een ouderwets communicatiebeleid, 
dat uitgaat van het geen commentaar- principe. Helemaal niet communiceren, welke tot 
voor kort de standaard praktijk was, creëert immers een vacuüm die de pers hoe dan 
ook van nature zal invullen. Zo wordt het meest triviale gegeven, of soms zelfs reeds 
lang herkauwde informatie, telkens een smoking gun. De nood voor een beter begrip 
over de inlichtingendiensten en hun werking werd reeds lang erkend (Cools & Ponsaers, 
2005, 374) maar ook hier is maar weinig vooruitgang in geboekt. Zonder dat begrip 
echter blijft zowel het traditionele misprijzen over de professionaliteit van de diensten 
bij het grote publiek hangen, net als de niet altijd even verantwoordelijke berichtgeving 
over inlichtingendiensten door de pers, terwijl deze twee houdingen elkaar versterken 
(Timmerman, 2008).
Op het niveau van de overheden vertaalt zich dat dan in het bevragen van adviezen 
en maatregelen die veiligheidsdiensten voorstellen, omdat men niet begrijpt vanuit 
welke optiek en met welke achtergrond ze zijn opgesteld. Waar bijvoorbeeld de een 
met een economische bril naar een handelsovereenkomst kijkt, kijkt de ander door een 
veiligheidsbril naar de implicaties voor het tegengaan van nucleaire proliferatie, of het 
in handen geven van kritieke infrastructuur aan een potentiële strategische tegenstrever. 
Ook kan het voorkomen dat het product van de veiligheidsdiensten verkeerdelijk wordt 
ingeroepen om deze of gene beslissing te verantwoorden, niet noodzakelijk met opzet 
zelfs, maar gewoon omdat men onvoldoende voorbereid is om met dat product om te 
gaan (Gardiner, 2009, 136).
Dat onbegrip manifesteert zich ook in het dikwijls bijzonder onverantwoord uitlekken 
van gevoelige gegevens, zelfs op cruciale momenten. Perslekken zijn een typische 
ziekte van politieke systemen, soms echter ook een noodzakelijke ontgiftiging.6 Maar 
in België is de grens tussen gerechtvaardigd whistle- blowing en lekken die de veiligheid 
van het land en zijn burgers rechtstreeks bedreigen zeer vervaagd. De laatste jaren 
begint het fenomeen steeds grotere proporties aan te nemen, en hebben sommige 
media- actoren zich een positie verworven waarin ze kennelijk op de recipiëntenlijst 
staan van vertrouwelijke documenten, en ze dikwijls in handen krijgen nog voor de 
eigenlijke bestemmelingen van die documenten ze ontvingen.
Lekken kunnen niet worden tegengehouden, maar ze kunnen worden verminderd 
en onder controle gehouden worden. Dit dient voornamelijk intern aangepakt te 
worden, met betere sensibilisering en strenger optreden. Een belangrijke en zeer 
effectieve strategie daarin is lekken simpelweg voor zijn, en met een transparanter 
communicatiebeleid de nieuwswaarde van gelekt materiaal afdoen. Ook het idee van 
de Commissie 22/3 (Kamer, 2017: 57) om een Belgische versie van wat in het VK het 
6 De vraag is, in de psychologie achter lekgedrag, of het lekken gedreven werd door een legitieme aanklacht 
van dysfunctie of doofpotoperatie als “laatst overgebleven optie” of ingegeven is door narcissisme, machiavel-
lisme of psychopathologie. Zie Wilder 2017, 3-7.
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D- Notice Committee heet, tot stand te laten komen, zou een grote stap voorwaarts zijn 
om groter verantwoordelijkheidszin te creëeren bij de pers enerzijds en anderzijds de 
denkoefening bij de overheid te stimuleren over geheimhouding. Het D- Notice Commit-
tee is een onafhankelijk platform waar vertegenwoordigers van de media in dialoog gaan 
met de inlichtingendiensten. Het heeft geen enkele rechtsgrond maar toch worden de 
afspraken met dit comité onomwonden gerespecteerd. Dankzij die bevoorrechte relatie 
met de Britse media, wordt overwogen in welke mate gevoelige informatie reeds publiek 
bekend is, het verder onthullen van informatie schade berokkent of al heeft berokkend 
aan aan de gang zijnde onderzoeken of operaties, de impact op toekomstige operaties, 
op de veiligheid van de personen die ze uitvoeren, en de gevolgen voor de openbare 
veiligheid. Het comité adviseert dan wat gerust gepubliceerd kan worden en wat best 
niet aan het publiek (en de vijand) aanhangig gemaakt wordt (die informatie krijgt dan 
een zogenaamde D- stempel). Het is op geen enkel moment censuur, maar leidt ertoe 
dat bepaalde details niet worden onthuld, of dat er even mee gewacht wordt (Wilkinson 
2009). Zo blijft een evenwicht bewaard tussen de taak van beiden om de samenleving te 
beschermen: de pers door kritisch te informeren en de overheid door informatie af te 
schermen van wie ons bedreigt. “De kracht zit hem namelijk in het feit dat tegenkrachten 
niet weten dat iets is gekend en wordt begrepen” (Dassen, 2005: 13). Het voorbeeld van 
het D- Notice Committee toont aan dat samen kan worden ingezet om pers en publiek 
enigszins op te voeden met betere en correcte informatie over hoe inlichtingenwerk in 
elkaar zit en met welke uitdagingen die onderneming te kampen heeft.
Om dat te bereiken is het duidelijk dat er meer en beter inzicht moet gecreëerd worden 
hoe het er echt achter de schermen aan toe gaat in de veiligheidswereld, en hoe dat 
onderscheiden moet worden van volks‘wijs’heden of literaire en filmografische fan-
tasie. Die kennisbasis kan enkel worden ondersteund door een connectie tussen de 
diensten, de andere administraties, de beleidsorganen, en de academische wereld. De 
inlichtingendiensten zijn begonnen met meer naar buiten te treden, maar moeten 
nog een lange weg afleggen. De overheid in het algemeen zou er mee gediend zijn 
een eensluidende en opener communicatie te hanteren over de nationale veiligheid. 
Openheid over veiligheidsmaatregelen is weliswaar problematisch, omdat de vijand ook 
meeluistert; men moet echter de afweging maken tussen wat de vijand kan afleiden, 
met de mate waarin het publiek bijna als een verlengstuk van de veiligheidsdiensten 
mee kan worden ingeschakeld in het verhaal, en met betere informatie weerbaarder is 
en minder vatbaar voor angst (Richards, 2007).
Maar ook de uitbouw van het wetenschappelijk onderzoek over inlichtingen en veiligheid 
zou daar een grote rol in spelen, en tevens de diensten zelf wetenschappelijke onder-
steuning kunnen bieden. Dat is het tweede aspect van publiekswerking: het inschakelen 
van bredere lagen van de maatschappij in de strategische veiligheidsvraagstukken. Nu 
in de huidige tijden de wetenschap een steeds prominentere rol begint te spelen in het 
werk van inlichtingen- en veiligheidsdiensten, maar ook aangezien de vraagstukken 
steeds complexer en uitgebreider worden, kan geen enkele dienst nog op adequate wijze 
alleen een diepgaande kennis over de fenomenen uitbouwen. Soms stellen situaties zich 
ook zodanig snel dat een snelle zingeving eraan sowieso afhangt van externe experts. 
Ook zal er veel meer dan nu nood zijn aan een symbiose met de private sector. Men 
moet voorzien in manieren om die externen te betrekken en mee in te zetten waar en 
wanneer ze nodig zijn.
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Het wetenschapsbeleid zal echter een inhaalbeweging moeten doen om dat soort 
onderzoek mogelijk te maken. Voorzien in meer concrete en structurele ondersteuning 
voor het Centrum voor Politiestudies en het Belgian Intelligence Studies Centre, zou 
die acute lacune in ’s lands wetenschappelijk onderzoek geleidelijk kunnen opvullen, 
zo ook het stimuleren van de universiteiten om dat mee op te nemen via de installatie 
van een leerstoel inlichtingenstudies of veiligheidsstudies zoals onze noorderburen 
al meer dan vijftien jaar (en ondertussen meer dan een) hebben. Het VK, Duitsland, 
Frankrijk en Italië, om maar een paar landen te noemen, hebben het domein ook al 
lang goed uitgebouwd. Maar de casus Nederland is in dat opzicht nog meer instruerend: 
daar heeft het Ministerie van Veiligheid en Justitie niet alleen een eigen Wetenschap-
pelijk Onderzoek- en Documentatiecentrum om zich bezig te houden met diepere 
fenomeenanalyses of nuttige onderzoeken waar de veiligheidsdiensten geen tijd voor 
hebben, daar lag het NCTV, de Nederlandse tegenhanger van het OCAD, aan de basis 
van het Institute of Security and Global Affairs van de Universiteit Leiden, welke 
aanvankelijk door het dreigingsanalyse- orgaan werd gefinancierd en tegenwoordig op 
zichzelf staat, onderwijl een mondiale reputatie verwervend voor de kwaliteit van zijn 
onderzoekers en analyses. Een intellectueel brandpunt voor de veiligheidsactoren. Van 
dergelijke ondersteuning echter kunnen de Belgische diensten alleen maar dromen. Het 
zullen de landen zijn die vlot lopende structuren hebben om te putten uit verscheidene 
nodige expertises die een voorsprong zullen bereiken op de rest.
 6. Slotbeschouwing
Veiligheid is een kwestie van gezond verstand. Gezond verstand om te weten wat 
aangeraden is en wat het best wordt vermeden en waarom; gezond verstand om te weten 
wat anders moet, wat sneller kan, wat logisch is, en wat niet mag toegelaten worden. 
Gezond verstand om van onze veiligheidsdiensten lenige, genetwerkte organisaties te 
maken die meteen kunnen reageren op dreigingen die gelijktijdig uit verschillende 
richtingen komen, zonder waarschuwing, als een geheel dat constant en spontaan 
samenwerkt.7
Maar veiligheid is ook een collectieve verantwoordelijkheid, want uiteindelijk geven 
we zelf vorm aan de dreiging: ze weerspiegelt immers onze kwetsbaarheden en onze 
zwakke verdediging, die voor het grootste deel eigen makelij zijn. De dreiging gedijt 
waar lakse zelfgenoegzaamheid, achterhaalde mentaliteiten, bestuurlijke complexiteit 
en rigide procedures eerder de dreiging faciliteren en de instanties die de dreiging het 
hoofd moeten bieden handicaperen.
Die laatste overweging is misschien wel de belangrijkste bij de wijzigingen die de 
opvolgingscommissie zal aannemen om de veiligheidsarchitectuur te saneren. Een 
wettelijk kader voor nationale veiligheid hanteert twee soorten logica. Terwijl veel 
regels en procedures zijn ontworpen omwille van fundamentele overwegingen zoals 
legitimiteit en privacy, moet de denkoefening ook gemaakt worden in hoeverre dezelfde 
bepalingen de veiligheidsopdracht nog mogelijk maken. Gebrekkige werking van de 
veiligheidsdiensten, om welke legitieme redenen dan ook, tast de legitimiteit eveneens 
aan. In een democratische samenleving zal de balans echter altijd zwaarder wegen aan de 
7 “Collaboration, in contrast to grudging cooperation or coordination, should – must – be a willing combination 
of institutional linkages that take advantage of divisions of labor and inherent opportunities for synergy and 
bottom- up pooling of expertise.” (Fingar 2011b: 132).
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kant van de bescherming van fundamentele waarden, en terecht. Maar er is weinig reden 
waarom die logica’s moeten worden beschouwd als onverzoenbaar tegenovergesteld: 
het is perfect mogelijk beide te laten co- existeren. En is vreedzame co- existentie niet 
de essentie van het Belgische systeem?
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