






2.1 Jaringan Komputer 
 Jaringan komputer adalah sekumpulan peralatan atau komputer yang saling 
dihubungkan untuk berbagi sumber daya. (Andi Micro, 2011 : 6) 
 Agar terjadi jaringan antar komputer maka setiap bagian dari jaringan 
komputer meminta dan memberikan layanan (servis). Pihak yang meminta 
layanan disebut client dan yang memberi layanan disebut server. 
 Klasifikasi jaringan komputer 
1. Local Area network (LAN) adalah jaringan komputer yang wilayahnya 
mencakup dalam gedung seperti kantor. Jaringan LAN dapat dilihat pada 
gambar 2.1 : 
 





2. Metropolitan Area Network (MAN) adalah jaringan komputer yang 
wilayahnya mencakup dalam kota, jangkauan koneksi sampai 50 km. 
Jaringan MAN dapat dilihat pada gambar 2.2 : 
 
Gambar 2.2 jaringan MAN 
 
3. Wide Area Network adalah merupakan jaringan komputer yang mencakup 
area yang besar sebagai contoh yaitu jaringan komputer antar wilayah, 
kota atau bahkan negara, atau dapat didefinisikan juga sebagai jaringan 
komputer yang membutuhkan router dan saluran komunikasi publik. 
Jaringan WAN dapat dilihat pada gambar 2.3 : 
 




2.2 Topologi Jaringan 
  Topologi jaringan komputer adalah infrastruktur fisik jaringan komputer 
yang digunakan  untuk mengimplementasikan LAN. (Khoirul Anam, 2010 : 15). 
Berikut adalah jenis topologi Lan yang sering digunakan : 
1. Topologi bintang : Topologi bintang adalah topologi jaringan    computer 
yang menggunakan concentrator (hub/switch) sebagai   pengatur paket 
data. Topologi bintang memiliki kontrol yang   terpusat. Semua link harus 
melewati pusat yang menyalurkan data tersebut kesemua simpul atau  
client  yang   dipilihnya.   Simpul   pusat dinamakan stasiun primer atau 
server dan lainnya dinamakan stasiun sekunder atau client server. Setelah 
hubungan jaringan dimulai oleh server maka setiap client server sewaktu-
waktu dapat menggunakan hubungan jaringan tersebut tanpa menunggu 
perintah dari server. 
a. Kelebihan : 
1. Kerusakan pada satu saluran hanya akan memengaruhi jaringan 
pada saluran tersebut dan station yang terpaut. 
2. Tingkat keamanan termasuk tinggi. 
3. Tahan terhadap lalu lintas jaringan yang sibuk. 
4. Kemudahan deteksi dan isolasi kesalahan/kerusakan pengelolaan 
jaringan. 
b. Kelemahan  
1. HUB jadi elemen kritis karena kontrol terpusat. 
2. Jaringan tergantung pada terminal pusat. 
3. Biaya jaringan lebih maha 





Gambar 2.4 topologi bintang 
2. Topologi bus : Topologi BUS adalah topologi jaringan komputer yang 
menggunakan sebuah kabel utama (backbone) sebagai tulang punggung 
jaringan. 
a. Keunggulan 
1. Hemat kabel sehingga biaya instalasi relatif lebih murah. 
2. Penambahan dan pengurangan terminal dapat dilakukan tanpa 
mengganggu operasi yang berjalan. 
3. Layout kabel sederhana sehingga instalasi relatif lebih mudah 
b. Kelemahan 
1. Kepadatan pada jalur lalu lintas. 
2. Bila terdapat gangguan di sepanjang kabel pusat, maka keseluruhan 
jaringan akan mengalami gangguan. 
Gambar topologi Bus dapat dilihat pada gambar 2.5 : 
 




3. Topologi token ring : Topologi Ring adalah topologi jaringan   yang 
berupa ingkaran tertutup yang berisi node-node. Semua      computer yang 
saling tersambung membentuk lingkaran (seperti Bus, tetapi ujung-
ujungnya disambung). Setiap simpul mempunyai tingkatan yang sama. 
Jaringan akan disebut sebagai loop. Data dikirimkan kesetiap simpul dan 
setiap informasi yang diterima simpul  diperiksa alamatnya apakah data   
itu untuknya atau bukan. 
a. Keunggulan 
1. Dapat melayani aliran lalulintas data yang padat. 
2. Aliran data mengalir lebih cepat karena dapat melayani data dari 
kiri atau kanan dari server 
3. Trasmisi data yang relatif sederhana seperti perjalanan paket data 
dalam satu arah saja. 
b. Kelemahan  
1. Kerusakan pada salah satu media pengirim/terminal dapat 
melumpuhkan kerja seluruh jaringan. 
2. Paket data harus melewati setiap komputer antara pengirim dan 
penerima, sehingga menjadi lebih lambat. 
3. Pengembangan jaringan menjadi lebih kaku karena penambahan 
terminal atau node menjadi lebih sulit bila port sudah habis. 





Gambar 2.6 topologi token ring 
 
2.3 Router  
 2.3.1  Pengertian router 
 Router adalah perangkat yang akan melewatkan paket IP dari suatu 
jaringan ke jaringan yang lain, menggunakan metode addressing dan protocol  
tertentu untuk melewatkan paket data (Dwi Febrian Handriyanto, 2009 : 4). 
Router memiliki kemampuan melewatkan paket IP  dari satu jaringan  ke 
jaringan lain yang mungkin memiliki banyak jalur diantara keduanya. Router-
router yang saling terhubung dalam jaringan internet turut serta. dalam sebuah 
algoritma routing terdistribusi untuk menentukan jalur terbaik  yang dilalui paket 
IP dari system ke system lain. Proses routing dilakukan secara hop by hop. IP 
tidak mengetahui jalur keseluruhan menuju tujuan setiap paket. IP routing hanya 
menyediakan IP address dari router berikutnya yang menurutnya lebih dekat ke 
host tujuan. 
Fungsi router : 
1. Membaca alamat logika atau ip address source & destination untuk 
menentukan routing dari suatu LAN ke LAN lainnya. 
2. Menyimpan routing table untuk menentukan rute terbaik antara 




3. Perangkat di layer 3 OSI Layer. 
4. Bisa berupa “box” atau sebuah OS yang menjalankan sebuah 
daemon routing. 
2.3.2 Jenis router 
Ada tiga jenis router sesuai bentuknya. 
1. Router aplikasi adalah aplikasi yang dapat kita instal pad sistem 
operasi, sehingga sistem operasi tersebut akan memiliki kemampuan 
seperti router, contoh aplikasi ini adalah Winroute, WinGate, 
SpyGate, WinProxy dan lain-lain. 
2. Router Hardware adalah merupakan hardware yang memiliki 
kemampuan sepertiu router, sehingga dari hardware tersebut dapat 
memancarkan atau membagi IP Address dan men-sharing IP Address, 
pada prakteknya Router hardware ini digunakan untuk membagi 
koneksi internet pada suatu ruang atau wilayah, contoh dari router ini 
adalah access point, wilayah yang dapat mendapat Ip Address dan 
koneksi internet disebut Hot Spot Area.  
3. Router PC adalah Sistem Operasi yang memiliki fasilitas untuk 
membagi dan mensharing IP Address, jadi jika suatu perangkat 
jaringan (pc) yang terhubung ke komputer tersebut akan dapat 
menikmati IP Address atau koneksi internet yang disebarkan oleh 
Sistem Operasi tersebut, contoh sistem operasi yang dapat digunakan 
adalah semua sistem operasi berbasis client server, semisal Windows, 
MikroTik (Berbasis Linux), dan vyyata (open source). Gambar router 











2.4.1 Pengertian mikrotik 
 Mikrotik RouterOS
TM
 adalah sistem operasi dan perangkat lunak yang 
dapat digunakan untuk menjadikan komputer manjadi router network yang 
handal, mencakup berbagai fitur yang dibuat untuk ip network dan jaringan 
wireless, cocok digunakan oleh ISP dan provider hotspot (mikrotik.co.id).  
 2.4.2 Sejarah mikrotik 
 Mikrotik adalah perusahaan kecil berkantor pusat di Latvia, bersebelahan 
dengan Rusia, pembentukannya diprakarsai oleh John Trully dan Arnis 
Riekstins. John Trully yang berkebangsaan Amerika Serikat berimigrasi ke 
Latvia dan berjumpa Arnis yang sarjana Fisika dan Mekanika di sekitar tahun 
1995. 
   
Tahun 1996 John dan Arnis mulai me-routing dunia (visi Mikrotik adalah 
me-routing seluruh dunia). Mulai dengan sistem Linux dan MS DOS yang 
dikombinasikan dengan teknologi Wireless LAN (W-LAN) Aeronet 
berkecepatan 2Mbps di Moldova, tetangga Latvia, baru kemudian melayani lima 
pelanggannya di Latvia, karena ambisi mereka adalah membuat satu peranti 
lunak router yang handal dan disebarkan ke seluruh dunia. Ini agak kontradiksi 
dengan informasi yang ada di web Mikrotik, bahwa mereka mempunyai 600 titik 
(pelanggan) wireless dan terbesar di dunia. 
   Prinsip dasar mereka bukan membuat Wireless ISP (WISP), tapi membuat 
program router yang handal dan dapat dijalankan di seluruh dunia. Latvia hanya 




membantu negara-negara lain termasuk Srilanka yang melayani sekitar empat 
ratusan pelanggannya. 
  Linux yang mereka gunakan pertama kali adalah Kernel 2.2 yang 
dikembangkan secara bersama-sama dengan bantuan 5-15 orang staf R&D 
Mikrotik yang sekarang menguasai dunia routing di negara-negara berkembang. 
Selain staf di lingkungan Mikrotik, menurut Arnis, mereka merekrut juga 
tenaga-tenaga lepas dan pihak ketiga yang dengan intensif mengembangkan 
Mikrotik secara maraton. 
 2.4.3 Jenis mikrotik 
1. Mikrotik RouterOS™ Adalah versi MikroTik dalam bentuk perangkat 
lunak yang dapat diinstal pada komputer rumahan (PC) melalui CD. Anda 
dapat mengunduh file image MikroTik RouterOS dari website resmi 
MikroTik, www.mikrotik.com. Namun, file image ini merupakan versi 
trial MikroTik yang hanya dapat dalam waktu 24 jam saja. Untuk dapat 
menggunakannya secara full time, anda harus membeli lisensi key dengan 
catatan satu lisensi hanya untuk satu harddisk. 
2. BUILT IN Hardware adalah Mikrotik dalam bentuk perangkat keras yang 
khusus dikemas dalam board router yang didalamnya sudah terinstal 
Mikrotik Router Operating System. 
2.4.4  level dan kemampuan 
 Mikrotik bukanlah sebuah perangkat yang gratis jika ingin 
memanfaatkannya secara penuh, dibutuhkan sebuah lisensi untuk dapat 
menggunakannya secara penuh. Mikrotik menggunakan istilah level pada 
lisensinya, setiap level mempunyai kemampuan dan harga  yang berbeda. 








Table 2.1 level dan kemampuan mikrotik 
Level kemampuan 1 3 4 5 6 
Wireless client dan bridge - - Yes Yes Yes 
Wireless AP - - - Yes Yes 
Synchonous interfaces - - Yes Yes Yes 
EoIP tunnesl 1 ultimate ultimate ultimate ultimate 
PPPoE tunnels 1 200 200 500 ultimate 
PPTP tunnels 1 200 200 ultimate ultimate 
L2TP tunnels 1 ultimate ultimate ultimate ultimate 
VLAN interfaces 1 200 200 ultimate ultimate 
P2P firewall rules 1 200 200 ultimate ultimate 
NAT rules 1 200 200 ultimate ultimate 
HotSpot active users 1 1 200 500 ultimate 
RADIUS client - Yes Yes Yes Yes  
Queues 1 ultimate ultimate ultimate ultimate 
Web proxy - Yes Yes Yes Yes 




Yes Yes Yes Yes 
Sumber : mikrotik.co.id 
2.4.5  Remote mikrotik 
Terdapat beberapa cara untuk me-remote MikroTik, antara lain, melalui  
 winbox, Browser, telnet dan ssh. 
2.4.5.1  Remot menggunakan winbox 
Mikrotik bisa diakses atau diremote menggunakan tool winbox. 
Winbox adalah sebuah utility untuk melakukan remote ke server mikrotik    
dalam mode GUI. Winbox bisa mendeteksi mikrotik dengan mendeteksi Mac   
address dari ethernet yang terpasang di Mikrotik RouterOS (Khoirul Anam 





Gambar 2.8 tampilan WinBox 
2.4.5.2 Remote menggunakan browser 
Untuk dapat di remote menggunakan Browser komputer MikroTik 
harus sudah memiliki IP. Remote menggunakan Browser dengan menuliskan ip 
Address MikroTik pada Address bar. Gambar remote browser dapat dilihat 
pada gambar 2.9 : 
 




2.4.5.3 Remote menggunakan telnet 
Telnet merupakan aplikasi remote komputer bawaan windows. Telnet 
bekerja pada port 23. Untuk memulai melakukan telnet pastikan dulu service 
telnet pada kedua komputer sudah aktif. Untuk mengaktifkanya ikuti langkah-
langkah berikut : 
1. Masuk control panel 
2. Pilih administrative tools 
3. pilih services 
4. Pilih telnet kemudian klik dua kali 
5. Pilih starup type menjadi automatic kemudian klik start 
5. Setelah itu klik tomblol ok 
Bila telah selesai mengaktifkan service maka silakan mencoba perintah 
telnet adapun caranya sebagai berikut. Masuk command prompt pada windows, 
sebagai contoh anda ingin melakukan remote ke komputer 2(dua) dari 
komputer 1. Ketik perintah pada command prompt. C:\Documents and 
Settings\satu>telnet dua 
Setelah perintah diatas berhasil pasti akan keluar tampilan seperti pada 
gambar 2.10 : 
 





2.4.5.4 Remote menggunakan SSH 
Bagi pengguna system operasi  windows, MikroTik dapat diremote 
dengan Protocol ssh dengan menggunakan aplikasi putty. Bagi pengguna linux 
ssh secara default telah terinstal sehingga tidak memerlukan lagi aplikasi 
semacam putty. Gambar putty dapat dilihat pada gambar 2.11 : 
 
Gambar 2.11 tampilan putty 
 
2.5 Wireless 
2.5.1 Pengertian wireless 
Jaringan nirkabel atau yang lebih dikenal dengan wireless adalah Jaringan   
Nirkabel adalah jaringan yang tidak menggunakan  media kabel sebagai media 
penyampaian data. Jaringan nirkabel mengirimkan data melalui udara 
menggunakan base stations atau access points, yang mengirimkan frekuensi 
radio, yang terhubung ke Ethernet hub atau server. Dengan berada di area yang 
telah menyediakan layanan nirkabel, kita dapat terhubung ke internet 
menggunakan laptop, PDA, telepon genggam, atau perangkat nirkabel lain 






a. Mobilitas : sistem wireless LAN bisa menyediakan user dengan 
informasi access yang real-time, dimana saja dalam suatu organisasi. 
Mobilitas semacam ini sangat mendukung produktivitas dan peningkatan 
kualitas pelayanan apabila dibandingkan dengan jaringan kabel. 
b. Instalasi cepat dan simpel : Instalasi sistem wireless LAN bisa cepat dan 
sangat mudah dan bisa mengeliminasi kebutuhan penarikan kabel yang 
melalui atap atau pun tembok. 
c. Flexibel : Teknologi wireless memungkinkan suatu jaringan untuk bisa 
mencapai tempat-tempat yang tidak dapat dicapai dengan jaringan kabel.  
d. Biaya pemeliharaan murah : bila digunakan dalam lingkungan kerja yang 
dinamis yang sangat membutuhkan seringnya pergerakan dan perubahan 
yang sering maka keuntungan jangka panjangnya pada suatu wireless 
LAN akan jauh lebih besar bila dibandingkan dengan jaringan kabel. 
Kelemahan 
a. Lambat : transfer data lebih lambat daripada menggunakan kabel 
b. Keamanan kurang : Kejahatan bisa terjadi dimana saja, termasuk di 
halaman rumah atau kantor anda dengan memanfaatkan 
jaringan nirkabel tersebut. Terlebih lagi jika anda tidak mengatur 
keamanan jaringan nirkabel dengan tepat. Untuk itu perlu dilakukan 
pengaturan dan pengamanan yang memadai pada jaringan nirkabel. 
c.  Bergantung dengan cuaca : wireless terkoneksi dengan menggunakan 
gelombang radio. Bila di sekitar wireless cuaca tidak baik maka 
gelombang radio akan mengalami gangguan sehingga koneksi juga akan 
terganggu. 








2.6  Perangkat Jaringan 
Jaringan komputer akan tercipta jika perangkat perangkat jaringan saling 
terhubung. Berikut nama perangkat beserta fungsinya : 
2.6.1 Kabel 
Setiap kabel mempunyai kemampuan dan spesifikasi berbeda. Beberapa 
kabel yang menjadi standar komunikasi data dalam jaringan komputer adalah: 
1. Kabel coaxial  
Kabel coaxial adalah jenis kabel dengan inti dari tembaga dan dikelilingi 
oleh anyaman halus kabel tembaga lain, diantaranya terdapat isolator. 
Gambar kabel coaxial dapat di lihat pada gambar 2.12 : 
 
Gambar 2.12 kabel coaxial 
 
2. Kabel Twisted Pair    
Kabel Twisted Pair adalah kabel jaringan yang terdiri dari beberapa   kabel 
yang dililit perpasangan. Tujuannya dililit perpasangan ada   untuk 
mengurangi induksi elektromagnetik dari luar maupun dari efek kabel 
yang berdekatan. 
 Ada tiga jenis Kabel Twisted Pair  yaitu : 
a. UTP ( Unshielded Twisted Pair ) 
Kabel UTP adalah kabel Twisted Pair tanpa ada foil pelindung luar. 
Kabel inin umumnya digunakan untuk instalasi indoor dan lalu 
lintas data yang tidak sensitif Kabel UTP adalah kabel Twisted Pair 




instalasi indoor dan lalu lintas data yang tidak sensitif. Gambar 
kabel UTP dapat dilihat pada gambar 2.13 : 
 
Gambar 2.13 kabel UTP 
b. FTP ( Foiled Twisted Pair) 
Kabel FTP atau yang dikenal juga sebagai S/UTP menggunakan 
aluminium terluar (dibawah kar luar), untuk mengurangi 
interferensi elektromagnetik dari luar. Gambar kabel FTP dapat 
dilihat paha gambar 2.14 : 
 
Gambar 2.14 kabel FTP 
c. STP ( Shielded Twisted Pair ) 
Kabel STP menggunakan lapisan aluminium foil untuk   
melindungi setiap pasangan kabel didalamnya. Varian lain seperti 
S/STP juga menambahkanlapisan   foil   dibawah   karet   terluar   
(seperti   FTP)   untuk   pelindungan   ekstra terhadap interferensi 






Gambar 2.15 kabel STP 
3. Fiber Optic Cable 
Merupakan kabel yang memiliki inti serat kaca sebagai saluran untuk 
menyalurkan sinyal antar terminal. Sering dipakai sebagai saluran 
backbone karena kehandalannya yang tinggi disbanding dengan kabel 
coaxial atau UTP. Kabel fiber optic dapat dilihat pada gambar 2.16 : 
 
Gambar 2.16 kabel fiber optic 
2.6.2 Hub 
Hub adalah perangkat jaringan yang sederhana. Hub tidak mengatur alur 
jalannya data di jaringan, jadi setiap packet data yang melewati Hub akan 
dikirim (broadcast) ke semua port yang ada hingga packet data tersebut sampai 
ke tujuan. Gambar hub dapat dilihat pada gambar 2.17 : 
 






 Switch adalah Alat jaringan yang menyediakan sambungan sementara dan 
berdedikasi antara alat komunikasi. Sebuah alat jaringan yang melakukan 
bridging transparan (penghubung segementasi banyak jaringan dengan 
forwarding berdasarkan alamat MAC). Gambar swicth dapat dilihat pada 
gambar 2.18 :  
 
Gambar 2.18 switch 
2.6.4 Access point 
Pada WLAN, alat untuk mentransmisikan data disebut dengan Access Point 
dan terhubung dengan jaringan LAN melalui kabel. Fungsi dari AP adalah 
mengirim dan menerima data, sebagai buffer data antara WLAN dengan Wired 
LAN, mengkonversi sinyal frekuensi radio (RF) menjadi sinyal digital yang 
akan disalukan melalui kabel atau disalurkan keperangkat WLAN yang lain 
dengan dikonversi ulang menjadi sinyal frekuensi radio. 
Satu access point dapat melayani sejumlah user sampai 30 user. Karena 
dengan semakin banyaknya user yang terhubung ke access point maka kecepatan 
yang diperoleh tiap user juga akan semakin berkurang. Ini beberapa contoh 
produk access point dari beberapa vendor. Gambar access point dapat dilihat 





Gambar 2.19 Access point 
2.6.5  LAN card 
LAN card adalah sebuah perangkat keras komputer yang berfungsi untuk 
menghubungkan antara komputer satu dengan yang lainnya dalam sebuah 
jaringan LAN. Gambar LAN dapat dilihat pada gambar 2.20 : 
 
Gambar 2.20 LAN card 
 
2.7   Ip Address   
 IP adalah sebuah protocol jaringan, secara umum dijalankan bersama   
protocol TCP, sehingga sering disebut TCP/IP(Andi Micro 2011:24). 
Adanya IP Address merupakan konsekuensi dari penerapan Internet Protocol 
untuk mengintegrasikan jaringan komputer Internet di dunia. Seluruh host 
(komputer) yang terhubung ke Internet dan ingin berkomunikasi memakai TCP/IP 
harus memiliki IP Address sebagai alat  pengenal host pada network. Secara 
logika, Internet merupakan suatu network besar yang terdiri dari berbagai sub 
network yang terintegrasi. Oleh karena itu, suatu IP Address harus bersifat unik 




host yang berbeda. Untuk itu, penggunaan IP Address di seluruh dunia 
dikoordinasi oleh lembaga sentral Internet yang di kenal dengan IANA (Internet 
Assigned Numbers Authority) di www.iana.org 
2.7.1 Versi ip address 
IP address ada dua macam, IP versi 4 (IPv4) dan IP versi 6 (IPv6). Berikut 
adalah perbedaan antara IPv4 dan IPv6 menurut Kementerian Komunikasi dan 
Informatika (Kominfo): 
a. Fitur 
IPv4 : Jumlah alamat menggunakan 32 bit sehingga jumlah alamat unik   
yang didukung terbatas 4.294.967.296 atau di atas 4 miliar alamat 
IP saja. NAT mampu untuk sekadar memperlambat habisnya 
jumlah alamat IPv4, namun pada dasarnya IPv4 hanya 
menggunakan 32 bit sehingga tidak dapat mengimbangi laju 
pertumbuhan internet dunia. 
IPv6 : Menggunakan 128 bit untuk mendukung 3.4 x 10^38 alamat IP 
yang unik. Jumlah yang masif ini lebih dari cukup untuk 
menyelesaikan masalah keterbatasan jumlah alamat pada IPv4 
secara permanen. 
b. Routing 
IPv4 : Performa routing menurun seiring dengan membesarnya ukuran    
tabel routing. Penyebabnya pemeriksaan header Maximum 
Transmission Unit (MTU) di setiap router dan hop switch. 
IPv6 : Dengan proses routing yang jauh lebih efisien dari   
pendahulunya, IPv6 memiliki kemampuan untuk mengelola tabel 
routing yang besar. 
 
c. Mobilitas 
IPv4 : Dukungan terhadap mobilitas yang terbatas oleh kemampuan 




IPv6 : Memenuhi kebutuhan mobilitas tinggi melalui roaming dari satu 
jaringan ke jaringan lain dengan tetap terjaganya kelangsungan     
sambungan. Fitur ini mendukung perkembangan aplikasi-aplikasi. 
d. Keamanan 
IPv4 : Meski umum digunakan dalam mengamankan jaringan IPv4, 
header IPsec merupakan fitur tambahan pilihan pada standar 
IPv4. 
IPv6 : IPsec dikembangkan sejalan dengan IPv6. Header IPsec menjadi 
fitur wajib dalam standar implementasi IPv6 
e. Ukuran header 
IPv4 : Ukuran header dasar 20 oktet ditambah ukuran header options 
yang dapat bervariasi. 
IPv6 : Ukuran header tetap 40 oktet. Sejumlah header pada IPv4 seperti 
Identification, Flags, Fragment offset, Header Checksum dan 
Padding   telah dimodifikasi. 
f. Header checksum 
IPv4 : Terdapat header checksum yang diperiksa oleh setiap switch   
(perangkat lapis ke 3), sehingga menambah delay. 
IPv6 : Proses checksum tidak dilakukan di tingkat header, melainkan 
secara end-to-end. Header IPsec telah menjamin keamanan yang 
memadai. 
g. Fragmentasi 
IPv4 : Dilakukan di setiap hop yang melambatkan performa router. 
Proses menjadi lebih lama lagi apabila ukuran paket data 
melampaui Maximum Transmission Unit (MTU) paket dipecah-
pecah sebelum disatukan kembali di tempat tujuan. 
IPv6 : Hanya dilakukan oleh host yang mengirimkan paket data. Di 
samping itu, terdapat fitur MTU discovery yang menentukan 
fragmentasi yang   lebih  tepat menyesuaikan dengan nilai MTU 






h. Configuration  
IPv4 : Ketika sebuah host terhubung ke sebuah jaringan, konfigurasi 
dilakukan secara manual. 
IPv6 : Memiliki fitur stateless auto configuration dimana ketika sebuah 
host terhubung ke sebuah jaringan, konfigurasi dilakukan secara 
otomatis. 
i. Kualitas layanan 
IPv4 : Memakai mekanisme best effort untuk tanpa membedakan 
kebutuhan. 
IPv6 : Memakai mekanisme best level of effort yang memastikan 
kualitas layanan. Header traffic class menentukan prioritas 
pengiriman paket data berdasarkan kebutuhan akan kecepatan 
tinggi atau tingkat latency tinggi. 
2.7.2 Kelas ip address 
Oleh karena sekarang ini secara umum, jaringan komputer masih 
memakai IPv4, maka kita bahas hanya IPV4. Selanjutnya kata IP Address 
yang digunakan dipembahasan ini selanjutnya merujuk ke IPv4. 
Ipv4 dipisahkan menjadi 2 bagian, yakni bagian bit network dan bagian 
bit host. Bit network berperan dalam identifikasi suatu network dari network 
yang lain, sedangkan bit host berperan dalam identifikasi host dalam   suatu 
network. Jadi, seluruh host yang tersambung dalam jaringan yang sama 
memiliki bit network yang sama(Andi Micro, 2011:27). 
Sebagian dari bit-bit bagian awal dari IP Address merupakan network 
bit/network number, sedangkan sisanya untuk host. Garis pemisah antara 
bagian network dan host tidak tetap, bergantung kepada kelas network. Ada 3 
kelas address yang utama dalam TCP/IP, yakni kelas A, kelas B dan kelas C. 
Perangkat lunak Internet Protocol menentukan pembagian jenis kelas ini   






a. Kelas A  
Ciri IP kelas A : 
1. Bit pertama adalah 0 
2. 8 bit pertama adalah bit network dan 24 bit selanjutnya adalah bit 
host. 
3. Jumlah network = 128 
4. Jumlah host per network = 16.777.216 
Gambar Ip kelas A dapat dilihat pada gambar 2.21 : 
 
Gambar 2.21 Ip kelas A 
b. Kelas B 
Ciri ciri ip kelas B : 
1. Bit pertama adalah 10 
2. 16 bit pertama adalah bit network dan 16 bit selanjutnya adalah 
bit host 
3. Jumlah Network = 16.384 
4. Jumlah Host per Network = 65.536 
Gambar Ip kelas B dapat dilihat pada gambar 2.22 : 
 
Gambar 2.22 Ip kelas B 
c. Kelas C 
Ciri ciri ip kelas C 
1. Bit pertama adalah 110 
2. 24 bit pertama adalah bit network dan 8 bit selanjutnya adalah bit 
host 




4. Jumlah Host per Network = 254 
Gambar Ip kelas C dapat dilihat pada gambar 2.23 : 
 
Gambar 2.23 Ip kelas C 
2.7.3 Jenis ip address 
a. Ip public 
Alamat IP Publik adalah alamat IP yang digunakan oleh sebuah 
perangkat jaringan yang terhubung langsung ke Internet untuk 
mengidentifikasikan dirinya di Internet. Koneksi lalu lintas data yang 
dilakukan di Internet menggunakan alamat IP Publik ini. Gambar Ip 
public dapat dilihat pada gambar 2.24 :  
 
Gambar 2.24 ip public 
b. Ip private 
Alamat IP Private  adalah alamat IP yang diberikan untuk komputer-
komputer yang tidak diakses secara publik melainkan hanya diakses di 
dalam jaringan lokal (LAN) sehingga tidak membutuhkan pemetaan ke 
luar. IANA (Internet Assigned Numbers Authority) telah 
mengalokasikan 3 buah blok IP untuk digunakan sebagai IP Private dan 
tidak boleh digunakan sebagai IP Publik. Gambar Ip private dapat 
dilihat pada gambar 2.25 : 
 






2.8 Flowchart  
Dalam analisa sistem alat bantu yang dipakai adalah diagram yang 
menunjukan arus pekerjaan secara keseluruhan dari suatu sistem. 
Simbol yang digunakan dalam menunjukan alus pekerjaan sistem yaitu: 




Menunjukkan dokumen input dan output 
baik untuk proses manual, mekanis atau 
komputer. 
2. Input / output 
 
Simbol ini digunakan untuk mewakili 
input dan  output 
3. Proses  
 
 
Simbol ini digunakan untuk mewakili 
proses terkomputerisasi. 
  
4. Garis akhir 
 
Simbol ini digunakan untuk menunjukkan 
jalan arus dari proses. 
5. Proses manual  
 
 
Simbol ini digunakan untuk mewakili 
proses yang dilakukan secara manual. 
6. Penghubung 
 
Simbol ini digunakan untuk menunjukkan 
penghubung pada halaman yang sama. 
7. Penghubung 
 
Simbol ini digunakan untuk menunjukkan 




Simbol ini digunakan untuk menyelesaikan 






9. Titik keterminal 
 
Simbol ini digunakan untuk menunjukkan 
awal dan akhir suatu proses. 
10. Simpan offline 
 
Simbol ini menunjukkan file yang diarsip. 
Sumber : Jogiyanto, HM.2005 
  
2.9 Management Bandwidth 
 2.9.1 Bandwidth 
Bandwidth Komputer Di dalam jaringan Komputer, Bandwidth sering 
digunakan sebagai suatu sinonim untuk data transfer rate yaitu jumlah data 
yang dapat dibawa dari sebuah titik ke titik lain dalam jangka waktu tertentu 
(pada umumnya dalam detik). Jenis Bandwidth ini biasanya diukur dalam 
bps (bits per second). Adakalanya juga dinyatakan dalam Bps (bytes per 
second). Suatu modem yang bekerja pada 57,600 bps mempunyai Bandwidth 
dua kali lebih besar dari modem yang bekerja pada 28,800 bps. Secara 
umum, koneksi dengan Bandwidth yang besar/tinggi memungkinkan 
pengiriman informasi yang besar seperti pengiriman gambar/images dalam 
video presentation (http://sourceforge.net). 
 2.9.2 Management bandwidth 
Management bandwidth adalah suatu cara yang dapat digunakan untuk 
management dan mengoptimalkan berbagai jenis jaringan dengan menerapan 
layanan Quality of service (QoS) untuk menetapkan tipe-tipe lalulintas 
jarngan. Sedangkan QoS adalah kemampuan untuk menggambarkan suatu 
tingkatan pencapaian didalam suatu sistem komunikasi data 
(http://sourceforge.net). 
Maksud dari manajemen bandwidth ini adalah bagaimana kita 
menerapkan  pengalokasian atau pengaturan bandwidth dengan menggunakan 
sebuah PC Router Mikrotik. 




Manajemen bandwidth memberikan kemampuan untuk mengatur 
Bandwidth jaringan dan memberikan level layanan sesuai dengan kebutuhan 
dan prioritas sesuai dengan permintaan pelanggan. Selain itu juga diperoleh 
keuntungan sebagai berikut : 
a. Semua komputer dapat menggunakan internet dengan lancar dan 
stabilwalaupun semua unit komputer menggunakan internet dalam 
waktu yangbersamaan. 
b. Semua bagian unit komputer mendapatkan bandwidth sesuai dengan 
kebutuhan koneksi internet. 
c. Membantu admin dalam mengontrol bandwidth. 
 
 
2.10  DNS 
DNS (domain name sistem) adalah sistem yang menerjemahkan domain 
Internet, seperti www.microsoft.com menjadi alamat Internet, yaitu serangkaian 
nomor yang terlihat seperti 101.232.12.5. Istilah DNS berhubungan dengan 
konvensi untuk penamaan host pada Internet dancara penangan nama-nama 
tersebut.( Juandi Anggoro, 2009:11) 
 
2.11  DHCP   
Dynamic Host Configuration Protocol (DHCP) adalah protokol yang 
berbasis arsitektur client/server yang dipakai untuk memudahkan pengalokasian 
alamat IP dalam satu jaringan. Sebuah jaringan lokal yang tidak menggunakan 
DHCP harus memberikan alamat IP kepada semua komputer secara manual. Jika 
DHCP dipasang di jaringan lokal, maka semua komputer yang tersambung di 
jaringan akan mendapatkan alamat IP secara otomatis dari server DHCP. Selain 
alamat IP, banyak parameter jaringan yang dapat diberikan oleh DHCP, seperti 




Karena DHCP merupakan sebuah protokol yang menggunakan arsitektur 
client/server, maka dalam DHCP terdapat dua pihak yang terlibat, yakni DHCP 
Server dan DHCP Client. 
a. DHCP server merupakan sebuah mesin yang menjalankan layanan yang 
dapat "menyewakan" alamat IP dan informasi TCP/IP lainnya kepada 
semua klien yang memintanya. Beberapa sistem operasi jaringan seperti 
Windows NT Server, Windows 2000 Server, Windows Server 2003, atau 
GNU/Linux memiliki layanan seperti ini. 
b. DHCP client merupakan mesin klien yang menjalankan perangkat lunak 
klien DHCP yang memungkinkan mereka untuk dapat berkomunikasi 
dengan DHCP Server. Sebagian besar sistem operasi klien jaringan 
(Windows NT Workstation, Windows 2000 Professional, Windows XP, 
Windows Vista, atau GNU/Linux) memiliki perangkat lunak seperti ini. 
DHCP server umumnya memiliki sekumpulan alamat yang diizinkan untuk 
didistribusikan kepada klien, yang disebut sebagai DHCP Pool. Setiap klien 
kemudian akan menyewa alamat IP dari DHCP Pool ini untuk waktu yang 
ditentukan oleh DHCP, biasanya hingga beberapa hari. Manakala waktu 
penyewaan alamat IP tersebut habis masanya, klien akan meminta kepada server 
untuk memberikan alamat IP yang baru atau memperpanjangnya. 
 
2.12  Metode PPPoE 
Kerja standar untuk protokol PPPoE diterbitkan oleh IETF pada tahun 1999. 
IETF spesifikasi untuk PPPoE adalah RFC 2516. PPPoE memperluas kemampuan 
asli PPP dengan memungkinkan koneksi point to point virtual atas arsitektur 
jaringan multipoint Ethernet. PPPoE adalah protokol yang banyak digunakan oleh 
ISP untuk menyediakan digital subscriber line (DSL) kecepatan tinggi layanan 
Internet, yang layanan yang paling populer adalah ADSL. Kesamaan antara PPP 
dan PPPoE telah menyebabkan adopsi luas dari PPPoE sebagai pilihan protokol 
untuk menerapkan kecepatan tinggi akses Internet. Penyedia layanan dapat 




menghasilkan penghematan biaya. PPPoE menggunakan metode standar enkripsi, 
otentikasi, dan kompresi yang ditentukan oleh PPP 
(http://whatismyipaddress.com).  
PPPoE dikonfigurasi sebagai titik ke titik sambungan antara dua Port 
Ethernet. Sebagai sebuah protokol tunneling, PPPoE digunakan sebagai landasan 
yang efektif untuk transportasi paket IP pada layer jaringan. IP disalut melalui 
sambungan PPP dan menggunakan PPP sebagai virtual dial up hubungan antara 
poin pada jaringan. Dari perspektif pengguna, PPPoE sesi dimulai dengan 
menggunakan koneksi perangkat lunak pada mesin klien atau router. Inisiasi sesi 
PPPoE melibatkan identifikasi alamat perangkat remote kontrol akses Media 
(MAC). Berikut adalah keuntungan yang akan diperoleh jika metode PPPoE 
diterapkan : 
a. Terdapat user authentication. 
b. Interface PPPoE server yang terhubun dengan PPPoE client tidak 
memiliki IP  karena PPPoE bekerja pada layer 2 OSI dengan tujuan 
menghindari terjadinya serangan Denial of Service (DoS) dan IP 
detection kepada server utama. 
c.   Fasilitas cut-off oleh PPPoE untuk user yang mengunakan program 
tambahan peningkat bandwidth (seperti download accelerator). 
Penggunaan internet setiap usernya dipantau secar oleh administrator 
sistem. Secara default PPPoE akan melakukan cut-off (memutuskan) 
Koneksi user yang lebih tinggi (burst mode) dari koneksi yang ditetapkan 
untuk menjaga kestabilan jaringan. 
 
2.13 Studi Kasus 
Sebuah perusahaan ISP yang memiliki kuota bandwidth sebesar 1 Mbps dan 
memiliki 10 pelanggan dengan IP 192.168.1.2 sampai 192.168.1.11. Jika tidak 
dimanagement bandwidth maka akan ada salah satu client yang menguasai 




Ada 10 cilent secara bersamaan terkoneksi internet, salah satu dari sepuluh 
client tersebut mengunduh video dan 9 client lainnya hanya mencari informasi 
saja di internet atau membuka web site saja. Kalau tidak ada sistem management 
bandwidth maka client yang mengunduh file video tersebut akan dapat 
mengunduh dengan kecepatan sangat tinggi bahkan sampai 1 Mbps sehingga 9 
client yang lain tidak kebagian bandwidth dengan kata lain tidak bisa mengakses 
internet, gambar dapat dilihat pada lampiran 1. Untuk menghindari masalah 
tersebut maka perlu dilakukan pembagian bandwidth secara merata (management 
bandwith) sehingga semua client hanya dapat mengunduh file dengan kecepatan 
yang sudah di tetapkan oleh administrator. Dan semua client masih dapat 
menikmati layanan internet dengan nyaman meskipun client yang lain sedang 
mengunduh file, gambar dapat dilihat pada lampiran 2. 
Berikut adalah cara management bandwidth dengan metode PPPoE : 
1. Jalankan winbox, login sebagai admin 
2. Klik IP pool 




Klik Apply dan OK 
Gambar pool dapat dilihat pada gambar 2.26 : 
 




3. Klik menu PPP  profiles 
Buat buat Profil (klik tanda + merah) dengan parametr sebagai berikut : 




Pada tab limit : 
Rate limit (rx/tx)=128k/128k 
Klik Apply dan OK 
Gambar Profil PPPoE dapat dilihat pada gambar 2.27 :  
 
Gambar 2.27 Profil PPPoE 
4. Buat secret dengan parameter sbb: 
Pada tab General : 
Name=awan(nama client kita/username) 
Password=12345(isi sesuai keinginan) 
Profile=128k 
Klik Apply dan OK 
Buat secret sampai 10 client 





Gambar 2.28  secret client 
5. Buat PPPoE servers (klik tanda + merah) dengan parameter sbb: 
Service name=service1 
Interface=lan 
Max MTU=1480 (default) 
Max MRU=1480 (default) 
Keepalive timeout=10 (default) 
Default profile=default 
Klik Apply dan OK 
Gambar PPPoE server dapat dilihat pada gambar 2.29 : 
 
Gambar 2.29 PPPoE Server 
