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1. INTRODUCCIÓN 
Las clases de laboratorio forman una parte muy importante de la formación en todos los 
programas docentes, ya que estas permiten a los alumnos una demostración y aprendizaje de 
los conceptos e ideas mediante instrumentos y situaciones reales. 
A pesar de esta importancia, la creación de un laboratorio no es una tarea fácil, ya que el hecho 
de equipar un laboratorio (según su campo de aplicación) puede suponer un gran gasto 
económico, tanto inicial como posterior a causa de su mantenimiento y operación. 
Igualmente se requiere personal y material de soporte para poner a punto cada una de las 
experiencias a realizar, para guiarlas, y evaluar su realización. Estas tareas consumen tiempo del 
personal docente y como se ha dicho recursos económicos. Lo que hace que la proliferación de 
laboratorios docentes sea menor de la que se podría esperar, sobre todo en aquellas 
especialidades donde la parte práctica no se considera de gran importancia. 
Como solución a parte  de la problemática descrita surge la idea de los Laboratorios Virtuales y 
Remotos. 
Dicho esto, se puede definir un laboratorio remoto como un laboratorio real dirigido y visionado 
remotamente, y un laboratorio virtual como una simulación de un laboratorio real mediante 
software. Cuando existen los laboratorios reales o remotos, el laboratorio virtual suele ser un 
complemento de estos. 
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Figura 1: Esquema de laboratorio clásico y remoto 
 
En la Figura anterior, se puede observar la estructura de un laboratorio clásico (parte superior 
de la imagen) y de un laboratorio remoto (parte inferior). 
La tecnologías actuales permiten que sea posible la implementación de los laboratorios remotos 
con suficientes garantías de éxito, poniendo a disposición de los estudiantes el acceso a 
instalaciones que dado su alto coste estaban hasta ahora aisladas o reservadas a la investigación 
y el mundo científico. 
Actualmente se pueden encontrar muchos ejemplos de este tipo de laboratorios, pero a 
diferencia de todos ellos y como rasgo diferenciador y único, en este proyecto se plantea el 
acceso a una instalación de investigación que se caracteriza por el impacto visual de su 
funcionamiento. 
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1.1. DESCRIPCIÓN GENERAL DEL PROYECTO 
La idea principal de este proyecto es convertir el laboratorio de ingeniería marítima y 
específicamente el canal de olas a escala CIEMito (Ver anexo III) en un laboratorio remoto.  
Su uso principal será  la docencia para las carreras de Ingeniería de caminos, canales y puertos, 
para la carrera de obras públicas y para algunos másteres. 
El proyecto en sí, deberá consistir en un portal de conocimiento basado en la experimentación 
con modelos físicos a escala reducida, dentro del ámbito de la Ingeniería Marítima. Dicho portal 
hace de contenedor del laboratorio virtual y remoto y de todo el conjunto de contenidos 
necesarios para qué, ya sea mediante la experimentación, o la simulación o el estudio, asumir a 
diferentes niveles un conocimiento profundo y detallado de los métodos y tecnologías utilizadas 
en la experimentación marítima a escala. 
 
1.2. MOTIVACIÓN 
Como se ha comentado, la principal motivación es la de dar a los estudiantes la posibilidad de 
realizar experimentos remotamente en un laboratorio real. Ofreciéndoles de esa manera los 
siguientes beneficios: 
 Poder acceder y llevar a cabo los experimentos desde cualquier parte del mundo y sólo  
con una conexión a Internet. 
 Acceso a equipos muy especializados y de alto coste. 
 Realización de trabajos experimentales “reales” en comparación con las simulaciones. 
 Posibilidad de hacer educación a distancia. 
 Permitir en tiempo real la demostración de conceptos que se están impartiendo en 
clase. 
 Permitir en tiempo real un seguimiento de los trabajos de los estudiantes en los 
laboratorios. 
De la misma manera, y más allá de ese nivel, ofrecen otros tipo de  beneficios como pueden ser 
la realización de ensayos de larga duración supervisados desde un lugar lejano al laboratorio, o 
el de compartir y diseminar una determinada experiencia entre miembros de un mismo grupo 
que trabajan en lugares diferentes. 
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 1.3. OBJETIVOS 
El objetivo principal de proyecto es la creación y la puesta en marcha de todos los elementos 
necesarios para implementar un laboratorio remoto y virtual. En concreto se plantea poder 
convertir una instalación experimental del tipo Canal de Olas, en una plataforma para la 
docencia, la investigación y la difusión del conocimiento aprovechando las ventajas que nos 
ofrecen hoy en día las tecnologías de la información. 
Estructurando este gran objetivo nacen los siguientes: 
ACCESO A UN PORTAL ONLINE DE CONOCIMIENTO: Un lugar donde se pueda administrar 
usuarios, y los profesores puedan crear pequeños espacios virtuales que se llamarán 
experimentos, además de asignar recursos y usuarios a estos, y crear reservas y grupos de 
alumnos para limitar el acceso al laboratorio remoto. 
Y además, que los alumnos puedan simular con aplicaciones Web (laboratorio virtual), 
responder cuestionarios y consultar o enviar documentos a los profesores. 
ACCESO A UN LABORATORIO VIRTUAL: Un espacio donde los usuarios puedan realizar 
prácticas con  aplicaciones Web o simuladores relacionados con los experimentos. Un 
laboratorio concurrente para que los usuarios puedan poner en práctica la teoría sin medios 
físicos (como puede ser un canal con agua). 
ACCESO AL LABORATORIO REMOTO: Acceso al canal de oleaje de forma remota protegiéndolo 
a su vez contra los accesos indeseados. Este acceso y control del canal se hará mediante un 
panel remoto que sólo lo podrá manejar una persona simultáneamente, con determinados 
parámetros límite y durante un determinado tiempo. 
Además es necesario un seguimiento en tiempo real de cada experimento realizado en el 
laboratorio para feedback visual. 
Esta última premisa le da la condición de laboratorio remoto. 
CREAR UN SISTEMA DE RESERVAS BASADO EN GRUPOS PARA EL ACCESO  AL LABORATORIO 
REMOTO: consiste en asignar a diferentes grupos de usuarios accesos remotos basados en un 
calendario. Este sistema tendrá que formar parte del portal online. 
DISEMINACIÓN DE LOS DATOS DE FORMA AUTOMÁTICA: Cuando se generan olas en el canal, 
el programa que se encarga del control del mismo también genera unos datos adquiridos 
mediante los sensores que el canal tiene, estos miden por ejemplo la altura de la ola, la 
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longitud, la velocidad, etc. Estos datos deben llegar a los usuarios de forma automática cuando 
acabe cada acceso remoto. 
PONER EN FUNCIONAMIENTO LOS DISPOSITIVOS IMPLICADOS EN EL LABORATORIO 
REMOTO: Este objetivo consiste en la conexión controlada de energía eléctrica a los dispositivos 
implicados en el experimento: cámaras, luces, el ordenador que se comunica con el canal, y la 
maquinaria del canal.  
De la misma forma que se alimenta a los elementos en cada acceso, se ha de realizar el proceso 
inverso al final del acceso. 
UNIFICACIÓN DE LOS ELEMENTOS: Consiste en que el portal de conocimiento y el laboratorio 
remoto puedan intercambiar parámetros (parámetros de acceso, de configuración, de control, 
etc.).  
 
1.4. PLANIFICACIÓN INICIAL 
A grandes trazos, este proyecto se ha desarrollado utilizando los siguientes recursos humanos: 
Recurso A, de nivel analista y programador (LabVIEW). 
Recurso B, de nivel analista,  programador (Web) y de sistemas. 
La idea es realizar el proyecto en no menos de 6 meses, realizando un trabajo de entre 15 y 20  
horas semanales. En este trabajo sólo se incluyen y siempre se hablará de las horas del recurso 
B; no obstante en este apartado también se señalarán las tareas en las que participó el recurso 
A. 
A continuación se muestran las fases en las que se dividió el proyecto, indicando al lado de cada 
fase que recurso(s) se ha(n) invertido en su desarrollo:  
1. Análisis exhaustivo y detallado de los requisitos de hardware, software, funcionales y no 
funcionales. (Recurso A y recurso B) 
2. Documentación e investigación. (Recurso A y recurso B) 
3. Desarrollo del portal del conocimiento. 
3.1. Montaje del servidor Web y del servidor LabVIEW. (Recursos A y B) 
3.2. Instalación y configuración del gestor de contenidos Moodle. (Recurso B) 
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3.3. Programación del bloque para acceder al Laboratorio remoto y al sistema de 
reservas. E instalación del mismo en Moodle. (Recurso B) 
3.4. Programación de las páginas del sistema de reservas, y de la página que 
contendrá el laboratorio remoto. (Recurso B) 
4. Desarrollo del laboratorio remoto.  
4.1. Configuración de las cámaras. (Recurso B) 
4.2. Distribución de las cámaras en el canal y de los dispositivos implicados. (Recurso 
A y recurso B) 
4.3. Programación del panel remoto. (Recurso A) 
5. Integración. (Recurso A y recurso B) 
6. Pruebas y demo. (Recurso A y recurso B) 
7. Memoria (Recurso B) 
A continuación se puede ver en la figura 2, una imagen del diagrama de Gantt de la planificación 
temporal mencionada. 
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Figura 2: Diagrama de Gantt de la planificación inicial del proyecto. 
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2. ANÁLISIS DE LOS REQUISITOS 
Después de esta pequeña introducción sobre lo que se pretende realizar en este proyecto, es 
necesario realizar la especificación de los requisitos del sistema,  que básicamente se dividen en 
requisitos hardware y software y,  funcionales y no funcionales. 
Por un lado, se entiende como requisitos funcionales a aquellos que describen las entradas y 
salidas del sistema y la relación que existe entre ambas. O dicho de otra manera, son las 
funcionalidades que ha de asumir el sistema para que funcione de la forma deseada y correcta. 
Y por otro lado, los requisitos no funcionales son aquellos que definen las cualidades del sistema 
cómo por ejemplo la calidad, el rendimiento, la escalabilidad o la seguridad. 
Para la obtención de estos requisitos, se han utilizado el método de encuestas y el método de  
extracción de información de sistemas anteriores y existentes, para obtener así este conjunto 
de características que resultaran dinámicas o atractivas para los usuarios finales. 
 
2.1. REQUISITOS HARDWARE Y SOFTWARE 
Son las propiedades físicas que deberán tener los sistemas implicados y los programas que 
deberán tener instalados. 
 
2.1.1. HARDWARE 
[REQ. 1] 
Una máquina que actúe como servidor Web de Alta Disponibilidad y escalado a 100 usuarios 
concurrentes, además debe estar preparada para estar conectada como mínimo a 2 redes 
diferentes. 
Necesaria para instalar el portal de conocimiento. A esta máquina se le llamará Servidor Web. 
[REQ. 2] 
Una máquina que actúe como servidor de Port Forwarding: Servirá para transformar IP’s 
privadas en públicas, necesario para que las cámaras de la instalación puedan verse desde el 
exterior ya que no se disponen de suficientes IP’s públicas. 
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A esta máquina se le llamará Servidor de Port Forwarding. 
[REQ. 3] 
Una máquina con la siguiente característica: una tarjeta de red compatible con WOLi. 
Servirá para ejecutar el programa que interactúa con el canal de olas.   Actuará como servidor 
LabVIEWii y como contenedor del programa en ejecución que podrá ser controlado mediante 
Web servicesiii.  
A esta máquina se le llamará Servidor de LabVIEW. 
[REQ. 4] 
4  cámaras PoEiv para que el canal pueda ser visionado en todo momento, además de un switch 
compatible para conectar y alimentar las mismas. 
[REQ. 5] 
Dispositivo de control capaz de encender las luces, cámaras y la maquinaria necesaria para el 
funcionamiento del canal de oleaje. 
[REQ. 4] 
2 SAI’s, uno para cada servidor. Además de todo el conjunto de cableado necesario. 
 
2.1.2. SOFTWARE 
MÁQUINA 1 
 Sistema Operativo Windows Server 2008 R2  
 Antivirus Trend Micro Internet Security 
 Paquete WAMP (Apache, MySQL y PHP) 
 Firewall Trend Micro 
 Mc-Wol (programa para encender ordenadores remotamente mediante PoE) 
 Gestor de contenidos Moodle 
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MÁQUINA 2 
 Sistema Operativo Windows server 2008 R2 
MÁQUINA 3 
 Suite LabVIEW con Database Connectivity Toolkitv  y LabVIEW Internet Toolkitvi. 
 Driver MySQL para el sistema operativo Windows. 
 Firewall Trend Micro y Antivirus Trend Micro Internet Security 
 
2.1.3. SOFTWARE Y HARDWARE (CLIENTE) 
En cuanto a hardware, el cliente no necesita ninguna máquina especial para conectarse al 
laboratorio virtual y remoto. Pero en cuanto a software, es necesario que utilice los 
navegadores Internet Explorer o Mozilla Firefox con el plugin que funciona para ambos llamado 
LabVIEW run-time engine. 
 
2.2. REQUISITOS FUNCIONALES 
Para entender este tipo de requisitos, es necesario conocer con anterioridad los tipos de 
usuarios que actuarán en el sistema y cómo será el funcionamiento general del mismo. 
 
2.2.1. USUARIOS DEL SISTEMA 
En el sistema se pueden encontrar 3 perfiles de usuarios: 
ADMINISTRADOR 
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Es el encargado de de dar de alta los usuarios y los cursos1,  y además se encarga del 
mantenimiento y gestión del sitio Web. 
PROFESOR 
Se encarga de administrar los usuarios y de permitir/denegar el acceso al laboratorio remoto, 
también se encarga de gestionar los experimentos dentro de cada curso con la documentación 
o ejercicios que utilizarán los usuarios. 
ALUMNO 
Es quien está autorizado a acceder al material didáctico asociado a un experimento 
(Simuladores, documentación o ejercicios). También a los datos generados después de que 
acabe un experimento remoto. 
 
Figura 3: Esquema de los usuarios del sistema. 
 
2.2.2. FUNCIONAMIENTO GENERAL DESEADO 
La figura 3 presenta las tres acciones que relacionan a los tres tipos de usuarios del sistema, una 
vez conocidos estos ya se puede definir el funcionamiento deseado: 
1. Inicialmente el administrador da de alta a los profesores, a los alumnos  y los cursos para 
cada asignatura que utilizará  el portal de conocimiento. 
                                                     
1
 Cursos: Los cursos hacen referencia a espacios virtuales que tienen asignado un profesor (para administrarlo) y 
alumnos (para cursarlo). En los cursos el profesor puede añadir recursos como documentación, cuestionarios, 
simuladores, etc. 
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2. Dentro de cada curso, el profesor correspondiente asigna alumnos al mismo y cuando 
tiene los usuarios necesarios, el profesor puede comenzar a crear experimentos2 (puede 
crear N). A cada experimento puede asignarle recursos como documentación, 
cuestionarios, foros, etc.  
Dentro de cada curso, Los usuarios también encontraran acceso al laboratorio virtual y 
acceso al laboratorio remoto. Y los profesores además podrán acceder al sistema de 
reservas. 
Es importante destacar que el laboratorio remoto siempre será único y el mismo para 
todos los experimentos y cursos, este se diferencia por los parámetros de entrada que le 
dan los usuarios y por las limitaciones que le den los profesores. 
Cuando el profesor considera que el curso está disponible para los usuarios lo activa 
para que puedan acceder los usuarios. 
3. Los alumnos pueden acceder a todos los recursos concurrentemente y siempre que ellos 
quieran a excepción de uno, el laboratorio remoto. 
El acceso al laboratorio remoto lo controla siempre el profesor, que dará acceso a los 
alumnos (en forma de pequeños grupos) siempre que lo considere oportuno (con unos 
parámetros límite de entrada), es decir, si han realizado los cuestionarios, si han 
consultado la documentación o si han hecho pruebas previas en el laboratorio virtual, 
etc. Por esto es necesario un control exhaustivo del comportamiento de los alumnos en 
el espacio virtual. 
También es importante destacar que si para la experimentación es necesario algún tipo 
de material o estructura, los alumnos deberán realizar la preparación de dicho material 
en el laboratorio, es decir deberán ir al canal de oleaje de forma presencial  y prepararlo 
para  cuando tengan programado el acceso remoto. El profesor deberá comunicarles si 
es el caso, y la fecha en la que pueden hacer la preparación para no solapar las 
diferentes preparaciones o experimentos de los diferentes grupos. 
                                                     
2
 Experimentos: se entiende por experimento a cada una de las divisiones de recursos que hay dentro de un curso,  
los recursos se pueden separar según convenga, por grupos, por fechas. Por ejemplo: la semana 1 corresponde al 
experimento 1, la semana 2 al experimento 2, etc. 
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4. Si acceden al laboratorio remoto e interactúan con el canal de oleaje mediante las  
cámaras y el panel de control y finalizan el acceso remoto, los usuarios deberán poder 
acceder a los datos generados por el experimento. 
 
 
Figura 4: Diagrama de gestión del funcionamiento general. 
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2.2.3. LISTADO DE FUNCIONALIDADES DEL SISTEMA 
En la figura 4 se pueden observar las funcionalidades a gran escala de cada uno de los perfiles 
antes explicados, a continuación se definirán las funcionalidades más específicas de cada uno de 
estos. 
FUNCIONALIDADES PROFESOR: 
 Administrar cursos. 
 Alta, edición y eliminación de experimentos: el profesor podrá crear hasta N 
experimentos dentro de cada curso donde sea profesor. 
 Asignar o quitar usuarios de un curso. 
 Añadir o quitar recursos de un experimento: el profesor deberá poder añadir ese 
conjunto de medios para los usuarios; documentación, cuestionarios, foros, etc. 
 Añadir, cambiar o quitar parámetros a los accesos al laboratorio remoto: cuando un 
grupo de usuarios accede al laboratorio remoto deberán tener predeterminadas las 
posibilidades de control, si podrán hacer olas de una determinada longitud, velocidad y 
aún más parámetros. 
 Ver en un calendario las reservas creadas. 
 Ver horas ocupadas: para no solapar accesos. 
 Crear, eliminar, o editar grupos de usuarios relacionados con las reservas. 
 Asignar grupos de usuarios a un calendario y horario para acceder al laboratorio remoto. 
 Dar de alta eventos. 
 Dar de alta noticias. 
 Recibir y contestar consultas de los alumnos. 
 Ver notas de los alumnos: las calificaciones son importantes ya que para un alumno que 
no haya pasado las expectativas en los cuestionarios por ejemplo, no podrá acceder al 
laboratorio remoto. 
 Acceso al laboratorio remoto. 
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 Acceso al laboratorio virtual. 
 Control exhaustivo del comportamiento virtual de los alumnos en el sistema: Es 
necesario para poder determinar el comportamiento de los alumnos, si han accedido 
alguna vez, cuantas veces han entrado, cuantas veces han consultado la documentación, 
cuantas veces han accedido al laboratorio virtual. 
FUNCIONALIDADES ALUMNO: 
 Acceso a los cursos. 
 Acceso al laboratorio remoto. 
 Acceso al laboratorio virtual. 
 Acceso a los recursos de un experimento. 
 Lista de los experimentos en los que el alumno puede participar. 
 Ver eventos en un calendario. 
 Ver noticias. 
 Recibir o enviar consultas al profesor. 
FUNCIONALIDADES ADMINISTRADOR: 
Podrá hacer todo lo que hace un profesor además de: 
 Alta, edición y eliminación de profesores. 
 Alta, edición y eliminación de usuarios. 
 Alta, edición y eliminación de cursos. 
 Administración del sitio (copias de seguridad, registros, avisos, etc.). 
FUNCIONALIDADES ASIGNADAS AL SISTEMA: 
 El servidor LabVIEW se debe encender automáticamente cada vez que haya programado 
un acceso remoto. 
 Los usuarios deben recibir los datos generados automáticamente. 
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 El panel remoto deberá actuar con determinados parámetros límite previamente fijados 
desde el portal de conocimiento (sistema de reservas).  
 El servidor LabVIEW debe detectar si el ordenador se enciende como respuesta a un 
evento programado, ya que no todas las veces que se inicie este servidor será para 
trabajar remotamente, pudiendo ser también en modo local. 
 El servidor Web debe disponer de copias de seguridad en todo momento. 
 
2.3. REQUISITOS NO FUNCIONALES 
 
2.3.1. SEGURIDAD 
La seguridad es uno de los factores más importantes en este proyecto ya que el coste de una 
instalación de este tipo puede llegar a ser muy elevado. Es necesario proteger el material 
utilizándolo de la forma más óptima posible, garantizando así el buen estado de la misma para 
su  continuo uso. 
Así pues, la seguridad pasa a ser el principal requisito no funcional a cumplir para poder tener 
acceso al laboratorio remoto. 
En este caso, este gran requisito deriva de los siguientes: 
 Acceso autorizado al control del laboratorio sólo para una persona a la vez. 
 El programa de control del canal de oleaje no puede recibir parámetros incorrectos. 
 Sólo se debe permitir el acceso visual al laboratorio a un grupo de usuarios permitidos. 
 Si hay bases de datos no deben ser públicas. 
 
 
 
 
   
24   
 
3. HERRAMIENTAS Y CONCEPTOS 
A continuación se listarán un conjunto de herramientas y conceptos que se utilizan a lo largo de 
esta memoria y que es interesante tenerlas/los claros para un mejor seguimiento. 
 
3.1. CANAL DE OLEAJE A ESCALA 
Antes de profundizar en la definición de canal de oleaje a escala, se explicará el concepto de 
canal de agua.  
Un canal de agua es una construcción destinada al transporte de fluidos, y que a diferencia de 
de las tuberías es abierta a la atmosfera. 
La descripción del comportamiento hidráulico de los canales es una parte fundamental de 
la hidráulica y su diseño pertenece al campo de la ingeniería hidráulica, una de las 
especialidades de la ingeniería civil. 
Por este motivo estos se suelen replicar o diseñar a diferentes escalas, para trabajar y 
experimentar con ellos. La particularidad de este tipo de canales hechos a medida para la 
experimentación, es que pueden estar constituidos por elementos que ayuden a la 
investigación, estos pueden ser sensores, estructuras fijas, estructuras flotantes, una pala que 
simule olas, etc. 
Por lo tanto un canal de oleaje a escala es un canal de agua construido a una determinada 
escala, hecho para la experimentación y con una pala que simula olas de un extremo a otro del 
canal. Y no por el hecho de estar compuesto de esta pala lo exime de estar constituido por otro 
tipo de elementos, pero esta última premisa va directamente relacionada al tipo de 
experimento o investigación que se desee realizar en el mismo. 
Los canales de oleaje a escala suelen estar conectados a un ordenador o máquina para 
interactuar con los elementos que se utilizan en los mismos, ya sea para hacer olas con la pala, 
para captar información con sensores, o captar datos de otro tipo de elemento. 
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Figura 5: Imágenes de un canal de olas a escala. 
En la primera imagen de la figura 5 se puede observar parte del canal de olas a escala con agua y 
en funcionamiento. En las imágenes inferiores empezando por la izquierda, se puede ver en las 
dos primeras imágenes, vistas interiores de una determinada estructura dentro del canal, en la 
tercera imagen la preparación de otra estructura y en la última imagen la pala que genera las 
olas en el mismo.  
Para la redacción de esta memoria se hará referencia al ordenador que interactúa con el canal 
de oleaje como ordenador de generación o servidor de LabVIEW. Y al programa que interactúa 
con el canal de olas se le llamará panel remoto o panel de control. 
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3.2. CONCEPTO DE LABORATORIO VIRTUAL 
Se entiende por laboratorio virtual, a aquel que simula un laboratorio real mediante 
aplicaciones, es decir, no se desarrolla físicamente sino virtualmente en un ordenador utilizando 
modelos o cálculos matemáticos. Es únicamente software. 
La equiparación con los laboratorios reales dependerá siempre de dos condiciones: 
1.  Que  se usen  modelos matemáticos  realistas que representen  al alumno los detalles 
importantes del sistema a analizar. 
2.  Que se complementen las gráficas que muestran la evolución temporal  de los sistemas con 
animaciones que permitan a los alumnos visualizar y entender mejor el comportamiento del 
sistema. 
Por un lado, este tipo de laboratorios pueden tener algunas ventajas si se compara con un 
laboratorio que utiliza un medio real físico. A continuación se listarán las de más relevancia: 
 Su configuración y puesta en marcha suele ser más sencilla.  
 El grado de robustez y seguridad es mayor. 
 Suelen ser más baratos por lo que requieren menos material. 
Por otro lado, los laboratorios virtuales están limitados por el modelo y para ser manejables 
estos tienden a simplificarse,  y de esa forma se pierde información con respecto al sistema real. 
Además la experimentación con sistemas reales de por medio siempre es más atractiva para los 
alumnos. 
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Figura 6: Experimento del laboratorio virtual. 
El experimento virtual  de la figura 6 genera olas mediante los parámetros que recibe. Se puede 
observar por ejemplo la longitud de las olas o el movimiento de la pala. 
 
3.3. CONCEPTO DE LABORATORIO REMOTO 
Un laboratorio remoto es un laboratorio real controlado a distancia al que se puede acceder y 
puede ser controlado mediante algún medio de comunicación. En nuestro caso, el laboratorio 
remoto es un experimento, demostración, o proceso ejecutándose en una plataforma local (el 
canal de oleaje)  y con la capacidad de ser visionado y controlado vía Internet desde de un 
navegador Web. 
 
3.4. LABORATORIO VIRTUAL, PRESENCIAL Y REMOTO 
Estos tres tipos de laboratorios se pueden usar de manera conjunta, de forma que los alumnos 
harían primero las prácticas en laboratorios virtuales, para pasar posteriormente, cuando el 
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profesor lo considere oportuno, al laboratorio remoto o presencial. De esa forma se consiguen 
varios objetivos: 
 Familiarizarse con el experimento: da la opción a los estudiantes a realizar un trabajo 
previo. 
 Optimizar el uso de los recursos: los estudiantes necesitan menos tiempo para realizar 
las prácticas. 
 Disminución del uso incorrecto del equipamiento y material: el hardware utilizado en los 
laboratorios suele ser delicado y esto es una gran desventaja si trabajan en condiciones 
para las que no han sido diseñados. 
 Comparación del comportamiento de los modelos matemáticos frente a los dispositivos 
reales. 
 Repetitividad de los experimentos. 
A continuación se presenta una tabla comparativa/calificativa de costes entre el laboratorio 
presencial y  remoto. 
Tabla 1: Tabla comparativa de costes entre el laboratorio presencial y el laboratorio remoto. 
 
Laboratorio Remoto Laboratorio Presencial 
Material Práctica Si Si 
PC Si Si 
Software (LabVIEW + Otros) Si No 
Conexión a Internet Si No 
Webcam Si No 
Desarrollo Si No 
Costo absoluto Remoto   > Presencial 
Coste relativo por usuario Remoto   << Presencial 
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Algunos de los datos pueden variar según el tipo de laboratorio, pero en general los laboratorios 
remotos tienen los costes absolutos más altos en la mayoría de aspectos, en material, en 
software y hardware, en desarrollo, etc. Pero el coste relativo por usuario sería más bajo, por lo 
tanto valdría la pena implementar este tipo de laboratorios en la medida de lo posible. 
 
3.5. MOODLE 
Moodle (Modular Object-Oriented Dynamic Learning Environment) es un sistema educativo 
virtual o gestor de cursos  de libre distribución que ayuda a los educadores a crear redes de 
aprendizaje en línea. 
Es bien sabido que este gestor de cursos es uno de los más utilizados para crear aulas virtuales 
en los institutos o universidades, y  como gran ejemplo se puede destacar el campus virtual 
Atenea. 
Las funcionalidades más importantes y destacables que ofrece este gestor son: 
ADMINISTRACIÓN DEL SITIO: 
 Administración total del sitio por un usuario determinado. 
 Personalización de las páginas utilizando temas que redefinen los estilos, los colores del 
sitio, la tipografía, la presentación, la distribución, etc. 
 Administración de módulos y bloques de actividades con los que se pueden añadir 
funcionalidades. Los módulos principales son: 
o Módulo de Tareas: da la funcionalidad de especificar la fecha final de una entrega 
cualquiera y la calificación máxima que se podrá obtener. 
o Módulo de Chat: permite la comunicación de los usuarios de un curso mediante 
chat. 
o Módulo de Consulta: Permite que los usuarios voten sobré algo. 
o Módulo Foro: añade a Moodle la posibilidad de crear foros. 
o Módulo Cuestionario: permite crear cuestionarios auto evaluables a los 
profesores. 
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o Módulo Recurso: permite la publicación de contenidos digitales (Word, Power 
Point, Flash, video…).  
o Módulo Taller: añade la posibilidad de evaluar los documentos subidos por los 
alumnos. 
ADMINISTRACIÓN DE USUARIOS: 
Este gestor trabaja con un conjunto de mecanismos de autenticación a través de módulos, que 
permiten una fácil integración con los sistemas existentes. 
Las características principales incluyen: 
 Método estándar de alta por correo electrónico. 
 Método LDAP: las cuentas de acceso pueden verificarse en un servidor LDAP. El 
administrador puede especificar qué campos utilizar. 
 Base de datos externa: Cualquier base de datos que contenga al menos dos campos 
puede usarse como fuente externa de autenticación. 
Cada persona necesita sólo una cuenta para todo el servidor. Por otra parte, cada cuenta 
puede tener diferentes tipos de perfiles. 
 Seguridad: los profesores pueden añadir un código de acceso para sus cursos, con el fin 
de impedir el acceso de quienes no sean sus estudiantes. Pueden transmitir este código 
personalmente o a través del correo electrónico personal, etc. Los profesores pueden 
dar de baja a los estudiantes manualmente si lo desean, aunque también existe una 
forma automática de dar de baja a los estudiantes que permanezcan inactivos durante 
un determinado período de tiempo (establecido por el administrador). 
 Cada usuario puede especificar su propia zona horaria, y todas las fechas marcadas en 
Moodle se traducirán a esa zona horaria (las fechas de escritura de mensajes, de 
entregas, etc.). También cada usuario puede elegir el idioma que se usará en la interfaz 
de Moodle (Inglés, Francés, Alemán, Español, Portugués, y otros). 
ADMINISTRACIÓN DE CURSOS: 
El profesor tiene control total sobre todas las opciones de un curso. Se puede elegir entre varios 
formatos de curso tales como semanal, por temas o el formato social, basado en debates. 
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En general Moodle ofrece una serie flexible de actividades para los cursos: foros, diarios, 
cuestionarios, materiales, consultas, encuestas y tareas. En la página principal del curso se 
pueden presentar los cambios ocurridos desde la última vez que el usuario entró en el curso, lo 
que ayuda a crear una sensación de comunidad. 
Todas las calificaciones para los foros, diarios, cuestionarios y tareas pueden verse en una única 
página. Además, se dispone de informes de actividad de cada estudiante, con gráficos y detalles 
sobre su paso por cada módulo (último acceso, número de veces que lo ha leído) así como 
también de una detallada "historia" de la participación de cada estudiante, incluyendo mensajes 
enviados, entradas en el diario, etc. en una sola página. 
 
Figura 7: Estructura de las páginas de Moodle. 
 
En cuanto a la estructura visual, todas las páginas de Moodle están compuestas por bloques, 
estos dan acceso a las funcionalidades (módulos) y  las características antes mencionadas. 
En la figura 7 se puede observar un ejemplo de la estructura de una página. 
 
3.6. LABVIEW 
LabVIEW es una herramienta gráfica creada por National Instruments para pruebas, control y 
diseño mediante la programación. 
A los programas hechos con esta suite se les llama Instrumentos Virtuales o VI’s. 
Los VI’s están compuestos por dos partes bien diferenciadas: 
 Panel frontal: es la interfaz que interactúa con el usuario final cuando el programa se 
está ejecutando. Los usuarios pueden observar los datos del programa actualizados en 
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tiempo real. En este, se definen los controles (entradas de parámetros al programa) y los 
indicadores (salida de datos del programa). 
 
Figura 8: Panel de control frontal. 
 
 Diagrama de bloques: es el programa en sí, donde se define su funcionalidad mediante 
iconos que realizan funciones y se interconectan entre sí. 
 
 
Figura 9: Diagrama de bloques.  
En el diagrama de bloques de la figura 9 se crea tabla de 100 elementos y a continuación se 
hace un FFT del mismo. La salida se muestra en la figura 8.  
Es una  de las herramientas más utilizadas y útiles para interactuar con los laboratorios tanto 
remotos como presenciales (es decir con sistemas reales de por medio, un ejemplo es el LHCvii) y 
de la cual se pueden destacar las siguientes características: 
 Utiliza el lenguaje G, donde la G simboliza que es lenguaje gráfico. Esto facilita el 
desarrollo y el mantenimiento de las aplicaciones. 
 Permite el control de los VI’s mediante un navegador Web convencional.  
 Dispone de paquetes específicos que proporcionan comunicaciones con bases de datos. 
 Tiene drivers para los instrumentos o sistemas de adquisición hechos a medida. 
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 Permite hacer cálculos, controles y representaciones gráficas. 
 Puede ejecutar comandos del sistema (por ejemplo puede apagar el ordenador). 
 
3.7. WAMP 
El acrónimo WAMP se refiere a un conjunto de aplicaciones necesarias para alcanzar una 
solución global en la configuración de servidores dinámicos con un esfuerzo reducido. 
En las tecnologías Wamp esto se consigue con la unión de los siguientes subsistemas: 
 Windows: Sistema Operativo. 
 Apache: Servidor Web. 
 MySQL: Gestor de base de datos. 
 PHP: Lenguaje de programación. 
¿Qué se puede controlar con estos subsistemas? 
S.O 
 Apagar y reiniciar el servidor. 
 Instalar nuevos paquetes. 
 Gestionar tareas periódicas. 
 Administrar usuarios del S.O. 
SERVIDOR WEB 
 Administrar dominios. 
 Gestionar ficheros de configuración del servidor Web. 
 Definir indexado de los directorios. 
 Gestionar la configuración PHP. 
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MYSQL 
 Gestionar las bases de datos. 
 
3.8. SERVIDOR LABVIEW 
El servidor LabVIEW es un programa/servidor web que permite la ejecución de VI’s bajo 
demanda mediante HTML. 
¿Cómo trabaja? 
1.  El usuario genera una petición desde el navegador de internet a través de un enlace que 
pasa como parámetro el nombre del experimento (normalmente redireccionado por el sistema 
de reservas). 
2.  La aplicación de gestión, recibe la petición a través del servidor LabVIEW y procesa los 
parámetros recibidos para identificar el experimento y validarlos. 
3.  La capa de control comprueba la disponibilidad del canal, en caso de que no esté disponible 
se genera un HTML dinámico informando al alumno del estado. 
4.  Se carga el VI asociado al experimento. 
5.  Se genera un documento HTML con el panel remoto incrustado y se redirecciona la petición 
al servidor web de LabVIEW. 
6.  El navegador cliente carga el panel remoto y el usuario obtiene el control del VI del 
experimento. 
7.  Cuando el usuario da por acabada la sesión, cierra el panel remoto o la ventana del 
navegador que lo contenía. La capa de control lo detecta y libera la memoria del VI, libera el 
recurso y borra el archivo HTML asociado. 
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Figura 10: Esquema del funcionamiento del servidor Web de LabVIEW. 
En la figura 10 se ve un esquema de como un cliente con un navegador y mediante una URL, 
genera una petición al servidor LabVIEW, este lo pasa a la capa de control y devuelve el VI 
demandado (embebido con código HTML). 
Un VI se puede configurar de tal forma  que sólo con ser ejecutado, ejecute también el software 
del servidor LabVIEW, y de esa forma puede estar disponible y puede ser llamado desde un 
navegador Web desde el inicio de su ejecución. 
Esto ayuda también al hecho de que el sistema sólo actúe como servidor cuando el VI esté 
abierto. 
En el Anexo IV se puede ver como se configura el VI para que pueda ser controlado desde HTML 
y para que el servidor que lo ejecuta se inicie junto con él. 
PROPIEDADES DESTACABLES 
 La gestión de colisiones  de la capa de control es muy pobre. 
 La seguridad de la capa de control es bastante limitada en cuanto a acceso, cualquier 
persona con la URL del experimento puede acceder a él. 
 Un VI  ejecutado desde el servidor G también puede ejecutar comandos del sistema. 
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Por lo tanto cuando se hable de un servidor LabVIEW o servidor G, se está haciendo referencia a 
un servidor Web capaz de incrustar los VI’s en HTML y permite que se ejecuten mediante el 
mismo. 
 
3.9. WOL 
Existen 6 estados para un ordenador, estos son:  
1. S0: Encendido y completamente operativo. 
2. S1: El sistema está en modo baja energía (Sleep mode). El reloj de la CPU parado, pero la 
memoria RAM está encendida y operativa. 
3. S2: Similar al anterior, solo que la CPU está totalmente apagada. 
4. S3: La RAM se encuentra en standby, con la mayoría de los otros componentes apagados. 
5. S4: Modo hibernación. 
6. S5: Completamente apagado. 
WOL o Wake On Lan es capaz de llevar a un sistema al estado S0 desde cualquiera de los otros 
estados de forma remota, mediante un software, enviando un determinado tipo de paquete 
(magic packets) y a través de Ethernet. 
Es una tecnología implementada en la placa base del ordenador. 
 
3.10. PORT FORWARDING 
La redirección de puertos o tunneling es la acción de redirigir un puerto de red de un nodo de 
red a otro. Esta técnica puede permitir que un usuario externo (Internet) tenga acceso a un 
puerto en una dirección IP privada (red local)  mediante un router con NATviii  activado. 
La redirección de puertos permite que ordenadores remotos (por ejemplo, máquinas públicas 
en Internet) se conecten a un ordenador en concreto dentro de una LAN privada. 
   
37   
 
 
Figura 11: Esquema del port forwarding, zona pública y zona privada. 
En el ejemplo de la imagen anterior, se hace una petición a un recurso de la IP pública 1.1.1.2:80 
y el port forwarding del router pasa la esta petición al recurso de la IP privada 
192.168.1.100:8080. 
 
3.11. DSN 
DSN o Data Source Name, representa todo lo relativo a una fuente de datos configurada por el 
usuario para conectarse a una Base de datos. Es decir, por cada conexión que el usuario quiera 
establecer con algún fabricante, tiene que especificar una serie de información que permitan al 
controlador saber con qué fabricante se tiene que conectar y la cadena de conexión que tiene 
que enviarle a dicho fabricante para establecer la conexión con la fuente de datos  ODBC  
accedida por el proveedor en cuestión. 
O dicho de otra forma, los DSN permite en realidad definir la base de datos a la que se accederá 
sin necesidad de pasar por la aplicación utilizada para construirla, es decir, con simples llamadas 
y órdenes desde un programa se pueden obtener los datos buscados sin necesidad de ejecutar 
el manejador de la base de datos como Microsoft Access o MySQL los cuales, evidentemente, 
no tendrán por qué encontrarse en el servidor donde se trabaje. 
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4. DESARROLLO DE RWLAB 
A continuación se explicará el desarrollo del proyecto. Está constituido por 3 partes, la 
especificación, el diseño y la implementación. 
 
4.1. ESPECIFICACIÓN 
La especificación es la fase que se encarga de describir el comportamiento que deberá tener el 
sistema independientemente de la tecnología utilizada para su implementación.  
Indica cómo se debe comportar el sistema según el usuario o los usuarios que lo utilizan. 
En este caso ya se sabe el sistema y las tecnologías que se utilizarán dados los requisitos, por lo 
tanto se especificará el sistema basado en dichos conocimientos. 
 
4.1.1. MODELO DE CASOS DE USO 
El modelo de casos de uso se encarga de describir una secuencia de acontecimientos que hace 
un actor o agente externo que utiliza el sistema, para llevar a cabo un procedimiento que tiene 
un valor para él. Es decir, asocia las funcionalidades del sistema a cada uno de los usuarios del 
sistema. 
El modelo de casos de uso engloba dos partes, el diagrama de casos de uso (donde se 
encuentran los casos de uso ligados a los diferentes usuarios) y la especificación de los casos de 
uso (parte donde se describen las acciones que realizará cada actor). 
Sólo se hablará de los casos de uso que todavía no existen en Moodle, el subsistema que se 
utilizará para el desarrollo del portal de conocimiento rWLab. 
 
4.1.1.2. DIAGRAMA DE CASOS DE USO 
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Figura 12: Diagrama de casos de uso.  
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En el diagrama de la figura anterior se puede  observar que la mayoría de tareas están bien 
diferencias por el tipo de actor que interviene, es decir, cada usuario tiene sus funcionalidades y 
sólo él las podrá utilizar, a excepción de un par que son compartidas. 
 
4.1.1.3. ESPECIFICACIÓN DE LOS CASOS DE USO 
La especificación de los casos de uso permite describir la secuencia de hechos que realiza un 
actor que utiliza el sistema; para llevar a cabo un proceso que tiene algún valor para él.  En esta 
parte, se pueden definir muchas propiedades o atributos,  en este caso se especificarán las 
siguientes. 
 CASO DE USO: Nombre del caso de uso. 
 ACTORES: Agentes externos al sistema o que interactúan con él. 
 INICIADOR: Actor que comienza el caso de uso. 
 TIPO:  Tipo de caso de uso, puede ser: 
 Primario, secundario u opcional. 
 Esencial o real. 
 PROPÓSITO: Objetivo del caso de uso. 
 RESUMEN: pequeña descripción del caso. 
 CURSO TÍPICO DE ACONTECIMIENTOS: Descripción de cómo ocurre la interacción entre 
los usuarios y el sistema.  
 CURSOS ALTERNATIVOS: transcurso que sigue el caso de uso en los casos donde no se 
sigue el camino habitual. 
Debido a que uno de los requisitos es utilizar el gestor de contenidos Moodle y los casos de uso 
asociados a un curso y a la gestión de usuarios se pueden encontrar en la documentación de 
dicho gestor, sólo se especificarán los casos de uso relacionados con el sistema de reservas y el 
acceso al laboratorio remoto. Es la parte a desarrollar ya que como se explicó en el apartado  de 
herramientas y conceptos, Moodle cubre con la mayor parte de funcionalidades. 
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CREAR RESERVA 
CASO DE USO: Crear Reserva. 
ACTORES: Profesor. 
INICIADOR: Profesor. 
TIPO: Primario y esencial. 
PROPOSITO: Crear una reserva para que un grupo de alumnos pueda acceder al 
laboratorio remoto. 
RESUMEN: El profesor asigna una reserva de tiempo a determinado grupo de usuarios 
de un curso. Junto con la reserva, asigna un conjunto de parámetros límite con los que 
los usuarios podrán trabajar en el panel remoto. 
 CURSO TÍPICO DE ACONTECIMIENTOS: 
Acciones de los actores Respuesta del sistema 
1. El caso empieza cuando el profesor 
quiere crear una reserva para un conjunto 
de usuarios.   
  
2. El Sistema genera una página con los 
campos necesarios para realizar la reserva. 
3. El profesor introduce los datos 
necesarios.   
  4. El sistema valida cada uno de los datos 
  
5. Se registran los datos en el sistema si son 
válidos. 
  
6. Se añade la reserva al calendario de 
eventos del usuario. 
7. El actor recibe el mensaje de 
confirmación de la creación de la reserva.   
 
CURSOS ALTERNATIVOS: 
1. Línea 4: Alguno de los datos es incorrecto o algún campo obligatorio no ha sido 
rellenado. Ir a la línea 3. 
 2. Línea 4: Los horarios se solapan. Ir a la línea 3.  
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ELIMINAR RESERVA 
CASO DE USO: Eliminar reserva. 
ACTORES: Profesor. 
INICIADOR: Profesor. 
TIPO: Primario y esencial. 
PROPOSITO: Elimina una reserva previamente creada por un profesor. 
RESUMEN: El profesor elimina una reserva si lo considera oportuno. 
 CURSO TÍPICO DE ACONTECIMIENTOS: 
Acciones de los actores Respuesta del sistema 
1. El caso empieza cuando el profesor 
quiere eliminar una reserva.   
  
2. El Sistema genera una página con un 
calendario y las reservas creadas. 
3. El profesor elije la reserva que quiere 
eliminar.   
  
4. El sistema envía un mensaje de 
confirmación al actor. 
5. El profesor confirma la acción.   
  6. El sistema elimina la reserva. 
 
CURSOS ALTERNATIVOS: 
 1. Línea 5: Profesor no confirma la acción. Ir a la línea 3. 
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EDITAR RESERVA 
CASO DE USO: Editar Reserva. 
ACTORES: Profesor. 
INICIADOR: Profesor. 
TIPO: Primario y esencial. 
PROPOSITO: Editar una reserva previamente creada por un profesor. 
RESUMEN: El profesor edita la reserva si lo desea, pudiendo cambiar todos los valores 
de entrada que se crearon con la reserva. 
 CURSO TÍPICO DE ACONTECIMIENTOS: 
Acciones de los actores Respuesta del sistema 
1. El caso empieza cuando el profesor 
quiere editar una reserva.   
  
2. El Sistema genera una página con las 
reservas creadas. 
3. El profesor escoge la reserva que quiere 
editar.   
  
4. El sistema genera una página con los 
datos de la reserva seleccionada y los 
campos para ser editados. 
5. El profesor edita los datos de la reserva.   
  6. El sistema valida cada uno de los datos. 
  
7. Se registran los datos  en el sistema si 
son válidos. 
8. El actor recibe un mensaje de 
confirmación de la edición de la reserva.   
 
CURSOS ALTERNATIVOS: 
1. Línea 6: Alguno de los datos es incorrecto o algún campo obligatorio no ha sido 
rellenado. Ir a la línea 5. 
 2. Línea 6: Los horarios se solapan. Ir a la línea 5. 
 
   
44   
 
CONSULTAR RESERVAS 
CASO DE USO: Consulta reserva por días. 
ACTORES: Profesor. 
INICIADOR: Profesor. 
TIPO: opcional. 
PROPOSITO: Consultar las reservas que hay en un día. 
RESUMEN: El profesor consulta las reservas existentes en un día, puede seleccionar 
cualquier día y puede ver todos los datos de la reserva. 
 CURSO TÍPICO DE ACONTECIMIENTOS: 
Acciones de los actores Respuesta del sistema 
1. El caso empieza cuando el profesor 
quiere consultar las reservas que hay en 
un día.   
  
2. El Sistema genera una página con un 
calendario. 
3. El profesor escoge el día del mes y del 
año que quiere consultar.   
  
4. El sistema genera una página con las 
reservas del día ordenadas por hora. 
 
CURSOS ALTERNATIVOS: 
 1. Línea 3: No se puede elegir un día si no hay como mínimo una reserva. Ir a la línea 2. 
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CONSULTA HORAS OCUPADAS 
CASO DE USO: Consulta horas ocupadas. 
ACTORES: Profesor. 
INICIADOR: Profesor. 
TIPO: Opcional. 
PROPOSITO: Consultar las horas ocupadas en un determinado día antes de realizar la 
reserva. 
RESUMEN: El profesor consulta las horas ocupadas del día en que quiere hacer la 
reserva para intentar no solapar los horarios. 
 CURSO TÍPICO DE ACONTECIMIENTOS: 
Acciones de los actores Respuesta del sistema 
1. El caso empieza cuando el profesor 
quiere consultar las  horas reservadas que 
hay en un día antes de hacer una reserva.   
  
2. El Sistema genera una página con un 
calendario. 
3. El profesor elije el día que quiere 
consultar.   
  
4. El sistema genera una página gráfica con 
las horas ocupadas el día seleccionado. 
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ACCESO AL LABORATORIO REMOTO 
CASO DE USO: Acceso al laboratorio remoto. 
ACTORES: Profesor y alumno. 
INICIADOR: Profesor y alumno. 
TIPO: Primario y esencial. 
PROPOSITO: Permitir el acceso al laboratorio remoto a los actores. 
RESUMEN: Si el alumno tiene una reserva accede al laboratorio remoto para interactuar 
con él y el profesor accede siempre que quiera aunque no estén disponibles los recursos. 
 CURSO TÍPICO DE ACONTECIMIENTOS: 
Acciones de los actores Respuesta del sistema 
1. El caso empieza cuando el alumno 
quiere acceder al laboratorio remoto.   
  
2. El Sistema genera una página de acceso 
al mismo. 
3. El actor accede al laboratorio remoto.   
  
4. El sistema genera una página con el 
panel de control y acceso a las cámaras. 
5. El actor interactúa con el canal de 
oleaje el tiempo que dure la reserva.   
  
6. El sistema cierra la página del laboratorio 
remoto cuando acaba la reserva. 
  
7. Se envían a los usuarios los archivos 
generados por el experimento. 
 
CURSOS ALTERNATIVOS: 
1. Línea 3: Si es un alumno no podrá acceder si no tiene reserva. Ir a línea 1. 
2. Línea 4: Si no están disponibles el panel remoto y las cámaras no se enseñará nada en 
la página. 
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DATOS PARA PANEL REMOTO 
CASO DE USO: Datos para panel remoto. 
ACTORES: Sistema. 
INICIADOR: Sistema. 
TIPO: Primario y esencial. 
PROPOSITO: Tener a punto los datos referentes a una reserva para el panel remoto. 
RESUMEN: Cada vez que haya programada una reserva, el sistema debe proporcionar la 
información referente a la misma, en una estructura de datos para que el panel de 
control del canal de olas pueda consultarla.  
Esta información son los parámetros límite que el usuario podrá utilizar en el canal de 
oleaje y los datos de acceso. 
 CURSO TÍPICO DE ACONTECIMIENTOS: 
Acciones de los actores Respuesta del sistema 
  
1. El caso empieza cuando el sistema 
detecta que hay una reserva. 
  
2. El Sistema consulta los datos de la 
reserva. 
  
3. Se borra la información de la estructura 
de datos de intercambio. 
  
4. Se inserta la información referente a la 
reserva actual para que el panel remoto la 
consulte. 
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4.1.2. MODELO DEL COMPORTAMIENTO 
El modelo del comportamiento describe la parte dinámica del sistema software, es decir,  cuales 
son las características que cambian con el tiempo. Por ejemplo la interacción entre un objeto,  
sus posibles estados, sus transiciones de estados, los acontecimientos que se producen y las 
operaciones que se ejecutan. 
Los diagramas de secuencia se encargan de mostrar la secuencia de eventos entre los actores y 
el sistema, y además permite identificar cuáles son las operaciones reales del mismo. 
 
4.1.2.1. DIAGRAMAS DE SECUENCIA 
Los diagramas de secuencia muestran para cada escenario en particular,  cuáles son los eventos 
generados por los agentes externos, en qué orden se ejecutan y las operaciones internas del 
sistema. 
Mientras que el diagrama de casos de uso permite el modelado de una vista business del 
escenario, el diagrama de secuencia contiene detalles de implementación del escenario, 
incluyendo los objetos y clases que se usan para implementar el escenario, y mensajes 
intercambiados entre los objetos. 
Normalmente se examina la descripción de un caso de uso para determinar qué objetos son 
necesarios para la implementación del escenario. 
Para no extender demasiado la memoria sólo se expondrá el diagrama de secuencia de crear  
una reserva. 
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Figura 13: Diagrama de secuencia de crear reserva. 
 
En la figura 13, en el caso de validar una reserva, se comprueba si los parámetros son correctos 
y si no hay otra reserva con la misma fecha y hora. 
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4.2. DISEÑO 
Con la especificación, se ha determinado cual será el comportamiento externo del sistema des 
del punto de vista de los usuarios. 
A continuación se determinará cómo debe actuar el sistema, es decir,  los aspectos que 
formarán parte de la aplicación: la arquitectura que se utilizará, y la integración con los sistemas 
que se utilizarán. 
El objetivo de esta parte es definir un sistema lo suficientemente detallado para permitir su 
construcción física partiendo de la especificación y sabiendo cuales son los recursos disponibles 
para hacerlo. 
Como ya se ha explicado, Moodle es un gestor de contenidos modular, es decir para añadir 
funcionalidades nuevas sólo hay que o añadir bloques o añadir los módulos que las ofrezcan. 
Se ha diseñado un bloque y un conjunto de páginas para Moodle (de acuerdo con sus funciones 
y librerías)  para cubrir todas las funcionalidades descritas en el análisis de los requisitos. 
El bloque simplemente da acceso a las páginas que se utilizarán. Y las páginas son: crear reserva, 
ver reservas, horas ocupadas,  laboratorio remoto, Cam, panel remoto y cron. 
Antes de exponer el diseño de cada página, es importante destacar que cada una de ellas se 
adaptaran a Moodle, utilizaran sus usuarios, sus calendarios, sus eventos, etc. para funcionar. 
Son totalmente dependientes del gestor de contenido y esto implica que las página absorben de 
alguna manera todas las funcionalidades de Moodle.  
Finalmente, el diseño para cada una de las páginas es el siguiente: 
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CREAR RESERVA: 
Es la página que se encarga de crear, editar y eliminar una reserva, en el caso de crear una  
reserva la página se enseña con el formulario vacío, en caso de editar alguna, el formulario se 
muestra con los datos de la reserva seleccionada y en caso de eliminarla realiza la acción y 
enseña un mensaje de confirmación para cada caso. 
CARACTERÍSTICAS GENERALES: 
Esta página tiene una instancia en todos los cursos, es decir desde todos los cursos se puede 
ejecutar pero esta actúa en el contexto del curso (para decirlo de otra forma, sólo utiliza los 
datos del curso desde donde se ejecuta). 
Se utiliza en cada curso cuando un profesor quiere crear una reserva con un grupo de usuarios 
del mismo y así puedan acceder al laboratorio remoto. 
OPCIONES: 
La página contiene un formulario de entrada de datos que se muestra cada vez que se ejecuta. 
Estos datos son: 
 De grupo: 
o Group Name: Contiene el nombre del grupo, el panel de control remoto utiliza 
este nombre como dato de acceso, además de una contraseña que se genera 
aleatoriamente. 
o Available Users: Lista de usuarios disponibles ligados al curso desde donde se 
ejecuta la página. 
o Selected Users: Lista de usuarios seleccionados de “Available Users” para la 
reserva. 
o Date: Fecha de la reserva. 
o From: Hora de inicio de la reserva. 
o To: Hora final de la reserva. 
 
 De parámetros: Son los parámetros asociados a una reserva y que tienen como 
propósito limitar a los usuarios en el uso del panel remoto de control del canal de oleaje. 
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o Duration: Tiempo en minutos que el usuario tendrá para interactuar con el panel 
remoto, es decir, tiene un rango de tiempo pero sólo puede utilizar el panel 
“duration” minutos.  
o Wave Condition: Condición de la ola que genera el canal, puede ser de muchos 
tipos y los más comunes son de tipo regular o irregular. 
o fMax: Frecuencia máxima con la que podrá actuar la pala que genera las olas. 
o fMin: Frecuencia mínima con la que podrá actuar la pala que genera las olas. 
o sMax: Distancia mínima que podrá recorrer la pala que genera las olas. 
o sMin: Distancia máxima que podrá recorrer la pala que genera las olas. 
Con estos cuatro últimos parámetros se puede calcular la velocidad mínima y la 
velocidad máxima de la pala que genera las olas. 
o Path: Carpeta donde el sistema de adquisición de datos dejará la información 
generada en el experimento y que serán enviados cuando se acabe el mismo a 
los usuarios que participaron. 
DISEÑO TÉCNICO Y DE LA BASE DE DATOS 
Esta página implementa los casos de uso de crear y editar reserva, utiliza las librerías de Moodle 
disponibles en config.php para interactuar con la base de datos y para protegerla, es decir si se 
quisiera que sólo usuarios logados la utilicen se utilizaría la función requiere_login(), o si se 
quisiera que sólo la utilice un profesor se utilizaría  
require_capability('moodle/legacy:editingteacher', get_context_instance(CONTEXT_SYSTEM)). 
Para utilizar las librerías de Moodle solo hay que utilizar el archivo config.php situado en la 
carpeta principal del mismo. Esto también implica que nueva página debe estar en el directorio 
de Moodle. 
Utiliza la estructura de  datos  mdl_date_group_access_experiment y 
mdl_group_access_experiment que se crean automáticamente al instalar el conjunto de 
páginas. 
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Figura 14: diagrama de las estructuras de datos relacionadas a una reserva. 
La primera estructura de la figura anterior asocia un alumno a una reserva, y la segunda guarda 
la información de la reserva. 
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VER RESERVAS 
Esta es la página que enseña las reservas creadas,  muestra un calendario con el mes actual, 
navegable para todos los meses de todos los años. Dicho calendario tiene señalados los días en 
donde hay como mínimo un evento. Al marcar el día enseña las reservas de dicho día con los 
usuarios, la hora y la opción de borrar o editar cada reserva. 
CARACTERÍSTICAS GENERALES 
Es la misma para todos los cursos pero no actúa únicamente en su contexto, ya que es 
importante que los profesores puedan saber si existen reservas creadas por profesores de otros 
cursos. 
Se puede utilizar en cada curso para que los profesores puedan consultar las reservas creadas y 
así poder editarlas o eliminarlas. 
OPCIONES 
El calendario dispone de un sistema para navegar en los diferentes meses del año. Cuando se 
consulta una reserva hay 2 opciones: 
 Eliminar reserva 
 Editar reserva 
DISEÑO TÉCNICO Y DE LA BASE DE DATOS 
Esta página implementa el caso de uso de ver reservas creadas, y  utiliza la página de crear 
reserva para eliminarlas o editarlas. 
Igual que todas las páginas que se crearan utilizan la librería config.php de Moodle para 
ejecutarse en su entorno, utilizando las funciones de consulta a base de datos, de sesión, de 
usuario, etc. 
También utiliza la estructura de  datos  mdl_date_group_access_experiment y 
mdl_group_access_experiment para consultar las reservas. 
 
 
 
   
55   
 
HORAS OCUPADAS 
Esta página devuelve una imagen gráfica de las horas ocupadas de un día. Las horas libres en 
blanco y las ocupadas en rojo. 
CARACTERÍSTICAS GENERALES 
Dispone de una instancia en cada curso y se puede consultar las horas ocupadas de cualquier 
día independientemente de quien haya realizado la reserva, como información solo enseña las 
horas ocupadas. 
Se puede utilizar cuando un profesor vaya a crear o editar una reserva. 
DISEÑO TÉCNICO Y DE LA BASE DE DATOS 
Utiliza las librerías de Moodle para ejecutarse, y utiliza la estructura de datos 
mdl_date_group_access_experiment 
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LABORATORIO REMOTO 
Es la página que da acceso al laboratorio remoto, contiene el panel de control remoto y acceso a 
las cámaras. 
CARACTERÍSTICAS GENERALES 
Es una página sencilla, contiene el panel de control remoto incrustado y acceso a las cámaras IP. 
Los alumnos sólo podrán acceder en el momento de la reserva mientras que los profesores 
cuando lo deseen. Cada usuario podrá ver como máximo una cámara a la vez, dispone de un 
contador que indica el tiempo restante de la reserva y redirige al curso automáticamente 
cuando finaliza la misma. 
OPCIONES 
Además del panel y las cámaras, la página dispone de dos variables no modificables que son 
usuario y contraseña, el usuario es el nombre de la reserva que eligió el profesor y la contraseña 
se crea aleatoriamente para cada acceso remoto, el panel de control pide estos datos para 
poder ser usado. Si no se introducen no se puede interactuar con el canal, no obstante se 
pueden ver las cámaras. 
Es el único lugar desde el cual se puede ver los datos de acceso que pide el panel de control.  
DISEÑO TÉCNICO 
La página es un conjunto de incrustaciones, incrusta el panel remoto, incrusta las cámaras que 
son IP, y el usuario y la contraseña del grupo de usuarios de la reserva. Debe tener esos datos de 
acceso por qué el panel remoto no tiene sistema de protección y el hecho de que puedan ver 
estos datos en esta página garantiza que sólo los usuarios que tienen una reserva pueden 
interactuar con el canal de oleaje. 
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CAM 
Esta página sirve para proteger los accesos a las cámaras que sólo deben ser públicas para los 
usuarios que hacen el experimento remoto en un momento determinado. Sólo desde esta 
página se puede ver las imágenes de las cámaras disponibles y a está página sólo pueden entrar 
los usuarios que están dentro de la reserva. 
CARACTERÍSTICAS GENERALES 
Sólo y solo se puede utilizar desde la página del laboratorio remoto, es decir, no se puede entrar 
si se acede por URL directamente, no se puede entrar si no se está logado en Moodle, y no se 
puede entrar si no tiene una reserva en ese momento. 
DISEÑO TÉCNICO  
Se comunica con las cámaras mediante una función aleatoria, es decir, sólo esta página podrá 
comunicarse con las cámaras por qué sólo ellas conocen dicha función. Recibe como parámetro 
la IP de la cámara y devuelve el video. 
También puede recibir por parámetro el tamaño de la imagen deseado. 
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PANEL REMOTO 
Se supone que para este proyecto el panel de control de remoto debe estar programado para 
que pueda ser incrustado con HTML, pero para que se pueda programar, se debe garantizar una 
cosa, que cada vez que vaya a ser llamado o ejecutado, tenga acceso a una estructura de datos 
con una única entrada con los datos referentes a los parámetros de limitación con los que podrá 
actuar y con los datos de acceso que los usuarios deberán introducir. 
El panel de control sólo puede ser llamado durante una reserva y sólo puede funcionar si tiene 
acceso a esos datos. 
OPCIONES 
Los datos a los que accede son: 
 Duration: Tiempo en minutos que el usuario tendrá para interactuar con el panel 
remoto, es decir, tiene un rango de tiempo pero sólo puede utilizar el panel “duration” 
minutos.  No menor a 30 minutos. 
 Wave Condition: Condición de la ola que genera el canal, puede ser de muchos tipos y 
los más comunes son de tipo regular o irregular. 
 fMax: Frecuencia máxima con la que podrá actuar la pala que genera las olas. 
 fMin: Frecuencia mínima con la que podrá actuar la pala que genera las olas. 
 sMax: Distancia máxima que podrá recorrer la pala. 
 sMin: Distancia mínima que podrá recorrer la pala. 
 Path: Carpeta donde el sistema de adquisición de datos dejará los datos generados en el 
experimento y que serán enviados cuando se acabe el experimento a los usuarios que 
participaron. 
 Gname: Nombre que el panel de control remoto le pedirá a los usuarios para comenzar a 
funcionar. 
 Password: Contraseña que el panel de control pedirá a los usuarios para comenzar a 
funcionar. 
DISEÑO TÉCNICO Y DE LA BASE DE DATOS 
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Consiste en rellenar una determinada estructura de datos en el momento de cada reserva y con 
la información de la misma, y borrar el contenido de dicha estructura al finalizarla.  
 
Figura 15: Esquema de gestión del sistema para garantizar el funcionamiento del panel remoto. 
 
Por lo tanto deberá interactuar con una estructura de datos que contenga los parámetros 
explicados en la página de crear una reserva. Esta estructura es mdl_parametros. 
 
 
Figura 16: Diagrama de la estructura de datos relacionada al panel remoto. 
 
   
60   
 
CRON 
Esta página es esencial para el funcionamiento del sistema, realiza acciones como la de rellenar 
la tabla del panel de control remoto en el momento de una reserva, encender el servidor de 
LabVIEW o la de enviar los datos generados por el panel remoto a los alumnos cuando finaliza el 
acceso. Automatiza las acciones del sistema. 
DISEÑO TÉCNICO Y DE LA BASE DE DATOS 
Se ejecuta cada X tiempo y determina las acciones a realizar. Las acciones son enviar datos a un 
alumno, encender el servidor de LabVIEW, rellenar estructura parámetros con los datos de la 
reserva y borrar la estructura al finalizar la reserva. 
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4.3. IMPLEMENTACIÓN 
En este apartado se explicarán los procesos de implementación y las tecnologías utilizadas para 
la implementación/integración del sistema. 
 
TECNOLOGÍAS UTILIZADAS PARA LA IMPLEMENTACIÓN 
Las principales tecnologías (además de las explicadas en el apartado de herramientas y 
conceptos) que se utilizarán son Windows como sistema operativo, PHP como lenguaje de 
programación orientado al servidor, Java Script como lenguaje de programación Web orientado 
al cliente, HTML+CSSix como lenguaje Web orientado  a la presentación. Además de otros 
programas o software para garantizar la integración de los sistemas.  En la siguiente figura se 
pueden observar las diferentes capas de la aplicación implementada relacionadas a las 
tecnologías. 
 
Figura 17: Capas de la aplicación implementada 
 
4.3.1. TOPOLOGÍA DE LA RED 
Para que el sistema funcione correctamente, son necesarios un conjunto de elementos 
hardware y software que este utilizará. Antes de detallar cada uno de estos, se mostrará un 
esquema de una  solución a la topología de la red de rWLab. 
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Figura 18: Topología de la red de rWLab. 
 
 
 SERVIDOR WEB: Se encarga de contener el portal de conocimiento, además actúa como 
servidor de port forwarding para que las cámaras puedan ser visionadas desde el 
exterior mediante una IP pública (la misma que la del servidor Web). Este servidor 
también está conectado al servidor LabVIEW mediante Ethernet para qué este último 
pueda ser encendido mediante WOL y pueda hacer consultas en la base de datos privada 
que reside en el servidor Web (eth1). 
 SERVIDOR LABVIEW: Se encarga de contener el panel remoto que será incrustado en las 
páginas del portal de conocimiento, también alimenta mediante USB con energía 
eléctrica al dispositivo de control que se encarga de suministrar electricidad a los 
elementos del laboratorio. 
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Está conectado directamente al canal  para que este pueda ser controlado mediante 
protocolos especiales y hechos a medida. 
 DISPOSITIVO DE CONTROL ALIMENTADOR DE ENERGÍA: Es el que alimenta con energía 
eléctrica al canal de oleaje,  a las luces del laboratorio y al switch POEx. 
 SWITCH POE: Alimenta eléctricamente las cámaras y permite conectarlas todas a la vez 
al servidor Web mediante Ethernet. 
 FIREWALLS: Impiden el acceso indeseado a los recursos de los sistemas. 
 CLIENTES: Son los alumnos que se conectan remotamente al portal de conocimiento y 
acceden al laboratorio remoto. 
 
4.3.2. REDES 
Como se ve en la figura 18, el sistema está formado por 3 redes diferentes, una red pública y 
dos privadas. El servidor Web está conectado a las 3 redes, mientras que el servidor LabVIEW 
está conectado a dos y las cámaras sólo a una. 
Los dos servidores necesitan estar conectados a redes públicas por qué en un momento dado 
deberán tener disponibles determinados recursos a agentes externos, el servidor web deberá 
tener disponible el portal de conocimiento, y el servidor de LabVIEW deberá tener disponible el 
panel de control del canal de oleaje para que pueda ser incrustado en el portal de 
conocimiento. 
Además deben estar conectados como mínimo a una red privada para que: 
 El servidor Web encienda al servidor LabVIEW mediante WOL, si esta red fuera 
pública cualquier persona podría encenderlo remotamente con el software 
necesario. 
 Compartan bases de datos privadas. 
 Conectar las cámaras que deben tener IP’s privadas por falta de IP’s públicas. 
El hecho de tener una única red privada, implica conectar todos los elementos a un switch, por 
lo que si el switch en algún momento no funciona o está apagado, la comunicación entre las dos 
máquinas no será satisfactoria y es necesario que siempre que los dos ordenadores estén 
encendidos se puedan comunicar. 
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Por lo tanto es necesaria una segunda red privada.  
 
 Red pública:  147.83.0.0 / 16  (eth0) 
 Red privada 1: 192.168.1.0 / 24 (eth1) 
 Red privada 2: 192.168.0.0 / 24 (eth2) 
 
PORT FORWARDING: 
A continuación se muestra una tabla de relación de mapeo de IP’s Públicas a IP’s privadas de las 
cámaras, o dicho de otra forma, las IP’s privadas que tienen cada una de las cámaras y las IP’s 
públicas y puertos  que están asociadas a las mismas. 
Tabla 2: Mapeo de ip’s públicas a privadas 
IP Pública IP Privada 
147.83.X.X:8080 192.168.0.2 
147.83.X.X:8081 192.168.0.3 
147.83.X.X:8082 192.168.0.4 
147.83.X.X:8083 192.168.0.5 
 
4.3.3. SERVIDOR WEB 
Como se especifica en los requisitos, es necesario también un servidor de port forwarding. Dado 
que para los 2 servidores hace falta el mismo sistema operativo, en la solución propuesta se 
unifican este y el servidor Web. Por lo que además de ejecutar las páginas web del portal de 
conocimiento y de contener la base de datos, redireccionará hacia las IP’s privadas de las 
cámaras desde IP’s públicas. 
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El servidor elegido, dispone de las siguientes características: 
 PROCESADOR INTEL CORE I7 A 2,4HZ: Garantizará que los 100 usuarios puedan utilizar 
el  portal de conocimiento concurrentemente sin ningún tipo de problema. 
 MEMÓRIA RAM DE 4 GB: Según las especificaciones de Moodle, un usuario cualquiera 
utilizando el portal de conocimiento más el uso de la base de datos al máximo necesita 
(y está limitado a)  20MB de RAM. Por lo tanto los 100 usuarios trabajando al máximo no 
consumirán más de 2GB, dando de esa forma 2 GB de margen. 
 DISCO DURO DE 500GB: Hoy en día conseguir un disco de menores dimensiones es 
difícil. 500 GB es espacio suficiente para instalar el sistema operativo y los programas 
necesarios, y para realizar las correspondientes copias de seguridad. 
 3 TARJETAS DE RED: Es debido a que el servidor debe estar conectado a 3 redes. 
 SAI EATON ELLIPSE 1000: Ofrece independencia eléctrica al servidor para más de 1 
hora, además es capaz de comunicarse con el mismo, avisándole del estado de la batería 
o de la entrada/falta de energía. Dependiendo de estos últimos estados, es capaz de 
tomar decisiones (apagar o encender el servidor). 
 
Las siguientes acciones fueron necesarias para la configuración y puesta en marcha del servidor 
Web y port forwarding. 
1.  Instalación del Sistema operativo: El sistema operativo elegido (según los requisitos) es el 
Windows Server 2008, la instalación de este sólo tiene una particularidad, y es la creación de 
una segunda partición para realizar copias de seguridad. 
2. Instalación del servidor Web, de la base de datos y de PHP en el servidor Web: Para instalar 
este conjunto se utilizó el paquete WAMP. 
3. Instalación y configuración  del módulo Network policy and Access Services (NPAS)xi: 
Necesario para convertir el servidor Web en un servidor de Port forwarding. 
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Figura 19: Configuración del módulo NPAS.  
En la figura 19 se pueden observar las 4 reglas para las 4 cámaras disponibles y el total de 
paquetes que han sido redireccionados en el momento de la captura. 
4. Instalación y configuración del módulo Files Servicesxii: Sirve para compartir carpetas en la 
red de forma segura. Es necesario para crear la carpeta compartida a la que accederá el servidor 
de LabVIEW  para poder guardar los archivos generados. 
5. Configuración de apache y de PHP: fue necesario configurar PHP para que funcionara con 
determinados tipos de módulos, en nuestro esto se consiguió configurando la función mail() xiii 
para que enviara correos electrónicos desde una dirección de correo predeterminada; de esa 
forma no se tuvo que instalar también un servidor de correo electrónico.  
También se tuvo configurar el apache para permitir/restringir el acceso a las carpetas del 
directorio Web. En este caso fue necesario restringir el acceso a una carpeta creada en este 
directorio para simplificar el funcionamiento del envío de archivos generados.  
Funciona de la siguiente manera, como PHP sólo tiene acceso a los archivos o carpetas que 
están dentro del directorio Web, la carpeta compartida debe estar en este directorio, teniendo 
acceso así PHP (que envía los archivos a los usuarios) y el servidor LabVIEW (que deja los 
archivos generados en esta carpeta), pero no el resto de usuarios. (Ver Anexo VI). 
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Figura 20: Esquema del directorio Web y del directorio compartido. 
Como se ve en la figura anterior, aunque la carpeta compartida pertenezca  al directorio Web, 
sólo la podrá ver el servidor LabVIEW y evidentemente el servidor que la contiene. 
6. Configuración de la base de datos: Como se mencionaba en uno de los requisitos la base de 
datos debe ser privada, podrán acceder los dos servidores pero con IP’s locales y sólo desde sus 
IP’s. 
7.  Instalación y configuración de Moodle: El portal de conocimiento está basado en dicho 
gestor de contenidos. 
 
Figura 21: Captura de Moodle Instalado en su página principal. 
En la imagen anterior se pueden observar el tema personalizado o los cursos disponibles. 
En la configuración entra: instalación y creación del tema rWLab, configuración de seguridad y 
de copias de seguridad de Moodle. 
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8.  Instalación del CronMoodle: Debido a que el sistema operativo Windows  no tiene Cronxiv  y 
Moodle lo necesita para ejecutar tareas de forma automática, se debe instalar el programa para 
Windows que se encarga de simularlo. 
9. Configuración de copias de seguridad: Como todo sistema seguro, debe disponer de copias 
de seguridad en caso de fallos.  El sistema de copias de seguridad es incremental y realiza copia 
de todo el sistema además de la base de datos en una segunda partición del servidor. 
10. Configuración del SAI: Al tratarse de un servidor de alta disponibilidad,  debe estar 
encendido el máximo tiempo posible, por lo que es necesario configurar el SAI para los casos de 
falta de energía. Si desaparece la energía eléctrica el servidor se mantiene encendido hasta un 
determinado límite de batería, si en ese momento no vuelve a aparecer la energía eléctrica el 
servidor se apaga de forma correcta. 
Si el servidor está apagado y recibe energía en cualquier momento, se enciende 
automáticamente. 
11. Configuración del antivirus y del Firewall a nivel de aplicación: Como se explica en uno de 
los requisitos no funcionales, la seguridad es muy importante, por lo tanto son necesarias un 
conjunto de reglas para el antivirus y el firewall y así poder determinar los servicios y programas 
que acceden o que son accedidos por internet. Se utilizó el antivirus y firewall de Trend Micro 
por qué así estaba especificado en los requisitos. 
Se utilizo la estrategia denegar todos los servicios y aceptar los necesarios. 
 
4.3.4. CÁMARAS 
Las cámaras elegidas son las MOBOTIX M22. Y fueron escogidas por las siguientes 
características: 
 Son cámaras IP’s. 
 Tienen un video Streaming de hasta 30 fps. 
 Son PoE (IEEE 802.3af) 
 Zoom Digital 
 Generador de logo en imagen 
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 Interfaz de programación (HTTP API): Aplicación que permite interactuar con la cámara 
mediante funciones, por ejemplo mandar un zoom a la cámara sólo disponiendo de la IP 
y sin necesidad de estar viendo la imagen. 
 Opera con un clima de entre -30 y 60 grados centígrados. 
 Funcionan bajo la lluvia: perfecto en el caso de las salpicaduras de agua en el canal. 
 Movimiento articulado manual tanto horizontal (180 °) cómo vertical (-90° a +20°) si está 
montado en pared y 360° en horizontal si está montado en plano. Se puede observar 
más detalladamente en la siguiente imagen. 
 
Figura 22: Rangos de movimientos de las cámaras según su donde se monten. 
Los siguientes pasos fueron necesarios para la puesta en marcha del acceso visual al canal de 
oleaje. 
1. Configuración de las cámaras: Antes de configurar las cámaras hicieron falta una multitud de 
pruebas que se explicarán  más adelante con más detalle. Para cada una de las cámaras se tuvo 
que configurar la red, la seguridad de acceso, el logo y fecha en la imagen de salida,  la calidad 
de la imagen de salida y el enfoque. 
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Figura 23: Imagen de una de las cámaras. 
En la parte inferior izquierda de la imagen anterior se encuentra el logo, en la parte superior 
derecha la fecha y en la parte superior izquierda la web desde donde se ha abierto la cámara. Y 
evidentemente parte del canal de oleaje. 
  
2.  Decidir la situación de las cámaras: esta decisión se tomó teniendo en cuenta un conjunto 
de pruebas que también se explicarán más adelante. Son 4 cámaras situadas en 4 puntos 
estratégicamente elegidos a lo largo del canal. Dos de las cámaras en su posición tienen un 
rango de movimiento manual de 1,5 metros de izquierda a derecha. La tercera cámara es fija y 
la última es móvil a lo largo de toda la estructura. 
3. Instalación de las cámaras: después de decidir donde quedarán finalmente las cámaras, sólo 
queda instalarlas, a continuación se puede ver una foto de la situación de las cámaras y las 
vistas de cada una. 
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Figura 24: Instalación de las cámaras, y ángulos de visión que cubren las mismas. 
 
4.3.5. DISPOSITIVO DE CONTROL, ALIMENTADOR DE ENERGÍA ELÉCTRICA 
Este dispositivo es uno de los más importantes del sistema, a continuación se explica cómo 
funciona y los elementos de  los que está compuesto. 
El servidor Web que es donde reside el sistema de reservas, cada vez que tiene programado un 
acceso remoto, enciende el  servidor LabVIEW enviando un magic paquet mediante Ethernet 
(WOL). El servidor LabVIEW tiene conectado a uno de sus puertos USB un dispositivo para 
captar energía del mismo, y esta energía es utilizada para activar un relé que cierra el circuito 
eléctrico conectado a las cámaras, a las luces y a la maquinaria del canal de oleaje. 
Este proceso se puede observar en el pequeño diagrama de flujo de la siguiente imagen. 
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Figura 25: Diagrama del dispositivo de control. 
 
El proceso de apagada lo realiza el mismo panel remoto que se ejecuta en el servidor LabVIEW. 
Este está programado de tal manera que cuando acaba la reserva de acceso remoto, ejecuta el 
comando de apagado de la máquina (servidor LabVIEW), y cuando esta máquina se apaga, 
pierde energía en sus puertos USB, el relé deja de estar alimentado y se desactiva, por lo tanto 
abre el circuito eléctrico y los dispositivos dejan de tener suministro eléctrico. 
Está compuesto por un cable USB, un relé 5V-220V y una regleta de enchufes. 
 
4.3.6. SERVIDOR LABVIEW  
Dado que el conjunto de conexiones que existe entre el ordenador que controla el canal de 
oleaje y el canal es bastante complejo,  se tuvo que utilizar el ordenador que se ha encargado de 
ese proceso hasta el momento. 
Aparte de la configuración base (la necesaria para interactuar con el canal) que ya estaba 
implementada en este ordenador, hicieron falta las siguientes acciones para convertir el panel 
de control del canal, en un panel de control remoto embebido en la Web. 
1. Configuración de la carpeta compartida: Para que los archivos generados por el sistema de 
adquisición puedan llegar a los usuarios después de cada experimento, se debe configurar la 
carpeta compartida de la que se hablaba en la sección del servidor Web. Esta carpeta debe 
cumplir un requisito: estar disponible siempre que el servidor de LabVIEW esté encendido. 
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2. Configuración de acceso a la base de datos: Para acceder a la base de datos privada y remota 
desde LabVIEW, hay que instalar el driver de Mysql y configurar un archivo DSN con los 
parámetros de acceso y dejar guardado y disponible este archivo para el VI que actuará como 
panel remoto. 
3. Configuración de script de inicio: No siempre que se encienda el servidor de LabVIEW es por 
un acceso remoto, puede ser también para experimentos en local. 
Por esto fue necesario un script de inicio (un batxv que se ejecute cada vez que se encienda el 
ordenador). Este programa comprueba si hay programado un acceso remoto, si lo hay lanza el 
panel remoto junto con el servidor LabVIEW, y si no lo hay no hace nada. 
Para realizar este proceso el servidor Web debe dejar en la carpeta compartida un archivo vacio 
con un nombre determinado en el momento de una reserva o un acceso remoto, así el servidor 
de LabVIEW puede determinar si hay o no experimento. O dicho de otra forma: 
 
Inicio  
Si existe archivo con nombre X en la carpeta compartida Entonces 
Lanza_panel_remoto() 
Sino 
Hacer_nada() 
Final 
 
Para ver el Bat con más detalle ver Anexo VII. 
4. Instalación del panel remoto: La instalación del panel remoto es simplemente dejar el 
ejecutable o VI en un lugar determinado para que sea ejecutado, con la particularidad de que 
cuando sea lanzado desde el script de inicio, ejecute también el software servidor LabVIEW para 
que pueda ser visionado remotamente mediante HTML. 
Una vez ejecutado el panel de control, se tendrá acceso al mismo mediante un navegador Web 
cualquiera. 
Para esto, es necesario configurar dos ficheros de control que se pueden ver con detalle en el 
Anexo IV. 
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5. Configuración del antivirus y Firewall: Igual que en el servidor Web se necesita que sólo se 
tenga acceso a un único servicio del servidor de LabVIEW, el software del servidor LabVIEW. 
También se utilizó la estrategia denegar todos los servicios y aceptar sólo los necesarios. 
 
4.3.7. PORTAL DE CONOCIMIENTO 
Como ya se ha explicado con anterioridad, el portal de conocimiento estará basado en Moodle, 
dado que este gestor de contenido ofrece varias  funcionalidades sólo hay que realizar la 
implementación del sistema de reservas, de la página que contendrá el panel remoto y las 
cámaras, y del bloque Moodle que apuntará a estos. 
Ya se ha explicado cómo funciona Moodle, por lo tanto la idea es tener un bloque con dos 
apartados de acceso a la página del laboratorio remoto (la página con los controles y las 
cámaras) y acceso a las páginas del sistema de reservas. 
El primer apartado será visible por todos siempre y cuando haya programado un acceso remoto, 
y el segundo apartado será visible por los profesores que son los que administran el acceso al 
laboratorio remoto. 
Se explicará primero la implementación de los bloques, y a continuación la programación del 
sistema de reservas: 
 
4.3.1.1. BLOQUE EXPERIMENTOS 
El bloque sólo debe tener dos enlaces, y además estos serán editables. 
Los bloques de Moodle  son ficheros “plantillas” que se tienen que rellenar con el contenido y 
funcionalidades que se adapten a las necesidades. 
La programación de los bloques para el gestor de contenidos Moodle, normalmente consta de  
como mínimo un único archivo con un nombre determinado (block_<nombredelbloque>.php) e 
incluye su contenido básico además de algunas características modificables. 
El bloque puede estar formado por más de un archivo dependiendo de si se le  añadir o no más 
funcionalidades de las básicas  (por ejemplo que sea editable desde Moodle o si se quiere que 
disponga de tablas propias en la base de datos). 
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Nuestro bloque, además de este archivo básico, dispone de otro que le da la funcionalidad de 
ser editado desde el gestor en cualquier momento y siempre que se tenga permisos. Este 
archivo se llama config_instance.html y debe tener ese nombre para todos los bloques. 
Por lo tanto nuestro bloque está formado por los siguientes elementos: 
1. Carpeta con el nombre del bloque: experiments 
2. Dentro de la carpeta se encuentran el archivo config_instance.html con el contenido de la 
figura  26 y el archivo block_experiments.php con el contenido de la figura 2. 
 
 
Figura 26: archivo config_instance.html 
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Figura 27: Archivo block_experiments.php. 
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Y después de la instalación del bloque creado en el gestor de contenidos, acaba quedando de la 
siguiente forma: 
 
Figura 28: Bloque de Moodle instalado.  
El bloque está formado por el título, los enlaces y el pié de página. Es importante destacar que 
un alumno cualquiera no podría ver en enlace de “Teacher Admin”. 
 
4.3.1.2. PÁGINAS DEL LABORATORIO REMOTO Y SISTEMA DE RESERVAS 
Moodle está programado en PHP, por lo que para la implementación del sistema de reservas se 
utilizó dicho lenguaje, junto con el gestor de base de datos que esté utilizando, en este caso 
MySQL. 
A continuación se expondrá la implementación de las páginas antes diseñadas en pseudocódigo 
junto con una imagen del resultado final para cada una de ellas. 
Antes de explicar los algoritmos de las páginas, se definirán algunas de las funciones utilizadas 
en los mismos para un mejor entendimiento. 
 forzar_login_moodle(): la página que ejecute está función no podrá ser ejecutada si no 
se ha iniciado sesión en Moodle. En caso de intentarlo devuelve un error y redirecciona  
a la página principal. 
 usuario_no_autorizado(): comprueba si el usuario que ejecuta la página que ejecuta esa 
función tiene una reserva para acceder al laboratorio remoto en ese momento. 
 no_reconoce_entorno(): comprueba si la página que ejecuta la función ha sido ejecutada 
desde el entorno correcto, es decir, sólo desde la página del laboratorio remoto y sólo a 
un usuario autorizado. 
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CREAR RESERVA 
 
Inicio 
 forzar_login_moodle() 
 Si  usuario_no_es_profesor() 
  error_y_redirige_a_pagina_principal() 
 Final si 
 Si tablas_mysql_no_creadas() 
crear_tablas() 
 Final si 
 Si crear_reserva() 
guardar_datos_reserva(datos) 
 Final si 
 Si editar_reserva() 
  Editar_datos_reserva(datos) 
 Final si 
 Si borrar_reserva() 
  Eliminar_reserva(idreserva)  
 Final si 
Escribir_formulario() 
Final 
  
La página acaba teniendo el siguiente aspecto: 
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Figura 29: Captura del sistema de reservas. 
Por un lado se pueden ver los datos referentes al grupo de usuarios del curso que podrán 
acceder con la reserva y por otro lado los datos de los parámetros límite que el grupo tendrá 
cuando accedan al laboratorio remotamente.  
Desde esta página se puede ver las reservas creadas y las horas ocupadas de un día. 
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VER RESERVAS 
 
Inicio 
forzar_login_moodle() 
 Si  usuario_no_es_profesor() 
  error_y_redirige_a_pagina_principal() 
 Final si 
 Escribir_reservas_en_calendario() 
Final 
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Figura 30: Captura de la página de ver reservas. 
Como se ve en la figura 30, en esta página el profesor puede ver las reservas creadas según el 
día, y tiene la opción de eliminarla o editarla 
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HORAS OCUPADAS 
 
Inicio 
forzar_login_moodle() 
Si  usuario_no_es_profesor() 
 error_y_redirige_a_pagina_principal() 
Final si 
Escribir_horas_ocupadas(dia) 
Final 
 
Esta página queda incrustada en la página de crear una reserva, específicamente en la parte de 
mensaje cuando el profesor decida consultar las horas ocupadas. Su aspecto es el siguiente: 
 
Figura 31: Captura de las horas ocupadas de un día. 
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LABORATORIO REMOTO 
El laboratorio remoto es una página que da acceso al panel de control remoto y a las cámaras 
que dan visión del laboratorio. 
 
Inicio 
 forzar_login_moodle() 
 Si usuario_no_autorizado & usuario_no_es_profesor() 
  error_y_redirige_a_pagina_principal() 
 Final si 
 imprime_usuario_y_contraseña_para_el_panel_remoto() 
 escribir_cuenta_atras() 
 incrustar_panel_remoto() 
 inscrustar_camaras_ip() 
Final 
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Figura 32: Captura de la página del laboratorio remoto.  
 
La figura 32 es la primera pantalla del panel de control de la página del laboratorio remoto, para 
poder interactuar con el canal se debe insertar el usuario y la contraseña que da la página de 
Moodle por seguridad,  también da un determinado tiempo y si no se insertan los datos de 
acceso en ese tiempo, el panel remoto se cierra automáticamente.  
Hay que recordar que este panel remoto es simplemente una incrustación HTML y que 
cualquier persona con la IP del archivo que lo contiene podría utilizarlo, de ahí la necesidad de 
utilizar un usuario y una contraseña sólo visibles desde Moodle. 
También hay acceso a las cuatro cámaras disponibles que se abren de una en una al hacer clic 
sobre los enlaces. 
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Figura 33: Captura 2 del la página del laboratorio remoto. 
En la imagen anterior se puede observar el panel remoto funcionando (una vez validados los 
datos de acceso), interactuando con el canal de oleaje. A la derecha se pueden observar los 
parámetros de entrada que le dan los usuarios y a la izquierda los gráficos de evolución 
temporal. 
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CAM 
 
Inicio 
 forzar_login_moodle() 
 Si usuario_no_autorizado & usuario_no_es_profesor() 
  error_y_redirige_a_pagina_principal() 
 Final si 
 Si no_reconoce_entorno() 
  error_y_redirige_a_pagina_principal() 
 Final si 
 Imprimir_imagen_camara(camara) 
Final 
 
Esta página actúa de reproductor, devuelve la imagen en vídeo de la cámara que se le pasa 
como parámetro. 
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CRON 
 
Inicio 
 Si enviar_ficheros() 
  Enviar_ficheros_a_usuarios() 
 Final si 
 Si encender_ordenador_labview() 
  Crear_fichero_en_carpeta_compartida() 
  Encender_ordenador_labview() 
  Activar_parametros_para_panel_remoto() 
 Final si 
Final 
 
Esta es la página que garantiza la integración ya que es la que se encarga de darle los 
parámetros al panel remoto cuando este los necesita. Para ver el código original ver el Anexo IV. 
Al enviar los datos adquiridos, estos se deben guardar en ficheros y enviarlos comprimidos, y 
para esto se utiliza un Bat que se podrá ver con detalle ver en el Anexo VIII. 
No tiene forma gráfica ya que lo único que hace es interactuar con el sistema interno, no está 
implementada para ningún agente externo. 
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5. PRUEBAS E INTEGRACIÓN 
Para garantizar la funcionalidad y el correcto funcionamiento del sistema, fueron necesarias un 
conjunto de pruebas para determinar si las soluciones propuestas estaban bien o mal 
encaminadas. 
En este caso se destacarán las pruebas que se hicieron a los elementos que se consideran más 
importantes, y estos son: las cámaras,  el servidor Web,  el dispositivo alimentador de energía, 
el panel de control demo, y para la integración. 
PRUEBAS PARA LAS CÁMARAS 
Prueba 1: Consistió en determinar cuánta carga de usuarios soporta una cámara sin que hubiera 
un retardo notable.  
El método sencillo, práctico y eficiente  para realizar esta prueba; consistía en medir los fpsxvi de 
una cámara mientras usuarios externos atacaban a la misma.   Aumentando el número de 
usuarios de uno en uno hasta que la salida de fps fuera menor a un determinado límite.  
No obstante, esta prueba hubo que realizarla a vista ya que debido a la arquitectura o al diseño 
de estas no se pudo medir la salida de fps con software. 
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Tabla 3: Usuarios Vs Retraso 
Usuarios Retraso [s] 
1 ~0 
2 ~0 
3 ~0 
4 ~0 - 0,5 
5 ~0 - 0,5 
6 ~0 - 0,5 
7 ~0,5 - 1 
8 ~0,5 - 1 
 
En la tabla 3 se puede observar que cuando hay 1 usuario conectado  la cámara prácticamente 
no retarda la imagen, en cambio cuando el número de usuarios pasa de los 5, el retraso de 
imagen visual comienza a ser considerable. 
A causa de esto, el número de usuarios que pueden estar viendo las cámaras al mismo tiempo 
no puede ser mayor a cuatro. 
Prueba 2: Prueba de seguridad, consistió en comprobar cuál era el método más conveniente de 
seguridad de acceso para las cámaras, y en hacer una auditoría de acceso para cada uno estos 
métodos. 
Los métodos de acceso y la solución a la problemática que presentan son los siguientes:  
1.  Autentificación HTTP con usuario y contraseña: consiste en autentificarse directamente por 
URL (http://USUARIO:CONTRASEÑA@ipcamara), lo que implica que si un usuario copia la URL 
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de acceso a la cámara podría ver estos datos y los podría utilizar  en accesos que no le 
corresponden. 
Solución:  
Como solución a esta problemática existe la opción de generar usuarios y contraseñas 
dinámicamente. Esta opción es posible si los usuarios y contraseñas se generan 
automáticamente y aleatoriamente cada vez que hay programada una reserva,  pero de nuevo 
frena la arquitectura de las cámaras que no permiten hacer esto. 
2.  Autentificación con certificados: consiste en repartir a los usuarios un certificado digital para 
acceder a las cámaras. Esta opción es eficiente en cuanto a seguridad de acceso, pero crea la 
problemática de que cualquier usuario con certificado puede acceder a las cámaras en cualquier 
momento. 
Solución: 
Como solución se puede plantear la opción de crear certificados dinámicamente o de tener una 
lista de permisos según el certificado, pero la arquitectura de las cámaras sólo permiten crear 
un certificado de acceso. 
3.  Creando un reproductor de imágenes en PHP (sólo para este tipo de cámaras). Consiste en 
transformar un conjunto de imágenes jpg que devuelve la cámara, en vídeo. Haciéndolo con 
PHP se puede controlar los usuarios que acceden y cuando o desde donde se accede. 
De las tres opciones esta es la más conveniente ya que con este reproductor se puede limitar los 
accesos a la cámara según un calendario o según convenga. 
Prueba 3: Decidir la situación de las cámaras. Para esta decisión fue necesario conectar todas 
las cámaras, fijarlas temporalmente en diferentes puntos y observar la imagen de cada una, 
obteniendo de esa manera los 4 puntos más óptimos para visualizar el canal. 
 
PRUEBAS PARA EL DISPOSITIVO DE CONTROL ALIMENTADOR DE ENERGÍA 
Una vez realizado el dispositivo que se encarga de alimentar algunos elementos eléctricos como 
las luces, hay que probar que el sistema se integra con este correctamente. Las pruebas para 
este dispositivo se realizaron de forma incremental: 
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1.  Comprobar de que parte del servidor de LabVIEW era más factible extraer energía, las 
opciones eran del pin de ventilador de la placa base, de la fuente de alimentación o de un 
puerto USB. 
2.  Probar si funcionaba encendiendo manualmente el servidor de LabVIEW. 
3. Probar si funcionaba encendiendo remotamente el servidor de LabVIEW mediante WOL. 
4.  Probar si funcionaba encendiendo remotamente el servidor de LabVIEW mediante WOL 
activado por un evento. 
Para la primera prueba se eligió el puerto USB ya que implica no tener que manipular el servidor 
internamente. 
Para todas las pruebas se obtuvieron resultados satisfactorios. 
PRUEBAS DE INTEGRACIÓN 
La integración consiste en que el portal de conocimiento (o Moodle) pueda comunicarse con el 
laboratorio remoto (o panel de control de LabVIEW). Para esto se barajaron 3 tipos de 
posibilidades. 
1. Comunicación por URL. Los VI’s  pueden recibir parámetros por URL cuando éstos están 
actuando bajo el servidor LabVIEW. 
En este caso se observó que al pasarle información mediante la URL, el servidor no devolvía el 
panel remoto. 
Este método fue  descartado por qué el hecho de de pasarle información de esa manera implica 
no ver los resultados visualmente. Es decir le podemos pasar parámetros al panel sin poder 
verlo, sólo sus resultados. 
2. Comunicación con scripts CGI. Consiste en crear un conjunto de páginas en CGI que atienda 
las peticiones de los usuarios vía Web, y que estas respondan de una manera u otra en función 
de las necesidades (asignando el recurso o no según los parámetros recibidos). 
En esta segunda posibilidad, se creó un programa sencillo en CGI y resultó viable. No obstante 
se descartó por la poca experiencia con este lenguaje. 
3.  Comunicación por base de datos. Se trata de utilizar la herramienta de LabVIEW para 
comunicarse con bases de datos locales o remotas, esto ayuda a que el código que se está 
ejecutando actúe de una manera u otra en función de las consultas que se realicen. 
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En este caso se realizo un pequeño VI que realizara consultas en una base de datos remota y el 
resultado fue satisfactorio. 
Esta última posibilidad fue la elegida por que ofrece una mayor dinamicidad y sobretodo 
seguridad.  
PRUEBA DE FUNCIONAMIENTO 
Que todos los subsistemas actúen como un único sistema, es indispensable. Para comprobar 
esto nos basamos en el funcionamiento general deseado y se realizó de la siguiente forma: 
1.  Hacer una reserva en el portal de conocimiento. 
2.  Esperar a que el servidor de LabVIEW se encienda junto con las luces y cámaras a la hora de 
la reserva. 
3.  Esperar a que se inicie automáticamente el programa que permite interactuar con los VI’s 
desde un navegador Web junto con el panel remoto  (en el servidor de LabVIEW). 
4.  En este caso como es un panel demo, este comprueba los parámetros de acceso al panel de 
control y si son válidos,  genera archivos aleatoriamente en una carpeta determinada y apaga el 
ordenador cuando la reserva finaliza. 
5.  Esperar a que los usuarios que tenían la reserva reciban los archivos generados por correo 
electrónico. 
Esta prueba se realizó en diferentes ocasiones y en determinado tipo de situaciones, todas 
fueron satisfactorias aunque varias veces el proceso falló debido a que el cron no se ejecutó 
correctamente. 
Vale la pena destacar que la cantidad de pruebas realizadas es alta, y que no sólo se realizaron 
pruebas a estos elementos, también a la mayoría que componen el sistema como en todo 
desarrollo de un producto. 
Sólo se han mencionado estas pruebas por qué fueron las necesarias para garantizar la 
integración de todos los subsistemas que actúan, es decir, se ha comprobado que desde un 
mismo sistema se puede controlar otros sistemas (cámaras, servidor LabVIEW, suministro 
eléctrico…). 
Las pruebas en la integración ayudaron a concretar el funcionamiento general del sistema, se 
pudieron sacar las siguientes conclusiones para el proceso: 
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 El servidor de LabVIEW se debe encender por lo menos 3 minutos antes de la hora de la 
reserva. Esto es para garantizar la estabilidad del servidor en un acceso remoto. Por 
ejemplo: hay una reserva de 14:00 a 15:00, y si el ordenador se enciende a las 14:00 y el 
alumno intenta acceder a la misma hora, no tendrá el recurso disponible. 
Por lo tanto, el ordenador se enciende 3 minutos antes de la reserva pero el panel 
remoto no estará disponible desde la Web hasta la hora inicio de la reserva. 
 Los archivos deben ser enviados a los usuarios como mínimo 1 minuto después de 
acabar la reserva. 
Esto es necesario para garantizar que se envían todos los archivos a los alumnos. 
Aplicando el mismo ejemplo del punto anterior, si la reserva acaba a las 15:00 y el 
alumno utiliza el panel hasta que el sistema cierre la página (final de reserva), puede ser 
que el panel remoto esté generando archivos hasta el último segundo y el sistema no 
alcance a enviarlos todos. 
 Por las circunstancias del punto anterior, entre una reserva y otra debe haber como 
mínimo 5 minutos de diferencia. 
Estos 5 minutos resultan de sumar los 3 minutos que necesita el servidor de LabVIEW 
para estabilizarse y estar disponible y el minuto que necesita al final, además de otro 
minuto margen que se da para cubrir posibles errores. 
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6. PLANIFICACIÓN FINAL Y COSTES 
 
6.1. PLANIFICACIÓN FINAL 
Al llevar a cabo las diferentes fases del proyecto, nos encontramos con dos puntos críticos. 
Programando el nuevo panel de control remoto y en la unificación. 
El primer punto crítico, la programación del panel de control, ha alargado el proyecto hasta 
estos días y no ha permitido que el proyecto esté en su total plenitud.  
Y el segundo punto crítico, la integración, colapsó bastante el proyecto ya que tuvo que pasar 
por varias alternativas ya explicadas en el apartado de pruebas. 
Esto hizo que se realizara en el tiempo esperado (aproximadamente 6 meses), pero no con el 
orden inicialmente elegido.  
Además varias de las pruebas anteriormente descritas tuvieron que ser realizadas mientras se 
desarrollaba el proyecto por no cumplir con los requisitos, y esto provocó un efecto 
solapamiento en la planificación, es decir, se solaparon varias de las pruebas finales con el 
desarrollo y eso llevó en alguna ocasión al método de prueba y descarte. 
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Figura 34: Diagrama de Gantt de la planificación final. 
En el diagrama de Gantt anterior se puede observar: 
 Que el panel de control del canal no se acabó en el tiempo especificado. 
 Y que algunas fases necesitaron estrictamente pruebas para su correcto desarrollo 
(flechas marcadas). 
En la tabla a continuación se pueden ver claramente las diferentes fases del diagrama 
acompañadas cada una de su/sus precedentes en el caso de que existan. Las fases a destacar 
son las 8<->17 y las 13<->18 ya que son las que corresponden al método de prueba y descarte 
del que hablábamos anteriormente, es decir, si no se hubiera desarrollado una solución y se 
hubiera probado, no se hubiera dado lugar al desarrollo de la siguiente solución. Esto ocurrió 
por falta de documentación y experiencia. 
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Tabla 4: Tabla de la planificación final 
ID Nombre ID Precedente 
      
0 Análisis de los requisitos   
1 Documentación   
2 Implementación del portal de conocimiento   
3 Implementación del Servidor Web   
4 Instalación y configuración de Moodle 3 
5 Programación bloque Moodle E instalación del Mismo. 4 
6 
Programación del sistema de reservas y de la página del panel 
remoto   
7 Implementación del Laboratorio Remoto   
8 Configuración de las cámaras 17 
9 Distribución e instalación de las cámaras   
10 Programación del Panel de control   
13 Configuración del servidor LabView 18 
14 Unificación 0-13 
15 Pruebas 14 
17 Pruebas cámaras 8 
18 Pruebas servidor LabVIEW 13 
16 Memoria   
 
6.2. COSTES 
Los costes del proyecto se dividen en costes del material, costes del software y costes del 
personal, a continuación se detallan cada uno. 
 
COSTE DEL MATERIAL 
El coste del material adicional para convertir la instalación local en remota es de 5978,8€. No 
están incluidos los materiales ya existentes como el precio del servidor de LabVIEW o el canal de 
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oleaje. Esto es debido a que el proyecto no es crear un canal de olas a escala con acceso remoto 
sino el sistema que se encarga de ello. En la siguiente tabla se pueden ver los precios del 
material con más detalle. 
Tabla 5: Coste del material utilizado para el desarrollo del proyecto. 
Componente Cantidad 
Precio 
U.[€] 
Precio T. 
[€] 
Cámaras Mobotix 
M24 4 1066,24 4264,96 
Servidor Web I7 1 884,11 884,11 
Switch POE 1 139,19 139,19 
SAI ellipse 1000 2 170,27 340,54 
Cableado y 
accesorios   350 350 
    
TOTAL     5978,8€ 
 
 
COSTE DEL SOFTWARE 
Los costes de los programas que se observan en la tabla 6 no sólo son imputables a este 
proyecto, además se han utilizado licencias campus, por lo que no tuvieron ningún coste para el 
mismo.  
No obstante se quiere dar una visión global de lo que costaría realmente montar un laboratorio 
remoto de este tipo. 
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Tabla 6: Coste de las licencias. 
Componente Cantidad 
Precio 
U.[€] 
Precio T. 
[€] 
Licencia WS2008 1 1209 1209 
LabVIEW FULL 1 2599 2599 
LabVIEW Remote Panels 1 329 329 
LabVIEW Internet Toolkit 1 579 579 
LabVIEW Database Connectivity 
Toolkit 1 1049 1049 
Trend Micro IS 2011 1 39,95 39,95 
    
TOTAL     5804,95€ 
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COSTE DEL PERSONAL 
Tabla 7: Coste del personal necesario. 
Recurso Horas Precio /hora [€] %Trabajo Total [€] 
Analista 60 30 13% 1800 
Diseñador 60 15 13% 900 
Programador 120 10 27% 1200 
Técnico 135 24 30% 3240 
Documentador 75 15 17% 1125 
     
TOTAL       8265€ 
 
Este proyecto ha sido realizado por 2 únicas personas,  pero también se quiere dar una visión 
global del coste de los recursos que se prevé que harían falta para llevar a cabo este proyecto. 
De los que observamos en la tabla 7, los que se llevan mayor parte de trabajo son el 
programador y el técnico.  A continuación se listarán las tareas que debería realizar cada uno de 
ellos. 
 ANALISTA: Se encargará de realizar el análisis de los requisitos y la elaboración del 
modelo conceptual. 
 DISEÑADOR: Se encargará del diseño de diagramas  y del diseño de la base de datos. 
 PROGRAMADOR: Llevará a cabo la codificación de las clases del bloque de Moodle y del 
sistema de reservas del portal de conocimiento, Además de las interfaces y pruebas. 
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 TÉCNICO: Se encargará de la instalación de todo el software y hardware necesario para 
el proyecto, además de las pruebas necesarias para su correcto funcionamiento. 
 DOCUMENTADOR: Documentará el proyecto y a los recursos necesarios para el 
funcionamiento del software y del hardware.   
 
COSTE TOTAL 
El coste total viene a ser la suma de todos los costes antes descritos (costes software + costes 
hardware + costes del personal) y asciende a los 20048,75€. 
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7. CONCLUSIÓN 
Se ha cumplido con los objetivos del proyecto con bastante éxito ya que la funcionalidad de 
rWLab le da la posibilidad de comenzar a utilizarse en la docencia para diferentes carreras y 
asignaturas.  
Además, el comienzo de este trabajo ha servido como precedente para la puesta en marcha de 
un proyecto aún mayor, que permite la realización de experimentos remotos a través de 
Atenea. Por lo tanto, ahora nos encontramos con rWLab en un servidor independiente, pero 
probablemente en un futuro se pueda acceder al canal de oleaje CIEMito desde los servidores 
de Atenea.  
También, es importante comentar que existe una parte externa del proyecto que aún no está 
terminada. En este caso se hace referencia a que el panel de control del canal todavía no es 
capaz de interactuar con el mismo pero, inicialmente esto no es un problema ya que realmente 
esta funcionalidad todavía no se ha completado por falta de tiempo.  
Por esa razón, aunque se pueda utilizar rWLab en la docencia, todavía no se podrán realizar 
experimentos remotos hasta que el panel de control esté programado completamente. 
 
OPINIÓN PERSONAL  
Pienso que este tipo de proyectos ayudan bastante a la docencia y especialmente a este tipo de 
carreras, en las que una demostración práctica de la teoría no llega a ser tan “fácil” como por 
ejemplo en la carrera de informática, donde normalmente sólo hace falta un ordenador para 
dichas pruebas. 
Además, considero que el acceso remoto a este canal de olas a escala y a toda la maquinaria 
relacionada, es un gran progreso para la universidad y el laboratorio ya que ayuda a potenciar 
su calidad de enseñanza y su cualidad para el exterior.  
Por último, creo que este proyecto me ha ayudado bastante, ya que gran parte del proyecto ha 
sido de tipo investigativo por lo que estuvo muy marcado por la poca posibilidad de 
alternativas. Y esto me ha dado la oportunidad de tener una experiencia muy directa con los 
sistemas reales, además de potenciar mis conocimientos sobre los mismos. 
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9. ANEXOS 
ANEXO I: MANUAL DE PROFESOR 
En esta parte se hará referencia a algunas funcionalidades de Moodle. Este gestor ya ofrece un 
manual de alumno y de profesor que no se adjuntará en esta memoria para no hacerla muy 
extensa pero se puede encontrar en su Web oficial.  
Las funcionalidades que ofrece Moodle y que se aprovecharan en este aparatado son: crear, 
editar o eliminar un curso y gestionar los recursos de un curso.  
 Crear Experimento: La página de los experimentos es la misma página de un curso de 
Moodle. En esta página se pueden dar de alta secciones,  y cada una de estas secciones 
se llamarán experimentos. Dentro de cada experimento los profesores pueden añadir 
diferentes tipos de recursos.  
Desde esta página también se puede editar o eliminar cada uno de los experimentos.  
El laboratorio virtual será un experimento donde sólo se puede añadir un tipo de 
recursos que son las aplicaciones Web de simulación. 
 
 
Figura 35: Página de experimentos (o curso en Moodle). 
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En la imagen anterior se observan los diferentes experimentos creados, el laboratorio virtual, o 
el botón para activar la edición de los experimentos. También se puede ver el bloque que da 
acceso al sistema de reservas y al laboratorio remoto. La parte de administración y edición no 
estará disponible para los alumnos. 
 
 Crear reserva: El profesor deberá acceder al sistema de reservas mediante el enlace del 
nuevo bloque llamado “Remote WaveLab”. Deberá rellenar el formulario enseñado con 
los valores que desee y finalmente deberá hacer clic en el botón de crear reserva. El 
sistema se encargará de advertirle si algún parámetro es incorrecto o si la reserva se ha 
realizado correctamente. El profesor sólo verá los usuarios del curso desde donde 
ejecuta el sistema de reservas. 
 
Figura 36: Ejemplos de errores que puede devolver el sistema. 
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Figura 37: Página de crear reserva. 
En la figura anterior se puede ver el formulario rellenado y el aviso del sistema diciéndo que la 
reserva fue creada satisfactoriamente. 
 
 Consultar, Editar y Eliminar reserva: Para realizar cualquiera de estas tres acciones el 
profesor deberá acceder a la página de la figura 37, y hacer clic en “View the created 
groups” a continuación el sistema le devolverá un calendario navegable y marcará los 
días con reservas. Si hace clic en alguno de los días con reservas, el profesor verá las 
reservas de ese día junto con los datos referentes a cada una además de la opción de 
eliminarlas o editarlas.  
Desde la página de la figura 37 también puede consultar las horas ocupadas 
seleccionando el día en el campo de fecha del formulario (parte oscura de la imagen). 
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Figura 38: Página de consulta, editar o eliminar una reserva.  
Se puede ver el calendario y los días con reservas. También se puede ver que cada reserva tiene  
la opción de borrarla o editarla.  
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ANEXO II: MANUAL DE ALUMNO 
 Acceso al laboratorio remoto 
Para que el alumno pueda acceder al laboratorio remoto, deberá hacer clic en el enlace  
“Remote Laboratory” del bloque creado. A continuación si no tiene permisos, el sistema 
le devolverá un error. Si los tiene verá la página con el panel de control y  acceso a  las 
cámaras como se muestra en las figuras 30 y 31. 
 
Figura 39: página de error que el sistema le devuelve al alumno cuando no tiene permisos. 
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ANEXO III: CIEMITO 
La idea de la construcción del canal de oleaje de pequeña escala CIEMito, surgió con el objetivo 
de generar una herramienta capaz de proporcionar un soporte de calidad a la docencia y a la 
investigación en el campo de la ingeniería marítima y costera, y convertirse por sus especiales 
características, el complemento perfecto al canal de oleaje de gran escala CIEM. Así el CIEMito 
ha pasado a formar parte de las infraestructuras experimentales del CiemLab dentro del 
Laboratorio de Ingeniería Marítima (LIM) de la Universidad Politécnica de Cataluña (UPC). 
Así mismo el diseño y desarrollo del CIEMito, llevado a cabo en su totalidad en el LIM, ha 
supuesto un interesante reto tecnológico en el que se ha volcado el conocimiento y experiencia 
acumulada en el uso del CIEM en los últimos 15 años. 
Un canal de las reducidas dimensiones del CIEMito facilita su operación y maximiza la 
variabilidad de tipología de ensayos así como su uso, todo ello minimizando los costes, en 
comparación con las necesidades de un canal de dimensiones mayores, aun sin menos precio en 
la calidad de los resultados. 
 
Figura 40: Vista en planta del canal CIEMito 
A nivel constructivo el CIEMito tiene una longitud total de 18m, con una sección útil de 0.38m 
de ancho y 0.56m de alto y un calado máximo de 0.36m. La estructura de soporte está formada 
por perfiles metálicos de sección cuadrada laminados en frío y las paredes y fondo son de cristal 
templado de 5+5 mm de espesor. 
A continuación se enseñarán diferentes vistas del canal CIEMito, en formato 3D. 
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Figura 41: Vista lateral en 3D  del canal CIEMito. 
 
Se puede observar las luces de estado del canal (verde quiere decir encendido y funcionando) y 
la pala dentro del canal. 
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Figura 42: Imagen en 3D del CIEMito al completo. 
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ANEXO IV: SERVIDOR LABVIEW Y CONFIGURACIÓN DEL PANEL REMOTO 
Para configurar un ordenador que ejecuta VI’s de LabVIEW en el sistema operativo, en un 
ordenador que ejecuta VI’s mediante HTML hay que realizar los siguientes pasos: 
1. Exportar el VI con el Web Publishing Tool de LabVIEW. Una vez exportado se genera un HTML 
con el programa embebido en el directorio Web del servidor LabVIEW. 
2. Generar en la misma carpeta del archivo HTML los archivos niwebserver.conf y 
<nombre_html>.ini con el siguiente contenido: 
(Normalmente estos archivos se crean automáticamente y sólo hay que cambiar alguna variable 
de configuración) 
#Niwebserver.conf 
ErrorLog "$LVSERVER_ROOT/logs/error.log" 
LogLevel 3 
CustomLog /National Instruments/LabVIEW 
2009/resource/webserver/logs/access.log" "%h %l %u %t \"%r\" %>s %b" 
TypesConfig "$LVSERVER_ROOT/mime.types" 
ThreadLimit 10 
LoadModulePath "$LVSERVER_ROOT/modules" "$LVSERVER_ROOT/LVModules" 
"$LVSERVER_ROOT/.." 
LoadModule LVAuth lvauthmodule 
LoadModule LVSnapshot lvsnapshotmodule 
LoadModule LVRFP lvrfpmodule 
LoadModule esp libespModule 
LoadModule dir libdirModule 
LoadModule copy libcopyModule 
LoadModule LvExec ws_runtime 
Listen 80 
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#<nombre_html>.ini 
[<nombre_html>] 
WebServer.Enabled=True 
WebServer.RootPath=\National Instruments\LabVIEW 8.6\www 
server.app.propertiesEnabled=True 
server.tcp.servic="My Computer/VI Server" 
server.vi.propertiesEnabled=True 
WebServer.TcpAccess=c+* 
WebServer.ViAccess=+* 
DebugServerEnabled=False 
DebugServerWaitOnLaunch=False 
[0.ODBC Setup] 
DSN file path=\National Instruments\LabVIEW 8.6\www\rWLab.dsn 
 
Se ha destacado en negrita las líneas de más relevancia. En la primera del archivo .ini se debe 
escribir el nombre del HTML que contiene el VI, en la segunda se debe cambiar la variable a 
verdadero para que cada vez que se inicie el panel remoto se inicie junto con el servidor Web. Y 
en la última línea se debe especificar la ruta  del archivo DSN, estrictamente necesario para que 
el vi pueda hacer consultas en la base de datos. 
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ANEXO V: BAT DEL SERVIDOR LABVIEW 
rem @echo off 
if exist Z:\status.txt goto labview 
if not exist Z:\status.txt goto nothing 
 
:labview 
"C:\Archivos-de-programa\National-Instruments\LabVIEW 
8.6\www\rWLab 1.0.exe" 
goto nothing 
 
:nothing 
echo end 
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ANEXO VI: CONFIGURACIÓN APACHE Y PHP 
Los archivos de configuración que se exponen a continuación no están completos, son las partes 
de los mismos que se consideran más importantes. 
http.conf 
<Directory "C:/xampp/htdocs/"> 
 Options Indexes FollowSymLinks Includes ExecCGI 
 AllowOverride All 
 Order allow,deny 
 Allow from all 
</Directory> 
 
<Directory "C:/xampp/htdocs/generats"> 
 Options Indexes FollowSymLinks Includes ExecCGI 
 AllowOverride All 
 Order allow,deny 
 deny from all 
</Directory> 
 
<Directory "C:/xampp/htdocs/rwlab/"> 
 Options Indexes FollowSymLinks Includes ExecCGI 
 AllowOverride All 
 Order allow,deny 
 Allow from all 
</Directory> 
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En el primer “directory” se configura la carpeta “htdocs” como directorio web principal, por lo 
tanto si se entra mediante un navegador al servidor Web direccionará al contenido de esta 
carpeta.  
El segundo “directory” deniega el acceso a la carpeta llamada “generats” dentro del directorio 
Web, si no se aplica esta norma se podría acceder a esta carpeta desde un navegador por url. 
El tercer “directory” garantiza que se pueda acceder a la carpeta llamada “rwlab” que es donde 
reside el gestor de contenidos. 
php.ini 
[mail function] 
; For Win32 only. 
; http://php.net/smtp 
;SMTP = correu.upc.es 
;smtp_port=25 
;username=rwlab 
;password=******* 
 
; For Win32 only. 
; http://php.net/sendmail-from 
;sendmail_from =  
sendmail_path = "\"C:\xampp\sendmail\sendmail.exe\" -t" 
 
En nuestro caso se utilizó el programa sendmail. Por lo tanto la línea que especifica su origen 
debe estar activada. Todo lo que lleva un punto y coma delante no se cuenta en la configuración 
de PHP. 
El programa sendmail no envía correos de forma automática, se debe configurar para que 
funcione y su configuración es la siguiente: 
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sendmail.ini 
#UPC MAIL CONFIGURATION 
account UPC 
tls on 
tls_certcheck off 
host correu.upc.es 
from rwlab@upc.edu 
auth on 
user rwlab 
password *******  
# Set a default account 
account default : UPC 
 
Simplemente son los datos de la cuenta desde donde se enviarán los correos electrónicos. 
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ANEXO VII: CÁMARAS MOBOTIX API 
Para interactuar con las cámaras fue necesario utilizar la API de las cámaras Mobotix, a 
continuación se enseñan una lista de los parámetros que puede intercambiar la cámara. 
Parameter=Default Values Explanation 
help   
Help 
This overview. 
stream=full 
full 
MxPEG 
mxg 
Stream Type 
Image data in stream: 
full: full JPEG images 
MxPEG: MOBOTIX optimized JPEG 
mxg: MxPEG Clipfile; not server push 
needlength   
Need Content-Length 
Send HTTP content-length for every frame in server push stream. 
Note: This option is not useful for browsers. 
jpheaderupdate=0 0..1000 
Frames between tables refreshs 
Table refresh count. 0: off, 1: every frame, 2: every second frame, ... 
jpheaderrefresh=10 0..60 
Seconds between table refreshs 
Table refresh time. 0: off, 1: every second, 2: every second second, ... 
fps=1  Escaped string 
Frames per Second 
Frame rate of streamed images: 
e.g. '3.0' streaming with 3 frames per second. Set to 0 for maximum rate. 
framecount=0 0.. 
Frame Counter 
Amount of images delivered before stream stops (0=infinite). 
fip=10.0.0.0  Escaped string 
Factory IP 
Will only deliver an image if the camera has this factory IP address. 
error=picture 
picture 
empty 
content 
current 
Error Handling 
Sets the error handling options in case no image is available: 
picture: returns the "No frame available!" image 
empty: returns nothing 
content: returns only the content type 
current: returns the current.jpg image 
html   
HTML Page With Stream 
Output HTML page including stream. 
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ANEXO VII: INSTALACIÓN DEL SISTEMA DE RESERVAS Y DEL LABORATORIO REMOTO 
La instalación del sistema de reservas en sencillo. Sólo son necesarios 2 pasos. 
1. Instalar el bloque según la normativa de Moodle. 
2. Copiar la carpeta del sistema de reservas a la carpeta raíz de Moodle. 
Con estas dos acciones se puede utilizar el sistema de reservas en cualquier Moodle e incluso se 
puede utilizar la página del laboratorio remoto. El problema es que para que funcionara el 
sistema correctamente, el ordenador que tiene instalado el gestor de contenidos debe estar 
directamente conectado con el ordenador del experimento. 
Es decir, se podrán crear reservas, borrar reservas, editar reservas, limitar acceso a la página del 
laboratorio remoto, etc. pero a la hora de que por ejemplo se enciendan las cámaras 
automáticamente no funcionaría. 
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ANEXO VIII: BAT QUE COMPRIME LOS ARCHIVOS 
El siguiente ejecutable para Windows es muy importante para el funcionamiento del sistema ya 
que es el que se encarga de comprimir los archivos que son enviados a los alumnos. 
Comprimir.bat 
set FECHA=%date% 
set FECHA=%FECHA:/=% 
set FECHA=%FECHA: =% 
set FECHA=%FECHA::=% 
set FECHA=%FECHA:,=% 
set TIME=%time /T% 
set TIME=%TIME:,=% 
set TIME=%TIME::=% 
set FILE=C:\\xampp\htdocs\generats\Remote_Experiment_%FECHA%.rar 
"C:\Program Files\WinRAR\Rar.exe" a  %FILE% -df 
C:\xampp\htdocs\generats\ 
 
El ejecutable calcula la fecha del momento de cuando se ejecuta el script (con estos datos le da 
nombre al archivo comprimido eximiéndolo de signos de puntuación) y crea un archivo 
comprimido con los datos de la carpeta “generats”. 
Por lo tanto un archivo ejemplo sería: Remote_Experiment_071010.rar 
Es importante guardar la hora ya que si hay más de un experimento en un mismo día los 
archivos se machacarían, en este script no se guarda la hora pero una vez el archivo es enviado 
se modifica el nombre añadiéndole la hora. Por lo tanto quedaría de la siguiente forma: 
Remote_Experiment_071010-1401.rar 
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ANEXO IV: CRON.PHP 
Es uno de los ficheros más importantes del sistema, a continuación se expone parte del código 
original del mismo junto con pequeñas descripciones de lo que ocurre en las diferentes partes 
del código (en verde). 
 
Figura 43: Código en PHP de la página cron. 
En definitiva, se envían los correos a los usuarios correspondientes, si hay que encender el 
servidor LabVIEW se enciende, se crea el fichero de estado ya explicado, y se activan los 
parámetros de la reserva para que el panel remoto pueda acceder a los mismos. 
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ANEXO X: TABLAS EN MYSQL DEL SISTEMA DE RESERVAS 
mdl_date_group_access_experiment: 
CREATE TABLE IF NOT EXISTS `mdl_date_group_access_experiment` ( 
  `idgroup` bigint(10) unsigned NOT NULL DEFAULT '0', 
  `date` varchar(10) DEFAULT NULL, 
  `timei` time DEFAULT NULL, 
  `timef` time DEFAULT NULL, 
  `owner` varchar(100) DEFAULT NULL, 
  `duration` bigint(11) unsigned NOT NULL, 
  `wavec` bigint(11) unsigned NOT NULL, 
  `Fmax` double(11) unsigned NOT NULL, 
  `Fmin` double(11) NOT NULL, 
  `Smax` int(11) NOT NULL, 
  `Smin` int(11) NOT NULL, 
  `path` varchar(255) NOT NULL DEFAULT '', 
  `gname` varchar(10) NOT NULL DEFAULT '', 
  PRIMARY KEY (`idgroup`) 
) ENGINE=MyISAM DEFAULT CHARSET=utf8 COMMENT='date_group_acces_experiment table 
retrofitted from MySQL'; 
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mdl_group_access_experiment: 
 
CREATE TABLE IF NOT EXISTS `mdl_group_access_experiment` ( 
  `idgroup` bigint(10) unsigned DEFAULT NULL, 
  `idparticipant` bigint(10) unsigned DEFAULT NULL, 
  KEY `mdl_grouacceexpe_idg_ix` (`idgroup`) 
) ENGINE=MyISAM DEFAULT CHARSET=utf8 COMMENT='group_acces_experiment table 
retrofitted from MySQL'; 
 
mdl_parametros: 
CREATE TABLE IF NOT EXISTS `mdl_parametros` ( 
  `duration` bigint(11) NOT NULL, 
  `wavec` bigint(11) NOT NULL, 
  `Fmax` double(11) NOT NULL, 
  `Fmin` double(11) NOT NULL, 
  `Smax` int(11) NOT NULL, 
  `Smin` int(11) NOT NULL, 
  `path` varchar(255) NOT NULL, 
  `user` varchar(10) NOT NULL, 
  `pass` varchar(10) NOT NULL 
) ENGINE=MyISAM DEFAULT CHARSET=utf8; 
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10. GLOSARIO 
                                                     
i WOL: es un estándar de redes de ordenadores Ethernet que permite encender remotamente 
ordenadores apagados. Se explicará con detalle más adelante. 
ii LabVIEW: LabVIEW es una herramienta gráfica para pruebas, control y diseño mediante la 
programación. El lenguaje se llama G, donde G simboliza que es un lenguaje gráfico. 
iii WebServices: Protocolos que permiten intercambiar datos entre aplicaciones. 
iv Power Over Ethernet: sistema que permite la alimentación de energía eléctrica mediante 
cables Ethernet. 
v Database Connectivity Toolkit: Herramienta para LabVIEW para que un VI pueda realizar 
consultas en bases de datos. 
vi LabVIEW Internet Toolkit: Herramienta para LabVIEW que permite que un ordenador actúe 
como servidor LabVIEW. 
vii LHC: el acelerador de partículas más grande construido hasta la fecha. 
viii NAT: Network Address Traslation, es un mecanismo utilizado por routers IP para intercambiar 
paquetes entre dos redes que se asignan mutuamente direcciones incompatibles. Consiste en 
convertir en tiempo real las direcciones utilizadas en los paquetes transportados. 
ix CSS: Cascading Style Sheets, es un lenguaje utilizado para definir la presentación de un 
documento escrito en HTML o XML. 
x Switch POE: Un switch conecta diferentes sistemas mediante Ethernet. El switch POE garantiza 
que todas las entradas/salidas de Ethernet del mismo estén alimentadas eléctricamente 
mediante Ethernet. 
xi NPAS: módulo de WS2008 que permite que el servidor actúe como servidor de port 
forwarding 
xii File Services: módulo de WS2008 para compartir carpetas en res de forma segura. 
xiii Mail(): función en PHP que envía correos electrónicos a las direcciones y contenido que le 
pasamos como parámetros. 
   
125   
 
                                                                                                                                                                            
xiv Cron: es un administrador de procesos para UNIX, que ejecuta procesos según un horario. 
xv Bat: programa ejecutable para Windows. 
xvi Fps: fotogramas por Segundo, es la medida de la frecuencia a la cual un reproductor de 
imágenes genera distintos fotogramas. 
