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Sebuah data atau dokumen yang dikirimkan melalui internet sangat rentan terhadap 
serangan atau modifikasi serta sangat sulit untuk membuktikan keaslian data atau dokumen, 
maka dengan perkembangan sistem keamanan terbentuklah sebuah mekanisme kriptografi 
yang digunakan untuk memverifikasi keaslian dan kebenaran dari sebuah data yang disebut 
dengan tanda tangan digital. Tanda tangan digital seringkali dipadukan dengan fungsi hash 
untuk membuat tanda tangan pada suatu data. Algoritma tanda tangan yang sering 
digunakan adalah Diffle-Helman Digital Signature Algorithm dan lebih dikenal sebagai 
Digital Signature Algorithm (DSA). Algoritma Digital Signature Algorithm (DSA) 
dikembangkan menjadi algoritma Elliptic Curve Digital Signature Algorithm (ECDSA) 
yang menggunakan elliptic curve.  Penelitian ini Melakukan perbandingan kinerja 
algoritma tanda tangan digital Elliptic Curve Digital Signature Algorithm (ECDSA)  
menggunakan fungsi hash yang berbeda dan menganalisis performa waktu proses dari awal 
hingga akhir antara algoritma Elliptic Curve Digital Signature Algorithm (ECDSA)  
menggunakan fungsi hash SHA-1 dan algoritma Elliptic Curve Digital Signature 
Algorithm (ECDSA) mengunakan fungsi hash Keccak. Parameter pengujian yang 
dilakukan membandingkan algoritma Elliptic Curve Digital Signature Algorithm (ECDSA)   
fungsi hash SHA-1 dan Keccak pada saat proses pembangkitan kunci (key generation), 
tahap penandatanganan (signature generation), dan tahap verifikasi tanda tangan digital 
(verifying).   
 






















Data or document sent over the internet is very vulnerable to attack or modification and it 
is very difficult to prove the authenticity of data or documents, so with the development of a 
security system a cryptography is formed which is used to verify the authenticity and truth of a 
data called a digital signature. Digital signatures are combined with hash functions to create 
signatures on data. The signature algorithm that is often used is the Diffle-Helman Digital 
Signature Algorithm and is better known as the Digital Signature Algorithm (DSA). The Digital 
Signature Algorithm (DSA) algorithm was developed into an Elliptic Curve Digital Signature 
Algorithm (ECDSA) algorithm that uses an elliptic curve. This study compares the great 
performance of the digital signature Elliptic Curve Digital Signature Algorithm (ECDSA) 
using different hash functions and the performance of analyzing processing time from start to 
finish between ECDSA algorithm using SHA-1 hash function and ECDSA algorithm using 
Keccak hash function. Parameter testing is carried out comparing the ECDSA algorithm of 
SHA-1 and Keccak hash functions during the key generation process (key generation), the 
signing stage (signature generation), and the digital signature leveraging stage (verification). 
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