


































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































Dit privacyreglement beschrijft hoe en onder welke voorwaarden gegevensverwerking plaatsvindt. 
 
Artikel	1	 Definities	




Persoonsgegevens voorheen College Bescherming Persoonsgegevens dat tot taak heeft toe te 
zien op de verwerking van persoonsgegevens (art. 51 Wbp). 
 
Betrokkene degene wiens persoonsgegevens het betreft 
 
Bewerker degene die ten behoeve van de verantwoordelijke persoonsgegevens ver-
werkt, zonder aan zijn rechtstreeks gezag te zijn onderworpen. 
 
Casusoverleg het overleg waarin specifieke casus betreffende een betrokkene wordt be-
sproken. 
 
Derde ieder, niet zijnde de betrokkene, de verantwoordelijke, de bewerker, of enig 
persoon die onder rechtstreeks gezag van de verantwoordelijke of bewer-
ker gemachtigd is om persoonsgegevens te verwerken; 
 
Juridisch Zwitsers  
Zakmes bij het ‘juridisch Zwitsers zakmes’ gaat het om het toepassen van de eisen 
van subsidiariteit, proportionaliteit en doelmatigheid; 
 
Subsidiariteit: 
het gaat er om dat het minst ingrijpende actie wordt genomen; 
 
Proportionaliteit: 
het gaat er om dat de actie in verhouding staat tot het doel; 
 
Doelmatigheid: 
het gaat er om dat de gekozen actie de meest geschikte handelwijze is om 




Klacht elke uiting van onvrede over de verwerking van gegevens die in het sa-
menwerkingsverband heeft plaatsgevonden. 
 
Klachtenfunctionaris de functionaris, die ten behoeve van het samenwerkingsverband gege-
vensdeling zorg & veiligheid Zeeland is belast met de opvang en bemidde-
ling van klachten binnen een termijn van zes weken. 
 
Klager  de persoon die een klacht heeft ingediend. Dit kan een  
betrokkene zijn of een schriftelijk gemachtigde. 
 
Persoonsgegevens elk gegeven betreffende een geïdentificeerde of identificeerbare natuurlijke 
persoon; 
 
Verantwoordelijke de natuurlijke persoon, rechtspersoon of ieder ander die of het bestuursor-
gaan dat, alleen of tezamen met anderen, het doel van en de middelen voor 
de verwerking van persoonsgegevens vaststelt;  
 
Verwerking van  
persoonsgegevens elke handeling of elk geheel van handelingen met betrekking tot persoons-
gegevens, waaronder in ieder geval het verzamelen, vastleggen, ordenen, 
bewaren, bijwerken, wijzigen, opvragen, raadplegen, gebruiken, verstrek-
ken door middel van doorzending, verspreiding of enige andere vorm van 
terbeschikkingstelling, samenbrengen, met elkaar in verband brengen, als-




2.1 Dit privacyreglement is van toepassing op alle geheel of gedeeltelijk geautomatiseerde ver-
werking van persoonsgegevens, alsmede de niet geautomatiseerde verwerking van per-
soonsgegevens die in een bestand zijn opgenomen of die bestemd zijn om daarin te worden 
opgenomen. 
2.2 De verwerking van persoonsgegevens heeft betrekking op preventie, (vroeg)signalering, de 
toeleiding, het maken van een probleemanalyse, de bespreking in het casusoverleg en het 




Het doel van de verwerking van persoonsgegevens is om sluitende zorg en veiligheid voor (kwets-
bare) individuen en/of groepen te bewerkstelligen door middel van het geven van s het geven van 
uitvoering aan de wet- en regelgeving - in onderling verband beschouwd123 - waarvoor de gemeente 
regieverantwoordelijk is.  
 
Artikel	4	 Verwerking	en	aard	persoonsgegevens	
4.1 De persoonsgegevens worden slechts verwerkt voor zover zij, gelet op de doelstellingen 
waarvoor zij worden verzameld, noodzakelijk, toereikend, ter zake dienend en niet bovenma-
tig zijn. Het verwerken van persoonsgegevens dient in overeenstemming te zijn met het ‘juri-
                                                            
123 Zoals is verwoord in de Grondslag Samenwerken aan Zorg & Veiligheid. 
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disch Zwitsers zakmes’. Dit betekent dat de verwerking van de gegevens dus telkens dient te 
worden getoetst aan de eisen van subsidiariteit, proportionaliteit en doelmatigheid. 
4.2 Er vindt registratie plaats - zo mogelijk in een gezamenlijk dossier - van de gezamenlijke af-
spraken; daarnaast houdt iedere zorgverlener een eigen dossier bij. De verwerking van de 






5.1 Het college van burgemeester en wethouders is de verantwoordelijke als bedoeld in de Wbp 
voor de verwerking van persoonsgevens. 
5.2 Het college van burgemeester en wethouders draagt zorg dat organisaties en hun professio-
nals werken conform de afspraken die met elkaar zijn gemaakt. De uitgangspunten die partij-
en allen als kompas dienen te hebben zijn ‘preventie en vroegsignalering’, alsmede ‘één ge-
zin, één plan, één regisseur’. 
5.3 Een daartoe aangewezen professional ontvangt de signalen/meldingen uit het veld en regi-
streert deze. Afhankelijk van de problematiek wordt  zorggedragen dat er een regisseur als 
bedoeld in ‘één gezin, één plan, één regisseur’, wordt benoemd.  
          De werkwijzen en verantwoordelijkheden van de professionals die zorgdragen en toezien dat 
doelen in het kader van zorg en veiligheid worden geformuleerd en worden geëvalueerd, 
worden in een separaat document uitgewerkt.  
5.4     De daartoe aangewezen professional rapporteert over de werkzaamheden en bevindingen 
aan   
          het relevante college van burgemeester en wethouders. 
5.5     De colleges van burgemeester en wethouders kunnen besluiten om het verwerken van per-
soonsgegevens door de deelnemende partijen (deels) buiten de organisatie van de gemeen-
te te laten uitvoeren door een bewerker. De verwerkingen van persoonsgegevens en de om-
gang met deze gegevens door de bewerker worden alsdan geregeld in een overeenkomst 




6.1 De partners dragen binnen de eigen instelling zorg voor een zorgvuldige verwerking van  
verkregen persoonsgegevens.  
6.2 Iedere partner blijft zelf verantwoordelijk voor een zorgvuldige dossiervoering binnen de ei-
gen instelling. In het gezamenlijk dossier betreffende betrokkene, zullen doelen alsmede de 
af- en overwegingen van professionals met betrekking tot de gegevensverwerking gemoti-




7.1 De gegevens van een betrokkene, zoals opgenomen in een registratiesysteem, zijn uitslui-
tend toegankelijk voor geautoriseerden. 
7.2 In dit privacyreglement wordt onder geautoriseerden de volgende personen verstaan: 
 - de daartoe aangewezen coördinator van het casusoverleg; 
 - de bij de zorgvraag betrokken hulpverleners; 
 - de verantwoordelijke; 






8.1 De betrokkene wordt zo spoedig als mogelijk geïnformeerd over het voornemen tot verwer-
king van op hem betrekking hebbende persoonsgegevens. Betrokkene wordt op zodanige 
wijze als past bij zijn bevattingsvermogen ingelicht over het doel van de gegevensverwerking, 
met wie zijn gegevens zullen worden gedeeld en welke belang daarbij voor hem aanwezig is.  
8.2 Tevens wordt de betrokkene zo spoedig als mogelijk is geïnformeerd over de identiteit van de 
professional die de verwerking doet, alsmede waar - en indien van toepassing - voor welke 
instantie hij werkzaam is. Op verzoek van de betrokkene worden deze gegevens schriftelijk 
verstrekt.  
8.3 De betrokkene heeft de mogelijkheid bezwaar te maken tegen de verwerking van diens ge-
gevens. Indien en voor zover de betrokkene van dit recht gebruik maakt, wordt - in overleg 
met betrokkene - diens bezwaren besproken en gewogen.  
 Beoordeeld wordt het gewicht van de bezwaren van betrokkene ten opzichten van het doel 
en de noodzaak om wél gegevens te verwerken.  
8.4     Afhankelijk van de uitkomst van dit weegproces genoemd hiervoor in 8.3 worden de bezwa-
ren (tijdelijk) gehonoreerd of terzijde geschoven. Het voornemen om de bezwaren van be-
trokkene terzijde te schuiven, wordt eerst getoetst aan de hand van de criteria van   het ‘juri-
disch Zwitsers zakmes’.  
 De argumenten op basis waarvan bezwaren terzijde worden geschoven, worden zorgvuldig 
gemotiveerd en gedocumenteerd. 
8.5 Het recht op informatie kan (tijdelijk) worden beperkt voor zover dit noodzakelijk is ter voor-
koming van strafbare feiten, indien in het belang van de bescherming van de betrokkene of in 
belang van de rechten en vrijheden van anderen. Het besluit om het recht op informatie te 
beperken, dient te worden getoetst aan de hand van de criteria van  het ‘juridisch Zwitsers 
zakmes’.124 De argumenten op basis waarvan het recht op informatie wordt beperkt, worden 




9.1 De betrokkene heeft het recht zich tot de verantwoordelijke te wenden met het verzoek hem 
mee te delen of zijn persoonsgegevens worden verwerkt. De verantwoordelijke dient de be-
trokkene schriftelijk binnen vier weken na een daartoe strekkend verzoek mee te delen of 
dergelijke persoonsgegevens worden verwerkt. 
9.2 Indien persoonsgegevens van de betrokkene worden verwerkt, dan bevat de mededeling een 
volledig overzicht daarvan in begrijpelijke vorm, een omschrijving van het doel van de gege-
vensverwerking, de ontvangers alsmede de beschikbare informatie over de herkomst van de 
gegevens. 
9.3 Voordat de verantwoordelijke een mededeling doet als in het eerste lid bedoeld, waartegen 
een derde naar verwachting bedenkingen zal hebben, wordt de derde in de gelegenheid ge-
steld zijn zienswijze naar voren te brengen indien de mededeling gegevens bevat die hem 
treffen, tenzij dit onmogelijk blijkt of een onevenredige inspanning kost. 
9.4 Indien een verwerking plaatsvindt door een instantie of dienst voor wetenschappelijk onder-
zoek of statistiek, en de nodige voorzieningen zijn getroffen om te verzekeren dat de per-
soonsgegevens uitsluitend voor statistische en wetenschappelijke doeleinden kunnen worden 
gebruikt, kan de verantwoordelijke weigeren aan een verzoek om inzage te voldoen. 
9.5 Het recht op inzage kan (tijdelijk) worden beperkt voor zover dit noodzakelijk is ter voorko-
ming van strafbare feiten, indien in het belang van de bescherming van de betrokkene of in-
                                                            
124 Zie voor nadere uitwerking Grondslag Samenwerken Zorg & Veiligheid. 
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dien in het belang van de rechten en vrijheden van anderen. Het besluit om het recht op in-
zage beperken, dient te worden getoetst aan de hand van de criteria van met het ‘juridisch 
Zwitsers zakmes’.125  
 De argumenten op basis waarvan het recht op informatie wordt beperkt, worden zorgvuldig 




10.1 De betrokkene kan de verantwoordelijke verzoeken zijn persoonsgegevens te verbeteren, 
aan te vullen, te verwijderen of af te schermen indien deze feitelijk onjuist zijn, voor het doel 
van de verwerking onvolledig of niet ter zake dienend zijn dan wel anderszins in strijd met 
een wettelijk voorschrift worden verwerkt. Het verzoek bevat de aan te brengen wijzigingen. 
10.2 De verantwoordelijke bericht de betrokkene binnen vier weken na ontvangst van het verzoek 
schriftelijk of dan wel in hoeverre hij daaraan voldoet. Een weigering is met reden omkleed. 
10.3 De verantwoordelijke draagt ervoor zorg dat een beslissing tot verbetering, aanvulling, ver-
wijdering of afscherming zo spoedig mogelijk wordt uitgevoerd. 
10.4 De verantwoordelijke die persoonsgegevens naar aanleiding van een verzoek heeft verbe-
terd, aangevuld, verwijderd of afgeschermd, is verplicht om aan derden aan wie de gegevens 
eerder zijn verstrekt, zo spoedig mogelijk kennis te geven van deze aanpassing, tenzij dit 




11.1 De betrokkene kan bij de verantwoordelijke schriftelijk verzet aantekenen,  
11.2 De verantwoordelijke dient binnen vier weken na ontvangst van het verzet te beoordelen of 
het verzet gerechtvaardigd is. Indien het verzet gerechtvaardigd is beëindigt de verantwoor-
delijke per direct de verwerking.  
11.3   Indien de verantwoordelijke van oordeel is dat het verzet van betrokkene niet gerechtvaar-
digd is, ontvangt betrokkene een gemotiveerde afwijzing. (Vinden jullie dat betrokkene zich 
alsdan tot de klachtencommissie/klachtenfunctionaris cf art. 17.3 moet kunnen wenden? Mij 




De verantwoordelijke draagt zorg voor een deugdelijke vaststelling van de identiteit van de verzoe-




13.1 Betreft de verwerking persoonsgegevens van een minderjarige tot 12 jaar dan worden de 
rechten van betrokkene zoals in dit handelingskader genoemd door de vertegenwoordiger 
uitgeoefend.  
13.2 Betreft de verwerking persoonsgegevens van een minderjarige in de leeftijd van 12 tot en 
met 15 jaar dan worden de rechten van betrokkene zoals in dit handelingskader genoemd 
door de vertegenwoordiger en voorzover mogelijk óók door de minderjarige zelf, uitgeoefend. 





worden de rechten van betrokkene zoals in dit handelingskader genoemd –als uitgangspunt 
door betrokkene zelf uitgeoefend. Het belang van de minderjarige kan met zich brengen dat 
professionals beargumenteerd van dit uitgangspunt afwijken. 
13.4 Betreft de verwerking persoonsgegevens van een persoon die onder curatele is gesteld dan 
worden de rechten van betrokkene als in dit handelingskader genoemd door de curator uit-




14.1 Persoonsgegevens worden niet langer bewaard in het gezamenlijke dossier dan één jaar. 
Deze bewaartermijn heeft absoluut niet mijn voorkeur! Daar de hele transformatie zó nieuw 
is, weten we nog niet hoe lang gegevens redelijkerwijs dieen te worden bewaard. Om te be-
ginnen is mijn voorstel 5 jaar. Na 4,5 jaar of zoveel eerder als noodzakelijk, wordt deze be-
waartermijn geëvalueerd.   
14.2 Persoonsgegevens mogen langer worden bewaard dan noodzakelijk voor de verwerking van 
de doeleinden waarvoor zij worden verzameld of vervolgens worden verwerkt voor zover ze 
voor historische, statistische of wetenschappelijke doeleinden worden bewaard en de ver-
antwoordelijke de nodige voorzieningen heeft getroffen ten einde te verzekeren dat de des-




De verantwoordelijke legt passende technische of organisatorische maatregelen ten uitvoer om 
persoonsgegevens te beveiligen tegen verlies of enige vorm van onrechtmatige verwerking. Deze 
maatregelen garanderen, rekening houdend met de stand van de techniek en de kosten van de 
tenuitvoerlegging, een passend beveiligingsniveau gelet op de risico’s die de verwerking en de aard 
van de te beschermen gegevens met zich meebrengen. De maatregelen zijn er mede op gericht 




16.1 Een ieder die handelt onder het gezag van de verantwoordelijke of van de bewerker, alsme-
de de bewerker zelf, voor zover deze toegang hebben tot persoonsgegevens, verwerkt deze 
slechts in opdracht van de verantwoordelijke, behoudens een wettelijk bepaalde uitzondering. 
16.2 De personen als hiervoor bedoeld en voor wie niet reeds uit hoofde van ambt, beroep of wet-
telijk voorschrift een geheimhoudingsplicht geldt, zijn verplicht tot geheimhouding van de per-




17.1 Een betrokkene heeft het recht bij de verantwoordelijke een schriftelijke klacht in te dienen 
indien hij meent dat de gegevensuitwisseling niet conform dit privacyreglement plaatsvindt.  
17.2 Een klacht die handelt over het feit dat persoonsgegevens zijn uitgewisseld door een profes-
sional die namens een bij dit privacyreglement deelnemende partner optreedt, dient klager bij 
voorkeur eerst aan deze professional kenbaar te maken   
17.3 Klager kan zijn klacht ook kenbaar maken aan de (door het samenwerkingsverband gege-
vensdeling zorg & veiligheid aan te stellen) onafhankelijke klachtenfunctionaris. De klachten-
functionaris kan helpen en bemiddelen om tot een oplossing te komen tussen klager en de 
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professional tegen wie de klacht is gericht. Lukt dat niet, dan kan de klachtenfunctionaris kla-
ger adviseren over de mogelijkheden om een klacht in te dienen bij de klachtencommissie.  
De klachtenfunctionaris adviseert een klager gratis.  




















Van : prof. mr. J.G. Sijmons 
Aan : Emergis, t.a.v. de heer. G. Blok 
Datum  : 27 oktober 2015 
Betreft  : Leertuin Zorg en Veiligheid 
Referentie  : 220622 
 
Vraagstelling	
Emergis verzoekt een beoordeling van de privacyaspecten voor de zorg in het toegezonden 
document (rapport): 
Grondslag samenwerken Zorg en Veiligheid, naar een handelings‐
kader gegevensdeling door mr. J.J.A van Boven en drs. P.J. Gunst 
(werkdocument 1 oktober 2013)  
Hierna ook te noemen: ‘het rapport’ of ook de ‘Leertuin’. 
Kernvraag is of de medische professionals (van Emergis) binnen de multidisciplinaire omge-
ving zoals beschreven in de ‘Leertuin’ volgens de richtlijnen van dit document gegevens van 
hun cliënten kunnen uitwisselen. 
De	Leertuin	
Het concept is kort samengevat in de nieuwe ‘Leertuin’ voor gegevensuitwisseling bij gemeen-
ten en GGZ-instellingen voor probleemgevallen te werken met drie ‘perspectiefverschuivingen’, 
paradigma-shifts: 
- Van toestemmingsvereiste voor (medische) gegevensverwerking naar transparantie  
(zonder toestemming toetsbaar proportioneel handelen); 
- Van interventie bij ‘ernstige situaties’ naar vroeg signalering bij ‘zorgen’; 
- ‘Conflict van plichten’ naar ‘vakinhoudelijke redenen’ (voor bemoeizorg en gegevens-
uitwisseling). 
De basis daarvoor wordt gevonden in de publiekrechtelijke verplichtingen van de betrokken 
bestuursorganen, met name de gemeenten, om te zorgen voor kwetsbare burgers en een 
reeks van publiekrechtelijke taken voortvloeiend uit de Wet publieke gezondheid, WMO, Wet 
Werk en Bijstand, Gemeentewet, BIBOB etc. In het rapport wordt in het eerste deel een over-
zicht gegeven van maatschappelijke ontwikkelingen en de aan gemeente opgedragen taken. 
Verder worden beleid, onderzoek en experimenten door het Ministerie van Veiligheid en Justi-
tie en van VWS besproken. Ten slotte worden ook de samenwerkingsverbanden benoemd. Op 
dat alles heb ik thans geen commentaar. Het probleem schuilt in de daarna volgende analyse 
in Deel II: “Waar wringt de schoen?” van het rapport en de oplossingen daarvan in de Leertuin.  
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Het publieke zorg- en veiligheidsperspectief wordt hier ingezet als instrument en overschaduwt 
als het ware het individuele hulpverleningsperspectief met zijn sterke nadruk op privacy en 
geheimhouding. Het idee is alleen toestemming voor gegevensuitwisseling te vragen als daar 
een positief antwoord op de cliënt in zorg van komt. Voor probleemgevallen met een ‘nee’ zou 
gegevensuitwisseling met de nodige transparantie in de plaats komen. Het ontbreken van toe-
stemming voor gegevensverwerking kan volgens het rapport ondervangen worden door een 
samenstelling van: 
- Toepassing van art. 8 onder c (wettelijke verplichting), onder d (vitaal belang) en onder 
e  
(publieke taak) Wet bescherming persoonsgegevens (Wpb)  
- Toepassing van art. 21 lid 1 sub a Wbp als het gaat om medische gegevens; 
- Het bieden van transparantie van art. 34 Wbp achteraf; 
- Toepassing van art. 43 Wbp onder b (voorkoming van strafbare feiten) en e (bescher-
ming van betrokkene en rechten en vrijheden van anderen).  Is dat alles juist? 
Standpunt minister VWS 
De gegevensuitwisseling in het kader van “dreigingsmanagement” blijft relevant, zoals blijkt uit 
de casus van Tristan van der Vlis (2001 winkelcentrum De Ridderhof in Alphen aan de Rijn) en 
de casus van Bart van U., de vermoedelijke dader van de moord op voormalig minister Borst. 
In een brief van 30 juni 2015 van de minister van VWS aan de Tweede Kamer (TK 25 424, nr. 
279) wordt een verslag gedaan van de hoofdlijnen van een plan van aanpak voor de problema-
tiek rond verwarde personen. De urgentie is duidelijk: er wordt eind 2014 een stijging van 48% 
gesignaleerd ten opzichte van 2011). Ondanks deze urgentie is er volgens de minister echter 
geen aanleiding om de wettelijke basis van de gegevensuitwisseling tussen het zorgdomein en 
het veiligheidsdomein te wijzigen. Op 9 oktober 2015 reageerde de minister van VWS dien-
aangaande op de motie nummer 254 (Van der Staaij c.s.) ter zake over de verhouding tussen 
uitwisseling van informatie tussen de GGZ en andere partijen in relatie tot het beroepsgeheim. 
De minister verwijst naar het eerder uitgebrachte rapport Medisch beroepsgeheim in dubio 
(Erasmus Universiteit Rotterdam d.d. 1 oktober 2012) dat nog steeds het geldend kader weer-
geeft. Een aanpassing van de wettelijke regeling als zodanig is niet aan de orde. De beroeps-
groep wordt gesteund in haar opvattingen zoals weergegeven in de Wegwijzer beroepsgeheim 
in samenwerkingsverbanden van de KNMG, GGZ Nederland, NVPV e.a. 2014. Er is volgens 
deze documenten geen sprake van een paradigmawisseling in de privacy.  
Juridische	grondslag	
Een paradigmawisseling is ook niet mogelijk, omdat de privacy berust op een internationale en 
grondwettelijke grondslag, die niet zomaar kan worden aangepast om pragmatische redenen. 
Het recht op privacy vindt zijn grondslag in artikel 8 van het Europees Verdrag voor de Rech-
ten van de Mens (EVRM). Beperkingen zijn alleen mogelijk bij wet voorzien, indien zij noodza-
kelijk zijn in een democratische samenleving en deze noodzaak gerelateerd is aan één van de 
in artikel 8 lid 2 EVRM opgesomde legitieme belangen. Weliswaar staat het Europese Hof een 
zekere mate van beoordelingsvrijheid toe aan de nationale wetgever en de uitvoerende be-
stuursorganen, maar daarbij stelt het Hof de voorwaarde dat indien een wet deze beoorde-
lingsvrijheid laat aan een ander (in casu aan de professionele hulpverlener), de wet met een 
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redelijke mate van duidelijkheid moet aangeven wat de reikwijdte van deze beoordelingsvrij-
heid is.126 Er moet dus sprake zijn van legitimiteit door de wet.  
Vervolgens moet aan de professionaliteitstoets worden voldaan. Deze is in het rapport wel 
weergegeven (‘het Zwitsers zakmes’), doch niet ernstig genoeg genomen. Het recht op privacy 
is in onze Grondwet neergelegd in artikel 10, en ook daar is bepaald dat iedereen recht heeft 
op eerbiediging van zijn persoonlijke levenssfeer (privacy) behoudens bij of krachtens de wet 
te stellen beperkingen. Een voorbeeld is dat de gemeente (de burgemeester) een taak heeft 
om de openbare orde en veiligheid te handhaven, maar een afzonderlijke wettelijke bepaling is 
ingevoerd voor het verwerken (bewaren) van camerabeelden in de publieke ruimte (artikel 151 
c lid 7 Gemeentewet). De wet moet dus concreet aangeven hoe het recht op privacy wordt 
beperkt. Volgens de redenering van de Leertuin zou deze bepaling overbodig zijn en overgela-
ten kunnen worden aan de gemeenten, want zij hebben een algemene taak ten aanzien van 
de openbare orde. 
Een bijzondere bescherming is er voor medische gegevens in het kader van het beroepsge-
heim in artikel 88 Wet op de beroepen in de individuele gezondheidszorg en artikel 7:457 boek 
7 BW (uit de regeling van de geneeskundige behandelingsovereenkomst). In het bijzonder is 
dan nog het verbod van de verwerking (waaronder uitwisseling) van bijzondere persoonsgege-
vens als persoonsgegevens over iemands gezondheid voorzien in artikel 16 Wbp. Gelet op 
deze gerichte bepalingen, moet het doorbreken van het beroepsgeheim en de privacy op een 
uitgesproken legitieme basis berusten en aan het proportionaliteitscriterium voldoen. Het in-
strumentele belang en de afweging van voor en nadelen van bestuur en individu zijn niet aan 
de orde, wanneer het om grondrechten gaat. Het is altijd doelmatig in de ogen van het bestuur 
om de grondrechten – die nu juist tegen de inmenging van de overheid beschermen – te be-
perken of te negeren. 
Asymmetrie 
De informatiestroom van het veiligheidsdomein naar de zorgverlening, van ‘blauw’ naar ‘wit’, 
levert minder problemen op, maar heeft ook een bijzondere wettelijke grondslag in artikel 20 
Wet Politiegegevens (Wpg) dat de mogelijkheid biedt gegevens uit te wisselen in het kader van 
een ‘structureel samenwerkingsverband’. Bij de handhaving van de openbare orde is de bur-
gemeester  en bij de strafrechtelijke handhaving de hoofdofficier van justitie eindverantwoorde-
lijk. Artikel 20 Wpg bepaalt dat gegevens enkel mogen worden verstrekt, indien dit met het oog 
op een zwaarwegend belang noodzakelijk is.  
Vervolgens moeten bij deze belangenafweging de beginselen van proportionaliteit en subsidia-
riteit in acht worden genomen. De verstrekking moet dan ook voor de samenleving van meer 
dan gewone betekenis zijn. In een pilot Dreigingsmanagement ging het om de veiligheid van 
landelijk bekende politici en leden van het Koninklijk Huis. Daar zal aan het criterium snel zijn 
voldaan.  
De informatieverstrekking in omgekeerde richting is veel problematischer. Psychologen en 
psychiaters worden beperkt door hun beroepsgeheim. Op basis van het hiervoor genoemde 
juridisch kader is de situatie zeer recent door prof. Nelen als volgt samengevat:  
“Doorbreking van de geheimhoudingsplicht is volgens de binnen het gezondheidsrecht 
gangbare opvatting alleen mogelijk op grond van een wettelijk voorschrift, met toe-
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stemming van de patiënt zelf, of in geval van een conflict van plichten….Indien de be-
handelde toestemming geeft om zijn gegevens door te spelen aan (bijvoorbeeld straf-
vorderlijke) derden, rijst er geen probleem in de verhouding behandelaar-derden. Dat 
ligt anders wanneer het betrokken individu vijandig tegenover contacten met derden 
staat, in het bijzonder opsporingsdiensten, en niet bereid is om toestemming te verle-
nen. Ook is het denkbaar dat hij, gezien zijn psychische problemen, naar het oordeel 
van de behandelaar niet goed in staat is om de consequenties van het verlenen van 
toestemming te overzien. In beide gevallen zal er geen informatie mogen worden ge-
deeld.”127 (mijn curs., JGS). 
Ervaringen	in	de	pilot	Dreigingsmanagement	
Inmiddels zijn er ervaringen opgedaan in de pilot Dreigingsmanagement, hoewel ‘blauw’ en 
‘wit’ minder scherp tegenover elkaar staan dan voorheen, betekent dat niet dat minder scherp 
wordt gelet op de eigen verantwoordelijkheden bij informatieoverdracht:  
“Ondanks het feit dat ‘blauw’ en ‘wit’ zich meer bewust zijn geworden van de noodzaak 
om in het kader van dreigingsmanagement de aanpak beter op elkaar af te stemmen, 
is het een illusie om te veronderstellen dat de barrières tussen beide partijen volledig 
kunnen worden geslecht. Dat laatste zou ook niet het uitgangspunt van samenwerking 
moeten zijn. Van belang is dat wordt onderkend dat de belangen die politiemensen en 
medische professionals dienen lang niet altijd in elkaars verlengde liggen.” 128 




In het document is onvoldoende gedifferentieerd naar doelgroepen. In het kader van veiligheid 
en opsporing zijn er natuurlijk mogelijkheden tot verwerken van gegevens buiten het hulpverle-
ningskader. Dat zal de discussie niet zijn. Op het vlak van hulpverlening en justitieel of ge-
meentelijk handelen, dient de zorgprofessional zijn eigen grenzen voor privacy en geheimhou-
ding te bewaken. Hij heeft er kort gezegd niets aan dat een gemeente zich (al dan niet terecht) 
op een wettelijke grondslag voor gegevensverwerking beroept. De zorgprofessional blijft ge-
bonden aan zijn eigen beroepsnormen, de WGBO, de BOPZ en het tuchtrecht, waarbij het 
beroepsgeheim ex art. 88 Wet BIG en art. 7: 457 BW een stevige in de jurisprudentie veran-
kerde dominante rol heeft. 
Grondslag 
De algemene grondslag voor persoonlijke en medische gegevensverwerking in zorgteams zijn 
bepaald niet overtuigend neergezet. Het is bijvoorbeeld niet juist, dat de enkele verplichting om 
zorgvoorzieningen aan te bieden of de uitvoering van collectieve taken het toestemmingsver-
eiste opzij kunnen zetten, waar daarvoor geen specifieke basis voor is geboden in de desbe-
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dreigers, NJB 2015/1733. 
128 H. Nelen, Blue meets white, de samenwerking van politie en GGZ bij de aanpak van solistische 
dreigers, NJB 2015/1733. 
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treffende wet. Zie het bovenstaande voorbeeld van het cameratoezicht en het bewaren van 
camerabeelden van informatie die op zich in de openbare ruimte niet vertrouwelijk is (publiek in 
de openbare ruimte is voor iedereen waarneembaar). Toch is daarvoor een bijzondere wettelij-
ke bevoegdheid vereist.  
Dat is de algemene lijn volgens het art. 8 EVRM en art. 10 van de Grondwet. 
Hieronder behandel ik twee vragen:  
A. Kan het instrumentarium van de Wbp dit strakke regime verlichten? 
B. Biedt art. 7: 457 BW, zoals het rapport suggereert, voldoende ruimte voor sa-
menwerking over de grenzen van de zorg? 
A	 Wet	bescherming	persoonsgegevens	
In volgorde van behandeling in de wet129: 
1. Toepassing van art. 8 Wpb: 
1.1 onder c: wettelijke verplichting; 
1.2 onder d: vitaal belang; 
1.3 en onder e: publieke taak. 
Voorwaarde van artikel 9 lid 4 
In het algemeen geldt dat verwerking krachtens art. 8 Wbp alsnog verboden kan zijn vanwege 
de algemene beperkingen uit art. 9 Wbp. Art. 9 lid 4 bepaalt dat persoonsgegevens achterwe-
ge blijven als een (medisch) beroepsgeheim hieraan in de weg staat. Het rapport beperkt zich 
bij art. 9 tot de vraag of lid 1 van toepassing is, namelijk dat persoonsgegevens niet verder 
worden verwerkt op een wijze die onverenigbaar is met de doeleinden waarvoor zij zijn verkre-
gen. Gegevens in de zorg zijn niet verkregen voor strafrechtelijke doeleinden, handhaving 
openbare orde, jeugdzorg of maatschappelijke ondersteuning. Het argument dat daarbij sprake 
is van ‘communicerende vaten’ en dus de doeleinden van het ene domein het andere insluiten 
overtuigt niet. Het doet er ook niet toe. Het rapport gaat voorbij aan lid 4 dat verwerking (dus 
uitwisseling) in strijd met het beroepsgeheim verbiedt! Aan legitimering door artikel 8 komen de 
beroepsbeoefenaren dus niet toe. 
Niettemin wordt ook ten onrechte een royaal beroep op artikel 8 Wbp gedaan.  
Art. 8 onder c en e 
Het nakomen van een wettelijke verplichting of het uitvoeren van een publieke taak kan ver-
werking (o.a. uitwisseling) rechtvaardigen, maar een dergelijke verplichting als bedoeld onder 
art. 8 onder c en e Wbp is niet zomaar een wettelijke verplichting of taak (bijvoorbeeld de op-
sporings- of handhavingstaak), maar één die noodzakelijkerwijs tot registratie en verwerking 
leidt. Bij gebreke aan verplichting tot uitwisseling (anders dan bijvoorbeeld de wettelijke meld-
plicht bij kindermishandeling) is deze algemene grondslag dus in de regel te mager voor het 
doorbreken van het beroepsgeheim. Deze verplichting en publieke taken rusten namelijk niet 
                                                            




op de hulpverlener, maar op de gemeente, politie en officier van justitie etc. Dus zij zijn voor de 
GGZ geen algemene rechtvaardigingsgrond. 
Art. 8 onder d 
Een ‘vitaal belang’, dat verwerking kan rechtvaardigen is – wanneer het een medische nood-
zaak betreft – steeds eng geïnterpreteerd, bijvoorbeeld wanneer hulp nodig is bij een ongeluk 
en de toestemming voor informatieverwerking niet kan worden gevraagd (vgl. art. 7:446 BW). 
2. Toepassing van art. 21 lid 1 sub a Wbp als het gaat om medische gegevens; 
In het algemeen geldt er een verbod voor het verwerken (uitwisselen) van medische informatie 
(art.  
16 Wbp). Artikel 21 Wbp staat verwerking door instellingen en ‘voorzieningen voor gezond-
heidszorg’ toe alleen ‘met het oog op een goede behandeling of verzorging van de betrokke-
ne’. Deze behandeling en verzorging is weer niet zonder diens wil op te leggen (behoudens in 
geregelde gevallen als de Wet BOPZ). Dat bijvoorbeeld een voorziening in het kader van de 
WMO door een burger kan worden gevraagd, is nog geen basis om te spreken van een ‘be-
handeling of verzorging’, waardoor men anticiperend medische gegevens kan verwerken. De 
bedoeling is dat de GGZ-hulpverlener zelf gegevens verwerkt. Zijn hulpverlening is geen com-
municerend vat met de hulp of zorg van anderen. 
Bovendien mag medisch informatie alleen – na gerechtvaardigde uitwisseling – worden ver-
werkt door personen met zelf een geheimhoudingsplicht (art. 21 lid 2 Wbp). Daarvan is in de 
samenwerkingsverbanden, in de Leertuin, niet altijd voorzien. De uitwisseling komt dus in be-
ginsel maar één stap verder naar een volgende geheimhouder (om een specifieke legitieme 
reden)  en juist niet in de flow van informatie-uitwisseling. 
3. Het bieden van transparantie van art. 34 Wbp achteraf; 
Het achteraf moeten mededelen van de registratie van informatie zonder toestemming, is he-
lemaal geen vrijbrief voor het doorbreken van een beroepsgeheim of voor het verzamelen van 
informatie die men rechtens niet zou mogen hebben. Transparantie is geen alternatief voor 
vereiste toestemming. 
4. Toepassing van art. 43 Wbp onder b (voorkoming van strafbare feiten) en e (bescher-
ming van betrokkene en rechten en vrijheden van anderen).   
Er zijn omstandigheden dat er een ruimere bevoegdheid tot gegevensverwerking bestaat vol-
gens art. 43 Wbp, maar art. 43 zet art. 9 lid 3 buiten werking, maar niet art. 9 lid 4 Wbp. Dus is 
dit artikel ook geen rechtvaardiging voor het doorbreken van het beroepsgeheim. 
B	 Art.	457	WGBO	
Een andere route voor het doorbreken zou volgens het rapport de samenwerkingsbepaling zijn 
in art. 7: 457 BW (over de geheimhoudingsplicht). Geen toestemming is volgens art. 457 lid 2 
nodig voor gegevensuitwisseling tussen personen die ‘rechtstreeks betrokken zijn bij de uitvoe-
ring van de behandelingsovereenkomst’. Het rapport ziet eraan voorbij, dat dit niet de hulpver-
lening van verschillende domeinen in het algemeen betreft, maar de uitvoering van de genees-
kundige behandelingsovereenkomst zelf. Dus degenen die door Emergis zijn ingeschakeld bij 
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de uitvoering van de zorgovereenkomst, dus behandelaars zijn en handelen voor Emergis, niet 
anderen als de gemeente, politie e.d. 
Referentiekader	
Het standpunt ten aanzien van het medisch beroepsgeheim in paragraaf 1.5 van Deel II is een 
onjuiste weergave van de wetgeving, het geciteerde rapport van prof. Buijsen c.s. en commu-
nis opinio in het gezondheidsrecht. Er is geen ruimte voor afweging van de aard ‘belemmer ik 
de toegang van de zorg met het verstrekken van gegevens van mijn patiënt’. Dit is niet het 
juiste referentiekader en wanneer zorgprofessionals daarvan zouden uitgaan, nemen zij on-
verantwoorde risico’s bij het hanteren van hun beroepsverplichting tot geheimhouding. De in-




Het rapport is grotendeels op onjuiste lezing van de wet (Wbp en BW) gebaseerd. Het biedt 
geen handleiding voor hoe om te gaan met het beroepsgeheim. 
2. 
De Leertuin leidt tot beroepsaansprakelijkheid van hulpverleners c.q. Emergis, zowel civiel-
rechtelijk (schadeverhaal), strafrechtelijk (overtreding van de strafrechtelijke norm van het be-
roepsgeheim) en tuchtrechtelijk (schending beroepsnormen), indien de huidige en geldende 
benadering van de geheimhoudingsplicht wordt losgelaten ten gunste van de gestelde para-
digmawisselingen.  
3. 
Een meer gerichte en gedifferentieerde benadering volgens de strakke normen van de wet is 
dringend noodzakelijk, alvorens in een dergelijke leeromgeving de zorgprofessionals te trainen 
voor samenwerking met de gemeenten. 
 
