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Існують два напрямки розвитку методів комп’ютерної стеганогра-
фії. Є методи, які використовують певні властивості комп’ютерних 
форматів, а інші базуються на тому, що аудіо та візуальна інформація 
мають надлишковість. 
Для комп’ютерної стеганографії характерним є наявність двох 
файлів. Один файл є повідомленням(інформацією), яку передають, а 
інший – за допомогою якого це можливо реалізувати. Цей файл нази-
вається файлом-контейнером. При цьому контейнери є двох типів: 
контейнер-оригінал, у якому немає прихованої інформації та контей-
нер-результат, у якому вона є. Крім контейнерів є секретний еле-
мент(ключ), який визначає порядок занесення повідомлення в контей-
нер. 
У роботі розглядаються найбільш розповсюджені методи стеганог-
рафії, а також методи виявлення наявності в файлі-контейнері прихо-
ваного повідомлення. У якості контейнера використовуються гармоні-
ки цифрового сигналу.  
Особа, яка не знає про сховане повідомлення, буде чути, напри-
клад, лише музику, за допомогою якої реалізовано приховання інфор-
мації. Розглядається можливість розробки нових методів стеганографії 
за допомогою використання функцій непропорційностей. Непропор-











Значення непропорційності кількісно показує відмінність контей-
неру-результату y(t) від контейнера-оригіналу на тій чи іншій гармо-
ніці сигналу. 
Розв’язання задачі розкладається на ряд етапів. Їхня кількість зале-
жить від частоти гармоніки, яка застосовується у якості контейнера. 
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