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Sammanfattning 
Den digitala plånboken är ett nytt kapitel i smartphonens historia som i och med mobila 
betalningslösningar kan agera substitut för traditionella betalningsmedel. Något denna plånbok däremot 
inte innehåller är en motsvarande lösning för legitimationen, ett plastkort som i digitaliseringen inte 
verkar ha någonstans att ta vägen. Faktum är att legitimering med smartphonen blev möjligt i takt med 
lanseringen av Mobilt BankID år 2011. Denna elektroniska legitimation är dock bunden till kontexten av 
e-tjänster och fyller således inte funktionen av att i en fysisk legitimeringssituation kunna agera substitut 
för exempelvis körkortet. Oavsett vilken riktning den digitala plånboken kommer ta gällande 
legitimationen finns idag inget underlag för hur en elektronisk legitimering i en fysisk kontext skulle gå 
till. Det är således även oklart hur de potentiella användarna ställer sig till en sådan artefakt. Med dessa 
oklarheter som grund ämnar uppsatsen tillhandahålla den artefakt som möjliggör elektronisk legitimering 
i en fysisk kontext, och vidare att undersöka användarnas acceptans för denna. För att ta itu med detta tar 
vi hjälp av relevant litteratur för att identifiera de teoretiska ramverk genom vilka artefakten ska designas 
och utvärderas. Influerade av designforskning utgår vi från designteori av Gregor och Jones (2007) för att 
tillhandahålla artefakten. Utvärderingen utgår från Davis (1986) Technology Acceptance Model och 
genomförs i form av en kvantitativ enkätundersökning. Resultatet visar att elektronisk legitimering 
teoretiskt sett bör fungera i en fysisk kontext, men att vidare designforskning krävs innan detta blir 
möjligt. Studien visar även att de potentiella användarna anser att Mobilt BankID hade varit ett bra 
komplement till den fysiska legitimationen, men att avsikten att använda e-legitimationen i en fysisk 
legitimeringssituation minskar då den fysiska legitimationen upplevs vara det föredragna alternativet. 
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1 Introduktion 
Att allt fler har en smartphone är kanske inte någon nyhet. Adoptionen av smartphones i Sverige 
har ökat från 22% år 2011, till 65% endast två år senare (.SE, 2013). I rapporten Insikter om den 
mobila kunden av Google (2013) konstateras att 74% av smartphoneanvändare inte lämnar 
hushållet utan sin smartphone, vilket tyder på ett behov av att alltid ha vår mobila enhet med oss. 
Användningsområdena är många, och blir allt fler; i en del butiker finns nu även möjligheten att 
betala med sin smartphone. Den fysiska plånboken fylld med plastkort är på väg att försvinna för 
att istället ersättas av ett digitalt dito som går att bära med sig i sin smartphone, en digital 
plånbok (Danielsson et al., 2014). Substitutet till traditionella betalningsmedel i digitaliseringen 
är redan här i form av mobila betalningsmetoder, men en fysisk plånbok är vanligtvis också hem 
för legitimationer av olika slag, och var dessa plastkort ska ta vägen när plånboken digitaliseras 
verkar ingen veta. 
 
Faktum är att smartphonen i viss utsträckning kan användas till legitimering. År 2011 lanserades 
möjligheten att med hjälp av sin mobila enhet legitimera sig mot flertalet myndigheter, banker 
och andra organisationers e-tjänster. Tjänsten kallas Mobilt BankID och fungerar som 
legitimeringsmetod genom en elektronisk underskrift (Finansiell ID-teknik BID, 2014a). 
Verktyget för mobil elektronisk legitimering är alltså redan givet, men bundet till kontexten i 
form av e-tjänster. 
 
Trots försök till att finna tidigare forskning eller ansatser mot att ta e-legitimationen till en fysisk 
kontext har vårt sökande inte resulterat i något. I Sverige har det sedan januari 2011 pågått ett 
arbete med att ta fram en ny infrastruktur för e-legitimationer (E-legitimationsnämnden, 2012). 
Myndigheten bakom arbetet, E-legitimationsnämnden, indikerar dock inget om att expandera 
kontexten för e-legitimationer bortom e-tjänster. I en granskningsrapport inför bildandet av E-
legitimationsnämnden fastslår Riksrevisionen (2009) att systemet för e-legitimationer i ökad 
utsträckning bör utgå från användarens behov inför lanseringen av nästa generations e-
legitimation. Något behov för en e-legitimation i den digitala plånboken är visserligen inte 
uttalat, men bör till följd av detta inte nödvändigtvis uteslutas.  
 
“Snart kan du äntligen slänga din uppsjö av plastkort i plånboken” uttrycker Brundin (red.) 
(2014), utan att ta upp de plastkort som utgörs av legitimationer. Vidare påpekar Exner (2013), 
expert på mobila betalningar, att det saknas en komplett digital plånbok och att det först är när 
mobilen utrustas med hela innehållet av en plånbok som genombrottet för mobila 
betalningsmetoder kommer. Gemensamt för flera av dessa utsagor kring den digitala plånboken 
har visat sig vara att “hela innehållet” i den nuvarande fysiska plånboken inte tycks inkludera 
legitimationen. Legitimationens roll i digitaliseringen av plånboken verkar alltså vara något som 
hittills inte tagits upp, och vi anser att anledning finns till att ifrågasätta om detta är något som 
finnes önskvärt. Skäl till detta ligger även i upphörandet av Swedbanks satsning på Bart, bankens 
mobila betalningsmetod som avvecklades den 28 februari 2014 (Swedbank, 2014a). Anledningen 
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till avvecklingen är enligt en artikel i Computer Sweden att kundernas intresse för att betala med 
mobilen istället för med kort helt enkelt visade sig vara för litet (Zirn, 2014), något som skulle 
kunna vara väsentligt att undersöka även för en motsvarande, mobil legitimering. Enligt 
Axelsson & Melin (2012) är förståelsen för användarnas inställning till e-legitimationer 
avgörande för framgångsrik utveckling, implementering och användning av e-tjänster, och trots 
ett kontextuellt skifte kan detta tänkas vara intressant även i en fysisk legitimeringssituation. 
Med detta skulle användaracceptansen vara lämplig att studera då det även inkluderar de 
potentiella användarnas inställning (Davis, 1986).  
 
Legitimationer kan se ut på olika sätt, och utgöras av exempelvis körkort eller id-kort. Detta 
beror på vem som utfärdat legitimationen, exempelvis Transportstyrelsen eller Skatteverket. På 
samma sätt kan även en e-legitimation inta olika skepnader beroende av vem som är leverantör. 
De vanligaste leverantörerna/utgivarna av e-legitimation i Sverige är BankID, Nordea, Telia och 
Steria (CGI, 2014). Nordea har dock nyligen, i mars 2014, låtit utgivningen av sin e-legitimation 
upphöra för att istället övergå till att utfärda BankID (Finansiell ID-Teknik BID AB, 2014b).  
Enligt Finansiell ID-teknik BID (2014c), som ligger bakom BankID, är deras e-legitimation den 
största i Sverige. Brundin (red.) (2014) poängterar att BankID utgör 91% av de svenska e-
legitimationerna och har blivit “de facto-standard”. Med detta anser vi att BankID är den mest 
motiverade e-legitimationen att behandla i denna studie. För att vidare konkretisera en fysisk 
legitimeringssituation att förhålla studien till har vi av bl.a. praktiska skäl valt att behandla 
legitimering vid uthämtning av paket hos postombud. Detta val av legitimeringssituation 
motiveras mer ingående i kapitel 1.3.  
 
1.1 Problemformulering 
Den digitala plånboken är ett nytt kapitel i den ständiga utvecklingen av smartphones, och de 
mobila betalningslösningarna har i och med digitaliseringen en given plats som substitut till 
traditionella betalningsmedel. I kontrast till betalningslösningarna har vi för legitimationen 
däremot inte stött på någon indikator till vad som komma skall. Någon tidigare forskning kring 
legitimationens roll i den digitala plånboken förekommer inte, och vilken riktning denna plånbok 
vidare kan tänkas ta när det kommer till att tillgodose fysiska legitimeringssituationer med en 
liknande, smartphone-knuten lösning är oklart.  
 
Mobilt BankID är ett väletablerat verktyg för mobil, elektronisk legitimering mot e-tjänster, men 
oavsett hur digitaliseringen artar sig och formar plånbokens digitala dito finns idag inget 
underlag för hur en elektronisk legitimering i en fysisk kontext skulle gå till. Vi tror att det med 
hjälp av befintliga verktyg är möjligt att ta en första ansats mot att skapa en bättre förståelse för 
legitimationens roll i den digitala plånboken. Vi saknar idag, och efterfrågar därmed den artefakt 
som stödjer legitimering med Mobilt BankID i en fysisk kontext, och i ett mer konkret fall 
postombud.  
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1.1.1 Forskningsfråga 
Givet ovanstående problemformulering ställer vi oss följande forskningsfrågor: 
  
● Hur bör en legitimeringsmetod med Mobilt BankID utformas för att möjliggöra 
elektronisk legitimering vid paketuthämtning hos postombud? 
 
För att vidare utvärdera den metod som ovanstående fråga efterlyser, och på så sätt undersöka 
användarnas acceptans för artefakten väljer vi även att ställa följande delfråga:  
 
● Hur ser användaracceptansen för Mobilt BankID som legitimation vid paketuthämtning 
hos postombud ut? 
 
1.1.2 Syfte 
Studien avser att tillhandahålla en artefakt som möjliggör legitimering med Mobilt BankID vid 
paketuthämtning hos postombud. Detta för att ta en första ansats mot att skapa bättre förståelse 
för e-legitimationens roll i plånbokens digitalisering och i fysiska kontexter. Utöver 
tillhandahållande av artefakten avses även denna utvärderas genom att undersöka 
användaracceptansen för Mobilt BankID som legitimation i denna nya kontext. Syftet med denna 
undersökning är att försöka utreda huruvida elektronisk legitimering i en fysisk kontext är 
önskvärt eller ej.  
 
1.1.3 Avgränsningar 
Den artefakt, eller legitimeringsmetod som studien behandlar kommer att vara av typen “low 
fidelity”. Den slutgiltiga metoden kommer inte instansieras eller implementeras, och därmed 
avgränsar vi oss från att behandla sådana aspekter som vid en komplett design skulle krävas, 
exempelvis förberedelse inför instansiering.  
Med anledning av att en underskrift med BankID är precis lika juridiskt hållbar som traditionella 
avtal och kan jämföras med exempelvis pass eller körkort (Finansiell ID-teknik BID, 2014d), 
avgränsar vi oss från vidare juridiska aspekter kopplade till legitimeringen. Eftersom artefakten 
avser använda befintlig e-legitimation i form av Mobilt BankID, kommer inte heller 
säkerhetsaspekter kopplade till denna att beaktas då vi utgår från att de behandlas i den befintliga 
legitimeringen med Mobilt BankID. Juridiska och säkerhetsrelaterade aspekter kommer endast 
kort diskuteras under den kommande artefaktbeskrivningen. 
 
1.2 Terminologi 
1.2.1 Identifiera, legitimera och identitet 
Efter att ha studerat ämnet anser vi det vara på sin plats att utreda de centrala begrepp som 
återkommer i studien. Detta då vi upplever att olika definitioner ofta förekommer på förvirrande 
och missvisande sätt med snarlika, men ändock olika betydelser.  
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För att motverka risk för missuppfattning och felaktiga tolkningar ämnar vi därav att definiera 
hur dessa begrepp kommer att användas i denna studie. Identifiering och legitimering associeras 
med verben identifiera och legitimera som betyder känna igen, likställa, bestämma och betrakta 
som sammanfallande, respektive att göra legitim, det vill säga laglig och rättmätig (SAOL, 
2014). Vidare är begreppet identitet, från latinens idem, densamme, den artefakt som möjliggör 
en identifiering genom att bevisa, styrka eller fastställa en identitet. Handlingen att legitimera, 
eller göra legitim, kan även översättas mer konkret till att med identitetskort, pass eller dylik 
handling bevisa eller styrka sin identitet (SAOB, 2014). För att uppnå en identifiering av en 
person krävs således en identitet, som i sin tur stärks genom en legitimeringshandling. 
 
1.2.2 E-legitimation 
Den numera nedlagda svenska myndigheten Verva har definierat e-legitimationer på följande 
vis: 
 
 "En e-legitimation är en personlig identitetshandling som kan användas i 
 elektronisk kommunikation och e-tjänster. Med en e-legitimation kan man 
 legitimera sig elektroniskt mot e-tjänster på Internet samt skriva under 
 handlingar elektroniskt." (Verva, 2008, s. 11) 
 
En e-legitimation är således den elektroniska motsvarigheten till den “fysiska verklighetens” 
legitimation så som körkort, pass, id-kort etc. Verva (2008) redogör även för användarens 
perspektiv av e-legitimationer genom de två funktioner som den elektroniska id-handlingen 
erbjuder: att legitimera sig så att tillhandahållaren av en e-tjänst kan identifiera användaren av 
tjänsten samt att underteckna handlingar på elektronisk väg, exempelvis en inkomstdeklaration 
som lämnas till Skatteverket (Verva, 2008, s. 11). De tre begrepp som berör e-legitimation är 
följaktligen (1) elektronisk legitimering, (2) elektronisk identifiering och (3) elektronisk 
signering, eller underskrift. 
 
1.2.3 Artefakt 
Definitionen av begreppet artefakt kan skilja sig åt beroende på i vilket sammanhang begreppet 
används (Hermerén, 1991). Enligt J. Allwood (1991) är en artefakt något som människan skapat, 
ett “konstgjort föremål”, för att ge uttryck åt olika sorters idéer. En annan definition presenteras 
av Norman (1991) i artikeln Cognitive artifacts, som förespråkar att artefakter är ting som 
används då en uppgift ska utföras av en person.  
 
Grundat på ovanstående definitioner förklarar vi begreppet i vår studie på följande sätt; en 
artefakt är ett av människan skapat ting som kan användas då en uppgift ska utföras av en person, 
i vårt fall en legitimeringsmetod. 
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1.3 Val av legitimeringssituation 
Eftersom metoder måste härledas till en specifik kontext föreslås situationsanpassad framtagning 
av metoder (Offermann & Levina, 2010). Vi kommer därför konkretisera och exemplifiera den 
fysiska legitimeringssituation som behandlas i denna studie. 
 
Vid valet av legitimeringssituation önskade vi välja något som gemene man kan relatera till. 
Vidare önskvärda kriterier för situationen var att den skulle vara enkel samt att legitimeringen i 
situationen teoretiskt sätt skulle kunna fungera med Mobilt BankID. Alternativ som 
legitimationskontroller hos exempelvis Polisen eller vid köp av åldersbegränsade varor föll bort 
p.g.a. behovet av foto på legitimationen. Även om Mobilt BankID är en personlig 
identitetshandling går det inte att bortse från det faktum att såväl smartphone som personlig kod 
skulle kunna lånas ut till exempelvis minderåriga vid köp av åldersbegränsade varor. Artefaktens 
relevans skulle med förmodan sjunka utan en implementering av foto även i e-legitimationen. En 
mer lämpad situation är istället paketuthämtning hos postombud; dels eftersom att området inte 
är lika känsligt i form av åldersrestriktioner, och dels eftersom uthämtningen snarare avser en 
kvittering av paketet, vilket kan tydas av möjligheten att hämta paket med bud. Att Posten även 
erbjuder avisering av paket via sms gör idéen om att dessutom legitimera sig med den mobila 
enheten ytterligare intressant av praktiska skäl. Med detta som grund anser vi Mobilt BankID 
vara en rimlig legitimation hos just postombud, vilket därmed fastställer denna designstudies 
legitimeringssituation. 
 
1.4 Disposition 
Gregor & Hevner (2013) rekommenderar hur designartefakter bör presenteras för att maximal 
effekt av presentationen ska uppnås. Deras föreslagna “publication schema” innehåller sju 
sektioner, vilka kommer att agera utgångspunkt för dispositionen av denna designstudie. De sju 
sektionerna utgörs av introduction, literature review, method, artifact description, evaluation, 
discussion samt conclusions. Då studien till viss del anammar designforskning kommer även ett 
kapitel om den typen av forskning att presenteras för att utreda centrala begrepp och teorier. 
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2 Teoretisk utgångspunkt 
2.1 Användaracceptans 
Ett återkommande begrepp i studien är användaracceptans. Detta är enligt C. Allwood (1998) 
om en användare anses ha en positiv inställning till systemet och är motiverad att använda det. 
Användarens acceptans av systemet är beroende av hur användaren upplever systemet i fråga om 
hot eller tillgång. Systemet kan uppfattas som ett hot på grund av flera orsaker. Exempel på detta 
är det fall då användaren känner att dennes arbetsuppgifter blir svårare eller att dennes jobb kan 
riskeras. Ett nytt system kan även framstå som en tillgång då användaren tror att dennes 
arbetsuppgifter förenklas och blir roligare att genomföra (Allwood, C., 1989). 
Om man utelämnar att beakta användaracceptans finns risken användare kommer sakna 
motivation för att använda sig av systemet (Allwood, C., 1989). Ett sätt att minska risken för 
detta är genom att låta användarna medverka i utvecklingsarbetet. Användarnas medverkan kan 
även bidra till att systemet blir mer användbart. Detta kan även leda till en ökad användning av 
systemet som i sin tur kan förbättra användaracceptansen och generera en högre grad av 
belåtenhet hos användarna (Lin & Shao, 2000). 
Systemet bör även vara anpassat efter de arbetsuppgifter som användarna ska utföra, även detta 
för att uppnå just användaracceptans. Systemet bör således vara användbart, och de tilltänkta 
användarna av systemet bör även besitta tillräcklig kunskap för att kunna använda det på ett 
tillfredställande sätt (Davis, Bogozzi & Warshaw, 1989). 
 
2.2 Att mäta användaracceptans 
Fred D. Davis har utvecklat modellen Technology Acceptance Model (TAM) för att förutse och 
mäta användaracceptans mot informationssystem. Modellen använder begreppen uppfattad 
användarvänlighet och uppfattad användbarhet för att förklara användaracceptans. I en 
undersökning av Davis et al. (1989) framgår att uppfattad användbarhet har den största inverkan 
på de potentiella användarnas avsikt att använda systemet. Samtidigt påvisas den avgörande 
faktorn för att förutse avsikt att använda systemet vara de potentiella användarnas inställning till 
användande av systemet (Davis et al., 1989). 
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Figur 2.1. Technology Acceptance Model (Davis, 1986) 
TAM anses vara väletablerad och den mest inflytelserika och använda teorin för mätning av 
användares acceptans mot nya informationssystem (Lee, Kozar & Larsen, 2003). En sökning på 
Google Scholar gjord 2014-05-05 visar att Davis et al. artikel från 1989, där TAM-modellen 
ursprungligen presenterats, har citerats över 19 000 gånger, något som ytterligare stärker 
modellens etablissemang och erkännande.  
 
2.2.1 Faktorer för användaracceptans 
Som ovan nämnt består TAM av fyra faktorer, se figur 2.1. Vi kommer för varje faktor 
presentera en hypotes om hur de potentiella användarna uppfattar Mobilt BankID i den nya 
kontexten. Hypoteserna kommer senare användas för att besvara hur användaracceptansen ser ut 
för respektive faktor. 
 
Uppfattad användarvänlighet avser i vilken grad de potentiella användarna förväntas använda 
systemet utan ansträngning. Uppfattar den potentiella användaren att prestandafördelarna inte 
uppnås på grund av låg användarvänlighet förmodas systemet att inte användas (Davis et al., 
1989).  
 
Hypotes 1 - De potentiella användarna uppfattar att Mobilt BankID är användarvänligt som 
legitimation hos postombud.  
 
Uppfattad användbarhet avser om de potentiella användarna förväntas använda systemet eller 
inte, vilket enligt Davis et al. (1989) baseras på om systemet kommer hjälpa användaren att 
utföra sin uppgift bättre. Användarna tenderar att använda systemet i den grad de upplever att 
systemet kommer hjälpa dem att utföra arbete bättre, och till följd av detta leder ett högt värde av 
uppfattad användbarhet med stor sannolikhet till användning av systemet (Davis et al., 1989). 
 
Hypotes 2 - De potentiella användarna uppfattar att Mobilt BankID är användbart som 
legitimation hos postombud.  
 
Uppfattad 
användbarhet 
(U) 
Inställning till 
användande 
(A) 
Avsikt att använda 
(BI) 
Uppfattad 
användarvänlighet 
(E) 
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Faktorn inställning till användande kan förklaras som de potentiella användarnas positiva och 
negativa känslor till systemet (Davis et al., 1989).  
 
Hypotes 3 - De potentiella användarnas inställning till Mobilt BankID som legitimation hos 
postombud är positiv. 
 
Den fjärde faktorn som härleds av de tre tidigare faktorerna i modellen är avsikt att använda. 
Denna faktor innebär enligt Davis et al. (1989) huruvida de potentiella användarna förväntas 
använda eller förkasta systemet. 
 
Hypotes 4 - De potentiella användarna har för avsikt att använda Mobilt BankID som 
legitimation hos postombud.  
 
2.2.2 Begränsningar i TAM 
En av de främsta invändningarna mot TAM är att den bygger på att data självrapporteras. Vissa 
forskare (Legris, Ingham & Cellerette, 2003; Yousafzai, Foxall, & Pallister 2007) anser att detta 
är en opålitlig mätning då självrapporterad data är en subjektiv åtgärd och att mätningen istället 
mäter data för systemets användning.  
 
I vårt fall då artefakten inte kommer instansieras är det inte möjligt att mäta det faktiska 
användandet, och vad som istället kommer mätas är således det potentiella användandet.  
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3 Designforskning 
 
I detta kapitel kommer vi kort lyfta fram de teorier vi funnit användbara för studien. Vidare avser 
vi visa hur vi influerats av designforskningen som ligger till grund för den senare framtagningen 
av vår artefakt.  
 
3.1 Två typer av artefakter 
I Journal of the Association for Information Systems beskriver Gregor och Jones (2007) 
människans förhållande till artefakter, både teorier (abstrakta artefakter) och instanser 
(materiella artefakter), se figur 3.1.  
 
 
Figur 3.1. Relationer mellan IS/IT-artefakter (Gregor & Jones, 2007) 
 
Modellen i figur 3.1 illustrerar med de två pilarna hur människor använder sig av de abstrakta 
artefakterna för att vägleda instansieringen in i den riktiga världen samt att designteorier kan 
innebära artefakter av antingen produkter eller metoder. Instansieringar, eller materiella 
artefakter, är artefakter med en fysisk existens i den riktiga världen, exempelvis hård- eller 
mjukvara. De abstrakta artefakterna har tvärtom ingen fysisk existens och måste kommuniceras 
med hjälp av ord, bilder, diagram eller annan representation (Gregor & Jones, 2007). Med detta 
I. Instantiations 
(material artifacts) 
An instantiated product of instantiated 
method 
Examples: 
(a) An instantiated product – an 
operating decision support system 
(DSS) 
(b) An instantiated method – the 
series of events that brought a 
DSS into being 
Ill. Theories 
(abstract artifacts) 
Design theories and justificatory theories, 
including constructs, models, principles, 
methods. 
Examples: 
(a) The principles of a DSS 
architecture. 
(b) A generalized method for building 
a DSS 
II. Human subjective understanding of artifacts 
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vill vi förtydliga att det vidare är en artefakt av den abstrakta typen, nummer 3 i figur 3.1, som 
kommer att behandlas i denna uppsats då instansiering av denne inte kommer att genomföras.   
 
Gregor och Jones (2007) lyfter fram att instansiering av en artefakt sannolikt ökar dess 
tillförlitlighet, men påpekar samtidigt att vissa specifika, innovativa idéer kan vara lämpliga även 
om de inte är instansierade. Författarna menar att konceptuella designer, eller artefakter, 
historiskt sett har varit inflytelserika trots avsaknaden av instansiering. Som exempel på detta tar 
Gregor och Jones (2007) upp en apparat kallad “Memex” av Vannevar Bush från mitten av 
1900-talet. Apparatens syfte var att komprimera och lagra exempelvis böcker och journaler, och 
att kunna skapa och följa upp länkar och personliga anteckningar för att snabbt och enkelt ta 
fram associerat material (Bush, 1945). Gregor och Jones (2007) framhäver i detta att “Memex” 
banade vägen för hypertext-länkar trots att apparaten i sig aldrig blev verklighet.  
Med detta som grund vill vi belysa väsentligheten av de artefakter som inte slutar i en 
instansierad eller implementerad form. Det kunskapsbidrag som en sådan artefakt kan resultera i 
är enligt vår uppfattning av betydelse för kommande designer, antingen som utgångspunkt för 
hur något exempelvis bör se ut, eller tvärtom, hur något inte bör se ut.  
 
3.2 Preskriptiv kunskap 
Gregor och Hevner (2013) tar ett steg tillbaka till Aristoteles tid och filosofi för att tolka och dela 
upp begreppet kunskap i två kategorier: deskriptiv samt preskriptiv kunskap. Det är vidare den 
preskriptiva kunskapen som enligt författarna berör artefakter designade av människan, avsedda 
att förbättra den naturliga världen. Fem typer av preskriptiv kunskap definieras: 
 
● Konstrukt - tillhandahåller vokabulär och symboler för att definiera och förstå problem 
och lösningar.  
● Modeller - designade representationer av problem och möjliga lösningar.  
● Metoder - algoritmer, praktiker och beskrivningar för att genomföra en uppgift. Metoder 
tillhandahåller instruktioner för genomförandet av målinriktade aktiviteter. 
● Instansieringar - fysiska förverkliganden i den naturliga världen, exempelvis ett 
informationssystem eller en metod för att genomföra något.  
● Designteorier - abstrakta och sammanhängande samlingar av preskriptiv kunskap som 
beskriver principerna för utformning och funktion, metoderna samt teorier för att 
utveckla en artefakt.  
  
Denna designstudie kommer senare att mynna ut i en ny metod, då vår artefakt ämnar att 
tillhandahålla instruktioner för att genomföra en viss aktivitet. För att konstruera metoden 
används till fördel en designteori (Gregor & Jones, 2007), något som kommer att beaktas i 
studien och vidare utvecklas i kapitel 3.4.  
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3.3 Kunskapens tillväxt genom iteration 
Den preskriptiva kunskapen utgör en kunskapsbas Λ, som består av sådant som inte skulle 
existerat utan den mänskliga kreativiteten, d.v.s. skapandet av exempelvis metoder. Den 
kunskapsbas från vilken skapandet och kreativiteten utgår kallas Ω och utgörs av den deskriptiva 
kunskapen, sådan kunskap som kan erhållas genom exempelvis observationer (Gregor & Hevner, 
2013).  
Gregor och Hevner (2013) illustrerar designprocessen av en artefakt genom att visa hur Ω leder 
till Λ, och hur denna process är uppbyggd av n antal designcykler, se figur 3.2. I den första 
cykeln, då designgruppen har begränsad tillgång till kunskap i Ω, baseras artefaktdesignen främst 
på inspirerad kreativitet samt “trial-and-error” (ibid.). Den kunskap som genererats i den första 
cykelns Λ agerar sedan input till Ω i nästa cykel (ibid.). På detta vis antyder Gregor och Hevner 
(2013) att en artefakt genom iterationer träder fram efter hand som de två kunskapsbaserna växer 
och utbyter information. Vi befinner oss i den första cykeln av vår artefakt, och måste således 
samla den deskriptiva kunskap som krävs för att sedan kunna utforma kunskap till Λ i form av en 
ny metod.  
 
 
Figur 3.2. Kunskapsutveckling via designcykler (Gregor & Hevner, 2013) 
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3.4 Designteori 
En designteori för informationssystem (ISDT) är något i en abstrakt värld av människoskapade 
ting, och det är inte förrän teorin är instansierad som den erhåller en fysisk existens i den riktiga 
världen (Gregor & Jones, 2007). Walls, Widemeyer och El Sawy (1992) presenterar en struktur 
för IS-design baserad på tidigare forskning av Dubin (1978) och Simon (1996). Denna struktur är 
enligt Gregor och Jones (2007) en god grund till en ISDT-specifikation, men den innehåller en 
del brister och står därmed som grund till deras förbättrade, föreslagna specifikation. Gregor och 
Jones (2007) ISDT består av åtta komponenter som används för att beskriva och skapa en 
uppfattning av en artefakt. Nedan presenteras en kort beskrivning av var och en av de åtta 
komponenterna som ingår i Gregor och Jones designteori. 
 
1.  Syfte och omfattning (eng. purpose and scope) 
Den första komponenten svarar på frågan om vad artefakten är till för. Här definieras 
omfattningen, eller tillämpningsområdet samt eventuella avgränsningar. Viktigt att belysa är 
även den miljö i vilken artefakten kommer att befinna sig, detta för att förstå artefaktens syfte. 
 
2. Teoretiska begrepp (eng. constructs) 
I konstrukt-komponenten presenteras de entiteter som omfattas av artefakten, ofta beskrivna i 
ord. Entiteterna kan innebära både fysiska fenomen och abstrakta teoretiska termer, exempelvis 
en mjukvara eller ett “mjukvarufel”. 
 
3. Principer för utformning och funktion (eng. principles of form and function ) 
I den tredje komponenten definieras struktur, sammansättning och funktion av den designade 
produkten eller metoden. Det är först när artefakten är konstruerad som dess egenskaper och 
funktion framträder. Här skulle exempelvis funktionerna av Microsoft Word beskrivas, som val 
av typsnitt eller alternativ för att öppna och spara filer. Vidare skulle även funktionernas 
koppling till varandra visas. 
 
4. Artefaktens föränderlighet (eng. artifact mutability) 
Denna fjärde komponent tar upp den ständiga förändringen av artefakters tillstånd och påpekar 
artefakternas utveckling och anpassning över tid. Syftet är att ta hänsyn till att artefakterna kan 
förändras efterhand som de används. Här kan exempelvis förslag om förbättring redovisas för 
framtida arbete.  
 
5. Testbara påståenden (eng. testable propositions) 
Här framställs hypoteser kring artefakten ämnade att testa om exempelvis designen och dess 
principer stödjer kraven av artefakten. Hypoteserna testas genom instansiering av artefakten. 
 
6. Motiverande kunskap (eng. justificatory knowledge) 
Denna komponent tillhandahåller en förklaring till varför artefakten är konstruerad som den är, 
samt varför konstruktionen fungerar. Ett exempel på detta är det faktum, eller den kunskap om 
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att bandbredden för en kommunikationskanal styr designen av en e-handel genom att begränsa 
mängden överförbar data över en viss tidsperiod. “Justificatory knowledge” är således den 
kunskap som på ett eller annat sätt berör designen och på så sätt även påverkar den i något 
avseende.  
 
7. Principer för implementering (eng. principles of implementation) 
Denna komponent av designteorin innehåller de förutsättningar och hjälpmedel som föreligger 
vid instansiering eller implementering av artefakten. Gregor & Jones (2007) exemplifierar 
komponenten genom normaliseringsprinciper vid implementering av en relationsdatabas.  
 
8. Förberedande instansiering (eng. expository instantiation) 
Den åttonde och sista komponenten ämnar att demonstrera artefaktens instansiering. Exempel på 
detta skulle kunna vara simuleringar av ett system. Tanken är att förklara och beskriva 
instansieringen för att skapa en förståelse kring den. 
 
Eftersom den artefakt som ska designas kommer utgå från redan befintliga verktyg samt 
legitimeringssituation finner vi det även lämpligt att till en början redogöra för dessa för att 
skapa förståelse för hur de fungerar. Med anledning av detta initieras designfasen med en 
nulägesanalys av Mobilt BankID och paketuthämtning hos postombud. 
 
3.5 Anpassning av teori 
Enligt Gregor och Jones (2007) omfattar de sex första komponenterna av deras designteori 
tillräckligt för att beskriva och ta fram en artefakt. Eftersom vår artefakt inte kommer att 
instansieras är det därför rimligt att i vårt fall just använda de sex första komponenterna och 
därmed bortse från “Principer för implementering” och “Förberedande instansiering”.  
 
Offermann och Levina (2010) tar med ovannämnda designteori som utgångspunkt ett steg mot 
att vidare utveckla de åtta komponenterna mot en specifik artefakttyp, nämligen metoder. De 
menar att Gregor och Jones (2007) designteori är en bra utgångspunkt, men att den är för 
generell för specifika aspekter, och har därav justerat designteorin mot en specialisering för 
metoder. Offermann och Levina (2010) förespråkar och presenterar utvärderingskriterier för 
varje komponent i designteorin. Dessa kriterier ser vi som en god idé att införa under 
framtagandet av vår metod då de kan hjälpa till att kontrollera komponenternas innehåll och 
därmed säkerställa en bättre validitet av artefakten.  
 
Då vår artefakt är avsedd att beskriva ett övergripande processflöde för en legitimeringssituation, 
en "low fidelity"-metod, kommer även Gregor och Jones komponenter bearbetas övergripande. 
Vidare låter vi av samma skäl Offermann och Levinas utvärderingskriterier agera hjälpmedel 
snarare än punktlista, vilka därför inte kommer följas blint. Vår anpassade designteori 
presenteras nedan i tabell 3.1.  
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Tabell 3.1. Anpassad designteori (Gregor & Jones, 2007; Offermann & Levina, 2010)  
 
Komponent  Utvärderingskriterier 
Purpose and scope ! 
Given a problem, is the purpose described in a way to tell if the 
method solves the problem? 
 
! Is the product of the method clear? 
 
! Given a problem context, is the scope described in a way to tell if 
the context falls within the scope? 
 
! Are all relevant dimensions specified within the scope? 
 
! Are the covered lifecycle phases, roles and activities specified? 
Constructs ! Are terms and concepts presented to 
 
 describe the method? 
 
 describe the resulting structure? 
 
 describe the application context? 
 
 describe the purpose and scope? 
 
 create the testable propositions? 
  ! 
Are the concepts introduced comprehensively in one location and 
derived systematically? 
Principles of form and function ! 
Is the method described extensively enough to be useful and 
transferable? 
 
! For each possible role, is it clear which activities have to be done in 
what order? 
Artefact mutability ! Is the method described extensively enough to 
 
 understand the functioning of each component? 
 
! Are conditions for changes described? 
 
! 
Does it become clear, which parts change and what they change 
into? 
  ! Are method tailoring mechanisms defined? 
Testable propositions ! Are testable propositions concerning the method utility given? 
  ! 
Are the propositions sufficiently well operationalised to allow testing 
by other scientists? 
Justificatory knowledge ! Are theories presented 
 
 for key method features not covered by testable propositions? 
 
 to support the testable propositions? 
 
 regarding the method product? 
   regarding the method setting? 
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4 Metod 
4.1 Val av teoretiskt ramverk 
För att beskriva den artefakt som behandlar legitimering med Mobilt BankID vid 
paketuthämtning hos postombud, och ta fram en metod för att stödja processen har vi influerats 
av Gregor och Jones (2007) designteori för informationssystem. De åtta komponenterna genom 
vilka en artefakt kan träda fram är framtaget som “det bästa ur två världar” från tidigare 
forskning av Walls et al. (1992) och Dubin (1978). I designprocessen har ovannämnda 
designteori att varit utgångspunkten för vårt arbete. Vi vill även poängtera att vi tagit influenser 
av designforskning och applicerat denna på en nivå som vi funnit lämplig för designstudien. 
Designteorin har använts för att steg efter steg beskriva och låta artefakten träda fram. 
Tillsammans med Offerman och Levinas (2010) utvärderingskriterier har vi som tidigare 
presenterat valt att anpassa designteorin genom att ta hänsyn till kriterierna samt bortse från de 
två sista stegen.  
 
4.2 Designgrupp och designstudio 
4.2.1 Designgrupp 
Designgruppen som tagit fram artefakten utgörs av oss två författare som också står för 
designstudien. Båda anser sig vara generellt tekniskt intresserade och kunniga, och använder 
dagligen Mobilt BankID för att logga in i diverse e-tjänster. När det gäller uthämtning av paket 
hos postombud är även detta en situation som båda är bekanta med och tillräckligt kunniga om 
för att känna till den nuvarande processen. Designgruppen har arbetat i ett flertal tidigare projekt, 
ofta mjukvaruutveckling och grafisk design, och kan anses ha ett gott samarbete.  
 
4.2.2 Designstudio 
Under designprocessen har gruppen haft tillgång till en kontorslokal utrustad med två 
arbetsstationer bestående av skrivbord med “mockup-verktyg” (penna, papper, sax mm.) och 
dator med extern skärm för extra visuell arbetsyta. De båda arbetsstationerna har varit placerade 
vid motstående väggar vilket möjliggjort för ett separat designarbete utan risk för influenser 
mellan designgruppens medlemmar. Mitt i rummet har en soffa med ett större bord varit placerat 
för gemensamma designmoment var designförslag exempelvis kunnat jämföras.  
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4.3 Planering och förberedelse 
4.3.1 Insamling av data 
Inför designprocessen har relevant data samlats in genom såväl publicerad fakta som egna 
iakttagelser. Exempel på våra iakttagelser är processen för uthämtning av paket hos postombud, 
som både skett genom att kort studera processen i en butik med postombud samt genom att själv 
hämta ut paket. De iakttagelser som gjordes hos postombudet skedde under ca 20 minuter. 
Personalen på postombudet godkände vår närvaro, och blev även ombedda att inför varje ny 
kund fråga om även de godkände vår närvaro. Detta p.g.a. den etiska aspekten i syfte att inte 
kränka någon. Med hjälp av iakttagelserna kunde vi kartlägga hur processen för paketuthämtning 
och legitimering idag går till. Till hands hade vi varsitt block med penna för att anteckna och 
illustrera processen.  
 
4.3.2 Förberedelse inför illustrering 
För att på ett så smidigt sätt som möjligt kunna illustrera de modeller som krävs för att 
representera bl.a. metoder centrala för designprocessen förbereddes de visuella verktygen på 
förhand. Med hjälp av en stencil för programvaran OmniGraffle, helt fri att använda, kunde vi 
skapa illustrationer av de entiteter som senare skulle ingå i modeller. Entiteterna utgick från de vi 
kartlagt under iakttagelserna hos postombudet, exempelvis legitimation, kund och personal hos 
ombud. Entiteterna utgjordes även från övrig fakta om t.ex. Mobilt BankID.  
 
4.4 Genomförande 
Designprocessen genomfördes i den angivna studion där vi som designgrupp arbetade såväl 
avskilt som tillsammans. Vid framtagning av modeller satt vi oftast en och en till en början. Först 
designades varsin “mock-up”, vilka sedan jämfördes. Genom detta tillvägagångssätt ville vi i 
högsta mån se till att designen inte bara influerades av en individs uppfattning.  
 
4.5 Val av utvärderingsmetod 
Inför valet av utvärderingsmetod har vi fokuserat på följande fem metoder; Technology Unified 
Theory of Acceptance and Use of Technology (UTAUT), Task Technology Fit (TFF) 
Acceptance Model (TAM), Revised Technology Acceptance Model (TAM2) samt Technology 
Acceptance Model 3 (TAM3). 
 
UTAUT grundas på åtta teorimodeller vars sammanslagna variabler används för att förutse 
användarnas avsikt att använda ett system samt dess framtida användarbeteende. (Venkatesh et 
al., 2003). Då modellen består av och behandlar flertalet externa faktorer anser vi dock denna 
vara för komplex för vår undersökning.  
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TTF kontrollerar om teknologin som används stödjer de uppgifter som användaren utför 
(Goodhue & Thompson, 1995). Modellen används alltså för att mäta det faktiska användandet 
efter teknologin implementerats. Eftersom vår artefakt inte kommer instansieras anser vi inte att 
modellen är lämpad för vår studie.  
 
Kvar är TAM och vidareutvecklingarna TAM2 respektive TAM3 som används för att förutse 
och mäta användaracceptans mot ett system. Med liknande motivering som för UTAUT ansåg vi 
både TAM2 och TAM3 vara för komplexa eftersom de tar hänsyn till flertalet externa faktorer 
som vi tror skulle komplicera undersökningen då de inte är applicerbara på en icke-instansierad 
artefakt.  
Den teknologi som ska utvärderas existerar och används i dagsläget, och det är endast kontexten 
för teknologins användningsområde som byts ut. Med detta i åtanke tror vi att respondenterna i 
undersökningen kan sätta sig in i artefakten i en sådan grad att deras uppfattning är av värde samt 
går att mäta. Vi anser därmed att TAM är en bra utgångspunkt för att förutse 
användaracceptansen för vår artefakt. 
 
  
Elektronisk legitimering i en fysisk kontext  Johansson & Sjöström 
22 
5 Artefaktdesign 
 
5.1 Nulägesanalys 
Nedan presenteras hur legitimering hos postombud ser ut i dagens läge samt hur Mobilt BankID 
fungerar i dess avsedda kontext. Syftet med denna nulägesanalys är att lägga fram en 
utgångspunkt för den kommande artefaktbeskrivningen. 
 
5.1.1 Legitimering hos postombud 
De iakttagelser som genomfördes för att kartlägga processen för paketuthämtning och 
legitimering hos postombud resulterade till en början i två skissar föreställande 
processbeskrivningar. De båda beskrivningarna skapades av var och en av designgruppens 
medverkande, och detta avskilt från varandra. Resultatet visas nedan i figur 5.1. 
 
 
 
Figur 5.1. Två skisser på uthämtning av paket hos postombud i nuläget.  
 
Steg 1 
De båda processerna initieras genom steg ett med att kunden anländer till postombudet. Process 
A tar dock även upp kundens uppvisande av avisering och kolli-id för paketet. Iakttagelserna 
visade emellertid även att kolli-id uppvisades genom en sms-avisering i kundens telefon. 
Eftersom kolli-id inte berör legitimeringsprocessen är detta dock något som utesluts från den 
slutgiltiga processbeskrivningen. 
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Steg 2 
Det andra steget i respektive process beskriver att ombudet ber om legitimation varpå steg 3 i 
process A illustrerar att kunden visar legitimation, eller legitimerar sig. Det andra steget förs 
därför samman och innebär vidare att ombudet ber om legitimation varpå kunden legitimerar sig 
med en legitimation. 
 
Steg 3 
Steg 3 utgörs av steg 4 i process A och steg 3 i process B; Ombudet skannar legitimationen. 
 
Steg 4 
I det fjärde och sista steget lämnas legitimationen tillbaka till kunden. Ombudet hämtar sedan 
paketet och överlämnar det till kunden. Kortfattat tar kunden emot sin legitimation och paketet.  
 
 
Figur 5.2. Paketuthämtning och legitimering med fysisk legitimation 
 
5.1.2 Mobilt BankID i legitimering mot e-tjänst 
Med hjälp av skärmdumpar har vi under ett test av legitimering mot e-tjänst kunnat kartlägga hur 
Mobilt BankID används i nuläget. Figurerna 5.3, 5.4 samt 5.5 visar hur Mobilt BankID används 
för att logga in i Swedbanks internetbank. I det första steget ombedes användaren att fylla i sitt 
personnummer, och i steg två att starta BankID säkerhetsapp i sin mobila enhet. När detta är 
gjort skickas en legitimeringsförfrågan till appen, där användaren kan se vilken tjänst denne 
legitimerar sig mot. För att legitimera sig anger användaren sin säkerhetskod i appen och väljer 
sedan “legitimera”, vilket leder till att användaren legitimerar sig mot e-tjänsten och därefter får 
en bekräftelse i appen på att legitimeringen är genomförd.  
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Figur 5.3. Steg 1 vid inloggning med Mobilt BankID i Swedbanks internetbank (Swedbank, 2014b) 
 
 
 
 
Figur 5.4. Steg 2 vid inloggning med Mobilt BankID i Swedbanks internetbank (Swedbank, 2014b) 
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Figur 5.5. Steg 3 vid inloggning med Mobilt BankID i Swedbanks internetbank, sett ur legitimeringsmomentet av 
BankID säkerhetsapp. Figuren visar även till höger den bekräftelse som infaller då en legitimering är genomförd. 
5.1 Artefaktbeskrivning 
Samtliga komponenter har beskrivits med tidigare nämnda utvärderingskriterier i åtanke för att 
ge en så precis beskrivning som möjligt. 
5.1.1 Syfte och omfattning 
Det identifierade problemet som ligger till grund för denna artefakt är att det idag inte går att 
legitimera sig utan en fysisk legitimation vid uthämtning av paket hos postombud. Det mest 
tänkbara alternativet till den fysiska legitimationen är e-legitimationen, vilken delvis möjliggör 
problemets uppkomst då e-legitimationer inte går att använda utanför dess avsedda kontext, 
nämligen e-tjänster. Artefakten bygger på e-legitimationens byte av kontext, från e-tjänster till en 
fysisk legitimeringssituation hos ett postombud. På detta vis är det tänkt att den fysiska 
legitimationen ska få ett komplement, här i form av ett Mobilt BankID, vilket skulle lösa 
problemet då en legitimering i sådana fall skulle kunna ske utan en fysisk legitimation.  
 
Artefakten behandlar endast de aktiviteter som utgör den process genom vilken legitimeringen 
kan genomföras med hjälp av ett Mobilt BankID. Således avgränsas vidare tekniska och juridiska 
aspekter. Artefakten utgår även från hur Mobilt BankID fungerar och är utformat idag, och 
ämnar inte att ändra på e-legitimationen i sig. 
 
Artefakten utgår från samma förutsättningar som råder i dagens läge vid paketuthämtning hos 
postombud; två parter i form av ombud och kund, samtliga aktiviteter från det att kund anländer 
för att hämta ut paket, till det att kund erhåller paket (legitimationsförfrågan från ombud och 
legitimering av kund). Artefakten bortser dock från alla aktiviteter som krävs för postombudet 
utöver att begära legitimation och identifiera kund, exempelvis att hämta och skanna paket.  
Legitimeringen förutsätter i och med det Mobila BankID:t att kundens personnummer matas in 
hos motparten samt att kunden genomför legitimeringen genom att ange sin säkerhetskod i appen 
för Mobilt BankID.  
5.1.2 Teoretiska begrepp 
Nedan följer en lista på de entiteter som ingår i artefakten. 
 
● Ombud - den person som arbetar på postombudet. 
● Kund - den person som önskar att hämta ut paket hos postombudet. 
● Mobilt BankID - den e-legitimation som kommer användas vid legitimering av kund.  
● BankID säkerhetsapp - den applikation som i en smartphone möjliggör funktionen av att kunna 
legitimera sig med ett Mobilt BankID.  
● Postombudets system - det system som postombudet använder för att hantera paketlogistiken. 
● Numeriskt tangentbord - knappsats tillhörande postombudets system för inmatning av 
personnummer. 
Elektronisk legitimering i en fysisk kontext  Johansson & Sjöström 
26 
● Legitimeringsförfrågan - den förfrågan som skickas till applikationen för Mobilt BankID då en 
legitimering med e-legitimationen ska genomföras.  
● Underskrift - den elektroniska underskriften som krävs av applikationen när en legitimering ska 
genomföras. Underskriften kräver inmatning av kundens säkerhetskod för Mobilt BankID.  
5.1.3 Principer för utformning och funktion 
 
E-legitimation kontra fysisk legitimation 
Sambandet mellan begreppen legitimering, identifiering och identitet kan även tillämpas den 
elektroniska vägen. En identitet kan identifieras genom en legitimering (handling) med hjälp av 
en legitimation (t.ex. körkort). På samma sätt sker en elektronisk identifiering av en identitet 
genom en elektronisk legitimering med hjälp av en e-legitimation (Mobilt BankID). Den 
gemensamma nämnaren, oberoende av fysisk eller elektronisk kontext, är således identiteten.  
 
Figur 5.6 Legitimering och identifiering i olika kontexter 
 
I figur 5.6 illustrerar vi hur de två aktiviteterna legitimering och identifiering formas efter den 
miljö eller kontext (motparten mot vilken legitimeringen sker) som råder under 
legitimeringstillfället. I en fysisk legitimeringssituation sker legitimeringen med hjälp av fysiska 
legitimationer som körkort, pass, id-kort eller dylikt. Om kontexten istället är en e-tjänst så 
utgörs legitimationen av en e-legitimation, här Mobilt BankID. Den identifiering som 
postombudet eller e-tjänsten gör av identiteten sker även den på två olika vis. I det fysiska fallet 
kan ombudet bekräfta identiteten till personen som legitimerar sig genom en igenkänning, 
exempelvis att personen liknar den på legitimationens foto. I det elektroniska fallet sker en så 
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kallad e-identifiering. E-legitimationen är personlig, och det är således endast den rätte ägaren 
som kan lösenkoden till sitt mobila BankID. Flödet visar den ordning i vilken en legitimering 
leder till en identifiering av en identitet.  
 
5.1.4 Mobilt BankID som legitimation i en ny kontext 
Som tidigare redogjort är identiteten den gemensamma nämnaren oavsett fysisk eller elektronisk 
legitimeringssituation, även illustrerat i figur 5.7. Däremot kan alltså vägen till identifiering av 
en identitet se ut på olika sätt. Den legitimeringsprocess som innebär legitimering med Mobilt 
BankID i en fysisk kontext i form av postombud måste använda moment från såväl det fysiska 
som det elektroniska fallet i figur 5.7.  
  
 
 
Figur 5.7. Legitimering och identifiering med Mobilt BankID i en fysisk kontext i form av postombud 
 
Med figur 5.7 vill vi illustrera hur vi tror att de elektroniska och fysiska legitimeringsprocesserna 
bör förenas för att tillgodose en elektronisk legitimering i en fysisk kontext. De nedtonade fälten, 
E-tjänst och ID-kort är de delar i respektive process som faller bort. Tvärtom visar de blå 
punkterna sammankopplade med linjer vilka moment under legitimering samt identifiering som 
stannar kvar i den nya legitimeringsprocessen. I figuren är kontexten postombud, legitimeringen 
sker med Mobilt BankID vilket i första hand leder till en elektronisk identifiering eller 
bekräftelse. Denna bekräftelse identifierar kundens identitet på egen hand, men trots detta har vi 
valt att även inkludera den fysiska identifieringen, igenkänning, då det trots allt även sker en 
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indirekt bekräftelse för postombudet att identifieringen är genomförd och att kunden är den han 
eller hon utger sig för att vara.  
 
5.1.5 Den nya legitimeringsprocessen 
Med utgångspunkt från tidigare kapitel om Mobilt BankID vid legitimering i Swedbanks 
internetbank (5.1.2) har vi valt att illustrera hur vi tror Mobilt BankID hade kunnat fungera som 
legitimation mot postombudets system.  
 
 
Figur 5.8. Illustration av postombudets system för hantering av e-legitimering 
 
Med figur 5.8 vill vi visa hur postombudets system skulle kunna tänkas fungera för att stödja 
legitimeringssituationer med Mobilt BankID. På samma sätt som Swedbanks e-tjänst, kräver 
systemet kundens personnummer, vilket denne knappar in på postombudets numeriska 
tangentbord.  
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Figur 5.9. Illustration av kunds legitimering via Mobilt BankID 
Figur 5.9 illustrerar den aktivitet som följer efter inmatningen av personnummer i postombudets 
system. En legitimeringsförfrågan är skickad till kundens BankID säkerhetsapp och kunden 
anger här sin säkerhetskod för att genomföra legitimeringen.  
 
5.1.6 Slutgiltig processbeskrivning av Mobilt BankID som legitimation hos postombud 
Samtliga aktiviteter för den process som krävs för att Mobilt BankID ska fungera i en verklig 
kontext är nu definierade. Därmed återstår endast den slutgiltiga metoden som ska innehålla 
samtliga aktiviteter. Metoden är indelad i fyra steg och presenteras i figur 5.10. 
 
Figur 5.10. Slutgiltig metod för legitimering med Mobilt BankID vid paketuthämtning hos postombud 
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5.2 Föränderlighet av artefakt 
Att specificera föränderlighet av en artefakt medför generaliserbarhet. Föregående 
komponentbeskrivning, principer för utformning och funktion, bör därför diskuteras när det 
gäller anpassning av artefakten inför nya, förutsebara situationer (Offermann & Levina, 2010). 
Vi kommer att diskutera artefaktens föränderlighet inom den tänka situationen, paketuthämtning, 
men även utanför i annan kontext.  
 
5.2.1 Artefaktens föränderlighet inom paketuthämtning 
Förutsatt att artefakten instansieras kommer den även kunna utsättas för varianter av den 
legitimeringssituation som vi behandlar i denna designstudie. Beroende av till vem ett paket är 
adresserat kontra vem som hämtar ut paketet kan legitimeringssituationen se annorlunda ut. 
Exempel på detta är de fall då någon annan än adressaten ska hämta ut paketet, och därmed 
agerar bud (Posten, 2014).  
 
I det fall då paket ska hämtas ut med bud måste såväl adressatens som budets legitimation 
medtagas (Posten, 2014). Detta skulle för vår artefakt innebära en ny situation i den bemärkelsen 
att Mobilt BankID kan användas i olika utsträckning. Nedan presenteras en matris över de fyra 
möjliga kombinationerna av legitimationer vid en paketuthämtning med bud.   
 
 
Figur 5.11. Matris över fyra olika kombinationer av legitimationer vid uthämtning av paket med bud 
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Kombination 1 under matrisen i figur 5.11 illustrerar en typisk legitimeringssituation i dagens 
läge då både bud och adressat legitimeras med hjälp av fysisk legitimation. Denna kombination 
är därför inte aktuell att diskutera då den inte behandlar Mobilt BankID och därmed inte heller 
artefakten.  
 
Kombination 2 innebär att budet har med sig en fysisk legitimation tillhörande adressaten och 
själv använder Mobilt BankID för att legitimera sig. Detta skulle innebära en 
legitimeringssituation som vi anser vara fullt möjlig förutsatt att artefakten fungerar från första 
början. Individen på plats för att hämta ut paketet, i detta fall budet, skulle kunna följa den metod 
vi tagit fram för legitimering med Mobilt BankID, samtidigt som adressatens legitimation är 
medhavd i fysiskt format, precis som en vanlig paketuthämtning med bud. Kombinationen anses 
vara möjlig baserat på vetskapen om att ett bud idag kan hämta ut paket med adressatens fysiska 
legitimation, samt antagandet om att artefakten är instansierad och fungerande i form av vår 
metod.  
 
Efter kombination 2 i matrisen kan vi konstatera att budet, oavsett legitimation, kan hämta ut 
paket eftersom att både fysisk legitimation och Mobilt BankID fungerar. Detta innebär vidare att 
de två kvarstående kombinationerna, 3 och 4, båda är beroende av huruvida den frånvarande 
adressatens mobila BankID fungerar i denna situation. Budets användning av adressatens mobila 
BankID skulle antingen innebära att (1) adressaten lämnar ut smartphone samt säkerhetskod, 
eller (2) att budet slår in adressatens personnummer i postombudets system, och att adressaten 
synkroniserat på distans anger sin säkerhetskod i BankID säkerhetsapplikation. Det första 
alternativet motstrider e-legitimationens egna föreskrifter om att BankID:t är personligt och 
endast ska användas av ägaren (Finansiell ID-teknik BID, 2014e). Dessutom ligger det i sakens 
natur att inte lämna ut personliga lösenord eller koder, vilket medför att alternativ 1 inte är 
rimligt. Det andra alternativet fungerar i teorin då adressaten kan legitimeras på distans utan att 
behöva närvara fysiskt, samt utan att behöva lämna ut varken smartphone eller säkerhetskod. 
Däremot kan tillvägagångssättet diskuteras av praktiska skäl. Att använda adressatens mobila 
BankID vid uthämtning av paket med bud skulle alltså kunna ses som en utmaning för 
artefakten, och precis som komponenten “artefaktens föränderlighet” förespråkar är detta något 
vi föreslår för vidare design inom området.  
 
5.2.2 Artefaktens föränderlighet i andra kontexter 
Under kapitel 1.3 motiverades valet av postombud som legitimeringssituation för artefakten, men 
även anledningen till att andra situationer inte valdes. Att foto är knutet till legitimationen är i 
vissa fall en nödvändighet, vilket stryker Mobilt BankID som alternativ. Detta innebär att 
artefakten i kontexter utanför de som inte kräver foto skulle behöva anpassning för att vara 
användbar. Förslagsvis skulle Mobilt BankID kunna implementera foto av legitimationens ägare. 
Kontentan är i vilket fall som helst att artefakten i nuläget inte är redo för den typen av kontexter.  
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5.3 Testbara påståenden 
De påståenden som läggs fram måste inte nödvändigtvis vara specificerade och detaljrika; de kan 
även formuleras övergripande (Gregor & Jones, 2007). Enligt Offermann och Levina (2010) bör 
en artefakt i form av en metod testas med påståenden om användbarhet, vilket delvis redan 
behandlats i form av de hypoteser kopplade till användaracceptans som tidigare presenterats. 
Vidare bearbetas användbarheten i mer detalj under artefaktutvärderingen då denne helt och 
hållet bygger på påståenden om artefakten med en hel kategori tillägnad användbarhet, se tabell 
6.1.   
 
5.4 Motiverande kunskap 
För att ytterligare klargöra artefaktens form och funktion presenteras här den kunskap och de 
förutsättningar som motiverar artefaktens utformning.  
 
Postens ombud arbetar i dagsläget redan med ett system för att skanna fysiska legitimationer och 
logga identiteten på den som hämtat ut ett paket. Det är således försvarbart att även artefakten 
använder ett system för att fungera då personalen hos ombuden redan är bekanta med att ett 
system ingår i processen för paketuthämtning. Detta kan sättas i relation till en situation då 
liknande system inte redan existerar. En sådan situation skulle innebära att artefakten medför en 
större förändring i den befintliga processen, och artefaktens nytta skulle eventuellt ifrågasättas i 
en annan utsträckning. Den artefakt vi presenterat förutsätter dock ett tillägg i ombudens 
nuvarande system, eller en egen applikation som motsvarar legitimeringen mot e-tjänster. 
Tanken är oavsett vad att denna lösning ska implementeras på samt bruka befintlig IT-
infrastruktur (dator och numeriskt tangentbord). För att undvika ny mjukvara lokalt i 
postombudens system skulle förslagsvis ett onlinebaserat system vara lämpligt. Systemet skulle 
t.ex. kunna köras i en webbläsare och på så vis fungera likadant som vanliga e-tjänster gör idag. 
 
Att juridiska aspekter inte behandlats i förhållande till artefakten grundar sig i två skäl. Det första 
är att det inte bara är omvärlden som anpassar sig till lagen, utan även tvärtom. Enligt (SFS 
2000:832) om kvalificerade elektroniska signaturer skulle sakna värde utan den artefakt som 
möjliggör elektroniska signaturer, nämligen e-legitimationen. Exempel på anpassning av lagen 
framgår i lag (SFS 2012:69) om ändring i konsumentkreditlagen (SFS 2010:1846), där ändringen 
innebär ett godkännande av elektronisk signatur som alternativ till en vanlig signatur till lagens 
avsedda dokument. Med detta som grund anser vi att juridiska aspekter med avseende på hur 
lagen ser ut idag inte skulle ge något större värde då lagen är anpassningsbar. Vi menar inte att 
juridiska aspekter är något som helt och hållet ska förkastas, men att de i artefaktens nuvarande 
stadie inte förefaller lika aktuella att behandlas som i ett senare.  
 
En säkerhetsaspekt att lyfta fram är det faktum att artefakten kräver att kunden anger sitt 
fullständiga personnummer i en fysisk kontext, i detta fall offentlig miljö, istället för att 
exempelvis mata in det i webbläsaren hemifrån. För att kunden inte ska behöva uttala detta 
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muntligt utgår artefakten från att inmatningen sker via ett numeriskt tangentbord. Detta är ur 
säkerhetssynpunkt jämförbart med den inmatning av kod som sker vid köp med betalkort, d.v.s. 
att de båda inmatningarna exponeras på ett likvärdigt sätt. Denna typ av inmatning av 
personnummer används även i andra sammanhang, exempelvis då film ska hyras i en nöjesbutik. 
Att ange personnummer offentligt på detta sätt är med andra ord inget nytt, och det finns således 
inget som i det avseendet tyder på att samma tillvägagångssätt inte skulle fungera i vår artefakt. 
Säkerhet kopplad till Mobilt BankID är som tidigare nämnt inte behandlat då vi utgår från att e-
legitimationen med funktioner är säkert i sig, och eftersom legitimeringen med denna sker med 
samma tillvägagångssätt som i normala fall bör legitimeringsprocessen inte utsättas för 
ytterligare säkerhetsrisker än den som nyss diskuterats gällande personnummer. 
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6 Utvärdering 
6.1 Utformning av enkät  
TAM använder som tidigare nämnt en kvantitativ undersökningsmetod i form av en 
enkätundersökning för att förutse och mäta användaracceptans. Vår metod för insamling av 
empirisk data utgörs därför av en likadan, kvantitativ metod. Enkäten inleds med demografiska 
frågor om kön, ålder och kommun. Därefter ställs två kontrollfrågor där respondenterna svarar på 
om de vet vad Mobilt BankID är och hur det används samt om de använder Mobilt BankID. 
Kontrollfrågorna kommer att används för att dela in respondenterna i två grupper baserat på 
deras svar. Efter frågorna följer en illustration av artefakten som presenterar den framtagna 
legitimeringsmetoden med Mobilt BankID. Bredvid illustrationen presenteras även 
legitimeringsmetoden med fysisk legitimation, detta för att låta respondenterna sätta sig in i den 
nya metoden genom att kunna jämföra med hur legitimering går till idag. Med detta hoppas vi 
öka förståelsen för den nya legitimeringsmetoden, vilket även kan tänkas påverka kvaliteten på 
respondenternas svar positivt. Efter illustrationen följer tolv påståenden som beskrivs mer 
detaljerat i följande kapitel. Enkätens sista och enda frivilliga moment är ett fält med plats för 
respondenternas övriga tankar kring legitimeringsmetoden med Mobilt BankID.  
 
6.2 Utformning av enkätpåståenden 
De tolv påståendena i enkäten har utformats med influenser från Davis (1989) undersökning av 
ett elektroniskt e-postsystem samt en undersökning av en e-portfolio av Shroff, Deneen och Ng 
(2011). Respondenterna svarar på påståendena genom att gradera hur väl de anser att de stämmer 
in på deras personliga åsikt. Graderingen sker på en sjusiffrig likertskala (se figur 6.1) baserad på 
tidigare studier från Davis et al. (1989) och Venkatesh et al. (2003).  
 
Figur 6.1. Likertskalan 
 
Den högsta siffran på skalan för respektive påstående är sju (7), vilket också är det högst laddade 
svarsalternativet som motsvarar instämmer helt. Motsatsen är siffran ett (1), som är minst laddad 
och motsvarar instämmer inte alls. Enligt Jacobsen (2002) är det en fördel att koda rangordnade 
svarsalternativ genom att tilldela det mest positivt laddade alternativet den högsta siffran och 
tvärt om. Att förse svarsalternativen med givna alternativ är enligt Jacobsen (2002) också till 
fördel då datan blir enklare att behandla med hjälp av ett datorprogram. 
Vid framtagningen av påståendena kategoriserades dem till en början enligt TAMs fyra faktorer. 
När de sedan presenterades i enkäten gjordes detta i en okategoriserad ordningsföljd. Detta för 
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att minska risken för att respondenterna skulle se samband mellan påståendena samt förhindra 
upprepning av liknande frågor.  
 
Nedan följer en sammanställning av enkätundersökningens påståenden (tabell 6.1), samt dess 
ursprungliga formulering från Davis (1986) och Shroff et al. (2011). 
Tabell 6.1. Sammanställning av enkätpåståendena samt deras ursprungliga formulering 
Nr Påståenden (Davis, 1986) Våra påståenden 
Uppfattad användarvänlighet (E) 
P6 Overall, I find the electronic mail system easy to use. 
Mobilt BankID hade varit enkelt att använda som 
legitimation hos postombud. 
P10 Learning to operate the electronic mail system is easy for me. 
Mobilt BankID som legitimation hos postombud hade varit 
enkelt att lära sig att använda. 
P14 My interaction with the electronic mail system is clear and  understandable. 
Användandet av Mobilt BankID hade vid paketuthämtning 
varit enkelt att förstå sig på. 
Uppfattad användbarhet (U) 
P15 Using electronic mail makes it easier to do my job. 
Mobilt BankID hade varit ett bra komplement till fysisk id-
handling vid uthämtning av paket. 
P7 Overall, I find the electronic mail system useful in my job. 
Mobilt BankID hade varit praktiskt som legitimation vid 
uthämtning av paket. 
P11 Using electronic mail mekes it easier to do my job. 
Användandet av Mobilt BankID kan underlätta 
legitimeringen för mig när jag hämtar ut paket. 
Nr Påståenden (Shroff et al., 2011) Våra påståenden 
Inställning till användande (A) 
P12 I like the idea of using the e-Portfolio System. 
Jag gillar tanken av att använda Mobilt BankID som 
legitimation hos postombud. 
P16 Using the e-Portfolio System provided me with a lot of enjoyment. 
Jag hade med nöje använt Mobilt BankID vid uthämtning 
av paket. 
P8 I believe it is a good idea to use the e-Portfolio System for my coursework. 
Min inställning till Mobilt BankID som legitimation hos 
postombud är positiv. 
Avsikt att använda (BI) 
P9 I plan to use the e-Portfolio in the future. 
Om möjligheten ges har jag för avsikt att använda Mobilt 
BankID som legitimation hos postombud. 
P13 I intend to use the e-Portfolio frequently for my coursework.  
Om möjligheten funnits hade jag i första hand använt 
Mobilt BankID som legitimation vid uthämtning av paket. 
P17  I intend to use the e-Portfolio as often as possible. 
Jag hade använt Mobilt BankID så ofta som möjligt vid 
uthämtning av paket. 
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6.3 Publicering av enkät 
Webbenkäten har publicerats på Facebook, vilket på kort tid gjort det möjligt för ett hundratal 
personer att delta i undersökningen. Publiceringen gjordes i första hand via våra sociala nätverk, 
vilket innebär en blandad skara mottagare både demografiskt och geografiskt sätt. Vidare 
publicerades enkäten i två Facebook-grupper tillhörande systemvetare med avgångsår 2014 
respektive 2015.  
Den insamlade datan valideras delvis direkt då det endast är möjligt att slutföra och skicka in 
sina svar om alla frågor och påståenden är ifyllda. I samma stund som respondenten skickar in 
sina svar sammanställs datan i en datatabell samtidigt som diagram genereras över de olika 
svarsresultaten.  
6.4 Analysmetod 
Den insamlade datan har med hjälp av Microsoft Excel sammanställts till diagram för att vidare 
möjliggöra analys av datan. Vi valde att sammanställa datan manuellt på detta sätt då Google 
Forms automatiska sammanställning inte gick att filtrera och manipulera på de sätt vi krävde.  
 
För att analysera enkätens sista fråga, där respondenterna fick möjlighet att fritt kommentera 
legitimeringsmetoden, har vi valt att utföra analysen med hjälp av kodning. Enligt Parel och 
Davidsson (2003) används kodning för att få fram relevant information och bygga upp en teori 
efter undersöknings resultat. Detta genom att ta fram ett antal sammanfattade kategorier baserade 
på respondenternas svar som sedan kodats för att möjliggöra jämförelse av datan.  
 
Nedan visas ett exempel från transkriptet med tillhörande kodning. I tolkningen av exemplet har 
meningsenheten kodats med (K) och (I), vilket innebär att respondenten anser att det är lättare att 
legitimera sig med sitt sin fysiska legitimation men att Mobilt BankID hade varit ett bra 
komplement.  
 
 Tabell 6.2. Exempel på kodning av meningsenhet 
# Meningsenhet Kod 
32 Lättare att visa vanligt ID, men är en bra lösning när man ej har med det! K, I 
 
6.5 Validitet och reliabilitet 
Vid empirisk datainsamling i en undersökning bör följande grundkrav enligt Jacobsen (2002) 
uppfyllas: 
● Empirin måste vara giltig och relevant (valid). 
● Empirin måste vara tillförlitlig och trovärdig (reliabel). 
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6.5.1 Validitet 
Med validitet menar Jacobsen (2002) att man mäter det man faktiskt önskar mäta och att det som 
mäts uppfattas som relevant.   
 
Flera tidigare studier har replikerat Davis (1986) originalstudie och vidare bekräftat att 
enkätundersökningen kan anses mäta relevant data (Adams et al., 1992). Med detta anser vi att 
även vår enkät, med utgångspunkt från Davis (1986) originalenkät, mäter relevant data för 
studien och validerar vår empiri. 
 
6.5.2 Reliabilitet 
Reliabilitet mäter tillförlitligheten i en undersökning, d.v.s. om undersökningen är genomförd på 
ett trovärdigt sätt. Jacobsen (2002) exemplifierar detta som att om undersökningen hade 
genomförs en andra gång med samma mätinstrument eller metod för datainsamling och samma 
resultat uppnås, så är undersökningen trovärdig. 
 
Då vår enkätundersökning publicerades med Google Form anser vi risken för felaktighet vid 
både insamling och senare vid sammanställning av datan som gjordes i Microsoft Excel vara 
minimala. 
 
För att kontrollera undersökningens reliabilitet har vi använt oss av ett välanvänt verktyg, 
Cronbach’s Alpha (Cronbach, 1951, enligt Cortina, 1993). Detta sätt att mäta reliabilitet på 
använde sig Davis et al. (1989) också av för att kontrollera den ursprungliga TAM-modellens 
reliabilitet.  
Kortfattat är Cronbach’s Alpha ett mått på reliabilitet där svarsvariationen för respektive, i vårt 
fall, enkätpåstående jämförts genom samtliga “split-half” utförande på en gång (Cronbach, 
1951). Ett väl utformat påstående förklaras enligt Cronbach (1993) bestå av en bred 
svarsvariation.  
 
I tabell 6.3 presenteras skalan för Cronbach’s alpha som använt för att utvärdera 
enkätpåståendena samt för det totala resultatet kategoriserade enligt TAM-modellens fyra 
faktorer.  
 
Tabell 6.3. Skala enligt Cronbach’s alpha 
Cronbach's alpha 
α ≥ 0.9 = Utmärkt 
0.7 ≤ α < 0.9 = Bra 
0.6 ≤ α < 0.7 = Acceptabelt 
0.5 ≤ α < 0.6 = Dålig 
α < 0.5 = Oacceptabelt 
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Nedanstående tabell (6.4) presenterar respektive värde för samtliga enkätpåståenden i 
förhållande till Cronbach’s alpha. Genom att använda Cronbach Alpha - Free Statistics Software 
Calculator har vi erhållit ett värde som enligt Wessa (2012) är baserat på Cronbach’s formel. 
Datan från respektive enkätpåstående har “matats in” i den ovannämnda kalkylatorn, och ett 
uträknat värde av Cronbach’s alpha har genererats.  
Av de tolv påståendena som vår enkät består av är det två av påståendena (P10 och P14) i den 
användargrupp som inte använder Mobilt BankID som har ett dåligt respektive oacceptabelt 
värde, vilket vi uppskattningsvis kan bero på det något låga antalet respondenter som inte 
använder Mobilt BankID. Resterande enkätpåståenden har ett värde som motsvarar acceptabelt 
eller högre.  
 
Tabell 6.4. Enkätpåståendens Cronbach’s alpha 
Nr Påstående Använder Använder inte Mobilt BankID Mobilt BankID 
Uppfattad användarvänlighet (E) Cronbach's Alpha  
P6 Mobilt BankID hade varit enkelt att använda som legitimation hos postombud. 0.7798 0.8913 
P10 Mobilt BankID som legitimation hos postombud hade varit enkelt att lära sig att använda. 0.7422 0.3664 
P14 Användandet av Mobilt BankID hade vid paketuthämtning varit enkelt att förstå sig på. 0.6691 0.5522 
Uppfattad användbarhet (U) Cronbach's Alpha  
P15 Mobilt BankID hade varit ett bra komplement till fysisk id-handling vid uthämtning av paket. 0.8244 0.8327 
P7 Mobilt BankID hade varit praktiskt som legitimation vid uthämtning av paket. 0.631 0.6652 
P11 Användandet av Mobilt BankID kan underlätta legitimeringen för mig när jag hämtar ut paket. 0.07247 0.675 
Inställning till användande (A) Cronbach's Alpha  
P12 Jag gillar tanken av att använda Mobilt BankID som legitimation hos postombud. 0.8996 0.9166 
P16 Jag hade med nöje använt Mobilt BankID vid uthämtning av paket. 0.9211 0.8416 
P8 Min inställning till Mobilt BankID som legitimation hos postombud är positiv. 0.8992 0.8905 
Avsikt att använda (BI) Cronbach's Alpha  
P9 Om möjligheten ges har jag för avsikt att använda Mobilt BankID som legitimation hos postombud. 0.9452 0.9451 
P13 Om möjligheten funnits hade jag i första hand använt Mobilt BankID som legitimation vid uthämtning av paket. 0.8872 0.9017 
P17 Jag hade använt Mobilt BankID så ofta som möjligt vid uthämtning av paket. 0.9 0.9081 
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När vi utvärderat påståendena kategoriserade enligt TAM-modellens faktorer (tabell 6.5) ser man 
samtliga har ett värde som enligt Cronbach’s alpha är acceptabelt eller högre. Därmed anser vi 
att resultatet av vår enkätundersökning är reliabelt. 
 
 
Tabell 6.5. Enkätpåståendes Cronbach’s alpha kategoriserade enligt TAM-modellens faktorer 
Faktor 
Använder Mobilt BankID Använder inte Mobilt BankID 
Cronbach's Alpha Cronbach's Alpha 
Uppfattad användarvänlighet (E) Bra Acceptabelt 
Uppfattad användbarhet (U) Bra Bra 
Inställning till användande (A) Utmärkt Utmärkt 
Avsikt att använda (BI) Utmärkt Utmärkt 
 
 
För att göra en bedömning av reliabiliteten för den sista frågan som var en fritextfråga, har 
metoden internbedömarreliabilitet använts. Metoden används för att mäta reliabiliteten av 
innehållets överensstämmelse mellan bedömarna (Alling et al., 2006). I vårt fall är det vi 
författare som agerar bedömarna. Bedömningen genomfördes genom att bedömarna individuellt 
kodade frågornas svarsinnehåll, vilket därefter jämfördes med hur väl det överensstämde. Enligt 
Bordens och Abbott (2005) kan bedömningen beaktas acceptabel om ca 70% av koderna 
överensstämmer. I vårt fall uppmättes överensstämmelsen till 82%, vilket med marginal kan 
anses acceptabelt. 
 
6.6 Undersökningskvalitet 
Något som kan ha påverkat resultatet av enkätundersökningen är att enkäten publicerades på 
webben. Detta då möjligheten att bistå med hjälp är begränsad om eventuella frågor eller 
oklarheter från respondenterna uppkommer. I vårt fall, där en legitimeringsmetod presenteras 
genom en illustration, är det sannolikt att olika tolkningar sker då det som Jacobsen (2002) 
påpekar inte går att förutsätta att respondenterna har samma uppfattning om ämnet som 
författarna. I några fall kan det säkert vara så att respondenter inte fullföljt enkätundersökningen 
då den förutsätter en viss förkunskap om situationen för legitimering hos ett postombud samt hur 
man använder Mobilt BankID.  
 
Trots att vår förhoppning från början var att nå ut till något fler individer som inte använder sig 
av Mobilt BankID så valde vi ändå att använda den datan vi väl fått in. Men enligt Jacobsen 
(2002) bör även det man mätt hos några få individer gälla för flera. Underrepresentationen av 
gruppen respondenter som inte använder Mobilt BankID kan tänkas grundas i att publiceringen 
av enkäten delvis skedde i Facebook-grupper för systemvetare, vilka kan antas representera en 
teknikintresserad grupp människor med större sannolikhet att använda Mobilt BankID. Detta 
antagande gäller även för hela publiceringskanalen, Facebook i sig, vars användare eventuellt 
också tenderar att använda annan teknik som Mobilt BankID, något vi vill upplysa om inför 
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presentationen av datan. Ett önskvärt scenario hade varit att genomföra undersökningen i en 
större utsträckning och via fler kanaler för att nå en bredare skara respondenter som tillsammans 
representerar ett bredare spektrum av demografi, geografi och individer. Vi anser dock att 
undersökningens validitet är tillräcklig för att generera en övergripande bild av 
användaracceptansen för vår legitimeringsmetod. 
 
6.7 Empiri 
6.7.1 Respondenter 
Vår webbenkät fanns tillgänglig i 12 dagar och 8 timmar, och under perioden var det 178 
respondenter som svarade på och slutförde undersökningen. Lund och Eslöv tillsammans med 
Malmö är klart geografiskt dominerande (tillsammans 63%) av de kommuner som representerats 
i undersökningen (se tabell i bilaga 2).  
 
Gällande åldersfördelningen (se tabell i bilaga 2) utgörs en klar majoritet (51%) av 
åldersgruppen 18-24 år, följt av åldersgruppen 25-30 år som står för 28% av respondenterna. 
Ser man till resultatet av kontrollfrågorna framgår det att 95% (169 st) av respondenterna vet vad 
Mobilt BankID är samt hur det används. Något mindre men fortfarande en klar majoritet visar att 
82% (146 st) av respondenterna använder Mobilt BankID. Den sistnämnda kontrollfrågan 
kommer vidare användas för att jämföra om det är någon likheter/skillnad i svarsresultatet 
mellan grupperna.  
 
Tabell 6.6. Resultat av kontrollfrågor 
Kontrollfrågor Ja Nej 
Vet du vad Mobilt BankID är samt hur det används? 95% (169 st) 5% (9 st) 
Använder du Mobilt BankID? 82% (146 st) 18% (32 st) 
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6.7.2 Resultat av enkätpåståenden 
Nedan presenteras resultatet av samtliga påståenden från enkäteten. Påståendena har 
kategoriserats enligt TAMs faktorer och presenteras tillsammans med medelvärdet och 
medianvärdet av svaren för respektive påstående. 
 
I tabell 6.7 kan man se att medel- och medianvärdet är något högre för gruppen som använder 
Mobilt BankID. Dock bortsätter sig påstående P13 och P17 från detta.  
 
Tabell 6.7. Resultat av samtliga påståendens medel- och medianvärde  
Nr Påstående Använder Använder inte Mobilt BankID Mobilt BankID 
Uppfattad användarvänlighet (E) Medel Median Medel Median 
P6 Mobilt BankID hade varit enkelt att använda som legitimation hos postombud. 4,9 5 4,3 4 
P10 Mobilt BankID som legitimation hos postombud hade varit enkelt att lära sig att använda. 5,6 6 5,6 6 
P14 Användandet av Mobilt BankID hade vid paketuthämtning varit enkelt att förstå sig på. 5,4 6 5,3 6 
Uppfattad användbarhet (U) Medel Median Medel Median 
P15 Mobilt BankID hade varit ett bra komplement till fysisk      id-handling vid uthämtning av paket. 5,3 6 5,0 5 
P7 Mobilt BankID hade varit praktiskt som legitimation vid uthämtning av paket. 4,7 5 4,1 4,5 
P11 Användandet av Mobilt BankID kan underlätta legitimeringen för mig när jag hämtar ut paket. 4,3 5 4,0 5 
Inställning till användande (A) Medel Median Medel Median 
P12 Jag gillar tanken av att använda Mobilt BankID som legitimation hos postombud. 4,7 5 4,1 4 
P16 Jag hade med nöje använt Mobilt BankID vid uthämtning av paket. 4,5 5 4,2 4 
P8 Min inställning till Mobilt BankID som legitimation hos postombud är positiv. 4,8 5 4,0 4 
Avsikt att använda (BI) Medel Median Medel Median 
P9 Om möjligheten ges har jag för avsikt att använda Mobilt BankID som legitimation hos postombud. 4,5 5 3,6 4 
P13 
Om möjligheten funnits hade jag i första hand använt 
Mobilt BankID som legitimation vid uthämtning av 
paket. 
3,7 4 4,8 3 
P17 Jag hade använt Mobilt BankID så ofta som möjligt vid uthämtning av paket. 3,9 4 4,7 4 
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I tabell 6.8 presenteras resultatet från de två användargruppernas genomsnittliga medel- och 
medianvärde kategoriserat enligt TAM-modellens faktorer.  
Tabell 6.8. Sammanslaget resultat av medel- och medianvärde kategoriserade enligt TAM-modellens faktorer 
Faktor 
Använder Mobilt BankID Använder inte Mobilt BankID 
Medel Median Medel Median 
Uppfattad användarvänlighet (E) 5,3 6 5,1 6 
Uppfattad användbarhet (U) 4,8 5 4,4 5 
Inställning till användande (A) 4,7 5 4,1 4 
Avsikt att använda (BI) 4,0 4 4,4 4 
 
 
Av de 178 respondenterna som deltog i undersökningen var det 49 st som valde att svara och 
utveckla sina övriga tankar kring legitimeringsmetoden. Efter att samtliga svar kodats (se bilaga 
4) kan vi konstatera att nästan hälften av respondenterna gett uttryckt för att Mobilt BankID som 
legitimation hos postombud hade varit en bra idé eller ett bra komplement (se tabell 6.9). Det 
framgår även att 21st (43%) ger uttryck för att det redan idag fungerar bra med fysisk 
legitimation och/eller att det är lättare/bättre att använda fysisk legitimation. Såhär har en 
respondent uttryckt sig om båda ovanstående koder: 
 
“Lättare att visa vanligt ID, men är en bra lösning när man ej har med det!” (Respondent, Rad 
32, Bilaga 4) 
 
Tabell 6.9. Resultat av fritextfråga med kodning 
Kod/Förklaring Antal 
K Bra idé / Bra komplement 24 
I Fysisk legitimation fungerar redan bra, lättare/bättre att använda fysisk legitimation 21 
O Onödigt / opraktiskt 12 
T Tidskrävande 9 
R Säkerhetsrisk 6 
B Problem vid paketuthämtning med bud 6 
S Svårt / invecklat 3 
 
Resultatet i vår studie har fram tills nu presenterats utifrån två användargrupper (de som 
använder respektive inte använder Mobilt BankID). Då variationen inte var större än 0,2-0,6 (för 
medelvärdet) respektive 0-1 (för medianvärdet) (se tabell 6.8) anser vi det vara rimligt att vidare 
presentera ett sammanslaget resultat för att utvärdera tidigare ställda hypoteser. Vårt resonemang 
grundas även i att respondenterna som idag inte använder Mobilt BankID fortfarande är 
potentiella användare av systemet.  
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Tabell 6.10. De fyra faktorernas sammanslagna resultat från undersökningen 
Faktor 
Sammanslaget resultat 
Medel Median Uttryck 
Uppfattad användarvänlighet (E) 5,2 6 Delvis accepterat 
Uppfattad användbarhet (U) 4,6 5 Delvis accepterat 
Inställning till användande (A) 4,4 4,5 Neutral 
Avsikt att använda (BI) 4,2 4 Neutral 
 
 
Grundat på ovanstående tabell (6.10) har hypoteserna besvarats genom att ställa respektive 
faktors medelvärde av det sammanslagna resultatet mot Vagias (2006) sjusiffriga skala för 
acceptans. Samtliga medelvärden har avrundats till närmsta heltal, vilket resulterat i två faktorer 
med värdet fem (5) samt två med värdet fyra (4). Enligt Vagias (2006) motsvarar en fyra 
“neutral”, och en femma “slightly acceptable”, vilket vi översatt till delvis accepterad. Resultatet 
visar att de potentiella användarna delvis tycker att legitimeringsmetoden med Mobilt BankID 
hos postombud är användarvänligt och användbart. Samtidigt är resultatet av inställning till 
användande respektive avsikt att använda neutralt. 
 
Tabell 6.11. Sammanställning av hypoteser 
Hypotes Resultat 
Användarvänlighet (E)   
Användarna uppfattar att Mobilt BankID är användarvänligt som legitimation hos 
postombud.  
Stämmer 
Användbarhet (U)   
Användarna uppfattar att Mobilt BankID är användbart som legitimation hos 
postombud.  
Stämmer 
Inställning till användande (A)   
Användarnas inställning till Mobilt BankID som legitimation hos postombud är 
positiv. 
Stämmer delvis 
Avsikt att använda (BI)   
Användarna har för avsikt att använda Mobilt BankID som legitimation hos 
postombud.  
Stämmer delvis 
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7 Diskussion 
I detta kapitel sätts den designade artefakten i relation till den designforskning som stått som 
grund till utförandet av designprocessen. Likaså sätts resultatet av artefaktens utvärdering i 
relation till litteraturen och diskuteras i förhållande till de hypoteser som tidigare formulerats.  
 
7.1 Artefakten   
Artefakten som tagits fram i denna designstudie syftar till att möjliggöra en digitaliserad 
legitimering vid paketuthämtning hos postombud, och detta med hjälp av Mobilt BankID som 
legitimation. Teorin om digitaliserad legitimering i en fysisk kontext skulle enligt Gregor och 
Jones (2007) kategoriseras som en abstrakt artefakt, som deras exempel av en generaliserad 
metod för att bygga ett beslutsstödsystem. Den legitimeringsmetod som utgör vår nya artefakt är 
inte instansierad och kategoriseras därför inte som en materiell artefakt, men den är inte heller 
enbart abstrakt. Enligt vår uppfattning är artefakten inte längre en renodlad teori då den 
definierats stegvis i en sådan detalj att legitimeringsprocessen går att följa samt då den 
specificerats till en viss legitimeringssituation. Artefakten går inte att ta på, men den går nu att se 
och förstå, och vi argumenterar för att artefakten i sitt nuvarande tillstånd är av karaktären semi-
abstrakt.  
 
Det teoretiska ramverk som använts för framtagningen av artefakten är väl anpassat för just detta 
ändamål. Gregor och Jones (2007) designteori för informationssystem, vidare specifikt anpassat 
för metoder av Offermann och Levina (2010) har som utgångspunkt för designprocessen 
säkerställt en viss kvalitet i det resultat som producerats. Trots Gregor och Jones (2007) 
påpekande om att de sex första komponenterna i deras designteori räcker för att beskriva en 
artefakt hade det givetvis varit önskvärt att fördjupa beskrivningen ytterligare genom att även 
inkludera de två sista stegen i designprocessen. Med facit i hand upplever vi dock att den 
beskrivning som åstadkommits genom de sex första komponenterna är tillräcklig för att 
representera den “low fidelity”-metod som efterfrågats. Vidare hade en större designgrupp med 
förmodan haft möjlighet till fler “inputs” under designprocessen, vilket kunnat påverka 
processen positivt med ytterligare utgångspunkter och tolkningar. Detta är något vi i största 
möjliga mån försökt kompensera genom enskilda utföranden av de olika designmomenten innan 
slutgiltiga, gemensamma beslut.  
 
Artefaktens utformning i det resultat som utgörs av den nya legitimeringsmetoden är framtagen 
efter en grundlig insamling av deskriptiv kunskap om artefaktens förutsättningar i den nya 
legitimeringssituationen. Exempel på detta är de iakttagelser av processen för paketuthämtning 
hos postombud som gjordes för att säkerställa nuläget. Den legitimeringsmetod vi tagit fram 
utgår från befintlig IT-infrastruktur och tar hänsyn till hur legitimering och paketuthämtning 
fungerar idag. 
Utöver detta utgår metoden från ett idag fungerande verktyg för elektronisk legitimering, och 
eftersom tillvägagångssättet för den elektroniska legitimeringen inte förändrats menar vi att 
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artefakten teoretiskt sätt bör fungera i sin avsedda kontext. För att bekräfta detta krävs dock 
instansiering av artefakten så att denne kan testas i verkligheten. Vi kan således inte kontrollera 
om artefakten fungerar i nuvarande utförande, utan endast anta att den rimligtvis hade kunnat 
fungera efter vidare designarbete.  
 
Artefaktens avsedda kontext innebär att den nuvarande metoden endast går att applicera i 
liknande legitimeringssituationer. I vilken utsträckning metoden är generaliserbar är svårt att 
förutspå då den är anpassad för legitimering hos postombud. Som bevisat med Gregor och Jones 
(2007) komponent beträffande artefaktens föränderlighet, vilket är kopplat till generaliserbarhet, 
är legitimeringsmetoden i nuläget redo även för paketuthämtning med bud. Detta skulle 
rimligtvis kunna tänkas vara ett krav för att postombud skulle vara intresserade av att 
implementera artefakten då den digitala legitimeringen annars bara skulle fungerat i vissa fall. Vi 
diskuterade även artefaktens föränderlighet utöver legitimeringssituationen hos postombud och 
konstaterade att Mobilt BankID skulle behöva implementera foto av individen kopplad till e-
legitimationen innan det var möjligt med legitimering i situationer med åldersrestriktioner. 
Mobilt BankID är i nuvarande utförande således inte funktionell som legitimation i situationer 
som kräver foto, och därmed inte artefakten heller.  
 
Oavsett om artefakten instansieras eller ej har den på ett eller annat sätt bidragit till någon form 
av kunskap. Skulle artefakten vidareutvecklas i fler designcykler presenterade av Gregor och 
Hevner (2007) så innebär det att den kunskap som genererats i och med denna designstudie och 
artefakt kan användas som deskriptiv kunskap inför nästa cykel. Enligt vår uppfattning är därav 
ingen cykel obetydlig, oavsett omfattning, då den alltid bidrar med kunskap inför en eventuellt 
kommande cykel. Det kan till och med tänkas att en “misslyckad” designstudie med en artefakt 
som inte lyckas uppfylla sina krav kan bidra med kunskap, men i ett sådant fall kunskap om 
eventuella snedsteg eller liknande. Precis som exemplet med Memex kan artefakter som stannar i 
en abstrakt eller semi-abstrakt form även leda till andra nya idéer och artefakter.  
 
7.2 Användaracceptans         
Då vi inte haft möjlighet att mäta det faktiska användandet av vår artefakt har vi istället 
utvärderat de potentiella användarnas acceptans för Mobilt BankID som legitimation hos 
postombud. Utifall individer förväntas använda ett system eller ej baseras på i vilken 
utsträckning individen tror att systemet kommer att hjälpa denne, vilket gör uppfattad 
användbarhet till den mest avgörande faktorn (Davis et al., 1989). Det sammanslagna 
medelvärdet för denna faktor är 4,6 vilket är det näst högsta värdet av de fyra faktorerna. Detta 
säger dock inte mycket eftersom samtliga sammanslagna medelvärden för alla faktorerna ligger 
nära varandra, och skillnaden mellan högsta och lägsta värdet är 1,0. Intressant däremot är hur 
värdena sjunker ju längre till höger i TAM man tittar. Modellen, som från vänster lyder E, U, A, 
BI har efter utvärderingen värdena (5,2), (4,6), (4,4) samt (4,2). Detta bekräftar modellens 
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determinanter, E och U, och att dessa faktorer även är determinanter för användaracceptansen i 
artefaktens fall.  
 
Överlag skiljer sig inte medelvärdena något avsevärt mellan de respondenter som använder 
respektive inte använder Mobilt BankID. Fördelat på samtliga påståenden är den genomsnittliga 
differensen 0,53, vilket kan tänkas borde vara större då de som använder Mobilt BankID även 
kan tänkas ha accepterat teknologin, och tvärtom att de som inte använder Mobilt BankID ännu 
inte accepterat den. Anledningen till att differensen inte är större trots detta kan dock ligga i det 
faktum att 95% av respondenterna svarade att de vet vad Mobilt BankID är samt hur det 
används. Med detta menar vi att även de som inte använder teknologin idag förmodligen har 
kunnat förstå artefakten och dess syfte och därmed accepterat den i någon grad. 
 
Nästan samtliga faktorer erhöll förväntade värden i form av att de respondenter som använder 
Mobilt BankID stått för ett högre medelvärde än de som inte använder det. Den sista faktorn i 
modellen, avsikt att använda, förvånade oss då den hade ett högre medelvärden för de som inte 
använder Mobilt BankID på två av påståendena. Medelvärdena är för övrigt inte bara högre, utan 
innebär också de två största differenserna mellan användargrupperna på 1,1 respektive 0,8. 
Avsikten att använda Mobilt BankID för paketuthämtning är anmärkningsvärt mindre för de som 
idag använder Mobilt BankID, något som visar på en större ovilja att använda denna e-
legitimation i nya kontexter för de som troligen redan har vant sig vid dess avsedda kontext.  
Dock är det viktigt att åter nämna att denna användargrupp, som använder Mobilt BankID, utgör 
en klart övervägande representation (82%) i undersökningen .  
 
Sannolikheten att svaren från den underrepresenterade användargruppen på 32 respondenter 
(18%) utgörs av tillfälligheter är därmed större, och bör således inte generaliseras i samma 
utsträckning. Å andra sidan har alpha-värdet för faktorerna i sin helhet aldrig understigit 
“acceptabelt”, vilket bevisar en acceptabel reliabilitet på svaren. Värt att nämna är att alpha-
värdet för samtliga påståenden under faktorn avsikt att använda för de respondenter som inte 
använder Mobilt BankID motsvarar en “utmärkt” reliabilitet. 
 
Hypotes 1 och 2 för användarvänlighet respektive användbarhet stämde delvis, och hypotes 3 
och 4 för inställning till användande samt avsikt att använda blev varken bekräftade eller 
motbevisade och resulterade som neutrala. Sannolikt skulle den uppfattade användarvänligheten 
och användbarheten som determinerande faktorer behöva öka för att de två sistnämnda 
hypoteserna ska kunna bekräftas i någon grad. Resultatet av hypotes 2 och 4 intygas även i de 
övriga svar som en del av respondenterna lämnat in i samband med enkätundersökningen. Den 
uppfattade användbarheten kan direkt kopplas till kod “K” som står för att respondenten i något 
avseende antytt att artefakten är en bra idé eller ett bra komplement till fysisk legitimation. Detta 
antydande var det främst förekommande bland svaren (24 st). Uppfattningen om att Mobilt 
BankID hade varit ett bra komplement till fysisk legitimation återfinns även i svaren för 
påstående P15, där medelvärdet uppgick till 5,3 för de respondenter som använder Mobilt 
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BankID samt 5,0 för de som inte använder Mobilt BankID. Detta indikerar att Mobilt BankID 
som legitimation hos postombud uppfattas vara användbart i form av ett komplement till fysisk 
legitimation. Vidare bekräftar den näst främst förekommande koden “I” varför artefakten 
uppfattas som ett bra komplement, “men inte mer”. Koden “I” står för att respondenten på ett 
eller annat sätt antytt att vanlig, fysisk legitimation redan fungerar bra, och/eller att det är 
lättare/bättre att använda fysisk legitimation. Bland de 49 respondenter som lämnade övriga svar 
var där 21 st som antydde detta, något som sannolikt bidrar till att avsikten att använda 
artefakten minskar då den fysiska legitimationen redan uppfattas fungera bra eller är 
lättare/bättre att använda. 
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8 Slutsats 
Det problem som definierades i inledningen av denna studie uppmärksammade en saknad av den 
artefakt som möjliggör elektronisk legitimering i kontexten av en fysisk legitimeringssituation. 
För att konkretisera problemet ställde vi oss frågan hur en legitimeringsmetod med Mobilt 
BankID bör utformas för att möjliggöra elektronisk legitimering vid paketuthämtning hos 
postombud. Vi efterfrågade därmed den artefakt som saknades, vilket gav upphov till studiens 
syfte att tillhandahålla. Genom att även ifrågasätta hur användaracceptansen för Mobilt BankID 
som legitimation i samma kontext såg ut hade vi för avsikt att undersöka användarnas acceptans 
för den nya artefakten. För att besvara dessa frågor genomförde vi en nulägesanalys följt av en 
artefaktbeskrivning baserad på det teoretiska ramverk vi presenterat utifrån relevant litteratur. 
Vidare genomfördes en kvantitativ undersökning med TAM som utgångspunkt för utvärdering 
av artefaktbeskrivningens resultat. 
 
Vi kunde med hjälp av nulägesanalysen bedöma hur artefakten skulle utformas för att möjliggöra 
legitimering med Mobilt BankID i kontexten av en fysisk legitimeringssituation. Resultatet i 
form av den legitimeringsmetod vi tagit fram visar att elektronisk legitimering vid 
paketuthämtning hos postombud teoretiskt sätt bör fungera. I vilken utsträckning 
legitimeringsmetoden är generaliserbar kunde vi inte säga, men vad vi däremot kan konstatera är 
att den till viss del även fungerar då paketuthämtning sker med bud, om än opraktiskt i vissa 
fall.   
 
Efter utvärderingen av artefakten noterade vi att den uppfattade användaracceptansen inte skiljde 
sig något markant mellan användargruppen som använder respektive inte använder Mobilt 
BankID. Anledningen till detta antog vi vara att de flesta (95%) uppgav sig veta vad Mobilt 
BankID är samt hur det används, vilket sannolikt medfört en viss grad av acceptans även för de 
som inte använder Mobilt BankID.  
 
Genom resultatet för faktorerna uppfattad användbarhet samt avsikt att använda kan vi 
konstatera att de potentiella användarna anser Mobilt BankID vara ett bra komplement till fysisk 
legitimation vid paketuthämtning hos postombud. Däremot konstaterar vi även att avsikten att 
använda e-legitimationen minskar eftersom fysisk legitimation upplevs vara det föredragna 
alternativet.   
 
Inledningsvis konstaterade vi att den digitala plånboken saknade legitimationens motsvarighet 
till mobila betalningsmedel. Genom denna designstudie har vi tillhandahållit en artefakt som 
teoretiskt sätt skulle kunna agera alternativ till den fysiska legitimationen och möjliggöra 
elektronisk legitimering i fysiska legitimeringssituationer. De potentiella användarna indikerar 
ett intresse för den framtagna legitimeringsmetoden men framstår som skeptiska till att använda 
den framför fysisk legitimation. Vi tror således att elektronisk legitimering i kontext av fysiska 
legitimeringssituationer kan vara ett bra komplement till den traditionella legitimationen och 
därmed göra anspråk på en plats i den digitala plånboken. Däremot tror vi inte att artefakten för 
denna legitimering ännu är tillräckligt accepterad för att föredras framför fysisk legitimation. 
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8.1 Förslag på vidare forskning 
Som vi konstaterade i kapitlet om artefaktens föränderlighet är generaliserbarheten av den 
framtagna legitimeringsmetoden något som vidare bör undersökas. Då denna designstudie utgör 
den första designcykeln i steget mot en eventuell framtida legitimeringsmetod för elektronisk 
legitimering i fysisk kontext befinner sig den presenterade artefakten således endast i ett tidigt 
stadie. Vi föreslår därför att den utvunna preskriptiva kunskapen från denna studie i någon grad 
tas upp som deskriptiv kunskap inför en kommande designcykel samt att fler komponenter för 
artefakten tas upp för att utöka dess beskrivning. Vidare hade en bredare uppfattning om 
användaracceptansen för artefakten varit att föredra då vår kvantitativa undersökning inte 
inkluderar tillräckligt med respondenter för att fastslå huruvida vårt resultat är generaliserbart 
eller ej.  
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Bilagor 
Bilaga 1: Enkät 
(se nästa sida) 
Elektronisk legitimering i en fysisk kontext  Johansson & Sjöström 
51 
Elektronisk legitimering i en fysisk kontext  Johansson & Sjöström 
52 
Elektronisk legitimering i en fysisk kontext  Johansson & Sjöström 
53 
Elektronisk legitimering i en fysisk kontext  Johansson & Sjöström 
54 
  
Elektronisk legitimering i en fysisk kontext  Johansson & Sjöström 
55 
Bilaga 2: Respondenterna i enkäten  
 
Kön Fördelning 
Kvinnor 34% (61st) 
Män 66% (117st) 
  
Åldersfördelning 
1% (2st) 51% (90st) 28% (49st) 9% (16st) 5% (9st) 4% (7st) 2% (4st) 1% (1st) 0 0 0 
13-17 18-24 25-30 31-36 37-42 43-48 49-54 55-60 61-66 67-72 73- 
 
Kommun / Antal respondenter 
Lund 45     Botkyrkan 1 
Eslöv 39     Göteborg 1 
Malmö 29     Halmstad 1 
Hörby 7     Karlskrona 1 
Stockholm 7     Klippan 1 
Höör 6     Kristianstad 1 
Helsingborg 5     Rogaland 1 
Kävlinge 4     Sollentuna 1 
Burlöv 3     Svedala 1 
Staffanstorp 3     Trollhättan 1 
Gislaved 2     Tyresö 1 
Hässleholm 2     Vellinge 1 
Landskrona 2     Värnamo 1 
Linköping 2     Västerås 1 
Skurup 2     Växjö 1 
Trelleborg 2     Ystad 1 
Bjuv 1     Ängelholm 1 
178 respondenter 
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Bilaga 3: Enkätdata från påståendena 
Fråga Förklaring 
F4 Vet du vad Mobilt BankID är samt hur det används? 
F5 Använder du Mobilt BankID? 
Påstående Förklaring 
P6 Mobilt BankID hade varit enkelt att använda som legitimation hos postombud. 
P7 Mobilt BankID hade varit praktiskt som legitimation vid uthämtning av paket. 
P8 Min inställning till Mobilt BankID som legitimation hos postombud är positiv. 
P9 Om möjligheten ges har jag för avsikt att använda Mobilt BankID som legitimation hos postombud. 
P10 Mobilt BankID som legitimation hos postombud hade varit enkelt att lära sig att använda. 
P11 Användandet av Mobilt BankID kan underlätta legitimeringen för mig när jag hämtar ut paket. 
P12 Jag gillar tanken av att använda Mobilt BankID som legitimation hos postombud. 
P13 Om möjligheten funnits hade jag i första hand använt Mobilt BankID som legitimation vid uthämtning av paket. 
P14 Användandet av Mobilt BankID hade vid paketuthämtning varit enkelt att förstå sig på. 
P15 Mobilt BankID hade varit ett bra komplement till fysisk id-handling vid uthämtning av paket. 
P16 Jag hade med nöje använt Mobilt BankID vid uthämtning av paket. 
P17 Jag hade använt Mobilt BankID så ofta som möjligt vid uthämtning av paket. 
 
Kön Ålder Kommun F4 F5 P6 P7 P8 P9 P10 P11 P12 P13 P14 P15 P16 P17 
Kvinna 18-24 Bjuv Ja Ja 3 7 5 4 7 5 5 5 1 6 3 1 
Kvinna 25-30 Botkyrka Ja Nej 6 4 5 4 7 5 4 4 6 6 4 4 
Man 18-24 Burlöv Ja Ja 6 5 5 6 5 6 5 6 5 5 6 6 
Man 18-24 Burlöv Ja Ja 1 2 1 1 1 1 3 1 1 4 2 2 
Man 18-24 Burlöv Ja Ja 1 1 1 1 5 1 1 1 3 2 1 1 
Man 18-24 Eslöv Ja Nej 4 4 4 4 4 4 4 4 4 4 4 4 
Kvinna 13-17 Eslöv Nej Nej 4 3 2 3 4 3 3 3 4 3 4 2 
Man 18-24 Eslöv Ja Nej 7 6 7 6 7 7 7 4 7 7 6 7 
Man 13-17 Eslöv Nej Nej 1 1 1 1 7 1 7 1 7 7 1 1 
Man 18-24 Eslöv Ja Nej 7 5 5 6 7 7 4 5 3 6 6 6 
Kvinna 25-30 Eslöv Nej Nej 3 4 4 3 4 5 5 4 3 3 4 4 
Kvinna 49-54 Eslöv Ja Nej 6 6 6 6 7 7 7 7 7 7 7 7 
Kvinna 18-24 Eslöv Ja Nej 2 2 3 2 4 1 2 2 4 5 3 2 
Kvinna 18-24 Eslöv Ja Nej 5 5 5 4 3 3 4 2 3 4 3 2 
Man 18-24 Eslöv Nej Nej 5 5 1 1 5 1 1 1 5 5 1 1 
Kvinna 18-24 Eslöv Ja Nej 7 7 7 7 7 7 7 7 7 7 7 7 
Kvinna 43-48 Eslöv Nej Nej 7 7 7 7 7 7 7 7 7 7 7 7 
Man 18-24 Eslöv Nej Nej 7 5 4 3 7 4 5 2 7 7 5 4 
Man 18-24 Eslöv Ja Nej 2 2 2 2 5 5 2 2 5 2 2 2 
Kvinna 25-30 Eslöv Ja Ja 5 4 5 4 6 5 5 2 5 4 5 5 
Kvinna 18-24 Eslöv Ja Ja 5 5 5 3 4 3 5 3 3 5 3 3 
Kvinna 18-24 Eslöv Ja Ja 5 5 5 5 5 3 5 4 5 5 5 4 
Man 37-42 Eslöv Ja Ja 7 3 6 6 7 5 5 4 7 7 7 4 
Man 18-24 Eslöv Ja Ja 3 4 3 3 2 4 4 7 7 5 7 7 
Kvinna 18-24 Eslöv Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
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Kvinna 49-54 Eslöv Ja Ja 5 5 5 5 5 5 5 5 5 5 5 5 
Man 25-30 Eslöv Ja Ja 5 5 5 3 5 5 5 3 5 5 3 3 
Kvinna 31-36 Eslöv Ja Ja 4 4 2 2 6 2 4 2 2 6 3 3 
Man 18-24 Eslöv Ja Ja 4 4 4 4 5 3 3 3 5 5 4 4 
Kvinna 18-24 Eslöv Ja Ja 6 5 5 5 7 4 5 3 6 7 4 4 
Man 25-30 Eslöv Ja Ja 5 5 5 5 5 5 5 4 5 5 5 5 
Kvinna 18-24 Eslöv Ja Ja 3 3 3 1 3 1 3 1 3 4 2 2 
Man 18-24 Eslöv Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 43-48 Eslöv Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 25-30 Eslöv Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Kvinna 25-30 Eslöv Ja Ja 5 5 6 6 6 6 6 3 6 6 6 3 
Kvinna 18-24 Eslöv Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Kvinna 55-60 Eslöv Ja Ja 3 3 4 4 5 3 4 3 5 3 3 3 
Kvinna 18-24 Eslöv Ja Ja 4 4 4 5 7 4 2 1 7 7 3 1 
Man 49-54 Eslöv Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Kvinna 43-48 Eslöv Ja Ja 5 5 5 5 5 5 5 3 4 5 3 3 
Man 18-24 Eslöv Ja Ja 7 5 7 7 7 3 7 3 7 7 5 3 
Kvinna 31-36 Eslöv Ja Ja 6 4 7 5 6 5 7 3 6 7 6 5 
Kvinna 18-24 Eslövs Ja Ja 7 7 7 7 6 4 7 4 7 7 6 6 
Man 18-24 Gislaved Ja Ja 2 2 3 3 4 2 3 2 2 2 2 2 
Man 25-30 Gislaved Ja Ja 4 4 5 4 7 6 7 4 7 7 7 7 
Kvinna 18-24 Göteborg Ja Ja 4 5 6 4 6 4 5 4 6 7 3 2 
Kvinna 18-24 Halmstad Ja Ja 7 6 6 7 7 7 7 5 7 7 6 6 
Man 25-30 Helsingborg Ja Nej 2 2 4 2 7 6 4 2 7 7 4 1 
Kvinna 25-30 Helsingborg Ja Nej 4 5 6 4 7 5 4 4 6 4 4 4 
Man 18-24 Helsingborg Ja Ja 6 6 6 5 5 3 6 5 3 7 6 5 
Man 18-24 Helsingborg Ja Ja 5 5 5 5 5 1 4 3 3 5 4 1 
Man 18-24 Helsingborg Ja Ja 6 5 5 5 7 5 6 5 5 7 6 6 
Man 18-24 Hässleholm Ja Nej 4 4 3 6 6 6 5 4 5 6 5 6 
Man 25-30 Hässleholm Ja Ja 4 4 3 3 6 3 3 1 5 6 5 3 
Man 18-24 Hörby Ja Ja 4 4 3 3 4 3 3 2 4 5 3 2 
Man 25-30 Hörby Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 43-48 Hörby Ja Ja 5 5 5 5 5 5 5 3 5 5 5 3 
Kvinna 25-30 Hörby Ja Ja 4 4 4 4 7 5 4 4 6 5 4 4 
Man 18-24 Hörby Ja Ja 5 5 5 5 5 5 5 3 5 3 5 3 
Man 18-24 Hörby Ja Ja 7 7 7 7 7 7 7 4 7 7 7 4 
Man 31-36 Hörby Ja Ja 4 3 6 5 7 3 7 2 7 7 7 2 
Man 18-24 Höör Ja Nej 5 6 5 5 7 7 6 4 6 5 6 4 
Kvinna 31-36 Höör Ja Nej 4 5 5 5 5 5 5 5 4 4 5 4 
Kvinna 18-24 Höör Ja Ja 2 2 1 1 3 2 1 1 5 6 2 2 
Man 25-30 Höör Ja Ja 5 5 5 5 5 5 5 5 5 5 5 5 
Man 18-24 Höör Ja Ja 5 5 5 5 5 5 5 5 5 5 5 5 
Man 18-24 Höör Ja Ja 5 4 4 4 7 4 3 2 6 4 3 2 
Man 25-30 Karlskrona Ja Ja 2 2 1 2 4 3 1 1 4 3 1 3 
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Kvinna 18-24 Klippan Ja Ja 5 5 5 5 5 5 5 5 5 5 5 5 
Man 31-36 Kristianstad Ja Ja 2 2 2 1 6 2 1 1 1 1 1 1 
Man 31-36 Kävlinge Ja Ja 3 3 4 4 5 4 4 3 4 4 4 4 
Kvinna 43-48 Kävlinge Ja Ja 6 6 6 6 7 7 6 5 6 6 6 6 
Man 25-30 Kävlinge Ja Ja 7 7 7 7 5 7 5 7 7 7 7 7 
Man 37-42 Kävlinge Ja Ja 5 7 7 7 7 7 7 7 7 7 7 7 
Kvinna 31-36 Landskrona Ja Ja 3 2 2 1 5 2 2 1 5 4 2 2 
Man 18-24 Landskrona Ja Ja 2 2 2 2 4 2 2 1 4 1 2 2 
Man 31-36 Linköping Ja Ja 4 5 4 5 5 1 3 2 5 5 5 1 
Kvinna 25-30 Linköping Ja Ja 6 6 6 5 6 4 6 4 6 6 6 5 
Man 25-30 Lund Nej Nej 4 7 7 5 7 7 7 4 7 7 7 2 
Man 18-24 Lund Ja Nej 5 5 3 2 7 1 3 3 7 3 4 4 
Man 18-24 Lund Nej Nej 2 2 4 5 6 1 7 1 7 7 5 1 
Man 25-30 Lund Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 25-30 Lund Ja Ja 3 3 2 2 4 2 5 1 4 2 1 1 
Man 25-30 Lund Ja Ja 7 7 7 7 7 5 7 5 6 7 7 5 
Kvinna 18-24 Lund Ja Ja 3 3 2 3 2 2 3 2 3 2 2 2 
Man 18-24 Lund Ja Ja 5 3 7 4 7 7 5 4 7 7 4 3 
Man 18-24 Lund Ja Ja 2 6 4 2 6 4 4 2 6 6 2 2 
Man 37-42 Lund Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 37-42 Lund Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 18-24 Lund Ja Ja 5 4 4 3 7 4 4 1 7 7 5 3 
Kvinna 31-36 Lund Ja Ja 5 5 3 5 3 5 5 5 5 5 5 5 
Man 25-30 Lund Ja Ja 2 2 3 2 5 2 3 1 5 4 2 1 
Man 25-30 Lund Ja Ja 5 5 5 5 5 5 5 5 5 5 5 5 
Man 25-30 Lund Ja Ja 2 2 4 2 5 2 3 2 4 4 2 2 
Kvinna 18-24 Lund Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 18-24 Lund Ja Ja 6 6 6 6 7 4 6 4 7 6 5 5 
Kvinna 25-30 Lund Ja Ja 4 4 4 4 4 4 4 4 4 4 4 3 
Man 18-24 Lund Ja Ja 5 3 3 3 5 5 3 2 5 5 3 1 
Man 25-30 Lund Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Kvinna 18-24 Lund Ja Ja 5 3 5 2 6 1 2 1 7 4 2 1 
Kvinna 18-24 Lund Ja Ja 4 6 6 6 7 7 7 5 7 7 7 5 
Man 18-24 Lund Ja Ja 4 2 3 2 6 1 2 2 6 3 1 1 
Man 18-24 Lund Ja Ja 6 5 5 3 7 3 3 3 6 5 4 3 
Man 18-24 Lund Ja Ja 5 5 5 5 5 5 5 5 5 5 5 5 
Man 18-24 Lund Ja Ja 5 5 5 5 7 4 1 1 7 7 4 4 
Man 31-36 Lund Ja Ja 5 5 5 4 5 5 4 4 4 4 4 3 
Man 25-30 Lund Ja Ja 5 2 2 2 6 2 2 1 5 6 2 1 
Man 25-30 Lund Ja Ja 3 1 3 3 4 3 3 3 4 3 2 2 
Kvinna 18-24 Lund Ja Ja 1 1 3 1 7 1 1 1 7 4 1 1 
Man 31-36 Lund Ja Ja 6 1 1 1 4 1 3 1 6 1 1 1 
Kvinna 25-30 Lund Ja Ja 6 6 6 6 6 6 6 6 6 6 6 6 
Man 18-24 Lund Ja Ja 5 4 5 3 7 3 4 1 7 7 7 1 
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Man 18-24 Lund Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 18-24 Lund Ja Ja 2 2 1 1 5 1 1 1 6 1 1 1 
Man 18-24 Lund Ja Ja 6 6 3 1 6 1 2 1 6 4 1 1 
Man 25-30 Lund Ja Ja 5 4 6 5 5 6 6 5 4 6 6 4 
Kvinna 18-24 Lund Ja Ja 5 5 5 5 3 5 5 5 3 5 5 5 
Man 18-24 Lund Ja Ja 6 6 5 2 5 2 6 1 7 7 3 1 
Man 18-24 Lund Ja Ja 7 7 7 7 7 2 7 4 7 7 5 3 
Man 18-24 Lund Ja Ja 1 1 1 1 4 1 1 1 3 5 1 1 
Man 18-24 Lund Ja Ja 5 5 5 6 7 5 6 7 6 7 5 6 
Man 18-24 Lund Ja Ja 7 7 7 4 1 2 3 2 7 7 7 2 
Man 18-24 Lund Ja Ja 5 6 7 7 7 7 5 4 7 3 4 5 
Man 37-42 Malmö Ja Nej 3 1 1 1 3 1 1 1 3 1 1 1 
Man 31-36 Malmö Ja Nej 6 3 3 3 3 1 1 1 3 4 1 1 
Kvinna 18-24 Malmö Ja Nej 5 7 7 5 7 4 5 4 5 6 5 5 
Kvinna 18-24 Malmö Nej Nej 7 7 4 1 5 7 3 3 6 7 3 3 
Man 31-36 Malmö Ja Nej 1 1 1 1 4 1 1 1 5 1 1 1 
Man 49-54 Malmö Ja Ja 7 7 7 7 5 7 7 7 5 7 7 7 
Man 25-30 Malmö Ja Ja 7 7 7 7 7 7 7 7 7 3 7 7 
Man 18-24 Malmö Ja Ja 7 7 6 6 6 7 7 7 6 6 7 7 
Man 18-24 Malmö Ja Ja 4 4 4 4 5 5 5 5 5 5 5 5 
Man 25-30 Malmö Ja Ja 4 4 5 5 5 5 5 5 5 5 5 6 
Man 31-36 Malmö Ja Ja 1 1 1 1 1 1 1 1 2 2 1 1 
Kvinna 18-24 Malmö Ja Ja 5 5 5 5 5 5 5 5 4 5 5 4 
Man 18-24 Malmö Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 25-30 Malmö Ja Ja 3 3 2 3 6 6 2 2 3 6 2 2 
Man 18-24 Malmö Ja Ja 6 6 4 5 6 6 4 3 4 7 3 3 
Man 25-30 Malmö Ja Ja 5 5 5 5 5 5 5 5 5 5 5 5 
Kvinna 25-30 Malmö Ja Ja 5 5 5 5 5 5 5 3 4 5 5 3 
Man 18-24 Malmö Ja Ja 3 3 3 2 6 4 4 1 6 5 4 2 
Man 25-30 Malmö Ja Ja 5 5 5 5 7 5 5 5 5 5 5 5 
Kvinna 18-24 Malmö Ja Ja 6 6 6 5 4 4 5 4 4 6 5 4 
Man 18-24 Malmö Ja Ja 4 1 2 7 2 2 5 1 2 7 2 1 
Man 25-30 Malmö Ja Ja 5 5 5 5 4 3 4 2 4 4 4 2 
Kvinna 18-24 Malmö Ja Ja 5 5 5 5 5 5 5 5 5 5 5 5 
Man 31-36 Malmö Ja Ja 3 4 4 5 3 2 2 3 2 4 4 3 
Man 25-30 Malmö Ja Ja 7 7 7 7 7 4 7 7 7 7 7 7 
Man 25-30 Malmö Ja Ja 6 5 3 5 7 6 3 2 4 4 5 4 
Kvinna 18-24 Malmö Ja Ja 4 4 3 3 7 5 3 2 6 5 4 2 
Kvinna 25-30 Malmö Ja Ja 3 4 3 3 7 6 5 2 7 7 5 4 
Kvinna 18-24 Malmö Ja Ja 6 7 7 4 7 5 7 4 7 7 4 4 
Kvinna 18-24 Rogaland Ja Ja 7 6 5 6 5 6 5 7 6 4 5 3 
Kvinna 43-48 Skurup Ja Nej 6 6 6 6 6 6 6 6 6 6 4 6 
Man 18-24 Skurup Ja Ja 5 3 4 1 7 2 4 1 6 7 3 1 
Man 25-30 Sollentuna Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
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Kvinna 37-42 Staffanstorp Ja Ja 2 3 3 2 5 3 3 1 5 2 2 1 
Man 37-42 Staffanstorp Ja Ja 7 7 7 7 7 7 7 7 7 7 7 7 
Man 18-24 Staffanstorp Ja Ja 4 3 3 1 5 1 2 1 6 7 1 1 
Man 25-30 Stockholm Ja Nej 3 1 2 1 6 1 2 1 6 5 1 1 
Kvinna 25-30 Stockholm Ja Ja 6 6 6 5 7 6 6 6 6 7 4 6 
Man 25-30 Stockholm Ja Ja 7 7 5 6 7 5 6 6 6 6 6 6 
Man 25-30 Stockholm Ja Ja 3 2 5 1 5 2 3 1 4 1 1 1 
Kvinna 18-24 Stockholm Ja Ja 5 7 7 7 4 7 7 7 5 5 6 7 
Man 18-24 Stockholm Ja Ja 2 2 1 1 3 1 1 1 4 1 1 1 
Man 25-30 Stockholm Ja Ja 6 2 4 2 5 4 4 3 6 6 2 3 
Man 37-42 Svedala Ja Ja 7 7 7 7 7 5 6 4 7 7 6 7 
Man 18-24 Trelleborg Ja Ja 5 7 7 7 7 4 7 6 7 7 6 6 
Man 18-24 Trelleborg Ja Ja 5 2 5 4 6 4 6 4 6 6 3 4 
Kvinna 25-30 Trollhättan Ja Nej 1 1 2 1 3 1 1 1 3 3 1 1 
Man 37-42 Tyresö Ja Ja 3 2 2 2 5 1 1 1 5 3 1 1 
Man 25-30 Vellinge Ja Ja 6 3 5 4 5 2 5 3 5 7 6 2 
Kvinna 31-36 Värnamo Ja Ja 7 7 7 7 7 5 7 7 6 7 7 7 
Kvinna 18-24 Västerås Ja Ja 5 5 3 3 6 1 1 1 6 7 4 4 
Man 25-30 Växjö Ja Ja 7 7 7 7 7 7 7 7 7 1 7 7 
Man 18-24 Ystad Ja Ja 7 7 7 7 7 7 7 6 7 7 7 7 
Kvinna 43-48 Ängelholm Ja Nej 3 3 2 2 4 2 2 2 5 4 2 2 
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Bilaga 4: Kodning av enkätfråga  
Förklaring Kod 
Bra idé / Bra komplement K 
Fysisk legitimation fungerar redan bra, lättare/bättre att använda fysisk legitimation I 
Onödigt / opraktiskt O 
Tidskrävande T 
Säkerhetsrisk R 
Problem vid paketuthämtning med bud B 
Svårt / invecklat S 
 
# Meningsenhet Kod 
1 Att ha med sig telefonen för att hämta ut paket är precis lika jobbigt som att ha med sig plånboken. O 
2 Bra komplement till de som ej har körkort, men absolut inte en ersättare till nuvarande system K, I 
3 
Bra tvistade frågor. Däremot känns det onödigt att köra med Mobilt BankID när en 
legitimation ständigt finns i plånboken (det är ju nästan obligatoriskt med plånbok och legg i 
dagens samhälle).  
Att bra visa upp legget utan att behöva vänta på bekräftelse av BankID  känns betydligt 
smidigare, om än mindre digitaliserat.  
O 
4 Den är smidig och bra men kanske inte så säker K,R 
5 
Det gör det knappast lättare att behöva ta fram mobilen istället för ID:t när man ska legitimera 
sig men jag är positiv till att låta möjligheten finnas. Har ni tänkt på om man ska hämta ut 
paket som ombud? Ska man då dels behöva ta med paketmottagarens ID samt använda sitt 
egna bankID eller ska man använda bådas bankID? Där får ni tänka till också. 
K, I, B 
6 
Det känns enklast som pakethämtare att visa leg, men det känns mer säkert att använda sig av 
bank id. Det skulle vara lättare för en tjuv att fejka med ett leg än med bank-id, och därför 
känns bank-id säkrast. Men jag tror tyvärr att de flesta väljer att visa leg pga att det är enklast. 
I 
7 Det tar mer tid att knappa in pnr + säkerhetskod jämfört med vanlig legitimation som skannas med barcode läsare. Fungerar bra men tyvv. inte  praktiskt. T, O 
8 
Det verkar som autentiseringsprocessen för att ta ut paketet blir längre  om man använder 
Mobilt BankID. Det positiva med det här systemet är att man kan fortfarande ta ut sitt paket 
även om man har glömt ta med sig legitimationsbeviset. 
K, T, O 
9 
Det är extremt lätt att hämta ut ett paket idag, varför krånga till det med något som kan gå så 
fel. Du behöver mottagning, affären behöver mottagning, du måste vänta på att du ska få 
meddelandet, IT-spöket kan härja. 
Jag gillar tanken och idén med det men att bara visa upp din legitimation, som du alltid har 
med dig, är så väldigt mycket lättare. Varför ändra på något som funkar så bra om det inte 
bidrar med andra funktionalliteter? 
Känns som det blir till och med lägre säkerhet på det. 
K, O, R 
10 Det är för struligt och antagligen kommer det ta ännu längre tid med mobilt bankid hos postombuden. Vare sig det är avhämtning eller utskickning. T, S 
11 Det är ju fortfarande lättare att använda ett körkort när det gäller paketutlämning. I övrigt är ju mobilt bankid briljant. I 
12 
Då mobiler oftast tas ifrån en person vid stölder och rån anser jag inte att man ska ta bort den 
fysiska legitimeringen då den "bevisar" att personen som hämtar ut paketet är personen på 
legitimationen. Det kan också förfalskas men med BankID är det bara ett personnr och kod, 
på så sätt anser jag att det har en större risk än nytta. Kanske om man hade implementerat en 
privatpersonsbild när man loggar BankID då hade det kunnat funka! 
R 
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13 En bra tanke, alltid kul mer valmöjligheter. Dock känns de som att det kommer att ta längre tid K, T 
14 Funkar ju bra med vanligt id eller körkort idag. Förstår inte hur detta skulle bli enklare. O, I 
15 Fysiskt ID funkar bra, men som komplement tycker jag mobilt BankID är bra ifall man glömt sitt ID. K, I 
16 För mig är körkortet lika smidigt som Mobilt BankId I 
17 
Gillar idén, men känns för tillfället inte smidigare än att legitimera sig. Begränsningen i denna 
"version" är när man inte har tillfälle att hämta själv då det är smidigt att kunna ge bort sitt ID 
ett tag. Desto högre risk som att ge ut koden till sitt Mobila BankID... 
K, I, R, B 
18 
Givetvis ett smidigt sätt. Men om utvecklingen går i rätt riktning kommer identifikation ske 
med iris, fingeravtryck osv. 
Förutsatt att företagen gör sin läxa. 
Jättesmart idé givetvis men, i min mening, satsar inte företag på en idé som inte håller om 10 
år när tekniken (troligtvis) är på en annan nivå. 
Hade denna idé kläckts för ett halv decennium sedan hade jag nog sagt till er att sök upp 
postens advokater illa kvickt! 
K, O 
19 
Hade varit bra att ha som ett komplement till id handlingar. Dvs om man en dag glömmer sitt 
id kort hemma av någon anledning. Annars skulle det bara kännas omständigt att logga in 
genom mobilt bank id för att hämta ut något när jag bara kan ta fram mitt ID och ge det 
kassabiträdet så får hon sköta "jobbet" ( scanna).. 
K, I 
20 Helt klart ett bra koncept då allt rör sig mot mobilhållet. BankID funkar förövrigt väldigt bra också och kan därmed lätt anpassas för någonting som detta. K 
21 
I händelse av att jag tappat min vanliga legitimation hade jag uppskattat ett alternativ men jag 
hade i första hand använt id-kort då jag oftast har min plånbok med mig och det innebär färre 
steg i i hanteringen från min sida, d.v.s. jag lämnar bara fram kortet och sedan får 
postombudet registrera data som krävs. 
K, I 
22 
I och med att förfarandet blir krångligare och kräver med input från mig som kund så känns 
det mindre tilltalande. Denna typ av legitimering kommer ta längre tid än om postombudet 
enbart skannar mitt ID-kort, då jag måste knappa in både personnummer och sedan 
säkerhetskod. Det skulle dock kunna vara ett bra komplement i de enstaka fall någon 
eventuellt har glömt plånbok med har med sig mobiltelefon. 
K, T 
23 
ID kortet har jag alltid med, behöver inte knappa in något bara att ha det i handen och lämna 
över till postombudet. Känns som enklare än att logga in på telefon och knappa siffror i deras 
system. 
I 
24 
Jag ser problem med uthämtning av någon annans paket, budhantering alltså. Eller att någon 
kan stjäla telefonen och använda bankid. Vid legitimation finns där en bild för att bekräfta, 
något mobilt bankid saknar och därför känns svårt att använda i praktiken. 
R, B 
25 Jag tänker att det kan vara en risk att alltid bära med sig sitt mobila BankID i telefonen. Samt att det redan finns ett smidigt sätt att legitimera sig på, via sitt leg/körkort/pass. I, R 
26 
Kan hålla med om att Mobilt BankID hade varit smart. Jag har själv utbildning som 
postombud och vet exakt hur processen för att lämna ut paket går till. Det jag funderar på är 
att väldigt ofta är det bud som hämtar och då behövs bådas legitimation, hur skulle det 
fungera i en sådan situation? Måste jag som paketet är adresserat till sitta redo att knappa in 
min kod till Mobilt BankID?  
Legitimationskontrollen idag används inte för att bekräfta att det är adressaten som hämtar ut 
paketet utan för att föra statistik på vem som hämtat ut ett specifikt paket om det skulle uppstå 
problem (som vanligt reagerar man efter att något hänt). 
K, B 
27 
Kommande generation kommer absolut använda detta, dock kommer det ta tid för oss som 
redan har vanan med id-kort samt körkort att legitimera sig med något annat. Kommer bli 
lyckat med tiden. 
K 
28 Krångligare process, paket hämtar man ofta på vägen hem då är batteriet väldigt nära döden. Du måste samtidigt ha täckning. Visa Id-kort tar ca 2-5 sekunder så finner inget syfte. S, I 
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29 Känns lättare att bara slänga fram id kort I 
30 
Känns mindre praktiskt än att bara lämna in sitt ID, men skulle kunna vara ett bra alternativ. 
Sen vet jag inte riktigt hur det skulle gå ifall man vill att någon annan ska hämta ut sitt paket. 
Ska någon annan hämta mitt paket behöver de bara mitt ID samt deras egna, hur det skulle gå 
med BankID vet jag inte. 
K, I, B 
31 Körkortet går så mycket fortare I 
32 Lättare att visa vanligt ID, men är en bra lösning när man ej har med det! K 
33 Mobilen är dagens plånbok och då är det praktiskt att även kunna legitimera sig med den! K 
34 Mobilt bank ID skulle kunna användas alltid, inte bara hos posten. K 
35 
Mycket bra idé att använda sig av Mobilt Bank-id hos postombud. Själv använder jag 
dagligen det och har lätt för att använda det. Dock kan jag tänka mig att bland annat äldre ser 
det som ett större projekt. Men definitivt att det går hem hos unga som sedan sprider till 
föräldrar, far och morföräldrar osv, som jag har lyckats med! Håller tummarna! 
K 
36 Mycket bra komplement till körkortet/id-handling men jag har nästan alltid körkortet med mig så det kan bli lite "kaka-på-kaka-effekt" i mitt fall. K, I 
37 
Nu ligger legitimationen för de mesta i plånboken och känns kanske lättare att ta fram än att 
behöva knappa med telefonen för att sätta igång appen och sånt, men samtidigt så mycket 
digitalt som möjligt är framtiden. 
K, I 
38 Perfekt komplement när man har glömt sin vanliga legitimation, telefonen har man ju faktiskt alltid med sig! K 
39 
Perfekt också om någon annan skall hämta ut ett paket om man inte själv kan göra det. Ser 
man bara till att bestämma tiden så kan man ju faktiskt godkänna med bankid även om man 
befinner sig utomlands eller i fjällen, bara man har mobil täckning, inte alltid så att man kan 
lämna över sitt ID till den som skall hämta ut paketet. 
K 
40 Precis som bilden illustrerar ges ingen tids eller effektivitetsvinst jämfört med vanlig legitimation, snarare blir det långsammare och mer invecklat T, O, S 
41 Skulle villja ha möjllighet att använda Mobilt ID vid fler tillfälle K 
42 Troligtvis fortsatt med körkort som leg.   
43 
Tveksamt om jag hade använt det, då man oftast har leg med sig samt när man skickar någon 
annan för att hämta så ska de ha med sitt eget samt mitt.  
Beroende på uppkoppling kan ta olika lång tid och därmed ta längre tid. Det ska gå snabbt och 
enkelt. I många affärer idag har man otrolig dålig mottagning. 
T, I, B 
44 
Tycker vanlig ID legitimation fungerar utmärkt. Att behöva dra upp mobilen också innebär 
egentligen ett till steg, som jag tycker känns ganska redundant. 
Sen har man alla dessa andra problem som uppstår; Vad händer om man märker att ens 
mobilbatteri har tagit slut just då? Om mobilen har blivit stulen? Med vanligt ID känns det 
smidigare. 
O 
45 
Vad är vinsten med att använda mobilt bankid snarare än id-handling vid legitimering på 
posten m m? 
Är det enbart till för att personer som helt saknar id-kort ska kunna hämta ut paket? 
Annars är det ungefär lika sannolikt att man har med sig id-kort till postens uthämtningsställe 
som att man har mobilen med sig. 
O 
46 
Vanlig legitimering via körkort eller liknande hade förvisso gått snabbare än att legitimera sig 
med bankid. Processen för bankid legitimering innehåller för många onödiga aktiviteter som 
kan skapa frustration hos både ombud och beställaren. 
O 
47 Varför inte, jag har själv glömt legitimation nån gång när jag skulle hämta ut paket. K 
48 Varför mobilt bank-id det går ju inte direkt fortare. T 
49 Verkar bara mer tidskrävande och krångligare än att snabbt visa upp sitt id-kort. T, O 
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