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buiten de EU verwerkt
worden, worden ook op
basis van art. 4 lid 1
WBP door de WBP
beschermd. 
De mogelijkheid bestaat dat de Wet bescherming per-
soonsgegevens (WBP) persoonsgegevens buiten de
Europese Unie (EU) beschermt. Doorgifte moet ook dan
aan de eisen van art. 76 en 77 WBP voldoen. Die eisen
moeten ontduiking van de WBP door doorgifte bemoeilij-
ken. Ontduiking is echter niet aan de orde als de WBP
persoonsgegevens na doorgifte beschermt. Art. 76 en 77
WBP betekenen dan een onnodige belemmering. Deze
bijdrage bespreekt of die belemmering te verhelpen is.
1 A r t i k e l  4  l i d  1  W B P  
De mogelijkheid dat de WBP persoonsgegevens buiten
de EU beschermt, berust op art. 4 lid 1 WBP. Dat artikel-
lid luidt als volgt:
‘Deze wet is van toepassing op de verwerking van persoons-
gegevens in het kader van activiteiten van een vestiging van
een verantwoordelijke in Nederland’.
Persoonsgegevens die onder de in art. 4 lid 1 WBP
beschreven omstandigheden verwerkt worden, worden
door de WBP beschermd. Persoonsgegevens die onder
die omstandigheden buiten de EU verwerkt worden ook. 
Twee omstandigheden zijn van belang. Ten eerste is van
belang waar de verantwoordelijke een vestiging heeft.
Ten minste één vestiging van de verantwoordelijke moet
zich in Nederland bevinden. Een vestiging is ieder cen-
trum van economische activiteit.1 Het maakt niet uit of
een vestiging juridisch of feitelijk van aard is. Waar de
verantwoordelijke statutair gevestigd is, is niet bepalend.
Hij kan statutair in Nederland, in de EU of buiten de EU
gevestigd zijn: in alledrie de situaties kan hij een vesti-
ging in Nederland hebben (zie figuur 1, kolommen 1 
en 2).
Ten tweede is van belang of in het kader van activiteiten
van de vestiging in Nederland persoonsgegevens ver-
werkt worden. Niet vereist is dat persoonsgegevens in de
vestiging verwerkt worden. Voldoende is dat persoonsge-
gevens in het kader van activiteiten van de vestiging ver-
werkt worden. Waar persoonsgegevens verwerkt worden,
is dus niet van belang. In het kader van activiteiten van
de vestiging in Nederland kunnen persoonsgegevens in
Nederland, in de EU of buiten de EU verwerkt worden.
Via art. 4 lid 1 WBP kan de WBP op die manier buiten de
EU persoonsgegevens beschermen. Voorstelbaar zijn
drie situaties (zie figuur 1, gearceerde delen).
Figuur 1. 
Ten eerste de situatie dat de persoonsgegevens door een
bewerker buiten de EU verwerkt worden. Art. 4 lid 1 WBP
vereist namelijk niet dat de verantwoordelijke de per-
soonsgegevens verwerkt. Aangezien een bewerker altijd
in opdracht van de verantwoordelijke verwerkt2, handelt
hij naar mijn idee altijd in het kader van activiteiten van
een vestiging van de verantwoordelijke. Als die vestiging
in Nederland staat, beschermt de WBP de persoonsgege-
vens op basis van art. 4 lid 1 WBP – ook als de bewerker
de persoonsgegevens buiten de EU verwerkt. Een voor-
beeld levert het outsourcen van de personeelsadministra-
tie van de vestiging van de verantwoordelijke in
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Ten tweede de situatie dat de persoonsgegevens met een
middel buiten de EU verwerkt worden. Te denken valt aan
de opslag van de personeelsadministratie op een back-
up server buiten de EU. Heeft die opslag plaats in het
kader van activiteiten van de vestiging van de verant-
woordelijke in Nederland, dan beschermt de WBP die
persoonsgegevens. Te denken valt verder aan persoons-
gegevens die in het kader van activiteiten van een vesti-
ging van een verantwoordelijke in Nederland op een web-
site worden geplaatst. Indien die persoonsgegevens bui-
ten de EU bekeken worden, beschermt de WBP die per-
soonsgegevens (althans in theorie). 
Ten derde beschermt de WBP persoonsgegevens die bui-
ten de EU door de intern beheerder verwerkt worden.
Evenals de bewerker handelt de intern beheerder in
opdracht van de verantwoordelijke.3 Naar mijn idee han-
delt dus ook een intern beheerder altijd in het kader van
activiteiten van een vestiging van de verantwoordelijke.
Anders dan de bewerker staat de intern beheerder onder
rechtstreeks gezag van de verantwoordelijke. Aldus
beschermt de WBP persoonsgegevens die in het kader
van activiteiten van een vestiging van de verantwoordelij-
ke in Nederland door een intern beheerder van diezelfde
verantwoordelijke buiten de EU verwerkt worden. Te den-
ken valt aan de administratie van personeel van een ves-
tiging van een verantwoordelijke in Nederland door een
intern beheerder van die verantwoordelijke buiten de EU. 
In alledrie de situaties bestaat de mogelijkheid dat de
verantwoordelijke naast de vestiging in Nederland, een
vestiging buiten de EU heeft. Mogelijk is dat de bewer-
ker, de intern beheerder of het middel de persoonsgege-
vens in die vestiging buiten de EU verwerkt. Het begrip
‘vestiging’ in art. 4 lid 1 WBP laat de mogelijkheid dat de
verantwoordelijke meer dan een vestiging heeft open. In
r.o. 19 bij Richtlijn nr. 95/46/EG staat dat de rechtsvorm
van een vestiging er niet toe doet. In die uitleg verschilt
het begrip ‘vestiging’ van het begrip ‘verantwoordelijke’.
Een verantwoordelijke is namelijk één natuurlijke of één
rechtspersoon.4 Een vestiging is een natuurlijke persoon,
een rechtspersoon of een kantoor zonder zelfstandige
rechtspersoonlijkheid.5 Eén verantwoordelijke rechtsper-
soon kan op die manier meer dan één vestiging zonder
rechtspersoonlijkheid omvatten, bijvoorbeeld één in
Nederland en één buiten de EU.6
Tot zover art. 4 WBP.7
2 A r t i k e l  7 6  e n  7 7  W B P
Mogelijk is dus dat de WBP persoonsgegevens buiten de
EU beschermt. Het buiten de EU8 brengen van persoons-
gegevens moet dan, net als iedere andere doorgifte, aan
art. 76 of 77 WBP voldoen. Meer concreet moet doorgifte
voldoen aan een van de volgende eisen: 
1. er is een passend niveau van bescherming buiten de
EU; of
2. er doet zich een omstandigheid als bedoeld in art. 77
lid 1 WBP voor; of
3. er is een vergunning van de Minister van Justitie.
Ik licht die eisen hier nader toe.
2.1 Passend niveau van bescherming
Passende bescherming is op twee niveaus mogelijk.9 Ten
eerste op het niveau van het recht van een land (zie
figuur 2, gearceerde deel).
Figuur 2.
Het is de Europese Commissie die besluit of het niveau
van bescherming van het recht van een land passend is.
Een besluit van de Commissie is positief, gedeeltelijk
positief of negatief. 
Een negatief besluit betekent dat doorgifte naar dat land
in beginsel niet is toegestaan.10 Tot op heden zijn nog
geen negatieve besluiten genomen. Met het oog op
diplomatieke betrekkingen zijn negatieve besluiten even-
min (snel) te verwachten. 
Positieve besluiten zijn er al wel. Te weten, ten aanzien
van Zwitserland, Argentinië, Guernsey en het Eiland
Man.11 Naar die landen is doorgifte altijd geoorloofd.12
Ten aanzien van het niveau van bescherming in de VS en
in Canada heeft de Commissie gedeeltelijk positief beslo-
ten.13 Naar die landen is doorgifte toegestaan in bepaalde
situaties. Naar een Amerikaanse onderneming is doorgif-
te bijvoorbeeld altijd toegestaan als die onderneming
deelneemt aan de safe harbor-regeling.14
Na een positief besluit door de Commissie is doorgifte
altijd geoorloofd op grond van art. 76 WBP. Niet geheel
duidelijk is of doorgifte omgekeerd nooit geoorloofd is
na een negatief besluit, en of doorgifte na een ten dele
positief besluit nooit geoorloofd is buiten de in dat
besluit genoemde situaties. Indien een negatief en een
ten dele positief besluit die betekenis hebben, dan heb-
ben die besluiten de nadelige consequentie dat doorgifte
ook niet geoorloofd is als de WBP persoonsgegevens na
doorgifte beschermt, hetgeen de suggestie wekt dat de
WBP geen passende bescherming in de zin van art. 76
WBP biedt. Richtlijn nr. 95/46/EG lijkt die consequentie
niet aan een negatief besluit te verbinden. In de richtlijn
lijkt te worden voorgesteld dat bepaalde doorgiften na
een negatief besluit mogelijk blijven.15
Heeft de Commissie over een land (nog) geen besluit
genomen, dan beoordeelt de verantwoordelijke of de bui-
ten de EU beoogde verwerking passend beschermd is
(zie figuur 2, niet-gearceerde deel).16 Noch de richtlijn,
noch de WBP stelt vast wanneer van een passend niveau
sprake is.17 In navolging van de richtlijn noemt art. 76
7 Buiten beschou-
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persoon zou bij beide partijen de overeenkomst onderte-
kenen.27 Daarnaast zouden problemen ontstaan bij niet-
nakoming van de overeenkomst. De rechtspersoon zou
eisende en verwerende partij tegelijk zijn. Onder meer
om die reden staat momenteel een alternatief voor door-
gifte op basis van (model)contracten op stapel: binding
corporate rules.28 Omdat noch de richtlijn, noch de WBP
bepaalt dat voldoende waarborgen de vorm van een con-
tract moeten hebben, is een alternatief mogelijk.29
3 O p l o s s i n g e n
Art. 76 en 77 WBP stellen eisen aan doorgifte. Die eisen
moeten ontduiking van de WBP door doorgifte bemoeilij-
ken. Ontduiking is niet aan de orde als de WBP per-
soonsgegevens na doorgifte beschermt. Art. 76 en 77
WBP betekenen dan een onnodige belemmering. Om die
belemmering te verhelpen, is een aantal oplossingen
denkbaar.
3.1 De term ‘doorgifte’
Meest ideaal zou zijn dat de Commissie de term ‘door-
gifte’ zou herzien, in die zin dat het buiten de EU bren-
gen van persoonsgegevens die na doorgifte door de WBP
beschermd worden, niet langer onder de term ‘doorgifte’
wordt verstaan. 
Het precedent van die oplossing is te vinden in de zaak
Lindqvist.30 Het Hof van Justitie EG deed in die zaak de
(prejudiciële) uitspraak dat het plaatsen van persoonsge-
gevens op internet in de specifieke omstandigheden van
die zaak, geen rechtstreekse doorgifte was. Een niet
rechtstreekse doorgifte zoals die zich in die zaak voor-
deed, bestempelt het Hof niet als doorgifte als bedoeld
in art. 25 en 26 Richtlijn nr. 95/46/EG.31 Het plaatsen van
persoonsgegevens op internet zou zonder die uitspraak
niet meer mogelijk zijn zodra de Europese Commissie
het niveau van bescherming van ook maar één land bui-
ten de EU niet passend zou vinden.32 In theorie zijn per-
soonsgegevens die op internet staan namelijk overal ter
wereld op te vragen – ook in een land zonder passend
niveau. Tegelijkertijd is het niet mogelijk te controleren
in welk land persoonsgegevens daadwerkelijk opgevraagd
worden. Persoonsgegevens kunnen daardoor niet op
internet geplaatst worden zonder het verbod om door te
geven naar een land zonder passend niveau te
schenden.33 Het Hof lost het probleem in het concrete
geval op door het plaatsen van persoonsgegevens op
internet buiten het begrip ‘doorgifte’ te brengen. Het Hof
creëert dus geen uitzondering op het verbod om per-
soonsgegevens buiten de in art. 76 en 77 WBP genoem-
de situaties door te geven, maar het creëert een uitzon-
dering op het begrip ‘doorgifte’.
Ten aanzien van doorgifte van persoonsgegevens die bui-
ten de EU door de WBP beschermd zijn, zou de
Commissie dezelfde benadering kunnen overwegen. Het
buiten de EU brengen van persoonsgegevens die daar
WBP wel omstandigheden waar de verantwoordelijke op
kan letten. Het gaat onder meer om het doel van de
beoogde verwerking, het land van herkomst en het land
van bestemming. Niet genoemd wordt de omstandigheid
dat persoonsgegevens door de WBP beschermd worden. 
Hoewel het logisch lijkt dat de WBP passende bescher-
ming biedt, staat dat niet in art. 76 WBP. Het is dus niet
ondenkbaar dat doorgifte van door de WBP beschermde
persoonsgegevens niet geoorloofd is op grond van art.
76 WBP. In dat geval komt art. 77 WBP in beeld.
2.2 Artikel 77 lid 1 WBP
In twee situaties staat art. 77 WBP doorgifte toe als een
passend niveau van bescherming ontbreekt. Ten eerste
in de situatie dat doorgifte plaats heeft onder een
omstandigheid beschreven in art. 77 lid 1 WBP. Die
omstandigheden komen stuk voor stuk een restrictieve
uitleg toe.18 Dat maakt doorgifte op basis van art. 77 lid 1
WBP maar beperkt mogelijk.19 Illustratief is art. 77 lid 1
sub a WBP, dat doorgifte toestaat op basis van ondub-
belzinnige toestemming van betrokkene. Een restrictieve
uitleg maakt doorgifte van gegevens van werknemers op
basis van dat onderdeel vrijwel onmogelijk.20 In arbeids-
verhoudingen kan namelijk nauwelijks worden voldaan
aan de eis dat toestemming in vrijheid gegeven moet
worden.21 Illustratief is verder art. 77 lid 1 sub b WBP. Dat
onderdeel staat doorgifte toe, die noodzakelijk is om een
overeenkomst tussen betrokkene en verantwoordelijke na
te komen. In een restrictieve uitleg is het verplaatsen van
een personeelsadministratie om kosten te besparen niet
noodzakelijk om een arbeidsovereenkomst na te
komen.22
2.3 Vergunning Minister van Justitie
De laatste mogelijkheid om persoonsgegevens door te
geven biedt art. 77 lid 2 WBP. Dat artikellid staat doorgif-
te toe als daar een vergunning van de Minister van
Justitie voor is. De minister geeft die vergunning af als
de verantwoordelijke ‘voldoende waarborgen’ biedt.23
Doorgaans hebben die waarborgen de vorm van een con-
tract tussen de doorgevende en ontvangende partij.24 Dat
kan een door de Europese Commissie goedgekeurd
modelcontract zijn.25
Het is mogelijk dat het niveau van bescherming niet pas-
send is, terwijl zich evenmin een uitzonderingssituatie
als bedoeld in art. 77 lid 1 WBP voordoet. Art. 77 lid 2
WBP is dan de enige grondslag om persoonsgegevens
door te geven. In dat geval lijkt doorgifte door de ene
aan de andere vestiging van dezelfde rechtspersoon op
het eerste gezicht onmogelijk. Naar een vestiging van
dezelfde rechtspersoon is doorgifte namelijk niet moge-
lijk op basis van een (model)contract.26 De rechtspersoon
zou dan namelijk een contract met zichzelf aangaan. Dat
zou al op problemen stuiten op het moment dat de over-
eenkomst ondertekend zou moeten worden. De rechts-
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door de WBP beschermd zijn, zou dan niet langer als
‘doorgifte’ te kwalificeren zijn.34
3.2 Artikelen 76 en 77 WBP
Minder ideaal is een wijziging van art. 76 en 77 WBP.
Niet in de laatste plaats omdat de WBP Richtlijn nr.
95/46/EG implementeert. Een wijziging moet daarom
door Europa geïnitieerd worden, hetgeen de nodige
inspanningen met zich meebrengt.
Art. 76 en 77 WBP komen niettemin voor wijziging in
aanmerking. Die artikelen stellen eisen aan doorgifte.
Doorgifte is in drie situaties toegestaan. Daarbuiten kan
doorgifte ongeoorloofd zijn. Door aan die drie situaties
nu een vierde toe te voegen, wordt voorkomen dat door-
gifte van persoonsgegevens die buiten de EU door de
WBP beschermd worden, onmogelijk wordt. De vierde
situatie zou moeten zijn, dat persoonsgegevens buiten
de EU door de WBP beschermd zijn.
3.3 Artikel 4 WBP
In theorie is ook een wijziging van art. 4 lid 1 WBP voor-
stelbaar. Het artikellid maakt het mogelijk dat de WBP
persoonsgegevens buiten de EU beschermt. Met het ten
dele schrappen van art. 4 lid 1 WBP wordt daar verande-
ring in gebracht. In plaats dat de WBP persoonsgegevens
beschermt die verwerkt worden in het kader van activitei-
ten van een vestiging van een verantwoordelijke in
Nederland, zou de WBP persoonsgegevens kunnen
beschermen die in een vestiging van een verantwoordelij-
ke in Nederland verwerkt worden. Het verwerken van per-
soonsgegevens buiten de EU door een bewerker, een
middel of een intern beheerder is dan niet langer door de
WBP beschermd. 
Het wijzigen van art. 4 lid 1 WBP heft de opmerkelijke
situatie op dat buiten de EU door de WBP beschermde
persoonsgegevens aan de eisen van art. 76 en 77 WBP
moeten voldoen. In de praktijk vormt een wijziging even-
wel geen verbetering: aan de in art. 76 en 77 WBP gestel-
de eisen moet nog steeds worden voldaan.
4 C o n c l u s i e
De WBP creëert in overeenstemming met Richtlijn nr.
95/46/EG een opmerkelijke situatie doordat de eisen die
de WBP aan doorgifte stelt ook gelden als de WBP per-
soonsgegevens na doorgifte beschermt. Op die manier
schept de WBP onnodige administratieve lasten. Dat
maakt aanpassing van de richtlijn en de WBP op dat
punt wenselijk. 
24 Zie art. 26 lid 2
Richtlijn nr. 95/46/EG
en Kamerstukken II
1997/98, 25 892, nr. 3,
p. 195.
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