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Einleitung 
Nachdem im vergangenen Jahr das Gesetz zur Förderung der 
elektronischen Verwaltung sowie zur Änderung weiterer Vorschriften – oder 
wie es häufig abgekürzt wird: E-Government-Gesetz – in Kraft getreten ist, 
sehen sich die Kommunen gezwungen, ihr internen Prozesse und die 
Kommunikation nach außen zu überdenken. Alte Verhaltensweisen müssen 
abgelegt und neue Wege gegangen werden. Die Kommunikation zwischen 
der öffentlichen Verwaltung und ihren Kunden, den Bürgern und 
Unternehmen, soll sich drastisch ändern und somit zu einem neuen Bild der 
Verwaltung in Deutschland führen, weg von den eingerosteten Prozessen und 
verstaubten Archiven, hin zu einer dynamischen Unternehmung, die sich 
schnell ändernden Herausforderungen stellen kann. 
Doch nicht nur innerhalb Deutschlands soll das neue Gesetz 
Verbesserungen bringen, es soll Deutschland auch auf eine Stufe bringen mit 
europäischen Nachbarn, die sich mit dem Thema E-Government bereits früher 
und intensiver befasst haben. 
Die vorliegende Arbeit betrachtet nun die Vorgehensweise von Politik und 
Verwaltung bei vergangenen Projekten, alle mit dem gemeinsamen Ziel, die 
Prozesse zu beschleunigen und den Ressourcenaufwand zu reduzieren. Bei 
diesen Projekten haben sich diverse Faktoren herausgestellt, die den Erfolg 
oder auch Misserfolg der gesamten Unternehmung maßgeblich beeinflusst 
haben. 
Ziel dieser Arbeit ist es, diese Faktoren – insbesondere bei A2B-Szenarien – 
herauszustellen und zu analysieren, um so die Herangehensweise und das 
Projektmanagement in Unternehmen und der öffentlichen Verwaltung 
optimieren zu können. 
Hierfür werden im ersten Kapitel die theoretischen Grundlagen 
herausgearbeitet: zunächst werden die E-Begriffe definiert und voneinander 
abgegrenzt, sowie der Begriff Erfolgsfaktor spezifiziert, um einen klar 
abgegrenzten Rahmen für die weiteren Kapitel zu bieten. 
Das zweite Kapitel konkretisiert die Erkenntnisse aus dem ersten Kapitel 
speziell für das E-Government und stellt die verschiedenen 
Anwendungsbereiche der elektronischen Verwaltung dar. Da sich diese 
Ausarbeitung auf A2B-Szenarien spezialisiert, wird auch an dieser Stelle auf 
diesen Bereich ein besonderer Fokus gelegt. 
Das folgende Kapitel bildet den Kern der Arbeit. Hier werden nun die 
Erfolgsfaktoren, die in den unterschiedlichen Einsatzbereichen des E-
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Governments und den damit einhergehenden Projekten festgestellt wurden, 
ausgearbeitet. Dazu werden die Begriffe zunächst definiert und anhand 
konkreter Beispiele der Einfluss auf das Projektergebnis dargestellt. Dabei 
werden teils technische, teils organisatorische Einflussfaktoren genannt; ein 
besonderes Augenmerk soll in diesem Kapitel jedoch auch auf der Gesamtheit 
aller Beteiligten an einem solchen Szenario liegen. Daher widmen sich die 
letzten drei Teilkapitel des dritten Abschnitts konkret der Rolle der 
Unternehmen, der Softwaresystemhäuser und der Beratungsunternehmen. 
Die folgenden zwei Kapitel gehen dann noch einmal näher auf Teilaspekte 
der genannten Erfolgsfaktoren ein. Zum einen werden die aktuelle 
organisatorische und technische Infrastruktur für deutsche E-Government-
Projekte beschrieben, zum anderen werden die für das E-Government 
relevanten Gesetze zusammengetragen. Bei beiden Aspekten wird analysiert, 
inwieweit diese die in Kapitel drei herausgestellten Erfolgsfaktoren 
unterstützen oder sogar hindern.  
Kapitel sechs stellt zunächst die aktuelle deutsche E-Government-Strategie 
kurz dar, um darauf aufbauend in einem internationalen Vergleich 
darzustellen, wie Deutschland im Verhältnis zu anderen europäischen und 
auch nicht-europäischen Ländern steht und inwieweit hier Lernpotentiale 
genutzt werden kann. 
Als Abschluss werden im vorletzten Abschnitt zwei konkrete Praxisbeispiele 
von E-Government genauer beschrieben, auf die in den vorherigen Kapiteln 
bereits referenziert wird, und die gewonnenen Erkenntnisse werden 
komprimiert zusammen getragen. Dabei soll ELSTER als positives, sowie das 
ELENA-Projekt als negatives Beispiel deutscher E-Government-Projekte 
dienen.  
Das neunte und letzte Kapitel fasst schließlich alle gewonnenen 
Erkenntnisse noch einmal zusammen und gibt einen Ausblick, welche Rolle 
das Thema E-Government in Zukunft in Deutschland und in Europa spielen 
wird. 
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1 Theoretische Grundlagen 
1.1  E-Business 
E-Business, auf Deutsch der elektronische Geschäftsverkehr, hat in den 
letzten Jahren immer mehr an Bedeutung gewonnen und ist mittlerweile in 
den Portfolios fast aller Unternehmen zu finden. Dennoch hat sich bis heute 
keine eindeutige Definition des Begriffes durchgesetzt.1 Dies liegt auch daran, 
dass der Begriff nicht geschützt ist und somit auch in einer Menge von 
Unternehmens- und Markennamen zu finden ist. 
Bekannt geworden ist der Begriff durch eine Kampagne des IT-
Unternehmens IBM Anfang der 1990er-Jahre; hier wurde die Schreibweise 
eBusiness verwendet – heute ist der Begriff auch in anderen Schreibweisen 
zu finden, wie sie auch in dieser Arbeit verwendet werden.  
In dieser ursprünglichen von IBM verfassten Definition ist der Fokus von E-
Business die „Transformation von Schlüsselgeschäftsprozessen durch die 
Nutzung von Internet-Technologien“2. Neben dieser haben sich mit der Zeit 
auch weitere Definitionen entwickelt, die sich jedoch subsummieren lassen auf 
die Nutzung von Informations- und Kommunikationstechnologien, um die 
Beziehungen zu und die Prozesse mit den internen und externen 
Geschäftspartnern eines Unternehmens zu unterstützen. 
Einige Definitionen engen den Begriff des E-Business so weit ein, dass es 
rein um die Geschäftsprozesse mit Zulieferern und Kunden geht. In diesen 
Fällen wird E-Business jedoch fälschlicherweise mit E-Commerce gleich 
gesetzt, wie unten zu sehen ist. 
Generell lassen sich vier Teilaspekte erkennen, auf die sich in den 
verschiedenen Formen des E-Business in unterschiedlicher Stärke fokussiert 
wird3: 
 Neue Medien: da „neue“ Medien sich stetig ändern, entwickelt sich 
auch dieser Teilaspekt mit der Zeit und Beteiligte an E-Business-
Szenarien müssen sich immer wieder neuen Herausforderungen 
stellen. Eine wichtige Rolle spielt hier natürlich das Internet, da es 
eine äußerst kostengünstige Möglichkeit bietet, Unternehmen, 
Kunden und die öffentliche Verwaltung miteinander zu verbinden. 
Sich aus dieser Technologie ableitende Aspekte sind etwa neue 
                                               
1
 Vgl.: Bächle/Lehmann [2010], S. 3 
2
 Siehe: IBM [2013] [URL] 
3
 Vgl.: Schubert et al [2003], S. 15 
13 
 
Protokolle, Austauschformate oder neue Formen von Datenbanken, 
wie noSQL-DBs. 
 Beziehungen: dieser Aspekt kann nicht konkretisiert werden, da er für 
jeden Akteur eines E-Business-Szenarios neu definiert werden muss 
und somit abhängig vom konkreten Anwendungsfall ist. Ein 
Unternehmen fokussiert sich etwa auf die Beziehungen zu seinen 
Zulieferern und seinen Kunden, für eine öffentliche Verwaltung sind 
etwa Beziehungen zu anderen staatlichen oder kommunalen 
Einrichtungen von größerer Bedeutung. Detailliert wird auf diese 
Beziehungen in Kapitel zwei eingegangen. Generell kann an dieser 
Stelle jedoch festgehalten werden, dass es stets um die Definition 
von Beziehungen zu internen und externen Geschäftspartnern geht, 
zwischen denen Informationen ausgetauscht werden sollen. 
 Integration: dieser Faktor spielt in allen E-Business-Szenarien eine 
zentrale Rolle und kann schon vorgreifend als Erfolgsfaktor benannt 
werden. Denn nur wenn die beteiligten Systeme über definierte 
Schnittstellen miteinander verbunden sind und Nachrichten in einer 
Form austauschen, die einen normierten und – im Rahmen der 
Anforderungen – redundanzfreien Datenbestand sicher stellen, kann 
E-Business generell und E-Government im Speziellen effizient 
genutzt werden. 
 Kooperation: dieser Fokuspunkt baut auf dem oben genannten Aspekt 
Beziehungen auf und besagt, dass die beteiligten Parteien, intern und 
extern, durch die Kooperation im Zuge des E-Business 
Synergieeffekte in verschiedenen Ausprägungen erzielen können. 
Auf diese wird zum Teil in Abschnitt 1.1.2, den generellen Zielen des 
E-Business sowie im zweiten Kapitel, jeweils bezogen auf die 
Anwendungsbereiche des E-Government konkreter eingegangen. 
Da diese Teilaspekte in den folgenden Kapiteln aufgegriffen werden, wird an 
dieser Stelle nicht weiter darauf eingegangen. In den weiteren Abschnitten 
dieses Kapitels, werden zunächst die Eigenschaften des E-Business genauer 
analysiert und die sich aus ihm abgeleiteten Begriffe voneinander abgegrenzt. 
1.1.1 Akteure im E-Business 
In den vorhandenen Publikationen sind die Akteure im E-Business 
unterschiedlich benannt, was auf der einen Seite abhängig vom Szenario zwar 
hilfreich sein kann, jedoch teilweise auch zu Missverständnissen führen kann. 
Aus diesem Grund werden an dieser Stelle die Beteiligten Akteure und deren 
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verwendete Abkürzungen explizit erläutert, da diese in einigen Fällen vom 
aktuellen Teilgebiet des E-Business abhängig sind. 
In jedem Szenario wird zunächst zwischen dem Anbieter der Leistung und 
dem entsprechenden Abnehmer dieser Leistung unterschieden.4 Ein Szenario 
wird darauf aufbauend durch die Kombination der Abbreviationen von Service-
Anbieter X und Service-Abnehmer Y definiert, in Beziehung gesetzt durch den 
Konnektor 2, als Synonym für das englische Wort to, zu Deutsch zu. 
Hierdurch wird durch eine dreistellige Kombination, sowohl der Service-
Anbieter, der –Abnehmer, als auch die Richtung der Kommunikation 
beschrieben. 
Grundsätzlich lassen sich die Anbieter und Abnehmer auf fünf Ebenen 
ansiedeln: 
 Privat5: hiermit sind die Endkunden und Privathaushalte gemeint, 
abgeleitet von dem englischen Begriff Customer (Kunde) oder auch 
Consumer (Konsument) durch den Buchstaben C abgekürzt. In 
Beziehung mit Einrichtungen der öffentlichen Verwaltung steht das C 
für Citizen (Bürger), da es in diesem Szenario nicht passend ist, von 
Kunden zu sprechen. Kunden haben definitionsgemäß eine 
Wahlmöglichkeit, bspw. von welchem Anbieter sie ein bestimmtes 
Produkt kaufen – bei der Interaktion eines Bürgers mit der 
öffentlichen Verwaltung wird das zuständige Amt jedoch meist durch 
den Wohnort des Bürgers vorgegeben. 
 Mitarbeiter6: zwar sind Szenarien, die die Mitarbeiter eines 
Unternehmens mit einbeziehen nicht Teil des klassischen E-
Business-Konzepts, trotz dessen sind sie doch teilweise als 
separierter Teilnehmerkreis genannt. Meist treten die Mitarbeiter, aus 
dem Englischen Employee mit E abgekürzt, mit ihrem Unternehmen 
in Interaktion, es sind jedoch auch Kommunikations-Szenarien mit 
der öffentlichen Verwaltung (A, siehe unten) – bspw. die 
elektronische Übermittlung der Lohnsteuerkarte – und sogar mit den 
Kunden (C) möglich – bspw. der Kontakt zwischen Kunde und den 
Mitarbeitern in Servicecentern. Natürlich ist neben diesen Fällen auch 
die direkte Kommunikation zwischen Mitarbeitern möglich. Als 
Beispiel eines E2E-Szenarios kann hier der Informations- und 
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 Vgl.: Meier [2009], S. 9 
5
 Vgl.: Bächle/Lehmann [2010], S. 6 
6
 Vgl.: Bächle/Kolb [2012], S. 124 f 
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Wissensaustausch genannt werden, wie er in vielen Unternehmen 
durch Wikis7 und Blogs8 stattfindet. 
 Unternehmen9: das Unternehmen, das an dem Großteil der E-
Business-Szenarien beteiligt ist, wird vom Englischen Begriff 
Business abgeleitet und mit dem Buchstaben B abgekürzt. 
 Öffentliche Verwaltung: unter diesen Begriff fallen alle administrativen 
Einrichtungen des öffentlichen Sektors, inklusive der Legislative, 
Exekutive, Jurisdiktion und öffentlichen Unternehmen.10 Durch die 
meist verwaltenden Aufgaben dieser Einrichtungen, wird dieser 
Bereich oft unter dem Begriff Administration zusammengefasst und 
mit dem Buchstaben A abgekürzt.11 Da diese Einrichtungen stets an 
die Vorgaben der Regierung gebunden sind und diese teilweise auch 
vertreten, also teils unmittelbar, teils mittelbar mit der Regierung 
verbunden sind, wird in solchen Fällen statt Administration auch der 
englische Begriff Government (zu Deutsch: Regierung) genutzt und 
dies dementsprechend mit dem Buchstaben G abgekürzt.12 
 Nicht-regierungs- und gemeinnützige Organisationen13: da diese 
Einrichtungen nicht als Unternehmen agieren und daher nicht in die 
oben genannte Kategorie fallen, werden hier alle Organisationen 
zusammen gefasst, die nicht der öffentlichen Verwaltung angehören 
und / oder nicht Profitabilität als Unternehmensziel haben. Von den 
englischen Begriffen für solche Einrichtungen – Non-Governmental 
und Non-Profit Organizations – und den damit einhergehenden 
Abkürzungen NGO und NPO wird dieser Bereich zusammenfassend 
durch den Buchstaben N abgekürzt. 
Neben diesen fünf Ebenen der E-Business-Akteure, gibt es in der Literatur 
noch weitere Kombinationen. Diese sind teilweise nicht disjunkt einer der oben 
genannten Kategorie zuzuordnen, sie sollen hier jedoch genannt werden 
sollen, um mögliche Missdeutungen zu vermeiden. 
                                               
7
 Siehe Glossar 
8
 Siehe Glossar 
9
 Vgl.: Opuchlik [2005], S. 26 ff 
10
 Vgl.: Ott [2010], S. 10 
11
 Vgl. u.a.: Opuchlik [2005], S. 26 
12
 Vgl. u.a.: Archer [2010], S. 109 f 
13
 Vgl.: Schneider [2011], S. 19 
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 Bildung14: Anbieter und Nachfrager von E-Learning15-Angeboten sind 
Teil eines E-Business-Szenarios, z. Bsp. ist eine web-basierte und 
vom Unternehmen initiierte Weiterbildung für die Mitarbeiter ein B2E-
Szenario, ein Bildungsangebot einer Firma, das eine Privatperson für 
die autodidaktische Weiterbildung nutzt, ein B2C-Szenario. Um diese 
speziell dem E-Learning zugeordneten Szenarien abzugrenzen, wird 
dieser Bereich teils durch den englischen Begriff Education (zu 
Deutsch: (Aus-) Bildung) zusammengefasst und mit dem Buchstaben 
E abgekürzt. Ein E2C-Szenario wäre somit das Angebot einer 
Weiterbildungsstätte an einen Endkunden – oben als B2C-Szenario 
beschrieben. Wegen der identischen Abkürzung mit dem Bereich 
Mitarbeiter / Employee (siehe oben) und der damit einhergehenden 
Gefahr von Fehlinterpretationen soll angemerkt sein, dass der 
Bereich Bildung ausdrücklich nicht in der vorliegenden Arbeit 
beschrieben wird. 
 Netzwerke16: schließen sich Unternehmen zu einem Netzwerk 
zusammen, um bspw. den Handel voran zu treiben und gibt es eine 
zentrale Verwaltung dieser Netzwerk-Daten, so wird die 
Kommunikation zwischen den Unternehmen und dem Netzwerk als 
Business-to-Network-Szenario bezeichnet, kurz B2N. Betrachtet man 
den Prozess jedoch als Ganzes, so ist dieses Szenario letztendlich 
eine B2B-Kommunikation. Aus diesem Grund, und natürlich der 
Verwechslung der Kommunikation von Unternehmen mit NPOs und 
NGOs (siehe oben), wird dieses Szenario ebenfalls explizit nicht in 
dieser Arbeit behandelt. 
 Gesellschaft17: im Bereich E-Government werden bei der 
Kommunikation zwischen öffentlicher Verwaltung und Bürgern, 
Unternehmen und NPOs/NGOs die drei zuletzt genannten 
zusammengefasst und durch den englischen Begriff Public (zu 
Deutsch: Öffentlichkeit, Gesellschaft) beschrieben, abgekürzt durch 
den Buchstaben P. Somit wird durch eine A2P-Kommnunikation auf 
kommunaler Ebene, bzw. einer G2P-Kommunikation auf Regierungs-
Ebene die gesamte Kommunikation zwischen der öffentlich-
administrativen Seite und den nicht regierungs-bezogenen Akteuren 
                                               
14
 Vgl.: Raisinghani [2002], S. 74 f, 85 f 
15
 Siehe Glossar 
16
 Vgl.: Umar [2003], S. 1–4 
17
 Vgl.: Rust/Kennan [2002], S. 5 
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zusammengefasst. In dieser Ausarbeitung wird sich jedoch stets auf 
die konkrete Ausprägung bezogen und diese Generalisierung nicht 
verwendet. 
Aus den fünf in dieser Arbeit behandelten Ebenen der Akteure im E-
Business lassen sich 22 Kombinationen ableiten, wobei teils die Verbindungen 
bidirektional sind, es also Kombinationen gibt, bei denen beide Seiten der 
Kommunikationspartner sowohl Anbieter von Dienstleistungen oder 
Informationen, als auch gleichzeitig Abnehmer solcher Services des 
Kommunikationspartners sind. Die folgende Abbildung zeigt die möglichen 
Kombinationen. Für ein besseres Verständnis ist jeweils ein entsprechendes 
Beispiel für das konkrete Szenario angegeben und diese teils noch einmal 
konkretisiert.18 
Die öffentliche Verwaltung wird hier durch den Buchstaben A für 
Administration abgekürzt – analog hierzu kann jedoch auch der Buchstabe G 
für Government (Regierung) verwendet werden. Starke Überschneidungen bei 
den beschriebenen Szenarien sind durch einen unidirektionalen Pfeil in 
hellblauer Farbe vom speziellen zum generellen Szenario gekennzeichnet. 
Eine starke Überschneidung liegt vor, wenn das spezielle Szenario, das in der 
Konstellation X2Y vorliegt, stets auch als ein generelles Szenario der 
Konstellation Z2Y zu betrachten ist – die genannten Beispiele der jeweils 
generellen Szenarien sind dabei nicht zwangsweise relevant. 
Die unidirektionalen Pfeile in Orange heben die Tatsache hervor, dass in 
Szenarien in denen Leistungen durch eine NGO / NPO bezogen werden, 
diese in einem solchen Fall generell als Unternehmen behandelt und somit 
unter dem entsprechenden X2B-Szenario subsummiert werden können, auch 
wenn in einigen Szenarien ggf. andere Gesetze wirksam sein können. 
Zusätzlich ist anzumerken, dass in allen Fällen Überschneidungen zwischen 
den zwei Konstellations-Varianten mit gleichen Teilnehmern, also X2Y und 
Y2X, vorhanden sind. Dies ist für einen ersten Überblick nicht relevant, daher 
ist dieser Umstand hier nicht gesondert gekennzeichnet. Ist es in den 
folgenden Kapiteln für das Verständnis notwendig, wird darauf noch einmal 
konkret eingegangen. 
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 Zusammengetragen aus: Anumba/Ruikar [2008], S. 7 ff; Bächle/Kolb [2012], S. 
124 f; Bächle/Lehmann [2010], S. 8 ff; Grefen [2010], S. 16 ff; KBA [2013] [URL]; 
Rahim et al [2011], S. 277 ff; Shelly/Campbell [2012], S. 410 f 
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Abbildung 1: Matrix der E-Business-Akteure 
 
Szenarien zwischen Mitarbeitern (Employee) und NGOs/NPOs gibt es nicht, 
in diesen Fällen handelt entweder der Mitarbeiter für das Unternehmen oder 
als Privatperson. 
Die einzelnen Kombinationen werden im konkreten Einsatzszenario – E-
Commerce, E-Procurement etc. – in den folgenden Kapiteln näher 
beschrieben. 
1.1.2 Ziele & Nutzen 
Ziele sind definiert als Sollzustände bestimmter Aspekte, die mit dem 
aktuellen Ist-Zustand verglichen werde können, um so aus der Differenz der 
beiden Werte Maßnahmen zur Zielerreichung festlegen zu können.19 Wie in 
allen Bereichen, so leiten sich die Ziele auch im E-Business stets von den 
Unternehmenszielen ab. Daher können an dieser Stelle nur die Ziele 
aufgezeigt werden, die allgemein und in den meisten E-Business-Szenarien 
gelten. 
Diese sollen anhand einer allgemeingültigen Balanced Scorecard nach 
Kaplan und Norton verdeutlicht werden. Die Balanced Scorecard ist ein 
Werkzeug, mit dessen Hilfe Unternehmen von einer definierten Vision zu 
konkreten Strategien in verschiedenen Fokusbereichen kommen können, aus 
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 Vgl.: Maier et al [2013] [URL] 
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denen sich letztendlich konkrete Maßnahmen ableiten lassen.20 Der Vorteil der 
BSC ist, dass sich Beziehungen zwischen den Teilzielen herstellen lassen und 
sich somit ein Gesamtbild der Unternehmensstrategie abbilden lässt. 
Eine generische Vision auf den E-Business-Bereich bezogen könnte 
beispielsweise lauten „Bekanntester Anbieter“ oder „Anbieter mit den 
zufriedensten Kunden“, wobei hier der Begriff Anbieter auf Unternehmen als 
auch auf öffentliche Einrichtungen und der Begriff Kunde sowohl auf 
Verbraucher als auch auf Unternehmen transferiert werden kann. 
Aus dieser Vision lassen sich nun Strategien für die verschiedenen Teilziele 
ableiten, wobei sich an dieser Stelle an den Zielen der von Kaplan und Norton 
vorgeschlagenen Perspektiven orientiert wird. 
1.1.2.1 Finanzielle Perspektive 
Durch den Einsatz eines E-Business-Systems können Unternehmen und 
öffentliche Einrichtungen die Effizienz der Prozesse steigern und somit die 
Transaktionskosten senken. Diese Kosten entstehen von der ersten 
Kontaktaufnahme des Kunden bis hin zur Kundenbetreuung nach Abschluss 
einer Transaktion. An dieser Stelle wird vorgegriffen und der Prozess 
angelehnt an den E-Commerce-Bereich in vier Phasen aufgeteilt21: 
 Informationsphase: in dieser Phase nimmt der Kunde Kontakt zum 
Unternehmen oder der öffentlichen Einrichtung auf, mit dem Ziel 
Informationen über den Anbieter und auch die angebotenen Produkte 
zu erlangen. Durch die Bereitstellung solcher Informationen im 
Internet können Anbieter kostengünstig kurzfristig eine große Menge 
von Kunden erreichen. Die Aufbereitung der Informationen kann 
dabei variieren, von einem eigenen Internetauftritt, über einen 
angeschlossenen Web-Shop, bis hin zur Präsenz auf einer bereits 
vorhandenen Plattform22 wie bspw. einem elektronischen Marktplatz23 
im kommerziellen Bereich. Abgesehen von der Aktualisierung der 
Inhalte, ist einzig bei einem individuellen Informationsbedarf auf 
Kundenseite eine Interaktion durch den Anbieter von Nöten. Dennoch 
darf diese erste Kontaktaufnahme in ihrer Wichtigkeit nicht 
unterschätzt werden, da ein mangelhaftes Informationsangebot zu 
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 Vgl.: Friedag/Schmidt [2011], S. 17 ff 
21
 Vgl.: Gebauer/Scharl [2003], S. 149 ff 
22
 Vgl.: Bächle/Lehmann [2010], S. 85 f 
23
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einem Abbruch der Transaktion schon in der ersten Phase und somit 
zu unzufriedenen Kunden führen kann.24 
 Vereinbarungsphase: zu diesem Zeitpunkt hat sich der Kunde bereits 
für einen Anbieter entschieden und es geht nun darum eine Einigung 
bezüglich der Vertragsbedingungen zu erreichen. Durch einen Web-
Shop oder ein ähnliches Werkzeug kann dies ohne jegliche 
Interaktion des Anbieters geschehen. Der Kunde kann die 
geforderten Informationen in einem normierten Formular angeben, 
welche anschließend an das System des Anbieters übertragen 
werden. Die rechtlichen Einzelheiten werden über allgemeine 
Geschäftsbedingungen und Belehrungen geregelt, die dem Kunden 
digital zur Verfügung gestellt werden und dessen Zurkenntnissnahme 
er aktiv bestätigen muss. Durch dieses Vorgehen kann zu jeder Zeit 
eine Großzahl von Kunden mit dem Unternehmen in Kontakt treten, 
ohne dass eine Aktivität durch den Anbieter erforderlich ist. 
Insbesondere trifft dies zu, wenn es innerhalb der 
Vereinbarungsphase keine weiteren Verhandlungen bezüglich der 
Vertragsbedingungen gibt. Kommt es in Ausnahmefällen zu einer 
Verhandlung ist eine entsprechende Interaktion des Anbieters 
notwendig, eine automatisierte Abwicklung durch einen Agenten ist 
aktuell noch nicht Standard.25 
 Abwicklungsphase: nach der Vereinbarung geht es nun für den 
Anbieter darum die geforderte Leistung dem Kunden zukommen zu 
lassen. Dies geschieht in den meisten Fällen durch das Verpacken 
und Versenden der Ware durch einen Logistikdienstleister, insofern 
ist hier nur ein geringes Sparpotential möglich – die Kosten können 
allein durch Skaleneffekte auf Seiten des Dienstleisters gesenkt 
werden, die übrigen Kosten werden meist an den Kunden weiter 
gegeben.26 Anders hingegen ist es bei digitalen Produkten: dabei 
schließt sich die Abwicklungsphase unmittelbar an die 
Vereinbarungsphase an und der Kunde kann das angeforderte 
Produkt über das Internet herunterladen, bspw. ein Softwarepaket. 
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 Vgl.: Peters [2004], S. 12 
25
 Vgl.: Landwehr et al [2003], S .64 ff 
26
 Vgl.: Hienerth [2010], S. 50 f; die Kosten für das Retouren-Management werden 
an dieser Stelle nicht aufgeführt, da sie nicht Teil der finanziellen Ziele des E-Business 
sind; diese müssen jedoch bei der Gesamtkostenbetrachtung der Abwicklungsphase 
beachtet werden 
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Der Kunde wiederum muss ebenfalls die vertraglich vereinbarte 
Leistung erbringen, indem er den vereinbarten Preis an den Anbieter 
übermittelt, meist per E-Payment27 als Kreditkartenzahlung oder über 
virtuelle Konten mit Treuhandschutz wie bspw. PayPal. Der 
elektronische Bezahlvorgang beschleunigt dabei die 
Abwicklungsphase insgesamt. 
 After-Sales-Phase: meist wird der Kunde bei der 
Transaktionsabwicklung aufgefordert ein Kundenkonto anzulegen. 
Durch die Angabe und Speicherung der Daten kann der Kunde auch 
nach dem Verkauf durch den Anbieter kontaktiert werden und somit 
die Bindung des Kunden an den Anbieter vergrößert werden (alias 
Customer Relationship Management, CRM).28 Des Weiteren bieten 
die gesammelten Daten aus den vorherigen Phasen – teils auch 
unabhängig von den konkreten Kundendaten – für den Anbieter die 
Möglichkeit zu Auswertungen in einem Customer Data Warehouse, 
die ihm einen Vorteil bei weiteren Transaktionen bieten können. Als 
Beispiel soll hier das automatisierte Cross-Selling genannt werden.29 
Durch das Wissen, welche Produkte Kunden gemeinsam gekauft 
haben, können diese anderen Kunden gezielt beim Kauf eines der 
Produkte angeboten werden. Dieses Prinzip funktioniert nicht nur 
beim Verkauf von Produkten im Rahmen des E-Commerce oder E-
Procurement, sondern auch beim Angebot von E-Government-
Dienstleistungen. 
Durch diese Auswertungen und den damit verbunden automatisierten 
Prozess kann der Anbieter die Kundenzufriedenheit erhöhen und 
somit einen erhöhten Umsatz erzielen. 
1.1.2.2 Interne Geschäftsprozessperspektive 
Durch E-Business können Unternehmen und öffentliche Einrichtungen ihre 
Prozesse vereinfachen und standardisieren. Durch einen schnelleren 
Durchlauf der Transaktionen kann sich der Anbieter auf seine 
Kernkompetenzen konzentrieren. Außerdem können die benötigten 
Ressourcen beim Durchlauf einer Transaktion reduziert werden; hier zeigt sich 
die Zielbeziehung zu der finanziellen Perspektive. Dieser Aspekt stellt eine 
besondere Herausforderung in solchen Unternehmungen dar, die bereits 
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 Vgl.: Kollmann [2011], S. 414 
29
 Vgl.: Kollmann [2011], S. 273 f 
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lange Zeit mit den aktuellen Strukturen und Prozessen arbeiten, bei denen es 
eine sehr niedrige Fluktuation gibt und in denen die Hierarchieebene 
besonders tief ist. In vielen Fällen trifft dies auf Einrichtungen der öffentlichen 
Verwaltung zu30 – und teils natürlich auch auf Unternehmen. In solchen Fällen 
bedarf es einem besonderen Vorgehen, um diese starren Strukturen 
aufzubrechen und neue Verfahrensweisen erfolgreich zu implementieren; auf 
diesen Aspekt wird speziell in Kapitel 3.2 eingegangen. 
1.1.2.3 Kundenperspektive 
Die Kundenperspektive zeigt Ziele auf, die die Beziehung zu den Kunden 
positiv beeinflussen sollen. Aus den bereits beschriebenen Vorteilen für den 
Anbieter eines E-Business-Systems folgen auch für die Kunden positive 
Veränderungen. Durch die schnellere Durchlaufzeit von Transaktionen kann 
der Kunde selbst Zeit und Geld sparen. Durch die Anbindung an das Internet 
hat er zusätzlich jederzeit Zugriff auf das Angebotsportfolio des Anbieters und 
ist nicht an Öffnungszeiten gebunden. Der gesamte Prozess gestaltet sich 
somit für den Kunden wesentlich flexibler. 
Durch die oben genannten Auswertungsmöglichkeiten ist der Service, den 
der Kunde durch den Anbieter wahrnimmt zusätzlich verbessert. 
Voraussetzung hierfür ist natürlich ein vorhandenes Vertrauen des Kunden in 
die Datensicherheit des Anbieters.31 Dieses Vertrauen wurde in der 
Vergangenheit immer wieder erschüttert, so dass sich hier ein großes 
Risikopotential für den Anbieter zeigt, er muss konkrete Maßnahmen 
entwickeln, um das Vertrauen seiner Kunden zu gewinnen und zu halten. 
Denn die Datensicherheit eines Anbieters rückt immer nur dann in den Fokus 
der Öffentlichkeit, wenn sie fehlerhaft ist. Wegen der daraus folgenden großen 
Relevanz dieses Themas wird darauf gesondert in Kapitel 3.3 eingegangen. 
Angemerkt sei an dieser Stelle noch, dass bei der Betrachtung der E-
Business-Ziele mit Hilfe einer BSC die Kundenperspektive oft um Sub-
Perspektiven erweitert wird. Plant et al [2003] etwa verfeinern die 
Kundensicht der Ziele auf die vier Unterperspektiven Marke, Service, Markt 
und Technologie aus denen sich wiederum eine abgeleitete Sub-BSC ergibt.32 
Da sich die vorliegende Arbeit auf das E-Government konzentriert, wird auf 
solche Sub-Perspektiven jedoch nicht näher eingegangen. 
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 Vgl.: Hagen [2009], S. 234 f 
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 Vgl.: Pochstein [2002], S. 50 
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 Vgl.: Lindermann et al [2012], S. 1801 
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1.1.2.4 Innovations- & Entwicklungsperspektive 
Wie bereits erwähnt, sind E-Business-Systeme laut Definition nicht nur für 
die Prozesse mit externen Geschäftspartnern, sondern auch für interne 
Abläufe sinnvoll einzusetzen. So kann ein E-Business-System, dass die 
Prozesse innerhalb des Unternehmens oder der öffentlichen Einrichtung 
steuert auch die Wahrnehmung der Mitarbeiter für Optimierungspotential 
fördern. Ebenso steigert es die Möglichkeiten zum internen Wissensaustausch 
in Form von Wikis oder Blogs und somit die Weiterentwicklung des 
„Intellektuellen Kapitals“.33 Weiter gedacht, kann eine solche Plattform auch 
für Schulungen im Rahmen eines E-Learning genutzt werden. Ziel in diesem 
Bereich ist also eine kontinuierliche Weiterentwicklung der Mitarbeiter und der 
internen Prozesse. Eine weitere Möglichkeit durch den Wissensaustausch 
bietet sich dadurch an, dass Mitarbeiter sich durch die gegebenen 
Ressourcen schneller in verschiedene Themen einfinden können, was einen, 
ggf. vertretungsweisen, Wechsel in andere Abteilung erleichtert, bspw. in 
bestimmten Hochphasen oder bei erhöhtem Krankheitsstand. 
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 Vgl.: Wannewetsch/Nicolai [2004], S. 265 
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1.1.2.5 Generische Ziele & der Transfer auf das E-Government 
Die genannten Ziele sind generischer Natur und können zwar eine 
allgemeine Darstellung der E-Business-Ziele darstellen, treffen jedoch nicht in 
allen E-Business-Szenarien zu. Die folgende Abbildung zeigt die identifizierten 
Ziele noch einmal in einer beispielhaften BSC und deutet dabei auch einige 
Ursache-Wirkungs-Beziehungen an, auf die bereits im oberen Text 
eingegangen wurde. 
 
 
Abbildung 2: E-Business-BSC 
 
Diese generische Balanced Scorecard trifft auf alle Einsatz-Szenarien im E-
Business zu. 
Ergänzend hierzu und speziell für das E-Government hat Haldenwang 
[2002] eine Zielpyramide entwickelt, welche die vier Dimensionen der BSC 
auf drei Zielrichtungen reduziert: Effizienz, Zugänglichkeit und Verbesserung 
und Erweiterung des Leistungsangebots.34  
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 Vgl.: Haldenwang [2002], S. 10 
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Abbildung 3: Das Zieldreieck des E-Governments nach Haldenwang [2002] 
 
Betrachtet man die Zielpyramide und die BSC parallel, so lässt sich eine 
Überschneidung der beiden Konzepte erkennen. 
 Die Erhöhung der Effizienz der öffentlichen Verwaltung zeigt sich in der 
BSC sowohl in den finanziellen Zielen durch Reduktion der 
Transaktionskosten als auch in der internen 
Geschäftsprozessperspektive durch die Verringerung der 
durchschnittlichen Durchlaufzeiten der Transaktionen.  
 Durch die Betrachtung der Kundenperspektive und die sich daraus 
ableitenden Strategien zur Kundengewinnung und -bindung wird im 
E-Government-Bereich die Zugänglichkeit politischer Prozesse 
gesteigert. 
 Das Leistungsangebot der öffentlichen Verwaltung wird durch die 
Umstrukturierung der Organisation und der Prozesse (Interne 
Geschäftsprozessperspektive) verbessert, ebenso wie durch neue 
Technologien, die sich aus den abgeleiteten Maßnahmen der Ziele 
sowohl der Innovations-, als auch der Kundenperspektive ergeben. 
Die primären Ziele des E-Government lassen sich somit auf die drei Aspekte 
reduzieren, von denen der zweite rein für A2C-Szenarien gilt: 
1. Effizienz der Prozesse (Reduktion der Kosten und Durchlaufzeiten), 
2. Stärkere Einbindung der Bürger in politische Prozesse, 
3. Erweiterung des Angebots von elektronischen Leistungen. 
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1.1.3 E-Business-Bezugsrahmen & Abgrenzung der 
E-Begriffe 
Das Internet hat unser Zusammenleben revolutioniert – dabei hatte es nicht 
nur einen großen Einfluss auf unser privates Leben, sondern auch auf die 
weltweite Ökonomie. Obwohl der erste Prototyp des Internets, das ARPA35-
Net bereits Ende der 1960er-Jahre entstanden ist, so ist die rasante 
Entwicklung dieser Technologie erst zu Beginn der 1990er-Jahre gestartet. 
Der darauf folgende Wandel in der Gesellschaft wird oft auch als 5. 
Kondratjew-Zyklus beschrieben,36 also ein neuer Zyklus der 
Wirtschaftsentwicklung der mit der Wachstumsphase durch die neue 
Informationstechnologie beginnt. Durch die verhältnismäßig günstige 
Technologie entstand gegen Ende des letzten Jahrtausends eine große 
Menge an neuen Unternehmen. Oft wurde vorausgesagt, dass diese New 
Economy die bisherigen Strukturen und Gesetzmäßigkeiten der Ökonomie 
außer Kraft setzen und diese langfristig ersetzen wird.37 Durch das Platzen der 
Dotcom-Blase38 verschwand zwar ein großer Teil dieser neuen Unternehmen, 
dennoch ist die prophezeite Reformation der Wirtschaftsverhältnisse nicht 
ausgeblieben und so stammen im Februar 2013 von den zehn reichsten 
Unternehmen der Welt die Hälfte aus dem Bereich der 
Informationstechnologie39; Marken wir Google, Apple und Facebook zählen in 
diesen Tagen zu den bekanntesten Vertretern der Branche. 
E-Business bildet einen großen Teil und den zentralen Kern der heutigen 
Internetökonomie, welche wiederum durch den großen Anteil an 
Dienstleistungen und digitalen Produkten die Quote der primären und 
sekundären Bereiche der klassischen Ökonomie verringert hat. Wie oben 
beschrieben, sind dabei jeweils zwei Akteure beteiligt, die in einem definierten 
Szenario Informationen austauschen, Transaktionen abwickeln oder 
kommunizieren. 
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 Advanced Research Project Agency, eine Sektion des US-
Verteidigungsministeriums 
36
 Vgl.: Clement/Schreiber [2010], S. 1 f 
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38
 Siehe Glossar 
39
 Vgl.: Wirtschaftswoche [2013] [URL] 
27 
 
 
Abbildung 4: Zusammenhang zwischen Ökonomie, Internet-Ökonomie und E-
Business
40
 
 
Die konkreten Ausprägungen dieser Szenarien sind dabei sehr 
unterschiedlich, lassen sich jedoch meist einer der im Folgenden 
beschriebenen Kategorien zuordnen. Natürlich gibt es – wie bei der 
Zuordnung eines Szenarios innerhalb der Akteurs-Matrix – auch hier nicht 
immer überschneidungsfreie Abgrenzungen. 
1.1.3.1 E-Commerce 
Dieser Begriff ist wohl von allen E-Begriffen der am weitesten verbreitete. 
Dennoch gehen auch hier, genauso wie beim E-Business allgemein, die 
Definitionen teils weit auseinander. In manchen Bereichen, wird E-Commerce 
allein mit einem Web-Shop gleichgestellt, in anderen ist die Definition 
wesentlich umfangreicher indem ein E-Commerce-System auch eine 
Auftragsannahme mit Möglichkeiten zur Verfolgung von Sendungen und ein 
ausgereiftes Konzept bezüglich des Kundenservices mit einer zentralen 
Ansprechstelle umfasst41.  
Tatsächlich ist E-Commerce mehr als das Anbieten und Verkaufen von 
Waren und Dienstleistungen auf elektronischem Wege. Es umfasst ebenso 
Aspekte der Kommunikation zwischen den Geschäftspartnern, elektronischem 
Datenaustausch und der Umsetzung von Finanztransaktionen – und somit die 
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 Angelehnt an: Opuchlik [2005], S. 23 
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 Auch: Single Point of Contact (SPoC) 
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vier Phasen des in Abschnitt 1.1.2.1 beschriebenen E-Commerce-Prozesses 
mit Informations-, Vereinbarungs-, Abwicklungs- und After-Sales-Phase unter 
Einsatzes des Internets.42 Diese prozessorientierte Definition soll an dieser 
Stelle genügen, denn wie es Kalakota [1997] sehr passend 
zusammengefasst hat: „abhängig davon, wen man fragt, hat E-Commerce 
verschiedene Definitionen“ – diese sind zwar alle korrekt, man muss jedoch 
die verschiedenen Perspektiven bei der Definition von E-Commerce 
beachten.43 
Dabei kann das E-Commerce verschiedene Formen annehmen und nach 
zwei Ausprägungen unterschieden werden: dem Kommunikationspartner und 
der Kommunikationsplattform. Als Kommunikationspartner sind Kunden 
(Customer), andere Unternehmen (Business) und NGOs/NPOs, sowie die 
öffentliche Verwaltungen (Administration) zu unterscheiden. Bei B2C-
Szenarien kann der Kunde über den Kommunikationskanal Internet mit dem 
Unternehmen in Verbindung treten, Informationen finden und Bestellungen 
aufgeben. Als Kommunikationsplattform kann hier eine unternehmenseigener 
Internet-Auftritt mit angeschlossenem Web-Shop dienen oder aber auch ein 
allgemeiner Marktplatz, auf dem sich das Unternehmen präsentieren kann.  
Der Vorteil für den Kunden bei der Marktplatz-Plattform ist, dass er schnell 
die Produkte verschiedener Unternehmen miteinander vergleichen kann. B2B-
Szenarien finden ebenfalls häufig auf elektronischen Marktplätzen statt, 
wodurch sich zunächst für den Anbieter der Vorteil einer höheren Anzahl 
potentieller Kunden durch eine erhöhte Präsenz ergibt und des Weiteren für 
den Käufer der Vorteil der besseren Vergleichbarkeit. 
Als letztes ist hier noch der Verkauf von Waren und Dienstleistungen an 
öffentliche Einrichtungen und NGOs/NPOs zu nennen (B2A / B2N). Hierbei ist 
jedoch kein Unterschied zu B2B-Szenarien zu erkennen, daher gelten die 
oben gemachten Angaben auch hier. 
1.1.3.2 E-Procurement 
Das E-Procurement ist eine Unterart des E-Commerce, wobei es hier 
ausschließlich um Beschaffungsprozesse, meist von C-Teilen geht, die einen 
geringen Warenwert aber eine hohe Beschaffungsfrequenz haben, etwa für 
Instandhaltung, Wartung und Betrieb (s. g. MRO44-Teile).45 Da diese meist nur 
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 Vgl.: Zhou [2004], S. 56 f 
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 Vgl.: Kalakota [1997], S. 3 
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in Unternehmen und großen Verwaltungseinrichtungen zu finden sind, folgt 
daraus, dass hierbei nur B2B- und B2A-Szenarien von Relevanz sind. Durch 
einen automatisierten Beschaffungsprozess bei dem durch das System selbst 
Bestellungen generiert wird, wenn ein bestimmter Meldebestand im Lager 
unterschritten wird können Unternehmen und öffentliche Verwaltungen 
enormen Anteil der Transaktionskosten im Beschaffungsprozess reduzieren. 
Zwei repräsentative Studien benennen einen Wert von etwa 25 Prozent, 
wobei die erste Studie aus dem Jahr 200246 stammt, also den ersten Jahren 
des E-Procurements, in der die Kostenreduktion noch zu einem großen Teil 
auf Schätzungen beruht hat; die zweite Studie aus dem Jahr 201347 konnte 
diesen Wert jedoch bestätigen. 
Bei E-Procurement können ebenso wie beim E-Commerce elektronische 
Marktplätze implementiert werden, bzw. die Unternehmen können sich an 
bereits bestehende Marktplätze anschließen. Dabei wird zwischen offenen 
und geschlossenen Marktplätzen unterschieden. Letztere sind nur für einen 
bestimmten Teilnehmerkreis zugreifbar und dienen meist dazu bereits 
bestehende Handelsbeziehungen zu vereinfachen. Im Gegensatz dazu gibt es 
bei offenen Marktplätzen keine Restriktionen bezüglich des 
Teilnehmerkreises. Daher sind diese besonders geeignet, um neue 
Lieferbeziehungen zu generieren.48 Für solche Marktplätze werden meist 
Kataloge entwickelt, in denen die angeschlossenen Lieferanten ihre Produkte 
anbieten. Bei solchen Lösungen kann auf bereits bestehende Standards 
zurückgegriffen werden (wie bspw. dem XML-Katalog-Format BMECat), 
welches die schnelle Einführung einer solchen Lösung unterstützt. 
Klassifiziert werden können E-Procurement-Lösungen neben dem 
Teilnehmerkreis auf unterschiedliche Arten. Ein Ansatz ist die Unterscheidung 
nach Ausprägung der Technologienutzung und Integration der 
Transaktionspartner nach Strub [1998]49: 
o Sharing: hierbei werden über das Netzwerk nur Informationen präsentiert 
und durchsucht, bspw. um Angebote einer Firma über das Internet während 
der Anbahnungsphase zu suchen; 
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 Vgl.: Nekolar [2003], S. 6 f 
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 Vgl.: Pfriemer [2002] [URL], Paul [2002] [URL] 
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 Vgl.: Bogaschewsky [2013] 
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 Vgl.: Glückstein [2011], S. 19 
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o Application: das Unternehmen nutzt elektronische Kataloge, um seine 
Produkte über das Netzwerk zu präsentieren und beteiligt sich mit Hilfe dieser 
Technologie an bereits bestehenden elektronischen Marktplätzen; 
o Collaboration: eine echte Integration mit dem System des oder der 
Transaktionspartner ist vorhanden und der Großteil des Prozesses kann 
automatisiert ablaufen. 
Andere Klassifizierungsmöglichkeiten sind bspw. nach Marktmechanismus 
(Katalog, Börse, Auktionen o. ä.), Kaufbeziehung (Käufer- oder Verkäufer-
Monopol, bzw. Oligopol)50 oder Marktausrichtung (horizontal ohne 
Fokussierung auf eine bestimmte Branche oder vertikal mit Lieferanten und 
Käufern ein und derselben Branche als Zielgruppe)51. 
1.1.3.3 E-Government 
Beim E-Government werden die Ansätze des Unternehmens-E-Business auf 
die öffentliche Verwaltung übertragen. Bezogen auf E-Commerce und E-
Procurement, welche die elektronische Beschaffung von Ge- und 
Verbrauchsgütern betrifft, agiert die öffentliche Verwaltung wie das 
beschaffende Unternehmen, große Besonderheiten bei der technischen 
Implementierung gibt es generell nicht zu beachten. Organisatorisch gibt es 
insofern einen Unterschied, als dass öffentliche Einrichtungen bestimmte 
Regularien bezüglich der Ausschreibung von Aufträgen beachten müssen52 – 
auf die gesetzlichen Regelungen geht Kapitel 5 später noch umfangreicher 
ein. 
Daneben gibt es noch einen weiteren Teilbereich im E-Government, der 
größer und gleichfalls komplexer ist, nämlich der Transfer der 
Verwaltungsleistungen gegenüber den Bürgern und Unternehmen in das 
Internet. Dadurch sollen zeitliche und räumliche Grenzen, genau wie beim 
gesamten E-Business überwunden werden, um so die Kommunikation und 
Kooperation zwischen Verwaltung, Bürgern und Unternehmen zu 
vereinfachen.53 
Doch nicht nur Bürger und Unternehmen, sondern auch die Verwaltung 
selbst kann von der elektronischen Unterstützung der Prozesse profitieren. So 
wird auch die Kommunikation innerhalb und zwischen den Behörden 
wesentlich effizienter gestaltet, Routine-Tätigkeiten werden reduziert und das 
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Auffinden von Informationen wird durch das elektronische Vorhalten der Daten 
enorm vereinfacht.54 
Beim Informationsaustausch zwischen Verwaltungsorganen kann die 
Kommunikation auf zwei Ebenen stattfinden: auf horizontaler Ebene zwischen 
Gemeinden und den für diese Kommune zuständigen Verwaltungsorgane, 
sowie auf vertikaler Ebene zwischen den Kommunen, Ländern und dem 
Bund.55 Weitere Details und Formen des E-Governments werden in Kapitel 2 
behandelt. 
1.1.3.4 E-Collaboration 
E-Collaboration, übersetzt die elektronische Zusammenarbeit ist zentraler 
Bestandteil aller genannten E-Begriffe, als es den Austausch von 
Informationen und die Zusammenarbeit besonders mit internen 
Geschäftspartner erst ermöglicht. Durch die gegebenen Funktionalitäten 
können sich virtuelle Teams bilden; das bedeutet, dass Kollegen, die 
gemeinsam an einer Aufgabe arbeiten sowohl räumlich als auch zeitlich 
getrennt arbeiten können. Die Mittel hierfür haben Mayrhofer/Back 
[2003] in der E-Collaboration-Pyramide56 gegliedert. 
 
Abbildung 5: E-Collaboration-Pyramide nach Mayrhofer/Back [2003] 
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Auf der untersten Ebene sind Basis-Funktionen zu finden, die in den meisten 
Unternehmen und öffentlichen Einrichtungen zu finden sind, darunter E-Mail, 
Intranet und gemeinsamer Dateizugriff, sowie Dokumentenmanagement. 
Diese sind grundlegend für den Einsatz von E-Collaboration, sind jedoch auch 
Voraussetzung für andere E-Szenarien und zeichnen daher noch kein E-
Collaboration-System aus.  
Auf der darüber liegenden Ebene sind die grundlegenden E-Collaboration-
Funktionen zu finden, die auf den Basis-Funktionen aufsetzen. Diese sind 
notwendig, wenn sich ein Unternehmen aktiv für E-Collaboration entscheidet, 
wie etwa Weblogs, Wikis und Foren. 
Darüber liegen zusätzliche Funktionen die E-Collaboration bieten kann, die 
sich besonders auf die erweiterten Kommunikationsmöglichkeiten 
konzentrieren und somit über den grundlegenden Ansatz hinausgehen. Diese 
sind speziell für große und weltweit agierende Unternehmen geeignet, 
besonders da die Umsetzung der hier genannten Funktionalitäten wie Audio- 
und Videokonferenzen, Besprechungsarchive und Umfragen mit einem 
erhöhten Kostenaufwand verbunden sind. 
Auf der obersten Stufe der Pyramide werden mit Workflowmanagement und 
Branchenbüchern letztlich noch Funktionalitäten aufgezeigt, die zusätzlich 
implementiert werden können, für den erfolgreichen Einsatz von E-
Collaboration jedoch nicht relevant sind.57 
Neben den genannten technischen Voraussetzungen für E-Collaboration 
definieren Light et al [2001] auch weiche Faktoren, die für den 
erfolgreichen Einsatz von E-Collaboration essentiell sind. Darunter fallen 
 ein grundlegendes Vertrauen zwischen allen Beteiligten,  
 ein definiertes gemeinsames Ziel, das allen Beteiligten bekannt und 
von allen akzeptiert ist, 
 ein Bewusstsein aller Beteiligten, dass Interdependenzen existieren 
und ein daraus folgendes Vertrauen auf das gegenseitige Wissen, 
Erfahrungen und Talente, 
 die Verantwortlichkeit aller Beteiligten – individuell als auch 
gemeinsam – für das Ergebnis der Zusammenarbeit. 
Diese Pfeiler für ein erfolgreiches E-Collaboration-System werden durch 
diverse Forschungsergebnisse untermauert, die zeigen, dass Vertrauen ein 
kritischer Erfolgsfaktor für eine effektive Zusammenarbeit ist.58 Dieser spielt 
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nicht nur im Umfeld der operativen E-Collaboration eine große Rolle, sondern 
immer dann, wenn ein Wandlungsprozess stattfindet. Auf das E-Government 
bezogen, zeigt Kapitel 3.2 welche weiteren Herausforderungen das so 
genannte Change Management im Umfeld des E-Governments mit sich bringt 
und wie man sich diesen am besten stellen kann. 
1.1.3.5 E-Participation, E-Voting, E-Election und E-Democracy 
Dieser letzte Abschnitt zum E-Business-Bezugsrahmen beschäftigt sich 
speziell mit Begriffen, die in der Diskussion zum Thema E-Government immer 
wieder auftreten. Daher sollen die Begriffe E-Participation, E-Voting, E-
Election und E-Democracy an dieser Stelle definiert und voneinander 
abgegrenzt werden. 
Das Ziel von E-Participation kann auf granularer Ebene durch das Konzept 
Nomen Est Omen definiert werden. Hier sollen also elektronische 
Informations- und Kommunikationstechnologien genutzt werden, um die 
Beteiligung der Bürger an der Politik ihrer Gesellschaft zu erweitern. Dazu 
muss zunächst das Interesse der Bürger an der Politik (wieder) geweckt 
werden, was durch Plattformen geschehen soll, die einen Austausch über 
aktuelle politische Themen sowohl zwischen den Bürgern, als auch mit den 
von ihnen gewählten Politikern ermöglichen.59 Durch die erhöhte 
Aufmerksamkeit, die durch E-Participation auf das politische Geschehen 
gelenkt wird, soll jedoch nicht allein die Beteiligung von Bürgern an 
Entscheidungen ausgeweitet werden; es dient weiterhin dazu, den Prozess 
der Entscheidungsfindung innerhalb der Politik transparenter zu gestalten. 
Durch die erweiterten Möglichkeiten Informationen zu finden und 
Überlegungen zu diskutieren, soll auch nicht zuletzt der Prozess der 
Meinungsbildung der Bürger qualitativ verbessert werden.60 Wie in Kapitel 6 
zu sehen ist, ist der deutsche Staat in diesem Bereich schon seit geraumer 
Zeit tätig, um durch eine gesellschaftliche Beteiligung an der Politik in 
Deutschland der Politikverdrossenheit entgegen zu wirken. 
Bürger, die sich an der Politik beteiligen wollen, nutzen die Gelegenheiten 
um Entscheidungen mitzugestalten und gehen wählen. In Zeiten der 
Internettechnologie ist es nicht verwunderlich, dass es Bestrebungen gibt, 
auch diesen Bereich elektronisch und teils über das Internet abzubilden. 
Dieses Vorgehen wird oft unter dem Begriff E-Voting zusammengefasst. 
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Nach der Definition von Volkamer [2009] ist E-Voting jede Art der Wahl, 
bei der mindestens zu einem Zeitpunkt die individuellen Wahlergebnisse in 
elektronischer Form vorliegen und aus diesen das Ergebnis der Wahl 
berechnet wird.61 Diese Definition umfasst somit sämtliche Entscheidungen, 
bei denen Bürger ein Recht zur Mitbestimmung haben. In anderen Quellen 
hingegen wird neben dem E-Voting zusätzlich noch das Verfahren der E-
Election unterschieden. Dabei ist das Objekt der Wahl der entscheidende 
Faktor62: in E-Votings wird eine Stimme bezüglich Sachthemen komplexer 
Natur abgegeben, es handelt sich somit eher um eine Abstimmung, als um 
eine Wahl. Im Unterschied dazu wird bei der E-Election ein Mandatsträger für 
ein bestimmte Themen- oder Aufgabengebiet gewählt – es handelt sich 
hierbei also definitionsmäßig tatsächlich um eine Wahl. Es ist also zu 
erkennen, dass der Kontext, in dem die Begriffe des E-Governments genutzt 
werden entscheidend für deren Bedeutung sein kann. 
Solche Unterschiede in der Definition zeigen sich auch beim letzten Begriff, 
der hier kurz beschrieben werden soll. Denn auch für E-Democracy 
unterscheiden sich die Definitionen teils in sehr großem Maß und 
überschneiden sich mit den bereits behandelten Themenbereichen. 
Margolis/Moreno-Riaño [2009] nennen einen nachvollziehbarer Grund 
für diese unterschiedlichen Begriffsdefinitionen, in dem sie Giovanni Sartori’s 
Aussagen aus dem Jahr 1987 heranziehen. Dieser proklamierte, dass – auch 
wenn die Bürger zwar das Konzept der Demokratie unterstützen – sie doch 
nicht mehr verstehen, was sie überhaupt bedeutet; er fasste dies unter dem 
Begriff confused democracy zusammen.63 Dieser Verwirrung zeigt sich heute 
auch bei der Definition des Begriffes E-Democracy. 
In einigen Quellen ähnelt das Konzept E-Democracy sehr dem bereits oben 
beschriebenen E-Participation, es wird definiert als eine Initiative der 
Regierung, mit dem Ziel durch die Nutzung von ITK die Beteiligung der Bürger 
an politischen Entscheidungen und der vorgelagerten Entscheidungsfindung 
auszubauen. Dabei soll der Fokus weg von der reinen 
Informationsübermittlung, hin zur Initiierung der Bürgerbeteiligung gelenkt 
werden – ein erster Hinweis auf den Unterschied zu E-Participation. Ebenso 
sind Transaktionen und Verwaltungstätigkeiten ausgeschlossen, was den 
Unterschied zum E-Government deutlich macht.64 
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In Kearns et al [2002] werden bei E-Democracy bürger-zentrierte 
demokratische Prozesse durch ITK unterstützt, die neben den E-Participation-
Aktivitäten auch Technologien und Methoden der E-Election und des E-
Votings beinhalten, wie etwa die Wahl eines Mandatsträgers oder die 
Abstimmung über sachorientierte Entscheidungen.65 Neben dem 
beschriebenen Austausch der Bürger über das Internet soll jedoch durch E-
Democracy auch das Bilden von Gruppierungen unterstützt werden, die sich 
außerhalb der digitalen Sphären für die Demokratie engagieren.66 
Dieser Ansatz wird in der Definition der Hansard Society noch erweitert. 
Nach dieser beschreibt E-Democracy einen Zustand innerhalb der 
Gesellschaft, bei dem sich eine Vielzahl von kleinen Gruppierungen und 
Projekten bilden, in denen Ideen und Meinungen ausgetauscht und Lösungen 
diskutiert werden können. Dabei sind einzelne Bürger in verschiedenen 
Projekten tätig, die jeweils ein spezielles Themengebiet behandeln. Des 
Weiteren sind die Projekte kurzlebig und dynamisch, was bedeutet dass 
Projekte zu Themen, die nicht mehr relevant sind beendet werden und hierfür 
neue entstehen, so dass zu jeder Zeit Entscheidungen zu den aktuell 
wichtigen gesellschaftlichen Themen getroffen werden können.67 
Diese Definition scheint selbst in der heutigen Informations- und 
Wissensgesellschaft sehr revolutionär, wenn nicht sogar illusorisch. Die 
Definition der 8th European Conference on E-Government (ECEG) ist daher 
eher umsetzungsorientiert formuliert: hier ist E-Democracy zunächst simpel 
als die elektronische Repräsentation der demokratischen Prozesse definiert. 
Da dies durch die oben beschriebene fehlende Definition von Demokratie zu 
ungenau ist, werden die drei Sub-Prozesse Informationsbeschaffung, 
Meinungsbildung und die Entscheidung zu politischen Themen definiert.68 
Hierdurch ergibt sich die Folgerung, dass E-Democracy als Kombination von 
E-Participation, E-Voting und E-Election spezifiziert werden kann – sie ist 
jedoch wegen der fehlenden administrativen Komponente nicht mit E-
Government gleich zu setzen. Diese abschließende Definition der E-
Democracy wird auch in dieser Arbeit als geltend angesehen. 
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1.1.4 Einflussfaktoren des E-Business 
Das E-Business wird durch viele Faktoren beeinflusst, teils positiv, teils 
negativ. Wichtig ist, dass sich die Verantwortlichen diesen Einflüssen bewusst 
sind und die daraus ableitbaren Chancen und Risiken korrekt einschätzen 
können. Diese werden im Folgenden unterschieden zwischen internen und 
externen Einflussfaktoren 
1.1.4.1 Externe Einflussfaktoren 
Der wichtigste Einflussfaktor auf das E-Business ist die Technologie und 
deren Entwicklung.69 Zum einen hat sich die Rechnerleistung in den letzten 
fünf Jahrzenten rasant entwickelt, wobei die hierfür benötigte Größe der 
Bauteile immer geringer geworden ist. Ebenso hat sich durch die 
Industrialisierung dieser Produkte der Preis stetig nach unten entwickelt. Dies 
hat zum Ergebnis, dass die Informationstechnologie vollständig in den 
heutigen Alltag integriert ist und durch das Internet ein weltweites Netzwerk 
entstanden ist, über das Kunden, Unternehmen und öffentliche Verwaltungen 
kommunizieren können. Hinzu kommen die Auslagerung vieler Funktionen auf 
mobile Endgeräte, sowie eine immer schnellere Datenübertragung bei 
gleichzeitig wachsender Empfangsabdeckung. IT und das Internet sind somit 
in den heutigen Industrieländern ubiquitär. 
Ein weiterer IT-Einflussfaktor auf das E-Business ist die stetig steigende 
Datenmenge, die tagtäglich gesammelt und verarbeitet wird. Auch wenn der 
Preis für die Speicherung enormer Datenmengen in den letzten Jahren 
drastisch gesunken ist, so müssen dennoch neue Technologien entwickelt 
werden, die mit diesen enormen Datenmengen umgehen können und 
annehmbare Antwortzeiten auch bei komplexen Anfragen liefern. Als Beispiel 
solch neuer Technologien sollen hier Internetdatenbanken70 genannt werden, 
die durch neue Datenstrukturen Leistung und Verfügbarkeit großer 
Datenbanken sicherstellen können. 
E-Business-Anbieter müssen diese Entwicklungen stets beobachten und 
entsprechend darauf reagieren. Denn die Integration neuer Technologien in 
das bestehende E-Business-System ist Teil der Kundenerwartungen. Gerade 
im kommerziellen Bereich ist dies kritisch, da die Wechselkosten für den 
Kunden meist gering sind und er relativ schnell zu einem anderen Anbieter 
wechseln kann. Im Bereich des E-Governments hingegen hat die Verwendung 
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aktueller Technologien großen Einfluss auf die allgemeine Akzeptanz des 
Systems. Ist diese nicht gegeben, können die Ziele, die aus Sicht der 
öffentlichen Verwaltung mit der Einführung des elektronischen Service-
Angebots definiert wurden, nicht erreicht werden. 
1.1.4.2 Interne Einflussfaktoren 
Zu den internen Einflussfaktoren auf das E-Business-Konzept eines 
Unternehmens oder einer öffentlichen Einrichtung gehören vier Faktoren.71 
Der erste Faktor ist das Geschäftsmodell des Anbieters. Unabhängig davon, 
ob der Fokus des E-Business-Konzepts auf dem Verkauf von Produkten und 
Dienstleistungen oder dem Bereitstellen von Informationen liegt, muss sich 
der Anbieter fragen, ob er das Geschäftsmodell, so wie es bisher war, 
ersetzen möchte und das stationäre Angebot (so genanntes Brick and Mortar-
Retailing) reduzieren bzw. ersetzen will oder ob er das digitale Angebot (Click-
Retailing) als reinen Zusatz zu seinem aktuellen Portfolio ansieht. Bei 
Unternehmen würde dies bedeuten, Filialen zu schließen oder ggf. die 
Öffnungszeiten anzupassen. Dieselbe Möglichkeit haben öffentliche 
Einrichtungen. Sie können ebenfalls die Öffnungszeiten in den stationären 
Bürgervertretungen und somit diverse Services reduzieren, wenn sie ein 
entsprechendes Online-Angebot bereitstellen.  
Aktuelle Entwicklungen zeigen, dass Kunden eine Kombination aus 
stationärem und digitalem Angebot als eine gute Kombination empfinden. 
Durch das so genannte Click-and-Brick-Retailing, ist es den Kunden möglich, 
Informationen online abzurufen und ggf. auch Bestellungen zu platzieren. 
Dennoch haben sie auch weiterhin die Möglichkeit direkten Kontakt mit dem 
Unternehmen oder der öffentlichen Verwaltung aufzunehmen. Beispielsweise 
kann der Bürger einen Antrag online stellen, um eine persönliche Zustellung 
zu garantieren kann er die daraus resultierenden Dokumente dann vor Ort 
abholen. 
Als weiterer interner Einflussfaktor ist natürlich die Unternehmensgröße zu 
nennen. Eine einzelne Webseite aufzubauen und diese von Zeit zu Zeit zu 
aktualisieren erfordert keinen großen Aufwand, wenn sich daran allerdings ein 
Webshop anbindet, so entsteht hier ein Aufwand, den nur wenige kleine und 
mittelständische Unternehmen tragen können. Auch im Bereich der 
öffentlichen Verwaltung hat sich gezeigt, dass große Einrichtungen eher ein 
umfassendes E-Business-Konzept umsetzen können als kleine. 
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Neben der tatsächlichen Anzahl von Mitarbeitern, ist natürlich ebenfalls 
entscheidend, wie viele hiervon in der IT-Abteilung beschäftigt sind und sich 
konkret mit dem Thema E-Business auseinandersetzen und dieses weiter 
entwickeln. Denn nur wenn das Know-How innerhalb der Unternehmung 
vorhanden ist, können entsprechende E-Business-Konzepte erfolgreich 
durchgesetzt werden. Ist dies nicht der Fall, muss sich die Unternehmung 
bemühen, diese von außen durch externe Berater einzukaufen. 
Als dritter Punkt der internen Einflussfaktoren ist die Branche zu nennen, in 
der sich der Anbieter einer E-Business-Plattform befindet. Sind in diesem 
Sektor bereits Erfahrungen mit E-Business vorhanden und wenn, wie 
erfolgreich wurden diese von den Kunden angenommen? Wie ist die 
Konkurrenzsituation auf dem Markt und kann die Unternehmung durch den 
Einsatz einer E-Business-Plattform langfristig einen Wettbewerbsvorteil 
erlangen? Da in den letzten Jahren der Einsatz von E-Business in fast allen 
Branchen stark zugenommen hat, ist in den meisten Fällen ein 
Wettbewerbsvorteil nur noch durch innovative Technologien und neuen 
Geschäftsmodelle zu erlangen. Eine E-Business-Plattform allein ist heute eher 
eine Wettbewerbsnotwendigkeit, um sich überhaupt am Markt halten zu 
können. Dies gilt in besonderem Maße für kommerziell arbeitende 
Unternehmen. Dennoch müssen sich auch öffentliche Verwaltungen mit dieser 
Frage beschäftigen: wie ist der aktuelle Stand in anderen Verwaltungen? Wie 
kann man Unternehmen veranlassen sich in der Umgebung niederzulassen, 
um so die Steuereinnahmen der Kommune zu verbessern? 
Eine Sonderstellung nimmt hier natürlich das E-Business-Angebot des 
deutschen Bundes ein. Dieser muss sich vielen umfangreichen Fragen stellen, 
etwa: wie steht Deutschland im Vergleich zu anderen Ländern dar und wie 
kann verhindert werden, dass deutsche Unternehmen wegen der besseren 
Verwaltungssituation ins Ausland abwandern? 
Dies führt zum nächsten internen Einflussfaktor auf E-Business-Projekte, 
nämlich die Art und der Umfang der E-Business-Strategie des Unternehmens. 
Diese steht in einem direkten Zusammenhang mit der Unternehmensstrategie; 
beide Strategien beeinflussen sich gegenseitig und müssen stetig aufeinander 
abgestimmt werden.72 Um eine E-Business-Plattform erfolgreich aufbauen und 
betreiben zu können, muss der Ansatz hierzu schon in den strategischen 
Zielen der gesamten Unternehmung verankert sein. Nur wenn die operativ 
umzusetzenden Ziele sich an den strategischen Zielen orientieren und somit 
die Unterstützung der oberen Management-Ebene gesichert ist, kann ein 
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solches Projekt erfolgreich sein (siehe auch Abschnitt 3.2). Denn, und mit 
diesem Punkt schließt dieser Abschnitt, nur wenn die Unterstützung der 
Entscheidungsträger gegeben ist, kann ein ausreichendes Budget gestellt 
werden, um ein Projekt, das in den meisten Fällen mit viel Aufwand verbunden 
ist, zu einem erfolgreichen Ergebnis zu führen. 
 
Die folgende Graphik stellt die gesammelten Einflussfaktoren noch einmal in 
der Übersicht dar. 
 
Abbildung 6: Einflussfaktoren auf das E-Business 
1.2 Definition Erfolgsfaktoren 
Erfolgsfaktoren sind zunächst definiert als Schlüsselgrößen, die für die 
Erreichung der definierten Gesamtziele von zentraler Bedeutung sind. Wenn 
diese Faktoren also den für den Erfolg definierten Zielgrößen entsprechen, so 
wird mit hoher Wahrscheinlichkeit auch das Gesamtziel erreicht werden, 
weisen die Erfolgsfaktoren jedoch Defizite auf, ist sogleich auch der Erfolg der 
gesamten Unternehmung gefährdet.73 
Diese Definition kann für Erfolgsfaktoren und ihren Einfluss auf die Ziele 
eines gesamten Unternehmens angewandt werden, jedoch sind auch in 
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definierten Teilbereichen wirtschaftlichen Handelns solche Erfolgsfaktoren fest 
zu machen. 
Wegen des großen Einflusses dieser Faktoren auf die Gesamtziele werden 
sie oft auch als kritische Erfolgsfaktoren (KEF) bezeichnet. Diese können auf 
verschiedenen Ebenen der Zielbildung gefunden werden, von der operativen, 
über die taktische, bis hin zur strategischen Ebene. Die auf der zuletzt 
genannten Ebene sind insbesondere solche, die den Erfolg der 
Unternehmung langfristig beeinflussen und somit für das Unternehmen einen 
großen Einfluss auf die eigene Marktposition haben. Für solche Faktoren 
wurde bisher weder auf theoretischer, noch auf empirischer Basis ein 
einheitliches Konzept gefunden, ebenso wenig Ergebnisse zu den 
Wechselwirkungen verschiedener strategischer Erfolgsfaktoren.74 
Unabhängig von den genannten Ebenen der Zielbildung existieren kritische 
Erfolgsfaktoren jedoch auf verschiedenen Ebenen der Granularität.75 Auf der 
obersten Ebene, der Branchenebene beeinflussen die kritischen 
Erfolgsfaktoren die Stellung der Unternehmung auf dem Markt, als generelle 
Beispiele können hier ein effizientes Distributions-System und ein effektives 
Marketing genannt werden. Die Faktoren auf dieser Ebene differenzieren sich 
jedoch von Branche zu Branche. Im Bereich der öffentlichen Verwaltung muss 
die Branchen-Ebene anders definiert werden, da hier keine 
Wettbewerbssituation herrscht – die Kunden sind an die jeweilige öffentliche 
Verwaltung gebunden und sind somit als eine Art Pflicht-Kunde anzusehen. 
Dennoch gibt es auch in diesem Bereich Faktoren, die einen Einfluss auf die 
Effizienz und die Effektivität eines Instituts der öffentlichen Verwaltung hat. In 
diesem Fall können die identifizierten kritischen Erfolgsfaktoren helfen, auch 
bei anderen Instituten die Effizienz und Effektivität zu steigern. Insofern ergibt 
sich hier kein Vorteil im Wettbewerb, sondern ein Vorteil für die Verwaltung in 
ihrer Gesamtheit. 
Unter der Brancheneben liegen die kritischen Erfolgsfaktoren auf 
Unternehmensebene. Diese haben keinen unmittelbaren Einfluss auf die 
Position des Unternehmens auf dem Markt, allerdings helfen Sie der 
Unternehmung Kosten und Prozesse zu optimieren. Dabei ist wiederum die 
Strategie der Unternehmung maßgebend, denn von ihr hängt beispielsweise 
ab, welche Prozesse kritische Erfolgsfaktoren aufweisen. Für ein 
Unternehmen im Automobilmarkt mit der Strategie Technolgieführer ist etwa 
der Innovationsprozess entscheidend, anders als bei einem Institut der 
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öffentlichen Verwaltung, bei dem eher der Kostenaspekt der Prozesse im 
Fokus steht. 
Noch feingranularer sind kritischen Erfolgsfaktoren auf Abteilungsebene. 
Diese sind abhängig von der jeweiligen Aufgabe und dem Fachgebiet der 
Abteilung und helfen dieser ihre Aufgaben schnell, kostenoptimal und effektiv 
durchzuführen. 
Zu den von Sztuka et al [2013] angeführten Ebenen lässt sich noch die 
Projektebene ergänzen. Erfolgsfaktoren auf dieser Ebene haben Einfluss 
darauf, ob ein Projekt die vorher fest gelegten Ziele hinsichtlich Zeit, Kosten 
und Umfang erreicht. Diese Faktoren müssen auf einer gesonderten Ebene 
betrachtet werden, da sie eine Schnittmenge der anderen Ebenen darstellt. 
 
Abbildung 7: Ebenen kritischer Erfolgsfaktoren 
 
Zum einen haben Projektergebnisse einen Einfluss auf die Stellung der 
Unternehmung auf dem Markt, zum anderen können sie jedoch auch die 
Prozesse innerhalb eines Unternehmens optimieren und haben somit Einfluss 
sowohl auf die Unternehmens- als auch die Abteilungsebene. 
In dieser Arbeit wird sich auf die kritischen Erfolgsfaktoren der Projektebene 
konzentriert, da alle großen Umstrukturierungsmaßnahmen von Prozessen im 
Bereich E-Government, die letztendlich auch Einfluss auf die anderen Ebene 
hatten, durch Projekte umgesetzt werden. 
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Wie lassen sich KEF ermitteln? 
Für die Bestimmung kritischer Erfolgsfaktoren auf den verschiedenen 
Ebenen gibt es diverse methodische Möglichkeiten76, die hier kurz vorgestellt 
werden sollen: 
 Analyse von Erfolgen: hierbei werden mehrere Untersuchungsobjekte, 
also Branchen, Unternehmen, Abteilungen oder Projekte untersucht, 
die erfolgreich sind, bzw. bei denen Projekten erfolgreich 
abgeschlossen wurden und es wird nach Gemeinsamkeiten gesucht. 
Das Resultat dieser Methode ist eine Sammlung von Punkten, die 
einen Zusammenhang zum Erfolg gezeigt haben. Diese Aspekte 
können dann als best practise bezeichnet werden und sollten durch 
andere Branchen, Unternehmen, Abteilungen oder in Projekten 
übernommen werden. 
Je nach Untersuchungsfokus können Untersuchungsobjekte jeglicher 
Art herangezogen werden. Bei der Untersuchung, inwieweit 
Projektmanagement-Methoden Einfluss auf den erfolgreichen 
Abschluss eines Projektes haben und somit zu den Erfolgsfaktoren 
gezählt werden können, können sehr unterschiedliche Projekte, 
unabhängig vom Projektziel oder der Unternehmensbranche, 
untersucht und miteinander vergleichen werden. Durch die 
heterogene Auswahl an Projekten, kann der Fokus der Untersuchung 
zum Teil überraschende, jedoch valide Ergebnisse erbringen, bspw. 
dass das vermeintliche Nicht-Nutzen von Management-Methoden 
ebenfalls eine erfolgreiche Methode sein kann.  
Sollen stattdessen themen-spezifische Aspekte untersucht werden, 
wie etwa den Einfluss von verwendeten Software-
Entwicklungsrahmenwerken auf den Projekterfolg, so müssen 
entsprechend homogene Projekte zum Vergleich herangezogen 
werden. 
 Analyse von Misserfolgen: diese Methode stellt das Negativ des oben 
genannten Vorgehens dar – hier werden ebenfalls bezüglich 
bestimmter Aspekte Untersuchungsobjekte miteinander verglichen, 
allerdings nur solche die nicht erfolgreich sind, bzw. waren. Das 
Resultat hier ist dann eine Liste von Aspekten, die einen 
Zusammenhang zu Misserfolgen zeigen. Auf diese sollte dem 
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entsprechend in anderen Branchen, Unternehmen, Abteilungen oder 
Projekten besonders geachtet werden. 
 Analyse von Kontrastgruppen: Hierbei werden zwei Gruppen von 
Untersuchungsobjekten gebildet. Solche die als erfolgreich gelten 
und solche, die als weniger erfolgreich, bzw. gescheitert betrachtet 
werden. Nun werden diese Gruppen methodisch Untersucht und die 
gefunden Unterschiede werden als kritische Erfolgsfaktoren 
interpretiert. 
 Gesamtanalyse: Bei dieser Methode findet keine Aufteilung der 
Untersuchungsobjekte statt, es wird die gesamte Menge an Objekten 
– in unserem Fall Projekte – genutzt. Anhand statistischer Verfahren 
werden anschließend die Erfolgsgrößen ermittelt, die zu den zuvor 
definierten Erfolgsfaktoren zugeordnet werden können. 
Neben der Unterscheidung nach der Auswahl der auszuwertenden Objekte, 
kann die Methodik zur Ermittlung von Erfolgsfaktoren noch unterschieden 
werden nach der Art der Ermittlung der Erfolgsgrößen77:  
 direkter Ermittlung durch Befragung von Experten und indirekter 
Ermittlung durch statistische Verfahren; 
 objektiver Erfolgsmessung, bei der absolute Größen verwendet werden 
(indirekte Ermittlung), und subjektiver Erfolgsmessung, bei der der 
Zielerreichungsgrad subjektiv wahrgenommen, bzw. geschätzt wird 
(direkte Ermittlung). Letzteres findet in der Wissenschaft meist 
Anwendung, da die objektiven Daten der Untersuchungsobjekte im 
Bereich Erfolgsfaktoren durch die verschiedenen Unternehmungen 
nicht bekannt gegeben werden; 
 quantitativer Datenerhebung, bei der zu den Untersuchungsobjekten 
allein quantifizierbare Daten der Untersuchungsobjekte erhoben, 
ausgewertet und der Zusammenhang mit dem Erfolg ermittelt werden 
und der qualitativen Datenerhebung, bei der auch nicht 
quantifizierbare Aspekte aufgenommen werden, so genannte Soft 
Facts, wie beispielsweise bestimmte Verhaltensmuster bei 
Führungspositionen. 
In der vorliegenden Arbeit werden die KEF des E-Governments mit Hilfe der 
Analyse von Kontrastgruppen durch qualitative Datenerhebung mittels direkter 
Ermittlung und subjektiver Erfolgsmessung analysiert, unterstützt durch den 
aktuellen Stand themenspezifischer Literatur. 
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Ergänzende quantitative Daten werden zur Analyse von Einstellungen der 
Beteiligten gegenüber bestimmter Themen, ebenso wie zum Vergleich des 
Reifegrads diverser Aspekte auf unterschiedlichen Ebenen herangezogen. 
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2 Anwendungsbereiche E-Government 
Die Anwendungsbereiche im gesamten E-Business lassen sich anhand zwei 
verschiedener Kriterien unterscheiden. Auf der einen Seite ist die 
Funktionalität zu unterscheiden, also welchen Zweck die Kommunikation 
zweier Akteure hat. Die generellen Funktionalitäten des E-Business, wie E-
Commerce, E-Procurement und auch E-Government wurden oben bereits 
erläutert. Diese funktionalen Kategorien lassen sich im Bereich E-Government 
weiter verfeinern; die einzelnen Sub-Funktionalitäten werden im ersten 
Abschnitt dieses Kapitels definiert. 
Die zweite Unterscheidungsmöglichkeit in allen E-Business-Szenarien, 
unabhängig von der funktionalen Kategorie, ist die Kombination der zwei 
teilnehmenden Akteure. Die verschiedenen Akteure, die an E-Business-
Szenarien teilnehmen können, wurden ebenfalls bereits oben erläutert. Daher 
soll der zweite Teilabschnitt dieses Kapitels ausschließlich die verschiedenen 
Akteurs-Kombinationen des E-Government genauer analysieren und die 
verschiedenen funktionalen Ausprägungen anhand von Beispielen zeigen. 
Zusammenfassend für die Einführung dieses Kapitels lässt sich also 
festhalten, dass jedes E-Business-Szenario generell und somit auch jedes E-
Government-Szenario im speziellen durch die zwei Variablen (Sub-)Funktion 
und Akteurskombination definiert wird. 
In der folgend gezeigten Graphik sind aufgrund der Übersichtlichkeit nur eine 
Teilmenge der Funktionen und Sub-Funktionen aufgeführt. Der gesamte 
Umfang der Funktionen ist in Kapitel 1.1.3 nachzulesen, die speziellen Sub-
Funktionen des E-Government werden im folgenden Kapitel beschrieben. 
 
Abbildung 8: Variablen eines E-Business-Szenarios 
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Jedes Szenario erfüllt einen Zweck und kann somit einer funktionalen 
Kategorie zugeordnet werden; des Weiteren sind daran jeweils zwei 
verschiedene Akteure beteiligt, die – um den speziellen Zweck zu erfüllen – in 
einer bestimmten Art und Weise miteinander kommunizieren. Obgleich dabei 
die Definition der beiden teilnehmenden Akteure eindeutig ist, muss an dieser 
Stelle doch angemerkt werden, dass es bezüglich der Funktionalität 
Überschneidungen geben kann, wie an den Beispielen im zweiten 
Teilabschnitt zu sehen ist. 
2.2 Funktionale Unterscheidung 
Die folgenden Ausführungen orientieren sich an dem E-Government 
Framework der Universität Fribourg, der in Meier [2009] beschrieben wird.78 
Das dort beschriebene Stufenmodell besteht aus drei Ebenen: Information & 
Kommunikation auf der untersten Ebene, darüber Produktion auf der mittleren 
und Partizipation auf der obersten Ebene, wie in folgender Abbildung 
dargestellt. 
 
 
Abbildung 9: E-Government-Framework (Stufenmodell) nach Meier [2009] 
 
Die Funktionen der unteren Ebene fokussieren auf Informationen und 
Komunikation im Zuge des E-Government, etwa durch den Einsatz von Web-
Portalen. Die darüber liegende Ebene bietet tatsächliche Services für und im 
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Austausch mit den Bürgern und Unternehmen, bspw. durch E-Procurement 
oder die elektronische Abwickung von Steuern. Die obere Ebene umfasst 
schließlich die tatsächliche Beteiligung der Bürger an der politischen 
Gestaltung der Gesellschaft durch E-Democracy.79 Ergänzend zu der bereits 
oben behandelten Definition der E-Democracy, zeichnet diese Ebene laut 
Meier [2009] eine „fortschrittliche und verantwortungsbewusste 
Wissensgesellschaft“ aus, bei der durch neue, virtuelle Formen von 
Organisations- und Kommunikationsstrukturen Bürger die Möglichkeit haben 
ihre eigene Wissensgesellschaft zu gestalten und weiterzuentwickeln.80 
Die drei beschriebenen Ebenen sind evolvierend, Kommunen – besonders 
kleine – beginnen meist mit Ebene I, indem Sie zunächst eine Webseite zur 
Verfügung stellen, um so Bürger und Unternehmen mit Informationen zu 
versorgen. Durch Weiterentwicklung, beispielsweise durch Anbindung an ein 
E-Government-Portal gelangt die Funktionalität der Webseite auf die zweite 
Ebene, und Bürgern und Unternehmen können diverse elektronische 
Dienstleistungen (E-Services) angeboten werden. Die dritte Ebene wird 
erreicht, wenn auf dem Portal Bürgern und Unternehmen Zusammenarbeits- 
und Partizipationsmöglichkeiten angeboten werden. 
Die genannten Kategorien, die Sub-Funktionen des E-Government, werden 
in den folgenden Abschnitten genauer beschrieben. 
2.1.1 Funktionsebene I: Information & 
Kommunikation 
Zu dieser Ebene gehört ausschließlich die Funktionalität E-Assistance; 
diese Art von Dienstleistung der öffentlichen Verwaltung beinhaltet die 
Veröffentlichung von Informationen, um allgemeine Alltagsfragen zu 
beantworten. Beispiele hierfür sind etwa Zuständigkeiten und Öffnungszeiten 
von Behörden oder Werbung der Kommune im Zuge von Tourismus- oder 
Wirtschaftswachstums-Kampagnen.81 E-Assistance beschreibt also eine rein 
unidirektionale Kommunikation, von der öffentlichen Verwaltung zu Bürgern 
und Unternehmen. 
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2.1.2 Funktionsebene II: Produktion 
Auf dieser Ebene sind vier Funktionalitäten des E-Governments angesiedelt. 
Die erste, E-Procurement, wurde bereits oben beschrieben, daher wird hier 
nur rekapituliert: es handelt sich beim E-Procurement um die elektronische 
Beschaffung von Verbrauchsgütern. Das folgende Kapitel ergänzt diese 
Definition und zeigt die unterschiedlichen Akteurs-Kombinationen, die sich im 
E-Procurement ergeben können. 
Die zweite Funktionalität E-Service vereint die zwei wichtigsten 
ökonomischen Trends der letzten Jahrzehnte. Zum einen verlagert sich die 
Ökonomie von der Produktion realer Güter hin zu der Erbringung von 
Dienstleistungen und dem damit zusammenhängenden Vertrieb von 
immateriellen Gütern.82 Services haben daher in der heutigen Wirtschaft einen 
wichtigen Stellenwert; dies zeigt sich auch an der Anzahl der Erwerbstätigen 
in Deutschland, die im Dienstleistungssektor tätig sind: diese Zahl hat sich 
zwischen 1991 und 2007 im Gegensatz zu den Bereichen des produzierenden 
Gewerbes und der Landwirtschaft kontinuierlich gesteigert, sogar in Zeiten 
wirtschaftlicher Rezession. Ein ähnliches Bild zeigt sich beim Blick auf die 
Bruttowertschöpfung der einzelnen Wirtschaftsbereiche. Hier hat der 
Dienstleistungsbereich zwischen 1970 und 2007 eine Steigerung von über 
700 % erlebt, während im Bereich des produzierenden Gewerbes nur eine 
Verdreifachung zu beobachten war. Somit betrug der Anteil der 
Bruttowertschöpfung durch Dienstleistungen in Deutschland im Jahr 2007 
mehr als 50 Prozent. Dieses Bild zeigt sich jedoch nicht nur in Deutschland, 
sondern in der gesamten europäischen Union; so sind in allen 
westeuropäischen Ländern stets mehr als die Hälfte der Erwerbstätigen im 
Dienstleistungsbereich tätig.83 
Den Grund für diese Verschiebung der Beschäftigungsstruktur aus dem 
primären und sekundären Sektor (Landwirtschaft und produzierendes 
Gewerbe) hin zum tertiären Sektor (Dienstleistungen) ist bis heute nicht 
eindeutig benannt worden, großen Einfluss haben jedoch sicherlich die hohe 
Einkommenselastizität im tertiären Bereich, sowie der technische Fortschritt 
im sekundären Sektor und die hierdurch veränderten 
Produktionseigenschaften, insbesondere von immateriellen Gütern.84 
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Der zweite Trend, der im E-Service inkludiert ist, ist die Nutzung neuer 
Informationstechnologien, welche Unternehmen nutzen, um ihre Effizienz zu 
steigern, neue Märkte zu erschließen und neue Wege zu finden, mit ihren 
Kunden in Kontakt zu treten. Die eingesetzten Technologien unterstützen den 
oben bereits erwähnten immer stärker zunehmenden Vertrieb von 
immateriellen Gütern und Dienstleistungen.85 
Zusammengenommen kann man das Konzept von E-Services also 
definieren als das Bereitstellen von Dienstleistungen über elektronische 
Netzwerke, insbesondere das Internet. Dabei ist der Begriff nicht 
hauptsächlich dem Bereich E-Government zuzuordnen, sondern es kann auch 
das Angebot von Services eines Wirtschaftsunternehmens gegenüber seiner 
Kunden beschreiben – meist ist dies jedoch zu Zwecken des E-Commerce 
oder des E-Procurements und wird daher in diesen Funktionen inkludiert. Im 
Kontext des E-Government beschreibt E-Service ausschließlich das Angebot 
von Services der öffentlichen Verwaltung gegenüber den Bürgern, 
Unternehmen und teils auch NGOs und NPOs, hier ebenfalls in vielen Fällen 
in umfangreicheren Funktionen wie E-Democracy inkludiert. Gemeinsam ist 
dem Einsatz von E-Services in Unternehmen und der öffentlichen Verwaltung 
jedoch, dass es sich in jedem Fall um einen Kunden-fokussierten Ansatz 
handelt, da das Hauptziel von E-Services ist, die Bedürfnisse der Kunden zu 
decken, auch wenn im E-Government der Begriff Kunde durch den Begriff 
Bürger ersetzt werden muss.86 
Ein weiteres Konzept der produktiven Funktionsebene beim E-Government 
ist das E-Contracting. Diese Funktionalität wurde bereits in den frühen 
1980er Jahren erforscht und in den letzten Jahrzehnten immer weiter 
entwickelt. Heute spielt E-Contracting, also der Abschluss elektronischer 
Verträge, in fast allen Bereichen des E-Business eine wesentliche Rolle. 
Dabei umfasst dieser Begriff alle Teiles des Prozesses von der Verhandlung 
über das Unterzeichnen bis hin zum Pflegen von elektronischen Verträgen.  
E-Contracting muss also den beteiligten Akteuren die Möglichkeit bieten, 
zunächst auf elektronischem Wege Verhandlungen führen zu können. Aus 
den vereinbarten Bedingungen entstehen dann ein oder auch mehrere 
Verträge, für die die beiden Parteien ihr Einverständnis erklären müssen. Dies 
kann auf unterschiedlichen Wegen passieren: durch elektronische Signaturen 
kann eine Unterzeichnung des Dokuments erfolgen, ein Vertrag entsteht 
allerdings auch durch das Abschließen einer Transaktion, bspw. beim E-
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Commerce oder E-Procurement.87 In beiden Fällen ist das Ergebnis eine 
verbindliche Vereinbarung, die beiden Parteien bestimmte Rechte und 
Pflichten zuschreibt. Der so entstandene Vertrag muss nun gegen 
Datenverlust und unbefugtes Ändern geschützt abgespeichert werden. 
Dennoch muss es beim E-Contracting, wie auch bei Verträgen in Papierform, 
möglich sein, Änderungen und Anpassungen vorzunehmen und diese in den 
bestehenden Vertrag einzupflegen. 
Merz [2004] fasst diese Rahmenbedingungen zu drei Perspektiven 
zusammen, die beim E-Contracting eine zentrale Rolle spielen: 
 Gesetzliche Perspektive: der Vertrag stellt eine verbindliche 
Vereinbarung dar, der durch zwei oder mehr Parteien abgenommen 
werden muss. Alle Rechten und Pflichten müssen daher in dem 
Vertrag beschrieben werden. 
 Geschäftliche Perspektive: genauso wie sich die Beziehung zwischen 
zwei oder mehreren Geschäftspartnern über die Zeit ändern kann, so 
können sich auch die Bedingungen eines Vertrages ändern. Ein 
elektronischer Vertrag muss daher in solchen Situationen, anpassbar, 
erweiterbar und ggf. auch für ungültig erklärt werden können. 
 Dokumentenmanagement: da E-Contracting stets mehr als eine Partei 
erfordert und teils mehrere Dokumente umfasst, muss dies durch die 
Plattform entsprechend abgebildet sein. Die Akteure müssen via 
Internet über den Vertrag verhandeln, auf den Vertrag zugreifen, ihn 
unterzeichnen und ggf. Änderungen vornehmen können. 
Für das E-Government bedeutet dies, dass durch E-Contracting die 
Möglichkeit zum Aushandeln und Erstellen von Verträgen zur Verfügung 
stehen muss, wobei diese durch ein oder mehrere Dokumente dargestellt 
werden können. Diese Dokumente müssen für alle Parteien zugreifbar und in 
gegebenem Fall anpassbar sein – von großer Wichtigkeit ist hier, dass die 
Datensicherheit gewährleistet ist und nur die autorisierten Personen Zugriff 
auf die Daten und Dokumente haben. 
Ähnliche Anforderungen hat auch die vierte Funktion der zweiten Ebene, das 
E-Settlement. Hierbei handelt es sich um die Abwicklung von offenen 
Zahlungen aller bestehenden Verträge über das Internet. Der Vorteil und 
gleichzeitig der Unterschied zum E-Payment bestehen darin, dass beim E-
Settlement alle offenen Rechnungen einer (juristischen oder natürlichen) 
Person zusammen geführt werden. Hierdurch ergeben sich nicht nur operative 
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Vorteile durch eine Vermeidung von Medienbrüchen (da auf Papier verzichtet 
wird)88 und Prozessoptimierung durch automatisches Verbuchen, sondern es 
entstehen zudem strategische Vorteile89: die Gesamtanzahl und -summe der 
Rechnungen, Forderungen, Zahlplänen etc. kann automatisch aufbereitet und 
ein entsprechender Finanzplan in kurzfristigen Zyklen erstellt werden. Diese 
Vorteile können sich Institute der öffentlichen Verwaltung zunutze machen, bei 
denen ein großes Volumen an Zahlungen ein- und ausgeht, bspw. das 
Finanzamt. 
2.1.3 Funktionsebene III: Partizipation 
Der erste Begriff der dritten Funktionsebene, E-Collaboration, wurde bereits 
in Kapitel 1.1.3.4 ausführlich behandelt und soll daher hier nur noch einmal 
auf die Kernaussage reduziert dargestell werden: in diesem Bereich des E-
Business – an dieser Stelle speziell im E-Government – geht es um die 
Zusammenarbeit von Mitarbeitern, Abteilungen und Instituten über 
elektronische Netzwerke, vorwiegend das Internet. Hierdurch sollen 
Informationen kurzfristig für eine große Anzahl von Nutzern zur Verfügung 
stehen und die Kommunikation als ganzes beschleunigt werden. 
Speziell im Bereich E-Government sind die Basis-Funktionen der E-
Collaboration, ein gemeinsamer Dateizugriff und ein umfangreiches 
Doumentenmanagement von großer Bedeutung, um die notwendigen Bürger- 
und Unternehmens-Informationen über Institutsgrenzen hinweg auf vertikaler 
und horizontaler Ebene austauschen zu können. 
Ein ebenso wichtiger Teil des E-Government auf Partizipations-Ebene ist E-
Democracy, welche laut Empfehlungen des Europäischen Forums zur 
Zukunft der Demokratie im Jahre 2008 zur Stärkung der Demokratie, deren 
Institutionen und der Prozesse genutzt werden kann und soll.90 Auf die in der 
Literatur vorhandenen, teils voneinander abweichenden 
Deutungsmöglichkeiten der E-Democracy wie sie bereits in Abschnitt 1.1.3.5 
gezeigt wurden, geht auch die Definition des Europarats ein. Laut dieser 
Definition von E-Democracy stellt es einen Überbegriff für die elektronische 
Partizipation der Gesellschaft an der Demokratie dar, realisiert durch 
Informationsaustausch, Kommunikation, Beratung, Transaktionen und 
Entscheidungsfindung; durch die Kombination dieser Aspekte und deren 
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 Vgl.: Sung-Kap [2009] [URL] 
89
 Vgl.: CGI [o. J.] [URL] 
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 Vgl.: Europarat [2009], S. 7 f 
52 
 
unterschiedlicher Reifegrad ergeben sich jedoch unterschiedliche 
Ausprägungen der E-Democracy.91 
Wichtig für Politik und Verwaltung ist dabei, dass die Technologie, die bei E-
Democracy zum Einsatz kommt nicht die Lösung ist für das Problem, dass die 
generelle Beteiligung an demokratisch-gesellschaftlichen Prozessen relativ 
gering ist – die Technologie kann hier nur als Möglichkeit gesehen werden. Es 
besteht also zunächst die Herausforderung das Engagement der Bürger zu 
stärken; im Zuge der E-Democracy, wird hierbei oft von E-Engagement 
gesprochen. Der OECD [2003] identifiziert hierzu die folgenden fünf 
Herausforderungen92: 
 Meinungsstärke: es muss sicher gestellt werden, dass der Bürger nicht 
den Eindruck bekommt, dass seine Meinung und seine Stimme in der 
Masse untergeht. Ein Lösungsansatz um dies zu umgehen ist es dem 
einzelnen Bürger durch E-Democracy-Technologien die Möglichkeit zu 
geben, mit anderen Bürgern und Gruppen in Kontakt zu treten, um so 
gemeinschaftlich eine Meinung gegenüber anderen Gruppierungen und 
dem Staat, bzw. generell der öffentlichen Verwaltung, vertreten zu 
können. Fühlen sich Bürger also einer oder mehreren Gruppierungen 
zugehörig, die ihre Meinungen verteten und zu deren Diskussionen und 
Ergebnissen sie beitragen, so vermittelt dies auch seiner einzelnen 
Stimme eine höhere Gewichtung. 
 Technologie: um die Bürger zur aktiven Beteiligung an der Demokratie 
zu bewegen, müssen die zur Verfügung stehenden Technologien 
genutzt werden, um dem Bürger die Möglichkeit zu geben, 
Informationen einfach und verständlich abrufen zu können und diese 
auf schnellem und unkomliziertem Wege mit anderen diskutieren zu 
können. Laut OECD [2003] sind dabei besonders junge Leute in den 
Fokus zu nehmen, da diese laut Studien oft unzufrieden sind mit der 
Politik generell, aber auch mit ihrer mangelnden Beteiligung an dieser. 
Daher ist es notwendig ein E-Engagement-Angebot zu entwickeln, das 
dem Bürger eine intuitive Möglichkeit zur Partizipation und 
gemeinschaftlicher Entscheidungsfindung ermöglicht. 
 Informationen in jeder Phase des Entscheidungs-Lebenszyklus bereit 
stellen: jede Entscheidungsfindung durchläuft einen Lebenszyklus, bei 
dem die Prozessschritte mit dem jeweiligen Fokus Information, 
                                               
91
 Vgl.: Europarat [2009], S. 12 
92
 Vgl.: OECD [2003], S. 20 ff 
53 
 
Beratung, Beteiligung, Analyse, Rückmeldung und Auswertung 
sequentiell durchlaufen werden. Die folgende Abbildung stellt den 
typischen Lebenszyklus mit den genannten Phasen beispielhaft dar. 
 
Abbildung 10: Entscheidungs-Lebenszyklus 
 
Die in die jeweilige Phase eingehenden, sowie aus der Phasse 
resultierenden Informationen müssen zu jedem Zeitpunkt der 
Entscheidungsfindung abrufbar sein. Nur so können Vereinbarung 
durch die gesetzgebene Institution, beim E-Government also 
verallgemeinert die Politik, verständlich formuliert und des Weiteren 
sicher gestellt werden, dass die an der Entscheidung beteiligten Bürger 
und Unternehmen ausreichend informiert sind.  
 Regelmäßige Evaluation: die eingesetzte Technologie und die dadurch 
unterstützten Entscheidungsprozesse inklusive des Einflusses auf die 
vorahandenen und ggf. auch fehlenden Ergebnisse müssen evaluiert 
und bewertet werden. Gerade in der Phase der Einführung von E-
Democracy-Konzepten ist es notwendig zu prüfen, ob die Erwartungen 
beider Seiten – der öffentlichen Verwaltung sowie Bürger und 
Unternehmen – mit dem aktuellen Ablauf übereinstimmen. Später, im 
laufenden Betrieb der E-Democracy, ist eine solche Evaluation 
ebenfalls wichtig um kurzfristig auf geänderte gesellschaftliche 
Umstände und neue Technologien reagieren zu können. 
 Verbindlichkeit sicherstellen: die Verbindlichkeit der Entscheidungen 
muss auf allen Ebenen vorhanden sein. Daher muss durch die 
Entscheidungsträger sicher gestellt werden, dass die online gemachten 
Beiträge zur Entscheidungsfindung analysiert und genutzt werden. 
Damit der Bürger dem Konzept E-Democracy Vertrauen schenkt, muss 
diese Verpflichtung nicht nur gelebt, sondern auch entsprechend 
kommuniziert und regelmäßig überprüft werden. Dabei können die 
Institute der öffentlichen Verwaltung ggf. die Erfahrungen aus den 
unteren Funktionsebenen (Information & Kommunikation und 
Produktion) nutzen. 
Zusammenfassend ist E-Democracy also ein komplexes Konstrukt, bei dem 
die Herausforderungen in erster Linie darin liegen, die Gesellschaft – vor 
allem die Bürger, aber auch Unternehmen – zu motivieren sich an der 
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Entscheidungsfindung zu beteiligen und Vertrauen in das Konzept zu 
entwickeln.93 Die dabei verwendete Technologie rückt insofern in den 
Hintergrund, als dass sie eher Mittel zum Zweck ist; die konkreten 
technologischen Ausprägungen spielen nach Ansicht der OECD [2003] eine 
geringe Rolle. Dennoch muss in Betracht gezogen werden, dass die initiale 
Wahl der Technologie einen Einfluss auf das Ausmaß an Vertrauen hat, das 
der E-Democracy von Seiten der Gesellschaft entgegen gebracht wird – wird 
hier eine für den Zweck unzureichende Technologie gewählt, die schon in der 
Einführungsphase Schwächen zeigt und somit das Ziel verfehlt, das Vertrauen 
in das Konzept E-Democracy aufzubauen, so ist es in der Folgezeit mit 
großem Aufwand verbunden, das Vertrauen zurück zu gewinnen. 
Ist nach der Implementierungszeit der E-Democracy der Zeitpunkt erreicht, 
an dem die Bürger und Unternemen, oder zumindest ein Großteil derer, 
Vertrauen aufgebaut haben und aktiv an der Entscheidungsfindung teilhaben, 
kann man von einer E-Community sprechen. Diese Gemeinschaft sollte die 
gesamte Gesellschaft repräsentieren und transferiert die gesamten auf 
Partizipation ausgerichteten Aktivitäten in das Internet. In einem E-
Community-Portal können sich die Akteure informieren, austauschen, beraten 
und Entscheidungsprozesse initiieren und durchführen.94 Ein erfolgreiches 
Beispiel hierfür ist das Subang Jaya e-Community Portal der gleichnamigen 
Stadt Subang Jaya, einem Vorort von Kuala Lumpur, Malaisia. Das dort 
bereits im Jahr 1999 initiierte Portal konnte den Einfluss der Bürger an den 
Entscheidungen der kommunalen Verwaltung ausbauen und verzeichnete in 
den ersten fünf Jahren bereits über 30.000 Forums-Einträge von fast 5000 
registrieten Nutzern.95 
 
Nachdem nun die funktionale Unterscheidung der Anwendungsbereiche im 
E-Government aufgezeigt wurden, fokussiert sich das folgende Kapitel auf die 
verschiedenen an den Szenarien beteiligten Akteure und die im E-
Government möglichen Kombinationen. 
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 Vgl. als weiterführende Literatur dazu auch Insua/French [2010], S. 1 ff; 
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 Vgl.: Kusakabe [2009], S. 154 ff 
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2.2 Akteurs-Kategorien & strukturelle Unterscheidung 
Beim E-Government können vier verschiedene strukturelle Kategorien 
abgegrenzt werden, die auf dem jeweiligen Kommunikations-Partner beruhen. 
Wie in Abschnitt 1.1.1 bereits beschrieben, kann dieser zum einen eine 
Privatperson sein, die als Empfänger von verschiedenen Leistungen oft als 
Konsument (engl. Consumer) bezeichnet wird, im E-Government trifft jedoch 
die Bezeichnung Bürger (engl. Citizen) eher zu. Zum anderen kommen als 
Partner in E-Government-Szenarien Unternehmen (engl. Business) oder 
andere Einrichtungen der öffentlichen Verwaltung (engl. Administration) in 
Betracht. Ist diese administrative Seite stellvertretend für den Staat 
anzusehen, wird stattdessen von Regierung (engl. Government) gesprochen. 
Die vierte und am wenigsten verbreitete Variante ist die Kommunikation der 
öffentlichen Verwaltung mit Organisationen, die zwar Unternehmen ähneln, 
allerdings nicht für Profit wirtschaften, so genannte gemeinnützige 
Organisationen (engl. Non-Profit Organizations, NPOs). Die Unterschiede der 
vier Varianten werden in den folgenden Abschnitten deutlich gemacht. Dabei 
wird – in den Fällen, in denen dies möglich ist – nicht nur die Beziehung X2Y 
dargestellt, sondern auch die umgekehrte Kommunikation Y2X. 
Wegen dem unterschiedlichen Verständnis von Konsumenten in den 
Bereichen des E-Business, besonders im Bereich E-Commerce im Gegensatz 
zu E-Government, wird in den folgenden Text-Abschnitten der Konsument der 
Einfachheit und dem Verständnis halber als Bürger bezeichnet, die 
Begrifflichkeit und Bedeutung der Abbreviationen bleibt bestehen. 
Zu beachten ist hierbei, dass an dieser Stele rein auf die E-Business-
relevanten Szenarien eingegangen wird, auch wenn diese Szenarien 
selbstverständlich auch ohne elektronische Unterstützung ablaufen können. 
2.2.1 Administration & Citizen – A2C & C2A 
Bei A2C-Szenarien stellt die öffentliche Einrichtung dem Bürger 
Möglichkeiten zur Verfügung Leistungen, die er96 von der Verwaltung 
beziehen möchte, elektronisch zu beantragen. Als Beispiel kann hier die 
Beantragung von Unterstützungsgeldern, wie Elterngeld oder Arbeitslosengeld 
genannt werden. 
Diese Beziehung hat im Gegensatz zu vielen anderen 
Anwendungsbereichen des E-Business fast keinen kommerziellen Charakter. 
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Allein solche Dienstleistungen, die durch den Kunden beantragt werden und 
kostenpflichtig sind – wie beispielsweise die Anmeldung und Zahlung der 
Hundesteuer –, können zum Teil auch dem E-Commerce zugeordnet 
werden.97 
Ein echtes Beispiel für ein C2A-Szenario gibt es bisher in Deutschland nicht. 
Oft wird E-Voting und E-Domocracy als Beispiel genannt98, allerdings ist hier 
eine Plattform durch die administrative Seite zur Verfügung gestellt, um dem 
Bürger einen Service anzubieten, daher ist es eher dem A2C-Bereich 
zuzuordnen. Ein Beispiel, das rein in den C2A-Bereich fällt, jedoch zum 
jetzigen Zeitpunkt noch hypothetisch ist, nennt Opuchlik [2005], bei dem 
die Möglichkeit beschrieben wird, dass Bürger ihre privaten Grundstücke 
online an Behörden verkaufen. 
Eine Mischung zwischen A2C und C2A stellt die elektronische 
Lohnsteuererklärung99 ELSTER dar. Dieses Verfahren wurde im Jahr 1999 
eingeführt und erlangte durch immer weitere Optimierung eine große 
Akzeptanz, so dass zwischen 2001 und 2011 mehr als 50 Millionen 
Einkommensteuererklärungen elektronisch eingereicht wurden.100 Dieses 
Verfahren ist deshalb ein Hybrid, da es auf beiden Seiten, der des Bürgers 
und der der öffentlichen Verwaltung, bestimmte Voraussetzungen benötigt: 
sowohl auf dem Rechner der Privatperson, als auch auf Seite der öffentlichen 
Verwaltung ist eine bestimmte Software notwendig. Zum anderen schafft 
dieses Verfahren auf beiden Seiten einen enormen Nutzen, indem es den 
Prozess beschleunigt und notwendige Ressourcen verringert. 
2.2.2 Administration & Business – A2B & B2A 
Der größte Bestandteil der Transaktionen in diesem Bereich fällt durch 
Beschaffung von öffentlichen Ämtern bei Unternehmen an, also hauptsächlich 
B2A-Szenarios im E-Procurement- und E-Commerce-Bereich. Realisiert wird 
dies meist durch elektronische Ausschreibungsverfahren – öffentliche 
Verwaltungen müssen Beschaffungen ab einer definierten Größe öffentlich 
ausschreiben101, um Korruption zu verhindern102 und den Wettbewerb zu 
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schützen103 – welche den Prozess als Ganzes transparenter gestalten und die 
Auswahl des richtigen Unternehmens für die Verwaltung wesentlich einfacher 
gestaltet. 
Als Beispiel für ein A2B-Szenario kann das Bereitstellen von Daten und ggf. 
der Verkauf von Informationen sein, etwa durch das Patentamt oder die 
Industrie- und Handelskammer, auf welche die Unternehmen über das 
Internet zugreifen können.104 
Auch an dieser Stelle kann das bereits im vorangegangenen Abschnitt 
genannte ELSTER-Verfahren als Mischung aus A2B und B2A angeführt 
werden.105 Neben den Möglichkeiten die Einkommenssteuererklärung von 
Privatpersonen über dieses Verfahren abzuwickeln, bietet ELSTER auch 
diverse Dienste für Unternehmen, die meisten davon obligatorisch. So sind 
seit 2005 steuerpflichtige Unternehmen verpflichtet, die Umsatzsteuer-
Voranmeldungen, sowie die Lohnsteueranmeldungen und die 
Lohnsteuerbescheinigungen ihrer Arbeitgeber auf elektronischem Wege über 
das ELSTER-Verfahren zu übermitteln.106 Die Kapitalertragssteuer-
Anmeldung muss seit 2009 elektronisch übermittelt werden; ebenso wurde zu 
diesem Zeitpunkt eine Verpflichtung eingeführt, eine 
Sicherheitsauthentifizierung bei der Übermittlung der 
Lohnsteuerbescheinigungsdaten zu verwenden.107 
Doch auch trotz der verpflichtenden Nutzung dieses Verfahrens zeigen sich 
hier ebenfalls Vorteile auf beiden Seiten, woraus sich eine Synthese der 
Begriffe A2B und B2A ergibt. Der Prozess kann beschleunigt werden, 
Prüfungen können automatisiert ablaufen und die Fehleranfälligkeit wird 
reduziert, der Ressourcenaufwand kann verringert und somit Kosten 
eingespart werden. 
2.2.3 Administration & Administration – A2A 
A2A-Szenarien bilden Prozesse auf horizontaler Ebene innerhalb der 
öffentlichen Verwaltung als auch auf vertikaler Ebene zwischen verschiedenen 
Instituten ab108, es kann also zwischen intra-administrativen und inter-
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administrativen Prozessen unterschieden werden. Bei letzteren ist zusätzlich 
noch zu unterscheiden, ob die verbundenen administrativen Einrichtungen 
derselben Regierung unterstehen, oder ob die Kommunikation über Grenzen 
hinweg verläuft. In diesem Fall wird häufig statt von Administration von 
Regierung (engl.: Government) gesprochen und ein solches Szenario folglich 
als G2G bezeichnet. 
Beispiele für intra-administratives E-Government stellen bereits die Basis-
Funktionen der E-Collaboration dar: durch einen gemeinsamen Dateizugriff 
und einfache elektronische Kommunikationsmittel können die Prozesse 
optimiert werden. Natürlich ist die Voraussetzung hierfür, dass alle Dokumente 
in elektronischer Form vorliegen. Zurzeit ist in vielen Einrichtungen die 
Papierakte noch das zentrale Verwaltungsdokument. Dies soll sich nach 
einem Gesetzentwurf der Bundesregierung jedoch in den nächsten Jahren 
ändern, so dass bis zum Jahr 2020 sämtliche Unterlagen digital verwaltet 
werden.109 
Als Beispiel für ein nationales inter-administratives A2A-Szenario kann die 
Zusammenarbeit zwischen Meldeämtern verschiedener Kommunen und der 
GEZ angeführt werden. Ziel ist es hierbei, Privatpersonen ausfindig zu 
machen, die in einer Kommune gemeldet sind, jedoch noch keine GEZ-
Gebühren zahlen, im Volksmund oft auch als „Schwarz-Seher“ und „Schwarz-
Hörer“ bezeichnet. 
Im Bereich G2G gibt es diverse Beispiele zu nennen. Die europäische Union 
stellt auf ihrer Webseite fünf große grenzübergreifende E-Government-
Projekte – die so genannten Large Scale Pilots (LSP) – vor, die hier kurz 
vorgestellt werden sollen. Zwar haben einige dieser Projekte gemeinsam, 
dass sie die Optimierung der Kommunikation zwischen Unternehmen, bzw. 
zwischen Unternehmen und öffentlichen Einrichtungen zum Ziel haben; 
dennoch stellen sie an dieser Stelle Beispiele für die Zusammenarbeit von 
Regierungen bei der Entwicklung von E-Business-Standards dar. Diese 
Entwicklungen sind grundlegend für die Kommunikation gerade über 
Ländergrenzen hinweg, somit bilden die hier beschriebenen Projekte auch die 
Basis für zukünftige G2G-Entwicklungen. 
 STORK 2.0 (Secure idenTity acrOss boRders linKed 2.0): hierbei 
handelt es sich um eine Initiative, die einen einheitlichen Weg zur 
elektronischen Identifikation und Authentifizierung in Europa schaffen 
will. Hierzu sollen die verschiedenen nationalen und europaweiten 
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Ansätze zusammengeführt werden und elektronische IDs für 
juristische und Privatpersonen für den europaweiten Einsatz 
entwickelt werden. Somit liegt der Fokus dieses Projekts primär auf 
A2G und G2G-Szenarien, es ist jedoch nicht schwierig, sich eine 
Nutzung dieser Technologie im Bereich E-Commerce vorzustellen. In 
dem für drei Jahre angesetzten und bis 2015 laufenden Projekt 
arbeiten 19 EU-Staaten im Rahmen des Competitiveness and 
Innovation Framework Programme (CIP) zusammen.110 
 epSOS (European Patient Smart Open Services): mit Hilfe dieser 
Infrastruktur ist es Medizinern und Apothekern möglich, europaweit 
auf die Daten ihrer Patienten zuzugreifen. Dies reduziert die 
möglichen Fehlerquellen bei Untersuchungen durch umfangreiche 
und konsistente Daten und hilft zusätzlich unnötige wiederholte 
Untersuchungen zu vermeiden. Durch das neu entwickelte eHealth-
System, wird es weiterhin Patienten ermöglicht, Rezepte, die mit dem 
epSOS-Verfahren in elektronischer Form ausgestellt wurden – den so 
genannten ePrescriptions – die benötigten Medikamente in allen 
europäischen Mitgliedsstaaten zu bekommen. Dadurch, dass in 
diesem Prozess – neben dem Bürger als Patient und den Ärzten und 
Apotheken als Unternehmer – auch Krankenkassen als Repräsentant 
für Regierungseinrichtungen beteiligt sind, handelt es sich hier um ein 
Hybrid-Projekt, dass eine große Menge von Szenarien abdeckt, u. a. 
B2C (Arzt/Apotheker & Patient), B2A (Apotheke & Krankenkasse), 
sowie G2G (länderübergreifender Austausch der Krankenkassen von 
Patienteninformationen). Die Pilotphase des Projekts begann im April 
2012 und umfasst zurzeit sieben Mitgliedsstaaten, soll jedoch 
sukzessive ausgebaut werden.111 
 e-CODEX (e-Justice Communication via Online Data Exchange): 
dieses Verfahren wurde entwickelt, um die Abwicklung von 
grenzübergreifenden Gerichtsfällen zu vereinfachen und den Zugriff 
auf Informationen aus anderen EU-Staaten in solchen Fällen zu 
beschleunigen. Dieses Projekt ist hier hervorzuheben, als dass es 
einen neuen Standard beim Austausch von Informationen nutzt: die 
verschiedenen LSPs der europäischen Union, bspw. SPOCS und 
PEPPOL, haben ihre Ziele erreicht, indem sie vorhandene SAOP-
Protokolle adaptiert oder neue Web Services entwickelt haben. 
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Jedoch ist es für die partizipierenden Länder nicht pragmatisch für 
jedes Szenario eine eigene Infrastruktur vorzuhalten. Daher haben 
die an den LSPs teilnehmenden Mitgliedsstaaten, zusammen mit der 
europäischen Kommission und Standardisierungsorganisationen 
einen Ansatz eines einheitlichen Protokolls entwickelt. Dieses neue 
Protokoll bringt internationale Standards mit den Entwicklungen der 
LSPs PEPPOL und SPOC in einem modularen Ansatz zusammen 
und erweitert gleichzeitig die Spezifikation dieses Standards, um den 
Anforderungen aller bestehenden als auch zukünftigen E-
Government-Projekte gerecht zu werden. E-CODEX ist nun das erste 
Projekt, das auf diesem technischen Standard aufbaut, die PEPPOL- 
und SPOC-Plattformen werden nachfolgend sukzessive umgestellt.112 
Anzumerken ist noch, dass der neu entwickelte Standard auf dem 
OASIS ebMS beruht, einem auf XML-basierenden Standard, der 
ursprünglich für den Einsatz zur Unterstützung von 
Geschäftsprozessen entwickelt wurde. OASIS, eine Organisation, die 
offene Standards im Bereich der Informationstechnologie fördert, war 
bereits vorher in den Projekten der europäischen Kommission 
involviert – der technische Ansatz für das PEPPOL-Projekt wurde 
bspw. durch das OASIS BDXR Komitee entwickelt und erweitert. 
Dieses Beispiel zeigt, wie Regierungseinrichtungen erfolgreich mit – 
in diesem Fall einem non-profit – Unternehmen aus der Wirtschaft 
zusammenarbeiten.113 
 SPOCS (Simple Procedures Online for Cross- Border Services): dieses 
im Mai 2009 im Rahmen des CIP gestartete Projekt hat zum Ziel den 
Eintritt in den Markt anderer EU-Länder für europäische 
Unternehmen zu vereinfachen. Sämtliche Anträge, Lizenzen und 
andere administrative Aufgaben sollen über einen einzigen 
Kontaktpunkt (Point of Single Contact – PSC) bearbeitet werden 
können. Nachdem bereits im Jahr 2009 eine EU-Richtlinie die 
Mitgliedsstaaten verpflichtet hat, alle Verfahren, die für den Eintritt 
eines Unternehmens in den Markt eines anderen EU-Staates 
notwendig sind, online verfügbar zu machen, geht SPOCS einen 
Schritt weiter. Die Prozesse wurden optimiert und die verschiedenen 
Lösungen der Mitgliedsstaaten zusammen geführt, um so ein Online 
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 Vgl.: e-CODEX [2013] [URL] 
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 Vgl.: ebd 
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Portal als Point of Single Contact zu schaffen.114 Dieses Projekt 
fokussiert sich insbesondere auf G2B-Szenarien, nichtsdestotrotz 
werden hier auch Informationen zwischen den öffentlichen 
Einrichtungen der teilnehmenden Staaten ausgetauscht, ergo ist 
auch ein G2G-Anteil in diesem Szenario enthalten. 
 PEPPOL (Pan European Public Procurement Online)115: das Ziel, des 
im Jahr 2008 gestartete Projekt der europäischen Kommission, 
zusammen mit 17 E-Procurement-Industriepartnern aus 11 Ländern, 
ist, die einzelnen E-Procurement-Lösungen der verschiedenen 
Länder zu vereinheitlichen und somit ein europäisches E-
Procurement-Netzwerk zu schaffen. Dieses so geschaffene Netzwerk 
soll speziell kleinen und mittelständischen Unternehmen den Eintritt 
in den europäischen Markt einfacher machen. 
Die Standardisierung umfasst dabei die relevanten Prozesse der 
Verwaltungseinrichtungen, der Unternehmen, sowie der Anbieter der 
technischen Infrastruktur. Herausforderungen waren dabei neben den 
unterschiedlichen vorhandenen technischen und prozessualen 
Standards auch die differierenden gesetzlichen Anforderungen 
innerhalb der europäischen Union. Durch die Vereinheitlichungen 
sind nun aber bspw. die Steuereinnahmen der teilnehmenden 
Staaten transparenter, ebenso ist wie geplant der Einstieg in den EU-
Markt für Unternehmen einfacher und kostengünstiger geworden. 
Dabei geht es zunächst speziell um das E-Procurement im 
öffentlichen Sektor, ergo die Beschaffungsprozesse von öffentlichen 
Einrichtungen bei Unternehmen (A2B). Allerdings kann die so 
geschaffene Infrastruktur auch für das E-Procurement zwischen den 
teilnehmenden Unternehmen (B2B), als auch für den 
Informationsaustausch zwischen einzelnen Verwaltungsinstitutionen 
der verschiedenen Länder genutzt werden (A2A / G2G). 
Nachdem das Projekt Ende August 2012 erfolgreich fertig gestellt 
wurde, wurde die Verantwortung für die weitere Spezifizierung und 
Verbreitung des Standards an die Open PEPPOL Association 
übergeben. Die Einrichtung, bestehend aus Mitgliedern öffentlicher 
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und privater Unternehmungen, ist eine unter belgischem Gesetz 
handelnde internationale Non-Profit-Organisation116.117 
2.2.4 Administration & NGOs / NPOs – A2N & N2A 
Dieser Anwendungsbereich des E-Government konzentriert sich speziell auf 
die Kommunikation zwischen öffentlichen Einrichtungen und nicht-regierungs-
Einrichtungen (NGO) auf der einen Seite und gemeinnützigen Einrichtungen 
(NPO) auf der anderen Seite.118 
Diese Art von Interaktion ist der kleinste Anteil im gesamten E-Government-
Spektrum. Gründe hierfür sind zum einen, dass diese Art von Organisationen 
meist generell keine große IT-Infrastruktur hat, zum anderen ist oft der 
Kostenaspekt ein Hindernis. Ist etwa ein Projekt zwischen einer NPO und 
einer öffentlichen Einrichtung abgeschlossen, fehlt oft das Geld, um die 
Entwicklung weiter voran zu treiben. Golubeva/Merkuryeva [2006] 
zeigen in einer Fallstudie zum E-Government in St. Petersburg, Russland, 
dass die meisten A2N-Beispiele daher rühren, dass die NPO Informationen 
bereitstellen kann, an denen die Verwaltung Interesse hat. Ein Beispiel für ein 
erfolgreiches Projekt dieser Art ist eine Plattform für KMUs, auf welcher 
Informationen eines Forschungsinstituts gemeinsam mit den benötigten 
Angaben der öffentlichen Verwaltung bereitgestellt werden.119 
Die veröffentlichte Diskussionsschrift von Sachdeva [2002] geht noch 
einen Schritt weiter und beschreibt G2N als Möglichkeit eine bessere 
Gesellschaft zu schaffen. Dies soll vor allem durch Transparenz erreicht 
werden, indem sämtliche Regierungs-Informationen für die Bürger frei 
zugänglich gemacht werden. Die daraus entstehenden Rückmeldungen von 
Bürgern und Interessengruppen sollen dann aktiv durch die Regierung in 
deren Handeln eingebunden werden.120 Diese Beschreibung ähnelt in großem 
Maße der Definition von E-Government, wie sie oben festgelegt wurde. 
Inwieweit dies also ein Beispiel für ein G2N-Szenario darstellt ist fraglich, da 
es hier zum einen hauptsächlich um die Interaktion zwischen Regierung und 
Bürgern geht – ergo ein G2C-Szenario darstellt – und zum zweiten hier 
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 Daher auch oft die Bezeichnung Open PEPPOL AISBL (Association 
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 Vgl.: PEPPOL [2013] [2] [URL] 
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 Vgl.: Barnickel [2006], S. 6 
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 Vgl.: Golubeva/Merkuryeva [2002], S. 251 ff 
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 Vgl.: Sachdeva [2002], S. 9 
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Änderungen an den generellen Grundsätzen der Regierung gefordert werden, 
die unabhängig vom Einsatz einer E-Business-Infrastruktur sind. 
Ein besser geeignetes Beispiel für den Gebrauch des Internets durch NGOs, 
um Einfluss auf die Regierung auszuüben und somit ein E-Government-
Szenario ist bei Nixon et al [2010] zu finden. Unter dem Begriff E-
Activism wird das Vorgehen der NGOs spezifiziert, Petitionen online zu 
veröffentlichen, um so gegen das geplante oder aktuelle Vorgehen der 
Regierung zu protestieren und in der Öffentlichkeit Unterstützung zu finden.121 
Dieses Vorgehen hat für die NGOs den Vorteil, dass sie ihr Anliegen schnell 
und kostengünstig einer großen Menge von Bürgern darlegen können und 
diese sich unmittelbar an dem Protest beteiligen können. Ein Beispiel für den 
Einfluss, den solche Petitionen auf die Regierung nehmen können, ist die von 
der NGO RAS (Réseau associatif et syndical, zu Deutsch: Vereins- und 
Gewerkschaftsnetzwerk) organisierte Petition gegen eine im Jahr 2008 
geplante Datenbank des französischen Inlandsgeheimdienst DCRI (Direction 
centrale du Renseignement intérieur, zu Deutsch: Zentraldirektion des 
Inlandgeheimdienstes). Grund der Kritik war, dass in dieser Datenbank 
EDVIGE (exploitation documentaire et valorisation de l’information générale, 
zu Deutsch: Betrieb zur Dokumentation und Abwägung von 
Generalinformationen) personenbezogene Daten von Personen ab dreizehn 
Jahren gespeichert werden sollten, „die wegen ihrer individuellen oder 
kollektiven Aktivitäten voraussichtlich gegen die öffentliche Ordnung 
verstoßen werden“ – und nicht nur die Informationen dieser Personen, 
sondern auch derer, die Kontakt mit eben solchen verdächtigen Personen 
haben, sollten gespeichert werden. Dabei sollten nicht nur Informationen wie 
Adresse, Familienstand und Steuerinformationen, sondern ebenfalls hoch 
sensible Daten wie physische Informationen, Erbinformationen, sexuelle 
Orientierung und Gesundheitsdaten vorgehalten werden.122 
Durch die genannte Petition wurde der Gesetzentwurf überarbeitet und 
zunächst als EDVIGE 2.0 und später als Version 3.0 veröffentlicht.123 Auch 
wenn letztendlich das Projekt nicht gestoppt werden konnte, so hat der Protest 
der NGOs doch Änderungen hervorgebracht und insgesamt die Aufmerksam 
der Öffentlichkeit, sowohl auf nationaler als auch auf internationaler Ebene, 
auf die Kritikpunkte gelenkt. 
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3 Erfolgsfaktoren bei der Implementierung von 
E-Government-Lösungen 
3.1 Kompatibilität & Interoperabilität 
Im E-Business generell und gerade beim E-Government im speziellen ist ein 
wichtiger Erfolgsfaktor die Kompatibilität und Interoperabilität der beteiligten 
Systeme124, gerade wenn nicht ein monolithes System, sondern ein Verbund 
von Systemen vorhanden ist. Dies ist meist der Fall, denn durch eine Vielzahl 
verschiedener Zuständigkeiten, besteht stets die Gefahr, dass Lösungen 
zunächst „im Kleinen“ gesucht werden und jeder Bereich nach einer Lösung 
sucht, die für die bei ihm gegebenen Umstände am besten passt. Als Folge 
entstehen viele individuelle Lösungen, die nicht miteinander verbunden sind, 
so genannte Insellösungen. Wächst die Anzahl dieser Einzellösungen wird es 
zunehmend schwieriger eine Kompatibilität der einzelnen Lösungen zu 
schaffen, um somit die Flexibilität der gesamten Verwaltung zu sichern.125 
Durch eine von Beginn an durchdachte Strategie zur Sicherung der 
Interoperabilität der Systeme, wird die – meist heterogene – Systemlandschaft 
sowohl nach außen für Bürger und Unternehmen, als auch nach innen – durch 
andere Abteilungen auf unterster Stufe bis hin zu administrativen 
Einrichtungen anderer Staaten auf der obersten Ebene – gesichert.126 Die 
Vielfältigkeit der verschiedenen Szenarien im europäischen Raum zeigt die 
folgende Abbildung. 
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Abbildung 11: Komplexe Interaktionsbeziehungen unterstreichen den Bedarf 
an Kompatibilität im E-Government
127
 
 
Es sind somit diverse Interaktionsbeziehungen im Rahmen des E-
Governments möglich, bei denen es Informationsaustausch  
 innerhalb eines Staates zwischen  
o Bürgern und Verwaltung (A2C, bspw. Ummeldung), 
o Unternehmen und Verwaltung (A2B, bspw. elektronische 
Steuerdaten-Übermittlung); 
 über Staatsgrenzen hinweg zwischen 
o Unternehmen und Verwaltung (B2A, bspw. E-Procurement128), 
o Verwaltungen (A2A, bspw. bei Anliegen von Auswanderern) 
und 
 von Staaten der EU mit übergreifenden europäischen Institutionen. 
Gerade im Bereich des horizontalen E-Business, der Verbindung von 
Verwaltungseinrichtungen auf gleicher Ebene, entwickelt sich die Sicherung 
der Interoperabilität zunehmend komplexer wenn die Systeme auf 
verschiedenen Standards basieren. Als Folge können Nachrichten nur durch 
aufwendiges Mapping ausgetauscht werden und ein Abruf von 
Datenbeständen verschiedener Institute wird durch verschiedene 
Zugriffsmechanismen und Datenbankstrukturen extrem kostenintensiv. 
Ein sicherer Weg, diesen Umstand zu vermeiden ist, bereits vor der 
Entwicklung einer Lösung für den eigenen Bereich nach Lösungen und 
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Erfahrungen bei anderen Instituten zu suchen, um so gemeinsam eine Lösung 
zu finden. Ist dies nicht mehr möglich, da sich bereits Insellösungen entwickelt 
haben, ist es für den Erfolg einer umfassenden Lösung unabdingbar, dass alle 
Beteiligten die Anforderungen an das zukünftige System definieren, um so die 
einzelnen Lösungen ablösen zu können. 
Gerade im öffentlichen Sektor ist jedoch die Gefahr von individuellen 
Einzellösungen höher als im Bereich der Privatwirtschaft, da es hier oft keine 
zentrale Stelle gibt, die strategische Entscheidungen bezogen auf 
Informations- und Kommunikationstechnologien treffen kann und es somit an 
einer koordinierten Umsetzung häufig mangelt. Als Folge ist es auch in 
Deutschland zu einer heterogenen Systemlandschaft gekommen.129 Aus 
diesem Grund hat Deutschland, wie viele anderen Industrienationen, im Jahre 
2005 damit begonnen einen E-Government-Standard zu entwickeln: das 
Ergebnis mit dem Titel SAGA (Standards und Architekturen für E-Government 
Anwendungen) wurde im Zuge der Initiative BundOnline 2005 erarbeitet.130 
Exkurs Standards 
Um Missverständnisse zu vermeiden, wird an dieser Stelle ein Exkurs zum 
Thema Standards eingeschoben, der den Begriff definieren und erläutern soll: 
Nach ISO [2013] ist ein Standard, ein Dokument, dass Voraussetzungen, 
Spezifikationen, Richtlinien oder Charakteristika enthält, die genutzt werden 
können, um sicher zu stellen, dass Materialien, Produkte, Prozesse und 
Dienstleistungen ihre Aufgabe erfüllen können.131 
Bezogen auf das E-Government verfeinern Parasie/Veit [2008] diese 
Definition, indem sie die Ziele von Standards in diesem Bereich insofern 
spezifizieren, dass sie zum einen die Verantwortlichen bei der Auswahl einer 
geeigneten Lösung unterstützen und zum anderen die Interoperabilität der 
einzelnen Lösungen durch einheitliche Vorgaben unterstützen sollen.132 Um 
dies sicherzustellen, wurden drei Säulen definiert, die einen soliden E-
Government-Standard ausmachen133: 
 Technische Standards, mit einem starken Fokus auf offene Standards 
und auf internationaler Ebene einheitlich; 
 Datenstandards, beinahe ausschließlich auf XML basierend und von 
starken nationalen Unterschieden geprägt;  
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 Software-Architekturen, die sich fast ausschließlich auf den SOA-
Standard beziehen. 
Exkurs Standards – Ende 
Ein Standard hilft bei der Förderung der Interoperabilität und Kompatibilität 
von Systemen allerdings nur dann, wenn die Standards bei der Umsetzung 
der Systeme auch befolgt werden. Eine Voraussetzung hierfür ist zunächst, 
dass die Standards bei den Verantwortlichen auch bekannt sind. Auf 
nationaler Ebene konnten hier bereits nach kurzer Zeit Erfolge erzielt werden, 
auf Ebene internationaler Standards ist die Bekanntheit in Deutschland 
wesentlich geringer. 
Eine Umfrage von Parasie/Veit [2007], zwei Jahre nach der Einführung 
des SAGA-Standards in Deutschland, bei der Mitgliedsstädte des Deutschen 
Städtetags befragt wurden134, zeigte, dass mehr als die Hälfte der an der 
Umfrage beteiligten Kommunen den Standard kennen und etwa ein weiteres 
Drittel zumindest davon gehört hat; lediglich 11,6 Prozent war der Standard 
gänzlich unbekannt.135 Allerdings war die Akzeptanz des Standards generell, 
sowie der darin enthaltenen Empfehlungen zu  
 technischen Standards, 
 Datenstandardisierung und 
 Software Architekturen  
nur mittelmäßig bis hoch. Die so genannte Eine-für-Alle-(EfA)-Lösung, die 
durch die Koordinierungs- und Beratungsstelle der Bundesregierung für 
Informationstechnik in der Bundesverwaltung (KBSt) angeboten wird, findet 
am wenigsten Akzeptanz. Der Großteil der Befragten war der Ansicht, dass 
eine generische Lösung im Bereich der öffentlichen Verwaltung keinen oder 
wenig Nutzen hat.136 
Der größte Einflussfaktor auf die Akzeptanz des SAGA-Standards war laut 
Parasie/Veit [2007] die Gemeindegröße. Die durchschnittliche Akzeptanz 
gegenüber dem Standard stieg in den Kommunen, je größer deren 
Einwohnerzahl und somit auch die Verwaltung waren. Als Einflussgrößen 
ausgeschlossen wurden der Einsatz externer Dienstleister, sowie der 
Interaktionsbedarf mit anderen Behörden137  
Die im SAGA-Standard empfohlenen Hilfsmittel finden wie die EfA-Lösung 
wenig Zuspruch. Nur 8,4 Prozent der an der Umfrage beteiligten Gemeinden 
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nutzen überhaupt eines oder mehrere der Hilfsmittel. Unter dieser Teilmenge 
der Kommunen setzen fast zwei Drittel der Kommunen das E-Government-
Handbuch und mehr als zwei Drittel den IT-Grundschutzkatalog ein. Neben 
der bereits erwähnten EfA-Lösung findet auch der XML-Infopoint der KBSt, 
eine Kommunikationsplattform für den Austausch von Entwicklern und 
Anwendern der XML-Technologie, wenig Akzeptanz.138 
Noch geringer ist der Bekanntheitsgrad des europäischen Standard-
Rahmenwerks EIF (European Interoperability Framework). Nicht einmal fünf 
Prozent der Befragten kennen den Standard und nur etwa 20 Prozent haben 
zumindest schon einmal davon gehört. Ziel dieses Standards ist die 
Ergänzung der nationalen Standards, bspw. um Aspekte der Mehrsprachigkeit 
von E-Government-Angeboten und der damit einhergehenden Empfehlung 
technische Details generell in Englisch zu entwickeln.139 Diese Empfehlungen 
werden jedoch nur sporadisch umgesetzt: so haben nur 8,4 Prozent der 
Befragten ein mehrsprachiges Angebot, wobei stets Englisch angeboten wird 
und in absteigender Häufigkeit zusätzlich Französisch, Spanisch und 
Tschechisch. Noch weniger Akzeptanz findet die Forderung, eine einheitliche 
Sprache (Englisch) bei der Entwicklung technischer Standards einzuhalten. 
Nicht einmal sechs Prozent der Befragten zeigen hierfür hohe oder mittlere 
Akzeptanz140 
Trotz der teils geringen Akzeptanz der nationalen und internationalen 
Standards, die durch diese Studie deutlich wird, sieht der Großteil der 
Kommunen einen Integrationsbedarf, etwa ein Viertel schätzt diesen sogar als 
hoch ein.141 Fünf Jahre später im Jahr 2012 zeigt eine Studie des deutschen 
Landkreistags mit dem Fokus auf die XÖV-Standards142, dass immer noch die 
Hälfte der Befragten die Standardisierungsaktivitäten in Deutschland für nicht 
ausreichend halten.143 Befragt wurden bei dieser Studie alle 295 deutschen 
Landkreise, wobei sich eine Rücklaufquote von insgesamt 48,5 Prozent 
ergab.144 Als Hauptgründe für die mangelnde Standardisierung wurden drei 
Hauptfaktoren genannt: 
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Abbildung 12: Hauptgründe für mangelnde Standardisierung
145
 
 
Auf der einen Seite ist es also nicht der Mangel an Standards, der zu einer 
fehlenden Akzeptanz dieser in den deutschen Kommunen führt, sondern dass 
diese nicht befolgt werden, da sie nicht zwingend sind. Als tiefer liegender 
Grund könnte in Betracht kommen, dass eine Entwicklung anhand von 
Standards teurer ist, als eine Lösung zu entwickeln, die die Grundbedürfnisse 
der eigenen Kommune deckt. 
Auf der anderen Seite wird hier jedoch auch deutlich, dass es nicht nur an 
der Verbindlichkeit der Standards mangelt, sondern auch an deren 
Vollständigkeit. Die Kommunen finden keinen Anreiz die Standards zu nutzen, 
wenn diese an bestimmten Stellen keine klaren Vorgaben machen. 
Der dritte Punkt zeigt, auch wenn die Ausprägung hier schwächer ist als bei 
den zwei bereits erwähnten Argumenten, dass die Kommunen kein Vertrauen 
in den Standard haben und sich nicht sicher sein können, ob dieser auf lange 
Sicht Bestand hat. Hieraus lässt sich eine fehlende Strategie der Standard-
gebenden Institute, ergo des deutschen Bundes, erkennen. Dieses Bild 
spiegelt sich auch auf der Ebene der einzelnen Kommunen wieder. So haben 
nur 31 % der Befragten angegeben, dass der Einsatz von E-Government in 
ihrem Bereich sich an einer übergeordneten IT-, bzw. E-Government-Strategie 
orientiert. Anzumerken ist hier, dass in diesen Kommunen die Strategie in der 
Hälfte der Fälle auf einen Zeitraum von vier bis sechs Jahren angesetzt ist. 
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Jeweils ein weiteres Viertel setzt die E-Government-Strategie für einen 
kürzeren, bzw. für einen längeren Zeitraum an.146 
Ein großer Bedarf an Standards ist in dem Bereich Dokumentenmanagement 
zu erkennen; nur 14 Prozent der Kommunen sind der Meinung, dass es hier 
keines Standards benötigt. Diese Aussage ist nach Angaben des 
Deutschen Landkreistags [2012] bedenklich, da knapp ein Viertel der 
Kommunen bereits ein Dokumentenmanagement-System im Einsatz, und 69 
Prozent die Einführung bis zum Jahr 2014 geplant haben. Wird nicht 
kurzfristig ein Standard in diesem Bereich veröffentlicht – der anschließend 
von den Kommunen auch befolgt wird –, so wird die Folge eine Menge an 
heterogenen Systemen sein, die nur mit großem Aufwand durch Schnittstellen 
verbunden werden können. Durch eine Vereinheitlichung könnten Kosten für 
nachträgliche Anpassungen an der Vielzahl von Systemen und die 
Entwicklung von Schnittstellen vermieden werden.147 
Gerade im Hinblick auf die getätigten Verordnungen des Bundes, die den 
Kommunen vorschriebt bis zum Jahr 2020 all ihre Akten in elektronischer 
Form zu führen148, ist die durch die Studie beschriebene Ausgangslage 
kritisch und kann, neben den unumgänglichen Zusatzkosten für die 
nachträgliche Sicherstellung der Interoperabilität, zu einer weiter sinkenden 
Akzeptanz der E-Government-Standards führen.  
Auf europäischer Ebene hat das PEPPOL-Projekt gezeigt, dass eine 
Zusammenführung einer großen Menge heterogener Systeme, mit 
verschiedenen Architekturen und Datenstrukturen, zwar machbar, allerdings 
nur unter großem Aufwand realisierbar ist.149 Dies soll durch die genannten 
Standards auf nationaler und internationaler Ebene vermieden werden, 
allerdings ist der Ansatz noch zu unspezifisch und bietet zudem zu viele 
Freiräume, was die Umsetzung einzelner E-Government-Bestandteile als 
auch die Einhaltung des Standards an sich betrifft. 
Allein im Bereich der Kommunikation zwischen Unternehmen und 
Krankenkassen als Teil administrativer Einrichtungen wurden Standards 
erfolgreich eingesetzt und die Verfahren so konzipiert, dass sie 
wiederverwendbar sind. Somit ergibt sich nicht nur bei der Entwicklung der 
Anwendung ein geringerer Aufwand, sondern auch beim Konzipieren der 
Schnittstelle sowohl auf Seiten der Krankenkassen, als auch auf Seiten der 
                                               
146
 Vgl.: Deutscher Landkreistag [2012], S. 7 
147
 Vgl.: ebd., S. 13 
148
 Vgl.: BMI [2013] [1] [URL] 
149
 Vgl. Abschnitt 2.2.3 
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Unternehmen. Als Folge erhöht sich auch die Akzeptanz dieser Verfahren bei 
den Arbeitgebern. Um die Wiederverwendung von Entwicklungen zu 
verdeutlichen zeigt die folgende Graphik ausschnittsweise den 
Datensatzaufbau der drei Mitteilungsverfahren EEL150, AAG151 und DEÜV152, 
alle zur Kommunikation zwischen Arbeitgebern und Krankenkassen. 
 
 
Abbildung 13: Gegenüberstellung des Datensatzaufbaus bei EEL, AAG und 
DEÜV 
 
Es ist zu sehen, dass die Datensätze so granular aufgebaut sind, dass sie 
zusammengehörende Informationen gruppieren, jedoch auch eine so hohe 
Kohäsion aufweisen, dass einzelne Bausteine in mehreren Verfahren genutzt 
werden können. 
Als Zwischenfazit am Ende dieses Abschnitts kann festgehalten werden, 
dass Kompatibilität und Interoperabilität im Bereich E-Government, wo ein 
Informationsaustausch zwischen einer Großzahl von Teilnehmern statt findet, 
extrem wichtig ist. Sichergestellt werden kann dies durch Standards und 
Vorgaben, wobei diese auf der einen Seite so gestaltet sein müssen, dass die 
Nutzer darin klare Vorgaben mit wenig Interpretationsspielraum vorfinden, auf 
der anderen Seite müssen sie so generisch sein, dass sie für alle Szenarien 
nutzbar sind. Ist dies erreicht, so muss der Standard nicht obligatorisch sein, 
                                               
150
 Vgl.: GKV-Spitzenverband [2013] [2], S. 4 f 
151
 Vgl.: GKV-Spitzenverband [2013] [1], S. 4 f 
152
 Vgl.: GKV-Spitzenverband [2012], S. 9 f 
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um einen hohen Nutzungsgrad zu erreichen. Ist jedoch weder das eine, noch 
das andere gegeben, so erreicht der Standard wenig Akzeptanz und verfehlt 
somit das Ziel die Interoperabilität der Systeme sicher zu stellen. 
3.2 Change Management & Akzeptanz 
Schon der griechische Philosoph Heraklit von Ephesus153 hat erkannt, dass 
die einzige Konstante im Universum die Veränderung ist. Diese Aussage gilt 
in Zeiten von Finanzkrise, Globalisierung und immer stärkerer Vernetzung 
mehr denn je auch für die Wirtschaft. Aus dieser Erkenntnis haben sich ein 
akademischer Zweig und eine Managementpraxis entwickelt, die unter dem 
Begriff Change Management (zu Deutsch: Änderungsverwaltung/-
management) zusammengefasst wird. Change Management wird verwendet, 
um den Weg von einer Ausgangssituation hin zu einem definierten Ziel 
möglichst optimal auszugestalten. Dabei geht es weniger um die Methodik, 
festzulegen mit welchen Mitteln dieses Ziel erreicht werden kann, sondern um 
die Gestaltung des Prozesses an sich. Natürlich ist eine Trennung zwischen 
Weg und Ziel nicht immer möglich, dennoch liegt der Fokus auf der 
Ausgestaltung des Weges, nicht auf der Definition des Ziels und der 
Methoden zu dessen Erreichung. Im Gegensatz zur strategischen 
Unternehmensplanung ist der Fokus des Change Management also nach 
innen, auf die an der Veränderung Beteiligten und nicht nach außen auf die 
Unternehmensumwelt, gerichtet.154 
Gerade im Bereich der Informations- und Kommunikationstechnologie sind 
die Veränderungsabschnitte immer kürzer geworden. Als Auslöser für solche 
Veränderungen können die immer leistungsfähiger werdende 
Informationstechnologie und die damit einhergehende Vernetzung genannt 
werden, jedoch auch Aspekte wie die Forderung nach Personalisierung von 
Services, der strukturelle Gesellschaftswandel, politische Entscheidungen, 
Gesetzesänderungen und die fortschreitende Globalisierung.155 
In den meisten Fällen hat eine Veränderung eine positive Auswirkung auf 
eine Organisation, teilweise ist ein Wandel in einem bestimmten Bereich auch 
überlebensnotwendig für ein Unternehmen. Kritisch ist bei jedem Wandel 
jedoch stets der Weg hin zum definierten Ziel.156 
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 Auch Herakleitos genannt, ca. 540 bis 480 v. Chr. 
154
 Vgl.: Lauer [2010], S. 3 f 
155
 Angelehnt an: Pugh [2007], S .2 ff 
156
 Vgl.: Simms [2005], S. 96 
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Besonders im Bereich des E-Government muss dem Management von 
Veränderungen große Aufmerksamkeit zuteil werden, da hier eine große 
Menge Beteiligter auf verschiedenen Ebenen miteinander arbeiten, von den 
politischen und wirtschaftlichen Entscheidungsträgern über die darunter 
liegende mittlere und untere Management-Ebene in Wirtschaft und Verwaltung 
bis hin zu den Mitarbeitern an dem jeweiligen Projekt und letztendlich den 
Endanwendern; nicht zu vergessen sind natürlich Organisationen wie 
Beratungshäuser, Software- und Hardware-Lieferanten, welche helfen, die 
gemachten Vorgaben umzusetzen. 
Nach Hohmann [2012] wird beim Change Management unterschieden 
zwischen zwei Typen von Veränderungen, dem  
 Change, einem Veränderungsprozess, der aktiv initiiert und rational 
geplant wird (prozessuale Transformation) und der 
 Transition, einem eher organisationspsychologischen, lang 
andauernden Prozess, der im Gegensatz zum Change meist nicht 
rational planbar ist. 
Dem entsprechend sind in der Literatur zwei verschiedene Typen von 
Change Management-Methoden zu finden, die sich je auf eine der genannten 
Kategorien beziehen.157 Veränderungen im Bereich E-Government sind stets 
vom ersten Typ, der prozessualen Transformation, da sie aktiv von außen 
durch Gesetzesänderungen oder von innen durch neue Strategien 
angestoßen werden. Als Vertreter für eine Methode zum Management einer 
solchen Veränderung soll das Modell von Kotter [1999] dienen, welches 
acht Schritte für den erfolgreichen Wandlungsprozess vorgibt158. Diese 
Schritte sind in der folgenden Graphik chronologisch von oben nach unten 
aufgeführt. 
                                               
157
 Vgl.: Hohmann [2012], S. 55 f 
158
 Vgl.: Kotter [1999], S. 91 f 
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Abbildung 14: Acht Schritte für den erfolgreichen Wandel nach Kotter 
[1999] 
 
Die Schritte eins und zwei sind laut einer Studie von Capgemeni [2012] 
gleichzeitig auch die wichtigsten, da diese den größten Einfluss auf den Erfolg 
einer Veränderung haben.159 Allerdings ist diesbezüglich auch anzumerken, 
dass nur ein geringer Teil von Unternehmen überhaupt ein solches Modell bei 
der Durchführung von Veränderungen nutzt und die angewandten Methoden 
sehr heterogen sind.160 Die einzelnen Schritte von Kotter‘s [1999] Modell 
werden im Folgenden referenziert, an dieser Stelle wird auf dieses Modell 
jedoch nicht weiter eingegangen. Für weiter führende Informationen wird auf 
die Quellen verwiesen.161 
 
Change Management ist ein wichtiger Bestandteil im Bereich E-Government, 
wobei – abhängig vom konkreten Szenario – unterschieden werden muss 
zwischen drei Adressaten: 
1. den Bürgern, die von dem jeweiligen E-Government-Projekt betroffen 
sind, 
2. den Mitarbeitern innerhalb der öffentlichen Verwaltung und 
3. den Unternehmen, die ggf. in das E-Government-Szenario involviert sind. 
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 Vgl.: Capgemeni [2012], S. 26 
160
 Vgl.: ebd., S. 28 f 
161
 Vgl. u. a.: Stragalas [2013], S. 441 ff 
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Bezogen auf die aktiv an dem Projekt Beteiligten bestehen laut 
Karlstetter [2008] zwei Gefahren, wobei sie sich auf eine ältere Studie 
von Capgemini aus dem Jahr 2005 bezieht.162 Zum einen kann es durch 
mangelhaftes Change Management zu ineffizientem Arbeiten sowohl 
innerhalb des Projektes als auch in dessen Folge kommen, zum anderen 
besteht innerhalb des Projektes die latente Gefahr, dass aktiv gegen das 
Projektziel gearbeitet wird und dieses ggf. sogar sabotiert wird. Daher sollte 
innerhalb eines solchen Projektes Change Management auf fünf Ebenen 
praktiziert werden163: 
 Programm-Management: alle Aktivitäten müssen aufeinander 
abgestimmt werden, damit alle Ziele erreicht und Abhängigkeiten 
erkannt werden können; 
 Organisation & Prozesse: die Aufbau- und Ablauforganisation, sowie 
die damit einhergehenden Aufgaben und Kompetenzen aller 
Mitarbeiter müssen angepasst werden, um zu jedem Zeitpunkt den 
Anforderungen des Projektes Genüge zu tun; 
 Wissen & Fähigkeiten: Mitarbeiter müssen durch entsprechende 
Schulungen und Trainings auf ihre neuen Aufgaben und das neue 
System vorbereitet werden, Führungskräfte müssen Veränderungen 
steuern können und konstruktives Problemlösungsmanagement 
beherrschen; 
 Mobilisierung & Kommunikation: eine große Gefahr in jedem 
Veränderungsprozess ist Widerstand durch Angst vor den 
Veränderungen und deren Folgen, wie etwa Prestige- oder 
Machtverlust.164 Um diesem Umstand entgegen zu arbeiten, müssen 
alle Mitarbeiter frühzeitig und ausreichend informiert werden und 
sichergestellt werden, dass ein Verständnis für die 
Veränderungsgründe vorhanden ist; besonders geeignet ist hierfür, 
die Mitarbeiter aktiv in den Veränderungsprozess einzubeziehen. 
 Kultur: innerhalb der Organisation muss eine positive und konstruktive 
Attitüde gegenüber der Veränderung geschaffen und Widerstände 
abgebaut werden. 
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 Vgl.: Capgemeni [2005], S. 61 
163
 Vgl.: Capgemeni [2005], S. 37 
164
 Vgl. hierzu auch: Capgemini [2012], S 37 
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In den Studien der folgenden Jahre durch Capgemeni165 gestalten sich diese 
Punkte in einigen Details anders, die Essenz bleibt jedoch wie oben 
dargestellt gleich. 
Konkret auf das E-Government bezogen fassen Lundevall et al [2012] 
die Erkenntnisse von Burn/Robins [2003] und Almazan/Gil-Garcia 
[2011] zusammen: aus der Forderung Change Management in das E-
Government-Rahmenwerk zu integrieren166 und der Erkenntnis, dass die Rolle 
des CIOs in den Kommunen sich immer mehr von der operativen Perspektive 
weg, hin zu einer strategischen Ausrichtung bewegt167, haben sie die 
Folgerung geschlossen, dass – unabhängig von Art und Größe – jegliches E-
Government-Projekt als ein Change Management Prozess angesehen werden 
muss. Diesem Aspekt muss dem entsprechend große Beachtung 
zuteilwerden. Besonders die folgenden Aspekte sind im Zuge des Change 
Management in E-Government-Projekten von großer Wichtigkeit168: 
 Stakeholder Management: als Stakeholder werden alle Personen, 
Gruppen und Organisationen bezeichnet, die das Projekt direkt und 
indirekt beeinflussen oder durch das Projekt selbst oder dessen 
Ergebnis mittelbar oder unmittelbar betroffen sind.169 Diesen 
Personenkreis gilt es in jedem Projekt frühestmöglich zu 
identifizieren, ebenso wie deren Interessen, Ziele und ggf. 
vorhandene Vorbehalte oder Ängste. Die daraus resultierenden 
Ergebnisse werden dann in Beziehung gesetzt und ggf. Aktivitäten 
abgeleitet, um bei den Stakeholdern eine möglichst positive Attitüde 
gegenüber dem Projekt zu entwickeln. 
 Organisatorische Abstimmung: innerhalb des Projektes müssen die 
Rollen des Kunden – ergo der Personenkreis, der das Projekt 
finanziert und ggf. die späteren Nutzer des neuen Systems – und des 
Auftragnehmers – also der IT, vertreten durch den CIO und ggf. 
unterstützt durch externe Ressourcen – so umgesetzt werden, dass 
zum einen ein konsequenter Informationsaustausch zwischen beiden 
Seiten während des gesamten Projektes stattfinden kann und zum 
anderen, dass beide Seiten im Entscheidungsgremium des Projekts 
vertreten sind. 
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 Vgl.: Capgemeni [2008], Capgemeni [2010] und Capgemeni [2012] 
166
 Vgl.: Burn/Robins [2003], S. 25 ff 
167
 Vgl.: Almazan/Gil-Garcia [2011], S. 1 ff 
168
 Vgl.: Lundevall et al [2012], S. 408 ff 
169
 Vgl.: Hull et al [2011], S. 7 
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 Strategische Anpassung: dieser Aspekt betrifft zwei Seiten. Auf der 
einen Seite müssen die strategischen Ziele aller Projekte der 
Organisation miteinander abgeglichen werden, welche die IT 
involvieren, bspw. durch den Einsatz der BSC-Methode, wie sie in 
Abschnitt 1.1.2 beschrieben wird. Grund hierfür ist, dass sich so eine 
Priorisierung der Fachabteilungen und des Managements 
herausbildet, an der sich die IT orientieren und den Projekten 
entsprechend Ressourcen zuteilen kann. Auf der anderen Seite 
müssen die strategischen Ziele der Organisation, ob auf E-
Government bezogen oder nicht, mit den strategischen Zielen der IT 
abgestimmt werden, um etwaige Kollisionen, aber auch Chancen 
erkennen zu können. 
Die gewonnenen Erkenntnisse lassen sich nun zu einem E-Government 
Change Management-Rahmenwerk zusammen bringen, indem die fünf 
Ebenen des Change Management von Capgemeni [2005] eine Zeitachse 
bilden für Kotter‘s [1999] acht durchzuführenden Schritte. Die 
verschiedenen Ebenen des Change Management sind jeweils in bestimmten 
Abschnitten des Projektes von Relevanz und müssen in den einzelnen 
Schritten entsprechend fokussiert werden. Die drei Schlüssel-Tätigkeiten des 
Change Managements im Bereich E-Government, die durch Lundevall et 
al [2012] identifiziert worden sind, lassen sich dann einer Ebene und somit 
einem definierten Set von Schritten zuordnen. Eine Besonderheit bildet das 
Stakeholder Management. Da Stakeholder bereits bei der Identifikation der 
Veränderungsnotwenigkeit eine Rolle spielen und diese Relevanz während 
des ganzen Projekts andauert, betrifft sie alle Ebenen und somit auch jede der 
acht Tätigkeiten. Die folgende Abbildung fasst das beschriebene Konglomerat 
der drei Theorien noch einmal graphisch zusammen. 
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Abbildung 15: E-Government Change Management-Rahmenwerk 
 
Innerhalb der Organisation, die ein E-Government-Projekt durchführt und in 
Zukunft mit einer neuen Art von System und ggf. neuen Prozessen arbeitet, 
muss das Stakeholder Management auf drei hierarchischen Ebenen der 
Organisation ansetzen170: auf der ersten Ebene wird die Unternehmenspolitik 
durch die Einführung von E-Government beeinflusst, bspw. durch Image-
Gewinn aufgrund der Nutzung neuer Technologien; auf der zweiten Ebene 
bringt E-Government Veränderungen für das Management, in besonderem 
Maße durch neue Prozesse und damit veränderte Verantwortlichkeiten. Häufig 
kommt es hier zu Ängsten vor Macht- und Prestigeverlust. Die dritte, die 
operationale Ebene sieht sich ebenfalls neuen Prozessmodellen entgegen, die 
oft zu einer Angst vor dem Verlust des Arbeitsplatzes führen, sowie zu 
Unsicherheiten beim Umgang mit den neuen Zuständigkeiten und natürlich mit 
dem neuen System. Während des Projektes muss auf allen drei Ebenen 
Stakeholder Management betrieben werden und differenzierte Methoden für 
die acht Schritte innerhalb des Wandlungsprozesses entwickelt werden. 
An dieser Stelle soll ein kurzes Zwischenfazit zum Change Management in 
E-Government-Projekten gezogen werden: die Literatur verdeutlicht, dass es 
bei der Einführung von E-Government zu großen Veränderungen innerhalb 
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 Vgl.: Satyanarayana [2004], S. 76 f 
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der Organisation kommt. Meist zeigt sich, dass es nur nuancierte 
Unterschiede bei der Handhabung von Veränderung bei Projekten anderer Art 
gibt und somit die Herausforderungen im Bereich E-Government analog zu 
anderen Bereichen behandelt werden können.171  
Allerdings konzentrieren sich die zu findenden Studien dabei allzu oft rein auf 
die verwaltenden Institutionen als vom Change Management betroffenen 
Organisationen. Doch auch bezogen auf die anderen Akteure im E-
Government muss aktives Change Management betrieben werden, um den 
Erfolg sicherstellen zu können. 
 
In A2C-Szenarien hat sich in der Vergangenheit gezeigt, dass die beste 
Technologie nichts nutzt, wenn Sie nicht genutzt wird. Oft kommt es im 
Rahmen von E-Government-Angeboten zu Akzeptanz-Problemen durch die 
Bürger, da sie nicht mit der neuen Technologie vertraut sind. Teils – und 
gerade bei der Übertragung persönlicher Daten – rührt die Hemmschwelle zur 
Nutzung auch daher, dass die Bürger sich der Sicherheit ihrer Daten nicht 
gewiss sind. Kritisch ist dies vor allem auf der dritten Funktionsebene des E-
Governments, wenn es darum geht, dass der Bürger sich aktiv an der Politik 
beteiligt.172 Diesen Zweifeln muss frühzeitig entgegen gesteuert werden, durch 
Kommunikation und Information. Ein direktes Einbeziehen der Bürger in das 
Projekt ist meist schwierig, wichtig für das Projektmanagement ist jedoch die 
Einstellungen der Bürger, ihre Anforderungen und möglichen Kritikpunkte im 
Rahmen des Stakeholder Managements frühzeitig herauszufinden und in das 
Projekt mit einfließen zu lassen. Flag/Nordheim [2006] deuten darauf 
hin, dass Stakeholder Management im Bereich E-Government – nicht nur in 
A2C-Szenarien – allzu oft in den Projekten vernachlässigt wird und es 
grundsätzlich an Erfahrungen und Leitlinien in diesem Bereich mangelt.173 
Ein ähnliches Bild zeigt sich in den Unternehmen. Im Bereich der A2B-
Szenarien – und in besonderem Maße bei G2B-Szenarien auf Regierungs-
Ebene – finden sich Unternehmen oft vor vollendete Tatsachen gestellt – in 
den Entwicklungs-Prozess einbezogen werden allein die IT- und Software-
Unternehmen174, die für die Infrastruktur sorgen.  
Für die Unternehmen, die sich in der Entwicklungs-Phase wenig einbringen 
können, ist die Teilnahme an den neu entwickelten Verfahren anschließend 
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 Vgl. bspw.: Krcmar/Lenk [2010], S. 25 f 
172
 Vgl.: Schumacher et al [2002], S. 15 
173
 Vgl.: Flag/Nordheim [2006], S. 132 
174
 Details hierzu siehe Abschnitte 3.5 und 4.1 
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meist obligatorisch und das Unternehmen muss viel Zeit und Geld investieren, 
ohne dass es direkte Vorteile erkennen kann. Auch hier zeigt sich ein enormer 
Mangel an Kommunikation und Information aus Richtung der Verwaltung in 
Richtung der Wirtschaft. Denn obwohl E-Government diverse Vorteile für 
Unternehmen mit sich bringt, wie 
 Zeitersparnis durch eine durchgehende Verfügbarkeit der Verwaltung, 
verminderter Pflegeaufwand der relevanten Daten und ein geringeren 
Abstimmungsbedarf; 
 Vermeidung von Medienbrüchen durch integrierte Schnittstellen und 
die digitale Übertragung der Daten und somit die Reduktion aus 
manueller Eingabe resultierender Fehler und hierdurch ebenfalls eine 
 Entlastung der Fachabteilung durch Reduktion von Doppelarbeiten; 
 Verbesserung der Services, den ein Unternehmen gegenüber seinen 
Mitarbeitern anbietet, durch einen ständigen Abgleich der Daten 
zwischen Unternehmen und Verwaltung, 
so sind diese genannten Vorteile in den Unternehmen zu wenig präsent, was 
zu einem Akzeptanzproblem führt, ähnlich dem der Mitarbeiter und der 
Bürger. Auf Unternehmensebene führt dies zur Ablehnung neuer E-
Government-Technologien und einer minimalen Nachfrage nach digitalen 
Dienstleistungen der administrativen Organe.175 
Nichtsdestotrotz ist – sowohl in Deutschland und europaweit – der Anteil der 
Unternehmen, die E-Government nutzen deutlich höher, als der Prozentsatz 
der teilnehmenden Bürger176, was teils natürlich daraus resultiert, dass 
Unternehmen zur Nutzung diverser Angebote verpflichtet sind. 
Im Kontrast hierzu erwarten Unternehmen aber auch ein breites Spektrum 
an Dienstleistungen durch die öffentliche Verwaltung vor Ort. Hierdurch wird 
E-Government zu einem Standortvorteil für viele Kommunen.177 Unterstützt 
werden die Unternehmen seit mehreren Jahren durch die 2006 
verabschiedete Dienstleistungsrichtlinie der europäischen Union, die von den 
Mitgliedsstaaten eine Vereinfachung der Verfahren und Formalitäten bei der 
Erbringung von Dienstleistungen fordert. Durch einheitliche Ansprechpartner 
in jedem Land ist das Einholen von Informationen und die Abhandlung von 
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 Vgl.: Göbel/Stember [2008], S. 97 ff 
176
 Vgl.: OECD [2010], S. 128 f 
177
 Vgl.: Scheer et al [2003], S. 57 f 
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Verwaltungsformalitäten bezüglich der internationalen Arbeit von 
Unternehmen wesentlich vereinfacht worden.178 
 
Als Zwischenfazit im Bereich Change Management können somit die 
folgenden Punkte festgehalten werden: 
 Change Management muss in Zukunft bei E-Government-Projekten 
mehr Aufmerksamkeit geschenkt werden; 
 die Akzeptanz neuer Prozesse und Systeme – sowohl bei der 
Mitarbeitern der administrativen Einrichtungen, als auch bei den 
Bürgern, NGOs und NPOs und den Unternehmen – kann nur durch 
ausreichende Informationen über die gesamte Projektphase hinweg 
verbessert werden; 
 Unternehmen und Bürger sind wegen mangelnder Information und 
Kooperation oft kritisch gegenüber neuen E-Government-Projekten 
eingestellt; 
 ein einheitlicher Ansprechpartner, ein Single Point of Contact (SPoC) 
hilft Unternehmen schnell ihren Informationsbedarf zu decken. 
3.3 Sicherheit 
Die Daten, die im E-Government verarbeitet werden, sind meist sehr 
sensibel, da es sich dabei auf der einen Seite um personenbezogene 
Informationen, auf der anderen Seite um vertrauenswürdige Daten von 
Unternehmen handelt. Bei der Behandlung dieses Kapitels soll es jedoch nicht 
allein um Datensicherheit, sondern um die Informationssicherheit als Ganzes 
gehen. 
Exkurs Informationssicherheit 
Diese umfasst neben dem Schutz der Daten auch die mit den Daten 
arbeitenden Systeme, die zwischen den Systemen als auch zwischen 
Systemen und Benutzern stattfindende Kommunikation, Prozeduren und 
Prozesse und die gesamte Systeminfrastruktur. Die daraus abgeleiteten 
Primären Sicherheitsziele179 sind 
 Vertraulichkeit: die gespeicherten und übertragenen Informationen 
dürfen ausschließlich von autorisierten Nutzern gelesen und geändert 
werden; 
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 Vgl.: Hogrebe et al [o. J], S. 355; Europäische Kommission [2013] [URL]; siehe 
auch Abschnitt 2.2.3, Projekt SPOCS 
179
 Vgl.: Königs [2009], S. 122 ff 
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 Integrität: sämtliche Änderungen an Daten müssen nachvollziehbar 
sein – das bedeutet, dass Informationen nicht unbemerkt geändert 
werden dürfen; 
 Verfügbarkeit: der Zugriff auf die Systeme und Daten muss 
gewährleistet und die Antwortzeiten in einem angemessenen 
Rahmen sein. 
Weitere, davon abgeleitete Systemziele180 sind unter anderem  
 Verbindlichkeit: das Ergebnis einer Interaktion mit dem System wird so 
gespeichert, dass der Nutzer sicher sein kann, dass die Daten im 
Nachhinein nicht verändert worden sind und gleichzeitig kann er als 
Urheber der Daten die Interaktion nicht mehr abstreiten; 
 Effektivität: die für die Geschäftsprozesse notwendigen Informationen 
können in einer verhältnismäßigen Zeitspanne aktuell und ohne 
Fehler und Inkonsistenten bereit gestellt und verwendet werden; 
 Effizienz: bei der Bereitstellung der Informationen werden die 
Ressourcen optimal genutzt. 
Um diese Schutzziele in ausreichendem Maße zu erreichen, können 
Maßnahmen auf drei Ebenen unterschieden werden181: 
 Physische Ebene: fokussiert sich auf bauliche und gebäudebezogene 
Bedrohungen, bspw. Statik oder Brandschutz; 
 Technische Ebene: behandelt die Risiken, die das System an sich 
betreffen, bspw. Netzwerksicherheit, Verschlüsselung oder 
Virenschutz; 
 Organisatorische Ebene: konzentriert sich auf die Pflichten und Rechte 
der Nutzer, bspw. wer darf welche Daten sehen, ändern und löschen 
oder wie oft muss das Kennwort gewechselt werden. 
Exkurs Informationssicherheit – Ende 
Seit Jahren schon gilt die Informationssicherheit als größter Bremsfaktor für 
das E-Government in Deutschland, insbesondere im A2C-Bereich. Die Studie 
E-Government-Monitor aus dem Jahr 2010182 identifizierte hier bereits die 
größten Bedenken im Bereich Datenschutz, auf der einen Seite bei der 
Übertagung der Daten von privaten Haushalten an die Behörden und zum 
anderen bei der Zusammenführung der Daten in eine zentrale Datenbank, 
was aus Sicht vieler Befragter zu einem gläsernen Bürger führen könne. Dies 
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zeigt sich auch in der Beurteilung der Leistungsaspekte des E-Government: 
hier sind die Punkte Datenschutz, Sicherheit und Zuverlässigkeit der Systeme 
die wichtigsten Leistungsfaktoren, gleichzeitig werden diese zum Zeitpunkt der 
Studie jedoch als ungenügend ausgeprägt identifiziert.183 
Zwei Jahre später spiegelte eine weitere Studie der Initiative D21 sowohl in 
Deutschland als auch international noch immer das gleiche Bild wieder. So 
haben sich in Deutschland die wichtigsten Aspekte im Bereich E-Government 
nicht geändert und auch in den zwei Nachbarstaaten Österreich und der 
Schweiz, sowie in Schweden, dem vereinigten Königreich und den USA zeigt 
sich ein ähnliches Bild.184 Die Bedenken der Datensicherheit als 
Nutzungsbarrieren bestehen immer noch, wobei sich die Ausprägungen der 
Punkte Übertragungssicherheit und der Befürchtung eines gläsernen Bürgers 
im Vergleich zu 2010 leicht verbessert, die Bedenken bezüglich des Umgangs 
der Daten seitens der Behörden jedoch leicht verschlechtert hat. Auffallend ist 
auch, dass der Anteil der Bürger, die keinerlei Bedenken bezüglich der 
Sicherheit haben weiter geschrumpft ist.185 
 
Abbildung 16: Sicherheits-Bedenken beim E-Government 2010 und 2012 
 
Als Grund hierfür kann unter anderem das Projekt ELENA angeführt werden. 
Dieses wurde im Jahr 2011 eingestellt, nachdem es große Kritik am 
Datenschutz gegeben hat. Da durch das ELENA-Verfahren nicht nur Daten 
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zum Verdienst der Arbeitnehmer, sondern auch sensible Daten zu 
Abmahnungen und etwaigen Streik-Aktivitäten übermittelt und gespeichert 
werden sollten, entschieden die Ministerien für Wirtschaft und Technologie 
schließlich, dass das Projekt nach drei Jahren und mehr als 85 Millionen Euro 
Kosten eingestellt werden sollte.186 
Doch nicht nur die Bürger, auch die Kommunen sehen Datensicherheit als 
größten Hindernisfaktor beim Ausbau von E-Government-Angeboten. So 
sehen zwei Drittel der befragten Kommunen in einer Haufe-Umfrage 
Datensicherheit, insbesondere die Gefahr des Datenmissbrauchs als 
kritischsten Faktor bei der Entwicklung entsprechender Angebote für die 
Bürger an.187 Ausgelöst wird dies durch den hohen Kostenfaktor einer 
sicheren IT-Infrastruktur, welche das Budget besonders kleiner und mittlerer 
Kommunen übersteigt. Aus diesem Grund sehen die Behörden auf Landes- 
und Bundesebene den Faktor Datensicherheit als wesentlich unkritischer an. 
Betrachtet man neben den A2C- auch die A2B-Szenarien zeigt sich 
hinsichtlich der Nutzungsintensität ein vergleichbares Bild. Liegen zwar die 
Verfügbarkeit und Benutzerfreundlichkeit der angebotenen Dienstleistungen 
deutlich über dem europäischen Durchschnitt188, so bleibt doch die Nutzung 
dieser Angebote hinter den Erwartungen zurück. Nur etwa zwei von drei 
Unternehmen haben 2010 Informationen via Internet mit staatlichen Stellen 
ausgetauscht, womit Deutschland hier im EU-Vergleich nur im hinteren 
Mittelfeld liegt; EU-weit nehmen drei von vier Unternehmen diese Services in 
Anspruch, Spitzenreiter sind Litauen und die Niederlande.189  
Als Gründe für die Zurückhaltung der Unternehmen bei der Nutzung von E-
Government-Angeboten werden – im Vergleich zu den Bedenken im Bereich 
der A2C-Szenarien – weniger Sicherheitsaspekte genannt. So hat im Jahr 
2003 das ELSTER-Projekt im Rahmen der ISSE190-Konferenz den 
TeleTrusT191 Innovationspreis für die Einführung der elektronischen Signatur 
bei der elektronischen Steuererklärung erhalten192, nicht zuletzt da die 
Anwendung des Services für die Unternehmen einen realen Nutzwert 
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darstellt.193 Dies resultiert aus dem guten Stand der Sicherheitstechnik im 
Bereich E-Government bei den Behörden – als aktuelles Beispiel kann die 
bundesweit einheitliche virtuelle Poststelle des Bundes (VPS) genannt 
werden, die eine vertrauliche und verbindliche Kommunikation zwischen der 
Verwaltung, Bürgern und Unternehmen ermöglicht.194 
Es werden also von den Unternehmen statt weiterer Investitionen in die IT-
Sicherheit, technisch ausgereifte und einheitliche Verfahren gefordert. Die 
Unternehmen sind gewillt, in E-Government zu investieren, nicht zuletzt, da 
dies bei dem aktuell hohen Transaktionsvolumen eine erhebliche 
Prozessverbesserung und Kosteneinsparungen bedeuten würde.195 
 
Als Zwischenfazit für den Bereich Sicherheit im E-Government kann also 
festgehalten werden, dass Sicherheit ein wesentlicher Erfolgsfaktor für die 
Akzeptanz und die anschließende Nutzung dieser Angebote darstellt. In den 
Bereichen A2B und A2C zeigen sich noch deutliche Schwächen, die Bürger 
haben zu einem großen Teil kein Vertrauen in die elektronischen 
Dienstleistungen der Behörden und befürchten diverse Risiken bei der 
Übermittlung der Daten, sowie der anschließenden Nutzung der Informationen 
in den Behörden. Teilweise resultieren diese Bedenken aus mangelnder 
Informationsweitergabe der administrativen Seite in Richtung der Bürger, 
teilweise aber auch aus negativen Entwicklungen aus der Vergangenheit. Im 
Gegensatz dazu haben Unternehmen keine wesentlichen 
Sicherheitsbedenken bei der Nutzung von E-Government-Angeboten. Hier hat 
die Zurückhaltung bei der Nutzung andere Gründe, wie bspw. die mangelnde 
Kompatibilität und Flexibilität, wie sie in Abschnitt 3.1 beschrieben sind. 
3.4 Die Rolle der Unternehmen 
Unternehmen sind in A2B-Szenarien die Kunden der öffentlichen 
Verwaltung, analog zu den Bürgern in A2C-Szenarien. Dabei stellen 
Unternehmen abhängig von bestimmten Faktoren wie der Betriebsgröße, 
Branchenzugehörigkeit, Internationalität des Geschäfts und dem vorhandenen 
Nutzungsgrad von Informations- und Kommunikationstechnologie 
unterschiedliche Anforderungen an die Verwaltung. Diese Unterschiede 
müssen der Verwaltung bewusst sein, damit das Angebot an E-Government-
Dienstleistungen auf der einen Seite soweit standardisiert werden kann, dass 
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es die Gemeinsamkeiten aller Unternehmen beachtet, gleichzeitig jedoch 
noch so flexibel, dass es auf einzelne Besonderheiten eingehen kann. Das 
bedeutet, dass unterschiedliche Unternehmen unterschiedliche 
Anforderungen an das Service-Portfolio der öffentlichen Verwaltung haben 
können, die nicht unbeachtet bleiben dürfen.196  
Dies führte in der Vergangenheit dazu, dass oft Lösungen entwickelt wurden, 
bei denen später festgestellt wurde, dass diese zu stark vom Bedarf der 
Zielgruppe abweichen.197 Um also bedarfsorientierte E-Government-Lösungen 
entwickeln zu können, benötigt es Werkzeuge – Wolf/Krcmar [2010] 
empfehlen hierzu in Anlehnung an das Vorgehen im Zuge des Projekts 
BundOnline 2005 so genannte Prozesslandkarten, welche sich als geeignetes 
Werkzeug zur Abbildung von Prozessen zwischen Wirtschaftsunternehmen 
und Einrichtungen der öffentlichen Verwaltung bewährt haben.198 
Mit Hilfe von Prozesslandkarten lässt sich die Gesamtheit der Prozesse 
strukturiert darstellen, wobei auf verschiedenen Abstraktionsebenen die 
Kriterien und Beschreibungsmerkmale der Prozesse spezifiziert werden. 
Dadurch lassen sich Synergieeffekte bei der Entwicklung von 
organisationsübergreifenden Kommunikationssystemen erzielen. Mit 
demselben Ziel, teils synonym für Prozesslandkarten zu verwenden, teils in 
Bezug auf die Darstellung und der Auswahl an zusätzlichen Informationen 
abweichend, werden oft auch Prozessregister199 oder Prozessbibliotheken200 
initiiert, um den Anforderungen der Unternehmen gerecht werden zu können.  
Insbesondere seit der Beschließung der EU-Dienstleistungsrichtlinie 
versuchen öffentliche Einrichtungen strukturiert dieser Herausforderung 
entgegen zu treten. Die hier beschriebene Prozesslandkarte orientiert sich an 
den Ausführungen von Wolf/Krcmar [2010]. Konkretes Ziel dieser 
Methode ist es Voraussetzungen zu schaffen, damit Einrichtungen der 
öffentlichen Verwaltung konkrete Handlungsfelder im E-Government abhängig 
von Variablen wie Branche oder wirtschaftliche Situation der Unternehmen, 
sowie Fallanzahl und Kosten der einzelnen bürokratischen Prozesse 
identifizieren können. Dabei ist der Fokus darauf gelegt, generische 
Prozesstypen zu klassifizieren, um die zu entwickelnden Lösungen 
wiederverwendbar und mehrfach einsetzbar zu machen. 
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Generell werden Prozesslandkarten schon heute in Literatur und Praxis 
vielfach verwendet, um erweiterte Prozessdarstellungen, 
organisationsspezifische Überblicksdarstellungen oder aber auch 
Darstellungen unternehmensübergreifender Prozesse mit den 
entsprechenden Prozessschnittstellen darstellen zu können. Im Bereich der 
A2B-Szenarien im E-Government ist nach Heinrich et al [2009] die 
letztgenannte Variante von großem Nutzen, da diese die Schnittstellen 
zwischen Verwaltung und Wirtschaft spezifiziert und hierdurch sicher gestellt 
werden kann, dass alle relevanten Stakeholder identifiziert und in die Planung 
und Gestaltung mit einbezogen werden.201  
Um solche organisationsübergreifende Prozessdarstellungen handelt es sich 
beim A2B-E-Government, woran die in Abschnitt 2.2.2 benannten Akteure der 
öffentlichen Verwaltung (Administration) und Unternehmen (Business) beteiligt 
sind, sowie teilweise Intermediäre. Darunter werden zusätzliche Akteure 
verstanden, die eine Schnittstellenfunktion zwischen den Hauptakteuren 
übernehmen; Beispiele hierfür sind etwa Steuerfachberater, die die Daten 
eines Unternehmens aufbereiten, zusammenfassen und anschließend an die 
Verwaltung übermitteln. Diese dreischichte Akteursstruktur, welche sich auf 
einer hohen Abstraktionsebene befindet, bildet den Grundstein für die 
Prozesslandkarten. 
Um die große Anzahl von Dienstleistungen, die von administrativer Seite den 
Unternehmen angeboten werden, weiter strukturieren zu können, werden 
diese auf unterster Ebene, der Unternehmensebene, thematisch strukturiert, 
Wolf/Krcmar [2010] nennen diese Unterteilungen „Unternehmens- oder 
Geschäftslagen“202. 
Auf der mittleren Ebene der Intermediäre wird unterschieden, welche 
Schnittstellenfunktion eingenommen wird, wobei dies meist synonym für den 
funktionalen Hintergrund der Intermediäre steht, wie bspw. Steuerberater oder 
Architekturbüro. 
Die administrative Seite und der obersten Ebene der Prozesslandkarte wird 
zusätzlich auf hierarchischer Ebene differenziert, wobei die folgende 
Abbildung die Struktur der einzelnen administrativen Ebenen zur verbesserten 
Übersichtlichkeit extrahiert darstellt. 
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Abbildung 17: Zweite Ebene der Prozesslandkarten nach Wolf/Krcmar 
[2010] 
 
Ein Prozess kann also spezifiziert werden, indem er einer Unternehmenslage 
und einer administrativen Ebene zugeordnet wird und ggf. der oder die 
relevanten Intermediäre selektiert werden.  
Neben diesen Eigenschaften können weitere Details hinzugefügt werden, um 
den Prozess zu beschreiben, als Beispiele können die vom Prozess 
betroffene Branche, die Bürokratiekosten oder der Prozesstyp genannt 
werden. Diese zusätzlichen Informationen werden zusammen mit den 
beteiligten Akteuren in einer Tabelle festgehalten. Wird dies für alle Prozesse 
durchgeführt, die aktuell implementiert oder für die Zukunft geplant sind, so 
entsteht eine Bibliothek von Prozessen, die in ihrer Gesamtheit die 
Prozesslandkarte ergeben, die durch die beteiligten Akteure und 
Zusatzinformationen verschiedene Sichten auf die Prozesse ermöglicht. 
Mit Hilfe der so entstandenen Prozesslandkarte können Handlungsfelder im 
E-Government-Bereich identifiziert werden. Will man beispielsweise 
definieren, welche Prozesse einen hohen Kostenfaktor in einer bestimmten 
Branche ausmachen, so können die Prozesse gesammelt werden, bei denen 
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die Werte der Variablen Branche und Bürokratiekosten entsprechende 
Ausprägungen haben. Unabhängig von der konkreten Fragestellung, ist es bei 
der Arbeit mit einer Prozesslandkarte jedoch stets ratsam auch die Prozesse 
zu identifizieren, die der Zielmenge ähnlich sind oder solche, die in direktem 
Zusammenhang mit der jeweiligen Unternehmenslage auftreten. Durch die so 
definierten Prozesse können schnell Synergieeffekte erkannt und genutzt 
werden. 
Wolf/Krcmar [2010] nennen eine weitere sinnvolle Anwendung der 
Prozesslandkarte: vorausgesetzt, dass schon in der Vergangenheit erfolgreich 
E-Government-Prozesse umgesetzt wurden, kann es sinnvoll sein, solche 
Prozesse zu identifizieren, die den bereits implementierten ähneln. Somit 
können die Prozesse schneller realisiert und ebenfalls Synergieeffekte erzielt 
werden. Hierfür ist es sinnvoll, schon bei der Erstellung der Prozesslandkarte 
die oben bereits erwähnte Ausprägung Prozesstyp in die Liste der 
zusätzlichen Informationen aufzunehmen. Neun dieser Prozesstypen, bzw. 
„Typen von Verwaltungskontakten“ wurden im Rahmen des Projektes 
BundOnline 2005 identifiziert und je einer der drei Wertschöpfungsstufen 
zugeordnet203: 
 
Tabelle 1: Prozesstypen nach BundOnline 2005 
Typ Wertschöpfungsstufe 
1 – Erfassen, Aufbereiten und Bereitstellen von 
Information 
Information 
2 – Beratung durchführen Kommunikation 
3 – Vorbereiten von politischen Entscheidungen Kommunikation 
4 – Zusammenarbeit mit Behörden Kommunikation 
5 – Allgemeine Antragsverfahren (ohne Mittelvergabe) Transaktion  
6 – Förderungen abwickeln (mit Mittelvergabe) Transaktion 
7 – Beschaffungsvorhaben durchführen Transaktion 
8 – Durchführen von Aufsichtsmaßnahmen Transaktion 
9 – Sonstige Dienstleistungen --- 
 
Aus dieser Liste sind insbesondere die Typen fünf, sechs und acht für 
Unternehmen von besonderem Interesse, da diese obligatorisch und somit 
wesentliche Treiber der Bürokratiekosten sind. Werden diesen allgemeinen 
Prozesstypen Detail-informationen hinzugefügt, können erste grobe 
Anforderungen abgeleitet werden und generische Prozessabläufe spezifiziert 
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werden.204 Als Beispiel für die erweiterte Darstellung der Prozesstypen sollen 
hier die Typen fünf und acht genügen. 
 
Tabelle 2: Detail-Ansicht von Prozesstypen 
Prozesstyp Auslöser Häufigkeit Informationsfluss 
5 – Allgemeine 
Antragsverfahren 
Anliegen des 
Unternehmens 
Fallbasiert, 
unregelmäßig 
(1) B2A 
(2) A2B 
8 – Durchführen von 
Aufsichtsmaßnahmen 
Bspw. 
Berichtstermin 
Berichtsfrequenz, 
regelmäßig 
     B2A 
 
Die daraus resultierenden grundsätzlichen Abläufe helfen, die meisten 
Verwaltungskontakte von Unternehmen abzudecken und zu entwickeln. Die 
Generizität dieser Prozesse sollte dabei unbedingt beibehalten werden, da sie 
zum einen Wiedererkennungs- und somit auch einen Lern-Effekt sowohl bei 
der Verwaltung als auch bei den Unternehmen erwirkt, und zum anderen die 
Entwicklung von Standards vorantreibt, beispielweise im Bereich der 
Schnittstellen. 
 
Zusammenfassend verfolgt die Erstellung von Prozesslandkarten somit 
mehrere Ziele. Erstens soll durch die Identifikation der Prozesse der Bedarf 
der Wirtschaft ermittelt und somit Handlungsfelder identifiziert werden. Dabei 
ist anhand der Prozessmerkmale eine Differenzierung zwischen Branchen 
möglich und eine Gegenüberstellung von Fallzahlen und Bürokratiekosten 
helfen bei der Priorisierung der Umsetzungspläne. 
Zweitens sollen durch Prozesslandkarten ähnliche Prozesse erkannt und 
gruppiert werden. Diese Kategorisierung hilft, generische und 
wiederverwendbare Lösungen zu entwickeln, bei denen im Einzelfall 
Anpassungen vorgenommen werden können. Durch eine solche 
Standardisierung von Prozessen und die Wiederverwendung von 
Lösungskomponenten lassen sich sowohl auf Seiten der Verwaltung als auch 
auf Seiten der Unternehmen Wirtschaftlichkeitseffekte erzielen. 
Wolf/Krczmar [2010] und das Projekt BundOnline 2005205 zeigen, 
dass die Entwicklung von E-Government-Lösungen meist von der Verwaltung 
initiiert wird und Unternehmen im gesamten Prozess eine eher kleine Rolle 
einnehmen. Quellen zur Entwicklung einer A2B-Prozesslandkarte mit 
konkreter Einbeziehung einer repräsentativen Anzahl von Unternehmen gibt 
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es zurzeit nicht. Die Frage die daraus folgt ist: begnügen sich Unternehmen 
mit dieser Situation, in der sie bei der Entwicklung von neuen E-Government-
Angeboten erst dann in umfangreichem Maße einbezogen werden, wenn die 
Lösung bereits vorhanden ist oder besteht in den Unternehmen durchaus das 
Interesse aktiv einen größeren Beitrag in diesen Entwicklungs-Prozessen 
leisten zu können und somit einen größeren Einfluss auf die Ergebnisse zu 
bekommen?  
Die Antwort scheint negativ auszufallen, denn wie bereits im 
vorangegangenen Abschnitt angemerkt, ist die aktive Nachfrage nach E-
Government-Angeboten durch die Unternehmen recht gering. Laut Stember 
[2008] liegt das zum Teil an dem fehlenden Wissen um die 
Verwaltungsaktivitäten generell, aber auch an schlichtem Desinteresse an 
diesem Thema.206 Die Grundlagen der Prozessgestaltung sind vorhanden, es 
muss also nur ein Weg gefunden werden, die Unternehmen stärker in die 
Ausgestaltung der Lösungen einzubinden. Hierfür müssen Anreize geschaffen 
werden; eine gute Möglichkeit ist dabei, den Mehrwert der Lösungen für die 
Unternehmen darzustellen und nicht eine neue Richtlinie oder eine neue 
Gesetzesgrundlage an erster Stelle als den Grund für die Entwicklung zu 
stellen. Somit werden die Unternehmen nicht offensiv zu den „Pflicht-Kunden“ 
degradiert – wie es häufig auch im A2C-Bereich der Fall ist – sondern 
verstehen sich als Partner der Verwaltung, um gemeinsam eine 
Prozessverbesserung auf beiden Seiten zu schaffen.  
3.5 Die Rolle von Softwarehäusern 
ERP-Systeme spielen heute in allen Unternehmen eine wichtige Rolle, da sie 
übergreifend die Prozesse des Unternehmens abbilden und unterstützen und 
die dabei notwendigen Informationen integrieren. Durch diese Integration von 
Informationen und die Nutzung von Schnittstellen bei heterogenen 
Systemlandschaften mit verschiedenen Systemen werden Medienbrüche 
vermieden, Ressourcen geschont und Prozesse verbessert. In den meisten 
Unternehmen ist diese Software-Lösung nicht selbstentwickelt, stattdessen 
wird eine Standard-Lösung eines Software-Herstellers207 genutzt. Diese 
Lösungen sind soweit generisch konzipiert, dass sie für einen großen Teil von 
Unternehmen genutzt werden können, wobei Einstellungsmöglichkeiten 
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bestehen, um die Software auf die Spezifika einzelner Unternehmen 
anzupassen.208 
Die Lösungen der Verwaltung sind meist durch staatliche und/oder 
kommunale Unternehmungen entwickelt. ERP-Softwarehersteller sind daran 
selten beteiligt, die Entwicklung findet meist durch die IT-Abteilungen der 
öffentlichen Verwaltung statt. Dennoch besteht die Notwendigkeit die Systeme 
bei A2B-Szenarien zu integrieren. In den meisten Fällen ist hierbei der 
zeitliche Verlauf gleich: zunächst wird von der Verwaltung ein entsprechendes 
Gesetz zur Abbildung bestimmter Prozesse durch elektronische Lösungen 
verabschiedet, darauf folgt die Entwicklung dieser Lösung durch die 
Verwaltung, wobei die Anforderungs- und Schnittstellen-Spezifikationen 
veröffentlich werden und durch die Softwarehäuser anschließend genutzt 
werden können, um die Lösung in das eigene ERP-System integrieren zu 
können. 
In den meisten Fällen handelt es sich dabei um Prozesse, die eine 
bidirektionale Kommunikation zwischen Unternehmen und Verwaltung 
erfordern und den Austausch sensibler Daten beinhalten (bspw. die 
Meldeverfahren zu AAG und EEL). Oft stellen die Verfahren zwischen 
Verwaltung und Unternehmen keine revolutionären Neuerungen dar, sondern 
es werden bestehende Prozesse von der manuellen und papierbasierten 
Form in die elektronische und soweit möglich automatisierte Form übertragen. 
Für die Unternehmen bedeutet dies eine Umstellung der internen Prozesse 
und die Implementierung und ggf. Anpassung der von den Softwarehäusern 
angebotenen Lösungen. Diese wiederum müssen die Anforderungen der 
Verwaltung zeitnah umsetzen, so dass ausreichend Zeit für eine Umsetzung 
innerhalb der Unternehmen ist. Dabei sind beide Parteien an die zeitlichen 
Vorgaben der Verwaltung gebunden, welche bei den meisten Projekten eine 
obligatorische Nutzung ab einem bestimmten Datum vorschreibt.  
Sowohl in den A2B, als auch in den A2C-Szenarien wird bei der Definition 
eines solchen Start-Datums von Seiten der Verwaltung zu überstürzt 
vorgegangen. Nach Schäfer [2011] sollten E-Government-Projekte 
langsam anfangen und mit Abschluss der ersten Phase einen Nutzen für alle 
beteiligten Akteure erbringen. Ist dies nicht der Fall, sollten solche Projekte 
abgebrochen und nicht an ihnen festgehalten werden. Stattdessen werden oft 
die Ausgaben der Vergangenheit betrachtet und auf deren Basis weitere 
Kosten verursacht mit dem Argument, dass das bereits investierte Kapital 
nicht umsonst investiert sein sollte. Um den richtigen Zeitpunkt für einen 
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Projektabbruch nicht zu übersehen, sollte jedoch nicht auf die vergangenen 
Kosten geschaut, sondern die zukünftigen Kosten und der zukünftige Nutzen 
in Betracht gezogen werden.209 
Auch sollte ein grundsätzlicher, impliziter oder expliziter Nutzungszwang 
vermieden werden. In den beiden Bereichen A2B, als auch A2C hat sich dies 
in der Vergangenheit oft als fatal für das Projektergebnis herausgestellt. Im 
letzteren Fall ist die einheitliche Verwaltungs-Rufnummer 115 ein Beispiel: 
auch Jahre nach deren Einführung haben die Bürger noch die örtliche 
Rufnummer der Verwaltung genutzt – im Nachhinein ist dies besonders der 
mangelnden Kenntnis einer einheitlichen Rufnummer auf Seiten der Bürger 
und somit mangelhaftem Marketing auf Verwaltungs-Seite zuzuschreiben. Im 
Bereich A2B ist der Elektronische Entgeltnachweis (Projekt ELENA) mit dem 
allzu „forschen“ Herangehen der Behörden auf wenig Akzeptanz gestoßen 
und schließlich gescheitert.210 
Dennoch müssen sich letztendlich sowohl Unternehmen als auch 
Softwarehäuser den Entscheidungen von Verwaltung und Politik fügen und 
die geforderten Funktionalitäten umsetzen. In der Praxis hat sich in der 
Vergangenheit gezeigt, dass die Lösungen der Softwarehäuser oft zu Beginn 
noch fehlerhaft sind und ggf. einzelne Spezifika der Unternehmen nicht 
abbilden können. Da kleine und mittelständische Unternehmen nicht die 
Ressourcen besitzen die Lösungen in einem so umfangreichen Maße zu 
testen und bei der finalen Entwicklung mitzuwirken, sind es meist die großen 
Konzerne, die die Lösungen der Softwarehäuser als erstes implementieren. 
Die Motivation bei diesen Unternehmen ist es – wenn es schon bei der 
Entwicklung der Anforderung durch die Verwaltung keine Möglichkeit dazu 
gab – letztlich an dieser Stelle noch einen Einfluss auf die konkrete 
Ausgestaltung der Software-Lösung zu haben. Denn ist eine spezifische 
Anforderung einer Branche in die Lösung der Softwarehersteller mit 
aufgenommen, so wird diese auch bei den Weiterentwicklungen und 
Wartungsarbeiten Beachtung finden. So entsteht nach Freigabe der ersten 
Version durch die Softwarehäuser eine rege Kommunikation und teils auch 
Diskussion um die zu implementierenden Funktionen der Lösung. 
Für die KMU ergibt sich daraus der Vorteil, dass die Lösung kurz vor Beginn 
der obligatorischen Nutzung zum Großteil frei von Fehlern ist und es bereits 
eine ausreichende Menge an Erfahrungsberichten bezüglich der Einführung 
und der Nutzung gibt. 
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Doch auch nach Live-Gang der Lösung setzen die Softwarehäuser auf die 
Anwender als Tester. So können die Unternehmen Fehler und Probleme über 
die Portale der Softwarehäuser melden, welche anschließend eine Lösung 
konzipieren und diese mit dem nächsten Update-Package für alle Nutzer 
ausliefern. Für die Softwarehäuer ist diese Kooperation – und „Co-Produktion“ 
– äußerst nützlich, da sie kostengünstig Testergebnisse der Software 
bereitstellen und in kurzer Zeit die Lösung für eine Großzahl von 
Unternehmenskonstellationen getestet wird ohne dass der interne 
Personalaufwand erhöht werden muss.211 Doch natürlich ist dieses Vorgehen 
auch für die Unternehmen von Nutzen, da diese so einen schnellen und 
direkten Erfahrungsaustausch mit anderen Nutzern herstellen können und 
schnell die bereits zur Verfügung gestellten Lösungen einsehen und 
implementieren können. 
Um die Möglichkeit des anwenderinkludierten Testens für beide Seiten 
komfortabler zu gestalten hat etwa die SAP AG die Lösung der 
Teilapplikationen geschaffen. Dabei werden – oft auf Entscheidungen durch 
Verwaltung und Politik basierende – Funktionen entwickelt und durch das 
nächste Service Package ausgeliefert. Die Unternehmen, die diese 
Funktionen bereits kurzfristig nutzen möchten, müssen ausschließlich das 
Startdatum der entsprechenden Teilapplikation setzen, wodurch sich 
sämtliche damit in Zusammenhang stehenden Programmänderungen 
aktivieren. Hierdurch wird auf der einen Seite gewährleistet, dass die Software 
einheitlich für das jeweilige Support Package bleibt, auf der anderen Seite 
können die Funktionen jedoch flexibel durch die Unternehmen aktiviert 
werden. Somit kann eine Beeinflussung des Gesamtablaufs der Software bei 
solchen Unternehmen verhindert werden, die die neue Funktion nicht 
einsetzen oder noch nicht einsetzen wollen. Mit Hilfe desselben Prinzips 
können so auch branchenspezifische Lösungen in die Software eingebaut 
werden. 
Doch auch wenn die Software entwickelt und die obligatorische Nutzung 
bereits vorhanden ist, müssen die Softwarehäuser stets die Arbeiten der 
zuständigen Behörden beobachten, um auf etwaige Änderungen reagieren 
und diese in den Software-Lebenszyklus einplanen zu können. Im Gegensatz 
zu anderen Unternehmen in Deutschland, sind (zumindest die großen) 
Unternehmen der IT-Branche an den Entwicklungen von E-Government-
Lösungen durch den Bund beteiligt. So setzt sich der SAGA-Expertenkreis 
neben den Vertretern aus Politik und Verwaltung auch aus Experten aus 
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Wirtschaft und Wissenschaft zusammen212 – auch wenn sich hier die 
Wirtschaft rein auf die IT-Branche reduziert. Somit haben die Softwarehäuser 
an dieser Stelle zumindest Einfluss auf die technischen Eigenschaften, wie 
bspw. die Schnittstellen, zu einem geringeren Teil sogar die fachlichen 
Spezifikationen. Somit haben die Softwarehäuser an dieser Stelle eine 
Vertreterfunktion für die gesamte Wirtschaft: sie müssen im Expertenkreis 
dafür sorgen, dass die zu entwickelnden Lösungen möglichst für alle 
betroffenen Unternehmen passend gestaltet werden. Wäre dies nicht der Fall, 
so wäre letztendlich der Aufwand der Softwarehäuser größer, da sie ggf. 
verschiedene Versionen der Software entwickeln müssten. Insgesamt ist die 
Beteiligung der Softwarehäuser an durch die Politik initiierten E-Government-
Projekten im Vergleich zur Rolle der Unternehmen, wie sie oben beschrieben 
wurde, wesentlich aktiver. Dennoch schützt dieses „Insider-Wissen“ nicht 
immer vor Verlusten.  
Etwa beim Projekt ELENA mussten die Softwarehäuser hohe Investitionen in 
Kauf nehmen, ohne dass am Ende ein Mehrwert für sie oder die Kunden 
entstanden wäre: durch das Einstellen von Projekten während der 
Entwicklungs- und Einführungsphase müssen die getätigten Änderungen in 
der Software zurück gebaut werden, was unter Umständen zu enormen 
Mehrkosten führen kann – hier zeigt sich wieder der Vorteil der von SAP 
gewählten Lösung der Teilapplikationen, bei der durch zeitliche Abgrenzung 
Softwarefunktionen deaktiviert werden können.  
 
Als Zwischenfazit kann somit an dieser Stelle festgehalten werden, dass 
Softwarehäuser im Gegensatz zu vielen anderen Unternehmen aktiver am 
Gestaltungsprozess im Bereich E-Government beteiligt werden. Dennoch ist 
oft die Durchführungszeit der Projekte zu knapp bemessen, so dass sich Test-
Phase und Live-Gang der Software überschneiden. 
Des Weiteren ist es oft der Fall, dass Projekte von Seiten der Behörden so 
geplant werden, dass es am Ende der ersten Phase keinen realistischen 
Zwischenstand gibt, bei dem die bisherigen Kosten und der bis dahin 
erbrachte Nutzen betrachtet werden. Dies hat zur Folge, dass Projekte zu spät 
eingestellt werden und unnötig hohe Kosten auf allen Seiten verursacht 
werden. 
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3.6 Die Rolle von Beratungshäusern 
Als Beratungshaus wird ein Unternehmen verstanden, das für andere 
Unternehmen Expertenwissen bereit stellt und diese so bei Entscheidungen 
und Realisierungen von Projekten unterstützt. Es existiert eine große 
Bandbreite an Beratungsformen, die sich auf sämtliche wirtschaftlichen und 
sozialwissenschaftlichen Bereiche erstreckt. An dieser Stelle soll als 
Beratungshaus ein solches Unternehmen gelten, dass Expertenwissen in den 
Bereichen IT, Prozess- und Organisations-Management umfasst. 
In E-Government-Projekten sind solche Beratungshäuser Intermediäre 
zwischen den eigentlichen Akteuren, der öffentlichen Verwaltung, den 
Unternehmen und den Bürgern.  
Auf der einen Seite unterstützen Beratungshäuser sehr oft öffentliche 
administrative Einrichtungen bei der Umsetzung von E-Government-
Strategien.213 Meist endet eine solche Zusammenarbeit erfolgreich, in einigen 
Fällen kann es jedoch auch dazu kommen, dass die Schätzungen bezüglich 
Kosten und Nutzen, die zu Beginn des Projekts gemacht wurden, nicht 
eintreffen. Ein Beispiel hierfür ist die gescheiterte Zusammenarbeit der Stadt 
Würzburg mit dem Beratungshaus Arvato: die erwarteten Einsparungen haben 
sich nicht eingestellt und so wurde die Zusammenarbeit nach sechs Jahren 
beendet. Zu diesem Zeitpunkt hat dieses Projekt der Stadt mehr als eine 
halbe Million Euro externer Kosten verursacht, die internen Kosten innerhalb 
der Verwaltung wurden nicht benannt.214 Gründe für die gescheiterte 
Kooperation sind nicht explizit genannt, jedoch lässt sich aus der Begründung 
des Scheiterns – zu hohe Kosten wegen fehlender Personalersparnis – 
schließen, dass ein Grund darin liegt, dass die Prozesse nicht ausreichend 
detailliert analysiert wurden.  
Ein im Gegensatz dazu positives Beispiel für die Zusammenarbeit zwischen 
Beratungshäusern und öffentlichen Einrichtungen ist der Landkreis Rotenburg 
(Wümme). Dieser hat in Zusammenarbeit mit dem Beratungshaus BTC AG im 
Jahr 2006 einen Masterplan entwickelt, in dem die Chancen und Risiken des 
E-Governments analysiert wurden und zu einer priorisierten Liste von mehr 
als 40 Projekten geführt hat, die in einen langfristigen Umsetzungsplan 
integriert wurden.215 
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Die Zusammenarbeit zwischen der Kommune und dem Beratungshaus hat 
sich gut entwickelt, so dass sechs Jahre später die Kreisverwaltung wiederum 
auf ein Beratungshaus zurück greift und alle datenschutzrechtlichen Aufgaben 
auslagert.216 Somit ist dies ein Beispiel das zeigt, dass die Zusammenarbeit 
von öffentlichen Einrichtungen und Beratungshäusern diverse Risiken birgt, 
mit dem richtigen Ansatz, bspw. der Prozesslandkarte aus Abschnitt 3.4, 
jedoch durchaus realisierbar ist. 
Auf der anderen Seite unterstützen Beratungshäuser auch Unternehmen bei 
der Umsetzung von E-Government-Vorhaben – oder eher -Vorgaben, da 
diese Projekte meist durch die Regierung vorgegeben werden. 
Beratungshäuser sind somit die Intermediäre zwischen Softwarehäusern und 
Unternehmen. Sie helfen, die auf den von der Verwaltung definierten 
Vorgaben basierenden Entwicklungen der Softwarehäuser in den 
Unternehmen einzuführen und notwendige Anpassungen vorzunehmen. 
Dabei beschränkt sich die Beratungsleistung meist nur auf die Umsetzung der 
Vorgaben, da durch diese meist kein weiterer Spielraum für Optimierungen 
vorhanden ist. Allein beim Zeitpunkt der Realisierung kann ein Beratungshaus 
dem Unternehmen, abhängig von dessen Größe und Expertise, 
Empfehlungen geben.217 
 
Dieser Abschnitt lässt sich also auf zwei Kernaussagen reduzieren. Zum 
einen haben Beratungshäuser im Bereich E-Government allein bei der 
Zusammenarbeit mit öffentlichen Einrichtungen zur Realisierung von intra-
administrativen Prozessen eine tatsächliche Beratungsfunktion. Bei der 
Zusammenarbeit mit Unternehmen – zumindest im Bereich E-Government – 
haben Beratungshäuser allein eine umsetzende Rolle, da sie an dieser Stelle 
keinen Einfluss mehr auf die Vorgaben der administrativen Seite haben.  
Somit ist die Wahl eines Beratungshauses für die Realisierung von E-
Government-Vorhaben nur für öffentliche Einrichtungen von kritischer Natur. 
Eine solche Zusammenarbeit scheitert nicht selten und verursacht dadurch 
hohe Kosten für die Administration und somit letztendlich auch für den 
Steuerzahler. Für Unternehmen ist die Wahl eines geeigneten 
Beratungshauses allein auf die Voraussetzung beschränkt, dass im 
Beratungshaus ein Vorwissen zu dem im Unternehmen eingesetzten System, 
sowie zu den umzusetzenden Vorgaben vorhanden ist. 
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4 Architekturen & Standards 
Bei der Entwicklung von Software wird häufig eine vorgegebene Architektur 
verwendet. Eine solche Software-Architektur zeichnet sich durch verschiedene 
Charakteristika aus, die sich an die klassische Architektur anlehnen. Eine 
Software-Architektur 
 legt die grundsätzliche Struktur der Software fest und gibt Vorgaben zu 
Kontrollfunktionen, 
 definiert die Komponenten, aus denen sich die Software zusammen 
setzt – die Statik – und spezifiziert zusätzlich die Schnittstellen der 
Komponenten, also in welcher Art und Weise diese miteinander 
kommunizieren – das dynamische Verhalten – und 
 deckt durch die vorgegebenen Strukturen und Komponenten die 
festgelegten fachlichen und technischen Anforderungen ab. 
Die Schnittstellenfunktionen einer Architektur werden auch in der Definition 
der IEEE hervorgehoben, nach der eine Software-Architektur die 
„fundamentale Organisation eines Software-Systems [ist], bestehend aus 
seinen Komponenten, deren Beziehungen untereinander und zu ihrer 
Umgebung, sowie den Prinzipien zu Design und Entwicklung“. In einer 
Architektur müssen somit nicht allein die Schnittstellen der Komponenten 
unter sich spezifiziert werden, sondern es muss ebenfalls definiert werden, 
wie das System mit seiner Umgebung kommuniziert. 218 Diese Umgebung 
kann zum einen durch andere Systeme repräsentiert werden, zum anderen 
auch durch die Benutzer des Systems. 
Die Nutzung einer Architektur bei der Entwicklung einer Software kann somit 
auf einfachem Wege die Komplexität des Systems reduzieren, was einen 
großen zeitlichen Vorteil bei der Projektplanung darstellt. Da die Architektur in 
den meisten Fällen bereits erprobt, also in anderen Projekten bereits zum 
Einsatz gekommen ist, ist das grundsätzliche Vorgehen kein Novum und die 
Erfahrungen aus anderen Entwicklungen können genutzt werden. Dieses 
strukturierte Vorgehen verbessert zusätzlich die Qualität der zu entwickelnden 
Software.219 
Neben den Vorteilen einer Architektur bei der Entwicklung einer einzelnen 
Software, gibt es zusätzliche Vorteile, wenn verschiedene Systeme mit 
derselben Architektur konzipiert und entwickelt werden. Beispielsweise 
                                               
218
 Vgl.: Arnold et al [2009], S. 49 
219
 Vgl.: Dunkel/Holitschke [2003], S. 1 f 
99 
 
können Teile eines bestehenden Systems wiederverwendet und zur 
Entwicklung eines anderen Systems genutzt werden. Doch nicht nur einzelne 
Komponenten sind interoperabel, sondern auch die Systeme als ganzes, da 
die Schnittstellen wie oben definiert, nicht nur innerhalb des Systems, sondern 
auch nach außen spezifiziert und standardisiert sind. 
4.1 Nationale & Internationale Rahmenwerke 
Aus den oben genannten Gründen hat die Koordinierungs- und 
Beratungsstelle der Bundesregierung für Informationstechnik in der 
Bundesverwaltung (KBSt) im Rahmen der bereits mehrfach erwähnten 
Initiative BundOnline 2005 ein Dokument veröffentlicht, das die Standards und 
Architekturen für E-Government-Anwendungen in Deutschland enthält, kurz 
SAGA. Dieses Rahmenwerk, bestehend aus den drei Modulen Grundlagen, 
Konformität und Technische Spezifikationen, liegt seit November 2011 in der 
Version 5.0 vor220 und wird als Konkretisierung der IT-Strategie des Bundes 
fortgeschrieben – diese Strategie wird in Abschnitt 6 noch detaillierter 
beschrieben. 
In den vorherigen Abschnitten wurde bereits angemerkt, dass dabei die 
Beauftragte der Bundesregierung für Informationstechnik (BfIT, aktuell 
vertreten durch Staatssekretärin Cornelia Rogall-Grothe221) auch Vertreter aus 
Wirtschaft, Wissenschaft und Verwaltung in die Weiterentwicklung einbezieht. 
So sind in dem Expertenkreis zur Weiterentwicklung von SAGA Vertreter 
großer Softwarehäuser wie IBM, SAP und Oracle vertreten222. Zusätzlich 
existiert auf der Webseite der BfIT ein Diskussionsforum, in denen Vorschläge 
für die neuen Versionen des Standards vorgeschlagen und diskutiert werden 
können. Aus der Tatsache, dass in dem Forum der letzte Eintrag aus Juni 
2011 stammt (Stand: Januar 2014), lässt sich jedoch schließen, dass 
Vorschläge und Diskussionen zu Neuerungen von SAGA ausschließlich im 
Expertenkreis statt finden. 
Innerhalb von SAGA werden aktuelle Standards zunächst geprüft und 
bewertet und bei positivem Ergebnis entweder empfohlen oder als 
obligatorisch erklärt. Dieser Prozess ist im SAGA-Modul Grundlagen (aktuelle 
Version 5.1.0) beschrieben, zusammen mit den generellen Zielen und 
Rahmenbedingungen der Architektur sowie den Grundprinzipien223, die sich in 
                                               
220
 Vgl.: BfIT [2] [2013] [URL] 
221
 Stand: Februar 2014 
222
 Vgl.: BfIT [1] [2013] [URL] 
223
 Vgl.: BfIT [1] [2011], S. 4 ff 
100 
 
großen Teilen mit den oben beschriebenen generellen Zielen und Prinzipien 
einer Architektur decken und daher hier nicht weiter spezifiziert werden. 
Neue Standards werden innerhalb des Prüfungs-Prozesses in drei Listen 
klassifiziert224: 
 White List: neue und aktuell noch nicht bewertete Standards, 
 Grey List: Standards mit Bestandsschutz225, 
 Black List: abgewiesene und veraltete Standards. 
Ein vorgeschlagener Standard kann nach der Prüfung entweder verworfen 
werden, direkt in den Bestandsschutz aufgenommen werden oder in den 
Beobachtungs-Status übergehen. Nach der Beobachtungs-Phase wird der 
Standard – vorausgesetzt er wird an dieser Stelle nicht verworfen – in den 
Status Empfohlen gesetzt. Von dort kann er als Verbindlich erklärt werden 
(und später auch wieder auf optional gesetzt werden) oder in den 
Bestandschutz aufgenommen werden. Veraltete Standards können 
anschließend aus dem Bestandschutz (Grey List) verworfen werden und in die 
Black List aufgenommen werden. Die folgende Abbildung zeigt das 
Klassifikationssystem von SAGA 5 nach BfIT [2] [2013] noch einmal in der 
Übersicht. 
 
 
 
 
 
 
 
 
 
 
 
 
 
Abbildung 18: Klassifikationssystem nach SAGA 5 
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Im zweiten Modul Konformität (aktuelle Version 5.1.0) wird erläutert, wie die 
Konformität von Software-Systemen mit SAGA gesichert und überprüft 
werden kann. Dabei werden die Systemeigenschaften in die folgenden fünf 
Kategorien eingeordnet: 
 Muss: für die SAGA-Konformität obligatorisch, 
 Sollte: für die SAGA-Konformität empfohlen, aber nicht zwingend 
erforderlich, 
 Kann: keinen Einfluss auf die SAGA-Konformität, 
 Darf nicht: ist die Systemeigenschaft gegeben, ist keine SAGA-
Konformität vorhanden, 
 Sollte nicht: für die SAGA-Konformität nicht empfohlen, jedoch nicht 
verboten. 
Weiterhin gilt eine definierte Reihenfolge für den Einsatz von Spezifikationen, 
die durch das oben beschriebene Verfahren klassifiziert werden, bspw. darf 
keine vorgeschlagene Spezifikation verwendet werden, wenn eine 
konkurrierende Spezifikation im Status Beobachtung existiert und es darf 
keine beobachtete Spezifikation verwendet werden, wenn eine konkurrierende 
Spezifikation im Status Empfohlen existiert usw. 
Für die Prüfung der SAGA-Konformität existieren verschiedene Check-
Listen, jeweils für einen bestimmten Themen-Bereich. Eine Zertifizierung der 
Systeme ist unter SAGA 5 ausgeschlossen, da sich in der Vergangenheit 
gezeigt hat, dass diese recht komplex ist (u.a. auch da in Einzelfällen, in 
denen das System dies erfordert, auch niedrige Klassifikationen – bspw. 
Beobachtet statt Empfohlen – verwendet werden dürfen226) und dies 
letztendlich zu keinem Mehrwert führt. Zusätzlich hat sich gezeigt, dass es 
durch eine solche Klassifikation zu einer Verzerrung des Wettbewerbs kommt, 
da kleine Software-Häuser und Open-Source-Projekte durch die hohen 
Zertifizierungs-Kosten benachteiligt sind. Statt der Systeme können sich nun 
jedoch Projektleiter zertifizieren lassen, die Projekte nach SAGA-Konformität 
durchführen können.227 
Das dritte Modul Technische Spezifikationen (aktuelle Version 5.0.0) 
beinhaltet schließlich die Vorgaben für Software-Systeme und -Produkte, 
sowie für etwaige Individualleistungen. Neben Prozess- und Datenmodellen 
sind auch Vorgaben zur Präsentation und Kommunikation, Architektur-
Spezifikationen und Angaben zur IT-Sicherheit enthalten. Bezüglich des 
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zuletzt genannten Aspekts wird sich auf die bestehenden Standards des 
Bundesamts für Sicherheit in der Informationstechnologie (BSI) bezogen, die 
gleichzeitig auch den Vorgaben der International Organization for 
Standardization (ISO) in den Standards der 2700x-Reihe entsprechen, jedoch 
statt dem Grundschutzbuch konkrete Vorgaben, statt allgemeingültiger 
Anforderungen auflisten. 
Begründet auf diesen Unterschied zwischen dem nationalen BSI-Standard 
und der internationalen ISO-Norm wird auch der zuletzt genannte aktuell in 
einigen Bundesländern zusätzlich eingeführt, um Prozesse noch weiter 
standardisieren, Risiken effizienter behandeln und letztendlich Kosten sparen 
zu können.228 Ob dies jedoch zu einem größeren Vertrauen bei den Nutzern 
von E-Government-Angeboten führen wird, ist abzuwarten. 
Um Kapitel 6 vorzugreifen, sei an dieser Stelle angemerkt, dass in anderen 
Ländern analog zu SAGA in Deutschland ebenfalls Government 
Interoperability Frameworks (GIFs) mit denselben Zielen wie in Deutschland 
entwickelt wurden, bspw. eCH in der Schweiz229, e-GIF im vereinigten 
Königreich von Großbritannien230 oder das Interoperability Framework for E-
Governance in Indien231. Die Mitgliedsländer der europäischen Union werden 
zusätzlich durch das European Interoperability Framework (EIF) unterstützt.  
Dieses Rahmenwerk wurde im Zuge des 2004 gestarteten EU-Programms 
IDABC (Interoperable Delivery of European eGovernment Services to public 
Administrations, Businesses and Citizens) gestartet und ab 2010 im 
Folgeprogramm ISA (Interoperability Solutions for European Public 
Administrations) weiter geführt. Dabei handelt es sich um eine Sammlung von 
Empfehlungen bezüglich der Kommunikation zwischen Bürgern, Unternehmen 
und administrativen Stellen innerhalb der Länder der europäischen Union, 
sowie die – innerhalb und außerhalb der EU – grenzüberschreitende 
Kommunikation.  
Um auch das deutsche Rahmenwerk hierfür nutzbar zu machen, hat der IT-
Planungsrat der deutschen Bundesregierung zur aktuellen SAGA-Version im 
Jahr 2012 diverse Empfehlungen für die Weiterentwicklung der Standards in 
Deutschland erarbeitet232, die sich in der Umsetzung befinden. Hierdurch soll 
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sichergestellt werden, dass Entwicklungen nach SAGA interoperabel mit 
Lösungen anderer europäischer Länder einsetzbar sind. 
Neben SAGA existiert in Deutschland eine weitere wichtige Sammlung von 
Standards, die das E-Government betreffen: XÖV. Wie schon der Name 
dieses Werks XML in der öffentlichen Verwaltung erkennen lässt, fokussiert 
sich diese Sammlung von Standards auf den Informationsaustausch zwischen 
öffentlichen Einrichtungen und zwischen diesen und deren Kunden. XÖV 
wurde von der Koordinierungsstelle für IT-Standards (KoSIT) entwickelt, 
welche neben der Weiterentwicklung dieses Rahmenwerks auch den IT-
Planungsrat bei dessen Aufgabe unterstützt, die Interoperabilität im Bereich E-
Government zu sichern. Die zu diesem Ziel entwickelten Protokolle sind unter 
dem Protokollstandard OSCI (Online Services Computer Interface) 
zusammengefasst. Die Nutzung dieses Rahmenwerks sichert eine sichere, 
vertrauliche und rechtsverbindliche Kommunikation und ist Teil des SAGA-
Standards.233 
 
Auf die technischen Spezifikationen der einzelnen Rahmenwerke wird an 
dieser Stelle nicht weiter eingegangen, sondern stattdessen ein kurzer 
Überblick über die Meinungen der Betroffenen zu den Architekturen und 
Standards gegeben. 
4.2 Auswirkungen & Kritik 
Wie bereits in Abschnitt 3.1 festgestellt, haben Normen und Standards große 
Vorteile, um die Kompatibilität von Systemen und Prozessen zu sichern, 
dennoch gibt es gerade bezüglich SAGA auch negative Kritik. 
In SAGA wird ein großer Fokus auf die Nutzung von offenen Standards 
gelegt, mit dem Ziel den Wettbewerb offener zu gestalten und um zu 
verhindern, dass durch ein Rahmenwerk, das den Einsatz bestimmter 
Technologien großer Konzerne vorschreibt, kleine und mittelständische 
Unternehmen benachteiligt werden. Beispielsweise wird nicht ausschließlich 
auf die von Microsoft entwickelte .NET-Technologie gesetzt, sondern immer 
mehr Open Source-Programme aufgenommen. Diese Entwicklung, die eine 
Benachteiligung von solchen Unternehmen verhindern sollte, die Open 
Source-Entwicklungsplattformen nutzen, führt nun dazu, dass Unternehmen 
mit lizenzpflichtigen Entwicklungsplattformen benachteiligt werden. Grund 
hierfür ist, dass in vielen Ausschreibungen von öffentlichen Aufträgen explizit 
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Open Source-Plattformen gefordert werden und somit viele Software-Anbieter 
mit Programmen, die bspw. auf .NET basieren, ausgeschlossen werden. Ab 
der SAGA-Version 3.0 wurde oft auch von Marktverzerrung gesprochen, da in 
hier bestimmte technische Lösungswege als verbindlich gekennzeichnet und 
andere somit ausgeschlossen wurden. 
Wie die Umfragewerte in Abschnitt 3.1 bereits gezeigt haben, lehnen auch 
viele Einrichtungen der öffentlichen Verwaltung die Nutzung des SAGA-
Rahmenwerks ab. Gründe hierfür sind vielschichtig: neben den bereits oben 
genannten Faktoren wie 
 fehlender Standards für wichtige Anwendungsbereiche, 
 unzureichende Pflege und Weiterentwicklung, sowie der 
 Mangel an Verbindlichkeit, 
wird teils auch kritisiert, dass der Standard in einigen Bereichen zu eng 
definierte Vorschreibungen macht. Im Hinblick auf das oben als erstes 
genannte Argument, lässt sich folgern, dass dies vor allem in weniger 
wichtigen Anwendungsbereichen der Fall ist. 
Dem dritten Kritikpunkt, dem Mangel an Verbindlichkeit, soll der aktuelle 
SAGA-Standard entgegenwirken, da dieser die Nutzung des Standards 
erstmals für die gesamte Bundesverwaltung verbindlich vorschreibt.234  
Über diese Punkte hinaus fürchten einige Kritiker auch eine Behinderung von 
neuen und innovativen Technologien durch die Festschreibung auf einige 
wenige Verfahren. Dem gegenüber steht die Gefahr, der mangelnden 
Investitionssicherheit, ergo dass bisherige Technologien durch neue SAGA-
Versionen ersetzt werden müssen, was zu einer enormen Kostenbelastung 
führen würde. Das erste Argument kann jedoch widerlegt werden, da neue 
Technologien stets das fest definierte und oben beschriebene Verfahren zur 
Prüfung neuer Standards durchlaufen und somit auch jegliche innovative 
Technologie geprüft wird. Darüber hinaus ist in der neuen SAGA-Version der 
Zyklus der Versionen verkürzt worden, wodurch sich die Möglichkeit zu 
Zwischen-Versionen ergibt, in denen stets die aktuellen Technologien 
festgeschrieben sind. 
Das zweite Argument bezüglich der Investitionssicherheit kann entkräftet 
werden durch die Aussagen von Martin Schallbruch, dem IT-Direktor des 
Bundesinnenministeriums. Er macht deutlich, dass in der aktuellen SAGA-
Version solche Technologien, die nach aktuellem Stand nicht mehr empfohlen 
werden können, jedoch im Einsatz weit verbreitet sind, in den Status 
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Bestandsschutz aufgenommen worden sind, wodurch sich eine 
„angemessene Flexibilität“ ergibt.235  
Zu dieser Flexibilisierung trägt auch OpenSAGA bei, die SAGA-Version, die 
komplett frei verfügbar ist. Auch wenn einige Anbieter, die auf kommerziellen 
Technologien aufsetzen, hier einen Nachteil sehen, hat dieses Projekt doch 
diverse Vorteile. Da sich etwa alle Unternehmen und Einrichtungen der 
öffentlichen Verwaltung daran beteiligen können, wird eine Großzahl von 
vielfältigen Anforderungen kontinuierlich weiter entwickelt und allen Nutzern 
zur Wiederverwendung bereitgestellt.236  
Wie sich diese Neuerungen langfristig auf die Weiterentwicklung der E-
Government-Standards in Deutschland auswirken wird, bleibt noch 
abzuwarten, doch Experten des Branchenverbands BITKOM begrüßen die 
aktuellen Entwicklungen, die ein umfassendes E-Government-Netzwerk mit 
uneingeschränkter Interoperabilität ermöglichen. 
                                               
235
 Vgl.: Viola [2011] [URL] 
236
 Vgl.: Biskup/Klein [2010] [URL] 
106 
 
5 Relevante Gesetze  
Beim E-Government spielen verschiedene Gesetze eine Rolle, die 
hauptsächlich aus der Natur der Kommunikation heraus entstehen: 
unabhängig von den beteiligten Akteuren, die Informationen austauschen, 
sind diese meist sensibler, vertrauenswürdiger und persönlicher Art. Daher ist 
die Etablierung und Einhaltung von Gesetzen bezüglich des Datenschutzes 
und der Datensicherheit von besonderer Bedeutung. Die Basis hierfür bildet 
das Recht der informationellen Selbstbestimmung, welche jedem Einzelnen 
das Recht zuspricht grundsätzlich selbst darüber zu bestimmen, an wen seine 
persönlichen Daten preisgegeben werden und wie diese verarbeitet werden 
dürfen. Aktuell ist dieses Recht nur ein impliziter Teil des Deutschen 
Grundgesetzes, da es Bestandteil des allgemeinen Persönlichkeitsrechts ist, 
festgesetzt durch § 2, Abs. 1 in Verbindung mit § 1, Abs. 1 des Grundgesetzes 
und somit eine Ausprägung der Würde des Einzelnen und der allgemeinen 
Handlungsfreiheit.237 Eine explizite Aufnahme dieses Gesetzes in das 
Grundgesetz fand bisher keine erforderliche Mehrheit, allerdings sind die 
personenbezogenen Daten jedes EU-Bürgers durch Artikel acht der EU-
Grundrechtcharte geschützt. 
Die Charta der Grundrechte der Europäischen Union, die seit dem 1. 
Dezember 2009 für alle Mitgliedsstaaten der europäischen Union rechtskräftig 
ist (ausgenommen sind allein das Vereinigte Königreich von Großbritannien 
und Polen), legt die Grund- und Menschenrechte innerhalb der europäischen 
Union fest.238 Dabei orientiert sich die Charta an der europäischen und 
internationalen Menschenrechtskonventionen, der europäischen Sozialcharta, 
den mitgliedstaatlichen Verfassungen und Rechtsprechungen der 
europäischen Gerichtshöfe. Im Bereich der Schutzrechte erweitert sie die 
Rechte für deutsche Staatsbürger, die durch das Grundgesetz 
festgeschrieben sind, da neben den klassischen Bürgerrechten u. a. auch der 
Verbraucher- und Datenschutz geregelt sind und ein Recht auf eine „gute 
Verwaltung“ festgelegt wird.239 
Das Recht auf informationelle Selbstbestimmung unterscheidet dabei nicht 
zwischen mehr oder weniger sensiblen Daten des Einzelnen. Da einzelne 
Daten, die für sich gesehen zunächst belanglos erscheinen, durch die 
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Informationstechnologie und deren Verarbeitungs- und 
Verknüpfungsmöglichkeiten jedoch einen anderen Stellenwert bekommen 
können, stellte das Bundesverfassungsgericht fest, dass es keine belanglosen 
Daten geben kann.240 
Trotz der fehlenden festen Verankerung dieses Grundrechts auf 
Bundesebene, kommt dem Datenschutz in den meisten Landesverfassungen 
eine größere Bedeutung zu und es wurden hier Datenschutzregelungen 
aufgenommen241, etwa in Berlin (Artikel 33)242 oder Nordrhein-Westfalen 
(Artikel 4, Abs. 2)243 um nur zwei Beispiele zu nennen. Diese Landesgesetze 
setzen die europarechtlichen Vorgaben direkt um, so dass es keine 
unmittelbare Anwendung der europäischen Gesetze in diesen Ländern gibt – 
dies ändert sich naturgemäß, sobald die Landesgesetze von den hierarchisch 
höher liegenden Gesetzen abweichen; in diesem Fall würden wieder die 
europäischen Richtlinien gelten.244 
Neben weiteren Landesdatenschutzgesetzen regelt das 
Bundesdatenschutzgesetz (BDSG) den Datenschutz für Behörden, 
Unternehmen und private Haushalte in Deutschland. Ergänzt wird dieses 
durch245  
 das Telekommunikationsgesetz (TKG), welches hauptsächlich den 
Wettbewerb im Telekommunikationsbereich reguliert. Hierzu müssen 
elektronische Dienstleistungen – auch im Bereich E-Government – 
bei der Bundesnetzagentur angemeldet werden, eine Genehmigung 
ist nicht notwendig.246 Zusätzlich hierzu werden jedoch auch viele 
Aspekte des Datenschutzes im TKG geregelt. So wird das Abhören 
von Nachrichten unter Strafe gestellt und mit Geldstrafen oder 
Freiheitsentzug von bis zu zwei Jahren bestraft.247 Des Weiteren ist 
seit dem 24. Februar 2007 die Telekommunikations-
Kundenschutzverordnung Teil des TKG, welche die Rechte und 
Pflichten der Anbieter und Kunden von 
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Telekommunikationsdienstleistungen regelt, inklusive des 
Datenschutzes. 
Die Abschnitte des TKG, die eine Vorratsdatenspeicherung 
vorschreiben248, wurden vom Verfassungsgericht für unwirksam 
erklärt, da sie nicht mit Artikel 10, Abs. 1 des Grundgesetzes – 
beinhaltet das Brief-, Post- und Fernmeldegeheimnis – vereinbar 
sind. Diese Regelung war erst drei Jahre zuvor vom Bundestag zur 
Umsetzung verabschiedet worden, um den Forderungen der EU-
Richtlinie für die Vorratsspeicherung von Daten gerecht zu werden. 
Diese hat zum Ziel, die verschiedenen nationalen Gesetze zu diesem 
Thema zu vereinheitlichen, damit Daten in ganz Europa gespeichert 
und zu Zwecken der Strafverfolgung und -ermittlungen genutzt 
werden können.249 
Das Verfassungsgericht hat bei seinem Urteil gegen die im TKG 
festgelegte Vorratsdatenspeicherung allerdings keine Unvereinbarkeit 
mit der EU-Richtlinie erkennen können und so war dieses Thema 
auch zu Beginn der neuen Legislaturperiode Anfang 2014 
umstritten.250 
Für den Bereich E-Government hat somit das 
Telekommunikationsgesetz in Deutschland besonders im Bereich des 
Datenschutzes eine Bedeutung. Es muss eine abhörsichere 
Kommunikation gewährleistet sein, bei der die Informationen 
vertraulich ausgetauscht werden können – diese wird durch die 
Nutzung der geltenden Standards251 gewährleistet. Die 
Gesetzgebung zur Vorratsdatenspeicherung hat wenig Einfluss auf 
die Behörden, da für die Speicherung – bzw. die Löschung – der 
Daten der jeweilige Kommunikationsanbieter zuständig ist. 
 das Telemediengesetz (TMG): dieses Gesetz, am 1. März 2007 in 
Kraft getreten, regelt die rechtlichen Rahmenbedingungen der 
elektronischen Informations- und Kommunikationsdienste, den so 
genannten Telemedien. Die fünf wichtigsten Punkte des TMG sind 
die Impressumsvorschriften, Vorschriften zur Spam-Bekämpfung, die 
Haftungsregelungen bei gesetzeswidrigen Inhalten innerhalb der 
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Dienste, der Datenschutz und das Providerprivileg252. Für das E-
Government hat das TMG ebenfalls im Bereich des Datenschutzes 
eine Bedeutung, die weiteren Aspekte wie die Impressums-
Vorschriften, die Konsequenzen bei gesetzeswidrigen Inhalten, die 
Spam-Bekämpfungs-Maßnahmen, sowie das Providerprivileg können 
an dieser Stelle als beachtet angenommen werden. 
Überwacht wird die elektronische Kommunikation zwischen Einrichtungen 
der öffentlichen Verwaltung des Bundes und Unternehmen durch den 
Bundesbeauftragten für den Datenschutz, entsprechend werden 
Landesbehörden durch den jeweils zuständigen 
Landesdatenschutzbeauftragten kontrolliert. Diese Stellen müssen 
unabhängig und frei von jeglicher Einflussnahme des Staates handeln 
können. Dies war in der Vergangenheit in Deutschland nicht immer der Fall 
und so verurteilte der europäische Gerichtshof Deutschland im Jahr 2010, da 
die kontrollierenden Stellen unter staatlicher Aufsicht gehandelt haben.253 
Daraufhin wurden die Strukturen in Deutschland entsprechend angepasst, so 
dass heute eine unabhängige Kontrolle des Datenschutzes auch im Bereich 
E-Government gewährleistet ist. 
 
Einen großen Einfluss nimmt zurzeit auch das Gesetz zur Förderung der 
elektronischen Verwaltung sowie zur Änderung weiterer Vorschriften, kurz 
auch E-Government-Gesetz genannt. Das Ziel des Gesetzes ist die 
Vereinfachung der Verwaltung in und zwischen Bund, Ländern und 
Kommunen, sowie eine erhöhte Benutzerfreundlichkeit und Effizienz der 
Prozesse. Das Gesetz ist am 01. August 2013 in Kraft getreten und wird in 
den folgenden Jahren bundesweit umgesetzt. Die größte Hürde dabei ist der 
umfassende Transfer der Verwaltungsprozesse auf elektronische 
Übertragungswege. Hierfür war bisher allein die qualifizierte elektronische 
Signatur (qES) zugelassen, dessen Rahmenbedingungen im deutschen 
Signatur-Gesetz (SigG) festgeschrieben sind. Diese Technologie hat jedoch 
zum Zeitpunkt des Inkrafttretens des Gesetzes noch keine ausreichende 
Verbreitung. Aus diesem Grund hat das Bundesministerium des Inneren 
neben der qES zwei weitere Technologien zugelassen, die die bisherige 
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Schriftform ersetzen sollen254: das erste dieser neuen Verfahren ist die De-
Mail, die eine Authentifizierung des Absenders zulässt und somit Grundlage 
für eine sichere Anmeldung zu E-Government-Angeboten darstellt; das zweite 
Verfahren ist die Identifizierung und Authentifizierung innerhalb der E-
Government-Web-Anwendungen durch die eID-Funktionen des neuen 
Personalausweises. Die Maßnahmen für die allumfassende Umstellung der 
bisherigen, meist papiergebundenen Prozesse, innerhalb der öffentlichen 
Verwaltung sind in der 55 Punkte umfassenden Übersicht über die 
Umsetzungsverpflichtungen aus dem Gesetz zur Förderung der 
elektronischen Verwaltung sowie zur Änderung weiterer Vorschriften 
zusammen gefasst und werden in den nächsten Jahren umgesetzt.255 
Ein wichtiger Grund, den Zeitrahmen für die Umstellung der 
Verwaltungsprozesse auf elektronische Medien per Gesetz vorzuschreiben, 
wird im Entwurf des Gesetzes aus dem Jahr 2012 genannt: denn trotz der 
Verbesserung des E-Government-Angebots in Deutschland im letzten 
Jahrzehnt und einem guten Platz dicht hinter den Spritzenreitern im Bereich 
Online-Reifegrad beim europäischen Vergleich im Jahr 2010256, wurde doch 
ein Verbesserungspotential in den Bereichen der Benutzerfreundlichkeit der 
Anwendungen identifiziert.257 
Hervorzuheben ist des Weiteren erstens, dass Deutschland besonders im 
Bereich der A2B-Szenarien hinter dem europäischen Durchschnitt und weit 
hinter den Spritzenreitern zurück liegt, unter anderem beim elektronischen 
Ausschreibungsverfahren.258 Zweitens zeigt die Studie einen 
überdurchschnittlich großen Unterschied des Dienstleistungsangebots 
zwischen Großstädten und ländlichen Kommunen: ist der Service in den 
Großstädten mit anderen europäischen Ländern vergleichbar gut, so ist die 
Ausgereiftheit der Prozesse in den nicht urbanen Gegenden sehr niedrig. 
Natürlich steht Deutschland mit diesem Unterschied der Service-Verfügbarkeit 
zwischen Großstädten und ländlichen Bereichen nicht alleine dar, allerdings 
ist im Vergleich zu anderen Staaten dieser Unterschied 
überdurchschnittlich.259 
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Um auf den ersten Punkt zurückzukommen, kann festgehalten werden, dass 
der große Nachteil eines fehlenden elektronischen Ausschreibungsverfahrens 
ist, dass die Menge an möglichen Lieferanten kleiner ist. Wird eine 
Ausschreibung auf elektronischem Weg realisiert, können bspw. auch 
Unternehmen aus anderen EU-Staaten daran teilnehmen; den Weg hierfür hat 
das PEPPOL-Projekt geebnet, das bereits in Abschnitt 2.2.3 beschrieben 
wurde. Die Gesetzesgrundlage für Ausschreibungen im öffentlichen Sektor 
bilden u. a. der vierte Teil des Gesetzes gegen Wettbewerbsbeschränkungen 
(GWB), die Vergabeverordnung (VgV), die Vergabeordnung für freiberufliche 
Leistungen (VOF) und insbesondere die Vergabe- und Vertragsordnungen für 
Leistungen, Teil A (VOL/A). Nach VOL/A ist eine öffentliche Ausschreibung 
aus Gründen der wirtschaftlichen Auftragsvergabe, sowie aus 
Wettbewerbsgründen durchzuführen und darf nur in Ausnahmefällen 
umgangen werden. Laut Definition müssen bei einer öffentlichen 
Ausschreibung die Anforderungen einer unbeschränkten Zahl von 
Unternehmen zur Einreichung von entsprechenden Angeboten zugänglich 
gemacht werden.260 Aus diesem Grund ist die elektronische Version des 
Verfahrens besser geeignet – die Informationen sind unmittelbar jedem 
nationalen und internationalen Unternehmen zugänglich – und stellt somit 
eines der wichtigsten Projekte in der deutschen E-Government-Strategie dar.  
Auf diese wird im folgenden Kapitel näher eingegangen, auf den hier bereits 
angerissenen internationalen Vergleich im Bereich der E-Government-
Services geht das siebte Kapitel, sowohl auf der europäischen, als auch auf 
globaler Ebene spezifizierter ein. 
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6 Die deutsche E-Government-Strategie 
Im September 2010 wurde durch den IT-Planungsrat die Nationale E-
Government Strategie (NEGS) beschlossen. Ziel der NEGS ist es, ein 
gemeinsames Verständnis für die zukünftige Abwicklung der elektronischen 
Verwaltung in den Kommunen, den Ländern und dem Bund zu schaffen. 
Dabei wurden sechs Hauptziele beschlossen, die sich in insgesamt 20 
Unterziele aufteilen.261 Ein Fokus der Strategie ist die Entwicklung von 
Verfahren, die den Anforderungen von Bürgern, der Verwaltung und den 
Unternehmen entsprechen.  
 
Abbildung 19: NEGS I - Orientierung am Nutzer 
 
Besonders Punkt zwei, die benutzerfreundliche Bedienung hat einen 
wichtigen Stellenwert. Wie bereits oben gezeigt, ist die – aktuell noch in 
unzureichendem Maß vorhandene – Benutzerfreundlichkeit der Web-Seiten 
ein enormes Hindernis. Um die geringen Nutzungszahlen weiter zu steigern 
müssen sämtliche Service-Angebote an die Anforderungen der Endbenutzer 
angepasst werden. Das bis dato einzige Angebot, dass nicht an dieser Hürde 
gescheitert ist und dessen Nutzerzahlen seit der Einführung steigen ist die 
elektronische Lohnsteuer ELSTER.262 
Um dieses Ziel planbar zu gestalten, waren an der Gestaltung der Strategie 
nicht ausschließlich Mitglieder der öffentlichen Verwaltung beteiligt, sondern 
ebenfalls Vertreter aus Politik, Wirtschaft und Wissenschaft. Für Unternehmen 
ist besonders der zweite Schwerpunkt der Strategie von Bedeutung, da er 
eine ausschließlich elektronische Kommunikation zwischen Behörden und 
Unternehmen für die Zukunft herausstellt. 
 
Abbildung 20: NEGS II - Wirtschaftlichkeit und Effizienz 
 
                                               
261
 Vgl.: IT Planungsrat [2011] [URL] 
262
 Vgl.: Initiative D21 [2013] [URL] 
113 
 
Der dritte strategische Schwerpunkt ist für die Nutzer der E-Government-
Angebote generell, also Brüger und Unternehmen gleichermaßen, von 
besonderer Bedeutung, denn er behandelt auf der einen Seite den Aspekt der 
Datensicherheit und des Datenschutzes. Dieser ist neben den Usability-
Problemen für viele Nutzer noch immer ein Grund, E-Government-Angebote 
nicht zu nutzen. 
 
Abbildung 21: NEGS III - Transparenz, Datenschutz und Datensicherheit 
 
Auf der anderen Seite wird durch diesen Punkt eine höhere Transparenz der 
Verwaltung und Politik angestrebt. Wie der internationale Vergleich im 
folgenden Abschnitt zeigt, ist Deutschland in diesem Bereich für die meisten 
Bürger, und teils auch Unternehmen, noch eine Black Box, es ist also nicht 
klar, was innerhalb des Systems geschieht. Doch nicht nur müssen mehr 
Informationen veröffentlicht werden, besonders wichtig ist, dass diese so 
aufbereitet werden, dass sie verständlich sind. Nur so kann das Vertrauen in 
die Verwaltung und Politik im Generellen und in das E-Government im 
Speziellen gesteigert werden. 
Der vierte Schwerpunkt der NEGS befasst sich mit E-Participation, also der 
Mitgestaltung der Gesellschaft an der Politik. 
 
Abbildung 22: NEGS IV - Gesellschaftliche Teilhabe 
 
Der erste Teilpunkt ist dabei schon zu großen Teilen umgesetzt, wie der 
Vergleich mit anderen Ländern zeigt, das zweite Teilziel ist jedoch wesentlich 
wichtiger, denn wenn sich keine Wirkung der Beteiligung zeigt, so wird auch 
die Motivation der Gesellschaft sinken, sich weiterhin zu beteiligen, was 
unweigerlich zur viel diskutierten Politikverdrossenheit führt.263 
Teil fünf des Strategieplans befasst sich mit der Nachhaltigkeit und 
Innovationsfähigkeit der Lösungen. Deutschland soll durch neue Technologien 
und Verfahren zum Vorreiter im Bereich E-Government werden, wie es aktuell 
bereits in anderen Industriezweigen der Fall ist.  
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Abbildung 23: NEGS V - Zulunftsfähigkeit und Nachhaltigkeit 
 
Besonders herausgestellt wird hier auch der Einfluss des E-Governments auf 
die Ökologie, bspw. kann durch elektronische Aktenführung der 
Papierverbrauch enorm gesenkt werden. 
Der letzte Schwerpunkt des Strategie-Plans befasst sich letztendlich mit der 
IT-Infrastruktur, die für ein erfolgreiches E-Government benötigt wird (wie im 
folgenden Abschnitt am Beispiel Süd-Korea zu erkennen ist). Hier wird durch 
die Unter-Ziele besonders die Kompatibilität und Flexibilität heraus gestellt. 
 
Abbildung 24: NEGS VI - Leistungsfähige IT-Unterstützung 
 
Vergleicht man nun den NEGS mit den identifizierten Erfolgsfaktoren des E-
Governments, so lässt sich erkennen, dass diese hier zumindest ansatzweise 
zu erkennen sind: durch die Nutzung und Weiterentwicklung von Standards 
soll die Kompatibilität und Flexibilität der Systeme gesichert werden, die 
Sicherheit der Systeme und eine minimale Datenhaltung soll mehr Vertrauen 
und Akzeptanz bei den Nutzern fördern und durch Einbeziehen verscheidener 
Wirtschaftsvertreter wird die Rolle aller Beteiligten in die Entwicklung 
integriert. 
Neben der Herausforderung diese Strategie in reale Maßnahmen 
umzusetzen, muss zusätzlich beachtet werden, dass sich das Umfeld im E-
Government ständig verändert und sowohl Maßnahmen als auch Strategien 
regelmäßig überprüft und ggf. angepasst werden müssen. Ein postives 
Beispiel hierfür bietet das ELSTER-Verfahren, auf das in Abschnitt 8.1 näher 
eingegangen wird. 
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7 Internationaler Vergleich 
Wie die vorherigen Kapitel bereits gezeigt haben, zählt Deutschland im 
internationalen Vergleich auf europäischer Ebene in vielen Bereichen des E-
Governments zur Führungsgruppe. Allerdings gibt es auch diverse Bereiche, 
in denen Deutschland noch Nachholbedarf hat; dies zeigt sich etwa daran, 
dass aktuell noch an den Möglichkeiten der Ablösung von traditionellen 
papierbasierten Kommunikationsverfahren durch die qualifizierte elektronische 
Signatur, die De-Mail und die eID mithilfe des neuen Personalausweises 
gearbeitet wird. Im internationalen Vergleich auf globaler Ebene zeigt sich, 
dass viele Nationen hier weiter sind. 
Eine Studie der vereinten Nationen aus dem Jahr 2012, die sich auf die 
Integration der unterschiedlichen Services innerhalb der Kommunen, Länder 
und des Staats konzentriert hat, belegt Deutschland beim umfassenden 
Vergleich den 17. Platz, mit einem Wert von 0,879 auf dem E-Government-
Entwicklungs-Index weit hinter den beiden Spitzenreitern Südkorea (Index-
Wert 0,9283) und den Niederlanden (Index-Wert 0,9125).264 Mit diesem 
Ergebnis verschlechtert sich Deutschland sogar um zwei Plätze im Vergleich 
zu 2010 und liegt damit im Jahr 2012 sogar unter dem Regional-Durchschnitt 
von West-Europa.265 
Zwar bot zum Zeitpunkt der Studie keine Nation nur ein einziges Portal an, 
über das alle E-Government-Dienstleistungen genutzt, Informationen 
eingeholt und Kontakte hergestellt werden konnten, jedoch sind diverse 
Nationen laut der Studie auf einem guten Weg dorthin; in Europa gehören 
hierzu Norwegen und Dänemark. Generell ist ein solcher Ansatz in Europa 
jedoch nicht sehr weit verbreitet und die meisten Länder der europäischen 
Union organisieren die angebotenen E-Services und die Informationsportale 
separiert. In Südkorea, dem Weltranglisten-Ersten, hingegen stellt die 
Regierungs-Webseite ein integriertes Portal dar, in dem die Bürger und 
Unternehmen alle relevanten Informationen abrufen und auf alle verfügbaren 
Dienstleistungen zugreifen können, sei es auf kommunaler oder auf staatlicher 
Ebene. Zusätzlich bietet Südkorea als eine der ersten Nationen bereits heute 
ein umfassendes Angebot für mobile Nutzer der Dienstleistungen. So bietet 
auch die mobile App ein umfassendes Spektrum an Informationen und 
Dienstleistungen und kann sowohl für iOS als auch für Android-
                                               
264
 Vgl.: United Nations [2012], S. 9 
265
 Vgl.: ebd., S. 32 
116 
 
Betriebssysteme herunter geladen werden.266 Einen ähnlichen Ansatz verfolgt 
auch das Königreich Bahrain, der Spitzenreiter der Region West-Asien; hier 
können die angebotenen Dienstleistungen über mehrere Kanäle abgerufen 
werden: das E-Government-Portal steht sowohl für den Aufruf über den 
Rechner als auch als mobile Version zur Verfügung, ein speziell hierfür 
eingerichtetes Call-Center ist rund um die Uhr erreichbar und vor Ort können 
die Bürger Dienstleistungen in E-Service Centers abrufen. Für Benutzer mit 
visuellen Behinderungen steht für sämtliche Informationen die Möglichkeit zur 
Verfügung, die dargestellten Texte vorlesen zu lassen; als innovative 
Besonderheit gibt es eine Werkzeugleiste für den Web-Browser, in der die 
wichtigsten Short-Cuts, sowie aktuelle Nachrichten als RSS-Feeds 
eingebunden sind.  
Eine solche Diversifikation beim Abrufen der E-Government-Dienstleistungen 
wurde durch die Studie gesondert in einem separaten Index geführt. Dabei 
wird der Entwicklungsgrad beim Bereitstellen von Online-Dienstleistungen 
anhand von vier Indikatoren gemessen: 
1. die Verfügbarkeit von Informationen und Dokumenten über diverse 
Themen in unterschiedlichen Bereichen der öffentlichen Verwaltung; 
2. die Angebote für Bürger und Unternehmen, wie bspw. die Abwicklung 
von Steuern oder Lizenzen; 
3. der Stand im Bereich der elektronischen Beteiligung der Bürger an 
der Politik auf unterschiedlichen Ebenen (Kommune, Land, Staat) 
(siehe E-Participation), sowie  
4. die zusätzlichen technischen Besonderheiten, die über die Portale 
angeboten werden, wie etwa die oben genannten RSS-Feeds. 
In Ländern, in denen diese Indikatoren stark ausgeprägt sind, wird also die 
Informations- und Kommunikationstechnologie effektiv genutzt, um die 
Entwicklung der Gesellschaft voran zu treiben; die Prozesse werden effizient 
gestaltet, um so kontinuierliche und dauerhafte Entwicklungen erzielen zu 
können.267 Spitzenreiter ist auch auf diesem Index wieder Südkorea (Index-
Wert 1,0), diesmal jedoch gemeinsam mit Singapur und den vereinigten 
Staaten von Amerika. Diese Staaten stellen laut der Studie, unabhängig von 
der vorhandenen Infrastruktur und den Einwohnerzahlen, ihren Bürgern die 
meisten Informationen zur Verfügung. Offensichtlich wird diese Politik der 
Transparenz in Deutschland wenig gelebt, denn fast schon erschrecken ist die 
Erkenntnis, dass Deutschland nicht einmal unter den ersten 20 Plätzen des 
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Indexes zu finden ist und somit hinter Ländern wie Kolumbien (Index-Wert 
0,8431) und Malaysia (Index-Wert 0,7908) steht. 
Dieser Vergleich, komplett unabhängig von der Infrastruktur des Landes, 
zeigt, dass Deutschland trotz der Entwicklung neuer Technologien, die das E-
Government komfortabler und sicherer gestalten sollen, zunächst an der 
strategischen Ausrichtung und dem Konzept des E-Governments 
Anpassungen vornehmen muss. Ein regierungsweiter Ansatz, der die 
Dienstleistungen verschiedener Ebenen integriert über verschiedene 
Distributions-Kanäle bereitstellt, hilft die Effizienz und Effektivität innerhalb der 
Verwaltung und die Zufriedenheit der Bürger zu steigern, indem abhängig von 
der Nachfrage entsprechende Partizipations-Möglichkeiten bereit gestellt 
werden.268 Diese Erkenntnis und Einstellung ist bei den Besten dieses Indexes 
besonders ausgeprägt, Deutschland hat hier einen zu technischen Ansatz. Die 
vorhandenen Prozesse sollen, wie aktuell bestehend, digitalisiert werden, 
ohne die Gelegenheit zu nutzen die Effektivität und Effizienz der Prozesse zu 
hinterfragen und Verbesserungspotentiale nutzen zu können. Somit ist der 
erste Teil des Aktionsplans der europäischen Kommission zum Thema E-
Government nur bedingt erreicht, die Möglichkeiten für Bürger und 
Unternehmen Dienstleistungen der Verwaltung zu nutzen und durch das 
Bereitstellen von umfangreichen Informationen für mehr Transparenz der 
Regierung zu erzielen. 
 
„One of the main aims of European e-government development 
[…] is to empower citizens and businesses by providing greater 
access to public service information and greater transparency of 
government as well as effective measures to enable public 
participation in policy-making processes.” 
– United Nations [2012], S. 44 – 
 
Im Gegensatz zur transparenten Informationspolitik, ist der hier genannte 
zweite Teil des Ziels, effektive Methoden für die Beteiligung der Gesellschaft 
an der Entscheidungsfindung und Mitgestaltung der Politik (E-Participation), in 
Deutschland bereits weiter voran geschritten. Im internationalen Vergleich 
steht Deutschland hier auf dem fünften Platz269 und ist somit unter den besten 
zehn.270 
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Ein Beispiel für die Mögklichkeiten zur Mitgestaltung in Deutschland ist die 
Web-Seite https://epetitionen.bundestag.de/. Hier können Bürger und 
Unternehmen Petitionen einreichen und für ihre Ideen Stimmen sammeln. 
Sind genug Unterstützer gefunden, wird die Petition in der öffentlichen 
Ausschusssitzung angehört und über das weitere Verfahren entschieden.271  
Dieses Beispiel zeigt, dass das Angebot an Dienstleistungen und 
Informationen in Deutschland nicht wie in anderen Ländern über ein einzelne 
integrierte Webseite abrufbar ist, sondern dass es für unterschiedliche 
Anliegen, auf unterschiedlichen Ebenen – kommunal bis staatlich – und für die 
verschiedenen Themengebiete der Ministerien unterschiedliche Seiten gibt. 
Doch trotz dieser Tatsache ist Deutschland im Vergleich doch unter den Top 
Performern des Whole-of-Government-Konzepts272; hierbei wird gemessen, 
inwiefern das Angebot an Inoformationen und Dienstleistungen in seiner 
Gesamtheit für Bürger und Unternehmen über einen Single-Point-of-Contact 
angeboten wird, dass also für sämtliche Angelegenheiten der öffentlichen 
Verwaltung ein einzelnes Portal zur Verfügung steht. 
Mit der Web-Seite www.bundesregierung.de steht den Bürgern und 
Unternehmen ein Portal zur Verfügung, in dem aktuelle Gesetze, Neuigkeiten, 
Dokumente und themenspezifische Informationen der einzelnen Ministerien 
abgerufen werden können. Fokussiert auf Dienstleistungen der 
Bundesregierung ist ergänzend hierzu die Web-Seite www.bund.de. Durch 
eine Verlinkung der verschiedenen Web-Seiten der Regierung, der Ministerien 
und der Kommunen ist eine benutzerfreundliche Navigation jedoch möglich 
und verwandte Informationen und Dienstleistungen können schnell gefunden 
werden. Nach Angaben der Studie ist dieses Konstrukt die in Europa am 
weitesten verbreitete und von den Nutzern generell akzeptiert. 
Nicht weit verbreitet ist dagegen in Europa das Mehrkanal-Konzept beim 
Angebot der Dienstleistungen. Nur vier Länder in Europa bieten ihre 
Dienstleistungen über alle vier Kanäle – Web, privatwirtschaftliche 
Partnerunternehmen, Kiosks und mobile Seiten und Apps – an; Deutschland 
ist nicht unter diesen vier. Zwar stellt die Studie fest, dass das Angebot über 
mehrere Kanäle in den nächsten Jahren ein wichtiges Thema im Bereich E-
Government darstellen wird und gibt hierfür diverse Empfehlungen für die 
Mitgliedsstaaten, allerdings wurde auch festgestellt, dass ein solches Konzept 
besonders wichtig in ärmeren Ländern ist, in denen ein großer Teil der 
Bevölkerung keinen Zugang zum Internet hat. Dies ist in den meisten 
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europäischen Ländern nicht der Fall und so ist das Angebot über Webseiten 
zusammen mit stationären Ansprechpartnern ausreichend. Dabei darf die 
Entwicklung von mobilen Seiten und Apps jedoch nicht vernachlässigt werden, 
da immer mehr Transaktionen über mobile Endgeräte abgeschlossen werden. 
Das aktuelle Angebot reicht von der mobilen Webseite und SMS-
Benachrichtigungen über spezielle Apps bis hin zu Möglichkeiten der 
Bezahlung (M-Payment). In Deutschland wurde in diesem Bereich bisher nur 
die mobile Webseite umgesetzt, es besteht also noch deutlich Nachholbedarf, 
besonders im Hinblick auf Umfragen nach denen fast jeder zweite Bürger in 
Deutschland der Abwicklung von Behördengängen über mobile Endgeräte 
eine wichtige (21 %), bzw. äußerst wichtige (27 %) Bedeutung für die Zukunft 
prognostiziert.273 
Die größte Herausforderung im Bereich E-Government, nicht nur für 
Deutschland, sondern für alle an der Studie beteiligten Länder ist und bleibt 
jedoch den Grad der Nutzung des Angebots zu steigern. Die besten 
Technologien und benutzerfreundlichsten Webseiten sind nicht effizient, wenn 
sie nicht durch Bürger und Unternehmen entsprechend genutzt werden. Der 
Vergleich zwischen der Verfügbarkeit von E-Government-Angeboten und dem 
Nutzungsgrad zeigt, dass zwar die Verfügbarkeit immer besser wird, sich 
jedoch der Nutzungsanteil nur marginal erhöht hat.274 
 
Abbildung 25: Verfügbarkeit und Nutzung von E-Government-Angeboten
275
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Wie bereits in Abschnitt 3.3 festgestellt wurde, stellt der Sicherheitsaspekt 
und die Bedenken der potentiellen Nutzer ein großes Hindernis dar. Diesem 
Problem muss sich nicht nur die Deutsche Regierung stellen, auch in allen 
anderen an der Studie beteiligten Ländern ist die Situation ähnlich. Da dieser 
Aspekt bereits in den vorherigen Kapiteln behandelt wurde, soll an dieser 
Stelle nur noch einmal die Erkenntnis festgehalten werden, dass Deutschland 
nicht wie andere Natione die Sicherheit der E-Government-Seiten verbessern 
muss, sondern als zweiten Schritt Überzeugungsarbeit bei Bürgern und 
Unternehmen leisten muss, damit das Vertrauen in das Konzept E-
Government wächst. Es müssen Maßnahmen entwickelt werden, um Bürgern 
und Unternehmen das Angebot der E-Government-Dienstleistungen näher zu 
bringen und die Nutzung dieser Angebote zu vereinfachen. Im Jahr 2013 lag 
die Bekanntheit der Angebote bei zehn bis maximal 25 Prozent, die Nutzung 
dieser Angebote lag bei weniger als der Hälfte.276 Gründe hierfür waren, 
neben den genannten Sicherheitsbedenken (57 %) hauptsächlich Probleme, 
die aus mangelnder Kommunikation der Behörden und fehlender Intuitivität 
der Programme resultieren, wie etwa unzureichende Hilfestellung (62 %), 
komplizierte Verfahren (59 %), sowie undurchschaubare Strukturen (64 %).277 
Insgesamt gesehen ist Deutschland auf einem guten Weg in Richtung einer 
komplett elektronischen Verwaltung. Zwar wird Südkorea, u. a. wegen seines 
besseren Entwicklungsstands im Bereich des Beitbandausbaus – zwischen 
Breitband-Verfügbarkeit und E-Government-Nutzungsgrad besteht ein linearer 
Zusammenhang278 – und des Mobilfunknetzes, wohl auch in den nächsten 
Jahren seinen Platz als Spitzenreiter nicht abgeben. Jedoch kann 
Deutschland sich auch an seinen europäischen Nachbarn orientieren, um die 
Digitalisierung weiter voranzutreiben: in Estland, dem Vorreiter in Europa, sind 
sogar Krankenakten, ärztliche Rezepte und Schulnoten online verfügbar.279 
Bis Deutschland soweit ist, wird es wohl noch einige Jahre dauern, nicht weil 
die Technologie nicht vorhanden wäre, sondern weil die Sicherheitsbedenken 
der Deutschen stark ausgeprägt sind und bereits die kleinste Sicherheitslücke 
im System zu einer Nutzungsverweigerung führen kann. Daher ist eine 
ausgereifte Lösung, gepaart mit entsprechenden Werbemaßnahmen zu 
empfehlen, von einer gesetzlichen Verpfichtung zur Nutzung ist abzuraten. 
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8 Praxisbeispiele für A2B-Szenarien 
Im Folgenden werden zwei Beispiele für E-Government-Projekte in 
Deutschland im Bereich der A2B-Szenarien beschrieben. Auf die beiden 
Fallbeispiele ELSTER als erfolgreiches und ELENA als (vorerst) gescheitertes 
Projekt wurde bereits in den voran gegangenen Kapiteln kurz eingegangen. 
An dieser Stelle soll daher der Hintergrund der Projekte und deren 
Entwicklung dargestellt werden und nur wenn notwendig die bereits 
dargestellten Folgerungen wiederholt werden.  
8.1 Best-Practice-Beispiel: ELSTER 
Zwar steht das Akronym ELSTER ursprünglich für die elektronische 
Steuererklärung, allerdings hat das Projekt in den letzten Jahren immer mehr 
Funktionen aufgenommen, die allesamt erfolgreich von den Benutzern 
angenommen wurden. Heute ist ELSTER eines der wichtigsten, da 
erfolgreichsten, E-Government-Projekte in Deutschland.  
Seinen Ursprung hat das Projekt im Jahr 1996 als die Referatsleiter 
Automation (Steuer) der obersten Finanzbehörden von Bund und Ländern 
durch eine interne Arbeitsgruppe die Voraussetzungen für eine elektronische 
Steuererklärung untersuchen ließen.280 Etwa ein Jahr später konnte die erste 
Version der Client-Software an ausgewählte Anbieter von 
Steuererklärungsprogrammen ausgeliefert werden und weitere zwei Jahre 
später wurde ELSTER im Januar 1999 offiziell als Verfahren zur 
elektronischen Einkommenssteuererklärung eingeführt. 
In den folgenden fünf Jahren wurde auf der einen Seite das Angebot – 
besonders für Unternehmen – stetig erweitert, etwa um die Lohnsteuer-
Anmeldung oder die Gewerbesteuererklärung. Ebenfalls wurden die Dienste 
für die öffentliche Verwaltung sowohl erweitert als auch individualisiert, um die 
Kommunikation zwischen den Einrichtungen zu verbessern. Als weiteren 
Service für die Bürger wurde das kostenfreie Steuerprogramm ELSTER-
Formular veröffentlicht. 
Auf der anderen Seite wurde die verwendete Technologie optimiert durch 
eine auf Java basierende plattformunabhängige Architektur und der 
Einführung der elektronischen Signatur, durch die das bis dato aus rechtlichen 
Gründen notwendige Ausdrucken der Steuererklärung entfällt. Des Weiteren 
wurde ein integriertes Web-Portal entwickelt über das die gesamte 
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Kommunikation mit den Finanzbehörden abgewickelt werden kann. In diesem 
Zuge startete auch die Pilotphase der elektronischen Übermittlung der 
Lohnsteuerbescheinigung. 
Ebenfalls im Jahr 2004 wurde eine länderübergreifende Datenabfrage zur 
Verfügung gestellt, durch die Risiko-Fälle besser erkannt und so dem 
Steuerbetrug entgegengewirkt werden soll. In den folgenden zwei Jahren 
wurde zunächst das ElsterOnline-Portal vorgestellt und kurze Zeit später das 
Schwesterportal BZStOnline des Bundeszentralamtes für Steuern. Dieses 
bietet weitere Dienste für Unternehmen an, wie bspw. Meldungen nach der 
EU-Zinsrichtlinie, Anträge auf Umsatzsteuervergütung oder Sammelanträge 
zur Erstattung von Kapitalsteuer. 
Im Jahr 2008 wird ELSTER dann zunächst mit dem ISO 27001-Zertifikat für 
die umgesetzte Informationssicherheit nach internationaler Norm durch das 
BSI (Bundesamt für Sicherheit in der Informationstechnik) ausgezeichnet und 
erreicht kurz darauf im BITV-Test281, welcher die Zugänglichkeit von 
Webangeboten für behinderte Menschen prüft, ein sehr gutes Ergebnis von 99 
Prozent. 
Im selben Jahr ist die Programmbibliothek ERiC erstmalig auch für Linux 
verfügbar und bis 2010 wird das Angebot um Services für den Zoll, die 
Kapitalertragssteuer-Anmeldung und elektronische Bilanzen erweitert. In den 
letzten drei Jahren wurde die oben genannte Programmbibliothek ebenfalls für 
MAC OS veröffentlicht und die Funktionen des ElsterOnline-Portals stehen 
seit 2013 auch Nutzern ohne Java zur Verfügung. Seit diesem Jahr ist auch 
die Registrierung mit Hilfe des neuen Personalausweises (eID) möglich. 
Die bei ELSTER genutzte Architektur ist dabei in mehrere Schichten 
eingeteilt. Zunächst erfasst der Anwender die Steuerdaten in einem 
geeigneten Computerprogramm. Durch die darin enthaltene 
Programmbibliothek ERiC werden die Daten direkt geprüft, komprimiert und 
verschlüsselt. Anschließend werden die Daten an eine der Clearingstellen 
gesandt – diese unterscheiden sich durch die genutzten 
Kommunikationsprotokolle sowie die verwendeten XML-Datenformate. 
In der Clearingstelle findet die Entschlüsselung der Daten, eine Überprüfung 
der Authentifizierung, sowie eine Vorprüfung der Steuerdaten statt, bevor die 
Daten anschließend an das Steuerrechenzentrum des verantwortlichen 
Landes weiter geleitet werden. Dort werden die Daten dann in die benötigten 
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Datenformate umgewandelt und in die Landesdatenbanken eingespeist, auf 
die letztendlich die Sachbearbeiter der Finanzämter zugreifen können. Das 
beschriebene Modell wird in der folgenden Graphik beispielhaft verdeutlicht.282 
 
 
Abbildung 26: ELSTER-Architektur 
 
Wie oben bereits beschrieben, werden einige Daten auch über das 
Betriebssystem-unabhängige Web-Portal ElsterOnline übermittelt.  
Der Erfolg von ELSTER zeigt sich besonders anhand der Nutzungszahlen. 
Diese sind in allen Bereichen beinahe jährlich gestiegen und so wurden im 
Jahr 2012 über zehn Millionen Steuererklärungen und fast 50 Tausend 
Lohnsteuerbescheinigungen eingereicht.283 Die Gründe für diesen Erfolg 
wurden zum Teil bereits in den vorherigen Kapiteln genannt und werden daher 
hier noch einmal kurz aufgelistet:  
- Aktuelle Technologien: wie die hier kurz dargestellte Historie von 
ELSTER zeigt, orientiert sich die verwendete Technologie stets an dem 
aktuellen Stand; neue Erkenntnisse im Bereich der Informations- und 
Kommunikations-Technologie werden kurzfristig in die bestehende 
Architektur integriert, was auf der einen Seite die Akzeptanz der 
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Benutzer steigert und zum anderen dazu beiträgt, dass die 
Kommunikation stets unter aktuellen Sicherheitsbedingungen statt finden 
kann; 
- Obligatorische Nutzung: viele über die ELSTER-Plattform angebotenen 
Dienstleistungen, besonders solche im Bereich der A2B-Szenarien sind 
obligatorisch, hierdurch wird die Nutzung durch die Unternehmen 
erzwungen und der Notwendigkeit für die Software-Häuser die 
benötigten Funktionen in die ERP-Systeme zu integrieren Nachdruck 
verliehen; 
- Benutzerfreundlichkeit: von Beginn an zeichnet sich ELSTER durch eine 
enorme Benutzerfreundlichkeit aus – hierdurch wird die Akzeptanz trotz 
der obligatorischen Nutzung positiv beeinflusst; 
- Stetige Weiterentwicklung der Angebote: die Benutzer von ELSTER 
erkennen einen direkten Nutzen der Technologie. Durch stetige 
Weiterentwicklung der Services akkumuliert sich der subjektiv 
wahrgenommen Nutzen: Ressourcen können geschont, die Prozesse 
optimiert und die Fehlerquote reduziert werden. 
Auch für die Zukunft sind weitere Funktionen für ELSTER geplant. So soll 
der Kreislauf der Einkommenssteuererklärung geschlossen werden, so dass 
die Rückmeldung des Finanzamtes ebenfalls elektronisch übermittelt werden 
kann.284 Wann diese Funktion umgesetzt sein wird, steht zu Beginn 2014 noch 
nicht fest, was jedoch fest steht ist die Tatsache, dass ELSTER als das 
Vorzeige-Projekt des deutschen E-Government gilt. 
8.2 Worst-Practice-Beispiel: ELENA 
Ziel des ELENA-Verfahrens war, den Einkommensnachweis elektronisch zu 
erbringen, wobei die Authentifizierung mittels einer Chipkarte und einer 
elektronischen Signatur erfolgen sollte. Die daraus entstehenden Daten 
sollten dann zentral gespeichert und den Agenturen für Arbeit zugänglich 
gemacht werden. Mit Hilfe dieser Daten sollten Anträge auf staatliche 
Leistungen, für die ein Einkommens- oder Beschäftigungsnachweis notwendig 
ist, vereinfacht und optimiert werden. Dabei sollte ein Zugriff auf die Daten von 
Seiten der Verwaltung nur nach Zustimmung des Arbeitnehmers erfolgen 
dürfen; daher sollte der Arbeitnehmer die Genehmigung elektronisch erteilen 
und signieren. Diese elektronische Unterschrift, welche mit Hilfe eines privaten 
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Schlüssels erstellt wird, sollte zusammen mit dem Schlüssel der abrufenden 
Stelle den Zugang zu den Daten ermöglichen. 
Initiiert wurde das Projekt im Jahr 2002 durch die von der Bundesregierung 
eingesetzte Kommission Moderne Dienstleistungen am Arbeitsmarkt unter 
dem Vorsitz von Peter Hartz. Die technische Realisierbarkeit sollte nach 
erfolgter Zustimmung der damaligen Bundesregierung durch die 
Spitzenverbände der Krankenkassen und deren IT-Dienstleister ITSG285 
geprüft werden, überwacht durch das Bundesministerium für Wirtschaft und 
Arbeit. Etwa ein halbes Jahr später, im Mai 2003, stellte der 
Bundesbeauftragte für Datenschutz fest, dass das Verfahren mit Hilfe der 
Signaturkarte, derzeit als JobCard bezeichnet, noch eingehend geprüft 
werden müsse. Dennoch legte die ITSG zwei Monate später das erste 
Konzept für das ELENA-Verfahren vor, welches weitere zwei Monate später 
mit fiktiven Arbeitnehmerdaten erprobt wurde. 
Im folgenden Jahr 2004 wurde der geplante Einführungstermin 01. Januar 
2006 um ein Jahr nach hinten verschoben und die Gruppe der Teilnehmer 
wurde von der Gesamtheit der Arbeitnehmer zunächst reduziert auf 
Arbeitslose und Arbeitnehmer im öffentlichen Dienst. 
Im Jahr 2008 sollte das ELENA-Verfahren – zunächst noch nicht auf 
obligatorischer Ebene – für sechs Bescheinigungen genutzt werden, weitere 
45 sollten folgen, wobei eine Entlastung von zunächst 85,6 Millionen Euro und 
weiteren fünf Millionen Euro je zusätzlicher Bescheinigung pro Jahr 
vorausgesagt wurde. Zwei Jahre später hat sich die geplante Entlastung nicht 
gezeigt und so sollte das ELENA-Verfahren nach Plänen des damaligen 
Bundeswirtschaftsministers Rainer Brüderle für unbestimmte Zeit ausgesetzt 
werden. Eine erneute Analyse der Ersparnisse286 ließ das Projekt jedoch noch 
ein weiteres Jahr weiter laufen. 
Am 18. Juli 2011 schließlich kündigte das Bundeswirtschaftsministerium an, 
dass das ELENA-Verfahren eingestellt werden sollte, mit der Begründung, 
dass sich die elektronische Signatur trotz der geplanten obligatorischen 
Nutzung nicht wie geplant verbreitet hat.287 Daraufhin wurden zunächst die 
kryptographischen Schlüssel zur Entschlüsselung der gespeicherten Daten 
zerstört288 und anschließend die bereits gemeldeten Datensätze physikalisch 
gelöscht.289  
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Während der ganzen Zeit war der größte Kritikpunkt am ELENA-Verfahren 
die Datensicherheit. Da nicht nur Daten wie Name, Anschrift, Gehalt etc., 
sondern auch Daten zu Fehlzeit, Abmahnungen und – geplant, jedoch im Jahr 
2010 wieder revidiert – auch Streikzeiten übermittelt werden sollten, war die 
Angst vor Datenmissbrauch sehr groß. Dem entgegen zu setzen ist, dass 
diese Informationen notwendig sind, um die Entscheidungen für staatliche 
Leistungen treffen zu können und somit bereits vorher und auch heute noch 
von den entsprechenden Einrichtungen abgefragt werden – wenn auch auf 
manuellem Wege. Dennoch konnten die Kritiker zwei Online-Petitionen im 
Rahmen der E-Participation einreichen, von denen jedoch keine die 
notwendige Anzahl von Mitzeichnern erreicht hatte, um eine öffentliche 
Auseinandersetzung mit dem Thema durch den Petitionsausschuss zu 
erwirken. Ebenfalls scheiterte eine Massenklage beim 
Bundesverfassungsgericht, die eine einstweilige Anordnung gegen das 
ELENA-Verfahren forderte. 
Die Kosten für das gescheiterte ELENA-Projekt konnten von der 
Bundesregierung bisher nicht genau beziffert werden.290 Man kann jedoch von 
einer Summe im mittleren zweistelligen Millionenbereich ausgehen, denn die 
Anschubfinanzierung für die benötigte Infrastruktur sollte zwischen 2009 und 
2013 elf Millionen Euro pro Jahr betragen.291 Hinzu kommen die Kosten für die 
Jahre vor 2009, sowie die Kosten für das Löschen der relevanten Daten in 
den Jahren 2011 und 2012. Nicht mit einberechnet sind die Kosten für die 
Unternehmen und Software-Häuser, die sich bereits an dem Verfahren 
beteiligt haben. 
Ursprünglich sollten die Kosten für das ELENA-Verfahren bei 36,4 Mio. Euro 
pro Jahr liegen. Diese Summe ist verhältnismäßig klein im Vergleich mit den 
Einsparungen, die sich für die Wirtschaft hätten ergeben können: allein für die 
sechs Bescheinigungen, die in der Einführungsphase von ELENA umgesetzt 
werden sollten, wurden die Kosten für die Arbeitnehmer auf 122 Mio. Euro 
geschätzt. Setzt man diesen Wert im Verhältnis zu den Kosten für das 
Verfahren, wären Einsparungen im Wert von über 70 % möglich gewesen.292 
Insofern kann festgehalten werden, dass die initiale Idee des ELENA-
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Verfahrens durchaus angebracht war, die auch auf europäischer Ebene 
Beachtung gefunden hat.293 
Dennoch ist das Projekt gescheitert. Die Fehler, die dabei gemacht wurden 
sind fundamentaler Natur und führten daher unweigerlich zum Scheitern des 
Projekts. Die Faktoren, die zum Misserfolg geführt haben, wurden in den 
vorherigen Kapiteln ausgiebig diskutiert, daher soll an dieser Stelle eine kurze 
Zusammenfassung genügen: 
- zunächst war das Vorgehen zu „forsch“ wie es Schäfer [2011] 
bezeichnet294; der Nutzungszwang war von Beginn an geplant, was zwar 
für große Unternehmen akzeptabel ist, da diese durch das ELENA-
Verfahren große Einsparungen erzielen können, dennoch verringerte 
sich hierdurch die Akzeptanz für das Verfahren bei kleinen und 
mittelständischen Unternehmen, die durch ELENA mehr be- als entlastet 
wurden.295 Die Entwicklung des Verfahrens ist in der Anfangsphase 
schnell vorangeschritten, was dazu führte, dass die folgenden zwei 
wichtigen Faktoren vernachlässigt wurden: 
- zum einen wurden den Sicherheitsbedenken gegenüber dem Verfahren 
nicht ausreichend Beachtung gewidmet. Hierdurch ist die Kritik an dem 
gesamten Verfahren stark gewachsen, die Angst vor der Datenkrake, wie 
ELENA in der Presse häufig genannt wurde, und vor missbräuchlichem 
Umgang mit den Daten296 wuchs und es entstand keine ausreichende 
Akzeptanz für das Verfahren. Eine mangelnde Informationspolitik und 
das fehlende Change Management297 haben diese Entwicklung weiter 
unterstützt. 
- Zum anderen wurde bei der Planung des Projekts und der Voraussage 
des Nutzens von invaliden Daten ausgegangen. So wurde viel zu spät 
festgestellt, dass sich die elektronische Signatur, die für die Nutzung des 
Verfahrens unabdingbar ist, nicht ausreichend in Deutschland verbreitet 
hat. Fehlende Zwischen-Evaluationen innerhalb der Projektphase haben 
dazu geführt, dass das Projekt viel zu spät eingestellt wurde und damit 
enorme – und zum Teil vermeidbare – Kosten hinterlassen hat.298 
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Dennoch hat die Bundesregierung angekündigt, dass die Arbeit im Rahmen 
von ELENA nicht umsonst gewesen sein soll. Man will die gemachten 
Erfahrungen und ggf. die bereits vorhandene Infrastruktur in einem anderen 
Projekt nutzen. In dem Folgeprojekt OMS299 (Optimiertes Meldeverfahren in 
der sozialen Sicherung) werden verschiedene Ansätze geprüft, die für 
Bescheinigungen notwendigen Daten von den Arbeitgebern an die 
zuständigen Stellen zu leiten, von der Meldungsübermittlung über eine 
zentrale Stele bis hin zu einer zentralisierten Speicherung aller Meldungen. 
Durch das in OMS eingebettete Verfahren BEA (Bescheinigungen von 
Arbeitgebern elektronisch annehmen), sollen Daten von ausgeschiedenen 
Mitarbeitern von den Arbeitgebern übermittelt werden, um die Prüfung auf 
Ansprüche von Sozialleistungen besser prüfen zu können.300 
Dabei soll das OMS-Verfahren keine Neuauflage des ELENA-Projekts 
werden und es wird herausgestellt, dass von Beginn an ein großer Fokus auf 
die Datensicherheit gelegt wird. Zwar sind tatsächlich seit dem Start des 
Projekts der Bundesdatenschutzbeauftragte und die IT-Beauftragte der 
Regierung mit in dem Projekt eingebunden, allerdings stehen in dem Projekt 
die vier Vertreter des Bundesdatenschutzbeauftragten und des BSI 42 
Vertretern aus der Privatwirtschaft gegenüber. 
Es bleibt somit abzuwarten, ob das Projekt erfolgreicher wird als sein 
Vorgänger ELENA, dennoch lässt sich bereits jetzt erkennen, dass die 
Verantwortlichen aus den Fehlern der Vergangenheit gelernt haben. 
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9 Fazit & Ausblick 
E-Government ist ein komplexes Themengebiet, das viele Potentiale für eine 
effizientere Verwaltung mit effektiven Prozessen vorhält. Die verschiedenen 
Akteure im E-Business allgemein und im E-Government im Speziellen haben 
unterschiedliche Anforderungen, denen bei allen Projekten Rechnung 
getragen werden muss. Generell lassen sich jedoch auch viele Erkenntnisse 
aus dem E-Business auf das E-Government übertragen, so dass Erfahrungen 
und Technologien transferiert und genutzt werden können und sollten. In allen 
Bereichen des E-Business ist es besonders essentiell die Einflussfaktoren zu 
beachten und eine stetige Evaluation der aktuellen Projektsituation zu 
implementieren. Dabei spielen neben der stetigen technischen 
Weiterentwicklung auch Gesetzesänderungen – auf nationaler als auch auf 
internationaler Ebene – eine wichtige Rolle.  
Im E-Government-Bereich werden Projekte dabei meist auf den drei 
funktionalen Ebenen aufbauend entwickelt. Es wird mit der untersten Ebene 
begonnen, die das Bereitstellen von Informationen und 
Kommunikationsmöglichkeiten beinhaltet. Darauf aufbauend werden 
Angebote zur effizienteren Ausgestaltung der bestehenden Prozesse 
bereitgestellt und auf der dritten Ebene wird schließlich die Partizipation der 
Leistungsempfänger der darüber liegenden Ebene, also der Bürger, gefordert. 
Hierdurch kann das Demokratie-Empfinden der Beteiligten gesteigert werden 
und die Akzeptanz des gesamten Angebots gesichert werden. Dies ist meist 
unabhängig von der strukturellen Unterscheidung der Szenarien. 
In den A2B-, bzw. G2B-Szenarien wurden insgesamt sechs kritische 
Erfolgsfaktoren identifiziert, die teils auch für andere Szenarien gelten. Als 
besonders wichtig wurden dabei die Kompatibilität und Interoperabilität 
identifiziert, die durch die Nutzung von Architekturen und Standards gefördert 
werden kann. Hier sind die für Deutschland relevanten Standards SAGA und 
XÖV zu nennen, sowie IDABC auf europäischer Ebene. Zusätzlich wird 
gerade im Bereich der Kommunikation zwischen Arbeitgebern und den 
Krankenkassen als Einrichtungen der öffentlichen Verwaltung der Ansatz 
verfolgt, Datenbausteine bei verschiedenen Meldeverfahren einzusetzen. 
Ebenso ist der Sicherheitsaspekt der entwickelten Verfahren von großer 
Bedeutung und es muss dabei sowohl auf die Übertragungssicherheit der 
Daten und die Verhinderung von unautorisiertem Zugriff geachtet werden, als 
auch auf die Frage, welche Daten tatsächlich gespeichert werden müssen und 
für wie lange diese vorgehalten werden sollen – der Begriff der 
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Vorratsdatenspeicherung ist in der öffentlichen Diskussion durch diverse 
Projekte sehr negativ belegt. Wichtig ist in jedem Falle jedoch einerseits 
ausreichende und qualifizierte Informationen an alle Beteiligten weiter zu 
geben, um die Akzeptanz des Systems zu sichern. Im Zuge des aktiven 
Change Managements muss stufenweise die Involvierung aller vom Projekt 
betroffenen Personen und Gruppen gesichert werden und eine im Rahmen 
der Planung gemeinsame und zielführende Arbeit angestrebt werden. Auf der 
anderen Seite muss der Projektstand zu jedem Zeitpunkt bekannt sein und 
regelmäßige Evaluationen durchgeführt werden. Dabei darf der Fokus nicht 
ausschließlich auf den bereits entstandenen Kosten liegen, sondern muss die 
noch zu erwartenden Kosten und den zukünftigen Nutzen gegenüberstellen. 
Insgesamt sind bei Projekten für den A2B-/G2B-Bereich mehr Akteure an der 
Entwicklung beteiligt, als bei anderen Szenarien. Diese müssen ebenfalls 
frühzeitig in die Planung mit einbezogen werden; so müssen Unternehmen 
breiter aufgestellt sein, um die Anforderungen für die Entwicklung festlegen zu 
können. Dabei darf jedoch nicht allein der Fokus auf Großkonzerne gelegt 
werden, da sonst die speziellen Anforderungen von kleinen und 
mittelständischen Unternehmen vernachlässigt werden. Auch Softwarehäuser 
müssen frühzeitig in die Entwicklung einbezogen werden, damit die 
Anforderungen schon zu Beginn des Projektes mit den gegebenen 
Rahmenbedingungen durch die technische Architektur der Systeme 
abgeglichen werden kann. Zuletzt werden die Ergebnisse dieser Projekte 
meist durch Beratungshäuser implementiert, daher ist auch die Involvierung 
dieser von Bedeutung, um eine Richtlinie für die Einführung zu entwickeln und 
mögliche Fehler bereits früh erkennen zu können. 
In der Vergangenheit wurden die genannten Faktoren bei Projekten in 
Deutschland oft vernachlässigt, so dass im internationalen Vergleich 
Deutschland aktuell insgesamt betrachtet im Mittelfeld anzusiedeln ist. Zwar 
liegt Deutschland in einigen Bereichen weit vorne, wie etwa im Bereich E-
Participation, allerdings ist der Entwicklungsgrad der E-Dienstleistungen noch 
nicht ausreichend. 
Dies kann sich in naher Zukunft jedoch ändern, da in Deutschland aktuell 
diverse Projekte der Bundesregierung als auch der Länder durchgeführt 
werden, die das E-Government-Angebot für Unternehmen und Bürger 
verbessern sollen. Hervorzuheben ist hier im A2C-Bereich das Projekt 
Förderung des Einsatzes der eID-Fuktion301, welches die Nutzung 
Authentifizierungs-Möglichkeit mit Hilfe des neuen Personalausweises weiter 
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ausbauen soll. Im A2A-Bereich wird das Projekt Elektronische 
Verwaltungsakte (ElVA)302 in Zukunft eine große Rolle spielen, da sie die 
Forderungen des E-Government-Gesetzes umsetzen wird und die 
Administration in Deutschland grundlegend modernisieren soll. 
Im Bereich der A2B-Szenien kann das Projekt XVergabe303 genannt werden, 
welches die bereits bestehende Möglichkeit zur elektronischen 
Auftragsvergabe weiter entwickeln und zu einer stärkeren Nutzung verhelfen 
soll. 
Wichtig ist, dass bei der Umsetzung dieser Projekte nicht die Fehler der 
Vergangenheit wiederholt werden und man stattdessen daraus lernt und durch 
effektive Projekte zu effizienten Verwaltungsstrukturen für alle Beteiligten 
kommt. Die Grundaussage dieser Arbeit soll durch ein Zitat aus dem 
Memorandum der Gesellschaft für Informatik abschließend zusammengefasst 
werden:  
 
„Eine umfassende Gestaltung der Prozesse und Ressourcen der 
Verwaltungsarbeit […] ist möglich und zugleich unabdingbar.“304 
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Glossar 
AAG (Aufwendungsausgleichsgesetz): Auszug aus GKV-
Spitzenverband [2013] [1], S. 3: 
„Das Aufwendungsausgleichsgesetz (AAG) bestimmt in § 1 Absatz 1, dass 
Arbeitgebern, die in der Regel ohne die zu ihrer Berufsausbildung 
Beschäftigten nicht mehr als 30 Arbeitnehmer und Arbeitnehmerinnen 
beschäftigen, 
1. das für den in § 3 Absatz 1 und 2 und den in § 9 Absatz 1 des 
Entgeltfortzahlungsgesetzes (EFZG) bezeichneten Zeitraum an 
Arbeitnehmer und Arbeitnehmerinnen fortgezahlte Arbeitsentgelt, 
2. die auf die Arbeitsentgelte und Vergütungen nach der Nummer 1 
entfallenden von den Arbeitgebern zu tragenden Beiträge zur 
Bundesagentur für Arbeit und die Arbeitgeberanteile an Beiträgen zur 
gesetzlichen Kranken- und Rentenversicherung und zur sozialen 
Pflegeversicherung, die Arbeitgeberzuschüsse nach § 172a SGB VI 
sowie die Beitragszuschüsse nach § 257 SGB V und nach § 61 SGB 
XI  
von den Krankenkassen/Einzugsstellen erstattet werden, wobei die 
landwirtschaftliche Krankenkasse 
hiervon ausgenommen ist. 
Des Weiteren bestimmt § 1 Absatz 2 AAG, dass den Arbeitgebern 
1. der nach § 14 Absatz 1 des Mutterschutzgesetzes (MuSchG) gezahlte 
Zuschuss zum Mutterschaftsgeld, 
2. das nach § 11 MuSchG bei Beschäftigungsverboten gezahlte 
Arbeitsentgelt, 
3. die auf die Arbeitsentgelte nach der Nummer 2 entfallenden von den 
Arbeitgebern zu tragenden Beiträge zur Bundesagentur für Arbeit und 
die Arbeitgeberanteile an Beiträgen zur gesetzlichen Kranken- und 
Rentenversicherung und zur sozialen Pflegeversicherung, die 
Arbeitgeberzuschüsse nach § 172a SGB VI sowie die 
Beitragszuschüsse nach § 257 SGB V und nach § 61 SGB XI  
von den Krankenkassen/Einzugsstellen erstattet werden, wobei die 
landwirtschaftliche Krankenkasse auch hiervon ausgenommen ist.“ 
 
AISBL (Association Internationale Sans But Lucratif): zu Deutsch 
Vereinigung ohne Gewinnerzielungsabsicht (VoG), eine Rechtsform des in 
Belgien, die im internationalen Vergleich als Non-Profit-Organisation (NPO) 
eingeordnet werden kann. Das Prinzip dieser Rechtsform wurde per Gesetz 
am 27. Juni 1921 in Belgien eingeführt und lief bis zum Jahr 2002 unter der 
Bezeichnung Gesellschaft ohne Erwerbszweck (GoE).305 
 
Blog: oft auch als Weblog bezeichnet ist eine Webseite, auf der – meist 
persönliche – Einträge des Autors zu einem Thema gesammelt werden und 
einer oft selektiven Zielgruppe dargestellt werden. Die Einträge werden in 
regelmäßigen Abständen aktualisiert und sind in chronologischer 
Reihenfolge mit dem aktuellsten Eintrag zu Beginn. Inhalte können Texte, 
Videos, Bilder und Hyperlinks zu anderen Webseiten sein, oft haben 
Besucher der Seite die Möglichkeit Kommentare zu hinterlassen. 
In der Praxis hat sich bisher keine anerkannte allgemeine Definition für einen 
Blog herausgebildet.306 
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BMECat: ein auf XML-basierendes standardisiertes Format zum 
Datenaustausch von Katalogdaten zwischen Lieferanten und beschaffenden 
Organisationen, entwickelt durch den BME und Vertretern aus der freien 
Wirtschaft.307 
 
Customer Relationship Management (CRM): auf strategischer Ebene 
beschreibt CRM eine integrierte kundenorientiere Geschäftsstrategie, um 
eine maximale Kundenbindung durch hohe Kundenzufriedenheit zu 
erreichen. Auf technologischer Ebene ist CRM definiert als die Summe der 
Terminologien und Systeme, die das strategische CRM im Unternehmen 
ermöglichen.308 
 
DEÜV (Datenübermittlungs- und –übertragungsverordnung): Gesetz, 
nachdem Arbeitgeber verpflichtet sind, An-, Ab-, Unterbrechungs- und 
Änderungsmeldungen bezüglich der Sozialversicherungspflicht ihrer 
Arbeitnehmer an die zuständigen Krankenkassen zu melden. Die 
Verordnung ist in der Verordnung über die Erfassung und Übermittlung von 
Daten für die Träger der Sozialversicherung beschrieben.309 
 
Dotcom-Blase: ein Kunstbegriff, der das Einbrechen von Börsenkursen von 
sogenannten Dotcom-Unternehmen im März 2000 beschreibt, welches 
insbesondere in Industrieländern zu erheblichen Verlusten geführt hat. 
Dotcom-Unternehmen – abgeleitet von der Domain-Endung .com – sind in 
diesem Zusammenhang Unternehmen, die im Bereich der Internet-
Dienstleistungen tätig sind.310 
 
EEL (Entgeltersatzleistungen): hierbei handelt es sich genau wie bei AAG 
um ein Meldeverfahren. „Der Arbeitgeber muss die Entgeltbescheinigungen 
durch gesicherte und verschlüsselte Datenübertragung aus systemgeprüften 
Programmen oder mittels maschineller Ausfüllhilfen erstellen und an die 
zuständige Krankenkasse übermitteln. […] Die elektronische Übermittlung ist 
nach § 23c Abs. 2 SGB IV gesetzlich vorgeschrieben.“311 
 
E-Learning: zu diesem Begriff existiert keine einheitliche Definition, im 
Zusammenhang dieser Arbeit soll jedoch die folgende Definition, angelehnt 
an Fallon/Brown [2003] gelten: E-Learning beschreibt jegliche Art von 
Schulungen, Trainings und Lerninhalten, bei denen die Weiterbildung mit 
Hilfe von Informations- und Kommunikationstechnologien, insbesondere über 
Netzwerke wie das Internet statt findet.312 
 
Elektronischer Marktplatz: ein System, auf dem mittels Einsatz von 
Informations- und Kommunikationstechnologie marktähnliche Transaktionen 
zwischen Käufern und Verkäufern stattfinden, somit Angebot und Nachfrage 
aufeinander treffen. Meist trifft auf einem elektronischen Marktplatz eine 
Menge von Anbietern auf eine Menge von Nachfragern – es besteht somit 
eine N-zu-M-Beziehung.313 
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E-Payment: beschreibt eine Transaktion, in der Geldbeträge elektronisch 
zwischen zwei Parteien als Kompensation für den Austausch von 
Dienstleistungen oder Waren des gleichen monetären Wertes, ausgetauscht 
werden.314 
 
noSQL (not only SQL): Internetdatenbanken, in denen Daten nicht wie beim 
relationalen Datenmodell in Tabellen gespeichert werden. Durch diese neue 
Konstruktion von Datenbanken wird die Verfügbarkeit der Datenbank 
gesteigert und die Antwortzeiten verringert, beides durch die Tatsache, dass 
es auf der Datenbank zu gewollten kurzzeitigen Inkonsistenzen kommt.315 
 
Reverse Auctions: bei dieser Art von Auktionen nennt der Kunde den Preis, 
den er für ein bestimmtes Produkt oder eine bestimmte Dienstleistung zu 
zahlen bereit ist. Daraufhin kann das Unternehmen, das diese Bedingungen 
akzeptiert, das Angebot annehmen und dem Kunden das Produkt oder die 
Dienstleistung für den genannten Preis zur Verfügung stellen.316 
 
RSS (Rich Site Summary): ein Format um sich regelmäßig ändernde Inhalte 
von Web-Seiten an daran interessierte Nutzer zu verteilen. Diese 
Änderungsmeldungen können durch die Interessenten abonniert und – meist 
innerhalb des Web-Browser – angezeigt und abgerufen werden.317 
 
Wiki: eine Webseite oder ein Portal, bei dem der Inhalt durch die Nutzer der 
Webseite auf einfachem Wege, ohne Anwendung technischer Werkzeuge, 
editierbar ist. Ebenso ist das Formatieren der Texte ohne Kenntnisse von 
HTML möglich. Hierdurch ergibt sich eine Wissensdatenbank, die durch eine 
große Menge von Nutzern laufend aktualisiert und korrigiert wird.318 
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