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BAB lI 
Tinjauan Pustaka 
 
2.1 Konsep Jaringan Komputer 
Jaringanankomputeranadalaha’jaringana.telekomunikasi untuk saling 
berkomunikasinya antara beberapa komputeruntuk bertukar data atau 
informasi. Server merupakan aplikasi untuk yang memberikan pelayanan 
pada pengguna (user) internet. Client merupakan aplikasi yang meminta 
pelayanan. Sedangkan aplikasi memiliki bagian server dan client yang dapat 
berjalan secara bersamaan dalam sebuah sistem[4]. 
Saat ini jenis komputer sangataberkembang, muncul konsep proses 
yang pertama kali diaplikasikanapadaajaringan computer yaituadistribusi 
berdasarkan waktu yang disebut Time Sharing System (TSS). Sistem TSS 
terdiri dari beberapa terminal yang salingaterhubung secara seri ke host 
komputer. Padaaltahuna1970-an,mseiring banyaknyaapenggunaan komputer 
danasemakinamahalnyaahargaakomputer, amaka digunakan sebuah konsep 
prosesn.distribusia(DistributednProcessing). 
Saatapenggunaanalkomputerasemakin beragam,amaka dikembangkan 
teknologinjaringanalokalayangndikenaladengan LocalaArea Network (LAN) 
dana.jaringana.nirkabela.(wirelessanetwork) yang berupa media.agelombang 
elektromagnetik. Beberapaajaringanakomputer yang ada, yaitu : 
1.a LocalaAreaaNetworka(LAN) a 
LAN.merupakan.suatu.jaringan.yang.meliputi area atauawilayah 
yangarelatifakecil. 
2. a MetropolitanaAreaaNetworka(MAN) 
WANamerupakan suatul.jaringanlyang meliputilarealyangnlebih 
besarldarilLAN, sepertiljaringan antarlwilayahldalam propinsildengan 
menggabungkanlbeberapalLAN. 
3. WidelArealNetworkl(WAN) l 
WANnmerupakan suatumjaringan yang meliputimareamatau 
wilayah yangnsangatnbesar, yaitundenganndigunakannya satelitnatau 
kabellbawahllaut. 
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2.3ll NetworklAttachedlStoragel(NAS) l 
NetworknAttachednStoragen(NAS) lmerupakan sebuah serverndengan 
sistemloperasi untuknmelayaninkebutuhan berkas filentaudata. NAS sendiri 
dapatndiaksesnsecaranlangsungndengann.jaringann.area lokal menggunakan 
protokol seperti.TCP/IP.nProtokol yangnmendukung.NAS seperti Network 
FilenSystem (NFS).nCommonnInternetnFilennSystem (CIFS), nFile Tranfer 
Protocoln(FTP) ndannsebagainya[5]. 
Penyimpanan NASmbekerjam.denganmalamatnIP sehinggammudah 
dibagindengan beberapanserver. NASnjuga dapat diaplikasikannsebagai 
penyimpanannutama danndapat juga digunakan untuknmembuat redundansi 
data.nNAS menyediakan beberapansistem filenseperti NFS, CIFSnyang 
dapatldengan mudahldibagi dilseluruhljaringan.[9] 
NASmbekerja dengannalamat IPmsehingga dapatmsaling berbagi 
denganmbeberapamserver dimawan.  
Gambar 2.1 Network Attached Storage pada jaringan LAN 
2.3n ProtokolnCommonnInternetnFilenSystem (CIFS) n 
CommonnInternetnFilenSysteml(CIFS) merupakannimplementasi dari 
protokolmberbagimberkasnServernMessagemBlockn(SMB) yang diusulkan 
menjadimstandarmInternet.n.CIFSmmenggunakan arsitekturm.client-server. 
CIFSnjuga digunakann’untuk beban kerja dengann’tingkat perhitungan 
moderatndan bekerjandengan baiknuntuk bebannkerja yangnmendapatkan 
keuntungannterbatas darinfilencachenlokal[10]. 
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Protokol CIFS memberikan akses pada pengguna untuk saling 
berintegrasi untuk berbagilberkas melaluilinternet ataulintranetdari sebuah 
perusahaan.lCIFS menjadi penggantilprotokol FilelTransfer Protocol (FTP) 
dannNetworkmFile System (NFS)muntuk protokol berbagi berkas. CIFS 
mendukungndigunakannyanpenggunaan password danlnamalberkasldengan 
pengodeannUnicode. CIFSndigunakannuntuk prosesnmount (mengkaitkan) 
sistemnberkasnjaraknjauh sebagaindirektorinmesinnlokal. 
Keunggulann.CIFS darinprotokol FTPndan HTTPnyaitunmendukung 
akses baca-tulisn.terhadap berkasnsecaransimultan, sementara HTTPndan 
FTPnhanya mendukungntransfernberkas...saja. Jikan.dibandingkanmdengan 
protokoln.NFS, CIFSnmemiliki keunggulann.padan,peningkatannperforma 
dengannlmemilikinlbeberapall.fitur sepertin.read-ahead, write-behindndan 
opportunisticnlocks. 
 
2.4nl NetworknFilenSystemn(NFS) n 
Network File System (NFS) merupakan sebuah layanan komputer 
untuk melakukan proses mount directory. Awal mula NFS dikembangkan 
tahunn1984 oleh Sun Microsystems. Dengan NFS seorang user (klien) 
dapat mengakses file sebuah jaringan, karena NFS menyediakan proses 
exporting (remote client dengan akses file di dalamnya) dan mounting. 
NFSndidesain agarnmampu beroperasi secaran.heterogen,nbersifat 
independennterhadap sistem operasi,latrsitekturnjaringanndannpadaltransfer 
protokol. Artinya, sistem dengannNFS dapatn.dibuat olehnvendor yang 
berbedanldengan sistemnloperasi yangnlberbeda dan salingnlterhubung 
padanjaringannyangnberbeda. 
Secara umum NFS menggunakannprotokolnRemotenProcedurenCall 
(RPC)kpadan.UDP dannmembukanportnUDPndengan portnnumber 2049 
untuk berkomunikasinlantaranlclient-server dalamnljaringan. Client NFS 
mengimpornsistem berkasnremoteldarinservernNFS, sementara servernNFS 
mengekspor sistemmberkasmlokalmkemclient. NFSmclientmdapatmsaling 
berkoneksindengan NFSnserverndengan menggunakannrequestnRPC.  
NFSnlmerupakan statelessnservice, yangnlberati tidaknawarenpada 
aktivitasnkilen. Hasilnya, server tidaknperlu bekerjanuntuknmendapatkan 
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informasinmekstra tentangmclient untukmdapat bekerja.mJikamserver 
Don/rusak, klien hanyanperlu mengirimkan permintaannretry sampai server 
memberikannrespon, tanpanmelakukannoperasinmountnkembali[3]. 
Kelebihannprotokol NFS,nyakni,: 
1. n Dapatnmencarilberkasndalamlsebuahndirektori. 
2. n Dapatnmembacankumpulanndirektori. 
3. n Dapatndigunakanuntunmemanipulasinlinkndanndirektori. 
4. n Dapatnmembacandan menulisnberkas. 
2.5n Raspberry-Pil3n 
Raspberry-Pinl3ll.\menggunakannlSystemn;OnlinemChipm(SoC) jenis 
BroadcomnBCM2837ndannRAM sebesarn1GB LPDDR2n (900 MHz). SoC 
jenisnini menggunakannprosesor dengannperforma tingginyakni jenis ARM 
Cortex-A53nyang memiliki 4ncorendenganNkecepatann1.2Ghzndan cache 
memorynLv.1n32lkbndannLv.2n512 kb. Untuk inputndan outputndilengkapi 
dengan 4nslotnUSB, 1 slotnRJ45ndan dukungannGPIO40npin.lRaspberry-
Pi 3 dilengkapim10/100mEthernet denganmkecepatanm2.4NGHzn802.11n 
wireless, sehinggantidaknlagi dibutuhkannmodulnWi-Fi. 
Raspberry-Pinsangat bagusmuntukmdipelajarimuntuk perkembangan 
pendidikan. Perusahaan menggunakannyamuntuk hal-halnsepertinjaringan 
sensor, npemantauannjaraknjauhndannprototipenproduk[6]. 
 
 
 
 Gambar 2.2 Raspberry-Pin3n 
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2.6n QualitynofnServicen(QoS)i 
QualitynofnServicem(QoS) merupakanmkemampuan suatumnetwork 
untuknmenyediakannservicenyang lebih baiknuntuk userndalam membagi 
bandwidthmllsesuai kebutuhannmldatamlldannnlvoiceml;yangnnldigunakan 
meningkatkanmlossnkarakteristik. QoSnmenyediakannsebuahnlayanan yang 
baiknldengannlbandwidth, jitternldannldelay. Parameternldari QoSnlsendiri 
yaitu :nlatency, packetnloss, throughtput, jitter, delay, MOS dannecho 
cancellation. 
Terdapatm3mtingkatmQoSmyang umummdipakai, yaitumbest-effort 
service, integratednservicendan differentiatednservice. 
1. Best-EffortnServicendigunakanmuntukmmelakukan usaha agarndapat 
mengirimkannsebuahmpaketnke suatuntujuan. Sebuahnaplikasi dapat 
mengirimkanndatanbesarndannbebasntanpanharus memintanijinnatau 
mengirimkanmpemberitahuannkenjaringan. 
2. IntegratedmService menyediakanmaplikasimdengan tingkatnjaminan 
layanannmelaluinnegosiasinparameternjaringannend-to-end. Aplikasi–
aplikasinakannmemintantingkat.layanan.yangndibutuhkan untuk dapat 
beroperasimdan bergantungmpadammekanismemQoSmdalamnsupply 
sumbermdayamjaringan.nAplikasimtidakmakan mengirimkan trafik 
sebelumnmenerima tandanbahwa jaringannmampu menerimanbeban 
yang akanmdikirimmaplikasi danmmampummenyediakannQoS yang 
dimintansecaranend-to-end. 
3. DifferentiatednServicenmenyediakan suatumset perangkatmklasifikasi 
danmmekanismemantrianmterhadap protokolmatau aplikasimdengan 
prioritasntertentu di atasnjaringan yang berbeda. Differentiated service 
bergantungmpadamkemampuanmedgemroutermuntuk klasifikasi dari 
paket-paketnyangnberbedantipenya.nTrafiknjaringanndapat dibedakan 
berdasarkannalamatnjaringan, protokol, port, ningressninterface atau 
lainnyanselama masihndidukung olehnstandarnataunextendednaccess. 
Tujuan QoSmadalahmmemberimkepuasan padamkebutuhanmlayanan 
yangmberbeda, tetapi menggunakanninfrastruktur yangnsama. nDiperlukan 
standarisasinsebagaintolak ukurnsuatu nilaindalam mengukurnkualitas/QoS.  
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2.6.1nParameter.QoS 
Paramaternyang digunakannQoS yangn.dijadikan referensin.untuk 
mengukurndannmelihat unjuknkerjansuatu jaringanndalam penilitiannini 
antaranlain adalahndelay, jitter dannthroughtput. 
2.6.1.1n Delaynm 
Delaym.merupakanm.keterlambatan dalamm.waktum.transmisi 
data.dari pengirim dan.penerima. Satuan darindelaynadalah sekon[12]. 
Delayndindalamnjaringanidapatndigolongkannsebagainberikut: 
a. Packetisasindelay. nDelay ini disebabkanmoleh waktumyang 
diperlukannuntuknprosesnpembentukan paketnIPndari.informasi 
user. Delaynininterjadi sekalinsaja,lyaitundinsourceninformasi. 
𝑃𝑎𝑐𝑘𝑒𝑡𝑖𝑠𝑎𝑡𝑖𝑜𝑛n𝑑𝑒𝑙𝑎𝑦 =
𝑃𝑎𝑦𝑙𝑜𝑎𝑑n𝑠𝑖𝑧𝑒n𝑜𝑓n𝐼𝑃
𝑆𝑜𝑢𝑟𝑐𝑒n𝑖𝑛𝑓𝑜𝑟𝑚𝑎𝑡𝑖𝑜𝑛n𝑟𝑎𝑡𝑒
… … … (1) 
b. Queuingndelay. Delaynini disebabkannolehnwaktunproses yang 
diperlukannolehnrouter dindalamnmenangani transmisinpaket di 
sepanjangljaringan. Secaralumum delaylini sangatnkecil, kurang 
lebihlsekitarl100lmicrolsecondl(ms). 
c. Delaynpropagasi merupakan prosesmperjalanan informasi 
selama di dalamnmedia transmisi, misalnya SDH, coax 
(tembaga), menyebabkanndelaynpropagasi. 
Kualitas daribaikburuknyaatau besarnya delaydapatditentukan 
sepertiipadaitabeli2.1nberikut : 
Tabeli2.1iPerformansi JaringaniBerbasisiDelay 
KategoriiLisensi BesariDelay 
Sangatibagus <i150ims 
Bagus. 150ims - 300ims 
Sedang. 300ims - 500ims 
Jelek. .>450ims 
 
2.6.1.2r Packet Loss r 
PacketmLossmmerupakan banyaknyampaket yangmhilang pada 
suatuljaringan yangldisebabkan olehntabrakan (congestion), penuhnya 
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kapasitasnjaringan dannpenurunan paket yangndisebabkan habisnya 
Time tonLive (TTL) paket.  
Kegagalanmnyangmnterjadi pada sisimnpenerimamnantara lain 
disebabkannkarenanoverflow yang terjadi pada buffer. Dindalam 
implementasimnjaringanmnIP, nilaimnpacket loss inimndiharapkan 
mempunyai nilaimyang minimum. 
Berikut mencari packet loss : 
 
𝑃𝑎𝑐𝑘𝑒𝑡 𝐿𝑜𝑠𝑠 =
Paket yang dikirim − paket yang diterima
paket yang dikirim
x100% … . (2) 
 
Secaramumum ada empat kategorimpenurunan performansi 
jaringanl.berdasarkanl.nilailpacket lossnsesuai dengan versi TIPHON-
Telecommunicationsmand InternetmProtocolmHarmonization Over 
Networks , yaitu seperti pada tabell2.2 berikutr: 
Tabelr2.2rPerformansirParameterrPacket Loss 
KategorirDegaradasi PacketnLoss 
SangatrBagus 0r%n 
Bagusr 3 %n 
Sedangr 15 % n 
Jelekr 25 %n 
 
2.6.1.3r Throughputr 
Throughputmladalahmlkemampuanmdari suatuNjaringanmuntuk 
melakukannpengiriman berkasmdata. Throughputmdikaitkanmdengan 
bandwitdhmdalam kondisimyang sebenarnya. Bandwitdhmbersifat fix, 
sementaranthroughput bersifatndinamisntergantungndarintrafik yang 
terjadi. Throughputrdapat dihitungrdengan persamaanrberikutrini : 
𝑇ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡𝑟 =
Paket𝑟data𝑟diterima
Lama𝑟pengamatan
… … … … (3) 
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Berikutmtabelm2.3 dimbawah inimuntukmmenentukannbesarnya 
throughputrdalamrsebuahrjaringanr: 
Tabelri2.3rIndeksrParameterrTroughput 
KategorirThroughput Throughputr Indeksr 
SangatrBagus 100r% 4r 
Bagusr 75r% 3r 
Sedangr. 50r% 2r 
Jelekr <i25r% 1r 
 
2.7r Raspbianr 
Raspbianmadalah OperationmSystem atau sistemmoperasi berbasiskan 
DebianmGNU/LinuxnuntuknperangkatrRaspberry-Pi. Sistemloperasi adalah 
seperangkatmprogrammdasar dannutilitasnagar Raspberryndapat dijalankan. 
Raspbianmmenyediakan lebihmdari 35.000mperangkat lunakmpre-compiled 
untuknmemudahkan dalamninstalasi padanRaspberry-Pi. Paketnawalnlebih 
darir35.000 paketrRaspbian yang dioptimalkanruntuk kinerjarRaspberry-Pi 
danrselesai padarbulanrJunir2012[2]. 
 
2.8r WirelessrFidelity (Wi-Fi) 
WirelessmlFidelitym(Wi-Fi)mlmerupakan sekumpulanmlstandarmldari 
jaringanmlokalmnirkabel (WirelessmLocalmAreamNetworks–WLAN) yang 
berdasarkannspesifikasindarinIEEEn802.11 (Arifin,r2006). Padanspesifikasi 
terbarummenawarkan banyakmpeningkatan mulaimdari luasmarea hingga 
kecepatanrtransfernya[6]. 
Wi-Fimdiciptakan untukn.dioperasikan sebagainmedianethernetntanpa 
kabel. Aksesmpublik WLANmdidesainmuntuk dapatmmenghubungkanmdan 
melayanimjaringan LANndengan jarakmradiusn50-150 meter. Adanempat 
variasirdari Wi-Fir802.11,ryaitu:r802.11a,r802.11b,r802.11grdanr802.11n.  
Jaringanrwireless berdasarkanrjangkauan areanyarterdiri dari Wireless 
PersonalnAreanNetwork (WPAN), Wireless Local AreanNetwork (WLAN), 
WirelessnMetropolitannAreanNetwork (WMAN) rdan WirelessrWiden.Area 
Networki(WWAN). 
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WPANrmenjangkaurarea sekitar 10-16 meter. Kecepatanrdatarsampai 
2MBps. WPANrdigunakan untuk bertukar.antararPDA.kerLaptop, wireless 
headsetrdanrlain-lain. WLANrberada padarkecepatan transferrdata mampu 
mencapaim54mMbps saatmdigunakanmuntuk bertukarmdatamdanmakses di 
komputerrlainidalamrkantor (publicrhotspot).  
WMANmmencakup areardalam kota denganmmaksimalr50rkilometer 
dengan kecepatan transfermmampummencapai 70nMBps. WMANmdengan 
kecepatanrdata mencapair170rKbps danibiasanyarhanyai56rKbps.  
2.8.1. KomponenrJaringanrWi-fi 
Wi-Fiirdirancangi.berdasarkannIEEEr802.11. Adarempat variasindari 
802.11, yaitu:m802.11a,m802.11b,m802.11gmdanm802.11n. Spesifikasimb 
merupakaniprodukrpertamaidarirWi-Fi, berikutrtabelr2.4 spesifikasirWi-Fi. 
Tabelr2.4iSpesifikasirWi-fi 
Spesifikasir Kecepatanr FrekuensiiBandr Supportr. 
802.11rb 
802.11ra 
802.11rg 
802.11rn 
11iMbpsr 
54iMbpsr 
54iMbpsr 
100iMbpsr 
~ 2.4iGhzr 
~ 5iGhzr 
~ 2.4iGhzr 
~ 2.4iGhzr 
br 
ar 
b,gr 
b,g,nr 
802.11rLAN berlandaskanmarsitektur selularmdimana sebuahmsistem 
membagi-bagirke dalamrsel, dimana masing-masingrsel (BasicrServicerSet-
BS) dikontrolrolehrbase tersebut. Terdapatrtiga hubunganrterkait utamardi 
dalamrrangkaianrWLAN. AccessrPoint (TitikrAkses/AP) menghubungkan 
clientmke jaringan. Accessmpoint mengkoordinasi clientmdari sumberrdaya 
yangmterhubung. NIC/clientmadapter digunakanmpada sebuahmPersonal 
Computer(PC)ratau sebuah operatingrsystem denganrmenggunakan sebuah 
driver. 
 
2.9r Wiresharkr 
Wiresharkmlmerupakan salah satumltoolmlNetwork Analyzermyang 
digunakan olehlNetworkladministratornuntuk menganalisa kinerjarjaringan 
terrmasuknprotokol dirdalamnya.mWireshark mampummenangkapmpaket-
paketmldata ataumlinformasi yangmlberjalan dalammljaringan. Proses 
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analisammemakaimsniffing. Darinsniffing diperolehminformasi penting 
sepertirpasswordremailrdarirsebuahrakunrlain[14]. 
 
2.10r Sambari 
Samba adalah himpunannaplikasirkomputerndenganmsistemnoperasi 
Linux,mlBerkeleymlSoftwaremlDistribution BSDmatau Unixmagarmdapat 
bertindakmsebagaimfile dan printmservermberbasiskan protokolmSMB 
(SessionlMessagemBlock). Jaringanminii,dijumpaimpadamWindows. Samba 
dilengkapimbeberapa programmbantu agar sistemmoperasi Linuxmdapat 
mengaksesrsumber dayarpadarjaringanrWindowsryangrada[7]. 
Sambamterdirimdarimdua programmyangmberjalan: SMBDm(Server 
MessagemBlockmDaemon)rdan,,NMBD (NetBIOSmName BlockmDaemon). 
SMBDradalah programryang akannmenghasilkanrproses barununtuknsetiap 
klienmyangmaktif, sementara NMBDi bertugas lmengkonversi nama 
komputerr(NetBIOS)rmenjadiralamatrIP (InternetrProtocol) dan sekaligus 
memantaurshare yangrada dirjaringan. KerjarSMBD diaturrmelaluilsebuah 
filemkonfigurasi. Denganmmembuatgfilemkonfigurasi yangmtepat,msamba 
dapatndijadikannfilerserver, printnserver,rDomainmController danmbanyak 
fungsirlainnya. 
 
2.11r AutentikasirLightweightrDirectoryrAccessrProtocol (LDAP) 
LDAPmmerupakan sebuahm.protokol yang.mmengaturmmekanisme 
pengaksesan layananmdirektorimyangmdapatmdigunakan mendeskripsikan 
informasi tentangnpeople,norganizations, roles, servicesndan banyak entitas 
lainnya. PadamLDAPmmenggunakan modelmclient-server, dimanamclient 
mengirimkanridentifier datarkenserverrmenggunakan protokolrTCP/IP dan 
servernmencobab mencarinyamdinDIT (DirectorymInformationmTree) yang 
tersimpanrdirserver. Bilarditemukanrmaka hasilnyarakan dikirimnkerklien 
tersebut. Namunnbilantidak, makanhasilnyanberupanpointer kenservernlain 
yangrmenyimpanrdataryangrdircari[7]. 
Terdapatnduamlayanan utama padamLDAPmyaitur“slapd”r(LDAP 
daemon)ndan “slurpd” (replicationrdaemon). Slapdnmelayaninrequestndari 
klien, querymdanmberkomunikasimdenganmbackendmdatabase. Sedangkan 
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slurpdnmelayani replikasindatanagarrterus terjadimsinkronisasindatanantara 
client-server. 
Untuknmemfasilitasi pengisianndan perubahanninformasindata dalam 
direktorindigunakanlahnLDIF (LDAPmDatar.InterchangemFormat). LDAP 
sebagaimkunci untukrmenggunakan layananmsehingga dapatmmembantu 
userrpenyimpanan datamdengan amanrtanpa khawatir datanya diketahui 
orang lain[8]. 
 
2.12r DomainrController 
Domain Controllermmerupakan suatu sistemmyang menjadikan login 
usernmenjadi terpusatnpada sebuahserver, jadi mempermudah pengelolaan 
pada jaringankkomputer dalammmengatur User Account besertanpassword-
nya. Karenamdata User Accountnsudah terpusat,msehingga pengaturannya 
sepertimmenambah, mengubahmatau menghapusmUser Accountmmenjadi 
semakinmmudah. Seorangmpengelola jaringanmkomputer tidakmperlu lagi 
membuatmUser Accountmpada setiapmkomputer yangmmenjadi klienndari 
DomainnController.    
2.13rlUSBrHDDrDockingrStation 
HDDmDockingmStation adalahmsebuah alatmuntuk menempatkan 
harddiskninternal. Dengannalatnini harddiskndapat terhubungnke perangkat 
lainnyangnmembutuhkan aksesnatau pembacaannfile yangntersimpan tanpa 
melaluimPC. Pada umumnya dockingmharddisk memilikimantarmuka 
input/outputr(I/O) beruparportrUSB, e-SATA, ataupunrkeduanya. Alat ini 
memiliki sumber.dayartersendiri yangrdiperlukan agar dapatrmenghidupkan 
harddiskryang ditambahkanrke slotryangrtersedia. 
 
 
 
 
 
 
Gambar 2.3rHDD DockingrStation 
