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Перехід суспільства до інформаційного змінив статус інформації. Наразі, 
вона може бути як засобом забезпечення безпеки, так, у свою чергу, і загрозою 
та небезпекою.  
Одним із головних стратегічних пріоритетів є розвиток інформаційного 
суспільства та впровадження новітніх інформаційно-комунікаційних технологій 
в усі сфери суспільного життя і в діяльність органів державної влади. Саме цим 
зумовлена актуальність забезпечення інформаційної безпеки підприємств з 
метою задоволення національних інтересів людини (громадянина), суспільства 
та держави в інформаційній сфері. 
Інформаційно-аналітична робота - це одна із основних 
внутрішньовиробничих функціональні складових безпеки підприємства. 
Інформаційна складова полягає у здійсненні ефективного інформаційно-
аналітичного забезпечення господарської діяльності підприємства. 
Оперативна реалізація заходів з розробки та охорони інформаційної 
складової економічної безпеки здійснюється послідовним виконанням певного 
комплексу робіт, ми виділяємо 5 напрямків: 
1. - Збирання різних видів необхідної інформації; 
2. - Обробка та систематизація одержаної інформації; 
3. - Аналіз одержаної інформації; 
4. - Захист інформаційного середовища підприємства; 
5. - Зовнішня інформаційна діяльність. 
Економічна безпека підприємства повинна оцінюватись з урахуванням 
умов, обмежень і критеріїв усіх основних учасників його виробничо-
економічної діяльності, а саме: держави, підприємств-конкурентів, споживачів. 
З усього вищеозначеного можна зробити висновок що для українських 
підприємств самими значимими проблемами сучасного етапу реформ є: 
відсутність засобів на технічне переоснащення; неритмічність роботи; 
відсутність контрактів, замовлення; безробіття; велика дебіторська 
заборгованість.  
Серед існуючих засобів забезпечення безпеки підприємства можна 
виокремити наступні: 
1) Технічні засоби. До них відносяться, відео-радіоапаратура, засоби 
виявлення вибухових приладів, огородження тощо. 
2) Організаційні засоби. Створення спеціалізованих оргструктурних 
формувань, що забезпечують безпеку підприємства. 
3) Інформаційні засоби. Передусім це друкована і відеопродукція з питань 
збереження конфіденційної інформації. Крім цього, важлива інформація для 
прийняття рішень з питань економічної безпеки зберігається на комп'ютерах. 
4) Фінансові засоби. Без достатніх фінансових коштів не можливе 
функціонування системи економічної безпеки підприємства, питання лише в 
тому, щоб використати їх ціленаправлено та з високою віддачею. 
5) Правові засоби. Підприємство повинне у своїй діяльності керуватися 
не лише виданими вищестоящими органами влади законами та підзаконними 
актами, але й розробляти власні локальні правові акти з питань забезпечення 
економічної безпеки підприємства. 
6) Кадрові засоби. Підприємство повинне бути забезпечене кадрами, що 
займаються питаннями економічної безпеки. 
7) Інтелектуальні засоби. Залучення до роботи кваліфікованих 
спеціалістів, наукових робітників, що дозволяє модернізувати систему безпеки 
підприємства. 
Як видно з наведеного переліку, інформаційна безпека підприємства - це 
комплекс організаційних, правових та інженерно-технологічних заходів щодо 
збереження, охорони та захисту життєво важливих інтересів суб'єктів 
інформаційної діяльності, у тому числі підприємництва. При належному 
використанні заходів є достатньо висока надія, що підприємство зможе довго  
беззбитково працювати. 
 
 
