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El protocolo de puerta de enlace de frontera (BGP) es un ejemplo de protocolo de 
puerta de enlace exterior (EGP). BGP intercambia información de encaminamiento 
entre sistemas autónomos a la vez que garantiza una elección de rutas libres de 
bucles. ... Enrutamiento intrautónomo. 
DTP  
(Dynamic Trunking Protocol) es un protocolo propietario creado por Cisco Systems 
que opera entre switches Cisco, el cual automatiza la configuración de trunking 
(etiquetado de tramas de diferentes VLAN's con ISL o 802.1Q) en enlaces Ethernet. 
VTP 
El VLAN Trunk Protocol (VTP) reduce la administración en una red de switch. Al 
configurar una VLAN nueva en un servidor VTP, se distribuye la VLAN a través de 
todos los switches del dominio. 
Cisco IOS 
(Originalmente Internetwork Operating System) es el software utilizado en la gran 
mayoría de routers (encaminadores) y switches (conmutadores) de Cisco Systems 
(algunos conmutadores obsoletos ejecutaban CatOS). 
LAN 
 (Local Area Network), Una Red LAN conecta diferentes ordenadores en un área 
pequeña, como un edificio o una habitación, lo que permite a los usuarios enviar, 
compartir y recibir archivos. 
Packet Tracer. 
Programa de simulación de redes que permite a los estudiantes experimentar con el 







Este documento contiene el desarrollo individual, donde la prueba de 
habilidades practicas de cisco ccnp,  se desarrolla utilizando la herramienta de 
simulación Packet Tracer y la configuración de los dispositivos basándose en la 
topología de redes propuesta,  la simulación de un proyecto de  aplicar la 
configuración del protocolo de enrutamiento EBGP,  y que tiene por objeto dar 
respuesta con la mayor exactitud todos los puntos de las prácticas de la conmutación 
de redes, específicamente la configuración de enrutamiento protocolo BGP, VTP y  
DTP. Cada uno de los pasos anteriormente mencionados constara de tres 
escenarios, el código aplicado a la configuración de cada escenario y únicamente se 
presentan imágenes para demostrar el funcionamiento a través de show ip route, 
show vlan, show ip bgp, etc. 
 
 





This document contains the individual development, where the cisco ccnp 
practical skills test is developed using the Packet Tracer simulation tool and the 
configuration of the devices based on the proposed network topology, the simulation 
of a project to apply the configuration of the EBGP routing protocol, and is intended 
to provide the most accurate response to all points of network switching practices, 
specifically the BGP, VTP and DTP routing protocol configuration. Each of the 
aforementioned steps will consist of three scenarios, the code applied to the 
configuration of each scenario and only images are presented to demonstrate the 
operation through show ip route, show vlan, show ip bgp, etc. 
 
 






En el presente trabajo usted encontrara información relacionada con la 
implementación de soluciones soportadas en enrutamiento avanzado, así mismo se 
deberá realizar la configuración del protocolo EBGP, VTP y DTP, con el fin diseñar 
e implementar soluciones de red escalables, mediante el uso de los principios de 
enrutamiento y conmutación de paquetes en ambientes LAN y WAN. 
 
Con el desarrollo de este laboratorio pretendemos interiorizar en la 
configuración de diferentes redes para dar solución a la problemática planteada, sus 
diferentes características según su uso en las redes de telecomunicaciones en la 
actualidad basándonos en los diferentes conceptos, estándares, arquitectura, diseño 
y seguridad de Redes, que requieren las aplicaciones convergentes la interpretación 
de los esquemas y topologías de los diferentes tipos de redes a saber, siendo estas 
los objetos de estudio en esta unidad.  
 
Para tener la base conceptual, criterios de selección de dispositivos de red y 
de tecnologías inalámbricas para cumplir con los requisitos de la red local. 
Determinar cómo establecer enlace y configuración de los diferentes dispositivos que 
intervienen en un sistema operativo de red, dando solución a problemas planteados 
en los diferentes campos de acción del ámbito profesional donde se destacan la 
programación de dispositivos de enlace en un proceso operativo.  
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Tabla 1. Información para la configuración de interfaces en  los router 
R1 
Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 
S 0/0 192.1.12.1 255.255.255.0 
R2 
Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 
E 0/0 192.1.23.2 255.255.255.0 
R3 
Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
E 0/0 192.1.23.3 255.255.255.0 
S 0/0 192.1.34.3 255.255.255.0 
R4 Interfaz Dirección IP Máscara 
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Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 




1. Anuncie las direcciones de Loopback en BGP. Codifique los ID para los 
routers BGP como 22.22.22.22 para R1 y como 33.33.33.33 para R2. 
Presente el paso a con los comandos utilizados y la salida del comando show 
ip route. 
 
2. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 44.44.44.44. 
Presente el paso a con los comandos utilizados y la salida del comando show 
ip route. 
 
3. Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones de 
Loopback de R4 en BGP. Codifique el ID del router R4 como 66.66.66.66. 
Establezca las relaciones de vecino con base en las direcciones de Loopback 
0. Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No anuncie 
la Loopback 0 en BGP. Anuncie la red Loopback de R4 en BGP. Presente el 













1. Desarrollo del escenario 1 
 
En este escenario No 1, configuraremos una red entre las AS “sociades 
autónomas”  mediante el protocolo de enrutamiento BGP (del inglés Border 
Gateway Protocol), Este escenario plantea el uso de EBGP,  como protocolo de 
enrutamiento entre AS1 y AS2. 
 
Figura 2. Topología de la red a implementar escenario 1. 
 
Fuente: Software simulador Packet Tracer 
 
 
1.1  Anuncie las direcciones de Loopback en BGP. Codifique los ID para los 
routers BGP como 22.22.22.22 para R1 y como 33.33.33.33 para R2. 








Tabla 2. Información para la configuración de interfaces en  R1 
R1 
Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 
S 0/0 192.1.12.1 255.255.255.0 
 





R1(config)#interface Loopback 0 
R1(config-if)#ip address 1.1.1.1 255.0.0.0 
R1(config-if)#interface Loopback 1 
R1(config-if)#ip address 11.1.0.1 255.255.0.0 
R1(config-if)#interface serial 0/0/0 
R1(config-if)#ip address 192.1.12.1 255.255.255.0 
R1(config-if)#no shutdown 
R1(config-if)#exit 
R1(config)#router bgp 1 
R1(config-router)#bgp router-id 22.22.22.22 
R1(config-router)#network 11.1.0.0 mask 255.255.0.0 
R1(config-router)#neighbor 192.1.12.2 remote-as 2 
R1(config-router)#network 192.1.12.0 mask 255.255.255.0 
R1(config-router)#end 
R1#copy running-config startup-config  




Una vez configurado el router 1 con el código apropiado,  se procede a configurar 
R2 con sus configuraciones iniciales. 
 
Tabla 3. Información para la configuración de interfaces en  R2 
R2 
Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 
E 0/0 192.1.23.2 255.255.255.0 
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R2(config)#interface Loopback 0 
R2(config-if)#ip address 2.2.2.2 255.0.0.0 
R2(config-if)#interface Loopback 1 
R2(config-if)#ip address 12.1.0.1 255.255.0.0 
R2(config-if)#exit 
R2(config)#interface serial 0/0/0 
R2(config-if)#ip address 192.1.12.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config)#int g0/0 
R2(config-if)#ip address 192.1.23.2 255.255.255.0 
R2(config-if)#no shutdown 
R2(config-if)#exit 
R2(config)#router bgp 2 
R2(config-router)#bgp router-id 33.33.33.33 
R2(config-router)#network 2.0.0.0 mask 255.0.0.0 
R2(config-router)#network 12.1.0.0 mask 255.255.0.0 
R2(config-router)#network 192.1.12.0 mask 255.255.255.0 
R2(config-router)#neighbor 192.1.12.1 remote-as 1 
R2(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.12.1 Up 
R2(config-router)#neighbor 192.1.34.3 remote-as 3 
R2(config-router)#neighbor 192.1.23.3 remote-as 3 
R2(config-router)#end 
R2#copy running-config startup-config  




Comprobamos las salida empleando los comandos show ip route, show ip bgp, show 












Figura 3. Muestra la configuracion de las interfaces en el router 1. 
 
Fuente: Software simulador Packet Tracer 
 
Figura 4. Muestra la configuracion de las interfaces en el router 2. 
 
Fuente: Software simulador Packet Tracer 
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Figura 5. Muestra la table BGP y el ID del router 1. 
 
Fuente: Software simulador Packet Tracer 
 
Figura 6. Muestra la table BGP y el ID del router 2. 
 
Fuente: Software simulador Packet Tracer 
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Figura 7. Muestra el resumen de  BGP, adyacencias y as en R1 
 
Fuente: Software simulador Packet Tracer 
 
Figura 8. Muestra el resumen de  BGP, adyacencias y as en R2 
 
Fuente: Software simulador Packet Tracer 
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1.2   Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 44.44.44.44. 
Presente el paso a con los comandos utilizados y la salida del comando show 
ip route. 
 
Se realiza la configuracion en R3 de acuerdo a los parámetros iniciales. 
 
Tabla 4. Información para la configuración de interfaces en  R3 
R3 
Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
E 0/0 192.1.23.3 255.255.255.0 
S 0/0 192.1.34.3 255.255.255.0 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R3 
R3(config)#interface loopback 0 
R3(config-if)# 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, 
changed state to up 
R3(config-if)#ip address 3.3.3.3 255.0.0.0 
R3(config-if)#interface loopback 1 
R3(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, 
changed state to up 
R3(config-if)#ip address 13.1.0.1 255.255.0.0 
R3(config-if)#exit  
R3(config)#interface g0/0 
R3(config-if)#ip address 192.1.23.3 255.255.255.0 
R3(config-if)#no shutdown 
R3(config-if)# 
%LINK-5-CHANGED: Interface GigabitEthernet0/0, changed state 
to up 
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%LINEPROTO-5-UPDOWN: Line protocol on Interface 
GigabitEthernet0/0, changed state to up 
R3(config-if)#interface s0/0/0 
R3(config-if)#ip address 192.1.34.3 255.255.255.0 
R3(config-if)#no shutdown 
%LINK-5-CHANGED: Interface Serial0/0/0, changed state to down 
R3(config-if)#exit 
R3(config)#router bgp 3 
R3(config-router)#bgp router-id 44.44.44.44 
R3(config-router)#network 3.3.3.3 mask 255.0.0.0 
R3(config-router)#network 2.2.2.2 mask 255.0.0.0 
R3(config-router)#network 4.4.4.4 mask 255.0.0.0 
R3(config-router)#network 12.1.0.1 mask 255.255.0.0 
R3(config-router)#network 13.1.0.1 mask 255.255.0.0  
R3(config-router)#network 14.1.0.1 mask 255.255.0.0 
R3(config-router)#neighbor 192.1.12.2 remote-as 2 
R3(config-router)#neighbor 192.1.23.2 remote-as 2  
R3(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.23.2 Up 
R3(config-router)#neighbor 192.1.34.4 remote-as 4 
R3(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.12.2 Up 
R3(config-router)#end 
R3# 
%SYS-5-CONFIG_I: Configured from console by console 
R3#copy running-config startup-config  





Comprobamos las salida empleando los comandos show ip route, show ip bgp, show 















Figura 9. Muestra la configuracion de las interfaces en el router 3. 
 
Fuente: Software simulador Packet Tracer 
 
Figura 10. Muestra el resumen de  BGP, adyacencias y as en R3 
 
Fuente: Software simulador Packet Tracer 
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1.3  Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones de 
Loopback de R4 en BGP. Codifique el ID del router R4 como 66.66.66.66. 
Establezca las relaciones de vecino con base en las direcciones de Loopback 
0. Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No anuncie 
la Loopback 0 en BGP. Anuncie la red Loopback de R4 en BGP. Presente el 
paso a con los comandos utilizados y la salida del comando show ip route. 
 
Se realiza la configuracion en R4 de acuerdo a los parámetros iniciales. 
 
Tabla 5. Información para la configuración de interfaces en  R4 
R4 
Interfaz Dirección IP Máscara 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 
S 0/0 192.1.34.4 255.255.255.0 
 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R4 
R4(config)#interface Loopback 0 
R4(config-if)# 
%LINK-5-CHANGED: Interface Loopback0, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback0, 
changed state to up 
R4(config-if)#ip address 4.4.4.4 255.0.0.0 
R4(config-if)#interface Loopback 1 
R4(config-if)# 
%LINK-5-CHANGED: Interface Loopback1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, 
changed state to up 
R4(config-if)#ip address 14.1.0.1 255.255.0.0 
R4(config-if)#interface serial 0/0/0 
R4(config-if)#ip address 192.1.34.4 255.255.255.0 
R4(config-if)#no shutdown 
R4(config-if)# 





%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 
changed state to u 
R4(config)#router bgp 4 
R4(config-router)#bgp router-id 66.66.66.66 
R4(config-router)#network 4.0.0.0 mask 255.0.0.0 
R4(config-router)#network 14.1.0.0 mask 255.255.0.0 
R4(config-router)#network 192.1.34.0 mask 255.255.255.0 
R4(config-router)#neighbor 192.1.34.3 remote-as 3 
R4(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.34.3 Up 
R4(config-router)#neighbor 3.3.3.3 remote-as 4 
R4(config-router)# 
%Packet Tracer does not support internal BGP in this version. 
Only external neighbors are supported. 
R4(config-router)#exit 
R4(config)#ip route 3.0.0.0 255.0.0.0 192.1.34.3 
R4(config)#router bgp 4 
R4(config-router)#neighbor 192.1.34.3 remote-as 3 
R4(config-router)#%BGP-5-ADJCHANGE: neighbor 192.1.34.3 Up 
R4(config-router)#neighbor 192.1.23.3 remote-as 3 
R4(config-router)#neighbor 192.1.23.2 remote-as 2 
R4(config-router)#neighbor 192.1.12.2 remote-as 2 
R4(config-router)#neighbor 192.1.12.1 remote-as 1 
R4(config-router)#neighbor 192.1.34.3 remote-as 3 
R4(config-router)#network 3.3.3.3 mask 255.0.0.0 
R4(config-router)#network 13.1.0.1 mask 255.255.0.0 
R4(config-router)#network 12.1.0.1 mask 255.255.0.0 
R4(config-router)#network 2.2.2.2 mask 255.0.0.0 
R4(config-router)#network 11.1.0.1 mask 255.255.0.0 
R4(config-router)#network 4.4.4.4 mask 255.0.0.0 
R4(config-router)#network 14.1.0.1 mask 255.255.0.0  
R4(config-router)#END 
R4# 
%SYS-5-CONFIG_I: Configured from console by console 
R4#copy running-config startup-config  






Comprobamos las salida empleando los comandos show ip route, show ip bgp, show 
ip bgp summary. 
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Figura 11. Muestra la configuracion de las interfaces en el router 4. 
 
Fuente: Software simulador Packet Tracer 
 
Figura 12. Muestra el resumen de  BGP, adyacencias y as en R1 
 
Fuente: Software simulador Packet Tracer 
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Figura 13. Muestra el resumen de  BGP, adyacencias y as en R4 
 




Figura 14. Muestra el resultado de la configuracion del protocolo de enrutamiento 
BGP, en el simulador de packet tracert. 
 










Figura 15. Topologia de la red propuesta escenario 2 
 
 
A. Configurar VTP 
1. Todos los switches se configurarán para usar VTP para las actualizaciones de 
VLAN. El switch SW-BB se configurará como el servidor. Los switches SW-AA y SW-
CC se configurarán como clientes. Los switches estarán en el dominio VPT llamado 
CCNP y usando la contraseña cisco. 
 
2. Verifique las configuraciones mediante el comando show vtp status. 
 
B. Configurar DTP (Dynamic Trunking Protocol) 
4. Configure un enlace troncal ("trunk") dinámico entre SW-AA y SW-BB. Debido a 
que el modo por defecto es dynamic auto, solo un lado del enlace debe configurarse 
como dynamic desirable. 
 
5. Verifique el enlace "trunk" entre SW-AA y SW-BB usando el comando show 
interfaces trunk. 
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6. Entre SW-AA y SW-BB configure un enlace "trunk" estático utilizando el comando 
switchport mode trunk en la interfaz F0/3 de SW-AA 
 
7. Verifique el enlace "trunk" el comando show interfaces trunk en SW-AA. 
 
8. Configure un enlace "trunk" permanente entre SW-BB y SW-CC. 
C. Agregar VLANs y asignar puertos. 
9. En SW-AA agregue la VLAN 10. En SW-BB agregue las VLANS Compras (10), 
Personal (25), Planta (30) y Admon (99) 
10. Verifique que las VLANs han sido agregadas correctamente. 
11. Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con la 
siguiente tabla. 
Tabla 6. Información para la configuración de interfaces y VLAN en los Switch 
Interfaz VLAN Direcciones IP de los PCs 
F0/10 VLAN 10 190.108.10.X / 24 
F0/15 VLAN 25 190.108.20.X /24 
F0/20 VLAN 30 190.108.30.X /24 
X = número de cada PC particular 
12. Configure el puerto F0/10 en modo de acceso para SW-AA, SW-BB y SW-CC y 
asígnelo a la VLAN 10. 
13. Repita el procedimiento para los puertos F0/15 y F0/20 en SW-AA, SW-BB y 
SW-CC. Asigne las VLANs y las direcciones IP de los PCs de acuerdo con la tabla 
de arriba. 
D. Configurar las direcciones IP en los Switches. 
 
14. En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de direccionamiento y 
active la interfaz. 
Tabla 7. Información de configuración  VLAN 99 e interfaces en los Switch 
Equipo  Interfaz  Dirección IP  Máscara 
SW-AA VLAN 99  190.108.99.1  255.255.255.0  
SW-BB VLAN 99  190.108.99.2  255.255.255.0  
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SW-CC VLAN 99  190.108.99.3  255.255.255.0  
 
E. Verificar la conectividad Extremo a Extremo 
 
15. Ejecute un Ping desde cada PC a los demás. Explique por qué el ping tuvo o no 
tuvo éxito. 
16. Ejecute un Ping desde cada Switch a los demás. Explique por qué el ping tuvo 
o no tuvo éxito. 
17. Ejecute un Ping desde cada Switch a cada PC. Explique por qué el ping tuvo o 
no tuvo éxito. 
 
2. Desarrollo del escenario 2 
 
 
Figura 16. Topología de la red a implementar escenario 2. 
 
Fuente: Software simulador Packet Tracer 
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2.1 Configurar VTP 
2.1.1 Todos los switches se configurarán para usar VTP para las actualizaciones de 
VLAN. El switch SW-BB se configurará como el servidor. Los switches SW-AA y SW-
CC se configurarán como clientes. Los switches estarán en el dominio VPT llamado 
CCNP y usando la contraseña cisco. 
 




Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#hostname SW-AA 
SW-AA(config)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP  
SW-AA(config)#vtp version 2 
SW-AA(config)#vtp mode client  
Setting device to VTP CLIENT mode  
SW-AA(config)#vtp password cisco 
Setting device VLAN database password to cisco  
SW-AA(config-if)# 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#hostname SW-BB 
SW-BB(config)#vtp domain CCNP 
Changing VTP domain name from NULL to CCNP 
SW-BB(config)#vtp version 2 
SW-BB(config)#vtp mode server 
Device mode already VTP SERVER 
SW-BB(config)#vtp password cisco 
Setting device VLAN database password to cisco 
SW-BB(config-if)# 
 




Enter configuration commands, one per line. End with CNTL/Z. 
Switch(config)#hostname SW-CC 
SW-CC(config)#vtp domain CCNP 
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Changing VTP domain name from NULL to CCNP 
SW-CC(config)#vtp version 2 
SW-CC(config)#vtp mode client 
Setting device to VTP CLIENT mode 
SW-CC(config)#vtp password cisco 
Setting device VLAN database password to cisco 
SW-CC(config-if)# 
 
2.1.2 Verifique las configuraciones mediante el comando show vtp status. 
 
Figura 17. Verificación configuraciones SW-AA emplenado el comando show vtp 
status 
 














Figura 18. Verificación configuraciones SW-BB empleando el comando show vtp 
status  
 
Fuente: Software simulador Packet Tracer 
 
Figura 19. Verificación configuraciones SW-CC empleando el comando show vtp 
status 
  
Fuente: Software simulador Packet Tracer 
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2.2 Configurar DTP (Dynamic Trunking Protocol) 
2.2.1  Configure un enlace troncal ("trunk") dinámico entre SW-AA y SW-BB. Debido 
a que el modo por defecto es dynamic auto, solo un lado del enlace debe 
configurarse como dynamic desirable. 
 
Pasó a paso. Script de configuración realizada Switch SW-AA  
 
SW-AA#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
SW-AA(config)#interface fastEthernet 0/1 
SW-AA(config-if)#switchport mode dynamic desirable 
SW-AA(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
FastEthernet0/1, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
FastEthernet0/1, changed state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
FastEthernet0/1, changed state to up 
 
2.2.2  Verifique el enlace "trunk" entre SW-AA y SW-BB usando el comando show 
interfaces trunk. 
Figura 20. Verificación configuración enlace trunk en el switch SW-AA 
 
Fuente: Software simulador Packet Tracer 
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Figura 21. Verificación estado de enlace trunk en el switch SW-BB 
 
Fuente: Software simulador Packet Tracer 
 
 
2.2.3 Entre SW-AA y SW-BB configure un enlace "trunk" estático utilizando el 
comando switchport mode trunk en la interfaz F0/3 de SW-AA 
 




Enter configuration commands, one per line. End with CNTL/Z. 
SW-AA(config)#interface fastEthernet 0/3 
SW-AA(config-if)#switchport mode trunk 
SW-AA(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
FastEthernet0/3, changed state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
FastEthernet0/3, changed state to up 
SW-AA(config-if)# 
 
2.2.4 Verifique el enlace "trunk" el comando show interfaces trunk en SW-AA. 
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Figura 22. Verificación del estado del enlace trunk en el witch SW-AA 
 
Fuente: Software simulador Packet Tracer 
 
2.2.5 Configure un enlace "trunk" permanente entre SW-BB y SW-CC. 
Pasó a paso. Script de configuración realizada Switch SW-BB 
 
SW-BB#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
SW-BB(config)#interface fastEthernet 0/3  
SW-BB(config-if)#switchport mode trunk 
SW-BB(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
FastEthernet0/3, changed state to down 
%LINEPROTO-5-UPDOWN: Line protocol on Interface 
FastEthernet0/3, changed state to up 
SW-BB(config-if)# 
Pasó a paso. Script de configuración realizada Switch SW-CC 
SW-CC#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
SW-CC(config)#interface fastEthernet 0/1 





2.3 Agregar VLANs y asignar puertos. 
2.3.1 En SW-AA agregue la VLAN 10. En SW-BB agregue las VLANS Compras (10), 
Personal (25), Planta (30) y Admon (99) 
 




Enter configuration commands, one per line. End with CNTL/Z 
SW-AA(config)#vlan 10 




Pasó a paso. Script de configuración realizada Switch SW-BB 
 
SW-BB#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z 
SW-BB(config)#vlan 10 
SW-BB(config-vlan)#name compras 









%SYS-5-CONFIG_I: Configured from console by console 
 
SW-BB#copy ru st 





2.3.2 Verifique que las VLANs han sido agregadas correctamente. 
Switch SW-AA. 
Cuando se ralizo la configuracion al SW-AA.  No permite crear la vlan 10 en rzon a 




Figura 23. Verificación configuración de las vlan en el  witch SW-BB 
 
Fuente: Software simulador Packet Tracer 
 
2.3.3 Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con 
la siguiente tabla. 
Tabla 8. Configurar las VLAN y direcciones IP en  SW-AA – SW-BB – SW-CC 
Interfaz VLAN Direcciones IP de los PCs 
F0/10 VLAN 10 190.108.10.X / 24 
F0/15 VLAN 25 190.108.20.X /24 
F0/20 VLAN 30 190.108.30.X /24 
X = número de cada PC particular 
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Enter configuration commands, one per line. End with CNTL/Z. 
SW-AA(config)#interface vlan 10 
SW-AA(config-if)# 
%LINK-5-CHANGED: Interface Vlan10, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan10, 
changed state to up 
SW-AA(config-if)#ip address 190.108.10.1 255.255.255.0 
SW-AA(config-if)#exit 
SW-AA(config)#interface vlan 25 
SW-AA(config-if)# 
%LINK-5-CHANGED: Interface Vlan25, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan25, 
changed state to up 
SW-AA(config-if)#ip address 190.108.20.2 255.255.255.0 
SW-AA(config-if)#exit 
SW-AA(config)#interface vlan 30 
SW-AA(config-if)# 
%LINK-5-CHANGED: Interface Vlan30, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan30, 
changed state to up 




%SYS-5-CONFIG_I: Configured from console by console 
SW-AA#copy ru st 









Enter configuration commands, one per line. End with CNTL/Z. 
SW-BB(config)#interface vlan 10 
SW-BB(config-if)# 
%LINK-5-CHANGED: Interface Vlan10, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan10, 
changed state to up 
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SW-BB(config-if)#ip address 190.108.10.4 255.255.255.0 
SW-BB(config-if)#exit 
SW-BB(config)#interface vlan 25 
SW-BB(config-if)# 
%LINK-5-CHANGED: Interface Vlan25, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan25, 
changed state to up 
SW-BB(config-if)#ip address 190.108.20.5 255.255.255.0 
SW-BB(config-if)#exit 
SW-BB(config)#interface vlan 30 
SW-BB(config-if)# 
%LINK-5-CHANGED: Interface Vlan30, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan30, 
changed state to up 




%SYS-5-CONFIG_I: Configured from console by console 
SW-BB#copy ru st 









Enter configuration commands, one per line. End with CNTL/Z. 
SW-CC(config)#interface vlan 10 
SW-CC(config-if)# 
%LINK-5-CHANGED: Interface Vlan10, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan10, 
changed state to up 
SW-CC(config-if)#ip address 190.108.10.7 255.255.255.0 
SW-CC(config-if)#exit 
SW-CC(config)#interface vlan 25 
SW-CC(config-if)# 
%LINK-5-CHANGED: Interface Vlan25, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan25, 
changed state to up 
SW-CC(config-if)#ip address 190.108.20.8 255.255.255.0 
SW-CC(config-if)#exit 
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SW-CC(config)#interface vlan 30 
SW-CC(config-if)# 
%LINK-5-CHANGED: Interface Vlan30, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan30, 
changed state to up 




%SYS-5-CONFIG_I: Configured from console by console 
 
SW-CC#copy ru st 





2.3.4 Configure el puerto F0/10 en modo de acceso para SW-AA, SW-BB y SW-CC 
y asígnelo a la VLAN 10. 
 
Pasó a paso. Script de configuración realizada Switch SW-AA 
 
SW-AA#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
SW-AA(config)#interface f0/10 
SW-AA(config-if)#switchport mode access 
SW-AA(config-if)#switchport access vlan 10 
SW-AA(config-if)#end 
SW-AA# 
Pasó a paso. Script de configuración realizada Switch SW-BB 
 
SW-BB#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
SW-BB(config)#interface f0/10 
SW-BB(config-if)#switchport mode access 
SW-BB(config-if)#switchport access vlan 10 
SW-BB(config-if)#end 
SW-BB# 




Enter configuration commands, one per line. End with CNTL/Z. 
SW-CC(config)#interface f0/10 
SW-CC(config-if)#switchport mode access 




2.3.5 Repita el procedimiento para los puertos F0/15 y F0/20 en SW-AA, SW-BB y 
SW-CC. Asigne las VLANs y las direcciones IP de los PCs de acuerdo con la tabla 
de arriba. 
Pasó a paso. Script de configuración realizada Switch SW-AA 
 
SW-AA#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
SW-AA(config)#interface f0/15 
SW-AA(config-if)#switchport mode access 
SW-AA(config-if)#switchport access vlan 25 
SW-AA(config-if)#exit 
SW-AA(config)#interface f0/20 
SW-AA(config-if)#switchport mode access 





Pasó a paso. Script de configuración realizada Switch SW-BB 
 
SW-BB#configure terminal  
Enter configuration commands, one per line. End with CNTL/Z. 
SW-BB(config)#interface f0/15 
SW-BB(config-if)#switchport mode access 
SW-BB(config-if)#switchport access vlan 25 
SW-BB(config-if)#interface f0/20 
SW-BB(config-if)#switchport mode access 





Pasó a paso. Script de configuración realizada Switch SW-CC 
 
SW-CC#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
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SW-CC(config)#interface f0/15 
SW-CC(config-if)#switchport mode access 
SW-CC(config-if)#switchport access vlan 25 
SW-CC(config-if)#exit 
SW-CC(config)#interface f0/20 
SW-CC(config-if)#switchport mode access 





2.4 Configurar las direcciones IP en los Switches. 
 
2.4.1 En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de direccionamiento y 
active la interfaz. 
Tabla 9. Configurar las direcciones IP en los switches SW-AA – SWBB – SWCC.  
Equipo  Interfaz  Dirección IP  Máscara 
SW-AA VLAN 99  190.108.99.1  255.255.255.0  
SW-BB VLAN 99  190.108.99.2  255.255.255.0  
SW-CC VLAN 99  190.108.99.3  255.255.255.0  
 
Pasó a paso. Script de configuración realizada Switch SW-AA 
 
SW-AA#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
SW-AA(config)#interface vlan 99 
SW-AA(config-if)# 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan99, 
changed state to up 




%SYS-5-CONFIG_I: Configured from console by console 
SW-AA#copy ru st 





Pasó a paso. Script de configuración realizada Switch SW-BB 
 
SW-BB#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
SW-BB(config)#interface vlan 99 
SW-BB(config-if)# 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan99, 
changed state to up 




%SYS-5-CONFIG_I: Configured from console by console 
SW-BB#copy ru st 




Pasó a paso. Script de configuración realizada Switch SW-CC 
 
SW-CC#configure terminal 
Enter configuration commands, one per line. End with CNTL/Z. 
SW-CC(config)#interface vlan 99 
SW-CC(config-if)# 
%LINK-5-CHANGED: Interface Vlan99, changed state to up 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Vlan99, 
changed state to up 




%SYS-5-CONFIG_I: Configured from console by console 
SW-CC#copy ru st 




E. Verificar la conectividad Extremo a Extremo 
 








Pinging 190.108.10.5 with 32 bytes of data: 
 
Reply from 190.108.10.5: bytes=32 time=8ms TTL=128 
Reply from 190.108.10.5: bytes=32 time=8ms TTL=128 
Reply from 190.108.10.5: bytes=32 time=8ms TTL=128 
Reply from 190.108.10.5: bytes=32 time=8ms TTL=128 
 
Ping statistics for 190.108.10.5: 
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss), 
Approximate round trip times in milli-seconds: 
Minimum = 8ms, Maximum = 8ms, Average = 8ms 
 
Pasó a paso. Script de la realización del ping desde la pc2 a la pc5 y pc8 
 
Packet Tracer PC Command Line 1.0 
C:\>ping 190.108.20.6 
 
Pinging 190.108.20.6 with 32 bytes of data: 
 
Reply from 190.108.20.6: bytes=32 time=57ms TTL=128 
Reply from 190.108.20.6: bytes=32 time=3ms TTL=128 
Reply from 190.108.20.6: bytes=32 time=12ms TTL=128 
Reply from 190.108.20.6: bytes=32 time=12ms TTL=128 
 
Ping statistics for 190.108.20.6: 
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss), 
Approximate round trip times in milli-seconds: 




Pinging 190.108.20.9 with 32 bytes of data: 
 
Reply from 190.108.20.9: bytes=32 time=31ms TTL=128 
Reply from 190.108.20.9: bytes=32 time=15ms TTL=128 
Reply from 190.108.20.9: bytes=32 time=18ms TTL=128 
Reply from 190.108.20.9: bytes=32 time=15ms TTL=128 
 
Ping statistics for 190.108.20.9: 
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss), 
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Approximate round trip times in milli-seconds: 




R// Cuando ejecutamos el comando ping, dentro del mismo segmento de red y vlans 
configurado en los diferentes swicthes de la topología, el resultado va hacer 
satisfactorio.  
Pero si tratamos de ejecutarlo en dispositivos con segmento de red y vlans diferentes 
no arrojara que no tiene comunicación, esto nos comprueba que las configuraciones 
son correctas.    
 
16. Ejecute un Ping desde cada Switch a los demás. Explique por qué el ping tuvo 
o no tuvo éxito. 




Type escape sequence to abort. 
Sending 5, 100-byte ICMP Echos to 190.108.99.2, timeout is 2 
seconds: 
..!!! 
Success rate is 60 percent (3/5), round-trip min/avg/max = 
0/0/0 ms 
 




Type escape sequence to abort. 
Sending 5, 100-byte ICMP Echos to 190.108.99.3, timeout is 2 
seconds: 
..!!! 




R// Cuando ejecutamos el comando ping y enviamos un paquete icmp, este tiene 
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respuesta satisfactoria ya que los switches de la topología de red, estan configurado 
con los mismos segmentos de redes y vlans. 
  
17. Ejecute un Ping desde cada Switch a cada PC. Explique por qué el ping tuvo o 
no tuvo éxito. 
 




Type escape sequence to abort. 
Sending 5, 100-byte ICMP Echos to 190.108.10.2, timeout is 2 
seconds: 
.!!!! 





Type escape sequence to abort. 
Sending 5, 100-byte ICMP Echos to 190.108.20.4, timeout is 2 
seconds: 
.!!!! 





Type escape sequence to abort. 
Sending 5, 100-byte ICMP Echos to 190.108.30.2, timeout is 2 
seconds: 
.!!!! 




R//: Al realizar un ping desde cualquier  switch de la topología de red y los demás pc 
va hacer exito, debido a que los PCs están comunicado por las troncales de las vlans 
que hacen parte de las interfaces FastEthernet y estas fueron compartidas entre los 





Con la realización de este trabajo se aplicaron conceptos 
fundamentales estudiados en el módulo CCNP,  la interpretación y posterior 
desarrollo de los diferentes ejercios planteados, logrando adquierir nuevos 
conocimientos en el manejo y administración de redes LAN y WAN, Como lo 
es el protocolo de Routing dinámico, BGP para el caso de IPV4 
respectivamente. 
 
Se aplicaron conocimientos adquiridos a lo largo del curso de 
Profundización Cisco CCNP y sobre todo relacionados con el protocolo de 
enrutamiento denominado EBGP, VTP y DTP. Aplicando su configuración 
básica a los dispositivos de red, configurando una prioridad de routers, 
desactivando las actualizaciones de enrutamiento en las interfaces adecuadas 
y verificando la conectividad entre los dispositivos de las topologías. 
 
Con el desarrollo de los laboratios propuestos, se pudo comprender 
como se implementa y configura una red que esté soportada por VLANs con 
el uso de los protocolos VTP, donde se pueda diseñar las plantillas de 
configuración para su uso en múltiples dispositivos, configurar sus respectivas 
troncales y vlan usando el protocolo VTP. Además de aplicar otros 
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