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Sommario: 1. Il documento informatico: dalla crisi alla moltiplicazione delle sotto-
scrizioni. La firma grafometrica: firma elettronica o sottoscrizione? – 2. La presun-
zione di riferibilità della firma digitale al titolare del dispositivo di firma. – 3. Dalla
falsità della sottoscrizione all’abusività della firma digitale. La firma digitale nella di-
mensione processuale: la prova contraria necessaria per vincere la presunzione; la pro-
duzione in giudizio del documento con firma digitale. – 4. La prova dell’uso abu-
sivo dello strumento di firma. Il rapporto tra falsità e invalidità. – 5. Analisi dell’e-
ventuale nullità (per mancanza di volontà, di forma e per violazione di norme im-
perative) del negozio imputato con firma digitale abusiva. – 6. Analisi – nella pro-
spettiva della validità dell’atto con firma digitale abusiva – dell’eventuale vincolatività
per effetto dell’operare del principio dell’affidamento e dell’apparenza che impongono
un approccio casistico; prospettazione di varie ipotesi di uso abusivo della firma di-
gitale: (6.i) il caso della custodia diligente della chiave e della buona fede dell’altro
contraente (necessità in questa ipotesi, data l’inefficacia dell’atto, della ricerca di una
tutela risarcitoria o indennitaria per il terzo in buona fede); (6.ii) il caso della custo-
dia negligente della chiave e della buona fede dell’altro contraente; (6.iii) il caso della
custodia negligente della chiave e della mala fede dell’altro contraente; (6.iv) il caso
della sottrazione violenta della chiave privata. – 7. Configurazione di alcuni casi pra-
tici e loro risoluzione alla luce della ricostruzione di cui al § 6. – 8. L’uso della chiave
da parte di terzi autorizzati; identificazione della parte contrattuale e sorte dell’atto
voluto per sé dal non titolare. – 9. Profili conclusivi.
1. La rappresentazione informatica1 di un fatto2 giuridicamente rilevante
1 La scelta di questo argomento per gli scritti in onore di mio Padre, Vito Rizzo, nasce
da qui e da lontano: quando nel 1998 scrivevo la mia tesi di laurea e poi il mio primo sag-
gio ho avuto la fortuna di iniziare con lui (proprio su questo tema) un dialogo, che continua
e che si è aggiunto, arricchendolo, a quello tra padre e figlio. L’esempio di mio Padre, di
Uomo e di Studioso, è elevatissimo, per me irraggiungibile sotto ogni punto di vista, ma si-
curo stimolo per crescere, come uomo e come studioso, anche grazie ai Suoi suggerimenti,
preziosi e discreti. 
2 Sul concetto di rappresentazione vanno richiamati gli studi di F. Carnelutti e in parti-
colare quanto scritto in La prova civile, Roma, 1915 e in Documento (Teoria moderna), in
Noviss. dig. it., IV, Torino, 1960, p. 86, ove si afferma che il «documento è una cosa che do-
cet, non che serve a docere, cioè che ha in sé la virtú del far conoscere; questa virtú è dovuta
a ciò che noi chiamiamo il contenuto rappresentativo; vi sono, appunto, delle cose le quali
hanno la proprietà di determinare sensazioni analoghe a quelle che determinano certe altre, e
perciò ne costituiscono, naturalmente entro certi limiti, l’equivalente sensibile».
Da altro lato, E. Betti, Teoria generale della interpretazione, I, Milano, 1955, p. 27 ss. e
p. 106, rileva che il pensiero divenuto oggettivo a séguito di manifestazione si atteggia quasi
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è definita dalla legge3 come documento informatico4. Per secoli il sistema
non ha sentito il bisogno di imbrigliare il documento in una definizione, ap-
parsa invece solo qualche decennio dopo la nascita del documento infor-
matico. La ragione è da ravvisare, non nell’esigenza di delimitare i confini
del documento informatico5, ma in quella di riconoscere, dal punto di vista
giuridico, i mezzi di imputazione dell’atto perfezionato in veste informatica-
digitale.
Anche in assenza di una specifica definizione, nessuno aveva mai messo
in dubbio che un documento6 creato con l’uso di un computer avesse l’ef-
ficacia probatoria di una rappresentazione meccanica7. Simmetricamente, nes-
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a «spirito irrigidito e oggettivato, fatto sostegno di una oggettività che non è quella fisica, ma
ideale». A volte questo pensiero deve essere tramandato e conservato per cui esso o meglio i
segni materiali necessari per compiere l’oggettivazione vengono trasferiti e trasfusi in una ma-
teria atta a serbarne le orme (p. 108), la quale diviene forma rappresentativa che veicola l’idea
di esso e che diviene oggetto di interpretazione. 
V. Rizzo, Interpretazione dei contratti e relatività delle sue regole, Camerino-Napoli, 1985,
pp. 110-112, rileva che il «regolamento di interessi per non permanere, in quanto scopo, prima
delle parti e successivamente dell’interprete, nel mondo della pura idealità, per non restare
semplice punto finale di una tensione mai attuata, deve trovare il suo collegamento con ade-
guati supporti, con entità e forme idonee a dare ad esso attuazione». 
3 Le norme di riferimento sono oggi contenute nel d.lg. 7 marzo 2005 n. 82, noto come
codice dell’amministrazione digitale, nel séguito c.a.d.
4 L’art. 1, lett. a, d.P.R. 10 novembre 1997, n. 513 definiva il documento informatico come
«la rappresentazione informatica di atti, fatti o dati giuridicamente rilevanti». Da ricordare che
poco prima l’art. 15, comma 2, l. 15 marzo 1997 n. 59 («Delega al governo per il conferi-
mento di funzioni e compiti alle regioni ed agli enti locali per la riforma della pubblica am-
ministrazione e per la semplificazione legislativa»), aveva previsto che «gli atti, dati e docu-
menti formati dalla pubblica amministrazione e dai privati con strumenti informatici e tele-
matici, i contratti stipulati nelle medesime forme, nonché la loro archiviazione e trasmissione
con strumenti informatici, sono validi e rilevanti a tutti gli effetti di legge».
La definizione è oggi contenuta nell’art. 1, lett. p, d.lg. 7 marzo 2005, n. 82, testo che, a
séguito di una successiva novella (ad opera del d.lg. 30 dicembre 2010, n. 235) fornisce, per
simmetria, anche (v. art. 1, lett. p bis) la definizione di documento analogico inteso come «la
rappresentazione non informatica di atti, fatti o dati giuridicamente rilevanti».
5 G. Finocchiaro, La metafora e il diritto nella normativa sulla cosiddetta “firma grafo-
metrica”, in Dir. inf., 2013, p. 4, afferma che la definizione di documento informatico è stata
necessaria per abbattere il condizionamento culturale per cui il documento è soltanto quello
cartaceo.
6 Si potrebbe pensare che ciò fosse preconizzato già da F. Carnelutti, Documento, cit.,
p. 86, la cui (condivisibile) idea era quella che ogni materia poteva «entrare» nel documento
a condizione che fosse «atta a formare una cosa rappresentativa». 
7 Cfr., in particolare, R. Borruso, Tre tesi di fondo dell’informatica giuridica, in Giur. it.,
IV, 1986, p. 219 ss.; V. Franceschelli, Computer, documento elettronico e prova civile, in
Giur. it., 1988, IV, p. 314 ss.; E. Giannantonio, Il valore giuridico del documento elettro-
nico, in Riv. dir. comm., 1986, II, p. 262 ss.; N. Irti, La memoria dell’impresa (dai quader-
nacci di Francesco Datini ai nastri magnetici), in Riv. dir. proc., 1991, p. 52 ss.; G. Mirabelli,
Contratto tra terminali e documento elettronico, in Riv. not., 1986, p. 796 ss.; L. Montesano,
Sul documento informatico come rappresentazione meccanica nella prova civile, in Dir. inf.,
1987, p. 23 ss.; G. Verde, Per la chiarezza di idee in tema di documentazione informatica, in
Riv. dir. proc., 1990, p. 175 ss. Per una ricostruzione del quadro della dottrina prima dell’e-
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suno (tranne un’autorevole dottrina8, la cui voce sul punto è rimasta quasi
inascoltata) era riuscito a individuare uno strumento equivalente alla sotto-
scrizione in grado di associare un documento digitale al suo autore9. 
Con la formula «crisi della sottoscrizione» si10 avvertiva allora che il nuovo
fenomeno della documentazione informatica era privo di un indispensabile
tassello; per i nuovi documenti non esisteva uno strumento che svolgesse la
stessa funzione della sottoscrizione.
Ecco allora una prima legge che definisce il documento informatico e,
soprattutto, la firma digitale intesa come tecnica informatica in grado di ga-
rantire, contemporaneamente, la provenienza e l’integrità del documento gra-
zie all’uso di una coppia di chiavi, la privata per firmare e la pubblica per
verificare. Il sistema informatico riesce, invero, a stabilire se la firma digitale
(grazie alla crittografia a chiave pubblica certificata) sia stata apposta dal ti-
tolare dello strumento di firma (chiave privata), previamente identificato del-
l’ente che certifica la chiave pubblica, e se il documento, dopo la firma, sia
stato modificato.
L’operazione che porta ad acquisire queste certezze prende il nome di
validazione11 ed è compiuta in pochi secondi dal sistema informatico che re-
perisce on line il certificato del sottoscrittore contenente i dati per la veri-
fica (la c.d. chiave pubblica).
Il diritto accoglie la firma digitale e il documento informatico (anche se
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manazione dell’art. 15, comma 2, l. 15 marzo 1997, n. 59, si veda G. Ciacci, L’impatto del-
l’informatica sulla prova documentale, in R. Borruso e G. Ciacci, Diritto civile e informa-
tica, in Tratt. dir. civ. CNN diretto da P. Perlingieri, X, 3, Napoli, 2004, p. 386 ss.
8 N. Irti, La rinascita del formalismo ed altri temi, in Idola libertatis, Milano, 1985, p.
23 ss., negli anni 80 discorreva di «crisi della sottoscrizione» denunciando l’esigenza di stru-
menti di imputazione alternativi alla sottoscrizione, incompatibile con le nuove esigenze dei
rapporti. Interpretando analogicamente l’art. 2705 c.c. individuava nella «esclusività di uso del-
l’apparato tecnico» un nuovo criterio di imputazione equiparabile alla sottoscrizione al fine di
poter riconoscere qualità di scrittura privata al telex e a consimili fenomeni. Analoga posi-
zione è assunta da M. Orlandi, La paternità delle scritture, sottoscrizione e forme equiva-
lenti, Roma, 1997, p. 425 ss.
9 Si sosteneva che «mentre può ritenersi che un documento elettronico possa essere con-
siderato un documento scritto, tuttavia esso non può mai assumere il valore di scrittura pri-
vata. Requisito essenziale della scrittura privata, infatti, è la sottoscrizione, cioè l’apposizione
del proprio nome e cognome da parte della persona da cui risultano provenire le dichiara-
zioni che formano il testo della scrittura»: cosí E. Giannantonio, Il valore giuridico del do-
cumento elettronico, cit., p. 277; Id., Manuale di diritto dell’informatica, Padova, 1997, p. 389
ss. Si ammoniva, altresí, che per evitare equivoci è da tener presente che «la legge – come si
è chiarito – consente di ritenere “scrittura” anche quella che ha luogo in forma elettronica.
La legge esige perché una scrittura divenga “scrittura privata” che sia sottoscritta da chi ne as-
sume la paternità e tale requisito, allo stato, non ammette equipollenti. Senza la sottoscrizione
perciò, la scrittura elettronica non potrà mai valere come scrittura privata»: cosí G. Verde,
Per la chiarezza di idee in tema di documentazione informatica, cit., p. 721, ivi, nota 17
10 Ci si riferisce a N. Irti, La rinascita del formalismo ed altri temi, cit., p. 23 ss. 
11 Sul concetto di validazione si veda l’art. 1, lett., d, c.a.d., secondo cui «l’autenticazione
del documento informatico» è «la validazione del documento informatico attraverso l’associa-
zione di dati informatici relativi all’autore o alle circostanze, anche temporali, della redazione».
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per questo le porte erano state già aperte prima della legge del 199712). Dopo
qualche anno si assiste ad un ampliamento del quadro normativo13. Accanto
alla firma digitale si affaccia (con l’emanazione14 del d.lg. 23 gennaio 2002
n. 10) anche la firma elettronica, anzi le firme elettroniche. A differenza della
firma digitale, che si basa su di una specifica tecnologia, la firma elettronica
può essere figlia di qualsiasi tecnica in grado di individuare l’autore di un
documento informatico, utilizzando strumenti molto sofisticati (quale, ad
esempio, la biometria, che però, allo stato, non riesce a garantire l’integrità
del documento) ovvero meno complessi (come ad esempio un semplice p.i.n.).
Qualora la firma elettronica abbia caratteristiche tecniche tali da garan-
tire l’integrità del documento e collegare ad esso l’autore grazie ad un di-
spositivo posto sotto il controllo esclusivo del titolare, la firma viene defi-
nita come avanzata, con riconoscimento di maggiore efficacia probatoria ri-
spetto alla firma elettronica semplice. Se, oltre a ciò, la firma sia anche ba-
sata su un certificato qualificato, essa è definita firma elettronica qualificata
e l’efficacia probatoria aumenta.
Ogni tipo di firma (elettronica, elettronica avanzata, elettronica qualifi-
cata e digitale) vanta un sua definizione15 e gode di una specifica disciplina. 
In questo quadro oggi cosí ricco, di fronte a un possibile ritorno al pas-
sato sopraggiunge un dubbio: si pensi al fenomeno dell’apposizione della
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12 Vedi nota n. 3.
13 Per la verità eccessivamente fluido, forse sin troppo; dopo il d.P.R. 513/1997 sono state
emanati il d.P.R. 28 dicembre 2000 n. 45 (testo unico in materia di documentazione ammini-
strativa), il d.lg. 23 gennaio 2002 n. 10 (attuazione della Direttiva 1999/93 relativa a un qua-
dro comune per le firme elettroniche), il d.lg. 7 marzo 2005 n. 82 (codice dell’amministra-
zione digitale), il d.lg. 4 aprile 2006 n. 159 (disposizioni correttive del codice dell’amministra-
zione digitale) e il d.lg. 30 dicembre 2010 n. 235 (modifiche e integrazioni del codice del-
l’amministrazione digitale). Per questo motivo si pensa che in un primo momento molti au-
tori si erano occupati del tema e poi, a causa delle innumerevoli modifiche (a volte anche so-
stanziali), l’interesse sembrerebbe essersi affievolito. 
14 V. G. Finocchiaro, Firma digitale e firme elettroniche, Milano, 2003, p. 38 ss. la quale
bene evidenzia il diverso approccio europeo basato sulla neutralità tecnologica rispetto a quello
italiano imperniato sulla scelta della specifica tecnica della crittografia a chiave pubblica certi-
ficata.
15 Sono quelle contenute all’art. 1 c.a.d.: «“firma elettronica”: l’insieme dei dati in forma
elettronica, allegati oppure connessi tramite associazione logica ad altri dati elettronici, utiliz-
zati come metodo di identificazione informatica; “firma elettronica avanzata”: insieme di dati
in forma elettronica allegati oppure connessi a un documento informatico che consentono l’i-
dentificazione del firmatario del documento e garantiscono la connessione univoca al firmata-
rio, creati con mezzi sui quali il firmatario può conservare un controllo esclusivo, collegati ai
dati ai quali detta firma si riferisce in modo da consentire di rilevare se i dati stessi siano stati
successivamente modificati; “firma elettronica qualificata”: un particolare tipo di firma elet-
tronica avanzata che sia basata su un certificato qualificato e realizzata mediante un disposi-
tivo sicuro per la creazione della firma; “firma digitale”: un particolare tipo di firma qualifi-
cata basata su un sistema di chiavi crittografiche, una pubblica e una privata, correlate tra loro,
che consente al titolare tramite la chiave privata e al destinatario tramite la chiave pubblica,
rispettivamente, di rendere manifesta e di verificare la provenienza e l’integrità di un docu-
mento informatico o di un insieme di documenti informatici».
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firma autografa, non sulla carta, ma su un supporto informatico (come ad
esempio un tablet o un dispositivo simile), in grado di memorizzare il se-
gno grafico e associarlo a un documento informatico. Ci si deve chiedere se
siamo di fronte ad una (nuova) firma elettronica o se si tratti, invece, di una
copia di una (vecchia) firma autografa. 
Sicuramente non è una firma elettronica avanzata perché non viene ap-
posta con l’uso di un dispositivo di firma, tale non essendo la penna usata
per tracciare il segno sul tablet, e perché non è in grado di associare in modo
univoco il firmatario al documento. 
Potrebbe trattarsi di firma elettronica (semplice): la scansione digitale della
firma autografa apposta sul tablet è associata al documento.
Da altro lato, quella stessa firma potrebbe essere intesa come autografa,
essendo conseguenza del gesto manuale dell’autore che l’appone (non sulla
carta ma) su una tavola digitale. Essa, pur condividendo con la sottoscri-
zione il tratto dell’autografia, a differenza di quest’ultima, non si unisce col
documento. Perciò non ha quella necessaria caratteristica che rende la sot-
toscrizione un mezzo di imputazione sicuro; la firma autografa vergata su
supporto informatico non riesce a legarvisi in modo indissolubile, per cui
non può avere lo stesso valore giuridico della sottoscrizione16 prevista dal-
l’art. 2702 c.c. 
La conclusione per cui la firma grafometrica integra una firma elettro-
nica poggia su un’argomentazione funzionale. 
La firma grafometrica è, infatti, ontologicamente una firma autografa: è
conseguenza di un gesto manuale. Tuttavia, in virtú del supporto su cui è
apposta, la firma grafometrica non può assolvere la funzione probatoria che
la sottoscrizione manuale soddisfa grazie all’unione dell’inchiostro alla carta
che la rende non riutilizzabile; una volta apposta e conservata su supporto
informatico, la grafometrica (che è un dato informatico) è riutilizzabile in
altre sedi senza possibilità di avvedersi del riuso. 
2. Le firme elettroniche hanno caratteristiche che impediscono di stabi-
lirne a priori il grado di sicurezza; soltanto la firma digitale offre certezze
in termini di genuinità del documento. Per questo la firma digitale ha una
sua tipica valenza; per le firme elettroniche è prevista una disciplina modu-
lare a seconda del grado di sicurezza. Grazie alle sue maggiori doti di sicu-
rezza, la firma digitale è addirittura posta a un livello superiore rispetto alla
sottoscrizione tradizionale.
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16 Di diversa opinione è G. Finocchiaro, La metafora e il diritto, cit., p. 14 s. che qua-
lifica la firma grafometrica come una firma autografa. Condividono la tesi di G. Finocchiaro
anche A. Mastromatteo e B. Santacroce, Validità della firma elettronica: la firma biome-
trica come modello operativo avanzato, in Corr. trib., 2012, p. 187, i quali affermano che, dati
i tanti parametri che il sistema informatico può elaborare (quali, ad esempio, la velocità della
scrittura, la pressione esercitata, l’accelerazione del movimento, l’angolo di inclinazione della
penna e il numero di volte che la penna si stacca dal supporto), questo tipo di firma può in-
dividuare «in maniera certa e inequivoca il soggetto sottoscrittore». 
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La firma digitale è in grado di «sigillare» il documento, rendendo im-
possibile (o meglio rendendo súbito individuabile) anche una minima mo-
difica del testo documentale e il riuso della firma. Il sistema informatico in-
dividuerà súbito una firma riutilizzata, spostata cioè da un documento al-
l’altro; è possibile trasferire il file della firma digitale, ma è anche inutile,
perché il sistema lo svelerà, in quanto la firma digitale è sempre diversa, an-
che se apposta con la stessa chiave, essendo ogni firma unicamente riferibile
al documento firmato.
Nell’impianto normativo convivono, mescolate, regole a governo della
forma degli atti insieme a precetti sull’efficacia probatoria del documento: la
documentazione e il documento sul piano positivo si confondono, rendendo
piú complicata l’opera dell’interprete che deve invece tenerle separate17.
L’analisi che in questa sede si intende compiere è relativa al documento
informatico con firma digitale, i cui risultati sono validi anche per il docu-
mento con firma qualificata (tecnica di imputazione prevista ma a oggi non
integrata da alcun sistema informatico). 
Il documento con firma digitale, sul versante della forma, integra quella
ad substantiam.
Dal punto di vista della prova assume un’efficacia superiore alla scrittura
privata di cui all’art. 2702 c.c. Quest’ultima è ripudiabile da chi ne appare
l’autore con una semplice dichiarazione contestatoria (il disconoscimento
processuale di cui all’art. 214 c.p.c.), con conseguente onere per chi quel do-
cumento ha prodotto di provarne l’autenticità attraverso una positiva veri-
ficazione. La firma digitale non è invece ripudiabile da chi appare esserne
l’autore con una contestazione soltanto; la firma si presume18 a lui attribui-
bile, a meno che dimostri di non averla apposta. 
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17 Sulla documentazione v. F. Santoro Passarelli, Dottrine generali del diritto civile, Na-
poli, 1966, pp. 144 e 300; M. Allara, La teoria generale del contratto, Torino, 1955, p. 239;
L. Carraro, Il diritto sul documento, Padova, 1941, p. 21 ss.; P. Guidi, Teoria giuridica del
documento, Milano, 1950, p. 36 s., secondo cui «Il documento è, innanzi tutto, il risultato di
un lavoro diretto precisamente alla sua creazione»; S. Patti, Documento, in Dig. disc. priv.,
Sez civ., IV, Torino, 1991, p. 4; Id., Della tutela dei diritti, in Comm. cod. civ. Scialoja e
Branca, Della prova documentale, art. 2699-2720, Bologna-Roma, 1996, p. 11, per il quale la
documentazione è «l’attività diretta alla formazione del documento»; C. Angelici, Docu-
mentazione e documento, Enc. giur. Treccani, III, Roma, 1989, p. 2, che considera la docu-
mentazione l’attività che attribuendo alla cosa valore rappresentativo la rende un documento;
A. Candian, Documentazione e documento, in Enc. dir., XIII, Milano, 1969, p. 580, secondo
cui «Il fattore genetico della rappresentazione documentale è necessariamente umano, anche
se l’uomo deve sempre valersi di qualche strumento esterno per attuare la documentazione»;
N. Irti, Sul concetto giuridico di documento, in Riv. trim., 1968, p. 492, il quale afferma che
«Il fare, onde la cosa diviene signata, è ciò che si chiama documentazione».
18 Non nascondo che, proprio dialogando con mio Padre, nel mio primo saggio (Valore
giuridico ed efficacia probatoria del documento informatico, in Riv. inf., 2000, p. 213 ss.), dopo
aver analizzato le norme dettate a governo della firma digitale e, in particolare, quella relativa
alla chiave pubblica, concludevo ravvisando l’esistenza e l’operare di «una vera e propria pre-
sunzione di riferibilità della firma digitale al titolare della chiave privata con cui quella firma
digitale è stata apposta e verificata ai sensi dell’art. 1, lett. c ed f del d.P.R. 523; in forza di
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3. La prova contraria per vincere la presunzione non riguarda la falsità
materiale. Non riguarda, cioè, il caso della firma apposta con chiave privata
diversa o del documento modificato. Ciò emerge già a séguito della valida-
zione19.
Anche all’interno del processo, al momento della produzione20 del do-
cumento con firma falsa, si acquisirà la certezza che si tratta di firma non
autentica perché apposta con chiave diversa, o perché il documento è stato
modificato. 
La semplice ispezione21 della prova da parte del giudice svelerà questo
tipo di falsità. 
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tale presunzione viene determinata a priori la provenienza soggettiva del documento informa-
tico con firma digitale, la cui paternità è, necessariamente, attribuita ex lege al titolare della
chiave privata con cui la firma è stata apposta» (p. 226) ed escludevo la possibilità «di disco-
noscimento della firma digitale, in quanto, a séguito di verifica positiva (ex art. 1, lett. c, d.P.R.
513), essa acquisisce immediatamente forza probatoria pari a quella di una sottoscrizione le-
galmente riconosciuta, che, secondo i princípi del nostro ordinamento, non può essere conte-
stata attraverso l’istituto processuale del disconoscimento ma, soltanto, tramite querela di falso»
(p. 228). Presunzione che oggi è stata esplicitata nell’art. 21, comma 2, d.lg. 7 marzo 2005 n.
82, in base al quale «l’utilizzo del dispositivo di firma si presume riconducibile al titolare salvo
che questi dia prova contraria».
19 Cosí, in un certo senso, G. Finocchiaro, La metafora e il diritto, cit., p. 10.
20 Cfr. V. Denti, La verificazione delle prove documentali, in Enc. dir., Milano, 1988, p.
106, il quale distingue tra esibizione che è «l’atto processuale che consiste nel mettere il do-
cumento a disposizione dell’ufficio (atto che la legge denomina «deposito» o anche «presen-
tazione»), ed appartiene quindi alla categoria delle operazioni processuali» e produzione che è
«una dichiarazione, avente per oggetto l’affermazione dell’esistenza del mezzo di prova e il
suo collegamento col tema della prova, ossia la sua rilevanza per il giudizio». Esse sono lo-
gicamente distinte anche qualora si confondano in un unico atto materiale: «altro essendo l’af-
fermazione intorno al documento, ed altro la materiale messa a disposizione dello stesso». Se-
condo E. Betti, Diritto processuale civile italiano, Roma, 1936, p. 290, le produzioni sono
«dichiarazioni, e insieme effettuazioni di una comunicazione la quale ha per oggetto non fatti,
ma documenti di atti processuali (“atti”) o mezzi di prova. Come dichiarazioni-mezzo, le pro-
duzioni sono quelle che piú si accostano ai cosiddetti atti materiali. Tanto vi si accostano, che
talvolta sembrano restarne assorbite. Ma anche allora, a ben guardare, l’atto materiale non è
che una forma abbreviata di comunicazione la quale presuppone ed adempie una offerta cor-
rispondente oppure sottintende e porta implicita in se stessa una dichiarazione comunicativa»,
la quale, a sua volta, viene definita quale dichiarazione che non ha altro contenuto ed ob-
biettivo che la comunicazione di un fatto esteriore (non di un atto di volontà o di scienza del
dichiarante).
La produzione di documento informatico con firma digitale consiste nella dichiarazione di
un determinato fatto: esistenza e validità della firma digitale. Dichiarazione che può, eventual-
mente, effettuarsi contestualmente al deposito materiale del documento. Tale dichiarazione deve
esser controllata dal giudice, il quale, per fare ciò, non può, come nelle ipotesi tradizionali, li-
mitarsi ad osservare visivamente se il documento depositato corrisponde a quello che si di-
chiara di produrre. È perciò necessario l’ausilio del computer: solo con esso si può accertare se
la firma digitale è valida o no. In ipotesi di verifica positiva, la prova è acquisita e conserva ef-
ficacia corrispondente a quella della prova prodotta (ciò in quanto si è accertata la corrispon-
denza tra quanto prodotto e quanto depositato). In ipotesi di verifica negativa, la prova si con-
sidera acquisita al processo ma con diversa efficacia di quella della prova prodotta. 
21 Discorre di ispezione del mezzo di prova V. Denti, op. cit., pp. 41-47, il quale ritiene
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Per accertare se trattasi, effettivamente, di documento con firma digitale,
si dovrà aprire il documento con l’apposito sistema informatico che indi-
cherà che esso non contiene una firma valida22. Accadrebbe, cioè, la stessa
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che il giudice deve effettuare una duplice valutazione della prova. Prima deve esaminare il
mezzo: deve identificare il profilo strutturale della prova. Dopo di che può ricavare da essa
la proposizione probatoria. La seconda attività si risolve in un giudizio valutativo- interpre-
tativo del fatto che la prova è volta a dimostrare, quindi in un giudizio non sulla prova quale
mezzo ma sulla prova quale oggetto di valutazione. Il primo giudizio, invece, non è teso a
ricavare la c.d. proposizione probatoria, necessaria per attestare il fatto da provare, ma è vòlto
ad esaminare se il mezzo di prova è a ciò, materialmente, idoneo. Tale giudizio è la c.d. ispe-
zione del mezzo di prova: l’ispezione della prova «riguarda il giudizio intorno alla esistenza
dei mezzi di prova» (p. 43). L’ispezione della prova documentale coincide con la verificazione
giudiziale ovvero con il riconoscimento, espresso o tacito; essa non è, invece, necessaria in
ipotesi di scrittura autenticata ex art. 2703 c.c., avendo già un pubblico ufficiale garantito la
struttura della prova documentale. L’ispezione serve dunque a stabilire se la prova documen-
tale proviene da chi ne appare l’autore. La verificazione giudiziale è dunque volta alla ispe-
zione; il suo oggetto, di conseguenza, è la esistenza e la provenienza del documento (oggetto
della querela di falso è invece la provenienza – non già del documento ma – della dichiara-
zione, essendo questa lo strumento processuale per controllare l’esistenza – non già del do-
cumento ma – del fatto da provare). 
Non è possibile applicare la sistematica prospettata al documento informatico con firma
digitale, non dovendo, questo, essere riconosciuto o verificato al fine del raggiungimento della
prova di provenienza dall’autore. Ciò sembrerebbe escludere l’ispezione – quanto meno come
assunta da Denti – del documento con firma digitale, risolvendosi quest’ultima nella verifica-
zione o nel riconoscimento. La necessità di controllo di esistenza del mezzo di prova, d’altro
canto, permane. Prima di ricavare dal documento con firma digitale la proposizione probato-
ria, ossia prima di valutarlo, permane inalterata la necessità logica di previo accertamento della
struttura di quel documento. Il giudizio sull’esistenza del documento è ancóra una volta ine-
ludibile. Ciò che è stata definita ispezione dev’essere effettuata anche in riferimento al docu-
mento informatico. In ipotesi l’ispezione non può coincidere né con il riconoscimento, espresso
o tacito, né con la verificazione, perché queste non sono necessarie per il documento con
firma digitale: esso fa prova della provenienza dal suo autore a prescindere da esse. L’ispe-
zione si risolve allora, come postulato nel testo, nel controllo della validità della firma che il
giudice effettua in séguito alla produzione del supporto del documento informatico. Ispezione,
dunque, come controllo di esistenza del mezzo di prova, che qui consiste nella verifica tec-
nica della firma digitale, e cioè nella validazione. 
Cfr., inoltre, M. Orlandi, Il falso digitale, Milano, 2003, p. 86 ss., che esamina il fonda-
mento di una teoria dell’ispezionabilità digitale. Egli muove dalla premessa che la firma digi-
tale non è un semplice segno, essendo, invece, il risultato della procedura di validazione (os-
sia del controllo che si effettua tramite la chiave pubblica). L’esistenza della firma digitale deve
essere, quindi, accertata tramite tale procedura e non già tramite un semplice esame visivo.
Questo controllo, non essendo regolato espressamente dal codice di rito, dovrebbe essere go-
vernato dalla norma di cui all’art. 116 c.p.c.
22 Di contrario avviso è, invece, F. Ricci, Scritture private e firme elettroniche, Milano,
2003, spec. p. 70 s., il quale (prima dell’introduzione della norma che ha esplicitato la pre-
sunzione di riferibilità) osservava che l’ispezione di un documento con firma digitale non sup-
pone il controllo della provenienza e della validità della firma in quanto l’ispezione consiste
nell’esclusivo esame della presenza di un contrassegno di provenienza, svolgendosi off line,
senza possibilità, dunque, di effettuare alcun ulteriore controllo di quel contrassegno: solo me-
diante la procedura di validazione informatica, che si svolge on line consultando l’archivio dei
certificati, si può accertare di chi è la firma e se essa è valida. L’acquisizione della prova pog-
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cosa di quando in un giudizio viene prodotto un documento cartaceo privo
di firma, qualificato, da chi lo produce, scrittura privata. È ovvio che non è
necessario il disconoscimento, o qualsiasi altra attività istruttoria particolare,
essendo sufficiente la semplice ispezione visiva del giudice per stabilire che
quel documento non è una scrittura privata. Alle stesse conseguenze si giunge
in caso di ispezione del documento informatico con firma tecnicamente falsa
prodotto da soggetto che lo qualifica, invece, come documento con firma
digitale valida. Per vedere se questo sia effettivamente il documento con firma
digitale che la parte ha dichiarato aver prodotto in giudizio, è indispensa-
bile validarlo mediante il sistema informatico in grado di stabilire sin da sú-
bito se la firma sia valida23 oppure no24. 
Il fatto oggetto della prova da dare per superare la presunzione di rife-
ribilità sarà dunque un altro, quello cioè dell’uso dello strumento di firma
da parte di un soggetto diverso dal titolare25.
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gia, pertanto, sull’ispezione che, in questa prospettiva, non coincide con la validazione infor-
matica ma consiste nel controllo della mera esistenza della firma, non delle sue proprietà. Per-
mane, quindi, lo spazio logico per effettuare il disconoscimento: la firma è, infatti, acquisita
al processo senza che nessuno abbia controllato da chi essa provenga e se sia valida. Se in
sede di disconoscimento si accerta la validità tecnica della firma, il titolare, per superare la pre-
sunzione di provenienza della firma, deve fornire prova contraria, deve cioè, dimostrare che
quella firma (tecnicamente valida) non è stata da lui apposta
23 Il risultato della verifica negativa può chiaramente essere contestato dalla parte produ-
cente tramite altre prove, magari attraverso una consulenza tecnica che dimostri l’erronea va-
lutazione tecnica del giudice. Anche la verifica positiva può essere contestata dalla parte con-
tro cui il documento è prodotto; questa non disconosce la firma ma effettua una mera con-
testazione della procedura tecnica la quale potrebbe esser infirmata in ragione di altre prove
attestanti l’invalidità tecnica della firma. 
24 In tal senso A. Graziosi, Premesse ad una teoria probatoria del documento informa-
tico, in Riv. trim., 1998, pp. 494-499, il quale rileva che «se il giudice istruttore nel corso del
procedimento ritiene utile e/o necessario riprodurre su carta un documento informatico scritto
o figurativo per costituire un documento cartaceo perfettamente equipollente dal punto di vi-
sta rappresentativo e, potremmo dire, opponibile ad ogni effetto a tutte le parti del giudizio,
potrà procedere personalmente ex art. 261 c.p.c. alle operazioni di stampa su carta, previa fis-
sazione di apposita udienza alla presenza di tutte le parti. Inoltre darà atto a verbale di tutte
le operazioni compiute ed eventualmente anche della piena conformità tra il documento car-
taceo e quello informatico. Il prodotto di questa attività istruttoria rimarrà inserito nel fasci-
colo della parte che ha prodotto il documento informatico, con possibilità di tutte le altre
parti di estrarne copia ex artt. 58 c.p.c. e 76 disp. att. c.p.c.». Diversa situazione processuale
si ha in ipotesi di documento informatico non trasferibile su carta (si pensi al documento
informatico costituito da un file visivo o audio). Qui «il diritto di difesa della parti esige, come
si è detto, che il giudice proceda al suo esame in apposita udienza e alla presenza di tutte le
parti in contraddittorio tra loro. Qui lo strumento piú idoneo offertoci dal cod. proc. civ. è
l’ispezione intesa nel suo significato piú ampio, di cui all’art. 259 c.p.c., secondo cui «all’ispe-
zione procede personalmente il giudice istruttore, assistito, quando occorre, da un consulente
tecnico».
25 V., per tutti, A. Gentili, I documenti informatici: validità ed efficacia probatoria, in
Dir. internet, 2006, p. 308, il quale bolla con il termine di «sproposito» il pensiero secondo
cui la firma digitale, accertata come tecnicamente genuina, possa essere disconosciuta dal tito-
lare della chiave. 
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La falsità della firma digitale viene, perciò, declinata in termini di abusi-
vità, enfatizzando l’uso non autorizzato dello strumento26 di firma da parte
di soggetto diverso dal titolare (da qualcuno anche rappresentato come «l’u-
surpatore» della chiave privata) e, per simmetria, la responsabilità del titolare
nella custodia27. L’uso abusivo28 della firma digitale dà vita ad un segno ma-
terialmente genuino che lascia inferire un fatto divergente dalla realtà: lascia,
cioè, inferire che la firma è stata apposta dal titolare della chiave, quando in-
vece è stata utilizzata da un altro soggetto che ha apposto una firma digitale,
vera dal punto di vista tecnico, ma falsa in termini di uso del dispositivo.
4. Il fenomeno appena descritto pone, in prima battuta, una questione
processuale. Infatti, ai sensi dell’art. 21, comma 1, c.a.d., la firma digitale si
presume apposta dal titolare della chiave; in assenza di prova contraria, la
firma è lui riferibile, a nulla valendo l’eventuale uso abusivo se non accer-
tato in giudizio.
Quando, però, il titolare dimostra che non l’ha utilizzata29, il successivo
problema che si pone è se l’atto sia valido e vincolante ovvero se, a séguito
della dimostrazione dell’uso abusivo30, quell’atto sia immediatamente inva-
lido o comunque inefficace. Si entra a questo punto nella dimensione del
rapporto, complesso e interessante, tra falsità e invalidità, la prima intesa
come fenomeno dove il dato apparente non corrisponde alla verità, la se-
conda da apprezzare come patologia dell’atto negoziale. 
Il rapporto in esame richiama indirettamente anche quello tra forma e
prova31, dove la prima attiene al momento dell’esternazione della volontà, e
piú in particolare al modo con cui questa viene comunicata32, mentre la prova
concerne il momento successivo quando viene in rilievo lo strumento33 per
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26 Cfr. anche G. Verde, Prove nuove, in Riv. dir. proc., 2008, p. 44, il quale esamina quali
mezzi di prova potrebbero essere addotti per dimostrare l’uso abusivo della chiave. 
27 Si veda l’opinione espressa dal Consiglio di Stato nel parere del 7 febbraio 2005 e in
quello del 30 gennaio 2006 ove si pone l’accento su di una prova condizionata dal criterio di
responsabilità nella conservazione della chiave che porta a rimeditare il concetto di falsità da
concepire non piú legato alla paternità ma alla responsabilità della firma.
28 Secondo M. Orlandi, Il falso digitale, cit., p. 19, «L’apocrifica finisce per risolversi in
abuso della chiave, ossia nella circolazione non autorizzata del dispositivo di firma».
29 Si pensi al caso di firma apposta ad una certa ora, quando il titolare della chiave risul-
tava impossibilitato a firmare perché impegnato in attività incompatibile con l’uso della chiave
privata, o impegnato con altri soggetti che hanno riferito del mancato uso in loro presenza
della chiave, o perché incapace di farlo per ragioni di salute.
30 Si veda anche G. Navone, Instrumentum digitale. Teoria del documento informatico,
Milano, 2012, p. 164.
31 Distingue nettamente il profilo della prova da quello della forma anche con riferimento
alla data, isolando la data del documento e quella dell’atto, V. Rizzo, Data, data certa, in Dig.
disc. priv., Sez. civ., XI, Torino, 1989, p. 108 s.
32 Rifletteva già sulla rinascita del formalismo V. Rizzo, Le “clausole abusive” nell’espe-
rienza tedesca, francese, italiana e nella prospettiva comunitaria, Camerino-Napoli, 1994, p.
538 ss. 
33 In maniera elegante ed incisiva N. Irti, Il contratto tra factum e faciendum, in Idola
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recuperare alla memoria le modalità con cui un atto è stato formato34 e, in
particolare per quello che interessa, per verificare se la volontà delle parti sia
stata comunicata in modo regolare. 
Già questa rapida premessa mette in luce che la falsità non è una pato-
logia dell’atto: ciò che è falso non è l’atto ma la prova (o meglio: ciò che la
prova rappresenta)35; l’atto per come appare non corrisponde a realtà. Orien-
tano in questa direzione anche alcuni dati positivi; gli artt. 2699 e 2702 c.c.
indicano, difatti, il mezzo della querela di falso come lo strumento vòlto a
impugnare la prova documentale, non l’atto. 
D’altro canto, l’accertamento della falsità è un segnale36 di eventuali pa-
tologie sostanziali, celate e percepibili solo dopo aver infranto lo schermo
della falsità.
Per capire le sorti dell’atto allora non è la falsità a dover essere indagata
ma le potenziali patologie sostanziali, tenendo in considerazione che l’atto,
per sua natura, non rimane confinato nella sfera del soggetto che lo pone
in essere (in modo legittimo o irregolare), essendo destinato a rivolgersi ad
altri soggetti, siano essi le controparti o i terzi.
L’indagine delle patologie sostanziali dell’atto negoziale imputato con
firma digitale abusiva deve, pertanto, considerare anche le eventuali altre si-
tuazioni che quell’atto coinvolge, entrando con esse in contatto e creando
affidamenti che l’ordinamento potrebbe considerare tutelabili anche in pre-
giudizio del titolare della chiave. 
5. La prima patologia che potrebbe venire in rilievo è la nullità per man-
canza di volontà del titolare che non ha partecipato alla conclusione. Si trat-
terebbe di una nullità strutturale ex art. 1325 c.c. per mancanza di uno dei
requisiti essenziali37.
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libertatis, cit., p. 65, osserva che «Forma scritta è lo scrivere, l’esprimersi scrivendo; scritto è il
documento, la cosa, labile o duratura, su cui si fissano i segni grafici. La forma scritta è un
fatto irrevocabile del passato; lo scritto soggiace al destino di ogni cosa materiale: lacerato,
perduto, occultato, distrutto. Le vicende della cosa – che è qui ed oggi – non toccano la sto-
ria di ieri» per cui «la forma non può assolvere alcuna funzione probatoria: essa (coincidendo
con la realtà fisica del negozio) è tema di prova, frammento del passato che in giudizio viene
dissepolto e ricostruito».
34 N. Irti, Sul concetto giuridico di documento, cit., p. 492, osserva che «il documento
non è la cosa e non è il segno, ma appunto, res signata, oggetto sul quale l’uomo ha agito».
35 Cfr. V. Denti, La verificazione delle prove documentali, cit., pp. 10-17, secondo cui
«vero o falso» sono dei predicati logici; «vero o falso» è ciò che dalla prova si ricava; «vera
o falsa» è la ricostruzione del fatto desunta dalla prova, per cui vero o falso non è il fatto ma
la prova di esso. 
36 V. Denti, op. cit., p. 38 ss., lucidamente osserva che il documento è la conseguenza della
dichiarazione fatta scrivendo. Da una parte vi è l’atto e dall’altra la sua prova. Ciò vale an-
che per la sottoscrizione, che è una particolare dichiarazione appropriativa. Falso è dunque il
documento, prova di tali dichiarazioni, non già tali dichiarazioni, le quali sono colpite da forme
patologiche di natura sostanziale poiché esse non corrispondono alla realtà.
37 Sembra di questa idea F. Viglione, L’imputazione dei documenti tra crisi della sotto-
scrizione e innovazioni tecnologiche, in Riv. dir. civ., 2003, II, pp. 259-261.
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La tesi è difficilmente sostenibile. L’accordo esiste perché l’utilizzatore
abusivo ha esternato la sua volontà; l’elemento strutturale «accordo» è pre-
sente e, perciò, non v’è spazio per sostenere la nullità dell’atto a causa della
mancanza del volere. 
Esiste una forte assonanza con il tema del «negozio sotto nome altrui»
in relazione al quale parte della dottrina38 giunge alla medesima conclusione39,
anche se esistono voci dissenzienti che postulano la nullità dell’atto40.
Si potrebbe pensare anche a un’altra ipotesi di nullità strutturale deri-
vante dalla mancanza di forma; quando per il contratto la legge richiede la
forma scritta ad substantiam, l’accertamento dell’abusività della firma digi-
tale potrebbe essere inteso come mancanza della volontà del soggetto nella
forma richiesta dalla legge. Anche in questo caso, tuttavia, la dichiarazione
(scritta) e lo strumento (equipollente alla sottoscrizione) per imputarla esi-
stono in modo conforme al modello legale: l’atto è dunque strutturalmente
completo. 
In senso opposto non si potrebbe invocare l’orientamento della giuri-
sprudenza secondo cui l’apparenza non opera in relazione ai contratti for-
mali sottoscritti dal falsus procurator e perciò nulli41. Questo orientamento
si limita a interdire l’operare della rappresentanza apparente nei contratti for-
mali. Chi agisce come rappresentante deve essere, infatti, munito di procura
scritta con diritto dell’altra parte di chiederne l’esibizione. Non potrà, dun-
que, esservi mancanza di colpa per chi omette di esaminare l’altrui procura
scritta. Nel caso in esame, al contrario, nessuno agisce come rappresentante;
anzi, chi firma opera come se fosse il titolare della chiave privata. Pertanto
non c’è spazio, neppure in tesi, per affermare che l’altro contraente poteva
avvedersi dell’assenza della procura. 
La nullità potrebbe derivare ancóra dalla violazione dell’art. 494 c.p. che
vieta la sostituzione di persona. La nullità del contratto per violazione di
una norma penale ricorre qualora la funzione di contratto contrastasse con
la norma penale42. Nel nostro caso però non viene in rilievo il contenuto o
la causa del contratto posto in essere da chi usa illecitamente la chiave al-
trui, ma soltanto la sua condotta. 
La previsione violata, causa di nullità ex art. 1418, comma 1, c.c., po-
trebbe essere l’art. 32, comma 1, c.a.d., in base al quale il titolare è tenuto
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38 G. Piazza, Negozio sotto nome altrui, in Enc. dir., Milano, 1978, p. 123.
39 Da segnalare anche la recente decisione di Cass., 10 novembre 2016, n. 22891, in D&G,
2016, 80, p. 10, relativa al contratto sottoscritto da soggetto che aveva firmato come legale
rappresentante di una società senza esserlo e dove, dopo una disamina del tema del negozio
sotto nome altrui, il S.C. afferma che, in base alle peculiarità del caso concreto, la società aveva
ratificato l’operato del soggetto diverso dal legale rappresentante.
40 Si vedano le note nn. 10 e 11 di G. Piazza, op. loc. cit., dove si indicano autori tede-
schi e italiani che seguono la tesi della nullità.
41 Si veda Cass., 12 febbraio 2010, n. 3364, in Contratti, 2011, p. 164, la quale statuisce la
nullità di un contratto formale in quanto concluso da rappresentante apparente. 
42 Si veda per tutti A. Di Amato, Contratto e reato. Profili civilistici, in Tratt. dir. civ.
CNN diretto da P. Perlingieri, Napoli, 2003, spec. p. 108 ss.
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ad utilizzare personalmente il dispositivo di firma. La norma sembra diret-
tamente rivolta al titolare, dettando un precetto che soltanto questi deve ri-
spettare, anche in considerazione del precedente periodo del comma 1 del
medesimo articolo, in forza del quale il titolare deve adottare ogni misura
per impedire che terzi possano utilizzare la sua chiave. In realtà, la norma
si rivolge, quantunque indirettamente, anche ad altri, perché il soggetto di-
verso dal titolare che usa la chiave viola la norma che ne riserva l’uso a que-
st’ultimo. Sebbene la norma operi anche nei confronti di soggetti diversi dal
titolare, la nullità non dovrebbe configurarsi perché non è il contratto a vio-
lare la norma ma il comportamento43 di uno dei contraenti durante la fase
formativa del negozio. 
Alla luce delle considerazioni che precedono, può concludersi che la san-
zione della nullità mal si attaglia, il piú delle volte, alla fattispecie esaminata.
6. Appurata, allora, la tendenziale validità dell’atto cui è stata apposta una
firma digitale abusiva, diventa centrale stabilire se questo possa vincolare il
titolare della chiave che non ha partecipato (dandone anche la prova) alla
sua formazione.
Non esiste una disciplina che regola fattispecie analoghe. Vanno, pertanto,
richiamati i princípi che governano ipotesi in cui si intrecciano gli stessi in-
teressi coinvolti anche nella presente vicenda: quello del titolare della chiave,
vincolato da un atto non voluto, e quello di chi confida sulla validità di
quell’atto.
Questi princípi vanno esaminati per capire quale sia l’interesse recessivo
e quello dominante44: l’interesse del titolare della chiave usata illecitamente
oppure quello della controparte che confida sull’atto cui è apposta una firma
digitale tecnicamente valida tale accertata secondo le regole giuridiche.
Ruolo nevralgico ha il principio dell’affidamento45, la cui funzione è tu-
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43 V. Cass., Sez. un., 19 dicembre 2007, nn. 6724 e 6725. Sul tema v., per tutti, G. Per-
lingieri, L’inesistenza della distinzione tra regole di comportamento e regole di validità nel
diritto italo-europeo, Napoli, 2013, spec. p. 31 ss. 
44 La reazione implica, d’altro canto, il sacrificio dell’interesse del soggetto che, invece, ri-
ceve nocumento dall’efficacia dell’atto. Sacrificio che, da un lato, è inevitabile, trattandosi del-
l’effetto di un atto che innerva rapporti interpersonali, ma che, dall’altro, è giustificato da una
scelta politica: cfr., in tal senso, P. Barcellona, Profili della teoria dell’errore nel negozio giu-
ridico, Milano, 1962 p. 203 s.; v., anche, R. Scognamiglio, Contributo alla teoria del nego-
zio giuridico, Napoli, 1969, p. 115, il quale rileva che per sanare questo contrasto deve, ne-
cessariamente, intervenire l’ordinamento, non potendosi rinvenire la sua soluzione nella realtà
sociale. Quest’ultimo profilo, tra l’altro, nitidamente traspare dalla Relazione al Progetto min.
del Libro delle Obbligazioni n. 172 secondo cui «Nel conflitto tra due interessi in contrasto,
deve darsi prevalenza all’affidamento, dato dal significato che è possibile attribuire in buona
fede alla dichiarazione, anche perché il rischio di ogni affare deve ricadere sulla parte che ha
sbagliato, sia pure senza colpa, nell’esprimere la sua volontà, anziché sull’altra che non poteva
per nulla prevedere una discordanza fra l’intento e la manifestazione di esso». 
45 V. anche A. Gentili, Documento informatico e tutela dell’affidamento, in Riv. dir. civ.,
1998, II, p. 174 ss., spec. p. 176. 
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telare chi legittimamente46 confida sull’efficacia di una fattispecie, conferendo
ad un atto, che non l’avrebbe, l’idoneità a produrre effetti. Gli effetti del-
l’atto vengono recuperati grazie a vari strumenti, tra i quali rientra anche la
c.d. apparenza, da intendere come «falsa segnalazione della realtà» in base a
cui «un fenomeno presente e reale ne fa apparire un altro non presente e
reale»47. L’apparenza è un principio generale del sistema che trascende le ipo-
tesi in cui essa è prevista. Si distingue l’apparenza pura dalla colposa: per
l’operare della prima non è necessario che la situazione apparente sia creata
dal soggetto danneggiato dalla situazione apparente; la colposa si alimenta
della colpa di chi concorre a creare la situazione che lo pregiudica.
L’apparenza pura non oltrepassa i confini dei casi specificamente previ-
sti dalla legge, essendo ammessa l’applicazione analogica dell’apparenza col-
posa soltanto.
Alla luce di queste premesse, si riesce a prendere atto della contestuale
presenza nell’àmbito del sistema giuridico di una serie di princípi grazie
ai quali prospettare diversificate soluzioni disciplinari; anche qualora un
soggetto non emettesse una dichiarazione, se questa sia lui riferibile, essa
lo vincolerebbe se ne avesse creato (o concorso a creare) l’apparente esi-
stenza48. Diversamente, se l’apparente49 autore della dichiarazione non
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46 In tema di affidamento e apparenza si vedano R. Sacco, Apparenza, in Dig. disc. priv.,
Sez. civ., I, Torino, 1987, p. 353 ss.; Id., Affidamento, in Enc. dir., I, Milano, 1958, p. 661 ss.;
Id., La buona fede nella teoria dei fatti giuridici di diritto privato, Torino, 1949, pp. 53-71;
Id., Culpa in contrahendo e culpa aquiliana; culpa in eligendo e apparenza, in Riv. dir. civ.,
1951, II, p. 82 ss.; V. Pietrobon, Errore, volontà, e affidamento nel negozio giuridico, Pa-
dova, 1990, passim, spec. pp. 63-66, 173-208; Id., Affidamento, in Enc. giur. Treccani, I, Roma,
1988; R. Nicolò, Procura apparente, in Foro Lombardia, 1935, p. 559 ss.; G. Stolfi, In tema
di apparenza giuridica, in Riv. dir. civ., 1974, II, p. 107 ss.; Id., Note minime sull’apparenza
del diritto, in Giur. it, 1976, I, 1, p. 797 ss.; Id., L’apparenza del diritto, Modena, 1934, pas-
sim; Id., Sul pagamento al «falsus procurator», in Banca borsa tit. cred., 1959, p. 64 ss.; L.
Bigliazzi Geri, Osservazioni in tema di buona fede e diligenza nel pagamento al creditore
apparente (con particolare riferimento alla cessione dei crediti), in Riv. trim., 1968, p. 1314 ss.;
R. Moschella, Contributo alla teoria dell’apparenza, Milano, 1973, passim; M. Bessone, Er-
rore comune e affidamento nella disciplina del contratto, in Foro it., 1966, I, c. 1572 ss.; Id.,
Dal principio di tutela dell’affidamento all’amministrazione giudiziale dei rischi contrattuali, in
Foro pad., 1978, IV, p. 102 ss; M. Bessone e M. Di Paolo, Apparenza, in Enc. giur. Trec-
cani, I, Roma, 1988; F. Benatti, Contratto concluso dal falsus procurator e responsabilità del
dominus, in Riv. dir. comm., 1959, II, p. 335 ss.; G. Visentini, Colpa e apparenza nella rap-
presentanza, in Scritti in onore di R. Sacco, III, Milano, 1994, p. 1119 ss.; A Ceccherini, Ap-
parenza di rappresentanza e responsabilità del dominus, in Corr. giur., 1999, p. 1502 ss.; R.
Di Raimo, Contratto e gestione indiretta di servizi pubblici, Napoli, 2000, p. 170.
47 V. A. Falzea, Apparenza, in Enc. dir., II, Milano, 1958, p. 682 ss., spec. p. 687.
48 Quando l’interesse da salvare è quello dell’errante, la situazione su cui cade l’errore è
quella che guadagna efficienza, anche se in astratto è priva dei requisiti necessari. L’ufficio
giuridico dell’apparenza è vòlto ad «ovviare per quanto possibile a questa causa di ineffica-
cia» e quindi a «consentire all’atto o al negozio irregolari di produrre comunque gli effetti
loro propri», cosí A. Falzea, op. ult. cit., p. 698.
49 Per la posizione della giurisprudenza in materia di apparenza si veda Cass., 17 maggio
2001, n. 6756, in Giust. civ., 2002, I, 1, p. 633, secondo cui «Il principio dell’apparenza del
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avesse avuto alcuna influenza nella creazione, la dichiarazione non do-
vrebbe vincolarlo50. 
La soluzione non è unica ma modulabile a seconda del caso concreto.
(6.i) Pensiamo ad una prima ipotesi di sottrazione non violenta della
chiave nonostante la diligenza del titolare nella custodia e a un atto firmato
in modo abusivo su cui confida legittimamente un terzo, non in grado di
capire che la firma è stata apposta da soggetto diverso dal titolare.
La volontà del titolare manca; l’atto non lo può vincolare secondo le re-
gole generali. L’efficacia dell’atto potrebbe essere recuperata tramite il prin-
cipio dell’apparenza colposa, che però non è in questa situazione invocabile;
manca, infatti, uno dei suoi elementi, e cioè il dolo o la colpa del titolare
della chiave, il quale ha provato l’abuso della chiave e la diligente custodia.
Dall’altro lato c’è un soggetto che va tutelato avendo riposto un affida-
mento legittimo sulla validità dell’atto con firma poi accertata come abusiva.
Se fosse individuabile l’utilizzatore abusivo sarebbe possibile agire contro co-
stui, chiedendo il risarcimento dei danni subíti a causa della lesione alla li-
bertà negoziale. Se questo non fosse rintracciabile, al terzo dovrebbe essere
riconosciuta la possibilità di agire contro il titolare della chiave per ottenere
il risarcimento dei danni o un indennizzo.
La tutela risarcitoria potrebbe essere legittimata dall’art. 32, comma 1,
c.a.d., ove è previsto che il titolare è tenuto ad adottare tutte le misure or-
ganizzative e tecniche idonee ad evitare danno ad altri. La norma sembre-
rebbe dettare una responsabilità di tipo oggettivo; il titolare dovrebbe risar-
cire i danni al terzo in buona fede, a meno che non fornisca la prova libe-
ratoria (caso fortuito, forza maggiore e fatto del terzo51).
In presenza di questa prova che esclude il risarcimento del danno, al terzo
in buona fede dovrebbe riconoscersi una tutela residuale di stampo inden-
nitario, sia per esigenze equitative, sia in forza del principio riflesso nella
norma di cui all’art. 2047 c.c. La ratio di questa previsione è quella di non
sguarnire le difese di chi subisce un illecito ad opera di un incapace, ossia
di un soggetto che non ha colpa, sancendo l’obbligo risarcitorio dei sorve-
glianti e prevedendo altresí che, qualora il danneggiato non possa ottenere
tale risarcimento, debba essere lo stesso incapace a pagare, non il risarci-
mento del danno, ma un’equa indennità. L’ordinamento distribuisce i rischi
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diritto riconducibile a quello piú generale della tutela dell’affidamento incolpevole, può invo-
carsi quando sussistano elementi oggettivi capaci di giustificare la convinzione del terzo in or-
dine alla corrispondenza tra la situazione apparente e quella reale».
50 R. Sacco, La conclusione dell’accordo, in R. Sacco e G. De Nova, Il contratto, 1, To-
rino, 2004, p. 123 ss., chiedendosi se la dichiarazione possa valere nei confronti di chi ne è
l’autore solo apparentemente, afferma che una regola favorevole all’efficacia potrebbe sembrare
«all’evidenza mostruosa» anche se ciò, in realtà, si verifica qualora ricorrano i requisiti del-
l’apparenza, cioè la colpa di chi apparentemente l’ha emessa e la buona fede del destinatario.
51 Aderisce all’impostazione prospettata nel testo (già enunziata in F. Rizzo, Documento
informatico. Paternità e falsità, Camerino-Napoli, 2004), E. Battelli, Il valore legale dei do-
cumenti informatici, Napoli, 2012, p. 347 ss., spec. p. 359, cui si rinvia per l’analisi relativa
alla natura della responsabilità del titolare nell’ottica dell’art. 2050 c.c.
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derivanti dall’agire dell’incapace, accollandoli anche a quest’ultimo, sebbene
ex lege non responsabile dei suoi atti. La fattispecie è diversa da quella di
abuso di firma digitale; il fondamento ispiratore è molto simile, tanto da le-
gittimarne l’applicazione analogica52. In entrambe le ipotesi vi è un soggetto
non in colpa che cagiona o concorre a cagionare un danno (il titolare della
chiave o l’incapace) e chi viene danneggiato. Quest’ultimo non può agire né
contro il danneggiante, stante la mancanza di colpa, né può ottenere il ri-
sarcimento da altri soggetti coinvolti (il sorvegliante dell’incapace o l’usur-
patore della chiave), ma neppure può esclusivamente assumere il rischio del-
l’agire del primo. Rischio di cui, pertanto, deve farsi carico pure il titolare
della chiave (cuius commoda, eius incommoda) tenuto per tale motivo a cor-
rispondere l’indennizzo al terzo danneggiato. 
Appare utile una precisazione in merito a questa ipotesi di abuso di firma
digitale. 
Il piano dell’atto e quello della responsabilità risarcitoria debbono essere
tenuti rigorosamente distinti perché la responsabilità oggettiva del titolare
(che giustifica un eventuale risarcimento dei danni) non incide sull’atto. Que-
sto è interessato da altre regole, affidamento e apparenza che operano solo
in ipotesi di colpa del soggetto che crea la situazione apparente e non tol-
lerano (salvo specifica previsione, che qui manca) loro versioni di tipo og-
gettivo.
In pratica, per dimostrare la mancanza di colpa che interdice l’operare
del meccanismo dell’apparenza cui consegue la vincolatività dell’atto, il tito-
lare deve provare di esser stato diligente.
Questa prova evita gli effetti dell’atto ma non la condanna al risarcimento
dei danni ex art. 32, comma 1, c.a.d., che trova ostacolo soltanto nella prova
del caso fortuito, forza maggiore e fatto del terzo. 
Da non seguire le tesi53 che, facendo leva sul mancato rispetto dell’art.
32 prima citato, reputano l’atto efficace, sovrapponendo due distinti piani.
(6.ii) Si pensi ora a una seconda ipotesi di abuso non violento agevolato
da una negligente custodia della chiave dove il terzo è in buona fede: l’atto
non vincola il titolare della chiave secondo i princípi, non avendolo, costui,
voluto; potrebbe esserne, però, recuperata l’efficacia attraverso il meccani-
smo dell’apparenza, ricorrendone qui i presupposti. La colpa del soggetto
che viene negativamente inciso dalla situazione apparente sussiste perché il
titolare non è stato diligente. Il terzo è in buona fede in quanto ignora l’a-
buso. La buona fede è di tipo soggettivo. La sua sussistenza va, d’altro canto,
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52 Sul tema cfr. V. Rizzo, Fonti del diritto, “interpretazione” ed “applicazione” della legge.
Interpretazione ed integrazione del contratto, Camerino, 1991, p. 97 ss.
53 Cfr., ad esempio, E.A. Emiliozzi, Le firme elettroniche, Napoli, 2006, p. 214 ss., se-
condo il quale l’atto posto in essere a séguito di abuso di chiave privata favorito dalla negli-
genza del titolare è valido ed efficace, non già per l’operare dell’apparenza, ma per effetto del-
l’art. 2058 c.c. che consentirebbe al terzo in buona fede, per il tramite del risarcimento in
forma specifica (e dunque sulla premessa dell’atto illecito del titolare della chiave), di poter
contare sugli effetti dell’atto.
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verificata anche alla luce della buona fede di tipo oggettivo54, nel senso che
l’ignoranza dell’abuso non dovrebbe essere superabile mediante un com-
portamento ispirato a correttezza. 
Pertanto, il terzo in buona fede trova una piena tutela potendo contare
sull’efficacia dell’atto che vincolerà il titolare della chiave nonostante non
l’abbia utilizzata.
(6.iii) Tratteggiamo ora una terza ipotesi di sottrazione non violenta della
chiave non custodita in modo corretto in cui il terzo non è in buona fede
perché conosce (o è in grado di farlo) che la firma non è stata materialmente
apposta dal titolare della chiave.
L’atto non vincola il titolare, mancando uno degli estremi del principio
dell’apparenza, e cioè l’affidamento tutelabile del terzo che non potrebbe in-
vocare la tutela risarcitoria o indennitaria, in quanto avrebbe potuto evitare
il danno se fosse stato diligente ai sensi dell’art. 1227, comma 2, c.c.
(6.iv) In una quarta ipotesi l’abuso è frutto di una sottrazione violenta
della chiave: il titolare viene spogliato violentemente della chiave e posto
nella condizione di non poter denunciare il fatto al fine di ottenere la re-
voca o la sospensione del certificato. L’atto cosí posto in essere vincola il ti-
tolare della chiave sino a che non avrà dimostrato in giudizio la sottrazione
violenta della chiave; fornita questa prova, l’atto non dovrà considerarsi ef-
ficace; i princípi che operano in materia di atto annullabile per violenza, an-
che del terzo, accordano una tutela superiore alla vittima della violenza ri-
spetto a chi su quell’atto abbia legittimamente confidato.
7. Va ora saggiata la tenuta della ricostruzione teorica prima tracciata ipo-
tizzando fattispecie cui applicare quelle regole.
Primo caso: A si impadronisce della chiave privata di B, suo creditore, e
la utilizza per perfezionare una transazione che riduce il debito, ovvero per
porre in essere un pactum de non petendo o una remissione del debito.
Ogni atto perfezionato da A con l’uso abusivo della chiave di B non sarà
efficace perché è lo stesso A ad avere utilizzato la chiave altrui; non vi è
spazio per l’apparenza in quanto manca l’affidamento di A, che dovrebbe
avvantaggiarsi degli atti posti in essere. Chiaramente il titolare della chiave
(B), dovrà dimostrare in giudizio l’uso abusivo della chiave da parte di A;
altrimenti, la presunzione di riferibilità lo inchioda all’atto posto in essere
da A.
Ipotizziamo ora (delineando un secondo caso) che sia C a firmare la tran-
sazione con la chiave di B; A trarrebbe un notevole vantaggio dalla propo-
sta di transazione proveniente, in apparenza da B, ma formata da C. In caso
di accettazione della transazione, B verrebbe pregiudicato e A fortemente fa-
vorito. 
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54 Sul tema della buona fede cfr. V. Rizzo Il significativo squilibrio malgrado la buona
fede nei contratti del consumatore, in I contratti in generale, I, Giurisprudenza di diritto ci-
vile e commerciale fondata da W. Bigiavi, diretta da G. Alpa e M. Bessone, Torino, 1999, p.
525 ss.
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Ci si deve chiedere, allora, se questa transazione sia efficace oppure no.
La risposta dipende dalla ricorrenza dei presupposti dell’apparenza; se A
fosse in grado di sapere che la proposta di transazione non poteva essere
firmata da B, sarebbe in male fede e la transazione non sarebbe efficace; qua-
lora A non fosse in condizione di scoprire che la proposta non poteva pro-
venire da B, l’atto sarebbe efficace se B non riuscisse a dimostrare la sua cu-
stodia diligente, mentre sarebbe inefficace se B dimostrasse che c’è stato
abuso senza sua colpa perché diligente nella custodia. 
Se la transazione non fosse efficace, A non potrebbe trarre alcun van-
taggio e B non sarebbe pregiudicato. Ipotizziamo però che A, confidando
legittimamente (perché in buona fede) su quella transazione, si fosse privato
della somma necessaria per estinguere il debito e che, successivamente alla
declaratoria di inefficacia della transazione, abbia dovuto indebitarsi per re-
perire la provvista necessaria per pagare il debito originario. In questo caso
si ravvisa in capo ad A un danno pari al costo del finanziamento che deve
essere risarcito ex art. 32, comma 1, c.a.d., da B qualora non dimostrasse
che la chiave è stata utilizzata da altri per effetto di caso fortuito, forza mag-
giore o fatto del terzo. 
Qualora B desse anche questa prova, dovrebbe (sempreché si consideri
possibile l’applicazione analogica del principio di cui all’art. 2047 c.c.) in-
dennizzare A in modo tale da suddividere equamente tra loro il costo del
finanziamento.
Se invece la transazione fosse efficace, questa determinerebbe una ridu-
zione del debito che A potrebbe estinguere pagando una minor somma con
evidente danno di B, che potrebbe, se individuabile l’usurpatore, agire con-
tro costui. 
Pensiamo a un terzo diverso caso dove A usa la chiave di B per inviare
a C una proposta di transazione apparentemente riferibile a B. Questo per-
ché l’abusivo utilizzatore trarrà un vantaggio indiretto dalla transazione cosí
conclusa; l’abusivo utilizzatore potrebbe infatti essere il coniuge o un sog-
getto legato a C; o ancóra, A potrebbe volere la transazione tra B e C con-
sapevole che, dopo questa transazione, C possa concludere con costui (A)
un altro contratto per A vantaggioso. 
Anche qui la transazione sarebbe da considerare efficace solo se C fosse
in buona fede e B in colpa; diversamente la transazione non sarebbe effi-
cace. In ipotesi di efficacia, B subirebbe un pregiudizio di cui potrebbe chie-
dere ristoro a A e C.
Qui si ravvisa la peculiarità del secondo contratto che C ha concluso con
A soltanto perché C confidava sull’efficacia della transazione poi venuta
meno. Dipenderà dalle peculiarità del caso concreto verificare se C potrà eli-
minare il secondo contratto (inefficace per l’operare della presupposizione
costituita dalla transazione tra A e C? Annullabile per dolo di A in danno
di C? Privo di effetti in conseguenza di un collegamento negoziale – per la
verità di difficile configurabilità data la differenza tra i soggetti –?). Pen-
siamo, in ogni caso, all’ipotesi in cui il secondo contratto conservasse effi-
cacia perché C non riuscisse a ottenere un provvedimento demolitorio. Sap-
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piamo che C lo ha concluso sol perché aveva transatto con B; quella tran-
sazione è però venuta meno nei suoi effetti. Probabilmente C subirebbe dei
pregiudizi e potrebbe, dunque, chiedere i danni derivanti dall’avere confi-
dato sulla vincolatività della transazione tra A e B a entrambi questi sog-
getti: ad A, facendo valere la responsabilità per la violazione dell’art. 32 c.a.d.,
a B per l’illecito consistito nell’uso abusivo della chiave privata altrui.
Passiamo ad un quarto caso. A usa la chiave privata di B per vendere a
C (attraverso una proposta firmata con la chiave di B) un bene di proprietà
di B, facendo pagare a C il prezzo con modi tali da essere incamerato, non
da B, ma da A.
La vendita dovrà essere valutata efficace sulla base dell’apparenza come
sopra specificato. 
Qualora il contratto fosse efficace, le conseguenze sarebbero quelle del
trasferimento del diritto e del pagamento del prezzo con il duplice pregiu-
dizio per B che vede uscito dalla sua sfera il diritto di proprietà senza in-
cremento derivante dall’incasso del prezzo. B non può dolersi perché ciò si
è verificato anche a causa della sua negligenza.
Se il contratto fosse invece non vincolante, il trasferimento del diritto di
proprietà si dovrebbe considerare come mai avvenuto. Sennonché, in que-
sto caso, C ha già pagato il prezzo non a favore del titolare della chiave (B)
ma nelle mani dell’usurpatore (A), per cui non può chiedere la ripetizione
a B, non avendo quest’ultimo ricevuto alcuna somma. Se fosse individuabile
l’usurpatore (A), dovrebbe essere costui a restituire la somma e risarcire even-
tuali danni. Se A non fosse rintracciabile, l’unico strumento di tutela per C
dovrebbe essere quello di chiedere i danni a B ex art. 32 c.a.d. o l’inden-
nizzo sulla base dell’art. 2047 c.c.
Passiamo ad un caso (il quinto) dove A usa la chiave privata di B per
firmare l’atto con cui B si costituisce fideiussore di una banca a garanzia
della restituzione di un mutuo da questa concesso ad A.
La fideiussione firmata con la chiave di B lo vincola? Anche qui la ri-
sposta dipende dalle condizioni per l’operatività, oppur no, del principio del-
l’affidamento.
Se la fideiussione fosse efficace, B dovrebbe garantire la banca. Se invece
non lo fosse, B sarebbe libero anche se il mutuatario (A) non restituisse la
somma. La banca subirà un pregiudizio perché non avrebbe concesso il mu-
tuo in assenza della fideiussione di B. In questo caso, la banca potrebbe
chiedere i danni a B ex art. 32 c.a.d., ovvero l’indennizzo ex art. 2047 c.c.
Cerchiamo ora di risolvere un sesto caso, e cioè quello del nipote che
firma, a nome della nonna, una richiesta di mutuo che viene, poi, accettata
dalla banca con erogazione della somma a favore di quest’ultima ma con
uso della medesima da parte del nipote.
Se il mutuo fosse efficace, dovrebbe essere la nonna a restituire la somma
alla banca, potendo poi rivalersi contro il nipote. Al contrario, il mutuo non
sarebbe efficace se la nonna riuscisse a provare la mala fede della banca, poi-
ché, ad esempio, la firma era stata apposta in presenza, con l’ovvia possibi-
lità di avvedersi dell’uso della chiave da parte di soggetto diverso dal tito-
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lare, sia per genere, sia per età. In questo caso la banca non avrebbe titolo
(né contrattuale, perché il mutuo non è efficace, né di altra natura perché la
somma non ha arricchito la nonna ma il nipote) per chiedere la restituzione
della somma alla nonna. La banca potrebbe, comunque, contare sull’azione
contro la nonna ex art. 32 c.a.d. o ex art. 2047 c.c.
8. La modalità empirica di apposizione della firma digitale rende possi-
bile una dissociazione tra firma e titolare, inconcepibile per la sottoscrizione,
segno grafico espressione di chi l’appone. 
La sottoscrizione falsa è conseguenza di un gesto alieno, analizzando il
quale è possibile stabilire che non si tratta della firma del presunto autore.
Non cosí per la firma digitale, conseguenza dell’uso di uno strumento tec-
nico (il dispositivo di firma) che genera firme vere, sia se utilizzato dal le-
gittimo titolare, sia se utilizzato da altri.
Questa caratteristica rende possibile l’uso autorizzato del dispositivo da
parte di un terzo; fenomeno da alcuni avvicinato alla rappresentanza (ma-
gari alla c.d. «rappresentanza mascherata»), ma completamente diverso; il
rappresentante appone la sua firma sulla premessa di agire in nome altrui,
mentre chi usa l’altrui chiave privata, sebbene col consenso del titolare, ap-
pone la firma altrui senza specificare di agire per suo conto.
Le differenze sono enormi e non è possibile alcuna equiparazione. Va al-
lora verificato se la firma apposta con la chiave altrui da soggetto autoriz-
zato possa dare vita a un atto valido e efficace.
Per quanto riguarda la validità, l’atto è strutturalmente perfetto e non se
ne può predicare la nullità per mancanza della volontà o della forma ad sub-
stantiam.
Quanto al profilo degli effetti, l’atto potrebbe considerarsi efficace, no-
nostante l’irregolarità strutturale (la volontà non è, difatti, espressa dalla parte
dell’atto ma da un soggetto diverso). Su quella volontà, ancorché riferita in
modo anomalo, l’altra parte ha comunque riposto un legittimo affidamento:
lo stesso titolare ha chiarito che il suo strumento poteva essere utilizzato dal
terzo.
Si dovrebbe altresí escludere una possibile ratifica dell’atto da parte del
titolare della chiave fatta utilizzare a terzi; si è infatti al di fuori dello schema
della rappresentanza, perché chi appone la firma non spende il nome altrui.
Non è, inutile, però domandarsi se la funzione della contemplatio domini
non sia già stata assolta dall’autorizzazione all’uso della chiave nota all’altra
parte e se, sol per questo motivo, l’atto possa produrre effetti per il domi-
nus anche in assenza di contemplatio. 
Merita adesione la tesi di chi55 ritiene che la contemplatio domini ha lo
scopo di rendere noto ai terzi il soggetto nella cui sfera giuridica si pro-
durranno gli effetti del negozio. Nel nostro caso, allora, la funzione della
contemplatio è assolta dall’uso della chiave altrui in quanto denunziato al-
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l’altra parte. Tra l’altro, il fatto che la chiave è stata utilizzata da un terzo
non avrà neppure un’emersione giuridica perché, per effetto della presun-
zione di cui all’art. 21, comma 1, c.a.d., la firma, da chiunque apposta (an-
che dal terzo autorizzato), è la firma del titolare; possibile dunque un’ero-
sione dei casi di rappresentanza diretta.
Si deve anche riflettere sull’eventuale cambio di opinione del titolare che
prima consente l’uso e poi ripudia la firma, affermando che non è stata da
lui apposta. Il caso è regolato dall’affidamento e dall’autoresponsabilità che
impediscono al titolare il rèvirement; egli ha fatto legittimamente pensare,
avendo comunicato che altri avrebbe usato la sua chiave, che quella firma
non sarebbe stata contestata. 
In modo casistico va risolta l’ipotesi in cui il titolare delle chiavi non ab-
bia espressamente riferito alla sua controparte che un terzo è stato autoriz-
zato all’uso della chiave; quando esistono elementi univoci che facciano ap-
parire che questa autorizzazione c’è stata, l’atto sarà efficace, diversamente
sarà inefficace con responsabilità dell’utilizzatore che, a sua volta, potrebbe
rivalersi sul titolare.
Infine, può accadere che chi usa la chiave altrui voglia per sé gli effetti
del contratto. A tal riguardo, vale probabilmente la riflessione secondo cui
l’imputazione del negozio è possibile «anche a prescindere dai simboli di
identificazione declinati» a favore di chi «ha concepito e determinato l’atto
negoziale con la sua attività psichica e volitiva»56 che deve esser considerato
parte57. La tesi è applicabile anche qualora il nome speso sia conseguenza
dell’uso della chiave altrui; qui occorre, però, confrontarsi con la presun-
zione di riferibilità che consentirebbe al titolare di rivendicare quel contratto
con conseguente prova, per chi ha utilizzato la chiave, che la firma è stata,
invece, da lui apposta. In presenza di questa prova o qualora il titolare della
chiave non rivendicasse gli effetti, il contratto sarebbe valido ed efficace per
chi ha firmato con la chiave altrui. Qualora fossero rilevanti le qualità del
titolare della chiave usata da terzi58, l’altro contraente potrebbe chiedere l’an-
nullamento del contratto per dolo o per errore sull’identità della persona, se
avesse immaginato di trattare con il titolare della chiave e non con l’abusivo
utilizzatore. 
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57 Secondo G. Piazza, L’identificazione del soggetto nel negozio giuridico, Napoli, 1968,
pp. 24-28, l’analisi delle norme che regolano l’atto negoziale porta ad affermare che criterio
primo di riconduzione della fattispecie negoziale al soggetto è quello psicologico in quanto
esso, normalmente, coincide con quello di imputazione giuridica poiché «viene riconosciuto
dal diritto nella posizione giuridica di soggetto – autore del negozio – presupposto soggettivo
della relativa fattispecie – quegli che con la sua attività psichica e volitiva ha concepito e de-
terminato il regolamento di interessi» (p. 27). 
58 Si pensi al caso di chi firma con la chiave altrui che deve eseguire una prestazione in-
fungibile, sia perché la prestazione è in ogni caso connotata da intuitus personae, sia perché
assume peso la garanzia patrimoniale del soggetto che ha utilizzato la firma altrui e che deve
pagare in un secondo momento un corrispettivo in denaro.
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9. In conclusione si può rilevare che l’uso alieno della chiave è preso in
considerazione soltanto dalla presunzione di cui all’art. 21, comma 2, c.a.d.
che opera nella dimensione giudiziale con un forte impatto anche sulle di-
namiche sostanziali; infatti, qualora la presunzione non venisse superata, la
firma digitale è da considerare come apposta dal titolare della chiave, vin-
colato dagli effetti del relativo atto.
Qualora, invece, la prova contraria fosse fornita, si è visto che le varie
fattispecie di uso alieno della chiave sfuggono a un approccio unitario. Le
norme sull’invalidità, almeno di regola, non paiono, infatti, risolutive, né il
piú delle volte operanti. Pertanto, di fronte alla possibile validità dell’atto
imputato con firma di cui si è accertata l’abusività, ciascuna concreta vicenda
è rimessa all’interprete e a un sapiente utilizzo di regole e princípi a vario
titolo operanti nel sistema normativo dei rapporti fra privati. Soltanto per
tale via è possibile pervenire, di volta in volta, a un punto di equilibrio fra
l’affidamento dei terzi, la certezza dei traffici e la protezione del titolare.
Equilibrio che porta a individuare le diversificate soluzioni disciplinari pro-
spettate nel testo in base alle quali si può considerare: (a) l’atto non vinco-
lante per il titolare custode diligente della chiave con suo obbligo a risarcire
i danni subíti dal terzo in buona fede ex art. 32, comma 1, c.a.d., o, qua-
lora il titolare dimostrasse l’uso alieno per caso fortuito o forza maggiore,
con obbligo a pagare un indennizzo; (b) l’atto valido e vincolante per il ti-
tolare negligente custode della chiave qualora il terzo fosse in buona fede;
(c) l’atto non vincolante per il titolare qualora il terzo non fosse in buona
fede; (e) l’atto non vincolante per il titolare cui sia stata sottratta violente-
mente la chiave.
Lo stesso approccio va utilizzato per l’uso alieno autorizzato, laddove
l’atto firmato da altri può vincolare il titolare qualora tutto ciò fosse stato
comunicato ai terzi, con possibilità di considerare la funzione della contem-
platio domini assorbita da tale comunicazione. Qualora questa comunica-
zione non ci fosse, l’atto potrebbe comunque vincolare il titolare che ha con-
segnato la chiave ad altri sia quando il titolare non desse la prova contraria
che bypassa la presunzione che gli attribuisce quella firma, sia quando ciò
fosse comunque percepibile dai terzi, ancóra una volta tutelati dal principio
dell’affidamento.
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