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L’empresa on es desenvolupa aquest projecte va veure una oportunitat de negoci en el sector 
industrial, a partir de la qual va sorgir la solució aquí presentada.  En aquesta solució s’ofereix un 
servei de videotrucades enfocat a les necessitats empresarials. Tot i que ja existeixen en el 
mercat aplicacions de videotrucades, aquestes no s’adapten a les necessitats dels nostres clients. 
No els ofereixen les garanties de ser propietaris de les dades generades ni fan ús de les noves 
tecnologies que els podrien aportar un gran valor. En el nostre cas, tant receptor com l’emissor 
poden indicar un punt en la pantalla que es reflecteix a la pantalla de l’altre. Posteriorment, 
també permet accedir a la informació i vídeos de les trucades realitzades com a històrics del 
procés desenvolupat o documentació. En aquest projecte concretament, es desenvolupa una 
aplicació API per a emmagatzemar les dades necessàries i gestionar la lògica de negoci que els 
clients de les diferents plataformes consumiran en aquesta solució. 
RESUMEN 
La empresa donde se desarrolla este proyecto vio una oportunidad de negocio en el sector 
industrial, a partir de la cual surgió la solución aquí desarrollada. En esta solución, se ofrece un 
servicio de videollamadas enfocado a las necesidades empresariales. Aunque ya existen en el 
mercado aplicaciones de videollamadas, éstas no se adaptan a las necesidades de nuestros 
clientes. No les ofrecen las garantías de ser propietarios de los datos generados ni hacen uso de 
las nuevas tecnologías que les podrían aportar un gran valor.  En nuestro caso, tanto emisor como 
receptor pueden indicar un punto en la pantalla que se refleja en la pantalla del otro. 
Posteriormente, también permite acceder a la información y vídeos de las llamadas realizadas 
como históricos del proceso seguido o como documentación. En este proyecto concretamente, 
se desarrolla una aplicación API para guardar los datos necesarios y gestionar la lógica de negocio 





The company where the project is being developed came across a business opportunity in the 
industry, which turned up into the solution showed in this document. In this solution we offer a 
specific videocall and chat service for the industry needs. Even if there are a lot of videocall 
services in the market, they do not adjust our customers’ needs. They do not grant them the data 
and videos property rights and they do not use the new technology which will bring value to our 
customers. In our videocalls, receiver and receptor can set a point in the screen so the other one 
will see it. Afterwards, it is possible to access the information and videos shared to save them as 
documentation. This document in particular is the development report of the API needed in this 
solution. It saves the related data and manages the business logic and it will be consumed by 
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Aquest projecte és un Treball de Final de Grau de l’especialitat d’enginyeria del software del grau 
d’enginyeria informàtica de la Facultat d’Informàtica de Barcelona, desenvolupat en la modalitat 
d’empresa. L’empresa on es desenvolupa el treball, Soft For You [1], és una empresa de 
desenvolupament de software de 23 anys d’experiència enfocada a la innovació i disseny de 
noves solucions amb tot tipo de tecnologia. 
Dins de l’entorn de Sfy, s’ha vist una oportunitat de negoci en el sector de les comunicacions 
empresarials. Reunint les funcionalitats de diverses aplicacions i les necessitats observades del 
sector industrial, s’ha apostat per una solució que reuneixi les funcionalitats de comunicació més 
destacades de les aplicacions ja existents, com podrien ser els xats i les videotrucades, per arribar 
a una solució totalment adaptada a les necessitats dels nostres futurs clients. 
Aquesta solució constaria en diverses aplicacions de diferents plataformes integrades amb un 
servidor comú i es voldria aprofitar la solució del servidor per a diferents empreses, cadascuna 
amb les seves adaptacions. Per aquest motiu, es podria dir que el component més crític és la del 
servidor degut a la seva complexitat i compatibilitat amb les diferents plataformes i funcionalitats 
i per aquest motiu, aquest és l’objectiu d’estudi d’aquest treball.  
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2. ESTAT DE L’ART 
2.1. CONTEXTUALITZACIÓ I PLANTEJAMENT DEL PROBLEMA 
En aquest projecte es tracten tres punts que afecten a les empreses actualment: l’assistència 
especialitzada remota, la comunicació entre els treballadors i la gestió de tasques.  
Actualment per a qualsevol consulta tècnica, els clients contacten amb els especialistes via 
correu electrònic o telèfon per a resoldre els seus dubtes, i en cas de no ser suficient, aquests 
s’han de desplaçar al domicili o empresa on hi hagi l’avaria o consulta per a tal de poder-la 
resoldre.  
Aquesta és una pràctica habitual a la que tots estem acostumats, tant als particulars com a les 
empreses se’ns espatllen les instal·lacions o algun equip, però què passa quan el que se’ns 
espatlla no és d’ús comú i els tècnics especialitzats són pocs i estan lluny geogràficament?  
En la mateixa línia, ens trobem a moltes empreses que tenen equipaments especialitzats pel seu 
dia a dia, maquinària costosa i vital pel seu negoci, de les quals hi ha tan sols un parell de 
fabricants. Algunes d’aquestes màquines necessiten manteniment que ha de ser supervisat pels 
tècnics especialitzats. 
El desplaçament de tècnics als domicilis o empreses per a reparacions senzilles o manteniments 
habituals tenen un gran cost, mentre que la solució a molts d’aquests problemes és clicar al botó 
concret o amb uns passos senzills que podrien realitzar els clients fàcilment amb la guia dels 
tècnics especialitzats. 
A part dels desplaçaments dels tècnics habituals que estem acostumats, a SFY ens ha arribat la 
necessitat d’una gran companyia que té grans plantes de producció a les quals se’ls han de fer 
revisions i manteniments periòdics. Aquestes revisions requereixen d’una gran mobilització 
d’operaris que les duen a terme, però també han d’estar supervisades pels corresponents 
especialistes, que poden provenir de diferents empreses o diferents localitzacions geogràfiques 




La necessitat de l’empresa que ens ha arribat referent a les reparacions no s’allunya gaire al cas 
anterior, uns especialistes han de supervisar les reparacions que fan els operaris, però en aquest 
cas són diversos els que volen observar el procés i donar indicacions al respecte, sense haver 
d’estar físicament allà. Així mateix, les indicacions rebudes i el procés realitzat, formen part 
també de la documentació i certificació de les reparacions realitzades i poder tenir-les 
controlades amb fiabilitat no acostuma a ser possible. 
Referent a la comunicació entre els treballadors de les empreses, ens trobem que la majoria 
d’empreses tenen un o varis canals de comunicació oficials, algunes d’elles per la comunicació 
d’ordres, l’altra per la convocatòria de reunions, l’altre per a compartir documents, i l’altre per 
al seguiment de clients o projectes. 
Quan el principal canal de comunicació d’una empresa no suporta alguna de les necessitats dels 
seus treballadors, aquestes s’han de realitzar a través d’un altre canal, ja sigui l’indicat per a 
l’empresa o el que els empleats trobin més còmode.  
Si una empresa té diversos canals de comunicació, pot produir-se un caos d’eines i que es 
distribueixi la informació i les ordres a través de diverses d’elles sense ordre i els empleats hagin 
d’anar d’una a altra sense saber amb precisió la funcionalitat de cada una d’elles. Arribat el punt 
en que cadascú es comunica per on més li convé, pot passar que els treballadors trobin més 
còmode posar-se en contacte per alguna altra eina externa a l’empresa per tal de tenir-ho tot 
més controlat, com per exemple enviar-se documents o indicacions en principi confidencials per 
xarxes socials privades, sense que hi pugui haver cap tipus de control per part de l’empresa. 
El fet de compartir informació confidencial per mètodes externs a l’empresa pot portar unes 
repercussions greus ja que la seguretat i privacitat de les dades empresarials és un tema 
preocupant, sobretot per les grans empreses, les quals acostumen a ser les que tenen un menor 






La gestió de tasques en entorns de desenvolupament compta amb diverses eines de gestió, 
control i seguiment de l’estat de les tasques i de les funcionalitats, objectius, responsabilitats i 
assignacions de cada una d’elles, però les necessitats del sector industrial no s’ajusten a les 
especificacions de les tasques de desenvolupament de software, cada empresa té les seves 
necessitats i acostumen a utilitzar les eines manuals tradicionals, sense poder tenir un seguiment 
actualitzat de l’estat de la tasca, les assignacions, els problemes que han sorgit, la prioritat entre 
diverses tasques assignades a un mateix empleat, la precedència entre tasques, etc. 
És per això que Soft For You ha decidit emprendre un projecte per a facilitar a les empreses  tenir 
un millor control de les comunicacions entre els seus treballadors, incloent les funcionalitats més 
demanades pel sector com diferenciar els missatges habituals de les ordres de feina o un sistema 




2.2. ACTORS IMPLICATS 
o Empresa SFY 
Té l’objectiu de desenvolupar una solució adaptada a les necessitats del sector industrial que 
alhora pugui arribar al màxim nombre de clients, encara que siguin d’altres sectors i treure’n un 
benefici econòmic. 
o Empreses amb necessitats de comunicació 
Empreses amb necessitats de comunicació entre els seus empleats podrien fer servir aquesta 
solució per a poder tenir un xat intern controlat entre els seus empleats. 
o Empreses amb necessitats d’assistència remota 
Empreses que realitzen tasques d’assistència o manteniment podrien fer servir la solució per 
utilitzar les videotrucades i els xats per a resoldre les consultes i agilitzar l’assistència a distància, 
així com també podrien trobar útil guardar les videoconferències realitzades com a 
documentació del procediment seguit. 
o Empreses amb necessitats de distribució de tasques 
Empreses que realitzen una distribució de tasques entre els seus operaris podrien utilitzar el 
sistema per a assignar-les als treballadors, notificar-los de les modificacions i fer tot el control de 
gestió i seguiment. 
o Autora de la memòria  
Especialment interessada en l’especificació i desenvolupament del projecte ja que forma part del 
projecte de final de grau i s’espera treure’n un benefici acadèmic d’aprenentatge i per a 




2.3. ESTUDI DE MERCAT 
Tot i que es un projecte iniciat a partir de les necessitats d’un client, s’ha realitzat un estudi de 
mercat per a veure les solucions disponibles en el mercat actualment i quines característiques 
tenen que podríem incloure en la solució per tal d’augmentar el valor pels clients. 
Els sistemes analitzats han estat escollits d’entre els més reconeguts i utilitzats actualment, tant 
per empreses com per ús privat. 
 
WhatsApp [2] 
L’aplicació de missatgeria gratuïta més utilitzada actualment, permet enviar missatges de text, 
vídeo, àudio, ubicació, contactes i altres tipus de documents a un o més usuaris, amb un límit de 
256 converses simultànies i encriptades punt a punt. Permet fer trucades i videotrucades a través 
d’internet i té versió per iOS, Android, Windows Phone i web (associada al dispositiu mòbil). 
Telegram [3] 
Semblant a WhatsApp, Telegram és una aplicació gratuïta de missatgeria sense límits en la mida  
i format de documents que es poden compartir. Cal destacar la possibilitat d’emmagatzematge 
al núvol que ofereix i crear xats secrets que a part d’estar encriptats punt a punt, no deixen rastre 
en el servidor, tenen autodestrucció de missatges i impedeix que es puguin reenviar els 
missatges. 
Skype [4] 
Tot i que el sistema compleix les funcionalitats de xat, aquest està més enfocat a les trucades i 
videotrucades entre els usuaris, amb un màxim de 25 en les trucades grupals. Les trucades entre 
els usuaris són gratuïtes, tot i que també permet trucar a telèfons mòbils i fixes amb un cost 
addicional i desviar les trucades rebudes. També permet enviar missatges de veu, documents, 
contactes i compartició de pantalla. Com a característiques a destacar, inclou un traductor 




Aquest sistema de missatgeria es basa en canals més que en usuaris, permet la creació de grups 
d’usuaris i obrir diferents xats dins del canal per a una millor organització dels temes a tractar, 
sense deixar de banda els xats privats entre uns usuaris en concret. També permet trucades i 
videotrucades i la compartició de fitxers i la integració de les notificacions d’altres aplicacions. 
SightCall [6] 
Enfocat a les empreses i a la teleassistència, aquest sistema està especialitzat en les 
videotrucades i permet editar la imatge rebuda de tal manera que l’altre també ho vegi en temps 
real, permetent una assistència tant per àudio com per vídeo i amb la possibilitat d’afegir més 
espectadors a la trucada. Com a extra, ofereix SDK1’s per web, Android i iOS per integrar el servei 
a una aplicació pròpia. A més, el seu cost va en funció del nombre d’usuaris i ús del servei. 
Yammer [7] 
Enfocat a les empreses, aquest sistema ofereix un conjunt d’eines de comunicació en xats grupals 
pels diferents membres de les empreses, clients, proveïdors i socis, permetent compartir arxius 
i buscar experts. Permet la personalització de notificacions i temes a destacar i ofereix una 
integració amb Office per una millor compartició de fitxers online. 
Todoist [8] 
Gestor de tasques senzill en el que es poden crear, assignar i prioritzar tasques dins de projectes 
i entre els diferents membres del grup. En els detalls de les tasques, es poden afegir comentaris, 
fitxers i definir dates límit. Es poden generar notificacions en cada canvi que es fa, així que es 
poden veure totes les novetats a simple vista o filtrar-les per projecte. 
 
                                                     




Gestor de tasques de software per excel·lència, aquest sistema ens permet gestionar les tasques 
a realitzar i amb la opció d’un enfoc àgil en forma de taulers. Les tasques es poden prioritzar, 
estimar, assignar, comentar i afegir-hi fitxers associats o el temps real dedicat. Inclou també 
funcionalitats de planificació i seguiment temporal, a part d’una gran varietat de funcionalitats 
que faciliten la gestió d’incidències. 
 
2.3.1. Taula de funcionalitats dels sistemes analitzats: 
 
Funcionalitat WhatsApp Telegram Skype Slack SightCall Yammer Todoist Jira 
Videotrucades Y N Y N Y N N N 
Versió Web Y Y Y Y Y Y Y Y 
Opció de fitxers no 
descarregables 
N N N N N N N N 
Indicador en 
videotrucada 
N N N N Y N N N 
Gravació de 
videotrucades 
N N N2 N Y N N N 
Gestió de tasques N N N N N N Y Y 
Estat de la tasca N N N N N N N Y 
Taula 1: Sistemes analitzats 
  
                                                     
2 Nativament no ho suporta, tot i que admet aplicacions de tercers que ho facin. 
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2.4. CONCLUSIONS ESTUDI DE MERCAT 
Cap dels sistemes analitzats compleixen totes les funcionalitats requerides de missatgeria, 
videotrucada amb indicador sobre la imatge i gestió de tasques. Actualment la única manera 
d’obtenir-ho és amb l’ús de diversos sistemes, així que un que combinés les millors funcionalitats 
d’aquests podria tenir sortida. 
Tot i que els sistemes analitzats de missatgeria ens ofereixen moltes de les funcionalitats de 
comunicació requerides, el seu model de negoci no està alineat amb el dels clients amb els que 
hem tingut contacte, volen una solució més concreta i específica pel seu problema, en la que 
puguin controlar el contingut i l’ús d’aquesta per part dels treballadors. Encara que en el cas de 
SightCall sí que es podia editar la imatge del vídeo en temps reals, cap dels altres sistemes de 
videotrucada ho suporten, i és una funcionalitat essencial per la teleassistència desitjada. 
A més, el fet de crear un nou sistema de zero, els aporta la possibilitat d’ampliar el projecte a les 
noves tecnologies com poden ser les ulleres de realitat augmentada, la qual afegeix un valor 
destacable al sistema ja que els operaris no haurien d’estar aguantant o enfocant la càmera del 
mòbil per tal de que els especialistes puguin seguir el procés, sinó que el fet de portar posades 
per exemple, unes Hololens3, permet que aquestes puguin gravar sense interferir en la operació 
i la mobilitat dels usuaris i notificar-los igualment de les instruccions dels especialistes, tot 
combinant la gestió i assignació de tasques entre els operaris, fet que els sistemes actuals no 
suporten. A més, l'ús de les Hololens [10], permeten fer una gravació en temps real en 3d  que 
l'especialista pot veure a distància i desplaçar-se per l'espai compartit, sabent en tot moment on 
està l'operari i cap a on està mirant i poden afegir-li indicacions sobre el propi i 3d.  
  
                                                     
3 Ulleres de realitat augmentada de Microsoft 
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3. ABAST DE LA SOLUCIÓ PROPOSADA 
3.1. OBJECTIU PRINCIPAL 
Per tal de poder solventar els problemes plantejats pels nostres clients amb el màxim valor, a Sfy 
hem decidit crear un entorn de comunicació propi enfocat en la comunicació empresarial que 
contingui un sistema d’assistència remota específic i que inclogui un sistema de gestió de tasques 
amb característiques com ordres de treball a part de les habituals de compartició d’arxius. 
3.2. DEFINICIÓ GENERAL 
La solució proposada consta en una integració de dos components clarament identificats. 
Per una banda, els clients, els quals poden ser tant aplicacions habituals Android, iOS o web com 
algun altre més avançat com podrien ser unes ulleres de realitat augmentada com les Hololens. 
Per l’altre, el servidor. S’estudiarà la opció de diferenciar un servidor per a l’API REST4 i un altre 
RTA5 per a les comunicacions instantànies. El client es comunicaria amb el servidor via API per 
obtenir les dades i enviar els missatges i aquest comprovaria que tot és correcte, ho guardaria i 
enviaria els missatges al servidor RTA per tal de que aquest l’enviés als clients destinataris, sense 
que el servidor RTA tingui cap tipus de persistència. 
    6 
Il·lustració 1: Esquema inicial de comunicació del sistema 
                                                     
4 Application Programming Interface - REpresentational State Transfer 
5 Real Time Availability 
6 En l’apartat 12.1.1 (Disseny del problema) s’analitzen les diferents opcions 
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Les aplicacions dels clients permetran als usuaris identificar-se i accedir a les funcionalitats que 
el sistema ofereix.  
Un usuari podrà demanar la creació d’una empresa sota període de proves o amb subscripció, 
passant a ser l’administrador de l’empresa i podent afegir altres usuaris com a treballadors via 
invitació, assignant-los diferents rols. 
Un usuari podrà estar associat a l’empresa a la qual pertany i obrir xats amb altres usuaris, ja 
siguin amb un concret o en un xat grupal amb diversos usuaris. Com es pot esperar de qualsevol 
xat actual, els usuaris podran enviar missatges i saber qui els ha rebut i qui els ha llegit. Com que 
el xat està enfocat a converses empresarials, els documents i fotos que s’enviïn a través del xat, 
tindran la opció de marcar-los com a no descarregables, de manera que aquests no podrien sortir 
de l’entorn de l’aplicació. En el xat també es podran fer videotrucades, en les quals un o més 
usuaris podran enviar vídeo. En el cas en el que hi hagi més d’un usuari enviant vídeo, el receptor 
podrà escollir quin d’ells vol visualitzar. El xat tindrà un usuari administrador, sent aquest el 
creador del xat inicialment. L’administrador d’un xat és qui pot afegir o eliminar usuaris del xat i 
transferir el rol d’administració. 
Les videotrucades es podran realitzar dins d’un xat o trucant directament a un contacte de 
l’empresa. Com que es tracta d’un sistema enfocat a l’assistència remota, la compartició de vídeo 
tindrà una funcionalitat extra, en la que els usuaris podran marcar un punt en la imatge de 
reproducció i aquesta marca la veuran també la resta dels usuaris en temps real. Aquesta 
funcionalitat està enfocada pels casos en els que els tècnics han d’indicar al receptor quin dels 
botons ha de clicar o quin dels cables ha de tallar per exemple. A més, les trucades 
s’enregistraran podent-se descarregar posteriorment a partir de l’historial de trucades 
realitzades. 
Les funcionalitats de la gestió de tasques encara no estan del tot definides, però es preveu que 
les tasques comptin amb un estat que defineixi en quin punt de realització es troben, assignació 
de quin empleat n’és responsable, quin l’ha de realitzar, una data límit, comentaris, prioritat i 
fins i tot es podria establir una precedència d’altres tasques. Com a avantatge de la integració 
d’un sistema de gestió de tasques i sistema de comunicacions en un de sol, les tasques i 
assignacions es podran enviar pels xats i relacionar-hi els missatges desitjats. 
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El servidor RTA serà l’encarregat d’enviar als usuaris receptors els nous missatges de manera 
instantània i d’enviar les notificacions en cas de que aquests no estiguin online en aquell 
moment, però sense cap tipus de persistència dels missatges que gestiona. També serà 
l’encarregat de comunicar als clients en el cas de la videotrucada i dels esdeveniments enviats 
durant aquesta. 
En canvi, el servidor responsable de l’API serà l’encarregat de gestionar totes les dades, 
missatges, arxius i peticions dels clients, així com d’enviar al servidor RTA els nous missatges per 
tal de que aquest els entregui als destinataris. Aquest servidor, gestionarà les dades dels usuaris, 
les empreses, les tasques, els missatges, les videotrucades i les gravacions de les videotrucades. 
3.3. ABAST CONCRET 
Tot i que la solució està destinat a diverses plataformes de clients, aquests necessiten el suport 
d’un servidor encarregat de gestionar les dades, els permisos, la seguretat, etc. a part de 
permetre la compatibilitat entre les diferents plataformes. Concretament l’abast d’aquest 
projecte és l’especificació i desenvolupament d’un servidor API REST que ofereixi als clients de 
les diferents plataformes les peticions necessàries pel correcte desenvolupament de la solució 





3.4. POSSIBLES OBSTACLES I PLANS DE CONTINGÈNCIA 
• Volum de dades 
En tractar-se d’una aplicació de missatgeria de la qual es volen guardar els missatges, s’espera 
que tant la concurrència com el volum de dades sigui molt gran, per tant, s’ha d’estudiar una 
solució escalable per tal de poder-ho gestionar. 
• Concurrència d’usuaris 
En tractar-se d’una aplicació de missatgeria, s’espera que tant la concurrència com el volum de 
dades sigui molt gran, i al ser empresarial, s’esperen crescudes en hora punta. Per tant, s’ha 
d’estudiar una solució escalable per tal de poder-ho gestionar. 
• Seguretat 
Si ja de per si la seguretat en els xats ja és un repte, aquest encara ho és més al tractar amb dades 
i fitxers empresarials i confidencials, així que a part de les mesures de seguretat que s’apliquen 
habitualment en les aplicacions, en aquesta hi dedicarem una iteració sencera per assegurar-ne 
la fiabilitat. 
• Desconeixement de la tecnologia 
Tot i que l’empresa té una àmplia experiència en aplicacions mòbils i servidors, l’abast d’aquest 
projecte i els riscos del volum i concurrència de les dades que ha de gestionar, fan plantejar un 
canvi de tecnologia a aplicar en el cas del servidor. Per solventar-ho, es farà un estudi de les 
diferents opcions existents actualment i s’escollirà la que millor s’adapti al projecte.  
• Inexperiència amb l’entorn 
A nivell personal, tot i que tinc experiència en el desenvolupament d’aplicacions mòbils, no he 
treballat mai al costat de servidor, i he volgut aprofitar aquesta oportunitat per aprendre’n, de 
manera que l’aprenentatge previ que hi ha i la dificultat del projecte en si, dificultaran tasques 
que amb una mica d’experiència amb l’entorn i la tecnologia no hi serien. Això també fa 
imprevisible l’estimació del temps i l’abast concret del projecte dins dels terminis del treball. 
• Projecte empresarial 
Al tractar-se d’un projecte sense clients concrets des d’un principi, hi ha el perill de que durant 
el desenvolupament no s’aconsegueixi cap client final i aquest quedi abandonat, comportant de 
retruc un impacte fatal en el treball aquí especificat. També hi podria haver grans canvis de 
prioritat o funcionalitat. 
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4. METODOLOGIA I RIGOR 
4.1. MÈTODE DE TREBALL 
A Sfy, treballem seguint un model de desenvolupament basat en metodologies LEAN, dissenyant 
el producte de manera que aporti el màxim valor a l’usuari contínuament. Amb aquesta 
orientació a les persones, tant clients com desenvolupadors treballem col·laborativament per tal 
de millorar l’obtenció de resultats i satisfacció del client, tot donant al client la possibilitat de 
validar periòdicament les iteracions i amb la possibilitat d’adaptar els canvis en les següents 
iteracions per tal de poder garantir l’èxit del projecte. 
En concret en el projecte a estudiar, aquest està liderat per la cap de projectes de Sfy amb 
coordinació de tres especialistes en el tema, entre els quals hi ha el director d’aquest treball. 
Aquest primer equip és l’encarregat de definir els requisits inicials que ha de complir el sistema i 
reunir-se amb les empreses interessades per tal d’analitzar les seves necessitats concretes i 
arribar a un conjunt de funcionalitats que ha de complir el sistema per tal de poder aportar el 
màxim valor. 
A partir d’aquests requisits obtinguts del client, s’han fet un seguit de reunions amb els 
desenvolupadors per discutir la millor manera d’enfrontar els problemes i establir els passos a 
seguir fins a la següent reunió. Es preveu que siguem un equip de desenvolupament de d’una 
persona per plataforma tot i que no es descarta la incorporació de més membres en 
determinades fases per tal d’agilitzar el desenvolupament o en el cas de que s’afegeixin més 
clients o funcionalitats. 
Les revisions de desenvolupament es fan periòdicament cada setmana o cada 15 dies, en funció 
del contingut de la iteració, mentre que les revisions de la memòria del treball s’aniran definint 
a mida que el contingut vagi ampliant-se. El desenvolupament del servidor es durà a terme un 
cop acabada la formació i seguint la pràctica TDD.  
 
Il·lustració 2: Esquema iteracions de desenvolupament 
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4.2. EINES DE SEGUIMENT 
Per tal de poder fer un bon seguiment del projecte, a part de les reunions i les converses entre 
els implicats, utilitzem un seguit d’eines que ens permeten portar un control de l’estat del 
desenvolupament: 
 Bitbucket com a eina de control de versions. 
 JIRA com a eina principal de seguiment de projectes.  
Les tasques a realitzar en la següent iteració es concreten i distribueixen en les reunions de 
revisió i s’assignen a l’Sprint corresponent de JIRA.  
Inicialment, cada component de l’equip està designat a una part del projecte, com pot ser a la 
part de servidor, de comunicacions o de client, tot i que en funció del pes de la seva part en la 
iteració, pot canviar per tal d’avançar en les que tinguin més prioritat. 
Per a cada iteració o sprint, hi ha un conjunt de tasques assignades i ordenades per prioritat. 
Cada membre va assignant-se les tasques a mida que va enllestint-ne d’altres i si alguna es queda 
bloquejada per algun motiu en concret, s’especifica en un comentari i s’avisa als responsables. 
En funció de l’envergadura de la tasca, aquesta es desenvolupa en una branca de git o en un sol 
commit referenciat a la seva tasca de JIRA, d’aquesta manera es pot veure fàcilment com s’ha 
desenvolupat la tasca a través de git. 
4.3. MÈTODES DE VALIDACIÓ 
Tota tasca de desenvolupament tindrà unes proves de validació basades en testos de 
funcionalitat, així mateix, en acabar iteracions que tinguin un gran pes funcional, aquestes 
passaran un control de qualitat extra per assegurar el bon funcionament del producte. 
En les reunions de revisió es comprovarà que les tasques realitzades compleixen amb la 
funcionalitat esperada i que aquesta s’adapta a les necessitats del client, modificant-ne els 
defectes o detalls per tal d’aportar més valor en la següent iteració. 
En el cas en el que es trobin errors, s’afegiran els testos necessaris per a assegurar que han estat 
corregits i no tornin a fallar en un futur. 
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5. PLANIFICACIÓ TEMPORAL 
5.1.  CALENDARI 
Aquest projecte té una durada aproximada de cinc mesos, iniciat a principis de quadrimestre i 
amb una data de finalització coincidint amb la defensa del projecte, a finals de Juny. Té una 
càrrega de treball aproximada de 735 hores, incloent totes les tasques necessàries per a la 
realització i defensa del projecte. 
5.2. ITERACIONS DE DESENVOLUPAMENT 
El desenvolupament del projecte es planifica en diferents iteracions incrementals en funció de 
les funcionalitats que aporten. 
En les iteracions de desenvolupament, a part de les tasques específiques de cada funcionalitat, 
les tasques de lògica de negoci i peticions inclouen una part molt important de test i 
documentació, ja que no es pot donar per tancada una funcionalitat fins que no ha passat els 
tests que demostrin que la compleix i l’especificació formal de les seves repercussions en les 
peticions en les que afecta per tal de que els clients de l’API sàpiguen que poden esperar-ne. 
Les tasques s’han prioritzat pel valor que aporten al client, és a dir, els xats i videotrucades. Com 
que inicialment es preveu que el llançament del producte sigui quan aquest està tot acabat, s’ha 
decidit desenvolupar primer la funcionalitat més vistosa i desitjada pel client per tal de poder 
ensenyar-la i recaptar opinions i futurs clients, mentre que els requeriments de seguretat i 
optimització i l’estructura d’usuaris i empreses finals s’aplicaran un cop aquesta hagi estat 
validada, motiu pel qual hem afegit unes iteracions de seguretat i optimització un cop la 
funcionalitat ha estat acabada, tot i que no es descarta que part d’aquestes s’avancin en alguns 
casos a mesura que el client vagi validant la funcionalitat de les iteracions.  
 




5.2.1. Planificació inicial 
En la primera fase del projecte, ens trobem en una situació en la que l’empresa SFY ha rebut 
l’encàrrec d’una o varies empreses per a desenvolupar el projecte, així que les reunions respecte 
les funcionalitats i els requisits bàsics que aquest ha de complir ja han estat realitzades. 
En aquesta fase, que es preveu que duri 21 dies, s’hi inclou la realització de documentació com 
pot ser el context, abast, planificació temporal, pressupost, estudi de sostenibilitat i les 
presentacions de l’assignatura de gestió de projectes i la investigació de les tecnologies 
disponibles en el mercat que ens permetin complir l’objectiu. De les tecnologies analitzades, es 








5.2.2. Sprint 1 – Formació 
En la primera fase de desenvolupament, que es calcula que durarà uns 13 dies, s’ha definit un 
període de formació de la tecnologia escollida, que inclou a part de la formació bàsica en el 
desenvolupament d’aplicacions en la tecnologia, una dedicació a destacar en formació en 
desenvolupament API ja que el projecte de part de servidor s’hi basa. També inclou formació 
específica de unit test i test d’integració en l’entorn escollit i investigació de mètodes semi 
automàtics de generació de documentació de les peticions, molt probablement amb swagger. 
Entrant en el desenvolupament, en aquesta fase s’escollirà la versió i l’editor a fer servir, decisió 
que no és pas irrellevant si es tracta d’una tecnologia nova i amb actualitzacions i canvis 
constants. Un cop escollides les eines de desenvolupament més adequades, es procedirà a la 
posta en marxa de l’entorn de desenvolupament. 
 
 




5.2.3. Sprint 2 – Xats Bàsics 
Un cop amb tot l’entorn establert, la segona fase de desenvolupament, d’una durada aproximada 
de 19 dies inclouen la implementació i validació de les funcionalitats bàsiques definides que ha 
de tenir un xat, com són la creació dels usuaris i xats entre ells, l’enviament i rebuda de missatges 
i l’enviament de fitxers. Cadascuna d’aquestes funcionalitats inclouen la definició dels models 
necessaris i la relació entre ells, les peticions necessàries i la seva documentació per tal de que 
el client en pugui fer ús, els testos necessaris i la seva corresponent validació. 
 
 




5.2.4. Sprint 3 – Videotrucades 
Aquesta iteració d’aproximadament 15 dies està destina a la funcionalitat de videotrucades. S’ha 
de tenir en compte que no és el mateix fer una trucada a un xat que a un dispositiu concret i per 
tant estan en tasques separades. No tan sols inclou l’establiment de la trucada sinó que també 
tots els esdeveniments que es poden produir durant el seu transcurs, com són l’enviament de 
missatges, fitxers o punts en el vídeo en temps real. Tot i que aquestes funcionalitats són més 
complicades de testejar ja que involucren a un servei extern per a la transmissió del vídeo, 
aquestes també inclouen les seves corresponents validacions i documentació. 
 





5.2.5. Sprint 4 – Empreses i usuaris 
Un cop assolida la funcionalitat més valuosa pels usuaris, els xats i les videotrucades, arriba el 
moment d’afegir el toc empresarial i tenir en compte les empreses i usuaris del sistema tal i com 
s’havien establert. Es preveu que aquest procés tingui una durada aproximada de 14 dies i 










5.2.6. Sprint 5 – Seguretat 
L’objectiu d’aquesta fase és el d’assegurar la seguretat de les dades i les peticions que gestiona 
el servidor, així que a part de les encriptacions habituals, es volen estudiar mesures extres de 
seguretat que caldrà investigar i assegurar que es compleixen els estàndards de seguretat de 
peticions i emmagatzematge de dades. 
 
Il·lustració 9: Planificació sprint 5, seguretat 
 
5.2.7. Sprint 6 – Optimització 
En aquesta fase es pretén tenir en compte tots els aspectes funcionals de les peticions 
establertes i prendre les mesures necessàries per a optimitzar-les, ja sigui en el model de dades, 
la seva gestió en la lògica de negoci o utilitzant mètodes de multithreading. 
 
 




5.2.8. Sprint 7- Entrega 
Aquesta última fase, que es preveu de 6 dies, engloba per una banda l’entrega del projecte i per 
l’altre l’entrega del TFG. En l’entrega del TFG s’ha previst l’enllestiment de la memòria i la 
preparació de la presentació oral, mentre que per l’entrega del projecte en si inclou la instal·lació 
en preproducció, l’anàlisi de qualitat, la validació del client i els seus posteriors ajustaments i un 
cop la validació del client és vàlida, es passa a fer la instal·lació a producció i a la validació final. 
 
 
Il·lustració 11: Planificació sprint 7, entrega 
5.2.9. Sprint 8 – Tasques 
Tot i que ja s’hauria fet una primera entrega del projecte amb els xats i videotrucades, es preveu 
que el projecte continuï afegint les funcionalitats de gestió de tasques, així que en el cas en el 
que s’avancés el desenvolupament de les tasques anteriors i sobrés temps, es continuaria amb 
les funcionalitats de tasques. 
 




Per la realització de les tasques englobades en aquest projecte, els recursos que es preveu que 
seran necessaris són: 
• Recursos personals: una persona amb una dedicació al projecte de 35 hores setmanals. 
• Recursos materials: 
o Ordinador amb connexió a internet 
o Editor per l’entorn de programació de la tecnologia escollida: Visual Studio 
o Programa de virtualització per a simular els deploys en diferents sistemes 
operatius: VirtualBox 
o Servidor privat de l’empresa 
o Eina de gestió de git: Source Tree o Git Bash 
o Eina de testing: a definir segons la tecnologia escollida 
o Eina de documentació de peticions: Swagger  
o Eina de peticions API : Postman 
o Eina de gestió de tasques i seguiment: JIRA 
o Elaboració de Gantt: Microsoft Projects 





7. PLA D’ACCIÓ 
Al tractar-se d’un desenvolupament en empresa i sense les funcionalitats definides des del 
primer moment, es preveu que hi pugui haver canvis en les funcionalitats i requeriments del 
sistema que comportin desviacions importants en la planificació presentada en aquest 
document, sense que això afecti realment en el projecte si són en benefici del client gràcies a la 
metodologia utilitzada. 
Per tal d’intentar ajustar aquesta característica en la planificació temporal, s’ha tingut en compte 
unes hores comodí en el projecte que inicialment no corresponen a cap tasca però que es calcula 
que seran necessàries per a les modificacions que poden anar apareixent. 
Durant tot el projecte, s’aniran realitzant les reunions de seguiment amb l’equip, el director del 
projecte i la ponent del projecte ja siguin presencials o electrònicament per a poder avaluar la 
implicació dels canvis i les possibles correccions. 
També s’ha de contemplar una desviació important de temps a causa de l’aprenentatge de les 
noves tecnologies i de l’entorn que s’utilitzaran. Totes aquestes desviacions, poden ser tan en 
excés com en defecte. 
S’ha de tenir en compte que les tasques d’entrega del projecte a producció no tenen perquè 
realitzar-se dins de l’àmbit del TFG ja que això és una decisió d’empresa i client que escapa del 
control aquí descrit a dia d’avui. 
Al tractar-se d’un projecte desenvolupat en una empresa de desenvolupament de software, es 
contempla que hi pugui haver incorporacions d’altres membres en el projecte per tal d’agilitzar 
el procés, sobretot en el cas en el que s’afegeixi funcionalitat o s’hagi de fer un sprint especial 
per alguna demostració a possibles clients. 
Si tot i les desviacions contemplades i les correccions, el desviament temporal es preveu 
important, es minimitzarà o cancel·larà la iteració d’optimització dins de l’àmbit del TFG. Si per 
contra, s’agilitza el desenvolupament i s’acaba abans del previst, es començarà amb les 
funcionalitats de gestió de tasques previstes per aquest projecte.  
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8. GESTIÓ ECONÒMICA 
8.1. IDENTIFICACIÓ I ESTIMACIÓ DE COSTOS 
Un cop tenim l’estimació temporal, passem a l’estimació econòmica de la solució proposada per 
tal d’avaluar la seva viabilitat. A continuació avaluarem els diferents costos a tenir en compte. 
8.1.1. Recursos humans 
Els recursos humans formen part dels costos directes per activitat, els quals podem estimar a 
partir de les tasques definides en la planificació temporal anterior, tot afegint-hi el rol que es 
desenvolupa en cada una per tal d’obtenir el nombre d’hores de cada rol. 
Rol Preu/hora Hores Cost 
Documentador 50 € 130 6.500,00 € 
Tester 20 € 60 1.200,00 € 
Cap de projecte 50 € 102 5.100,00 € 
Desenvolupador 25 € 406 10.150,00 € 
Analista 40 € 45 1.800,00 € 
HaiDo  743 24.750,00 € 
Taula 2: Recursos humans 
El preu per hora de cada rol s’ha obtingut de la documentació proporcionada en l’assignatura de 
GEP. 
8.1.2. Recursos hardware  
Els recursos hardware utilitzats durant el desenvolupament del projecte formen part dels costos 
d’estructura indirectes, i per tant, hem de calcular la seva amortització. S’han tingut en compte 
els elements necessàries pel desenvolupament del projecte partint de la base de que no 
disposàvem d’ells anteriorment. 
Producte Preu Anys de vida útil Amortització 
iMac 5k 27” 2.329,00€ 4 219,22€ 
Portàtil Lenovo Thinkpad yoga 14 1.400,00 € 3 175,70 € 
Total   394,92€ 
Taula 3: Recursos hardware 




8.1.3. Recursos software 
Els recursos de software a tenir en compte són tots aquells que es preveu que es faran servir 
durant el desenvolupament. Pel seu preu, ens basem en els preus oficials de les corresponents 
webs oficials sense tenir en compte els descomptes d’estudiant dels que gaudim a la UPC. En 
quant al cost dels serveis de pagament mensual, s’ha escollit el mínim nombre d’usuaris, 
majoritàriament 10 durant 1 any. 
 
Producte Preu Anys de vida útil Amortització 
Editor -   € 4 -   € 
VirtualBox -   € 4 -   € 
Bitbucket 100,00 € 1 37,65 € 
SourceTree -   € 4 -   € 
Postman -   € 4 -   € 
JIRA 100,00 € 1 37,65 € 
Microsoft Projects Profesional 2016 1.369,00 € 4 128,86 € 
Office Hogar y empresas 2016 279,00 € 4 26,26 € 
Ubuntu 14.04 -   € 4 -   € 
Total 1.848,00 €  230,42 € 
Taula 4: Recursos software 





8.1.4. Recursos generals 
A part dels recursos de hardware i software, també hem de tenir en compte com a costos 
d’estructura indirecte els següents elements: 
o Energia elèctrica: Pel recurs d’energia elèctrica, s’ha tingut en compte el consum d’un 
ordinador durant les hores de desenvolupament, podent ser aquest tant el iMac com el 
Lenovo. 
o Transport: Degut a la localització de la oficina i la residència habitual, és necessària una 
T-Jove de 3 zones per al desplaçament diari. Tenint en compte que el seu cost a dia d’avui 
és de 199,20 euros i dura 90 dies, tindrem en compte que té un cost de 66,4 euros al mes. 
o Accés a internet: És necessària una connexió a internet durant el desenvolupament, per 
la qual hem tingut en compte l’ample de banda ja contractat i tenint en compte que hi 
dediquem un 25% al projecte. 
o Local: El projecte es realitzarà entre el local de l’empresa SFY i la casa particular de 
l’estudiant, cap dels dos influeixen en el cost del projecte ja que ja estan amortitzats i si 
no es fessin servir pel projecte, es farien servir per altres activitats. 
Producte/Servei Preu Temps Percentatge de dedicació Total estimat 
Energia elèctrica 0,13€/kWh*0,15kW 760 h 100% 14,82 € 
Transport 66,40 € 5 mesos 100% 332,00 € 
Accés a internet 25,00 € 5 mesos 25% 31,25 € 
Local -   € 5 mesos 25% -   € 
Total    471,82 € 




8.1.5. Costos imprevistos 
Els costos provinents d’imprevistos podrien ser: 
o Una desviació del temps previst, amb el qual s’augmentaria el cost dels recursos humans. 
Aquest cas ja s’ha tingut en compte a la previsió temporal amb unes 40 hores de 
desenvolupador, el que equival a 1000 €. 
o Una possible avaria als ordinadors utilitzats, en el qual cas s’hauria de reparar o substituir 
per un de nou. Considerem que aquest imprevist té un risc del 15%, així que el seu cost 
en el pitjor dels casos seria de 350 € per haver de substituir l’ordinador de major cost. 
8.1.6. Contingència 
Com a mesura de contingència, s’estableix un marge del 7% sobre el cost total del projecte, el 
que equival a una previsió de 1.767,96 € de contingència. 
Recurs Cost estimat Contingència Cost amb contingència 
Recursos humans 22.810,00 € 1.596,70 € 24.406,70 € 
Recursos hardware 394,92 € 27,64 € 422,57 € 
Recursos software 230,42 € 16,13 € 246,55 € 
Despeses generals 471,82 € 33,03 € 504,85 € 
Imprevistos 1.349,35 € 94,45 € 1.443,80 € 
Total 25.256,52 € 1.767,96 € 27.024,47 € 




8.2. CONTROL DE GESTIÓ 
El control de gestió del pressupost es realitzarà amb un estricte seguiment de la planificació 
temporal especificada en aquest document i aplicant el pla d’acció explicat anteriorment per a 
reajustar-lo en cas necessari. Si tot i així es detecta una diferència notable, es realitzarà un estudi 
per esbrinar quines en són les causes. Les desviacions que es preveuen que poden aparèixer en 
aquest projecte són desviacions en cost per tarifa o per eficiència. 
A causa de la metodologia utilitzada, s’accepta una desviació del pressupost i abast inicial en el 
cas de que el client demani explícitament canvis durant el desenvolupament, tot i que també es 
farà una estimació i pressupost d’aquests per tal de reajustar l’original. 
Un cop finalitzat el projecte, es compararan les dades reals amb les previstes i s’estudiaran les 
diferències. En cas de que el cost real superi al pressupostat tot i la partida destinada als 
imprevistos, s’assignarà la partida de contingència a tal efecte i en el remot cas de que aquesta 




9. SOSTENIBILITAT I COMPROMÍS SOCIAL 
9.1. ECONÒMICA 
S’han tingut en compte en el pressupost tant els costos materials com els costos humans i 
immaterials. Els recursos utilitzats en el desenvolupament del projecte són acurats i minimitzats, 
s’han prioritzat les tasques en funció de la importància del client i per tant aquest en podrà treure 
profit encara que es retalli abast.  
Com que el projecte el realitza en gran part una sola persona sense gaire experiència amb la 
tecnologia, aquest es podria agilitzar si es disposés de més recursos humans i amb més 
experiència en la tecnologia a treballar, tot i que això augmentaria el cost. A més, s’utilitza 
software extern ja existent per agilitzar el desenvolupament i disminuir-ne el cost. 
El producte final no consistirà tan sols del servidor desenvolupat en aquest projecte sinó que 
unes aplicacions client, ja poden ser mòbils, web o de dispositius de realitat augmentada, en 
faran ús i per tant el cost econòmic del software desenvolupat un cop finalitzat el 
desenvolupament, és el del servidor on estigui allotjat i el dels dispositius que en facin ús. 
Per part de les empreses que en farien un ús final, aquestes s’estalviarien els desplaçaments dels 
operaris de reparació i manteniment i l’estança en casos de manteniments de llarga duració i 
problemes legals de confidencialitat per la filtració d’informació o documents confidencials. 
9.2. SOCIAL 
L’ús del sistema final pot afavorir la qualitat laboral de molts dels tècnics en estalviar-se les 
molèsties dels desplaçaments diaris per a causes que es poden resoldre a distància. Així mateix, 
en cas de reparacions a domicilis, es reduirà el temps d’espera de les reparacions i les dificultats 
horàries en les que ens trobem moltes vegades. 
Un altre impacte social a tenir en compte és la disminució dels problemes de filtració de 




El desenvolupament del projecte no afecta de manera significativa al medi ambient ja que 
l’energia consumida pels equips en l’entorn laboral prové de fonts d’energia renovables, però la 
posada en marxa del projecte en canvi, implica una disminució en la contaminació ambiental i la 
petjada ecològica ja que redueix considerablement els desplaçaments diaris de tècnics. 
Com que el projecte es realitza de manera totalment electrònica, no hi ha consum material 
directe ni paper.  
La contaminació durant la vida útil del software desenvolupat depèn del servidor en el que estigui 
allotjat i de la procedència de l’energia dels dispositius dels clients que l’utilitzaran. 
9.4. TAULA DE SOSTENIBILITAT 
A continuació tenim la part proporcional de la matriu de sostenibilitat que entra dins de l’abast 
del TFG, en aquest cas, inclou la planificació i el desenvolupament. 
  Planificació+ desenvolupament 
 Ambiental  5 
 Econòmica  7 
 Social  8 
 Rang sostenibilitat  20 
Taula 7: Taula de sostenibilitat 
Pel consum del disseny, s’ha considerat que pel desenvolupament, no s’han utilitzat els recursos 
amb menor petjada ecològica ni els que menys consumeixen energèticament, però tampoc els 
pitjors. S’han utilitzat dos ordinadors i un servidor propi que està sempre en marxa i per tant, 
això perjudica al factor ambiental.  
A impacte econòmic, tot i que la previsió de recursos humans té en compte els preus estàndards 
del sector, a la realitat, s’han realitzat a preu de becari, així que econòmicament ha sortit bastant 
rentable. 
A nivell social, l’impacte ha estat molt gran ja que vaig començar sense saber res del 
desenvolupament de servidor i he acabat realitzant un projecte complex amb qualitat. 
Personalment considero que és un projecte sostenible i útil per a les empreses que en faran ús.  
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10. PREÀMBUL  
 Per a un millor seguiment de la memòria, s’ha de tenir en compte: 
• A tot arreu on apareix servidor, fa referència al servidor API desenvolupant en aquest 
projecte a no ser que s’especifiqui concretament “servidor RTA”. 
• En tot el treball, empresa i organització fan referència a la mateixa entitat del sistema. 
• Tal i com s’explicarà en l’apartat d’implementació, aquest sistema no té la responsabilitat 
de realitzar per si mateix les videotrucades en si ni d’enregistrar-les, s’utilitzarà un servei 
extern per això. 
• Tal i com s’explicarà en l’apartat de desviacions, el sistema aquí dissenyat tan sols conté 






Les característiques del servidor vénen definides per les peticions que necessiten els sistemes 
clients per tal de poder oferir la solució als clients finals. L’equip d’especialistes del projecte és 
l’encarregat de parlar amb els clients finals per observar les seves necessitats i passar-les a 
funcionalitats del sistema i comunicar-les als desenvolupadors corresponents, sense que aquests 
parlem en cap moment amb el client. Donada una nova funcionalitat, són els desenvolupadors 
qui decideixen la millor manera d’implementar-la. 
A continuació, veurem les característiques que ha de complir el servidor per tal de que els 
sistemes clients puguin complir amb les seves funcionalitats. 
1. Comptes: 
1.1. El sistema ha de permetre registrar un usuari i associar-lo a una empresa existent 
o a una nova empresa. 
1.1.1. El sistema ha de permetre el registre d’un usuari amb les dades corresponents a 
la creació d’una nova empresa. 
1.1.2. El sistema ha de permetre generar un codi d’invitació d’una empresa existent. 
1.1.3. El sistema ha de permetre el registre d’un usuari amb un codi d’invitació d’una 
empresa ja existent. 
1.2. El sistema ha de permetre comprovar si el codi d’invitació d’una empresa és vàlid. 
1.3. El sistema ha de permetre fer login amb mail i contrasenya.  
1.3.1. El sistema ha de permetre l’autentificació via token. 
1.4. El sistema ha de permetre afegir un dispositiu a l’empresa, associat o no a l’usuari 
que s’afegeix a partir d’un codi d’invitació del propi dispositiu. 
1.4.1. El sistema ha de permetre afegir el dispositiu des d’on es fa login com a contacte. 
1.4.2. El sistema ha de permetre obtenir un codi d’invitació a un dispositiu. 
1.4.3. El sistema ha de permetre afegir el dispositiu associat a un codi d’invitació a la 
organització. 
1.4.3.1. El pot afegir com a dispositiu propi i com a dispositiu convidat. 
1.5. El sistema ha de permetre l’autentificació dels dispositius sense usuari associat. 
1.6. El sistema ha de permetre ratificar les dades dels usuaris. 
1.6.1. El sistema ha de permetre modificar les dades d’un usuari. 




2.1. El sistema ha de permetre obtenir les empreses a les que pertany un usuari. 
2.2. El sistema ha de permetre obtenir els contactes d’una empresa. 
2.3. El sistema ha de permetre canviar el rol dels usuaris associats. 
2.3.1. El sistema ha de permetre quins usuaris són administradors del sistema. 
2.3.2. El sistema ha de permetre fer administrador a un usuari. 
2.3.3. El sistema ha de permetre a un administrador treure’s el rol. 
2.4. El sistema ha de permetre eliminar un contacte de l’empresa  
2.4.1. El sistema ha de permetre als usuaris eliminar els seus propis dispositius. 
2.4.2. El sistema ha de permetre als usuaris eliminar els dispositius sense usuari. 
2.4.3. El sistema ha de permetre a un administrador expulsar a un usuari de l’empresa. 
2.5. El sistema ha de permetre pujar un fitxer a la galeria d’empresa. 
2.6. El sistema ha de permetre obtenir els fitxers de la galeria d’empresa. 
2.7. El sistema ha de permetre canviar el nom d’un contacte. 
3. Videotrucades 
3.1. El sistema ha de permetre trucar a un contacte de l’empresa i enregistrar la 
trucada. 
3.1.1. El sistema ha de permetre trucar a un dispositiu concret. 
3.1.2. El sistema ha de permetre trucar a un usuari i que rebin la trucada tots els seus 
dispositius. 
3.1.3. El sistema ha de permetre a un dispositiu unir-se a una trucada. 
3.1.4. El sistema ha de permetre indicar que la trucada s’ha finalitzat. 
3.1.5. El sistema ha de permetre enregistrar la trucada. 
3.2. El sistema ha de permetre enregistrar els missatges enviats en una trucada. 
3.3. El sistema ha de permetre enregistrar els punts vermells enviats en una trucada. 
3.4. El sistema ha de permetre l’enviament d’una imatge o fitxer en una trucada. 
3.5. El sistema ha de permetre obtenir un fitxer a partir del seu identificador. 
3.6. El sistema ha de permetre obtenir l’historial de trucades. 
3.6.1. Un historial de trucades amb dades generals. 
3.6.2. L’historial d’una trucada en concret. 
4. Configuració 
4.1. El sistema ha de permetre obtenir la direcció del servidor RTA. 
4.2. El sistema ha de permetre modificar la direcció del servidor RTA utilitzat sense 
haver d’actualitzar els clients.  
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11.2. DIAGRAMES DE PETICIONS/CASOS D’US 
Al tractar-se d’un servidor, els únics actors que interactuen amb aquest són els diferents sistemes 
clients que requereixen dels serveis d’aquest. S’han distribuït els casos d’ús a partir de la 
funcionalitat de la qual deriven.  
 
Il·lustració 13: Diagrama de casos d’ús general 
Hi ha casos d’ús que necessiten una petició per ells mateixos però en altres casos, una sola petició 
pot complir més d’un cas d’ús. Així que per a una millor comprensió, s’han marcat els diferents 
casos d’ús amb l’enumeració de l’apartat de característiques i s’han pintat de color groc les 
peticions que permetran complir-los. 
En relació a la gestió de les comptes d’empreses i usuaris del sistema, tenim totes les operacions 
de registre i el sistema d’invitacions tant per usuaris com per dispositius, l’autentificació i la 
ratificació de dades dels usuaris. 
 
Il·lustració 14: Diagrama de casos d’ús de comptes  
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En relació a la gestió de les empreses, tenim l’obtenció i ratificació dels contactes i fitxers i 
l’administració dels contactes i rols. 
 
Il·lustració 15: Diagrama de casos d'ús d’empresa 
Respecte la gestió de videotrucades, tenim les operacions de fer la trucada, iniciar-la i finalitzar-
la i el registre i obtenció dels elements que s’envien en aquesta, així com la configuració per 
l’establiment de la videotrucada amb el servei extern. 
 
Il·lustració 16: Diagrama de casos d’ús de videotrucades 
Finalment tenim les operacions d’obtenir i ratificar la configuració del servidor RTA. 
 
Il·lustració 17: Diagrama de casos d'ús de configuració 
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11.3. REQUISITS NO FUNCIONALS 
Requisit : #01 Tipo segons Volere: 12a. Velocitat i latència 
Descripció El sistema donarà resposta a les peticions de manera òptima i precisa. 
Justificació 
El temps de resposta ha de ser el mínim per tal de que el sistema sigui 
usable i la usabilitat dels clients no es vegin afectada. 
Condició de 
satisfacció 
Es realitzaran tests de velocitat i temps resposta i es realitzarà una 
integració destinada a optimitzar-los. Una petició senzilla ha de ser resolta 
en menys de 2 segons. 
Taula 8: Requisit no funcional de velocitat i latència 
Requisit : #02 Tipo segons Volere: 12c. Precisió o exactitud 
Descripció Les dades del servidor han de ser precises i conegudes pels seus clients. 
Justificació 
Tots els clients han de conèixer les mesures i unitats que el servidor fa servir 
per tal de que no hi hagi confusions. 
Condició de 
satisfacció 
El sistema farà servir el sistema UTC i comptarà amb la documentació 
necessària per tal de poder indicar als seus clients quines mesures, unitats i 
procediments farà servir. 
Taula 9: Requisit no funcional de precisió o exactitud 
 
Requisit : #03 Tipo segons Volere: 12d. Fiabilitat i disponibilitat 
Descripció El sistema ha d’estar disponible a les peticions dels clients. 
Justificació 
El sistema ha d’estar disponible en tot moment per tal de que el servei 
dels clients no es vegi afectat. 
Condició de 
satisfacció 
El sistema comptarà amb mesures preventives de possibles caigudes i 
restabliment del servei. 
Taula 10: Requisit no funcional de fiabilitat i disponibilitat 
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Requisit : #04 Tipo segons Volere: 12f. Capacitat 
Descripció El sistema ha de ser capaç de donar servei als seus clients. 
Justificació 
El sistema ha de ser capaç de contestar a les peticions dels seus clients 
encara que siguin un gran nombre. 
Condició de 
satisfacció 
El sistema serà implantat en una tecnologia que suporti un gran nombre de 
clients. El disseny de la base de dades també tindrà en compte els accessos 
per disminuir el coll d’ampolla. 
Taula 11: Requisit no funcional de capacitat 
 
Requisit : #05 Tipo segons Volere: 12g. Escalabilitat o extensibilitat 
Descripció 
El sistema ha de ser capaç d’augmentar el nombre de clients als que dóna 
servei. 
Justificació: 
El sistema ha de ser capaç de contestar a les peticions dels seus clients 
encara que aquests augmentin en nombre. 
Condició de 
satisfacció 
El sistema serà dissenyat de manera que aquest pugui ser fàcilment 
escalable per tal de poder donar suport als seus clients. 
Taula 12: Requisit no funcional d'escalabilitat o extensibilitat 
 
Requisit : #06 Tipo segons Volere: 12h. Longevitat 
Descripció El sistema ha d’estar disponible pels seus clients. 
Justificació: 
El sistema ha de continuar estant disponible pels seus clients mentre 
duri el seu contracte. 
Condició de 
satisfacció: 
El sistema es mantindrà actiu mentre duri el contracte amb els seus 
clients. 




Requisit : #07 Tipo segons Volere: 13e. Publicació 
Descripció Les actualitzacions de millora o manteniment no causaran pèrdues de dades 
o fallades de funcionalitat 
Justificació Les actualitzacions es realitzaran d’acord amb el contracte del client i sense 
pèrdua de dades, respectant les funcionalitats ja existents.   
Condició de 
satisfacció 
El moment d’actualització serà el convingut amb el client i abans de realitzar-
la, es faran tests i còpies de seguretat per assegurar que el canvi no produeix 
cap pèrdua de dades i que les funcionalitats continuen funcionant. 
Taula 14: Requisit no funcional de publicació 
Requisit : #08 Tipo segons Volere: 14b. Ajuda 
Descripció El servidor comptarà amb la documentació necessària per a poder fer servir 
les seves peticions correctament. 
Justificació És molt important que els clients sàpiguen els detalls i característiques de 
totes les peticions que el servidor ofereix. 
Condició de 
satisfacció 
El sistema comptarà amb una documentació swagger automàtica que 
detalli les característiques de cada petició, actualitzat en tot moment. 
Taula 15: Requisit no funcional d'ajuda 
Requisit : #09 Tipo segons Volere: 15a. Accés 
Descripció 
El sistema controlarà l’accés a les peticions i a les dades pertinents, 
encriptarà les dades i s’assegurarà de que no 
Justificació 
Les dades registrades són privades i confidencials dels usuaris i les empreses 
i per tant, només hi poden accedir usuaris que disposin dels permisos. 
Condició de 
satisfacció 
Les peticions d’accés a dades tan sols les podran realitzar usuaris  
autentificats i el sistema aplicarà mesures de seguretat per evitar que les 
dades es filtrin i per evitar que clients o usuaris no autoritzats no hi puguin 
accedir.  
Taula 16: Requisit no funcional d'accés 
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Requisit : #10 Tipo segons Volere: 15b. Integritat 
Descripció El sistema no acceptarà ni emmagatzemarà dades que puguin ser 
incorrectes, ja sigui pel seu tipus o contingut. 




El sistema no emmagatzemarà cap dada que violi alguna de les restriccions 
d’integritat definides i tindrà comprovacions d’integritat fins i tot en les 
situacions en les que els sistemes clients no haurien d’arribar.  
Taula 17: Requisit no funcional d'integritat 
Requisit : #11 Tipo segons Volere: 15c. Privacitat 
Descripció 
L’emmagatzemat de les dades enregistrades en el sistema es farà d’acord 
amb la legislació vigent, s’avisarà als usuaris del seu ús i tan sols hi podran 
accedir els usuaris autoritzats. 
Justificació 
La protecció de les dades personals és un dret fonamental que està regulat 




El tractament de les dades de caràcter personal del sistema es farà 
respectant íntegrament la legislació vigent, aplicant totes les mesures de 
seguretat necessàries. 
Taula 18: Requisit no funcional de privacitat 
Requisit : #12 Tipo segons Volere: 17a. Compliment legal I 
Descripció 
El sistema respectarà el dret d’accés, ratificació, cancel·lació i oposició de les 
dades personals que emmagatzemi dels seus usuaris. corresponent a la llei 
ARCO7 
Justificació 
Al tractar amb dades personals, el sistema ha de permetre als usuaris el 
control sobre les seves dades personals per tal de complir la llei orgànica 
15/1999 de Protecció de Dades de Caràcter Personal (LOPD). 
Condició de 
satisfacció 
Els usuaris i les seves dades seran tractades tal com estableix la llei, 
permetent la seva modificació i eliminació. Seran els clients del servidor qui 
els haurà d’informar  sobre l’ús d’aquestes per part del sistema. 
Taula 19: Requisit no funcional de compliment legal I 
                                                     
7 http://www.agpd.es/portalwebAGPD/CanalDelCiudadano/derechos/principales_derchos/index-ides-idphp.php  
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Requisit : #13 Tipo segons Volere: 17a. Compliment legal II 
Descripció 
El sistema complirà la llei de protecció de dades i les lleis vigents de cada 
país. 
Justificació 
El sistema tracta amb dades personals i per tant, ha de complir amb les 
lleis vigents dels països on es distribueixi. 
Condició de 
satisfacció 
En la distribució a un nou país, s’analitzaran les lleis existents per 
assegurar que el sistema les compleix. 
Taula 20: Requisit no funcional de compliment legal II 
 
Requisit : #14 Tipo segons Volere: 17b. Compliment d’estàndards 
Descripció 
El sistema seguirà els estàndards apropiats per un servidor d’aquestes 
característiques 
Justificació 
Per tal de poder-se comunicar correctament amb tots els seus clients i 




El servidor seguirà com a mínim l’estàndard HTTP Status Codes, l’estàndard 
de serialització JSON RFC46278 i l’estàndard de representació de dates 
Iso86019. 
Taula 21: Requisit no funcional de compliment d'estàndards 
                                                     
8 RFC4627: https://tools.ietf.org/html/rfc4627  




12.1. ESQUEMA CONCEPTUAL 
Donades les característiques i requisits anteriors que ha de complir el sistema, s’ha definit el 
següent model conceptual per a representar a les entitats implicades: 
 
Il·lustració 18: Diagrama conceptual de la solució proposada 
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12.1.1. Restriccions de clau externa 
- Usuari: Id 
- Dispositiu: Id 
- Invitació de dispositiu: Codi 
- Invitació d’empresa: Codi 
- Empresa: ShortName 
- Esdeveniment: Id 
- Dia: data 
12.1.2. Restriccions d’integritat textuals 
- La DataSortida d’un UsuariEmpresa ha de ser igual o posterior a la DataEntrada  
- Una Empresa ha de tenir com a mínim un EmpresaUsuari que EsAdmin  
- La DataInici d’una Trucada ha de ser igual o posterior a la dataTrucada 
- La DataFi d’una Trucada ha de ser igual o posterior a la DataInici. 
- La DataCreació d’un Event ha de ser igual o posterior a la DataInici i igual o inferior a la 
DataFi de la seva Trucada. 
- Un Dispositiu deixa de ser participant d’una Trucada quan hi ha DataFi a la respectiva 
entitat Trucada 
- Una Trucada està en procés quan hi ha DataInici però no DataFi. 
- Un Dispositiu no pot tenir més d’una Trucada en procés solapada  temporalment 
- Els dos Dispositius participants en una Trucada han de formar part de la mateixa Empresa. 
- Tots els Esdeveniments han de ser enviats en una i només una Trucada excepte els Fitxer 
pujat per un Dispositiu. 
- Un Esdeveniment no pot ser enviat per un Dispositiu que no participa en la Trucada 
- En una Trucada, el Dispositiu que truca i el que rep no poden ser els mateixos 
12.1.3. Informació derivada 
Empresa:  
/Contactes: conjunt d’usuaris i de dispositius per invitació associats a l’empresa. 
/Galeria: conjunt de fitxers pujats pels dispositius de l’empresa. 
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12.1.4. Descripció de les entitats 
Usuari 
Usuari registrat al sistema. 
Atribut Descripció 
Id Identificació única d’usuari 
Data de creació Data de creació de l’usuari 
Nom Nom de perfil de l’usuari 
Email Mail de l’usuari 
Telèfon Telèfon de contacte de l’usuari 
Contrasenya Contrasenya de l’usuari 
Imatge de perfil Imatge de perfil de l’usuari 
Taula 22: Descripció entitat usuari 
Empresa 
Empresa registrada al sistema. 
Atribut Descripció 
ShortName Acrònim de l’empresa i identificador únic 
Data de creació Data de creació de l’empresa 
Nom Nom públic de l’empresa 
Logotip Imatge de logotip de l’empresa 
/Contactes Conjunt d’usuaris i dispositius associats a l’empresa 
/Galeria Conjunt de fitxers pujats pels dispositius de l’empresa 
Taula 23: Descripció entitat empresa 
UsuariEmpresa 
Relació conforme un usuari forma part d’una empresa. 
Atribut Descripció 
Data d’entrada Data d’entrada de l’usuari a l’empresa 
Data de sortida Data de sortida de l’usuari de l’empresa 
Es admin Indica si l’usuari és o no administrador de l’empresa 




Invitació d’una empresa per tal de que un usuari s’hi pugui associar. 
Atribut Descripció 
Codi Codi d’invitació únic de l’empresa 
Data de creació Data de creació de la invitació 
Caducitat Temps de vigència de la invitació 
Taula 25: Descripció entitat invitació d'empresa 
Invitació de dispositiu 
Invitació d’un dispositiu per tal de que un usuari el pugui afegir a l’empresa. 
Atribut Descripció 
Codi Codi d’invitació únic de dispositiu 
Data de creació Data de creació de la invitació 
Caducitat Temps de vigència de la invitació 
Taula 26: Descripció entitat invitació dispositiu 
Dispositiu 
Dispositiu registrat al sistema com a contacte d’una empresa, ja sigui via invitació o associat a un 
usuari. 
Atribut Descripció 
Id Identificador únic de dispositiu 
Nom Nom públic del dispositiu que es mostra a la llista de contactes 
Taula 27: Descripció entitat dispositiu 
Trucada 
Trucada enregistrada entre dos contactes d’una mateixa empresa. 
Atribut Descripció 
Id Identificador únic de trucada 
Data inici Data en el dispositiu receptor s’uneix a la trucada i aquesta comença 
Data fi Data de finalització de la trucada 




Enviament d’alguna cosa en la trucada. 
Atribut Descripció 
Id Identificació única de l’esdeveniment 
Data de creació Data d’enviament de l’esdeveniment 
Taula 29: Descripció entitat esdeveniment 
 
Missatge 
Missatge enviat en una trucada. 
Atribut Descripció 
Text Contingut del missatge enviat 
Taula 30: Descripció entitat missatge 
 
Punt vermell 
Punt enviat en una trucada. 
Atribut Descripció 
Posx Tant per cent relatiu a l’eix de les X de la posició del punt enviat 
Posy Tant per cent relatiu a l’eix de les Y de la posició del punt enviat 
Taula 31: Descripció entitat punt vermell 
 
Fitxer 
Fitxer pujat per un dispositiu a la galeria de la seva empresa o fitxer enviat en una trucada. 
Atribut Descripció 
Contingut multimèdia Arxiu del fitxer enviat. 




Al tractar-se d’una API sense interfície, els casos d’ús prenen forma de les peticions que aquesta 
ha d’oferir per tal de que els seus clients puguin complir-los. 
Al tractar-se d’una API REST, cada petició és independent de la resta  i per tant, el comportament 
habitual consta d’una sola petició del client al sistema. Aquest procedeix a realitzar la operació 
requerida i retorna una resposta al client amb el resultat esperat, podent ser d’error en cas de 
que no s’hagi pogut completar la petició. 
 
  
Il·lustració 19: Diagrama de comportament habitual 
Tot i que la majoria de peticions requereixen que s’adjunti junt amb la petició els paràmetres 
d’autentificació, totes les peticions són autocontingudes i per tant, segueixen el comportament 






Aquest servei valida les dades de l’usuari i el registra un nou usuari al sistema, donant d’alta 
també una empresa en el cas de que les dades pertinents hi siguin o afegint-lo a una empresa ja 
existent a partir d’un codi vàlid d’invitació d’aquesta. 
Precondicions 
En cas del registre amb invitació, ha d’existir una invitació d’empresa amb el codi proporcionat 
que encara no hagi estat utilitzada. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 1: Registre 
Resposta 
 
Paràmetres de resposta 1: Registre 
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12.2.2. Obtenir invitació d’empresa  
Descripció 
Aquest servei genera un nou codi d’invitació de l’empresa requerida i en retorna el codi, de 
manera que un altre usuari es pugui unir a l’empresa a partir d’aquest.                                                                                    
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i formi part de 
la organització de la qual vol demanar el codi. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 2: Obtenció d'invitació d'empresa 
Resposta 
 




12.2.3. Comprovar validesa invitació empresa 
Descripció 
Aquest servei comprova si el codi proporcionat és un codi d’invitació vàlid o no.                                                                                                                                                        
Precondicions 
El servei no té cap precondició ja que justament comprova si el codi proporcionat és vàlid o no. 
Paràmetres d’invocació 
 










Aquest servei valida el nom d’usuari i contrasenya per a generar un token d’autentificació, 
necessari per a les peticions que requereixen que l’usuari estigui autentificat al sistema. 
Precondicions 
El servei requereix que existeixi un usuari amb el nom i contrasenya indicats. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 4: Login 
Resposta 
 




12.2.5. Afegir dispositiu login 
Descripció 
Aquest servei permet afegir un dispositiu com a contacte d’un usuari que acaba de fer login.  
Precondicions 




Paràmetres d'invocació 5: Afegir dispositiu login 
12.2.6. Obtenir invitació dispositiu 
Descripció 
Aquest servei genera un nou codi d’invitació per al dispositiu a partir del seu guid en cas de que 
no existeixi i en retorna el codi. En cas de que ja en tingués una de vàlida, retorna directament el 
seu codi.                                                                                                                                                         
Precondicions 
El servei no té precondicions ja que es genera una invitació per a cada guid i si ja n’existeix una, 
es retorna el codi d’aquesta. 
Paràmetres d’invocació 
 





Paràmetres de resposta 5: Obtenir invitació de dispositiu 
12.2.7. Afegir invitació de dispositiu 
Descripció 
Aquest servei valida la invitació d’un dispositiu i afegeix el seu contacte a l’empresa especificada. 
Precondicions 
El servei requereix que existeixi una invitació de dispositiu amb el codi proporcionat i que l’usuari 
que fa la petició estigui autentificat en el sistema i formi part de l’organització en la que vol afegir 
la invitació.  
Paràmetres d’invocació 
 
Paràmetres d'invocació 7: Afegir invitació de dispositiu 
Resposta 
 




12.2.8. Login dispositiu sense usuari 
Descripció 
Aquest servei obté els token d’autentificació d’un dispositiu que no està associat a cap usuari. 
Precondicions 
El servei requereix que existeixi una invitació de dispositiu validada amb el codi d’invitació i guid 
de dispositiu proporcionats. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 8: Login d'un dispositiu sense usuari 
Resposta 
 




12.2.9. Modificar usuari 
Descripció 
Aquest servei permet modificar les dades d’un l’usuari.                                                                                    
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i sigui el mateix 
que es vol modificar. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 9: Modificar usuari 
Resposta 
 




12.2.10. Eliminar usuari 
Descripció 
Aquest servei permet eliminar a l’usuari indicat i els seus contactes de les empreses de les que 
forma part.                                                                                                                                                                                 
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i sigui el mateix 
que es vol eliminar. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 10: Eliminar usuari 
12.2.11. Obtenir empreses 
Descripció 
Aquest servei permet obtenir les empreses en les que pertany l’usuari o dispositiu que fa la 
petició.  
Precondicions 
El servei requereix que el dispositiu que fa la petició estigui autentificat en el sistema. 
Resposta 
 
Paràmetres de resposta 9: Obtenir empreses 
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12.2.12. Obtenir contactes d’empresa 
Descripció 
Aquest servei obté els contactes de l’empresa. Retorna els usuaris amb els seus respectius 
dispositius i els dispositius sense usuari associat.                                                                                                                                                                                                                             
Precondicions 




Paràmetres d'invocació 11: Obtenir contactes d'empresa 
Resposta 
 




12.2.13. Obtenir administradors 
Descripció 
Aquest servei permet obtenir els identificadors dels usuaris administradors de l’empresa 
indicada.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i formi part de 
la organització indicada. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 12: Obtenir administradors 
Resposta 
 





12.2.14. Assignar administrador 
Descripció 
Aquest servei permet assignar a un usuari el rol d’administrador de l’empresa indicada.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i sigui 
administrador de l’empresa indicada i que l’usuari que es vol fer administrador existeixi i formi 
part de la organització. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 13: Assignar administrador 
Resposta 
 




12.2.15. Eliminar contacte 
Descripció 
Aquest servei permet eliminar un contacte de l’organització o expulsar-ne a un usuari.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i formi part de 
la organització indicada. Cal que l’usuari o contacte indicats existeixin i en cas de voler expulsar 
a un usuari cal que l’usuari que fa la petició sigui administrador del sistema. 
Paràmetres d’invocació 
 




12.2.16. Pujar fitxer 
Descripció 
Aquest servei permet enregistrar un fitxer i associar-lo a una empresa o a una trucada.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i formi part de 
la organització indicada. En el cas de voler-lo associar a una trucada, cal que aquesta existeixi i 
estigui en procés. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 15: Pujar fitxer 
Resposta 
 





12.2.17. Obtenir galeria empresa 
Descripció 
Aquest servei permet obtenir els fitxers de la galeria d’una empresa i la seva informació.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i formi part de 
la organització de la qual es vol obtenir la galeria. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 16: Obtenir galeria empresa 
Resposta 
 
Paràmetres de resposta 14: Obtenir galeria empresa 
12.2.18. Modificar contacte 
Descripció 
Aquest servei permet canviar el nom d’un contacte.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema, formi part de 









Aquest servei permet iniciar una trucada amb altres contactes o usuaris de l’organització i obtenir 
les dades necessàries per dur-la a terme.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema, formi part de 
la organització en la que vol trucar i cal que els contactes entre els que es vol fer la trucada 
existeixin en el sistema. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 18: Trucar 
Resposta 
 





12.2.20. Unir-se a trucada 
Descripció 
Aquest servei permet enregistrar l’inici d’una trucada per un dispositiu.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari i el dispositiu que fa la petició estigui autentificat en el sistema, 




Paràmetres d'invocació 19: Unir-se a trucada 
Resposta 
 




12.2.21. Enregistrar missatge videotrucada 
Descripció 
Aquest servei enregistra l’enviament d’un missatge a una videotrucada en curs i retorna 
l’identificador assignat.  
Precondicions 
El servei requereix que l’usuari i el dispositiu que fa la petició estigui autentificat en el sistema, 




Paràmetres d'invocació 20: Enregistrar un missatge en una videotrucada 
Resposta 
 




12.2.22. Enregistrar punt vermell videotrucada 
Descripció 
Aquest servei enregistra l’enviament d’un punt vermell a una videotrucada en curs i retorna 
l’identificador assignat.  
Precondicions 
El servei requereix que l’usuari i el dispositiu que fa la petició estigui autentificat en el sistema, 




Paràmetres d'invocació 21: Enregistrar un punt vermell a una videotrucada 
Resposta 
 





12.2.23. Obtenir fitxer 
Descripció 
Aquest servei permet obtenir un fitxer i els seus detalls a partir del seu identificador.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i formi part de 
la organització indicada, on ha d’existir un fitxer amb l’identificador proporcionat. 
Paràmetres d’invocació 
 








12.2.24. Finalitzar trucada 
Descripció 
Aquest servei enregistra la finalització d’una trucada en procés.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i formi part de 




Paràmetres d'invocació 23: Finalitzar trucada 
Resposta 
 




12.2.25. Obtenir historial trucades 
Descripció 
Aquest servei permet obtenir l’historial de trucades d’una organització.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema i formi part de 
la organització indicada. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 24: Obtenir historial de trucades 
Resposta 
 




12.2.26. Obtenir detalls trucada 
Descripció 
Aquest servei permet obtenir els elements enviats durant la trucada indicada.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema, formi part de 
la organització indicada i que en aquesta existeixi una trucada amb l’identificador proporcionat. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 25: Obtenir detalls trucada 
Resposta 
 
Paràmetres de resposta 22: Obtenir detalls trucada 
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12.2.27. Obtenir direcció RTA 
Descripció 
Aquest servei permet obtenir la direcció del servidor RTA amb el que s’han de connectar els 
clients.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema. 
Resposta 
 
Paràmetres de resposta 23: Obtenir direcció RTA 
12.2.28. Modificar direcció RTA 
Descripció 
Aquest servei permet als administradors del sistema canviar la direcció del servidor RTA.                                                                                                                                                                                                                             
Precondicions 
El servei requereix que l’usuari que fa la petició estigui autentificat en el sistema com a 
administrador del sistema. 
Paràmetres d’invocació 
 
Paràmetres d'invocació 26: Modificar direcció RTA 
Resposta 
 
Paràmetres de resposta 24: Modificar direcció RTA 
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13. ARQUITECTURA I DISSENY 
13.1. ARQUITECTURA 
13.1.1. Disseny del problema 
Per tal de poder desenvolupar una solució que compleixi amb els requisits especificats, en la fase 
de disseny de la solució vam analitzar les diferents opcions de comunicació entre clients i 
servidor. Es va definir la necessitat de que el servidor disposés d’una API REST [11] per separar 
totalment les interfícies de lògica del servidor i les dels clients. El requisit que afegeix més 
complexitat al problema de part de servidor és el dels missatges instantanis entre clients i les 
videotrucades instantànies, ja que una API tradicional no es pot posar en contacte amb un client 
directament, però en canvi s’han de registrar els missatges enviats i les trucades realitzades, així 
com controlar la duració i les dades de la trucada pel seu registre i pel pagament del servei de 
videotrucada utilitzat. Més endavant s’explicarà com es realitza la trucada i com s’estableix, ara 
per ara ens preocupa la lògica d’establir la trucada i enviar els missatges.  
Una de les possibles solucions seria enviar notificacions push [12] als clients quan aquests 
rebessin un missatge o una petició de trucada. 
 
Il·lustració 20: Esquema comunicació amb notificacions push 
Aquesta opció es va descartar degut al gran nombre de missatges que s’espera i al dret que tenen 
els usuaris a no acceptar les notificacions push de les aplicacions clients. Si es fes servir aquest 
mètode i un usuari no accepta les notificacions push, l’aplicació client hauria de ser l’encarregada 
de preguntar al servidor si té missatges nous pendents, però sense saber quan ho hauria de fer.  
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Pel que fa als missatges, es perdria la instantaneïtat, però pel que fa a les trucades, no es podrien 
realitzar ja que no hi ha manera de saber si els clients estan o no connectats per tal de poder 
establir la trucada. 
Derivada de la opció anterior, sorgeix la opció de que l’aplicació client faci pulling10 al servidor 
per tal d’obtenir els  nous missatges o saber si hi ha una petició d’establiment de trucada. 
 
Il·lustració 21: Esquema comunicació amb pulling 
Aquesta opció també es va descartar degut al cost del pulling per part dels clients, ja que estarien 
constantment demanant si hi ha nous missatges i això suposa un gran cost encara que el temps 
entre petició i petició sigui gran [13]. A part, com més s’incrementa el temps de pulling, menys 
instantània és la rebuda del missatge o la trucada. El fet de que tots els clients fessin pulling, 
també afectaria al servidor ja que tindria una sobrecàrrega innecessària de peticions. Tot i així, 
l’inconvenient més gran d’aquest mètode és que el client només pot fer pulling mentre l’aplicació 
estigui oberta, i depenent del sistema operatiu, mentre està en primer pla. 
Veient les opcions anteriors, vam veure la necessitat de buscar altres alternatives. Necessitàvem 
una tecnologia alternativa a les notificacions push que ens permetés comunicar-nos amb els 
diferents clients. Una eina alternativa que va sorgir llavors va ser la de tenir paral·lelament a l’API 
REST un servidor RTA que s’encarregués de la gestió dels missatges a través de sockets11. 
 
Il·lustració 22: Esquema de comunicació amb servidor RTA 
                                                     
10 Múltiples peticions en un curt període de temps 
11 Sistema de comunicació bidireccional entre dos programes enllaçats a partir de la direcció IP i un port  
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Els sockets permeten mantenir comunicat client i servidor RTA en una sala sense que el client 
hagi d’anar fent peticions. Tot i que aquest ajustament no acaba de complir els requisits del 
sistema ja que per tal de funcionar, el servidor RTA hauria de mantenir la persistència de 
contactes i la lògica de permisos i de cobrament de trucades i tenir una sala per a cada un d’ells. 
Fet que afegiria una dependència d’aquest servidor pels clients ja que haurien de comunicar-se 
amb dos servidors i el canvi de qualsevol dels dos els afectaria. A més, per poder mantenir la 
connexió, el client també ha d’estar actiu, així que en cas de que no ho estigués, la connexió es 
tallaria i es perdrien els missatges i trucades. 
Per tal de mantenir una consistència i no tenir redundància entre servidor API REST i servidor 
RTA, una solució seria que cada client tingués una única connexió via socket amb el servidor RTA 
i que aquest sigui tan sols un comunicador sense persistència. D’aquesta manera, els clients 
enviarien els nous missatges o peticions d’establiment de trucada al servidor Api REST i aquest 
seria l’encarregat de delegar l’enviament del missatge al servidor RTA a través de peticions API. 
El servidor RTA seria l’encarregat d’enviar-li el missatge a l’usuari corresponent en cas de que 
tingui una comunicació activa o d’enviar-li una notificació push en el cas contrari. Així el servidor 
API REST pot mantenir la lògica de les trucades i una consistència d’aquestes i dels missatges 
enviats sense que el servidor RTA hagi de tenir part de lògica de negoci ni dades enregistrades.  
 
Il·lustració 23: Esquema de comunicació amb servidor RTA i notificacions 
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Tot i que aparentment el que ens ofereix aquesta opció és molt semblant a la primera, en aquesta 
no es fa un ús excessiu de les notificacions push, ja que aquestes només s’enviarien en el cas en 
el que la comunicació entre el client i el socket no estigués activa, el qual és un ús més adequat 
de les notificacions push. A més, la comunicació via sockets és instantània i pròpia del servidor 
RTA, mentre en les notificacions push depèn de la gestió del servei de notificacions extern 
utilitzat. En els missatges aquesta diferència podria no ser notable, però en el cas de les 
videotrucades, en el qual hi ha molts canvis d’estat durant l’establiment de la trucada, aquests 
segons de diferència són crucials. 
Arribats a aquesta solució, es podria donar per vàlida, però tenint en compte les possibilitats que 
ofereix el servidor RTA amb la seva comunicació per sockets, passar pel servidor API REST causa 
un coll d’ampolla i un alentiment de la recepció dels missatges, així que es va continuar analitzant 
les alternatives.  
En el cas de les trucades, és indispensable que aquestes passin pel servidor API REST abans 
d’iniciar-se ja que hi ha una lògica associada als permisos per a realitzar-la, però en el cas dels 
missatges o l’enviament de fitxers o imatges no hi ha restriccions un cop els clients saben amb 
quin identificador contactar a través dels sockets i per tant, passar pel servidor API REST és 
necessari tan sols per a registrar-los. 
Tenint en compte aquestes restriccions, es pot tenir en compte la possibilitat de que els clients 
envïn el missatge paral·lelament al servidor RTA i al servidor API REST. Aquesta possibilitat té el 
risc de que alguna de les dos peticions falli o es perdi. Si es perdés la petició al servidor API REST, 
el missatge s’enviaria per RTA i els altres usuaris el rebrien, però sense que aquest quedés 
registrat en el sistema. Si es perdés la petició al servidor RTA, els altres usuaris no rebrien 
immediatament el missatge ni la notificació push, però aquest quedaria registrat al sistema i la 
pròxima vegada que els clients demanessin els missatges pendents, aquests el rebrien. Analitzant 
els riscos, es va veure un benefici en enviar els missatges i identificadors de les imatges a enviar 





D’aquesta manera, l’esquema de comunicació entre client, servidor API REST i servidor RTA 
quedaria: 
 
Il·lustració 24: Esquema de comunicació final amb servidor RTA i notificacions 
Donat que la comunicació per socket de cada client afegeix una dependència d’aquest servei 
incontrolada pel servidor API REST, es va establir que aquest afegiria una petició per obtenir la 
direcció del servidor RTA amb el que els clients haguessin de posar-se en contacte, d’aquesta 
manera, s’assegura que tots els clients i el servidor API REST estan comunicats amb el mateix 
servidor de sockets i en cas de que aquest s’hagués de canviar, no afectaria als clients ni els 
forçaria a una actualització per aquest canvi. 
 




13.1.2. Investigació de tecnologia  
L’empresa té una gran experiència en projectes MVC desenvolupats amb ASP.NET, però aquesta 
tecnologia té la gran limitació de que tan sols pot fer deploy en servidors amb Windows. Amb 
aquest projecte, l’empresa volia fer un canvi i emprendre’l amb una nova tecnologia que els 
permetés renovar-se i permetre uns deploys més econòmics en màquines Linux. Amb aquest 
objectiu en ment, es va fer un anàlisis de les tecnologies existents per tal de trobar-ne una que 
complís aquest requisit i que comptés amb el suport de la comunitat open-source per continuar 
mantenint-se al dia. 
Després d’analitzar unes quantes tecnologies, els nominats van ser node i ASP.NET Core. Per triar 
una de les dos tecnologies, es va tenir en compte la facilitat d’ampliar i escalar l’API i el rendiment 
que aquesta donava. 
Node.js [14] 
Amb aquest entorn d’execució, d’escriptura en javascript, Node.js ens ofereix un sol fil d’execució 
però que compta amb una asincronia que li permet executar-se concurrentment fins a 1 milió 
sense patir costos associats al canvi de context  [15]. Tot i que el propi llenguatge conté diversos 
mòduls bàsics, és propi en el la tecnologia utilitzar mòduls o framework de tercers per a 
estendre’l. Així mateix, el desenvolupament d’una API necessita l’ús d’un framework que ens 
ofereixi les funcionalitats de servidor com la possibilitat d’afegir middleware en les peticions. 
ASP.NET Core [16] 
Aquest entorn d’execució prové del redisseny del seu pare ASP.NET remodelat des de zero amb 
el suport de la comunitat open-source i microsoft. Tot i que aquesta plataforma no conté totes 
les funcionalitats disponibles en ASP.NET, és més àgil i granulat, fet que millora la seva 





Una de les característiques a tenir en compte per a la decisió de la tecnologia és la comparativa 
de rendiment que poden oferir. Tot i que hi ha una pila de llocs web que fan comparatives de 
rendiment i també s’han tingut en compte a l’hora de confirmar la fiabilitat dels resultats, 
TechEmpower ha resultat ser la més completa i fiable i per tant és la que s’ha decidit fer servir 
en aquest document per a la comparació de rendiment de les plataformes escollides. 
TechEmpower [17] és una empresa consultora que a part de les seves tasques habituals, ofereix 
una comparació de rendiment entre diversos frameworks de desenvolupament web. Realitzen 
un seguit de proves on registren el temps de resposta en la serialització de JSON, accés a bases 
de dades, temps de resposta d’una i múltiples peticions i de text pla capturats en una màquina 
física i a un servidor Amazon EC2. Compten amb un fòrum de Google [18]  amb més de 300 temes 
a dia d’avui i els tests realitzats estan disponibles al seu GitHub [19] de manera que es poden 
descarregar i provar localment. 
A data de la realització de la comparativa, la última ronda disponible era la Ronda 13, realitzada 
el 16/11/2016. En aquesta ronda, es van realitzar tests per a 145 frameworks, dels quals s’han 
filtrat per les plataformes desitjades i n’analitzarem 6. Tot i que la comparativa seria esperada 
seria de dos plataformes, es va afegir també a la comparativa .NET, la teconologia que utilitza 
l’empresa actualment. D’aquesta manera, tenim en el filtre: 
- .NET amb els frameworks EntityFramework, ASP.NET i asp.net.mvc 
- ASP.NET amb els frameworks EntityFramework i servicestack 
- NET (net core) amb el framework aspnetcore 
- Nodejs sense cap framework 
A part dels filtres de llenguatges, plataformes i frameworks, ens ofereixen tests de rendiment en 
diferents situacions, tant en un hardware físic com en el cloud. En aquest cas, ens fixarem tan 
sols en el cloud ja que és on es vol desplegar realment. De la mateixa manera, tot i que s’han 
tingut en compte totes els tipus de test, ens fixarem especialment en la petició d’una sola fila, de 
múltiples i les modificacions a la base de dades ja que es considera que són els que més afecten 




En el test de single query test, les peticions requereixen una fila d’una de les taules de la base de 
dades, la qual és serialitzada a JSON i tornada com a resposta. 
 
Il·lustració 26: Rendiment d’una sola petició 12 
Tot i que aspnetcore amb middleware i un orm raw té un rendiment del 52’1% respecte a la 
totalitat de framework analitzats, és el primer dels filtrats amb una concurrència de 128. Podem 
observar que node, amb una base de dades mongodb i orm raw el segueixen, tot i que el seu 
millor rendiment s’assoleix a una concurrència de 256. Per altra banda, l’aspnet tradicional es 
queda molt enrere, amb un 4’3% de rendiment a una concurrència de 16. 
 
Il·lustració 28: Respostes per segon d’una sola petició 






El test de múltiples queries consisteix en peticions que requereixen 1, 5, 10, 15 i fins a 20 files de 
la base de dades. Igual que el cas anterior, el resultat és serialitzat a JSON abans de retornar-lo. 
En aquest cas però, tots els tests s’han realitzat amb una concurrència de 256.  
 
Il·lustració 29: Peticions de 20 files per segon 13 
En aquest cas, el framework que obté més rendiment, tot i que al 34% del general, és node amb 
una base de dades mongodb i orm raw, seguit de totes les proves de aspnetcore. Com podem 
observar en la taula de baix, com més files de la base de dades es requereix, pitjor és la resposta, 
tot i que amb 20 files, tant node com aspnetcore superen el rendiment d’una sola de l’aspnet 
tradicional.  
 
Il·lustració 31: Respostes per segon de 20 files 
                                                     
13  https://www.techempower.com/benchmarks/#section=data-r13&hw=cl&test=query&p=zi8sfz-zijocf-ziiz27-
7&f=0-0-1kw-0-0-mh34-0  




En aquest test, les peticions requereixen varies files d’una taula de la base de dades, les 
converteix a memòria en objectes i en modifica un atribut de cada un, per actualitzar-lo 
seguidament a la corresponent fila de la base de dades i serialitzant-lo a continuació a JSON per 
retornar-lo. Igual que en l’anterior cas, el test s’ha realitzat amb una concurrència de 256 i 
modificant 1, 5, 10, 15 i 20 files per petició. 
 
Il·lustració 32: Peticions per segon en actualitzar 20 files de la base de dades 14 
Tot i que en el test de múltiples files node havia quedat per sobre del seu seguidor amb un 7,1%, 
quan es tracta de modificacions a la base de dades, ha quedat enrere per un 62’8% del primer 
cas d’aspnetcore. 
 
Il·lustració 33: Respostes per segon en actualitzar x files de la base de dades 






Veient que a nivell de rendiment, les dues tecnologies es tan bastant equiparades, es va procedir 
a realitzar una senzilla aplicació API-REST amb les dues per tal d’avaluar la dificultat de 
desenvolupament i el cost de manteniment o modificació d’ambdós. Finalment, tenint en 
compte aquests dos projectes, es va acabar escollint Asp.Net core per a procedir degut a la seva 
semblança amb la tecnologia habitual de l’empresa. Al provenir de la mateixa família, tant el 
llenguatge com l’estructura del projecte com la manera de desenvolupar-lo i estructurar-lo, 
l’empresa s’adaptaria molt més fàcilment a aquesta tecnologia ja que era a la que estaven 
acostumats, mentre que un projecte amb node, haurien d’aprendre les bones pràctiques i 
estructura des de zero, fet que resultaria una gran pèrdua de temps i dificultat de manteniment 
de l’aplicació. Addicionalment, els caps de l’empresa consideraven que fer el servidor amb node 
no donaria una bona imatge i confiança amb alguns clients més tradicionals, mentre que Asp.Net 
core, tot i ser de codi lliure també, estava més relacionat amb el nom de Microsoft i per tant 
inspira més confiança. 
L’opció d’Asp.Net core és una tria arriscada ja que encara està en els seus inicis i hi ha el risc de 
que algunes de les funcionalitats que es requereixen estiguin encara en desenvolupament o 
siguin canviades en les següents versions, tot i així, és una tecnologia molt prometedora que té 
el suport de la comunitat open-source i de Microsoft, fet que li dona més renom que Node de 
cara a vendre el producte en empreses del sector industrial al tenir Asp.NET un renom 
professional des de fa més temps.   
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13.1.3. Tecnologia utilitzada 
Tot i que inicialment es va fer la decisió de tecnologia basant-se en el requisit de que aquesta es 
pogués desplegar multiplataforma i amb la intenció de modernitzar la tecnologia utilitzada 
actualment en l’empresa, a mitjans de l’sprint de videotrucades, tal i com s’especifica més 
endavant en l’apartat de desviacions [16.3], l’empresa va decidir descartar el canvi de tecnologia 
sense explicacions convincents dels motius i tornar a l’ASP.NET que utilitzen habitualment. 
ASP.NET [20] 
ASP.NET és una plataforma de desenvolupament web distribuït per Microsoft des de 2002 en C# 
i és una de les més utilitzades per les empreses de desenvolupament tradicional. Aquesta 
plataforma està fortament lligada al patró d’arquitectura MVC (Model-Vista-Controlador), tot i 
que degut a la naturalesa d’API del sistema, la capa de vista no s’utilitza en aquest projecte. 
Postman [21] 
Postman és un software que permet realitzar peticions de manera senzilla i eficaç. Les seves 
primeres versions tan sols permetien realitzar peticions senzilles amb els seus respectius headers 
i bodys, però actualment també s’hi poden afegir múltiples autentificacions, executar scripts 
abans de la petició, i fer testos associats entre d’altres.  
Les peticions realitzades es poden guardar per a tornar-les a executar en un altre moment i 
agrupar-les en col·leccions, que es poden compartir online amb altres persones o guardar-les a 
la teva conta per tal d’accedir-hi des de diferents dispositius. També permet tenir diferents 
entorns en els quals pots tenir diferents variables, el qual permet reaprofitar peticions i 
col·leccions senceres en els diferents entorns. El sistema de testos que té actualment permetria 
fins i tot tenir el conjunt de tests del sistema en aquest programa i realitzar-los en qualsevol 





Al tractar-se d’una API que ha de donar suport a tot tipus de clients, és molt important que 
aquesta compleixi els protocols i estàndards establerts que permetin millorar-ne l’ús. 
REST  
Tècnica d’arquitectura del software per sistemes distribuïts com la web, tot i que també s’utilitza 
per descriure qualsevol interfície simple que utilitzi HTTP, JSON o XML sense les abstraccions 
addicionals de protocols basats en patrons d’intercanvi de missatges com podria ser SOAP. 
Segons REST, el disseny fonamental és: 
- Protocol client-servidor sense estat, on cada missatge HTTP conté tota la informació 
necessària per a resoldre la petició, sense dependre de les anteriors i separant la interfície 
de la lògica de negoci. 
- Conjunt d’operacions HTTP que s’apliquen a tots els recursos d’informació: GET, POST, 
PUT i DELETE i ús de cache. 
- Sintaxi universal per identificar els recursos, en un sistema REST, s’ha de poder accedir a 
tots els recursos a partir de la seva URI. En el nostre cas, aquest és el punt que menys es 
compleix degut a la lògica de negoci i la metodologia de desenvolupament utilitzada. 
S’utilitza el protocol ja que al no mantenir l’estat de la lògica es simplifica la comunicació i 





13.1.5. Patrons  
 
Model-Vista-Controlador 
El patró MVC és un patró que tal com indica el seu nom, separa les dades, la interfície i la lògica 
de negoci del sistema.  
La pròpia arquitectura ASP.NET estructura els seus components seguint aquest patró, tot i que 
en el cas d’una API però, la part de les vistes no hi és ja que la resposta es retorna serialitzada en 
format JSON i les classes que reben les peticions HTTP hereten d’una classe pròpia del framework 
anomenada ApiController. És per aquest motiu que les classes utilitzades per aplicar el model-
Vista-Controlador no segueixen els noms lògics que s’esperarien. Els controladors reben les 
peticions HTTP i s’encarreguen de processar el model obtingut per a accedir a la funció concreta 
dels mànagers. El mànager fa la funcionalitat requerida aplicant la lògica de negoci i en cas de 
necessitar dades de la capa de dades, accedeix al repositori pertinent, sent aquest l’encarregat 
d’accedir a la base de dades i retornant-ne el resultat. El mànager acaba de processar la lògica 
de negoci i torna el model de resposta als controladors que han iniciat el procés, els quals 
serialitzen el model obtingut en el format que espera el client i en torna la resposta. 
 
 
Il·lustració 34: Representació MVC 
S’ha utilitzat ja que permet aïllar els models de dades que utilitza i espera el client de la lògica de 
negoci del sistema i del model de dades de la base de dades. D’aquesta manera, es podria canviar 
el nom d’un paràmetre del model o afegir més models compatibles afectant tan sols al 
controlador relacionat o a la inversa, canviar la lògica de negoci i els models de dades interns, ja 




El patró repositori consisteix en separar la lògica del sistema de les dades. D’aquesta manera, 
són els repositoris els únics que tracten amb el model de dades. Pot satisfer la seva funcionalitat 
rebent una consulta de la capa de lògica i transmetent-la a la capa de dades o oferint funcions 
específiques per a cada consulta de manera que la capa de lògica no tingui perquè saber la petició 
concreta a dades. 
 
Il·lustració 35: Interacció del repositori 15 
En aquest projecte s’han utilitzat patrons dels dos tipus. Per una banda, hi ha un repositori 
genèric, que pot ser de qualsevol tipus d’entitat que hereti d’una entitat amb un mínim de 
paràmetres (TEntity). El repositori conté les funcionalitat bàsiques de cerca, inserció i eliminació 
a partir de les variables que l’entitat base conté i una altra funció que retorna totes les files de la 
taula en un format en el que framework pot fer querys fàcilment per als casos més personalitzats. 
 
Il·lustració 36: Classe repositori 
                                                     
15 https://msdn.microsoft.com/en-us/library/ff649690.aspx  
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Per l’altre, hi ha un repositori per l’entitat usuari del sistema. Tal i com s’explica més endavant, 
la entitat usuari és pròpia del framework i per tant, necessita un tractament especial. Per aquest 
motiu, aquesta és la única entitat que té un repositori propi que conté una funció per a cada 
operació relacionada amb les dades dels usuaris. 
 
Il·lustració 37: Classe repositori d'usuaris 
S’ha utilitzat aquest patró ja que permet centralitzar totes les operacions relacionades amb el 
model de dades físic, reutilitzar el codi comú per a totes les entitats i testejar-les fàcilment per a 
totes les entitats del sistema, permetent a més substituir en els tests el repositori real per un 




Injecció de dependències 
El patró d’injecció de dependències és un patró de disseny orientat a objectes en el que es 
proporcionen objectes a una classe en comptes de ser la pròpia classe qui els crea i s’encarrega 
de tractar les relacions de dependència entre els components. 
La injecció de dependències es pot fer tant en la creadora com assignant nul per defecte en la 
creadora i tenint una operació per assignar el valor. En aquest projecte s’ha utilitzat la primera 
opció de manera que tan sols es fa injecció de dependències quan és necessari. 
Aquest patró s’ha aplicat principalment per l’automatització de tests, ja que permet injectar als 
controladors uns contextos de dades propis i coneguts de proves, de manera que aquests no 
afectin a l’entorn real i millora la reusabilitat i mantenibilitat del sistema. També s’ha utilitzat 
però en el cas en que la classe necessiti alguna variable que no pot aconseguir per si mateixa i 
que depèn de la lògica de negoci. 
En la següent captura de pantalla podem veure un exemple dels dos usos amb 
EnterpriseManager. Tal i com s’explicarà més endavant, aquest mànager és l’encarregat de les 
operacions relacionades amb les dades de l’empresa. La empresa en qüestió depèn de cada 
petició ja que és un dels paràmetres d’invocació, així que en la creadora, es requereix el nom de 
l’empresa per a poder crear el context de la base de dades a partir d’aquest. En els testos però, 
volem injectar en el context unes dades prèvies i controlades, i és per això que primer el creem i 
després li passem com a paràmetre a la creadora també. D’aquesta manera podem comprovar 
un cop realitzada la petició que l’estat del context que li hem injectat és l’esperat. Amb 
OpentokManager, el motiu és diferent, ja que aquesta classe crida a un servei extern i en els 
tests volem moquejar16 la resposta de les peticions d’aquest. 
 
Il·lustració 38: Exemple injecció de dependències  
                                                     
16 Tècnica de test en la que se substitueix el comportament d’una classe o operació per a simular un resultat. 
S’utilitza habitualment per aïllar el comportament de les dependències. 
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13.2. GESTIÓ DE DADES 
13.2.1. ORM Framework 
Micrososft ASP.NET disposa d’un framework ORM (Object/Relational Mapper) per automatitzar 
les consultes a base de dades anomenat “Entity Framework” [22]. Aquest ORM permet als 
desenvolupadors accedir a bases de dades ja existents creant les classes pertinents, crear la base 
de dades a partir de les classes del domini i fins i tot crear ambdues coses a partir d’un model. 
 
Il·lustració 39: Utilitats d’EntityFramework 17 
En aquest projecte s’ha utilitzat per a crear la base de dades a partir del model de classes del 
domini. Per tal d’indicar-li al ORM quina base de dades s’ha de crear i amb quines taules, es crea 
una classe que hereti de DbContext. En el cas de la captura de pantalla, és IdentityDbContext ja 
que es vol que també contingui l’entitat d’usuari pròpia del framework. S’indiquen les taules que 
es desitgen amb DbSet de la classe del model indicada. 
 
Il·lustració 40: Exemple de mapeig ORM 
                                                     
17 http://www.entityframeworktutorial.net/what-is-entityframework.aspx  
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A partir del context anterior, en executar-se per primera vegada (o depenent de la configuració) 
es genera la següent base de dades: 
 
Il·lustració 41: Base de dades autogenerada ORM 
Les entitats que es volen mapejar a base de dades no cal que tinguin cap característica ni que 
heretin de cap classe especial, però es poden afegir anotacions per indicar restriccions del model 
per a la base de dades, com quin atribut és la clau primària, el tipus de paràmetre, longitud o 
índexs entre d’altres. 
 




Així mateix, per a l’entitat empresa, la taula creada és la següent: 
 
Il·lustració 43: Taula autogenerada ORM 
Les relacions però sí que s’han d’indicar d’una manera concreta. S’afegeix un paràmetre amb 
l’entitat desitjada i un altre amb la clau primària d’aquesta i amb el mateix nom però afegint-hi 
la terminació Id, tot i que també es pot fer per anotacions. 
 
Il·lustració 44: Exemple relacions en l'ORM 
El framework no tan sols permet tractar amb les entitats de la base de dades com si fossin 
objectes del domini sinó que també ofereix una potent eina de peticions, LINQ (Language 
Integrated Query). LINQ és un component de .NET que afegeix consultes de base natives amb 
una extensió a C#. Consta amb un conjunt de sentències i operacions semblants a SQL per 
extreure i processar dades. 
 
Il·lustració 45: Exemple LINQ 
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13.2.2. Gestor de base de dades 
El sistema utilitzat per la gestió de dades és Microsoft SQL Server ja que és el que acostuma a fer 
servir l’empresa, tot i que no es descarta traspassar part del model de dades a una base de dades 
no relacional, sobretot la part de missatges i esdeveniments de les trucades per tal de millorar el 
rendiment i l’escalabilitat un cop les funcionalitats del sistema estiguin completes i la demanda 
ho requereixi. 
Microsoft SQL Server [23] 
Microsoft SQL Server és un sistema de gestió de bases de dades relacional de Microsoft enfocat 
al món empresarial i un dels proveïdors natius compatibles amb Entity Framework. Tan sols està 
disponible per a sistemes operatius Windows i utilitza el llenguatge Transact-SQL per a tractar 






13.2.3. Model de dades 
Donat l’esquema conceptual i tenint en compte que es tracta d’una base de dades SQL, s’ha fet 
un disseny especial de la base de dades per tal de complir els requisits no funcionals amb un gran 
nombre d’usuaris i maximitzant la privacitat de les dades emmagatzemades. 
S’ha de tenir en compte també que una de les restriccions legals de les empreses és que totes 
les dades generades en el seu nom, és a dir, els fitxers, trucades i tots els esdeveniments 
d’aquestes, siguin propietat seva. 
Tenint en compte tot això, s’ha decidit separar les entitats de la solució en diferents bases de 
dades, de manera que les empreses, usuaris, invitacions i les seves relacions estan en una base 
de dades comuna per tots els usuaris del sistema, mentre que la resta d’entitats es guardaran en 
una base de dades pròpia de cada empresa. Les dades privades de cada empresa es troben en 
bases de dades diferents, distribució que permet augmentar la privacitat i confidencialitat 
d’aquestes i fins i tot permetria traslladar la base de dades a servidors propis de l’empresa si el 
contracte ho requerís. 
No s’ha dissenyat una base de dades per a cada empresa amb la totalitat de les dades (usuaris i 
invitacions) ja que es preveu que hi haurà una lògica de negoci extra relativa al cobrament del 
servei a les empreses tot i que aquesta no entra dins de l’abast del projecte i perquè els usuaris 
podrien formar part de diverses empreses. 
D’aquesta manera, les dades privades dels usuaris sempre continuaran sent propietat del 
sistema i aquests tindran accés i permís per a la seva ratificació independentment de les 
empreses a les que estiguin associats i d’on estiguin les bases de dades independents de cada 
empresa, tal i com estableix la llei de protecció de dades. 
Un dels riscos a tenir en compte en aquest disseny i que podrien generar inconsistències, són les 
claus foranes dels dispositius a les respectives invitacions o usuaris entre les diferents bases de 





Seguint doncs els criteris establerts, les entitats de la base de dades comuna per a totes les 
empreses és la següent: 
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Mentre que les entitats de les bases de dades de les empreses són:  
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13.3. DIAGRAMA DE CLASSES DE DISSENY 
Seguint l’esquema de colors utilitzat en l’explicació del model vista controlador [0], el següent 
esquema mostra les classes del domini del sistema. De color blau les relacionades amb els models 
de dades que es reben i retornen, de color verd les entitats del domini que es mapejen a base de 
dades gràcies al ORM utilitzat i de color groc els controladors i mànagers del domini. 
 
Il·lustració 48: Representació de classes del domini 
En ASP.NET, és habitual anomenar Controller a la classe més externa que rep les peticions 
externes o de les vistes. En aquest cas, en tractar-se d’una api, són les classes que reben les 
peticions. Tot i que des d’un principi l’aplicació ha estat una Api, inicialment hi havia el dubte de 
si s’acabaria desenvolupant el model MVC tradicional o un client web que consumís l’api i per 
tant, des d’un principi, els controladors tan sols tenen la recepció de la petició i la transformació 
de la resposta en resposta Http.  
Tota la lògica de negoci es troba en els Managers, de manera que si s’haguessin afegit les vistes 
amb el model tradicional MVC, tan sols s’hagués hagut de crear uns altres controladors que 
rebessin la petició de les vistes i transformessin adequadament la resposta, podent aprofitar tota 




Aquesta és la representació de les dependències entre els elements del domini. Tot i que la 
distribució no ho facilita, es pot comprovar que els Controladors es comuniquen amb els 
mànagers i aquests amb els repositoris, amb l’excepció d’AuthRepositori per motius 
d’autentificació. 
 




Tot i que habitualment es fan tants controladors com entitats tracta el sistema, l’arquitectura del 
sistema va fer que se separessin a partir de la funcionalitat de negoci. D’aquesta manera, tenim 
l’AccountApiController, que conté les peticions relacionades amb el registre, login i autentificació 
i el ContactController, que conté totes les peticions que fan els dispositius un cop estan 
autentificats. També tenim ConfigController, que gestiona les peticions de configuració. 
 
Il·lustració 50: Classe AccountController 
 




Il·lustració 52: Classe ContactController 
Tal i com es pot observar en el diagrama general de classes i pels atributs privats dels 
controladors, tots dos fan ús de l’UserManager per a totes les peticions relacionades amb contes 
d’usuari i les dades de la base de dades general ja que aquest és qui accedeix en gran mesura a 
AuthRepository. 
 
Il·lustració 53: Classe UserManager 
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Per altra banda, EnterpriseManager és l’encarregat de tractar amb totes les operacions sobre la 
base de dades de l’empresa concreta. És per això que les altres classes no el tenen com a atribut 
ja que depèn de l’empresa de la que forma part l’usuari i sobre la que es fa la petició, així que 
s’instancia quan és necessària a partir del nom de l’empresa requerida. 
 
Il·lustració 54: Classe EnterpriseManager 
Per tal de millorar la canviabilitat i acoplació, s’han separat en managers aïllats les operacions 
relacionades amb el servidor RTA i el servei de gestió de videotrucades extern (Opentok), de 
manera que si en un futur s’han de canviar o estendre, fàcilment es pot fer una interfície per a 
substituir-los sense afectar al flow de la resta d’operacions.  
 




Il·lustració 56: Classe RtaManager 
Pel que fa a les operacions a la base de dades, aquestes es fan a través dels repositoris, tal com 
indica el patró repositori utilitzat [0]. Totes les entitats menys la d’usuari hereten de la mateixa 
classe base, la qual té els paràmetres comuns entre les entitats i els necessaris per a totes les 
operacions del repositori, de manera que amb una sola classe d’accés a la base de dades, es pot 
tractar amb totes les entitats. 
 
Il·lustració 57: Classes del model de dades 
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També hi ha accessibles totes les entitats amb el paràmetre all per aquelles operacions concretes 
de l’entitat. 
 
Il·lustració 58: Classe Repositori 
El cas de l’entitat usuari però és diferent ja que hereta d’una classe pròpia del framework 
concreta per usuaris del sistema, IdentityUser. 
 
Il·lustració 59: Classe ApplicationUser 
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Al no heretar de BaseEntity, l’entitat dels usuaris del sistema també té el seu propi repositori, el 
qual també fa servir un manager propi del framework, ApplicationUserManager per a tractar 
amb les dades dels usuaris. 
 
Il·lustració 60: Classe AuthRepository 
Pel que fa als models de dades utilitzats en les peticions de l’api, aquests són extraccions o 
representacions de les dades necessàries del model de dades real i no s’inclouen en aquest 
apartat ja que ja s’han mostrat en l’especificació de cada petició [12.2]. Es poden trobar també 





13.4. DISSENY DE LES PETICIONS 
En aquesta secció, s’ha passat dels contractes d’especificació de l’apartat [12.2] a contractes del 
disseny. Per a cada petició, també s’hi inclouen els seus respectius diagrames de seqüència i la 
documentació autogenerada amb swagger [24] un cop la petició ha estat desenvolupada.  
Tal i com s’explica a l’apartat [0], un framework ens permet generar automàticament a partir del 
codi la documentació aquí presentada i és la que s’ha utilitzat durant el desenvolupament per a 
proporcionar documentació precisa i actualitzada als desenvolupadors dels clients. Swagger 
proporciona informació tècnica de com s’ha de fer la petició al servei, una breu descripció, una 
descripció detallada o anotacions a tenir en compte, els paràmetres d’invocació i resposta  i els 
errors que pot retornar, així com el seu format. Donat que els paràmetres d’invocació i resposta 
de les operacions són els mateixos que els ja especificats en els respectius contractes de disseny, 
per evitar redundàncies no es duplicaran els paràmetres sinó que s’afegiran referències al seu 
respectiu apartat d’especificació. 
Abans d’analitzar els contractes específics de cada petició i els seus corresponents diagrames de 
seqüència, es mostraran algunes mostres dels diagrames de seqüència de diverses operacions 
que apareixen al llarg de diverses peticions. 
 




Diagrama de seqüència 2: Get enterprise manager & Check user and enterprise 
 





Context: Register(user: ApiRegisterModel): CompleteUserInfo 
Exc1: invalidModelExc: user no compleix les restriccions del model 
Exc2: orgExistsExc: ja existeix una organització amb el Short_Name proporcionat 
Exc3: emailExistsExc: ja hi ha un usuari amb el mail proporcionat  
Exc4: inviteNoFoundExc: no hi ha cap invitació amb el codi proporcionat  
Exc5: noEntInviteExc: el codi proporcionat no pertany a una invitació organització  
Exc6: usedInviteExc: la invitació amb el codi proporcionat ja s’ha utilitzat  
Exc7: inviteEntNotFoundExc: l’empresa de la qual és la invitació no existeix 
Post: S’ha creat un usuari amb les dades proporcionades. El sistema torna la informació del nou 
usuari sense la contrasenya i amb l’identificador assignat.  
Diagrama de seqüencia 
 




Diagrama de seqüència 5: Registre amb organització 
 




[Paràmetres d'invocació 1: Registre] 
[Paràmetres de resposta 1: Registre] 
 
 




13.4.2. Obtenir invitació d’empresa  
Contracte 
Context: EnterpriseInvitation(enterpriseShortName: string): string 
Exc1: noOrgExc: No hi ha cap organització amb el shortName proporcionat  
Exc2: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització amb el 
shortName proporcionat.  
Post: S’ha registrat una nova invitació d’empresa i se’n retorna el codi. 
Diagrama de seqüencia 
 





[Paràmetres d'invocació 2: Obtenció d'invitació d'empresa] 
[Paràmetres de resposta 2: Obtenció d'invitació d'empresa] 
 
 





13.4.3. Comprovar validesa invitació empresa 
Contracte 
 
Context: EnterpriseInvitationValid(entCode: string): Boolean  
Post: Retorna true si el codi és vàlid i false si no ho és.  
 
Diagrama de seqüencia 
 
Diagrama de seqüència 8: Comprovar la validesa d'una invitació d'empresa 
Detalls tècnics 
[Paràmetres d'invocació 3: Comprovar validesa invitació d'empresa] 
[Paràmetres de resposta 3: Comprovar validesa invitació d'empresa] 
 





13.4.4. Login  
Contracte 
Context: Login(userName: string, Password: string): token 
Exc1: IncorrectExc: L’usuari no existeix o la contrasenya és incorrecte.  
Post: El sistema genera un token amb caducitat per a l’usuari indicat.  
Diagrama de seqüencia 
 
Diagrama de seqüència 9: Login 
Detalls tècnics 
Tal i com s’explica més endavant, en la secció de seguretat de l’apartat d’implementació, s’ha 
aplicat l’autentificació OAuth 2.0 i per tant, la petició de login no és una petició d’api normal com 
la resta sinó que forma part del sistema d’autentificació del framework utilitzat. 
[Paràmetres d'invocació 4: Login] 
[Paràmetres de resposta 4: Login] 
 
Detalls tècnics 4: Login 
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13.4.5. Afegir dispositiu login 
Contracte 
Context: AddDevice(guid: string, deviceName: string): string 
Exc1: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc2: noOrgExc: No hi ha cap organització amb el shortName proporcionat 
Exc3: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització amb el 
shortName proporcionat.  
Post: Si hi havia un contacte amb el deviceId proporcionat que no era de l’usuari que fa la petició, 
aquest s’ha eliminat i se n’ha creat un de nou per a l’usuari que fa la petició. Si ja existia un 
contacte de l’usuari amb aquest deviceId no hi ha hagut cap canvi.  
 
Diagrama de seqüencia 
 





[Paràmetres d'invocació 5: Afegir dispositiu login] 
 
 





13.4.6. Obtenir invitació dispositiu  
Contracte 
 
Context: DeviceInvitation(guid: string, deviceName: string): string 
Post: S’ha registrat una nova invitació pel dispositiu amb guid proporcionat en cas de que no 
existís i es retorna el codi.  
 
Diagrama de seqüencia 
 
Diagrama de seqüència 11: Obtenir invitació per un dispositiu 
Detalls tècnics 
[Paràmetres d'invocació 6: Obtenir invitació de dispositiu] 
[Paràmetres de resposta 5: Obtenir invitació de dispositiu] 
 
Detalls tècnics 6: Obtenir invitació dispositiu 
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13.4.7. Afegir invitació de dispositiu  
Contracte 
Context: AddDeviceInvitation(model: DeviceInviteValidation): Integer 
Exc1: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc2: noOrgExc: No hi ha cap organització amb el shortName proporcionat 
Exc3: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització amb el 
shortName proporcionat.  
Exc4: inviteNotFoundExc: no hi ha cap invitació amb el codi proporcionat. 
Exc5: alreadyUsedExc: la invitació amb el codi proporcionat ja ha estat validada. 
Exc6: inviteNotDevExc: la invitació amb el codi proporcionat no és de dispositiu. 
Post: S’ha creat un contacte pel dispositiu a l’empresa proporcionada i s’envia via servidor RTA 
un avís per tal de que aquest sàpiga que ja ha estat validat. 
Diagrama de seqüencia 
 




[Paràmetres d'invocació 7: Afegir invitació de dispositiu] 
[Paràmetres de resposta 6: Afegir invitació de dispositiu] 
 
 





13.4.8. Login dispositiu sense usuari 
Contracte 
Context: LoginDispositiu(guid:string, invCode:string): InvitationTokenReturn 
Exc1: noinvitdExc: No hi ha cap invitació amb el codi proporcionat. 
Exc2: invalidGuidExc: el codi d’invitació proporcionat no coincideix amb la invitació pel guid del 
dispositiu.  
Exc3: notAcceptedExc: la invitació encara no ha estat acceptada. 
Post: Es retorna el shortName de l’empresa que ha validat l’invitació i el token d’autentificació 
que ha d’utilitzar.  
Diagrama de seqüencia 
 





[Paràmetres d'invocació 8: Login d'un dispositiu sense usuari] 
[Paràmetres de resposta 7: Login d'un dispositiu sense usuari] 
 
 





13.4.9. Modificar usuari 
Contracte 
Context: EditUser(data: ApiEdituser): UserShortInfo 
Exc1: invalidModelExc: les dades proporcionades no compleixen els requisits de model.  
Exc2: noUserExc: no existeix cap usuari amb l’identificador proporcionat. 
Exc3: noSelfExc: l’usuari que fa la petició no és el que es vol modificar  
Post: S’han modificat les dades de l’usuari que fa la petició. 
Diagrama de seqüencia 
 





[Paràmetres d'invocació 9: Modificar usuari] 
[Paràmetres de resposta 8: Modificar usuarii] 
 
 





13.4.10. Eliminar usuari 
Contracte 
Context: DeleteUser(userId:string)  
Exc1: noUserExc: no existeix cap usuari amb l’identificador proporcionat. 
Exc2: noSelfExc: l’usuari que fa la petició no és el que es vol eliminar . 
Post: S’elimina l’usuari indicat del sistema i tots els seus contactes de les empreses de 
les que formava part. 
Diagrama de seqüencia 
 
Diagrama de seqüència 15: Eliminar usuari 
Detalls tècnics 
[Paràmetres d'invocació 10: Eliminar usuari] 
 




13.4.11. Obtenir empreses 
Contracte 
Context: GetEnterprises(): EnterprisesList 
Post: Es retorna el conjunt d’empreses en les que forma part l’usuari o dispositiu que fa la petició.  
Diagrama de seqüencia 
 
Diagrama de seqüència 16: Obtenir empreses 
Detalls tècnics 
[Paràmetres de resposta 9: Obtenir empreses] 
 





13.4.12. Obtenir contactes d’empresa 
Contracte 
Context: GetContacts(entCode:string): Tupla<Set<ContactViewDevices>, Set<DeviceModal>> 
Exc1: noOrgExc: No hi ha cap organització amb el shortName proporcionat 
Exc2: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització amb el 
shortName proporcionat.  
Post: Es retorna el conjunt d’usuaris que pertanyen a l’empresa requerida amb els seus 
respectius usuaris i dispositius associats i el conjunt de dispositius sense usuari associat.  
Diagrama de seqüencia 
 
Diagrama de seqüència 17: Obtenir contactes d’empresa 
Detalls tècnics 
[Paràmetres d'invocació 11: Obtenir contactes d'empresa] 
[Paràmetres de resposta 10: Obtenir contactes d'empresa] 
 
 
Detalls tècnics 12: Obtenir contactes d'empresa 
134 
 
13.4.13. Obtenir administradors 
Contracte 
Context: GetAdmins(enterpriseShortName: string): AdminList 
Exc1: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc2: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització. 
Post: El sistema retorna si l’usuari indicat és d’administrador a l’usuari indicat.  
Diagrama de seqüencia 
 
Diagrama de seqüència 18: Obtenir administradors 
Detalls tècnics 
[Paràmetres d'invocació 12: Obtenir administradors] 
[Paràmetres de resposta 11: Obtenir administradors]  
 
 
Detalls tècnics 13: Obtenir administradors 
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13.4.14. Assignar administrador 
Contracte 
Context: SetAdmin(data: SetAdminModel): Validation 
Exc1: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc2: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc3: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització. 
Exc4: noAdminExc: l’usuari que fa la petició no és administrador de l’organització. 
Exc5: noUserExc: l’usuari indicat per a fer administrador no existeix. 
Exc6: userNotInOrgExc: l’usuari indicat per a fer administrador no forma part de l’organització. 
Post: El sistema assigna el rol d’administrador a l’usuari indicat.  
Diagrama de seqüencia 
 




[Paràmetres d'invocació 13: Assignar administrador]  
[Paràmetres de resposta 12: Assignar administrador] 
 
 





13.4.15. Eliminar contacte 
Contracte 
Context: DeleteContact(data: DeleteContact): void 
Exc1: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc2: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc3: userNotInOrgExc: l’usuari que fa la petició o l’usuari que es vol expulsar no formen part de 
l’organització. 
Exc4: noAdminExc: l’usuari que fa la petició no és administrador i es vol expulsar un contacte. 
Exc5: noUserExc: es vol expulsar un usuari i no existeix cap usuari amb l’identificador indicat. 
Exc6: noContactExc: es vol eliminar un contacte i no n’existeix cap amb l’identificador indicat.  
Post: En cas de ser un usuari, s’ha expulsat de l’organització i eliminat tots els seus contactes. En 
cas contrari, s’ha eliminat el contacte indicat. 
Diagrama de seqüencia 
 





[Paràmetres d'invocació 14: Eliminar contacte] 
 
 





13.4.16. Pujar fitxer 
Contracte 
Context: saveFile(file: FileUpModel): FileModel 
Exc1: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc2: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització. 
Exc3: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc4: noCallExc: no existeix cap trucada amb el guid proporcionat. 
Exc5: endedCallExc: la trucada amb el guid proporcionat ja s’ha finalitzat.  
Exc6: notInitCallExc: la trucada amb el guid proporcionat encara no ha començat. 
Exc7: noContactExc: El guid del dispositiu no forma part dels contactes de l’empresa. 
Exc8: contactNotInCallExc: El guid del dispositiu no forma part dels membres de la trucada 
indicada. 
Post: S’ha enregistrat el fitxer i s’ha associat a l’empresa i a la trucada si és el cas. El sistema 
retorna les dades del fitxer enregistrat. 
Diagrama de seqüencia 
 




[Paràmetres d'invocació 15: Pujar fitxer] 
[Paràmetres de resposta 13: Pujar fitxer] 
 
 






13.4.17. Obtenir galeria empresa 
Contracte 
Context: GetGallery(entShortName: string): Set<FileModel> 
Exc1: noOrgExc: no existeix cap organització amb el entShortName proporcionat. 
Exc2: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització. 
Post: El sistema retorna la informació del conjunt de fitxers de l’empresa .  
Diagrama de seqüencia 
 
Diagrama de seqüència 22: Obtenir galeria 
Detalls tècnics 
[Paràmetres d'invocació 16: Obtenir galeria empresa] 
[Paràmetres de resposta 14: Obtenir galeria empresa] 
 
 
Detalls tècnics 17: Obtenir galeria empresa 
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13.4.18. Modificar contacte 
Contracte 
Context: EditContact(model: VideoCallRequest): CallReturn  
Exc1: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc2: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc3: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització.  
Exc4: noContactExc: no existeix cap contacte amb l’identificador proporcionat. 
Post: El sistema actualitzat les dades del contacte. 
Diagrama de seqüencia 
 
Diagrama de seqüència 23: Modificar contacte 
Detalls tècnics 
[Paràmetres d'invocació 17: Modificar contacte] 
 






Context: Call(callData: VideoCallRequest): CallReturn  
Exc1: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc2: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc3: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització.  
Exc4: noCallerExc: no existeix cap contacte amb el callerDeviceId proporcionat. 
Exc5: noReceiverExc: no existeix cap contacte amb el receiverId proporcionat. 
Exc6: noUserExc: no existeix cap usuari amb el receiverId proporcionat. 
Post: El sistema ha creat una sessió a Opentok amb els respectius tokens per la trucada, ha 
contactat amb el servidor RTA i torna els paràmetres necessaris per a poder iniciar la trucada. 
Diagrama de seqüencia 
 








[Paràmetres d'invocació 18: Trucar] 
[Paràmetres de resposta 15: Trucar] 
 
 





13.4.20. Unir-se a trucada 
Contracte 
 
Context: JoinCall(data: CallInit): CallHistoric  
Exc1: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc2: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc3: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització.  
Exc4: noCallExc: no existeix cap trucada amb el guid proporcionat. 
Exc5: endedCallExc: la trucada amb el guid proporcionat ja s’ha finalitzat.  
Exc6: noContactExc: no existeix cap contacte amb el deiceGuid proporcionat. 
Post: El sistema registra l’inici de la trucada i retorna les dades de la trucada en curs. 
 
Diagrama de seqüencia 
 




[Paràmetres d'invocació 19: Unir-se a trucada] 
[Paràmetres de resposta 16: Unir-se a trucada] 
 
 





13.4.21. Enregistrar missatge videotrucada 
Contracte 
 
Context: saveMessage(message: MessageModel): RegisterOk 
Exc1: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc2: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització. 
Exc3: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc4: noCallExc: no existeix cap trucada amb el guid proporcionat. 
Exc5: endedCallExc: la trucada amb el guid proporcionat ja s’ha finalitzat.  
Exc6: notInitCallExc: la trucada amb el guid proporcionat encara no ha començat. 
Exc7: noContactExc: El guid del dispositiu no forma part dels contactes de l’empresa. 
Exc8: contactNotInCallExc: El guid del dispositiu no forma part dels membres de la trucada 
indicada. 
Post: S’ha enregistrat l’enviament del missatge a la trucada indicada. El sistema retorna 
l’identificador del missatge enregistrat. 
 
Diagrama de seqüencia 
 





[Paràmetres d'invocació 20: Enregistrar un missatge en una videotrucada] 
 [Paràmetres de resposta 17: Enregistrar un missatge en una videotrucada] 
 
 





13.4.22. Enregistrar punt vermell videotrucada 
Contracte 
Context: saveDot(dot: RedDotModel): RegisterOk 
Exc1: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc2: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització. 
Exc3: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc4: noCallExc: no existeix cap trucada amb el guid proporcionat. 
Exc5: endedCallExc: la trucada amb el guid proporcionat ja s’ha finalitzat.  
Exc6: notInitCallExc: la trucada amb el guid proporcionat encara no ha començat. 
Exc7: noContactExc: El guid del dispositiu no forma part dels contactes de l’empresa. 
Exc8: contactNotInCallExc: El guid del dispositiu no forma part dels membres de la trucada 
indicada. 
Post: S’ha enregistrat l’enviament del punt vermell a la trucada indicada. El sistema retorna 
l’identificador del punt enregistrat. 
Diagrama de seqüencia 
 




[Paràmetres d'invocació 21: Enregistrar un punt vermell a una videotrucada] 
[Paràmetres de resposta 18: Enregistrar un punt vermell a una videotrucada] 
 
 






13.4.23. Obtenir fitxer 
Contracte 
Context: GetFile(fileId: string, entShortName: string): FileModel 
Exc1: noFileExc: no hi ha cap fitxer amb l’identificador proporcionat a l’empresa amb el 
shortName proporcionat.  
Post: Es retornen els detalls del fitxer, que contenen la url de descàrrega d’aquest.  
Diagrama de seqüencia 
 
Diagrama de seqüència 29: Obtenir fitxer 
Detalls tècnics 
[Paràmetres d'invocació 22: Obtenir fitxer] 
[Paràmetres de resposta 19: Obtenir fitxer] 
 
 
Detalls tècnics 23: Obtenir fitxer 
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13.4.24. Finalitzar trucada 
Contracte 
Context: EndCall(data: callEnd): CallHistoric  
Exc1: invalidModelExc: les dades proporcionades no compleixen els requisits de model. 
Exc2: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc3: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització. 
Exc4: noCallExc: no existeix cap trucada amb el guid proporcionat.  
Exc5: notInitCallExc: la trucada amb el guid proporcionat encara no ha començat. 
Post: El sistema ha enregistrat la finalització de la trucada i en retorna les dades. 
Diagrama de seqüencia 
 





[Paràmetres d'invocació 23: Finalitzar trucada[ 
[Paràmetres de resposta 20: Finalitzar trucada] 
 
 





13.4.25. Obtenir historial trucades 
Contracte 
Context: GetCallsHistoric(entShortName: string): Set<CallHistoric>  
Exc1: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc2: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització. 
Post: El sistema torna una llista amb les dades generals de les trucades realitzades en 
l’organització. 
Diagrama de seqüencia 
 





[Paràmetres d'invocació 24: Obtenir historial de trucades] 
 [Paràmetres de resposta 21: Obtenir historial de trucades[ 
 
 





13.4.26. Obtenir detalls trucada 
Contracte 
Context: GetCallDetails(entShortName: string, callId:string): CallDetail  
Exc1: noOrgExc: no existeix cap organització amb el shortName proporcionat. 
Exc2: userNotInOrgExc: l’usuari que fa la petició no forma part de l’organització.  
Exc3: noCallExc: no existeix cap trucada amb el guid proporcionat.  
Post: El sistema torna els detalls de tots els events i produïts durant la trucada proporcionada i 
les seves dades. 
Diagrama de seqüencia 
 




[Paràmetres d'invocació 25: Obtenir detalls trucada] 
[Paràmetres de resposta 22: Obtenir detalls trucada] 
 
 





13.4.27. Obtenir direcció RTA 
Contracte 
Context: GetSocketUrl(): AppInfo  
Post: El sistema retorna la direcció url del servidor RTA de l’entorn on es desenvolupa la petició.  
Diagrama de seqüencia 
 
Diagrama de seqüència 33: Obtenir direcció RTA 
Detalls tècnics 
[Paràmetres de resposta 23: Obtenir direcció RTA] 
 





13.4.28. Modificar direcció RTA 
Contracte 
Context: SetSocketUrl(newUrl: string): AppInfo 
Exc1: noAdminExc: l’usuari que fa la petició no és un usuari administrador del sistema.  
Post: El sistema modifica la direcció url de l’entorn on es desenvolupa la petició i retorna la nova 
direcció del servidor RTA. 
Diagrama de seqüencia 
 
Diagrama de seqüència 34: Modificar direcció RTA 
Detalls tècnics 
[Paràmetres d'invocació 26: Modificar direcció RTA] 
[Paràmetres de resposta 24: Modificar direcció RTA] 
 
 






Tot i que el sistema gestiona si els usuaris poden o no fer les trucades, la realització de la trucada 
en si i la retransmissió i gravació del vídeo es realitza a partir d’un servei extern especialitzat. Es 
va analitzar la possibilitat de realitzar-les internament al sistema, però es va descartar degut a la 
càrrega de feina que això hagués comportat i per la inexperiència dels treballadors de l’empresa 
amb el tema, es va descartar. Al cap i a la fi, si hi ha empreses dedicades exclusivament a això, 
no ho farem pas millor que elles en poc temps i sense el coneixement necessari. 
El servei escollit per a delegar la tasca de les videotrucades va ser Opentok [25] ja que l’empresa 
ja hi havia tingut experiència prèvia i els havia donat bons resultats. Opentok és una plataforma 
que hosteja el servei de compartició de vídeo i ofereix una API i SDk18 tant per clients com per a 
servidor tant per a la compartició de vídeos com per a gestionar la gravació i descàrrega 
d’aquests.  
A dia d’avuí, Opentok té un cost fix mensual amb un màxim de minuts gratuïts, i a partir de que 
es passa d’aquest, té un cost addicional per minut de trucada. Això implica que té un cost que 
augmenta amb l’ús i l’empresa desenvolupadora (SFY) no se’n farà responsable directe, sinó que 
ho preveu cobrar a les empreses que en facin ús. Per aquest motiu, en les següents iteracions es 
preveu afegir una subscripció a les empreses a partir del seu ús de les videotrucades. 
Per a poder fer ús d’aquest servei, es requereix tenir l’api key i el secret de la compta d’opentok. 
Per evitar haver de fer canvis en els clients amb el canvi d’aquestes, aquestes seran 
proporcionades pel servidor. Un cop es té la connexió amb el servei, per a poder realitzar una 
trucada, es requereix una sessió per trucada i un token per client que es vol unir a la trucada. 
Com que el servidor és qui té la lògica de trucades, és aquest qui genera la sessió i els tokens per 
tal de que es puguin realitzar. 
                                                     
18 Kit de desenvolupament, conjunt d’eines de software que faciliten l’ús de determinats sistemes. 
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Concretament, l’establiment d’una trucada a través del servei Opentok es realitza de la següent 
manera:  
1. L’usuari A decideix que vol trucar a un altre usuari B i realitza l’acció a l’aplicació client. 
2. L’aplicació client realitza la petició de trucar [13.4.19] al servidor. Aquest, tal com podem 
veure en el seu respectiu diagrama de seqüència, comprova que la trucada entre els dos 
usuaris es pot realitzar, genera una sessió a Opentok a través del seu SDK i dos tokens. Envia 
la sessió i un token al servidor RTA per tal de que avisi a l’usuari B i aquest pugui unir-se a la 
trucada i retorna a l’usuari A la sessió i l’altre token. 
3. El client de l’usuari A es connecta a Opentok a l’espera de que l’usuari B també ho faci. Si no 
ho fa, al cap d’un temps es cancel·la la trucada i la sessió i token queden sense utilitzar. 
4. Si l’usuari B no està connectat, rep una notificació conforme l’estan trucant. Si està connectat 
i accepta la trucada, s’uneix a la sessió amb el token rebut per l’RTA i comença la 
videotrucada. Si no l’accepta, es cancel·la la trucada i la sessió i token queden sense utilitzar. 
S’ha de tenir en compte que el servei no comença a contar minuts fins que no hi ha més d’un 
usuari connectat a una sessió i per tant, no passa res per a crear sessions i tokens abans de que 
l’usuari receptor accepti la trucada o perquè es quedin sense utilitzar. 
Actualment el servidor indica al servei que gravi totes les trucades en crear-ne la sessió. Es preveu 
que en futures iteracions, els clients podran indicar si es vol o no gravar la trucada o fins i tot 
començar a gravar-la quan aquesta estigui en procés i parar de gravar en qualsevol moment. 
Un cop finalitzada la gravació, aquesta, està disponible al servei d’Opentok a partir del seu 
identificador, de manera que en la petició d’obtenir historial de trucada, el servidor demana a 




14.2. COMUNICACIÓ AMB SERVIDOR RTA 
Tal i com s’ha vist en l’apartat de disseny del problema, el servidor desenvolupat en aquest treball 
s’ha de comunicar amb el servidor RTA per delegar-li les responsabilitats de posar-se en contacte 
amb els clients en el cas de les trucades. També s’hi comunica quan s’accepta la invitació d’un 
dispositiu per indicar-li a aquest que ha estat acceptada la seva invitació i que ja pot autentificar-
se al sistema. La comunicació entre servidors es fa a través de peticions API, mentre que els 
clients es comuniquen amb el servidor RTA a través de sockets. 
 
Il·lustració 61: Peticions RTA 
Com que els clients també es comuniquen amb el servidor RTA per establir la connexió, això crea 
una dependència amb aquest servei. Per tal de minimitzar-la, s’han establert unes peticions per 
obtenir la url del servidor RTA de manera que aquest es pugui canviar o canviar localització sense 
afectar els clients sempre i quan es mantinguin les peticions d’aquest. 
 




14.3. ESTRUCTURA DE LA SOLUCIÓ 
La solució del projecte en si consta de 5 subprojectes. Quatre llibreries de classes i un ASP.NET 
Web Application.  
 
Il·lustració 63: Estructura de la solució 
El submòdul Framework s’ha creat nou junt amb aquest projecte amb la intenció de recopilar tot 
tipus de funcionalitats útils de manera que es pugui exportar a futurs projectes i anar creant així 
poc a poc un framework propi de l’empresa per ASP.NET ja que encara no el tenien. Els 
submòduls de data application i data orgranization són els que contenen el model de dades de 
les respectives bases de dades. No és necessari separar-los en subprojectes, però d’aquesta 
manera, les actualitzacions de base de dades (migrations) d’un no afecten a l’altre i es pot 
actualitzar independentment una base de dades de la resta i sense interferir en cap moment amb 
la lògica del domini.  El submòdul haidobase és on hi ha tota la lògica de negoci de la solució i les 
classes del domini pròpiament dites. El projecte haidobase.tests, tal com indica el seu nom, és el 
submòdul destinat als tests. 
Aquesta separació també ha permès mantenir la dependència de classes en la direcció desitjada 
i sense interferències, tal i com es pot comprovar en la següent imatge. 
 
Il·lustració 64: Diagrama de dependències de la solució 
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En relació a l’estructura interna del projecte, aquest segueix l’estructura habitual dels projectes 
en aquesta arquitectura. Addicionalment, s’ha afegit la carpeta Config, que està ignorada a git i 
conté configuracions del Web.config que habitualment donen problemes en treballar amb git. 
Com es pot esperar, a ConfigTemplates hi ha els esquemes d’aquests fitxers amb la configuració 
habitual per quan es fa el clone per primera vegada. Tot i que sembla una estratègia obvia, 
l’empresa no la feia servir i sempre tenien problemes de conflicte de configuració. 
 






14.4. CONFIGURACIÓ PROJECTE 
Els projectes Asp.Net tenen la seva configuració principal en el mètode Configuration de la classe 
Startup. 
 
Il·lustració 66: Mètode de configuració del projecte 
Tal i com es pot observar, hi ha la configuració de seguretat amb OAuth (de la qual parlarem més 
endavant) i es registra l’ús de la configuració del fitxer WebApiConfig i el de SwaggerConfig. Més 
endavant es parlarà d’OAuth per la seguretat i de Swagger per la documentació. 
 
Il·lustració 67: Mètode de registre WebApiConfig 
Com a configuració de l’Api, afegim CustomExceptionFilterAttribute als filtres d’ASP.NET, del qual 
parlarem més endavant en l’apartat de gestió d’errors. També s’habilita CORS, es configuren les 
rutes de les peticions per defecte i s’estableix el format dels JSON de resposta. 
S’ha establert la nomenclatura camelCase per a l’anomenament de funcions i atributs en el 
projecte. Els noms de les classes començant amb majúscula i els atributs amb minúscules, afegint 
un _ per a les privades.  
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14.5. MÈTODES HTTP 
Seguint el protocol HTTP, les peticions ofertes pel servidor segueixen els corresponents mètodes 
en cada cas: 
Mètode Descripció 
GET Retorna les dades de l’entitat requerida 
POST Crea una nova entitat a partir d’unes dades 
PATCH Modifica parcialment les dades d’una entitat ja existent 
DELETE Elimina una entitat registrada en el servidor 
Taula 33: Mètodes HTTP utilitzats 
14.6. RESPOSTES 
Com a resposta als mètodes HTTP rebuts, en cas de que la petició hagi succeït correctament, el 
sistema retorna una resposta amb el corresponent codi HTTP satisfactori i un JSON amb les dades 
requerides si es el cas. 
Degut a que la majoria dels clients que utilitzaran el servei tenen un baix ample de banda (mòbils 
i hololens), s’ha trobat oportú utilitzar JSON com a format de petició i resposta de dades en 
comptes d’altres alternatives com XML o YAML. Així mateix, per a facilitar la serialització de la 
resposta per part dels clients, aquesta s’ha afegit al valor d’un camp JSON amb clau “result”. El 
format JSON permet afegir camps en cas de modificació o extensió de les peticions sense que 
això perjudiqui a les funcionalitats existents dels clients. 
Tal i com es pot observar en el mètode de Registre de WebApiConfig (Figura 31), la serialització 
dels JSON generats en les respostes segueix la pràctica CamelCase. 
Codis de petició satisfactòria: 
Codi HTTP Motiu 
200 (OK) La petició s’ha realitzat correctament i es retorna el resultat requerit 
201 (Created) 
La petició ha creat correctament la nova entitat i es retornen les dades de la 
nova entitat. 
202 (Accepted) 
No s’ha hagut de realitzar cap canvi en l’estat del servidor però l’objectiu de 
la petició es compleix. 
204 (No 
content) 
La petició s’ha realitzat correctament i no retorna res. 
Taula 34: Codis Http de petició satisfactòria 
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14.7. GESTIÓ D’ERRORS 
ASP.NET MVC ofereix eines pel control i gestió d’errors, entre d’elles, la configuració de filtres 
d’excepcions [25]. Aquests filtres capturen les excepcions produïdes i permeten gestionar-les 
abans de que res s’escrigui en el cos de la resposta.  
 
Il·lustració 69: Esquema de flux d'excepcions 
La gestió d’errors s’ha realitzat seguint les guies de Microsoft sobre les API  [26]. En produir-se 
un error controlat, el sistema llença una excepció pròpia (CustomHttpException) amb el codi 
HTTP corresponent, el codi intern d’error per a poder-lo identificar, un missatge explicatiu i 
l’atribut que ha causat el conflicte.  
 
Il·lustració 70: Exemple throw custom exception 
 




En produir-se l’excepció, el filtre la rep i en cas de que sigui CustomHttpException, el sistema 
construeix l’error seguint el format OData recomanat per les guies de Microsoft19. D’aquesta 
manera, es pot tenir controlades totes les excepcions i respostes no esperades del servidor, 
canviar fàcilment el format del missatge d’error i identificar els punts on aquests es produeixen.  
 
Il·lustració 72: Filtre d’excepcions 
Els errors en els serveis provinents de dades errònies dels clients generaran codis HTTP “4xx” Tot 
i que els missatges dels errors i respostes són personalitzats en cada cas, els codis HTTP generats 
pel sistema són els següents: 
Codis d’error de client: 
Codi HTTP Motiu 
400 (Bad request) Les dades de la petició són incorrectes 
402 (Payment 
required) 
No es pot realitzar la petició ja que és de pagament i l’usuari que la 
realitza no el compleix. 
403 (Forbidden) 
L’usuari no té permís per a realitzar la petició o no està registrat al 
sistema 
404 (Not Found) El recurs necessari per a completar la petició no s’ha trobat. 
409 (Conflict) 
La petició no s’ha pogut completar degut a algun problema amb les 
dades desitjades. 
Taula 35: Codis HTTP d'error de client 
                                                     
19 https://github.com/Microsoft/api-guidelines/blob/vNext/Guidelines.md#7102-error-condition-responses  
170 
 
Per altre banda, els errors incontrolats del servidor retornen un codi 500, sense que el missatge 
contingui detalls de l’error en el missatge per motius de seguretat. 
S’ha de dir que aquesta és una nova metodologia que he iniciat jo a l’empresa ja que en projectes 
anteriors, es realitzava tota la lògica de negoci en el controlador i en cas de retornar un error 
controlat, aquest es retornava directament en format HttpResponse amb l’habitual missatge 
d’error. Amb l’estructura de controladors i mànagers proposada però, això no funcionava. 
Addicionalment, per un major control dels errors produïts durant el desenvolupament dels 
clients, s’ha afegit Elmah al projecte. Elmah [27] és un framework que s’introdueix com a filtre 
d’excepcions i captura totes les excepcions produïdes en el sistema, mostrant-les seguidament 
en una llista. Té la llicència Apache 2.0, la qual permet fer un ús comercial i privat d’aquest, 
sempre que s’afegeixi a la pròpia llicència del producte i s’indiquin els canvis que s’hi puguin 
haver fet, però sense concedir dret de marca. Aquest framework s’ha utilitzat durant el 
desenvolupament amb configuració pública i es preveu tenir-la en mode privat no tan sols 
captura les excepcions incontrolades del sistema (500) sinó que també captura les excepcions 
personalitzades pels clients (4xx). 
 
Il·lustració 73: Elmah error log 
171 
 
D’aquesta manera, en produir-se un error de client, es pot accedir a aquesta pàgina i analitzar la 
font de l’error ja que conté detalls sobre l’execució. Tot i que les excepcions personalitzades si 
que retornen el codi HTTP indicat, Elmah la gestiona com si fos un codi 500 i no m’ha estat 
possible personalitzar-lo correctament per a que mostri el codi correcte, tot i així però, permet 
veure igualment el missatge de l’error. En cas de ser un error 500 de servidor, també permet 
veure a quina línia s’ha produït, així que es diferencien perfectament els dos casos. 
 






Degut a la metodologia utilitzada, no existeix una documentació prèvia a la implementació que 
reguli les operacions ofertes pel servidor ja que aquesta no aporta valor al client, tot i així, en 
una API, aquesta és indispensable per tal de que els desenvolupadors dels clients puguin tractar-
hi i conèixer els detalls de cada operació sense interrompre o molestar al desenvolupador de 
l’API. Així mateix, degut a la metodologia, el desenvolupament implica canvis constants en els 
paràmetres i la lògica de negoci del sistema durant el transcurs de la iteració, durant la qual els 
desenvolupadors dels clients també han de fer ús de les peticions. 
Per tal de facilitar el desenvolupament dels clients i disposar d’una documentació de les 
operacions de l’API sense desviar-nos de l’objectiu d’aportar valor a l’usuari, hem fet servir un 
framework d’automatització anomenat Swashbuckle [28]. 
Swashbuckle afegeix una combinació d’eines que permeten generar automàticament 
documentació Swagger de les peticions dels controladors de l’API, visualitzar-la i provar les 
peticions. També afegeix extensions per a personalitzar la documentació generada i afegir-li els 
camps necessaris des del propi codi del controlador o del model de dades utilitzats. 
 
Il·lustració 75: Documentació Swagger 
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Tal i com podem observar en el següent exemple, a partir d’uns pocs comentaris i els atributs 
corresponents, es pot auto-generar una documentació completa i actualitzada. 
 
Il·lustració 76: Operació d’exemple swagger 
  
Il·lustració 77: Models d’exemple swagger 
 
Il·lustració 78: Documentació autogenerada per swagger 
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Addicionalment, per a poder especificar el format de les dates, s’ha hagut de configurar la 
generació de swagger per a personalitzar la descripció del tipus DateTime.  
 
Detalls tècnics 29: Configuració format data a Swagger 
Tot i que en la documentació volem indicar que és un paràmetre de tipus data, a la realitat, 
continua sent un string. Aquest fet ha complicat l’especificació així que per a poder especificar 
en la documentació quins elements eren de tipus data sense que això afectés realment al json 
retornat a la petició s’han creat unes classes específiques per aquelles respostes que tenen dates. 
D’aquesta manera, podem especificar a Swagger que el ResponseType és la classe personalitzada 
mentre que el mànager realment torna la real amb format string. 
 
Detalls tècnics 30: Exemple classe personalitzada per les dates de Swagger 
Amb aquesta configuració i indicant en ReturnType la classe CallHistoricSw, obtenim el seguent 
format: 
 
Detalls tècnics 31: Exemple resultat classes personalitzades 
Es podria haver afegit el format de les dates a la descripció general de l’api, però si s’hagués fet 




La seguretat és un punt crucial en aquesta aplicació ja que tracta amb dades empresarials. Tot i 
tenir sistema d’usuaris, es tracta d’una API pública i per tant, qualsevol usuari que conegui les 
peticions podria utilitzar-la sense ser un client autoritzat. Per aquest motiu, és imprescindible 
securitzar la connexió i verificar que la petició prové d’un client autoritzat. Per a poder distingir 
quins clients estan autoritzats i quins no, se’ls proporciona a cada un públic token i un secret 
token. El servidor també comptarà amb un certificat SSL vàlid. 
El públic token és diferent per a cada client i permet identificar quin client fa la petició, de manera 
que es pot desautoritzar a un client concret en cas de veure’s  compromesa la seguretat o 
finalitzar-se el contracte. També permet en un futur oferir certes funcionalitats extres a clients 
determinats o controlar l’ús de cada client del sistema. 
El secret token és un codi propi de l’API a la qual es fa la petició i s’utilitza com a mètode de 
verificació, de manera que ha d’anar codificat de manera segura. Cada entorn del servidor en té 
un de diferent. 
A part de proporcionar aquestes claus als clients, cada petició que vulgui accedir a les operacions 
del servidor ha de complir les següents característiques: 
• Realitzar la connexió amb HTTPS per tal de que viatgin encriptats. 
• A la capçalera de les peticions hi ha d’haver: 
o PublicKey: públic token del client. 
o Authorization: hash SHA-256 d’un string amb el següent format: 
“Secret_Token:TimeStamp:PublicKey” en base64. 







Per altre banda, un cop verificat que l’origen de la petició és d’un client utilitzat, ens hem 
d’assegurar que la persona que hi ha al darrere està també autoritzada. Amb aquest objectiu 
s’han utilitzat tant elements propis de la pròpia tecnologia com podrien ser la utilització 
d’Identity pels usuaris i OWIN20 i Katana per a l’autentificació dels usuaris. 
ASP.NET Identity és la última versió del sistema de gestió d’usuaris de Microsoft, on s’ha 
incrementat la seguretat i permet registrar usuaris amb nom i contrasenya, com és habitual, però 
també s’ha millorat respecte les seves versions anteriors en integrar els registres via xarxes 
socials. Amb aquesta nova versió, també es permet personalitzar l’esquema de dades dels 
usuaris que es vol emmagatzemar, eina que no s’ha utilitzat a moment d’avui en el projecte però 
es preveu personalitzar-lo per a emmagatzemar tan sols les dades necessàries de cada un i fer 
ús del sistema de rols que disposa. Tot i estar totalment integrat en el framework, està adaptat 
també pel unit testing. 
OWIN és un estàndard que defineix l’abstracció entre els servidors web .NET i les aplicacions 
web, el que fa que es pugui crear un middleware pel desenvolupament web .NET. Katana la 
implementació, el conjunt de components OWIN de Microsoft, a partir de la qual hem seguit el 
mètode d’autentificació OAuth 2.0 [29]. El sistema compta amb generació d’un token com a 
login, que es pot guardar i fer auto-login fins que aquest caduqui, tot i que el sistema compta 
amb autoregenració de token per aquest cas. 
 
Il·lustració 79: Opcions de configuració OAuth 
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14.10. ENTORNS DE DESENVOLUPAMENT 
A nivell de desenvolupament de servidor, hem distingit 5 entorns. Els diferents entorns compten 
amb diferents bases de dades i poden tenir versions diferents del sistema.  
Els entorns utilitzats són: 
o Entorn de TDD: Entorn on es desenvolupen les proves automàtiques. Està aïllat ja que hi 
ha casos en els que es necessita fer tests amb bases de dades reals i contaminarien la 
base de dades. 
o Entorn de test: Entorn on es desenvolupen les funcionalitats del servidor, és on hi pot 
haver funcionalitats a mitges i inconsistents. La base de dades es pot buidar sense 
problemes i les dades existents no són valuoses. 
o Entorn de desenvolupament: Entorn on es desenvolupen les funcionalitats dels clients, 
en aquest només hi arriben les funcionalitats que ja han passat els tests de manera que 
els desenvolupadors dels clients puguin començar a utilitzar-les. Tot i que les dades no 
són valuoses i es podrien eliminar sense problemes, això implicaria que els 
desenvolupadors dels clients haurien de restaurar-la (registrar usuaris, dispositius, etc.) 
per a poder continuar provant les seves funcionalitats. 
o Entorn de pre-producció: Entorn anterior a la producció on les empreses interessades 
fan les proves necessàries abans de desplegar la solució als usuaris finals. En aquest 
entorn, les dades ja són valuoses ja que el sistema ha sortit de l’entorn de 
desenvolupament i qui l’està provant són empreses clientes que invertiran en la solució. 
o Entorn de producció: Entorn final on accedeixen els usuaris i empreses finals i utilitzen 
les funcionalitats de manera habitual per als objectius pels quals el sistema ha estat creat. 
En aquest entorn les dades són crucials i molt valuoses. 
L’avantatge principal de treballar amb diferents entorns és el de poder tenir diferents versions 
tant de base de dades com de funcionalitat i cada una d’elles està destinada a un tipus de client 





Tal i com indica la metodologia, el desenvolupament de les funcionalitats del sistema s’ha produït 
seguint les pràctiques de TDD per tal d’assegurar que el codi sigui net i lliure d’errors. Per 
assegurar el correcte funcionament de les funcionalitats desenvolupades, s’ha començat la 
funcionalitat amb tests unitaris i un cop aquests es passaven satisfactòriament, s’han afegit els 
tests pertinents per assegurar que la integració amb la resta de funcionalitats era la correcta i tot 
continuava funcionant tal i com s’esperava. Així mateix, un cop es donava per tancada la 
funcionalitat i es procedia a alliberar-la perquè la poguessin fer servir els desenvolupadors dels 
clients, es provava aquesta per swagger i s’afegia a la col·lecció de peticions de postman, per 
assegurar que funcionava des de tots els entorns. 
Tal i com s’ha pogut veure en l’estructura de la solució [14.3] , els tests s’han realitzat en un 
subprojecte de la solució per evitar referències creuades indesitjades. Com que el mòdul 
Framework ha sorgit d’aquest projecte, encara no té un mòdul de tests per a ell sol, però es 
preveu separar els tests de la seva funcionalitat en un altre mòdul per a poder exportar-lo 
correctament a altres futurs projectes i continuar ampliant-lo.  
Per al desenvolupament de les proves unitàries s’ha utilitzat el framework que proporciona el 
propi Visual Studio (Unit Testing Framework [30]) i Microsoft.Owin.Testing per a poder provar 
les entitats pròpies d’usuaris del sistema. Per a falsejar les funcionalitats de les altres classes i 
estat de la base de dades que no volem que influeixin en l’execució del test concret i tenir un 
control total de l’entorn del test, s’ha utilitzat el framework Moq21. Moq té una llicència BSD-3, 
el que ens permet fer-ne un ús personal i comercial sempre i quant en deixem constància a la 
llicència del producte final i sense garanties ni responsabilitats per part dels desenvolupadors. 
També és la més utilitzada dins del sector. 
Al desenvolupar el projecte sense tenir experiència prèvia real en desenvolupament en TDD ni 
amb la tecnologia, l’inici dels tests va ser una mica feixuc ja que inicialment costa fer-los bé. 
Aquest petit entrebanc però, m’ha permès anar analitzant i descobrint diferents maneres de 
desenvolupar els tests i els avantatges i inconvenients de cada una d’elles, el que ha donat lloc a 
tests de diverses naturaleses i execucions.  





Il·lustració 80: Exemple d’execució de tests 
Per norma general, el nom de la funció del test és descriptiu respecte al seu objectiu i al que 
comprova. 
Tal i com es pot veure en la següent captura de pantalla, les funcions de test s’han de marcar 
amb l’anotació “TestMethod” i cal que estiguin dins d’una classe marcada amb “TestClass”. Dins 
d’una classe, hi pot haver tants tests com es desitgi, tot i que s’ha de tenir en compte que aquests 
s’executaran de forma paral·lela i per tant no convé que facin servir les mateixes fonts de dades. 
Per a aquests casos s’ha utilitzat el moq quan l’accés a base de dades no era rellevant pel 
desenvolupament de la funcionalitat a provar. Com a la majoria de framework de test, també 
compta amb les anotacions “ClassInitialize” per a executar una funció abans de qualsevol test, i 
així poder inicialitzar les variables necessàries per a l’establiment de l’escenari compartit i 
“ClassCleanup” per a executar-ne una altra en finalitzar els tests, per a alliberar els recursos 
utilitzats o restablir l’estat desitjat. També es pot indicar si es vol comprovar que el test llença 
una excepció amb l’anotació “ExpectedException”, podent indicar de quin tipus i el missatge 
d’error esperat. D’aquesta manera, el test passarà si aquest llença una excepció i coincideix amb 
les dades esperades. 
 
Il·lustració 81: Estructura classe de Test 
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Tot i que en els tests unitaris moquejem l’entitat usuari i la resta del context de dades, en els 
testos d’integració volem comprovar justament que les funcionalitats tenen repercussió en 
l’estat i flux del sistema i per tant són més fiables si es realitzen contra dades reals. No tan sols 
en els testos d’integració sinó també quan es vol comprovar que una funcionalitat a part de 
realitzar-se bé, deixa l’estat de la base de dades tal com s’espera amb el proveïdor de base de 
dades. 
Per aquests casos, s’ha utilitzat una funció inicialitzadora de la classe de test per tal de fer el set 
up d’un usuari bàsic o les dades necessàries i una funció de finalització per a netejar la base de 
dades de les modificacions fetes pels tests i eliminar les bases de dades de les empreses creades 
en cas de que fos el cas. 
 
Il·lustració 82: Test Initialize & Cleanup 
Abans de mostrar un exemple de test complet d’excepció amb moq, cal destacar que per a la 
majoria de peticions cal saber quin usuari és el que la fa i per tant, cal moquejar l’entitat usuari 
del framework de Microsoft, el qual és una mica més complex que els habituals. Els controladors 
que reben les peticions poden accedir a l’usuari que ha fet la petició gràcies a un paràmetre 
intern de la classe de la qual deriven, però pels tests unitaris, no hi tenim accés ja que el que 
volem testejar són les funcionalitats dels managers sense passar pels controladors. Per aquest 
motiu s’ha creat una classe TestUser que donat un nom d’usuari, crea el moq de l’entitat d’usuari 
del sistema. 
 
Il·lustració 83: Moq ApplicationUser  
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Un cop tenim l’entitat usuari que fa la petició moquejada, podem començar a moquejar l’estat 
del context de les dades on es vol fer el test. Al fer el test sobre un context moquejat, ens permet 
saber exactament com reaccionaria la funcionalitat en tots els casos ja que es pot controlar 
l’estat de les dades i aïllar test de la funcionalitat en si. 
En el següent test podem veure un exemple de moqueig del context on afegim una empresa però 
cap usuari que hi pertanyi i intentem fer una petició d’obtenir un codi d’invitació amb un usuari 
que no hi pertany. Tal i com indica [Diagrama de seqüència 2: Get enterprise manager & Check 
user and enterprise], l’operació primer comprova que l’empresa existeixi, com és el cas gràcies 
al moq i desprès comprova que l’usuari que fa la petició en formi part. Aquesta última condició 
no es compleix i per tant, llença l’excepció personalitzada indicada. En produir-se una excepció, 
la línia 240 ja no s’executa i entra al catch, on el test falla si no és del tipus esperat o continua 
dins del if per a comprovar que els paràmetres de l’excepció són els esperats. 
 
Il·lustració 84: Exemple complert test amb moq i excepció personalitzada 
 




En el següent exemple però, hem afegit a l’usuari que fa la petició com a participant de l’empresa 
i podem observar com en aquest cas, la petició es desenvolupa sense excepcions i retorna un 
codi d’invitació. 
 
Il·lustració 86: Exemple test amb moq 
En el cas anterior però, no podem comprovar que la invitació realment s’ha guardat a bases de 
dades ja que estàvem treballant sobre un moq. Per a poder tenir un control sobre l’estat 
posterior a l’operació, he fet servir una estratègia diferent, més pròpia d’un test d’integració. El 
projecte de tests està configurat per a treballar en un entorn diferent de manera que té una base 
de dades pròpia. Sobre aquesta base de dades real de proves, en el propi test s’ha fet el registre 
d’un usuari random (per tal de que no coincideixi amb altres ja existents a la base de dades) amb 
la corresponent operació que es realitzaria per petició des del client i un cop ja s’ha registrat, es 
fa la petició d’obtenir invitació d’empresa amb aquest nou usuari. En aquest cas, com que sabem 
quin és el context de la base de dades, hi podem accedir per comprovar que coincideix amb les 
dades retornades de la petició. 
 
Il·lustració 87: Exemple test contra BD 
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Tests unitaris de cada contracte: 
Prova Resposta HTTP 
#01 Registre d’usuari 
El model no conté algun dels camps obligatoris o algun és 
invàlid 
BadRequest (invalidModelExc) 
El model conté creació d’empresa i invitació BadRequest (invalidModelExc) 
El model no conté ni creació d’empresa ni invitació BadRequest (invalidModelExc) 
Ja existeix un usuari amb el mateix mail Conflict (emailExistsExc) 
Ja existeix una empresa amb el shortName indicat Conflict (orgExistsExc) 
El codi d’invitació no és correcte Not Found (inviteNoFoundExc) 
El codi d’invitació no és una invitació d’empresa BadRequest (noEntInviteExc) 
El codi d’invitació ja l’ha fet servir un altre usuari Conflict (usedInviteExc) 
El codi d’invitació pertany a una empresa que ja no existeix 
NotFound 
(inviteEntNotFoundExc) 
Registre d’un usuari amb invitació, es crea nou contacte a 
la BD de l’empresa 
Created 
Registre d’un usuari amb empresa, es crea nova BD Created 
#02 Obtenir invitació d’empresa 
ShortName d’una organització que no existeix NotFound (noOrgExc) 
D’una empresa en la que l’usuari que fa la petició no hi és Forbidden (userNotInOrgExc) 
Short name de l’empresa de l’usuari que fa la petició Ok 
#03 Comprovar validesa d’invitació d’empresa 
Invitació amb codi erroni Ok (false) 
Invitació amb codi de dispositiu Ok (false) 
Invitació amb codi d’empresa ja utilitzat Ok (false) 
Invitació amb codi correcte Ok (true) 
#04 Login 
Nom d’usuari no existent Forbidden (IncorrectExc) 
Usuari existent i contrasenya incorrecte Forbidden (IncorrectExc) 




#05  Afegir dispositiu login 




No existeix cap empresa amb el ShortName proporcionat NotFound (noOrgExc) 
ShortName d’una organització a la qual no pertany l’usuari que 
fa la petició 
Forbidden 
(userNotInOrgExc) 
Device Id de dispositiu ja registrat per a l’usuari que fa la petició Accepted 
Device Id d’un dispositiu ja existent a l’empresa per un altre 
usuari 
Ok 
Device Id d’un dispositiu no existent a l’empresa Ok 
#06 Obtenir invitació de dispositiu 
Guid que ja té una invitació torna la mateixa Ok 
Guid que no ha demanat cap invitació anteriorment Ok 
#07 Afegir invitació de dispositiu 
El model no conté algun dels camps obligatoris o algun és invàid 
BadRequest 
(InvalidModelExc) 
No existeix cap empresa amb el ShortName proporcionat NotFound (noOrgExc) 
ShortName d’una organització a la qual no pertany l’usuari que 
fa la petició 
Forbidden 
(userNotInOrgExc) 
Invitació amb codi erroni NotFound (invNotFound) 




Invitació amb codi vàlid, no utilitzat i nom de dispositiu Ok 
Si el model no conté nom, s’utilitza el nom de dispositiu de 
l’obtenció d’invitació 
Ok 
Si ni el model ni l’obtenció d’invitació tenien nom de dispositiu, 
s’assigna un per defecte 
Ok 
Es pot afegir el dispositiu com a contacte del propi usuari Ok 




#08 Login d’un dispositiu amb invitació 
Invitació amb codi erroni NotFound (noInvitExc) 
Codi d’invitació que no correspon al codi d’invitació Conflict (invalidGuidExc) 
Codi d’invitació i guid correctes però no s’ha acceptat la invitació 
a cap empresa 
Conflict (notAcceptedExc) 
Codi d’invitació i guid correctes i un usuari ha afegit el dispositiu 
sense associar-lo a ell 
Ok 
#09 Modificar usuari 
Model de dades invàlid, faltant algun camp obligatori 
BadRequest 
(invalidModelExc) 
Id invàlid NotFound (noUserExc) 
Id d’usuari que no correspon al que fa la petició Forbidden (noSelfExc) 
Dades correctes de l’usuari que fa la petició Accepted 
#10 Eliminar usuari 
Id d’usuari que no correspon al que fa la petició Forbidden (noSelfExc) 
Id invàlid NotFound (noUserExc) 
Id de l’usuari que fa la petició Ok 
#11 Obtenir empreses 
Des d’un dispositiu sense usuari Ok 
Des d’un dispositiu d’un usuari Ok 
#12 Obtenir contactes empresa 
No existeix cap empresa amb el ShortName proporcionat Not Found (noOrgExc) 
Usuari que fa la petició no pertany a l’empresa 
Forbidden 
(userNotInOrgExc) 
ShorName d’organització de la que l’usuari que fa la petició 
forma part 
Ok 
#13 Obtenir administradors 
No existeix cap empresa amb el ShortName proporcionat Not Found (noOrgExc) 
Usuari que fa la petició no pertany a l’empresa 
Forbidden 
(userNotInOrgExc) 
Petició d’una empresa a la que pertany l’usuari Ok 
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#14 Assignar administrador 
Model de dades invàlid, faltant algun camp obligatori 
BadRequest 
(invalidModelExc) 
No existeix cap empresa amb el ShortName proporcionat Not Found (noOrgExc) 
Usuari que fa la petició no pertany a l’empresa 
Forbidden 
(userNotInOrgExc) 
Usuari que fa la petició pertany a l’organització però no és 
administrador 
Forbidden (noAdminExc) 
Usuari que fa la petició correcte però l’usuari que es vol fer 
administrador no existeix 
NotFound (noUserExc) 
Usuari que fa la petició correcte però l’usuari que es vol fer 
administrador no existeix 
Conflict (userNotInOrgExc) 
Tot correcte Ok 
#15 Eliminar contacte 
Falta alguna de les dades obligatòries del model 
BadRequest 
(invalidModelExc) 
Es vol expulsar un usuari i l’usuari que fa la petició no és 
administrador 
Forbidden (noAdminExc) 
Es vol expulsar un usuari però s’indica l’identificador d’un 
dispositiu 
NotFound (noUserExc) 
Es vol expulsar un usuari amb identificador incorrecte NotFound (noUserExc) 
Es vol expulsar un usuari que no forma part de l’organització Conflict (userNotInOrgExc) 
Es vol expulsar un contacte però l’identificador que s’indica no 
existeix 
NotFound (noContactExc) 
Es vol expulsar un usuari sent administrador Ok 
Es vol expulsar un contacte que no és del usuari que fa la petició Ok 




#16 Pujar fitxer 
ShortName d’organització no existent NotFound (noOrgExc) 
L’usuari que fa la petició no forma part de l’organització amb 
el shortName proporcionat 
Forbidden (userNotInOrgExc) 
Model de dades invàlid, faltant algun camp obligatori 
BadRequest 
(invalidModelExc) 
CallId invàlid NotFound (noCallExc) 
CallId d’una trucada no iniciada Conflict (noInitCallExc) 
CallId d’una trucada ja finalitzada Conflict (endedCallExc) 
Guid de dispositiu que no formi part dels contactes de 
l’empresa 
NotFound (noContactExc) 
CallId i guid de dispositiu no forma part dels participants de 
la trucada 
Conclict(contactNotInCallExc) 
CallId i dades correctes d’una trucada en procés Created 
No CallId i dades correctes Created 
#17 Obtenir galeria empresa 
ShortName d’organització no existent NotFound (noOrgExc) 
L’usuari que fa la petició no forma part de l’organització amb 
el shortName proporcionat 
Forbidden (userNotInOrgExc) 
shortName d’una empresa vàlida de la qual l’usuari que fa la 
petició és participant 
Ok 
#18 Modificar contacte 
Model de dades invàlid, faltant algun camp obligatori 
BadRequest 
(invalidModelExc) 
ShortName d’organització no existent NotFound (noOrgExc) 
L’usuari que fa la petició no forma part de l’organització amb 
el shortName proporcionat 
Forbidden (userNotInOrgExc) 
Identificador d’un contacte que no existeix a l’organització NotFound (noContactExc) 
Identificador d’un contacte d’una organització de l’usuari que 






Model de dades invàlid, faltant algun camp obligatori 
BadRequest 
(invalidModelExc) 
ShortName d’organització no existent NotFound (noOrgExc) 
L’usuari que fa la petició no forma part de l’organització amb 
el shortName proporcionat 
Forbidden 
(userNotInOrgExc) 
CallerDevice id inexistent NotFound (noCallerExc) 
isUserReceiver false i receiverId invàlid NotFound(noReceiverExc) 
isUserReceiver true i receiverId invàlid NotFound (noUserExc) 
isUserReceiver false i receiverId d’un usuari NotFound (noReceiverExc) 
isUserReceiver true i receiverId d’un dispositiu NotFound (noUserExc) 
Trucar des d’un dispositiu amb usuari a un contacte Ok 
Trucar des d’un dispositiu amb usuari a un usuari Ok 
Trucar des d’un dispositiu sense usuari a un contacte Ok 
Trucar des d’un dispositiu sense usuari a un usuari Ok 
#20 Unir-se a trucada 
Model de dades invàlid, faltant algun camp obligatori 
BadRequest 
(invalidModelExc) 
ShortName d’organització no existent NotFound (noOrgExc) 
L’usuari que fa la petició no forma part de l’organització amb 
el shortName proporcionat 
Forbidden 
(userNotInOrgExc) 
CallId invàlid NotFound (noCallExc) 
CallId d’una trucada ja finalitzada Conflict (endedCallExc) 
Guid de dispositiu que no formi part dels contactes de 
l’empresa 
NotFound (noContactExc) 




#21 Enregistrar missatge videotrucada 
ShortName d’organització no existent NotFound (noOrgExc) 
L’usuari que fa la petició no forma part de l’organització amb 
el shortName proporcionat 
Forbidden (userNotInOrgExc) 
Model de dades invàlid, faltant algun camp obligatori 
BadRequest 
(invalidModelExc) 
CallId invàlid NotFound (noCallExc) 
CallId d’una trucada no iniciada Conflict (noInitCallExc) 
CallId d’una trucada ja finalitzada Conflict (endedCallExc) 
Guid de dispositiu que no formi part dels contactes de 
l’empresa 
NotFound (noContactExc) 
Guid de dispositiu no forma part dels participants de la 
trucada 
Conclict(contactNotInCallExc) 
Dades correctes d’una trucada en procés Created 
#22 Enregistrar punt vermell videotrucada 
ShortName d’organització no existent NotFound (noOrgExc) 
L’usuari que fa la petició no forma part de l’organització amb 
el shortName proporcionat 
Forbidden (userNotInOrgExc) 
Model de dades invàlid, faltant algun camp obligatori 
BadRequest 
(invalidModelExc) 
CallId invàlid NotFound (noCallExc) 
CallId d’una trucada no iniciada Conflict (noInitCallExc) 
CallId d’una trucada ja finalitzada Conflict (endedCallExc) 
Guid de dispositiu que no formi part dels contactes de 
l’empresa 
NotFound (noContactExc) 
Guid de dispositiu no forma part dels participants de la 
trucada 
Conclict(contactNotInCallExc) 




#23 Obtenir fitxer 
FileId d’una imatge no existent NotFound (noFileExc) 
FileId d’una imatge no existent en l’empresa indicada NotFound (noFileExc) 
FileId d’una imatge existent a l’empresa indicada Ok 
#24 Finalitzar trucada 
Model de dades invàlid, faltant algun camp obligatori 
BadRequest 
(invalidModelExc) 
ShortName d’organització no existent NotFound (noOrgExc) 




CallId invàlid NotFound (noCallExc) 
CallId d’una trucada no iniciada Conflict (noInitCallExc) 
CallId d’una trucada iniciada en l’empresa indicada Ok 
#25 Obtenir historial trucades 
ShortName d’organització no existent NotFound (noOrgExc) 




ShortName d’empresa existent Ok 
#26 Obtenir detalls trucada 
ShortName d’organització no existent NotFound (noOrgExc) 




CallId invàlid NotFound (noCallExc) 
CallId d’una trucada existent Ok 
#27 Obtenir direcció RTA 
Usuari autentificat Ok 
#28 Modificar direcció RTA 
Usuari autentificat que no és administrador del sistema Forbidden (noAdminExc) 




16. PLANIFICACIÓ FINAL 
16.1. CANVIS METODOLOGIA 
Al no estar completament definits els requisits des del principi, hi va haver algunes confusions 
respecte al seu funcionament o detalls tot i la metodologia utilitzada. Per tal de minimitzar els 
efectes d’aquest inconvenient, es va passar a fer una petita reunió cada dia o a l’inici d’una nova 
funcionalitat per comentar els procediments a seguir i evitar així desviacions provinents de 
malentesos en comptes de les reunions setmanals previstes. 
Tot i que la memòria del projecte estava previst fer-la en paral·lel al desenvolupament, els canvis 
constants en el model i requisits van provocar que fos més òptim desplaçar-lo temporalment per 
tal d’evitar una pèrdua de temps amb les modificacions constants. D’aquesta manera, fins 
pràcticament el final del projecte, hi ha hagut una diferència de mig mes entre el 
desenvolupament i la documentació de les tasques realitzades. 
En el cas del desenvolupament de la part web afegida, no s’ha pogut seguir la metodologia TDD 
a causa de la inexperiència amb la tecnologia i la pressió temporal i tampoc s’ha afegit en la 
memòria ja que el seu desenvolupament s’ha realitzat a la feina mentre paral·lelament a casa 
realitzava l’últim sprint dedicat a la redacció de la memòria i per tant, hagués quedat incomplert.  
Tot i que la documentació autogenerada amb Swagger es va implementar des del principi, es va 
començar a utilitzar una col·lecció compartida de Postman amb els desenvolupadors dels clients 
per a tenir controlades les operacions realitzades i el seu format ja que permetia provar les 
peticions amb els paràmetres exactes dels clients contra el servidor de desenvolupament o el de 
producció canviant només l’entorn de les variables definides i permetia assegurar de cara als 





La planificació inicial preveia que la fase de planificació es realitzés abans de la de formació, però 
per motius de calendari acadèmic i professional, la fase de formació va començar abans i 
aquestes es van realitzar de manera paral·lela. Degut a aquest canvi i la càrrega lectiva i 
professional, la documentació de la investigació tecnològica i desenvolupament no va començar 
fins després de l’entrega de GEP el 27/03, fet que va descoordinar l’ordre temporal de les tasques 
d’implementació i documentació del projecte. 
Tot i que la metodologia utilitzada ja ho contempla, al no estar les tasques i requisits definits 
prèviament, la previsió del desenvolupament es va veure afectat ja que sovint hi havia canvis o 
s’havia de demanar la seva especificació abans de poder continuar. Per aquest mateix motiu, tot 
i que la planificació inicial contava tan sols amb el desenvolupament d’una API, les necessitats 
empresarials van portar a requerir en paral·lel la implementació d’un client web a mitjans de de 
la fase de l’sprint 3, fet que va implicar la paralització del desenvolupament de l’API i la necessitat 
d’un període de formació posterior per tal de poder dur a terme la tasca, tot modificant els 
sprints previstos inicialment i afegint-ne de nous, tal com es veurà en el següent apartat. 
Amb l’adició del desenvolupament del client web, tota la planificació es va desplaçar, amb la 
implicació que això comporta de que no s’ha pogut desenvolupar tota la funcionalitat prevista 
amb el temps previst, però sense que això impliqui un perill pel projecte gràcies a la metodologia 
utilitzada. 
Al afegir-se el desenvolupament del client web, l’equip directiu va decidir canviar la tecnologia 
utilitzada en el projecte de l’API per tal de poder aprofitar lògica i recursos de projectes realitzats 
anteriorment per l’empresa, tot i que això implicava fer el traspàs del desenvolupament fet fins 
al moment i adaptar les funcionalitats dels projectes antics. Aquests canvis i adaptacions van 
provocar un greu desviament a la planificació inicial fent que s’haguessin de repetir sprints ja 
realitzats. Així mateix, la tecnologia a la que es va passar, no és multiplataforma, fet que era un 
requeriment inicial de la tecnologia a escollir.  
Amb aquest canvi, provinent d’una fira empresarial on es va presentar a diverses empreses una 
versió molt inicial de les versions dels clients web i mòbil, també és va modificar la priorització 
de les tasques i la seguretat, així que l’sprint dedicat a seguretat es va avançar i les funcionalitats 
de xats desenvolupades fins al moment amb l’anterior tecnologia van baixar de prioritat i es va 
prioritzar abans les videotrucades i la gestió de comptes amb invitacions. 
Tot i que la planificació inicial comptava amb la posada a punt del sistema i la seva entrega final, 
a causa de les desviacions explicades anteriorment, aquest no s’ha pogut donar per tancat dins 
del període previst, ja que el seu desenvolupament continua fora de l’àmbit d’aquest treball.  
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16.3. PLANIFICACIÓ FINAL 
1. Planificació (21 dies) 
2. Sprint 1: Formació (13 dies) 
3. Sprint 2: Xats bàsics(19 dies) 
4. Sprint 3: Videotrucades (9 dies) 
Aproximadament a la meitat d’aquest sprint, es va veure pròxima la realització d’una fira del 
sector industrial i l’empresa va veure necessari tenir una demo d’un client web per tal de poder 
atraure possibles clients pel producte. Donada l’ocupació dels companys de front-end, vaig 
paralitzar el desenvolupament de l’API i procedir a la formació de desenvolupament web amb 
angular per a poder arribar a la fira amb un client web que tingués una mínima representació de 
les futures funcionalitats de la solució. 
5. [NEW] Sprint 4: Inici client web (13 dies) 
a. Formació Vistes + Angularjs 
b. Implementació Videotrucada bàsica 
En tenir implementades les videotrucades des el client web, que aporten un gran valor als clients, 
va ser quan van decidir fer el canvi de tecnologia i degut als contactes i impressions obtinguts en 
la fira, prioritzar les invitacions com a mètode de registre de dispositius i usuaris, i les 
videotrucades, que es van haver de refer degut al canvi de metodologia. També es va decidir fer 
conjuntament part de l’sprint de seguretat per a poder tenir des d’un bon principi les peticions 
restringides als usuaris registrats i evitar als clients haver de gestionar el canvi més tard. 
6. Sprint 4+5: Empreses i usuaris + Seguretat (18 dies) 
Un cop es va tenir ben establerta la lògica d’usuaris i empreses amb la seva respectiva seguretat 
bàsica, es va procedir a traslladar la lògica de videotrucades iniciada a l’sprint 3 en la nova 
tecnologia, tot i que aquesta va canviar ja que en aquesta nova implementació, no es van fer xats 
i per tant la trucada va passar a ser tan sols entre dos dispositius. 
7. Sprint 3.5: Videotrucades en la nova tecnologia (11 dies) 
8. [NEW] Continuació client Web (15 dies) 
9. Sprint 7: Entrega (17dies)  
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16.4. DESVIACIÓ PRESSUPOST 
A causa de les desviacions temporals explicades anteriorment, el pressupost també ha patit una 
important desviació. Donat que en aquest cas el temps ha estat el mateix tot i que no s’ha arribat 
desenvolupat la mateixa funcionalitat prevista inicialment degut a la metodologia utilitzada, el 
pressupost no ha variat excessivament ja que en el mateix temps, hi ha hagut una variació de les 
hores dels rols. 
 
Rol Preu/hora Hores Previstes Cost Previst Hores Finals Cost Final 
Documentador 50 € 130 6.500,00 € 118 6.500,00€ 
Tester 20 € 60 1.200,00 € 48 1.200,00€ 
Cap de projecte 50 € 102 5.100,00 € 82 5.100,00€ 
Desenvolupador 25 € 406 10.150,00 € 544 10.150,00€ 
Analista 40 € 45 1.800,00 € 45 1.800,00€ 
Haido  743 24.750,00 € 807 24.750,00€ 
 
 
Tot i la desviació, aquesta no es considera un inconvenient pel projecte ja que la metodologia ja 




16.5. DESENVOLUPAMENT FUTUR 
Tot i que no s’han pogut desenvolupar els tres punts previstos en l’estat de l’art, actualment 
l’empresa ja té dos clients més interessats en el projecte i que han demanat que els generem 
una versió per tal de que puguin provar-la. Veient l’èxit d’aquesta primera fase, es preveu 
continuar amb les altres dues, xats i tasques en funció de les prioritats dels clients, sense deixar 
de millorar la part de videotrucades.  
Al poder guardar les trucades i veure-les a posteriori disminueix la necessitat de les funcionalitats 
de xat grupal ja que habitualment els nostres clients farien servir tan sols dos participants. Per 
aquest motiu, les funcionalitats de tasques seran les pròximes en desenvolupar-se però a mesura 
que el ritme ens ho permeti ja que si els clients que proven actualment el producte amb les 
videotrucades en volen alguna modificació, es prioritzarà la millora de la fase de videotrucades 
abans de continuar amb la resta.  
Pel que hem pogut observar dels clients amb els que hem tingut contacte, la integració del client 
Hololens, que actualment té una versió pròpia, també seria un punt clau per a l’èxit del producte. 
Per a aquesta integració, el servidor també haurà de suportar la compartició de l’espai 3D que 
aquestes generen i s’haurien de fer algunes modificacions per a afegir la seva funcionalitat actual, 
com per exemple l’enviament d’una ordre o indicació sobre el model 3D en la trucada. Aquestes 
ordres també es poden interpretar com a tasques a realitzar localitzades en l’entorn 3D, fet que 





17.  DESENVOLUPAMENT CLIENT WEB 
Explicar que degut als canvis d’interès de l’empresa, en comptes de continuar amb les tasques 
previstes de servidor, vaig començar a desenvolupar un client web. Explicar que degut que això 
va passar a l’última etapa, no s’ha pogut fer una bona documentació al respecte, però explicar 
les funcionalitats desenvolupades sense diagrames ni res. Comentar quines peticions s’han 
realitzat. 
Tot i que a mitjans de la fase 3 es va p el desenvolupament de l’API per a iniciar el 
desenvolupament web, en aquell moment no es preveia que fos jo qui l’hagués de continuar i 
per tant, vam decidir junt amb la ponent d’aquest treball que no valia la pena afegir un apartat 
dedicat ja que era un desenvolupament aïllat del servidor i de poca duració. Tot i així, quan a 
finals del projecte degut als canvis d’interès de l’empresa, vaig tornar a ser la responsable del 
desenvolupament d’aquest, vaig considerar necessari afegir-ne com a mínim algun apartat.. Al 
afegir-se però en la última fase de desenvolupament, aquest va coincidir amb la redacció final de 
la memòria, de manera que aquest apartat no serà tan complert com la resta per motius de 
restriccions temporals. 
L’objectiu d’aquest apartat no és el de descriure el disseny i arquitectura del client desenvolupat 
sinó el de reportar les funcionalitats desenvolupades i el seu procés. 
17.1. CONTEXTUALITZACIÓ 
Degut als contactes fets en una fira industrial a mitjans del desenvolupament del servidor i 
l’interès que el projecte va despertar a diversos clients, els interessos de l’empresa van canviar i 
va sorgir la necessitat del desenvolupament d’un client web junt amb el dels clients mòbils que 
ja s’estaven desenvolupant. Degut a la planificació i organització de la resta de projectes de 
l’empresa, tots els companys de front-office ja estaven ocupats amb els seus respectius projectes 
i l’empresa va decidir que continuar la funcionalitat del servidor aquí desenvolupat no tenia 
sentit pels nous clients sense que hi hagués un client web que poguessin consumir. Per aquest 
motiu, vaig ser jo la que van assignar per a desenvolupar-lo tot i no tenir experiència prèvia 
tampoc en desenvolupament de clients web. 
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17.2. TECNOLOGIA UTILITZADA 
Tot i que l’empresa no acostuma a desenvolupar clients webs ja que acostuma a fer els projectes 
amb el model complet MVC de ASP.NET, en aquest projecte es va decidir separar les dues 
plataformes. La tecnologia a utilitzar pel client web ha estat AngularJS i va ser escollida pels caps 
de l’empresa. 
AngularJS és un framework  de codi obert pel desenvolupament d’aplicacions web dinàmiques 
en una sola pàgina. Utilitza Javascript i és mantingut per la comunitat amb el suport de Google.  
17.3. METODOLOGIA UTILITZADA 
El desenvolupament del client web no segueix la metodologia TDD utilitzada en el servidor degut 
al canvi de tecnologia, inexperiència i pressa de l’empresa per a tenir-lo en funcionament. Per 
contra, segueix una metodologia bastant habitual en les empreses que consta en l’explicació del 
projecte que s’ha de desenvolupar al desenvolupador assignat i la creació de tasques generals a 
JIRA, a partir de les quals, junt amb petites revisions d’avanç amb la cap de projectes, es porta el 
seguiment d’aquest. 
A l’igual que els clients mòbils i servidor en les últimes fases, la priorització de la web era 
l’establiment d’una videotrucada i l’enviament i recepció del missatges, punts vermells i imatges 
o fitxers. La funcionalitat que la web havia de complir es basava en imitar la lògica dels clients 
mòbils. Donades aquestes instruccions, vaig iniciar el desenvolupament, però resulta que les 
ordres donades no coincidien amb el que els caps de l’empresa tenien en ment ja que ells volien 
que realment repliqués les funcionalitats d’un projecte antic que havien desenvolupat sense que 
nosaltres els desenvolupadors el coneguéssim en profunditat. Per aquest motiu, hi va haver 
alguns malentesos de funcionalitat del client web, però finalment es va establir que el client web 
actuaria com a expert del sistema de manera que dins del flux d’una trucada, aquest tan sols 
rebria la imatge dels clients mòbils. Per aquest canvi de funcionalitat no contemplat en el 
servidor, es van modificar els paràmetres enviats al servidor RTA per a poder indicar si el que 
realitzava la trucada era expert o no.  
A nivell de priorització, tampoc es va considerar important que la web comptés amb el disseny 
des del principi sinó que es va voler tenir primer la funcionalitat per després passar-li la capa de 
disseny. Per aquest motiu no s’adjunta cap captura de pantalla de la web desenvolupada ja que 
al estar encara en fases inicials sense cap tipus d’estil, visualment deixa molt a desitjar.  
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17.4. FUNCIONALITAT DESENVOLUPADA 
A dia del tancament de la memòria, el client web té: 
1. Registre tant amb creació de nova empresa com amb codi d’invitació d’empresa. 
2. Login amb usuari i contrasenya. 
3. Obtenció dels contactes de l’empresa. 
4. Obtenció de la galeria de l’empresa. 
5. Pujada d’una imatge a la galeria de l’empresa. 
6. Establiment de trucada amb un usuari o dispositiu. 
7. Recepció de trucada com a dispositiu. 
8. Enviament d’un missatge al mig d’una trucada. 
9. Recepció d’un missatge al mig d’una trucada. 
10. Enviament d’un punt del vídeo. 
11. Recepció d’un punt del vídeo. 
Tot i que aquestes són les funcionalitats desenvolupades fins al moment, l’estructura del projecte 
no és l’adequada i encara es produeixen alguns errors inesperats. 
Cal destacar que per l’establiment d’una trucada, hi ha tota una lògica d’establiment amb el 
servidor RTA que no es contempla amb el servidor descrit en aquest projecte ja que queda fora 






18. COMPETÈNCIES TÈCNIQUES FINALS 
• CES1.1: Desenvolupar, mantenir i avaluar sistemes i serveis software complexos i/o 
crítics. [En profunditat]  
El tractar amb tants tipus de clients, cadascú amb les seves característiques i limitacions de 
comunicació, ha suposat un repte i encara més afegint el fet de no tenir experiència prèvia. S’han 
seguit tots els protocols i guies que s’han considerat aptes pel sistema per tal de minimitzar 
aquestes diferències. 
Tampoc és habitual en els sistemes senzills la comunicació entre dos servidors per tal de poder 
dur a terme el servei i minimitzant la dependència dels dos de cara als clients. 
De cara als usuaris finals, el sistema de registre en una empresa via invitació i el control dels 
dispositius dels usuaris, els aporta un gran valor, tot i que això ha complicat de manera 
considerable la complexitat de la solució i del seu desenvolupament. 
També s’ha de tenir en compte com a complexitat de la tarifa de les trucades ja que es fa amb 
un servei extern. 
• CES1.2: Donar solució a problemes d'integració en funció de les estratègies, dels 
estàndards i de les tecnologies disponibles. [Bastant]  
Al ser els clients de naturaleses tant diverses i amb restriccions de bateria, connexió i 
processament, com podrien ser dispositius mòbils o ulleres de realitat augmentada, s’han buscat 
els protocols i guies de desenvolupament que més s’adequaven a la solució i situació del sistema 
per assegurar una correcta comunicació i evitar problemes als clients, seguint així les guies de 
disseny de Microsoft. Això també ha permès  minimitzar els canvis en totes les plataformes en el 
cas de modificacions o extensions. 
• CES1.3: Identificar, avaluar i gestionar els riscos potencials associats a la construcció de 
software que es poguessin presentar. [Una mica]  
Tot i que finalment van decidir tornar a la tecnologia habitual, es va fer l’anàlisi de tecnologies 
amb desplegament multiplataforma, tenint en compte els riscos de cada un. 
La combinació de servidor RTA i servidor API REST requereixen plantejar tots els pros i contres 
de les opcions per assegurar la fiabilitat i rendiment del sistema. 
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• CES1.4: Desenvolupar, mantenir i avaluar serveis i aplicacions distribuïdes amb suport de 
xarxa. [Una mica] 
Al ser el sistema un servidor API REST, s’han de tenir en compte els protocols de comunicació en 
la xarxa. Així mateix, el servidor API REST i RTA són de tecnologies diferents i distribuïts en 
màquines diferents i també es comuniquen per la xarxa. 
• CES1.5: Especificar, dissenyar, implementar i avaluar bases de dades. [Bastant] 
Tot i que no s’ha pogut arribar al disseny més òptim de bases de dades, el servidor té la 
responsabilitat de la persistència del sistema i s’ha fet el millor disseny en SQL. A més a més, s’ha 
de tenir en compte la segregació de les dades de les empreses en les respectives bases de dades. 
• CES1.7: Controlar la qualitat i dissenyar proves en la producció de software. [Bastant] 
Tot i que l’empresa no tenia la costum d’implementació de proves, el sistema s’ha desenvolupat 
seguint la metodologia TDD i per tant, s’ha pogut certificar que totes les funcionalitats 
implementades continuaven responent tal com s’esperava tot i els canvis i ampliacions, tenint 
en compte també els tests d’integració de les diferents funcionalitats. A més, cada vegada que 
es detectava un cas no controlat, s’afegia el test per assegurar que aquest no es tornava a repetir. 
• CES2.1: Definir i gestionar els requisits d'un sistema software. [Bastant]  
Tot i que els casos d’ús venien definits pels responsables de l’empresa, s’han hagut d’estudiar els 
requisits que implicaven en el servidor per tal de complir-los amb qualitat i aplicar-los de manera 
que siguin fàcilment usables pels clients. 
• CES2.2: Dissenyar solucions apropiades en un o més dominis d'aplicació, utilitzant 
mètodes d'enginyeria del software que integrin aspectes ètics, socials, legals i econòmics. 
[Una mica]  
S’han aplicat patrons i bones pràctiques de l’enginyeria del software, així com el seguiment de 
les guies de disseny d’APIs de Microsoft per millorar la qualitat de la solució desenvolupada i el 





En començar des de zero en el desenvolupament de servidors, he pogut aprendre tant a partir 
de la formació de la fase inicial com de l’experiència de l’empresa, fet que considero que m’ha 
aportat un gran valor personal i professional. A nivell d’aprenentatge, Microsoft ofereix una 
documentació de molt bona qualitat que he pogut anar seguint per aprendre les pràctiques 
recomanades de desenvolupament de la tecnologia i de la pròpia metodologia TDD ja que també 
compta amb documentació sobre testos unitaris i d’integració.  
He assimilat i integrat els avantatges de treballar amb testos i agafat agilitat a l’hora de fer-ho, ja 
que és cert que al principi costa aprendre a fer-los bé i encara més quan no coneixes la 
tecnologia. Aquesta manera de treballar m’ha ajudat també a desenvolupar un codi més net, 
entenedor, mantenible i modificable ja que al separar funcionalitats en diferents funcions per a 
poder-les testejar et permet veure el codi i el seu funcionament a un nivell més alt. 
A nivell de treball en grup, encara que hagi desenvolupat pràcticament sola el projecte, he hagut 
de tractar amb la integració del meu sistema amb les aplicacions dels clients també en 
desenvolupament. També he integrat les operacions del servidor amb el client web desenvolupat 
en la última fase, fet que m’ha aportat una visió més global dels problemes i les seves solucions. 
Addicionalment, considero també que la documentació autogenerada amb swagger ens ha 
facilitat molt la comunicació i el desenvolupament dels clients ja que s’actualitzava 
automàticament amb els canvis, quan les noves funcionalitats començaven a estar disponibles o 
fins i tot abans per tal de que els clients poguessin saber el format que obtindrien i moquejar-lo 
per no quedar bloquejats. 
Al tractar-se d’un desenvolupament en una empresa real, no he pogut agafar les rendes del 
projecte per analitzar-ne els requisits i plantejar-lo des del principi com hagués volgut. Tot i així, 
considero que ha estat una gran experiència acadèmica i professional que m’ha permès veure el 
procés de desenvolupament de software des d’una altra perspectiva. Gràcies a la metodologia 
de desenvolupament TDD utilitzada, he pogut guanyar confiança amb la metodologia i aplicar els 
coneixements i estratègies apreses en el grau per tal de poder tirar endavant el projecte amb la 
millor qualitat possible tot i les pressions professionals i tombs inesperats del projecte.  
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Fins i tot, considero que encara que acabi de començar amb la tecnologia, he pogut aportar 
bones pràctiques i millorat la qualitat del desenvolupament com per exemple: 
- L’inici del Framework de desenvolupament ASP.NET pròpi per a l’empresa. 
- L’ús de codis d’error HTTP en comptes d’indicar el succés/failure amb “OK”/ “KO” 
- L’ús dels filtres d’excepcions per al format OData dels errors. 
- La documentació swagger com a mitjà de comunicació amb els clients de l’API. 
- L’ús de Postman per a proves de l’API amb dades dels clients durant el desenvolupament 
d’aquests per a veure d’on provenia l’error. 
- L’ús d’Elmah per al control d’errors en fases de qualitat. 
- L’ús de subfitxers de configuració per a variables específiques dels diferents entorns. 
- El desenvolupament en TDD. 
- L’ús de mànagers pel desenvolupament de la lògica de negoci en comptes dels 
controladors directament. Permet evitar duplicació de codi i estendre funcionalitat amb 
més facilitat.  
Personalment crec que es podria haver millorat la metodologia utilitzada però he de reconèixer 
que degut a la pressió professional, no vaig poder implicar-m’hi tant com m’hauria agradat degut 
a la meva inexperiència amb projectes d’aquesta tecnologia i naturalesa.  
Venint del desenvolupament de clients mòbils, el desenvolupament del servidor ha suposat tot 
un repte per a mi ja que no tan sols havia de pensar en els casos d’ús dels usuaris finals sinó que 
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