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Perkembangan teknologi informasi dan jaringan komputer yang begitu 
pesatnya merupakan hal yang wajar pada era yang serba cepat saat ini. Tidak 
amannya jarigan komputer pada suatu perusahaan yang disebabkan oleh 
penyusup/pesaing melalui alamat IP mengakibatkan kebocoran data perusahaan 
tersebut. 
Belum adanya software yang digunakan untuk memonitor keamanan jaringan 
komputer pada PT. Adhi Citrabhumi Utama. Berbagai cara untuk meningkatkan 
keamanan jaringan komputer yang handal dan cepat telah ditempuh, salah satunya 
dengan menggunakan Internet Security System (ISS). 
Dengan memanfaatkan teknologi informatika jaringan komputer serta 
menggunakan software Nessus ini diharapkan dapat memecahkan masalah problem 
keamanan jaringan dengan cara scanning. Sehingga keamanan informasi jaringan 
komputer berjalan dengan baik dan lancar. 
Laporan tugas akhir ini akan menganalisa Monitoring Keamanan Jaringan 
Komputer pada PT. Adhi Citrabhumi Utama yaitu dengan pemilihan software 
scanning antar alamat IP. Pemilihan software ini sangat praktis dan murah. Dengan 
memilih wireless sebagai media penghubung dan menggunaan software Nessus 
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