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– моніторинг змін у зовнішньому середовищі; 
– виявлення типів стану економічної безпеки. 
Перелічимо аргументи, що підтверджують важливість та доціль-
ність застосування контролінгу в забезпеченні економічної безпеки 
підприємства: 
1) так як загрози економічної безпеки підприємства є різноманіт-
ними, формування загального уявлення про стан підприємства вимагає 
побудови особливої системи, що формує й надає керівництву в необ-
хідному розрізі інформацію про стан справ на підприємстві, роль якої 
якнайкраще виконує контролінг; 
2) процес забезпечення  економічної безпеки підприємства вима-
гає застосування відповідного аналітичного інструментарію, який має 
в своєму розпорядженні контролінг; 
3) контролінг якнайкраще сприяє вирішенню задач, поставлених 
перед системою забезпечення економічної безпеки підприємства; 
4) інформаційне  забезпечення економічної безпеки  вимагає по-
будови  єдиної  інформаційної  системи  в  масштабах  всього  підпри-
ємства,  що забезпечується  через  впровадження  контролінгу; 
5) реалізація заходів в області забезпечення економічної безпеки 
підприємства вимагає побудови ефективної системи координації, роль 
якої відіграє контролінг. 
Вважаємо, що запровадження контролінгу в систему управління 
діяльністю підприємств є дуже важливим, це забезпечить як своєчасне  
виявлення і використання дієвих резервів підвищення результативнос-
ті підприємства, так і прийняття ґрунтових управлінських рішень для 
забезпечення економічної безпеки підприємства. 
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Процеси всеохоплюючої інформатизації країни, стрімке впрова-
дження інформаційних, комп’ютерних технологій у всі сфери життєді-
яльності суспільства актуалізує питання визначення обґрунтованих та 
ефективних шляхів забезпечення інформаційної безпеки.  
Інформаційна безпека активно впливає на економічну, соціальну, 
політичну та інші складові національної безпеки держави. Від виваже-
ної політики інформаційної безпеки, від ступеня захищеності, повноти 
і достовірності інформації у сучасному світі залежить стабільність со-
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ціально-економічної ситуації держави, збереження правопорядку, за-
безпечення прав її громадян. 
У наукових працях вітчизняних та зарубіжних дослідників викла-
дено численні аспекти інформаційної безпеки. 
Трактування сутності  інформаційної безпеки викладено у працях 
вчених, енциклопедичних словниках та у правових актах. Так, в Законі 
України «Про основні засади розвитку інформаційного суспільства в 
Україні на 2007-2015 р.р.» інформаційна безпека визначається, як стан 
захищеності життєво важливих інтересів людини, суспільства і держа-
ви, при якому запобігається нанесення шкоди через: неповноту, невча-
сність та невірогідність інформації, що використовується; негативний 
інформаційний вплив; негативні наслідки застосування інформаційних 
технологій; несанкціоноване розповсюдження, використання і пору-
шення цілісності, конфіденційності та доступності інформації. 
Виходячи з дослідження сутності інформаційної безпеки вважає-
мо, що під нею можна розуміти суспільні відносини, пов’язані із захи-
стом життєво важливих інтересів людини і громадянина, суспільства і 
держави від реальних та потенційних загроз в інформаційному просто-
рі, які виступають невід’ємною частиною політичної, економічної, 
оборонної та інших складових національної безпеки. 
Не можна не погодитися, що інформаційна безпека виступає од-
нією із складових стійкого розвитку всієї держави, а процес забезпе-
чення інформаційної безпеки необхідно розуміти як: «…одне з глоба-
льних і пріоритетних завдань органів державного управління, вирі-
шенню якого мають бути підпорядковані політична, економічна, воєн-
на, культурна та інші види діяльності системи державного управлін-
ня». 
Вивчення аспектів інформаційної безпеки обов’язково пов’язане 
із моніторингом загроз та ризиків, що можуть загрожувати її ефектив-
ності. Вважаємо, що сутність загроз інформаційній безпеці можна ви-
значити, як сукупність внутрішніх та зовнішніх умов, які можуть нане-
сти шкоду інтересам особистості та суспільства через небажані інфор-
маційні атаки на відповідні об’єкти інформаційної інфраструктури 
держави. 
Джерелами загроз інформаційній безпеці можуть виступати: 
– загрози інформаційній безпеці особистості (тобто забезпеченню 
конституційних прав і свобод людини і громадянина на доступ до від-
критої інформації, на використання інформації в інтересах здійснення 
не забороненої законом діяльності, а також у захисту інформації, що 
забезпечує особисту безпеку, духовний та інтелектуальний розвиток); 
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– загрози інформаційній безпеці суспільства (безперервне ускла-
днення інформаційних систем і мереж зв'язку критично важливих ін-
фраструктур забезпечення життя суспільства); 
– загрози інформаційній безпеці держави (отримання протиправ-
ного доступу до відомостей, що складають державну таємницю, до 
іншої конфіденційної інформації, розкриття якої може нанести збитки 
державі). 
Таким чином, інформаційна безпека має одне з першочергових 
значень для соціально-економічного розвитку держави та суб’єктів 
господарювання. Вивчення основних аспектів інформаційної безпеки 
та попередження прояву основних загроз її забезпечення дозволить 
керівництву підприємства будувати ефективний розвиток своєї діяль-
ності. 
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Запаси виступають одним з видів матеріальних ресурсів підпри-
ємства. Кожне підприємство максимально уважно будує політику ефе-
ктивного управління виробничими запасами, адже вони є базою підт-
римання виробничого процесу. 
Займаючи домінуючу частину активів підприємства, запаси гра-
ють вагому роль у формуванні структури витрат підприємств, а їх вар-
тість суттєво впливає на рівень рентабельності виробництва. А форму-
вання достовірної інформації про наявність та рух виробничих запасів 
і правильне ведення бухгалтерського обліку їх вартості забезпечує до-
стовірність фінансової звітності.  
Питанням теоретичної розробки проблем організації і ведення 
обліку виробничих запасів присвячено достатньо велика кількість 
праць фахівців в галузі обліку, таких як: Бутинень Ф.Ф., Глібка О.В., 
Голов С.Ф., Костирко І.Г., Рибалко О.М. та ін.. 
Аналізуючи численні дослідження з питань організації обліку за-
пасів, можна стверджувати, що багато теоретичних положень і питань 
обліку даних ресурсів потребують вдосконалення і доопрацювання.  
Критичний огляд наукових праць дослідників у галузі обліку до-
зволяє виокремити такі наступні негативні аспекти, що притаманні 
обліково-аналітичній роботі з виробничими запасами:  
– низький рівень оперативності інформаційного забезпечення 
управління виробничими запасами підприємства; 
