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Abstrak 
 
Fungsi pengamanan suatu pesan dibuat agar pesan yang dikirim maupun yang 
diterima untuk terjaga keamanan dan kerahasiaannya. Tujuan dari penulisan skripsi 
ini adalah dapat meningkatkan keamanan dalam proses pengiriman pesan melalui 
SMS dengan mengimplementasikan algoritma blowfish untuk mengenkripsi pesan. 
Maka dari itu, handphone  yang digunakan haruslah handphone yang mendukung 
java karena aplikasi ini akan diinstall terlebih dahulu kepada handphone pengguna. 
Metodologi penelitian yang digunakan penulis adalah metode Rational Unified 
Process (RUP) yang terdiri dari 4 tahapan yaitu : tahap Inception, Elaboration, 
Construction, dan Transition. Penulis menganalisis alur enkripsi dan dekripsi 
Algoritma Blowfish beserta pengimplementasiannya dalam bahasa pemograman java 
(Java ME). Evaluasi dilakukan dengan menyebarkan kuesioner. Melalui perancangan 
aplikasi enkripsi dan dekripsi SMS menggunakan algoritma blowfish penulis 
berharap dapat membantu pengguna dalam menjaga keamanan maupun kerahasiaan 
pesan yang telah dikirim.  
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BAB 1 
PENDAHULUAN 
 
 
 
 
 
1.1 Latar Belakang 
Masalah keamanan dan kerahasiaan data merupakan hal yang sangat 
penting baik dalam suatu organisasi yang berupa komersial (perusahaan), 
perguruan tinggi, lembaga pemerintahan, maupun dalam hal individual (pribadi). 
Kemampuan untuk mengakses dan menyediakan informasi secara cepat dan 
akurat akan sangat berpengaruh terhadap suatu organisasi atau individual 
(pribadi).  
 Melalui perkembangan teknologi telekomunikasi yang begitu pesat, jarak 
dan waktu bukan lagi menjadi sebuah kendala yang berarti. Salah satu hasil 
teknologi telekomunikasi yang sangat terkenal adalah Short Message Service 
(SMS).  Dengan menggunakan SMS penggunanya dapat saling bertukar pesan 
dengan pengguna lain, tetapi pesan yang dikirimkan tersebut belum tentu terjaga 
keamanan dan kerahasiaannya. Pengguna seharusnya dapat menjaga agar data 
tersebut jangan sampai dibaca apalagi dibajak oleh pihak yang tidak berwenang. 
Apabila hal tersebut sampai terjadi maka hal yang paling buruk adalah 
memungkinkan data yang pengguna punya akan rusak (diganti), yang mungkin 
akan menimbulkan suatu kerugian  yang besar bagi pengguna.  
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Dengan adanya aplikasi ini diharapkan dapat menjaga kerahasiaan data 
yang berbentuk pesan singkat dan hanya bisa dibaca setelah melakukan proses 
penyandian. Sehingga pesan atau data yang pengguna kirimkan tidak bisa dibaca 
oleh orang yang tidak berhak. Disini penulis akan mencoba menerapkan metode 
Cryptography dalam proses pengamanan data tersebut. 
Perancangan aplikasi ini meliputi proses enkripsi dan dekripsi dengan 
menggunakan algoritma Blowfish. Melalui enkripsi, data yang penting akan 
disandikan dengan menggunakan sebuah kunci yang nantinya kunci tersebut juga 
akan digunakan dalam proses pembacaan data (descript). 
Berdasarkan hal tersebut, maka penulis membuat perancangan aplikasi 
enkripsi dan dekripsi sms (short message service) menggunakan algoritma 
Blowfish. 
 
1.2 Perumusan Masalah 
Masalah yang dirumuskan berdasarkan tema yang diambil adalah : 
1. Bagaimana menjaga kerahasiaan data dalam SMS  menggunakan 
Algoritma Blowfish? 
2. Apakah Algoritma Blowfish dapat diterapkan pada pemograman java (Java 
ME)? 
 
1.3 Ruang Lingkup 
Ruang lingkup dari tema yang diambil adalah :  
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1. SMS (Short Message Service) antar ponsel dengan menggunakan 
Wireless Messaging API 1.1 (JSR 120). 
2. Perangkat mobile yang digunakan adalah ponsel yang medukung Java. 
3. Bahasa pemrograman yang digunakan adalah J2ME. 
4. Enkripsi dan Dekripsi SMS menggunakan algoritma Blowfish yang 
diambil dari Library Bouncy Castle. 
5. Aplikasi yang dibangun menggunakan program Slickedit, JDK 1.6.0, 
dan Wireless Toolkit 2.5. 
 
1.4 Tujuan dan Manfaat 
Tujuan dan Manfaat yang dapat diperoleh dari penelitian ini yaitu : 
1.4.1 Tujuan  
1. Mengimplementasikan suatu algoritma kriptografi kunci privat untuk 
enkripsi SMS. 
2. Meningkatkan keamanan dalam proses pengiriman pesan melalui SMS 
agar pesan yang terenkripsi tidak akan dapat dibaca jika tidak 
didekripsi dengan menggunakan kunci yang benar. 
1.4.2 Manfaat  
1. Dengan dibuatnya Aplikasi Enkripsi dan Dekripsi SMS (Short 
Message Service) menggunakan algoritma Blowfish dapat menjaga 
kerahasiaan data dalam SMS. 
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2. Aplikasi ini dirancang agar tidak ada pihak ketiga yang dapat 
memonitor aktivitas pesan yang dikirimkan, terutama bagi para 
pebisnis maupun individual yang tidak ingin informasi pentingnya 
bocor . 
 
1.5 Metodologi Penelitian 
RUP merupakan suatu metode rekayasa perangkat lunak yang 
dikembangkan dengan mengumpulkan berbagai best practices yang terdapat 
dalam industri pengembangan perangkat lunak. Oleh karena itu, penulis 
menggunakan metodologi Rational Unifed Process (RUP) yang terbagi dalam 4 
fase sebagai berikut : 
1. Fase Inception (tahap analisis) 
 Tahap bagi penulis untuk mengidentifikasi sistem yang telah ada dan 
yang akan dikembangkan, termasuk arsitektur, fitur dan use case 
sistem dan pemodelan diagram UML (diagram use case dan activity). 
2. Fase Elaboration (tahap desain) 
Tahap bagi penulis untuk melakukan disain secara lengkap 
berdasarkan hasil analisis di tahap inception. 
3. Fase Construction (tahap implementasi dan pengujian) 
Tahap bagi penulis untuk mengimplementasikan hasil disain dan 
melakukan pengujian hasil implementasi.  
4. Fase Transition (tahap deployment) 
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 Tahap bagi penulis untuk menyerahkan sistem aplikasi ke pengguna 
(roll-out), yang umumnya mencakup pelaksanaan pelatihan kepada 
pengguna dan testing beta aplikasi terhadap ekspetasi pengguna. 
 
1.6 Sistematika Penulisan 
Sistematika penulisan merupakan gambaran mengenai bab – bab yang 
disusun oleh penulis dalam laporan skripsi ini. Dalam penulisan skripsi ini 
dikelompokkan dalam 5 bab ialah: 
BAB 1 PENDAHULUAN 
Pada bab ini berisi tentang latar belakang, perumusan masalah, ruang 
lingkup, tujuan, manfaat, metodologi penulisan dan sistematika 
penulisan. 
BAB 2 LANDASAN TEORI 
Bab ini menjelaskan mengenai teori-teori umum dan teori-teori khusus 
yang berhubungan dengan perancangan aplikasi enkripsi dan dekripsi 
SMS menggunakan algoritma Blowfish. 
BAB 3 ANALISIS DAN PERANCANGAN PERANGKAT LUNAK 
Pada bab ini berisi tentang Analisis Sistem dan Perancangan Sistem. 
Analisis sistem terdiri dari analisis masalah, analisis kebutuhan dan 
Logical Prosedural Sistem, langkah-langkah perancangan aplikasi dan 
juga terdiri dari lingkungan pengembangan aplikasi, metodologi 
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pengembangan aplikasi, Rancangan Sequence Diagram, Rancangan 
Antar Muka Layer, Diagram use-case. 
BAB 4 IMPLEMENTASI DAN ANALISIS PROGRAM 
Pada bab ini akan dijelaskan tentang spesifikasi perangkat lunak dan 
prosedur operasional dalam menjalankan program. Serta pengujian 
terhadap perangkat lunak yang telah diimplementasikan berupa 
gambaran interaksi ke pengguna. Serta hasil analisis implementasi di 
berbagai perangkat keras komputer dan sistem operasi ditambahkan 
dengan tanggapan pengguna akhir. 
BAB 5 PENUTUP 
 Bab ini berisi rumusan dasar hasil analisa bab-bab sebelumnya. Serta 
saran untuk menjadikan langkah lebih maju dan lebih baik dalam 
menganalisa suatu masalah. 
 
 
 
