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Resumen 
 
Las redes inalámbricas son vitales en situaciones de emergencia, estas deben ser 
adaptativas, robustas y contar con la menor intervención posible del hombre en su 
operación, con arquitectura cambiante según las situaciones o fenómenos presentados, 
deben tener redundancia, escalabilidad, auto conformación y auto regeneración, 
bondades que ofrecen las redes Mesh. Este tipo de redes son una evolución de WIFI y 
una extensión de las redes Ad Hoc permitiendo la descentralización del envío de la 
información entre los nodos, estas redes están constituidas por enrutadores Mesh y 
clientes Mesh, como elementos vitales para su formación, en esta investigación se 
propone una red heterogénea (nodos móviles y fijos). Las redes malladas responden 
como alternativas fuertes en un evento de gran magnitud como lo es un Terremoto, de 
esta forma se mantienen comunicación entre diferentes entidades conformando una red 
heterogénea con nodos fijos y nodos móviles, de esta forma se crean redes redundantes 
y adaptativas transportando información vital en emergencia indiferente de operadores o 
de sistemas ya establecidos, todo esto se ha realizado bajo un ambiente simulado en la 
herramienta de redes NS-2; integrándolo al marco legal vigente como lo es la resolución 
1661 de 2006 en la cual se dispone de anchos de banda de 1 a 20 MHz en la banda de 
4,9 GHz para comunicaciones de emergencia. Permitiendo realizar sistemas de 
comunicaciones  robustos y capaz de ofrecer diversos servicios, todos sobre una red de 
banda ancha inalámbrica heterogénea como la propuesta en esta tesis.   
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Abstract 
 
Wireless networks are vital in emergency situations, they must be adaptive, robust and 
have the least possible human intervention in its operation, with changing architecture 
according to situations or phenomena presented, must have redundancy, scalability, self-
forming and self-healing, offering bounties mesh networks. Such networks are an evolution 
of WIFI and an extension of the Ad Hoc networks allowing decentralization of sending 
information between nodes, these networks consist of mesh routers and mesh clients, as 
vital to its formation, this research proposes a heterogeneous network (fixed and mobile 
nodes). Respond mesh networks as a powerful alternative major event such as an 
earthquake, thereby maintaining communication between different network entities forming 
a heterogeneous fixed nodes and mobile nodes, thus redundant networks are created 
carrying information and adaptive indifferent vital emergency operators or established 
systems, all this has been done under a simulated environment in the networking tool NS-
2, integrating the existing legal framework such as the resolution 1661 of 2006 in which, 
wide band of 1-20 Megas in the band of 4.9 GHz for emergency communications. Allowing 
perform robust communications systems capable of providing various services, all on a 
network of heterogeneous wireless broadband as proposed in this thesis. 
 
Palabras claves en español:  
  
Redes Mesh, modelos de movilidad, protocolos de enrutamiento híbrido, comunicaciones 
en emergencia,  redundancia, NS2. 
 
Key words:  
 Mesh networks, mobility models, hybrid routing protocols, emergency communications, 
redundancy, NS2. 
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Introducción 
 
Las redes inalámbricas son vitales en situaciones de emergencia, estas deben ser 
adaptativas, robustas y contar con la menor intervención posible del hombre en su 
operación, con arquitectura cambiante según las situaciones o fenómenos presentados, 
redundancia, escalabilidad, auto conformación y auto regeneración, bondades que 
ofrecen las redes Mesh. Este tipo de redes son una evolución de WIFI y una extensión de 
las redes Ad Hoc permitiendo la descentralización del envío de la información entre los 
nodos, estas redes están constituidas por enrutadores Mesh y clientes Mesh, como 
elementos necesarios para su formación, adicionalmente es necesario definir el tipo de 
arquitectura, la cual se puede clasificar en tres tipos, de infraestructura, de clientes Mesh 
o híbridos, dando diferencias y características especiales de acceso y conexión a la red. 
Este tipo de redes dinámicas poseen cualidades especiales como lo son la redundancia, 
el fácil despliegue, auto-regeneración, robustez y bajo costo, características útiles y 
necesarias en situaciones de emergencia. 
 
Describiendo un poco más el desarrollo del documento en el capítulo uno podemos ver 
una definición y una descripción breve de las redes Mesh y cómo hacen parte de las 
redes Ad Hoc y las inalámbricas pertenecientes al protocolo IEEE 802.11.xx e 
IEEE802.16, tipos de enrutamiento y cómo estos son parte esencial del diseño de la Red 
propuesta. Del mismo modo se muestran modelos de movilidad  y de tráfico para la 
simulación total de la red propuesta. En el capítulo 2 se da una breve descripción del 
simulador NS 2 evidenciando las bondades de su uso y como es la herramienta para dar 
vida a la red propuesta. 
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El capitulo 3 y 4 define la red heterogénea, en el capítulo tres se muestra la solución 
propuesta y los modelos tomados para su desarrollo, en el cuarto los resultados obtenidos 
a partir de las simulaciones y los ambientes escogidos para evaluar el rendimiento de la 
solución. 
Finalmente en el capitulo cinco se toma el modelo de migración que se debe tomar para la 
implementación de esta red, teniendo en cuenta las recomendaciones de las mejores 
prácticas en administración de tecnología como lo son las de ITIL y las E-tom para los 
procesos operativos  y de Gestión del cambio en la infraestructura de red. 
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Capítulo 1 – Generalidades. 
 
Las redes Mesh aparecen en el mundo de las redes inalámbricas a partir del concepto de 
redes Ad Hoc, tal como se conocen las redes Mesh [6]  tienen una infraestructura 
descentralizada y mallada, permitiendo el flujo de paquetes (datos, voz, video) a lo largo 
de la red, en el recorrido por el presente trabajo se evidencia la evolución y el desarrollo 
realizado para generar soluciones eficientes a partir de este tipo de redes, dinámicas, 
redundantes, escalables, auto configurables y capaces de ofrecer QoS.  
Partiendo del concepto de Manet, (Mobile Ad Hoc Network , en español Red Móvil Ad 
Hoc), complementadas con la existencia de redes WiFi, se da el nacimiento de las redes 
Mesh, con origines militares, cuyo objetivo era la transmisión de mensajes generando 
cadenas de información entre los miembros de las brigadas, actuando como nodos 
móviles, posteriormente con la evolución de las redes inalámbricas con los  protocolos 
802.11.x  (redes inalámbricas), 802.16.x ( Wimax) y el protocolo 802.15.5 ( Bluetooth), se 
aparta del campo militar y se concibe un concepto más acertado de red Mallada con 
funciones similares pero con destinos diferentes . 
Las redes Mesh al igual que las redes Ad Hoc [7] , proporcionan robustez , fácil 
despliegue , bajo costo, configuración dinámica y redundancia vital para las 
comunicaciones de emergencia, así como la integración de redes Ad Hoc, LAN o WAN 
dentro de su infraestructura y topología.  
 
 
1. Generalidades de las Redes Mesh  
 
El desarrollo de las redes Mesh al igual que los demás sistemas de comunicaciones han 
sufrido transformaciones conforme avanza la tecnología, estas redes han tenido un 
desarrollo en el cual se evidencian tres etapas [8] de desarrollo: 
 
a) Primera Generación: Los nodos transmiten en una sola dirección, no puede 
recibir y transmitir simultáneamente, enviando la información nodo a nodo. 
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b) Segunda Generación: utiliza dos radios de acción, uno dedicado a los servicios y 
otro dedicado a la interconexión de nodos, produce una desventaja cuando el 
número de usuarios crece y el tráfico aumenta, como consecuencia se 
incrementan las congestiones de paquetes y el envío de datos se torna lento. 
c) Tercera Generación: Tiene una comunicación de dos vías, es decir transmite y 
recibe al mismo tiempo, usando diversos canales para mantener la conectividad. 
 
1.1 Tipos de Arquitectura de Redes Mesh 
 
Como producto de esta transición y del desarrollo de las redes Mesh se identifican tres 
tipos de infraestructuras fundamentales para su conformación, los Enrutadores Mesh, los 
Clientes Mesh y las hibridas [4],  contando con simulaciones de su desempeño bajo los 
estándares de IEEE 802.11 como se evidencia en [9] con los siguientes tipos de nodos: 
 
a) Tipo Enrutador Mesh: Además de las funciones convencionales de un 
enrutador, este nodo posee capacidades adicionales para el control de la 
transferencia multi-salto de los paquetes, es el soporte  de movilidad de los demás 
miembros de la Red  y es responsable de la interacción con los clientes Mesh y 
otro tipo de redes. Es un nodo fijo. 
 
b) Tipo Clientes Mesh :  Este tipo de nodos no poseen capacidades para ser 
puertas de enlace o puentes pero tienen la habilidad de conformar una red Mesh 
con enlaces punto a punto, su hardware y software es menos robusto que un 
enrutador Mesh pero superior a los usados por nodos en redes Ad Hoc. Es un 
nodo móvil. 
 
c) Tipo hibrida:  conformada por nodos tipo enrutador y cliente Mesh, donde los 
clientes Mesh puede comunicarse con otros a través de los enrutadores Mesh o 
entre clientes Mesh y acceso a otras redes como lo es internet. Como se aprecia 
en [6] y en [7] la arquitectura es uno de los parámetros a tener en cuenta para 
ofrecer mayores garantías y mejores usos de los recursos de los miembros de la 
red Mesh, permitiendo el acceso de clientes convencionales mediante el protocolo 
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Ethernet y clientes Mesh mediante los protocolos reactivos o proactivos escogidos,  
La arquitectura de una red Mesh  depende del tipo de nodos, de cómo se 
mantienen las tablas de ruteo, el manejo del tráfico y sobre todo el mantenimiento 
de las rutas. En [4] se propone la siguiente arquitectura con un Maestro Mesh el 
cual controla los enrutadores Mesh y la conectividad con otras redes. 
Figura 1.Arquitectura Mixta en Mesh.- Tomada de [9] 
 
 
1.2 PROTOCOLOS DE ENRUTAMIENTO 
 
La administración de los recursos espectrales, los canales de transmisión y recepción, las 
rutas de los paquetes y el comportamiento de la red está direccionada y controlada por los 
protocolos de enrutamiento elegidos para la conformación, mantenimiento y conectividad 
de la red, destacándose los siguientes protocolos: 
 
a) OLSR (Optimized Link State Routing Protocol) [8] Este protocolo 
es de tipo proactivo es decir envía mensajes periódicos entre los nodos, 
generando una difusión de información en la red (broadcast), para la identificación 
de los miembros de la misma y su alcance, manteniendo una tabla de ruteo 
actualizada, pero generando tráfico adicional en la Red. Se ha utilizado con 
frecuencia en redes Mesh gracias al envío periódico de mensajes tipo Hola    
usados para saber el estado de los nodos vecinos y mensajes de control de de 
Topología (TC), usados para hacer difusión de la información propia con los 
vecinos e incluir en las listas de control con retransmisiones multipunto 
almacenadas en listas llamadas MPR. (Multipoint Relay). 
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Figura 2: Esquema DE UNA RED Mesh, a la izquierda comercial a la derecha Rural.[3] 
 
 
 
b) AODV ( Ad- Hoc On demand Distance Vector) [10] Este protocolo 
es de tipo reactivo, es decir actúa por demanda, según las peticiones de los 
miembros de la red envía mensajes de petición RREQ y espera una respuesta 
RREP para generar las tablas de ruteo, si no recibe respuesta o un dato en la 
tabla es erróneo se genera un RERR al nodo solicitante e inicia de nuevo la 
búsqueda de la ruta. 
Figura 3: Protocolo AODV.[5] 
 
 
 
c) Protocolos Híbridos: Estos protocolos han sido altamente eficientes pues 
no dependen ni de la demanda, ni de actualizaciones constantes de las rutas y 
ubicación de los nodos, como se muestra en  [10], con el protocolo HTSMA 
(Asignación hibrida temporal espacial Multicanal) el cual busca realizar tanto 
broadcast como tener almacenada la ubicación de los nodos vecinos, este 
protocolo tiene dos partes, en la primera usa un canal para envíos con saltos 
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mayores a 1, y otro para los nodos vecinos, es decir igual a 1 salto. Así como este 
esquema de enrutamiento en redes Mesh existen varios modelos que buscan 
mejorar el rendimiento, el manejo de tráfico, controlar el consumo de energía y 
manejar las rutas más adecuadas para la transmisión de extremo a extremo. 
Como es el caso del protocolo MeshHASeDiP visto en  [11], el cual se basa en el 
descubrimiento de rutas bajo dos modos uno reactivo (MRD) y otro Proactivo 
(MPD), según las características de la red Mesh que se conforme, generando 
zonas de descubrimiento reactivas y proactivas. 
 
Figura 4: Descubrimiento híbrido.[6] 
 
 
 
Los protocolos mencionados anteriormente, responden a las necesidades de las redes Ad 
Hoc y redes Mesh, es por ello que han sufrido modificaciones para mejorar los 
rendimientos o generar un nuevo tipo de protocolos conocidos como híbridos los cuales 
poseen características reactivas y proactivas útiles para mantener y administrar la red. 
 
1.3 Comunicaciones en situaciones de Emergencia 
 
La recuperación ante desastres naturales y la seguridad pública, requieren de acciones 
coordinadas, de recursos específicos y necesidades mínimas de comunicación entre las 
entidades involucradas, los miembros de las mismas  y la comunidad, es por ello que 
existen las denominadas ETS  [12] (Emergency Telecomunication Services), 
reglamentadas por la recomendaciones de la UIT,  la  UIT – R. E106 “Plan internacional 
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de preferencias en situaciones de emergencia para actuaciones frente a desastres” 
aplicado a los servicios de telefonía básica conmutada (PSTN), servicios digitales 
integrados de Red (ISDN) y las redes públicas móviles (LMN). Las ETS pueden ser 
usadas en los contextos nacionales integradas en contextos internacionales, permitiendo 
la recuperación ante eventos de gran magnitud como sismos, huracanes, tsunamis o 
atentados terroristas.  
 
Mantener las comunicaciones en momentos de crisis, con características especificas 
como la autenticación rápida de los usuarios de ETS, protección y seguridad del tráfico, 
acceso preferencial a las instalaciones de telecomunicaciones, establecimiento 
preferencial de comunicación, uso exclusivo de recursos, degradación permisible de la 
calidad del servicio del tráfico de ETS, son elementos vitales para garantizar una 
coordinación de las entidades involucradas y un acceso correcto a los recursos de 
comunicación . 
 
Esta recomendación permite la apropiación del concepto de ETS y el manejo correcto de 
los recursos de comunicaciones, identificando las necesidades básicas y mínimas de 
comunicación en estado de emergencia. 
1.3.1 Características 
 
Muchas agencias gubernamentales han dedicado grandes esfuerzos e investigación a 
favor de obtener verdaderos sistemas de comunicación como lo es el caso de  de Agencia 
Federal de Administración de Emergencias (FEMA siglas en inglés) de E.E.U.U., quienes 
han enfrentado grandes desastres y han determinado las características de los sistemas 
de comunicación de emergencia como son: 
 
a) Despliegue Rápido: reducir los tiempos de instalación y despliegue, realizando 
procedimientos que no son complejos y no necesitan de un personal especializado 
para su conformación y puesta en marcha. 
 
b) Escalabilidad y Robustez: Debe ser capaz de soportar los constantes cambios 
en las condiciones de operación y funcionalidad de la red, del ambiente o de la 
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infraestructura. Ser flexible ante los diversos tipos de usuarios y las necesidades 
de los mismos.   
 
c) Portabilidad: Debe responder a tiempos cortos  tanto en instalación como en  
operación uso mínimo de recursos e infraestructuras facilitando la operación de los 
grupos responsables. 
  
d) Seguridad: Los datos manejados por los diferentes respondientes, ya sean 
entidades gubernamentales, agencias locales e internacionales, fuerzas armadas 
etc, deben tener la seguridad del caso para evitar el uso inadecuado y la filtración 
o perdida de la información generada en la atención de la emergencia. 
 
e) Costo: Las redes instaladas deben responder a precios razonables generación y 
mantenimiento, estas variables son vitales para la viabilidad de la red. 
 
Dadas estas características los parámetros  técnicos como lo son las ratas de bits se 
determinan según las necesidades de los grupos operativos o de los primeros 
respondientes,  genera un nuevo concepto de redes como se ve en  [13] donde se ha 
recomendado el de tres niveles de redes, redes primarias - las cuales responden al 
impacto inicial de la emergencia con necesidades básicas de funcionalidad y comprende 
enlaces punto a punto y duración limitada, redes secundarias- que operen con una 
duración continua (24 horas) y la posibilidad de vincular nodos móviles dentro de la red y 
redes  terciarias -estas consisten  en una integración de redes PAN, sensores, redes Lan 
y redes Ad Hoc. 
 
Un elemento importante dentro de las comunicaciones de emergencia es identificar “una 
taxonomía”, o clasificación de las comunicaciones de emergencia según los niveles y 
capacidades de las redes, una investigación interesante y completa se presenta en  [14],  
con el concepto de Redes y sistemas Ad Hoc especializados (SAHNS), concibiendo dos 
tipos de redes las espontáneas y las oportunistas, categorizadas en tres niveles alto, 
medio y bajo, según sus capacidades y caracterizadas  por el diseño  (aplicación-
especifica), la   adaptación (contexto) o como  redes híbridas( diseño y adaptación).  
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Como características adicionales se tienen la interoperabilidad, la heterogeneidad de 
software, la persistencia de la conectividad y la adición de recursos o miembros a la red. 
 
Dentro de esta clasificación las redes Mesh cuentan con las siguientes características: 
 
Despliegue rápido e incremental, no es limitado por requerimientos mínimos, auto 
organización, capaz de dar acceso a internet, no necesita de una estructura centralizada, 
no necesita de recursos adicionales, se distinguen estructuras como enrutadores Mesh, 
clientes Mesh, clientes convencionales, los nodos pueden ser heterogéneos en hardware 
pero no en software, puede ser cableada o inalámbrica, funciona bajo esquemas de 
movilidad, es redundante pero depende de los anchos de banda de los nodos,  es limitado 
el radio de comunicación por el hardware de los nodos,  es interoperable, posee topología 
arbitraria y su cobertura puede ser desde PAN hasta MAN. Del mismo modo se presentan 
un caso para el monitoreo y planeación de redes para servicios de emergencia como se 
evidencia en  [15] 
 
1.4 Redes Mesh en Comunicaciones de Emergencia 
 
El desarrollo de las redes Mesh ha sido extenso y no se han limitado únicamente a ser 
implementadas en ambientes simulados,  por ello se muestran a continuación varias 
experiencias significativas tanto simuladas como implementadas en el desarrollo de este 
tipo de redes que permiten evidenciar todas las características previamente mencionadas 
y cumpliendo en su totalidad con los requerimientos establecidos para las comunicaciones 
de emergencia como se ve en [16]. 
 
El primer caso mencionado se encuentra en la provincia de Tucumán, Argentina  [17]. 
Donde se ubicaron nueve edificios con una cobertura de 400.000m2, en esta aplicación se 
utilizo el protocolo OLSR (Optimized Link State Routing), utilizando nodos tipo enrutador 
Mesh en los edificios principales de la municipalidad y se brindaron una serie de servicios 
alrededor  de esta Red los cuales son: Seguridad pública: mediante el uso de cámaras  de 
video, Comunicación: Se implemento un servidor IP entre los edificios de la municipalidad; 
Roaming: Los usuarios de la red tiene acceso dentro de la cobertura de la WMN; Acceso 
a internet y correo electrónico. 
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En escenarios rurales se han implementado con éxito varias redes Mesh, como la 
mencionada en el primer caso, se han propuesto a su vez varias mejoras las cuales tiene 
como se evidencia en  [18], usando protocolos reactivos donde se  prueban dos tipos de 
topologías  anillo (nodos fijos), y otra móvil con esquemas de movilidad, usando el 
protocolo reactivo AODV( Ad- Hoc on demand distance vector) y se simula para ser usada 
en el evento de un terremoto, por ello el uso de estas dos topologías, para este desarrollo 
se utiliza el software NS2  con tiempos de simulación de 150 segundos, bajo la frecuencia 
de 914 MHz con diferentes ganancias de antena, para un área de cobertura de 900 a 700 
m2 .Teniendo en cuenta varios factores que alteran los resultados de funcionamiento y 
comportamiento de la red, tales como lo es el retardo y el protocolo de transporte usado 
para el mantenimiento de la red y el envío de los paquetes, usando los protocolos UDP y 
TCP, evidencian un rendimiento más alto con el protocolo UDP y la topología de anillo, 
tanto en el manejo de colisiones como en el control de tráfico de la red, sin embargo 
evidencian una pérdida de paquetes al usar estas combinaciones de topología y 
protocolos de transporte. 
 
Muchas agencias gubernamentales han desarrollado este tipo de redes y han invertido 
recursos para su correcta implementación y uso tal como lo evidencia SAFECOM  [19], un 
programa de del Departamento de Seguridad Nacional, donde se incluyen 
comunicaciones de radio de dos vías digitales (TETRA), sistemas de telefonía móvil y 
satelital, para ello se tiene destinado un grupo de investigación denominado MITOC, en el 
cual se han implementado con sistemas propietarios de software y hardware Mesh, varios 
tipos de redes heterogéneas, este sistema posee una infraestructura mallada usando 
diferentes tipos de servicios, compuesto por los siguientes elementos, terminales de 
equipos satelitales, radio bases, servicios sobre IP, acceso a internet mediante una 
“burbuja” inalámbrica dando acceso a los usuarios del grupo MITOC. Esta red Mesh está 
orientada a compartir  los recursos entre todos los miembros en caso de emergencia, 
cabe resaltar que este tipo de redes son operadas en estado de emergencia, gracias a la 
rapidez del despliegue y proveyendo de comunicaciones a todos los miembros del equipo 
de emergencia y a el comandante de incidente. 
 
Muchos proyectos de redes Mesh han tenido rendimientos satisfactorios adoptando el 
protocolo IEEE 802.11, por tal razón en  [20], propone un esquema de colaboración, que 
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permite el escalamiento y mantenimiento de la calidad de servicio de la red bajo todo 
momento, generando una serie de grupos denominados Cluster Head, los cuales 
disponen de unas métricas comunes para mantener la conectividad de la red como lo es 
el caso del nivel de potencia de transmisión, lo cual genera ganancia en la cobertura de la 
red.  
 
Por ello se propone en  [19] una aplicación rural donde todos los nodos incluyendo los que 
están en espera colaboren en la actualización de tablas y envío de los paquetes, el 
sistema cooperativo permite una mayor cobertura y un mayor flujo de información con 
consumos de energía eficientes, por lo cual presenta mejoras en comparación con los 
esquema comunes de Mesh tipo multi salto. En las simulaciones realizadas demostraron 
un mejor comportamiento en cuanto al perjuicio de interferencias, desvanecimiento y 
ruido. 
 
El  estudio de redes Mesh, también busca mejorar los tiempos de creación y 
mantenimiento de la red, de buscar la forma más eficiente para su uso, dadas las 
características de robustez y  de la dinámica de su conformación. Por  ello se implementa 
el protocolo  [21] FACE (Fast approximate center exploration) un algoritmo que busca la 
designación de una puerta de enlace de forma rápida y eficiente sin aumentar la latencia 
de la red significativamente, para ello este algoritmo utiliza dos tipos de árboles de 
expansión para conformar la red y manejar el tráfico de la misma, iniciando con el Árbol 
primario de expansión, en donde se busca el nodo con máxima centralidad en la red, para 
expandir la red a través de él, luego continua una etapa de aproximación de centralidad, 
donde se busca calcular cual es el nodo central, teniendo valores de ejemplo para la 
elección del nodo central, finalmente se realiza una distancia de notificación donde se 
comparan las distancias de todos los nodos y se elige el nodo central para el manejo de la 
red. 
 
Un desarrollo similar se da con la propuesta dada en  [22], donde se busca modelar una 
red Mesh a partir de diagramas de bloques y del cálculo de la red según su topología, ya 
sea en estrella o tipo malla, en este trabajo se evidencia todo un desarrollo basado en 
teoría de grafos para el manejo y dimensionamiento de la red. Este desarrollo evalúa la 
confiablidad de la red mediante el uso de los diagramas y de reglas establecidas para su 
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conformación, ya sea usándolos en serie o paralelo agregando nodos y bordes en 
paralelo al grafo  para aumentar la confiabilidad de la red. 
Figura 5:  Tipos de Redes usando Diagramas de Bloques.[21] 
 
 
 
 
1.5 Modelos de Movilidad 
 
Para poder realizar una comparación del rendimiento y comportamiento de los protocolos 
de enrutamiento en  las redes Ad- Hoc  se debe tener en cuenta el comportamiento de los 
nodos móviles y por ello entran a ser parte importante de la conformación de la red. 
Definiendo sentidos, direcciones, cambios de velocidad y las variaciones probables de 
estas combinaciones bajo modelos de movilidad que muestran una aproximación real del 
comportamiento de la red y de los miembros de la misma. 
 
Existen diversos tipos de modelos de movilidad, como lo son el modelo Aleatorio  o el 
modelo Gauss Markov, los cuales describen movimientos sin ninguna correlación con 
variaciones independientes tanto en velocidad como en dirección. Para el desarrollo del 
diseño de la red propuesta se tendrán en cuenta los modelos de comportamiento grupal, 
los cuales son similares a los  movimientos de las brigadas de respuesta de las diferentes 
entidades dedicadas a la prevención y atención de desastres y operaciones derivadas de 
las mismas.  Los siguientes son los modelos de movilidad grupal: 
 
a) Modelo de grupo con punto de referencia (RPGM)  [23]:   Este 
modelo maneja un vector de movimiento (GM), como centro de grupo 
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convirtiéndose en la referencia del movimiento de los nodos, cada punto individual 
tiene una referencia al momento de moverse en un tiempo t a un tiempo t +1 la 
ubicación se actualiza de acuerdo con el centro lógico o punto de referencia del 
grupo. Esta referencia o líder del grupo es quien en cierto modo dirige el 
comportamiento del grupo, la velocidad y dirección que toma la Red y el 
movimiento es derivado del comportamiento del líder según las siguientes 
ecuaciones: 
                                          [1]  
Velocidad del miembro de la red 
                                         [2]  
Dirección del miembro de la red 
Dondel      y el       son usados para determinar la máxima velocidad el ángulo 
máximo de desviación de dirección que el grupo pueda tener, lo valores de ADR y 
SDR son tomados como atenuaciones dadas por el movimiento del líder del grupo. 
 
b) Modelo de movilidad de Fuerza de Grupo  (GFMM)  [24]: Este 
modelo es una aplicación similar al modelo de movilidad RPGM, usando parámetros 
grupales, pero basado en la repulsión existente de los grupos de tener colisiones o de  
evitar obstáculos en su camino, mientras llegan a su destino. Este modelo introduce dos 
conceptos de organización, los grupos dispersos y los grupos compactos, son llamados 
dispersos los grupos en los cuales sus miembros se encuentran a distancias 5 a 15m o > 
15 m, los grupos compactos se encuentran  a distancias entre 0 y 5 metros, El modelo 
está representado por una función de repulsión la cual esta expresada por una  función 
exponencial la cual decrece a medida que los nodos se separan del grupo y la fuerza de 
atracción  está representada por tres modelos diferentes, los cuales van acompañados de 
la función de repulsión de la siguiente manera: 
 
        
      
  
                                 [3]  Modelo de Fuerza de Grupo Chi Cuadrado 
 
 
 
 
 
Figura 6: Modelo de Fuerza de Grupo Chi Cuadrado [25]  
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                                     [4]  Modelo de Fuerza de Grupo Rayleigh 
Figura 7: Modelo de Fuerza de Grupo Rayleigh [25]  
 
        
      
  
                                   [5]  Modelo de Fuerza de Grupo Fisher –
Snedecor   
Figura 8: Modelo de Fuerza de Grupo Fisher –Snedecor [25] 
 
 
Donde Aij y B son constantes que se pueden seleccionar; v1 y v2 son enteros positivos y 
x existe en el intervalo [0, ∞]. 
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Capítulo 2 –  Simulador de Redes Ns2 
 
Teniendo en cuenta las características mencionadas en el capítulo 1 de las redes Mesh, 
es necesario identificar un simulador de redes, capaz de generar los entornos reales de 
las redes malladas. Ns–2 es un simulador de redes basado en eventos discretos. NS es 
ampliamente utilizado como herramienta educativa y de investigación.  El simulador de 
redes NS2 es el lenguaje de código abierto más extendido en investigación para 
propósitos docentes, funciona en varios sistemas operativos como Linux, OS X, Solaris, 
Windows y es el más útil para simular un escenario para MANET's de forma muy simple. 
 
Comenzó a desarrollarse en 1989 como una variante del simulador de red REAL y 
consiguió el apoyo y ahora es desarrollado en colaboración entre una serie de 
investigadores e instituciones, incluida la SAMAN (con el apoyo de DARPA), CONSER (a 
través de la NSF), y ICIR (antes ACIRI). Sun Microsystems y la UCB Daedelus y Carnegie 
Mellon. 
 
 Ns-2 fue desarrollado en C++ y provee una interfaz de simulación a través de OTCL, una 
variante Orientada a Objetos de TCL. El usuario describe una topología de red por medio 
de scripts OTCL, y luego el programa principal de ns-2 simular dicha topología utilizando 
los parámetros definidos.   
La variante ns-3 surge en el año 2005, a partir del impulso que Tom Henderson, según la 
lista de correo del grupo de realizadores de NS2 se decidió realizar una nueva versión 
desde cero, utilizando el lenguaje de programación C++.   
 
Este software de código abierto puede ser descargado de la web con todos sus 
complementos y todos los componentes para simulación además de los foros de ayuda y 
de compartición de archivos. Permite simular tanto protocolos unicast como multicast y se 
utiliza intensamente en la investigación de redes móviles ad-hoc.  
 
Entre los usos más habituales que les puedes dar a este  simulador se encuentra: 
 Simular estructuras y protocolos de redes de todo tipo (satélite, wireless, 
cableadas, etc.)  
 Desarrollar nuevos protocolos y algoritmos y comprobar su funcionamiento.  
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 Comparar distintos protocolos en cuanto a prestaciones.  
 
En la instalación del paquete completo de NS 21 contiene los siguientes componentes: 
 NS  Versión 2.35. 
 Tcl / Tk versión 8.5.8. 
 OTcl Versión 1.14. 
 TclCL Versión 1.20. 
 
Y opcionalmente los paquetes: 
 NAM versión 1.25: Herramienta de visualización animada de las simulaciones. 
 Zlib versión 1.2.3: Librerías para activación de NAM. 
 Xgraph versión 12.2: herramienta de trazado de datos con funciones de 
acercamiento, opciones de trazado, panorámicas e impresión.  
 
Este software opera a través de una arquitectura dual, funcionando a través de código en 
C++ o en TCL mediante la simulación orientada a la programación de objetos y eventos 
para realizar las simulación previamente concebida en un script de entrada, esta es la 
entrada al sistema de simulación, por el cual ingresa a los comando de ejecución de Ns2 
y se genera la simulación de objetos en C++ y en TCL, finalmente se genera un script de 
salida, donde se almacenan las trazas de los resultados, este archivo de salida puede ser 
usado por otros complementos de animación  o de análisis de datos 
 
Figura 9: Esquema de simulación en NS 2 [26] 
 
                                                          
1
 Descargar en  http://www.isi.edu/nsnam/ns/ns-build.html 
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Se maneja un script (Archivo de órdenes) de entrada el cual ingresa al programador de 
clases y eventos, dondel archivo es depurado y se genera un archivo de trazas de salida, 
el cual puede ser procesado posteriormente de forma animada mediante el visualizador 
NAM, una interfaz gráfica conocida como XGRAPH o algún lenguaje de procesamiento 
posterior para obtener una información precisa de los resultados de simulación, como lo 
es el lenguaje AWK el cual es una excelente alternativa para el procesamiento post 
simulación de los resultados obtenidos con el script de entrada. 
 
La simulación maneja varias clases y parámetros establecidos para desarrollar una 
simulación, dentro los cuales se cuenta con un programador de eventos, un componente 
de Red y finalmente la depuración del Simulador NS-2, el programador de eventos se 
maneja mediante el script de entrada en TCL y su posterior manejo con las clases del 
componente de red que maneja este simulador. Como se evidencia la figura 10. 
 
Figura 10 Depuración en NS 2- Realizada por el autor 
 
 
 
La terminología usada en este entorno de programación, está caracterizada por el uso  
jerarquías en las clases tanto en C ++ y en OTCL,  donde en el primero se tiene un 
jerarquía de compilación y en el segundo una jerarquía de interprete. Las clases y las 
funciones que están referidas en las jerarquías de compilación aparecen como  variables 
y funciones, del mismo modo  en el de intérprete como instancias de variables, donde se 
tienen varios niveles de operación en los módulos del ns2, en el nivel 1 está el paquetes 
instalador completo, en el nivel 2 están los módulos de simulación, en el nivel 3 los 
módulos de interpretación jerárquica y en el ultimo nivel los módulos comúnmente usados 
de interpretación.  
 
19   
 
 
 
 
Figura 11: Diagrama de Clases en NS2 - Realizada por el autor 
 
 
NAM: herramienta que se utiliza para visualizar de forma gráfica nuestras simulaciones.  
XGRAPH: que sirve para realizar gráficas a partir de los datos de la simulación.   
El esquema de simulación está conformado por tres pasos fundamentalmente: 
1. Diseño de simulación: en esta etapa los usuarios pueden definir el propósito de la 
simulación, configuración de red, supuestos, métricas de desempeño y resultados 
esperados. 
2. Configuración y depuración de la simulación: compuesta por dos fases   
a) Configuración de red: en esta fase los componentes de red son creados y 
configurados, según el diseño de la simulación. Todos los eventos inician 
según el tiempo destinado en el programador. 
b) Simulación: Se ejecutan los eventos cronológicamente, con los relojes de 
simulación corriendo según los eventos diseñados en la etapa de configuración 
de red.  
3. Procesamiento Post simulación: se realiza la verificación de los datos y resultados 
obtenidos, recogiendo y evaluando el rendimiento de la simulación de la red. 
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La versión actual, ns-3, está diseñada para soportar todo el flujo de trabajo de la 
simulación desde la configuración hasta la recolección y análisis de tramas. 
En cuanto a versiones la actual es la NS – 3, incompatible totalmente con NS-2  
 
Figura 12: Simulación en Ns 2 usando el visualizador Nam. [26] 
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Capítulo 3- Solución Propuesta 
 
Las redes inalámbricas  como se ha mostrado a lo largo de este trabajo son eficientes en 
ambientes donde no existen infraestructuras preestablecidas, ni algún tipo de arquitectura 
ni organización de redes con un fin especifico, en condiciones de emergencia  tiene como 
prioridad manejar información y transmitirla de forma rápida entre todas las entidades 
involucradas en la búsqueda y rescate, además de las afectaciones causadas en 
cualquier tipo de evento de emergencia, de carácter natural o antrópico. 
Para el diseño de una red inalámbrica de emergencias se debe tener en cuenta la 
geografía y la topología donde se va a usar y a desarrollar la red propuesta, por ello se 
usa como eje la ciudad de Bogotá, debido a la densidad poblacional alta y la cifra de 
habitantes elevada aproximadamente 7.467.804 de habitantes según las proyecciones del 
DANE para el año 2012, por lo cual es necesario tener una red redundante como respaldo 
a las operaciones de las entidades de Respuesta y de Coordinación de Emergencias 
vinculadas en el Sistema Distrital de Atención y Prevención de emergencias (SDPAE),  
estas entidades operan bajo el decreto 332 “Por el cual se organiza el régimen y el 
Sistema para la Prevención y Atención de Emergencias en Bogotá Distrito Capital y se 
dictan otras disposiciones”  y operan un grupo de entidades contenidas en la figura del 
SDPAE, estás entidades actualmente solo utilizan canales radioeléctricos fijos y algunos 
móviles con limitaciones en solo transmitir voz. Es por ello que en este trabajo se propone 
el diseño de una red inalámbrica de banda ancha operando sobre la banda de 4,9 GHz, 
ofreciendo anchos de banda de 1 a 20 MHz para suplir todas las necesidades de 
comunicación de forma redundante y auto regenerable en el suceso de un evento de gran 
magnitud (Terremoto). Esta banda está destinada para las acciones de socorro y 
salvamento bajo la Resolución 1661 de 2006. 
3.1 Resolución 1661 de 2006 
 
Objeto: “La presente Resolución tiene por objeto atribuir y planificar la banda de 
frecuencias del espectro radioeléctrico de 4,9 GHz, para ser utilizada por sistemas fijos y 
móviles radioeléctricos para Acceso de Banda Ancha Inalámbrica en la prestación de 
Servicios Auxiliares de Ayuda dedicados a las radiocomunicaciones para la protección 
pública, las operaciones de socorro y la salvaguarda de la vida humana; establecer las 
condiciones técnicas que optimicen el uso de la banda atribuida, los mecanismos para 
asignarla, precisar los criterios y requisitos de las licencias, y dictar otras disposiciones.” 
 
Tabla 1: Plan de canalización. 
N° de FRECUENCIA CENTRAL 
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CANAL CANALES 
DE 1MHz 
CANALES 
DE 5 MHz 
CANALES 
DE 10 MHz 
CANALES 
DE 20 MHz 
1 4940,5       
2 4941,5       
3 4942,5 4942,5     
4 4943,5       
5 4944,5       
5B     4945   
6   4747,5     
6B     4950 4950 
7   4952,5     
7B     4955 4955 
8   4957,5     
8B     4960 4960 
9   4962,5     
9B     4965 4965 
10   4967,5     
10B     4970 4970 
11   4972,5     
11B     4975 4975 
12   4977,5     
12B     4980 4980 
13   4982,5     
13B     4985   
14 4985,5       
15 4986,5       
16 4987,5 4987,5     
17 4988,5       
18 4989,5       
 
Sin perjuicio de la utilización dispuesta en el numeral anterior, la banda de frecuencias 
radioeléctricas atribuida y comprendida entre los 4940 MHz a los 4990 MHz se agrupa y 
distribuye para conformar un plan general de compartición de canales, que facilita la 
utilización de la banda atribuida por parte de entidades autorizadas dentro de una misma 
área de servicio sin que se requiera coordinación previa entre las mismas, de la siguiente 
forma: 
 
Tabla 2: Plan de compartición de canales. 
CANALES APLICACIÓN 
ANCHO DE 
BANDA 
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1 A 5 ENLACES FIJOS 5 MHz 
6 PUNTO DE ACCESO 
INALAMBRICO 
10 MHz 
7 
8 PUNTO DE ACCESO A 
MOVILES 
10 MHz 
9              
10 
WLAN PARA EL AREA 
DE EMERGENCIA 
20 MHz 
11 
12 
13 
14 
14 A 18 
RED DE AREA 
PERSONAL VEHICULAR 
5 MHz 
 
Con esta información se ve la posibilidad de generar una red con las características 
ofrecidas por las redes malladas y debido a las condiciones normativas vigentes y 
favorables, se puede realizar un diseño en el Distrito para tener una red alterna de 
comunicaciones y como respuesta a una situación de emergencia. 
Adicionalmente, se tiene como referencia el escenario sísmico realizado por el Fondo de 
Prevención y Atención de Emergencias (FOPAE) [27], para establecer las zonas de riesgo 
en caso de terremoto conteniendo los puntos de mayor probabilidad de colapso 
estructural total o parcial de las instalaciones de las entidades y del área urbana de la 
ciudad (Figura 13: Escenario Sísmico de la ciudad de Bogotá) donde se evidencia en las 
zonas de cerros una baja probabilidad de colapso de las infraestructuras instaladas en 
estos lugares y un grado alto de colapso de la zona sur oriental de la ciudad. 
Para la realización de la red se proponen las instalaciones de los cerros de Suba, cerro El 
cable, cerro Mirador, cerro Mochuelo y la Estación base de Fopae donde opera la red 
distrital de Emergencias instalando tres canales radioeléctricos para conformar la red 
mallada y la redundancia de rutas para la transmisión de información, del mismo modo al 
manejar los anchos de banda de la Resolución 1661 se pueden obtener buenas ratas de 
velocidad y flujo de diferentes tipos de paquetes, permitiendo la transmisión de voz, datos, 
imágenes y video vitales para las comunicaciones en estado de emergencia. Del mismo 
modo se sugiere seguir las recomendaciones de la guía de Comunicaciones de 
Emergencias desarrollada en el FOPAE. [28]. 
  
 
 
 
Figura 13: Escenario Sísmico de la ciudad de Bogotá [27] 
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En estos puntos se tienen ventajas en cuanto a un movimiento telúrico y la altura 
necesaria para generar enlace punto a punto, o punto multipunto entre las estaciones que 
conforman la red, con línea de vista entre las estaciones. Aprovechando este estudio se 
tiene la ventaja estratégica para la ubicación de estaciones y evitar el daño parcial o total 
de las estaciones principales de comunicaciones de emergencia.  
 
 
Figura 14: Red Propuesta. Elaborada por el autor 
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Se usará un protocolo reactivo para la simulación del comportamiento de la red la cual 
será heterogénea, con un componente Fijo y un componente móvil el cual está integrado 
a la red, Se usara el protocolo reactivo para el componente fijo y móvil. 
De esta manera se realizará la simulación en el entorno de NS2 y verificar la viabilidad de 
la conformación de rutas y el envío de paquetes entre los diferentes miembros de la Red. 
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3.1 Simulación 
3.1.1 Descripción del Módulo WiMsh 
 
Para realizar la simulación se usará un módulo adicional a los que existen por 
defecto en NS - 2 el modulo WiMsh [29], desarrollado por los investigadores 
Claudio Cicconeti, Ian  F. Akyildiz y Luciano Lenzini, un módulo que agrega las 
funciones del protocolo IEEE 802.16 usado para el manejo de múltiples canales 
usando técnicas de múltiple entrada y múltiple salida (MIMO) y de modulaciones 
digitales (QPSK y QAM) para el manejo de canales por división de tiempo y 
técnicas de acceso como OFDM. 
 
Este paquete utiliza el algoritmo FEBA – (Fair end to end Bandwidth allocation en 
inglés) [30], el cual distribuye los recursos físicos, canales y anchos de banda para 
realizar envíos y controles organizados en un programador de eventos bajo el 
protocolo IEEE 802.16, en un ambiente de multicanalización, permitiendo generar 
verdaderas redes redundantes, con asignación y conformación dinámica. Para el 
manejo de los canales se utilizan métricas de saltos, es decir las distancia entre 
nodos, definiendo como vecinos a los nodos a un salto de distancia; para realizar 
acciones de monitoreo  se utiliza la técnica de división de tiempo en operaciones 
de control y envío de datos en subtramas destinadas para estos fines, en toda  la 
red la subtrama de control a su vez es particionada en dos partes de duración fija, 
en ubicaciones lógicas  llamadas ranuras de control, las cuales dependen de la 
modulación y del esquema del código usado en el envío de datos del transmisor al 
receptor. Al requerir mensajes de control y de datos se pueden destinar canales 
específicos en una red Mesh para tal fin, por ejemplo, el canal 1 puede ser usado 
para la transmisión de tramas de control a todos los nodos de la red y el canal 2 
para envíos de datos.  
 
Para la negociación del ancho de banda de los canales, los nodos usan el 
programador Distribuido MESH (MSH- DSCH), este control coordina en tres 
pasos, las asignaciones de ancho de banda y compartición de recursos i) el nodo 
solicitante pregunta por un nodo vecino llamado el “otorgante”, este nodo asegura 
un ancho de banda ii) el otorgante informa la existencia de un grupo de ranuras 
aseguradas para el solicitante y iii) el solicitante confirma cuál es el grupo de 
ranuras que va a utilizar para la transmisión de los datos. Este mensaje MSC-
DSCH contiene una lista de información clasificada en cuatro tipos Solicitud IE – el 
solicitante espera a la transmisión del otorgante, El otorgante reserva un ancho de 
banda para el solicitante usando el otorgante IEs cada uno de estos contienen un 
rango de ranuras, con un grupo de tramas en un canal específico. Un otorgante se 
expresa como una terna de valores (rango de ranura, rango de trama y canal). 
 
Estos mismos parámetros son usados  en el mensaje Confirmación IEs,  para 
completar el protocolo de enlace de tres vías. Finalmente se usa un mensaje de 
27   
 
Disponibilidad IEs, el cual indica que las ranuras están ocupadas o no para 
realizar los envíos de confirmación.    
 
Al realizar este procedimiento se generan una cantidad considerable de colisiones 
en el envío de solicitudes, peticiones, datos y confirmaciones, de los nodos 
vecinos, fuentes y destino, dependiendo del tamaño y las condiciones de la red. 
Debido a esto son necesarias las más eficientes y sofisticadas técnicas de 
transmisión y acceso, como lo es la Multiplexación por División Ortogonal de 
Frecuencia (OFDM siglas en inglés) y formas de modulación  como QAM y QPSK, 
tal como se ve  en las  tablas 3 y 4.   
 
Adicionalmente se realiza un control lógico de todas las transmisiones con 
esquemas de modulación de código (MCS) y tramas de control específicas, en 
este caso la trama esta denominada como MSH-CTRL-LEN la cual consiste en 
siete símbolos OFDM, este control se hace en las ranuras de tiempo instauradas 
en cada uno de los canales de transmisión y varia el número de bytes transmitidos 
según el esquema de MSC usado, esto quiere decir, que un nodo puede transmitir 
simultáneamente por varios canales información, peticiones y solicitudes y 
confirmaciones alrededor de la red.  
 
 
Tabla 3:  Anchos de banda y tramas usadas 
 
Ancho de 
Banda 
MHz 
Duración 
de Trama 
Ranuras 
por 
Trama 
3 10 98 
3.5 4 30 
5.5 10 204 
7 4 90 
10 4 141 
 
Tabla 4: Rendimiento de las modulaciones 
Número Modulación 
Tasa de 
Codificación 
bytes/ranura 
0 QPSK ½ 24 
1 QPSK ¾ 36 
2 16-QAM ½ 48 
3 16-QAM ¾ 72 
4 64-QAM 2/3 96 
5 64-QAM ¾ 108 
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Para evitar la congestión de canales se utiliza el programador de envíos, con una 
trama de control adicional denominada MSH-DSCH haciendo broadcast sobre la 
red, el objetivo es evitar las colisiones posibles y negociar la transmisión de datos 
entre nodos vecinos y los demás nodos miembros de la red. Este control se 
genera mediante el cálculo del promedio de envío de dos mensajes exitosos a los 
nodos destino y un valor del sistema que calcula la latencia de los mismos, otro 
control de colisiones se efectúa cuando existe un ingreso de nodos nuevos  a la 
red, los cuales sin conocer las reglas de funcionamiento de la red pueden 
ocasionar colisiones o perdidas de información, estas peticiones de ingreso se 
asocian a la red Mesh, unida a la trama de configuración de la red denominada 
MSH- NCFG, en la cual esta contenidos los parámetros principales de la red para 
garantizar el cumplimiento de los mismos por los nuevos miembros, evitando fallas 
en la conectividad y funcionamiento de la red Mesh . 
 
Alrededor de los nodos y de las tramas circulan los elementos de información IEs 
contenidos en los mensajes MSC – DSCH ya mencionados, al realizar una 
concesión se produce el envío de un PDU una unidad de Datos del protocolo MAC 
en el canal específico del otorgante, así mismo existen tramas SDU unidades de 
servicios de Datos (estas son unidades menores al PDU), la fragmentación o 
empaquetamiento de estas unidades pueden ser usadas para mejorar la eficiencia 
de envíos y controlar el tamaño y el desempeño de las cabeceras de las tramas.  
 
Para el control existen dos opciones un manejo de dos vías o de tres vías 
realizando una confirmación adicional para garantizar el flujo de información. De 
dos vías funciona con tres tipos de mensajes uno de petición (req),uno de 
otorgación (gnt) y uno de confirmación (cnf).  
 
Estos mensajes contienen información para el compartimiento de recursos en 
especial de ancho de banda para garantizar el flujo de la información cada 
mensaje solicita o confirma tres valores de cada una de las ranuras en un vector 
(x) ={rango de ranura, rango de la trama, canal }, de este modo se da o rechazan 
concesiones entre los diferentes nodos de la red, en este caso se da el fenómeno 
de concesión retirada , perjudicando a los nodos  que requieren con urgencia la 
transmisión de información, este módulo inserta un mensaje adicional conocido 
como re otorgación, el cual reconfirma el envío,  con una trama que contiene la 
negación de recursos y solicita a un nodo diferente la compartición y/o asignación 
de ranuras de tiempo para el envío de la información en una trama denominada 
avl . Este proceso de re confirmación no siempre ocurre debido al aumento de  
latencia de la red la cual aumenta por salto o por los retardos existentes en 
diversos envíos.  
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Figura 15: Modelo de envío de tramas, dos vías a) de petición (req), otorgación (gnt) y 
confirmación (cnf); tres vías a) de petición (req), otorgación (gnt) y confirmación (cnf). 
 
 
 
 
En el mayor de los casos con una sola confirmación basta, pero es necesario 
tener un respaldo en caso de que no se logre compartir los recursos entre los 
nodos vecinos. Una variable importante dentro de las redes es el tráfico por ello se 
tiene la siguiente definición: 
 
Flujo de tráfico: un flujo de tráfico es una secuencia de datagramas IP desde un 
nodo fuente a un nodo de destino, sin embargo un flujo de tráfico puede generar 
varios flujos de paquetes de datos,  múltiples conexiones TCP, siempre y cuando 
todos ellos tengan la misma fuente y los nodos de destino. 
 
 
La estructura de datos de la negociación de anchos de banda, es un constante 
envío de datos virtuales de peticiones manteniendo colas  activas de las mismas. 
Cada vez que se hace un envío se agrega al SDU dos datos fuente y destino {i,j} y 
los retira cuando se recibe el paquete o llega al valor máximo de tiempo de vida, 
establecido en dos minutos.  En este proceso de validación y confirmación las 
tramas contienen los valores de las siguientes variables: 
 
    
     : número de bytes notificados al nodo destino que va a recibir. 
    
    : número de bytes que recibió el nodo destino. 
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   : número de bytes que están pendientes de recibir por el nodo destino. 
 
Si el valor de      
    =0 se entiende que la cola de peticiones esta inactiva y no 
es necesario garantizar algún ancho de banda, la diferencia de     
        
    es 
la cantidad de bits pendientes por transmitir, de esta forma se tiene el control de 
los datos enviados y de los flujos de activos entre los miembros de la red 
 
Para darle un manejo más prudente a la información contenida y manejada en la 
red se le da a cada una dellas un peso lo cual hace que se pueda dar prioridad a 
los paquetes enviados según la ecuación 6, realizando un control de tráfico en 
toda la red, asignando a cada cola activa un peso que va a ser usado por el 
procedimiento de solicitud otorgamiento después: 
 
 
   
         
   
                        [6]Peso de Tráfico 
 
 
Como se observa en el ecuación 6 se da un peso denominado   , donde A es el 
conjunto de flujos de tráfico activos, donde j es un flujo de tráfico e I(j) es una 
función que indica si el flujo está activo le asigna el valor 1 y de lo contrario el valor 
es 0. Para el manejo del trafico y del envío de paquetes es necesario conocer el 
concepto de Horizonte de Concesión: el cual esta definido como la cantidad de 
tramas entre el otorgante y el solicitante donde la trama gnt permite el uso de 
ranuras de datos para transmitir por el solicitante, dependiendo del intervalo entre 
dos envíos de mensajes de MSH-DSCH del solicitante y el otorgante. En el 
protocolo FEBA se tiene un control de latencia establecido entre los nodos vecinos 
y puede ser conocido con antelación gracias a la ecuación 7, donde   
   es la 
estimación pasada,   
  la estimación futura y   
           el último valor medido,   
es un valor constante de control iguala 0.1 que ayuda a darle más precisión a la 
medida. 
 
   
  
      
          
                         [7] Control de Latencia. 
 
    
 
    
 
     
  
 
   
    [8]Índice de equidad. 
 
 
Para realizar la simulación de una red mallada se utiliza el comportamiento lógico 
de los nodos fijos y móviles que conforman la red, generando interacciones entre 
las capas física y Mac, proporcionando la información necesaria para conocer el 
estado de la red y la configuración de diferentes topologías para el desarrollo de 
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las simulaciones y buscar el escenario más adecuado para las condiciones de la 
Red Planteada en el Distrito Capital. 
 
 
Figura 16 Diagrama del Módulo WiMsh.- Elaborada por el Autor 
 
 
 
Manejando el modelo por capas tenemos: 
 
a) Capa Mac: se tendrán tres elementos fundamentales para realizar las 
funciones de esta capa en la red mallada , el primer elemento es el 
coordinador, en este modulo ingresan los paquetes de Programación de 
ancho de banda MSH-DSH y de configuración de red MSH – NCFG para el 
traspaso de información a la capa física con los resultados de la solicitud, 
otorgamiento, confirmación y disponibilidad de las estructuras IEs 
generadas en el módulo como se ha descrito anteriormente, el núcleo del 
modulo MAC es el Programador de ancho de banda donde está incluido el 
algoritmo FEBA de control de recurso y concesión de anchos de banda , 
ranuras y canales de transmisión necesarios para satisfacer las 
necesidades de la red. 
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El tráfico es identificado con un vector {s,d,p} que contiene tres datos fuente 
(s), destino (d) y prioridad (p), como se ve en la ecuación 6 el tráfico tiene 
un peso que ayuda al algoritmo a manejar prioridades con los envíos, 
asignaciones y disponibilidad de recursos para transmitir la información, de 
este modo se define una estructura de datos almacenada en tablas 
dispuesta por un vector denominado NTU (neigh_tx_unavl en inglés), 
                 , donde N es el número de nodos vecinos, C es el 
número de canales, F es el máximo horizonte de programación y S es el 
número de ranuras de datos por trama, solo está en 1 cuando es imposible 
la confirmación de ranuras, por parte de los nodos vecinos, activando la 
asignación aleatoria rápida, facilitada por el tamaño del vector multi 
dimensional NTU. Finalmente el programador el cual utiliza símbolos OFDM 
y las unidades PDU en los envíos y SDU en las confirmaciones de recibido. 
 
b) Capa física: se accederá a una serie de topologías que incorpora este 
sistema para verificar cuál sería la mejor opción de conformación y 
mantenimiento del red de emergencias del Distrito Capital, teniendo en 
cuenta los algoritmos del camino más corto y de fenómenos de latencia y 
desvanecimiento de la señal, todas las ráfagas generadas en la capa MAC 
son enviadas a la capa física, toda la configuración de esta capa esta en el 
objeto PhyMib,  parámetros compartidos por todos los nodos. 
 
 Un nodo no es capaz de decodificar las transmisiones de un nodo a otro si 
i) el nodo está recibiendo y transmitiendo en la misma ranura(ii) otro vecino 
del nodo receptor está transmitiendo en la misma  ranura, las limitantes de 
este modelo están orientadas al modelamiento de múltiples envíos 
simultáneos. Esta capa está basada en el modelo de dos estados discreto 
de la cadena Markov, con dos valores conocidos como bueno o malo, 
indicando el control del envió satisfactorio o no de los mensajes 
respectivamente, el control está orientado en una distribución geométrica 
para determinar  el envío satisfactorio o no y la correlación entre los  links y 
los estados de los envíos, de la siguiente forma: 
 
              
 
  
 
   
              
 
Topologías: El módulo maneja diferentes topologías de redes malladas para realizar 
la simulación dando una aproximación más real a los resultados obtenidos, gracias a este 
modelo se disponen de diferentes topologías como se ve en la figura 17. 
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Figura 17 Topologías del Módulo Wimsh: (a) Cadena n =5 ; (b)  anillo n= 9; (c) multianillo 
n= 9 , ramas = 4; (d)  camarilla n=9 ; (e) malla n= 4; (f) triangulo , n= 3;  árbol n = 4(h) 
estrella n= 3, ramas = 5.2 
 
 
Los parámetros de las conexiones están determinados por dos valores: 
 V = número de bordes (es decir, los nodos en el gráfico conectividad) 
 E = número de vértices (es decir, enlaces en el gráfico de conectividad). 
Para efectos de la simulación las siguientes son las topologías más apropiadas para la 
arquitectura 
Topología Cadena 
V = opt (n) 
E = V – 1  
 
 
                                                          
2 Tomado de “WiMesh, Referencia [29]  
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Figura 18: Topología Cadena 
 
 
 
Topología Anillo 
V = opt (n) 
E = V 
Figura 19: Topología multi anillo 
 
 
V =Numero de nodos (n) 
B = Numero de enlaces (ramas) -> debe ser un número par 
  
   
 
        
 
  
       
 
        
 
Ambos vértices se numeran de 0 a N-1. 
A continuación, cada vértice i tiene una ventaja con vértices B: 
- I + kj, j = 1, ..., B / 2 
- I - kj, j = 1, ..., B / 2 
Si B es 2, entonces el multianillo es un anillo simple. 
Si B es N, entonces el multianillo es una camarilla. 
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Figura 20Topología Camarilla 
 
 
 
Topología Estrella  
 
N = número de nodos (n) (tamaño de la rama) 
B = número de enlaces (branches)  (numero de ramas) 
V = B * ( N - 1 ) + 1 
E = B * ( N - 1 ) 
 
Ej.. N = 3, B = 4 
 
Se obtiene una estrella de 9 nodos y 10 enlaces.  
 
Figura 21: Topología estrella 
 
 
c) Tráfico 
El modulo maneja siete variables necesarias  para el manejo de los flujos de 
tráfico, nodo destino, tipo de tráfico, nodo fuente, tiempo de inicio de la aplicación,  
tiempo de parada de la aplicación, número de fuentes agregadas por flujo, y nivel 
de prioridad, al igual que módulos de admisión y complementos adicionales que 
pueden ser incluidos como se evidencia en [31] . En este modulo se manejan 
cinco tipos de tráfico: 
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 Voz sobre ip (voip) 
 Tasa constante de bits (cbr) 
 Video por demanda (vod) 
 Súper imposición de cuatro procesos independientes de Poisson (bwa) 
 Fuente ininterrumpida (ftp) 
3.2 Desarrollo de la Simulación 
 
Para la simulación se manejaran dos topologías para validar la utilidad de la propuesta, la 
cual es semejante a la topología de estrella, la cual cuenta con canales de control, pero 
no con rutas adicionales como lo es la de multianillo, la cual ofrece diversas prestaciones, 
partiendo de estas topologías, se realizará el diseño y ambas serán comparadas con las 
simulaciones básicas de cada una de las topologías con diferentes números de nodos y 
de canales. 
Para ello se debe recordar la estructura del nodo móvil y su comportamiento en el 
simulador de redes 2 (NS2) [32]. 
Figura 22 Diagrama del nodo móvil. Elaborada por el Autor. 
 
Para el desarrollo de la solución definitiva se tomara el módulo y se realizará una adición 
en cuanto a código pues posee la limitación de tener enlaces lógicos fijos de topologías 
especificas, para realizar la simulación se agregara un dominio “móvil”- de igual forma 
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lógico-  adicional a la topología establecida determinada en el script de entrada, de esta 
forma se obtiene comunicación entre los terminales punto a punto fijos (cableados e 
inalámbricos) y unos terminales móviles emulando las posibles brigadas que puedan 
existir o usar este medio de transmisión en estado de emergencia. 
Tabla 5: Parámetros de la Simulación. 
Número de nodos Fijos 9 
Números de Nodos 
Móviles 15 
Topología Fija Estrella 
Topología Móvil Árbol 
Protocolo de 
Enrutamiento  
FEBA 
MAC 802.16 
Tiempo de simulación 200 s 
Fuente de Tráfico 
VOD, 
VoIP 
Tamaño Paquete VOD 
65535 
bytes 
Ancho de Banda OFDM  10 MHz 
 
Figura 23 Red topología Estrella- Hechas Por el autor  
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Tabla 6:  Parámetros Simulación N°2. 
Número de nodos Fijos 9 
Números de Nodos 
Móviles 15 
Topología Fija Multianillo 
Topología Móvil Árbol 
Protocolo de 
Enrutamiento 
FEBA 
MAC 802.16 
Tiempo de simulación 200 s 
Fuente de Tráfico 
VOD, 
VoIP 
Tamaño Paquete VOD 
65535 
bytes 
Ancho de Banda OFDM  10 MHz 
 
Figura 24: Res Topología Multianillo – Hecha por el autor 
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Tabla 7: Configuración de la simulación. 
Número de nodos Fijos 3 
Número de Nodos Fijos  
Inalámbricos 
7 
Números de Nodos Móviles 5 
Topología Fija Anillo 
Topología Móvil Libre 
Protocolo de Enrutamiento AODV 
MAC 802.11 
Tiempo de simulación 200 s 
Fuente de Tráfico 
 
CBR, Exponencial, WEB. 
 
Tamaño Paquete CBR      1024 bits 
Ancho de Banda OFDM  10 MHz 
 
Para realizar la simulación y generar los dominios respectivos se utiliza el 
direccionamiento jerárquico para realizar el envió de paquetes, en cada uno de los 
dominios, en este caso son tres: Fijo alámbrico, Fijo inalámbrico y Móvil inalámbrico,  
cada uno con una dirección asociada para su dominio en este caso  0.0.0 a  0.x.0, para el 
dominio fijo, 1.0.0 a x.0.0  para el dominio fijo inalámbrico y para adicionar nodos móviles 
a dominio inalámbricos fijos se utiliza la dirección principal de dominio así 1.0.1 indica que 
el nodo pertenece al dominio 1.0.0.  
Para esta simulación se indicaron las posiciones de los cerros de la ciudad donde existen 
estaciones repetidoras y línea de vista entre las mismas de este modo se toman los 
siguientes puntos como referencia para la red:  
 Cerro el Cable – Estación Base inalámbrica. 
 Cerro Suba – Estación Base inalámbrica. 
 Cerro el Mirador – Estación Base inalámbrica. 
 Cerro Mochuelo – Estación Base inalámbrica. 
 Cerro Sierra Morena – Estación Base inalámbrica. 
 Alcaldía Mayor – Estación Base inalámbrica. 
 FOPAE – Estación Base inalámbrica. 
 Alcaldías locales – Estación Base inalámbrica. 
 Estaciones móviles- Brigadas 
Se realizan las conexiones entre las estaciones y se usa una manejo de tráfico en la red, 
para ello se manejan tres tipos de tráfico en este modelo para validar esta información. 
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 CBR: Tasa tráfico constante 
 Exponencial: Incrementos constantes del tamaño de los paquetes 
 Aplicación WEB: simulación de apertura de páginas web entre los nodos. 
Usando métodos de  transporte con los protocolos UDP y TCP, sobre los miembros de la 
red del dominio Fijo alámbrico e inalámbrico, En el dominio móvil tenemos el manejo de 
protocolo de enrutamiento Ad Hoc en este caso AODV, para mantener la conectividad de 
la red y la comunicación entre los miembros de las brigadas, las cuales actúan como 
nodos móviles, estas poseen un modelo de movilidad de grupo, para simular el 
comportamiento de las brigadas de emergencia.   
Tenemos entonces la simulación de una red inalámbrica mallada con diversos servicios y 
necesidades de comunicación entre los miembros que conforman la Red. 
Figura 25 Simulación con esquema de movilidad Topología Estrella 
 
 
De forma análoga se realizó una simulación con los tres dominios, utilizando el protocolo 
IEEE 802.11 y las conexiones malladas, al igual que la conexión de los nodos móviles con 
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los dominios inalámbricos fijos, en esta simulación se manejaron como se mencionó 
anteriormente, acceso a la capa de aplicación mediante HTML utilizando un modelo de 
página web, en este entorno se deja el nodo marcado como alcaldía Mayor  como 
servidor y otros como clientes. 
Del mismo modo se utiliza tráfico de rata de bits constante con un tamaño de paquete de 
512 y 1024 bytes, finalmente un tráfico exponencial donde se genera tráfico en un periodo 
y se detiene en otro, manejando los tiempos de encendido y apagado en incrementos 
exponenciales para manejar el tráfico de paquetes dentro de la Red.  
Figura 26 Dominio Fijo inalámbrico (Nodo Purpura) y Dominio Móvil (Nodos Negros). 
 
Figura 27 Dominio Cableado.(Nodos Verdes) 
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Capítulo 4- Resultados 
 
Primero revisaremos los resultados obtenidos con la topología mixta - fija anillo - móvil 
árbol y  fija estrella - móvil árbol, usando el protocolo IEEE 802.16, protocolo FEBA.  
Figura 28: Rendimiento Topología Mixta a) Pérdida de Paquetes; b) Retardos; c) 
Rendimiento d) Velocidad de envíos. 
a)  
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d)  
 
Como observamos en los resultados en la figura N°28 se evidencian tres flujos  de tráfico 
generados en la Red Mallada y como es su comportamiento en las topologías mixtas 
estrella y anillo, en la figura 28 a el flujo 3 tiene la pérdida más alta de paquetes/s, sin 
embargo en la figura 28 b vemos como es manejable el retardo de estos paquetes debido 
a la existencia de varios flujos y diferentes canales de comunicación, gracias a la 
redundancia de la red es  favorable este comportamiento, en la figura 28 c se observa un 
rendimiento elevado en el tercer flujo. El cual es el canal directo de envío de datos sobre 
la red y los demás en la figura 28 d el flujo 3 es quien soporta la mayor cantidad de bits, 
teniendo en cuenta que este modelo aloja un tráfico de VOD en la topología mixta, cabe 
anotar que la topología de anillo presenta un rendimiento mejor en cuanto a velocidad 
pero es muy similar al de estrella que centraliza la información en el nodo del centro. Los 
resultados son del rendimiento global de las dos topologías y representan los promedios 
obtenidos al hacer envíos sobre todos los nodos en 50 segundos de duración de la 
simulación.  Al revisar los paquetes enviados y recibidos de los tres flujos se evidencia la 
pérdida de paquetes en el flujo 3 pero, la perdida de paquetes es mínima utilizando el 
protocolo FEBA. 
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Figura 29: Comparación por flujos de tráfico de paquetes solicitados y enviados 
 
En la simulación usando AODV y Los tres dominios se generan paquetes ack para la 
conformación de la red ad-hoc en los nodos móviles y enlaces fijos y dos tipos de tráfico 
adicional CBR – Tasa constante de bits y exp donde alternan exponencialmente los 
tiempos de envío y pausa de paquetes. Del mismo modo se compara el tráfico generado 
usando protocolo TCP (Cableado y Fijo inalámbrico) y UDP para el dominio móvil. Se 
observa un mayor número de paquetes enviados de ack esto se debe al reenvío de este 
tipo de paquetes de todos los nodos del dominio móvil para mantener la red integrada. 
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Figura 30: Rendimiento Topología Mixta simulación Mesh Protocolo 802.11 – AODV 
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Por otra parte observamos una generación de colas elevada en los paquetes ack y en el 
protocolo de transporte TCP con valores elevados de paquetes en cola congestionando la 
red,  del mismo modo se evidencia que el tráfico manejado con el protocolo UDP es más 
eficiente, generando menos perdida de paquetes y mejora notablemente el desempeño de 
la red y menos colas, en cuanto a la latencia de la red es mínima en todos los escenarios, 
teniendo en cuenta que se tiene un escenario mixto únicamente con una brigada en un 
punto de acceso inalámbrico. 
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Capítulo 5 – Modelo de Migración Tecnológica 
 
La migración tecnológica es el cambio de recursos técnicos y tecnológicos con los 
cuales se presta un servicio o se realizan actividades cotidianas, como lo es el 
cambio de sistema operativo de un PC, el traslado de una aplicación de un 
ordenador a otro en condiciones de compatibilidad, el cambio de plataforma de 
una página web o aun más complejo el cambio de infraestructura de una red 
celular.  
 
Migrar es también elevar una versión de un  producto software a otra de más alto 
nivel, o bien el movimiento de una arquitectura a otra, por ejemplo, de un sistema 
centralizado a otro con una estructura basada en el modelo cliente/servidor. Los 
Sistemas de Tic necesitan migración tecnológica a otras plataformas, servicios 
web o sistemas de mayor  nivel (Hardware y/o software), para generar 
interoperabilidad, escalabilidad, compatibilidad y continuidad  a los sistemas 
actuales.  Generando beneficios tanto a los usuarios como a los proveedores de 
servicios. 
 
El modelo de migración entraría a ser parte de los proceso del SIP de la Estructura 
del E- Tom orientados a los recursos, administración planeación y distribución, 
exactamente en La Estrategia de Recursos y Administración. 
 
Figura 31 Proceso del mapa de E-Tom 
 
 
 
El modelo de migración necesita unos objetivos claros que permitan migrar toda la 
estructura actual o parte della acorde con los resultados obtenidos y el modelo propuesto 
en la simulación para ello se tendrá en cuenta la tabla 8. 
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Tabla 8: Objetivos del modelo de migración 
Financieros 
Objetivo  Sub metas  Indicadores (métricas)  
1. Reducción de costos   
• Decremento en los costos fijos 
del servicio de Soporte 
% de disminución en los 
costos fijos del negocio 
para gestionar los 
servicios TIC  
2. Recuperar el costo de los servicios 
• Recuperación delos costos del 
servicio de Soporte  
% de recuperación del 
costo del servicio 
3. Reducción de los costos  de gestión 
• Decremento en los costos 
indirectos del servicio 
% de disminución en los 
costos indirectos del 
servicio gestionado 
(Soporte, formación, 
consultoría) 
CLIENTE /USUARIO 
Objetivo  Sub metas  Indicadores (métricas)  
1. Incrementar la satisfacción del cliente 
Evaluar la satisfacción de los 
usuarios para medir si los niveles 
de servicio son satisfactorios 
• Definir una escala de 
valores entre 0 y 5 
dondel valor objetivo es 
por encima de 4 el cual 
indicaría una 
satisfacción de usuario 
buena. Acción: Se 
usaran encuestas tanto 
impresas como en el 
dominio de la compañía, 
para verificar la calidad 
de servicio y la 
satisfacción del cliente y 
de los empleados 
2. Entregar valor agregado en el servicio 
Aumentar uso de lo servicios 
• % Usuarios que usan 
el servicio = Usuarios 
del servicio/Usuarios 
potenciales 
Aumentar el valor agregado dentro 
del catalogo de servicios 
incluyendo los servicios de 
Formación y Consultoría 
% de clientes usando 
nuevos servicios/ 
clientes totales 
% de crecimiento de las 
áreas adicionales de la 
compañía(Formación y 
consultoría) 
FUTURO 
Objetivo  Sub metas  Indicadores (métricas)  
1. Incrementar el potencial del servicio Mejorar análisis y decisiones 
*%inversión en ofrecer 
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Mejorar el diseño del portafolio de 
servicios de soporte y servicios 
emergentes 
nuevos servicios TIC 
dentro del portafolio de 
la compañía para 
cumplir objetivos del 
negocio 
2. Incrementar el potencial de rendimiento 
Influir en más áreas del área de 
soporte de los usuarios 
*% inversiones en 
Hardware de gestión de 
servicios. 
*% inversión en 
software de gestión de 
servicios (Gestión de 
ANS y Help desk)  
Asegurar que los niveles de entrenamiento y competencia sean 
alcanzados y mantenidos en la organización al nivel requerido 
por ISO 20.000 (Gestión de niveles de servicio) 
Aumentar campañas de 
sensibilización y entrenamiento de 
personal con respecto a la 
importancia del servicio de soporte 
y el nacimiento de servicios 
emergentes (Formación y 
consultoría/) 
Personal Capacitado/ 
Personal total 
 
De este modo se encadenan todos los objetivos y toda la perspectiva de la migración 
tecnológica orientada en un mapa que define la interacción entre todos los objetivos 
propuestos para modelar la migración y finalmente generar un plan de migración que 
garantice el cambio de la infraestructura actual por sistemas redundantes como los 
mostrados en los resultados del capítulo anterior.
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Figura 32: Perspectivas del Proceso 
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5.1 Transición del servicio 
  
En las estrategias realizadas en la etapa anterior se realizan de acuerdo a un plan de 
liberación que abarca toda la infraestructura necesaria, el personal, los recursos, el 
software, el hardware, etc. para operar el servicio, se controlan los cambios que se debe 
realizar a la infraestructura para habilitar el servicio, se considera también las relaciones 
de cada uno de los componentes de un servicio con otros componentes y son 
almacenados en un repositorio llamado sistema de administración de configuraciones 
(Configuration Management System). Se realizan las pruebas de operación del servicio y 
se comienza a construir un repositorio del conocimiento. 
Figura 33: Transición del servicio 
 
A) Estrategia y Política de Recursos y Tecnología: estos procesos 
entienden la infraestructura de la empresa, los requerimientos de las actividades 
de la empresa sobre la infraestructura, y cómo una infraestructura nueva o 
ampliada puede ser distribuida; estos procesos desarrollan las estrategias y las 
políticas de tecnología y recursos para la empresa, con base en las direcciones de 
largo plazo de la misma.  
B) Adquisición de Tecnología: estos procesos obtienen tecnología desde 
fuentes externas a la empresa; incluye la identificación y evaluación de tecnologías 
potenciales, fuentes de tecnologías, y la comparación con las capacidades “in-
house” de I+D. 
  
52   
 
5.1.1 SOPORTE A LA GESTIÓN DE CAMBIOS 
 
• Registro de las solicitudes de evaluación de cambios. 
• Clasificación de las solicitudes: en tres niveles- Alta, Moderada y Baja. 
• Programación de los Cambios: Teniendo en cuenta la evaluación de las 
solicitudes. Evaluación de Cambios. 
 
Figura 34 Soporte a la gestión del cambio. 
 
5.1.2 DEFINICIÓN DE MODELOS DE PRUEBA 
 
• Validación del diseño. 
• Adquisición de componentes. 
• Pruebas de ediciones. 
• Aceptación del Servicio.  
Los pasos usados para la validación del cambio, es de vital importancia definir la 
estrategia para probar y volver al estado inicial o versión deseada 
Figura 35: Modelo de Pruebas. 
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5.2 MODELAMIENTO DEL SERVICIO 
Figura 36 Modelamiento del servicio – Contratación 
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Figura 37: Diagrama de clases del modelo de Migración
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Figura 38 Diagrama de Secuencia Aseguramiento del Servicio 
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5.3 NIVELES DE SERVICIO 
 
Para garantizar la efectividad del modelo se deben tener unos acuerdos de nivel de 
servicios o ANS, los cuales son concertados con el contratista para la realización correcta 
del Plan de migración y el proceso adecuado para el manejo del mismo. 
Tabla 9 ANS Capacidad del servicio. 
Acuerdo de Nivel de Servicio : Capacidad del Servicio 
Niveles de Servicio Descuento 
Optimo 
- Correcta previsión de las necesidades de capacidad. 
0% 
- Más altos niveles de disponibilidad y seguridad. 
Nivel de satisfacción de los usuarios y clientes. 
- Cumplimiento de los ANS pactados. 
- Monitorización del rendimiento y la carga de una solución  o conjunto de soluciones.  
- Análisis del rendimiento y medición de datos, incluyendo análisis del impacto de nuevas 
instalaciones en la capacidad 
Medio 
- Comprensión de las demandas del servicio y planes futuros de aumento o disminución de 
carga 
10% 
Bajo - Influencia en la petición de recursos informáticos 20% 
Malo - Planificación de la capacidad y desarrollo de un plan para el servicio. 30% 
Penalizaciones 
Las penalizaciones se extienden al 100% del valor acordado a pagar periódicamente (mensual, anual, por evento, etc) por el servicio, 
según lo siguiente (valores recomendados como ejemplo, quedan a discreción del acuerdo con el proveedor ): 
Nivel Global del Servicio Óptimo Sin descuentos a la factura periódica del servicio 
Nivel Global del Servicio Alto Descuento del  2% del valor de la factura (por periodo de facturación) 
Nivel Global del Servicio Medio Descuento del 5% del valor de la factura (por periodo de facturación) 
Nivel Global del Servicio Bajo Descuento del 7% del valor de la factura (por periodo de facturación) 
Nivel Global del Servicio Malo Descuento del 10% del valor de la factura (por periodo de facturación) 
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Tabla 10 ANS Continuidad del servicio. 
Acuerdo de Nivel de Servicio TIC: Continuidad del Servicio 
Niveles de Servicio Descuento 
Alto 
Tiempo de Recuperación de 
una parte mínima funcional 
del sistema < 1 días.  Tiempo 
de Recuperación Total del 
Servicio < 3 días. 
Tiempo de Recuperación Mínima Funcional: Tiempo medido por el 
Contratista entre la interrupción total del servicio y su activación 
mínima (Servicios de Conectividad, Procesamiento y 
Almacenamiento, con al menos un nivel de calidad que permita el 
funcionamiento de un porcentaje aceptable de la capacidad y de la 
disponibilidad de los servicios contratados.  Adicional, el proveedor 
deberá restablecer por completo todos los servicios a un nivel 
óptimo. La medición de estos parámetros está a cargo del 
Supervisor delegado por el contratista. 
0% 
Medio  
Tiempo de Recuperación de 
una parte mínima funcional 
del sistema < 2 días.  Tiempo 
de Recuperación Total del 
Servicio < 4 días. 10% 
Bajo 
Tiempo de Recuperación de 
una parte mínima funcional 
del sistema < 3 días.  Tiempo 
de Recuperación Total del 
Servicio < 5 días. 20% 
Penalizaciones 
Rigen las siguientes penalizaciones (valores recomendados como ejemplo, queda a discreción del contratante 
establecer sus porcentajes de penalización y negociarlos con el proveedor): 
Nivel de Servicio Alto Sin descuento  
Nivel de Servicio Medio Descuentos del 5% del remanente de la Facturación periódica del servicio 
Nivel de Servicio Bajo Descuentos del 10% del remanente de la Facturación periódica del servicio 
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4. CONCLUSIONES Y RECOMENDACIONES 
  
A. CONCLUSIONES 
 
 Se realizó el diseño de la Red inalámbrica de banda ancha para emergencias, esta 
red tipo Mesh, provee diferentes tipos de servicios y prestaciones para las 
brigadas y miembros de los servicios de emergencia. Esta red consta  de 
estaciones fijas y móviles alámbricas e inalámbricas para su funcionamiento.  
 
 Se definió el protocolo FEBA (Fair end to end Bandwidth allocation en inglés) para 
el manejo de los paquetes dentro de la red heterogénea y la administración de los 
canales y recursos inalámbricos, como lo es la administración del ancho de banda 
y el modelo de compartición de canales. 
 
 Se definió el software de simulación NS2 (Network Simulator 2), como la 
herramienta más eficiente para realizara la simulación de  la red mallada, con el 
complemento WiMesh para la simulación del protocolo de enrutamiento FEBA, 
donde se incluyen variaciones del tipo de tráfico y las diferentes topologías. 
 
 Se definió el modulo de transición de  tecnología usado en el modelo E-Tom, como 
técnica más apropiada para realizar la migración tecnológica y la disposición, 
administración y mantenimiento de una red común de emergencias (Generalmente 
en VHF) a una red mallada con todas sus prestaciones. 
 
 La extremada facilidad de implementación y de simulación de este tipo de redes, 
permiten visualizar el funcionamiento y el comportamiento de la red, ofreciendo 
variedad de servicios y una nueva forma de controlar una red, el flujo de tráfico, el 
número de usuarios , de forma dinámica y auto organizable. 
 
 Como se observa en los resultados el retardo de la red es mínimo de 0,05 
segundos en promedio en todas las topologías usadas, manejando tres canales de 
transmisión, lo cual hace confiable la red y beneficiosa para situaciones de 
emergencia, del mismo modo cabe  resaltar el rendimiento de la topología estrella 
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con trafico de video por demanda (VOD) de 11.145 b/s y velocidad de 22041 b/s, 
validando las bondades de las redes malladas redundantes, en este caso 
manejada por tres flujos diferentes de tráfico. 
 
 En cuanto a la simulación usada manejando el protocolo AODV y transporte TCP y 
UDP se evidencia un alto tráfico generado por los paquetes transportados sobre 
TCP, alrededor de 16.374 paquetes recibidos, de 17.672 paquetes solicitados y 
pérdidas mayores de paquetes, teniendo en cuenta que se maneja un solo canal 
para el envío de información conformación de la red y actualización de rutas, por lo 
cual  el manejo de paquetes  de video o de voz sobre ip es más complejo. 
 
 Se verifica en su totalidad la superioridad de las redes malladas, su fácil 
despliegue y las ventajas en el manejo de varios canales simultáneos para la 
comunicación y la versatilidad en los diferentes dominios de operación. Teniendo 
en cuenta los resultados obtenidos a partir de un flujo de tráfico obtenidos con la 
simulación IEEE 802.11 con cabeceras altas y reflujos de información, mientras la 
red mallada cuenta con tres flujos de tráficos simultáneos, a los cuales se les 
puede dar prioridades especiales. 
 
 
B. RECOMENDACIONES 
 
 
 Se debe ahondar en sistemas de comunicación de emergencias y encontrar 
mecanismos de integración, con redes existentes de operadores públicos y 
privados, para generar verdaderas redes redundantes para los servicios de 
emergencia. 
 
 Se debe ahondar en modelos de seguridad y protocolos de acceso robustos en las 
redes malladas,  compuestas por nodos fijos y móviles. Teniendo en cuenta el tipo 
de información que se maneja en situaciones de emergencia, el control de la 
misma y la difusión de los datos  con alto grado de seguridad y veracidad. 
 
 Realizar simulaciones de acuerdo a la topografía de los sitios críticos de riesgo 
modelando las pérdidas y posibles fallas en la comunicación de los miembros de la 
red. Al igual que las interferencias generadas por diferentes fuentes 
electromagnéticas existentes en el Distrito Capital. 
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 Realizar simulaciones de mayor nivel con un número de nodos mayor  y con 
envíos periódicos de información para verificar la eficiencia de la Red. Entre 
diferentes brigadas y estaciones fijas y móviles. 
 
 Utilizar modelos de movilidad grupales, que ahonden en protocolos colaborativos 
para el manejo de la información y redunden en técnicas para mejorar los  
consumos energéticos, con el fin de verificar el funcionamiento de una red de este 
tipo, en condiciones extremas.  
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