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1 はじめに
鍵の有無により可能な量子測定が異なることを安全性に利
用した量子暗号原理として KCQ (Keyed Communication in













本論文では，2 元符号で符号化された複素振幅 α の
BPSK(Binary Phase Shift Keying) コヒーレント状態信号を
扱う．信頼性関数 E(R)は十分に長い符号長 nと与えられた符
号化率 Rにおいて，復号誤り率を最小とする最良の符号を用い
たときの復号誤り率 P opte (n,R)の指数のことである．
















[µ(s, ξ)− sR] (3)
2.2 古典信頼性関数の上下界
古典信頼性関数の上下界は，通信路入出力を i，j，元数M =
M ′(本稿では 2)，生起確率 ξ として以下のように表される．

















































り率 P を達成する量子の場合の平均光子数 NQs と古典の場合の
平均光子数 NCs を用いて以下のように表される．
Gain = 10 log10
NCs (When PC = P )
NQs (When PQ = P )
[dB] (6)
　本論文では，符号化率 R = 0.3，0.5，符号長 n = 10000の場
合，及び R = 0.4，n = 10000，15000，20000，105 の場合の量
子利得を導いた．いずれの場合も量子信頼性関数の上下界は一
致しなかったが，極めて近い値を取り，上下界がきついことがわ
かった．R = 0.4，n = 105 の場合の誤り率と平均光子数のグラ
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