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ABSTRAK 
 
 
Saat ini ada 2 macam teknik guna melindungi suatu informasi, 
steganografi serta kriptografi. Disini penulisakanmenggunakan teknik yang kedua 
yaitu steganografi. Berbeda dengan teknik kriptografi yang dengan mudah 
dideteksi keberadaannya (walaupun sulit untuk dimengerti), steganografi 
menyamarkan keberadaan dari pesan yang  yang ingin disampaikan.Adabeberapa 
teknik steganografi yang sering digunakan yaitu menyamarkan pesan dalam 
bentuk file multimedia, dan sekarang teknik ini dikenal luas sebagai digital 
watermarking. 
 Steganografi sendiri punya beberapa metode antara lain, LSB (Least 
Significant Bit Insertion), Algorithm and Transformation, Redundant and 
Transformation, serta Spread Spectrum Method. Pada mulanya teknik ini hanya 
diaplikasikan pada gambar, dimana data tersebut disisipkan ke dalam suatu 
gambar. Tapi karena dikarenakan terkadang gambar akan pecah ketika dikompres 
maka teknik ini beralih media dalam penyisipan datanya dan salah satu cara atau 
metode lainya dalam steganografi adalah menggunakan media file dalam format 
audio yang dapat disisipi pesan yang ingin disampaikan. Teknik ini mengkin 
untuk digunakan karena sifat dari file audio yang berlebihan (redundant) sehingga 
dengan teknik penyembunyian pesan lewat suara dapat menghilangkan informasi 
yang tidak signifikan bila dihilangkan. Sehingga dengan teknik ini pesan atau data 
dapat disisipkan pada file ini dengan mengganti informasi yang tidak dibutuhkan 
pada kompresi dengan data tersebut. 
 Sudah banyak cara penyembunyian informasi-informasi yang berkembang 
dalam stenografi lewat audio,tapi disini akan dititikberatkan membuat suatu 
aplikasi yang akan membuat sebuah kumpulan nada atau melodi dari pesan yang 
akan disembunyikan sehingga pesan tersebut akan terjaga lebih aman karena telah 
dirubah dengan nada yang sesuai dengan yang diinginkan. 
Kata kunci :Steganografi, Mengubah teks,Untaian Nada 
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BAB I 
PENDAHULUAN 
1.1 Latar Belakang 
Ancaman dari keamanan komunikasi lewat jaringan turut menjadi sorotan 
bagi para pengguna internet.Ancaman-ancaman tersebut bisa berupa interupsi, 
penyadapan, modifikasi, ataupun fabrikasi. Dan hal-hal semacam inilah yang 
nantinya akan mengakibatkan suatu kerusakan pada data-data yang akan 
dikomunikasikan. 
Dengan semakin berkembangnya ilmu pengetahuan khususnya di bidang 
informatika, munculnya berbagai macam teknik guna mengamankan data-data 
tersebut. Teknik-teknik tersebut sudah menjadi alternatif yang telah digunakan 
mulai jaman dahulu. Sebagai contoh kriptografi, yaitu suatu ilmu seni untuk 
menjaga keamanan pesan yang dikirim dari satu tempat ke tempat yang lain. 
Kriptografi sendiri sudah ada sejak 4000 SM, berkembang di era kerajaan mesir 
kuno serta romawi kuno, bahkan tehnik tersebut juga berpengaruh penting pada 
pengiriman data-data intelijen pada saat terjadinya perang dunia kedua. Pada saat 
itu kriptografi digunakan oleh Hitler guna mengirimkan pesan kepada tentaranya 
pada saat peperangan. 
Namun di sisi lain sebenarnya teknik ini juga punya berbagai macam 
kelemahan dan kekurangan. Teknik ini tetap bisa dipecahkan meskipun pada 
akhirnya membutuhkan waktu, biaya serta tenaga yang tidak sedikit. Dan ketika 
semakin berkembangnya jaman munculah sesuatu cara dan metode yang baru 
dalam melindungi informasi atau data yang dirahasiakan dari orang yang tidak 
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berhak. Salah satunya adalah teknik steganografi. Teknik sudah dipakai lebih dari 
2500 tahun yang lalu untuk menyembunyikan pesan rahasia.Berbeda dengan 
teknik kriptografi, steganografi menyembunyikan pesan rahasia agar bagi orang 
awam tidak menyadari keberadaan dari pesan yang disembunyikan. Teknik ini 
sering digunakan untuk menghindari kecurigaan orang dan menghindari keinginan 
orang untuk mengetahui isi pesan rahasia tersebut. 
Dengan berkembangnya dunia multimedia, maka steganografi modern 
menggunakan file multimedia ini sebagai kedok untuk menyembunyikan pesan, 
teknik ini dikenal dengan sebutan digital watermarking. Lalu lintas file 
multimedia di internet sudah lumrah sehingga akan mengurangi kecurigaan akan 
adanya pesan rahasia. 
Banyak sekali metode steganografi yang berkembang mulai steganografi 
yang menyisipkan teks dalam teks, menyisipkan teks dalam gambar, serta 
menyisipkan teks dalam audio. Berdasarkan yang dijabarkan diatas disini akan 
dibangun sebuah aplikasi steganografi dengan metode steganografi menggunakan 
permutasi yang bertujuan lebih meningkatkan keamanan dari text yang 
disembunyikan 
 
1.2 Rumusan Masalah 
a. Bagaimana cara menyembunyikan pesan dalam sebuah sebuah text 
menjadi sebuah nada. 
b. Bagaimana menggunakan metode Permutasi untuk membangun aplikasi 
tersebut. 
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c. Bagaimana file-file yang nantinya akan dihasilkan oleh aplikasi 
tersebut. 
1.3 Batasan Masalah 
Agar tidak terjadi kesalahan persepsi dan tidak meluasnya pokok bahasan, 
maka ditulisbatasan-batasan masalah sebagai berikut: 
a. Pesan yang di inputkan hanya bisa sebanyak 16 karakter. 
b. Format sound yang keluar hanya berupa .wav 
c. Nada yang dihasilkan hanya berupa C, C#, D, D#, E, F, F#, G, G#,H, A, 
dan B 
1.4 Tujuan 
Tujuan dari pembuatan makalah ini adalah untuk membangun aplikasi 
steganografi yang memiliki tingkat keamanan yang cukup tinggi dibandingkan 
dengan kriptografi. Lalu bagaimana steganografi dapat diterapkan dalam file 
audio, dimana kebanyakan mengembed file dan menyembuyikannya dalam file 
audio tapi disini akan menggunakan metodelogi yang lebih baru yaitu merubah 
text yang akan dijadikan informasi menjadi sebuah melodi atau alunan-alunan 
nada. 
1.5 Manfaat 
 Terciptanya sebuah aplikasi steganografi yang memiliki tingkat keamanan 
yang tinggi karena dilengkapi dengan kriptografi dengan metode permutasi. 
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1.6 Sistematika Penulisan 
 Untuk memudahkan cara mempelajari dan menganalisa, penulis 
menguraikan isi penulisan ke dalam 4 bab, dimana tiap-tiap bab saling 
berhubungan satu sama lain. Bab-bab tersebut adalah : 
 BAB I : Pendahuluan, bab ini merupakan pengantar untuk menjelaskan 
latar belakang 
masalah, tujuan penulisan, batasan masalah, metode penulisan dan sistematika 
penulisan yang digunakan. 
BAB II : Tinjauan pustaka, bab ini berisi gambaran umum dan teori 
tentang steganografi baik itu pengertian tentang steganografi, sejarah, kegunaan 
tipe-tipe media yang digunakan sampai dengan metode-metode yang digunakan 
untuk membuat suatu aplikasi steganografi. 
 Bab III :Analisa dan perancangan aplikasi, bab ini berisi tentang 
perancangan aplikasi dengan menggunakan flowchart, pembuatan source code 
program dengan menggunakan bahasa pemrograman C# dan implementasi dari 
coding aplikasi yang telah dibuat. 
Bab IV : Membahas uji coba dari aplikasi yang digunakan apakah sesuai 
dengan yang diinginkan. 
Bab V : Penutup, bab ini berisi tentang kesimpulan dari pembahasan pada 
bab-bab sebelumnya dan saran-saran yang diberikan penulis. Selain keempat bab 
tersebut diatas, terdapat juga lampiran yang berisi listing program dan output 
program. 
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