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Kriptografi saat ini telah menerapkan berbagai metode untuk encoding data dalam 
bentuk multimedia dan lainya dalam bentuk citra. Gambar yang digunakan dalam 
berbagai bidang seperti keamanan, kesehatan, ilmu pengetahuan, teknik, seni, 
hiburan, iklan, pendidikan, pelatihan, dll. Pengolahan citra salah satu dari banyak 
disiplin ilmu yang diterapkan untuk memecahkan masalah gambar. Algoritma 
Secure Image Protection adalah cara untuk memyembunyikan informasi gambar 
asli dan membuat gambar tidak terlihat seperti gambar aslinya. Penelitian dimulai 
dengan proses permutasi, padding, grayscale, xor, shift, yang membuat gambar 
sangat acak. Sedangkan proses dekripsinya sangat sulit dipecahkan karena kunci 
gambar mengandung informasi dari iterasi dan shifting. Semakin besar nominal 
kunci maka proses iterasi dan shifting  juga semakin acak dan rumit, tetapi hal ini 
akan berdampak pada waktu yang dibutuhkan untuk setiap prosesnya. Metode SIP 
cukup bagus dalam menyembunyikan gambar berwarna dan grayscale dengan 
hasil enkripsinya adalah citra grayscale. Citra hasil dekripsi dengan format RGB 
memiliki kualitas yang lebih baik apabila dibandingkan dengan format gambar 
grayscale namun jika format RGB yang diproses maka tidak akan sesuai dengan 
metode acuan dasar dalam pembuatan perangkat lunak ini. 
 
 
  Kata Kunci :  pengamanan gambar, Citra RGB, Citra grayscale, XOR, Secure   
Image Protection 
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Cryptography is currently implementing a variety of methods for encoding data in 
the form of multimedia and other forms of imagery. Images used in various fields 
such as security, health, science, engineering, arts, entertainment, advertising, 
education, training, etc.. Image processing one of the many disciplines that are 
applied to solve the image problem. Secure Image Protection algorithm is a way 
to memyembunyikan original image information and make the picture does not 
look like the original picture. The study begins with the process of permutation, 
padding, grayscale, xor, shift, which makes the picture very random. While the 
process of decryption is very difficult to resolve because the key information 
contains an image of iterations and shifting. The larger the key nominal and 
shifting the iteration process is also more random and complex, but this will affect 
the time required for each process. SIP method is quite good at hiding the color 
and grayscale images with the encryption is a grayscale image. The decryption 
image with RGB format has better quality when compared to the grayscale image 
format, but if the RGB format then it will not be processed in accordance with the 
baseline method in the manufacture of this software. 
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