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Opinnäytetyön tavoitteena oli kehittää Kemin kaivoksen projektien turvallisuu-
den hallintaa. Keskeisenä tavoitteena oli tehdä turvallisuuskäsikirja, johon koo-
taan kaikki keskeisimmät turvallisuuteen liittyvät ohjeistukset Kemin kaivokselta. 
Turvallisuuskäsikirja on tarkoitettu myös urakoitsijoiden työvälineeksi, ja siitä 
selviää kaikki keskeisimmät toimintaperiaatteet, joita turvallinen työskentely 
edellyttää Kemin kaivoksella. Opinnäytetyö yhtenäistää turvallisuuskäytäntöjä 
erilaisten projektien yhteydessä sekä helpottaa ohjeiden soveltamista. 
 
Opinnäytetyössä hyödynnettiin ajanmukaisia standardeja ja lakeja. Riskienhal-
linnan, turvallisuusjohtamisen ja toiminnan jatkuvuuden hallinnan eri lähteitä 
hyödynnettiin myös laajasti. Lähdemateriaalien avulla pyrittiin tuomaan esille 
turvallisuusjohtamiseen periaatteita ja vertailemaan niitä Outokummun turvalli-
suusjohtamiseen.  Tutkimushaasteena voidaan pitää eri materiaalien soveltu-
mista kaivosolosuhteisiin.   
 
Opinnäytetyön tuloksena onnistuttiin luomaan turvallisuuskäsikirja, jota voidaan 
hyödyntää Outokummun Kemin kaivoksella projektien turvallisuustyön tukena. 
Lisäksi opinnäytetyössä esitetään kehitysehdotuksia Outokummun Kemin kai-
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The subject of the thesis was to develop project safety management at Kemi 
Mine. The key objective was to make the safety manual that brings together all 
the key guidelines relating to the safety of Kemi mine. The Safety Handbook is 
also intended as a tool for contractors, and it specifies all the key operating 
principles that work safety requires at the Kemi Mine. The thesis standardizes 
safety practices in connection with various projects, and facilitates the applica-
tion of the guidelines. 
 
The thesis utilizes up-to-date standards and laws. The various sources of risk 
management, security management and business continuity management were 
also utilized extensively. The source material aims at bringing out the safety 
management principles, and compares them with those of Outokumpu's safety 
management. The challenge of the study can be whether the material is suita-
ble for mining conditions. 
 
The thesis succeeded in creating a safety manual which can be utilized for the 
safety work in the projects at Outokumpu Kemi Mine. In addition, the thesis pre-
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Tämä opinnäytetyö on tehty Outokumpu Chrome Oy:n toimeksiannosta Kemin 
kaivokselle syksyllä 2016. Haluaisin kiittää erityisesti opinnäytetyöni ohjaajia 
HSEQ päällikkö Jari Mäntylää ja Työsuojelupäällikkö Jari Leskelää ammattitai-
toisesta ja osaavasta ohjaamisesta, sekä kannustamisesta opinnäytetyön eri 
vaiheissa. 
Haluaisin myös kiittää Kemin kaivoksen HSEQ-organisaation henkilöstöä, joka 
osaltaan oli vaikuttamassa opinnäytetyön aiheen valintaan kaivosharjoitteluni 
aikana tammi-helmikuussa 2016. Kiitos kuuluu myös opinnäytetyön ohjaavalle 
opettajalle Mari-Selina Kantaselle hyvistä neuvoista ja opastuksesta opinnäyte-
työprosessissa. 
Suuri kiitos kuuluu erityisesti vaimolleni Salla Nevasaarelle, joka on omalla kär-
sivällisyydellään ja tuellaan mahdollistanut opinnäytetyön tekemisen lapsiper-
heen kiireisen arjen keskellä. 
 
 










Tämän opinnäytetyön tavoitteena on laatia turvallisuusopas Outokumpu  Chro-
me Oy:n Kemin kaivoksen projektien turvallisuustyöhön. Turvallisuuskäsikirja on 
tarkoitettu Kemin kaivoksen ja urakoitsijoiden käyttöön.  Opinnäytetyöllä pyri-
tään yhtenäistämään Kemin kaivoksen sisäisiä turvallisuusohjeita sekä kehittä-
mään turvallisuusjohtamisjärjestelmää. 
 
Opinnäytetyötyössä syvennytään turvallisuusjohtamiseen projektityön näkökul-
masta. Turvallisuusjohtamista käsitellään kokonaisvaltaisesti, niin riskienhallin-
nan kuin liiketoiminnan jatkuvuuden kannalta. Erilaiset projektit ovat itsessään 
aina riskejä, mutta hyvällä turvallisuusjohtamiselle riskejä voidaan hallita ja nii-
den mahdollisesti aiheuttamia haittoja voidaan pienentää. 
 
Opinnäytetyössä keskeisinä linjauksina toimivat ajantasaiset lait ja standardit, 
sekä Outokummun sisäiset ohjeet. Jatkuva parantaminen turvallisuuden paran-
tamiseksi ja erilaisten häiriötilanteiden välttämiseksi on kustannustehokasta. 
Yritystoiminnan jatkuvuuden kannalta jotkut projektit ovat elintärkeitä, joten näi-
den projektien turvallisuussuunnitteluun tuleekin kiinnittää erityistä huomiota. 
 
Turvallisuus onkin yksi tärkeimmistä tekijöistä projektien eri vaiheissa aina 
suunnittelusta toteutukseen. Hyvin valmistellulla rikien kartoittamisella ja riski-
analyysillä voidaan ennaltaehkäistä ja varautua mahdollisiin ongelmatilanteisiin 





2 TURVALLISUUTEEN VAIKUTTAVA LAINSÄÄDÄNTÖ JA STANDARDIT 
2.1 Lait ja asetukset 
Seuraavissa alaluvuissa käsitellään lyhyesti eri lakeja, jotka vaikuttavat osaltaan 
turvallisuuden hallintaan työpaikoilla ja siten myös projekteissa. Lait ja asetuk-
set osiossa keskitytään kaivostoimintaa ohjaaviin lakeihin, mutta myös yleisiin 
työturvallisuutta ohjaavaan lainsäädäntöön. Lainsäädäntö antaa juridisia velvoit-
teita työnantajalle, mutta myös työntekijöille. Tässä luvussa on koottu keskeiset 
lainsäädännöt, jotka tulee huomioida kaivoksen turvallisuustyössä. 
 
 Työturvallisuuslaki (738/2002) 2.1.1
Työturvallisuuslain tarkoituksena on työntekijän työkyvyn turvaaminen ja ylläpito 
työympäristöä ja työolosuhteita parantamalla. Keskeistä on myös ennaltaeh-
käistä ja torjua erilaisia työtapaturmia ja ammattitauteja, sekä muita työympäris-
töstä johtuvia tekijöitä, jotka vaikuttavat työntekijän fyysiseen tai henkiseen ter-
veyteen. (Työturvallisuuslaki 738/2002 1:1 §.) 
 
 Pelastuslaki 379/2011 2.1.2
Pelastuslain tavoitteena parantaa yleistä turvallisuutta ja parantaa ihmisten tur-
vallisuutta. Keskeisenä tavoitteena on myös varmistaa ihmisten pelastaminen 
onnettomuuden uhatessa tai sen tapahduttua, sekä onnettomuuksien seuraus-
ten rajoittaminen. (Pelastuslaki 379/2011 1:1 §.) 
  
 Kaivoslaki 621/2011 2.1.3
Kaivoslain tarkoituksena on edistää kaivostoimintaa. Keskeisenä painopisteenä 
on kaivostoiminnan edellyttämien alueiden käyttö ja malminetsintä siten, että 
toiminta on yhteiskunnallisesti, taloudellisesti ja ekologisesti kestävää (Kaivos-




 Valtioneuvoston asetus kaivosturvallisuudesta 1571/2011 2.1.4
Asetus on säädetty kaivosturvallisuuden parantamiseksi. Asetuksessa säädel-
lään kaikkia keskeisiä osa-alueita kaivostoiminnassa aina suunnittelusta ja ra-
kentamisesta kaivosturvallisuuden lupa-asioihin ja turvallisuuden valvontaan. 
Asetus asettaa vaatimuksia myös kaivoksen sisäiselle pelastussuunnitelmalle ja 
henkilöstön kouluttamiselle, sekä kaivoskartastolle. (Valtioneuvoston asetus  
kaivosturvallisuudesta, 2011. 1§.) 
2.2 Standardit 
Standardit osiossa keskitytään turvallisuusjohtamisen ja riskienhallinnan kannal-
ta oleellisiin standardeihin. Standardi määrittää yhteisesti sovitun menettelyta-
van toistuvaan toimintaan. Standardit eivät ole määrääviä, kuten lait, vaan nii-
den käyttö perustuu vapaaehtoisuuteen, vaikka niiden käyttöä edellytettäisiinkin 
viranomaisten toimesta (SFS Ry 2016a). Standardien avulla eri toimintoja pys-
tytään yhtenäistämään. Ne myös osaltaan helpottavat viranomaisten, elinkei-
noelämän ja kuluttajien elämää. Tuotteiden yhteensopivuus perustuu standar-
disointiin, mutta sillä on myös tärkeä rooli turvallisuudessa ja kaupankäynnissä 
(SFS Ry 2016b).  Opinnäytetyössä käsiteltäviä turvallisuuden kannalta keskei-
siä standardeja voidaan hyödyntää myös projekteissa. Standardeja hyödynne-
tään tämän opinnäytetyön eri osioissa. 
 
 ISO 31000 ja ISO 31010 2.2.1
Vuonna 2011 vahvistettu ISO 31000 -standardi antaa periaatteet ja ohjeet eri-
kokoisille organisaatioille riskienhallintatyöhön. ISO 31000 -standardi auttaa 
luomaan toimintatavan tunnistaa, hallita ja ottaa tietoisia riskejä liiketoiminnan 
tavoitteiden saavuttamiseksi. ISO 31000 -standardin käyttö parantaa tavoittei-
den saavuttamista. Standardi mahdollistaa oman toiminnan kehittämisen muun 
muassa riskien tunnistamisessa ja käsittelyssä koko organisaatiossa, auttaa 
raportoinnissa, sekä organisaation hallintotavan ja johtamisen kehittämisessä, 
sekä sidosryhmien luottamuksen paraneminen ja auttaa kehittämään operatii-
vista vaikuttavuutta ja tehokkuutta. ISO 31000- standardiin ei liity erillistä sertifi-




ISO 31010 -standardi on laadittu ISO 31000 standardin tueksi systemaattisen 
menetelmän valinnalle sekä riskien arvioinnin soveltamiselle. ISO 31010:n mu-
kainen menetelmä tukee muita riskienhallintatoimenpiteitä. Standardissa esite-
tään erilaisia käytännön tekniikoita riskienarviointityöhön, sekä viittauksia muihin 
standardeihin, joissa eri menetelmiä ja sovellustekniikoita on kuvattu tarkem-
min.  On muistettava, että standardissa ei esitellä kaikkia menetelmiä, joten jon-
kin menetelmän puuttuminen ei tarkoita, että se ei olisi toimiva menetelmä. Me-
netelmän soveltuvuutta onkin tarkasteltava olosuhteiden näkökulmasta, koska 
kaikki menetelmät soveltuvat vain tiettyihin olosuhteisiin. Riskianalyysin tarpeel-
lisuuden tunnistamiselle ei anneta erityiskriteerejä tässä standardissa, tai oteta 
kantaa riskianalyysimenetelmän valinnalle. Standardi on puhtaasi yleisluontei-
nen riskienhallintastandardi, joten se ei käsittele turvallisuutta, johon kylläkin on 
informatiivisia viittauksia. Tämäkään standardi ei ole sertifioitava standardi. 
(SFS-EN ISO 31010. 2013.) 
 
Projektityön näkökulmasta näitä standardeja voidaan mielestäni hyödyntää so-
velletusti tietyissä olosuhteissa, kuten standardeissa todetaan. Varsinaisesti 
riskienarviointia käsitellään opinnäytetyön luvussa 7, jossa näitä standardeja 
tullaan avaamaan lisää käytännön esimerkkien avulla. 
 
 ISO 9001 2.2.2
ISO 9001 on kansainvälisesti käytetty laadunhallintajärjestelmiä koskeva stan-
dardi. Tässä standardissa esitetään vaatimukset yrityksen laadunhallintajärjes-
telmälle tietyissä tapauksissa. Esimerkkitapauksia laadunhallintajärjestelmän 
hyödyntämiseen ovat tilanteet, jossa yrityksen tulee osoittaa osaamisensa ja 
tuottaa johdonmukaisesti tuotteita tai palveluja, joiden tulee täyttää asiakas, 
lainsäädännölliset ja viranomaistenvaatimukset. Toinen esimerkki on tilanne, 
jossa yritys pyrkii lisäämään asiakastyytyväisyyttä hyödyntämällä vaikuttavasti 
järjestelmää, jossa on kuvattuna järjestelmän parantamiseen liittyvät prosessit 
ja asiakasvaatimukset sekä tuotteita koskevien säädösten ja viranomaisvaati-
muksien varmistamisen prosessit. (SFS-EN ISO 9001 2015.) Eri projektien laa-
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dunhallinnassa voidaan mielestäni käyttää sovelletusti ISO 9001 standardin 
mukaisia laadunhallintaan liittyviä järjestelmiä. 
 
 ISO 14001 2.2.3
ISO 14001 tunnettu ympäristöjärjestelmästandardi, joka antaa viitekehykset 
ympäristöjärjestelmän kehittämiselle. ISO 14001 on päivitetty vuonna 2015, jo-
ten se on varsin uusi standardi. Päivityksen myötä se soveltuu entistä parem-
min käyttäjäkunnan tarpeisiin ja lisääntyviin ympäristöhaasteisiin, sekä vastaa 
paremmin yhteiskunnan odotuksiin. Standardin mukaisesti ympäristöjärjestel-
män rakenne perustuu PDCA-malliin (plan, do, check, act). 2015 tehtiin useita 
päivityksiä, jotka vaikuttivat keskeisesti standardin sisältöön. Päivityksestä joh-
tuen organisaatiolla jolle on akkreditoitu ISO 14001:2004 -sertifikaatti, on kolme 
vuotta aikaa päivittää ympäristöjärjestelmä vastaamaan ISO 14001:2015 – 
standardia. (SFS-EN ISO 14001 2015.) 
 
Projektin ympäristötekijöiden arvioinnissa voidaan mielestäni soveltaa ISO 
14001 standardin vaatimuksia. Ympäristövaikutusten arviointo on myös projek-
tin suunnitteluvaiheen tehtäviä, joista tarkemmin myöhemmissä kappaleissa. 
 
 ISO 27001 2.2.4
Tietoturvallisuuden merkitys on kasvanut nykyaikana entistä suuremmaksi. Tä-
män vuoksi on tärkeää tiedostaa tietoturvallisuuteen liittyvät standardit. 
ISO27001 on kansainvälinen standardi, joka määrittelee keskeiset vaatimukset 
tietoturvallisuuden hallintajärjestelmälle. Standardi sisältää työkalut järjestelmän 
luomiselle, toteuttamiselle, ylläpitämiselle ja jatkuvalle parantamiselle toimin-
taympäristössä. Organisaation tarpeisiin mukautettu tietoturvariskein arviointi ja 
käsittely ovat yksi osa tätä standardia. (SFS-EN ISO 27001 2013.) 
 
Projektin tietoturvallisuuden osalta on mielestäni oleellista, että erilaisten doku-
menttien, suunnitelmien ja liikesalaisuuksien osalta noudatetaan asiankuuluvaa 




 ISO 28000 2.2.5
ISO 28000 -standardi määrittelee turvallisuusvaatimukset kriittisten toimintaket-
jujen turvallisuuden varmistamisen näkökulmasta. Turvallisuudenhallinta yhdis-
tyy useaan eri liiketoiminnan osa-alueisiin, jolloin se on keskeisessä osassa 
organisaation eri toimintoja. Organisaation Tulee kartoittaa millaisia vaikutuksia 
erilaisilla häiriötilanteilla on kriittisissä toimintaketjuissa turvallisuudenhallinnan 
näkökulmasta. Standardia voidaan hyödyntää yrityksen jokaisessa tuotantoket-
jun vaiheessa aina valmistamisesta, palveluista, varastoinnista tai kuljetuksessa 
aina toimitusketjun eri vaiheisiin. Organisaatiot voivat hakea kolmannen osa-
puolen sertifiointia, jolla voidaan osoittaa toimintaketjun turvallisuus. (SFS-EN 
27001 2013.) 
 
Projektin aikataulun ja kustannusten kannalta on mielestäni tärkeää huomioida 
toimintaketjut esimerkiksi erilaisten osien toimituksen näkökulmasta. Tärkeän 
osan viivästyminen voi aiheuttaa aikataulun venymisen ja tätä kautta kustan-
nusten nousun ja ylimääräisten kustannusten syntymisen. 
 
 ISO 22301 2.2.6
ISO 22301 -standardi on tarkoitettu liiketoiminnan jatkuvuuden hallinnan työka-
luksi, jossa määritellään vaatimukset hallintajärjestelmän suunnittelulle, laatimi-
selle, toteuttamiselle, käyttämiselle, seuranannalle, katselmoinneille, ylläpidolle 
ja jatkuvan parantamisen periaatteille. Keskeistä on ei-toivotuilta häiriötilanteilta 
suojautuminen ja niiden toteutumisen todennäköisyyden pienentäminen. Tärke-
ää on myös häiriötilanteeseen varautuminen sekä palautuminen häiriötilanteen 
jälkeen normaaliin toimintaan. (SFS-EN 22301 2013.) 
 
Mielestäni jatkuvuuden hallintaan tulisi kiinnittää enemmän huomioita yrityksis-
sä, koska projekti itsessään voi olla erittäin kriittinen koko liiketoiminnan jatku-





 OHSAS 18001 2.2.7
OHSAS 18001 standardi määrittää yleiset periaatteet työterveys- ja turvallisuus-
järjestelmän (TTT-järjestelmä) laatimiselle. Standardi antaa työkalut työterveys- 
ja työturvallisuusjärjestelmän kehittämiselle yrityksessä. TTT-järjestelmän avulla 
yrityksessä voidaan hallita TTT-riskejä ja kehittää TTT-toimintansa tasoa. TTT-
järjestelmän avulla voidaan hallita kokonaisvaltaisesti työsuojeluasioita ja se 
lisää tavoitteellisuutta työsuojeluasioiden hoitamisessa, sekä liittää työsuojelu-
asiat jokapäiväiseen toimintaan yrityksessä. OHSAS 18001:n tukena voidaan 
käyttää OHSAS 18002:a, joka opastaa vaatimusten soveltamisessa. Julkaisut 
ovat yhteensopivia ISO 9001 ja ISO 14001 -standardien kanssa. (OHSAS 
18001 2007.) 
 
Kuten tekstissä todetaan, eri järjestelmien sovittaminen keskenään on hyvä ta-
pa tehostaa kokonaisvaltaista turvallisuusjohtamista. Mielestäni tähän työhön 
tulee varata riittävästi resursseja, jotta yhteensovittaminen onnistuu hyvin. 
 
 ISO 26000 2.2.8
ISO 26000 -standardi käsittelee yhteiskuntavastuuta. Standardi on tarkoitettu 
ohjeeksi kaiken tyyppisille ja kokoisille organisaatioille. Yhteiskuntavastuuta 
edellytetään yhä useammin organisaatiolta.  Standardissa on tiivistettynä yh-
teiskuntavastuun yleiset käytännöt ja se edistää yhteiskuntavastuun toteutumis-
ta, sekä hyödyntää kansainvälistä yhteistyötä. ISO 26000 -standardissa käsitel-
lään yhteiskuntavastuuta seitsemän ydinaiheen kautta: organisaation hallintota-
pa, Ihmisoikeudet, Työelämän käytännöt, Ympäristö, Oikeudenmukaiset toimin-
tatavat, kuluttaja-asiat sekä yhteisön toimintaan osallistuminen ja yhteisön kehit-
täminen. Standardin hyödyntäminen edistää kestävän kehityksen periaatteita ja 
auttaa organisaatiota toteuttamaan hyvät aikomukset hyvillä teoilla.  
(Suomen Standardisoimisliitto SFS ry 2010, 2-4.) 
 
Mielestäni vastuullinen yritys tunnistaa yhteiskuntavastuunsa ja pystyy toimi-
maan sen mukaisesti kaikissa olosuhteissa. Yhteiskuntavastuullinen toiminta 
vaatii mielestäni eniten panostusta ylimmältä johdolta, jotta yhteiskunnan aset-
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tamia vaatimuksia voidaan täysin toteuttaa. Yhteiskuntavastuu on myös yksi 





































Suomessa eri viranomaisilla on omat vastuualueensa turvallisuuden näkökul-
masta. Viranomainen on henkilö, joka käyttää julkista valtaa. Selkein esimerkki 
julkisen vallan käytöstä on erilaisten velvoittavien määräysten tai päätösten an-
taminen. Kaiken viranomaistoiminnan tulee perustua kyseistä viranomaistoimin-
taa ohjaavaan lakiin ja asetuksiin. (Laki24 2016.) 
3.2 Tukes 
Tukes eli turvallisuus- ja kemikaalivirasto toimii lupa- ja valvontaviranomaisena 
kaivoksissa. Tukes toimintaa kaivosasioissa ohjaa kaivoslaki, jossa määritellään 
tarkasti lupaprosesseihin ja valvontatoimintaan liittyvät vaatimukset. (Kaivoslaki 
621/2011 4§.) Tukes on siis keskeinen viranomainen kaivostoiminnan valvon-
nassa ja luvituksessa, sekä toiminnan turvallisuutta tarkasteltaessa.  
3.3 ELY 
ELY-keskus, eli elinkeino-, liikenne- ja ympäristökeskus on valtionhallinnon alu-
eellinen kehittämis- ja palvelukeskus, joka vastaa elinkeinojen, työmarkkinoiden 
ja maaseudun muuttuviin tarpeisiin. ELY-keskuksen tehtävänä on edistää luon-
non ja ympäristön suojelua sekä varmistaa luonnonvarojen ja alueiden kestävää 
käyttöä. (ELY 2014.) 
3.4 AVI (Työsuojelu) 
AVIN:n, eli aluehallintoviraston työsuojelun vastuualueena on huolehtia työsuo-
jelun alueellisesta valvonnasta ja ohjauksesta. Työsuojelun neljä keskeistä teh-
tävää ovat vakavien työtapaturmien, ammattitautien ja työperäisten sairauksien 
syiden selvittäminen sekä toimenpiteet niiden ehkäisemiseksi, tuotevalvonnan 
suorittaminen ja osallistuminen työrikosten käsittelyyn. Työsuojelun tavoitteena 
on kehittää ja ylläpitää työntekijöiden työ- ja toimintakykyä, mutta myös ennal-
taehkäistä terveydelle aiheutuvia haittoja ja vaaroja. Työsuojeluhallinto suorittaa 
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työsuojelua koskevaa valvontaa, jonka tavoitteena on varmistaa että säännök-
siä ja määräyksiä noudatetaan. Valvontaa toteutetaan ensisijaisesti työpaikko-
jen tarkastuksilla, mutta erilaisten työlupien myöntäminen, valvontakyselyt, sekä 
lausuntojen antaminen ovat osa työsuojelun tehtäväkenttää. (AVI 2013.) 
3.5 Rakennusvalvonta 
Rakennusvalvonta kuuluu kuntien vastuulle, jotka nimeävät yleensä lautakun-
nan viranomaistehtäviä varten. Kunnissa on myös rakennustarkastaja rakenta-
mista koskevia neuvonta- ja valvontatehtäviä varten (Maankäyttö- ja rakennus-
laki 132/1999, 21§). Rakennusvalvonnan keskeisiä tehtäviä on siis edistää, 
opastaa ja valvoa rakentamista sekä ympäristön viihtyisyyden säilyttämistä ja 
syntymistä. (Meri-Lapin ympäristöpalvelut 2016.) 
3.6 Pelastustoimi 
Pelastustoimea ja pelastusviranomaisia ohjaavana lakina toimi Pelastuslaki 
379/2011, jossa määritellään pelastusviranomaisen tehtävät ja oikeudet. Onnet-
tomuuksien ehkäisy on yksi pelastuslaitosten keskeisimmistä tehtävistä. Pelas-
tusviranomaiset ohjaavat, neuvovat, valistavat ja valvovat ihmisiä, kiinteistön 
omistajia/haltijoita sekä toiminnanharjoittajia, jotta nämä suorittavat pelastuslain 
mukaiset velvoitteet. (Sisäministeriö / pelastusosasto 2016.) 
3.7 Poliisi 
Poliisin keskeiset tehtävät koostuvat oikeus- ja yhteiskuntajärjestyksen turvaa-
misesta, yleisen järjestyksen ja turvallisuuden ylläpitämisestä, sekä rikosten 
ennalta estämisestä, selvittämisestä ja syyteharkintaan saattamisesta. Poliisi 
toimii yhteistyössä muiden viranomaisten sekä alueella olevien yhteisöjen ja 
alueen asukkaiden kanssa turvallisuuden ylläpitämiseksi. Poliisi-, pakkokeino- 
ja esitutkintalaeissa määritellään Poliisin toimivaltuudet ja toiminnassa nouda-
tettavat keskeiset periaatteet. (Poliisi 2016.) Poliisi voi siis antaa muille tarvitta-
essa virka-apua ja käynnistää tarvittaessa esitutkinnan tilanteissa, joissa epäil-






4.1 Turvallisuuspolitiikan periaatteita 
Turvallisuuspolitiikka määrittää organisaation turvallisuustoiminnan sisällön. 
Lisäksi se osaltaan ilmentää johdon sitoutumista turvallisuustyöhön sekä turval-
lisuustoiminnan painopisteitä. Turvallisuuspolitiikan avulla viestitään turvallisuu-
den merkityksestä organisaatiolle. Turvallisuuspolitiikassa määritellään turvalli-
suustoiminnan rooli organisaation strategiassa sekä kenen vastuulla turvalli-
suusasiat ovat. Ennen turvallisuuspolitiikan laatimista on määriteltävä henkilös-
tön rooli turvallisuustyössä, kohteiden arvo, turvallisuusvastuut organisaatiossa, 
sekä turvallisuustyön vaikutukset sidosryhmiin. Nämä asiat muodostavat perus-
tan organisaation turvallisuuspolitiikalle. (Leppänen 2006, 177-179.) 
 
Turvallisuuspolitiikka sisältää organisaation turvallisuustoimintaa koskevan stra-
tegian ja tavoitteet, jotka yleisesti ovat ”toiminnan turvaamien kaikissa olosuh-
teissa”. Turvallisuuspolitiikalla voidaan nähdä kaksi ulottuvuutta, eli ulkoinen ja 
sisäinen. Ulkoinen turvallisuuspolitiikka on esimerkiksi yrityksen suhtautuminen 
korruptioon ja lahjontaan, sekä yhteiskuntavastuuseen. Organisaation henkilös-
tö on suuressa roolissa mietittäessä turvallisuuspolitiikan sisäisiä ulottuvuuksia. 
Organisaation sisäisellä turvallisuusviestinnällä rakennetaan turvallisuuskulttuu-
ria, johon vaikuttavat keskeisesti turvallisuuteen liittyvät arvot. Turvallisuustoi-
minnan strategia ja toimintasuunnitelma laaditaan organisaation toimesta turval-
lisuuspolitiikan tueksi. Itse turvallisuuspolitiikka on lyhyt ja ytimekäs organisaati-
on johdon määritelmä siitä, millä painopisteillä toiminnan jatkuvuus voidaan tur-
vata. (Leppänen. 2006. 177-179.) 
4.2 Kemin kaivoksen turvallisuuspolitiikka 
Kemin kaivoksella on ollut koko historian ajan turvallisuuspolitiikka, jota on aika-
ajoin päivitetty. TTT- järjestelmän myötä turvallisuuspolitiikka on siirretty osaksi 
tätä järjestelmää vuonna 2006. Turvallisuuspolitiikka on kirjattuna Kemin kai-




Kemin kaivoksen turvallisuuspolitiikan periaatteena on taata kaikki olosuhteet 
huomioon ottaen mahdollisimman turvallinen louhinnan ja rikastamisen taso. 
Toiminta Kemin kaivoksella perustuu Outokumpu Oyj:n Toimintatapa- ja periaa-
teohjeisiin. Nämä ohjeet noudattavat ajanmukaisia lakeja, asetuksia sekä pai-
kallisten viranomaisten määräyksiä. Outokumpu Oyj:n työsuojelupolitiikka on 
myös huomioitu Kemin kaivoksen toiminnassa. 
 
Luvussa kaksi kerrotaan työterveys- ja työturvallisuussuojelun tarkoituksesta 
sekä päämääristä. Tarkoituksena on toiminnan ja toimintaympäristön kehittämi-
nen Kemin kaivoksella. Keskeisenä tavoitteena on tapaturmien ja terveyshaitto-
jen pienentäminen ja esiintyvyyden vähentäminen, sekä jatkuvakehittäminen 
työn aiheuttamien rasitusten vähentämiseksi. Toisena tavoitteena on turvata 
Kemin kaivoksen työntekijöiden, toiminta ja omaisuus normaalioloissa sekä va-
rautua poikkeusoloihin. Painotetaan myös työsuojeluriskien arvioinnin etupai-
notteisuutta sekä ulkopuolisten asiantuntijoiden hyödyntämistä. 
 
Kaivoksen omalla työsuojelutoiminnalla pyritään varmistamaan työn tuottavuus 
sekä vähentämään tapaturmia, häiriötilanteita ja poissaoloja sekä minimoimaan 
myös ennenaikaista eläköitymistä sekä työntekijöiden vaihtuvuudesta aiheutu-
via ylimääräisiä kustannuksia. Henkilöstön sitoutumisesta turvallisuuspolitiik-
kaan todetaan, että se on koko henkilöstön yhteinen etu. Tarpeettomia riskejä 
pyritään välttämään. Jokaisen työntekijän velvollisuutena on huolehtia turvalli-
suusasioista, sääntöjen noudattamisesta sekä vioista ilmoittamisesta.  Järjes-
telmän ylläpitämiseksi henkilöstölle järjestetään tarpeellista koulutusta. Kemin 
kaivoksella toimivat urakoitsijat velvoitetaan toimimaan turvallisuuspolitiikan 
mukaisesti. 
 
Viimeisessä osiossa Kemin kaivoksen turvallisuuspolitiikassa määritellään työ-
terveys- ja turvallisuussuojelutoiminnan tavoitteet.  Keskeisenä tavoitteena on, 
että turvallisuusvastuut ja tehtävät tiedostetaan organisaation eri tasoilla. Ta-
voitteiden täyttyminen pyritään varmistamaan riittäville resursseilla, sekä muilla 
tekijöillä. Tällaisia ovat muun muassa koulutus, ohjeistus, tiedottaminen ja kehi-
tystyö. Kaikissa Kemin kaivoksen työvaiheissa on huomioitu työterveys- ja tur-
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vallisuus. Lopuksi turvallisuuspolitiikassa todetaan, että kaivoksen henkilökunta 
suhtautuu myönteisesti tavoitteiden saavuttamiseen. (Outokumpu 2007.)  
4.3 Kemin kaivoksen turvallisuuspolitiikan kehittäminen 
Kemin kaivoksen turvallisuuspolitiikka täyttää pääosiltaan esimerkkinä käytetyn 
Leppäsen turvallisuuspolitiikalta vaaditun sisällön. Turvallisuuspolitiikassa tuo-
daan hyvin esille turvallisuustyön toiminta-ajatus, sekä sen organisointi. Johdon 
sitoutumista turvallisuuspolitiikkaan tulisi korostaa enemmän turvallisuuspolitii-
kassa, eli miten kaivoksen johto tukee turvallisuuspolitiikassa esitettyjen linjaus-
ten toteutumista. Turvallisuuspolitiikan periaatteissa esitellään kaivoksen toimin-
ta ja yleiset Outokumpu Oyj:n sitoumukset työsuojelullisiin asioihin, mutta ken-
ties olisi myös hyvä ottaa rohkeampi tavoite turvallisuuspolitiikassa. Esimerkiksi 
tavoitella Suomen turvallisimman maanalaisen kaivoksen asemaa työturvalli-
suus mittareiden perusteella, tai jotain konkreettisempaa, joka esimerkiksi asi-
akkaan on helppo ymmärtää. 
 
Turvallisuuspolitiikka voisi olla myös tiivistetympi ja siinä voisi kuvata selkeästi 
muutamia keskeisiä tavoitteita turvallisuuden osalta. Nämä tavoitteet viestisivät 
kaivoksen arvoista, koska asioita voidaan käsitellä laajemmin turvallisuustoi-
minnan strategiassa ja toimintasuunnitelma, jotka ovat omia asiakirjoja. Turval-
lisuuspolitiikan päivittäminen on syytä suorittaa säännöllisesti, jotta turvallisuus-
politiikka olisi samassa linjassa kaivoksen nykytilanteen kanssa. Keskeiset re-
sursointi- ja organisaatiomuutokset tulee huomioida turvallisuuspolitiikassa, jos 












5 PROJEKTIN TURVALLISUUSTEKIJÖIDEN MÄÄRITTELY 
5.1 Projektin määritelmä 
Projektin voidaan määritellä kertaluonteiseksi työksi, jonka tavoitteena on luoda 
ainutkertainen tuote, palvelu tai tulos. Projektin onnistumisesta vastaavat pro-
jektin omistaja, ohjausryhmä, sekä toteuttamisesta vastuussa oleva projekti-
päällikkö. Projektipäällikölle nimetään resurssit, joiden avulla projekti toteute-
taan. Projektille määritellään ennakkoon tavoitteet, kuten hyötytavoite, lopputu-
lostavoite sekä aika- ja kustannustavoite. (Projekti-instituutti 2016.)  
5.2 Projektityön vaiheet 
Opinnäytetyön keskeisenä teemana on Projekti ja erityisesti turvallisuuden 
huomioiminen erilaisissa projekteissa. Opinnäytetyössä esitellään yksi malli pro-
jektista ja sen vaiheista. Alla olevassa kuviossa on kuvattuna projektin kannalta 
keskeiset vaiheet, jotka toteutuvat lähes jokaisessa projektissa. 
 
 
Kuvio 1 Projektin vaiheet 
 
Selvitysvaiheessa tunnistetaan projektin taustalla oleva ongelma. Tätä varten 












ylipäätään käynnistetään. Tässä vaiheessa tehdään yleisesti eniten hutilointeja, 
mutta tämä vaihe on projektin kannalta vaativin.  Ongelmat on kyettävä näke-
mään useasta näkökulmasta, sekä tärkeä informaatio on kyettävä tunnista-
maan. Ongelmat ovat yleensä myös monitahoisia ja kytköksissä keskenään. 
Hyvän lopputuloksen saavuttamiseksi projektin alkuvaiheen päätöksillä on suuri 
merkitys onnistuneeseen lopputulokseen. (Karlsson 2001, 21-24.) 
 
Toisessa vaiheessa pyritään valitsemaan ratkaisumalli, jolla ongelma pystytään 
poistamaan. Tässä vaiheessa hyödynnetään aiemmin laadittua ongelma-
analyysiä. Suunnitteluvaiheessa syvennytään ongelmien yksityiskohtiin ja etsi-
tään niille konkreettisia ratkaisuja. Erilaiset vaihtoehdot tutkitaan ja määritellään 
se, miten ne vaikuttavat omaan ympäristöönsä. Milloinkaan ei pidä lähteä kor-
jaamaan ongelmaa tutkimatta ratkaisun vaikutuksia. On huomioitavaa, että jo-
kaisella ratkaisulla on omat rajoitteensa ja ne vaikuttavat erillä tavalla. Kun on-
gelmiin on löydetty erilaisia ratkaisumalleja, ne on jaettava käyttökelpoisiin ja 
käyttökelvottomiin. Oikea tapa on helpompi löytää eri vaihtoehtojen tutkimisen, 
arvioinnin ja työstämisen jälkeen. Paras vaihtoehto on, että lopputulevana on 
valittuna vain yksi vaihtoehto toteuttamiselle. (Karlsson 2001, 35-51.) 
 
Ongelman tunnistamisen ja parhaan ratkaisun selvittämisen jälkeen on vuoros-
sa ratkaisun vaatimien toimenpiteiden selvittäminen, joka tapahtuu toteutus-
suunnitelmalla. Tässä vaiheessa on myös selvitettävä projektin ja pysyvän or-
ganisaation rajapinnat, sekä vastuut ja valtuudet. Määritellään projektin voima-
varat, joiden avulla projekti voidaan toteuttaa. Projektin aloittamisesta tehdään 
usein myös muodollinen päätös, jonka tukena toimii projektin toteutussuunni-
telma. (Karlsson 2001, 55-57, 73.) 
 
Toteutusvaiheessa projektissa siirrytään analysoinnista ja suunnittelusta teke-
misen vaiheeseen. Kun lupa projektin käynnistämiselle on myönnetty, on aika 
valita projektin jäsenet. Projekti käynnistetään yleensä aloituskokouksella, jossa 
päätetään projektin keskeisistä asioista. Kun projektiorganisaatioon on nimetty 
tarvittavat henkilöt, tulee heille määrittää omat roolit ja vastuualueet projektissa. 
Projektin toteutusvaihe loppuu, kun kaikki tulokset on saavutettu ja kun lopputu-




Projektin viimeisessä vaiheessa saavutetut tulokset luovutetaan, eli projekti 
päätetään. Projektissa saavutettu tulos tulee käyttää tavalla tai toisella, jotta 
projekti ei ole ollut turha. Tulokset on aina vietävä eteenpäin. Projekti on päätty-
nyt, kun kaikki tulokset on luovutettu ja ne hyväksytään projektin alussa määri-
teltyjen kriteerien perusteella. Projektin arviointi on tärkeää, jotta projektityös-
kentelyä voidaan kehittää entistä sujuvammaksi. Loppuraportti on tärkeä osa 
projektin kokonaisuutta. Loppuraportissa käydään läpi koko projekti lähtökohdis-
ta aina saavutettuihin tuloksiin. (Karlsson 2001, 97-99.) 
5.3 Turvallisuuden huomioiminen projektin eri vaiheissa 
Onnistuneeseen projektisuunnitteluun kuuluu osana myös mahdollisten riskien 
ja ongelmien arviointi. Tulevien ongelmien ennakoinnissa kannattaa tutkia ai-
empia vastaavia projekteja ja niissä esiintyneitä ongelmia.  Kyseiset ongelmat 
esiintyvät todennäköisesti myös uudessa projektissa. Kyseessä on aiemman 
opitun tiedon hyödyntäminen ja riittävän ajan varaaminen tälle työlle. Toisena 
vaihtoehtona voi olla tilanne, jossa joudumme projektin aikana jatkuvasti kamp-
pailemaan ongelmien kanssa. Edes hyvällä ennakoinnilla ei pystytä poistamaan 
kaikkia ongelmia, mutta niiden esiintyvyys on huomattavasti vähäisempää. Työ-
ajan käytön suhteen tämä on varsin tehokasta verrattuna jatkuvaan ongelmien 
ratkaisuun projektin aikana. (Pelin 2011, 217.) 
 
Projektissa esiintyvien riskien tunnistamisen ongelmana on käytettävän ajan 
rajallisuus. Riskien arviointi onkin järkevää suunnata projektin kriittisiin alueisiin, 
kuten aikatauluun, uuden teknologian hyödyntämiseen, vastuukysymyksiin, re-
sursseihin ja organisaatioon. (Pelin 2009, 219.) 
 
Riskien tunnistamisen jälkeen riskien analysointi, tärkeysjärjestykseen asetta-
minen ja kontrollointi auttavat projektin läpiviennissä. Analysoinnilla voidaan 
selvittää riskien vaikutusta esimerkiksi aikatauluun. Riskien arvioinnissa tulee 
ensin määritellä riskin todennäköisyys, eli se kuinka todennäköisesti riski toteu-
tuu (pieni, keskinkertainen vai suuri). Seuraavaksi arvioidaan riskin aiheuttamat 
vaikutukset, eli vähäinen, keskinkertainen vai suuri vaikutus. Analysoinnin avul-
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la riskit pystytään järjestelemään tärkeysasteisiin, joihin vaikuttaa riskianalyysis-
sä selvitetty todennäköisyys ja vaikutukset. Riskien käsittelyssä lähdetään ensi-
sijaisesti suurista riskeistä, joilla on joko suuri todennäköisyys tai vaikutus toteu-
tuessaan. Riskien varalta laaditaan suunnitelma tärkeimpien riskien varalle, mi-
käli ne realisoituvat jossain vaiheessa projektia. (Karlsson 2001, 129-132.) 
 
Projektien riskienhallinnassa pätee siis samat periaatteet, kuin muussakin yri-
tyksen tekemässä riskienhallintatyössä. Erona on projektin tilapäisyys ja ainut-
laatuisuus. Projektien riskienhallintaan on kuitenkin syytä panostaa huolella, 
jotta oleelliset riskit kyetään havaitsemaan, millä on myös taloudellista merkitys-
tä. Mielestäni riskienarviointi tulee olla yhtenä ensimmäisistä tekijöistä, joita läh-
























6 INVESTOINTIPROJEKTIEN TURVALLISUUDENHALLINTA KEMIN 
KAIVOKSESSA 
6.1 Yleistä investointiprojektista 
Investointiprojektille ei ole yksiselitteistä määritelmää, mutta parhaiten sitä voi-
daan kuvata yrityksen omana liiketoimintaan liittyvänä investointina. Yleisesti 
investointiprojektilla tarkoitetaan suuren mittaluokan projekteja esimerkiksi uu-
den tuotantolaitoksen rakentamista. Investointiprojektilla voidaan tarkoittaa 
myös kirjanpidossa esiintyviä kustannuksia, jotka syntyvät investoinnista. (Pro-
jekti-Instituutti 2016.)  
Outokummun Kemin kaivokselle on laadittu yrityksen sisäinen ohje investointi-
projektien turvallisuuden hallintaan (TToU 001 Investointiprojektin turvallisuuden 
hallinta) Ohjeessa käydään läpi yksityiskohtaisesti investointiprojektin toteutta-
mista aina suunnitteluvaiheesta projektin päättämiseen. Tämän luvun tarkoituk-
sena on käsitellä Outokummun yhtä keskeistä projektityyppiä ja etsiä keinoja 
sen turvallisuuden parantamiselle, sekä analysoida sisäisten ohjeistusta turval-
lisuusjohtamisen näkökulmasta. Ohjetta pyritään jakamaan tarkemmin projektin 
eri vaiheiden mukaan. (Outokumpu 2010a.) 
6.2 Suunnitteluvaihe 
Outokummun ohjeistuksessa huomioidaan laajasti suunnitteluvaiheessa huomi-
oitavat turvallisuustekijät. Ohjeen alussa otetaan kantaa projektiorganisaation 
vaatimuksiin, sekä tehdasalueen erityisasiantuntijoiden hyödyntämiseen. Nämä 
on tärkeä huomioida suurissa projekteissa, jotta suunnittelussa tarvittavaa tietoa 
saadaan helposti. Ulkopuolisen työvoiman osalta Outokummulla on ohje 
TKaUlk 004 Urakoitsijoiden työkelpoisuusmäärittelyt kaivostyössä oleville (Ou-
tokumpu 2016a). 
 
Rakennusten ja tuotantolinjastojen turvallisuuden suunnittelua tarkastellaan niin 
perinteisen kiinteistön rakentamisen näkökulmasta kuin tuotantolaitteiden näkö-
kulmasta. Koneturvallisuudessa korostetaan CE-merkinnän tärkeyttä ja stan-
dardin 14121-1 mukaista riskienarviointia. Yleiset toiminnalliset asiat, kuten 
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kunnossapito ja puhtaanapito on myös huomioitu suunnittelun ohjauksessa.  
Rakennusten turvallisuudessa on huomioitu keskeiset rakennusmääräysten 
vaatimukset, kuten rakennuksen paloluokka, palo-osastointi, poistumisturvalli-
suus ja sammutuskalusto. Suuri teollisuusrakentaminen vaatii poikkeuksetta 
aina erityismenettelyn rakennuslupaa haettaessa, joten tämän vuoksi myös lu-
pa-asioihin on kiinnitetty huomiota. Eri viranomaisille tiedottaminen hankkeesta 
on suunnitteluvaiheen tehtävissä.  
6.3 Hankintavaihe 
Hankintavaihetta voidaan lähteä tarkastelemaan tarjouspyynnöstä. Tarjous-
pyynnössä tulee huomioida riittävät turvallisuusvaatimukset. Turvallisuusvaati-
muksia ja riskienarviointia täsmennetään turvallisuusasiakirjalla, joka sisältää 
kyseistä työtä koskevat erityiset turvallisuusvaatimukset. Hankinnat tehdään 
erikseen hyväksytyiltä toimittajilta. Aiemmin laadittuja HSEQ-jälkiarviointeja käy-
tetään toimittajan valintaan. 
 
Hankintaneuvotteluissa turvallisuusasiat käydään läpi turvallisuusasiakirjoista, 
sekä turvallisuutta koskevista sopimuksista. Turvallisuussuunnitelman riittävyys 
tarkastetaan ja siinä painottuvat erityisesti nostotyöt sekä työkohteen siisteyden 
ja järjestyksen ylläpito. Sopimuksen hyväksymisen jälkeen toimittajalle toimite-
taan ohjeet, joissa on vaatimukset riskien arvioinnista ja turvallisuussuunnitel-
masta, sekä ohjeet tehdasalueella toimimisesta, joihin Outokummulla on oma 
ohje TToU 008 Yleiset turvallisuutta koskevat sopimusehdot työsuorituksia ja 
urakointia ostettaessa. (Outokumpu 2016d.) 
6.4 Työnaikainen valvonta 
Työnaikaisessa valvonnassa painotetaan esille nousevia asioita, joista laadi-
taan tiedotteita ja ohjeistuksia tai ne otetaan esille turvavarteissa. Työn valvojille 
on määritelty ohjeistus TToU 006 Työn valvojan ohjeet, jossa työn valvojan teh-
täviä käydään läpi. Erikoistöille, kuten tulitöille ja nostotöille on omat ohjeet 
TKaYht 102 Tulitöiden valvontasuunnitelma ja TO 106 Nosturin käyttäjän yleiset 
turvallisuusohjeet, joiden mukaisesti kyseiset työt tulee suorittaa. 
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Työmaalle suoritetaan turvallisuuskierroksia riippuen projektin koosta. Ohjeessa 
luetellaan eri vaihtoehtoja turvallisuuskierrosten toteuttamiselle, missä osallistu-
jien määrä ja tahot vaihtelevat. Työmaalla toteutetaan viikoittainen yhteinen tur-
vakierros, johon osallistuvat pääurakoitsijan työnjohto ja valvoja tai varamies, 
turvallisuusinsinööri, projektipäällikkö ja aluevastaava. Tilaaja voi suorittaa 
myös TR-mittauksia työmaalle ja näihin mittauksiin osallistuu urakoitsijan työn-
johtaja, valvoja ja turvallisuusinsinööri. Urakoitsija voi suorittaa myös omia viik-
kotarkastuksia, joihin osallistuu vain urakoitsijan edustajia. Päivittäin voidaan 
myös toteuttaa yhteinen turvakierros, johon osallistuu edustaja kaikilta urakoitsi-
joilta. Turvallisuuskierros suoritetaan myös aina, kun uusi urakoitsija aloittaa 
työmaalla. 
6.5 Käyttöönotto 
Käyttöönottovaiheessa rakennusvalvontaviranomainen suorittaa käyttöönotto-
tarkastuksen ja loppukatselmuksen, jos rakennusprojekti on vaatinut rakennus-
luvan tai toimenpideluvan (Rakentaja.fi 2016). 
 
Outokumpu suorittaa ennen kohteen vastaanottamista HSEQ-jälkiarvioinnin, 
jonka tarkoituksena on parantaa yhteistoimintaa ja nostaa toimittajan turvalli-
suustasoa. HSEQ-jälkiarviointi tehdään yhteistyössä, joten toimittaja on mahdol-
lisuus esittää omat näkemykset yhteistyön toimivuudesta ja turvallisuuden pa-
rantamisesta. Jälkiarvioinnit tallennetaan Outokummun järjestelmään, josta niitä 
voidaan tarkastella myöhemmin esimerkiksi uusien projektien toimittajien valin-
nassa. Käyttöönottovaiheessa suoritetaan myös käyttöhenkilöstön perehdytyk-
set ja laitteistojen käyttöönottotarkastukset, joilla varmistetaan laitteistojen toi-










7 RISKIENHALLINTA JA RISKIEN TUNNISTAMINEN 
7.1 Riskienhallinnan kehitys 
Historiallisesti rahoituslaitoksissa riskitoimintoja, kuten juridiset riskit, määräys-
tenmukaisuus, auditoinnit, luotto- ja markkinariskit hoidettiin erillisissä organi-
saation osissa. Operatiiviset riskit olivat yleensä liiketoimintayksikön vastuulla 
osana päivittäistä toimintaa. Riskienhallinta oli keskittynyt pääasiassa rahoitus-
riskeihin, ennustettavissa ja mitattavissa oleviin riskeihin vahingontorjuntatoi-
menpitein.  1980-luvulta alkaen riskienhallinta on kuulunut myös hallinnon, stra-
tegian, vakavaraisuuden ja sidosryhmien osa-alueisiin. Säännöllinen keskustelu 
riskienhallinnasta tuli osaksi yritystoimintaa. Vuonna 2003 FERMA on hyväksy-
nyt riskienhallinta standardin, joka luo yhtenäisen yleiseurooppalainen suhtau-
tumistavan riskinhallintamenetelmiin. Standardilla määritetään strateginen pro-
sessi, joka alkaa organisaation yleisten tavoitteiden ja pyrkimysten tunnistami-
sesta, arvioinnista ja riskien pienentämisestä, sekä joidenkin riskien siirtäminen 
vakuutusyhtiölle (FERMA 2016). 
7.2  Riskilajit 
Erilaiset riskit voidaan jakaa riskilajeihin, jotka kuvaavat riskien luonnetta tai sitä 
mihin ne voivat vaikuttaa yrityksen toiminnassa. Riskien luokittelu helpottaa ris-
kien tunnistamista ja hallintaa. Luokittelussa on huomioitavaa, että riski voi kuu-
lua useampaan lajiin. Jokaisella alalla on tyypillisiä riskejä, joiden esiintyvyys voi 
vaihdella ajasta ja tilanteista riippuen. Riskit voidaan luokitella operatiivisiin ris-
keihin, taloudellisiin riskeihin ja vahinkoriskeihin. (PK-RH Riskienhallinta 2016.) 
  
Operatiivisia riskejä voidaan pitää pääasiallisesti ihmisen aiheuttamina tai ulko-
puolisen tapahtuman. Ihmisen aiheuttamaan sisäiseen tai ulkoiseen riskiin voi-
daan vaikuttaa, varautua ja suojautua. Ulkopuoliset tapahtumat kuten luonnon 
olosuhteet ovat riskejä, joihin itse ei voida vaikuttaa.  Mikäli riskejä ei ole huo-
mioitu, huomattu tai niihin ei ole ajoissa reagoitu, ne voivat päästä yllättämään. 
Riskeissä ei ole pääasiassa kyse tuurista, vaan ne ovat yleensä seurausta jos-
tain toiminnasta tai toimimatta jättämisestä. On tärkeää huomioida, että suuren 
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tapahtumaketjun voi käynnistää pieni yksittäinen häiriö, joka saattaa pahimmil-
laan uhata koko yrityksen toimintaa. (PK-RH Riskienhallinta 2016.) 
 
Organisaation tavoitteiden ja strategisten päämäärien saavuttamiseksi otetaan 
tietoisia ja harkittuja riskejä esimerkiksi taloudellisen menestymisen saavuttami-
seksi. Liiketoiminta sinänsä vaatii järkevien riskienottoa, joka on oikeassa suh-
teessa organisaation riskinsietokykyyn. Liikeriskit ovat siis oleellinen osa yritys-
toimintaa, mutta onnistuneet liikeriskit tarjoavat mahdollisuuden menestymi-
seen. Hyvällä liikeriskien hallinnalla varmistetaan onnistumisen mahdollisuudet 
ja toisaalta turvataan liiketoiminnan jatkuvuus riskien toteutuessa. (PK-RH Ris-
kienhallinta 2016.) 
7.3 Riskianalyysi 
Riskianalyysi on riskienhallintaprosessin ensimmäinen vaihe, jonka tehtävänä 
on määrittää riskien kohde, riskien todennäköisyys, riskien vakavuus sekä riski-
en seuraukset. Riskianalyysi voidaan toteuttaa suppeasti tai laajasti. Suppea 
malli painottuu tekniseen tarkasteluun, jossa pyritään tunnistamaan ja arvioi-
maan järjestelmän aiheuttamaa riskiä käyttäjille ja ympäristölle. Riskianalyysis-
sä riskikohteet käydään läpi järjestelmällisesti tiettyjä malleja noudattaen. Riski-
analyysi yhdistetään helposti prosessiteollisuudessa luotettavuuteen ja käyttö-
varmuuteen. Nykyaikaisessa riskianalyysissä hyödynnetään monen eri tieteen-
alan osaamista, kuten luotettavuusteoriaa, todennäköisyyslaskentaa sekä tilas-
totieteitä. Laajasti katsottuna riskianalyysi sisältää riskien määrittämisen, riskien 
arvioinnin, kokemiseen ja hallintaan liittyvät asiat, joten se vastaa laajuudeltaan 
lähes koko riskienhallintaprosessia. Riskianalyysin avulla on mahdollista arvioi-
da toiminnan tehokkuutta ja uskottavuutta. Teollisuudessa on kehitetty monia 
eri analyysimenetelmiä, joiden avulla riskit voidaan tunnistaa ja arvioida. (Suo-
minen 2003, 35-36.) 
7.4 Riskienhallintatyö 
Riskienhallintatyö on suunnitelmallista ja tavoitteellista toimintaa, jonka avulla 
tuetaan yrityksen johtamista ja kehittämistä. Sana riski mielletään yleensä uhka-
sanan synonyymiksi, mutta riski voi olla myös positiivinen asia, josta voi olla 
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mahdollisuus saada hyötyä erilaisin toimenpitein. Riskienhallinnan tarkoitukse-
na on organisaation kilpailukyvyn ja tuloksellisuuden, sekä henkilöstön hyvin-
vointiin liittyvien tekijöiden löytäminen. Riskianalyysin avulla voidaan selvittää 
ne toimenpiteet, joiden avulla tulevaisuuden uhkia on mahdollista hallita. Ris-
kienhallinta pitää sisällään kaikki keskeiset toiminnot, kuten toimintakulttuurin, 
prosessit ja rakenteet, joiden avulla hallitaan haitallisten tapahtumien toteutu-
mista. Parhaimmillaan riskienhallinta on koko työyhteisön yhteistoimintaa, jolla 
erilaisia näkökulmia saadaan esille monipuolisesti. (Valtionkonttori 2012.) Alla 
olevassa kuvassa on kuvattuna riskienhallinnan eri vaiheet. 
 
 
Kuvio 2 Riskienhallinta (Työsuojeluhallinto 2015). 
7.5 Riskien luokittelu 
Riskit voidaan luokitella erilaisiin ryhmiin, mikä helpottaa niiden tunnistamista ja 
hallintaa. Riskit lajitellaan niiden luonteen mukaisesti. Riskien lajitteluun vaikut-
taa myös se mihin yrityksen toimintaa ne vaikuttavat. Näin riskit voidaan jaotella 
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ns. riskilajeihin. Riskit voivat kuulua useampaankin riskilajiin Esimerkiksi tuote-
riskit ovat yleisesti myös liikeriskejä. (SRHY-Riskienhallinta 2012.) 
 
Riskienluokittelua voidaan pitää riskienhallinnan perusasiana, kun organisaatio 
pyrkii poistamaan uhkaavat riskit. Onkin oleellista, että kaikki liiketoiminnan nä-
kökulmasta keskeiset riskit pystytään tunnistamaan. Riskien mieltäminen on 
hyvin yksilökohtaista, mihin vaikuttavat yksilölliset tekijät, mutta myös organi-
saation toimiala, ajankohta ja tarkasteluyhteydet. Riskien luokittelu yhteisesti 
sovitulla tavalla mahdollistaa niiden vertailun. Luokittelulla pyritään todenta-
maan riskien syntymekanismit ja ilmenemismuodot. Riskien realisoitumiseen voi 
vaikuttaa useampi syy samanaikaisesti, jolloin riskiluokittelun soveltaminen pa-
rantaa riskitietoisuutta, sekä riskin luonteen ja keskinäisten suhteiden ymmär-
rystä. Kun kaikki tunnistetut riskit lisätään valittuun luokittelumalliin, voidaan 
varmista, että kaikki keskeiset riskit on tunnistettu. Riskit voidaan luokitella mo-
nella eri tavalla, mutta yksi toimialasta riippumaton tapa on jakaa riskit karkeasti 
neljään pääluokkaan, jotka ovat strategiset riskit, operatiiviset riskit, taloudelliset 
riskit ja vahinkoriskit. Mikään luokittelumalli ei sinänsä ole yksiselitteisesti oikea 
tai väärä, mutta oleellisinta on käyttää luokittelumallia, joka soveltuu parhaiten 
organisaation tapaan käsitellä riskejä. Tärkeää on huomioida myös organisaati-
on toimiala sekä toimintaympäristön ominaispiirteet. (Riskikompassi 2016.) 
 
Vaarojen tunnustamisen jälkeen arvioidaan, kuinka suuren riskin ne muodosta-
vat. Työnantajalla on velvollisuus pyrkiä poistamaan työhön liittyvät vaaratekijät, 
mutta todellisuudessa se on lähes mahdotonta.  Tästä johtuen jäljelle jäävien 
vaarojen vaikutukset työntekijän terveydelle ja turvallisuudelle, eli riskien suu-
ruudet tulee arvioida. Riskin suuruuden määrittelyyn voidaan käyttää laskennal-
lista menetelmää, joka laskee numeroarvon vaaran aiheuttamalle riskin suuruu-
delle. On suositeltavaa käyttää menetelmää, jolla arviointi voidaan tarvittaessa 
toistaa ja turvallisuuden kehittymistä voidaan seurata. Riskin suuruuden määrit-
telyssä lasketaan tapahtuman seurausten vakavuuden ja tapahtuman todennä-
köisyyden suhdetta. Jos tapahtumalla on vakavat seuraukset ja sen tapahtumi-
sella on suuri todennäköisyys, on kyseessä suuri riski, joka tulee pyrkiä poista-
maan mahdollisimman pian. Alla olevassa taulukossa on esimerkki riskien luo-
































Työnantajalla on velvollisuus alentaa riskit sellaiselle tasolle, että työntekijään 
kohdistuva vaara on mahdollisimman vähäinen. Työsuojelulakien ja säännösten 
minimivaatimusten tulee myös toteutua. Merkitsemättömän riskin pienentämi-
sellä ei yleensä saavuteta merkittävää turvallisuustason paranemista Riskin 
kasvaessa tulee varmistaa työn turvallisuuden ja terveellisyyden riittävä taso. 
Riskin kohotessa lievästi voidaan sitä pitää siedettävänä riskinä.  Riskille altis-
tava vaaraa on tarkasteltava ja tarvittaessa on ryhdyttävä toimenpiteisiin riskin 
pienentämiseksi. Riskin suuruus vaikuttaa siihen, kuinka nopealla aikataululla 
on ryhdyttävä asianmukaisiin toimenpiteisiin riskin ehkäisemiseksi. Joskus riski 
voi olla niin suuri, että työn aloittaminen tai sen jatkaminen ei ole mahdollista, 
mikäli riskiä ei pienennetä. (Työsuojeluhallinto 2015.) 
 
7.6 Riskienhallinta Kemin kaivoksella 
Outokumpu Oy on laatinut ohjeistuksen riskienarvioinnin laatimiseen (Riskiana-





Kuvio 3 Riskienhallintaprosessi (Outokumpu 2015a) 
 
Outokummun riskienhallintatyössä pyritään systemaattisuuteen ja jatkuvaan 
toimintamalliin. Riskianalyysimenetelmiä on kehitetty niin, että operatiiviset riskit 
ja prosessiturvallisuusriskit ovat samassa riskianalyysissä, jolloin kaikkien ope-
ratiivisten riskien kokoaminen samaan paikkaan on mahdollista. Prosessiturval-
lisuuden osalta on hyödynnetty prosessiturvallisuusprojektin kokemuksia. Ope-
ratiivisten riskienarviointia on kehitetty siten, että siinä huomioidaan riskienra-
portointityökalun ohjeistukset. Riskianalyysilomake on Excel-pohjainen. Riski-
analyysilomake soveltuu riskien tunnistamiseen ja arviointiin. Lomakkeen avulla 
pyritään yhdenmukaisempaan arviointiin. Kaikki dokumentit tallennetaan Outo-
kumun pilvipalveluun. (Outokumpu 2015a.)  
 
Outokummussa on määritelty riskienhallinnan vuosikello, jossa on aikataulutet-
tuna vuosittaisten riskienhallin liittyvien toimenpiteiden aikataulut. Riskianalyysi-
en päivitysjärjestys etenee asiakirjojen päivityksestä johdon katselmukseen. 





Kuvio 4 Riskienhallinnan vuosikello (Outokumpu 2015a. 5). 
 
Aiemmin luvussa 7.5 käytiin läpi riskein arviointia ja niiden tasoa. Alla olevassa 
kuvassa on kuvattuna Outokummun riskianalyysin malli, josta selviää riskein 
luokittelun ja tapahtuman todennäköisyyden arviointityökalut. Malli on lähes 
identtinen vertailuna käytettyyn kirjalliseen teokseen. (Outokumpu 2015a.) 
 
 





8.1 Turvallisuusjohtamisen perusteita 
Yritystoiminnan keskeisenä tavoitteena on voiton tuottaminen sen omistajille. 
Yrityksen liikeidea, sekä toteutustapa ovat yrityksen omistajien sijoituksia, joihin 
he ovat sitoutuneet, sekä odottavat tuottoa sijoitukseltaan. Yrityksellä on toimin-
tastrategia, jolla yrityksen toiminta huomioiden pyritään varmistamaan voiton 
maksimointi kaikissa olosuhteissa. Turvallisuusjohtamisen perustana toimiikin 
yrityksen strategia. (Leppänen 2006, 21.) 
 
Liiketoiminnan johtamisessa reaali- ja rahaprosessit, yrityksen johtaminen, sekä 
arvoketju ovat kolme keskeistä aluetta, arvioitaessa turvallisuusjohtamisen tar-
peita. Reaali- ja rahaprosessit tarkoittavat turvallisuusjohtamisen näkökulmasta 
tuotannontekijöitä ja suoritteita, sekä erilaisia rahaprosesseista. Yrityksen joh-
taminen on yksi keskeisimpiä asioita yrityksessä, johon kuuluu mm. strateginen- 
ja operatiivinen johtaminen sekä henkilöstöjohtaminen.  Taloudenhallinnan ja 
erilaisten lainopillisten osa-alueet huomiointi turvallisuusjohtamisessa on tärke-
ää. Arvoketjulla muutetaan raaka-aineet lopputuotteiksi, joita tarjotaan asiakkail-
le. Itse tuote ei ole sinänsä pääasia, vaan se, että yrityksen toiminnalla tuote-
taan lisäarvoa asiakkaille, sekä voittoa yrityksen omistajille. Turvallisuusjohta-
minen tuleekin näin integroida kiinteäksi johtamisjärjestelmäksi koko yritykseen, 
sekä jokaiseen sen osaan ja toimintoon. (Leppänen 2006, 22-23.) 
8.2 Keskeiset turvallisuusjohtamiseen vaikuttavat tekijät 
Kokonaisvaltainen turvallisuusjohtaminen koostuu niin lakisääteisestä, kuin 
omaehtoisesta turvallisuuden hallinnasta, joka yhdistää eri menetelmät ja toi-
mintatavat sekä ihmisten johtamisen. Ajatuksena onkin siis jatkuva turvallisuu-
den ja terveellisyyden edistäminen työpaikalla. Turvallisuusjohtaminen sisältää 
jatkuvan suunnittelun, toiminnan ja seurannan. Onnistunut turvallisuusjohtami-
nen voidaan varmistaa vain, jos koko yrityksen johto on sitoutunut turvallisuus-
ajatteluun. Johdon sitoutuminen on oleellista, jotta koko henkilöstö saadaan 
sitoutumaan turvallisuusjohtamisajatteluun ja sitä kautta turvallisuuskulttuuria 
voidaan kehittää. Keskeisenä työkaluna turvallisuusjohtamisessa on riskien ar-
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viointi. Riskien arvioinnin avulla voidaan arvioida työolojen kehittämistarpeita, 
sekä työympäristötekijöiden vaikutuksia. Turvallisuuskulttuuri tarkoittaa käytän-
nössä yrityksen toimintatapaa suhteessa turvallisuuteen, mikä vaikuttaa keskei-
sesti turvallisuusjohtamiseen. Turvallisuustyö on osa jokaisen esimiehen ja 
työntekijän jokapäiväistä työtä, eikä vain työsuojelun asiantuntijoiden tehtävä.  
Työsuojelun asiantuntijoilta saadaan tukea linjaorganisaatioiden turvallisuustyö-
hön. (Aluehallintovirasto 2010, 6.) 
 
Alla olevassa kuvassa on kuvattuna tekijät, joista turvallisuuskulttuuri muodos-
tuu. 
 
Kuvio 6 Turvallisuusjohtaminen (Työsuojeluhallinto 2016). 
 
Onnistunut tuvallisuusjohtaminen vaatii tiettyjä perustoimintoja ja -malleja. Läh-
tökohtaisesti turvallisuusjohtaminen vaatii turvallisuuspolitiikan luomista, toimin-
tavelvollisuuksien ja -vastuiden määrittelyä, riskien arviointia, mittaamista, seu-
rantaa ja dokumentointia sekä osaamisen ja tiedon välittymistä. Toimiva palau-
tejärjestelmä on keskeinen osa turvallisuusjohtamista ja sen avulla kyetään jär-
jestelmälliseen ja jatkuvaan omien käytäntöjen parantamiseen.  Työnantajalla 
tulee olla turvallisuuspolitiikka tai -periaatteet, joissa määritellään turvallisuuden 
keskeiset päämäärät. Turvallisuuspolitiikka sisältää johdon sitoutumisen turval-
lisuustyöhön ja sen merkitykselle yritykselle. Turvallisuuspolitiikka sisältää myös 
määritelmän henkilöstön yhteistyön periaatteista ja toimintatavoista turvallisuus-
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työssä. Turvallisuusjohtamisen organisoinnin kannalta keskeiset tekijät ovat 
toimintajärjestelmien, toimintavastuiden ja –velvollisuuksien määrittäminen, se-
kä tarvittavien resurssien varaaminen tavoitteiden saavuttamiseksi. Käytännön 
toiminnan on oltava osa työntekoa. Turvallisuustyön perustana toimii nykytilan 
kartoitus, joka sisältää riskien ja toiminnan arviot. Nykytilan ja riskien arvioinnis-
sa on hyvä hyödyntää erilaisia työkaluja. Toimenpiteiden toteutumista tulee seu-
rata ja turvallisuuden arvioinnissa tulee hyödyntää sopivia mittareita. Oikeaa 
osaamista, asennetta ja motivaatiota tarvitaan, jotta turvallisuuden haluttu taso 
saavutetaan ja se kyetään ylläpitämään. Monipuolinen tiedottaminen on tärke-
ässä roolissa johtamisen tukena näissä asioissa. Alla olevassa kuvassa on esi-
tettynä työsuojelun kannalta keskeiset tekijät työturvallisuusjohtamisessa. 
(Aluehallintovirasto 2010, 7-8.) 
 
 
Kuvio 7 Turvallisuusjohtamisen keskeiset elementit (Työsuojeluhallinto 2016). 
8.3 Johtamisjärjestelmien ja -standardien yhteensopivuus 
Aiemmin tässä opinnäytetyössä esitellyt standardit ovat yhteensopivia. ISO 
9001- (Laatu), ISO 14001- (Ympäristö) ja OHSAS 18001- (työterveys ja -
turvallisuus) standardit ovat sisällöllisesti lähellä toisiaan ja ne täydentävät toisi-
aan, joten niitä voidaan käyttää yhdessä. Standardien asettamia vaatimuksia 
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voidaan käyttää esimerkiksi sisäisissä tarkastuksissa, sertifioinneissa ja sopi-
muksissa. Näiden standardien avulla arvioidaan niihin perustuvan johtamisjär-
jestelmän vaikuttavuus, esimerkiksi ympäristö- sekä työterveys- ja -
turvallisuusvaatimuksiin. Standardeihin perustuva malli kiinnittää erityisesti 
huomioita siihen, miten organisaation kokonaisvaltainen tehokkuus ja vaikutta-
vuus toteutuvat työterveys ja turvallisuuden kautta. (Korhonen 2008, 9.)  
 
Turvallisuusjohtamisjärjestelmän rakentamisessa on hyvä tutustua jo aiemmin 
esiteltyihin standardeihin, joiden yhteensovittaminen turvallisuusjohtamisen nä-
kökulmasta on erityisen hyödyllistä.  
8.4 Turvallisuusjohtamisjärjestelmä 
Yrityksen turvallisuusjohtamisessa pyritään selkeään ja johdonmukaiseen yh-
teistyöhön, jossa laatu-/liiketoimintaprosessien vaiheet erotetaan selkeästi. Täl-
löin kaikkien tulee tietää velvollisuutensa sekä toiminnanohjaus on johdonmu-
kaista ja tavoitteellista. Turvallisuusjohtamiselle on tunnusomaista, että erilaisiin 
uudistuksiin, kuten laitteistojen ja toimintojen suunnitteluun ja käynnistämiseen, 
käytetään tarpeeksi aikaa ja resursseja. Tämän ansiosta on hyvät edellytykset 
turvalliseen ja moitteettomaan toimintaan. Turvallisuusjärjestelmää ylläpidetään 
siten, että sen toimivuus säilyy pitkälläkin aikavälillä, mikä toisaalta mahdollistaa 
myös järjestelmän kehittämisen. Tämä toiminta vaatii pitkäjänteisyyttä ja voi 
toisinaan vaikuttaa kaavamaiselta. Pitkällä aikavälillä tällaisella toiminnalla pys-
tytään varmistamaan parhaiten liiketoiminnan jatkuvuus, häiriöttömyys ja turval-
lisuus, sekä työntekijöiden turvallisuus, terveys ja hyvinvointi. (Kerko 2001, 38.) 
 
Nykypäivän turvallisuusjohtamisessa ennaltaehkäisevä työ on avainasemassa 
ja se tulisikin mieltää osaksi jatkuvaa turvallisuustoiminnan parantamista, sekä 
omaehtoisesti suoritettavaa valvontaa. Turvallisuustoiminnan kehittämisessä 
voidaan hyödyntää jo olemassa olevia työkaluja jatkuvan parantamisen osalta. 
Alla olevassa kuvassa on kuvattuna pelkistetty turvallisuusjohtamisjärjestelmä, 
jossa eri elementit ja prosessit, joiden avulla varmistetaan järjestelmään kuulu-
vien toimintojen jatkuvuuden, sekä riittävän muutosvalmiuden. Yrityksen turval-
39 
 
lisuusjohtamisjärjestelmä rakennetaan aina yrityksen tarpeiden mukaisesti, eli 
se voi sisältää muitakin tekijöitä kuin kuvassa esitetyt. (Kerko 2001, 38-39.) 
 
 
Kuvio 8 Turvallisuusjohtamisjärjestelmän pääelementit (Kerko 2001, 38) 
 
Turvallisuusjohtamisen keskeisimmät haasteet voidaan tiivistää neljään kysy-
mykseen: 
- Kuinka voidaan ennakoida ja varautua onnettomuuksiin, joita ei ole 
ennen tapahtunut? Eli miten voidaan tunnistaa ja ennakoida 
uudentyyppisiä onnettomuusketjuja ja myös, miten kyetään ennakoimaan 
yrityksen muutoksia toimintakyvyssä? 
- Miten voidaan oppia onnettomuuksista, jotka eivät toistu täysin 
samanlaisina? Mitä toisaalta onnettomuuksista tulisi oppia? Eli miten 
voimme välttää historian toistamasta itseään hieman eri muodossa 
yrityksessä. 
- Kuinka luodaan ja ylläpidetään turvallisuuden kuvaa yrityksessä? Eli 
miten määritellään turvallisen toiminnan rajat ja kuinka lähellä niitä ollaan 
yrityksessä? On myös tärkeää pohtia, kuinka voidaan havaita signaalit 
siitä, että yritys on lähestymässä turvallisen toiminnan rajoja? 
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- Kuinka toimitaan oikein tilanteessa, jossa asiat eivät mene ennakoidusti? 
Eli kuinka voimme minimoida onnettomuuksien seuraukset, palauttaa 
yrityksen toimintakyvyn ja luottamuksen  
(Reiman 2008, 297.) 
Mielestäni nämä neljä kysymystä tiivistävät koko turvallisuustyön ja erityisesti 
ennaltaehkäisevän turvallisuustyön, jota yrityksissä tehdään. On erittäin haas-
teellista miettiä onnettomuusskenaarioita, joita ei ole ennen tapahtunut, tai kuin-
ka laajasti niihin pystytään varautumaan. 
8.5 OHSAS 18001:n mukainen TTT-järjestelmä 
Työsuojelulaki velvoittaa työnantajan huolehtimaan työsuojelusta kaikissa toi-
minnoissa ja jokaisella hierarkian tasolla. Työsuojelulain sisältö on sama turval-
lisuuden hallinnan näkökulmasta kuin standardin OHSAS 18001. Työturvalli-
suuslain mukaan työnantajan tulee varmistaa työpaikan turvallisuus ja terveelli-
syys (8§), mikä vastaa standardissa jatkuvan parantamisen periaatetta. Työsuo-
jelulaki sisältää myös muita keskeisiä vaatimuksia, joita kuvataan standardissa, 
kuten työn vaarojen selvittäminen ja arviointi (10§), turvallisuuden ja terveelli-
syyden edistäminen kokonaisvaltaisesti (9§), työympäristön parantaminen 
(12§), sekä työn turvallisuuden parantaminen (13§). Laissa edellytetään myös 
työntekijöiden kouluttamista ja yhteistoimintaa (14§, 17§). OHSAS 18001 mu-
kainen työterveys- ja turvallisuusjärjestelmä kuvaa edellisten lisäksi myös sen, 
kuinka voidaan varmistaa jatkuvasti turvallisuus ja parantaa työolosuhteita. Täl-
lä tavalla voidaan varmistaa turvallisuusjärjestelmän oikealla soveltamisella ja 
ohjeiden noudattamisella se, että myös lainsäädännön vaatimukset toteutuvat. 
Työsuojelu toteutuu tehokkaasti silloin, kun se on osa jokapäiväistä toimintaa. 
(Korhonen 2008, 5-6.) 
 
Alla olevassa kuvassa on esitettynä OHSAS 18001 standardin mukainen TTT-




Kuvio 9 OHSAS18001:n mukainen TTT-järjestelmä (OHSAS 18001, 12.) 
 
OHSAS 18001 -standardin mukaisen TTT-järjestelmän yleiset vaatimukset 
edellyttävät, että organisaatio luo, dokumentoi ja toteuttaa TTT-Järjestelmää, 
sekä ylläpitää ja parantaa sitä jatkuvasti OHSAS 18001 -standardin mukaisesti. 
Organisaation tulee myös määrittää, että kykenee täyttämään nämä vaatimuk-
set. On myös tärkeää, että yritys määrittelee TTT-järjestelmän laajuuden. Kun 
organisaatio aloittaa TTT-järjestelmän laatimisen, tulee ylimmän johdon määrit-
tää ja vahvistaa TTT-politiikka, jota organisaatiossa tullaan käyttämään. Tärke-
ää varmistaa, että koko organisaatio noudattaa turvallisuuspolitiikan periaattei-
ta. TTT-politiikan määrittelyssä on huomioitu muun muassa seuraavat tekijät: 
- Se on organisaatioon soveltuva TTT-riskien luonteen ja laajuuden 
suhteen. 
- Siinä sitoudutaan vammojen ja terveyden heikentymisen ehkäisyyn, sekä 
TTT-järjestelmän hallintaan ja jatkuvaan parantamiseen. 
- Se sisältää sitoutumisen vallitsevan lainsäädännön noudattamiseen, 
sekä organisaatiota velvoittaviin vaatimuksiin ja TTT-vaarojen 
vaatimuksiin. 
- Se sisältää perusteet TTT-päämäärien määrittelyille ja katselmoinnille 
42 
 
- Se antaa perusteet TTT-järjestelmän dokumentoinnille ja toteutukselle 
sekä ylläpidolle 
- Siitä tiedotetaan jokaiselle organisaation valvontaan osallistuvalle 
henkilölle henkilökohtaisesti, jotta he ovat tietoisia TTT-velvoitteista. 
- Sen tulee olla sidosryhmien saatavilla 
- Sitä katselmoidaan säännöllisesti, jolloin voidaan olla varmoja sen 
asianmukaisuudesta ja soveltuvuudesta organisaatioon. 
(OHSAS 18001, 20.) 
 
Toisessa vaiheessa OHSAS 18001 standardin mukaisessa mallissa käynnistyy 
suunnittelu, jossa organisaatio luo, toteuttaa ja ylläpitää jatkuvaa vaarojen tun-
nistamista, riskienarviointia, sekä tarvittavien hallintatoimenpiteiden määrittelyä. 
Vaarojen tunnistamisessa ja riskien arvioinnissa tulee huomioida toiminnalliset, 
henkilöiden toiminnasta, käyttäytymisestä, kyvyistä ja muista inhimillisistä teki-
jöistä johtuvat tekijät. Huomioonotettavia ovat myös erilaiset ulkoiset tekijät, jot-
ka voivat aiheuttaa vaaraa työpaikalla ja ne tulee ottaa huomioon arvioinneissa. 
Laiteturvallisuus, sekä muut lakisääteiset velvoitteet tulee niin ikään huomioida 
vaarojen arvioinnissa. vaaran tunnistamiselle ja riskien arvioinnille asetetaan 
myös vaatimuksia OHSAS 18001 standardissa. (OHSAS 18001, 20-22.) 
 
Kolmas vaihe on järjestelmän toteuttaminen ja toiminta, jossa määritellään koko 
järjestelmän käytännön toteuttamisen mallit. Siinä määritellään myös TTT-
järjestelmän ylläpitoon liittyvät resurssit, vastuut, roolit, velvollisuudet ja valtuu-
det. Organisaatiolla on vastuu siitä, että valvontatyötä suorittavilla on riittävä 
pätevyys, koulutus ja tietoisuus TTT-riskeistä ja koulutuksesta. TTT-riskeihin 
liittyvä sisäinen tiedottaminen on myös yhtenä osana toteuttamista. Muiden työ-
paikalla työskentelevien, kuten esimerkiksi urakoitsijoiden kanssa tapahtuva 
viestintä on tärkeää, mutta myös muiden ulkopuolisten sidosryhmien välillä.  
TTT-työn tulee olla osallistuvaa, ja koko henkilöstö tulee osallistua, jotta TTT-
työtä voidaan kehittää. TTT-järjestelmän dokumentointiin ja asiakirjojen hallin-
taan on myös asetettu vaatimuksia standardissa. Toiminnanohjaus TTT-
järjestelmän osalta on esitettävä TTT-suunnitelmassa. Viimeisenä osana on 
valmius ja toiminta hätätilanteissa, joita ovat kaikki mahdolliset tunnistetut ja 
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tunnistamattomat hätätilanteet. Organisaation reagointi ja toimintasuunnitelmat 
hätätilanteita varten on esitettävä TTT-järjestelmässä. (OHSAS 18001, 24-30.) 
 
Arviointi ja korjausvaihe ovat yksi keskeisimmistä TTT-järjestelmän vaiheista. 
Tässä vaiheessa keskitytään erityisesti vaatimusten täyttymisen arviointiin, sekä 
toiminnan tason mittaamiseen ja tarkkailuun. Organisaation tulee siis arvioida 
niiden vaatimusten toteutumista, joihin se on sitoutunut. Keskeisessä roolissa 
ovat myös vaaratilanteiden tutkinta ja poikkeamat, sekä se mitkä ovat korjaavat 
ja ehkäisevät toimenpiteet. Erilaisten tallenteiden hallinta korostuu TTT-
järjestelmän ylläpidossa, jotta tallenteiden luotettavuus, tunnistettavuus ja jäl-
jennettävyys voidaan varmistaa. Viimeisenä kohtana on TTT-järjestelmän sisäi-
nen auditointi. TTT-järjestelmään tulee suorittaa määrävälein sisäisiä auditointe-
ja, joiden avulla varmistetaan järjestelmän tila, sekä hankitaan tietoa ylimmälle 
johdolle. (OHSAS 18001, 30-34.) 
 
TTT-järjestelmän viimeinen osa on johdon katselmus, jolla tarkoitetaan ylimmän 
johdon suorittamia TTT-järjestelmän katselmuksia. Johdon suorittamat katsel-
mukset tulee toteuttaa suunnitelluin aikavälein. Tarkoituksena on varmistaa or-
ganisaation TTT-järjestelmän jatkuva soveltaminen, riittävyys sekä tehokkuus. 
Keskeistä on, että katselmuksilla kiinnitetään huomioita erityisesti TTT-
järjestelmään, TTT-politiikkaan sekä TTT-päämääriin ja arvioidaan parannus-
mahdollisuuksia ja muutosten tarpeita. Johdon katselmukset tulee dokumentoi-
da. Johdon suorittaman katselmuksen tulosten ja organisaation jatkuvan paran-
tamisen tulee olla linjassa. Tuloksista tulee käydä ilmi kaikki päätökset ja toi-
menpiteet mahdollisten muutosten varalta. (OHSAS 18001, 34-36.)  
 
TTT-järjestelmälle on siis hyvin tarkat määritelmät ja ohjeet OHSAS18001 stan-
dardissa. OHSAS 18002 standardi antaa myös työkaluja OHSAS 18001 stan-
dardin soveltamiseen erilaisessa organisaatiossa. 
8.6 Turvallisuusjohtaminen Kemin kaivoksella 
Kemin kaivoksen turvallisuusjohtamisjärjestelmä perustuu Kemi-Tornion teh-
dasalueelle laadittuun toimintaperiaatteeseen, joka sisältää myös TTT-politiikan 
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(TK 420 Toimintaperiaatteet ja TTT-politiikka). Toimintaperiaatteet ovat yhteiset 
Tornion terästehtaalla ja Kemin kaivoksella. Tämä toimintaperiaate perustuu 
Outokumpu-konsernin yleiseen ympäristö-, terveys-, turvallisuus ja laatupolitiik-
kaan (EHSQ Policy R6). Kemin kaivosta koskevassa toimintaperiaatteessa ku-
vataan, kuinka Outokumpu on sitoutunut kantaman yrityksenä vastuun turvalli-
suudesta ja ympäristöstä, sekä on sitoutunut jatkuvaan parantamiseen ja kehit-
tämiseen. Myös toiminnan ja riskien jatkuva arviointi on nostettu esille toiminta-
periaatteessa. (Outokumpu 2015d.) 
 
Vaatimusten noudattamisesta on nostettu esille lakien, sekä asiakkaiden ja 
omien vaatimusten noudattaminen. Toiminnan ohjaaminen ja kehittäminen pe-
rustuvat ympäristö-, terveys-, turvallisuus- ja laatujärjestelmiin. Outokummulla 
on myös vaatimuksena, että toimittajat ja alihankkijat noudattavat samaa poli-
tiikkaa, kuin he itse. Toimintaohjeessa esitetään selkeä kannanotto tapaturmien 
ennaltaehkäisyyn. Outokummulla on tavoitteena 0 tapaturmaa ja yrityksen nä-
kemys on, että jokainen tapaturva voidaan ehkäistä. 
 
Yrityksen toimintaa kuvataan myös vastuulliseksi sekä painotetaan onnetto-
muuksien ehkäisyä, valvontaa ja riskien tiedostamista painotetaan. Suuronnet-
tomuusriskit tunnistetaan ja niihin varaudutaan. Omaa valvontaa toteutetaan 
ympäristön ja turvallisuuden näkökulmista. Turvallisuustyötä toteutetaan esi-
merkiksi osastokohtaisilla toimintasuunnitelmilla, sekä mittareilla. Henkilöstön 
koulutuksella ja opastuksella pyritään lisäämään työntekijöiden tietämystä vas-
tuullisuutta työsuojeluasioissa, sekä vaarallisten kemikaalien käsittelyssä.  
 
Toimintaperiaatteessa kerrotaan myös, että yritys tiedottaa lähialueen yhteisöjä, 
viranomaisia, sekä sidosryhmiä säännöllisesti turvallisuus- ja ympäristöasioista. 
 
Toimintaperiaate on hyvin tiivis noin yhden sivun tuotos, jossa asiat kerrotaan 
hyvin selkeästi ja ymmärrettävästi. Sisällöllisesti se vastaa pääpiirteittäin OH-
SAS 18001 standardin vaatimuksia. Toimintaperiaate on varsin yleismaailmalli-
nen, muitta sitä tulisi mielestäni tarkentaa esimerkiksi vastuiden ja resurssien 
osalta, sekä omatoimisen valvonnan osalta. Alla olevassa kuvassa on esitettynä 




























9 MUUTOSJOHTAMINEN JA MUUTOKSEN HALLINTA 
9.1 Muutoksen hallinta ja työn kehittäminen 
Lähdettäessä toteuttamaan investointi- tai kehitysprojektia on siitä seurauksena 
jokin muutos, joka vaatii esimiestyöskentelyssä muutosjohtamisen osaamista, 
jotta muutos voidaan viedä läpi onnistuneesti.  
 
Nykyaikana työn tekemisen ja organisoinnin menetelmät muuttuvat jatkuvasti. 
Muutoksia ei välttämättä ehditä viemään loppuun, kun seuraava muutos on jo 
tulossa. Uusia muutostarpeita havaitaan jatkuvasti ja niitä kasaantuu organisaa-
tioon. On tärkeää hahmottaa oleellisimmat kehitystarpeet, joita organisaatiossa 
tarvitaan. Nykyajan suurimpana kehityksen moottorina on informaatioteknolo-
gia, jonka kehitys edesauttaa kokonaisvaltaisen tuotanto- ja toimintatapojen 
muutosta. Työtehtävät ovat muuttuneet selkeistä tehtävistä yhä laajemmiksi 
kokonaisuuksiksi ja ne muotoutuvat yhä uudelleen toiminnan seurauksena ver-
rattuna perinteiseen asiantuntijapainotteiseen työhön. Työn muuttuminen tuo 
haasteita kehittämisen menetelmille, jolloin tarvitaan työvälineitä toiminnan ko-
konaisuuden arviointiin. Työhyvinvoinnin kannalta työn kehittäminen sekä muu-
tosten hallinta ovat merkittävässä roolissa, koska työn tulee olla terveellistä ja 
turvallista, mutta myös mielekästä ja hallittavissa olevaa työn tekijän näkökul-
masta. (Työterveyslaitos 2014.) 
9.2 Muutoksen johtaminen 
Perusongelma muutoksia tehtäessä on se, kuinka muutoksen tarkoitus ja tavoit-
teet onnistutaan kertomaan ja tekemään ymmärrettäväksi esimiehen toimesta. 
Tämä on tärkeää, koska jos ihminen ei ymmärrä asian merkitystä, ei hän voi 
tällöin työskennellä tämän asian puolesta. Ihmisen työskentelyä ohjaa mielek-
kyysperiaate, jota ei voi olla korostamatta erityisesti muutosjohtamisessa. Työn 
mielekkyyden häviäminen vaikuttaa oleellisesti myös työmotivaatioon. Työmoti-
vaation ja työn mielekkyyden säilyttämiseksi joudutaan tekemään jatkuvaa työ-
tä, eli nämä asiat eivät ole itsestäänselvyyksiä. On myös tärkeää tunnistaa, mitä 
nämä asiat merkitsevät eri työntekijöille. Onko pelkkä palkka riittävä motivaatio 
vai onko työn sisällöllä suurempi merkitys? Muutostilanteet aiheuttavat aina hu-
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hupuheita ja epätietoisuutta organisaatiossa, ja ne jotka voidaan välttää riittäväl-
lä tiedottamisella, jossa muutoksen perusteista kerrotaan, sekä oleellista on 
myös, että esimiehet ymmärtävät itse muutoksen tarpeellisuuden ja pystyvät 
seisomaan sanojensa takana. (Järvinen 2010, 63-65.)  
9.3 Muutoksen hallinta Kemin kaivoksella 
Outokummulla on laadittuna muutoksenhallintaa koskeva ohje (TTo 008 muu-
toksenhallinta), jossa oheistetaan Kemin kaivoksella ja Tornion terästehtaalla 
tapahtuvia laite-, prosessi- ja toimintatapamuutoksia. Henkilömuutosten osalta 
käytetään työn opastus - ja perehdytysohjelmia. Muutoksenhallinta käynnistyy 
ohjeen mukaisesti heti, kun investointiesitys tehdään, joten muutoksenhallinta 
tulee muutostyössä varsin aikaisessa vaiheessa. Ohjeessa on myös määritelty 
eri kunnossapidon ja muutoksen välillä, mikä tuo selkeyttä ja yhdenmukaisuutta 
ohjeen soveltamiseen. (Outokumpu 2012.) 
 
Muutoksesta täytetään muutoksenhallintalomake, johon kirjataan muutoksen 
perustiedot ja kuvaus muutoksesta, sekä mahdolliset vaikutukset muille toimi-
joille toimialueella. Muutoksen aiheuttamat vaikutukset turvallisuustasoon arvi-
oidaan ja arviointi painottuu muutoksen jälkeiseen aikaan. Turvallisuustasoon 
vaikuttamattomat muutokset kirjataan lyhyesti muutostenhallinnasta tehtävään 
lomakkeeseen. Turvallisuustasoa laskevat tilanteet, joissa muutosten vaikutusta 
ei tunneta, vaaditaan laajempi turvallisuusarviointi. Turvallisuusarvioinnin laa-
juus vaihtelee investoinnin laajuudesta ja monimuotoisuudesta riippuen. Turval-
lisuusarviontie tarkastukset on ohjeistettu erikseen. Tarkastustoimintaan vaikut-
taa riskin laajuus. 
 
Muutoksen käyttöönotto toteutetaan muutostöiden jälkeen, kun käyttöohjeet ja 
tarvittava koulutus on annettu. Lopullinen hyväksyntä suoritetaan, kun muutok-
sen vaikutukset on selvitetty ja muutoksen dokumentointi on suoritettu.   
 
Ohjeistus kertoo hyvin muutoksenhallinnan prosessin. Arviointi turvallisuustason 
muutoksista on varmasti toimiva, kun arvioidaan muutoksen turvallisuutta. Tä-
mä tarkastelu vaatii erityistä huolellisuutta tilanteissa, joissa pohditaan rajapin-
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taa ei-vaikutusta ja turvallisuustasoa laskevien tekijöiden välillä. Pienen turvalli-
suustasoa laskeva muutoksen tunnistaminen sekä se tunnistetaanko pientä 
muutosta niin suureksi, että se edellyttää turvallisuusarviointia voi olla vaikeaa. 
Kenties jonkinlainen muutosten pisteytys arvioinnin tueksi voisi antaa tarkem-
man kuvan mahdollisissa epäselvissä tilanteissa ja se poistaisi niin sanotut in-































10 JATKUVUUDEN HALLINTA 
10.1 Jatkuvuuden hallinnan periaatteet 
Suojaustoimenpiteistä huolimatta aina voi tapahtua jotain, joka vaikuttaa kriitti-
sesti yritystoimintaan. Epätodennäköisenä pidetty riski voi realisoitua yllättäen, 
tai yrityksen varautuminen pettää tai osoittautuu riittämättömäksi. Sama voi ta-
pahtua esimerkiksi naapurissa olevalle yritykselle, joka estää myös oman liike-
toiminnan useiden päivien ajan. Jatkuvuussuunnittelun tarkoituksena on pohtia 
yrityksen toimintaa häiriötilanteissa. Riskienhallintatyöllä pyritään estämään ei-
toivottuja tilanteita, mutta jatkuvuussuunnittelulla pyritään varmistamaan yrityk-
sen toimintaedellytykset ei-toivotun tapahtuman sattuessa. Tarkoituksena on 
turvata esimerkiksi toiminnan nopea uudelleenkäynnistäminen, jolla pyritään 
vähentämään keskeytyksestä aiheutuvia tappioita. Mikäli yrityksessä ei ole va-
rauduttu ei-toivottujen tilanteiden varalle, voi seurauksena olla merkittäviä kat-
koksia tuotannossa. Tuotannon keskeytyksestä voi olla seurauksena suuret 
taloudelliset menetykset, mutta pahimmillaan seurauksena voi olla jopa koko 
yritystoiminnan loppuminen. Jatkuvuussuunnittelu tulisikin olla jonkun vastuulla 
yrityksessä, joka kerää tarvittavat tiedot, sekä resurssit suunnitelman laatimi-
seen. Laajalle viety jatkuvuussuunnittelu sisältää pienempiä osa-alueita, jotka 
koskevat esimerkiksi toipumissuunnittelua, sidosryhmäsuunnittelua ja poikke-
usolojen suunnittelua. (Heljaste ym 2008, 62-63.) Alla olevassa kuvassa on ku-
vattuna jatkuvuuden hallinnan kannalta tarvittavat suunnitelmat, sekä niiden 
käyttökohteet. 
 
Kuvio 11 Jatkuvuudenhallinta (Valtionvarainministeriö 2016, 23). 
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10.2 Standardin mukainen jatkuvuuden hallintajärjestelmä 
ISO 22301 standardi antaa yritykselle mallin liiketoiminnan jatkuvuuden hallinta-
järjestelmän laatimisesta ja sen vaatimuksista. Liiketoiminnan jatkuvuuden hal-
linta lähtee organisaation omasta ymmärryksestä jatkuvuussuunnittelun tarpeel-
le, häiriötilanteiden hallintakyvyn parantamiselle, liiketoiminnan jatkuvuuden 
varmistamiselle sekä toiminnan jatkuvana parantamisena. (ISO 22301, 6.) 
 
Kuten muidenkin hallintajärjestelmien suunnittelussa, myös jatkuvuuden hallin-
tajärjestelmän suunnittelussa käytetään PDCA-menettelyä, joka tulee eglannin 
sanoista Plan-Do-Check-Act. Tällä menettelyllä voidaan varmistaa eri hallinta-
järjestelmien yhteensopivuus. Alla olevassa kuvassa on esiteltynä PDCA-
menettelyn toimintaperiaate. (ISO 22301, 6-7.) 
 
 
Kuvio 12 PDCA-Menetelmä (ISO 22301, 7).  
Jatkuvuuden näkökulmasta suunnitteluvaiheessa kartoitetaan liiketoiminnan 
jatkuvuuden kannalta kriittisimmät tekijät, kuten prosessit, toimintaperiaatteet, 
tavoitteet, päämäärät ja hallintakeinot, joilla voidaan varmistaa tuloksia. Toteu-
tusvaiheessa jatkuvuuden toimintaperiaatteita käytetään liiketoiminnan jatkumi-
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seen. Arviointivaiheessa suorituskykyä tarkkaillaan ja verrataan jatkuvuuden 
toimintaperiaatteisiin ja tavoitetasoon. Toimivaiheessa jatkuvuuden hallintajär-
jestelmän mukaista järjestelmää ylläpidetään ja toimintaa parannetaan korjaavil-
la toimenpiteillä. Arvioidaan myös liiketoiminnan jatkuvuutta. (ISO 22301, 7.) 
 
Jatkuvuuden hallintajärjestelmälle asetetaan ISO 22301 standardissa selkeä 
rakenne: 
 Toimintaperiaatteet 
 Henkilöt, joille on määriteltyjä vastuita 
 Hallintaprosessit, jotka liittyvät seuraaviin 
o toimintaperiaatteet 
o suunnittelu 
o toteutus ja käyttö 
 Suorituskyvyn arviointi 
 Johdon katselmus 
 Parantaminen 
 Dokumentaatio, joka sisältää auditointiin kelpaavaa todistusaineistoa 
 Kaikki organisaation kannalta olennaiset liiketoiminnan jatkuvuuden 
hallintaprosessit. 
Suunnitelmassa tulee huomioida myös palautumisprosessi, jossa voi olla tar-
peellista huomioida laajemmin ympäröivä yhteisö ja ympäristön vaikutukset or-





Turvallisuudenhallinta, riskienarviointi, turvallisuusjohtaminen ja jatkuvuudenhal-
linta ovat itsessään suuria kokonaisuuksia, joista jokaisesta itsessään saisi teh-
tyä opinnäytetyön. Kaikkien edellä mainittujen asioiden huomioiminen projektien 
suunnittelussa ja toteutuksessa on haasteellinen tehtävä, joka vaatii näiden 
osa-alueiden osaamista ja hallintaa. Projektien kertaluonteisuus tuo myös oman 
haasteensa, joka vaatii erityistä huolellisuutta esimerkiksi riskianalyysin laadin-
nassa. Onkin tärkeää, että jo suunnitteluvaiheessa turvallisuusasioihin kiinnite-
tään laajasti huomiota eri näkökulmista, jotta kaikki potentiaaliset riskit kyetään 
tunnustamaan ja niihin voidaan reagoida. Opinnäytetyössä läpikäyty investointi-
projekti voi olla mittaluokiltaan jo niin iso, että jopa yritystoiminnan jatkuvuus 
riippuu sen onnistumisesta. Tällaisissa tapauksissa riskianalyysien teossa tulee 
olla erittäin tarkkana, jotta oikeat arviointi menetelmät ja kriteerit valitaan. 
 
Havaitsin muutamia kehityskohteita turvallisuusjohtamisessa, joista seuraavak-
si. Outokumpu Oy on laatinut monia hyviä turvallisuuteen liittyviä ohjeita, mutta 
ainakin itsellä tuli mieleen, että voisiko ohjeistus olla yleispätevämpää. Yksittäis-
ten ohjeistusten määrä on suuri, joka tuo haasteeksi niiden hallitsemisen, niin 
käyttäjän kuin ylläpitäjänkin näkökulmasta. Toisena kehityskohteena näkisin 
yrityksen sisäisen turvallisuusyhteistyön kehittämisen eri tuotantoyksiköiden 
välillä. Kemin kaivoksen ja Tornion terästehtaan välillä tulisi mielestäni tehdä 
entistä syvällisempää ja yhdenmukaisempaa yhteistyötä turvallisuusasioiden 
kehittämisessä, valvonnassa ja yhdenmukaistamisessa. Vaikka toiminnoissa on 
eroavaisuuksia, nämä kaksi laitosta muodostavat kokonaisuuden, joka tulisi 
myös turvallisuusasioissa huomioida paremmin kokonaisuutena. Mielestäni 
HSEQ -organisaatio voisi olla yhteinen Tornion Terästehtaalla ja Kemin kaivok-
sella, joka mahdollistaisi tehokkaasti eri asiantuntijoiden hyödyntämisen esi-
merkiksi projekteissa. Jos HSEQ -organisaatio olisi yhtenäinen, niin se mahdol-
listaisi myös yhtenäisemmän turvallisuustyön, sekä selkeämmän tuotantolaitok-
sen johdosta riippumattoman toiminnan. Mielestäni HSEQ -organisaatio ei tulisi 
olla suoraa yksittäisen tuotantolaitoksen alaisuudessa, vaan se tulisi olla kon-
sernin tasolta johdettua toimintaa, jolla varmistetaan turvallisuustyön yhdenmu-
kaisuus ja riippumattomuus. HSEQ- organisaation kehittäminen olisi myös hel-
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pompaa suuremmassa organisaatiossa, jossa osaamisen ja erityisosaamisen 
tarpeita voitaisiin arvioida paremmin. Myös tietyntasoinen erikoistuminen esi-
merkiksi riskianalyysien tekoon mahdollistaisi näiden asioiden käsittelyn use-
ammassa tuotantolaitoksessa. On myös tärkeää, että turvallisuuden eri tekijät 
huomioidaan mahdollisimman laajasti, jotta riittävää varautumista kyetään myös 
ylläpitämään. Aina tulisi muistaa, että vaikka meillä olisi hyvä suunnitelman, niin 
silti häiriötilanteita esiintyy aina ja niihin tulee pystyä reagoimaan, joka puoles-
taan riippuu varautumisen asteesta. Mielestäni olisi myös tärkeää käydä projek-
tit läpi niiden valmistuttua, jossa analysoitaisiin myös turvallisuustyön onnistu-
mista tai sitä, kuinka hyvin riskianalyysit vastasivat projektissa esiin tulleita tur-
vallisuushavaintoja, vaaratilanteita tai jopa onnettomuuksia. Tämä olisi tehokas 
työkalu riskianalyysien kehittämiseen. Tässä muutamia havaintoja, joita itselleni 
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Tämä käsikirja on laadittu projektien projektipäälliköiden, sekä muun projekti-
henkilöstön tueksi turvallisuustyöhön. Käsikirjassa esitellään perusperiaatteet 
projektin turvallisuustyölle, riskienhallinnalle ja jatkuvuuden varmistamiselle. 
Tähän käsikirjaan on koottu keskeisimmät turvallisuuden kannalta huomioitavat 
tekijät projektin eri vaiheissa. Tämä käsikirjan tarkoituksena on koota yksiin 
kansiin Outokumpu Oy:n projektin kannalta keskeiset ohjeet, jotka projektin eri 




















1 SUUNNITTELUN VAIHEET  
 
Jo suunnitteluvaiheessa on tärkeää tunnistaa turvallisuuteen positiivisesti ja 
negatiivisesti vaikuttavat tekijät. Turvallisuustason määrittely riskienhallinnan 
keinoin on tehokas tapa saavuttaa hyväksytty turvallisuustaso projektista riip-
pumatta. systemaattisesti toteutetulla riskienarvioinnilla voidaan tunnistaa kes-
keiset riskit, joita liittyy itse projektiin, mutta myös projektin kohteena olevaan 
investointiin. Outokummun ohjaavana ohjeena toimii TToU 001 Investointipro-
jektin turvallisuuden hallinta 
 





Riskienarvioinnossa on tärkeää tunnistaa kaikki keskeiset riskit, jotka liittyvät 
projektiin. Outokumpu Oy:n sisäisten turvallisuusohjeiden soveltuvuus projektin 
käyttöön on aina huomioitava, jotta myöhemmissä työvaiheissa ohjeiden hyö-

























Laitteistojen CE -merkinnät 

















suusasiakirjan, jota sovelletaan kyseisessä projektissa.  Toimittaja laatii turvalli-
suussuunnitelman, sekä riskien arvioinnin projektin suunnitteluvaiheessa. Si-
säistä pelastussuunnitelmaa voidaan osaltaan hyödyntää projektin turvallisuus-
työssä, sekä se tulee myös päivittää soveltuvin osin.  
 
1.2 Henkilöturvallisuus 
Jo Suunnitteluvaiheessa on perusteltua pohtia, kuinka projektin toteuttamisvai-
heessa työturvallisuus huomioidaan. Tärkeää on huomioida erilaisten asennus-
töiden aiheuttamat vaaratekijät, sekä erityisesti tulityöt.  
 
1.3 Laiteturvallisuus 
Laitteiden valinnassa tulee huomioida laitteiden käyttökohteet, sekä toimin-
taympäristöt. On myös huomioitava mahdolliset valmistajan asettamat vaati-




Muutoksenmäärittelyssä tulee käyttää apuna Outokumpu Oy:n Muutoksenhal-
linnan ohjetta (TTo 008 muutoksenhallinta). Muutos vaatii aina Asianmukaisen 
käsittelyn ja dokumentoinnin. Myös muutoksen aiheuttama positiivinen tai nega-
tiivinen muutos vaatii arvioinnin ja dokumentoinnin. 
 
1.5 Prosessiturvallisuus 
Prosessiriskien arviointi tulee huomioida jo projektin alkuvaiheessa. Hyvällä 
suunnittelulla näitä riskejä voidaan pienentää. Prosessiin liittyvien turvajärjes-
telmien huomiointi vaikuttaa myös riskienhallintaan. Käyttöturvallisuus on oleel-
linen osa työturvallisuutta, kun prosessi otetaan käyttöön.  
  
1.6 Lupa-asiat 
Suunnitteluvaiheessa on hyvä esitellä tuleva projekti viranomaisille. Aikainen 
yhteistyö viranomaistahoihin nopeuttaa osaltaan lupaprosessien kestoa, joka 
pienentää projektin kokonaiskestoa. Yhteydenpito viranomaisiin antaa viran-
omaisille myös mahdollisuuden esittää vaatimuksia ja velvoitteita, jotka näin 
voidaan ottaa heti huomioon suunnittelussa.  
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2 HANKINTA VAIHE 
 
Hankintavaiheessa suunnitteluvaiheen päätökset realisoidaan kilpailuttamalla ja 
lopulta hankintasopimuksella. Hankintavaiheessa tulee asettaa projektin kannal-







Kun hankintapäätös on vahvistettu, niin urakkasopimukset laaditaan eri osa-
puolten välille, joka osoittaa osapuolille heidän roolit, vastuut ja velvoitteet pro-
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Suunnittelutyöhön valittaville suunnittelijoille tulle asettaa pätevyysvaatimukset. 
Erikoisosaamista vaativiin suunnittelutöihin valittavilta suunnittelijoilta on suota-
vaa pyytää referenssejä aiemmista vastaavista projekteista.  
 
2.3 Suunnittelun vaatimukset 
Eri suunnittelutöiden vaatimuksissa tulee huomioida käyttöolosuhteet, sekä val-
litsevat lait, asetukset ja rakennusmääräykset. 
 
2.4 Laitteet 
Laitteiden valinnassa tulee kiinnittää huomioita laitteen turvallisuuteen, laatuun 
ja tunnettavuuteen. Suositeltavaa on käyttää yleisesti tunnettuja toimittajia ja 
valmistajia. 
 
2.5 Vaarojen tunnistaminen 
Vaaratekijöiden ja riskien arvioinnissa hyödynnetään seuraavia menetelmiä: 
Työn turvallisuusarviointi (TTA), Työn toimintovirhearviointi (TVA), Vika- ja vai-
kutusanalyysi (VVA), Potentiaalisten ongelmien analyysi (POA) ja HAZOP. 
 
2.6 Kilpailutus 
Kilpailutuksessa laaditaan ilmoitus, jossa hankittava laite tai muu järjestelmä 

















3 TYÖNAIKAINEN VALVONTA 
 
Työnaikaisessa valvonnassa tarkastellaan työn toteuttamisen turvallisuutta. 






Urakoitsijat ja aliurakoitsijat tulee perehdyttää ja kouluttaa toimimaan Kemin 
kaivoksen alueella. Asianmukaisten suojavarusteiden käyttö tulee ohjeistaa kai-
kille työntekijöille, sekä niiden oikeaa käyttö tulee valvoa. Erilaisten erikoistöi-
den, kuten sähkö ja tulitöiden tekoon vaadittavien pätevyyksien tulee olla voi-
massa niillä työntekijöillä, jotka tekevät näitä töitä. Eri työvaiheiden turvallisuu-
teen tulee kiinnittää huomiota. 
 
3.2 Työmaakierrokset 
Tilaajan ja toimittajan edustajat suorittavat erilaisia kierroksia työmaalle, joiden 


























Eri viranomaiset voivat suorittaa omaan vastuualueeseensa kuuluvia tarkastuk-
sia rakennusvaiheessa. Viranomaisilla on lähtökohtaisesti oikeus päästä työ-



































Käyttöönottovaiheessa suoritetaan Projektin luovuttamiseen liittyvät tarkastuk-
set ja dokumentoinnit, joiden tarkoituksena on varmistaa, että projektin loppu-
tuotos vastaa tilaajan tilausta. 
 
 
 4.1 Tarkastukset 
Tilaajan tai hänen edustajan suorittamat tarkastukset liittyvät projektin kohteena 
olevaan lopputuotokseen. HSEQ-jälkiarviointi suoritetaan urakoitsijalle, jossa 
arvioidaan urakoitsijaa kokonaisuutena. 
 
4.2 Ulkopuoliset tarkastukset 
Ulkopuolisten suorittamilla tarkastuksilla tarkoitetaan viranomaisten ja tarkastus-
laitosten suorittamia tarkastuskusia esimerkiksi rakennusvalvontaviranomaisen 
suorittamaa käyttöönottotarkastusta. Tarkastuslaitokset puolestaan suorittavat 
erilaisten laitteistojen tarkastuksia, kuten nostolaitteiden. 
 
4.3 Dokumentointi 
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